[21]. In this paper, we have studied mobility characteristics along with design issues under different mobility scenarios. We propose a scheme to manage the mobility of nodes. The 6LoWPAN based wireless sensor network will be integrated with grid computing establishing a Sensor-grid which may also be used widely in various applications.
INTERNATIONAL JOURNAL ON SMART SENSING AND INTELLIGENT SYSTEMS VOL. 6, NO. 5, DECEMBER 2013 Mobility based communication increases the fault tolerance capacity of the network [18] and prolong the lifetime of devices and increases the connectivity between nodes and clusters. Using distributed LoWPANs, it is possible to sculpt the devices to cluster around areas of interest, cover large areas, and work more efficiently by filtering local data at the node level before it is transmitted [22] .
Furthermore, multiple controlled mobile elements can be used to provide load balancing and gathering data. In this paper the mobility issues in a 6LoWPAN environment are studied and a scheme is proposed to manage the mobility of nodes based on received signal strength and link quality.
Rest of the paper is organized as follows. Section 2 discusses the related work. Section 3 describes the characteristics of mobility in a WSN. In Section 4 & 5, 6LoWPAN is described and mobility scheme design issues in this environment are discussed. Section 6 describes different mobility scenarios. A mobility scheme is proposed in Section 7. Implementation of the scheme is described in Section 8. The evaluation results of the scheme are discussed in Section 9. Finally we conclude in Section 10 with a direction for the future work.
II. RELATED WORK
While making a survey on the mobility support in 6LoWPAN network, it is found that most research works which focus on proposing mobility schemes in 6LoWPAN environments adopt an analytical approach while evaluating different schemes. Few schemes are evaluated by simulation also.
In [14] , inter-pan mobility support for 6LoWPAN is discussed and a simulation is done for the scheme presented. The mechanism is evaluated in terms of location update cost versus speed. Network assisted mobility for 6LoWPAN is presented in [15] . The proposed scheme helps to predict the future location of the moving node and buffer its packets for short amount of time in order to prevent packet loss. In [16] , MIPv6 is used to design a mobility and fault-tolerance model where fixed IPv6 addressing is used to avoid reconfiguring IP addresses when moving node changes network.
In contrast with the theoretical analysis carried out by other researchers [14] [15] [16], we implement a scheme for mobility management in this paper. This scheme manages intra as well as inter-pan mobility. TinyOS is used to implement the scheme onto the wireless sensor nodes. The scheme for moving nodes is divided into two approaches -the first one is a time driven approach and the second one is a message driven approach. Both of these approaches may be applicable to specific applications with mobility feature. Also, functionalities of Edge Router to support the mobility is described and implemented so that mobility and hand-over process become seamless. 
III. CHARACTERISTICS OF MOBILITY
Wireless Sensor Networks are not address driven like traditional networks, rather these networks are data-driven and. It is important to receive the sensor readings of an area, but this data may not come from a specific device. The main application of a sensor network is to get the sensor reading of a particular area. Thus, the mobile nature of sensor nodes should be transparent to the application level as the application should bother about data and not about the data source [20] . So when sensor nodes are moving, they should continue the work of sensing and sending data to the place of requirements. Characteristics of mobility in WSN may be summarized as follows:
• Mobility is intentional and can be predicted and controlled.
• It helps to improve coverage of WSN.
• Mobility enabled WSN improves ability to cope with node failures.
• Mobility can help to recover link maintenance which can restore an isolated sub part of a network.
• With the help of mobility management, sensor nodes can harvest or store limited power that may be dissipated.
• Localization can be optimized by mobility strategies.
• Mobility enhances man-machine interaction.
As we have implemented the mobility schemes in 6LoWPAN, brief discussions are made about it in the following section.
IV. 6LoWPAN
IPv6 over Low-power Wireless Personal Area Networks is commonly known as 6LoWPAN. It network layer protocol does not fit with its MTU specifications. The 40 bytes length of IPv6 header also creates a huge overhead. To overcome the MTU requirements of IPv6 and header overhead, 6LoWPAN implements an adaptation layer between network and data link layers [3] . The adaptation layer provides fragmentation and reassembling of IPv6 packets as well as header compression.
Fragmentation of the IPv6 datagram is required for the MTU specification of the 802.15.4 standard, while the header compression is necessary to reduce the header overhead. V. MOBILITY SCHEME DESIGN ISSUES 6LoWPANs have unique low-performance properties where the devices are with highly reduced memory and power. So, new challenges arise when the nodes become mobile. It is crucial to reduce the additional mobility related signaling overhead or to possibly avoid it altogether [19] .
Especially to optimize power consumption, battery powered devices should be correctly discovered and Suman Sankar Bhunia, Sarbani Roy, Nandini Mukherjee, MOBILITY OF IP BASED WIRELESS SENSOR NODES IN SENSOR-GRID INFRASTRUCTURE handled by more capable (and possibly mains-powered) devices in the network, such as the Edge Routers [21] . The fundamental goals for mobility support in 6LoWPANs can be listed as follows [8] : a) Mobile 6LoWPAN nodes must be addressable by any corresponding node, independent of the current whereabouts. Global addressing should be supported. 
VI. MOBILITY SCENARIOS
In 6LoWPAN network, each Edge Router forms a PAN with few other nodes and the Edge Router acts as sink node of the concerned PAN. In this discussion, we assume that the Edge Router remains static one. So, network mobility is beyond the scope of this paper. 6lowpan uses flat address space which means that all nodes within one certain subnet share the same IPv6 prefix [2] . Mainly two different mobility scenarios may occur for the nodes.
A. Intra-PAN mobility A node may move around within the periphery of a single PAN. This movement may be termed as intra-pan mobility of the concerned node. It is also called 'micro' mobility where IPv6 prefix remains same for the moving node. In this mobility, the moving node updates its current location while keeping the radio link with concerned Edge Router alive.
B. Inter-PAN mobility
If a node moves from one PAN to another PAN, it will be inter-pan mobility of the concerned node. This movement requires selection of a new Edge Router in the new pan where the node moves into. So, it involves change in IPv6 prefix of the concerned node. It is also termed as 'macro' mobility.
VII. PROPOSED MOBILITY SCHEME
In this section, we propose a mobility scheme in 6LoWPAN network. The scheme is described in two subsections for the moving nodes and the static Edge Routers respectively. Before that, we briefly discuss two important metrics which will be referred in the mobility scheme later on.
A. Received signal strength indicator
The RSSI is a 5-bit value indicating the receive power in the selected channel, in steps of 3 dB.
No attempt is made to distinguish between IEEE 802.15.4 signal and other signal source, only the received signal power is evaluated. Using the Basic Operating Mode, the RSSI value is valid at any RX state, and is updated every 2 µs. The current RSSI value is stored to the PHY_RSSI register.
The PHY_RSSI is an 8-bit register, however, the value is represented in the lowest five bits [4:0] .
An RSSI value of 0 indicates an RF input power of < -91 dBm. For an RSSI value , the RF input power can be calculated as follows [9] :
where the RSSI_OFFSET is approximately -45. It is found empirically during system development from the front end gain. If reading a value of -20 from the RSSI register, the RF input power is approximately -65 dBm.
B. Link quality indicator
The IEEE 802.15.4 standard defines the LQI measurement as a characterization of the strength and/or quality of a received packet. The use of the LQI result by the network or application layer is not specified in this standard. LQI values shall be an integer ranging 0 to 255.
The LQI values can be associated with an expected packet error rate (PER). The PER is the ratio of erroneous received frames to the total number of received frames. A PER of zero indicates no frame error, whereas at a PER of one no frame was received correctly. It is to be noted that the received signal power as indicated by received signal strength indicator (RSSI) value does not characterize the signal quality and the ability to decode a signal. For higher signal power levels the LQI value becomes independent of the actual signal strength. This is because the packet error rate in these scenarios tends towards zero. Thus, further increase of the signal strength (i.e. by increasing the transmission power) does not decrease the error rate any further.
6LoWPAN networks require to determine the best route between two nodes. Both, the LQI and the RSSI can be used for this, depending on the optimization criteria. As a rule of thumb, RSSI is useful to differentiate between links with high LQI values. Transmission links with low LQI values should be discarded for routing decisions even if the RSSI values are high.
C. Scheme for Node Router:
Due to the mobility of nodes, communication link with corresponding Edge Routers may be broken. Therefore, certain values of RSSI and LQI are set to define as the threshold for a good link.
When the threshold value is reached, the moving node initiates a search for other prospective Edge Routers (ER) in order to avoid isolation from the network. The pseudo-code depicted in Figure 2 describes the scheme for the moving nodes and Figure 3 represents the route table which is maintained by moving nodes. concerned. Based on the Node Router's checking of signal strength, the scheme for moving nodes is bifurcated into two approaches:
i. Timer driven.
ii. Message driven. The heart of this approach is the timer event which is fired periodically. Signal strength of ER is checked after certain period (TIME_PERIOD). The challenge is to define the TIME_PERIOD. It should depend on how frequently a node changes its position. If a mobile NR changes its position frequently, TIME_PERIOD should be less because NR may go out of bounds of ER. However, this measure is application specific. Further this approach is more appropriate where the stay-period of a NR in a particular PAN is predictable.
The approach can be described in the following steps. Also Figure 4 presents a sequence diagram for the same.
• A TIME_PERIOD is set for checking RSSI.
• Upon triggering of the timer event NR sends solicitation messages to the Edge Routers which are in the vicinity.
• ER reverts back to the NR with router advertisement.
• NR checks whether the received advertisement reached the threshold value of both RSSI & LQI and stores details of ER in a table.
• NR searches the table for ER with highest RSSI and sends binding request along with its IP.
• After receiving the request, ER binds the node with it and stores details in a table.
• ER prints the IP address of newly associated NR. 
.
..(3)
When the signal strength increases or stabilizes, it signifies that the NR is very near to a particular ER. Then there is no need to search for new ER and consequently the SESSION will be longer. Therefore, during the SESSION, Node Router will not check each incoming packet for signal strength. Thus battery drain-out may be prevented. Likewise, if the signal strength becomes volatile or decreasing gradually, it signifies that the Node Router is going away from concerned Edge Router.
Then the SESSION will be shortened in order to initiate search for neighboring Edge Routers. It is assumed that for that period, Node Router will remain in that PAN and the ER with which it is currently bound is the best choice for it. In Figure 5 , a sequence diagram describes the approach. The pseudo-code of the scheme running on the Edge Routers is shown in Figure 6 and Figure 7 represents the route table of ER. 
B. Software
We have installed open-source TinyOS [13] Environment on Ubuntu 11. TinyOS 2.1.1 is used for this work. BLIP, the Berkeley Low-power IP stack [11] , is an implementation of a number of IP-based protocols in TinyOS. This 6LoWPAN implementation is developed by the University of California, Berkeley. It was required to develop the appropriate code separately for both the schemes.
Modifications were also done for some of the existing codes to enable the proposed scheme.
C. Testbed
Nodes are divided according to their assigned capability in the subnet. Connectivity to the Internet is provided via a small set of nodes which function as an interface between the subnet and Internet. These are called Edge Routers. Sensor nodes which route packets among themselves and to and from the Edge Routers are termed as Node Routers. IP is assigned to individual sensor nodes to ensure distinct identities. Using IP all the way to the sensor nodes provides transparent connectivity between the Internet and the subnet. We have created a test-bed for the study. The test-bed scenario is shown in 
IX. AN EXAMPLE SCENARIO
This section provides the actual scenario what has come up due to the above implementation and provides the instances of system at different times. In Figure 10 , the pictorial representation of the system is presented which considers that one node is moving among different PAN regions.
The identifiers t i , t i+1 , .... represent node's position at different times when node is moving from ER 1 to ER 2. The corresponding tables are maintained by the Node Router and represent the entries at that time to select the best possible Edge Router, for example at t i+1 it is ER 1, at t i+2 it is ER 3 and at t i+4 it is ER 2. The blue entries specify the Edge Router's IP addresses to which the node binds. At corresponding table entry Whenever a Node Router needs to change (i.e. at t i+2 ) its Edge Router, it sends a message containing the measured RSSI and LQI to the connected Edge Router (ER 1). Then the ER checks from the message whether RSSI and LQI fall under certain threshold level. If so then it deletes the node information from the list and prints "node is unreachable" with IP of the node. Next (i.e. at t i+2 ) NR sends to the newly connected ER (ER 2) its details like IP address, current RSSI and LQI. ER2 checks whether the node was previously included in its list; if it is not in the list then all the details are stored and ER2 prints "new node arrives" with its IP, otherwise it updates the current RSSI and LQI and prints "node is available" with the details.
Two approaches for implementing mobility of node routers help the Node Routers to initiate the search for new Edge Routers after checking corresponding signal strength. In timer driven approach, the checking is initiated when a certain time elapses and the Node Router checks signal strength continuously in case of message driven approach. Among these nodes, few nodes are destined to be mobile in between these PANs. Wireshark is turned on from the very beginning on the PCs which are connected with the Edge Routers to monitor packets, time, rate and delays in transmission. ICMPv6 packets are sent from the Edge Router to the moving nodes with which they are binded. This was made through the ping6 application. A snapshot of the Wireshark tool is presented in Figure 11 . First, we take a general approach to evaluate the efficiency of the proposed mobility schemes.
At a certain point of time a moving node is taken far away from the corresponding Edge Router, so that the threshold value of signal strength is reached. Consequently, the moving node broadcasts We have performed the above process ten times each in following fifteen scenarios. Message driven approach involves checking of signal strength before sending solicitation to ER. Therefore, this checking incurs greater energy consumption in the concerned mobile node (although we have incorporated a 'SESSION' concept to tackle the issue). Therefore, performance of timer driven approach in terms of energy is better than the message driven approach.
On the other hand, message driven approach is more robust for tackling the mobility of a node.
Instead of waiting till the timer is fired, here the node sends the solicitation message to ER whenever the threshold of signal strength is triggered. Therefore, it may be concluded that these two approaches are applicable in two different scenarios. Timer driven approach is more suitable for applications where stay-period of a node under a PAN is predicable. Message driven approach is appropriate for applications where intensive mobility of node is involved. From the above study of the two approaches, it can also be observed that timer driven approach is more energy efficient. Routers ascertain balanced load in the network concerned. During mobility, knowledge of the current location of the moving node is crucial. Therefore, the schemes include a table at Edge Router to store the whereabouts of the moving nodes. This scheme will help the Sensor-grid infrastructure and all of it resources to connect, share sensory data even when the nodes are mobile. Though this implementation supports random mobility of the Node Routers, but it can be further improved so that it can provide support for some predictable movement as well.
