Abstract-Because of the asynchronization between primary and secondary wireless networks, the synchronization between primary users (PUs) and secondary users (SUs) can be hardly guaranteed in nontime-slotted cognitive radio networks (CRNs). In this paper, we propose a novel framework for multichannel nontime-slotted CRNs, where the PUs randomly access and leave the licensed channels. Since the PUs cannot distinguish between primary and secondary signals, the PUs may sense a busy channel when the PUs start to reactivate during the SUs' transmission, thus generating a collision or entering the backoff stage. To guarantee the high-throughput transmission of the PUs and increase the channel utilization of the SUs, in this paper, we propose the wireless full-duplex spectrum sensing (FD-SS) scheme for SUs in multichannel nontime-slotted CRNs. Using our developed FD-SS scheme, the SUs can timely sense the PUs' reactivation during 
I. INTRODUCTION C OGNITIVE RADIO NETWORKs (CRNs), where the secondary users (SUs) dynamically utilize the idle licensed channels of primary users (PUs), can achieve high spectrum utilization and improve the quality of wireless applications [1] , [2] . In CRNs, the SUs sense the states of the PUs and use the licensed channels when they are not occupied by the PUs. The PUs and the SUs form the primary wireless network and the secondary wireless network, respectively. To efficiently sense the PUs, it is desirable that the secondary wireless network is synchronized with the primary wireless network [3] , [4] .
Most existing works focus on the time-slotted CRNs where the PUs and the SUs are synchronized [5] [6] [7] [8] [9] . In time-slotted CRNs, the PUs will only change their states (from active state to inactive state or from inactive state to active state) at the beginning of each time-slotted frame. Therefore, once the SUs attempt to transmit their data, they can sense the licensed channel during a short sensing period and transmit their data during the transmission period if they sensed that the licensed channels are idle. A great deal of researches have been done to improve the performance of time-slotted CRNs. In [5] , the authors analyzed the decision of SUs to sense and access channels using a partially observable Markov decision process framework. In [6] , the authors formulated the sensingthroughput tradeoff problem and used energy detection sensing scheme to prove that the formulated problem indeed has one optimal sensing period which yields the highest throughput for the secondary wireless network. The authors of [7] developed an optimal spectrum sensing framework to solve both the interference avoidance and the spectrum efficiency problem. Under the control of dedicated channel, the authors of [8] , [9] proposed the cognitive medium access control (MAC) protocols to increase the SUs' throughput in time-slotted CRNs.
However, the primary wireless network and the secondary wireless network are often two different types of wireless networks. The secondary network is often implemented when the primary network had been set up for a long time. It is difficult or expensive to guarantee the synchronization between the PUs and the SUs. For example, in IEEE 802.22 [10] , the primary wireless network is the television wireless network and the secondary wireless network is the wireless regional area network. Therefore, it is more practical to consider the asynchronization between the PUs and the SUs in CRNs. We define the non-time-slotted CRNs as the wireless cognitive radio network where the PUs and the SUs are asynchronous.
In this paper, we consider the multichannel non-time-slotted CRNs, where the primary wireless network and the secondary wireless network are asychronous. Because of the asynchronization between the PUs and the SUs, the PUs may sense a busy channel when the PUs are going to reactivate during the SUs' transmission, thus generating a collision or entering the backoff stage, which is the reactivation-failure problem. The traditional half-duplex-based spectrum sensing schemes [5] [6] [7] and the half-duplex-based MAC protocols [8] , [9] cannot solve the reactivation-failure problem for non-time-slotted CRNs. To efficiently implement the non-time-slotted CRNs, in this paper, we develop the wireless full-duplex spectrum sensing (FD-SS) scheme and the wireless full-duplex cognitive MAC (FDC-MAC) protocol, which show the way that how to effectively overcome the reactivation-failure problem in multichannel nontime-slotted CRNs.
The rest of this paper is organized as follows. Section II describes the system model. Section III proposes the wireless FD-SS scheme for SUs to sense the PUs' reactivation during the same time when the SUs are transmitting their signals. Based on the proposed wireless FD-SS scheme, Section IV develops the wireless FDC-MAC protocol and analyzes the throughput of using our developed wireless FDC-MAC protocol for multichannel non-time-slotted CRNs. Section V evaluates our developed wireless FD-SS scheme and wireless FDC-MAC protocol for multichannel non-time-slotted CRNs. The paper concludes with Section VI.
II. THE SYSTEM MODEL
We consider a licensed spectrum band with L sub-channels which are licensed to a primary wireless network consisting of N PUs, as shown in Fig. 1 , where the sub-channels are implemented by the same frequency bands and time-slots. The PUs have the high-priority to access the licensed sub-channels. When a primary user wants to initiate a transmission, it follows the p-persistent Carrier Sense Multiple Access (CSMA) protocol [11] to access the licensed sub-channels. To efficiently utilize the spare spectrum, M SUs with the low-priority queue seek idle spectrum opportunities in the licensed spectrum band. The SUs also follow the p-persistent CSMA protocol to avoid the confliction. The PUs and the SUs form the primary wireless network and the secondary wireless network, respectively.
A. The Non-Time-Slotted Cognitive Radio Networks Control Model
The non-time-slotted cognitive radio network is defined as the wireless cognitive radio network where the PUs and the SUs are asynchronous. Fig. 2(a) shows the timing control sequences of PUs and SUs in non-time-slotted CRNs, where the PUs randomly access and leave the licensed sub-channels. The PUs follow the non-time-slotted structure while the SUs can be designed to follow the time-slotted structure. The PUs' state transition is asynchronous with the time-slotted frame of SUs. To compare the non-time-slotted CRNs with the timeslotted CRNs, Fig. 2(b) illustrates the time-slotted PUs and the time-slotted SUs in time-slotted CRNs, where the PUs' state transition is synchronized with the time-slotted frame of SUs. Comparing Fig. 2(a) and Fig. 2(b) , it is clear that the SUs can be synchronized with the PUs in time-slotted CRNs ( Fig. 2(b) ) while the SUs cannot be synchronized with the PUs in nontime-slotted CRNs ( Fig. 2(a) ).
B. Reactivation-Failure Problem in Multichannel Non-Time-Slotted CRNs
In our defined multichannel non-time-slotted CRNs, the PUs and the SUs follow the p-persistent CSMA protocol. Under the p-persistent CSMA protocol, if the channel is detected as busy, the user (PU or SU) with a non-empty queue waits until channel becomes idle, and then transmits the packet with probability p. Therefore, not only the SUs, but also the PUs need to listen to the licensed channel to avoid the confliction. This scenario is more practical than the scenarios in most exiting CRNs, where the contention among PUs [5] [6] [7] [8] [9] is often ignored.
Ignoring the contention among PUs does not impact the performance of time-slotted CRNs. In time-slotted CRNs, because the PUs and SUs are synchronized, the PUs only change their states at the start of each time-slotted frame of SUs. Thus, the SU, which is using the idle licensed channel, can sense the PU's reactivation during the very short sensing period. However, for non-time-slotted CRNs, ignoring the contention among PUs will severely deteriorate the performance of primary networks. Fig. 3 shows the reactivation-failure problem in multichannel non-time-slotted CRNs. As shown in Fig. 3 , in non-time-slotted CRNs, the PU may reactivate to use the licensed channel when the SU is using the idle channel. Since the PUs is not aware of existence of SUs and thus do not know whether the licensed channel is currently used by a PU or an SU, the PUs will "think" the licensed channel is occupied by another peer PU, thus entering the backoff stage. Because the transmission period of the SU is much longer than the sensing period of the SU [6] , the PU may always sense that the licensed channel is occupied by a peer PU. This will delay the reactivation of the PU. If the delay exceeds the maximum tolerant delay of the primary traffic, the primary data will be discarded, thus seriously impacting the performance of primary wireless networks. If the performance of primary wireless networks cannot be guaranteed, it is meaningless to implement the multichannel non-time-slotted CRNs.
We call the incident that the SU cannot detect the PU's reactivation as the reactivation-failure problem. The reactivation-failure problem is a very critical problem in multichannel non-time-slotted CRNs. If the reactivation-failure problem cannot be overcome, the required throughput of PUs cannot be guaranteed in the multichannel non-time-slotted CRNs. Under this circumstance, no matter how high the achieved throughput for SUs, the multichannel non-timeslotted CRNs are not in normal operating status. Therefore, to efficiently implement the multichannel non-time-slotted CRNs, we need to overcome the reactivation-failure problem.
C. Spectrum Sensing in Multichannel Non-Time-Slotted CRNs
It has been analyzed and evaluated that the traditional wireless half-duplex spectrum sensing schemes are efficient in time-slotted CRNs [6] , [7] . When the PUs only access the channel at the start of time-slotted frames of SUs, the traditional wireless half-duplex spectrum sensing schemes can guarantee the required throughput for PUs and maximize the achieved throughput for SUs in time-slotted CRNs.
However, in multichannel non-time slotted CRNs, the PUs randomly access and leave the licensed channel. The wireless half-duplex spectrum sensing schemes cannot solve the reactivation-failure problem as shown in Fig. 3 . As illustrated in Fig. 3 , with the traditional wireless half-duplex spectrum sensing (for example, the wireless half-duplex-based energy detection spectrum sensing scheme proposed in [6] ), the SU can sense the idle sub-channel using the short sensing period. Then, the SU occupies the sub-channel. However, because of the asynchronization between the PUs and the SUs, the PU's contention for reactivation in the licensed sub-channel may conflict with the SU's transmission. Therefore, with the wireless half-duplex spectrum sensing schemes, it is impossible to solve the reactivation-failure problem in multichannel nontime-slotted CRNs. We need to develop the efficient spectrum sensing scheme to solve the reactivation-failure problem in multichannel non-time-slotted CRNs.
In the following we first develop the wireless full-duplex spectrum sensing (FD-SS) scheme for multichannel non-time- slotted CRNs. Using the wireless FD-SS scheme, the SU can sense the PU's reactivation during the same time when the SU is transmitting its signal. Then, based on the developed wireless FD-SS scheme, we further develop the wireless FDC-MAC protocol to solve the reactivation-failure problem in multichannel non-time-slotted CRNs.
III. WIRELESS FULL-DUPLEX SPECTRUM SENSING SCHEME
Several signal detection techniques, such as the energy detection, feature detection, and matched filter, can be used for the SUs to sense the presence of the PUs [12] , [13] . We mainly focus on the energy detection approach because the energy detection approach is efficient and simple to be implemented in hardware. More importantly, the energy detection approach does not require the knowledge of signal features of the PUs, which typically may not be known to the SUs. Let H 01 and H 10 be the hypotheses that the PU changes from inactive state to active state and from active state to inactive state, respectively, during one sensing period of SUs.
To detect the random access and departure of the PUs, the SUs need to sense the licensed channel not only in the sensing period but also in the transmission period. To enable the SUs' sensing during the transmission period, the SUs need to use the wireless full-duplex mode with transmitting and sensing simultaneously. The wireless full-duplex communication mode has been verified to be implemented in practical wireless networks recently [14] [15] [16] [17] [18] [19] [20] . To sense the licensed sub-channels in the SUs' transmission period, we divide each time-slotted frame of SUs into V periods as shown in Fig. 4 . Since the SUs use the wireless full-duplex mode, they can transmit data and sense the sub-channels simultaneously during the entire time-slotted frame. Then, we propose the wireless full-duplex spectrum sensing (FD-SS) scheme as follows (pseudo code):
Wireless FD-SS Scheme:
1) Divide each time-slotted frame of the SUs into V sensing periods; 2) If (the SU attempts to use the idle channel)
3) The SU randomly chooses sub-channels to sense using the traditional wireless half-duplex-based energy detection within each sensing period; 4) Else if (the SU is using the channel C 1 ) 5) The SU senses the channel C 1 using the wireless full-duplex-based energy detection within each sensing period;
6) End if
Under the wireless full-duplex mode, the PU's transmit signal received at the SU at time t, denoted by r(t), can be written as follows:
where h is the instantaneous amplitude gain of the channel between the PU and the SU, which follows Rayleigh distribution; s(t) is signal sent by PU with transmit power E s ; ω(t) represents the additive white Gaussian noise (AWGN) with zero mean and variance of σ 2 ; κ(0 < κ ≤ 1) is the selfinterference mitigation coefficient, defined as the impact of self-interference mitigation on the wireless full-duplex communication [21] . When κ approaches 0, it implies that the selfinterference creates large interference on wireless full-duplex communication. When κ approaches 1, it indicates that the selfinterference causes little interference on wireless full-duplex communication.
Then, we can write the test statistics of wireless full-duplex energy detection for the channel from the PU to the SU, denoted by Y N (r), as follows:
where H 10 implies that the primary is active for d samples and then becomes inactive, H 01 implies that the primary is inactive for a samples and then becomes active, U is the number of samples for the entire sensing period. For the convenience of our following analysis, we assume that s(0) = 0 and ω(0) = 0. We consider the circularly symmetric complex Gaussian (CSCG) signal for the primary signal s(m) and the noise ω(m). The CSCG signal represents signals with rich inter-symbol interference such as orthogonal frequency division multiplexing (OFDM) signals or OFDM signals with linear precoding. When U is relatively large, using the central limit theorem, under the hypothesis H 10 , the probability density function of Y N (r), denoted by p 10 (x), can be approximated by a Gaussian distribution [6] . Also, under hypothesis H 01 , the probability density function of Y N (r), denoted by p 01 (x), can be approximated by a Gaussian distribution. Thus, we can derive the probability of false alarm and the probability of detecting a PU for non-timeslotted CRNs as shown in the following Lemma 1.
Lemma 1: The probability of false alarm and the probability of detecting a PU for non-time-slotted CRNs, denoted by p f ( , U, d, κ) and p d ( , U, a, κ), respectively, are given by
and
respectively, where is the energy detection threshold and Q(x) is the complementary distribution function of the standard Gaussian, which can be written as follows:
Proof: When the noise ω(n) is CSCG, for a large U , the probability density function (PDF) of Y N (r) under hypothesis H 10 can be approximated by a Gaussian distribution with mean, denoted by u 0 , as follows:
and variance, denoted by σ 2 0 , as follows:
where γ ps and σ 2 u are the received SNR at the SU and the variance of the noise.
Thus, we can derive the probability of false alarm as follows:
Defining the new function α(x) as follows:
and plugging Eq. (9) into Eq. (8), we have
which is Eq. (3). In the similar way, we can derive Eq. (4). Thus, Lemma 1 follows. Setting a = 0, d = 0, and κ = 1 in Eqs. (3) and (4), we can obtain the probability of false alarm p f ( , U, 0, 1) and the probability of detection p d ( , U, 0, 1) as follows:
Comparing the probability of false alarm for the non-timeslotted CRN with the probability of false alarm for the timeslotted CRN, we observe that when d = 0 and κ = 1 the probability of false alarm for the non-time-slotted CRN reduces to the probability of false alarm for the time-slotted CRN [6] , [22] . Also comparing the probability of detection for the nontime-slotted CRN with the probability of detection for the timeslotted CRN, we observe that the probability of detection for the non-time-slotted CRN reduces to the probability of detection for the time-slotted CRN [6] , [22] when a = 0 and κ = 1. This implies that the time-slotted CRN is a special case of the nontime-slotted CRN.
IV. WIRELESS FULL-DUPLEX COGNITIVE MAC PROTOCOL

A. The Wireless Full-Duplex Cognitive (FDC) MAC Protocol Overview
To efficiently support the multichannel non-time-slotted CRNs, we need to develop the wireless full-duplex cognitive MAC (FDC-MAC) protocol, which is based on the developed wireless FD-SS scheme. The wireless FDC-MAC protocol needs to support the PUs' reactivation during the same time when the SUs are transmitting their signals. Each SU transmits the request-to-send (RTS) packet with probability p. After the SU successfully receives clear-to-send (CTS) packet since sending the last RTS, it gets the permission to transmit data packets in the coming next time slot.
The pseudo code of our developed wireless FDC-MAC protocol for multichannel non-time-slotted CRNs is given as follows (I is the identifier with I ∈ {0, 1} denoting whether 16) The SU transmits the request-to-send (RTS) packet with probability p. 17) If (the SU successfully receives clear-to-send (CTS) packet) 18) The SU gets the permission to transmit data packets using the sub-channel C 2 ; 19) End if 20) Else %The SU is transmitting using a sub-channel, which is denoted by C 2 . 21) The SU senses the sub-channel C 2 using the wireless FD-SS scheme; 22) If (the sub-channel C 2 is sensed as idle) 23) The SU keeps transmission using the sub-channel C 2 ; 24) Else %The sub-channel C 2 is sensed as busy. 25) The SU stops transmission with the sub-channel C 2 and attempts to find another idle sub-channel; 1 %For the contention fairness among SUs.
26) End if 27) End if 28) End while
With our developed wireless FDC-MAC protocol, if the SU attempts to find an idle sub-channel to transmit its own data, it cyclically senses each sub-channel until it finds an idle sub-channel. If the SU is using an idle sub-channel C 2 , 1 Under our full-duplex mode with the CSMA protocol, when an SU occupying the licensed channel senses the new active SUs contending for the channel at the end of current SP, this SU must stop participating in competition for this channel again with the other active SUs in the very next SP. This way, the competition for the licensed channel among SUs can be kept to be fair because each SU is prevented from using the channel consecutively in more than one SPs when there are multiple active SUs competing for the channel. On the other hand, the highly frequent sensing of the new requests for the licensed channel request from SUs during each short SP time interval imposes the extra sensing energy cost which is the expenses paid for SUs' contention-fairness gain achieved.
it keeps sensing the sub-channel C 2 . Once detected the PU's reactivation under the wireless FD-SS scheme, the SU stops transmission with the sub-channel C 2 immediately, and then tries to find another idle sub-channel to go on its transmission. Thus, with our developed wireless FDC-MAC protocol, each SU can not only acquire the idle sub-channel when the SU attempts to transmit its own data, but also overcome the reactivation-failure problem of PUs, which is very crucial for multichannel non-time-slotted CRNs.
In particular, our proposed RTS/CTS MAC protocol can significantly mitigate this PUs' reactivation-failure problem (due to the mutual impact between PUs and SUs) by increasing the detection frequency with a number (V ) of short sensing periods (SP), where SP TP (see Fig. 4 and its caption). Using our proposed FDC-MAC protocol, even if an SU (among the SUs which attempt to access the licensed channel with the PU at the same time) wins the competition for the licensed channel over a PU, it still can sense the PU's reactivation at the very next short sensing period (SP). Then, SUs can return the licensed channel back to the PU at the end of the very next short sensing period (SP) to overcome the reactivation-failure problem.
B. Throughput Analyses of the Wireless FDC-MAC Protocol for the Saturation Network Case
In this section, we consider the saturation network case, where each SU always has the non-empty queue and contends for sending the request-to-send (RTS) packets by using p-persistent CSMA. We develop an analytical model to analyze the throughput of our proposed wireless FDC-MAC protocol for the saturation network case. Under the p-persistent CSMA protocol, if the channel is detected as busy, the SU with a non-empty queue waits until channel becomes idle, and then transmits the packet with probability p.
Then, we study the achievable throughput of the PUs and the SUs. We assume that the channel utilization with respect to PUs as β when the SUs keep silent in the multichannel nontime-slotted CRNs. Let δ(t) be the random number of the idle sub-channels at the t-th time-slot. Since the PUs randomly use the licensed sub-channels, we can assume that all L licensed sub-channels have the same channel utilization with respect to the PUs, i.e.,
where β i is the channel utilization for each licensed subchannel with respect to the PUs. Then, we are able to derive the probability that u sub-channels can be used for SUs at the t-th time-slot as follows:
Based on the above probability, we can obtain the average number of channels that the SUs can utilize as follows:
With the wireless FD-SS scheme, the PU's reactivation can be sensed by the SU during the entire SU's time-slotted frame.
Denoting by I f the average channel utilization of the PU when taking into account the impact of SUs on the PUs' reactivation, we have
where V is the number of sensing periods in one time-slotted frame of the SU and T sp is the time duration of one sensing period of the SU. The numerator (V T sp ) and the denominator T tp of Eq. (15) denote the length of the sensing period in one frame and the length of one entire frame, respectively. Eq. (15) clearly shows that the SU can sense the sub-channels during the entire frame. Then, we can obtain the average achieved throughput for PUs, denoted by T pu , in multichannel saturated non-timeslotted CRNs where the SUs employ the wireless FDC-MAC protocol, as follows:
where R is the transmission rate of the licensed sub-channel. 2 Next, we consider the average achieved throughput for SUs in multichannel saturated non-time-slotted CRNs. Without the PU's reactivation, we can derive the time spent by a successful transmission and the time spent by an unsuccessful transmission for the SU, denoted by T s and T c , respectively, as follows:
where T d is the time duration for the transmission of one data packet of the SUs, RT S is the length of a RTS frame, CT S is the length of a clear-to-send (CTS) frame, SIF S is the time interval of short inter-frame space (SIFS), ACK is the length of an acknowledgement (ACK) frame, and DIF S is the time interval of distributed coordination function inter-frame space (DIFS).
We can also derive the probability that an SU successfully transmits an RTS packet, the probability that the sub-channel is idle, and the probability that the collision occurs, denoted by P s , P i , and P c , respectively, as follows:
Then, we can calculate the average time used for a successful transmission of the SU without the reactivation of the PU, denoted by T (p, M ), as follows:
where T ms is the length of a mini-slot. When the PU reactivates to use the licensed sub-channel, the SU will stop its transmission and try to find another idle sub-channel to go on its transmission. This will generate new contentions for the SU. After the SU sensed the PU's reactivation, we derive the time spent by a successful transmission and the time spent by an unsuccessful transmission for another new contention, denoted by T sr and T cr , respectively, as follows:
Then, we can calculate the average time used for a successful transmission of the SU with the reactivation of the PU, denoted by T r (p, M ), as follows:
Therefore, we can obtain the achieved throughput for SUs, denoted by T su , under the saturation network case with the reactivation of the PUs, as follows:
where
is the average time consumed for the SU to sense and contend another idle channel when the PU reactivated and occupied the licensed channel. The expression of T r , specified in Eq. (23), is the sum of the consumed time for the SU when the SU sensed the idle sub-channel with (g + 1) sensing periods and successfully contended this idle sub-channel. During the time T r , the SU can successfully find another idle sub-channel to go on its transmission. Therefore, the cost of T r guarantees not only the timely reactivation of the PU, but also the successful transmission of the SU.
C. Throughput Analyses of Wireless FDC-MAC Protocol for Non-Saturation Network Case
In this section, we analyze the non-saturation network case, where the SUs may have the empty queues. Without loss of generality, we assume that the arrival of the SUs' packets follow the Poisson process, where we denote the mean arrival rate by λ.
For the non-saturation case, the average number of subchannels, denoted by L N , which the secondary users can utilize is determined by:
where L is given by Eq. (14) . Then, we can obtain the average achieved throughput, denoted by T pu , for PUs in multichannel non-saturated nontime-slotted CRNs, where the SUs use the wireless FDC-MAC protocol, as follows:
where β and I f are characterized by Eqs. (12) and (15) . We can also derive the achieved throughput for SUs in multichannel non-saturated non-time-slotted CRNs, denoted by T su , as follows:
where L, T su , and L N are given by Eqs. (14), (22), and (24), respectively.
D. The Wireless ACK-Based Full-Duplex Cognitive MAC Protocol
We compare our proposed RTS/CTS-based FDC-MAC protocol with the benchmark scheme: the ACK-based FDC-MAC protocol. In the ACK-based FDC-MAC protocol, instead of using RTS/CTS-mechanism, the SUs employ the traditional ACK-mechanism to contend for the licensed channel [11] . If the SUs use the ACK-based FDC-MAC protocol, the contention among the SUs is more intensive than that of using our proposed RTS/CTS-based scheme. This can be seen when comparing the throughputs of using our developed RTS/CTS-based FDC-MAC protocol with the throughputs of using the ACKbased FDC-MAC protocol. Instead of repeating the similar derivations and analytical equations for ACK-based FDC-MAC protocol analysis, we just make the comparison between the throughputs of the RTS/CTS-based FDC-MAC protocol and the ACK-based FDC-MAC protocol by only using the numerical results in Section V.
E. The Wireless Half-Duplex Cognitive MAC Protocol
To show the advantage of using the wireless FDC-MAC protocol for multichannel non-time-slotted CRNs, in this section, we discuss that using the wireless half-duplex cognitive MAC (HDC-MAC) protocol for multichannel non-time-slotted CRNs [9] . The wireless HDC-MAC protocol is based on the wireless half-duplex energy detection spectrum sensing (HD-SS) scheme [6] and cannot solve the reactivation-failure problem in multichannel non-time-slotted CRNs.
With the wireless HDC-MAC protocol and the wireless HD-SS scheme, the PU's reactivation can only be sensed by the SU during one short sensing period in one SU's time-slotted frame. Denoting by I h the average channel utilization of the PU when taking into account the impact of SUs on the PUs' reactivation, we have
For the saturation network case, we can obtain the average achieved throughput, denoted by S pu , for PUs in multichannel non-time-slotted CRNs where the SUs use the wireless HDC-MAC protocol as follows:
Since with the wireless HD-SS scheme the SUs can only sense the reactivation of PUs during one short sensing period, the achieved throughput of PUs using the wireless HDC-MAC protocol will be largely lower than the achieved throughput of PUs using the wireless FDC-MAC protocol. We can also derive the achieved throughput, denoted by S su , for SUs under the wireless HDC-MAC protocol in saturated non-time-slotted CRNs as follows:
In the similar way, for the non-saturation network case, we can obtain the average achieved throughput, denoted by S pu , for PUs in multichannel non-time-slotted CRNs, where the SUs use the wireless HDC-MAC protocol, as follows:
The achieved throughput, denoted by S su , for SUs with the wireless HDC-MAC protocol can be derived as follows:
V. PERFORMANCE EVALUATIONS
In this section, we evaluate the wireless FD-SS based FDC-MAC protocol for multichannel non-time-slotted CRNs with numerical results. First, we compare the probabilities of false alarm and detecting a PU corresponding to non-time-slotted CRNs with the probabilities of false alarm and detecting a PU corresponding to time-slotted CRNs. Second, we show the impact of residual self-interference on the wireless FD-SS scheme. Third, we evaluate the throughput of PUs and SUs with the wireless FDC-MAC protocol in multichannel non-timeslotted CRNs. The main parameters for our proposed wireless FDC-MAC protocol are summarized in Table I , which have been popularly used in [6] , [10] , [11] . The probability of false alarm and the probability of detecting a PU are briefly written as p f and p d , respectively.
To reveal the impact of asynchronization on the probability of false alarm and the probability of detecting a PU, we compare the probabilities of false alarm and detecting a PU corresponding to non-time-slotted CRNs with the probabilities of false alarm and detecting a PU corresponding to time-slotted CRNs in Figs. 5 and 6. Fig. 5 compares the probability of false alarm corresponding to non-time-slotted CRNs with the probability of false alarm corresponding to time-slotted CRNs. For the nontime-slotted CRNs, we consider two scenarios: 1). d = 500, M = 1500, and κ = 1; 2). d = 1000, M = 1500, and κ = 1.
As shown in Fig. 5 , the asynchronization between the PUs and the SUs results that the probability of false alarm corresponding to non-time-slotted CRNs is higher than the probability of false alarm corresponding to time-slotted CRNs. The probability of false alarm increases as d increases corresponding to non-timeslotted CRNs. Fig. 6 compares the probability of detection corresponding to non-time-slotted CRNs with the probability of detection corresponding to time-slotted CRNs. For the nontime-slotted CRNs, we consider two scenarios: 1). a = 500, M = 1500, and κ = 1; 2). a = 1000, M = 1500, and κ = 1.
As illustrated in Fig. 6 , the asynchronization between the PUs and the SUs results that the probability of detection corresponding to non-time-slotted CRNs is lower than the probability of detection corresponding to time-slotted CRNs. The probability of detection decreases as a increases in non-time-slotted CRNs.
Since existing self-interference mitigation techniques cannot totally cancel the self-interference of the wireless full-duplex communications, we need to evaluate the impact of residual self-interference on the wireless FD-SS scheme. Figs. 7 and 8 show the impact of residual self-interference on the probability of false alarm and the probability of detecting a PU, respectively. The impact of the residual self-interference is characterized by the self-interference mitigation coefficient κ. As illustrated in Fig. 7 , although the residual self-interference slightly decreases the probability of false alarm as compared with the probability of false alarm corresponding to the case that the self-interference is totally canceled (κ = 1), the probability of false alarm corresponding to κ = 0.9 is very close to the probability of false alarm corresponding to κ = 1. Furthermore, the distance between the probability of false alarm corresponding to κ = 0.9 and the probability of false alarm corresponding to κ = 1 decreases as d decreases. As shown in Fig. 8 , although the residual self-interference slightly decreases the probability of detection as compared with the probability of detection corresponding to the case that the self-interference is totally canceled (κ = 1), the probability of detection corresponding to κ = 0.9 is very close to the probability of detection corresponding to κ = 1. Also, the distance between the probability of detection corresponding to κ = 0.9 and the probability of detection corresponding to κ = 1 increases as a decreases. Therefore, from Figs. 7 and 8, we can obtain that the residual self-interference causes little impact on the performance of the non-time-slotted CRNs. In the case corresponding to small d and large a, the impact of residual self-interference on nontime-slotted CRNs can be ignored.
Figs. 9 and 10 illustrate the achieved throughput of PUs with our proposed RTS/CTS-based FDC-MAC protocol, the ACKbased FDC-MAC protocol, and the wireless HDC-MAC protocol under saturation case and non-saturation case, respectively, in multichannel non-time-slotted CRNs, where the energy detection threshold is chosen to guarantee that the probability of detection is fixed to 0.9. The throughput of PUs without SUs in the wireless network is also plotted for comparison. As we can observe from Figs. 9 and 10, with our proposed RTS/CTSbased FDC-MAC protocol, the achievable throughput of PUs can be guaranteed to 90% of the throughput of PUs without SUs in the wireless network. However, under the same parameters settings, the achievable throughput using the ACK-based FDC-MAC protocol is significantly reduced to around only 55% of the throughput implemented by our proposed RTS/CTS-based FDC-MAC protocol. With the wireless HDC-MAC protocol, the achievable throughput of PUs is further decreased near to 11%. With the wireless HDC-MAC protocol, the obtained throughput of PUs cannot be guaranteed by controlling the probability of detection. Therefore, our developed wireless FDC-MAC protocol greatly outperforms both the ACK-based FDC-MAC protocol and the wireless HDC-MAC protocol for PUs in multichannel non-time-slotted CRNs. Comparing Fig. 9 with Fig. 10 , we can observe that the achievable throughputs for PUs corresponding to the non-saturation network cases are closer to those of PUs without SUs in the wireless network as compared with the achieved throughputs of PUs corresponding to the saturation network cases.
Figs. 11 and 12 depict the achieved throughput of SUs with our proposed RTS/CTS-based FDC-MAC protocol, the ACK-based FDC-MAC protocol, and the wireless HDC-MAC protocols under saturation network case and non-saturation network case, respectively, in multichannel non-time-slotted CRNs, where the probability of false alarm is controlled by the energy detection threshold . As illustrated in Figs. 11 and 12 , the achieved throughput of SUs with our proposed RTS/CTS- based FDC-MAC protocol is much larger than the achieved throughput of SUs with the ACK-based FDC-MAC protocol. Also, the achieved throughput of SUs with our proposed RTS/CTS-based FDC-MAC protocol is just slightly lower than the achieved throughput for SUs with the wireless HDC-MAC protocol, which is however significantly compensated by the very high throughput gain for PUs, as shown in Figs. 9 and 10 . This slightly throughput drop of SUs is because the SUs need to spend extra contention time to effectively tackle the reactivation-failure problem in multichannel non-time-slotted CRNs. On the other hand, since the throughput of SUs with the wireless HDC-MAC protocol is obtained by significantly sacrificing the achievable throughput for PUs, it is not worth for the SUs with the wireless HDC-MAC protocol to achieve large throughput in multichannel non-time-slotted CRNs. In contrast, with our wireless FDC-MAC protocol, regardless whether the probability of false alarm is small (p f = 0.1) or large (p f = 0.4), the SUs can just slightly sacrifice achieved throughput to exchange for the high throughput gain in PUs which is verified by Figs. 9 and 11. From Fig. 12 , we can observe that the achievable throughputs for SUs under the wireless FDC-MAC protocol are also just slightly lower than that for SUs under the wireless HDC-MAC protocol in the non-saturation network cases for the same reason.
VI. CONCLUSIONS
We proposed the framework for multichannel non-timeslotted CRNs, where the PUs randomly access and leave the licensed channel. Because of the asynchronization between primary and secondary networks, the synchronization between PUs and SUs cannot be guaranteed, which results in the reactivation-failure problem in multichannel non-time-slotted CRNs. To guarantee the transmission of PUs, we developed the wireless full-duplex spectrum sensing scheme for multichannel non-time-slotted CRNs. With the wireless full-duplex spectrum sensing scheme, the SUs can efficiently sense the sub-channels when the SUs are transmitting their signals using the subchannels simultaneously. Based on our developed wireless fullduplex spectrum sensing scheme, we further developed the wireless full-duplex cognitive MAC protocol which efficiently solved the reactivation-failure problem in multichannel nontime-slotted CRNs. The obtained numerical results show that with the wireless full-duplex spectrum sensing scheme and the wireless full-duplex cognitive MAC protocol, the SUs can slightly sacrifice achieved throughput to exchange the highthroughput provisioning for PUs, which cannot be obtained by the wireless half-duplex cognitive MAC protocol for multichannel non-time-slotted CRNs.
