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Introduction
The recent large number of catastrophic events, such as natural disasters, terror attacks, pandemics, etc. has drawn attention to the vulnerability of supply chains (Jüttner, 2005) . Vulnerability means that supply chains are susceptible for disruptions, i.e. interruptions in business operations, resulting in undesirable consequences such as delayed deliveries or lost sales (Svensson, 2002) . For example, the earthquake that hit Taiwan in September 1999 had a severe impact on the personal computer industry worldwide (10% of the world's computer chips and 80% of the world's motherboards were produced in Taiwan). Lost revenues resulting from the production shut-down were estimated to over 200 million dollars (McGillivray, 2000) .
It has been claimed that changing business trends are making supply chains more vulnerable. For instance, globalisation, specialisation, complexity, and lean processes have been indicated as drivers of risks (Pfohl et al., 2010; Schwab, 2012) . These trends make supply chains more complex and consequently decrease the capability of managers to control them properly (Harland et al., 2003; Jüttner et al., 2003) . Consequently, interest in supply chain risk management has increased rapidly since the beginning of 21st century, and the growing importance for supply chain risk management has also been visible in corporations (Peck, 2006) . In a global survey to supply chain managers, over 90% of the respondents reported that supply chain and transportation risk management has received greater priority in the last five years. External disruption to supply chains and transportation networks often result in falling stock prices and cause reputational implications (Schwab, 2012) . Hence, the concern for supply chain and transportation disruptions is also shifting from operational managers to top management, including c-suite level leadership and corporate boards.
Experts agree that visibility and information sharing are fundamental tools to enhance the management of supply chain risks. Monitoring some specific data as well as having better visibility on operations and processes may help decision makers in understanding the behaviour of supply chains, and consequently learn when risks could strike and what mitigation measures should be adopted. Examining previous research, we realise that this area is still under explored. Sanchez Rodrigues et al. (2008) point out that "little research has been undertaken on the impact of uncertainties on transport in the context of collaborative supply chain management". Similarly, Barratt and Oke (2007) claim that the link between visibility and supply chain risk management is still too normative. Hence, more studies based on empirical data are needed. For this reason, the research question of this paper is the following: RQ How can information sharing improve supply chain risk management?
Multiple case studies have been used in order to enhance understanding about the role of visibility in managing inbound logistics risks as well as the role of information sharing in managing these risks. Data was collected by means of a questionnaire sent to managers in selected companies.
The structure of this article is the following: first of all, relevant literature screened is presented in the next section. The literature is structured under main topics like supply chain risk management, and information sharing. Next, the methodology is expounded. Thereafter, the results from the case studies are analysed. Finally, results are discussed and conclusions, including recommendations, are given at the end.
Literature review

Supply chain management
The management of supply chains embraces several approaches and practices that aim to integrate the supply chain partners, like suppliers, manufacturers, distributors and retailers, within a single business model (Tatoglu et al., 2016) . Supply chain management has the primary objective to eliminate inefficiencies in processes, assets, inventories, while improving customer demand forecasts, avoiding stock outs and customers' satisfaction. Examples of supply chain management practices include strategic supplier partnership, customer relationship management, inventory optimisation, information sharing and quality, adoption of lean practices and postponement (Mobin and Roshani, 2016; Mousavi et al., 2016; Mousavi and Pasandideh, 2011; Li et al., 2005) .
Managing a supply chain implies maximising or optimising its performance, in terms of the ability to provide to customers the right quantities, at the right time and place with the right quality (Dwayne Whitten et al., 2012) . Hence, the concept of improved customer satisfaction through enhanced product quality and experience is central (Hoyt and Huq, 2000) . However, maintaining production and services costs low cannot be neglected (Dwayne Whitten et al., 2012) . This is necessary in order to maximise revenues from products while building capabilities for competitive advantage. Other research has highlighted that high performing supply chains should be able to adapt to dynamic business environments as well as should be enough flexible and agile to withstand unexpected events and disruptions (Vanderhaeghe and Treville, 2003; Sheffi and Rice, 2005) . Supply chain performance depends upon its level of agility, adaptability and alignment with supply chain partners (Lee, 2004) . Building a resilient enterprise means increasing the competitiveness and flexibility of the company (Sheffi and Rice, 2005) . Improved performance of supply chains is also frequently associated to ICT technologies and advanced systems. These systems, e.g. advanced planning scheduling, material resource planning, vendor management inventory etc., can enhance monitoring and control capabilities and thereby improve overall quality, speed and flexibility (Lee and Whang, 2005; Gunasekaran et al., 2004; Sadeghi et al., 2013) .
Supply chain risk management
When discussing supply chain risk management, it is first important to understand what is meant with supply chain risk. In general, risk is defined as an unfavourable event with a certain probability and impact, but this classical view of risk is seen as limited by several authors. Firstly, it is pointed out that risk taking is not automatically negative and does not always relate to losses (Pfohl et al., 2010) . The opposite side of risk can be seen as opportunities or chances from which the company can take advantage. Peck (2006) on the other hand, claim that there seldom is an upside for risk in the supply chain context. Secondly, when discussing the probability and impact of risk, there is a difference between risk that occurs as a distribution and risk that occurs as a discrete event (Viswanadham and Gaonkar, 2008) . One parameter within the supply chain, such as cost, demand or lead-time, can vary around an average value, whereas events such as natural disasters and accidents either occur or do not occur in a binary way. The classic definition of risk does neither take into account uncertainty. Probability and impact define risk as something quantifiable, something that is known and can be modelled. Uncertainty, on the other hand, occurs when the neither the outcome nor the probability of an event can be estimated on beforehand (Sanchez Rodrigues et al., 2008) . Also Schwab (2012) points out that even though it is possible to identify likely types of disruption, the precise nature of these and their impact on global supply chain and transport networks are hard to predict. Thirdly, increased lead times and physical distances have led to lesser control of the supply chain, making the speed and frequency of risk important factors to consider as well. Speed of risk is associated with how fast a threat and a loss escalates, and how rapidly it can be detected, whereas frequency deals with how often similar events happen. Practitioners also identify the interrelationship and linkage between separate risks as an important aspect of supply chain risk, especially in global supply chains and networks (Manuj and Mentzer, 2008) . Fourthly, when discussing supply chain risk, and risk in general, it is also important to understand the difference between risks as source and risk as a consequence (Pfohl et al., 2010 , Jüttner et al., 2003 . Risk as a source is associated with the event or hazard, i.e. the variables in the environment, supply chain and organisation that impact the performance of the supply chain, whereas risk as a consequence is focused on the actual outcomes from these events.
Finally, supply chain risk can also be defined in totally different manner. Viswanadham and Gaonkar (2008) discuss supply chain risk in terms of supply chain exceptions. They define an exception using the 'seven R's' definition for the purpose of logistics, which is "to ensure the availability of the right product, in the right quantity, in the right condition, at the right place, at the right time, at the right cost, for the right customer". An exception occurs whenever one of these requirements is not met. This approach to risk also agrees with how many practitioners choose to define supply chain risk (Manuj and Mentzer, 2008) . Defining risk through exceptions also highlights an important observation pointed out by Peck (2006) , which is that transportation and infrastructure risks often are left out when considering supply chain risk.
When it comes to categorising supply chain risk, a multitude of different manners exist (Venkatesh et al., 2015) . Some authors categorise supply chain risk according to the proximity of the risk source to the focal company, in other words distinguish between internal risk, network risk and external risk (Peck, 2006; Pfohl et al., 2010; Lockamy and McCormack, 2009; Viswanadham and Gaonkar, 2008) . Others categorise supply chain risk in relation to the flows in the supply chain. Pfohl et al. (2010) address the traditional flows of goods, information and money, whereas demand and supply risks are identified by a large group of authors (Johnson, 2001; Jüttner, 2005; Manuj and Mentzer, 2008; Wagner and Bode, 2006) . A third group of authors approach supply chain risk from a business management perspective, identifying operational disturbances, tactical disruptions and strategic uncertainties (Jüttner et al., 2003) . A fourth group of authors discuss supply chain risks according to the severity of impacts, and identify three groups of risks: deviations, where one parameter such as cost or demand change, disruptions, where the structures of the supply chain is radically transformed, and disasters, where the whole supply network is temporarily shut down (Viswanadham and Gaonkar, 2008) .
As can be seen from the discussion, supply chain risk is a very multifaceted concept with a multiple of approaches. Indeed, Sodhi et al. (2012) in an extensive study on perspective on supply chain risk management, identified the lack of shared understanding of supply chain risk both in the academic society and among practitioners.
Moving on to supply chain risk management makes the discussion no easier as several different definitions on supply chain risk management coexist. Jüttner et al. (2003) define supply chain risk management as "the identification and management of risks for the supply chain, through a coordinated approach amongst supply chain members, to reduce supply chain vulnerability". This definition coincides quite well with the aspects of supply chain risk management that most authors identify. Most definitions of supply chain risk management include the following aspects (Manuj and Mentzer, 2008 , Jüttner, 2005 , Pfohl et al., 2010 1 understanding the risk, through identification, evaluation or assessment of risks 2 acting upon the risk, through management, handling, treatment or mitigation of risks, or through implementation of strategies 3 a structured, systematic, and disciplined approach 4 a coordinated and collaborative approach amongst supply chain partners.
When discussing supply chain risk management, Harland et al. (2003) point out that focus has long been only on supply and demand risk management and little on networks. Current business trends such as globalisation, outsourcing and product complexity have made supply chains evolve to complex and dynamic networks with an increasing degree of interconnectedness both between supply chain parties and supply chain risks, which should be taken into account in supply chain risk management (Harland et al., 2003; Pfohl et al., 2010; Chopra and Sodhi, 2012) . Also Pfohl et al. (2010) recognise that the potential 'domino effect' of risks needs to be analysed with regard to all partners in the supply chain. A particular feature of supply chain risk management highlighted by several authors is the collaborative aspect. Jüttner (2005) point out that in order to reduce supply chain vulnerability as a whole it needs to be approached in a coordinated manner between supply chain members. A single actor in the supply chain seldom is able to take the strategic and operational decisions required to reduce the vulnerability of the supply chain (Schwab, 2012) . Indeed, mutual goal setting and planning is necessary across the entire supply chain as mutual identifying and communicating of problems is needed to reduce information asymmetries (Pfohl et al., 2010) . Blome and Schoenherr (2011) recognise that effective supply chain risk management requires a systematic approach, and suggest a four step approach with risk identification, risk analysis, risk mitigation/acceptance and risk monitoring. Harland et al. (2003) used iterative case studies to develop a supply network risk tool with the steps of mapping the supply network, identifying, assessing and managing risk, and finally forming and evaluating collaborative supply network strategies.
Several other authors suggest to a large extent similar processes for supply chain risk management. In a literature review based on a large number of papers from the field Sodhi et al. (2012) synthesise the supply chain risk management process elements to be identification of risk, assessment of risk, mitigation of risk, and responsiveness to risk (Figure 1 ). 
Assessment of risk
Source: Sodhi et al. (2012) The first step in the risk management process, identification of risk, includes collecting and documenting all potential risks that can affect the organisation (Urciuoli, 2016) . Some authors suggest that this step should be preceded by establishment of the context, i.e. identifying relevant stakeholders and processes in the supply chain (Urciuoli and Hintsa, 2016) . Assessment of risk, the second step, is about evaluating the likelihood and the impact of the risks. Some authors also point out the step of evaluating risks, i.e. deciding which risks should be acted upon and which risks should simply be accepted. Mitigation of risk, the third step, includes preventive risk strategies, i.e. actions taken in order to reduce the likelihood and/or impact of the risk. As companies cannot eliminate all risk, the final step, responsiveness to risk, is about how to respond when a risk event realises . According to Blome and Schoenherr (2011) the different steps in the risk management processes are interlinked, which means that a successful risk management requires that all steps in the supply chain risk management process are carried out. The International Organization for Standardization points out that the process for managing risk should be preceded by principles for managing risk and a framework for managing risk. Jüttner (2005) also talks about 'philosophy' (in addition to principles) as the highest conceptual level of supply chain risk management.
Information sharing in supply chains
As follows from the reported need for increased supply chain integration and information sharing, several authors report a positive relationship between these concepts and performance. Supply chain as well as information sharing has indeed been found to improve supply chain performance (Koçoğlu et al., 2011; Flynn et al., 2010; Frohlich and Westbrook, 2001; Jayaram and Tan, 2010) . What should be particularly noted is the findings of Koçoğlu et al. (2011) , which present that supply chain integration has both a direct positive impact on supply chain performance, and a direct positive impact on information sharing, which in turn has a positive impact on supply chain performance, explaining the dynamics between supply chain integration, information sharing and performance.
Suggested benefits of information sharing in the supply chain include reduced supply chain cost, improved partner relationships, increased material flow, faster deliveries, improved decision making, and achievement of competitive advantage (Barratt and Oke, 2007; Koçoğlu et al., 2011) . It is on the other hand suggested that increased visibility leads to benefits such as improved responsiveness, improved planning and replenishment capabilities, and improved decision making (Barratt and Oke, 2007) .
But how is integration and information sharing really linked to the improved performance? Agndal and Nilsson (2008) found that the open book policy, i.e. sharing cost data between suppliers and the focal company, supported cost management decision making as well as improved the collaboration and relationship between the companies. It is suggested that system-wide information improves operational performance, but it is also noted that that "too much information may actually lead to sub-optimal performance since individuals face near-term cognitive limitations when it comes to processing information to make informed decisions" (Cantor and MacDonald, 2009) . As these authors explain, visibility seems to be linked to performance through decision making. Christopher and Lee (2004) explain the dynamics behind supply chain visibility and operational performance with what they call 'the risk spiral'. They claim that long pipelines reduce supply chain visibility, which in turn leads to a lack of confidence between supply chain partners. This lack of confidence leads to the build-up of inventory buffers, over-production, non-reliable quotes on delivery times, etc., as a way to hedge against the uncertainty, which in turn further lengthens the pipeline, which further reduces the visibility. Lack of visibility therefore leads to a less efficient supply chain. The authors suggest that only improved confidence can break the spiral and improve operational performance. Improved confidence allows information sharing among supply chain partners, which is seen as the key to improved visibility, which in turn leads to better decision making. They point out that visibility alone is not enough, but that the ability to take control of supply chain operations (i.e. ability to make decisions) and even risks is also required (Fan et al., 2016) .
Other authors still find a less positive relationship between supply chain integration and information sharing, and performance. Sezen (2008) concludes in his study that supply chain design has a higher influence on supply chain performance than supply chain integration or information sharing. Jayaram and Tan (2010) have studied the relationship between supply chain integration with third party logistics providers and supply chain performance, and conclude that the supply chain integration strategy does not in itself show as a variance in performance. Also they suggest that the right level and form of integration might be more important than integration itself.
To conclude, supply chain visibility seems to be tightly related to the level of information sharing in the supply chain (Barratt and Oke, 2007) . It is a state at which companies have more information available about what is going on in other parts of the supply chain, based on which they can make better decisions. Information sharing, visibility and improved decision making, together with an number of other collaborative activities between supply chain actors, are part of what is called supply chain integration. Supply chain integration, more specifically information sharing, requires certain enablers, such as availability of data, trust and confidence between parties, and integrative technology. Supply chain integration, on the other hand, leads to enhanced performance through improved decision making. These relationships between supply chain visibility and closely linked concepts are presented in Figure 2 . Source: Barratt and Oke (2007) 
Methodology
The methodology followed in this study is based on two phases: case study research, specifically seven case companies where data was collected by means of a field study containing a questionnaire (Yin, 2014) . In-depth analysis of the results by means of the technique for order of preference by similarity to ideal solution (TOPSIS) approach.
Case study research
Seven companies to be used in the case studies were chosen. The sample used in the study was made of targeted global supply chains based in Finland. The contacted companies were from the buying end of the supply chain, and managers were selected from the supply chain management, logistics and procurement departments. After gathering data from the seven companies, follow-up questions were sent to two of the respondents. Table 1 gives a concise description of the case companies, industry sector, turnover, goods procured, geographical coverage and position of respondents. As it can be noticed, the participating companies represent different industrial sectors, are of different size, and have supply chains that cover different parts of the world. In addition, the respondents have senior positions in the companies or directorship roles, indicating a good degree of knowledge and experience in the field. A five-pages questionnaire was developed to identify what risks companies face in inbound operations (inbound logistics risks), what information they use for monitoring and managing these risks, and what information they share related to these risks (the questionnaire is provided as an Appendix). Before launching the study, the questionnaire was reviewed and commented by several supply chain experts, two academics, and finally tested with two companies. As it is challenging to make an exhaustive list of risk sources, inbound logistics risks were defined with the help of the SCOR model and the 7R's of logistics. The SCOR model defines effective supply chain management to be "all about delivering the right product in the right quantity and in the right condition with the right documentation to the right place at the right time at the right price" (Huan et al., 2004) , whereas the 7R's of logistics says the aim of logistics is to "ensure the availability of the right product, in the right quantity, in the right condition, at the right place, at the right time, at the right cost, for the right customer" (Viswanadham and Gaonkar, 2008) . Based on these two definitions, possible inbound logistics risks were identified as exceptions to these ideal states, including:
1 late deliveries 2 early deliveries 3 under-quantity deliveries 4 over quantity deliveries 5 wrong product deliveries 6 sub-quality deliveries 7 deliveries with damaged goods 8 deliveries to wrong place 9 actual delivery cost exceeds planned cost 10 deliveries with wrong documentation or data 11 deliveries with missing documentation or data.
To identify the relevance of these risks the companies were asked to assess the frequency and the impact of these logistics problems on a five-point Likert scale. The companies were also asked which supply chain partners normally cause most problems. Further, to understand what information is used for monitoring and managing risks, the companies were asked to state what risk rules they use in monitoring their operations. Risk rules, in other word standard operation procedures, are used to notify the company of an emerging problem, to define when to react on a problem, and to define actions to take when a problem occurs. Supply chain visibility is a difficult and often ill-defined term; asking for risk rules and related information takes visibility to a more concrete level in showing what information the companies currently use for managing risks. To get a picture of the current state of information sharing in the supply chains, the companies were also asked directly about data elements that they receive from or share with other actors in the supply chain. Finally, to understand the role of logistics risks in overall supply chain risk the companies were asked to rank the importance of supply risks, demand risks, operational risks and environmental risks.
Technique for order of preference by similarity to ideal solution
TOPSIS stands for technique for order preferences by similarity to an ideal solution and it is a method that allows analysts in choosing the best alternative by ranking a set of options scored according to different criteria. The peculiarity of TOPSIS is that the identified best alternative is a compromise solution with the shortest Euclidean distance to the ideal solution (positive), and farthest from the less ideal (inferior or negative solution) (Tzeng and Huang, 2011) . Given a set of alternatives, A = {A k |k = 1,…,n}, and a set of criteria, C = {C j |j = 1,…,m}, to evaluate the alternatives, it is possible to define the performance ratings as X = {x kj |k = 1,…n; j = 1,…,m}. In addition, each criteria can be weighted by analysts by means of a set of weights defined as w = {w j |j = 1,…,m} (Tzeng and Huang, 2011; Salmon et al., 2015) . In this paper, the alternatives are the 11 inbound risks mentioned previously (n = 11), the criteria are three, i.e. the different measures estimated by the respondents, frequency, impact and risk value (m = 3). The weights were estimated at a later stage of the analysis and are respectively, frequency = 0.3, impact = 0.3, and risk = 0.4.
Table 2
Table with information used in TOPSIS Next the normalised rank is weighted, and the positive (PIS) and negative ideal points (NIS) are derived (Salmon et al., 2015) :
Where J 1 and J 2 are respectively attributes associated to benefits and costs. Hence, in the positive ideal solution, benefits need to be maximised and costs minimised; while, in the negative ideal solution, the benefits need to be minimised and costs maximised. This depends on the goals of the model and the type of attributes chosen for the analysis. Finally, two separation values are calculated as the Euclidean distance between the weighted normalised ratings:
Given the two separation values, a final ranking factor is calculated as:
Case study findings
The results regarding the frequency and impact of inbound logistics risks are presented in Figure 3 (sorted by frequency), Figure 4 (sorted by impact), Figure 5 (total risk) and Figure 6 (risk matrix). As shown in the figures, late deliveries, wrong information and exceeding costs were identified as the most frequent problems (Figure 3) , whereas sub-quality deliveries, wrong product deliveries and deliveries with damaged goods were identified the problems with the highest impact (Figure 4 ).
Risk analysis
The most important problem, when defining overall risk as frequency times impact, is late deliveries (Figure 3 ; Figure 5 ). Late deliveries are in fact the only risk that ranked high on these both criteria. Also worth noting is that all companies, except for the food company, ranked late deliveries as their most important problem. The food company ranked late deliveries as their second most important problem, and clarified that:
"The greatest risks we face has to do with food safety/food defense issues rather than the more common issues arising from logistics snags. This isn't to suggest that late shipments or shipments to wrong ports with wrong products aren't important but that the potential impact of an unsafe or poisonous product being imported and consumed are just too costly to calculate."
Other inbound logistics risks that ranked high were sub-quality deliveries, deliveries with damaged goods and wrong product deliveries. Worth noting is that these risks have a high impact but are not very frequent (Figure 4 ). Early deliveries and over quantity deliveries ranked neither as frequent nor with a high impact (Figure 4 and Figure 5 ). When asked about which supply chain partner cause possible problems, the seller was the most often mentioned actor. All companies agreed on the seller being the party causing under/over quantity deliveries, wrong product deliveries and sub-quality deliveries. For deliveries with missing or wrong information all companies mentioned the seller, but one of the companies also brought up the freight forwarder. The freight forwarder, sea terminal operator and other transportation parties were, in addition to the seller, also mentioned for late/early deliveries and deliveries with damaged goods.
To understand the role of logistics risks in supply chain management, the companies were asked to rank the importance of supply, demand, operational and environmental risks. For all companies, supply risk ranked first or second, whereas the demand and operational risks ranked quite equally in the middle on average. There was still a wide spread in the answers for demand risk between the companies; two of the companies ranked it as their most important risk whereas two of the companies ranked it as their least important risk. For the rest of the companies, demand risk ranked in the middle. Operational risks, on the other hand, ranked second or third for all companies, whereas environmental risks ranked low for all companies. 
Information to be shared
Data about the current state of visibility was collected both through the risk rules the companies use for monitoring their deliveries, and by asking directly about what data the companies receive or share related to their deliveries. As the companies were asked to answers these parts of the questionnaire based on their three most important problems, this part does not cover all problems equally but concentrates especially on late deliveries, which all companies ranked among their most important problems. A summary of all data elements used for monitoring logistics risks is presented in Table 3 , and a more detailed, company-wise summary of data elements used for managing late deliveries is presented in Table 4 .
In general, the current state of visibility is quite limited to the traditional view of the supply chain, which means information sharing mainly takes place between the buyer and the seller. As presented in Table 3 , much of the information currently used for monitoring deliveries comes from the supplier. Exceptions to this still occur, especially regarding the monitoring of late deliveries.
Information received from the supplier includes order confirmation data, order follow-up data, and supplier quality control data, which are used to monitor that the deliveries are on time, in the right quality and in the right quantity. In addition, the respondents reported that they use time stamps and other data related to the flow of goods from logistics parties to monitor late (or early) deliveries. It is also worth noting that the respondents use an important part of in-house information, such as data on outstanding orders and quality control data from testing of arriving goods, to monitor their inbound logistics. The importance of following inventory levels was also pointed out by a couple of the respondents.
Regarding future possibilities, the respondents desired improved information sharing with suppliers especially when it comes to inventory statuses and quality information. The companies would also like to have better and more up-to-date information on location and status of deliveries from transportation and logistics parties. Some respondents also wish for improved information sharing with governmental actors, especially regarding accreditation of suppliers and submission of transportation documents. All this speaks for a need for improved information sharing and visibility in the supply chain, both regarding inbound logistics and supply chain management in general. In addition, several respondents mention that they would like to have automatically updated data and automated alerts for deviations or problems, indicating that there is a need for more interlinked technology solutions, either through EDI/XML or over the Internet. For the moment much of the data is shared via phone or e-mail, or collected manually from a website.
When it comes to late deliveries, all companies reported that they track or monitor their deliveries on the route from the seller to the buyer at least at some points in the supply chain, which means all companies have some sort of visibility to their deliveries. Six of the companies reported that they receive order statuses or shipping information via e-mail or phone, or check for order statuses manually on a website, whereas only one of the companies gets automatic updates into their management system. In most of the companies, information sharing is thus currently not automated and the information available necessary not up-to-date. This indicates that there could be room for improved real time information sharing in the supply chain. The company answered from the view point of air freight
As for information sharing in general, the supplier has an important role and most companies reported that they use information received from the supplier in monitoring late deliveries. Information currently received from the supplier concerns pre-confirmed schedules, order confirmations and order status follow-ups. In addition, the companies would like to have information on production and inventory levels at the supplier. All companies, except for one, reported that they currently follow their deliveries on the way from the supplier to their site via order follow-ups and arrival notices. Data elements mentioned by several companies were for example estimated time of departure (ETD), estimated time of arrival (ETA), and actual time of arrival (ATA). Also delay information was mentioned by several companies. This data is provided by transportation and logistics companies such as freight forwarders, ocean carriers and brokers. For the future several of the companies wished for more up-to-date time data, i.e. real time information through automated updates. It is apparent that time stamps are among the most important information the companies use for monitoring late deliveries; for example, one of the manufacturing companies sees ETA, ATA and delay information as the most important information they would like to receive also in the future.
Besides information received from other actors in the supply chain, several companies also reported that they follow up on late deliveries in-house by checking on outstanding deliveries or with on-time-delivery (OTD) measurement. One of the companies explained they use OTD data for statistics and feedback.
For the future, a couple of the companies did not express any opinions, and one of the companies stated they are satisfied with how they currently monitor their deliveries. At the same time other companies envisioned sophisticated systems with automated updates, real time information and automated alarms and rescheduling. As one of the respondents put it: "I would like to see in real time and with good visualization where our goods are and in which amount. A one interface for all information would be a best solution."
Despite seeing benefits with improved information sharing and wishing for more developed information exchange, another respondent still highlighted possible problems that could arise from it: "I would love to see a cheap system whereby our IT system could be automatically updated with ocean carrier ETS, ETA and container status updates, but there'd need to be some assurance that the information is correct under some penalty to the ocean carrier as a service provider supplying the information if the information is grossly incorrect."
TOPSIS analysis
Results of the TOPSIS approach are reported in Table 5 , where the different sources of risks are ranked according to the calculated closeness index. Results are slightly different if compared with the risk analysis. While late deliveries are still ranked at the first place, the following risk sources are in order sub-quality (2), damaged goods (3) and wrong information (4). On the other hand, the risk sources that ranked at the last place are under quantity (7), missing info (8), over quantity (9), wrong place (10) and early deliver at the last place (11).
Discussion
Late deliveries ranked high on both frequency and impact, and were identified by all companies to be among their most important problems. Still, it is important to bear in mind that risks can seldom be separated from each other, but are on the contrary often interlinked. As Pfohl et al. (2010) and Jüttner et al. (2003) have pointed out, risks can be seen both as sources and as consequences. Taking into account how risk is defined in this study (as a deviation to an ideal state), one consequence, for example a delivery to the wrong place, could at the same time be the source for another deviation, for example a late delivery. A delivery to the wrong place could in turn be due to the delivery having wrong or missing information. Late deliveries might on the other hand cause exceeding costs if the goods then have to be transported using air and not ocean freight. Wrong or missing information could also cause delays at the border, leading to late deliveries. These inter-linkages are though not possible to identify directly based on the answers in this study; for example, one company which ranks late deliveries as frequent still rank exceeding costs only as rare, whereas another company states deliveries to the wrong place are very rare, but late deliveries still frequent. The impact of wrong or missing information ranks as medium, even though one could assume it could cause a lot of other problems. It is worth noting that the most important risks -late deliveries, sub-quality deliveries, deliveries with damaged goods, and wrong product deliveries -all are risks which, if realised, directly lead to delay in production and/or require the company to keep safety stock. Respectively, early deliveries and over quantity deliveries, which do not directly delay production, ranked the lowest. Related to this, some respondents pointed out that they monitor stock levels in order to manage their inbound logistics risks. This interestingly links to the fact that most of the companies ranked supply risk as their most important risk. If inbound logistics risks, as defined in this study, lead to the goods not being at the right place, at the right time, in the right condition and in the right amount, one could actually say the company faces a supply problem, and not an operational problem -even though the supply problem originates in an operational problem.
As it was found in this study, quality is an issue that cannot be overlooked, especially in the food industry; history shows that quality problems in food supply chains have led even to bankruptcies. As a supply chain manager in a report on risks in the food supply chain by Peck (2006) states: quality must always override cost at each time. Still, the food company sees some serious barriers in improving information sharing especially with ocean carriers. Even though technology exists for having data on location, cargo temperature, tilt, vibration, intrusion detection, etc., of the goods while in transit, and the ocean carrier in fact collects all this information, they are unwilling to share this information with the buyer. I've even offered to pay a nominal fee for the container temperature data they are already recording, but not a single carrier was interested; carriers simply aren't interested in letting shippers know too much about their cargo. An additional issue raised by one company concerns the sharing of liabilities as established in the Incoterms, which allow the carriers to take no responsibility for any problems: Sorry, our fault, but per the back of the OBL we can't be held responsible for anything…not even our own human errors… thank you for shipping with us.
An interesting point emerging in the answers was the role and importance of in-house information in monitoring inbound logistics risks. The companies reported that they follow outstanding orders, check for the right products being delivered, test quality, check documents, etc., of incoming goods. With these procedures problems are noticed only when risk have already realised. Even though improved visibility wouldn't eliminate all problems, improved information sharing and the possibility to check much of this information earlier on in the supply chain would give the companies more time to react, cope with and prevent risks from realising.
The only company which reported a high degree of sophistication in monitoring deliveries was the high tech company. It should still be noted here that this company uses air freight and not ocean freight for their deliveries; the difference could have its origin in the transportation mode as different modes have different requirements and practices. The choice of transportation mode is of course also linked to the type of product, and the difference could also have its origin in this as high tech products with high value could require close monitoring in the supply chain.
Conclusions
Companies that joined this study faced several different problems related to their inbound logistics, of which late deliveries were the most important. All companies except for the food company ranked late deliveries as their most important problem. For the food company quality was a risk that could not be overlooked. Also sub-quality deliveries, wrong product deliveries and under-quantity deliveries ranked high for all companies, but were not as frequent as late deliveries. Information sharing related to inbound logistics risk was reported to take place mainly between the buyer and the seller, and regarding late deliveries and sub-quality deliveries also between the buyer and logistics parties. Data shared included order confirmations, order follow-ups and time stamps. Also data collected in-house, such as outstanding orders and quality testing, had an important role in managing inbound logistics risk. The role of technology in providing visibility varied between the companies, but for the moment much of the reported information exchange was manual. For the future some of the companies envisioned sophisticated information systems with automated information exchange and alerts, but other companies had no comments at all.
In this study, much of the current information sharing was reported to take place between the buyer and the seller. Information sharing between these parties has been widely studied for example related to point-of-sales data sharing (POS), vendor managed inventory (VMI) and collaborative planning, forecasting and replenishment (CPFR), which all address problems related to demand and supply. However, the importance of information sharing also with logistics parties has been pointed out in some studies related to the Bullwhip effect. In addition to addressing the amplification of demand as a forecasting problem due to poor communication on demand between buyers and seller, it has been claimed that transportation delays or poor communication between supply chain actors -including transportation parties -could trigger the Bullwhip effect because of variability in lead times and batch sizes. Information sharing with logistics parties was reported by the companies only for late deliveries and to some extent sub-quality deliveries. Regarding late deliveries, it is apparent that tracking of deliveries using for example time stamps and delay information is important, and it was also within this field that the companies wished to develop information sharing. This could thus be a fruitful area to continue the development of information sharing in the logistics chain.
When it comes to sub-quality deliveries and deliveries with damaged goods, only two of the companies mentioned the role of transportation and logistics. Hence, for the majority of the companies, quality was apparently mostly seen as a problem that originates at the seller, and not as much because of wrong handling or wrong transportation conditions. The two companies which mentioned the role of transportation in managing sub-quality and damaged goods were the food company and the high tech company. As the other companies procure more bulk type of goods the nature of the goods procured could thus be assumed to have an impact on this.
The high tech industry is characterised by high-value consumer goods. In addition to causing a direct financial loss, damaged goods that reach the end consumers could have an important reputational impact on the company. In this study, the high tech company reported that they map the flow of their goods in cooperation with the logistics service provider in order to minimise the number of touch points and through that the risk of damage on the goods.
The companies in this study showed great differences in their wishes for how to develop information sharing in the supply chain. Some respondents had clear visions for sophisticated, automated systems, whereas others expressed no wishes at all. The reasons for this could be several, but it could simply be that only those who had given the question of improved visibility a thought earlier had concrete ideas of what it could mean. It is easy to talk about improved visibility in general, but giving concrete ideas on data and technologies is another question. The industry could of course always have its role in this, but both a company procuring mainly bulk as well as companies procuring more valuable products envisioned sophisticated IT systems for information sharing.
Understanding the reasons for why certain companies or industries look for or invest in improved information sharing would be of greatest interest in future research.
This study focused only on the commercial supply chain, meaning information exchange with customs and other governmental organisations was not included. Still, the wish for improved information sharing with this type of third parties appeared in the answers, indicating information sharing with parties outside the commercial chain could be a focus for improvement as well. This study neither considered in-house information sharing, which is even seen as a pre-requisite for information sharing with supply chain partners by some authors (Frohlich and Westbrook, 2001 ). In addition, information sharing was only studied related to the companies' most important inbound logistics problems, which means the study did not cover the information sharing taking part exhaustively.
Dear receiver,
We would like to kindly ask you to fill in this survey about inbound logistics risks in your supply chain. This survey has been developed by the XXX within a research project financed by the Seventh Framework Programme (FP7), XXX. The purpose of this survey is to understand how companies are monitoring and mitigating risks related to their inbound logistics, and how companies are exchanging information for risk managing purposes.
Please answer all questions from your inbound logistics perspective, concentrating on multi-modal and intercontinental shipments that have a maritime leg. If you don't use maritime mode for your shipments, please contact us to agree on another logistics approach. We ask you to consider an average trade lane from 2011 in all questions.
In the first part of the questionnaire we ask you to assess different logistics problems in your supply chain. In the second part we ask you how you monitor these problems. Finally we ask for your opinion on information sharing between supply chain actors for risk managing purposes.
The survey should take around 30 minutes to complete. All answers will be kept confidential. As a thanks for your contribution we will send an executive summary of the survey's results (please specify your email address in the questionnaire).
The survey can be handed in either by filling in the questionnaire as a Word document and sending it to email address here, or by printing the questionnaire and sending the completed form by fax to <fax number> (or as a scanned copy by e-mail).
You are welcome to contact us for any further questions.
Thank you for your help!
Background information
Please fill in some background information below. The e-mail address will only be used for sending a copy of the executive summary, and will be separated from all analysis.
E-mail:
2 Position in the company: 
A Identifying your logistics problems
In this part we ask you to assess the frequency and impact of different problems related to your inbound logistics, and to identify the three most important problems your company faces. 
B Monitoring and mitigating risks through risk rules
In this section we ask about risk rules that you use for monitoring and mitigating the risks identified in question 8. With a risk rule we mean a rule or regulation that you follow in order to enhance secure, smooth and efficient operations of the supply chain. A risk rule differs from risk management in that it sets standard operation procedures for how to act, whereas risk management requires assessing the risk separately for each individual situation. An example of a risk rule would be requiring drivers to take a break after four hours of driving -then the driver doesn't need to assess himself whether he is too tired to continue driving safely or not. Risk rules can be used either to prevent a problem from happening (e.g. to keep the temperature between 2 and 8°C for a certain type of goods), to define when to react on a problem (e.g. to take action if the temperature falls below 2°C in the storage), or to define actions to take when a problem is detected (e.g. to make an additional quality check if temperature has fallen below 2°C). Risk rules can be either legislative regulations (e.g. to treat dangerous goods in a certain way) or 'self-invented' within the company (e.g. to call the supplier if a delivery is more than 2 hours late).
Please answer the questions below about risk rules for each of the three most important inbound logistics problems you identified in question 8. 
