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J U L Y  2 0 0 5  
V O L U M E  X V I I I  S I T R E P  
“To detect, dissuade and defeat threats as early and as far from U.S. borders as possible.” 
Findings on  
Maritime Domain Protection  
in the Straits of Malacca 
NPS Cross-Campus  
Integrated Study  
In early June, Meyer Institute students participat-
ing in the NPS Cross-Campus Integrated Study 
on MDP in the Straits of Malacca presented their 
findings during a two-day briefing.  
     The study focused on large ship and port secu-
rity and ship inspection architecture alternatives 
for detecting explosive and dangerous materials, 
including the use of robotic systems.  
     NPS Systems Engineering and Analysis (SEA) 
students, in collaboration with students from the 
Temasek Defense Systems Institute in Singapore, 
participated in this study.  
     Final briefing slides and streaming video of 
the presentations, including Introduction, Land 
Inspection, Sea Inspection, Sensors, C3I, and 
Response Force, are now available online at 
http://www.nps.navy.mil/sea/mdp/.       
The Port Report 
 
MDP intern, Lt. Bruce Martin of the Marina Department of Public Safety, has been researching port security   
issues at various facilities throughout the United States. The most recent facility visited by Lt. Martin was the Port 
of Charleston in South Carolina. The South Carolina Port is home to Project SeaHawk, also known as the Charles-
ton Harbor Operations Center (CHOC).   
     “Project SeaHawk has created a unified intelligence operations center that includes all federal, state, and local 
agencies having responsibility for any aspect of port security and protection. A combined task force will address 
all areas of security to include screening ships, crews, itineraries and manifests, as well as the physical security 
aspects of daily port operations.”  (See National Law Enforcement and Corrections Technology Center at 
http://www.nlectc.org/virlib/InfoDetail.asp?intInfoID=678.) 
     The goal of Project Seahawk is to enhance the protection, security, and infrastructure of seaports nationally.  
The United States Attorney's Office for the District of South Carolina, under the leadership of Assistant U.S. 
Attorney Sean Kittrell, is the host agency.   
     Collaboration is a key component of SEAHAWK, promoting shared authority and jurisdiction under a     
unified command system.  Emphasis is placed on "fusing" any and all intelligence information obtained relating 
to potential threats involving the port and its surrounding jurisdictions. 
     Lt. Martin visited several officials at SEAHAWK partner agencies, including the USCG, U.S. Customs and 
Border Patrol, ICE, Charleston Police and Fire Departments, North Charleston Fire   
Departments,  the North Charleston Deputy Mayor, and the South Carolina State Port 
Authority Police Chief.  
     The State Port Authority has provided 100% of its 6,000+ employees full Maritime Transportation Safety   
Administration (MTSA) safety training.  According to Police Chief Lindy Rinaldi, South Carolina is the only port 
authority in the nation to have achieved full compliance for each of the eight deep water port facilities in South 
Carolina.  
     Project SeaHawk and the Port of Charleston are successfully working together to actively and effectively pre-
vent terrorist events within their jurisdiction. For details, please contact Lt. Martin at referee0090@hotmail.com.  
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Research of Interest  
 
Collaborative Applications Used in a Wireless Environment  
at Sea for Use in Coast Guard Law Enforcement and  
Homeland Security Missions 
NPS Thesis Prepared by Jadon E. Klopson and Stephen V. Burdian 
 
This thesis presents an analysis of the potential impact of incorporating wireless 
technologies, specifically an 802.11 mesh layer architecture and 802.16 Orthogonal 
Frequency Division Multiplexing (OFDM), in order to effectively and more      
efficiently transmit data and create a symbiotic operational picture between Coast 
Guard cutters, their boarding teams, Coast Guard operation centers, and various 
external agencies. Two distinct collaborative software programs, Groove Virtual 
Office and the Naval Postgraduate School’s Situational Awareness Agent, are   
utilized over the tactical mesh and OFDM network configurations to improve the 
common operating picture of involved units within a marine environment to    
evaluate their potential impact for the Coast Guard. The goal is to increase the   
effectiveness and efficiency of Coast Guard units as they carry out their law      
enforcement and homeland security missions. Through multiple field experiments, 
including tactical network topology and nuclear component sensing with Lawrence 
Livermore National Laboratory, commercial-off-the-shelf (COTS) equipment and 
software were used and evaluated to determine their impact on these missions. The 
complete thesis can be viewed online at http://library.nps.navy.mil/uhtbin/
hyperion/05Mar%5FKlopson.pdf.  
