Wi-Fi has become a successful technology since the publication of its first WLAN standard due to continuous advances and updates while remaining always backwards compatible. Backwards compatibility among subsequent standards is an important feature in order to take advantage of previous equipment when publishing a new amendment. At present, IEEE 802.11b support is still mandatory to obtain the Wi-Fi certification. However, there are several harmful effects of allowing old legacy IEEE 802.11b transmissions in modern WLAN deployments. Lower throughput per device is obtained at slow rates, but also the effect known as performance anomaly, which nearly leads to starvation of fast stations, has to be taken into account. Finally, backwards compatibility mechanisms pose an important penalty in throughput performance for newer specifications. This paper presents a thorough analysis of the current state of IEEE 802.11, comparing coverage range and throughput performance among subsequent amendments, and focusing on the drawbacks and benefits of including protection mechanisms.
two different channel bandwidths (20 and 40MHz) , frame aggregation mechanisms and improved FEC (Forward Error Correction). Nevertheless, the most important feature is that it enables spatial multiplexing with up to 4 spatial streams using MIMO (Multi-Input Multi-Output) techniques, thus leading to HT performance. The standard document IEEE 802.11-2012 [1] published in 2012 includes a review of all these previous amendments. Moreover, other IEEE 802.11 specifications (cf. Table 1 ) came out in the last years that provide additional features to the IEEE 802.11 Medium Access Control (MAC) protocol. Also, the IEEE 802.11ac amendment presents enhancements for very high throughput (VHT) operation only in the 5GHz band through channel bandwidth extension (20, 40 , 80 and 160MHz), high density modulation, improved FEC, frame aggregation, higher number of spatial streams (up to 8) and downlink MU-MIMO (multiuser MIMO) to transmit different streams to several client stations simultaneously. IEEE 802.11ac represents the latest advance in Wi-Fi technology and the successor of IEEE 802.11n. The higher data rates offered by IEEE 802.11ac allow video delivery of higher quality in mobile terminals and also are suitable for high-density environments with high number of clients per access point (AP). Future IEEE 802.11ax standard (expected in 2019) aims at increasing 4 times throughput performance, and thus, at improving efficiency in dense environments.
Wi-Fi has become a successful technology since the publication of its first WLAN standard due to the continuous advances and updates while remaining always backwards compatible. On the other hand, IEEE 802.11n/ac have become very popular since their certification by the Wi-Fi Alliance. Thus, previous amendments have lost influence in WLAN penetration in front of IEEE 802.11n/ac: the latter have increased their presence with respect to IEEE 802.11g, whereas IEEE 802.11b and IEEE 802.11a penetration remains very residual [2] - [3] . Backwards compatibility among subsequent standards is an important feature in order to take advantage of previous equipment when publishing a new amendment.
However, there are several harmful effects of allowing old legacy IEEE 802.11b transmissions in modern Wi-Fi deployments. First, we have to take into account the lower user throughput obtained at slow rates.
Second, the effect known as the performance anomaly has to be considered, which arises in networks with stations operating at different physical bit rates, and can lead to fast stations being nearly starved whereas slow clients practically do not perceive any rate decrease [4] . This effect has been later reduced with the introduction of frame aggregation mechanisms, Block Acknowledgement frames and the usage of Transmission Opportunity (TXOP) control in IEEE 802.11n/ac amendments. And third, there is the need for backwards compatibility mechanisms to allow coexistence between new and previously defined amendments; these mechanisms pose an important penalty in throughput performance for newer specifications. At present, IEEE 802.11b support is still mandatory to obtain the Wi-Fi certification. In this regard, some chipset manufacturers are pushing to remove such requirement due to the unnecessary complexity of implementing the old modulation and coding scheme set. However, the pressure of an important sector of that industry to deprecate IEEE 802.11b, a question being considered by the Wi-Fi Alliance and the IEEE P802.11 WG, is facing the opposition of those who defend that IEEE 802.11b is still useful today in M2M (Machine-to-Machine) and IoT (Internet of Things) applications due to the lower costs of a simpler technology. With this regard, IEEE P802.11 WG is working on forthcoming IEEE 802.11ah amendment in order to enable the IoT application use case.
Different studies in the literature have evaluated the influence of backwards compatibility mechanisms in IEEE 802.11g performance in presence of legacy IEEE 802.11b devices [5] ; in this way, reference [6] points out the IEEE 802.11g degradation, as compared to IEEE 802.11a, which does not include such mechanisms. Reference [7] presents IEEE 802.11n performance penalty taking into account different operating modes and transmission rates; however, this study has been carried out with an IEEE 802.11n pre-standard version (Draft 4.0, 2008) and the higher transmission rates have not been considered.
Moreover, reference [8] studies interoperability between IEEE 802.11n and IEEE 802.11a/g in terms of synchronization issues due to the utilization of a compatible preamble, but performance degradation is not included in the evaluation. With regard to IEEE 802.11ac amendment, comparison with IEEE 802.11n has been exposed in [9] , but it only presents the influence of frame aggregation mechanisms in throughput performance. On the other hand, reference [10] provides measurement results in a typical office building.
Other published papers concentrate in the introduction of larger channel width and MU-MIMO [11] , the comparison of MU-MIMO and single-user MIMO (SU-MIMO) [12] , the impact of channel width and MU-MIMO in efficiency and interference characterization [13] , and the analysis of the inefficiency and unfairness when channels of variable bandwidth coexist [14] . Thus, a thorough analysis of the current state of IEEE 802.11 specification, focusing on the drawbacks and benefits of including protection mechanisms to allow backwards compatibility among subsequent amendments, has not been yet published in the literature. To the best of our knowledge, this is the first paper providing such study. VHT operation (bit rates up to 7Gbps) at 5GHz Table 1 . Description of IEEE 802.11 amendments.
Comparison of IEEE 802.11 WLAN standards

Coverage
The coverage of an IEEE 802.11 AP is the area surrounding it within which communication with that AP is possible. Among the most important factors determining the dimensions of this area, first, we have the characteristics of the environment affecting the propagation of waves, the frequency and transmitted power, which usually depend on local regulations, but also the PHY used. The following two figures provide a comparison on the expected cell radius for different technologies in different environments 1 . cell scenarios (antenna of the AP at rooftop level), and TGah (D2D) represents outdoor device to device environments [16] . Figure 2 shows the maximum cell radius for different PHY configurations in each of the four chosen scenarios. Both the most reliable (i.e. slowest) and the fastest modulations are represented for each IEEE 802.11 generation (11a/b/g/n/ac), assuming 20MHz channels and one spatial stream for MIMO capable PHYs. Faster modulations and coding schemes have more complex constellations and use less redundancy and, thus, will require a stronger received signal than slow modulations. Therefore, higher modulations are available for shorter distances. The receiver sensitivity used to compute the cell radius shown in Figure 2 is taken from the datasheets of different products available in the market (cf.
[17] for a client device, [18] for an AP). Regarding the frequency used, note that transmissions in higher frequencies (i.e. IEEE 802.11a/ac in 5GHz) undergo higher propagation losses. With coverage in mind,
there are other phenomena that should also be considered when designing an IEEE 802.11 WLAN:
 Obstacles: each wall and floor reduces received power between 10 and 20dB, depending on the building material [19] .
 Regulations: maximum allowed transmitted power is determined by local regulations and may change from one country to another and from one frequency band to another. For example, IEEE 802.11a/n/ac WLANs are allowed to transmit 23dBm in the UNII 1 and 2, and up to 30dBm in UNII 3 if certain conditions are met. This increased power is intended to compensate for the increased propagation losses of higher frequencies.
 Modulation and Coding Scheme (MCS): high order modulations require higher SNIR (Signal to Noise and Interference Ratio) but, paradoxically, they should be used with lower transmitted power to avoid amplifier distortion due to high peak to average ratios [20] . For example, it is recommended that the maximum transmitted power for IEEE 802.11n's MCS 7 is 4-5dB lower than for MCS 0. This power reduction is translated into 10 to 40m smaller cell radius (depending on the channel model).
 Channel bonding: IEEE 802.11n/ac can bond two or more 20MHz channels to increase the PHY rate. However, since the maximum transmitted power is the same as with 20MHz, the power density of the signal is decreased along with SNIR when the bandwidth is increased. The general rule of thumb is that SNIR is reduced 3dB every time the bandwidth is doubled. This reduction in SNIR is translated into 5 to 30m smaller radius for 40MHz (depending on the channel model used), or 15 to 60m in the case of 80MHz.
 Spatial diversity: MIMO technology present in IEEE 802.11n/ac allows spatial multiplexing to increase rate, but also enables the implementation of spatial diversity techniques, which improve reliability and increase range. Multiple Ratio Combining or Transmitter beamforming, for example, may improve received signal by 2 to 4dB (i.e. 10-35m of increased range).
User Throughput
Despite the different frequency bands and PHY rates of the subsequent amendments, the MAC operation has been continually based on Carrier Sense Multiple Access with Collision Avoidance (CSMA/CA) mechanism and works as follows. Before initiating a transmission, a station senses the channel to determine whether it is busy. If the medium is sensed idle during a period of time called the Distributed Inter-frame Space (DIFS), the station is allowed to transmit. If the medium is sensed busy, the transmission is delayed until the channel is idle again. In this case, a slotted binary exponential backoff interval is uniformly chosen in [0, CW-1], where CW is the contention window. The backoff timer is decreased as long as the channel is sensed idle, paused when a transmission is in progress, and resumed when the channel is sensed idle again for more than the DIFS. When the backoff timer expires, the station attempts transmission. After each data frame is successfully received, the receiver transmits an acknowledgment (ACK) frame after a Short Inter-frame Space (SIFS) period. The value of CW is set to its minimum value, CW min , in the first transmission attempt and after each successful transmission; increases in integer powers of 2 at each retransmission, up to a pre-determined value CW max . MAC protocol has evolved in the latest amendments (IEEE 802.11n/ac) with the introduction of frame aggregation mechanisms, the employment of Block Acknowledgement frames and the usage of TXOP control.
We analyze user throughput for the different amendments. For comparison purposes, our first evaluation scenario consists in a single radio link composed of two stations (a transmitter and a receiver) that exchange data frames under ideal transmission conditions. Hereafter, the influence of an increasing number of stations is shown.
The various amendments present differences in the physical layer convergence procedure (PLCP) preamble and header duration, as can be observed from  HT Greenfield Format preamble (purely HT preamble). Support is optional.
IEEE 802.11ac also offers non-VHT transmission modes (Non-HT, HT Mixed, HT Greenfield) and VHT mode. Preamble types of the non-VHT modes correspond to those shown for IEEE 802.11n (cf. Figure 3 ).
VHT preamble is exposed in Figure 4 and its support is mandatory.
The throughput computation, S, in Mbps follows next expression:
L data consists in the payload size of data frames in Bytes. DIFS and SIFS are given in Table 2 ,  consists in the propagation delay, which can be neglected at typical WLAN distances, T ACK corresponds to the duration of an ACK frame and T data represents the transmission time of a data frame, which depends mainly on the size of the payload and the PHY rate. Under ideal transmission conditions we consider T Backoff is, on average, CW min /2 times the slot time. Times are expressed in µs.
T data and T ACK computation depends on the IEEE 802.11 amendment used in the transmission. where r corresponds to the PHY rate (in Mbps), T preamble/header is given in Table 2 and L header is 36Bytes long (including MAC and LLC headers).
For IEEE 802.11a T data is as follows: 
where T SignalExtension is 6µs.
With regard to IEEE 802.11n, T data and T ACK computation depends on the transmission mode (Non-HT, HT Mixed or HT Greenfield). In case of employing the Non-HT mode, T data follows Eq. (3), (4) or (5) 
where T SignalExtension is 6µs for 2.4GHz band and 0µs for 5GHz, and T sym corresponds to the symbol duration (3.6µs for short guard interval, GI, and 4µs for long GI). N ES and N DBPS depend on the MCS chosen and are fixed in the standard specification. N LTF corresponds to the number of long training symbols, which depends on the number of spatial streams, N SS (cf. With A-MPDU aggregation, N symbols is computed as follows:
where K is the number of aggregated frames of equal size and L deli is the size of the delimiter between aggregated frames (4Bytes).
With respect to HT Greenfield, T data is:
where T SignalExtension is again 6µs for 2.4GHz band and 0µs for 5GHz, T sym corresponds to the symbol interval and T preamble_streams and N symbols follow Eq. (7) and (8)/(9), respectively.
With regard to IEEE 802.11ac, T data and T ACK computation also depends on the transmission mode chosen (Non-HT, HT Mixed, HT Greenfield or VHT). In case of employing Non-HT, HT Mixed or HT Greenfield, T data follows Eq. (4), (6) or (10), respectively, for 5GHz. In case of VHT format, T data is: 12) where N symbols follows Eq. (8)/ (9) and N VHTLTF corresponds to the number of VHT long training symbols (cf. Table 3) .
T ACK computation follows T data equations but using them with 14Bytes in substitution for L header and L data .
In case frame aggregation is used, the BA frame of 32Bytes is considered instead of the regular ACK frame. IEEE 802.11n and IEEE 802.11ac allow frame aggregation of up to 64 individual frames, building an A-MPDU of maximum 64KB for IEEE 802.11n and of 1MB for IEEE 802.11ac, and observing a fixed maximum frame duration. The employment of HT Greenfield mode includes larger maximum frame duration of 10ms, whereas other transmission modes fix it to 5.484ms.
In the following, we consider different connections using physical bit rates and payload sizes (from short frames of 100Bytes to larger ones of 1500Bytes of data). For PHY other than IEEE 802.11n and IEEE 802.11ac, ACK frames are transmitted at the highest mandatory rate of the employed PHY that is less than or equal to the rate of the previously received data frame. In relation to IEEE 802.11n and IEEE 802.11ac, mandatory HT and VHT PHY MCS are employed, respectively; the highest indexed MCS with a number of spatial streams, a modulation and a coding rate value per stream less than or equal to that of the received data frame is used for corresponding ACK/BA transmission. Mandatory rates and MCS for the different PHY are shown in Table 4 ; detailed information about mandatory MCS in IEEE 802.11n and IEEE 802.11ac PHY is presented in Table 5 . For example, after a successful reception of a data frame modulated using IEEE 802.11n's MCS 12 and 40MHz bandwidth (two spatial streams, 16-QAM and coding rate 3/4 yielding 162Mbps), a station will respond with an ACK/BA frame using MCS ≤ 4 and 20MHz (MCS 4 uses one stream, 16-QAM and coding rate of 3/4, yielding 39Mbps). HT Greenfield mode shows better performance in comparison with results observed for HT Mixed mode.
Note that HT Greenfield mode consists in a pure HT mode, i.e. it does not allow backwards compatibility (cf. Section 3.1.2) and presents a shorter PLCP preamble/header size (cf. Figure 3 and Table 2 ).
Differences are obviously reduced with the increase in the time spent on the transmission of a frame, i.e.
with the growth in payload size, the employment of frame aggregation or the use of slower MCS. In relation to IEEE 802.11ac, note that some configurations are penalized in front of IEEE 802.11n for the same nominal bit rate. This fact is due to the larger PLCP preamble/header size of the former for the same number of spatial streams (cf. Eq. (7) vs Eq. (12) 
Coexistence of IEEE 802.11 WLAN standards
In this section we show the effect of employing backwards compatibility mechanisms.
Penalties are observed just only for the sake of activating the compatibility mode, no matter if there are any associated stations of older amendments.
Backwards Compatibility mechanisms
Due to its CSMA-based MAC, IEEE 802.11 stations need to implement a mechanism to detect whether the medium is busy. This mechanism is called Clear Channel Assessment (CCA). In case of DSSS PHY and slow rates (1 and 2Mbps) , CCA is implemented according to, at least, one of the following three methods:
 CCA Mode 1: CCA is activated if the energy of the medium is above an energy threshold.
 CCA Mode 2: CCA is activated if a DSSS signal is detected. The signal may be above or below the previous energy threshold.
 CCA Mode 3: CCA is activated if energy is above the energy threshold and a DSSS signal is detected.
The problem that arises when having slow DSSS PHY stations mixed with other devices operating at a different PHY is that the former cannot use CCA Mode 2; the effectiveness of a DSSS station's CCA is significantly reduced not being able to detect OFDM signals and relying solely on CCA Mode 1: IEEE 802.11 energy threshold is usually -80dBm, whereas, employing CCA Mode 2, frames could be detected at a lower energy (the receiver sensitivity is around -96dBm at 1Mbps). In consequence, many IEEE 802.11g/n frames under the energy threshold will go unnoticed for IEEE 802.11b stations and will incur in unexpected collisions, thus leading to a loss of performance. In order to minimize this problem, subsequent IEEE 802.11 specifications have included protection mechanisms to ease coexistence and backwards compatibility between successive standards. However, those compatibility mechanisms are a hindrance to the performance of newest technologies. The next revision of the standard (expected in 2017) will include a new mandatory Mode 6, which will report a busy channel upon detection of any energy above -62dBm. This will prevent collisions with nearby OFDM devices even though Mode 1 is not observed.
IEEE 802.11g
IEEE 802.11g amendment presents three mechanisms to provide backwards compatibility: the support by the IEEE 802.11g of the long PLCP preamble and header defined in IEEE 802.11b amendment (cf. Table   2 ), the use of Request To Send (RTS) / Clear To Send (CTS) and the use of CTS-to-self, being the former the most commonly used. In this case, IEEE 802.11g's preamble, header and signal extension with a total duration of 26µs is substituted by an IEEE 802.11b PLCP preamble and header with a global duration of 192µs (seven-fold increase!). It provides interoperability with IEEE 802.11b stations because these devices can receive the first part of the frame and be aware that the medium is busy due to an IEEE 802.11 transmission. This mechanism is activated in the Basic Service Set (BSS) for the single reason: to be backwards compatible with IEEE 802.11b. The second one, RTS/CTS, consists in a mechanism originally employed for addressing the hidden node problem. In this case, the transmitter first requests access to the medium by sending an RTS message. Intended receiver responds with a CTS message and afterwards the transmitter is allowed to send frames. Other nodes in the network will refrain from accessing the medium when receiving the above mentioned CTS message. Since RTS/CTS exchange uses the minimum bit rate of 1Mbps, the mechanism will avoid simultaneous IEEE 802.11b and IEEE 802.11g
transmissions. However, it also includes an important amount of protocol overhead. Employing the third option, CTS-to-self, the IEEE 802.11g sender transmits a gratuitous CTS frame with identical source and destination address. Other IEEE 802.11b and IEEE 802.11g stations will avoid transmission attempts for the interval included in the Duration field of the CTS frame. Obviously, this mechanism also leads to protocol overhead. However, note that the single transmission of a CTS frame does not provide any protection in front of a possible collision of that CTS frame. In that case, the sender would not become aware of the collision and the data frame will follow notwithstanding, which will not be detected by IEEE thus, when operating in mixed mode, a DIFS value of 50µs is used in front of 28µs (cf. Table 2 ). Table 9 shows throughput penalty suffered by IEEE 802.11g stations when using backwards compatibility mechanisms. From the table we can observe that these methods cause an important reduction of throughput regardless of the configuration employed. Obviously, this penalty grows with the reduction in payload size and the increase in bit rate. RTS/CTS mechanism presents the worst performance, whereas CTS-to-self provides the lowest penalty, in a single radio link composed of a transmitter and a receiver. However, note that RTS/CTS solves the hidden node problem and also minimizes the time spent in collision resolution in front of other solutions. Figure 5 presents performance for an increasing number of contending stations. The penalty is reduced with the rise in the number of stations. Moreover, RTS/CTS also gains in efficiency with respect to other backwards compatibility mechanisms when the time involved in the transmission of a frame is larger (larger payload size and slower MCS). With this regard, note that for 6Mbps of bit rate, 1500Bytes of payload, and a number of stations higher or equal than 20, RTS/CTS even overcomes original IEEE 802.11g performance 2 . Current IEEE 802.11g implementations employ IEEE 802.11b long PLCP preamble and header to preserve backwards compatibility (option (1) in Table 11 ).
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Thr. Table 2 ). All mechanisms provide important protocol overhead, even for large payload sizes (non A-MPDU). Moreover, the shorter the payload size and the higher the PHY data rate employed, the larger is the penalty. Finally, note that the employment of frame aggregation leads to important performance efficiency and thus to an important decrease in throughput penalty. When the number of contending stations increases ( Figures 6 and 7) , RTS/CTS mechanism presents better performance (less penalty) than other solutions for larger payload sizes and slower MCS, even when IEEE 802.11b PHY parameters are adopted for backwards compatibility reasons. Again, this benefit 6 becomes more evident with the employment of frame aggregation mechanism (Figure 7) , so it is recommendable to use it whenever possible. In fact, this is the default behaviour of many commercial products, as we observed in a small experiment:
CTS-to
IEEE
an AP configured to operate in mixed mode serves three laptops. One of them uses an old IEEE 802.11b NIC, another an IEEE 802.11b/g, and the third has an IEEE 802.11n-compatible card. A TCP flow is then created in the AP towards the IEEE 802.11n station. Figure 10 shows the evolution of the TCP, averaged over 3-second windows. During the whole experiment, the AP uses A-MPDU aggregation and RTS/CTS protection. We disassociate the 11b and 11g stations at 20 and 40s. Even though the effect of compatibility is minimized by the use of aggregation (1 to 16Mbps without aggregation, as shown in Figure 8 ), Figure 10 still shows a noticeable improvement as legacy 11b/g stations are removed.
IEEE 802.11ac
IEEE 802.11ac amendment allows very high throughput capabilities also preserving backwards compatibility with IEEE 802.11a and IEEE 802.11n (at 5GHz). As shown in Section 2.2, IEEE 802.11ac provides different transmissions modes, but only one of them is specific of VHT (the other ones were defined for IEEE 802.11n). In addition, VHT format is mandatory and allows direct compatibility with previous specifications at 5GHz band. Thus, in this case, the use of other mechanisms such as RTS/CTS and CTS-to-self are not necessary for coexistence and, in consequence, no penalty is applied.
Coexistence in real life and good practices
A survey we conducted recently in Barcelona 7 led us to conclude that the aforementioned protection mechanisms for backwards compatibility are painfully recurrent. According to our survey, 65% of HT As shown in the previous section, fast stations supporting latest IEEE 802.11 amendments incur in severe penalties just by running those protection mechanisms in response to the presence of a legacy device. If the fast stations have to actually share the channel with those legacy stations, the penalty due to the performance anomaly is further exacerbated. To avoid the resulting performance degradation, administrators of enterprise-level deployments use to ban oldest stations by configuring the basic rate set appropriately. For example, if an AP requests mandatory support of, at least, IEEE 802 11g rates (in our survey, only 3% of the APs), old IEEE 802.11b stations will be banned from that BSS; if that BSS is expected to give service to IEEE 802.11b stations, the slowest rates (i.e. 1 and 2Mbps) could be excluded from the supported rate set. Alternatively, the use of IEEE 802. 
