Employees who abuse Internet privileges have become a major concern among today's employers. Employees misuse Internet at the workplace due to the overcrowded schedule, pressures at work, etc. Internet for private purposes is also used as a release or escape from work, escape from the reality of the workplace or due to poor organizational climate; it can be used as an efficient use of time at work but it can also be excessively used when the employees are not monitored. The survey results show that there is a correlation between Internet addiction and misuse of the Internet in the workplace. Electronic monitoring has a strong impact on the abuse of the Internet. More electronic monitoring will decrease the abuse of the internet services in the workplace and vice versa. Organizational climate, relations in the working organization, the Internet policy and demographic factors do not affect the abuse of Internet services in the workplace.
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Addiction to the Internet Different terms can be found in professional literature on the topic of addiction to the Internet. These terms refer to the difficulties in the use of Internet services and the impact on human behavior. Kimberly Young (1996) says that addiction is an instinct or control which causes an uncontrolled behavior of an individual, but despite the problems that the substance or service causes, it is still present in the addicted. Furthermore, Young says that the addiction is associated with instincts that an individual can not control, and it is often accompanied by the loss of use control. The addicted individual still uses or does something which harms his health or behavior; despite knowing that such an action is detrimental, the individual is not able to stop (Young & Case, 2004) . According to Griffiths (2010) , addiction to the internet is on one hand a kind of technology dependency, which means that you depend on the technology, such as the dependency on the computer, television, mobile phone, on the other hand, it is a behavioral addiction, which means that this addiction causes behavior changes, and this happens in the excessive use of various materials and services or compulsive gambling.
The following signs of addiction indicate that to a certain extent a person is uncontrolled (Young, 1998) :
 the person only thinks about his previous activities on the Internet or is planning activities that will be implemented when next time connected to the web, and is concerned about them;  the person feels the need to be more often connected to the Internet and to spend longer periods on the web to achieve the expected satisfaction or calming down;  the person has often tried to control, reduce or discontinue the use of the Internet, but he did not succeed;;  the person is restless, moody, depressed, irritable when trying to reduce the use of Internet services;  the person has risked the loss of a significant relationship, jeopardized studies or work due to the use of Internet services;  the person has lied to family members or other important and close people in order to conceal how much time he has spent for internet services;  the person uses internet services (in the following text referring only as "Internet") as an escape from everyday problems.
Organizational climate and relations in the working organization
For any organization it is important to have a good organizational climate and employee satisfaction. Satisfied and motivated employees are that factor that differs successful companies from less successful. Employees who understand each other, believe in the company. They
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are more faithful and therefore they have a desire to be successful. Employees who are satisfied with their work and are motivated to do the job, bring viability to the organization which is related to company profit. Satisfied and motivated employees by performing their tasks achieve the objectives of the organization and affect the efficiency of the company. Možina (2006: 146) defines organizational culture as a set of measurable characteristics of the work environment, perceived directly or indirectly from the people who live and work in this environment, and has an impact on the motivation and behavior of employees. From many definitions that exist in this field, according to Možina, we can summarize the following characteristics:  Organizational climate denotes a set of features of the organization that are perceived as natural. Employees describe the characteristics of the organization, which means that they are clearly aware of them.  Organizational climate is relatively permanent.  Organizational climate is produced through interaction between the members of the organization, which they share.  Actual events are the basis for the creation of organizational climate. Organizational climate has a recurrent impact on the interpretation of actual events and consequently on the people's behavior.  Organizational climate refers to the relationship between employees and the relationship of the organization to the external environment.  Organizational climate reflects organizational goals and the quality of the working environment, organizations differ from each other accordingly.
Employee satisfaction at work has a direct and indirect impact on the performance of the organization. Organizations are successful only as long as they have satisfied employees. Kunšek, (2003: 20) defined job satisfaction as a positive emotional state, which is the result of an individual assessment of the work or involvement, and experience at work. Unlike the atmosphere, he talks in satisfaction of an individual emotional reaction to the work environment, whereas in atmosphere he talks of the overall picture of the organizational environment of the employees. Job satisfaction falls to the attitude towards work. Every employee in the organization who is rewarded or praised for his good work, will be performing his work with greater enthusiasm and joy. Otherwise, when an employee does not receive awards and praise for his good work, he will eventually lose also his commitment to work (Mihalič, 2006: 218) .
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Good relationships can help to create well-being of the employees. If the relationships within the organization are positive, a favorable and friendly atmosphere is created in the organization. The result is that people understand each other well, they are satisfied with the work, and are more productive and thus contribute more to the development of the organization. On the other hand, negative relationships among the employees cause tense atmosphere, discontent, conflicts and consequently lower productivity (Jurman, 1981: 203) .
Internet abuse in the work place
Internet has become an essential part of the day for many people's working lives. It is not uncommon that employees abuse Internet services in the workplace. During working hours employees may, for example, book holidays, shop online, watch online auctions, talk with friends via email, use social networks, etc. We can therefore conclude that the use of Internet is beneficial for business, but it also means problems for employers, mainly because of its abuse by workers.
Internet abuse in the workplace may cause addiction disorder to the Internet. Internet addiction has many health and behavioral consequences. Companies have supervised the use of the internet and were worried about this addiction because of excessive and inappropriate use of the Internet by employees. This is reflected in the loss of productive time and poor work performance (Young, 1998) . Moreover, the excessive use among employees can lead to destructive and behavioral changes, and in the worst case it can lead to sexual harassment at the workplace.
Employers in enterprises seriously deal with the issue of excessive use of the Internet, which is harmful. The results of the research which was conducted among 1,000 top companies showed that 55% of executives believe that employees' browsing the internet which is not associated with the work-related tasks, weakens their effectiveness in the workplace. With the help of surveillance devices they have begun to track the use of the Internet among employees. One company has also found that only 23% of the Internet use is for business purposes (Young, 1999) .
In 2002, the company Websense carried out a survey in which 67% of employees admitted browsing the Internet for private reasons. 24% of them were compulsive shoppers. On the second place we can find those who are addicted to the news (23%). They were followed by those who are looking for pornographic contents (18%), gamblers (8%) and those
| 120
who participate in auctions (6%). Separately gathered statistics indicate that 70% of pornographic traffic takes place between 9 am and 5 pm during working days. Nevertheless, many companies try to prevent such activities but the employees quickly find alternative ways to the desired content on the Internet. As an example, the research indicates that 78% of employers block pornographic sites, 47% of them block the sites for gambling, 20% of employers block shopping and auction sites, and 4% of them block news sites. Among the services that are used for private purposes during work time is also shopping which is placed very high. (Hyman, 2000) .
Problems of Internet abuse in the workplace
Problems of Internet abuse in the workplace can also cause that people lose their jobs. A legal action against the company IBM, which dismissed a longtime collaborator in 2003 due to the use of online chat (where he was talking about sexuality), again revived a debate on whether the overuse of Internet can be classified as an addiction. The company perceived the collaborator's login as a violation of business contracts and misuse of company property (Holahan, 2006) .
Repeated insulting and cooperation that the user of online forum used during the work time led to a written warning before dismissal. The person who was insulted filed a complaint to the personnel department and the employer was monitoring the employee's activities on the Internet for several months. The rules of the company where the staff member was employed do not allow insults on a national, racial, religious or sexual basis.
In April 2007 the European Court of Human Rights in the case of Copland vs. The United Kingdom issued a judgment which is important for the further conduct of both employers and workers. The judgment talks about the limits of intervention in the worker's privacy when communicating with company resources such as e-mail and the Internet. The Court ruled out that the employer unjustifiably interfered with the privacy of the employee. The key element of this judgment is that the employee has not been previously advised of when and in what cases the employer can control the e-mails (Decision of the European Court of Justice, 2007).
Due to the problems with inappropriate use of Internet services in the workplace the employers reacted in such a way that they began to use funds to enable them to electronically monitor the use of computers in the workplace. However, the monitoring of Internet use by employers brought out the problem of the protection of personal data. Electronic
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control provides an overview of communication and other personal data of individuals, who are protected by the laws on privacy and personal data protection.
Internet company policy
The Internet policy is defined by security policies for individual areas that need to be cyclically reviewed and updated. The internet policy defines the objectives, rules and responsibilities with regard to the security of the company information resources, various rules and procedures. When the entire internet policy is brought into a frame, it is written in the form of a document. Companies can treat it on the intranet which is the internal corporate network. All the employees with access can take a look at it. Every action, whether it is intentional or unintentional, that does not follow the rules set out in the internet policy is considered as violation of safety rules.
A good Internet policy has enough information about what needs to be done to protect the information, resources, and employees in the company. A good Internet policy is the basis of each security plan in the company. It must be written with an eye to the end users. It is important that it is written clearly and simply in order to be understood also by unskilled users. Internet policy can be written as a single document or it may be divided into several levels, from the comprehensive level on top, tactical in the middle and operational at the lowest level. The Internet policy is the responsibility of the management. The management is responsible for the confirmation of Internet policy and informing the employees about it. The owner of this document must be appointed who is also responsible for its maintenance and inspections.
Increased use of the Internet for private purposes in the workplace is forcing organizations to write policies for the proper use of the Internet which is thus called the internet policy. The Internet policy should be specially adjusted for each organization. The internet policy organization lays down the rules which define the proper use of the Internet primarily for business purposes. They also provide examples of inappropriate use of the Internet and lay down penalties for the improper use of the Internet and a declaration on the extent of control. The Internet policy is explained to the employees and their signatures are required. Thus the employer is informed that the employees have received and understood the policy on the Internet use in the workplace (Ugrin & Pearson, 2008) .
Electronic monitoring (e-monitoring)
In compliance with the labor legislation an employee must carry out the work under the supervision and guidance of the employer, so the | 122
employer is in principle entitled to supervise the employees. This is his legitimate and legal right. However, in the light of monitoring the employer should familiarize the employees with the rules of using the telephone, e-mail or the Internet, as well as when and in which cases the communication can be controlled. This control should be justifiable and proportionate. Further, the employee must voluntarily agree with this supervision. At this point it should be noted that together with the statement on agreeing, the employer also gets the right to monitor emails or other comparable communications that the employees exchange among each other -this is within the company, but does not monitor the e-mails that employees receive from the third parties. The owner of the server is able to read all e-mails that are saved there. An employer who reads sent or received messages of the employees through company computers, violates the fundamental rights of workers as laid down in Article 8 of the European Convention on Human Rights, which applies irrespective of whether the worker has been informed in advance that a company's computer may not be used for nonprofessional purposes. The employer by controlling the server can enable the monitoring of sites visited by employees on the Internet during working hours, the time spent on each site and which websites were the most visited. The employer may technically restrict access to the Internet in advance, but it is not allowed to subsequently check and restrict URL addresses, size and the formats of attachments.
Electronic monitoring is the main tool to fight against the Internet abuse in the workplace. The main features of these systems are to monitor an employee Internet activity, track the websites visited, record the browsing history and internet navigation (e.g. the duration, the content of the websites visited, keystrokes, website addresses, etc.). The basic objective of introducing e-monitoring by employers is to discourage employees from Internet abuse in the workplace. The e-monitoring above all allows recording of action and this action, if necessary, is subsequently used to settle the situation also through legal steps. Emonitoring is also an effective means of identifying personal characteristics of the individual (Chen, Chen & Yang, 2008) .
Empirical research
The purpose of the research was to determine how widespread the incidence of Internet abuse at work is in Slovenia and whether there is a connection between the misuse of the Internet and addiction to the Internet. We were also interested if there is a connection between the companies' rules about the Internet use and the extent of the abuse. We also checked the ratio between the time spent on the Internet for business and private purposes as well as the impact of demographic,
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social and economic factors and relationships in the workplace on the misuse of the Internet. We want to find out what are the consequences of misuse of the Internet in the workplace.
The aim of this research was to determine whether the abuse of the Internet services in the workplace is due to poor organizational climate, bad relationships in the working organization, and because of their addiction to the Internet. Furthermore, the aim of the research was also to determine whether the abuse of the internet services in the workplace was decreased with the introduction of Internet business policy and emonitoring. The final aim of this research was to create a new conceptual model which is valid for the Slovenian population, intended for the Internet abuse in the workplace, and on the basis of the final conceptual model we want to explain the influence among individual variables / factors.
From the given problem and the identified need for a conceptual model that will clarify the relationships between the educated population and the misuse of the Internet, I raised some hypotheses, which will be refuted or confirmed through my research work and the conducted empirical research. Research hypotheses arise from the problem, the purpose and the research objective. The basis for the formation of hypotheses are the results of the previous research on the Internet addiction outside Slovenia, and the Internet abuse in the workplace.
H1a 1 : There is a connection between organizational climateremuneration and career development and the Internet abuse in the workplace.
H1a 2 : There is a connection between organizational climateSatisfaction and the Internet abuse in the workplace.
H1b: There is a connection between poor relationships within the organization and the Internet abuse in the workplace.
H2: There is a connection between addiction to the Internet and Internet abuse in the workplace.
H3: The abuse of working hours when using the Internet for private purposes in the workplace will be reduced if employees are aware that the company enforced restrictions on the Internet policy.
H4: Employees will be willing to reduce the Internet abuse in the workplace if they are aware that the company introduces e-monitoring. 
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The basis for the understanding of the interactions between variables and the first key condition for the implementation of the linear regression analysis is the determination of interconnections among pairs of independent variables, and between independent and dependent variables (Tabacnick & Fidell, 2013, p. 326) . In Tables 1 to 3 , we summarize the regression analysis for abuse of Internet services in the workplace (values of correlation coefficients, values of determination and adjusted determination coefficients), the F -test (ANOVA) and t statistics (values of regression coefficients) with the help of which we examined the hypothesis on a sample of employees. Based on the results, the hypotheses were confirmed, partly confirmed and rejected. The presentation of the results in the above-mentioned tables is followed by a descriptive presentation of the results obtained from the sample of employees. At the end, there is a descriptive display of the summary of the hypotheses' regression analysis. 
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The characteristic level which is greater than 0.05, indicates that there is no influence of the independent variables (organizational climateremuneration and career development) on the abuse of Internet services in the workplace. The H1a 1 hypothesis is not confirmed.
The characteristic level which is greater than 0.05, indicates that there is no influence of the independent variables (organizational climatesatisfaction) on the abuse of Internet services in the workplace. The H1a 2 hypothesis is not confirmed.
The characteristic level which is greater than 0.05, indicates that there is no influence of the independent variables (the relationships in the working organization) on the abuse of Internet service in the workplace. The Hypothesis H1b is not confirmed.
The correlation coefficient R and the coefficient of determination R2 indicate a moderate correlation between the dependent variable (the abuse of the Internet in the workplace) and the independent variable (addiction to the Internet). The strength of the independent and dependent variables is moderate. Standardized regression coefficient is 0.411. Based on the results obtained and the value of the regression the coefficient β, the hypothesis H2 can be fully confirmed.
The characteristic level which is greater than 0.05 indicate that there is no influence of the independent variables (internet company policy) on the abuse of the Internet services in the workplace. The H3 hypothesis is not confirmed.
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H4: Employees will be willing to reduce the Internet abuse in the workplace if they are aware that the company introduces e-monitoring.
The correlation coefficient R and the determination coefficient R2 indicate a high correlation between the dependent variable (the abuse of the Internet in the workplace) and the independent variable (emonitoring). The strength of the independent and dependent variables is high. The standardized regression coefficient is 0.904. Based on the results obtained and the value of the regression coefficient β, the hypothesis H4 can be fully confirmed.
In Tables 4 to 6, we investigate demographic factors (sex, age, education, income, job sector, region, size of the organization) for Internet addiction. Based on the data in Table 4 we accept the conclusion that sex does not affect the abuse of Internet services in the workplace. This sector of work also does not affect the abuse of Internet services in the workplace. Table 5 shows the average of the interviewed persons according to age groups, where it is seen that with age the abuse of the internet services in the workplace is reduced. Table 5 shows the average of interviewed persons according to the level of education, income, region and the size of the company. Table 6 shows that education, income, region and the size of the company do not have any impact on the addiction to the Internet. 
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The correlation matrices show the strength and direction of the connection between variables. For the grade of linear connection the Pearson correlation coefficient (correlation matrix) is used. The coefficient value is in the range between -1 and 1, where -1 means a perfect negative correlation, and 1 is a perfect positive correlation, whereas the value close to 0 indicates then the variables are not linked. The strength (power) connections normally mean the following: |0|: no connection, |0 -0,19|: insignificant (positive / negative connection, |0,2 -0,39|: low (weak) connection, |0,4 -0,69|: medium (moderate) connection, |0,7 -0,89|: high (strong) connection, |0,9 -0,99|: very high (very strong) connection, |1|: complete connection.
Regarding the direction of correlation connection we distinguish positive correlation, where the increase of one variable increases the other as well (or reducing the value of one variable reduces the value of the second), and a negative correlation, where it is just the opposite (with the increase of the value of one variable, the value of the second one decreases). 78.10% of the interviewed spend up to 1 hour per week at work surfing the internet (search for information which is not work-related), 15% of the interviewed spent from 1 hour to 3 hours per week, 6.9% of the interviewed spend more 3 hours per week at work surfing the internet (search for information that is not work-related).
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The results of the correlation matrix abuse of Internet services in the workplace show that the electronic monitoring has a very strong influence on the abuse of Internet services in the workplace (linear, positive and very strong connection). When the electronic monitoring in organizations is increased, the abuse of the internet services at work is decreased, and vice versa. If the organizations have e-monitoring of the employees, the organizational climate -job satisfaction is decreased (linear, negative and insignificant connection). The addiction to the Internet (linear, positive medium connection) also has an impact on the abuse of Internet services in the workplace. The employees who are addicted to the Internet, will increasingly abuse the Internet services in the workplace and vice versa. Where the employees are addicted to the Internet, also the organizational climate -job satisfaction will be decreased (linear, negative and low connection). The organizational climate has an impact on relations in the working organization (linear, positive and medium connection). If there is a good organizational climate, there will also be good relations in the working organization and vice versa. Organizational climate, relations in the working organization, the Internet company policy and the demographic factors (gender, age, education, region and sector of work) have no effect on the abuse of Internet services in the workplace.
Discussion
We set up a basic thesis which is derived from the basic research question: The organizational climate, relations in the working organization, addiction to the Internet, the Internet company policy and electronic monitoring have influence on the misuse of the Internet service at the workplace. There is a connection between age and the Internet abuse in the workplace. There is a connection between education and the Internet abuse in the workplace. There is a connection between income and the Internet abuse in the workplace. There is a connection between region and the Internet abuse in the workplace. There is a connection between organization size and the Internet abuse in the workplace. refuted From Table 8 it is clear that on a sample of employees we rejected the hypothesis H1a which means that there is no correlation between the organizational climate and the abuse of Internet services in the workplace. We also rejected the hypothesis H1b which means that there is no correlation between the relations in the working organization and the abuse of Internet services in the workplace. The H2 hypothesis was confirmed since there is a correlation between Internet addiction and the abuse of Internet services in the workplace. The H3 hypothesis is rejected since there is no correlation between the Internet company policy and the abuse of Internet services in the workplace. The H4 hypothesis is confirmed since there is a correlation between the electronic monitoring and the abuse of Internet services. Once the company has introduced an electronic monitoring the abuse of the internet services in the workplace will be decreased. The hypotheses H5a, H5b, H5c, H5d, H5e, H5f and H5g are rejected since there is no correlation between gender, age, education, income, region, sector of work, size of the company and the abuse of Internet services in the workplace.
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Conclusion
The Internet abuse may occur in different forms. Most people think that the abuse of the Internet in the workplace does not pose a serious problem. A low level of the internet abuse by individuals may become a very serious problem for large companies. The Internet abuse may have an impact on several levels, including an employee, his colleagues and the organization. The management and the members of the professional staff who employ the workforce should be more aware of this issue and should warn their employees about the awareness of this problem. The knowledge of these issues can be used by organizations, hoping that they can develop a policy of abuse of Internet services in the workplace in the same way as many organizations have introduced policies on smoking and drinking alcohol. In addition, employers should promptly inform workers of reasonable / correct use of the Internet (e.g. the employees may occasionally send e-mail to a friend) and which uses are | 135 unacceptable (e.g. online gambling, virtual sex, etc.). Misuse of the Internet in the workplace has the potential to become a social problem and a health problem, and as a professional issue it must be taken seriously.
Internet addiction can lead to the abuse of the Internet which can not only devastate individual lives, but can also destroy the good name of an organization. More and more people are aware of the negative effects on internet addiction and of the abuse of Internet services in the workplace that can destroy the good name of an organization. More and more organizations are aware that the addiction to the Internet and the Internet abuse have a negative impact on the organization and on the normal functioning of the organization, so some organizations created an Internet company policy and have introduced electronic monitoring systems to deter and prevent the emergence of Internet abuse.
Although millions and millions of people are connected to the Internet, the employees are the key customers for the Internet abuse in the workplace. There are very few studies that deal with the abuse of Internet services in the workplace and the emergence of addiction. Not only that this is an interesting underestimation of this issue, it also deals with an extremely complex target group, since our survey shows that the employees who are addicted to the Internet abuse the Internet services in the workplace even more.
A starting point for further research is also the fact that a standardized tool for measuring the problematic use of the Internet in the workplace and the Internet addiction should be adopted.
The study of Internet addiction should be seen as a positive step towards clarifying the important factors that may affect the fact that the employees will less abuse the Internet services for private use. This study also showed that there are other important factors how to avoid the Internet abuse. Internet abuse is a complex social phenomenon that should be examined with more complex models. We should fully understand the motivational factors, consequences and organizational frameworks. Our results provide insight into organizations where managers should introduce the internet policy together with the use of emonitoring. The Internet policy should clearly describe the disciplinary action that will be taken against the violators.
