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Subscription Information 
The Journal of Digital Forensics, Security and Law (JDFSL) is a publication of 
the Association of Digital Forensics, Security and Law (ADFSL). The Journal 
is published on a non-profit basis. In the spirit of the JDFSL mission, 
individual subscriptions are discounted. However, we do encourage you to 
recommend the journal to your library for wider dissemination.  
The journal is published in both print and electronic form under the following 
ISSN's: 
ISSN: 1558-7215 (print) 
ISSN: 1558-7223 (online) 
Subscription rates for the journal are as follows: 
Institutional - Print & Online: $395 (4 issues) 
Institutional - Online only: $295 (4 issues) 
Individual - Print & Online: $80 (4 issues) 
Individual - Online only: $25 (4 issues) 
Subscription requests may be made to the ADFSL. 
The offices of the Association of Digital Forensics, Security and Law 
(ADFSL) are at the following address: 
Association of Digital Forensics, Security and Law 
1642 Horsepen Hills Road 
Maidens, Virginia 23102 
Tel: 804-402-9239 
Fax: 804-680-3038 
E-mail: office@adfsl.org 
Website: http://www.adfsl.org  
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Announcements and Upcoming Events 
 
The ADFSL 2011 Conference on  
Digital Forensics, Security and Law 
 
Richmond, Virginia USA  
May 25-27, 2011 
 
 
 
 
 
 
 
 
 
 
 
 
http://www.digitalforensics-conference.org  
 
============================================================
ANNOUNCEMENT: CFP AND SUBMISSION SYSTEM NOW AVAILABLE 
============================================================ 
 
The conference committee is calling for papers and proposals in, or 
related to, curriculum, teaching methods, case studies, information 
technology, the Internet, anti-forensics, counter anti-forensics, 
International issues, digital rights management, and privacy issues in 
digital forensics, Security and Law 
 
The primary audience will include individuals who are interested in 
developing curriculum and teaching methods as well as conducting 
research related to the areas of digital forensics, security, and law. This 
conference will be of value to both academic and practitioner 
audiences. 
 
The deadline for submissions is midnight EST, 19 February 2011. 
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The University of Alabama at Birmingham 
Department of Computer and Information Sciences 
Assistant/Associate Professor 
 
The Department of Computer & Information Sciences at the University of Alabama at 
Birmingham (UAB) is seeking candidates for a tenure-track/tenure-earning faculty 
position at the Assistant or Associate Professor level beginning August 15, 2011. 
 
Candidates with leading expertise in Information Assurance, particularly Computer 
Forensics and/or Computer and Network Security are sought.  The successful candidate 
must be able to participate effectively in multidisciplinary research with scientists in 
Computer and Information Sciences and Justice Sciences for advancing Information 
Assurance Research at UAB, including joint scientific studies, co-advising of students, 
and funding.  Allied expertise in Artificial Intelligence, Knowledge Discovery and 
Date Mining, Software Engineering, and/or High Performance Computing is highly 
desirable.  UAB has made significant commitment to this area of research and 
teaching.  Candidates must consequently have strong teaching credentials as well as 
research credentials. 
 
For additional information about the department please visit http://www.cis.uab.edu. 
 
Applicants should have demonstrated the potential to excel in one of these areas and in 
teaching at all levels of instruction. They should also be committed to professional 
service including departmental service. A Ph.D. in Computer Science or closely related 
field is required.   
 
Applications should include a complete curriculum vita with a publication list, a 
statement of future research plans, a statement on teaching experience and philosophy, 
and minimally two letters of reference with at least one letter addressing teaching 
experience and ability. Applications and all other materials may be submitted via email 
to facapp.ia@cis.uab.edu or via regular mail to: 
 
Search Committee 
Department of Computer and Information Sciences 
115A Campbell Hall 
1300 University Blvd 
Birmingham, AL 35294-1170 
 
Interviewing for the position will begin as soon as qualified candidates are identified, 
and will continue until the position is filled.  
 
The department and university are committed to building a culturally diverse 
workforce and strongly encourage applications from women and individuals 
from underrepresented groups. UAB has a Spouse Relocation Program to 
assist in the needs of dual career couples. UAB is an Affirmative Action/Equal 
Employment Opportunity employer. 
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