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ABSTRACT 
Every day large volume of information produces and stores among multi 
parties systems. Although these data are produced by companies unrelated to each 
other and are stored in various parties, but when they are gathered together much 
valuable information and patterns reveals. Data mining over distributed data 
discovers this costly knowledge. However, ownership of data by different companies 
and maintain confidentiality of data is the main challenge in this research. Secure 
Multi-party Computation is a set of methods that perform mathematic computation 
over the multi-party distributed data with ensuring the privacy preserving of the 
confidential data. Most of these methods use a shared secret key to ensure the 
privacy of each party. All parties should be present to share the secret keys, but 
unfortunately, in many applications, the parties are not joining the process at the start 
time. The aim of this research is to design a new online consecutive secure multi-
party computation algorithm. The main problems addressed in this research are the 
online secret sharing and the consecutively two-party computation. The infinite 
convergent product sequences are employed to overcome the dependency problem 
between the shared secret key and users’ public keys, which make the algorithm runs 
offline. The designed online secret sharer allows the parties to join the system during 
process life. The second problem is cleared by adding a two-party computation 
randomizer to the system. The two-party randomizer ensures the privacy of the 
online consecutive computation. The designed algorithm is tested and the result 
proves the security and applicability of the algorithm. Moreover, a distributed online 
frequent itemset mining is developed using the proposed algorithm and the result 
demonstrates the performance, efficiency and practicability of the multi-party 
computation algorithm. The result shows that the algorithm lasts only 0.5 second for 
thousand of the parties in offline mode and 27 minutes in the case of online mode 
with millions of participants.    
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ABSTRAK 
Kebanyakan penghasilan dan penyimpanan maklumat dilaksanakan dalam 
sistem pelbagai pihak dalam kuantiti yang besar. Walaupun penghasilan data oleh 
syarikat yang tiada berkaitan antara satu sama lain akan disimpan oleh pelbagai 
pihak, namun begitu apabila data ini dikumpulkan bersama maka berlaku banyak 
pendedahan maklumat dan corak data yang berharga. Perlombongan dalam 
penyebaran data menyebabkan penemuan pengetahuan yang berharga ini. 
Walaubagaimanapun, pemilikan data oleh pelbagai syarikat yang berbeza dan juga, 
penyelenggaraan kerahsiaan data tersebut adalah cabaran utama penyelidikan ini. 
Pengiraan Pelbagai Pihak Yang Terjamin adalah satu set kaedah yang 
mengaplikasikan pengiraan matematik ke atas penyebaran data-data sulit bagi 
memastikan pemeliharaan kerahsiaan data tersebut. Kebanyakan kaedah tersebut 
menggunakan perkongsian kekunci kerahsiaan untuk memastikan pemeliharaan 
kerahsiaan data bagi setiap pihak. Semua pihak yang terlibat dikehendaki untuk 
mengemukakan kekunci kerahsiaan untuk dikongsi bersama, namun begitu, 
kenyataannya mereka tidak menyertai proses pada masa permulaan. Tujuan 
penyelidikan ini adalah untuk merekabentuk satu algoritma yang baru Pengiraan 
Pelbagai Pihak Terjamin Berturutan Atas Talian. Masalah utama yang ingin 
diselesaikan ialah berkenaan perkongsian kerahsiaan atas talian dan pengiraan 
berturutan antara dua pihak. Perlaksanaan turutan produk pemusatan infiniti ialah 
untuk menyelesaikan masalah kebergantungan perkongsian kekunci kerahsiaan dan 
kekunci awam pihak pengguna menyebabkan perlaksanaan algoritma jalankan luar 
talian. Algoritma yang direkabentuk membolehkan perkongsian kerahsiaan atas 
talian oleh pelbagai pihak memasuki sistem semasa sesi kitaran proses. Permasalahan 
kedua yang ingin diselesaikan ialah penambahan pengiraan dua pihak secara rawak 
ke dalam sistem. Kedua-dua pihak yang dirawakkan membolehkan kerahsiaan ke 
atas pengiraan berturutan atas talian dilaksanakan. Algoritma yang direka bentuk 
telah diuji dan keputusan membuktikan keselamatan dan kebolehgunaan algoritma. 
Selain itu, perlombongan penyebaran set item berfrekuensi atas talian telah 
dibangunkan menggunakan cadangan algoritma tersebut dan keputusan menunjukkan 
prestasi, kecekapan dan kebolehamalian algoritma pengiraan pelbagai pihak. 
Hasilnya menunjukkan bahawa algoritma bertahan hanya 0.5 saat untuk 1,000 pihak 
dalam mod luar talian dan 27 minit untuk berjuta peserta dalam mod atas talian.
