Abstract: Directional distributed co-ordination function (D-DCF), a modified medium access control protocol of IEEE 802.11, is proposed to support hybrid antennas such as smart adaptive array antennas and normal omni-directional antennas, in one wireless local area network cell. Nodes equipped with smart antennas follow D-DCF and nodes equipped with normal antennas follow DCF. D-DCF based on a hybrid virtual carrier sense mechanism maintains compatibility with DCF. In D-DCF, before sending any data-frames, the sender and receiver node transmit a pilot sequence by means of an omni-directional request-to-send/clear-to-send handshake mechanism. Based on the pilot, the directional beam can be formed by the smart antenna. Then the node can transmit its data-frame in the directional mode. The other nodes save the transmission time between the sender and receiver in the omni-directional mode in their network allocation vectors. When the sender and receiver communicate in the directional mode, the other nodes can access the channel to send their data-frames. Hence, D-DCF supports space division multiplexing. Moreover, D-DCF fully supports time division duplex, namely both the forward and backward transmission in one access period. Simulation results show that D-DCF can support the hybrid antenna system effectively and provide much higher network throughput, lower delay, jitter and packet-loss-rate than DCF does.
Introduction
In recent years, wireless local area network (WLAN) has been widely used as one of the essential technologies to provide broadband wireless access, and performance analysis and improvement of WLAN have attracted a lot of research interests. IEEE 802.11 is one of the most influential standards of WLAN, which includes a basic medium access control (MAC) mechanism, distributed co-ordination function (DCF) and an optional one, point co-ordination function (PCF) [1] . It assumes the usage of normal omni-directional antennas and performs a virtual carrier sense (VCS) mechanism by means of a request-to-send/ clear-to-send (RTS/CTS) handshake scheme and a network allocation vector (NAV). Using smart antennas can abate both multi-path fading and co-channel interference, which therefore enhance signal quality and increase system capacity. Meanwhile, little modification should be made in nodes. Smart antennas should dynamically cope with the time-varying channel and obtain the correct weight vector used in beamforming. However, due to nodes' mobility and bursty data packets, it is difficult for smart antennas to effectively obtain the correct weight vector. Therefore new protocols are designed to take full advantage of smart antennas and increase channel utilisation [2] [3] [4] [5] [6] . However, [2] relied on an extra location tracking function, [3] did not support space division multiple access (SDMA) and [4] was based on a strict synchronisation network, and did not consider the access method of new arrival nodes. A novel notion of an omni-directional RTS/ CTS (ORTS/OCTS) was described in [5] [6] [7] to support smart antennas. However, [5] focused on routing protocols and [6] relied on many extra NAVs and were too complex to implement over current WLAN cards. Smart antennabased DCF (SADCF) protocol, which supports smart antennas effectively only in a sparse network, was presented in [7] . All the above protocols do not consider how to co-exist with the standard DCF in one WLAN cell. Hence, a modified MAC protocol of DCF, D-DCF, is proposed in this paper to support both smart antennas and omni-directional antennas in the same WLAN cell.
The rest of this paper is organised as follows. DCF and D-DCF are introduced in Sections 2 and 3, respectively. In Section 4, analytical models are proposed to theoretically analyse the saturation throughput of D-DCF. In Section 5, simulation studies are carried out to evaluate the proposed models and to compare the performances of DCF and D-DCF in further details. The concluding remarks are given in Section 6.
2
Description of DCF DCF is a random access scheme, based on carrier sense multiple access with collision avoidance. A node with new packets to transmit monitors the channel activity.
If the channel is idle for a period of time called distributed interframe space (DIFS), the node transmits. Otherwise, if the channel is sensed busy, the node persists to monitor the channel until it is measured idle for a DIFS. At this point, the node generates a randomly slotted backoff interval before transmitting. The slot time size is called aSlotTime. DCF adopts an exponential backoff scheme. At each packet transmission, the backoff time is uniformly chosen in the range (0, CW-1). At the first transmission attempt, contention window (CW) is set equal to a value CW min called the minimum contention window. After each unsuccessful transmission, CW is doubled, up to a maximum value CW max ¼ 2 m CW min . The value m is called the maximum backoff stage. Once CW reaches CW max , it will remain at the value until the packet is transmitted successfully or the retransmission time reaches retry limit (r). While the limit is reached, retransmission attempts shall cease and the packet shall be discarded.
DCF describes two techniques to employ for packet transmission, an acknowledgment (ACK) and a RTS/CTS access mechanism. In the ACK mechanism, a special control-frame, called ACK, is transmitted by the destination node to signal a successful reception of a packet transmitted by the sender node, called DATA. The ACK frame is immediately transmitted at the end of the packet, after a period of time called short interframe space (SIFS). In the RTS/CTS mode, before transmitting a packet, a node reserves the channel by sending a RTS control-frame. The destination node acknowledges the receipt of the RTS frame by sending back a CTS control-frame after an SIFS. Then normal packet transmission and the ACK response occur, as shown in Fig. 1 . The RTS/CTS scheme may increase the system performance when long messages are transmitted, and is suited to combat the so-called problem of hidden terminals. For simplicity, this paper is focused on the RTS/CTS mechanism.
During the transmission, all the other nodes adjust their NAVs based on the duration field value in the received frame header, as shown in Fig. 2 . The NAV values are updated only when their current NAV is smaller than the duration field in the received frame. NAV works as a counter, which counts down to zero at a uniform rate. The other nodes cannot access the channel until their NAVs are zero. This mechanism is called VCS. This VCS mechanism requires a weak form of synchronisation, which has been implemented in current WLANs.
Description of D-DCF
In DCF, all the nodes are equipped with omni-directional antennas, which are called normal nodes. In D-DCF, a node equipped with a smart antenna is called a smart node. The smart antenna consists of N antenna elements, which are deployed into non-overlapping fixed sectors each spanning an angle of 3608/N [5] . When being transmitted and received, a signal will be propagated or received in exactly one or all of the sectors, which corresponds respectively to the directional or omni-directional mode. D-DCF performs a hybrid VCS mechanism by means of an ORTS/OCTS scheme, directional transmission of dataframes and NAV.
The ORTS/OCTS and RTS/CTS frames have the same MAC frame format except the subtype field in the MAC layer header, as shown in Fig. 2 . The subtype fields of the RTS and CTS frames are 1011 and 1100, respectively. Assume that the subtype field with 0011 or 0100 indicates that the frame is an ORTS or OCTS frame. These two values have been reserved in IEEE 802.11.
A typical transmission period (TP) is shown in Fig. 3 . It includes two parts, an omni-directional transmission period (OTP) and a directional transmission period (DTP). At the beginning, both the sender node A and the receiver node B work in the omni-directional mode as they do not know the weight vector (W ) corresponding to each other. So A sends the ORTS control-frame to B in the omni-directional mode to reserve the channel. The ORTS frame includes a pilot sequence in the PHY header that is preambles. Based on the pilot, B performs an adaptive algorithm to obtain W, and direct the beam to A. Discussions of the beamforming algorithms are beyond the scope of this paper. In this paper, we assume that desired beamforming algorithms have been implemented at each smart antenna to perform the movement tracking and beamforming tasks. Because all nodes transmit at the same frequency, W can also be used for B to transmit its frames after a short interval. B replies the OCTS control-frame in the directional mode, which also includes a pilot sequence. After exchanging the ORTS and OCTS control-frames, both A and B can transmit and receive their data-frames, namely forward data-frame (FD) and backward data-frame (BD), at the directed beam. The data-frame FD is transmitted from A to B, and the data-frame BD is transmitted from B to A. After receiving the data-frame FD from A, B transmits its data-frame BD to A in a special data-frame type Data þ CF-ACK, which shows that B has received the data-frame FD successfully. Then A sends the ACK control-frame to show that it has received the data-frame BD from B successfully. As the data-frames also include the pilot, A and B can update the W corresponding to each other accurately and timely, and keep working in the directional mode.
The values of the duration fields of the ORTS and OCTS frames are set as ORTS þ SIFS þ OCTS and OCTS, respectively, which are the time length for A and B to transmit or receive the ORTS or OCTS frames in the omnidirectional mode that is the time length of OTP. The other nodes set their NAV values according to the values of the duration fields of the ORTS or OCTS frame. During OTP, the other nodes cannot access the channel as their NAVs are not zero. In DTP, A and B transmit and receive in the directional mode, and the others can access the channel to send their frames as their NAVs are zero. In this way, D-DCF supports SDMA. The values of the duration fields of FD and BD show the transmission time of data-frames in the directional mode. In a sparse network, during the directional transmission between two smart nodes, the other nodes can freely access the channel without interference between the two nodes already engaged in the directional transmission, as the distance is large enough. In reality, some nodes, such as a node C, may be located in the directional sector of A and B. Then C will receive the FD and BD frame, and update its NAV according to the duration fields of the FD and BD frames. During the period of DTP, the NAV of C is not zero, so C cannot access the channel. In this way, C cannot interfere with the directional transmission between A and B.
Hence, there are two types of VCS mechanisms in the whole TP. One is the omni-directional VCS mechanism, which works for OTP. The control-frames, namely the ORTS and OCTS frames, are transmitted or received in the omni-directional mode in OTP. Another is the directional VCS mechanism, which works for DTP. The dataframes, namely the FD and BD frames, are transmitted and received in the directional mode in DTP.
In addition, DCF only supports the forward transmission from the sender A to the receiver B in one TP. As shown in Fig. 1 , B only transmits control-frames to A. If B has packets to send, it has to access the channel again, which increases the collision probability. D-DCF supports both the forward transmission from the sender A to the receiver B and the backward transmission from the receiver B to the sender A by means of the data-frame type of Data þ CF-ACK, which is defined in IEEE 802.11 PCF [8, 9] . In brief, D-DCF fully supports time division duplex (TDD). A modified DCF protocol, DCFþþ, was proposed in [9] , which discussed how to expand the data-frame type of Data þ CF-ACK from PCF to DCF in detail.
As shown in Fig. 3 , the value of the duration field of the FD frame is set as FD þ SIFS þ ACK, as A does not know if B has packets to send. Therefore the duration of DTP estimated by A may not be accurate. The value of the duration field of the BD frame is set as BD þ SIFS þ ACK. After receiving the frame BD, other nodes may have to update their NAVs.
In the specifications of the physical layers of IEEE 802.11 [1] , each frame goes with preambles for synchronisation and channel estimation, as shown in Fig. 2 . For example, with the long (short) preamble, there are 128 symbols (56 symbols) known to the receivers beforehand. These preambles are enough for the operations of beamforming. In this case, it would be unnecessary to modify the original frame format in IEEE 802.11.
As DCF has been used widely, smart nodes following D-DCF and normal nodes following DCF will work in the same WLAN cell. In this case, smart nodes follow an ORTS/CTS access scheme to transmit data-frames to normal nodes, as shown in Fig. 4 . After receiving the ORTS control-frame from the smart node A, the normal node B replies the CTS control-frame, which shows that B is equipped with an omni-directional antenna. As A does not know if B is a smart node, the duration field of the ORTS frame is ORTS þ SIFS þ OCTS. The duration field of the CTS frame is CTS þ SIFS þ BD þ SIFS þ ACK. After receiving the CTS frame, A knows that its receiver B is a normal node, and has to re-compute the duration field of its data-frame FD, which is FD þ SIFS þ BD þ SIFS þ ACK. The duration field of BD is BD þ SIFS þ ACK. All the other nodes will update their NAVs according to the CTS, FD or BD frames. Based on the preambles field in the CTS frame, A can direct the beam to B. Of course, as B is a normal node, the physical channel cannot be multiplexed by other nodes until A and B have exchanged their data-frames.
If a normal node starts the access procedure and the receiver is a smart node, they follow an RTS/OCTS access mechanism, as shown in Fig. 5 . After receiving the RTS control-frame from the normal node A, the smart node B knows that A is a normal node and then it has two choices. Firstly, B replies the CTS control-frame. Then A and B follow the RTS/CTS access mechanism, as shown in Fig. 1 . Secondly, B replies the OCTS control-frame, which shows that B is equipped with a smart antenna. As A does not know if B has packets to transmit, the duration field of the RTS frame is
After receiving the OCTS frame, A re-computes the duration field of its data-frame FD, which is FD þ SIFS þ BD þ SIFS þ ACK. All the other nodes adjust their NAVs according to the received frames. In this case, B can work at a directed beam. However, SDMA is not supported as A is a normal node.
In both the ORTS/CTS and RTS/OCTS access mechanisms, SDMA is not supported. However, the smart node works in the directional mode, which can improve the signal quality, and reduce noise and interference.
In brief, Figs. 4 and 5 show that D-DCF and DCF can co-exist in one WLAN cell. Of course, to support TDD, the standard DCF should be modified to DCFþþ [9] .
Up to now, we have discussed the ORTS/OCTS access mechanism in detail. In the following, we take Fig. 6 as an example to show the directional ACK (DACK) access mechanism in D-DCF in general.
At the beginning, the sender A transmits its data-frame to the receiver B in the omni-directional mode. The FD includes PHY header, MAC header, forward payload and FCS, as shown in Fig. 2 . B receives the PHY header in the omnidirectional mode. In Fig. 6, (o-o) represents both A and B operating in the omni-directional mode. After receiving the PHY header, B figures out the weight vector corresponding to A and receives the rest of data-frame at the directed 
Performance analysis
One of the contributions of this paper is the analytical evaluation of the saturated throughput under the assumption of ideal channel conditions that is no hidden terminals and capture. In saturation conditions, each node has a packet available for transmission immediately after the completion of each successful transmission. The analytical models are based on the work of [10 -12] on DCF performance analysis and [13, 14] on enhanced DCF performance analysis. However, none of these models has considered smart antennas and TDD mechanism. For simplicity, only a sparse network is considered in this paper. A tri-dimensional Markov chain fi, s(t), b(t)g is shown in Fig. 7 to analyse the contention process of a given node in the ith class. There are two classes. The first class that is i ¼ 1, represents smart nodes. The second class that is i ¼ 2, represents normal nodes. s(t) and b(t) are the stochastic processes representing the backoff stage and the size of the backoff window at time t, respectively.
Let the stationary distribution of the chain be
The value W j can be obtained as
By analysing the chain, we may obtain
By substituting (2a) into (2b), we can obtain
All the values of b i,j,k can be expressed as functions of b i,0,0 and the conditional collision probability p i . By substituting the above two equations into the normalisation condition, P r j¼0 P W j À1 k¼0 b i,j,k ¼ 1, we can obtain the value of b i,0,0 , which is given as
The transmission probability that a node transmits in a randomly chosen slot is Suppose the number of nodes in the ith class is n i . The collision probability is
By solving the above two equations, the values of p i and t i can be found.
Consider the contention process of all nodes in one slot. The probability that at least one node at the ith class transmits in a given slot is
The probability that exactly one node at the ith class transmits on the channel, conditioned on the fact that at least one node transmits, can be expressed as
A slot may have three states. First, it is empty with the probability P e ¼ (1 2 t 1 )
, whose length is aSlotTime. Secondly, it contains a successful transmission. The probability that a node at the ith class transmits successfully is P tr,i P s,i , and its length is T s,i . Finally, it contains a collision, whose probability is given by
and length is
According to Figs. 1 and 3 , under the ORTS/OCTS and RTS/CTS access mechanisms, T s,i is given as
where T F;i and T B;i (i ¼ f1, 2g) are the average time length of data-frames in the forward and backward direction, respectively. In this case, normal nodes also support TDD that is bi-directional data-frames in one TP. So the average length of a slot is given by
Let the average payload of data-frames in the ith class at the forward and backward direction be F i and B i , respectively. Hence, the saturation throughput can be expressed as h ¼ Average payload successfully transmitted in a slot Average length of slots
And the saturation bandwidth of smart nodes and normal nodes, the ratio of average payload successfully transmitted by smart nodes and normal nodes respectively to average length of slots, is given as
Simulation results
The following simulations are made to evaluate D-DCF.
OPNET is used to obtain the simulation results. The values of the parameters used to obtain numerical results for simulations, as shown in Table 1 , are specified in IEEE 802.11b protocol [15] . It is assumed as a sparse network and an ideal channel with none hidden terminals and capture. Assume the total number of nodes increases from 6 to 24 in a step of 2. For each packet, we randomly chose one node as the source node and a neighbour of it as the destination node. To obtain the saturation performance, assume each node always has packets to send. The data-frames will be discarded only when the re-transmission time reaches the retry limit, and do not consider the delay limit. The system throughput, bandwidth, delay, jitter and packet-loss-rate are shown in Figs. 8-12 . For comparison, we do simulation on DCF, SADCF and D-DCF under the same conditions. D-DCF is simulated in two cases, a pure D-DCF and hybrid D-DCF. First, in the pure D-DCF and SADCF, all the nodes are equipped with smart antennas. The pure D-DCF supports TDD, but SADCF does not. Secondly, in the hybrid D-DCF, we consider both smart antennas and omni-directional antennas in one WLAN cell, and n 1 :n 2 ¼ 1:1 (i.e. both the number of smart antennas and that of omni-directional antennas increase simultaneously from 3 to 12 in a step of 1). For simplicity, assume that a smart node only communicates with other smart nodes, which follow D-DCF, and that a normal node only communicates with other normal nodes, which follow the standard DCF that does not support TDD. In the two D-DCF cases, only the ORTS/OCTS access mechanism is considered for smart antennas, and only the RTS/CTS mechanism for omni-directional antennas. We assume that in a sparse network, there is only one node in a main beam. Therefore the results of the pure D-DCF are the upper bound. Fig. 8 shows that the saturation throughput in both the hybrid D-DCF and the pure D-DCF are much higher than that in DCF, as D-DCF supports SDMA.
In the hybrid D-DCF, when the normal node transmits in the omni-directional mode, the physical channel cannot be multiplexed by the others. So the throughput in the hybrid D-DCF is much lower than that in the pure D-DCF. As SADCF does not support TDD, its throughput is much lower than that in the pure D-DCF, and is higher than that in the hybrid D-DCF as only smart antennas are considered in SADCF.
The saturation bandwidth used by both smart and normal nodes is shown in Fig. 9 . It has to be noted that all nodes are normal ones in DCF, and smart ones in the pure D-DCF and SADCF. Fig. 9 shows that the bandwidth of smart nodes is much higher than that of normal nodes in the hybrid D-DCF, as smart nodes support TDD. It implies that D-DCF increases system throughput by increasing the bandwidth assigned to smart nodes. In the hybrid D-DCF, when a pair of sender and receiver works in the directional mode to transmit their data-frames, the other normal nodes can access the channel to transmit their frames that is the physical channel can be reused. So the saturation bandwidth of normal nodes in the hybrid D-DCF is higher than that in DCF.
In addition, Figs. 8 and 9 show that the simulation results are close to the analytical results, which implies that the analytical model is valid. Fig. 10 shows that the saturation access delay of smart nodes is lower than that of normal nodes in the hybrid D-DCF. Access delay is defined as the duration of time from a packet arriving at the transmission buffer to the packet leaving the buffer.
As DCF does not support SDMA, when one node transmits its data-frames, the other nodes cannot access the channel and have to go to the backoff procedure. Moreover, DCF does not support TDD; only the sender transmits data-frames in one access period, so the receiver has to access the channel again. This may cause more collision. Hence, the delay in DCF is much larger than that in the two D-DCF cases. Fig. 11 shows that the saturation jitter of smart nodes is lower than that of normal nodes in the hybrid D-DCF, which is much lower than that in DCF. Jitter is defined as delay variation. Fig. 12 shows that the saturation packet-loss-rate of smart nodes is much lower than that of normal nodes in the hybrid D-DCF, which is a little bit lower than that in DCF.
In addition, under unsaturated cases, the system performance will improve with the increase of smart nodes. However, when the system attains saturation, the throughput will be almost constant even if smart nodes keep increasing, as shown in Fig. 8 . And after saturation, delay, jitter and packet-loss-rate increases with the number of smart nodes, as shown in Figs. 9 -11 .
In brief, when only smart antennas are considered, the performance of the pure D-DCF is much better than SADCF as D-DCF supports TDD. When the hybrid antenna system is considered, the performance of the hybrid D-DCF is much better than that of DCF as the hybrid D-DCF supports smart antennas effectively.
Conclusions
D-DCF is proposed in this paper to support both smart adaptive array antennas and normal omni-directional antennas simultaneously in the same WLAN cell. Based on the ORTS/OCTS handshake mechanism, D-DCF is fully compatible with DCF. Moreover, D-DCF supports TDD to take full advantages of smart antennas. A simple and accurate analytical model is presented to compute the saturation throughput. Simulation results show that D-DCF supports SDMA effectively, and performs much better than DCF does. There are two further research topics. First, in this paper, although D-DCF, the proposed MAC protocol, can support both smart and omni-directional antennas in WLAN, its performance is worse than that of pure D-DCF. Therefore in future, we will extend D-DCF so that hybrid antenna system can achieve a higher capacity, for example by introducing service differentiation based on antennas. Secondly, only the throughput is theoretically analysed in this paper. We are carrying out research on a more detailed analytical model which can calculate throughput, delay, jitter and packet-loss-rate.
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