Abstract: The writing of standards for software safety is an increasingly important activity. This essay briefly describes the two primary standards-writing organizations, IEEE and IEC, and provides a discussion of some of the more interesting software safety standards.
INTRODUCTION
The use of computers in safety-critical applications has increased considerably over the last several years, and is expected to continue at an increasing rate into the near future. Application areas include power plants, medical devices, aircraft, chemical plants, automobiles, and military weapons. Accompanying this increased usage is an increasing number of standards that can be used to help create safety-critical software systems, Approximately three or four new standards have been appearing each year for most of the past decade, with several dozen now available. These are produced by a large variety of organizations, including professional societies, governments and individual companies.
This essay provides a brief survey of standards that relate directly to software safety. No claim is made for completeness; the author is not aware of all organizations writing such standards. Standards change as old versions are updated and new documents are written.
STANDARDS-WRITING ORGANIZATloNS
There are at least three dozen organizations writing standards that relate to software. Over a dozen of these have written software standards that dxectly relate to safety. Both of these numbers are likely to be low.
Standards organizations are affiliated with a variety of groups, from broad professional societies to individual companies. Table 1 . provides a partial list of such organizations, divided into multi-disciplinary societies, governments, and industry sector societies. Individual companies that have written software safety standards are not included in this list.
The most important organizations are probably the Institute of Electrical and Electronics Engineers (IEEE) and the International Electrotechnical Commission (IEC). These are discussed next.
IEEE
IEEE is a large organization composed of societies that cover most areas of electrical and electronics engineering. One such society is the Computer Society, a portion of whose structure is outlined in Figure 1 . Software reliability is not identical to safety, but is certainly a prerequisite. This standard can be used to create and operate a program for software reliability estimation. The purpose is to obtain reasonably precise, quantitative estimates of the reliability of software products.
nuclear facility quality assurance. Of particular interest is Part 11, subpart 2.7, "Quality Assurance Requirements for Computer Software for Nuclear Facility Applications."
NQA-1 contains a wealth of ideas that relate to quality assurance, and thus to facility safety. Much of this can be usefully transferred to other process-control applications where safety is involved.
Mil Std 882C, System Safety Program Requirements
Perhaps the most useful part of this standard is the concept of analyzing hazards by severity of potential consequences and probability of occurrence. These ideas can be combined into a table that can be used to assess risk; several examples are shown in Appendix A of the standard.
IEC 880, Sojiware for Computers in the Safety System of Nuclear Power Stations
This standard describes principles and practices for the entire software development life cycle. Although .directed at nuclear power stations, most of the concepts and specific details should apply equally to other process-control applications. Appendices include important recommendations on software development in safety-critical applications. A recent (1994) draft supplement discusses four additional topics: diversity against common mode failures, formal specification and design methods, automatic tools, and the use of pre-existing software.
Draft IEC lSO8, Functional Safety: Safety-Related

Systems
IEC SC 65A has been writing a standard on safety for some years. The result is a seven-part draft that covers much of system and software safety. The seven parts are: (1) General requirements, (2) requirements for electrical/electronic/programmable electronic systems, (3) software requirements, (4) definitions and abbreviations of terms, (5) guidelines on the application of part 1, (6) guidelines on the application of parts 2 and 3, and (7) bibliography of techniques and measures.
IEEE 1228, Standard for Software Safety Plans
This standard provides a suggested table of contents for a software safety plan, and discusses the content of each section, including software safety management, software safety analyses, and post-development procedures. Writing a safety plan, and then following the plan during software development and operation, should increase the probability of a successful and safe product.
ASME NQA-1, Quality Assurance Requirements for Nuclear Facility Applications
This standard has undergone many revisions since it was first issued in 1979. The latest version incorporates both NQA-1 and NQA-2, and covers most aspects of 
