Abstract This paper introduces a fingerprint identification algorithm by clustering similarity with the view to overcome the dilemmas encountered in fingerprint identification. To decrease multi-spectrum noises in a fingerprint, we first use a dyadic scale space (DSS) method for image enhancement. The second step describes the relative features among minutiae by building a minutia-simplex which contains a pair of minutiae and their local associated ridge information, with its transformation-variant and invariant relative features applied for comprehensive similarity measurement and for parameter estimation respectively. The clustering method is employed to estimate the transformation space. Finally, multi-resolution technique is used to find an optimal transformation model for getting the maximal mutual information between the input and the template features. The experimental results including the performance evaluation by the 2nd International Verification Competition in 2002 (FVC2002), over the four fingerprint databases of FVC2002 indicate that our method is promising in an automatic fingerprint identification system (AFIS).
and the template features. It generally consists of extracting feature, modelling relative structure, alignment, and therefore obtaining the maximal similarity between two fingerprints. Fingerprint matching involves a wide range of algorithms with different techniques. These schemes are based predominantly on local landmarks, exclusive global features as well as comprehensive fingerprint features. The minutiae-based matching methods [2, 3] are widely used in memory-limited AFISs because they need less memory expense and having time saving advantages. However, minutiae cannot characterize overall pattern of a fingerprint, and it is hard to further improve their performance. The exclusive global feature-based techniques [4, 5] match the global patterns of the fingerprint texture by aligning the input global features and calculating the maximum mutual global information between two fingerprints. In these methods, however, the central point should be determined with a reliable accuracy and it is difficult to deal with distortion in fingerprints. Comprehensive feature-based techniques [6, 7] are also seen as a hybrid matching method by fusing minutiae, local features and global features. Local features help accelerate the alignment of the unregistered minutia patterns in different sizes. Global features are used to overcome the shortness of minutiae and local features in bad quality fingerprints. With the reasonable time and memory expenses, comprehensive feature-based techniques outperform the above mentioned matching methods. In addition, they combine various classifiers for fingerprint matching. With the advanced hardware technology, these approaches have become popular for their good performance in acceptable memory expense in recent years.
This paper introduces an identification algorithm by clustering similarity with the view to overcome the dilemmas encountered in fingerprint matching process. We first employed Cheng et al.'s dyadic scale space (DSS)-based enhancement method [8] for a fingerprint is often affected by multi-spectrum noises. Minutiae and local ridge information are combined, and minutia-simplex is built to describe a 2nd order relative structure among minutiae. By the second step, the transformation space is estimated in terms of a clustering method, and multi-resolution technique [9] is employed to obtain an optimal transformation model. Finally, the global similarity is calculated by accumulating all local similarity by using plus rule. Experimental results show that our method is promising in an AFIS.
Fingerprint enhancement based on DSS
In computer vision, scale-space theory is often used for image segmentation and edge extraction. Those are considered as the object's outline. Fingerprint image has its own characteristics, such as the flow-like pattern, which means ridges are alternated with valleys. In our algorithm, a fingerprint is first decomposed into a series of images to reduce noises in different scales. All the enhanced images are combined to get a more credible image. Each time we reduce the noise to some extent, and with several iterations, the final enhanced image was obtained. 
⊗R→R
2 of a two-dimensional image f is defined as one-parameter family of functions obtained by convolving f with Gaussian kernel:
with initial condition L(x, y; 0)= f(x, y).
In scale-space, with the increase of the scale, the number of the details decreases and the noise is successively suppressed gradually. The feature of the image in large scale exists in the image of small scale as well, while the weak signal will disappear in the large scale space. Those features existing in the image of large scale are global structure.
Using a series of scales σ 1 , σ 2 , …, σ n0 to filter the image f, the scale-spaces are denoted as k L σ (n 0 ≥k≥1) with scale σ k . We define the details between two scales as
, L σ we obtain the scale-space representation and its details, and construct them to enhance the image f:
Pre-processing with DSS
There are two problems in fingerprint enhancement by using scale-space theory. One is how to select different scales, and the other is how long the series is. We discuss the problem as follows.
Analogical to the wavelet, we use the dyadic scale to decompose a fingerprint. The scale is selected as σ k = 2 k (n 0 ≥k≥1), and it is called dyadic, the scale-space is known as DSS. The length of the series is decided by n 0 . We define the mean width of fingerprint as w, calculated with Lin et al.'s method [1] , and n 0 = ⎡log 2 (2w)⎤. We get the smoothed image of the fingerprint image f by using DSS (n
With formulas (3) and (4) 
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Because the gray value in the is smoothed to reduce the noise, the gray value is credible. Then we compare the gray value of with
L σ ′ and get the result image which is affected by noises. The noise is reduced through this step time by time.
Since a fingerprint may be corrupted by noise during capture because of impression, skin, reader, etc., Luo et al.'s knowledge-based fingerprint enhancement method [10] is used to reduce the effects. And Farina's minutia extraction method [11] is applied to detect minutiae in the thinned fingerprint.
Minutiae matching using clustering method
In our matching, fingerprint F is matched to fingerprint G with the following steps. We first introduce minutia-simplex, a relative structure among minutiae, for its good trade-off between performance and memory expense. Then we roughly match minutiasimplex, calculate the local similarity, and estimate the transformation model and its corresponding space in terms of clustering. Finally, we search for an optimal transformation model using multi-resolution technique to obtain the maximal mutual information between two fingerprints. noises or bad quality. In our study, we estimate the distribution of these features in terms of k-means clustering method [12] .
; |X|≥i≥1} denote a feature set. Assume that all features in X are independent, and the elements of each feature are also independent. Then analyze the distribution of all features X i ∈X with the following steps:
Step 1. Set X is represented with X (k) ={x i (k) ; |X|≥i≥1, N≥k≥1} and X={X (1) , …, X (N) }. Let x (k) denote the kth element of a feature. To build the histogram of
Step 2. To filter H(x
) with formula (8) to reduce the effects of noises on the distribution of x k .
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Step 3. To calculate the confidence interval of x (k) under a confidence. Theoretically,
ever, u k is affected by noises so that we use a confidence interval
instead of a point where u k and σ k are the mean and standard deviation of x (k) respectively.
And λ k (λ k >0) is an empirical threshold. There is a probability that x (k) will happen in the
It is difficult to obtain the variance u k and σ k . Therefore, we indirectly estimate them by the following steps. We first find the maximum of H(x (k) ) to obtain u k , that is, to find a site
} . Then we estimate the confident interval U k with the confidence 2φ (λ k )−1. We align λ k according to confidence and its confident interval. If
, its corresponding confidence and confidence interval are 0.8328 and
Step 4. To calculate the confidence interval of feature X i . For the confidence interval of all x (k) , and their corresponding confidence interval U k , the confidence interval of feature X i is S={x
. If a feature is outside S, it is unimportant. If an estimated space with λ is far greater than a preset space, the feature set X is considered as a disorder set.
Fingerprint representation in our method
A comprehensive minutia includes its minutiae and its local associated ridge informa- 
F i
x and are the coordinates; 2)
α is the tangent direction at
β is the local grey variance of a 16×16 area whose centre is 
In our study, a minutia-simplex is employed to describe a 2nd-order relative structure among minutiae. Compared with minutia-triplet [3] , minutia-simplex has good trade-off between performance and expense. Minutia-simplex is built as follows.
For each pair of minutiae M are connected as a minutia-simplex described by a feature vector composed of index features ( , ), transformation-invariants ( ,
transformation-variants ( 
relative features of where 
} denote the bias set of all transformation-variant relative features of minutia-simplexes, where dV k is a vector describing biases of transformation-variants of the kth minutia-simplex with formula (9). 
Transformation space estimation
In our study, affine transformation is employed to model H(·) for its good matching performance. Compared with Feng et al.'s [13] method, k-clustering method is employed in our work to estimate the transformation space. Let H(·) denote all transformation models in fingerprint matching. H(·) is understood as the function of dV=V
, H y (·)}. In our study, matching is performed in the polar system and center points of fingerprints F and G are calculated in advance. One of the most challenging tasks in matching is to estimate an optimal interval of rotation transformation parameter with the following steps:
Step 1. 
(10)
Step 3. To estimate rotation-transformation interval. For dV k and its corresponding
and confidence interval of transformation θ can be estimated with the clustering method described above.
Step 4. To calculate the initial rotation transformation model. For the transformation space S and the distribution of rotation transformation parameter H θ (·), an initial transformation model θ 0 is calculated with formula (11) in terms of geometric means. u θ and σ θ can be calculated with the scheme described above when λ θ =1.38. To evaluate the performance of the initial rotation-parameter, an experiment was performed over 20 fingerprints randomly selected from the fingerprint databases of FVC2002 (the 2nd International Fingerprint Verification Competition in 2002 [14] ). For fingerprint G, its transformed fingerprint G′ was produced by rotating F with an angle θ (15°≥θ ≥−15°), with reference to its central point. And rotation parameters θ ′ between G and G′ were estimated from their H θ (·). The result is shown in Fig. 1 . The mean of the absolute errors |θ −θ ′| was 0.3318°.
To evaluate the performance of H θ (·), a pair of fingerprints were selected from the same finger, as shown in Fig. 2(a) , while two other pairs of fingerprints were selected from two different fingers respectively, see Fig. 2(b) and (c) . The two fingerprints of the second pair are similar. Fig. 2(a) ′, (b)′ and (c)′ show that the H θ (·) of the first pair is of normal distribution while two other H θ (·)s are of random distribution caused by mismatches produced by spurs or deformation although the second H θ (·) is more regular than that of the third one.
Fingerprint matching
Fingerprint matching is to find the maximal mutual information between input and template features with an optimal transformation model. Our matching method consists of the following steps:
Step 1. To estimate the transformation space in matching two fingerprints F and G described in the previous section and to get an initial transformation model T 0 with formula (11).
Step 2. To calculate the similarity between minutia pair M 
All the similarity of minutia pairs is sorted in descending order of value. We select the first K minutia pairs as the center point candidates of fingerprints F and G respectively. [15] centred at the two aligned minutiae associated with respectively, minutiae-simplexes and are assumed to be similar, then, S( , ) is valid. Otherwise, they are considered as invalid and S( , ) is deleted from the matching result set. 
7) If S (ik) (F, G)≥ρ, the matching is over; otherwise, go to step 3-(2). The matching is looped K times until every center point pair in {(( 0
To continue step 3-(1) to find a new transformation model T i+1 from the space S by using multi-resolution technique. If the matching is looped more than P times, the matching is over. And max{S (ik) } is thought as the final global similarity between fingerprints F and G.
Results
Experiments were performed over the fingerprint databases of FVC2002 [14] instead of data sets of the US National Institute of Standards and Technology (NIST) [16] [17] [18] for these fingerprint databases of the 1st International Fingerprint Verification Competition in 2000 (FVC2000 [19] ) and FVC2002 are more suitable for evaluating a matching method in application [19] . And our method was evaluated by FVC2002 and it ranked the seventh.
Results of enhancement
The performance of the enhancement algorithm was evaluated over the four fingerprint databases of FVC2002. Fig. 3 illustrates four typical examples of the enhancement performance. In Fig. 3, (a-1), (b-1), (c-1) and (d-1) are the 23rd fingerprints of the four [1] .
Results of matching
Our matching performance was evaluated over the four fingerprint databases of FVC2002 as shown in Fig. 4 and Table 1 , which were provided by FVC2002. Fig. 4 . ROCs of our matching method over the four fingerprint databases of FVC2002, provided by FVC2002. 
Conclusion and discussion
This paper introduces a matching algorithm by clustering similarity with the novel points: DSS enhancement and transformation space estimation in terms of clustering method. The outstanding performance of this method confirms it is promising in an AFIS.
However, this method is sensitive to the bad-quality fingerprints. They affect the reliability of minutiae, rotation parameter, center points, and therefore affect matching performance. Further investigation will be carried out to improve our method by minimizing false match which occasionally occurs under the condition of large deformation and very poor-quality fingerprints [20] . 1) Global pattern and features and a hybrid matching technique will be inspected to reduce the sensitivity of poor quality fingerprint for it is hard for minutia-based matching method [21] and therefore improve the performance of the proposed method over these bad quality fingerprints.
2) The technique that employs a multi-resolution search strategy to calculate the optimal transformation is studied as well.
