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Abstract
The increasing frequency, impact, consequence and sophistication of cybersecurity attacks is becoming
a strategic concern for boards and executive management of organisations. Consequently, in addition to
focusing on productivity and performance, organisations are prioritizing Information Security
Management (ISM). However, research has revealed little or no conceptualisation of a dynamic ISM
capability and its link to organisational performance. In this research, we set out to 1) define and
describe an organisational level dynamic ISM capability, 2) to develop a strategic model that links
resources with this dynamic capability, and then 3) empirically demonstrate how dynamic ISM
capability contributes to firm performance. By drawing on Resource-Based Theory (RBT) and Dynamic
Capabilities View (DCV), we have developed the Dynamic ISM Capability model to address the identified
gap. As we develop this research, we will empirically test this model to demonstrate causality between
ISM capability and organisational performance.
Keywords Information Security Management, Resource-Based Theory, Dynamic Capabilities, Firm
Performance, Competitive Advantage, Variance Model.
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1 INTRODUCTION
Information security has become a strategic concern for boards and senior management of organisations
because of the increasing frequency, impact, consequence and sophistication of cyber security incidents
(Ahmad et al. 2012; Ahmad et al. 2015; Baskerville et al. 2014). Now, not only must organisations
contend with a business landscape that is characterised by competition, dynamic in nature and
economical challenges; they must also contend with an information security landscape that is equally
dynamic, rapidly evolving, characterised by highly complex and sophisticated threats. The cyber threats
of today have become unpredictable, novel with a shift in emphasis on financial gain (Ahmad et al. 2019;
Smiraus and Jasek 2011; Sood and Enbody 2013; Tankard 2011). Attackers are no longer the
stereotypical hackers; rather, they are well funded organisational entities and nation states, who seek to
steal information as part of economic or industrial espionage, and/or covertly sabotage critical
infrastructure as part of cyber warfare (Ahmad et al. 2014; Desouza et al. 2020; Schiavone et al. 2014).
However, research has revealed an underdeveloped strategic perspective of the Information Security
Management (ISM) function (Maynard et al. 2018). We found little or no conceptualisation of dynamic
ISM capability and its link to organisational performance. In this study, we address the following
research question:
How can Information Security Management enhance organisational performance?
In this research, we look to the Strategic Management literature, where concepts of strategy, strategic
management and firm performance are well established. We draw from both the resource-based theory
(RBT) which argues that an organisation’s resources form the basis of achieving competitive advantage;
and the dynamic capabilities view (DCV) that introduces the concept of an unstable environment, thus,
requiring that organisations have capabilities for dynamically reconfiguring their resource base. To
address the research question, we seek to 1) define and describe an organisational level dynamic ISM
capability, 2) to develop a strategic model that links resources with this dynamic capability, and then 3)
empirically demonstrate how it contributes to firm performance
This research will make important contributions to both theory and practice. First, the proposed
variance model strives to empirically demonstrate causality between ISM capability and firm
performance, which is not currently discussed in ISM literature. Second, it extends existing ISM domain
knowledge, which is currently very sparse in information security strategy, by drawing concepts from
RBT and DCV and interpreting them in the context of ISM. This study contributes to practice. First, the
proposed framework can help organisations recognise and develop their ISM capability, which
eventually leads to better firm performance. Second, empirically demonstrated causality between ISM
capability and firm performance can be used by organisations to strengthen their justification for
investment in their ISM capability.
This paper is organised as follows. First, we discuss the theoretical concepts such as RBT, DCV and their
relevance to firm performance from strategic management literature. Second, we interpret these
concepts into the ISM discipline and develop the dynamic ISM capability model. Third, we define the
perceived organisational value derived from ISM as a construct of firm performance and relate this to
the dynamic ISM capability. Finally, we conclude the paper with future directions and expected
contributions of the study.

2 THEORETICAL BACKGROUND
2.1 Resource Based Theory
The Resource Base Theory (RBT) argues that when firms possess valuable, rare, inimitable and nonsubstitutable (VRIN) resources, they can achieve competitive advantage (Barney 1991; Vanpoucke et al.
2014). However, as soon as these resources are copied or substituted, organisations lose their
competitive advantage. According to RBT, resources are defined as assets, whether physical,
geographical, human or organisational owned and/or controlled by the organisation and are inputs into
organisational processes (Barney 1991; Dehning and Stratopoulos 2003; Eisenhardt and Martin 2000;
Vanpoucke et al. 2014). Resources can be both internal and external, where external refers to such
resources owned by vendors and partners that the organisation can access and utilise. Teece (2000)
argues that the basis of competitive advantage is gradually shifting to knowledge assets, rather than
physical assets, thus posing a different set of strategic and managerial challenges than before.
There is a lack of consensus on the definition of the various terminologies used in RBT such as resources,
competences, core competences, capability, etc. While some authors have used resource as all-
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encompassing term, others have attempted to differentiate these terms. This research however
subscribes to the approach adopted by Peppard and Ward (2004), which acknowledges a difference
between resources, competences and capability, and recognises that organisational capability operates
at the strategic and enterprise level.
RBT is rooted in a conception of a stable environmental context (Huang et al. 2015). RBT looks inwards
into the organisation. It assumes that the external environment is relatively stable, and that the firm’s
performance is dependent on how the internal resources, competences, capabilities, etc. are utilised.

2.2 Dynamic Capabilities View
The DCV complements RBT by introducing the concept of an unstable and dynamic environmental
context. DCV argues that in a dynamic and unstable environment, it is not enough to have and develop
VRIN resources to sustain competitive advantage, firms must be able to reconfigure their existing base
of resources in line with the changing environmental context. DC represent a firm’s ability/capacity to
reconfigure existing resources, in the face of significant industry and/or business change, to generate
new value creating strategies – where reconfiguration may include acquisition, release, modification,
integration, or recombination of resources (Eisenhardt and Martin 2000; Grant 1996; Pisano 1994).
These DC may be codified in organisational processes or routines that are in place to change or augment
existing resources in the face of anticipated change, or they may be purely experiential and specific to
the unanticipated environmental change.
These strategic routines are complicated, detailed, analytic processes that rely extensively on existing
knowledge and linear execution to produce predictable outcomes (Eisenhardt and Martin 2000). While
strategic routines are useful in a moderately dynamic environment in which change occurs in the context
of stable industry structure; DC required in high velocity environments, in which industry structure is
blurring, are simple, experiential unstable processes that rely on quickly created new knowledge and
iterative execution to produce adaptive, but unpredictable outcomes (Eisenhardt and Martin 2000).
The DCV argues that firms must be able to reconfigure their resource base in commensuration with the
dynamism and changing environmental context to thrive. DC helps organisations develop new sources
of competitive advantage or reconfigure existing sources to sustain competitive advantage in an unstable
environment.
The current business landscape is characterised by innovation-based competition, waves of creative
destruction of existing technological solutions, and economic headwinds (Teece et al. 1997); and is
constantly changing. It is therefore difficult to sustain a competitive advantage without the capacity to
constantly reconfigure resources and capabilities to fit and align with the changing environment (Helfat
et al. 2007). DC are thus essential to the survival and thriving of firms existing in turbulent and unstable
environments (Vanpoucke et al. 2014). The value of DCs lie in the created outcomes of resource
configurations, and not in the DCs themselves; that is though DC are required, on their own they are not
enough conditions for achieving competitive advantage (Eisenhardt and Martin 2000).

3 RESEARCH MODEL DEVELOPMENT
Here, we apply RBT and the DCV to the ISM discipline which is responsible for the management of all
cybersecurity activities within the organisation (Maynard et al. 2018).

3.1 Dynamic Information Security Management Capability
Capability is an organisation’s capacity to utilise competences to accomplish organisational goals
through focused investment (Peppard and Ward 2004). Capabilities comprise two key aspects which are
competences and practices (Bekmamedova and Shanks 2014). Therefore, at the enterprise level, we
argue that the ISM capability is expressed as the way ISM competences and ISM practices are
strategically utilised to achieve organisational goals. It is worth highlighting that all organisations have
some form of ISM capability. For some, however, it may be weak and severely affects the organisation’s
ability to induce trust and assurance in their business processes by ensuring the protection of their
information, and their ability to respond accordingly to information security related threats and
strategic change. Those with a strong ISM capability can both build secure and trust inducing business
processes for business advantage and respond rapidly to threats and changes in the environmental
context of the organisation.
While the RBT is applicable in a stable environment, DC are required when the environment becomes
turbulent, unstable and unpredictable. Nowadays, not only must organisations contend with a dynamic
business landscape characterised by competition and economical challenges; they must also contend
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with an equally dynamic cybersecurity landscape that is fraught with highly sophisticated threats. The
Dynamic ISM Capability (DISMC) is therefore the organisation’s capacity to 1) strategically utilise ISM
Competences and ISM Practices to achieve organisational goals and 2) to reconfigure existing ISM
resources, competences, practices and capabilities as required in the event of turbulence.

3.1.1 ISM Competences
Competences represent an organisation’s ability to develop, mobilise and utilise its resources, usually in
combination to achieve a given task (Peppard and Ward 2004). In the field of Information Security,
examples of resources may include physical and technical assets such firewalls, endpoint protection
systems; however, examples of resources specific to the field of ISM will typically be ISM knowledge,
experience and skills resident in (or available to) the organisation. Ability to ensure a firewall is
effectively configured is likely more valuable than the actual piece of hardware itself.
ISM competences represent the organisation’s ability to utilise ISM resources to achieve given task.
These competences operate at a departmental or functional level rather than individual. Competences
are a cumulation of the skills, knowledge and experience. ISM Skills represent the know-how of ISM –
the ability to do; ISM Knowledge represents the know-what – the ability to understand ISM; and ISM
Experience represents actual practical involvement in the ISM discipline.
The Dynamic ISM Capability manifests itself at the enterprise level, and it is the organisation’s capacity
to utilise its ISM competences to accomplish desired goals. The more developed and matured the ISM
competences, the more the capacity to achieve organisational goals.
Proposition 1: there is a positive relationship between ISM Competences and Dynamic ISM
Capability

3.1.2 ISM Practices
Practices, in contrast to competences, represent how organisation do what they do. Emphasis is on the
how and not the ability to do the what. The DCV differentiates between operational routines and
strategic routines. While the operational routines represent the day-to-day operations or practices of an
organisation. An organisation will have established routines for its various business functions, i.e.
routines for recruitment of new staff, routines for providing new computer systems to resuming
employees, routines for dealing with suppliers, routines for applying Microsoft’s monthly patches and
security updates, etc. these routines are known as practices and are usually codified in organisational
processes.
Strategic routines, on the other hand, are the established routines for reconfiguring existing operational
routines and/or resources to respond to changes in the prevailing environmental context. These
strategic routines are known as DC. In a relatively stable environment, the DISMC may only comprise
of ‘operational routines’, however, in a turbulent environment, DC come into effect.
Proposition 2: there is a positive relationship between ISM Practices and Dynamic ISM
Capability
ISM Practices are influenced by the attitude and behaviour of the people that make up the departmental
or functional units. ISM Behaviour represents the expression of feelings, action or inaction regarding
ISM and ISM Attitude represents the predisposition of the individuals that make up those functional
units to certain ideas, values, people, systems, etc., regarding ISM.

3.2 Perceived Organisational Value Derived from ISM
Determining the value of ISM within organisations has always been problematic. The public or an
interested party’s perception of a firm’s ISM posture may affect their decision to do business with the
firm and this may in turn translate to sales and profit for the organisation. However, it is hard to attribute
a figure of these sales to ISM.
Researchers have used different constructs to represent firm performance, such as competitive
advantage and sustained competitive advantage. Furthermore, researchers have also used a range of
indices to measure firm performance in empirical studies, most of which have been hard financial
measurements such as profit, return on investment, sales, etc. (Singh et al. 2016; Wall et al. 2004). Some
studies, however, have used other metrics such as behavioural indices and executives’ perception of
value as viable measurements of firm performance (Tallon et al. 2000). Executives’ perception of value
has been shown to correlate with actual measured value (Tallon 2014; Tallon and Kraemer 2007). We
therefore argue that the executives’ perception of the value of ISM would therefore correlate with actual
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value. Therefore, by gauging and measuring their perception of the value of ISM, we can thus attempt
to empirically link ISM capability to firm performance.
The degree to which DISMC contributes to firm performance relies on the strategy and investment
decisions made by the organisation (Peppard and Ward 2004). Although cyber security poses a
significant concern to all organisations, the extent to which organisations factor cybersecurity into their
overall strategy and fund cybersecurity initiatives will determine how DISMC will ultimately affect firm
performance. In this study, we have adopted executives’ perception of organisational value derived from
ISM as a construct to represent firm performance.
Proposition 3: Dynamic ISM Capability is positively related to Perceived Organisational
Value derived from ISM

3.3 Effect of Turbulence
In ISM, turbulence refers to the transient nature of the cybersecurity threat landscape such that security
controls put in place yesterday may no longer be effective today due to threat evolution. A prevailing
turbulent cybersecurity threat environment necessitates a shift of emphasis from preventative controls
to a mindset of strategic response (Maynard et al. 2018); it requires developing the organisation’s
DISMC. The more developed the DISMC, the more the organisation can strategically respond to
turbulence, and subsequently, the more the impact on firm performance.
Proposition 4: Turbulence moderates the influence of Dynamic ISM Capability on
Perceived Organisational Value of ISM

3.4 Research Model and Summary of Propositions
In figure 1, we present the complete Dynamic ISM Capability model, showing the relationships and the
corresponding propositions.

Figure 1: Dynamic ISM Capability Model
Proposition 1: there is a positive relationship between ISM Competences and Dynamic ISM Capability
Proposition 2: there is a positive relationship between ISM Practices and Dynamic ISM Capability
Proposition 3: Dynamic ISM Capability is positively related to Perceived Organisational Value derived
from ISM
Proposition 4: Turbulence moderates the influence of Dynamic ISM Capability on Perceived
Organisational Value of ISM

4 METHOD
We will develop a detailed survey questionnaire, based upon the proposed model. As there are no
previous questionnaire-based contributions in the ISM literature, it is not possible to adapt specific
questions and item measures from existing literature. Consequently, once we have developed a draft
questionnaire, it will be necessary to subject it to a rigorous validation process.
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The draft survey questionnaire will be validated through a phased pre-testing regime: firstly, with a
small group of experienced IS researchers and academics; then, after refinement, we will test it with a
small group of business, IT and Information Security leaders. After completing refinement of the
questionnaire, we will administer the full survey to selected business, IT and information security
leaders from medium to large organisations. The table 1 below shows the representative job titles of
expected participants in this study.
Business Leadership
CEO
Directors
GMs

IT leadership
CIO
IT Directors
IT Manager

ISM Leadership
CISO/CSO
Information Security Manager

Table 1. Representative Job Titles of Proposed Survey Respondents

5 CONCLUSION AND EXPECTED CONTRIBUTIONS
The organisational ISM function must adopt a strategic perspective and be able to function in the face
of a dynamic threat landscape to help the organisations to achieve their goals. This research sets out to
1) define and describe an organisational level dynamic ISM capability, 2) to develop a strategic model
that links resources with this dynamic capability, and then 3) empirically demonstrate how it contributes
to firm performance. We found little or no articulation of dynamic ISM capability with its link to
organisational performance. We therefore drew concepts from RBT and DCV to define, describe and
develop a conceptual model of the Dynamic ISM Capability. In the future, we will empirically test this
model to determine causality between dynamic ISM capability and organisational performance.
This study contributes to theory. Firstly, the proposed variance model strives to empirically demonstrate
causality between ISM capability and firm performance, which is rarely discussed in ISM literature.
Secondly, it extends existing ISM domain knowledge by drawing concepts from RBT and DCV and
interpreting them into the ISM literature.
This study contributes to practice. Firstly, the proposed framework can help organisations recognise and
develop their dynamic ISM capability, which eventually leads to better firm performance. Secondly,
empirically demonstrated causality between ISM capability and firm performance can be used by
organisations to strengthen the justification for investment in their ISM capability.
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