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common framework for collecting and disseminating information, agencies can improve efficiency, make better use of resources, and provide a coordinated and timely response during crisis. The goal is to review the roles, responsibilities, and capabilities of emergency response organizations and identify the requirements, opportunities, and challenges in the design and implementation of a common operational picture.
EMERGENCY RESPONSE: UNITY OF EFFORT THROUGH A COMMON OPERATIONAL PICTURE
This research paper will review current operational constructs in emergency response specifically focusing on incidents of national significance where multiple organizations must manage crisis, respond, and provide services as an integrated team.
These organizations primarily include, but are not limited to, the Department of Homeland Security, the military -both active and reserve components, and civil authorities including first responders. With a focus on improving unity of effort, the common operational picture will be explored as a means to support decision making, coordination, and integration between emergency response organizations.
With a common framework for collecting and disseminating information, agencies can improve efficiency, make better use of resources, and provide a coordinated and timely response during crisis. The goal is to review the roles, responsibilities, and capabilities of emergency response organizations and identify the requirements, opportunities, and challenges in the design and implementation of a common operational picture (COP).
Background
Hurricane Katrina serves as a prime example of an incident of national significance where emergency response requirements quickly exceeded the capability of local and state agencies. With multiple states affected and federal assistance requested, organizations from around the country and the world were poised and ready to assist. The challenge was the lack of situational awareness and the means to provide a coordinated and efficient response by local, state, and federal agencies.
Defining Common Operational Picture
Emergency response agencies do not share a common understanding and definition of a common operational picture. There are disagreements as to whether a common operational picture is a product, process, or operating environment. This lack of understanding and agreement has led to many organizations creating "stove pipe"
systems that are not interconnected and not capable of sharing critical information needed across agencies in order to effectively manage a crisis once requirements have overwhelmed state, local, and private sector agencies.
The National Response Plan (NRP) establishes a comprehensive all-hazards approach to enhance the ability of the United States to manage domestic incidents. It forms the basis of how the federal government coordinates with state, local, and tribal governments and the private sector during incidents. The NRP defines common operational picture as a broad view of the overall situation as reflected by situation reports, aerial photography, and other information or intelligence. 1 The NRP directs the use of the National Incident Management System (NIMS) which provides this more detailed description: "A common operating picture is established and maintained by the gathering, collating, synthesizing, and disseminating of incident information to all appropriate parties involved in an incident. Achieving a common operating picture allows on−scene and off−scene personnel to have the same information about the incident, including the availability and location of resources, personnel, and the status of requests for assistance. Additionally, a common operating picture offers an overview of an incident thereby providing incident information which enables the Incident Workshop participants broke down each term independently and provided insights. With respect to "Common," potential users of the COP include every level of leadership from local first responders thru community, state, regional and federal level.
The inability to realistically expect that a single COP would actually suit this broad audience drove many to argue that a common database is more likely to be useful than any particular common depiction." 5 With respect to "Operational," the COP needs to be more than a handy geospatial picture. The COP must depict not only what is ongoing currently but also depict those things that facilitate situational awareness over a longer term (readiness, logistics, future availabilities, etc.) with agreement that the correct term to use is "operational" as opposed to "operating." 6 With respect to "Picture," no single proposed COP entity was perceived as the "best" answer although there were common elements identified for each type of crisis. The group determined that a COP can best be developed by creating accepted standards for inputs and outputs and providing analytical support that is readily accessible, rather than dictating the "picture content." An emergency must exceed the capabilities of local, state and federal agencies before USNORTHCOM becomes involved. In most cases, support will be limited, localized and specific. When the scope of the disaster is reduced to the point that the Lead Agency can again assume full control and management without military assistance, USNORTHCOM will exit, leaving the on-scene experts to finish the job.
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General Renuart, the current NORTHCOM Commander explains his organization's role as "our job is not to come in and take over an operation in a state. Our job is to ensure that as the Governor and the adjutant general see the need, we are on the doorstep with the right kinds of capabilities for them to continue their response, or to increase the size of their response, or to sustain it over time in an area where it might be a long recovery process." 19 The National Guard is postured, as a home town entity in more than 2700 local communities to provide a key advantage to both the federal government and state governors for responding effectively to domestic emergencies. The National Guard is equipped to respond quickly and on short notice.
The emergency response community reminds us that all disasters are "local."
That axiom has led to a universal recognition of the National Guard as the military's force of choice in responding to domestic disasters. As a part if the community themselves, they possess an understanding, a familiarity, and a relationship with state and local authorities that the active component of the military could never hope to replicate. By extension, in dealing with state and local authorities which transcend the borders and capacities of a state, a cooperative effort led by the National Guard in providing for a regional response may fill a critical gap in saving and sustaining life. 20 The National Guard Bureau (NGB) functions as a focal point and channel of communications among the Departments of the Army (DA) and Air Force (DAF), the states, and the National Guard. NGB is a joint bureau of the DA and the DAF, serving both as a staff and an operating agency. NGB is mandated to monitor and assist "the States in the organization, maintenance, and operation of National Guard units ensuring they can fulfill their federal and state missions. 
Incident Command System (ICS)
The ICS is a widely applicable management system designed to enable effective and efficient incident management by integrating a combination of facilities, equipment, personnel, procedures, and communications operating within a common organizational structure. ICS is a fundamental form of management established in a standard format, with the purpose of enabling incident managers to identify the key concerns associated with the incident, often under urgent conditions. ICS is used to organize on−scene operations for a broad spectrum of emergencies from small to complex incidents, both natural and manmade. The field response level is where emergency management and response personnel, under the command of an appropriate authority, carry out tactical decisions and activities in direct response to an incident or threat. Resources from the Federal, State, tribal, or local levels, when appropriately deployed, become part of the field ICS as prescribed by the local authority.
As a system, the ICS is extremely useful; not only does it provide an organizational structure for incident management, but it also guides the process for planning, building, and adapting that structure. Using ICS for every incident or scheduled event helps hone and maintain skills needed for the large-scale incidents.
Routinely utilizing of a common operational database within the ICS would allow responders the opportunity to provide input to the database and pull information to configure their common operational picture, tailored to the their needs.
ICS is used by all levels of government-Federal, State, tribal, and local-as well as by many private sector and nongovernmental organizations (NGOs). ICS is applicable across disciplines. ICS facilitate activities in five major functional areas:
Command, Operations, Planning, Logistics, and Finance/Administration. Planning for communications and information management must address the incidentrelated policies and equipment, systems, standards, and training necessary to achieve integrated communications. 30 Required characteristics of a common operational picture include interoperability, reliability, scalability, portability, resiliency, and redundancy.
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The federal government has mandated the National Incident Management System (NIMS) as a condition of grant funding. 
Interoperability
Interoperability has been used as a catch-all phrase to describe a multitude of issues surrounding emergency scene communications. 34 Emergency responders must have confidence in their equipment and be assured that it will work as advertised when needed.
Redundancy
The common operational picture and supporting infrastructure must be robust and capable of continued operations in less than optimal conditions. Many different connectivity options exist including conventional wire line service, wireless, and satellite that would provide continued and alternate means of connectivity to a common operational picture either at higher levels of command or at the incident site. The supporting infrastructure must have a Continuity of Operations Plan (COOP) to provide uninterrupted accessibility under all adverse conditions. Alternate and redundant operations sites that can be activated as required are crucial in ensuring continued systems operations and accessibility to provide the information and data necessary for decision makers and incident site commander's situational awareness. Redundant means of connectivity, electrical power, and hardware systems are essential and must be tested and exercised on a routine basis to ensure success.
Changing Culture "The desire for a 'turnkey' solution is understandable; the purchase and delivery of new equipment signals tangible evidence that something is being done. Considering that the kind of cataclysmic incidents we are preparing for are infrequent and the statistical exceptions, it is difficult to thoroughly assess the effectiveness of new equipment and procedures, even in the most realistic training exercise environment.
Careful insight and informed projections are needed to ensure we do not find ourselves in the same state of dysfunction ten years from now, because we bought the equipment but did not change our culture and habits." 38 Organizational culture is engrained in an organization's members and often times the most difficult aspect to change. Biases, past differences, and perceptions must be discarded and a renewed focus on successfully accomplishing objectives established.
Organizational leaders must identify cultural differences and issues and work toward a resolution that will alleviate friction and foster a sense of cooperation. Successful unity of effort requires collaboration, coordination, and mutual understanding to attain a common objective.
Recommendations
The following recommendations provide a framework for the successful implementation of a common operational picture process to improve unity of effort in emergency response from the local level through incidents of national significance.
The underlying foundation is a common operational database that serves as a data warehouse with published standards including data architecture, field descriptions, meta-data tags, and clearly defined input and output requirements. The key concept is that data is entered once, properly formatted and tagged, and made available to all that need the information and have the appropriate access permissions. Local responders should populate this data warehouse at the initiation of every response as a standard operating procedure. Establishing this as a routine matter of practice will insure data is captured from the outset and can be used to portray a common operational picture for local responders as well as state and federal agencies should the requirement escalate beyond the capabilities of local authorities. Agencies may continue to use existing applications for displaying operational information or creating their operational picture by reconfiguring their existing systems to populate and retrieve data from the common operational database ensuring adherence to established data input and output standards.
The initial system should be an unclassified system dealing with Homeland Security emergency responses that do not require classified information sharing between organizations due to the complications a secure system would entail.
Homeland Defense requirements involving the need for classified information processing should utilize existing DOD systems operating on the SIPRNET.
Conclusion
Many local and state emergency response organizations are capable of conducting effective and efficient operations on a small scale where no outside assistance is required. In cases where emergency response requirements overwhelm local and state capabilities, a system is needed to support a common operational picture for decision making and situational awareness at all levels.
Involvement of all levels of government, the private sector, and non-governmental agencies will be required in preventing, preparing for, and responding to incidents of national significance. The NIMS and ICS provide a doctrinal framework and guidelines for emergency response operations. What is needed is a common operational database with standards identifying input and output requirements and an architecture that will allow access based on the users role and organization. With a centralized repository established, data input from all levels can be collected, analyzed, synthesized, and used to populate a user-definable operational picture. This operational picture may be specific to the agency requirement or could be a common picture used by numerous agencies.
Unity of effort in emergency response operations would be greatly enhanced through a user-definable operational picture that can provide information from a common operational database. This system would support decision making, coordination, and integration between emergency response organizations improving efficiency, making better use of resources, and providing a coordinated and timely response during crisis.
The recommendations include changes required to support unity of effort in emergency response and include both technological and cultural change. The most difficult change will involve cultural issues within and between organizations to establish the requirements, standards, and cooperation needed to establish a reliable, redundant, and interoperable system providing data sharing and situational awareness to improve emergency response. This is not a one size fits all solution, but a framework for collecting and storing the pertinent data that organizations require to create and maintain their unique operational picture.
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