nformation and telecommunications technologies are migrating toward the future Internet (FI) era. Key characteristics envisaged are powerful network infrastructures, numerous applications and services as the Internet has become one of the most integral parts of our lives, and the evolution of existing and emergence of new business models. The infrastructure will be highly pervasive, consisting of people, smart objects, machines and the surrounding space, and embedded devices (e.g., sensors, RFID tags), which will result in a highly decentralized environment of resources, interconnected by dynamic Networks of Networks. These characteristics make it clear that management in the FI era will have additional complexity to support, which derives from the need to handle multiple demanding and changing situations for the desired provisioning of quality of experience/service (QoE/QoS), the exploitation of the infrastructure to maximize efficiency therein, and the support of diverse interactions, objectives, and policies designated by the various aspects of business models.
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Autonomic systems are seen as the most viable direction for realizing the FI era, mainly due to their self-management and learning features. Self-management is essential for fast adaptations to changing situations. Learning can increase the reliability of decisions through knowledge; for instance, how well the decisions perform and how efficient the action plans are. This opens the opportunity toward multiple and essentially heterogeneous management systems on top of a common managed infrastructure in both fixed and mobile Internet. This opportunity clearly leads to reductions in operational and capital expenditures (CAPEX, OPEX), which need to be quantified, but also calls for research on a future unified management framework that must allow diversity and evolution of the business model, as well as the total illusion of ownership of shared infrastructure. Autonomic systems call for the design, development, and validation of functionality in the area of context acquisition and reasoning, the derivation and evaluation of policies, distributed optimization techniques, and learning for acquiring and sharing knowledge and experience.
Research is producing results in the area of autonomics/self-management (e.g., [1, 2] , but also earlier ones like [3] and many others). Now is the appropriate time to take the essential steps to show that the technology is reaching maturity and therefore is closer to the market.
For this special issue, we received numerous (35) highquality contributions. After impartial and rigorous review, we accepted six articles. The articles selected for this special issue cover the areas of autonomic functionality and protocols for the FI, management platforms for the autonomic FI, and standardization initiatives for the autonomic management of the FI. Next, we briefly provide a high-level overview of each accepted article.
S. Shanbhag and T. Wolf present the "Automated Composition of Data-Path Functionality in the Future Internet." In this article a novel system for representing data path functionality and policies in such a way that per-connection configurations can be composed automatically is proposed. The theoretical foundations of this approach as well as a prototype implementation based on the network service architecture are presented. The results show that this approach is an effective solution toward scalable and autonomic handling of data path functionality in the future Internet.
Rubio-Loyola et al. present "A Service-Centric Orchestration Protocol for Self-Organizing Autonomic Management Systems." In this article a service-centric orchestration protocol is presented for self-interested autonomic management systems that support the coalition formation process in large-scale collaborative and competitive large-scale environments. The protocol supports environments in which coalition formations are carried out targeting multiple service requests at the same time, and in which the autonomic management systems compete to work in the most appropriate coalition. The protocol exploits the benefits of social networking in favor of manageability and scalability. Its performance is analyzed taking into account
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crucial aspects of self-organizing systems like stability and convergence to optimal coalition formation results. In the next article, Femminella et al. present "An Enabling Platform for Autonomic Management of the Future Internet." This article shows an autonomic management solution based on the recently defined programmable node architecture NetServ. A general description of the classical network management requirements is given, along with their adaptation to the expected network evolution. A description of the major issues characterizing the management of the expected FI, the main autonomic management paradigms, and some recently introduced autonomic service platforms are discussed, followed by a presentation on the effectiveness of the NetServ architecture. NetServ has proven to be a suitable environment for hosting an autonomic management architecture.
The issue of "Managing the Future Internet through Intelligent In-Network Substrates" is addressed in the next article by Charalambides et al. This article describes an architecture that allows intelligence to be introduced within the network to support sophisticated self-management functionality in a coordinated and controllable manner. The presented approach, based on intelligent substrates, can potentially make the Internet more adaptable, agile, sustainable, and dependable given the requirements of emerging services with highly demanding traffic and rapidly changing locations. The proposed framework is validated by applying it to three representative emerging scenarios: dynamic traffic engineering (load balancing across multiple paths), energy efficiency in Internet service provider (ISP) network infrastructures, and cache management in contentcentric networks.
Tsagkaris et al. discuss the "Autonomics in Wireless Network Management: Advances in Standards and Further Challenges." This article goes through the most relevant related standardization activities and explains how autonomics-related ideas are integrated. In particular, the Third Generation Partnership Project (3GPP) self-organizing network (SON) is considered as a rather near-time activity of the new trend in autonomic networking in the wireless domain; on the other hand, it is shown that IEEE DySPAN 1900.4/1900.4a and European Telecommunications Standards Institute (ETSI) RRS Working Group 3 address more disruptive ways forward and are therefore targeting a mid-to longer-term timeframe. Finally, the authors extrapolate the inherent trends and expected further evolution of this intelligently self-managed wireless communications framework .
In the last article, Wódczak et al. discuss "Standardizing a Reference Model and Autonomic Network Architectures for the Self-Managing Future Internet." Autonomic network engineering for the self-managing future Internet (AFI) aims to serve as the focal point for the development of commonly shared, pre-standard specifications and engineering frameworks in this area, and its operation is driven by work items leading to the preparation of ETSI Group Specifications. So far the group has been working on work items related to scenarios, use cases, and requirements for autonomic/self-managing FI, and an architectural reference model for autonomic networking and self-management. Now that both of them have reached completion, AFI continues with a new work item pertaining to requirements analysis and specification of implementation-oriented solutions for autonomicity and self-management. AFI is putting special emphasis on playing an important role in the global ecosystem of which it is part, and hence is fostering both the process of making the existing standardized architectures autonomy-aware, and the establishment of strategic liaisons with other standardization bodies and the research community.
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