Abstract-Mobile ad hoc networks are type of wireless networks in wh ich any kind of infrastructure is not used, i.e. there are no infrastructures such as routers or switches or anything else on the network that can be used to support the network structure and the nodes has mobility. The purpose of this paper is to provide a better quality of the package delivery rate and the throughput, that is in need of powerful routing protocol standards, which can guarantee delivering of the packages to destinations, and the throughput on a network. For achieving this purpose, we use OLSR 1 routing protocol that is a responsive protocol and is currently covered under the IETF 2 standard (RFC 3626). At this paper, we imp roved the OLSR routing protocol by eliminating the unnecessary loops, and simulat ion results demonstrated a significant improvement in the criteria of package delivery rate and throughput.
I. Introduction
Ad hoc networks are mobile networks that communicate with each other without the need to a central structure [1, 2] , also, the MANET 3 networks are specific type of netwo rks without infrastructure. Ad hoc network is a collection of mobile nodes that communicate with each other without any centralized control and infrastructure. If sender and receiver (transceivers) are not in co mmun ication range with each other, then the packages can be sent to the destination node by using the intermediate nodes. Mobile ad hoc networks can be divided into two categories: structured and unstructured networks. Unstructured network or mobile ad hoc network consists of mobile nodes, and 1 Optimized Link State Routing 2 Internet Engineering T ask Force 3 Mobile Adhoc Network exchanges information without using a fixed station. In this type of network, nodes are not only doing administrative duties, but also act as a host. Often, nodes in these networks are moving dynamically. There is no base station or fixed structure in the network configuration. Networks are co mposed of wireless devices, and besides each other form a network with the ability of self-organization. Since the transmission range of a wireless mediu m is limited, co mmun ications in this type of networks depend on the intermed iate nodes. Thus, each node in the network also plays the role of a router. In this type of networks, the network topology is constantly changing, because of the mobility of the network nodes. In addition, new nodes may be added to the network at any mo ment or be removed fro m the network, or some nodes may turn themselves off. So me of the impo rtant characteristics of the ad hoc networks include: open and shared transmission mediu m, dynamic topology, unlimited battery power, limited processing power, limited transmission range, self-organization, d istributed cooperation, and being temporary [3, 4] . In mobile ad hoc networks, we use the OLSR routing protocol [5] that is known as one of the best active and real-time protocols. In this protocol, all nodes constantly communicate with all destinations by exchanging the protocol messages periodically. Consequently, if there were a necessity in emergencies, they would have precomputed routes and broadcast the topological changes to the other nodes. In this paper, we imp roved the OLSR routing protocol by eliminating the unnecessary loops, and simulat ion results show a considerable improvement in the criteria of package delivery rate and throughput. The rest of the paper is organized as follows: section Two describes the related work, section three clarifies the Routing protocols in Mobile Ad Hoc Networks, section four portrays the OLSR routing protocol, section five d iscusses the proposed method (imp roving the OLSR protocol), section six draws the simu lation environment and talks about the parameters evaluation, section seven illustrates the simu lation results and finally, section eight will present the
II. Related Works
OLSR is a routing protocol for mobile ad hoc network that has been presented by the MANET working group in the IETF [6] . This protocol acts responsively. OLSR will harm by high variability that is caused by the topology and nature of the traffic. This suggests that, the service quality characteristics may be affecting the performance of OLSR protocol. In [7] , the nodes, based on their existing resources, are d ivided into three categories of service quality nodes, router nodes and receiver nodes. Nodes declare and report their characteristics to their neighbors by sending -HELLO‖ massages. Each node can specify the categories of its neighbors by receiving the HELLO message from them. Only the service quality nodes can participate in the service quality routing operation. The OLSR routing method is emp loyed for routing. In [8] this is shown that, the OLSR has capability for the quality of routing. In [8] it is also proven that, the existence of more accurate frequent updating will cause positional informat ion throughout the network. General Electronics Co mpany and colleagues [9] , create a model of OLSR protocol based on bandwidth of the status link in terms of service quality criteria. This protocol t ries to find routes that have the highest bandwidths in bottlenecks. To provide a better service quality (i.e. to provide the route with optimu m bandwidth), it is necessary to broadcast the bandwidth changes to calculate the best route with bandwidth correctly. Collagen and colleagues [9] study the impact of MPR 4 coverage parameter increasing. In addition, concludes that, when the redundancy of topological data and transmissions increase due to the extensive coverage of MPR, despite having average mobile nodes, too many packages are delivered. The study that was carried out in [9] has been further developed in the research [10] . This research emphasizes studying the effect of M PR coverage parameters and TC redundancy adjustments on the OLSR performance. The above-mentioned research suggests that the delivery level will not be affected by overload that is caused by redundant promotional data. Both references [9, 10] emphasize having more detailed information on the network surface and about how it effects on the routing protocol performance. In other words, they study the impact of OLSR protocol parameters adjustment in terms of the network status (i.e. nodes and links) rather than the situational information of nodes and links.
III. Routing Protocols in Mobile Ad Hoc Networks
Routing in the suggested algorithm is based on routing established upon demand. Each node has a 4 Multi Point Relays routing table in wh ich the node keeps its own routing informat ion. The routing table contains fields such as the destination node address, the next node address, the sequence number, the distance, the min imu m requested bandwidth; the maximu m permitted delay, the stream type and the route validity period. The destination node address field specifies the address of the destination node. The next node address identifies the next node on the route for sending packages to the destination. The sequence number field is used to avoid the routing loops formations and repeated transmissions. As a routing message reaches to a node, if the sequence number of the received message for a specific destination node is greater than the sequence number for that specific node in the routing table, the message will be processed. This simp le act will prevent from repeatedly sending of the routing packages and avoid the creation of routing loops in routing packages transmission. The distance field specifies the route length. The minimu m requested bandwidth specifies the minimu m amount of bandwidth required by the stream. This field is required only in cases of service quality streams (flows which require the service quality) and will be processed only when the stream type is of quality service. The maximu m permitted delay field determines the maximu m tolerable delay for the service quality streams. This field is also used only when service quality streams are being sent. The stream type is determined by the stream type field. This field can have the service quality level or the best effort. This field specifies the type of requested service. The valid ity period field determines the period in wh ich a route is valid. After passing this period, the route will not be valid no mo re. If this field receives a package for a destination before the end of validity period, the field will be re -in itialized. Routing protocols in mobile ad hoc networks can be divided into two categories of table-based or proactive protocols and need-based protocols, the table-based or proactive protocols are used for periodic updating of the lin ks, the routes informat ion are kept in a table and are used whenever they are needed. However, need-based protocols do not require keeping the routes data, and whenever a route is needed, they start to exp lore a route based on the source location.
Simulation Model
In this category of protocols, each node keeps one or more tables containing routing informat ion to the other nodes of the network, all nodes update their tables to maintain consistency and to have an up to date view about the network. As the network topology changes, the nodes broadcast updating messages throughout the network. This category of protocols is distinctive by the manner of distribution of information about topology changes throughout the network, and by the number of tables that are required for routing. WRP 5 
Need-Based Protocols
In co mparison with table -based routing protocols, in this category of protocols, not all updated routes are stored on each node; instead, the routes will be constructed whenever they are needed. When a source node wants to send one message to a destination, it will request the route discovery mechanisms to find a route to the destination (RREQ). Route remains valid until the destination is available or if is not for the long-term needs. Once a route to the destination is found, the RREP mechanis m sends, in reverse, the route to the source node. CBRP 12 
IV. OLSR Routing Protocol
OLSR is a routing protocol for mobile ad hoc network that has been presented by the MANET working group in the IETF [11, 13] . This protocol acts responsively. The network nodes exchange the topology informat ion periodically with each other, thus, the optimal route between any two-network nodes is always present. An optimizat ion that, in co mparison with the other status link protocols, has been done in this protocol is to create the concept of MPR. In this protocol, the network nodes are responsible to select a set of their neighbor nodes as MPR set. Th is set must be chosen in such a way that covers all nodes, which are distant as two steps from the selected node. This protocol recognizes its neighbors and records their network addresses, measures delays or cost towards its neighbors, and exchanges information by forming a package that represents the whole of the information. It sends these packages to all of the routers and calculates the shortest route to every other router. The OLSR routing protocol has the follo wing features: (1) resends only the MPR control messages, (2) reduces the size of the control messages, (3) reduces the network overload, (4) is one stable protocol, (5) is one proactive protocol, (6) doesn't depend on any central entity, (7) supports the nodes mobility and dynamism, (8) is appropriate for dense networks and (9) OLSR protocol involves several steps: generation of the control packages, sending the packages to other nodes, making the shortest path tree (by using the Dijkstra's algorith m) and generation of the routing Relays) points are firstly identified, these points are the only points in the network, that are allowed to broadcast data packages to reduce the network overload and the amount of control packages transmissions. The first job of OLSR is to identify its neighbors by sending Hello packages to all neighbors around each node, by doing this, each node identifies its surrounding nodes and by using the data that are achieved fro m each one of nodes, it makes a table that contains relationships of the node with its neighbors [11] . At next step, each of the nodes sends its own data with the sequence number in the form of TC packages to the nearby nodes, but the TC packages transmissions are performed only by the M PR nodes [12] . Hence, all existing nodes in the network have informat ion about existing connections and know how to make contact with each node, and related data are stored in the form of a table for each node. Choosing the best route is carried out through the Dijkstra's algorithm. After this step, each node has a routing table that contains the best routes to reach the nearby nodes. In this condition, the network is becoming stabilized. If the nodes change their locations, the above process will be repeated again and the tables will be updated. Actually, using this mechanis m not only reduces the network control overload, but also results that only a set of links (links between the MPRs and their selectors) is introduced to the network nodes. As a result, because of the control messages that MPRs send through the network, a dynamic topology for routing will be given to the nodes.
V. Our Proposed Method: Improving the OLSR
Protocol is Too Short.
In our suggested method, when a node sends a package to other nodes within its own radio range, packages will be transmitted by nodes called M PR to the other nodes. Consequently, if the package falls into a loop, then two cases occur; (1) if the package used less number of steps (less than 255 steps) to reach the destination, and the package is IP Header, then we set dynamically its nu mber of steps to zero to g ive the package the second chance to reach the destination, and (2) if the package used more number o f steps (more than 255 steps), and the subjected package isn't IP Header, then we eliminate the package, because, otherwise, many packages will remain in the network and this will cause network t raffic, bandwidth occupation, high level of delay in the package delivery, and finally, the reduction of package delivery rate and network payload rate. In our suggested method, by eliminating the unnecessary loops, the package delivery rate (PDR) and the throughput is improved by about 20 percent. In this method, by eliminating the unnecessary loops and setting conditions, we prevented fro m eliminating these packages and consequently improved the package delivery rate and throughput in the network. 
VI. The Simul ati on Setup and Eval uation Parameters

The Simulation Model
Here we emphasize the performance evaluation of OLSR routing protocol by using the NS simulator, that is an object oriented and Discrete Event Driven simu lator. The NS 17 software is generally used for simu lation of the local co mputer networks and wide area networks. We could simulate the OLSR protocol by using the latest version of the NS -allinone-2.35 and patching um-olsr-2.35_v0.8.8 version of the OLSR protocol in NS-allinone-2.35. Although, NS can be implemented on different operating systems, but in this paper, we use the Back Track 5 Linu x operating system, which is being emp loyed for a number of programming tools with simulat ion process, to run the simu lation of NS-allinone-2.35.For
Simulat ion and its implementation, we should firstly design our network scenario in OTCL language that gives us the output as trace. In addit ion, we use XGA PH to show the graphs, and finally, we emp loy the au xiliary (supporting) program of NAM to analy ze the performance of nodes and how the packages are being sent and eliminated [13] .
The Simulation Parameters
In this simulat ion, we used a wireless network with 802.11 standards, which is a 1000 * 1000-simu lation environment. According to, we emp loyed 802.11 protocols for the network layer, with node transmission range of 250m, link bandwidth of 11 Mpbs, package size of 512 bytes and simulat ion time of 200s. We evaluated the OLSR efficiency by storing (keeping) the network pace; stop time and size change (the nu mber of mobile nodes). Table. 1 shows a summary of the parameters that have been used in this simulation. (1) Where PDR is the package delivery rate, SendPacketNo is the number of sent packages, and RecievePacketNo denotes the number of received packages.
Throughput: a network can be measured by using the different tools that are available on the different operating systems. This page exp lains the theory, on which the adjustments of these tools for measurements are based, and the issues related to these measurements. The reason for measurement of the throughput in networks is that, the people often intend to know about the maximu m operational power o f data in a connection lin k or network access as expressed by the unit of bit per second. The measurement of this quantity is commonly carried out by transmitting a large size file fro m one system to another and calculat ing the required time for co mplete t ransmitt ing or copying of the file. Then, with dividing the file size by that time, the throughput will be ach ieved in unit of megabit per second, kilobit per second or bit per second. The following formu la shows how to calcu late the throughput:
Where X is the throughput, C is the nu mber of requests that are accomplished by the system, and T denotes the total time of system observation.
VII. Simulation Results
In graphs, we presented the results for simu lation of performance of the conventional and changed OLSR routing protocol by increasing the number of nodes fro m 30 to 70 and in times fro m 20 until 60 in a dynamic topology and with the criteria of package delivery rate and throughput. These graphs show that our suggested method (changed OLSR) demonstrates a better improvement than the conventional OLSR. As it can be seen in the Fig.s 1, 2, 3 , 4& 5, our method, along with increasing the number of nodes, shows a significant imp rovement in co mparison with the conventional OLSR, because it reflects more delivered packages to the destination. In addition, as it can be seen in the Fig.s 6, 7 Fig.1 it shows that, the package delivery rate at the time of 30, when the nu mber of nodes reaches as 40, the conventional OLSR perfo rms better than our method, but in the other nodes, our imp roved OLSR has the best performance. Fig. 3 it shows that, the package delivery rate at the time of 50, when the number of nodes is 30, the conventional OLSR perfo rms better than our method, but in the other nodes, our imp roved OLSR has the best performance Fig. 7 they show that, as the nodes number increases, our method has a significant improvement towards the conventional OLSR, because we eliminated the packages, which lasted long in the network and occupied more bandwidth, to free the bandwidth and consequently, the network serviced the other nodes sooner and finally, the total throughput volume increased considerably. Fig. 8 and Fig. 9 they show the throughput at the times of 50 and 60, when the number o f nodes reaches as 40, the conventional OLSR perfo rms better than our method, but in the other nodes, our imp roved OLSR has the best performance. Fig. 10 it shows the throughput at the time of 70, when the number of nodes reaches as 40, the conventional OLSR has a performance similar to our method, but in the other nodes, our imp roved OLSR has the best performance
VIII. Conclusion
At this paper, we imp roved the OLSR routing protocol by eliminating the unnecessary loops. The results of the simu lation show that the changed OLSR routing protocol (the suggested method) causes a significant imp rovement in the criteria o f package delivery rate and throughput. The reason for this improvement is that, instead of eliminating all of the packages that fell into the loop, we gave theses package, by setting conditions, the second chance to reach the destination and consequently, in this case, more packages reached to the destination and finally, the package delivery rate and the throughput is improved by about 20 percent in comparison with the conventional OLSR.
