e-Infrastructures became critical platforms that integrate computational resources, facilities and repositories globally. The coordination and harmonization of advanced e-Infrastructure project developed with partners from Europe, Latin America, Arabia, Africa, China, and India contributed to developing interoperable platforms based on identity federation and science gateway technologies. This paper presents these technologies to support key services in the development of Arabia networking and services platform for research and education. The platform provides scientists, teachers, and students with seamless access to a variety of advanced resources, services, and applications available at regional e-Infrastructures in Europe and elsewhere. Users simply enter the credentials provided by their home institutions to get authenticated and do not need digital certificate-based mechanisms. Twenty applications from five scientific domains were deployed and integrated. Results showed that on average about 35,000 monthly jobs are running for a total of about 17,500 CPU wall-clock hours. Therefore, seamlessly integrated e-Infrastructures for regional e-Science activities are important resources that support scientists, students, and faculty with computational services and linkage to global research communities.
ments and very large research facilities.
Today, research has increasingly become computationally and data-intensive and of inter-disciplinary nature. Therefore, new tools are needed to analyze, model and visualize diverse datasets to support a new science paradigm as well as to develop complex applications to solve pressing problems and issues. In general, these tools are made accessible on dedicated research and education networks that connect universities and research institutes at large. Providing seamless access to global distributed tools, applications, and repositories as well as sharing of grid, cloud and high-performance computing resources have become a global trend. Virtual research communities have been formed on e-infrastructures to address new scientific challenges through collaboration. Unfortunately, a variety of e-infrastructures are still isolated and context insensitive. Therefore, their interoperability to create larger computational capacities is seen critical to address the requirements of cross-continental research communities and for the development of research and education and the advancement of science and technology, worldwide, [1] [2] [3] .
Interoperability is a property referring to the ability of diverse systems and organizations to work and interoperate together. It defines standards and policy guidelines for services and applications between regional e-infrastructures and integration of operations, including: storage and hosting of content delivery; services/applications for research and educational community; network communication tools and resources; and virtual learning environments. With interoperability, research communities in computationally intensive scientific areas such as genomics, climate change, and medical diagnostics can easily interact and take advantage of the distributed computing resources: scientific applications and tools, data repositories, CPUs and storage disks.
Science gateways [4] , and identity federations [5] , have emerged as new technologies to facilitate interoperation of e-Infrastructures and authorized access to distributed computational resources. A science gateway is a community-developed set of tools, applications, and data that is integrated via a portal or a suite of applications, usually in a graphical user interface, that is further customized to meet the needs of a specific community. An identity federation is made of the agreements, standards, and technologies that make identity and entitlements portable across autonomous domains [6] . It has the aim of setting up and supporting a common framework for different organizations to manage accesses to on-line resources [3] . These interoperation technologies create a basis for open access, education and research and enable e-Infrastructures to connect computing and storage resources, data and researchers from all over the world. The global knowledge bases of open access data, document and education repositories, which have been built by the CHAIN-REDS project, are meant to serve both researchers and scientists at the global level [7] .
Arabia has been developing its e-Infrastructure that is made up of networks and services through close coordination with their European counterparts. Its ultimate objective is to build a more cohesive platform for robust scientific collaboration. Interoperability and coordination of these e-Infrastructures to inter link continentally and to create larger computational capacities has been identified as a critical mission in the development of research and education and for the socio-economical welfare of the region. A number of Arabian countries interconnect with regional e-Infrastructures either using the commodity Internet or have links to Europe with limited capacity [7] . This, of course, poses a limitation in capacity use and dramatically impacts on the development of research collaborations and innovation in general. Services and resources need also to be developed as well to justify the investment necessary to build up the regional e-Infrastructure. Providing Arab young scientists with viable tools and services for seamless access to first-class advanced computing resources and facilities through high-speed dedicated networks to allow them to integrate with their peers worldwide is indeed a challenging task that has not yet been given much attention.
This paper contributes to the development of tools to harmonize ubiquitous interoperation between regional e-infrastructures and help research communities to benefit from these infrastructures. The results of this paper build on the collaboration models that have been established by many projects and initiatives between the different e-infrastructures in Europe, Latin America, China, India, Africa, and Arabia in the framework of the EU FP7 funded projects [8] [9] [10]. These models provided tools for the harmonization of e-infrastructures to help researchers in the region benefit from services provided outside their local networks. It will be shown how emerging regional e-Infrastructure in Arabia has customized existing technical and organizational best practices to be able to provide services on top of the high bandwidth network and make a balance between scalability and pervasiveness. The remaining sections of this paper are organized as follows: a background of e-Infrastructure development is given in Section 2. Sections 3 and 4 provide brief technical details on the interoperation platform enabled by identity federations and science gateway. Illustration on a preliminary development is given in Section 5. Finally, conclusions are drawn in Section 6.
Regional E-Infrastructure
Arabia is highly regarded as a region of emerging economy and is host to many western universities and businesses, which require substantial linkage and networking with their counterparts elsewhere. It comprises 22 countries with about Journal of Computer and Communications has become critical to take advantage of today's research and education advanced resources and be able to integrate with research communities at the global level to address issues of common concern. The development of Arabia regional network and its global interoperation through variety of European funded projects, including [8] [10] [11] , have tackled many of the networking challenges and issues as well as interoperability of services. 
Interoperations
Interoperations between regional e-Infrastructures allow global access to shared resources, computing services, and data repositories. CHAIN-REDS has enabled  Arabia e-infrastructure is able to assemble mass of people, knowledge and investment, which contributes to national and regional economic development.
Identity Federation
Identity federation is based on facilitating user identities across several domains through single sign-on [14] . It is a mechanism to authenticate a user across multiple sites in a domain or across independent domains using open standards. The objective is to give a user the flexibility to federate his/her multiple accounts using one set of credentials (usually, username and password). The Liberty Identity Federation Framework is a common industry standard for the laws of federated identity and user-centric data exchanges among trusted domains. The Security Assertion Markup Language (SAML), with its implementation done by Shibboleth, is the most widely adopted standard used to exchange the authentication and authorization data [15] . New open source protocols like Higgins, policy frameworks like Shibboleth (Anon., n.d.) and decentralized frameworks like OpenID are also used as means of federating identities. Many commercial service providers offer identity management and authentication services. Facebook and Google are common social identity providers. These capabilities allow service developers to integrate their different identities into their services by enabling user identities to be sourced from several directories (e.g., LDAP) and exposes different authentication interfaces that can be embedded in external applications (e.g., OpenID).
The Research and Education Identity Federations-REFEDS-represents
stakeholders from NRENs, industry, business, and research and education communities [16] . Its objective is to address the needs of research and education identity federations worldwide and promote the development of access and identity management technology, policies and processes. REFEDS is a community of practice that plays an important role in developing policies for inter-federation, privacy, assurance, and relationship with partner communities as well as for marketing and supporting emerging federations. It is actively engaged in access and identity work and supportive of standards-compliant developments to enhance international collaboration. eduGAIN is a service available to enable seamless exchange of information related to identity, authentication and authorization between the GÉANT Partners' identity federations [17] . The exchange is made through coordinating elements of the federations' technical infrastructure and a policy framework. The objective is to enable Pan-European Web single sign-on to GÉANT and its GN3 partners' services. eduGAIN interconnects identity federations around the world, simplifying access to content, services and resources for the global research and education community. It helps identity providers to offer a greater range of services to their users, delivered by multiple federations in a truly collaborative environment. It also helps service providers to offer services to users in different federations, while providing users with a wider range of services. 
Science Gateway

Architecture
The generic architecture of Catania science gateways is presented in Figure 2 . With interoperability, research communities in computationally intensive areas such as genomics, climate change, and medical diagnostics can easily interact and take advantage of distributed computing resources: scientific applications and tools, data repositories, CPUs and storage disks.
High Level Interface
High-level interfaces are provided to users for quick access to distributed computing and storage resources. It provides a set of well-defined and domain specific applications for a smooth access, while preserving security imposed by the When a user signs into the science gateway and is authenticated and authorized to run an application, a proxy certificate is issued to secure Grid transactions. Robot certificates are used and managed on the multi-threaded eToken server, stored in different USB eToken PRO 32/64 KB smart cards [22] . curates. This is of strategic importance as these datasets are widely used by almost every country in Africa in order to improve societal health and wellbeing.
USE Cases
The TreeThreader is the leading method for protein structure prediction, and it is exceedingly time consuming. The code is already available to the desktop computing community, and is now made available on e-Infrastructure, with virtual machines launched from physical servers belonging to the China ROC and managed with OpenStack.
Preliminary Development
We give here insights on the preliminary development of the Pan-Arab e-Infrastructure through identity federation and science gateway. Deployment is taking place at sites in Jordan, Egypt, Algeria and Morocco. Figure 3 gives the 
The ASREN Identity Federation
The ASREN identity federation is based on the concept of setting up a common 
The ASREN Science Gateway
The ASREN Science Gateway builds on the EUMEDGRID Science Gateway, which has been implemented using the Catania Science Gateway Framework, to
give users access to the distributed computing environment. Its basic elements are developed using standard portlets in the common Liferay portal framework supported by web 2.0 interfaces that easily integrate with many technologies.
Users access the portal with specific roles and privileges and are allowed to run applications embedded in the Science Gateway. Applications are interfaced to the underlying e-infrastructure via a set of independent middleware services and are accessible through decoupled authentication and authorization processes.
The Identity Federation based on SAML 2.0 provides the authentication and authorization is governed by a set of agreements. Several applications have been made available to scientists with seamless access. These include ASTRA, BES, ClustalW, CMSquares, GATE, Octave, Phylogenetics, and Sonification.
Testing Results
Testing has been demonstrated using the EMI-gLite-based e-Infrastructure 
Sustainability of E-Infrastructures in the Region
The ultimate goal is to implement, manage and extend sustainable Pan-Arab e-Infrastructures dedicated for research and education communities. The e-Infrastructure provides vital resources for the deployment of services that are authenticated for access to a large group of Arab scientists in more than 1000 institutions. Several efforts can be made to stimulate interest and increase usage of e-Infrastructures across the region. These include: 1) region-wide awareness campaign on computing resources, services, and applications that are available to scientific communities; 2) top-down approach to support the decision making process towards the integration in the global research and education networks for sharing experiences, learning from best practice models, and enhance collaboration with other regional communities; 3) stimulate government spending on research with funding focused on projects that are computationally intensive to address problems and issues of regional importance.
Conclusion
This paper presents an interoperable platform using identity federation and science gateway models for developing a pan-Arab e-Infrastructure to provide seamless access to e-Science resources, applications, and services. 
