Introduction
According to the process minimization, huge number of transistors are integrated on a single die. Currently, bus architectures are mainly used as inter-component communication because an SoC (System on a Chip) contains a few components. In the future, however, an SoC will consist of more and more components; sea of processors and other peripheral components. We need a high-speed inter-component network architecture that can handle heavy network traffic among huge number of components. As a rapid increase of clock frequency, timing skew and variations cause serious problems of signal integrity. An inter-component communication system must be robust against a loss of data at the physical layer and heavy traffic data.
On-chip inter-component network technologies (NoC: Network on a Chip) are proposed based on existing communication and network technologies [1] - [3] . We have to cope with problems of increasing interconnect delay, crosstalk noise and EMI (ElectroMagnetic Interference). It is effective to insert some shield wires (physical shield) between signal wires to decrease noise by crosstalk and EMI [4] - [6] . A self-shielding method is proposed to avoid opposite transitions on adjacent wires by encoding data [7] , [9] , [10] .
Physical shielding and self-shielding can reduce noise by crosstalk and so on. But these methods increase the number of wires for transmission. In this paper, we propose the alternate self-shielding method that avoids opposite transitions without physical and logical overhead. Our proposed method improves bit rate 10% to 75% compared to others. This paper is organized as follows. Section 2 describes conventional shielding methods and related works. Section 3 explains our proposed alternate self-shielding method. We evaluate a reliability of our method by simulation in Sect. 4. Finally, Sect. 5 concludes this paper.
Related Works
This section describes related works. First, we explain the physical shielding method and the self-shielding method that avoid opposite transitions on adjacent wires. And we explain several encoding methods to reduce energy and delay.
Shielding Methods of On-Chip Interconnect
Heavier data traffic on a chip causes serious problems of electromagnetic coupling. To reduce EMI noise, we have to reduce electromagnetic coupling of adjacent wires.
Physical Shielding Method
It is effective to insert some grounded shield wires between adjacent signal wires to reduce electromagnetic coupling (Fig. 1) . But shield wires become area overhead for communication. Total capacitance increases because of capacitance between signal and shield wires. Therefore, many papers discuss how to insert shield wires, the number and pitch of shield wires [4] - [6] . The active shielding method speeds up signal propagation on a wire by transmitting equivalent signals to adjacent shielding wires [8] . 
Self-Shielding by Encoding Data
Encoded data is transmitted to avoid critical transition. Critical transition means opposite transition of adjacent wires like Fig. 2 . The self-shielding method reduces virtual capacitance caused the by Miller effect. The number of required wires for transmission is increased by 25% to 50% [7] . For example, if raw data is 3 bits, encoded data becomes 4 bits to avoid critical transition as in Fig. 3 . [9] proposes an encoding method to correct errors and also avoid critical transition. With this method, for example, if raw data is 4 bits, encoded data is 9 bits that enables both 1 bit error correction and self-shielding. On the other hand, the conventional method requires 13 bits (4 bits for raw data, 3 bits for error correction and 6 bits for physical shielding). Temporal shielding is proposed to reduce energy consumption and avoid critical transition by doubling signal wires and inserting a dummy cycle between real transitions [10] .
These self-shielding methods encode data to avoid critical transition for noise tolerant communication. But these methods require additional signal wires for encoding. 
Bus Encoding for Reduction of Energy Consumption
and Delay BIC (Bus-Invert Coding) is proposed to reduce energy consumption of bus [11] , [12] by reducing the number of switching on a bus. If the number of switching bits is more than half of a bus width, all bits are inverted and an invertflag bit is set to 1. If it is less than half, the invert-flag is set to 0. It encodes bus data to reduce the number of switching bits, and switching energy is reduced about 20% [12] . SFB (Staggered Firing Bus) reduces coupling capacitance between adjacent wires to reduce signal propagation delay [13] . With this method, delay buffers (about 10% of total delay) are inserted ahead of bus wires to avoid critical transition in Fig. 4 . If delay of the buffer is too large, entire delay also becomes large.
Alternate Self-Shielding to Avoid Critical Transition
In this section, we propose the alternate self-shielding to avoid critical transition by interchanging signal and shield wires alternately. First, the proposed alternate self-shielding is described in detail. Then, we explain overhead of additional wires and circuit area for alternate self-shielding.
Alternate Self-Shielding
The conventional self-shielding method avoids critical transitions for noise tolerant communication. But it requires additional wires for encoding. We propose the alternate selfshielding to avoid critical transition without additional wires for encoding.
Our method interchanges signal and (virtual) shield wires cycle by cycle. We make a pair of two wires and interchange a signal wire and a shield wire alternately as in Fig. 5 .
The conventional self-shielding requires additional wires for encoding that occupy a few tens of percent. In addition to that, the conventional self-shielding requires a larger additional encoding circuit as the bit width increases. On the other hand, our proposed method interchanges signal and shield wires alternately. The proposed alternate selfshielding requires no additional wire and very small additional circuit to avoid critical transition. Figure 6 shows signal transition of the physical shielding method and the proposed alternate self-shielding method. In the physical shielding method, a pulse width is T. But it is 2T in our proposed method. This feature can reduce transmission frequency. Figure 7 shows signal transition of the self-shielding method and the proposed the alternate self-shielding method. With the conventional self-shielding method, 3 bits raw data is encoded to 4 bits. For example, "1 0 1" is encoded to "0 1 0 0." One additional wire is required for encoding. On the other hand, our proposed alternate selfshielding needs no additional wire.
Alternate self-shielding is very simple method that alternately interchanges signal and shield wires each cycle. It is very easy to be used with other shielding or error correction methods. The conventional self-shielding cannot be used with other methods easily because that avoids critical transition by complicated encoding [9] . The number of wires required for communication becomes larger. The conventional physical shielding, self-shielding, BIC and errorcorrection-code can be used with our method.
Just as our proposed method, SFB avoids critical transition by skewing adjacent signals. The skew of SFB is just a ten percent of a cycle, which is easily canceled by process variation. Skew of our proposed method is 1 cycle, which is highly tolerant to process variation.
Effects on Capacitance by Alternate Self-Shielding
We evaluate effects on capacitance by the physical shielding, the alternate self-shielding and other methods. In the following section, C noise is a factor capacitance of maximum noise, defined as total capacitance of all signal wires at the worst transition.
We assume structure and capacitance of interconnect as in Fig. 8 . Capacitance is doubled by the Miller effect if an opposite transition occurs. Figure 9 shows examples of the worst transition of each method. C noise is defined as follow. 
The abbreviation used in Fig. 9 and above formula is as follows. We evaluate C noise by 2D field-solver "raphael" [14] . The size of global interconnect is not shrunk with the process minimization [15] . Width of each wire is 4 µm, thickness is 1 µm, spacing is 2-10 µm. Results are shown in Fig. 10 . C noise decreases as wire spacing decreases in each method. In NoSLD, the worst transition means an opposite transition of all signals, C noise becomes largest. If a transition happens in Diff, it is always critical transition, C noise become larger. In BIC, C noise is also larger because the number of transition bits is small, but the worst transition is critical transition on adjacent wires of both sides. In PS, ASS and SFB, there is no critical transition, so C noise becomes smallest. C noise is almost smallest in SS.
Overhead of Additional Circuit Area and Wires for Al-
ternate Self-Shielding 3.3.1 Overhead of Wires for Alternate Self-Shielding Figure 11 shows relationships between the number of physical wires and data bits with each method. The conventional self-shielding requires encoding overhead of wire, a few tens of percent. Physical shielding and differential signaling requires twice as many wires as data bits. This result shows that there is no overhead of wires for our alternate self-shielding compared to the selfshielding and so on.
Additional Circuit Required for Alternate SelfShielding
Alternate self-shielding can avoid critical transition with a very small encoding circuit. In this section, we evaluate area of the additional encoding circuit. Our proposed method makes a pair of two wires and transmit signal to each wire alternately. Figure 12 shows a circuit block required for two signal wires. It consists of 2 DFFs and 1 inverter per 2 wires. For example, with a 90 nm CMOS library (Power supply voltage: 1.0 V), the additional circuit for the alternate self-shielding occupies only 66 µm 2 . Energy consumption is 10 µW at 200 MHz, which is very tiny overhead.
With the conventional self-shielding method, an additional circuit becomes larger exponentially as the bit width increases. On the other hand, with our alternate selfshielding method, area overhead increases just in proportion to the bit width. We evaluate area of the additional circuit of the conventional self-shielding and our alternate self-shielding with the 90 nm CMOS library. Figure 13 de- scribes circuit area of both methods. If the bit width is less than 4, area of the conventional method is smaller. But if it is more than 5 bits, area of the conventional self-shielding becomes larger exponentially. In addition to that, delay by encoding becomes larger exponentially as the bit width increases. With our alternate self-shielding, encoding delay is constant even if the bit width increases. As a result, in terms of area overhead, our proposed alternate self-shielding is effective even if the bit width is small.
Evaluation of Alternate Self-Shielding by Simulation
In this section, we evaluate reliability of communication with our alternate self-shielding. First we explain simulation condition and evaluate the results.
Simulation Condition
We evaluate the eye opening by a circuit simulation. Interconnect R, L and C are extracted by the 2D field-solver "Maxwell" [16] . Figure 14 shows the interconnect structure corresponding to a bus structure for long-distance signaling. In Fig. 14,  L1 is a signal layer that includes 8 signal wires and two shield wires at both sides. Width and spacing of each wire is 4 µm, thickness is 1 µm. L2 below L1 is a power/ground layer. Figures 15 and 16 show experimental circuits. Each signal wire is excited by an ideal voltage source with an ideal resistance. In the physical shielding method, there are shield wires between signal wires as in Fig. 15 . In the alternate self-shielding and other methods, all wires are used for signal as in Fig. 16 .
The input pulses of signal wires are non-return-to-zero patterns. The pulse shape is trapezoidal with a pulse period T, transition time is T/10 and the power supply voltage is 1.0 V. Figure 17 shows an eye pattern at 12.5 Gbps. In the following section, the eye opening is defined as a ratio of the maximum voltage of the eye opening to the voltage of 1.0 V input pulse. We define "bit rate" as the number of transmission bits per second per wire. Figure 18 shows the eye opening of each method and its bit rate. Interconnect length is 10mm. The abbreviation used in figure is as follows. With PS method, as the transmission frequency becomes higher, the eye opening becomes smaller. With NoSLD method, on the other hand, if the bit rate is less than 4 Gbps, the eye opening is very large. But it becomes smaller drastically as the bit rate increases above 4 Gbps. At 7 Gbps the eye opening become smaller than PS method. Similarly, with Diff method, if the bit rate less than 4 Gbps, the eye opening is the largest. But it decreases exponentially because critical transition always happens every cycle. The eye opening does not become so small if the bit rate is more than 5 Gbps at SFB and 6.5 Gbps at BIC. With SS method, encoding overhead of wires minimizes the bit rate. So the eye opening becomes smaller relatively. With the proposed ASS method, the eye opening is almost same as PS method below 3 Gbps. But it remains larger as the bit rate increases because ASS method has no overhead of wires unlike SS method. The eye opening becomes largest if the bit rate is above 5 Gbps. We evaluate the highest bit rate of each method in Fig. 19 . The threshold of the eye opening for reliable communication is defined as 30%. The highest bit rate of ASS is 7.5 Gbps, SFB is 6.8 Gbps, BIC and NoSLD are 6.1 Gbps, Diff is 5.7 Gbps, PS is 5.5 Gbps and SS is 4.2 Gbps. As a result, bit rate of ASS is improved 10% to 75% compared to other methods.
Simulation Result and Evaluation

Conclusion
We propose the alternate self-shielding that interchanges signal and (virtual) shield wires cycle by cycle to avoid critical transition. The conventional self-shielding requires additional wires for encoding, which occupies a few tens of percent. In addition to that, the conventional self-shielding requires the larger additional encoding circuit as the bit width increases. Our proposed method makes a pair of two wires and transmit signal to each wire alternately. It avoids critical transition to accomplish noise tolerant communication without overhead of signal wires for encoding. The area and energy consumption of additional circuit for our alternate selfshielding is very small. With a 90 nm CMOS library, additional circuit for our alternate self-shielding occupies only 66 µm 2 , and energy consumption is 10 µW at 200 MHz.
