After defining a class of generalized Fibonacci numbers and Lucas numbers, we characterize the Fibonacci pseudoprimes of the mth kind.
Introduction and generalities
In this paper, after defining the generalized Fibonacci numbers V , and the generalized Lucas numbers V , (Set-1), the Fibonacci Pseudoprimes of the m th kind are characterized (Sec.2).
In virtue of the scarceness of the pseudoprimes which are simultaneously of the m* kind for distinct values of m , a method for finding probable primes is proposed in Sec.3 (for a definition of probable primes see [ 11) .
In Sec.4 some theoretical aspects concerning the above said pseudoprimes are considered.
Let m be an arbitrary natural number. The generalized Fibonacci numbers U, (m) (or simply U, , if there is no fear of confusion) and the generalized Lucas numbers V,(m ) (or simply V , ) are defined (e.g., see [2] ) by the second order recurrence relations Work carried out in the framework of the Agreement between the Italian PT Administration and the Fondazioiie "Ugo Bordorii". respectively. These numbers can also be expressed [2] by means of the closed forms (Binet forms) where
The notations %, &, and A, will be employed whenever the meaning of a, p and A can be misunderstood (e.g., see Lemma 2) . By (1. Numerically,q(n) seems asymptotically related to the prime-counting function z (n).The inspection of fig could suggest a suitable value for M depending on the order of magnitude of n . This will be the aim of a future work.
It must be noted that, if Conj.1 were proved, a sufficiently large n which passes the first test ( m = 1) would be prime with probability
Due to the apparent extreme scarceness of the composites n E 5 , ( m = 1,2, ... , M 1, the probability PM seems to rapidly increase as M increases, In this section several properties of the m-F.Psps. are demonstrated . We hope that they can lead to the discovery of further properties of these numbers. In particular, a formula which gives the minimum value of M ( or an upper bound for this value)
for which I G,, I = 0, once n is given, would be greatly appreciated.
First, let us state some theorems concerning the case rn = 1.
THEOREM I :
If n is an odd integer not divisible by 3 and L, = 1 (mod n ), then L = 1 (mod L , ) .
=?I
Proof: Since it is known [6] that L, is odd, we can write
F2h 0 (mod L, ) . Proof: 
is a sufficient condition for the congruence (4.8) to be satisfied.
identity I,, [lo] which allows us to write
To establish the general validity of (4.9) we shall use induction on k and the The equality (4.9) holds for k = 2. In fact, we have L,
suppose that (4.9) holds up to a certain k > 2. For the inductive step k + k + 1, from (4.10) and (4.9) we can write
To prove the next theorem we need the following
Proof: The congruence L, E 0 (mod n ) implies (8, Theor. F, p.721 that n = 6 ( 2 k + l ) = 2 * 3 ' + ' ( 6 h f l ) ( k , r , h E N ) . Let us invoke induction on r . The congruence (4.12) holds for r = 0. In fact, considering the sequence ( L, ) reduced modulo 9 [6], it is readily seen that L6(,9&1) I 0 (mod 9). Let us suppose that (4.12) holds up to a certain r > 0. For the inductive step r + r + 1, using the identity L,+l = LAf -L,, ( r even) [ 
L

Ln-1
Proof: Since we have necessarily (see (4.1 1)) n = 6(2h + 1) and, therefore [6] 
COROLLARY 5 (see [ 111) : If L2.3k -1 ( k 2 1) is composite, then L2.3k -1 E S1 . A sufficient condition for n to belong to Sl is that M + l = n ( h~ N).
(4.18)
In fact, the fulfilment of this condition implies that LhA+l 5 L, = 1 (modpl p2 ...pk ).
On the other hand, it is known [6] tliat if pi = 5hi k 1, tlicn Pi = pi -1. Therefore, it is immediately seen that A equals the Caniiichael A function [l] . Since , by hypothesis, In order to prove the last theorem, we need to prove the following two lemmata. 
Conclusion
Public-key cryptosystems make use of primes having approximately 100 digits, so we wish to conclude this paper with two questions. If the answer is in affirmative, then the method proposed in Sec.3 can readily find primes for cryptographic purposes. The calculation time is slightly less than that required by the method proposed by Solovay & Strassen [ 141 for finding numbers that are prime with probability greater than or equal to 1 -1 / 2M' .
