Fingerprint image enhancement and minutiae matching are two key steps in an automatic fingerprint identification system. In this paper, we develop a fingerprint image enhancement algorithm based on orientation fields; According to the principles of Jain et al.Õs matching algorithm, we also introduce ideas along the following three aspects: introduction of ridge information into the minutiae matching process in a simple but effective way, which solves the problem of reference point pair selection with low computational cost; use of a variable sized bounding box to make our algorithm more robust to non-linear deformation between fingerprint images; use of a simpler alignment method in our algorithm. Experiments using the Fingerprint Verification Competition 2000 (FVC2000) databases with the FVC2000 performance evaluation show that these ideas are effective.
Introduction
Automatic fingerprint identification systems (AFIS) have been widely used. An AFIS consists of fingerprint classification, fingerprint image enhancement and fingerprint matching. In this study, we develop some methods for fingerprint image enhancement and fingerprint matching.
Our system ( Fig. 1 ) consists of two phases: offline and on-line. In the off-line phase, a fingerprint is acquired, enhanced using different algorithms, where after features of the fingerprint are extracted and stored in a database as a template. In the online phase, a fingerprint is acquired, enhanced and features of the fingerprint are extracted, fed to a matching model and matched against template models in the database.
In practice, a fingerprint may be corrupted by noise due to impression, skin, reader etc., during image capture. Fingerprint enhancement is used to recover the topology structure of ridges and valleys from the noisy image. Most of the fingerprint enhancement algorithms are based on the estimation of the orientation field (Huang, 1993; Jain et al., 1997; Lin et al., 1998) . In this study, we develop a fingerprint image enhancement algorithm based on orientation fields.
In the past years, efforts have been made in fingerprint matching which is a key step in AFIS. The most prevalent model for AFIS is the minutiae-coordinate model. The two most prominent structures are ridge endings and ridge bifurcations, which are usually called minutiae. By representing the minutiae as a point pattern, the automatic fingerprint verification can be reduced to a point pattern model-matching (minutiae matching) problem. A number of point pattern matching algorithms have been proposed in the literature, such as the relaxation approach (Ranade and Rosenfeld, 1980) , the fast algorithm based on 2-D clusters (Chang et al., 1997) , the triangular matching and dynamic time warping approach (Mikl o os and Kov a acs- Vajna, 2000) and the local and global structure matching approach (Jiang and Yau, 2000) . Jain et al. (1997) proposed an algorithm to deal with the problem of point pattern matching in fingerprint recognition by changing the points to the polar coordinate system and comparing the point sets using a string matching algorithm.
The minutiae-matching algorithm in this paper originates from the algorithm of Jain et al. (1997) . But our algorithm differs in three aspects. Firstly, the alignment method we use is different. Secondly, unlike the method proposed by Jain et al. (1997) , which uses ridge information only in the alignment stage, we introduce ridge information into the matching process. Finally, the method of Jain et al. uses a fixed sized bounding box during the matching process, whereas we replace it with a variable bounding box, which is more robust to non-linear deformations between two fingerprints.
In the following sections, we discuss our method in greater details.
Fingerprint image enhancement

Estimation of orientation field
In general, a fingerprint has a well-defined orientation field. The estimation of the orientation field is critical to fingerprint image enhancement. To estimate the orientation field, we divide the ridge direction of a pixel into 8 directions (Fig. 2) .
To decide the ridge direction of each pixel in the image, we compute the average grey value in direction i (i ¼ 0; 1; . . . ; 7 means one of the 8 directions) in a 9 Â 9 window with the pixel as the centre. In other words, we compute the average grey value of the pixels labelled ''i'' (Fig. 2) and obtained G½i. The 8 mean grey values are divided into 4 groups with the two directions in each group perpendicular to each other. Group j ðj ¼ 0; 1; 2; 3Þ contains direction j and j þ 4. The absolute value of the difference of the mean grey value is calculated in each group as: The ridge direction in the pixel is decided by
where Grey is the grey value at this pixel.
To reduce the effect of noise, we partition the image into small blocks of size 16 Â 16 and set the ridge direction of each pixel in one block as the direction of that block, that is, the mean direction of all the pixels in the block. To obtain the mean direction of a block, we calculate the number of pixels in the block where ridge direction is estimated as i (i ¼ 0; 1; . . . ; 7) and set this number as N i . The mean direction of the block is:
Binarization and thinning
In our AFIS, we extracted minutiae of a fingerprint from its thinned image. The grey values in raw images were of a continuous slope, indicating that binarization by means of a global threshold technique is unsuitable for further processing. To solve the problem, we develop a method to directly binarize the image with its orientation field, which is fast to obtain binary image.
In a pixel with ridge direction i, we calculate the mean grey value in directioni and in the direction perpendicular to i, i.e. direction i Ver ¼ i þ 4 to obtain G½i and G½i Ver , then to binarize the pixel as:
where i Val is the grey value of the binarized image in this pixel. Grey value 255 denotes the background of the image and the valley of the fingerprint. Grey value 0 denotes the ridge of the fingerprint in the image. We thin the binary image of a fingerprint with the thinning method introduced in (Naccache and Shinghal, 1984) and obtained the skeleton of the fingerprint. It is more accurate and easier to detect its minutiae and to trace its ridges from a thinning image than directly from the raw image.
Since a fingerprint may be corrupted by noise due to impression, skin, reader, etc. during image capture, post-processing should be done (Luo and Tian, 2000) .
Results of image enhancement
The performance of the enhancement algorithm was evaluated on various fingerprint images, including the four databases of the The results show that the method of enhancement is faster than other methods (Huang, 1993; Jain et al., 1997; Lin et al., 1998) .
Minutiae extraction
We extract the minutiae of a fingerprint from its thinned image (Farina et al., 1999; Ratha et al., 1995; Xiao and Raafat, 1991) . Let mðF Þ be the number of minutia points in a fingerprint F . The set of all the minutia information is MðF Þ ¼ fMðF ÞðiÞ ¼ fx i ; y i ; h i ; t i ; d in ; a in ; n ¼ 1; 2; . . . ; Lg T ; i ¼ 1; 2; . . . ; mðF Þg where the minutia MðF ÞðiÞ denotes the ith minutia in the minutiae set MðF Þ. The features of the minutia MðF ÞðiÞ are as follows:
(1) x i , and y i denote its coordinates.
(2) h i denotes its orientation, the angle from OX to its local ridge direction at MðF ÞðiÞ in the anticlockwise direction. (3) t i denotes the type of the minutia point, which is either ending or bifurcation. (4) (d in ; a in ; n ¼ 1; 2; . . . ; L; L 6 4) denotes the associated ridge corresponding to MðF ÞðiÞ. The associated ridge is represented by points N in (n ¼ 1; 2; . . . ; L) sampled at the average interridge distance along the ridge linked with MðF ÞðiÞ. In our algorithm, at least 4 points are recorded on an associated ridge. d in (n ¼ 1; 2; . . . ; L) denotes the distance between the minutia MðF ÞðiÞ and N in ; a in denotes the angle between the direction from the minutia MðF ÞðiÞ to N in and the direction h i . Fig. 7 shows the minutiae of a fingerprint and their associated ridges. For the bifurcation ridge MðF ÞðjÞ, the associated ridge is represented with the ridge which is the closest to the reverse of h i . For ridge ending MðF ÞðiÞ, the associated ridge is just the ridge linked with MðF ÞðiÞ. In minutiae matching, the associated ridge is used to align the two sets of planar point patterns to be matched. Furthermore, the rotation angle between any pair of ridges in the two minutiae point sets, are used to decide whether the two minutiae associated with this pair of ridges can be taken as the corresponding minutiae pair.
MðF Þ determines the global minutia structure of the fingerprint F . For convenience, let xðF ; iÞ denote x i in minutia MðF ÞðiÞ of fingerprint F , yðF ; iÞ for y i , hðF ; iÞ for h i , tðF ; iÞ for t i , dðF ; i n Þ ðn ¼ 1; 2; . . . ; LÞ for d in , aðF ; i n Þ ðn ¼ 1; 2; . . . ; LÞ for a in .
Minutiae matching
Minutiae-matching in the polar coordinate system has several advantages (Jain et al., 1997) .
The non-linear deformation of fingerprints has a radial property, which radiates outward from a certain region. Therefore, it is beneficial to model the minutiae set in the polar space, without consideration of the translation between the input and template images in polar coordinates (Fig. 8) . The translation can be compensated in the polar coordinate system because it is the same translation between the other corresponding point pairs as between the reference point pair. At the same time, it is much easier to handle rotation in the polar space than in the Cartesian space. Hence, we do minutiae matching in the polar coordinate system.
Even if an input image comes from the same finger as the template image in the database, there are transformations such as translation, rotation and scaling. When the minutiae of an input fingerprint are matched to the minutiae of the template fingerprint in the database, we must estimate these parameters to align input minutiae with the template minutiae. We assume that the scaling factor between input and template images is identical since both images are captured with the same device. In addition, we do not need the translation between input and template images in the polar coordinates, except the rotation parameter between input and template images.
The existence of non-linear deformation of fingerprints, an inherent property of fingerprint impression, prevents exact recovery or the position of each input minutia with respect to its corresponding minutia in the template. Therefore, the matching algorithm should be elastic, or capable of tolerating, to some extent, the deformations due to inexact extraction of minutia positions and nonlinear deformations. Jain and coworkers (Maio et al., 2002) dealt with the problem of elastic matching by placing a bounding box around each template minutia, which specifies all the possible positions of the corresponding input minutia with respect to the template minutia and restricts the corresponding minutia in the image to be contained in this box. The method (Jain et al., 1997 ) is more effective by adjusting the bounding box when an inexact match is found during the matching process, showing an ability to compensate for minutia localization error and non-linear deformation. The method (Jain et al., 1997) needs further modification by using variable sized bounding boxes to be more robust to non-linear deformations between two fingerprint images.
Alignment of minutiae set
P and MðP Þ denote a template fingerprint and its minutiae set respectively. Q and MðQÞ denote the input fingerprint and its minutiae set respectively.
To change the minutiae to the polar coordinate system, we choose a pair of minutiae in the template minutiae set and the input minutiae set as reference points (the origin of the polar coordinate systems) and get the polar coordinates of other minutiae according to the reference points. Since we know nothing about the correspondence of template and input point sets, we will considered each possible pair of reference points.
For each minutia MðP ÞðiÞ (1 6 i 6 mðP Þ) in the template minutiae set and each minutia MðQÞðjÞ (1 6 j 6 mðQÞ) in the input minutiae set, let Rði; jÞ denote the rotation angle between input and the template images if we take MðP ÞðiÞ and MðQÞðjÞ as the reference points of the corresponding image. If MðP ÞðiÞ and MðQÞðjÞ are considered as a pair of corresponding minutiae, or the associated ridges of MðP ÞðiÞ and MðQÞðjÞ are similar to each other in a certain degree, Rði; jÞ 2 f0; 1; . . . ; 359g. Otherwise Rði; jÞ ¼ 400, which indicates that MðP ÞðiÞ and MðQÞðjÞ can not be considered as a pair of corresponding minutiae.
If MðP ÞðiÞ and MðQÞðjÞ are of different types, one is ridge ending and another, ridge bifurcation; they cannot be considered as a pair of corresponding minutiae and Rði; jÞ ¼ 400. Otherwise if MðP ÞðiÞ and MðQÞðjÞ are either ridge endings or ridge bifurcations, the value of Rði; jÞ is defined below.
If the number of points recorded in the associate ridge of MðP ÞðiÞ and MðQÞðjÞ is not the same, Rði; jÞ ¼ 400. Otherwise let RðP Þ represent the associated ridge of minutia MðP ÞðiÞ and RðQÞ represent the associated ridge of minutia MðQÞðjÞ. RðP Þ is matched against RðQÞ to get the difference of two ridges according to the following formula:
where L ðL 6 4Þ is the number of points recorded. If d Diff 6 T d and a Diff 6 T a (T d and T a are empirical thresholds which changes with fingerprint images P and Q), indicating that the form of the two ridges is similar to each other to a certain degree, minutiae MðP ÞðiÞ and MðQÞðjÞ can be considered as a pair of corresponding minutiae, and is calculated as:
Rði; jÞ ¼ hðP ; iÞ À hðQ; jÞ ð 7Þ where hðP ; iÞ is the orientation of MðP ÞðiÞ and hðQ; iÞ the orientation of MðQÞðjÞ. If d Diff 6 T d or a Diff P T a , indicating that the form of these two ridges is not similar to each other, minutiae MðP ÞðiÞ and MðQÞðjÞ cannot be considered as a pair of corresponding minutiae, and Rði; jÞ ¼ 400.
To align the input minutiae set with the template minutiae set in the polar coordinate system, it is necessary to convert the input minutiae and the template minutiae to the polar coordinate system with respect to the reference minutiae MðP ÞðiÞ and MðQÞðjÞ, and add the rotation angle Rði; jÞ to the radial angle of the polar coordinate of every input minutia to finish the alignment.
Eq. (8) is used to convert other minutiae to the polar coordinate system with respect to the reference minutia. 
Setting of a variable sized bounding box
To match between MðP Þ and MðQÞ, a fix-sized bounding box and a variable sized bounding box are introduced (Fig. 9) .
The size of a bounding box is represented by a b and r b .
In the algorithm (Jain et al., 1997) , a fix-sized bounding boxed is used, where a b and r b assume the same value for all the template minutiae. A variable sized bounding box is used with its values of a b and r b in each minutia changed according to the radius of the minutia. If the radius of the template minutia is larger, its bounding box will have a larger r b and a smaller a b . r b and a b are calculated as:
where a bs , a bl , r bs , r bl are lower and upper bounds of the r b and a b respectively. Parameters a and b are two predefined constants. a bs , a bl , r bs , r bl , a and b are empirical parameters which changes with the size of a fingerprint image.
To use a variable sized bounding box instead of a fix-sized one is to deal with non-linear deformation more robustly. When the radius of the minutia is small, a small deformation may cause a big change of the radial angle while the change of radius remains small. In this case, a b of the bounding box should be larger and r b of the bounding box should be smaller. When the radius of the minutia is large, however, a small change in the radial angle may cause a big change in the position of the minutia. The radius can be largely deformed, as it is the accumulation of deformations from all the regions between the minutia and the reference minutia. Hence in this case a b of the bounding box should be larger and r b of the box should be smaller.
Aligned minutiae matching
To match between MðP Þ and MðQÞ is to identify whether two fingerprint images P and Q are from the same finger or not. The steps for matching between the two minutiae sets MðP Þ and MðQÞ are described below:
Step 1. Selection of reference minutiae pair For each minutia MðP ÞðiÞ (1 6 i 6 mðP Þ) in the template minutiae set and each minutia MðQÞðjÞ (1 6 j 6 mðQÞ) in the input minutiae set, if Rði; jÞ ¼ 400, indicating that MðP ÞðiÞ and MðQÞðjÞ can not be considered as a pair of corresponding minutiae, this step is repeated and another MðP ÞðiÞ and MðQÞðjÞ are chosen. Otherwise step 2 is taken. If all possible minutiae pairs have been considered, go to step 4.
Step 2. Alignment of two minutiae sets with their reference minutiae respectively MðP ÞðiÞ and MðQÞðjÞ are taken as reference minutiae. Each minutia in MðP Þ and MðQÞ is converted to the polar coordinate system with respect to the corresponding reference minutia with Eq. (8). Two minutiae sets MðP Þ and MðQÞ are converted to: Step 3. Matching between MðP i Þ and MðQ j Þ Sði; jÞ denotes the matching result of MðP i Þ and MðQ j Þ, Sði; jÞ is calculated by should be smaller than a predefined threshold value n (empirically n ¼ 15); (3) Rðk; lÞ 6 ¼ 400, which indicates that the associated ridges of MðP i ÞðkÞ and MðQ j ÞðlÞ, should be similar to each other. else s kl ¼ 0.
Then go to step 1;
Step 4. Output of the result of matching S r denotes the matching score between P and Q. It can be calculated by
The higher the matching score S r , the more likely P and Q are from the same finger. If S r P 1; Q is considered to be from the same finger as P . Otherwise P and Q are considered to be from different fingers. 1 is empirical threshold and is equal to 7 in this paper. P and Q may be statistically assumed to be from the same finger If the number of common minutiae between MðP Þ and MðQÞ is greater than 6. During matching, the advantage of introducing ridge information embodied in Rði; jÞ into the matching process lies in two aspects. Firstly, how to choose a reliable reference point pair is a very difficult problem in fingerprint matching. If all possible point pairs are considered, the pair that gives the largest matching score is chosen with a heavy burden. With the help of ridge information, the number of point pairs can be reduced to serve as the reference point pair. Each minutia MðP ÞðiÞ (1 6 i 6 mðP Þ) in MðP Þ and each minutia MðQÞðjÞ (1 6 j 6 mðQÞ) in MðQÞ can be used as the reference minutiae pair only when Rði; jÞ 6 ¼ 400, indicating that the associated ridges of MðP ÞðiÞ and MðQÞðjÞ are similar to each other in a certain degree. In this way, the problem in choosing the reference point pair is solved with low computational cost. Secondly, by introducing the ridge information into the matching process, our algorithm can better distinguish P and Q from different fingers while having little influence on the matching of the two images from the same finger. If P and Q come from the same finger, the associated ridges of their corresponding point pairs should be similar to each other to a certain degree. That is to say, P and Q are identified to be from the same finger, if MðP ÞðkÞ and MðQÞðlÞ are a corresponding point pair, it is likely Rðk; lÞ 6 ¼ 400. But when P and Q are identified to be from different fingers, it is likely that MðP ÞðkÞ and MðQÞðlÞ satisfy all the other conditions of being a corresponding point pair but Rðk; lÞ ¼ 400.
Experimental results
In practice, the only public domain data sets are the US National Institute of Standards and Technology (NIST) CDROMs containing thousands of images scanned from paper cards where fingerprints were impressed by rolling ''nail to nail'' inked fingers. Since these images significantly differ from those acquired by optical or solid state sensors, they are not well suited for testing on ''online'' fingerprint systems, although they constitute an excellent benchmark for AFIS developments and fingerprint classification studies, NIST recently released a database containing digital videos of live-scanned fingerprint data. Since this database was specially collected for studying plastic distortion affecting the online acquisition process and the impact of finger rotation, it models only certain fingerprint variations and it is not recommendable for a general evaluation of verification algorithm (Maio et al., 2002 ). Thus we perform our tests using the fingerprint databases of FVC2000 to evaluate the performance of our algorithm and to be able to compare developments in fingerprint verification.
Experiments of both the improved algorithm and the original one are performed on the four databases of FVC2000 (Maio et al., 2002) . The performance evaluation method in (Maio et al., 2002 ) is adopted in our experiments. Results are reported below.
C_R represents the improved matching algorithm, that is, the algorithm which uses a variable sized bounding box and introduces ridge information embedded in Rði; jÞ in the matching process. C_NR represents the algorithm that uses a variable sized bounding box without applying ridge information in the matching process. F_R represents the algorithm that uses a fix-sized bounding box and apply ridge information in the matching process. F_NR represents the original algorithm (Jain et al., 1997) , that is, the algorithm uses fixed a bounding box without applying ridge information in the matching process. All the other conditions of the four algorithms are the same. When a fix-sized bounding box is used, the size of the box is adjusted to the optimal size for each database. The definitions of equal error rate (EER), false non-match rate (FNMR), false match rate (FMR), the value that EER would take if the matching failures were excluded from the computation of FMR and FNMR (EER*) and receiving operating curve (ROC) are defined in (Maio et al., 2002) . All the experiments were conducted on Pentium III450 MHz machine running windows 2000. (Maio et al., 2002) shows that EER, EER*, the lowest FNMR at which no false matches occur (ZeroFMR), the lowest FMR at which no false non-matches occur (ZeroFNMR), and ROC can describe the performance of a fingerprint matching algorithm on a fingerprint database.
The experimental results (Tables 1-4) show that the performance of the improved algorithm is better than the original one over the four databases. Tables 1-4 and Figs. 10-13 describe the average performance over the four databases. Performance improvement is obtained by using a variable sized bounding box instead of the fix-sized one and by introducing ridge information into the matching process. The improvement of performance by introducing ridge information into matching is smaller and may even worsen the performance in some rare cases of matching with fix-sized bounding box overdatabase DB3_a (Table 3) . By using both ridge information and variable sized bounding box, however, the perfor- Fig. 10 . The ROC curve of the improved algorithm over DB1_a. Fig. 11 . The ROC curve of the improved algorithm over DB2_a. Fig. 12 . The ROC curve of the improved algorithm over DB3_a. Fig. 13 . The ROC curve of the improved algorithm over Db4_a. mance of matching is better than those of other three matching algorithms on the four fingerprint databases of FVC2000. Furthermore, the average enrolling time and average matching time of our algorithm is less than those of other methods (Maio et al., 2002) . Thus the statistical significance of the improvements prove that matching using both a variable sized bounding box method and ridge information is an effective and practical matching method.
FVC2000 database DB1_a
The average enrolling time and average matching time of C_R overDB1 is 0.52 s.
FVC2000 database DB2_a
The average enrolling time and average matching time (Maio et al., 2002) of C_R overDB2 is 0.44 s.
FVC2000 database DB3_a
The average enrolling time and average matching time (Maio et al., 2002) of C_R over DB3 is 1.06 s.
FVC2000 database DB4_a
The average enrolling time and average matching time (Maio et al., 2002) of C_R over DB4 is 0.36 s.
Conclusion and discussion
We have developed a fingerprint image enhancement method based on orientation field and introduced a minutiae matching algorithm, which is superior to the previously reported in (Jain et al., 1997) , in which minutiae matching was done by point pattern matching in the polar coordinate system. In our method, simpler but more effective alignment is used where ridge information is introduced into the matching process apart from a variable sized bounding box in the matching process. These modifications make our method more robust to non-linear deformations between two fingerprint images.
Our experiments show that fingerprint images can be well matched using the minutiae matching method. But some fingerprint images of bad quality exist as well as unclear ridge structures that could not be matched by minutiae matching. The problem lies in the fact that in such images it is very difficult to extract minutiae correctly. Our future work will be along two aspects. First, the fingerprint image enhancement algorithm should be improved to extract minutiae more accurately so that the minutiae-matching algorithm is more robust to non-linear deformation (Cheng et al., 2002; Luo and Tian, 2000) . Second, we try to find some new features of fingerprints, such as local features in frequency domain (Willis and Myers, 2001 ) and its local directional features in orientation fields (Coetzee and Botha, 1993; Lee and Wang, 2001) , and to match without the minutiae feature for fingerprint images of bad quality. We believe it is better to use fingerprint-matching method that is not based on minutiae as a complementary way to the minutiae matching method in the system.
