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ABSTRACT 
THE ERM PROCESS: EVIDENCE FROM INTERVIEWS OF ERM 
CHAMPIONS 
 
by 
Therese R. Viscelli 
Abstract 
This paper investigates the processes that comprise enterprise-wide risk 
management (ERM) programs implemented by organizations. ERM is a holistic approach 
of risk management that looks at organization-level risks on a portfolio basis, unlike 
traditional risk management that looks at silos of individual risks within an organization. 
The practitioner and academic literatures provide many insights into different 
frameworks that could be used to implement ERM, but there is little written about the 
processes and activities that represent actual organizations’ ERM approaches. By looking 
at the way an organization accomplishes its mission through its management style and 
communication methods, the role corporate culture plays in an ERM implementation are 
examined.  
Employing interviews and surveys of ERM champions in 14 organizations, this 
study provides rich insights into ERM implementation. The interviews revealed that 
organizations were most likely to undertake an ERM implementation to meet strategic 
needs often motivated by encouragement for the process from the board of directors 
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(BOD) and audit committee, with few objections raised. The ERM process typically 
began with a list of risks developed with senior management input, and ERM often 
resulted in organizational changes with new responsibilities being the most common 
change. Few of the organizations had a formal definition of risk appetite, with many 
describing the appetite definition as included in strategic objectives or procedures.  
When it came to identifying and assessing top risks, an iterative process was used 
which crossed multiple layers of the organization and cross-functional groups. The key 
players in the ERM process were Internal Audit (IA), general counsel, audit committee, 
CFO, and BOD, with IA most commonly identified having ownership over the day-to-
day ERM leadership. Most organizations had management level ERM committees, but 
few had departments dedicated to ERM.  The interviewees identified positive impacts of 
ERM more often than negative effects of ERM.  While most of the organizations had an 
organic culture and had relatively advanced ERM implementations, there were some 
differences in interview responses between the organic and “less organic” groups. This 
study has implications for corporate governance in the areas of successful ERM methods 
and overall risk management of an organization. 
  
  
 
Key Words: Risk, ERM, culture, internal audit, governance, audit committee, board of 
directors, COSO, risk silo  
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CHAPTER 1 INTRODUCTION 
 
High profile accounting scandals, the sub-prime lending crisis, natural and 
operational disasters, massive trading losses, and product recalls over the past decade 
have many shareholders questioning how senior management and boards are providing 
oversight of their organizations, especially in the area of risk management. Enterprise risk 
management (ERM), as a framework for addressing and mitigating organization-level 
risk, has developed over the last decade, building upon the traditional   ‘silo’ method of 
risk assessment, where risks are addressed individually, not enterprise-wide. Power 
(2007) notes that risk management has been transformed from its technical, analytical 
roots of the 1960s to an organizational, governance-level approach. Traditional risk 
assessment looks to individual stakeholders in the firm to identify the risks associated 
with their areas of responsibility with little focus on their impact on other aspects of the 
entity, commonly referred to as the   ‘silo’ approach (Mikes, 2009). For example, the 
controller would assess financial reporting risks, and the operations manager would 
assess risk in the manufacturing process, with neither party considering fully the impact 
of the risk area on the other business function. However, as many types of risk can cross   
‘silos’ (e.g., a production issue leads to inventory obsolescence and an accounting 
misstatement), an enterprise-level approach to risk management is needed to ensure the 
full risk has been assessed, rather than just a piece of the risk. ERM allows a company to 
identify, assess, 
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and monitor risks across the organization in a   ‘holistic’ manner with the goal of 
increasing the likelihood that core objectives are achieved.  
Several thought papers outline key conceptual elements that are important for an 
effective ERM process. COSO issued in 2004 its Enterprise Risk Management – 
Integrated Framework that provides overarching principles related to implementation of 
an ERM process (COSO 2004). That framework emphasizes that for ERM 
implementation to be successful, an organization must identify, assess, manage, and 
monitor those risks that would prevent the organization from meeting its objectives 
(COSO, 2004). Thus, risk identification and measurement are critical challenges in the 
ERM implementation process. Many companies use key performance indicators (KPI) to 
monitor these risks. The use of KPIs for monitoring typically gives insight into past 
events. Beasley, Branson, and Hancock (2010b) call for a different type of risk indicator, 
a key risk indicator (KRI), which provides insight into future changes in risk conditions. 
They provide guidance on the difference in KPI and KRI measurements and how to 
develop KRI measurements. The purpose of monitoring risks is to ensure that they are 
within the organization’s appetite for risk-taking. Rittenberg and Martens (2012) provide 
a model for developing, communicating, and monitoring risk appetite, with specific steps 
that provide a structure for management on articulating an entity’s risk appetite. 
 Despite the guidelines provided, the current literature lacks sufficient in-depth 
studies of how the guidelines are used in actual ERM implementations, and there are 
many calls for such research (I. Fraser & Henry, 2007; Liebenberg & Hoyt, 2003; Pagach 
& Warr, 2011). One call for research in this area was made by Fraser, Schoening-
Thiessen, and Simkins (2008) in a study of what important risk literature was read by 
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executives working in the area of enterprise risk management. The executives found 
many articles that describe what the ERM process should look like, but lamented that 
very few provided detail on   ‘how’ to implement ERM. In addition, there is little 
research examining organizations’ actual experiences implementing ERM. The literature 
is also lacking in insight into actual processes around risk identification, and there have 
been multiple calls for research on risk identification (J. R. S. Fraser, et al., 2008; 
Landsittel & Rittenberg, 2010; Nocco & Stulz, 2006).  
This study is designed to begin to fill an important void in ERM literature by 
examining the process of implementing ERM in sufficient detail to discover the   ‘how’ 
behind the ERM process. As ERM is a corporate governance mechanism (Baxter, 
Bedard, Hoitash, & Yezegel, 2013; Beasley, Clune, & Hermanson, 2005), the study of 
the ERM process will add to the accounting literature by beginning to answer the 
research calls for a better understanding of the processes involved in governance (Baxter, 
Bedard, Hoitash, & Yezegel, 2012; Baxter, et al., 2013; Beasley, Carcello, Hermanson, & 
Neal, 2009; Carcello, Hermanson, & Ye, 2011; DeZoort, Hermanson, Archambeault, & 
Reed, 2002).  
A series of semi-structured interviews of risk champions of 14 organizations was 
conducted. The risk champions are those individuals who have been or are currently 
involved with an ERM implementation in a manner that gives them insight into the whole 
ERM process. The questions asked were designed to reveal activities behind the ERM 
implementation process, including risk identification and response to risks, and I use 
agency theory, institutional theory, signaling theory, and organizational culture theory to 
analyze the responses. The interview method is the appropriate research method for 
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understanding processes which is the objective of this study (Beasley, et al., 2009; 
Hermanson, Tompkins, Veliyath, & Ye, 2012). 
The interviews revealed that organizations were most likely to undertake an ERM 
implementation to meet strategic needs often at the encouragement management received 
from the board of directors (BOD) and audit committee, with few objections raised. Even 
though the ERM process was envisioned as part of the strategic planning process, ERM 
did not ultimately end up notably impacting the strategic direction of those organizations 
and its impact was limited in many of the organizations. The ERM process typically 
began with a list of risks developed with senior management input, and ERM often 
resulted in organizational changes with new responsibilities the most common change. 
The new responsibilities included implementation management, gathering and reporting 
of risks, and acting as a resource to the organization on risk management. Few of the 
organizations had a formal definition of risk appetite, with several of the organizations 
with informal definitions describing the appetite definition as being included in the 
organization’s strategic objectives. Other organizations with informal definitions said risk 
appetite was part of each risk discussion procedure.  
When it came to identifying and assessing top risks, an iterative process was 
commonly used which crossed multiple layers of the organization and cross-functional 
groups. The key players in the ERM process were internal audit (IA), general counsel, 
audit committee, CFO, and BOD, with IA most commonly identified as the owner of the 
day to day ERM leadership. Most organizations had management level ERM committees, 
but few had departments dedicated to ERM.  The interviewees identified positive impacts 
(greater risk awareness) of ERM more often than negative effects (value proposition) of 
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ERM.  While most of the organizations had an organic culture and had relatively 
advanced ERM implementations, there were some differences in interview responses 
between the organic and “less organic” groups. This study has implications for corporate 
governance in the areas of successful ERM methods and overall risk management of an 
organization. 
The rest of this paper is organized into five sections. The next section provides 
background information on ERM. A review of prior literature follows and is divided into 
seven themes: Strategy and ERM, SOX and ERM, Internal Auditing and ERM, Firm 
Value and Performance, Organizational Characteristics of ERM Adopters, Culture, and 
ERM Implementation Process. The motivation for the study is explained next and is 
followed by a section on the theories that are used. The next section explains the method 
used to conduct the study. Subsequent sections present the findings and conclusion. 
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CHAPTER 2 LITERATURE REVIEW 
Background 
  Volumes of legislation and securities regulations in the United States have been 
enacted to attempt to provide shareholders with greater protection from enterprise risks. 
One of the most notable requirements established within the last decade was the 
Sarbanes-Oxley Act of 2002 (SOX).  SOX specifically addressed the risk of a material 
misstatement in the financial reports (107-204, 2002).  Building on SOX, in 2003 the 
New York Stock Exchange made changes to its Corporate Governance Rules to assign 
specific requirements to audit committees to assume responsibilities for   ‘risk assessment 
and risk management’ (NYSE, 2004). Effective March 2010, the Securities & Exchange 
Commission (SEC) began requiring publicly traded companies to provide in their annual 
proxy to shareholders, a discussion of the board’s role in risk oversight of the entire firm 
(SEC, 2009). This new requirement is intended to promote an enterprise-wide risk 
assessment in the firm. Similarly, the Dodd-Frank legislation (111-203, 2010) mandates 
the establishment of a stand-alone risk committee of the BOD for financial institutions 
with assets greater than $10 billion. Additionally, credit rating agencies such as Moody’s 
Investor Service and Standard & Poor’s (S&P) have begun to take enterprise-wide risk 
programs into account in their evaluation of corporate governance as part of their credit 
rating analysis (Gates & Hexter, 2005). All of the recent rules and regulatory changes 
have called for an enterprise-wide view of risk management, consistent with ERM. 
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One of the many definitions of ERM was published by the Committee of 
Sponsoring Organizations of the Treadway Commission (COSO) in September 2004 in, 
Enterprise Risk Management – Integrated Framework. COSO defines ERM as: 
A process, effected by an entity’s board of directors, management 
and other personnel, applied in a strategic setting and across the 
enterprise to identify potential events that may affect the entity, and 
manage risk to be within its risk appetite, to provide reasonable assurance 
regarding the achievement of entity objectives (COSO, 2004). 
 
To be properly implemented, ERM must be part of the strategic planning process 
to ensure that the risks that would prevent an enterprise from achieving its objectives 
have been identified and are being managed within the enterprise’s acceptable risk level 
(Frigo & Anderson, 2011b).  The identification of these risks and the amount of risk an 
organization is willing to accept (risk appetite) are at the heart of the ERM process as 
argued by Rittenberg and Martens (2012).  
 The American Institute of Certified Public Accountants (AICPA) began 
sponsoring research by the ERM Initiative at North Carolina State University on the 
current state of ERM, beginning in 2008. In the most recent report, published in July 
2012, the findings showed that 62% of the firms acknowledge that the types and volume 
of risks they faced were increasing. This is up from the 55% reported in 2011 and shows 
that management is still facing high levels of risks (Beasley, Branson, & Hancock, 2012).  
The firms in the survey also reported that 37.1% did not formally assess strategic, market, 
or industry risks, down from 43.7% in 2011, and 42.7% described their risk oversight as 
being “very immature” to “developing”, showing a significant decrease from the 48.2% 
in 2011. Despite improvements, significant opportunities still remain to improve the 
underlying processes. Also, a separate survey published by COSO in 2010 found that 
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42.4% of the organizations ranked their risk oversight as “very immature” to “somewhat 
immature” (Beasley, Branson, & Hancock, 2010a). The study also found that almost 60% 
of the organizations had informal risk tracking, and such tracking was not at the 
enterprise level. Based on the findings above, after more than a decade of heightened 
focus on risk management, it appears there is still a long way to go in implementing 
robust ERM processes. 
Prior Literature 
ERM is widely written about, especially in trade journals. The academic literature 
is much more limited and is clustered around several themes: Strategy and ERM, SOX 
and ERM, Internal Auditing and ERM, Firm Value and Performance, Organizational 
Characteristics of ERM Adopters, Culture, and ERM Implementation Process. These 
themes will be discussed in the following sections.  
Strategy and ERM  
 ERM is touted to be value creating (Hoyt & Liebenberg, 2011; McShane, Nair, & 
Rustambekov, 2011; Nocco & Stulz, 2006). But, for ERM to actually create value, it 
must take place within a strategic setting (Frigo & Anderson, 2011b). COSO emphasizes 
in its definition of ERM that ERM is a process designed “to provide reasonable assurance 
regarding the achievement of entity objectives” (COSO, 2004), which is to say that ERM 
must be linked to the strategy a firm uses to achieve its objectives. The literature does not 
seem to support that firms are linking ERM to strategy. 
Strategic risks are “those risks that are most consequential to an organization’s 
ability to execute its strategies and achieve its objectives” (Frigo & Anderson, 2011b). 
Research suggests that strategic risks often are not well managed. For example, Funston 
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(2004) found in a study of 100 firms that made up the biggest losses (as measured by 
stock selloff) over the previous 10 years that 66% of the firms suffered from strategic 
risks and that the companies that experienced the largest losses suffered from two or 
more interrelated risks. Because companies often compartmentalize risks, there is a 
tendency to look at risk within a silo and not look at how the risk would affect the entire 
company (Funston, 2004). Likewise, Sylwotzky and Drzik (2005) found that in the years 
before the release of COSO’s ERM framework in 2004, few managers were 
systematically addressing strategic risks as evidenced by a 60% loss in value in a single 
year by more than one-third of the Fortune 1000 companies between 1993 through 2003.  
In addition, research reveals often limited focus on strategic risks in the ERM 
process. For instance, Beasley et al. (2012) found in a survey on the current state of ERM 
that 37% of respondents did not have any process or minimal process in place to identify 
and monitor strategic risks. This was a decline from the previous year’s results.  
Similarly, Beasley and Frigo (2007) reported about a survey conducted by the 
Conference Board in 2006 that many directors believe they have a better understanding 
of the major risks they face, but still need to develop a better way of handling strategic 
risks. Of the respondents, 53% believe that strategic risks pose the greatest risks to their 
firms. In a more recent conducted by Economist Intelligence Unit in 2011 of almost 500 
executives, more than half of the respondents said that in the past year their risk 
management was taking a more long-range view of risks and was linking risk with 
strategy (Unit, 2011).  
ERM can provide a company the opportunity to develop a holistic top-down 
approach to the identification and monitoring of those risks that have the greatest impact 
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on a firm’s ability to achieve its objectives. For this to happen, firms must embed the 
process in the firm’s strategic planning. As can be evidenced by the survey results and 
losses of firm value, it appears that ERM has not been fully integrated within the strategic 
planning process. Research about why ERM is not an integral part of strategic planning 
and insights as to how organizations have successfully connected risk management and 
strategic planning are warranted. This study seeks to shed insights into factors affecting 
the connection between strategy and ERM. 
SOX and ERM 
 With the passage of SOX, specific responsibilities for risk assessments related to 
financial statements were assigned to external auditors and corporate boards. Farrell 
(2003) and Roth (2006) argued that firms can use SOX Section 404’s requirement that 
management and auditors attest to the state of internal control over financial reporting 
effectiveness to leverage the evaluation of risk at an enterprise level. The literature 
discussed below does not seem to support that such leveraging of the Section 404 effort 
typically is happening. 
In a review of a study by the Institute of Internal Auditors completed in 2007, 
Roth (2007) argued that companies are not leveraging their SOX compliance efforts to 
implement ERM. Most companies in the survey were focused on meeting the 
requirements to limit the risk of financial misstatements of SOX, not on overall 
enterprise-wide risk assessment. Thomson (2007) also argues that SOX has actually 
impeded ERM implementation, in the short term, because of its focus on internal controls 
by external auditors. He asserts that SOX compliance could provide an opportunity for 
firms seeking to implement ERM if firms radically change their approach to focus on 
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internal resources’ roles, accountability, and skills in enterprise-wide risk assessment. As 
one counter-example, Arnold, Benford, Canada, Kuhn Jr., & Sutton (2007) found in a 
study of four firms that all of the firms believed their enterprise risk management was 
made more effective by the effort to become SOX compliant, but it was an   ‘unintended’ 
consequence of the 404 compliance effort. All agreed that the firms’ ERM 
implementation had been leveraged through the firms’ SOX efforts.   
The initial implementation guidance for auditors contained in PCAOB Auditing 
Standard No. 2, which has now been superseded, focused on SOX 404 implementations 
at the transactional level whereby auditors examined existing processes using  what 
became known as a “bottom-up approach”, which did not lend itself well to ERM. In 
addition, SOX Section 404 has an historical lens, so it does not identify emerging risks. 
SEC Chairman Christopher Cox stated in May of 2006 that Auditing Standard No. 2 gave 
guidance to external auditors for risk assessment of a firm’s internal controls, but at that 
time no such document existed for management, so the process defaulted to an internal 
controls process focusing on processes and tasks regardless of their associated risk (Cox, 
2006). This approach was not an enterprise-wide effort towards risk. Overall, while there 
appear to be benefits to be gained by leveraging SOX compliance with ERM 
implementation, existing literature suggests that most organizations do not tie SOX 
compliance to subsequent ERM implementation. Also, while research (Arnold, et al., 
2007; Roth, 2007) shows that ERM and SOX are not mutually exclusive initiatives, it 
appears that most companies treat them as separate. Research is needed to help provide 
insights as to whether and how organizations that have implemented ERM are integrating 
their ERM processes with other governance initiatives, such as SOX compliance, if at all. 
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Internal Auditing and ERM 
Anecdotal observations indicate that IA functions, especially the chief audit 
executive, are frequently tasked with the leadership of ERM implementation. Beasley et 
al. (Beasley, et al., 2012)  found that most organizations that have assigned formal risk 
oversight to a board committee have charged the audit committee with that oversight. 
Gramling and Meyers (2006) found that IA was responsible for ERM-related activities in 
36% of the firms involved in a survey by The Institute of Internal Auditors (IIA).  
There have been some studies that address the appropriate role of the IA function 
in ERM.  Shortly after COSO (2004) released its ERM Framework, The IIA released a 
position paper, The Role of Internal Auditing in Enterprise-wide Risk Management (IIA, 
2004), to give guidance on the roles internal auditors should or should not perform in risk 
management, and it stated that internal auditing’s core role is to “provide objective 
assurance to the board on the effectiveness of risk management”.  The roles of IA in 
ERM were divided into three areas: core IA roles in regard to ERM, legitimate IA roles 
with safeguards, and roles internal auditing should not undertake.  The paper suggests 
that internal auditing should evaluate whether its role in an activity would threaten its 
independence or objectivity. While there is disagreement in the internal auditing 
community about how closely the IIA guidelines should be followed, there is agreement 
that internal auditing should never “own” risk because owning the risk would jeopardize 
internal auditing’s independence and objectivity in evaluating risk (Jackson, 2005).  
Prior to the IIA’s position paper on internal auditing’s role in ERM, Walker, 
Shenkir, and Barton (2002) performed a study of five companies that focused on internal 
auditing’s role in ERM implementation. The five companies were in various stages of an 
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ERM implementation, and all the chief audit executives (CAE) at the companies were 
ERM champions for the company. The authors found that all of the CAEs understood the 
value-added potential of an ERM implementation, which made the CAEs very effective 
ERM champions. The role of IA was significant in the ERM implementation. In most of 
the companies, IA assisted in risk identification, facilitated workshops, helped to develop 
the ERM process, and integrated and aggregated information to develop risk reports. 
Such participation resulted in new skill development for the internal auditors, such as 
skills related to facilitating workshops and developing risk metrics. Overall, IA was the   
‘subject matter experts’ on risk, but it was up to each operating unit of the company to 
own its ERM implementation, keeping with IIA’s guidelines for IA’s role in ERM. 
Gramling and Myers (2006) found in a survey that the responsibilities held by 
internal auditors differed somewhat from IIA guidelines but that internal auditors 
understand the guidance. Their survey found that internal auditors had moderate 
responsibility for the core roles and expressed a desire for higher responsibility for these 
roles, which is in keeping with the guidelines. Within the legitimate roles, internal 
auditors had the highest level of responsibility for facilitating the identification and 
evaluation of risks, which is acceptable if the appropriate safeguards are in place. As for 
the roles internal auditors should not undertake (illegitimate roles), the survey found 
internal auditors had higher levels of responsibility than recommended in the guidelines. 
It was thought that this was the case because IA was playing a leading role in many 
organizations during the beginning stages of ERM.  
In a more recent study, based on a Global Audit Information (GAIN) Flash 
survey, Sobel (2011) found that internal auditing was not participating in core roles as 
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was recommended by the IIA guidelines on ERM implementation. Only 40% of the 
survey respondents said they were providing independent assurance on risk management, 
and an even smaller number (28%) said they were involved in new risk management 
functions.  When viewed from the roles described by The IIA, IA’s involvement falls 
short of the recommendations in core roles and legitimate roles, but few respondents in 
the survey seem to be participating in the illegitimate roles. Sobel suggested that a lack of 
general awareness and understanding about risk management was the possible reason for 
IA’s lack of participation. Overall, the results indicated that internal auditing was either 
not participating in ERM or was participating in a less than desirable role in ERM 
initiatives.     
Fraser and Henry (I. Fraser & Henry, 2007) also found in a study of United 
Kingdom companies that internal auditors were playing a bigger role in ERM than 
recommended by The IIA, and there was concern that they were doing so at the risk of 
losing independence. Using a structured interview questionnaire which also allowed for 
free-form comments, the interviews revealed that internal auditors were in the role of risk 
management facilitators and consultants, rather than evaluators of risk management 
processes. This raised the question of whether the internal auditors were maintaining their 
independence. The authors recommend that separate risk committees should be in charge 
of risk, rather than audit committees as was observed in the study.  This separation would 
allow IA to better maintain its ability to be objective and independent in its risk 
assessment. They also called for research on the approaches used to adopt ERM, so as to 
understand the processes surrounding the setting of risk appetite and identification and 
prioritization of risks.  
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Unlike the previous studies that focused on the specific role of internal auditing in 
ERM, Beasley et al. (2005) focused on the macro-level impact of ERM on internal 
auditing. They surveyed 122 firms and found that, overall, internal auditing is positively 
affected by ERM implementation. Internal auditing’s work was expanded as an 
organization progressed in the ERM implementation process. This is not surprising as an 
ERM implementation requires significant resources and, as outlined by The IIA’s 
guidelines on internal auditing and ERM (IIA, 2004), there are many roles for internal 
auditing in the process. Beasley et al. (2005) found a greater impact on internal auditing 
by ERM when the CFO and audit committee have called for internal auditing to have 
greater involvement in the ERM process and when internal auditing has a greater role in 
leadership of the ERM implementation. This suggests that CFOs and audit committees 
may recommend internal auditing to take a leadership role, thus leading to an impact on 
internal auditing resources, which could lead to a loss of independence. Firms in the 
banking and education sectors saw the greatest impact on internal auditing by ERM. The 
banking industry is highly regulated and tends to invest more heavily in the internal 
auditing function (Carcello, Hermanson, & Raghunandan, 2005).  Banks have also been 
leaders in ERM adoption because of the global regulations on risk management as seen in 
the Basel II framework (2004). The education industry is also highly regulated. Whitfield 
(2004) noted that internal auditing is best positioned to champion institute-wide 
initiatives, such as ERM, in the education sector. Beasley et al. (2005) did not conclude 
whether greater internal audit involvement in ERM was helpful or harmful to internal 
auditing’s independence and objectivity.  
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While the literature suggests that internal auditors understand the guidelines 
provided by The IIA on the appropriate roles that should be undertaken in an ERM 
initiative, it appears that internal auditors may not be following those guidelines 
consistently across the profession. The literature provides examples of the roles being 
played, but many of them appear to be in contrast to the guidelines. As audit committees 
are recommending IA to take leadership roles (Beasley, Clune, & Hermanson, 2008) in 
ERM initiatives, the ability to remain independent and objective may be compromised. 
Additional research needs to be done to understand whether IA is losing its independence 
and objectivity with respect to ERM initiatives and whether IA has the competency to be 
successful in the roles in which they are being called on to play. 
Firm Value and Performance 
As noted in the COSO definition of ERM, the goal of an effective ERM process is 
to increase the likelihood that corporate objectives are achieved. Some research has 
emerged trying to examine the value of ERM. Nocco and Stulz (2006) argued that the 
implementation of an integrated, holistic risk management environment (ERM) can be 
used to create value by better managing risk at a macro and micro level. By looking 
across the enterprise’s risks and coordinating them, ERM helps to ensure that no single 
project has a negative impact on the firm (Stulz, 1996). ERM is widely touted as adding 
to shareholder value and improving firm performance, and several studies have examined 
the relation of ERM with firm value and firm performance.   
Beasley, Pagach, and Warr (2008) used announcements of appointments of senior 
executives into ERM roles such as Chief Risk Officer (CRO) to proxy for the launch of 
ERM. They examined market reaction to news of that appointment by 120 firms to 
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determine whether shareholders associate value with the announcement of an ERM 
launch. Their study did not find any real value effect on a firm as measured on a 
univariate basis of abnormal returns in the two days surrounding an announcement of a 
senior executive being appointed to an ERM role. However, when the study controlled 
for the firm characteristics of growth options, intangible assets, cash ratio, earnings 
volatility, leverage, size and beta (market risk), a significantly negative relationship 
between abnormal returns and large cash balances was found, which is consistent with 
the notion that firms with large cash balances are better able to deal with negative 
outcomes (risks) and thus shareholders valued the announcement of ERM activities less. 
A positive relationship between firm size and abnormal returns was also found, which 
suggests that shareholders may value ERM more for large firms than small firms. When 
the study compared financial firms and nonfinancial firms, it found that for financial 
firms, cash ratio, leverage, and beta were significantly related to the market reaction, but 
the overall model was not significant. For the nonfinancial firms, the model was 
significant, and the characteristics of earnings volatility and size were positively related 
to market returns and the characteristics of cash on hand and leverage were negatively 
related. Overall, the study found that shareholders value ERM when it can enhance the 
value of the firm by overcoming agency costs or market distortions. It also showed that 
shareholders of large firms with little cash on hand value ERM, and large nonfinancial 
firm shareholders value ERM when the firm has volatile earnings, low amounts of 
leverage, and low amounts of cash on hand.  
In a similar study, Gordon, Loeb, and Tseng (2009), used a word search on firms’ 
10-Ks and 10-Qs filed with the SEC for fiscal year 2005 to identify 122 firms that 
18 
 
 
disclosed ERM activities. Using Compustat’s fields to measure strategy, operations, 
reporting, and compliance (COSO’s four objectives for ERM strategy) they developed an 
index of effectiveness of a firm’s ERM initiative. The measurement was then used in a 
regression of independent variables representing firm characteristics: environmental 
uncertainty (earnings volatility), industry competition (highly competitive), firm size 
(total assets), firm complexity (diversity of business transactions), and monitoring by the 
BOD (size of board divided by the log of sales). An initial regression was performed, 
limiting the sample to high performance firms as measured by one-year excess stock 
returns (2% or better), to establish coefficients (best practices) of the firm characteristics 
of high performing firms. The study went on to use best practices to create an optimum 
ERM score. When the ERM score was compared to what a firm actually scored, they 
found the smaller the difference in optimum score and actual score, the greater expected 
performance. The results of the study indicated that firms whose ERM initiative 
characteristics were properly aligned with the firm’s characteristics should experience 
greater firm performance.  
Hoyt and Liebenberg (2011) perform a similar word search as Gordon et al. 
(2009) using financial reports, newswires, and other media to identify insurance firms 
between 1998 and 2005 that had ERM initiatives. Using the Tobin’s Q measurement as a 
proxy for firm value, they compare the firms during that time that had an ERM initiative 
to firms that did not and found that firms with an ERM initiative had a higher median 
change in value than firms without an ERM initiative. On average, their results showed 
that firms with ERM initiatives were valued approximately four percent higher than firms 
without an ERM initiative.  
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McShane, Nair, and Rustambekov (2011) also used Tobin’s Q as a proxy for firm 
value but used a relatively new measure: risk management rating. S&P created this 
measurement to provide an overall risk assessment of insurance companies. The risk 
management rating is on a scale of 1 to 5, representing a continuum from traditional risk 
management (TRM) activities (silo approach) = 1 to complete ERM implementation = 5. 
The measurement is intended to measure risk sophistication. The authors found that firms 
experienced an increase in firm value as the firms increased their risk management 
sophistication in traditional risk categories from lacking reliable control systems to 
strong/excellent control systems but still lack a coordinated risk/reward evaluation 
process (TRM).  As the firms moved beyond silo risk management to a coordinated 
(holistic) approach, the firms did not see an increase in firm value. This suggests than 
firms achieve a higher level of performance as the firm improves overall risk 
management and controls (TRM), but the further performance improvement is not as 
significant as firms move into ERM. As with previous studies, they found that financial 
leverage and cash flow volatility were negatively related to firm value, but they did not 
find firm size significant.  
An additional study using S&P’s ERM rating was performed by Baxter, Bedard, 
Hoitash, and Yezegel (2013). The study looked at insurance and banking firms that 
received ratings from S&P from 2006–2008 to investigate the rating in relation to firm 
performance as measured by the accounting measure ROA and market value using 
Tobin’s Q. They found that firms with a higher ERM rating had higher operating 
performance (ROA) and higher Tobin’s Qs. They offered the explanation that this may be 
due to ERM helping to mitigate risks and/or allowing the firms to take advantage of 
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opportunities. The study also found that firms receiving a strong/excellent ERM rating, 
initially, had a stronger market reaction to the disclosure of the rating than those with 
lower ratings.  Additionally, they looked at the time period before the global financial 
crisis (January through August 2008), during the crisis (September 2008 through 
February 2009), and after the crisis (March 2009 through October 2009). They did not 
find any association between strong ERM programs and abnormal returns before the 
crisis and attributed the finding to the generally high market returns during that time. For 
the time period during the crisis, they also did not find an association between higher 
ERM ratings and market returns, suggesting that firms with strong ERM programs were 
not protected from the losses any better than firms without a strong program. They did 
find a strong relationship between higher ratings and market value after the crisis and 
attributed this to investors looking to information such as the ERM rating to provide 
insight into a firm’s ability to better address future risks.  
Better firm performance and increases in shareholder value are often used as 
arguments to begin an ERM initiative, but research is not conclusive on these points. 
Some of the studies did not find a positive relationship between ERM initiatives and firm 
value and performance overall, but when controlling for such things as firm type, 
financial and nonfinancial, firm size, cash balances, and types of ERM activities, a 
positive relationship sometimes was found, but not always. In addition, some studies only 
examined the financial industry. Based on the above, there is inconsistent evidence 
regarding ERM’s impact on firm value and performance. Further research is needed into 
whether ERM does improve firm performance and increase shareholder value. 
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Organizational Characteristics of ERM Adopters 
 Several papers have examined organizational factors and financial characteristics 
of companies that adopt ERM. However, as firms do not usually announce that they are 
embarking on an ERM implementation, it can be difficult to determine who has 
implemented ERM. Some researchers have used Chief Risk Officer (CRO) 
announcements or disclosures of ERM activities as a proxy for ERM adoption, while 
others have surveyed companies to understand their stage of ERM adoption.   
Using the announcement of a CRO as a signal of ERM implementation, 
Liebenberg and Hoyt (2003) used a size- and industry-matched sample. The study 
examined the characteristics of earnings volatility, stock price volatility, leverage, growth 
opportunities, institutional ownership, and opaqueness of financial health to external 
parties. In general, the firms found to have announced a CRO where among the largest in 
their industry and primarily in the financial and energy industries (25 of 26). As these 
industries are considered to be financially opaque (Thiessen, Hoyt, & Merkley, 2001), the 
announcement of a CRO could be viewed as a way to communicate a firm’s risk profile 
and thus reduce information asymmetry. While they did not find significant differences 
between firms’ ownership and firms’ financial characteristics, the study did show a 
positive relationship between higher leverage and the likelihood to announce a CRO 
appointment. This is consistent with firms hiring a CRO to manage operational risks 
when they have higher leverage risks. The authors made a call for additional research into 
the method of ERM implementation to determine additional relevant characteristics, such 
as organizational structure and existing risk management functions.  
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 Pagach and Warr (2011) also used the announcement of a CRO to signal ERM 
adoption and sampled 138 firms, with 77 firms in financial industries. The study found 
that firms with higher levels of leverage and larger in size (assets) were more likely to 
announce the appointment of a CRO role, consistent with Liebenberg and Hoyt (2003). 
Unlike Liebenberg and Hoyt, who used a logit model (one time event, announcement), 
this study used a hazard model. The hazard model allows for the analysis to take place 
over a series of periods leading up to the announcement, unlike the one-time event of the 
announcement in the logit model used by Leibenberg and Hoyt. Using a hazard model 
and controlling for size, cash flow volatility and return volatility were shown to have a 
positive relationship to the announcement of a CRO by a firm. This supports the 
hypothesis that firms facing greater risk will benefit from ERM. The positive relationship 
with cash volatility was not found in previous studies. The study also found that firms 
with a high percentage of shares owned by institutional investors were more likely to 
have announced a CRO, consistent with institutions’ desires for greater risk control. In a 
subsample of firms where CEO compensation could be determined, the study found that 
firms where CEO compensation was sensitive to stock volatility were more likely to have 
a CRO. While, on the surface, this runs counter to the assumptions the CEOs would want 
to maximize risk to maximize compensation, two explanations were offered for this 
result. First, it was explained that as ERM reduces downside risk without impacting 
upside risks, a CEO should rationally embrace ERM even when an incentive to take risks 
is present.  The second explanation given was that the BOD recognized that the CEO has 
been incentivized through executive stock and option-based compensation to take risks 
and that by implementing ERM, a structure has been put in place that will control the 
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risks taken by the CEO.  The two explanations support the findings that a CRO is more 
likely to be announced when a CEO has incentives to take risks.  Pagach and Warr called 
for additional research into the ERM implementation process and the inner details of 
firms’ ERM initiatives. 
In a study of U.S. insurers, Hoyt and Liebenberg (2011) found that firms that have 
ERM initiatives were larger in size (assets) and had more institutional ownership as 
found in previous studies, but did not find that firms were more leveraged, had higher 
return volatility, or were more opaque as found in previous studies. They did not offer an 
explanation as to why the findings were different from previous studies, but the 
differences might be explained by the previous studies’ inclusion of multiple industries 
that are not as highly regulated as the insurance industry. In an additional study of 
insurance and banking firms, Baxter et al. (2013) used the S&P ERM rating to investigate 
variations in firm characteristics in relation to the level of the ERM rating. The study 
looked at insurance and banking firms that received ratings from S&P from 2006–2008. 
Their results showed that companies with higher ratings were more complex, had greater 
financial resources, and had better corporate governance.   
Beasley et al. (2005) explored organizational factors and their relationship to the 
stage of ERM implementation based on surveys completed by internal auditors. Rather 
than use a dichotomous variable representing ERM adoption of yes or no, they used a 
dependent variable that ranges from 1 = no plans exist to implement ERM to 5 = 
complete ERM is in place. Like previous studies, they found size (revenues) was 
positively related to the stage of ERM. Firm leverage was not included in the study. 
Additionally, the study found firms that had (1) a CRO, (2) more independent directors, 
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and (3) explicit ERM calls from the CEO and CFO were more likely to be at a more 
advanced stage of ERM. These results suggest that top management support for ERM is 
critical for ERM implementation. Firms that engaged a Big Four auditor were also found 
to be further along in ERM implementation than were firms using smaller auditing firms. 
As larger firms typically use Big Four auditors and ERM requires large amounts of 
resources, this finding is not surprising. The firms in the banking, education, and 
financial industries were at a more advanced stage of ERM implementation than other 
industries. The finding is not unexpected as these industries have calls from industry 
regulators or leaders for more effective risk management (Whitefield, 2004).  Finally, the 
study found that US firms were less advanced in ERM implementation stage than 
international firms, which could be explained by a lower level of ERM-related legal and 
regulatory requirements in the US, or a focus by U.S. firms on SOX and related issues at 
the time of the survey. 
  In another study using stage of ERM implementation of 825 firms located in the 
Netherlands, Paape and Spekle (2012) found larger firms, firms in financial industries, 
and firms that did not have large institutional ownership were further along in ERM 
stage, consistent with previous studies. Unlike previous studies, there was no relationship 
found between having a Big Four auditor and ERM development. They explained this 
difference as being due to the exceptional quality of the auditing firms in the Netherlands, 
regardless of the size of audit firm.  
Many companies have either board-level or management-level committees that 
have responsibility for ERM implementation. The ability to identify these firms is 
identified as a limitation in the previous studies. Subramaniam, McManus, and Zhang 
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(2009) used the presence of a Risk Management Committee (RMC), as disclosed in a 
firm’s annual report, to signal ERM implementation in top 300 Australian Stock 
Exchange listed companies. Unlike previous studies, they did not find a significant 
relation between ERM adoption and financial industry, board independence, or leverage.  
One explanation for these findings is that the study had a larger sample size (200) and the 
percentage of financial firms in the study was much smaller (15 of 200). The authors did 
find that an independent board chairman and larger boards were positively related to the 
presence of a RMC, as was organizational complexity as measured by firm segments.  
Like Paape and Spekle (2012), having a Big Four auditor was not related to having a 
RMC; however, 89% of the firms in the study used a Big 4 auditor which may have 
affected the results.   
As can be seen above, there is not strong consensus on the firm organizational 
factors and financial characteristics of firms with ERM initiatives. While the size of firm, 
whether measured by assets or revenue, has consistently been shown to have a positive 
relationship with ERM initiatives, many of the other characteristics such as institutional 
ownership, industry, and leverage have not shown consistent relationships with ERM 
initiatives. The mixed results suggest the need for additional studies of the relationships 
of firm organizational factors and firm financial characteristics with ERM initiatives. 
Culture 
Three of the major organizational change initiatives of the last two decades, 
reengineering, total quality management (TQM), and firm downsizing, have had less than 
stellar success (Cameron & Quinn, 2006). Lack of organizational culture fit to an 
initiative was given as a common reason for failure, leading to the belief that an 
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organization’s culture and strategy must be aligned to be successful.  As ERM is a change 
initiative similar to the previously mentioned initiatives, it is reasonable to assume that an 
organization’s culture would be a significant factor in the nature and success of an ERM 
implementation.  
Miccolis, Hively, and Merkley (2002) asserted that a recipe for implementing 
ERM does not exist and that the process is highly dependent on the culture of the firm. 
Rao and Marie (2007) found in a survey of 100 businesses in Dubai that culture was 
listed as a major barrier to ERM implementation, and in a survey of insurance executives, 
55% of the companies listed organizational culture as a barrier to ERM implementation 
(Miccolis, Mueller, & Gruhl, 2002). None of these studies define or describe what is 
meant by culture.  
A common way of describing organizational culture is on a continuum from 
mechanistic to organic. Organic cultures have been described as having a network of 
control and authority, lateral communication paths, and employees who receive 
information and advice in an cooperative manner rather than instructions from 
supervisors, while mechanistic cultures have been described as having a chain of 
command structure in the form of rankings of positions, vertical communication paths, 
and employees who are driven by top down decisions (Burns & Stalker, 1961).   
Kimbrough and Componation (2009) used an instrument, Organizational Culture 
Assessment (OCA) (Reigle, 2001, 2003), which was based on the mechanistic/organic 
continuum of Burns and Stalker, to study how the organizational culture framework is 
related to ERM implementation. In a study comprised of 116 firms from 21 different 
industries, the authors found that organizations with higher organic scores were more 
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likely to have a risk management program, were more likely to state that culture aided in 
the speed and effectiveness of ERM implementation, and were more satisfied, overall, 
with the effectiveness of the firm’s ERM program. Firms with higher OCA scores were 
more likely to answer   ‘yes’ to the question that the firm’s culture has been modified to 
support ERM. This is as expected because organic firms are more open to change and 
innovation. The study did not find that culture was related to the presence of a CRO, but 
for the firms that did have a CRO, the firms were more likely to have a formal risk 
management process and to be further along in the ERM implementation. Similarly, 
Kleffner, Lee, and McGannon (2003) found that a hindrance to ERM adoption was a silo 
mentality at firms due to the firms’ organizational structure, which could be interpreted as 
a characteristic of a mechanistic culture.  
Organizational culture is often held as a barrier to completion of many different 
types of company initiatives.  The current research on ERM notes that culture was 
identified as a barrier, but rarely explains what it actually means by culture. When culture 
is defined along an organic to mechanistic continuum, two studies point to organic 
cultures having better ERM results, indicating that when it comes to ERM initiatives, the 
more open and fluid a firm’s culture, the easier time a firm may have implementing 
ERM. As the research is limited, additional studies need to be done to answer the 
question as to how organizational culture impacts an ERM implementation.  
ERM Implementation Process 
There have been many articles published with frameworks for implementing 
ERM. Some give detailed steps and activities that should be used, while others describe 
firms that have implemented ERM, but not necessarily how they did it.  
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COSO’s Enterprise Risk Management – Integrated Framework Application 
Techniques (COSO, 2004) is a widely accepted framework and gives detailed steps and 
activity descriptions on ERM implementation. A survey conducted by Beasley et al. 
(2010a) found that many companies were familiar (65%) with COSO’s Enterprise Risk 
Management – Integrated Framework.  Paape and Spekle (2012) did the only study that 
could be found on the actual use of this framework. They reported that 43% of the firms 
indicated they used the COSO framework, but the results were obtained through 
dichotomous variable (i.e., framework used or not used) and did not provide any detail as 
to how much or how the framework was used.   Additional frameworks have been 
development by organizations such as the Casualty Actuarial Society’s  Overview of 
Enterprise Risk Management (CAS, 2003) and the International Organization for 
Standardization’s ISO 31000 (ISO, 2009), but there does not appear to be any research on 
the actual use of these frameworks. Sheenan (2010) and Burnaby and Hass (2009) offer 
their own frameworks, but neither of these articles provides examples of the frameworks 
being used to implement ERM.   Gates (2006) provided a sampling of corporate policies 
used by companies that implemented ERM, but the study does not describe the processes 
or frameworks behind the policies.  
Articles that present specific case studies of firms show that ERM implementation 
varies widely across firms, even in the same industry. Mikes (2009) found in a 
longitudinal study of two banks that two cultures emerged, “ERM by the Numbers,” 
driven by a strong shareholder value imperative, and “Holistic ERM,” driven by a risk-
based internal-control imperative. The ERM by the Numbers firm relied heavily on 
calculations for quantitative risks, which resulted in a diagnostic risk model. The Holistic 
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ERM firm quantified risks but did not rely solely on the numbers. Senior risk managers 
with intimate knowledge of the business sectors responded to management’s concerns 
and thus influenced the actions beyond what the numbers might have shown.   
In a study of firms in different industries, Arena, Arnaboldi, and Azzone (2010) 
studied three non-financial Italian firms over a seven-year period. All three firms 
professed to have an enterprise-wide risk management process, but each firm’s approach 
and resulting ERM process were influenced by the firm’s risk rationality. One firm’s 
rationality for ERM was for compliance, the second firm’s rationality was for stronger 
corporate governance to provide external assurance, and the third firm’s rationality was 
to improve performance which would lead to enhanced company value.  
Walker et al. (2002) examined the ERM implementation process at five 
companies from the perspective of internal auditing. Through a series of interviews with 
the chief audit executive, key executives, and staff members involved in the ERM 
implementation, they provided rich detail on the activities and processes used by the 
companies studied. All of the companies built on some form of risk management already 
in place, and IA played a major role in the ERM implementation. Each company made an 
attempt to define what risk meant to the company and related it to their business 
objectives. The companies used workshops which were cross-functional and involved the 
identification of risks, assessing the risks for probability and impact which resulted in risk 
maps. All developed action plans and monitoring of the action plans through a variety of 
scoreboards and tools. Though all of the companies were in different phases of 
implementation, the authors found universally that the companies had moved from a 
traditional risk management approach to an enterprise-wide approach. The research was 
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conducted before ERM frameworks such as COSO (2004) were developed; therefore, the 
role of such ERM frameworks was not examined. 
ERM means different things to different firms and can be implemented using 
different frameworks. The literature provides limited insights into the ERM 
implementation process, and the Walker et al. (2002) study was performed before the 
issuance of the COSO ERM framework. As has been shown, there are many calls for 
research into these implementation processes.  
Motivation 
The present study is motivated by the limited academic literature available on the 
process behind ERM implementation and risk identification, and academic calls for 
research on the topic.  As can be seen by the literature review, ERM is emerging as an 
important topic in the academic literature, not only in accounting but in other disciplines; 
however, little research has been done on ‘how’ organizations implement ERM 
initiatives.  
Fraser and Henry (2007), Fraser et al. (2008), Landsittel and Rittenberg (2010), 
Liebenberg and Hoyt (2003), and Pagach and Warr (2011) specifically call for additional 
research on the process used by organizations to implement ERM, because details of   
‘how’ ERM is actually accomplished largely are lacking in the literature. In addition, 
Fraser et al. (2008) and Nocco and Stutz (2006) call for studies on the identification of 
risks, and Beasley et al. (2010a) call for the development of key risk indicators as 
measurements. These calls are summarized in the table below:  
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Table 1 Previous literature and calls for research 
Specific calls for research about the ERM processes 
Beasley, Branson, and Hancock (2010b) – call for research related to 
development of key risk indicators. 
Fraser and Henry (2007) – call for research about specific approaches 
adopted for risk management. 
Fraser, Schoening-Thiessen, and Simkins (2008) – call for research about 
processes used based on their observations that (a) as many articles 
describe what the ERM process should look like, few provide the detail 
on   ‘how’ to do it, and (b) how do you bring all the   ‘silos’ together? 
Landsittel and Rittenberg (2010) – call for research about how we identify 
and judge what constitutes the most effective ERM implementation 
techniques and tools? 
Liebenberg and Hoyt (2003) – call for research to better understand the 
determinants of ERM and the method of its implementation. 
Nocco and Stutz (2006) – call for research about quantifying reputational 
and strategic risk, as they are the hardest to quantify. 
Pagach and Warr (2011) – call for research about the implementation 
process of ERM, in order to understand the evolution of ERM programs. 
 
Based on the discussion above, the purpose of this study is to respond to a number 
of calls for research that provides insights into the processes and activities behind ERM 
implementation, including the identification of risks, the prioritization of risks, responses 
to risks, and monitoring of the risks. It also seeks to provide insight into the process of 
ERM as a corporate governance mechanism.  
Theory and Research Questions 
 Four theoretical perspectives, agency, institutional, signaling, and organizational 
culture, are considered in this study. Agency theory and institutional theory are two of the 
major theories used in governance research in accounting (Beasley, et al., 2009; Cohen, 
Krishnamoorthy, & Wright, 2008). Agency theory suggests that managers seek to 
maximize their own utility at the expense of shareholders. To ensure that managers do 
not act in a self-serving manner, organizations will provide independent monitoring.  
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ERM as a form governance provides this monitoring by adding transparency to the 
management of risks, thereby reducing information asymmetry and management 
opportunism (Liebenberg & Hoyt, 2003). Cumming and Hirtle (2001) and Meulbroek 
(2002) contend that firms that implemented ERM did so to reduce agency costs. 
Liebenberg and Hoyt (2003) supported this contention. Pagach and Warr (2011) also 
found that firms where CEOs had incentives to take risks were more likely to have 
implemented ERM.  It is expected that firms will emphasize processes and activities that 
identify their top risks and provide information to monitor and manage the risks. This is 
in keeping with agency theory’s goal of reducing information asymmetry and 
management opportunism. It also expected that some of the interviewees will mention 
calls from shareholders for clearer explanations of expected risks and how management 
expects to handle the risks, which is in line with agents seeking to reduce information 
asymmetry under agency theory. 
  A second major governance theory used in accounting research is institutional 
theory. For organizations to survive, they must adapt to rules and belief systems of their 
environment (DiMaggio & Powell, 1983). DiMaggio and Powell termed this adaption as 
“isomorphism” and provided three types: coercive, mimetic and normative isomorphism.  
Coercive isomorphism is a result of pressures from other organizations such as 
governments to regulate an activity. These regulatory pressures require organizations to 
become more alike in order to meet the requirements of regulatory pressures (Miccolis & 
Shah, 2000). Organizations that   ‘model’ or copy practices from other organizations are 
practicing mimetic isomorphism. Especially in times of uncertainty, organizations will 
seek out other organizations that are successful and imitate their   ‘best practices’. 
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Organizations may also be driven to be seen as legitimate by external organizations.  
Through education and the use of professional organizations such as ERM consultancies 
or audit practices with ERM expertise, leaders of firms will make changes that make 
them appear   ‘normal’ in their environment. This type of isomorphism is labeled 
normative. Through the perspective of institutional theory, interviewees are expected to 
discuss regulatory and legislated pressures (coercive isomorphism), implementing   ‘best 
practices’ (mimetic isomorphism), providing training and education on risk to their 
organizations, and using professional risk consultants (normative isomorphism). 
 The third area of theory to be used will be signaling theory. Signaling theory is 
concerned with reducing information asymmetry between two parties (Spence, 2002). It 
is useful for describing behavior when individuals or organizations have access to 
different information concerning a given entity (Connelly, Certo, Ireland, & Reutzel, 
2011). Signaling theory describes the process of when one party, the sender, must choose 
whether and how to communicate (or signal) information and the other party must choose 
how to interpret the signal.  It focuses on the deliberate communication of positive 
information to highlight positive organizational attributes that are not easily visible. An 
example of this is the study by Zhang and Wiersema (2009) that showed CEOs signaled 
the unobservable quality of their firms to potential investors via the quality of their 
financial statements. Two tenets of signaling theory are that a signal must be   
‘observable’ by the outside party for it to be useful and the ‘cost’ associated with the 
signal should be sufficient such that dishonest signals do not pay (Connelly, et al., 2011). 
An ERM initiative of a firm could be interpreted as a signal of the firm’s intent to reduce 
and manage risk, and given that ERM initiatives are not inexpensive, the signal could be 
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interpreted as being   ‘honest’ as to the intent of reducing and managing risk. Under this 
perspective, it is expected that interviewees will mention how ERM highlights the firm’s 
commitment to risk management and how external entities see the ERM initiative as 
positive information. 
Agency theory, institutional theory, and signaling theory will be the lenses used to 
evaluate the research questions listed below, which are suggested by the preceding 
literature review. It is expected that the answers to the questions will provide multiple 
examples of these theories: 
RQ 1 – Why do organizations undertake an enterprise-wide risk 
management process? 
 
RQ2 – What barriers do organizations encounter while undertaking an 
ERM process? 
 
RQ3 – What are the processes and activities used to launch an ERM 
process? 
 
RQ4 – What are the processes used to identify, assess, manage, and 
monitor key risks? 
 
RQ5 – What is the current leadership structure of ERM in firms that have 
an ERM process? 
 
RQ6 – What is the impact of ERM on a firm? 
 
RQ7 – Overall, what is the perspective about ERM for firms that have an 
ERM process?  
 
RQ8 – To what extent are firms embracing enterprise-wide risk 
management?  
 
 The final area of theory used is culture. Organizational culture has been identified 
as a reason for failure of change initiatives (Cameron & Quinn, 2006). Because ERM is 
often viewed as a major change in mindset for the organization’s leaders, its success is 
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likely to be impacted by culture. COSO’s ERM Framework includes the internal 
environment in its framework, described as including values, management oversight 
practices, and structure, all of which are cultural attributes(Robert L. Kimbrough, 2006). 
Burns and Stalker (1961) described culture as a continuum with mechanistic on one end 
and organic on the other end. They noted that organizations facing unstable, changing 
environments were better served with an organic culture which could react to the change 
more easily. Reigle (2003) summarized the characteristics as seen in the following table: 
Table 2 Organic and mechanistic characteristics 
Mechanistic characteristics Organic characteristics 
Close adherence to the chain of command  Little emphasis on the chain of command 
Functional division of work  Divisional-type division of work 
Specialized and highly defined tasks Continually adjusted job definitions 
Vertical communication Lateral communication 
Top-down decision making 
Employee commitment to the 
organization’s tasks 
Control through specific written or verbal 
instruction 
Control through communicating goals 
and thorough information 
Commitment to the office  Commitment to the goal 
 
Interviewees whose firms have organic cultures are expected to describe ERM processes 
that solicit input from multiple levels of employees, involve collaborative meetings, and 
cite the acceptance of risk across the organization. Interviewees whose firms are 
mechanistic are expected to describe ERM processes that were developed from top-down 
mandated directions, specialized meetings, and silos of risk acceptance.   
  Burns and Stalker’s mechanistic/organic view of culture will be used to examine 
the culture of an organization and its impact on the organization’s ERM implementation. 
The following research question will address the culture of the organization: 
RQ9 – What role does organizational culture play in the implementation 
of ERM?  
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CHAPTER 3 METHOD 
Pratt (2009) indicated that qualitative research is an excellent way of addressing 
the   ‘how’ questions in research.  There have also been calls in the academic literature by 
Arnold (Arnold, 2006), Carcello et al. (2011), and Lillis and Mundy (Lillis & Mundy, 
2005) for additional qualitative research in accounting.  
The data for this research were collected through a series of semi-structured 
interviews. The interview method was chosen because it allows for the collection of rich, 
descriptive details. The rich description will help to answer the   ‘how’ questions 
surrounding the processes and activities of ERM implementation.  Lincoln and Guba 
(1986) and Guest, Bunce, and Johnson (2006) found that 12 interviews is usually enough 
to gather exhaustive data and reach the saturation point of themes. The semi-structured 
interview method used included a list of pre-determined questions to be asked during the 
interview to ensure all areas were covered. I maintained flexibility in clarifying the 
answers provided by the interviewee when necessary and for the identification of areas 
that may not have been anticipated when structuring the questions.  
Participants 
The study’s participants were 15 individuals representing 14 organizations that 
have been or are currently involved with implementation of ERM at their firm (ERM 
champions).  As one organization’s ERM responsibility was split, the organization 
provided two individuals who were interviewed at the same time. The ideal interview 
candidate was the person responsible for ERM implementation at the firm, such as the 
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Chief Risk Officer (CRO), to ensure the person has a full understanding of the ERM 
process.  I was successful in recruiting this type of individual. Twelve of the participants 
were identified through the North Carolina State ERM Initiative, which is a research and 
outreach thought leader in ERM.  The NC State ERM Initiative has an Advisory Board 
consisting of individuals who lead the ERM initiatives in their organizations and it 
regularly works with other organizations on ERM.  Faculty who lead the ERM Initiative 
were able to provide a sample of ERM champions with firsthand experience with ERM 
implementation from which to select participants. The other two interviewees were 
identified through the researcher’s professional network. 
Interviews 
The interviews took place between November of 2012 and March 2013. Four of 
the interviews were conducted in person, while the rest took place over the telephone. 
Twelve of the interviewees agreed to be digitally recorded. At the point when the 
interview was to begin, two of the interviewees declined to be recorded. Those two 
interviewees were captured through hand-written notes taken by the researcher. An audio 
recording of 12 interviews allowed the exact words spoken to be captured, and these 
recordings were transcribed to further increase the accuracy of the data. The 
transcriptions were done by a professional transcription service and resulted in 275 pages 
of text. The 14 interviews lasted between 45 minutes and two hours, with a mean 
interview time of 64.5 minutes and median interview time of 62 minutes. The 
interviewees’ names and companies are being held strictly confidential and have been 
separated from the interview data set.  
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The scripted set of questions was developed using COSO’s Enterprise Risk 
Management – A Framework (COSO, 2004) and Practical Approaches for Getting 
Started (Frigo & Anderson, 2011a) to ensure a broad coverage of the ERM process. The 
interview script can be found in Appendix I. For each area of the framework, questions 
were asked to identify the key elements of the activities, so as to answer the   ‘how’ 
questions. The questions were designed to prompt the interviewee to describe the 
activities in sufficient detail as to allow the details to emerge. Prior literature was also 
used to create questions that address previously identified activities in the ERM process. 
In addition to the interviews conducted, each interview was asked to complete 
two additional assessment tools.  First, they were asked to complete the Organizational 
Culture Assessment (OCA) used by Kimbrough and Componation (2009) with minor 
changes to address higher level management participants than in the original study. The 
OCA was used to identify the culture of the organization on the mechanistic/organic 
continuum. Second, interviewees were asked to complete an ERM assessment tool 
developed by the NC State ERM Initiative that was used to assess the organization’s 
extent of embracing of ERM. The tool is organized around the eight components of 
COSO’s Enterprise Risk Management – Integrated Framework (2004).  
The ERM champions selected for these interviews represent organizations that 
have launched an ERM implementation process with mean time of 4.6 years in the role as 
ERM champion. This selection of ERM champions allowed access to organizations 
already down the ERM implementation path, which provided the ‘how’ ERM was 
implemented in these organizations. 
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Analysis of Data 
The data was analyzed using atlas.ti software, a software package which supports 
qualitative analysis of large bodies of textual data by allowing the coding of categories 
which can then be grouped into themes, while simultaneously allowing the identification 
of quotes to be used in the documentation to support the themes. I used atlas.ti to perform 
coding of the detailed responses and quotes from the transcriptions into categories and 
themes. For the two interviews that were not transcribed, the hand-written notes were 
typed in the same format as the transcriptions and also used in Atlas.ti. Many of the 
questions were designed to provide a list of items for response or to allow for short, 
concise answers, making the coding process easier. Once the interviews had been coded 
in atlas.ti, the results of the coding were exported into an Excel workbook that allowed 
tables to be built for each of the research questions. As the tables were being built, the 
coding was reviewed and in some cases, required some recoding of the results to allow 
similar themes to be merged. This process occurred several times, depending on the table, 
before a concise table was built. Thus, the coding process was iterative, with the tabular 
presentation of findings allowing for similar themes or categories to be identified.  
The OCA and ERM instrument were used to qualitatively review the relationship 
between ERM implementation and the organization’s culture. Kimbrough and 
Componation (2009) used a regression model to evaluate the relationship, but the smaller 
sample size in this study (given the collection of rich interview data) prevents that 
method from being used.  
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CHAPTER 4 DATA ANALYSIS AND FINDINGS 
Background on Interviewees and Organizations 
 Table 3 presents the background information on the 15 individuals who were 
interviewed (two individuals from one organization were interviewed together; for ease 
of exposition, I typically refer to “14 interviews” or “14 interviewees” to reflect the 14 
organizations examined). The interviewees were overwhelmingly male (87%), and many 
had professional certifications. Five of the interviewees were certified public accountants 
(CPAs), the most common certification among the interviewees, and three were certified 
internal auditors (CIA)s and three were certified in risk management assurance (CRMA). 
Formal ERM training had been received by eight of the interviewees, and seven had 
ERM experience from previous positions. The interviewees’ average age was 50.7 years, 
and they had an average of eight years of ERM experience, including nearly five years in 
their current ERM role.  
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Table 3 Background information on interviewees 
Panel A: Percentages* 
 
n Percent 
Gender       
Male 
 
13 87% 
Female 
 
2 13% 
Professional Certification 
   Certified Public Accountant 
 
5 33% 
Certified Internal Auditor 
 
3 20% 
Certification in Risk Management 
Assurance 
 
3 20% 
Certified Information System Auditor 
 
2 13% 
Certified in Risk and Information Controls 
 
1 7% 
Certified Treasury Professional 
 
1 7% 
Certified Information Security 
Management 
 
1 7% 
Formal Training in ERM 
   Yes 
 
8 53% 
No 
 
7 47% 
Experience with ERM in Prior Roles 
   No 
 
8 53% 
Yes 
 
7 47% 
Panel B: Means Mean Minimum Maximum 
Age 50.7 35 68 
Cumulative ERM Experience 8 2.5 15 
Time in Current ERM Role 4.6 1 10 
* Based on 15 interviewees from 14 
organizations 
   
    Table 4 presents the background on the 14 organizations represented by the 15 
interviewees. Ten of the organizations are publicly traded, with nine traded on the NYSE, 
three are privately held, and one is a government entity. One organization uses a state 
auditor, while the rest use a Big Four auditor. Eleven of the organizations have 
subsidiaries, and the subsidiaries of nine of these organizations are involved with the 
ERM implementation. Eight of the 14 organizations have international revenues.  The 
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mean revenue for the organizations is $27.2 billion, and industries represented by the 
organizations are diverse.  
 
Table 4 Background information on organizations 
Panel A: Percentages   n Percent 
Stock Exchange 
   NYSE 
 
9 64% 
NASDAQ 
 
1 7% 
Privately held 
 
3 21% 
Governmental  1 7% 
Auditor 
   PricewaterhouseCoopers 
 
4 29% 
Ernst & Young 
 
4 29% 
Deloitte  
 
3 21% 
KPMG 
 
2 14% 
State auditor 
 
1 7% 
Organization has Subsidiaries 
   Yes 
 
11 79% 
No / NA* 
 
3 21% 
Subsidiaries Involved in ERM (based on 11 answering yes to subsidiaries) 
Yes 
 
9 82% 
No 
 
2 18% 
International Revenues 
   Yes 
 
8 57% 
No 
 
6 43% 
* 2 publicly held organizations, N/A  is a government entity 
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Table 4 continued from previous page     
Panel B: Means Mean Minimum Maximum 
Revenue (in millions) $27,164  $500  $120,000  
Panel C: Industry distribution   n  
 Transportation 
 
2 
 Education 
 
2 
 Technology 
 
2 
 Energy 
 
1 
 Healthcare 
 
1 
 Pulp & paper 
 
1 
 Banking 
 
1 
 Retail 
 
1 
 Mining 
 
1 
 Contract research 
 
1 
 Aerospace & defense   1 
    
 
 The remainder of this section provides the analyses of the responses to the 
interview questions posed to the interviewees in relation to the research questions, as well 
as the results of the two surveys administered. The theories will be related to the results 
when appropriate.  
RQ1 – Why do organizations undertake an ERM process? 
 There has been increased attention on risk management as a result of the 
accounting scandals and the sub-prime lending crisis, among other factors. These issues 
have resulted in calls for management to provide insight into how risk is being managed. 
There also have been additional securities regulations and legislation enacted to attempt 
to provide better protection from risk. This research question was asked to get insight into 
the actual reasons organizations are undertaking an enterprise–wide risk management 
process. 
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What first motivated your organization to embrace an ERM process? 
 Frigo and Anderson (2011b) argue that ERM must take place within a strategic 
setting. Table 5 shows the reason given most often for undertaking ERM is that there was 
a strategic need to better identify risk (57% of the interviewees). One interviewee 
described the organization’s efforts, during apparently successful times, to avoid over-
confidence and to identify risky strategic areas:  
In our peak, we wanted to make sure that we weren’t over-confident, so 
we were looking for those strategic areas that might cause us issues, going 
forward.
1
 
 
Another interviewee stated ERM had been a part of the organization’s strategic desire to 
better identify risk: 
Yes, since the inception of it. We had something called the strategic 
imperative and critical initiative out of our strategy group in one. We had 
a niche area that we were really missing and that was strategic risk 
management.  
 
Encouragement from the board (43%), particularly the audit committee (36%), and top 
management (21%) were highly cited as reasons for pursuing ERM. A new CEO having 
seen ERM in action in a previous organization and thinking they should be doing it was 
described by one interviewee: 
We got a new CEO, who was the CEO of a utility company, from private 
industry, heavy risk-based. He also sat on the risk committee for XXX and 
had a good background in enterprise risk management. He thought that 
we should be doing the same thing. He brought it with him, and he got us 
to do it. 
 
 
 
                                                          
1
 The “quotes” have been lightly edited throughout the paper to make them more readable, with minor 
grammar and/or punctuation changes. They are based on the transcriptions and hand-written notes. Every 
effort has been made to maintain the integrity of the quote, with no changes to content. Names of 
individuals and organizations are not provided given the commitment to confidentiality. 
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Another interviewee described the board and audit committee as being very supportive: 
The board and the audit committee provided encouragement. They were 
very supportive of the process. 
 
Others cited outright pressure, rather than just encouragement, from these parties to adopt 
ERM. One interviewee used the word   ‘relentless’ to describe the audit committee’s 
ERM-related overtures:  
I can’t emphasize this enough that the primary and even secondary push 
on the ERM was through the Audit Committee of the board. I’ll use, 
probably, an operative word that’ll help to describe their interest in it 
from 2004 to now: “relentless”. 
 
Board and audit committee support of ERM is in keeping with agency theory to provide 
monitoring of management.  Signaling theory could also be in play here, as the board and 
audit committee may be trying to signal that the organization is on top of managing its 
risk. The top management results are consistent with Beasley et al. (2005), who found 
that organizations with explicit ERM calls from the CEO and CFO were more likely to be 
more advanced in ERM. 
 Beasley et al. (2012) found regulatory requirements were one of the top reasons 
given (40.6%) for an increase in ERM focus, and 29% of the interviewees mentioned 
regulation as a reason in this study (Table 5). The low percentage in this study could be 
the result of only two organizations being in highly regulated industries (energy and 
banking). Farrell (2003) and Roth (2006) argue that SOX could be used to leverage ERM. 
As only one organization cited SOX requirements as a reason, it does not appear that 
SOX is being used to leverage ERM at this time. Overall, it appears that regulatory 
requirements, as a form of coercive isomorphism under institutional theory, are less 
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important than strategic and governance (board, audit committee) factors in causing 
organizations to begin ERM implementations.  
Table 5 RQ1 - Why do organizations undertake an enterprise-wide risk 
management process? 
Reasons given n Percentage* 
 Strategic need to better identify risk 8 57% 
 Board encouragement 6 43% 
 Audit committee encouragement 5 36% 
 Regulatory requirements 4 29% 
 Top management encouragement 3 21% 
 Audit committee pressure 1 7% 
 Board pressure 1 7% 
 Directors/officers liability 1 7% 
 SOX requirements 1 7% 
 Top management pressure 1 7% 
* May have responded with multiple reasons 
 Overall, the findings in Table 5 show that while there were many reasons given 
for undertaking an ERM implementation, the strategic need to better identify risk and 
encouragement from the BOD were most often given. Many of the interviewees gave 
multiple reasons for embarking on ERM, with five being the maximum number of 
reasons given. 
RQ2 – What barriers do organizations encounter while undertaking an ERM 
process? 
 Common barriers cited by organizations that have not embraced an ERM process 
are that there are just too many pressing needs or the costs exceed the benefits (Beasley et 
al., 2012). As all of the organizations in this study have implemented an ERM process, 
the question seeks to understand if potential barriers were raised but overcome.   
Who raised objections (if anyone) to the decision to pursue an ERM process? What were 
the reasons (if any) for the objections that were raised to the pursuit of the ERM process? 
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The majority of the organizations (10 of the 14) did not experience any objections 
to undertaking an ERM process (the results related to this RQ are not tabulated). The 
interviewees overwhelmingly phrased the points raised as “concerns” or a need for 
“clarification”. Rather than an objection, one interviewee described it as “reticence”: 
There was reticence but not objections.  They were skeptical about what 
ERM would do to them.  The classic question was this, “Will you as the 
Chief Risk Officer tell me as the EVP of a business what I can and cannot 
do?”  My answer was, “No, you set your strategy; we help you understand 
the risk.”  
  
Many of the interviewees stated that concerns were raised about the possible bureaucracy 
that ERM might entail. As an example of this type of concern, one interviewee described 
it as a   ‘here we go again’ scenario:  
There was some feedback where, "Oh, no, here we go. This is going to be 
another SOX or another bureaucratic exercise or something like that," but 
it wasn’t really pushed back. It was just comments like, "How much time is 
this going to take?" It really wasn’t pushed back more than it was 
comments about the path that we’re going. Is it going to be bureaucratic? 
Is it just going to be we’re going to end up working to fill out forms and 
things like that? 
 
Several interviewees also positioned the concerns as an education issue. One interviewee 
stated that there was a lack of understanding of what was risk was: 
There was some lack of understanding as to what risk really was, so we 
literally started at ground zero educating the key leaders on what this all 
meant.   
 
Another interviewee described the concern as a matter of education on what ERM was all 
about: 
It’s more of technically ‘What is it?’ versus   ‘Oh, I don’t want to 
participate in this’. It’s a matter of education. 
 
 Of the organizations that faced objections, resources were raised at two 
organizations as an objection. One interviewee was asked, “How many people?” The 
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value proposition of ERM was also raised at two of the organizations, one interviewee 
cited the objection that ERM wasn’t necessary, as it was already being addressed by an 
existing process such as SOX.  
RQ3 – What are the processes and activities used to launch an enterprise-wide risk 
management process? 
 Once an organization has decided to embark on an ERM implementation, the 
issue raised by this research question is, “How is it launched?”  Some of the areas that 
were addressed are activities used, frameworks used, use of outside resources, and what 
would change if the ERM implementation was redone. 
Please describe the process your organization is using (or used if complete) to launch its 
ERM process.  
 Guidance on how to start an ERM implementation has been provided by several 
sources. Frigo and Anderson (2011a) suggest providing the board with a short list of 
enterprise-wide risks is a good way to start the process. Consistent with this suggestion, 
nine (Table 6, Panel A) of the interviewees stated their process began by developing a list 
of risks that acted as a starting point in the risk identification process. Eight of those nine 
developed the lists by querying their BODs, senior management, and/or department 
heads, while the group responsible for ERM developed the initial list of risks in one 
organization (total of nine).  Using the question, “What keeps you up at night?” to help 
senior executives come up with the top risks, an interviewee described how the process 
was started:  
We would talk to our senior executives, the top 50, the top 75, and it was a 
fairly simple conversation, “What keeps keep you awake at night? What 
are our most important risks?” That essentially created sort of a 1.0 
version of our risk universe or enterprise risk universe.  
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Another interviewee went on to say that not only did the steering committee come up 
with the list of risks, but the committee also rated and prioritized the risks: 
The steering committee basically came up with the risks, rated the risks, 
and prioritized the risks. The steering committee then selected the risks 
that would be our key risks, and then the assigned key risk owners. The 
key risk owners then took apart the risk, came up with risk components by 
getting controls, programs to implement the controls. 
 
Two of the interviewees also mentioned that they leveraged existing committees, which 
is also suggested by Frigo and Anderson (2011a). Walker et al. (2002) found that all of 
the organizations in their study began their ERM process by basing it in existing risk 
management. As one interviewee described it, they wanted to use existing committees to 
act a conduit to the rest of the organization: 
We leveraged the existing bodies as the means for rolling out the 
enterprise risk management process in 2009. The goal was to use those 
risk and compliance committee [RCC] members, the RCC membership, as 
the conduit to carry the message and the ERM program back into the 
functional areas of the business. 
 
The attendance of conferences on ERM and the ERM launch being part of a strategic 
planning objective were each mentioned by one interviewee. 
Table 6 RQ3 - What are the processes and activities used to launch an ERM process? 
Panel A: Processes used to launch ERM n Percentage 
Developed a list of risks 9 64% 
Queried BOD, senior management, department heads 9 64% 
Developed policy and procedures 2 14% 
Leveraged existing committees 2 14% 
Attended conferences 1 7% 
Rolled out as part of a strategic planning objective 1 7% 
Panel B: Definition of risk management process n Percentage 
Definition No 8 57% 
Definition Yes 6 43% 
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Table 6 continued from previous page   
Frameworks used for definition n Percentage* 
COSO 4 67% 
New Zealand/Australian 1 17% 
None 1 17% 
*Based on 6 yes answers 
  
Terms from risk management process definition n Percentage* 
Embedded in existing processes 4 50% 
Identify key risks 4 50% 
Mitigating risk 3 38% 
Risk to objectives 3 38% 
Layman’s language 2 25% 
Assess and quantify risks 1 13% 
Develop key risk indicators 1 13% 
Manage risk across entity 1 13% 
Part of strategic and operational objectives 1 13% 
Report risk profile to board 1 13% 
What will threaten the success of company 1 13% 
*Based on 8 interviewees: 5 with definitions, 3 with policy/objectives 
 Panel C: ERM launched as part of a strategic management process n Percentage 
Yes 11 79% 
No 3 11% 
Panel D: Organizational changes made as a result  n Percentage 
New responsibilities 8 57% 
New committees 6 43% 
New departments 5 36% 
None 2 14% 
Panel E: Established ERM framework used n Percentage 
Yes 9 64% 
No 5 36% 
Framework used n Percentage* 
COSO 9 100% 
IS31000 2 22% 
RMA 1 11% 
* Based on 9 yes responses     
Panel F: Outside resources used n Percentage 
Yes 9 64% 
No 5 36% 
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Table 6 continued from previous page    
Who was used? n Percentage* 
Deloitte  4 44% 
Others 3 33% 
Ernst & Young 2 22% 
PricewaterhouseCoopers 2 22% 
*The above are based on the 9 who answered yes in Panel E; may have used more than one  
Role played by outside party n Percentage* 
Guidance 4 44% 
Benchmarking/best practices 1 11% 
Developed plan 1 11% 
Initial risk assessment 1 11% 
Process layout 1 11% 
Risk library development 1 11% 
Survey management 1 11% 
* The above are based on the 9 who answered yes in Panel E,; may have used more than one  
Panel G: ERM education provided n Percentage 
Informal discussions/conversations 10 71% 
Presentation 4 28% 
None provided 3 21% 
Conferences 1 7% 
Workshops 1 7% 
Panel H: ERM implementation process status n Percentage 
Mature 9 64% 
Early 3 22% 
Other  2 14% 
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Table 6 continued from previous page    
Working well n Percentage 
Process 6 43% 
Awareness 2 14% 
Consequences of identified risks 2 14% 
Risk identification 2 14% 
Senior management and board support 2 14% 
Board oversight and understanding 1 7% 
Education 1 7% 
Identification of mitigations 1 7% 
Improved decision making 1 7% 
Integration into planning process 1 7% 
Monitoring 1 7% 
Ownership of process 1 7% 
Transparency 1 7% 
Needs improvement n Percentage 
Link to strategic planning 4 29% 
Education 2 14% 
Quality and management of data 2 14% 
Metrics for risk measurement 1 7% 
Follow up processes 1 7% 
Identifying emerging or changing risks 1 7% 
Identifying top controllable risks 1 7% 
Embedding in existing process 1 7% 
Missing pieces 1 7% 
Moving from inherent to residual risk 1 7% 
 Remaining relevant 1 7% 
Panel I: Problems encountered n Percentage 
Resistance to change 6 43% 
Organizational structure or culture 5 36% 
Lack of committed resources 5 36% 
None 3 21% 
Lack of qualified personnel to implement 2 14% 
Information not motivating action 1 7% 
Vocabulary of ERM 1 7% 
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Table 6 continued from previous page    
Panel J: Changes if ERM started over n Percentage 
Nothing 4 29% 
Better record keeping/documentation tools 3 21% 
Top management support/leverage  2 14% 
Higher level of resource involvement 2 14% 
Fit process to organization  2 14% 
More formal/widespread communication 1 7% 
More formal/widespread training strategy 1 7% 
Resources 1 7% 
Use trade associations 1 7% 
Viewpoint of board on risk 1 7% 
Working relationship with groups 1 7% 
 
While many terms can be used to define an “ERM” process, how does your firm define 
your risk management process? 
When asked how the ERM process was defined, six of the interviewees said they 
had a formal definition (Table 6, Panel B). Four of the interviewees mentioned using the 
COSO definition, and one mentioned using the New Zealand/Australian framework as a 
starting point for defining ERM. By using existing frameworks to begin the development 
of the organization’s definition, the organizations were exhibiting mimetic isomorphism 
from institutional theory (using best practices). Eight of the interviewees did not 
necessarily have a definition; rather the organization’s definition took the form of 
objectives/policies. For example, one interviewee stated, “I certainly can tell you what 
the objectives are”.   
Detailed descriptions about the organization’s ERM risk management process 
were provided by five interviewees whose organizations have formal definitions and 
three who do not have a formal definition. Embedding the ERM process into existing 
processes and identifying key risks were mentioned most often. One interviewee said the 
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organization did not want ERM to be seen as a separate process, but as part of the 
ongoing business discussion: 
I think intentionally we are trying to not call out risk management as a 
separate exercise, a separate function, a separate process. We are 
intentionally trying to make this part of the ongoing business discussion. 
To that end, I think it’s really about making informed tradeoffs as it 
relates to both taking advantage of opportunities, minimizing exposure 
and risk for the company. 
 
Three of the interviewees mentioned mitigating risks as an objective as their 
working definition of ERM in their organizations, and three mentioned linking risk to 
objectives as how their organizations view ERM.  Through raising awareness and helping 
the business develop strategies, one interviewee said the organization hoped to reduce or 
mitigate risk:  
[What] we try to do, once we raise that awareness, is to help the business 
in the function develop strategies for treating the risk and being able to 
reduce or mitigate where possible the risks.  
 
The rest of Panel B of Table 6 identifies other responses by interviewees in their efforts 
to describe definitions of risk management in their organization. 
Did your firm envision ERM as part of the strategic management process when your 
ERM implementation began? 
 Eleven of the interviewees (79%, Table 6, Panel C) stated that their ERM process 
was envisioned as part of their strategic management process. As the COSO definition of 
ERM includes the phrase “applied in strategy setting”, this finding is not unexpected. 
One interviewee described ERM and strategy as being inseparable: 
From the very beginning, ERM and strategy were viewed as really being 
connected at the hip. 
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 By comparison, when asked about the extent to which the top risks discussions took 
place in the context of strategic planning, Beasley et al. (2012) found that only 44.7% 
answered   ‘mostly’ or   ‘extensively’. They further analyzed the answers, breaking the 
answers by type of organization and found 67% of the largest organizations (revenues > 
$1 billion) include the organization’s top risks as part of strategic planning.  All but one 
organization is this study has revenue above $1 billion. Additionally, the authors found 
that only 28.8% of the privately held organizations answered   ‘mostly’ or   ‘extensively’ 
to the strategy context. In the present study, all three (100%) of the privately held 
organizations said the ERM implementation was seen as part of the strategic planning 
process. More importantly, the Beasley et al. (2012) study surveyed all types of 
organizations, regardless of stage of ERM implementation while this present study 
included organizations known to be further down the ERM implementation path. 
What organizational changes were made in your firm to facilitate your ERM 
implementation process?  
 More than have half of the interviewees stated there were organizational changes 
made in support of the ERM process (Table 6, Panel D). Eight of the interviewees stated 
that new responsibilities, such as implementation management, gathering and reporting of 
risks, and acting as a resource to the organization on risk management, were created and 
assigned to existing resources, seven of the organizations created new committees to 
oversee risks, usually at the top management level, and five created new departments 
with ERM responsibilities. Six of the organizations had multiple changes, with two 
making all three types of changes above. Only two organizations did not make any 
organizational changes.     
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Did your firm use an established framework such as COSO or ISO 31000 as a guide in 
your ERM implementation?  
When asked about using an established framework to begin their process, nine 
interviewees (64%) used a framework (Table 6, Panel E). Of these nine, all of them said 
they used COSO, consistent with institutional theory (mimetic isomorphism, using best 
practices). Overwhelmingly, they said they used the COSO framework as a reference or 
starting point, but did not follow it in detail. Three of the interviewees mentioned using 
other frameworks, in addition to COSO, as starting points, drawing what they needed 
from each framework. As described by two interviewees, the COSO framework was 
reviewed, but they ultimately end up creating their own process:  
We looked at all of those [frameworks] and we did consult with those, but 
we basically put in our own, and it was a hybrid between the two, but 
mostly following the COSO framework where we had some monitoring 
and some control activities or responses, constant risk assessments, 
objective settings and things … those buzz words that we had. Those are 
the types of things that we used to kind of set this whole thing up. 
 
…loosely modeled what they were doing against the COSO framework, 
although there was no documentation that said we formally adopt the 
COSO framework, they loosely modeled against it. 
 
Did you use an outside resource such an ERM consulting firm? If so, what was their 
role? 
Outside resources were used by nine of the organizations, consistent with 
institutional theory (under normative isomorphism, using consulting services to appears   
‘normal’ and legitimate), and most of those resources were Big 4 firms (Table 6, Panel 
F). The outside resources were primarily used to provide guidance and/or oversight. 
Three of the interviewees described the use of outside resources in the initial phase to get 
them started: 
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They had consulted with us during the initial phase, "This is kind of how 
you want to start this, what you want to do.” 
 
[We used a consultant] to help us develop our first risk library and our 
first risk assessment. 
 
We had XXX kind of review our process early on and give us feedback. 
 
None of the organizations used outside resources throughout the entire implementation 
process.   
What type of ERM education was provided? 
Education on ERM was primarily provided through informal discussions or 
conversations with the board and senior management (Table 6, Panel G). Many parties 
would begin meetings with an informal discussion of what ERM was or what they were 
trying to accomplish with the implementation, as discussed by one of the interviewees:  
Very minimal, basically what happened was we sat down with the board 
and I said,   ‘This is what we’re trying to do. This is what the outcome will 
be’. 
 
In the role of facilitator in group meetings, another interview described explaining 
what the different types of strategies were: 
Not formally.  But as I was facilitating groups, I would have to explain at 
the beginning what was the prevention strategy, what was the mitigation 
strategy.  We had a situation where we did not have an adequate response 
strategy.  We would get into the discussions of what those were, what it 
meant, and so forth.  As I pulled together people to develop operating 
risks, I would have to explain to them what’s a heat map, what are we 
trying to do, what’s a mitigation strategy.  I would educate them as part of 
the facilitation process. 
 
Four of the interviewees mentioned using presentations as a form of education. 
Presentations were made to the BOD by two of the organizations, one presented to 
management, and one had presentations for BOD, senior management, and rank and file 
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employees. One interviewee mentioned starting the first board meeting of the year with a 
presentation on ERM: 
I would say that there are a lot of them are probably self-taught, but in all 
the decks that we developed, we typically do the first presentation of the 
year at the first board meeting, I always put an educational component in 
there. 
 
Overall, formal ERM education was not provided in the majority of the organizations, 
suggesting that formal education to appear legitimate under institutional theory 
(normative isomorphism) was not practiced. 
Where is your organization in the implementation of its ERM process?  What is working 
well, and what areas are in need of improvement? 
 Most the interviewees (64%) felt their organizations’ ERM implementation 
process was in a mature stage (Table 6, Panel H), while 22% were in the early stages. 
Two of the interviewees described their process in other terms. One interviewee said the 
process had been mature at one point, but due to resource changes, it had slowed down. 
The other described a recently developed maturity model with a three level plan to take 
the organization to a level of maturity that was appropriate for the organization.  
 When asked specifically what was working well, 43% of the interviewees 
mentioned processes. One interviewee stated the organization had a very strong 
foundation that was improved upon each year:   
I would say that our strength is that we have a very solid foundation which 
we tinker with each year and make a little bit better. 
 
Others mentioned a variety of other elements about what was working well for them in 
terms of the ERM process, for example, ERM awareness (14%) throughout the 
organization: 
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I think the awareness and driving awareness across the company, more 
and more people now understand what ERM is doing at different levels, 
because we are touching people anywhere from manager, senior manager 
all the way up to VBP, CFO, and et cetera. 
 
Another example is top management support (14%), described by one interviewee 
as buy-in: 
I would say that we have a pretty mature process. We’ve been going at it 
for a while. It’s approaching 10 years. What’s going well I would say one 
is clearly senior management and board support and buy-in. That’s 
probably been our biggest strength from day one. 
 
As to what needed improvement, the most common area mentioned was linking 
the process to strategic planning (29%). One interviewee described it as the missing link: 
I think the final piece of what needs to be done and what we’re missing is 
to link all of the risks that we have currently to the strategic plan. 
 
 Two other aspects were each noted by two (21%) of the interviewees as needing 
improvement:  (1) Education and (2) quality and management of data.  Keeping the data 
current and getting something out of data was described as an area of improvement by 
one interviewee: 
How do you massage the data? The data’s coming back, and how do you 
keep it current? How do you update it, and how do you get something out 
of it? 
 
What types of problems did you encounter while implementing your ERM process? 
Table 6, Panel I shows the type of problems encountered by the organizations, 
with resistance to change given most often as a problem encountered during 
implementation (43%). One interviewee described resistance in pockets across the 
organization, not across the entire organization:  
We’ve gotten over that hurdle in most pockets, but there are still some 
businesses that are saying “I know what my risks are. I don’t need your 
help.” 
60 
 
 
 
 
Organizational structure or culture was mentioned by five of the interviewees (36%) as 
problem. One interviewee described the culture issue in terms of a member of 
management not wanting to reveal a potentially perceived weakness in their ability to 
manage their areas of responsibilities from a risk perspective: 
For us, it’s extremely strong culture. There just wasn’t a real desire to 
self-identify when somebody has an issue or problem that they need help 
with, kind of a work hard, play hard, I’ve got this. If it is a management 
person, you don’t have it that shows weakness. 
 
Another interviewee described it as a challenge to get everyone to buy into a common 
process: 
In many ways, they’re pretty autonomous. That created some challenges 
just in terms of getting everyone to buy in to a common set of processes 
and even definitions around a lot of this stuff. That was a bit of a 
challenge although I don’t think it was anything necessarily that unusual.  
Beasley et al. (2012) found that 43% of organizations identified lack of resources 
as a barrier to ERM implementation. Several of the interviewees in the present study also 
mentioned it as a problem in the form of available funds or not enough time:  
It was more people didn’t have a lot of time to do things. We were very 
busy during the whole start of this process. 
 
We basically have no money to spend on this. 
 
What would you have done differently in the ERM implementation area if you had to start 
over? 
 The final interview question for this area asked about what the interviewees 
would have done differently if they had the ERM implementation to start over (Table 6, 
Panel J). The answers were varied, without a lot of consensus. Four of the interviewees 
(29%) said they would not do anything differently. They were satisfied with the process 
and felt it worked well within their organizations.  
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Better record keeping was mentioned by three interviewees (21%). Doing a better 
job of record keeping would allow the organization to go back and track what was 
happening to risks, as one interviewee stated: 
The other thing from an internal perspective is it would have been great to 
figure out how to record our data in a database of some sort from the 
beginning so that we could go back and really backtrack and see which 
risk merged with another risk, which is new, which was old, how do we 
track it, did we lose it and why.  
 
 The level of top management support was mentioned by two interviewees, with 
one interviewee stating that having a higher level management support, with emphasis by 
the board, shown would have made life a little easier:  
We started out with the senior executives. It was primarily a good healthy 
discussion, but if I had to do it all over again, getting that charter, that 
hall pass, that mission, that sort of directive if you will from the board of 
directors and cascading it down, I think would make life a little bit easier. 
It’s almost like if we’re backing into it right now and we’ll get there, but 
it’s just harder to do. 
 
Two interviewees cited having a higher level of resources, such as a C-level 
person, involved in ERM would be helpful. One described the loss of a resource that had 
a good relationship with the organization’s operating committee: 
We started with an individual who ran the program initially. She had a 
pretty good relationship with the operating committee and would 
regularly report back. We kind of lost that along the way, and we would 
like to get that relationship back. If we had that consistently going forward 
that would have been beneficial. 
 
 A better fit of the process to the organization was also mentioned by two of the 
interviewees. A rush to respond to a request from the board resulted in some ground work 
not being performed, as one interviewee said: 
They were trying to respond quickly to the request from the board. They 
picked up a process that was being used by another company and just 
plopped it in. In large measure, it probably worked okay, but in doing that 
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I don’t think we did all the ground work necessary to lay a solid 
foundation for the ERM program. 
 
Overall, the findings in Table 6 show that most organizations launched the ERM 
process by developing a list of risks by querying the BOD, senior management, and/or 
department heads. While most of the organizations did not have a formal definition of the 
ERM process, the majority of the organizations could describe the process using terms 
such as embedded in existing processes, identifying key risks, mitigating risks, and risks 
to objectives. ERM was seen as part of the strategic process, and organizational changes 
were made by most organizations with new responsibilities being the most common. 
Outside consulting services were used by many to start the process but not during the 
actual implementation. ERM education was most often through informal 
discussions/conversation.  The majority of the organizations were mature in the ERM 
implementation, with the process working well and the link to strategic planning needing 
the most improvement. The most common problem encountered was resistance to change 
in the organization.  
RQ4 – What are the processes used to identify, assess, manage, and monitor key 
risks?                             
 As there have been calls in the literature for the details of   ‘how’ ERM has been 
implemented (J.R.S.Fraser, Schoening-Thiessen, & Simkins, 2008) and the process 
around risk identification (I. Fraser & Henry, 2007; Liebenberg & Hoyt, 2003; Pagach & 
Warr, 2011), this research question examines the actual process and tools used by the 
interviewees’ organizations during the ERM implementation. In the section below, 
evidence is provided on how risks were identified, measured, and communicated 
throughout the organizations. 
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What approach does your ERM process use to identify the organization’s most significant 
risks? 
  As shown in Table 7, Panel A, interviews were most often used by organizations 
(64%), followed by surveys (57%), workshops (formal setting with facilitators) (50%), 
and meetings (43%) to identify the top risks of each organization. Organizations often 
employed multiple processes, with two of the organizations employing all four 
approaches and four organizations using three out of the four approaches. The 
organizations that used multiple approaches did so in an iterative manner. They would 
begin with one approach, such as interviews, and then use those results as input to 
another approach. This would allow to them to use multiple levels in the organization, as 
one interviewee described it:  
We take 300 surveys.  We compile it into objective data points, right?  We 
then bring in directors from across the organization, about 20, and we 
have polling that we look at and they narrow that list down to the top 50 
risks that they believe we have to think about. 
 
Another interviewee stated that their approach allowed them to better understand when 
one person would rank a risk high while another didn’t even rank it: 
After completing the survey, we would compare answers. When we saw a 
major difference, we’d ask the question, “Well, you rated this risk your 
highest risk, and nobody else did. Your fellow RVP’s didn’t. Why did 
you?” 
 
Overwhelmingly, all of the approaches involved senior management and middle 
management and primarily (57%) were conducted on an annual basis (not tabulated). 
Four of the organizations involved the BOD, with two surveying members and two 
conducting meetings on an annual or biennial schedule 
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By including multiple levels of management in the processes, the organizations 
could be attempting to minimize management opportunism and reduce information 
asymmetry (consistent with agency theory).   
 
Table 7 RQ4 – What are the processes used to identify, assess, manage, and monitor 
top risk exposure? 
Panel A: Approach used to identify top risks n Percentage 
Interviews 9 64% 
Surveys 8 57% 
Workshops 7 50% 
Meetings 6 43% 
* Some may have used more than one approach 
  Panel B: Scope of approach used to identify risks n Percentage 
Across multiple operations or areas 10 71% 
Within single areas of responsibility 4 29% 
Panel C: Use of new versus existing risk 
measurements 
n Percentage* 
Existing measurements 9 69% 
New measurements 4 31% 
Risks were ranked or not quantified 4 31% 
* Based on 13 interviews; multiple responses 
possible 
  
Panel D: Use of heat maps, scenarios, or other 
tools 
n Percentage* 
Heat maps 10 71% 
Scenarios 6 43% 
Matrix of likelihood and impact 2 14% 
* May have mentioned more than one 
  Panel E: Method to identify unknown, but 
possible risks 
n Percentage* 
Open ended questions 7 54% 
No prompting 3 23% 
Reviewing the existing portfolio or risk universe 3 23% 
Black swan or scenario planning 3 23% 
* May have mentioned more than one; based on 13 
interviews   
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Table 7 continued from previous page    
Categories of risks provided n Percentage* 
Yes 9 69% 
No 4 36% 
*Based on 13 interviews 
  
Panel F: Risks Prioritized n Percentage* 
Formally 12 86% 
Informally 2 14% 
Top risks communicated how n Percentage* 
Presentations 12 86% 
Formal reports 11 79% 
Formal discussions 2 14% 
Informal discussions 2 14% 
* May have mentioned more than one 
  Communicated to whom n Percentage* 
Board of Directors 14 100% 
Senior management 14 100% 
Middle management 9 64% 
Rank and file 1 7% 
* May have mentioned more than one 
  Panel G: Process used to ensure response to risks n Percentage* 
Formal 7 50% 
Informal 7 50% 
Assign risk owners 10 71% 
Panel H: Risk appetite defined n Percentage* 
No 8 62% 
Yes (3 of the 5 are informal definitions) 5 38% 
* Based on 13 interviews 
  Risk appetite identification process n Percentage* 
Informal 3 60% 
Formal 2 20% 
* Based on 6 yes answers in Panel H 
  Panel I: Key risk indicators (KRI) identified n Percentage 
Yes 11 79% 
No 3 21% 
KRI measurement type n Percentage* 
Formal 8 73% 
Informal 4 36% 
* Based on 11 interviews; may have multiple answers 
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Table 7 continued from previous page    
Based on existing measurement n Percentage* 
Yes 10 91% 
No 4 36% 
* Based on 11 interviews; may have multiple answers 
 Type of data n Percentage* 
Internal 11 100% 
External 5 63% 
* Based on 11 interviews; may have multiple answers 
 Type of measurement n Percentage* 
Quantitative 9 82% 
Qualitative 6 55% 
* Based on 11 interviews; may have multiple answers; 4 used 
both types of data 
 Frequency of reporting n Percentage* 
Mixed 5 50% 
Quarterly 4 40% 
Monthly 1 10% 
* Based on 10 interviews 
  Reported to whom n Percentage* 
Senior management 9 90% 
Board of directors 6 60% 
Middle management 4 40% 
Rank and file 2 20% 
* Based on 10 interviews; may have multiple 
responses 
  Reported how n Percentage* 
Reports 9 100% 
Presentations 2 22% 
Conference call 1 11% 
* Based on 9 interviews; multiple responses 
  Panel J: Software used n Percentage* 
MS Excel 13 93% 
MS PowerPoint 12 86% 
MS Word 11 79% 
Survey software 4 29% 
Evaluating ERM software 3 21% 
Custom built 2 14% 
MS Access 2 14% 
Email 1 7% 
ERM software 1 7% 
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* Based on 14 interviews; multiple answers 
 Are the above techniques organized by area of responsibility, such as manufacturing or 
purchasing (operational), or are they organized with multiple operational areas 
represented? 
 The COSO definition states that the ERM process should take place “across the 
enterprise to identify potential events that may affect the entity”. As 71% (Table 7, Panel 
B) of the organizations conducted the risk identification activities with multiple 
operations or areas, it appears that most of the organizations studied are operating 
consistent with this definition. Two of the interviewees described including the entire 
organization: 
Yes, all of them, all the different, whether it was regulatory, 
environmental, if it was outside the company, customers, whatever it was. 
It was totally open. It was about the whole company. 
 
We bring people from across the enterprise, so everyone is involved at the 
same time, so kind of a random sample with the folks from across the 
board. 
 
Walker et al. (2002) also found cross-functional areas were included in risk identification 
in their study.  
Are the risks identified typically based on existing risk measurements? 
 Existing quantitative measurements, such as how much of earnings before 
interest, taxes, depreciation and amortization (EBITDA) could be lost or operational 
measurements of supply shortages, were used by 69% (Table 7, Panel C) of the 
organizations to quantify risk. Of the nine organizations that used existing measurements, 
four also created new measurements to quantify the risks identified in the ERM process.  
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A new measurement was created when a risk was not fully visible, as one interviewee 
mentioned: 
I think in some areas we found that a risk is a little invisible, so it requires 
a new measure in order to better identify it.  
 
Two of the organizations did not quantify risks at all, and two scored the risks to get a 
ranking of risks. One interviewee stated that a simple process was used to rank the risks:  
We score them, and we started this from the very beginning and we’ve 
kept it all along. It’s a pretty simple process.  We wanted to weight the 
risk, the top risks that they give us, more than the second, more than the 
third.  We ask them for their top three business risks.  We just used a 10-
point scale, and so the first … their top risk gets 5 points, the second risk 
gets 3, third risk gets 2, and then we score all of them based on how many 
points in total each risk gets, then rank them top to bottom. 
 
Do you use scenarios, heat maps, or other tools to assess the risks? 
 Table 7, Panel D shows that heat maps were the most common tool used (71%) to 
assess the risks that had been identified, followed by scenarios (43%). To visualize risks 
and to compare different types of risk, one interviewee described the role of heat maps:  
We’re looking a lot of risks that are not easily comparable. I’m looking at 
something like terrorism with healthcare . . . They’re very different risks; I 
put them on a heat map to give me a comparison of likelihood [and] 
impact.  
 
What do you do to help participants think about unknown, but possible risks? 
 Open-ended questions (54%) were used the most to help participants think about 
unknown, but possible risks, followed by reviewing the existing portfolio of risks, and 
black swan or scenario discussions (23% each) (Table 7, Panel E). The open-ended 
questions were designed to broaden the discussion of risks. Some of the questions used in 
the interviewees’ organizations were: 
 Have you guys thought of....? 
 What catastrophic event would bring the organization down? 
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 What do you think are the biggest challenges or opportunities? 
 What gets in the way of achieving your objectives? 
 What opportunity are we missing? 
Several interviewees mentioned trying to focus on opportunities as well as risks, as one 
interviewee phrased it: 
What opportunity are we missing? So, we just didn’t want to talk about 
bad things.  
 
Three (23%) of the organizations did not provide any prompting to identify 
unknown, but possible risks. One interviewee said it was left to the individual coordinator 
at each institution to identify the risks: 
It’s probably up to the risk coordinator at each institution to bring those 
up, and that gets back to our discussion on having somebody with broad 
enough knowledge of what’s going on out there. 
 
Categories of risks were provided by 69% of the organizations to help identify 
additional risks. Categories of risks and examples of the type of risk were given to avoid 
a focus on operational risks, such as financial risk and reputational risk, as described by 
one interviewee:  
There is the PowerPoint that we put together. Part of the PowerPoint lists 
the different risks, and gives examples of types of risks. Then there is one 
slide that says, “These are the different … you can have reputational risks, 
and you have financial risks,” so that the real concept is to get them out of 
their focus just on operational risk or focus just on financial risk. 
 
Another interviewee mentioned giving broad based risk categories, such as 
macro-economic risk and competition risk, to align with the organization’s 
strategic framework: 
I’ll give you a couple of examples. In our strategic framework we would 
have things like geopolitical risk, macro-economic risk, competition risk / 
customer market risk; there are three of the more broad categories of risk. 
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The following three questions were asked to understand how an organization 
managed the risks that had been identified. Table 7, Panels F and G show the results of 
the individual questions. 
 How does your firm prioritize the risks that have been identified?  
 Once the top risks are identified, how are they communicated? 
 Once the top risks are identified, what process is used to ensure the organization 
is responding to these top risks? 
 
 Formal processes were used to prioritize risks by 12 of the 14 (Table 7, Panel F) 
organizations. Each of the formal processes was unique to the organization. The 
processes included rating the risks on different scales or using matrixes such as heat 
maps. One interviewee described a scale of one to five that was used to prioritize risks to 
allow the organization to identify what was being well-controlled (one) to what needed 
management’s attention (five): 
We’d use a scale one to five. It’s one being well-controlled, five being not 
well-controlled or something that needed management’s immediate care. 
For the ones needing management’s immediate care, we drill down to find 
out why we're not doing a good job with these, why they are the highest 
risks, and assign people to these to make sure that we have an action plan 
or mitigation strategy 
 
Another interview mentioned a simple process that allowed the organization to rank from 
one (highest risk) to 10 (lowest risk) without looking at significance or likelihood:  
Other than the very simplistic model that we had, if you feel this is the 
number one risk, give it a 10; if you feel this is the number two risk, you 
can give it a 9, all the way down to, this is your 10
th
 risk, give it a 1, and 
then we merged all that information and that is how we got a ranking on 
risk. There is no significance or likelihood.  
 
  Assessing likelihood and impact as part of the process was done by five of the 
organizations. One interviewee indicated that during a risk assessment process, 
likelihood, impact, and velocity are assessed as the primary factors for prioritization and 
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are then fed into a proprietary formula that provides the prioritization: 
We do have a risk assessment process. We assess likelihood, impact, 
velocity. We’ve used other factors in the past. We’ve asked about 
management effectiveness, or effectiveness of control. Those are the three 
primary parameters that we assess for risk against, and we have a secret 
formula for evaluating, weighting each of those and coming up with an 
overall risk rating that we use to prioritize them. 
 
The severity of a risk and its likelihood of occurrence were used to arrive at inherent risk 
in one organization and then that was evaluated in light of scores of management 
effectiveness in managing a risk: 
We collected our risk rating (severity, likelihood); we came up with the 
inherent risk. We also collected information with regards to management 
effectiveness overall. 
  
While five of the organizations mentioned using likelihood and impact as part of 
the prioritization process, one had used this method but later dropped it because of 
complexity: 
We tried doing likelihood and impact years ago, and it was so confusing 
for the people. We spent half of our time in the interviews trying to explain 
likelihood and impact and whether it was residual risk or that type of 
thing.   
 
Three of the organizations had a multi-level process where risks were ranked or 
rated by one group and then refined by another to come up with the final list. One 
interviewee described the process as a multi-level, mixing qualitative with quantitative to 
arrive at the final list: 
We took all that before the enterprise risk management committee and 
worked through our lists to get what we called our top risks. Then we use 
the risk and compliance committee and the executive risk committee to 
apply some management judgment to that overall rating, so that for 
instance, in the last year we went in with a proposed top 15 risks as per 
the results of the survey, and here’s the next five or ten just below that. At 
the judgment of the executive risk committee, they said, let’s take these two 
off the top 15 and those two that are for this low alignment, leave those 
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two off. It’s a little bit of quantitative analysis and a little bit of qualitative 
judgment. 
 
Only two interviewees said their process was informal and subjective. One stated: 
What we say is, “Let’s plot these things on the heat map on a relative 
basis. What are the most significant?” It just falls out that way. It’s a bit 
more informal and subjective. 
 
Of the five organizations that mentioned the number of risks on the final list, the 
number ranged from five to 17. By covering the top 5 to 10 risks, you should be covering 
your organization’s significant risks, as one interviewee stated: 
You focus on the top 5 to 10 risks. I think you’re really covering what is 
significant to the organization and what’s going on, and look at how 
you’re merging risk, new things to the list. 
 
The risk results were reported to the BOD and senior management in all cases, 
primarily through formal presentations and/or reports. Reporting risk results would 
reduce information asymmetry and possibly reduce management opportunism (agency 
theory).  Also, with the risks being reported to the BOD, the organizations could be 
‘signaling’ to outsiders the organization’s commitment to risk management. Through 
formal presentations, two of the interviewees described providing updates on risk to the 
board: 
We communicate to the board quarterly, using the quarterly report that 
goes to the audit committee. It includes in it an ERM report, usually with 
our risk heat map, if it’s been updated, as well as the risk dashboard 
representing the state of the risk action plans. 
 
We have formal board presentations and formal presentations to our 
senior leadership team, internally.  We also have reports that we do on 
individual risk areas that we call enterprise risk management studies.   
 
Nine of the 14 organizations also reported the findings to middle management, and one 
organization reported the results to rank and file employees.  
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Response to risk was split evenly, with seven organizations having a formal risk 
response process such as formal reports and scheduled reporting dates and seven having 
an informal process such as ad hoc reporting and/or no formal report formatting. One 
interviewee stated that the reason the organization did not have a formal process was that 
risk was a part of all discussions and decisions: 
We don’t have a real formal process to do that.  I think the reason that we 
don’t is because risk is now part of all decisions and all discussions.  It’s 
nothing that we feel we have to be asking or looking for reports on, 
because it’s part of what we do.   
 
Ten organizations assign a risk owner as part of the process (Table 7, Panel G). 
The risk owners are responsible for reporting the risk action plan, as described by two 
interviewees: 
The risk owners, depending on their reporting frequency, either every 
quarter or every other quarter, develop a status report of their risk action 
plan that they send to our office. Then we roll that up into what we call a 
risk dashboard.  
 
What we did was we decided that each one of these priority 1 risks needed 
an executive sponsor, needed someone at the top to be ultimately 
responsible for making sure that an action plan was put in place. That’s 
the first thing we did. 
 
Of the organizations that did not assign a specific risk owner, risk is considered to 
be owned by the entire organization, not one owner, as stated by one interviewee: 
To ensure that there is adequate attention and oversight related to those 
risks, there are a couple of things. One is part of our enterprise risk 
management framework states that everybody in the entire organization 
has some risk responsibility within the scope of their role. Their 
performance goals should reflect those responsibilities.  
 
Another stated that risk response was not a separate process, as it was part of all decisions 
and discussions: 
We don’t have a real formal process to do that [respond to risks].  I think 
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the reason that we don’t is because risk is now part of all decisions and all 
discussions.  It’s nothing that we feel we have to be asking or looking for 
reports on, because it’s part of what we do.   
 
Has your organization defined its risk appetite in order to know which risks need to be 
addressed most?  
 Rittenberg and Martin (2012) state that for organizations to embrace risk while 
pursuing their goals they must understand how much risk they are willing to accept. 
“Risk appetite” is a term used to capture the notion of how much risk is acceptable. Eight 
of the 14 organizations (Table 7, Panel H) said they had not defined risk appetite. One of 
the interviewees said they knew risk appetite when they saw it:  
We believe that there’s a balance between risk and mitigation, that if we 
try to be too risk averse, we would bring everything to a halt, and in an 
environment like an academic environment, there’s a lot of individual 
decision making and a lot of ability to do things, which creates risk.  While 
we can’t objectively articulate that, we know it when we see it. 
  
Another interviewee stated that they understood their risk appetite, but had not defined it: 
As risk appetite is defined, I think, we’d say do we have a risk appetite 
statement? I’d say no to that. Do we know what it is? Yes. Do we 
understand what our appetite for a certain risk is? I’d say yes, but whether 
it’s specifically defined, I think it’s based on an individual risk. 
 
Another interviewee stated that the term “risk appetite” was avoided to ensure all risks 
were recognized as important: 
That’s something that we kind of shied away from. It’s not that we didn’t 
want to address it. We made a conscious effort to say all of the risks are 
important to us that we need to do something with them that we didn’t put 
a dollar value on things because we felt that we wanted everyone to 
participate or knowing that their risk was important to us.  
 
Beasley et al. (2012) found that only about one-third of respondents had 
articulated risk appetites in their organizations. When the risk appetite is not defined, the 
authors wonder: “How do boards and senior executives know whether the extent of risk-
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taking in the pursuit of strategic objectives is within the bounds of acceptability for key 
stakeholders?” Unlike this study and Beasley et al. (2012), Walker et al. (2002) found 
that all of the organizations in their study attempted to define what risk meant to the 
organization. Of the 14 organizations in the present study, three have an informal 
definition of risk appetite, and two have formal definitions. One interviewee whose 
definition was informal said the following: 
What we have done is we have said, “We don’t necessarily have a risk 
appetite statement but through our statements or strategic objectives and 
things like that, we have defined our risk appetite.” We look to those 
things like a stated strategic objective and say, “What does that say about 
our risk appetite?” 
 
One of the ERM champions from the two organizations that have a formal definition 
stated that the risk appetite definition process was difficult and time consuming: 
Painfully.  It took us seven years.  In the early stages we quickly identified 
the things that we were intolerable.  Over time though you, management, 
subjectively knew what was uncomfortable, and we reacted that way.  Not 
until this year, seven years later, were we able to codify that in a risk 
tolerance policy. 
 
The other organization’s definition of risk appetite was by strategic area and included 
nine risk categories and was communicated to the BOD through a formal report.  
Has your firm developed any Key Risk Indicators (KRIs) that allow it to be proactive in 
monitoring the status of key risks? 
 Key risk indicators provide insight into future changes in risk conditions, allowing 
an organization to be proactive in risk management. Eleven of the 14 interviewees (Table 
7, Panel I) stated they had key risk indicators, with eight of the 11 (73%) having formal 
indicators. Seven of the organizations based their indicators on existing measurements, 
three on existing and new measurements, and one solely on new measurements. One 
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interviewee whose organization uses a balanced scorecard said KRIs are associated with 
existing measurements already in place: 
It would be done on the owner of that risk in their area, and we have a 
balanced scorecard. Each area has its own scorecard, has its own 
measures they are looking at. When we have identified a risk, we typically 
just associate it with some type of measure that’s in place that helps us to 
monitor how we are doing with that. 
 
All of the organizations used internal data, and five of the organizations also used 
external data in the KRIs. The KRI measurements were purely quantitative for five 
organizations, solely qualitative for two organizations, and a combination of both for four 
organizations. One interviewee described the types of questions that are asked 
surrounding KRIs and the different types of indicators: 
What do you have in terms of sizing and quantifying the risk? What do you 
have in terms of how you’re actually mitigating and what do you have in 
terms of sort of inspecting and validation and say, “Are your mitigation 
efforts working?” There will be leading, lagging indicators; there will be 
result indicators, effectiveness indicators. 
 
Five of the organizations reported the measures on mixed schedules depending on 
the individual KRI, four reported quarterly, and one reported monthly. Two interviewees 
described the timing: 
I think the indicators themselves are supposed to be updated continuously, 
but some might be quarterly, some might be weekly. 
 
We’ve got everything from daily to monthly, to quarterly, to yearly. 
 
The KRIs were reported to various levels of the organization, with senior management 
being the most common (90%). The reporting mechanism typically was formal reports, 
with a few organizations also using presentations, and one organization only used 
conference calls to report KRIs. 
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What type of software do you use to manage the ERM process? 
 The ERM process is being managed primarily with MS Office software tools, 
with 13 organizations using Excel, 12 PowerPoint, and 11 Word (Table 7, Panel J). While 
explaining why the MS office tools were used, one interviewee said they were already 
built in to the way the business is run: 
In terms of tools and automation and that kind of thing, we are still using 
a lot of Microsoft Word and Access, PowerPoint and Excel; it’s already 
built into the way we run the business. 
 
Two organizations used in-house survey software, and two used commercial survey 
software to administer surveys. One interviewee indicated using an ERM software 
package, while three others said they were evaluating packages. One interviewee stated 
that the ERM process was still evolving, and the use of an ERM software package was 
being considered for the future: 
We talked to a couple of organizations; I think our process is still 
evolving, that we are not ready to commit to a tool. We’ve looked at a few 
of the tools, understand some of the strengths and weaknesses, but as we 
look at our maturity models that’s probably more something we’re going 
to look at another year out from now. 
 
Two of the interviewees mentioned cost as reason for not using a commercial ERM 
software package: 
We have; we could never cost justify.  It just didn’t fit our needs. 
 
I would like to have one, but we’re a $X billion, simple organization, and I 
talked to … We’re a very Oracle driven organization, and there’s an 
Oracle product that looks to be pretty good and it’s like half a million 
dollars. They would laugh me off the universe. 
 
 Overall, the findings in Table 7 show that multiple approaches across multiple 
areas were used to identify risks with interviews and surveys the most common 
approaches and in many cases in an iterative manner across multiple layers of the 
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organization. Heat maps were used to assess risk most often, and formal methods were 
used to prioritize the top risks. The top risks were communicated through formal 
presentations and reports to the BOD and senior management. KRIs were identified using 
existing measurements which were based most often on internal data and reported on 
mixed schedules to senior management through reports.  
RQ5 – What is the current leadership structure of ERM in firms that have an ERM 
process? 
 For ERM to be successful, everyone in the organization must have some 
responsibility for managing risk (COSO, 2004). Research question five examines who in 
the organization is involved in ERM, who   ‘owns’ the day to day leadership, and how the 
process is managed. 
Who are the major players in the ERM process at your firm today?  
 As shown in Table 8, Panel A, there are many parties involved in the ERM 
process. IA (11 organizations) and the general counsel (10 organizations) are the most 
common major players in the organization’s ERM process, followed by the audit 
committee (nine organizations), and CFO (seven organizations). Two of the interviewees 
described the audit committee and CFO roles: 
Yes, at the board level the audit committee has the charter for oversight of 
enterprise risk. The audit committee chair is intimately involved and 
engaged in what we’re doing. At the executive level, the chief risk officer 
who is our CFO really has the delegation to oversee the implementation of 
the ERM. 
 
Yes, at the board level the audit committee has the charter for oversight of 
enterprise risk. The audit committee chair is intimately involved and 
engaged in what we’re doing. At the executive level, the chief risk officer 
who is our CFO really has the delegation to oversee the implementation of 
ERM. 
 
79 
 
 
 
COSO (2004) states that a risk officer, financial officer, and internal auditor should have 
key support responsibilities in the ERM process. Seven of the 14 organizations have both 
IA and the CFO involved in the leadership of ERM, while only two had all three parties 
involved. Six of the interviewees stated their BOD was involved in the ERM process, and 
three have a board level committee other than audit involved, suggesting monitoring to 
reduce management opportunism (agency theory).  
 The role of IA in ERM has raised questions concerning independence and 
objectivity (IIA, 2004). However, of the 11 organizations that have IA involved in ERM, 
nine of the interviewees responded that they did not think IA’s role in the organization 
had been affected by its ERM duties from an independence or objectivity view point, 
confirming results found by Walker et al. (2002), (one interviewee did not know, and one 
did not answer the question). IA was included in the ERM process because they were 
objective and independent as stated by one interviewee: 
No, actually, that’s why they came to us. It’s because we are objective and 
independent.   
 
Another interviewee said the relationship with IA as very good, and the ERM process fed 
into the audit process: 
I would say no. We have a very good relationship with audit. It’s a 
relationship that works both directions. What I mean by that is the ERM 
process, the risk assessment process that we facilitate feeds into the audit 
planning process. They use that information as a key input into their risk 
based audit planning. That’s the flow of information from us to them and 
how we support auditing. 
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Table 8 RQ5 – What is the current leadership structure of ERM in firms that have 
an ERM process? 
Panel A: Major players in ERM today n Percentage 
IA 11 79% 
General counsel 10 71% 
Audit committee 9 64% 
Chief financial officer 7 50% 
Board of directors 6 43% 
Chief risk officer or similar title 4 29% 
Other 4 29% 
Board committee 3 22% 
Chief strategy officer 3 21% 
IA affected by its ERM role    n Percentage* 
No 9 100% 
* Based on 11 responses in Panel A mentioning IA; one did not 
know, and one did not answer the question. 
 Panel B: Who owns ERM day to day leadership n Percentage 
IA 6 43% 
ERM champions 3 21% 
Chief risk officer or similar title 2 14% 
Chief executive officer 1 7% 
Chief strategy officer 1 7% 
General counsel 1 7% 
Panel C: Who does ERM owner report to n Percentage 
Audit committee 3 21% 
Board committee 3 21% 
Chief executive officer 2 14% 
General counsel 2 14% 
Board of directors 1 7% 
Chief financial officer 1 7% 
Chief risk officer or similar title 1 7% 
Other 1 7% 
Panel D: Management level ERM committee n Percentage 
Yes 9 64% 
No 5 36% 
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Table 8 continued from previous page    
Who chairs management level committee  n Percentage* 
General counsel 3 33% 
Chief risk officer or similar title 2 22% 
Chief executive officer 1 11% 
Committee chair 1 11% 
President 1 11% 
VP of corporate audit 1 11% 
* Based on 9 yes responses from Panel D 
  Committee reports to  n Percentage* 
Audit committee 4 44% 
Board of directors 2 22% 
Compliance risk committee 2 22% 
General counsel 1 11% 
Steering committee 1 11% 
* Based on 9 yes responses from Panel D; may have 
multiple responses 
  Committee meets n Percentage* 
Quarterly 4 57% 
As need 2 29% 
Twice yearly 1 14% 
* Based on 7 responses 
  Who is on committee n Percentage* 
Senior management 9 100% 
Middle management 1 11% 
* Based on 9 yes responses from Panel D; may have multiple responses 
Panel E: ERM department  n Percentage 
No 9 64% 
Yes 4 29% 
 
Who currently “owns” the day to day leadership of ERM at your firm? 
 
 Walker et al. (2002) found that CAEs were very effective ERM champions.  In 
the present study, the owner of the day-to-day ERM leadership was IA in 43% of the 
organizations (followed by ERM champions (21%) and the CRO or similar title in (14%) 
(Table 8, Panel B). One interviewee mentioned that ERM ownership was a shared 
responsibility: 
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Management owns the thing. The board and the committees provide 
oversight and direction and that over sight and direction is articulated all 
along. 
 
To whom does the above [ERM owner] report to in the organization? 
 The reporting structure for the day-to-day ERM leadership was varied across the 
organizations. Three of the organizations have the ERM process owner report to the audit 
committee, while another three have the owner report to a board committee (Table 8, 
Panel C). One interviewee stated that the reporting channel crossed multiple board 
committees whose responsibilities included risk: 
This is a little bit of a nuance to how our risk governance structure is set 
up. We have five committees on our board. Each of those committees has 
specific risk oversight responsibilities.  
 
The other eight organizations had the ERM process owner reporting to an executive, such 
as the CEO, general counsel, or CFO. Six of these organizations’ process owners were 
responsible for presenting to the BOD the state of risk management at the organization. 
One of the risk process owners sits on the BOD.  
 Not all of the organizations had the owner of the day-to-day ERM leadership 
report to a board committee, but all had access to the BOD, suggesting monitoring of 
management opportunism (agency theory).  
Does your firm have a management level ERM committee?   
 Nine of the organizations have a management level ERM committee (Table 8, 
Panel D). The committees are most often chaired by the general counsel (33%) or the 
CRO or similar title (22%). The management level ERM committee reports to the audit 
committee 44% of the time, followed by the BOD (22%) or a compliance risk committee 
(22%).  The ERM committee meets on a quarterly schedule at 57% of organizations and 
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as needed ay some others (29%). Senior management is represented on all of the 
committees, and one organization includes middle management.  
Does your firm have a department responsible for ERM? 
 
 Four of the organizations have a department responsible for ERM, but two of the 
departments consisted of only one person (Table 8, Panel E). One organization had three 
employees dedicated to ERM, and one had 10 employees. The rest of organizations 
included the responsibility for ERM under other departments. Two interviewees describe 
how the work related to ERM was included as part of their existing departments: 
 I’ve got four people that report to me, but really none of them work on 
ERM.  They’re all working on business continuity.  Then I have … during 
the crunch time when I’m doing the interviews and crunching the data and 
everything, I get two people on loan from internal audit to help me do that.  
They spend … I got two people for probably two to two and a half months, 
because that’s the crunch time.  Rather than having somebody year-round 
that may not stay busy. 
 
We’re called corporate audit and ERM, that’s just our title.  We’re audit, 
but our ERM work looks very different than our audit work. No, we share 
responsibilities for audit and ERM. 
 
 Table 8 findings overall show that there many different players involved in ERM 
in the organizations, with IA and the General Counsel being the most common, closely 
followed by the audit committee and the CFO. IA owns the day to day leadership of 
ERM reporting to the audit committee or a board committee in most organizations. The 
majority of the organizations had management level committees, and most included ERM 
activities and responsibilities in departments with other responsibilities.  
RQ6 – What is the impact of ERM on a firm? 
 The ERM process is intended to cross the entire enterprise, which allows it to 
possibly impact the whole organization. Research question six was design to identify the 
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organizational areas that were impacted, positively or negatively, by the ERM 
implementation, ERM’s impact on strategy, how the CEO apparently perceives ERM, 
and where the organization’s ERM process will be in three to five years. 
What would you describe as the greatest impact on your firm arising out of the 
organization’s ERM effort? 
 The positive impacts and negative impacts varied somewhat across the 
organizations, with greater consensus on the positive impacts than the negative impacts 
(Table 9, Panel A). Six of the interviewees mentioned multiple positive impacts, and one 
interviewee described the impact as overwhelmingly positive:  
I would say the positives are dramatically outweighing the negatives. 
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Table 9 RQ6 – What is the impact of ERM on a firm? 
Panel A: Impact of ERM, positive and negative     
Positive n Percentage* 
Greater risk awareness, management, and mitigation 9 64% 
Proactive approach to risk management 5 36% 
Improved communication/collaboration/coordination 
across silos 3 21% 
Focused change from compliance to strategic 1 7% 
Provided board of directors with better tools 1 7% 
Surfaced a strategic flaw 1 7% 
* May have multiple responses 
  Negatives n Percentage 
Value proposition 3 21% 
Becoming bureaucratic  2 14% 
Lack of complete buy-in  2 14% 
Champion level too low in organization 1 7% 
Not taken far enough 1 7% 
Unable to quantify certain types of  risk 1 7% 
None 4 29% 
Panel B: ERM impact on strategic direction n Percentage* 
Yes 10 77% 
No 3 23% 
* Based on 13 interviews, one  interviewee did not 
answer the question 
  Panel C: Changes to firm as a result of ERM n Percentage 
More timely dissemination of risk information 13 93% 
Increased awareness of firm-risk across traditional silos 
of risk 12 86% 
Firm level approach to risk management 12 86% 
Increased transparency on risk 10 71% 
Enhanced ability to deal with ethical issues 5 36% 
Reduction of behaviors suggesting fraud and or earnings 
management 4 29% 
Resource allocation 1 7% 
Strategic planning process 1 7% 
Panel D: CEO believes costs associated with ERM 
reasonable in light of results 
n Percentage 
Yes 13 93% 
New CEO; opinion is not known 1 7% 
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Table 9 continued from previous page    
Panel E: ERM process 3 to 5 years from now n Percentage* 
Continued improvement to existing process 5 36% 
More a part of the organization’s strategy 4 29% 
Better risk indicators, monitoring, and mitigation 2 14% 
Education throughout the organization 2 14% 
Part of the culture 2 14% 
Awareness at the lower levels 1 7% 
Build an IT structure  1 7% 
Linkage of risks to performance and compensation  1 7% 
More embedded in the organization in terms of planning 1 7% 
More risks to manage, higher scrutiny, more regulated 1 7% 
Not sure, new management 1 7% 
Understanding pervasive risks and ownership of those 
risks 1 7% 
* May have multiple responses 
   
Nearly two-thirds of the interviewees (nine) mentioned a greater awareness of risk 
as a key positive impact. As one interviewee put it, there is a better understanding of risk 
and risk implications: 
Positive number one is that we understand our risks and risk implications.  
We manage those risks while allowing us to pursue our operational and 
strategic objectives.  Very seldom have we turned off or shut down, or 
opposed a project or initiative as a result of risk.  We’ve always found a 
way to do it through proper mitigation of the risks.   
 
And another interviewee described helping the lowest level of the business to come to 
grips with risk, leading to improved action plans to mitigate risk: 
The greatest impact would be helping the businesses, the lowest level of 
the businesses that we interact with at least, really begin to come to grips 
with the risks in their environment. Overall, we’d say there’s a greater 
risk awareness of those key risks to the organization; there’s improved 
risk action plans to mitigate those risks. 
 
Moving from a reactive to a proactive approach to risk management was the next 
most mentioned positive impact (36%), as two interviewees described: 
It’s a culture change, and so it’s hard to do this. We somewhat changed 
from being a bunch of firefighters so that when something comes up, we 
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go into firefighting mode and we attack the problem after it’s happened. 
And really the way that I solve this to the organization is that we really 
want to change from being reactive to proactive on the issues that we 
have. What we’ve done going forward is really trying to get in front of the 
issues before they’ve happened to understand if there’s something that 
happened, what’s the cause and effect, and do we know what’s causing 
this and why, and have we got to the root problem? 
 
In the past, I think every organization would say that there’s a little bit 
from the hip. You dealt with things as they came along and you’re 
reactive. I think ERM really becomes a much more proactive play on risk, 
which I think is excellent. 
 
 Risk management at the enterprise level requires risk identification and 
management across traditional silos of functional business units. The third most 
commonly cited positive impact (21%) was improvement in communication, 
collaboration, and coordination across silos. One interviewee stated: 
I think what the ERM function and process that this organization has done 
for it, is to really drive a level of transparency and coordination and 
communication. We really do play almost a clearing house type role in 
terms of reaching across all the functional silos and sharing information.  
 
Another interviewee mentioned that the improved communication allowed things that 
might have been missed to be identified: 
The culture is very different.  The communication regarding risk is often 
and very effective.  We have a situation where many people might manage 
the same type of risk, but do it in different ways.  People now communicate 
with one another about how the risks are being managed.  There’s a lot 
more collaboration.  I think we have identified things that we have missed 
that we have fixed.   
 
 Changing the focus of risk management in the audit function from compliance to 
risk based was described by one interviewee: 
Ten years ago I think it was more of a compliance-type audit function.  
Now it’s very much a risk-based audit function and it’s focused on 
strategy heavily. 
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Providing tools to the board that aid in risk oversight was mentioned by another:  
From a positive standpoint, I think we have made very big inroads in 
providing our Board of Directors with the tools they need to fulfill their 
risk oversight responsibilities.  The things in the proxy statement are true, 
and we have played a very big role in making sure that is the case.   
 
 There is a perception that an ERM implementation can be burdensome and costly 
(Frigo and Anderson, 2011a), thus having a negative impact on an organization. Time, 
effort, and manpower resources can be significant for an organization, and the return on 
those expenditures is not always clear. The value proposition of the ERM effort was 
mentioned by three interviewees (21%) as a negative impact, the most commonly cited 
negative factor (other than “none”, which was cited by 29%). One interviewee pointed to 
the lack of a communicated value proposition:  
If there’s any negative it would be with people, again, going back to the 
value proposition, where there hasn’t been a clearly articulated or 
communicated value proposition.  
 
Another interviewee questioned if the organization would be unaffected if the ERM 
process stopped: 
A negative? Again I struggle with the value proposition. I’ll go back to 
should we be doing something that if we stopped doing it, there would be 
no change in the business.   
 
Frigo and Anderson (2011a) also identified ERM being perceived as overly 
complex as a detriment to ERM implementation. Two of the interviewees (14%) 
mentioned that the ERM effort becoming bureaucratic and burdensome was a negative 
impact. These interviewees indicated that keeping the process from becoming 
bureaucratic was an on-going process: 
The biggest negative again I think is just the constant battle to not let it 
become bureaucratic.   
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As we seek to mature the process that it’s going to become some kind 
heavy corporate bureaucratic process that is going to be less effective and 
cost too much and become more of a burden. We have to be careful about 
that; we just got some feedback because we modified our survey this year 
to try to get a little better risk information, and we got some pushback 
saying, you’re making this too hard now. 
 
To what extent has the ERM effort impacted the strategic direction of the organization?  
 An ERM implementation should   ‘provide reasonable assurance regarding the 
achievement of entity objectives’ (COSO, 2004), thus affecting the strategic direction of 
the firm. While the majority (77%) of the interviewees (Table 9, Panel B) said the ERM 
effort had impacted the organization’s strategic direction, five of those interviewees said 
the impact was in a limited way. By not being part of the formulation of new strategies, 
ERM’s impact was limited, as one interviewee put it:  
I think that it has impacted the strategic direction in that it has 
successfully evaluated existing strategies and success of those existing 
strategies. It’s not part of the formulation of new strategies formally. 
 
The interviewees who said that ERM had not impacted strategic direction 
mentioned that it had enabled them to evaluate existing strategies, but had not impacted 
the process of setting new strategies.  Two interviewees elaborated on the lack of impact 
on strategic direction: 
As far as the strategic impact, I don’t think we’ve seen that yet. Again, I’d 
say we’ve increased the awareness of the key risks. We have validated, if 
you will, our corporate strategy against where we see the key corporate 
risks are and say there’s alignment there, where our strategic plans are 
targeting those key risks adequately. If you’re looking for, “Has there 
been a huge change in the strategy as a result of risk management,” or 
something like that, I don’t think we’ve seen that. 
 
I’m not sure the ERM program has influenced the strategic direction. I 
view it more as the ERM program has enabled the achievement of our 
strategy or strategic objectives. 
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What type of changes have you seen in the firm following the launch of your ERM 
process?  
The interviewees were provided a list of changes that might have occurred as a 
result of the ERM effort and asked to indicate whether these changes were seen in their 
organizations (Table 9, Panel C). 13 of the 14 interviewees agreed that risk information 
was disseminated in a timelier manner. One interviewee described the ERM effort as a 
great mechanism to shine light on a problem and energize management around it:  
I think if you go back in time, one of our biggest areas of risk for the 
organization, we were broken in the supply chain space. It became a focus 
for ERM and our ERM sponsors, and we went from a really bad place to 
probably best in class, win lots of awards. I would say those are some of 
our most well mitigated risks in the organization now.  So this is a great 
mechanism to really shine the light on a problem and energize and rally a 
lot of executives around it. 
 
Many interviewees agreed that ERM was associated with an increased awareness 
of risk across traditional silos of risk (86%). One interviewee described this as 
allowing people in one area to see the risk in another: 
It’s allowed people that are in one area of the business to see the risk of 
another area of the business 
 
A majority of the interviewees also agreed that they had seen a firm level approach to risk 
(86%). Given that all of the organizations have implemented ERM, it is to be expected 
that all of the interviewees would have answered yes to this type change. Two of the 
organizations answered no and did not elaborate on the reason for the no answer. 
An increase in transparency on risk was mentioned by 71% of the interviewees. One 
interviewee described how transparency leads to better communication with customers:  
Because of what happened with the debt and how we went about 
communicating with customers and trying to be more transparent with our 
customers, this process has helped an awful lot. If there are problems, if 
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there are issues, if there’s something that happens with our customers, 
they’re not necessarily thrilled with our product, we found ways of 
increasing the awareness of the communication with the customer and 
getting it resolved quickly to their satisfaction. 
 
When asked about changes in the ability to better deal with ethics, 38% of the 
respondents said they saw a change. One interviewee said the organization is more formal 
and purpose driven when it comes to dealing with ethics: 
I think there’s just a different level of embracing and understanding what 
it means to be ethical and drive a certain level of controls in the 
environment - not that we were bad historically, but it’s just more 
formality and being more purpose driven around those conversations. 
 
Of the interviewees who did not see a change in ethics (62%), most attributed that 
lack of change to an already existing strong ethical environment, as can been seen by 
some of their statements:  
We had a very strong ethics program prior to ERM, long recognized as a 
leader and as a world class ethics program, so we haven’t really driven 
that, no. 
 
That wouldn’t come from ERM, there’s just a separate culture in an 
organization related to that. 
 
I think we’ve got a very highly ethical organization. 
I believe we had a very strong culture and compliance program even 
before the ERM program came along. 
 
A reduction in fraud or earnings management behaviors was seen by 31% of the 
interviewees within their organizations. Nine of the interviewees (69%) said they had not 
seen a change because a high quality environment was already in place. As one 
interviewee stated, the tone at the top sets the environment concerning fraud:  
No, that comes along with tone at the top. I would say ERM hasn’t 
changed anything near or now. 
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How would the CEO respond to this question: “Are the costs associated with the ERM 
process reasonable given the results of the ERM effort”?  
 Thirteen (93%) of the 14 interviewees said that their CEO would agree that the 
costs of ERM were reasonable in light of the results (Table 9, Panel D). One 
interviewee’s organization has a new CEO, and the interviewee does not know her 
opinion of the ERM process. Because the ERM process has a small structure associated 
with it, the cost of ERM was reasonable, as stated by an interviewee:  
I would say yes because it’s not costing him a lot.  We don’t have a big 
structure; that’s a positive. You don’t want to build this big infrastructure, 
I don’t think, and add a bunch of overhead. 
 
Another interviewee said that if the ERM process were eliminated, it would not affect the 
IA department’s size:  
Yes, our costs are almost nothing, so I will have to say yes.  If they took 
ERM away from this department and just wound it down and said, "Okay, 
were going to do on something else now."  My department size would not 
change.  We would just do more audits.  
 
After a restructuring, the CEO would have eliminated ERM if its costs were not 
reasonable, according to one interviewee: 
He would say yes. We went through a restructuring; obviously he could 
have maybe gotten rid of the program, but he didn’t. 
 
Based on the large return from the process and small number of resources driving the 
return, one interviewee said: 
 I think the return on investment for what we’ve got is huge, and the 
amount of work and effort and energy that we’re driving in the 
organization, with essentially four individuals, is pretty huge. 
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Where do you see your ERM process three to five years from now? 
When the interviewees were asked where they saw their ERM process three to 
five years from now, the most common responses related to further improving the process 
(36%) and making ERM more a part of the strategy (29%) (Table 9, Panel E). As one 
interviewee stated, the changes would be more tweaking of the existing framework:  
I think that we are at a point where we will tweak it going forward.  We 
will look at whether we need to change what our operating categories are.  
We may believe at some point we need to pull some things apart and have 
more specific heat maps.  But I think that the basic framework of it will 
continue to be in place. 
 
Another interviewee thought the ERM process would continue to evolve, but did not see 
radical changes: 
It will continue to evolve. I don’t really see any radical changes or 
completely new approaches. It’s just a matter of trying to continue to 
make it function better. 
 
From a strategic viewpoint, two interviewees cited bringing ERM principles into the 
strategy setting and ERM being seen a strategic partner:  
Continue what we’re doing which has been very successful and find a way 
to bring the ERM principles into strategy setting. 
 
Closing the gap on the ERM process being a strategic partner. 
 
  Improving how risk is measured and improving risk mitigation and action plans 
were described by two interviewees:  
Having a degree of confidence in our story for each individual risk, 
there’s real math and science behind versus just opinion for each one of 
those. We’re comfortable about the risk tolerance decision that we’ve 
made on each one. 
 
Hopefully, it will be more robust on the risk indicator, on the whole 
monitoring and mitigation, following up on action plans. 
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Also, two interviewees pointed to ERM becoming more of the culture of the 
organization in future years:  
Becoming much more embedded in the organization to the point that 
everyone can tell the ‘story’ and it is how the organizations thinks and 
acts were seen as future changes. 
 
I think it continues to mature but it comes more, much more, a part of the 
culture.  
 
Education was also mentioned by another two interviewees, with one describing 
education changing how the organization thinks and acts: 
 It becomes more of the education, how we think and how we act. 
 
 There were other changes mentioned (Table 9, Panel E), including understanding 
pervasive risks and the linkage of risks to performance and compensation (one 
interviewee each). The interviewees that mentioned these changes emphasized the overall 
importance of accomplishing these changes:  
Understanding how pervasive risks ... who’s responsible for pervasive 
risks because currently we don’t have anyone responsible. It’s a matrix 
organization. Understanding who ... how we could change those and how 
they could be more effective and less of a risk. 
 
Most significantly is, a better linkage with performance management and 
accountability at the executive level and down into the organization where 
risks are actually managed. 
 
 Overall, the findings in Table 9 show that ERM has had a positive impact more 
often that a negative impact, with greater risk awareness, management, and mitigation the 
most common positive impact and the overall value proposition followed by the ERM 
process becoming bureaucratic as negative impacts. ERM was seen to have impacted the 
strategic direction of most firms, but half said it was limited in its impact. All of the 
organizations saw changes to the organization because of ERM, with more timely 
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dissemination of risk information, increased awareness of risk across silos of risk, and a 
firm level approach to risk management the most often mentioned changes. None of the 
organizations’ CEOs believed that the costs associated ERM were unreasonable.       
RQ7 – Overall, what is the perspective about ERM for firms that have an ERM 
process?              
 COSO’s definition of ERM includes the concepts that the process should be 
ongoing and impact the entire organization, “Enterprise risk management is a process, 
effected by an entity’s board of directors, management and other personnel . . .” (COSO, 
2004). Research question seven was asked to uncover the impact of ERM across the 
entire organization. It addresses how far the ERM process has evolved, ERM’s inclusion 
in the strategic planning process, how ERM is viewed on a continuum of compliance to 
strategic, the level of satisfaction with the ERM process at the firm, and whether the firm 
offers continuing education on ERM to the ERM champion and the overall organization. 
Has your overall ERM effort gotten as far as you expected? Why or why not? 
 Ten of the 14 interviewees (Table 10, Panel A) indicated that the ERM effort had 
gotten as far as they expected. They supported this view by mentioning that ERM had 
been embraced by the organization (two interviewees), received dedicated resources (two 
interviewees), and secured overall support (from the board, C-Suite, middle management, 
and rank and file – each cited once) as key reasons why it has gotten to where it is today.  
Being embraced by the organization was described by two of the interviewees: 
Yes, it has, and I think that it’s actually gone farther than I thought it 
would. I could say that internally in the organization, people have 
embraced this and they do use it, and it has been used for managing some 
issues that have come up later on. I’ve pulled into … they’ve asked me to 
kind of get them going on doing a little mini risk assessment and how they 
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go about managing this or mitigating the risk and setting up an action 
plan to mitigate it. 
 
I’m trying to decide whether expected or where I’d want it to be.  It’s 
gotten as far as I expected.  I’ve been happy that it’s been embraced as 
well as it has and that it’s been sustainable. 
 
 Four of the interviewees did not believe that ERM had gotten as far as they 
expected. Reasons given included a lack of resources (two interviewees), focus change by 
the organization (one interviewee), and who was running the process (one interviewee).  
Table 10 RQ7 – Overall, what is the perspective about ERM for firms that have an 
ERM process? 
Panel A: ERM gotten as far as expected n Percentage 
Yes 10 71% 
No 4 29% 
Why reasons n Percentage* 
Embraced by organization 2 20% 
Committed resources 2 20% 
Board support 1 10% 
C-suite support 1 10% 
Middle management support 1 10% 
Rank and file support 1 10% 
Realistic expectations 1 10% 
Understanding of environment 1 10% 
Used to manage 1 10% 
* Based on the 10 yes responses in panel A; may have multiple responses 
Why not reasons n Percentage* 
Resources 2 50% 
Economic environment 1 25% 
Focus change 1 25% 
Still working on foundations 1 25% 
Turnover 1 25% 
* Based on the 4 no responses in panel A; may have multiple responses 
Panel B: ERM is part of the strategic 
planning process 
n Percentage* 
Yes 9 69% 
No 4 31% 
* Based on 13 responses 
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Table 10 continued from previous page   
Panel C: How is ERM viewed, 1-compliance, 
5-strategic 
n Percentage* 
Strategic - 4 or greater 9 64% 
Compliance - less than 3 3 21% 
Middle of the scale = 3 2 14% 
Panel D: Overall satisfaction 1-not and 5-very n Percentage* 
High - 4 or greater 7 50% 
Middle = 3 6 43% 
Low - less than 3 1 7% 
Panel E: Continuing education on ERM 
provided 
n Percentage* 
No 10 71% 
Yes 4 29% 
 
Does your firm consider your ERM process as part of the strategic planning process? 
 The majority of the interviewees (69%, Table 10, Panel B) said that ERM was 
considered part of the strategic planning process, but several wished it was a bigger part 
of the process. Two interviewees described the limited strategic role of ERM:  
We have a seat at the table.  We listen, but they’re still not taking our 
input yet. 
 
Awareness of ERM effort is building, and the CEO is thinking about it in 
the strategic plan. 
 
One interviewee said that ERM is very much integrated with strategic planning, as the 
manager of ERM writes the risk section for the organization’s planning guidance memo:  
Yes, we are very integrated with strategic planning at this point. I actually 
write the risk section for the planning guidance memo that they send out to 
the businesses. We’re very integrated with the strategy office. 
  
An interviewee who responded “no” to the question mentioned that they were still 
dealings with silos of ERM and strategy: 
No, they’re not linked, but they probably should be. We have some silos at 
the organization. 
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Another interviewee mentioned that the ERM information was being used, but the 
process could be more closely tied to strategic planning:  
Not really, because I think we would be more closely tied.  The strategic 
planning uses this [ERM] information. There’s a lot more talk about how 
they’re managing the risks to make sure that it will work.   
 
On a scale of 1 to 5, with 1 being compliance and 5 being strategic, how is ERM viewed 
at your organization? 
 With the recent changes in legislation and regulations surrounding risk disclosure, 
the interviewees were asked how ERM was viewed on a continuum from compliance to 
strategic in their organizations. Nine of the 14 interviewees (Table 10, Panel C) rated 
ERM a four or higher on the scale of 1 – compliance and 5 – strategic. One interviewee 
said it would depend on who was asked as to whether ERM was compliance or strategic: 
It depends who you’re asking. If you’re asking just me, I would say it’s 
more strategic. It goes towards the five-end of the spectrum, maybe a four. 
We’re not quite at the top of the ladder but we’re getting there, and we’ve 
seemed to progress every year. If you ask the people at the middle 
management or the operations folks, I think they see it as a compliance 
type of thing. It depends where you sit. 
 
Another said it was a 4 because ERM was relatively new, but moving toward a 5:  
I’d say probably a four. The integration with strategic planning has just 
happened in the last year. This will be the first full year where we see the 
results of that integration. I think we’re a four headed to a five, but we’re 
not quite to five yet. 
 
One interviewee who responded in the middle said that ERM started totally strategic but 
was drifting towards compliance:  
I think it started totally strategic. Now, it’s drifting towards compliance, 
which I try hard not to make it a total compliance play; but I think we’re 
right in the middle right now, so, three. 
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What is your level of overall satisfaction with the overall ERM effort at your 
organization? 
 As the interviewees were considered the ERM champions of their organizations, 
they were asked about their personal satisfaction level with the ERM effort at their 
organization.  On a scale of 1 – not satisfied to 5 – very satisfied, only one interviewee 
was not satisfied (Table 10, Panel D). Of the remaining 13, seven were somewhat or very 
satisfied with the effort, and six provided middle ratings. One interviewee was especially 
satisfied because of the impact of ERM on the organization and the personal opportunity 
ERM has afforded: 
Personally, I’ve been very satisfied. I think we’ve seen a lot of 
improvement in the process. I think we’ve seen increased engagement in 
the businesses in the processes. From a career perspective it’s been a 
great move for me, just from the exposure to the corporation, and I think 
we’re starting to help make a difference in the way the corporation is 
actually run, how it manages its strategy and how it deals with these risks. 
I’m happy with where we are, and I’m happy with the direction we’re 
moving. 
 
Executive sponsorship of ERM resulted in high marks, as another interviewee 
stated:  
We get high marks, probably a four. Well I would say that since we do 
have executive sponsorship and backing we’re now going to say yes and 
it’s on the higher end if it’s still acceptance. 
 
Interestingly, of the eight organizations that started the ERM process because of the 
strategic need to better identify risk (Table 5), seven were somewhat or very satisfied 
with the ERM effort (88%). Thus, there appears to be a linkage between the reason for 
the ERM implementation and the subsequent level of satisfaction with ERM. 
Those interviewees in the middle of the scale, 3 - satisfied, sometimes mentioned 
that the ERM process needs more work:  
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I’m satisfied, although we’re also looking for continual improvement and 
evolution in the program. I would say we still have a lot of work to do. 
 
Probably a three. We’d love to have it farther, but it’s gotten some place. 
 
Does your firm provide continuing education on risk and risk management to its 
employees? 
 Continuing education on ERM is not provided to employees in 71% of the 
organizations (Table 10, Panel E). This is similar to the findings in Table 6, Panel G, that 
ERM education provided during the launch of the organization’s ERM process was 
informal, and usually conducted through discussions and conversations (71%). Several of 
the interviewees did mention that funding is provided to them for outside resources 
(education for them personally, but not training within the organization):   
No, but I do receive it.  It’s not provided by XXX; they pay for it.  I have to 
get it outside of XXX. 
 
They support me going to conferences and getting education.  Now do we 
do any internally?  No.   
 
More than anything, it’s the advisory board meetings that I go to. I’ve also 
given presentations to the AICPA, the IAA, and the Institute of 
Management Accountants.  
 
Of the organizations that do provide continuing education, the training often takes the 
form of lunch and learn sessions open to all employees and speaking to internal corporate 
groups, as described by two interviewees: 
Format is lunch and learns so, if you will, a lecture quarterly.  Open 
invitation.  
 
It’s a little ad hoc; we certainly take every opportunity to speak to 
corporate wide groups, like corporate counsel, leadership development 
programs to insert an ERM training module in there whenever we can. 
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 Overall, the findings in Table 10 show that ERM has gotten as far as the ERM 
champion expected because it was embraced by the organization and had committed 
resources. ERM was considered part of the strategic planning process but could be more 
integrated with the process. ERM was seen as mostly strategic rather than compliance, 
with overall satisfaction with the ERM process high. 
RQ8 – To what extent are firms embracing enterprise-wide risk management?  
 There is not a universally accepted tool that measures the maturity of an 
organization’s ERM implementation, so each of the organizations received an assessment 
tool developed by the NC State ERM initiative that asked the interviewees to assess 67 
specific aspects of ERM among the eight COSO components. The interviewees assigned 
a score for each of the 67 elements along the continuum of 1 – not embraced to 5 – fully 
embraced. An exploratory analysis was performed on the results given that the sample 
size (14) was too small for statistical methods. 
 As shown in Table 11, Panel A, the organizations were divided into 2 groups, 
based on the mean score on the ERM survey questions (overall mean across all 
questions), where low ERM maturity was an overall mean below the overall mean of 3.7 
and high ERM maturity was equal to or greater than the overall mean. The high group 
consisted of 10 organizations with a mean score of 4.1, and the low group consisted of 
four organizations with a mean score of 2.9. Thus, there is not a tremendous difference in 
ERM maturity between the two groups, essentially a 3 versus a 4 on the five-point scale. 
As the sample was made up of organizations that had already embraced ERM, the small 
difference in maturity is not to be unexpected. 
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 The characteristics of the interviewees and organizations were examined for any 
relation to ERM maturity as measured by the NC State instrument. ERM experience of 
the ERM champion appears to vary between the high ERM maturity group versus low 
ERM maturity group. Cumulative ERM experience across an interviewee’s professional 
career was a mean of eight years (Table 11, Panel B) for all interviewees, but was 9.4 
years for the high ERM maturity group and 4.4 for the low ERM maturity group. When 
asked whether the interviewee had received formal ERM training, a total of eight 
interviewees answered yes, but seven of those eight are in the high ERM maturity group. 
Similarly, seven interviewees indicated that they had experience with ERM in previous 
positions, and all seven were in the high ERM maturity group. It is possible that an ERM 
champion with significant experience and formal training is better positioned to lead an 
organization through a successful ERM implementation.  
Table 11 Organizational and individual characteristics 
Panel A: Organization Level Characteristics 
All  
(n = 14) 
High  
(n = 10) 
Low  
(n = 4) 
ERM Maturity Score Mean* 3.7 4.1 2.9 
Panel B: Select Characteristics of Interviewees 
All  
(n = 15) 
High  
(n = 11) 
Low  
(n = 4) 
Cumulative ERM experience (mean) 8 9.4 4.4 
Formal training in ERM (yes) 8 7 1 
Experience with ERM in prior roles (yes) 7 7 0 
* Seven of the organizations failed to answer 1 question which was scored as a 0; group 
formation was not affected by the 0 score on the question. 
 
We also explored certain interview response areas for differences between the 
ERM maturity groups. One notable finding is that overall satisfaction with the ERM 
process (Table 10, Panel D) showed a difference between the high ERM maturity group 
and the low ERM maturity group. Six of the seven organizations with a high satisfaction 
score were from the high ERM maturity group, four of the six with a middle satisfaction 
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score were from the high ERM maturity group, and none of the high ERM maturity group 
was below three on the five-point satisfaction scale where 1= not satisfied and 5 = very 
satisfied. In the low ERM maturity group, one of the four was in the high satisfaction 
score, two from the low ERM maturity group were in the middle and the only one in the 
low satisfaction score was from the low ERM maturity group. It is possible that the lower 
ERM maturity scores are reflective of the overall satisfaction with the ERM effort at an 
organization. 
Table 12 Overall satisfaction with ERM versus ERM maturity  
Overall 
Satisfaction 
All  
(n = 14) 
High  
(n = 10) 
Low  
(n = 4) 
High - 4 or greater 7 6 1 
Middle = 3 6 4 2 
Low - less than 3 1 0 1 
 
The relationship between the culture score of an organization and its ERM 
maturity score was analyzed in a two by two matrix, as reported in Table 13. Overall, the 
organizations examined in this study are more organic than mechanistic (overall mean 
score of 4.1, with only one being below a three), and there is not a lot of difference 
between the ERM maturity scores (three versus four). Eight of the organizations are in 
the high culture and high ERM maturity score cell, and only one organization is in the 
low culture and low ERM cell. Overall, the nature and size of the sample make it 
challenging to draw conclusions about ERM maturity and culture. 
Table 13 Culture versus ERM maturity 
 High ERM maturity Low ERM maturity 
High Culture 8 organizations 
 
3 organizations  
Low Culture 2 organizations 1 organization 
 
104 
 
 
 
 
RQ9 – What role does organizational culture play in the implementation of ERM?    
   
Organizational culture has been given as a barrier to ERM implementation 
(Miccolis, Mueller, & Gruhl, 2002; Rao and Marie, 2007) and a reason for the failure of 
major change initiatives (Cameron and Quinn, 2006). Organizational culture can be 
measured on a continuum from mechanistic to organic, with previous research indicating 
that organic cultures better support ERM implementations (Kimbrough and 
Componation, 2009).  The 14 organizations were given the OCA instrument used by 
Kimbrough and Componation to assess the culture of the organization. The OCA 
instrument consisted of 25 questions designed to identify mechanistic/organic 
characteristics, resulting in an overall score on the continuum from very mechanistic to 
very organic.  
As shown in two of the columns in Table 14, the interviewees were split into two 
groups based on the mean score on the OCA survey (1 – very mechanistic and 5 – very 
organic), where “low” was a mean below the overall mean of 4.1 and “high” was equal to 
or greater than the overall mean of 4.1. Eleven of the organizations were classified as 
high, and 3 were classified as low, although it is important to note that the overall mean 
of 4.1 is close to the organic endpoint of the scale, making even the low group relatively 
organic. In other words, the high and low groups do not reflect organic versus 
mechanistic cultures, but rather organic versus “somewhat organic” cultures.  
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Table 14 Organizational Culture Assessment 
Scale used was 1 – very mechanistic and 5 – very organic 
All  High  Low  
Organization Level Characteristics (Mean) (n = 14) (n = 11) (n = 3) 
OCA Score Mean 4.1 4.3 3.5 
 
 The interview transcripts were reviewed for differences in answers to the 
questions between the high and low culture groups, again recognizing the limitation that 
the two groups are not at the endpoints of mechanistic versus organic cultures. Five areas 
appear to be different between the two groups: 1) activities used to identify key risks, 2) 
whether ERM is considered part of the strategic planning process, 3) number of players 
involved in ERM, 4) existence of a management committee that oversees risk, and 5) 
whether ERM is seen as more compliance than strategic. Ten of the organizations used 
two or more of the activities in Table 7, Panel A to identify key risks. Nine of the eleven 
organizations in the high group used two or more activities, with three of the eleven using 
three activities, and one using all four activities. One organization in the low group used 
all four activities, while the remaining two used only one activity. Thus, the high group 
appears to use more of these activities. The use of multiple activities to identify key risks 
could be seen as more organic than mechanistic as it allows lateral communication 
between multiple levels in an organization, an organic attribute. 
 The second area in which a difference was found between the two groups was 
whether the ERM process was considered part of the strategic planning process (Table 
10, Panel B).  The overwhelming majority of the organizations (nine of 13 that answered 
the question) said that ERM was part of the strategic planning process, eight of the eleven 
in the high group said it was part of the strategic planning process but only one of three in 
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low culture group answered yes to the question. The strategic planning process usually 
includes controls and evaluations across the organization. This would indicate an organic 
organization, which has a network structure of control. By not including the ERM 
process in the strategic planning process, it could imply that risk is still being managed in 
silos, a mechanistic attribute.  
 The third area with a difference between the high organic group and the low 
organic group was found in the number of players involved in ERM. Table 9 Panel A 
shows the percentage a player was identified by the organizations. All of the 
organizations identified multiple players with a mean of 4 (not tabulated). The high 
organic group has a mean of 4.5, and the low organic group has a 2.3. By having more 
players across the organization, the high organic group could indicate little emphasis on 
the chain of command.     
 The existence of a management committee that oversees risk is the fourth area. 
Table 8, Panel D shows that nine of the organizations have a management committee. Of 
those nine, eight are in the high organic group and one in the low organic group. This 
again may indicate that the high organic group places little emphasis on the chain of 
command within an organization (organic attribute). 
The final area found to have a difference was how ERM was viewed by the 
organization on a continuum from compliance only to strategic. The ERM process was 
viewed as mostly strategic by nine of the 14 organizations (Table 10, Panel C). However, 
eight of the 11 in the high group (73%) viewed ERM as strategic, while only one of the 
organizations in the low group (33%) saw it as mostly strategic. A compliance view of 
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ERM would imply that the process was being undertaken to fulfill an obligation 
(mechanistic), rather than a commitment to the organization’s tasks (organic). 
Two of the three low culture group organizations were also in the low ERM 
maturity group. Table 15 shows the descriptive data for the OCA survey for all 
interviewees. 
Table 15 OCA questions and descriptive data 
Question Mean Minimum Maximum Median 
1.    Employees in your 
organization actively look for 
ways to expand their knowledge 
in order to be able to do a better 
job. 
4.1 3.0 5.0 4.0 
2.    Executive leaders, by their 
actions, make employees feel that 
they are the organization’s most 
important assets. 
4.1 3.0 5.0 4.0 
3.*   New ideas are warded off by 
negative comments like   ‘it 
won’t work here’. 
3.8 3.0 5.0 4.0 
4.*    Conversations in your 
organization exhibit no energy or 
enthusiasm for the work. 
4.8 4.0 5.0 5.0 
5.*    Managers closely track 
their employees’ arrival and 
departure. 
3.9 3.0 5.0 4.0 
6.     Employees in your 
organization show genuine 
concern for the problems that 
face the organization by making 
suggestions about solving them. 
4.0 3.0 5.0 4.0 
7.*    Discussions concerning 
performance evaluations indicate 
that the process is unfair and 
inaccurate. 
4.4 3.0 5.0 4.0 
8.     There are few closed office 
doors in your organization, 
allowing for a high rate of 
employee interaction. 
4.1 3.0 5.0 4.0 
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Table 15 continued from previous page 
9.    Based on their actions, 
executive leaders appear to 
consider employees responsible, 
capable, and trustworthy. 
4.4 3.0 5.0 5.0 
10.  Based on their actions, it 
appears that executive leaders in 
your organization view non-
executive leaders as cogs in a 
machine. 
3.9 2.0 5.0 4.0 
11.  Language used by people in 
your organization reflects respect 
for people at all levels in the 
organization. 
4.4 4.0 5.0 5.0 
12.* The reward of a paycheck is 
the strongest motivation that 
employees in your organization 
have come to work daily. 
3.7 3.0 4.0 4.0 
13.* Performance in your 
organization is based on avoiding 
punishment. 
4.3 3.0 5.0 4.0 
14.* There is a substantial 
amount of micromanagement in 
your organization. 
3.4 1.0 5.0 3.0 
15.* Based on their actions, it 
appears that managers assume 
they are the thinkers and their 
employees are the workers of 
your organization.  
3.7 1.0 5.0 4.0 
16.  Collaboration is a formally 
recognized value in your 
organization. 
4.4 4.0 5.0 5.0 
17.  Executive leaders in your 
organization are located adjacent 
or close to non-managers in their 
work group. 
3.9 1.0 5.0 4.0 
18.* People in your organization 
tend to shift responsibility for 
solving problems to someone 
else.  
4.1 2.0 5.0 4.0 
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Table 15 continued from previous page 
19.  There are people in your 
organization who are held up as 
examples of innovative problem 
solvers. 
4.4 3.0 5.0 5.0 
20.  Challenges and obstacles are 
openly and freely shared among 
business unit leaders in the 
organization. 
4.2 3.0 5.0 4.0 
21.* When risks are revealed 
with in a business function, 
managers responsible for those 
risks are notably penalized. 
4.6 4.0 5.0 5.0 
22.  There is an openness 
surrounding communications 
between business unit leaders 
and senior management. 
3.9 3.0 5.0 4.0 
23.* Best practices related to 
governance are only embraced if 
there are external pressures or 
regulatory expectations to do so.  
4.4 3.0 5.0 5.0 
24.  The CEO’s leadership style 
is collaborative and open. 
4.1 2.0 5.0 5.0 
25.  The interaction between the 
board of directors and executive 
management is frequent and 
transparent.  
4.4 2.0 5.0 5.0 
* reverse coded 
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CHAPTER 5 CONCLUSION, LIMITATIONS, AND FUTURE RESEARCH  
This research contributes to the literature by providing detailed insights into ERM 
implementations, as called for by Fraser and Henry (2007), Fraser et al. (2008), 
Landsittel and Rittenberg (2010), Liebenberg and Hoyt (2003), and Pagach and Warr 
(2011). Much of the literature provides ERM frameworks and guidelines, but does not 
provide the details behind the actual process and the possible activities that lead to a 
successful ERM implementation. By providing the ‘how’ behind ERM initiatives, this 
study will allow organizations to better understand what is needed to effectively 
implement ERM. 
More specifically, seven areas of findings emerged that have research and 
practical implications. The first of the areas that emerged answered the question “why an 
organization would undertake an ERM implementation”. With the increase in legislation 
and regulations surrounding firm risk, it could be expected that firms undertake an ERM 
implementation to meet the new requirements. However, this study found that most firms 
undertook the implementation to meet the strategic need to better identify risk with few 
of them citing regulatory or compliance reasons for launching ERM. In addition, the 
ERM champions for the organizations that pursued ERM implementation for this reason 
were more likely to be highly satisfied with the ERM effort at their organization. Many 
organizations received ERM-related encouragement from the board of directors, audit 
committee, and top management, but relatively few interviewees mentioned that ERM 
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was being undertaken for legislative or regulatory requirements. The organizations 
experienced few objections to undertaking the ERM process, and when objections were 
raised, the objections were seen more as concerns or a lack of education, both of which 
were easily overcome.  
 Once a decision was made to embark on an ERM implementation, how the 
process began was the next area to emerge. Developing a list of risks, either through 
queries of the BOD, senior management, or department management, or by the ERM 
group, was often used to start the process. The majority of the organizations had not 
defined a risk appetite, which raises the question of how they know their risk-taking is 
within the shareholders’ acceptability (Beasley, et al., 2012). All but one of the 
organizations experienced organizational changes, primarily related to new 
responsibilities, such as implementation management, gathering and reporting of risks, 
and acting as a resource to the organization on risk management, being assigned to 
existing resources. Many of the organizations used outside resources, typically Big Four 
firms, in the beginning of their ERM implementation process to provide guidance or 
review of planned processes, but none of the organizations used an outside resource 
during the actual roll-out of the process. Little formal training or education about ERM 
has occurred with the most common method of education on ERM occurring through 
informal conversations or discussions with the key stakeholders of the process. 
 The third area to emerge was around the process to identify, assess, manage, and 
monitor top risks. Interviews and surveys were primarily used to develop the 
organization’s list of top risks. Workshops and meetings with an ERM agenda were also 
used, but to a much lesser degree. Many of the organizations used an iterative process 
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that refined the list of risks over time through multiple activities, which involved multiple 
levels of the organizations. These activities were largely conducted with cross-functional 
groups allowing for a more holistic approach to risk identification. The top risks were 
eventually prioritized, with measurements usually based on existing measurements, and 
the assignment of a risk owner made by most organizations. Key risk indicators had also 
been developed by the majority of the organizations and primarily based on existing 
measurements. The use of specialized ERM software tools was seen in only one 
organization, with the rest of the organizations using some combination of MS Office 
software tools and survey tools. 
 The fourth area to emerge related to the overall management of the ERM process. 
The primary players involved with the ERM process were IA, general counsel, the audit 
committee, CFO, and BOD. IA was most often identified as the owner of the day-to-day 
leadership of the ERM process, but overwhelmingly, the interviewees did not believe that 
the independence or objectivity of IA at their organization had been affected by this ERM 
role. The risk owners reported into various functions within the organizations such as IA 
and board committees. Management level committees exist in most of the organizations, 
but very few organizations have a department that is responsible for ERM. ERM is 
usually housed inside an existing department, with very limited dedicated full-time-
equivalents.   
 As ERM is a major initiative, it was expected that the organizations would 
experience changes in multiple areas as the implementation progressed, which is the fifth 
area of key findings. In terms of the impact of ERM on the organization, positive changes 
were seen more often than negative changes. Positive changes included a greater 
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awareness of risk throughout the organization, movement from reactive management of 
risks to proactive management of risks, and improved communication, collaboration, 
and/or coordination across traditional silos of risk. The value proposition of ERM, lack of 
organizational buy-in, and the process becoming bureaucratic were identified as having a 
negative impact on the organization. 
 COSO says that an ERM implementation should affect the strategic direction of 
an organization by providing reasonable assurance that the organization can achieve its 
objectives. The seventh area to emerge was the integration of ERM and ERM affecting 
the strategic direction of the organization. The majority of the organizations positioned 
the ERM implementation as part of the strategic management process when it began, but 
in fewer organizations, ERM had actually impacted the strategic direction of the 
organization. Of the organizations where ERM had impacted the strategic direction, it 
was in a limited manner in half of those organizations. The impact of ERM was more 
often seen as aiding in evaluating existing strategic objectives, not changing the strategic 
direction. If ERM is not seen as a strategic tool it may be abandoned.  
 The final area was culture and maturity of ERM. While all but one of the 
organizations appeared on the organic side of the OCA scale, five apparent differences 
emerged from the interviews from a culture perspective. The organizations with high 
organic scores were more likely to 1) use multiple activities to identify the top risks of the 
organizations, 2) consider ERM to be part of the strategic planning process, 3) have a 
higher number of players involved in ERM, 4) existence of a management committee that 
oversees risks, and 5) see ERM as more strategic than compliance. ERM maturity level 
did appear to be associated with ERM champions with greater years in ERM experience 
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and previous positions in ERM, as well as formal training in ERM. The organizations 
with a high ERM maturity score also were more satisfied with the organization’s ERM 
effort. Finally, given the nature of the sample organizations (i.e., advanced ERM maturity 
and organic culture) and the size of the sample (due to the interview method), it is 
difficult to draw conclusions about the relation between culture and ERM 
implementation. 
From a theoretical perspective, the active involvement and calls for risk 
management oversight by the BOD and audit committee are consistent with agency 
theory’s tenet of monitoring management to limit opportunism. Such involvement and 
calls by the BOD and audit committee may also reflect signaling theory, as an 
organization’s commitment to ERM could signal to outsiders that the organization’s risk 
oversight is robust. The organizations also involved multiple levels of management in the 
risk development which would improve monitoring and reduce asymmetric information 
(agency theory). Most organizations report their top risks and results to the BOD, 
providing transparency of risk management, reducing asymmetry information and 
allowing additional monitoring of management (agency theory). The organizations may 
also be signaling to outsiders the robustness of its risk management. In addition, 
consistent with institutional theory, many of the organizations used existing frameworks 
and definitions (mimetic isomorphism) and outside consultant resources (normative 
isomorphism). These efforts may serve to enhance the organization’s legitimacy, as it is 
following best practices and securing the advice of reputable consultants. The interview 
responses revealed that the organizations with high organic scores differed somewhat in 
their approach to ERM implementation. The differences suggest that the organizations 
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with high organic scores used more lateral communication across the multiple levels, 
used a network structure of control, had a higher commitment to the organization’s task, 
and had little emphasis on the chain of command in the organization.  
As with all research, there are limitations associated with this study. The 
participant group was primarily drawn from the involvement of organizations in a 
research center that focuses on ERM. It is reasonable to assume that the members are 
more inclined toward ERM best practices (and thus their ERM maturity will be more 
advanced than other firms) and the members may be better educated in ERM (i.e., leaders 
in the ERM field). Thus, the participant pool will limit the generalizability of the results, 
but is believed to reflect leading practices. Second, it is possible that the interviewees 
were not completely candid in their responses. To address this possibility situation, the 
interviewees were ensured that all information will be held in strict confidence and that 
their names will not be stored with their responses. The researcher did not encounter any 
reluctance to answer a question, only a desire to not have an audio recording made of the 
interview by two interviewees. It is also possible that as the interviewees where the 
champions of ERM in their organizations, they may have overstated the relative 
effectiveness and maturity of ERM as a result of their pride of ownership. Finally, the 
analysis required the   ‘coding’ of response categories and themes by the researcher, 
requiring professional judgment. To facilitate this effort, atlas.ti software was used to 
perform the analysis. This software is commonly used in qualitative research. Despite 
these limitations, this study has provided important insights into the ERM 
implementation process and the current state of ERM processes in U.S. organizations.  
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In terms of future research, this study focused on adopters of ERM. One obvious 
question is, why do firms not embrace ERM? Future research into this question may be 
aided by the insights from firms that have implemented ERM successfully, as well as 
firms that have not fully implemented ERM. The value proposition of ERM is another 
area for future research due to the perceived high costs associated with an ERM 
implementation. While none of the organizations in this study have tried to put a 
monetary value on the ERM process, several of the interviewees stated they questioned 
whether it was actually a value-added process. As the majority of the organizations in this 
study consider ERM as part of the strategic planning, future research into the processes 
and activities used to incorporate ERM into strategic planning, what are the keys to 
success, and to what extent ERM is considered a priority for running the business (one 
that the CEO cannot live without). A final area for future research would be the software 
and tools available to aid in the ERM implementation. As only one organization used a 
specialized ERM software tool, a study of the success of organizations that are using 
these tools and organizations that are not would provide valuable insight to the value of 
the tools used in an ERM implementation.    
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Interview Script 
 
Enterprise Risk Management Champion Interviews 
Researcher:  __________________________________________ 
Interview #: __________________________________________ 
Interview Date: _______________________________________ 
Start Time: ___________________________________________ 
End Time: ____________________________________________ 
Face-to-Face or Telephone (circle one) 
Audio recording: yes or no (circle one) 
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Purpose of the Study (to be shared with Interviewees) 
This project seeks to directly examine the key elements of the process used by organizations that 
have implemented an enterprise-wide risk management process (ERM). We believe that this 
research will help provide information about the activities and challenges encountered by 
organizations during the implementation process. 
While the concept of enterprise-wide risk management has received much attention in recent 
years, little is known about why organizations undertake an ERM process and how they go about 
implementing ERM. Your participation is vital to the success of this project.  You can be assured 
that your responses will be held in strict confidence (see Consent Form).  
Explain to the interviewee that you would like to make an audible digital recording of the 
interview to ensure accuracy. Ask if the interview agrees to it be recorded: yes or no. 
Area of Focus (to be shared with Interviewees) 
The questions will be grouped to cover the following areas: 
 Your background, which will include your experience with risk management processes 
 Company demographic information 
 How your organization decided to implement an enterprise-wide risk management 
process 
 The process that was used to implement ERM, including training provided, resources 
used, and structure of organization responsible for the implementation of ERM 
 Process used to identify, assess, manage and monitor key risks 
 Current leadership of the ERM process 
 Overall Perspective on ERM 
 Impact of ERM on your firm 
 
You are free to not answer any of the questions or to terminate the interview at any time. The 
expected length of the interview is 90 minutes. 
 
Provide the interviewee with 2 copies of the Consent Form (both to be signed, one return and the 
other copy for the interviewee’s records). 
 
Ask the interviewee for the Culture Assessment and ERM instrument (which were provided in 
advance of the interview). 
 
It is expected that this introduction and consent form signing will take about 5 minutes. 
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CONSENT FORM 
You are being invited to take part in a research study conducted by Therese Viscelli, 
Dana Hermanson, and Mark Beasley.  Before you decide to participate in this study, you 
should read this form and ask questions about anything that you do not understand. 
 
Title of Research Study: The ERM Process: Evidence from Semi-Structured Interviews 
of ERM Champions 
 
Researchers’ Contact Information:   
Therese R. Viscelli, Kennesaw State University, 404-409-9376, tviscell@Kennesaw.edu 
Dr. Dana Hermanson, Kennesaw State University, 770-423-6077, 
dhermans@Kennesaw.edu 
Dr. Mark Beasley, North Carolina State University, 919-515-6064, 
mark_beasley@ncsu.edu 
 
Description of Project: This project seeks to directly examine the key elements of the 
process used by organizations that have implemented ERM. We believe that this research 
will help provide information about the activities and challenges encountered by 
organizations during the implementation process. We are also expecting that this research 
will provide insights about the process that can be used by other organizations to be more 
successful in the organizations’ implementation efforts.   
 
Explanation of Procedures: Each participant will be asked to fill out an assessment tool 
on organizational culture and the organization’s enterprise-wide risk process. The 
participant will then be interviewed either in person or by phone about the organization’s 
enterprise-wide risk process. The interview will be recorded if consent is received from 
the participant. The time expected to answer the assessment tool and conduct the 
interview is less than two hours. At any time the participant may choose to not answer a 
question or terminate the interview. 
 
Risks or Discomforts: 
The discomforts or stresses that may be faced during the research are: None 
Participation in the research entails the following risk: None 
  
Confidentiality: The results of this participation will be held in strict confidence and will 
not be released in any individually identified form without the prior written consent of the 
participant unless required by law. Only the authors or research assistants will have 
access to the individual collected data. 
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Inclusion Criteria for Participation: All participants will be at least 18 years of age and 
serves as a champion of an enterprise-wide risk process of an U.S. organization.  
 
Signed Consent 
I agree and give my consent to participate in this research project.  I understand that 
participation is voluntary and that I may withdraw my consent at any time without 
penalty.   
 
 
__________________________________________________ 
Signature of Participant or Authorized Representative, Date  
 
 
___________________________________________________ 
Signature of Investigator, Date 
 
PLEASE SIGN BOTH COPIES OF THIS FORM, KEEP ONE AND RETURN 
THE OTHER TO THE INVESTIGATOR 
Research at Kennesaw State University that involves human participants is carried out 
under the oversight of an Institutional Review Board.  Questions or problems regarding 
these activities should be addressed to the Institutional Review Board, Kennesaw State 
University, 1000 Chastain Road, #0112, Kennesaw, GA 30144-5591, (678) 797-2268.  
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Section 1: Interviewee Demographic and Background Information 
1. Gender – Male or Female 
2. Age 
3. Highest educational degree with field or major area of study 
4. Professional certifications 
5. How long have you been employed by your organization? 
6. Current title/position, including: 
a. How long have you been in your current position? 
b. In your current position are you responsible for ERM at your firm? 
i. If so, how long have you been in the ERM leadership role? 
 
Section 2: Enterprise Risk Experience 
1. Please describe your prior work experience related to enterprise risk management 
activities. (position/firm/industry/public or private trading) 
a. Approximately how many years of experience does this involve 
(estimate)? 
 
2. Do you have any formal training in enterprise risk management? If yes, please 
describe. 
 
Section 3: Company Demographic Information 
1. Industry 
 
2. Public or private: if public, what exchange? 
 
3. Most recent annual revenues 
 
4. Firm auditor 
 
5. Is your firm overseen by regulator, and if so, what is the regulator? 
 
6. What percentage of your firm’s revenues is international (outside the U.S.)? 
 
7. How many subsidiaries does your firm have? 
 
8. How many of these subsidiaries are involved in the ERM implementation?  
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Section 4: How Did ERM Begin at Your firm? 
1. What first motivated your organization to embrace an enterprise risk management 
process? (If the following are not mentioned, the interviewee will be prompted to 
address them) 
a. Board pressure/encouragement 
b. Audit committee pressure/encouragement 
c. Directors’ and officers’ concerns about liability 
d. Top management pressure/encouragement 
e. Regulatory requirements 
f. SOX requirements 
g. Strategic need to better identify emerging risks   
h. Other types (please describe) 
 
2. Who raised objections (if anyone) to the decision to pursue an ERM process? 
Specifically: 
a. From senior management 
i. If yes, which functional areas? 
b. From the board of directors 
c. From internal audit 
d. From external auditors 
e. From others 
 
3. What were the reasons (if any) for the objections that were raised to the pursuit of 
the ERM process? (If the following are not mentioned, the interviewee will be 
prompted to address them) 
a. Lack of available resources 
i. If yes, what kinds of resources 
1. People  
2. Software 
3. Cash 
b. Overall value proposition of the process 
i. If yes, why did they think this?  
1. Because other risk management functions addressed the 
risks 
2. ERM was not seen as tied to strategic planning as a value-
add process 
 
4. While many terms can be used to define an “enterprise risk management” process, 
how does your firm define your risk management process? Did you use/adapt the 
COSO definition or something similar? 
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Section 5: The Process Used to Launch ERM 
1. Please describe the process your company is using (or used if complete) to launch 
its ERM process.  
 
2. Did your firm envision ERM as part of the strategic management process when 
your ERM implementation began? 
 
3. What organizational changes were made in your firm to facilitate your ERM 
implementation process?  
i. Committees formed 
ii. New departments 
iii. Changes in responsibilities 
 
4. Did your firm use an established framework such as COSO or ISO 31000 as a 
guide in your ERM implementation? If so, which ones? 
 
5. Did you use an outside resource such an ERM consulting firm? If so, what was 
their role? 
 
6. What type of ERM education was provided for: 
i. Board members 
ii. Senior management 
iii. Rank and file employees 
 
7. Where is your company in the implementation of its ERM process?  What is 
working well, and what areas are in need of improvement? 
 
8. What types of problems did you encounter while implementing your ERM 
process? 
a. Lack of committed resources 
b. Lack of qualified personnel to implement 
c. Organizational structure or culture 
d. Resistance to change  
e. Other 
 
9. What would you have done differently in the ERM implementation area if you 
had to start over? 
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Section 6: The Processes to Identify, Assess, Manage and Monitor Top Risk Exposures 
 
1. What approach does your ERM process use to identify the organization’s most 
significant risks? 
a. Do you use: 
i. Workshops (formal setting with facilitators) 
1. Who leads the workshop(s)? 
2. Who is involved in the workshop(s) (levels of 
management)? 
3. How do you structure the workshop(s) – what questions do 
you use to prompt discussions? 
4. How long do the workshops last? 
5. How do you compile all the risks identified into an 
enterprise list of risks?  
6. How many different workshops have been held? 
ii. Interviews 
1. Who is involved (levels of management)? 
2. In person or phone? 
3. What types of questions do you use to generate responses 
about risks? 
4. How do you compile all the risks identified into an 
enterprise list of risks?  
iii. Surveys 
1. Who receives them?  
2. How are they facilitated (paper or electronic)? 
3. Do you provide a list of specific risks asking them to rank 
order them or do you provide open-ended prompts asking 
them to articulate their risk concerns? 
4. How do you compile all the risks identified into an 
enterprise list of risks?  
iv. Meetings  
1. Who is involved (levels of management)? 
2. Are these standalone meeting to discuss risk, or is the risk 
discussion part of the agenda of a meeting that addresses 
other topics?  
3. How much time is allocated to the discussion about risks? 
4. How do you compile all the risks identified into an 
enterprise list of risks?  
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2. Are the above techniques organized by area of responsibility such as 
manufacturing or purchasing (operational) or are they organized with multiple 
operational areas represented? 
 
3. How often does the organization use the above techniques to identify risks? 
 
4. Are the risks identified typically based on existing risk measurements? 
 
5. Do you use scenarios, heat maps or other tools to access the risks? 
 
6. What do you do to help participants think about unknown, but possible risks? 
 
7. Are participants prompted to think about specific categories of risks (e.g., 
compliance vs. operational)? If so, what categories do you use? 
  
8. How does your firm prioritize the risks that have been identified?  
a. Informally 
b. Formally with guidelines to assess likelihood and impact (if formal, please 
describe the process used – 1 to 5 scale) 
 
9. Once the top risks are identified, how are they communicated to: 
a.  Senior management at the firm 
b.  Board of directors 
c. Middle management 
d. Rank and file 
i. For each group, prompt as needed with: 
1. Formal report 
2. Informal discussions 
3. Presentations 
 
10. Once the top risks are identified, what process is used to ensure the organization 
is responding to these top risks? 
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11. Has your organization defined its risk appetite in order to know which risks need 
to be addressed most?  
a. If yes, how was the definition of risk appetite accomplished? 
b. If they answer yes and the following are not mentioned, the interviewee 
will be prompted to address them 
i. By strategic areas or operational areas, or just overall for the firm? 
ii. Formal or informal definition of appetite?  
iii. How was the risk appetite communicated and to whom? 
 
12. Has your firm developed any Key Risk Indicators that allow it to be proactive in 
monitoring the status of key risks? 
a. If so, how did you accomplish this? 
b. How does your firm go about measuring these indicators? (If the 
following are not mentioned, the interviewee will be prompted to address 
them.) 
i. Formal or informal 
ii. Based on existing measurements 
iii. Internal or external data 
iv. Qualitative or quantitative  
v. Types of tools 
c. To whom are the above measurements communicated to in the firm, how 
often and in what form? 
i. Board, management, rank and file? 
ii. Monthly, quarterly, annually? 
iii. Dashboards, formal reports, presentations? 
 
13. What type of software do you use to manage the ERM process? 
a. Microsoft-based products, such as Word, Excel, PowerPoint 
b. ERM software (please name the package) 
c. Other software (please name the software) 
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Section 7: Current Leadership of ERM 
1. Who are the major players in the ERM process at your firm today? We are 
interested in the board level and management level.  
a. Internal audit (IA) 
i. If yes, what impact has IA’s ERM role had on IA’s ability to 
maintain objectivity and independence with respect to ERM? 
b. Board of directors 
c. Audit committee or other board committee 
d. Chief Risk Officer (or similar title) 
e. CFO 
f. General Counsel 
g. Chief Strategy Officer 
h. A direct report to a C-level executive (such as a VP or management level 
Director position) 
i. Other 
 
2. Who currently “owns” the day to day leadership of ERM at your firm? 
a. Internal audit  
b. Board of directors, including audit committee or other board committee 
c. Chief Risk Officer (or similar title) 
d. CFO 
e. General counsel 
f. Chief Strategy Officer 
g. A direct report to a C-level executive (such as a VP or management level 
Director position) 
h. Other 
i. No one (shared responsibility) 
 
3. To whom does the above report to in the organization? 
a. Internal audit  
b. Board of directors, including audit committee or other board committee 
c. Chief Risk Officer (or similar title) 
d. CFO 
e. General counsel 
f. Chief Strategy Officer 
g. A direct report to a C-level executive (such as a VP or management level 
Director position) 
h. Other 
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4. Does your firm have a management level ERM committee?  (If no, skip to next 
question) 
a. If your firm has a management level ERM committee: 
i. Who is on the committee? 
ii. Who is the chair of the committee? 
iii. How often does the committee meet? 
iv. Does the committee have a formal agenda for the committee 
meetings? (If yes, ask to get a blinded copy of the agenda) 
b. To which committee of the board does the ERM management leader 
report most directly? 
i. Audit committee 
ii. Executive committee 
iii. Governance committee 
iv. Compensation committee 
v. Not a committee, but the full board of directors 
vi. None – we don’t report to the board 
 
5. Does your firm have a department responsible for ERM? 
a. If your firm has a department: 
i. What is the department called? 
ii. To whom does the department report? 
iii. How many people in the department are dedicated full-time to the 
ERM process? 
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Section 8: Overall Perspective on ERM  
1. Has your overall ERM effort gotten as far as you expected? Why or why not? 
 
2. Does your firm consider your ERM process as part of the strategic planning 
process? 
 
3. On a scale of 1 to 5, with 1 being compliance and 5 being strategic, how is ERM 
viewed at your organization? 
a. Mostly a compliance process? 
b. Mostly a strategic tool? 
 
4. What is your level of overall satisfaction with the overall ERM effort at your 
organization? 
 
5. Does your firm provide continuing education on risk and risk management to its 
employees? If so what type and how often? 
 
Section 9: Impact of ERM on the Firm 
1. What would you describe as the greatest impact on your firm arising out of the 
organization’s ERM effort? 
a. Positives 
b. Negatives 
 
2. To what extent has the ERM effort impacted the strategic direction of the 
organization?  
 
3. What type of changes have you seen in the firm following the launch of your 
ERM process?  
a. Increased transparency on risks 
b. More timely dissemination of risk information  
c. Firm level approach to risk management 
d. Increased awareness of firm risk across traditional silos of risk 
e. Enhanced ability to deal with ethical issues 
f. Reduction of behaviors suggesting fraud and/or earnings management 
 
4. How would the CEO respond to this question: “Are the costs associated with the 
ERM process reasonable given the results of the ERM effort”?  
 
5. Where do you see your ERM process 3 to 5 years from now? 
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Section 10: Concluding Questions 
 
1. What advice would you give other firms that are beginning an ERM 
implementation process? 
 
2. What would you say is the most important area to address when considering an 
ERM effort? 
 
3. Are there any areas not addressed in this interview, that you feel should have 
been?  
 
4. Final comments? 
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Thank you for participating in this research project! 
 
(Remember to record ending time on the cover) 
 
If not audio recorded, the hand written notes should be typed up by the note-taking 
interviewer within a day or two and sent to the speaking interviewer. Speaking 
interviewer will make changes per his/her notes and sends back to note-taking 
interviewer for approval. 
 
