. Electronic records management an old solution to a new problem: governments providing the right information to the right stakeholders. 
Introduction
Governments around the world have sought to meet the information needs of citizens and businesses through the application of information technology (IT). The introduction of electronic government (egovernment) has promised many advantages in meeting the information needs of citizens by improving the performance capabilities to access public information (Lee, 2013) ; increasing transparency and accountability (World Bank, 2013) ; limiting corruption and bureaucracy, and saving administrative costs (Zhang & Zhang, 2009) . However, studies also reflect e-government is not bringing benefits as promised, particularly since the introduction of Government 2.0 (Gov 2.0). Gov 2.0 is the use of new technologies such as Web 2.0 in engaging citizens (Citron, 2010) . Issues such as: workplace change (Tapscott, Williams, & Herman, 2007) ; high risk in security and privacy (Dwivedi, Williams, Amit, Niranjan, & Vishanth, 2011) , the overload of scattered information (Abbott, 2010) and lack of automatic recordkeeping and archives on social media sites (Willson et al., 2011) have all been issues raised. The last two issues are directly related to the management and governance of important records that will affect the quality of information provided by government. These issues are further exacerbated by the use of Web 2.0 and social media technologies which are available on multiple platforms and allow users to generate content through participation.
According to Bauhr and Grimes (2012) , the provision of information is considered a key component of transparency of government. Transparency refers to government providing citizens with information about what government is doing (Obama, 2009) . While governments have spent significant amounts of money on the provision of information and services to demonstrate transparency and accountability, governments still have not addressed fully citizens' demands of high quality information (National Audit Office, 2007) .
Another area of research that has become popular in recent times is 'Big Data'. Big Data is very large sets of data, from which it is difficult to extract useful information (Claasen, 2012) . Due to the large size and complexity of the data it is difficult to process the data with traditional data base technology (Claasen, 2012) . The issues related to Big Data is relevant for governments as well as for commercial organisations.
In the context of Gov 2.0, governments are struggling to control and manage scattered data (Abbott, 2010) . The reason for this is the huge proliferation of data (Big Data) and a lack of effective records management. This research in progress paper will synthesize the challenges identified in the literature on Gov 2.0, Big Data and Electronic Records Management (ERM). This paper will address the following research question:
Is there a link between issues faced in Gov 2.0, Big Data and ERM to suggest that ERM is a possible solution in the provision of the right information to the right stakeholders?
The remainder of this paper is structured as follows. The next sections introduce a literature review of Gov 2.0, Big Data and ERM including key concepts and issues (from section 2 to section 4). The discussion highlights the links between the three areas and introduces a framework for ERM to ensure the right information to the right stakeholders in Gov 2.0 (section 5). The paper concludes with a discussion on future researches. Singleton and Bruce (2010) state that relating theory and research in a context leads to a clearer understanding of the research. This paper reviewed the literature on Gov 2.0, Big Data and ERM collected from many difference resources: academic journals, conference papers, databases, books, government documents and others. Analyse of the literature indicates many similar issues in all three areas related to management and provision of information. Furthermore, it also reflects a lack of understanding of the link between these areas of research.
Government 2.0
Definitions of Gov 2.0 either place an emphasis on the potential advantages that government can gain from implementation or on the role of technology. The definition by Veljković, Bogdanović-Dinić, and Stoimenov (2012, p. 7) is an example in which the role of technology and the potential advantages have been combined: "Government 2.0 is a result of government using technology to put the citizens at the heart of things. It removes boundaries, promotes openness, transparency and user participation". Others authors (for example : Citron, 2010; Obama, 2009 ) highlight the role new technologies such as mobile technology, Web 2.0, and social media play in the introduction of Gov 2.0. Although new technologies have fuelled the introduction of Gov 2.0, they also create many challenges in the provision of information.
Issues in Gov 2.0 information provision
Recent studies have identified many issues in information provision of Gov 2.0:
-Poor information on the website of government organizations
A report by the United Kingdom Committee of Public Accounts (2008) indicates government and government organizations have not adequately met the information demands of citizens through the Internet a precursor to Gov 2.0. Although government attempted to provide information through websites for over ten years, "the government does not know exactly how many websites it operates"; 16% of government organisations have no data about how their websites are being used; and up to a third of government sites do not meet modern accessibility standards" (Committee of Public Accounts, 2008, p. 5) . This creates numerous barriers for citizens and businesses to find the information they want in a comprehensive form (National Audit Office, 2007) . This indicates that governments were not able to control data when only static information was provided, the problems associated with the control and management of data will increase in an era of Gov 2.0 with high interactivity.
-The authenticity of online exchanged information
Citizens and businesses are concerned about the authenticity of user-generated content and information promulgated on websites and social media because "anyone could upload content, including hackers, spammers, and people with malicious intent" (Noureddine & Damodaran, 2008) . Any person can create and maintain an account in social networking sites; they can post individual information and information related to organizations where they work. Mintz (2008) argues the responsibilities for the level of accuracy of information can become complex and unclear when these websites cross boundaries of organizations, states, and federal jurisdictions.
-Privacy concerns
The support of new technologies can help users freely exchange and share information through social media and web technologies. Gov 2.0 is more convenient for citizens to contribute their views, experience and information to government (Baumgarten & Chui, 2009 ). However, Gov 2.0 sites can also pose a threat to individuals' privacy. For example, government could use social media data to identify sensitive information of individuals and agencies may use information from individuals' social media for purposes other than garnering feedback on policy (Citron, 2010) . Furthermore, Web 2.0 sites allow users to "open up many doors and windows" and it is easy for hackers to access sensitive data illegally (Noureddine & Damodaran, 2008, p. 682) . Moreover, access to social networking can create a back door for users to gain illegal access to government information and violating personal information privacy (Government 2.0 Taskforce, 2010)
-Issues in sharing information through new technologies
Although the use of new technologies can make information available to the right people at the right time (Australian Government Information Management Office, 2009) it can also lead to the unintended interlinking of information in and outside the organization (Baumgarten & Chui, 2009 ). This blurs the boundaries between organizations (Bekkers & Zouridis, 1999) and organizations struggle to control their records (Meijer, 2001) . Furthermore, new technology applications not only rapidly increases the amount of digital information but leads to information overload (The Economist, 2010).
Big Data
The previous section indicated that one of the consequences of the implementation of Gov 2.0 is large data sets alternatively called 'Big Data'. Labrinidis and Jagadish (2012, p. 1) emphasise the increasing importance of Big Data as follows: "it is hard to avoid mention of Big Data anywhere we turn today". "Big Data is an information technology term describing a dataset that has become so large that it is awkward to manage and work with using traditional database techniques" (Rossouw, 2012, p. 1) . It is a term which also relates to the tools, processes and procedures that can help an organization create, manage and store very large data sets (Kusnetzky, 2010) . Cavoukian and Jonas (2012, p. 2) point out why Big Data has become such an important issue by highlight that "ninety per cent of the data in the world today was created in the last two years". Big Data has brought significant value in several areas such as education (West, 2012) , healthcare (Lorraine, Michele, & Victoria, 2012) and information acquisition (Rossouw, 2012) . However, Big Data also creates many formidable challenges such as: data overload (Chen, Chiang, & Storey, 2012) , determining 'good data' (Zoldan, 2013) , and information loss (Mckendrick, 2010) .
Challenges related to Big Data

-Data overload
The most serious problem of Big Data is it is vast, unorganized and lack context (Zoldan, 2013, p. 1) . The volume of data is growing exponentially through use of mobile devices, social media, advanced business information systems and many other sources (Cearley & Beyer, 2012) . The increase of data and its proliferation creates immense and abundant data (Chun, Shulman, Sandoval, & Hovy, 2010) . Data is now stored in petabytes, even exabytes, zettabytes or yottabytes 1 (Bollier, 2010; Grill, 2011) . This proliferation of data can cause a situation of "data rich, information poor" (Baharum & Ahmad, 2011) which will impact the delivery of accurate information (Bollier, 2010) .
-Determining 'good data'
Redundant data leads to problems in assessing and extracting quality data (Abbott, 2010) . Large potentially redundant data from different sources leads to issues in the supply of the right information from online transactions (Bollier, 2010; Chun et al., 2010) and could affect the perception the public have of the quality of information provided by government (Government 2.0 Taskforce, 2010). Zoldan (2013, p. 2) also states that one of the big problems is "how to determine what is good data within the vast amounts we currently have" and emphasizes the context of data is key to determine good data. Big Data also causes difficulties for IT and business professionals in the selection of which data to integrate (Cearley & Beyer, 2012 ).
-Risk of information loss
Some companies now cannot master the necessary technologies to capture and analyse data created in their operation (Bughin, Chui, & Manyika, 2010) . This indicates the use of data and information would depend on vendors and users who understand Big Data and can address problems posed by Big Data. In turn this can create new challenges in data security and management (Mckendrick, 2010) . Furthermore, the use of cloud services for database storage can lead to the loss of critical business information (Mckendrick, 2010, p. 3).
Several scholars (for example : Bauer & Kaltenböck, 2012; Kalampokis, Tambouris, & Tarabanis, 2010) indicate that the use of the open data principles as outlined in the five-star maturity model as proposed by Berners-Lee (2010) will reduce data overload. According to the open data principles, data can be linked to other data to provide context which diminishes the need for creating another version (Bauer & Kaltenböck, 2012) . However, the main advantage of the five-star maturity model is the creation of open data that is accessible. We believe ERM with its focus on e-records will enable government to determine, capture and store the authentic information; that could lead to a reduction in the amount of data that will have to be stored. The result is significantly reducing the overload of information.
Electronic Records Management (ERM)
ERM is a well-established discipline for governing and controlling the important data of an organisation. One of the most basic building blocks in ERM are records which are defined by the International Standard Organization (2001, p. 3) as "information created, received and maintained as evidence and information by an organization or person in pursuance of legal obligations or in the transaction of business". A record can exist in many different forms including electronic form. "E-records are informational or data files that are created and stored in digitized form through the use of computers and applications software" (Davis, Adams, & Keene, 2002, p. 
3).
Records management is a necessary responsibility of governments to retain the authenticity and reliability of all their activities (Cook, 2007; Scott, 1996) (International Standard Organization, 2001, p. 3) . Based on this definition, ERM is understood as using common principles of records management for electronic records (National Archives of Malaysia, 2009). In addition, this conception also encompasses more processes related to records management such as capture, appraisal, registration, classification, storage, handling, access, tracking, disposition, documenting, monitoring, auditing, and training.
. "Records management as [the] field of management responsible for the efficient and systematic control of the creation, receipt, maintenance, use and disposition of records, including the processes for capturing and maintaining evidence of and information about business activities and transactions in the form of records"
In recent years, ERM systems have been gradually replacing traditional records management systems in organizations (Hu, Hsu, Hu, & Chen, 2010) . Although information technology plays an essential part in providing tools and media for ERM (Brooks et al., 2006) , new technologies pose significant challenges to records management and archives (Melvin, 2010) . Duranti and Macneil (1996) find that information technology facilitates the process of records management to be easier, faster, and cheaper, but at the same time threatens the integrity, accessibility, and preservation of records. This section discusses the challenges of ERM in the era of Gov 2.0.
Challenges in ERM
-Capture right e-records
In the digital era, organizations are facing rapid increase of volumes of e-records (Perritt, 1992) . For example, in 2001, after leaving office, the Clinton administration transferred about 2200 gigabytes of data to National Archives and Records Administration (NARA). However, in 2009, the amount of data transferred to NARA from George W. Bush administration was 77 terabytes, more than 35 times the volumes of data from the previous presidents' administration (Melvin, 2010) . Moreover, an e-record can contain several digital objects: text files; images; sounds; hyperlinks; spreadsheets with computational formulas; even the content of dynamic web pages (Melvin, 2010) . The overload of records and their complexity lead to difficulty in determining which e-records are correct and which elements of e-records need to be captured and retained for the future.
-Ensuring the integrity and reliability of records
The integrity of paper records is normally ensured by maintaining them in the same form and medium as transmission. The same principle cannot be applied to e-records because of technology and medium changes (Duranti & Macneil, 1996) . In addition, the printing of e-records would have resulted in the loss of structural and contextual information, affecting the significance and authenticity of records (Bearman, 1993) .
On the other hand, the integrity and reliability of records depends on the completeness of the creation process and their style, form, transmission, and preservation environment (Duranti & Macneil, 1996) .
-Technology obsolescence and long-term preservation of e-records
Advances in technology leads to quick changes in computers and software versions (Hoke, 2012) . This creates new problems such as technology obsolescence; lack of backward compatibility; and legal status for e-records storage (Henriksen & Andersen, 2008) . A typical example is Disk Operating System and Windows 97 that have been used from 1990s but in 2007, Microsoft stopped supporting these operating systems and did not undertake to develop software that has backward compatibility for previous versions (Hoke, 2012) . This influences the available methods of reproducing e-records in the future because unlike paper records, an e-record is not an entity so it is not possible to store it in paper form; and preservation of e-records is maintaining the ability to reproduce it (InterPARES, 2001 ).
In addition, some valuable e-records generated by agencies and individuals must be retained permanently to meet the demands of public accountability (National Archives of UK, 1999). The life span of electronic tools such as magnetic media ranges from 10 to 20 years and optical media may be available for 30 years under optimal conditions (Minnesota State Archives, 2012). The life expectancy of digital media containing e-records is much shorter in comparison with the expected e-records' retention span.
Many scholars believe migration 2 and conversion 3 are the best solutions to ensure the reliability of erecords to meet the problem of obsolete technology (Duranti, 1999; McDowall, 2007) . Migrating data from one medium to another can change the records format (International Records Management Trust, 1999) and conversion can remove some critical elements or characteristics of e-records (National Archives of Australia, 2009). These issues can threaten the integrity and even the existence of records and impact on using e-records as evidence in the court (Duranti, 2001 ).
-Authenticity issues
The authenticity and privacy of paper based records can easily be ensured because paper records are unique and original. The authenticity of paper records can also be amalgamated by written signatures, letterheads, and time stamps (National Archives of Australia, 2004) . However, compared with paper based records, online activities are fundamentally insecure and an e-record generated electronically is not unique, can be one of many identical copies, indistinguishable from the original version that is evidence of an online transaction (National Archives of Australia, 2004) . The security of online e-records is resolved by the use of online security technologies such as passwords, digital signatures, and encryption. Regardless of these measures the National Archives of Australia (2004, p. 19) indicates the accessibility of records will be compromised if encrypted records are not ensured by a continuous decryption process; and the integrity of transactions using digital signatures will be corrupted due to a lack of methods to ensure the ongoing validity of relevant records. Furthermore, in the context of Gov 2.0, e-records can be stored outside organizations through cloud service providers (Australian National Audit Office, 2011).
Discussion
Electronic records are authentic information of actions of individuals and organizations in the electronic environment and good recordkeeping underpins transparency and accountability of government (Millar, 2004) . In measuring government actions, accountability depends on public records, so the loss of erecords can seriously hamper public accountability (Meijer, 2001 ). Thus, e-records are valuable assets and are the foundation to creating right information that goes to the right people.
The literature review about Gov 2.0, Big Data and ERM reflects several similar issues such as the redundancy of data and records; difficultly in determining and accessing good data, right information and authentic e-records; and concerns about privacy and technology obsolescence. The most basic building block in all three areas of study is the e-record. Gov 2.0 creates the records, Big Data enables governments and other organisation to mine and utilise these records. ERM on the other hand provide policies and regulations to govern and control e-records. Figure 1 describes the relationship between Gov 2.0, Big Data and government's stakeholders and the role of ERM in overcoming issues in providing the right information to the right stakeholders. While one of the most important targets of Gov 2.0 is providing the right information to the right stakeholders to demonstrate transparency; Gov 2.0 and Big Data also pose many issues in achieving this objective. In a Gov 2.0 environment, although citizens and other stakeholders receive huge volumes of information, they have difficulty in determining which information is right. Huge volumes of data are stored creating 'Big Data' including databases, data warehouses and data marts. Meanwhile, e-records contain evidential information of business activities and transactions considered as right information. ERM can effectively control the process of capturing, maintaining, and leading to right information (Roper & Millar, 1999) . We believe it will be valuable to explore the use of ERM principles in managing the issues posed by Gov 2.0 and Big Data and this will lead to the strengthening of the provision of information. It is considered a key building block for providing right information in Gov 2.0 context. Therefore, it is proposed that ERM not only can help stakeholders determine the right information; but also that it can help government capture, maintain and provide the right information to the right stakeholders.
Conclusions and future research
The framework we propose in Figure 1 resulted from a literature review of Gov 2.0, Big Data and ERM. The literature suggests that ERM is an integral part of Gov 2.0 because it plays a critical role in ensuring transparency, accountability and good governance of government (Ferriero & Zients, 2012; Keorapetse & Keakopa, 2011) . Despite this, the lack of a framework for ERM in the era of Gov 2.0 also makes it increasingly difficult to capture, manage and access new types of e-records generated by new technologies such as Web 2.0 technology and social media (Franks, 2010) . The main contribution of this paper is demonstrating a link between Gov 2.0, Big Data and ERM. A framework for ERM in the era of Gov 2.0 is provided that will hopefully ensure that the right information is delivered to the right stakeholders. We will empirically examine this framework through qualitative research using semi-structured interviews.
