Guaranteed cost control of hybrid-triggered networked systems with stochastic cyber-attacks.
This paper is concerned with guaranteed cost control for a hybrid-triggered networked system subject to stochastic cyber-attacks. First, a hybrid-triggered mechanism including time-triggered mechanism and event-triggered mechanism is proposed to mitigate the pressure of network transmission, in which the switching between two mechanisms satisfies Bernoulli distribution. Second, the closed-loop system subject to the hybrid communication scheme and stochastic cyber-attacks is modelled as a stochastic system with an interval time-varying delay. Then, based on the Lyapunov-Krasovskii functional approach, two theorems are presented for guaranteeing the mean-square stability of the studied system. Finally, the effectiveness of the proposed method is demonstrated through a numerical example.