In this paper, a performance analysis study for VoIP over mobile wireless ad hoc networks (MANET) is carried out using OPNET tool. The AODV, DSR, TORA, OLSR, and GRP routing protocols have been used as candidates to evaluate the impact of routing on quality of service (QoS) of VoIP application over MANET networks. Three different queuing mechanisms (FIFO, PQ, and WFQ) have been used also as nominee of queuing techniques. The VoIP is applied and the QoS is measured in terms of jitter delay, end-to-end packet delay, and wireless LAN media access delay and wireless throughput of 802.11 g technology with 54 Mbps.
Introduction
At the present time, computer networks are one of the most important assets in cloud computing era where networks are used to distribute, store, and share the information across the world by users, companies, governmental institutions, scientific communities, and social networks. Moreover, in every moment there are hundred-millions of data files, multimedia streaming videos, VoIP calls, and emails are transferred between users all over the world by using the Internet. Multimedia transmission needs specified end-to-end delay limits, very low jitter and an efficient routing with an acceptable quality of service (QoS) level, which makes routing as one of the critical concerns while implementing computer Ad hoc networks can be implemented by different wireless technologies such as Bluetooth, IEEE 802.11, and Ultra-Wide Band (UWB) enabling established ad hoc wireless networks to benefit from different capabilities of such networking models to realize different wireless networks according to the requirements and employed situation. In addition, ad hoc networks can be set up rapidly and nodes can be added or removed logically or physically according to the network's requirements. However, when any link failure happens due to the node failure or leaving situation, all the affected nodes will initiate requests to establish new routes to reconnect up with all unreachable nodes and to reconstruct the connectivity between the existing operational nodes of the ad hoc wireless network to preserve the operational network. Therefore, this makes routing process a critical concern in ad hoc networks whereas in ad hoc networks the nodes perform the routing by forwarding packets through intermediate nodes from sender to the destination, since the nodes in the wireless ad hoc networks are operating as a host and as a router. So it is used in disaster rescue, scientific conferences, and military operations. The wireless ad hoc networks have the following advantages:
it is easy to build network with decentralized flexible architecture and has no infrastructure, and can be constructed with lower cost devices, mobility which is a good feature for quick deployment. On the other hand, wireless ad hoc networks have the following disadvantages: higher error bit-rate than wire networks, multi-hop routing so packets may pass through multiple links of mobile nodes to reach the destination; dynamic topology makes a scalability problem to the ad hoc networks; security problems due to decentralized infrastructure less organization, diverse nodes' capabilities with different linking techniques; and node limited resources such as battery power and bandwidth of the node [1] [3] .
Performance evaluation of different components of the networks has become a significant issue in recent years due to the widespread using of Internet in different daily life aspect such as in multimedia networking, social networking, e-commerce, and e-learning. Routing is one of the most networking components that affect the packet's transmission, hence it is considered in many research papers for evaluation in order to improve and design new routing protocols for future use with huge data transfer around the world in the cloud computing era.
Typical performance measures (metrics) include system/network-oriented mea-A. M. Sllame
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OALib Journal sures such as throughput, end-to-end delay, jitter, packet losses, and applicationoriented measures such as number of calls per hour, signal-to-noise ratio, rate of calls injection procedure (serial, random, concurrent) for VoIP application; as an example [4] .
However, the performance of computer networking systems can be evaluated by measurement/real analysis, systematic modeling, and simulation techniques.
Modeling and simulation is used in computer networking field to support the design knowledge and to enhance building more hands-on skills to the students and designers in order to fine-prepare them for their future profession. In computer networking specialization, modeling and simulations using software tools are playing a critical role in teaching, designing, and evaluating networks because prototyping using real networks' devices are too expensive and usually networks designed to be run over several parts or many buildings in a city or a country. Moreover, current networking design practice combines different wire and wireless networking technologies which have distinct and complex protocols, multiple devices, and variety of communication standards making the modeling and simulation is the first choice for computer network educational/evaluation design courses [5] . Therefore, modeling and simulation tools are put in effect to support prototyping and experimenting to overcome the cost and space restrictions in implementing real computer networking projects which in turn enrich designers' participation in open educational environments and design activities. There are a range of simulation tools like OPNET, NS-2, NetSim, packet tracer, GNS3, Open Sim MPLS, and OMNet++ that are accessible for the purpose of modeling and simulation at different levels of the computer networks. However, the selection of a simulator is subject to the simulator's features and the requirements of the application under design. OPNET is one of the simulation tools that can be used to analyze, investigate, and design computer networks [4] [5] [6] .
The main objective of this research paper is to verify whether the routing protocols affect VoIP end-to-end delay, and delay jitter in a MANET using a set of routing protocols which apply distinct route calculation techniques to find a route between a sender and destination pair. This paper is organized as follows: related work is outlined in Section 2. The routing in MANET network is briefly discussed in Section 3. Section 4 introduces the reader to the QoS metrics and queuing. The case study example and corresponding results are described in Section 5. Section 6 outlines the comparison results between selected wireless ad hoc networks routing protocols. Finally, conclusion remarks are given in Section 7.
Related Work
Many research papers on the paper's topic are reported in literature. L. Audah et al. in [7] had described a VoIP evaluation using different codecs techniques using NS-2 simulation tool with multiple traffic connections transferred over the Internet. The performance was measured in terms of end-to-end delay, packet's A. M. Sllame
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OALib Journal loss ratio, throughput, and delay jitter. Sandeep Ravikanti and Gadasu Preeti in [8] evaluated VoIP using Dynamic Source Routing (DSR), Ad hoc On-demand Distance Vector (AODV), Temporally-Ordered Routing Algorithm (TORA) using OPNET simulation tool. However, their research resulted in the suitability of TORA protocol for VoIP application; but there are no details about the quantity of the VoIP traffic generated in their simulation study. In [9] Hetal Jasani conducted a QoS study for VoIP application using AODV and DSR routing protocols using OPNET tool. The simulation was run with IEEE 802.11n for 30 nodes in a region of 2 km × 2 km area with 5 minutes simulation time interval; which is very short simulation period. Their results showed that AODV is suitable for VoIP application in MANET networks. Ramon Sanchez-Iborra, Maria-Dolores Cano had described in [10] an approach to a cross layer-based quality of experience improvement for MANET routing protocols in which they presented a comparison among OLSR, AODV, and BATMAN for video transmission with IEEE 802.11 g at 54 Mbps using Omnet++ v4.4 simulation environment. In [11] Lin Cai et al. surveyed the latest improvements of VoIP over WLAN in terms of capacity analysis, call admission provisions, and medium access control (MAC) layer QoS enhancement devices. M. Vijayakumar1 and V. Karthikeyani in [12] described an enhanced perceptive queuing technique (CBCRTQ) for QoS of VoIP over MANET network using AODV routing protocol with NS-2 simulation tool. In [13] Shiraz Mohammed et al. evaluated VoIP over MANET using OLSR and TORA with OPNET simulation tool. However, the results showed that OLSR routing protocol is a good candidate for VoIP application. Gianni A.
Di Caro et al. [14] described a simulation study of routing performance of AODV and Ant Hoc Net routing protocols for VoIP over MANET network using QualNet simulator in a realistic urban environment. Khushboo Mittal and Preeti Sharma in [15] compared QoS of VoIP application over MANET using three routing protocols i.e. OLSR, AODV, and TORA by means of OPNET simulator tool. Said El brak in [16] described a QoS performance study of VoIP over MANET with different audio codecs employing AODV, OLSR routing protocol using NS-2 simulator. The study showed that how codecs affect the QoS of the VoIP with varying hops count number.
Routing in MANET Networks
In MANET, a pair of nodes exchanges packets over a direct wireless node, or over a chain of wireless nodes. However, for MANET efficiency the employed routing protocol needs to deal with many MANET networks limitations, such as battery lifetime, transmission errors, channel capacity, and rapidly changing topology due to node's mobility. Moreover, Node density which represents the number of nodes existing in the MANET network is playing an important role in the routing, since some routing protocols; such as OLSR; is producing better results when applied with dense MANET networks than in the less-dense MANET networks. In this section a brief description of all routing protocols that are used in this paper work is given below [1] .
A. M. Sllame
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Proactive Routing Protocols
This kind of routing protocols is continuously evaluating the routes between active nodes and keeps a topology table that covers the active nodes connectivity.
The table is continuously retained up to date, which give the proactive protocols the name of table-driven. Therefore, all active nodes exchange routing information gathered in such tables with neighbors to maintain an accurate scene of the current ad hoc network topology. However, proactive routing protocols attempt to maintain reliable, up-to-date routing information when a route is needed; i.e., one route may be arranged immediately. Whenever the network topology changes proactive routing protocols react by disseminating updates throughout the network to preserve a consistent view. Thus, this will consume the bandwidth and may keep up routes that may never be used. Proactive routing has high routing overhead than reactive routing protocols.
Examples of proactive ( 
Reactive Routing Protocols
This class also known as on-demand routing protocols since the node requests the route only when there is data to be sent by the node. In reactive routing the source node initiates the route discovery method to find a route to the destination by using some global search technique. This will introduce a delay on the data transfer. Reactive routing is suitable for highly dynamic networks since no routing arrangements created a priori. However, because of employing high flood-search when a transfer is needed between certain nodes with mobility and distributed traffic over the MANET network-an overhead will be introduced.
Examples of reactive (on-demand) are Ad hoc On-Demand Distance Vector (AODV), Dynamic Source Routing (DSR), and Temporary Ordered Routing Algorithm (TORA).
Hybrid Routing Protocol
Hybrid protocols are the combinations of reactive and proactive protocols and inherit advantages of these two types of protocols. Hybrid routing protocols possibly will demonstrate proactive or reactive behaviors depending on the circumstances, therefore will deliver flexibility to the wireless network.
However, with reactive protocols there is no guarantee to find the shortest path since after discovering a path no effort is made to find a better path until the current path becomes unusable due to mobility of the network nodes. Meanwhile, for proactive protocols there is a possibility to have shortest paths because routes are continuously updated and kept in nodes' routing tables.
The Ad-Hoc on Demand Distance Vector (AODV) Protocol
AODV is a reactive on demand distance-vector routing protocol. AODV is an 
Dynamic Source Routing Protocol (DSR)
DSR is a reactive, source-routed routing protocol particularly originated for dynamic networks. However, in DSR every node reserves all required information of all routing routes from this node to all other nodes in the topology. Essentially, the source node in DSR routing initiates the "Route Discovery" technique to discover a routing path to any targeted node whenever there is no record about that node in the node's routing database. Thus, the discovered route information is then stored temporarily in the nodes route cache. In addition, DSR applies "Route Maintenance" procedure to keep the routes at any time there is a link missing in the routes or whenever any topology alterations occur. Therefore, DSR reconstructs failed routes quickly to facilitate the node accessibility by other nodes. Hence, once a route is set up, the sending node transfers packets with headers saving all the path information details on the way to the receiving end.
In addition, individual node through that path advances packets to the following node in the topology conforming to control information enclosed in the header of the packet. DSR keeps routes of designated nodes only; thus; DSR does not make any route advertisements with untargeted nodes. On another hand, DSR is designed to be also a source routing protocol which makes transmission of periodic hello messages by the node to inform other nodes about its presence in the topology unnecessary. Therefore, the intermediate nodes of that topology do not need to maintain the route information of that initiated source routing between the source and destination pair [1] .
Temporally-Ordered Routing Algorithm (TORA)
TORA is a reactive, adaptive distributed routing protocol developed to be employed in dynamic multihop networks. TORA is founded on link reversal algorithm; it maintains a directed acyclic graph (DAG); rooted at the destination; to generate multiple routing paths according to the source to sender requests.
TORA is intended to diminish replies to topology's changes. The important characteristic of the TORA is its response to link failures. Then, TORA erases invalid routes, explores new routes, and constructs new routes in a single-pass of the distributed algorithm. Hence, in TORA the control messages are usually localized to a small group of nodes; thus ensuring that all routes are loop-free and provides several paths for any two connected nodes [1] .
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The Optimized Link State Routing (OLSR) Protocol
OLSR is a table-driven proactive routing protocol, essentially it is a link-state routing protocol optimized for use in MANET networks. OLSR protocol repeatedly exchanges the network topology's information with other nodes in the network. The OLSR carry out hop-by-hop routing. OLSR protocol employs the multipoint relays (MPR) technique in order to reduce the number of neighbors that are intended to receive the broadcasting of the control traffic messages by selecting a group of routers that will receive to forward the path searching process flooding messages. Hence, every router (node) in the way to destination will select subset of its neighbors that are targeted to receive the broadcast message. OLSR protocol is an appropriate selection for large and dense networks, but it might not find the shortest path due to the MPR mechanism [1] .
Geographic Routing Protocol (GRP)
GRP is a proactive routing protocol and is developed to overcome the drawbacks of the topology based routing protocols. Also known as position based routing.
GRP protocol has grown in its use in MANET networks as a result of its scalability feature. In GRP the routing is based on the shortest geographical distance between source and destination. However, the source node at all times finds the nearest neighbor node to the destination and sends the packet to it while waiting for the packet to reach its destination. Thus, every node utilizes the geographical position system (GPS) to detect and recognize its particular position. 
Quality of Service
The quality of service (QoS) is a very important issue in transmitting multimedia over networks and the network that offers QoS is the network which delivers the transmitted data with a definite quality assurance level between senders and receivers within the imposed delivery time limits for real-time applications. When working with multimedia we will meet three essential restrictions; first multimedia streams typically need a considerable higher bandwidth than any ordinary data streams. Second, most of the multimedia applications are of real-time traffic type such as VoIP [17] [18]. Thus, they need to be played back at the same order that had sent from the source. Third, multimedia flow streams are commonly composed of huge data in bulky blocks. Therefore, working with multimedia data over Internet is a challenge that requires dealing with multicast routing, A. M. Sllame
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In practice, QoS is defined as the set of methods that are used to regulate the network packet delay jitter, packet end-to-end delay, and packet loss to achieve applicable throughput to satisfy the requirements of the real-time applications from bandwidth and packet transfer delay.  The delay jitter is defined as the delay variation between two successive packets in the same traffic flow. However, queuing, rerouting, and added processing delays are the main reasons of the delay jitter.  The end-to-end delay is defined as the time needed to send a packet from the source until it reaches the final destination.  A packet loss is defined as the number of lost packets that is happened inside the network at definite time interval during the packet transfer process from the sender to the receiver. 
Queuing
Queuing is the function of storing packets temporarily inside the router's queues before getting transmitted toward their final destination. However, the packet's transmission is influenced by numerous issues such as the packet's service class or the level of service assurance associated with the packet's class. Therefore, different queues have different priority levels are employed and every queue is assigned a particular amount of the bandwidth on the same output link according to their priority value. Scheduling technique is used to select the next packet to be transferred from such queues according to the prearranged bandwidth for each queue. Normally, the buffering space is guaranteed for the traffic that is belonging to the real-time classes, whereas discarding policies may be applied to the normal traffic classes. Scheduling possibly will reorder the traffic flows regarding to their arrival times. Scheduling is always used with queuing to fit in the required stream's bandwidth while keeping queueing delays at the preferred values for the given application. Scheduling determines the time order when different traffic flows are forwarded through the current router (the MANET node). In this paper we are using three kinds of queuing [2] [18]. Second class is priorityqueuing (PQ) packets are classified to a definite priority class. However, those streams that are belonging to the higher priority class are sent before all lower priority traffic since the higher priority class traffic guaranteed their delivery in timing and bandwidth. PQ is a traffic differentiation technique, but it is not optimal, since it disturbs handling of low priority queue's packets which may get discarded first when the congestion happens. PQ queuing isn't a max-min fair method, so it is need to be combined with any other me- 
The Case Study Example and Results
The simulations consist of twelve scenarios with considering the same network topology, as seen in Figure 1 
VOIP Traffic Configuration
VOIP traffic has been configured between nodes by using "create traffic flow" option, with the following input parameters: Figure 1 . Case study topology with mobile nodes.  Call rate: 300 calls per hour.  Traffic generated randomly and concurrently per node and generated from all nodes to all nodes simultaneously. The OPNET produced 870 flows of VoIP traffic for the period of the simulation (1000 seconds) that is equal to a data of 117.294 GB, which indicates the performance analysis; see Figure 2 .  Average call duration: 180 s (3 min).  Voice flow duration: 3600 s (60 min).  Encoder scheme is G.711.  Type of service: interactive voice with delay, Throughput, and reliability including overhead (bytes): RTP/UDP/IP.  30 MANET nodes.  The speed of the mobile nodes is configured to be equal to 10 km/h with mobility in a curved trajectory in the area of 1 km × 1 km.  Wireless technology used type: 802.11 g with 54 Mbps bit rate.
Results and Practical Analysis
Comparison between wireless ad hoc networks routing protocolsis carried out with the following performance metrics: Jitter (sec), Packet End-to-End delay (sec), Wireless LAN Delay (sec), Load (bit/sec), Throughput (bits/sec). All previous performance metrics were compared in the wireless ad hoc networks with applying routing protocols (AODV, OLSR, TORA, DSR, and GRP) using the following queuing techniques: FIFO, PQ, and WFQ. GRP using FIFO queuing technique Figure 3 describes the jitter (sec) for all the targeted routing protocols with FIFO queuing. However, AODV (blue line in the Figure 3 ) seems to be has recorded the smallest delay jitter value (i.e. near zero value) than other protocols; while the OLSR and DSR have registered the worst delay jitter values, respectively. Figure 4 illustrates packet end-to-end delay graph results of the candidate MANET protocols with FIFO queuing. The GRP protocol has recorded the highest (worst) value; while TORA protocol has produced the lowest (best) endto-end delay and AODV has granted the second lowest end-to-end delay value after TORA protocol. Figure 5 shows the wireless LAN media access delay results of the tested protocols with FIFO queuing. It is seen that TORA protocol has got the lowest (best) wireless LAN media access delay with OLSR getting the second least value of the wireless LAN media access delay, while the GRP getting the highest (worst) value of this measurement. Figure 6 refers to the results of the recoded wireless LAN load (bits/sec). In this graph OLSR has reached the highest load value, while the GRP protocol has the lowest (worst) wireless LAN load (bits/ sec) with FIFO queuing. Figure 7 shows the results of the Throughput comparison with FIFO queuing. The graph states that AODV protocol has gained the highest (best) Throughput value and the OLSR protocol has recorded the second highest value; while GRP has the lowest (worst) Throughput value than other protocols.
By reading Figures 3-7 , for VoIP application over the MANET with FIFO queuing, it is clear that in terms of Jitter the AODV is producing the best results while with the end-to-end delay TORA is coming in the first place with best results and AODV is registered the second best results. Moreover the AODV is also gained the highest Throughput, while OLSR produced the second best result of a Throughput after the AODV. Therefore, AODV and OLSR are both protocols are good candidates for VoIP over MANET wireless networks. while OLSR is came in the second place. Consequently, AODV and OLSR are both protocols are good candidates for VoIP over MANET wireless networks. C. Results of the VoIP comparison between AODV, OLSR, TORA, DSR, and GRP using WFQ queuing technique: Figure 13 describes the jitter (sec) for all the targeted routing protocols with WFQ queuing. However, AODV (blue line in Figure 13 ) seems to be has recorded the smallest delay jitter value (i.e. near zero value) than other protocols; while the OLSR and GRP have registered the worst delay jitter values, respectively. Figure 14 illustrates packet end-to-end delay graph results of the candidate MANET protocols with WFQ queuing. The GRP protocol has recorded the highest (worst) value; while AODV protocol has produced the lowest (best) endto-end delay and OLSR has granted the second lowest end-to-end delay value after OLSR protocol. Figure 15 shows the wireless LAN media access delay results of the tested protocols with WFQ queuing. It is seen that TORA protocol has got the lowest (best) wireless LAN media access delay with OLSR getting the second least value of the wireless LAN media access delay, while the GRP receiving the highest (worst) value of this measurement. Figure 16 refers to the results of the recoded wireless LAN load (bits/sec). In this graph GRP has reached the highest load value, while the TORA protocol has the lowest (worst) wireless LAN load (bits/sec) with WFQ queuing. 
Conclusions
This paper presents an analysis study about running VoIP over the MANET networks with different routing protocols using different queuing mechanisms with OPNET tool. However, in this case study, in terms of voice delay jitter, the AODV produced good results than other tested protocols in all presented queuing mechanisms. In terms of end-to-end delay, the TORA recorded the best result with FIFO queuing, while OLSR has got the best result with PQ queuing, and AODV has got good results with WFQ case. Moreover, TORA protocol has showed good results in terms of wireless media delay measurement with all the three types of queuing. In another hand, AODV protocol has presented good performance measures for the throughput values with different queuing techniques.
The final conclusion is as following: the AODV and OLSR are the two best protocols that can be used with VoIP application over the MANET wireless networks, which are coming due to routing mechanisms employed in these two protocols.
