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Abstract 
Blockchain technology provides a distributed ledger and is based on a logic of peer to peer 
authentication. It gained prominence with the rise of cryptocurrencies but provides a 
much broader field of possible applications. While it has been originally closely linked to 
a libertarian agenda rejecting organizations, its developments have illustrated that this 
ideological framing is being reversed in practice. Based on contrastive empirical cases, 
the purpose of our paper is to discuss blockchain as an organizational technology. Its 
peculiar mode of governance, which we name ‘Hanseatic’, needs to mediate between the 
fluidity typical of Free and Open Source Software development and the immutability that 
use organizations adopt blockchain for. 
Keywords: Blockchain, FOSS, organizational technology, governance, bazaar, Hanseatic League 
Introduction 
Money does not have backup copies, thus its governance is different from data’s. The failure in understand-
ing this basic difference in its far-reaching consequences has led key players in the cryptocurrencies and 
blockchain spaces to assume that the well-tested and very effective mode of governance that define Free 
and Open Source Software (FOSS) would have been enough to manage blockchains successfully. The main 
problem this article addresses is that FOSS, and related theorizations, have focused on software design and 
production1, whereas blockchains are defined by authentication, which depends on and is shaped by use 
contexts. Thus, through contrastive cases, it is argued that the governance of blockchains needs a peculiar 
                                                             
1 At best, FOSS is agnostic about software use. For example, its ‘freedom 0’ recites “The freedom to run the program as you wish, for 
any purpose” (https://www.gnu.org/philosophy/free-sw.en.html)  
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arrangement, which we named ‘Hanseatic’ after the coalition of cities that formed the League which defined 
Northern European economics and politics before modern states substituted alliances with the Rule of Law. 
Over recent years Bitcoin – the largest blockchain to date – has gone through never-ending conflicts so 
harsh in modes and tone that FOSS never saw. Disinformation campaigns, silencing or defamation of op-
ponents, and overloads of the network to make it unusable led to multiple gridlock situations, thus repeated 
‘forks’ (i.e. independent and incompatible spin-offs) of this blockchain. Another illustration of the short-
comings of rejecting explicit organizational governance, often derogatorily equated to ‘central authority’, is 
the failure of the Decentralized Autonomous Organization (The DAO) and its assumption that governance 
functions can be reduced to contracts, instantiated then automated via smart contracts. Overall, those cases 
illustrate the limitations of the explanatory power of the Bazaar metaphor, which Raymond (1999a) put 
forward to characterize FOSS governance.2 To frame the far-reaching theoretical ramifications of these em-
pirical problems, we need to take a step back. 
Online, all data used to be the same, there is no inherent difference between original and copy. Since repro-
duction and distribution of data have nearly zero marginal cost, scarcity of data has become a non-issue in 
recent decades. In other words, the non-exclusivity (one’s use does not exclude everyone else’s) of infor-
mation goods like a novel or a song has become more difficult to restrict by regulating their supports (paper 
books or music CDs). This is a root cause of both major transformations of industries, starting with music, 
and novel organizational forms like FOSS and Wikipedia.3 The inherent difficulty of containing data repli-
cation and distribution made information technologies effective in minimizing transaction cost (Demil and 
Lecocq 2006), but also ill-suited to provide money, which must be non-counterfeitable – thus inherently 
exclusive – without a ‘central authority’ acting as guarantor. In a nutshell, blockchains substitute ‘external’ 
organizations with technical immutability, thus dependability, of a ledger authenticated by its so-called 
miners.4 Despite these design intentions, our final claim is that blockchains are suitably conceptualized as 
organizational technologies, whose apt mode of governance is ‘Hanseatic’. 
The blockchain bypasses non-scarcity of data and brings exclusivity of data via native authentication into 
the digital environment (Miscione et al. 2018). The novelty introduced by blockchain is the distributed 
mode of ledger’s authentication vis-á-vis certifying organizations (i.e. ‘central authorities’) with own mecha-
nisms of accreditation and auditing. Bitcoin proved the viability of digital scarcity by making all transactions 
public, clustering them in ‘blocks’, each sealed by 51% of the available computing power.5 This means that 
a blockchain is simply an ever-expanding collection of timestamped blocks of transactions whose integrity 
is authenticated by a combination of technical and governance designs. Those ledgers locate each and every 
item and differentiate it from any other at any point in time. In practice, it makes no sense to copy items 
out of the ledger that authenticates their validity. It would be like handwriting ‘100 Euros’ on a piece of 
paper hoping to buy something with it. Reversely, if a piece of data (like a novel for instance) retains its 
validity outside its blockchain, relying on a blockchain is pointless, if not impractical, in the first place. 
Blockchain originated from the need that any currency has to avoid counterfeiting and has been subse-
quently applied to new domains like transaction records (of financial exchanges or supply chains, for ex-
ample) or registries (vehicle records and cadasters, among others). This means that cryptocurrencies are 
authenticated tokens, which can be used by whomever accepts them, thus money’s fungibility. The deploy-
ment of blockchains to specific domains like used cars and land registries (which we present below) requires 
to adjust to the specificities of each use context, which cuts fungibility (clearly, one cannot trade a car for a 
parcel directly even if their records were on the same blockchain, say Ethereum, which also runs a currency). 
Despite its origins rooted in the avoidance of organizations, seen as limiting the freedom of individuals, we 
                                                             
2 It is noteworthy that, even if it is well established, the Bazaar metaphor (reminiscent of trades and haggling) is probably not the most 
appropriate to characterize FOSS. 
3 This text does not rely on differences between data and information. The main dichotomy here is data/information vs. tokens, i.e. 
blockchain-authenticated records. 
4 Authentication is here intended in its basic meaning of certification of genuinity, i.e. non-tempered with. Per se, the immutability of 
distributed ledgers does not guarantee data quality, even if transparency and traceability may deter from poor data entry. 
5 For space limitation, this article keeps the description of blockchain technologies to the minimum. Exhaustive reference books are 
Antonopoulos (2014) and DuPont (2019), or Drescher (2017). 
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argue that blockchain is developing as an organizational technology, i.e. defined by the entanglement be-
tween blockchain governance and use context. In fact, in order to certify authenticity without a formal or-
ganization as guarantor, all participants need to organize: they have to cooperate to keep the system as a 
whole running reliably in order to handle a finite number of authenticated records (‘tokens’ from now on6). 
In short, the capacity of authentication, defined by consensus algorithms and sealed continuously by min-
ers, is relevant for governance purposes because it ties together software developers (or system designers, 
more broadly), miners (or whoever maintain the ledger), and users. No one of them can easily break away 
from the others without losing much more than they would by forking a FOSS project: developers without 
miners would see their tokens carrying no authenticity, thus value, and users would not follow suit. We 
chose records of used cars and land registries because they clearly illustrate these points.  
After highlighting the constitutive organizational aspects of blockchains, this paper continues to identify 
the features of the mode of blockchain-related Hanseatic governance, which mediates between FOSS’s flu-
idity and blockchains’ immutability. Narrowing it down to an exploratory research question, our focus is 
on: How does blockchain governance differ from the governance of Free and Open Source Software (FOSS), 
often referred to as ‘bazaar’? At this point it is important to note that in this paper we are focusing on de-
signers and maintainers because their mutual dependency marks the major difference from FOSS. 
The rest of the paper is organized according to the following argument line: like FOSS, blockchains spread 
beyond and outside of formal organizations but, unlike FOSS, use contexts constrain designers’ freedom 
because of authenticity and immutability, without which there would be no reason for using a blockchain 
in the first place. So, blockchains differ from FOSS governance (data governance differs from tokens’) be-
cause developers cannot do without partnerships with authenticators. These passages are first defined in 
their theorical relevance, then illustrated through contrastive empirical cases: The Decentralized Autono-
mous Organization’s (The DAO from now on) governance problems demonstrate the failures of reducing 
governance to algorithms. Then, systems for second-hand car market and land registries show the role of 
consortia in mediating across diverse use organizations. Based on those cases, our conceptual answer to the 
research question is the metaphor of the Hanseatic League: an alternative, consortium-based governance 
model for organizational technologies. 
Literature and Framework 
Over the decades, governance has been defined in many ways. Williamson (1975) explains it as the explicit 
or implicit contractual framework within which a transaction is located, it pervades with order relations 
where potential conflict risks to hinder mutual gains. Even if transaction cost played a central role in influ-
ential studies on governance, it remains too narrowly focused on to economic explanations for our purposes. 
Beck et al. (2018) emphasize decision-making by understanding governance as the means for organizational 
and economic coordination utilizing decision rights, incentives, and accountabilities. According to 
Ziolkowski et al. (2019), governance describes how responsibilities and powers are aligned among actors, 
who decides, how the decision-making process is conducted, and how decision-makers are held accounta-
ble. In order to accommodate the diversity of use domains that blockchains are and can be applied to, here 
we consider relevant for governance as the ability to get actors to behave as they would not (adapted from 
Stoker (1998)). This relational definition of governance covers formal and informal power, thus different 
modes of organizing like markets, networks, hierarchies, or bazaar, and accounts also for powerful forces 
like prices, agreements, social norms, contingencies, hype, charisma, etc. which all proved explanatory in 
blockchain cases. 
Since design and practice often differ substantially (Ciborra 2000), we searched for literature about block-
chain, organization, and governance with a specific interest for blockchains in actual use, rather than for 
publications outlining the potentials of this emerging technology, e.g. Tapscott and Tapscott (2017) and 
Davidson et al. (2016), or Shermin (2017), who places her emphasis on reduction of transaction cost. Not 
least because of the long-time cycle of implementing IT, studying them, and going through peer-review 
processes, we could not find many academic studies of actually implemented blockchains used in real-life 
settings. So, this section starts with a few cornerstone studies from the emerging studies on blockchain, 
then it defines our broader framework starting with FOSS governance.  
                                                             
6 Throughout this text, we use ‘token’ to refer to the items handled on both permissionless and permissioned blockchains. 
 Blockchain as Organizational Technology 
  
 Fortieth International Conference on Information Systems, Munich 2019 4 
Seebacher and Schüritz (2017) reviewed the literature on blockchain technology highlighting how it can 
enable services. Walsh et al. (2016) conducted a literature review to gain an overview of blockchain charac-
teristics, a necessary step to define blockchain types: Decentralized/Extensible (Bitcoin), Decentralized/In-
extensible (Counterparty), Centralized/Extensible (Ripple), and Centralized/Inextensible (R3). Beck et al. 
(2018) rely on the more established dichotomies permissioned/permissionless and public/private. The fol-
lowing table positions those dichotomies as general affordances for blockchain governance.  
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Table 1 Classification on Blockchain Types, modeled after Beck et al. (2018), based on Pe-
ters and Panayi (2015) 
Beyond classifications like by Swan (2015), Morabito (2017) still offers the most exhaustive overview of the 
state-of-the-art of blockchains in organizations, especially in finance, supply chain management, health 
care. In all of them, the consensus mechanism is the centerpiece as it assures the integrity of the ledger and 
discriminates the validity of proposed transactions. These coordination mechanisms define how validators 
participate in the blockchain functioning. Scholz and Stein (2018) foreground the organizational aspect of 
blockchain and aim at showing specific novelties in comparison to other types of organizations. Digital im-
mutability through native authentication, thus the possibility of governance through blockchains, is re-
flected in collaborative ventures to explore the benefits of blockchain technology both for profit and non-
for-profit (Gratzke et al. 2017).  
While permissioned blockchains can preserve some permissionless blockchain’s characteristics such as de-
centralization, immutability, and auditability, they present a wider variety of features for identifying users, 
assigning transaction, validation, and access rights. Ledger maintenance here is rarely guaranteed by proof-
of-work but by other, more efficient consensus algorithms like proof-of-stake or Byzantine fault tolerance 
among others (Zheng et al. 2017) (Mingxiao et al. 2017).  
Given the lack of cases with a substantive role of end users, here we limit our focus on the governance ‘of’ 
blockchains. So, while we remain aware of the peculiarities of each domain of application and its end users, 
we do not expand in those directions here. Our theoretical framework is presented in two steps. First, the 
bazaar mode of governance – typical of FOSS – is introduced, then its explanatory limitations for block-
chain are highlighted. Second, recent studies that help our theorization are discussed.  
Organizing in the Open: the Bazaar 
There are two related reasons why FOSS and its peculiar mode of governance is relevant when studying 
distributed ledgers of different sorts: blockchains software is more often than not released under FOSS 
licenses, and second, influential blockchain developers come from that environment, thus adopt and prom-
ulgate the same formal and informal rules, which emerged and consolidated on the open internet. The 
openness that the internet allowed has questioned and eroded the centrality of formal organizations in or-
ganizing societies, and originated numerous and sometimes influential concepts like the ‘open innovation’ 
(Chesbrough 2003), ‘wisdom of the crowds’ (Surowiecki 2005), ‘the wealth of networks’ (Benkler 2006), 
and ‘generativity’ (Zittrain 2006). Regarding the peculiar mode of online organizing, Raymond (1999a) 
first, and Demil and Lecocq (2006) later, labelled it ‘bazaar’ and relied on FOSS as the main illustration.7 
                                                             
7 Regarding terminology, this article uses ‘form of organization’ and ‘mode of governance’ interchangeably. This is not only due to the 
literature of reference, which oscillates between the two terms (Demil and Lecocq 2006; Powell 1990), but also to our broad under-
standing of organizing, which underpins both. Following Czarniawska (2014), we understand organizing as a process that is broader 
than organizations, which are a relatively structured and stable way of organizing. 
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According to them, rather than formal hierarchical organizations – referred to as ‘cathedrals’ – online or-
ganizing resembles a bazaar, where individuals move in and out easily and organize on the basis of merit 
and reputation. David D. Clark, an early internet architect, captured this mode of governance with a slogan 
that became famous: “We reject: kings, presidents, and voting. We believe in: rough consensus and running 
code.” Remarkable successes of this mode of organizing, also referred to as ‘commons-based peer produc-
tion’ (Benkler 2006), governed FOSS (Coleman 2012) and Wikipedia (Jemielniak 2014) (Aaltonen and 
Lanzara 2015). 
The bazaar mode of governance emphasizes the non-appropriability of digital data, which originated as part 
of early software developers’ practices of tinkering with code, subsequently became protected by open li-
censes. The effect is the obliteration of property rights, thus the impossibility of trading software. In the 90s 
these ideas and practices of free sharing of software were against all the received wisdom of product man-
agement, and the business model of software multinationals like Microsoft. Detractors claimed that without 
economic incentives to trade software, and hierarchies to manage its development, FOSS would fail. In-
stead, it thrived with an organizing mode that Raymond (1999a), who developed Fetchmail (a FOSS email 
client), likened to a ‘bazaar’ as opposed to the ‘cathedral’ of software corporations.  
FOSS took a hegemonic position over the internet not only by ignoring much of the received wisdom about 
IT governance (Raymond 1999b), but also projecting the possibilities of open collaboration far beyond soft-
ware development. For instance, Wikipedia has shown that peer production can be governed in such a way 
that it yields products superior to those produced by formal organizations like publishers (Jemielniak 
2014). The FOSS literature has explored different aspects of this mode of organizing. Main foci have been: 
motivation and incentive – typically based on voluntary work and reputational benefits (Feller and Fitzger-
ald 2002) (Fitzgerald 2006), emphasis on the creativity that commons licenses allow (Benkler 2006), pro-
tection of the commons against overuse and vandalism (Benkler 2016). Notwithstanding its initial motives, 
over the years FOSS had to acknowledge that other forms of hierarchy emerged over time (Jemielniak 2014) 
(Shaikh and Henfridsson 2017). Something similar is happening to blockchains, although via a different 
path. 
Following the more nuanced theorization of the bazaar by Demil and Lecocq (2006), developers build up 
their reputation, which in turn they can spend providing assistance on the software they know. So, the ba-
zaar operates at an aggregated low level of control on actors’ behaviors, not least because – having full 
access to source code – anyone can always fork their software and develop it in their own way. Since FOSS 
licenses are viral, forking reinforces the commons by spreading it rather than diminishing it. So, FOSS gen-
erates limited polarization of public vs. private compared to the long-lasting debate around the tragedy of 
the commons (Bollier and Helfrich 2014). The bazaar proved really effective and efficient in mobilizing 
dispersed resources. Nonetheless, its advantages become available only under specific conditions, not all 
met by blockchains. The issue is that the bazaar misses to account for the authentication that blockchain-
related governance is characterized by (Miscione et al. 2018). 
Bitcoin first, and other blockchains in subsequent years, have originated from the same bazaar mode of 
governance, which relies on public software repositories and globally distributed technical skills, privacy 
concerned actors, rejection of corporations and states (DuPont 2019) (Zheng et al. 2017). However, block-
chains operate and develop differently from FOSS, especially because of the role of miners who maintain 
the blockchain by authenticating transactions in a way that also end users find satisfactory enough to trust 
the system. Their roles diminish software developers’ freedom of taking the technology where they like. For 
these reasons, the bazaar does not explain the governance of blockchains. Since the ultimate test for an 
organizational technology lays in use organizations (which comprise authenticators and the variety of end 
users involved), and use organizations are constitutive of blockchains by authenticating the ledger they rely 
upon, then, emphasizing software design – like FOSS theorizations use to do – is misleading. 
Bitcoin was the first blockchain that tested at scale a rewarding mechanism for keeping faceless and globally 
dispersed actors complying with its rules of authentication (Miscione et al. 2018). Differently from the 
abundance that operators in a bazaar take for granted, blockchain re-introduces scarcity and opens a pro-
spect for a different governance. Blockchains are peculiar and interesting for governance because they 
promise to scale easily when they reach a critical mass, but they are difficult to manage because of lack of 
both formal organizational structures and clear boundaries to police (Ziolkowski et al. 2019). 
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In sum, blockchains originate from FOSS, but have profound differences. Bazaar governance is an open-
ended organizational mode of software developers volunteering to code while remaining under low control 
and incentive pressures, thus building their skills and reputation. In contrast, blockchains as a matter of ex 
ante design, restrict the availability of tokens, enforce incentives, thus exercise a significant amount of con-
trol on all parties involved. In sum, tokens are governed differently from information goods and related 
bazaar governance (Raymond 1999a) (Demil and Lecocq 2006) because they embed organizational func-
tions like consensus and authentication which define a remarkable level of mutual dependency among the 
parties involved. This main difference is made evident by forks, which delegitimize the authenticity of a 
distributed ledger, thus undermine the value of its tokens. Last but not least, tokens are not free because 
each has a production cost and transaction costs (its own’s and of what it may stand for). Those differences 
motivate the need for formalizing our proposal for Hanseatic governance. To get there, this paper continues 
by first presenting contrastive case studies on the base of which our theorization is discussed later. 
Authentication: open like the Internet and tight like Money 
Against the background of the openness that the bazaar guarantees and depends upon, the major innova-
tion introduced by blockchain – and proved viable at global scale by Bitcoin – is distributed authentication 
to avoid both double-spending and reliance on external guarantors. As a result, both blockchains’ strengths 
and weaknesses depend on being, at the same time, open like the internet and tight like money. This anom-
alous combination of properties is certainly new and worth attention. Blockchains have been widely por-
trayed as trustless, which is usually interpreted as: blockchains are algorithmically governed, thus do not 
require interpersonal or institutional trust (Beck et al. 2016). However, they do require trust that the system 
has been properly designed and runs flawlessly, which also implies trust in the designers of the blockchain 
and in its maintainers. The DAO case exemplifies how this trust – like any trust – is precarious and may be 
unwarranted. 
Lustig and Nardi (2015) investigate how Bitcoin’s algorithm has gained authority and legitimation in allow-
ing new trades. In this sense, algorithms are discussed as a way of directing human activities by defining 
what to rely upon. They criticize the emic views of people promoting Bitcoin for their naive assumptions 
about technological neutrality and independence from allegedly corrupted politics. A similar approach can 
be seen in the discussion on blockchain-based state governance (Atzori 2015) (MacDonald et al. 2016). Even 
if we agree that algorithms are not neutral in transforming human behaviors, organizations, and societies, 
we find that a narrow focus on algorithms does not account for novel aspects that blockchains bring to the 
fore when compared to the bazaar: authentication is guaranteed by miners and legitimized by users. These 
actors pass unseen by a narrow focus on algorithms. In practice, if we consider only algorithms, we would 
not see much difference between blockchain software code and blockchains in use, which depends on the 
authentication needs of specific domains. Distinctly from information technologies, the constitutive role of 
use organizations along software developers makes blockchain a relevant instance of organizational tech-
nologies because they automatize consensus and authentication within distinctive contexts of use, which 
are typical organizational functions. 
Authentication is here intended in its basic meaning of certification of genuinity, i.e. each of the limited 
number of tokens in existence can be traced back to an owner at any point in time. This means that, although 
most blockchain software is open source (so it falls under the bazaar governance mode), tokens’ authenticity 
(thus blockchains’ value) depends on those who authenticate and use the ledger. The centrality of consensus 
maintenance sets blockchain design, development, and deployment apart from technologies that only com-
pute and transmit information while leaving consensus and authentication to organizations. In short, gov-
ernance cannot be conceived as an add-on topic but needs to be considered as constitutive of blockchain 
and its application domain. 
This digital native way of authenticating tokens constitutes a qualitative shift from the abundance that de-
fines the bazaar. Tokens moderate software design freedom to grant authenticity. For their users, this novel 
balance between openness and tightness allows for new arrangements. Nevertheless, Agre (2003) argues, 
we should not be deterministic about how technological architectures interplay with institutional arrange-
ments. Use will tell how those interplays develop. 
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Methodological Notes 
A useful analytical distinction is governance ‘of’ vs. ‘by’ blockchain. With the notable (but difficult to inves-
tigate) exception of illegal trades, blockchains have yet to prove the promised disruptions in organizations, 
sectors, industries, etc. So, the focus of our empirical work cannot be but on the governance ‘of’ blockchains. 
Governance ‘by’ blockchain, in which end users have a heavier weight, will be possible when more use cases 
will have run their courses. Because of space limitation, and since we have described our research method-
ologies in other publications, we refer to them (Miscione et al. 2018) (Ziolkowski et al. 2018) (Ziolkowski et 
al. 2019) (Kavanagh et al. 2019) for all details about those case studies.  
When approaching any global information system like blockchains, especially Bitcoin and Ethereum (on 
which The DAO was based), methodological challenges arise. First, we considered Latour’s suggestion to 
‘follow the actors’. As in many comparable cases, the main identifiable actors are the software developers. 
Focusing on them only would have been problematic because it would have implied an overemphasis on 
software design over use, which would overlook significant shortcomings of the explanatory power of the 
bazaar for blockchains. Second, other relevant actors might not be organized as visible communities with 
distinct values, venues of communication, and practices. So, Latour’s recommendation presented substan-
tial limitations not least because online actors using global blockchains can be millions, and key non-devel-
oper actors tend not to be easily identifiable nor visible. Then, we considered Czarniawska’s recommenda-
tion to ‘follow the actions’. This had the undoubted advantage of being agnostic about actors, but still did 
not solve the problem of sheer scale of the empirical domain. Thus, avoiding studying the more technical 
community simply because it was easier to identify and follow, left us with no specific actors to follow, and 
no specific actions to look at in the worldwide conglomerate of actions and transactions that define block-
chains. The solution to this impasse presented itself.  
In spite of the difficulties derived from the lack of clear boundaries defining who is who and what happens 
where (i.e. identifying and studying relevant actors, actions and places) it was clear from the fora and spe-
cialized press we had been following, that those involved in blockchains (especially permissionless) shared 
a sense of what constituted problems. Following Hoppe (2010), this situation suggested us to ‘follow the 
problems’ as they manifested and were dealt with. The general publicity of online organizing made the ob-
jective of following problems, and how they were dealt with by a multitude of actions, feasible. 
Our focus on consortium-based blockchains is the result of long-term engagement in interorganizational 
systems. The two cases presented below are a large design science research project dedicated to improving 
the used car market, and an interview-based and documentary study of land registries. The consortium 
developing and deploying a distributed ledger for the second-hand car market was studied through partic-
ipant observation in the frame of design research. While all authors are well-aware of the progress of this 
research project, two authors have prominent roles in it and have been documenting it extensively. Land 
registries have been investigated first through wide-ranging documentary analyses of online materials and 
gray literature provided by actors directly involved. Then, semi-structured interviews with key actors were 
conducted and when possible repeated over an extended period of time, so to grasp a sense of the evolution 
of those projects. 
Illustrations of Governance ‘of’ Blockchains 
The empirical section comprises three empirical cases: the first presents the exemplar governance crisis 
that affected The DAO, and the blockchain underneath it: Ethereum (the second largest after Bitcoin). Its 
rupture made its deeper functioning and risks visible. The following part presents two consortia-based 
blockchains, one for secondhand cars in Switzerland, the other for the land registry in Georgia. They present 
a viable alternative to the shortcomings of assuming the possibility of automatizing governance. All these 
case studies focus on organizational and governance issues and provide empirical evidence that blockchain 
is not conforming to the FOSS governance models. The DAO is representative of the governance shortcom-
ings that permissionless blockchains manifested over the last decade. Thus, it is used as a theoretically in-
formed steppingstone to introduce the crucial role consortia play in accommodating use organizations in 
the domains of secondhand car market and land registries. Those empirical findings are later discussed in 
the light of the metaphor to the Hanseatic League. 
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Loss of Innocence: no ‘Complete Contracts’ 
The DAO was a social experiment in organizational governance. Its goal was to bring forth a decentralized 
and innovative business model, which would allow investors to transparently, democratically and fairly 
fund collectively voted projects using the raised cryptocurrency capital. Built upon Ethereum’s smart con-
tract feature, The DAO was the first of its kind. This spirit of openness and decentralization helped The DAO 
to gain traction quickly.8 This visionary platform launched on April 30th, 2016. On May 28th, it raised ap-
prox. 14% of Ethereum’s total currency supply and was the largest initial coin offering (ICO) by then. One 
bug in the code went unnoticed and was exploited on June 17th to drain about a third of the enclosed funds. 
However, a failsafe method allowed a voting period of 28 days before transactions are committed to the 
ledger. This timeframe allowed developers, users, and miners time to decide what measures to put in place. 
However, it quickly became apparent that this issue was out of The DAO’s control. Its smart contracts had 
been executed accordingly to its design and credited to the idea of decentralization and ‘code is law’ princi-
ples, the contract contained no inbuilt measures to break ledger’s immutability to expropriate the attacker. 
As a matter of facts, the attacker complied with the smart contract’s rules and thereby, some argued, ob-
tained the funds technically correct, thus legally. As a result, The DAO’s incident could only be solved on 
the underlying layer, i.e. Ethereum blockchain. The project’s prominence henceforth put financial, media, 
and legal pressure on Ethereum’s community to make an appearance and decide on the event’s handling.  
Following this exploit, a group of The DAO’s and Ethereum's lead developers and community members 
teamed up quickly and convinced major exchanges to halt the native Ethereum's token trading, which was 
the currency of the stolen capital. Simultaneously, white-hat counter attacks drained and secured the re-
maining funds, which by the community was perceived as taking the ‘role of fiduciary to The DAO and its 
members’. Having averted further and imminent threats, the loathed politics that cyber-libertarians aimed 
at eradicating with decentralized blockchains retook front and center stage. Despite the confusion arising 
from not having roles for who is in charge of what, the options boiled down to either ignoring and accepting 
the exploit, or introducing changes to Ethereum’s protocol, i.e., forking. Two opposing factions emerged in 
this debate, one called for an amendment, i.e. a hard-fork, and one that opposed any interference. Support-
ers of the latter persuasion argued that ‘transactions are immutable and code is law’.9 Unlike in a bazaar 
setting, a hack of the ledger to reverse the exploit would contradict both core beliefs and purpose of decen-
tralized authentication. Members of this sentiment considered any intervention a ‘centralized bailout [of a] 
decentralized protocol’10 and described The DAO as being ‘too big to fail’11. By contrast, forking advocates 
regarded the proposed amendment to depict ‘business as usual’12, claiming13 that fixing bugs within proto-
cols has always been part of software development processes. By arguing so, the latter framed the interpre-
tation according to the bazaar mode of production and away from the authenticity and immutability aspect 
that blockchains are rooted in.  
Ultimately, miners, not developers, decided on the outcome by committing their hash power to the favored 
chain. The faction opposing the fork eventually turned out to be in the minority and blamed, among others, 
Ethereum's founder, Vitalik Buterin, for exerting his political clout in favor of breaching technical immuta-
bility through human intervention. The presence of Ethereum’s ‘benevolent autocrat’ became well visible 
in this situation, distinguishing it from Bitcoin and its anonymous founder who withdrew completely and 
appeared no more during debates to voice his well-respected opinion, letting factions flying the flag of his 
writings. One user voiced his view on the situation by concluding ‘chancellor Vitalik on brink of first bailout 
for DAOs’.14 Some miners and users refused to acknowledge the new protocol and continued to apply the 
original ruleset. This inevitably caused the fork and induced a chain-split, dividing the project into two 
distinct blockchains. While the original blockchain is since referred to as ‘Ethereum Classic’, the current 
Ethereum main chain is actually the forked one, not the original. Following this precedent and its evident 
                                                             
8 https://blog.slock.it/the-history-of-the-dao-and-lessons-learned-d06740f8cfa5 
9 https://www.reddit.com/r/ethereum/comments/4unpm3/the_dao_and_the_benefactors/ 
10 https://www.reddit.com/r/ethtrader/comments/4oif5c/fck_this_dao/ 
11 https://www.reddit.com/r/ethereum/comments/4oithy/a_too_big_to_fail_political_hard_fork_is_very/ 
12 https://www.reddit.com/r/ethereum/comments/4op69x/no_hard_fork_does_not_mean_dao_holders_lose_all/ 
13 https://www.parity.io/attack-on-the-dao-what-will-be-your-response/ 
14 https://btc.com/86f03176beef99ac2f5adecd39b964f874f5ec615a9d01e88ac781c6e669753c It is worth noting here that cryptocur-
rency advocates matured a deep resentment for bailouts and quantitative easing policies by ‘central authorities’. 
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consensus-making complications, one user aptly wondered ‘if there will ever be a consent on proposals with 
that many shareholders’.15 
Altogether, a single project’s failure became a broader community’s concern, forcing it into internal disputes 
and re-interpreting its core values: as no compromise solution was available, any decision would either lead 
to infringing Ethereum’s immutability and thereby betraying decentralization’s and its fundamental values, 
or losing valuation and the user’s assets. One part regarded the outcome a ‘legitimate community re-
sponse’16, the other saw the tyranny of the majority in the voted solution the ‘[ending] of what Ethereum 
was always meant to be’17. However, most of the fork opposers ultimately applied the new ruleset, under-
standing Ethereum to be a ‘democracy, not technocracy’18 in which ‘all that matters is consensus’19, even if 
executed algorithmically.  
For the sake of the present argument, The DAO case illustrates three points: 
• contracts are not and cannot be complete – thus their assimilation to software code, which always con-
tains bugs, is hazardous – and always depend on the wider context they operate in, 
• there is – by definition – no response to unforeseen shortcomings of the code, which exposes the risks 
and the required trust into the system, its designers and its maintainers, 
• if immutability is only alleged, derived claims of substituting governance with blockchains become 
questionable. 
The other cases and the following discussion discard the dichotomy governance vs. blockchain, and argue 
that blockchains are indeed organizational technologies with a peculiar mode of governance through con-
sortia that retain some of the powers that permissionless blockchains tried to delegate completely to tech-
nology. These consortia-based blockchains aim at avoiding governance problems exemplified by The DAO 
by creating an – albeit imperfect – governance structure with case-specific tailoring of access and authen-
tication rights, allocation of responsibilities, reliance on existing jurisdictions and institutional contexts 
(Ziolkowski et al. 2019). 
Tackling Information Asymmetry in the Second-hand Car Market 
This case illustrates a consortium-based blockchain to deal with the used car market, where good and bad 
cars are not easy to distinguish, thus: a) parties with better information are more likely to strike better deals, 
and b) worse cars drive better ones out of the market (Akerlof 1970). The ability to make a good assessment 
of a car’s value relates to the completeness and reliability of information about it. However, obtaining rele-
vant car information can be a daunting endeavor. In other terms, information asymmetry is inherent to the 
used-car market. This project’s developers were early on interested in how far a distributed ledger may 
reduce information asymmetry between buyers and sellers, thus reducing the negative influence of 'lemons' 
onto the used car market. Consequently, they adopted an information management angle rather than an 
economic one. In other words: a complete record of information combined with traceability and authentic-
ity of information, which blockchain provides natively, may reduce the current asymmetry of information.  
During the lifetime of a car, numerous actors (insurances, repair shops, state agencies, and many more) are 
involved. This leaves all information about a car fragmented at best, or even exposed to opportunistic be-
haviors. In practice, it became apparent that creating a more consistent and reliable record of cars (AutoFile 
from now on) requires the coordinated effort of many actors. Therefore, the developers proposed a block-
chain-based platform, which would act as a boundary object mediating across stakeholders to overcome the 
shortcomings of a market for lemons.20 
The AutoFile is run by a consortium of major stakeholders in the Swiss automotive market: The AutoFile 
consortium comprises organizations at all points of the value chain, as well as competitors: The main im-
porter and repair shop of cars, a major insurance company, a road traffic authority, a car rental provider. 
                                                             
15 https://www.reddit.com/r/ethereum/comments/4ihkld/the_dao_must_diversify/ 
16 https://www.parity.io/attack-on-the-dao-what-will-be-your-response/ 
17 https://www.reddit.com/r/ethereum/comments/4oj7ql/personal_statement_regarding_the_fork/ 
18 https://www.reddit.com/r/Futurology/comments/2bypb7/does_an_automated_society_still_need_humanrun/ 
19 https://www.reddit.com/r/Bitcoin/comments/2fch11/would_you_argue_that_bitcoin_has_more_or_less/ 
20 It is worth noting that there are two problems about those records: their completeness and their integrity. A blockchain can address 
only the second. 
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The actual development was driven by a software company, researchers, and legal experts. One major chal-
lenge has been the coordination of interests and governance mechanisms. When the development reached 
a maturity where a launch of the platform was foreseeable, the consortium founded a non-profit association 
to provide a point of reference for governance of the shared platform. This effort was also motivated by the 
need (1) to onboard the critical mass of users the platform rests upon, and (2) the ability to prototype busi-
ness processes in a real-life setting, (3) to provide a meeting place where also the state agencies could par-
ticipate. The last point has a particular governance relevance: while a good used-car market is of public 
interest (which lemons’ sellers skew), it is difficult if not impossible to manage the AutoFile as a public good. 
Therefore, an association offers the chance for a public-private partnership to negotiate both public and 
private interests through the design and deployment of novel services. 
This consortium agreed on an association’s statute comprising core rules such as membership rights and 
obligations, the association’s purpose, fee structures, and thereby serves as a playbook for a novel ledger 
before it is finalized and sealed as immutable by authenticators. If conflicts emerge in the future, standard 
societal and legal modes of conflict resolution would apply. One may object that this choice limits innova-
tion potential, but participants decided to build on the existing institutional context, which is conceived as 
an enabler rather than an obstacle to innovation. For instance, a cantonal traffic authority joined to instill 
credibility into the project since its inception. 
The entanglement between blockchain governance and institutional context is particularly evident in rela-
tion to the legal framework regulating privacy, which emerged as a defining issue early in the process. Per-
sonal and car-related data cannot be distinguished easily from each other. While the sharing of the latter is 
generally harmless, the former is quite sensitive, and heavily regulated, especially by the GDPR. Since draw-
ing the line between the two is all but straightforward, the system had to be designed to compartmentalize 
different kinds of data and keeping each tied to their legally bound organization. Because of this, a first 
proof-of-concept built on Hyperledger had to be abandoned. In fact, distributing all data across all partici-
pating nodes, even if encrypted, proved not fit for the project’s purposes. If all data is shared across all 
nodes, the association would have no mean to terminate local data usage because every participant would 
manage a full node independently.21 Therefore, the AutoFile consortium moved in the opposite direction of 
delegating as much as possible to technology. It adopted a distributed ledger because of its higher flexibility 
and governance discretionality it leaves to the association.  
Privacy issues can be seen as exemplar of how distributed authentication interplays with data ownership, 
usually marginally considered in bazaar settings, and multiple lines of responsibility. Regarding the latter, 
even if the association comprises multiple organizations, there is not a hierarchical level above them. Each 
organization upholds responsibility on the data it brings to the ledger. For instance, an insurance company 
may share (part of) their clients’ data (like about accidents) on the shared ledger, but it remains responsible 
for them in front of its clients and legal authorities. Issues like this illustrate the organizational complica-
tions that such consortia have to deal with, and the risks of delegating as much as possible to automated 
governance before having used the blockchain in a real-life setting. The other blockchain governance issue 
is the mutual dependency between developers and maintainers. Since it is clear to all parties that forking 
would undermine the validity of the ledger, association members are required partnership fees to join. This 
is because having ‘skin in the game’ reduces the risks of opportunistic behaviors later on. 
Certifying Land Ownership beyond Jurisdictions 
Even if the AutoFile sees the participation of a public traffic authority to the consortium, state organizations 
are not as central as in other sectors like urban and regional planning, and land management more pre-
cisely. The land registry domain is a promising use case for blockchain as noted at the World Economic 
Forum (Hutt 2016). Blockchain-based land registries come with the promise of overcoming several of the 
challenges of this complex and multi-stakeholder inter-organizational setting (landowners, brokers, nota-
ries, banks, and state agencies) with far-reaching ramifications in all parts of economy and society. The 
processes of authenticating land ownership and transfer vary vastly between jurisdictions, but several com-
                                                             
21 Incidentally, similar kind of concerns about potential uses are affecting the Libra consortium and its negotiations with regulators, 
who expressed their concerns about how to comply with KYC (know your customers) and AML (anti-money laundry) duties in a cross-
jurisdictional setting. 
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monalities are observed: they can be considered slow, sparsely digitized, often opaque, costly, and embed-
ded into very low trust environments. Because of its high valuations at stake, not least for its use as collat-
eral, land registration is heavily exposed to fraudulent behaviors which have been particularly problematic 
in developing countries (De’ 2005; De’ and Sen 2004) (Benbunan-Fich and Castellanos 2018). 
Immutability of blockchain records have a particular significance in places prone to corruption, fraud, nat-
ural catastrophes, political instability, or, in extreme cases, invasions. Fraudulent renting, expropriations, 
extortion, and bribery in dealing with governmental or notary third parties are not uncommon (Ziolkowski 
et al. 2018). This is not to say that blockchains would overcome all these challenges, but they might ease 
these problems and increase the reliability of records by offering a tamper-resistant, decentralized data-
base22. We have been surveying projects and consortia dedicated to blockchain-based land registries in 
many countries, including Sweden, Estonia, Honduras, Ghana. Here we focus on Georgia for the peculiari-
ties of this case. 
“The economist Hernando de Soto told us that only one third of all people can prove they own their land. 
Apart from the legal uncertainty, there is $20 trillion in dead capital, as land with unexplained legal titles 
cannot be sold. So, we told him, ‘Find us such a country and we bring the land register to the Blockchain for 
free. And that was Georgia”23 stated a member of this consortium. Associated actors, such as banks, nota-
ries, and Georgia’s National Agency of Public Registry (NAPR) are loosely coupled and cannot trace pro-
cesses amongst each other, mistakes occur, and they are costly to correct, also for citizens. Furthermore, all 
NAPR servers are centralized. Hence data can relatively easily be tampered with or even destroyed, for 
example in the extreme case of an invasion, which is less remotely possible than for other countries: the last 
war with Russia dates merely ten years back; less than four years ago, Russia annexed Crimea, which is only 
across the Black Sea from Georgia. NAPR employees have mentioned all of these as motivation in their 
effort to build a blockchain-based land registry which is also pegged onto the Bitcoin blockchain, thus be-
yond the reach of any occupying force.24  
While in developed economies efficiency is often a selling factor for blockchains, in Georgia security con-
cerns score far more prominently. In fact, immutability and extra-jurisdictional reach of blockchains is seen 
a potential succor against a threatening neighbor. The risk NAPR is trying to avoid is not only that occupying 
forces destroy ownership records and appropriate land. It is not unthinkable that records can be wiped out 
through a cyberattack, which has become a common concern in former Soviet countries like Ukraine.25 This 
is an illustrative example of how governance of blockchain (editing access to land records, for example) 
exceeds a national legal framework and addresses broader concerns through a mix of cryptographic authen-
tication run by Bitcoin miners without any specific interest for this countries, but whose activities are be-
yond the reach of a state power. Leaving aside those extreme circumstances, pegging land records to the 
Bitcoin blockchain in the form of a hash at specified points in time through a digital time-stamping service26 
offers a proof-of-existence and serves as a checkpoint to prevent also smaller scale fraudulent tampering of 
past transactions.  
Another central issue, which too often is conflated with immutability, is how to certify data quality before 
it gets on an immutable ledger. In Georgia, the NAPR is responsible for data entry to the system, which 
requires trust in its reliability (Ziolkowski et al. 2018). However, NAPR foresees an important measure to 
increase transparency: it is allowing other parties (banks, notaries, NGOs, and later also citizens) to read 
the ledger, which contains all historical data, and thereby to control the well-functioning of the system. 
                                                             
22 Reese, F. 2017. “Land Registry: A Big Blockchain Use Case Explored,” CoinDesk, , April 19. (https://www.coindesk.com/blockchain-
land-registry-solution-seeking-problem, accessed November 26, 2018) 
23 https://medium.com/bitcoinblase/blockchain-application-land-register-georgia-and-sweden-leading-e7fa9800170c 
24 The system is called ‘Exonum’, an explanation how it specifically works can be found here: https://exonum.com/napr 
25 Also documented here: https://www.newamerica.org/future-property-rights/blog/blockchain-for-property-rights-georgia/ and 
https://www.reuters.com/article/us-estonia-cybersecurity/with-an-eye-on-russia-estonia-seeks-security-in-computing-cloud-
idUSKBN0TN1BT20151204 
26 Shin, L. 2016. “Republic of Georgia To Pilot Land Titling On Blockchain With Economist Hernando De Soto, BitFury,” Forbes, April 
21. (http://www.forbes.com/sites/laurashin/2016/04/21/republic-of-georgia-to-pilot-land-titling-on-blockchain-with-economist-
hernando-de-soto-bitfury/, accessed May 18, 2017). 
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Hanseatic Governance 
Our research question was: ‘How does blockchain governance differ from the governance of Free and Open 
Source Software (FOSS), often referred to as ‘bazaar’?’ The internet opened up for a very effective mode of 
governance which relies upon non-scarcity of data: the bazaar, of which FOSS and Wikipedia successes are 
glaring examples. The bazaar mode of governance relies upon licenses that protect the nearly zero marginal 
cost of reproduction and distribution of data. Against this background, our research problem has been that 
the bazaar does not explain essential peculiarities of blockchain governance. More precisely, blockchain 
originated from the need of avoiding ‘double-spending’, i.e. duplication of data, without putting any formal 
organization in charge of authentication. Blockchains escape main tenets of the bazaar mode of governance 
because maintainers remain in charge of authentication. Thus, designers are tied to them to certify and 
extend the value of the blockchain. In other words, the bazaar’s emphasis on software production overlooks 
use and the inter-organizational mutual dependency of all parties. Guaranteeing the immutability of all 
records on a ledger generates a much tighter path dependency than in the bazaar. Software developers may 
be free to fork the code, but it is of little use in practice if parties cannot trust records about used cars or 
land parcels, following the examples above. Therefore, we argue that maintainers and users of tokens char-
acterize the governance issues of blockchains. Authenticity is not a straight product of algorithms but a 
sustained long-term effort that all involved parties contribute to and depend upon. Beyond software devel-
opers, miners (or whoever maintains the ledger), generators of reliable records, and uses have to be in-
cluded in any governance model. More precisely: 
1. While in the bazaar the majority cannot enforce its decisions onto everyone, because anyone can fork 
their own version relying on publicly available code at low cost while preserving their own use value, in 
blockchain matters majority decisions are enforced, and forking poses substantial problems to both 
developers and maintainers; 
2. Contrary to open source licenses that prevent anyone from appropriating the software code, public 
ledgers introduce authentication thus scarcity into digital settings. Traceability of all (trans)actions on 
the ledger act as a deterrent from breaking the rules. So, blockchain move from ‘carrots and rainbows’ 
as main incentives (von Krogh et al. 2012), to a ‘gentle rivalry’ within a consortium like the AutoFile 
(Ziolkowski et al. 2019); 
3. The uncertainty about tomorrow puts more pressure on what is done today because forking later on 
would be troublesome. Consortium-based projects do not assume the possibility of future-proof com-
plete contracts but rely on existing legal arrangements according to which all partners are tied together 
by mutual dependency.  
Throughout this paper, we have emphasized how the peculiarities of using blockchains are in mutual de-
pendency with their design. Our proposition is that this is a peculiar governance model, which is going to 
interplay with a variety of application domains. Before characterizing it as Hanseatic governance, we use a 
table to contrast and compare blockchain governance characteristics with FOSS and proprietary software. 
All examples in Table 2 deal with goods that need varying degrees and modes of protection for different 
reasons. Counterfeiting is a key issue for proprietary software and the blockchains examples. Uncontrolled 
access is an issue when property of information goods (proprietary software) or privacy of people (financial 
assets) are a concern. For cars and parcels, certification of records is paramount, controlling access may be 
a matter of policy (who has the right to access and for what) or a commercial issue (monetizing information 
access). The three blockchain examples deal with very diverse institutional pressures. What connects them 
is the defining role of immutability and authenticity, which originates mutual dependency among the par-
ties involved. The consequences of these peculiar arrangements are about balancing cooperation and com-
petition while avoiding forking, and thus undermining blockchain authenticity. Those same problems and 
rationales manifested also in The DAO example, and its underneath blockchain Ethereum. They shape any 
blockchain that promises unique tokens standing for something else (AutoFiles, land registries, health rec-
ords, goods tracking, etc.), data quality (accuracy of the ledger), unique relation between an object and its 
record, liability. 
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Table 2. Characteristics of exemplar cases against governance dimensions 
Blockchain consortia are defined by people, organizations, and their environments more than endogenous 
incentive schemes on permissionless blockchains. The – loathed by crypto-libertarians – politics of creating 
alliances are central to define consortia’s discretionary powers, which, coupled with the reliance on the 
existing institutional context, allow them to cope with the inevitable unpredictability of future situations. 
Thus, we name this mode of governance ‘Hanseatic’ after the Hanseatic League of the 13th to 16th century, 
after the fragmentation of feudalism and before the consolidation of modern nation-states in Europe, whose 
Rule of Law’s subsequent rise to powers marked the League’s decline. With the Hanseatic League, trade 
guilds across many cities spanning from nowadays Holland to the Baltic countries formed alliances that 
proved hegemonic in Northern Europe trade through the North and the Baltic Seas. The Hanseatic League’s 
favor for orderly trade over conflicts resulted in a protracted period of prosperity and peace. It is suitable 
to underline that this alliance leveraged resemblances and common interests between member cities while 
marking their difference from the rest, but without undermining their independence.  
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The Hanseatic League used to have its own mode of governance, which was heavily relying on trust rather 
than defined by an overall constitutional framework like the Rule of Law of modern states. Another reason 
to adopt this metaphor is the role of the guilds, professional associations that influenced the League’s deci-
sions, similarly to expert organizations having a more prominent role in consortium-based blockchains (in 
the AutoFile: university, software company, traffic authority, lawyers, etc.). The Hanseatic League also pro-
vided aids for safe navigation (including lighthouses and safe harbors), and defended its members from the 
constant threats of pirates. For reasons of space, the following table illustrates how aspects of the Hanseatic 
League correspond to blockchain governance by relying on the AutoFile case, only. 
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access) infrastructure. 
Table 3. Matching of aspects of the Hanseatic League and our main blockchain case, the 
AutoFile 
The resonance between the Hanseatic League and a blockchain motivates to propose the peculiarities of 
Hanseatic governance as different from the bazaar, defined by resource abundance and organizational flu-
idity. It is noteworthy that we do not claim that this mode of governance is an ideal type like hierarchy, 
market, or network (‘confederation’ might be). Rather, we define it as a lens to look at governance of block-
chains. Following from Table 3, we characterize Hanseatic governance as follows: 
1. Creating a framework for collaboration based on an agreed set of goals and incentives. 
2. Setting-up an institutional and technical infrastructure (including traceability and reliability of the rec-
ords) exceeding specific organizational domains or jurisdictions to increase effectiveness of operations 
and joint protection against perpetrators, 
3. partial27 delegation of typical organizational functions like consensus and authentication to technology 
(Hanseatic trade was made safer by specific boats and lighthouses, for example), 
                                                             
27 This partiality is indirectly corroborated by the fact that no other technology is so closely tied to jurisdictions, especially small and 
agile ones like Switzerland, Malta, Liechtenstein, Gibraltar.  
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4. need to anticipate and negotiate early in the consortium the known, and possibly unknown, scenarios 
ahead of the initiative (similarly, Hanseatic allies had to organize for the long journeys of their cogs), 
and agree on what automatize and what keep discretionary. 
Blockchains as Organizational Technologies 
In terms of theoretical contributions, this work claims, on one side, that existing governance conceptuali-
zations do not explain distinctive characteristics of blockchain, and that Hanseatic governance has a better 
explanatory power. On the other side, that blockchains can be seen as an instance of ‘organizational tech-
nologies’, by which we mean technologies whose core function is not transmitting information, but perform 
functions – inevitably entangled in and sensitive to an institutional context – that use to pertain to organi-
zations, like consensus and authentication.  
Despite their accomplishments, blockchains showed the limitations of rejecting explicit, and more sophis-
ticated, modes of governance. Glaring failures have been efforts to change the Bitcoin block size and The 
DAO. The empirical issue with theoretical relevance is that the openness of the bazaar, which enacts a mode 
of software production, clashed with the immutability of those ledgers and their dependence on use organ-
izations. These mismatching logics are evident in cases of forking: from a bazaar perspective it is a mani-
festation of freedom, if not simply ‘business as usual’, whereas for blockchains forks undermine uniqueness 
and immutability of tokens. Thus, blockchain mode of governance is distinctive, and we likened it to the 
Hanseatic League for the prominence given to mutual dependability within an alliance and the extraordi-
nary organizational achievement to build a trade network and indeed infrastructure, which lasted well over 
200 years. Application domains like second-hand car market and land registries showed how this technol-
ogy is providing organizational functions that redefine organizational behaviors. 
Authentication used not to be a function of FOSS projects, nor of digital-only endeavors. The novelty of 
blockchains is not in how they were peer produced, which resembles most FOSS projects, but in the au-
thentication they allow in partnership with authenticators, that remove the fluidity and open creativity of 
the bazaar. Benkler (2016) classified different forms of digital collaboration like crowdsourcing, online la-
bor markets, prize competitions, peer production depending on their complexity and knowledge. According 
to his view, open innovation produced by firms organized in networks lies in-between highly decentralized 
and innovative peer production and routine and predictable crowdsourcing. In his analytical scheme, block-
chain-based governance is not a point on a chart, but a governance arrangement which might facilitate the 
growth of ‘networks of firms’ both in the direction of peer production (online actors can rely on tokens to 
formalize their transactions) and, on the opposite direction, towards online markets and crowdsourcing to 
the extend immutable ledgers increase security and may reduce transaction costs. 
In conclusion IT has been changing how things get organized for decades now. Peer-to-peer networks, cloud 
computing, social media, to name just a few waves of digital innovation, are instances of a mode of organ-
izing which has been: a) circumventing the structures and conventions of formal organizations, and b) 
changing and disrupting markets while opening new ones. The most recent trend of digital innovation is 
blockchain, which embeds functions that used to be the domain of organizations: consensus and authenti-
cation. In a nutshell, the contribution of this paper is that Hanseatic Governance accounts for the necessary 
mediation between the openness of the bazaar and the immutability of distributed ledgers. Consortia retain 
some powers to reach consensus when inflexible, preset algorithms cannot. Long-term consequences in 
governance remain largely to be studied in practice, especially where other forms of authority cannot be 
taken for granted. In prospect, reliable records embedded in an organizational infrastructure are promising 
in low trust environments, like where states or other authorities are weak. The modes of those encounters 
would offer promising research avenues. 
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