In the current world of economic crises, the cost control is one of the chief concerns for all types of industries, especially for the small venders. The small vendors are suppose to minimize their budget on Information Technology by reducing the initial investment in hardware and costly database servers like ORACLE, SQL Server, SYBASE, etc. for the purpose of data processing and storing. In other divisions, the electronic devices manufacturing companies want to increase the demand and reduce the manufacturing cost by introducing the low cost technologies. The new small devices like ipods, iphones, palm top etc. are now-a-days used as data computation and storing tools. For both the cases mentioned above, instead of going for the costly database servers which additionally requires extra hardware as well as the extra expenses in training and handling, the flat file may be considered as a candidate due to its easy handling nature, fast accessing, and of course free of cost. But the main hurdle is the security aspects which are not up to the optimum level. In this paper, we propose a methodology that combines all the merit of the flat file and with the help of a novel steganographic technique we can maintain the utmost security fence. The new proposed methodology will undoubtedly be highly beneficial for small vendors as well as for the above said electronic devices manufacturer
INTRODUCTION
Computers are virtually now becoming a part of every activity in business. The most common and obvious applications are business applications, such as, keeping records of transactions, airline reservation status, purchasing good through ecommerce, or the amount of goods that are available in the stores. They are also used in design problems, such as designing a building or setting a project schedule. In addition, computers are now accessibly used in the data processing and storing.
RELATED WORK
As we know, a flat file is a plain text or mixed text binary files which usually contains one record per line. Each record of the flat file database can be separated by delimiters. The different delimiters may be a space, commas, tab, semicolons etc.
There are no structural relationships between the records (Fig.1 ).
Fig.1 Flat file
The data storing and processing may be done either directly or by using the application program (Fig.2) . In the relational database system, the database driver plays a key role between the application program and the database server as shown in fig.3 . This makes the process slow as compare to that of flat file system. Further, the high cost, training expenses and other database admiration requirements are considered as some of the hurdles among others. In addition to the above two approaches for message hiding, the third transform techniques has also some significance in embedding the message by modulating coefficients in a transform domain. As an example, Discrete Cosine Transform works by using quantization on the least important parts of the Image in respect to the human visual capabilities. Marvel [6] has proposed a spread spectrum image steganographic technique for image carrier and able to conceal 5 kB of secret data in 512 x 512 image size. Julio C. HernandezCastro [7] has given a concept for steganography in games where the less robust technique saves only few parts of total carrier files. Raja [8] concluded that three secret bits can be 
PROPOSED APPROACH
In the propose hybrid database model, we are highlighting in mainly two areas, enhancement of the storing capacity for the steaganographic carrier and increasing the data storing, accessing and security.
Like the plain text flat file, the image file also consists of the binary data so; here we are taking image file for storing the data. There is parent child relation between the two tables. We store the foreign key constraint in the secondary part of third image file as shown in fig.7 . 
