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Abstract – A Mobile Ad-hoc Network (MANET) protocol performance analysis depends on the type of simulation tools, mobility 
models, and metrics used. These parameters' choice is crucial to researchers because it may produce an inaccurate result if it is not 
well chosen. The challenges researcher is facing are on the choice of these four parameters. Our survey shows an inclination to used 
Ad-hoc On-Demand Distance Vector routing (AODV) for performance comparison and enhancement of it by the researcher. Network 
simulation 2 (NS2) was the most selected tool, but we observe a decline in its utilization in recent years. Random Waypoint Mobility 
model (RWPM) was the most used mobility model. We have found a high percentage of the published article did not mention the 
mobility models use; this will make the result difficult for performance comparison with other works. Packet Delivery Ratio (PDR), End 
to End Delay (E2ED) were the most used metrics. Some authors have self-developed their simulation tools; the authors have also used 
new metrics and protocols to get a particular result based on their research objective. However, some criteria of choosing a protocol, 
metrics, mobility model, and simulation tool were not described, decreasing the credibility of their papers' results. Improvement needs 
to be done in the Ad-hoc network in terms of benchmark, acceptable scenario parameters. This survey will give the best practice to be 
used and some recommendations to the Ad-hoc network community.
Keywords: MANET, Routing protocols, Mobility Model, Metric, Simulation tool, Performance analysis
1. INTRODUCTION
MANET can be implemented without any centralized 
administration. Mobile nodes in the Ad-hoc network 
form a network on the go; each mobile node can be 
a forwarding node and sending node simultaneously.
 Ad-hoc networks can be classified into Mobile Ad-
hoc Networks (MANET), Vehicular Ad-hoc Network 
(VANET), Wireless Sensor Network (WSN), and Flying 
Ad-hoc Network (FANET). Ad-hoc networks need a 
protocol that adapts to these parameters: topology 
change, updating of a new route path, and energy-
efficient of the node. 
Designing a protocol that will include these criteria 
and give a better result in a different scenario is diffi-
cult to achieve. Various proto- cols have been proposed 
in the literature, such as Ad- hoc On-demand Distance 
Vector (AODV) [1], Dynamic Source Routing (DSR) [2], 
Dynamic Manet On-demand (DYMO) [3], Ad-hoc On-
demand Multipath Distance Vector (AOMDV) [4], Mul-
ticast Ad-hoc On-demand Distance Vector (MAODV) 
[5], Destination Sequenced Distance Vector (DSDV) [6], 
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Optimized Link State Routing (OLSR) [7], Zone Routing 
Protocol (ZRP) [8] and Low-energy Adaptive Clustering 
Hierarchy (LEACH) [9]. 
The mobile nodes in ad-hoc networks move arbitrari-
ly, and the topology of the network change frequently. 
The mobile node's arbitrary movement makes it hard 
for a researcher to find the mobility models close to the 
reality (human movement) for implementation in the 
simulation tools. 
Here are some well-known simulation tools in Ad-
hoc network : Network simulator 2 (NS2) [10], Network 
Simulator 3 (NS3) [11], Objective Modular Network Tes-
tbed in C++ (OMNet++) [12], Optimized Network Engi-
neering Tool (OPNET) [13], Global Mobile Information 
System Simulator (GloMoSim) [14], Matrix Laboratory 
(MATLAB) [15], Castalia [16] and EXATA Cyber [17]. 
The mobility model in Ad-Hoc Networks shows how 
the mobile nodes move in the network. There are dif-
ferent mobility models based on their movement 
patterns, such as Random Way Point Mobility Model 
(RWPM), Random Walk Mobility Models (RWM), Refer-
ence Point Group Mobility Models (RPGM), Gauss-Mar-
kov Mobility Models (GMM) [18]. 
Open Simulation of Urban Mobility (SUMO) com-
bines with a Mobility generator for Wireless Networks 
(MOVE) [19, 20], and MOBISIM [21, 22]. Metrics play a 
significant role in data analysis; some well-known met-
rics are Packet Delivery Ratio (PDR), Average Overhead, 
Throughput, End-to-End Delay E2ED, Energy consump-
tion, and Jitter.
The review analyses 169 papers retrieved from 5 Sco-
pus journals selected based on their focus on mobile 
ad-hoc networks and other criteria from 2015 to 2019. 
The result shows that 45.6% of the researchers used Ad-
hoc On-Demand Distance Vector routing (AODV) as a 
protocol for their performance comparison, 37.9% used 
the Random Waypoint Mobility Model (RWPM) in their 
simulation scenarios. 52.1% used Packet Delivery Ratio 
(PDR) as their metrics, and 60.9% used Network Simu-
lation 2 (NS2) as the simulation tool. We have observed 
that NS2 utilization is declining in recent years because 
it does not support new technology (IoT, 5G). Some pa-
pers did not mention the mobility model used, which 
can create difficulty for the researcher to compare with 
other works. The researcher will face some challenges 
when selecting the simulation tools, the protocol for 
comparison or enhancement, choice of mobility model, 
and metrics to use for a better view of the networks. Our 
review shows what parameters have been used as a ref-
erence for future researchers. We have proposed some 
best practices and some recommendations to the ad 
hoc network community for improvement.
The rest of this review is organized as follows: Section 
2 reviews existing literature, Section 3 gives detail of 
the review methodology, the result is provided in Sec-
tion 4. Section 5 discusses the result and recommenda-
tion. Finally, Section 6 contains the conclusion.
2. LITERATURE REVIEW
Yoon et al. [23] studied the random waypoint and 
found out that it is not a good mobility model to use 
because unreliable results can be obtained using this 
model. They observe that if the simulation time increas-
es, some metrics show a drop in performance. They 
proposed a new modified Random mobility model.
Kurkowski et al. [24] surveyed proceeding paper in 
Association for Computing Machinery (ACM) on MA-
NET from 2000-2005. They extracted simulation pa-
rameters from those surveyed papers. They found out 
that NS2 was the most simulation tool used by authors 
and RWPM as a mobility model. Some missing param-
eters were observed, and the unavailability of code was 
missing for self-developed simulation tools.
Hiranandani et al. [25] conducted a review of pub-
lished papers in the ACM conference between 2006 
to 2010. They found out that missing parameters are 
still observed. Default parameters for simulators have 
been used by research, which raises a question on the 
result's credibility. They observed that since the study 
in [24], the current mobile ad hoc simulation practices 
are still not progressing. Still, some custom simulators 
were more used compared to existing simulator tools.
Naicken et al. [26] surveyed 280 papers in the peer-
to-peer network to see what simulation tools were 
used. They found out that custom simulators surpass 
the well-known simulators in terms of usage. 
Kurkowski et al. [27] proposed a simulation standard 
by using two metrics for characterization of the simula-
tion scenarios, such as the average shortest path hop 
count and the average amount of network partition-
ing. Enhancement of Kurkowski works was done in [28], 
which adds a new metric average neighbour count.
Andel et al. [29] focused on the credibility of manet 
simulation tools. By analyzing multiple review papers 
published, they found out that most authors do not 
specify their simulator's version, and missing simulation 
parameters can be observed. They proposed some solu-
tions to improve the credibility of the simulation tools.
Ahmad et al. [30] proposed a comprehensive com-
parison of AODV, DSDV, and ZRP protocol by reviewing 
some related works in terms of routing used, simula-
tor tool, metrics, network type, and qualitative analysis 
was done. 
Sanchez et al. [31] surveyed Unmanned aerial and 
aquatic vehicles, and the focus was on their communi-
cation, application, and tools for the evaluation.
Garcia et al. [32] proposed a methodology to help the 
researcher conduct good simulation practice in their sce-
narios in VANET. Different simulation scenarios were pro-
posed in NS2 to determine an excellent method to use. 
Other research focuses on the performance compari-
son of different simulation tools [33-36].
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To the best of our knowledge, no review paper has 
covered the literature on performance evaluation or 
analyses of articles in Ad-Hoc networks from 2015 to 
2019 in MANET, WSN, FANET, and VANET based on differ-
ent parameters. Therefore, this study aims is to conduct 
a literature review on the performance evaluation to:
a) Identify the mobility model, metrics, simulation 
tools, and routing protocols used in MANET, 
VANET, WSN, and FANET with a synthesis of em-
pirical evidence 
b) To analyze the result and present our finding
3. REVIEW METHODS 
This review will show the process of formulating the 
research questions, which include the search processes 
that represent the keyword and the Inclusion-Exclusion 
criteria for selecting the papers. The following are the 
formulating research questions for our review:
a) RQ1: Which of the simulation tools, mobility 
models, metrics, and routing protocol are the 
most used in the performance analysis of MA-
NET, VANET, WSN, and FANET?
b) RQ2: What are the lessons learned and best prac-
tices in the performance analysis of ad hoc net-
works?
3.1. SEarCH PrOCESSES
The literature has been searched from selected Sco-
pus journals, which are focusing on ad-hoc networks 
IEEE Access (IEEE), IEEE Transactions on communication 
(IEEE), Wireless Networks (Springer), Wireless Personal 
Communication (Springer), and Ad-hoc networks (El-
sevier). The criteria for selecting these journals were 
based on the higher number of published articles in ad 
hoc networks compared to other journals.
The keyword search in the article and the abstract 
was: "performance comparison" and "mobility model" 
and "simulation" and "ad-hoc networks" or second-
ary keyword "performance evaluation" and "mobility 
model" and "routing protocols" and "ad-hoc networks" 
in those five journals ranging from 2015 to 2019. Re-
trieving paper after using the keyword was analyzed 
first by screening the title to see if it is relevant to our 
objective; if yes abstract was read to double confirm if 
the paper can be selected or not. A full reading of the 
selected paper was done to see if the paper contains 
these parameters (metrics, simulation tools, protocol, 
mobility models). For protocol, we included the article, 
which details the protocol used for the implementa-
tion of the scheme or algorithm, and those who com-
pared new protocol with existing protocols. We need 
to clarify that the compulsory parameters for inclusion 
were the Simulation tools, metrics, and protocols. The 
articles that do not show the mobility model but have 
all the other parameters were selected in our review. 
3.2. InCluSIOn-ExCluSIOn CrItErIa
The selection of the articles was conducted based on 
the inclusion and exclusion criteria. The articles which 
fulfil the criteria in Table 1 were selected, and those that 
do not were excluded in Table 2.





The articles published in IEEE Access, IEEE Transactions on 
communication, Wireless Networks, Wireless Personal communication, 
and Ad-hoc networks.
Performance comparison, routing protocols, and mobility model in 
ad-hoc networks must be the primary topic or secondary topic of the 
publication
The article should report the simulation parameters table or a 
simulation parameter description and should include the protocol, 
simulation tools




Proceedings and peer-reviewed papers, and articles published in 
other journals, patent.
The proposal, lectures notes, A summary of conference Keynote, 
Dissertation/Thesis, Doctoral Workshop, and tutorial
Articles did not present the simulation parameters table or a 
simulation parameter description such as (protocol, metrics, 
simulation tools)
An article which presents algorithm and schemes without comparing 
it to the new protocol or without describing in what protocol it was 
implemented were excluded
4. RESULTS 
The flow diagram in Figure 1 shows the articles' se-
lection process for the review. The following number 
of articles from 5 Scopus journals have been retrieved 
from 3 databases (IEEE, Springer, Elsevier): From IEEE 
two journals; IEEE Access (429), IEEE Transaction on 
communication (127), from Springer 2 journal; Wireless 
Networks (306) and Wireless Personal communication 
(384) and finally from Elsevier Ad-hoc networks (400). A 
total of 1646 articles were identified. After the title and 
abstract filtering, 796 articles were excluded because 
they were not relevant to the topic and did not focus 
on ad-hoc networks. We have conducted a full article 
review on the remaining 850 articles, and 672 were ex-
cluded due to missing some parameters listed in the 
Exclusion criteria, as illustrated in Table 2. The remain-
ing 169 were selected for the review.
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5. DISCUSSION 
A. Which of the simulation tools, mobility models, met-
rics, and routing protocol are the most used in the 
performance analysis of MANET, VANET, WSN, and 
FANET?
To answer RQ1, we have extracted 169 articles with 
the following information. For a summary result see 
Figure 4.
5.1. SIMulatIOn tOOlS
Figure 2 shows the network simulator tools used in 
all the articles we have reviewed from 2015 to 2019. We 
can observe an inclination toward free simulator tools 
than the paid ones. Network simulator 2 (NS2) was 
the most used with 103 (60.9%) out of 169 articles, 13 
(7.7%) NS3, 14 (8.3%) MATLAB, 7 (4.1%) used OMNET++ 
and OPNET Modeler, 5(3%) GloMoSim and Qualnet and 
3 (1.8%) EXATA/Cyber. Figure 3 shows that 70 out of 99 
(77.7%) in MANET, 15 out of 32 (46.8%) in VANET and 18 
out of 37 (48.6%) in WSN. MATLAB and OPNET surpass 
NS3 in terms of usage in MANET. OMNET++ and NS3 
have similar articles used in VANET.  
NS2 has shown a high percentage of usage in our re-
view because it is a free license simulator. NS2 has mul-
tiple models, many protocols are implemented in it, the 
source code is available for free, and the documentation 
can be found on the NS website and other pages [37]. 
The negative side is that it does not contain new features 
that can support other research areas like the Internet 
of Things (IoT), 5G. Another disadvantage is that NS2 
code cannot be implemented directly to a real system 
due to multiple languages (TCL, C++). Comparing our 
result with the result in [24] we can observe similarities 
in terms of utilization of NS2. Our survey shows 60.9% 
out of 169 papers and 43.8% out of 80 for the previous 
review. The result in [25] shows that a custom simulator 
was more used, but fewer authors used a custom simula-
tor in our research. This review has observed a decrease 
in the utilization of NS2 in the current year, and improve-
ment has been seen since the work in [25] that standard 
simulation is more used than custom simulation tools, 
which can help researchers to repeat the work.
We can conclude that there are no predefined simu-
lator tools to use in a particular research area, as long 
as the code's availability is there, and the evaluation 
methodology is well designed. New simulators are 
available, which can bring new features and models to 
the research area. Still, the challenges are the source 
code's availability, implementation of various models, 
and documentation. 
Fig. 1. The flow diagram of the article for the literature review
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Fig. 2. Simulation tools usage
Fig. 3. Simulation tools usage base on 
MANET, VANET, WSN, FANET
5.2. PrOtOCOlS
The studies of protocols are very important before 
deciding on what protocol to enhance or compare 
with when designing an evaluation study. The non-
availability of some protocol source code makes it dif-
ficult for the researcher to enhance or compare with 
their new protocol. Figure 5, shows 77 (45.6% ) out 
of 169 articles used AODV, 27 (16% ) DSR, 17 (10.1%) 
OLSR, 9 (5.3%) LEACH, 8 (4.7%) DSDV, 6 (3.6%) DYMO, 9 
(5.3%) AOMDV, 5 (3%) MAODV and 3 (1.8%)ZRP. Table 3 
shows protocols that have a low percentage of utiliza-
tion. This study's trend indicates that reactive protocol 
is preferred for performance comparison with the new 
one. Figure 6 shows the most protocol used in ad-hoc 
networks, 50 out of 99 (55.5%) articles used AODV in 
MANET, in VANET 12 out of 32 (37.5%), WSN 14 out of 
37 (37.8%), and 1 out of 1 article in FANET, the next 
protocol which was most used is DSR. LEACH was only 
used in WSN 8 out of 37 (21.6%).
The challenge facing is on what protocol to compare 
with and in what scenarios. Comparing an existing 
protocol with a new one helps to view the new one's 
positive and negative aspects. The question is, in what 
situation should a protocol be chosen for comparison. 
Research in [38] compared AODV and ZRP with their 
proposed protocol GeoZRP. Why not compare it Di-
rectly to ZRP or compare it with protocol base on their 
focus, e.g., security, energy, multipath. Those are the 
challenges researchers face in the selection of protocol 
to analyze or enhance.
Fig. 4. Summary result of 169 articles selected in the review
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We can conclude that a solution to solve this prob-
lem is for research to implement new protocols in 
well-known simulators tools and make the source code 
available. It will enable future researchers in ad-hoc 
networks to have the possibility to modify, reproduc-
ing, and confirming their results with the new existing 
protocol, rather than comparing it with an old protocol 
because of its availability of the source code.
Fig. 5. Routing protocol choice by authors for the 
performance comparison
Fig. 6. Routing protocols usage based on
MANET,VANET, WSN, FANET
table 3. Protocols that have 
a low percentage of utilization
ref Protocol ref Protocol ref Protocol
[39] CR-EAOMDV [40] LEACH-M [41, 42] STFDR
[43] EPC-AODV [44] LEACH-C [45] NCLR
[39] AODMV-MR [46] EACHP [47] RIP
[39] CAODV [40] EPCR [48] LAR
[49] DAODV [50] FDCRP [51] WECRR
[52] PMT-AODV [51] DFCR [53] A-CAR
[54] FTDSR [53] IVD-CAGR [55] EAR
[56] QoS-UMDSR [53] CSR [20, 57] GSR
[56] QoS-UDSR [55] CLB
[20] SC-OLSR [55] DGLB
5.3. MObIlIty MOdElS 
Mobility models represent how the mobile nodes 
move inside the mobile ad-hoc network based on a 
specific pattern, position, and speed changes. Change 
in speed, position and pattern will result in the dis-
placement of the mobile nodes in a particular region. 
In our review, different mobility models were selected 
by authors. Figure 7  shows that RWPM was the most 
used mobility model with 64 (37.9%), SUMO/MOVE 
13 (7.7%), MOBISIM 5 (3%), and 2 (1.2%) for GMM and 
RWM, KRAUSS, RPGM, Bezier curves Mobility (BCM), 
Semi-random circular movement (SCRM). SUMO/
MOVE was used to create the movement of the vehicle 
in VANET. VANET can also use Vanet Mobisim for mobil-
ity models such as IDM (Intelligent Driver Model), IDM-
LC(Intelligent Driver Model with lane changes), IDM-IM 
(intelligent driver model with intersection manage-
ment), and FTM (fluid traffic model) [22]. We have ob-
served that RWPM was the most used mobility model 
in our review. SUMO/MOVE was most used to create 
the movement of the vehicle in VANET.
The use of one mobility model is useful to show the 
node's movement in a particular scenario for perfor-
mance analysis, but which mobility model is the right 
one to choose for the performance analysis?. We can 
observe that an inclination is toward using only RWPM 
but using it alone will not guarantee a good result; it 
can give unreliable results, as shown in [23]. Compar-
ing our result with the work in [24], RWPM is still the 
researcher's preferred mobility model. Another ob-
servation is that 49.7% of the paper did not mention 
the mobility models used. No mentioning the mobility 
model will lead to a work that cannot be repeatable or 
compared with others' works. 
Fig. 7. Mobility model used by authors
5.4. MEtrICS
The metrics are essential for performance analysis. It 
gives you a big picture of the network performance in 
different ways. The choice of it is crucial, and our review 
shows in Figure 8 that 88 (52.1%) out of 169 articles used 
Packet Delivery Ratio, 82 (48.5%) End to End delay, 62 
(36.7%) Throughput, 45 (26.6%) Overhead,36 (21.3%) 
Energy consumption, 21 (12.4%) Packet loss and Net-
work Lifetime, 13 (7.7%) Network lifetime, 7 (4.1%) on 
Jitter and 5 (3%) Latency. It can be observed that PDR, 
E2ED, Throughput, Overhead was the most chosen met-
ric in our review. These metrics give the network's gen-
eral performance, but adding other specific metrics can 
give the researcher more details for a particular aspect 
of the network's performance. Figure 9 shows the metric 
choice base on the field of study. In MANET 57 out of 90 
(63.3%) articles used PDR, 55 (61.1%) E2ED, 41 (45.5%) 
45Special issue, ICICTM 2021
Throughput, 31 (34.4%) Overhead, 17 (18.8%) Total En-
ergy consumption and Packet Loss, 6 (6.6%). In VANET, 
19 out of 32 (59.3%) articles used PDR, 14 (43.7%) E2ED, 
8 (25%) Throughput, and Overhead. In WSN, 11 out of 37 
(29.7%) articles used PDR, 13 (35.1%) E2ED, 12 (32.4%) 
Throughput, 5 (13.5%) Overhead, 18 (48.6%) Total ener-
gy consumption, and 12 (32.4%) Network Lifetime. Form 
these results we can observe that Energy consumption 
was most used in WSN and MANET. Other choices of 
metrics that were less used can be found in Table 4.
In conclusion, challenges are there in terms of what 
metrics to choose for the performance analysis, as the 
trend is on using the old metrics (PDR, E2ED, Through-
put, Overhead). Our comment is to use for a general 
view of the performance PDR, E2ED, Throughput, Over-
head metrics. For detailed information on a particular 
aspect of a protocol's performance analysis, specific 
metrics can be used.
Fig. 8. Metric used by authors
Fig. 9. Metric choice base on based on
MANET,VANET, WSN, FANET
B. What are the lessons learned and best practices in the 
performance analysis of ad hoc networks?
In section 5, we have identified some challenges the 
researcher faces in choosing a simulator tool, a proto-
col to compare with or enhance, metrics, and the mo-
bility model. The performance analysis of a protocol 
depends on these four parameters, which are essential 
for improving the result and future research in the ad 
hoc network. We have seen a significant improvement 
in ad hoc networks over the five years. New protocols 
have been created, enhancement of existing ones, and 
performance comparison with the existing ones.  New 
metrics were created and apply in different scenarios 
with different mobility models. Nevertheless, there is 
room for improvement.
1. Best practices
Here we propose the best practices the researcher can 
use as a guide in terms of the simulator's choice, the pro-
tocol for comparison, mobility model, and metrics. The 
guide will help researchers and designers of software to 
improve the research quality in the Ad Hoc Networks.
•	 We recommended NS2 due to the availability 
of multiple models. Many protocols are imple-
mented in it. The source code is available for 
free; the documentation and example can be 
found on the NS website and other pages (big 
user group) even though it has not been sup-
ported since 2010. Apart from NS2, which is our 
first choice, we also recommend NS3, MATLAB, 
and OMNET++ because these tools are activity 
updates and well documented.
•	 For selecting a specific protocol to compare with 
or to use for the enhancement, we recommend 
using the protocol that is closer in all aspects, 
e.g., security protocol with a security protocol. 
For example, the protocol should be recent, four 
to five years ago, for a better comparison. The 
same criteria should also be followed for the en-
hancement of a particular protocol.
•	 A selection of one mobility model can be ac-
cepted but not encourageable because it will 
not give the node movement's overall result. We 
encourage to use 2 or 4 mobility models for an 
excellent study of the performance analyses of 
a protocol. The best should be to use more mo-
bility models to help other researchers see the 
protocol's strengths and weaknesses in different 
mobility models used.
•	 For a general view of a specific protocol's perfor-
mance, we recommend using PDR, E2ED, Over-
head, and Throughput, but for an in-depth analy-
sis, the use of other metrics will be the right choice. 
Our recommendation is to add to the general met-
rics mention earlier one or two metrics; the best 
choice should be to use only specific metrics.
2. Recommendation
Here is our recommendation to the developer of 
simulator tools and the research community in ad hoc 
networks
Shared source code: The availability of code is es-
sential for enhancing future research in ad hoc net-
works, but most published articles do not contain the 
source code and not even a link to a shared open free 
source code website. It is difficult for the researcher to 
compare the new protocol with the existing one or en-
hance it. We recommend the publisher to ask the au-
thor who voluntarily wants to share their source code 
with other researchers.
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ref Metric ref Metric ref Metric
[46] Received message [58, 59] Route discovery [60] Average SIP
[46] Alive sensor [61] Distributed key generation [62]  Average travel time
[9, 63-65] Accuracy [59, 65] Reachability [66] Decoded frame rate
[67] Hello message [68] Data dissemination [69]  Link expiration time
[70-72] Bandwidth [68] Frequency of event [53] Broadcast problem
[73] Variance [74] Average number of route broken [75]  Connectivity rate
[73] Traffic load [76] Wormhole Detection Ratio [77]  Node trust value
[3] Average node weight [9] Location accuracy [78] FIFO packets dropped
[3] Number of accusations [54] Selfish nodes [17, 79, 80] Route failure
table 4. Other selective metrics used
benchmarks and acceptable scenario parameter: 
The result's creditability should be compared to a 
benchmark to prove that the result is acceptable, but 
Ad-Hoc Networks does not have a benchmark. The 
majority of authors always compare their results with 
other author's results. Parameters like the number of 
nodes, topology size, speed, and packet size are cho-
sen arbitrarily by the researcher because there are no 
standard parameters acceptable to use. The lack of 
standard parameters can make the result doubtful. 
We recommend to the community to work on making 
standard benchmarks and scenarios parameter for ad 
hoc networks.
Simulation tools and documentation: Simulation 
tools should contain more examples for new users to 
adapt to them. In our observation, the lack of more ex-
amples makes it difficult for the researcher to choose 
new simulation tools. New researchers preferred to 
use simulation tools that have more users so that it 
is very easy to find existing code and get advice from 
others researcher. New simulation tools are the most 
favourable tools the researcher must use because they 
have new features, but it is time-consuming for new 
researchers to be familiarized with them. A well-doc-
umented simulation tool with more examples and has 
helpful community can facilitate the use of new tools
3. Limitation of the study
This review used a selected journal in some digital li-
braries to analyze the performance of ad hoc networks. 
We used a limited search string to retrieve the articles 
in those selected journals, and articles published be-
fore 2015 were not included in the survey.
6. CONCLUSION
The performance analysis depends on several param-
eters included in the simulation tools; those parameters 
will influence the result if not well chosen. This survey 
analyzes articles based on these parameters; protocol, 
mobility models, metrics, and simulation tools. The sta-
tistic shows an inclination to used Ad-hoc On-Demand 
Distance Vector routing (AODV) for performance com-
parison and the researcher's enhancement. Network 
simulation 2 (NS2) was the most selected tool, but we 
observe a decline in its utilization in recent years. Ran-
dom Waypoint Mobility model (RWPM) was the most 
used mobility model. We have found a high percentage 
of the published article did not mention the mobility 
models use; this will make the result difficult for perfor-
mance comparison with other works. Packet Delivery 
Ratio (PDR), End to End Delay (E2ED) were the most 
used metrics. The survey explains some lessons learned 
in the study and proposes best practices and recom-
mendations to the researcher and Ah Hoc Community.
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