Mobile Ad-Hoc Networks (MANETs) are characterized by multi-hop wireless connectivity, frequently changing network topology and the need for efficient dynamic routing protocols.
INTRODUCTION
As networks rapidly developed, mobile wireless networks have been widely deployed in the computing industry. There are currently two types of mobile wireless networks, one is infrastructure network and the other is infrastructure less, mobile network. The first requires wired gateways or base stations. The latter is known as an Ad-hoc network. In an Adhoc network, there are no stationary infrastructure networks such as base stations or fixed routers. All nodes can freely move and can be dynamically connected to other nodes.
Moving nodes can communicate with each other using multihop wireless links. Nodes themselves act as routers that discover and maintain routes to others in an ad hoc network [1] [11] .A number of routing protocols have been developed for MANETs [2] . These protocols can be classified into two broad categories, table driven and on demand [1] [4] [5] . On demand mechanism in MANET allows the network to dynamically adapt the level of routing protocol activity required to correctly handle the traffic .On demand routing protocols must use some type of routing cache to avoid the need to rediscover routes for each packet. Therefore caching is important for any routing protocol of wireless ad hoc network. But the cache itself may contain outdated information indicating that links exist between nodes, when they are no longer within the transmission range of each other.
This stale data in the cache may degrade performance. If more reliable paths are stored in the cache, it is possible to improve performance of DSR. This can be ensured by storing discovered paths in the cache selectively. Multipath routing in is proposed for MANETs [12] [13] [14] [15] for improving efficiency. The study of Birinder singh and Dr. Gurpal singh enhances DSR protocol by reducing network traffic [10] .In another enhancement of DSR [16] traffic is reduced by reducing RREQ packet retransmission and truncating the route after predetermined number of hops .The number of packets dropped depends on traffic in the area. The exact nature of effect is presented in the work of R. Poonia, A.K.
Singh and D. Singh [17] . Mr.Ali Ali. N and B.B. Ustundaghe modified DSR [18] by converting multi distribution of data packets into general distribution of data packets. It results in a new protocol with less network traffic which requires the use of more bandwidth. We propose a novel scheme , to modify 
Route Discovery
Route Discovery [3] is the mechanism by which a node S caches this route in its Route Cache [8] .
The source node in particular, and any node in general, caches routing information received from packets or simply overheard [9] . This use of explicit source routing allows the sender to select and control the routes used for its own packets, and supports the use of multiple routes to any destination. Moreover, the Route Cache should support storing more than one route to each destination.
Route Maintenance
Route Maintenance [3] is the mechanism by which node S is able to detect, while using a source route to D, if the network topology has changed such that it can no longer use its route forwarded. If a built-in acknowledgment mechanism is not available, the node transmitting the packet can explicitly request a DSR-specific software acknowledgment to be returned by the next node along the route. This software acknowledgment will normally be transmitted directly to the sending node, but if the link between these two nodes is unidirectional, this software acknowledgment could travel over a different, multi-hop path. A link is considered to be broken when a node has been unable to verify the reachability of a next-hop node after reaching a maximum number of retransmission attempts . The broken link is then removed from the cache of the former node, and a Route Error is sent to every node which uses the broken link and which is in its Route Request Table. A node may salvage a packet if it knows another route to the packet's destination. However, a count is maintained in the packet of the number of times that it has been salvaged, to prevent a single packet from being salvaged endlessly [11] .
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PROPOSED METHODOLOGY
Traffic Sensitive DSR
Traffic sensitive DSR will discover and cache paths that are node disjoint and have less traffic routed through them. When the source receives the RREP, it caches the path for use. The maximum number of paths from the source to any destination is restricted to three.
Once source gets multiple paths it starts data transmission using the path that has least traffic. When reverse routes are used in all probability, source will first receive the least traffic path, as the path taken by RREP packet is also along the nodes with lesser traffic. Route breaks should initiate the source to switch to the second path if this also breaks then source switches to the third cached path. If all the three paths break, then only route discovery is initiated by the source node.
SIMULATION RESULTS
The simulations were carried out using publicly available NS The Normalized routing load of TSDSR is less when compared to DSR .This is because in DSR when a route breaks it generates RERR packet, which will be sent to the source node. Also when there is no route in the cache ,the source initiates route discovery by flooding the network with RREQ packets .When RREQ reaches the destination it sends back RREP packet containing route to the destination .In TSDSR, in route discovery phase the source is able to cache 3 node disjoint paths to the destination. If first route breaks then the second route in the cache will be used .As this path is node disjoint, the probability of its failure is less. As routes break less frequently, the frequency of RREQ packets flooding the network is also reduced in TSDSR. As the number of routing packets is reduced TSDSR has reduced routing load when compared to DSR.
CONCLUSION
Simulation results show that TSDSR the throughput, packet delivery fraction of TSDSR are more than that of DSR. Also 
