As part of a longitudinal study of key information systems management issues, a survey of Australasia's largest 500 organisations was conducted to identify which issues were perceived by the IS executives as being important, problematic and critical over the next three to five years. The most critical issues were revealed to be a mix of technology management issues (IT infrastructure, communications, disaster recovery), strategic management issues (competitive advantage, IS planning, aligning the IS organisation), people management issues (organisational learning, educating senior management in IT), systems development and data management issues (effective use of the data resource), and end-user computing. This reflects the need for a balance of business, technical, and people skills in an IS executive. Non-critical issues were mostly related to systems development and the individual technologies which must be integrated and managed to ensure a responsive IT infrastructure. The study also reveals that some issues are much more important than problematic (disaster recovery, competitive advantage, information architecture, and IS alignment) while others are much more problematic than important (end-user computing, IS role and contribution, and BPR). The former reflects a growing level of knowledge in handling these issues, while the latter reflects a continuing problem with them. The differences between this study and similar studies conducted in 1988 and 1992 show that there is a growing confidence in the IS executive's ability to manage the strategic issues, a continuing concern about providing a responsive IT infrastructure (especially communications), and a continuing concern with educating all 'customers' in the organisation in the effective use of IT, including senior management.
INTRODUCTION
Rapidly changing business environments are challenging information systems (IS) executives as evidenced by the now familiar themes of downsizing, outsourcing, leveraged buyouts, strategic alliances, flexible manufacturing, just-in-time scheduling, globalisation, business process reengineering and total quality management. These environmental changes place demands on IS departments to support product innovation, new production techniques, and changing organisational designs, and provide timely, high-quality information. As a result, the role of IS executives has shifted from merely supporting a technical operation to a strategic role providing information for the organisation to implement strategies and achieve objectives (Galliers et al. 1994 ). Identifying and handling key issues in the management of information systems is essential for IS executives to support their organisations efficiently and effectively. The investigation of these key issues by researchers serves to enhance understanding of the concerns of IS executives and suggest relevant areas of investigation by IS management researchers. The aims of this study are to:
• determine the IS management issues most important, problematic and critical to Australasian IS executives over the next 3-5 years; • examine trends in the status of different issues over time;
• inform IS professionals of current and future issues; • inform IS researchers of relevant issues to investigate.
A BRIEF HISTORY OF KEY ISSUES STUDIES
Many key issues studies have now been carried out, from Ball and Harris (1982) to the most recent (1995) SIM (USA) survey (Brancheau et al., 1996) . An historical summary of 21 major studies has been provided in Table 1 The most common research approach used has been the postal survey, either single-round or in three-or fourround Delphi studies. The major US studies have sampled the membership of the Society for Information Management (SIM) whose membership consists of a mix of IS academics and practitioners. Most other studies have obtained opinions from IS managers and/or other non-IS managers. In most cases the organisations sampled have been quite varied in size and industry, and the sample sizes have varied significantly. The studies have generally sought opinions of the major 'key' or 'critical' information systems management issues facing these organisations. One of the most recent studies (Galliers et al., 1994) considers issues as important (they have a significant impact within the organisation), problematic (they are difficult to manage), and critical (they are both important and problematic).
THE KEY ISSUES
As indicated in Table 1 , there are many different IS management issues. While most researchers accept that IS executives must handle many technology management (TM) issues, there is a growing acceptance that there are many strategic management (SM) issues which are equally, if not more, important. Other categories of issues include systems development and data management (SDDM), people management (PM), and end-user computing (EUC) . A brief discussion of the major categories and issues follows, though it should be pointed out that some of the issues may overlap some categories. These issues have changed over time, but those discussed below are based on the most recent Australian (Pervan, 1994) , US (Brancheau et al., 1996) , and UK (Galliers et al., 1994) studies.
Technology Management Issues
In the 1990s organisations are heavily committed to investment in information and communications technology. The major technology management issues may include:
• building a responsive IT infrastructure (to support applications in the face of rapidly changing technologies and range of applications); • measuring IS effectiveness and productivity (to justify investment in new technologies); • improving data integrity and quality assurance (to overcome inconsistencies between different data sources and the lack of controls in IS and user departments); • developing and managing electronic data interchange (to provide electronic communication with customers and suppliers); • planning and integrating multi-vendor open systems technologies (in the face of a variety of operating environments and unstable standards); • integrating data processing, office automation, and telecommunications; • managing data and document storage; • planning and managing communications networks (the 'lifeblood' of the 1990s organisation); • implementing and managing collaborative support systems (to help teams share information and improve their effectiveness); and • establishing effective disaster recovery capabilities (to guard against downside risks and potential loss of business).
Strategic Management Issues
Traditionally, the IS function was seen by top management as being primarily a support activity with little impact on the profitability or nature of the business (Doukidis et al., 1991) , but this viewpoint is changing in the 1990s. IS strategic planning can help to identify high return applications, gain competitive advantage, improve the IS function, support business strategy, and provide a general framework to guide the activities of the organisation. The major strategic management issues thus may include:
• improving IS strategic planning (to align IS plans with business strategic plans in the face of changing business and technological environments, increasing user involvement); • developing and implementing an information architecture (to identify major business categories and relationships to business processes, guide applications development, and facilitate better data integration and sharing); • aligning the IS organisation within the enterprise (which may require a combination of centralised and decentralised structures); • outsourcing selected information services; • determining appropriate IS funding levels; • facilitating and managing business process redesign (where IT may play an increasingly important role); and • using information systems for competitive advantage (by recognising opportunities through creativity and innovation followed by rapid implementation).
People Management Issues
Current and future shortages of qualified information systems personnel threaten the IS department's ability to keep up with the information requirements of the organisation and greater business skills are needed to provide a better understanding of these needs. Further, the members of the organisation as a whole (including senior management) need to develop appropriate knowledge and understanding in the use of information systems and technology. The major people management issues thus may include:
• recruiting and developing IS human resources (to overcome shortages, develop career paths, enhance business skills and skills with new technologies and methodologies); • facilitating organisational learning (in order to make appropriate use of information technologies across the entire organisation); • educating senior management in relation to IT (to support resource allocation to IT and enhance understanding of the strategic impact of IT); and • increasing understanding of IS role and contribution (by all members of the organisation).
Systems Development and Data Management Issues
In the 1980s the IS discipline was mostly concerned with the problems of systems development and data management (Hartog and Herbert 1986) . A growing number of techniques and tools have been developed to improve the productivity and quality of IS development. The major systems and data issues may include:
• improving the effectiveness of software development (to reduce backlogs through new development methods and platforms); • selecting and integrating packaged applications software (which may cut costs and boost productivity, but may result in integration and maintenance problems); • making effective use of the data resource (through appropriate database technologies and valuing data as a corporate asset); • managing the existing portfolio of legacy applications (which may affect integration of new technologies and migrating to new operating environments); • developing and managing distributed systems (where client-server environments provide problems of consistency of software versions and data, and challenges in project management); • improving information security and control; • planning and managing the applications portfolio (and the ever-increasing maintenance problem); and • planning and using CASE technology (to more effectively support the systems development process).
End-user Computing Issues
One of the most significant IS challenges is the control of computing by end users who may develop and/or operate systems independently of the IS department (Doukidis et al. 1991) . The IS department must balance control with learning and innovation in order to provide support for these end users. These issues may include:
• facilitating and managing end-user computing (by balancing control against the need for slack and clarifying the respective roles of IS and end-users); and • facilitating/managing executive and decision support systems (to improve decision making by executives and other members of the organisation).
RESEARCH DESIGN
In order to provide information concerning the key IS management issues, a postal survey of the most senior IS person in the top 500 Australasian organisations was conducted in March/April, 1996. The Bulletin magazine's publication of the Top 500' organisations in Australia and New Zealand in 1995 (Jacques, 1995) provided a list (and associated financial and classification data) of the 500 largest organisations by revenue. From the list of identified organisations, a mailing list of the most senior IS person in each organisation was developed by telephone contact to each organisation to identify the name and exact title of the appropriate person. (Personal identification and addressing of postal surveys is a recommended strategy for increasing response rates (Forsgren 1989) ). In the course of the development of this mailing list, some organisations were removed because they were either subsidiary to other (larger) organisations on the list which provided the IT management function or because they were just unwilling to participate in such surveys. A final list of 490 'CIOs' (Chief Information Officers) was produced (though some of these CIOs used other titles, including IT Manager, IS Manager, and Director of IT). The aim of this study was to identify the key IS management issues for these organisations over the next 3-5 years. The approach taken was similar to the most recent UK study (Galliers et al., 1994) where the respondents were asked to rate both how important and how problematic each issue was for their organisation. A list of 31 issues with an associated paragraph of explanation for each issue was produced from the 25 most critical issues from the last Australian study and any new issues from the most recent US and UK studies. In addition to the brief title for each issue, a paragraph explaining the issue (its 'rationale') was included to ensure that the meaning of each issue was interpreted consistently across all respondents. These 31 issues have been briefly discussed in the previous section and a list of all issues and their rationale is provided as Appendix A.
THE RESULTS OF THE STUDY
Valid questionnaires were received from 105 of the 490 organisations, representing the full range of the organisations targeted (including the 1st and 497th ranked organisations). indeed large organisations with revenue, assets and profits measured in the billions of dollars. Table 3 above indicates, responses were received from all states and territories and one from New Zealand (a major beer producer). The largest sector represented in die sample (and in the target Top 500 population) was manufacturing (45%), while major government instrumentalities for energy, water, and transport made up most of the 16% from the government sector. The two most populous states, New South Wales and Victoria, made up 74% of the sample, confirming that the majority of company headquarters of large Australian organisations are in Sydney and Melbourne. Chi-squared goodness of fit tests on location of headquarters, rank in the top 500, and industry sector showed the sample to be representative at the 5% level of significance.
Critical Issues
As indicated earlier, respondents were asked to rate both how important an issue will be for their organisation over the next 3-5 years, and how problematic the issue might be. These were both rated on a 1 to 10 scale where 1 represented a lowest priority issue and 10 represented a highest priority issue. All respondents provided a score for both on all issues. Before separately examining the important issues, and similarly the problematic issues, the two ratings were combined into an overall rating of the issue. In previous studies, issues were usually assessed on how critical they were for the organisation. This study used the approach of Galliers et al. (1994) , where a critical issue was defined as being both important and problematic. Based on this definition, how critical an issue was to the organisation was calculated as the arithmetic mean of the ratings for important and problematic. The ten most critical issues, with their ranking, mean and standard deviation of critical rating, are shown in Table  4 
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The relative ranking of issues within the top 10 should not be overly highlighted because their mean ratings range only by 0.48 on a 10-point scale (with a range of only 0.22 between 2nd and 10th) and the average standard deviation is 1.80. However, it is interesting to note that each of the five issue categories have one or more issues in this top group. While previous research seemed to indicate that there would be a trend away from technology management for CIOs, this is contradicted by the appearance of IT infrastructure, communications, and disaster recovery (all technology management issues). However, this should come as no surprise in such a rapidly changing technological environment. It is clear that the fundamental role of the CIO is the provision of a responsive IT infrastructure for the organisation and that communications networks provide the backbone of that infrastructure in the 1990s. This infrastructure can also be assumed to play a critical role in recognising, accessing, and utilising the organisation's data resources (ranked 4th). People management issues also rank highly, with the issues of organisational learning and educating senior management in IT ranked 5th and 7th, respectively, and end-user computing (which involves similar motivations and contains a significant user training/education component)) ranked 6th. With the advent of desktop computers and distributed computing, larger organisations are beginning to view the non-IS people in the organisation as 'customers' rather than 'users' and to perceive IS as a service function for those customers (Pitt et al., 1995) . Further, the IT education of the customers comes through very strongly in these issues, both from an organisational efficiency and effectiveness viewpoint (through increased productivity and reducing applications backlogs -see Brancheau and Brown (1993) ), and as a strategy for enhancing the acceptance of IS within the organisation (Moynihan, 1990 ). An emphasis on supporting and managing organisational learning can lead to significant increases in innovation and productivity from an organisation's IT investment (Henderson and Lentz, 1996) . As indicated in Table 4 , some strategic issues also ranked highly (in addition to the fact that some of the technology and people management issues have strategic aspects). Strategic IS planning (SISP) continues to be a major issue, being ranked 9th. It is a key element of IS management and the CIO must lead in the use of formal methods for SISP and encourage good practice within the organisation (Earl, 1993) . This can facilitate effective management of other strategic issues such as the alignment of IS within the enterprise (ranked 10th) and identifying opportunities to use IS for competitive advantage (ranked 8th). In summary, the most critical issues were revealed to be a mix of technology management issues (IT infrastructure, communications, disaster recovery), strategic management issues (competitive advantage, IS planning, aligning the IS organisation), people management issues (organisational learning, educating senior management in IT), systems development and data management issues (effective use of the data resource), and end-user computing. This reflects the need for a balance of business, technical, and people skills in an IS executive.
Non-Critical Issues
The issues which were rated and ranked the ten least critical are shown in Table 5 below. Overall, it may be observed from Table 5 that individual technology management and systems development and data management issues are of little concern to the CIO. Five of the ten least critical issues relate to individual information technologies (namely, electronic data interchange, collaborative systems, data/document storage, multi-vendor integration, and CASE) and three relate to specific systems management issues (namely, distributed systems, applications portfolio, and legacy systems). While these systems and technologies are part of the overall infrastructure, it is their overall selection, integration, and management which is of greater concern to the CIO and the organisation. Of the strategic management issues, determining IS funding levels ranks quite low. This may reflect a growing recognition by the senior management of organisations of the value of IT to the organisation and, as a result, less pressure on the CIO in arguing the case for appropriate funding of IT. The major surprise in this list of noncritical issues is IT outsourcing which ranked almost last. It may be that these CIOs believe that, despite the hype, they have (or soon will have) solved their IT outsourcing decision problems. It may also be that this issue is perceived by CIOs as more of a specific IT infrastructure issue and whether a technology or service is provided in-house or outsourced is of little concern as long as it is provided. However, further analysis revealed that the rating of this issue was significantly higher for the 17 government organisations than for the organisations in the other sectors. Political leaders continue to see outsourcing of services (including IT) as a major strategy for smaller government and the CIOs of these organisations recognise that this is unlikely to change in the foreseeable future.
Important vs. Problematic Issues
In order to clarify the distinction between what is important and what is problematic, the issues which rated, on average, in either the ten most important issues or the ten most problematic issues are summarised in Table 6 below. This also helps to clarify why some issues are more critical than others (because they are important and problematic). Table 6 indicates that substantial differences exist between the rankings of problematic and important issues. A rank correlation test of the first 20 important issues with the first 20 problematic issues shows a correlation of only 0.096. Interestingly, the rankings of the remaining issues (the eleven least important and problematic issues) were almost identical, which implies that the non-critical issues are so because they are perceived to be neither important nor problematic. Issues which are ranked as far more important than problematic include disaster recovery, competitive advantage, information architecture and IS alignment. This may be because these issues are perceived as important to the organisation (i.e., they can have a significant impact on the organisation), but the CIOs believe that in the future they will have them under control. The growing acceptance and quality of strategic IS planning supports the belief that developing an appropriate information architecture (a direct outcome of SISP), identifying IS for competitive advantage, and properly aligning the IS organisation will be facilitated more easily (Earl, 1993) . On the other hand, issues which are ranked far more problematic than important include end-user computing, IS role and contribution, and business process redesign (BPR) . Clearly, these issues are not well managed now and the CIOs of these large organisations believe that they may continue to be difficult issues to manage. The literature on end-user computing (Brancheau and Brown, 1993) and BPR (Earl, 1994; Wastell et al., 1994) both support this concern. The issue concerning the development of an understanding of IS role and contribution is closely associated with the other 'education' issues -facilitating organisational learning and educating senior management in IT (both of which also ranked more problematic than important as shown in Table 6 ) -and indicates a growing concern for developing knowledge and understanding of IT throughout the organisation.
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Comparison with Previous Australian Studies
As indicated earlier in this paper, there have been many previous key issues studies but this comparison will focus on the previous Australian key issues studies conducted in 1988 Watson, 1989) and 1992 (Pervan, 1994) . Table 7 below summarises the comparative rankings of the key issues from these studies and whether its status as an issue is rising, steady, or falling. For an issue to be included in the comparisons table it had to rank in the top ten issues in either 1988, 1992 or 1996, and the fifteen such issues fall neatly into three groups -the five 'rising stars' (which have risen significantly over the eight years), six issues which have remained fairly steady over that period, and four 'falling stars' (which have fallen significantly over the three studies). The five 'rising stars' fall into a group of technology infrastucture management issues and a pair of educational issues. The biggest upward movers since 1988 have been IT infrastructure, communications networks, and disaster recovery. In the face of the rapid pace of technological change, the management of the IT infrastructure should be expected to be a key issue and the most fundamental underlying technology is the organisation's communications network which provides the critical linking of members of the organisation with each other and with the outside world. Intranets and the internet can be expected to be major concerns for the CIO for some time to come. In this rapidly changing technological environment it is becoming increasingly important for all levels of the organisation to receive an IT education which will maintain their effective utilisation of the IT resource. This is reflected in the rise of both organisational learning and IT education of senior management as key issues. Examination of the 'steady' issues shows that they include the four major strategic management issues of IS for competitive advantage, IS strategic planning, IS organisational alignment, and information architecture. These have been fairly steady (though slipping slightly in rank) and may reflect a growing confidence that these issues are being done better through the use of more formal approaches and a perhaps a better understanding of the relationship between the CIO and CEO (Feeny et al., 1992) . Facilitating and managing end-user computing has continued to be (and will probably always be) a fairly critical issue (Brancheau and Brown, 1993) . Similarly, making effective use of the data resource will continue to be fairly critical in an environment where a greater variety of data (internal and external to the organisation) on a greater variety of platforms need to be accessed, manipulated, analysed, and presented by and for the user-customers. Among the 'falling stars', improving data quality and improving software development effectiveness both may reflect a better attitude to quality and effectiveness in Australian organisations (or at least a perception that this is being achieved), and so a growing confidence among CIOs that these issues are now under control. Similarly, the the fall of understanding IS role and contribution may also reflect better communication between CIO and the organisation's senior management (Feeny et al., 1992) . Finally, the issue of recruiting and developing IS human resources may be associated with a number of changes including greater availability of people with the necessary skills, reliance on the outsourcing of IS services (provided by large and small consulting organisations), and technologies which give the end-users greater capacity to develop their own systems and solve many of their own problems.
ISSUE

CONCLUSIONS AND FURTHER RESEARCH
This paper has presented some results from a study of the key issues facing IS executives in Australasia's largest 500 organisations. The most critical issues are a mix of technology management issues (IT infrastructure, communications, disaster recovery), strategic management issues (competitive advantage, IS planning, aligning the IS organisation), people management issues (organisational learning, educating senior management in IT), systems development and data management issues (effective use of the data resource), and end-user computing. This reflects the need for a balance of business, technical, and people skills in a CIO. Non-critical issues are mostly related to systems development and the individual technologies which must be integrated and managed to ensure a responsive IT infrastructure. The study reveals that some issues are much more important than problematic (disaster recovery, competitive advantage, information architecture, and IS alignment), which reflects a growing level of knowledge in handling these issues. Other issues, however, are much more problematic than important (end-user computing, IS role and contribution, and BPR), and this reflects a continuing problem with their effective management.
The differences between this 1996 study and the Australian studies conducted in 1992 (Pervan, 1994) and 1988 (Watson, 1989) show that there is a growing confidence in the CIOs ability to manage the strategic issues, a continuing concern about providing a responsive IT infrastructure (especially communications), and a continuing concern with educating all 'customers' in the organisation, including senior management. On the other hand, system and data quality issues, IS role and contribution, and IS human resources are becoming less critical. This descriptive survey has its limitations, however, and further explanatory work, which will atempt to answer some of the reasons behing the issues, is planned. A follow-up survey will revisit the issues and collect information from the CIOs concerning various aspects of organisational structure, management style, stage of IT maturity, the external environment, and other factors with a view to identifying factors which may explain why different issues vary in how important, problematic, and critical they are in different organisations. Another follow-up study will be to provide the list of issues to the chief executive officers (CEOs) of these and compare their ratings with the CIOs. Finally, a series of case studies is planned which will involve interviews of a number of the CIOs in the Top 500 organisations to investigate the reasons behind the relative ratings of the different issues. NOTE: An earlier (and smaller) version of this paper has been accepted for presentation at the 7th Australasian Conference on Information Systems, University of Tasmania, December 1996.
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The IS organisation's effectiveness in supporting the enterprise's needs is dependent on its organisational location within the enterprise. Appropriate alignment may require a combination of centralised and decentralised structures. Too often IS is not located and structured appropriately.
11.
Improving IS strategic planning It has always been important to align long-range IS plans with strategic business plans. Rapidly changing business environments, increased involvement of end-users, and accelerated technological change underscore the need to continue improving strategic planning skills.
12.
Making effective use of the data resource The organisation's data resource is growing in size, complexity, and value. Despite this, it remains largely unrecognised, inaccessible, and underutilised. IS must develop a climate within its department and throughout the organisation which values the data resources as a corporate asset.
13.
Developing and managing electronic data interchange Electronic communication with customers and suppliers may offer competitive advantage to a company or it may be a requirement for staying in business. IS executives must develop (or adapt to) standard transaction formats, keep current on technology developments, and learn to manage inter-organisational projects.
14.
Outsourcing selected information services The internal information systems organisation no longer has a monopoly. Outside contractors may be able to provide some services more effectively. What services should be outsourced? How should contractor relationships be managed? Fair and objective evaluation techniques are needed which assess both costs and benefits as well as potential risks from loss of control.
15.
Planning and integrating multi-vendor open systems technologies Many companies are moving away from single-vendor proprietary operating environments to vendor-neutral environments based on industry and defacto standards. Due to large investments in legacy systems, carefully planned migration paths are critical. The task is complicated by a still-maturing technology and unstable standards.
16.
Determining appropriate IS funding levels There is no generally accepted way of establishing the level of IS funding relative to the other funding needs of the organisation. This can put both IS and general managers at a disadvantage.
17.
Facilitating and managing business process redesign To remain competitive, many organisations are radically changing the way they do business. IT plays an increasingly important role in this change process by enabling the innovative redesign of core business processes. Much has been learned about IT implementation in general which can help facilitate and manage BPR projects.
18.
Increasing understanding of IS role and contribution IS is often viewed as an operational activity with little recognition of its strategic contribution to the organisation. This can result in executive management viewing IS strictly as an overhead expense. Funding can be cut resulting in missed opportunities for using IT to solve important business problems.
19.
Integrating data processing, office automation, and telecommunications The capability now exists to integrate systems that are based on these diverse technologies. As organisations try to integrate their technologies, organisational and managerial problems will need to be solved.
20.
Managing data and document storage Information stored in both electronic and hardcopy form is accumulating at a staggering pace. There is a need to provide for future data and document storage requirements.
21.
Planning and managing communications networks Communication is the lifeblood of the organisation. Using IS for competitive advantage depends heavily on access to appropriate internal and external communication networks. This task is complicated by rapid advances in underlying technology and major structural changes in the communications industry.
22.
Managing the existing portfolio of legacy applications Most organisations have a large investment in their existing applications portfolio. Some "legacy" applications may need to be retired quickly. Others may need to be leveraged for many years before they are replaced. Integrating new technologies and migrating new operating environments can be difficult. Too little is known about managing these problems.
23.
Using information systems for competitive advantage AJ1S vol 5 no 1 September 1997
In many businesses, long-term survival is dependent upon using information systems to gain competitive advantage. Competitive advantage results from recognition of opportunities through creativity and innovation, followed by rapid implementation. These are historical weaknesses of IS.
24.
Developing and managing distributed systems Client-server applications promise to offer a cost-effective alternative to centralised applications. Unfortunately, they present many challenges including: maintaining consistent software versions; maintaining consistent data; controlling joint development projects with users; and administering large-scale distributed applications.
25.
Planning and managing the applications portfolio The applications portfolio is rapidly increasing in size, complexity, and maintenance cost. Despite the longevity of the maintenance problem, too little is known about managing it effectively.
26.
Facilitating and managing end-user computing The proliferation of end-user computing through personal computers offers the promise of improved productivity but also the dangers of inadequate management control. Information systems management must balance control against the need for slack. Clarification of IS and end-user roles is a necessity.
27.
Implementing and managing collaborative support systems New software is needed to support the reengineered, flat, team-based organisation of the future. Appropriate IT support can help teams share information, lead to faster decision making, and improved team effectiveness. Such support will become even more important in a distributed ubiquitous computing environment.
28.
Educating senior management in relation to IT The education of senior managers in an organisation will lead to more enlightened resource allocation for IS, a more strategic view in IS planning and an understanding of IS's role in the organisation.
29.
Planning and using CASE technology Significant progress has been made automating business functions within organisations; however, a vast productivity gain is possible if the automation process itself is automated. In principle, software systems can provide support for integrating the design efforts of project teams, for standardising representation methods, and for generating code. While this technology is still being refined, providing support for systems development is extraordinarily complex and will require major changes within the IS function.
30.
Building a responsive IT infrastructure Building a technology infrastructure that will support existing applications while remaining responsive to change is a key to longterm enterprise productivity. This task is frustrated by the continuing rapid changes in infrastructure technology and the increasing breadth and depth of applications which need to be supported.
31.
Establishing effective disaster recovery capabilities Down-side risks are increasing daily from the potential loss of business due to a disaster. Effective recovery plans must be in place and tested regularly to ensure losses are minimised As organisational applications grow and become more integrated, the greater the risk becomes. 
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