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1 ECDB and MS registries 
1.1 Scope & context 
The digitalisation of the IWT sector is a priority both for the Commission and the 
major stakeholders. EC has just commissioned an impact assessment study as a 
first step for the future introduction of electronic tools in the IWT sector.  
Directive 2017/2397/EU [1] foresees a European Crew Database (ECDB) and MS 
Registries, to be implemented through a specific Delegated Regulation within the 
next 2-3 years. The Delegated Regulation will only cover the ECDB and the MS 
registries requirements as foreseen in Directive 2017/2397/EU and will include the 
following elements:  
• All data appearing on the Union certificates of qualification and the issuing 
authority; 
• For SRBs, the SRB identification number, the name and the identification 
number of the holder, the date of issuance and the issuing authority; 
• For LBKs, the European Vessel Identification Number (ENI number), the name 
of the craft, the LBK identification number, the date of issuance and the 
issuing authority. 
• Additional data, not explicitly mentioned in the Directive, but necessary for 
ECDB to operate and fulfil its purpose. 
It is evident that ECDB and the MS registries will be at the center of the IWT 
digitalization and the future electronic tools (eIWT) that will implement the e-
governance and the DSM strategy [2] in the IWT sector. Hence, the design and 
implementation of both the ECDB and the MS registries should be such that: 
• They fully implement the requirements of Directive 2017/2397/EU as per the 
bullet points above, hereon referred as 1st phase or initial phase 
requirements. 
• They are future proof, in the sense that they can fulfill their anticipated 
functions in the ‘digital era’, that is when the electronic tools will be 
implemented, hereon referred as 2nd phase or electronic/digital phase 
requirements.  
1.2 Initial phase requirements 
While qualification and SRB data concern the crew and, therefore, are indexed by 
way of a unique crew ID number (CID), LBK data concern the vessel and should 
be indexed by the vessel’s ENI or national number. Thus, technically, LBK data 
cannot be part of ECDB; instead they should be part of the European Hull Database 
(EHDB)1 [3]. The architecture depicted in Figure 1 below describes schematically 
the MS registries / ECDB / EHDB system during this initial non-eIWT phase:  
Crewmembers’ certificates and SRBs are emitted by the MS competent authorities 
in paper or plastic cards and are handed, as originals, to each crewmember, who 
are responsible to keep them for operational, control or other purpose. The same 
                                       
1  In principle the inclusion in the current EHDB of few fields concerning the vessel’s active LBK should be 
possible with only minor adjustments of the current EHDB legal framework; should that solution not be 
possible, then a separate DB should be set-up in parallel to ECDB, indexed according the ENI / national 
numbers imported from EHDB or sent directly by the MS inspection bodies. In the text that follows we assume 
that the EHDB will be suitably modifies to host data on the vessels’ LBK.    
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is true for the vessel certificates and LBKs. They are emitted by the authorities and 
handed, as originals, to the vessel owner/operator to be kept on board the vessel 
for operational, control or other reason.  
Crew data, including crewmembers’ qualification certificate and SRB related data, 
are stored at each MS competent authority registries, according their own 
regulations and policies. Vessel data, including LBK data are stored at each MS 
technical certification authority registries, according their own regulations and 
policies.  
In compliance to the Directive 2017/2397/EU, a subset of this crew (vessel) data 
is pushed/made available at the ECDB (EHDB) through the MS registries.  
The nature and format of data and their transfer modalities and conditions will be 
outlined in the next sections of this report.  
 
Figure 1: MS registries / ECDB / EHDB interrelations, initial phase, eIWT not yet 
implemented, hence paper certificates, SRBs and LBKs 
1.3 Electronic phase requirements 
The architecture and design of the MS registries and ECDB should be such as to 
evolve without significant effort towards the ‘digital’ era, that is when the crew and 
vessel certificates, SRBs and LBKs will be digital, as depicted in Figure 2 below. 
In the ‘digital’ era, there will be eCertificates, eSRBs and eLBKs the originals being 
in the MS authorities’ digital archives. ECDB and EHDB will have a key operational 
role within the eIWT system since they will act as unique access points both for 
the crew (ECDB) and the vessels (EHDB) during normal operations, controls, 
certification updates etc.  
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Figure 2: MS registries / ECDB / EHDB interrelations, digital phase, assuming a 
fully implemented eIWT system 
For each of these databases, 2 kinds of data are foreseen: 
• A set of quasi static data, i.e. data introduced at the issuance stage and 
changed only rarely (i.e. revocation or qualification change): the vessel 
characteristics/certificates and the crew qualifications are such data sets.  
• A set of dynamic data, i.e. data that are changed/updated on a regular basis: 
the vessel LBK and the crew SRB are such data sets.  
All static data on both databases are made available2 from the national registries, 
where the original data are stored. Dynamic data (eSRB and eLBK) are updated / 
uploaded to the ECDB / EHDB from the vessel or the crewmembers and are stored 
in draft form for control and validation by the relevant MS authority. After their 
validation, the updated eSRBs and eLBKs are made available again from the MS 
registries to the ECDB / EHDB. Thus, at any given moment, the official up-to-date 
crewmembers’ files are stored in MS competent authorities’ archives. Part of these 
data is pushed/available to ECDB or EHDB via the MS registries. All electronic 
communication or interaction with the IWT crew, vessel, enforcing bodies etc. 
happens exclusively via the two EU unique access points (for information regarding 
crew members and vessels, respectively). This presents considerable advantages 
from the point of reliability, availability and cybersecurity. 
Although MS administrations can be organized as per their own particular 
requirements, the MS registries should be set-up in such a manner that they can 
match exactly the ECDB / EHDB data structure specifications, in order to:  
• Push automatically to the ECDB and EHDB all the data related to the 
(electronic) documents that they issue/renew  
                                       
2  Be available as links to which ECBD points or copied to ECDB or synchronised with ECDB, according to the 
implementation option and specific case  
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• Receive from the central databases data updates, and requests (i.e. eLBK 
and eSRB updates, upgrade proposals, suspension or withdrawal requests) 
• Cross-check data (i.e. navigation time) registered by the boatmasters on 
their crewmembers’ (e)SRB and on the vessels’ (e)LBK3     
Essentially, each MS registry should include, at least, all data fields foreseen for 
ECDB (and EHDB). Each MS issuing authority can, of course, opt to store more 
data on the crew and/or the vessel. However, it is clear that these data are under 
the MS responsibility and that they will not interfere with the ECDB. Hereafter, the 
MS registry data or, simply, dataset, will refer to the dataset4 in the ECDB and/or 
EHDB databases, which will correspond exactly to the MS registries as per Figure 
3 below.  
Obviously, since the ECDB and EHDB databases will function as a unique digital 
gateway for the IWT crews and vessels, the national registries’ data outside the 
ECDB or EHDB datasets will not be accessible through the ECDB / EHDB gateway 
and, consequently, it will not be readily available to other national authorities, 
vessel owners or crewmembers 5 . Concerned MS should develop their own 
procedures and IT tools for maintaining and sharing such data. 
 
Figure 3: Correspondence of MS registries’ data fields with the ECDB and EHDB  
                                       
3  Automatic cross-checking software could be implemented centrally in the ECDB/EHDB, thus avoiding the 
development of a multitude of national SW and cross-checking methodologies and rules. 
4  The data fields available for recording data per each crewmember (ECDB) or per each vessel (EHDB); data 
fields can contain numbers, alphanumeric strings in ACII and/or Unicode character sets, pictures (JPG, PNG 
or other format), documents (preferably PDF format) or pointers   
5  For example: a country may decide to keep the record of a crewmember’s or a vessel’s infractions / 
suspensions / prohibitions for a number of years. Another country could decide to keep in its archive the 
medical records justifying a decision on the physical fitness of a crewmember.    
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2 Implementation options 
ECDB depends on the MS registries for fulfilling its requirements during both 
phases. Indeed, ECDB and the MS registries must be seen as a unique system, 
hereon referred to as ‘ECDB System’, comprising both the central database 
managed by the commission and the MS registries, ensuring together the 
functional requirements as per the Use Cases outlined in [4]. EC managed 
database will be referred to as ‘Central ECDB’.  
In fact, the ECDB System can be considered as a distributed database with the 
Central ECDB acting as unique access point and gateway. Such a system can be 
implemented in a number of ways/approaches depending on:  
• The amount of data stored centrally in ECDB: 
- Nothing: ECDB relies entirely on the national registries, for searches 
(including for digital twins) and routing requests 
- Limited: CID numbers and crew ID data required for routing and digital 
twin searches; certificate and other crew document data reside only at 
the national registries 
- Complete: as above plus all copies of the original certificate and other 
document data, pushed automatically by the national registries    
• The role of the national registries as:  
- Depositories of the certificates issued by their national competent 
authorities or  
- Depositories of the complete dossiers of their ‘own’ crewmembers  
The above ECDB implementations can also be seen on Table 1 below. The names 
chosen reflect the fact that in the ‘European’ options we will de-facto have EU 
crewmembers certified by one (or more) national competent authorities whereas 
in the ‘National’ options each crewmember will have a national competent 
authority affiliation, where his/her dossier (including the complete certification 
history) will be kept, irrespective of the issuing authority of each of his/her 
certificates. 
Table 1: ECDB implementation options 
# Name Central data  National registry role 
1 European federative Nothing  Own certificates 
2 European balanced Limited  Own certificates 
3 European centralised Complete  Own certificates 
4 National federative Nothing  Own crewmembers’ dossier 
5 National balanced Limited  Own crewmembers’ dossier 
6 National centralised Complete  Own crewmembers’ dossier 
 
The choice between the ‘European’ vs the ‘National’ model is a political, not a 
technical decision.  
The prerogatives of the Directive and the future eIWT functionalities can be met 
in any case but the implementation complexity, cost and reliability can vary a lot. 
In the following sections we will try to highlight the advantages and disadvantages 
of the above six above implementation alternatives. 
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3 European federative 
This implementation option would result in an ECDB which acts only as router, 
forwarding data and requests, initially among the competent authorities, the 
enforcing bodies and other accredited users and, during the second phase, the 
vessels and the crewmembers. 
The only data that the ECDB would store centrally would be the routing tables and 
the table of authorised accesses necessary to accept messages and route the 
incoming information, messages and requests. 
 
Figure 4: European federative option: nothing is stored in ECDB except the 
routing and access authorization tables; MS registries store issued 
certificate and SRB data 
3.1 Main advantages 
The prime advantage of this option is that there is no data duplication and that no 
personal data of any kind are stored centrally permanently. Personal and other 
data will just transit through the central ECDB, i.e. will remain in memory until 
forwarded to its final destination (usually a national registry). Only routing and 
access rights tables are stored centrally in ECDB. 
The responsibility for data integrity, availability and security is mainly on the MS. 
EC hosts permanently only the routing and authorization tables, otherwise only 
transit data. 
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3.2 Main disadvantages & risks 
The main disadvantage of such solution is its high risk for a very low availability. 
ECDB will be as weak as its weakest node. For such a solution to work, each and 
every registry should be interoperable and operated 24/7 with a very high level of 
security and reliability. If even a single registry becomes corrupt or unavailable, 
the whole ECDB is affected, since there is no way to know if and which 
crewmember has any certificate(s) stored in the failed registry. 
Thus, the responsibility for data integrity and availability is collectively with all MS. 
Each and every MS must ensure reliable 24/7 services otherwise the reliability of 
whole system is compromised. 
Even if no archives are duplicated centrally, security considerations might impose 
the duplication of the archives at MS registry level (although this might also be 
considered as normal back-up). 
The system can be prone to data conflicts, especially in what regards the ID fields 
of the crewmembers, as per the last example in the subsection below. The CID is 
not explicitly linked to a crewmember’s file in either the ECDB or the MS registries. 
In fact, there is no direct correspondence of the CID to a unique digital ID of a 
crewmember. A CID key search throughout the MS registries will result to a 
collection of certificates, each one of which bearing an ID data set as per the 
certificate form specifications. The coherence of all these certificate-based ID 
datasets cannot be guaranteed6. 
Experience with DB data exchange in the RIS area has shown that local systems 
are unavailable quite frequently7. Here, the unavailability of an MS registry would 
not only imply the unavailability of the particular MS data but it would compromise 
the whole ECDB system data trustworthiness.  
Short failures (at maximum few minutes) of single MS registries could have no 
impact other than long system response times. However, should such failures 
become more prolonged or should they superimpose one to another, then the 
whole function of the ECDB system could be compromised.   
Low MS registry availability could also be dealt adequately by creating temporary 
‘MS registry buffers’ centrally in ECDB. However, this would be a form of data 
duplication, ECDB system being, de-facto, very similar to the centralised 
implementation, where the original data residing at the MS registries is 
pushed/synchronised to the central ECDB. 
3.3 Operational examples 
3.3.1 Initial crewmembers’ registration:  
Following the request from a crewmember for the first issuance of a Union 
Certificate, a national competent authority initiates a procedure for a digital twin 
search by sending all his/her ID fields to the central ECDB. 
This triggers a search throughout every certificate stored in every MS registry. The 
search criteria will be limited to the ID information written on the adopted 
                                       
6  For example: a crewmember gets married and changes his/her name; certificates issued before and after the 
marriage would bear different names although referring to the same person. 
7  Typically, at least each time the software, the firewall or the operating system are updated; with about 20-
30 connected MS registries, this could occur at several times a month. 
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certificate forms. This is because the MS registries will only have the data on the 
certificates they have issued. 
The search procedure cannot not be concluded unless each and every MS registry 
has responded. Nor can ECDB emit a CID on reserve (i.e. waiting until all MS 
registries are searched) because it does not keep centrally the list of the CIDs it 
has emitted and, even with a single MS registry missing, it would risk emitting a 
duplicate CID 6. 
On negative search results (i.e. no similar entry in any MS registry) ECDB 
generates, following a certain pre-defined algorithm, a new crewmember unique 
number (CID) and sends it to the requesting competent authority so that the later 
can proceed with the issuance of the new Union Certificate. 
The fact that there is no unique ID dataset associated to each CID makes the twin 
search procedure more complicated and error prone because the search algorithm 
should consider the potential existence of slightly different ID data-fields across 
various certificates hosted in various MS registries 8. 
3.3.2 Controls and requests: 
There is no table of the issued CIDs and, consequently, no links to particular 
persons, competent authorities or MS registries 9. This implies that for any request 
(search, modification, etc.) concerning a particular CID, ECDB should scan all 
connected registries, otherwise the operation cannot complete! 
This is true for all requests and all controls independently if they concern a Union 
Certificate or the suspension / withdrawal of an old paper certificate. 
                                       
8  Example: a fraudulent crewmember, already registered in the system with a certain name, makes a new 
request under a different name (i.e. after marriage), nationality and ID documents. The twin search algorithm 
should be very strong in order to detect such cases but such ‘strength’ would imply many false alarms. 
9  Although this depends on the method / algorithm for the generation of the CID, which can be random 
(extreme case), serial, or even embed personal or other information  
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4 European balanced 
This implementation option is similar to the previous option (section 3) except that 
the ECDB keeps, for each CID it emits, the crewmember’s identity data, his/her 
status and an array of pointers to the registries where each crewmember has a 
certificate. Each national registry stores exactly the same information as in section 
3, that is the data on the certificates it has emitted. The only difference is that, for 
each certificate it emits, it updates the crewmember’s pointer array in ECDB. 
As in the previous option, central ECDB acts as router, forwarding data and 
requests, initially among the competent authorities the enforcing bodies and other 
accredited users and, during the second phase, the vessels and the crewmembers. 
However, this is done much more reliably, since, for each crewmember, the system 
knows at what registry it should search for his/her certificates.  
The only data that the ECDB would store centrally would be the table with the 
crewmembers’ identity data, the list of registries of each crewmember, the routing 
tables and the table of authorised accesses necessary to accept messages and 
route the incoming information, messages and requests. 
 
Figure 5: European balanced option: crew CID, status, ID data and SRB count 
are in ECDB; MS registries store issued certificate and SRB data 
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4.1 Main advantages 
No data duplication: crewmember ID and status data are only stored centrally in 
ECDB while all certificate, SRB and other documents are stored only at the MS 
registries. 
It is much more reliable than the European federate option: if a MS registry is 
down, ECDB will know exactly which crewmembers are affected and to what 
extent10. 
The system is much less prone to data conflicts because each CID is associated to 
a unique ID dataset centrally stored in ECDB rather than relying on a multitude of 
ID datasets as per his/her certificates. This centrally stored ID dataset serves for 
each subsequent certificate issuing. It can be changed / updated as required, 
independently of the crewmembers’ qualification or other certificates. 
More reliable digital twin search since it is done centrally, without the need to 
search throughout all registries. The system keeps centrally the list of the CIDs it 
has emitted so that it can emit a new CID without any duplication risk, even if a 
MS registry is off-line.  
The responsibility for security and availability is shared between the EC and the 
MS services. EC is responsible for the integrity, security and availability of the 
crewmembers’ CIDs and identity data as well as for the maintenance of the 
pointers and routing tables. MS are responsible for the digital data of the certificate 
they emit and for the certificate pointer update. 
4.2 Main disadvantages & risks 
The main disadvantage of such solution is the risk for a low availability even if this 
risk is greatly attenuated in respect to section 3 above. Each and every registry 
should be available 24/7 but, at least, if one registry becomes corrupt or 
unavailable it will affect only the crewmembers with certificates issued by that 
registry. The system will know exactly who is affected and, consequently, who is 
not affected10. 
This solution requires MS authorities to notify ECDB each time they emit a 
certificate (or other document) in order to update the pointers of a particular 
crewmember. It also requires the MS authorities to upload/amend/update the ID 
dataset of crewmember in central ECDB for new registrations or in case of 
discrepancies with the ID of a certificate requesting registered crewmember.  
                                       
10  Assuming a total population of 10,000 crewmembers, if a registry that has issued 200 certificates concerning 
150 crewmembers becomes unavailable, the system will know, through the pointer tables in the central 
ECDB, who these 150 crewmembers are and, consequently, it could guarantee the completeness of the 
information concerning the rest 9,850 crewmembers. In practical terms, the system could function without 
any problems or delays in 9,850/10,000 = 98.5% of cases. 
 On the contrary, in the European federative solution, there is no way to know who these 150 crewmembers 
are and, consequently, the system could not guarantee the completeness of information of any of the 10,000 
crewmembers.  
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4.3 Operational examples 
4.3.1 Initial crewmembers’ registration:  
Following the request from a crewmember for the first issuance of a Union 
Certificate, a national competent authority initiates a procedure for a digital twin 
search by sending all his/her ID fields to ECDB. 
This triggers a search in the crewmembers’ ID fields stored in ECDB. The fact that 
each CID is associated to a unique ID dataset makes the twin search procedure 
fast and reliable. In fact, the existence of a unique ID dataset for each 
crewmember gives the possibility to register any changes in names, national ID 
documents, additional nationalities etc., fully applying the EIDAS regulation.  
On negative search results (i.e. no similar entry) ECDB generates, following a 
certain pre-defined algorithm, a new crewmember unique number (CID) and sends 
it to the requesting competent authority so that the later can proceed with the 
issuance of the new Union Certificate. The crewmember’s ID data are stored in 
ECDB together with a pointer to the issuing authority.  
When new certificates, regarding that particular CID, are issued by other 
authorities, new pointers are added to the pointer array, so that the system knows 
at any time that a CID corresponds to a crewmember with a definite set of ID data, 
who has been certified by competent authorities x, y, z …  
In case a crewmember asks for a certificate under ID data different than those 
associated to his/her CID, then the issuing authority proceeds to the 
update/amendment of the reference ID dataset in the central ECDB thus ensuring 
coherency11.  
4.3.2 Controls and requests: 
CIDs are now linked to a particular crewmember, whose ID data is stored in ECDB 
together with his/her status. Thus, many control requests can be fulfilled directly 
at ECDB level, without searches or communication with the registries.   
When communication with the issuing authority is needed, such as in case of a 
suspension or withdrawal, ECDB knows which authorities should be addressed. So, 
even if a MS registry is unavailable, controls are expected to proceed without any 
problem unless it happens that the crewmember subjected to controls has his/her 
certificate issued by the authority the registry of which is down12. 
                                       
11  For example, should a crewmember be married and change his/her name, nationality address or other ID 
data, this new data is recorded to the reference ID dataset in the central ECDB, possibly according to the 
EIDAS specifications. 
12  1.5% of the cases, in the example cited in footnote 10 above. 
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5 European centralised 
This implementation option foresees that all MS registries push a copy of the data 
on the certificates they issue to ECDB, where they are stored in addition to the 
what is was foreseen in section4 above. Each national registry stores exactly the 
same information as in sections 3 and 4, that is the data on the certificates it has 
emitted. The only difference is that on each certificate it emits it updates the 
crewmember’s relevant fields in ECDB. 
In this implementation, ECDB is much more than a router; it keeps centralised 
files on the ID, status and the certification history of each crewmember.  
 
Figure 6: European centralized option: complete crew dossier, including CID, 
status, ID data, certification history and SRB count are stored 
centrally in ECDB; MS registries store issued certificate and SRB data 
5.1 Main advantages 
Availability of data is guaranteed better than any of the previous options since it 
depends on the 24/7 availability of only one central service for the vast majority 
of operations. 
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It is inherently more secure and resilient, especially during the ‘electronic phase’, 
since:  
(a) The original data is safely stored at the MS registries, which do not interact 
but with the ECDB and, thus, are not exposed to attacks or fraud,  
(b) In case ECDB is compromised, it is relatively13 easy to reassemble it from the 
data in the MS registries. 
The responsibility and cost for the deployment of the system is primarily with the 
EC services, which should develop ECDB and could propagate to the MS services 
not only the operational requirements and interface specifications but also some 
of the technical solutions.  
5.2 Main disadvantages & risks 
This option requires MS authorities to synchronise their registries with ECDB each 
time they emit a certificate (or other document) or take a decision for a suspension 
or withdrawal. Although, in principle, this should be automatic, it is an added 
complication. Failure to guarantee proper synchronisation with each and every MS 
registry will affect the quality of the data and, therefore, the ECDB trustfulness. 
Security-wise, a central database may be also be considered as a single point of 
attack. Even if the original datasets are safe at the MS registries, a successful 
attack in ECDB will create some disturbance, especially as a denial of service until 
the ECDB is rebuilt again. 
The duplication of data to a central database is not in line with the recent EC 
policies on Commission managed digital services.  
5.3 Operational examples 
5.3.1 Initial crewmembers’ registration:  
Following the request from a crewmember for the first issuance of a Union 
Certificate, a national competent authority initiates a procedure for a digital twin 
search by sending all his/her ID fields to ECDB. 
This triggers a search in the crewmembers’ ID fields stored in ECDB. 
On negative search results (i.e. no similar entry) ECDB generates, following a 
certain pre-defined algorithm, a new crewmember unique number (CID) and sends 
it to the requesting competent authority so that the later can proceed with the 
issuance of the new Union Certificate. The crewmember’s ID data are stored in 
ECDB together with the complete data of the new Union Certificate.  
When new certificates, regarding that particular CID, are issued by the same or 
other authorities, their data is pushed automatically to ECDB so that ECDB has, at 
any moment the complete professional file of all EU crewmembers. 
5.3.2 Controls and requests: 
CIDs are linked to a particular crewmember, whose ID data, status and certificates 
are stored in ECDB. Thus, all control requests can be fulfilled directly at ECDB level, 
without searches or communication with the registries.   
                                       
13  It is very easy if there is a backup of list of CIDs, and ID data; otherwise it’s a more complicated  
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When communication with the issuing authority is needed, such as in case of a 
suspension or withdrawal, ECDB knows which authorities should be addressed. 
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6 National federative 
This implementation option is similar to the European federative option in section 
3. The main difference is that for each crewmember there would be one ‘parent’ 
competent authority, which would keep his/her complete dossier, including 
certificates issued by other competent authorities. ECDB would act only as router, 
forwarding data and requests, initially among the competent authorities the 
enforcing bodies and other accredited users and, during the second phase, the 
vessels and the crewmembers. 
The only data that the ECDB would store centrally would be a list of the issued 
CID’s, the routing tables and the table of authorised accesses necessary to accept 
messages and route the incoming information, messages and requests. Preferably 
the pointer to the crewmembers’ ‘parent’ registry / authority should be embedded 
in the CID.  
 
Figure 7: National federative option: nothing is stored in ECDB except the list 
of issued CIDs and the routing and access authorization tables; MS 
registries store complete files of their ‘own’ crewmembers (status, ID, 
SRB and certificate data), including the certificates issued by other 
competent authorities 
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There are three fundamental differences with the European federative option:  
(a) a list of the CIDs issued is kept in centrally in ECDB, 
(b) each CID is linked to a unique set of identity data stored at the crewmembers’ 
parent authorities and  
(c) for each crewmember it is sufficient to address one MS registry to get all 
his/her certificates, no matter their issuing authority. 
6.1 Main advantages 
The prime advantage of this option is that there is no personal or other data stored 
permanently in ECDB apart from the CID list and the routing and access rights 
tables. Personal, certification and other data are only stored at the MS registries 
and, when necessary, just transit through ECDB, i.e. remain in memory until 
forwarded to its final destination (usually a national registry). 
The system is not prone to data conflicts regarding the ID fields of the 
crewmembers, as in the European federate option (section 3), because now the 
CID is explicitly linked to a unique crewmember’s ID dataset residing in one MS 
registry.  
The pointer each crewmember’s ‘parent’ competent authority can be easily 
embedded in the CID and, consequently, be readily available centrally. Thus, there 
is no need to search across all MS registries for data accesses and/or searches. 
It is easy for the EC services to implement and maintain. The responsibility for 
security and availability is primarily with MS authorities.  
6.2 Main disadvantages & risks 
The main disadvantage of such solution is its relatively high risk for a low 
availability. ECDB will be as weak as its weakest node. For such a solution to work, 
each and every registry should be interoperable and operated 24/7 with a very 
high level of security and reliability. However, things are not as bad as the 
European federative option in section 3. Here, if one registry becomes corrupt or 
unavailable, the ECDB will have no data at all on the certificates of the 
crewmembers14 of the missing registry but there will be no doubts on the integrity 
of all the rest of the crewmembers. 
Same as in section 3, the responsibility for security and reliability is passed from 
the EC to the MS services. Even if at EU level there are no duplicate archives, 
security considerations might impose the duplication of the archives at MS level. 
The MS authorities, in addition to registering the certificates that they issue, they 
will have to maintain complete dossiers of their ‘own’ crewmembers and 
push/notify the parent authorities about any certificates they issue for ‘foreign’ 
crewmembers. 
                                       
14  In fact, because the list of issued CIDs is stored centrally and ‘parent’ registry pointers are embedded in the 
CIDs, ECDB will know exactly which CIDs are affected by a missing registry. 
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6.3 Operational examples 
6.3.1 Initial crewmembers’ registration:  
Following the request from a crewmember for the first issuance of a Union 
Certificate, a national competent authority initiates a procedure for a digital twin 
search by sending all his/her ID fields to ECDB. 
This triggers a search from ECDB throughout the ID data fields of every MS 
registry. The procedure cannot conclude unless each and every MS registry has 
responded. 
On negative search results (i.e. no similar entry in any MS registry) ECDB 
generates, following a certain pre-defined algorithm, a new crewmember unique 
number (CID) and sends it to the requesting competent authority so that the later 
can proceed with the issuance of the new Union Certificate. 
6.3.2 Controls and requests: 
ECDB keeps a list of the CIDs it has issued so as never to generate a duplicate 
CID. The ‘parent’ registry pointer embedded in the CID provides a link to the 
complete file of a certain crewmember in its ‘parent’ MS registry. Thus, any request 
(search, modification, etc.) concerning a particular CID can be routed 
automatically by ECDB without the need to scan all connected registries. 
This is true for all requests and all controls independently if they concern a Union 
Certificate or the suspension / withdrawal of an old paper certificate. 
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7 National balanced 
This implementation option is very similar to the National federative option 
(section 6 above) except that the ECDB keeps centrally for each crewmember, in 
addition to his/her CID, also the ID and the status data. Hence, we will not 
elaborate further in detail. 
The main advantage of this option, as compared to the National federative, regards 
the digital twin search prior to issuing a new CID, which can be performed locally, 
without having to search throughout the MS registries identity data fields. Its main 
disadvantage is that the crewmembers’ ID data are duplicated in ECDB.   
 
Figure 8: National balanced option: crew CID, status, ID data and SRB count 
are stored in ECDB; MS registries store the complete files of their 
‘own’ crewmembers, including the certificates issued by other 
authorities 
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8 National centralised 
The national centralised option was the one that has been considered as reference 
solution throughout the eIWT study. It foresees that each crewmember will have 
a ‘parent’ competent authority, which will keep a complete dossier on his/her 
personal data, contact details, certification history, voyages etc. From this dossier, 
competent authorities should automatically push, through their national registries, 
all data as required by ECDB (identity and fitness data, certification history, status 
etc..). 
 
Figure 9: National centralized option: the complete crew dossier, including CID, 
status, ID data, certification history and SRB are pushed from the MS 
registries to ECDB so that the complete crew datasets are available 
centrally at ECDB   
 
D.3 ECDB implementation options                               Page 23 of 56 
	
8.1 Main advantages 
The main advantage of this option comes from the fact that it is an exact replication 
of a standard subset of the original data residing at the MS registries. 
It is more reliable than many of the previous options since it depends on the 24/7 
availability of only one service (the central ECDB) for the vast majority of the 
required operations. 
It is inherently more secure, especially during the ‘electronic phase’, since: (a) the 
original data is safely stored at the MS registries, which do not interact but with 
the ECDB and, thus, are less exposed to attacks or fraud, (b) In case ECDB is 
compromised, it is very easy to put it again on by just replicating the original data 
from the MS registries. 
The responsibility and cost for the deployment of the system is primarily with the 
EC services, which should develop ECDB and could propagate to the MS services 
not only the operational requirements and interface specifications but most 
software and technical solutions. 
8.2 Main disadvantages & risks 
This option requires MS authorities to synchronise their registries with ECDB each 
time they emit a certificate (or other document) or take a decision for a suspension 
or withdrawal. Although, in principle, this should be automatic, it is an added 
complication. If the ECDB / MS registries system is not properly and integrally 
designed it can result to data inconsistencies. 
The fact that competent authorities can issue certificates to crewmembers other 
than their ‘own’ is an additional complexity.  
During the second phase (digital) the synchronisation will regard also dynamic 
data such as voyage etc. 
The duplication of data to a central database is against the recent EC policies on 
Commission managed digital services.  
8.3 Operational examples 
8.3.1 Initial crewmembers’ registration:  
Following the request from a crewmember for the first issuance of a Union 
Certificate, a national competent authority initiates a procedure for a digital twin 
search by sending all his/her ID fields to ECDB. 
This triggers a search in the crewmembers’ ID fields stored in ECDB. 
On negative search results (i.e. no similar entry) ECDB generates, following a 
certain pre-defined algorithm, a new crewmember unique number (CID) and sends 
it to the requesting competent authority so that the later can proceed with the 
issuance of the new Union Certificate. The crewmember’s ID data are stored in 
ECDB together with the complete data of the new Union Certificate.  
When new certificates, regarding that particular CID, are issued by the same or 
other authorities, their data is pushed automatically to ECDB so that ECDB has, at 
any moment the complete professional file of all EU crewmembers. 
Authorities issuing certificates to crewmembers other than their ‘own’ should push 
data to ECDB and, through ECDB, to the ‘parent’ authority. 
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8.3.2 Controls and requests: 
CIDs are now linked to a particular crewmember, whose ID data, status and 
certificates are all stored in ECDB. Thus, all control requests can be fulfilled directly 
at ECDB level, without searches or communication with the registries.   
When communication with the ‘parent’ authority is needed, such as in case of a 
suspension or withdrawal, ECDB knows which authorities should be addressed. 
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9 Use cases – initial phase 
We can distinguish two distinct ECDB operational phases: 
(a) Initial phase à No eIWT system in place: ECDB fulfils just the requirements 
of Directive 2017/2397/EU; crew and vessel certificates, SRBs and LBKs will 
be in paper format15; gradual transition to the ‘electronic’ phase. 
(b) Electronic phase à eIWT system is fully operational: full implementation of 
Directive 2017/2397/EU and of the eIWT system, as defined in [4]. 
Although the ECDB and the MS registries architecture were set up anticipating the 
requirements of the ‘electronic’ phase, the current section focuses on phase (a) 
above, during which ECDB will be accessible only: 
• By the MS relevant authorities for the qualification, SRB and LBK data updates 
through the MS Registries, as illustrated in Figure 1. 
• Enforcing bodies (water police etc.) as per the use case described in section 
9.4 below. 
• By MS authorities and other stakeholders in READ ONLY mode for anonymized 
statistics.  
The Initial Use Cases (IUC) that best cover the spectrum of operations in this 
initial, non-eIWT phase, are: 
1. SRB & LBK update 
2. Initial crew registration 
3. Certificate issuance, renewal or upgrade 
4. Certificate suspension or withdrawal 
They are examined in detail in the subsections that follow, specifically for the 
European balanced implementation option, as described in section 4. 
In the description of these four initial use cases, reference is made to ECDB 
variables or data fields (usually in format xxx.yyy.zzz). These fields are described 
in a systematic way in [6]. We should take note that in the European balanced 
solution envisaged here, all the data classes described in [6] are available only in 
the MS registries except from the Crew.Identity, Crew.Status and Crew.Request16 
classes which are found only in the central ECDB.      
9.1 IUC1: SRB & LBK update 
During the initial phase according Directive 2017/2397/EU requirements, 
individual crewmembers17, upon filling-up or losing their paper SRB should ask a 
competent authority for a new SRB booklet. The recipient authority (XX) assigns 
a new incremental SRB number and handles the booklet to the crewmember or 
vessel owner. 
It stores the incremental SRB booklet number to its archives and its MS registry 
and updates the list of pointers under the concerned crewmember’s CID in the 
central ECDB. The flow is illustrated schematically with the red arrows in Figure 10 
below.  
                                       
15  In some cases, certificates will be on ‘plastic’ cards and some information may even be written on a card chip 
or RFID. 
16  Temporary, only to forward and acknowledge requests from / to authorities 
17  Already registered in ECDB with a proper CID number; otherwise section 9.2 applies 
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The same procedure should apply for the vessel LBK booklet. The LBK serial 
number will be stored in EHDB will be adapted, in view of the ‘electronic’ phase, 
these data will be transferred to the EHDB, indexed by the vessels ENI or the 
national registration number.  
 
Figure 10: Information flow into the ECDB in IUC1: crewmembers and barge 
operators bring their paper SRBs and LBKs to a recipient competent 
authority (XX) that, successively, updates its registry and the 
crewmember’s CID pointer list in ECDB (red rows); idem for LBK 
serial number (green arrows) 
9.2 IUC2: Initial crew registration 
This use-case includes all necessary steps/procedures that a competent authority 
must take to register in ECDB a crewmember applying for the issuance, update or 
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renewal of his/her professional/union certificate of qualifications but is not 
registered in ECDB. This will imply the assignment of a unique crew identification 
number (CID) and the registration of the Union Certificate of Qualifications (hereon 
referred as Qualification) data and the incremental crewmember’s SRB number to 
the national registry and the ECDB. The steps followed during this UC are described 
in the following paragraphs while the information flow between the competent 
authority, the national registry and ECDB is depicted schematically in Figure 11 
below. 
1. The crewmember submits a request to his/her national competent authority 
for the issuance, upgrade or renewal of a union qualification certificate, 
furnishing all the necessary documents (or other proof) for his/her identity 
and requested qualification, including the SRB, where applicable. 
2. The competent authority, performs a mandatory check at the European Crew 
Database (ECDB) for an eventual previous entry according a predefined 
digital twin search procedure in the crewmembers’ identity archives stored 
centrally in ECDB.  
3. If no such entry exists, ECDB returns to the requesting competent authority 
a new CID, so, the later can initiate the procedure for the Qualification 
issuance, renewal or update, according its own rules and procedures. The 
competent authority:  
a. Assigns to the crewmember the unique CID as generated18 in ECDB.  
b. Opens an electronic dossier, on which all union qualification certificate 
data will be registered.  
c. Issues the new/updated crewmember’s union certificate of qualifications 
as requested. 
4. The competent authority deactivates19 the old qualification certificate(s) and 
SRB; it provides the crew with his/her new/updated Union Qualification 
Certificates and SRB. 
5. The competent authority uploads the Qualification data as well as the active 
paper SRB incremental number, issuing authority and issuing date to the 
corresponding data-fields of its MS registry (see [6]).  
6. The competent authority uploads the crewmember’s ID data (see [6]) to the 
central ECDB. These ID data link the CID with the physical person and prevail 
to any other ID data written on any paper certificate. Their modification 
should be possible but only with special procedures. 
7. A pointer list is initialised in ECDB automatically, initially pointing only to the 
competent authority XX. This pointer list will be updated, adding any other 
competent authority issuing or updating qualifications or SRB booklets with 
reference to the particular crewmember.    
                                       
18  See section 11.4 on CID generation & format 
19  Stamps, perforates or use other method to clearly and unambiguously mark the non-validity of the old 
documents because crew might be reluctant to handle/destroy them as they represent a piece of their 
personal history. 
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Figure 11: Information flow into and from the ECDB in IUC2: competent 
authority XX initiates a mandatory check (orange arrow) if the 
applicant crewmember YY is already in ECDB, which, if negative, 
returns the crewmember’s CID (green arrow). Then, competent 
authority XX establishes the crewmember’s dossier in its own digital 
archives and registers the qualification and SRB data to its MS 
registry. It registers the crewmember’s ID data directly in the central 
ECDB services, the crewmember’s pointer list in ECDB being initialised 
automatically. Competent authority XX can then deactivate the old 
paper documents (rhine/other certificates and SRB) and issue the 
new Union certificates. 
The importance of the ID check and the ‘digital twin’ search during IUC2 is 
fundamental since the whole system is based on a strict one-to-one 
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correspondence between each crewmember and his/her CID. This one-to-one 
correspondence is ensured in IUC2 by:  
• The proper ID checks by the issuing competent authority and  
• A mandatory digital twin search in ECDB.  
In fact, it is only after the acknowledgement of a negative search for digital twin 
(green arrow in Figure 11 above) that the issuing competent authority can proceed 
with the attribution of a centrally generated CID and the consequent introduction 
of a new crewmember in the system.  
The digital twin search (DTS) initiates by sending a request to ECDB including all 
crewmember’s data required in the Crew.Identity data class 20 , [6]. In the 
Crew.Identity.CID field, a special ASCII string is sent, comprised by the prefix 
‘DTS’ followed by the identifier of the issuing authority (as per the variable 
Crew.Qualification.Authority(i), [6]). ECDB automatically performs a query, the 
exact modalities which will be defined at the ECDB design phase.  
If the query is negative, the green light is given from ECDB to the issuing 
competent authority by returning the crewmember’s Crew.Identity data21 with the 
crewmember’s CID number in the Crew.Identity.CID field.  
If the query is positive, ECDB returns the crewmember’s Crew.Identity data with 
a ‘RED’ instead of the ‘DTS’ prefix in the Crew.Identity.CID field, appending the 
CID(s) of the identified digital twin(s). The issuing competent authority can thus 
proceed to more elaborate controls, eventually contacting directly the issuing 
authority of the identified digital twin(s). The modalities and procedures for these 
controls, the eventual corrective actions and the formalities required to turn the 
RED light into GREEN will be defined during the ECDB design phase. 
9.3 IUC3: Certificate update/renewal 
This use-case includes all necessary steps/procedures that a competent authority 
must take to register in ECDB the update, upgrade or renewal of a Union Certificate 
of Qualifications for a crewmember already registered in ECDB and, consequently, 
has a unique crew identification number (CID). The steps followed during this UC 
are described in the following paragraphs while the information flow between the 
competent authority, the national registry and the ECDB is depicted schematically 
in Figure 12 below.  
1. The crewmember physically submits a request to a competent authority for 
the update or renewal of his/her union qualification certificate, furnishing all 
the necessary documents (or other proof) for his/her identity and requested 
qualification update, including the SRB and vessel LBK copies, as applicable. 
2. Based on his/her CID, the competent authority retrieves22 from ECDB all the 
data (identification, status, certification history and SRB), regarding the 
requesting crewmember. 
If, for any reason, one or more MS registries that have issued certificates 
with the specific CID is not in-line, ECDB will return the data of the available 
                                       
20  Names and surnames are in native (local) UNICODE characters, i.e. in Greek, Cyrillic, German, French etc. 
21  Including a standardised transliteration of any non-Latin UNICODE characters to ASCII (in alterative: Latin 
UNICODE); in such a way, a uniform transliteration of non-Latin characters is ensured.  
22  The identification and status data are stored centrally in ECDB; the certificate and SRB data are retrieved by 
ECDB from their corresponding MS registries automatically and forwarded to the requesting competent 
authority. 
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certificates and a red flag signalling the MS registries of the non-available 
certificates.  
3. The competent authority, verifies the data furnished by the crewmember and 
checks their consistency with the data at its archives and those retrieved from 
ECDB. If not all the certificate / SRB data are retrieved the competent 
authority can either postpone the issuance / update of the requested 
certificate or can contact directly the authorities that are off-line and decide 
accordingly.  
4. On positive verification of the request, the competent authority initiates the 
procedure for the Qualification issuance, renewal or update, according its own 
rules and procedures. The competent authority:  
a. Uploads the data on the crewmember’s new/updated qualification 
certificate and/or, as applicable, the incremental active paper SRB 
number to its MS registry. 
b. It updates the crewmember’s pointer list in the central ECDB, adding a 
pointer to its MS registry.   
5. The competent authority deactivates 23  the old union certificate(s) of 
qualification and, where applicable, the SRB; it provides the requesting 
crewmember with his/her new/updated paper Union Qualification Certificates 
(and/or SRB). 
                                       
23  Stamps, perforates or use other method to clearly and unambiguously mark the non-validity of the old 
documents because crew might be reluctant to handle/destroy them as they represent a piece of their 
personal history. 
D.3 ECDB implementation options                               Page 31 of 56 
	
 
Figure 12: Information flow into / from the ECDB in IUC3: competent authority 
XX requests (orange arrow) the certificate data of applicant with CID 
CCCCC; after receiving the data (green arrow) and possible 
notification of missing issuing registries (dotted red arrow), it controls 
the crew application and, if OK, proceeds with the update of the 
qualification and/or SRB data and their registration in its national 
registry; it updates the ECDB pointer list; it deactivates the old paper 
documents (union certificate and/or SRB) and issues the 
new/updated ones. On missing issuing registry data, it is up to the 
authority to decide how to proceed.  
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9.4 IUC4: Certificate suspension or withdrawal 
ECDB, already in the initial phase, foresees the electronic registering of all data 
that are written on the paper Union certificate, including the specific 
authorizations. This use-case includes all necessary steps/procedures that a 
competent authority must take to register in ECDB the suspension or withdrawal 
of the Qualification certificate (paper) of a crewmember registered24 in ECDB. By 
qualification suspension or withdrawal, we understand the temporary (suspension) 
or permanent (withdrawal) prohibition to exercise a function which requires to hold 
a valid certificate of qualification.  
The initiator of a suspension/withdrawal procedure is, usually, an enforcing 
authority (police, water police etc.) whereas the withdrawal is carried out by the 
issuing competent authority. IUC4 includes the following steps: 
1. The enforcing body/authority submits an enforcing request to the national 
competent authority for the suspension or withdrawal of the certificate of 
qualification or a specific authorisation of a crewmember. This is done through 
the ECDB, by filling as appropriate the Crew.Authority.(ERequest, EReqDate, 
EgReqNote and EReqBody) fields (see [6]). The Crew.Authority.EReqNote 
field is used for inserting a free text on any additional information regarding 
the infraction, the enforcing officer’s contact details etc. 
2. The enforcing body/authority changes the ECDB status of the concerned 
crewmember by introducing in the field Crew.Status.Suspended the 
appropriate suspension end date25.  
3. The request of the enforcing authority is passed automatically to the 
crewmember’s qualification issuing competent authority 26. 
4. The enforcing authority applies the standard procedures regarding the paper 
certificates and/or SRB of the concerned crewmember: it detains them and/or 
sends them to the issuing competent authority for further processing.  
5. The competent authority initiates the procedure for checking the enforcing 
request as applicable and according its own rules and procedures, eventually 
contacting directly the requesting enforcing authority and/or the concerned 
crewmember.   
a. Upon acceptance of the enforcing request, the competent authority 
proceeds to the update of the electronic crewmember’s dossier. 
Otherwise the procedure jumps to step d.  
b. It updates the relevant fields, i.e. the Crew.Qualification.(SuspStart, 
SuspEnd, WithdrawDate and WithdrawNote) in its national registry. 
c. It updates the crewmember status in ECDB by filling-in the fields 
Crew.Status.(Suspended or Withdrawn) as appropriate. In case of 
suspension, the suspension end date is introduced in the 
Crew.Status.Suspended field. This field is automatically switched to ‘NO’ 
after the suspension end date. 
d. Having accepted the enforcing authority’s request, the competent 
authority proceeds to resetting to NULL the relevant ECDB request class 
variables: Crew.Authority.(ERequest, EReqDate, EReqNote and 
EReqBody). 
                                       
24  Hence having a unique European crew number (CID) 
25  Maximum allowable suspension days, after which the variable Crew.Status.Suspended is automatically reset 
to NO if, in the meantime, it has not been re-set to another date by the concerned competent authority.  
26  The competent authority that has issued the basic certificate, the suspension or revocation of which is 
requested. 
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6. The paper certificates and SRB are handed over to the concerned 
crewmember upon the end of the suspension period or, in case of a 
withdrawal, are dully invalidated.  
The information flow to and from the ECDB during IUC4 is outlined schematically 
in Figure 13 below. 
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Figure 13: Information flow into and from the ECDB in IUC4: an enforcing 
authority makes, through ECDB, a suspension or withdrawal  request 
and changes the crewmember YY status by introducing a suspension 
end date (red arrows); optionally, it sends the paper documents to 
the competent authority XX (dotted pink arrow); the later controls 
the enforcement request and, if OK, proceeds with the update of the 
crewmember’s dossier and the relevant qualification / SRB data of its 
national registry (green arrows); it sets the relevant status fields in 
ECDB as appropriate and resets the enforcing request fields (yellow 
arrows); the paper documents are invalidated or returned to the 
owner after the suspension end date (grey arrows) 
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10 Use cases – electronic phase 
In this section we will develop the most important use cases for the electronic 
phase, i.e. assuming a fully operational eIWT system, as defined in the eIWT final 
report, [4]. Since the national centralised implementation option is practically 
identical to the use cases developed in [4], we will limit to the European balanced 
option, as highlighted in section 4, which, for the time being, looks as the most 
probable solution. 
During the electronic phase, MS competent authorities will emit electronic 
documents (eQualifications, eCertificates, eSRBs and eLBKs), the original of which 
will be stored in their archives while the crewmembers will only have a digital 
certified copy of their eDocument(s) either on a card or on their smartphone.  
MS will make available a standard subset of these eDocuments in their national 
registries. However, this data will not be pushed automatically to the central ECDB 
(as was foreseen in [4]) but will be only made available on request, depending on 
the specific use case. 
In the same way as in the non-electronic phase, MS competent authorities will 
forward to the central ECDB either the ID data of any crewmember who enters the 
system for the first time or they will simply notify the central ECDB that they have 
emitted a new eQualification or eSRB by way of a MS registry pointer array 
associated to each crewmember CID in the central ECDB. However, there are two 
very important differences in respect to the 1st phase requirements: 
• The ECDB / MS registries system will have a much more important operational 
role, since the system will be connected to the IWT crewmembers and vessels 
in addition to the MS authorities. 
• The dynamic information that will be registered and exchanged during the 
electronic phase will be much more than in the 1st phase, since it will concern 
the navigation time of the crews, the voyage of the vessel etc.  
When the eIWT will be fully operational, the ECDB and EHDB databases will serve 
as unique gateways for the electronic interaction of the IWT non-institutional 
stakeholders (crewmembers and vessels) with the IWT institutions (national 
competent authorities or inspection bodies) as depicted schematically in Figure 14 
below. 
The Use Cases (UC) that best cover the spectrum of operations during the 
‘electronic’ phase, assuming full implementation of eIWT as in [4], are: 
1. UC1: eSRB & eLBK dynamic update 
2. UC2: eIWC issuance 
3. UC3: eQualification update or renewal 
4. UC4: eQualification suspension or withdrawal 
The first one, concerning the dynamic update of crewmembers’ eSRB and vessels’ 
eLBK during everyday vessel operations is radically different from the 
corresponding phase 1 use case (IUC1). Indeed, the SRB and LBK booklet update 
during phase 1 is not dynamic; it is done at the competent authorities’ premises 
only when the old booklets are full and new ones have to be issued. During the 
electronic phase, eSRBs and LBKs are constantly updated, typically at each 
crewmember’s embarkation and disembarkation or vessel voyage start and end.  
On the contrary, UC2, UC3 and UC4 are quite similar to their phase 1 counterparts 
(IUC2, IUC3 and IUC4). For this reason, UC1 will be examined in detail, in order 
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to put in evidence the impact of the European balanced implementation option (as 
per section 4) in the everyday dynamic operations expected during the eIWT 
phase, as these were defined in [4]. For the remaining use cases, we will only 
comment eventual differences / impact due to the EU balanced federative 
approach. 
 
Figure 14: Vessel / crew interaction with national authorities through the ECDB 
/ EHDB single gateway during day-to-day IWT operations, reprinted 
from [6]  
ECDB variables or data fields (usually in format xxx.yyy.zzz) referenced in the 
following subsections are described in a systematic way in [6]. We should also take 
note that in the European balanced solution envisaged here, all the data classes 
described in [6] are available only in the MS registries except from the 
Crew.Identity, Crew.Status and Crew.Request27 classes which are found only in 
the central ECDB.  
It is assumed that the new EHDB will have the same implementation architecture 
as ECDB, i.e. it will have a balanced federative structure where the vessel ENI 
numbers and some data uniquely identifying each vessel are stored centrally in 
EHDB while all vessel eCertificates and eLBKs are stored in the national 
archives/registries and are made available through the central EHDB upon 
searches or specific requests according to the specific Use Cases. 
                                       
27  Temporary, only to forward and acknowledge requests from / to authorities 
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10.1 UC1: eSRB & eLBK dynamic update 
This use-case describes how the crew eSRBs and vessel eLBKs are updated with 
the voyage data. The eSRB is updated with the navigation time accumulated on 
board of a vessel either when the crewmember disembarks from a vessel or when 
the voyage ends28. The eLBK is updated at the end of the voyage, when the 
vessel’s voyage file is electronically signed by the boatmaster and closed.   
By the terms embarkation and disembarkation, we understand the acts of taking 
and leaving service29 on-board of a vessel. This is not necessarily linked with a 
particular voyage and does not necessarily coincide with the start or the end of 
the vessel’s voyage. 
The eLBK is not directly related to the ECDB. It should be directly related to the 
new EHDB, where information on the vessel certification, voyages, ownership and 
crewing will be stored. However, as seen in Figure 15 and Figure 16 below, eLBK 
registrations are used for cross-checking the eSRB voyage entries. That is why the 
eLBK update was included in this report and incorporated in UC1. The eLBK should 
be updated on many occasions, like: new or updated vessel certificates, transfer 
of ownership, crew taking or leaving service, voyage completion etc. This use-case 
only concerns the dynamic update of the vessel’s voyage history that takes place 
at the beginning, during and at the end of a vessel voyage.  
The eSRB update maps what happens when a crewmember embarks and 
disembarks to/from a vessel; it involves the following procedures: 
On crew embarking: 
1. The boatmaster requests the crew card (eIWC) of the embarking crew and 
checks his/her identity. He then inserts it (or sweeps it through) the vessel’s 
eIVU30 card reader(s). The system reads the eIWC data and checks on-line 
the validity31 of the eIWC through the ECDB, if connection is available32.    
2. On successful completion of the above step, the crewmember’s embarkation 
is registered in the eIVU’s voyage file. Then the eIVU raises the navigation 
flag in ECDB indicating that the particular crewmember is part of a crew and, 
as long as this flag is raised, the crewmember cannot register as crew on any 
other vessel. In practical terms this is done by uploading33 a minimum set of 
data (like crewmember CID, vessel ENI number and name, time stamp) to 
the Crew.Status data fields in the central ECDB.  
On crew disembarking or at the end of a voyage: 
3. The eIVU, based on the registered actual route, specific conditions etc. 
acquired through ECDIS34 and RIS services, automatically updates the eSRB 
                                       
28  Whatever happens first 
29  In most cases, embarkation / disembarkation dates should coincide with the start / end dates of the 
crewmembers’ service as recorded in the vessels eLBK under the Vessel.Crew class of data. 
30  Electronic Inland Vessel Unit, see [4] 
31  In particular check that it has not been suspended or that the crewmember is not already recorded as active 
on-board another vessel 
32  If connection is not available, the operation is queued for later. The last eIWC – ECDB synchronization time-
stamp is a good indication for the eIWC validity. Failure to synchronize over a long time can raise suspicions.  
33  If connection is not available, the operation is queued for later.  
34  Electronic Chart Display and Information System: inland navigation electronic charts  
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relevant data of the disembarking crew by registering all necessary data 
(navigation time, stretches with specific risks etc.).   
4. The boatmaster controls the voyage data of the disembarking crew. In case 
of a discrepancies, failure of the automatic registration, non-availability of 
RIS etc., he has the possibility to correct / overwrite the automatic 
registration. However, this action is recorded on a log file both at the crew 
card (eIWC) and the vessel unit (eIVU). 
5. The boatmaster digitally signs, on the eIVU, the crewmember’s eSRB related 
data, thus finalizing the disembarking crew eSRB update and signalling the 
disembarkation of the crew member. 
6. The disembarkation is logged also at the crewmember’s eIWC, including the 
time stamp of the disembarkation and any eSRB relevant information.  
7. The disembarkation is registered at the vessel’s voyage file and the variation 
in the vessel crew composition is written in the vessel’s eLBK. 
8. The eIVU signals the disembarkation to the ECDB removing the navigation 
flag from the disembarked crewmember’s records so that the latter is free to 
embark again. 
9. Upon the boatmaster’s signature35, the disembarking crewmember’s eSRB 
data related to the particular voyage is pushed by the eIVU to the 
crewmember’s file in ECDB, where they remain at a non-validated status until 
the completion of step 10 below.     
10. Periodically or on ECDB’s notification, each competent authority controls36 
and validates the eSRB updates and, where relevant, issue a new certificate 
of qualifications to the concerned crewmember, in accordance with the 
applicable rules.  
After their validation, the eSRB updates are registered on the national original 
eSRB files and the MS registries. The eSRB update proposal resident in the central 
ECDB is deleted. The information flow in and out of the ECDB during such an eSRB 
update is depicted schematically in Figure 15 below. 
Alternatively, the control of the eSRB update proposal with the relevant eLBK 
entries could be done automatically at ECDB / EHDB level, the result of this 
congruence check being pushed to the eSRB issuing authority, which proceeds (or 
not) to the formal eSRB update, as depicted schematically in Figure 16 below. This 
alternative could save MS authorities the software necessary for such congruency 
control but, on the other hand, would delegate part of their present mandate / 
authority.  
Failure of the eIVU to update the ECDB data of the disembarking crew (due to a 
communication failure or any other reason) will generate an alarm at the first 
synchronization attempt of the eIWC with the ECDB and will trigger corrective 
actions as required. 
                                       
35  Or as soon as a connection is available 
36  It is up to each competent authority to set-up its proper control procedures. One way of controlling the eSRB 
entries is to check with the correspondent eLBK entries in EHDB   
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Figure 15: Information flow into and from the ECDB in UC1: eSRB validating 
authority checks congruence of eSRB update proposal and eLBK 
entries prior to proceeding with the formal eSRB update; green 
arrows are related to the eSRB updates, triggered at the 
crewmember’s disembarkation or the voyage end (whatever happens 
first); brown arrows are related to the eLBK update, triggered at the 
voyage end; the red arrow (X) denotes the resetting / deletion of the 
eSRB update proposal by the competent authority once the updated 
eSRB is validated and registered at the MS registry; dotted data fields 
in central ECDB and EHDB denote data that are in transit.  
D.3 ECDB implementation options                               Page 40 of 56 
	
 
Figure 16: Alternative information flow into and from the ECDB in UC1: 
Congruence of eSRB update proposal and eLBK entries is done 
automatically at ECDB/EHDB level; the result (positive or negative) is 
forwarded to the eSRB issuing authority that proceeds (or not) with the 
formal eSRB update; green arrows are related to the eSRB updates, 
triggered at the crewmember’s disembarkation or the voyage end 
(whatever happens first); brown arrows are related to the eLBK 
update, triggered at the voyage end. 
The procedures / steps for the eLBK dynamic update are described in the following 
paragraphs. For clarity purposes, the procedures that are not directly related to 
the ECDB or EHDB databases are included. In fact, the eIVU interacts with EHDB 
only at the last stage (3rd bullet in paragraph 7 below, underlined), after the 
boatmaster closes the voyage file.  
At voyage start, the boatmaster: 
1. Initializes the voyage within the vessel unit (eIVU). A voyage file is opened 
within the eIVU file system, where all subsequent information concerning the 
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voyage (vessel and crew related) are stored until the completion of the 
voyage. 
2. Sets-up the crewing planning according to the relevant manning 
requirements. The system acquires and associates to the voyage 
automatically the crew card (eIWC) data37 of any crew already present on-
board. 
3. The vessel’s eLBK relevant data (i.e. planned voyage, crewing etc.) are 
automatically updated in the voyage file in the eIVU.  
During the voyage: 
4. The boatmaster indicates the intermediate stops or other events to be logged 
to the voyage file in the eIVU according the current regulations. Location 
information, based on GPS positional data and inland ECDIS information, is 
logged automatically by the eIVU to the voyage file.    
At voyage end:  
5. The eIVU, finalises the eLBK voyage data (i.e. the entries related to the 
concluded voyage that should be logged to the vessel’s eLBK. 
6. The boatmaster checks that the eLBK entries, as compiled automatically by 
the eIVU, are correct. In case of discrepancies, the boatmaster is able to 
correct by manually editing and/or overwriting some fields. However, each 
and every manual intervention is logged at the eIVU. 
7. The boatmaster electronically signs the voyage file and closes the voyage, 
triggering the following actions: 
- The eLBK part concerning the particular voyage is finalised: the relative 
data are permanently stored in the eLBK (within the eIVU) and are no more 
available for editing. 
- The eIVU voyage file is closed and can no more be edited, deleted or 
changed, apart from specific parts concerning a-posteriori notes or memos.  
- The finalized eLBK data concerning the particular voyage is pushed to the 
EHDB, updating the EHDB vessel eLBK file.  
Finally, the relevant vessel eLBK entries of the MS national registries are updated 
periodically or after notification from the EHDB.  
The eLBK entries in the EHDB can serve for cross checking automatically the crews’ 
eSRB38 as depicted schematically in Figure 15 and, in alternative, Figure 16 above. 
Note that the electronic updates of the eSRB regard the voyages performed in EU 
connected waterways or on the Rhine. Due to the possibilities of exemptions under 
the current regulatory framework, the (e)SRB of a crewmember on service on a 
vessel navigating in a non-connected, a non-EU connected waterway or on a vessel 
not yet equipped with an eIVU will have to be updated by the issuing or other 
validating authority manually, on demand of the interested crewmember. In such 
cases, crewmembers will have to proceed as follows: 
• Maintain, in parallel to their eSRB, a paper SRB, on which the boatmaster 
manually records their voyages / navigation time; this SRB is periodically 
brought to a competent authority which proceeds to the update of the eSRB. 
                                       
37  The data related to the crew on-board (including navigation, working or resting time) exists independently of 
the voyage. Crew navigation time does not necessarily coincide with the voyage time.  
38  Note that eSRB and eLBK updates are not necessarily synchronous; eSRB can updated during a crewmember’s 
disembarkation while the eLBK is updated only at the end of a voyage. 
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• Get signed printouts of their voyage records; introduce a request in the 
Crew.Request.CRequest (see Table 6 in [6]), as per the UC3, and send the 
signed printouts, along with any other document required, to the 
competent/validating authority by mail. Competent authority personnel 
control the documents and update the eSRB as required. 
In order to minimize the competent authorities workload in introducing in the 
electronic system the above data, competent authorities could use Table 6 in [6] 
to update just the Crew.Authority.SRBNav field, adding the additional net 
navigation days in the non-connected (or connected third countries’) waterways 
and noting any journeys along specific risk stretches on the data fields: 
Crew.Authority.(SRBSSR(i) or SRBNoRIS(i)). 
10.2 Impact of the federative implementation to UC1 
There are two fundamental differences between the European balanced federated 
(section 10.1 above) and the national centralized [4] implementations of UC1: 
• In the European approach no crewmember affiliation to a single competent 
authority is foreseen, hence there are no complete crewmembers’ files in any 
competent authority, each competent authority being required to register 
only the documents (eQualifications or eSRBs) that it emits. This fact 
simplifies the ECDB procedures in the sense that issuing competent 
authorities do not have to transmit any document or other data to any other 
competent authority (as was the case in the national implementation). The 
only thing they have to do is to notify the central ECDB that they have issued 
an eQualification (or eSRB) for the particular crewmember. 
• In the balanced federated approach, there are no copies of the eQualifications 
or eSRBs kept centrally in ECDB. Standardised eQualification and eSB data 
are registered and made available by the competent authorities at the MS 
registries. ECDB knows, for each CID, by way of an array of pointers, which 
competent authorities have issued eQualifications or eSRBS and, 
consequently, where to search in case these need to be accessed. 
We must note that the federated ECDB will appear to all non-institutional users 
(vessels, crewmembers and other authorized users) exactly the same as if its 
centralized implementation contemplated in [4] and [6]. The user will not have to 
know where the information is stored or from where it transits.  
As can be deducted from above and, in particular, Figure 15 and Figure 16 above, 
a reasonably brief (some hours) non-availability of one or more MS registries is 
not expected to have any significant operational impact because the system is 
designed for an asynchronous operation. More in particular:  
• The eSRB update proposal will remain in the central ECDB until the 
notification from the relevant competent authority that (a) the update 
proposal has been received and approved and (b) the crewmember’s eSRB 
has been updated in the MS registry and forwarded (via the central ECDB) to 
the crewmember’s eIWC. 
• The updated vessel eLBK information will remain in the central EHDB buffer 
until the relevant MS registry becomes available and registers it.        
Even in case of major disruptions, like the non-availability of a MS registry for a 
prolonged period of time, the only effect regarding UC1 would be the significant 
delay in updating the eSRBs and eLBKs with the voyage information. However, all 
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crew and voyage data would be buffered in the central ECDB until the concerned 
MS registry becomes again available.  
10.3 Federative implementation of UC2, UC3 & UC4 
10.3.1 UC2: eIWC issuance  
Essentially, this use case is very similar to its 1st phase counterpart (IUC2 - section 
9.2). The crewmember has to present himself/herself to a competent authority 
with all the necessary paper and certificates. The competent authority performs a 
digital twin search in ECDB and, if the search is negative, a new CID is assigned 
to the requesting crewmember. Figure 11 is valid also here with the difference that 
instead of a paper Union Qualifications Certificate, the crewmember is given his 
electronic crew card (eIWC), on which his CID, ID data and digital copies of his/her 
eQualifications are loaded. 
In contrast to the national centralised implementation in [4], no qualification or 
other data is pushed / copied to the central ECDB apart from the crewmember’s 
CID, ID data and a pointer to the issuing competent authority.  
10.3.2 UC3: eQualification update  
This use case also is very similar to its 1st phase counterpart (IUC3 – section 9.3). 
Here, however, a crewmember already registered in ECDB can request the update 
of his/her eQualifications remotely, via the ECDB portal, without necessarily 
presenting himself/herself to the competent authority. On receiving his/her 
request, the competent authority checks the crewmember’s credentials and 
certification history in ECDB and issues / updates the requested eQualification. 
The issued eQualification is stored in the corresponding MS registry and the 
crewmember’s electronic card eIWC is updated through the central ECDB. The 
above outlined information flow can be seen in Figure 17 below. 
In contrast to the national centralised implementation in [4], no qualification or 
other data is pushed / copied to the central ECDB apart from the crewmember’s 
CID, ID data and a pointer to the issuing competent authority. Updated 
eQualification only transits from the central ECDB in order to update the 
crewmember’s electronic crew card (eIWC). As soon as the information is written 
in eIWC it is automatically deleted from central ECDB. 
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Figure 17: Information flow into / from the ECDB in UC3: crewmember with CID 
CCCCC requests to the competent authority XX, through ECDB, 
(orange arrow) the issuance / renewal of an eQualification; after 
receiving from ECDB his/her SRB and certification history (green 
arrow) as well as eventual missing issuing registries (dotted red 
arrow), the competent authority controls the crew request and, if OK, 
proceeds with the requested  eQualification update, dully registering 
it in its national registry; it updates the ECDB pointer list and pushes 
the new eQualification data, through the central ECDB, to the 
crewmembers electronic crew card. It also resets / erases the request 
fields in the central ECDB (arrow with the red X).  
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10.3.3 UC4: eQualification suspension or withdrawal 
This use-case is also very similar to its 1st phase counterpart (IUC4, section 9.4). 
The only difference is that there are no paper certificates to be sent to the issuing 
competent authority by the enforcers or to be sent back to the concerned 
crewmember on the suspension end/revocation. Instead, the procedure is entirely 
electronic, through ECDB. It is depicted graphically in Figure 18 below. 
 
  Figure 18: An enforcing authority makes, through ECDB, a suspension or 
withdrawal  request and changes the crewmember YY status by 
introducing a suspension end date (red arrows); the issuing authority 
controls the enforcement request and, updates its crewmember’s 
dossier and the relevant qualification data of its national registry 
(green arrows); it sets the relevant status fields in ECDB as 
appropriate and resets the enforcing request fields (yellow arrows); 
updated qualification data is pushed to the crewmember’s card 
through the central ECDB 
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In contrast to the national centralised implementation in [4], no qualification or 
other data is pushed / copied to the central ECDB. In case of a eQualification 
withdrawal, the crewmember’s updated qualification data just transit from the 
central ECDB in order to update the concerned crewmember’s card (doted data in 
Figure 18). As soon as the information is written in eIWC it is automatically deleted 
from central ECDB. In this case, there is no need to update any pointers since the 
authority that suspends or withdraws the eCertificate is already in the 
crewmember’s pointer table as the issuing authority of the suspended / withdrawn 
eCertificate. 
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11 Conclusions & recommendations 
In this section we proceed to some concluding remarks and recommendations as 
to which implementation option to choose. 
11.1 European vs national options 
At present, Directive 2017/2397/EU does not foresee the EU crewmembers’ 
affiliation a single MS competent authority nor can it force MS authorities to keep 
complete archives of their ‘own’ crewmembers. 
It is true that for many practical reasons EU crewmembers could be certified in 
any MS authority. However, in the modern ‘digital’ world, these practical reasons 
will diminish drastically. The crewmembers’ affiliation to specific national 
authorities would have some notable advantages like the simplicity, more efficient 
and effective certification procedures and controls etc. However, the decision to 
go towards such an affiliation is a political decision and the author ignores the full 
extent of the necessary legislation / regulatory requirements.  
Given the time constraints for the ECDB delegated act and the setting-up of the 
ECDB and the MS registries, it seems highly unlikely that the present legal 
framework MS can be changed towards the affiliation of crewmember to a single 
competent authority.     
11.2 Federative vs centralised options 
EU policies concerning digital services at EU level encourages federative rather 
than centralized solutions. The main reason is the political will not to replicate at 
EU level databases or digital services already in place at MS level. Nevertheless, 
the DSM strategy [2] and, in particular, the e-government initiative, call for 
inherently centralised services like the single digital access point and once-only 
principle for similar services. 
ECDB and the MS registries should be seen, especially during the ‘electronic’ phase 
as one integrated system that will have an important operational role in the e-
governance of the IWT sector. Hence, availability and reliability of such services 
should be the prime factor guiding the decisions towards one or the other 
implementation. Even more so if we consider that, at an even later stage, such 
system may be further connected / integrated in the context of a DINA 
environment [5].  
In the eIWT approach, as documented in the JRC study [3], such reliability was 
achieved through a central system of high security and availability, to which all MS 
services should replicate (push and keep synchronized) their data. Such system 
could function even in the temporary absence of one or more MS registries.  It 
must be noted that modern highly distributed digital systems, taking advantage of 
the virtually unlimited storage capacity and communication bandwidth, prefer to 
replicate data and rely on sophisticated conflict resolution and/or synchronization 
algorithms to ensure their integrity at any moment (i.e. blockchain technology).  
However, since the EC has decided on the application of federative IT solutions, in 
which central EC acts as a gateway to MS maintained databases, we have tried to 
examine as thoroughly as possible the effect of such approach to the functionalities 
od ECDB both during the initial non-electronic and during the electronic phase. 
Indeed, we found out that some federative implementations, under some 
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conditions, could ensure all ECDB functionalities as described in [3]. That is why 
we discarded the centralized options and focused to the two most promising federal 
implementations:  
• The European balanced and 
• The national federative      
11.3 Recommended implementation options 
The recommended implementation options are schematically outlined in Figure 19 
below, depending on the decision to go towards an affiliation of each crewmember 
to a specific competent authority or not (that is maintain the actual state of things).  
 
Figure 19: Recommended implementation options 
11.3.1  
The European federative option should be excluded, in any case, for reasons of 
unnecessary operational complexity, cost and very high risk of non-availability. If 
a single MS registry fails there is no way to know what data is missing and whose 
crewmember’s data are affected, hence the integrity of whole ECDB system 
dataset is put in question.  
11.3.2  
In case the European approach is opted for (no affiliations to specific MS 
authorities) then the European balanced option is preferred. The reason is that it 
has acceptable risks of non-availability while, at the same time, most of the data 
remains stored only at the MS registries. It is somewhat simpler than the European 
centralised option, provided that the MS registries are properly set-up and 
connected.  
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We must point out here that this is a federative solution and that no data are 
replicated among the central ECDB and the MS registries. The only data 
permanently stored centrally are the registered crewmembers’ ID fields, their 
status and a list of pointers to the MS registries where the qualification and other 
data are stored for each crewmember.    
11.3.3  
In case the national approach is opted for (affiliations to specific MS authorities 
that keep complete dossiers of their ‘own’ crewmembers) then our choice would 
be the National federative option. 
The main reason for this choice the avoidance of any data duplication at the central 
ECDB while offering an acceptable availability and reliability. Should a MS registry 
be unavailable, the system would still know, through the centrally kept CID list, 
exactly which CID data are missing and, more importantly, it could ensure the 
availability and integrity of the remaining data39. 
This approach is aligned with the current EC eGovernment principles, calling for 
federated national systems rather than EC managed central databases. However, 
it would require a great effort so that all MS registries are set-up in parallel and in 
a uniform manner. 
11.4 CID generation & format 
The crewmember’s CID is crucial for the operation of the ECDB system, since ECDB 
will be indexed on the CID, independently of the chosen implementation option or 
the considered operational phase. Therefore, particular care should be given on its 
format and the way it will be generated. In this subsection we give some 
recommendations on possible CID formats: 
The CID could just be any 6 or more digit or alphanumeric ASCII string, random, 
serial or embedding some invariant crew ID information (typically his/her date of 
birth). What is important is that this string:  
• It is uniquely linked to the crewmember as physical person and  
• It remains invariant throughout the professional life of that person 
Appended, there could be a string/prefix indicating the MS registry where his/her 
Union Certificate was issued; such string (i.e. DE02 for the German registry #02) 
should not be invariant but should change in case a new Union Certificate is 
issued/updated at a different MS registry. Such prefix would be mandatory40 for 
the national federative implementation while for the European balanced 
implementation it would be advisable but optional41. 
A possible CID format could thus be as follows: 
XXXX-YYYYYYYYYY 
                                       
39  All data of all crewmembers except those whose dossiers are kept at the failed registry  
40  The national federative option has no other way to point to the crewmember’s affiliation 
41  In the sense that ECDB could function very well and without ant loss of functionality even without such prefix. 
This is because there are no crewmember national affiliations and there exists a pointer array pointing to the 
MS registries that host have certificates or other documents for each crewmember  
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Where XXXX is the part indicating the MS registry affiliation or Union certificate 
issuance and YYYYYYYYYY a 10-digit alphanumeric ASCII string42 uniquely linked 
with a physical person throughout his/her professional lifetime. 
XXXX could either be of the form CCRR or CCCR, CC (or CCC) being a 2 (or 3) digit 
ISO country code43 and RR (or R) a 2-digit (or 1-digit) number to indicate the 
proper MS registry in case there are more than one registry in a given country. 
Thus, the CID of a crewmember with a Union Certificate issued (or affiliated) at 
the Dutch registry #01, born in NL on May 03 1997, could be:  
NL01-NL03E97KFCK  
The invariant part of the CID could be generated by the country code of his/her 
birthplace country (NL), followed by 5 digits of his/her birthday (03E97), followed 
by 4 random control digits. If the 3-digit country codes are used, the same CID 
would be: NLD1-NLD03E97KFC allowing only 9 registries per country and 3 
random control digits.  
11.5 Conclusions 
From the above analysis and the overall author’s experience from the IWT sector, 
the following conclusions can be drawn: 
Given the low probability of changing, within the next 2 years, the current legal 
framework that does not require crewmembers to be affiliated to a specific 
competent authority, the European balanced is by far the preferable option, since: 
• It is a federated solution, avoiding any data duplication at central level; as 
such, it is compatible with the current eGovernance principles. 
• It ensures a fair level of availability; even if one MS registry becomes 
unavailable, the vast majority of the data remains available while the system 
‘knows’ what is missing.  
• It can serve as a testbed for the reliability and availability of a federated 
solution during the ‘electronic’ 2nd phase. 
• If implemented in a coordinated way it can have a reasonable overall cost, 
proportionate to the IWT crew population and the ECDB stated aims. 
• If implemented correctly, it can serve its purpose also during the ‘electronic’ 
2nd phase, without major re-engineering.  
Within the next few years, the sector should decide if:  
(a)  the current certification governance status will be retained or  
(b)  a new approach will be followed and an affiliation of each crewmember to a 
single competent authority will be introduced. 
In case (a), the MS registries - ECDB system, implemented during the 1st phase 
following the European balanced option, can fully meet also the 2nd phase 
(electronic) requirements with only minor adjustments44. 
In case (b), the MS registries - ECDB system can either switch to a centralized 
system as foreseen in [4] and [6] or it can be further simplified towards an even 
more federate solution: in fact when all crewmembers will have an affiliation to a 
                                       
42  Latin characters and numbers  
43  ISO 3166-1 alpha-2 or alpha-3 for the 2- or 3-digit country codes respectively  
44  In case ECDB and the MS registries are designed right away considering the eIWT requirements [4] and the 
extended data structure defined in [6], then no adjustment will be needed. 
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single competent authority which will have their complete dossier, then there will 
be no reason to keep the ID dataset in the central ECDB, the ID dataset of each 
crewmember being hosted at his ‘parent’ competent authority. Moreover, the 
requirement for a pointer table will cease since a the ‘parent’ competent authority 
of each crewmember could be embedded in his/her CID.  
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Directive 2017/2397/EU on the recognition of professional qualifications in 
inland navigation foresees harmonized procedures and models for Union 
certificates of qualifications, service record books (SRB) and logbooks (LBK) 
and facilitates the electronic exchange of information through the setting up 
of a database, paving the way for the introduction of electronic tools, for 
which the European Parliament and the Council have asked the Commission, 
as a first step, to submit an impact assessment study.  
Directive 2017/2397/EU foresees a European Crew Database (ECDB) and MS 
Registries, to be implemented through a specific Delegated Regulation within 
the next 2-3 years, covering the ECDB and the MS registries requirements 
as foreseen in the Directive.  
ECDB and the MS registries will be at the center of the IWT digitalization and 
the future electronic tools (eIWT) that will implement the e-governance and 
the DSM strategy in the IWT sector. Hence, the design and implementation 
of both the ECDB and the MS registries should be such that: 
• They fully implement the requirements of Directive 2017/2397/EU as 
above, hereon referred as 1st phase or initial phase requirements. 
• They are future proof, in the sense that they can fulfil their anticipated 
functions in the ‘digital era’, that is when the electronic tools will be 
implemented, hereon referred as 2nd phase or electronic/digital phase 
requirements.  
JRC assisted DG MOVE for the characterization of options for an electronic 
tools (eIWT) architecture covering, as a minimum, electronic SRB and LBK, 
concluding with a final report on July 2106. Following-up these activities, a 
new administrative arrangement between JRC and DG MOVE became 
operational at the beginning of January 2017, aiming at the technical 
requirements, characteristics and conditions of use of the ECDB and the MS 
Registries. 
In view of a Commission delegated regulation on the ECDB implementation, 
the current document serves as a basis for discussion with the members of 
the Commission expert group on social issues in inland navigation and other 
IWT stakeholders, focusing in particular on the immediate requirements that 
are object of the delegated regulation, that is the initial phase, transitory to 
a fully digital one, where ECDB and the MS registries are operational but all 
documents (qualification certificates, SRBs and LBKs) are still on paper.  
In particular, this document outlines the various ECDB implementation 
options in terms of a federative approach (as per the recent Commission 
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