The Second Workshop on Internet of Things Security and Privacy is held in London, UK on November 15, 2019, co-located with the ACM Conference on Computer and Communications Security (CCS). The workshop aims to address the security and privacy challenges of the emerging Internet-of-Things landscape. The workshop aims to bring together academic and industrial researchers, and to that end, we have put together an exciting program offering a mix of current and potential challenges. The workshop will also features 8 papers, 2 posters, and an invited keynote.
INTRODUCTION
The Internet-of-Things (IoT) is believed to be the next generation of the Internet and has deeply influenced our daily lives (e.g., smart homes, smart cities, smart wearables, and other smart environments). While bringing convenience to our lives, IoT also introduces potential security hazards. Since increasing IoT devices directly process user-generated data, once compromised, leave users or even the entire smart society at risk. Furthermore, large-scale data generated by IoT devices also gives opportunities to attackers. For instance, ever since the first Mirai attacks took place in 2016, IoT botnets have taken over more powerful DDoS attacks recently.
This workshop aims to bring together researchers from academia, government, and industry to discuss the challenges and solutions regarding practical and theoretical aspects of IoT security and privacy.
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THE WORKSHOP
We received twenty submissions, of which we accepted ten papers, include eight short papers and two posters. The program was divided into four sessions: two for discussing existing IoT systems that require urgent attention, one for defense against IoT hacks, and one discussing building blocks for next-gen defense. The workshop, held over one day, also included a keynote by Gang Tan, a professor at Penn State University. Tan's keynote, titled "Towards Secure and Reliable IoT Applications". The keynote discussed recent results in reliable IoT applications. 
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