Abstract -This document is part of original research work by the authors in a bid to explore new fields for applying Data Mining Techniques. The sample data is part of a large data set from University of Maryland (UMD) and outlines how more meaningful patterns can be discovered by preprocessing the data in the form of OLAP cubes
I. INTRODUCTION Application of Data Mining Tools for Terror Data
Mining is a lesser talked about field [1] . Lot of research efforts are going into capturing the data from incident reports in the past and structuring the data for analysis. Unfortunately there are not many sources on the net. One such database available [2] in a single tabular form, is an Open Source Terrorism Incident events Database called Global Terrorism Database (GTD). This covers terrorism incidents around the world from 1970 through 2008 (with continuing annual updates). It includes systematic data on US, as well as transnational and international terrorist incidents that have occurred during this time period and as on now includes more than 87,000 cases. For each GTD incident, information is available on the date and location of the incident, the weapons used and nature of the target, the number of casualties, and--when identifiable--the group or individual responsible. However the format in which it is available lends itself only to limited analysis unless suitable tools for analysis are used. This paper analyses the available data fields and suggests a format for OLAP and subsequent data mining. The data base has been obtained from the National Consortium for the Study of Terrorism and Responses to Terrorism (START) initiative at University of Maryland, from their online interface at http:://www.start.umd.edu/gtd/ in an effort to increase understanding of terrorist violence so that it can be more readily studied and defeated.
II. CHARACTERISTICS OF AVAILABLE DATA
The main characteristics of the GTD [4] are:-
• Information on over 87,000 terrorist attacks • Currently the most comprehensive unclassified data base on terrorist events in the world
• Information on more than 38,000 bombings, 13,000 assassinations, and 4,000 kidnappings since 1970 • Includes information on at least 45 variables for each case, with more recent incidents including information on more than 120 variables • Supervised by an advisory panel of 12 terrorism research experts • Over 3,500,000 news articles and 25,000 news sources reviewed to collect incident data from 1998 to 2008 alone • Available to Government representatives and interested researchers directly through their Online interface.
III. AVAILABLE DATABASE VARIABLES

A. GTD ID (eventid) (Numeric)
The incidents follow a 12-digit Event ID system. The first 8 numbers -Recording date " yyyymmdd". Next 2 numbers -always Zero Zero "00". Last two numbers -case number for the given day (01,02 etc.) This will be 00 unless there is more than one case on the same date. For example, an incident in the GTD occurring on 25 July 1993 would be numbered as "199307250001". An additional GTD case recorded for the same day would be "199307250002". The next GTD case recorded for that day would be "199307250003", etc.
To determine whether an incident is single, incidents occurring in both the same geographic and temporal point will be regarded as a single incident, but if either the time of occurrence of incidents or their locations are discontinuous, the events will be regarded as separate incidents.
Examples:
Four truck bombs explode nearly simultaneously in different parts of a major city. This represents four incidents.
A bomb goes off, and while police are working on the scene the next day, they are attacked by terrorists with automatic weapons. These are two separate incidents, as they were not continuous, given the time lag between the two events.
A group of militants shoot and kill five guards at a perimeter checkpoint of a petroleum refinery and then proceeds to set explosives and destroy the refinery. This is one incident since it occurred in a single location (the petroleum refinery) and was one continuous event.
A group of hijackers diverts a plane to Senegal and, while at an airport in Senegal, shoots two Senegalese policemen. This is one incident, since the hijacking was still in progress at the time of the shooting and hence the two events occurred at the same time in the same place.
If the information available for such complex events does not specify the time lag between or the exact locations of multiple terrorist activities, the event is a single incident.
IV. INCIDENT DATE
A. ear (iyear) Numeric
This field contains the year in which the incident occurred. In the case of incident(s) occurring over an extended period, the field will record the year when the incident was initiated. When the year of the incident is unknown, this will be recorded as "0".
B. Month (imonth) Numeric
This field contains the number of the month in which the incident occurred. In the case of incident(s) occurring over an extended period, the field will record the month when the incident was initiated. When the exact month of the incident is unknown, this will be recorded as "0". For the cube this could form part of the Time dimension.
C. Day (iday) Numeric
This field contains the numeric day of the month on which the incident occurred. In the case of incident(s) occurring over an extended period, the field will record the day when the incident was initiated. When the exact day of the incident is unknown, the field is recorded as "0".
D. Approximate Date (approxdate) Text
Whenever the exact date of the incident is not known or remains unclear, this field is used to record the approximate date of the incident.
• If the day of the incident is not known, then the value for "Day" is "0". • For example, if an incident occurred in June 1978 and the exact day is not known, then the value for the "Day" field is "0" and the value for the "Approximate Date" field is "June 1978".
• If the month is not known, then the value for the "Month" field is "0". • For example, if an incident occurred in the first half of 1978, and the values for the day and the month are not known, then the value for the "Day" and "Month" fields will both be "0" and the value for the "Approximate Date" field is "first half of 1978".
E. Extended Incident? (extended) Categorical
The duration of an incident extended more than 24 hours. 0 = "No"
The duration of an incident extended less than 24 hours. It may be seen that variables categorised in this sub section Paras A to F can help form the Time dimension with the desired granularity.
F.
V. INCIDENT LOCATION
A. Country (country; country_txt) Categorical Variable
This field identifies the country or location where the incident occurred. This includes non-independent states, dependencies, and territories, such as Northern Ireland and Corsica. If an incident occurs in an autonomous or geographically non-contiguous area, it is listed separately from the "home" country. However, separatist regions, such as Kashmir, Chechnya, South Ossetia, Transnistria, or Republic of Cabinda, are coded as part of the "home" country. West Bank and Gaza Strip have been coded separately from Israel. If an incident took place in a city located in the West Bank or Gaza Strip, it has been coded accordingly. When an incident occurred in international waters or airspace, the country of departure is listed as the country of the incident. If the departure point is not identified, the incident is coded as "International." In cases where hostages were taken, the country where the incident began is recorded as the incident location, and a separate field captures the country where the incident was resolved or ended.
In the case where the country in which an incident occurred cannot be identified, it is coded as "Unknown The political circumstances of many countries have changed over time. In a number of cases, countries that represented the location of terrorist attacks no longer exist; examples include West Germany, the USSR and Yugoslavia. In these cases the country name for the year the event occurred is recorded. As an example, a 1989 attack in Bonn would be recorded as taking place in West Germany (FRG). An identical attack in 1991 would be recorded as taking place in Germany. The dates which apply as watersheds are as given below. 
D. City (city) Text Variable
This field contains the name of the city in which the incident occurred.
E. Vicinity (vicinity) Categorical Variable
The incident occurred in the vicinity of the city in question.
• 0 = "No" The incident in the city itself.
F. Location Description (location) Text Variable
This field is used to specify additional information about the location of the incident.
The above region, country, province fields could be used to form a a hierarchical Space Dimension starting at top level regions followed by country and then province. This level could further have the level of City but the data base has not covered this aspect in details as not all cities or provinces are covered by terror incidents.
VI. INCIDENT INFORMATION
A. Incident Summary (summary) Text Variable
A narrative summary of the incident, noting the "when, where, who, what, how, and why." This field is available with incidents occurring after 1997.
B. Criteria Categorical Variables
These variables record, as to which of the inclusion criteria (in addition to the necessary criteria) are met. This allows users to filter out those incidents whose inclusion was based on a criterion which they believe does not constitute terrorism proper. Persons who are not, or are no longer, taking part in hostilities shall be respected, protected and treated humanely. They shall be given appropriate care, without any discrimination. Captured combatants and other persons whose freedom has been restricted shall be treated humanely. They shall be protected against all acts of violence, in particular against torture. If put on trial, captured combatants shall enjoy the fundamental guarantees of a regular judicial procedure. The right of parties to an armed conflict to choose methods or means of warfare is not unlimited. No superfluous injury or unnecessary suffering shall be inflicted.
In order to spare the civilian population, armed forces shall at all times distinguish between the civilian population and civilian objects on the one hand, and military objectives on the other. Neither the civilian population as such nor individual civilians or civilian objects shall be the targets of military attacks. 1 = "Yes" The incident meets Criterion 3. 0 = "No" The incident does not meet Criterion 3.
C. Doubt Terrorism Proper? (doubtterr) Categorical Variable
In certain cases there may be some uncertainty whether an incident meets all of the criteria for inclusion. In these ambiguous cases, where there is a strong possibility, but not certainty, that an incident represents an act of terrorism, the incident is included in GTD and is coded as "Yes" for this variable.
• 1 = "Yes" There is doubt as to whether the incident is an act of terrorism.
• 0 = "No" There is essentially no doubt as to whether the incident is an act of terrorism. This field is presently only available with incidents occurring after 1997. Incidents occurring before 1998 are coded as "-9" for this variable.
D. Alternative Designation (alternative; alternative_txt) Categorical Variable
This variable applies to only those cases coded as "Yes"
for "Doubt Terrorism Proper?" (above). This variable identifies the most likely categorization of the incident other than terrorism.
This field is presently only available with incidents occurring after 1997.
E. Part of Multiple Incident (multiple) Categorical Variable
In those cases where several attacks are connected, but where the various actions do not constitute a single incident (either the time of occurrence of incidents or their locations are discontinuous), then "Yes" is selected to denote that the particular attack was part of a "multiple" incident.
• 1 = "Yes" The attack is part of a multiple incident.
• 0 = "No" The attack is not part of a multiple incident.
F. Situation of Multi-Party Conflict (conflict) Categorical
Variable When there are multiple groups in conflict, and some of the groups might be committing terrorist acts, it is often difficult to attribute responsibility or to unequivocally discern various non-state actors. In this case, "Yes" is selected.
• 1 = "Yes" The incident took place in the context of a multi-party conflict.
• 0 = "No" The incident did not take place in the context of a multi-party conflict.
VII. ATTACK INFORMATION
A. Successful Attack (success) Categorical Variable
Success of a terrorist strike is defined according to the tangible effects of the attack. For example, in a typical successful bombing, the bomb detonates and destroys property and/or kills individuals, whereas an unsuccessful bombing is one in which the bomb is discovered and defused or detonates early and kills the perpetrators. Success is not judged in terms of the larger goals of the perpetrators. For example, a bomb that exploded in a building would be counted as a success even if it did not, for example, succeed in bringing the building down or inducing government repression.
= "Yes"
The incident was successful. 0 = "No"
The incident was not successful.
B. Suicide Attack (suicide) Categorical Variable
This variable is coded "Yes" in those cases where there is evidence that the perpetrator did not intend to escape from the attack alive. 1 = "Yes"
The incident was a suicide attack. 0 = "No"
The incident was not a suicide attack.
C. Attack Type (attacktype1; attacktype1_txt) Categorical Variable
Up to three attack types are recorded for each incident. This field captures the general method of attack and often reflects the broad class of tactics used. It consists of the following nine categories, which are defined below:
1= Assassination An act whose primary objective is to kill one or more specific, prominent individuals. Usually carried out on persons of some note, such as highranking military officers, government officials, celebrities, etc. Not to include attacks on non-specific members of a targeted group. The killing of a police officer would be an armed assault unless there is reason to believe the attackers singled out a particularly prominent officer for assassination.
2= Armed Assault
4=Hijacking An act whose primary objective is to take control of a vehicle such as an aircraft, boat, bus, etc. for the purpose of diverting it to an unprogrammed destination, obtain payment of a ransom, force the release of prisoners, or some other political objective. Hijackings are distinct from Hostage Taking because the target is a vehicle, regardless of whether there are people/passengers in the vehicle. 5=Hostage Taking (Barricade Incident) An act whose primary objective is to obtain political or other concessions in return for the release of prisoners (hostages). Such attacks are distinguished from kidnapping since the incident occurs and usually plays out at the target location with little or no intention to hold the hostages for an extended period in a separate clandestine location. 6=Hostage Taking (Kidnapping) As for Barricade Incident above, but distinguished by the intention to move and hold the hostages in a clandestine location. Usually in kidnappings the victims are selected beforehand. 7=Facility / Infrastructure Attack An act, excluding the use of an explosive, whose primary objective is to cause damage to a non-human target, such as a building, monument, train, pipeline, etc. Such attacks consist of actions primarily aimed at damaging property, or at causing a diminution in the functioning of a useful system (mass disruption) yet not causing direct harm to people. Such attacks include arson, cyber attacks, and various forms of sabotage. Can include acts that intend to cause harm to people as a result of the harm done to objects (e.g., blowing up a dam so that the ensuing flood will kill residents downstream). Can include acts which aim to harm an installation, yet also cause harm to people incidentally. 8=Unarmed Assault An attack whose primary objective is to cause physical harm or death directly to human beings by any means other than explosive, firearm, incendiary, or sharp instrument (knife, etc.). 
VIII.
TARGET INFORMATION
Information on up to three targets is recorded for each incident. The target information fields coded for each of the three targets include target type, target entity, name of entity, specific target, and nationality of the target.
A. A. Target Type (targtype1; targtype1_txt) Categorical Variable
The target type field captures the general type of target.
It consists of the following 22 categories, which are defined as under: 1=Business -Businesses are defined as individuals or organizations engaged in commercial or mercantile activity as a means of livelihood. Any attack on a business or private citizens patronizing a business such as a restaurant, gas station, music store, bar, café, etc. This includes attacks carried out against corporate offices or employees of firms like mining companies, or oil corporations. Furthermore, includes attacks conducted on business people or corporate officers. Included in this value as well are hospitals and chambers of commerce and cooperatives. It does not include attacks carried out in public or quasi-public areas such as "business district or commercial area", (these attacks are captured under "Private Citizens and Property", see below.) 2=Government (General) -Any attack on a government building; government member, former members, including members of political parties, their convoys, or events sponsored by political parties; political movements; or a government sponsored institution where the attack is expressly carried out to harm the government. This value includes attacks on judges, public attorneys (e.g., prosecutors), courts and court systems, politicians, royalty, head of state, government employees (unless police or military), election-related attacks, intelligence agencies and spies. 3=Police -This value includes attacks on members of the police force or police installations; this includes police boxes, patrols, Headquarters, academies, cars, checkpoints, etc. This includes attacks against jails or prison facilities, or jail or prison staff or guards. Also includes attacks against private security guards and security forces. 4= Military -Includes attacks against army units, patrols, barracks, and convoys, jeeps, etc. Also includes attacks on recruiting sites, and soldiers engaged in internal policing functions such as at checkpoints and in antinarcotics activities. It excludes attacks against militia and guerrillas, these types of attacks are coded as "Terrorist" see below.
5=Abortion Related -Attacks on abortion clinics, employees, patrons, or security personnel stationed at clinics. 6=Airports & Airlines -An attack that was carried out either against an airplane or against an airport. Attacks against airline employees while on board are also included in this value. It includes attacks conducted against airport business offices and executives. Attacks where airplanes were used to carry out the attack (such as three of the four 9/11 attacks) are not included. 7=Government (Diplomatic) -Attacks carried out against foreign missions, including embassies, consulates, etc. This value includes cultural centers that have diplomatic functions, and attacks against diplomatic staff and their families and property. 8=Educational Institution -Attacks against schools, teachers, or guards protecting school sites. Includes attacks against university professors, teaching staff and school buses. Moreover, includes attacks against religious schools in this value. As noted below in the "Private Citizens and Property" value, the database has several attacks against students. If attacks involving students are not expressly against a school, university or other educational institution or are carried out in an educational setting, they are coded as private citizens and property. This excludes attacks against military schools (attacks on military schools are coded as "Military,"). 9=Food or Water Supply -Attacks on food or water supplies or reserves are included in this value. 10=Journalists & Media -Includes, attacks on reporters, news assistants, photographers, publishers, as well as attacks on media headquarters and offices. Attacks on transmission facilities such as antennae or transmission towers are included in this value (while attacks on broadcast infrastructure are coded as "Telecommunications,"). 11=Maritime (Includes Ports and Maritime Facilities) -Implies civilian maritime. Includes attacks against fishing ships, oil tankers, ferries, yachts, etc. (Attacks on fishermen are coded as "Private Citizens and Property," see below).
• 12=NGO -Includes attacks on offices and employees of non-governmental organizations (NGOs). NGOs here are defined as primarily large multinational non-governmental organizations. These include the Red Cross and Doctors without Borders. Peacekeepers also belong to this value. This does not include labor unions, social clubs, student groups, and other non-NGO (such cases are coded as "Other".).
• 13=Other -This value includes acts of terrorism committed against targets which do not fit into other categories. Membership is broadly defined and includes informants for terrorist groups, but excludes former terrorists. This value also includes cases involving the targeting of militias and guerillas.
• 18=Tourists -This value includes the targeting of tour buses, tourists, or "tours." Tourists are persons who travel primarily for the purposes of leisure or amusement. Government tourist offices are included in this value. The attack must clearly target tourists, not just an assault on a business or transportation system used by tourists.
• 19=Transportation (Other than Aviation) -Attacks on public transportation systems are included in this value. This can include efforts to assault public buses, minibuses, trains, metro/subways, highways (if the highway itself is the target of the attack), bridges, roads, etc. The database contains a number of attacks on generic terms such as "cars" or "vehicles." These attacks are assumed to be against "Private Citizens and Property" unless shown to be against public transportation systems. In this regard, buses are assumed to be public transportation unless otherwise noted.
• 20=Unknown -The target type cannot be determined from the available information.
• 21=Utilities -This value pertains to facilities for the transmission or generation of energy. For example, power lines, oil pipelines, electrical transformers, high tension lines, gas and electric substations, are all included in this value. This value also includes lampposts or street lights. Attacks on officers, employees or facilities of utility companies excluding the type of faculties above are coded as business.
• 22=Violent Political Parties -This value pertains to entities that are both political parties (and thus, coded as "government" in this coding scheme) and terrorists. It is operationally defined as groups that engage in electoral politics and appear as "Perpetrators" in the database.
B. Target Entity (entity1; entity1_txt) Categorical Variable
The entity field refers to the type of organization or interest group represented by the specific target attacked, and provides an alternate categorization to "Target Type" above. 
C. Name of Entity (corp1) Text Variable
This is the name of the corporate entity or government agency that was targeted. If no specific entity was targeted, this field is left blank. If the element targeted is unspecified, "Unknown" is listed.
D. Specific Target (target1) Text Variable
This is the specific person, building, installation, etc., that was targeted and is a part of the entity named above.
(For example, if the U.S. Embassy in Country X was attacked the "Name of Entity" would be "U.S. Department of State" and the "Specific Target" would be "U.S. Embassy in Country X.") However, if the target includes multiple victims (e.g., in a kidnapping or assassination), only the first victim's name is recorded in this field, with remaining names recorded in the "Additional Notes" field.
E. Nationality of Target (natlty1; natlty1_txt) Categorical
Variable This is the nationality of the target that was attacked, and is not necessarily the same as the country in which the incident occurred, although in most cases it is. For hijacking incidents, the nationality of the plane is recorded and not that of the passengers. Numeric nationality codes are same as the country codes .
F. Second Target Type (targtype2; targtype2_txt)
Categorical Variable -Same as targtype1 above.
G. Second Target Entity (entity2; entity2_txt)
Categorical Variable -Same as entity1 above.
H. Name of Second Entity (corp2) Text Variable
Same as "Name of Entity" field.
I. Second Specific Target (target2) Text Variable
Conventions follow "Specific Target" field.
IX. NATIONALITY OF SECOND TARGET (NATLTY2;
NATLTY2_TXT) CATEGORICAL VARIABLE Conventions follow "Nationality of Target" field. For numeric nationality codes, as per the country codes in section V above.
A. Third Target Type (targtype3; targtype3_txt)
Categorical Variable
Conventions follow "Target Entity" field.
B. Name of Third Entity (corp3) Text Variable
Conventions follow "Name of Entity" field.
C. Third Specific Target (target3) Text Variable
D. Nationality of Third Target (natlty3; natlty3_txt)
Categorical Variable
Conventions follow "Nationality of Target" field. For numeric nationality codes, please see the country codes in section III-A.
X. PERPETRATOR INFORMATION
Information on up to three perpetrators is recorded for each incident. This includes the perpetrator group name and the perpetrator group sub-name, in addition to the specific motive of the attack and a record of whether or not the attribution of responsibility is unconfirmed.
A. Perpetrator Group Name (gname) Text Variable
This field contains the name of the group that carried out the attack. In order to ensure consistency in the usage of group names for the database, the GTD database uses a standardized list of group names that have been established by project staff to serve as a reference for all subsequent entries.
B. Perpetrator Sub-Group Namen(gsubname) Text Variable
This field contains any additional qualifiers or details about the name of the group that carried out the attack. This includes but is not limited to the name of the specific faction when available.
C. Second Perpetrator Group Name (gname2) Text Variable
This field is used to record the name of the second perpetrator when responsibility for the attack is attributed to more than one perpetrator. Conventions follow "Perpetrator Group" field.
D. Second Perpetrator Sub-Group Name (gsubname2)
Text Variable This field is used to record additional qualifiers or details about the second perpetrator group name when responsibility for the attack is attributed to more than one perpetrator. Conventions follow "Perpetrator Sub-Group Name" field.
E. Third Perpetrator Group Name (gname3) Text Variable
This field is used to record the name of the third perpetrator when responsibility for the attack is attributed to more than two perpetrators. Conventions follow "Perpetrator Group" field.
F. Third Perpetrator Sub-Group Name (gsubname3)
Text Variable This field is used to record additional qualifiers of details about the third perpetrator group name when responsibility for the attack is attributed to more than two perpetrators.
Conventions follow "Perpetrator SubGroup Name" field.
G. Specific Motive (motive) Text Variable
When reports explicitly mention a specific motive for the attack, this motive is recorded in the "Specific Motive" field.
H. Perpetrator Group(s) Suspected/Unconfirmed? (guncertain) Categorical Variable
• "Yes" is used in circumstances where a government official is reported to be expressing a suspicion, or educated guess or other unconfirmed / speculative position regarding the identity of the terrorist group mounting the attack. Cases where credible, non-government analysts identify probable perpetrators receive a "No" in this field.
• Cases where a terrorist group claims responsibility for the attack are recorded as "No" unless the source specifically notes that authorities doubt the veracity of the claim.
• Cases where a government official expresses a definite position on the perpetrator based on intelligence or other information are recorded as "No".
The perpetrator attribution(s) for the incident are unconfirmed.
• 0 = "No" The perpetrator attribution(s) for the incident are not unconfirmed.
XI. PERPETRATOR STATISTICS
A. Number of Perpetrators (nperps)Numeric Variable
This field indicates the total number of terrorists participating in the incident. (In the instance of multiple perpetrator groups participating in one case, the total number of perpetrators, across groups, is recorded). There are often discrepancies in information on this value.
Where several independent credible sources1 report different numbers of attackers, the value of this variable reflects the number given by the majority of sources, unless there is reason to do otherwise. Where there is no majority figure among independent sources, the database records the lowest preffered perpetrator figure, unless there is clear reason to do otherwise. In cases where the number of perpetrators is stated vaguely, for example "…at least 11 attackers", then the lowest possible number is recorded, in this example, "11." "-99" or "Unknown" appears when the number of perpetrators is not reported.
B. Number of Perpetrators Captured (nperpcap) Numeric Variable
This field records the number of perpetrators taken into custody.
• "-99" or "Unknown" appears when there is evidence of captured, but the number is not reported.
• Divergent reports on the number of perpetrators captured are dealt with in same manner used for the Number of Perpetrators variable described above.
XII. PERPETRATOR CLAIM OF RESPONSIBILITY
A. A. Claim of Responsibility?(claimed) Categorical
Variable This field is used to indicate whether a group or person(s) claimed responsibility for the attack. If marked "Yes", it indicates that a person or a group did in fact claim responsibility. When there are multiple perpetrator groups involved, this field refers to the First Perpetrator Group (separate fields for the Second and Third groups follow below).
• 1 = "Yes" A group or person claimed responsibility for the attack.
• 0 = "No" No claim of responsibility was made.
• -9 = "Unknown" It is unknown whether or not a claim of responsibility was made. 
B. Mode for Claim of Responsibility (claimmode; claimmode_txt) Categorical Variable
J. Competing Claims of Responsibility? (compclaim)
Categorical Variable This field is used to indicate whether more than one group claimed separate responsibility for the attack. If marked "Yes", it indicates that the groups entered in conjunction with the case each claimed responsibility for the attack (i.e., they did not work together, but each independently tried to claim credit for the attack).
• 1 = "Yes" There are competing claims of responsibility for the attack.
• 0 = "No" There are not competing claims of responsibility for the attack.
• -9 = "Unknown" It is unknown whether or not the claim of responsibility is confirmed.
XIII. WEAPON INFORMATION
Information on up to four types and sub-types of the weapons used in an attack are recorded for each case, in addition to any information on specific weapon details reported.
A. 
A. Total Number of Fatalities (nkill) Numeric Variable
• This field stores the number of total confirmed fatalities for the incident. The number includes all victims and attackers who died as a direct result of the incident.
• Where there is evidence of fatalities, but the number is not reported, "-99"or "Unknown" is the value given to this field.
• Where several independent sources report different numbers of casualties, the database will usually reflect the number given by the most recent source, unless there is reason to do otherwise. Where there are several "most recent" sources published around the same time, then the majority figure will be used. Where there is no majority figure among independent sources, the database will record the lowest proffered fatality figure, unless there is clear reason to do otherwise.
B. Number of U.S. Fatalities (nkillus) Numeric Variable
Limited to only U.S. fatalities, this field follows the conventions of "Total Number of Fatalities" above.
C. Number of Perpetrator Fatalities (nkillter)Numeric
Variable Limited to only perpetrator fatalities, this field follows the conventions of "Total Number of Fatalities" field.
D. Total Number of Injured (nwound) Numeric Variable
This field records the number of confirmed non-fatal injuries. Conventions follow the "Total Number of Fatalities" field.
E. Number of U.S. Injured (nwoundus) Numeric
Variable Conventions follow the "Number of U.S. Fatalities" field.
F. Number of Perpetrators Injured (nwoundte) Numeric Variable
Conventions follow the "Number of Perpetrator Fatalities" field.
XV. CONSEQUENCES
A. Property Damage? (property) Categorical Variable
"Yes" appears if there is evidence of property damage during the incident.
The incident resulted in property damage.
• 0 = "No" The incident did not result in property damage.
• -9 = "Unknown" It is unknown whether or not the incident resulted in property damage
B. Extent of Property Damage (propextent;
propextent_txt) Categorical Variable If "Property Damage?" is "Yes" then one of four categories describe the extent of the property damage: 1 = Catastrophic (likely > $1 billion) 2 = Major (likely > $1 million but < $1 billion) 3 = Minor (likely < $1 million) 4 = Unknown
C. Value of Property Damage (in U.S. $) (propvalue)
Numeric Variable
If "Property Damage?" is "Yes" then the exact U.S. dollar amount (at the time of the incident) of total damages is listed. If no dollar figure is reported, the field is blank. That is, a blank field here does not indicate that there was no property damage but, rather, that no precise
C. Third Source Citation (scite3) Text Variable
This field cites the first source used to compile information on the specific incident.
XIX. DATA MINING TECHNIQUES CONSIDERED
A. Traditional data mining techniques such as association analysis, classification and prediction, cluster analysis, and outlier analysis identify patterns in structured data [5] 
