Supervision in the workplace is essential as in this way we discover errors, theft and observe workers. However, supervision makes employees feel they do not have enough privacy. With the development of information technology, employers are getting new possibilities with which to control employees in the workplace. Slovenian legislation lays down conditions for the use of modern technology as well as the limits of permissible use. Abuse occurs mainly in the case of unauthorized use of technology in the areas of video, mobile, Internet and e-mail surveillance as well as the use of biometrics. The survey results show that 63% of Slovenian companies do not use information technology for surveillance in the workplace, and that 90% of executives / managers take into account moral and ethical principles when carrying out the controls.
Introduction
In the Republic of Slovenia, privacy is a constitutional right of every individual; therefore, monitoring employees is unconstitutional. At the same time, this right is protected by various kinds of laws, the most important being the Law on Personal Data Protection and adopted in the law implemented on European Directives. In compliance with the law, it is only admissible to monitor employees in so far as they are notified about this in writing and give their written consent to it. Without notification and written consent, continuous monitoring without a specific reason is not permitted. In Slovenia, it is prohibited by law to monitor employees in any way without informing them beforehand (Drozg, 2015) .
Privacy in the workplace
The issue of privacy in the workplace leads to a conflict of two rights, namely the employer's right to his or her property and the worker's right to his or her privacy. Workers are offered the use of resources and | 55 information provided by the employers in exchange for which the workers provide their knowledge and personal data necessary for the implementation of the work process. Thus, the employers have the personal data of the workers, while the workers have the employers' trade secrets. Labour legislation requires workers to perform work under the direction and supervision of the employers. Thus, employers are entitled to control the workers, but the workers must be informed in advance of the rules. Monitoring is therefore a completely legal and legitimate right of the employers (Havliček, 2012) .
Employees control
There are reasons for and against the control of the employees. The most important advantage is the security of the data necessary for the success of the company. Controlling computers is possible with a number of different types of software for controlling computer networks. They can monitor operations and employee productivity. Such software provides security, blocks certain websites, informs administrators of potential threats, and monitors the use of computers and the Internet. Supervising of office computers can protect the data on them and ensure that employees use computers for work purposes. The software is very useful and can be further adjusted to the needs of the company. It offers a worthwhile tool for ensuring the security and integrity of corporate data. Although the monitoring of computers in the workplace has become almost indispensable, employees often do not understand the reasons for this and feel exploited.
Forms of control over employees include:
• Personality and psychological testing, research of personality traits, religious and other beliefs; • Supervision of arrival and departure from the workplace (registration card, biometrics, etc.). • General video surveillance over the work and movements of the worker; • Control of telephone calls and other acoustic control (e.g. monitoring meetings); • Control over the use of the Internet;
• Control over e-mail;
• Control over the use of input-output devices (keyboard, printer, mouse, display, etc.) ; • Control over the location and movement of workers within office premises; • Control of movements of workers during the use of official cars (e.g. GPS);
Employees must be informed in advance of the employer's rules regarding the use of phone, email and the Internet as well as when and in what cases their communications can be controlled. The employer, however, cannot afford excessive restriction of the right to privacy and the right to communicate with the outside world. It also applies that the employee must agree to the supervision and that the control should be objectively justified and proportionate. As the employee is at a disadvantage, the employer must receive voluntary consent without coercion.
Means to supervise employees and the admissibility of supervision of electronic communications in Slovenia
In accordance with the labour legislation, workers must perform their work under the supervision and instruction of the employer, so the employer is, in principle, entitled to supervise their employees. This is his legitimate and legal right. However, the employer should familiarize the employees with the rules of using the telephone, e-mail or the Internet in advance, as well as in which cases their communication can be controlled. The restriction should not unduly restrict the right to privacy or to communicate with the external environment, and supervision must be justifiable and proportionate. In addition, the employee must voluntarily accept the supervision. At this point, it should be noted that with a statement of agreement, the employer acquires the right to monitor e-mail or other comparable communications that the employees exchange among themselves -i.e. within the company, however, the employer is not permitted to monitor e-mails that employees receive from a third person.
Computer
The computer provides an overview of everything typed or viewed on it in real time (or ever before). With the help of a computer, one can figure out what their employees were doing on the computer throughout their working hours and the time they spent doing it. Supervision of computer activities is very comprehensive and multi-faceted.
E-mail
The owner of the server (or the one hiring the server) has the possibility to read all the e-mails located on it. An employer who reads an employee's sent or received messages on the company computer violates the fundamental rights of workers as laid down in Article 8 of the European Convention on Human Rights, which applies irrespective of whether the worker has been informed in advance that a company's computer may not be used for non-professional purposes.
Having a look at the employee's e-mail is permissible according to legal sources, case-control and practice, provided that the conditions set out in Article 37 of the Constitution (the legal basis, the court order, only for a limited period, necessary for the institution, course of criminal proceedings or for the security of the country) and with the agreement of the participants of communication. Having a look at the employee's email is possible even in exceptional situations, such as:
• Death of an individual, the said data in his part of e-mail is necessary for the organization's operations and may cause considerable commercial damage and cannot be obtained otherwise;
• Court order;
• Commission and passed record access, audit trail;
• Unavoidably necessary intervention for safety reasons.
In addition, an employer may block a selected type of e-mail on the server (e.g. e-mail with the letters "FW" in their subject, mail that is too large), but must notify the employees in advance. An employer may not either physically or through online 'spy' programs find out which sites the employees visited in the past, from whom they received e-mails or who they sent them.
The Internet
Server control enables the monitoring of sites visited by employees on the Internet during working hours. It also gives information on how much
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time the workers spent on each site and which websites they visited the most. The employer may, in advance, technically restrict access to the Internet, but may not subsequently check and restrict URLs, size or format of attachments. The employer cannot monitor the websites visited by the user, since the list of websites visited by the user exists under the collection of personal data. Examples of hard-core provisions:
• Use of the Internet by employees may be controlled;
• As part of regular maintenance checks or by order of the responsible person, IT officers may review the accesses of individuals to different URLs and produce a report on the review of the use of the World Wide Web.
Phone
Phone calls allow the reconstruction of the entire working day with the acquisition of dialled numbers, received calls numbers, time and cost of conversations. In this way, it is possible to control the activities of employees and the use of the phone. In most cases, the employer may only require a statement of calls from the provider of telecommunications services, which does not constitute a breach of the Act on the Protection of Personal Data, since the acquisition of the statement of calls is his / her right to property. However, if the employer attempted to determine to whom the called numbers belong, this is already the processing of personal data and therefore the limit to which the employer may use the list of calls. Exceeding the amount by which an individual may use the business phone which is a frequent employees' violation is therefore necessary and must be determined with methods that will not disclose personal information and it is especially recommended to employers that the rules of phoning be determined in advance and on the basis of the written consent of the individual. By doing this, they protect themselves in advance against most potential problems.
The camcorder
Video surveillance cameras can record all events in a given area including whether employees are in their working spaces, how they circulate and where they go, whether they use the equipment the right way, and even if they are honest and not stealing, etc. Video surveillance is covered in the Personal Data Protection Act (PDPA-1) in article 74. In compliance with PDPA-1, the employer must, at the introduction of video surveillance, put a notice in a prominent position. This notice must be put up on time (before implementing video surveillance) and in a clear, visible place. PDPA-1 allows for video surveillance of access to official office or business premises and video surveillance of workspaces, each of them under different conditions.
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Video surveillance within the premises (offices, canteens, production facilities, etc.) can only be carried out in exceptional cases -such as when this is strictly necessary for the safety of people or property or for the protection of classified information and trade secrets, and this purpose cannot be achieved by milder means. Under these conditions, video surveillance can still only be used in those parts of the working premises, where the previously listed items should be protected. It is prohibited to perform video surveillance in work areas outside the workplace, particularly in changing rooms, lifts and sanitary areas. Before the implementation of video surveillance, employees must be informed of the implementation in writing before the introduction of video surveillance, however, the employer must consult with representative trade unions at the employer's place of business.
Smart cards (also RFID cards, and contactless cards)
Smart cards are plastic cards, which contain a chip in order to control all of the employees' movements in the workplace. This chip can be embedded in work clothes (e.g. a button), often without the knowledge of employees.
Biometrics
Technologies are also being developed to ensure the monitoring of employees through the reading of biometric data (fingerprints, eyes, DNA).
Psychometric methods / intelligence tests
Such methods reveal the psychological profile of an individual. Medical testing reveals the psychological and physical condition of an individual.
6 Purpose and objective of the research Surveillance in the workplace has always been implemented and, in the future, it will be even stricter. The purpose of the study is to determine whether employers monitor employees in the workplace, or use information technology to control their employees and whether they respect moral and ethical principles when carrying out such controls. The basic thesis of the research is as follows: "Employers use information technology to control employees and take into account the moral and ethical principles in the implementation of the control."
The creation of the fundamental thesis was incited by pondering whether employers in Slovenia monitor employees with information technology and whether they take into account the moral and ethical principles for the control. The main reasons for staff monitoring are: stopping the leakage of sensitive information, stopping violations of laws, limiting legal liability, controlling and reversing the loss of key communications, monitoring productivity in the workplace, preventing economic espionage and unauthorized entry into the information system as well as protecting the network against overload.
Survey results
Data collection for the quantitative research was performed with an online questionnaire. The multiple choice answers were based on a form known as the Likert scale. Respondents were asked to circle one of the five responses indicating intense validity or invalidity of the selected argument with a score of 1 meaning that the argument does not apply and 5 meaning that the argument fully applies. The sample was random and representative of Slovenian companies. 274 different Slovenian companies responded to the online survey, of which 102 companies responded by filling out the survey and of these 90 questionnaires, (32.8%) were valid. The questionnaire was conducted in the periods from 1 June 2015 to 30 June 2015 and from 21 September 2015 to 9
October 2015. Table 1 shows the composition of the sample according to demographic variables. 
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Descriptive statistics
Indicators that best describe the variable of control over employees are presented in detail in Table 2 , which also shows the descriptive analysis. All indicators were assessed on a scale from 1 to 5, wherein the selected rating 1 means "not at all true" for the selected argument and 5 "completely true". Table 3 shows the calculation of the α coefficient. The Cronbach alpha coefficient is higher than 0.8, which confirms the good reliability of the questionnaire. 
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Analysis of the reliability of the questionnaire with the Cronbach alpha coefficient
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In Table 4 , there are correlation coefficients for the survey of managers at variables: "Do you follow moral and ethical principles in the implementation of control? Does anyone ever get fired because of abusing Internet services in the workplace? Are employees informed on the correct use of Internet services ("Internet company policy") when they log in to their computer? "these are lower than 0.3, therefore, I have to exclude this variable from further analysis. In Table 3 , the total alpha amounts to 0.895; in Table 4 all the values have to move around this common alpha, in order for me to be able to confirm that this is a reliable questionnaire and no other variables need to be excluded from further analysis. Tables 5 and 6.  Table 5 shows differences depending on the company size. Wherever the rate of the characteristics was statistically significant, I calculated the multiple comparison of the company size (Table 6 ). Based on data from Tables 5 and 6 with the variable: "Have you ever taken Internet privileges from someone because of an abuse of Internet services in the workplace?" we reject the null hypothesis at a negligible level of significance and decide that all the arithmetic means are not the same. This means that the company size influences whether the company has ever taken away Internet privileges because of the abuse of Internet services in the workplace. They have the biggest impact on Internet privileges because of Internet services abuse in the workplace in small and large companies.
Based on data from Tables 5 and 6 with the variable: "Does your company have special software to monitor all the websites visited and used by employees?" we reject the null hypothesis at a negligible level of significance and decide that all the arithmetic means are not the same. This means that the company size influences whether the company has special software to monitor all websites visited and used by employees. They have the greatest impact on software to monitor all websites visited and used by employees in medium-sized companies.
Based on data from Tables 5 and 6 with the variable: "Does your company have special software to monitor all the browsing by employees at a specific time?" we reject the null hypothesis at a negligible level of significance and decide that all the arithmetic means are not the same. This means that company size influences whether a company has special software to monitor all websites visited and used by employees. They have the greatest impact on software to monitor all websites visited and used by employees at a specific time in large companies.
Based on data from Tables 5 and 6 with the variable: "Do you have, in your company's computers, a built-in monitoring system for electronic files (e.g. to find if employees transfer a file that is not work-related)?" we reject the null hypothesis at a negligible level of significance and decide that all the arithmetic means are not the same. This means that the company size influences whether the company has computers with builtin monitoring of electronic files (e.g. to find if employees have transferred a file that is not work-related). They have the greatest impact on the monitoring of electronic files (e.g. to find out if employees have transferred files that are not work-related) in large companies.
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Based on data from Tables 5 and 6 with the variable: "Have you ever restricted access to Internet services for any employee in your company?" we reject the null hypothesis at a negligible level of significance and decide that all the arithmetic means are not the same. This means that the company size influences whether the employers have ever restricted access to Internet services for some employees in their companies. They have the greatest impact on restricted access to Internet services in large companies.
Based on data from Tables 5 and 6 with the variable: "Do your employees accessing to Internet services in the workplace have the user name for the computer?" we reject the null hypothesis at a negligible level of significance and decide that all the arithmetic means are not the same. This means that the company size influences whether the employees accessing to Internet services in the workplace have a user name for the computer. They have the greatest impact on the employees accessing Internet services in the workplace with a user name for the computer in large companies.
Based on data from Tables 5 and 6 with the variable: "Do your company's computers measure the time of starting and stopping using Internet services?" we reject the null hypothesis at a negligible level of significance and decide that all the arithmetic means are not the same. This means that the company size influences whether the company measures time of entry into Internet services and time off from the Internet service providers on the computers. They have the greatest impact on the measuring the time of starting and stopping using Internet services in medium-sized and large companies.
Based on data from Tables 5 and 6 with the variable: "Does your company have a written/company's policy/manual stating that internet may only be used for work-related purposes?" we reject the null hypothesis at a negligible level of significance and decide that all the arithmetic means are not the same. This means that the company size influences whether companies have written / political paper / manuals, which state that Internet services are to be used only for official purposes. They have the greatest impact on whether companies have written / political paper / manuals, which state that Internet services are used only for official purposes in large companies.
Based on data from Tables 5 and 6 with the variable: "Have you ever given employees a form to sign stating that they would refrain from visiting offensive Internet sites during working hours?" we reject the null hypothesis at a negligible level of significance and decide that all the
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arithmetic means are not the same. This means that the company size influences whether the companies have ever made their employees sign a form stating that they would refrain from visiting offensive Internet sites during working hours. They have the greatest impact on whether the companies have ever made their employees sign a form stating that they would refrain from visiting offensive Internet sites during working hours in medium-sized companies. 
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Based on data from Table 7 with the variable: "Do you have Internet filters on the computers -blocked access to illicit, offensive Internet sites that are not work-related?" we reject the null hypothesis at the exact significance level of P = 0.0256 and take a decision that the average of computer internet filters blocking access to illicit, offensive websites which are not related to work is higher in the public sector than in the private sector.
Based on data from Tables 5 and 6 with the variable: "Does your company have special software to monitor all the websites visited and used by employees at specific time?" we reject the null hypothesis at the exact significance level of P = 0.0256 and take a decision that the variances are not the same. As we reject the assumption of equal variances, we will take into account the closeness of the t-test at the groups test. Based on data from Table 7 , we reject the null hypothesis at significance level α = 0.05 and decide that the average specific software, which the company uses to monitor all websites visited and used by employees is higher in the public sector than in the private sector.
Based on the data in Table 7 for the variables: "Do you have, in your company's computers, a built-in monitoring system for electronic files (e.g. to find if employees transfer a file that is not work-related)?" we reject the null hypothesis at P = 0.000 and take a decision, that the variances are not the same. Since we reject the assumption on the equality of variances, we will take into account the closeness at the t-test of the test group. Based on data from Table 7 , we reject the null hypothesis at significance level α = 0.05 and decide that the average control of electronic files (e.g. to find out whether the employees have transferred a file that is not work-related) in the public sector is higher than in the private sector.
Based on the data in Table 7 for the variables: "Have you ever given someone a reminder that he or she abuses Internet services in the workplace?" we reject the null hypothesis at P = 0.001 and decide that the variances are not the same. Since we reject the assumption on the equality of variances, we will take into account the closeness of the t-test at the test group. Based on data from Table 7 , we reject the null hypothesis at significance level α = 0.05 and decide that the average notices about internet abuse at the workplace given to employees is higher in the private sector than in the public sector. Table 8 shows differences according to region. Where the rate has statistically significant characteristics, I have calculated the multiple comparison regions (Table 9 ). 
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Based on data from Tables 5 and 6 with the variable: "Have you ever taken Internet privileges from someone because of an abuse of Internet services in the workplace?" we reject the null hypothesis at a negligible level of significance and decide that all the arithmetic means are not the same. This means that region will influence whether someone has taken away the internet privileges because of the abuse of Internet services in the workplace. They have the greatest impact on taking Internet privileges for abusing Internet services in the workplace in the western region.
Based on data from Tables 5 and 6 with the variable: "Does your company have special software to monitor e-mail?" we reject the null hypothesis at a negligible level of significance and decide that all the arithmetic means are not the same. This means that region influences whether any one of the employees has ever been given a formal notice on abusing Internet services in the workplace. They have the greatest impact on giving the employees formal notices on abusing Internet services in the workplace in the western region.
Based on data from Tables 5 and 6 with the variable: "Have you ever taken Internet privileges from someone because of an abuse of Internet services in the workplace?" we reject the null hypothesis at a negligible level of significance and decide that all the arithmetic means are not the same. This means that region influences whether the company has specific software to monitor e-mails. The greatest impact on the company having specific software to monitor e-mails is in the central region.
Conclusion
The rapid development of technology has enabled many new ways of working and communication as well as a number of control options, which may result in conflict between employees, employers and third parties. Most employers would like to control how employees actually work, what they do and how much of their working time is spent on nonwork related activities. For this purpose, the employers supervise activities on company computers, which can even be connected through video surveillance via video cameras. Many companies keep important data on business computers, networks and databases. This data represents a potential security risk, which is another reason for the protection and control of communications. At the same time, the employer must take into account that the employee has a right to privacy even in the workplace.
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The research problem was founded on the supervision of employees in Slovenia and to what extent employers use information technology for this control and take into account the moral and ethical principles when carrying out the control. From the research, we can conclude that almost half of employers do not supervise employees in the workplace. Employers should monitor employees more in the workplace in order to stop the leakage of sensitive information, stop violations of laws, limit legal liability, increase productivity in the workplace, prevent economic espionage and unauthorized entry in the company's information system and protect their network against an overload. Employers should use information technology to supervise employees. Employers should tell employees that supervision is useful for business operations and therefore also necessary. However, it should be noted that control of the employees may only be carried out in accordance with the law and the employees must be informed about it. If these two requirements are not met, the company's employees should report the infringements of the control to the Information Commissioner.
Monitoring is essential and always present; it is also understandable and logical. The control becomes dangerous when someone abuses it. It is therefore particularly important that individuals especially are aware of their rights and the possibilities of protection offered to them by law. One of their rights is notifying the Information Commissioner. The Information Commissioner has published the 10 most common violations of the PDPA-I in labour relations:
• Insight into employees' e-mails and control over the use of the Internet; • Obtaining employees' health data; • Improper exercise of sick leave supervision;
• Unfounded video surveillance of workspaces;
• Employers fail to notify employees in writing of the introduction of video surveillance; • Employers do not adequately protect the employees' personal data records; • Unfounded tracking of the employees with GPS devices, mobile phones, etc.
• Unfounded control of the employees' telephone calls; • Employers do not allow workers to be aware of their own personal data; • Excessive collection of employees' personal data.
