Abstract
maximum throughput to maximum distance while offering 99.999 percent reliability. The IEEE 802.16 standard specifies the Physical (PHY) Layer and Medium Access Control (MAC) layer for BWA within MAN.
In this paper we will develop the technical and characteristics that make WiMAX technology better in certain environments for its implementation. We will focus in Fixed WiMAX because there is a case study in this paper based in that type of WiMAX.
II. Wireless Broadband
The term wireless broadband generally refers to high-speed data transmissions occurring within an infrastructure of more or less fixed points, including both stationary subscriber terminals and service provider base stations. Wireless broadband refers to technologies that use point-to-point or point-to-multipoint microwave in various frequencies between 2.5 and 43 GHz to transmit signals between hub sites and an end-user receiver. While on the network layer, they are suitable for both access and backbone infrastructure, it is in the access network where wireless broadband technology is proliferating. As a consequence, the terms "wireless broadband" and "wireless broadband access" are used interchangeably.
The non line-of-sight (NLOS) technologies provide advantages in terms of ease of deployment and wider network coverage. WiMAX counts with this advantage. While many technologies currently available for fixed broadband wireless can only provide line of sight coverage, the technology behind WiMAX has been optimized to provide excellent non line of sight coverage. The Figure-1 shows network types available.
WiMAX advanced technology provides the best of both worlds: Large coverage distances of up to 50 kilometers under LOS conditions and typical cell radii of up to 8 kilometers under NLOS conditions. IEEE 802.16, which is a MAN wireless architecture, currently offers two use cases and soon there will be a third means of interconnection. The first two methods are fixed backhaul and cellular like system. The third architecture is meshing interconnection.
The typical deployment scenarios for WiMAX systems are: Backhaul: Point-to-Point antennas are used to connect BSs located across long distance. Backhaul refers to the connection from an access point or base station back to a central office facility. The Figure-3 Determining Basic Network Architecture. The basic network architectures are point-to-point, point-to-consecutive-point, point-to-multipoint, and mesh. In this paper we will focus in point-topoint and point-to-multipoint network architectures. To implement network architecture we have to know the requirements of the implementation because each network has different transmissions bands. Transmissions in the highest band 59GHz to 64GHz can never be point-to-multipoint or mesh architecture, but a point-to-point connection does. Point-tomultipoint is encountered below the band of 3GHz.
A point-to-multipoint architecture allows the network operator to reach the most subscribers at the lowest cost. While point-to-point provides a directional and unique connection between transmitter and receiver, do not permit any-to-any connectivity. A point-to-consecutive-point is a point to point network in which the signal path returns to its origin point and forms a closed loop. The Figure- OFDM (orthogonal frequency division multiplex) is a modulation that makes reason to WiMAX offers links of high speed and features extras leading the technology to be one of the best in the market. These are known as the resistance to fade in multi-trajectories and noise in space. So far has been revised in brief and the concept of OFDM, in the following paragraphs will be approach from the perspective of WiMAX the using of other technologies. OFDMA is a technique for multiple accesses based on OFDM, where the user is often of the 10 KHz and that is assigned to one or more th LACCEI Annual International Conference: "Engineering Education Facing the Grand Challenges, What Are We Doing?" July 29-31, 2015, Santo Domingo, Dominican Republic orthogonal subcarriers spread over, so that users share the bandwidth. The way the orthogonal subcarriers spread over are allocated depends on the strategy of the operator, as they have direct relationship with the quality of service and the transfer rate.
The first incursion implanted in the cell phones was in the access WiMAX, static and mobile. A benefit of this technique is the easy adaptation to different bandwidths, which resolves problems of assignments multi-frequency blocks.
The benefit of the branch is that allows you to solve one of the current challenges in the wireless systems or multi-trajectory effect. This is the cause of the delays in the spread of the obstacles to a transmitting and receiving, which the same signal reaches at different stages of time. In a comparison between networks CDMA and OFDM the difference may be in the order of 100 microseconds less.
One of the main features which provides OFDM, and which now enjoy systems WiMAX, is the use of advanced signal processing, such as the MIMO. In MIMO, the system takes the fact that the signal received in an antenna can be quite different from the received signal of a second antenna. High population in places where it is common to have many of the multi-trajectories problems it takes to another signal transmission of each antenna to the same frequency.
WiMAX and IP. The protocol IP (Internet Protocol) is one of the great advantages that use IP to work efficiently. To be a protocol that is not geared to connection provides a simpler structure and it takes advantage of better way because systems offer Quality of Service (QoS). This is why for that WiMAX being a technology of extremes to such extremes that offers high data rates and extensive coverage in the area WiMAX should you go through border of the IP protocol. This technique is supported by WiMAX.
Features:
 Coverage from end to end. Necessary for WiMAX since it is not exclusive for use with the Internet, it uses in networks that are dedicated which have no relationship to the Internet.
 Offers Quality of Service (QoS) for connection reliability.
WiMAX and AAS Figura 7 -Base Station with AAS
Adaptive Antenna System (AAS) focus its transmit energy to the direction of a receiver. While receiving, it can focus to the direction of the transmitting device. The technique used in AAS is known as beam forming. It works by adjusting the width and the angle of the antenna radiation pattern.
Combined with multiple antennas in the Base Station (BS), AAS can be used to serve multiple Subscriber Stations (SSs) with higher throughput. A technique known as SDMA (Space Division Multiple Access) is employed here where multiple SSs that are separated (in space) can transmit and receive at the same time over the same subchannel.
AAS also eliminates interference to and from other SSs and other sources by steering the nulls to the direction of interferers. AAS is an optional feature in WiMAX and not included in WiMAX certification. But due to its effectiveness in improving performance and coverage especially in Mobile WiMAX case, many vendors integrate AAS capability into their products. WiMAX and AES. Encryption is a mechanism that protects data confidentiality and integrity. Encryption takes plaintext (i.e., your data) and mixes that information using a complex mathematical algorithm to produce cipher text.
The The receiver of the cipher text simply reverses the process to recover the plaintext. In order for this process to work, the transmitter and the receiver must share the same encryption key.
WiMAX Security. The word security implies a broad and complex subject. This section will provide only a brief introduction to security, introducing some terminology and security mechanisms relate especially with WiMAX.The basic requirements to have well-designed security architecture for a wireless communication system is: Privacy, data integrity, authentication, authorization and access control.
Security is handled at various layers in the IP Stack, for example; at the link layer we have AES encryption, while at the network layer we have Firewall, IPSec and RADIUS Servers. In WiMAX security is implemented in the MAC Layer.
WiMAX is a technology that from the beginning was created to provide a robust security inherent. This standard provides methods for ensuring user data privacy and preventing unauthorized access. spectrum to deliver connection to a network, in most cases the internet. In the other hand, Wi-Fi uses unlicensed spectrum to deliver access to a local network.  WiMAX runs a connection oriented MAC, but Wi-Fi runs on the CSMA/CA protocol which is connection less and connection based
The following WiMAX is a new wireless technology that has been applied in all over the world. For this reason, we had our choice of WiMAX to know much better about this technology and offer another technology implementation to the university.
After the explanation about WiMAX described in the previous chapters, we will apply this technology to connect ITLA Las Americas with ITLA Santiago, with a point-to-point Fixed WiMAX network connection. This Fixed Wireless Access (FWA) is a solution for last mile access. In this system both the sender and receiver are both stationary that is why it is called Fixed. The Point-to-Point Fixed WiMAX connection consists of two base stations with the communication statically configured for a link between these two base stations.
This implementation is also known as Fixed WiMAX Backhaul because the connection will comprise the intermediate links between the core network or backbone, which one is in ITLA Las Americas, and a small sub network at the edge that will be ITLA Santiago.
Geographic Area. Below we have a representative map showing the distance that which is ITLA Santiago from ITLA Las Americas. We can see the range that we have to cover to make a connection of these two points by This connection is going to be LOS (Line-of Sight), and will cover 45 kilometers. The connection will deliver a minimum of 40Mps and a maximum of 72 Mbps. Security will be implemented in the Base Stations. The Authentication to be used will be x.509 certificates within 56-bit DES Encryption. For authentication between base stations and subscriber station will be used Privacy Key Management (PKM).
The antennas or Radio Towers will be 60 meters up from the earth. Both of the base station will work with a WiMAX radio (Figure-11) , and this radio contains the transmitter and receiver. The WiMAX radio will be protected from extremes heat cold and humidity. The antenna will be connected to the WiMAX radio by a cable called pigtail. For the implementation we will keep the pigtail the most shot as possible to avoid lost signal between the radio and the antenna.
Figure16-WiMAX Radio
The antennas to be used will be Directional, especially Panel antennas or flat panel ones (Figure-12 ). The Ethernet cable that connects the radio and the antenna will be performed by Power over Ethernet (PoE). A WiMAX CPE receives the services. There will be use an Outdoor CPE (Customer Premise Equipment); the reception is not impeded by walls, RF blocking glass or steel in the building's walls. Using an Outdoor CPE (Figure-13 ) the reception via LOS (Line of sight) connection will be maximized. Two WiMAX RF Repeaters will be used between the Base Stations to extend the coverage of the Base, providing broadband coverage to the last mile. The WiMAX RF Repeater will provide better signal quality and cell coverage extension for this Wireless Broadband Service Implementation.
The repeater allows system operators to bypass direct LOS obstacles between the base station and areas with new subscribers, extending coverage beyond the Base Station standard range. VistaMAX OSR3500 Outdoor CPE. This device has been choosing because it is also a WiMAX Forum certified product and offers all the technical's capabilities to provide a great network performance. Solutions. This point-to-point bridge solution from LigoWave has been choosing because it delivers true TCP throughput up to 40Mbps. It also has an integrate antenna that cover long distances and offers an advanced software mechanism to provide optimal point-to-point connectivity for highthroughput. WiMAX Repeater5.8 and 5.4 GHz Band. This equipment will be provided by Albentina Systems a Europe company that offers Wireless Broadband solutions. Its web site is www.albentia.com. We have chosen this equipment because it is compatible with any WiMAX equipment and it is totally transparent to the Base Station and CPEs connected through the repeater. It has also compact form factor and low power consumption. A great deal to work in is complement WiMAX and Wi-Fi together, like if they were a hybrid network. This will provide better networks implementations and cost-effective networks coverage.
WiMAX like a technology that promises to deliver high data rates, is so much expensive, and implementing it with Wi-Fi can reduce the high price that comprise WiMAX networks implementations.
There is a disadvantage of WiMAX so important to know and keep in mind and is about the very power intensive technology that WiMAX is and the strong electrical support it required. This is a turning point for mobile devices which ones rely on batteries.
WiMAX offers develop and covering area wireless access without the need to implement a proper infrastructure such as cabling and jacking the wireless.
