We analyze surface codes, the topological quantum errorcorrecting codes introduced by Kitaev. In these codes, qubits are arranged in a two-dimensional array on a surface of nontrivial topology, and encoded quantum operations are associated with nontrivial homology cycles of the surface. We formulate protocols for error recovery, and study the efficacy of these protocols. An order-disorder phase transition occurs in this system at a nonzero critical value of the error rate; if the error rate is below the critical value (the accuracy threshold), encoded information can be protected arbitrarily well in the limit of a large code block. This phase transition can be accurately modeled by a three-dimensional Z2 lattice gauge theory with quenched disorder. We estimate the accuracy threshold, assuming that all quantum gates are local, that qubits can be measured rapidly, and that polynomialsize classical computations can be executed instantaneously. We also devise a robust recovery procedure that does not require measurement or fast classical processing; however for this procedure the quantum gates are local only if the qubits are arranged in four or more spatial dimensions. We discuss procedures for encoding, measurement, and performing faulttolerant universal quantum computation with surface codes, and argue that these codes provide a promising framework for quantum computing architectures.
I. INTRODUCTION
The microscopic world is quantum mechanical, but the macroscopic world is classical. This fundamental dichotomy arises because a coherent quantum superposition of two readily distinguishable macroscopic states is highly unstable. The quantum state of a macroscopic system rapidly decoheres due to unavoidable interactions between the system and its surroundings.
Decoherence is so pervasive that it might seem to preclude subtle quantum interference phenomena in systems with many degrees of freedom. However, recent advances in the theory of quantum error correction suggest otherwise [1, 2] . We have learned that quantum states can be cleverly encoded so that the debilitating effects of decoherence, if not too severe, can be resisted. Furthermore, fault-tolerant protocols have been devised that al- * CALT-68-2346 † edennis@princeton.edu ‡ kitaev@iqi.caltech.edu § alandahl@theory.caltech.edu * * preskill@theory.caltech.edu low an encoded quantum state to be reliably processed by a quantum computer with imperfect components [3] . In principle, then, very intricate quantum systems can be stabilized and accurately controlled. The theory of quantum fault tolerance has shown that, even for delicate coherent quantum states, information processing can prevent information loss. In this paper, we will study a particular approach to quantum fault tolerance that has notable advantages: in this approach, based on the surface codes introduced in [4, 5] , the quantum processing needed to control errors has especially nice locality properties. For this reason, we think that surface codes suggest a particularly promising approach to quantum computing architecture.
One glittering achievement of the theory of quantum fault tolerance is the threshold theorem, which asserts that an arbitrarily long quantum computation can be executed with arbitrarily high reliability, provided that the error rates of the computer's fundamental quantum gates are below a certain critical value, the accuracy threshold [6] [7] [8] [9] [10] . The numerical value of this accuracy threshold is of great interest for future quantum technologies, as it defines a standard that should be met by designers of quantum hardware. The critical error probability per gate p c has been estimated as p c > ∼ 10 −4 ; very roughly speaking, this means that robust quantum computation is possible if the decoherence time of stored qubits is at least 10 4 times longer than the time needed to execute one fundamental quantum gate [11] , assuming that decoherence is the only source of error.
This estimate of the accuracy threshold is obtained by analyzing the efficacy of a concatenated code, a hierarchy of codes within codes, and it is based on many assumptions, which we will elaborate in Sec. II. For now, we just emphasize one of these assumptions: that a quantum gate can act on any pair of qubits, with a fidelity that is independent of the spatial separation of the qubits. This assumption is clearly unrealistic; it is made because it greatly simplifies the analysis. Thus this estimate will be reasonable for a practical device only to the extent that the hardware designer is successful in arranging that qubits that must interact are kept close to one another. It is known that the threshold theorem still applies if quantum gates are required to be local [7, 12] , but for this realistic case careful estimates of the threshold have not been carried out.
We will perform a quite different estimate of the accuracy threshold, based on surface codes rather than concatenated codes. This estimate applies to a device with strictly local quantum gates, if the device is controlled by a classical computer that is perfectly reliable, and whose clock speed is much faster than the clock speed of the quantum computer. In this approach, some spatial nonlocality in effect is still allowed, but we demand that all the nonlocal processing be classical. Specifically, an error syndrome is extracted by performing local quantum gates and measurements; then a classical computation is executed to infer what quantum gates are needed to recover from error. We will assume that this classical computation, which actually requires a time bounded above by a polynomial in the number of qubits in the quantum computer, can be executed in a constant number of time steps. Under this assumption, the existence of an accuracy threshold can be established and its value can be estimated. If we assume that the classical computation can be completed in a single time step, we estimate that the critical error probability p c per qubit and per time step satisfies p c ≥ 1.7×10 −4 . This estimate applies to the accuracy threshold for reliable storage of quantum information, rather than for reliable processing. The threshold for quantum computation is not as easy to analyze definitively, but we will argue that its numerical value is not likely to be substantially different.
We believe that principles of fault tolerance will dictate the shape of future quantum computing architectures. In Sec. II we compile a list of hardware features that are conducive to fault-tolerant processing, and outline the design of a fault-tolerant quantum computer that incorporates surface coding. We review the properties of surface codes in Sec. III, emphasizing in particular that the qubits in the code block can be arranged in a planar sheet [13, 14] , and that errors in the syndrome measurement complicate the recovery procedure. The core of the paper is Sec. IV, where we relate recovery from errors using surface codes to a statistical-mechanical model with local interactions. In the (unrealistic) case where syndrome measurements are perfect, this model becomes the two-dimensional Ising model with quenched disorder, whose phase diagram has been studied by Monte Carlo simulations. These simulations indicate that if the syndrome information is put to optimal use, error recovery succeeds with a probability that approaches one in the limit of a large code block, if and only if both phase errors and bit-flip errors occur with a probability per qubit less than about 11%. In the more realistic case where syndrome measurements are imperfect, error recovery is modeled by a three-dimensional Z 2 gauge theory with quenched disorder, whose phase diagram (to the best of our knowledge) has not been studied previously. The third dimension that arises can be interpreted as time -since the syndrome information cannot be trusted, we must repeat the measurement many times before we can be confident about the correct way to recover from the errors. We argue that an order-disorder phase transition of this model corresponds to the accuracy threshold for quantum storage, and furthermore that the optimal recovery procedure can be computed efficiently on a classical computer. We proceed in Sec. V to prove a rather
with probability below 1.14%. Tighter estimates of the accuracy threshold could be obtained through numerical studies of the quenched gauge theory.
In deriving this accuracy threshold for quantum storage, we assumed that an unlimited amount of syndrome data could be deposited in a classical memory, if necessary. But in Sec. VI we show that this threshold, and a corresponding accuracy threshold for quantum computation, remain intact even if the classical memory is limited to polynomial size. Then in Sec. VII we analyze quantum circuits for syndrome measurement, so that our estimate of the accuracy threshold can be reexpressed as a fidelity requirement for elementary quantum gates. We conclude that our quantum memory can resist decoherence if gates can be executed in parallel, and if the qubit decoherence time is at least 6000 times longer than the time needed to execute a gate. In Sec. VIII we show that encoded qubits can be accurately prepared and reliably measured. We also describe how a surface code with a small block size can be built up gradually to a large block size; this procedure allows us to enter a qubit in an unknown quantum state into our quantum memory with reasonable fidelity, and then to maintain that fidelity for an indefinitely long time. We explain in Sec. IX how a universal set of quantum gates acting on protected quantum information can be executed fault-tolerantly.
Most of the analysis of the accuracy threshold in this paper is premised on the assumption that qubits can be measured quickly and that classical computations can be done instantaneously and perfectly. In Sec. X we drop these assumptions. We devise a recovery procedure that does not require measurement or classical computation, and infer a lower bound on the accuracy threshold. Unfortunately, though, the quantum processing in our procedure is not spatially local unless the dimensionality of space is at least four. Sec. XI contains some concluding remarks.
This paper analyzes applications of surface coding to quantum memory and quantum computation that could in principle be realized in any quantum computer that meets the criteria of our computational model, whatever the details of how the local quantum gates are physically implemented. It has also been emphasized [4, 5] that surface codes may point the way toward realizations of intrinsically stable quantum memories (physical fault tolerance). In that case, protection against decoherence would be achieved without the need for active information processing, and how accurately the protected quantum states can be processed might depend heavily on the details of the implementation.
II. FAULT TOLERANCE AND QUANTUM ARCHITECTURE
To prove that a quantum computer with noisy gates can perform a robust quantum computation, we must make some assumptions about the nature of the noise and about how the computer operates. In fact, similar assumptions are needed to prove that a classical computer with noisy gates is robust [15] . Still, it is useful to list these requirements -they should always be kept in mind when we contemplate proposed schemes for building quantum computing hardware:
• Constant error rate. We assume that the strength of the noise is independent of the number of qubits in the computer. If the noise increases as we add qubits, then we cannot reduce the error rate to an arbitrarily low value by increasing the size of the code block.
• Weakly correlated errors. Errors must not be too strongly correlated, either in space or in time. In particular, fault-tolerant procedures fail if errors act simultaneously on many qubits in the same code block. If possible, the hardware designer should strive to keep qubits in the same block isolated from one another.
• Parallel operation. We need to be able to perform many quantum gates in a single time step. Errors occur at a constant rate per unit time, and we are to control these errors through information processing. We could never keep up with the accumulating errors except by doing processing in different parts of the computer at the same time.
• Reusable memory. Errors introduce entropy into the computer, which must be flushed out by the error recovery procedure. Quantum processing transfers the entropy from the qubits that encode the protected data to "ancilla" qubits that can be discarded. Thus fresh ancilla qubits must be continually available. The ability to erase (or replace) the ancilla quickly is an essential hardware requirement [16] .
In some estimates of the threshold, additional assumptions are made. While not strictly necessary to ensure the existence of a threshold, these assumptions may be useful, either because they simplify the analysis of the threshold or because they allow us to increase its numerical value. Hence these assumptions, too, should command the attention of the prospective hardware designer:
• Fast measurements. It is helpful to assume that a qubit can be measured as quickly as a quantum gate can be executed. For some implementations, this may not be a realistic assumption -measurement requires the amplification of a microscopic quantum effect to a macroscopic signal, which may take a while. But by measuring a classical error syndrome for each code block, we can improve the efficiency of error recovery. Furthermore, if we can measure qubits and perform quantum gates conditioned on classical measurement outcomes, then we can erase ancilla qubits by projecting onto the {|0 , |1 } basis and flipping the qubit if the outcome is |1 .
• Fast and accurate classical processing. If classical processing is faster and more accurate than quantum processing, then it is beneficial to substitute classical processing for quantum processing when possible. In particular, if the syndrome is measured, then a classical computation can be executed to determine how recovery should proceed. Ideally, the classical processors that coordinate the control of the quantum computer should be integrated into the quantum hardware.
• No leakage. It is typically assumed that, though errors may damage the state of the computer, the qubits themselves remain accessible -they do not "leak" out of the device. In fact, at least some types of leakage can be readily detected. If leaked qubits, once detected, can be replaced easily by fresh qubits, then leakage need not badly compromise performance. Hence, a desirable feature of hardware is that leaks are easy to detect and correct.
• Nonlocal quantum gates. Higher error rates can be tolerated, and the estimate of the threshold is simplified, if we assume that two-qubit quantum gates can act on any pair of qubits with a fidelity independent of the distance between the qubits. However useful, this assumption is not physically realistic. What the hardware designer can and should do, though, is try to arrange that qubits that will need to interact with one another are kept close to one another. In particular, the ancilla qubits that absorb entropy should be carefully integrated into the design [12] .
If we do insist that all quantum gates are local, then another desirable feature is:
• High coordination number. A threshold theorem applies even if qubits form a one-dimensional array [7, 12] . But local gates are more effective if the qubits are arranged in three dimensions, so that each qubit has more neighbors.
Suppose, then, that we are blessed with an implementation of quantum computation that meets all of our desiderata. Qubits are arranged in a three-dimensional lattice, and can be projectively measured quickly. Reasonably accurate quantum gates can be applied in parallel to single qubits or to neighboring pairs of qubits.
