Understanding Users\u27 Motivations for Using Privacy Settings to Cope With Privacy Threats in Social Networking Sites: An Empirical Study by Farivar, Samira & Yuan, Yufei
Association for Information Systems
AIS Electronic Library (AISeL)
SIGHCI 2015 Proceedings Special Interest Group on Human-ComputerInteraction
12-13-2015
Understanding Users' Motivations for Using
Privacy Settings to Cope With Privacy Threats in
Social Networking Sites: An Empirical Study
Samira Farivar
McMaster University, farivas@mcmaster.ca
Yufei Yuan
McMaster University, yuanyuf@mcmaster.ca
Follow this and additional works at: http://aisel.aisnet.org/sighci2015
This material is brought to you by the Special Interest Group on Human-Computer Interaction at AIS Electronic Library (AISeL). It has been accepted
for inclusion in SIGHCI 2015 Proceedings by an authorized administrator of AIS Electronic Library (AISeL). For more information, please contact
elibrary@aisnet.org.
Recommended Citation
Farivar, Samira and Yuan, Yufei, "Understanding Users' Motivations for Using Privacy Settings to Cope With Privacy Threats in Social
Networking Sites: An Empirical Study" (2015). SIGHCI 2015 Proceedings. 1.
http://aisel.aisnet.org/sighci2015/1
Farivar et al.  Understanding users' motivations for using privacy settings in SNSs 
Proceedings of the Thirteenth Annual Workshop on HCI Research in MIS, Fort Worth, Texas, USA, December 13, 2015 
 1 
Understanding users' motivations for using privacy 
settings to cope with privacy threats in Social Networking 
Sites: An empirical study 
Poster 
 
Samira Farivar 
DeGroote School of Business,McMaster 
University 
farivas@mcmaster.ca 
Yufei Yuan 
DeGroote School of Business,McMaster 
University  
yuanyuf@mcmaster.ca 
 
ABSTRACT 
Social Networking Sites (SNSs) are becoming increasingly 
important. Although these websites bring several 
advantages to their users, there are also severe potential 
privacy threats due to the wide disclosure of sensitive 
personal information. Most of these websites provide some 
mechanisms (privacy settings) for their users to apply in 
order to mitigate the privacy threats. In this study, we 
comprehensively analyze potential privacy threats of SNSs 
and the possible mechanisms for mitigating these threats. 
Furthermore, we extend protection motivation theory to 
explore the users’ motivations for exercising SNSs’ privacy 
settings. To test our proposed framework, we will conduct 
an online survey whose participants will be users of the two 
most popular SNSs (Facebook.com and Twitter.com).
 
 
