The optimal tools selection for design of web-based visual mining client for real time fraud detection systems was discussed. The features of modern real time fraud detection software were analyzed. The necessity of transition to using of web-based technologies for client software design was shown. The market of web-frameworks and browser to web-server data exchange technologies were investigated. Basing on experimental research the most efficient toolset for design of web-client software for real time fraud detection systems was offered.
Introduction
There is a hyperactive evolution of information technology worldwide. This has led to automation of various fields of human activities, ranging from telecommunications environment to the law enforcement field. Not an exception is the issue of countering fraud. Databases, OLAP-systems, Data Mining and Visual Mining technologies have become powerful tools of modern financial monitoring institutions. Nevertheless, even the use of powerful mathematical instruments and software does not allow counteracting the fraud without human control. Therefore, the final step in the fraud-detection process is always the decision to involve an operational law enforcement, which takes an expert analyst.
The effectiveness of protecting the financial structure from fraud and illegal activity depends on the speed and effectiveness of these analysts. Providing the ergonomics and simplicity of software, which financial monitoring specialists use, is the primary task of the management of any financial institution, such as commercial banks or state institutions that provides the economic security of the country.
Improvement of hardware and data mining methods has led to the differentiation of modern tools of preventing fraud and rapid response to illegal actions. There are two main categories: post-factum analysis tools and real time tools. The second one is of greatest interest today, as it allows to quickly react to illegal activities and thus prevent fraud or minimize its effects in "hot pursuit". Such technologies are now widely used both in the banking sector and in many others fields, such as the field of electronic payments, Internet trading, etc. For example, the issues of real-time fraud detection among the Internet trading environment are devoted to a number of works. Today the most interesting of them were written by J. Akhilomen [1] and F.Carcillo [2] . J. Akhilomen in his work described the problem of rapid tracking facts of fraud with credit cards when paying using Internet. This solution based on the neural network methods. In turn, F. Carcillo solves a similar problem using Big Data methods and machine learning. W.N. Robinson [3] offers methods that solve the problem in a narrower field.
He describes the creating of real-time system, which allows detecting the fraud when using prepaid cards. The solution is based on divergence analysis of the hidden Markov Today technological software tools for creation of visual content are widely represented. They include both low-level tools such as SVG, WebGL, Flash and high-level tools such as HighSharts or jqPlot that implements ready to use visualization templates using Java or Javascript. Thus, for example, in the works written by of D. Lv [5] and M. Pignatelli [6] , the problem of scientific visualization based on SVG technology is described. A. Arbelaiz [7] , in his work, demonstrated the possibilities of modern web-technologies using WebGL library for constructing three-dimensional scenes. The technology of using jqPlot tools for scientific visualization is widely represented in work written by K. Wang [8] . In particular, the problem of visualization of the results obtained in the Antarctic by analytical data set processing was discussed. Of particular interest is the work of L. Chi [9] describing the main features of modern tools for web visualization, oriented to work with mobile devices.
Thus, the problem of choosing the software for creating visual content in web applications is adequately viewed. Unfortunately, the problem of choosing the mechanisms for rapid data exchange between the browser and the web server with the local Data
Mining system does not have ready to use solutions and requires detailed research.
Real-time interaction between the browser and the web server
It is worth noting that the real-time interaction technologies between the browser and the web server are in demand not only in the field of countering fraud, but in many other fields of human activity. For example, in work written by S. Mijovic [10] , the problem of using the technology of real-time interaction between a web browser and a web server for developing the Internet of things elements is described. N.V.
Lukyanova [11] , in her work, shows the popularity of these technologies in the field of higher education. Events -SSE). In detail, the basic communication technologies in web applications are described by K. Shuang [12] The technology of polling is a periodical refreshing of the page using JavaScript, for example, every 5 seconds. This technology is the least demanding for the client browser version, but it has some significant disadvantages, such as a continual high load on the client browser due to the frequent page reloads and a continual high load on the network and the web server due to the large quantity of requests. The technology of long polling is a sending ajax-message to the web server by the browser. The server ends the processing of ajax-message only if there are any special events. The advantage of this approach is that older browsers support this technology as well (within reasonable limits). The disadvantage is the complexity of the ajaxrequest to the web server, which is higher than the usual TCP / IP socket.
Technologies that use both WebSockets and server-side HTML 5 events are in fact based on establishing a connection using a protocol that is an add-on over TCP / IP between clients and the server. The advantage of this approach is the simplicity of the connection, achieved due to the renunciation of the HTTP protocol. The disadvantage is that older browsers do not support it. The most evolving among the technologies using webSockets or sent HTML5 events to the server are webSockets.
Thus, today there are only technologies using webSockets or long polling that can be used for fraud detection visualization tasks in the field of financial monitoring.
Therefore, the choice of real-time communication technology between the browser and the web server for such tasks can be reduced to a choice between them. In this paper, a study has been performed to determine the most effective of these tools in the framework of modern free software technologies for web development.
Selection of web-client design technology for fraud detection software
The research on modern market of web frameworks using webSockets or long polling data exchange has been done to find out best combination of technologies for design of fraud detection software. 
Conclusion
As a result of experimental research the most efficient toolset for design of webclient software for real time fraud detection systems was offered. The optimal free software combination is the symbiosis with Ruby on Rails framework and long polling technology based on gem-package MessageBus.
