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September 15, 2005
This exposure draft contains an important proposal for review and comment by the AICPA’s
membership and other interested parties regarding pronouncements for possible adoption by the
Professional Ethics Executive Committee (the PEEC, or committee). The text and an explanation
of the proposed pronouncements are included in this exposure draft.
After the exposure period is concluded and the committee has evaluated the comments, the
committee may decide to publish one or more of the proposed pronouncements. Once published,
the pronouncements become effective on the last day of the month in which they are published in
the Journal of Accountancy, except as may otherwise be stated in the pronouncements.
Your comments are an important part of the standard-setting process. Please take this
opportunity to comment. Responses must be received at the AICPA by December 16, 2005. All
written replies to this exposure draft will become part of the public record of the AICPA and will
be available for inspection at the office of the AICPA after January 16, 2006, for a period of one
year.
All comments received will be considered by the committee at an open meeting that will be
announced in the CPA Letter and posted to the division’s Web site.
Please send comments to Lisa A. Snyder, Director, AICPA Professional Ethics Division,
Harborside Financial Center, 201 Plaza Three, Jersey City, NJ 07311-3881 or via the Internet to
lsnyder@aicpa.org. Comments submitted via electronic mail are encouraged and would be
appreciated.
Sincerely,

Bruce P. Webb
Chair
AICPA Professional Ethics
Executive Committee

Lisa A. Snyder
Director
AICPA Professional
Ethics Division
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Proposed Revision to Interpretation 101-1, Including Application
of the Conceptual Framework for AICPA Independence Standards
[Explanation]
The AICPA Professional Ethics Executive Committee (the PEEC, or committee) is exposing for
comment a proposed revision to interpretation 101-1, Interpretation of Rule 101, under Rule 101,
Independence [ET sec. 101.02], of the AICPA’s Code of Professional Conduct (the Code), and is
also exposing for comment the Conceptual Framework for AICPA Independence Standards
(Conceptual Framework), which is related to that revision.
Interpretation 101-1’s section “Other Considerations” acknowledges that it is not possible for the
committee to promulgate independence standards that will cover all circumstances in which the
appearance of a member’s independence might be questioned. Accordingly, in cases where a
relationship between the member and the client, or others associated with the client, is not
addressed by an independence interpretation or ruling in the Code, the “Other Considerations”
section has, for a number of years, required members to consider whether that relationship
“would lead a reasonable person aware of all the relevant facts to conclude that there is an
unacceptable threat to the member’s and the firm’s independence.” The proposed revision would
provide members with guidance in complying with that requirement and would include a new
requirement to document the threats to independence that are not at an acceptable level and the
safeguards applied to address those threats.
Although the “Other Considerations” section of interpretation 101-1 requires members to
consider whether a relationship between a member and a client that is not addressed in the Code
would pose an unacceptable threat to the member’s independence, it currently provides no
guidance to assist members in making that consideration. Further, while interpretation 101-1
implies that members should take appropriate action if they identify an unacceptable threat, it
does not describe the course of action.
Because the “Other Considerations” requirement entails assessing whether a threat to
independence exists and, if so, whether that threat is at an unacceptable level, the committee
concluded that the Conceptual Framework should be used in making that assessment. The
Conceptual Framework describes the risk-based approach the PEEC uses to analyze
independence matters when developing independence standards. Under that approach, a
member’s relationship with a client is analyzed to determine whether it poses an unacceptable
risk to the member’s independence. As described in the Conceptual Framework, such an analysis
involves identifying and assessing the extent to which a threat to the member’s independence
exists and, if it does, whether it can be effectively mitigated or eliminated through the use of
safeguards.
In 2002, the PEEC began developing the Conceptual Framework to aid it in its independence
standard-setting efforts. Notwithstanding certain underlying independence principles already set
forth in the Code (for example, a member would not be independent if he or she performed
management functions), the PEEC believed that it would be useful to develop a set of underlying
5

concepts to facilitate the development of new interpretations and rulings and for evaluating
existing standards.
In developing the Conceptual Framework, the committee considered the conceptual framework
issued by the staff of the Independence Standards Board (ISB),1 and the conceptual framework
adopted by the IFAC Ethics Committee contained in its Code of Ethics for Professional
Accountants. For example, the PEEC considered the definitions of independence as well as the
specific threats and safeguards identified by the ISB staff and IFAC Ethics Committee to
determine whether those frameworks might be appropriate for purposes of the AICPA
independence rules. In many respects, the committee’s proposed Conceptual Framework is
consistent with the conceptual frameworks of the IFAC and the ISB staff.
Under the Conceptual Framework, a member’s relationship with a client is analyzed to determine
whether it poses an unacceptable risk to the member’s independence. Risk is considered
unacceptable if the relationship would compromise the member’s professional judgment when
rendering an attest service to the client. A determination is first made of whether a threat to the
member’s independence exists and, if it does, whether it would be reasonable to expect that the
threat would compromise the member’s professional judgment and, if it would, whether the
threat can be effectively mitigated or eliminated through the use of safeguards. When a threat is
identified, professional judgment must be used in determining which safeguards would be
appropriate to eliminate the threat or reduce it to an acceptable level. A threat is considered to be
sufficiently mitigated by safeguards if, after application of the safeguards, it is not reasonable to
expect that the threat would compromise the member’s professional judgment. In situations
where the member determines that no safeguards are available to reduce the threat to an
acceptable level, the member should either eliminate the circumstance (i.e., the relationship)
giving rise to the threat or decline to perform the attest engagement.
The Conceptual Framework contains key definitions, including the terms independence, impair,
threats, and safeguards. In addition, while the Conceptual Framework does not attempt to
identify every circumstance that can create a threat, it identifies and defines seven broad
categories of threats that should always be evaluated when threats to independence are being
identified and assessed. Threats include the following:
•
•
•
•
•
•
•

Self-review
Advocacy
Adverse interest
Familiarity
Undue influence
Financial self-interest
Management participation

The Conceptual Framework also identifies three broad categories of safeguards:
•
•
1

Safeguards created by the profession, legislation, or regulation
Safeguards implemented by the attest client

The Independence Standards Board ceased operations in 2000.
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•

Safeguards within the firm’s own systems and procedures, including policies and
procedures to implement professional and regulatory requirements

The Conceptual Framework provides examples of these threats and safeguards and describes the
risk-based approach used to analyze independence matters.
In January 2004, the PEEC adopted the Conceptual Framework for use as a standard-setting tool
in developing AICPA independence standards. Before its adoption, the committee sought input
on the framework from state boards of accountancy, state CPA societies, and other interested
parties involved in independence standard-setting efforts, and revisions were made to the
Conceptual Framework based on their input. Although adopted at that time only for use as a
standard-setting tool, the committee acknowledged that the Conceptual Framework could assist
members and others in understanding the basis for the independence interpretations and rulings
adopted by the committee and therefore, posted the document to the AICPA’s Web site for that
purpose. Before requiring the Conceptual Framework to be applied by members, the committee
agreed to “test” it during the PEEC’s independence standard-setting activities to determine
whether it provided an appropriate framework by which to address independence matters. If it
did, the committee agreed to consider whether it should be used by members in making
independence decisions when no specific guidance existed in the Code.
After testing the Conceptual Framework during the past year, the committee concluded that it
sets forth an appropriate approach for analyzing independence matters and believes that the riskbased approach set forth in the Conceptual Framework, as revised herein, provides a valuable
tool to members in complying with the requirement in the “Other Considerations” section of
interpretation 101-1 to evaluate whether a specific circumstance that is not addressed in the Code
would pose an unacceptable threat to a member’s independence. Accordingly, the PEEC is
proposing a revision to this section that would require members to use the Conceptual
Framework when making independence decisions involving matters that are not specifically
addressed in the independence interpretations and rulings in the Code. Because all members
would be required to use the Conceptual Framework to address such situations, it would be
included in the Code as an authoritative document. However, under no circumstances could
members use the Conceptual Framework to overcome specific prohibitions or requirements
contained in the independence interpretations and rulings in the Code.
Further, in cases where a threat to independence is not at an acceptable level before the
application of safeguards, members would be required to document that threat and the safeguards
applied to eliminate it or reduce it to an acceptable level. This is a new requirement that is
consistent with the IFAC Code of Ethics for Professional Accountants. The committee has
determined that a failure to prepare the documentation would be considered a violation of Rule
202, Compliance With Standards [ET sec. 202.01], but would not be considered to result in an
independence impairment provided the member can demonstrate that he or she did apply
safeguards to eliminate the unacceptable threat or reduce it to an acceptable level.
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PROPOSED REVISION TO “OTHER CONSIDERATIONS” IN INTERPRETATION
101-1, INTERPRETATION OF RULE 101, UNDER RULE 101
(Proposed revisions shown in bold italics and deletions are in strike-through.)
[Text of Proposed Revision to “Other Considerations” in Interpretation 101-1.
Members should refer to http://www.aicpa.org/about/code/et_100.html#et_101.02
for the full text of Interpretation 101-1.]
Other Considerations
It is impossible to enumerate all circumstances in which the appearance of
independence might be questioned. In the absence of an independence
interpretation or ruling under Rule 101 that addresses a particular
circumstance, a Mmembers should consider evaluate whether that circumstance
personal and business relationships between the member and the client or an
individual associated with the client would lead a reasonable person aware of all
the relevant facts to conclude that there is an unacceptable threat to the member's
and the firm's independence. When making that evaluation, members should
refer to the risk-based approach described in the Conceptual Framework for
AICPA Independence Standards [see ET section xx]. If the threats to
independence are not at an acceptable level, safeguards should be applied to
eliminate the threat or reduce it to an acceptable level. In cases where threats to
independence are not at an acceptable level, thereby requiring the application
of safeguards, the threats identified and the safeguards applied to eliminate the
threats or reduce them to an acceptable level should be documented.3

3

A failure to prepare the required documentation would be considered a violation of Rule 202,
Compliance With Standards (AICPA, Professional Standards, vol. 2, ET sec. 202.01), of the AICPA
Code of Professional Conduct. Independence would not be considered to be impaired provided the
member can demonstrate that he or she did apply safeguards to eliminate unacceptable threats or
reduce them to an acceptable level.
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PROPOSED CONCEPTUAL FRAMEWORK FOR AICPA INDEPENDENCE
STANDARDS
[Text of Proposed Conceptual Framework]
Introduction
1.
This conceptual framework describes the risk-based approach to analyzing independence
matters that is used by the Professional Ethics Executive Committee (PEEC) of the American
Institute of Certified Public Accountants (AICPA) when it develops independence standards.
Under that approach, a member’s relationship with a client is analyzed to determine whether it
poses an unacceptable risk to the member’s independence. Risk is unacceptable if the
relationship would compromise (or would be perceived as compromising by an informed third
party having knowledge of all relevant information) the member’s professional judgment when
rendering an attest service to the client. Key to that analysis is identifying and assessing the
extent to which a threat to the member’s independence exists and, if it does, whether it would be
reasonable to expect that the threat would compromise the member’s professional judgment and,
if so, whether it can be effectively mitigated or eliminated. Under the risk-based approach, steps
are taken to prevent circumstances that threaten independence from compromising the
professional judgments required in the performance of an attest engagement.
2.
Professional standards of the AICPA require independence for all attest engagements.
The PEEC bases its independence interpretations and rulings under ET section 100 of the
AICPA’s Code of Professional Conduct on the concepts in this framework.
3.
Because this conceptual framework describes the concepts upon which the AICPA’s
independence interpretations and rulings are based, it may assist AICPA members and others in
understanding those interpretations and rulings. In addition, this conceptual framework should be
used by members when making decisions on independence matters that are not explicitly
addressed by the Code of Professional Conduct. Under no circumstances, however, may the
framework be used to overcome prohibitions or requirements contained in the independence
interpretations and rulings.
Definitions
4.

Independence is defined as:
a.
Independence of mind—The state of mind that permits the performance of an
attest service without being affected by influences that compromise professional
judgment, thereby allowing an individual to act with integrity and exercise objectivity
and professional skepticism.
b.
Independence in appearance—The avoidance of circumstances that would cause a
reasonable and informed third party, having knowledge of all relevant information,
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including safeguards1 applied, to reasonably conclude that the integrity, objectivity, or
professional skepticism of a firm or a member of the attest engagement team had been
compromised.
5.
This definition reflects the longstanding professional requirement that members who
provide services to entities for which independence is required be independent both in fact and in
appearance.2 The state of mind of a member who is independent “in fact” permits the member to
perform an attest engagement in an objective manner. Accordingly, independence of mind
reflects the longstanding requirement that members be independent in fact.
6.
This definition is used as part of the risk-based approach to analyze independence. The
approach is described in the last section of this framework. Because the risk-based approach
requires judgment, the definition should not be interpreted as an absolute. For example, the
phrase “without being affected by influences that compromise professional judgment” is not
intended to convey that the member must be free of any and all influences that might
compromise objective judgment. Instead, a determination must be made about whether such
influences, if present, create an unacceptable risk that a member would not act with integrity and
exercise objectivity and professional skepticism in the conduct of a particular engagement, or
would be perceived as not being able to do so by a reasonable and informed third party that has
knowledge of all the relevant information.
7.
Impair—For purposes of this framework, impair means to effectively extinguish
(independence). When a member’s independence is impaired, the member is not independent.
8.
Threats—Threats to independence are circumstances that could impair independence.
Whether independence is impaired depends on the nature of the threat, whether it would be
reasonable to expect that the threat would compromise the member’s professional judgment and,
if so, the specific safeguards applied to reduce or eliminate the threat, and the effectiveness of
those safeguards as described in paragraph 26.
9.
Many different circumstances (or combinations of circumstances) can create threats to
independence. It is impossible to identify every situation that creates a threat. However, seven
broad categories of threats should always be evaluated when threats to independence are being
identified and assessed. They are self-review, advocacy, adverse interest, familiarity, undue
influence, financial self-interest, and management participation threats. The following
paragraphs define and supply examples of each of these threat categories.
10.
Self-review threat—Members reviewing as part of an attest engagement evidence that
results from their own, or their firm’s, nonattest work.
a. Preparing source documents used to generate the client’s financial statements

1

2

The term safeguards is defined in paragraph 18.

ET section 55, Article IV – Objectivity and Independence, states, “A member in public practice should be independent in fact
and appearance when providing auditing and other attestation services.”
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11.

Advocacy threat—Actions that promote an attest client’s interests or position.3
a. Promoting the client’s securities as part of an initial public offering
b. Representing a client in U.S. tax court

12.
Adverse interest threat—Actions or interests that are in opposition to an attest client’s
interests or position.
a. Commencing, or the expressed intention to commence, litigation by either the client
or the member against the other
13.
Familiarity threat—Members having a close or longstanding relationship with an attest
client of their firm or knowing individuals or entities (including by reputation) who performed
nonattest work for the client.
a. A member of the attest engagement team whose spouse is the client’s chief executive
officer
b. A partner of the firm who has provided the client with attest services for a prolonged
period
c. A member who performs insufficient audit procedures when reviewing the results of
a nonattest service because the service was performed by the member’s firm
d. A member of the attest engagement team having recently been a director or officer of
the client
14.
Undue influence threat—Attempts by an attest client’s management or other interested
parties to coerce the member or exercise excessive influence over the member.
a. A threat to replace the member or the member’s firm over a disagreement with the
client on the application of an accounting principle
b. Pressure from the client to reduce necessary audit procedures for the purpose of
reducing audit fees
c. A gift from the client to the member that is other than clearly insignificant to the
member
15.
Financial self-interest threat—Potential benefit to a member from a financial interest in,
or from some other financial relationship with, an attest client.
a. Having a direct financial interest or material indirect financial interest in the client
b. Having a loan from the client, from an officer or director of the client, or from an
individual who owns 10 percent or more of the client’s outstanding equity securities
c. Excessive reliance on revenue from a single attest client
d. Having a material joint venture or other material joint business arrangement with the
client

3

This threat does not arise from testifying as a fact witness or defending the results of a professional service that the
member performed for the client.
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16.
Management participation threat—Taking on the role of client management or otherwise
performing management functions on behalf of an attest client.
a. Serving as an officer or director of the client
b. Establishing and maintaining internal controls for the client
c. Hiring, supervising, or terminating the client’s employees
17.
Threats might not involve violations of existing interpretations or rulings. For example,
the circumstance described in paragraph 15b of this framework is permissible in limited
instances under current AICPA independence interpretations and rulings.
18.
Safeguards—Controls that mitigate or eliminate threats to independence. Safeguards
range from partial to complete prohibitions of the threatening circumstance to procedures that
counteract the potential influence of a threat. To be effective, safeguards should eliminate the
threat or reduce to an acceptable level the threat’s potential to compromise professional
judgment.
19.
There are three broad categories of safeguards. The relative importance of a safeguard
depends on its appropriateness in light of the facts and circumstances.
a. Safeguards created by the profession, legislation, or regulation
b. Safeguards implemented by the attest client
c. Safeguards within the firm’s own systems and procedures, including policies and
procedures to implement professional and regulatory requirements
20.
Examples of various safeguards within each category are presented in the following
paragraphs. The examples are not intended to be all-inclusive and, conversely, the examples of
safeguards implemented by the attest client and within the firm’s own systems and procedures
may not all be present in each instance.
21.

Safeguards created by the profession, legislation, or regulation
a. Education and training requirements on independence and ethics rules for new
professionals
b. Continuing education requirements on independence and ethics
c. Professional standards and monitoring and disciplinary processes
d. External review of a firm’s quality control system
e. Legislation governing the independence requirements of the firm
f. Competency and experience requirements for professional licensure

22.
Safeguards implemented by the attest client that would operate in combination with other
safeguards
a. The attest client has personnel with suitable skill, knowledge, and/or experience who
make managerial decisions with respect to the delivery of nonattest services by the
member to the attest client
b. A tone at the top that emphasizes the attest client’s commitment to fair financial
reporting
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c. Policies and procedures that are designed to achieve fair financial reporting
d. A governance structure, such as an active audit committee, that is designed to ensure
appropriate decision making, oversight, and communications regarding a firm’s
services
23.

Safeguards within the firm’s own systems and procedures
a. Firm leadership that stresses the importance of independence and the expectation
that members of attest engagement teams will act in the public interest
b. Policies and procedures that are designed to implement and monitor quality control
in attest engagements
c. Documented independence policies regarding the identification of threats to
independence, the evaluation of the significance of those threats, and the
identification and application of safeguards that can eliminate the threats or reduce
them to an acceptable level
d. Internal policies and procedures that are designed to monitor compliance with the
firm’s independence policies and procedures
e. Policies and procedures that are designed to identify interests or relationships
between the firm or its partners and professional staff and attest clients
f. The use of different partners and engagement teams that have separate reporting
lines in the delivery of permitted nonattest services to an attest client, particularly
when the separation between reporting lines is significant
g. Training on and timely communication of a firm’s policies and procedures, and any
changes to them, for all partners and professional staff
h. Policies and procedures that are designed to monitor the firm’s reliance on revenue
from a single client and, if necessary, cause action to be taken to address excessive
reliance
i. Designating someone from senior management as the person who is responsible for
overseeing the adequate functioning of the firm’s quality control system
j. A means of informing partners and professional staff of attest clients and related
entities from which they must be independent
k. A disciplinary mechanism that is designed to promote compliance with policies and
procedures
l. Policies and procedures that are designed to empower staff to communicate to senior
members of the firm any engagement issues that concern them without fear of
retribution
m. Policies and procedures relating to independence communications with audit
committees or others charged with client governance
n. Discussing independence issues with the audit committee or others responsible for
the client’s governance
o. Disclosures to the audit committee (or others responsible for the client’s governance)
regarding the nature of the services that are or will be provided and the extent of the
fees charged or to be charged
p. The involvement of another professional accountant who (1) reviews the work that is
done for an attest client or (2) otherwise advises the attest engagement team (This
individual could be someone from outside the firm or someone from within the firm
who is not otherwise associated with the attest engagement.)
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q. Consultation on engagement issues with an interested third party, such as a
committee of independent directors, a professional regulatory body, or another
professional accountant
r. Rotation of senior personnel who are part of the attest engagement team
s. Policies and procedures that are designed to ensure that members of the attest
engagement team do not make or assume responsibility for management decisions
for the attest client
t. The involvement of another firm to perform part of the attest engagement
u. The involvement of another firm to reperform a nonattest service to the extent
necessary to enable it to take responsibility for that service
v. The removal of an individual from an attest engagement team when that individual’s
financial interests or relationships pose a threat to independence
w. A consultation function that is staffed with experts in accounting, auditing,
independence, and reporting matters who can help attest engagement teams (1)
assess issues when guidance is unclear, or when the issues are highly technical or
require a great deal of judgment and (2) resist undue pressure from a client when the
engagement team disagrees with the client about such issues.
x. Client acceptance and continuation policies that are designed to prevent association
with clients that pose an unacceptable threat to the member’s independence
y. Policies that preclude audit partners from being directly compensated for selling
nonattest services to the audit client
Risk-Based Approach
24.
The concepts previously discussed are incorporated into the risk-based approach to
analyzing independence, described in the following paragraph. The approach entails evaluating
the risk that the member would not be independent or would be perceived by a reasonable and
informed third party having knowledge of all relevant information as not being independent.
That risk must be reduced to an acceptable level to conclude that a member is independent under
the concepts in this framework. Risk is at an acceptable level when threats are at an acceptable
level, either because of the types of threats and their potential effect, or because safeguards have
sufficiently mitigated or eliminated the threats. Threats are at an acceptable level when it is not
reasonable to expect that the threat would compromise professional judgment.
25.

The risk-based approach involves the following steps.
a.

Identifying and evaluating threats to independence—Identify and evaluate threats,
both individually and in the aggregate, because threats can have a cumulative
effect on a member’s independence. Where threats are identified but, due to the
types of threats and their potential effects, such threats are considered to be at an
acceptable level (that is, it is not reasonable to expect that the threats would
compromise professional judgment), the consideration of safeguards is not
required. If identified threats are not considered to be at an acceptable level,
safeguards should be considered as described in 25(b).

b.

Determining whether safeguards already eliminate or sufficiently mitigate
identified threats and whether threats that have not yet been mitigated can be
eliminated or sufficiently mitigated by safeguards—Different safeguards can
14

mitigate or eliminate different types of threats, and one safeguard can mitigate or
eliminate several types of threats simultaneously. When threats are sufficiently
mitigated by safeguards, the threats’ potential to compromise professional
judgment is reduced to an acceptable level. A threat has been sufficiently
mitigated by safeguards if, after application of the safeguards, it is not reasonable
to expect that the threat would compromise professional judgment.
26.

The effectiveness of a safeguard depends on many factors, including those listed here:
a.
b.
c.
d.
e.
f.
g.
h.

The facts and circumstances specific to a particular situation
The proper identification of threats
Whether the client is a public interest entity4
Whether the safeguard is suitably designed to meet its objectives
How the safeguard is applied
The party or parties that will be subject to the safeguard
The consistency with which the safeguard is applied
Who applies the safeguard

4

Solely for the purpose of this conceptual framework, the following entities are considered to be public interest
entities: (1) entities subject to Securities and Exchange Commission reporting requirements; (2) employee benefit
and health and welfare plans subject to Employee Retirement Income Security Act audit requirements; (3)
governmental retirement plans; (4) entities or programs (including for-profit entities) subject to Single Audit Act
OMB Circular A-133 requirements and entities or programs subject to similar program oversight; and (5) financial
institutions, credit unions, and insurance companies. These entities are public interest entities because their audited
financial statements are directly relied upon by significant numbers of stakeholders to make investment, credit, or
similar decisions (for example, in the case of a publicly held company) or indirectly relied upon through regulatory
oversight (for example, in the case of pension plans, banks, and insurance companies) and, therefore, the potential
extent of harm to the public from an audit failure involving one of these entities would generally be significant.

15

