Abstract. The owl:sameAs predicate is an essential ingredient of the Semantic Web architecture. It allows parties to independently mint names, while at the same time ensuring that these parties are able to understand each other's data. An online resource that collects all owl:sameAs statements on the Linked Open Data Cloud has therefore both practical impact (it helps data users and providers to find different names for the same entity) as well as analytical value (it reveals important aspects of the connectivity of the LOD Cloud). This paper presents sameAs.cc: the largest dataset of identity statements that has been gathered from the LOD Cloud to date. We describe an efficient approach for calculating and storing the full equivalence closure over this dataset. The dataset is published online, as well as a web service from which the data and its equivalence closure can be queried.
Introduction & related work
The absence of a central naming authority for minting IRIs is essential to the architecture of the Semantic Web. Just as on the regular Web [13] , allowing different organizations and individuals to mint their own IRIs, without the bottleneck of centralized coordination, is a precondition for the Semantic Web to scale, and has been a deliberate motivation in the design of OWL [1] .
However, the absence of any central authority also makes it impossible to enforce the Unique Name Assumption on the Semantic Web. Despite attempts such as OKKAM to encourage the re-use of existing IRIs [3] , the same thing is often denoted by many names on the Semantic Web. Because of this, the need arose to state that two names, possibly minted by different organizations or individuals, denote the same thing. For this purpose OWL introduced owl:sameAs [11] : the statement x, owl:sameAs, y asserts that x and y denote the same thing, formalized as follows (with I the interpretation function):
I( x, owl:sameAs, y ) is true iff I(x) = I(y) Such identity management is not merely a luxury but is essential for the Semantic Web. It allows parties to independently mint names, while at the same time ensuring that these parties are able to understand each other's data. In other words, owl:sameAs statements are an important part of the glue that connects different datasets on the Semantic Web, and they are indeed the most often used linking predicate across many domains on the Semantic Web [15] .
Related Work
The special status of owl:sameAs links has motivated earlier studies into the use of these links on the Semantic Web, as well as the construction of specialized services to harvest and publish these links. An early analysis of the use of owl:sameAs links was performed by Ding et al. [6] in 2010, which extracted 8.7M owl:sameAs links from the 2010 Billion Triple Challenge dataset, resulting in a graph of 2.9M weakly connected components, most of which are very small (average size 2.4), only 41 components with hundreds of IRIs, and only two components with thousands of IRIs, the largest of which has size 5,000.
In the same year, Halpin et al. [9] , retrieved 58M owl:sameAs links from 1,202 domains in the 2010 Linked Open Data Cloud, and provided an aggregated analysis at the level of datasets.
A later analysis, by Schmachtenberg et al. [15] from 2014, crawled 1,014 datasets containing 8B resources, and again analyzed the use of owl:sameAs links at the aggregation level of datasets. The entire graph of datasets was found to consist of 9 weakly connected components, the largest one contained 297 datasets, with dbpedia.org having the largest in-degree, with 89 datasets containing owl:sameAs links to it. This work is similar in spirit to ours, but we advance over it by (i) using a bigger corpus, (ii) analyzing the owl:sameAs graph at the level of individual resources instead of datasets (a graph of over 500M owl:sameAs links), and most importantly, (iii) computing and publishing the closure of this massive graph. Also in 2014, Schlegel et al. [14] queried 200 SPARQL endpoints to obtain 17.6M owl:sameAs links over 2.4M IRIs for which they did compute the transitive closure, obtaining 8.4M equivalence classes. The dataset and analysis we present in this paper is an order of magnitude larger.
The largest collection of RDF links hosted to date is at http://sameas.org. It provides a Consistent Reference Service (CRS) [8] over an impressive number of 203M IRIs that are combined into 62.6M 'identity bundles' based on 345M triples 4 . As such, it is the main predecessor of the work presented in this paper. However, the sameas.org collection mixes identity pairs (linked with the owl:sameAs property) together with pairs that are not identity pairs (linked with other properties, such as umbel:isLike, skos:exactMatch, and owl:inverseOf). This means that the overall closure is not semantically sound. The crucial difference with our work is that the identity closure that we calculate is semantically interpretable, because it is exclusively based on owl:sameAs statements, and the computed closure adheres to the OWL semantics. As a result, our dataset can be used by a DL reasoner in order to infer new facts.
Finally, the Schema.org vocabulary 5 includes the schema:sameAs property. However, the semantics of this property is substantially different from that of owl:sameAs. It states that two terms "are two pages with the same topic" and does not express equality.
Contributions & structure of this paper
This paper makes the following three contributions:
1. It presents the largest downloadable dataset of identity statements that have been gathered from the LOD Cloud to date, including its equivalence closure. The dataset and its closure are also exposed through a web service. 2. It gives an in-depth analysis of this dataset, its closure, and its aggregation to datasets. 3. It presents an efficient approach for extracting, storing, and calculating the identity statements and their equivalence closure. Even though the dataset and closure are quite large, they can be stored on a USB stick and queried from a regular laptop.
In Section 2 we discuss the requirements that a semantically interpretable owl:sameAs dataset and web service must satisfy. Section 3 describes the algorithm and implementation for calculating and storing the explicit and implicit identity relations that fulfills the requirements. Section 4 gives an analysis of some of the key properties of our dataset. Section 5 describes the sameAs.cc dataset and web service, and Section 6 concludes. 6 
Requirements

Preliminaries
We distinguish between two identity relations. The explicit identity relation (∼ e ) is the set of pairs (x, y) for which a statement x, owl:sameAs, y has been asserted in a publicly accessible dataset. The implicit identity relation (∼ i ) is the explicit identity relation closed under equivalence (reflexivity, symmetry and transitivity).
Let N denote the set of RDF nodes: the RDF terms that appear in the subject-or object position of at least one triple. A partitioning of N is a collection of non-empty and mutually disjoint subsets N k ⊆ N (called partition members) that together cover N . We leave it to the reader to verify that the relations ∼ e and ∼ i both induce a partitioning of N when taking their connected components as the partition members. Adopting terminology from [8] , we call these partition members equality sets, and the partition members of ∼ i identity sets. The equality set of a term x is denoted [x] . Each equality set of ∼ e is a connected directed graph; each equality set of ∼ i is a fully connected graph.
Requirements
In order to calculate ∼ i , we have to close ∼ e under equivalence. Existing approaches do not scale, due to multiple dimensions of complexity:
∼ i can be too large to store In Section 4, we will see that the LOD Cloud contains equality sets with cardinality well over 100K. It is not feasible to store the materialization of ∼ i , since the space consumption of that approach is quadratic in the size of the equality set. (E.g., the materialization of an equality set of 100K terms contains 10B identity pairs.) We will not store the materialization, but the equality sets themselves, which is only linear in terms of the size of the universe of discourse (i.e., the set N of RDF nodes). |N k | can be too large to store Even the number of elements within one equality set can be too large to store in memory. The current version of the resource already contains equality sets that contain over 100K terms. Since our calculation of ∼ i must have a low hardware footprint and must be future proof, we will not assume that every individual equality set will always be small enough to fit in memory. sim e changes over time We calculate the identity closure for a large snapshot of the LOD Cloud. Since datasets in the LOD cloud are constantly changing, and datasets are constantly added, we want to update ∼ i incrementally, allowing for both additions and deletions, without having to recompute the entire closure.
Even though applications of a LOD Cloud-wide identity service are beyond the scope of this paper, there are many use-cases for such a service:
Findability of backlinks Since the Semantic Web does not allow backlinks to be followed (an architectural property it shares with the World Wide Web), it is only possible to follow outgoing owl:sameAs links but not incoming ones.
An identity service retrieves all IRIs that are linked through owl:sameAs links, and thereby allows the full set of assertions about a given resource to be retrieved from across the LOD Cloud. Query answering A special case of the findability of links arises in distributed query answering over the LOD Cloud, which requires an overview of existing alignments between concepts and individuals [12] .
Query answering under entailment When a SPARQL query is evaluated under OWL entailment, the query engine must follow a large number of owl:sameAs links in order to retrieve the full result set. With an identity service, a query engine can translate the terms in the query to identity set identifiers (see Section 3.3), calculate the SPARQL query using these identifiers, and translate the identifiers to terms in the result set. Ontology alignment Existing algorithms for assessing whether or not two IRIs denote the same resource are currently evaluated on relatively small datasets [5] . The availability of a large dataset of real-world identity links can help quantify the utility of existing alignment algorithms such as [4] .
Algorithms & Implementation
In this section we describe our approach for calculating and storing the identity relations ∼ e and ∼ i under the above requirements.
Explicit identity relation
The explicit identity relation (∼ e ) is obtained from the LOD-a-lot dataset 7 [7] , a compressed data file that contains the unique triples from the 2015 LOD Laundromat corpus [2] . We use the HDT C++ library 8 to stream the result set of the following SPARQL query to a file, which takes ∼27 minutes: The results of this query are unique (keyword distinct) and the projection (?s ?p ?o) returns triples instead of pairs, so that regular RDF tools for storage and querying can be used.
The 558.9M triples that are the result of this SPARQL query are written to an N-Triples file, which is subsequently converted to an HDT file. The HDT creation process takes almost four hours using a single CPU core. The resulting HDT file is 4.5GB in size, plus an additional 2.2GB for the index file that is automatically generated upon first use.
Explicit identity relation: Compaction
Since the implicit identity relation is closed under reflexivity and symmetry, the size of the input data can be significantly reduced prior to calculating the identity closure. We call this preparation step compaction. Assuming an alphabetic order ≤ on RDF terms, we can reduce the input for the closure algorithm to: {(x, y) | x ∼ e y ∧ x ≤ y}. For this we use GNU sort unique, which takes 35 minutes on an SSD disk.
The impact of the compaction step is significant: from ∼558.9M to ∼331M identity pairs, leaving out ∼2.8M reflexive and ∼225M duplicate symmetric pairs. As a result, the input size for the identity closure algorithm has been reduced by over 40%.
Implicit identity relation: Closure
Now that we have a compacted version of ∼ e , we calculate the identity closure ∼ i . As before, let N denote the set of RDF nodes. The implicit identity relation ∼ i consists of a map from nodes to identity sets (N → P(N )). For space efficiency, we store each identity set only once by associating a key with each identity set: key : ID → k P(N ); and map each RDF term to the key of the unique identity set that it belongs to val : N → v ID. 9 The composition key(val(x)) gives us the identity set of x. We built an efficient implementation of this key-value scheme using the RocksDB persistent key-value store through a SWI Prolog API that we designed for this purpose 10 . When computing ∼ i we successively derive new pairs (x, y). To store these efficiently we distinguish three cases:
Neither x nor y occurs in any identity set Then both x and y are assigned to the same new unique key for a new identity set: x → v id, y → v id, and id → k {x, y}. Only x already occurs in an identity set In this case, the existing (key for the) identity set of x is extended to contain y as well: y → v val(x), and val(x) → k key(val(x)) ∪ {y}. (The case of only y occurring in an identity set is analogous.) x and y already occur, but in different identity sets In this case one of the two keys is chosen and assigned to represent the union of the two identity sets: val(x) → k key(val(x)) ∪ key(val(y)) and y → v val(x)) for every y ∈ key(val(y)). This is the most costly step, especially when both identity sets are large, but it is also relatively rare. Since the input pairs are sorted during the compacting stage, this case only occurs when there are pairs (a, x), (x, b) and (c, y) such that a < x, c < x and b < y. A further speedup is obtained by choosing to merge the smaller of the two sets into the larger one. The merging of values is performed efficiently by RocksDB.
The calculation of the identity closure takes just under 5 hours using 2 CPU cores on a regular laptop. The result is a 9.3GB on-disk RocksDB database (2.7GB for → v , and 6.6GB for → k ). RocksDB allows to simultaneously read from and write to the database. Since changes to the identity relation can be applied incrementally, the initial creation step only needs to be performed once.
Identity schema
In addition to the explicit and implicit identity relation, which use owl:sameAs to say something about other resources, we also extract the schema statements about owl:sameAs itself. This is obtained by storing the result of the following SPARQL Query in an HDT file. 
Data analytics
In this section we perform several analyses over the dataset created with the algorithm described in Section 3.
Explicit identity relation
Terms in ∼ e : In the LOD Laundromat corpus, 179,739,567 unique terms occur in owl:sameAs assertions. As to be expected, the vast majority of these are IRIs (175,078,015 or 97.41%). Only a few literals are involved in the identity relation (3,583,673 or 1.99%), and even fewer blank nodes (1,077,847 or 0.60%). The majority of IRIs contain the HTTP(S) scheme (174,995,686 or 97.36.). Figure 1 gives an overview. Statements in ∼ e : The LOD Laundromat corpus contains a total of 558,943,116 owl:sameAs statements. Based on the 2011 Billion Triple Challenge dataset, the authors of [16] observed that the number of owl:sameAs statements per term approximated a power-law distribution with coefficient -2.528. In contrast to this, we find that in the 2015 LOD Laundromat corpus, although most terms do appear in a small number of statements, this distribution does not display a power-law distribution. The patterns for the distribution of incoming arcs (identity statements where the term appears in the object position) and the distribution of outgoing arcs, (identity statement where the term appears in the subject position) all follow a similar distribution pattern ( Figure 2 ).
Dataset links in ∼ e : Because owl:sameAs is the most frequently used predicate to link between datasets [15] , we also analysed ∼ e at the aggregation level of links between datasets 11 . Unfortunately, there is no formal definition of what a dataset is. Since most of the terms involved in owl:sameAs assertions are HTTP(S) IRIs (Section 4.1), the notion of a namespace is a good proxy. According to the RDF 1.1 standard, IRIs belong to the same namespace if they have "a common substring". Obviously not every common substring counts as a namespace, otherwise all IRIs would be in the same namespace. A good pragmatic choice for a namespace-denoting substring is to take the prefix of HTTP(S) IRIs that ends with the host name. The host name is part of every syntactically valid HTTP(S) IRI, and denotes a physical machine that is located on the Internet.
Using this interpretation, Figure 3 shows that the number of terms occuring in owl:sameAs links is very unevenly distributed over namespaces (which we use as proxies of datasets). For each namespace we calculated the number of incoming and outgoing links (statements whose subject, respectively object, term is in a different namespace.) The remaining statements are internal edges (they either have two HTTP(S) IRIs that belong to the same namespace, or they have at least one node that is not an HTTP(S) IRI (i.e., either a blank node or a literal). Figure 4 shows the distribution of internal edges, incoming links, and outgoing links over namespaces. While the majority of namespaces have incoming links, far fewer namespaces have outgoing links. This means that a relatively small number of namespaces is linking to a relatively large number of them. These namespaces are responsible for interlinking in the LOD Cloud. Finally, an even smaller number of namespaces have internal owl:sameAs edges. This means that most namespaces only use identity statements for linking to other datasets, but not for equating dataset-internal resources. This is a strong indication that most datasets enforce the Unique Name Assumption internally.
To give a high level impression, we have visualised the entire identity-graph at namespace level in Figure 5 . This graph contains 2,618 host-based namespaces/datasets, that are connected through 10,791 edges, and consists of 142 components. The large black cluster at the bottom of the figure is the densely interconnected set of multilingual variants of dbpedia.org, with the two high centrality nodes for dbpedia.org and freebase.com clearly visible just above the black cluster.
The figure shows that there are high-centrality nodes that act as domainspecific naming authorities/hubs. For example, the central node in the large top cluster is www.bibsonomy.org, which links to a large number of bibliographic datasets. A similar role is fulfilled by geonames.org, for interlinking geographic datasets; bio2rdf.org, for interlinking biochemistry datasets; and revyu.com (appearing at the right hand-side of the figure), for interlinking datasets that contain online reviews. A high-resolution version of this figure, together with textual namespace labels, is available at https://sameas.cc/explicit/img.
Implicit identity relation
Terms in ∼ i : The number of unique terms in ∼ i is 179,672,306. This is less than the number of unique terms in ∼ e (179,739,567), because 67,261 terms (or 0.037%) only appear in reflexive owl:sameAs assertions.
Identity sets in ∼ i For the identity closure, it makes sense to separate out singleton identity sets, i.e., terms x for which [x] ∼ = {x}. A term has a singleton identity set if it never appears in a owl:sameAs assertion, or if all its owl:sameAs assertions are reflexive. We will not include singleton identity sets in our figures because they are conceptually trivial and their inclusion sometimes makes it hard to discern interesting aspects about the rest of ∼ i .
The number of non-singleton identity sets is 48,999,148. The LOD-a-lot file, from which we extract ∼ e , contains 5,093,948,017 unique terms. This means that there are 5,044,948,869 singleton identity sets in ∼ i . The distribution of identity set size (Figure 6 ) is very uneven and fits a power law with exponent 3.3 ±0.04. The majority of non-singleton identity sets (31,337,556 sets; 63.96%) has size 2. There are relatively few large identity sets, and the largest identity set has cardinality 177,794. It includes Albert Einstein, the countries of the world, and the empty string.
Edges in ∼ i
We calculate the number of directed edges (or arcs) in the identity closure. This is the number of owl:sameAs triples that would be needed in order to express the full materialization of ∼ e . This calculation requires us to query and stream through the full RocksDB closure index, and therefore gives a good indication of the processing time required for running largescale jobs over the sameAs.cc dataset. The calculation (i) retrieves all identity sets, (ii) calculates their cardinality, and (iii) sums the squares of the cardinalities. This operation takes only 55.6 seconds and shows that the materialization consists of 35,201,120,188 owl:sameAs statements. Notice that almost 90% (or 31,610,706,436 statements) of the materialization is contributed by the single largest identity set (i.e., [dbr:Albert Einstein] ∼ ). In addition to calculating the number of owl:sameAs statements in the identity closure, we can also calculate the minimal number of identity statements that would result in the same closure. We call such a minimal identity relation a kernel, and calculate it as the number of terms whose equivalence set is not a singleton set, minus the number of non-singleton identity sets. The kernel identity relation for ∼ i consists of 130,673,158 statements (or 0.37% of ∼ i ). This also means that 76.6% of the explicit identity statements (∼ e ) are redundant.
Schema assertions about identity
There are 2,773 assertions about owl:sameAs that extend the schema as defined in the OWL vocabulary in interesting ways. The dataset is available at https: //sameas.cc/schema. We observe the following kinds of schema extensions:
Super-properties of owl:sameAs As [9] indicate, there is a need for properties that are weaker than owl:sameAs that express different shades of similarity and relatedness: Some super-property assertions introduce semantic bugs. For instance, since identity is the strongest equivalence relation, it does not make sense to assert new identity relations that are superproperties of it. The following statement introduces the semantic bug that everything is an individual: Sub-properties of owl:sameAs Several datasets introduce sub-properties of owl:sameAs, i.e., strengthenings of the identity relation, without a clear use case. Our hypothesis is that these datasets intend to weaken the owl:sameAs property instead, since there are many use cases for weaker forms of similarity, relatedness, and context-dependent identity. For example:
bbc : sameAs r d f s : s u b P r o p e r t y O f owl : sameAs .
Other rdfs:subPropertyOf assertions cannot be easily corrected by swapping the subject and object term. For instance, from the fact that two things are the same link it does not follow that they are identical sui generis (since the same link may appear on different web pages): Domain/range declarations As observed earlier by [10] , the intersectionbased semantics of rdfs:domain and rdfs:range is often not followed. The following classes are asserted as the domain of owl:sameAs, effectively stating that all resources are both legal entities, anniversaries, strings, etc. Properties identical to owl:sameAs Several datasets mint alternative names for owl:sameAs. This is mainly used in combination with the introduction of sub-and super-properties of owl:sameAs, e.g.: 
sameAs.cc: dataset & web service
The sameAs.cc dataset consists of the following components:
sameAs.cc The explicit identity relation (∼ e ) (https://sameas.cc/explicit) can be browsed online, queried for Triple Patterns, and downloaded as NTriples and HDT. sameAs.cc Closure We publish the implicit identity relation (∼ i ) (https: //sameas.cc) as a downloadable snapshot of the RocksDB index (instead of a materialized RDF file). When RocksDB is installed, this snapshot can be queried locally. sameAs.cc Schema The identity schema (https://sameas.cc/schema) can be browsed online, queried for Triple Patterns, and downloaded in N-Triples, and HDT.
The sameAs.cc web service 12 consists of the following components:
sameAs.cc Triple Pattern API The explicit identity relation web service (https: //sameas.cc/explicit/tp) allows all owl:sameAs assertions to be queried with Triple Patterns. Queries are expressed through (combinations of) the HTTP query parameters subject, predicate, and object. sameAs.cc Closure API The implicit identity relation (∼ i ) can be queried through the following URI paths: https://sameas.cc/id Enumerates all identity set IDs. Each member of the identity closure is assigned such a unique ID. https://sameas.cc/id?term=dbr:Albert_Einstein Returns the ID of the identity set to which the given RDF term belongs. This view is shown in Figure 7 . https://sameas.cc/term Enumerates all RDF terms that appear in the identity relation. https://sameas.cc/term?id=44000248 Enumerates only the RDF terms that appear in the identity set with ID 44000248 as key. We deliberately expose the internal key-value mechanism explained in Section 3.3 to the users of the sameAs.cc Closure API. The typical use case that we envision is one in which (i) terms are replaced by identity set identifiers, (ii) efficient computation is performed with the much more compact identifiers, and (iii) only when computation is done and end results need to be displayed are identifiers translated back to the potentially many terms that make up the respective identity sets.
Conclusion
In this paper we have presented sameAs.cc, the largest and most versatile dataset and web service of semantic identity links to date. The resource that we provide includes a large collection of owl:sameAs assertions and the closure calculated over it. The data can be freely downloaded and queried. Even though the datasets are large, our algorithms and data-structures ensure that the resources can be stored on and queried from a regular laptop.
In addition to the dataset and web services themselves, we have also presented several analytics over the data, including calculations of the size of the identity relation, its closure and its kernel, and various distributions. We hope that these resources will be used by other researchers in order to uncover aspects of identity that have not been studied before.
