Abstract. A nonlinear model of load and capacity is established to study the robustness of complex networks. The influences of load parameters and capacity parameters on cascading invulnerability of complex networks is analyzed following the principle load redistribution of local nearest neighbor. Furthermore, the invulnerability of complex networks is analyzed under the constraints of networks cost and survivability. Simulation results on complex networks show that the proposed nonlinear model can enhance the networks resistance to cascading failures with a limited cost.
Introduction
As an important branch of complexity science, complex network has attracted extensive attention from researchers in various fields in recent years [1] . An open issue is how to assess the vulnerability of complex networks [2] . To defend against the potential threat on the infrastructure, the invulnerability of these networks is urgently to be studied and solved [3] .
In the real world, a lot of disasters of networks can be attributed to the cascading breakdown problem, such as North American blackout in 2003 [4] , two the collapse of Indian power grid in 2012 [5] , and the same problem also exists in transportation, Internet etc. Therefore, it is urgent to design a reasonable load capacity model to prevent cascading failures and obtain higher network robustness at a lower cost. In recent years, scholars have proposed a lot of cascading failure models, such as load capacity model, cascade model [6] , OPA model [7] , two value model [8] , sand pile model [9] . In 2002, Motter and Lai [10] proposed a linear model of load and capacity, called classic ML model. Wang and Kim proposed a load capacity model named WK model [11] , which allocates more capacity to nodes with higher initial load. Binghong Wang [12] introduced the allocation mechanism of limited resources. This model is better than the ML model with the same additional resources. Kim [13] found that the load and capacity are not linear and the nodes with smaller capacity have a larger proportion of unused capacity. This makes the relevant researches based on the linear assumption of load capacity inconsistent with reality. Binglin Dou [14] put forward a nonlinear model of load and capacity, referred to as DOU model, that is more in line with the actual characteristics of a network and applied to the Internet AS network.
The above researches consider the actual situation of real network ideally. In order to get closer to the actual network situation, a nonlinear model of capacity load is proposed in this paper. The relationship between capacity and load is redefined in the model. The capacity of the neighbour nodes of important nodes is strengthened to enhance the robustness of the network. The feasibility and effectiveness of the proposed model are verified by simulation experiments on BA scale-free networks and ER random networks. Experimental results show that the proposed model can improve network robustness under certain conditions.
The following contents are organized as follows: Section 2 presents a new capacity load nonlinear model (LC model for short) and introduces the method and process of cascading failure simulation. The proposed LC model is compared with some existing models in Section 3. Conclusions are given in Section 4.
Load Capacity Nonlinear Model
In a given network ( , ) G V E = , in order to increase the sensitivity of the parameter, the initial load of the node is defined as a nonlinear function about the betweenness, and the formula is as follows:
where the jk ∂ is the number of the shortest paths between the node j and the node k; jik ∂ is the number of the shortest paths passing through the node i between the node j and the node k. The q 0 ≥ and 0 α ≥ are the variable coefficients that can control the allocation of the initial load; i L （ 0） represents the load of the node at the moment t=0, that is the initial load of the node.
In the ML model, the capacity of the node is proportional to its initial load, and defined as follows:
(2) where 0 b ≥ is the tolerance parameter, which represents the additional capacity of the node. We give a new load capacity model that is close to the real system. First, all nodes in the network are ranked in descending order of initial load to form a set M. The nodes of the 1-p part of the network are initially attacked. At the same time, it is assumed that the number of nodes that were initially attacked is d, and the first d nodes in the set M constitute a set V. The capacity is defined as:
where the v Γ is the set of adjacency nodes of all nodes in the set V; (0) i C represents the capacity of node i in the moment t=0. The capacity of all nodes will not change during cascading failure propagation.
The load redistribution method has a great influence on the propagation of cascading failure. A global allocation is used in the ML model. Considering the actual network, such as traffic network, the adjacent nodes are more likely to be affected by failed nodes, so the nearest neighbor allocation strategy is adopted in this paper.
Suppose that the nodes in the 1 p − section of the network A are initially attacked, the node j is an adjacent node of failed node i in the network A, and the node i passes the load to the node j in the following formula:
where the i Γ represents the neighbor, node set of the node i. If the total load of node j exceeds its capacity after receiving the load from the failed node i. Then the node j fails and distributes its load to its adjacent nodes according to Eq.4. By cycling this process, cascading failures will spread throughout the network until there will no longer be a new failed node, then the network reached a new stable state. The robustness of a network is evaluated by the proportion G of the number of remaining steady nodes to the total nodes in the whole network after cascading failure. G=0 means that the whole network collapses and all the nodes were disabled. Meanwhile, 0 G ≠ means the network has not collapsed wholly, and there still are some nodes functioned. Besides, in order to represent the cost involved when the capacity of a network is increased, let 0
are the initial cost and the current total cost of the network, respectively, and 0 I e I = is used to represent the relative increasing cost. The relationship between G and e will be discussed in the following section in order to maximize the robustness of the network at the least cost.
Simulation Results and Analysis
In this paper, BA networks and ER networks are used as simulation objects. And the node size of two kinds of networks is 1000. The average degree of both networks is 3. And the cascade invulnerability is analyzed by numerical simulation. The simulation results are average values of 10 calculations.
Fixed Capacity Parameter in the LC Model and ML Model
Simulation experiments in this section are carried out on BA networks and ER networks with tolerance parameter b=0. In Figure 2 Figure 2 , which means that the value of G in the proposed model in this paper is greater than that of the DOU model.
Summary
In the study of network robustness for cascading failure, the reasonable allocation of capacity can realize the strong resistance of the network against cascading failures, and make the network robust and reduce the cost. Based on the analysis and summary of related work, this paper presents a nonlinear LC model to strengthen the capacity of adjacent nodes of important nodes by weakening the capacity of important nodes in the model in order to improve the network robustness while maintaining the total capacity unchanged. Compare LC model with the linear ML model and the DOU model in the BA networks and ER networks. It can be seen from the experimental results that the LC model works best when the cost is consistent. The influence of initial load parameters α on network robustness is different under different attack modes and network structure. The above results are consistent with the existing research results and verify the validity and feasibility of the nonlinear LC model.
Considering the actual situation, because of the unknown number of nodes in the initial failure, the actual use of the LC model may be faced with the problems of the lack of initial indicators. At this point, the number of initial failure nodes can be determined by the historical statistical information of specific real network. Then it is necessary to take the average failure number of nodes into the proposed model in this paper, it can improve the robustness of the specific network. In addition, the impact of improved cascading failure model on performance of other networks needs to be further verified, and the cascade invulnerability of weighted networks under arbitrary attacks is also considered.
