A protocol, called common driving notification protocol (CDNP), is proposed based on the classified driving behavior for intelligent autonomous vehicles, and it defines a standard with common messages and format for vehicles. The common standard format and definitions of CDNP packet make the autonomous vehicles have a common language to exchange more detail driving decision information of various driving situations, decrease the identification time for one vehicle to identify the driving decisions of other vehicles before or after those driving decisions are performed. The simulation tools, including NS-3 and SUMO, are used to simulate the wireless data packet transmission and the vehicle mobility; the experiment results present that the proposed protocol, CDNP, can increase the reaction preparing time with maximum value 250 seconds, decrease the identification time and the average travel time. Prospectively, it is decided to implement the CDNP as a protocol stack in the Linux kernel to provide the basic protocol capability for real world transmission testing.
Introduction
In [1] [2] [3] [4] [5] , various lane detection algorithms and path-planning algorithms are proposed for vehicles to realize the autonomous driving. The driving behavior of vehicles driving on the road, however, is always affected by other vehicles. The autonomous driving in [1] [2] [3] [4] [5] , however, is standalone. The driving decision information of other vehicles is not considered. That means autonomous vehicles did not cooperate with each other to make a more suitable driving decision. The cooperation means transfer/receive information to/from other vehicles and adjust their driving decisions. According to [6] , 60 percent of accidents could be avoided if the vehicle were provided with information half a second before the moment of collision. To realize the autonomous driving in our daily life, the cooperation between vehicles is necessary [7] . To achieve cooperation, the most important thing is driving information exchange. The vehicular ad-hoc network (VANET) [8] [9] [10] provides the capability for vehicles to communicate with each other. The emergency message [11, 12] is proposed to provide emergency warning. However, the accident warning is just a part of the reason affecting the driving decisions of vehicles. In [13] , the vehicle control algorithms for cooperative driving is proposed. The four trajectory planning algorithms [14] determine the driving plans to avoid collision at crossings using inter-vehicle communication. The cooperative driving in [7, 13, 14] can satisfy special situations -21 10 .1515/jaiscr-2015-0016 and usages. However, to achieve autonomous driving in various driving situations, more detail driving information and standardized common protocol for each car manufacturer are necessary. The normal driving decision information of other vehicles is the key for autonomous vehicle to make a more suitable driving decision and avoid accidents. If the emergency warning message is considered as the treatment, the normal driving information will be the prevention. There is, however, no standardized protocol to disseminate the normal driving decision information for autonomous driving to improve the driving safety and achieve cooperated autonomous driving. Therefore, the objective of this proposal is to propose a common protocol as a standard for autonomous vehicles.
A common driving notification protocol (CDNP) is proposed based on the various classified driving behaviors for autonomous vehicles. It is a protocol designed below the application layer. It focuses on not only the safety warning message dissemination, more importantly, but also normal driving information. The disseminations of normal driving information can realize the "talking" between vehicles using VANET technology. The CDNP is a common language between vehicles. It defines a standard with the common message format with a series of message types and codes, so each vehicle is able to understand what the driving decision other vehicle wants to do. It can be used to instead of the function of car light signal or horn. The human driver normally determines the driving actions of other vehicles by identifying the car light signal of other vehicles. For autonomous vehicle, however, the time of image processing [15, 16] is necessary to identify the driving actions of other vehicles. The CDNP enabled vehicles is termed cooperation intelligent autonomous vehicle in this proposal.
The CDNP provides more detail driving decision information of autonomous vehicles. With the CDNP, each vehicle can understand the driving situations or intentions of other vehicles without image or audio processing algorithm. With the CDNP, the autonomous vehicle can get not only the information from its sensors, but more importantly, the information about the position, speed, and driving decisions or intentions from other autonomous vehicles. The autonomous vehicles can make a more suitable driving decision according to the common messages stored in the CDNP packet header. The CDNP changes the passive detection of the driving decision of other vehicles into proactive notification to other vehicles about its driving decision. It also makes the identification of the driving decisions of other vehicles before the decisions performed possible. Therefore, the identification time (IT) is decreased. The identification time is defined as the necessary time for one vehicle identify the driving decisions of the other vehicles. Furthermore, the reaction preparing time (RPT) is increased. The reaction preparing time means the buffer time period of one vehicle to prepare a suitable reaction to react to the other vehicle's driving decision before the driving decision is performed. Furthermore, the average traveling time to the destination can also be decreased when in a hurry. The CDNP protocol can also be extended for more complex driving behaviors to make the cooperation intelligent autonomous vehicle more intelligent.
The open source simulator and tool are used in the simulation, including NS-3 [17] , and simulation of urban mobility (SUMO) [18] . The NS-3 is a simulator used to simulate the network communication, and the SUMO allows to simulate the realistic movement of vehicles through a given road network. The two simulation tools are used to simulate the movement and communications of each vehicle at the same time. The reaction time and vehicle traveling time are examined.
In 2, the common driving notification protocol is proposed, including its concept, packet message format, and message definition. The concept of the cooperation intelligent autonomous driving based on the CDNP is shown in 3. The CDNP based cooperation intelligent autonomous driving simulations and results in different scenarios are described in 4. In 5, the vehicle moving characteristic based on the CDNP are discussed. ing its driving speed suddenly, and turning the driving direction without any signal. The driving decisions of vehicles are always affected by other vehicles. Therefore, the cooperative driving is necessary.
The human driver can notify other driver about his/her driving actions by flashing the car light or sounding the horn. The human driver can also determine the driving actions of other vehicles by identifying the car light signal of other vehicles or hearing the sound of the horn. For the autonomous, however, the image processing algorithm is necessary to identify the car light, and the digital audio processing algorithm is necessary to identify the horn. These algorithms may not work well if the environment is full of interference, e.g., heavy rain, noise environments. When one autonomous vehicle performs its driving decision, if it is possible to notify other autonomous vehicle about the driving decision using another support method, the autonomous driving environment will be safer.
The IEEE 802.11p WAVE standard [19] defines the technology for use in the dedicated shortrange communications (DSRC) band [20] , and the IEEE 1609.4 [21] defines a multi-channel WBSS operation. Furthermore, many VANET transmission protocols are proposed, such as the adaptive connectivity aware routing (ACAR) [22] , the urban vehicular broadcast (UVCAST) [23] , the distribution-adaptive distance with channel quality (DADCQ) protocol for multi-hop broadcasting [24] , etc. Those VANET technologies can be utilized to realize the communication between vehicles.
To achieve the cooperative driving, the most important thing is to let vehicle efficiently identify the driving decision of other vehicles. Just like as the human driver can judge the information from the car light. Hence, the CDNP is proposed to make the notification more reliable and efficient.
In Figure 1 , the comparison between normal autonomous driving and autonomous driving with CDNP is shown. It is shown that a longer processing time delay is necessary for other vehicles to identify the driving decision of vehicle A using its sensors and the image processing / digital audio processing algorithm. The CDNP is designed to be immediately transferred just after the driving decision is decided. If the CDNP packet is received by other vehicles before the driving decision is performed, there will be enough processing time for the autonomous driving system to make a suitable control of the vehicle. Even though the CDNP packet is received after the driving decision of vehicle A is performed. The identification time (IT) will still shorter than the image / digital audio processing time. In the worst case, if the CDNP is received after the image / digital audio algorithm finished. The autonomous vehicle can still use the result obtained from the algorithm. Hence, the CDNP provides other reliable method to identify the driving decisions of other vehicles. This proposal focuses on the CDNP notification. The autonomous driving control, e.g., obstacle avoidance, keep a safe distance, decision conflicts avoidance, is out of range of this proposal. The architecture of CDNP is shown in Figure  2 . The CDNP is based on classified driving behavior and below the application layer. The position of CDNP is designed to compatible with the facilities layer of ITS station architecture standardized in ISO/ETSI [25] . The function of CDNP is to provide the application support and information support. Therefore, it is easy to integrate the CDNP into the architecture of ITS. It plays an important role to make the vehicle understand what the other vehicles notify. The CDNP is designed to exchange common messages between vehicles using the VANET technology, including routing protocols, broadcast protocols, or unicast. The VANET beacon mechanism, i.e., basic safety message (BSM) [20, [26] [27] [28] , is enabled so that each vehicle can know the related geographic position, velocity and direction of neighboring vehicles. The beacon messages are periodically exchanged with neighboring vehicles in a broadcast function. The information contained in the beacon message can be temporarily stored in the memory space of the vehicle received the message. The related position information is used for the vehicle to decide the destination of the CDNP packet.
When one vehicle wants to perform some driving decisions, such as changing the driving lane, driving direction, speed, etc., the autonomous driving system installed in the application layer of its vehicle telematics system will create the CDNP message, including the type and code, according to the corresponding driving decision. The vehicles that send the CDNP packets are called source vehicles (SV), and the vehicles received the CDNP packets are called the current vehicles (CV) in this proposal. Under the CDNP layer, some protocols can be used to ensure the data reliability of VANET wireless transmission, e.g., [29] . Normally, the CDNP is used to notify the other vehicles near to itself using unicast or broadcast. It, however, can also be transferred to remote vehicles for special usage, e.g., traffic management of specific roads by urban traffic management system. The urban traffic management system can use the CDNP to manage the traffic flow of the urban area; in this case, the CDNP packets will be transferred to specified vehicles on specified road segment using VANET routing protocols, and the location service [30] is used to determine the destination. The traffic management is not discussed in this proposal.
Header Format of CDNP
To make the vehicles understand what another vehicle notifies, a specific common message format is necessary. Therefore, the format of the header fields of CDNP packets is defined and shown as Table 1 . The different types and codes are simultaneously used to identify different driving notifications in CDNP. The value of type field indicates the different main categories of driving decisions. Each type includes its corresponding codes to indicate which driving decision the vehicle wants to notify. The same with many Internet protocols, the checksum here is also used for error checking and verifying the correctness of packets. The value of the checksum is calculated from the type field of the CDNP packet to the end of optional data. The length of optional data field is varied according to the value stored in type and code. This makes the CDNP flexible and extendable. 
Types and Codes of CDNP Header
In Table 2 , all types and codes defined in the CDNP are listed, including its types, type names, descriptions, codes, and code names. There are total 9 types. They are defined based on classified driving behavior. They can be classified into four main categories: special type (type 0x00), different driving behavior (from type 0x01 to type 0x05), vehicle emergence warning information (type 0x06 and 0x07), and urban traffic management (type 0xFF The type 0x00 is a special type and is reserved for special types of emergency vehicles, e.g., police car, ambulance, fire engine, in emergency situations.
The special type vehicles have the highest priority to go through the road in the emergency situations, such as the police car pursues an escaped prisoner or ambulance transports the injured. When an emergency situation occurs, the special vehicles can set the type to 0x00 and insert necessary information into optional data. The format of optional data is different according to the different types, described in the following subsection. The type 0x00 must be associated with type 0x01, 0x02, 0x03, or 0x04, and the code field is used to indicate which type is associated. The corresponding codes for the associated type is also stored in the optional data field.
Optional Data Format of the CDNP Header
The optional data field is varied according to the type value stored in the CDNP header. The common formats of optional data field for each type are defined for correctly encapsulating and de-capsulate the packet header. The formats of optional data fields of the CDNP header are shown from Table  3 to Table 6 . The Table 3 shows the optional data definition for type 0x00 and 0xFF. Because the type 0x00 and 0xFF CDNP header should associate with other type and code, the optional data field includes the information about the associated type and the sequence number of associated CDNP packet. Those fields are used by the vehicle which received the notification to match the associated CDNP packet. The notification timestamp field stores the timestamp when the source node transfers the CDNP packet.
Optional Data Format
When the CV received the type 0x00 CDNP packet and associated CDNP packet, it will know that the special vehicle is performing special work. The associated CDNP packet will be considered as a request. It is like the human driver hear the sirens of police car. If the received CDNP is type 0xFF, the CV will know the message is from the urban traffic control system, and the autonomous driving system will follow the instruction.
The Table 4 shows the optional data definition for type 0x01, 0x02, 0x03, and 0x04. If this CDNP packet is associated with type 0x00 or 0xFF CDNP packet, the sequence number will be filled using the same number stored in the "sequence number of associated CDNP" field of previous 0x00 or 0xFF CDNP packet header. Otherwise, a new sequence number will be generated. The speed-X and speed-Y field stores the speed of the vehicle that sent the notification. When the source node wants to transfer the CDNP packet, the timestamp transferring the CDNP packet is stored in the notification timestamp field. The execution timestamp stored the timestamp that the driving decision may be performed if it is calculable. Otherwise, 0 will be stored. For example, if the one autonomous vehicle wants to change its driving direction at the next intersection, it is easy for the autonomous driving system to predict the necessary time period to drive to the intersection. It is useful to warn the vehicles which are near to the intersection. If the execution timestamp is larger than 0, the SV will re-transmit the same notification 1 packet/second to ensure the other vehicles surely receive the notification. This is because the vehicles are always moving. The CV received the notification, which execution timestamp is larger than 0, can also predict the relative position to judge whether it is necessary to pay attention to the driving decision. If it is not necessary, the CV can just drop the CDNP packet. The special type vehicles have the highest priority to go through the road in the emergency situations, such as the police car pursues an escaped prisoner or ambulance transports the injured. When an emergency situation occurs, the special vehicles can set the type to 0x00 and insert necessary information into optional data. The format of optional data is different according to the different types, described in the following subsection. The type 0x00 must be associated with type 0x01, 0x02, 0x03, or 0x04, and the code field is used to indicate which type is associated. The corresponding codes for the associated type is also stored in the optional data field.
2.4Optional Data Format of the CDNP Header
The optional data field is varied according to the type value stored in the CDNP header. The common formats of optional data field for each type are defined for correctly encapsulating and de-capsulate the packet header. The The Table 5 shows the optional data definition for type 0x05 and 0x06. The "unsafe CDNP sequence number" field is the same with the sequence number stored in the notification packet that the CV wants to notify to. Its' function is like the human driver honk the horn to warn other drivers. Table 6 shows the optional data definition for type 0x06 and type 0x07. For type 0x06, the identifier indicates the failure parts of the CV, and the parts of the vehicle are not discussed in this proposal; the emergency information stores the information for the manufacturer. For type 0x07, the identifier indicates the emergency situations that the vehicle detected using its sensors, including accidents, slippery road surfaces, road surface pit, chatter bump, static obstacle, moving obstacle, animal, etc. The emergency information field stores various emergency situations information.
It is assumed that autonomous driving technologies are already embedded in each vehicle. It also is assumed that each autonomous vehicle equips with global positioning system (GPS) device and numerous sensors with such techniques as radar, lidar, and computer vision to sense their surrounding environment for safety autonomous driving. In this proposal, only the vehicle driving decision information transmission is discussed; the autonomous driving technologies, such as however to control the vehicle, lane detection, and obstacle avoidance, etc., are out of the range of this proposal, so they are not discussed in this proposal. The VANET wireless interface is also installed. The VANET wireless interface is used to transmit or receive the data packets from other vehicles or infrastructures. The vehicle driving control application that is the application layer user interface is also available for passenger to input his driving requirements, such as the destination, in a hurry or not, etc.
Sending Procedure of the Cooperation Intelligent Autonomous Driving
The flow of sending procedure of the cooperation intelligent autonomous driving based on the CDNP is shown as Figure 3 . When the vehicle received driving request inputted by passengers using the vehicle driving control application, the driving command information will be forwarded to the autonomous driving system. Then, the system will decide a most suitable driving decision according to the information, gathered from the GPS and various sensors to ensure the driving safety. The driving decision is used to adjust the autonomous driving of the vehicle. At the same time, the CDNP packet is generated. The CDNP packet is transmitted using the VANET wireless communication to notify other vehicles about the driving decision. It is like the human driver can notify other drivers using car light. Because the geographic positions of neighboring vehicles are available via the beacon mechanism, the CDNP can be transmitted to specific vehicles using unicast. Broadcast can also be used to notify a group of vehicles, e.g., all vehicles near to the intersection. In the case of broadcast, the CDNP will not be re-broadcast by other vehicles. Hence, there is no broadcast storming problem. To ensure the reliable CDNP packet transmission, the TCP liked protocol, such as TFRC-FC-SACK [31] , which has better performance in VANET environment, can be used in the transport layer.
Receiving Procedure of the Cooperation Intelligent Autonomous Driving
The flow of receiving procedure of the cooperation intelligent autonomous driving based on the CDNP is shown as Figure 4 . When the CV received the packets transferred from other vehicles, it will de-capsulate the packet and check whether the packet is a CDNP packet. If it is, the CDNP packet will be forwarded into the autonomous driving system. Then the system can judge whether it is necessary to perform some reaction or not. If it is necessary, the system can decide a suitable driving decision according to the type and code stored in the CDNP header and the information gathered from the GPS and various sensors. After the driving decision is decided, the decision will be used to adjust the autonomous driving of the vehicle and display some information for the passengers about the driving decision if necessary. Of course, if the autonomous driving system detects the possibility of unsafe driving decision, it can also transmit unsafe reply CDNP to the vehicle which sends the notification. It is like the human driver honk the horn to warn other drivers.
CDNP based Autonomous Driving
Compared with Normal Autonomous Driving and Human Drivers Table 7 , it is known that the CDNP notification can provide human liked driving decision identification than normal autonomous driving technologies. Of course, it is better to integrate the CDNP and normal autonomous driving technologies at the same time to provide a safer driving environment for passengers.
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Type 0x00 (or 0xFF) CDNP and Other Types
The type 0x00 and type 0xFF are special types designed for special usages. The type 0x00 is used to increase the notification priority. It makes other vehicles know that the source vehicle is a special vehicle and it is performing a special work. The CDNP packet associated by the type 0x00 will be regarded as a request. The Figure 5 shows an example scenario of type 0x00 notification. In this example, the vehicle A is a special vehicle, such as police car, and it is performing emergency work. Therefore, it transmits the type 0x00 CDNP packet to associate its driving lane change notification. The vehicle received the notification will consider the notification as a high priority request. It is like the police car uses its siren to request other vehicles to make way in emergency situations. (associate with type 0x01).
The type 0xFF is reserved for the urban traffic management system to perform the traffic management. It changes the notification into the command. The associated CDNP packet is regarded as a command. All of the vehicles received the type 0xFF CDNP will follow the instruction from the urban traffic management system. This is useful if specific road segments must be blocked in special emergency situation. The Figure 6 shows an example of type 0xFF notification. 
CDNP Simulations and results
The simulations and performance analyses are conducted to verify the efficiency of the proposed common driving notification protocol in this section. Because there still are no autonomous ve- 
Simulation Environment
The open source simulation tools, including NS-3 [17] and simulation of urban mobility (SUMO) [18] , are used to simulate the wireless data transmission and vehicle movement. The programming language used is C++. NS-3: the NS-3 is a discrete-event network simulator for building Internet systems, including wired and wireless communication. It is used to simulate the wireless data transmission of VANET.
SUMO: the SUMO allows to simulate the realistic vehicle movement, which consists of vehicles moves through a given road network. Numerous of the car following model are implemented in SUMO for more reality vehicle movement simulation.
The SUMO can be connected with other applications through a TCP-based client-server architecture using Traffic Control Interface (TraCI) [32] . The TraCI in SUMO allows other application to retrieve values of simulated objects, e.g., vehicles, traffic lights, lane status, and to manipulate their behavior, e.g., change driving lane, change driving speed, change driving route, change traffic light, and stop the vehicle. Therefore, through the TraCI, the NS-3 can achieve online interaction with SUMO. 
Maps and Scenarios Maps
The highway scenario is shown as Figure 8 . The highway is four-lane two-way. The length of road is 4 km. The map of intersection scenario is shown in the Figure 9 . The Figure 10 shows the digital map used for the urban scenario, and it is obtained from San Francisco city of the openstreetmap [33] .
Scenarios

-Wireless Transmission Simulation
In this simulation, the intersection scenario, highway scenario, and urban scenario are used. The average number of vehicles is varied from 10 to 20 and the average speeds of each vehicle are randomly assigned between 0 km/h and 50 km/h in the intersection scenario. In the highway scenario, the average number of vehicles is varied from 40 to 80 and the average speeds of each vehicle are randomly assigned between 80 km/h and 110 km/h. In the urban scenario, the start point and end point of all vehicles are randomly selected. The average number of vehicles varies from 200 to 400, and the speeds of each vehicle are randomly varied between 50 km/h and 80 km/h. The movements of autonomous vehicles are statically generated by using SUMO. The CDNP packets are transmitted by analyzing the movement script that generated by SUMO, e.g., the vehicle change driving direction, stop.
-Reaction Preparing Time Simulation
The intersection scenario and highway scenario are used. In intersection scenario, the vehicle 1 will turn left when it arrives the intersection. The navigation information can make the autonomous driving system know it has to turn left before it arrive the intersection. The speed of the vehicle 2 is larger than vehicle 3, and the vehicle 2 wants to overtake the vehicle 3. The vehicle 5 is slow-down because the vehicle 7 is turning its driving direction. Hence, the vehicle 5 has to notify the vehicle 1 about the slow-down information. This intersection scenario is generated as a static movement script for NS-3. In the highway scenario, the number of vehicles is set to 60 and the average speeds of each vehicle are randomly assigned between 80 km/h and 110 km/h.
-Identification Time Simulation
The highway scenario is used in the identification simulation. The scenario setting is the same with the highway scenario of wireless transmission simulation. In order to compare with the image processing based driving, the vehicle image in difference is also used. -Vehicle Traveling Simulation
Two scenarios, including highway scenario and urban scenario, are used in vehicle traveling simulation. The NS-3 is configured to online interaction with the SUMO to change the vehicle moving status, e.g., driving lane, direction, speed, through the TraCI. In the highway scenario, the average number of vehicles is varied from 40 to 80 and the average speeds of each vehicle are randomly varied between 80 km/h and 110 km/h. In the urban scenario, the start point and end point of the vehicle is randomly selected. The average number of vehicles varies from 200 to 400, and the speeds of each vehicle are randomly varied between 50 km/h and 80 km/h. The movements of autonomous vehicles are dynamically controlled by cooperation autonomous driving mobility module, TraCI, and SUMO.
Simulations and Results
-Wireless Transmission Simulation Results
In this simulation, the wireless transmission delay is compared. The result is shown as Figure 11 . It shows that the end-to-end delay is varied within a certain range. This is because the CDNP is normally used to notify other vehicles in a certain range of the current vehicle when the driving decision may affect them. Therefore, the multi-hop transmission is usually not necessary. The end-to-end delay is short. In Figure 12 , the transmission overhead of CDNP is shown. It is known that the CDNP will not cause large network overhead. The overhead of highway scenario is smaller than the intersection scenario. This is because the movement behavior of vehicles on highway is simpler than the movement near to the intersection.
-Reaction Preparing Time Simulation Results
According to the intersection scenario described in section 4.2, some autonomous vehicles have to transmit the CDNP notification. For example, the vehicle 2 will transfer overtake notification, the vehicle 5 will transmit slow-down notification, and the vehicle 1 will transmit turn left notification. The destination of each notification can be easily found from the stored beacon information. It can also predict the position if the driving decision is not executed immediately. The Fig.  vehicles n Fig. 12 The Fig.  vehicles n Fig. 12 The Figure 13 shows the RPT relations between vehicles. The Vab means the reaction preparing time for vehicle a to react to vehicle b before the driving decision of vehicle b is performed. The number is the RPT of vehicle b. The 0 means there is no reaction preparing time. After analyzing the simulation logs, it is known that the vehicle 1 transmits the notification before it arrives the intersection. The vehicle 5 transmits the notification and performs the slow-down driving decision at the same time. Hence, it is known that the PRT will depend on the usage of notification. It will also depend on the relative speed between two vehicles.
To examine the relationship between PRT and the relative speed between two vehicles, the highway scenario is used. Each vehicle calculates the relative position when receiving the beacon message. The faster vehicle will transmit the overtake notification to the front vehicle that is slower than it. In the real world, the slower vehicle normally changes its driving lane to slow lane to let the faster vehicle passing when the driver notices the flashing car light or hear the horn. Hence, the PRT here is obtained by subtracting the time stamp that faster vehicle sent notification from the time stamp of faster vehicle close to the slower front vehicle's one meter range. The comparison of reaction preparing time when varying the relative speed between two vehicles is shown in Figure 14 . It is shown that if the CDNP is available and the relative speed between two vehicles are close, the RPT will be long. When increasing the relative speed between two vehicles, the RPT is decreased. The RPT, however, may still long enough for the autonomous driving system to avoid possible accident. However, if the CDNP is not available, the driving decision cannot be transmitted. The autonomous driving system can just detect the driving decisions of other vehicles when some driving decisions have already performed. Therefore, the RPT without CDNP is 0.
In Figure 15 , it shows the relationship between the RPT and the distance when transmit the CDNP. Although the PRT is decreased if the distance between two vehicles shorter. The CDNP still increases the RPT. If the CDNP is not available, the RPT is 0, and the autonomous driving system must react to all of the driving decisions of other vehicles after it detects the flashing car light or horn. From the results, it is known that the CDNP can increase the reaction preparing time with maximum value about 250 seconds if the transmission range of VANET is 250 m and the distance between two vehicles is 250 m. 12: Overhe ssion.
. 13 The Figure 16 shows the identification time comparison between CDNP and normal image processing based car light identification. Because the CDNP message is transmitted through the wireless technology, the transmission time is almost smaller than 0.002 seconds. Longer processing time is necessary for the image processing based identification to identify the car turn light correctly. The identifications of 200m and 250m are failed, so the processing times are infinity. Furthermore, although the image processing can still perform real-time identification, the image processing results may be incorrectly classified according to [15] . It will be dangerous if the result is incorrect. The CDNP identifies the driving decision according to the types and codes, so there is no incorrect identification. 
-Vehicle Traveling Simulation Results
One vehicle is selected to be observed in the highway scenario, and ten vehicles are selected to be observed in the urban scenario. The selected vehicles are configured with highest driving speed. The vehicle transfer overtake CDNP notification if it finds a slower vehicle in the front. The position and speed of other vehicles can be got from the beacon message (or called basic safety message) [20, [26] [27] [28] . The vehicles which received the notification will calculate the relative position of surrounding vehicles and check whether it is possible to change its driving lane according to the safe distance rule. If it is not possible, the danger reply will be sent. If it is possible, the simulator changes the driving lane using TraCI.
The results of this simulation are shown as Figure  17 and Figure 18 . It is shown that the CDNP can decrease the average traveling time. Actually, the purpose of this simulation is to show the possible driving concept. The CDNP can be used as the function of the car horn. Moreover, it is better than the 
vehicle function of car horns, because the relative position of source vehicle can be easily determined according to the content of beacon information and CDNP packet. This simulation results can be considered as that the ambulance transported the injured. It notifies other vehicles make a way. The actually implementation of autonomous driving control rules depends on the car manufactures, and also must follow the traffic law of each country.
The reaction preparing time and identification time can be considered as the safety index. Longer reaction preparing time and shorter identification time can increase the processing time for the autonomous driving control system to make a better control of the autonomous driving.
Discussion of Vehicle Moving Characteristic based on the CDNP
In this section, the characteristics of autonomous vehicle movement related to the CDNP are described, including reaction time and traveling time.
Theorem: Let ν 1 and ν 2 be the speed of the vehicle 1 and vehicle 2 respectively, and the vehicle 1 runs after the vehicle 2. T range is the transmission range of VANET. For the driving decisions, e.g., overtaking, braking, turning driving direction, of vehicle 1 / vehicle 2, the maximum reaction preparing time (RPT m ) of vehicle 2 / vehicle 1 is given as
Proof: The transmission range of VANET technology is T range meters, so each vehicle can communicate with other vehicles when the distance is shorter than T range meters. Hence, the maximum reaction time is the time between the vehicles 1 / vehicle 2 enters the transmission range of the vehicle 2 / vehicle 1, until the vehicle 1 / vehicle 2 wants to perform its driving decision. Because length equals speed multiplied by time, obviously, the reaction time RPT m is T range / (|ν 1 − ν 2 |).
Conclusion
The simulation tools, NS-3 and SUMO, are used to perform the simulations and evaluations of the proposed protocol. The programming languages used are C++. The wireless transmission simulation, reaction preparing time simulation, identification time simulation, and vehicle travelling simulation are done in the simulation.
The simulation results show that the CDNP message can be transmitted within 0.002 seconds using VANET technology. It also shows that the CDNP increases the reaction preparing time in some situations. This can provide one autonomous vehicle with enough computation time to make a better driving decision. The maximum value of the reaction preparing time is 250 seconds if the relative speed between two vehicles is very close. It also decreases the driving decision identification time that is longer if sensor based method is used. The CDNP changes the traditional passive detection of the driving decision of other vehicles into proactive notification to other vehicles about its driving decision. Furthermore, the simulation results also show the CDNP can decrease the traveling time in special case. It can be considered as the scenario that the ambulance transported the injured. It notifies other vehicles make a way. It also means the autonomous driving is smoother and the carbon dioxide emissions could be reduced in some situation. From the theorem, it is shown that the maximum reaction preparing time is RPT m .
The Intelligent vehicular ad hoc networks (InVANETs) and telematics technology, also known as ICT (Information and Communications Technology), are rapidly innovated to improve the development of ITS (Intelligent Transportation System). More and more vehicles are going to equip with invehicle telematics systems (or VANET wireless interface) to provide the communication capabilities to gather information from other vehicles (V2V) or internet (V2R). Furthermore, the autonomous driving and autonomous vehicle are important technologies for the future intelligent transportation system. To realize the autonomous driving in our daily life, the cooperation between vehicles is necessary. For the cooperation, the most important is information exchange. Unsafe driving decision, e.g. unsafe lane changes, unsafe overtake, or unsafe speed changes, will cause vehicle accidents; especially a vehicle suddenly performs those driving decisions. The CDNP provide the autonomous vehicles with the capability of understanding what detail driving decisions that other vehicles want to perform. This kind of idea is useful to improve the development of Intelligent Transportation Systems (ITS) and its services, and makes the driving environment safer in the future. The CDNP can also be integrated with the normal autonomous driving technologies at the same time to provide a safer driving environment for passengers. The CDNP can be a globally consistent standard to be abided by all car manufacturers and research centers. All car manufacturers and research centers can implement their autonomous driving technologies based on the CDNP. The CDNP is going to be implemented as a module at the network protocol stack in the Linux kernel to provide the basic protocol capability of the future development of autonomous vehicles in intelligent transportation system and its services in the future. This proposal is also going to develop an embedded system with VANET wireless interface and CDNP to do the real world wireless transmission test.
