Abstract: Events that are described as 'disasters' are those that cause severe impacts on human activities. Severe impacts can be reduced, and some can be eliminated for practical purposes, through suitable strategies. The aim of this paper is to discuss different ways to facilitate a comprehensive approach from policy level through middle and down to operational management. We will further discuss how the comprehensive approach can identify which business processes should not be, or can be, interrupted, integrating business continuity into overall strategy, and describe techniques to insure continuity of critical business processes. Part of this paper's report is our research, which includes interviews with executives knowledgeable about their corporations' crisis management planning.
Introduction
Natural and anthropogenic events that are described as disasters are usually those with severe impacts on human activities. Such impacts can be reduced, sometimes to a point approaching elimination, by implementing suitable management strategies.
In recent years, emergency management professionals' writings have begun to shift from a nearly exclusive focus on the response phase of emergency management to articles on the mitigation and recovery phases [1] . The curricula of institutions' classroom training topics and even their addition of 'recovery' exercise workshops reflect this shift. Continuing this evolution, very recent emergency preparedness policy education for emergency managers has incorporated longer-term restoration [2] . Recent directives promulgated by senior management and financial regulatory organizations have addressed issues of: wide distribution, vertical integration, and time lines before and after destructive events; in short, comprehensive emergency management [3] .
One logical result is that managers' impact assessments are now identifying business processes that can be allowed to shut down and be recovered later. The corollary is the discovery that shutting down some business processes would generate impacts so severe that they should not be interrupted. For those, a strategy of business continuity, rather than recovery is necessary. The next obvious issue is selecting criteria to differentiate business processes [4] in order to match candidate processes with different strategies.
Facilitating a strategic approach from the policy level
To begin the process, a strategic viewpoint is necessary. The "strategic vision can be described as the concept for a new and desirable future reality that can be communicated throughout the organization" [5, p.79] . The organization's response should be to marshal its resources to achieve the strategic vision throughout the strategic management level. There are many definitions of strategy and more specifically of corporate strategy. This term was originally used to describe "the pattern of decisions that determined a company goals, produced the principal policies for achieving these goals and defined the range of businesses the company was to pursue" [6, p.59] . The evolution of this concept brings nowadays a more inclusive definition: "corporate strategy is the way a company creates value through the configuration and coordination of its multimarket activities" [7, p.5] .
Strategies exist at a number of levels in the organization. It is possible to distinguish at least three different levels of organizational strategy with different ranges of decision making. First is the corporate, strategic, or policy level. For many organizations, the main issues at this level are about the overall purpose and scope of the organization. The decisions at this level are called policy decisions or strategic decisions. This level is identified with "the overall plan for a diversified company" [8, pp.43-59 ]. Being clear about this level of strategy can be very important because it is a key basis for other strategy decisions.
The second is the business strategy level. The decisions taken at this level are called tacticals, and provide directions for the efficient distribution of resources to achieve the strategic level targets. This level is concerned with the issue of building a sustainable competitive advantage in a discrete and identifiable market and can be thought of in terms of business units' strategies. Here a strategy is about how to compete successfully in particular markets; the concerns are therefore about how advantage over competitors can be achieved, what new opportunities can be identified or created in markets, which products or services should be developed in which markets, etc. At this point it is important to define what a 'strategic business unit' (SBU) is. It is a unit in the overall organization for which there is an external market for goods or services different from other SBUs. It is very important to be clear about the needs of customers or clients and how competitors are placed for a particular strategic business unit [9, pp.90-91] . So there is a double purpose in establishing the SBU: On one hand, to identify key factors of each differentiated activity; on the other hand, to establish internal and external similarities and differences that could arise in the different businesses.
The third level of strategy is at the operating end of the organization. Here, strategies are concerned with how the different parts of the organization (in terms of resources, processes, people and their skills) are pulled together to form the structure which will effectively deliver what the overall strategic direction requires. The decisions taken at this level are called functional or operational decisions, and are concerned with day-today company activities. Because emergency preparedness is essential throughout the company and is run by the organization's managers, emergency strategies should be a .I. Martinez Torre-Enciso developed throughout the three levels, matching the different kinds of issues addressed by each set of managers.
The three levels described form a strategic hierarchy with responsibilities corresponding to different persons within the organization. Also, those levels do not represent different problems, but only different aspects of the same strategic problem for the company. This concept introduces the necessary interrelation between the different levels for a successful comprehensive corporate strategy. "That means the decisions taken on the upper level condition the decisions that will be taken on the other lower levels because the first ones define the context in which all other decisions will be taken" [10, p.19] . For this reason, "the information interrelation and communication between the different levels responsible is absolutely necessary for the coordination of the different strategies and the consecution of the coherence and consistence of them within the main objectives of the company" [11, p.57] .
This paper tries to connect the different levels of strategy in any organization through all decision making levels, looking for the word 'strategic', in several senses. The first is a broad, or expansive, viewpoint. Management literature of the recent past used the term 'horizontally-integrated' for this concept. The second part of the required strategic viewpoint is understanding the interfaces and functions up and down the line of authority -vertically integrated. The final requirement is a concept of causes and effects beyond one or two cycles of the business processes being considered. That strategic viewpoint is best achieved from the organization's policy level exemplified by Senior Vice Presidents upward through Boards of Trustees or Directors.
Research -methodology
By sending a research questionnaire to, and later conducting interviews with a few companies' senior managers, [12] the authors tried to study the strategies selected in support of goals adopted by corporate managers when they become aware of threats to continued business operations. We chose corporations in the financial sector listed in the Fortune 1000 group, and executives whose titles ranged from Vice President to Treasurer. The research questionnaire was divided into four steps with a total of 18 questions.
• The first group of questions was about company goals. We postulated that threat recognition would generate goals usually focused on one or more of the following three: insuring corporate survival, mitigating the corporation's losses, or improving the corporation's position.
Based on the responses to question number 1, 'Is our premise realistic?' 60% of the sample recognized the three potential goals and 40% added one more: elimination of the threat by responding to question number 2, 'Do you know of other goals adopted in response to these threats?' Regarding question 3 and 4, 'Has this corporation adopted any of these goals?' and 'Which goals?', 20% had not adopted any goal, 20% had adopted the first two, another 20% had adopted all three, 20% had adopted the three plus 'elimination of the threat', and the other 20% had adopted survival and mitigation as their current goals, with improving the corporation's position as a deferred goal.
• The second group of questions were about possible strategies to achieve the following goals: business continuity, quick restoration, recovery over a longer period, and addressing lower priority business processes after a threat materializes as an event. We inferred that different strategies might be applied to different business processes within the corporation.
All the executives interviewed thought these were realistic strategies (number 5). Question number 6, 'Are there other strategies?' brought a variety of responses. 20% had adopted strategies for only a few of its business processes (business units), but plan to apply them to all units over time. The companies that have selected 'elimination of the threat', extended that concept into strategies as follows:
shore up the infrastructure, 3 diversify, and 4 marketing and public relations.
Strategy 3 meant to develop other customer services to maintain profitability, and Strategy 4 meant to overcome the potential for loss of customer confidence by emphasizing positive aspects during disasters. Twenty percent of the companies had done nothing for advance preparation.
• The third group of questions was about when a shift in strategy is needed. The researchers reasoned that certain business processes are more important or less important, dependent on where a corporation is in its business cycle. We therefore asked whether a shift in strategy would be needed through question numbers 10, 11 and 12: 'Is this a realistic premise?' 'Does that happen in this corporation's plans?' and 'What criteria determine which strategy to apply, and when do strategies change?'
All the interviewees agreed that a requirement for strategy shifts is realistic, though 20% said it was not part of the corporation's planning. This was the same 20% with the 'no preparation' strategy. The other 80% replied with variations reflecting urgency based on the position in their business cycles when the event materializes, and differed by time sensitivities in the several business processes contemplated. The responses tended to be too complex for a paper of this length because of the number of variables entering the decision process. Attempting to summarize: for financial trading companies, urgency attaches to monthly, quarterly, and annual report dates, as well as trading volumes. Some executives noted that critical dates associated with the Year 2000 phenomenon added to that company's selection of strategies. Continuing with the variety and peculiarity of responses, one financial institution affected by mergers tied strategy changes to organizational changes. It also reported that the type of materialized event (disaster, emergency) would drive strategy change. Another noted the necessity to move information system processing to a hot site [13] , and stated its strategy would depend on the time required to effect the move vis-à-vis where it was in the trading day. Another response was based on the number of hours or days that business processes were expected to be inoperable, noting that a priority system assigned to its business processes was in place. Logically, the companies without pre-planning did not address this issue. We went on to try to discover if there had been attempts to assess the effects of the strategies: 'What criteria were used to assess the results?' (number 16), 'What were the results?' (number 17) or 'Did the corporation decide to make any changes?' (number 18). Sixty percent of the financial organization sample surveyed, responded to those questions. The criteria generally related to predetermined time objectives for the restoration of critical services. In addition, 20% compared its team's actions to the preestablished procedures. As a special issue, the results from one company indicated that the team needed more rehearsals. The responding organizations' resulting changes were more frequent tests of plan arrangements and additional training for their teams. For companies that moved to hot sites there was minimal loss of business or market share.
Impacts and their categories
Because the strategic viewpoint is necessary, but seldom internalized by middle managers, senior management has a responsibility to encourage and facilitate examination of the impacts events can cause. The leadership methods likely to prove successful are beyond the scope of this paper, but impact categories are not. Arguably, there are seven.
Human factors
Probably most important, and certainly an essential category among impacts, is human factors. No operation, enterprise, service, nor function affected by the events we are contemplating, can continue without people. Whether termed 'employees', 'providers', 'regulators', or '____________' (reader's choice), either the function's reason for being or means of accomplishment depends in some critical way on people. The term of choice to generalize in emergency management has become stakeholders [14, p.11] . Impacts on people are often those most managers think of first, lightening senior management's burden to emphasize the importance of assessing this category of impacts.
Environment
Taking the long-term strategic approach, the next category for impact assessment is often the environment -environment, as in ecology, rather than the classic definition of fixed constraints outside a manager's control [15, p.29] . This impact will not occur to many middle managers. For some business processes, this impact may be negligible; for others it may be extensive. In any case, it is prudent to assess each business process for environmental impacts if there is no mitigation before, nor response during the event.
Confidence
Third, there may be impacts on confidence about the organization. Until recently, this was often termed 'image', but the pejorative connotation reduced that term's value in defining this concept [16, pp.15-27) . The confidence of several identifiable groups is essential: employees, customers, suppliers, staff, directors, regulators, legislators and others that readers will no doubt recognize as important and add to the list. A close corollary is morale.
Legal
There are legal impacts for most adverse events. The legal systems in several states in the USA will cause readers to think of civil liability there, but there are legal aspects beyond that. There may be contractual performance obligations. In countries with legal systems based on socialist models, there may be obligations to employees and to the government [17] . Unique to California (so far) is a state penal code section imposing criminal sanctions on individuals, with maximum fines of $10,000 per day as an extreme example. Legal and political impacts are often linked.
Political
The next category for consideration is political impact. When an event occurs with considerable human involvement, one or more interest groups will often see opportunities to advance their viewpoints. In many cases, lawmakers respond in haste by investigative hearings, directions for staff recommendations, and draft legislation.
Functional/operational
Major events often interrupt, diminish, or destroy capabilities to conduct ongoing business functions or operations. The term 'business process' is beginning to replace 'business function'. Often, these impacts are situational, or time-sensitive. An example is the ability to produce cheques. Two days after payday, the loss of cheque writing capability would almost be a non-event. Conversely, two days before payday …... There are many such capabilities, specific to an organization's departments or business units. The importance of involving the implementors in assessing specific impacts driven by hazard-specific event scenarios would be hard to exaggerate. a .I. Martinez Torre-Enciso
Material
The final category is material items that will be impacted on by many event scenarios. In general, these are replaceable and often easily valued insurable items. Examples are buildings, supplies, and equipment. Exceptions abound: original edition books and architectural heritage buildings are two. Permitting destruction of the latter may produce major confidence impacts.
Assessing the impacts of foreseeable hazard event scenarios in those seven categories facilitates determining which business processes can be allowed to cease operation, then be recovered, and which deserve proactive mitigation to assure business continuity. Achieving consensus about those priorities is another matter beyond the scope of this paper.
Integrating business continuity into overall strategy
At the policy level, establishing rational criteria for transition points between interruptible and uninterruptible functions should remove the burden of individual case decision making from senior management. The authors recommend proactive case studies as management exercises, perhaps at more than one representative site to pilot development of those criteria. Several techniques have been employed to assure business continuity. They are often used in combination.
Alternative site capability, more often called a 'hot site'
For information systems, the ability rapidly and remotely to switch to an alternative site is favoured. In this, as in most of the suggested techniques that follow, realistic testing is essential, not least because the human element is so variable.
Engineered robust systems
This technique is increasingly employed for earthquake scenarios. One can strongly anchor equipment and add base isolation even to very large buildings. Some building types flex without breaking up in all but the strongest earthquakes. Engineering robustness is less easily achieved for flooding scenarios, including local flooding scenarios initiated by broken pipes and obstructed drains. It is very difficult to achieve for fire and terrorist scenarios, especially because the latter involve deliberate selection of weak points.
Modifying existing procedures
Occasionally, rethinking a 'necessary process' eliminates or greatly reduces the hazard. Changing a water treatment chemical from liquid or gaseous chlorine to sodium hypochlorite, or eliminating chemical treatment in favour of ozone are examples. For liquid chemicals, raising containment dykes to become adequate for the total volume of the tanks inside them is effective. Another is insuring that tanks' contents will not react dangerously if mixed when more than one is breached, and so forth. Thinking 'outside the box' makes these management exercises entertaining as well as challenging.
Redundancy
This approach need not fall to a cost-benefit assault if alternative uses for the redundant item can be found. Thus, conference rooms can be designed to function as Emergency Operations Centres (EOCs), schools become personnel care and shelter areas, and storage areas convertible to announcers' booths or dispatchers' rooms, can be added to transmitter sites.
Contingency planning
Accepting that some probability exists for failure of a key business process, planning for alternative ways to meet the end users' needs is a valuable manager's tool. Examples of planning to reduce human factors impacts are:
1 Developing an ability to obtain and dispense enough cash to take care of employees' families' immediate needs (milk for the baby, ice for the milk …..), will free the minds of employees who must restore essential business processes.
2 Developing a quick-response capability for cooperative day care for the children and aged relatives who are employees' responsibilities will do the same.
These are but two uncomplicated (?) examples of this technique. There are other techniques, but those may prove adequate while keeping within practical limits for purposes of this paper.
Conclusions
Severe impacts on human activities result in events being described as disasters. However, the severity of impacts can be greatly reduced through management strategies. Recognizing that, recent literature and curricula for emergency management professionals have emphasized mitigation and recovery instead of immediate preparations and response. In conjunction with that change, directives from senior management and regulatory agencies are impelling a comprehensive management approach. One consequence is that business continuity is becoming one of several strategies considered to reduce the impacts of disasters.
Senior management's perspective can be used to select criteria to identify which business processes require the business continuity strategy. Managers at the policy level should facilitate the comprehensive approach by setting the criteria for the next two levels' managers to apply. The authors note the term 'strategy' is applied differently at each of the three management levels. Results of our research indicate that senior managers are using discrete selection criteria and selecting the business continuity strategy as distinct from other strategies.
The authors propose that seven impact categories be used to structure data collection which can then help determine when to apply business continuity, differentiated from other strategies. We also propose the several management techniques we outlined as useful when incorporating business continuity into overall corporate strategy, and that contingency planning provides a viable alternative, should the strategies adopted fail to reduce critical impacts sufficiently. a .I. Martinez Torre-Enciso Regarding future research, the authors queried a small number of financial institutions in a limited geographical area, and suggest investigators may wish to expand this research beyond our study's parameters. Another part of our research included tests of the strategies' efficacy. The data from this latter part are somewhat equivocal, therefore that topic is proposed for further research.
