Lately, first implementation approaches of Internet of Things (IoT) technologies penetrate industrial value-adding processes. Within this, the competence requirements for employees are changing. Employees' organization, process, and interaction competences are of crucial importance in this new IoT environment, however, in students and vocational training not sufficiently considered yet. On the other hand, conventional learning factories evolve and transform to digital learning factories. Nevertheless, the integration of IoT technology and its usage for training in digital learning factories has been largely neglected thus far. Existing learning factories do not explicitly and properly consider IoT technology, which leads to deficiencies regarding an appropriate development of employees' Industrial IoT competences. The goal of this contribution is to point out a didactic concept that enables development and training of these new demanded competences by using an IoT laboratory. For this purpose, a design science approach is applied. The result of this contribution is a didactic concept for the development of Industrial IoT competences in an IoT laboratory.
Introduction
The usage of Internet of Things (IoT) technologies in manufacturing is referred to as Industrial Internet of Things (IIoT) [1] . Lately, first implementation approaches of IIoT technologies such as cyber-physical systems and concepts like smart production organization through entity cross-linking, information availability, or decentralized decision-making penetrate industrial value-adding processes [2, 3] . Aforementioned is also subsumed under the paradigm of Industrie 4.0 [4] . This, by technology induced transformation, leads to new roles or even activity types such as, inter alia, the system regulator [cf. 5] . A redesign of the manufacturing processes results in new tasks for the employees. Hence, the simultaneous change in processes and, within this, the respective tasks for each role or activity type in an organization is a core characteristic of IIoT technology induced transformations. Aforementioned leads to the transformation of the competence requirements for employees. Those are, amongst others, context sensitive and adequate adaption and steering of changeable processes and lot sizes, machine park organization, and collaborative and interactive working also beyond enterprise borders, as well as the usage of new technologies. Conventional competence facets such as professional competence, personal competence, cultural competence, methodological competence, leadership competence, and social competence are no longer sufficient for employees on the shop floor as well as for white collars to fulfil those requirements [6] . Especially, meta-competences such as employees' organization, process, and interaction competences (in the following is referred to them as IIoT competences) are of crucial importance in this new Industrial IoT environment [7, 8] . Unfortunately, however, only the interplay of all these above-mentioned competence facets leads to a context adequate action competence.
Learning factories offer a basis for self-controlled and informal learning [9] . Conventional learning factories evolve and transform into digital learning factories. Nevertheless, the integration of IoT technologies and their usage for training in digital learning factories has been largely neglected thus far. Existing learning factories do not explicitly and properly consider IoT technologies. They have to adapt to these new requirements and enhance their education concepts [10] . This leads to deficiencies regarding an appropriate development of employees' IIoT competences. Additionally, these IIoT competences are in both, students and vocational training clearly underrepresented [11] . This is due to the evolving novelty of technologies and their application in IIoT (or Industrie 4.0) contexts. Hence, a corresponding didactic concept is missing.
The goal of this contribution is to point out a didactic concept that enables development and training of these new demanded competences by using an IoT laboratory as digital learning factory. For this purpose, a design science approach is applied. First, a literature analysis on competences and their facets as well as current learning factory approaches was carried out. On this basis, design and development of both, the didactic concept and the learning environment is presently conducted. First demonstrations are already available. Current activities are: refinement of the competence characteristics, integration of IoT technologies, and development of further learning scenarios within the laboratory. The result of this contribution is a didactic digital learning factory concept for the development of industrial IoT competences.
This contribution is structured as follows. Section 2 briefly describes IIoT and cyber physical systems as main driver of the current developments, resulting requirements for employees, and respective competences. Section 3, firstly, introduces the didactic approach. Additionally, its application in a teaching and learning scenario is then exemplarily illustrated. The conclusions are exemplified in Section 4.
IIoT requirements and competences
IIoT incorporates big data technology and machine learning. Data is captured by sensors and processed so that actuators are able to purposefully influence the environment. Further enablers are machine-to-machine communication as well as automation technologies [12] . This leads to a new level of work organization and steering of the value-added chain over the entire product life cycle [13] . The two main driving forces are cyber physical systems and the Internet of Things. Cyber physical systems describe embedded systems, logistic and management processes as well as Internet services [14] which capture physical data via sensors and effect their environment via actuators [15] . Additionally, they analyze as well as store data so that they can actively or reactively interact with the physical or digital world [16] . For this purpose, they are locally and globally connected via digital networks, use worldwide available data and services, and contain multi-modal human machine interfaces for communication within and steering of processes [14] . Thereby, the human factor of integration is mandatory [17] . The Internet of Things, on the other hand, is "a self-configuring, adaptive, complex network that interconnects 'things' to the Internet through the use of standard communication protocols. The interconnected things have physical or virtual representations in the digital world […] and are uniquely identifiable" [18, p. 74] . The main enabling factor is the integration of technology and communication solutions [cf. 19] .
