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Residual energyAbstract The aim of this paper was to propose a novel routing protocol for Mobile Adhoc Net-
work communication which reduces the route failure during transmission. The proposed routing
protocol uses 3 salient parameters to discover the path which ensure the reliable communication.
The quality of the channel, link quality and energy level of the node are the major reasons for unin-
tentional node failure in mobile Adhoc network. So the proposed routing protocol considers these
three parameters to select the best forwarder node in the path. The reliable data communication is
achieved by transmitting data via path selected by the proposed routing scheme has been proven
using network simulator (NS2).
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Mobile Adhoc Network consists of light weight mobile devices
and they communicate with each other using various wireless
communication technology. The evolution in wireless commu-
nication makes the MANET suitable for various applications.
MANET gains much attention by a range of applications
because of its special features listed below.
 MANET enables communication among mobile nodes
without static access point or base station.
 Each node in MANET conﬁgures itself as routers.
 Self–healing via incessant re-conﬁguration. The topology of the network changes dynamically without
the need of central administration.
 MANET is easy to design and install.
In Military battleﬁeld [14], MANET is used to exchange the
information between soldiers and vehicles. MANET is most
widely used for conference applications because it can form
the instant link between mobile devices such as notebook
and palmtop computers. The infrastructure less property of
MANET can be easily useful for emergency application such
as disaster relief.
Sometimes these special features of MANET make a chal-
lenge in Adhoc Networks. The dynamic nature (Change in
topology) of MANET reduces the Quality of Services (QoS)
provided [12]. But providing QoS is necessary as MANET is
most widely used for critical and sensitive applications. The
Metrics of QoS are end to end delay, Data transmission rate,
Jitter and message delivery guaranty. The QoS provided by
MANET is mainly affected by interference between the mobile
nodes [2,4]. The interference occurs in MANET due to the. (2016),
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Figure 1 Route failure demonstration in Mobile Adhoc
Network.
2 M. Malathi, S. Jayashrinode that moves away from the communication range as
shown in Fig. 1. For example, when two mobile nodes are in
communication, any one of the node or both nodes move away
from each other’s communication range may lead to packet-
drop.
In this paper, we propose a novel routing scheme named as
power proﬁcient reliable routing (P2R2) protocol. The pro-
posed routing scheme, checks the capacity of the channel exists
between source and destination. If the capacity is higher than
certain threshold, it will allow the source and destination to
communicate directly. Otherwise, it will discover the multi-
hop path. The relay nodes in the multi-hop path are selected
based on three parameters such as channel capacity, link qual-
ity and residual energy of the nodes and the consideration of
these three parameters during route discovery process will
reduce the route failure during transmission In MANET.
The rest of this paper is organized as follows. In Section 2,
the Existing works related to the proposed scheme are pre-
sented. In Section 3, we show the problem formulation and
propose the Power Proﬁcient Reliable Routing to solve the
problem. Finally, simulation results are given in Section 4
and a conclusion is drawn in Section 5.Source 
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Designing a routing protocol for MANET is a challenging task
as MANET is an infrastructure less dynamic network. Several
routing protocols are available for MANET. The routing pro-
tocols for MANET are classiﬁed into two: Proactive and Reac-
tive routing protocols. The proactive routing protocols are
conventional shortest path protocols. The routing table is
maintained by each node in the network. So, the proactive
routing protocols are called as table-driven routing protocols.
The proactive routing protocols lead to high routing overhead
by continuously updating the routing table as per the changes
in the topology. Reactive routing protocols discover the routes
only when needed or on-demand. The source node initiates the
route discovery process in case of reactive routing protocols.
The proactive routing protocols are not best suitable for highly
dynamic large scale MANET [10,11]. In this section, we are
going to see some of the recent routing protocols designed
by different authors.
Wang et al. [5], have made opportunistic data forwarding
possible in MANET by proposing a light-weight Proactive
Source Routing Protocol (PSR). The Breadth First Search
spanning tree is maintained by each node in case of PSR. Each
node periodically exchanges the information needed to con-
struct the spanning tree between neighbor nodes. Therefore
each node has the path to reach all other nodes in the network.
PSR allows source routing which reduces the routing over-
head. But PSR does not consider the QoS parameter to con-
struct the path. This may lead to frequent route failure in
the highly dynamic MANET.
Preetha et al. [1], analyzed that recurrent link failure is the
signiﬁcant feature of degrading the performance of the net-
work. They studied the route failure of AODV protocol and
recommended a solution to recover it. A novel approach is
proposed to minimize the route failure in MANET by accumu-
lating the alternate path in the forwarder nodes. In the pro-
posed approach, intermediate nodes in the path also engage
in the route discovery process. Because of this, overhead to
establish the route is reduced. Only link failure is considered
for route failure in this study [6]. The other parameters causes’
route failure is not considered during route discovery process.Low Channel 
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Figure 3a Packet delivery ratio analysis for various mobility speeds.
Table 1 Simulation parameters.
Parameter type Parameter value
Simulation time 20 ms
Simulation area 1500  1100 m
Mobility speed 5, 10, 15, 20 m/ms
Path loss model Two ray ground
Channel bandwidth 2Mbps
MAC protocol 802.11
Transmission range 250 m
Traﬃc model CBR
Robust against route failure 3Pioro et al. [3], have studied the optimization problem for
Mobile Adhoc Networks. In MANET, the link capacity is var-
ied due to the change in channel condition. To deal with this
problem in network optimization, the link availability is con-
sidered in the route discovery process. The authors developed
a non-compact linear programming model collectively with
route discovery to reduce the link cost minimization problem.
The energy level of the intermediate node also takes a vital part
in route failure due to node failure. The authors consider the
link availability during path discovery process but fail to con-
sider the energy level of the node.
Zhang et al. [8], solved the optimization problem in
MANET Routing by deriving a dynamic programming algo-
rithm. The strength of the channel gets varied due to the
mobility in MANET. The authors integrate the power control
and schedule in the routing decision to solve the optimization
problem. The simultaneous packet’s path is discovered to min-Please cite this article in press as: M. Malathi, S. Jayashri, Robust against route failur
http://dx.doi.org/10.1016/j.aej.2016.10.004imize the energy consumption [15] in each node under different
mobility patterns. The link lifetime and the channel capacity
are not considered during the relay selection process.
3. Proposed work
MANET is an infrastructure less multi-hop wireless network.
In wireless communication, the nodes can communicate with
each other only when they are available inside the communica-
tion range of each other, when the receiver is far away from the
transmitter (Destination is out of range of the data toward the
receiver). One of the special features of MANET is that each
node can reconﬁgure itself as router to forward the data pack-
ets with any centralized control. The multi-hop path is discov-
ered by using routing protocols in MANET.
Routing protocols available for MANET communication
should guaranty QoS in the dynamic environment. But the
dynamic nature of MANET makes the task of providing
QoS tedious. The reliable communication is achieved by pro-
viding high QoS. The node-to-node channel quality changes
dynamically which may affect the multi-hop data ﬂows. The
link quality also severely affects the multi-hop data ﬂows.
In wireless communication, a node has the link with all the
nodes available inside its communication range when a node
moves away from the communication range, and the link
between the two nodes has expired or broken. This may cause
packet drop during transmission. The dynamic (mobility) nat-
ure of MANET causes link failure frequently. A particular
mobile node comes out of the communication range of the
existing node and simultaneously it may generate the link withe using power proficient reliable routing in MANET, Alexandria Eng. J. (2016),
Figure 3b Packet delivery ratio comparison analysis with PSR routing protocol.
4 M. Malathi, S. Jayashria new node. This behavior of mobile node makes the process
of discovering a reliable route tedious task.
In this paper, we propose a reliable routing scheme P2R2
for MANET. The proposed routing scheme selects the for-
warder nodes between source and destination based on follow-
ing three parameters.
 Channel quality.
 Link quality.
 Residual energy.
3.1. Channel quality
In our context, the channel quality means the availability of
the channel during transmission. Measuring the interference
in the channel will help us to use the resources effectively to
ensure reliable communication. The channel quality metric is
also used to reduce the end-to-end delay by on-the-ﬂy radio
resources allocation [16]. The channel is a medium through
which the signals are transmitted. The capacity of the channel
is deﬁned as the rate at which the data can be reliably transmit-
ted over the medium. The channel capacity (H) is calculated as
follows [7].
H ¼ GtGr k
4pd
 2
where
Gt is the Transmitter Gain,
Gr is the Receiver Gain,
k is the Wavelength of the Signal,
d is the Distance between Source and Destination.Please cite this article in press as: M. Malathi, S. Jayashri, Robust against route failur
http://dx.doi.org/10.1016/j.aej.2016.10.0043.2. Link quality
Link quality is estimated from the quality of the received sig-
nal. In this paper, a new link quality metric is introduced.
The time during which the link exists between the nodes (link
residual life) is taken to measure the link quality. In the pro-
posed scheme, we use the link quality measurement to reduce
the route failure in the highly dynamic environment. However
the accurate depiction of wireless links in mobile Adhoc net-
works is a tedious task. But the new metric link residual life
can easily be estimated based on the communication range, rel-
ative velocity between the nodes. The time during which the
link exists between the nodes is estimated as follows.
To compute residual lifetime of a link ﬁrst we have to ﬁnd
out distance between nodes and its relative velocity. Consider a
link A-B, D = Distance between nodes A and B. Let the (x1,
y1) be the coordinate of node A and (x2, y2) be the coordinate
of node B. Then, the distance is calculated by using the follow-
ing formula [9],
D ¼
ﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃﬃ
ððX2  X1Þ2Þ  ððY2  Y1Þ2Þ
q
 R= Communication range,
 The relative velocity is given by the following formula.
DV ¼ VA  VB
 Residual lifetime of the link is
T ¼ ðR dÞ=DVe using power proficient reliable routing in MANET, Alexandria Eng. J. (2016),
Figure 4a Packet loss ratio analysis for various mobility speeds.
Figure 4b Packet loss ratio comparison analysis with PSR routing protocol.
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Figure 5a Analysis of routing overhead for various mobility speeds.
Figure 5b Routing overhead comparison analysis with PSR routing protocol.
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Figure 6a Energy level analysis for various mobility speeds.
Figure 6b Energy level comparison analysis with PSR routing protocol.
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Figure 7a End to end delay analysis for various mobility speeds.
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The residual energy is the amount of available or remaining
energy in the node. The residual energy is evaluated as follows
[13] (see Fig. 2),
RE ¼ IE  ðNS  TPÞ
where
IE ? Initial energy,
NS ? No of bytes transmitted,
T P ? Transmission power per byte.
In MANET, the unintentional route failure is due to chan-
nel fading, link failure and minimum energy in the node chan-
nel fading causes interference in MANET. So the level QoS
will be reduced. The link failure in the MANET leads to recon-
struction of route. The frequent route reconstruction causes
end-to-end delay and high routing overhead. The energy is
the food for the node to function properly. The node becomes
dead when the energy in the node drained. When the node in
the path is dead, the path should be reconstructed. Thus, the
proposed scheme reduces the route failure by considering
channel quality, link quality and residual energy as the param-
eters to select the forwarding node in the path.
4. Simulation results
We conduct a series of experiments wherein the node mobility
speed varies from 5 to 20 m/s. The nodes are distributed in thePlease cite this article in press as: M. Malathi, S. Jayashri, Robust against route failur
http://dx.doi.org/10.1016/j.aej.2016.10.004simulation area of 1100  1100 m. The UDP/CBR (Constant
Bit Rate) trafﬁc is generated between the source and destina-
tion. The bandwidth for each channel is 2Mb at the initial
time. The data packets are scheduled after 0.05 ms. The
detailed simulation parameters are listed in Table 1.
Fig. 3a shows the graph for Packet delivery ratio. The
graph shows that, the proposed scheme provides high perfor-
mance when increasing the mobility speed too. But the perfor-
mance slightly varies according to the node speed. The
proposed scheme outperforms for various mobility speeds.
Fig. 3b shows the comparison analysis output of the proposed
scheme with the existing routing scheme PSR. The proposed
scheme outperforms than PSR. Higher the Packet delivery
ratio indicates the high performance of the network.
The Packet loss ratio is used to evaluate the quality of the
network provided by the routing scheme. Fig. 4a shows the
graph for Packet loss ratio of the proposed scheme in various
simulation environments of different node speeds. The packet
loss ratio of the proposed scheme is very much low for various
mobility speeds. The packet loss ratio of the proposed scheme
is compared with the existing routing scheme PSR. The packet
loss ratio of the proposed scheme is lower than the PSR as
shown in Fig. 4b. Lower the Packet loss ratio indicates the
high performance of the network.
The routing overhead is the summation of the number of
packets has been transmitted to ﬁnd out the route to reach
the destination. The routing overhead is calculated by the fol-
lowing formula
Routing overhead ¼
X
ðNRREQ NRREPÞe using power proficient reliable routing in MANET, Alexandria Eng. J. (2016),
Figure 7b End to end delay comparison analysis with PSR routing protocol.
Robust against route failure 9where
NRREQ ? Number of Route request packets,
NRREP ?Number of Route reply packets.
The routing overhead increases while increasing the speed
of the node, but it remains constant while increasing the num-
ber of nodes as shown in Fig. 5a. The simulation result shown
in Fig. 5b proves that the routing overhead in PSR is higher
than the proposed scheme as PSR constructs the Breadth First
Spanning Tree to discover the path to each destination node.
The energy consumption of a node decides the lifetime of
the node. The residual energy (Current Energy Level) is calcu-
lated by using the following formula
Residual Energy ¼ ET  ðn  PTÞ
where
ET ? Total Energy,
n?Number of Transmission,
PT ? Transmission Power.
Fig. 6a shows that the proposed scheme consumes less
energy because of selecting high capacity node to forward
the data toward the destination. It indicates that the proposed
scheme provides the higher battery lifetime. The energy level of
the node varies while increasing the mobility speed because of
the displacement of the intermediate nodes in the path. The
comparison analysis of the proposed scheme with the existing
routing scheme PSR is shown in Fig. 6b.Please cite this article in press as: M. Malathi, S. Jayashri, Robust against route failur
http://dx.doi.org/10.1016/j.aej.2016.10.004The time taken by the source node to deliver the data suc-
cessfully to the destination is called as End to End delay. The
following formula is used to calculate the End to End delay.
End to End Delay ¼ AT  ST
n
where
AT ? Arrival Time,
n?Number of Connections,
ST ? Sent Time.
Fig. 7a shows the End to end analysis of the proposed
scheme. The delay increases as the moving speed of the node
increases. But the slight variation is there. The proposed
scheme leads to only tolerated delay in the network, even
though the speed increases. Fig. 7b shows that the proposed
scheme leads to less delay when compared with the existing
approach PSR.
Throughput is the amount of packets delivered to the des-
tination per unit of time. The Throughput is calculated by
using the formula
Throughput ¼ No: of Packets delivered=Time Period
The system provides high throughput while the node is
moving when compared to the node with highest mobility
speed as shown in Fig. 8a. The comparative analysis of the
proposed scheme with the existing routing scheme PSR is given
by the graph shown in Fig. 8b. As a result, the proposed rout-e using power proficient reliable routing in MANET, Alexandria Eng. J. (2016),
Figure 8a Throughput analysis of the proposed scheme for various mobility speeds.
Figure 8b Throughput comparison analysis with PSR.
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Table 2 Comparative analysis.
Parameter P2R2 (%) PSR (%)
Throughput 99.95 86.4656
Packet delivery ratio 99.77 69.90
Packet loss ratio 0.23 26.21
End to end delay 0.777 11.3114
Routing overhead 10.559 34.898
Energy level 99.985 99.97
Robust against route failure 11ing algorithm can able to guarantee QoS requirements in the
highly dynamic environment. The performance of the pro-
posed method is evaluated by comparing it with the existing
routing scheme PSR. The obtained simulation results are tab-
ulated in Table 2. The value for each performance evaluation
parameter is calculated in terms of percentage.5. Conclusion
This work is aggravated by the need of reliable route in the
dynamic MANET. To facilitate the reliable communication
in the highly dynamic environment of MANET, this paper
proposes a novel routing protocol named as Power Proﬁcient
Reliable Routing protocol. This protocol used three important
parameters leads to route failure in MANET while discovering
the route on the demand. The three parameters include Chan-
nel Quality, Link Residual Life and Residual Energy. The con-
sideration of link residual life during path discovery reduces
the route failure during transmission. The consideration of
Channel Quality during route discovery process increases the
overall system throughput. The consideration of Residual
Energy during routing process will reduce the node failure dur-
ing data transmission. The simulation results show that, pro-
posed protocol provides better performance for various
mobility speeds.References
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