Abstract-One of the main problems that affect the data integrity of passive RFID systems is the collision between the tags. A popular anticollision algorithm which dominates the standards in HF and UHF passive RFID systems is Framed Slotted Aloha (FSA) and some variations of FSA. Throughput and average time delay of the RFID system which determines the performance/efficiency of the system are reduced rapidly when the number of tags inside the interrogation zone is increased. Using larger frame sizes is not always the solution. This paper proposes a variation of FSA, called Progressing Scanning (PS) algorithm. The PS algorithm divides the tags in the interrogation zone into smaller groups and gives the ability to the reader to communicate each time with one of them. For performance analysis, the PS algorithm was evaluated with the parameters of a typical passive RFID system at 2.5 GHz. The results showed that the PS algorithm can improve the efficiency of the RFID system and provide a reliable solution for cases with a high density of tags in the area (over 800 tags).
I. INTRODUCTION
Currently, a revolution is occurring in Radio Frequency Identification (RFID) technology, and many companies create new implementations of RFID systems and new products related to this technology daily. The main advantage of RFID technology is the automated identification and data capture that promises wholesale changes across a broad spectrum of business activities and aims to reduce the cost of the already used systems such as barcodes. For this reason, although RFID technology was discovered many years ago, it has advanced and evolved only during the last decade since cost has been the main limitation in all implementations.
The main advantages of RFID systems compared to barcodes are the following:
• In RFID applications intended to replace barcodes, contact with the item to be identified is not necessary, and even the line-of-sight is often not necessary. Thus, it is no longer necessary to open shipping boxes and scan their contents.
• RFID systems work over long distances from any direction.
• RFID provides full automation of the supply chain and can reduce the cost of the vendor using it.
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• It can be implemented in different environmental conditions, such as in rain or with dust and dirt and still operate extremely well.
• Also, while data stored in barcodes are fixed and cannot be changed, in most RFID systems, this is possible by changing the data inside their electronic memory.
• RFID systems are capable of multiple simultaneous scans of items which reduce the time needed to collect the data.
• RFID systems can be used to track people and animals in real time, while this cannot be done with barcodes.
• A barcode is the same for all similar items, while with RFID technology, the same items can have different data, such as a different expiration date. A disadvantage of RFID technology is that the manufacturing cost of the main components is still not cheaper than simple barcodes. Therefore, barcodes will coexist with RFID systems in some applications. Due to the relative high data rates and the long tracking distance, RFID systems are being examined to ascertain whether they could be employed for tracking people and supplies in military operations. The most important issues to be solved are the integrity of data collection and the security of data transferred in the RFID system. In general, RFID technology has vulnerabilities in securing the data between the main components of the RFID system. This paper proposes a variation of FSA, called Progressing Scanning (PS) algorithm. The PS algorithm divides the tags in the interrogation zone into smaller groups and gives the ability to the reader to communicate each time with one of them. It focuses on RFID systems which work in the microwave frequency band of 2.45 GHz, without the use of a battery supply for the tags. The goal of this research is to discover ways to increase the performance of data collection for such systems under the constraints of time delay, throughput, and finally, the working distance.
The paper is organized into the following sections. Section II presents the proposed hybrid anticollision protocol and discusses the performance analysis. In Section III, we conclude the paper.
II. A PROGRESSING SCANNING TECHNIQUE
This section presents an alternative hybrid anticollision protocol based on the Framed Slotted Aloha (FSA) algorithm for microwave RFID communication systems at 2.45 GHz. The parameters of the communication system will be according to those established in [8] by the International Organization for Standardization (ISO) and the International Electrotechnical Commission (IEC) for MODE 1 systems, which are the passive backscatter RFID systems of interest.
The proposed protocol takes into account the physical link and Media Access Control (MAC) parameters. The most important of these parameters are the following [8] :
• The maximum transmitted power (P r,max ) measured at the reader's antenna is 4 Watts (36 dBm) EIRP.
• The modulation, which is used in the forward link (reader to tag), is Amplitude Shift Keying (ASK). ASK is the simplest waveform and can be detected easily by the tag with a simple circuit.
• The modulation, which is used in the reverse link (tag to reader), is Backscatter Modulation (BM).
• The data coding is Manchester for the forward link and FM0 (Bi-Phase Space) for the reverse link. FM0 is actually a differential Manchester technique.
• Both the tag and the reader have error detection capability by using a cyclic redundancy check (CRC) with 16 bits.
• The data bit rate should be between 30 to 40 Kbps in both directions.
• Tags use the reader's signal for synchronization.
• The maximum occupied channel Bandwidth (BW) is 500
KHz.
• The memory size of the tags varies from 8 bytes to 64 bytes. Moreover, it will be assumed that the chips on the tags are using the current semiconductor technology, which decreases the power consumption in the tag, and a minimum power received (P tag,min ) equals to 50 µwatts is enough [1] for the tag to transmit the data stored in its memory.
A. Maximum Distance of the RFID System
First, it is important to evaluate the maximum distance (r max ) of a typical passive RFID system in the microwave band. The distance r max refers to the maximum distance a tag can be placed to receive the necessary power from the reader. A part of this power supplies the inner circuit of the tag to perform all the necessary operations to wake up the tag, and another part is used to transmit the data back to the reader. The maximum distance is smaller than the actual reading distance due to the attenuation in the reverse link. By using the Friis relationship for the free space path loss and the relationship between the transmitted power from the reader (P r ) and the power received by the antenna of the tag (P tag ), the one way (reader to tag) path loss a F is Pr Ptag . Substituting P tag with P tag,min , equation (1) gives the maximum allowable path loss that the RFID system can experience and is still capable of transmitting the stored data to the reader.
From equation (1), the maximum distance for a tag with a dipole antenna (most common in RFID) and a reader with maximum EIRP of 4 Watts at the output of the reader's antenna is calculated and plotted in Figure 1 . Figure 1 illustrates the reading distance versus the transmitted power from a reader. The maximum distance r max is 3.5 m, and this result agrees with [8] , which specifies 4 m for a typical passive RFID system with data rates up to 30 Kbps. Also, Finkenzeller [1] specifies 3 m as the lower bound for backscattering RFID systems (UHF and Microwave bands).
The results in Figure 1 are for Line-Of-Sight (LOS) communication between reader and tags, which is almost a prerequisite for microwave RFID systems. If the RFID system is inside a building, for a line-of sight communication, the path loss exponent is less than 2. Usually, a value of 1.6 to 1.8 is used for this case [9] , and therefore, the maximum reading distance can be higher than 3.5 m. To determine the maximum distance in an indoor environment, it is first necessary to compute the path loss a F at a reference distance r o from the reader. The selection of the reference distance r o is not arbitrary for the RFID system and is determined in the following subsections.
A.1 Evaluation of Reference Distance (r o )
The reference distance r o could be any distance in the farfield region of the reader's antenna, which is much smaller than the maximum distance of this specific system [9] . It is known from antenna theory and design that the far-field distance or Rayleigh distance of the antenna is given by:
where D is the maximum size of the antenna in meters and λ is the wavelength of the operating frequency. Any distance r that meets the following requirements lies in the far-field region of the antenna.
• r > r ff • r D, and finally • r λ Table I gives the Rayleigh distance for different types of reader antennas at 2.45 GHz, where λ is 0.1224 m. For an antenna in the microwave band, the far-field region is determined by the wavelength. The selection of r o = 0.5 m (more than 4 times λ) satisfies the previous requirements and is eligible to be selected as a reference distance for the evaluation of the reference path loss from the Friis equation. The reference path loss at reference distance r o , a F (r o ), is 32 dB.
A.2 Maximum Distance for RFID Systems in Different Environments
From the theory of large-scale path loss at distance r, a F is given in [9] by:
Using equations (1) and (3) and solving for distance r, the following relationship is found:
where n is the path loss exponent. Figure 2 shows the reading distance of two cases: (1) an indoor environment with path loss exponent n=1.6, and (2) an urban environment with n=3. For applications, such as scanning products in a store, n=1.6 is usually the case; thus, a reading distance of up to 5.5 m can be achieved.
B. Selection of Backscattering Modulation
In passive RFID systems at the microwave band, the reader transmits the ASK modulated carrier to the shared wireless channel. This carrier provides the tag with enough power to energize it and is also used by the tag as a carrier for transmitting its ID in the reverse link by using the backscatter modulation. The tag reflects the reader's signal by changing the impedance of its antenna according to the bits that are transmitting, or in other words, it changes the gain of the antenna [10] , [11] . As a result, small fluctuations occur in the amplitude of the carrier's signal.
When the signal returns, the reader needs to "peak-detect" the modulation of the tag in the carrier and then decode it. A high value in the envelope of the carrier is represented by a binary one '1' and a low value of a binary zero '0'. If this is the only change that occurs in the reader's signal, this type of backscatter modulation is called direct modulation and it is simply an ASK modulation. In addition, the tag can also change the phase or the frequency of the carrier signal, and thus, create a PSK or FSK modulated signal.
For the case of passive RFID tags in the microwave band, this kind of ASK backscattering modulation is selected because of the simplicity either in detection from the reader and in computations inside the tags, which, as a result, reduces the cost of the tag. In addition, direct modulation (ASK) provides higher data rates (up to 40 Kbps) than PSK and FSK backscatter modulation [10] , [12] . General passive tags must have as simple functions as possible to reduce the power consumption, and thus, to increase the maximum working distance of the RFID system [13] .
Also, the messages transmitted from the tags must be as short as possible for two reasons:
• Shorter messages mean less power consumption in the tag.
• Shorter messages have lower probability of error in transmitting the tag's ID as discussed in the following subsection.
B.1 Selection of Tags Frame Length
The frame that the tag transmits to the reader (response) consists of the following fields [8] :
• Quiet. The tag does not transmit for a specific period of time determined from the protocol.
• Return Preamble. This consists of 16 bits in a specific sequence, which enables the reader to lock the data from the tag and start decoding the message.
• The data field with at least 64 bits for the UID plus the rest data bits to transmit other kinds of information stored in the tag's memory.
• A 16 bit CRC for error detection. Since it is important as previously mentioned to keep the tag's message as short as possible, but on the other hand, as error detection capability and the return preamble are necessary, a frame length of 96 bits is selected. However, the memory size of the tags can be larger (144 bits is the recommended standard), and thus it could be compatible even with the EPC (96 data bits).
C. Progressing Scanning (PS) Algorithm
The proposed PS algorithm considers two constraints of the RFID system: Fig. 3 . Number of tags on each cycle (uniform distribution around the reader).
• The power consumption in tags must be minimum in order for the RFID system to achieve the maximum distance, and • The RFID system must be simple, especially the tags. In the PS algorithm, the reader takes advantage of the range difference between the tags and the reader's antenna. Tags that are near the reader receive more power from the reader than those which are further away.
In the PS algorithm, the reader starts transmitting from a minimum EIR power level P r,min until the maximum P r,max that is permitted by the regulations. Tags that are further from the reader do not receive enough power and thus cannot transmit their IDs. In each retransmission, the reader increases the transmitted power by an increment k and the tags that are further in distance reply. This continues until the transmitted power reaches P r,max . Then, a new cycle begins and the procedure is repeated from the beginning.
The PS algorithm divides the number of tags n in the area into smaller groups as in the EDFSA algorithm introduced in [7] , and therefore, this method has the benefits of EDFSA since the reader does not use large frame sizes that reduce the efficiency of Aloha-based algorithms [7] . Also, it does not have the complexity of EDFSA to setup the groups.
A detail description of the PS algorithm is as follows:
• At first, the reader transmits with P r = P r,min . The tags at distance r t ≤ r max,pi , where r max,pi is the maximum distance from Figure 1 that corresponds to this transmitted power, become energized and reply using the FSA protocol.
• Next, the reader increases the power level by k, and the aforementioned procedure repeats, but now with transmitting power P r = P r,min + k. All new tags that entered the interrogator zone of the reader reply. Tags from the previous scanning do not reply to the reader's command. This can be accomplished if the reader transmits a command in the header that informs the tags, which have already transmitted once, not to reply until the next cycle. Of course, the tags need to have been programmed to do so. This programming can be done from the manufacture by using a flash memory in tags for quick loading to compare its state, or by using tags with Read/Write memory.
• This aforementioned procedure continues with P r = P r,min + i · k, (i = 1,2,3,...).
• Finally, in the last scanning, the reader transmits with P r = P r,max .
• This is the end of the first cycle of the PS algorithm, which consists of Pr,max−Pr,min k transmissions. After this point, a new cycle with multiple scans begins and the whole procedure repeats until there are no more tags in the interrogation zone.
• The maximum frame size of the reader in each scanning will be 256 slots.
The PS algorithm is an alternative and simplex method to divide the tags in the interrogation zone into smaller groups like in EDFSA, without any involvement from the tags. As a result, PS algorithm decreases the complexity of the tags. Thus, PS has all the benefits of EDFSA in the performance of the Framed Slotted Aloha. Figure 3 shows that the PS algorithm successfully divides the tags in the interrogation zone into groups with a fewer number of tags. In the simuation, 1,000 tags were randomly generated and uniformly placed around the reader with distances of 0 m to 3.5 m. In addition, two different minimum transmitted power values P r,min were used. The reason that more tags are in the first group for both cases is the result of the reverse proportional relationship between P r and r. For example, for P r,min = 1 Watt, this corresponds to r = 1.7 m, which is almost half the maximum distance. By increasing the transmitting power by a factor of 0.2 or 0.5 Watts, the increase in parameter r is almost insignificant; thus, fewer tags are included in the groups following the first one.
As Figure 3 illustrates, the number of tags in each group decreases as the minimum transmitted power from the reader and the increment k decreases. However, both smaller P r,min and k must, as a result, increase the times the reader needs to scan to identify all the tags in the interrogator zone, which thus, negatively affects performance in the PS algorithm as will later be demonstrated. On the contrary, if the number of tags is too high, small values of P r,min and k are needed to decrease the number of tags in each group.
If instead of a constant value for the increment k, a variable one k v is used, this will decrease the number of times the reader needs to transmit in one cycle. The only requirement is that the increment should increase when the transmitted power is increased, or in other words, smaller values of k v should be used with the first scans where more tags are involved in the identification process and higher values when the transmitted power reaches P r,max . Figure 4 compares the performance of the PS algorithm that uses constant power step increase (k=0.2) with a variable one (k={0,0.3,0.9,1.5,2.5,3.1,3.6}). The tags are uniformly distributed around the reader. The solid-line corresponds to the constant step increase and divides the tags into 19 groups, while the dashed-line represents the variable step.
As seen in Figure 4 , an increasing variable step decreases the number of scans of the PS algorithm, which has a similar effect if a higher constant k value was used. Generally, a variable step can be avoided because it increases the complexity of the system. However, when the distribution of tags is not uniform, it might be useful. For example, if the tag's distance from the reader follow a Gaussian distribution, smaller increments can be used near the mean distance and larger ones for tags that are many standard deviations greater.
C.1 Comparison between FSA and Progressing Scanning Algorithm
In order to compare the performance of the PS algorithm with FSA, it is necessary to simulate in discrete time using Matlab as the frame transmitted from the reader and also the random selection of a slot from the tags. A fixed frame size is used both for the FSA and PS algorithms. The distance of the tags from the reader is assumed to follow a uniform distribution with minimum at 0 m and maximum at 3.54 m, which is the maximum distance for an outdoor line-of-sight RFID system at a frequency of 2.45 GHz.
The number of tags n in the interrogation zone is 1,000 and the simulation is ran 1,000 times to increase the accuracy of the results. The scope of the simulation is to evaluate the performance in terms of the time delay needed for the identification of all the tags. The time delay T for FSA in terms of the number of slots is given in [3] as
Thus, the delay in units of seconds is given by the following equation:
where:
• L is the length of the tag response in bits (L = 96 bits is selected).
• R is the bit rate from the ISO standards (a minimum 30
Kbps is selected). To calculate the delay from equation (6) for the PS algorithm, it is important to understand that the PS algorithm is just a FSA procedure with the only difference being that the number of tags in the interrogation zone is divided into multiple groups. The delay for each group which contains n i tags is given then as:
where i indicates the group number, and n i is the number of tags in this group that the PS algorithm has created. Thus, the total delay in seconds of the PS algorithm is the summation of the individual delay for each group and is given by:
This average total delay does not include the time in which the reader needs to temporally inactivate the tags after identification. Such omission is also done for FSA. Since the time to inactivate the tags for both FSA and PS algorithms is the same, comparing the performance of PS to FSA using equations (6) and (8) is fair. fourth column shows how many tags were identified in the first cycle. Finally, the last column gives the average time delay calculated from equations (6) and (8) for each case, but except for FSA with N =64 and N = 128 slots, which is from the simulation.
The results indicate that when a small frame size is used (N =64 or N = 128 slots), the performance of the PS algorithm is much better than that of FSA, which is unable to identify such a large number of tags due to collision. Moreover, the time delay introduced by the PS algorithm is reasonable, which is between 7 to 10 seconds for 1,000 tags. When a larger frame size is used (N = 256 slots), the PS algorithm is able to read more tags in the first cycle than can FSA with a greater frame size, but more transmissions occur than in FSA. In addition, the average time delay is much lower in the PS algorithm than in FSA (56% lower), and thus, the PS algorithm rapidly increases the performance of Slotted Aloha in terms of identification time. It is important to notice from Table II that FSA is ineffective in identifying the entire number of tags in the area when the frame size is small. On the other hand, the PS method with the same frame size requires a very low average identification time.
In Figure 5 , the average time delay T is plotted for both the FSA and PS algorithms. It is evaluated for tags ranging from 100 to 4,000. For a better presentation of the results, a linear scale was used for the horizontal axis (T ), while a logarithmic scale was used for the vertical axis (number of tags). According to Figure 5 , the PS algorithm performs much better than the FSA algorithm when the number of tags in the areas is too high; for example, for 4000 tags, the PS algorithm requires less than 30 seconds while the FSA algorithm requires more than 120 seconds. However, if the number of tags is less than 790, the FSA algorithm has lower average delay; thus, the FSA performs better. Figure 6 more distinctly shows the variation of the average delay with the number of tags for the PS algorithm. This figure shows that T increases very slowly while the number of tags increases. This was expected because the PS algorithm uses According to Figure 6 , the PS algorithm has high initial delay of around 15.8 sec for scanning 100 tags. This occurs because the PS algorithm transmits 19 times instead of only one time, and also after the first cycle, the reader needs to transmit again in all those different power levels corresponding to different distances or tag groups, even if some of those groups do not contain any more tags. To minimize the effect of the initial delay, a small frame size should be used. This is shown in Table II , where the delay is smaller for small frame size when reading 1000 tags.
Being that said, Figure 7 illustrates the performance of two different frame sizes, 64 and 256 slots, according to Table  II . The results show that the frame size of 64 slots has a lower delay than 256 slots for number of tags smaller than 2760. However, 2760 tags is a big number. Normally, in most applications, the number of tags does not reach this number. For this reason, in most of the simulations, the authors use up to 1,000 tags. As a result, a smaller frame size is the best choice when the PS algorithm is used.
In addition, a smaller frame size in the PS algorithm is not only superior than using a larger frame size in the PS algorithm, but it is also the best choice as compared to FSA with a larger frame size. However, because of the initial delay that the PS algorithm introduces (due to multiple scans), it has a lower performance than the FSA for a small number of tags in the interrogation zone (less than 480 in this case as shown in Figure 7) . Furthermore, the PS algorithm performs better when a larger step size is used, i.e., 0.4 watts as shown in Figure 8 . In this case, the tags are divided into fewer groups than before. Both frame sizes of the PS algorithm have a smaller initial delay and exceed the performance of FSA sooner, e.g., at 338 tags for frame size of 64 slots. 
III. CONCLUSIONS
This paper proposes a variation of the FSA called the Progressing Scanning algorithm. The Progressing Scanning algorithm improves the performance of the FSA when the number of tags in the area is too high by dividing the tags into groups and dealing with each group individually. The parameters that control the performance of the PS algorithm are the minimum transmitted power level from the reader, the frame size, and finally the step size of increasing the power in each cycle. Different values cause the PS algorithm to perform differently. Generally, the PS algorithm is better than FSA when the number of tags in the area is over 1000.
Furthermore, higher frame sizes correspond to a higher initial average delay, but can also handle more tags due to collisions. The most important conclusion for the performance of the proposed algorithm is that it can provide a high degree of data integrity in the RFID system, even with the use of small frame sizes, while FSA cannot.
