Abstract-We compare the performance of different backoff functions for the multiple access protocol in an IEEE 802.11 wireless LAN (WLAN). We provide a unified analytical model with explicit expressions for the mean and standard deviation of the access delay for generalized exponential, polynomial and linear backoff functions. Using our model, we show that linear and polynomial backoffs with appropriate parameter settings can improve upon binary exponential backoff specified in the 802.11 WLAN standards, in terms of throughput, access delay statistics and packet drop rate.
I. INTRODUCTION
Binary Exponential Backoff (BEB) is the control algorithm used in Carrier Sense Multiple Access protocols to reschedule packets after a collision. Versions of BEB are specified in Ethernet and IEEE 802.11 [1] WLAN standards, as well as in the recent WLAN QoS extension standard, IEEE 802.11e [2] . In BEB, a node attempts to transmit a packet following a backoff interval that is randomly selected from a backoff window; in response to a collision the window is multiplied by a factor of 2 (hence the qualifier 'binary') to reduce the chance of a repeat collision for the next transmission.
In our previous work [3] , we showed that the aggressive window increase mandated by BEB can result in large access delays in IEEE 802.11 WLANs. In the present paper, we study less aggressive backoff functions -namely generalized exponential, polynomial and linear -in the context of a WLAN with a finite number of nodes under traffic saturation. We demonstrate that polynomial and linear functions can yield better throughput, access delay, and packet drop performance than BEB. Note that unlike the adaptive backoff algorithms that have been proposed in some works (e.g. [4] ), we are concerned with simpler backoff algorithms with static parameters.
It can be shown that for a backoff protocol without retransmission, throughput is maximized when the window is approximately a linear function of the number of contending nodes n [5] . For a system of distributed nodes where n is not known to each node, the window increase mechanism of BEB provides a coarse means of adapting to the number of contending nodes [6] . Since BEB always takes the pessimistic view that a collision implies the window is too small and must be increased, and since the binary exponential function grows the window rapidly, BEB can easily overestimate the actual contention level. Furthermore, we speculate that contending D. Xu is with the National ICT Australia (NICTA), Victoria Laboratory. user populations in most WLAN deployments may never become large enough to warrant the largest backoff windows of BEB in IEEE 802.11 (the default maximum window size is 1024 in 802.11a/b/g). Thus, we are motivated to study the performance of other backoff functions that grow the windows more slowly and terminate at a smaller maximum window.
Backoff functions other than exponential have received little attention in the literature so far. In [7] , polynomial and linear functions were investigated from the standpoint of stability for an Ethernet-like protocol, and a stability result for superlinear polynomial backoff was found. Simulation results were also presented showing that quadratic backoff is a very competitive algorithm.
A risk in reducing the rate of increase of the windows is a resulting increase in the probability of packet discard due to excessive retransmissions. Nevertheless, we show that by judicious selection of the degree of the polynomial function or the slope of the linear function, the drop probability can be made to be smaller than that experienced with BEB.
In this paper, we extend the analytical delay model for an IEEE 802.11(e) WLAN with BEB developed in [3] and [8] to general backoff functions. This model yields explicit expressions for the mean and standard deviation of the access delay and the packet drop probability. We verify the accuracy of our extended model by comparison with ns-2 [9] simulation results. We then use the analytical model to carry out a detailed study of the performance of linear, polynomial and exponential backoff relative to that of BEB. The comparison shows that linear and polynomial backoffs are superior to BEB when the number of contending stations is not too large.
The rest of this paper is organized as follows. In Section II, we describe the backoff functions in a precise way. We develop our extended analytical model in Section III. In Section IV-A, we confirm the accuracy of the extended model with simulation, and then we study the performance of the different backoff functions in Section IV-B. Finally, we draw our conclusions in Section V.
II. OVERVIEW OF DIFFERENT BACKOFF FUNCTIONS
In the IEEE 802.11(e) MAC protocol, a station with a new packet to transmit must wait for a slotted backoff period that is uniformly selected from an initial backoff window W 0 . The backoff counter is decremented for each idle slot, but is frozen when the channel is sensed busy. A station initiates transmission when its backoff counter reaches zero. If more than one station's backoff counter reaches zero at the same slot boundary, a collision occurs. In response to a collision, a station augments its backoff window and schedules a retransmission, until the backoff window reaches a maximum size. Further retransmissions are performed with the maximum backoff window, until a retry limit is reached, after which the packet is dropped.
A. Exponential backoff
In exponential backoff, the backoff window is multiplied by β after each collision until the maximum value is reached:
where β ≥ 1 is a real number, m is the maximum number of window augmentations, and R is the retry limit. Here X denotes rounding of the real value X to the nearest integer. When β = 2 this backoff scheme becomes BEB and for β = 2 the increase in the backoff window will be either faster or slower than BEB.
B. Linear backoff
In linear backoff, the increase of the backoff window obeys a linear function, namely
where β ≥ 0 is again a real number.
C. Polynomial backoff
Finally, polynomial backoff with degree β ≥ 0 is defined by
III. ANALYTICAL MODEL
In this section, we generalize the delay model developed for BEB in [3] and [8] to other backoff functions. The model we develop is a model of the EDCA (enhanced distributed channel access) mechanism of IEEE 802.11e [2] with only one access class; extension to multiple classes is straightforward. We consider a network of n stations operating in ideal channel conditions and under saturation (i.e. each station always has a packet to send). We select a tagged station and derive an expression for the access delay as seen by packets of this station. We then derive its mean and standard deviation. Another performance metric of interest is the packet drop probability, which is the probability that a packet is dropped due to excessive retransmissions.
The model is based on a fixed-point approximation for the collision probability c and the transmission probability p. The fixed point is found by numerically solving the system of equations
where
and U i represents the backoff duration in the ith backoff stage, and is a discrete random variable uniformly distributed over [0, W i − 1]. We formally define it as
where u [a, b] is the discrete uniform density with support [a, . . . , b]. As defined in the previous section, W i depends on the form of the backoff function.
Once the collision probability is known, the packet drop probability, denoted by d, can be easily obtained from
The access delay, denoted by D, can be expressed as D = A + T where T is a random variable (r.v.) representing the successful transmission time of the packet. The r.v. A represents the sum of the durations of backoff and collisions involving the tagged station, which can be written as
Here w.p. stands for "with probability" and C i,j represents the channel occupancy of the j-th collision involving the tagged station, and is i. 
where t slot denotes the backoff slot duration, G is the successful transmission time of a non-tagged station and H is the channel occupancy of a collision not involving the tagged station; γ and ν are the corresponding probabilities, which are given by γ = (n − 1)p(1 − p) n−2 and ν = c − γ. In the case of constant length packets, we obtain
where we drop the i, j from the notation of C i,j . The quantity t data is the transmission time of a data packet, t ack is the transmission time of an ACK packet, and t aif s and t sif s are the durations of the AIFS and SIFS periods, respectively. By putting the above equations together, an expression for D can be obtained. Furthermore, elementary operations yield the
mean and variance of D in (3). Another performance metric of interest is the system saturation throughput, which is defined as the fraction of time the channel is used to successfully transmit payload bits. We use the following expression from Ni et al. [10] , which has been shown to possess good accuracy:
where Δ = t data + t ack + t sif s + t aif s in the case of uniform and fixed length packets.
IV. NUMERICAL RESULTS AND DISCUSSION
In this section, we compare numerical results obtained from our model with simulation in order to confirm the accuracy of the model. We then utilize the model to study the performance of different backoff functions. The validation for BEB has already been presented in our previous work [3] , so here we focus on validation for linear and polynomial backoffs. The simulations were conducted using the ns-2 (version 2.28) simulator [9] , combined with an EDCA module developed by TU-Berlin [11] .
The simulated network topology was comprised of n saturated stations sending 1000 byte UDP packets to an access point (AP) under ideal channel conditions. The MAC and physical layer parameters were configured in accordance with the default values in IEEE 802.11b, as shown in Table I . 
A. Validation
We compare the numerical values obtained from our model with simulation results. The simulation results are plotted with 95% confidence intervals derived from five runs for each point in the graphs. In Figs. 1 and 2 , we plot the mean and standard deviation of the access delay and the saturation throughput against n for linear backoff with β = 10 and polynomial backoff with β = 1.5. Observe that the analytical results agree very well with the simulation results. Fig. 3 presents the packet drop probability results for analysis and simulation, and reveals a high level of agreement. Rather than the absolute packet drop probability (2), we plot the ratios of the packet drop probability of linear and polynomial backoff relative to the packet drop probability of BEB. We define the packet drop probability ratio for the linear backoff, for example, to be d linear /d BEB . Compared to the absolute values, the ratio provides greater insight into the relative performance of different algorithms. Clearly, a ratio larger than 1 indicates performance worse than BEB while a ratio less than 1 means performance better than BEB. 
B. Comparison of different backoff functions
Having established the validity of our analytical model, we now use it to evaluate the performance of different backoff functions. As we shall see, the performance is sensitive to the assumed number of contending stations n. We restrict attention to n ≤ 100 since we believe this range encompasses the load variations seen on the vast majority of deployed WLAN access points. To support our assertion, we point to a recent measurement study [12] of a mature campus WLAN consisting of 566 access points. The study found that the peak number of simultaneously associated stations at an AP was 91, while the average number of associated stations per active AP per day (so not necessarily simultaneously associated) was less than 8. Note that the actual number of simultaneously contending stations would be expected to be much less than the number of simultaneously associated stations due to the bursty nature of real traffic and natural asynchronism in the behaviour of different users.
The comparison of the different backoff functions is made on the basis of four metrics: packet drop probability, the mean and standard deviation (jitter) of the access delay, and the throughput. We use ratio metrics relative to BEB, where we extend the idea of the ratio metric for the packet drop probability defined in Section IV-A to the other metrics. Firstly, we plot the ratio metrics versus β for the linear, polynomial and exponential algorithms, respectively, in Figs. 4 -6. The curves are parameterized by the value of n, and results for n = 10 and 25 are shown. The absolute values of the performance metrics for BEB for these n are given in Table II for reference.
When β increases, the mean delay ratio is largely insensitive to changes in β in the plotted range for linear and exponential backoff, while the mean delay ratio decreases first and then increases for polynomial backoff. There are two opposing effects on the mean delay with increase of β: (i) the collision probability gets smaller and tends to make the mean delay smaller; (ii) conversely, W 1 , W 2 etc. become larger, which tends to make the mean delay larger. When β is small and increasing, the backoff windows are not large and the first effect dominates, hence the mean delay ratio decreases. When β is large and increasing, the backoff window in polynomial backoff initially increases more quickly than the other two. For example, when β = 5, W 1 is 1024, 192 and 160 for polynomial, linear and exponential backoffs, respectively. As a result of the rapid initial window increase, the mean delay ratio for polynomial backoff increases when β is large.
The figures also show that the drop probability ratio decreases and the standard deviation ratio increases, as β is increased. This is as expected, since with increasing β, both the rate of window increase and the maximum window size are greater. For linear backoff, the rate of window increase is less than that for polynomial and exponential backoff, resulting in a slower rate of increase of the standard deviation with β. The opposing slopes of the standard deviation and packet drop probability curves for all backoff functions suggests the possibility of trading off one against the other when selecting a β operating value.
A significant feature of the linear and polynomial backoff results is that, for suitably chosen β, it is possible to obtain simultaneous improvement in throughput, packet drop probability, and standard deviation relative to BEB, while achieving a mean delay approximately the same as BEB. To quantify the percentage improvements possible, we present numerical values in Table II for β = 5 for linear and β = 1.8 for polynomial backoff, and for n = 10, 25, 50 and 100; the absolute performance results for BEB are also given. Negative percentages in the table represent reductions in the metrics, and therefore improvements in the mean, standard deviation and packet drop probability, or degradation in the throughput, all relative to BEB.
For the selected β, W 1 = 192 and W 6 = 832 for the linear example and W 1 = 111 and W 6 = 805 for the polynomial example, compared with W 1 = 64 and W 6 = 1024 for BEB. In other words, the window growth for the polynomial and linear examples is initially faster than BEB, but eventually BEB overtakes them. We have found that rapid initial window growth helps to keep the collision probability -and consequently the drop probability -small. This is evident in Table II , where the drop probability is much less than that of BEB for all n. The reductions in the collision and drop probabilities leads to a more efficient use of the channel, resulting in sizeable throughputs gains. Smaller collision probabilities also give improvements in standard deviation and improvements in mean delay for smaller n. As n increases, the mean and standard deviation are adversely affected by the rapid initial window growth, and the gains relative to BEB decrease, and in fact, become slight degradations in the mean delay for n = 50, 100.
V. CONCLUSIONS
In this paper, we have found that changing the backoff function away from BEB can lead to an improvement in throughput, jitter and packet drop performance. Another finding is that further improvements in jitter can be obtained at the cost of degradation in packet drop performance and vice versa. This result could perhaps be exploited to improve the differentiation between classes in IEEE 802.11e; the backoff function for a jitter-sensitive but loss-tolerant class could be optimized for jitter, while the backoff function for a losssensitive but jitter-tolerant class could be optimized for packet drop. In our study, we have only modified the window increase function and maintained all other backoff parameters (W 0 , m and R) at their default settings in the standard. It is likely that modifying all backoff parameters in unison would lead to greater gains than that obtained by modifying only the window increase function. It would also be interesting to evaluate the impact of the new backoff functions on the performance of realistic traffic rather than the saturated conditions assumed in this paper. We leave these as topics for future research.
