Abstract. In this paper we present a hybrid Physical and Medium Access Control protocol for a Wireless LAN which is designed to support both synchronous (voice) and asynchronous (data) traffic. The protocol is designed using a modified Bluetooth core and 802.11e radio access, where the voice service is supported by Bluetooth whereas data and video services are provided by 802.11e. The Bluetooth radio access is modified to operate using an orthogonal frequency hopping radio in bands of 20MHz coincident with 802.11e channels.
Introduction
The evolution of communication systems in last years has followed a clear tendency towards B3G systems (Beyond Third Generation) or 4G, that are intended to provide a clear support to the integration and coexistence of multiple and different Radio Access Technologies (RATs) in a unique and complex radio environment assuming the management of the whole system and coordinating the radio access with the Core Network. This core, the IP Multimedia Subsystem (IMS), provides the control functionalities and an ubiquitous and seamless wireless access system 2G (GSM), 3G (UMTS) and wide band (WLAN, WiMax), extended to auto organized network schemes with short range connectivity (Bluetooth) between intelligent terminals.
Wireless local area networks have been predominantly used to support data applications. However recent developments, particularly the ability of personal computers (PCs) to deal with real-time voice, have demonstrated the need for This work has been supported by CYCIT (Spanish National Science Council) under the grant TEC2006-09109, which is partially financed from the European Community through the FEDER program.
to support voice and multimedia applications demanded by the market, just increasing transmission rates is not enough. It is also necessary a good management of these resources and to be able to offer to users what is called quality of service (QoS). Task group E of 802.11 IEEE working group, developed a standard [5] able to differentiate several traffic types based on the different QoS needs. This standard has evolved the original Distributed Coordination Function (DCF) and Point Coordination Function (PCF) to the new Enhanced Distributed Channel Access (EDCA) and Hybrid Coordination Function (HCF) Controlled Channel Access. The main difference is the establishment of four Access Categories (AC). Depending on the category to which a packet belongs, it has more or less priority. Fig. 1 shows the basic procedure. The 802.11g [6] standard proposes an extension of the transmission rates up to 54Mbps. The physical layer of 802.11 is modified and uses an OFDM modulation. At MAC layer level operation is the same as 802.11, so the medium access mechanism is CSMA/CA. The standard was designed to be backward compatible; so, the possibility of working in mixed mode is also considered (802.11b+802.11g). Nevertheless, we will use only the OFDM-PHY rates of 802.11g, that is, from 6 to 54Mbps. 802.11e, however, modifies the legacy 802.11 MAC. It establishes four AC: Voice, Video, Best effort and Background.
In each one of these access categories a set of parameters is defined that depends on the traffic priority. These parameters are also different for the Access Point (see Table 1 ). And they are:
it indicates the minimum number of delay slots before the contention window for each access category, as it is possible to observe in Fig.1 . -CWmin and CWmax: the size of the contention window will depend on the AC assigned. -Transmission Opportunity (TXOP): once won the access to the channel, a station is allowed to send packets as long as the duration of them is smaller than the remaining TXOP. If TXOP is zero the station is only allowed to send one packet. The effective time to transmit a data packet and supposing that there are no collisions can be computed following (1) and Fig.2 .
where,
and N DBP S is the number of bits per OFDM symbol and depends on the transmission rate. All the values are shown on Table II . And the operator ceiling ( ) returns the smallest integer greater than or equal the specified number. 
Bluetooth
Bluetooth [7] is a universal radio interface in the 2.4GHz ISM frequency band. Bluetooth is based on a centralized connection oriented approach. Bluetooth devices sharing a wireless channel form a piconet. One device in a piconet has the role of master and controls the channel access, while the others are slaves. There may be up to seven slaves in a piconet.
Bluetooth uses a Time-Division Duplex (TDD) scheme to divide the channel into 625ms time slots. Master and slave units transmit alternately. Each piconet is characterized by a particular fast frequency-hopping pattern; the frequency is uniquely determined by the master's address and is followed by all the devices participating in the piconet.
Two types of connections can be established in a piconet: the Synchronous Connection-Oriented (SCO) link, and the Asynchronous Connectionless (ACL) link. SCO links provide a circuit-oriented service with constant bandwidth based on a fixed and periodic allocation of slots. They require a pair of slots once every two, four or six slots, depending upon the SCO packet used. ACL connections, on the other hand, provide a packet-oriented service and span over one, three or five slots. For ACL links, Bluetooth uses a fast acknowledgment and retransmission scheme to ensure reliable transfer of data. The master controls traffic on ACL links by employing a polling scheme to divide the piconet bandwidth among the slaves. A slave is only allowed to transmit after the master has polled it.
SCO links have been designed to support voice services. Since these links require a periodic allocation of a pair of slots once every two, four or six slots. The SCO link is a symmetric, point-to-point link between the master and a single slave in the piconet. The SCO link involves reservation of slots and can therefore be considered as a circuit-switched connection between master and slave. The master can support up to three SCO links to the same slave or to different slaves. SCO packets have been designed to support 64kbps speech. The specifications define three pure SCO packets and one hybrid SCO packet, which carries an asynchronous data field in addition to a synchronous voice field.
The ACL link provides a packet-switched connection between the master and all active slaves in the piconet. A slave can send an ACL packet if it has been addressed by the master in the previous slot. To ensure data integrity, ACL packets are retransmitted. Only a single ACL link can exist between a master and a slave. The master schedules ACL packets in the slots not reserved for the SCO links. The specifications define several kinds of ACL packets, see Table 3 . Bluetooth devices communicate with each other by using standard networking protocols to transport control and data packets over a network. Devices may use protocols such as TCP, IPv4 or IPv6. These protocols have dissimilar network packet formats. To provide seamless transmission of network packets over the L2CAP layer in the protocol stack, an intermediate protocol is required that encapsulates dissimilar network packet formats as a standard common format.
The Bluetooth Network Encapsulation Protocol (BNEP) provides this encapsulation by replacing the networking header, such as an Ethernet header, with a BNEP header. The L2CAP layer encapsulates the BNEP header and the network payload and sends it over the transport media. The Bluetooth Personal Area Networking profile describes how BNEP shall be used to provide networking capabilities for Bluetooth devices.
The hybrid physical-MAC protocol proposal
Once basic principles of WLAN and BT have been introduced, we describe the protocol of the physical-MAC level we propose. It is essentially a hybrid protocol (adaptive MAC) which combines both 802.11 and Bluetooth access mechanisms, Fig.3 , in order to take profit of the advantages of both technologies.
Hybrid MAC protocols are not unique [8] , [9] but the protocol described here incorporates features which ensure good performance under a wide range of conditions. The hybrid MAC protocol uses a superframe (whose duration is fixed to 20ms), which incorporates a contention free period (CFP) and a contention period. The access mechanism used during each CFP is TDMA (modified Bluetooth access), whereas the access mechanism used during the contention period is CSMA/CA. The first one will be used for VoIP communications (with codecs selected appropriately) and the second one, for data communications. The total amount of resources is distributed on an adaptive bandwidth partitioning strategy between Bluetooth and WLAN, depending on the number of VoIP users. The main idea is illustrated on Fig.4 . However, before continuing describing with more detail the MAC implementation and its associated parameter values, we review some aspects related to the required network architecture, the physical layer, the traffic sources and the associated framing structures. 
Network architecture
To support the proposed scheme, the network architecture consists of:
-Access Point (AP) that supports voice and data services.
-Voice Terminal that only uses the TDMA access mechanism to communicate with the Access Point. -Data Node that uses the CSMA/CA access mechanism and can communicate with an Access Point and other data nodes. -Voice and Data Node which can use both access mechanisms.
Physical layer
At the physical level, the system is designed to operate in the 2.4GHz ISM band, but Dynamic Frequency Selection (DFS) can be used to allow the possibility of using the 5GHz band. When working in WLAN mode, the behavior of the radio hardware is the same as an off the shelf 802.11g WLAN using the ERP-OFDM PHY layer that employs the whole 20MHz channel. On the other hand when working in Bluetooth mode, the specifications indicate that a Bluetooh receiver requires 5dB of Adjacent (1MHz) interference C/I 1M Hz for 8PSK modulation and −25dB Adjacent (2MHz) interference C/I 2M Hz [7] . However commercial Bluetooth modules achieve a C/I 2M Hz up to −40dB [10] . So, with a band separation of 2MHz a right operation is guaranteed. Thus we propose that the radio hardware used works with ten new frequency hopping sequence sets in bands of 1MHz with a guard band of 1MHz. This guard band was considered instead of a continuous band in order to reduce adjacent interference when several frequencies have been used simultaneously. And moreover, the resultant spectrum is similar to the one of a WLAN.
Traffic and framing structure
We consider the VoIP transfer over Bluetooth using Bluetooth Network Encapsulation Protocol (BNEP). For that reason we looked for one of the voice codecs with smaller size, AMR codec [1] . The encoder outputs compressed speech data in octet aligned (by using bit stuffing) AMR-NB Interface Format 2, as defined in the 3GPP TS 26.201 [11] . Other codecs as can be iLBC, used in Skype, have similar characteristics.
The use of BNEP for transporting a voice ethernet packet is shown in Fig.5 . BNEP removes and replaces the ethernet header with the BNEP header. Finally, both the BNEP header and the payload are encapsulated by L2CAP and are sent over the Bluetooth physical channel. Bluetooth offers several types of packets with different user payloads and rates. We propose the use of 3DH1 packets to transport the encapsulated voice payload. For example, if we use the seventh mode of the AMR codec it has a bit rate of 12.2kbps. Thus, we generate a 31 bytes packet each 20ms, moreover we have to add to this 20 bytes of the IP protocol header plus eight of the UDP header, four of the BNEP and four of L2CAP. Looking at Table 3 we can see that it is possible to use the 3DH1 mode or even the 2DH1 mode for lower rate codecs.
With respect to data traffic, transmission over 802.11g uses the packet structure shown before in Fig.2 , follows the access mechanism of Fig.1 and its default parameters were shown in Table 2 .
The MAC Protocol
The start of the superframe is the point at which voice stations start to transmit. The duration of the superframe is fixed and equal to 20ms. This dwell period is fixed at 20ms to provide acceptable performance with respect to latency.
The length of the dwell period also means that each voice data message contains 20ms of AMR data. In addition each packet transmitted includes the necessary MAC and PHY headers. Each one of the contention free periods is divided into a number of pairs of fixed length slots (625ms), two per voice connection. The first slot in each pair is used to transmit voice data from the Access Point to a node (downlink) and the second is used to transmit voice data from a node to the Access Point (uplink) as shown in Fig.4 .
Each Bluetooth station acting as Master can address up to seven clients simultaneously. As we have proposed the standard is extended to allow ten orthogonal hopping sequences. This implies we can handle up to ten voice users per each pair of slots that is a maximum of 70 voice users during the first 14 slots. These 14 slots have 8.75ms of duration which leave us 11.75ms remaining free of transmissions until the start of the next superframe. In a managed network a Beacon is transmitted immediately after the hop. This Beacon is used to maintain network synchronization, control the format of the superframe and manage when each node should transmit and receive data.
At the end of the first CFP in the superframe there is a space reserved for a service slot. The service slot is used by voice nodes to communicate with the Control Point. The time between the two CFPs, the contention period, is used for data transmissions using a CSMA/CA protocol similar to that specified in the 802.11 standard [4] .
The MAC uses a slotted contention scheme, acknowledgement and retransmission of data messages and a fragmentation scheme to improve performance. If there is no voice connection active then the CSMA/CA period occupies the whole of the superframe, with the exception of the space required for the Beacon, maximizing data throughput. For example, 25 voice users would employ the first pair of slots for the first ten users, another pair for the next ten users and another pair for the remaining five users. That is a total of six slots (3.75ms) so the data transmission can employ 16.25ms.
Management
The primary function of the Beacon is to enable all nodes to synchronize to the timing of the network. The Beacon transmitted by the access point is also used to manage the network during the contention free periods. The beacon can include a list of active voice connections (and therefore frequency hopping and slot assignments), retransmission slot assignments for the current superframe, connection status information and paging information. Slot assignment and synchronization information does not change on a per frame basis, so if a node misses a Beacon it uses the information contained in the most recent valid beacon.
All connection and paging status requests and information are repeated until they are acknowledged by the target node.
Results
In this section some results are presented in order to establish the benefits of Hybrid MAC proposal opposite to results obtained with 802.11g/e. Just as an upper bound reference, we compute the effective time needed, for a VoIP transmission over 802.11g/e. Results are shown in Table 4 . The number of admissible voice users, assuming perfect statistical multiplexing and no collisions is shown in the same table. We compare these results with the ones following the hybrid scheme (showed in Fig.4 ) and those obtained with the real performance of the standard WLAN.
Comparison is performed assuming a variable number of VoIP users multiplexed with an FTP user transmission. Combinations of physical transmissions of 6Mbps and 54Mbps for both VoIP and FTP traffic sources have been considered. Evaluation has been made in terms of Packet Loss Probability for audio traffic and Throughput (maximum possible transmission) for the FTP source.
Figures 6(a) and 6(b) show results for an FTP physical transmission at 6Mbps multiplexed with both 6Mbps and 54Mbps for VoIP sources. We can see that in a standard WLAN environment, 50 VoIP (54Mbps) users have unacceptable levels of 15% of losses and the FTP user works at 500kbps. In fact, maximum capacity under these conditions is 32 users (VoIP at 54Mbps) and the FTP user transmits at around 2Mbps. However with the hybrid proposed scheme we can handle 50 VoIP users (in addition, without losses due to congestion) and 3.33Mbps for the FTP, as was expected. Note that 50 VoIP users need 5 · 1.25ms = 6.25ms, so (d) Audio packet loss probability 
13
.75ms can be employed for FTP. On the other hand, effective rate when all the radio resources are assigned to the FTP transmission is 4.8Mbps. So, if a fraction of 13.75/20 of radio resources is assigned, about 3.33Mbps can be achieved.
In figures 6(c) and 6(d), the same results are showed for FTP transmissions at 54Mbps. The number of simultaneous VoIP users supposing a 5% of losses at 54Mbps is near 60 users and transmitting at 6Mbps, just about 32. The FTP throughput associated is lower than 6.2Mbps and 3Mbps, respectively. However, in the hybrid case, we could even handle, without problems, 70 VoIP users and have enough remaining capacity to support a 13Mbps FTP transmission at 54Mpps.
In all the results, the maximum number of VoIP users in the hybrid protocol outperforms even the upper bound reference considered in Table 4 .
Moreover commercial 802.11g/a products have sensitivities in a range between −90dBm(6Mbps) and −72dBm(54Mbps) On the other hand commercial Bluetooth products require just −85dBm which corresponds with a WLAN working at 9Mbps. This fact implies that the maximum number of users supported is reduced more than a half.
