Abstract-We present a way to estimate the saturation throughput of IEEE 802.11 for a lossy channel. The analysis is based on a new concept of virtual slot, which is used to model the dependence of a station's MAC state on the channel. Simulation results show that the analysis accurately predicts the saturation throughput in DCF mode.
I. INTRODUCTION
The saturation throughput of the DCF mode of IEEE 802.11 MAC protocol [5] is estimated in [1] - [4] , [6] - [9] . The analyses in [1] , [4] , [7] , [8] use a two-dimensional Markov chain to model each station's MAC behavior. However, each station's state transition depends on the channel activity. For example, a station can not decrease the backoff counter while the channel is busy. Most papers don't explicitly explain how the two-dimensional Markov chain deals with the MAC state's dependence on the channel. This letter uses a similar model, and introduces a new notion of virtual slot that helps to better understand the two-dimensional Markov chain model.
Previous work sometimes assumes a lossless channel [1] , [2] , [6] , [8] . However, path loss, thermal noise, fading, and interference cause significant bit errors. The effect of bit errors on throughput has been studied in [3] , [4] , [7] , [9] . Both [3] and [4] consider a constant frame error probability only for data frames, and ignore transmission errors of control frames (for example, RTS and CTS frames). [7] calculates the average probability of transmission without an explicit consideration of the two-dimensional Markov chain. [9] is based on [6] , which uses an approximation for the calculation of the backoff probabilities.
The notion of virtual slot is already implicit in [1] , and explicit in [7] . The virtual slot here is more fine-grained than in [7] . Based on virtual slots, we extend the analyses in [1] and [8] to study the saturation throughput for a lossy channel. As seen in section V, our throughput estimates agree closely with the results of OPNET simulations.
II. VIRTUAL SLOT
In IEEE 802.11 a station cannot sense the channel and detect collisions while transmitting a frame, so the station cannot interrupt its transmission. As a result the activities To calculate the time duration of a virtual slot, the transmission rate is assumed to be 1 Mb/s. The time durations of RTS, CTS, and ACK frames are denoted by RTS, CTS, ACK. The lengths of Inter-Frame Spaces are denoted by SIFS, DIFS, and EIFS. Let H be the transmission time of the PHY plus MAC header, σ be the propagation delay, δ be the physical slot time, and L be the transmission time of a constant MAC payload. Although the values of ACK timeout timer and CTS timeout timer are not defined in IEEE 802.11 [5] , we assume that their values are SIFS+ACK and SIFS+CTS respectively, in accordance with the OPNET simulator [10] .
In basic access, the sequence of a data frame transmission is "DATA-ACK", so there are five types of virtual slots: empty slots (all stations are in backoff procedure or idle), collision slots (two or more stations transmit in the same virtual slot), data error slots, ACK error slots, and successful transmission slots. Their durations are
In case of an unsuccessful transmission, our approximation is that reception error will be incurred (the PHY-RXEND.indication primitive returns error). This approximation is different from [1] , [2] , [6] , [3] , but similar to [8] , [4] , [7] , [9] , and close to the IEEE 802.11 implementation in OPNET [10] . Stations that receive erroneous data frames wait for EIFS interval to resume backoff. Meanwhile, the transmitting station waits for the expiration of ACK timeout timer. At transmission rate of 1 Mb/s, the duration of EIFS is the same as the ACK timeout timer plus DIFS, e.g., SIFS+ACK+DIFS. The introduction of virtual slot provides a convenient framework to consider effects of various timers on saturation throughput. 
In RTS/CTS, the data frame transmission sequence is "RTS-CTS-DATA-ACK". There are seven types of virtual slots: empty slots, collision slots, RTS error slots (the RTS frame is corrupted and detected to be erroneous by receiving stations), CTS error slots, data error slots, ACK error slots, and successful transmission slots. Their durations are
In RTS/CTS, the transmitting station sends RTS frame to reserve the channel for the time to finish the remaining sequence "CTS-DATA-ACK" by providing the Network Allocation Vector (NAV) value. In case of collision or RTS error, the transmitting station waits for the expiration of CTS timeout timer, and other stations wait for EIFS interval to resume backoff. Actually, the length of a CTS timeout timer plus DIFS is the same as EIFS at 1 Mb/s, e.g., SIFS+CTS+DIFS. If the RTS frame is transmitted successfully, all other stations set their NAVs to avoid collision. So a collision only occurs during the RTS frame transmission. Any transmission error after RTS frame will incur reception error, which causes stations to reset their NAVs and wait for EIFS interval to resume backoff. This model differs from that in [1] : the maximum backoff counter is W i − 2 instead of W i − 1, because each virtual slot includes one backoff slot for non-transmitting stations. We assume that data transmissions are separated by at least one idle slot, which is used as a backoff slot by the nontransmitting stations.
III. THE TWO-DIMENSIONAL MARKOV CHAIN MODEL
A virtual slot is the unit of basic channel activities. It acts like a global virtual time tick for all stations. After each virtual slot, the Markov state of each station progresses by one step. Thus the state transitions of all stations are synchronized by virtual slots. This is consistent with the assumption that all stations can hear each other and sense the same channel activities.
We consider an IEEE 802.11 wireless LAN with n active stations. Let p be the probability that a frame collides in a virtual slot or is transmitted with bit errors. Let τ be the probability that a station transmits in a virtual slot. As in [1] , [8] , we assume that p and τ are constant and each virtual slot is independent. The non-zero one-step transition probabilities are
These transitions account for the same medium activities as in [1] . However, our p is different from the 'conditional collision probability' in [1] . Because of errors, a backoff is triggered by two events: collision and frame error. So the new p is the conditional backoff probability of a collision or a frame error. Let P e be the conditional frame error probability and P c the conditional collision probability. Assuming these events are independent, we have p = P c + P e − P c · P e , or
Since L is the payload length, the conditional frame error probability P bas e (basic access) and P rts e (RTS/CTS) are
There is a collision in a virtual slot if at least two of n stations are transmitting. So P c = 1 − (1 − τ ) n−1 , and
After solving the balance equations we obtain the stationary probability distribution b i,k as in [1] , and then
Equations (2) and (3) determine the unique values of τ and p.
IV. SATURATION THROUGHPUT
The normalized saturation throughput is
Let P idle be the probability of an empty virtual slot and P tr be the probability that at least one station transmits. Then
Let P s be the probability that exactly one station transmits, conditioned on the event that there is at least one transmitting station. Again, the interpretation of P s is different from P s in [1] , as it also accounts for the possibility of unsuccessful transmission caused by bit errors. Then,
In basic access, the probabilities of the virtual slot types are
In RTS/CTS, these probabilities are
The saturation throughputs S bas for basic access and S rts for RTS/CTS are
V. NUMERICAL RESULTS All simulations use OPNET [10] , whose library includes the IEEE 802.11 MAC protocol. The physical radio characteristics of each station are chosen to approximate the IEEE 802.11 Direct Sequence Spread Spectrum (DSSS) radio, with 1 Mb/s data rate. Both long retry limit and short retry limit are 255. The constant frame payload is 8000 bits. Since all data frames are transmitted among stations within the same Basic Service Set (BSS), the MAC header length is 224 bits instead of 272 bits used in [1] , [8] . The propagation delay σ is assumed to be a constant value 1µs in analysis, but in simulation it is calculated based on the distance between the sending station and receiving station (actually all the propagations delays in simulation are less than 1µs).
Four scenarios are simulated: ideal channel condition (BER=0), and BER=10 
