This paper presents a conceptual view of the digital steganography & exploits the use of a host data to hide a piece of information that is hidden directly in media content, in such a way that it is imperceptible to a human observer, but easily detected by a computer. The principal advantage of this is that the content is inseparable from the hidden image. Steganography has long been a means of secure communication. Security is achieved by camouflaging the secret message. The main application of steganography includes that military application where military organizations use unobtrusive communications. The steganography means in military applications include Spread Spectrum and Meteor Scatter radio which gives various combinations of resistances to detection. Other applications include medical safety, indexing of voice mails, etc. The wavelet domain is growing up very quickly. Wavelets have been effectively utilized as a powerful tool in many diversified fields, including approximation theory, signal processing, physics, astronomy and image processing. Integer wavelet transforms that map integers to integers allow perfect reconstruction of the original image. Hence, an algorithm that embeds the message bit stream into the LSB's of the integer wavelet coefficients of true cover image is presented. The algorithm presented here also applies a pre-processing step on the cover image to adjust saturated pixel components in order to recover the embedded message without loss. Simulation results showed the high invisibility of the model even with large message size. The simulation results presented here shows the effectiveness of the method presented.
INTRODUCTION
Steganography is the ancient art of hiding secret message within another apparently innocuous carrier in such a way that only the receiver knows the existence of the messages. Steganographic methods include convert channel, invisible ink, microdot and spread spectrum communication. The word Steganography is of Greek origin which means "covered or hidden writing". The word Steganography comes from the Greek words Steganos (secret) and Graphy (writing). It includes a vast array of secret communications methods that conceal the existence of message. Its ancient origins can be traced back to 440 BC. Historical Steganography involved techniques disappearing ink or microdots. Modern Steganography involves hiding data in computer files i.e. hiding messages in the multimedia materials such as audio and images [1] .
Steganography and cryptography are cousins in the spy craft family. Cryptography scrambles a message so it cannot be understood. Steganography hides the message so it cannot be seen. A message in cipher text, for instance, might arouse suspicion on the part of the recipient while an "invisible" message created with steganographic methods will not. Steganography by itself does not ensure secrecy, but neither does simple encryption. If these methods are combined, however, stronger encryption methods result. If a message is encrypted and then embedded in an image, video, or voice, it becomes even more secure. If an encrypted message is intercepted, the interceptor knows the text is an encrypted message. But with steganography, the interceptor may not know that a hidden message even exists [2] .
To make a steganographic communication even more secure the message can be compressed and encrypted before being hidden in the carrier. Cryptography and steganography can be used together to make the image more secure. If compressed, the message will take up far less space in the carrier and will minimize the information to be sent. The random looking message which would result from encryption and compression would also be easier to hide than a message with a high degree of regularity. Therefore encryption and compression are recommended in conjunction with steganography.
The advantage of Steganography over cryptography is that message does not attract attention to themselves, to messengers or to recipients. An unhidden coded message, no matter how unbreakable it is, will arouse suspicious and may in itself be incriminating, as in some countries encryption is illegal.
In Steganography, the carrier image is identified as cover image, the image to be hidden is known as hidden image. After the process of embedding the hidden image into cover image the resultant image is called "stego image". For Steganographic systems the fundamental requirement is that the stego-object should be perceptually indistinguishable to the degree that it does not raise suspicion. In other words the hidden information introduces only slight modification to the cover-object. The larger the cover message is (in data content terms number of bits) relative to hidden messages, the easier it is to hide the latter. This is the reason, digital pictures (which contain large amount of data) are used to hide messages on internet and on other communication media [3] .
The paper is organized in the following sequence. A brief review about the related work done so far till date was presented in the previous paragraphs. Section 2 presents an overview about the design & analysis using simulations. Section 3 deals with the experimental results. This is followed by the conclusions in the section 4 and the references with the author biographies.
DESIGN, ANALYSIS USING SIMULATION
For developing the work considered in this paper, MATLAB tool is used. MATLAB stands for MATrix LABoratory. MATLAB is a high performance language for technical computing. It is an interactive system whose basic data element in an array that does not require dimensioning. This allows formulating solutions to many technical computing problems, especially those involving matrix representations, in a fraction of time it would take to write a program in scalar non-interactive language such as C or FORTRAN. Matlab is written originally to provide easy access to matrix software developed by LINPACK (Linear System Package) and EISPACK (Eigen System Package) projects. Today, MATLAB engines incorporate the LAPACK (Linear Algebra Package) and BLAS(Basic Linear Algebra Sub Programmers) libraries, constituting the state of the art in software for matrix computation. MATLAB is a high performance language for technical computing. It integrates computation, visualization, and programming in an easy to use environment where problems and solutions are expressed in familiar mathematical notation. The following instructions are used to implement the colored image steganography using integer wavelet transforms. A code was written using these instructions given below & the .m file was run [4] . . If the specified size does not produce the same aspect ratio as the input image has, the output image is distorted. When the specified output size is smaller than the size of the input image and method is 'bilinear' or 'bicubic', imresize applies to lowpass filter before interpolation to reduse aliasing. The default filter size 11-by-11. You can specify a different order for the default filter using B = imresize(....,method,n).
N is an integer scalar specifying the size of the filter, which is nby-n. If n is 0(zero), imresize omits the filtering step.you can also specify your own filter using this syntax, B = imresize(....,method,h) h is any two-dimensional FIR filter. The input image A can be numeric or logical and it must be nonspares. The output image B is of the same class as the input image. DOUBLE Double: Convert to double precision syntax: double(X) Description: double(X) returns the double precision value for X. If X is already a double precision array, double as no effect.
Remarks: Double is called for the expression in for, if and while loops if the expression isn't already double-precision. Double should be overloaded for any object when it makes sense to convert it to a double-precision value. 
EXPERIMENTAL RESULTS
Simulation was performed in Matlab & the experimental results are presented in this section. In high bit-rate data hiding, we have two primary objectives, viz, the technique should provide the maximum possible payload and the embedded data must be imperceptible to the observer. We stress on the fact that steganography is not meant to be robust. Any modifications to the file, such as conversions between file types and/or standard image processing, is expected to remove the hidden bits from the file [8] . Fundamentally, data payload of a steganographic scheme can be defined as the amount of information [1], it can hide within the cover media. As with any method of storing data, this can be expressed as a number of bits, which indicates the max message size that might be inserted into an image. If we assumed that the colour image contains XY pixels then every sub band of its wavelet transform will contain 3*(XY/4) coefficients. So the data payload of the algorithm presented here can be expressed using eqns. Obviously, the presented scheme is blind since with the stego key only, the original cover-image is not needed to recover the embedded message from the received stego-image. In addition, the proposed scheme is considered secure [7] . That is, without knowing the stego-key a passive warden can't extract the hidden message or even prove its very existence [8] . Usually the invisibility of the hidden message is measured in terms of the Peak Signal-to-Noise Ratio (PSNR) defined in equation (3), where p(x,y) represents the color shade level of a pixel, whose coordinates are (x , y) in the original image, and ~p(x, y) represents the same pixel in the distorted image. RMSE represents the Root Mean Square Error (RMSE) as a measurement criterion [6] . The Fig. 1 shows the block diagram of the color steganography implementation scheme. The introduction of wavelet transforms that map integers to integers in the field of image steganography allowed the embedded message to be recovered without loss. We will apply the 2D Transform on each color plane of the colored cover image. Then the proposed algorithm stores the message bits-tream in the least significant bits of the transform coefficients. This process obviously does not affect the integrality of the embedded coefficients. The main problem encountered in implementing this algorithm was the error caused by hiding bits in coefficients that correspond to saturated pixel components. The embedding process may modify those coefficients making them exceed their maximum value (255). This range violation may result in loosing some parts of the embedded message. So, we proposed applying a pre-processing step on the cover image before the embedding process takes place. This step adjusts the saturated pixel components in a way to guarantee that they do not exceed their maximum value due to modifying their corresponding coefficients [9] .
CONCLUSIONS
This paper presents a brief analysis of the colored image steganography using integer wavelet transforms. The introduction of wavelet transforms that map integers to integers in the field of image steganography allowed the embedded message to be recovered without loss. We will apply the 2D Transform on each color plane of the colored cover image. Then the proposed algorithm stores the message bit-stream in the least significant bits of the transform coefficients. This process obviously does not affect the integrality of the embedded coefficients. Wavelet transforms that map integers to integers allow perfect reconstruction of the original image. The algorithm deals with true-color images and applies the 2D -Transform on each color plane separately. The embedding process stores up to 4 message bits in each integer coefficient for all the transform sub-bands. The algorithm pre-adjusts the original cover image in order to guarantee that the reconstructed pixels from the embedded coefficients would not exceed its maximum value and hence the message will be correctly recovered. The information capacity provided by the proposed algorithm can reach 50 % of the original cover image size. Furthermore, experimental results showed that this scheme retains high quality of the stego-image over the existing LSB-based methods.
