The SNMP Management Framework
The SNMP Management Framework presently consists of five major components:
o An overall architecture, described in an Architecture for Describing SNMP Management Frameworks [ARCH] .
o Mechanisms for describing and naming objects and events for the purpose of management. The first version of this Structure of Management Information (SMI) is called SMIv1 and described in STD 16, RFC 1155 [V1SMI] , STD 16, RFC 1212 [V1CONCISE] and RFC 1215 [V1TRAPS] . The second version, called SMIv2, is described in STD 58, RFC 2578 [V2SMI] , STD 58, RFC 2579 [V2TC] and STD 58, RFC 2580 [V2CONFORM] .
o Message protocols for transferring management information. The first version of the SNMP message protocol is called SNMPv1 and described in STD 15, RFC 1157 [V1PROTO] . A second version of the SNMP message protocol, which is not an Internet standards track protocol, is called SNMPv2c and described in RFC 1901 [V2COMMUNITY] and RFC 1906 [V2TRANS] . The third version of the message protocol is called SNMPv3 and described in RFC1906 [V2TRANS] , Message Processing and Dispatching [V3MPC] and User-based Security Model [V3USM] .
o Protocol operations for accessing management information. The first set of protocol operations and associated PDU formats is described in STD 15, RFC 1157 [V1PROTO] . A second set of protocol operations and associated PDU formats is described in RFC 1905 [V2PROTO] .
o A set of fundamental applications described in SNMPv3 Applications [V3APPS] and the view-based access control mechanism described in View-based Access Control Model [V3VACM] .
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This group contains objects that allow for configuration of COPS server addresses and the order to which connections should be attempted. It contains a table of per-server objects as well as scalars for configuration of the retry algorithm to be used by a client to obtain a connection to an appropriate server.
Textual Conventions
The datatypes CopsClientState, CopsServerEntryType, CopsErrorCode, CopsTcpPort and CopsAuthType are used as textual conventions in this document. These textual conventions have NO effect on either the syntax nor the semantics of any managed object. Objects defined using these conventions are always encoded by means of the rules that define their primitive type. Hence, no changes to the SMI or the SNMP are necessary to accommodate these textual conventions which are adopted merely for the convenience of readers.
3.5. Relationship to Other MIBs 3.5.1. Relationship to the 'system' group This MIB contains definitions for a single COPS protocol client represented by a single SNMP agent and instance of the MIB-2 system group [MIB2] . It does not address the case of multiple co-located COPS protocol clients. "The TCP port number on the COPS server to which the client should connect." ::= { copsClientServerConfigEntry 5 } copsClientServerConfigPriority OBJECT-TYPE SYNTAX Integer32 MAX-ACCESS read-create STATUS current DESCRIPTION "The priority of this entry relative to other entries. COPS client will attempt to contact COPS servers for the appropriate Client-Type. Higher numbers are tried first. The order to be used amongst server entries with the same priority is undefined. COPS servers that are notified to the client using the COPS protocol PDP-Redirect mechanism are always used in preference to any entries in this For the 'sequential(2)' algorithm, this value is the number of times the client should retry to connect to one COPS server before moving on to another. For the 'roundRobin(3)' algorithm, this value is not used." DEFVAL { 1 } ::= { copsClientConfigGroup 3 } copsClientServerConfigRetryIntvl OBJECT-TYPE SYNTAX TimeInterval UNITS "centi-seconds" MAX-ACCESS read-write STATUS current DESCRIPTION "A retry interval for use by the retry algorithm. Each retry algorithm needs to specify how it uses this value.
Definitions for COPS Client MIB COPS-CLIENT-MIB DEFINITIONS ::= BEGIN -----------
---------------------------------------------------- --------------------------------------------------------------- IMPORTS MODULE-IDENTITY,--------------------------------------------------------------- --Textual Conventions --------------------------------------------------------------5) } --------------------------------------------------------------- copsClientCapabilitiesGroup OBJECT IDENTIFIER ::= { copsClientMIBObjects 1 } --------------------------------------------------------------- -- ----------------------------------------------------------------- copsClientStatusGroup OBJECT IDENTIFIER ::= { copsClientMIBObjects 2 } --------------------------------------------------------------- -- --Current
---------------------------------------------------------------copsClientConfigGroup OBJECT IDENTIFIER ::= { copsClientMIBObjects 3 } ---------------------------------------------------------------
For the 'sequential(2)' algorithm, this value is the time to wait between retries of a connection to the same COPS server.
For the 'roundRobin(3)' algorithm, the client always attempts to connect to each Server in turn, until one succeeds or they all fail; if they all fail, then the client waits for the value of this interval before restarting the algorithm. 
copsClientConformance OBJECT IDENTIFIER ::= { copsClientMIB 2 } copsClientGroups OBJECT IDENTIFIER ::= { copsClientConformance 1 } copsClientCompliances OBJECT IDENTIFIER ::= { copsClientConformance 2 } It is then a customer/user responsibility to ensure that the SNMP entity giving access to an instance of this MIB, is properly configured to give access to the objects only to those principals (users) that have legitimate rights to indeed GET or SET (change/create/delete) them. The IETF takes no position regarding the validity or scope of any intellectual property or other rights that might be claimed to pertain to the implementation or use of the technology described in this document or the extent to which any license under such rights might or might not be available; neither does it represent that it has made any effort to identify any such rights. Information on the IETF's procedures with respect to rights in standards-track and standards-related documentation can be found in BCP-11. Copies of claims of rights made available for publication and any assurances of licenses to be made available, or the result of an attempt made to obtain a general license or permission for the use of such proprietary rights by implementors or users of this specification can be obtained from the IETF Secretariat.
The IETF invites any interested party to bring to its attention any copyrights, patents or patent applications, or other proprietary rights which may cover technology that may be required to practice this standard. Please address the information to the IETF Executive Director. This document and translations of it may be copied and furnished to others, and derivative works that comment on or otherwise explain it or assist in its implementation may be prepared, copied, published and distributed, in whole or in part, without restriction of any kind, provided that the above copyright notice and this paragraph are included on all such copies and derivative works. However, this document itself may not be modified in any way, such as by removing the copyright notice or references to the Internet Society or other Internet organizations, except as needed for the purpose of developing Internet standards in which case the procedures for copyrights defined in the Internet Standards process must be followed, or as required to translate it into languages other than English.
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