In the past decade, a massive amount of data on human interactions has shed light on various cascading processes from the propagation of information and influence to the outbreak of diseases [3] . These cascading processes can be modeled in graph theory through the abstraction of the network as a graph G = (V , E) and a diffusion model that describes how the cascade proceeds into the network from a prescribed subset of nodes. A fundamental task in analyzing those cascades is to estimate the cascade size, also known as influence spread in social networks. This task is the foundation of the solutions for many applications including viral marketing [3, 6] , estimating users' influence [4], optimal vaccine allocation, identifying critical nodes in the network, and many others. Yet this task becomes computationally challenging in the face of the nowadays social networks that may consist of billions of nodes and edges.
• We introduce a new influence measure, called Outward Influence which is more effective in differentiating nodes' influence. We investigate the characteristics of this new measure including non-monotonicity, submodularity, and #P-hardness of computation.
• We propose two fully polynomial time randomized approximation schemes SIEA and SOIEA to provide (ϵ, δ )-approximate for influence spread and outward influence with only an O (n) observed influence in total. Particularly, SOIEA, our algorithm to estimate influence spread, Permission to make digital or hard copies of part or all of this work for personal or classroom use is granted without fee provided that copies are not made or distributed for profit or commercial advantage and that copies bear this notice and the full citation on the first page. Copyrights for third-party components of this work must be honored. For all other uses, contact the owner/author(s is Ω(log 4 n) times faster than the state-of-the-art INFEST [4] in theory and is four to five orders of magnitude faster than both INFEST and the naive Monte-Carlo sampling.
• A building block of SIEA is the robust mean estimation algorithm, termed RSA. This can be used to estimate influence spread under other stochastic diffusion models, or, in general, mean of bounded random variables of unknown distribution, extending the work of [2] . RSA will be our favorite statistical algorithm moving forwards.
• We perform comprehensive experiments on both real-world and synthesis networks with size up to 65 million nodes and 1.8 billion edges. Our experiments indicate the superior of our algorithms in terms of both accuracy and running time in comparison to the naive Monte-Carlo and the stateof-the-art methods. The results also give evidence against the practice of using a fixed number of samples to estimate the cascade size. For example, using 10000 samples to estimate the influence will deviate up to 240% from the ground truth in a Twitter subnetwork. In contrast, our algorithm can provide (pseudo) ground truth with guaranteed small (relative) error (e.g. 0.5%). Thus it is a more concrete benchmark tool for research on network cascades. The full paper is available at [5] . 
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