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nodes, such as black hole attacks that
are launched in MANETs. The results further conﬁrm that the HSA
performs better than CBDS and DSR.
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