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and syndromic infectious disease surveillance reports from the state medical examiner's office. We encrypt unique identifiers at the originating institution to protect patient privacy. A medical epidemiologist from the state health department reviews data displays daily and investigates reports. Personal health identifiers can be obtained from the originating institution under state reporting requirements. Illnesses or events are reported from B-SAFER to the health department. We use a distributed, Web-based information system with an industry standard architecture (OpenEMed), compatible with NEDSS. The security infrastructure used enables systems with diverse security infrastructures to provide data to the system with strong encryption and full mutual authentication and authorization of all the clients and servers involved. Data elements are analyzed as received by both fixed and ad hoc rule-based algorithms and anomaly detection. This provides the opportunity to find new or unexpected clinical associations. Syndromic data are subject to natural language processing and statistical analysis based on historical baseline data. Evaluation and validation include sensitivity analysis for real and modeled outbreak identification and impact on response.
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Preexisting electronic data may be useful for computerized syndromic surveillance. One of the earliest and most ubiquitous sources of clinical data is the triage chief complaint (TCC); however, TCCs are in free-text format and cannot be manipulated by computers. We have begun evaluating the usefulness of free-text TCCs in a computerized syndromic surveillance system called the Real-Time Outbreak Detection System (RODS) by testing (1) our ability to categorize automatically TCCs into syndromes and (2) the ability of free-text TCCs to predict cases of acute infectious gastrointestinal (GI) syndrome. Two statistically based text processing systems have been created and tested at classifying free-text TCCs into one of eight syndromes (respiratory, GI, neurological, constitutional, botulinic, rash, hemorrhagic, and other) monitored by RODS. We used one of the text processing systems to classify TCCs from randomly selected patients admitted to the emergency department in 2001 and measured its ability against that of International Classification of Diseases, 9th Revision (ICD-9) codes at detecting patients with acute infectious GI syndrome. The text classification systems classified free-text TCCs, with areas under the ROC curve ranging from 0.90 to 1.0. Using automatically classified TCCs, we detected cases of acute infectious GI syndrome with a sensitivity of 0.63 and specificity of 0.94. Using ICD-9 codes instead of TCCs yielded a sensitivity of 0.32 and a specificity of 0.99. In spite of the limited amount of information in a TCC, we can accurately classify the TCCs into syndromes and can identify actual cases of acute infectious GI disorder with fairly good results. In part because of recent bioterrorism events in this country, there is increased interest in the use of existing databases to provide early warning of bioterror attacks. We wished to determine if an existing emergency department (ED) electronic medical record database has the potential to track disease patterns, including bioterrorism events, in real time. The design was retrospective analysis of a computerized database of ED visits. The setting was 15 New Jersey EDs, with participants consecutive patients seen by ED physicians January 1998 through July 2002. Based on ICD-9 codes, syndromic groups were developed for the following categories: any gastrointestinal, diarrhea, respiratory, asthma, chest pain, fever, skin, headache, and weakness. We then generated daily counts of patients by category and generated time series graphs to display the incidence of disease for these syndromic groups over the 4.5-year period. We also generated similar counts and graphs for the same syndromic groups based on the physician's choice of charting template rather than ICD-9 code and compared the results. There were 3.2 million patient visits in the database. Visual inspection of the time series graphs showed definite seasonal peaks in the diarrhea, respiratory, asthma, fever, and skin syndromic groups. There was good agreement between ICD-9 codes and templates. The existing ED database identified seasonal peaks in the incidence of several disease syndromes. Tracking physician charting template usage could potentially identify these patterns in real time. This ED database may be able to provide early warning of disease outbreaks and some types of bioterrorist attacks. , and the corresponding anthrax attacks, there has been considerable interest in developing pre-event surveillance methods that would be used for early detection of a bioterrorist event and prevention of widespread morbidity and mortality. Traditionally, active surveillance mechanisms to detect disease outbreaks consist of confirmatory laboratory testing after preliminary diagnosis from a physician. In many cases, the confirmation of infectious disease takes days of testing, many hours of epidemiological analysis, and significant public health resources at the local level before an outbreak is finally diagnosed. Our communities are at significant risk unless public health authorities can develop a preevent early warning system with a high degree of specificity and sensitivity for outbreak detection when patients present themselves to the emergency department or their primary health care provider. A pre-event early warning system depends on quality, "near" real-time data from the medical community. Potential sources of this information are (1) hospital emergency department encounters, (2) outpatient clinic visits, (3) pharmacy data (over the counter and prescription). All data sources have varying degrees of quality, but the hospital emergency department registration information (chief complaint at initial visit) is determined to provide the nearest real-time means for use in a pre-event surveillance system. But, is chief complaint information as reliable as International Classification of Diseases, 9th Revision (ICD-9)-coded discharge diagnosis in predicting an early event? ICD-9 diagnosis is considered to be the best indicator of patient diagnosis, but is not readily available for epidemiological analysis until 3 to 5 days after initial visit. The New York State Department of Health and Emergency Medical Associates of New Jersey Research Foundation (EMARF) have completed a study comparing emergency department chief complaint data with ICD-9 discharge codes from 2.7 million patient encounters presenting to 15 emergency departments in New Jersey to determine the feasibility of using chief complaint for pre-event surveillance. Preliminary findings show a high specificity and sensitivity comparing chief complaint data to ICD-9-coded discharge diagnosis.
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