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SECNAVINST 5510.37 established the 
Department of the Navy Insider Threat Program 
(ITP) to promulgate policy, assign responsibilities 
and institute a governance framework. promulgate 
policy, assign responsibilities, and institute the 
Navy Insider Threat Board of Governance 
(NITBOG).
Proposed Insider Threat Operational Structure
Crowd Sourcing Human Analyst 
Playbooks for Insider Threat 
Mitigation (W4F13)
Qualitative Analysis of Data Collected
Summary 
• Research led to the emergence of four very 
specific insider threat hub operations problem 
areas: policy, data, sharing and technology
• In FY 16 the Insider Threat research team is 
funded to continue development of the Insider 
Threat playbook for the Navy’s hub operations.  
Three theses are in progress with this research, 




MMOWGLI Insider Threat Game
This research sought to collect, evaluate, and codify 
in-use and recommended practices for Insider 
Threat (InT) mitigation. Interviews with subject 
matter experts (SME) comprising a variety of 
skillsets and analysis of organizations involved in 
InT operations over a broad geographical/mission 
area were conducted. 
Massive Multiplayer Online Wargame Leveraging the Internet
