The surveillance system more often uses devices working on dierent bands that are used not only for detection but also to recognize and identify threats. The paper presents the possibility of protection, detection and identication of risks, achieved through the use of multispectral detection systems in critical infrastructure facilities. The authors consider the benets of active sensors based on other wavebands, such as millimeter wave radar, terahertz cameras, infrared camera and shows the ability to detect and identify the target using data collected by the sensors. Also discussed the issue of fusion data from dierent sensors and opportunities that the whole system obtained by application of data fusion.
Introduction
At present, many non-military materials and resources are available and because of that many organizations in the world are trying to become well-known by carrying out terrorist attacks. These organizations use their acts to get the world's attention on specic problems. Typically, such attacks are a serious threat to civilian population and critical infrastructure objects, because they are designed to cause maximum damages. In the Baltic Sea the terrorist attacks on seaports are considered as one of major threats [1] .
Considering seaport as a critical infrastructure object, we can identify several ways of plausible terrorists attacks.
• Attack from the sea surface using manned and unmanned boats that can carry armed men and explosives.
• Hijacking of ships transporting dangerous materials and using materials as weapons.
• Underwater attacks using divers or miniature submarines.
• Land attacks on ships docked at the port using improvised explosive devices, suicide attacks, ring docks using handheld rocket launchers or mortars.
• Attacks from the air using manned or unmanned aircraft.
• NBC attacks (with nuclear, biological or chemical weapons), sabotage food supplies for ships passengers. * corresponding author; e-mail: mzyczkowski@wat.edu.pl
• Cyber-attacks targeting port security systems such as trac control system, security system, and interference in database (read, modication and destruction).
According to the recent standards, security systems of critical infrastructure objects should be implemented in accordance with guidelines contained in Marine Terminal Physical Security. The system includes subsystems such as vessel trac system (VTS) and automatic identication system (AIS). Both of these subsystems are part of port management system (PMS) or vessel trac management and information system (VTMIS). In order to ensure complete safety of objects like seaports, and to ensure protection against all threats mentioned above, it is necessary to connect under and above water threat detection systems. Such systems should include radar--camera units (allowing for identication and tracking of port personnel, vehicles and vessels [3] ) and active and passive monitoring systems of underwater activities such as sonar and magnetic barriers [4, 5] . As a part of a research lead in the Military University of Technology, demonstrator of a seaport security system based on these assumptions was developed. • Connection of VIS and IR cameras to extend the observation capabilities during night and day [15] ,
• Fusion of data from cameras [16] ,
• Combination of data acquired from multiple systems on a digital map [17] .
Taking into account the specic marine conditions, such system should be resistant to false alarms generated by strong wind and high waves. The base conception of seaport security system ( Fig. 1 ) has been developed on the concept of newly built regasication terminal in winouj±cie. Table. 5. Conclusions 
