INTRODUCTION
Personal data is defined as any information relating to an identified or identifiable person. This information can be about a person's identity, ethnic origin, physical characteristics or health, education and employment situation. Similarly, a person's beliefs and ideas constitute personal data. In this context, personal data protection stands for the legal arrangement of the scope, procedure and enforcement of personal data processing: the collection, recording, storage, disclosure and destruction of personal data.
In today's global world, information has turned into an economic asset. Personal data has become a source of conflicting interests. On one hand, the subjects of such data demand full autonomy on data about themselves, while on the other hand data processors (governments and private businesses) insist on free access to personal data. Maintaining a balance of interests requires identification of the rights lying at the core of personal data. Despite the property rights and intellectual property rights perspectives debated in the Anglo-American legal system, according to the prevailing opinion in continental Europe, personal data is associated with the data subject's right to personality. However, it should be determined to which of the manifestations of the right to personality that personal data is related.
I. The Right to Personality as the Core of Personal Data
In continental Europe, personal data is accepted as a part of the right to personality of the subject of the data.
1 According to this view, data protection serves to protect the individual's right to privacy, which is one of the many manifestations of the right to personality. This stance is mainly based on the fact that any breach concerning the protection of personal data constitutes an infringement of the right to personality of the subject of the data. 2 For instance, it is possible to violate someone's right to personality by illegally obtaining and using personal data, in the fields of banking, e-commerce, etc., or by disclosing some private information to the public.
3 As a result, the protection of personal data aims to prevent infringement of the right to personality that can cause quantifiable and unquantifiable damage to a person.
II. Personal Data and Related Manifestations of the Right to Personality
In the Turkish legal system, the existence of an independent right to personality has been recognized. 4 However, in addition to the recognition of a general right to personality in Article 24 of the Turkish Civil Code (TCC) and Article 49 of the Turkish Code of Obligations (CoO), several different manifestations of the right to personality are also addressed in some others acts. For instance, Articles 25 and 26 of the TCC codify the right to one's name. REV. 1125 REV. , 1142 REV. (2000 . On the contrary, in the Anglo-American Legal System, the relationship between personal data, and property and intellectual property rights is being studied as well.
Additionally, Article 66 of the Law on Intellectual and Artistic Works, which authorizes legal action in case of an infringement of the economic and moral rights of creators of copyrighted works, and Article 47 of the CoO, which discusses the immaterial compensation to be paid in case of bodily harm and death of a person, are examples of some other manifestations of the right to personality.
5
Accepting a general right to personality as a starting framework, and then codifying specific manifestations of this right, serve to create the best protection of one's personality. In this way, it becomes possible to protect everyone from breaches that are not specifically regulated by law and to overcome the harmful effects of social and technical developments on the right to personality. 6 However, this does not mean that there are several different rights to personality; there is only one, single right to personality and the different aspects that are regulated by law are just manifestations of this general right to personality.
7 Accordingly, the general right to personality functions as the basis 
A. The Right to Privacy as the Core of Personal Data
In continental Europe, it is widely claimed that among the different manifestations of the general right to personality, protection of personal data is related to the individual's right to privacy. In this context, data protection is directed at protecting the privacy -or the private life -of the subjects of the data.
9 As a matter of fact, the concept of "information privacy" refers to an individual's control over the processing -the acquisition, disclosure, and useof personal information.
10
The relationship between data protection and privacy protection is portrayed in various national and international data protection regulations. rights and freedoms of natural persons, and in particular their right to privacy with respect to the processing of personal data. 12 Similarly, Article 1 of the Turkish Draft Code on Protection of Personal Data ("Draft Code") states that the Draft Code aims to protect the integrity of the individuals' material and spiritual entity as well as their fundamental rights and freedoms.
The main criticism brought to this stance is that the concepts of privacy protection and data protection are non-synonymous. As a matter of fact, in spite of being related to each other, these two concepts are quite different from one another. For instance, any data which is entirely wrong does not infringe the privacy of an individual. However, the same piece of information constitutes personal data as long as it is about an identified or identifiable person. In fact, this is the reason why Article 12 of the Directive and Article 12 of the Draft Code entitle the subject of every single piece of data to have the right to be informed that data processing is taking place, to have the right to view the data, and the right to request corrections if necessary.
13
Another criticism would be that it is apparent from some of the data protection regulations, mainly the Directive, that the interests protected by these regulations are not limited to the right to privacy. For instance, according to Article 1 of the Directive, the Directive aims "in particular" to protect the right to privacy. The expression of "in particular" shows that the objective of data protection includes, but is not limited to, the protection of privacy. 14 Additionally, in Art. 8 of the Charter of Fundamental Rights of the European Union, "Protection of personal data" is regulated separately from the "Respect for private and family life" (Art. 7). Moreover, the concept of personal data, by definition, distinguishes the data which can lead to the identification of a person, from the anonymous one. In this context, it is not investigated if the information to be claimed personal data is confidential or infringes the data subject's privacy. The third and final criticism of this view of the right to privacy is that, according to classical human rights doctrine, everyone is obliged to refrain from infringing on another's privacy. In this context, the protection granted by this right is present as long as personal data is kept secret. In other words, following the public disclosure of any data, that information cannot be protected by a right to personality approach based on that right to privacy. 15 Similarly, any behavior that has taken place in the public domain cannot be deemed to be a secret and cannot therefore be protected within the scope of the right to privacy. However, personal data does not have to be confidential; public information is deemed to be personal data in both the Directive and the Draft Code.
16 This is because the processing of such data may still infringe the right to personality of the owner of the data. For instance, information about activities taking place in the public domain, such as an individual praying at a mosque/church, or participation in the meetings of a political party, may lead to discrimination against that individual in society. Therefore, it is not possible to accept that privacy is the main interest protected by data protection.
As a result, a stance accepting the right to privacy as the core of personal data fails to explain how public information can be personal data. However, it is a fact that publicly-known personal data also constitutes a part of the individual's personality. In this context, it is a necessity to analyze which other manifestations of the right to personality that personal data might be related to.
B. The Right to Informational Self-Determination as the Core of Personal Data
The concept of the right to privacy, which fails to explain the core of personal data, is only one of the manifestations of the general right to personality. However, manifestations of the right to personality are not finite, which means that new manifestations of this right might be recognized. Accordingly, in its Census decision of 1983, 17 with the aim of explaining the core of personal data, the Constitutional Court of Germany has acknowledged a new manifestation of the right to personality, which is called the "right to informational self-determination" (das Recht auf Informationelle Selbstbestimmung). The right to informational self-determination is the authority of the individual to decide when and within what limits information about him/her will be communicated to the others. 19 However, the concept of informational selfdetermination does not provide the subject of the data with an absolute and unlimited right to control his/her own personal data. On the contrary, this right compels the State to organize data processing in a way that the personal autonomy of the subject of the data will be respected. 20 Because, as the Court ruled, despite being personality-based, information is a reflection of social reality and cannot be solely associated with the individual concerned. Therefore, the State should balance the interests of the individual and others (mainly the government and private businesses).
21
The right to informational self-determination finds its basis in the German Constitution. Interpreting Article 1 of the Constitution regarding the protection of human dignity and Article 2 regarding the individual's right to selfdevelopment, 22 the Constitutional Court acknowledged that these rights guarantee the individual's capacity to determine the disclosure and use of his/her personal data. 23 In this context, the Court decided that these two articles, which form the basis of the individual's right to personality, also include the right of informational self-determination. 24 Hence, as expressly held by the REV. 600, 609 (1988) . 20 Schwartz, supra note 18, at 690. Accordingly, the State should regulate when and how personal data can be processed and also the conditions that the data subject may object data processing. 21 Rouvroy and Poullet, supra note 19, at 12.
22 Art. 1/1: "Human dignity shall be inviolable. To respect and protect it shall be the duty of all state authority."
Art. 2/1: "Every person shall have the right to free development of his personality insofar as he does not violate the rights of others or offend against the constitutional order or the moral law."
German Constitutional Court, an individual who is unaware of the processing of his/her personal data (or even the identity of the processor and his/her aims), lacks the opportunity to make free decisions, and develop one's self. 25 Therefore, as a rule, each and every subject of data must consent to the processing of his/her data and be able to demand correction or destruction of this data as appropriate.
Relating personal data to the right of informational self-determination is appropriate for the results. Hence, this right, as recognized by the German Constitutional Court covers all kinds of data, without distinguishing between private or public information. In other words, by accepting the right of informational self-determination right as the core of data protection, it becomes possible to protect any kind of data, either private or not.
Accepting the right to informational self-determination as the core of personal data is also appropriate in terms of balancing the conflicting interests that underlie data protection. Hence, in accordance with the needs of the contemporary world, in addition to protecting the individuals' right to personality, data protection regulations are also directed at the protection of the free-flow of personal data. 26 A stance based on the right to informational self- 27 After all, rather than being an absolute and unlimited right of the subject of the data, the right of informational self-determination obliges the State to regulate the limits of data processing and safeguard the free-flow of personal data within these boundaries. In other words, by legitimizing data processing within designated limits, the State should also look after the interests of data processors. Thus, the aims of data protection can be achieved through a stance accepting the right to informational self-determination right as the core of data protection.
IV. CONCLUSION
In today's information society, information has considerable commercial value. In a free-market economy, businesses collect and use personal data for improving their marketing strategies and even sell these data for marketing purposes to third parties who do not collect their own data. As a result, businesses increase their profit margins and acquire direct financial benefit from the data they sell. At this point, the debate about the lying right at the core of personal data arises.
The prevailing doctrine in continental Europe is that personal data is a part of the right to personality for the subject of the personal data. However, this view is on acceptable legal grounds only if associated with the right of informational self-determination. Otherwise, the free-flow of personal data and the balance between the interests of the subjects of the data and processors of the data cannot be maintained. In this context, the only concern is that this right, which is a relatively new manifestation of the right to personality, lies outside the traditional classification of the right to personality and is not widely studied. In order to overcome this challenge, doctrine and case law have a very important role to further develop this concept within the scope of disputes that may arise. House 2000); Prins, supra note 15, at 273; Paul Schwartz, Property, Privacy, and Personal Data, 117 HARV. L. REV. 2055 , 2057 .
