Growing importance of information technology (IT), as a strategic factor for organizations in achieving their
Introduction
In recent years, information technology (IT) governance has been emerging as a central issue in the business and IT world. A survey conducted by Gartner (Top Ten CIO Management Priorities for 2003) revealed that "Improving IT governance" was ranked third by chief information officers (CIOs) . A more recent study, published in 2004 by the IT Governance Institute (2003b), entitled "IT Governance Global Status Report," 1 revealed that more than 80 percent of CIOs acknowledged the need for better IT governance in delivering their enterprises' strategies. Furthermore, the importance of IT governance was supported by a study showing that firms with superior IT governance gained profits 25 percent higher than those with meagre governance, given similar strategic objectives (Weill and Ross 2004) . According to the IT Governance Institute (2003a), IT governance is defined as: "A structure of relationships and processes to control the enterprise in order to achieve the enterprise's goals by adding value while balancing risk versus return over IT and its processes." 2 Despite the increasing importance of IT governance, evidence shows that many organizations have failed in their quest to obtain benefits from IT. Unsuccessful project development (e.g., being over budget and under specification), loss of competitiveness, and even organisational demise (Schwartz 2004; Woodhead 2004 ) have been attributed to lack of governance in IT.
Accordingly, effective IT governance is crucial for an organisation to achieve its corporate performance goals. To implement IT governance effectively, a set of IT governance mechanisms is required (e.g., IT steering committee, IT organisational structure) that encourages behaviors congruent with the organisation's mission, strategy, values, norms and culture (Vaswani 2003; Weill 2004) .
Previous studies examining the effectiveness of IT governance mechanisms have indicated interesting results (Vaswani 2003; Well and Ross 2004) . Vaswani (2003) , whose respondents were 80 auditors in Queensland, Australia, found that certain individual mechanisms, such as an IT steering committee, involvement of senior management and corporate performance measurement systems, were correlated 1 PriceWaterhouseCoopers (PwC) conducted the survey for the IT Governance Institute. It involved 335 CEO/CIO-level respondents from all over the world.
2 There are several other definitions of IT governance similar in effect to the study definition. Weill (2004, p. 2) defined IT governance as "specifying the framework for decision rights and accountabilities to encourage desirable behavior in the use of IT." Van Grembergen (2004, p.5) defined IT governance as the "organisational capacity exercised by the Board, executive management, and IT management to control the formulation and implementation of IT strategy and in this way ensure the fusion of business and IT." positively with the overall level of IT governance effectiveness. Very recently, Weill and Ross (2004) surveyed CIOs from 256 enterprises in the US and identified fifteen of the most common IT governance mechanisms, such as a senior management committee, an IT executive committee, an architecture committee, etc. 3 However, these studies did not provide a sufficient empirical data to support their findings. The present study addresses this shortcoming; it extends earlier studies by propose other mechanisms in IT Governance, and larger sample thus increasing the findings generalizability. Accordingly, the research question of this study is: what factors are required to establish and implement effective IT governance?
Research Background
Many studies have revealed the importance of IT governance. The study conducted by Weill (2004) of 116 profit-oriented firms has shown that effective IT governance indeed contributes a 20 percent higher return on assets (ROA), higher than for firms using the same strategy with less effective governance. Effective IT governance is critical, since IT investment tends to increase progressively. Gormolski et al. (2001) reveal that the average firm's IT investment was higher than 4.2 percent of annual revenues, which makes IT investment exceed 50 percent of the annual total investment of many firms. IT is also believed to influence almost all aspects of business, so budgeting for IT investment is difficult for many firms. Keen (cited in Devaraj and Kohli 2002) , estimates that only 20 percent of IT expenditure is recognizable in the IT budget. Another reason for the importance of IT governance is that IT provides new business opportunities for firms. The rapid progress of new technologies, such as web-based services, mobile technology, and enterprise resource systems generate business opportunities as well as threats for firms (IT Governance Institute 2003a; Sampler and Weill 2003) . Furthermore, the lack of effective IT governance has been shown to have adverse impacts on firms, such as business losses, bad reputation, 'runaway projects', and inefficient operational activities (Schwartz 2004; Woodhead 2004) .
Given the increasing importance of controlling IT effectively, many researchers and practitioners have conducted intensive studies into the IT governance domain. Much of the literature in IT governance acknowledges that, in order to implement IT governance effectively, a holistic approach needs to be adopted (e.g., Weill 2004 ). IT governance is complex and dynamic in nature; it consists of a set of interdependent subsystems (a mix of structures, processes and relational mechanisms) that work together as a whole (Duffy 2002; Patel 2004; Sambamurthy and Zmud 1999; Weill and Ross 2004; De Haes and Grembergen 2005) . This study, however, is limited to examining only the individual mechanisms.
To achieve effective IT governance, an organization needs to employ well-designed, well-understood, and transparent governance mechanisms (Weill and Ross 2004) . However, good governance arrangements will fail to yield the expected results if mechanisms to support it are implemented inadequately. Weill and Ross (2004) , surveyed CIOs of 256 firms from 23 countries, and identified fifteen of the most common IT governance mechanisms. Weill and Ross (2004) categorized these into three broad types in general: decision-making structures, alignment processes, and communication approaches. However this study did not try to test the fifteen mechanisms empirically in relation to the effectiveness of IT governance. In contrast, the present study seeks to provide empirical evidence of the correlation of some of these individual governance mechanisms with the overall level of IT governance effectiveness.
De ran a case study in a major Belgian financial firm, examining how the mechanisms, processes and structures of IT governance contributed to the implementation of IT governance. The case study revealed that the firm used governance mechanisms effectively; for example, an executive committee composed of business and IT people, service-level agreements (SLAs), and charge-back systems were used to regulate IT resources. Sohal and Fitzpatrick (2002) observed the IT governance mechanisms used by Australian organizations, including the existence of an IT steering committee, centralization of IT decision-making activities and the involvement of senior management in IT. However, the study did not provide empirical support of the relationship of the three mechanisms to the level of effectiveness of IT governance.
Recently, Vaswani (2003) , using auditors in Queensland, ran a study to determine the effectiveness of IT governance mechanisms, revealing that the existence of three mechanismsan IT steering committee, the involvement of senior management in IT, and corporate performance measurement systems -were positively correlated with the effectiveness of IT governance. On the other hand, the other two mechanisms (centralisation of IT decision-making and the position of the IT function within the organization) were not supported. The study has, however, two shortcomings that this study intends to overcome. First, Vaswani's (2003) model only explained 52.3 percent of the variance of effective IT governance, implying other mechanisms not included in the model were also involved. Second, Vaswani's (2003) study used a relatively small sample size (80 auditors) and it only involved one ISACA Chap-ter (Queensland Chapter), thus limiting the external validity of the study's results.
Researach Model and Hypotheses Development
This study proposes to investigate the research model shown in Figure 1 . This study will test empirically the six IT governance mechanisms (IT strategy committee, IT steering committee, involvement of senior management in IT, corporate performance measurement systems, ethics/culture of compliance, and corporate communication systems).
As shown in Figure below , this study adopted and extended the prior study model (Vaswani 2003) 
IT Strategy Committee
As IT becomes a critical element of business strategies or core operating processes, there is a need for greater involvement of the board of directors in establishing effective governance of IT. A board can pursue these responsibilities by establishing a committee called the IT strategy committee (IT Governance Institute 2003a). In this study an IT strategy committee means a sub committee of board members with responsibility to provide insight and advice to the board on topics such as the alignment of IT with the business direction and the achievement of strategic IT objectives; and also to provide direction to management relating to the IT strategy (IT Governance Institute 2003a).
The involvement of boards in IT governance implies that the organization is committed to establishing effective IT governance. The commitment of the IT strategy committee to IT governance is very important. Commitment is indicated by the provision of sufficient resources for meeting IT strategic objectives (Barlow 1990; Gottschalk 1996; Premkumar and King 1994) , providing direction to management related to IT strategy and its approval (IT Governance Institute 2003a). Thus: H1: The existence of an IT strategy committee will positively influence the effectiveness of IT governance.
IT Steering Committee
The IT steering committee, as a mechanism for supporting information systems planning and management, has been widely supported in the systems literature. In this study an IT steering committee means a high-level executive management team of representatives from multiple divisions or functions that are assigned the task of linking IT strategy with business strategy by setting strategic directions, matching corporate concerns with technology potential, and building commitment (IT Governance Institute 2003a). The committee serves as a high-level executive team, comprised of representatives from various divisions or functions within the organization (such as business executives and the CIO), with the main function of linking its IT strategy and business strategy (Nolan 1982; IT governance Institute 2003a) . Previous studies have empirically supported the benefits of the existence of an IT steering committee in IS planning and management (Doll 1985; Steiner 1979; Ragunathan and Ragunathan 1989) .
Several earlier IS studies provide further empirical evidence of the importance of an IT steering committee. For example, a study by Karimi et al. (2000) found that an IT steering committee had a positive impact on the sophistication of IT management, and it was shown to have made improvements to IS project portfolios (McKeen and Guimaraes 1985) . A more recent study by Vaswani (2003) 
Involvement of Senior Management in IT
Many researchers have examined the critical role of senior management practices in IS success. The involvement of senior management appears to lead to effective IS planning (Rockart 1988; Cerpa and Verner 1998; Earl 1993; Shuman and Rohrbaugh 1991; and Sohal and Fitzpatrick 2002) . A lack of senior management involvement has been shown to lead to unfavorable outcomes in IS planning, and even failure to plan for IS. (Cerpa and Verner 1998; Nath 1989; Sabherwal 1999; and Salmela et al. 2000) .
In the IT governance literature, a recent study by Vaswani (2003) 
Corporate Performance Measurement Systems
One of the IT strategy committee's duties is to supervise the implementation of its strategic agenda. To achieve this outcome, effective performance measurement mechanisms, such as an IT balanced scorecard, project tracking systems, and IT charge back systems, are necessary. Such a system enables the management and the board to detect and correct any deviations and alter the strategy when necessary (IT Governance Institute 2003a). In line with this argument, Hardy (2002) contends that the use of a performance management system is an integral part in applying effective IT governance. The measurement, which incorporates a set of metrics, provides management with a regular and precise analysis of how IT is performing the current operations and the latest projects. Thus: H4: The implementation of a corporate performance measurement system will positively influence the effectiveness of IT governance.
Ethics/Culture of Compliance
Over the last decade, business has been paying greater attention to corporate ethical and legal compliance programs. In a survey of Fortune 1000 firms, Weaver et al. (1990) found that 98 percent of responding firms address ethical or conduct issues in formal documents. Meanwhile, 78 percent have a separate code of ethics, and most of them distribute these policies widely within the organization. Recent corporate collapses, like Enron, WorldCom, HIH, and One.Tel, have shown that the lack of a culture of ethical compliance has adversely im-pacted the company's existence. This situation has forced government authorities to enact laws like the SarbanesOxley Act (2002) in US, and CLERP 9 in Australia, to address such cases in the future. In this study, ethics or culture refers to similar concept that means "all the beliefs, values, attitudes, rituals and behavior patterns that people in an organization share" (Meyer 2004: 29) .
Effective ethical compliance management has several advantages. First, as employees' ethical and legal awareness increase, the employees tend to ask questions correctly and, in the end, do the right thing when facing dilemmas. Second, it influences employees to be willing to report violations to management, thus contributing better decisions in the company. Finally, it increases employees' commitment, since a culture of ethical compliance creates value congruence that generates a sense of belongingness among employees (Trevino et al. 1999; McCabe et al. 1996) .
In a similar vein, but with respect to IT governance, this study argues the need to promote a culture of ethical compliance in order for firms to achieve their IT governance effectively. Such an environment is useful in preventing and detecting conduct that may endanger the objectives of IT governance.
To achieve an effective ethics/ culture of compliance, a firm needs to establish a code of ethics, adopt and implement a comprehensive compliance program such as COSO (Committee of Sponsoring Organizations of the Treadway Commission), COBIT (Control Objectives for Information and related Technology), ITIL (Information Technology Infrastructure Library), and/or ISO 17799, provide sufficient ethical training for employees, and provide a reporting hotline. It is also important for top management to give leadership in promoting awareness of ethical compliance within their organization, as it sends messages to employees that inevitably shape the culture of their organizations (Beyer and Nino 1999 
Corporate Communication Systems
The role of communication systems in the effective governance and management of IT has been examined extensively. Effective IT governance requires close relationships between the business and IT so that there will be better understanding between both areas, thus creating good participation and collaboration in the organization (Henderson et al. 1993; Broadbent 1998; Luftman and Brier 1999; Luftman 2000; Reich and Benbasat 2000; Callahan and Keyes 2004) . Good communication systems will enable the two parties (business and IT) to increase each other's awareness of the importance of the other's perspective in obtaining benefits from IT (De Haes and Gremberge 2005) .
Communication mechanisms are also important for effective IT governance, as their purposes are to inform the organization as a whole about IT governance processes and decisions, and to encourage desirable behaviors in the organizations (Weill and Ross 2004) . Furthermore, Weill and Ross (2004) reveal that some forms of communication mechanisms such as senior management announcements, and web-based portals contribute significantly to effective IT governance. Weill and Ross (2004) also reveal that the more management communicate formally about the existence of IT governance mechanisms, how they work, and what outcomes are expected, the more effective are their governance processes. However, the study was based primarily on case studies that have a limitation in terms of external validity. By contrast, this study differs from the previous studies in that it provides empirical evidence of communication mechanisms based on an extensive questionnaire survey. Accordingly, H6: The implementation of a corporate communication system will positively influence the effectiveness of IT governance.
Research Methodology
Data for this study were collected using web based survey. The online questionnaire survey was hosted on a server at the Business School at the University of Queensland. It was available on line from 23 April 2005 to 24
May 2005. Two rounds of pre-testing (initial testing and pilot testing) were conducted before the survey instrument was used for data collection purpose.
Operational Measures of the Study Variables
One important question in research design using factor analysis techniques is how to determine the number of variables to be included in the study. Hair et al. (1998) suggest that "the researcher should attempt to minimize the number of variables included but still maintain a reasonable number of variables per factor" (Hair et al. 1998: 98) . In line with this suggestion, some methodologists have recommended that at least three to five measured variables representing each common factor be included in a study (MacCalum et al. 1999; Velicer and Fava 1998) . With this in mind, the following variables were adopted from prior studies or newly developed for the purpose of this study. All the variables (dependent and independent variables) were measured using sevenpoint Likert scales. The complete results of factor analysis are exhibited in Appendix B. Dependent variables. Perceived overall level of effective IT governance (EFFECT) was measured using two items that were validated by Vaswani (2003) . The two items were originally developed and validated in Goodhue and Thompson (1995) IT Steering Committee (STEER COM) was measured using three items that were validated by Vaswani (2003) . All three items were originally developed and validated based on a study conducted by Karimi et al. (2000) (see Appendix A).
To measure involvement of top management in IT (INVOLVE), this study used three items that were validated by Vaswani (2003) . The first two items were originally developed and validated based on a study conducted by Jarvenpaa and Ives (1991) ; while the last item was developed and validated by Vaswani (2003) 
Corporate performance measurement system (CORPSYS) was measured using three items that were validated by Vaswani (2003) . All three items were originally developed and validated based on a study conducted by Chan and Ho (2000) (see Appendix A).
To measure ethics/culture of compliance (ETHICULT), three items from Trevino et. al., (1999) were adapted to the context of IT governance (see Appendix A).
Corporate communication systems (CORPSYS) was measured using three items adapted from Weill and Ross (2004) (see Appendix A).
Reliability of the Measures
Reliability assessment was carried out using Cronbach's alpha, in order to ensure that the variables comprising each proposed research construct were internally consistent. Reliability concerns the extent to which measurements are repeatable when different persons make the measurements on different occasions (Nunnally 1978) . The coefficient alpha is the statistic for determining reliability based on internal consistency. Its value ranges from 0 to 1, with values of 0.60 to 0.70 considered the lowest acceptable limit for reliability (Hair et al. 1998) . This study adopts the same criteria for determining construct reliability. Based on the data from pilot testing of the survey instrument, Table  1 below shows that the reliability estimates (Cronbach's alpha) of the measures of the planned variables are well above acceptable thresholds.
Results and Discussion
Response Rate
Email invitations to participate in the survey were sent out to 1116 members of ISACA throughout Australia (to the Brisbane, New South Wales, Canberra, Melbourne, Adelaide and Perth Chapters). The total of completed and usable responses was 176, thus the response rate for this survey is 15.77 percent. This response rate is relatively high compared with previous similar studies (Vaswani 2003; Sohal and Ng 1998. 
Sample Characteristics
In regard to the audit background of the respondents, the present study reveals that there are 122 internal auditors (69 percent) and 54 external auditors (30.7 percent). The data indicates that 79 percent (of which 86 of them are CISA qualified) of the current study's respondents identified themselves as IS auditors. The mean audit experience is 9.30 years with the 
Data Examinations
The sample data must satisfy some statistical assumptions underlying the multiple regression method, such as linearity, normality, homoscedasticity, and independence of residuals. Other assumptions are multicollinearity, and absence of outliers. Departures from these assumptions may affect the accuracy of the results (Hair et al. 1998) .
Linearity and Normality. Multiple regressions assume that the relationship between the dependent and independent variables is linear (Hair et al. 1998 ). Significant violation of linearity means regression results may be more or less unusable. An examination of scatter plots revealed no serious violation of this assumption. It is also assumed in multiple regression that the residuals are distributed normally (i.e., follow the normal distribution) around each and every predicted score of the dependent variable (Tabachnick and Fidell 1996) . An inspection of the normal probability plots of the residuals and the scatter plot of residuals against predicted values confirmed that there was no departure from the assumption.
Homoscedasticity and independence of the error terms. Homoscedasticity means that the variance of errors is the same across all levels of the independent variables (Hair et al. 1998) . Departures from the assumption, (i.e., the variance of errors differs at different values of the independent variables) will lead to heteroscedasticity. Visual examination of the residual scatter plots revealed no evidence of such violation. Independence of the error assumes that each predicted value is independent of any other prediction (Hair et al. 1998) . Departures from the assumption will lead to autocorrelation that will subsequently lead to inefficient prediction. An examination of the residual plot revealed no evidence of such violation.
Multicollinearity and outliers. One common problem that exists when applying multiple regression using more than five independent variables is that two or more of them may be highly correlated to one another, a condition called multicollinearity (Tabachnick and Fidell 1996) . Gujarati (1999) suggests that any correlations greater than 0.8 may imply the existence of multicollinearity problems. An inspection of the Pearson correlation matrix revealed that the highest correlation that exists is that between COMSYS and ETHICUL (0.708), which indicates that the variables are reasonably free of the problem. Data screening of the sample data was undertaken in order to identify any outliers (univariate and multivariate outliers).
4 There are no outliers identified following this process.
In addition, Hair et al. (1998) suggest that a general rule in determining the sample size for a multiple regression is that the ratio of cases to the number of independent variables should not be less than five to one. A level between fifteen and twenty cases per independent variable is highly preferable. The risk of 'over fitting' will exist when the sample size for multiple regression is less than this requirement, making the results only apply to the specific data (Hair et al. 1998) , thus reducing the generalizability of the results. Given the sample in the present study has 176 observations (with seven independent variables); the usage of the multiple regression technique was deemed appropriate. Table 3 presents the mean and standard deviation for variables in- cluded in the multiple regression analysis. Table 4 presents the results of multiple regressions using SPSS. The table indicates that all independent variables explain 71.5 percent of the variance in the overall effectiveness of IT governance. This value is highly significant as indicated by the F-value and the significance (F-statistics=57.791, p=000). This study's R 2 is relatively high compared with the previous study by Vaswani (2003) that had an R 2 of 56.6 percent. Table 5 presents the results of the multiple regression analysis that reveals the significance of the hypotheses. IT strategy committee had a significant and positive effect on the effectiveness of IT governance (= 0.049), that suggests some support for Hypothesis 1-the existence of IT strategy committees positively influences the effectiveness of IT governance.
Results
This empirical finding partially supports the normative literature proposed by the IT Governance Institute (2003a). As those at board level get involved in the governance of IT through an IT strategy committee, they can provide influential advice to the board and management on recent and future ITrelated issues and their alignment with business.
Conversely, Hypothesis 2 (IT steering committee) had a marginally significant (= 0.094) effect on the effectiveness of IT governance, at a 0.10 acceptance level. Surprisingly, the result reveals that this significance was negative, which is inconsistent with previous studies (Vaswani 2003; Karimi et al. 2000) , which found the IT steering committee positively influenced the level of effective IT governance. A possible explanation of this finding could be the way in which the related survey items were worded, so that the respondents had mixed perceptions or saw an ambiguity with hypotheses 1 (IT Strategy Committee). Another possible explanation is that, for these organizations, other mechanisms such as IT strategy committee and involvement of senior management in IT were perceived as more effective in influencing the overall level of effective IT governance. This was indicated by the significance level of the two mechanisms (IT strategy committee and involvement of senior management in IT) being higher relative to that of the IT steering committee. A positive and marginally significant result (= 0.082) was also found for Hypothesis 3. This finding suggests that the involvement of senior management is a positively influence on the effectiveness of IT governance, consistent with the previous study by Vaswani (2003) . As previous literature sources reveal, the importance of senior involvement in IT has several benefits, such as leading to effective IS planning (Cerpa and Verner 1998; Earl 1993; and Sohal and Fitzpatrick 2002) . On the other hand, a lack of senior management involvement has been shown to lead to unfavorable outcomes in IS planning and even to failure to plan for IS (Sabherwal 1999; and Salmela et al. 2000) .
Interestingly, the results provide no support for Hypothesis 4 that proposes corporate performance systems positively influence the effectiveness of IT governance. The results reveals that the variable has a negative and non-significant result (=0.441). The result is inconsistent with previous study by Vaswani (2003) , which found a positive correlation between this variable and the overall effectiveness of IT governance. The possible explanation of this finding is that the respondents to this study had mixed perceptions of the type of corporate performance measurement systems in use. The previous study by Vaswani (2003) used only the balanced IT scorecard as a proxy for corporate performance measurement systems whereas the present study used other measurement systems (including the balanced IT scorecard) such as project tracking systems and IT chargeback systems (e.g., Weill and Ross 2004) . Another possible explanation may be that the concept of the balanced IT scorecard is relatively new and merely supported by the theoretical approaches of Van Grembergen and Van Bruggen (1997) and Van Der Zee and De Jong (1999) . There were not many organizations that really practise the IT balanced scorecard performance measurement system 5 . Ethics/Culture of compliance in IT had a highly significant and positive influence on the overall effectiveness of IT governance (<0.01). This result provides support for Hypothesis 5 that the existence of Ethics/Culture of compliance influences a perception of an effective level of IT governance. This finding provides the first empirical support of the benefits of Ethics/ Culture of compliance in the IT governance literature. This finding is similar to other findings in the ethics literature, that reveals the increase of ethical and legal awareness of employees leads them to 'do the right thing' when facing dilemmas. It influences the employees to be willing to report violations to management, thus contributing to better decisions in the company. Lastly, it increases employees' commitment as an ethics/culture of compliance creates value congruence that generates a sense of belongingness among employees (Trevino et al. 1999; McCabe et al. 1996) . These kinds of environments are useful in preventing and detecting conduct that may endanger the objectives of IT governance.
The corporate communication systems were also found to have a positive and significant effect (<0.01), supporting hypothesis 6 that the existence of corporate communication mechanisms relate positively to the overall effective level of IT governance. Corporate communication systems contribute the most influence (=0.480) toward the overall effectiveness of IT governance. Despite many studies revealing similar findings (Henderson et al. 1993; Broadbent and Weill 1998; Luftman and Brier 1999; Luftman 2000; Reich and Benbasat 2000; Callahan and Keyes 2004) this study provides the first empirical evidence based on an extensive survey in the context of the importance of corporate communication systems to IT governance.
Summary, Contribution, Limitation, and Future Study Summary
This study sought to examine empirically the individual IT governance mechanisms that influence the overall effectiveness of IT governance. Obtaining the sample data by surveying 1116 members of ISACA (Information Systems Audit and Control Association) throughout Australia, with a 15.77 percent response rate, this study examined the influences of the following IT governance mechanisms on the overall effectiveness of IT governance: IT strategy committee, IT steering committee, involvement of senior management in IT, corporate performance measurement systems, ethics/culture of compliance in IT, and corporate communication systems.
This study advances our understanding of the roles of IT governance mechanisms and their impact on the overall effectiveness of IT governance. In particular, this study found robust empirical evidence that (1) the existence of ethics and a culture of compliance in IT is positively correlated with the overall effectiveness of IT governance, (2) the existence of corporate communication systems support greatly enhances the overall effective-ness of IT governance, and (3) the existence of IT strategy committee is positively correlated with the overall effectiveness of IT governance.
Moreover, the findings suggest that the involvement of senior management in IT, are positively influences on the overall effectiveness of IT governance. Though, caution should be applied when interpreting these results as the study found only marginally significant support (at a ten percent acceptance level) for the related mechanisms.
Contributions
The study's findings contribute to both theoretical and practical aspects of IT governance. In terms of theoretical contributions, this study, which modify and extend an earlier study by Vaswani (2003) examined other additional individual IT governance mechanisms (IT strategy committee, ethics/ culture of compliance in IT and corporate communication systems) and their influences on the overall effectiveness of IT governance. The findings of this study provide empirical results on the IT governance mechanisms that have been previously studied mainly by normative and case study approaches (IT Government Institute 2003; Weill and Ross 2004) .
Calling on the ethics and organizational literature (Trevino et al. 1999; McCabe et al. 1996) , this study is the first empirical study to examine the influence of ethics/culture of compliance in the context of IT governance. This finding contributes to IT governance literature evidence of the importance of ethics/culture of compliance in establishing effective IT governance.
In regard to practical contributions, there are some practical conclusions from the study findings that can be applied in establishing and implementing IT governance effectively. The findings suggest that the most influential mechanisms for increasing the overall effectiveness of IT governance are the existence of an ethic and/or culture of compliance in IT and the support of corporate communication systems, such as a web portal, in disseminating information related to IT governance activities. Other mechanisms also proved to make a marginal impact on the overall effectiveness of IT governance, such as an IT strategy committee and the involvement of senior management in IT. Finally, the results also can be used by organisations as empirical evidence against which to benchmark their own IT governance practices.
Limitations and Recommendations for Future Study
As for every other piece of research, this study also has some limitations that should be considered when interpreting its findings. The limitations also serve as references for performing future research.
First, more reliable measures of the overall effectiveness of IT governance in an organizations need to be developed, since subjective and indirect measures (based on auditor's per-ceptions) do not provide the same strength as direct objective measures would. This limitation was similar to that of an earlier study (Vaswani 2003) and was deemed unavoidable, as the type of research methodology used was a questionnaire approach, in the absence of objective measures.
Second, as IT governance is complex and dynamic in nature, consisting of a set of interdependent subsystems (a mix of structures, process and relational mechanisms) that work together as a whole Sambamurthy and Zmud 1999; Weill and Ross 2004; De Haes and Grembergen 2005) , the existence of the IT governance mechanisms does not necessarily guarantee that effective IT governance can be attained within the organisation. Later researchers need to study other requirements (i.e., structures and process) that support effective IT governance and its relation with IT governance mechanisms.
APPENDIX A Corporate performance measurement system Chan and Ho (2000); and Vaswani (2003) .
Ethics/culture of compliance Trevino et al. (1999) Continued from Table A-1 APPENDIX B
Factors Analysis
Factor analysis was performed to identify the structure of a set of variables in the survey data. In a similar manner to that of previous studies (Karimi, 2000; Vaswani, 2003; Coakes and Steed 2003; Clarkson et al. 2003) , two separate factor analyses were conducted with an independent factor, and a dependent factor, effectiveness of IT governance.
Data Examination
Prior to factor analysis, the data should satisfy some statistical assumptions such as absence of outliers, normality, homoscedasticity, and linearity. A non-response bias test was also undertaken to establish the external validity of the sample data. Departures from these assumptions can diminish correlation between variables, resulting in a degradation of the factor analysis solution (Hair et al. 1998) .
Outliers
As factor analysis is sensitive to the presence of outliers among cases and variables (Coakes and Steed 2003; Hair et al. 1998) , data screening of the data set was undertaken prior to running the factor analysis. Any outliers and extreme scores identified in the data set were removed. a Normality, homoscedasticity and linearity Normality is the most essential assumption in multivariate analysis (Hair et al. 1998) . Although factor analysis is robust to breaches of assumptions of normality (Coakes and Steed 2003) , the solution of a factor analysis is enhanced when variables are normally distributed. An examination of the skewness and kurtosis statistics from Table B-1, using box-plots and histogram graphs for the items, indicates that all items are reasonably distributed. To test linearity and homoscedasticity, an examination of the individual items was undertaken via scatter plots. The plots revealed no concerns in these areas.
Non-response bias
A non-response bias test was performed to establish the external validity of the data sample. External validity is concerned with the extent to which the results of a study can be generalised across a population (Cook and Campbell 1979) . According to Armstrong and Overton (1977) , if there are significant differences between participants and nonparticipants of a survey, its results are not sufficiently representative of the whole population.
To test the non-response bias, the sample was split into two subgroups following Jiang and Klein (1999) . The first half of the sample are classified as early respondents and the a Outliers were checked by inspection of Z-scores in which scores greater than +3 and less than -3 were considered to be outliers (Coakes and Steed 2003). other half are classified as late respondents. Independent group T-tests were undertaken across the items of the dependent variable and the six independent variables, to examine if there was a systematic difference between the means for the two sets of scores (early and late respondents). The finding of a significant difference would imply a non-response bias. The results reveal that no significant differences exist between groups across all the variables items (Table B-6).
Results of Factor Analysis
Independent Variables Hair et al (1998) suggests that factor analysis is not appropriate if the observations are fewer than 50, with 100 or more observation deemed preferable. They also provide a rule of thumb that the minimum sample size should have "at least five times as many observations as there are variables to be analyzed, and the more acceptable size would have a ten-to-one ratio" (Hair et al. 1998: 98-99) . Given the sample size of this study is 176 cases, a 9.77 to 1 ratio, it was deemed appropriate to apply factor analysis.
In addition, for a matrix to be factorable, it should have several sizeable correlations greater than 0.30 (Tabachnick and Fidell 1996; Coakes and Steed 2003) . An inspection of There are criteria for determining the adequacy and number of factors to extract. The most common way to estimate the number of factors is obtained from the size of the eigenvalues produced as part of a first run by principal component analysis (Tabachnick and Fidell 1996) . An eigenvalue greater than one is considered significant and appropriate for further analysis (Hair et al. 1998) . A total of four factors with eigenvalues greater than 1.0 were identified. These factors explained 78.7 percent of the total variance. However, the eigenvalue criterion for establishing a cutoff is most preferable for numbers of variables between 20 and 50 (Hair et al, 1998) . Thus, considering the situation, for this study an examination of the Scree test was undertaken as another way to determine the number of factors to extract (Catell 1966) . Inspection of the Scree plot indicated that it would be more appropriate to extract six factors. This decision is supported by Gorsuch (1983) who contends "results from scree test are more obvious (and reliable) when sample size is large, communality values are high, and each factor has several variables with high loadings." b Accordingly, the factor analysis was re-run, specifying that six factors were to be extracted.
The result of the six-factor extraction explained 86.3 percent of the total variance. During the second run of factor analysis, it was found that one of the compliance items, Ethics/Culture (ETHICUL3), cross-loaded on two factors instead of one distinct factor. ETHICUL3 was thus dropped and the analysis was re-run.
After the number of reliable factors became evident, the six factors were re-run once more using the Principal Component technique and rotated with an oblique rotation (i.e., Oblimin method). An oblique rotation was used because the underlying factors were believed to be correlated to a certain degree. The results indicates that requirements for construct validity (i.e., convergent and discriminant validity) have been satisfied, given that all items have a factor loading in excess of 0.6, and less than 0.3 loading on all other constructs.
The factor structure was labeled subjectively, by inference from the nature of the grouped items. The first factor contains all three items relating to corporate communication systems and is labeled COMSYS. The second factor contains all three items relating to IT strategy committees and is labeled STRACOM. The third factor contains all three items relating to involvement of senior management in IT and is labeled INVOLVE. The fourth factor contains all three items relating to IT steering committees and is labeled STERCOM. The fifth factor contains all three items relating to corporate performance measurement systems and is labeled CORPSYS. The remaining two items relating to Ethics/Culture of compliance in IS are contained in ETHICUL. The results of the confirmatory factor analysis involving the final six factors. These factors explained 87.2 percent of the total variance.
Dependent Variable (EFFECT)
b All communality values of this study exceed 0.6. The separate factor analysis performed on the items relating to the dependent variable (perceived overall effectiveness of IT governance) indicates only one factor, which is then labelled as EFFECT.
Reliability Measurement
Subsequent to the prior three factor analyses, a reliability test was performed for the extracted factors. None of the factors' alpha is lower than 0.6. Consequently, these factors provide a reliable and consistent measure of intended dimension and no further exclusion of variables appears necessary. 
