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Abstract—With the recent advances of the Internet of Things,
and the increasing accessibility to ubiquitous computing re-
sources and mobile devices, the prevalence of rich media contents,
and the ensuing social, economic, and cultural changes, comput-
ing technology and applications have evolved quickly over the
past decade. They now go beyond personal computing, facilitating
collaboration and social interactions in general, causing a quick
proliferation of social relationships among IoT entities. The
increasing number of these relationships and their heterogeneous
social features have led to computing and communication bot-
tlenecks that prevent the IoT network from taking advantage of
these relationships to improve the offered services and customize
the delivered content, known as social relationships explosion.
On the other hand, the quick advances in artificial intelligence
applications in social computing have led to the emerging of a
promising research field known as Artificial Social Intelligence
(ASI) that has the potential to tackle the social relationships
explosion problem. This paper discusses the role of IoT in social
relationships management, the problem of social relationships
explosion in IoT, and reviews the proposed solutions using ASI,
including social-oriented machine-learning and deep-learning
techniques.
Index Terms—Artificial Social Intelligence, Social relationships
explosion, IoT, Cyber-Physical-Social system, Social Internet of
Things.
I. INTRODUCTION
W ITH the fast development of the Internet of Things(IoT), the massive proliferation of connected devices
is expected to reach 41 billion devices connected to the IoT
network by 2025 [1]. The IoT network is facing various scal-
ability challenges. The most prominent problems are known
as the scalability explosions. The IoT is suffering from data
explosion at the sensing layer [2], connections explosion at
the network layer [3], and application/services explosion at the
applications layer [4]. The nature of IoT devices has changed
over the years. In the next generation of IoT, the objects are
integrated with our social dimension, making them smart and
social objects [5]. The integration of physical devices with the
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users’ social dimension has enabled them to understand the
social context of the users and perform a whole new type of
social computing tasks [6]. On the other hand, the popularity
of online social networks has led to the emergence of a new
type of social networking application that could operate at the
Unit IoT level [7]. As a result of that, we have witnessed a
quick proliferation of social relationships among IoT entities,
such as user-user relationship, user-device relationship, and
device-device relationship. These relationships are empower-
ing IoT applications with key functionalities, such as social
trust analysis, users’ social attributes profiling, management
of social communities, and social recommendation services.
However, the increasing number of these relationships and
their heterogeneous social features have led to a computing
and communication bottleneck that prevents the IoT network
from taking advantage of these relationships to improve the
offered services and customize the delivered content. This is
known as social relationships explosion.
In recent years, we have witnessed a new computing
paradigm known as social computing, which focuses on inte-
grating the social dimension in the computing system. Social
computing aims to enable smart systems to socialize with the
user and understand its social context. Moreover, the quick
advances in Artificial Intelligence (AI) application in social
computing have led to an emerging promising study field
known as Artificial Social Intelligence (ASI). It has emerged
as a result of the joint study area shared between AI and social
computing, see Figure 1. ASI has the potential to tackle the
social relationships explosion, as it approaches this problem
from a social computing perspective, unlike conventional AI.
Fig. 1: The scope of artificial social intelligence
The enormous volume of data generated by IoT devices can
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be a rich source of the user’s social properties. By analyzing
the users’ generated social data footprints recorded from a
different situation of physical contact and communication
among users (e.g., location, emails log, call records and text
messages), the emotional states and behavioral patterns, the
smart devices can be aware of the physical as well as the social
context of the users. Accordingly, they will offer personalized
services and customized content according to their social
context. The conventional AI data analysis technologies should
work simultaneously with the ASI to maximize the system
knowledge about the social dimension of the users. As shown
in Figure 2, applying conventional AI on the user’s social data
footprint empowered by IoT systems can help to extract social
features and social context data. Moreover, ASI is applied to
understand the social context’s semantic and customize the
services and applications accordingly.
Fig. 2: Social footprint processing flow
This paper discusses the role of IoT in social relationships
detection and management and the problem of social relation-
ships explosion in IoT, and reviews the proposed solutions
using ASI, including social-oriented machine-learning and
deep-learning techniques.
The remainder of this paper is organized as follows: Section
II highlights the existing research and the gaps in existing
research on the topic. Section III argues the necessity of using
ASI and the main differences between conventional AI and
ASI. Section IV examines the different types of relationships
that connects the IoT entities. Section V discusses some
of the challenges that face the IoT networks due to social
relationships explosion. Section VI reviews some of the works
that proposed social-aware approaches for IoT. Section VII
presents a use case scenario of an ASI application. Section
VIII presents some of the ASI-enabled IoT applications.
Finally, Section IX concludes the paper.
II. RELATED WORK
Atzori et al. [8] proposed the integration of social net-
work with IoT to form the SIoT network, where the SIoT
architecture can guarantee the network navigability and the
discovery of objects and services is performed effectively and
the scalability is ensured just like in the human social net-
works. The advantage of the proposed SIoT paradigm is that
the social networks can be re-used to solve IoT related issues
related to the scalability of interconnected objects. To further
explain the benefits of SIoT compared to the conventional
IoT. The same research group [9] presented the advantages
of interconnecting ’social objects’ rather than ’smart objects’,
which is considered a generational leap from objects with a
certain degree of smartness to objects with an actual social
consciousness. Similarly, in another work [10] they discussed
the SIoT architectural model, and discussed the various social
relationships that can connect the objects of SIoT network.
Wang et al. [11] discussed the potentials of social computing
paradigm, and show that social computing technologies move
beyond social information processing towards emphasizing
social intelligence. Specifically, they proved that the move
from social informatics to social intelligence is achieved by
modeling and analyzing social features and behaviors, and by
capturing human social dynamics, and by creating artificial
social agents and generating and managing actionable social
knowledge within the IoT network. Recently, Khelloufi et al.
[12] proposed a service recommendation system that leverages
the social relationships between IoT devices’ owners, where
the recommendation is based on the different relationships
between the service requester and service provider, further-
more, they proposed a boundary based community detection
algorithm that we used to form socially-connected device
communities.
While all the above-mentioned works have discussed the
importance of incorporating the social relationships and ob-
jects’ social properties in IoT computing and communication
schemes. None of these works have addressed the role of AI
in IoT-enabled social computing. The current paper advocates
for considering the social properties and attributions of IoT
entities through the application of artificial social intelligence.
III. RELATIONSHIPS IN IOT
As stated early, the future IoT network will incorporate
billions of connected sensors, actuators and devices, along
with networking equipment, and millions of applications and
connected users. All these entities are interconnected by var-
ious types of relationships that describe the common func-
tionality shared by these entities. Manipulating the properties
of these relationships to adapt to the continuous changes in
the surrounding environment enable the system to optimize
the performance of these entities without the need for a
change in the physical hardware. There are different types of
relationships that interconnect IoT entities:
Hierarchical relationship [13]: defines the hierarchical re-
lationship that connects two IoT entities. Two entities could
have different control levels such as ownership relationship
between a user and a device, or the same level of privileges
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Fig. 3: Relationships cyber mapping
such as peer-to-peer relationship between two sensors. The
management of hierarchical relationship is vital for security
applications in IoT, only upper-level entities in the control
hierarchy should have the access to the designated low-level
entities.
Functional relationship [14]: defines the relationship be-
tween the functions of the two IoT entities. For instance, the
co-work relationship between two sensors that are performing
the same task is a functional relationship. The functional rela-
tionships are used to manage the tasks assigned to the network
entities, computational offload in Fog and Edge computing
uses functional relationships between the devices to perform
computational and storage tasks.
Spatial relationship [15]: defines the spatial relationship be-
tween IoT entities, for instance in a smart home environment,
two sensors located in the same room are connected by the
co-located relationship [16]. The spatial relationship could be
expressed relative to a given reference, or absolute spatial
relationship and expressed by a positioning system such as
GPS.
Temporal relationship [15]: defines the temporal relationship
between two IoT entities or events related to these entities.
For example, the fire alarm’s start warning event is triggered
after the fire sensor detects a fire. After, before, when and any
relationship that defines time events are defined as temporal
relationships.
Social relationship [17]: defines a social relationship be-
tween two IoT entities or related entities in the control
hierarchy. For example, the friendship relationship of two
users. The social relationships between devices are the main
motivation of the Social IoT (SIoT) paradigm [9].
The relationship that holds among network entities in the
physical space are mapping into the cyber space by a cyber-
physical system (CPS) [18], similarly the application repre-
sented as entities in the social space are mapped to the cyber
space using a cyber-physical social system (CPSS) [19]. The
relationships among various entities in the physical and social
space are represented as cyber entities in the cyber space as
TABLE I: Relationship examples in each IoT layer
IoT layer Relation source Relation Type Space Cybermapping
Sensing
layer
Co-sensing Functional Physical CPS
Node-Sink Hierarchical Physical CPS
Sensor-Event Temporal Physical CPS
Sensor-Location Spatial Physical CPS
Network
layer
P2P Hierarchical Physical SDN
Client-Server Hierarchical Physical SDN
M2MC Functional Physical SDN
Position-Routing Spatial Physical SDN
Application
layer
User-Account Hierarchical Social CPSS
User-User Social Social CPSS
User-Data Hierarchical Social CPSS
shown in Figure 3. In Tabel I, we list examples of these
relationships in each layer in the IoT architecture.
All these relationships of different types among connected
objects bring to the creation of a social network which will
contribute to the realization of the ASI. It is a social network
where the objects are strictly interconnected to highlight key
connections that are exploited for the realization of future
communications and applications. This is a live network, as
the observed nodes activities and profiles change over time
also due to the varying applications used by the humans.
Indeed, the creation of these links are triggered by the activities
performed by the humans which are more and more frequently
monitored by either personal devices or devices which are
installed in the surroundings to improve the environment
smartness. These devices are also involved in the execution of
automatic tasks without the involvement of the humans, such
as the setting of the working parameters of the appliances at
home or the control of energy management systems in complex
buildings. Accordingly, they cooperate with other objects and
services on behalf of the humans and record the resulting
interactions.
A major advantage of the resulting social network is that
it fosters future interactions among all the peers (humans,
devices and services) by providing a navigable network, i.e.,
it contains short paths among all (or most) pairs of nodes.
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However, to achieve this objective the resulting network is
created to maintain certain properties, which are expressed
mainly in terms of degree of local connectivity, size of
the giant components, absence of isolated groups of peers.
Accordingly, in the past major works have been proposed for
the creation and update of a network with these characteristics,
so as to select the best links among the possible options and
to remove those that do not provide an important contribution
of the navigability while increasing complexity [20], [21].
Additionally, the devices social networks may contribute to the
ASI by providing key data for the evaluation of the trust level
among devices, which is extremely important when two or
more peers interact for the first time. Indeed, friend devices can
be inquired about the reliability of another node from which a
service has to be requested. The inquired devices may provide
feedback on past transactions and through these it is possible to
infer the reliability of the target peer [22]. Past works have also
proposed the creation of objects networks which are devoted
to some specific domains, as it is the case of the Social Internet
of Vehicle (SIoV) [23]. It relies on the VANETs technologies
for the creation of a vehicular social network platform on
the basis of vehicle-to-vehicle, vehicle-to-infrastructure and
vehicle-to-internet communications. The SIoV system exploits
the resulting network among physical components to foster
the establishment of different types of communications and
store key information (e.g., safety, efficiency, and infotainment
messages) for different use cases for the intelligent transport
systems (ITS). Still in the vehicular communications domain,
social-driven clusters are created to implement physical and
logical topologies when multi-hop wireless communications
are needed among moving vehicles [24]. Observation of past
encounters among nodes are also used in social-aware routing
solutions, as in [25], where a routing algorithm is proposed,
which presents also the benefit of being stateless. Delay toler-
ant networks also may exploit the “small world” properties that
characterize the social networks especially when addressing
routing problems [26]. Social properties of mobile users are
also addressed in [27], to the purpose of improving device-
to-device multicast communications performance in terms of
throughput while guaranteeing fairly channel allocation to
different multicast clusters in radio networks.
IV. AI AND ASI
The social aspect of human intelligence and the relation-
ship between intelligence and social relationships have been
discussed extensively since the ancient philosophy age. Many
researchers have discussed the importance of the social factor
in human societies for centuries. Quoting from [28], ”Man
is by nature a social animal; an individual who is unsocial
naturally and not accidentally is either beneath our notice or
more than human. Society is something in nature that precedes
the individual. Anyone who either cannot lead the common
life or is so self-sufficient and therefore does not partake of
society, is either a beast or a god?” (Aristotle, Politics, c. 328
B.C.). The physical, social, and thinking dimensions of the
living being and the relationship between these dimensions
have been studied in ancient and modern philosophy [29].
When Information and Communication Technology (ICT)
emerged, the development of computing and communication
technologies was always centered around the physical, social
and thinking spaces of the users. In the physical space, with
the fast development of robots in the last century, robotics
researchers have always wanted to embed robots with human-
like features, including physical appearance. They have suc-
ceeded to shape the robots in the form of the human body,
and the result was humanoid robots [30]. Moreover, with the
recent advances in wearable sensors and mobile devices, the
physical orientation of the computing paradigm has changed to
become ubiquitously present with the users, and the result was
the new user-centered trends in computing such as the Internet
of People [31]. In the thinking space development, computing
systems as robots and devices were enabled by AI technologies
to empower them with human-like intelligence and knowledge
reasoning. That led to the emergence of various brain-related
study fields that aim to mimic the human brain and thinking,
such as AI. Besides, some researchers have even tried to
physically merge machine intelligence with human intelligence
to benefit from hybrid Human-Artificial Intelligence [32].
In the social space development, devices and robots were
assigned with social properties such as personality traits and
artificial emotions and feelings [33].
With the still ongoing AI revolution, AI is reshaping the
future of different domains ranging from smart healthcare and
smart services to industrial applications in supply chain and
energy management [34]. The future smart city roads will
be crowded with humanoid robots, self-driving vehicles and
smart delivery drones. Also, the future AI-enabled robots and
machines will live side by side with us. Robots will share
sidewalks with human pedestrians and socially interact with
us. Therefore, in general, robots and smart devices should
learn how to socially integrate with our society. For example,
delivery robots must not interfere in people’s personal space
and should understand the social context during the delivery.
While the development of AI is going at an unprecedented
speed, the development of social-aware techniques is still at
the early stages, and if this development trend continues in
the current direction, we will end up with machines thinking-
intelligent unsocial machines and devices. To avoid this sce-
nario, machines’ thinking abilities should be developed side-
by-side with their social integration abilities, which required
the tight coupling of AI techniques to be merged with the
machines’ social properties and social context. That resulted
in the need for artificial social intelligence to be developed
and tightly coupled with the conventional thinking AI. Figure
4 illustrates the development direction of the future smart
devices that would be able to leverage thinking intelligence
and social intelligence as well.
V. SOCIAL RELATIONSHIPS EXPLODING CHALLENGES
With the proliferation of social relationships, the IoT net-
work faces new challenges at the unit IoT level and the
ubiquitous IoT level. In this section, we present some of
the challenges related to the social relationships explosion
problem.
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Fig. 4: The development of physical-social-thinking spaces
A. Social Big Data
The amount of generated data in each application unit of IoT
is the scale of Terabytes (TB), not to mention the size of data
generated by the ubiquitous IoT network [7]. According to
the recent report of the International Data Corporation (IDC),
by 2025 there will be 41 billion connected devices to the
ubiquitous IoT network, and the amount generated data is
estimated as 80 zettabytes (ZB) [1]. The management of such
a huge amount of data at the unit IoT level is an exceedingly
challenging task, as the computational and communication
resources in the unit IoT is very limited. The data management
at the unit IoT level involves many pre-processing and filtering
tasks, such as data aggregation and data compression. At
the ubiquitous IoT level, data management is even more
challenging to aggregate and combine the generated data from
heterogeneous IoT units. In addition to the classic big data
challenges, the social relationships exploding will cause more
complicated data management challenges. To understand and
take advantage of the social relationships among users of
social-aware unit IoT applications, the social knowledge of the
local unit IoT is complemented with external data such as open
linked data and knowledge graphs. The data linking of the
social-aware applications with an external data source and the
requirement of frequent updates will pose the conventional big
data challenges in a more severe form [35]. AI techniques have
been widely applied to tackle data management problems in
all layers, from the physical layer to the application layer [36].
However, in the context of social-aware AI, the system should
leverage the social dimension of the data and extract knowl-
edge at all the data abstraction levels. That requires the system
to change the way of data processing, from conventional data
processing to more socially-aware data processing. As for
socially-aware IoT applications, the challenge is not sensor and
actuator management, nor the management of computing and
communication, not even data management and manipulation
in the physical sense. The real challenge is how to make sense
of social data.
B. Social feature processing
The physical and emotional status of the users during a
social relationship can unveil the hidden semantic and latent
social feature of the social interaction that is taking place.
With continuous development in the field of natural language
processing and human-machine interaction, modern computing
systems could recognize the textual as well as vocal com-
munication of user-to-user or user-to-device interaction. Fur-
thermore, the emerging of a new social computing paradigm
had enabled machines to comprehend many social aspects of
the user’s social features. These include Affective Computing
[37], the field that encompasses the development and design
of devices and systems that can capture, process and detect
human effects, and Personality Computing [38], the study field
that aim to integrate human personality traits in the computing
systems, and many other social-related computing fields such
as Sentiment Analysis [39] and Trust Computing [40] to name
a few. However, these social computing technologies are not
developed enough to comprehensively understand all the social
features that semantically enrich social communication. With
social relationships explosion, the challenge is to integrate
these social feature processing technologies near end-user
devices, that is because some of these technologies require low
response time, for example integrating real-time facial affects
recognition at a smart home camera. Social feature processing
technologies will cause proliferation of social-enabled devices
connected to the IoT network, which will cause additional
communication overhead in these devices.
C. Social context awareness
The social internet of things (SIoT) aims to leverage the
social dimension of smart objects to improve network navi-
gability and device reachability, turning the network devices
from a smart object into social-aware smart objects [9]. That
will enable the smart objects to integrate into the social
networks and improve its device-human interaction capabil-
ities, such as the social-aware speaking objects [41] that
communicate with humans using argumentation to show how
various forms of human dialogue naturally fit coordination and
cooperation requirements of the SIoT. To ensure the social
context awareness of smart objects, the SIoT devices should be
connected with social networking platforms, such as Facebook
and Twitter, and with a personal social knowledge graph
that maintains the knowledge about the social context of the
users. With the massive social data generated from the social
relationships explosions among users and devices, maintaining
social context-awareness becomes an extremely challenging
task, from the computational capability perspective as well
as information semantic reasoning perspective. Furthermore,
with the near future deployment of 5G networks, the social
object will struggle to extract the social context from such a
fast communication [42].
D. Social data privacy
Dealing with the social relationship explosion requires that
the SIoT devices share the captured social features of the
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users with local as well as external applications to customize
the offered services depending on the social context of the
users. The social properties of users are sensitive information.
In case of a network intrusion or data leaking, these social
properties and social context data can be used to launch a
socially engineered attack on the SIoT network [43]. With the
enormous number of SIoT connected devices, the management
of multiple access levels and data sharing privileges become
extremely challenging. The implementation of social-privacy
preserving schemes that can protect the social properties of
social relationship explosions is one of the main requirements
of the future SIoT network.
VI. COMPUTING AND COMMUNICATION SOLUTIONS TO
SUPPORT IOT-ENABLED ASI
With the advances of social-aware computing and com-
munication techniques, computing and communication tend
to converge toward joint computing-communication social
intelligence [44]. In this section, we review some of the social-
aware computing and communication techniques that address
some of the challenges of SIoT and the convergence of social-
aware computing and communication.
A. ASI in computing
ASI-based machine learning and deep-learning techniques
can be applied in many social computing tasks, ranging from
social data preprocessing and feature extraction to service
recommendations and application customization. In the feature
select and classification task, ASI is applied to extract either
raw features from social data, such as social feature selec-
tion [45], [46], or to classify, generate or detect contextual
meaningful social cues, such as text sentiment classification
[47], automatic personality recognition [48], natural language
generation [47], and user interest detection [49], [50]. With
the applications and services computing tasks, ASI computing
techniques are used to filter the offered services and match the
right user with the right service according to the user’s social
properties and social context, such as social-aware service
recommendation [12], social-aware product recommendation
[51] and social trust management [52]. Table II lists some of
the common computing tasks in SIoT and the literature of
social-aware solutions.
B. ASI in IoT communication
ASI plays an important role in IoT communication, as
objects can have social relationships established using matched
or different communication technologies and across different
IoT platforms [78]. Managing and storing these relationships
is usually done in the cloud. With the explosion in social rela-
tionships, the cloud’s centralized server faces some significant
challenges. The objects are far from the data centers hosted
in the cloud, which led to delays, insufficient communication
infrastructure and management bottleneck. IoT end devices
are resource-constrained in general, which makes handling
the sociality procedures add more overhead to the comput-
ing, communication and storage resources. Therefore, some
TABLE II: Common computing tasks in SIoT
Social computing








SIoT devices for social








such as personality traits,
mood, emotions and inter-






















based on the social proper-







the privacy of social data
and social context
techniques and paradigms are applied to mitigate the effects
caused by the social relationships exploding and centralized
cloud-based IoT.
1) Edge Computing: While the computation power and
storage capacities resources are usually ubiquitous, sensing
data, such as healthcare data, smart home data, or even the per-
sonal activities data, are correlated to physical locations. Using
centralized cloud paradigms makes the data being transmitted
to the cloud servers before returning to users. Therefore, the
distributed cloud was introduced to make the processing of
sensing information closer to the end devices, which results
in reducing network latency and traffic congestion [79]. Even
though the distributed cloud has improved the whole system
performance, there was a trend to push the services closer and
closer to the users, and thus the edge computing concept comes
into existence. When users request information, the requests
will be processed locally [80]. So, the edge nodes need to
be carefully designed to satisfy the services’ requirements
[3]. Some projects already integrated the SIoT concepts with
edge computing by creating virtual images to run social
functionalities of the physical smart devices and then transfer
them to the edge nodes. These images are like profiles that
include information about the physical devices’ capabilities,
resources, and permissions [78].
2) Mobile Edge Computing (MEC): It is also a paradigm
that deploys resources at the mobile network edge on the base
station. It handles mobile cloud computing requests and offers
context and location awareness services. The main concept
is improving the network performance, reducing unnecessary
network traffic and increasing the throughput while replying
to the users’ requests [81]. AI on chips has produced sig-
nificant expansion in SIoT over recent years. It allows SIoT
devices with social relationships to create groups that can
collaborate to identify and handle some tasks locally without
interference from remote servers. MEC is a common way to
process social data locally, which reduces communications and
computation overhead among SIoT devices and networks. The
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created social groups can process users’ requests within the
MEC networks that also have other techniques such as data
aggregation to reduce the transmitted data amount effectively
[3].
3) Network Abstraction: The cloud-based IoT cannot easily
satisfy the requirements of scalability, big data, and mobility
simultaneously. There are some limitations in the network
architecture and protocols that make them, in some cases,
not qualified to run real-time and delay-sensitive applications.
To help address these issues, network abstraction, including
some techniques, such as SDN and NFV, was presented in the
network structure.
Software-Defined Networking (SDN) defines network be-
havior using the software. It mainly separates control and
forwarding planes by building a model of forwarding plane
and add some protocols for applying the control and network
configuration [82].
Network Function Virtualization (NFV) uses software virtu-
alization instead of networking devices. It separates software
from hardware, making it possible for the network functions
to run on general-purpose hardware instead of using dedicated
hardware devices, such as network switches, network routers,
firewalls, and other devices [82].
SDN and NFV are used to provide cloud services with low
latency and high throughput [78]. Moreover, putting virtual
objects near their physical entities helps improve the use of
resources. Routers in Internet service providers usually have
good computation and storage resources for creating virtual
machines to run user applications. Some projects, such as the
INPUT Project 1, exploit SDN and NFV [83] to apply services
dynamically in the network edge and make the computing and
storage resources distributed through the network in addition
to moving the services to users nearby [78].
4) Device to Device (D2D) communication: D2D commu-
nication has been developed to meet the increased interest in
transferring the data locally at high data rates. It enables direct
connections with nearby users without the help of a higher-
level device [84]. SIoT involves things and people in networks
and establishes connections guided by social relationships and
controlled by the device owners’ rules [84].
The relationship between D2D communications and SIoT
has recently attracted the attention of researchers and develop-
ers, where social networking can increase D2D communication
effectiveness and performance. This combination can also
achieve high throughput, better data rate, low latency and
lower power consumption. Social networking can help D2D
communications find and benefit from relationships of social
network users and improve its competence when it is built
using proximity information. To do that, SIoT helps relay
discovery and peer selection, primarily depending on the
neighbor discovery process, which can be time and energy-
consuming without social information in the network [85].
5) Computing and communication convergence and ASI:
The computing processes, control, and storage were recently
pushed from centralized cloud computing to the network edge
to allow real-time, critical and computation-intensive applica-
1www.inputproject.eu
tions to run on the resource-constrained devices. Balancing
between communications and computing results in various
new designs ranging from computation offload techniques to
network architectures [86].
SIoT can make collaboration among its users to effectively
reduce communications. On the other hand, more AI com-
putations on the central SIoT are required to understand the
environmental events and consider that neighbors’ devices are
not always connected to the same social network. Also, friends
in social networks can be distant from each other, which
requires multi-hop transmissions.
VII. ASI USE CASE SCENARIO
The necessity of applying ASI in IoT is better illustrated
through a concrete use case scenario. let’s consider an ASI-
enabled smart home scenario, where the IoT devices within
the smart home and the residences’ smartphone applications
are connected to ASI-enabled smart home processing unit.
Adam is a resident of an ASI-enabled smart home, before
sleeping he posts on Twitter ”so excited for tomorrow’s job
interview”. As the smart home is ASI-enable, by processing
this tweet, it deduce Adam’s social context and add this
event to tomorrow’s schedule. Adam had forgotten to set
the alarm for tomorrow’s interview. Fortunately, the ASI-
enabled smart home automatically set the alarm, print Adam’s
required documents and prepare his self-driving car for the
trip. Upon finishing his interview, Adam feels hungry and
asks his ASI-enabled voice assistant device to recommend a
nearby restaurant. Without considering Adam’s social context,
a conventional voice assistant device would recommend the
nearest restaurant. But since Adam’s device is ASI-enabled,
it filters nearby restaurants that best suits his social context,
and by analyzing his social network data find out that his high
school friend Bob, which he did not meet for 10 years, happen
to be having lunch in a nearby restaurant, that is because Bob
have shared his location a few minutes ago. After having lunch
with his high school friend, Adam decided to head back home.
Adam was surprised that his ASI-enabled self-driving car took
a relatively longer path, however Adam later on realized that
the obvious shortest path has been congested for hours due
to some organized even within that path, his ASI-enabled car
predicted that by analyzing the social media content at the
population-level.
VIII. ASI IN IOT APPLICATIONS
The adaptation of ASI will revolutionize the IoT applica-
tions and services from different aspects. In this section, we
present some of the ASI-enabled IoT applications.
A. Mental healthcare in IoT
The ambient connectivity provided by the IoT network can
provide instant and ubiquitous access to healthcare facilities
and services. Healthcare-related IoT applications have many
advantages over traditional healthcare services. As they allow
for remote patient management, all the healthcare protocols,
from the diagnosis to the treatment, can be coordinated by
telemedicine through IoT network [87]. However, the usage
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of IoT applications in the healthcare sector is still limited
in treating conventional diseases, to things like heartbeat
and blood pressure monitoring [88]. Additionally, mental and
behavioral disorders applications require more than reactive
sensing and monitoring of the patient’s physical status. They
need to predict, prevent and proactively engage with the mental
conditions of the patient. Here comes the role of ASI, as the
reasoning of ASI-enabled healthcare application is empowered
by the social context of the patient, it can offer psychological
support to the user without even explicitly being commanded.
For instance, depression and loneliness among the elderly have
reached an unprecedented level. They are considered two of
the most common mental health disorders for the elderly,
especially in developed countries [89].
With the help of ASI, the elderly are surrounded by social-
aware machines embedded with human-like personality traits
designed especially to be harmonic with the aged user’s
personality traits [90]. One of the advantages of ASI healthcare
application compared to traditional human-assisted healthcare
is the social context awareness of ASI, which enables ma-
chines to understand the social context of every patient. ASI-
based children’s healthcare is another promising application.
ASI-enabled humanoid robots are developed to aid children to
subsist the painful medical procedures. Many previous studies
have shown the importance of social-enabled psychological
systems in reducing the pain and stress of the patients [91].
These promising applications of ASI must be accompanied
by the risk awareness of the treated medical conditions. In
other words, the ASI agent must be cognizant of and guarantee
adequate risk management [92].
B. Intelligent transportation and ASI
The application of AI has revolutionized intelligent trans-
portation systems in the last decade. It has been applied to
solve a wide range of traffic-related problems, such as traffic
communication systems [93] and traffic estimation [94]. The
integration of the commuters’ social context with intelligent
transportation systems using ASI will yield even more efficient
traffic-related applications.
Traffic path planning and routing are two of the most
challenging traffic problems because bad traffic routing is the
main cause of traffic congestion [95]. However, the legacy
AI path planning systems consider all the vehicles equally,
focus only on the desired destination and schedule the routes
accordingly. Some other solutions have tried to optimize
the path planning computations using a distributed server
architecture [96]. While ASI includes the social context of the
drivers, such as social media’s events, their previous traveling
history and the logged routes preferences [97]. Driver-less
vehicles are one of the most anticipated technologies in the
future of intelligent transportation. While conventional driver-
less vehicles are completely dependent on AI to navigate the
roads and perform their assigned task, the need to be enhanced
using ASI is not just a complimentary improvement. ASI can
empower the vehicles with social rules and common sense
conventions that enable them to cooperate with other vehicles’
drivers. Integrating the driver’s social context also helps secure
communication among vehicles by maintaining a social trust
and reputation system [98].
C. ASI and smart city
Millions of people will inhabit the future large smart cities.
The applications of unit IoT level, such as smart home or smart
community, are expected to generate social data that can be
semantically meaningless at the unit IoT scale but meaningful
at the ubiquitous IoT level. The ASI is applied to the generated
social data from the unit IoT level to achieve collective intelli-
gence using crowed sensing and crowed computing techniques.
The conventional AI techniques focus on solving the problems
that occur while dealing with large scale smart city challenges,
such as large scale video management [99] or massive devices
multiple access [100].
ASI is leveraged to solve social-oriented large-scale chal-
lenges. For instance, the social media content of the smart
city residents is a rich source of social information that can
help optimize smart city services. ASI-enabled social media
analysis and the analysis of crowd sensed location data and
other data about the social context of the smart city inhabitants
can be used to detect and early prevent a terrorist plot that
targets the smart city. Another prominent application of ASI in
the context of smart cities is the systematic analysis of social
media triggered events that can have physical consequences
on real-life, such as cyberbullying incidents that might be
followed by physical attacks or suicide incidents.
IX. CONCLUSION
The unprecedented proliferation of social relationships
among IoT entities has led to computing and communication
bottlenecks known as social relationships explosion. In this
paper, we have discussed the problem of social relationships
explosion in IoT and show that the emerging artificial social
intelligence has the potential to tackle the social relationships
explosion problem. Unlike conventional artificial intelligence,
artificial social intelligence is integrated with the computing
and communication techniques, which enable it to deal with
the social relationships explosion from a social computing
perspective. The social-centered convergence computing and
communication will enable the IoT devices to take advantage
of social context to improve the offered services and customize
the delivered content.
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trial Internet of Things and Cyber Manufacturing Systems. Cham,:
Springer International Publishing, 2017, pp. 3–19.
[35] Z. Zhou, C. Gao, C. Xu, Y. Zhang, S. Mumtaz, and
J. Rodriguez, “Social Big-Data-Based Content Dissemination in
Internet of Vehicles,” IEEE Transactions on Industrial Informatics,
vol. 14, no. 2, pp. 768–777, feb 2018. [Online]. Available:
https://ieeexplore.ieee.org/document/7995077/
[36] Y. Sun, H. Song, A. J. Jara, and R. Bie, “Internet of things and big data
analytics for smart and connected communities,” IEEE access, vol. 4,
pp. 766–773, 2016.
[37] S. Poria, E. Cambria, R. Bajpai, and A. Hussain, “A review of
affective computing: From unimodal analysis to multimodal fusion,”
Information Fusion, vol. 37, pp. 98–125, sep 2017. [Online]. Available:
https://linkinghub.elsevier.com/retrieve/pii/S1566253517300738
[38] A. Vinciarelli and G. Mohammadi, “A survey of personality comput-
ing,” IEEE Transactions on Affective Computing, vol. 5, no. 3, pp.
273–291, 2014.
[39] E. Cambria, “Affective Computing and Sentiment Analysis,” IEEE
Intelligent Systems, vol. 31, no. 2, pp. 102–107, mar 2016. [Online].
Available: http://ieeexplore.ieee.org/document/7435182/
[40] W. Sherchan, S. Nepal, and C. Paris, “A survey of trust in social
networks,” ACM Computing Surveys, vol. 45, no. 4, pp. 1–33, aug 2013.
[Online]. Available: https://dl.acm.org/doi/10.1145/2501654.2501661
[41] M. Lippi, M. Mamei, S. Mariani, and F. Zambonelli, “An
Argumentation-Based Perspective Over the Social IoT,” IEEE Internet
of Things Journal, vol. 5, no. 4, pp. 2537–2547, aug 2018. [Online].
Available: https://ieeexplore.ieee.org/document/8114170/
[42] F. Al-Turjman, “5G-enabled devices and smart-spaces in social-
IoT: An overview,” Future Generation Computer Systems,
vol. 92, pp. 732–744, mar 2019. [Online]. Available:
https://linkinghub.elsevier.com/retrieve/pii/S0167739X17311962
[43] F. Salahdine and N. Kaabouch, “Social Engineering Attacks: A
Survey,” Future Internet, vol. 11, no. 4, p. 89, apr 2019. [Online].
Available: https://www.mdpi.com/1999-5903/11/4/89
[44] M. A. Bouras, F. Farha, and H. Ning, “Convergence of
Computing, Communication, and Caching in Internet of Things,”
ACCEPTED VERSION , 2021 10
Intelligent and Converged Networks, 2020. [Online]. Available:
http://icn.tsinghuajournals.com/EN/10.26599/ICN.2020.9070001
[45] Iyapparaja M and Deva Arul S, “Effective Feature Selection
Using Hybrid GA-EHO for Classifying Big Data SIoT,”
International Journal of Web Portals, vol. 12, no. 1,
pp. 12–25, jan 2020. [Online]. Available: http://services.igi-
global.com/resolvedoi/resolve.aspx?doi=10.4018/IJWP.2020010102
[46] S. Jayasri and R. Parameswari, “Competent of Feature Selection
Methods to Classify Big Data Using Social Internet of Things (SIoT),”
in Information Management and Machine Intelligence, D. Goyal, V. E.
B\uala\cs, A. Mukherjee, V. de Albuquerque, and A. K. Gupta, Eds.
Singapore: Springer Singapore, 2021, pp. 393–398.
[47] N. Jiang, J. Chen, R. Zhou, C. Wu, H. Chen, J. Zheng, and
T. Wan, “PAN: Pipeline assisted neural networks model for
data-to-text generation in social internet of things,” Information
Sciences, vol. 530, pp. 167–179, aug 2020. [Online]. Available:
https://linkinghub.elsevier.com/retrieve/pii/S0020025520302589
[48] H. Ning, S. Dhelim, and N. Aung, “PersoNet: Friend Recommendation
System Based on Big-Five Personality Traits and Hybrid Filtering,”
IEEE Transactions on Computational Social Systems, pp. 1–9, 2019.
[Online]. Available: https://ieeexplore.ieee.org/document/8675299/
[49] S. Dhelim, N. Aung, and H. Ning, “Mining user interest
based on personality-aware hybrid filtering in social networks,”
Knowledge-Based Systems, p. 106227, jul 2020. [Online]. Available:
https://linkinghub.elsevier.com/retrieve/pii/S0950705120304354
[50] S. Dhelim, H. Ning, and N. Aung, “ComPath: User Interest Mining
in Heterogeneous Signed Social Networks for Internet of People,”
IEEE Internet of Things Journal, pp. 1–1, 2020. [Online]. Available:
https://ieeexplore.ieee.org/document/9253614/
[51] S. Dhelim, H. Ning, N. Aung, R. Huang, and J. Ma, “Personality-
aware product recommendation system based on user interests mining
and metapath discovery,” IEEE Transactions on Computational Social
Systems, vol. 8, no. 1, pp. 86–98, 2021.
[52] J. Senthil Kumar, G. Sivasankar, and S. Selva Nidhyananthan, An
Artificial Intelligence Approach for Enhancing Trust Between Social
IoT Devices in a Network. Cham: Springer International Publishing,
2020, pp. 183–196. [Online]. Available: https://doi.org/10.1007/978-3-
030-24513-9 11
[53] M. A. Azad, S. Bag, F. Hao, and A. Shalaginov, “Decentralized self-
enforcing trust management system for social internet of things,” IEEE
Internet of Things Journal, vol. 7, no. 4, pp. 2690–2703, 2020.
[54] U. Jayasinghe, G. M. Lee, T.-W. Um, and Q. Shi,
“Machine Learning Based Trust Computational Model for
IoT Services,” IEEE Transactions on Sustainable Computing,
vol. 4, no. 1, pp. 39–52, jan 2019. [Online]. Available:
https://ieeexplore.ieee.org/document/8364607/
[55] L. Wei, J. Wu, C. Long, and B. Li, “On Designing Context-Aware
Trust Model and Service Delegation for Social Internet of Things,”
IEEE Internet of Things Journal, pp. 1–1, 2020. [Online]. Available:
https://ieeexplore.ieee.org/document/9211717/
[56] N. Truong, H. Lee, B. Askwith, and G. M. Lee, “Toward a
Trust Evaluation Mechanism in the Social Internet of Things,”
Sensors, vol. 17, no. 6, p. 1346, jun 2017. [Online]. Available:
http://www.mdpi.com/1424-8220/17/6/1346
[57] J. Son, W. Choi, and S. Choi, “Trust information network
in social Internet of things using trust-aware recommender
systems,” International Journal of Distributed Sensor Networks,
vol. 16, no. 4, p. 155014772090877, apr 2020. [Online]. Available:
http://journals.sagepub.com/doi/10.1177/1550147720908773
[58] M. Nitti, R. Girau, and L. Atzori, “Trustworthiness Management in
the Social Internet of Things,” IEEE Transactions on Knowledge and
Data Engineering, vol. 26, no. 5, pp. 1253–1266, may 2014. [Online].
Available: http://ieeexplore.ieee.org/document/6547148/
[59] R. Ma, K. Wang, T. Qiu, A. K. Sangaiah, D. Lin,
and H. B. Liaqat, “Feature-based Compositing Memory
Networks for Aspect-based Sentiment Classification in Social
Internet of Things,” Future Generation Computer Systems,
vol. 92, pp. 879–888, mar 2019. [Online]. Available:
https://linkinghub.elsevier.com/retrieve/pii/S0167739X17313286
[60] S. K. Lakshmanaprabu, K. Shankar, A. Khanna, D. Gupta, J. J. P. C.
Rodrigues, P. R. Pinheiro, and V. H. C. De Albuquerque, “Effective
Features to Classify Big Data Using Social Internet of Things,”
IEEE Access, vol. 6, pp. 24 196–24 204, 2018. [Online]. Available:
https://ieeexplore.ieee.org/document/8349962/
[61] R. Girau, S. Martis, and L. Atzori, “Lysis: A Platform for IoT
Distributed Applications Over Socially Connected Objects,” IEEE
Internet of Things Journal, vol. 4, no. 1, pp. 40–51, feb 2017.
[Online]. Available: https://ieeexplore.ieee.org/document/7587412/
[62] S. Rajendran and R. Jebakumar, “Object Recommenda-
tion based Friendship Selection (ORFS) for navigating
smarter social objects in SIoT,” Microprocessors and
Microsystems, p. 103358, nov 2020. [Online]. Available:
https://linkinghub.elsevier.com/retrieve/pii/S0141933120305172
[63] J. Jung, S. Chun, X. Jin, and K.-H. Lee, “Quantitative Computation of
Social Strength in Social Internet of Things,” IEEE Internet of Things
Journal, vol. 5, no. 5, pp. 4066–4075, oct 2018. [Online]. Available:
https://ieeexplore.ieee.org/document/8463599/
[64] V. Loscri, P. Manzoni, M. Nitti, G. Ruggeri, and A. M.
Vegni, “A social internet of vehicles sharing SIoT relationships,”
in Proceedings of the ACM MobiHoc Workshop on Pervasive
Systems in the IoT Era - PERSIST-IoT ’19. New York, New
York, USA: ACM Press, 2019, pp. 1–6. [Online]. Available:
http://dl.acm.org/citation.cfm?doid=3331052.3332470
[65] S. Ali, M. G. Kibria, M. A. Jarwar, H. K. Lee, and
I. Chong, “A Model of Socially Connected Web Objects
for IoT Applications,” Wireless Communications and Mobile
Computing, vol. 2018, pp. 1–20, 2018. [Online]. Available:
https://www.hindawi.com/journals/wcmc/2018/6309509/
[66] L. Atzori, C. Campolo, B. Da, R. Girau, A. Iera, G. Morabito,
and S. Quattropani, “Enhancing Identifier/Locator Splitting Through
Social Internet of Things,” IEEE Internet of Things Journal,
vol. 6, no. 2, pp. 2974–2985, apr 2019. [Online]. Available:
https://ieeexplore.ieee.org/document/8502852/
[67] A. Aljubairy, W. E. Zhang, Q. Z. Sheng, and A. Alhazmi, “SIoTPredict:
A Framework for Predicting Relationships in the Social Internet of
Things,” in Advanced Information Systems Engineering, S. Dustdar,
E. Yu, C. Salinesi, D. Rieu, and V. Pant, Eds. Cham: Springer
International Publishing, 2020, pp. 101–116.
[68] J. Wei, J. Li, Y. Lin, and J. Zhang, “LDP-based Social
Content Protection for Trending Topic Recommendation,” IEEE
Internet of Things Journal, pp. 1–1, 2020. [Online]. Available:
https://ieeexplore.ieee.org/document/9205204/
[69] W. K. Cheng, A. A. Ileladewa, and T. B. Tan, “A Personalized
Recommendation Framework for Social Internet of Things (SIoT),”
in 2019 International Conference on Green and Human Information
Technology (ICGHIT). IEEE, jan 2019, pp. 24–29. [Online].
Available: https://ieeexplore.ieee.org/document/8866950/
[70] Y. Saleem, N. Crespi, M. H. Rehmani, R. Copeland, D. Hussein,
and E. Bertin, “Exploitation of social IoT for recommendation
services,” in 2016 IEEE 3rd World Forum on Internet of Things
(WF-IoT). IEEE, dec 2016, pp. 359–364. [Online]. Available:
http://ieeexplore.ieee.org/document/7845500/
[71] Z. Chen, R. Ling, C.-M. Huang, and X. Zhu, “A scheme
of access service recommendation for the Social Internet
of Things,” International Journal of Communication Systems,
vol. 29, no. 4, pp. 694–706, mar 2016. [Online]. Available:
http://doi.wiley.com/10.1002/dac.2930
[72] G. X. Lye, W. K. Cheng, T. B. Tan, C. W. Hung, and Y.-L. Chen,
“Creating Personalized Recommendations in a Smart Community by
Performing User Trajectory Analysis through Social Internet of Things
Deployment,” Sensors, vol. 20, no. 7, p. 2098, apr 2020. [Online].
Available: https://www.mdpi.com/1424-8220/20/7/2098
[73] J. Wu, M. Dong, K. Ota, L. Liang, and Z. Zhou, “Securing distributed
storage for Social Internet of Things using regenerating code and
Blom key agreement,” Peer-to-Peer Networking and Applications,
vol. 8, no. 6, pp. 1133–1142, nov 2015. [Online]. Available:
http://link.springer.com/10.1007/s12083-014-0286-y
[74] H. Xia, L. Li, X. Cheng, X. Cheng, and T. Qiu, “Modeling and
Analysis Botnet Propagation in Social Internet of Things,” IEEE
Internet of Things Journal, vol. 7, no. 8, pp. 7470–7481, aug 2020.
[Online]. Available: https://ieeexplore.ieee.org/document/9051980/
[75] H. Xia, L. Li, X. Cheng, C. Liu, and T. Qiu, “A Dynamic Virus
Propagation Model Based on Social Attributes in City IoT,” IEEE
Internet of Things Journal, vol. 7, no. 9, pp. 8036–8048, sep 2020.
[Online]. Available: https://ieeexplore.ieee.org/document/9078051/
[76] H. Zhang, J. Yu, M. S. Obaidat, P. Vijayakumar, L. Ge,
J. Lin, J. Fan, and R. Hao, “Secure Edge-Aided Computations
for Social Internet-of-Things Systems,” IEEE Transactions on
Computational Social Systems, pp. 1–12, 2020. [Online]. Available:
https://ieeexplore.ieee.org/document/9246267/
[77] J. Shen, T. Zhou, F. Wei, X. Sun, and Y. Xiang, “Privacy-
Preserving and Lightweight Key Agreement Protocol for V2G in
the Social Internet of Things,” IEEE Internet of Things Journal,
ACCEPTED VERSION , 2021 11
vol. 5, no. 4, pp. 2526–2536, aug 2018. [Online]. Available:
https://ieeexplore.ieee.org/document/8115145/
[78] I. Farris, R. Girau, M. Nitti, L. Atzori, R. Bruschi, A. Iera, and
G. Morabito, “Taking the SIoT down from the Cloud: Integrating the
Social Internet of Things in the INPUT Architecture,” in 2015 IEEE
2nd World Forum on Internet of Things (WF-IoT), 2015, pp. 35–39.
[79] N. Abdenacer, H. Wu, N. N. Abdelkader, S. Dhelim, and H. Ning,
“A novel framework for mobile edge computing by optimizing task
offloading,” IEEE Internet of Things Journal, 2021.
[80] M. Chiang and T. Zhang, “Fog and IoT: An overview of research
opportunities,” IEEE Internet of Things Journal, vol. 3, no. 6, pp. 854–
864, 2016.
[81] M. T. Beck, M. Werner, S. Feld, and S. Schimper, “Mobile edge
computing: A taxonomy,” in Proc. of the Sixth International Conference
on Advances in Future Internet, 2014, pp. 48–55.
[82] E. Haleplidis, J. H. Salim, S. Denazis, and O. Koufopavlou, “Towards a
network abstraction model for SDN,” Journal of Network and Systems
Management, vol. 23, no. 2, pp. 309–327, 2015.
[83] R. Jain and S. Paul, “Network virtualization and software defined
networking for cloud computing: a survey,” IEEE Communications
Magazine, vol. 51, no. 11, pp. 24–31, 2013.
[84] M. Nitti, G. A. Stelea, V. Popescu, and M. Fadda, “When social
networks meet D2D communications: A survey,” Sensors, vol. 19,
no. 2, p. 396, 2019.
[85] E. Ahmed, I. Yaqoob, A. Gani, M. Imran, and M. Guizani, “Social-
aware resource allocation and optimization for D2D communication,”
IEEE wireless communications, vol. 24, no. 3, pp. 122–129, 2017.
[86] Y. Mao, C. You, J. Zhang, K. Huang, and K. B. Letaief, “A Survey
on Mobile Edge Computing: The Communication Perspective,” IEEE
Communications Surveys Tutorials, vol. 19, no. 4, pp. 2322–2358,
2017.
[87] Y. A. Qadri, A. Nauman, Y. B. Zikria, A. V. Vasilakos, and
S. W. Kim, “The Future of Healthcare Internet of Things: A
Survey of Emerging Technologies,” IEEE Communications Surveys &
Tutorials, vol. 22, no. 2, pp. 1121–1167, 2020. [Online]. Available:
https://ieeexplore.ieee.org/document/8993839/
[88] E. Moghadas, J. Rezazadeh, and R. Farahbakhsh, “An
IoT patient monitoring based on fog computing and data
mining: Cardiac arrhythmia usecase,” Internet of Things,
vol. 11, p. 100251, sep 2020. [Online]. Available:
https://linkinghub.elsevier.com/retrieve/pii/S254266052030086X
[89] R. Dury, “Social isolation and loneliness in the elderly: an exploration
of some of the issues,” British Journal of Community Nursing,
vol. 19, no. 3, pp. 125–128, mar 2014. [Online]. Available:
http://www.magonlinelibrary.com/doi/10.12968/bjcn.2014.19.3.125
[90] R. Kachouie, S. Sedighadeli, R. Khosla, and M.-T. Chu, “Socially
Assistive Robots in Elderly Care: A Mixed-Method Systematic
Literature Review,” International Journal of Human-Computer
Interaction, vol. 30, no. 5, pp. 369–393, may 2014. [Online]. Available:
http://www.tandfonline.com/doi/abs/10.1080/10447318.2013.873278
[91] M. E. Foster, S. Ali, S. Litwin, J. Parker, R. P. A. Petrick, D. H. Smith,
J. Stinson, and F. Zeller, “Using AI-Enhanced Social Robots to Improve
Children’s Healthcare Experiences,” in Social Robotics, A. R. Wagner,
D. Feil-Seifer, K. S. Haring, S. Rossi, T. Williams, H. He, and S. Sam
Ge, Eds. Cham: Springer International Publishing, 2020, pp. 542–553.
[92] D. C. Hague, “Benefits, Pitfalls, and Potential Bias
in Health Care AI,” North Carolina Medical Journal,
vol. 80, no. 4, pp. 219–223, jul 2019. [Online]. Available:
http://www.ncmedicaljournal.com/lookup/doi/10.18043/ncm.80.4.219
[93] Z. Lv, R. Lou, and A. K. Singh, “AI Empowered Communication
Systems for Intelligent Transportation Systems,” IEEE Transactions on
Intelligent Transportation Systems, pp. 1–9, 2020. [Online]. Available:
https://ieeexplore.ieee.org/document/9181452/
[94] S. M. Khan, K. C. Dey, and M. Chowdhury, “Real-Time Traffic State
Estimation With Connected Vehicles,” IEEE Transactions on Intelligent
Transportation Systems, vol. 18, no. 7, pp. 1687–1699, jul 2017.
[Online]. Available: http://ieeexplore.ieee.org/document/7878538/
[95] N. Aung, W. Zhang, S. Dhelim, and Y. Ai, “T-Coin: Dynamic Traffic
Congestion Pricing System for the Internet of Vehicles in Smart
Cities,” Information, vol. 11, no. 3, p. 149, mar 2020. [Online].
Available: https://www.mdpi.com/2078-2489/11/3/149
[96] W. Zhang, N. Aung, S. Dhelim, and Y. Ai, “DIFTOS: A Distributed
Infrastructure-Free Traffic Optimization System Based on Vehicular
Ad Hoc Networks for Urban Environments,” Sensors, vol. 18, no. 8,
p. 2567, aug 2018. [Online]. Available: http://www.mdpi.com/1424-
8220/18/8/2567
[97] A. Arooj, M. S. Farooq, T. Umer, G. Rasool, and B. Wang, “Cyber
Physical and Social Networks in IoV (CPSN-IoV): A Multimodal
Architecture in Edge-Based Networks for Optimal Route Selection
Using 5G Technologies,” IEEE Access, vol. 8, pp. 33 609–33 630, 2020.
[Online]. Available: https://ieeexplore.ieee.org/document/8995602/
[98] N. Aung, W. Zhang, S. Dhelim, and Y. Ai, “Accident prediction system
based on hidden markov model for vehicular ad-hoc network in urban
environments,” Information, vol. 9, no. 12, p. 311, 2018.
[99] H. Song, R. Srinivasan, T. Sookoor, and S. Jeschke, Smart cities:
foundations, principles, and applications. John Wiley & Sons, 2017.
[100] L. Duan, Y. Lou, S. Wang, W. Gao, and Y. Rui, “AI-Oriented Large-
Scale Video Management for Smart City: Technologies, Standards,
and Beyond,” IEEE MultiMedia, vol. 26, no. 2, pp. 8–20, apr 2019.
[Online]. Available: https://ieeexplore.ieee.org/document/8509149/
Sahraoui Dhelim Received his B.S. in Computer
Science from the University of Djelfa, Algeria, in
2012 and his Master degree in Networking and Dis-
tributed Systems from the University of Laghouat,
Algeria, in 2014, and PhD in Computer Science
and Technology from University of Science and
Technology Beijing, China, in 2020. His current
research interests include Social Computing, Per-
sonality Computing, User Modeling, Interest Min-
ing, Recommendation Systems and Intelligent Trans-
portation Systems.
Huansheng Ning Received his B.S. degree from
Anhui University in 1996 and his Ph.D. degree
from Beihang University in 2001. Now, he is a
professor and vice dean of the School of Computer
and Communication Engineering, University of Sci-
ence and Technology Beijing, China. His current
research focuses on the Internet of Things and gen-
eral cyberspace. He is the founder and chair of the
Cyberspace and Cybermatics International Science
and Technology Cooperation Base. He has presided
many research projects including Natural Science
Foundation of China, National High Technology Research and Development
Program of China (863 Project). He has published more than 100+ jour-
nal/conference papers, and authored 5 books. He serves as an associate editor
of IEEE Systems Journal (2013-2020), IEEE Internet of Things Journal (2014-
2018), steering committee member of IEEE Internet of Things Journal (2016-
2020), and area editor (2020-now).
Fadi Farha received his BS from the faculty of
Informatics Engineering, Aleppo University, Syria.
He did his MS degree and currently working toward
a Ph.D.degree in the School of Computer and Com-
munication Engineering, University of Science and
Technology Beijing, China. His current research in-
terests include Physical Unclonable Function (PUF),
Security Solutions, ZigBee, Computer Architecture,
and Hardware Security.
ACCEPTED VERSION , 2021 12
Liming Chen is a professor in the School of
Computer Science and Informatics at University of
Ulster, Newtownabbey, United Kingdom. He re-
ceived his B.Eng and M.Eng from Beijing Insti-
tute of Technology (BIT), Beijing, China, and his
Ph.D in Artificial Intelligence from De Montfort
University,UK. His research interests include data
analysis,ubiquitous computing, and human-computer
interaction. Liming is a Fellow of IET, a Senior
Member of IEEE, a Member of the IEEE Computa-
tional Intelligence Society (IEEE CIS), a Member of
the IEEE CIS Smart World Technical Committee (SWTC), and the Founding
Chair of the IEEE CIS SWTC Task Force on User-centred Smart Systems (TF-
UCSS). He has served as an expert assessor, panel member and evaluator for
UK EPSRC (Engineering and Physical Sciences Research Council, member
of the Peer Review College), ESRC (Economic and Social Science Research
Council), European Commission Horizon 2020 Research Program, Danish
Agency for Science and Higher Education, Denmark, Canada Foundation
for Innovation (CFI), Canada, Chilean National Science and Technology
Commission (CONICYT), Chile, and NWO (The Netherlands Organisation
for Scientific Research), Netherlands.
Luigi Atzori is Full Professor at the Department
of Electrical and Electronic Engineering, University
of Cagliari (Italy) and Research Associate at the
Multimedia Communications Laboratory of CNIT
(Consorzio Nazionale Inter-universitario per le Tele-
comunicazioni). Prof. Atzori received his Ph.D. de-
gree in electronic engineering and computer science
from the University of Cagliari in 2000. He spent the
seven months from November 2003 to May 2004 at
the Department of Electrical and Computer Engi-
neering, University of Arizona, as Fulbright Visiting
Scholar. L. Atzori research interests are in multimedia communications and
computer networking and services in the Internet of Things and Social Internet
of Things. L. Atzori is senior member of IEEE (since 2009) and has been
the Steering Committee Chair of the IEEE Multimedia Communications
Committee (MMTC) for the years 2014-2016. He has been the associate and
guest editor for several journals, included: ACM/Springer Wireless Networks
Journal, IEEE IoT journal, IEEE Comm. Magazine, the Springer Monet
Journal, Elsevier Ad Hoc Networks, and the Elsevier Signal Processing:
Image Communications Journal. Currently he serves in the editorial board of
the following journals: Elsevier Digital Communications and Networks and
IEEE Open Journal of the Communications Society. He served as a technical
program chair for various international conferences and workshops, including
ICC and Globecom workshops, ACM MobiMedia and VLBV. He served as a
reviewer and panelist for many funding agencies, including FP7, Horizon2020,
Cost Actions, Italian MIUR and Regional funding agency.
Mahmoud Daneshmand received his Ph.D and
M.S. degrees in Statistics from the University of
California, Berkeley; M.S. and B.S. degrees in Math-
ematics from the University of Tehran. He is cur-
rently an Industry Professor with the Department
of Business Intelligence & Analytics as well as
Department of Computer Science at Stevens Institute
of Technology, USA. He has more than 35 years
of Industry &University experience as: Professor,
Researcher, Assistant Chief Scientist, Executive Di-
rector, Distinguished Member of Technical Staff,
Technology Leader, Chairman of Department, and Dean of School at: Bell
Laboratories; AT&T Shannon Labs–Research; University of California, Berke-
ley; University of Texas, Austin; Sharif University of Technology; University
of Tehran; New York University; and Stevens Institute of Technology. He has
published more than 150 journal and conference papers; authored/co-authored
three books. He is well recognized within the academia and industry and holds
key leadership roles in IEEE Journal Publications, Conferences, Industry IEEE
Partnership, and IEEE Future Direction Initiatives. He is CoFounder and Chair
of Steering Committee of IEEE IoT Journal; Member of Steering Committee
of IEEE Transaction on Big Data; guest editor of several IEEE publications;
CoFounder of the IEEE Big Data Initiative; and has served as General Chair,
Keynote Chair, Panel Chair, and Technical Program Chair of many IEEE
major conferences. He has given several Keynote speeches in IEEE as well
as international conferences. He is an expert on Big Data Analytics with
extensive industry experience including with the Bell Laboratories as well as
the Info Lab of the AT&T Shannon Labs – Research.
