Signature of a person is one of the most popular and legally accepted behavioral biometrics that provides secure means for verification and personal identification in many applications such as financial, commercial and legal transactions. The objective of the signature verification system is to classify between genuine and forgery that is often associated with intrapersonal and interpersonal variability. Unlike other languages, Arabic has unique features; it contains diacritics, ligatures, and overlapping. Because of lacking any form of dynamic information during the Arabic signature writing process, it will be more difficult to obtain higher verification accuracy. This paper addresses the above difficulty by introducing a novel Off-Line Arabic signature verification algorithm. Different from state-of-theart works that adopt one-level of verification or multiple classifiers based on statistical learning theory; this work employs two-level of fuzzy set related verification. The level one confirmation depends on finding the total difference between the features extracted from the test signature and the mean values of each corresponding elements in the training signatures (owning the same trademark). Whereas, the level two verification relies on the output of the fuzzy logic module depending on the membership functions that have been created from the signature features in the training dataset for a specific signer. It is concluded from the experimental results that the verification system performs well and can reduce both False Acceptance Rate (FAR) and False Rejection Rate (FRR).
recognition of human name is vital when the focus is on improving the interface between human beings and computers; if the machine is intelligent sufficient to comprehend human name, it will deliver a smarter and economic man-computer interface.
Typically, the signature verification system can be divided into two main classes based on the acquisition of the signature: (1) dynamic or online verification method where the signature is captured during the writing process on a digitizing tablet and stored to a computer to evaluate the dynamic information like writing speed, pressure points, velocity, acceleration and distance travelled etc., to identify a person (2) Static or off-line verification method that uses a static image of the signature. In this class, the information like width, height, aspect ratio, the center of gravity, etc., are measured to identify a person [5] . The off-line signature verification is more challenging than the on-line signature verification since the features are mined from the stationary 2D image of the signature and shortages of dynamic information [6] . Still, the performance of the off-line verification systems is usually lower than the on-line. Therefore it would be an excellent challenge to improve it.
Furthermore, document analysis generally relies on the off-line systems, e.g., verification of a check or signed document; so the work suggested in this paper is focused on an off-line verification system [4] [7] . The problem of signature verification turns out to be more and more challenging when departing from random to skilled and straightforward forgeries, the latter being so tricky job that even human beings create mistakes in several circumstances [1] [3] . Real practical problems concerning off-line signature verification can be categorized into two main classes: (a) those related to the drawing out of signature's fingerprint from the document and (b) problem related to the verification task itself [4] [5] .
Many studies have been made which recommended that design using different classifiers offers to balance information about the patterns to be classified and the application of different types of classifiers instantaneously enhanced the verification accuracy [8] . The research results motivate multi-level signature verification, where decisions based on individual signature features are fused. A fuzzy logic inference engine is designed to combine global functions that encode the signature's fingerprint. The three potential levels of biometrics fusion are: (i) at feature extraction level: The different features biometric parameter are joint to produce new set of features, (ii) at matching score level: The matching scores are acquired from different functions biometric parameter and are fused by various techniques and (iii) at decision level: The resulting elements from multiple biometric data are combined individually to classify either accept or reject [9] . The use of the fuzzy logic inference engine is to overwhelm the borderline limits of fixed thresholds and sweep away the uncertainties of thresholds for many users and to have a more human-like outcome [9] . This paper focuses on the research of Arabic offline signature verification system, which still is a challenging research topic and relatively less touched by researchers. The work presented in this study tries to prove that employing a two-level of signature verification with the help of fuzzy logic as a tool used to fuse extracted features from scanned images of signatures and to handle the inherent existing imprecision of human decision about signatures similarity achieves better identification performance compared to other approaches. One of the reasons for slow advancements in Arabic signature verification is the characteristics of this script such as cursively that makes it more challenging than other languages. This paper is organized as follows. Section 2 introduces the related work. Chapter 3 shows the architecture of the proposed signature verification system. Chapter 4 shows experimental results and comparison between associated tasks and the proposed method. Section 5 summarizes the conclusion and outlines the future work.
The authors in [11] recommended an off-line signature verification scheme that targets at authenticating Arabic and Persian signatures depend on the Discrete Wavelet Transform (DWT) to extract standard characteristics to help the verification step. The system reduces the number of DWT levels and the number of prerequisite training, with a low FAR and FRR percentage of 10.9%. The work in [12] [13] studied an image clustering process based on Euclidian distance approach enabling to handle clusters of different sizes and shapes of signatures. While the work presented in [14] tried to hire Support Vector Machines (SVM) to mix different classifiers for an offline signature system. From the signature images, global and local properties are extorted, and the signatures are confirmed with the aid of Gaussian, Euclidean, and Mahalanobis distance-based classifiers.
Furthermore, the neural network is applied in [15] as a learning algorithm to form the mapping between signers and their signature's features. Here, the FAR and FRR can be compact further by increasing the reference sample size and also the number of elements. Researchers in [7] studied the Farsi and Arabic signature recognition and verification problem and introduced an offline method based on genetic algorithm (GA) to increase the accuracy and decrease the running time. In the classification stages, a GA-based method for optimization of linear classifiers is implemented and tested.
Recently, the fuzzy inference system is employed to adjust the weights for each signature features as affected by a way that resembles human thinking and allows intermediate values to be defined between similar and not similar via partial set membership. For instance, in [16] the signature features are fuzzified by an exponential membership function involved in the TakagiSugeno (TS) fuzzy model. The idea of fusing multi-classifiers for online signature verification problem using fuzzy inference was investigated in [8] [17] .
However, the efficiency of the algorithm depends on variations between training signatures so if the training signatures of the specific individual are not sufficiently analogous to each other, the algorithm cannot have good performance and FAR will raise. Lately, the researcher admits a challenge in designing such a system to refute intrapersonal and interpersonal variations [18] .In this paper, a technique for signature verification is proposed based on shape context that encapsulates the global signature features in a dominant local descriptor. The proposed system touches 98 % accuracy and handles the scalability problems as a result of the matching problem between the inquired signature and all the dataset signatures. To tackle the scalability problem of using shape perspective for signature matching, the proposed method improves the matching stage by signifying the shape context features as a feature vector and then utilizes two level of classification to allocate signatures to their matching classes( forgery or genuine). The official one verification depends on finding the total difference between the features extracted from the test signature and the mean values of each corresponding element in the training signatures (owning the same trademark). Whereas, the level two verification relies on the output of the fuzzy logic module depending on the membership functions that have been created from the signature' features in the training dataset for a specific signer.
III. Result
Off-line signatures are of different shapes and sizes, and the variation in them is so immense that it is difficult for a human being to discriminate a genuine name from a fake one by having a fleeting look at the title. Generally, signatures can be categorized as simple, cursive or graphical based on their contours. Signatures are behavioral biometric, alter more than a period and are influenced by physical and sentimental states of the applicants. The suggested system purposes to build an intelligent offline Arabic signature verification system by adapting the FL framework for multiple classifiers fusion. Generally, offline signature verification and authentication is a pattern recognition problem and a standard pattern recognition structure has the following phases [1] [18] : (i) Data Acquisition -to catch the signature image (ii) Preprocessing -to make easier succeeding processes without missing significant processing (iii) Feature Extraction -to diminish the data by assessing specific features (iv) Verification -to evaluate the indication postured in the values of the elements attained from feature extraction and produced a conclusion for classification (iv) Performance Evaluation -to estimate the productivity of the signature verification system. The overall architecture of the suggested verification system is shown in Fig.1 , and each step is discussed in details in the next sections. The advised system has the following properties: (i) adopting the fuzzy language variables to describe the image signature features, so as to infer the image signature as human thinking; (ii) The final decision based on two classification levels that can achieve better precision, since it can model the operation of human expert.
1) Signature Acquisition
In offline signature verification, distinct person's signatures are booked on A4 size paper and then scanned through a scanner with 300dpi and deposited in Portable Network Graphics (PNG) format. In the training phase, the database encompasses signatures from persons, including genuine signatures and forgeries. Names in the training phase (actual signatures collected from the signer directly) containing signatures with different angles, and scales whether the signer is standing or sitting. The stamps are composed using either black or blue ink with 40 names per page. Scanned images are warehoused digitally for offline processing. In the testing phase, the person's name is captured from the document in which the validity of the signature in it be disputed. The same scanner scans this document, and later the stamp is separated for preprocessing (i.e., the document image is cropped to the bounding rectangle of the name). Fig.2 shows some samples signatures from the dataset that has been trained and tested on the proposed system 
2) Signature Preprocessing
The preprocessing stage is implemented both in the training and testing phases. The signature images need some handling before the application of any verification technique.
In this stage, signatures are made standard and ready for feature extraction. The preprocessing stage follows seven stages [19] [20] [21] [22] : a) Grayscale conversion: Since the verification system is concerned only with the signature pattern and not in its color, color information is inappropriate. That is why a color signature image is converted into a grayscale image. Besides reducing the calculations on the gray pictures b) Binarization: The grayscale signature is treated by a histogram-based binarization to produce a binary image that contains only 0's and 1's. c) Noise reduction: Once the original image is binarized, the next step is to remove the noise from signature image caused during scanning (extra pen dots other than a signature) via median filtering method. d) Image cropping: the binary image is isolated from the background to eliminate the white space nearby the signature by the segmentation technique of vertical and horizontal projections. e) Rotation and width normalization: The cropped image is scaled using bi-cubic interpolation to a constant width, preserving the aspect ratio fixed. Usually, any person while stroking his signature uses a subjective baseline. The positional information of the name is standardized by computing an angle θ about the centroid (x,y) such that rotating the name by θ carries it back to a stable baseline. The size normalization in offline signature verification is vital because it forms a common ground for image comparison. Taylor's maximization is used for normalizatioThinning: The goal of thinning is to remove the width variances of the pen by constructing the image one pixel thick. The aim of this is to diminish the character features to assistance in feature extraction and classification. f) Skeletonization: is used to remove particular foreground pixels from the binary image. So the result is a depiction of a signature pattern by a collection of thin arcs and curves. The effect of the preprocessing phase is a noise-free, resized, binarized, thinned image.
3) Features extraction
After the signatures have been attained and pre-processed, the next step is to mine discriminant features from the signature images. When parameter features are utilized, the name is described as a vector of elements, each one descriptive of the value of a function. Usually, the success of a signature verification system critically is subject to feature extraction. A perfect feature extraction technique mines a minimal feature set that makes the most of the interpersonal distance between Regarding the local characteristics, a circular chart enclosing the signature is divided into identical sectors, and pixel density with gray-level intensity features are computed for each segment [10] . The circular grid is centered at the center of mass of the binary image of the signature. In this case, the sector with the highest features values regarding pixel density and gray-level intensity will be selected to represent the local features of the stamp. The chief motivation behind the use of a signature circular grid is to divide the name into local regions or sectors which over a set of all samples of a writer form a fuzzy set. In this way, the system can capture the global behavior through the local features, which create an intelligent. The knowledge base of unique features for a particular individual. The other motivation for designing the grid is to reduce the area of focus to just the signature image. 
F3: Pixel density distribution (local function):
the ratio of the number of black pixels in the sector within the circular grid to the total number of pixels inside the industry. f4: Gravity center distance (local feature): the ratio of the distance between the gravity center and the center of the grid, to the radius of the network calculated as the significant distance between extreme points of the signature.
After generating features vector for each signature in both training and testing phase; the proposed system uses these features as follows: (1) for all trademarks related to specific signer in the training phase, the features vector is utilized to build the membership function for each feature according to the minimum and maximum values of that feature. These membership functions are used later in the testing phase to fuzzify the extracted features from the test image signature within the fuzzy logic module that is used to fuse different elements in a unified framework for level 2 classification. Herein, the aim of using fuzzy logic is to handle the inherent existing imprecision of human decision about the appearance of signature features. (2) Attest phase, the feature vector that is extracted from the test's image signature is used to find the distance (Canberra Distance) between this vector and the average values of the extracted features for the same signer for all trademarks within the database of the brands of this person. This outcome describes the extent of deviation of this signature from his total names within the database, which will be used in level 1 classification that will be explained later.
4) Building a fuzzy inference system
As there are complex deviations in the feature elements of each signature; thus to match a specific name with the database, the system needs to fuzzify the features [26] [27] . This approach uses the Mamdani model for fuzzy analysis that is implemented for level 2 classification. The proposed system has combined the structural parameters of the signatures to take care of the local variations in the signature characteristics resulting from different signing styles of the user. Each feature is fuzzified by a trapezoidal Membership Function (MF). The parameters for the MFs are acquired by training the system with the genuine signatures of the user. During training, the settings are adjusted iteratively to minimize the mean square error of the output of the TS model. The Mamdani method is widely used because it is intuitive and suitable for personal input and production [8] [16] . In this, two fuzzy variables including 'small,' and 'large' are used to describe the local and local feature variation as illustrated in Fig.3 .
Fig. 3. Membership function for input features
Once the system obtains the fuzzy explanations of the signature features, the rule base (fuzzy reasoning) can be constructed to create an interpretation of their similarity. Fuzzy reasoning, which is formulated by a group of fuzzy IF-THEN rules, offerings a grade of presence or absence of association or relations between the elements of two or more sets. In the proposed system, reasoning is carried out through the following rules that were built by an expert from the Egyptian Ministry of Justice-Department of forgery Rule 1 IF (f1 is small) and (f2 is small) and (f3 is small) and (f4 is small) THEN (output is small) = Accept (genuine) Rule 2 IF (f1 is large) and (f2 is small) and (f3 is small) and (f4 is small) THEN (output is small) = Accept Rule 3 IF (f1 is large) and (f2 is large) and (f3 is small) and (f4 is small) THEN (output is small) = Accept
Rule 4 IF (f1 is large) and (f2 is large) and (f3 is large) and (f4 is small) THEN (output is large) = Reject (Forgery) Rule 5
IF (f1 is large) and (f2 is large) and (f3 is large) and (f4 is Large) THEN (output is large) = Reject Rule 6 IF (f1 is large) and (f2 is large) and (f3 is small) and (f4 is small) THEN (output is small) = Accept Rule 7 IF (f1 is small) and (f2 is large) and (f3 is small) and (f4 is small) THEN (output is small) = Accept Rule 8 IF (f1 is small) and (f2 is small) and (f3 is small) and (f4 is small) THEN (output is small) = Accept Rule 9 IF (f1 is small) and (f2 is small) and (f3 is large) and (f4 is large) THEN (output is small) = Accept Rule 10 IF (f1 is large) and (f2 is large) and (f3 is large) and (f4 is small) THEN (output is large) = Reject Rule 11 IF (f1 is large) and (f2 is large) and (f3 is small) and (f4 is small) THEN (output is small) =Accept Rule 12 IF (f1 is small) and (f2 is large) and (f3 is large) and (f4 is Large) THEN (output is large) = Reject Rule 13 IF (f1 is large) and (f2 is small) and (f3 is large) and (f4 is large) THEN (output is large) = Reject Rule 14 IF (f1 is large) and (f2 is large) and (f3 is small) and (f4 is Large) THEN (output is large) = Reject Rule 15 IF (f1 is large) and (f2 is large) and (f3 is large) and (f4 is small) THEN (output is large) = Reject Rule 16 IF (f1 is large) and (f2 is large) and (f3 is large) and (f4 is Large) THEN (output is large) = Reject
The numerical parameters of MF are determined based on the mean and standard deviation of features of training signatures. The sixteen rules altogether deal with the weight assignments impliedly in the same way as what humans experience thinking. The fuzzy inference processes all of the cases in a parallel manner, which makes the decision more reasonable. The output of the fuzzy system is the similarity between the scanned signature for a specific signer and the stored signatures for him in the training database. The production is also described by two fuzzy variables, including 'accept' and 'reject' with trapezoidal MFs. The outputs of fuzzy values are then defuzzified to generate a crisp value for the variable. The most comprehensive defuzzification method is the centroid, which computes the center of gravity of the aggregated fuzzy set [8] .
5) Verification
This is the ending stage where the tested input signature is verified against the sample signature deposited in the database. The proposed system performs this using two level of verification (classification) after that the final decision is based on the combination of two classifiers to determine whether the signature belongs to the whole class or the forgery class. Level 1 verification: level one confirmation depends on finding the total difference between the features extracted from the test signature and the mean values of each corresponding element in the training signatures (owning the same trademark). At training phase, the mean value of each function from the name features vector for all stored names is computed resulting in a vector with four elements where each element Mfi represents the mean of the corresponding function (i=1,…,4). After that, the Canberra distance between this calculated vector and the features vector predefined in the test phase is measured. The rationale for choosing this measure is that it reflects not only the distance between two points but also their relative to the origin (i.e., more accurate test).  then the signature is genuine else name is a forgery. Herein, the system gets a total of 4 features based on signature global and local aspect that helps to classify name as fake or original.
6) Experiment Design
To investigate the efficiency and authority of the proposed system, the system was implemented by MATLAB language and credit the verification rules in C# language. The prototype verification technique was built in a modular fashion and has been implemented and tested in a DELL PC machine which has the following features: Intel (R) Core (TM) i5-2450M CPU @ 2.50GHz, and 4.00GB of RAM, 64-bit Windows 8 Pro. In this work, 40 the nature images were used in training phase (4 discriminative features for each signature), and 20 historical signature images were used for testing purposes (10 original names and ten forgery signatures). Fig. 4 shows sample le signatures from 10 individuals under different signature variations. False Acceptance Rate (FAR) and False Rejection Rate (FRR) are the two parameters used for assessing the performance of any signature verification method. FAR which means a fake signature is considered as a real signature is the total number of false name recognized by the system concerning the total number of the comparison made. FRR, which means an actual name is deliberated as a phony signature, is the total number of original surname disallowed by the system concerning the total number of the comparison made. 
IV. Results and Analysis
The first set of experiments was implemented to match the verification performance of the proposed system that employs two verification levels: distance-based and fuzzy-based verification with traditional signature verification classifier using SVM [20] and NN [15] and fuzzy logic [28] using the same features. In the method in [28] , each function is fuzzified using the TS model. Rules are written in fuzzy inference system to accept only correct signatures based on mean and variance values of the angle calculated for each image. The rules are combined such that to accept just exact stamps and reject the forgery. Table 1 illustrates the comparison between the systems. The results reveal that the use of two levels of verification generates a further verification rate improvement (accuracy) of 7-20%. The proposed method has the lowermost FAR percentage when matched to other methods. The performance improvement comes from the accurate verification of signatures because of using fuzzy variables to describe similarity degree of signature features as human thinking; this, along with traditional feature similarity distance classifier. The second set of experiments was accompanied to conclude the capability of the introduced system to verify signatures data from multiple scripts. This is so because the proposed system needs no language-specific geometrical analysis (i.e., text-independent) in disparity to many presented systems that require connected component analysis to mine allographic features. For English signatures, verification moves towards 100%. Nevertheless, it appears that the results found in Arabic script are somewhat lower than the ones obtained on the Western writing. A possible clarification for the difference is that there seems more style variation across individuals in English signatures compared to Arabic ones. Automatic signature verification on Arabic script appears to be more difficult.
Another set of experiments is conducted to test the ability of the suggested system to verify the signature in the presence of low style variation (slight change) across the same individual stamps. Table 2 shows the results across the original tested names, whereas across the approved forgery signatures. As is evident, the proposed system has a high ability to decrease both of FAR and FRR. However, in some cases and in particular in genuine signatures, the system ability is reduced by a small amount to verify the signatures as illustrated in Table 2 . One explanation for this result is the style variations associated with some original names that result in a discrepancy in the extracted features compare with the features that have been used for training; unlike forged signatures that have high style variations with well-trained stamps. In general, the system's ability to determine the skilled forgery signatures is reduced because the system is unable to decide on the clear distinction between the extracted features in both of skilled forgery and original names. This problem can be avoided by increasing the number of elements removed from the names (e.g., Scale-invariant feature transform), which can add another dimension to the distinction between trademarks. But this will be at the expense of the computational time. Concerning with non-skilled names as shown in Fig. 5 , the suggested system exhibits a high ability to recognize these signatures. This is due to, in addition to the use of two level of classifiers, the depending on geometric features that describe the particular geometry and topology of a signature thereby preserving both their global as well as local properties. These features have a high tolerance to alterations and style variations, and they can also tolerate a certain degree of translation and rotation variations. Despite the adoption of the proposed system on the circular grid technique to extract the rotation invariant local features; some experiments were conducted to test the efficiency of the proposed method for handling rotated signatures. Fig. 6 clears that up to 10 degrees for the rotation of the name, the effectiveness of the system is not affected and the verification accuracy is still within 98%. The verification accuracy decreases as the angle of rotation increases and reaches 70% when the angle of rotation reaches approximately 42 o . These results reflect the system's ability to handle the rotation of signatures. Furthermore, to test the extent of superiority of circular grid segmentation of the stamp with the rectangular grid segmentation to extract local features, the proposed system has been implemented with both configurations (8 sectors with 45 o in circular grid and 25(5×5) equal boxes) under different tested signatures and the FAR, FRR, and accuracy are observed. The results are exposed in Table 4 , which reveals that circular grid segmentation achieves better results with an increase of at least a 2% percent in the verification accuracy. This is of course due to the ability of the circular grid segmentation to surround (catch sight of) style variations of the signatures. The last set of experiments was performed to show how verification rate of the proposed system be contingent on the number of signatures per signer: as every signer has more registered samples, the chance of correct hit increases. Up to 40 samples per singer, the incomes in performance are however lessening for every new example added due to the rise of intra-class signer's variability. As expected, the verification rate decreases as the number of signatures grow as a result of the reduction in inter-class writer's variability. Accuracy rate drops approximately by 2-5% for every doubling of the number of signatures in the dataset after 40 samples 
V. Conclusion
In this paper, an adaptive method for signature recognition is introduced. Also, the problem of fake signature verification in off-line systems is tackled using two levels of verification based on similarity distance and fuzzy concepts in the decision-making process. In the beginning, the signature database is labeled then preprocessing steps, and feature extraction for the verification process are inspected. An appropriate mixture of global and local features is utilized to yield more distinctive and useful features by merging the advantages of both. A verification technique is developed based on a multi-classifier. One of them depends on similarity distance between the feature vectors in which the gaps between the feature vector of the input signature and the mean of each signer signatures in the database are calculated and matched. The other classifier relies on fuzzy concepts where a set of fuzzy rules is used to decide with a degree of certainty. Representing signature image by using a feature fusion method has several advantages which are as follows: (1) it is a compact coding technique. (2) It is a general application, meaning that it can be applied to any signature shape. (3) It is simple, that can be used to code the signature straightforward and fast; most of them can be executed in fractions of a second on commercially available equipment. (4) The operation of extracting the 4-tuple feature vector and coded is very active to remove all noise in the signature template. The experiments resulted in a verification rate of 98%. They also demonstrated the efficiency and robustness of the proposed system. Accurately selected distinguishing features of signatures shared with the use of two verification levels made the suggested approach more powerful compared to other existing systems both regarding success ratio, ease of implementation and optimized run time. Future work includes the examination of different features to enhance the performance of the system.
