Compared to the past, the current disk storages have dramatically increased and extremely many data are transferred on the network everyday. In spite of the anticipation that such development will be continued, there have been lack of studies for improving the data-imaging time in terms of the digital forensics. In this paper, we firstly investigate the time due to hash functions during the data Imaging and secondly propose a method for improving the efficiency of the EWF-File imaging time from a cryptographic perspective
Ex01 파일 형식
If any part of image file is damaged, the image file fails for the integrity verification and it cannot be used as a digital evidence.
Even though some parts of image file are damaged, the image file may still be used as a digital evidence.
If any part of the selected data is damaged, the image file fails for the integrity verifications and it cannot be used as a digital evidence. 
