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This document deals with IEEE Standard 802.11n, which is the new major technology 
standard introduced for wireless local area networks. The beginning of the document con-
tains a brief history and the placement of the standard within the field. It is continued by 
theory of the new technology and terms of the subject are explained. 
 
The third chapter is dedicated to the planning and design of wireless networks and its key 
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easier, is covered. 
 
The end of the document contains a chapter for measurements and observations made 
during measuring. Measurements include range, jitter and throughput. Also the ease of 
instalment and informativeness is reviewed from the perspective of a common user. 
Conclusions on the results are presented in Chapter five. Based on the results, among 
other things, the throughput is considerably better than in the previous standards, but 
remains below the theoretical values. There are major differences in choices of languages 
and upgradeability between the tested devices. 
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 LYHENNELUETTELO 
ACK, Ack Acknowledgement. Suom. Kuittaus. 
ADSL, adsl Asymmetric Digital Subscriber Line. Epäsymmetrinen 
tilaajalinja, jossa vastaanottoon varattu tiedonsiirtokapasiteetti 
on yleensä suurempi kuin lähetykseen varattu. Toimii 
esimerkiksi kupariparikaapelin eli tavallisen puhelinkaapelin yli. 
AES Advanced Encryption Standard. Kryptografiassa käytetty 
kehittynyt lohkosalausalgoritmi. 
BCC Binary Convolution Code. Virheenkorjaava koodi, jota käytetään 
tiedonsiirrossa. Kts. LPDC. 
CCMP Counter Mode with Cipher Block Chaining Message 
Authentication Code Protocol. Salausprotokolla, joka on 
kehitetty korvaamaan WEP ja TKIP. Se käyttää AES-
salausalgoritmia ja on osa WPA2-standardia. 
dBi, dBd Decibels over isotropic tai dipole. Desibelinen teho verrattuna 
teoreettiseen antenniin. Isotrooppinen tarkoittaa ideaalista 
ympärisäteilevää ja dipoli kaksinapaista antennia. 
dBm Desibelinen tehomäärä verrattuna milliwattiin. Esimerkiksi 0 
dBm = 1 mW. 
EAP Extensible Authentication Protocol. Autentikointimekanismi, 
joka on melko yleisesti käytetty langattomissa verkoissa ja 
sisältyy 802.1X-lisäykseen. 
EIRP Equivalent Isotropically Radiated Power. Kertoo antennin 
säteilemän tehon määrän, jonka isotrooppinen antenni säteilisi 
tuottaakseen tehotiheyden huipun antennin suurimman 
vahvistuksen suunnassa. 
GF Greenfield (preamble). Greenfield preamble on kehyksen 
etuosa, jossa ei ole eräitä vanhojen standardien käyttämiä 
kenttiä. Tehokkaampi kuin mixed format (MF), joka on 
yhteensopiva vanhojen standardien kanssa. 
 GI Guard Interval. Suom. suojaväli. Suojaväli on lyhyt aika kahden 
lähetettävän symbolin välissä, mikä estää symbolien 
ylikuulumisen. 
GSM Global System for Mobile communications tai Groupe Spécial 
Mobile. Yleisin käytetty matkapuhelinverkkostandardi. Niin 
sanottu toisen sukupolven digitaalinen matkapuhelinverkko 
(2G). 
IEEE Institute of Electrical and Electronics Engineers. Sähkö- ja 
elektroniikkainsinöörien instituutti, joka luo standardeja edellä 
mainituille aloille. 
LDPC Low Density Parity Check. LDPC-koodi on erikoistyyppi 
lineaarisista lohkokoodeista ja pariteetin tarkastuskoodeista. 
Kts. BCC. 
MAC Media Access Control. OSI-viitemallin kakkoskerroksen 
alikerros. Kts. OSI. 
MCS Modulation Coding Scheme. Suom. modulointiskeemat. Kts. 
liite 1. 
MF Mixed format. Kts. GF. 
MIMO Multiple Input/Multiple Output. MIMO on tekniikka, joka 
hyödyntää tiedonsiirrossa useampaa antennia lähetys- ja 
vastaanottopäässä, ja täten useampaa fyysistä lähetystietä 
samanaikaisesti. 
MPDU, A-MPDU (Aggregated) MAC Protocol Data Unit. MPDU:t niputetaan 
Aggregated-MPDU-kehyksiksi MAC-kerroksen alapäässä, eli 
MPDU:n otsakkeet niputetaan A-MPDU:n otsakkeeseen. 
MSDU, A-MSDU (Aggregated) MAC Service Data Unit. MSDU:t niputetaan 
Aggregated-MSDU-kehyksiksi MAC-kerroksen yläpäässä, eli 
MSDU:n otsakkeet niputetaan A-MSDU:n otsakkeeseen. 
 NFC Near Field Communication. Tekniikka, joka mahdollistaa lyhyen 
etäisyyden (n. 10 cm) tietoliikenteen korkeilla taajuuksilla. 
Käytetään esimerkiksi WPS:ssä. 
OFDM Orthogonal Frequency Division Multiplexing. Hyvin yleisesti 
käytetty modulaatiotekniikka, joka hyödyntää useita 
taajuuskanavia yhtäaikaisesti laajakaistaisessa tiedonsiirrossa. 
OSI Open Systems Interconnection. Kansainvälinen standardi, joka 
kuvaa tiedonsiirtoon käytettyjen protokollien hierarkiaa 
seitsemässä kerroksessa. 
PBC Push Button Configuration. WPS:n metodi, jossa käyttäjä 
painaa fyysistä tai virtuaalista painiketta tukiasemassa ja 
verkkokortissa. WPS-sertifikoitujen tukiasemien on tuettava 
tätä, mutta verkkokorteilla se on valinnainen. 
PER Packet Error Ratio. Kertoo pakettivirhesuhteen eli montako 
virheellistä pakettia on suhteessa vastaanotettuihin paketteihin. 
PIN Personal Identification Number. Suom. tunnusluku. Esim. WPS-
sertifioiduissa verkkokorteissa käytettävä tunnusluku. 
PoE Power over Ethernet. PoE on kytkimen tai reitittimen 
ominaisuus, jolla voidaan siirtää käyttövirtaa ethernet-kaapelin 
yli toiselle laitteelle. 
RFID Radio-Frequency Identification. Suom. radiotaajuinen 
etätunnistus. RFID-tunnisteita (tageja) käytetään esimerkiksi 
tuotteiden tunnistuksessa logistiikassa yleensä viivakoodien 
sijaan. 
RC4 Rivest Cipher 4. Alkup. Ron's Code 4. Ron Rivestin kehittämä 
kryptografiassa yleisesti käytetty symmetrinen 
jonosalausalgoritmi (stream cipher). 
SM Spatial Multiplexing. Spatial Multiplexing -tekniikassa 
lähetettävä data jaetaan kahteen tai useampaan limittäiseen 
datavirtaan, jotka lähetetään eri antenneilla. 
 SNR Signal-to-Noise Ratio. Kertoo signaali-kohinasuhteen eli kuinka 
suuri signaalin taso on suhteessa kohinan tasoon. 
SSID Service Set Identifier. Langattoman lähiverkon verkkotunnus. 
STBC Space-Time Block Coding. STBC-tekniikalla tietovirta 
koodataan ja lähetetään eri järjestyksessä eri antenneilla. Kts. 
MIMO. 
TKIP Temporal Key Integrity Protocol. Turvallisuusprotokolla, jota 
käytetään 802.11-standardissa ja WPA:ssa. WEP:n korvaaja, 
mutta on jo vanhentunut uudemman CCMP:n johdosta. 
WEP Wired Equivalent Privacy. Ensimmäinen IEEE 802.11-
standardin langattoman tiedonsiirron salausmenetelmä. 
Hyödyntää RC4:ää. 
WPA, WPA2 Wi-Fi Protected Access (2). WEP on paranneltu versio 
vanhentuneesta WEP-salauksesta. WPA2 on Wi-Fi Alliancen 
standardi, joka on paranneltu versio WPA:sta. WPA hyödyntää 
TKIP:tä ja RC4:ää. WPA2 käyttää uudempaa ja turvallisempaa 
AES-pohjaista algoritmia CCMP:tä. 
WPS Wi-Fi Protected Setup. WPS on Wi-Fi Alliancen kehittämä 
turvallinen ja helppo tapa suojata kodin langaton verkko. 
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1 JOHDANTO 
Langattomat verkot yleistyvät laajasti — yrityksissä, julkisilla paikoilla ja 
kodeissa. Langaton verkko koostuu muun muassa tukiasemista ja niihin 
liitetyistä muista laitteista, kuten tietokoneista. Tukiasemilla voidaan yhdistää 
monia erilaisia laitteita ilmateitse kulkevien radioaaltojen avulla. 
Verkottamisen tarkoitus ja tarpeet kartoittamalla voidaan rakentaa hyvin 
toimiva verkko, joka palvelee niin pieniä kuin suuriakin yhteisöjä tai vaikkapa 
yksittäistä henkilöä. 
Kaapelittomuudesta on paljon hyviä puolia, mutta myös joitakin huonoja. 
Uuden tekniikan myötä langattomuus on ottanut harppauksen eteenpäin. 
Tietotekniikan kehitys on nopeaa, mutta langattomien verkkojen standardien 
kehitys tietoliikennetekniikassa on ollut melko hidasta. Tästä johtuen uuden 
tekniikan käyttöönotossa lienee monille korkea kynnys, jota tässä 
dokumentissa pyritään madaltamaan. 
Tekstissä paneudutaan aluksi langattoman tietoliikennetekniikan historiaan 
ja teoriaan pintaa syvemmältä. Seuraavaksi käsitellään tietoverkon 
suunnittelua tavallisen käyttäjän näkökulmasta. Tietoturva on nykyisin ja 
myös tulevaisuudessa eräs tärkeimmistä langattoman verkon asioista, johon 
paneudutaan suunnittelu-osion päätteeksi. 
Lopuksi suoritetaan mittauksia, joilla peilataan muun muassa tehokkuuden 
kasvua edeltävään tekniikkaan sekä selvitetään eräiden markkinoilta 
löytyvien laitteiden käyttöönoton helppoutta. Tämän jälkeen mittausten 
tuloksia analysoidaan ja verrataan niitä jo olemassa olevaan tietoon sekä 
tuodaan esille kokeiltujen laitteiden ratkaisujen eroavaisuuksia. 
2 802.11N 
IEEE 802.11n-2009 on Institute of Electrical and Electronics Engineers'n 
11.9.2009 hyväksymä ja lokakuussa 2009 julkaisema standardi, joka on 
lisäys (engl. amendment) standardiin IEEE 802.11-2007. [1; 2, s. 25.] 
Aiemmassa standardissa määriteltyihin 2,4:n ja 5:n gigahertsin (GHz) 
langattomien yhteyksien taajuuskaistoihin on tehty uuteen standardiin 
parannuksia, joilla tiedonsiirtonopeutta on voitu huomattavasti kasvattaa. 
2 
Näistä teknisistä parannuksista kerrotaan lisää kappaleessa 2.3. [1; 2, s. 25; 
3, s. xix-xx.] 
2.1 Historia 
IEEE:n 802.11-ryhmä perusti Task Group n:n (TGn) kokouksessa 
syyskuussa 2003 tavoitteenaan standardin lisäys, jossa määritellään 
standardoitavia muutoksia 802.11:n kahdelle alimmalle kerrokselle (2.2). [3, 
s. 6.] 
TGn:lle asetetuista lukuisista tavoitteista tärkeimpiä olivat taaksepäin 
yhteensopivuus niin sanottuihin perinteisiin (engl. legacy) tekniikoihin, ja 
sadan megabitin siirtonopeus [3, s. 7]. TGn aloitti ehdotusten 
vastaanottamisen vuonna 2004 ja jatkoi pari vuotta ehdotusten yhdistely- ja 
hyväksyttämisprosessia. [3, s. 8-10.] 
Draft-aikakausi 
Ennen virallista standardia teollisuus on hyödyntänyt niin sanottua pre-n:ää 
tai draft-n:ää, jonka versio 1.0 ei noudata kaikilta osin nykyistä standardia. 
TGn Draft 1.0 ei läpäissyt vaadittua 75 %:n vähimmäisäänimäärää 
maaliskuussa 2006. Lukuisten kommenttien ja parannusehdotusten myötä 
draft 2.0 sai taakseen vaaditun enemmistön äänestyksessä helmikuussa 
2007, mutta sai paljon lisäkommentteja. Uudistukset edelliseen draft-
versioon oli hyväksytetty samalla äänestys- ja kommentointimenettelyllä, 
jotta ei-äänten määrästä tulisi minimaalinen. [3, s. 10.] 
Yhteensopivuus oli vedosversion eli esistandardin heikkous, ja yleensä 
laitevalmistajat olivat luvanneetkin täyden toimivuuden vain saman merkin 
tuotteille. Draft-laitteet ovat kuitenkin taaksepäin yhteensopivia a- ja g-
lisäysten mukaisten laitteiden kanssa siinä missä viralliset n-sarjan 
laitteetkin. [2, s. 25; 3, s. 3; 4, s. 97; 5, s. 11; 6, s. 50.] 
Sertifioinnista sarjatuotantoon 
WiFi-konsortio (WiFi Alliance) on vastannut langattomien verkkolaitteiden 
sertifioimisesta jo vuodesta 2000. Sertifioitu laite saa Wi-Fi CERTIFIED® -
logon (kuva 1), joka on merkki siitä, että laite on testattu toimimaan 802.11-
standardin mukaisesti ja myös muiden laitevalmistajien laitteiden kanssa 
3 
yhteensopivasti. Kirjaimet kuvaavat sitä, mitkä standardin lisäykset on 
sertifioitu. [2, s. 25; 7.] 
IEEE julkaisi epätyypillisesti draft versio 2.0:n uusien parannusten ja 
selvitysten johdosta vuonna 2007. Tämän jälkeen WiFi-konsortio aloitti 
uusien, versio 2.0:aan perustuvien, laitteiden sertifioinnin. Draft n-
sertifikaatin laite toimii julkaistun draft 2.0:n ominaisuuksien pohjalta 
yhteensopivasti, mikä on ollut omiaan edesauttamaan markkinoiden 
vilkastumista ja nopeampaa standardointia sekä sertifiointia. [3, s. 2-3.] 
 
Kuva 1: Wi-Fi CERTIFIED® -logo, jossa a-, b-, g- ja n-sertifiointi [8] 
2.2 OSI-malli 
Open Systems Interconnection Reference Model on kehitetty 1980-luvun 
alussa kuvaamaan tiedonsiirtoon käytettävien protokollien hierarkiaa. OSI-
viitemalli on kansainvälinen standardi, jossa on seitsemän eri kerrosta: [9.] 
 Fyysinen kerros (Physical layer) käsittelee sähköimpulsseja, valoa tai 
muuta fyysistä tekniikkaa. 
 Linkkikerros, siirtoyhteyskerros tai siirtokerros (Data Link layer) hoitaa 
paikallisen lähiverkon laitteiden välisen liikennöinnin. Sisältää "MAC-
alikerroksen". 
 Verkkokerros (Network layer) hoitaa globaalin reitityksen ja kohdekoneen 
löytämisen koko Internetistä. 
 Kuljetuskerros (Transport layer) huolehtii siitä, että paketit tulevat perille 
ja että ne järjestetään oikeaan järjestykseen. Myös vuonhallinta on 
kuljetuskerroksen tehtävä. 
 Istuntokerros (yhteysjakso, Session layer) huolehtii useiden yhdessä 
yhteydessä kulkevien istuntojen multipleksoinnista. 
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 Esitystapakerros (Presentation layer) muuttaa tiedon käyttäjälle sopivaan 
muotoon, kuten kuvan pikseleiksi tai Unicode-tekstin kiinankielisiksi 
merkeiksi. 
 Sovelluskerrokselle (Application layer) sijoittuvat itse käyttäjälle näkyvät 
sovellukset. [9.] 
Lukemattomien muiden IEEE:n standardien tavoin myös 802.11n sijoittuu 
OSI-viitemalliin: fyysiselle ja siirtoyhteyskerroksille (kuva 2). 
Linkkikerroksessa on edellä mainittu MAC-alikerros, ja sen alla fyysisen 
kerroksen alikerrokset. Linkkikerroksen yläpuolella on 802.1X-
tietoturvalisäys (3.6). Lisää eri tekniikoista ja niiden sidonnaisuuksista näille 
kerroksille löytyy kappaleesta 2.3. [3, s. 3; 9.] 
 
Kuva 2: IEEE 802.11-standardin sijoittuminen OSI-viitemalliin [10, s. 42] 
2.3 Tekniikat 
Niin kutsutun esistandardin ja oikean 802.11n-lisäyksen suorituskyvyn 
pääominaisuuksiin kuuluvat MIMO-tekniikka (2.3.1) ja siihen liittyvä Spatial 
Multiplexing -tekniikka (2.3.3) sekä 40 megahertsin (MHz) kaistanleveys 
(2.3.6). Kaikki nämä ovat uudistuksia 802.11a- ja 802.11g-lisäyksiin. [1; 3, s. 
15-16.] 
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Muita tekniikoita ovat muun muassa lyhyempi suojaväli (Guard Interval, 
2.3.2), lohkokuittaus (Block Acknowledgement, 2.3.7), Greenfield preamble 
ja LDPC-koodit (2.3.8). [1; 3, s. 15-16.] 
Varsinaisen standardin syntyä viivästyttivät eräät valinnaiset toiminnot, jotka 
eivät vaadi draft n -laitteisiin muutoksia. Näitä toimintoja ovat Space-Time 
Block Coding (2.3.4), Frame Aggregation (2.3.5) ja 40:n MHz:n 
kaistanleveys. Eri ominaisuuksien valinnaisuutta voidaan tarkastella alla 
olevasta kuvasta (kuva 3). [2, s. 25; 3, s. 15-16.] 
802.11n käyttää 2,4:n ja viiden GHz:n taajuuskaistoja ja on alaspäin 
yhteensopiva, eli 802.11n-tukiasemien kanssa voidaan käyttää 802.11a/b/g-
lisäysten mukaisia laitteita. Joistakin tukiasemista voi kuitenkin puuttua tuki 
viiden GHz:n taajuuskaistan käyttämiselle kokonaan, joten laitehankinnoissa 
kannattaa olla tarkkana. [1; 6, s. 50-54; 11, s. 46-48.]  
 
Kuva 3: Pakolliset ja valinnaiset 802.11n:n fyysisen tason ominaisuudet [3, s. 16] 
2.3.1 MIMO 
MIMO tulee sanoista Multiple Input/Multiple Output, joka tarkoittaa sitä, että 
vastaanotto- ja lähetyspäässä on useampia antenneja. MIMO-tekniikka siis 
hyödyntää useampaa antennia ja täten useampaa datavirtaa 
samanaikaisesti tiedonsiirtoon lähetys- ja vastaanottopäässä. Tämän 
mahdollistaa vuosia aikaisemmin kehitetty keilanmuodostustekniikka (engl. 
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beamforming), joka parantaa vastaanotetun signaalin laatua 
koodinpurkamis- eli dekoodausvaiheessa, sekä Spatial Multiplexing -
tekniikka (2.3.3). [1; 3, s. 29-31; 12.] 
Antennien lukumäärän kuvaamisessa käytetään merkintää 
a × b : c, jossa 
a on lähettävien antennien määrä, b vastaanottavien antennien määrä ja c 
datavirtojen määrä. Esimerkiksi, jos tukiasema voi lähettää kahdella 
antennilla ja vastaanottaa kolmella (kuva 4, alempi), mutta lähettää tai 
vastaanottaa vain kahta datavirtaa, sen merkintä olisi 2 × 3: 2. N-lisäyksessä 
maksimi on 4 × 4: 4, mutta se ei ole WiFi-konsortion sertifioima. [1; 2, s. 25; 
3, s. 32.] 
Jos vastaanottavia antenneja on enemmän kuin lähettäviä ja käytössä on 
MIMO, eli b > a, voidaan vastaanotossa hyödyntää diversiteettiä. Tämä on 
mahdollista esimerkiksi 2 × 3: 2 -tilanteessa (kuva 4, alempi). Vastaanoton 
diversiteetti eli monimuotoisuus johtaa huomattavaan signaali-
kohinasuhteen (SNR) paranemiseen. [3, s. 142-146.] 
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Kuva 4: MIMO ja diversiteetti [3, s.143] 
SNR paranee sitä enemmän, mitä suurempia modulaatioskeema-arvoja 
(MCS-arvoja, kuvaus liitteessä 1) käytetään, sillä paremmat modulaatiotasot 
ovat herkempiä vaimenemaan (kuva 5). Edellisen lisäksi signaali-
kohinasuhde (SNR) on parempi pakettivirhesuhteen (PER) kasvaessa, kun 
käytetään yhtä lisäantennia vastaanotossa. Monimuotoisuuden hyöty yhdellä 
datavirralla on keskimäärin seitsemän desibeliä ja paremmalla modulaatiolla 
se kasvaa yhdeksään desibeliin (kuva 5). [3, s. 145-146.] 
8 
 
Kuva 5: Monimuotoisuuden hyöty yhdellä datavirralla [3, s. 145] 
2.3.2 Guard Interval 
Suojaväli eli guard interval on kahden peräkkäisen symbolin väliin 
lähetyspäässä jätettävä aikajakso, joka helpottaa symbolien dekoodausta 
vastaanotossa. Monitie-etenemisen seurauksena syntyy ylikuuluvuutta, 
jolloin kaksi peräkkäistä symbolia ovat vastaanottopäässä osittain toistensa 
päällä. Tätä pyritään estämään suojavälillä. Normaalin OFDM:n 
datasymbolien välinen suojaväli on 0,8 mikrosekuntia (µs), mutta 
802.11n:ssä käytetään lyhyempää 0,4 µs:n suojaväliä, jolloin koko symbolin 
siirtämiseen kuluu 4:n µs:n sijaan 3,6 µs:a. Tämän ansiosta siirtonopeus 
kasvaa 11 %. Lyhyttä suojaväliä ei voida hyödyntää ainoastaan silloin, jos 
käytetään vain yhtä datavirtaa Greenfieldin preamblen kanssa. [3, s. 131-
132; 13; 14, s. 18.] 
2.3.3 Spatial Multiplexing 
Spatial Multiplexing -tekniikassa lähetettävä data jaetaan kahteen tai 
useampaan datavirtaan, jotka lähetetään eri antenneilla. Nämä limittäiset 
datavirrat kulkevat eri reittiä sekä vastaanotetaan eri aikaan (kuva 6), mutta 
matemaattisia laskutoimituksia ja Shannonin kapasiteettiyhtälöä hyväksi 
käyttäen ne yhdistetään takaisin alkuperäiseksi dataksi. Käyttämällä 
9 
useampaa datavirtaa yhden sijaan, voidaan tiedonsiirtokapasiteettia 
moninkertaistaa ja bittivirhesuhdetta parantaa, muttei loputtomasti. Tarkempi 
matemaattinen tarkastelu sivuutetaan. [3, s. 31-33; 14, s. 9-10; 15, s. 5.] 
 
Kuva 6: MIMO:n limittäiset datavirrat [3, s. 32] 
Kappaleessa 2.3.1 esitellyn merkinnän kirjain c eli datavirtojen määrä kertoo, 
kuinka montaa datavirtaa tietty tukiasema voi kyseisellä tekniikalla 
hyödyntää. 
2.3.4 Space-Time Block Coding 
Space-Time Block Coding (STBC, suom. avaruus-aika lohkokoodaus) on 
tekniikka, jolla lähetyksen signaali-kohinasuhdetta (SNR) voidaan parantaa, 
kun lähettävien antennien määrä on suurempi kuin vastaanottavien 
antennien määrä, eli a > b (2.3.1). Tietovirta koodataan ja lähetetään eri 
järjestyksessä eri antenneilla, minkä jälkeen vastaanotin vertailee saatua 
tietoa ja pystyy poimimaan parhaiten kuuluneen datalohkon eri datavirroista 
hyödyntämällä Alamoutin algoritmia. [2, s. 25; 3, s. 147-149; 14, s. 9.] 
Spatial Multiplexing-, STBC- ja keilanmuodostustekniikat on kuvattu alla 
olevassa kuvassa (kuva 7). 
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Kuva 7: Signaalinprosessointitekniikat 802.11n:ssä [15, s. 5] 
Hyöty STBC-koodauksesta on suuri esimerkiksi silloin, kun vastaanottava 
päätelaite on älypuhelin tai muu vastaava laite, jonka tiedonsiirtotarve on 
pienempi tai vastaanottavien lisäantennien kustannus suuri (kuva 8). Tällöin 
myös käytetään pienempiä MCS-arvoja (liite 1), mutta suuremmilla MCS-
arvoilla hyöty kutistuu olemattomiin. Tässä esimerkkitilanteessa uplink-
suuntaan eli tukiasemalle päin hyödynnetään monimuotoisuutta (2.3.1), joka 
kuitenkin hyötyy tehon suhteen enemmän kuin myötä- eli downlink-suunnan 
multipleksaus (2.3.3). [3, s. 147-148.] 
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Kuva 8: STBC-koodauksen hyöty yhdellä datavirralla 20 MHz:n taajuuskaistalla [3, 
s. 148] 
2.3.5 Frame Aggregation 
Frame Aggregation, eli suomeksi kehyksien niputus, toimii MAC-kerroksen 
ylä- ja alapäässä (2.2). Yläpäässä MAC service data unitit (MSDU:t) 
niputetaan A-MSDU:ksi, eli samaan vastaanottimeen menevät MSDU:t 
yhdeksi, jolloin säästetään otsakkeissa, toisin sanoen overheadissa. Tuki A-
MSDU:lle on pakollinen vastaanottopäässä vain, kun käytetään normaalia 
kuittauspolitiikkaa (Normal Ack policy). [3, s. 207-209.] 
MAC-kerroksen alapäässä käytetään niputusta, jossa MAC protocol data 
unitit (MPDU:t) niputetaan A-MPDU:ksi, joka lähetetään fyysiselle siirtotielle. 
Kun A-MPDU-kehys jäsennetään vastaanottopäässä, hyödynnetään 
MPDU:den saamikseksi delimiter-kenttiä, jotka erottavat MPDU:t toisistaan. 
Jos delimiter on korruptoitunut, voidaan kuitenkin etsiä hyvällä 
todennäköisyydellä seuraava delimiter ja toipua virheestä. [3, s. 207, 210.] 
Molempia niputuksia voidaan käyttää samanaikaisesti, jos se on sovittu 
Block Acknowledgement -kättelyssä (handshake, 2.3.7). Pelkkään A-MPDU-
niputukseen verrattuna tästä on vain vähäistä hyötyä, pois lukien muutama 
erikoistilanne. Suurta määrää pieniä paketteja siirrettäessä lohkojen 
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kuittausraja eli block ack -raja tulee vastaan. Sama tilanne toistuu suuria 
paketteja siirrettäessä erittäin suurella nopeudella. Molemmissa tilanteissa 
niputtamalla kahteen kertaan saavutetaan parempi tehokkuus. [3, s. 210-
211.] 
Tehokkuutta fyysisen suorituskyvyn funktiona voidaan tarkastella alla 
olevasta kuvasta (kuva 9). Kuvasta voidaan havaita, että MAC-parannuksia 
käyttävien kokoonpanojen tehokkuus pysyy 70-80:ssä prosentissa 
suorituskyvystä riippumatta, kun aiempien lisäysten tehokkuus laskee 
huomattavasti suorituskyvyn kasvaessa. [3, s. 206.] 
 
Kuva 9: Tehokkuus suorituskyvyn funktiona eri MIMO-kokoonpanoilla [3, s. 208] 
2.3.6 Kaistanleveys 
Kaistanleveyden kasvattaminen 20:stä 40:een MHz:iin parantaa 
yhteysnopeutta teoriassa kaksinkertaiseksi [1; 14, s. 10]. Suurempaa 
kaistanleveyttä ei voida kuitenkaan käyttää 2,4:n GHz:n taajuusalueella, jos 
se on häiriöksi muille laitteille [2, s. 25]. Kaistanleveyden kasvattaminen 
parantaa tiedonsiirtonopeutta vaikka 20:n MHz:n kanavia käyttävän 
tukiaseman antennien määrä tuplattaisiin [14, s. 11]. 
Kantoaaltojen määrä on erilainen 40 MHz:n ja 20 MHz:n kaistanleveyksien 
välillä (kuva 10 ja kuva 11). Jo alkuperäisestä 802.11a/g:n 48:sta ollaan 
kantoaaltojen määrää kasvatettu 52:een, eli lisäystä on kahdeksan 
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prosenttia. Tämän lisäksi kaksi kantoaaltoa on sijoitettu kaistan molempiin 
päihin, jolloin kantoaallot mahtuvat 802.11a:n spektriin ilman suurempia 
toimenpiteitä. [3, s. 116.] 
 
Kuva 10: 40:n MHz:n kantoaaltojen malli [3, s. 102] 
 
Kuva 11: 20:n MHz:n kantoaaltojen malli [3, s. 116] 
Kun verrataan 40 MHz:n ja 20 MHz:n kaistoja, voidaan kantamassa havaita 
selvä parannus. Kuten kuvasta 12 voidaan huomata, 40 MHz:n käyttäminen 
kasvattaa keskisuurilla nopeuksilla kantamaa selvästi. Myös kahden 
datavirran käyttäminen 20 MHz:llä yhden sijaan tuo merkittävän lisäyksen 
kantamaan. [3, s. 114-116.] 
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Kuva 12: Suorituskyvyn kehitys matkan funktiona verraten 40 MHz:ä ja 20 MHz:ä [3, 
s. 115] 
2.3.7 Block Acknowledgement 
Lohkokuittaus parantaa siirron tehokkuutta kuittaamalla suuremman määrän 
kehyksiä kerralla yksittäisten kuittausten sijaan. Lohkokuittauksia on 
alunperin kehitetty kaksi kappaletta, jotka on esitelty IEEE 802.11e:ssä. 
Immediate ja delayed block ack -mekanismeja käytetään n-sarjaa 
edeltävissä verkkotekniikoissa. Näistä on 802.11n:ään tehty parannellut 
versiot HT-immediate ja HT-delayed block ack, jotka tukevat niputusta 
(2.3.5) ja suurempia siirtonopeuksia. [3, s. 212-213.] 
2.3.8 Greenfield preamble ja LDPC-koodit 
Greenfield (GF) preamble on kehyksen etuosa, jossa ei ole eräitä vanhojen 
standardien käyttämiä kenttiä, eikä se täten ole yhteensopiva niiden kanssa, 
mutta on tehokkaampi kuin mixed format (MF) preamble. GF preamble 
vähentää syntyvää overheadia, kun yhteensopivuus ei ole esteenä. [3, s. 
121-122, 125, 259.]  
Jos jokin tukiasema ei voi vastaanottaa GF preamblea, mutta voi MF 
preamblea, se asettaa GF bitin 0:ksi eli käyttää sisäänrakennettua 
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suojaominaisuutta [3, s. 259]. GF preamble kuvassa alhaalla (kuva 13) 
verrattuna mixed format ja 802.11a/g:hen. 
 
Kuva 13: Ajoitukset 802.11a/g, mixed format ja Greenfield formatin välillä [3, s. 130] 
Low Density Partity Check -koodit (LDPC) ovat erikoistyyppejä lineaarisista 
lohkokoodeista (virheenkorjaava koodi) ja pariteetin tarkastuskoodeista. 
LDPC-koodeilla saavutetaan hyvä suorituskyky säilyttäen helpohko 
dekoodauksen kompleksisuus. [3, s. 159-160]. LDPC-koodi saavuttaa 
paremman SNR:n kuin Binary Convolutional Code -koodi (BCC), minkä 
vuoksi suuremmalla pakettivirhesuhteella (PER) se suoriutuu huomattavasti 
paremmin. [3, s. 171-172.] 
2.4 Tulevaisuus 
Tulevaisuuden langattomat verkot toteutettaneen uusilla taajuusalueilla. 
Uusia tekniikoita varten on perustettu työryhmät IEEE 802.11ac ja 802.11ad. 
Ensimmäinen luo standardia alle kuuden gigahertsin taajuusalueilla (pois 
lukien 2,4 GHz:ä) ja jälkimmäinen 60:n gigahertsin taajuusalueella. [2, s. 25.] 
Työryhmät jatkavat työtänsä joulukuuhun 2012 asti, jolloin on odotettavissa 
joitakin tuloksia. Työryhmä 802.11ac etsii mahdollisia parannuksia 
802.11n:ään: parempaa modulaatioskeemaa (odotettavissa noin kymmenen 
prosentin parannus suorituskykyyn), leveämmät kanavat (80:tä tai jopa 
160:tä MHz:ä) ja usean käyttäjän MIMO. [16.] 
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3 SUUNNITTELU 
Suunnittelu on tärkeää verkon toimivuuden kannalta. Suunnittelussa 
käydään ensiksi läpi, mihin verkkoa on tarkoitus käyttää ja mitä tarpeita 
käyttötarkoitus asettaa. Suunnittelussa on syytä huomioida mahdollinen 
langallisen verkon käyttäminen osana koko verkkoa ja langattomien 
verkkostandardien erilaisuus [17, s. 63]. Lisääntynyt virrankulutus on myös 
eräs asia, joka voi osoittautua ongelmaksi, varsinkin Power-over-Ethernet 
(PoE) -ratkaisuissa, joissa tukiaseman virta saadaan verkkojohdon yli [15, s. 
13]. 
3.1 Käyttötarkoitus ja -tarve 
Langatonta verkkoa, kuten mitä tahansa verkkoa, suunniteltaessa on aluksi 
määritettävä käyttötarkoitus ja -tarve. Yleisesti käyttötarkoituksena on jakaa 
kotoa löytyvien laitteiden resursseja. Käyttötarve tulee puolestaan jaettavien 
resurssien vaatimasta tiedonsiirtotarpeesta. Kaikkea tietoa, esimerkiksi 
suurten tiedostojen vertaisverkkoliikennettä, ei kuitenkaan ole järkevää 
siirtää langattomasti, jos sen voi tehdä kiinteällä yhteydellä [17, s. 63]. 
Jaettavia resursseja voivat olla esimerkiksi kannettavat tai pöytämalliset 
tietokoneet, tulostimet, internet-yhteys tai jopa äänentoistolaitteet. 
Tulevaisuudessa jääkaapit ja mikroaaltouunitkin saattavat tarvita langatonta 
tiedonsiirtoa. [11, s. 10-11.] 
Tulostimien jakaminen erityisesti yrityksissä on hyödyllistä, koska jokaisella 
työasemalla tai päätteellä ei tällöin tarvitse olla omaa tulostinta [11, s. 11]. 
Internet-yhteyden jakaminen kotona on kuitenkin käyttäjille yksi erityisesti 
langattomien verkkojen tärkeimmistä hyödyistä [11, s. 12]. Tällöin käyttäjä ei 
ole sidottu tiettyyn fyysiseen paikkaan, toisin kuin puhtaasti langallista 
verkkoa käytettäessä. Langattoman verkon puhelinta voi käyttää myös oman 
langattoman kotiverkon lisäksi muissa vapaissa langattomissa verkoissa [11, 
s. 15]. 
Muita langattoman verkon sovellutuksia ovat esimerkiksi verkkomoninpelit ja 
web-kameran etäkäyttö. [11, s. 15-16.] 
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3.2 Langallisen ja langattoman verkon erot 
Koko kotiverkon ei välttämättä kannata olla puhtaasti langaton. Langallisilla 
ja langattomilla ratkaisuilla on omat etunsa. [11, s. 16.] 
Langalliset verkot ovat 
 nopeampia, koska langattoman verkon suorituskyky (20-200 Mbps) jää 
langallisen verkon suorityskyvyssä (jopa 1000 Mbps) jälkeen. 
 luotettavampia, sillä langattoman verkon signaalit, eli radioaallot, ovat 
herkkiä häiriöille ja vaimentuvat edetessään huomattavasti langallisia 
enemmän. 
 turvallisempia, koska langattoman verkon aallot kantautuvat myös 
käyttöalueen ulkopuolelle, jossa väärinkäyttäjä voi ne kaapata, 
 taloudellisempia pidemmällä aikavälillä uuteen kotiin asennettuna, koska 
kaapelin elinikä on pitkä. 
 paremmin kaupaksikäyviä, sillä useat uuden kodin ostajat haluavat, että 
infrastruktuuri on jo paikallaan. [11, s. 16-17.] 
Langattomien verkkojen eduiksi voidaan puolestaan lukea 
 siirrettävyys. 
 joustavuus, minkä vuoksi päätelaitetta voidaan käyttää missä tahansa 
verkon peittoalueella. 
 edullisuus vanhassa kodissa, koska kaapelien rakentaminen jo olemassa 
oleviin seiniin on kallista. 
 siisteys, sillä seiniin ei tarvitse asentaa rasioita tai verkkokaapeleihin ei 
voi kompastua. [11, s. 18.] 
Kaapelittomuudesta voi olla myös haittaa. Tiedonsiirtonopeus, kantama, 
häiriöt ja turvallisuus voivat osoittautua joissakin tilanteissa vähintäänkin 
kiusallisiksi tekijöiksi. [11, s. 18-19.] 
Langattomissa ratkaisuissa kapasiteetti voi osoittautua ongelmalliseksi. 
Tyypillisesti on kartoitettava langattoman verkon käyttäjämäärä ja 
liikennemäärä käyttäjää kohden. Käyttäjämäärän kasvaessa myös 
liikennemäärä kasvaa, joten on hyvä tehdä käyttäjämäärän kasvuennuste. 
Näiden tietojen perusteella voidaan suunnitella tarvittavien tukiasemien 
määrä, tyypit ja sijainnit. [18, s. 106.] 
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Langattomat ja langalliset verkot ovat fyysisen rajapinnan osalta 
periaatteellisesti erilaisia. Täten verrattuna langalliseen verkkoon, 
langattomissa verkoissa tukiasemat voivat olla "piilotettuja", jolloin normaali 
oletus, että kaikki tukiasemat kuulevat toisensa, ei päde. Tämän lisäksi 
signaalit eivät ole suojattuja muilta radioaalloilta ja ilmatie on 
epäluotettavampi siirtotie kuin verkkokaapeli. Langattomien verkkojen 
topologiat ovat dynaamisia. Myös viiveet ja viiveenvaihtelut (4.4.4) sekä 
loogisesti epäyhtenevät ja päällekkäiset langattomat verkot voivat tuottaa 
ongelmia. [10, s. 23.] 
3.3 Standardin valinta 
Sopivan laitteen valinta voi olla haasteellista, vaikka eri lisäyksillä on selkeät 
hyvät ja huonot puolensa. Vanhemmat tekniikat, kuten 802.11a ja b ovat 
kuitenkin jäämässä jo uudempien (802.11g ja n) varjoon, joten niiden 
varteenotettavuus on vaakalaudalla. [11, s. 19-20.] 
N-esistandardi on pienestä keskeneräisyydestään huolimatta hyvä valinta, 
jos verkon peittoaluetta tai nopeutta halutaan kasvattaa. [11, s. 20; 4, s. 99]. 
Vanhat laitteet toimivat nykyisen standardin kanssa yhteensopivasti ja niitä 
voi mahdollisesti päivittää ohjelmistollisesti. [5, s. 11.] 
Valinnassa on syytä ottaa huomioon tekniikoiden eroavaisuudet, jotka 
voidaan luokitella viiteen pääkategoriaan: tiedonsiirtonopeus, hinta, 
peittoalue, häiriöalttius ja yhteensopivuus, joita käsitellään kappaleissa 3.3.1 
- 3.3.5. [11, s. 21-22.] 
Kaiken lisäksi laitevalinnoissa termistö yleensä tuottaa tavalliselle kuluttajalle 
päänvaivaa. Esimerkiksi langaton tukiasema ja reititin ovat eri asioita (3.5). 
[6, s. 50.] 
3.3.1 Tiedonsiirtonopeus 
Alkuperäiseen 802.11b-verkkoon verrattuna a- ja g-verkot ovat melkein viisi 
kertaa nopeampia. N-verkko on vielä tästäkin viisi kertaa nopeampi, joten 
internet-yhteys voi osoittautua niin sanotuksi pullonkaulaksi verkossa. 
Toisaalta lisänopeudesta on hyötyä, jos verkon sisällä siirretään esimerkiksi 
reaaliaikaista videokuvaa. [11, s. 21.] 
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Tiedonsiirtonopeuden kehitystä voidaan tarkastella pylväsdiagrammin avulla 
(kuva 14). Pystyakselilla on tiedonsiirtonopeus megabitteinä sekunnissa ja 
vaaka-akselilla on käytetty standardi. Kuten huomataan, teoriassa n-
standardi yltää jopa 600 megabittiin sekunnissa käyttäen 40:n MHz:n 
kaistaa, mutta käytännössä tähän ei päästä, sillä hyötydatan osuus 
tiedonsiirrosta ei ole sata prosenttia eikä MIMO-tekniikkaa voida täydellisesti 
hyödyntää kaikissa tilanteissa. [1; 2, s. 25; 3, s. 5; 14, s. 19.] 
 
Kuva 14: Tiedonsiirtonopeuden kehitys [3, s. 5] 
3.3.2 Hinta 
Draft 2.0 -laitteiden hinnat ovat laskeneet markkinoilletulosta huomattavasti. 
Silloin hinta on voinut olla nelinkertainen nykyiseen verrattuna [11, s. 21]. 
Uusi perustason 802.11n-verkkosovitin maksaa noin 30 euroa ja 
tukiasema/reititin noin 60 euroa. Myös g-sarjalaiset vastaavat asettuvat 
samaan hintaluokkaan, joskin ovat yleensä hieman huokeampia. A- ja b-
lisäyksen laitteiden hintatason tarkastelu jätetään väliin, koska näitä laitteita 
ei enää voida suositella ostettavan. [19.] 
3.3.3 Verkon peittoalue 
Langattomissa verkoissa ei ole määriteltyjä peittoalueita, sillä signaalin 
eteneminen on dynaamista ja ennalta-arvaamatonta. Verkosta halutaan 
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yleensä kattava siten, ettei synny katvealueita. Tukiaseman tai päätelaitteen 
siirtäminen vähäisiäkin etäisyyksiä voi vaikuttaa suuresti vastaanottotasoon 
riippumatta siitä, onko laite jatkuvassa liikkeessä tai paikallaan. [10, s. 27]. 
Täten tukiasemien järkevä sijoittelu ja mahdollinen antennityyppien (3.4) 
oikea valinta ovat hyvin tärkeitä. Varsinkin käyttäjien vähäisyys suurella 
alueella tekee kattavan verkon rakentamisesta vaikeaa. Onneksi uusien 
tekniikoiden ansiosta 802.11n-verkon kantama on kuitenkin parempi kuin 
muiden langattomien lähiverkkojen. [1; 4, s. 99; 18, s. 105-107.] 
3.3.4 Häiriöalttius 
Häiriöt tekevät ilmatiestä epävarman siirtotien, jossa signaalien 
etenemisessä tapahtuu muutenkin vaihtelua, joka ilmenee esimerkiksi 
vasteaikojen vaihteluna [10, s. 23]. Signaalissa tapahtuvia muutoksia ovat 
muiden muassa heijastuminen, vaimeneminen, taittuminen, taipuminen sekä 
monitie-eteneminen [18, s. 101]. 
Sisätiloissa signaalit käyttäytyvät hieman eri tavoin kuin ulkotiloissa, joissa 
häiriön lähteitä on enemmän. Rakennuksissa käyttäytymiseen vaikuttavia 
tekijöitä ovat esimerkiksi käytetyt materiaalit, seinien paksuus ja lukumäärä 
sekä kalusteet. Ulkoilmassa puolestaan niitä on enemmän: sääolot, 
kasvillisuus, infrastruktuuri ja niin edelleen. [18, s. 102.] 
Lisäksi 2,4:n GHz:n taajuusalue on paljon käytetty, mikä moninkertaistaa 
häiriöitä [3, s. xx]. Suurempaa kaistanleveyttä (2.3.6) ei voida standardin 
mukaan käyttää, jos se on häiriöksi muille laitteille [2, s. 25]. Tällöin laitteen 
tulee osata vaihtaa kaistanleveys 20:een MHz:iin [2, s. 25]. 
Häiriöiltä suojautuminen 
Ensimmäiseksi ennen langattoman verkon käyttöönottoa on syytä kartoittaa 
alueella olevat häiriölähteet (muut samalla taajuudella toimivat laitteet). 
Toiseksi pyritään estämään tai vähentämään edellä mainittujen laitteiden 
toimintaa esimerkiksi pyytämällä naapuria vähentämään lähetystehoja. 
Kolmanneksi varmistetaan verkon peittoalueen ja signaalintason riittävyys 
halutulla alueella (kts. ensimmäinen kohta). Neljänneksi tulee hienosäätää 
langattomien laitteiden asetuksia, esimerkiksi mikroaaltouunit toimivat 2,4 
GHz:n alueen yläpäässä, joten kanavien 1 ja 6 käyttäminen 11:n sijaan 
saattaa auttaa. Viimeisenä keinona pyritään käyttämään 5:n GHz:n 
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taajuusaluetta, koska se ei ole yhtä ruuhkainen ja sillä voidaan saavuttaa 
parempi tiedonsiirtonopeus. Toimintaohjeita on syytä toistaa säännöllisin 
väliajoin, sillä ympäristössä saatetaan ottaa jatkuvasti käyttöön uusia 
langattoman verkon sovelluksia, mikä lisää häiriöitä radiotaajuuksilla. [20.] 
3.3.5 Yhteensopivuus 
Kaikkien eri verkkojen yhteensopivuus eli keskinäinen toimivuus on taattu 
ainoastaan 802.11n:ssä. Se on taaksepäin yhteensopiva a-, b- ja g-lisäysten 
kanssa, mutta g ei ole yhteensopiva a:n kanssa, koska ne käyttävät eri 
taajuusalueita. G on yhteensopiva b:n kanssa, mutta muut kombinaatiot 
eivät ole yhteensopivia. N-laitteiden kanssa kannattaa kuitenkin olla 
tarkkana, sillä kaikki laitteet eivät tue viiden gigahertsin aluetta ollenkaan. 
Tämä on hyvä tarkastaa laitteen sertifikaatista (2.1). [1; 3, s. xx; 11, s. 22.] 
3.4 Antennit 
Langattomassa tiedonsiirrossa radioteitse on tarpeellista käyttää antenneja. 
Eri tyyppisillä antenneilla on erilaisia ominaisuuksia ja siten niitä voidaan 
soveltaa eri käyttötarkoituksiin, esimerkiksi autoradio (kuva 15), GSM-
tukiasema (kuva 16) tai kommunikointiin avaruusaluksen kanssa (kuva 17). 
Antennin rakenne määrää hyvin pitkälti muun muassa vahvistuksen (3.4.1), 
säteilykuvion (keilat), tehokkuuden ja kaistanleveyden. Kaikkia näitä 
ominaisuuksia voidaan suunnitteluvaiheessa säätää haluttuun suuntaan ja 
mitata valmiista tuotteesta erilaisin menetelmin. [21.] 
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Kuva 15: Auton katolla käytettävä antenni [22] 
Kaikkiin tukiasemiin ja reitittimiin antennin vaihtaminen ei ole mahdollista. 
Kuluttajille myytävien laitteiden mukana tulevat antennit ovat yleensä 
ympärisäteileviä, joiden vaihtaminen suunta-antenneihin voi tuoda 
tarvittavan vahvistuksen ja täten kantaman lisäyksen. 
Esimerkki  antennivaihtoehdoista 
Ciscon AP-1250:lle on saatavissa monia eri antenneja eri käyttötarkoituksiin 
(taulukko 1). Kuten taulukosta huomataan, joillakin ympärisäteilevillä 
antenneilla on huomattava vahvistus. Saatavilla olevista antenneista suurin 
osa on 2,4:n GHz:n taajuusalueelle olevia ympärisäteileviä antenneja. 
Joukossa on myös yksi Yagi-mallin suunta-antenni, jonka vahvistus on 
kymmenen dBi:tä. [23.] 
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Taulukko 1: Antennivaihtoehdot Cisco AP-1250:lle [23] 
 
3.4.1 Vahvistus 
Vahvistus on määre, joka ilmoittaa antennista saatavan tehonlisäyksen 
verrattuna teoreettisen isotrooppisen antennin vahvistukseen (dBi) tai 
dipoliantennin vahvistukseen (dBd), joiden suhde on seuraava: 
0 dBd = 2,15 dBi. 
Yleensä suurempi vahvistus saavutetaan pienentämällä antennin 
suuntakuviota eli pääkeilan leveyttä, jolloin keilan pituus puolestaan kasvaa. 
Antennin vahvistus on kokonaisuudessaan aina vakio. Ympärisäteilevillä 
antenneillakin siis on vahvistusta vaakatasossa, koska pystytasossa 
vahvistus on hieman pienempi. [21.] 
3.4.2 Suunta-antennit 
Suunta-antennit voidaan luokitella sektori- ja lautasantenneihin (kuva 16 ja 
kuva 17). Esimerkiksi Yagi-Uda-antenni on sektoriantenni. Parabolinen 
antenni ja pallomainen antenni kuuluvat puolestaan lautasantenneihin. [21.] 
Sektoriantennin pääkeila suuntautuu melko laajaan sektoriin (alle 120 
astetta). Yleensä sektoriantenni on korkealla ja suunnattuna hieman 
alaspäin häiriöiden välttämiseksi. [21.] 
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Kuva 16: Sektoriantenneja katolla [24] 
Lautasantenni on mahdollisimman suuntaava eli pääkeila on hyvinkin kapea 
ja vahvistus kyseiseen suuntaan on suuri. Tämän vuoksi antennin pääkeilan 
suuntaaminen kohteeseen voi olla hankalaa. [21.] 
Lautasantennia suunnatessa sivukeilaa saatetaan erehdyksessä luulla 
pääkeilaksi, jolloin yhteyden laatu ei ole paras mahdollinen. Tällöin 
säteilyteho suuntautuu pääosin väärään suuntaan, mikä tietoturvan kannalta 
on riski. 
 
Kuva 17: Lautasantenni Canberrassa Australiassa [25] 
3.4.3 Ympärisäteilevät antennit 
Ympärisäteilevät antennit nimensä mukaisesti säteilevät kaikkialle 
ympäriinsä. Käytännössä säteilykuvio ei ole aivan pallon muotoinen, vaan 
antennin akselin suuntaisesti muodostuu aukkokohtia. Ideaalinen 
ympärisäteilevä antenni on isotrooppinen antenni, joka teoriassa säteilee 
tasaisesti ympärilleen pallon muotoisesti ja johon muita antenneja verrataan. 
Vertailuun käytännössä käytetään dipoli-antennia, joka on yksinkertaisin 
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käytännöllinen antenni, jonka säteilykuvio on toroidi (kuva 18) (3.4.1). 
Merkinnässä dBi oleva i tarkoittaa isotrooppista. [21.] 
 
Kuva 18: Toroidi [21] 
3.4.4 Teho 
Suomessa Viestintävirasto (Ficora) hallinnoi monia viestintäyhteyksiin 
liittyviä asioita. Näihin kuuluvat tietoliikenneyhteydet, viestintämarkkinat, 
taajuudet ja tunnukset, viestintäpalvelut sekä mediapalvelut. 
Viestintäviraston uusimmassa määräyksessä 15 Z/2009 M luvasta vapaiden 
radiolähettimien yhteistaajuuksista ja käytöstä [26] on määrätty, että 
Suomessa suurin mahdollinen säteilyteho on 2,4 GHz:n taajuusalueella alle 
sata milliwattia (EIRP) ja 5 GHz:n taajuusalueella alle 200 mW (EIRP). Alla 
on Viestintäviraston määritelmä säteilytehosta ja sen suurimmasta laillisesta 
määrästä. [27.] 
Radiolähettimen säteilyteho on lähettimen tehon ja antennin 
vahvistuksen summa vähennettynä siirtolinjojen 
vaimennuksella. Säteilytehon enimmäismäärä on määrätty W 
ERP -yksikköinä vertaamalla sitä dipoliantenniin (vahvistus 
dBd) tai W EIRP -yksikköinä vertaamalla sitä isotrooppiseen 
antenniin (vahvistus dBi). [26.] 
Equivalent Isotropically Radiated Power (EIRP) tarkoittaa antennin 
säteilemän tehon määrää, jonka isotrooppinen antenni säteilisi tuottaakseen 
tehotiheyden huipun antennin suurimman vahvistuksen suunnassa. [28.] 
Esimerkki säteilytehon laskemisesta 
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Kokoonpanoon kuuluu verkkokortti (+15 dBm), sisäantenni (+5 dBm), 
antennikaapeli 10 m (-4,6 dBm), ukkosenjohdatin (-0,8 dBm) ja 50 cm 
pigtail-johto (0,5 dBm). Lähetystehoksi saadaan laskutoimituksella: (15 + 5− 4,6 − 0,8 − 0,5)dBm = 14,1 dBm ~ 30 mW, joka 
on alle sata milliwattia eli selvästi suurinta arvoa pienempi. [18, s. 119.] 
3.5 Tukiasema ja reititin 
Tukiasema ja reititin ovat käsitteitä, jotka menevät helposti puhekielessä 
sekaisin. Käytännössä niillä on kuitenkin selvä ero. Tavanomaisten suuriakin 
liikennemääriä hoitavien reitittimien lisäksi on olemassa reitittimiä, joissa on 
sisäänrakennettu tukiasema. Niin tukiasemista kuin tukiasemallisista 
reitittimistäkin eräät laitteet toimivat vain 2,4:n GHz:n taajuuksilla, toiset 
myös 5:n GHz:n taajuuksilla. Yleensä uusimmissa laitteissa radiotaajuudet 
voi itse valita haluamikseen näistä kahdesta vaihtoehdoista. [6, s. 53; 17, s. 
60.] 
Tukiasema on tyypillisesti vain langallisen verkon jatke, johon liitetään 
langattomia laitteita. Joissakin tapauksissa reititin voi olla turha sijoitus, jos jo 
pelkällä tukiasemallakin pärjäisi. Käytettävyydessä on samoja piirteitä kuin 
reitittimellä: molempien asetuksia säädetään selaimella. [6, s. 53.] 
Reititin on monipuolisempi; reititin nimensä mukaisesti reitittää 
verkkoliikennettä. Toisin sanoen se hoitaa esimerkiksi normaalin pienverkon 
liikennöinnin, joten ainoastaan internet-yhteyttä varten vaaditaan toinen 
päätelaite, esimerkiksi adsl- tai kaapelimodeemi. [6, s. 50.] 
3.6 Tietoturva 
IEEE 802.11i on tietoturvalisäys 802.11-standardiin. Se parantaa 
aikaisempaa Wired Equivalent Privacy -salausta (WEP) tuomalla uuden Wi-
Fi Protected Access 2 -salauksen (WPA2), joka hyödyntää muun muassa 
tehokasta symmetristä Advanced Encryption Standard -lohkosalausta 
(AES). WEP ja WPA2:n edeltäjä WPA käyttävät jatkuvaa (stream, suom. 
virtaus) eli symmetristä jonosalausalgoritmia RC4:ää. [29.] 
WPA2 sisältää 802.1X-lisäyksen, jossa on määritelty verkkoon liittyvien 
laitteiden autentikointimekanismi, joka perustuu Extensible Authentication 
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Protocol -protokollaan (EAP). [30]. Autentikointiin tukiaseman ja verkkokortin 
välille on kehitetty uusi paranneltu tapa: Four-Way Handshake (neljän 
vaiheen kättely). Autentikoinnin tarkoituksena on todentaa toiselle 
osapuolelle todella olevansa se, jota itseään väittää, ja vahvistaa, että myös 
toinen osapuoli tekee samoin. [29.] 
Laitteen todentamisen lisäksi WPA2 tarjoaa tiedon luottamuksellisuuden ja 
eheyden AES-pohjaisen CCMP:n avulla.  Luottamuksellisuus saavutetaan, 
kun tieto salataan riittävän tehokkaalla salausalgoritmilla, jolloin kolmas 
osapuoli ei pysty viestiä lukemaan. Eheys puolestaan takaa sen, ettei 
kolmas osapuoli ole esimerkiksi väärentänyt tietoa. [29.] 
Wi-Fi Protected Setup 
Wi-Fi Protected Setup (WPS) on Wi-Fi Alliancen kehittämä turvallinen ja 
helppo tapa suojata kodin langaton verkko. Wi-Fi Alliance myöntää 
valinnaisen sertifikaatin (kuva 19) niille laitteille, jotka laitevalmistaja haluaa 
sertifioida normaalin 802.11-sertifioinnin lisäksi. WPS tekee käyttäjän 
puolesta tarvittavat asetukset laitteisiin kuten verkkotunnuksen (SSID) ja 
WPA2-salauksen. 
 
Kuva 19: Wi-Fi Protected Setup -sertifikaatin merkki [31] 
WPS:ssä on seuraavat neljä tapaa lisätä laite verkkoon: [31; 32.] 
 PIN-metodin (Personal Identification Number) laitteen laitekohtainen 
tunnusluku syötetään tukiasemaan. Tunnusluku löytyy yleensä laitteessa 
olevasta tarrasta. Kaikkien WPS-sertifioitujen laitteiden on tuettava tätä. 
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 PBC-metodissa (Push Button Configuration) käyttäjä painaa fyysistä tai 
virtuaalista painiketta tukiasemassa ja verkkokortissa. WPS-sertifikoitujen 
tukiasemien on tuettava tätä, mutta verkkokorteilla se on valinnainen. 
 NFC-metodin (Near Field Communication) yhteys muodostetaan tuomalla 
verkkokortti tukiaseman lähelle (noin 10 cm). NFC yhteensopivia RFID-
tageja voidaan myös hyödyntää. Toiminto on valinnainen. 
 USB-metodissa käytetään USB-muistitikkua tietoturva-asetusten 
siirtämiseen verkkolaitteiden välillä. Toiminto on valinnainen, muttei 
sertifioitu. [31; 32.] 
4 MITTAUS 
4.1 Tutkimusongelma 
Tutkimuksen kohteena on vertailu kahden eri valmistajan reitittimien ja 
vaihtoehtoisten ominaisuuksien käyttöönottoa kotikäyttäjän näkökulmasta 
sekä tarkastellaan näitä erilaisilla suorituskykymittauksilla. Tarkoituksena on 
selvittää, vastaavatko kyseiset markkinoilta löytyvät laitteet aloittelevan ja 
samalla kokeneemman käyttäjän tarpeisiin. 
4.2 Välineistö 
Laboratorion laitteet koostuvat muun muassa kahdesta keskiverto-PC:stä, 
joihin on asennettu langaton USB-verkkokortti. Reitittiminä toimivat Linksys:n 
ja D-Link:n laitteet, joiden antennit ovat kiinteitä eli niitä ei voida vaihtaa. 
Tarkemmat tunnukset ovat alla: 
 Linksys Wireless-N USB Network Adapter WUS300N (2 kpl) 
 Linksys Wireless-N Broadband Router WRT160N 
 D-Link Wireless N Home Router DIR-615 
 MSI U100 MS-011. 
Reitittimissä antenneja on vain kaksi, joten 3x3- ja 4x4-kokoonpanot ovat 
mahdottomia. Antennit ovat lisäksi kiinteitä, joten niitä ei voida vaihtaa. 
Ohjelmistoina tiedonsiirtoon käytettiin FileZillan server- ja client-ohjelmia. 
Pingauksessa eli vasteaikojen selvittämisessä (4.4.4) hyödynnettiin 
komentoriviä (command prompt) ja sen ping-komentoa. Lisäksi ennen 
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mittauksia ja yhtenä kokeena laitteiden firmware päivitettiin uusimpaan 
versioon. 
4.3 Koejärjestelyt 
Verkon perusrakenne eli topologia (kuva 20) on seuraavanlainen: 
 
Kuva 20: Verkon topologia 
PC:t 1 ja 2 on yhdistetty langattomasti reitittimeen USB-verkkokortilla 
(WUSB300N). Reititin puolestaan on kytketty labraverkkoon, josta on 
internet-yhteys. Etäisyys verkkokorttien ja reitittimen antennien välillä ping-
testauksessa on noin 20 cm ja muissa kuin kantaman mittauksessa (4.4.6) 
noin kaksi metriä. 
Asennuksen sujuvuuden (4.4.1) ja käytännöllisyyden tarkastelun (4.4.2) 
lisäksi suoritettiin tiedonsiirtokykymittauksia (4.4.5) oletusasetuksilla, 
pelkässä N- ja G-tilassa sekä suurin mahdollinen kantama N-tilassa. Edellä 
mainitut testit suoritettiin ilman PC 2:sta. Myös päivitettävyyttä (4.4.3) ja 
verkkopelien kannalta oleellista vasteaikaa (ping) testattiin (4.4.4). 
4.4 Työmenetelmät ja mittaukset 
4.4.1 Käyttöönoton arviointi 
Molempien valmistajien CD-asennus on selkeä ja tukee melko hyvin asiaan 
perehtymättömiä käyttäjiä. Toisaalta suuriakin eroja D-Linkin ja Linksysin 
väliltä löytyy. 
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D-Linkin ehdottomasti paras ominaisuus CD-asennuksessa on mahdollisuus 
käyttää suomen kieltä. Linksysiltä tämä ominaisuus puuttuu. Eräs nykyään 
tärkeä ominaisuus, joka Linksysillä on toteutettu hieman paremmin, on 
suositus salata verkko heti käyttöönoton yhteydessä. Linksysin asennus 
tämän lisäksi ehdottaa reitittimen oletussalasanan vaihtoa ja kertoo 
mahdollisuudesta käyttää WPS:ää (3.6). D-Link:llä päänvaivaa aiheuttaa 
internetin löytymisen varmistus, joka ei päästä asennuksessa eteenpäin 
ilman toimivaa yhteyttä internetiin. Kumpikaan valmistaja ei opasta missään  
täysin manuaaliseen asennukseen eli asentamiseen ilman CD-asennusta. 
Itse laitteen fyysisessä asentamisessakin on huomioitavaa. D-Linkin 
verkkovirtajohdon laitteeseen tuleva pää tekee mutkan, joka haittaa 
asentamista (kuva 25). Jos johto tekee mutkan alaspäin, ei laitetta saa aivan 
vaakatasoon esimerkiksi pöydälle. Siispä ainoaksi vaihtoehdoksi jää asentaa 
johto siten, että mutka on ylöspäin. Linksysillä ei ole tätä ongelmaa, koska 
johdon pää on suora. 
4.4.2 Käyttöliittymän arviointi 
Käyttöliittymissä on reitittimien välillä melko selkeitä eroja. Linksysin 
käyttöliittymä (kuva 21) on hyvin selkeä ja valikot jäsennelty järkevästi, 
vaikka asetuksia ruudulla on paljon kerralla. Oikealla oleva Help-apuvalikko 
on hienosti toteutettu, mutta kokemattomasta käyttäjästä saattaa tuntua siltä, 
että siihen joutuu viittaamaan enemmän kuin tekemään itse asetuksia. 
Asetuksia ei ole juurikaan selitetty apuvalikon ulkopuolella. Myös suomen 
kielen puute on selvä heikkous Linksysillä. Erikoisuutena mainittakoon, että 
Linksysillä voidaan tarkastella jopa reititystaulua. 
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Kuva 21: Linksys:n käyttöliittymä 
D-Linkin käyttöliittymän (kuva 22) asiasisältö on vähäisempi, mutta 
ohjeistukset sitäkin selvemmin esillä, mikä kokemattoman käyttäjän kohdalla 
on selvästi eduksi. Tämän lisäksi on tarjolla Linksysin tapaan erillinen Help-
apuvalikko. D-Linkillä käyttöliittymä on mahdollista vaihtaa suomeksi 
erillisellä kielipaketilla. 
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Kuva 22: D-Link:n käyttöliittymä 
4.4.3 Firmwaren päivitys 
Firmwaren eli laitteen ohjelman päivitys D-Linkillä on toteutettu mallikkaasti; 
kun internet-yhteys on toiminnassa, laite hakee automaattisesti uusimman 
päivityksen vain napin painalluksella. Lisäksi kielipaketti voidaan ladata tai 
päivittää samaiselta sivulta ja help tarjoaa lisäinformaatiota päivityksiin 
liittyen. 
Linksysin firmwaren päivitys on toteutettu kehnommin. Firmware täytyy etsiä 
käsin valmistajan kotisivuilta. Tämän lisäksi kotisivujen support-osiossa on 
hämäävä termi hardware version (kuva 23), joka tarkoittaa käytännössä 
hieman eri asiaa kuin firmware. Firmware on ohjelmakoodia, joka sijoittuu 
laitteiston (hardware) ja ohjelmiston (software) välimaastoon [33]. Help 
kuitenkin onneksi ohjaa oikeille jäljille päivityksen kanssa. 
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Kuva 23: Linksys hardware version 
4.4.4 Vasteajan mittaus 
Vasteajalla eli latenssilla (engl. latency) tarkoitetaan aikaa, joka kuluu 
tiedonsiirtoon käytetyn paketin kulkiessa kahden verkkolaitteen välillä 
edestakaisin. Esimerkiksi tässä tapauksessa paketin kulkiessa PC 1:stä PC 
2:een ja takaisin. Tukiasemiin asetettiin ennen mittausta N-tila sekä 
automaattiset kanavan ja lähetysnopeuden asetukset. Muut asetukset 
jätettiin oletus- eli tehdasasetuksille. Vasteajan mittaus suoritettiin siten, että 
käyttäjät (PC 1 ja 2) pingaavat tukiasemaa komentorivin ping-komennolla, 
esimerkiksi: 
ping 192.168.1.1 -l 10000 -n 30, missä 
-l 10000 tarkoittaa paketin kokoa tavuina ja -n 30 tarkoittaa lähetettävien 
pakettien määrää. Jokaisen kolmen koekerran jälkeen asetusten vaihdon 
yhteydessä langaton yhteys muodostettiin uudelleen. Tuloksiksi saatiin 
jokaisella koekerralla 30 vasteaikaa, joista otettiin keskiarvo. 
Linksysin vasteaikojen keskiarvot löytyvät alla olevasta taulukosta (taulukko 
2). 
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Taulukko 2: Linksysin vasteajat millisekunteina 
Mittaustulokset Linksys 802.11n-tilassa Koe 1 Koe 2 Koe 3
20MHz kanavalla 5 5 5
40MHz kanavalla 4 4 4
20MHz kanavalla, suojaus 5 6 5
40MHz kanavalla, suojaus 5 5 6
20MHz kanavalla, kaksi käyttäjää 5 ja 10 5 ja 20 6 ja 9
40MHz kanavalla, kaksi käyttäjää 5 ja 9 5 ja 7 7 ja 9
20MHz kanavalla, suojaus, kaksi käyttäjää 5 ja 8 7 ja 5 6 ja 9
40MHz kanavalla, suojaus, kaksi käyttäjää 5 ja 6 6 ja 5 5 ja 6
 
D-Linkillä oli ongelmia 40:n MHz:n kanavilla, kun langattoman verkon 
suojaus oli pois päältä. Tuloksia niihin ei siis saatu, joten niiden kohdalla on 
viiva (taulukko 3). 
Taulukko 3: D-Link:n vasteajat millisekunteina 
Mittaustulokset D-Link 802.11n-tilassa Koe 1 Koe 2 Koe 3
20MHz kanavalla 66 71 38
40MHz kanavalla - - -
20MHz kanavalla, suojaus 44 27 28
40MHz kanavalla, suojaus 111 80 89
20MHz kanavalla, kaksi käyttäjää 63 ja 73 39 ja 14 28 ja 14
40MHz kanavalla, kaksi käyttäjää - - -
20MHz kanavalla, suojaus, kaksi käyttäjää 16 ja 31 33 ja 29 17 ja 24
40MHz kanavalla, suojaus, kaksi käyttäjää 67 ja 14 72 ja 18 265 ja 8
 
4.4.5 Tiedonsiirtokyvyn mittaus 
Tiedonsiirtokykyä mitattiin kolmella eri asetuskokoonpanolla. Ensimmäiseksi 
laitteen CD-asennuksessa tulevilla oletusasetuksilla, toiseksi parhaimmilla 
mahdollisilla N-tilan asetuksilla sekä kolmanneksi reitittimet asetettiin 
pelkkään G-tilaan. Mittauksessa siirrettiin PC 1:n ja 2:n välillä 133 
megatavun tiedostoa, jonka siirtoajat voidaan nähdä taulukosta 4. 
Siirtoajaksi määriteltiin FTP-serverillä näkyvän RETR-komennon ja Transfer 
OK -viestin aikaleimojen erotus. 
Taulukko 4: Tiedonsiirtokyvyn mittaustulokset 
Reititin Oletus N-tila G-tila
D-Link 30 s. 24 s. 42 s.
Linksys 22 s. 20 s. 38 s.  
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Mittauksen toisessa vaiheessa on Linksysillä valittavissa nopeusvaihtoehdot 
vain 130:een megabittiin sekunnissa (Mbps) asti (kuva 24). 
 
Kuva 24: Linksysin tiedonsiirtonopeusvaihtoehdot N-tilassa 
4.4.6 Kantaman mittaus 
Kantaman mittauksessa asetuksiksi valittiin N-tila, 40:n MHz:n kanavat, 
automaattinen kanavan valinta ja WPA2-salaus. Muut asetukset jätettiin 
oletusasetuksille. 
Kantaman mittauksen ympäristönä käytettiin Metropolian Uuden Kemian 
(Bulevardi 31, Helsinki) toisessa kerroksessa sijaitsevaa käytävää. Itse 
reititin sijaitsi luokkahuoneen oven välittömässä läheisyydessä. 
Luokkahuoneen ja käytävän välissä on sisäseinä. 
Mittaus suoritettiin siten, että kannettavan tietokoneen (miniläppäri) 
langattoman verkkokortin signaalin taso pidettiin samana mahdollisimman 
kauaksi reitittimestä. Tämän jälkeen siirrettiin 26:n megatavun (MB) tiedosto 
reitittimessä langallisesti kiinni olevasta PC:stä miniläppärille. Tuloksiksi 
saatiin karkeasti mitattu metrimäärä ja siirtoon kulunut aika (taulukko 5). 
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Taulukko 5: Kantaman mittaustulokset 
Excellent Very Good Good Low Very Low
D-Link 1 m / 6 s. 10 m / 6 s. 20 m / 9 s. 30 m / 10 s. 40 m / 21 s.
Linksys 1 m / 6 s. 10 m / 6 s. 20 m / 7 s. 30 m / 8 s. 45 m / 39 s.
Signaalin taso
Reititin
 
Mittauksen karkeus johtuu muun muassa ympäristön häiriöalttiudesta ja 
epäsymmetrisyydestä sekä etäisyyden mittaamisesta askelin ilman 
mittanauhaa. 
5 ANALYSOINTI 
Analysointi-osuudessa käsitellään mittaus-osiossa (4) tehtyjä havaintoja ja 
pohditaan niitä käyttäjän näkökulmasta. 
5.1 Käyttöönotto 
Käyttöönotossa tärkeimmäksi tekijäksi kotikäyttäjälle muodostuu 
suomenkielisyys. Englannin kielen taidon vaatimus ja varsinkin alan termien 
tunteminen voi osoittautua hyvinkin hankalaksi ilman kokemusta. Myös 
yleinen termien avaaminen jo asennusvaiheessa auttaa käyttäjää tekemään 
järkeviä valintoja, mikä on D-Link:n vahvuus. Linksysin puolestaan jopa 
kysyy käyttäjältä samalla opastaen paremman vaihtoehdon 
käyttöönottamiseksi (esimerkiksi oletussalasanan vaihto). 
Laitteiden esteettisyys ja käytännöllisyys ovat hyvällä tasolla pois lukien D-
Linkin virtajohto  (kuva 25). Johdon tekemän mutkan vuoksi laitetta ei saa 
tasaiselle pinnalle vaakatasoon. Järkevin ratkaisu on jättää mutka ylöspäin, 
jolloin johto puolestaan sojottaa epäesteettisesti. Antenni ja laitteeseen 
kytkettävä verkkojohto estävät johdon laittamisen muihin asentoihin. 
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Kuva 25: D-Linkin virtajohto tekee mutkan 
5.2 Käyttöliittymä 
Käyttöliittymän informatiivisuus on etusijalla sen käytettävyyden ja 
tarkoituksenmukaisuuden kannalta. Ammattilaiselle selkeys ja asetusten 
hyvä ryhmittely voi riittää, mutta aloittelevalle käyttäjälle opastetekstit ovat 
tärkeitä. Asetusten nopea ja järkevä tekeminen sekä käyttömukavuus 
kärsivät huonoista tai olemattomista ohjeista, joita joutuu erillisestä oppaasta 
hakemaan. 
Väritys palvelee tarkoitusta molemmilla valmistajilla. Värit eivät ole liian 
suurikontrastisia, mutta tarpeeksi erottuvia myös heikkonäköisille käyttäjille. 
5.3 Firmware 
D-Link:n käyttäjäystävällisempi ratkaisu on huomattavasti parempi kuin 
Linksys:n vastaava. Automaattinen ohjelmiston päivittäminen tulisi olla 
jokaisessa laitteessa vakiona. Muutoinkin opastus sinänsä tärkeään 
toimintoon tulisi olla kunnossa, koska yhä useampaan kotitalouteen 
hankitaan uusi langattoman verkon reititin tai tukiasema (2.1). 
Myös johdonmukainen termistö auttaisi kuluttajaa pitämään tuotteensa 
ajantasalla. Päivittämiseen liittyvät käsitteet tulisi olla yhteneviä. Linksysillä 
on käytössä hardware-sana firmware-sanan sijaan, mikä voi johtaa kuluttajia 
harhaan. 
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5.4 Vasteaika 
Eri välineistöllä ja eri kokoonpanoilla tapahtui vasteajoissa huomattavia 
muutoksia tai ei muutoksia lainkaan (kuva 26). Linksysin tasainen tulos 
voidaan tulkita ainakin hyväksi yhteensopivuudeksi, sillä Linksys on sekä 
reitittimen että USB-verkkokortin valmistaja. D-Linkin huono tulos varsinkin 
40:n MHz:n taajuuskaistalla on tyrmistyttävä verkkopelaajien kannalta. 
Ongelma voi piillä yhteensopivuusongelmissa (vaikka laitteilla on draft-n 
sertifikaatit), kun tukiasema yrittää toimia 40:n MHz taajuuskaistalla, mutta 
on pakotettu tiputtamaan sitä 20:een MHz:iin muiden langattomien verkkojen 
läsnäollessa (3.3.4). Lisäksi kokeen yksinkertaisuus voi vääristää tulosta 
hieman. Etenkin kolmas koekerta samassa kokeessa on yleensä tuonut 
parannuksen edelliseen verrattuna, mikä viittaisi siihen, että reititin ja 
verkkokortti ovat saattaneet vielä neuvotella protokollista. 
 
Kuva 26: Vasteajat graafisena esityksenä 
Viiveenvaihtelua voi välttää parhaiten vaihtamalla langaton langalliseen 
(3.2), mutta vaativan surffaajan tai nettipelaajan valinta mitattujen reitittimien 
välillä olisi Linksys tasaisemmalla tuloksellaan. 
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5.5 Tiedonsiirtokyky 
Tiedonsiirtokyvyssä Linksysillä on oletettu etulyöntiasema, koska reitittimen 
lisäksi verkkokortti on sen valmistama. D-Link kuitenkin pärjää hyvin, jääden 
jälkeen keskimäärin 20 prosenttia. Ero oletusasetuksilla on jo melko suuri 
(noin 30 %), mutta jää pieneksi (10 %) pelkässä G-tilassa. Tiedonsiirtokyky 
on esitetty graafisesti alla olevassa kuvassa (kuva 27). Nopeus on määritelty 
jakamalla lähetetty tiedosto lähetykseen kuluneella ajalla. 
 
Kuva 27: Tiedonsiirtokyky graafisena esityksenä 
N-tilan käyttäminen verrattuna G-tilaan tuo käytännössä noin 
tuplanopeuden, kun teoriassa ero on noin viisinkertainen. Laitteista ei 
tehdas- eli oletusasetuksilla saa täyttä hyötyä irti, mutta siirtonopeus on 
kuitenkin jo huomattavasti G-tilaa parempi. 
5.6 Kantama 
Kantaman mittauksessa Linksys pääsi hienoisesti parempaan tulokseen kuin 
D-Link, mutta erot eivät olleet yhtä suuria kuin tiedonsiirtonopeudessa (kuva 
28). Linksys ylsi erittäin huonolla signaalitasolla vain hieman yli 10 %:a 
parempaan tulokseen. D-Linkin suoritus tiedonsiirrossa heikkeni lähes yhtä 
tasaisesti kuin signaali vaimeni etäisyyden kasvaessa. Linksysin viisi metriä 
pidempi maksimikantama antoi myös kokeen huonoimman 
tiedonsiirtonopeuden, joka muutoin oli hyvin tasainen aina 30 metriin 
saakka. 
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Kuva 28: Kantama sekä tiedonsiirtoon kulunut aika graafisena esityksenä 
Mittauksiin vaikuttivat ainakin seuraavat seikat. Alueella toimii monia 
muitakin langattomia verkkoja, jotka häiritsevät omalta osaltaan mitattua 
verkkoa ja päinvastoin. Reitittimen ja kannettavan tietokoneen välillä on 
seinä, joka vaimentaa signaalia. Lisäksi käytävän lopussa on lasiovi, joka 
saattaa heikentää Linksysin pisintä kantamaa. 
Kokeen mittausten karkeuden vuoksi tulos on vain suuntaa-antava, joten 
virhearvio sivuutetaan. Tulokset ovat kuitenkin linjassa esimerkiksi PC 
Magazinen suorittamaan testiin Linksysistä ja osittain ZDNetin arvioon D-
Link:stä [34; 35]. 
Testistä voidaan huomata, että 802.11n on fyysisen tason parannusten 
ansiosta (2.3) tehokkaampi, koska tiedonsiirtonopeus ei kärsi signaalintason 
heikentymisestä samalla tavoin. 
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 LIITE 1  1(2) 
MCS eli Modulation and Coding Scheme kertoo muun muassa käytetyn 
modulaation, koodisuhteen, databittien määrän per symboli ja täten myös 
teoreettisen tiedonsiirtonopeuden. Langattoman verkon laitteet neuvottelevat 
keskenään käytetyn MCS-arvon, eli siirron parametrit, High Throughput 
Signal field -kentässä (HT-SIG). [1; 3, s. 78, 98-100, 139-140; 15, s. 7-9.] 
Erilaisia MCS-arvoja on yhteensä 128, joista arvot 0-7 ovat pakollisia 
päätelaitteille ja 0-15 tukiasemille. Loput ovat vaihtoehtoisia, joista arvot 32-
76 ovat sellaisia, joissa eri datavirroilla on eri modulaatio. Arvot 77-127 on 
varattu. [1; 3, s. 78, 98-100, 139-140; 15, s. 7-9.] 
Taulukosta 6 on jätetty pois koodattujen bittien määrä yhdellä kantoaallolla 
per datavirta (NBPSCS) ja koodattujen bittien määrä per OFDM-symboli 
(NCBPS). Databittien määrää per OFDM-symboli (NDBPS) hyväksi käyttäen 
saadaan tiedonsiirtonopeus laskettua 0,4:n µs:n suojavälillä (2.3.2) 
seuraavasti: 
Tiedonsiirtonopeus (Mbps) = NDBPS / 3,6 µs. 
Laskutoimitusta on hyödynnetty täytettäessä taulukon rivit 17-31 (MCS) 
sarakkeista 0,4 µs GI (20 MHz ja 40 MHz). [3, s. 99.] 
 LIITE 1  2(2) 
Taulukko 6: MCS-arvot 0-31 [1; 3, s. 98-100, 139-140; 15, s. 7-9] 
0,8 µs GI 0,4 µs GI 0,8 µs GI 0,4 µs GI
0 1 BPSK  1/2 26 6,50 7,20 13,50 15,00
1 1 QPSK  1/2 52 13,00 14,40 27,00 30,00
2 1 QPSK  3/4 78 19,50 21,70 40,50 45,00
3 1 16-QAM  1/2 104 26,00 28,90 54,00 60,00
4 1 16-QAM  3/4 156 39,00 43,30 81,00 90,00
5 1 64-QAM  2/3 208 52,00 57,80 108,00 120,00
6 1 64-QAM  3/4 234 58,50 65,00 121,50 135,00
7 1 64-QAM  5/6 260 65,00 72,20 135,00 150,00
8 2 BPSK  1/2 52 13,00 14,40 27,00 30,00
9 2 QPSK  1/2 104 26,00 28,90 54,00 60,00
10 2 QPSK  3/4 156 39,00 43,30 81,00 90,00
11 2 16-QAM  1/2 208 52,00 57,80 108,00 120,00
12 2 16-QAM  3/4 312 78,00 86,70 162,00 180,00
13 2 64-QAM  2/3 416 104,00 115,60 216,00 240,00
14 2 64-QAM  3/4 468 117,00 130,00 243,00 270,00
15 2 64-QAM  5/6 520 130,00 144,40 270,00 300,00
16 3 BPSK  1/2 78 19,50 21,70 40,50 45,00
17 3 QPSK  1/2 156 39,00 43,30 81,00 90,00
18 3 QPSK  3/4 234 58,50 65,00 121,50 135,00
19 3 16-QAM  1/2 312 78,00 86,70 162,00 180,00
20 3 16-QAM  3/4 468 117,00 130,00 243,00 270,00
21 3 64-QAM  2/3 624 156,00 173,30 324,00 360,00
22 3 64-QAM  3/4 702 175,50 195,00 364,50 405,00
23 3 64-QAM  5/6 780 195,00 216,70 405,00 450,00
24 4 BPSK  1/2 104 26,00 28,90 54,00 60,00
25 4 QPSK  1/2 208 52,00 57,80 108,00 120,00
26 4 QPSK  3/4 312 78,00 86,70 162,00 180,00
27 4 16-QAM  1/2 416 104,00 115,60 216,00 240,00
28 4 16-QAM  3/4 624 156,00 173,30 324,00 360,00
29 4 64-QAM  2/3 832 208,00 231,10 432,00 480,00
30 4 64-QAM  3/4 936 234,00 260,00 486,00 540,00
31 4 64-QAM  5/6 1040 260,00 289,00 540,00 600,00
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