























CIERTOS	 EXPERTOS	 pueden	 describir	 la	
conducta	de	un	conjunto	de	personas	basán-









Pero	 también	 puede	 usarse	 para	 discriminar	
en	 negativo:	 el	 análisis	 del	 registro	 del	 correo	




Un	 estudio	 observa	 que	 quienes	 compran	
coches	 rojos	 en	 Francia	 son	 más	 propensos	 a	




pos	 que	 se	 basan	 en	 correlaciones	 estadísticas,	
pero	éstas	implican	los	errores	de	toda	generali-
zación,	y	así	pagan	unos	por	otros.
Antes	 de	 ceder	 información	 personal,	 todos	
deberían	saber	para	qué	la	van	a	usar,	pero	esta	





Todo	 individuo	es	 titular	de	 los	datos	que	 le	
conciernen	 y	 le	 afectan	 personalmente.	 Así	 lo	




los	 genera,	 sino	 que	 están	 en	 ficheros	 ajenos.	
El	 individuo	 es	 dueño	 de	 algo	 que	 no	 controla	




procedente	 de	 la	minería	 de	 datos	 presuponen	
que	 el	 individuo	 les	 cede	 la	 información	 que	
generan	 con	 la	 tarjeta	 de	 crédito,	 el	 consumo	
telefónico,	etc.	Lo	presuponen,	puesto	que	dejan	
constancia	escrita	–aunque	en	letra	pequeña–	de	
que	 pueden	 hacer	 uso	 de	 esa	 información	 si	 el	
usuario	no	 indica	 lo	 contrario.	El	usuario	puede	










mineral	 de	 la	 información.	 La	minería	 de	 datos	
es	el	proceso	de	analizar	gran	cantidad	de	datos	
para	descubrir	patrones	de	comportamiento.
Es	 una	 actividad	 de	 vasto	 alcance	 y	 ayuda	 a	
aumentar	 beneficios	 (en	 empresas,	 comercios,	
bancos,	 aseguradoras,	 etc.),	mejorar	 el	 diagnós-
tico	y	la	prevención	de	enfermedades	(en	epide-
miología,	genética,	etc.)	o	velar	por	la	seguridad	
(contra	 el	 terrorismo	 y	 el	 fraude).	 Los	 fines	 son	
lícitos,	 pero	 debe	 tenerse	 presente	 que	 el	 tra-












les	 afectan,	 basándose	 en	 datos	 personales	 que	
no	 ha	 proporcionado	 de	 manera	 consciente,	 o	
que	creía	olvidados	o	secretos	(Garriga,	2004).
Objetos	cotidianos	como	la	tarjeta	de	crédito	
o	 la	 del	 supermercado	 generan	 una	 informa-
ción	 valiosa	 que	 permite	 afinar	 las	 estrategias	
de	 marketing	 y	 hacerlas	 más	 efectivas	 que	 las	







establecimiento	 e	 incitarlo	 así	 a	 que	haga	 com-
pras	imprevistas?
La	 minería	 de	 datos	 revela	 cómo	 se	 puede	
influir	 sobre	 las	 personas	 y	 cómo	 se	 las	 puede	
manipular	 para	 obtener	 un	 beneficio	 que	 no	
suele	ser	mutuo,	sino	exclusivo	de	quien	posee	y	
explota	esos	datos.
Las	 empresas	 de	 telefonía	 móvil	 registran	
información	valiosa	sobre	cada	abonado:	dónde	
está,	a	dónde	viaja,	a	quién	llama,	cuánto	gasta.	
Pueden	 saber	 si	un	 cliente	es	 líder	de	un	grupo	
social	o	si	tiende	más	bien	a	quedarse	al	margen.	
Hasta	 pueden	 detectar	 clientes	 descontentos,	








La	 vida	 cotidiana	 está	 digitalizada:	 cada	 clic	
en	 internet,	 cada	 llamada	 o	 cada	 mensaje	 de	






de	 miles	 y	 miles	 de	 personas,	 incluso	 millones,	
produce	una	masa	inmensa	de	información	valio-
sa	 que,	 mediante	 el	 adecuado	 procesamiento	








Tanta	 es	 esta	 información,	 tan	 valiosa	 y	 tan	








La	minería	 de	 datos	 permite	 hacer	más	 pro-
ductivos	 a	 los	 empleados	 a	 fuerza	 de	 controlar	
su	 actividad.	 En	 un	 ambicioso	 proyecto,	 la	mul-
tinacional	 IBM	 ha	 analizado	el	 comportamiento	
de	 cincuenta	mil	 técnicos	 para	 extraer	modelos	
matemáticos:	 se	 trataba	de	 inventariar	 las	habi-
lidades	 de	 cada	 uno	 para	 averiguar	 matemá-
ticamente	 el	 modo	 más	 rentable	 de	 utilizarlas	
(Baker,	2009b).
También	 permite	 detectar	 qué	 empleados	
buscan	 un	 ascenso	 o	 cambiar	 de	 empresa.	 Los	
registros	del	navegador	de	internet	y	del	correo	
electrónico	 contienen	 los	 patrones	 de	 comuni-
cación	 de	 cada	 trabajador,	 una	 información	 a	
la	cual	el	 jefe	puede	acceder.	¿Es	aceptable	que	










de	patrones	 que	definan	 la	 conducta	 terrorista.	
Pero	esa	 conducta	es	un	misterio	e	 incita	a	 for-
mular	 suposiciones	 y	 construir	 hipótesis,	 quizá	
inciertas,	 sobre	 qué	 constituye	 un	 movimiento	
sospechoso	 (Baker,	 2009c).	 La	minería	 de	datos	
no	es	entonces	adecuada	para	descubrir	compor-
tamientos	 terroristas.	 Utilizarla	 en	 la	 seguridad	






















los	 contribuyentes	para	 vulnerar	 la	privacidad	e	
infringir	 libertades	 civiles.	 Y	 la	 seguridad	 jamás	
debe	 convertirse	 en	 un	 pretexto	 para	 imponer	
vigilancia	 y	 recortar	 libertades.	 Se	 necesitará	
entonces	una	profunda	regulación	para	proteger	
los	derechos	y	la	identidad	de	las	personas,	y	evi-








Esta	 red	 social	 ya	 acumula	 numerosas	 críticas	
sobre	 cómo	 maneja	 los	 datos	 de	 los	 usuarios,	
que	 se	ven	desprotegidos.	 La	empresa	de	Mark	
Zuckerberg	 ha	 sido	 legalmente	 cuestionada	
porque	retiene	los	datos	de	los	usuarios	que	han	
solicitado	 darse	 de	 baja	 y	 no	 los	 protege	 como	
debe	cuando	los	cede	a	terceros	(Shields,	2008;	
Noain,	2009).
Mientras	 no	 se	 resuelven	 estos	 problemas,	
los	 usuarios	 deben	 ser	 cautos	 al	 introducir	 sus	







tantemente:	 hay	 toda	 una	 industria	 dedicada	
a	 modificar	 las	 páginas	 web	 para	mejorarles	 la	













estadísticos,	 para	 denegar	 un	 crédito,	 rechazar	
una	solicitud,	o	para	identificar	quién	recibirá	una	








de	 datos	 necesita	 un	 código	 de	 ética	 porque	










negativa,	 que	 puede	 carecer	 de	 ética	 e	 incluso	





características	 raciales	 o	 sexuales	 si	 esta	 infor-
mación	 queda	 restringida	 al	 uso	 médico,	 pero	
sería	 ilícito	 usar	 tales	 variables	 para	 analizar	 el	
comportamiento	en	la	devolución	de	préstamos,	
por	ejemplo.	Pero	incluso	cuando	se	excluye	esta	
información	 sensible,	 hay	 cierto	 riesgo	 de	 que	
los	 modelos	 se	 construyan	 basándose	 en	 varia-
bles	 que	 equivalen	 a	 condición	 racial,	 religiosa	
o	 sexual.	 Un	 dato	 aparentemente	 inexpresivo	







el	 rastreo	 y	 después	 la	 explotación	 de	 grandes	
conjuntos	de	datos	personales.	 Estos	 instrumen-







protegerá	 su	 confidencialidad	e	 integridad,	qué	
consecuencias	 pueden	 derivarse	 y	 qué	 derecho	
tenemos	a	rectificar	o	incluso	retirar	 la	 informa-
ción	que	nos	atañe.	Todo	debe	explicarse	en	un	
lenguaje	 comprensible	–y	no	en	una	 jerga	 legal	
de	 letra	 pequeña–	 y	 desde	un	principio,	 puesto	











dispositivos	 técnicos	 para	 darles	 significado	 e	
interpretarlos,	quizá	incorrectamente.
La	significación	de	unos	datos	no	proviene	de	
la	 capacidad	 técnica	 para	 organizarlos,	 sino	 de	
la	 intencionalidad	y,	por	tanto,	de	 los	prejuicios	
con	 que	 el	 profesional	 los	 gestiona.	 Cuando	 la	
información	 resultante	es	 susceptible	de	un	uso	
ilegítimo,	surge	la	necesidad	de	marcar	los	límites	
de	 la	 actuación	 de	 las	 personas	 o	 instituciones	
responsables	de	manejar	esos	datos.
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