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ABSTRAKT

Me zhvillimin e shpejtë të teknologjisë dhe përhapëjen e shpejtë të internetit, Internet
Protocol versionin 4 ishte teknologji themelore që e bën të mundur që të lidhen paisjet
tona në internet. Kurdo që një pajisje të hyn në internet, dhe dergon të dhëna nga një
kompjuter në tjetrin me anë të internetit, një pako të dhënave duhet të transferohen në të
gjithë rrjetin që përmban adresat IP të dyja pajisjet. Pa IP adres kompjuterët nuk do të
jenë në gjendje të komunikojnë dhe të dërgojm të dhëna me njëri-tjetrin. IPv6 është
rishikimi i gjashtë për Internet Protocol dhe pasardhës i IPv4. Ajo funksionon në mënyrë
të ngjashme me

IPv4.Epoka e teknologjisë po ecë me hapa gjigandë dhe ne duhet të

jemi në gjendje ta ndjekim hap pas hapi dhe të ecim bashkë me të. Sistemi ishte hartuar
gjatë viteve 1970 dhe 1980 - në të vërtetë, në një kohë kur vetëm një numër shumë i
vogël i specialistëve teknike kanë përdorur internetin dhe kompjuterat ishin shumë të
shtrenjt, ajo ishte e pakonceptueshme që katër miliardë kompjuterë do të ekzistojnë
ndonjëher në të njëjtën kohë. Megjithatë, agjencia qendrore e cila kontrollon adresat IP,
Internet Assigned Numbers Autoriteti, ka vetëm një numër të vogël të blloqeve të
numrave të lënë për të shpërndarë.
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1.HYRJE
Interneti Protokolli versioni 4 (IPv4) është rishikimi katërt në zhvillimin e Internet Protocol
(IP) dhe versionin e parë të protokollit të pozicionuara gjerësisht. Së bashku me IPv6, që
është në thelbin e standardeve të bazuara në metodat Internetworking . Që nga 2012 IPv4
është ende më i vendosur, gjerësisht Layer Internet protokoll.IPv4 është përshkruar në IETF
RFC 791 botim (shtator 1981), duke zëvendësuar një përkufizim të hershëm .[20]
IPv4 është një protokoll connectionless për përdorim në pako-kaloi i rrjeteve Layer Link
(p.sh., Ethernet). Ajo operon në një model më të mirë të ofrimit , nëse ajo nuk garanton
shpërndarjen, as nuk siguron një ndarje të drejtë. Këto aspekte duke përfshirë integritetit të
të dhënave janë trajtuar me një protokoll të transportit të sipërme të shtresave të tilla si
Protokolli Transmission Control (TCP). Kjoështënjëshumë e adresave, aqshumë se
ajokërkonnjësistem hexadecimal përtëshfaquradresat. Me fjalëtëtjera, nukjanëmëshumë se
tëmjaftueshmeadresat IPv6 përtëmbajturInternetinpërnjëkohëshumëtëgjatë.Sistemi

ishte

hartuar gjatë viteve 1970 dhe 1980 - në të vërtetë, në një kohë kur vetëm një numër shumë i
vogël i specialistëve teknike kanë përdorur internetin dhe kompjuterat ishin shumë të
shtrenjt, ajo ishte e pakonceptueshme që katër miliardë kompjuterë do të

ekzistojnë

ndonjëher në të njëjtën kohë. Megjithatë, agjencia qendrore e cila kontrollon adresat IP,
Internet Assigned Numbers Autoriteti, ka vetëm një numër të vogël të blloqeve të numrave
të lënë për të shpërndarë. [20]
Në internet, çdo kompjuter komunikon në bazë të disa rregullave të paracaktuara. Për
momentin, më e rëndësishme nga këto është që çdo kompjuter është dhënë një adresë unike
numri të përbërë nga katër numra ndërmjet 0 dhe 255 (për shembull, 65.200.0.255), i cili
funksionon në përafërsisht të njëjtën mënyrë si një numër telefoni. Ky sistem i numrave
është i njohur si IPv4, dhe aktualisht përdoret për të bërë World Wide Web. Për fat të keq
matematika e thjeshtë tregon se ky sistem lejon vetëm rreth katër miliard kompjutera që të
lidhen në internet. Pas kësaj, sistemi shkon nga numrat unike për të krijuar adresat IP. Si i
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projektuar, Interneti nuk mund të funksionojë me kompjuterë të shumtë që ndajnë të njëjtin
numër.
Zgjidhja është një grup i ri i rregullave për caktimin e numrave, e quajtur IPv6. Në vend të
katër miliardë adresa, IPv6 lejon për rreth 340 adresave IP undecillion: që është, numri 34 e
ndjekur nga 37 zero. Numrat e rinj janë të shkruara në formë heksadecimal në grupe prej
katër shifra, të tilla si 2001:0 DB8 me: AC10

2.Çfarë është IPV4?
IPv4 qëndron për Internet Protocol versionin 4. Kjo është teknologji themelor që e bën të
mundur që të lidhem pajisjet tona në internet. Kurdo që një pajisje të hyn në internet (nëse
kjo është një PC, Mac, pajisje smartphone apo të tjera), asaj i është caktuar një adresë unike
IP, numerike të tilla si 99.48.227.227. Për të dërguar të dhëna nga një kompjuter në tjetrin
me anë të internetit, një pako të dhënave duhet të transferohen në të gjithë rrjetin që
përmban adresat IP të dyja pajisjet. Pa IP adresa të kompjuterit nuk do të jenë në gjendje të
komunikojnë dhe të dërgojm

të dhëna me njëri-tjetrin. Kjo është thelbësore në

infrastrukturën e internetit.Komponenti i TCP / IP protokollit që është instaluar në sistemin
operativ rrjetit tuaj është një seri e protokolleve të ndërlidhura quajtur protokollet kryesore
të TCP / IP. Të gjitha aplikimet e tjera dhe protokollet e tjerë në TCP / IP protokollit suite
mbështeten në shërbimet themelore të ofruara nga protokollet e mëposhtme: IP, ARP,
ICMP, IGMP, TCP, UDP .[20]
Sistemi ishte hartuar gjatë viteve 1970 dhe 1980 - në të vërtetë, në një kohë kur vetëm një
numër shumë i vogël i specialistëve teknike kanë përdorur internetin dhe kompjuterat ishin
shumë të shtrenjt, ajo ishte e pakonceptueshme që katër miliardë kompjuterë do të
ekzistojnë ndonjëher në të njëjtën kohë. Megjithatë, agjencia qendrore e cila kontrollon
adresat IP, Internet Assigned Numbers Autoriteti, ka vetëm një numër të vogël të blloqeve
të numrave të lënë për të shpërndarë. [20]
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Në internet, çdo kompjuter komunikon në bazë të disa rregullave të paracaktuara. Për
momentin, më e rëndësishme nga këto është që çdo kompjuter është dhënë një adresë unike
numri të përbërë nga katër numra ndërmjet 0 dhe 255 (për shembull, 65.200.0.255), i cili
funksionon në përafërsisht të njëjtën mënyrë si një numër telefoni. Ky sistem i numrave
është i njohur si IPv4, dhe aktualisht përdoret për të bërë World Wide Web. Për fat të keq
matematika e thjeshtë tregon se ky sistem lejon vetëm rreth katër miliard kompjutera që të
lidhen në internet. Pas kësaj, sistemi shkon nga numrat unike për të krijuar adresat IP. Si i
projektuar, Interneti nuk mund të funksionojë me kompjuterë të shumtë që ndajnë të njëjtin
numër.[20]
Zgjidhja është një grup i ri i rregullave për caktimin e numrave, e quajtur IPv6. Në vend të
katër miliardë adresa, IPv6 lejon për rreth 340 adresave IP undecillion: që është, numri 34 e
ndjekur nga 37 zero. Numrat e rinj janë të shkruara në formë heksadecimal në grupe prej
katër shifra, të tilla si 2001:0 DB8 me: AC10

Figura 1. Adresa IPV4 formati. [19]

Internet Protocol (IP) është një rrjet-layer

protokoll në modelin OSI që përmban

informacion adresimin dhe disa informacione për të mundësuar kontrollin e paketave duke
u shpartalluar në rrjet. IP është primar e rrjetit shtresë protokoll në TCP / IP protokollit
suite. Së bashku me Transmission Control Protocol (TCP), IP përfaqëson zemrën e
protokolleve të internetit. IP është po aq e përshtatshme për komunikim të dy LAN dhe
WAN.IPv4 përdor 32 bit për adresat e saj të internetit. Kjo do të thotë se mund të
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mbështesin 2 ^ 32 adresa IP në total - rreth 4290000000. Kjo mund të duket si një shumë,
por të gjitha 4290000000 adresa IP tani janë caktuar për institucione të ndryshme , duke
çuar në kriza të cilat përballemi sot.
Le të jetë e qartë, edhe pse ne nuk kemi dalë jashtë e adresave ende. Shumë prej tyre janë
të papërdorura dhe në duart e institucioneve si MIT dhe kompanitë si Ford dhe IBM.
Adresat IPv4 më shumë janë në dispozicion për të caktuar dhe më shumë do të tregtohen
ose shiten (pasi adresat IPv4 janë tani një burim të pakta), por ato do të bëhen një mall i
pakët gjatë dy viteve të ardhshme deri sa ajo krijon problem për web.[20]

IP (Internet Protocol) ka dy përgjegjësi kryesore: sigurimin connectionless, ofrimit të mirëpërpjekje e datagrams nëpërmjet një rrjeti, dhe ofrimin e fragmentimit dhe reassembly e
datagrams për të mbështetur lidhjet e të dhënave me maksimale-transmetimit të madhësive
të ndryshme (MTU) njësi.
Skema IP adresimit është pjesë integrale e procesit të datagrameve te IP përmes një
Internetwork.

Figura 2.Caktimi i adresësë[19]
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Këto adresat IP mund të ndahen dhe të përdoret për të krijuar adresa per subnetworks. Çdo
kompjuter (i njohur si mikpritës) në një rrjet TCP / IP është caktuar një adresë unike logjike
(32-bit në IPv4) që është i ndarë në dy pjesë kryesore: numri rrjetit dhe numri i host.Numr i
Rrjeti identifikon një rrjet dhe duhet të caktohet nga qendra e rrjetit të informacionit
(Internet InterNIC) nëse rrjeti është që të jetë pjesë e internetit.[20]

Një Internet Service Provider (ISP) mund të marrë blloqet e adresave të rrjetit nga
InterNIC dhe mund të caktojë vetë hapësirën e adresave si të nevojshme. Numri hostit
identifikon një mori në një rrjet dhe është caktuar nga administratori i rrjetit lokal.Kur ju të
dërgoni ose të merrni të dhëna (për shembull, një e-mail shënim ose një faqe Web),
mesazhi merr ndarë në chunks të vogël të quajtur pako. Secila nga këto pako përmban edhe
adresën e dërguesit dhe Internet addresën.Sepse marrësi i një mesazh është i ndarë në një
numër të paketave, secila pako mund të dërgohet nëprër rruga të ndryshme nëpër internet.

Paketat mund të arrijë në mënyra të ndryshme se ata ishin dërguar për protokolin e
internetit.Të gjitha protokollet e tjera brenda suite TCP / IP, përveç ARP dhe RARP,
përdorni IP në korniza rrugë nga strehuesit të hostit.Të flasim pak në pika të shkurta se cka
janë IP ,ARP, ICMP ,TCP,UDP [20]

2.1 Infrastruktura ekzistuese IPv4

Kjo do të jetë larg nga pika më e zakonshme e fillimit për vendosjen IPv6, dhe do të
vazhdojë të jetë për vite me rradhë. Gjë e mirë është se IPv6 është, si dizajnuar, në gjendje
për të kandiduar në mënyrë paralele pothuajse çdo lloj të mediave Layer Ethernet, ATM,
dhe kështu me radhë. Duke shtuar apo ndryshuar vendosjen IPv6 është shumë e lehtë, dhe
me kalimin e kohës, shuma e përpjekjeve të administratorit të kërkuara për marrjen e IPv6
dhe drejtimin e pajisjeve të reja do të shkojnë poshtë. Elementi i ndërlikuar sa duket, është
duke e bërë menaxhimin e dy në të njëjtën kohë.[20]
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Siç u përmend më lart, ekzistojnë mekanizma të ndryshme të tranzicionit që mund të
ndihmojnë me vendosjen e IPv6. Një nga më të dobishme për të ulët-overhead lidhjes është
dual-rafte qasje, ku mund të komunikojnë duke përdorur OS çdo protokoll (IPv4 dhe IPv6)
veç e veç. Ne kemi gjetur se në situata ku performanca nuk është absolutisht i dorës, të
paturit e një pirg të dyfishtë do të thotë se eksperimente me IPv6 bëhet shumë lehtë, si në të
ilustruar më poshtë. Për situatat ku pirg të dyfishtë nuk është e realizueshme, ekzistojnë
mekanizma të tjera për t'u marrë me IPv6-vetëm ushtrive, dhe ne shikojmë në ato shumë.

Në përmbledhje, ekzistuese IPv4 infrastrukturës është në problemin e përgjithshme . Një
mekanizëm shumë i dobishëm tranzicioni është duke dyfishtë rafte, dhe ne gjejmë se nuk
ka futur probleme ndërveprimit.

2.2 Konvertimi i një hosti në një kohë: rafte i dyfishtë

Në disa pika, ju do të doni që të gjitha pajisjet tuaja kur është e mundur që të konkurrojnë
IPv6. Kjo është me të vërtetë vetëm një çështje e ngritjen e sistemit të dyfishtë rafte në çdo
host. Natyrisht që është në sasi të caktuar të punës, dhe dislokimi mund të jetë i
përshtatshëm për rrjetet e vogla, për rrjetet e mëdha duke qenë sistematik

e i

nevojshëm.[20]

Një mënyrë të ndjeshme për të vazhduar për konvertimin e ushtrive është për të krijuar një
shpërndarje standarde patch për makina të tilla të vjetra dhe sistemet operative, si e
kërkojnë atë. (Ju mund të preferojnë për të bërë këtë me një makinë ose dy sakrifikuese të
parë, në qoftë se ju drejtuar kërkesat pazakonshme ose të ketë një konfigurim të veçantë të
ndryshëm OS). Zakonisht shitësit do të ketë gjerësisht stresi-testuar oxhaqet e tyre para
publikut e shohin ato, por nganjëherë situata juaj mund të shkaktojë një problem të
panjohur, kështu që është e mençur për të vlerësuar. Duke bërë këtë, juve mund të ju
konvertohet pjesa tjetër e ushtrive në rrjet. Një tjetër alternativë është që të lejojë IPv6 që
do të vendoset si pjesë e ciklit tuaj normale-herë përmirësuar versionet e sistemit operativ
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ju instaloni IPv6, vetëm ju mund të vendosi atë me IPv6 të aktivizuara (përsëri pas testimit
të duhur).

Për këshilla se si për të menaxhuar dhe planifikuar mirëmbajtjen e duhur të parë në
praktikën e sistemit dhe administrimin e rrjetit nga Limoncelli dhe Hogan [20]
Përfitim i madh i këtij vendosjen kodrina dyfishtë bërë pirg është se nuk ka ditë flamuri: me
fjalë të tjera, një ditë ku çdo gjë ndryshon. Menaxherët me përvojë e rrjetit dinë se
ndryshimet në shkallët masive shpejt ekspozojnë varësi të fshehura që mund të bëjë jetën
mjaft emocionuese për orë apo edhe ditë. Natyrisht pajisje më të konvertuar në një seancë
të vetme, aq më shumë ju mund të amortizojë koston (në dy kohë dhe të holla).

2.3 Asnjë ekzistues IPv4 Infrastruktura

Në shumë mënyra, që ju keni një protokoll të transportit më pak për t'u shqetësuar , jeta juaj
bëhet shumë më e lehtë: nuk ka nevojë që të ketë rregulla të veçanta firewalling, kurs të
veçantë apo diçka të tillë. Megjithatë, deri në kohën kur pjesë të rëndësishme të internetit
mund të arrihet me anë të IPv6. Ka mënyra të ndryshme për të bërë këtë, disa prej të cilave
janë të mbuluara. Pyetja më e rëndësishme për këtë skenar është nëse apo jo ju mund të
merrni adresat IPv4 në bazë të rrjetit tuaj. Nëse ju mund të, atëherë ju keni mundësi të
përdorimit të ndryshme dyfishtë bërë pirg teknikat përafërt ose duke përdorur një router për
të bërë një formë të NAT ose gatewaying. Përndryshe, ju mund të duhet të mbështetet në
një proxy server në rrjedhën e sipërme apo ndonjë mekanizëm tjetër për të fituar qasje në
internet IPv4.[20]

2.4 Rritja e shpejtë e internetit dhe zvoglimi i IPv4 Adresimit?
IPv4 lejon 4294967296 adresat e cila është rreth 4 miliardë lekë dhe alokimi IP kufizon
adresat IP publike të disa qindra milionë euro. Shkak i këtij kompanitë kufizim përdorur
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NAT (Përkthyes Rrjeti Adresa) hartë të vetme IP publike për adresat IP të shumta
private.Tani një ditë përdoruesve të internetit janë jo vetëm të kufizuara me shfletimin dhe
kërkimin dhënave. Përdoruesit e tanishme janë të vetëdijshëm tekstit me zë dhe video chat
dhe video konferenca dhe bibliotekat online video. Ky lloj i komunikimit duhet të vërtetoj
transferimin e të dhënave në kohë për cilësinë e shërbimit. [1]
Normalisht për këto lloj të shërbimeve që ne përdorim UDP (User Data-gram Protocol) ose
TCP (Transmission Control Protocol). IPv4 Rregullorja fushë ka funksionalitet të kufizuar
dhe me kalimin e kohës ka qenë ripërcaktuar dhe interpretuar në nivel lokal. Përveç kësaj,
identifikimi payload që përdor një TCP ose UDP port nuk është e mundur kur IPv4 pako
payload është i shifruar.Siç mund të shohim, ne kemi disa probleme themelore në praktikën
e IPv4 tani ne do të kontrollojë disa tipare të reja të IPv6. këtu unë doja të përshkruar disa
nga karakteristikat themelore të IPv6. Vendosjen e IPv6 është një sfidë e madhe për grupet
e menaxhimit të internetit, palëve të interesuara dhe ofruesit e shërbimeve. Është e vështirë,
por jo e pamundur. Ne mund të shohim përfitimet e IPv6 këtu. Kërcimi më i madh upgrade
nga IPv4 bit 32 bit për IPv6 128.

3. IPV6
IPv6 është rishikimi i gjashtë për Internet Protocol dhe pasardhës të IPv4. Ajo funksionon
në mënyrë të ngjashme për të IPv4 në atë që siguron unike, adresat numerike IP e
nevojshme për Internet-enabled devices për të komunikuar. Megjithatë, kjo nuk sportiv
ndryshim madhor: që përdor 128-bit adresa. [18]
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Tabela 1.Adressa IPV6 format [19]

Pv6 përdor 128-bit adresat e internetit. Prandaj, ajo mund të mbështesin 2 ^ 128 adresat e
internetit - 340.282.366.920.938.000.000.000.000.000.000.000.000 e tyre të saktë Unë do
të shpjegojë se pse kjo është e rëndësishme në një moment.Komponenti IPv6 protokoll që
është instaluar në sistemet operative Windows është një seri e protokolleve të ndërlidhura
që përfshijnë kontrollin Internet version Protokolli 6 Message (ICMPv6), zbulimi multicast
dëgjues (MLD), dhe Discovery të afërmin. Këto protokolle kryesore të zëvendësojë
shtresa.protokollet e internetit në të Avancuara Projects Agjencia e Mbrojtjes Research
(DARPA) model. Të gjitha protokollet e shtresës së mësipërme Internet mbështeten në
shërbimet bazë që ofron IPv6.
Protokollet në transport Host-to-Host dhe shtresat e aplikimit janë kryesisht të
pandryshuara, përveç kur adresat janë pjesë e payload ose një pjesë të strukturave të të
dhënave që mban protokoll. Për shembull, të dyja Kontrollit të Transmisionit Protocol
(TCP) dhe User Datagram Protocol (UDP) duhet të përditësuar për të kryer llogaritjet e reja
checksum që përfshijnë adresat IPv6.[18]
TCP duhet të përditësuar për të ruajtur adresat IPv6 në bllokun e saj të brendshëm të
Kontrollit të Transmisionit (TCB). Routing Information Protocol (RIP) duhet të jenë të
përditësuar për të dërgoni dhe të merrni prefikset IPv6 rrugë.Shumica e sistemeve operative
të vërtetë mbështesin IPv6, duke përfshirë edhe Mac OS X 10,2 dhe Windows XP PS 1.
Megjithatë, shumë routers dhe serverat nuk e mbështesin atë, duke bërë një lidhje midis një
pajisje me një adresë IPv6 në një router ose server që vetëm mbështet IPv4 pamundur. IPv6
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është ende në foshnjërinë e tij, ajo ka një shumë të mete dhe çështjet e sigurisë që ende
duhet të jetë fikse, e cila mund të rezultojë në një rrëmujë gjigand.Askush nuk është i sigurt
se sa do të kushtojë kalimi apo se sa kohë do të marrë, por kjo duhet të bëhet në mënyrë që
të funksionojë web si ajo bën sot.IPv6 gjithmonë e bën një përpjekje të mirë përpjekje për
të ofruar një pako. Një pako IPv6 mund të jenë të humbura, të çlirohemi nga rend,
dyfishohen, apo vonohet.
IPv6 nuk përpiqet të shërohet nga këto lloje të gabimeve.Njohja e paketave të ofruara dhe
shërimin e paketave humbur është përgjegjësi e një protokolli shtresa e sipërme, të tilla si
TCP.Një paketë përbëhet nga një IPv6 IPv6 kokë dhe një payload IPv6.Payload IPv6
përbëhet nga zero ose më shumë headers extension IPv6 dhe një shtresë e sipërme
protokollit të dhënave njësi, të tilla si një mesazh ICMPv6, një segment TCP, UDP ose një
mesazh.Figura e mëposhtme tregon strukturën e një pakete IPv6.
Nëse një router IPv4 merr një pako që është shumë e madhe për segmentin e rrjetit në të
cilën është duke u përcjellë pako dhe fragmentimi i paketës është e lejuar, fragmente IPv4
pako origjinale në pako të vogla që i përshtatet në segmentin e rrjetit në drejtim të rrymës.
Në IPv6, vetëm të presë dërgimin e kryen fragmentim. Nëse një router IPv6 nuk mund të
përcjellë një pako për shkak se ajo është shumë e madhe, router dërgon një pako ICMPv6
mesazh shumë të mëdha të ushtrisë dhe dërgimin discards e paketes.
Përdorimi i header extension Fragment lehtëson dërgimin e fragmentimit të hostit dhe të
host destinacion .[18]

3.1 Ndërrimet kryesore te adoptuara për IPV6
•

Rritja e mundesive sa i përket rrugtimit dhe adresimit

•

Rritja e numrit te adresave nga 32 bit ne 128 bit

•

Përmisimi i shkallzimit te rrugtimit shumkahëshe (multicast) duke e rritur
fushveprimin dhe rolin e fushës për multicast adresat.[1]
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•

Shtimi i nje lloji të ri te adresave te quajtur “anicast addres”,pra që identifikon
grupin e pajisjeve ku paketa e derguar tek “anicast addres” shkon bile spaku tek
një prej këtyre paisjeve

•

Thjeshtimi i formatit të header

•

Zvoglimi, apo evitimi i disa fushava te panjohura tëIPV4

•

Përmisimi i përkrahjes së operacioneve

•

Ndërrimi i kodit për operacionet e IP header që të mundsojnë ridirektim me
efikas, me fleksibil në gjatsin e opcioneve dhe me shum flexibilitet për opcion
të tera në të ardhmen

•

Mundsite me të mëdha për kualitetin e shërbimeve

3.2 Formati IPv6 Header
Header është projektuar për të minimizuar lart headerin duke lëvizur fusha si nonessential
dhe fakultative për headers extension që janë vendosur pas kokës IPv6. Header IPv6 është
përpunuar në mënyrë më efikase në routers të ndërmjetme dhe që gjeneron efikasitetin.[1]
IPv6 është 4 herë më i madh se IPv4 dhe madhësia e saj është dy herë më shumë se header
version më të vjetër.
IPv6 hapësirë të madhe drejtuar në burim dhe destinacion adresat IPv6 është i bazuar në
128 bit. 128 bit adresimin mund të prodhojë mbi 3,4 x 1038 kombinimet e mundshme.
Gjatsia e informates : sikur se ne IPv4 edhe kjo 16 bitshe qe do te thot,gjatsia e informates
eshte deri ne 65535 oktet.Kur vlera eshte 0 kjo tregon se informata eshte me e madhe se
65535 oktete. Header Authentication (AH) siguron integritetin e të dhënave, vertetimi dhe
mbrojtje sërish për paketën e tërë të IPv6
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Figura 3. Formatet e IPV4 dhe IPV6[17]

3.3 Ndërrimet kryesore të adobtuara për IPv6
•

Rritja e numrit të adresave nga 32 bit në 128 bit

•

Rritja e mundesive sa i përket rrugëtimit (routing)dhe adresimi

•

Mundesit më të mëdha për qualitetin e sherbimeve

•

Zvoglimi i disa fushave të pa nevojshmë në IPv4

•

Ndërrimi i kodimit për opcionet e IP header që të mundsojn ridirektim më
efikas,më fleksibil në gjatsin e opcioneve dhe më shumë flexibilitet për opcione
të terane të ardhshmen.[1]
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Figura 4.Formati i headerve[17]

3.4 Adresimin dhe Routing Efikasiteti Infrastrukturës në IPv6
IPv6 projektuar për të krijuar një infrastrukturë efikase, hierarkik, dhe përmbledh në
gjendje kurs që është i bazuar në paraqitjen e përbashkët të nivele të shumta të Internet
Service Providers.Karakteristika e sigurisë është e ndërtuar tani nëIPv6 ka qenë dizajn të
mbështesë IPsec (AH dhe mbështetja ESP header required) gjithashtu mbështetjen e IPv6
versionin e lëvizshmërisë Mobile. IPSec bazuar në dy lloje headers të ekstensionit dhe një
protokoll për të negociuar parametrat e sigurisë.
Header Authentication (AH) siguron integritetin e të dhënave, vertetimi dhe mbrojtje sërish
për paketën e tërë të IPv6. Kjo është zhvilluese e mirë e cilët formonë karakteristika të
sigurisë në zhvillimin e IPv6 në vend .[1]

3.5 Konsideratat e sigurisë
Konsideratat e sigurisë lindin kur ka dy mënyra të ndryshme për të folur për pajisjet tuaja të
rrjetit, routers, etj. Për fat të keq kjo pjesë e menaxhimit të bashkëjetesën e këtyre dy
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protokolleve shpesh injorohen ose shqetësohen në lidhje me shumë. Për fat të mirë, disa
punë të dobishme tashmë jan bërë për këtë.[1]

3.6 Lidhshmëria fudging Gjuha me Ethernet

Shpesh gjatë planifikimit tonë të vendosjes ne mund të kandidojë në pajisjet që nuk
mbështesin IPv6, dhe nuk mund të përmirësohet shpejt. IETF-furnizuar mekanizmat
tranzicionit, duke përdorur lloje të ndryshme të tunelit, janë mënyra të mira rreth këtij
problemi, por ato nuk janë zgjidhja e vetme.[9]

Që nuk ka asgjë të keqe me thelb ka routers të ndara në një LAN për IPv4 dhe IPv6, ka një
shumëllojshmëri të projektimit hacks krijuese që mund të përdorni për të siguruar lidhjes
amtare rreth një router.

3.7 IPv6 Dërgimi

Në këtë fazë, ne kemi shikuar në një marrëveshje të mirë të informacionit sfond dhe
teknikat e vendosjes relevante për IPv6. Ashtu si me çdo proces, duke vendosur se çfarë
duhet të bëni është gjysma e betejës-dhe ekzekutimin e këtyre vendimeve është mbi
tjetrin.[9]

Figura.5 Dergimi ipv6[21]
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Pyetja e parë për t'u marrë parasysh gjatë procesit të planifikimit është motivimi për
ndryshim. Ju jeni duke menduar në lidhje për të mundësuar IPv6 në rrjetit tuaj-pse?
Ndoshta ju keni dorëzuar një kërkesë të biznesit për të mbështetur atë me një datë të
caktuar. Ndoshta standardet për rrjetin tuaj të veçantë mandatojë atë. A ka një gjykim
teknologji planifikuar? Apo ndoshta ju jeni një ISP që ka nevojë për të ofruar IPv6 vendas.
Në të vërtetë, ndoshta edhe konsumatorët janë duke kërkuar për të![9]

Çfarëdo motivimi është, ajo do të ndihmojë për të krijuar atë pjesë të rëndësishme të
zbatimit janë duke identifikuar se cilat fusha të vëmendjes i nevojitenë rrjetit. (Për
shembull, nëse ju jeni konvertimin e rrjetit tuaj desktop, pjesë të rëndësishme janë rrjetit
desktop vetë rrugën e saj në botën e jashtme, dhe rrugën e saj të shërbimeve të brendshme.)
Ju mund të kërkoni që të jenë më shumë ose më pak formale, në varësi të

mjedis

organizativ, por ne do të rekomandojmë prodhimin e disa lloj dokumenti renditur elementet
ekzistuese të rrjetit, duke e përshkruar aftësinë e tyre për të mbështetur IPv6, dhe
identifikimin e të cilave pjesë do të duhet për të drejtuar IPv6 në të ardhmen. Kjo ju lejon
për të përcaktuar përparësitë rollout tuaj të saktë. Ju do të ktheheni në këtë dokument shumë
herë gjatë vendosjes, kështu që të mbajë të sigurt.[9]

Me dokumentin e rrjetit tuaj në dorë, atëherë ju mund të fillojnë të ndërtojnë një orar, duke
mbajtur parasysh motivimin tuaj origjinale për ndryshim. Një orar vendosje është, në të
thjeshtë të saj, një listë e gjërave për të ndryshuar dhe një kohë për të ndryshuar ato. Për
organizatat me procedurat e ndryshimit të kërkesës, orari ndoshta duhet të paraqitet si një
kërkesë, pasi ndërkohë që mund të ketë shumë ndryshime të dallueshme në planin,
motivimi pas tyre të gjithë është i njëjtë. Kërkesa ndryshim të sistemit duhet të shpresojmë
se të kujdeset për të komunikuar atë që është duke u bërë brenda organizatës tuaj.[9]

Për shembull, ndoshta ju keni një kërkesë për IPv6-ify rrjetin tuaj desktop. Kjo mund të jetë
se rrjeti juaj është shumë i ndarë desktop-ndoshta në VLAN atë të vetë. Sistemi operativ
modulo mbështetje, më të ndara të rrjetit, më lehtë është të kthehet në IPv6 për atë pjesë të
veçantë të saj. Në anën tjetër, për rrjetet e mëdha banesë, duke bërë të mundur IPv6 është
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një punë shumë më e mëdhe, dhe rritëse të vendoset-pas-test metoda nuk janë të
zbatueshme. Një shembull vendosjen orar për të tillë një VLAN ndarë mund të jetë aq e
thjeshtë si "kaloni mbi desktops në rafte IPv6, të lejojë një javë për të zgjidhur Kaloni mbi
routerin kryesor. Testi dalëse dhe hyrëse IPv4 dhe lidhjes IPv6. " Ajo duhet gjithashtu të
ketë një seksion për vjeshtë-mbrapa, ose të kthehet në gjendjen e mëparshme të punëve në
qoftë se ka disa lloj i dështimit katastrofik.

Më lart ngre disa pika të rëndësishme të përgjithshme. Çdo organizatë mjaft i madh do të
ketë më shumë se një person i prekur nga ajo që ju do të bëni. Kjo është përgjegjësia juaj
për të komunikuar në lidhje me këto ndryshime, ose nëpërmjet procesit të menaxhimit të
ndryshimit kur kjo është e përshtatshme, por direkt me aktorët e kur është e nevojshme.
Komunikimi është një element kyç i çdo plan vendosjes, dhe IPv6 nuk është e ndryshme.
Tregoni të gjithë mundin që ju jeni duke bërë, pse ju jeni duke bërë atë, dhe kur ju presin
që ai të jetë përfunduar. Për më tepër, një plan vendosjen për çdo shërbim të ri, jo vetëm
IPv6, duhet të ketë gjithashtu një komponent operacional në të.Si funksionon ky shërbim i
ri.Dhe kështu me radhë. Ky komponent i fundit i IPv6 që ne e quajmë një plan operativ,
dhe ajo duhet të listojnë të cilët do të duhet të kujdeset për atë që keni bërë, dhe e
mbështesin atë. Deployer duhet të përpiqet për të planifikuar për periudhë të pacaktuar IPv4
IPv6-bashkëjetesës.[9]

Pra, të përsërisë: Vendosni pse ju jeni duke bërë një vendosjen IPv6. Identifikuar se çfarë
keni nevojë për të ndryshuar, dhe të sigurohemi që të gjithë ata që kujdeset e di se çfarë jeni
duke bërë këto ndryshime. Gjithmonë kanë një plan rikthim në diçka ngjarje shumë të rralla
shkon shumë e gabuar. Së fundi, theksohet se të gjithë e më lart nënkupton një organizatë
tashmë ekzistuese dhe një rrjet tashmë ekzistues.
Sigurisht, ky është një plan i përgjithshëm trishtim vendosjen, ju mund të përdorni atë për
pothuajse çdo ndryshim të madh. Por kjo nuk e bën atë më pak të vlefshme si një kornizë,
megjithatë, ajo është detaje e çdo rrjeti, dhe detajet e vërtetë konfiguruar një desktop të
veçantë ose router IPv6 për të bërë që më lehtësisht të shkaktojnë një dislokimi të dështojë.
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4. Ndërveprimi midis IPv6 dhe IPv4
IPv6 dhe IPv4 janë dy protokollet krejtësisht të ndara. IPv6 nuk është prapa në përputhje
me IPv4 dhe IPv4 nuk do të jetë në gjendje të merren direkt me trafikun IPv6 (dhe
anasjelltas).Për fat të keq, kjo është një fakt i jetës që të dyja nuk do të ketë vështirësi
ekstreme me ndarjen e adresave nëse Interneti vazhdom të drejtohet duke përdorur IPv4
pafundësisht.[3]
Prandaj për një periudhë të gjatë kohe, ne do të bëjmë me një rrjet, në të cilën të dy
protokollet do të veprojnë krah për krah. Një vlerësim i përbashkët i gjatësinë së kohës 10
vjet në drejtim të historisë së internetit, një kohë shumë të gjatë në të vërtetë, por ndoshta
një figurë reale në aspektin e shumës së softuerit të instaluar IPv4 dhe infrastrukturë, të cilat
do të ketë nevojë për të zëvendësuar ose përmisuar. Në burim dhe destinacionit adresat
IPv6 është i bazuar në 128 bit. 128 bit adresimin mund të prodhojë mbi 3.4 x 1038
kombinimet e mundshme. Aktualisht mund të themi kjo është e mjaftueshme, por për të
ardhmen mund të përballet me të njëjtin problem si IPv4 pas disa dekadave. 128 bit
adresimin lejojë na nivele të shumta të dhe shpërndarjen e adresave. [3]

4.1 Avantazhet dhe dizavantazhet e IPv4 dhe IPv6
Ne mund të shohim rritjen e shpejtë të përdoruesve të internetit në vitet e fundit dhe kjo
rritje të krijojë sfida për grupet e menaxhimit të internetit, palëve të interesuara dhe ofruesit
e shërbimeve. Nga dita në ditë infrastrukturën e internetit është zgjeruar dhe ne mund edhe
të gëzojnë shërbimin e internetit në fshatra dhe zonat e largëta.
Rritja e përdorimit të rrisë pajisje online. Në internet fillimi protokoll trajtimin (adresimin
një IP të veçantë për secilin subjekt online) është projektuar për 32 bit dhe kjo skemë IP
versioni quajtur IPv4.IPv4 adresimin është si 203.128.076.001. decimal është përdorur për
të bërë IPv4 adresa më të pëlqyeshëm për njerëzit dhe një 32-bit adresa bëhet 4 numra
decimal të ndara nga periudha karakter.[6]
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Në qoftë se ne llogarisim këto vlera decimal dhe ne mund të merrni numrin e pajisjeve
mund të marrin pjesë në këtë protokoll (256x256x256x256) = lejon 4294967296 adresa.
Ajo është rreth 4 miliardë e adresave dhe në ditët e para të internetit nuk mund të mendoj, 4
miliard slot do të jetë i plotë. këtu ne do të diskutojm disa disavantazhe të IPv4 siç e kemi
parë adresimin e problemit të aftësive dhe pas kësaj ne do të shkojnë nëpër zgjidhje, e cila
do të zëvendësojë strukturën IPv4 dhe adresimin e skemës së re të adresuar. ne do të
kalojnë nëpër disa karakteristika disavantazhet e IPv4 dhe IPv6 e ri.

Figura6. Skena e Ip-ve[7]

4.2 Diferencat e IPv4 dhe IPv6
Kur u dizajnua IPv4 ishte e pa imagjinueshme se ajo mund të shfrytëzohej. Megjithatë
ndryshimet në teknologji dhe prodhimet me fuqi eksponenciale të hosteve të internetit, bënë
që hapsirat e IPv4 të zihen dhe ishte e qartë që nga viti 1992 se një zëvëndësim duhej të
bëhej patjetër. Me IPv6 është e vështirë të thuhet se hapësirat do të zihen.[5]

IPv4 ka 32 bit adresa që lejon 2^32 ose 4,292,967,296 adresa të mundshme. IPv6 ka 128 bit
adresa që lejon 2^128 ose 3.4*10^38 ose 340 undecillion adresa të mundshme.
Tabela e mëposhtme tregon diferencat ndërmjet IPv4 dhe IPv6 cka ka ipv4 më pak se
ipv6,cilat jan risit e ipv6 ndaj atij te me parshmit te gjitha kto diferenca jipen ne tabel
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IPv4
Adresat e burimit (source) dhe destinimit
Janë 32 bit (4 bajt) në gjatësi.
Mbrojtja IPsec është opsionale.
Nuk ka identifikim të qualitetit të shërbimit
(QoS).
Fragmentimi bëhet nga dy router-ët dhe
hosti që dërgon të dhëna.
Hederi përfshinë ‘checksum’.

IPv6
Adresat e burimit (source) dhe destinimit
janë 128 bit (16 bajt) në gjatësi.
Mbrojtja IPsec është e kërkuar.
Ka identifikim të kualitetit të shërbimit
(QoS) duke përdorur Flow Label.
Fragmentimi nuk bëhet nga router-ët; bëhet
vetëm nga hosti që dërgon të dhëna.
Hederi nuk përfshinë ‘checksum’.
Të gjithë të dhënat e mundshme janë
Hederi përfshinë mundësi.
lëvizur në shtesën e hederave të IPv6.
Address resolution protocol (ARP) përdorë ARP kornizat e kërkuara janë vendosur nga
brodkast korniza ARP për të kuptuar IPv4 multikast Neighbor Solicitation mesazhet.
tek një adresë link-layer.
Internet Group Management Protocol IGMP është zëvendësuar me Multicast
(IGMP) përdoret për menaxhimin e Listener Discovery (MLD) mesazhet.
grupeve të subneteve lokal.
Broadcast adresat përdorën për dërgimin e Nuk ka IPv6 broadcast adresa. Një linktrafikut në nyje në subnet.
local scope multicast adresë përdoret në
vend të saj.
Duhet të konfigurohet manualisht ose Nuk kërkon të konfiugorohet manualisht
përmes DHCP-së
ose me DHCP.
Përdorë host adresat (A) rekordet në DNS Përdorë host adresan (AAAA) në DNS për
për bashkimin e emrave të hostit me IPv4.
bashkimin e emrave të hostit me IPv6.
Përdorë pointer (PTR) rekorde në IN- Përdorë PTR rekorde në IP6.ARPA DNS
ADDR.ARPA DNS domen për bashkimin domen për bashkimin e IPv6 me emra të
e IPv4 me emra të hosteve.
hosteve.
Mbështet 576 bajt madhësi pakete (shpesh Mbështet 1280 bajt madhësi pakete (pa
e fragmentuar).
fragmentim).
Tabela 2. Diferencat ndërmjet IPv4 dhe IPv6 [5]

4.3 Migrimi prej IPv4 në IPv6
Edhe pse në dukje të pare duket thjesht, migrimi është problem pasi që shtresat e larta janë
të shkruara dhe dizajnuara për 32 bit adresat.Nga ana tjetër , IPv6 nuk ka mekanizem që të
mbaje kohen maksimale të jetes së paketit mbrenda kohes së parapar.Kjo në IPv6 duhet të
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bëhet në shtresa më të larta Algoritmiet që perdorin numrin maximal të header prej 40 byte
në IPv4 duhet të pershtaten t’i perdorin 60 oktete për IPv6.[19]
IPv6 ka qenë e projektimit për të mbështetur IPsec (AH dhe mbështetje ESP header
required) gjithashtu mbështetjen IPv6 versionin e lëvizshmërisë Mobile. IPSec bazuar në dy
lloje të headers të ekstensionit dhe një protokoll për të negociuar parametrat e sigurisë.
Header Authentication (AH) siguron integritetin e të dhënave, të legalizuara të dhënave,
dhe mbrojtje sërish për paketën e tërë IPv6

Figura 7.Migrimi prej Ipv4 në ipv6[19]

4.4 Menaxhimi i bashkëjetesës Ipv4 dhe Ipv6

IPv4 dhe IPv6 pa dyshim do të vazhdojnë të bashkëjetojnë në rrjetin tuaj për disa vite.
Duke marrë barrë e menaxhimit me sukses shtesë përfshir disa pyetje krejtësisht të reja, por
shumë probleme të ketë përgjigje që janë zgjerime të thjeshta e përgjigjese të IPv4. Për të
tjerët, ne përshkruajë atë konsensusi aktuale praktikë , sepse si ai që është i njohur![9]

4.5 Planifikimi Bandwidthit

Planifikimi Bandwidth janë ndoshta më pak të rëndësishme të konsideratave. Kjo është
shpresa jonë që nga viti trafiku është nxitur kryesisht nga përdoruesit nevojat-nëse këto
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nevoja janë plotësuar mbi IPv4 apo IPv6-atje ndoshta do të ketë ndryshime të vogëla të
mjaftueshme në Bandwidthin e përdorur. Megjithatë, ka mundësi që një aplikim wildly
popullore IPv6, thonë peer-to-peer networking mund të duket, duke krijuar kërkesa të reja
për bandwidth. Gjithashtu, nëse infrastruktura juaj IPv6 është fizikisht i ndarë, ju padyshim
do të duhen dimensionet në përputhje me rrethanat. Nëse kjo nuk është e ndarë, nuk mund
të jetë potencial për IPv4 trafikut të vuajnë në duart e IPv6, apo anasjelltas, nëse ka
mbipopullim.[9]

4.6 Rrugtimi në internet (Internet routing)
Ka disa forma të rrugtimit në Internet:
•

Rrugtimi statik,

•

Rrugtimi default (normal),

•

Rrugtimi i bazuar në mënyr specifike në host (host-specific routing),

•

Rrugtimi dynamik.[1]

Rrugtimi statik:
Cdo gjë bëhet nga administratori i rrjetës, pra tabela e shtigjeve krijohet dhe modifikohet
nga administratori.
Rrugtimi normal (default):
Në fund të RT krijohet nëe shteg default që perputhet me cilendo IP adrese. Kryesisht
perdoret për vendet që kan vetëm një lidhje me Internet[1]
Rrugtimi host-specifik:
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Ky lloj rrugtim mundson administratorit të ketë më shumë kontrollë mbi rrjeta dhe lejon
testimin.Kjo zakonisht mendohet në qasje e nje host-i të vecant për të korrektuar lidhjet
dhe tabelar e shtigjeve .[1]
Rrugtimi dinamik :
Mundson krijimin dhe modifikimin në mënyre dinamike të RT-s .Protpkolet për këtë janë
RIP,OSPF dhe BGP .

5. Topologjia
Një ndikim i dukshëm në një plan të vendosjes është topologji i rrjeti ekzistues. Kjo do të
diktojnë ku gjërat mund të ndryshohen, dhe sa e shtrenjtë dhe e vështirë do të jetë.

Në përgjithësi, zgjedhja juaj do të jetë nëse do të modifikojë topologji në shtresën e 2 dhe jo
3 shtresa. Nëse gjërat janë të shpartalluar në rrjetin tuaj ekzistues nuk është në përgjithësi
një arsye të mirë për atë (WAN lidhjet, siguria) dhe këto arsye do të jetë invariant nën
zbatimin e IPv6.
Natyrisht routerat janë një aspekt veçanërisht i rëndësishëm i rrjeteve nën dy IPv4 dhe
IPv6, që do të thotë se ajo nuk mund të jetë e mundur për të ndryshuar ato aq lehtë si mund
të pëlqehet. Topologji në shtresë 2 është relevante për intra-site komunikimit, si dhe mund
të kërkojë një nga mekanizmat tranzicion të duhur të mundësuar njëjtë. Nëse dikush
dëshiron të ndajë nga IPv4 IPv6 dhe komunikimin, zgjedhje të fillojnë të shfaqen. Ju mund
ta bëni atë në një nivel VLAN, rast në të cilin host tuaja duhet të mbështesin protokollin
802.1q VLAN tagging, të rralla, por jo e pamundur. [9]

5.1 IPv6 Rrjeti Skenari Topologji

Në mënyrë tipike, IPv6 është përdorur në një topologji të rrjetit të përzier që gjithashtu
përdor IPv4, siç tregohet në figurën e mëposhtme. Kjo shifër është përdorur si referencë në
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përshkrimin e detyrave të konfigurimit IPv6 në seksionet e mëvonshme.Rrjeti ndërmarrje
Skenari përbëhet nga pesë subnets me IPv4 adresave ekzistuese. Lidhjet e rrjetit
korrespondojnë drejtpërdrejt me subnets administrative. Të katër rrjetet e brendshme janë
treguar me RFC 1918-style privat adresave IPv4, e cila është një zgjidhje të përbashkët për
mungesën e adresave IPv4.[13]

5.2 Topologjia fizike

Figura 8. IPV4 VS IPv6 Rrjeti Skenari Topologji[13]
Skema adresimin e këtyre rrjeteve të brendshme e ilustrojm më poshtë:

5.3 Topologjia logjike
Subnet 1 është shtylla kurrizore e brendshme rrjeti 192.168.1.
Subnet 2 është rrjeti i brendshëm 192.168.2, me LDAP, sendmail, dhe serverat DNS.
Subnet 3 është rrjeti i brendshëm 192.168.3, me servera NFS të ndërmarrjes.
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Subnet 4 është rrjeti i brendshëm 192.168.4, e cila përmban mikpritësit për punonjësit e
ndërmarrjes.
Rrjetit 172.16.85 funksionon si DMZ e korporatës. Ky rrjet përmban serverat e web servers
anonime, FTP, dhe burime të tjera që ndërmarrja ofron për botën e jashtme. Router 2
drejton një firewall dhe ndan rrjetin publik 172.16.85 nga shtylla kurrizore e brendshme. Në
anën tjetër të DMZ, Router 1 shkon një firewall dhe shërben si server i ndërmarrjes së
kufirit.

Në figurën 2-1, DMZ publik ka 1918 adreson RFC privat 172.16.85. Në botën e vërtetë,
DMZ publiku duhet të ketë një adresë IPv4 regjistruar. Shumica e vendeve IPv4 përdorin
një kombinim të adresave publike dhe RFC 1918 adresat private. Megjithatë, kur je futur në
IPv6, koncepti i adresave publike dhe adresat private ndryshon. Sepse IPv6 ka një hapësirë
shumë më të mëdha të adresave, ju përdorni adresat IPv6 publike në të dy rrjetet private
dhe rrjetet publike.

Rafte Solaris Protokolli Oracle dyfishtë mbështet operacionet në harmoni IPv4 dhe IPv6. Ju
mund të kandidoni me sukses në IPv4 lidhur me operacionet gjatë dhe pas vendosjes së
IPv6 në rrjetin tuaj. Kur ju të vendoni IPv6 në një rrjetin operativ që është tashmë duke
përdorur IPv4, sigurisht që ju nukë do ti ndërpresin operacionet e vazhdueshme.[13]

6.Router vendosja dhe reklamimi
Në lidhje me vendosjen e router në përgjithësi ose në rikonfigurimit, janë tre raste kryesore
të marrin në konsideratë:

1. Router i njejtë IPv4/IPv6, me të njëjtën rrugë dalje (dmth., lidhjes amtare e tutje).

2. Router i njejtë IPv4/IPv6, me rrugë dalje të ndryshme (p.sh., nëpërmjet një tuneli).
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3. Router të veçantë IPv4 dhe IPv6 (p.sh., Figura 6-1).

Këto dallime janë të rëndësishme kur konsideron lidhjen tuaj tutje, por ata do të jenë
transparente. Në një rrjet të sheshtë (transmetim), të tilla si një LAN të vetme, njoftime
router tuaj do të sigurojë që çdo IPv6-të aftë merr një adresë të lidhjes. Nëse ju ndodh që të
ketë më shumë se një router në LAN tuaj, që të dy do të shpallë veten, nëse ata janë
reklamat prefikset të ndryshme, atëherë merrni adresat të ndara nga njëri.[9]

Gjithashtu të jenë të vetëdijshëm se në qoftë se ndryshimet tuaja të paraprijë nga koha në
kohë, për shembull, në qoftë se ju përdorni 6në4 me një adresë dinamike IPv4 si endpointatëherë adresat e të gjitha ushtrive tuaja do të ndryshojë. Ndërsa ne si të insistojnë se IPv6
IPv4 është vetëm si në të gjitha mënyrat më të mira, ka disa pasoja interesante për shpallje
router që mund të kapur ju nëse ju përdorni VLANs gjerësisht. Kur një router kthehet deri
në një rrjet, kjo zakonisht do të njoftojë veten dhe të fillojnë caktimin e adresave. Nëse
routeri nuk është në rrjetin e ajo është menduar të jetë, shembull, duke qenë mbyllën në një
switchport të gabuar VLAN-it do të fillojë shpërndarjen adresat që do, shkurtimisht,
punojnë (për vlera të vogla "punë" - ata nuk janë të ngjarë të jetë në DNS dhe nuk mund të
shkojë me ndonjë listat e kontrollit të qasjes ju ose të tjerët kanë përcaktuar).

Kur operatori vëren gabim dhe tërheq nga kabllo patch, adresat papritmas do të largohet
nga puna, dhe shanset janë se makina që kanë ato do të vazhdojnë të përpiqen të përdorin
ato. Që gabimi të ndodhë, ju mund të dëshironi të marrin në konsideratë konfigurimin
mbarime të arsyeshme për shpallje të routerit, adresat e saj nuk do të jetë shumë mos e
përdorni anyway. Vini re gjithashtu se, edhe kur konfigurimi i saktë, rrjedhjet e paketave të
gjithë kufijve VLAN është mirë i dokumentuar, tipar i pajisjeve të rrjetit.

E gjithë kjo merr edhe më shumë interes, nëse routerit tuaj drejtohet nga një protokoll
trunking si VTP. Në vend se thjesht nuk punojnë në qoftë se ju plug it në një port jo-VTP,
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është e mundshme që trafiku në VLAN paracaktuar do t'i merrni përmes, dhe ju do të filloni
të keni adresat nga diku. Në mënyrë tipike, ajo do të pothuajse me siguri të jetë i gabuar
diku.
Në përmbledhje, ne kemi treguar një numër të ndikimeve të mundshme në planin e
vendosjes. Ju do të duhet të marrin në konsideratë në një minimum trajtimin, mposhti dhe
emërtimin në planin tuaj të vendosjes, si dhe shqetësime të tilla si organizative që do të
paguajnë për të, dhe i cili do të mbështesë atë

7.Ndërmarrje në klasë të IPv4 të rrjetit
XYZ Corp, një kompani e mbajnë rrjetin e vet, vendos të zbatojë një program pilot IPv6 për
të provokuar një auditim të plotë të aplikacioneve në shtëpi të tyre, e cila kohët e fundit
demonstruan brishtësinë në fytyrën e paqëndrueshmërisë së rrjetit. Program pilot IPv6 do të
krijojë lidhjen minimale e nevojshme për të testuar IPv6 aplikimet në rrjetet e brendshme
desktop dhe server. Lidhje të jashtme IPv6 nuk është absolutisht e nevojshme, por do të
dorëzohet nëse është e mundur.[9]

Ekipi i zhvillimit janë të udhëzuar se kur ata janë duke kaluar nëpër kodit të bazës për
aplikimet e kompanisë, ata duhet të ndryshojë kodin që të jetë adresa e pavarur dhe të jenë
më elastike për dështimet. Ekip Zbatimi kanë për të ofruar një platformë pune IPv6 jo për
ekipin e zhvillimit, të cilët janë parashikuar të marrë mjaft disa kohë, kur reworking kodi,
por për ekipin e testimit, kështu që nuk ka kohë të mjaftueshme për vendosjen për të marrë
vendin.
Ekipi vendosja të fillojë procesin e komunikimit duke xhiruar një kurs të brendshëm IT
stafit në IPv6, ata mund të përdorin këtë libër, materiale shitësi, dhe kështu me radhë. Ata të
ngritur një makinë për departamentin e IT e cila ka një tunel me anë të një ndërmjetësi
tunelit, duke u lejuar atyre që të bëhen të njohur me trajtimin, kurs, dhe karakteristika të
reja si kërkesë router në një mjedis ku nuk ka veçanërisht rëndësi nëse lidhjes është lart ose
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poshtë . (Përpjekje për të vendosur një protokoll të ri, ku një pjesë e konsiderueshme e stafit
nuk kanë ekzekutuar ndonjë komandë IPv6 lidhur nuk është i rekomanduar.)

Ata fillojnë procesin e analizës së rrjetit, dhe të arrijë në përfundimin se tre gjëra duhet të
ndryshojnë: Rrjeti desktop, serveri në rrjet (të cilat janë të dyja të trajtohen veç e veç dhe
dërgoheshin në rrjete IPv4, dhe duhet të mbetet kështu në IPv6) dhe dalje kurs. Kompania
ka vendosur që pavlerë me router vetme e tyre dalje nuk është diçka që ata duan të bëjnë,
dhe për këtë arsye zgjedhin për të marrë lidhjet e jashtme të IPv6 nëpërmjet disa kit mall të
lirë ata kanë gënjyer.

Rezultatet e projektimit të rrjetit proces në një arkitekturë që trajton arkitekturën dhe
subnetting që duket shumë e ngjashme me rrjetin ekzistues IPv4, përveç se kur një RFC
ekzistuese 1918-1916 është përdorur për rrjetin e brendshëm, ISP në rrjedhën e sipërme e
kompanisë dakord për furnizimin e tyre me një tunel dhe nga PA hapësirën e tyre. Nga një
pikë adresimin e parë, ata të caktojë një të vetme për çdo lidhje WAN për zyrat e tyre të
largëta, të cilët nuk janë aktivizuar akoma IPv6, dhe rezervë për serverin e tyre dhe rrjetet
desktop. Çdo tunele mes routerit do të numërohen n njëpasnjësh . Ndërsa kjo mund të mos
jetë optimal, ajo duhet të punojnë.Stafi i mbrendshëm IT janë të gatshëm për të shtyrë një
pirg IPv6 në metodologjinë standarde patching, kështu që një instalim mbikëqyrur manuale
dhe reboot prej rreth 300 workstations është bërë nga dhjetë vullnetarët, e cila shkon
ngadalë, por pa incidente. Njëkohësisht me këtë, një rezervë Cisco seri 3600 është gjetur,
dhe lidhur me DMZ që varet jashtë router ekzistuese.
Të dyja janë gjetur të jetë duke punuar.

IT personelat pengojne në nocionin e një konvertimit të plotë të serverit ekzistues, kështu
që vetëm katër serverat janë konvertuar: dy në të cilën server-at e aplikimit , dhe DNS /
DHCP serverat. Adresat IPv6 mbahen në regjistrat AAAA në zonën e njëjtë të brendshëm
në DNS servers i ekspozuar ndaj botës së jashtme. Upgrade server ekspozon një bug në një
prej aplikimet ku në qoftë se ajo bën një një kërkesë DNS dhe nuk marrin një përgjigje, ajo
kthen një gabim të çuditshme për përdoruesit në vend që të bien përsëri në një kërkesave.
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Ekipi i zhvillimit ka shërbim IPv6 të mjaftueshme për të testuar aplikimin e tyre reworked,
dhe kërkon reagime. Projekti është shpallur i mbyllur deri sa çështja është ri-hapur nga një
Fiat menaxhimit të mëvonshëm.

8.Tranzit-sigurimin e mesëm ISP
Menaxhimi në kompani vendos se është koha për të fituar përvojë me IPv6. Ndërsa nuk ka
pasur shumë kërkesa të drejtpërdrejtë të konsumatorëve deri më sot, janë një çift të
klientëve të mëdhenj me ndikim që kanë atë në afat-gjatë leximin e tyre, dhe nuk është e
nevojshme për të fituar kuptim tani në mënyrë që të shmangin blerjen e pajisjeve të reja që
mund të pengojnë Vendosja IPv6 gjatë jetës së tij në rrjet.[9]

Një individ është i ngarkuar me punë për të fituar familjaritet me IPv6, duke krijuar një rrjet
të vogël (një provë router, një server dhe lidhjes në internet IPv6) dhe duke filluar procesin
e edukimit pjesën tjetër të stafit të operacioneve.

"Eksperti IPv6" prokuron një server UNIX-bazë dhe një rezervë Cisco router 7200 me
Ethernet dhe ATM lidhjes. Një IPv6 IPv4-në-tunel është konfiguruar në një ISP-së të cilët
kanë ngritur tashmë IPv6, dhe hapësirë adresa është marrë prej tyre. Në të njëjtën kohë, ISP
fillon procesin e kërkuar hapësirë IPv6, e cila përfshin përgatitjen e një plani.[9]

Duke fituar përvojë me vendosjen fillestare, se është koha për të filluar zgjerimin e rrjetit
dhe duke marrë hapat e parë drejt integrimit. Ekspertiza fillon të rritet në të gjithë
kompanisë.ISP merr vet hapësirën e saj të adresave nga RIPE, ndërsa vendosja është ende i
vogël, rinumërimin fillon. Kjo përfshin zhvillimin e një plan që do të adresojë shkallë në të
ardhmen. Organizata është dhënë një prefix nga RIPE. Në planin që trajton, një e katërta e
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kësaj është caktuar për projektin e vendosjes, me pjesën tjetër të rezervuar për përdorim në
të ardhmen. Kjo hapësirë është e ndarë në katër, një për secilin rajon në të cilën rrjeti
vepron.

Në përputhje me rregullat e Regjistrit Rajonale të tyre të internetit. Vini re se këto nuk janë
konfiguruar ende dhe mund të mos jetë mjaft për disa kohë, ata janë të rezervuara në planin
e adresuar për kur të vijë koha.
Me rinumërimin e plotë, rruga tani është e hapur për ISP për të drejtuar BGP dhe
organizoni hedhur sytë dhe tranzit në mënyrë të zakonshme nga rrjetet e tjera.ISP ka një
infrastrukturë të bazuar në, ndër të tjera, teknologjitë e ATM-ve dhe të gjerë-zonë Ethernet.
Një router shtesë është prokuruar dhe një dedikuar IPv6 zonë të gjerë lidhja është ngritur
mbi ATM në një tjetër pop.

Kjo është ende e ndarë nga rrjeti ekzistues IPv4 shpartalluar, si ajo është përdorur në hapin
e mëparshme, ka qenë treguar të jetë agnostik e trafikut IPv6.
Tani që parakushtet për vendosjen e një infrastrukture IPv6 kurs janë kuptuar, ISP anketat
rrjetin e saj ekzistues me synim mbështetjen e dyfishtë-bërë pirg operacion. Politika e
blerjes IPv6-të aftë pajisje iniciuar në hapin 1 fillon të paguajë dividentin si ndikimi i IPv4vetëm pajisje është minimizuar.Fillim-adoptues konsumatorët të cilët janë të gatshëm të
marrin pjesë në rollout IPv6 tani mund të lehtësohet me anë të IPv6-in-IPv4 tunele apo
qarqeve të dedikuar virtuale ose VLANs në lidhjet e gjerë zona e tyre.

Ka ardhur koha për të integruar mbështetjen IPv6 me rrjetin ekzistues, përmirësimin ose
vendosjen workarounds kur është e nevojshme. Trajnimi është dhënë për të gjithë stafin e
operacioneve, i kryer nga ata që kanë fituar përvojë në fazat e mëparshme. Një plan
dislokimi është hartuar nga ekipi IPv6 dhe, pas një fillestar drejtuar-të kalojë në një router
të vetme, është dorëzuar ekipit të operacioneve për të zbatuar (me mbështetjen e ekipit
IPv6) në mënyrë që ata janë të lumtur që ata kanë ekspertizë për të vendosur dhe
mbështetjen IPv6 në infrastrukturën e tyre.Në ndërkohë, mbetura IPv4-vetëm shërbime
menaxhohen janë nënshtruar përmirësimet vizatim në përvojën e dyfishtë-stacking e
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9.Rast i veçantë: Shkëmbim Internet Point
Një Pik Shkëmbimi Internet (IXP) është një strukturë që siguron një vend për ofruesit e
shërbimeve të internetit për të përmbushur. Qëllimi i tyre është për të kursyer para për ISPtë dhe për të përmirësuar lidhjen për klientët e tyre. Mendojnë për atë të cilën konsumatorët
të shumta lidhur mbi lidhjet WAN, kjo është një mënyrë për të marrë drejtpërdrejtë lidhjes
peer-to-peer në një mënyrë të shkallëzuar.[12]

Tabela.3 internet point[22]

Anëtarët e IXP të vendosë për të zbatuar IPv6 si plotësisht të jetë e mundur në kuadër të
shkëmbimit, si pjesë e qëllimeve për vitin e ardhshëm financiar. Si pjesë e orarit të
zakonshëm të përsëritet përmirësimet kaloni ata të specifikojë se shitësit do të jetë në
gjendje për t'iu përgjigjur tenderëve pa përfshirë detaje mbi nivelin e tyre të përkrahjes për
IPv6.

Ndërsa kjo është supozuar se bashkëmoshatarët e drejtpërdrejtë të një IXP do këtë rrugë /
48, është e mundshme që rrjetet e tjera më të largëta do të refuzojë reklama e një rrjeti të
tillë të vogël. Ekipi Operacionet pra supozon se kjo hapësirë adresë, ndërsa unik, nuk është
globalisht routable dhe kështu që nuk mund të arrihet nga të gjitha vendet në internet.
Shërbime të tilla si syzet kërkim dhe NTP servers që duhet të jenë të arritshme në nivel
global duhet ende të marrë hapësirën e tyre.
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10.Planifikimi i adresimit dhe qasjës në rrjetin kompjuterik
Dynamic Host Configuration Protocol (DHCP) dhe Dommain Name System (DNS) luajnë
një rol të rëndësishëm në ofrimin e niveleve të larta të shërbimeve, siq është Active
Directory Domain Services dhe aplikacionet siq janë serverët mail dhe serverët me baza te
shënimeve.[11]

Për implementimin e shërbimeve të rrjetit, duhet të kemi njohuri adresimi në IPv4 dhe
IPv6. Pastaj, ju mund të merrni vendime të duhura për konfigurimin dhe vendosjën e IP
adresave në rrjetin serverik të kompanisë.

Figura 9. Një planifikim i skemave të IP adresave.[11]
Për llogaritjën e numrit të subneteve që kërkohen, vendosni se sa subnete ju duhen në
rrjetin tuaj. Përdor formulën 2^n, ku n është numri i bitëve. Rezultati duhet të jetë së paku
numri i subneteve i rrjetës së kërkuar. Ju mund të llogarisni numrin e bitëve të hostit që
kërkohen me formulën 2^n-2, ku n është numri i bitëve.[11]
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11. Të mirat e përdorimit të DHCP-së
DHCP luan rol të rëndësishëm në infrastrukturën serverike të Windows Server 2008. Është
vegël kryesore për shpërndarjën e informatave të rëndësishme të rrjetës tek klientët dhe
ofron informata të konfigurimeve në shërbimet të mundura rrjete, duke përfshirë Windows
Deployment Services (WDS) dhe Network Access Protection (NAP).

Protokoli i DHCP-së thjeshtëson konfigurimin e rrjetit tek IP klientët. Përapra se DHCP të
përdorej gjërësisht, çdo herë, tek klientët në rrjet, duhej konfiguruar informata për rrjetën;
IP adresën, subnet maskën, default gateway.[10]
Kur duhet të bëhet menaxhimi i shumë kompjuterëve në rrjet, bëhet e vështirë menaxhimi i
tyre në mënyrë manuale. Shumë korporata, menaxhojnë mijëra paisje kompjuterike, duke
përfshirë paisjet e dorës, kompjuterët desktop dhe laptopë.
Me anë të rolit DHCP Server ju mund të siguroni se të gjithë klientët kanë konfigurimet
adekuate.

Figura 10. DHCP Serveri. [ 10 ]
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11.1 Planifikimi i DHCP Serverëve
Për të ofruar IP funksionalitet, DHCP serveri duhet të qëndrojë online gjatë gjithë kohës.
Megjithatë, për rritjën e sigurisë së shërbimit të vazhdueshëm, konsideroni vendosjën e disa
DHCP serverëve.
Kur implementoni DHCP serverë, konsideroni faktet në vazhdim:
•

DHCP serverët nuk komunikojnë njëri me tjetrin. Për këtë, nëse konfiguroni kopje
ose ‘overlapping scopes’, IP duplikate mund të vendosen, duke dërguar në probleme
rrjeti.
Kur një rrjet ka dy DHCP serverë, është praktikë më e mirë shpërndarja e IP adresës
në subnet përgjatë dy serverëve. Kjo njihet si rregulla “80/20”. Në këtë rregull, një
kufi (scope) në njërin server definon 80 përqind të IP adresave për lëshim, kurse
serveri i dytë definon 20 përqind të adresave. Kjo përmirson gatishmërinë e DHCP
serverëve nëse njëri prej tyre bjen.
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12.KONKLUZIONI

Konkludimi është pjesë e rendësishme e punimit të temes së diplomes, e cila e percjell gjatë
të të gjitha fazave. Pas percaktimit të temes së diplomes fillova të bej hulumtimet e para.
Tani ne jetojmë në epoken e teknologjisë kështu që hulumtova

rreth burimeve dhe

grumbullimit të literatures, duke shfrytezuar të arriturat teknologjike.

Bëra kërkime ne internet duke u munduar që të gjejë burime sa me të sigurta nga literaturat
e ndryshme elektronike siq janë: librat, hulumtimet shkencore, raportet shkencore dhe
shtetrore, ueb faqet e ndryshme etj. Kërkimet janë bërë në dy gjuhë të ndryshme: në gjuhën
Angleze dhe në gjuhën Shqipe.

Gjatë hulumtimeve dhe grumbullimit te informacionit të cilin duhej të përdorej për punimin
e temes rendesi të veqantë i kushtohej cilësis, sasisë dhe rastit te studimit.

Gjatë shfeltimit te literatures dhe hulumtimeve në internet grumbulluam sasi të
mjaftueshme të të dhënave për punimin e temes së diplomes, me kujdes selektuam burimet
te cilat i cilesuam si më të sigurta dhe perpunuam te dhenat.

Gjathulumtimeve hasa në veshtersi të shumta, pershkak që për ipv4 vs ipv6 nuk kishte
libra në gjuhën shqipe dhe mu desht të mirem edhe me perkthimin e materialit.Hapat që
duhet të ndiqen në realizimin e objektivave ishin pjesmë e rëndësishme në arritjen e
zgjidhjes së problemeve.
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