Grensene for behandling av fødselsnummer og andre entydige identifikasjonsmidler : Personopplysningsloven § 12 by Ramse, Cecilie
  
 
 
Grensene for behandling av fødselsnummer og andre 
entydige identifikasjonsmidler 
 
 
 
Personopplysningsloven § 12 
 
 
 
 
 
 
 
Kandidatnummer: 414 
Veileder: Lee Andrew Bygrave 
Leveringsfrist: 25.april 2006 
 
 
 
Til sammen 13.212 ord 
 
26.10.2006 
 
Innholdsfortegnelse 
 
1 INNLEDNING 1
1.1 Presentasjon av problemstilling 1 
1.2 Begrepsavklaring 3 
1.2.1 Identifikasjonsmiddel og identifisering 4 
1.2.2 Entydig 6 
1.2.3 Behandling og behandlingsansvarlig 7 
1.3 Rettskildebruk 8 
1.3.1 Norsk lov 8 
1.3.2 Forarbeider 9 
1.3.3 Forskrift 9 
1.3.4 Praksis 9 
1.3.5 Internasjonal rett 10 
1.4 Avgrensning 12 
1.4.1 Andre bestemmelser i personopplysningsloven 12 
1.4.2 Utlevering 13 
1.4.3 Pliktsubjektet 13 
1.5 Videre innhold 14 
2 FØDSELSNUMMER OG ANDRE ENTYDIGE IDENTIFIKASJONSMIDLER 15
2.1 Fødselsnummer 15 
2.1.1 Historikk 15 
2.1.2 Oppbygning 15 
2.1.3 Funksjoner 17 
2.2 Andre entydige identifikasjonsmidler 18 
2.2.1 Oversikt 18 
2.2.2 D-nummer 19 
 I
2.2.3 Biometrisk data 20 
3 EUS PERSONVERNDIREKTIVET 21
3.1 Oversikt 21 
3.2 Artikkel 8 nr. 7 22 
4 PERSONOPPLYSNINGSLOVEN § 12 24
4.1 Forholdet til personregisterloven 24 
4.2 Formål med personopplysningsloven § 12 25 
4.3 Strukturen og innholdet i § 12 27 
4.3.1 Vilkår 28 
4.3.2 Retningslinjer nedfelt i forvaltningspraksis 32 
5 AKTUELLE PROBLEMSTILLINGER TILKNYTTET ANVENDELSEN AV § 12 40
5.1 Bruk av fødselsnummer til registerkobling 40 
5.2 Bruk av fødselsnummer som legitimasjon 44 
5.3 Biometrisk data også egnet til legitimasjon 46 
6 KONKLUSJON 50
7 LISTER OVER TABELLER OG FIGURER M V FEIL! BOKMERKE ER IKKE 
DEFINERT.
 
 II
1 Innledning 
1.1 Presentasjon av problemstilling 
Formålet med oppgaven er først og fremst å redegjøre for lov om behandling av 
personopplysninger (personopplysningsloven) av 14. april 2000 nr.31 § 12 og de grenser 
bestemmelsen fastsetter for bruk av fødselsnummer og andre entydige 
identifikasjonsmidler.  I den forbindelse redegjør jeg for strukturen og det nærmere 
innholdet i § 12. 
På bakgrunn av denne redegjørelsen ser jeg nærmere på enkelte problemstillinger 
som reiser seg ved bruk av fødselsnummer og andre entydige identifikasjonsmidler og 
hvorvidt § 12 fungerer i forhold til disse.   
Personopplysningen trådte i kraft 1. januar 2001 1 og § 12 lyder som følger; 
 
”Fødselsnummer og andre entydige identifikasjonsmidler kan bare nyttes i behandling når det er 
saklig behov for sikker identifisering og metoden er nødvendig for å oppnå slik identifisering. 
Datatilsynet kan pålegge en behandlingsansvarlig å bruke identifikasjonsmidler som nevnt i første 
ledd for å sikre at personopplysningene har tilstrekkelig kvalitet. 
Kongen kan gi forskrift med nærmere regler om bruk av fødselsnummer og andre entydige 
identifikasjonsmidler.” 
 
Fødselsnummeret ble i 1964 innført som et rent administrativt tiltak uten hjemmel i 
lov.  Registermyndighetene besluttet å tildele hver enkelt registrert person et individuelt 
fødselsnummer og foretok følgelig en grunnleggende endring i hele registerordningen.  
Fødselsnummerordningen ble oppfattet som en nøytral, forvaltningsmessig reform med 
                                                 
1 Se res. 30. juni 2000 nr.641. 
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stort potensial for effektivisering og ble gjennomført uten noen form for personvernrelatert 
debatt i Stortinget.  Ingen så noen fare i bruk av fødselsnummeret. 2
 
I dag er imidlertid bruk av fødselsnummer en av de ting som engasjerer mange til 
debatt om personvern.  Som følge av den teknologiske utviklingen er det blitt flere 
elektroniske registre, datakommunikasjon og online oppdatering av offentlige og private 
personregistre.  Innsamlingen av personopplysninger gjøres i et langt større omfang enn 
tidligere og systematiseres på en helt annen måte ved hjelp av den moderne teknologi.  Det 
foreligger derfor et større potensial for misbruk av fødselsnummeret i dag, enn da dette 
identifikasjonsnummeret ble innført. 
 
Mange føler en usikkerhet overfor det at personopplysninger om dem blir registrert.  
Fødselsnummeret gir i de fleste tilfeller en effektiv tilgang til disse personopplysningene.  
Fødselsnummeret er imidlertid i seg selv et informasjonsbærende identifikasjonsnummer.  
Det eneste som kan leses ut av selve fødselsnummeret er alder og kjønn på innehaveren av 
nummeret.  Fødselsnummeret røper således ikke personopplysninger av følsom karakter.  
Fødselsnummeret identifiserer heller ikke personen direkte.  De organer eller foretak, som 
har tilgang til folkeregisteret eller lovlig kan få ut opplysninger fra dette registeret, vil ved å 
oppgi fødselsnummeret kunne gjenfinne den aktuelle personen på navn, den direkte 
personidentifikasjon, i registeret. 3
Til tross for dette er mange mennesker av den oppfatning at fødselsnummeret er 
svært privat og personnummeret er den typen opplysning som flest oppfatter det som veldig 
viktig å beskytte. 4 En av grunnene kan være mangelfull kjennskap til hvilke informasjon 
som egentlig ligger i fødselsnummeret.  Det er imidlertid mer sannsynlig at folk er 
engstelige for bruk av fødselsnummeret som følge av at nummeret i visse situasjoner blir 
brukt til legitimasjonsformål. 
                                                 
2 Knut S. Selmer, Hvem er du? Om systemer for registrering og identifikasjon av personer, Lov og rett, Oslo 
1992, kapittel 4. 
3 Se Tove Grønn, Prosjekt fødselsnummer, Oslo 1995, side 3. 
4 Inger-Anne Ravlum, Setter vår lit til Storebror… og alle småbrødre med?, TØI rapport 789/2005 side 13. 
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 Dersom fødselsnummeret blir benyttet som legitimasjon kan det skje brudd på 
taushetsplikten fordi taushetsbelagte personopplysninger blir gitt ut til vedkommende som 
oppgir fødselsnummeret, uten at denne personen er den han eller hun gir seg ut for å være.  
Det skjer da ingen bekreftelse av at personen er rette innehaver av fødselsnummeret og 
således er berettiget til å få opplysningene utgitt.  Videre gjør fødselsnummeret det enklere 
å samordne, koble og utveksle informasjon om enkeltpersoner enn det navn alene gjør.  
Den teknologiske utviklingen som muliggjør bearbeidingen av store mengder data er mest 
sannsynlig medvirkende til å forsterke folks ønske om å beskytte sitt fødselsnummer. 5
 
På grunn av de problemer man står ovenfor i verden i dag, i forbindelse med 
terrorisme og stadig flere reisende på tvers av landegrensene, har man sett behovet for å 
utvikle nye metoder for identitetskontroll.  Biometrisk data benyttes i stadig flere land i 
blant annet pass og visum.  I Norge er det tatt i bruk biometrisk data i form av ansiktsfoto i 
pass.  På grunn av den utviklingen som har vært på området de siste årene, har stadig flere, 
særlig private aktører, blitt interessert i å ta i bruk biometrisk data.  Dette skaper nye 
problemstillinger i forhold til personvernet, som tidligere ikke er blitt diskutert. 
1.2 Begrepsavklaring 
Nedenfor følger en kort redegjørelse av de mest sentrale begrepene i 
personopplysningsloven § 12.  Hva som ligger i ”fødselsnummer” og ”andre entydige 
identifikasjonsmidler” går jeg ikke inn på i denne sammenheng, da en mer detaljert og 
omfattende gjennomgang av begrepene følger i kapittel 3.  Jeg redegjør imidlertid kort for 
hva som ligger i begrepet ”entydig”.  Begrepsavklaringen gir, i tillegg til å være 
forklarende, en angivelse av § 12 sitt virkeområde. 
                                                 
5 Se Tove Grønn, Prosjekt fødselsnummer, Oslo 1995, side 3. 
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1.2.1 Identifikasjonsmiddel og identifisering 
Personopplysningsloven § 12 regulerer bruken av entydige ”identifikasjonsmidler”.  
Vilkårene for slik bruk er knyttet opp mot begrepet ”identifisering”.  Anvendelse av § 12 
krever derfor en forståelse av de to begrepene. 
 
Begrepet ”identifikasjonsmiddel” forklares ved hjelp av to andre begreper; ”entitet” 
og ”identitet”.  En entitet er det vi ønsker å lagre eller finne opplysninger om.  Det kan 
være alt fra industrimaskiner og forbrukervarer til organisasjoner og mennesker.  I forhold 
til personopplysningsloven § 12 er entitet betegnelsen på en enkeltperson.  En identitet 
derimot er mer abstrakt og kan beskrives som et sett av opplysninger om en entitet som 
skiller den fra andre lignende entiteter.  Når det gjelder personer, er en enkeltpersons 
identitet et sett av opplysninger om han eller henne som skiller vedkommende fra andre 
enkeltpersoner.  Noen opplysninger egner seg bedre enn andre til å skille ut og gjenkjenne 
en identitet.  Slike opplysninger kalles ”identifikasjonsmidler”.  Eksempler på 
identifikasjonsmidler er utseende, sosial oppførsel, navn, kunnskap personen har, samt 
papirer vedkommende innehar, som fødselsattest, pass, førerkort, medlemskapsbevis og 
lignende. 6
 
Identifikasjonsmidler er nødvendige for at man skal kunne foreta en ”identifisering” 
av enkeltpersoner.  Identifikasjon er en prosess der identifikasjonsmidler blir knyttet opp 
mot en spesiell identitet.  En identifikasjonsprosess forutsetter at det foreligger en sentral 
database som allerede har lagret et eksemplar av det aktuelle identifikasjonsmidlet.  Ved å 
identifisere en enkeltperson foretar man en såkalt en-til-flere-sammenligning, 7 hvor 
hensikten er å peke ut en enkeltperson av en gruppe på flere mennesker og fastslå hvem 
denne personen er. 
 
                                                 
6 Se nærmere Roger Clarke, 
7 Technical Report Series, Biometrics at the Frontiers: Assessing the Impact on Society, European 
Communities 2005, avsnitt 1.3.2. 
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Identifikasjon kan forklares ved følgende eksempel.  Når en person skal leie video 
må vedkommende oppgi navn, eventuelt kundenummer.  Dette er et identifikasjonsmiddel 
innehaveren av utleiebutikken allerede har lagret i en database.  Ved å søke på navnet eller 
kundenummeret vil innehaveren kunne finne tilbake til vedkommende i registeret og få 
frem opplysninger som er lagret om vedkommende, som adresse, telefonnummer.  
Innehaveren av utleiebutikken har følgelig foretatt en identifikasjon. 
 
Ofte forveksles begrepene identifikasjon og legitimasjon.  Dette er et problem, 
særlig i forbindelse med bruk av fødselsnummer, og jeg kommer tilbake til denne 
problemstillingen i kapittel 5. 
”Legitimasjon” skiller seg fra identifikasjon ved at legitimasjonsprosessen er en 
prosess der det etableres tillit, eller sikkerhet, til den påstått identiteten.  Det foretas en 
såkalt én-til-én-sammenligning, 8 der hensikten er å bekrefte eller verifiserer at en person er 
den han eller hun gir seg ut for å være.  De enkelte myndigheter og private aktører avgjør 
selv hva de krever for å foreta en slik legitimering av en person.  Det kan blant annet være 
underskrift, identifikasjonspapirer, PIN-kode, smartkort eller passord.  I utleiebutikken får 
de registrerte ofte et leiekort, med navn og kundenummer, eventuelt med adresse og 
telefonnummer.  Innehaveren av utleiebutikken kan da sjekke at vedkommende er den rette 
registrerte, og følgelig skjer det en legitimasjon.   
 
Identifikasjons- og legitimasjonsprosessen knyttes sammen som følge av at de 
begge trengs for å danne et sikkert system for å registrere og identifisere personer. 9 
Dersom hvem som helst kan oppgi en identitet uten å legitimere at han eller hun er den 
rette vedkommende, og således unngå ulemper eller oppnå fordeler, ville registreringen 
være til liten nytte. 
                                                 
8 Technical Report Series, Biometrics at the Frontiers: Assessing the Impact on Society, European 
Communities 2005, avsnitt 1.3.1. 
9 Se nærmere om slike systemer i Knut S. Selmer, Hvem er du? Om systemer for registrering og 
identifikasjon av personer, Lov og rett 1992 side 311. 
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1.2.2 Entydig 
Kun ”entydige” identifikasjonsmidler er egnet til unikt å identifisere personer og 
skille mellom ulike identiteter.  I eksempelet ovenfor fra videobutikken har 
behandlingsansvarlig bare tatt i bruk navn, eventuelt kundenummer, adresse og 
telefonnummer.  Bruk av slike vanlige identifikasjonsmidler kan medføre feil ved 
identifiseringen av en person i og med at flere personer kan ha samme navn eller adresse og 
følgelig kan ulike identiteter forveksles.  Dette er sannsynligvis ikke et problem ved utleie 
av video da det er snakk om en liten gruppe mennesker hvor fare for og skadevirkningene 
ved eventuell forveksling er liten.  I andre tilfeller vil forvekslingsfaren og konsekvensene 
av forveksling være større slik at behandlingsansvarlig har behov for en helt sikker 
identifisering, man må rett og slett være sikker på at enkeltindivider ikke forveksles.   
 
Roger Clarke 10 har oppført en liste over de kriteriene han mener er ønskelige hos et 
identifikasjonsmiddel for at det skal være entydig; 11
• Universal dekning. 
o Hver relevant person må ha et identifikasjonsmiddel av den aktuelle typen i det konkrete 
tilfellet. 
• Unikt. 
o Hver relevant person skal bare ha et eksemplar av identifikasjonsmiddelet. 
o To personer kan ikke ha det samme. 
• Permanent. 
o Identifikasjonsmidlet bør ikke forandre seg av seg selv over tid. 
o Det bør heller ikke være mulig å forandre identifikasjonsmidlet på annen måte. 
• Tilgjengelig. 
o Identifikasjonsmidlet bør være en eller flere naturlige karakteristikker, som hver person har 
og bevarer.  Dersom midlet er kunstig, bør det være påtvunget å ha det tilgjengelig til 
enhver tid. 
• Innsamlingsvennlig. 
o Det bør være mulig å samle inn identifikasjonsmidlet fra enhver person i enhver situasjon. 
                                                 
10 Nærmere om hvem Roger Clarke, se http://www.anu.edu.au/people/Roger.Clarke/ (april 2006). 
11 For en nærmere redegjørelse av denne listen, se Roger Clarke sine hjemmesider 
http://www.anu.edu.au/people/Roger.Clarke/DV/HumanID.html (april 2006). 
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• Lagringsvennlig. 
o Det bør være mulig å lagre identifikasjonsmidlet i både manuelle og elektroniske registre. 
• Eksklusiv. 
o Ikke noe annet identifikasjonsmiddel bør være nødvendig. 
• Nøyaktig. 
o Identifikasjonsmidlet bør være tilstrekkelig forskjellig fra andre identifikasjonsmidler slik 
at feil i liten grad vil skje. 
• Enkel. 
o Identifikasjonsmidlet bør være enkelt å bruke og ikke være tilbøyelig for feil. 
• Kostnadene. 
o Bruk og oppbevaring av identifikasjonsmidlet bør ikke være urimelig kostbart. 
• Bekvemmelig. 
o Bruk og oppbevaring bør ikke være urimelig ubekvemt eller tidskrevende. 
• Akseptert. 
o Bruken av identifikasjonsmidlet bør være tilpasset de, til enhver tid, foreliggende sosiale 
standarder. 
Clarke påpeker imidlertid at et entydig identifikasjonsmiddel aldri vil kunne ha alle de 
ønskelige egenskapene.  Det viktigste er at identifikasjonsmiddelet har en høy grad av 
integritet og ivaretar personvernet til den enkelte. 
1.2.3 Behandling og behandlingsansvarlig 
Reglene i personopplysningsloven § 12 er knyttet opp mot et behandlingsbegrep.  
Behandlingsbegrepet i personopplysningsloven er nytt i forhold til personregisterloven, 
som i hovedsak var knyttet opp mot et personregisterbegrep. 
 
Behandling defineres som ”enhver bruk av personopplysninger”, jf. 
legaldefinisjonen i lovens § 2 nr.2.  Loven nevner som eksempler; innsamling, registrering, 
sammenstilling, lagring og utlevering eller en kombinasjon av slike bruksområder.  
Personregisterlovutvalget slo fast at andre eksempler som uttrykkelig nevnes i EUs 
personverndirektiv artikkel 2 bokstav b, men som av lovtekniske hensyn ikke ble tatt inn i 
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bestemmelsen, også omfattes av personopplysningslovens generelle behandlingsbegrep.  
Det er ingen realitetsforskjell i forhold til direktivet artikkel 2 bokstav b. 12
 
Departementet presiserer i sitt lovforslag at begrepet må forstås ut fra en 
formålsbestemt bruk. 13 Departementet gjør ingen endringer på utvalgets lovforslag og 
nevner i tillegge systematisering, tilpasning eller endring, utvelging, søking, blokkering, 
sperring eller sletting som eksempler på behandling. 
 
En behandlingsansvarlig defineres som den som ”bestemmer formålet med 
behandlingen av personopplysninger og hvilke hjelpemidler som skal brukes”, jf. § 2 nr.4.  
Kun subjekter med sivilprosessuell partsevne, det vil si den som kan opptre som saksøkt i 
en tvist for domstolene, kan være behandlingsansvarlig. 14 I praksis kan det ofte oppstå 
usikkerhet med å fastlegge hvem som skal identifiseres som den behandlingsansvarlige.  
Årsaken er at en behandlingsansvarlig kan sette bort behandlingsoppdrag til andre, såkalt 
”outsourcing”.  Vedkommende forbli likevel den behandlingsansvarlig i lovens forstand.  
Det er følgelig ikke slik at personen som har utført selve behandlingsoppdraget 
nødvendigvis er den behandlingsansvarlig etter loven. 
1.3 Rettskildebruk 
1.3.1 Norsk lov 
Den lovgivning som regulerer bruk av fødselsnummer og andre entydige 
identifikasjonsmidler i behandling består primært av bestemmelsene i 
personopplysningsloven.  Bestemmelsene i loven gjelder for behandling av 
personopplysninger om ikke annet følger av særskilt lov som regulerer behandlingsmåten, 
jf. lovens § 5. 
 
                                                 
12 NOU 1997:19 side 132. 
13 Ot.prp.nr.92 (1998-1999) side 102. 
14 Ot.prp.nr.92 (1998-1999) side 102. 
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I tillegg til personopplysningsloven er to andre lover sentrale.  Lov om 
behandlingsmåten i forvaltningssaker (forvaltningsloven) av 10. februar 1967 og lov om 
offentlighet i forvaltningen (offentlighetsloven) 19. juni 1970 nr.69. 15 Ved behandling i 
henhold til § 12 er det særlig reglene om taushetsplikt og innsyn som kan være av 
betydning. 
 
Lov om folkeregistrering (folkeregistreringsloven) av 16. januar 1970 nr.1 hjemler 
ordningen med fødselsnummer, jf. lovens § 4.  Loven gjelder kun i forhold til 
folkeregisteret og ikke for personregistre generelt. 
1.3.2 Forarbeider 
Forarbeidene til personopplysningsloven består av NOU 1997:19 – ”Et bedre 
personvern”, Ot.prp.nr.92 (1998-1999) 16 og Innst.O.nr.51 (1999-2000).  Ved anvendelse 
av forarbeidene er det viktig å være oppmerksom på at departementet gjorde endringer 17 i 
forhold til det opprinnelige lovforslaget Personregisterlovutvalget la frem i NOU 
1997:19. 18
1.3.3 Forskrift 
En meget sentral forskrift er forskrift om behandling av personopplysninger 
(personopplysningsforskriften) av 15. desember 2000 nr.1265.  I forskriften er det fastsatt 
en bestemmelse om forsendelser som inneholder fødselsnummer i medhold av 
personopplysningsloven § 12 tredje ledd, jf. forskriftens § 9-2. 
1.3.4 Praksis 
Forarbeidene gir liten veiledning om det nærmere innholdet i og forståelsen av 
personopplysningsloven § 12.  Retningslinjer nedfelt i praksis er derfor avgjørende for å 
                                                 
15 For nærmere avklaring av forholdet mellom personopplysningsloven og offentlighetsloven se 
JDLOV-2004-4600. 
16 Odelstingsproposisjonen er lagt frem av Justis- og politidepartementet, i det videre kalt departementet. 
17 Ot.prp.nr.92 (1998-1999) side 114. 
18 NOU 1997:19 side 141. 
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klargjøre innholdet i bestemmelsen.  Domsstolspraksis foreligger så vidt jeg vet ikke.  Det 
foreligger imidlertid en del forvaltningspraksis fra Datatilsynet og Personvernnemnda.  Det 
er derfor Datatilsynets og Personvernnemndas praksis som må tillegges vekt når det 
nærmere innholdet skal fastlegges. 
 
Praksis i medhold at personregisterloven kan brukes, men med en viss varsomhet.  
Man må være bevisst på at det kun er der rettstilstanden er videreført, på tross av ny 
lovgivning, at det er mulig å se hen til retningslinjer nedfelt i slik praksis.  I oppgaven 
kommer jeg ikke inn på om det foreligger noen slike retningslinjer.  Jeg konsentrer meg om 
ny praksis som foreligger angående personopplysningsloven § 12. 
1.3.5 Internasjonal rett 
1.3.5.1 EMK artikkel 8 og SP artikkel 17 
Den Europeiske Menneskerettskonvensjon (EMK) av 1950 artikkel 8 fastsetter at; 
 
”1.  Enhver har rett til respekt for sitt privat- og familieliv, sitt hjem og sin korrespondanse. 
2.  Offentlig myndighet skal ikke gjøre noe inngrep i utøvelsen av denne rett med mindre dette 
inngrepet er i samsvar med loven og i et demokratisk samfunn er en nødvendig forholdsregel for den 
nasjonale eller offentlige sikkerhet, for landets økonomiske velstand, for å forebygge uorden eller 
forbrytelser, beskytte helse eller moral eller beskytte andres rett og friheter”. 19
 
EMK art. 8 er utformet som en rett til respekt for privatlivet.  FN-konvensjonen om 
sivile og politiske rettigheter (SP) av 1966 art. 17 første ledd er formulert på tilnærmet lik 
måte som art. 8.  Mens art. 8 er utformet som en rettighet, er imidlertid art. 17 utformet som 
et forbud mot å gripe inn i en persons privatliv.  Bestemmelsen fastsetter at; 
 
”1.  Ingen må utsettes for vilkårlige eller ulovlige inngrep i privat- eller familieliv, hjem eller 
korrespondanse, eller ulovlige inngrep på ære eller omdømme. 
                                                 
19 EMK artikkel 8 slik den er oversatt i Dag Wiese Schartum og Lee A. Bygave, Personvern i 
informasjonssamfunnet, Oslo 2004, side 95. 
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2.  Enhver har rett til lovens beskyttelse mot slike inngrep eller angrep”. 20
 
FNs Menneskerettighetskomité har uttalt at SP artikkel 17 krever at behandling av 
personopplysninger innen både offentlig og privat sektor underlegges rettslig regulering i 
tråd med grunnleggende prinsipper om personvern.  Den Europeiske 
Menneskerettighetsdomstol (EMD) har gradvis nærmet seg et lignende standpunkt i 
forhold til EMK artikkel 8.  I praksis angående de to bestemmelsene er det imidlertid ikke 
utviklet nye og strengere prinsipper enn det som allerede er nedfelt i andre instrumenter 
som mer direkte angår personopplysningsvern. 21 Jeg går derfor ikke nærmere inn på SP 
artikkel 17 og EMK artikkel 8.  Det er imidlertid viktig å nevne bestemmelsene som 
rettskilde da de inneholder normative retningslinjer for personopplysningsvern. 
1.3.5.2 Europarådets konvensjon om persondatabeskyttelse og EU’s 
personverndirektiv 
Europarådets konvensjon av 28. januar 1981 nr.108 om personvern i forbindelse 
med elektronisk databehandling av personopplysninger ble ratifisert av Norge 20. februar 
1984 uten forbehold, og tok til å gjelde 1. oktober 1985.  Formålet med konvensjonen er å 
sikre respekt for enhver enkeltpersons rettigheter og grunnleggende friheter og især retten 
til privatlivets fred på territoriet til enhver part, uten hensyn til statsborgerskap eller bopel, i 
forbindelse med elektronisk databehandling av personopplysninger som vedrører ham, 
jf. konvensjonens artikkel 1. 
 
Jeg går ikke nærmere inn på innholdet i Europarådets konvensjon.  Jeg nevner den 
likevel fordi den dannet et viktig grunnlag for utarbeidelsen av EUs personverndirektivet 
95/46/EF 24. juli 1995.  Personverndirektivet er gjennomført i norsk rett ved 
                                                 
20 SP artikkel 17 slik den er oversatt i Dag Wiese Schartum og Lee A. Bygave, Personvern i 
informasjonssamfunnet, Oslo 2004, side 95. 
21 Lee A. Bygave, Data Protection Pursuant to the Right to Privacy in Human Rights Treaties, International 
Journal of Law and Information Technology, 1998 (volume 6, s. 274-284) kapittel 5. 
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personopplysningsloven.  Direktivets innhold bygger i stor grad på de samme prinsippene 
som ble fastsatt i Europarådets konvensjon om personvern. 
1.4 Avgrensning 
1.4.1 Andre bestemmelser i personopplysningsloven 
Personopplysningsloven § 12 er en særbestemmelse som gir en særskilt regulering 
som skal sikre at fødselsnummer og andre entydige identifikasjonsmidler ikke misbrukes, 
samt at slike identifikasjonsmidler ikke benyttes i større utstrekning enn nødvendig. 
Selv om bruken skulle være tillatt i medhold av § 12, er imidlertid bruken likevel 
kun lovlig dersom grunnkravene i § 11, er oppfylt; 
 
”Den behandlingsansvarlige skal sørge for at personopplysningene som behandles  
a) bare behandles når dette er tillatt etter § 8 og § 9, 
b) bare nyttes til uttrykkelig angitte formål som er saklig begrunnet i den behandlingsansvarliges 
virksomhet, 
c) ikke brukes senere til formål som er uforenelig med det opprinnelige formålet med 
innsamlingen, uten at den registrerte samtykker, 
d) er tilstrekkelige og relevante for formålet med behandlingen, og  
e) er korrekte og oppdaterte, og ikke lagres lenger enn det som er nødvendig ut fra formålet med 
behandlingen, jf. § 27 og § 28. 
Senere behandling av personopplysninger for historiske, statistiske eller vitenskapelige formål anses 
ikke uforenelig med de opprinnelige formålene med innsamlingen av opplysningene, jf. første ledd bokstav c, 
dersom samfunnets interesse i at behandlingen finner sted, klart overstiger ulempene den kan medføre for den 
enkelte.” 
 
I tillegg må den behandlingsansvarlig må i tillegg tilfredsstille kravene til 
informasjonssikkerhet og internkontroll i henholdsvis §§ 13 og 14. 
 
Oppgaven redegjør kun for § 12 og jeg går følgelig ikke inn på øvrige bestemmelser 
i personopplysningsloven.  Jeg kommer inn på saklighetskravet i § 11 første ledd litra b, da 
dette er nødvendig for å klargjøre innholdet i § 12. 
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1.4.2 Utlevering 
Tove Grønn skiller mellom hjemmel til å kreve fødselsnummeret utlevert og 
hjemmel til å registrere og bruke fødselsnummeret. 22 For å kreve fødselsnummeret utlevert 
presiserer hun at det må foreligge en hjemmel i lov eller forskrift.  Hun ramser opp ulike 
bestemmelser som hjemler et slikt krav om utlevering.  Hun nevner at kravet først og 
fremst rettes mot andre enn fødselsnummerinnehaveren, men at det finnes eksempler på at 
kravet rettes mot personen selv. 
Selve det å kreve fødselsnummeret utlevert falt ikke inn under personregisterloven.  
Å registrere og bruke fødselsnummeret ble imidlertid regulert av bestemmelsene i loven. 
 
I personopplysningsloven nevnes utlevering som et eksempel på behandling av 
personopplysninger, jf. lovens § 2 nr.2.  Utlevering er således omfattet av 
behandlingsbegrepet og reguleres følgelig av personopplysningsloven.  Dette gjelder 
imidlertid ikke krav om utlevering som rettes direkte mot personen selv.  Det er slått fast i 
teori at personopplysningsloven ikke gir hjemmel for ”å kreve at brukerne eller de 
registrerte gir fra seg personnummer og andre entydige identifikasjonsmidler.  Krav om 
utlevering av for eksempel personnummer er et inngrep ovenfor borgerne som krever klar 
hjemmel i lov.  Hjemmel for dette må derfor søkes i spesiallovgivningen.” 23
 
Krav om at enkeltpersoner gir fra seg personnummer og andre entydige 
identifikasjonsmidler er følgelig ikke hjemlet i personopplysningsloven § 12.  Dette nevnes 
for fullstendighetens skyld fordi det ikke kommer klart frem av verken lovteksten eller 
forarbeidene at slik utlevering faller utenfor bestemmelsene i personopplysningsloven. 
1.4.3 Pliktsubjektet 
Personopplysningsloven gjør ikke skille mellom bruk av fødselsnummer og andre 
entydige identifikasjonsmidler i henholdsvis offentlig og privat sektor ved. 24 Reguleringen 
                                                 
22 Tove Grønn, Prosjekt fødselsnummer, Oslo 1995, side 6. 
23 Line M. Coll og Claude A. Lenth, Personopplysningsloven – en håndbok, Oslo 200, side 59. 
24 Ot.prp.nr.92 (1998-1999) side 27. 
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på disse to områdene er således lik.  Departementet presiserer imidlertid at 
personopplysningsloven ikke gjelder for behandling av personopplysninger for rent private 
formål. 
 
Redegjørelsen nedenfor følger det behandlingsbegrepet personopplysningsloven er 
knyttet opp mot.  Oppgaven skiller derfor ikke mellom bruk av fødselsnummer og andre 
entydige identifikasjonsmidler i offentlig og privat sektor. 
1.5 Videre innhold 
Nedenfor i kapittel 2 redegjør jeg først nærmere for hva som ligger i betegnelsene 
”fødselsnummer” og ”andre entydige identifikasjonsmidler”.  Det vil da enklere å følge 
med i resten av oppgaven.   
 
I kapittel 3 redegjør jeg for EUs personverndirektiv og ser spesielt på artikkel 8 nr. 
7.  Det er denne bestemmelsen som gjennomføres i § 12 og det er derfor viktig å vite hva 
som ligger i bestemmelsen. 
 
I kapittel 4 redegjør jeg for oppbygningen av og innholdet i 
personopplysningsloven.  Lovteksten er ikke like klar på alle punkter og det er derfor 
nødvendig å trekke inn retningslinjer fra praksis. 
 
I kapittel 5 ser jeg på grunner til at mennesker ønsker å beskytte fødselsnummeret 
og ser på nummeret som svært privat.  Jeg tar utgangspunkt i registerkobling og aksept av 
fødselsnummeret som legitimasjon og ser på hvorvidt § 12 fungerer etter sin hensikt, eller 
om bestemmelsen er mangelfull.  Jeg ser også på hvorvidt bruk av biometri bør reguleres 
etter de samme kravene som fødselsnummeret. 
 
I kapittel 6 følger en konklusjon som vil trekke noen slutninger ut fra 
gjennomgangen i oppgaven. 
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2 Fødselsnummer og andre entydige identifikasjonsmidler 
2.1 Fødselsnummer 
2.1.1 Historikk 
Fødselsnummeret ble tatt i bruk i 1964 ut fra ønsket om en enkel og entydig måte å 
identifisere enkeltpersoner på. 
Flere offentlige myndigheter, da særlig skattemyndighetene og 
trygdemyndighetene, opererte med forskjellig type identifikasjonsnumre.  Etter hvert som 
stadig flere slike nummersystemer ble tatt i bruk, ble faren for forveksling stor.  Siden det 
var i næringslivet ulempen ved så mange forskjellige nummersystemer først meldte seg, var 
det herfra spørsmålet om et felles identifikasjonsbegrep for personer først ble reist.  På 
bakgrunn av henvendelse fra næringsorganisasjoner ga Finansdepartementet i brev av 
27. februar 1961, Statistisk Sentralbyrå i oppdrag å lede arbeidet med å utrede og innføre et 
fast identifikasjonsnummer for personer i Norge. 25
Fødselsnummeret ble således innført som et rent administrativt tiltak og etter sterke 
ønsker fra forvaltningen og næringslivet. 26 Med fødselsnummeret ville det bli lettere å 
samordne og utveksle informasjon om enkeltpersoner når dette var nødvendig eller 
ønskelig ut fra oppgavene institusjonen eller bedriften var pålagt. 27
2.1.2 Oppbygning 
For enhver som er bosatt i Norge, fastsettes et fødselsnummer.  For andre personer 
kan det fastsettes enten et fødselsnummer eller et D-nummer når det foreligger et begrunnet 
                                                 
25 NOU 1975:10 side 112. 
26 Knut S. Selmer, Hvem er du? Om systemer for registrering og identifikasjon av personer, Lov og rett 1992 
side 322. 
27 NOU 1997:19 avsnitt 12.5.7.3.3 
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behov for det, jf. folkeregistreringsloven § 4.  D-nummer kommer jeg kort tilbake til i 
avsnitt 2.2.1. 
Da det skulle opprettes et identifikasjonsnummer ble det stilt krav til egenskaper 
nummeret måtte inneha. 28 For det første skulle det være entydig.  Det vil si at ikke mer enn 
en person skulle ha et bestemt nummer, og hver person skulle bare ha dette ene nummeret.  
For det andre måtte nummeret være permanent.  Dette innebar at nummeret ikke skulle 
endre over tid.  Videre måtte nummeret være tilgjengelig.  I det lå det at nummeret måtte 
lett kunne fremskaffes på nytt dersom det gikk tapt i en eller annen sammenheng.  For det 
fjerde skulle nummeret inneholde fødselsdatoen, som etter forutsetningene ville bli krevd i 
de fleste forbindelser.  Nummeret måtte også være tilgjengelig på den måten at det lett 
kunne gjenskaffes og behandles av mennesker og maskiner. Til slutt var det et krav at 
nummeret måtte være pålitelig slik at feil i nummeret lett skulle kunne oppdages.  
Egenskapene, som er nevnt ovenfor, er flere av de samme egenskapene Roger Clarke har 
oppført i sin liste over ønskelige egenskaper hos entydige identifikasjonsmidler. 
Fødselsnummeret er et informasjonsbærende nummer.  Med informasjonsbærende 
nummer menes at personer som tildeles nummeret ordnes i grupper etter ulike kjennetegn 
de har til felles.  Slike kjennetegn er for eksempel fødselssted, fødselsdato og lignende.  
Deretter nummereres personene innen de enkelte gruppene i en løpende nummerserie.  En 
utfordring ved fødselsnummeret er at det skal være et permanent identifikasjonsnummer 
over tid.  Dette innebærer at de kjennetegnene som benyttes må være uforanderlige og 
riktig registrert.  Nå kan det skje feil ved registreringen, for eksempel kan en person 
registreres med feil fødselsdato.  Etter hvert er det heller ikke uvanlig at personer skifter 
kjønn.  Dersom slike situasjoner oppstår får vedkommende et nytt fødselsnummer.  Det 
gamle nummeret forblir imidlertid registrert, men med en peker til det nye.  Slik er 
fødselsnummeret et identifikasjonsbegrep som er stabilt over tid. 
Fødselsnummeret består av 11 siffer.  De første seks sifrene angir vedkommendes 
fødselsdato, i rekkefølgen dag, måned og år.  Deretter følger et femsifret personnummer, 
som igjen kan deles inn i to.  De tre første sifrene i personnummeret utgjør et 
                                                 
28 NOU 1975:10 side 112. 
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individnummer, mens de to siste er kontrollsifre.  Individnummeret tildeles fortløpende 
innen den enkelte fødselsdato.  Det første sifferet i individnummeret angir i hvilket år en 
person er født.  Personer født mellom 1850 og 1899 har individnummer fra 750 til 500, 
mens personer født mellom 1900 og 1999 har individnummer fra 499 til 000. 
Ut fra presentasjonen ovenfor vil vi kunne se at en person med fødselsnummer 
260597 651 31 er født i 1897.  Individnummeret er 650 og indikerer at vedkommende er 
født mellom 1850 og 1897.  I sammenheng med fødselsdatoen kommer vi derfor til at 
vedkommende er født 26. mai 1897.  Fra år 2000 har man begynt å bruke sifre om igjen.  
Personer født mellom 2000 og 2049 tildeles individnummer fra 999 til 500.  
Individnummeret 650 vil derfor også kunne indikere at en person er født mellom 2000 og 
2049.  Muligheten for at det utdeles to identiske fødselsnumre på to forskjellige personer er 
således til stede.  Det siste sifre i individnummeret indikerer om vedkommende er mann 
eller kvinne; oddetall for menn og partall for kvinner.  Derfor må det være to menn eller to 
kvinner med samme fødselsdato for at fødselsnumrene skal være identiske.  I eksempelet 
ovenfor vil det samme fødselsnummeret bli tildelt en mann født 26. mai 2097.  Slike 
identiske fødselsnumre vil trolig ikke skape problemer ettersom vedkommende som først 
ble tildelt fødselsnummeret vil være død på den tiden neste person blir tildelt 
fødselsnummerert. 
2.1.3 Funksjoner 
Mye av bakgrunnen for debatten rundt bruk av fødselsnummeret ligger i de 
konsekvensene fødselsnummerets ulike funksjoner kan medføre.  Nedenfor redegjøres kort 
for disse funksjonene. 
2.1.3.1 Identifikasjonsbegrep 
Når det er fødselsnummeret som benyttes til å identifisere personer i et register, er 
fødselsnummeret identifikasjonsbegrepet i det registeret.  Navn kan også være 
identifikasjonsbegrep i et register, men er ikke like sikkert og entydig som 
fødselsnummeret.  
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2.1.3.2 Inngangsnøkkel 
Fødselsnummeret kan brukes som nøkkel ved oppslag i registre hvor 
behandlingsansvarlig har registrert fødselsnummer.  Det vil si at man søker etter 
opplysninger om en person som er registrert i registeret knyttet opp mot fødselsnummeret 
som identifikasjonsbegrep.  Dette gjøres blant annet i statistiske registre hvor kun 
fødselsnummeret er registrert for å redusere unødig gjenkjenning av personer. 
2.1.3.3 Koblingsnøkkel 
Når digitale systemer sammenstiller personopplysninger om en enkeltperson skjer 
det er kobling.  Slik kobling kan teknisk sett gjøres ved hjelp av hvilke som helst 
identifikasjonsbegrep.  Resultatet blir imidlertid beste når begrepene er like i de to 
registrene.  Kobling som krever 100 % nøyaktighet forutsetter bruk av fødselsnummer. 29
2.2 Andre entydige identifikasjonsmidler 
2.2.1 Oversikt 
I tillegg til fødselsnummeret regulerer personopplysningsloven § 12 bruken av 
”andre entydige identifikasjonsmidler”.  Lovteksten i § 12 spesifiserer ikke nærmere hva 
slags identifikasjonsmiddel det her er snakk om.  Departementet nevner så vidt i sitt 
lovforslag at eksempler på ”andre entydige identifikasjonsmidler” er fingeravtrykk og 
biometriske data. 30
 
Slik det er formulert i forarbeidene kunne det derfor være nærliggende å begrense 
§ 12, i tillegg til å regulere bruk av fødselsnummeret, til kun å regulere bruk av biometrisk 
data.  Hvis dette imidlertid var meningen, kunne lovgiver bare brukt betegnelsen 
biometrisk data i stedet for.  Lovgiver har derimot brukt en betegnelse som omfatter alle 
andre identifikasjonsmidler som oppfyller kravene til entydighet.  Dette innebærer at 
bestemmelsen også får anvendelse på andre entydige identifikasjonsmidler enn biometrisk 
                                                 
29 Finansdepartementet, Fødselsnummerets rettslige stilling, Oslo 1983, avsnitt 3.4. 
30 Ot.prp.nr.92 (1998-1999) side 114. 
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data.  Lovgiver har med dette tillegget gjort bestemmelsen ”altomfattende” og 
teknologinøytral ved å la den omfatte alle andre identifikasjonsmidler som man har nå eller 
får i fremtiden.  Det eneste vilkåret er at midlet er entydig. 
 
Det foreligger ingen konkrete holdepunkter, verken i forarbeidene eller i praksis, 
som gir svar på hvilke andre entydige identifikasjonsmidler som faller inn under 
bestemmelsen i § 12, annet enn fødselsnummer og biometrisk data.  Det eneste som er 
uttrykkelig sagt i forarbeidene er at kundenummer ikke regnes som entydig nok.  Om andre 
identifikasjonsmidler er entydige nok til å gå inn under § 12 må avgjøres konkret i hver 
enkelt sak. 
2.2.2 D-nummer 
Folkeregistreringsloven § 4 fastsetter at det for andre enn personer som er bosatt i 
Norge kan fastsettes et såkalt D-nummer.  D-nummeret skal ha elleve siffer og er bygget 
opp på samme måte som fødselsnummeret, jf. forskrift om D-nummer av 14. februar 1995 
nr.125 § 11. 
 
Det er imidlertid ikke noe sted i forskriften uttrykkelig sagt at D-nummeret er et 
entydig identifikasjonsnummer.  På skatteetatens hjemmesider 31 står det derimot at det 
skal fastsettes et D-nummer for skattepliktige som ikke er bosatt i Norge.  Videre presiseres 
det at D-nummeret også kan tildeles andre som ikke er bosatt i Norge når norske 
myndigheter har behov for et entydig identifikasjonsnummer.  I tillegg til fødselsnummeret 
vil D-nummeret utgjøre et entydig identifikasjonsmiddel. 
 
Om andre identifikasjonsmidler er entydige nok til å gå inn under § 12 må avgjøres 
i hvert enkelt tilfelle. 
                                                 
31 http://www.skatteetaten.no/Templates/Artikkel.aspx?id=6640&epslanguage=NO (april 2006) 
 19
2.2.3 Biometrisk data 
Sir Francis Galton skrev i 1892 om identifisering av personer ved bruk av 
fingeravtrykk i boken ”Finger Prints”. 32 Biometri har følgelig eksistert en lang tid.  
Interessen for bruk av biometrisk data til identifikasjon og legitimasjon i det daglige liv har 
imidlertid først økt de siste årene.  Mye av årsaken ligger i at flere land tar i bruk biometri i 
pass, visum, nasjonale ID-kort og andre identitetsdokumenter. 
Alle biometrisystemer vil som regel kunne anvendes til legitimasjon, men det varierer i den 
grad de kan brukes til identifikasjon. 
 
Biometri er en måling av biologiske mønstre.  Ordet kommer fra gresk og er en 
sammenslåing av ordene bios, som betyr liv, og metron, som betyr mål.  Biometri er 
følgelig navnet på de målbare karakteristikker som kan brukes til å fastslå en persons 
identitet.  Fingeravtrykk er et eksempel på biologiske mønster av fysiologisk karakter.  
Biologiske mønstre kan også leses ut fra en persons atferdsmønster, som for eksempel 
ganglaget. 
 
Den eldste formen for biometri er den vi bruker mest i dagliglivet, nemlig 
gjenkjennelse av ansikter.  Ansiktsbiometri, som er lett og naturlig for mennesker, er 
imidlertid vanskelig for datamaskiner.  Det finnes flere ulike biologiske mønstre; 
fingeravtrykk, håndavtrykk, håndgeometri, signatur, DNA, stemme, netthinne, 
regnbuehinne, øreform, lukt og ganglag.  De biologiske mønstrene som er mest vanlig til 
bruk ved identifisering av personer er fingeravtrykk og skanning av iris. 
 
Fingeravtrykk er avtrykk fra linjemønsteret på innsiden av fingre hos mennesker.  
Til tross for at fingeravtrykket kan slites og skades, regnes det for å holde seg uforandret 
gjennom hele livet.  Det er aldri blitt oppdaget to personer med like fingeravtrykk, og 
fingeravtrykk antas derfor å være unike.  Fingeravtrykk regnes som en sikker metode for 
identifisering og verifisering av personer.  Iris, eller regnbuehinnen, er den fargede delen av 
                                                 
32 Se http://www.ridgesandfurrows.homestead.com/science.html (april 2006) 
 20
øyet hos virveldyr, inkludert mennesker.  Iris har et hull, pupillen, i midten og muskler som 
gjøre at pupillens størrelse kan justeres etter lysintensiteten. 
3 EUs personverndirektivet 
Personopplysningsloven gjennomfører EUs personverndirektiv.  Nedenfor følger 
derfor en redegjørelse EUs personverndirektiv og den bestemmelsen som er av betydning 
for § 12.  
3.1 Oversikt 
Den Europeiske Union (EU) ble opprettet ut i fra ønsket om fri flyt av varer og 
tjenester mellom medlemslandene.  Ønsket var at også personopplysninger skulle kunne 
utveksles fritt.  Det ble derfor nødvendig å beskytte enkeltpersoner og å utvikle 
personvernet. 
 
Flere land stod uten en personlovgivning og langt fra alle hadde tiltrådt 
Europarådets konvensjonen om personvern.  Kommisjonen utarbeidet derfor i 1990 et 
forslag til et nytt direktiv med tittelen ”Beskyttelse av fysiske personer i forbindelse med 
behandlingen av personopplysninger og om fri utveksling av slike opplysninger”.  
Siktemålet med direktivet var å oppnå enhetlige regler for personvern i EU.  Etter å ha 
behandlet Kommisjonens forslag i 1992, kom Europaparlamentet med en rekke 
endringsforslag.  Kommisjonen la frem et revidert utkast oktober 1992, som gikk videre til 
behandling i en arbeidsgruppe under Rådet.  ble vedtatt av Rådet. 
 
Direktivets formål er fastsatt i artikkel 1.  Medlemsstatene skal, i overensstemmelse 
med direktivet, beskytte fysiske personers fundamentale rettigheter og friheter, især retten 
til privatlivets fred, i forbindelse med behandling av personopplysninger, jf. artikkel 1 nr.1.  
Videre skal medlemsstatene på ingen måte benytte bestemmelsen i nr.1 som påskudd for å 
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innskrenke eller forby utveksling av personopplysninger mellom medlemsstatene, 
jf. artikkel 1 nr.2. 
Formålet er altså todelt på den måten at direktivet både skal beskytte enkeltpersoner 
og ivareta deres personvern, samt påse fri flyt av personopplysninger. 
 
Ettersom Norge ratifiserte Europarådets konvensjon om personvern, tilfredsstilte 
personregisterloven de krav konvensjonen fastsatte.  I og med at direktivet i utstrakt grad 
bygger på konvensjonen var således mange av kravene allerede oppfylt i 
personregisterloven.  Enkelte endringer var imidlertid nødvendig for å gjennomføre 
direktivet i norsk rett og det ble behov for ny personvernlovgivning. 
3.2 Artikkel 8 nr. 7 
Personverndirektivet artikkel 8 nr. 7 fastsetter at; 
 
”Member States shall determine the condition under which a national identification 
number or any other identifier of general application may be processed.” 
 
For å rette seg etter bestemmelsen må medlemsstatene fastsette vilkår som må 
oppfylles for at et nasjonalt identifikasjonsnummer eller andre vanlige midler til 
identifikasjon skal kunne behandles.  Bestemmelsen fastsetter imidlertid ikke hva vilkårene 
skal eller bør inneholde. 
Årsaken til at bestemmelsen er så generell er at EU styres etter 
subsidiaritetsprinsippet, eller nærhetsprinsippet.  Prinsippet er uttrykkelig slått fast i 
Maastrichttraktaten som fastsetter at avgjørelsene i unionen skal ”tas så nært borgeren som 
mulig”. 33 Det er altså ønskelig at avgjørelser tas nasjonalt og lokalt der dette er mulig.  
Gjennom prinsippet er det tatt hensyn til at de nasjonale myndigheter anses som mest 
kompetente til å fastsette regler best anvendbare i sitt land. 
 
                                                 
33 Maastrichttraktaten, eller EU-traktaten, artikkel 1 andre ledd. 
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EF-traktaten artikkel 5 fastsetter at på de områder som ikke faller inn under EUs 
myndighet, skal fellesskapet, i samsvar med subsidiaritetsprinsippet, bare treffe tiltak 
dersom formålet med det foreslåtte tiltaket ikke i tilstrekkelig grad kan oppnås av 
medlemsstatene.  Subsidiaritetsprinsippet innebærer at fellesskapets ansvar i første rekke 
går på å formulere og håndheve de mer generelle regler og rammebestemmelser.  
Direktivets artikkel 8 nr. 7 er en slik rammebestemmelse og innenfor de generelle og vide 
betingelsene i bestemmelsen får de enkelte medlemsland frihet til å bestemme de nærmere 
regler for bruk i sitt land.  Subsidiaritetsprinsippet begrenser imidlertid ikke den 
forpliktelsen medlemslandene har påtatt seg til å gjennomføre traktatmålene.  Det er i 
valget av fremgangsmåte for å nå målene at subsidiaritetsprinsippet kommer til 
anvendelse. 34
 
I norsk personlovgining er fremgangsmåten for å nå målet i direktivet artikkel 8 
nr.7 nedfelt i personopplysningsloven § 12. 
Alle de nordiske landene vedtok ny personvernlovgivning 35 for å gjennomføre EUs 
personverndirektiv.  De andre nordiske personvernlovgivningene er bygget opp på stort sett 
samme måten og inneholder tilsvarende bestemmelser som personopplysningsloven § 12, 
se for eksempel dansk og finsk lovgivning i henholdsvis §§ 11 og 13. 
                                                 
34 Martin Sæter, Den Europeiske Union: Nasjonal suverenitet – overnasjonalitet – demokrati, HHD nr.26, 
årgang: 1993 – 1994. 
35 Sverige i 1998 (Personuppgiftslag (1998:204)), Finland i 1999 (Personuppgiftslag 22.4.1999/523) og 
Norge, Danmark og Island i 2000 (Personopplysninger av 14. april 2000 nr.31, lov om behandling af 
personoplysninger 31/05/2000 nr.429, lög um persónuvernd og meðferð persónuupplýsinga 2000 nr. 77 23. 
maí).
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4 Personopplysningsloven § 12 
Nedenfor følger en deskriptiv redegjørelse av reglene for bruk av fødselsnummer og 
andre entydige identifikasjoner i personopplysningsloven § 12.  Retningslinjer fra praksis 
trekkes inn for å belyse det nærmere innholdet i bestemmelsen. 
4.1 Forholdet til personregisterloven 
I personregisterloven ble bruk av fødselsnummer regulert i § 6 første ledd.  
Bestemmelsen gjaldt generelt for alle personopplysninger og fastsatte at: 
 
”Registrering av personopplysninger skal være saklig begrunnet ut fra hensynet til administrasjon 
og virksomhet i det organ eller foretak som foretar registreringen.” 
 
Noen nærmere regulering av bruk av fødselsnummer var det ikke.  Loven åpnet 
imidlertid for at Datatilsynet kunne, og burde, fastsette nærmere regler om slik bruk i 
konsesjon i medhold av § 9, jf. lovens § 11 andre ledd nr.4.  Til forskjell fra 
personopplysningsloven var bestemmelsen i § 6 første ledd knyttet opp mot et 
registerbegrep.  Saklighetsvurderingen i § 6 første ledd ble imidlertid delvis videreført i 
personopplysningsloven.  I lovforslaget lagt frem av Personregisterlovutvalget ble § 6 
første ledd til dels gjennomført i § 7 om krav til saklighet. 36 Departementet endret 
lovforslaget, men beholdt saklighetsvurderingen slik den var nedfelt i utvalgets forslag til 
§ 7.  I dag er personregisterloven § 6 første ledd delvis videreført i personopplysningsloven 
§ 11 første ledd litra b. 37  I likhet med § 6 første ledd gjelder § 11 generelt og første ledd 
litra b fastsetter at personopplysninger som behandles kun kan benyttes til ”uttrykkelig 
angitte formål som er saklig begrunnet i den behandlingsansvarliges virksomhet”. 
 
Personregisterlovutvalget la i sin utredning frem forslag til en egen bestemmelse om 
bruk av fødselsnummer. 38 Bestemmelsen ble nedfelt i § 10 i forslaget og fastsatte at; ”Bruk 
                                                 
36 NOU 1997:19 side 137. 
37 Ot.prp.nr.92 (1998-1999) side 113. 
38 NOU 1997:19 side 114. 
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av fødselsnummer må være saklig begrunnet ut fra behovet for sikker identifisering.”  
Bestemmelsen hadde ingen parallell til personregisterloven og for første gang ble begrepet 
”sikker identifisering” brukt i lovtekst for å definere lovligheten av bruk av fødselsnummer.  
Utvalget slo fast at Datatilsynet fikk myndighet til å gi pålegg om bruk av fødselsnummeret 
for å sikre tilstrekkelig kvalitet på personopplysninger. 
 
Utvalgets forslag til § 10 om bruk av fødselsnummer ble også endret av 
departementet. 39 I departementets forslag til § 12 ble det fastsatt at fødselsnummer og i 
tillegg andre entydige identifikasjonsmidler bare kunne ”nyttes i behandlingen når det 
foreligger saklig behov for sikker identifisering og metoden er nødvendig for å oppnå slik 
identifisering”, jf. første ledd.  Departementet videreførte utvalgets forslag til § 10 andre 
ledd og fastsatte at ”Datatilsynet kan pålegge en behandlingsansvarlig å bruke 
identifikasjonsmidler som nevnt i første ledd for å sikre at personopplysningene har 
tilstrekkelig kvalitet”, jf. departementets forslag til § 12 andre ledd. 
 
Saklighetskravet i personopplysningsloven § 11 gjelder også for fødselsnummer og 
andre entydige identifikasjonsmidler.  Bestemmelsens første ledd litra b får således 
betydning i forhold til saklighetsvurderingen etter § 12.  En redegjørelse av strukturen i 
§ 12 og bestemmelsens nærmere innhold følger nedenfor. 
4.2 Formål med personopplysningsloven § 12 
Formålet med en bestemmelse definerer hva lovgiver har ønsket å oppnå med 
reglene gitt i bestemmelsen og er følgelig av stor betydning ved lovtolkning. 40 Nedenfor 
redegjør jeg kort for de bakenforliggende hensyn med personopplysningsloven § 12. 
 
                                                 
39 Ot.prp.nr.92 (1998-1999) side 114. 
40 Formålet er ”den virkning man ønsker å oppnå med en lov, en forskrift, en rettsavgjørelse e.l.”, jf. 
Kunnskapsforlaget ved Jon Gisle m.fl., Jusleksikon, Oslo 1999 side 94. 
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Formålet med § 12 er ikke utrykkelig formulert i lovteksten.  Overskriften i 
bestemmelsen gjør det klart at § 12 regulerer ”Bruk av fødselsnummer m.v.”, men 
lovteksten nevner ikke hva som er det bakenforliggende formålet med å regulere slik bruk. 
 
Personopplysningslovens formålsparagraf i § 1 slår fast hva som er formålet med 
selve loven.  Første ledd fastsetter at formålet med loven er å beskytte den enkelte mot at 
personvernet blir krenket gjennom behandling av personopplysninger.  Av forarbeidene 41 
går det frem at dette er hovedsiktemålet med loven.  Andre ledd presiserer at loven skal 
bidra til at personopplysninger blir behandlet i samsvar med grunnleggende 
personvernhensyn, herunder behovet for personlig integritet, privatlivets fred og 
tilstrekkelig kvalitet på personopplysningene. 
 
Formålsbestemmelsen er et relevant moment ved tolkning av lovens øvrige 
bestemmelser. 42 Formålsbestemmelsen fastsetter følgelig hva som er det bakenforliggende 
formålet også med reguleringen av bruk av fødselsnummer og andre entydige 
identifikasjonsmidler i § 12.  Spørsmålet blir imidlertid hvorfor lovgiver mener regulering 
av slik bruk er nødvendig for å oppnå det formålet som fastsettes i formålsparagrafen. 
 
Svaret kommer dels til uttrykk gjennom departementet kommentarer til sitt forslag 
til § 12. 43 Departementet påpeker her at entydige identifikasjonsmidler ikke bør benyttes i 
utrengsmål.  Lovgiver har ønsket å hindre at slike entydige identifikasjonsmidlene som 
nevnes i § 12 spres og brukes unødig.  Således ønsker lovgiver å ivareta enkeltpersoners 
interesse i diskresjon.  Lovgiver har imidlertid også sett behovet for å kunne benytte 
fødselsnummer og andre entydige identifikasjonsmidler for å oppnå tilstrekkelig kvalitet på 
personopplysningene.  Dette er både i den behandlingsansvarliges og den registrertes 
interesse.  Lovgiver har gått så langt at Datatilsynet er gitt myndighet til å pålegge bruk av 
                                                 
41 Ot.prp.nr.92 (1998-1999) side 101. 
42 NOU 1997:19 side 130. 
43 Ot.prp.nr.92 (1998-1999) side 114. 
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entydige identifikasjonsmidler for å oppnå tilstrekkelig kvalitet og følgelig ivareta 
personvernet. 
4.3 Strukturen og innholdet i § 12 
Oppbygningen av og innholdet i § 12 er vanskelig tilgjengelig.  
Personopplysningsloven er knyttet opp mot et vidt behandlingsbegrep.  Departementet slo 
derfor fast at bestemmelsene måtte være generelle i sin utforming, og at det nærmere 
innholdet måtte nedlegges i praksis.  Verken lovtekst eller forarbeider gir derfor klarhet i 
hva som ligger i § 12 annet enn det som kommer til uttrykk i vilkårene. 
 
Nedenfor vil jeg redegjøre for at det foreligger tre kumulative vilkår i § 12 første 
ledd.  For det første må formålet med behandlingen være identifisering av personer.  Videre 
er det et vilkår at det må foreligge saklig behov for sikker identifisering.  Det tredje vilkåret 
er at metoden som benyttes i behandlingen må være nødvendig for å oppnå sikker 
identifisering. I bestemmelsens andre ledd ligger det et vilkår og det er at 
identifikasjonsmidlene sikrer at personopplysningene har tilstrekkelig kvalitet. 
 
For å forstå anvendelsen av personopplysningsloven § 12 er det viktig å ha klart for 
seg hvordan bestemmelsen er satt sammen.  Først da er det mulig å få en klar oppfatning av 
hva lovgiver har ment med reglene som er fastsatt i bestemmelsen.  I lovteksten kommer 
det ikke ordentlig til uttrykk hvordan de enkelte vilkårene fungerer i forhold til hverandre.   
 
Lovteksten i § 12 første og andre ledd har følgende ordlyd: 
 
”Fødselsnummer og andre entydige identifikasjonsmidler kan bare nyttes i behandling når det er 
saklig behov for sikker identifisering og metoden er nødvendig for å oppnå slik identifisering. 
Datatilsynet kan pålegge en behandlingsansvarlig å bruke identifikasjonsmidler som nevnt i første 
ledd for å sikre at personopplysningene har tilstrekkelig kvalitet.” 
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4.3.1 Vilkår 
For å oppnå formålet med bestemmelsen har lovgiver fastsatt vilkår for bruk av 
fødselsnummer og andre entydige identifikasjonsmidler i § 12.  Bestemmelsens første ledd 
fastsetter at det først og fremst må foreligge ”saklig behov for sikker identifisering”.  For 
det andre er det avgjørende at ”metoden er nødvendig for å oppnå slik identifisering”.  
Både saklighetskravet og nødvendighetskravet står i relasjon til begrepet ”identifisering”.  
Det kan derfor virke som at ”identifisering” er et overordnet vilkår som er avgjørende for 
om § 12 kommer til anvendelse eller ikke. 
 
Bestemmelsens andre ledd fastsetter at Datatilsynet kan pålegge bruk av 
identifikasjonsmidler som nevnt i første ledd.  Dersom slikt pålegg skal være lovlig er det 
et vilkår at pålegget gis ”for å sikre at personopplysningene har tilstrekkelig kvalitet”. 
4.3.1.1 Formålet med behandlingen må være identifisering av personer 
I utgangspunktet er all bruk av fødselsnummer og andre entydige 
identifikasjonsmidler forbudt.  Personopplysningsloven § 12 hjemler imidlertid et unntak 
når formålet med behandlingen er ”identifisering” av personer.  Dersom formålet med 
behandlingen ikke er identifisering har bruk av fødselsnummer og andre entydige 
identitetsmidler ikke hjemmel i § 12 og følgelig er slik bruk ikke lovlig. 
 
Hvorvidt man kan skille ut ”identifisering” som et vilkår er uklart.  Verken 
lovteksten eller forarbeidene sier noe om dette.  Dersom man sier det foreligger et eget 
identifiseringsvilkår, innebærer dette vilkåret at rettsanvenderen må konstatere om det 
foreligger identifisering eller ikke.  Følgelig må vedkommende foreta en objektiv 
vurdering.  Er identifiseringsvilkåret oppfylt kommer § 12 til anvendelse og 
rettsanvenderen må konstatere hvorvidt de to andre vilkårene i bestemmelsen er oppfylt. 
 
Ut fra Datatilsynet sin anvendelse av § 12 kan det virke som at første ledd 
inneholder et eget identifiseringsvilkår. 44 Behandlingsansvarlig har i flere saker ikke fått 
                                                 
44 Se redegjørelsen under avsnitt 4.3.3. 
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medhold av Datatilsynet i at den konkrete bruken av entydige identifikasjonsmidler har 
vært i samsvar med § 12, nettopp på grunn av at formålet med behandlingen ikke har vært 
identifisering, men legitimering. 
 
I forarbeidene har det vært et poeng at entydige identifikasjonsmidler kun skal 
brukes når formålet med behandlingen er identifisering. 45 Derfor er identifisering fastsatt 
som et krav lovteksten.  Dette tyder på at det ligger et eget identifiseringsvilkår i § 12 første 
ledd.  Kravet er imidlertid ikke uttrykkelig formulert som et eget vilkår til identifisering. 
En kan med dette si at det foreligger et eget krav om at formålet med behandlingen 
må være identifisering.  Dersom formålet ikke er identifisering kommer ikke § 12 til 
anvendelse. 
4.3.1.2 Det må foreligge saklig behov for sikker identifisering 
Personopplysningsloven § 12 hjemler kun bruk av fødselsnummer og andre 
entydige identifikasjonsmidler dersom det foreligger ”saklig behov for sikker 
identifisering”.  Den enkeltes interesse i personlig integritet kommer således til uttrykk ved 
at det er fastsatt en saklighetsvurdering.  Rettsanvenderen må foreta en subjektiv vurdering 
av om behovet for sikker identifisering er saklig eller ikke.  Saklighetsvurderingen foretas 
altså ut fra hvilket behov den behandlingsansvarlige har. 
 
Dette samsvarer med Personregisterlovutvalget sitt forslag til § 10. 46 
Bestemmelsen ga hjemmel for bruk av fødselsnummeret kun der bruken var saklig 
begrunnet ut fra behovet for sikker identifisering.  Senere endret departementet 
bestemmelsens ordlyd, men gjorde det samtidig klart at dets forslag til § 12 var bygd på 
utvalgets forslag til § 10. 47 Følgelig ligger den samme saklighetsvurderingen til grunn i 
departementets forslag til § 12. 
 
                                                 
45 NOU 1997:19 avsnitt 12.5.7.3.3. 
46 NOU 1997:19 side 141. 
47 Ot.prp.nr.92 (1998-1999) side 114. 
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Saklighetskravet kan virke overflødig i og med at det allerede er fastsatt et 
saklighetskrav som et av flere grunnkrav i § 11.  Bestemmelsen gjelder generelt for alle 
personopplysninger, og kommer følgelig til anvendelse på bruk av fødselsnummer og andre 
entydige identifikasjonsmidler.  Ifølge grunnkravet skal personopplysningene som 
behandles bare nyttes til et uttrykkelig angitt formål som er saklig begrunnet i den 
behandlingsansvarliges virksomhet, jf. § 11 første ledd litra b.  Saklighetskravene kan virke 
like, men de er det ikke.  Forskjellen ligger første og fremst i hvilken vurdering som ligger 
til grunn for saklighetskravet.  Hva vurderes sakligheten opp mot? 
 
Saklighetsvurderingen i § 12 foretas, som nevnt, ut fra hvilket behov den 
behandlingsansvarlige har for sikker identifisering.  Selve saklighetskravet viser imidlertid 
tilbake på bruken av fødselsnummer og andre entydige identifikasjonsmidler.  
Saklighetsvurderingen i § 11 første ledd litra b foretas derimot ut fra den 
behandlingsansvarliges virksomhet.  Selve saklighetskravet viser her tilbake på formålet 
med behandlingen.  Dersom formålet med behandlingen er sikker identifisering må altså 
dette formålet være saklig begrunnet i den behandlingsansvarliges virksomhet for at 
saklighetskravet i § 11 skal være oppfylt.  Dersom den behandlingsansvarlige ønsker å 
benytte fødselsnummer eller andre entydige identifikasjonsmidler for å oppnå sikker 
identifisering, må det i tillegg foreligge saklig behov for sikker identifisering for at 
saklighetskravet i § 12 skal være oppfylt. 
4.3.1.3 Metoden må være nødvendig for å oppnå sikker identifisering 
I Personregisterlovutvalget forslag til § 10 var det kun fastsatt et saklighetskrav.  I 
kommentarene til § 10 slo utvalget imidlertid fast at kravet til saklighet bare ville være 
oppfylt dersom andre identifikasjonsmidler, som for eksempel navn, adresse og 
kundenummer, ikke var tilstrekkelig.  Det ville også ha betydning hvor viktig sikker 
identifisering var for den registrerte.  Den behandlingsansvarliges og samfunnets behov 
kunne også tillegges vekt.  Etter departementets endringer er det kun vurderingen av om 
hvor viktig sikker identifisering er for den enkelte som skal foretas i forbindelse med 
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saklighetskravet i § 12.  Departementet presiserer at det i den forbindelse skal legges vekt 
på hvilke konsekvenser en forveksling kan ha for den registrerte. 48  
 
Det avgjørende blir derfor om metoden som benyttes i behandlingen er nødvendig.  
Nødvendighetskravet viser tilbake på metoden som benyttes i behandlingen.  Metoden er 
nettopp den som gjør bruk av fødselsnummer og andre entydige identifikasjonsmidler.  
Dersom ikke denne metoden er nødvendig, men man kan benytte en annen metode for å 
oppnå sikker identifisering, for eksempel bruk av navn, så er ikke vilkåret oppfylt.  
Nødvendighetskravet er avhengig av kravet til saklig behov for å være oppfylt. Foreligger 
det ikke noe saklig behov er heller ikke kravet til nødvendighet oppfylt.  Derimot kan det 
godt foreligge saklig behov uten at metoden er nødvendig.  Nødvendighetskravet er 
følgelig avhengig av kravet til saklighet.  Dette kommer også frem av forarbeidene.  I 
utvalgets forslag til § 10 var det kun fastsatt et krav til saklighet.  Bruken måtte være saklig 
begrunnet ut fra behovet for sikker identifisering.  I kommentarene til forslaget er det 
imidlertid presisert hva utvalget legger i et slikt krav.  Først og fremst poengterer de at det 
ikke må være tilstrekkelig med andre identifikasjonsmidler som er.  Deretter legger de til at 
det vil ha betydning det har for den registrerte at det ikke kan forekomme forveksling.  
Departementet gjorde endringer i lovteksten, og det er slik loven står i dag.  Departementet 
henviser imidlertid bare til utvalgets bemerkninger til § 10 og sier de bygger på dette 
forslaget.  Den eneste forandringen departementet gjør er altså å endre ordlyden i lovtekste.  
De deler altså opp saklighetskravet og skiller ut et krav til nødvendighet.   
4.3.1.4 Tilstrekkelig kvalitet 
Personopplysningsloven § 12 andre ledd fastsetter at Datatilsynet kan pålegge en 
behandlingsansvarlig å bruke identifikasjonsmidler som nevnt i bestemmelsens første ledd 
for å sikre at personopplysningene har tilstrekkelig kvalitet.  I det opprinnelige lovforslaget 
i NOU 1997:19 påpeker Personregisterlovutvalget at regelen bygger på en oppfatning om 
at personvernet i mange sammenhenger er tjent med at det er sikkerhet i henhold til hvilke 
personer de aktuelle opplysningene knytter seg til. 
                                                 
48 Ot.prp.nr.92 (1998-1999) side 114. 
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Det er imidlertid vanskelig å tenke seg situasjoner der det kan bli aktuelt å pålegge 
bruk av fødselsnummer.  De fleste behandlingsansvarlige vil ta i bruk fødselsnummeret for 
å lette sitt registrerings- og kvalitetsarbeid der det foreligger saklig behov for det.  
Bestemmelsen kan imidlertid være med på å avdramatisere bruk av fødselsnummeret noe 
ved at det ikke bare er adgang for Datatilsynet til p forby bruk av opplysningen, men også 
til å pålegg bruk av fødselsnummer der dette skulle være nødvendig. 49
4.3.1.5 Hjemmel til å gi forskrift 
Personopplysningsloven § 12 tredje ledd fastsetter at Kongen kan gi forskrift med 
nærmere regler om bruk av fødselsnummer og andre entydige identifikasjonsmidler.  
Verken i lovteksten eller i forarbeidene er det angitt nærmere i hvilke situasjoner eller 
tilfeller slik regulering kan bli aktuelt.  Det foreligger et eksempel på slik regulering i dag.  
Personopplysningsforskriften § 9 fastsetter at postsendinger som inneholder 
fødselsnummer skal være utformet slik at nummeret ikke er tilgjengelig for andre enn 
adressaten.  Tilsvarende gjelder sendinger som formidles ved hjelp av telekommunikasjon. 
4.3.2 Retningslinjer nedfelt i forvaltningspraksis 
Retningslinjer nedfelt i forvaltningspraksis angir hvilke momenter det er relevant å 
legge vekt på ved vurderingen av om vilkårene i personopplysningsloven § 12 er oppfylt. 50 
Det er kun to saker angående § 12 som er avgjort av Personvernnemnda. 
 
Når det gjelder bruk av fødselsnummer er det særlig tre saker fra Datatilsynets og 
Personvernnemndas praksis som illustrerer hvilke hensyn som skal tillegges vekt ved 
presiseringen av bestemmelsen.  Samtlige tre saker gjelder spilletjenester på internett, men 
faktum varierer noe.  Resultatet i avgjørelsene blir derfor forskjellig og det gjør også 
vurderingene som legges til grunn i avgjørelsene. 
 
                                                 
49 Michal Wiik Johansen, Knut-Brede Kaspersen, Åste Marie Berseng Skullerud, Personopplysningsloven 
Kommentarutgave, Oslo 2001 side 128. 
50 Kunnskapsforlaget ved Jon Gisle m.fl., Jusleksikon, Oslo 1999 side 239. 
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I kun en av sakene ga Datatilsynet den behandlingsansvarlige medhold i at bruk av 
fødselsnummer var i samsvar med de krav som stilles i personopplysningsloven § 12.  I de 
andre to sakene nedla Datatilsynet forbud mot bruk av fødselsnummer.  Disse to 
avgjørelsene ble imidlertid klaget inn for Personvernnemnda.  Behandlingsansvarlige i de 
to sakene fikk heller ikke her medhold. 
 
Den ene avgjørelsen som ble påklaget gjaldt Norskespill.no AS som er ett av flere 
selskaper som tilbød spilletjenester på internett.  For at kundene skulle få benytte seg av 
spilletjenestene måtte de oppgi fødselsnummer.  Datatilsynet mottok flere henvendelser og 
klager fra publikum angående bruken av fødselsnummer og foretok derfor en vurdering om 
hvorvidt bruken av fødselsnummer var i samsvar med personopplysningsloven § 12.  
Tilsynet kom frem til at vilkårene i § 12 ikke var oppfylt og vedtok et pålegg om opphør av 
Norskespill.no sin bruk av fødselsnummer.  Norskespill.no klaget avgjørelsen inn for 
Personvernnemnda.  I denne saken er det interessant å se Datatilsynet og 
Personvernnemnda sine avgjørelser i forhold til hverandre og den forskjellige 
angrepsvinkel henholdsvis Datatilsynet og Personvernnemnda velger.. 
 
Datatilsynet sier i sitt vedtak om pålegg at kravene som stilles i 
personopplysningsloven § 12 ikke anses oppfylt når bruken av fødselsnummeret er 
begrunnet med et ønske om legitimasjon av den som oppgir det. 51 Tilsynet tar verken 
stilling til om det foreligger saklig behov eller nødvendighet.  Det slår fast at formålet med 
bruken av fødselsnummeret i dette tilfellet ikke er hjemlet i § 12 fordi vilkåret om 
identifisering ikke er oppfylt.  Følgelig går ikke Datatilsynet inn på de andre vilkårene i 
bestemmelsen.  Dette samsvarer med redegjørelsen ovenfor om at det foreligger et eget 
vilkår § 12 om identifisering. 
 
I sin klage anførte Norskespill.no ovenfor Personvernnemnda at det var nødvendig 
for dem å bruke fødselsnummer for å kunne oppfylle de, av Lotteritilsynet, fastsatte vilkår.  
                                                 
51 Vedtak om pålegg, Datatilsynets referanse: 2002/499-4 HPG/- 
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Selskapet hevdet at de ved bruk av fødselsnummeret kan påse at spiller er over 18 år, samt 
avsløre forsøk på å etablere flere spillekonti.  Selv om ikke det kommer klart frem av 
anførslene, mener Norskespill.no med dette at de har et saklig behov for å bruke 
fødselsnummeret.  Selskapet hevder videre at bruk av fødselsnummer er nødvendig fordi 
andre identifikasjonsmidler ikke er tilfredsstilt stillende, samt at samfunnets behov for å 
stoppe uønsket atferd må tillegges vekt.  Norskespill.no påpeker at det ikke går frem av 
Datatilsynets vedtak at disse forhold har blitt vurdert.  I sine merknader til klagen 
fastholder imidlertid Datatilsynet at dette ikke endrer det forhold at fødselsnummeret i dette 
tilfelle søkes benyttet til legitimasjonsformål, og at slik bruk av fødselsnummeret ikke er 
berettiget.  Tilsynet påpeker i sine kommentarer ovenfor Personvernnemnda at 
fødselsnummeret utelukkende er et identifikasjonsmiddel  
 
Personvernnemnda innleder med å konstatere at personopplysningsloven § 12 
fastsetter at fødselsnummer bare kan brukes når det er saklig behov for sikker 
identifisering, og man ikke kan foreta slik identifisering ved andre metoder.  
Personvernnemnda vurderer ikke først om formålet med bruken er hjemlet i § 12 ved at 
vilkåret til identifisering er oppfylt, slik Datatilsynet gjør. 52 Personvernnemnda tar først for 
seg saklighetskravet og går etterpå inn på om metoden som blir brukt er nødvendig.  
Hvorvidt formålet er identifisering eller ikke, kommer inn i de to vurderingene i forhold til 
saklighet og nødvendighet.  Identifiseringsvilkåret blir derfor avgjørende for resultatet av 
vurderingen, men Personvernnemnda vurderer ikke identifisering som et eget vilkår. 
 
Personvernnemnda slår først fast at det i vurderingen av om det foreligger saklig 
behov i forvaltningspraksis er sett hen til hvilken betydning det har for databehandler og 
for den registrerte at identiteten er riktig.  Nemnda konstaterer at dette også følger av 
forarbeidene. 53 Som eksempel nevner Personvernnemnda at feil registrering i 
kunderegister ikke anses som kritisk, mens feil i en leges pasientjournal vil kunne være 
svært kritisk og få alvorlige konsekvenser.  Personvernnemnda tillegger antall registrerte 
                                                 
52 PVN-2002-7 avsnitt 6. 
53 PVN-2002-7 avsnitt 6. 
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betydning og antar at det ikke er så mange registrerte i dette tilfellet, at det vil oppstå stor 
fare for forveksling at flere spillere har samme navn og fødselsdato.  Nemnda påpeker at 
dersom det skulle skje en forveksling, vil konsekvensene av en eventuell forveksling ikke 
bli alvorlige for den registrerte. 
 
I tillegg er Personvernnemnda uenig med Norskespill.no som begrunner sitt behov 
for sikker identifisering i de vilkår Lotteritilsynets har stilt for spilletjenesten.  
Personvernnemnda avviser imidlertid dette ved å vise til at Lotteritilsynet ikke har stilt som 
vilkår at selskapet bruker fødselsnummer. 
 
Nemnda slår ikke uttrykkelig fast at Norskespill.no ikke har saklig behov for bruk 
av fødselsnummer.  Vurderingene som nemnda gjør i avgjørelsen viser imidlertid at 
Nemnda trolig kunne ha truffet sin avgjørelse ut fra en oppfatnings om at det ikke 
foreligger saklig behov for bruk av fødselsnummer i dette tilfellet. 
 
Av redegjørelsen ovenfor fremkommer det at det ikke kan foreligge nødvendighet 
dersom kravet til saklighet ikke er oppfylt.  Nødvendighetskravet er skilt ut fra 
saklighetskravet og en vurdering av nødvendighetskravet er således avhengig av at det 
foreligger saklig behov for å bruke fødselsnummeret.  Til tross for sin vurdering i forhold 
til saklig behov, foretar Personvernnemnda likevel en vurdering av hvorvidt det i dette 
tilfellet foreligger nødvendighet. 
 
Personvernnemnda viser til forarbeidene og slår fast at nødvendighetskravet bare 
anses oppfylt dersom andre mindre sikre identifikasjonsmidler, som for eksempel navn, 
adresse og kundenummer ikke er tilstrekkelig. 54 Slik det kommer frem av klagevedtaket 
betviler ikke Personvernnemnda at det foretas en identifikasjon ved bruk av 
fødselsnummeret.  Den metoden Norskespill.no benytter seg av innebærer imidlertid bare å 
sjekke at det oppgitte fødselsnummeret er et gyldig fødselsnummer og at spilleren er over 
                                                 
54 PVN-2002-7 avsnitt 6. 
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18 år, samt at det oppgitte kontonummeret er et gyldig kontonummer.  Derfor er 
Personvernnemnda av den oppfatning at navn, fødselsdato og kundenummer, gir en like 
god identifikasjon som bruk av fødselsnummer ut fra den metoden Norskespill.no benytter 
seg av. 
 
Nemnda påpeker her at bruken av fødselsnummeret ikke inngår i noen prosedyre 
som også inneholder noe element av legitimasjon og at Norskespill.no derfor ikke oppnår 
noen sikker identifikasjon.  Slik det går frem av klagevedtaket legger Personvernnemnda 
vekt på at det også må foretas en legitimasjon dersom fødselsnummeret skal gi en sikker 
identifikasjon.  Dersom dette ikke gjøres kan man like godt bruke navn, adresse og 
kundenummer.  Nemnda vurderer det således slik at fødselsnummer ikke er nødvendig som 
følge av den metoden som benyttes i forbindelse med registreringen og bruken av dette.  
Det vil si det systemet som er tatt i bruk for å registrere og identifisere vedkommende 
spiller. 
Ut fra dette vedtar Personvernnemnda at bruken av fødselsnummer ikke samsvarer 
med personopplysningsloven § 12 og må opphøre.  Klagen ble derfor ikke tatt til følge. 
 
I saken angående Norsk Rikstoto AS var faktum forholdsvis likt med faktum i 
ovennevnte sak.  Også her krevde selskapet at kundene oppga fødselsnummer for å benytte 
seg av selskapet spilletjenester på nettet.  Datatilsynet foretok ikke noen tilsvarende 
vurdering av hvorvidt formålet med behandlingen var identifisering eller ikke.  Tilsynet går 
heller ikke inn på en saklighetsvurdering, men konstaterer kun i vedtaket om pålegg at det 
ikke foreligger nødvendighet. Følgelig må Datatilsynet være av den oppfatning at formålet 
med behandlingen er identifisering og at det foreligger et saklig behov for sikker 
identifisering.  Behandlingen er likevel ikke i samsvar med § 12 ettersom det ikke er 
nødvendig med bruk av fødselsnummer i den metoden selskapet benytter seg av. 
 
Personvernnemnda slutter seg til Datatilsynets vurdering om at det foreligger et 
saklig behov for sikker identifisering, og de drøfter derfor ikke dette vilkåret.  Derfor 
kommer det heller ikke klart frem hvorfor Datatilsynet og Personvernnemnda her mener 
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det foreligger et saklig behov, mens det i saken med Norskespill.no ikke gjorde det.  Det 
eneste som er forskjell på de to sakene slik jeg ser det er anførslene selskapene kommer 
med.  I Norskespill.no kommer det frem av anførslene at ønsket er legitimasjon av 
spillerne.  Norsk Rikstoto AS derimot anfører at bruk fødselsnummeret for dem er en viktig 
nøkkel for å kunne identifisere sine kunder, samt å vedlikeholde kunderegistrene, og at 
fødselsnummeret er den eneste sikre identifikator av kunder. 
 
I likhet med Datatilsynet går Personvernnemnda kun inn på en 
nødvendighetsvurdering og konstaterer som i ovennevte sak at nødvendighetskravet kun er 
oppfylt dersom mindre sikre og entydige identifikasjonsmidler ikke er tilfredsstillende nok.  
Personvernnemnda foretar her en tilsvarende vurdering som i saken ovenfor.  Metoden som 
Norsk Rikstoto AS benytter verifiserer ikke at vedkommende faktisk er den han eller hun 
gir seg ut for å være.  Også her legger nemnda vekt på at metoden ikke innehar noe element 
av legitimasjon.  Nødvendighetskravet er således ikke oppfylt og klagen tas ikke til følge. 
 
Avgjørelsen viser at både Datatilsynet og Personvernnemnda mener at saklig behov 
for sikker identifisering kan foreligge, selv om ikke selskapet oppnår slik sikker 
identifikasjon ved den metode som brukes.  Utfallet for Norskespill.no og Rikstoto AS blir 
således det samme, selv om vurderingene er noe ulike. 
 
Når det gjelder det tredje selskapet, Norsk Tipping AS, kom Datatilsynet frem til at 
det både forelå saklig behov og nødvendighet og at bruken således samsvarte med 
personvernopplysningsloven § 12.  Saken stoppet altså med behandling av Datatilsynet og 
Personvernnemnda har således ikke vurdert saken. 
 
Datatilsynet mener Norsk Tipping har et saklig behov for sikker identifisering i og 
med at selskapet benytter det til identifisere bestillere av det såkalte smartkortet, slik at 
smartkortet blir utformet til rett identitet. 55 Tilsynet kunne ikke se at identifiseringen ble 
                                                 
55 Datatilsynets referanse: 2002/1296-3 HPG/- 
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sikker nok dersom bruk av andre metoder enn bruk av fødselsnummer benyttes.  
Datatilsynet legger vekt på at Norsk Tipping skiller mellom identifikasjons- og 
legitimasjonsprosessen.  Fødselsnummeret blir ikke brukt som legitimasjon i noen del av 
prosessen.  Samtidig blir smartkortet benyttet som en legitimasjon i forbindelse med 
spillingen, og Norsk Tipping sikrer seg derfor at den personen som spiller er den identiteten 
som er knyttet til smartkortet.  Metoden er derfor på en helt annen måte en fullstendig og 
komplett metode hvor bruken av fødselsnummeret inngår som en vesentlig og viktig del for 
sikker identifikasjon. 
 
Som vi ser er de tre sakene veldig like i og med at de alle angår spilletjenester på 
nettet.  De synliggjør imidlertid at bruken av fødselsnummer må inngå i en prosess som 
viser at bruk av fødselsnummer er nødvendig fordi det er et poeng å gjennomføre en 
entydig identifikasjon opp mot fødselsnummeret.  Avgjørelsen kan også tyde på at det 
trolig er nødvendighetsvurderingen etter § 12 som vil være den mest sentrale vurderingen.  
Årsaken kan være at de kriteriene man kan ta hensyn til i forhold til saklighetsvurderingen 
og vurderingen av formålet med behandlingen også kan tas hensyn til under 
nødvendighetsvurderingen. 
 
Det foreligger en del forvaltningspraksis angående bruk av biometrisk data.  De 
sakene som er avgjort av Datatilsynet på området er av nyere dato.  Det er blant annet bruk 
av biometri i pass som har økt interessen for slike identifikasjonsmidler, særlig blant 
private selskaper.  Flere private aktører har henvendt seg til Datatilsynet med et ønske om å 
benytte biometri i sin virksomhet.  Andre har tatt i bruk biometri uten å henvende seg til 
Datatilsynet først, men bare forholdt seg til kravet om meldeplikt, jf. 
personopplysningsloven § 31.  I alle sakene Datatilsynet har avgjort har 
behandlingsansvarlig blitt nektet å benytte seg av biometri.  Bedrifter som har meldt fra om 
sin bruk av biometri har fått pålegg om å opphøre bruken i medhold av 
personopplysningsloven § 46.  Ingen av sakene, er så vidt jeg vet, klaget inn for 
Personvernnemnda. 
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Datatilsynet har i årsskiftet 2005/2006 avgjort en rekke saker der bedrifter ønsker å 
ta i bruk biometrisk data.  Fem saker er særlig illustrerende og i alle fem var konklusjonene 
av Datatilsynets vurderinger den samme. 
 
I en av sakene henvendte Tiger Tiger Tønsberg AS 56 seg til Datatilsynet med en 
søknad om bruk av fingeravtrykksteknologi i garderobedrift.  Datatilsynet var av den 
oppfatning at bruk av fingeravtrykk i dette tilfellet ikke var knyttet opp til identifisering av 
et enkeltindivid, men til en verifisering av at det er samme individ som leverer og henter en 
jakke i garderoben.  Vurderingen var den samme i forhold til Rezidor SAS Hospitality 
Norway as, 57 Esso Norge as 58 og I K Lykke Drift AS 59 hvor man, i alle tre tilfellene, 
benyttet ID-kort for å identifisere seg som ansatt, hvoretter man verifiserte eller bekreftet 
med fingeravtrykk at man er den personen man har oppgitt å være.  Datatilsynet la i alle 
fire saker vekt på at formålet med behandlingen ikke var identifisering, men legitimasjon.  
Vi ser her at Datatilsynet foretar den samme vurderingen som ved Norskespill.no hvor 
tilsynet konstaterer at foremålet med behandlingen ikke var identifisering og således ikke 
var hjemlet i personopplysningsloven § 12. 
                                                 
56 Datatilsynets referanse: 06/00041-2 /AFL 
57 Datatilsynets referanse: 05/01404-3 /AFL 
58 Datatilsynets referanse: 05/01226-5 /AFL 
59 Datatilsynets referanse: 05/ 01394-4 /AFL 
 39
5 Aktuelle problemstillinger tilknyttet anvendelsen av § 12 
I dette kapittelet skal jeg ta for meg enkelte aktuelle problemstillinger som knytter 
seg til bruk av fødselsnummer og biometrisk data.  Jeg vil underveis se hvorvidt § 12 
fungerer slik lovgiver har ment.  Dette vil belyse hvilke problemer § 12 og om dette kan 
gjøres noe med gjennom en endring av bestemmelsen. 
5.1 Bruk av fødselsnummer til registerkobling 
De fleste mennesker vil ofte ha en oppfatning av at registrering av 
personopplysninger om dem er ubehagelig.  Mye av forklaringen ligger i at man først og 
fremst tenker på at personopplysninger er noe man ikke ønsker at andre mennesker skal få 
vite om, eller i hvert fall at bare et begrenset antall mennesker kjenner til.  Derfor føler man 
ofte et særskilt ubehag ved at andre skal kunne sette sammen personopplysninger om en og 
benytte denne informasjonen til egne formål, enten disse er forretningsmessige eller innen 
den offentlige forvaltning.  En registrering og lagring av personopplysninger fører til at det 
er mulig å finne tilbake til disse på en letter måte og koble personopplysningene opp mot 
annen informasjon, og dette oppfattes som utrygt. 
 
De fleste vil imidlertid akseptere behovet for å lagre personopplysninger, og ser at 
det i mange situasjoner kan være en fordel og endog redde liv.  Det siste gjelder for 
eksempel sykehusjournaler.  Formålet med reguleringen må derfor være å foreta den 
nødvendige avveiningen mellom det at personopplysninger må lagres og det at disse må 
behandles på en måte som skaper en reell trygghet for den det gjelder. 
 
Ved registrering av personopplysninger kan bruk av fødselsnummer som 
inngangsnøkkel til registeret, faktisk bidra til å skape en mer korrekt innsamling og 
tryggere behandling.  Dette vil kunne bidra til økt tillit hos befolkningen og således 
redusert noe av ubehaget og usikkerheten mange mennesker føler. 
 40
 I mange registre brukes for eksempel utelukkende navn, fødselsdato eller eventuelt 
et kundenummer.  Ved å benytte et eller flere slike identifikasjonsmidler vil det være mulig 
å gjenfinne personopplysninger om personen, og vedkommende får tilgang til disse.  Disse 
identifikasjonsmidlene er imidlertid ikke entydige, og bruk av slike identifikasjonsmidler 
representerer derfor en mulighet for forveksling av enkeltpersoner.  Flere personer kan for 
eksempel ha samme navn og/eller fødselsdato.  Det er ikke alltid denne type forvekslinger 
får de store konsekvenser for den registrerte, men det kan uansett skape utrygghet med 
hvorledes personopplysninger behandles. 
 
Knut S. Selmer fremstilte det som en uting at det skjer forveksling av personer i 
offentlige og private registre. 60  Forveksling av personer innebærer en risiko for uriktig 
saksbehandling og en person kan motta fordeler vedkommende ikke er berettiget til, eller 
unngå ulemper.  Selmer understreker derfor at bruk av fødselsnummer først og fremst er en 
forutsetning for et godt og trygt liv i velferds- og skattesamfunnet. 61
 
Utstrakt bruk av fødselsnummer ved registrering av personopplysninger kan således 
i mange tilfeller styrke personvernet.  Personopplysningsloven § 12 fastsetter derfor at i de 
tilfeller der behandlingsansvarlige har et behov for sikker identifisering skal vedkommende 
få benytte seg av fødselsnummer i register.  Fødselsnummeret skiller mellom ulike 
personer og forhindrer derfor at forveksling skjer. 
 
Det er derfor mulig at bruk av fødselsnummeret ved registrering burde kunne 
tillates i mye større utstrekning enn det gjør i dag.  Ved registrering hos optiker vil man for 
eksempel være helt sikker på at man får med riktige linser hjem.  Ved lån av bøker på 
biblioteket kan man være trygg på at man ikke blir forvekslet med en annen og feilaktig 
                                                 
60 Knut S. Selmer, Hvem er du? Om systemer for registrering og identifikasjon av personer, Lov og rett 1992 
side 332. 
61 Knut S. Selmer, Hvem er du? Om systemer for registrering og identifikasjon av personer, Lov og rett 1992 
side 332. 
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mottar purregebyr i posten.  Bruk av fødselsnummer representerer derfor en stor trygghet, 
samt at metoden er effektiv.  I tillegg vil bruk av fødselsnummeret være 
kostnadsbesparende i og med at det er få feil for behandlingsansvarlig å rette opp i. 
 
Likevel mener hele 89 % av de spurte i en undersøkelse gjort i fjord at det er veldig 
viktig/noe viktig å beskytte personnummeret mot innsamling og videre bruk. 62 De fleste er 
således av den oppfatningen at fødselsnummeret er en meget privat personopplysning.  Så 
lenge dette er den rådende oppfatning, vil argumentet ovenfor om økt bruk av 
fødselsnummeret ved registrering av personopplysninger, ville således få en relativt liten 
støtte i befolkningen. 
 
Det er særlig to grunner til at befolkningen oppfatter fødselsnummeret som særlig 
privat.  Den ene er at fødselsnummeret dels blir brukt til legitimasjonsformål og dels 
oppfattes som å kunne benyttes som legitimasjonsformål.  Misbruk av fødselsnummeret 
som legitimasjon kommer jeg tilbake til i avsnitt 5.2.  Den andre grunnen til denne 
oppfatningen er at fødselsnummeret kan brukes til å koble ulike registre sammen.  Ved slik 
registerkobling er det mulig å samle ulike personopplysninger om en person og opprette en 
omfattende ”informasjonsprofil” på vedkommende.  Slike ”informasjonsprofiler” kan av 
mange bli oppfattet som integritetskrenkende og er ikke nødvendigvis et ønsket resultat ved 
bruk av fødselsnummeret. 
 
Tradisjonelt har det vært kobling i det offentlige som har stått sentralt.  Kobling av 
ulike registre i næringslivet vil imidlertid bli opplevd som like krenkende.  Fordi 
næringslivet består av enkeltbedrifter vil det imidlertid ikke kunne utføre registerkobling på 
samme måten og med like stort omfang som det offentlige.  Dessuten forekommer det langt 
oftere registrering av ulike typer sensitive personopplysninger i det offentlige.  De fleste 
ville reagere på at sykehus en offentlig ansettelsesmyndighet innhentet helseopplysninger 
om sine ansatte. 
                                                 
62 TØI rapport 789/2005 Tabell V.6.4. 
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 Når det gjelder registerkobling er det to forhold av betydning.  For det første er det 
den koblingen som faktisk skjer og som i seg selv er en behandling.  Det har imidlertid 
også betydning at fødselsnummer benyttes i flere og flere registre slik at omfattende 
kobling er mulig. 
 
Ivaretakelsen av den personlige integritet skjer imidlertid også da gjennom kravene 
til saklighet og nødvendighet i personopplysningsloven § 12.  Kravene i § 12 gjelder både 
der det foretas en registerkobling og ved opprettelsen av nye registre og om hvorvidt 
behandlingsansvarlig i denne sammenhengen får benytte fødselsnummeret.  Selv om 
formålet med bruk av fødselsnummer som inngangsnøkkel til et register eller senere 
kobling er identifisering, må den behandlingsansvarlige i tillegg ha behov for sikker 
identitet og metoden som benyttes må være nødvendig for at slik identifisering skal kunne 
oppnås. 
 
Interessen i personlig integritet må imidlertid også her veies opp mot interessen i 
tilstrekkelig kvalitet på personopplysningene.  Behandlingsansvarlige må få tillatelse til å 
bruke fødselsnummeret der det faktisk styrker personvernet.  Dette må også kunne 
innebære utstrakt bruk av kobling av registre.  Det skulle være en tilstrekkelig sikring at det 
er lagt inn et forvaltningskjønn i vurderingen av om behandlingsansvarlig skal få benytte 
fødselsnummeret eller ikke.   
 
En slik avveining § 12 legger opp til er derfor nødvendig og tilstrekkelig som 
lovgrunnlag for at personvernet skal bli ivaretatt.  Selv om man ikke ønsker at 
fødselsnummeret benyttes på grunn av muligheten for kobling, noe som gir mer kontroll til 
forvaltningen, vil de fleste være enig at der konsekvensene ved forveksling kan bli 
alvorlige for den registrerte er det viktig at man finner frem til rett person.  Bestemmelsen 
bør derfor kunne fungerer etter sin hensikt for så vidt gjelder fødselsnummeret. 
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5.2 Bruk av fødselsnummer som legitimasjon 
Den største ulempen ved § 12 er at den ikke på en pedagogisk måte skiller mellom 
identifikasjon og legitimasjon.  I visse sammenhenger synes da også fødselsnummeret å bli 
akseptert som legitimasjon.  Ved siden av registerkobling, forklarer misforståelser og 
usikkerheter rundt dette hvorfor hele 89 % er av den oppfatning at det er viktig å beskytte 
fødselsnummeret mot innsamling og videre bruk. 
 
Bruk av fødselsnummeret til legitimasjonsformål medfører at en person ikke kan 
stole på at sensitive personopplysninger om vedkommende ikke blir gitt ut til andre.  De 
aller fleste er av den oppfatning at utlevering av sensitive personopplysninger til 
uvedkommende kan innebære en krenkelse av den personlige integritet.  Det at en person 
har AIDS eller tidligere har vært dømt i en straffesak er opplysninger vedkommende som 
regel ønsker å holde for seg selv, eventuelt i hvert fall bare kjent hos de som har et 
lovgrunnlag for at de skal kjenne informasjonen.  Derfor er da slike sensitive 
personopplysninger gitt et særskilt vern i personopplysningsloven. 
 
Bruk av fødselsnummeret som legitimasjon innebærer imidlertid ingen verifisering 
eller bekreftelse på at vedkommende som opplyser fødselsnummeret er rette innehaver av 
nummeret og således berettiget til å få personopplysningene utgitt.  Hvis fødselsnummeret 
benyttes som legitimasjon, risikerer man at taushetsbelagte personopplysninger bli utgitt til 
andre enn den rette vedkommende.  Jo flere registre som knytter personopplysningene opp 
mot fødselsnummeret som identifikasjonsbegrep, desto flere personopplysninger står i fare 
for å bli gitt ut til feil person dersom fødselsnummeret forstås som en legitimasjon. 
 
En sammenblanding av begrepene identifikasjon og legitimasjon var da også en av 
grunnene til at Personregisterlovutvalget så det nødvendig å fastsette en egen bestemmelse 
om bruk av fødselsnummer.  Utvalget påpeker i det opprinnelige lovforslaget i NOU 
1997:19 at bakgrunnen for utvalgets forslag om bruk av fødselsnummer var at ”Dersom det 
innskjerpes at fødselsnummeret skal tjene som identifikasjon og ikke legitimasjon, kan 
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personvernet være tjent med at fødselsnummer brukes i større utstrekning og i tilfeller der 
andre teknikker gir for usikker identifikasjon.” 63
 
Personregisterlovutvalget erkjente at det i debatten om fødselsnummer hadde vært 
en betydelig sammenblanding av begrepene identifikasjon og legitimasjon.  Utvalget 
ønsket derfor å innskjerpe at fødselsnummeret bare skulle tjene til identifikasjonsformål.  I 
dag hjemler personopplysningsloven § 12 derfor kun bruk av fødselsnummer der formålet 
med behandlingen er identifisering av personer.  Følgelig er det forbudt å benytte 
fødselsnummeret til legitimasjonsformål.  Dette er også fulgt opp i Datatilsynets og 
Personvernnemndas praksis, jf. ovenfor. 
 
Det at identifikasjonsformål er lovlig og legitimasjonsformål er forbudt, sier fortsatt 
ingenting om forskjellen mellom begrepene og hva de faktisk innebærer.  For at § 12 skal 
fungere etter sin hensikt, må det være en generell forståelse i samfunnet for at 
fødselsnummeret ikke har og ikke må få status som en PIN-kode eller passord.  Det eneste 
fødselsnummeret skal benyttes til er å skille identiteter fra hverandre.  Innholdet i regelen i 
§ 12 kunne derfor etter sin ordlyd ha vært noe klarere med hensyn til hvilke interesser den 
er ment å ivareta. 
 
Datatilsynet har forsøkt å begrense spredningen av fødselsnummeret ved å gi 
bestemmelse om at fødselsnummeret aldri må være synlig på utsiden av en postsending, jf. 
personopplysningslovforskriften § 9-2.  I forbindelse med identitetstyveri, som er satt mer i 
fokus den siste tiden, kan det være aktuelt å sette et liknende forbud mot å ha 
fødselsnummeret synlig på ulike typer ID-kort og adgangskort.  Etter Datatilsynets 
oppfatning er det imidlertid svært sjeldent saklig behov for å ha fødselsnummeret påtrykt 
ID-kort og adgangskort. 64 Følgelig vil vilkårene i § 12 fungere som de skal og utelukke 
bruk av fødselsnummeret på slike ID-kort og adgangskort.  Denne typen regulering er vel 
                                                 
63 NOU 1997:19 avsnitt 12.5.7.3.3. 
64 Se Datatilsynets hjemmeside, http://www.datatilsynet.no/templates/article____162.aspx (april 2006) 
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og bra, men kan bli noe vanskelig når fødselsnummeret tross alt er relativt lett tilgjengelig i 
mange sammenhenger. 
 
Uansett vil slike bestemmelser ikke forhindre at fødselsnummeret blir akseptert som 
legitimasjon.  Det eneste det gjør er å forhindre at fødselsnummeret spres unødig.  Selmer 
legger også vekt på at misbruk av fødselsnummer som legitimasjon bare kan stoppes ved å 
oppdra all offentlig og privat forvaltning til å forstå at navn pluss fødselsnummer ikke 
utgjør noe bevis for identitet. 65 Selv om hensikten bak § 12 i stor grad var å foreta en slik 
oppstramming av forvaltningen, har det ikke lykkes lovgiver å fastsette en regel som 
klargjør begrepene og fokuserer på det som faktisk er problemet. 
 
I praksis er det slått fast at den metode som innhentingen og registreringen av 
fødselsnummeret er en del av, så må det inngå et element av legitimasjon. 66 Dette 
innebærer at det må foreligge både en identifikasjonsprosess, der det slås fast hvilken 
identitet det er snakk om, samt en legitimasjonsprosess, der det bekreftes at vedkommende 
er personen han eller hun gir seg ut for å være.  Dette er så avgjørende for bruken av 
fødselsnummer at det burde stå eksplisitt i bestemmelsen.  På denne måten hadde man også 
klart å skape et klarere skille mellom identifikasjon og legitimasjon, samtidig som man 
kunne ha sett disse i sammenheng. 
5.3 Biometrisk data også egnet til legitimasjon 
Bruk av biometrisk data til identifikasjonsformål reguleres også i personvernloven 
§ 12 og er følgelig underlagt de samme kravene og vurderingene som bruk av 
fødselsnummeret.  Biometrisk data skiller seg imidlertid i stor grad fra fødselsnummeret. 
 
Da det ble bestemt å hjemle bruk av biometrisk data i § 12 ble det likevel ikke 
foretatt noen nærmere gjennomgang av hvilke funksjoner bruk av biometri kunne innebære 
                                                 
65 Knut S. Selmer, Hvem er du? Om systemer for registrering og identifikasjon av personer, Lov og rett 1992 
side 333. 
66 Se PVN-2002-7 og PVN-2003-6. 
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eller om vilkårene i bestemmelsen i det hele tatt var hensiktsmessige i forhold til bruk av 
biometri.  Departementet la frem sitt lovforslag til § 12 i ot.prp.nr.92 (1998-1999) og slo 
kun fast at fingeravtrykk og andre biometriske data ville falle inn under betegnelsen ”andre 
entydige identifikasjonsmidler”. 67 Dette kan i utgangspunktet virke noe for enkelt og lite 
gjennomtenkt.  Det kan virke som at lovgiver har fokusert på at biometri er et 
identifikasjonsmiddel og at det er derfor tilstrekkelig å regulere det på tilsvarende måte som 
fødselsnummer.  Det virker derfor som om departementet har ønsket å gjøre 
vurderingskriteriene i § 12 uttømmende, også for biometri, uten å se forskjellen i forhold til 
fødselsnummer. 
 
Vilkårene og vurderingskriteriene i § 12 har i ettertid vist seg å være lite egnet til å 
regulere bruk av biometrisk data.  Til forskjell fra fødselsnummeret er det fullt mulig å 
benytte biometrisk data som legitimasjon.  Det er en stor fordel i mange sammenhenger 
ettersom biometrisk data er en del av kroppen og følgelig noe man alltid har med seg.  
Dette er mye sikrere i forhold til PIN-kode og passord som man kan miste eller glemme.  
Biometri er per i dag regnet som den sikreste måten å identifisere og legitimere en person 
på og det blir da feil at lovverket utelukker å regulere bruk av biometri som legitimasjon.  
Det blir da feil at man utelukkende har vurderingskriteriene som er angitt i § 12 og som 
således forutsetter at biometrisk data, som er et entydig identifikasjonsmiddel, ikke kan 
benyttes som legitimasjon, jf. Datatilsynets praksis, som det er redegjort for ovenfor. 
 
I dag benyttes biometrisk data til bruk for senere verifisering eller kontroll av 
passinnehaverens identitet i Norge.  Lov om pass (passloven) av 19. juni 1997 fastsetter i 
§ 6 at det kan innhentes og lagres i passet biometrisk personinformasjon i form av 
ansiktsfoto.  I bestemmelsen er det spesifisert at informasjonen lagres elektronisk eller på 
annen måte i passet slik at hensynet til informasjonens ektehet, integritet og konfidensialitet 
er ivaretatt.  Med mindre det fastsettes egen lov for bruk av biometrisk data slik som 
passloven, gir personvernlovgivningen ingen hjemmel for slik bruk.  De private aktører 
                                                 
67 Ot.prp.nr.92 (1998-1999) side 114. 
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som ser det som en fordel å benytte biometri i sine bedrifter slik som SAS Braathens 
AS 68og Esso Norge AS 69 er derfor avskåret fra å gjøre det. 
Datatilsynet har som følge av dette lagt frem et forslag til endring av 
personopplysningsloven knyttet til bruk av biometriske kjennetegn; 
 
”Biometriske kjennetegn/biometri kan bare nyttes i behandling når det er saklig behov for sikker 
identifisering eller bekreftelse av en påstått identitet og behandlingen er tillatt etter § 11. 
Lagring av biometriske kjennetegn/biometri hos den behandlingsansvarlige eller databehandlere kan 
bare skje 
a) med hjemmel i lov, 
b) med den registrertes samtykke og konsesjon fra Datatilsynet eller 
c) når det følger av personopplysningsforskriften 
Datatilsynet kan pålegge en behandlingsansvarlig å bruke biometriske kjennetegn/biometri som 
nevnt i første ledd der dette anses nødvendig for sikker identifisering eller bekreftelse av en påstått identitet 
og bruken er nødvendig av sikkerhetshensyn. 
Kongen kan gi forskrift med nærmere regler om bruk av biometriske kjennetegn/biometri.” 
 
Det er imidlertid klare betenkeligheter ved å åpne for biometrisk bruk som 
legitimasjon.  Bruken forutsetter at de biometriske data blir lagret og representert på en 
elektronisk måte som gjør at sammenligning kan foretas.  Hvis noen klarer å skaffe seg en 
kopi av hvorledes dette er representert, vil vedkommende være utstyrt med en form for 
legitimasjon.  Så lenge sammenligningen skjer ved at det på en kontrollert måte tas for 
eksempel fingeravtrykk, kan kjennskapen til hvorledes dette er representert muligens ikke 
være farlig.  På den annen side har man skaffet seg kopi av en legitimasjon som det vil 
være vanskelig å hindre bruken av.  Det vil være umulig for fornærmede å skaffe seg et 
nytt fingeravtrykk. 
 
I ekstreme tilfeller kan man oppleve at fingre blir kuttet av slik at uvedkommende 
kan få adgang til aktuelle bygninger og steder.  I ekstreme tilfeller kan man dessuten 
                                                 
68 Datatilsynets referanse: 06/00070-5 /AFL 
69 Datatilsynets referanse: 05/01226-5 /AFL 
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oppleve at fingre blir kuttet av slik at uvedkommende kan få adgang til aktuelle bygninger 
og steder.  Dette kan virke som en ”svartmaling” av biometri, men man ser eksempler på 
hvorledes personer tvinges til å oppgi PIN-koder og lignende.  Risikoen ved bruk av 
biometriske data må derfor ikke undervurderes.  Det er derfor nødvendig at bruken av 
biometriske data atskilles fra reguleringen av bruken av fødselsnummer, samtidig som det 
at det åpnes for bruk av biometriske data som legitimasjon må vurderes spesielt nøye. 
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6 Konklusjon 
Etter å ha redegjort for § 12, samt sett på ulike problemstillinger knyttet opp mot 
bruk av fødselsnummer og biometrisk data, er klart reglene i bestemmelsen ikke er klare 
nok.  Lovgiver må få fremstilt begrepene identifikasjon og legitimasjon på en slik måte at 
det ikke er tvil om hvilke formål bruk av fødselsnummer skal tjene.  Dette kan for 
eksempel gjøres ved bruk av legaldefinisjoner i lovteksten, enten i § 12 eller for eksempel i 
§ 2 i loven som fastsetter andre legaldefinisjoner.  Det kan imidlertid virke slik at det som 
faktisk trengs i enda større grad er informasjon og veiledning om bruk av fødselsnummeret.  
Datatilsynet har allerede en slik veiledende oppgave gjennom personopplysningsloven § 42 
tredje ledd nr.6.  Det kan hende at en bestemmelse som § 12 ville vært tjent med at 
behandlingsansvarlig i tillegg ble pålagt en form for veiledningsplikt ovenfor sine ansatte.  
Slik ville reglene om bruk av fødselsnummeret nå ut til flere mennesker, både i offentlig og 
privat forvaltning. 
 
Regulering av biometrisk data passer ikke inn under kriteriene i personopplysningsloven 
§ 12.  Dette har Datatilsynet sett og Tilsynet har lagt frem et lovforslag til egen 
bestemmelse for biometrisk data.  Ved å utvide mulighetene for bruk av biometrisk data, til 
også å kunne benyttes til legitimasjonsformål, er det imidlertid viktig å huske på at alle 
mulighetene, både positive og negative, ved bruk av biometrisk data ikke er kartlagt enda.  
Biometri er i stadig utvikling og dette bør det tas hensyn til ved utarbeidelsen av nye regler 
for bruk av biometri. 
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