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RESUMEN 
 
El protocolo ipv6 ha sido diseñado para sustituir al actual protocolo de Internet. Es 
un proceso largo  hasta que se pueda garantizar la convergencia. El nuevo 
protocolo introduce modificaciones de fondo tales como extensión  de la dirección 
IP, tamaño de la cabecera  simplificación de la información que se procesa para 
agilizar el  enrutamiento entre las diferentes redes. Este trabajo hace una 
descripción de las herramientas y dispositivos con las que se deben contar para 
lograr una transición suave hacia el nuevo protocolo, indicando un estudio de 
implantación  de cada uno de los mecanismos. 
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ABSTRACT  
 
Ipv6 is designed to replace the current Internet protocol. It is a long process until it 
can guarantee the convergence. The new protocol introduces substantive changes 
such as an extension of the IP address, header size simplification of information 
that is processed to speed up the routing between different networks. This paper is 
a description of the tools and devices with which they must have to achieve a 
smooth transition a  the new protocol, indicating a implementation study of each of 
the mechanisms. 
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1. INTRODUCCIÓN 
 
 
Los requerimientos cambiantes en las empresas para tener mayor cantidad de 
aplicaciones de multimedia y aplicaciones de red que ocupan mucho ancho de 
banda. IPV6 es fundamental para que  la viabilidad  de las redes empresariales y 
las redes públicas sigan creciendo. 
 
 La simulación no puede abarcar muchos ruteadores y equipos, se enfoca al   
cambio de una red pequeña, lo cual no implica que la simulación  no sea aplicada 
a gran escala, mostramos el intercambio de comunicación  entre dos equipos en 
la red propuesta. 
 
1.1   LÍNEA DE INVESTIGACIÓN 
 
La línea en la cual se desarrolló el proyecto es en Redes y Telecomunicaciones, 
donde se configuró los  mecanismos de transición de IPV4 a IPV6   
 
1.2   TEMA 
 
Emulación  de los mecanismos de transición de IPV4 A IPV6  en el emulador     
GNS3  con  las IOS reales.   
 
1.3. PROBLEMA 
 
La población mundial crece y  es necesario  planificar para que todas las   
personas tengan acceso a Internet. Cuando se diseñó  IPV4 no se preveía el 
crecimiento de Internet y las nuevas tendencias de las telecomunicaciones, 
actualmente no son suficientes las direcciones IP para la población del planeta.  
El funcionamiento de IPV4 ha sido totalmente  satisfactorio pero el escaso     
direccionamiento  esta ocasionando que muchos países de Europa, Japón,  África 
y Latinoamérica se estén quedando sin direcciones y tengan restricciones en el 
acceso a Internet y a los servicios y aplicaciones de nueva generación. 
 
1.4  FORMULACIÓN DEL PROBLEMA 
 
¿Cuáles son los  mecanismos de transición de IPV4 a IPV6  que podríamos  
implementar  en  las  plataforma de Windows  Server 2003 Enterprise Edition y 
Windows XP para una red empresarial estándar? 
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1.5  OBJETIVOS 
 
1.5.1  Objetivo general   
 
Planificar, implementar  y emular los mecanismos de transición del protocolo    
IPV4 a IPV6 configurando y verificando los servicios de red sobre la plataforma 
2003 Server Enterprise  Edition Windows XP. 
 
1.5.2    Objetivos específicos 
 
  Planificar los servicios de red utilizando los protocolos IPV4 e IPV6 que se 
puedan implementar en una red empresarial estándar. 
 
 Definir  los pasos para la transición de de los protocolos de IPV4 a Ipv6.  
 
 Implementar los mecanismos de transición de IPV4 a IPV6  sobre 
plataformas de  Windows Server 2003 Enterprise Edition y Windows XP. 
 
 Emular en las plataformas de Windows 2003 Server Enterprise Edition y 
Windows XP los servicios de los protocolos de red. 
 
1.6  DELIMITACIÓN  
 
1.6.1 Delimitación espacial 
 
Este trabajo esta destinado  a estudiantes, docentes y a particulares interesados 
en el tema  de la transición ipv4 a ipv6 en un simulador GNS3 
Donde se podrá  configurar los  mecanismos (Dual stack, Tunneling y Nat-pt) que 
permiten la transición ipv4 a ipv6, determinando el tipo de tráfico que atraviesa la 
red. 
 
1.6.2. Delimitación técnica  
 
En la configuración topológica se contó con  Windows server 2003 del   lado   del 
servidor, Windows XP del lado del   cliente. Los routers referencia 3600 y 7200  
configurados con el IOS real  que  soporta los mecánicos a implementar. 
 
1.7 JUSTIFICACIÓN 
 
Las razones para cambiar  a IPv6 varían de una comunidad a otra.  IPv6 ofrece 
una variedad de oportunidades para los operadores de redes, en términos de la 
continuidad del suministro de servicios, el crecimiento y la innovación, por un 
lado, los ahorros y las eficiencias de la administración de redes, por el otro. Para 
los fabricantes de hardware, IPv6 es un habilitador clave de redes inteligentes, 
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edificios inteligentes, redes de sensores y otras innovaciones que dependen de 
hardware y de aplicaciones. A medida que se utilice IPv6, crecerá la demanda de 
nuevo hardware. Para los desarrolladores de aplicaciones, se espera que la 
promesa de un espacio de direcciones casi ilimitado estimule la innovación en el 
control, el seguimiento de las aplicaciones y el software de administración 
remota. 
 
1.7.1 Estudio de factibilidad 
1.7.1.1 Viabilidad técnica 
 
Durante cualquier fase de transición tecnológica que implica la apropiación de 
nuevo conocimiento, así como el desarrollo y adquisición de hardware y software, 
los costos operacionales podrían ser más altos que los gastos actuales durante 
aproximadamente los primeros dos años de la transición. Pero a largo plazo un 
menor costo en la asignación de direcciones y gestión de la red; un gasto 
sostenido en los equipos de conectividad y sistemas operativos; y una 
capacitación del personal y el desarrollo de aplicaciones gradual y bien planeada, 
darán como resultado menores costos operacionales de la infraestructura de red 
IP. 
Aunque IPv6 añade muchos cambios a la versión actual IPv4, la comunidad 
educativa y el personal de tecnología esta mucho más entrenado para apropiar 
esta transición que el complejo desafío que pudo significar la incorporación de 
redes IPv4 en las empresas.  
1.7.1.2. Viabilidad económica  
 
Según el estudio de viabilidad realizado, se llegó a la decisión de que el 
financiamiento del proyecto correrá por cuenta de la empresa en el 100%. Este 
porcentaje corresponde a: actualización de software y hardware, configuración de 
los mecanismos de transición, aplicaciones de red y capacitaciones al personal. 
(Ver anexo D tabla 13 precios de productos topología de red) 
 
 
1.7.2    Características de  los Dispositivos 
 
Todos los modelos de routers tienen dos ranuras para tarjetas de interfaz WAN 
(WIC), una ranura para  el modulo de red y una ranura para un modulo de 
integración avanzada (AIM). Los módulos disponibles para la serie 3600 admite  
una amplia gama de aplicaciones, incluyendo la integración de multiservicios 
Voz/Datos. Los routers son dispositivos de capa tres del modelo OSI (Capa de 
Red). 
(Ver anexo A  tabla 10 Característica Router 3640  ) 
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Los routers Cisco 7200 son los routers de procesador único más rápidos de Cisco, 
ideales para empresas y proveedores de servicios que implementan MPLS, 
agregación de ancho de banda, periféricos WAN, seguridad IP, VPN e integración 
vídeo/voz/datos. La serie 7200 integra diseño modular, opciones de conectividad y 
funciones de gestión. Entre las características importantes se  destacan:  
 
(Ver anexo B Tabla 11  Característica Router 7200) 
 
Características de los servidores (ver anexo C Tabla 12)   
 
1.7.3  Metodología 
 
La metodología presente en el desarrollo de la monografía fue  una investigación 
exploratoria y una investigación documental, las cuales nos permitió apoyarnos en 
diversas fuentes como son libros, artículos, ensayos de revistas, sitios web y 
monografías. 
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2.  FUNDAMENTACIÓN  TEÓRICA 
 
 
En los años 90 las organizaciones involucradas en los temas de Internet 
pronosticaban un uso intensivo de la red, y planteaban que la cantidad de 
direcciones disponible con el protocolo IPV4 no serian suficientes en el futuro. 
Esto se puede ver claramente con el imparable crecimiento actual de aplicaciones 
que necesitan direcciones IP, validas para  conexiones extremo a extremo. 
Además de los  innumerables dispositivos que se van  creando, sumados  a los ya 
existentes. Luego de muchas deliberaciones, la conclusión fue la propuesta de un 
nuevo protocolo, el IPV6. 
 
En principio IPV6 conserva la mayor parte de las características y conceptos de 
operación de IPV4. Sin embargo, agrega nuevas capacidades que permiten no 
solo flexibilizar, sino modelar nuevos conceptos de operación. La implantación del 
nuevo protocolo se está  realizando en forma gradual.  
  
2.1  TCP/IP  
 
 (Transmition Control Protocol/Internet Protocol) TCP/IP es un conjunto    de 
protocolos de red en la que se basa Internet y sirve para comunicar todo tipo de 
dispositivos, computadoras  que utilizan diferentes sistemas operativos  sobre 
redes de área local y área extensa. TCP/IP fue desarrollado y demostrado por 
primera vez en 1972 por el departamento de defensa de los Estados Unidos, 
ejecutándolo en ARPANET1, una red de área extensa en el departamento de 
defensa. El modelo TCP/IP está compuesto por cuatro capas o niveles, cada nivel 
se encarga de determinadas funciones en la comunicación  y a su vez brindan un 
servicio específico a la capa superior2. Las capas son:   
 
Fig. 1  modelo TCP/IP 
 
 (HTTP, SMTP, FTP, DHCP, DNS 
TELNET) 
  
(UDP, TCP) 
 
(IP, ARP, ICMP, RARP) 
 
(Ethernet,TokenRing) 
 
 
Fuente: Imagen extraída  CCNAv4 modulo 1 
                                                            
1 http://es.wikipedia.org/wiki/Familia_de_protocolos_de_Internet 
2http://translate.google.com/translate?hl=es&sl=en&u=http://en.wikipedia.org/wiki/Transmission_Co
ntrol_Protocol&ei=lA45TMvCAYP68Aa5m 
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2.2  CAPA DE APLICACIÓN 
 
Es  la que proporciona la interfaz entre los sistemas de información que se utilizan 
en una comunicación  y la red vecina en la cual se transmiten los mensajes. Los 
protocolos de la capa de aplicación  se utilizan para intercambiar los datos entre 
los programas que se ejecutan en los hosts de origen y destino. Existen muchos 
protocolos  en la capa de aplicación  y el grupo más conocido son: 
 
DNS (Domain  Name Service) para resolver nombres de Internet en   direcciones. 
 
IP. HTTP (Hypertex Transfer Protocol) para transferir archivos que forman las 
páginas web. 
 
SMTP (Simple Mail Transfer Protocol)  para la transferencia de mensajes  de 
correo y adjuntos. 
 
TELNET (Telecomunication Network) para proporcionar acceso   remoto a 
servidores y dispositivos de la red, 
 
FTP (File Transfer Protocol) para transferencia interactiva de archivos entre 
sistemas. 
 
2.3 CAPA DE TRANSPORTE 
 
Provee la conexión  extremo a extremo desde un programa de aplicación  a otro. 
Puede proveer un transporte confiable   asegurando que los datos lleguen  sin 
errores y en la secuencia correcta, coordina  múltiples aplicaciones  que 
interactúan en la red simultáneamente de tal forma que los datos enviados por una 
aplicación sean recibidos correctamente. Los únicos protocolos existentes para 
esta capa son el TCP (Transmision  Control Protocol) y el UDP (User Datagrama 
Protocol), es posible usar uno de los dos dependiendo del modo  y del método 
preferido para el envió de  los datos. 
 
2.3.1 Protocolo UDP (User Datagrama Protocol)  
 
Permite el envió de datagramas a través de la red  sin que se haya establecido 
previamente una conexión, ya que el propio datagrama incorpora suficiente 
información de direccionamiento en su cabecera. Tampoco tiene confirmación ni 
control de flujo, por lo que los paquetes pueden adelantarse unos a otros; tampoco 
se sabe si llegan correctamente, ya que no hay confirmación de entrega o 
recepción.  
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2.3.2  Protocolo TCP  (Transmition Control  Protocol) 
 
Es el responsable de ensamblar los datos que se van a transmitir y controla su 
transmisión de un sitio a otro.  Asegura la calidad de la transmisión  y la recepción. 
TCP es un protocolo orientado a la conexión, el usuario establece primero la 
conexión, la usa y finalmente la libera. El ejemplo más claro es una llamada 
telefónica: se descuelga, se habla y se cuelga. Realmente lo que se hace es 
establecer un canal exclusivo de comunicación de una cierta capacidad para un 
usuario en  concreto.  
 
2.4  CAPA DE RED  
 
Controla la comunicación entre un equipo y otro decide que rutas deben seguir los 
paquetes de información para alcanzar su destino. Forma los paquetes IP que 
serán enviados a la capa inferior. Desemcapsula los paquetes recibidos pasando a 
la capa superior la información dirigida a una aplicación. Encapsula los paquetes 
en forma de datagrama (Ver Figura 2) y además ejecuta los algoritmos de 
enrutamiento de paquetes. En este nivel intervienen 3 protocolos: IP (Internet 
Protocol), ICMP (Internet Control Message Protocol) e IGMP (Internet Group 
Management Protocol). 
 
Fig. 2  Estructura de un Datagrama ipv4 
 
Fuente: Imagen extraída (http://www.ipv6.com.) 
 
2.4.1 Protocolo IP 
 
El protocolo de Internet (Internet Protocol) es parte de la capa de red del    
conjunto de protocolos TCP/IP. Es uno de los protocolos de Internet más 
importantes porque definen la manera en que se enrutan los paquetes entre las 
redes. Cada nodo en cada una de  las redes tiene una dirección IP diferente. Para 
garantizar un enrutamiento correcto. IP agrega su propio encabezado a los 
paquetes este proceso se apoya en las tablas de enrutamiento que son 
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actualizadas permanentemente3. En el caso que el paquete sea demasiado 
grande, el protocolo IP lo fragmenta para poderlo transportar.  
 
 
2.5   DIRECCIONAMIENTO IPV4 
Para poder comunicarse en una red, cada equipo debe tener una dirección IP 
exclusiva. En el direccionamiento IP en clases, existen tres clases de dirección 
que se utilizan para asignar direcciones IP a los equipos. El tamaño y tipo de la 
red determina la clase de dirección IP  que aplicamos cuando proporcionemos 
direcciones IP a los equipos y otros hosts en la red4. (Ver figura 3) 
 
Fig. 3  Direccionamiento IPV4 
 
Fuente: Imagen extraída (http://www.monografias.com/trabajos30/direccionamiento-
ip/direccionamiento-ip.shtml) 
 
La dirección IP es el único identificador que diferencia un equipo de otro en una 
red y ayuda a localizar dónde reside ese equipo. Se necesita una dirección IP para 
cada equipo y componente de red, como un router, que se comunique mediante 
TCP/IP. 
La dirección IP identifica la ubicación de un equipo en la red, una dirección IP 
debe ser exclusiva pero conforme a un formato estándar. Una dirección IP está 
formada por un conjunto de cuatro números, cada uno de los cuales puede oscilar 
entre 0 y 255. 
 
2.5.1 Componentes de una dirección IP 
Una dirección IP está formada por dos partes: el ID de host y el ID de red. ID de 
red es la primera parte de una dirección IP es el ID de red, que identifica el 
segmento de red en el que está ubicado el equipo. (Ver figura 4) 
                                                            
3 http://es.wikipedia.org/wiki/Internet_Protocol 
4 http://www.monografias.com/trabajos30/direccionamiento-ip/direccionamiento-ip.shtml 
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Todos los equipos del mismo segmento deben tener el mismo ID de red. La 
segunda parte de una dirección IP es el ID de host, que identifica un equipo, un 
router u otro dispositivo de un segmento. 
El ID de cada host debe ser exclusivo en el ID de red, dos equipos con diferentes 
IDs de red pueden tener el mismo ID de host. Sin embargo, la combinación del ID 
de red y el ID de host debe ser exclusivo para todos los equipos que se 
comuniquen entre sí5. 
 
Fig. 4 Componentes de una Dirección IPV4 
 
Fuente: Imagen extraída de  http://www.monografias.com/trabajos30/direccionamiento-
ip/direccionamiento-ip.shtml 
Las clases de direcciones se utilizan para asignar IDs de red a las organizaciones  
para que los equipos de sus redes puedan comunicarse en Internet. Las clases de 
direcciones también se utilizan para definir el punto de división entre el ID de red y 
el ID de host. 
Clase A 
Las direcciones de clase A se asignan a redes con un número muy grande de 
hosts. Esta clase permite 126 redes, utilizando el primer número para el ID de red. 
Los tres números restantes se utilizan para el ID de host, permitiendo 16.777.214 
hosts por red. 
Clase B 
Las direcciones de clase B se asignan a redes de tamaño mediano a grande. Esta 
clase permite 16.384 redes, utilizando los dos primeros números para el ID de red. 
Los dos números restantes se utilizan para el ID de host, permitiendo 65.534 hosts 
por red. 
Clase C 
Las direcciones de clase C se utilizan para redes de área local (LANs) pequeñas. 
Esta clase permite aproximadamente 2.097.152 redes utilizando los tres primeros 
                                                            
5 http://www.monografias.com/trabajos30/direccionamiento-ip/direccionamiento-ip.shtml 
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números para el ID de red. El número restante se utiliza para el ID de host, 
permitiendo 254 hosts por red. 
Clases D y E 
Las clases D y E no se asignan a hosts. Las direcciones de clase D se utilizan 
para la multidifusión, y las direcciones de clase E se reservan para uso futuro. 
 
2.5.2  Máscaras de subred 
 
En el método de direccionamiento en clases, el número de redes y hosts 
disponibles para una clase de dirección específica está predeterminado.  
Las subredes permiten que un único ID de red de una clase se divida en IDs de 
red de menor tamaño (definido por el número de direcciones IP identificadas). Con 
el uso de estos múltiples IDs de red de menor tamaño, la red puede segmentarse 
en subredes, cada una con un ID de red distinto, también denominado ID de 
subred6. 
 
2.5.3 Estructura de las máscaras de subred 
 
Para dividir un ID de red, se utilizó una máscara de subred (Ver figura 5). Una 
máscara de subred es una pantalla que diferencia el ID de red de un ID de host en 
una dirección IP pero no está restringido por las mismas normas que el método de 
clases anterior. Una máscara de subred está formada por un conjunto de cuatro 
números, similar a una dirección IP7. 
El valor de estos números oscila entre 0 y 255. 
 
Fig 5  Mascara de subred 
                  
Fuente: Imagen  extraída de  www.monografias.com/trabajos30/direccionamiento-
ip/direccionamiento-ip.shtml 
                                                            
6 http://www.monografias.com/trabajos30/direccionamiento-ip/direccionamiento-ip.shtml 
7 http://www.monografias.com/trabajos30/direccionamiento-ip/direccionamiento-ip.shtml 
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2.6 PLANIFICACIÓN DEL DIRECCIONAMIENTO IP 
 
Una vez establecida una red, todos los equipos que se encuentran en ella 
necesitan una dirección IP. Sin una dirección IP, un equipo no recibe los datos que 
van dirigidos a él. Una dirección IP debe seguir ciertas directrices (Ver figura 6) 
para garantizar que los datos se transmiten al equipo correcto. 
 
2.6.1 Directrices de Direccionamiento 
Algunas directrices sobre los números  utilizados para el identificador de red y el 
identificador de host cuando asignemos una dirección IP utilizando clases. (ver 
figura 6). 
 
Fig. 6   Directrices de direccionamiento 
 
Fuente: Imagen extraída  de  www.monografias.com/trabajos30/direccionamiento-
ip/direccionamiento-ip.shtml 
 
2.6.2 Asignación de identificador de Red 
Todas las subredes deben tener un ID de red exclusivo. Por ejemplo, la subred A 
podría tener el ID de red 10.0.0.0, la subred B podría tener el ID de red 
192.168.2.0, y la subred C podría tener el ID de red 172.16.0.08.  (Ver figura 7) 
Fig.  7 Asignación de IDS de red 
 
Fuente: Imagen extraída  de  http://www.monografias.com/trabajos30/direccionamiento-
ip/direccionamiento-ip.shtml 
                                                            
8 http://www.monografias.com/trabajos30/direccionamiento-ip/direccionamiento-ip.shtml 
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2.6.3  Asignación de IDS de Host 
 
El ID de host identifica a un host TCP/IP de una red y debe ser exclusivo para un 
ID de red determinado. Todos los hosts TCP/IP, incluyendo los routers,  que 
requieren IDs de host exclusivos. No existen normas para la asignación de IDs de 
host en una subred9.  (Ver figura 8) 
Fig. 8 Asignación de Ids de Host 
 
Fuente: Imagen extraída  de  http://www.monografias.com/trabajos30/direccionamiento-
ip/direccionamiento-ip.shtml 
 
2.6.4  Puerta de enlace predeterminada 
 
Para un host específico, la dirección IP del router que se encuentra en el mismo 
segmento que el host recibe el nombre de la puerta de enlace predeterminada del 
host. Toda la información que el host necesite enviar a segmentos distintos de los 
suyos, es enrutada a través de la puerta de enlace predeterminada. Como un host 
y su puerta de enlace predeterminada se encuentran en el mismo segmento, 
tienen el mismo ID de red pero diferentes IDs de host. Por ejemplo, para el host 
con la dirección IP 192.168.2.11, la dirección IP de la puerta de enlace 
predeterminada es 192.168.2.110. 
 
2.7  SITUACIÓN HIPOTÉTICA DE  TOPOLOGÍA  RED IPV4  
 
La figura 9 muestra un ejemplo del diseño de una red ipv4 en una empresa que 
tiene varias sedes en diferentes ciudades  
 
 
 
                                                            
9 http://www.monografias.com/trabajos30/direccionamiento-ip/direccionamiento-ip.shtm 
10 http://www.monografias.com/trabajos30/direccionamiento-ip/direccionamiento-ip.shtml 
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Fig. 9 Topología red ipv4 
 
Fuente: Imagen del autor 
 
La topología se compone de dos subredes con direcciones ipv4 configuradas, la  
red interna 192.168.1 con Windows Server 2003 con servicios TELNET, DNS y 
servicio  WEB 
 
Tabla 1  Direcciones IPV4 
 
Nombre Referencia Interf
a 
Dirección  IP Mascara subred Gatewey  
 
Bogota 
Router 3600 
Version 12.4(6)T 
Fa 0/0 
S1/0 
192.168.1.33 
200.0.0.1 
255.255.255.248 
255.255.255.252 
N/C 
 
Medellín 
Router 3600       
Version 12.4(6)T 
S1/0 
S1/1 
200.0.0.2 
210.0.0.1 
255.255.255.252 
255.255.255.252 
N/C 
 
Cali 
Router 3600 
Version 12.4(6)T 
S1/1 
Fa0/0 
210.0.0.2 
192.168.1.65 
255.255.255.252 
255.255.255.248 
N/C 
 
Servidor 
Windows Server 
2003 Enterprise 
Edition SP2 
 
Fa0/0 
 
192.168.1.34 
 
255.255.255.248 
 
192.168.1.33 
 
Cliente 
 
Windows XP 
 
Fa0/0 
 
192.168.1.66 
 
255.255.255.248 
 
192.168.1.65 
 
 
 
 
MEDELLIN 
BOGOTA CALI 
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2.8 DIRECCIONAMIENTO  IPV6 
 
El sistema de direcciones es uno de los cambios mas importantes que  afectan  a 
IPV6, donde se han pasado de los 32 a 128 bits (cuatro veces mayor). 
Estas nuevas direcciones identifican  a una interfaz o a un conjunto de interfaces y 
no a un nodo, a un que cada interfaz pertenece a un nodo, es posible referirse a 
estos a través de una interfaz. 
 
2.8.1   Modelos de direccionamiento 
 
Cualquier tipo de dirección se asigna a interfaces, no a nodos. Todos los 
interfaces han de tener, por los menos, una dirección de enlace local (Link-Local) 
de tipo unicast. Una interfaz puede tener asignadas múltiples direcciones de 
cualquier tipo (unicast, anycast, multicast) o ámbito (scope). Direcciones unicast 
con ámbito mayor que el de enlace no son necesarias para interfaces que no son 
usadas como origen y destino de paquetes IPv6. Esto significa que para la 
comunicación dentro de una LAN no nos hacen falta direcciones IPv6 globales, 
sino que tenemos más que suficiente con direcciones de ámbito local. De hecho, 
es lo aconsejable para enlaces punto a punto. 
Respecto a los prefijos de subred, IPv6 sigue el mismo modelo que IPv4, es decir, 
un prefijo se asocia a un enlace, pudiendo haber varios prefijos en un mismo 
enlace. 
 
2.8.2  Ámbitos 
 
Cada dirección IPv6 tiene un ámbito, que es un área dentro de la cual esta puede 
ser utilizada como identificador único de una o varios interfaces. El ámbito de cada 
dirección forma parte de la misma dirección. 
 
2.8.3 Nomenclatura de las direcciones 
 
Unicast: Identifica  a una sola interfaz (Comunicación uno a uno) 
– Globales 
– Enlace local         fe80::/10 
– Sitio local             fec0::/10 
– Unicast locales    fc00::/7 
 
Multicast: identificara a un conjunto de interfaces que están  en nodos distintos 
pero en este caso, el paquete es  enviado a todos los nodos del conjunto. 
 (Comunicación uno a muchos) ff80::/8   
 
Anycast: Identifica un conjunto de interfaces, probablemente en distintos nodos 
(comunicación de un nodo  al más cercano) se asignan a partir de  prefijos locales. 
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 Reservadas   ::/128 dirección no especificada 
          ::1/128 loopback 
      20001:db8::/32 direcciones para documentación 
 
 Transición  2002:: ipv4/48(6to4) 
 
Las direcciones anycast siguen la misma norma que las unicast. Para las 
direcciones multicast tenemos catorce posibles ámbitos, que identifican desde un 
interfaz local a una dirección global. Nodos de un mismo ámbito y visibles entre sí 
definen una zona. No se permite que un router encamine tráfico entre diferentes 
zonas (perderían todo el sentido los ámbitos) La gran ventaja de los ámbitos es 
que permiten la remuneración de prefijos sin mucha dificultad, ya que las 
direcciones de ámbito no global se mantendrán.  
 
2.8.4  Identificadores de interfaz 
 
El ID de interfaz identifica una interfaz de un determinado nodo. Un ID de interfaz 
debe ser exclusivo en la subred. Los hosts de IPv6 pueden aplicar el protocolo ND 
para generar automáticamente sus propios ID de interfaz. El protocolo ND genera 
de forma automática el ID de interfaz, a partir de la dirección MAC o la dirección 
EUI-64 de la interfaz del host. Los IDde interfaz también se pueden asignar 
manualmente, lo cual es preferible en el caso de enrutadores de IPv6 y servidores 
habilitados para IPv6. (Ver figura 10) 
 
Fig. 10  Identificador de interfaz a partir  de la MAC 
 
 
Fuente: Imagen extraída http://technet.microsoft.com/es-es/library/cc736439(WS.10).aspx 
 
Para crear el identificador de interfaz IPV6 a partir de la dirección MAC de 
Ethernet de 48 bits (6 bytes): 
 Los dígitos hexadecimales 0xFF-FE se insertan entre el tercer y cuarto byte 
de la dirección MAC.  
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 Se complementa el bit Universal o local (el segundo bit de orden inferior del 
primer byte de la dirección MAC). Si es 1, se establece en 0; y si es 0, se 
establece en 1.  
        Por ejemplo, para la dirección MAC de 00-60-08-52-F9-D8: 
 Los dígitos hexadecimales 0xFF-FE se insertan entre 0x08 (el tercer byte) y 
0x52 (el cuarto byte) en la dirección MAC, con lo que se forma la dirección de 
64 bits de 00-60-08-FF-FE-52-F9-D8.  
 Se complementa el bit Universal o local, el segundo bit de orden inferior de 
0x00 (el primer byte) de la dirección MAC. El segundo bit de orden inferior de 
0x00 es 0 que, una vez complementado, se convierte en 1. El resultado es 
que, para el primer byte, 0x00 se convierte en 0x02.  
En consecuencia, el identificador de interfaz IPv6 que corresponde a la 
dirección MAC de Ethernet de 00-60-08-52-F9-D8 es 02-60-08-FF-FE-52-F9-
D811. 
 
2.8.5 Direcciones IPv6 Reservadas 
 
Tabla 2 Direcciones IPV6 Reservadas 
 
Dirección IPv6 Longitud del 
Prefijo (Bits) 
Descripción Notas 
:: 128 bits Sin especificar como 0.0.0.0 en Pv4 
::1 128 bits Dirección de bucle 
local (loopback) 
como las 127.0.0.1 
en IPv4 
::00:xx:xx:xx:xx 96 bits Direcciones IPv6 
compatibles con 
IPv4 
Los 32 bits más 
bajos contienen una 
dirección IPv4. 
También se 
denominan 
direcciones 
“empotradas 
::ff:xx:xx:xx:xx 96 bits Direcciones IPv6 
mapeadas a IPv4 
Los 32 bits más 
bajos contienen una 
dirección IPv4. Se 
usan para 
representar 
direcciones IPv4 
mediante direcciones 
IPv6 
                                                            
11 http://technet.microsoft.com/es-es/library/cc736439(WS.10).aspx 
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fe80:: - feb:: 10 bits Direcciones link-
local 
equivalentes a la 
dirección de 
loopback de IPv4 
fec0:: - fef:: 10 bits Direcciones site-
local 
Equivalentes al 
direccionamiento 
privado de IPv4 
ff:: 8 bits Multicast  
001 (base 2) 3 bits Direcciones 
unicast globales 
Todas las 
direcciones IPv6 
globales se asignan 
a partir de este 
espacio. Los 
primeros tres bits 
siempre son “001”. 
 
2.8.6  Protocolos de Internet: IPv4 vs. IPv6 
 
La siguiente tabla resume las principales características funcionales    
comparativas entre los protocolos IPv4 e IPv6. 
 
Tabla 3  IPv4 vs. IPv6 
 
Protocolo ipv4 Protocolo ipv6 
Espacio de direcciones de 32 
bits, es decir 232 ~ 4.2x109 
direcciones IP posibles 
Espacio de direcciones de 128 
bits, es decir 2128 ~ 3.4x1034 
direcciones IP posibles 
Configuración Manual o 
Dinámica (DHCP) 
Configuración “Plug & Play”, 
Manual o Dinámica (DHCPv6 
Direcciones de Tipo Unicast, 
Multicast y Broadcast 
Direcciones Tipo Unicast, 
Multicast y Anycast 
Políticas de calidad del  servicio  
se realizan a través del campo 
 Tipo de Servicio (ToS) del paquete 
IP 
Políticas de calidad de servicio 
se realizan a través de los 
campos Etiqueta de Flujo y 
Clase de Tráfico 
Seguridad es algo opcional, a 
través del parche IPSec. 
Seguridad extremo-a-extremo 
implementada en forma nativa 
Protocolo no escalable Protocolo escalable 
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3. INGENIERÍA DEL PROYECTO 
 
IPV6  es la nueva versión del protocolo en que la Internet esta basado. La principal 
motivación para el diseño y despliegue es la expansión del espacio de direcciones 
disponibles, permitiendo que se conecten más dispositivos, usuarios y tecnologías. 
En este capitulo se describe  las fases para la transición del protocolo ipv4 a ipv6, 
haciendo una descripción de cada una de ellas partiendo de la topología 
propuesta. 
 
3.1  PLANIFICACIÓN DE UNA RED IPV6 
 
Implementar IPV6 en una red configurada con IPV4  requiere esfuerzo  
planificación y que se efectué por fases. 
Ipv6 incorpora  funciones adicionales a una red ya configurada. Cuando se 
implemente IPV6, se debe comprobar que no se interrumpan las aplicaciones con 
Ipv4. 
   
3.1.1 Fases de planificación de una red para admitir IPv6 
 
Tabla 4 Planificación de  Red IPv6 
 
FASES DESCRIPCIÓN 
1. Preparar el hardware para 
admitir ipv6. 
Comprobar que el hardware se pueda 
actualizar a ipv6. 
 
2. Disponer de un ISP que 
admita ipv6. 
Comprobar que el ISP que se utiliza  
admita ipv6. De no ser así, buscar uno 
que sea compatible con ipv6. Utilizar 
uno para ipv4 y otro para ipv6. 
3. Comprobar que las 
aplicaciones estén preparadas 
para funcionar  con ipv6. 
Verificar que las aplicaciones 
funcionen con  el entorno ipv6. 
4.Disponer de un prefijo de sitio Solicitar al ISP o al RIR un prefijo de 
sitio 
5. Crear un plan de direcciones 
de subredes. 
Se debe planificar la topología de red 
IPV6 global y el esquema de 
direcciones para poder configurar 
IPV6 en los distintos nodos de la red. 
6. Crear un par de direcciones 
para entidades de la red. 
Planificar las direcciones de routers, 
servidores y host antes de configurar 
ipv6. 
7. Habilitar los nodos para que 
admitan  IPV6. 
Configurar IPV6 en todos los nodos y 
routers. 
8. Activar servicios de Red Comprobar que los servidores puedan 
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admitir IPV6. 
9. Actualizar los nombres de 
servidor para compatibilidad con 
ipv6. 
Comprobar que los servidores DNS y 
DHCP actualicen las nuevas 
direcciones IPV6. 
10 Diseñar plan para uso de 
Dual Stack, tuneles y Nat-PT 
Determinar los routers y los host que 
van a ejecutar los mecanismos 
 
 
 
3.2 DESCRIPCIÓN DE LAS FASES PARA LA MIGRACIÓN A IPv6 
 
3.2.1 Primera Fase para la migración del protocolo de IPv4 a IPv6 
 
3.2.1.1  Preparación de la topología de red para admitir IPv6 
 
El primer paso al implementar IPv6 consiste en detectar las entidades de la red 
que sean compatibles con IPv6. La mayoría de las veces, la implementación de 
IPv6 no modifica la topología de red (cables, routers y hosts). Ahora bien, antes de 
configurar direcciones IPv6 en interfaces de red, se debe preparar para IPv6 en el 
hardware y las aplicaciones. 
Verificar que el hardware de la red se pueda actualizar a IPv6.  Consultar la 
documentación de los fabricantes sobre la compatibilidad con IPv6 respecto a los 
siguientes tipos de hardware: 
 
 Routers  
 Servidores  
 Switchs 
 
3.2.2  Segunda Fase para la migración del protocolo de IPv4 a IPv6 
 
3.2.2.1  Preparación de servicios de red para admitir IPv6 
 
Los siguientes servicios de red IPv4 típicos de la versión actual de Windows 
admiten Ipv6. Los equipos configurados para ipv6 pueden ejecutar servicios de 
IPv4. Los servicios que no estén conectados a ipv6 seguirán funcionando con la 
mitad de ipv4 de la pila de protocolos. 
 
 WEB  
 DNS 
 TELNET 
 
Los nodos configurados para IPv6 pueden ejecutar servicios de IPv4. Al activar 
IPv6, no todos los servicios aceptan conexiones IPv6. Los servicios conectados a 
IPv6 aceptarán una conexión. 
 35 
Los servicios que no estén conectados a IPv6 seguirán funcionando con la mitad 
de IPv4 de la pila de protocolos. 
 
3.2.3 Tercera Fase para la migración del protocolo de IPv4 a  IPv6 
 
3.2.3.1   Preparación de un plan de direcciones IPv6 
 
Para desarrollar un plan de direcciones ipv6  se requieren los siguientes requisitos: 
 Obtención de un prefijo de sitio. 
 Creación del esquema de numeración de IPV6. 
 
3.2.3.1.1  Obtención del Prefijo de  sitio IPv6  
En notación hexadecimal, las direcciones locales de un sitio comienzan con "FE" 
y el tercer dígito hexadecimal está entre "C" y "F". Es así como estas direcciones 
pueden comenzar  con "FEC", "FED", "FEE" o "FEF", en nuestro caso utilizamos 
FEC.  
Estas direcciones identifican a todos los dispositivos dentro de una red interna o 
sitio, compuesta por varios enlaces o dominios de capa 2.  
Las direcciones Locales Unicast tienen la estructura de los 48 primeros bits para 
identificador único, 16 bits para ID de Subred y 64 bits para ID de interfaz, esta es 
la razón del prefijo /64 que utilizamos para estas direcciones.   
Las direcciones Unicast Globales son utilizadas para comunicar dos nodos a 
través de Internet. Son equivalentes a las direcciones públicas IPv4. Son el único 
tipo de direcciones que pueden ser enrutadas a través de Internet.  
Todas las subredes en el espacio de direccionamiento Unicast Global tienen un 
prefijo de red fijo igual a /64. Esto implica que los primeros 64 bits (los primeros 4 
campos en formato hexadecimal) corresponden al identificador de red, y los 
siguientes corresponden a la identificación de interfaz de un determinado nodo.  
3.2.3.1.2  Creación de un esquema de numeración de IPv6 para subredes y 
para  nodos 
   
En la topología mostrada hay dos rangos de direcciones Unicast Locales al 
enlace; las direcciones FEC0:1::1 y FEC0:1::10 para la LAN del SERVIDOR y las 
direcciones FEC0:A::1 y FEC0:A::10 para la LAN del CLIENTE. Además contamos 
con  dos rangos de direcciones Unicast Globales: Las direcciones 2001:1::/64 eui-
64  para la WAN1 y las direcciones 2001:2::/64 eui-64 para la WAN2. 
 (Ver figura 11) 
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Fig.11 Topología de Red Ipv6 
 
 
   
Fuente: Imagen Autor 
 
Tabla  5 .Direcciones IPV6 
 
Nombre Referencia  Interfaz Dirección  IP 
Bogotá  Router 3600 
Versión 12.4(6)T 
Fa0/0 
S1/0 
FEC0:1::1 
2001:1::/64eui-64 
Medellín Router 3600 
Versión 12.4(6)T 
S1/0 
S1/1 
2001:1::/64eui-64 
2001:2::/64eui-64 
Cali Router 3600 
Versión 12.4(6)T  
S1/1 
Fa0/0 
2001:2::/64eui-64 
FEC0:A::1 
Servidor Windows Server 
2003 Enterprise 
Edition  SP2 
Fa0/0 FEC0:1::10 
Cliente Windows XP Fa0/0 FEC0:A::10 
 
 
 
 
 
 
Bogota Cali 
Medellín 
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4. DISEÑO INGENIERIL 
 
 
Este capítulo presenta una descripción general de las tecnologías y la  
implementación de los servicios en Windows  Server 2003 Enterprise Edition  SP 2 
IPv6 (Internet Protocol versión 6). En la implementación se utilizó el emulador 
GNS3 basado en el software Dynamips. Que permite hacer  una emulación casi 
perfecta en un ambiente con router cisco 3640 y 7200. 
Las direcciones IPv6 e IPv4 coexisten en el entorno de redes Windows Server 
2003. Los sistemas y servicios  que se configuran con direcciones IPv6 mantienen 
sus direcciones IPv4, en caso de que tales direcciones ya existan. Las 
operaciones en que intervienen direcciones IPv6 no repercuten  negativamente en 
operaciones de IPv4 y viceversa. 
 
 
 
4.1 SISTEMATIZACIÓN  
 
Mecanismos de transición que se planificaron, implementaron y emularon en el 
desarrollo de este trabajo (Ver figura 12). 
 
Fig. 12   Mecanismos de transición 
 
 
Fuente: Imagen autor 
 
 
Apropiación de las  herramientas  tecnológicas para  la ejecución del  trabajo 
propuesto (Ver figura 13). 
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Fig. 13   Tecnologías 
  
Fuente: Imagen autor 
 
 
4.2     TRANSICIÓN DE IPV4 A IPV6 
 
Los métodos de transición son un conjunto de mecanismos  y de protocolos 
implementados en host y Routers junto con algunas guías operativas de 
direccionamiento designadas para hacer la transición de Internet a IPv6 con la 
menor interrupción posible. La clave de la transición es la compatibilidad con la 
base instalada  de dispositivos IPv4 (ver figura 14). Estos mecanismos  permitirán 
usar la infraestructura IPv4 para IPv6 y viceversa, dado que se prevé que su uso 
será  prolongado. 
 
Fig. 14 Ubicación del IPv6  en el protocolo TCP/ IP 
 
  
Fuente: Imagen extraída http://www.cu.ipv6tf.org7lacni97jesus_martinez_ipv6tf_cuba.ppt 
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4.2.1 Mecanismo de transición Dual Stack 
La pila dual IP dual es una implementación de la pila de protocolos TCP/IP que 
incluyen ambas, una capa de Internet IPv4 y una capa de Internet IPv6. Este es un 
mecanismo utilizado por nodos IPv6/IPv4 para que nodos IPv4 se puedan 
comunicar con nodos IPv6. Una pila dual IP contiene una simple implementación 
de protocolos de capa host-a-host tales como TCP y UDP. Todos los protocolos 
de capas superiores en una implementación de pila dual IP pueden comunicarse 
sobre IPv4, IPv6 o IPv6 en túnel en IPv4. El DNS (Nombre de Servidor de 
Dominio) podrá resolver la direcciones ipv4, direcciones  ipv6 o ambas. 
Arquitectura de Dual Stack  
En general, el término Dual Stack se refiere a una duplicación completa de todos 
los niveles de la pila de protocolos de aplicaciones en la capa de red. Un ejemplo 
de duplicación completa es un sistema que ejecuta los protocolos OSI y TCP/IP.  
Por lo tanto, en IPv4 e IPv6 pueden ejecutarse los mismos protocolos de 
transporte, TCP UDP y SCTP. Además, se pueden ejecutar las mismas 
aplicaciones. (Ver Figura 15)  ilustra el funcionamiento de los protocolos IPv4 e 
IPv6 como pila doble en las distintas capas del conjunto de protocolos de Internet. 
Fig.  15. Arquitectura de protocolos  Dual Stack 
 
 
 
Fuente: Imagen extraída de http://docs.sun.com/app/docs/doc/820-2981/ipv6-ref-81?l=es&a=view 
 
Con el IOS 3640 Versión 12.4(6)T que soporte ipv6 damos de alta  las direcciones 
ipv4 e ipv6 en las interfaces  FastEthernet  y  Seriales en modo de configuración 
global se nombraron  el router, se configuró el protocolo  RIPng, se ingresaron  
rutas estáticas   con el comando no auto-summary  se separaron las redes de la 
topología12. 
                                                            
12 http://docs.sun.com/app/docs/doc/820-2981/ipv6-ref-81?l=es&a=view 
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Configuración Dual Stack 
 
Para la configuración de la Dual Stack se utilizó 
1. El sistema operativo Windows XP y Windows Server 2003 Enterprise 
Edition SP2  
2. Simulador GNS3 
3. 3 routers referencia  3640 con IOS reales.  
4. interface serial  
5. interface fastethernet  
6. 2 computadores (Cliente y servidor) (DD 250 G; memoria RAM 2G) 
7. 1 Switch 
  
Se inicio proporcionándole  un nombre a cada router; como BOGOTA, MEDELLÍN 
Y CALI. Se realizaron las conexiones correspondientes de la siguiente forma: 
router Bogotá interface serial 1/0  con router Medellín y router Medellín interface 
serial 1/1  con router Cali el router Bogotá se conecto con el servidor a una 
interface FastEthernet 0/0. A cada interface se le configuro una dirección IPV4 e 
IPV6,  de la misma forma se conecto el router Cali con la  interface FastEthernet 
0/0. 
 
Con la configuración Dual Stack  la red funciona con cualquiera de las dos 
direcciones IP si en caso dado se cae IPv4 la red va a funcionar con IPv6 o 
viceversa. A continuación  los comando de configuración. 
 
ROUTER BOGOTA 
 
enable 
configure Terminal 
hostname BOGOTA 
ipv6 unicast-routing 
ipv6 router rip REDES 
interface fastethernet 0/0 
ip address 192.168.1.33 255.255.255.248 
ipv6 address fec0:1::1/64 
ipv6 rip REDES enable 
no shutdown 
interface serial 1/0  
ip address 200.0.0.1 255.255.255.248 
ipv6 address 2001:1::/64 eui-64 
ipv6 rip REDES enable 
no shutdown 
router rip 
version 2 
network 192.168.1.0 
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network 200.0.0.0 
no auto-summary 
do wr 
 
ROUTER MEDELLIN 
 
enable 
configure Terminal 
hostname MEDELLIN 
ipv6 unicast-routing 
ipv6 router rip REDES 
interface serial 1/0 
ip address 200.0.0.2 255.255.255.248 
ipv6 address 2001:1::/64 eui-64 
ipv6 rip REDES enable 
no shutdown 
interface serial 1/1 
ip address 210.0.0.2 255.255.255.248 
ipv6 address 2001:2::/64 eui-64 
ipv6 rip REDES enable 
no shutdown 
router rip 
version 2 
network 200.0.0.0 
network 210.0.0.0 
no auto-summary 
do wr 
 
ROUTER CALI 
 
enable 
configure Terminal 
hostname CALI 
ipv6 unicast-routing 
ipv6 router rip REDES 
interface fastethernet 0/0 
ip address 192.168.1.65 255.255.255.248 
ipv6 address fec0:a::1/64  
ipv6 rip REDES enable 
no shutdown 
interface serial 1/1 
ip address 210.0.0.1 255.255.255.248 
ipv6 address 2001:2::/64 eui-64 
ipv6 rip REDES enable 
no shutdown 
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router rip  
version 2 
network 210.0.0.0 
network 192.168.1.0 
no auto-summary 
do wr 
 
 
4.3 MECANISMOS DE TÚNELES   
Un túnel es un camino lógico entre la fuente y los puntos finales de destino entre 
dos redes. Cada paquete se encapsula en la fuente será de-encapsulados en el 
destino. Este proceso seguirá su camino mientras el túnel lógico es persistente 
entre los dos extremos.  
Los túneles proporcionan  un mecanismo para utilizar la infraestructura ipv4 
mientras la infraestructura ipv6 esta siendo implantada. Este mecanismo  consiste 
en enviar datagramas ipv6 encapsulados en paquetes ipv4. 
Los extremos finales del túnel son los responsable de realizar la operación de 
encapsulado del paquete ipv6 en ipv4 
En el caso de los túneles  los protocolos que se utilizan son a nivel de capa 2 
(Enlace de datos: Ethernet, Fast Ethernet, Gigabit Ethernet, Token Ring, FDDI, 
ATM, HDLC.,cdp  ) o a nivel  capa 3 (Red : ARP, RARP, IP (IPv4, IPv6), X.25, 
ICMP, IGMP, NetBEUI, IPX), se crea la conexión entre los dos puntos y se crea un 
túnel entre ellos como si pertenecieran a una misma red local. 
4.3.1 Configuración del Túnel Manual:  
 
El túnel manual consiste en dos islas IPV6. Las interfaces túnel hacen referencia a 
un origen y a un destino y se configuran en los routers de los  extremo en este 
caso Bogota y Cali. Como origen se toma el nombre de la dirección serial y como 
destino la dirección IP del otro extremo. Las interfaces túnel  y las FastEthernet se 
configuran con direcciones IPV6, se implementa el protocolo eigrp para la 
conectividad IPV4  y se implementa OSPF para las interfaces FastEthernet y para 
las interfaces túnel, se crean rutas estáticas. El túnel manual se  trabajó con el IOS  
3640 Versión 12.4(6)T que soporta el protocolo ipv6 y túneles. Ver figura 16 
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Fig.  16  Topología túnel 
 
 
 
 
Fuente: Imagen Autor 
 
Para la configuración de la Túnel Manual se utilizó 
 
1. El Sistema Operativo Windows XP, windows Server 2003 Enterprise Edition  
2. Simulador GNS3 
3. 3 routers referencia 3600 con IOS reales.  
4. interface serial   
5. Interfaces FastEthernet 
6. 2 computadores(Servidor, Cliente) (DD 250 G; memoria RAM 2G) 
7. Switch 
8. Protocolos OSPF, EIGRP 
  
Se inicio proporcionándole un nombre a cada router; como BOGOTÁ, MEDELLÍN 
Y CALI. Se realizaron las conexiones correspondientes de la siguiente forma: 
router Bogotá interface serial 1/0 con router Medellín interface serial 1/0 y router 
Medellín interface serial 1/1 con router Cali interface serial 1/1; el router Bogotá se 
conecto con el servidor con la interface FastEthernet 0/0. A cada interface se le dio 
una dirección IPv4 e IPv6, de la misma forma se conecto el router Cali con la 
FastEthernet 0/0. 
 
Las interfaces túnel del extremo de la red se configuran con direcciones IPv6,  se 
implementa el protocolo EIGRP para la conectividad IPv4  y el protocolo OSPF 
para las interfases túnel  origen y destino. 
 
 
 
 
 
MEDELLIN
CALI BOGOTA 
Cliente Servidor 
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Comandos para la configuración del túnel manual 
 
ROUTER BOGOTA 
Configuración de Enrutamiento IPV4 con EIGRP y Rutas Estáticas 
Enable  
Configure terminal 
hostname Bogota 
ipv6 unicast-routing 
interface serial 1/0 
ip address 200.0.0.1 255.255.255.248 
no shutdown 
interface fastethernet 0/0 
ip address 192.168.1.33 255.255.255.248 
no shutdown 
exit 
router eigrp 1 
no auto-summary 
network 200.0.0.0 
network 192.168.1.0 
exit 
 
Se genera el túnel 
 
interface tunnel 0 
tunnel mode ipv6ip 
tunnel source s1/0 
tunnel destination 210.0.0.1 
ipv6 address fec0::13:1/112 
 
Configurar OSPF a Través del Túnel  
 
interface fastethernet 0/0 
ipv6 address fec0:1::1/64  
no shutdown 
ipv6 enable 
ipv6 ospf 1 area 0 
exit 
interface tunnel 0 
ipv6 ospf 1 area 0 
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ROUTER MEDELLIN 
 
El router Medellín es un router inmerso en el túnel 
 
enable 
configure Terminal 
hostname Medellin 
interface serial 1/0  
ip address 200.0.0.2 255.255.255.248 
no shutdown 
interface serial 1/1 
ip address 210.0.0.2 255.255.255.248 
no shutdown 
router eigrp 1 
network 200.0.0.0 
network 210.0.0.0 
no auto-summary 
do wr 
 
ROUTER CALI 
 
Configuración con  Enrutamiento IPV4 con EIGRP 
 
hostname CALI 
ipv6 unicast-routing 
interface serial 1/1 
ip address 210.0.0.1 255.255.255.248 
no shutdown 
interface fastethernet 0/0 
ip address 192.168.1.65 255.255.255.248 
no shutdown  
exit 
router eigrp 1 
no auto-summary 
network 192.168.1.0 
network 210.0.0.0 
exit 
 
se genera  el túnel 
 
interface tunnel 0 
tunnel mode ipv6ip 
tunnel source serial 1/1 
tunnel destination 200.0.0.1  
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ipv6 address fec0::13:2/112 
 
Configurar OSPF  a traves del tunel 
 
interface fastethernet 0/0 
ipv6 address fec0:a::1/64 
no shutdown  
ipv6 enable 
ipv6 ospf 1 area 0 
exit 
interface tunnel 0 
ipv6 ospf 1 area 
 
Respuesta de Ping Desde el Equipo Cliente 
En las figuras 17 y 18 se puede observar  el resultado cuando se hace ping  
utilizando la dirección ipv6  
Figu.  17  Respuesta de ping  del servidor 
 
Fuente: Imagen Autor 
 
Respuesta de Ping Desde el equipo Servidor 
Fig.  18 Respuesta de ping  del cliente 
 
Fuente: Imagen Autor 
 
 
4.3.2     Configuración del Túnel 6 a 4 
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La siguiente figura muestra la topología como se realizò la configuración de los 
túneles con su respectivo direccionamiento (ver figura 19)    
 
Fig. 19  Topología y direccionamiento Túnel 
 
 
 
   
 
Fuente: Imagen Autor 
 
El túnel  6 a 4 tiene el mismo propósito de conectar  dos islas ipv6  de los 
extremos de la red. Mediante una topología de red ipv4  en el medio. Este tipo de 
túnel difiere del manual  en que no se implementa en el túnel ni en las islas  
ningún protocolo de enrutamiento dinámico, en lugar se implementan rutas 
estáticas para llegar a estas. Se utiliza el formato de direcciones ipv6 2002::/16, 
adicionando la dirección ipv4l. 
 
Tabla 6 Direcciones ipv4 e ipv6 para el túnel 6 a 4  
 
Nombre Caracteristicas  Interfaz Dirección  IP 
Bogotá   Routers 3600  
Version 12.4(6)T 
 
F0/0 
S1/0 
 fec0:1::1/64 
192.168.1.33 
200.0.0.1 
Medellín Routers 3600  
Version 12.4(6)T 
 
S1/0 
S1/1 
200.0.0.2 
210.0.0.2 
Cali Routers 3600  
Version 12.4(6)T 
 
S1/1 
F0/0 
192.168.1.65 
 fec0:a::1/64 
210.0.0.1 
Servidor Windows Server 
2003 Enterprise 
Edition 
F0/0 fec0:1::10 
192.1621.34 
BOGOTA CALI 
MEDELLIN 
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Cliente Windows XP F0/0 fec0:A::10 
192.168.166 
  
 
Para la configuración del Túnel 6 to 4 se utilizó  
 
1.  El Sistema Operativo Windows XP, Windows Server 2003 Enterprise 
Edition 
2. Simulador GNS3  
3. 3 Routers referencia  3640 con IOS reales.  
4. Interfaces seriales  
5. Interfaces FastEthernet 
6. 2 computadores (Cliente, Servidor) (DD 250 G; memoria RAM 2G) 
7.  1 Switch 
8.  Dirección IPv6 2002::/16 
  
Se inicio proporcionándole  un nombre a cada router; como BOGOTA, MEDELLÍN 
Y CALI. Se realizaron las conexiones correspondientes de la siguiente forma: 
router Bogotá interface serial 0/1 con router Medellín interface serial 0/1 y router 
Medellín interface serial 1/1 con router Cali interface  serial //1; el router Bogotá se 
conecto con el servidor a la interface FastEthernet 0/0, a cada interface se le 
asigno una dirección IPV4 e IPV6. De la misma forma se conecto el router Cali con 
la interface  FastEthernet 0/0. 
 
 Se configuraron los dos extremos del túnel con direcciones IPv6  sobre la 
topología de IPv4, se configuran rutas estáticas  para lograr conectividad de 
extremo a extremo 
 
 
Comandos para la configuración del Túnel 6 a 4 
 
ROUTER BOGOTÁ 
Enable  
Configure terminal 
hostname Bogota 
ipv6 unicast-routing 
Interface fastethernet 0/0 
ip address 192.168.1.33 255.255.255.248 
ipv6 address fec0:1::1/64 
no shutdown 
interface serial 1/0 
ip address 200.0.0.1 255.255.255.248 
no shutdown 
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router eigrp 1 
network 192.168.1.0 
network 200.0.0.0 
no auto-summary 
interface tunnel 0 
ipv6 address 2002:c800:0001:1::1/64  
tunnel source serial 1/0 
tunnel mode ipv6ip 6to4 
do wr 
ipv6 route 2002::/16 tunnel 0 
ipv6 route fec0:a::/64 2002:d200:0001:1::3 
 
 
ROUTER MEDELLIN 
Enable 
Configure terminal 
hostname Medellin 
interface serial 1/0  
ip address 200.0.0.2 255.255.255.248 
no shutdown 
interface serial 1/1 
ip address 210.0.0.2 255.255.255.248 
no shutdown 
router eigrp 1 
network 200.0.0.0 
network 210.0.0.0 
no auto-summary 
do wr 
 
ROUTER CALI 
enable 
configure terminal 
hostname Cali                    
ipv6 unicast-routing 
interface fastethernet 0/0 
ip address 192.168.1.65 255.255.255.248 
ipv6 address fec0:a::1/64 
no shutdown 
interface tunnel 0 
ipv6 address 2002:d200:0001:1::3/64 
tunnel source serial 1/1 
tunnel mode ipv6ip 6to4 
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interface serial 1/1 
ip address 210.0.0.1 255.255.255.248 
no shutdown 
router eigrp 1 
network 192.168.1.0 
network 210.0.0.0 
no auto-summary 
ipv6 route 2002::/16 tunnel 0 
ipv6 route fec0:1::/64 2002:c800:0001:1::1 
do wr 
 
 
4.4. CONFIGURACIÓN NAT-PT 
 
  (Network address translation-protocols translation) es un mecanismos que 
permite que los nodos ipv6 se comuniquen con nodos ipv4 de forma 
transparente utilizando una única dirección ipv4. La comunicación se realiza  
atreves de un dispositivo especifico (router que soporte NAP-PT) y que soporte 
el control de estado de las conexiones. En el proceso se asigna una dirección 
ipv4 junto con un puerto cuando el NAT-PT identifica el comienzo de una sesión. 
Las políticas de configuración determinan que tipo de sesiones se permiten y en 
qué dirección  se pueden establecer (“inbound” o desde a fuera hacia adentro y 
“outbound” desde adentro hacia afuera) están restringidas a un servidor por 
servicio.  
 
Tabla 7 Direcciones ipv6 e ipv4  para NAT-PT 
Nombre Referencia Interfaz Dirección  IP 
Bogotá  Router 7200 
Versión 12.4(6)T 
Fa0/0 
S1/0 
fec0:1::1/64  
2001:1::/64 eui-64 
Medellín Router 7200 
Versión 12.4(6)T 
NAT-PT 
S1/0 
S1/1 
2001:1::/64 eui-64 
210.0.0.2 
Cali Router 7200 
Versión 12.4(6)T  
NAT IPV4 
S1/1 
F0/0 
210.0.0.1  
192.168.1.65 
Servidor Windows Server 2003 
Enterprise Edition  SP2 
F0/0 fec0:1::10 
Cliente Windows XP F0/0 fec0:A::10 
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Se tienen   dos redes LAN  en los extremos, se le configuran Nat IPv4  en el router 
CALI para traducir direcciones  de 192.168.1.66 a  210.0.0.2  porque la traducción 
Nat  funciona en el segmento 210.0.0.0. En el segmento 192.168.1.65  que 
pertenece a la 192.168.1.66 no funcionaria NAT-PT, porque en la tabla de 
enrutamiento va a encontrar una red directamente conectada a la  interfaz 
fastEthernet 0/0 y va  a tomar ese camino. Puesto que un paquete con dirección 
destino 192.168.1.68, nunca va a llegar al Router Medellín  para realizar la  
traducción NAT-TP. (ver figura 20) 
 
Fig.  20 Topología NAT-PT 
 
 
Fuente: Imagen Autor 
 
Configuración en Medellín. Nat-pt 
Se debe asignar un prefijo IPv6 como un prefijo global de NAT-PT  tomando en 
cuenta que la única longitud de prefijo soportado es 96, luego se habilita en el 
router  IPv6 NAT, se especifica la dirección ipv4 y la máscara  asignada a la  
interfaz y habilitamos NAT-PT en la interfase. Se usa una lista de ruteo  o mapa 
para especificar  prefijo  y definir que paquetes serán trasladados.   
ipv6 nat v4v6 source 210.0.0.2 2000::D200:2 
ipv6 nat v6v4 source 2001:1::C800:EFF:FE68:0 210.0.0.3 
ipv6 nat prefix 2000::/96 
 
Configuración Nat en  CALI.  
ip nat inside source static 192.168.1.66 210.0.0.2 
Al ejecutar ping desde el equipo XP, ver figura 21 
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Fig.  21 Respuesta del ping Servidor 
 
Fuente: Imagen Autor 
 
 
Solución de Extremo a Extremo 
Introducción  y Descripción  de la Topología 
Con dos redes LAN  en los extremos y con routers  referencia 7200   que soportan 
NAT-PT IPV6. se  Aplica NAT IPv4 en el router CALI, NAT-PT en el router  
MEDELLÍN, además  rutas estáticas configuradas en los routers de los extremos. 
Se ejecuta RIPNG  cuando las áreas ipv4 e ipv6 ocupan más de un enlace. Ver 
figura 22 
 
Fig.  22 Descripción Topología NAT 
 
Fuente: Imagen Autor 
 
La configuración de Nat IPv4 en el router Cali  ahorra la configuración de RIP en 
cuanto a IPV4 En el otro extremo del servidor se ejecuta Ripng para el fragmento 
de IPV6.   
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Configuración de NAT 
 
Para la configuración de Nat se utilizó 
 
1. El Sistema Operativo Windows XP;y Windows Server 2003  Enterprise 
Edition  SP2 
2. Simulador GNS3 
3. Routers 7200  
4. Interfaces seriales  
5. Interfaces FastEthernet 
6. 2computadores (Cliente y servidor)(DD 250 G; memoria RAM 2G) 
7. 1 Switch 
      8.   Prefijo 2000::/96 
 
Se le asigno un  nombre a cada router; como BOGOTA, MEDELLÍN Y CALI. Se 
configuran las interfaces correspondientes de la siguiente forma: router Bogotá 
interface serial 1/0 con router Medellín interface serial 1/0 y router Medellín 
interface serial 1/1 con router Cali interface serial 1/1  el router Bogotá se conecto 
al servidor con  la  Interface FastEthernet 0/0. A cada interface FastEthernet se le 
dio una dirección IPV4 e IPV6. De la misma forma se conecto el router Cali con la 
fastEthernet 0/0. 
Se configuró en el router Bogotá  y el router Medellín con direccionamiento ipv6 y 
en el router Medellín se   configura NAT-PT  y lo mismo en  el router Cali se 
configura NAT. Además se definen rutas estáticas entre los extremos de la 
topología 
 
Configuración en BOGOTA 
Enable 
Configure terminal  
hostname Bogota 
ipv6 unicast-routing 
ipv6 router rip REDES 
interface fastethernet 0/0 
ipv6 address fec0:1::1/64  
ipv6 rip REDES enable 
no shutdown 
interface serial 1/0 
ipv6 address 2001:1::/64 eui-64 
ipv6 rip REDES enable 
no shutdown 
ipv6 route 2000::/96 2001:1::C801:AFF:FEEC:0 
do wr  
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Configuración en MEDELLIN 
enable 
configure terminal 
hostname Medellin 
ipv6 unicast-routing 
ipv6 router rip REDES 
interface serial 1/0 
ipv6 address 2001:1::/64 eui-64 
ipv6 rip REDES enable 
ipv6 nat 
no shutdown 
interface serial 1/1 
ip address 210.0.0.2 255.255.255.248 
ipv6 nat 
no shutdown 
ipv6 nat v4v6 source 210.0.0.1 2000::D200:1 
ipv6 nat v6v4 source FEC0:1::10 210.0.0.3 
ipv6 nat prefix 2000::/96 
do wr 
 
Configuración en CALI 
 
enable  
configure terminal 
hostname CALI 
interface fastethernet 0/0 
ip address 192.168.1.65 255.255.255.248 
ip nat inside 
no shutdown 
interface serial 1/1 
ip address 210.0.0.1 255.255.255.248 
ip nat outside 
no shutdown 
ip route 0.0.0.0 0.0.0.0 210.0.0.2 
ip nat inside source static 192.168.1.66 210.0.0.1 
do wr 
 
Al realizar ping desde el equipo XP se obtiene: ver figura 23  
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Fig.  23 Repuesta del Servidor al ping- nat 
 
Fuente: Imagen Autor 
 
4.5 CONFIGURACIÓN DE SERVICIOS DE RED PARA ADMITIR IPv6 
 
4.5.1  configuración servicio Web 
La navegación Web utiliza el protocolo HTTP para transferir hipertexto, páginas 
Web o páginas HTML .Para la navegación Web se utiliza el puerto 80. Se basa en 
el modelo cliente servidor por lo que se requieren ambos para  establecer la 
comunicación. Los programas que se utilizan para ofrecer este servicio son 
muchos pero en este caso se utilizó IIS (Internet Information Server)  para que 
responda peticiones  IPV6. 
Todos  los navegadores no tienen soporte para IPV6,  mozilla  Firefox Setup 3.6.3  
para Windows XP y 2003 Server Enterprise Edition.  
Configuración del cliente para Habilitar IPv6  
Para habilitar ipv6 en Windows XP se ingresa el comando  
C:\> ipv6    automáticamente se instala ipv6 (Ver figura 24) 
 
Fig. 24 instalación ipv6 
 
Fuente: Imagen del Autor 
 
La imagen muestra el éxito con que fue instalado ipv6 en Windows XP 
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Configuración del Servidor para Habilitar  Ipv6 
Para habilitar ipv6 en Windows 2003 Server  Enterprise Edition se ingresa el 
siguiente comando.  netsh interface ipv6 install, cuando inicie  el Internet 
Information Server en 2003 Server Enterprise Edition, se abre   el navegador 
mozilla y después de ver la página web con el URL 
http://[fec0:1::10]/proyecto.html 
http://192.168.1.34 /proyecto.html 
4.5.2  configuración de servicio  TELNET 
 Es una  aplicación muy conocida para comunicarse con otro equipo por medio de 
una interface de comandos usando el protocolo TELNET y el puerto TCP 23. Se 
basa en el modelo cliente servidor  por lo que se requieren ambos para establecer 
la comunicación.   
Se levanta el servicio  Telnet para IPV4  y automáticamente queda listo para IPV6. 
4.5.3  configuración de servicio   DNS 
 
Windows DNS Server de Microsoft tiene un entorno natural de servidores  
windows;  utilizando la plataforma windows Server  2003 Enterprise Edition  SP2  y 
la herramienta de soporte dnscmd para levantar IPV6. 
 
4.5.3.1  Configuración  IPv6 en windows XP  
 
C:\>ipv6 install 
4.5.3.2  Configuración  IPv6 en Servidor 
 
C:\>dnscmd /config /EnableIPv6 1 
Lo cual hace que DNS escuche  IPv6. Para comprobar que el servidor DNS 
(puerto 53) está escuchando IPv6 se n puede utilizar el comando 
C:\>netstat –a –n –p udpv6  (Ver figura 25) 
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Fig. 25 Respuesta DNS Servidor 
 
 
 
Fuente: Imagen autor 
 
4.5.3.3  Configuración  DNS ipv6 en el Cliente  
 
Adicionar IP manual  
netsh>interface ipv6 add address “Cliente” fec0:a::10 
Adicionar Prefijo de la dirección 
netsh>interface ipv6 set interface “Cliente” siteprefixlength=64 
Adicionar Puerta de Enlace 
netsh>interface ipv6 add route ::/0 “Cliente” fec0:a::1 
  
Adicionar Servidor DNS 
netsh>interface ipv6 add dns “Servidor” fec0:1::10 
 
4.5.3.4  Configuración DNS IPv6 en el servidor 2003 server  
 
Adicionar IP manual 
netsh>interface ipv6 add address “Servidor” fec0:1::10 
 
Adicionar Prefijo de la dirección  
netsh>interface ipv6 set interface “Servidor” siteprefixlength=64 
 
Adicionar Puerta de Enlace 
netsh>interface ipv6 add route ::/0 “Servidor” fec0:1::1 
 
Adicionar Servidor DNS 
netsh>interface ipv6 add dns “Servidor” fec0:1::10 
 
4.5.3.5 Configuración DNS en el Servidor 
Para configurar el DNS  y que  resuelva las IP en nombres  lo primero que se debe  
crear  es una  zona de búsqueda inversa y una zona de búsqueda directa: 
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4.5.3.5.1  Configuración de una  Zona de búsqueda inversa 
Las figuras (26, 27, y 28) muestran  el proceso de búsqueda inversa  que permite 
a los clientes utilizar una dirección IP conocida durante la búsqueda de un nombre 
y un nombre de equipo en función de su dirección. Ver imágenes siguientes: 
Fig. 26 Crear una zona nueva.               Fig. 27 Seleccionar  la  zona que se va a crear 
 
Fuente: Imagen del autor Fuente: Imagen autor 
 
Fig. 28  se le da  el nombre de la zona de búsqueda 
 
Fuente: Figura autor 
 
Se ingresa  el nombre de la zona de búsqueda  0.0.0.0.1.0.0.0.0.c.e.f.ip6.arpa. La 
IP del  servidor es fec0:1::10, una dirección unicast de sitio Local. Estas 
direcciones tienen el formato de 48 bits para ID de red, 16 para subredes y 64 
para ID de interfaz del nodo. Entonces, los 48 bits de la dirección que identifican la 
red son: 
FEC0:0001:0000:0000:0000:0000:0000:0010 
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Estos bits son los que se deben  ingresar de forma inversa, separados por puntos 
que es la sintaxis para ipv6. El ip6.arpa utilizado para ipv6 se utiliza en lugar de in-
addr.arpa que se utiliza para ipv4. (Ver figuras 29, 30)  
 Fig. 29 Se creo un archivo nuevo 
 
Fuente: Imagen autor 
 
Fig. 30 Finaliza la creación de la zona nueva 
 
Fuente: Imagen autor 
 
4.5.3.5.2  Configuración de una  Zona de Búsqueda Directa  
Como el servidor es maestro o primario para una zona con registros AAAA con 
direcciones IPV6  hay que utilizar la interfaz de comandos para configurar 
concretamente dnscmd.  
Primero se  crea la  zona de búsqueda directa desde la interfaz gráfica.  (Ver las 
siguientes figuras). 
Primer paso figura 31. Se abre el asistente para crear zona nueva y se continúa 
con siguiente que muestra la figura 32  
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Fig. 31 Se  crea una zona nueva    Fig. 32 Se selecciona la zona  
 
Fuente Imagen del autor                                                  Fuente: Imagen del autor 
          
Se continúa  con el tercer paso que se muestra  en la figura 33 que es donde se le 
da  el nombre de la de la zona nueva que hace referencia al DNS (proyectos.edu)  
 
Fig. 33  se le da  un nombre a la zona  
 
 
Fuente: Imagen del autor 
 
Ya en la figura 34 se puede ver la creación del archivo nuevo con su dominio  en 
el cual aparece (proyectos.edu.dns) 
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Fig. 34 Se creo el archivo  proyectos.edu.dns 
 
Figuras: Imagen del autor 
 
Como se puede  ver en la figura 35 se selecciono permitir todas las 
actualizaciones dinámicas para los clientes. Que permite a los equipos cliente 
DNS guardar y actualizar dinámicamente sus registros de recursos con un servidor 
DNS siempre que se produzcan cambios  
Fig. 35 Se selecciona la  opción de permitir todas las actualizaciones 
 
Fuente: Imagen del autor 
 
Se finaliza  el asistente de creación de zona nueva (ver figura 36) 
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Fig. 36 Se finaliza la creación de la zona nueva 
 
Fuente: Imagen del autor 
Adición del registro AAAA 
C:\dnscmd ::1 /RecordAdd proyectos.edu www AAAA fec0:1::10 
 
4.5.3.5.3  Crear Registro PTR en Zona de Búsqueda Inversa 
 
El registro de recurso PTR (Poin TeR ) o puntero , realiza la acción contraria al 
registro de tipo A, es decir,  asigna un nombre de dominio completamente 
cualificado a una dirección IP. 
Registro PTR en la zona de búsqueda inversa   
Ver las siguientes imágenes: 
En la figura  37 se muestra el inicio de creación de una zona inversa, que se crea 
desde (Para ello, se hace  clic en Inicio, seleccione Programas, Herramientas 
administrativas y, a continuación, hacer  clic en DNS). Ver figura  
Fig. 37 Creación de un registro  en una zona inversa 
 
Fuente: Imagen del autor 
 
En la figura 38 se expande una nueva ventana que es donde se crean los 
punteros  
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Fig. 38 Creación del puntero (ptr) 
 
Fuente: Imagen del autor 
 
En la nueva ventana que se abre, se selecciona proyectos.edu y se observa  que 
aparece  www   host con su dirección IP  192.2160.1.3 ver figura 39.  
 
Fig. 39 se visualiza el  puntero, se abre proyecto  y se agrega el nombre  del dominio (www) con el 
host y la dirección  IP 
 
Fuente: Imagen del autor 
Se selecciona abrir todos los archivos y aparece ipv6 con su dirección www  host 
ipv6 fec0:0001:0000 ver figura 40    
    
Fig. 40 Hacer  clic sobre  www para  acceder al registro IPV6 AAAA 
 
Fuente: Imagen del autor 
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En la figura 41  aparece el nuevo registro de recursos  
Fig. 41 campo Número IP de host ingreso  
 
Fuente: Imagen del autor  
 
En el campo Número IP de host se ingresan los bits que quedan de la dirección 
IPV6 separados por punto y también ingresados de forma inversa. 
Esto corresponde a ingresar 0.1.0.0.0.0.0.0.0.0.0.0.0.0.0.0.0.0.0.0 
Para la dirección FEC0:0001:0000:0000:0000:0000:0000:0010 la cual equivale a 
FEC0:1::10  
El  resaltado de azul son los 16 bits de subredes y 64 de interfaz de red, teniendo 
en cuenta que los valores de la dirección IPV6 son hexadecimales. 
Se puede  acceder al recurso Web por medio del nombre de dominio y debe 
funcionar: 
http://www.proyecto.edu/todo.html 
Desde el cliente XP se puede acceder al recurso Web por medio del nombre de 
dominio, si se tiene configurada la dirección de servidor DNS para IPV6, así no 
tenga configurada dirección de servidor DNS para IPV4. 
Si quiere ver la resolución sobre IPv6, se puede crear una zona de tipo inversa 
para IPv4 con la dirección IP del servidor y un registro tipo A en la zona de 
búsqueda directa.  
Con  dirección IPv4 del Servidor 2003 es 192.168.1.34/29.  
Actualizar las Zonas de Búsqueda 
Importante, sin esto la resolución desde un cliente no funciona 
Zona de Búsqueda Inversa para IPv4 
La zona de búsqueda inversa, restablece la asignación de direcciones IP a los 
nombres de dominio DNS . 
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Para actualizar una zona inversa se busca zona de búsqueda inversa y sobre el 
icono se hace clic con botón derecho  dar actualizar ver figura 42 
 
Fig. 42  actualizar una zona inversa 
 
Fuente: Imagen del autor 
 
4.5.3.5.4  Creación de una Zona de Búsqueda Directa 
Una zona de búsqueda directa es el tipo de zona más frecuente. Los clientes DNS 
pueden usar esta zona para obtener información, como las direcciones IP 
correspondientes a los servicios o nombres de dominio DNS, que está 
almacenada en la zona. Ver figura 43 
 
Fig. 43  Se actualiza la zona de búsqueda  directa 
 
Fuente: Imagen del autor 
 
4.5.3.5.5  Se crea  la Zona de Búsqueda Inversa 
Cuando se crea una zona de búsqueda inversa IPv6 mediante el complemento 
Administrador DNS, el asistente para nueva zona solicita el prefijo de dirección 
IPv6 de la subred que contiene el intervalo de direcciones del cual es responsable 
la zona de búsqueda inversa. Esta dirección se escribe usando la convención IPv6 
normal, que incluye el indicador de longitud.  
Se inicia  con el asistente de creación de una zona nueva Ver figura 44 
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Fig. 44  se crea zona de búsqueda inversa 
 
Fuente: Imagen del autor 
 
Se continua con la creación de la zona nueva  se ingresa  el nombre del nuevo 
archivo en este caso es 1.168.192.in-addr.arpa.dns ver figura 45 
 
Fig. 45  se crea en un archivo nuevo 
 
Fuente: Imagen del autor 
 
Se permiten  todas las actualizaciones dinámicas  ver figura 46  
 
Fig. 46 se activa permitir todas las actualizaciones 
 
Fuente: Imagen del autor 
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Se finaliza  la creación de una zona nueva con ipv4 ver figura  47 
Fig. 47 se finaliza la creación de zona de búsqueda 
 
Fuente: Imagen del autor 
 
En la Zona de Búsqueda directa,  proyectos.edu, ya creada: 
En la siguiente imagen se muestra  las zonas de búsqueda creadas y actualizadas  
En la figura 48 se inicia  el complemento DNS. Para ello, se hace  clic en Inicio, 
seleccione Programas, Herramientas administrativas y, a continuación, hacer  clic 
en DNS. Ver figura  
Fig. 48 Imagen de las zonas creadas 
 
Fuente: Imagen del autor 
 
En DNS, se expande el  Nombre del host (proyectos.edu host del servidor DNS). 
Haciendo clic con botón derecho selecciona nueva zona  Ver figura 49 
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Fig. 49 En el icono proyectos .edu se agrega un nuevo host 
 
Fuente: Imagen del autor 
 
En la figura 50 Se agrega el nombre del dominio y la dirección IP del cliente, se 
activa crear registro del puntero ver figura 50 
 
Fig. 50 nombre del dominio y la dirección IP del cliente, 
 
 
Fuente: imagen del autor 
 
Se puede ver la resolución de nombres IPv6 porque nslookup ya puede funcionar 
En el cliente se configuró la dirección IPv4 del servidor DNS  ver figura 51 
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Fig. 51 Muestra el resultado de set type-any 
 
Fuente: Imagen del autor 
 
El comando set type=any permite observar la resolución de nombres de  
www.proyectos.edu  tanto para IPv6 como para IPv4. 
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CONCLUSIONES 
 
 
 La cantidad de direcciones disponible con el protocolo IPV4 no serian 
suficientes en el futuro. 
 
 IPV6 conserva la mayor parte de las características y conceptos de 
operación de IPV4. Sin embargo, agrega nuevas capacidades que permiten 
no solo flexibilizar, sino modelar nuevos conceptos de operación 
 
 Para poder comunicarse en una red, cada equipo debe tener una dirección 
IP exclusiva. La dirección IP es el único identificador que diferencia un 
equipo de otro en una red y ayuda a localizar dónde reside ese equipo 
 
 El sistema de direcciones es uno de los cambios mas importantes que  
afectan  a IPV6. Estas nuevas direcciones identifican  a una interfaz o a un 
conjunto de interfaces y no a un nodo 
 
 Cualquier tipo de dirección se asigna a interfaces, no a nodos. Todos los 
interfaces han de tener, por los menos, una dirección de enlace local (Link-
Local) de tipo unicast. 
 
 Una interfaz puede tener asignadas múltiples direcciones de cualquier tipo 
(unicast, anycast, multicast) o ámbito (scope). 
 
 IPV6  es la nueva versión del protocolo en que la Internet esta basado, para 
el diseño y despliegue es la expansión del espacio de direcciones 
disponibles, permitiendo que se conecten más dispositivos, usuarios y 
tecnologías. 
 
 Es necesario tener en cuenta que cuando se va ha realizar un mecanismo 
de transición se deben seguir unas fases, que permitan realizar este 
mecanismo,  
 
 En los mecanismos Dual Stack  los clientes IPv4  e IPv6 pueden acceder a 
los servicios evitándose algunos problemas con los mecanismos de 
traducción es el mecanismo más fácil de implementar. 
 
 Los mecanismos de túnel lo se puede  implementar en multitud de 
plataformas, es un mecanismo transparente que no afecta las aplicaciones, 
no consume excesivos recursos.  
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 El mecanismo  NAT-PT no es transparente a nivel de aplicación, precisa de 
algunas extensiones. 
o DNS-ALG: transforma peticiones DNS “A” a peticiones “AAAA” 
o FTP-ALG: Las conexiones con FTP son problemáticas pues abren 
dos conexiones TCP intercambiando direcciones IP a nivel de 
aplicación. 
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RECOMENDACIONES 
Para la transición ipv4- ipv6  es necesario tener en cuenta los siguientes 
requerimientos.   
 
Tabla 8 características para la instalación de Windows Server 
 
Microsoft Windows Server 2003 Enterprise Edition SP2 
Componente Requerimiento 
Computadora y procesador Procesador de 133 MHz o superior para 
PCs x86; 733-MHz para PCs Itanium; 
hasta ocho procesadores para 
versiones de 32 o 64 bits. 
Memoria Mínimo: 128 MB de RAM; máximo: 32 
GB para PCs x86 con versión de 32 bits 
y 64 GB para PCs Itanium con versión 
de 64 bits. 
Disco rígido 1.5 GB de espacio disponible en el 
disco rígido para PCs x86; 2 GB para 
PCs Itanium; se necesita espacio 
suplementario si la instalación se realiza 
en red. 
Lector Lector de CD-ROM o DVD-ROM. 
Monitor VGA o hardware que admita la 
redirección de consola. 
 
Los requisitos mínimos para instalar Windows XP  
 
Tabla 9 características para la instalación de Windows XP 
 
 Windows  XP 
Componente Requerimiento 
 Procesador  Procesador Pentium o similar de al 
menos 500MHz  
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Memoria 1GB  de RAM 
Disco  Al menos 10GB libres en el disco duro; 
Windows XP ocupa más de 1.5GB. 
Video Adaptador de vídeo Super VGA (800 × 
600) o de mayor resolución  
 
Monitor VGA o hardware que admita la 
redirección de consola. 
 
Requerimientos de Routers y navegador que soportan IPV6 
Router 7200  
Router 3640   
Para realizar la simulación con GNS3 se requiere mínimo 2 Gigas de memoria 
RAM. 
Navegador mozilla Firefox Setup 3.6.3   
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 GLOSARIO 
 
 
Arpanet: Significa (Advanced Research Projects Agency Network) fue creada por 
encargo del Departamento de Defensa de los Estados Unidos ("DoD" por sus 
siglas en inglés) como medio de comunicación para los diferentes organismos del 
país 
 
DNS es una base de datos distribuida y jerárquica que almacena información 
asociada a nombres de dominio en redes como Internet 
 
 
Dual stack: provee soporte completo para IPv4 e IPv6 en host y  routers. La forma 
mas directa para los nodos IPv6 de ser compatibles con nodos IPv4-only es 
proveyendo una implementación completa de IPv4 
 
EIGRP es un protocolo de encaminamiento híbrido, propiedad de Cisco Systems, 
que ofrece lo mejor de los algoritmos de vector de distancias y del estado de 
enlace. Se considera un protocolo avanzado que se basa en las características 
normalmente asociadas con los protocolos del estado de enlace. 
 
FTP (sigla en inglés de File Transfer Protocol - Protocolo de Transferencia de 
Archivos) en informática, es un protocolo de red para la transferencia de archivos 
entre sistemas conectados a una red TCP (Transmission Control Protocol), 
basado en la arquitectura cliente-servidor. 
 
GNS3 es un simulador gráfico de red que te permite diseñar topologías de red 
complejas y poner en marcha simulaciones sobre ellos. 
Para permitir completar simulaciones, GNS3 está estrechamente vinculada con: 
 Dynamips, un emulador de IOS que permite a los usuarios ejecutar binarios 
imágenes IOS de Cisco Systems. 
 Dynagen, un texto basado en front-end para Dynamips 
 Pemu, un emulador de PIX.GNS3 es una excelente herramienta 
complementaria a los verdaderos laboratorios para los administradores de 
redes de Cisco o las personas que quieren pasar sus CCNA, CCNP, CCIE 
DAC o certificaciones. 
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in-addr.arpa :DNS mantiene unos dominios especiales  denominado dominio 
inverso cuyo exponente principal es in-addr.arpa. Sistema utilizado cuando un  
servidor Web que  recibe conexiones desde direcciones IP, desea saber los 
nombres de dominios para fines estadísticos o de otro tipo. 
 
OSPF: (Open Shortest Path First) es un protocolo de enrutamiento jerárquico de 
pasarela interior o IGP (Interior Gateway Protocol), que usa el algoritmo Dijkstra 
enlace-estado (LSA - Link State Algorithm) para calcular la ruta más corta posible. 
Usa cost como su medida de métrica. Además, construye una base de datos 
enlace-estado (link-state database, LSDB) idéntica en todos los enrutadores de la 
zona 
Sitio: es el área topológica de la  red perteneciente a un edificio  o  a  un  campus  
en una organización 
 
SMTP (Simple Mail Transfer Protocol) Protocolo Simple de Transferencia de 
Correo, es un protocolo de la capa de aplicación 
 
 
TCP/IP: es la base de Internet, y sirve para enlazar computadoras que utilizan 
diferentes sistemas operativos, incluyendo PC, mini computadoras y 
computadoras centrales sobre redes de área local (LAN) y área extensa (WAN). 
 
Tunneling: encapsula paquetes IPv6 dentro de headers IPv4 siendo 
transportados a través de infraestructura de ruteo IPv4. Los nodos o redes IPv6 
que se encuentran separadas por infraestructuras IPv4 pueden construir un enlace 
virtual, configurando un túnel. Paquetes IPv6 que van hacia un dominio IPv6 serán 
encapsulados dentro de paquetes IPv4 
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ANEXOS 
Anexo A características de router 3640 
Tabla 10 Característica Router 3640 
Características series Cisco 3640 
Tipo de procesador  100-MHz IDT R4700 RISC 
Memoria Flash 8 MB, ampliables a 32 MB 
Memoria del sistema 16 MB DRAM, ampliables a 
128 MB DRAM 
Ranuras para módulos de red Cuatro ranuras 
Alimentación Corriente alterna o continua 
Sistema alimentación redundante Si, externo 
Rendimiento Entre 50 y 70 kpps 
Consola y Puertos Auxiliares Sí (hasta 115,2 kbps) 
Módulos de red intercambiables en actividad y 
fuentes de alimentación 
No 
Anexo B: Característica Router 7200 
Tabla 11 Característica Router 7200 
Características serie Cisco 7200 
Memoria Ram 1 GB (instalados) / 2 GB (máx.) - DDR SDRAM  
Memoria  Flash  256 MB (instalados) / 256 MB (máx.)  
Soporte  Soporte de NAT, equilibrio de carga, soporte de 
MPLS, soporte IPv6, soporte de Access Control List 
(ACL), Quality Compatible con Fast Ethernet, 
Gigabit Ethernet, Paquete sobre SONET, etc.  
 of Service (QoS)  
Sistema Operativo 12.3(14)T4 
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Anexo C Característica del Servidor 
 
Tabla 12  Característica del Servidor 
 
Características 
Servidor 
  Servidor Dell™ Poweredge™ 1950 iii 
 
 
Discos Duros 
 SATA de 2,5” (7,2 K rpm): 80 GB, 120 GB  
 SATA de 3,5” (7,2 k rpm): 160 GB, 250 GB, 500 
GB, 750 GB  
 
Procesadores 
  
Hasta dos procesadores de dos o cuatro núcleos 
Intel® Xeon® serie 5400, 5300, 5200 ó 5100 
estándar o procesadores de bajo voltaje hasta 3,16 
GHz  
 
Interfaces de red 
Tarjetas NIC Ethernet duales Broadcom® 
NetXtreme II™ 5708 Gigabit integradas con 
conmutación por errores y equilibrio de carga. TOE 
(motor de descarga TCPIP) admitido en el 
Microsoft® Windows® Server 2003, SP1 o posterior 
con Scalable Networking Pack (paquete de red 
escalable). Admite muchas NIC 10baseT opcionales 
de uno, dos o cuatro puertos, de cobre, u ópticas y 
adicionales. 
Anexo D Precios de Productos Topología de Red 
 
Tabla 13 Precios de Productos Topología de Red 
 
Categoría Producto Precio $ 
Windows 2003 Server Enterprise     999.900  
Sistemas operativos Licencia de Windows XP y Office     180.000 
Router 3640   6.800.000 Plataformas de enrutamiento 
Router 7200 22.515.000 
Equipo Servidor  Dell™ PowerEdge™ 1950 3.498.000 
 
Equipo cliente Procesador intel Celeron D   
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2.8GHz FS533 , Memoria DDR 
512 MB PC3200, Disco Duro 80 
GB Maxtor 7200 RPM 
Monitor Samsung 17" LCD 
Teclado Multimedia, Mouse 
óptico, Parlantes 
 
1.100.000 
Administrador de Redes Cumple con todas las funciones 
de administrador de red en la 
empresa. 
   
4.000.000 
Capacitación personal  Conferencia, Laboratorios   2.000.000 
Total  41.092.900 
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