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BAB I  
PENDAHULUAN 
 
Pada bagian ini akan dijelaskan mengenai latar belakang, 
permasalahan, batasan masalah, tujuan, dan manfaat yang ingin 
dicapai dalam pengerjaan tugas akhir ini, metodologi pembuatan 
tugas akhir, dan sistematika penulisan yang digunakan dalam 
pembuatan tugas akhir ini. 
 Latar Belakang 
Kriptografi secara cepat telah menjadi sebuah bagian yang 
sangat krusial dalam pengamanan data. Sebelum tahun 1980-an, 
kriptografi digunakan utamanya untuk bidang militer dan 
komunikasi diplomatik, perbankan, perdagangan, dan hampir 
dalam konteks-konteks yang dibatasi. Dalam dunia belakangan ini, 
komunikasi berkembang dengan sangat cepat dengan adanya 
teknologi internet, akibatnya seorang hacker dengan siap sedia bisa 
mengintip transmisi data komputer untuk informasi yang berharga. 
Karena itu dibutuhkannya cara untuk melindungi ke komputer 
(melalui sandi lewat (password) dan akses jarak jauh yang 
terenkripsi), transaksi komersial (nomor-nomor kartu kredit dan 
data bank), dan informasi-informasi lainnya. 
RSA adalah algoritma kriptografi kunci publik paling 
populer yang digunakan saat ini. Algoritma ini diciptakan pada 
tahun 1976 oleh Rivest, Shamir, dan Adleman. Popularitas dari 
algoritma ini bersumber pada tingkat keamanannya yang sangat 
baik, yang dipengaruhi oleh sulitnya pemfaktoran terhadap sebuah 
bilangan integer besar sebagai kuncinya. 
Jaringan syaraf tiruan, seperti manusia, belajar dari suatu 
contoh karena mempunyai karakteristik yang adaptif, yaitu dapat 
belajar dari data-data sebelumnya dan mengenal pola data yang 
selalu berubah. Selain itu, jaringan saraf tiruan merupakan sistem 
yang tak terprogram, artinya semua keluaran atau kesimpulan yang 
ditarik oleh jaringan didasarkan pada pengalamanya selama 
mengikuti proses pembelajaran/ pelatihan. 
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Hal yang ingin dicapai dengan melatih jaringan saraf tiruan 
adalah untuk mencapai keseimbangan antara kemampuan 
memorisasi dan generalisasi. Yang dimaksud kemampuan 
memorisasi adalah kemampuan jaringan saraf tiruan untuk 
mengambil kembali secara sempurna sebuah pola yang telah 
dipelajari. Kemampuan generalisasi adalah kemampuan jaringan 
saraf tiruan untuk menghasilkan respons yang bisa diterima 
terhadap pola-pola input yang serupa (namun tidak identik) dengan 
pola-pola yang sebelumnya telah dipelajari. Hal ini sangat 
bermanfaat bila pada suatu saat ke dalam jaringan saraf tiruan 
diinputkan informasi baru yang belum pernah dipelajari, maka 
jaringan saraf tiruan masih akan tetap dapat memberikan tanggapan 
yang baik, memberikan keluaran yang paling mendekati[6]. 
Kriptanalisis adalah ilmu yang mempelajari cara membaca 
pesan terenkripsi tanpa mengetahui metode atau kunci yang 
digunakan untuk menenkripsi pesan tersebut. Kriptanalisis 
diperlukan sampai saat ini. Kriptanalisis diperlukan di berbagai 
bidang. Dan yang terpenting kriptanalisis diperlukan untuk 
mengukur sejauh mana kekuatan dari metode yang digunakan 
untuk menenkripsi satu pesan. Berbagai pendekatan telah 
diusulkan sebagai metode kriptanalisis terhadap RSA. Beberapa 
macam serangan terhadap RSA antara lain Serangan GCD 
(Greatest Common Divisor), Serangan Common Modulus, 
Serangan Faktorisasi, Serangan Brute-Force dan Timming, 
Implementation Attack. Namun dari pendekatan-pendekatan 
tersebut masih membutuhkan waktu yang cukup lama. Oleh karena 
itu peneliti mencoba memecahkan (cipherteks RSA) dengan cara 
memprediksi plainteks dengan bantuan Jaringan Syaraf Tiruan 
Back Propagation.  
 
 Rumusan Permasalahan 
Permasalahan yang dihadapi dalam tugas akhir ini dapat 
dirumuskan sebagai berikut: 
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1. Bagaimana penerapan Jaringan Syaraf Tiruan Back 
Propagation dalam pengembangan kriptanalis cipherteks 
RSA? 
2. Bagaimana efektivitas Jaringan Syaraf Tiruan Back 
Propagation untuk kriptanalis RSA?  
3. Bagaimana perilaku Jaringan Syaraf Tiruan Back Propagation 
dalam mengklasifikasikan pola cipherteks RSA? 
 
 Batasan Permasalahan 
Dalam penelitian tugas akhir ini, permasalahan yang akan 
dibahas dibatasi ruang lingkup pembahasannya antara lain: 
1. Informasi (plainteks) yang akan diproses berupa 95 karakter 
pada keyboard yang digunakan untuk manipulasi teks.  
2. Digit bilangan prima yang digunakan untuk mencari kunci 
dibatasi hingga 10 digit. 
3. Kunci publik RSA (E,N) untuk proses kriptanalisis dengan 
Jaringan Syaraf Tiruan harus diketahui. 
4. Perancangan Sistem kriptanalisis RSA menggunakan Jaringan 
Syaraf Tiruan. 
5. Back Propagation diimplementasikan menjadi sebuah 
perangkat lunak dengan bahasa pemrograman java. 
 
 Tujuan Tugas Akhir 
Tujuan dari penelitian tugas akhir ini antara lain: 
1. Mendapatkan proses pembelajaran cipherteks RSA dengan 
Jaringan Syaraf Tiruan yang tepat sehingga cipherteks 
tersebut dapat kembali ke plainteks awalnya.  
2. Menunjukkan apakah jaringan syaraf tiruan mampu untuk 
melakukan kriptanalisis RSA.  
3. Mendapatkan program komputer (source code) untuk enkripsi 
dekripsi RSA sekaligus mengkriptanalisis cipherteksnya 
dengan Jaringan Syaraf Tiruan. 
4. Mendapatkan pembanding hasil dari kinerja masing-masing 
neuron yang berbeda.  
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 Manfaat Tugas Akhir 
Manfaat yang dapat diperoleh dari tugas akhir yang diusulkan 
ini antara lain:  
1. Memberikan informasi bagi pihak yang ingin 
mengembangkan sistem kriptanalisis RSA.  
2. Dapat digunakan untuk mengembangkan/membuat aplikasi-
aplikasi sistem yang berbasis Jaringan Syaraf Tiruan. 
3. Sebagai pembanding waktu lama komputasi RSA dengan 
Jaringan Syaraf Tiruan. 
 
 Sistematika Penulisan 
Sistematika penulisan pada tugas akhir ini disusun sebagai 
berikut: 
1. Bab I Pendahuluan 
Bab ini menjelaskan tentang latar belakang pembuatan tugas 
akhir, rumusan dan batasan masalah yang dihadapi dalam 
penelitian tugas akhir, tujuan dan manfaat pembuatan tugas 
akhir, dan sistematika penulisan Tugas Akhir. 
2. Bab II Tinjauan Pustaka 
Bab ini menjelaskan tentang beberapa teori yang digunakan 
untuk membantu penyelesaian permasalahan tugas akhir. 
3. Bab III Metodologi 
Bab ini menjelaskan metode penelitian yang dilakukan dalam 
menyelesaikan Tugas Akhir. 
4. Bab IV Perancangan dan Pembahasan Sistem 
Bab ini menjelaskan mengenai perancangan dan implementasi 
sistem, proses pembuatan sistem secara utuh sehingga dapat 
digunakan untuk melakukan identifikasi cipherteks, hasil 
pengujian implementasi sistem pada setiap proses dan hasil 
pengujian sistem dalam mengidentifikasi cipherteks. 
Selanjutnya melakukan pembahasan terhadap hasil yang 
diperoleh. 
5. Bab V Hasil dan Pengujian Sistem 
Bab ini menjelaskan mengenai hasil pengujian implementasi 
sistem pada setiap proses dan hasil pengujian sistem dalam 
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mengidentifikasi cipherteks dan melakukan pembahasan 
terhadap hasil yang diperoleh. 
6. Bab VI Penutup  
Bab ini merupakan penutup, berisi tentang kesimpulan yang 
dapat diambil berdasarkan data yang ada dan saran yang 
selayaknya dilakukan bila tugas akhir ini dilanjutkan. 
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BAB II  
TINJAUAN PUSTAKA 
 
2.1 Kriptografi[3] 
Kriptografi berasal dari bahasa Yunani, yang terdiri dari dua 
kata, kripto dan graphia. Kripto berarti rahasia (secret) sedangkan 
graphia berarti tulisan (writing). Sehingga kriptografi bisa 
diartikan sebagai “tulisan yang dirahasiakan”. Dalam kamus 
hacker, kriptografi diartikan sebagai ilmu yang mempelajari 
teknik-teknik matematika yang berhubungan dengan aspek-aspek 
keamanan informasi seperti kerahasiaan data, keabsahan data, 
integritas data, serta autentifikasi data. 
Suatu pesan yang tidak disandikan disebut sebagai plaintext 
ataupun dapat disebut juga sebagai cleartext. Proses yang 
dilakukan untuk mengubah plaintext ke dalam ciphertext disebut 
encryption atau encipherment. Sedangkan proses untuk mengubah 
ciphertext kembali ke plaintext disebut decryption atau 
decipherment. 
 
Gambar 2. 1 Proses Enkripsi/Dekripsi Sederhana 
 
Cryptography adalah suatu ilmu ataupun seni mengamankan 
pesan, dan dilakukan oleh cryptographer. Sedang, cryptanalysis 
adalah suatu ilmu dan seni membuka (breaking) ciphertext dan 
orang yang melakukannya disebut cryptanalyst. 
Cryptographic system atau cryptosystem adalah sebuah metode 
kriptografi untuk mengkonversikan plaintext ke ciphertext dan 
sebaliknya. Dalam sistem ini, seperangkat parameter yang 
menentukan transformasi pencipheran tertentu disebut suatu set 
kunci. Proses enkripsi dan dekripsi diatur oleh satu atau beberapa 
kunci kriptografi. Secara umum, kunci-kunci yang digunakan 
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untuk proses pengenkripsian dan pendekripsian tidak perlu identik, 
tergantung pada sistem yang digunakan. 
 
2.2 RSA 
RSA adalah salah satu algoritma kunci publik yang sangat 
sering digunakan untuk mengotentikasi keaslian suatu data digital. 
Keamanan enkripsi/dekripsi data dari algoritma kriptografi ini 
terletak pada kesulitan untuk memfaktorkan modulus n yang 
sangat besar. Besarnya bilangan yang digunakan mengakibatkan 
lambatnya operasi yang melibatkan algoritma RSA ini. 
Dibandingkan dengan algoritma kunci privat seperti DES, RSA 
membutuhkan waktu komputasi yang lebih lambat pada saat 
implementasi. 
RSA terdiri dari tiga proses, yaitu proses pembentukan 
kunci, proses enkripsi dan proses dekripsi. Sebelumnya diberikan 
terlebih dahulu beberapa konsep perhitungan matematis yang 
digunakan RSA. Besaran-besaran yang digunakan pada algoritma 
RSA: 
 p dan q bilangan prima (rahasia)  
 n = p.q (tidak rahasia)  
 ϕ(r) = (p – 1)(q – 1) (rahasia)  
 e (kunci enkripsi) (tidak rahasia)  
 d (kunci dekripsi) (rahasia)  
 M (plainteks) (rahasia)  
 C (cipherteks) (tidak rahasia) 
 
Algoritma Pembentukan Kunci: 
1. Tentukan p dan q bernilai dua bilangan Prima besar, acak dan 
dirahasiakan 𝑝 ≠ 𝑞, 𝑝 dan q memiliki ukuran sama (jumlah 
digit dalam basis bilangan yang digunakan).  
2. Hitung n = pq dan hitung φ(n) = (p-1)(q-1). Bilangan integer 
n disebut (RSA) modulus.  
3. Pilih suatu bilangan integer e sedemikian hingga 1<e< φ(n) 
dan gcd(e, φ(n))=1. Bilangan e disebut public key (kunci 
enkripsi). 
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4.  Hitung nilai integer d dimana 1<d< φ(n) sedemikian hingga 
𝑑 = 𝑒−1𝑚𝑜𝑑 𝜑(𝑛) atau (𝑒𝑑) 𝑚𝑜𝑑 𝜑(𝑛) = 1. Bilangan d 
disebut private key (kunci dekripsi). 
 
Proses Enkripsi (Signing)  
Untuk mengenkripsi sebuah pesan M, maka M harus dipecah 
menjadi sejumlah m<n lalu dilanjutkan dengan menghitung 
chypertext c menggunakan kunci publik (e,n) dengan 
menggunakan persamaan : 
𝑐 = 𝑚𝑒𝑚𝑜𝑑 𝑛 
Kemudian cipherteks c hasil enkripsi dikirim. 
 
Proses Dekripsi (Verifiying)  
Untuk mendapatkan m dari c yang telah dikirim, pendekripsian 
dilakukan menggunakan kunci privat (d,n) dengan persamaan : 
𝑚 = 𝑐𝑑𝑚𝑜𝑑 𝑛 
Setelah m didapat, maka isi pesan M dapat diketahui. 
 
2.3 Berbagai Metode Kriptanalisis pada RSA[1] 
RSA adalah algoritma kriptografi kunci publik paling 
populer yang digunakan saat ini. Algoritma ini diciptakan pada 
tahun 1976 oleh Rivest, Shamir, dan Adleman. Popularitas dari 
algoritma ini bersumber pada tingkat keamanannya yang sangat 
baik, bersumber dari sulitnya pemfaktoran terhadap sebuah 
bilangan integer besar. 
Sampai saat ini berbagai pendekatan kriptanalis terhadap RSA 
telah diusulkan. Beberapa serangan terhadap RSA adalah: 
 
2.3.1 Serangan GCD (Great Common Divisor)[4] 
Jika terdapat dua buah pesan yang dependen linear (m1 dan m2, 
m2= m1 + Δ) dienkripsi dengan sistem kriptografi RSA yang sama, 
maka dimungkinkan untuk mendapatkan kedua pesan tersebut. 
Dengan cara mendapatkan kedua ciphertext 𝑐1 = 𝑚1
𝑒𝑚𝑜𝑑 𝑛 dan 
𝑐2 = 𝑚2
𝑒𝑚𝑜𝑑 𝑛, didefinisikan dua buah fungsi polynomial P dan 
Q yang didefinisikan sebagai berikut: 
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𝑃(𝑥) = 𝑥2 − 𝑐1(𝑚𝑜𝑑 𝑛) 
𝑄(𝑥) = (𝑥 + ∆)2 − 𝑐2(𝑚𝑜𝑑 𝑛) 
Karena pesan m1 merupakan sebuah akar dari P dan Q, m1 
akan menjadi akar dari fungsi gcd(P,Q), yang kemungkinan besar 
merupakan polinom berderajat satu. Dengan menyelesaikan fungsi 
polinom ini, akan didapatkan nilai m1 dan m2= m1 + Δ. 
 
2.3.2 Serangan Brute-Force dan Timing[1] 
Metode Brute-Force adalah metode kriptanalisis yang paling 
pasti dalam mendapatkan hasil. Dengan mencoba setiap nilai kunci 
yang mungkin, seorang kriptanalis bisa mendekripsi ciphertext 
seperti apapun. Masalah utama dari metode ini adalah waktu 
komputasi yang sangat lama. Pencarian nilai kunci dengan 
exhaustive search adalah mustahil dilakukan dengan teknologi saat 
ini. Walaupun demikian, beberapa cara untuk memperkecil ruang 
pencarian telah diusulkan, di antaranya adalah dengan 
menggunakan metode Timing. 
Metode Timing ini memanfaatkan lamanya waktu komputasi 
dalam proses dekripsi sebuah cipher RSA. Dalam sebuah proses 
dekripsi RSA, pengguna akan melakukan proses m = cd mod n 
dimana nilai n adalah publik dan cipher c bisa didapat dengan 
melakukan penyadapan pada saluran komunikasi. Untuk 
mendapatkan statistik waktu yang diperlukan, kriptanalis harus 
bisa mendapatkan waktu komputasi pengguna untuk sejumlah nilai 
c dengan kunci privat tetap. Apabila dalam setiap operasi dekripsi 
pengguna menggunakan kunci privat d yang berbeda, maka metode 
timing ini tidak bisa dilakukan. Walaupun demikian komputasi 
kunci privat yang berbeda untuk setiap proses dekripsi sangat 
mahal dan tidak banyak pihak yang sanggup melakukannya tanpa 
terlalu mengganggu performansi. Selain itu, dalam metode ini 
kriptanalis harus mengetahui desain dan arsitektur dari sistem 
sasaran. 
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2.4 Jaringan Syaraf Tiruan 
Jaringan syaraf tiruan (JST) atau neural network adalah 
suatu metode komputasi yang meniru sistem jaringan syaraf 
biologis. Metode ini menggunakan elemen perhitungan non-linier 
dasar yang disebut neuron yang diorganisasikan sebagai jaringan 
yang saling berhubungan, sehingga mirip dengan jaringan syaraf 
manusia. Jaringan syaraf tiruan dibentuk untuk memecahkan suatu 
masalah tertentu seperti pengenalan pola atau klasifikasi karena 
proses pembelajaran.[7] 
Layaknya neuron biologis, JST juga merupaka sistem yang 
bersifat fault tolerant dalam dua hal. Pertama, dapat mengenali 
sinyal input yang agak berbeda dari yang pernah diterima 
sebelumnya. sebagai contoh, manusia sering dapat mengenali 
seseorang yang wajahnya pernah dilihat dari foto atau dapat 
mengenali seseorang yang wajahnya agak berbeda karena sudah 
lama tidak menjumpainya. Kedua tetap mampu bekerja meskipun 
beberapa neuronnya tidak mampu bekerja dengan baik. Jika sebuah 
neuron rusak, neuron lain dapat dilatih untuk menggantikan fungsi 
neuron yang rusak tersebut.  
Jaringan Syaraf Tiruan merupakan sistem adaptasi yang dapat 
merubah strukturnya untuk memecahkan masalah berdasarkan 
informasi yang masuk dan keluar melalui jaringan tersebut. Bisa 
dikatan, Jaringan Syaraf Tiruan adalah sebuah sistem pemodelan 
data statistik non-linier. Jaringan Syaraf iruan dapat digunakan 
untuk memodelkan hubungan yang kompleks antara input, hidden 
dan output yang berupa layer-layer untuk menemukan pola-pola 
pada data.  
 
2.5 Back Propagation 
Back Propagation merupakan suatu bentuk pelatihan dari 
jaringan syaraf tiruan yang biasanya digunakan untuk 
mengklasifikasikan suatu tipe pola tertentu. 
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2.5.1 Arsitektur 
Back Propagation memiliki beberapa unit yang ada dalam satu 
atau lebih layar tersembunyi. Model jaringan back propagation 
ditunjukkan pada gambar 2.2 sebagai berikut. 
 
Gambar 2.2 Arsitektur jaringan Back propagation 
 
vij merupakan bobot garis dari unit masukkan xi ke unit layar 
tersembunyi zj (v0j merupakan bobot garis yang menghubungkan 
bias di unit masukkan ke unit layar tersembunyi zj). wjk merupakan 
bobot garis dari unit layar tersembunyi zj ke unit keluaran yk (w0k 
merupakan bobot garis yang menghubungkan bias di unit layar 
tersembunyi ke unit keluaran yk). 
 
2.5.2 Fungsi Aktivasi 
Dalam back propagation, fungsi aktivasi yang dipakai harus 
memenuhi beberapa syarat yaitu: kontinu, terdiferensial dengan 
mudah dan merupakan fungsi yang tidak turun. Salah satu fungsi 
yang memenuhi ketiga syarat tersebut sehingga sering dipakai 
adalah fungsi sigmoid biner yang memiliki range (0,1). 
𝑓(𝑥) =  
1
1+𝑒−𝑥
  dengan turunan 𝑓′(𝑥) = 𝑓(𝑥)(1 − 𝑓(𝑥)) 
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Grafik fungsinya tampak pada gambar 2.3 sebagai berikut. 
 
Gambar 2.3 Grafik sigmoid biner range (0,1) 
 
2.5.3 Algoritma pelatihan 
Algoritma pelatihan untuk jaringan syaraf tiruan back 
propagation adalah sebegai berikut: 
Langkah 0 : Inisialisasi semua bobot dengan bilangan acak kecil. 
Langkah 1 : Jika kondisi penghentian belum terpenuhi, lakukan 
langkah 2–9 
Langkah 2 : Untuk setiap pasang data pelatihan, lakukan langkah 
3–8 
Langkah 3 : Tiap unit masukkan menerima sinyal dan 
meneruskannya ke unit tersembunyi di atasnya 
Langkah 4 : Hitung semua keluaran di unit tersembunyi zj 
(j=1,2,...,p) 
   
𝑧_𝑛𝑒𝑡𝑗 = 𝑣0𝑗 + ∑ 𝑥𝑖𝑣𝑖𝑗
𝑛
𝑖=1
 
𝑧𝑗 = 𝑓(𝑧_𝑛𝑒𝑡𝑗) =
1
1 + 𝑒−𝑧_𝑛𝑒𝑡𝑗
 
Langkah 5 : Hitung semua keluaran jaringan di unit yk 
(k=1,2,...,m) 
𝑦_𝑛𝑒𝑡𝑘 = 𝑤0𝑘 + ∑ 𝑧𝑗𝑤𝑗𝑘
𝑝
𝑗=1
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𝑦𝑘 = 𝑓(𝑦_𝑛𝑒𝑡𝑘) =
1
1 + 𝑒−𝑦_𝑛𝑒𝑡𝑘
 
Langkah 6 : Hitung faktor 𝛿 berdasarkan kesalahan di setiap unit 
keluaran yk 
𝛿𝑘 = (𝑡𝑘 − 𝑦𝑘)𝑓
′(𝑦_𝑛𝑒𝑡𝑘) = (𝑡𝑘 − 𝑦𝑘)𝑦𝑘(1 − 𝑦𝑘) 
  Hitung suku perubahan bobot wjk dengan learning rate 
α 
∆𝑤𝑗𝑘 = 𝛼𝛿𝑘𝑧𝑗 
Langkah 7 : Hitung faktor 𝛿 unit tersembunyi zj berdasarkan 
kesalahan di setiap unit tersembunyi 
𝛿_𝑛𝑒𝑡𝑗 = ∑ 𝛿𝑘𝑤𝑗𝑘
𝑚
𝑘=1
 
𝛿𝑗 = 𝛿_𝑛𝑒𝑡𝑗𝑓
′(𝑧_𝑛𝑒𝑡𝑗) = 𝛿_𝑛𝑒𝑡𝑗𝑧𝑗(1 − 𝑧𝑗) 
  Hitung suku perubahan bobot vij dengan learning rate 
α 
∆𝑣𝑖𝑗 = 𝛼𝛿𝑗𝑥𝑖 
Langkah 8 : Hitung semua perubahan bobot 
𝑤𝑗𝑘(𝑏𝑎𝑟𝑢) = 𝑤𝑗𝑘(𝑙𝑎𝑚𝑎) + ∆𝑤𝑗𝑘 
𝑣𝑖𝑗(𝑏𝑎𝑟𝑢) = 𝑣𝑖𝑗(𝑙𝑎𝑚𝑎) + ∆𝑣𝑖𝑗 
Langkah 9 : tes untuk kondisi penghentian 
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BAB III 
METODE PENELITIAN 
 
 
Bab ini membahas tentang metodologi sistem yang digunakan 
untuk menyelesaikan tugas akhir. Pembahasan metodologi sistem 
diawali dengan penjelasan tentang materi penelitian, peralatan 
yang digunakan, dan tahap penelitian. 
 Materi Penelitian 
Materi yang digunakan dalam penelitian ini diantaranya :  
1) Rancangan aplikasi dekripsi RSA menggunakan jaringan 
syaraf tiruan Back Propagation.  
2) Data yang digunakan untuk mendukung sistem yang terdiri 
dari :  
a) Pemilihan dua bilangan prima sebelum enkripsi data, dan 
dilanjutkan memilih kunci publik dan private.  
b) Melakukan enkripsi dan dekripsi RSA terhadap huruf 
yang di training ke dalam bentuk chipertext.  
c) Melakukan pembelajaran terhadap pola chipertext yang 
lebih dahulu melalui tahap enkripsi RSA.  
d) Melakukan proses pengenalan terhadap pola dengan 
menggunakan jaringan syaraf tiruan Back Propagation.  
 
 Alat Penelitian 
3.2.1 Kebutuhan Hardware 
Kebutuhan hardware dalam aplikasi perancangan system 
kriptanalisis RSA menggunakan jaringan syaraf tiruan Back 
Propagation mulai dari tahap desain, perancangan, dan 
implementasinya menggunakan sebuah perangkat komputer 
dengan spesifikasi sebagai berikut :  
 Processor Intel(R) Core(TM) i5-3230M CPU @2.60GHz (4 
CPUs), ~2.6GHz  
 RAM 4,00 GB  
 Harddisk 500GB  
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3.2.2 Kebutuhan Software 
Adapun untuk kebutuhan software dalam aplikasi 
perancangan system kriptanalisis RSA menggunakan jaringan 
syaraf tiruan Back Propagation mulai dari tahap desain, 
perancangan, dan implementasinya menggunakan sebuah 
perangkat komputer dengan spesifikasi sebagai berikut : 
 Sistem Operasi Windows 8.1  
 Netbeans IDE 8.0  
 
 Tahap Penelitian 
Langkah-langkah yang akan digunakan dalam pembuatan 
Tugas Akhir ini adalah sebagai berikut:  
1) Identifikasi masalah 
Identifikasi masalah merupakan tahap awal penelitian, dimana 
hasil penelitian ini dapat membuktikan bahwa dekripsi 
chipherteks RSA dapat dibantu dengan menggunakan 
jaringan syaraf tiruan back propagation.  
2) Studi literatur 
Studi ini meliputi hal-hal yang berkaitan dengan kriptografi, serta 
studi tentang metode Back Propagation pada Jaringan Syaraf 
Tiruan (JST) . Pembelajaran ini didapat baik dari buku-buku 
literatur, jurnal, paper, maupun artikel-artikel yang ada di 
internet.  
3) Perancangan penelitian 
Pada tahap ini akan dirancang sebuah sistem kriptanalisis 
RSA menggunakan Jaringan Syaraf Tiruan Back Propagation. 
Perancangan penelitian yang akan dilakukan antara lain, yaitu:  
a. Pengumpulan data hasil enkripsi RSA yang dibuat dalam 
sistem untuk digunakan pada proses pelatihan dan 
pengujian Jaringan Syaraf Tiruan.  
b. Penentuan nilai input pada jaringan syaraf tiruan.  
c. Penentuan nilai target pada jaringan syaraf tiruan.  
d. Pra-pemrosesan : proses konversi dari huruf menjadi 
bilangan biner yang siap untuk pembelajaran jaringan 
syaraf tiruan.  
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e. konversi data ke dalam bentuk matriks agar dapat dibaca 
oleh bahasa pemrograman java.  
f. Penentuan banyaknya iterasi pelatihan.  
g. Penentuan parameter pelatihan, yaitu batas iterasi dan  
learning rate.  
h. Perancangan tampilan aplikasi yang sesuai dengan 
permasalahan penelitian ini.  
i. Pengujian untuk mendapatkan model yang sesuai.  
4) Implementasi 
Proses ini merupakan proses perwujudan perancangan yang telah 
dilakukan ke dalam bentuk interface sistem maupun kode-
kode program sesuai dengan bahasa pemograman yang 
dipilih, yaitu java programming.  
5) Uji coba dan evaluasi 
Pada proses uji coba pembelajaran cipherteks, diasumsikan 
algoritma RSA yang akan diuji coba adalah RSA yang sudah 
dibuat dalam sistem.  
Untuk mendapatkan hasil dari sistem yang sudah 
diimplementasikan, maka tahap selanjutnya dilakukan uji 
coba pada sistem yang telah dibuat. Pengujian sistem 
bertujuan untuk menentukan apakah model telah sesuai yang 
diharapkan sehingga layak diimplementasikan. Dalam uji 
coba ini akan dibandingkan kelebihan dan kekurangan setiap 
arsitektur Jaringan Syaraf Tiruan yang sudah dirancang, 
kemudian dilanjutkan membandingkan hasil dekripsi dari 
arsitektur Jaringan Syaraf Tiruan yang terbaik dengan 
mendekripsikan menggunakan algoritma aslinya, yaitu RSA. 
Langkah selanjutnya setelah sistem di uji coba adalah 
melakukan evaluasi pada hasil yang didapatkan. 
6) Penarikan Kesimpulan 
Setelah melakukan analisa dari hasil uji coba, langkah 
selanjutnya adalah memberikan kesimpulan mengenai hasil 
Perancangan Kriptanalisis RSA dengan kelebihan dan 
kekurangan dari Jaringan Syaraf Tiruan Back Propagation. 
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BAB IV 
PERANCANGAN DAN IMPLEMENTASI SISTEM 
 
 Bab ini membahas analisa dan perancangan sistem perangkat 
lunak yang akan dibangun untuk perancangan kriptanalisis RSA 
menggunakan jaringan syaraf tiruan. Analisa sistem akan terdiri 
dari analisa kebutuhan sistem berupa data yang akan dipakai dan 
membahas cara yang digunakan untuk menyelesaikan kriptanalisis 
RSA dengan menggunakan arsitektur jaringan syaraf tiruan. 
 Pembahasan perancangan sistem akan membahas tentang 
sistem dari perangkat lunak yang akan dibangun, perancangan data, 
gambaran sistem kriptanalisis menggunakan arsitektur jaringan 
syaraf tiruan secara detail, dan perancangan algoritma proses-
proses yang ada dalam tugas akhir ini. Selanjutnya membahas 
implementasi sistem yang dimulai dari lingkungan implementasi 
sistem dan dilanjutkan dengan hasil implementasi antarmuka dan 
keseluruhan proses di dalam sistem 
 
 Analisis Sistem 
 Perancangan kriptanalisis RSA menggunakan jaringan syaraf 
tiruan Back Propagation merupakan pembuatan perangkat lunak 
yang mengimplementasikan kedua metode tersebut yaitu jaringan 
syaraf tiruan Back Propagation dan algoritma RSA (Rivest-
Shamir-Adleman).  
Tujuan pembuatan sistem ini adalah mengenali pola teks hasil 
enkripsi RSA berupa karakter yang kemudian disebut dengan 
cipherteks. Tulisan teks tersebut kemudian dikonversi menjadi 
urutan bilangan hasil enkripsinya, setelah itu bilangan dikonversi 
lagi menjadi deret biner. Jika semua operasi pada preprocessing 
telah dikerjakan, maka sistem siap melakukan pengkodean dalam 
bentuk matrik yang sudah diisi dengan bilangan biner tersebut. 
Matrik atau vektor-vektor dari tulisan teks tersebut akan di proses 
menggunakan Jaringan Syaraf Tiruan untuk mendapatkan 
plainteksnya kembali. 
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Misalkan plainteks yang akan dienkripsikan adalah “HARI 
INI” dalam decimal ASCII-nya adalah 72 65 82 73 32 73 78 73 
dalam biner 1001000 1000001 1010010 1001001 1001001 
1001110 1001001. 
Bilangan ASCII hasil dari konversi akan dienkripsi dengan 
algoritma RSA menggunakan kunci publik. Kemudian bilangan 
chipertext hasil enkripsi tersebut dengan kunci publiknya akan 
menjadi input untuk proses dekripsi dengan jaringan syaraf tiruan 
Back Propagation. Hasil yang diiinginkan oleh sistem adalah dapat 
mengenali pola setiap karakter yang dienkripsi dengan RSA 
menggunakan jaringan syaraf tiruan Back Propagation, setelah 
diketahui polanya setiap karakter akan didekripsikan dengan 
jaringan syaraf tiruan Back Propagation. Hasil dekripsi jaringan 
syaraf tiruan ini akan dibandingkan dengan hasil dekripsi RSA 
yang ada pada sistem. 
Berikut diagram perancangan sistem secara keseluruhan 
untuk aplikasi perancangan kriptanalisis RSA menggunakan 
jaringan syaraf tiruan Back Propagation dapat dilihat pada Gambar 
4.1. 
Gambar 4.1 Perancangan Sistem 
 
 
 Perancangan Sistem Kriptanalisis RSA 
Aplikasi ini dalam pengimplementasiannya menggunakan 
input berupa teks yang akan diuji, nilai learning rate, max epoch, 
dan kunci publik (E,N) yang dimiliki oleh cipherteks yang akan 
diuji. Kemudian dilakukan proses learning Back Propagation, lalu 
proses pengembalian teks menggunakan jaringan syaraf tiruan 
Input: 
 Teks 
 Learning 
Rate 
 Kunci 
RSA 
 
Proses: 
 Cipherteks, 
kunci 
public 
 Training 
 Testing 
 
Output: 
 Bobot hasil 
pembelaja-
ran 
 plainteks 
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Back Propagation. Output dari aplikasi ini berupa hasil 
pembelajaran dan plainteks hasil dekripsi jaringan syaraf tiruan 
Back Propagation. 
 
 Perancangan RSA 
Pada aplikasi perancangan jaringan syaraf tiruan untuk 
kriptanalisis RSA harus memiliki data yang akan digunakan pada 
sistem untuk dimasukkan kedalam proses pembelajaran dan proses 
pengujian. Berdasarkan kebutuhan aplikasi, proses 
pembelajaran(training) membutuhkan data kunci publik (E,N) 
yang akan dicari cipherteksnya, sedangkan pada proses pengenalan 
(testing) membutuhkan data cipherteks yang akan dicari 
plainteksnya. Untuk memenuhi kebutuhan tersebut maka dibuat 
sistem enkripsi dekripsi RSA dengan proses sebagai berikut. 
 
4.3.1 Proses Pembangkitan Kunci RSA 
Dalam pemrosesan teks menjadi plainteks, kunci adalah 
parameter yang sangat penting. Untuk menentukan sebuah kunci 
dalam algoritma RSA perlu menentukan dua buah bilangan prima 
yang disimbolkan dalam variabel P dan Q. Setelah dua bilangan 
prima ditentukan, akan dipilih nilai E sebagai kunci enkripsi RSA 
dengan syarat bilangan e tersebut harus relatif prima dengan 
M=((P-1)*(Q-1)). Semakin besar nilai kedua bilangan prima P dan 
Q semakin besar pula tingkat kesulitan untuk memfaktorkan 
bilangan menjadi faktor primanya. Langkah selanjutnya setelah 
mendapatkan kunci enkripsi adalah mencari kunci dekripsinya 
yang disimbolkan dengan variabel d dengan syarat 𝑑 =
1+𝑚∗𝑀
𝑒
 
dimana akan terdapat bilangan bulat m yang menyebabkan 
bilangan bulat d. 
 
4.3.2 Proses Enkripsi dan Dekripsi RSA 
Proses enkripsi dengan algoritma RSA menggunakan kunci 
publik (e,N). Dalam proses enkripsi membutuhkan input berupa 
kalimat teks yang akan dienkripsi. Setiap karakter pada kalimat 
tersebut kemudian dikonversi dengan bilangan ASCII yang 
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dimiliki masing-masing karakter dan bilangan ASCII tersebut 
langsung dihitung dengan rumus enkripsi 𝑦𝑖 = 𝑥𝑖
𝑒𝑚𝑜𝑑 𝑁. Setelah 
mendapatkan masing-masing bilangan hasil enkripsi, kemudian 
bilangan tersebut dikonversi menjadi bilangan ASCII dalam 
rentang 0-256. Output dari hasil enkripsi ini berupa cipherteks. 
Sedangkan proses dekripsi data menggunakan kunci private 
(d,N). Dalam proses dekripsi membutuhkan input berupa 
cipherteks yang akan dienkripsi. Sebelum dienkripsi cipherteks 
tersebut diinisialisasi untuk mendapatkan bilangan enkripsinya 
baru kemudian di proses dengan rumus dekripsi 𝑥𝑖 = 𝑦𝑖
𝑑𝑚𝑜𝑑 𝑁. 
 
 Perancangan Pembelajaran Back Propagation 
4.4.1 Perancangan Arsitektur Back Propagation 
Proses ini merupakan proses utama dalam pelatihan jaringan 
syaraf tiruan Back Propagation. Jaringan syaraf tiruan pada tugas 
akhir ini 202 elemen input, 203 elemen layar tersembunyi dan 95 
elemen target jaringan. Dalam arsitektur ini diharapkan keluaran 
menuju klasifikasi dari 95 karakter manipulasi teks pada keyboard 
yang diurutkan sehingga terdapat sebanyak 95 elemen target. 
Gambar arsitektur Back Propagation untuk tugas akhir ini 
ditunjukkan pada gambar 4.2. 
 
Gambar 4.2 Arsitektur Back Propagation yang digunakan 
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x1-x201 akan diisi oleh nilai tiap bit dari hasil konversi 
cipherteks dan public key menjadi bilangan biner setiap huruf 
terenkripsi+e+N sepanjang 201 bit. Misalkan didapat susunan 
bilangan hasil konversi 1 0 1 1 0 1 1 0  dst. Maka x1=1, x2=0, x3=1, 
x4=1, x5=0, x6=1, x7=1, x8=0 dan seterusnya hingga x201. Untuk z1-
z202 didapat dari proses aktivasi dari x1-x201. Begitu juga untuk y1-
y95 didapat dari proses aktivasi dari z1-z202. 
  
4.4.2 Pra-proses Inisialisasi Data Input Back Propagation 
Sebelum data teks diproses dengan Back Propagation, perlu 
dilakukan proses awal terlebih dahulu, yaitu inisialisasi data 
dengan tujuan mendapatkan ukuran bit yang sesuai dengan 
arsitektur jaringan syaraf tiruan pada sistem. 
Data-data input yang digunakan berupa data biner. Data biner 
tersebut merupakan hasil dari konversi bilangan yang didapat dari 
enkripsi dari 95 karakter manipulasi teks dengan metode enkripsi 
RSA. Panjang bit biner dalam proses ini sebanyak 67 bit, dan 
apabila bit hasil konversi < 67 ditambahkan bit ‘0’ di depan hasil 
konversi. Kunci publik (e dan N) yang dipilih dalam proses 
enkripsi, masing-masing dikonversi menjadi bilangan biner 
sepanjang 67 bit. Jika panjang bit < 67 ditambahkan bit ‘0’ di depan 
bilangan biner hasil konversi e dan N. 
Data-data biner hasil konversi yang pertama, nilai E dan N 
kemudian dijadikan satu blok bit menjadi 201 bit. Maka didapatkan 
bilangan biner setiap huruf terenkripsi+e+N sepanjang 201 bit. 
Lalu ditambahkan satu bit lagi di depan dengan nilai 1 sebagai bias. 
Bilangan biner inilah yang akan dimasukkan dalam proses 
pelatihan jaringan syaraf tiruan.  
Data yang digunakan dalam inisialisasi ini adalah urutan 
bilangan hasil enkripsi RSA, yaitu data yang didapat dari hasil 
enkripsi RSA dengan input plainteks 95 karakter manipulasi teks 
beserta dengan kunci publik (e dan N) milik cipherteks yang akan 
dicari plainteksnya, maka didapat data enkripsi sebanyak 95 data 
enkripsi RSA.  
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Sebelum suatu string teks mengalami pemrosesan lebih lanjut, 
perlu dilakukan proses awal (preprocessing) terlebih dahulu, 
dengan tujuan mendapatkan nilai bit yang diimplementasikan 
kedalam bentuk matriks. Sehingga dapat digunakan dalam 
pembelajaran back propagation. 
 
4.4.3 Pra-proses Inisialisasi Data Target 
Setelah inisialisasi data input, dilanjutkan dengan 
inisialisasi data target. Nilai target diisi sesuai dengan urutan 
barisan karakter plainteksnya, yaitu 95 karakter keyboard. Setiap 
barisan ke-n, nilai target di isi dengan’1’ sedangkan yang lainya 
diisi dengan nilai ‘0’. 
 
4.4.4 Inisialisasi bobot 
Tahap ini adalah tahap penentuan bobot awal pelatihan dari 
layer pada jaringan syaraf tiruan. Nilai bobot dari input ke layer 
tersembunyi diinisialisasi v0,0 – v202,203 dan nilai bobot dari Ayer 
tersembunyi diinisialisasi w0,0 – w203,95. Setiap bobot diberikan nilai 
random yang berbeda dari interval [-1,1]. 
4.4.5 Proses Pembelajaran Back Propagation 
Tahap pelatihan ini bertujuan untuk merancang pelatihan 
pendekripsian oleh jaringan syaraf tiruan yang bekerja untuk 
mengkriptanalisis algoritma kunci publik RSA.  
Dalam proses pembelajaran nilai bobot diinisialisasi terlebih 
dahulu menggunakan nilai random kecil dalam range [-1,1]. 
Setelah nilai bobot diinisialisasi, proses pembelajaran diterapkan 
dengan data input berupa kumpulan setiap huruf yang sudah 
diinisialisasi pada proses sebelumnya. Tujuan dari proses 
pembelajaran ini untuk mendapatkan nilai bobot akhir yang sesuai 
dengan target pembelajaran, bobot akhir yang didapatkan setelah 
proses pembelajaran digunakan dalam proses pengenalan karakter.  
Pelatihan dimulai dengan menggunakan karakter berupa 
alphabet huruf A-Z, a-z dan (spasi). Karakter tersebut di enkripsi 
menggunakan RSA untuk mendapatkan bilangan hasil enkripsinya. 
Kemudian diolah melalui pra-proses untuk mendapatkan matriks 
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input sepanjang 202 bit. Setelah matriks input diinisialisasi, 
plainteks awal di inisialisasi melalui pra-proses sebelum menjadi 
target pelatihan jaringan syaraf tiruan Back Propagation.  
Parameter pembelajaran yang harus ditentukan pada jaringan 
syaraf tiruan Back Propagation meliputi jumalah batas iterasi 
(maxepoh) dan menentukan laju pemahaman(learning rate).  
Proses ini merupakan tahap pembelajaran data (training), 
dimana pada proses ini akan mengeluarkan hasil pembelajaran 
berupa matriks bobot terpelajar dan banyaknya iterasi 
pembelajaran. Proses pembelajaran mengikuti langkah-langkah 
algoritma pembelajaran Back Propagation. Step awal yaitu 
nyatakan setiap pola masukan dan target sebagai vektor biner yang 
elemenya sudah diinisialisasi pada pra-proses. Setelah bobot-
bobotnya diperbarui, lakukan perhitungan seperti diatas untuk 
setiap pasang input dan target berikutnya dengan menggunakan 
bobot baru. Lakukan terus untuk semua pasangan input X, layer 
tersembunyi Z dan target sampai semua nilai Y sama dengan target. 
Jika sampai epoch maksimum masih ada Y yang tidak sama dengan 
target, maka pelatihan dihentikan dan bobot dipakai apa adanya. 
Bobot-bobot inilah yang nanti akan digunakan untuk kriptanalisis 
cipherteks. 
 
 Perancangan Pengenalan Cipherteks 
Dalam proses pengenalan, bobot akhir dari proses 
pembelajaran digunakan sebagai penentu hasil. Karena testing 
algoritma Back Propagation mencari nilai target berdasarkan nilai 
beban akhir. Target yang didapatkan adalah hasil dari pengenalan. 
 
4.5.1 Pra-proses Inisialisasi input pengenalan teks 
Data yang digunakan dalam inisialisasi ini adalah cipherteks 
yang akan dicari plainteksnya beserta kunci publiknya. Sebelum 
suatu string teks mengalami pemrosesan pengenalan lebih lanjut, 
perlu dilakukan proses awal (preprocessing) terlebih dahulu, 
dengan tujuan mendapatkan nilai bit yang diimplementasikan 
kedalam bentuk matriks. Sehingga dapat digunakan dalam 
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pengenalan Back Propagation. Tahapan-tahapan pada proses ini 
terdiri dari : 
1. Konversi cipherteks menjadi bilangan awalnya 
Langkah ini merupakan langkah konversi hasil enkripsi RSA 
yang berupa teks menjadi bentuk urutan bilangan awalnya. Untuk 
melakukan konversi cipherteks menjadi bilangan enkripsi awalnya 
digunakan tabel ascii dan kunci publik enkripsinya (e dan N). 
2. Tambah bit bilangan hasil enkripsi dengan (e dan N)  
Proses selanjutnya setelah mendapatkan urutan bilangan 
adalah mengkonversi setiap bilangan tersebut menjadi bilangan 
biner 67 bit, beserta dengan kunci publiknya (e dan N). Apabila 
banyaknya bit < 67 maka ditambahkan ‘0’ setiap di depan bit. 
Kemudian bit-bit tersebut ditambahkan menjadi 201 bit (bilangan 
enkripsi+e +N), lalu tambahkan ‘1’ di depan bit yang telah 
digabung. Tahapan ini sama seperti inisialisasi data input. 
 
4.5.2 Dekripsi dengan Back Propagation 
Setelah dilakukan proses training, maka proses selanjutnya 
adalah proses testing. Proses ini dilakukan pada saat proses training 
berakhir dan data dari proses training akan diuji dan diterapkan. 
Proses ini berfungsi untuk melihat hasil pembelajaran cipherteks 
yang sudah di training dengan jaringan syaraf tiruan. Pada tahap 
ini dengan menggunakan bobot terpelajar hasil pembelajaran, 
dihitung apakah hasil yang didapatkan sesuai dengan target 
pembelajaranya.  
Pengenalan huruf dimulai dengan menggunakan cipherteks 
hasil enkripsi RSA. Cipherteks tersebut kemudian dikonversi 
menjadi urutan bilangan hasil enkripsinya dan diinisialisasi 
bersama dengan kunci publiknya. Proses tersebut merupakan pra-
proses inisialisasi data input pengenalan cipherteks dengan 
jaringan syaraf tiruan back propagation. Algoritma back 
propagation yang dipakai untuk pengujian sama seperti algoritma 
back propagation pada proses pembelajaran, namun disini yang 
digunakan hanya step awal saja. Jadi tanpa pengujian nilai target 
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dan perubahan bobot. Penggunaan step awal tersebut untuk 
mendapatkan nilai keluaran pada setiap neuron yang akan diuji.  
Proses ini akan mengambil nilai bobot hasil training, 
kemudian digunakan untuk mencari nilai keluaran dari setiap 
neuron. Hasil keluaran dari setiap neuron kemudian di cek dengan 
nilai target data setiap plainteks pada proses training. Proses ini 
akan mengeluarkan karakter hasil klasifikasi jaringan syaraf tiruan.  
Langkah pertama untuk mendekripsikan sebuah cipherteks 
yaitu menginisialisasi dahulu cipherteks melalui pra-proses. 
Setelah semua data diinisialisasi, data diimplementasikan ke dalam 
matriks-matriks yang siap untuk dicari vektor keluaranya. Setelah 
setiap unit masukkan didapatkan, jika yi=1 berarti pola yang 
dimassukkan merupakan huruf ke-i. Jika tidak ada satupun yi=1 
maka pola yang dinputkankan tidak bisa diklasifikasikan. 
 
 Perancangan Uji Coba 
Tujuan dilakukannya uji coba adalah untuk mencari 
arsitektur jaringan syaraf tiruan yang optimal dalam proses 
pelatihan dan pengujian. Tahap pengujian(testing) ini 
bertujuan untuk mengetahui model-model jaringan yang 
telah terbentuk apakah sesuai dengan hasil yang diharapkan 
atau tidak. Data yang digunakan dalam tahap pengujian ini 
adalah cipherteks yang akan dicari plainteksnya.  
Tahap pengujian ini, dilakukan untuk mendapatkan hasil dari 
masing-masing cipherteks dalam mencapai target yang telah 
ditentukan. Kemudian dilanjutkan dengan mencocokan nilai target 
yang didapatkan dengan nilai dari target karakter pada proses 
pembelajaran sebelumnya. 
 
 Implementasi Program 
Setelah perancangan selesai, tahap selanjutnya adalah 
implementasi. Tahap ini bertujuan agar user dapat menggunakan 
program yang telah dirancang. 
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4.7.1 Implementasi Interface 
Pada sub bab ini dijelaskan tentang alur pembuatan aplikasi 
dan kegunanaan fungsi-fungsi yang ada di dalam aplikasi beserta 
tampilan desain. 
 
4.7.1.1 Form Menu Utama 
Halaman menu utama ini merupakan tampilan awal saat 
program dijalankan. Pada tampilan ini terdapat menu untuk 
menjalankan semua aplikasi yang tersedia dan menu exit yang 
berfungsi untuk keluar dari aplikasi. Dalam menu utama ini 
terdapat pilihan untuk memasuki form yang lain yaitu terdapat 
form Generate Key, form Enkripsi, form Dekripsi, form 
kriptanalisis. Masing-masing form memiliki fungsi yang berbeda-
beda dalam aplikasi ini. Berikut penjelasan dari setiap form dalam 
halaman menu utama pada Gambar 4.3 berikut. 
 
Gambar 4.3 Form Main Menu 
Masing-masing form berfungsi untuk menjalankan berbagai 
perintah tertentu dalam sistem. Adapun menu-menu yang 
ditampilkan pada antarmuka utama sistem disajikan dalam Tabel 
4.1. 
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Tabel 4.1 Menu dan kegunaan pada form Main Menu 
Menu Menu Item Kegunaan 
RSA Generate Key Menampilkan form generate 
kunci RSA 
Enkripsi Menampilkan form enkripsi 
RSA 
Dekripsi Menampilkan form dekripsi 
RSA 
JST Inisialisasi Untuk menginisialisasi 
learning rate, input, target dan 
bobot awal 
Training Memulai Training back 
propagation 
Other Kriptanalisis Menampilkan form 
kriptanalisis 
 
4.7.1.2 Form Generate Key 
Pada halaman form Generate Key terdapat proses untuk 
mengenerate kunci RSA untuk mengenkripsi dan mendekripsi 
plainteks. Form Generate Key akan ditunjukkan pada Gambar 4.4 
berikut ini. 
 
Gambar 4.4 Form Generate Key 
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Tabel 4.2 Tombol dan kegunaan pada form Generate Key 
Tombol Kegunaan 
Generate Key Menggenerate kunci secara random 
Manual Mengaktifkan fungsi input kunci secara 
manual 
Set Mengaktifkan kunci yang telah diinputkan 
secara manual 
 
4.7.1.3 Form Enkripsi 
Pada halaman form Enkripsi terdapat proses untuk 
mengenkripsi plainteks dengan kunci RSA yang telah diaktifkan. 
Form Enkripsi akan ditunjukkan pada Gambar 4.5 berikut ini. 
 
Gambar 4.5 Form Enkripsi 
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Tabel 4.3 Tombol dan kegunaan pada form Enkripsi 
Tombol Kegunaan 
Search Mengambil plainteks dari sebuah file .txt 
secara langsung 
Proses Memulai proses enkripsi plainteks yang 
diinputkan pada textbox Plain Text 
 
4.7.1.4 Form Dekripsi 
Pada halaman form Dekripsi terdapat proses untuk 
mendekripsi cipherteks dengan kunci RSA yang telah diaktifkan. 
Form Dekripsi akan ditunjukkan pada Gambar 4.6 berikut ini. 
 
Gambar 4.6 Form Dekripsi 
 
Tabel 4.4 Tombol dan kegunaan pada form Dekripsi 
Tombol Kegunaan 
Proses Memulai proses dekripsi cipherteks yang 
diinputkan pada textbox Cipher Text 
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4.7.1.5 Form Kriptanalisis 
Pada halaman form Kriptanalisis terdapat proses untuk 
menkriptanalisis cipherteks dengan menggunakan bobot terpelajar 
yang didapat dari jaringan syaraf tiruan back propagation. Form 
Kriptanalisis akan ditunjukkan pada Gambar 4.7 berikut ini. 
 
Gambar 4.7 Form Kriptanalisis 
 
Tabel 4.5 Tombol dan kegunaan pada form Kriptanalisis 
Tombol Kegunaan 
Proses Memulai proses dekripsi cipherteks 
menggunakan jaringan syaraf tiruan back 
propagation 
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BAB V 
HASIL DAN PEMBAHASAN 
 
 Pada bab ini akan dilakukan pembahasan mengenai pengujian 
yang telah dilakukan perangkat lunak. Dalam hal ini menjelaskan 
mengenai proses pengujian yang dilakukan terhadap sistem 
kriptanalisis cipherteks RSA dengan jaringan syaraf tiruan back 
propagation. Hasil pengujian kemudian dibahas untuk mengetahui 
kerja sistem secara keseluruhan dalam mengidentifikasi cipherteks 
dari plainteks yang dienkripsi RSA. Isi dari bab ini dimulai dari 
lingkungan pengujian sistem yang digunakan. Membahas tentang 
pengujian proses kriptanalisis cipherteks. Selanjutnya dijelaskan 
mengenai hasil pengujian terhadap sistem yang telah 
diimplementasikan. Setelah itu di akhir bab diisi dengan 
pembahasan hasil pengujian yang telah dilakukan. 
 
 Lingkungan Uji Coba 
Uji coba dilakukan dengan menggunakan komputer dengan 
spesifikasi Processor Processor Intel(R) Core(TM) i5-3230M CPU 
@2.60GHz (4 CPUs), ~2.6GHz dengan memory(RAM) 4,00GB 
sedangkan sistem operasi yang digunakan adalah Windows 8.1 
dengan software pendukung adalah Netbeans IDE 8.0 
 
 Hasil Implementasi Proses RSA 
Tujuan dari pengujian hasil implementasi proses RSA adalah 
untuk mengetahui apakah proses RSA yang telah 
diimplementasikan menjadi kode-kode program java dapat 
dijalankan sesuai dengan algoritma yang telah dirancang 
sebelumnya. Pada Tabel 5.1 berikut sebagian ditunjukkan hasil 
implementasi proses RSA. 
Plainteks: 
(spasi)!"#$%&'()*+,-./0123456789:;<=>?@ABCDEFGHIJKLMNOP 
QRSTUVWXYZ[\]^_`abcdefghijklmnopqrstuvwxyz{|}~ 
P: 8930447971 Q: 8809589429  
PublicKey: (634515158563, 78673580041556098559) 
34 
PrivateKey: (78673580023816061160, 78673580041556098559) 
 
Tabel 5.1 Contoh Hasil Enkripsi RSA 
No Karak
ter 
AS
CII 
Biner Cipher 
teks 
Bilangan 
1 spasi 32 100000 °„ ên• ¯
4a 
623446485979424
69808 
2 ! 33 100001 ²È•Õ  144870446133685
6754 
3 " 34 100010 þ%x=Ò
¼e 
626711976760315
73518 
4 0 48 110000 P[/Ï_v# 117141385012239
8660 
5 1 49 110001 Ä«„ µ°²
A 
545559587560385
41839 
6 a 97 1100001 ÖOÚ¿®
=Eˆ  
282660664570131
45558 
7 b 98 1100010 uuí=eÂ
“ à 
161824916261587
81813 
 
 Hasil Implementasi Proses Pra-pengolahan 
Tahapan yang dilakukan dalam pra-proses yaitu meliputi 
perubahan data dari bentuk karakter ke bentuk bit 1 dan 0. Tujuan 
dari pengujian implementasi ini untuk mengetahui apakah proses 
pra-pengolahan data yang telah diimplementasikan dalam kode-
kode program java dapat dijalankan sesuai dengan algoritma yang 
telah dirancang sebelumnya. Hasil pengujian implementasi 
program proses pra-pengolahan data sebelum ditraining sebagai 
berikut. 
 
5.3.1 Hasil Implementasi Inisialisasi Input 
Untuk menginisialisasi input dibutuhkan data bilangan hasil 
enkripsi dan data kunci publiknya. Hasil yang didapatkan dari 
proses ini berupa matriks yang berisi 202 bit. Tabel 5.2 
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menunjukkan beberapa hasil inisialisasi vektor input pada data 
plainteks yang sudah dienkripsi pada subbab 5.2. 
 
Tabel 5.2 Contoh hasil proses inisialisasi input 
Karakter Vektor Input 
spasi 1 0 1 1 0 1 1 0 0 0 0 1 0 0 1 1 0 1 0 0 1 0 1 0 1 1 1 1 
1 0 0 1 0 1 0 1 0 1 1 0 1 1 1 0 1 1 1 0 1 0 1 0 1 0 0 0 
0 1 0 0 1 0 1 1 0 0 0 0 1 0 0 0 1 0 0 0 0 1 1 1 1 0 1 0 
0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 1 1 1 1 0 1 0 0 0 0 1 0 
0 1 1 0 1 1 0 0 1 1 1 1 1 0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 
1 1 1 0 1 1 1 1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 
1 0 0 0 1 1 
! 1 0 0 0 0 0 0 1 0 1 0 0 0 0 0 1 1 0 1 0 1 1 0 1 0 1 0 1 
0 0 0 0 1 0 0 0 0 0 1 1 0 0 1 0 1 0 0 0 0 0 0 1 1 1 0 0 
1 0 0 0 1 0 1 1 0 0 1 0 1 0 0 0 1 0 0 0 0 1 1 1 1 0 1 0 
0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 1 1 1 1 0 1 0 0 0 0 1 0 
0 1 1 0 1 1 0 0 1 1 1 1 1 0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 
1 1 1 0 1 1 1 1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 
1 0 0 0 1 1 
" 1 0 1 1 0 1 1 0 0 1 0 1 1 0 1 1 1 1 0 0 1 1 0 1 0 0 1 0 
0 0 1 1 1 1 0 1 0 1 1 1 1 0 0 0 0 0 1 0 0 1 0 1 1 1 1 1 
1 1 1 0 0 0 0 0 1 1 1 0 1 0 0 0 1 0 0 0 0 1 1 1 1 0 1 0 
0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 1 1 1 1 0 1 0 0 0 0 1 0 
0 1 1 0 1 1 0 0 1 1 1 1 1 0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 
1 1 1 0 1 1 1 1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 
1 0 0 0 1 1 
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Tabel 5.2 Hasil proses inisialisasi input (Lanjutan) 
0 1 0 0 0 0 0 0 1 0 0 0 0 0 1 0 0 0 0 0 1 1 0 1 1 0 0 1 0 
1 0 1 1 0 0 0 0 1 0 1 1 0 1 0 1 1 0 0 0 0 1 0 0 1 0 1 0 
1 0 1 1 1 1 0 0 0 1 0 0 1 0 0 0 1 0 0 0 0 1 1 1 1 0 1 0 
0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 1 1 1 1 0 1 0 0 0 0 1 0 
0 1 1 0 1 1 0 0 1 1 1 1 1 0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0  
1 1 1 0 1 1 1 1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 
1 0 0 0 1 1 
1 1 0 1 0 1 1 1 1 0 1 0 1 0 0 0 1 1 1 0 1 1 0 1 1 0 0 1 1 
0 1 1 1 0 0 0 0 0 1 0 1 0 0 1 0 1 0 0 0 1 0 1 0 0 0 0 0 
0 0 1 0 0 0 0 0 1 1 1 1 1 0 0 0 1 0 0 0 0 1 1 1 1 0 1 0 
0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 1 1 1 1 0 1 0 0 0 0 1 0 
0 1 1 0 1 1 0 0 1 1 1 1 1 0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 
1 1 1 0 1 1 1 1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 
1 0 0 0 1 1 
a 1 0 0 1 1 0 0 0 1 0 0 0 0 1 0 0 0 1 0 1 0 0 1 1 1 1 0 1 
1 0 1 0 1 1 1 0 1 0 1 1 1 1 1 1 1 1 0 1 1 0 1 0 0 1 0 0 
1 1 1 1 1 1 0 1 0 1 1 0 1 0 0 0 1 0 0 0 0 1 1 1 1 0 1 0 
0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 1 1 1 1 0 1 0 0 0 0 1 0 
0 1 1 0 1 1 0 0 1 1 1 1 1 0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 
1 1 1 0 1 1 1 1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 
1 0 0 0 1 1 
b 1 0 0 0 1 1 1 0 0 0 0 0 1 0 0 1 0 0 1 1 1 1 0 0 0 0 1 0 
0 1 1 0 0 1 0 1 0 0 1 1 1 1 0 1 1 1 1 0 1 1 0 1 0 1 1 1 
0 1 0 1 0 1 1 1 0 1 0 1 1 0 0 0 1 0 0 0 0 1 1 1 1 0 1 0 
0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 1 1 1 1 0 1 0 0 0 0 1 0 
0 1 1 0 1 1 0 0 1 1 1 1 1 0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 
1 1 1 0 1 1 1 1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 
1 0 0 0 1 1 
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5.3.2 Hasil Implementasi Proses Inisialisasi Target 
Untuk menginisialisasi vektor target dibutuhkan data huruf 
yang ditraining dan diurutkan berdasarkan kode ASCII 95 karakter 
manipulasi teks pada keyboard. Hasil yang didapatkan dari proses 
ini berupa matriks satu dimensi berukuran 95 bit. Tabel 5.3 berikut 
menunjukkan beberapa hasil inisialisasi vektor target. 
 
Tabel 5.3 Contoh hasil proses inisialisasi target 
Karakter Vektor Target 
spasi 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 
! 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 
" 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 
1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 
a 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 
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Tabel 5.3 Hasil proses inisialisasi target (Lanjutan) 
b 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 
 
 Hasil Pembelajaran Back Propagation 
Pada tugas akhir ini, pengujian proses pembelajaran back 
propagation merupakan proses yang utama. Hal ini dikarenakan 
untuk mengetahui bagaimana unjuk kerja sistem dalam 
menentukan bobot yang tepat sebelum mendekripsi sebuah 
cipherteks tanpa menggunakan algoritma RSA.  
Sebelum dilakukan proses pendekripsian dengan jaringan 
syaraf tiruan dibutuhkan sebuah sample data untuk proses 
pembelajaran back propagation. Sample data ini diambil dari 95 
karakter keyboard kemudian dienkripsi dengan kunci publik yang 
dimiliki cipherteks RSA yang akan dicari plainteksnya. 
Keberhasilan pendekripsian tersebut berdasarkan nilai bobot yang 
dihasilkan dari proses pembelajaran jaringan syaraf tiruan back 
propagation. Hasil pembelajaran secara lebih rinci sebagai berikut. 
 
Tabel 5.4 Hasil Pembelajaran Back Propagation 
α Target 
error 
Epoch yang 
dicapai 
Waktu Training (detik) 
0,2 0 182.478 2985,314 
0,4 0 95.290 1598,552 
0,6 0 65.710 1571,969 
0,8 0 52.652 1108,223 
1 0 45.820 848,615 
 
Berdasarkan hasil uji coba diatas tampak bahwa pada proses 
pembelajaran learning rate 1 menghasilkan iterasi yang lebih 
sedikit dan membutuhkan waktu yang lebih singkat, sedangkan 
jika learning rate diperkecil maka proses pembelajaran 
membutuhkan waktu yang lebih lama dan terasi yang lebih banyak. 
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 Pengujian Hasil Pembelajaran 
Untuk mengukur tingkat keakuratan kinerja dari sistem 
jaringan syaraf tiruan back propagation yang telah dirancang, maka 
perlu dilakukan pengujian pengenalan terhadap sample cipherteks. 
Tujuan utama dari pengujian hasil pembelajaran ini adalah 
mendekripsi cipherteks RSA tanpa menggunakan kunci private 
yang dibutuhkan oleh sistem RSA. Jadi hanya proses pembelajaran 
dan testing jaringan syaraf tiruan yang berperan dalam 
pengembalian cipherteks ke plainteks awal. 
Sample cipherteks ini diambil dari sebuah kalimat yang sudah 
dienkripsi dahulu dengan kunci RSA. Kunci RSA yang dipakai 
pada pengujian ini meliputi kunci yang sama dengan data yang di 
training.  
Jadi, untuk mendekripsikan data yang diperlukan adalah 
bobot akhir dari hasil training menggunakan jaringan syaraf tiruan 
back propagation. Berikut sample data plainteks dan cipherteks 
RSA yang digunakan pada proses pengujian. 
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Tabel 5.5 Hasil pengujian proses pembelajaran 
No Kriteria Hasil 
1 Waktu enkripsi dengan RSA (detik) 0,188 
2 Waktu deskripsi dengan RSA (detik) 0,062 
3 Waktu deskripsi dengan JST (detik) 0,109 
4 Plainteks berhasil dikenali dengan JST 
(karakter) 
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Plainteks "Algortima RSA dijabarkan pada tahun 1977 oleh 
tiga orang : Ron Rivest, Adi Shamir dan Len Adleman dari 
Massachusetts Institute of Technology. Huruf RSA itu 
sendiri berasal dari inisial nama mereka (Rivest-Shamir-
Adleman). Clifford Cocks, seorang matematikawan Inggris 
yang bekerja untuk GCHQ, menjabarkan tentang sistem 
equivalen pada dokumen internal pada tahun 1973. 
Penemuan Clifford Cocks tidak terungkap hingga tahun 1997 
karena alasan top-secret classification. Algoritma tersebut 
dipatenkan oleh Massachusetts Institute of Technology pada 
tahun 1983 di Amerika Serikat sebagai U.S. Patent 
4.405.829. Paten tersebut berlaku hingga 21 September 2000. 
Semenjak Algoritma RSA dipublikasikan sebagai aplikasi 
paten, regulasi di sebagian besar negara-negara lain tidak 
memungkinkan penggunaan paten. Hal ini menyebabkan 
hasil temuan Clifford Cocks di kenal secara umum, paten di 
Amerika Serikat tidak dapat mematenkannya." 
P=8930447971 Q=8809589429 Public Key (e,N)= 
(634515158563,78673580041556098559) Private Key 
(d,M)= (10362619973609444467,78673580023816061160) 
Cipherteks: 
þ%x=Ò¼e                                                          ü³Ý¼† ¢\ 
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Tabel 5.5 Hasil Pengujian proses pembelajaran (Lanjutan) 
5 Plainteks gagal dikenali dengan JST 
(karakter) 
0 
6 Akurasi pengenalan (%) 100 
 
 Pembahasan Hasil Pengujian 
Pembahasan hasil pengujian difokuskan pada hasil pengujian 
proses pembelajaran yang menjadi pengujian utama pada tugas 
akhir ini. pembahasan hasil pengujian ini digunakan untuk 
mengetahui hasil kinerja sistem kriptanalisis RSA menggunakan 
jaringan syaraf tiruan back propagation secara keseluruhan. Di 
samping itu, pembahasan hasil pengujian juga digunakan untuk 
menarik beberapa kesimpulan tentang penyelesaian permasalahan 
yang dihadapi pada tugas akhir ini. 
Dari hasil yang didapatkan, proses pendekripsian cipherteks 
menggunakan jaringan syaraf tiruan dengan mempelajari public 
keynya terlebih dahulu sudah berhasil. Konsep ini bisa digunakan 
karena pada kriptanalisis data RSA sudah tidak membutuhkan 
kunci privatenya lagi meskipun membutuhkun kunci publiknya 
untuk menginisialisasi data awal pada proses pembelajaran setiap 
karakter jaringan syaraf tiruan back propagation. 
  
47 
 
LAMPIRAN A 
 
A.1 Kode Prosedur Proses Generate Key 
A.1.1 Kode Fungsi Untuk Membangkitkan Bilangan Prima 
public void GeneratePrime(int digit){ 
        BigInteger bil = new BigInteger("10"); 
        bil = bil.pow(digit); 
        bit = bil.bitLength(); 
        if(digit == 1){ 
            do{ 
                p = BigInteger.probablePrime(bit-1, rand); 
                q = BigInteger.probablePrime(bit-1, rand); 
            
}while(p.equals(q)||(p.compareTo(bil)>=0)||(q.compareTo(bil)>=
0)); 
        } 
        else{ 
            do{ 
                p = BigInteger.probablePrime(bit, rand); 
                q = BigInteger.probablePrime(bit, rand); 
            } 
while(p.equals(q)||(p.compareTo(bil)>=0)||(q.compareTo(bil)>=0)
); 
        } 
} 
 
A.1.2 Kode untuk Generate Key 
public void GenerateKey(){ 
        N = p.multiply(q); 
        M = (p.subtract(one)).multiply(q.subtract(one)); 
        do{ 
            do{ 
                bit = (int)(Math.random()*100); 
            }while(bit>=M.bitLength()); 
            e = new BigInteger(bit,rand); 
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}while(!(e.gcd(M).equals(one))||(e.equals(one)||e.equals(zero))); 
        d = e.modInverse(M); 
 } 
 
A.2 Kode Proses Enkripsi RSA 
A.2.1 Kode Fungsi Enkripsi 
public String Enkripsi(String plaintext){ 
        this.plaintext = plaintext; 
        String ciphertext = ""; 
        int length = plaintext.length(); 
        plain = new BigInteger[length]; 
        cipher = new BigInteger[length]; 
        for(int i=0;i<plain.length;i++){ 
            plain[i] = new BigInteger(""+plaintext.substring(i, 
i+1).hashCode()); 
            cipher[i] = new BigInteger(""+((plain[i].modPow(e, N)))); 
        } 
        Konversi(); 
        for(int i=0;i<cipherk.length;i++){ 
            ciphertext+=(char)cipherk[i].intValue(); 
        } 
        return ciphertext; 
    } 
 
A.2.2 Kode Fungsi Konversi Bilangan ke Cipherteks 
public void Konversi(){ 
        BigInteger temp,n = N; 
        int length = cipher.length; 
        int j=0; 
        while(!(n.equals(zero))){ 
            n = n.divide(BigInteger.valueOf(256)); 
            j++; 
        } 
        cipherk = new BigInteger[j*length]; 
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        String temps = ""; 
        int k=0; 
        for(int i=0;i<length;i++){ 
            temp = cipher[i]; 
            do{ 
                cipherk[k] = temp.mod(BigInteger.valueOf(256)); 
                temps+=(char)cipherk[k].intValue(); 
                temp = temp.divide(BigInteger.valueOf(256)); 
                k++; 
            }while(k%j!=0); 
            temps=""; 
        } 
    } 
 
A.3 Kode Proses Dekripsi RSA 
A.3.1 Kode Proses Konversi Cipherteks ke Bilangan 
public void UnKonversi(){ 
        BigInteger n = N; 
        BigInteger basis = new BigInteger("256"); 
        int length = cipherk.length; 
        int j=0; 
        while(!(n.equals(zero))){ 
            n = n.divide(BigInteger.valueOf(256)); 
            j++; 
        } 
        cipher = new BigInteger[length/j]; 
        plain = new BigInteger[length/j]; 
        int k=0,l; 
        for(int i=0;i<cipher.length;i++){ 
            l=0; 
            cipher[i] = zero; 
            do{ 
                cipher[i] = 
cipher[i].add(cipherk[k].multiply(basis.pow(l))); 
                k++; 
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                l++; 
            }while(k%j!=0); 
        } 
    } 
 
A.3.2 Kode Fungsi Dekripsi 
public String Dekripsi(String ciphertext){ 
        String plaintext = ""; 
        int length = ciphertext.length(); 
        cipherk = new BigInteger[length]; 
        for(int i=0;i<length;i++){ 
            cipherk[i] = new BigInteger(""+ciphertext.substring(i, 
i+1).hashCode()); 
        } 
        UnKonversi(); 
        for(int i=0;i<cipher.length;i++){ 
            plain[i] = new BigInteger(""+((cipher[i].modPow(d, N)))); 
            plaintext+=(char)plain[i].intValue(); 
        } 
        return plaintext; 
    } 
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LAMPIRAN B 
 
B.1 Kode Fungsi Inisialisasi Input 
public void InisialisasiInput(BigInteger[] cipher, BigInteger N, 
BigInteger e){ 
        digit = 10; 
        BigInteger bil = new BigInteger("10"); 
        bil = bil.pow(digit); 
        bil = bil.subtract(BigInteger.ONE); 
        bil = bil.pow(2); 
        int size,length = bil.bitLength(); 
        String temp,temp1,temp2 = N.toString(2),temp3 = 
e.toString(2); 
        if(temp2.length()<length){ 
            size = length-temp2.length(); 
            for(int i=0;i<size;i++){ 
                temp2 = '0'+temp2; 
            } 
        } 
        if(temp3.length()<length){ 
            size = length-temp3.length(); 
            for(int i=0;i<size;i++){ 
                temp3 = '0'+temp3; 
            } 
        } 
        for(int i=0;i<x.length;i++){ 
            temp1 = cipher[i].toString(2); 
            if(temp1.length()<length){ 
                size = length-temp1.length(); 
                for(int j=0;j<size;j++){ 
                    temp1 = '0'+temp1; 
                } 
            } 
            temp = temp1+temp2+temp3; 
            temp = '1'+temp; 
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            for(int j=0;j<x[i].length;j++){ 
                x[i][j] = (float)Integer.parseInt(temp.substring(j, j+1)); 
            } 
        } 
    } 
 
B.2 Kode Proses Inisialisasi Target 
public void InisialisasiTarget(String plain){ 
        for(int i=0;i<t.length;i++){ 
            for(int j=0;j<t[i].length;j++){ 
                if(plain.substring(i,i+1).equals(target.substring(j,j+1))){ 
                    t[i][j] = 1; 
                } 
                else{ 
                    t[i][j] = 0; 
                } 
            } 
        } 
    } 
 
B.3 Kode Proses Inisialisasi Bobot 
B.3.1 Kode Fungsi Inisialisasi Bobot baru 
public void InisialisasiBobotBaru(){ 
        Double a,b; 
        int p = z[0].length-1; 
        float n = x[0].length-1; 
        for(int i=0;i<v.length;i++){ 
            for(int j=0;j<v[i].length;j++){ 
                do{ 
                    a = Math.random(); 
                    b = Math.random(); 
                    v[i][j] = (float)(a-b); 
                    v[i][j] = Pembulatan(v[i][j]); 
                }while(!(-0.5<=v[i][j] && v[i][j]<=0.5)); 
            } 
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        } 
        beta = (float) ((float)0.7*Math.pow(p, (1/n))); 
        UpdateV(); 
         
        for(int i=0;i<w.length;i++){ 
            for(int j=0;j<w[0].length;j++){ 
                do{ 
                    a = Math.random(); 
                    b = Math.random(); 
                    w[i][j] = (float) (a-b); 
                    w[i][j] = Pembulatan(w[i][j]); 
                }while(!(-1<=w[i][j] && w[i][j]<=1)); 
            } 
        } 
    } 
 
B.3.2 Kode Fungsi Mengambil Bobot Lama yang tersimpan 
public void InisialisasiBobotLama(){ 
        String readtext,namefile = "bobot.txt"; 
        try { 
            file = new File(namefile); 
            BufferedReader read = new BufferedReader(new 
FileReader(file)); 
            readtext = read.readLine(); 
            for(int i=0;i<v.length;i++){ 
                for(int j=0;j<v[i].length;j++){ 
                    readtext = read.readLine(); 
                    v[i][j] = Float.parseFloat(readtext); 
                } 
            } 
            readtext = read.readLine(); 
            for(int i=0;i<w.length;i++){ 
                for(int j=0;j<w[i].length;j++){ 
                    readtext = read.readLine(); 
                    w[i][j] = Float.parseFloat(readtext); 
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                } 
            } 
        } 
        catch(Exception e){ 
            JOptionPane.showMessageDialog(null, e); 
        } 
    } 
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LAMPIRAN C 
 
C.1 Kode Fungsi Pembelajaran Back Propagation 
public void Training(){ 
        float delnet,ynet; 
        boolean cek = true; 
        dely = new float[t[0].length]; 
        delz = new float[z[0].length]; 
        do{ 
            for(int i=0;i<z.length;i++){ 
                for(int j=0;j<z[i].length;j++){ 
                    if(j==0){ 
                        znet[j]=1; 
                        z[i][j]=1; 
                    } 
                    else{ 
                        znet[j] = Sigma(x[i],v[j]); 
                        z[i][j] = f(znet[j]); 
                    } 
                } 
                for(int j=0;j<y[i].length;j++){ 
                    ynet = Sigma(z[i],w[j]); 
                    y[i][j] = f(ynet); 
                    dely[j] = ((t[i][j]-y[i][j])*ft(ynet)); 
                } 
                for(int j=0;j<dw.length;j++){ 
                    for(int k=0;k<dw[j].length;k++){ 
                        dw[j][k] = alpha*z[i][k]*dely[j]; 
                    } 
                } 
                for(int j=0;j<z[0].length;j++){ 
                    delnet = 0; 
                    for(int k=0;k<t[0].length;k++){ 
                        delnet+=(dely[k]*w[k][j]); 
                    } 
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                    delz[j] = delnet*ft(znet[j]); 
                } 
                for(int j=0;j<dv.length;j++){ 
                    for(int k=0;k<dv[j].length;k++){ 
                        dv[j][k] = alpha*x[i][k]*delz[j]; 
                    } 
                } 
                for(int j=0;j<w.length;j++){ 
                    for(int k=0;k<w[j].length;k++){ 
                        w[j][k] += dw[j][k]; 
                    } 
                } 
                for(int j=0;j<v.length;j++){ 
                    for(int k=0;k<v[j].length;k++){ 
                        v[j][k] += dv[j][k]; 
                    } 
                } 
            } 
            cek = CekSama(t,y);             
        }while((!cek)); 
    } 
C.2 Kode Fungsi Sigma pada Proses Pembelajaran 
public float Sigma(float[] a, float[] b){ 
        float c = 0; 
        for(int i=0;i<a.length;i++){ 
            c+=(a[i]*b[i]); 
        } 
        return c; 
    } 
C.3 Kode Fungsi Pembangkit pada Proses Pembelajaran 
C.3.1 Kode Fungsi Sigmoid Biner 
public float f(float x){ 
        return(float) (1/(1+Math.exp(-x))); 
    } 
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C.3.2 Kode Fungsi Turunan Sigmoid Biner 
public float ft(float x){ 
        return(f(x)*(1-f(x))); 
    } 
 
C.4 Kode Fungsi Cek pada Proses Pembelajaran 
public boolean CekSama(float[][] a, float[][] b){ 
        for(int i=0;i<a.length;i++){ 
            for(int j=0;j<a[i].length;j++){ 
                if(a[i][j]!=b[i][j]){ 
                    return false; 
                } 
            } 
        } 
        return true; 
    } 
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LAMPIRAN D 
 
D.1 Kode Fungsi Kriptanalisis pada RSA 
public String KriptanalisisRSA(String ciphertext, BigInteger N, 
BigInteger e){ 
        String plain; 
        int length = ciphertext.length(); 
        cipherk = new BigInteger[length]; 
        for(int i=0;i<length;i++){ 
            cipherk[i] = new BigInteger(""+ciphertext.substring(i, 
i+1).hashCode()); 
        } 
        UnKonversi(); 
        plain = MainMenu.bp.KriptanalisisJST(cipher, N, e); 
        return plain; 
    } 
 
D.2 Kode Fungsi Kriptanalisis pada JST 
public String KriptanalisisJST(BigInteger[] cipher, BigInteger N, 
BigInteger e){ 
        String plain = ""; 
        digit = 10; 
        BigInteger bil = new BigInteger("10"); 
        bil = bil.pow(digit); 
        bil = bil.subtract(one); 
        bil = bil.pow(2); 
        int size,length = bil.bitLength(); 
         
        String temp,temp1,temp2 = N.toString(2),temp3 = 
e.toString(2); 
        if(temp2.length()<length){ 
            size = length-temp2.length(); 
            for(int i=0;i<size;i++){ 
                temp2 = '0'+temp2; 
            } 
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        } 
        if(temp3.length()<length){ 
            size = length-temp3.length(); 
            for(int i=0;i<size;i++){ 
                temp3 = '0'+temp3; 
            } 
        } 
        for(int i=0;i<x.length;i++){ 
            temp1 = cipher[i].toString(2); 
            if(temp1.length()<length){ 
                size = length-temp1.length(); 
                for(int j=0;j<size;j++){ 
                    temp1 = '0'+temp1; 
                } 
            } 
            temp = temp1+temp2+temp3; 
            temp = '1'+temp; 
            for(int j=0;j<x[i].length;j++){ 
                x[i][j] = (float)Integer.parseInt(temp.substring(j, j+1)); 
            } 
        } 
         
        String readtext,namefile = "bobot.txt"; 
        try { 
            file = new File(namefile); 
            BufferedReader read = new BufferedReader(new 
FileReader(file)); 
            readtext = read.readLine(); 
            for(int i=0;i<v.length;i++){ 
                for(int j=0;j<v[i].length;j++){ 
                    readtext = read.readLine(); 
                    v[i][j] = Float.parseFloat(readtext); 
                } 
            } 
            readtext = read.readLine(); 
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            for(int i=0;i<w.length;i++){ 
                for(int j=0;j<w[i].length;j++){ 
                    readtext = read.readLine(); 
                    w[i][j] = Float.parseFloat(readtext); 
                } 
            } 
        } 
        catch(Exception ex){ 
            JOptionPane.showMessageDialog(null, e); 
        } 
        boolean cek = true; 
        float delnet,ynet; 
        for(int i=0;i<z.length;i++){ 
            z[i][0]=1; 
            znet[0]=1; 
            for(int j=1;j<z[i].length;j++){ 
                znet[j] = Sigma(x[i],v[j]); 
                z[i][j] = f(znet[j]); 
            } 
            for(int j=0;j<y[i].length;j++){ 
                ynet = Sigma(z[i],w[j]); 
                y[i][j] = f(ynet); 
                if(y[i][j] == 1){ 
                    plain += target.substring(j, j+1); 
                } 
            } 
        } 
        return plain; 
    } 
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LAMPIRAN E 
 
Detail Contoh Hasil Enkripsi RSA 
Plainteks: 
(spasi)!"#$%&'()*+,-./0123456789:;<=>?@ABCDEFGHIJKLMNOP 
QRSTUVWXYZ[\]^_`abcdefghijklmnopqrstuvwxyz{|}~ 
P: 8930447971 Q: 8809589429  
PublicKey: (634515158563, 78673580041556098559) 
PrivateKey: (78673580023816061160, 78673580041556098559) 
 
Tabel E.1 Hasil Enkripsi RSA 
No Char ASCII Biner Cipherteks Bilangan 
1 (spasi) 32 100000 
°„ ên• ¯4a 623446485
979424698
08 
2 ! 33 100001 
²È•Õ  144870446
133685675
4 
3 " 34 100010 
þ%x=Ò¼e 626711976
760315735
18 
4 # 35 100011 
j„ ßåßr8Æ 142832925
241654324
26 
5 $ 36 100100 
ßJzdzà1 404874952
220278044
29 
6 % 37 100101 
ú6×üèö 509459713
404385018 
7 & 38 100110 
R¿{¯± 
 
192893911
041944287
54 
8 ' 39 100111 
"%¯Aw;e 257412992
165865812
82 
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Tabel E.1 Hasil Enkripsi RSA (Lanjutan) 
9 ( 40 101000 
                    
¸ÛNwjºe 
733028840
415557837
2 
10 ) 41 101001 
ÀÞ:3 ¦B¯ 310755835
857943180
16 
11 * 42 101010 
/…ìªN‡ F 419755389
810143736
79 
12 + 43 101011 
A~õ3joh 173511087
582707265 
13 , 44 101100 
 
¿fªO-] 
436075166
066177963
62 
14 - 45 101101 
8ó{
 ¨\•
b 
709805636
449599160
8 
15 . 46 101110 
×Mæ• Ýòj 770646558
262775061
5 
16 / 47 101111 
P[/Ï_v# 554943291
872593416
48 
17 0 48 110000 
Ä«„ µ°²A 117141385
012239866
0 
18 1 49 110001 
Š Rp³õ 545559587
560385418
39 
19 2 50 110010 
@hé¸¤oR 243868916
213313738
88 
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Tabel E.1 Hasil Enkripsi RSA (Lanjutan) 
20 3 51 110011 
ìÏ¹NÂ‘ V 431314684
858949836
60 
21 4 52 110100 
….V„ º’  188483324
668882571
57 
22 5 53 110101 
øsXŸÖÀÑ 704543398
806594815
92 
23 6 54 110110 
ˆ ê'‡
                    
R 
428034853
639442974
77 
24 7 55 110111 
                    
• ]œÈc 
440834943
009883092
51 
25 8 56 111000 
„
                    
s¦¨3; 
426593870
489813107
6 
26 9 57 111001 
ø\ûK»á 572052098
731199275
44 
27 : 58 111010 
› fŽ hY±* 385628297
568776618
51 
28 ; 59 111011 
Dz™,rå
                    
187994338
094141589
16 
29 < 60 111100 
À
 ’ ¡
_}P 
576671569
755727712
0 
30 = 61 111101 
„ • rÖ¡£Ž ¤ 118575947
843959924
52 
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Tabel E.1 Hasil Enkripsi RSA (Lanjutan) 
31 > 62 111110 
ÿÚ“ D¯ß{c 625088013
968817425
91 
32 ? 63 111111 
w41ôoÜè1 220431107
495612386
47 
33 @ 64 1000000 
c… 
™ÊÒm 
791361025
397460310
7 
34 A 65 1000001 
ü³Ý¼† ¢\ 667489927
592238796
4 
35 B 66 1000010 
Í3yÐ 223964373
542103239
7 
36 C 67 1000011 
cúªî¬®-Ã 694000993
655877126
11 
37 D 68 1000100 
án)w’ $• ¡ 485353333
956548646
09 
38 E 69 1000101 
‘ ÔPøwÔ£ 118051924
316366154
31 
39 F 70 1000110 
%ëcS"• • l 631628672
735549796
21 
40 G 71 1000111 
ðyˆ ìÏ¼“ Õ 153898519
528677360
48 
41 H 72 1001000 
Õ• EêÛ?ˆ
X 
248261631
596406778
45 
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Tabel E.1 Hasil Enkripsi RSA (Lanjutan) 
42 I 73 1001001 
Õþ› qÛ´{ 273607345
256244180
05 
43 J 74 1001010 
œ¶]@a,e 257370526
929427964
44 
44 K 75 1001011 
K8G»²Õ 744087080
070382367
47 
45 L 76 1001100 
˜ .× 339522418
227019719
20 
46 M 77 1001101 
h%9mÎî0ˆ  282603502
321129977
36 
47 N 78 1001110 
'+³gV“ Ód 626055448
443236626
31 
48 O 79 1001111 
ö×þ×œ.‡  281874930
801646530
46 
49 P 80 1010000 
• :¼ÓÅ<© 121948385
026504280
47 
50 Q 81 1010001 
WAAØK5
Å! 
577736419
946592505
19 
51 R 82 1010010 
•‰ à-j¾ 757861283
247025381
41 
52 S 83 1010011 
gúÐn¨
 
                    
™ 
479191550
791705544
71 
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Tabel E.1 Hasil Enkripsi RSA (Lanjutan) 
53 T 84 1010100 
ø1== 
êÖ 
708264280
356257264
56 
54 U 85 1010101 
gskuY¯ 310647256
046378320
39 
55 V 86 1010110 
‰ÀZþqæ 559532566
227008062
81 
56 W 87 1010111 
– *• dãÓ 706083117
008143755
74 
57 X 88 1011000 
×ãÜlýG« 307888556
374143067
75 
58 Y 89 1011001 
 379019719
540733296
57 
59 Z 90 1011010 
Ýýr¨êzýì 170769405
103258331
81 
60 [ 91 1011011 
¿(°¡(Š  380132402
796843988
73 
61 \ 92 1011100 
]úà?ÃP8 753160371
678510434
21 
62 ] 93 1011101 
o]wŸ‰š æ
•  
461097117
507559990
87 
63 ^ 94 1011110 
                    
€ B6³Ü' 
582125997
957601361
96 
 
69 
 
Tabel E.1 Hasil Enkripsi RSA (Lanjutan) 
64 _ 95 1011111 
ñ¶ñ.Æ/C 417346079
093823710
57 
65 ` 96 1100000 
»!Æp– CC 232936267
422906536
27 
66 a 97 1100001 
ÖOÚ¿®=E
ˆ  
282660664
570131455
58 
67 b 98 1100010 
uuí=eÂ“ à 161824916
261587818
13 
68 c 99 1100011 
c ùÊä^ÿ 737416281
609266545
63 
69 d 100 1100100 
Å~0Æ«¿hk 630798789
252502320
05 
70 e 101 1100101 
`îI-´i?O 571039907
510392790
4 
71 f 102 1100110 
ëº~ecù 363925719
764310248
75 
72 g 103 1100111 
&¹RÍ@† X
n 
263979968
287129418
62 
73 h 104 1101000 
Î 148475250
672224496
47 
74 i 105 1101001 
åO5¤^*
                    
< 
781113229
480142642
93 
 
70 
 
Tabel E.1 Hasil Enkripsi RSA (Lanjutan) 
75 j 106 1101010 
 ->ëÀz© 306296789
846991909
44 
76 k 107 1101011 
_>¸¸• âÿ 183825354
023601598
39 
77 l 108 1101100 
“ ß*gì…Õ
Š  
284507934
713726155
71 
78 m 109 1101101 
óR 
ý:< 
596710700
960927137
15 
79 n 110 1101110 
y/²{¼ò•£  486833344
382879783
61 
80 o 111 1101111 
å~ÄÑ³÷ 740008127
514062681
33 
81 p 112 1110000 
&Œ Û¤(¡÷ 178435878
871430953
34 
82 q 113 1110001 
Š @½'Kg³ 498208720
368603047
78 
83 r 114 1110010 
p—ÖX=PG 235854187
003059527
80 
84 s 115 1110011 
Ö«±ôÃ% 272103724
299004616
6 
85 t 116 1110100 
.qŽ _ØÊD 234035501
292258880
46 
 
71 
 
Tabel E.1 Hasil Enkripsi RSA (Lanjutan) 
86 u 117 1110101 
Ò®°UÌ@ 415073691
590919992
32 
87 v 118 1110110 
 
ÆC4þ 
188075930
192934845
55 
88 w 119 1110111 
0ë.Þù
                    
Œ½ 
689985283
627458834
40 
89 x 120 1111000 
ž D1·‡ *, 216292493
812755378
22 
90 y 121 1111001 
• *•õ \îYx 271189687
142124202
37 
91 z 122 1111010 
»äkuäK!£ 302015040
207178886
99 
92 { 123 1111011 
G!8&› F/~ 909256380
485940871
1 
93 | 124 1111100 
ÙGêN 568643647
706668651
3 
94 } 125 1111101 
ÌgçU€ &Ð 334455604
946575953
40 
95 ~ 126 1111110 
Ô• › • ÔK
¼ 
192203206
857564855
88 
 
  
73 
 
LAMPIRAN F 
Data Inisialisasi Vektor Input dengan Skenario Kunci pada 
Lampiran E 
 
Tabel F.1 Data Inisialisasi Input 
No Char Vektor Input 
1 (spasi) 
1 0 1 1 0 1 1 0 0 0 0 1 0 0 1 1 0 1 0 0 1 0 1 0 1 
1 1 1 1 0 0 1 0 1 0 1 0 1 1 0 1 1 1 0 1 1 1 0 1 0 
1 0 1 0 0 0 0 1 0 0 1 0 1 1 0 0 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
2 ! 
1 0 0 0 0 0 0 1 0 1 0 0 0 0 0 1 1 0 1 0 1 1 0 1 0 
1 0 1 0 0 0 0 1 0 0 0 0 0 1 1 0 0 1 0 1 0 0 0 0 0 
0 1 1 1 0 0 1 0 0 0 1 0 1 1 0 0 1 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
3 " 
1 0 1 1 0 1 1 0 0 1 0 1 1 0 1 1 1 1 0 0 1 1 0 1 0 
0 1 0 0 0 1 1 1 1 0 1 0 1 1 1 1 0 0 0 0 0 1 0 0 1 
0 1 1 1 1 1 1 1 1 0 0 0 0 0 1 1 1 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
 
  
74 
 
Tabel F.1 Data Inisialisasi Input (Lanjutan) 
 4 # 
1 0 0 0 1 1 0 0 0 1 1 0 0 0 1 1 1 0 0 0 0 1 1 1 0 
0 1 0 1 1 0 1 1 1 1 1 1 1 1 0 0 1 0 1 1 1 0 1 1 1 
1 1 1 0 0 0 0 1 0 0 0 1 1 0 1 0 1 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
5 $ 
1 0 1 0 0 0 1 1 0 0 0 1 1 1 1 0 0 0 0 0 0 1 1 1 1 
0 1 0 0 1 1 0 0 1 0 0 0 1 1 1 1 0 1 0 0 1 0 0 1 0 
1 0 1 1 0 1 1 1 1 1 0 0 0 0 1 1 0 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
6 % 
1 0 0 0 0 0 0 0 0 1 1 1 0 0 0 1 0 0 0 1 1 1 1 1 0 
1 1 0 1 1 1 0 1 0 0 0 1 1 1 1 1 1 0 0 1 1 0 1 0 1 
1 1 0 0 1 1 0 1 1 0 1 1 1 1 1 0 1 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
 
  
75 
 
Tabel F.1 Data Inisialisasi Input (Lanjutan) 
7 & 
1 0 0 1 0 0 0 0 1 0 1 1 1 0 1 1 0 0 0 1 1 0 1 0 1 
1 1 1 0 0 0 0 0 0 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 1 
1 0 1 0 1 1 1 1 1 1 0 1 0 1 0 0 1 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
8 ' 
1 0 0 1 0 1 1 0 0 1 0 1 0 0 1 1 1 0 1 1 0 1 1 1 0 
1 1 1 0 1 0 0 0 0 0 1 0 0 0 1 0 1 0 1 1 0 1 0 1 1 
1 1 0 0 1 0 0 1 0 1 0 0 1 0 0 0 1 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
9 ( 
1 0 0 0 0 1 1 0 0 1 0 1 1 0 1 1 1 0 1 0 0 1 1 0 1 
0 1 0 0 1 1 1 0 1 1 1 0 1 0 0 1 1 1 0 1 1 0 1 1 0 
1 1 1 0 1 1 1 0 0 0 0 0 0 0 0 1 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
 
  
76 
 
Tabel F.1 Data Inisialisasi Input (Lanjutan) 
10 ) 
1 0 0 1 1 0 1 0 1 1 1 1 0 1 0 0 0 0 1 0 1 0 1 0 0 
1 1 0 1 0 1 0 0 0 0 0 0 0 1 1 0 0 1 1 0 0 1 1 1 0 
1 0 1 1 0 1 1 1 1 0 1 1 0 0 0 0 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
11 * 
1 0 1 0 0 1 0 0 0 1 1 0 1 0 0 0 0 1 1 1 0 0 0 1 0 
0 1 0 0 1 0 0 1 1 1 0 1 0 1 0 1 0 1 0 1 1 1 0 1 1 
0 0 1 0 0 0 0 1 0 1 0 0 1 0 1 1 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
12 + 
1 0 0 0 0 0 0 0 0 0 1 0 0 1 1 0 1 0 0 0 0 1 1 0 1 
1 1 1 0 1 1 0 1 0 1 0 0 0 1 1 0 0 1 1 1 1 1 1 0 1 
0 1 0 1 1 1 1 1 1 0 0 1 0 0 0 0 0 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
 
  
77 
 
Tabel F.1 Data Inisialisasi Input (Lanjutan) 
13 , 
1 0 1 0 0 1 0 1 1 1 0 1 0 0 1 0 1 1 0 1 0 0 0 0 0 
1 0 1 0 1 0 0 1 1 1 1 1 0 1 0 1 0 1 0 0 1 1 0 0 1 
1 0 1 0 1 1 1 1 1 1 0 0 0 0 1 0 1 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
14 - 
1 0 0 0 0 1 1 0 0 0 1 0 1 0 0 0 0 0 0 1 0 1 0 1 1 
1 0 0 1 0 1 0 1 0 0 0 0 0 0 0 1 0 0 1 0 1 1 1 1 0 
1 1 1 1 1 1 0 0 1 1 0 0 1 1 1 0 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
15 . 
1 0 0 0 0 1 1 0 1 0 1 0 1 1 1 1 0 0 1 0 1 1 0 1 1 
1 0 1 1 0 0 1 1 1 0 1 1 1 1 0 0 1 1 0 0 1 0 0 1 1 
0 1 0 0 0 0 0 0 1 0 1 1 0 1 0 1 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
 
  
78 
 
Tabel F.1 Data Inisialisasi Input (Lanjutan) 
16 / 
1 0 1 1 0 0 0 0 0 0 1 0 0 0 1 0 0 0 1 1 0 1 1 1 0 
1 1 0 0 1 0 1 1 1 1 1 1 1 0 0 1 1 1 1 0 0 1 0 1 1 
1 1 0 1 0 1 1 0 1 1 0 1 0 1 0 0 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
17 0 
1 0 0 0 0 0 0 1 0 0 0 0 0 1 0 0 0 0 0 1 1 0 1 1 0 
0 1 0 1 0 1 1 0 0 0 0 1 0 1 1 0 1 0 1 1 0 0 0 0 1 
0 0 1 0 1 0 1 0 1 1 1 1 0 0 0 1 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
18 1 
1 0 1 0 1 1 1 1 0 1 0 1 0 0 0 1 1 1 0 1 1 0 1 1 0 
0 1 1 0 1 1 1 0 0 0 0 0 1 0 1 0 0 1 0 1 0 0 0 1 0 
1 0 0 0 0 0 0 0 1 0 0 0 0 0 1 1 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
 
  
79 
 
Tabel F.1 Data Inisialisasi Input (Lanjutan) 
19 2 
1 0 0 1 0 1 0 1 0 0 1 0 0 1 1 0 1 1 1 1 1 0 1 0 0 
1 0 0 1 0 1 1 1 0 0 0 1 1 1 0 1 0 0 1 0 1 1 0 1 0 
0 0 0 0 0 0 1 1 1 1 0 1 0 0 0 0 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
20 3 
1 0 1 0 0 1 0 1 0 1 1 0 1 0 0 1 0 0 0 1 1 1 0 0 0 
0 1 0 0 0 0 1 0 0 0 1 0 1 0 0 1 1 1 0 1 0 1 1 1 0 
0 1 1 1 0 0 1 1 1 1 1 1 1 0 1 1 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
21 4 
1 0 0 1 0 0 0 0 0 1 0 1 1 0 0 1 0 0 1 0 1 0 1 1 1 
0 1 0 1 0 0 0 0 1 0 0 0 0 0 1 0 0 0 1 0 1 0 1 0 1 
1 0 0 0 1 0 1 1 1 0 1 0 0 0 0 1 0 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
 
  
80 
 
Tabel F.1 Data Inisialisasi Input (Lanjutan) 
22 5 
1 0 1 1 1 1 0 1 0 0 0 1 1 1 0 0 0 0 0 0 0 0 0 1 1 
0 0 0 1 1 0 1 0 1 1 0 1 0 0 1 1 1 1 1 0 1 0 1 1 0 
0 0 0 1 1 1 0 0 1 1 1 1 1 1 1 0 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
23 6 
1 0 1 0 0 1 0 1 0 0 1 0 0 0 0 0 0 1 0 0 1 0 0 0 0 
1 1 1 0 0 1 0 0 1 1 1 1 1 1 0 1 0 1 0 1 0 0 0 1 0 
0 0 0 0 0 1 0 1 0 0 0 0 0 0 0 1 0 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
24 7 
1 0 1 0 0 1 1 0 0 0 1 1 1 1 0 0 1 0 0 0 0 0 0 0 1 
0 0 0 1 0 0 0 0 0 0 0 1 0 0 1 1 1 0 0 0 1 0 1 1 1 
0 1 0 1 1 1 1 1 1 1 0 0 0 0 0 0 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
 
  
81 
 
Tabel F.1 Data Inisialisasi Input (Lanjutan) 
25 8 
1 0 0 0 0 0 1 1 1 0 1 1 0 0 1 1 0 0 1 1 1 0 1 0 1 
0 0 0 1 0 1 0 0 1 1 0 0 1 1 1 0 0 1 1 0 0 0 0 1 0 
1 1 0 0 0 0 0 1 0 0 1 0 0 0 0 1 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
26 9 
1 0 1 1 0 0 0 1 1 0 0 1 1 1 1 0 0 0 0 1 1 0 1 1 1 
0 1 1 0 1 0 0 1 0 1 1 0 0 0 1 1 1 0 0 1 1 1 1 1 0 
1 1 0 1 0 1 1 1 0 0 1 1 1 1 1 0 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
27 : 
1 0 1 0 0 0 0 1 0 1 1 1 0 0 1 0 1 0 1 0 1 0 1 1 0 
0 0 1 0 1 0 1 1 0 0 1 0 1 1 0 1 0 0 0 1 0 0 0 1 1 
1 0 0 1 1 0 0 1 1 0 1 0 0 1 1 0 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
 
  
82 
 
Tabel F.1 Data Inisialisasi Input (Lanjutan) 
28 ; 
1 0 0 1 0 0 0 0 0 1 0 0 1 1 1 0 0 1 0 1 0 0 0 0 0 
0 0 1 0 1 1 1 0 0 1 0 0 0 1 0 1 1 0 0 1 0 0 1 1 0 
0 1 0 1 1 1 1 0 1 0 0 1 0 0 0 1 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
29 < 
1 0 0 0 0 1 0 1 0 0 0 0 0 0 0 0 0 1 1 1 0 1 1 1 1 
1 0 1 0 1 0 1 1 1 1 1 1 0 1 0 0 0 0 1 1 0 0 1 0 0 
1 0 0 0 0 0 1 0 0 1 1 1 0 0 0 0 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
30 = 
1 0 0 0 1 0 1 0 0 1 0 0 1 0 0 0 1 1 1 0 1 0 1 0 0 
0 1 1 1 0 1 0 0 0 0 1 1 1 0 1 0 1 1 0 0 1 1 1 0 0 
1 0 1 0 0 1 1 1 0 1 1 0 0 0 0 1 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
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Tabel F.1 Data Inisialisasi Input (Lanjutan) 
31 > 
1 0 1 1 0 1 1 0 0 0 1 1 0 1 1 1 1 0 1 1 1 1 0 1 1 
1 1 1 1 0 1 0 1 1 1 1 0 1 0 0 0 1 0 0 1 0 0 1 0 0 
1 1 1 1 0 1 1 0 1 0 1 1 1 1 1 1 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
32 ? 
1 0 0 1 0 0 1 1 0 0 0 1 1 1 1 0 1 0 0 0 1 1 0 1 1 
1 0 0 0 1 1 0 1 1 1 1 1 1 1 1 0 1 0 0 0 0 1 1 0 0 
0 1 0 0 1 1 0 1 0 0 0 1 1 1 0 1 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
33 @ 
1 0 0 0 0 1 1 0 1 1 0 1 1 1 0 1 0 0 1 0 1 1 0 0 1 
0 1 0 1 0 0 1 1 0 0 1 0 0 0 0 1 1 1 1 0 0 0 0 1 0 
1 1 1 0 0 0 0 1 0 1 0 1 1 0 0 0 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
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Tabel F.1 Data Inisialisasi Input (Lanjutan) 
34 A 
1 0 0 0 0 1 0 1 1 1 0 0 1 0 1 0 0 0 1 0 0 0 0 0 0 
0 0 1 1 0 0 0 0 1 1 0 1 0 1 1 1 1 0 0 1 1 0 1 1 1 
0 1 1 0 1 1 0 0 1 1 1 1 1 1 1 1 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
35 B 
1 0 0 0 0 0 0 1 1 1 1 1 0 0 0 1 0 1 0 0 1 1 0 1 0 
0 0 0 0 0 0 1 1 1 0 0 0 1 1 1 1 0 0 1 0 0 1 1 0 0 
1 1 0 0 0 1 0 1 1 1 1 1 0 0 1 1 0 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
36 C 
1 0 1 1 1 1 0 0 0 0 1 1 0 0 0 1 1 1 1 0 1 0 1 0 1 
1 1 0 1 0 1 0 1 1 0 0 1 1 1 0 1 1 1 0 1 0 1 0 1 0 
1 0 1 1 1 1 1 0 1 0 0 1 1 0 0 0 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
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Tabel F.1 Data Inisialisasi Input (Lanjutan) 
37 D 
1 0 1 0 1 0 1 0 0 0 0 1 1 0 0 1 0 0 0 0 0 0 1 0 0 
1 0 0 1 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 0 0 1 0 1 0 
0 1 0 1 1 0 1 1 1 0 1 1 1 0 0 0 0 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
38 E 
1 0 0 0 1 0 1 0 0 0 1 1 1 1 0 1 0 1 0 0 0 1 1 1 0 
1 1 1 1 1 1 1 1 0 0 0 0 1 0 1 0 0 0 0 1 1 0 1 0 1 
0 0 1 0 0 1 0 0 0 1 0 0 0 0 0 1 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
39 F 
1 0 1 1 0 1 1 0 1 1 0 0 1 0 0 0 1 1 1 1 1 0 0 1 0 
1 0 1 0 0 1 0 0 0 1 0 0 1 0 1 0 0 1 1 0 1 1 0 0 0 
1 1 1 1 1 0 1 0 1 1 0 0 1 0 0 1 0 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
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Tabel F.1 Data Inisialisasi Input (Lanjutan) 
40 G 
1 0 0 0 1 1 0 1 0 1 0 1 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 1 1 0 0 1 1 1 1 1 1 1 0 1 1 0 0 1 0 0 0 1 0 
0 0 0 1 1 1 1 0 0 1 1 1 1 1 0 0 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
41 H 
1 0 0 1 0 1 0 1 1 0 0 0 1 0 0 0 1 0 0 0 0 0 1 1 1 
1 1 1 1 1 0 1 1 0 1 1 1 1 1 0 1 0 1 0 0 1 0 0 0 1 
0 1 1 0 0 1 1 1 0 1 1 1 0 1 0 1 0 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
42 I 
1 0 0 1 0 1 1 1 1 0 1 1 1 0 1 1 0 1 0 0 1 1 0 1 1 
0 1 1 0 0 0 1 0 1 1 0 0 1 1 1 0 0 0 1 1 0 0 1 1 0 
1 1 1 1 1 1 1 1 1 0 1 1 0 1 0 1 0 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
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Tabel F.1 Data Inisialisasi Input (Lanjutan) 
43 J 
1 0 0 1 0 1 1 0 0 1 0 1 0 0 1 0 1 1 0 0 0 1 1 0 0 
0 0 1 0 0 0 1 0 0 0 0 0 1 0 0 0 0 0 0 0 1 0 1 1 1 
0 1 1 0 1 1 0 1 1 0 1 0 0 1 1 1 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
44 K 
1 1 0 0 0 0 0 0 1 0 0 0 1 0 1 0 0 0 0 0 1 1 0 1 0 
1 0 1 1 0 1 1 0 0 1 0 1 0 1 1 1 0 1 1 0 1 0 0 0 1 
1 1 0 0 1 1 1 0 0 0 0 1 0 0 1 0 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
45 L 
1 0 0 1 1 1 0 1 0 1 1 1 0 0 1 0 1 1 1 0 1 0 0 1 1 
0 0 0 0 0 0 0 1 1 0 1 0 0 0 1 0 0 1 0 0 1 0 0 1 1 
1 1 1 1 1 0 1 0 0 1 1 1 0 1 0 0 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
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Tabel F.1 Data Inisialisasi Input (Lanjutan) 
46 M 
1 0 0 1 1 0 0 0 1 0 0 0 0 0 1 1 0 0 0 0 1 1 1 0 1 
1 1 0 1 1 0 0 1 1 1 0 0 1 1 0 1 1 0 1 0 0 1 1 1 0 
0 1 0 0 1 0 0 1 0 1 0 1 1 0 1 0 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
47 N 
1 0 1 1 0 1 1 0 0 1 0 0 1 1 0 1 0 0 1 1 1 0 0 1 0 
0 1 1 0 1 0 1 0 1 1 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 
1 1 0 0 1 0 1 0 1 1 0 0 1 0 0 1 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
48 O 
1 0 0 1 1 0 0 0 0 1 1 1 0 0 1 0 1 1 1 0 0 0 0 1 0 
1 1 1 1 0 0 1 1 1 0 0 1 1 0 1 0 1 1 1 1 1 1 1 1 1 
1 0 1 1 0 1 0 1 1 1 1 1 1 1 0 1 1 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
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Tabel F.1 Data Inisialisasi Input (Lanjutan) 
49 P 
1 0 0 0 1 0 1 0 1 0 0 1 0 0 1 1 1 1 0 0 1 1 0 0 0 
1 0 1 0 0 0 0 0 0 0 1 1 1 0 1 0 0 1 1 1 0 1 1 1 1 
0 0 0 0 1 1 1 0 1 0 1 0 0 0 1 1 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
50 Q 
1 0 1 1 0 0 1 0 0 0 0 1 1 1 0 0 0 1 0 1 0 0 1 1 0 
1 0 1 0 1 0 0 1 0 1 1 1 1 0 1 1 0 0 0 0 1 0 0 0 0 
0 1 0 1 0 0 0 0 0 1 0 1 0 1 0 1 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
51 R 
1 1 0 0 0 0 0 1 1 0 1 1 1 0 1 1 1 1 1 0 0 1 1 0 1 
0 1 0 0 0 1 0 1 1 0 1 1 1 1 0 0 0 0 0 0 0 0 1 0 0 
0 0 1 0 0 0 1 0 0 1 1 0 0 1 1 1 0 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
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Tabel F.1 Data Inisialisasi Input (Lanjutan) 
52 S 
1 0 1 0 1 0 0 1 1 0 0 1 0 0 0 0 0 0 1 1 0 0 0 0 1 
0 0 1 1 0 1 0 1 0 0 0 0 1 1 0 1 1 1 0 1 1 0 1 0 0 
0 0 1 1 1 1 1 0 1 0 0 1 1 0 0 1 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
53 T 
1 0 1 1 1 1 0 1 0 1 1 0 1 1 1 0 1 0 1 0 0 0 0 0 0 
1 0 1 0 0 0 0 1 0 1 1 0 0 1 1 1 1 0 1 0 0 1 1 1 1 
0 1 0 0 1 1 0 0 0 1 1 1 1 1 1 0 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
54 U 
1 0 0 1 1 0 1 0 1 1 1 1 0 0 0 1 1 1 0 0 0 0 0 1 0 
0 1 1 0 1 0 1 1 0 0 1 0 1 1 1 0 1 0 1 0 1 1 0 1 0 
1 1 0 1 1 1 0 0 1 1 0 1 1 0 0 1 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
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Tabel F.1 Data Inisialisasi Input (Lanjutan) 
55 V 
1 0 1 1 0 0 0 0 1 0 0 0 1 0 0 0 0 0 0 1 1 1 1 0 0 
1 1 0 0 1 1 1 0 0 0 1 1 1 1 1 1 1 1 0 0 1 0 1 1 0 
1 0 1 1 0 0 0 0 0 0 1 0 0 0 1 0 0 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
56 W 
1 0 1 1 1 1 0 1 0 0 1 1 1 1 1 0 0 0 1 1 0 0 0 1 1 
1 0 1 0 1 1 0 0 1 0 0 1 0 0 1 1 1 0 1 0 0 0 1 1 0 
0 1 0 0 1 0 1 0 1 0 1 0 0 1 0 1 1 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
57 X 
1 0 0 1 1 0 1 0 1 0 1 1 0 1 0 0 0 1 1 1 1 1 1 1 1 
1 0 1 0 0 0 1 0 0 1 1 0 1 1 0 1 1 0 0 1 1 0 1 1 1 
0 0 1 1 1 0 0 0 1 1 1 1 0 1 0 1 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
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Tabel F.1 Data Inisialisasi Input (Lanjutan) 
58 Y 
1 0 1 0 0 0 0 0 1 1 0 1 1 1 1 1 1 1 1 0 1 1 0 1 1 
0 1 0 1 0 1 0 1 1 0 1 1 1 0 1 0 0 0 1 0 1 0 1 1 0 
1 1 1 1 0 1 1 1 1 1 1 1 1 1 1 0 0 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
59 Z 
1 0 0 0 1 1 1 0 1 1 0 0 1 1 1 1 1 1 0 1 0 1 1 1 1 
0 1 0 1 1 1 0 1 0 1 0 1 0 1 0 1 0 0 0 0 1 1 1 0 0 
1 0 1 1 1 1 1 1 0 1 1 1 0 1 1 1 0 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
60 [ 
1 0 1 0 0 0 0 0 1 1 1 1 1 0 0 0 1 0 1 0 0 0 1 0 1 
0 0 0 1 0 1 0 0 0 0 1 1 0 1 1 0 0 0 0 0 0 1 0 1 0 
0 0 1 0 1 1 1 1 1 1 0 0 0 1 1 0 0 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
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Tabel F.1 Data Inisialisasi Input (Lanjutan) 
61 \ 
1 1 0 0 0 0 0 1 0 1 0 1 0 0 1 1 1 0 0 0 0 1 0 1 0 
0 0 0 1 1 0 0 0 0 1 1 0 0 1 1 1 1 1 1 1 1 1 0 0 0 
0 0 1 1 1 1 1 0 1 0 0 1 0 1 1 1 0 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
62 ] 
1 0 1 0 0 1 1 1 1 1 1 1 1 1 1 0 0 1 1 0 1 0 0 1 1 
0 1 0 1 0 0 0 1 0 0 1 1 0 0 1 1 1 1 1 0 1 1 1 0 1 
1 1 0 1 0 1 1 1 0 1 0 1 1 0 1 1 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
63 ^ 
1 0 1 1 0 0 1 0 0 1 1 1 1 1 0 1 1 1 0 0 1 0 1 1 0 
0 1 1 0 0 0 1 0 1 1 1 0 0 1 1 0 1 1 0 0 1 0 0 0 0 
1 0 1 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
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Tabel F.1 Data Inisialisasi Input (Lanjutan) 
64 _ 
1 0 1 0 0 1 0 0 0 0 1 1 0 0 1 0 1 1 1 1 0 0 0 1 1 
1 0 0 1 1 0 0 0 1 1 0 0 0 1 0 1 1 1 0 1 1 1 1 0 0 
0 1 1 0 1 1 0 1 1 0 1 1 1 1 0 0 0 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
65 ` 
1 0 0 1 0 1 0 0 0 0 1 1 0 1 0 0 0 0 1 1 1 0 0 1 0 
1 1 0 0 0 0 1 1 0 1 1 0 1 1 1 0 0 0 0 1 1 0 0 0 1 
1 0 0 0 1 0 0 0 0 1 1 0 1 1 1 0 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
66 a 
1 0 0 1 1 0 0 0 1 0 0 0 0 1 0 0 0 1 0 1 0 0 1 1 1 
1 0 1 1 0 1 0 1 1 1 0 1 0 1 1 1 1 1 1 1 1 0 1 1 0 
1 0 0 1 0 0 1 1 1 1 1 1 0 1 0 1 1 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
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Tabel F.1 Data Inisialisasi Input (Lanjutan) 
67 b 
1 0 0 0 1 1 1 0 0 0 0 0 1 0 0 1 0 0 1 1 1 1 0 0 0 
0 1 0 0 1 1 0 0 1 0 1 0 0 1 1 1 1 0 1 1 1 1 0 1 1 
0 1 0 1 1 1 0 1 0 1 0 1 1 1 0 1 0 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
68 c 
1 0 1 1 1 1 1 1 1 1 1 1 0 1 0 1 1 1 1 0 1 1 1 0 0 
1 0 0 0 0 0 1 1 1 0 0 1 1 0 0 1 0 1 0 1 1 1 1 1 0 
0 1 1 0 1 0 0 0 0 0 0 1 1 0 0 0 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
69 d 
1 0 1 1 0 1 1 0 1 0 1 1 0 1 1 0 1 0 0 0 1 0 1 1 1 
1 1 1 1 0 1 0 1 0 1 1 1 1 0 0 0 1 1 0 0 0 1 1 0 0 
0 0 0 1 1 1 1 1 1 0 1 1 0 0 0 1 0 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
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Tabel F.1 Data Inisialisasi Input (Lanjutan) 
70 e 
1 0 0 0 0 1 0 0 1 1 1 1 0 0 1 1 1 1 1 1 0 1 1 0 1 
0 0 1 1 0 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 1 0 0 1 0 
0 1 1 1 1 0 1 1 1 0 0 1 1 0 0 0 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
71 f 
1 0 0 1 1 1 1 1 1 0 0 1 0 0 0 0 1 1 0 0 0 1 1 0 0 
0 1 1 0 1 1 0 0 1 0 1 0 1 1 1 1 1 1 0 0 0 0 0 0 0 
0 1 1 0 1 1 1 0 1 0 1 1 1 0 1 0 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
72 g 
1 0 0 1 0 1 1 0 1 1 1 0 0 1 0 1 1 0 0 0 1 0 0 0 0 
1 1 0 0 1 0 0 0 0 0 0 1 1 0 0 1 1 0 1 0 1 0 1 0 0 
1 0 1 0 1 1 1 0 0 1 0 0 1 0 0 1 1 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
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Tabel F.1 Data Inisialisasi Input (Lanjutan) 
73 h 
1 0 0 0 1 1 0 0 1 1 1 0 0 0 0 0 1 1 0 1 0 0 0 0 0 
0 0 1 0 1 1 0 0 0 1 0 0 0 0 1 0 0 0 1 1 0 0 0 0 0 
0 0 0 1 1 1 1 1 0 1 1 1 1 0 1 1 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
74 i 
1 1 0 0 0 0 1 1 1 1 0 0 0 0 0 0 0 0 1 1 0 0 1 0 1 
0 1 0 0 1 0 1 1 1 1 0 1 0 1 0 0 1 0 0 0 0 1 1 0 1 
0 1 0 1 0 0 1 1 1 1 1 1 1 0 0 1 0 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
75 j 
1 0 0 1 1 0 1 0 1 0 0 1 0 0 0 1 0 0 1 0 0 1 1 1 1 
0 1 0 1 1 0 0 0 0 0 0 1 1 1 0 1 0 1 1 0 0 1 1 1 1 
1 0 0 0 0 1 1 1 1 0 1 0 1 0 0 0 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
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Tabel F.1 Data Inisialisasi Input (Lanjutan) 
76 k 
1 0 0 0 1 1 1 1 1 1 1 1 0 0 0 1 1 0 1 1 1 1 1 0 0 
0 1 0 1 0 0 0 1 1 0 1 1 0 1 1 1 0 0 0 1 0 1 1 1 0 
0 0 0 0 1 1 1 1 1 0 0 1 0 1 1 1 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
77 l 
1 0 0 1 1 0 0 0 1 0 1 0 1 1 0 1 0 1 0 1 1 0 0 0 0 
1 0 1 1 1 1 0 1 1 0 0 0 1 1 0 0 1 1 1 0 0 1 0 1 0 
1 0 1 1 0 1 1 1 1 1 1 0 0 1 0 0 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
78 m 
1 0 1 1 0 0 1 1 1 1 0 0 0 0 0 1 1 0 1 0 0 0 1 1 1 
0 1 0 0 0 0 1 1 0 0 1 1 1 1 1 1 1 0 1 0 0 0 0 1 0 
1 0 0 1 0 1 0 0 1 0 1 1 1 1 0 0 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
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Tabel F.1 Data Inisialisasi Input (Lanjutan) 
79 n 
1 0 1 0 1 0 1 0 0 0 1 1 1 0 0 1 1 1 0 1 1 1 1 1 0 
0 1 0 1 0 1 1 1 1 0 0 0 1 1 1 1 0 1 1 1 0 1 1 0 0 
1 0 0 0 1 0 1 1 1 1 0 1 1 1 1 0 0 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
80 o 
1 1 0 0 0 0 0 0 0 0 1 0 1 1 1 1 0 1 1 1 1 0 1 1 0 
0 1 1 0 0 0 1 1 1 1 1 1 1 0 1 0 0 0 1 1 1 0 0 0 1 
0 0 0 1 1 1 1 1 1 0 1 1 1 0 0 1 0 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
81 p 
1 0 0 0 1 1 1 1 0 1 1 1 1 0 1 0 0 0 0 1 0 0 1 0 1 
0 0 0 1 0 1 0 0 1 0 0 1 1 0 1 1 0 1 1 1 0 1 0 0 0 
0 0 1 0 0 0 1 1 0 0 0 0 1 0 0 1 1 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
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Tabel F.1 Data Inisialisasi Input (Lanjutan) 
82 q 
1 0 1 0 1 0 1 1 0 0 1 1 0 1 1 0 0 1 1 1 0 1 0 0 1 
0 1 1 0 0 1 0 0 1 1 1 1 0 1 1 1 1 0 1 0 1 0 0 0 0 
0 0 0 0 0 1 1 1 0 1 1 0 0 0 1 0 1 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
83 r 
1 0 0 1 0 1 0 0 0 1 1 1 0 1 0 1 0 0 0 0 0 0 1 1 1 
1 0 1 0 1 0 1 1 0 0 0 1 1 0 1 0 1 1 0 1 0 0 1 0 1 
1 1 0 1 1 1 0 0 0 0 0 0 0 0 1 1 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
84 s 
1 0 0 0 0 0 1 0 0 1 0 1 1 1 0 0 0 0 1 1 0 0 0 1 0 
0 0 0 1 1 1 1 0 1 0 0 1 0 1 1 0 0 0 1 0 0 0 0 0 1 
1 1 1 0 1 0 1 0 1 1 1 1 0 1 0 1 1 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
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Tabel F.1 Data Inisialisasi Input (Lanjutan) 
85 t 
1 0 0 1 0 1 0 0 0 1 0 0 1 1 0 0 1 0 1 0 0 0 0 1 1 
1 0 0 1 1 0 1 1 0 0 0 0 1 0 1 1 1 1 1 1 0 0 0 1 1 
1 0 0 1 1 1 0 0 0 1 0 0 1 0 1 1 1 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
86 u 
1 0 1 0 0 1 0 0 0 0 0 0 0 0 0 0 0 1 1 1 1 1 0 0 1 
1 0 0 0 1 0 1 0 1 0 1 1 0 1 1 0 0 0 0 1 0 1 0 1 1 
1 0 1 1 0 1 0 0 1 0 0 0 0 0 0 0 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
87 v 
1 0 0 1 0 0 0 0 0 1 0 1 0 0 0 0 0 0 0 1 1 1 1 1 1 
1 1 0 0 0 1 1 0 1 0 0 0 1 0 0 0 0 1 1 0 0 0 1 1 0 
1 0 1 1 0 0 0 1 1 0 0 0 0 0 1 0 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
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Tabel F.1 Data Inisialisasi Input (Lanjutan) 
88 w 
1 0 1 1 1 0 1 1 1 1 0 1 1 0 0 0 1 1 0 0 0 0 0 0 0 
0 1 1 1 1 1 1 1 0 0 1 1 1 0 1 1 1 1 0 0 0 1 0 1 1 
1 0 1 1 1 0 1 0 1 1 0 0 1 1 0 0 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
89 x 
1 0 0 1 0 0 1 0 1 1 0 0 0 0 1 0 1 0 1 0 1 0 0 0 0 
1 1 1 1 0 1 1 0 1 1 1 0 0 1 1 0 0 0 1 0 1 0 0 0 1 
0 0 0 0 0 1 0 0 0 1 1 0 0 1 1 1 1 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
90 y 
1 0 0 1 0 1 1 1 1 0 0 0 0 1 0 1 1 0 0 1 1 1 1 0 1 
1 1 0 0 1 0 1 1 1 0 0 1 1 1 1 0 1 0 1 1 0 0 1 0 0 
0 0 0 0 1 0 1 0 1 0 1 0 0 0 1 1 0 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
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Tabel F.1 Data Inisialisasi Input (Lanjutan) 
91 z 
1 0 0 1 1 0 1 0 0 0 1 1 0 0 1 0 0 0 0 1 0 1 0 0 1 
0 1 1 1 1 1 0 0 1 0 0 0 1 1 1 0 1 0 1 0 1 1 0 1 0 
1 1 1 1 1 0 0 1 0 0 1 0 1 1 1 0 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
92 { 
1 0 0 0 0 1 1 1 1 1 1 0 0 0 1 0 1 1 1 1 0 1 0 0 0 
1 1 0 1 0 0 1 1 0 1 1 0 0 1 0 0 1 1 0 0 0 1 1 1 0 
0 0 0 0 1 0 0 0 0 1 0 1 0 0 0 1 1 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
93 | 
1 0 0 0 0 1 0 0 1 1 1 0 1 1 1 0 1 0 1 0 0 1 0 0 0 
1 1 1 1 1 0 1 1 0 0 1 0 0 0 0 1 1 0 1 0 1 1 0 0 0 
1 0 0 0 1 1 0 0 0 0 0 0 1 1 0 0 0 1 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
 
  
104 
 
Tabel F.1 Data Inisialisasi Input (Lanjutan) 
94 } 
1 0 0 1 1 1 0 1 0 0 0 0 0 0 1 0 0 1 1 0 1 0 0 0 0 
0 0 0 0 0 0 1 0 0 0 1 0 1 0 1 0 1 0 1 1 1 1 0 0 1 
1 1 0 1 1 0 0 1 1 1 1 1 0 0 1 1 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
95 ~ 
1 0 0 1 0 0 0 0 1 0 1 0 1 0 1 1 1 1 0 0 0 1 0 0 1 
0 1 1 1 1 0 1 0 1 0 0 0 1 1 1 1 1 1 1 1 0 0 1 1 0 
1 1 1 0 0 0 1 1 1 1 1 1 0 1 0 1 0 0 1 0 0 0 1 0 0 
0 0 1 1 1 1 0 1 0 0 0 0 1 0 1 1 0 1 0 0 0 0 1 1 0 
1 1 1 1 0 1 0 0 0 0 1 0 0 1 1 0 1 1 0 0 1 1 1 1 1 
0 1 1 1 1 1 1 1 1 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 1 1 0 1 1 1 
1 0 0 0 0 0 0 1 1 0 0 1 1 1 1 0 1 1 0 0 0 1 0 0 0 
1 1  
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LAMPIRAN G 
 
Data Inisialisasi Vektor Target 
 
Tabel G.1 Data Inisialisasi Target 
No Char Vektor Target 
1 (spasi) 
1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
2 ! 
0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
3 " 
0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
4 # 
0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
5 $ 
0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
6 % 
0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
7 & 
0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
 
106 
 
Tabel G.1 Data Inisialisasi Target (Lanjutan) 
8 ' 
0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
9 ( 
0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
10 ) 
0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
11 * 
0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
12 + 
0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
13 , 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
14 - 
0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
15 . 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
 
  
107 
 
Tabel G.1 Data Inisialisasi Target (Lanjutan) 
16 / 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
17 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
18 1 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
19 2 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
20 3 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
21 4 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
22 5 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
23 6 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
 
  
108 
 
Tabel G.1 Data Inisialisasi Target (Lanjutan) 
24 7 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
25 8 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
26 9 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
27 : 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
28 ; 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
29 < 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
30 = 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
31 > 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
 
  
109 
 
Tabel G.1 Data Inisialisasi Target (Lanjutan) 
32 ? 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
33 @ 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
34 A 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
35 B 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
36 C 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
37 D 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
38 E 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
39 F 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
 
  
110 
 
Tabel G.1 Data Inisialisasi Target (Lanjutan) 
40 G 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
41 H 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
42 I 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
43 J 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
44 K 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
45 L 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
46 M 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
47 N 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
 
  
111 
 
Tabel G.1 Data Inisialisasi Target (Lanjutan) 
48 O 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
49 P 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
50 Q 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
51 R 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
52 S 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
53 T 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
54 U 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
55 V 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
 
  
112 
 
Tabel G.1 Data Inisialisasi Target (Lanjutan) 
56 W 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
57 X 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
58 Y 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
59 Z 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
60 [ 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
61 \ 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
62 ] 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
63 ^ 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
 
  
113 
 
Tabel G.1 Data Inisialisasi Target (Lanjutan) 
64 _ 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
65 ` 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
66 a 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
67 b 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
68 c 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
69 d 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
70 e 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
71 f 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
 
  
114 
 
Tabel G.1 Data Inisialisasi Target (Lanjutan) 
72 g 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
73 h 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
74 i 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
75 j 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
76 k 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
77 l 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
78 m 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
79 n 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
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Tabel G.1 Data Inisialisasi Target (Lanjutan) 
80 o 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
81 p 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0  
82 q 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0  
83 r 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0  
84 s 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0  
85 t 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0  
86 u 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0  
87 v 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0  
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Tabel G.1 Data Inisialisasi Target (Lanjutan) 
88 w 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0  
89 x 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0  
90 y 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0  
91 z 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0  
92 { 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0  
93 | 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0  
94 } 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 0  
95 ~ 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1  
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