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DESCRIPCIÓN: El proyecto fue desarrollado en una empresa de contact center 
que presentaba problemas en la realización de backup's, donde se analizó las 
vulnerabilidades en la actividad de respaldo de información, luego se diseño y se 
elaboro un proceso de realización de backup's y restauración, generando la 
documentación de procesos como: cronogramas, manuales de procedimientos y 
formatos para registro de información.  
 
METODOLOGÍA:  
 
Para el desarrollo del proyecto se siguieron las siguientes metodologías: 
 
- ISOIEC27002: Estándar internacional para la seguridad de la información 
- Ciclo de vida del proceso: Es una metodología desarrollada por ITIL V3 para 
realización de buenas practicas 
- Ciclo de seguridad de la información: Es un modelo para identificar diferentes 
falencias en seguridad de la información  
 
CONCLUSIONES: Se presentaron dificultades en el desarrollo e implementación 
del proyecto debido a que la empresa de contact center se encuentra certificada 
en seguridad de la información. Se cumplen los diferentes objetivos planteados de 
la siguiente manera: 
Se logra identificar las vulnerabilidades mediante el ciclo de seguridad de la 
información, presentadas en el proceso de backup de información. 
Se realiza backup de la información generando un proceso de realización de 
backup e identificando las diferentes tareas a tener en cuenta para generar una 
buena práctica en la empresa de contact center. 
Se determina el tipo de backup a implementar, horas y la periodicidad con la que 
deben realizarse. 
Se documentan todos los procesos generando manuales de usuario en Windows, 
formato para registro de información y cronogramas para realización de backup's.  
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