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поБудова індексу тяжкості стану вироБничо-
Будівельних систем
У даній статті розглядається побудова показника, що відо­
бражає доцільність вкладення фінансових коштів в будівельні 
проекти. Основною метою дослідження є підвищення ефек­
тивності стратегічних планів розвитку будівельного сектора 
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1. вступ
Забезпечення економічної безпеки сьогодні визнано 
одним з пріоритетних напрямів управління вітчизняними 
підприємствами. Системне забезпечення економічної 
безпеки можливе при наявності системи економічної 
безпеки підприємства, призначенням якої є захист його 
діяльності, її убезпечення від реалізації численних різно­
манітних загроз, що формуються у зовнішньому та внут­
рішньому середовищі діяльності підприємства.
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використання покаЗника «рівень 
риЗику неБеЗпеки» як критеріЮ 
у прийнятті ріШення в служБі 
економічної БеЗпеки підприємства
Показано доцільність використання показника «рівень ризику небезпеки» як критерію прийнят­
тя рішень у службі економічної безпеки підприємства з убезпечення його діяльності. Зміст по­
казника «рівень ризику небезпеки» пояснено з використанням антиномних понять «небезпека — 
безпека». Надано приклад визначення показника «рівень ризику небезпеки».
ключові слова: підприємство, економічна безпека, служба економічної безпеки, рекомендації, 
безпека, небезпека, показник «рівень ризику небезпеки».
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Абстрактна за характером система економічної без­
пеки в діяльності підприємства отримує конкретну фор­
му — у вигляді структурного підрозділу з економічної 
безпеки (служба або відділ).
Якщо служба економічної безпеки підприємства 
є результатом об’єктивізації системи економічної безпе­
ки, то тоді ця служба має виконувати функції системи 
економічної безпеки підприємства, які визначають ком­
петенцію (повноваження, права та обов’язки) служби. 
У загальному вигляді до функцій системи економічної 
безпеки підприємства належать функція моніторингу, 
підготовча, аналітична, оцінна, попереджувальна (конку­
рентна розвідка, контррозвідувальна діяльність, протидія 
рейдерству) функції. 
Функція системи економічної безпеки підприємст­
ва — це функціонально спеціалізований вид діяльності, 
що передбачає виконання із заданою метою обсягу робіт 
певного виду, сукупності дій та операцій, що за умови 
спільної діяльності працівників сприяє результативності 
процесу досягнення цієї мети. Для виконанні функцій 
системи економічної безпеки служба економічної без­
пеки має використовувати відповідний інструментарій, 
який ще необхідно створити.
Серед інструментів діяльності служби економічної 
безпеки підприємства важлива роль належить крите­
ріям прийняття рішень щодо убезпечення діяльності 
підприємства. Адже основним результатом діяльності 
служби економічної безпеки підприємства є саме такі 
рішення, які мають рекомендаційний характер, оскільки 
їхня реалізація — повна або часткова — або відмова 
від реалізації залежать вже від рішення керівництва 
або власників підприємства. Це зумовлює актуальність 
проведеного дослідження.
2.  аналіз останніх досліджень і публікацій
Проблематика системотворення в економічній безпе­
кології останнім часом значною мірою активізувалася, 
чим і пояснюється поява великої кількості наукових 
праць з цього питання. А ось створенню та діяльності 
служби економічної безпеки, яка об’єктивізує таку си­
стему, присвячено не так багато наукових праць [1–3], 
у яких компетенцію служби економічної безпеки під­
приємства у більшості випадків надано без відповідно­
го обґрунтування. Найчастіше серед функцій служби 
економічної безпеки підприємства розглядаються захист 
матеріальних та нематеріальних активів підприємства, 
переважно, інформації (наприклад, [4]). Підвищена увага 
до захисту інформації, власне, і зумовила виникнення 
як окремого виду економічної безпеки інформаційної 
безпеки підприємства. Щодо інструментарію забезпе­
чення інформаційної безпеки підприємства сьогодні 
є достатньо напрацювань [5–7], у багатьох з яких ви­
користано багаторічний зарубіжний досвід із захисту 
комерційної таємниці [8, 9].
Якщо про компетенцію служби економічної безпеки 
підприємства у сучасних публікаціях мова йде, то ін­
струментарій, з використанням якого така служба має 
забезпечувати діяльність підприємства, практично не 
згадується. Такий інструментарій є специфічним, він 
призначений для використання аналітиками служби 
економічної безпеки підприємства, а результати тако­
го використання мають складати основу рекомендацій 
служби з убезпечення діяльності підприємства.
Отже, в інструментальному базисі економічної без­
пекології дотепер залишається остаточно невирішеним 
питання практичних інструментів (способів, методів, 
прийомів, алгоритмів, критеріїв тощо), які призначені 
для використання фахівцями служби економічної без­
пеки підприємства. Без такого інструментарію служба 
економічної безпеки підприємства не може здійсню­
вати діяльність із забезпечення економічної безпеки 
підприємства.
3. об’єкт, мета та задачі дослідження
Об’єктом дослідження є інструментальний базис 
діяльності служби економічної безпеки підприємства. 
Метою проведених досліджень є обґрунтування доціль­
ності використання як критерію рішень служби еко­
номічної безпеки підприємства оцінок небезпек для 
його діяльності. 
Для досягнення поставленої мети потрібно вирішити 
такі завдання:
— показати доцільність використання критерію 
небезпеки у прийнятті рішень щодо забезпечен­
ня економічної безпеки підприємства та пояснити 
його зміст;
— вибрати показник для опису небезпеки у прийнят­
ті рішень щодо забезпечення економічної безпеки 
підприємства та надати послідовність його визна­
чення;
— продемонструвати використання вибраного по­
казника на умовному прикладі.
4.  результати дослідження вибору 
критерію прийняття рішення в службі 
економічної безпеки підприємства 
з убезпечення діяльності підприємства
Результатом діяльності служби економічної безпе­
ки (тобто виконання нею функцій системи економічної 
безпеки підприємства) є рекомендації щодо забезпе­
чення економічної безпеки підприємства та контроль 
їхнього дотримання спільно з іншими структурними 
підрозділами підприємства. Обов’язковість виконання 
рекомендацій служби економічної безпеки визначається 
статусом відповідної системи (підсистема або надсистема 
системи управління підприємством). Найчастіше система 
економічної безпеки підприємства розглядається як одна 
з підсистем системи управління підприємством поряд 
з такими як маркетинг, фінанси, виробництво тощо. 
Визнання системи економічної безпеки підприємства 
надсистемою у системі управління підприємством (є го­
ловною підсистемою системи управління підприємством) 
розглядається значно рідше.
Якщо система економічної безпеки підприємства має 
статус підсистеми системи управління підприємством, 
то рішення щодо виконання рекомендацій служби еко­
номічної безпеки ухвалює керівництво підприємства, 
і тоді ж керівництво несе відповідальність за еконо­
мічну безпеку підприємства. Якщо ж система еконо­
мічної безпеки підприємства має статус надсистеми, то 
тоді рекомендації служби економічної безпеки мають 
обов’язковий характер, і вже ця служба контролює їхнє 
виконання і несе відповідальність за економічну безпеку.
Розроблення службою економічної безпеки рекоменда­
цій щодо забезпечення економічної безпеки підприємства 
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та рішення його керівництва щодо доцільності їхнього 
виконання потребує певного критерію. Одним з таких 
критеріїв пропонується рівень небезпеки. Для пояс­
нення його змісту доцільно звернутися до загального 
поняття «небезпека», запереченням якого є поняття 
«безпека». Поняття «безпека» та «небезпека» є анти­
номними, оскільки вони, будучи запереченням один 
одного, випливають один з одного. Поняття «безпе­
ка» та «небезпека» найтіснішим чином безпосередньо 
взаємо пов’язані, але різновекторні: збільшення небезпеки 
безпосередньо завжди зумовлює зменшення безпеки. 
Як зауважив В. М. Заплатинський, обґрунтування та 
формулювання термінів «безпека», «небезпека» та їх­
ніх похідних не просто важливе, це питання розумін­
ня проблеми, питання стратегії захисту від небезпеки 
і досягнення безпеки [10], тобто головне питання за­
безпечення економічної безпеки підприємства.
За В. М. Заплатинським, небезпека — це можли­
вість деякого негативного впливу, тобто можливість 
виникнення обставин, за яких певні процеси, явища 
або функціонування інших об’єктів можуть негативно 
вплинути на досліджуваний об’єкт аж до припинення 
його існування. Наслідком такого впливу у контексті 
економічної безпеки підприємства є економічна шкода, 
яка виступає у формі збитків або зменшення прибутку 
через зменшення обсягу продажів або збільшення витрат. 
Тоді у найзагальнішому сенсі безпека — це відсутність 
небезпеки, тобто безпека характеризується, в першу 
чергу, відсутністю небезпеки. Таким чином, у контексті 
наведеного можна стверджувати, що безпека (об’єкта, 
системи, процесу тощо) існує лише за умов відсутності 
небезпеки (або небезпек). Ці поняття, за В. М. Запла­
тинським, є суб’єктивними.
Поняття «небезпека», на думку В. М. Заплатинсько­
го, є широким, воно вказує на принципову можливість 
негативного впливу, а тому застосовувати його доцільно 
у загальних формулюваннях. На противагу поняттю 
«небезпека» поняття «безпека» має конкретний характер, 
тобто його має сенс розглядати стосовно конкретного 
об’єкта (процесу або системи).
Зміст поняття «безпека» сьогодні найчастіше тлума­
читься вельми різноманітно, але, головне, у відриві його 
антинома — поняття «небезпека». Розмаїття тлумачення 
поняття «безпека» зумовлено універсальним характе­
ром поняття і послідовним розглядом внаслідок цього 
з позицій різних підходів (культурно­етичного, біоло­
гічного, прагматичного) в міру формування поглядів на 
безпеку [11]. По суті, безпека конкретного об’єкта є ре­
зультатом об’єктивізації небезпек його функціонуванню. 
Стосовно економічної безпеки підприємства можна 
стверджувати, що вона визначається ймовірністю реалі­
зації негативного впливу, тобто ймовірністю виникнення 
обставин, за яких певні процеси, явища, процеси, події 
або функціонування окремих об’єктів у зовнішньому 
та внутрішньому середовищі можуть негативно впли­
нути на діяльність підприємства. Негативний вплив 
визначається змінами в діяльності підприємства, які 
погіршують його стан та результати діяльності.
Взаємозв’язок поняття «безпека» та «небезпека» 
є важливим для вимірювання безпеки конкретного об’єк­
та, що у функціонуванні системи економічної безпеки 
підприємства, структуру якої визначено за об’єктно­
суб’єкт ним підходом [12], здійснюється при реалізації 
оцінної функції системи. 
У межах об’єктно­суб’єктного підходу до структуру­
вання системи економічної безпеки підприємства його 
економічна безпека забезпечується шляхом захисту ви­
браних об’єктів. До об’єктів захисту в системі еконо­
мічної безпеки підприємства належать внутрішні (ма­
теріальні, фінансові та нематеріальні елементи активів 
підприємства, стан та результати використання яких 
спроможні суттєвим чином вплинути на його еконо­
мічну безпеку, персонал та можливості підприємства) 
та зовнішні (репутація підприємства та його продукції, 
знання про взаємозв’язки та взаємовідносини з суб’єк­
тами зовнішнього середовища (зокрема, споживачами 
та постачальниками), корпоративна культура, ринкова 
позиція підприємства, яка визначає міру визнання ре­
зультатів діяльності підприємства на ринку).
Джерелами небезпеки для об’єктів системи еконо­
мічної безпеки підприємства можуть бути різноманітні 
явища, процеси, події, що відбуваються у внутрішньо­
му та зовнішньому середовищі. Наприклад, зменшення 
кваліфікації працівників, що обслуговують обладнан­
ня, є небезпекою для його стану, яка об’єктивізується 
у загрозу зриву випуску запланованого обсягу продукції 
та погіршення її якості. 
Виміряти безпеку конкретного об’єкта системи еко­
номічної безпеки підприємства з точки зору наданого 
пояснення природи безпеки вкрай складно, адже ви­
сновок про безпеку досліджуваного об’єкта свідчить 
про відсутність небезпеки. Тому у загальному сенсі, 
вимірюючи безпеку досліджуваного об’єкта системи 
економічної безпеки підприємства, в першу чергу, до­
цільно оцінити небезпеку для нього (оцінки небезпеки 
є результатом опосередкованого вимірювання небезпеки). 
Отже, відповідно, можна стверджувати: рівень безпеки 
досліджуваного об’єкта системи економічної безпеки 
підприємства зумовлений рівнем небезпеки для нього.
Виходячи з показаного зв’язку понять «безпека» та 
«небезпека», що має антиномний характер, для опи­
су пропонованого критерію небезпеки об’єкта системи 
економічної безпеки підприємства пропонується вико­
ристати показник «рівень ризику небезпеки». Поняття 
«ризик» у цьому випадку тлумачиться як ймовірність 
перетворення небезпеки на загрозу з високою ймовірніс­
тю її реалізації. Загроза, на думку польських дослідни­
ків економічної безпеки, не є самостійною категорією, 
вона завжди конкретна — належить до певного об’єкта 
і є причиною його неочікуваного стану внаслідок впливу 
небезпеки [13, 14]. Саме поняття «ризик» відповідно до 
своєї природи найбільш повно дозволяє описати рівень 
небезпеки для діяльності підприємства. Отже, йдеться про 
відому тріаду («небезпека», «ризик», «безпека»), зв’язки 
між елементами якої в економічній безпекології давно 
визнано (інша справа, що дискусійним є вид зв’язку).
Виходячи зі сказаного, можна стверджувати, що 
завданням служби економічної безпеки при реалізації 
окремих функцій системи економічної безпеки підпри­
ємства, зокрема, аналітичної та оцінної, є виявлення 
небезпек для об’єктів системи економічної безпеки під­
приємства, вимірювання та аналіз небезпек, результати 
чого складають основу рекомендацій щодо забезпечення 
діяльності підприємства.
За результатами реалізації службою економічної 
безпеки такої важливої функції системи економічної 
безпеки підприємства як моніторинг (внутрішнього 
та зовнішнього середовища діяльності підприємства) 
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утворюються великі обсяги інформації, яка у межах 
підготовчої функції обробляється, сортирується та 
форматується, тобто відбувається підготовка отриманої 
інформації для аналізу, оцінювання та прогнозування 
економічної безпеки підприємства. За результатами об­
роблення попереднього інформації із загального переліку 
виявляються небезпеки для спостережуваних об’єктів 
системи економічної безпеки підприємства, які важливі 
для його діяльності. Надалі за значенням показника 
«рівень ризику небезпеки» фахівці та аналітики служби 
економічної безпеки можуть певним чином за кожним 
з об’єктів системи упорядкувати виявлені небезпеки, 
найбільш загрозливим з яких має бути приділено знач­
ну увагу. Саме стосовно небезпек для найважливіших 
об’єктів системи службою економічної безпеки і роз­
робляються рекомендації щодо їхнього убезпечення 
і, відповідно, убезпечення діяльності підприємства, які 
надаються на розгляд його керівництву. Такі дії служби 
економічної безпеки підприємства дозволять уникнути 
найбільш небезпечних сценаріїв діяльності та розвит­
ку підприємства та вибирати сценарії з мінімальним 
ступенем ризику.
Показник «рівень ризику небезпеки» має розраховува­
тися не лише стосовно об’єктів системи економічної безпеки 
підприємства, а й при ухваленні його керівництвом та 
власниками важливих управлінських рішень щодо діяль­
ності підприємства. Важливим є управлінське рішення, 
які ухвалюється за економічними критеріями і має пев­
ні ознаки. Ознаку «важливість управлінського рішення» 
у наявних класифікаціях управлінських рішень поки ще не 
представлено, можливо, тому, що важливим управлінське 
рішення є за певних обставин, тобто у конкретній ситуації. 
Якщо ці обставини змінилися, то змінюється (зростає або 
замішується) і важливість рішення. Важливим управ­
лінське рішення можна вважати, наприклад, за такими 
ознаками: економічні наслідки реалізації рішення, значні 
інвестиції для реалізації рішення, зміна відносин з парт­
нерами по бізнесу тощо. У службі економічної безпеки 
підприємства значення цього показника є критерієм під­
вищення уваги щодо управлінського рішення.
Показник «рівень ризику небезпеки» розглядається 
як один з основних критеріїв доцільності (недоцільнос­
ті) прийняття рішення щодо забезпечення економічної 
безпеки підприємства. Якщо є альтернативні варіанти 
управлінських рішень щодо реакції підприємства на 
небезпеки для його діяльності (наприклад, уникнути 
небезпеку або прийняти її з наступним подоланням 
наслідків її реалізації), то за значенням показника «рі­
вень ризику небезпеки» можна ранжирувати управлін­
ські рішення. Можливі й інші критерії ранжирування 
управлінських рішень щодо реакції підприємства на 
небезпеки для його діяльності. Тоді таке управлінське 
рішення можна ухвалювати за сукупністю критеріїв, що 
з формальної точки зору, якщо відкинути інтуїцію, досвід 
та менеджерський талант, надає процесу прийняття 
рішення обґрунтованості та зваженості.
Проте рекомендації служби економічної безпеки 
у переважній більшості випадків мають індикативний 
характер, тому остаточне рішення щодо убезпечення 
діяльності підприємства за наданими службою реко­
мендаціями належить до компетенції менеджменту та 
власників підприємства.
Для застосування пропонованого показника «рівень 
ризику небезпеки» у безпекозабезпечувальній діяльності 
підприємства доцільно використати метод профілювання. 
Профіль ризику для кожного об’єкта системи економіч­
ної безпеки підприємства або управлінського рішення 
містить індикатори ризику; порядок обчислення рівня 
ризику, що залежить від комбінації індикаторів ризику 
та значень індикаторів, а також перелік потенційних 
небезпек та оцінок ймовірності їхнього перетворення 
на загрози економічній безпеці підприємства залежно 
від рівня ризику. Рекомендації щодо дій з убезпечення 
діяльності підприємства має сенс надавати тоді, коли 
значення показника «рівень ризику небезпеки» пере­
вищує встановлене мінімальне значення. Саме тоді ре­
комендується виконувати певні дії.
Індикатори ризику є практичним інструментом для 
вибірки й виявлення дій підприємства, які знижують 
рівень небезпеки для його діяльності, тобто певним 
чином такі дії готують підприємство до появи загро­
зи (до об’єктивізації небезпеки).
Розроблені профільні характеристики ризику не­
безпеки (об’єкта або управлінського рішення) разом 
з іншою інформацією та оперативними даними забез­
печують основу для цільового виявлення небезпек для 
об’єктів системи економічної безпеки підприємства або 
схвалюваних управлінських рішень з високим рівнем 
ймовірності перетворення на загрози.
Алгоритм оцінювання ризику небезпеки показано 
на прикладі розроблення профілю ризику небезпеки 
постачальника товарно­матеріальних цінностей (рис. 1). 
Небезпеку у прикладі, що розглянуто, становить по­
ведінка постачальника (образ взаємодії постачальника 
з підприємством). Поведінка постачальника є комп­
лексним поняттям, що містить опис якості продукції, 
яка постачається, дотримання умов постачання (тер­
міни, розмір партії, упаковка, ціни тощо), якісні ха­
рактеристики постачальника (репутація, ставлення до 
контрагентів тощо).
Всі ці складові у сукупності визначають такі важливі 
для підприємства характеристики поведінки постачаль­
ника як її передбачуваність та прийнятність. Відхи­
лення у поведінці постачальника спроможні створити 
небезпеку для діяльність підприємства з наступним 
її перетворенням на загрозу (затримання поставок та 
недотримання їхніх умов).
У наданому алгоритмі у профілю ризику за кож­
ним індикатором визначено рівень ризику небезпеки, 
«чистий» рівень якого визначається як середня вели­
чина значень індикаторів (табл. 1). Важливість поста­
чальника у прикладі визначено питомою вагою його 
поставок у структурі поставок товарно­матеріаль них 
цінностей на підприємство (табл. 2). Значення «чисто­
го» рівня ризику небезпеки постачальника уточнено 
з використанням показника питомої ваги його поставок 
у структурі поставок на підприємство товарно­мате­
ріальних цінностей.
Для визначення значень індикаторів ризику небез­
пеки у табл. 1 використано положення нечіткої логіки, 
відповідно до якої функція приналежності елемента 
множини може приймати будь­які значення в інтер­
валі [0,1], а не лише 0 або 1. Використання нечіткої 
логіки математично адекватне для вирішення завдання 
оцінювання ризиків небезпеки. Нечітка логіка в об­
робленні недетермінованих даних дозволяє оперувати 
лінгвістичними змінними, яких часто не можна уникнути 
в описі елементів економічних систем.
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Значення індикаторів показників ризику небезпе­
ки у профілі на рис. 1 визначено по­різному, залежно 
від їхніх особливостей. Наприклад, значення ризику 
небезпеки за індикатором «надійність банку, в якому 
обслуговується постачальник» залежить від рейтингу 
банківської установи відповідно до міжнародних рей­
тингових агенцій або іншої класифікаційної ознаки від­
повідно до рекомендацій НБУ: чим надійніший банк, 
тим менше значення ризику небезпеки згенерується 
системою.
За даними табл. 1 аналізуються небезпеки кожного 
постачальника за наданими індикаторами ризику не­
безпеки. За критерієм ризику небезпеки у наданому 
прикладі аналітик служби економічної безпеки, радше, 
рекомендуватиме службі матеріального забезпечення під­
приємства співпрацювати з постачальником А, оскільки 
рівень ризику небезпеки його поставок складає 0,34. 
Стосовно співпраці підприємства з постачальниками Б 
та В оцінки аналітика служби економічної безпеки бу­
дуть негативними. Якщо система економічної безпеки 
на цьому підприємстві має статус підсистеми системи 
управління підприємством, то остаточне рішення щодо 
співпраці з постачальниками має ухвалювати топ­ме­
неджмент підприємства. Якщо ж система економічної 
безпеки на цьому підприємстві є надсистемою систе­
ми управління підприємством, то рекомендації служби 
рис. 1. Алгоритм оцінювання ризику економічної небезпеки постачальника
Экономика и управление предприятием
47Technology audiT and producTion reserves — № 2/5(28), 2016
ISSN 2226-3780
економічної безпеки щодо співпраці з постачальниками 
є обов’язковими для виконання.
таблиця 1
Оцінювання ризику небезпеки можливих постачальників підприємства
Індикатори ризику небезпеки
Поста-
чальник 
А
Поста-
чальник 
Б
Поста-
чальник 
В
1. Надійність банку, в якому обслуго-
вується постачальник
0,5 0,8 0,3
2. Відповідність партії поставок по-
требам підприємства
0,3 0,5 0,9
3. Вид діяльності (виробник чи по-
середник)
0,2 0,6 0,6
4. Дотримання строків постачання 0,3 0,7 0,7
5. Наявність заборгованості перед бю-
джетом, банками чи іншими суб’єктами 
господарювання
0,5 0,7 0,8
6. Якість поставок 0,3 0,7 0,5
7. Інформація про керівництво та імідж 
постачальника
0,3 0,8 0,8
8. Фінансова спроможність 0,3 0,8 0,6
9. «Чистий» рівень ризику небезпе-
ки (сума ряд. 1–9/9)
0,34 0,7 0,65
10. Коефіцієнт вагомості постачаль-
ника
1 1 1,25
11. Загальний рівень ризику небезпе-
ки (ряд. 9 х ряд. 10)
0,34 0,70 0,81
таблиця 2
Вагомість постачальника
Показник
Вагомість постачальника залежно від частки 
його поставок в структурі постачання певного 
виду матеріалів
0–25 26–50 51–75 75–100
Коефіцієнт вагомості 0,75 1,0 1,25 1,5
З використанням індикаторів ризику небезпеки аналі­
тики служби економічної безпеки підприємства, оцінюючи 
ймовірність об’єктивізації небезпеки, можуть виявляти 
потенційні загрози стосовно спостережуваних об’єктів 
системи економічної безпеки та схвалюваних важливих 
управлінських рішень. Індикатори ризику небезпеки за 
об’єктами системи економічної безпеки підприємства, 
видами його діяльності підприємства (або за підсистема­
ми системи управління підприємством) мають постійно 
переглядатися залежно від зміни загальних умов діяль­
ності підприємства та пріоритетів менеджменту (власни­
ків) у забезпеченні економічної безпеки підприємства, 
а також накопиченого досвіду застосування профілів 
ризику небезпеки.
5.  обговорення результатів дослідження 
використання показника «рівень ризику 
небезпеки» як критерію у прийнятті 
рішення в службі економічної безпеки 
підприємства
Пошук критеріїв рішень служби економічної безпеки 
підприємства є продовженням досліджень автора щодо 
формування системи економічної безпеки підприємства 
та її об’єктивізації. 
Показник «рівень ризику небезпеки» як критерій 
прийняття рішення в службі економічної безпеки що­
до убезпечення об’єктів захисту підприємства є одним 
з кількох можливих критеріїв, на відповідність яким 
мають перевірятися рекомендації служби економічної 
безпеки. Лише наданим критерієм обмежуватися не мож­
на, потрібний пошук й інших інструментів, використання 
яких надасть більшої обґрунтованості рекомендаціям 
служби економічної безпеки підприємства. Надалі по­
трібно створити загальний алгоритм застосування по­
казника «рівень ризику небезпеки» у прийнятті рішень 
в службі економічної безпеки підприємства. Загальний 
алгоритм потребує його конкретизації щодо об’єктів 
застосування (сфери діяльності підприємства, об’єкти 
захисту, види управлінських рішень тощо).
6. висновки
За результатами проведених досліджень:
— показано, що основним завданням служби еконо­
мічної безпеки підприємства є надання рекомендацій 
щодо убезпечення діяльності підприємства. Основу 
таких рекомендацій мають складати результати аналі­
зу виявлених небезпек для діяльності підприємства. 
Для такого аналізу пропонується використовувати 
показник «рівень ризику небезпеки», значення якого 
розраховується щодо об’єктів системи економічної 
безпеки підприємства та при експертизі важливих 
управлінських рішень;
— природу показника «рівень ризику небезпеки» 
пояснено з використанням антиномних понять «не­
безпека — безпека»; 
— показник «рівень ризику небезпеки» доцільно 
забезпечувати до об’єктів системи економічної безпеки 
підприємства, структуру якої визначено за об’єктно­ 
суб’єктним підходом, та у прийняття важливих управ­
лінських рішень; 
— у наданому прикладі показано визначення показ­
ника «рівень ризику небезпеки» з використанням 
методу профілювання та положень нечіткої логіки. 
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испольЗование покаЗателя «уровень риска опасности» 
как критерия принятия реШения в служБе 
Экономической БеЗопасности предприятия
Показана целесообразность использования показателя «уро­
вень риска опасности» в качестве критерия принятия решений 
в службе экономической безопасности предприятия по обеспече­
нию экономической безопасности его деятельности. Содержание 
показателя «уровень риска опасности» пояснено с использованием 
антиномных понятий «опасность — безопасность». Приведен 
пример определения показателя «уровень риска опасности». 
ключевые слова: предприятие, экономическая безопасность, 
служба экономической безопасности, рекомендации, безопас­
ность, опасность, показатель «уровень риска опасности».
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оБґрунтування логістичної 
концепції у діяльності 
Будівельних органіЗацій
На основі застосування моделі Дюпона обґрунтовано основні концепційні засади у будівельній 
діяльності. Встановлено необхідність впровадження логістичної концепції в сферу постачання як 
найбільш витратного компоненту будівельного процесу. На прикладі раціоналізації оформлення 
замовлення доведена можливість використання моделі TDABC для оптимізації операцій будь­
яких підпроцесів в сфері постачання.
ключові слова: будівельна організація, модель Дюпона, логістична концепція, постачання, 
оптимізація процесів, модель TDABC.
крикавський в. є.
1. вступ
Будівельна індустрія в Україні переживає не най­
кращі часи. В умовах мізерного внутрішнього попиту, 
низької платоспроможності населення, незадовільного 
фінансового стану суб’єктів господарювання, як тих, 
котрі надають будівельні послуги, так і тих, котрі їх 
потребують, не створюють можливості для отримання 
довгострокових конкурентних переваг щодо високої 
якості, помірної ціни, прийнятного часу та відповідної 
мобільності реагування на потреби замовників.
Більшість із перерахованих проблем пов’язані із ви­
тратами будівельного виробництва, на які безпосередній 
вплив мають рівень технологій процесів, інноваційність 
технічних засобів, кваліфікація персоналу, система менедж­
менту в будівельних організаціях. Використання інстру­
ментів логістики дозволяє покращити витратні показники 
процесів в будівельній галузі, що потребує, насамперед, 
оцінювання сукупності взаємопов’язаних потоків інфор­
мації, матеріально­технічних і фінансових ресурсів. Це 
обґрунтовує актуальність проведеного дослідження.
2.  аналіз літературних даних 
та постановка проблеми
Теоретичне осмислення застосування концепції логіс­
тики у діяльність будівельних організацій відбувається 
не на пустому місці. Достатньо оцінити спектр праць 
Поповиченко І. В. [1], Черчати А. О. [2], Кравчунов­
ської Т. С. [3], в яких актуалізовані та адаптовані до 
специфіки галузі типові логістичні рішення, зокрема ті, 
що стосуються оптимізації рівня запасів будівельних 
матеріалів, аут/інсорсингу, інших проблем стратегічного 
управління постачанням.
