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Alhamdulillah dengan memanjatkan puji syukur kehadirat Allah SWT yang 
telah memberikan nikmat serta melimpahkan Rahmat dan Hidayah-Nya sehingga 
penulis dapat menyelesaikan penelitian untuk diajukan sebagai salah satu syarat 
untuk memperoleh gelar sarjana di Sekolah Tinggi Ilmu Informatika dan Komputer 
AKAKOM Yogyakarta. Penelitian ini dapat selesai tidak lepas dari bantuan, 
masukkan dan bimbingan beberapa pihak. Oleh karena itu dengan segala Bapak 
Dison Librado, S.E., M.Kom. selaku pembimbing yang telah banyak memberikan 
pengarahan, petunjuk dan juga senentiasa memberikan bimbingan dan masukkan 
dalam menyelesaikan penelitan ini. 
Bapak Wagito, S.T., M.T. dan Bapak Adi Kusjani, S.T., M.Eng. selaku penguji 
telah banyak memberikan masukkan yang terkait penelitian ini . Kedua orang tuaku 
yang telah berkorban baik secara materi maupun non materi serta doa yang 
dipanjtatkan sehingga penelitian ini dapat diselesaikan. 
Anggi Bahar yang selama ini telah mendampingi dan memberikan semangat hingga 
penelitian ini dapa diselesaikan Rekan-rekan mahasiswa dan pelajar ASRAMA 
LASINRANG serta IPMAPI yang selama ini menjadi teman seperjuangan di tanah 
rantau. Serta semua pihak yang secara tidak langsung telah ikut membantu dan 





"Semua orang tidak perlu menjadi malu karena pernah berbuat kesalahan, 
selama ia menjadi lebih bijaksana daripada sebelumnya." (Alexander Pope) 
 
“Sadda mappabati' ada, ada mappabati' gau, gau’ mappabati' tau” 






Di era sekarang ini website bukanlah hal yang asing ditelinga masyarakat 
awan. Ditambah lagi dengan kehadiran framework untuk mempermudah pembuat 
website salahnya adalah Codeigniter. Disisi lain, kemajuan teknologi berimbas 
kepada keamanan privasi berupa data sesorang maupun kelompok yang bisa 
didapatkan secara langsung maupun tidak langsung melalui celah keamanan pada 
suatu website. Celah keamanan yang paling sering ditemui adalah SQL Injection, 
XSS dan CSRF.  
SQL Injection, XSS dan CSRF merupakan jenis kelemahan yang terdapat 
dalam OWASP TOP 10. Pengujian yang dilakukan dengan menggunakan perintah 
sederhana yang memanfaatkan celah dari website. Penggunaan simbol serta scan 
menggunakan SQLMap pada saat melakukan SQL Injection maupun menyisipkan 
script HTML saat pengujian XSS menunjukkan kelemahan yang terdapat website 
celebesetnik.com sangat berbahaya. 
Celah keamanan yang didapatkan terjadi karena tidak adanya filter terhadap 
parameter yang diinputkan dari luar serta kejelian pengembang untuk melihat setiap 
celah yang ada walaupun sangat kecil. 
 





Assamalu alalikum Wr. Wb. 
Alhamdulillah dengan memanjatkan puji syukur kehadirat Allah SWT yang 
telah memberikan nikmat serta melimpahkan Rahmat dan Hidayah-Nya sehingga 
penulis dapat menyelesaikan penelitian untuk diajukan sebagai salah satu syarat 
untuk memperoleh gelar sarjana di Sekolah Tinggi Ilmu Informatika dan Komputer 
AKAKOM Yogyakarta. 
Penelitian ini dapat selesai tidak lepas dari bantuan, masukkan dan 
bimbingan beberapa pihak. Oleh karena itu dengan segala kerendahan hati penulis 
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6. Kedua orang tuaku yang telah berkorban baik secara materi maupun non 
materi serta doa yang dipanjtatkan sehingga penelitian ini dapat 
diselesaikan. 
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Dalam penyusunan naskah skripsi ini penulis sadar bahwa banyak 
kekurangan. Untuk itu, penulis selalu mengharapkan sumbangan serta saran 
untuk kesempurnaan di masa yang akan datang. AMIN 
Wassalamu alaikum Wr. Wb. 
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