2 MA multiuser communication system. The state variables of two synchronized chaotic Chua's circuits are thereby used to generate identical continuous valued spreader sequences in the transmitter and the receiver. To create a higher degree of randomness in the signatures, the state variables are processed by a k-shift cypher. The performance to be expected for such a system as opposed to designs using binary spreaders can be estimated theoretically. For verification, extensive simulations were run that allow for a direct comparison of the chaotic spreader with a traditional binary Gold sequence or a sequence of continuous random numbers, respectively, in terms of the achievable bit error ratio for a given data rate and number of simultaneous users per channel. A brief description of the system and channel models implemented in the simulation program is provided. The simulation results are presented and discussed.
Introduction
The use of synchronized chaotic systems in spread spectrum communications has been investigated since 1992. The original motivation was to provide a high level of security for transmissions between two users [Dedieu et al., 1993; Kamata et al., 1997; Kawata et al., 1998; Hasler, 1995] . More recently, research has been undertaken to apply chaos in multiuser communications [Hasler, 1995; Kolumbán et al., 1997; Itoh, 1998; Kawata et al., 1998; Xiao et al., 1996; Drake & Williams, 1995; Schweizer, 1995] .
Typically, the traditional binary code sequences used in DS-CDMA, 1 along with the sinusoidal carrier, are substituted with chaotic carriers, i.e. the state variables of high-dimensional synchronized chaotic systems, in the hope to improve the system performance. Although this is not the main issue, anymore, these designs may still provide a higher level of security than standard CDMA concepts. The (CD) 2 MA 2 [Yang & Chua, 1997a , 1998a , 1998b scheme presented in this paper uses the rather low-dimensional Chua's circuit in combination with a multishift cypher to generate a good continuous valued spreader. The carrier remains sinusoidal. This design does not require impulsive carrier synchronization (see Sec. 3.1.2) and allows for a system implementation that is very similar to traditional CDMA layouts.
Since (CD) 2 MA [Yang & Chua, 1997a ] is very much inspired by regular DS-CDMA, we shall first give a brief introduction to the concept behind this scheme. Generally, Code-Division Multiple Access (CDMA) Systems are spread spectrum multiuser communication systems where all signals are transmitted within the same frequency band. User separation is achieved by modulating each signal with a different quasi-orthogonal code sequence. 3 Possible modulation schemes are frequency modulation (Frequency Hopping CDMA) and phase modulation (Direct Sequence CDMA). Correlating the incoming signal with one of those code sequences enables the receiver to reconstruct the corresponding message. The other signals contribute to the interference.
In DS-CDMA, the spectrum is spread by multiplying the baseband signal with a fast pseudorandom sequence. One pulse in such a PN-sequence is called chip. The signatures are chosen to be nearly orthogonal to make the signals easily distinguishable for the receiver.
This practice is independent of the chosen mapping scheme, so DS-CDMA is open to BPSK, 4 QPSK 5 or even higher modulations.
The signals can be transmitted asynchronously, or synchronously with the data sequence and the chips synchronized. In the first case, no synchronization is necessary between the transmitter and the receiver, whereas in the latter case, this extra expense is paid off by the possibility to use really orthogonal code sequences for a more successful elimination of multiuser interference.
The signal detection can also be coherent or noncoherent. Coherent receivers need only a little SIR 6 but require some extra effort for the channel estimation, whereas noncoherent receivers are easier to build and, as they do not rely on information about the channel, they provide a more robust solution.
It is obvious that the spreader sequence used in a CDMA system has a great influence on the system's performance. For example, truly orthogonal codes prevent multiuser interference, and the transmission is less error prone. Consequently, less redundancy is required in the channel coding which will directly result in increasing the maximum achievable message bit rate.
Departing from binary chip sequences, attempts have been made to use continuous amplitude pseudo-random sequences as spreaders, such as the state variables of a chaotic system. These sequences have an additional degree of freedom compared to the traditional binary codes, so they might provide a better user separation. On the other hand, although transmitter and receiver must be synchronized, 7 the code sequences produced by a chaotic generator are never truly orthogonal, so the multiuser interference is never exactly zero.
Chaotic systems have a noise-like spectrum, and their future behavior cannot be predicted from the past, because it is too sensitive toward the initial conditions. So they behave somewhat similar to random generators. Yet, two identical remote chaotic systems can be synchronized, so that the same signature can be generated in the transmitter and the receiver.
The degree of randomness shown by a chaotic system depends strongly on its dimension, i.e. on the number of its state variables 8 which is why generally high-dimensional chaotic systems are employed as pseudo-noise generators. (CD) 2 MA uses a different way, where a Chua's circuit [Chua, 1994] is used to produce low-dimensional chaos, and applies a k-shift cypher function to its output to lend it a sufficient degree of randomness. This method is also used in cryptography in order to find good pseudo-random signals needed in high security cryptographic algorithms.
In the following, a possible layout of a (CD) 2 MA multiuser communication system is presented. The system performance achievable with a chaotic spreader is compared with other exemplary alternatives, namely a sequence produced by a generic digital random generator and a binary Gold sequence. Simulations were used to confirm the theoretic conclusions. Section 2 gives an overview of the proposed (CD) 2 MA system. Section 3 introduces the spreaders to be compared. How far a continuous valued spreader can be used to influence the performance of a CDMA system is discussed theoretically in Sec. 4. Section 5 describes how the (CD) 2 MA system was implemented in the simulation program. The results of the simulations are presented in Sec. 6. Section 7 summarizes the findings, and draws conclusions. In the following text, the reader is assumed to have a certain background knowledge of CDMA spread spectrum communications. For further reference, please consult [Hagenauer, 1995; Lutz, 1997; Sorger, 1997; Simon, 1994; Viterbi, 1995; Proakis, 1995] .
System Overview
As mentioned above, the structure of the proposed (CD) 2 MA system is essentially, i.e. except for the code generator, the same as that of a traditional CDMA implementation (see Fig. 1 ). However, instead of a binary spreader, a chaotic signature sequence is employed to encode and decode the transmitted message bits. In the transmitter, the message signal s(t) is modulated onto a spreader sequence that is obtained by processing the chaotic output signal of a Chua's circuit with a multishift cypher. Both, Chua's circuit and the cypher are implemented digitally. The same signature is generated in the receiver with an identical circuit that is synchronized to the one in the transmitter. The sequence is then upsampled using zero insertion and fed into a square-root Nyquist filter for impulse shaping. At the same time, this filter limits the signal's baseband to the prescribed one-sided bandwidth. The analog filters between the D/A converter in the transmitter and the A/D converter in the receiver merely compensate for the side spectra occurring during D/A conversion and carrier modulation. They do not influence the desired signal spectrum. Rather, the impulse shaping is done completely by digital FIR filters, thus avoiding all the inaccuracies of analog implementations. Then, for sending, the digital sequence is converted into an analog signal and modulated onto a sinusoidal RF 9 carrier. For simplicity, unlike real digital transceivers, the system is assumed to have no additional IF 10 mixing stages in this system. Just as in traditional CDMA, higher order modulation schemes could also be applied in (CD) 2 MA to increase performance. However, the effects would be the same, qualitatively and quantitatively, in both concepts, so this option shall not be considered here.
Traveling through the radio channel, the signal is corrupted by AWGN 11 as well as by multipath and multiuser interference.
The receiver must recover both, the in-phase and quadrature component of the incoming signal, to allow for phase compensation of more than one transmission path. So, it is converted back to the complex baseband and sampled. The signal is then passed through another root Nyquist filter that is matched to the one in the transmitter. The so-obtained sequence is then correlated with the chaotic signature that is generated identically in the receiver and the transmitter. To make better use of multipath diversity, the correlation is carried out by a rake receiver. The sign of the correlator output is then associated with the received message bits.
Spreader Types
This section contains a description of the three types of PN sequences whose performance was compared for simulation. The chaotic signature and its generation are treated in more detail.
The chaotic spreader
The chaotic spreader used in the proposed (CD) 2 MA system is generated by a Chua's circuit whose output is scrambled by a multishift cypher.
3.1.1. Chua's circuit A Chua's circuit [Chua, 1993 [Chua, , 1994 is an autonomous chaotic system with three state variables, two voltages and one current. Except for the Chua's diode, all other components are linear. The circuit is shown in Fig. 2 . Its dynamics are given bẏ
and the nonlinear function i R defined by
The negative conductances of the Chua's diode must be chosen
for proper operation. Note that v R ≡ v 1 . The Chua's circuit is implemented digitally. This design facilitates the synchronization between the generators built in the transmitter and the receiver and enables the building of exactly identical chaotic circuits and cypher functions in all units. The parameters were chosen to generate a double-scroll attractor. In order to obtain a large enough variation between consecutive chips, 10 numerical integration steps were performed between sample readouts. The sequence produced in such a way is still largely oversampled (quasi-continuous), though. Figure 3 shows the state variables of Chua's circuit as used in the simulations.
Synchronization of Chua's circuits
In system designs where a chaotic circuit is used to generate the carrier signal, which was the original idea of (CD) 2 MA, the chaotic systems in the transmitter and in the receiver have to be synchronized using impulsive carrier synchronization [Yang & Chua, 1997b , 1997c Panas et al., 1998 ]. This means basically that at a given instant, all three state variables have to be transmitted in full word length from the master circuit to the slave that uses them as its own new initial state. Ideally, master and slave share exactly the same states after these updates, and their chaotic dynamics will evolve identically for some time, until synchronization is lost and a new update is necessary. In the design presented here, maintaining carrier synchronization is not necessary. Instead of providing the quasi-continuous carrier, the digital Chua's circuits merely act as code generators giving a new chip at readout instants. Since the evolution of an attractor generated by a digital Chua's circuit is entirely given by the circuit parameters, the step size of the numerical integration, and the initial state, it is sufficient to equally initialize the generators in both transceivers at the beginning of a transmission, and to maintain chip synchronization afterwards, just like in any traditional CDMA system.
Multishift cypher
The low dimension of the chaos generated in a Chua's circuit already suggests a low degree of randomness in the evolution of the state variables, and the strong periodicity of the double-scroll attractor displayed in Fig. 3 confirms this. Such a signal would make a bad spreader for any CDMA system. To generate a more reasonable signature from the Chua's circuit's output, a multishift cypher function is used. The k-shift cypher is defined by [Yang et al., 1997] c(p, q) = f c (.
(see Figs. 4 and 5) . p and q can be any of the Chua's circuit's state variables, v 1 , v 2 and i 3 with optional scaling factors. The amplitudes of p and q must be lower than the breakpoint h to ensure proper operation. The simulations were carried out with p = q = v 1 , h = 2.5 V ≈ max |v 1 | and k = 10 cypher shifts. Each cypher shift increases the signal's bandwidth and complexity. This fills up the whole available bandwidth of ±(1/2)f s1 (see Fig. 6 ). 12 Figure 7 shows a histogram of the cypher block's output. Its relatively flat amplitude distribution and the spectrum shown in Fig. 6 suggest a high enough degree of randomness. However, the spectrum is not as flat as the ones obtained from the code generators described in the following section.
Nonchaotic spreaders
In order to allow for a direct comparison between the chaotic spreader and other possible signatures, the simulations also included a random generator and a long Gold sequence.
The continuous valued random sequence is meant to represent a generic random generator implementation. Consequently, the unmodified rand() function provided by the GNU C standard library (stdlib.h) was used to generate values c r ∈ [−1, 1].
Traditional binary spreader sequences were represented by a long Gold sequence [Lutz, 1997; Simon, 1994] . A Gold sequence c g is obtained from two maximum length m-sequences c m1 and c m2 by
12 fs1 is the sampling frequency in the baseband before zero insertion. where ⊕ is the XOR-operation, and features lower crosscorrelations. The concept is displayed in Fig. 8 . An m-sequence is produced by a tapped feedback shift register with m states. To obtain a sequence of maximum period, the indices of the taps are given by the nonzero coefficients of primitive mth order generator polynomials. The m-sequences used in the simulations are of the order m = 43 and have the maximum period
12 .
For any practical application, this period can be considered to be infinite. The generator polynomials are given by
The random and binary spreader are displayed in Figs. 9 and 10, respectively. Independently of the type of signature used, the message signal s(t) ∈ [−1, 1] is encoded by multiplication with the spreader. Each sample in the resulting sequence gives the sign and amplitude of one baseband impulse that has to be transmitted to the receiving station. Fig. 10 . The Gold sequence cg(t) and its power spectrum.
Theoretical Discussion
As stated above, the Chua's circuit in connection with the cypher acts as a random generator. Its main characteristic, as compared to the commonly used binary PN generators, is thus not so much its chaotic nature, but rather the continuous valued signature it produces. From this point of view, we expect its behavior to be similar to the rand() function.
To get a qualitative understanding of what is used for the transition from a binary spreader in traditional CDMA to a continuous spreader in (CD) 2 MA, let us take a look at the signal along the transmission path.
The complex baseband notation will be used throughout this paper, where any RF bandpass signal
is represented by its equivalent low-pass signal
with s I (t) and s Q (t) being the in-phase and quadrature components, respectively. We start off by analyzing a CDMA transmission and consider the lth finger of the rake receiver (see Sec. 5.1.4). The formulas are kept simple because they are given from the receiver's point of view. So the spreaded signal u(t) leaves the transmitter with the negative propagation delay τ l of the lth path and an arbitrary carrier phase ϕ 0 (t).
s(t) and c(t), both ∈ {−1, +1}, denote the message and signature sequence respectively. After having traveled through the channel, the signal received from the lth path is given by t) . (11) I(t) is the interference term and comprises the multiuser interference as well as AWGN (see Sec. 5.2).
In an ideal coherent receiver, the carrier phase ϕ l (t) is tracked and reversed, so that the correlator output becomes
Multiplying with the recovered path amplitude a l (t) makes for maximal ratio combining. A rake receiver assumes the a l to be constant during one bit duration T b , and performs the multiplication after the integration. Except for replacing the binary signature c(t) with a continuous valued code c (t) ∈ [−1, 1], the (CD) 2 MA concept investigated here and the CDMA scheme are identical. So the above considerations are still valid. Obviously, c (t) can be decomposed into an amplitude α(t) ∈ [0, 1] and a phase term γ(t) = e jϕ c (t) ∈ {−1, +1} c (t) = α(t)γ(t) .
Note that γ(t) can be considered again as a binary pseudo-random sequence. Substituting c (t) for c(t) in Eqs. (10)- (12) yields
and
With a l (t)α(t) =ã l (t) and γ(t) =c(t) ,
we obtain
A comparison of Eqs. (12) and (18) reveals that the continuous chip amplitude did not really introduce any new aspects to the system. Basically, it has the same effects as the variations of the transmission paths' amplitudes that are always present in any communication system, anyway, in connection with coherent demodulation and maximal ratio combining. Except that these artificially generated perturbations are faster and perfectly known in the receiver. From this point of view, we expect this (CD) 2 MA layout to be at best equal in performance to a CDMA concept using a good binary pseudo-random spreader. 
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System Simulation
Since the goal of this research was to compare the performance of the three different spreader types in an otherwise well working system, very ideal models were chosen for all its components. Figure 11 shows how the (CD) 2 MA system was implemented in the computer simulation.
Transceiver model
The transceiver model can be reduced considerably under the assumption of ideally working system components.
Carrier modulation
Using the complex baseband representation for all signals, no explicit frequency conversion has to be performed. With no loss of generality, the initial carrier phase ϕ 0 of the signal, as it leaves the transmitter, can be assumed to be zero, so that its equivalent baseband representation is still a real number at this point (see Fig. 11 ).
Furthermore, the RF bandpass filters in the transmitter and the receiver are supposed to have no influence on the signal in the transmission band while successfully suppressing all spectral components outside of it, i.e. any nonlinearities involved in a nonideal frequency conversion process are completely eliminated.
Under these conditions, the carrier modulation and demodulation stages do not appear in the simulation, at all.
D/A and A/D conversion
Assuming ideal low-pass filters behind the D/A converter in the transmitter, and behind the A/D converter in the receiver, the whole D/A converter section is represented by simple b bit quantizers. A word length of b = 12 was chosen, which causes a high enough signal to quantization noise ratio
to be basically neglected in any practical application. 13
Square root Nyquist filters
Matched square root Nyquist filters were used in the transceivers to prevent inter symbol interference and guarantee optimum channel noise suppression. They operate at a sampling frequency f s2 = uf s1 = ur c and produce equidistant zero crossings at instants iT s1 = i/f s1 , i ∈ N, where r c is the chip rate. 14 Their impulse response and spectrum are ideally given as follows [Kühne, 1982] 
( 21) with a roll-off factor of β. The impulse response and spectrum obtained from the filter used in the simulations are shown in Fig. 12 . The filter was implemented using a 48th order tapped delay line FIR filter design.
Rake receiver
A rake receiver [Lutz, 1997; Sorger, 1997; Simon, 1994] for coherent demodulation of the incoming signal was provided in the receiver. It has L = 4 rakes and can distinguish propagation paths with a mutual delay spacing greater than one chip duration T c = T s1 with an accuracy of T s2 = (1/u)T s1 . This corresponds to the resolution and path delay spacing of the channel model (see Sec. 5.2) . Any carrier phase is compensated with no error. The tracking of the signal propagation paths is assumed to be ideal, i.e. all path amplitudes a l , delays τ l , and phases ϕ l are known to the rake receiver at all times. It always picks out the four strongest paths for demodulation and performs the following correlation on each of them.
The outputs z l of all rake fingers are then added up using maximal ratio combining to compensate for variations of the path amplitudes:
Channel model
In the transmission channel, the signal is corrupted by multipath fading, multiuser interference, and Additive White Gaussian Noise (AWGN). Multipath fading is simulated by using a time variant complex FIR 15 filter with M = 12 delay taps. Each tap represents one propagation path. The delay time between taps is T s2 and the minimum spacing between consecutive echoes is T s1 = 1/r c . The path phases ϕ l ∈ [0, 2π[ are random and equally distributed. Path delays and amplitudes are also randomly assigned, but always comply with the COST 207 Channel Model of the European Community for typical nonhilly urban areas [Sorger, 1997; Choi, 1998 ]. 16 Assuming an uplink with perfect power control, propagation losses due to the distance between the transceivers are not considered, the channel is lossless, i.e. the total power of all paths is given by M i=0 p i ≡ 1. To simulate the interference created by n − 1 users, a preset sample sequence of their combined channel output was read cyclically and mixed with the signal under test.
Finally, complex AWGN with an equally distributed phase ϕ AWGN ∈ [0, 2π[, is added to the channel output. It has the same bandwidth as the channel signal and a variable power
with the one-sided noise bandwidth in the baseband B = (1/2)f s2 , and the noise constant N 0 .
14 The upsampling is done using zero insertion. 15 Finite Impulse Response. 16 Unfortunately, the original release of the COST 207 report is no longer available. 
Simulation parameters
The simulated (CD) 2 MA system has a 99% RF bandwidth B 99% = 11.0 MHz. Any carrier frequency can be assumed, provided that f c 2r c . A typical value would be f 0 = 1 GHz, for example.
All simulations were run at a message bit rate r b = 64.1 kbit s with a processing gain of
This yields a chip rate of
The bit and chip energies, E b and E c depend on the type of spreader sequence applied, and also on the sampling period They are calculated in a continuous time manner according to the following equation:
where N b,c is the number of signal samples s k = s(k · T ) contained in one bit or chip duration T b,c , respectively. Table 1 shows the values. Since in a nonbinary signature, every chip has a different amplitude, neither E b nor E c are constant if chaotic or random spreaders are used. The energies given for these types of PN sequences are mean values.
The following table contains a complete list of the simulation parameters: 
Multishift Cypher
No. of shifts k 10
Binary Signature Generator 
Simulation Results
The magnitude of interest for evaluating the performance of a communication system is its bandwidth efficiency η, i.e. the amount of data that can be transmitted in a cell within a certain time and in a prescribed frequency band. It does not matter if this data belongs to just one user or if it is distributed over a whole group of n users that simultaneously share the same transmission band. A complete definition of η also has to include the signal's strength compared to the noise floor, as given by E b /N 0 , as well as the Bit Error Ratio (BER) that needs to be provided by the link. For a message bit rate r b , number of n users per cell and an RF-bandwidth B RF , the bandwidth efficiency is Table 3 . Bit error ratio for different numbers of users n and AWGN levels obtained with the chaotic spreader (see Fig. 13 ). given by
where the BER is defined by BER = number of incorrectly received bits total number of transmitted bits .
We recorded the achieved BER as a function of E b /N 0 for different number of users and spreader types, namely two continuous valued spreaders produced by a Chua's circuit in connection with a tenshift cypher and a digital random number generator, and a binary Gold sequence (see Sec. 3). This Table 3 ).
was to enable a direct comparison of the behavior of these signature prototypes under identical conditions, as far as the system design and the transmission channel are concerned. Tables 3-5 contain the simulation results. Figure 13 shows the linearly interpolated curves of BER(E b /N 0 ) for the chaotic spreader. The data is given for the provided physical link "as is", with no channel coding involved. The number of simulated message bits was chosen by a factor 100 higher than the reciprocal order of magnitude of the detected BER, if the BER was greater than O(10 −4 ). To keep simulation times within reasonable limits, this factor was decreased to 10 for BERs of the order of 10 −4 and 10 −5 . This is why these values are only given with an accuracy of one digit.
From these tables, the bandwidth efficiency η can be calculated, using Eq. (27), for any given combination of n, BER and E b /N 0 . For example, with 21 users, (E b /N 0 ) = 10 dB and a BER of 2.6 · 10 −3 , using the 99% bandwidth, a value of η 99% = 0.122 bit/s Hz · cell is obtained for the chaotic spreader. 17 The observed BERs are almost identical for all three types of spreaders. However, the chaotic signal does not seem to perform quite as good as the Gold sequence and the random chip. This result confirms the conclusions drawn in Sec. 4.
Synopsis
The simulations show clearly that the (CD) 2 MA concept works and are capable of providing a reliable link. The measured bandwidth efficiency is comparable to other CDMA concepts. Yet, the use of the continuous valued spreaders did not lead to a better system performance.
The reason is that by simply correlating with the original PN code, the receiver does not really make use of the additional amplitude information in the continuous valued chips. It rather compensates for the variation applying maximal ratio combining. It is true that the spreader used in (CD) 2 MA features an additional degree of freedom compared to binary sequences. However, the spreader amplitude is not evaluated, in the sense that it could change the sign of the integrand in Eq. (18), at any point in time. It just assigns random weights to each equally important sign information conveyed by the phase term γ. As stated in Sec. 4, the efficiency of a regular CDMA system cannot, by principle, be improved by a continuous valued PN sequence. This would require a different demodulation scheme that makes explicit use of the spreader's amplitude.
Furthermore, since in a linear system it makes no difference at what point the signal amplitude is actually modulated, the above considerations may also be applicable to other chaotic spread spectrum communication schemes using a chaotic carrier, instead of a spreader and a sinusoidal carrier, to encrypt the transmitted message. Any bandlimited chaotic carrier can be thought of as a sine wave with an arbitrary center frequency f 0 that is amplitude modulated by a chaotic complex baseband signal. Splitting up this complex modulator into its amplitude and phase leads back directly to the above considerations. However, this point is not proven, yet, and still has to be verified.
Comparing the two continuous valued signatures, we find that the performances of the random code and the chaotic spreader are almost the same. Yet, despite the ten-shift cypher, the random sequence seems to have a slightly higher degree of randomness than the chaotic signal. This was already indicated by Fig. 6 in Sec. 3.1.3. In addition, the random generator can be implemented with less effort, and may thus be the better choice.
The (CD) 2 MA layout presented here uses an equivalent of BPSK modulation. Just like in CDMA, the option to apply higher modulation schemes by adding a quadrature component to the transmitted signal is obviously there. Basically, that would increase the bandwidth efficiency. On the other hand, this option is always given for any system, independent of the chip code used.
Differential coding schemes could obviously make for possible system layouts using noncoherent demodulators in the receiver.
The proposed (CD) 2 MA scheme provides privacy in the following sense. The transmitted message is modulated with a continuous valued spreader sequence derived from the chaotic evolution of a Chua's circuit's state variables. To decode the signal, it has to be correlated with the original signature. All parameters and initial states of the Chua's circuit and the cypher must be known in the receiver for proper demodulation. So, any subset of this large number of settings can be used as a secret key to the code sequence generated. Recovering the parameters from a recorded transmission should be fairly hard, since all that can be observed with very low accuracy in the channel is the continuous valued cypher output. The cypher is a one-way function, so its input cannot be calculated from its output signal. It might be an interesting subject for future research to find out how hard the breaking of this "code" really is, especially compared to recovering the binary signatures CDMA schemes use.
Since (CD) 2 MA uses a broad transmission band, it is resistant to narrow band jamming attacks. This property is similar to CDMA.
As a summary, the first thing to state is that (CD) 2 MA is a working concept for communication systems similar in quality and effectiveness to traditional CDMA. It also offers the option for higher modulation schemes and noncoherent reception. A high level of security (jamming and overhearing) is provided. Yet, a superior performance of (CD) 2 MA toward CDMA in terms of a larger bandwidth efficiency for similar conditions could not be observed during the simulations. The simulations rather showed that random variations of the signature sequence's amplitude hardly affect the system's behavior, at all. This is because the demodulation does not evaluate the amplitude information conveyed by the spreader.
The BERs observed for signatures generated by a random generator and the ones derived from Chua's circuit suggest a comparable degree of randomness.
