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ABSTRACT
Controlling the cost of information technology (IT) and reporting return on investment in
such technologies in large organizations has long been problematic because IT is a significant
cost center that in most companies does not contribute directly to the generation of revenue. At
the same time, the services provided by IT departments directly affect the bottom lines of
modern companies and provide valuable efficiencies. Measuring and reporting the effects of
those efficiencies has been hampered by two fairly typical shortcomings of IT managers. IT
managers whose primary training is in their own discipline tend to view technology issues in
terms of meeting a need and often are unfamiliar or unsympathetic to requirements for
controlling and reporting costs and return on investment. Yet when classically trained individuals
are made into IT managers, they often do not understand the capital and ongoing operational
requirements of providing what increasingly are essential services. The present study aims to
provide ways of streamlining technology processes and a set of simple formulas that will enable
management from any disciplinary background to evaluate the effects of projects, control costs,
and accurately report the return on investment of technology projects. These methods should be
generalizable throughout large organizations and provide means of streamlining projects and
evaluating their outcomes.
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CHAPTER ONE: INTRODUCTION AND REVIEW OF LITERATURE
The Information Technology (IT) industry has provided companies around the globe with
opportunities to increase the productivity of their workers and increase the profits of the
organizations. Just as there are different types of organizations in different industries, the
makeup of each IT organizations varies as well. But regardless of the industry, every IT
organization must complete certain functions. These include, but are not limited to, hardware and
software upgrades and maintenance, file management, and print services. Within the
requirements of the business, each IT organization will develop its own processes and
procedures. The processes used by IT organizations can have dramatic effect on how well the
company functions and its bottom line. Managing costs is a fundamental function for any
company, and controlling the costs associated with the Information Technology department is a
large concern. The reason is simple; the Information Technology department is one of the most
expensive departments of any company. At the same time, IT departments do not directly
generate revenue.
When companies put a business professional in charge of the Information Technology
department to control the costs of this group, it seems as if it would be a sound decision. But
such decisions actually tend to increase costs in the long run. The individuals who are tasked
with the day-to-day operation of the department know all the tasks and procedures needed to
complete their duties. Nontechnical managers, however, must learn processes for which they
have never been trained while being responsible for the cost of the department.
The dilemma can be resolved by developing simple procedures and task-cost formulas
that both the technical and nontechnical members of the team can use to communicate with each
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other. Such formulas provide a financial basis for streamlining the processes of the department.
They also provide a simple way to measure the savings when a process or task is moved to a
less-experienced and expensive group to fulfill the needs of the business. These same formulaic
principles can even be used in project management to provide a greater return on investment for
the project.
There is a clear disconnect between perceptions of cost among individuals from different
disciplines. This is no more evident than when a nontechnical individual is put in charge of an IT
department. The classically educated individual is looking at the bottom line, while the IT staff
perceives a lack of resources to provide the needed service. A set of simple formulas can provide
the financial information each group needs. These formulas will focus on classic process
management and the addition of mathematical formulas needed to understand the true cost of
tasks and processes of the company. This paper will offer methods to discover opportunities to
increase the productivity of the department and reduce the cost of the services it provides.
In researching different companies in different industries; the characteristics of the
different IT organizations became quite obvious. The majority of IT organizations use a tier
system to rank the skill level and cost of their employees and segregate the duties of the
department. Table 1 outlines a typical tier system.
Those companies competing in industries with smaller gross margins maintain highly
technical staff members (Tier3) with the majority of the director level and higher leaders of the
IT organization educated in non-technical areas (Interviews 2007.) These organizations maintain
as a portion of the overall organization size a smaller portion of Tier 1 and 2 employees. In
companies with higher gross margins, the IT organizations tend to have fewer Tier 3 individuals
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Table 1
Typical Tier System for IT Functions
Tier 0

End Users

$0

Tier 1

Entry Level Technicians

$12-$20/hr

Tier 2

Middle Level Technicians

$21-$30/hr

Tier 3

High Level Technicians

$31-$75/hr

and a greater number of level one and two staff members. These IT organizations tend to be
larger as a portion of the overall company and members of the senior management team will
mostly have technical educations. Data collected from interviews with executives indicate this
situation is a result of the Return on Investment (ROI) of the company (Interviews 2007.) The
ROI for IT projects and initiatives is compared to the gross margin of the company, and many IT
activities are shelved or cancelled in favor of other, more profitable, projects. If additional
resources are needed by the IT organization, executives have chosen the less expensive Tier 1
and 2 options.
Another byproduct of gross margins is found in how IT organizations are used. In
companies with smaller gross margins, IT organizations are used more often as a resource to
create additional business opportunity. In companies with higher gross margins, IT organizations
are used as service providers and required support staff for other business activities. IT
expenditures currently account for the majority of capital investments within many companies
and therefore are treated as any other capital investments.
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Information gathered from the interviews of Chief Information Officers (CIO) or Senior
level Vice Presidents of IT uncovered the fact that each organization worked within the confines
of the yearly budget of the IT organization. The cost accounting model is based on approved
budget. Monthly tracking of cost performance of the group verses this budget is common.
Appendix A provides an example of such a budget. These reports show monthly budget tracking
and a running scorecard against the budget and monthly budget allocation. All CIOs interviewed
stated that monthly reporting against budget was a common practice. These reports also indicate
the performance of the unit in completing the projects designated by the company. All CIOs
stated that internal capitalized projects such as hardware upgrades were tracked with other
company initiatives. When asked how soft-dollar accounting was performed or measured by
their organizations, each CIO interviewed stated that no such function was performed. Each CIO
stated the manner in which the services performed by the IT Organization were confined and
managed by the budget. Scott Smith, CIO of Temple Inland, stated ―The budget dictates the
staffing levels and the initiatives of the company dictate what that staffing level will work on‖
(Smith 2007, interview.)
When each of the CIOs were asked how they manage the work that needed to be
performed verses staffing level required to perform the work, the overall consensus was that the
work would be completed or the staff members would be replaced by those that will complete it.
All the CIOs stated that they had built into their budgets an amount for consulting services. They
also stated that consulting services were used to fill gaps in company resources.
All of the CIOs were asked about project management, specifically how a project
progress is measured. Each stated that the cost of the project was tracked in the budget and the
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progress was measured by the project manager. When the CIOs were asked how the project
managers were measured on their performance, the responses were not measurable. One CIO
stated that the organization evaluated project managers based on survival (Hickenbottom, 2007.)
Each CIO claimed to know from experience which project managers were successful based on
their histories. When asked what traits made project managers successful, the CIOs offered
several, but a common trait was drive to complete the project on time.
The budgetary aspects of the projects were important, but cost overruns could be
explained after the project was completed and then factored into the ROI of the project. Edward
Yourdon (2003) explains in great detail why and how this occurs. The costs of the IT staff are
considered a fixed cost to the organization. When project specifications and deliverables are
determined, the appropriate staffing level is selected at that time. If the project begins to fall
behind, then one of two things occurs. First, the staffing level may be raised to bring the project
back on track. If this option is not available, then the staff dedicated to the project is expected
simply to work longer hours to complete the project.
With the majority of project managers being classically trained in disciplines such as
business or the liberal arts as opposed to technical disciplines, asking technical staff simply to
stay late and solve a problem is easier to do because the project managers don’t understand what
they are asking. Project leaders must be taught the technologies they are responsible for
implementing. ―Draw me a picture‖ is a statement often used by nontechnical project managers
to begin to understand the technology of the projects they are leading.
When projects are driven by a deliverables list and timeline, project managers may
develop ―naïve optimism‖ or a ―drill instructor‖ mentality (Yourdon, 2004, 124). No sources
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were discovered that addressed how costs, specifically soft-dollar cost optimizations, or
increased future productivity of the IT organization could be designed into project management.
The interviews with the CIOs also offered very little information about managing soft-dollar
costs. Management of IT project costs follows the same procedures as in any other department
(Schwalbe, 2006. 255). All CIOs interviewed stated that projects were evaluated based on
whether they were completed within budget and on time. None of the CIOs or project managers
interviewed stated that the IT organization measured the success of the project based on whether
it met business needs. That evaluation was left to the business representative or project sponsor.
CIOs in different organizations had different business criteria against which their projects
were measured. The average was a twenty percent ROI over a period of twenty-four months.
When asked about projects that were internal to the IT organization, they stated that the internal
IT project sponsor gauged the success or failure of the project. If the project was capitalized, then
a business representative or IT leader became the project sponsor and the some ROI and time
criteria were used to measure the success of the project. None of the resources interviewed or
any of the literature found addressed or even recognized the need to maximize process efficiency
and soft-dollar productivity within projects or project management.
A current trend in IT organizations is the use of process management systems. The goal
of these systems is to streamline the activities of the IT organization. These initiatives are also
designed to ensure that all the members of the organization follow the same steps when
performing the same duties. These systems are normally managed through a changemanagement system such as Remedy, Heat, and Tivoli.
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Many process-management systems are available today. In the present study, only the
three most often used in IT organization were analyzed. According to Gardner, Inc. (2005),
these are Six Sigma, Information Technology Infrastructure Library (ITIL), and Control
Objectives for Information and related Technology (COBIT) (Handler, 2005, 216.) The
literature on these systems includes books and articles from the governing bodies of the
organizations that developed these systems and other sources about their hands-on deployment.
The literature regarding the Six Sigma process was not particular useful because this system was
developed for manufacturing identical items without error. The name Six Sigma is actually a
mathematical term meaning 3.4 out of 1 million. This is the standard by which total quality is
measured with Six Sigma. Six Sigma offers tools and formulas to measure process efficiency,
and The Lean Six Sigma Pocket Toolbook is a good resource for these formulas. Most of these
formulas are based on reaching specific measurable customer-driven goals. Formula 1 illustrates
the process.

Formula 1
Y = f(X1, X2, Xn)
Y = the desired Outcome is the function of X IT Resource variables.

Six Sigma is not a particularly useful management system for the vast majority of IT
organizations because of its reliance on large sample rates. To measure accurately the quality of
a process, a minimum sample size would be 10,000. Except for very large IT organizations, this
is a standard that is virtually impossible to meet. Nor does Six Sigma offer methods to perform
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cost analyses on small samples. For example, if an organization has provided for the successful
delivery and retrieval of 999 email messages in the course a particular period while failing on
one, the Six Sigma process system would conclude that the email system is not performing
optimally. This system is virtually 300% out of compliance (.0001 verses .0000034.)
Additionally, the cost per defect using Six Sigma would be very large, because in smaller
organizations with fewer cycles a single error could be allocated all costs associated with error.
Another shortcoming of the Six Sigma system for many IT organizations is that it is very
expensive and labor intensive to deploy and manage. In the previous email system example, what
is the cost of the one lost email? The costs associated with achieving the Six Sigma standard for
such issues as such as public key verification or redundant email systems, for example, could
make the cost too high for the average company to reach for that level of quality. Each
organization performs a very simple benefit analysis with every IT system deployed. In part, this
benefits analysis is to determine what sorts of hardware and network redundancies are needed to
deliver a specific level of service. This is fundamentally different from the manufacturing
systems for which Six Sigma is designed. Organizations must determine and balance the cost of
defects and the cost of processes to eliminate them.
Like Six Sigma, ITIL is not a useful tool by which to manage IT processes in small to
medium IT organizations, but for different reasons. ITIL was developed by the British
government to provide a structure by which all its different IT organizations could do the same
functions and duties in the same manner. ITIL defines itself as a framework, not a process
management system. This distinction is very important. ITIL only provides set of requirements
to be fulfilled so service delivery can be defined and managed but not measured. The
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shortcoming is that the individual organizations are left to internalize how and when the
framework can be implemented.
Developing and deploying a change-management system exemplifies the shortcomings of
the ITIL framework. The ITIL framework requires deployment of a change-management system
to record and manage the changes made in the environment. The benefits of a changemanagement system are outlined in detail, but the actual design and implementation are not
defined.
ITIL also fails to provide a way to model the costs of changes. Organizations
implementing it have no way of measuring savings or productivity increases. In organizations
that are accustomed with ROI modeling struggle to implement ITIL because of the complexity of
the different frameworks within the system. The several parts of the ITIL framework— the
Change-Management Framework, Process Framework, Service-Management Framework, and
Measurement Framework, to name only a portion of them—have created a very large consulting
services sector providing ITIL expertise to organizations. ―ITIL is like having a description of a
painting but not being told how to do it (Smith, 2007.) Temple Inland is now reevaluating its IT
Governance system and developing its own system that is more customized to its needs.
The final process-management system that was researched was COBIT. COBIT is made
of four different pieces. These are Audit, Control, Management, and Governance. COBIT was
originally designed for the telecommunication industry and has been adopted by IT
organizations. COBIT’s addition of IT governance has made it a model used in mature IT
organizations.
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COBIT has a very simple deployment scheme made of four domains. The first is Strategy
Modeling and Planning. In this domain, the goals of the change are determined, and a plan to
achieve these goals is developed. The second domain is Delivery and Support. In this part of the
process, the change in the organization is made and then supported. The third domain is
Monitoring and Correction. Once the change has been made, the results are monitored and any
adjustments that are needed are made. The final domain is Realization. The results of the
changes are measured against the planned results.
COBIT’s strength is in its simplicity. It is easy for IT leaders to understand and the
results can be determined prior to the deployment. The COBIT system is even referred to as the
management process-management system (itSMF-NL, 2007, 14.) In fact, other, more detailed,
process-management systems such as Six Sigma are used with COBIT when deployment and
measurement are needed.
COBIT’s shortcomings also arise out of its simplicity. It provides a very simple structure
with which the organizations can do almost anything. It also leaves all cost modeling up to the
organization.
In searching for sources of information to build support of the analysis of measuring softdollar costs and savings, two facts became apparent. Literature about IT management focuses on
managing bottom-line costs. No references to managing soft-dollar costs were found in texts on
IT management. These books focused on how to best manage the resource deliverables of the IT
organization to the business. Virtually nothing was mentioned about automation of processes to
increase organizational productivity to formally measure the effects of process improvement.
The resources surrounding the process management systems and frameworks proved to be
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lacking in any soft-dollar cost management. Six Sigma texts did provide methods to measure
quality of service to the user, but nothing about how to change processes to increase the quality
of service. Both ITIL and COBIT resources simply stated that process streamlining would
increase the productivity of the department, but not how to do it or to measure the results.
The books that focused on business process management books were of some use. These
books showed in detail how daily tasks can be automated. Both texts selected fell short of
offering methods by which to measure the effects of such changes. These books outline in great
detail what needs to done prior to the automation of business processes. Jeston and Nelis (2006)
did provide one especially useful idea, explaining that if a process is not optimized prior to
automation, then the automation will only duplicate the problems that are inherent in the process.
Process streamlining and optimization should be a cornerstone of any IT organization and Jeston
and Nelis provide very strong principals by which to justify this effort. Additionally, all IT
Project management resources failed to reference soft-dollar cost maintenance. Only classical
cost- and time-management techniques were explained in any detail. These techniques are not
unique to IT project management, however.

11

CHAPTER TWO: METHODOLOGY
To develop a soft-dollar cost matrix that could be used by any organization, three
principal areas should be analyzed in detail: the support of the users through the closing of
incident tickets, the daily tasks completed by a Tier 3 team within the IT organization, and
particular projects initialized by the business unit to discover opportunities to positively affect
the outcome of the project. Each of these areas held opportunities to analyze maximization of
soft-dollar productivity of the organization.
To begin the analysis a five phase approach was developed. The first phase was to gain
support of IT management. This was needed because of the large amounts of time needed to
complete the projects. Without the approval of management prior to performing the work the
project would have failed because the required resources would not have been allowed to
participate. The second phase was discovery and documentation. The organizations processes
had to be analyzed and documented before any efforts to optimize could begin. The third phase
was process selection. Particular processes were selected based on their impact on the company
as well as their ease of change. The fourth phase was alternative process development. The new
processes were developed and deployed. The final phase was measurement of the ROI to the
company.
To develop a soft-dollar cost system for incident support, the researcher began with the
two known costs that are available in organizations. The first is the cost of each of the tiers of
employees in the organization. The average costs of each tier of support are outlined in Table 2.
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Table 2
Average Cost of Each Tier of Support
Tier 1

$15.00/hr

Tier 2

$35.00/hr

Tier 3

$75.00/hr

Next, the overall budget of the organization was determined. Temple Inland had an
annual Information Technology budget of $56 million for 2007. With this information, the
number of incident tickets that the organization took over six months was determined. There
were 9512 incident tickets, and the data on number of incidents closed by each tier of support is
shown in Table 3.
Table 3
Support Incident Tickets Closed by Tier Level
Number of Incidents

Percentage of Total

Tier 1

7487

78.7

Tier 2

1124

11.8

Tier 3

901

9.5

Ten percent of each group’s incident tickets were reviewed to determine how long each
group worked on an incident ticket before they closed the ticket. This information is presented in
Table 4.
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Table 4
Time Spent to Incident Close by Tier Level
Time Spent
Tier 1

20 minutes

Tier 2

3 hours

Tier 3

6 hours

When the information for Tables 2, 3, and 4, the beginnings of service cost matrix can be
built. The formula in Formula 2 can be used to determine the productivity or soft-dollar costs
(SDC) incorporated into resolving users’ issues. Number of tickets (N) times the amount of time
for the Tier to close the ticket (T) divided by sixty minutes (H) times the cost of the Tier
resolving the ticket (CO).

Formula 2
SDC = (N x T / H) x CO

Using this formula, the soft-dollar costs for Tier 1 to resolve the 7487 tickets is
(7487 x 20 / 60) x 15 = $37435 for the six months. For Tier 2 it was $118,020, and for Tier 3 it
was $405,450. The tickets were then categorized based on the issues the users encountered. The
breakdown of the incident tickets sampled is recorded in Table 5.
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Table 5
Percentage of Incident Tickets by Issue
Ticket Issue

Percentage

Domain Password Reset

21

Email Access Problems (lost PST file, mail box corrupted)

19

Resource Access (Application, File, Print)

16

Lost Data (data that needed to relocated or restored)

12

Miscellaneous

32

Tier 1 support closed all of the domain password reset and eighty percent of the email
problems. Those email problems that were not resolved by Tier 1 were resolved by Tier 2 as
were the resource access and lost data incident tickets. Tier 3 addressed only about a third of the
remaining miscellaneous issues while Tiers 1 and 2 resolved the remainder. The soft-dollar cost
associated with resetting user’s passwords was $9,887 for the six-month period.
This information was presented to the IT organization’s management team. It was then
decided that the costs associated with these repeating issues required action. The management
team then requested that an ROI model be developed to eliminate the password reset issue. It
was determined that this issue could be eliminated with software developed by a member of the
Tier 3 team. Twelve weeks was allocated to develop a solution, the figure being determined by
multiplying the six-month costs of the password resets times four to estimate the two-year costs
of the resets ($39,548.) That amount was then divided by the product of the hourly costs of the
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Tier 3 resource working forty hours a week for twelve weeks (39548/(75x40x12) or
(39548/36000). If this project were successful, the ROI of this project would only be eleven
percent, but the project sponsor felt the benefits to the users would outweigh the low ROI.
The goal of the password reset project was to move this task from Tier 1 at $15.00 per
hour to Tier 0 at zero dollars an hour. This project not only affected the productivity of the end
users but also increase the productivity of the IT organization. It should be noted, however, that
only the additional productivity of the IT organization was measured.
This example reveals the goal of the second aspect of developing a soft-dollar cost matrix
of the IT organization. Moving processes and tasks from more expensive resources to less
expensive resources will be one of the most cost-effective activities of any IT organization. The
researcher began to catalog all the different tasks that a particular Tier 3 team performed over a
period of one month. This group was composed of five individuals tasked with supporting the
core services of the company’s computer domain. All the members of this team were considered
Tier 3 level employees.
One of the tasks that each member of the team performed every week was server builds.
A server build consists of installing and configuring the operating system on the server. When
this was completed, the server was further configured to perform the specific duties needed for
the company. Further investigation into the server build process showed that these Tier 3
employees were spending an average of ten hours a week performing only the initial server
build. All of these tasks were manually accomplished. Further, a quality control step was
completed by another member of the team to ensure that nothing was missed in the initial build.
The QC process averaged only an hour of the team member’s time, but it took an average of
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three additional days for the second member of the team to find the time to complete this task.
The overall server build took an average of one business week to complete at a cost of $825.
Over a period of one month, the team completed 22 server builds at a total cost of $18,150. The
annual cost was projected out to be $217,800.
The manager of the department, asked why this task was not automated, gave two
reasons: they had not had time to automate it, and a manual solution was the only way to ensure
that everything step of the process was completed accurately. These findings were presented to
the director of the department. An analysis of the server build process had revealed that the entire
process could be automated through the use of scripting. Scripting is an industry term for
programming but with a difference. The classical definition of programming is the development
of a list of instructions for the central processing unit of the computer or its memory to perform
specific actions when presented with specific inputs. This is not entirely independent of the
machine’s operating system, but usually draws upon only the most fundamental functionality of
the operating system. A script does follow the methodology of listing out a set of instructions
based on a particular set of input, but it works only with a particular operating system. If a script
was developed for one particular operating system, it cannot be used on another. The script
would need to be altered to use the higher level functionality of that particular operating system.
All modern operating systems provide for automated installation. This functionality is required
by large organizations that build and rebuild servers on a daily basis. This provided the
opportunity to offer great soft-dollar ROI to the company by developing the automated server
build to the company in three months using one Tier 3 employee who had knowledge of scripting
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and the company’s server build processes. The solution also included moving the task from Tier
3 at $75.00 an hour to Tier 2 at $30.00 an hour.
The project scope included two scripts. The first built the server. The second script would
verify the first script’s accuracy and provide for a report to be saved in a central location for
recording purposes. This system would allow for one Tier 2 individual to perform the complete
server build process and do it in much less time.
The final test of this system came with a project for which the researcher served as
technical lead. The technical lead did not serve as project manager, but acted as the point
technical resource through with all other technical resources reported. The project was a
document retention project. The business leaders of the company had developed a policy by
which only particular types of documents from particular divisions and groups of the
organization would be kept on tape backup beyond 60 days. The policy has two purposes. First,
to control the expense of data backup. More than 40 percent of the annual cost of ownership of a
server derives from backing up the data on the server and storing it off site. Second, to reduce
any exposure that company could have if its data was subpoenaed in court.
The document-management system is used by only two groups with a total of 45 users.
One of the features of the document-management system was an aging report. On a daily basis,
this report provided a list of documents that were 30, 45, and 59 days from the last edit. In the
project meetings the business unit determined that the IT organization would provide this report
every day and the business unit would then determine which documents should not be deleted
based on who it belonged to. The business unit would then notify all other parties that their
documents would no longer be backed up unless they requested backup.
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The situation provided an opportunity to illustrate how much this process would cost the
company in soft dollars and how those costs could be significantly reduced. It was also a good
opportunity to train this project manager to look for alternative methods to measure ROI for
projects. The project was scheduled to be completed in eight weeks. For the first two weeks, the
researcher watched and recorded the system as it was developed and approved by the business
unit. The process included running the report, analyzing the report, notifying the users about the
status of their documents, and finally updates from the users about what do with the documents
in question. A breakdown of the process is in Table 6.
The total process cost the company an average of $425 a day with an annual cost of
$107,100 annually ($425x252 business days.). From conversations with the business unit using
the document-management system, a list of individuals whose documents were never to be
deleted was developed. The vendor of the document-management system was then contacted to
Table 6
Backup Status Report Process
Task

Resource

Cost Per Hour

Hours to Completion

Create Report

Tier 3

$75

1

Analyze Report

Business Resource

$50

2

Notify Users

Business Resource

$50

1

Update Document

Business Resource

$50

1

determine what application programming interface (API) was available. The discussions
revealed that this entire function could be automated, eliminating the need to run the report
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manually. Users needed to be notified of documents that would no longer be backed up and an
interface providing a way to select the documents for which they would like to retain backup
copies. The document-management system used Microsoft Sequel Server as its database back
end. Therefore, database knowledge was required to perform the database query reads and
writes. A Web-based interface was chosen, so Web-programming knowledge also was needed.
After discussing the requirements with a Web developer and a database administrator, it was
determined the project would require four months to completion. This would cost the company
$96,000 in soft dollars to complete, well outside the original project scope and budget.
Because of the anticipated cost overrun, the researcher presented an automated solution
to the project manager who in turned presented it to the project sponsor. With this new
information the project sponsor approved a change in the project’s scope and an extension of the
project deadline. The project manager had no experience with changes of this scope and
expressed concern with regarding the additional costs to the company if the project were to fail
or fail to meet the extended deadline.
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CHAPTER THREE: RESULTS
The three sample subjects all succeeded, but at different levels. In the case of the
password reset project, a deliverable was tested and presented to the users. The effect on the user
community was impressive. The CEO of the company requested the entire team to visit him in
his office where he personally thanked the members for their efforts. Once the system was
implemented, users were able to reset their own passwords in less than one minute on average.
By accident, the project leaders had stumbled upon one of the greatest annoyances to the user
community. The day after the system went live, user password-reset incidents dropped to three a
day for the first week while individual users were trained how to reset their own passwords. Such
training calls only took five minutes to resolve. The next week password reset requests dropped
to one a day, and after that week there have been virtually no such requests from experienced
users.
The Tier 1 support group still receives calls to reset users’ passwords, but these requests
have been determined to be from new employees who have not been trained to use the system.
The method by which this issue was resolved changed dramatically once the project started. The
Tier 3 resource that was to develop the system first researched such systems available on the
market that addressed this need. She found a system that could be customized to the company’s
environment very quickly, but that system cost $50,000. On the other hand, we could have a
functioning system in production in one month rather than the four months required to develop a
similar system in house. In this four weeks, there still required two weeks of Tier 3 effort to
setup and customization to our environment.
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The team presented this option to the project sponsor because it amounted to a significant
change in scope and required capitalization. The project sponsor approved the change because
the new system could be deployed much more rapidly. The project sponsor also changed the ROI
period of the project from 24 to 36 months. This ROI time change lessened the project’s effect
on ROI. If the original ROI time period had been maintained, the project would have had an ROI
of minus 29 percent. With the change in ROI time period the project had an ROI of 17 percent.
Obviously, the ROI function was just for the department’s internal accounting purposes since the
actual ROI could not be determined because the recovered user productivity could not be added
to the project’s ROI.
The server build project has been one of the true success stories. The project was
completed on time and on budget. This included all testing and acceptance by the manager of the
group. The project cost $9,000 to complete. Today, a Tier 2 employee completes all server builds
in an average of two hours. The Tier 3 team waits an average of three hours for their server
builds to be completed. This is due to the fact that the Tier 2 resource cannot always immediately
start builds when they are requested. The annual cost to the company to complete its server
builds is $15,840 versus $217,800. That is a 1,275 percent ROI over two years. Table 7 details
the savings.
There is now one hidden cost to this system. A Tier 3 resource must update the
installation scripts when needed. To date, the time required for this task has averaged four hours
a month at an annual cost of $3,600.
The document-management project was also a success. The project came in on time and
on budget. In four months the team was able to deliver a system that automatically notified users
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Table 7
Return on Investment for Password Reset Project
Original 2-year Cost

New 2-year Cost

Difference Divided by
New Cost

ROI
%

$435,600

$31,680

$403,920/$31,680

1,275

daily by email of documents that will no longer be backed up. The notification email contains a
link to the Website that provides a list of documents whose status should be updated. Users are
able to change the status of all documents that require continual backup. Additionally they can
set a period of time during which documents should remain backed up. At the end of that period,
the 60-day time begins again at end of which the user will be automatically notified that backup
is expiring for a document. The Tier 3 resource must then generate a report of those documents
that have had their time extended, but this report only takes ten minutes to generate each month.
The process for users to update their documents status using the new system only takes an
average of ten minutes. An average of seven users is notified daily to update their documents.
There is no Tier 3 cost associated with the daily distribution of reports, and no Business
Resource is needed to analyze the report and notify the users. The formula to calculate the annual
cost is the time to update divided by 60 minutes multiplied by the hourly rate of the user
multiplied by the number of updates per day multiplied by 252 business days. Formula 2 outlines
the details of the new system’s yearly costs.
Formula 2
(10/60) x 50 x 7 x 252 = $14,700 annually
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The two-year ROI of this project is 629 percent. Table 8 details the two-year ROI of this
project.

Table 8
Return on Investment for Document-management Project
Original 2-year Cost

$214,200

New 2-year Cost

Difference Divided by
New Cost

ROI
%

$29,400

$184,800/$29,400

629
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CHAPTER FOUR: DISCUSSION
The results of the three tests provide two important pieces of information for discussion.
The first is that automation is a powerful tool to maximize return on investment. IT organizations
are service organizations to their companies. IT organizations’ leaders must manage their group
as well as the entire company is managed, and following standard accounting practices is a
requirement for any IT organization. All businesses attempt to improve their processes and
increase their profits every day. This holds true for the IT organizations as well. This is not
enough, though. The ability to accurately report the impact of these changes on the IT investment
of the company is a key factor in expressing value to the organization. The simple financial
formulas used in the three tests provide a way to measure productivity improvement. With only
slight changes, the financial effect of any process or task change can be measured. Second,
process analysis is extremely important to creating an effective IT organization. Identifying the
different costs of the different resources is the foundation of determining ROI of process
optimization. The development of internal systems may not be the correct decision in all cases.
The time needed to develop an internal solution to a process can increase the relative value of a
system that can be purchased and implemented more quickly.
Business decisions are not always based solely on ROI alone. As with the user password
reset test, a business decision was made to choose to purchase a system rather than build a homegrown system. This decision was based on the time-to-user impact. When preparing a business
case for process improvement, the consideration of time and ROI will increase the options to the
business as well as the success of the project. The two remaining tests demonstrate that the costs
associated with process optimization can be recovered and provide an acceptable ROI for the
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business. For IT organizations to perform these sorts of tasks two requirements must be fulfilled.
First, management must agree that a process analysis needs to be completed. If the management
of the department is not in agreement with the project, it will not be successful. It took more than
four months to research all the processes in the Tier 3 group and to optimize three. There remain
42 others to optimize. The reporting of the ROI of the new processes is key to management
acceptance. With the results of these three optimization projects, the management of the
department has approved moving on to another group of processes to optimize. The second
requirement is the technical expertise to perform the needed changes to the process. In all three
tests the need to develop computer code or scripts was needed. If these skills are not available to
the organization then these tasks will need to be outsourced or left undone. This is a challenge in
companies with higher gross margins and less technical staffs. Prior to moving forward with
process optimization the IT staff of the company must be evaluated for the required skills to
program or script. Otherwise these skills will need to be outsourced.
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CHAPTER FIVE: CONCLUSION

Identifying processes to optimize is only the first step of providing value to the
organization. The results of the process improvement must be presented in terms management
can use. The ROI formula demonstrated here can be used in any organization to better report the
efforts of the company’s IT organization. These formulas can be used in two different ways. The
first way is in the development of a business case for change. When proposing a change that will
require many hours of time by members of the IT organization, a business case is needed to gain
the support of the group’s management. The formulas can be used after the process has been
changed to report on the change to the company. The review of the literature provided few
suggestions on how to report an increase in ROI arising out of process optimization.
IT governance is a trend in IT management, but again there were no references to softdollar management. Of the three most popular process management systems used in IT
organizations today, none offer methods for measuring the financial effects of process
optimization.
The literature on project management also failed to include any financial modeling, and
there was a dearth of methods for reporting process improvement within project management
models. The personal experience of this researcher has shown that the nontechnical training of
many project managers tends to move reporting focus to the more formal reporting of accounting
conventions versus technically evaluating the project for soft-dollar optimization.
Both systems can be used to report the true effects of projects. Reporting soft-dollar
changes to the company can change the internal perception of the IT organization. And by
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optimizing its own processes, the IT organization can provide two things to the company. First, it
can serve the company better. The optimization of processes within the IT organization will
optimize the staffing of the group and speed the organization’s response to the needs of the users.
Second, the optimization methods used to improve IT processes should be generalizable to the
other divisions in the company. The skills developed in optimizing and automating IT processes
can be applied to any other group in the company. This will allow alternative projects to increase
the soft-dollar expenditures throughout the company.
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CIO Interview Questions – Tom Thornton

Date: 10/05/2007

Background questions – Tom Thornton
1. What is the general background of the leadership of the Information Services
department? (business, technical, mixed)

Mix, Technical learned the business moving up, 90% technical. His background is
technical, application development, Masters in Computer Science. Department of State
Healthcare services.

2. What is the structure of the department? (app groups separate from
infrastructure groups, separate from support groups)

Section for app development and maintenance
Helpdesk mixed with infrastructure group
PMO function
Quality assurance group
Security assurance group

3. Has an audit ever been performed to determine the different tasks performed by
the Information Services department?

No internal audit of IS task or processes
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Budgetary Management – Tom Thornton
1. What tools or methods are used to calculate day to day costs of the group?

Accounting tool, used by app dev to log time on maintenance, indirect for other groups,
(financial monthly audit, from multiple funding strains (different sources, and the
allocation was used for only specific tasks.)

Grant funding was project specific with product specific (servers, pc, etc.) This system
was tougher to work with because you are strictly directed by project; it is not an
efficient way to run an organization. Funding and spending were regulated by the
monetary source.

2. What tools or methods are used to measure the department’s day to day
productivity?

Day to day was tracked by the helpdesk calls; nothing else was measured for other
groups. Goals verses plans tracked annually with quarterly views of all other groups.

3. What tools or methods are used to measure the productivity of projects while
they are in progress?

Time-tracking method for and project portfolio management system. High dollar and
other criteria, such as time six months or longer are regularly (monthly) reviewed.
Portfolio progress managed on monthly basis
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4. What tools or methods are used to measure the budgetary effectiveness of
projects when they are completed?

Same tools as mentioned in question three. Project sponsor was ultimate vote of
success or non success.

5. Does your organization have any tools or methods to determine the financial
successfulness of projects when they are completed?

90 days after completions, post mortems were completed to gauge success, Post
Implantation Evaluation Report required to identify “benefits achieved verses
benefits expected.” Project Charter set the benefits.

6. Is there any tool or method in place to evaluate the effectiveness of individual
project managers?

Tools to do this, not a define process. All projects are tracked formally, in the
portfolio, but nothing formal.

7. What is the accepted R.O.I. period of time for the Information Services group? Is
it different than the remainder of the company?
Different from private sector. Government doesn’t’ work with ROI functionality in
projects or tasks. It is more qualitative verses quantitative.
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Change Management – Tom Thornton
1. Is there only one change management system used by all groups in Information
Services?

Until it was outsourced to IBM there was one, now there is two. Currently integrating
the two systems.

2. What review measures are taken to determine the type and frequency of
changes made in the Information Servers group?

Change control board, weekly meetings to coordinate changes with IBM. There is
not a classification of changes made in the environment

3. Is there any financial analysis of the changes made in the environment?

None, IT steering committee approved changes.

4. Does your organization have a tool or method to measure the financial impact of
service outages?

None, SLA is not measured financially. Generally track security problems with cost
impact to those situations only (i.e. virus outbreak.)
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Process Management – Tom Thornton
1. Has an audit ever been performed of all the processes used by the Information
Services department? What was the outcome?

No. An audit is performed of processes, selecting two or three a year, and the audit
plan is made up “General Controls Audit, Security Audit, Project Management Audit.”
Only large audits not task specific auditing

2. What tools or methods are used to measure to costs associated with processes
of the Information Services department?

Time Tracking of application team, Project Management, Help Desk Tickets.

3. What is the process used to improve the processes used by Information
Services?
After each project, “Lessons Learned” document of what was learned, and then
review them before launching future projects, and documentation is updated before
next projects. Process improvement is recommended on a yearly basis. These
processes are reviewed by IT steering committee.
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Additional Questions? – Tom Thornton

1. Is there any software develop performed in the Information Services department
for the Information services department?

Yes

2. If so, what type?

Developed own Helpdesk ticket system. Followed a merger, and needed a better
tool to track tickets.

3. How is the financial performance of this software developed measured?

No ongoing measurement of the developed software. No application portfolio
management system used.

4. How are the financial impacts of new technologies measured or evaluated for the
Information Services department?

Business Case is developed before a Project Charter. The business case will list
out the benefit financially before a Project is considered.
5. What are the driving motivators to examine productivity and technologies used by
the Information Services staff?
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Costs of the service delivered, and IT is considered a cost. Do what you must do
with what you have.

6. For your leaders with technical backgrounds, what is their biggest communication
challenge?

Being to communicate too effectively with business (too much detail.) Business
doesn’t care details, they want to know concept of the topic.

7. For your leaders with non-technical backgrounds, what is their biggest
communication challenge?

Understanding the technical limitations and trade off with business needs.

8. Of the two groups, which do you feel are more successful?

In general, the leaders of the organization, the non technical leaders are more
successful because they can communicate with the customers.
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CIO Interview Questions – Brett McLennan
Laureen Inc.
Date: 09/25/2007
Background questions – Brett McLennan
1. What is your background?

MS in Mechanical Engineering with 17 years in process environments

2. What experience have you had with process engineering?

17 years process engineering

3. What experience do you have with IS process engineering?

None
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Budgetary Management – Brett McLennan
4. What tools or methods are used to calculate day-to-day costs of a processes?

Range from excel spreadsheets. Really weekly tracking not day to day. Three points
make a trend; you need three points to make a trend. Therefore three cycles for
measurement.
Depends on they are being measured on (production output, CS level, head count, etc.)

5. What tools or methods are used to measure the day to day productivity of a
process change?

Recommend daily, weekly, monthly, quarterly review

Daily – 15 min. fire fighting meeting passed on previous day
Weekly – 1 hr. presenting longer trends and any longer term issues assign responsibility
for resolution (area manager speaking to department heads)
Monthly – Management leads presenting to business about trends and performance,
issues, and action plans with responsibilities and due dates
Quarterly – (VPs) Strategic review of business. Are we on track and review of the
performance and discuss possible strategy course changes

6. What tools or methods are used to measure the productivity of projects while
they are in progress?
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Key metrics that have been established verse timelines

7. What tools or methods are used to measure the budgetary effectiveness of
projects when they are completed?
Did you meet the clients’ numbers on their books, the clients’ financial reporting
systems?

8. Does your organization have any tools or methods to determine the financial
successfulness of projects when they are completed?

No, we use the customers.
9. Is there any tool or method in place to evaluate the effectiveness of individual
project managers?

Performance reviews, peoples bonuses are linked to the success of the projects.

10. What is the accepted R.O.I. period of time for the Information Services group? Is
it different than the remainder of the company?

ROI is set by them not the customers
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Change Management – Brett McLennan
11. Is there only one methodology used for each case?

They are the customers change management process. They handle it for the
customers change for them. They handle it for the customer instead just handling it

12. Is there any financial analysis of the changes made in the environment?

Completed by the customers

13. Does your organization have a tool or method to measure the financial impact of
service outages?

Will stay with the project until the result is delivered.
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Process Management – Brett McLennan
14. Has an audit ever been performed of all the processes used by the Information
Services department? What was the outcome?

If the evaluation is done free, then only highlights and quantify them. Then show
them that easy wins to double their costs of the project. Annuallized for the customer

15. What tools or methods are used to measure to costs associated with processes
of the Information Services department?

Theories of constraint and world class benchmarking. What they need to do to
optimize their processes.

16. ITIL or six sigma?

Proprietary system, but the systems above are too strict; they tell you how to fix
problems, but not how to get improvement. Theories of Constraint? The question is
“what is the cost of the error?” The cost of the process verses the cost of the defect.
Six Sigma will not tell you how to fix something, great for building aircraft but now
candy bars.
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Additional Questions? – Brett McLennan

17. Where do you see the largest area of improvement in organizations

Showing inefficiency in organizations to Management. They do not want to be
told that they are not working at the most optimal level. They feel that the reports
reflect on their management.

18. Where do you see the most effect in process management, strategic or tactical
changes?

Mostly Strategic planning, with tactical plans to reach this

19. Which of the above is most difficult to implement?

strategic goals

20. Which of the above is the most difficult to sell to management?

Selling strategic to sell tactical business. Sell cash in capabilities, they can fix the
problems, or teach their people to fix their own problems. Give people lower level
tools and put in management processes to drive improvement themselves.
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