tous service's safety, we will establish safety criteria for new intelligent devices, develop lightweight cryptography technologies for privacy protection, and develop DRM (Digital Right Management) technologies for protection of illegal digital contents distribution. Lastly, we will improve legal system in preparation for the future IT environments, and will try to formulate security culture.
It is obvious that a higher level of information security will be required to effectively sustain the ubiquitous society. For information security to be more effective, we should take not only technological countermeasures but also social and legal ones. MIC will try to build secure Korea by means of considering information security from the initial stage of IT839 Strategy implementation.
