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Abst rac t - -P r ima l i ty  esting of large numbers i very important in many areas of mathematics, 
computer science and cryptography, and in recent years, many of the modern primality testing al- 
gorithms have been incorporated in Computer Algebra Systems (CAS) such as Axiom and Maple as 
a standard. In this paper, we discuss primality testing of large numbers in Maple V Release 3, a 
Maple version newly released in 1994. Our computation experience shows that the Maple primality 
testing facility isprime, based on a combined use of a strong pseudoprimality test and a Lucas test, 
is efficient and reliable. 
Keywords - -P robab le  primes, Primality testing, Strong pseudoprimality test, Lucas test, Elliptic 
curve test. 
1. INTRODUCTION 
Pr imal i ty testing of large numbers is very important in many areas of mathematics,  computer 
science and cryptography. For example, in public-key cryptography, if we can find two large 
primes p and q, each with 100 digits or more, then we can get a composite 
n=p.q  
with 200 digits or more. This composite n can be used to encode a message securely even when n 
is made public (we call n a public-key). The message cannot be decoded without knowledge of 
the prime factors of n. Of course, we can try to use a modern integer factorization method such 
as the Elliptic Curve Method to factor n and to get its prime factors p and q, but  it would take 
about 20 mill ion years to complete the job even on a supercomputer. Thus, it is practically 
impossible to decode the message. Another good example is the searching for amicable numbers. 
In the following algebraic method for generating amicable numbers [1], if we can make sure that 
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the following four integers p, q, r, s 
p=2X.g -1  
q = 2 y + (2 n+l - 1) • g 
r= 2n-Y .g .q -1  
S ---- 2 n-y+x • g2 . q _ 1 





(m, n) = (2nqpr, 2nqs) 
is an amicable pair. Thus, searching for amicable numbers is often the same as the primality 
testing of some related integers. 
Primality testing is one of the oldest problems as well as open problems in mathematics, which 
goes back to the ancient Greeks about 2000 years ago. The problem can be simply described as 
follows: 
Input: n (n C Natural Numbers and n > 1). 
~'Yes, if n E Primes, 
Output: [No ,  i fn  E Composites. 
Unfortunately, it is not a simple matter to determine whether or not a random integer n is prime, 
particularly when n is very large. An efficient algorithm for primality testing from the complex- 
ity point of view would have to run in O(log k n) steps, for some fixed k. But unfortunately, 
no such deterministic algorithm exists for random integer n, although, for example, Miller [2] 
showed that n can be checked in O(log 5 n) steps, assuming the truth of the unproved Extended 
Riemann Hypothesis (ERH). Recently, many of the modern primality testing algorithms have 
been incorporated in Computer Algebra Systems (CAS) such as Axiom and Maple (see [3,4] for 
a reference) as a standard. In this paper, we shall discuss primality testing of large numbers in 
Maple. By Maple, we always mean Maple V Release 3. 
2. STRONG PSEUDOPRIMAL ITY  TESTS AND LUCAS TESTS 
In this section, we introduce some basic concepts and ideas of probable primes, pseudoprimes 
and pseudoprimality ests, which will be used throughout the paper. 
THEOREM 1. (FERMAT'S THEOREM) I fp  is prime and gcd(a,p) = 1, then 
a p-1 -- l (modp). 
Most modern primality testing algorithms depend in some way on the converse (an immediate 
corollary) of Fermat's Theorem. 
COROLLARY 1. (CONVERSE OF FERMAT'S THEOREM--FERMAT TEST) Let n be an odd positive 
integer. I fgcd(a, n) = 1 and 
a n-1 ~ l (modn),  
then n is composite. 
By Corollary 1, we know that if there exists an a with 1 < a < n, gcd(a, n) = 1 and a ~-1 
l (modn),  then n must be composite. What happens if we find a number n such that a n-1 - 
l (mod n)? Can we conclude that n is certainly a prime? The answer is unfortunately not, because 
n sometimes is indeed a prime, but sometimes is not! This leads to the following important 
concepts of probable primes and pseudoprimes. 
DEFINITION 1. I ra  n-1 -- l (modn),  then we call n a (Fermat) probable prime to the base a. A 
(Fermat) probable pr ime n to the base a is called a (Fermat) pseudoprime to the base a if n is 
composite. 
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For example, 21387-1  - -  l (mod 1387). Thus, 1387 is a Fermat probable prime to the base 2. 
But since 1387 -- 19 • 73 is composite, then it is Fermat pseudoprime to the base 2. 
A further and immediate improvement over the Fermat test is the strong pseudoprimality est 
(often called the Miller-Rabin test, or just the strong test). We describe it in the following 
algorithmic form. 
ALGORITHM 1. (Strong Pseudoprimality Test) 
[S1] Let n be an odd number, and the base a be a random number in the range 1 < a < n. Find 
j and d with d odd, so that n - 1 = 2Jd. 
[$2] Compute a d (modn) .  I ra  a (modn) - ±1 (modn),  then n is a strong probable prime and 
output "Yes"; stop. 
[$3] Square a d to compute a 2d (mod n). I f  a 2d (mod n) --- 1 (mod n), then n is composite and 
output  "No"; stop. rxf a 2d (modn)  = -1  (modn),  then n is a strong probable prime and 
output "Yes"; stop. 
[$4] Repeat step $3 with a 2d replaced by 
a 4d, a 8d, ... ,a 2j-ld. 
(Note that the sequence 
is often called the Miller-Rabin 
[$5] I f  the procedure has not already 
a d,a 2d,a 4d,a 8d,. .. ,a 2~-1d 
sequence.) 
terminated, then n is composite and output "No". 
DEFINITION 2. A positive integer n with n - 1 = d.  2 j and d odd, is called a strong probable 
prime to the base a if  it passes the strong pseudoprimality test described above (i.e., the last 
term in the Miller-Rabin sequence is 1, and the first occurrence of I either is the first term or is 
preceded by -1) .  A strong probable prime to the base a is called a strong pseudoprime to the 
base a if  it is a composite. 
Although very few composites can pass the strong pseudoprimality test, the test itself is not 
deterministic, but probabilistic. For example, the composite n -- 2047 -- 23 • 89 can pass the 
strong pseudoprimality est, because n - 1 -- 21 - 1023, d = 1023 and the Miller-Rabin sequence 
is 21023 ~ l (mod2047),  22046 ----- l (mod2047).  So n = 2047 is a strong pseudoprime to the base 2. 
Thus, we cannot conclude that n is prime just by a strong primality test, we will need some other 
tests as well. One of the other tests is the Lucas (pseudoprimality) test. Noted that  there is a 
special Lucas test (often called Lucas-Lehmer test) for Mersenne primes, based on the following 
theorem. 
THEOREM 2. (LUCAS-LEHMER TEST FOR MERSENNE PRIMES) Let p be an odd prime. Define 
the Lucas sequence {Uk} by 
Uo =4,  
Uk+l - (U~ - 2)(mod2 p - 1). 
Then 2 p - 1 is prime if and only if Up_2 =- 0 (mod2 p - 1). 
For example, suppose we wish to test the primality of 27 - 1. We first compute the Lucas 
sequence {Ok} for 27 - 1 (k = 0, 1 . . . .  ,p -  2 = 5): 
U0=4,  U1- -14 ,  U2-67 ,  U3---42, U4=111,  U5=-0 (mod127). 
Since Up_2 --- 0(rood2 p - 1), then 27 - 1 is a prime. 
The Lucas test we ave interested in here is a more general one. It is an analog of Fermat's 
theorem for Lucas sequences (see [5] or [6] for a reference). 
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THEOREM 3. (LUCAS THEOREM) Let a and b be nonzero integers and put  D = a 2 - 4b ~ O. 
Define the Lucas sequence (Uk } with the parameters D, a, b by 
o~k _ ~k 
Uk-  ~_f~ k>0,  
where c~ and ~ are the two roots of x 2 - ax + b = O. I f  p is an odd prime, p ]( b and (D/p)  = -1 ,  
where (D/p)  is a Jacobi symbol, then p [ Up+l. 
The above theorem can be directly used to construct a primality test, often called Lucas test. 
COROLLARY 2. (CONVERSE OF THE LUCAS THEOREM--LUCAS TEST) Let n be an odd positive 
integer. I f  n X Un+l, then n is a composite. 
Just as there are Fermat probable primes and Fermat pseudoprimes, we also have the concepts 
of Lucas probable primes and Lucas pseudoprimes. 
DEFINITION 3. An odd positive integer n is called a Lucas probable pr ime with D, a and b, if 
n X b, (D /n )  = -1  and n I U,~+I. A Lucas probable pr ime n is called a Lucas pseudoprime i fn  
is composite. 
The most interesting thing for the Lucas test is that if we choose the parameters D, a, b as 
1. D is the least element of the sequences 5,9, 13,... ,  for which (D /n)  = -1; 
2. a is the least odd number exceeding D1/2; and 
3. b = (a 2 - 0 ) /4  
then the first 50 Carmichael numbers and several other Fermat pseudoprimes base 2 will never 
be Lucas pseudoprimes [7]. This leads to the general belief that a combination of a strong 
pseudoprimality test and a Lucas test might be an infallible test for primality. Since to date, no 
composites have been found to pass the combined test, it is thus reasonable to conjecture the 
following. 
CONJECTURE 1. Let n be a positive integer and n > 1. I f  n can pass the combination of  a strong 
pseudoprimality test and a Lucas test, then n is prime. 
Pomerance t al. in [8] issued a challenge (with a total prize now $620) for an example of a 
composite number which passes both a strong pseudoprimality test base 2 and a Lucas test, or a 
proof that no such a number exists. At the moment, the prize is unclaimed; no counter-example 
has been found yet. 
The primality testing facility ±sprime in Maple V Release 3 is actually based on this conjecture. 
We shall discuss Maple primality testing in the next section. 
3. PR IMAL ITY  TEST  IN  MAPLE 
Maple is a very powerful computer algebra system developed by the Symbolic Computation 
Group at the University of Waterloo and the Institute for Scientific Computing at ETH Ziirich. 
It can manipulate mathematical formulas following the rules of number theory, algebra, geom- 
etry, trigonometry, calculus and combinatorics. In this section, we are only concerned with the 
primality test facility in the number theory package of Maple. 
The previous versions (i.e., versions 1and 2) of Maple V only use a strong pseudoprimality test 
in its primality test facility isprirae, so some of the pseudoprimes and Carmichael numbers may 
pass the ±sprime test. For example, Pinch at Cambridge [4] tested the numbers in the following 
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list Y0 (the first two are Fermat pseudoprimes to the base 2 and the other three axe Carmichael 
numbers): 
2152302898747 = 6763 • 10627. 29947 
3474749660383 = 1303. 16927- 157543 
10710604680091 = 3739. 18691 • 153259 
4498414682539051 = 46411 • 232051 • 417691 
6830509209595831 = 21319. 106591 • 3005839 
and found that they all can pass the ispr ime test in Maple V Release 2. That is, Maple V 
Release 2 declares the above five composites to be prime. But starting from Maple V Release 3, 
the i spr ime test uses a combination of a strong pseudoprimality est and a Lucas test. It is much 
more powerful and reliable than that in Maple V Release 2. We tested the five numbers in Y0 
by Maple V Release 3, and found that they cannot pass the ispr ime test. That  is, Maple this 
time declares the five numbers in Y0 to be composite. As we can see, these numbers are indeed 
composites, o Maple V Release 3 provides a powerful and reliable approach to the primality test 
of large numbers. 
As mentioned previously; primality testing is a very important operation in searching for ami- 
cable numbers. In a research project on algebraic methods for generating amicable numbers, we 
have tested three other lists of integers by using the ispr ime test in Maple V: 





of p, q, r, s in [1], which generate a new 65-digit amicable pMr. 
List 3?2 : 204 integers (see Table 1 in the Appendix) of sixty-eight q, r, s in [11], which generate 
68 new large amicable pairs in the 101-122 digit range. 















which generates the largest amicable pair with 1041 digits found by Holger Wiethaus in 
West Germany. 
All the 210 numbers in lists 3;1,3;2 and 3;3 are found to be prime on Maple V Release 3. The 
testing only takes about half hour on a parallel Silicon Graphics R4D/340S computer in the 
University of York Computing Centre. Notice that I have also tested these 210 numbers to be 
prime in Maple V Release 2 in 1993. As suggested by Bradley Lucier at Purdue University, I have 
confirmed that all the numbers in Yl and 3;2 are indeed prime on a Silicon Graphics R4D/340S 
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computer in the University of York Computing Centre, by using a deterministic elliptic curve 
test algorithm ECPP (Elliptic Curve Primality Proving) developed by Atkin and Morain [9]. As 
for the primality of the two large 520-digit numbers in list Y3, the confirmation was actually 
completed by F. Morain in France by using a new version of his ECPP program. The ECPP 
program (i.e., version 3.4.1, 1991) available to me does not provide a backtracking facility and 
will always run out of data after about 20 minutes running for these two numbers. 
The biggest number we have tested on Maple V Release 3 is a 564-digit prime factor of the 









The test only takes about 6 minutes of CPU time on a Silicon Graphics R4D/340S machine. 
Since no counterexample has been found for the ispr ime test in Maple V Release 3, we can 
have the following much stronger definition and result for probable primes. 
DEFINITION 4. Let n be a positive integer and n > 1. I f  n passes the ispr ime test in Maple V 
Re/ease 3, then n is called a Maple probable prime. 
THEOREM 4. A Maple probable prime n is almost certainly prime. 
PROOF. The ispr ime test in Maple V Release 3 consists of two tests: a strong pseudoprimality 
test and a Lucas (pseudoprimality) test. Suppose we first invoke the strong primality test up to 
a maximum of 25 times, choosing a independently and at random. If the input n is composite 
(assuming that there is a probability distribution on n), then the chance of the composite n
passing the strong test is at most 10 -15 . That is, 
prob(strong pseudoprimality est gives wrong answer) 
= prob(strong pseudoprimality est gives wrong answer for n) prob(n is input) 
= prob (n passes 25 times In is composite) 
prob(n is composite In is input) prob(n is input) 
_< 4 -25 
< i0-15. 
For those strong probable primes that pass the strong test, Maple performs another Lucas test. By 
this Lucas test, at least most (although at present we cannot say all) of the strong pseudoprimes 
can be detected. So the probability hat a random composite n can pass the isprime test is then 
much much smaller than 10 -15. That is, 
prob(Maple primality test isprime gives wrong answer) 
= prob(strong pseudoprimality test gives wrong answer for n) 
prob(Lucas test gives wrong answer for n) prob(n is input) 
<< 10 -15. 
Therefore, a Maple probable prime is almost certainly prime. | 
Note that the strong pseudoprimality est in ispr ime is still a standard one. That is, it 
randomly selects at most 25 a as its bases and invoke the strong test 25 times on the different a. 
It is, of course, possible to have an even more stronger strong pseudoprimality est in ispr ime 
based on the following conjecture. 
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CONJECTURE 2. If?~ is a strong probable prime for al] bases a in the range 1 < a < 2(logn) 2, 
then n is prime. 
In this way, the Maple primality test would be even more reliable. Of course, when n is very 
big, the value of 2(logn) 2 will be also big, so it is not realistic to test all bases a up to 2(logn) 2, 
but it is certainly possible to test more than 25 (for example, 100) different bases a. 
4 .  CONCLUSION 
In this paper, we have introduced some basic concepts of probabilistic primality tests, and in 
particular, we have discussed the Maple probabilistic primality test. Since the primality testing 
facility ispr ime in Maple V Release 3 is based on a combined use of a strong pseudoprimality test 
and a Lucas test, it is a very efficient and reliable test for large numbers. No composite has been 
found that can pass the isprime test in Maple V Release 3. Our computation experience shows 
that the Maple primality test results are exactly the same as that obtained by the deterministic 
elliptic curve test in ECPP. This proves, at least from a practical point of view, that the isprime 
test in Maple V Release 3 is reliable. Our experience also shows that the Maple primality test 
is always far more efficient than ECPP, particularly for large numbers. For example, to test the 
two large 520-digit numbers in 3;3, Maple only needs a few minutes of CPU time on a Silicon 
Graphics R4D/340S computer, but ECPP will need several hours. But of course, we usually need 
to use an elliptic curve test or some other deterministic tests to confirm the results obtained by 
the Maple test. So we are finally approaching to a more practical and realistic primality test for 
large numbers (assume n is the integer to be tested): 
n is composite (100% correct) { 
Map~test 
n is prime (error << 10 -15) EC~test r~ is composite (100% correct) 
n is prime (100% correct) 
APPENDIX  
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