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Sensors are rapidly being integrated everywhere, in every aspect of our lives, ranging 
from home automation to wearable sensors for pervasive healthcare management. 
We hear ubiquitously for ubiquitous devices. In recent years, increasingly we are 
listening and talking about phrases like “Internet of Things”, “M2M”, “Context 
awareness”, “Web of Things”, which announce the new era to come, where we will 
be surrounded with smart devices, which communicate with each other to easer 
and beautify our lives. This article reports on our findings about the business 
perspective on internet of things. It involves literature review on the internet of things 
world and its impact in the business domain. 
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In today’s world of wireless telecommunications, Internet of Things (IoT) are evolving 
exponentially (Atzori et al., 2010). The core idea of IoT paradigm is that different 
things in our everyday life will be capable to identify themselves, sense the 
environment, interact with other things around them and even process data before 
communicating with other another objects and data centres over the Internet 
targeting to achieve particular beneficial purpose. Critical hardware infrastructure 
used to build IoT includes: RFID, NFC and Sensor Networks (Whitmore et al., 2014). 
Most of the sensors utilized until now are wireless, among which employed to “build 
wireless sensor networks are: wireless personal area network (WPAN) (e.g.Bluetooth), 
wireless local area network (WLAN) (e.g. Wi-Fi), wireless metropolitan area network 
(WMAN) (e.g. WiMAX), wireless wide area network (WWAN) (e.g. 2G and 3G 
networks), and satellite network (e.g. GPS). Sensor networks also use two types of 
protocols for communication: non-IP based (e.g: Zigbee and Sensor-Net) and IP-
based protocols (NanoStack, PhyNet, and IPv6)” (Perera et al., 2013). Wireless Sensor 
Networks (WSNs) are defined as in self-organizing wireless networks aimed to observe 
physical measurements, to pass their values through the network to a main station 
where these values can be kept and processed further (Matin et al., 2012; Guy, 2006; 
Lewis, 2004; Stankovic, 2008; Townsend et al., 2005; Akyildiz et al., 2002). The notion 
sensor web is introduced which is related to the idea of connection of all the sensors, 
together their data together aiming to share common objectives (Botts et al., 2007). 
There are different sensor web systems, and most of these systems are dedicated to 
one type of application only (Mercury dedicated for Parkinson monitoring, CenceMe 
is dedicated for social network communication etc.) (Al Nuaimi et al., 2012). To 
develop an effective IoT environment, there are incorporated standards to follow 
aspiring enable real time integration of heterogeneous sensors (ISO/IEC JTC 1/SC 6; 










central location, there can be also a flow of data in reverse direction - from the sink 
to the sensor (Su et al., 2006). 
 All sensor records can lead to unlimited possibilities of applications and business 
models, such as telematics, smart metering (electricity, gas, water, air/pollution etc.), 
automotive (car diagnostics, remote command execution etc.), home automation 
and so on. 
 
Automotive Telematics  
Telematics can be described “as the information-intensive applications that are 
being enabled for vehicles by a mixture of telecommunications and information 
technology” (Duri et al., 2002). Companies are developing smart console operating 
systems, which gather data from cars' embedded sensors, delivering in this way 
instantaneous critical information, enabling in this way security, connectivity and 
suitability services to third-party applications  and drivers, as well (Rong et al., 2015). 
 Regarding to (Lenfle et al., 2003), automotive telematics is categorized in four 
main categories:  
1. safety and security - instant signalling of SOS need from the car’s side when 
accidents happen, and remote maintenance from the service side. 
2. information and navigation – navigation maps and, together with assistance 
for points of interest as nearby restaurants, pharmacies etc. 
3. communication: phone conversations, e-mails, videoconferencing etc. 
4. entertainment - online shopping, games for passengers etc. 
The first category implies new business models regarding the  
1. insurance (pay-for-use) - clients choose from a collections of discretion 
policies, where data are collected from telematics service provider side, 
estimating the client’s bill [ (Duri et al., 2002; Desyllas et al., 2012), 
2. car sharing – a method that is used used to verify safe arrival of participants at 
predefined meeting locations (Raney, 2006), 
3. data protection and data sharing – building frameworks that enable data 
collections prior to sending these data to service providers (Duri et al., 2004). 
The second category has to do with information and navigation, which infers 
patterning, service location, data handling and risk estimation in telematics networks 
(Neumann, 2017), as well as findings news ways in vehicle tracking when there is no 
information about a geo location (Haliti et al., 2017). 
Communication involves development of new platforms and businesses regarding 
the Integration of web 2.0 in the new car models (Gil-Castineira et al., 2009), WLAN 
hot spot services delivered to vehicles around gas stations (Pau et al., 2003), new 
methods for obtaining an internet connection (Crocker et al., 2008), bi-directional 
communication between a vehicle and a vehicle key (Desai et al., 2008), prevention 
from using a handheld wireless communication device without a hands-free 
communication device when the vehicle is in motion (Nath et al., 2010), vehicle-to-
vehicle communication system (Bellur et al., 2014) etc. 
According to a study described in (Living, 2012), 90 per cent of the new cars sold 
worldwide by 2025, will come with embedded telematics, creating a value chain of 
INR1,343 billion euros, which will bring to new business models regarding the 
entertainment category. 
 
Smart metering and monitoring 
Smart metering and monitoring infrastructure indicates to methods that measure and 
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metrics, as well as environmental metering and monitoring (Khan et al., 2012). Smart 
meters will have to be installed for millions of households and companies and get 
connected to transaction platforms (Haller et al., 2008). Smart metering brings to new 
approaches for energy management in smart factories (Shrouf et al., 2014), spot 
areas of potential improvement, or predict future outcomes and optimize 
operations, leading to lower costs and higher productivity (Lee et al., 2015), as well 
as shift from infrastructure to data-driven ecosystem (Vermesan et al., 2013; Simmhan 
et al., 2013; Stimmel, 2016), which produces new business intelligence applications, 
and business big data analytics (Lee et al., 2015). 
 
Home automation  
For this category, we presume a home network created by a number of home 
automation systems (e.g., healthcare systems, smart appliances and security 
systems) for continuous real-time monitoring of residents, the home environment, and 
the nearby community environment (Li et al., 2011). Typically for this network, as the 
backbone is used WiFi, which enables higher bandwidth data transfer as well as 
higher sampling rates (Gubbi et al., 2013). The main purpose of such system is the 
property protection and home energy savings, by allowing users to adjust the lights, 
control the climate, manage the security system, receive automatic event 
notifications, lock/unlock doors etc. (Lee et al., 2015). This implies that home 
automation systems move towards the energy business (Palensky et al., 2011). 
Experiments show that such monitoring systems can reduce the energy consumption 
for lighting loads by 40% (Park et al., 2009). Furthermore, home automation systems 
track and save human actions, try to forecast their actions time ahead, organizing all 
things around them one step ahead aiming to fit their demands/preferences and 
providing them the accessibility, productivity, and wellbeing (Li et al., 2011). As an 
extension to the home automation, is the healthcare home monitoring systems, 
which enable doctors’ fast medical prognosis and diagnosis, improving in this way 
disease treatment with lower medical costs for aged-people and people with 
disabilities (Luo et al., 2010; Domingo, 2012).  
 
Conclusion 
In this paper we have described the main applications of internet of things, such as 
automotive telematics, smart metering and home automation, associated by the 
analysing the research done for these categories. All these new aspects of IoT 
applications require new business models and deliveries that will ensure sustainable 
and appropriate possibilities to the new era that is coming.  
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