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Continuously develop along with the radio technology, the radio technology  
application continuously deepening and widening, the radio management institution is 
facing with the supervision press that is also more and more. Therefore, the radio 
management institution continuously strengthened the construction of the radio 
management information network, hoping to increase the ability of radio management 
by the help of information technical application. While gaining the ability to increase, 
the security problem of radio management network information also is becoming 
increasingly prominent. The security design of the radio management network 
information system that can be applied hardly has a successful case to draw lessons. 
How to design and carry out the whole security system scheme, which is suitable for 
radio management network information system, is a problem that the radio 
management institution had to face with. 
The thesis started with the basic concept of network information and the 
requirement analysis of network information for radio management, simply analysed 
MSTP information transmission technology, information security 3D space, PKI, etc. 
The overall design and practice of the network information security system for radio 
management was the emphasis of the thesis, which set forth network structure design, 
selection of information transmission technology, LAN and WAN’s security, 
Centralized Storage Backup and etc. 
The thesis specially emphasized the integrity of network information security, 
which considers that a network information security system should be network 
security and information security at the same time. The thesis fully considered the 
inevitable objectivity factors of network information security, such as the network 
paralysis, storage medium failure, artificial mistake operation. In the same time, the 
thesis alse considersed the man-made subjective factors such as hacker attacks, Trojan 
virus, and so on. Fully considered the objectivity and subjectivity factors of network 
information security, combined with its own characteristics of the radio management 
















network information security, the thesis designed and realized the whole system 
construction scheme that is suitable for radio management network information 
security. 
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