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Abstract: Aims: In the last decade, the use of smartphones, computers and devices has progressively
increased, and prolonged use of technology and the internet has generated new arenas (and tools) for
victimization. The first aim of this study was to analyze the use of coping strategies in young adult
self-declared victims of cyberstalking. The coping strategies were categorized as proactive behavior,
avoidance tactics and passivity. To better understand these strategies, they were analyzed in light of
the experience of victimization in terms of incurred misconduct. The second aim was to analyze the
coping strategies and the consequences (in terms of depression and anxiety) that occurred in victims;
a comparison was made between males and females. Methods: A self-administered questionnaire was
distributed to over 433 young adults living in Italy. The questionnaires were filled out by 398 (92%)
subjects, 41% males and 59% females. Their ages ranged from 18 to 30 years (M = 23.5, SD = 2.76).
Respondents took part on a voluntary basis and did not receive any compensation (or extra credit) for
their participation. Results: Findings from this investigation confirmed that among victims, females
were more prone than males to experience cyberstalking (respectively, 65% and 35%), with females
experiencing a higher percentage of more than one form of cyberstalking behavior than males.
Young adult male victims used the internet principally for online gaming, and for this activity,
they experienced more cyberstalking behavior than females. In most cases, the perpetrator was a
male, and the victim–cyberstalker relationship was a friendship or an acquaintance. For the coping
strategies adopted, the findings indicated that the victims were more prone to use avoidance tactics
than proactivity behavior and passivity strategies. Young adults involved in this investigation mainly
used avoidance tactics to cope with the stressful situation, which implies that they preferred to
decrease the use of the internet or stop online contact than collect evidence and try to contact and
reason with the cyberstalker or increase the misuse of alcohol of psychotropic substances. Moreover,
females were less prone to use proactive behavior than expected. Our findings suggested that males
were more prone than females to adopt passivity strategies, while females were more prone to adopt
avoidance tactics. Moreover, the data showed that proactivity behavior was adopted more in the case
of online contacts and online identity fraud, while passivity strategies were adopted in the case of
online threats. Conclusion: Findings from this investigation show the importance of improving the
knowledge about the coping strategies that could be suggested to victims and the impact on their
psychological health.
Keywords: coping strategies; cyberstalking; young adults; harassment; gender difference;
depression; anxiety
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1. Introduction
In the last decade, the use of smartphones, computers and devices has progressively increased.
In Europe, findings from the Eurostat Report [1] showed that 91% of young people made daily use
of the internet. The most common activities were to send and receive e-mails (86%), to participate
in social networking activities (83%), to call and video chat (50%) and to upload content such as
photos, videos and text (47%). These findings are in accordance with those of Alexi and colleagues [2],
which affirmed that young adults are more prone than others to use internet and social networks
mainly to increase social contact, play games and stay in touch with parents and friends. According to
Hensler-McGinnis [3], prolonged use of technology and the internet has also generated new arenas
(and tools) for victimization. Findings on online harassment from the Pew Research Center. [4] have
shown that the phenomenon is more prevalent in social networking sites or apps (66%), website
comment sections (22%), gaming (16%), email (16%), discussion sites and forums (10%) and dating apps
or websites (6%). Among victims, young adults experience more cyberstalking than other forms of
cyber violence, while young men are more prone than others to experience violence in online gaming.
An interesting issue is cyberstalking, which is a form of stalking (one of the most common forms
of interpersonal violence [5]) found throughout technologies. Cyberstalking has been defined as
“the repeated pursuit (2 or more times), by the same person, of an individual using communication
technologies that causes the individual to experience a substantial emotional response or feel fear
for their safety or the safety of someone close to them” [6]. This definition gives the boundaries of
the phenomenon: the repetition of the pursuit, the intention to cause an emotional response, and the
fear for the victim’s or others’ safety. Moreover, this definition introduces the novelty aspect of the
technologies, which distinguishes it from the offline repetition of repetitive unwanted behaviors such
as face to face intrusive communication, direct forms of surveillance and visual or physical proximity.
Regarding the prevalence of the phenomenon, the investigation conducted by Sheridan and Grant [7]
showed that 47.5% of 1051 self-defined stalking victims reported harassment via the internet. Findings
from the investigation by Reyns and colleagues [8] showed that 40.8% of the participants in their
survey had experienced cyberstalking victimization. Dressing and colleagues [9] found that among
6379 participants, the prevalence of cyberstalking was 6.3%. Data from the European Union Agency for
Fundamental Rights (FRA) survey. Reference [10] showed that female victims of cyberstalking (stalking
by means of email, text messages or the internet) made up 4% of all 18- to 29-year-old women in the EU.
Short and colleagues [11] analyzed data from 353 self-defined victims of stalking and found that the
majority of the victims were female (240) between the ages of 20 and 39 (58.6%). In a previous study
conducted by two of the authors of this work [12,13] that involved 107 young adult self-declared victims
of cyberstalking, the findings showed that the victims were mainly females (61%). Similar findings
were found by Fissel [14]; among the sample of 1500 participants in her survey, 31.8% were identified
as victims of cyberstalking victimization, and women comprised the majority of the sample (69%).
This investigation demonstrated that the victimization experience caused emotional, psychological
(e.g., anxiety and depression [15]), physical (e.g., sleep disturbance, panic attack, tiredness), social
(e.g., damaged reputation) and economic (e.g., purchasing control systems) consequences. The results
indicated that the victims experienced a higher level of depression and anxiety than those who had
never experienced cyberstalking. In particular, anxiety and depression were expressed by victims
that experienced both cyberstalking and offline violence. In the investigation conducted by Fissel and
Reyns [6], their findings showed that the impact of cyberstalking in their sample of 477 cyberstalking
victims was related to health (61%), social (51%), work (48%) and school (41%) consequences.
For this reason, the coping mechanisms used by victims with this phenomenon are particularly
important. The adoption of an appropriate coping strategy (e.g., sought help from a social network
administrator) could determine the termination of the stalking campaign [16]. In particular, in young
adult victims of cyberstalking, the importance of intervention is linked to the need to limit the
consequences of the victimization, which could determine its effects on social relations and occupational
activities [11]. Findings from the investigation by Sheridan and Grant [7] indicated that victims of
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cyberstalking were more likely to keep evidence of their victimization, and they were more likely to
report to police thanks to this coping strategy. In an investigation by Alexy et al. [2], most of the victims
(75%) chose to tell their experience to close friends, 54% told it to a family member and 11% did not
tell anyone. Moreover, findings from the Amar and Alexi [17] survey showed that victims adopted
a myriad of strategies to solve the problem. The coping strategies in the stalking and cyberstalking
phenomenon were categorized by Spitzberg and Cupach [18,19] as Moving Toward (the victim is
engaged in activities to negotiate the cessation of the unwanted behavior, for example, suggesting a
new type of relationship), Moving Against (the victim threatens the cyberstalker, for example, calling
the police if the behavior does not stop), Moving Away (the victim changes their habits, for example,
changing email addresses), Moving Inward (the victim tries to handle the distress caused by the
victimization experience by denying or distracting themselves, for example, using drugs) and Moving
Outward (the victim solicits informal or formal assistance provided by third-parties, such as police).
Some of these strategies were described as more or less useful than others: for example, the Moving
Toward strategy could be interpreted by the persecutor as an invitation for future interaction [18]. In an
investigation by Podanà and Imriskova [20], Spitzberg and Cupach’s coping strategies were categorized
as three types of general strategies: proactive behavior, avoidance tactics and passivity. Proactive
behavior has been defined as coping strategies used by victims to solve the situation, such as meeting
the cyberstalker face to face, reporting their victimization to third parties and seeking informal or formal
help. This strategy is a mixture of coping strategies as categorized by Spitzberg and Cupach [18,21],
and it comprises, for example, Moving Against and Moving Outward strategies. Avoidance tactics are
referred to as behaviors adopted by victims to cope with the situation by changing their routine and
usual activities, for example, the commute to work/home, and deterring the persecutor (for example,
closing the own Facebook profile or limiting the view of the Facebook profile). These tactics are in
accordance with Spitzberg and Cupach’s [18,21] Moving Away coping strategy. The third strategy
described by Podaná and Imríšková [20] was passivity. With this strategy, the victim ignores the
persecutor, denies the victimization or uses a distraction to not think about the stressful situation.
This coping strategy was described by Spitzberg and Cupach [18,21] as Moving Inward. In their
investigation, Podaná and Imríšková [20] found that among 147 victims, 47% indicated the use of
proactive behavior, 30% avoidance tactics and 23% passivity. In young adults, previous investigations
suggested that this population usually tried to stop the stalking by themselves [22–24], for example,
victims tended to change their habits and/or social environment (avoidance tactics). These coping
strategies could have an economic and financial cost, due, for example, to a change in service provider.
The request by the victim to the persecutor to stop the misconduct (proactive behavior) was used more
by female victims than by male victims [23], even if they tended not to contact health care providers or
to search for help in counselling services or from the police [22–28]. In their meta-analysis, Littleton
and colleagues [29], regarding coping and health, found an association between denying (passivity
strategies), distress and poorer health among young adults [30]. Moreover, these coping strategies
were associated with less ability to use psychological adjustment among female stalking victims [31].
Kraaij and colleagues [32] found that both passive strategies and proactive behavior were associated
with higher symptom levels of depression and anxiety. A possible explanation was that trying to solve
a problem did not guarantee success in stopping the misconduct and this, in turn, may increase the
victim’s distress. Furthermore, the use of proactive behavior may lead to an increase in distress due to
the need, for example, to meet the persecutor.
The first aim of this study was to analyze the use of coping strategies in young adult self-declared
victims of cyberstalking. The coping strategies were categorized as proactive behavior, avoidance tactics
and passivity in accordance with the proposal made by Podaná and Imríšková [20]. To better understand
these strategies, the coping strategies were analyzed in light of the experience of victimization in terms
of incurred misconduct. The second aim was to analyze the coping strategies and the consequences
(in terms depression and anxiety) that occurred in victims. In accordance with the literature [11–14],
to better understand the impact of the cyberstalking behavior, a comparison was made between
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genders (males and females). The target population was young adults because, as suggested by Alexi
and colleagues [2] and Lenhart and colleagues [4], they are more at risk of cyberstalking victimization
than other individuals. The hypotheses were as follows:
i. Young adult victims of cyberstalking were more prone to use proactive behavior than avoidance
tactics and passivity strategy;
ii. Females were more prone than males to use proactive behavior;
iii. The use of coping strategies had an impact on victims’ well-being by increasing anxiety and
depression, especially in those females that used passivity strategies.
2. Materials and Methods
2.1. Participants
A self-administered questionnaire was distributed to over 433 young adults living in Italy.
The questionnaires were filled out by 398 (92%) subjects, 41% males and 59% females. Their ages
ranged from 18 to 30 years (M = 23.5, SD = 2.76). Respondents took part on a voluntary basis and did
not receive any compensation (or extra credit) for their participation.
2.2. Measures
The prevalence of cyberstalking was investigated using the scale developed by Reyns,
Henson and Fisher [8]. The questions about cyberstalking were preceded by the description of the
phenomenon by Spitzberg and Hoobler [15] and that by Galeazzi and Curci [33]: “Cyberstalking is
defined as a set of threatening and/or harassing repeated behaviours aimed at searching, controlling,
hacking personal information, and damaging an individual’s reputation through the use of online
communication tools: e-mail, blog, social network, chatroom or other sites. Such undesirable behaviours
are perceived by the victim as annoying, unwanted, or threatening to their own safety.” This definition
was already used in an Italian survey with university students [12,13]. Participants were asked if they
experienced a cyberstalking conduct, such as online contact, harassment, threats of violence, unwanted
sexual advances and identity fraud (for each type of behavior, there was an item; possible answers
were yes/no). For each cyberstalking behavior, participants indicated the nature of the relationship
(possible answers: intimate, friend/acquaintance, stranger) and (if known) the gender of the perpetrator.
There was also a question about the frequency of the behavior (participants could indicate one of the
following answers: one or more times a day, more than three times a week, once a week, once a month,
less than once a month). This questionnaire was used in previous investigations on cyberstalking in
an Italian sample [12,13]. Coping strategies were investigated using 15 items taken from the Italian
version of the Questionnaire on Stalking [34]. On the basis of the model of Podanà and Imriskova [20],
the different coping strategies were categorized as three types of general strategies: proactive behavior
(e.g., collect evidence; try to contact and reason with cyberstalker), avoidance tactics (e.g., decrease use
of the internet; stop the online contact) and passivity (e.g., increase the misuse of alcohol; increase the
use of psychotropic substances). Each category included 4 items (possible answers: yes/no) with a
range of 0–4. Depression was measured using the shortened Beck Depression Inventory (BDI) [35–37].
This scale consists of 13 items that allow the classification of depressive symptoms according to different
levels of gravity: none or minimal depression (scores 0–4), mild depression (5–7), moderate depression
(8–15) or severe depression (>15) (in this study, Cronbach’s α was 0.83). Anxiety symptoms were
measured using the State-Trait Anxiety Inventory (STAI) [38,39]. The scale consists of two forms
(20 items each) that assess how participants feel at the present moment (STAIY1-state anxiety) and
how they feel most of the time (STAIY2-trait anxiety). Total scores can range between 20 and 80;
the threshold value considers predictive of anxiety symptoms and is 40. The levels of severity are
defined as follows: mild (from 40 to 50), moderate (from 51 to 60) and severe (>60). Cronbach’s α
values were 0.93 for STAIY1 and 0.92 for STAIY2. In the last part of the questionnaire, participants
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provided sociodemographic data, such as gender, age, education level, marital status and time spent in
online activities.
2.3. Procedure
The local ethical committee of the University of Turin approved this research project
(N.277326/2017). Two research assistants collected the data after project approval and specific training
by the researchers. The questionnaires were given to 433 young adults. An information letter and
the informed consent form were distributed to the participants in accordance with the Declaration of
Helsinki. Completing the questionnaire took approximately 20 min. The questionnaire was completed
and returned immediately.
2.4. Data Analysis
Due the categorical nature of the data, χ2 tests were used to examine differences in the use of
the internet and cyberstalking behavior, followed by effect-size calculations (Cramer’s V) to estimate
the statistical significance of the score differences. To determine which cell differences contributed
to the χ2 test results, the standardized Pearson residuals (SPRs) were calculated for each cell. SPRs
whose absolute values were greater than 1.96 indicated that the number of cases in that cell was
significantly larger than would be expected with a significance level of 0.05 [40]. Descriptive measures
were calculated (means ± SD), and ANOVA was performed to evaluate differences between groups.
To calculate the estimate of the effect size, the eta-squared was calculated. Differences were considered
statistically significant if p < 0.05. Pearson bivariate correlations were performed to test the associations
between variables. Data were processed using SPSS version 26 (IBM Corp., Armonk, NY, USA).
3. Results
3.1. The Prevalence of Cyberstalking
Within the total sample, 180 participants (45.2%) were victims of cyberstalking (they had suffered
at least one form of stalking). Among them, 117 (65%) were females and 63 (35%) were males. The mean
age of the victims was 23.3 years (SD = 2.42). A total of 101 participants (25%) had been victims
of cyberstalking through online contacts, 67 (17%) through online harassment, 71 (18%) through
unwanted sexual advances online, 37 (9%) through online threats of violence and 43 (11%) through
online identity fraud. The use of the internet for online gaming was referenced significantly more
frequently by male than female victims (χ2 = 16.92, p = 0.002), in particular, for those males for whom
the use of the internet for online gaming was ten hours or more per week (SPR = |2.4|, Cramer’s
V = 0.31). For other uses of the internet, there were no statistically significant differences on the basis of
gender. Approximately 21.6% of male participants in the investigation experienced one cyberstalking
behavior and 16.7% more than one. Approximately 22.6% of female participants experienced one
cyberstalking behavior and 27.4% more than one (χ2 = 7.20, p = 0.027; SPR = |2.5|, Cramer’s V = 0.31).
More details about the different forms of cyberstalking are reported in Table 1.



















males 26% 37% 23% 56% 42%
females 74% 63% 77% 44% 58%




















male 75% 75% 87% 69% 63%
female 25% 25% 13% 31% 37%
Relationship with the Perpetrator
friend or
acquaintance 45% 52% 47% 58% 28%
partner or
ex-partner 26% 14% 4% 17% 10%
Stranger 29% 34% 49% 25% 62%
Different Uses of the Internet
Stay in contact with
relatives/friends 64% 57% 64% 60% 53%
Study/Work 28% 35% 24% 40% 47%
Flirt 3% 0% 4% 0% 0%
Other motives 5% 8% 8% 0% 0%
Time Spent on the Internet 1 (More than 3 h a Day)
Leisure 54% 59% 58% 60% 45%
Send messages 42% 42% 43% 44% 50%
Chat 43% 42% 41% 47% 43%
Videogames 8% 14% 7% 9% 5%
1 Total percentages are over 100% because the different activities are not mutually exclusive.
3.2. Coping Strategies
In Table 2 are reported the means of the three categories of coping strategies in the total sample
of victims.







Coping strategies 0.97 (1.02) 1.27 (0.84) 0.19 (0.55)
Notes: M, mean; SD, standard deviation; (Range: 0–4).
As we can see in Table 2, victims had a greater tendency to use avoidance coping strategies,
followed by proactive coping and finally passivity strategies. One-way ANOVA was performed to
compare males (n = 63) vs. females (n = 117). (Table 3).




M (SD) F p η
2
Proactive coping 0.93 (0.96) 1.01 (1.07) 0.22 n.s. 0.002
Avoidance coping 1.09 (0.89) 1.39 (0.79) 4.69 0.03 0.03
Passivity coping 0.33 (.076) 0.11 (0.37) 6.16 0.01 0.04
Notes: M, mean; SD, standard deviation; (Range: 0–4).
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As we can observe in Table 3, the propensity to use avoidance coping strategies was greater in
females, while the tendency to use passivity coping strategies was greater in males. No significant
differences on the basis of gender were found with respect to proactive coping strategies.
To analyze the use of different coping strategies on the basis of the different forms of cyberstalking,
one-way ANOVA was performed. Coping strategies were introduced as dependent variables,
while victims of each form of cyberstalking were compared, one by one, with all the other victims.
The results are reported in Table 4.
Table 4. Coping strategies: comparison on the basis of different forms of cyberstalking
(one-way ANOVA).






Proactive coping 1.25 (1.07) 0.63 (0.86) 15.17 0.000 0.09
Avoidance coping 1.38 (0.84) 1.13 (0.84) 3.29 n.s. 0.02
Passivity coping 0.24 (0.60) 0.13 (0.48) 1.54 n.s. 0.01






Proactive coping 1.13 (1.24) 0.88 (0.85) 2.17 n.s. 0.01
Avoidance coping 1.34 (0.87) 1.22 (0.83) 0.75 n.s. 0.005
Passivity coping 0.22(0.57) 0.17 (0.54) 0.29 n.s. 0.002






Proactive coping 1.14 (1.02) 0.85 (1.00) 2.98 n.s. 0.02
Avoidance coping 1.42 (0.74) 1.18 (0.91) 3.05 n.s. 0.02
Passivity coping 0.17 (0.48) 0.20 (0.60) 0.14 n.s. 0.001






Proactive coping 1.14 (1.29) 0.91 (0.91) 1.32 n.s. 0.009
Avoidance coping 1.27 (0.90) 1.27 (0.84) 0.000 n.s. 0.000
Passivity coping 0.41 (0.76) 0.12 (0.45) 8.07 0.005 0.05






Proactive coping 1.27 (1.24) 0.89 (0.94) 3.93 0.04 0.03
Avoidance coping 1.29 (0.87) 1.26 (0.84) 0.02 n.s. 0.000
Passivity coping 0.23 (0.58) 0.18 (0.55) 0.28 n.s. 0.002
Notes: M, mean; SD, standard deviation (Range: 0–4).
Although avoidance coping strategies had the highest mean levels for all the categories of
cyberstalking, some differences were found in the case of proactive and passivity coping strategies.
As we can observe in Table 4, there was a greater tendency to use proactive coping strategies by victims
of online contacts and of online identity fraud, compared to victims of other forms of cyberstalking.
Moreover, a significant difference was found in the case of victims of online threats, who had a greater
propensity to use of passivity coping strategies compared to victims of other forms of cyberstalking.
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3.3. Depressive Symptoms
Approximately 65% of the total sample had a minimal score on the Beck Depression Inventory
(BDI). The rest of the sample had a mild (16.3%), moderate (14.6%) or severe score (4.1%) for depressive
symptoms. One-way ANOVA was performed to compare males and females, introducing the BDI
scale as dependent variable. No significant differences were found (F = 0.89; df = 1; p = 0.35).
Victims of cyberstalking (subjects who had suffered at least one form of cyberstalking; n = 180)
were compared to subjects who have never been victims of stalking (not victims; n = 218). One-way
ANOVA was performed to compare victims and not victims. The BDI scale was introduced as the
dependent variable (Table 5).




M (SD) F p η
2
Depressive symptoms 3.45 (3.76) 4.68 (4.83) 7.28 0.007 0.02
Notes: M, mean; SD, standard deviation; F, Fisher’s ratio; n.s., not statistically significant. (Range: 0–39).
As we can see in Table 5, the mean of depressive symptoms was significantly higher in victims of
cyberstalking than in those who were not victims.
3.4. Anxiety Symptoms
Among the total sample, 45.3% of subjects scored under 40 for the STAIY1 (the threshold value
considered predictive of state anxiety symptoms); 31.2% of the participants reported a mild level of
anxiety, 13.8% a moderate level and the rest (9.7%) a severe level. For trait anxiety symptoms, 39.2%
of participants scored under 40 for the STAIY2; 36.3% recorded a mild score, 17.2% a moderate score
and the rest (7.3%) a severe trait anxiety score. Two one-way ANOVAs were performed to compare
males and females, introducing the STAIY1 and STAIY2 scales as dependent variables. No significant
differences were found on trait anxiety (F = 1.01; df = 1; p = 0.30), while females reported a higher level
of state anxiety (mean = 43.67; s.d.= 12.12) than males (mean = 40.18; s.d. = 10.62) (F = 8.07; df = 1;
p = 0.005).
One-way ANOVA was performed to compare subjects who were never involved in a cyberstalking
behavior (not victims; n = 218) with victims of cyberstalking (victims; n = 180). The State-Trait Anxiety
Inventory scales, versions 1 (STAIY1) and 2 (STAIY2), were introduced as the dependent variables
(Table 6).




M (SD) F p η
2
State Anxiety symptoms 41.51 (11.23) 43.10 (12.05) 1.68 n.s. 0.005
Trait Anxiety symptoms 42.27 (10.75) 44.14 (10.61) 2.82 n.s. 0.008
Notes: M, mean; SD, standard deviation; F, Fisher’s ratio; n.s., not statistically significant. (Range: 20–80).
As reported in Table 6, the means of the state and trait anxiety symptoms were not significantly
different in victims and not victims of cyberstalking.
3.5. Relationships between Coping Strategies, Depression and Anxiety
To evaluate the relation of the different forms of coping strategies with depression and anxiety,
Pearson bivariate correlations were performed in the sample of victims. The results are reported in
Table 7.
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Table 7. Coping strategies, depression, anxiety: Pearson bivariate correlations in victims (n = 180).
BDI STAIY1 STAIY2
Proactive coping 0.09 0.06 0.06
Avoidance coping 0.15 0.13 0.06
Passivity coping 0.39 ** 0.17* 0.25 **
* The correlation is significant at the 0.05 level. ** The correlation is significant at the 0.01 level.
As we can observe in Table 7, there was a significant and positive association between passivity
coping strategies, depressive symptoms and state and trait anxiety. The same Pearson bivariate
correlations were performed separately in female and male victims.
As we can observe in Table 8, there was a significant and positive association between passivity
coping strategies, depressive symptoms and state and trait anxiety. In particular, the greater use of
passivity coping was positively associated with depressive symptoms regardless of gender and state
and trait anxiety symptoms in the case of female victims.
Table 8. Coping strategies, depression, anxiety: Pearson bivariate correlations in female (n = 117) and
male (n = 63) victims.
BDI STAIY1 STAIY2
FEMALES/MALES FEMALES/MALES FEMALES/MALES
Proactive coping 0.13/0.02 0.01/0.18 0.05/0.12
Avoidance coping 0.19/0.10 0.12/0.17 0.09/0.09
Passivity coping 0.48 **/0.39 ** 0.29 **/0.098 0.39 **/0.12
* The correlation is significant at the 0.05 level. ** The correlation is significant at the 0.01 level.
4. Discussion
The aim of this work was to describe the coping strategies adopted by young adult self-declared
victims of cyberstalking. As described below, this phenomenon mainly affects young adults since
they are more prone than others to use the internet and technology to keep in touch with friends
and relatives [1,2]. As a consequence, they are also more prone than others to be victims of some
forms of violence. When the misconduct is repeated over time and the persecutor intentionally causes
the victim to have a feeling of fear (for their safety or for others close to victim), the phenomenon is
called cyberstalking.
Findings from this investigation confirmed that among victims, females were more prone than
males to experience cyberstalking (respectively, 65% and 35%) [11,14], with females experiencing
a higher percentage of more than one form of cyberstalking behavior than males. Young adult
male victims used the internet principally for online gaming, and for this activity, they experienced
more cyberstalking behavior than females (these latest data confirmed the results of Lenhart and
colleagues [4]). In most cases, the perpetrator was a male, and the victim–cyberstalker relationship
was a friendship or an acquaintance. For the coping strategies adopted, the findings indicated that the
victims were more prone to use avoidance tactics than proactivity behavior and passivity strategies,
confirming the results from Amar and colleagues [22] and not those from Podanà and Imriskova [20].
Thus, hypothesis 1 of the present study was not confirmed. Young adults involved in this investigation
mainly used avoidance tactics to cope with the stressful situation, which implies that they preferred to
decrease the use of the internet or stop online contact than collect evidence and try to contact and reason
with the cyberstalker or increase the misuse of alcohol of psychotropic substances. Moreover, females
were less prone to use proactive behavior than expected. According to Bjerregaard [23], our hypothesis
was that females were more prone than males to use these coping strategies; however, our findings
did not support this hypothesis. Our findings suggested that males were more prone than females to
adopt passivity strategies, while females were more prone to adopt avoidance tactics. An interesting
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finding was about the relationship among cyberstalking behavior and coping strategies adopted by
victims. The data showed that proactivity behavior was adopted more in the case of online contacts
and online identity fraud, while passivity strategies were adopted in the case of online threats.
This is very interesting because it gives us some suggestions about prevention. It would be useful,
for example, to direct information campaigns or law enforcement not only toward the importance of
the request for help but also including the message that some coping strategies could be used effectively
to cope with cyberstalking behavior.
As found in this investigation, the use of a coping strategy could increase psychological
consequences, such as depression and anxiety. Both depression and anxiety symptoms scores were
similar among victims and non-victims: Victims had a score that indicates minimal or not to mild
depression symptoms, while both victims and non-victims indicated minimal or not to mild anxiety
symptoms. Confirming previous studies [12,13], victims were more prone that non-victims to suffer
depression symptoms. In particular, the use of passivity strategies increased depression and state and
trait anxiety symptoms. In light of gender differences, both males and females suffered depression
symptoms when they used passivity strategies [29,32], and in females, these strategies were also related
to state and trait anxiety symptoms. Thus, the third hypothesis was confirmed. This suggests, once
again, that it is fundamental to improve the coping ability of victims of cyberstalking. According
to McKeon, McEwan and Luebbers [41] and Chan and Sheridan [42], they could not perceive the
cyberstalking as a serious behavior that has an impact in their life or could have poor health [6,15],
social, work and school consequences.
This investigation has some limitations. The first involves the cross-sectional nature of the
investigation; the sample was not randomly selected. For this reason, the results should be taken with
caution and should not be generalized. Moreover, the findings showed that the majority of the victims
were females, while the cyberstalkers were males. The nature of the perpetrator–victim relationship
was not investigated, nor was sexual orientation. For example, the aim to re-establish a romantic
relationship could be one of the reasons for the cyberstalking behavior and, as suggested by Derlega
and colleagues [43], men are more prone than women to harass with this motivation. Future research
could investigate the nature of the victim–cyberstalker relationship, the cyberstalking behavior and the
coping strategies adopted by the victims. Furthermore, the group considered as not victims included
all subjects who have never been victims of cyberstalking; we did not analyze the characteristics and
profile of these subjects and cannot exclude that they were involved in the phenomenon in such a way
and that also perpetrators belonged to this group. Moreover, other elements (such as family situation,
income stability, parent support) that could influence the use of coping strategies were not investigated.
In particular, in an investigation in cyberstalking by Wright [44], an association between social support
and depression was found. Future research has to investigate the influence of these elements to better
understand the type of coping strategies used and the social environment. Furthermore, to better
understand the success in stopping cyberstalking, future research could investigate victims’ satisfaction
in the use of coping strategies in relation to the behavior of the perpetrator. Another limitation involves
the bias linked to socially desirable responding, that is, the tendency to reply to questionnaire items by
giving a favorable image of oneself. This bias is possible whenever the aim of the research project is
about victimization: Traditionally, men are less prone than women to indicate that they have been
victimized, both in cyberstalking and in other phenomena that involve a form of violence [45,46]. Thus,
future research could use a tool to investigate the social desirability issue [47].
Overall, in conclusion, from this investigation emerges the finding that both the prevention of
the phenomenon and the intervention in the case of victimization are important to permit young
adults to stop cyberstalking as soon as possible. From the first online unwanted approach and contact,
for example, it is possible to stop the behavior before it becomes a repetitive and intrusive conduct that
causes negative feelings [48–50]. The prevention includes flyers in cafeterias, internet cafés, hangouts
and meeting places frequented by young adults. Advertisements on social networking sites and
websites could also be useful. The content could address those behaviors that are lawful and those
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that may be suspect or reportable. Flyers and advertisements could also explain the prevalence of the
phenomenon, who, generally, the victims and the perpetrators are and how to cope with cyberstalking.
Addressing intervention could be useful for victims to help them cope with the consequences of
cyberstalking, to improve their psychological health, to understand the source of the distressful
situation and to manage the perpetrator and the relationship with them [51,52]. The hope is that the
findings from this investigation could be useful to all practitioners that have a role in the prevention
and intervention with cyberstalker victims, to improve the knowledge about the coping strategies that
could be suggested to victims and the impact on their psychological health.
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