Cloud computing has significantly impacted a broad range of industries, but these technologies and services have been absorbed throughout the marketplace unevenly. Some industries have moved aggressively towards cloud computing, while others have moved much more slowly. For the most part, the energy sector has approached cloud computing in a measured and cautious way, with progress often in the form of private cloud solutions rather than public ones, or hybridized information technology systems that combine cloud and existing non-cloud architectures. By moving towards cloud computing in a very slow and tentative way, however, the energy industry may prevent itself from reaping the full benefit that a more complete migration to the public cloud has brought about in several other industries. This short communication is accordingly intended to offer a high-level overview of cloud computing, and to put forward the argument that the energy sector should make a more complete migration to the public cloud in order to unlock the major system-wide efficiencies that cloud computing can provide. Also, assets within the energy sector should be designed with as much modularity and flexibility as possible so that they are not locked out of cloud-friendly options in the future.
INTRODUCTION
Although the literature offers several competing definitions (e.g., Kushida et al., 2011; Motahari-Nezhad et al., 2009; Zhang et al., 2010) , cloud computing is essentially a model for delivering convenient, on-demand network access to configurable computing resources-like, for example, networks, servers, storage, applications, and services-that can be shared by many people, and that can be procured and released relatively easily. Despite the lack of convergence on a single definition, however, few would disagree that it has begun to transform significantly a broad range of industries and academic disciplines (Cherry, 2009; Kuo et al., 2011; Marston et al., 2011; Sterling and Stark, 2009) . Many aspects of the energy sector are already being impacted in several important ways by this technology (Khayyam et al., 2013; Perrons and Hems, 2013a; 2013b) , and a major consultancy has gone so far as to say that the energy industry's move towards the cloud is "inevitable" (Accenture, 2012) 1 . Zhang et al. (2010) identify several popular reasons for migrating functions and capabilities to the cloud:
•
No up-front capital investment. Because of the pay-as-you-go pricing model associated with cloud computing, users of these services do not need to invest in information technology (IT) infrastructure to start reaping the benefits of this technology. Instead, customers can rent cloud-related services and facilities according to their needs at the time.
• Reduced operating costs. Customers can acquire and unload cloud-based IT resources relatively easily and quickly to meet their peak load requirements, thereby allowing them to save on operating expenses by letting them pay for the right amount of capacity at a particular moment in time rather than paying for peak-scenario capacity that might rarely get used.
• High scalability. Providers of cloud infrastructure make it possible to scale up resources very rapidly, which in turn makes it possible to handle the kinds of extreme demand variability that sometime arises from "flash crowd effects" and content that goes "viral" unexpectedly.
• Ease of access. Because cloud computing resources are typically web-based, they can be accessed through any device that can connect to the Internet. Thus, in addition to desktop and laptop computers, cloud infrastructure can be accessed through a broad range of devices such as mobile phones and tablets.
• Transferring business risks and maintenance expenses. By using infrastructure rented from external providers, a customer of cloud services effectively shifts their business risk-like, for example, the possibility of hardware breakdownsto organizations that are potentially more specialized in the provision of these services, and who are therefore in a better position to manage these kinds of risk.
Despite the broad appeal for cloud computing, however, the move towards these technologies and services has happened very differently from one industry to the next. Some industries-like, for example, the telecommunications and financial services sectors-have absorbed the technology in an aggressive way, while others have moved much more slowly.
The energy sector has generally been among the slower moving adopters 2 . Many parts of the energy industry have made demonstrable progress towards cloud technologies (Beckwith, 2011; Bochman, 2013) , but this headway has often been in the form of private cloud architectures instead of public ones (Accenture, 2012; Feblowitz, 2011) , or hybridized approaches that bring together cloud and existing noncloud IT systems (Mathieson and Triplett, 2011; Mearian, 2012) . However, by moving towards cloud computing in a very slow and tentative way, the energy industry may prevent itself from reaping the full benefit that a more complete migration to the "public cloud" has brought about in several other industries.
This short communication is intended to explain how the energy sector's recurring habit of absorbing innovations more slowly and cautiously than other industries may significantly dampen the benefits that cloud technologies and services can potentially provide. First, I will outline three common business models and three types of system architecture through which cloud-based resources and capabilities can be delivered to customers. Then I will put forward evidence showing that, on average, the energy sector tends to behave like a "slow clockspeed" industry that approaches new technologies much more slowly and cautiously than many other sectors. Next, I will point out that the energy industry is exhibiting this same type of risk-averse behavior with regards to cloud computing, and explain that this approach that will quite likely erode much of the benefit that could otherwise be delivered by this technology. I will then conclude with two recommendations for the energy sector: (1) to move more boldly toward the public cloud in the way that several other sectors have in the face of similar technical challenges; and (2) to design new assets in the industry with as much modularity and flexibility as possible so that they are not locked out of cloud-friendly options in the future.
MODELS FOR PROVIDING CLOUD-BASED INFRASTRUCTURE AND CAPABILITIES
Cloud computing is an evolving technology that will undoubtedly continue to change in the years ahead but, as shown in Figure 1 , three service models currently dominate the market:
• Infrastructure as a Service (IaaS). This offers web-based access to computing power and storage. In this model, the customer does not need to control or manage the cloud infrastructure behind the functionality, but they do have control over the deployed applications and security.
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• Platform as a Service (PaaS). This option gives developers the tools that they need to build and host web applications.
• Software as a Service (SaaS). This highly integrated model offers applications that are accessible from various client devices through a thin client interface like, for example, a web browser (Jin et al., 2010) . All of the elements behind the scenes are managed by the vendor.
TYPES OF CLOUDS
As shown in Figure 2 , there are basically three kinds of cloud systems available to would-be customers: public, private, and hybrid. Public cloud architectures can be accessed via the Internet, and are typically set up and managed by commercial providers (Sotomayor et al., 2009) . Among the advantages of this approach is the fact that these systems are extremely reliable, and customers enjoy nearly infinite scalability with regards to the size of their cloud. Also, because of the global nature of the Internet, public clouds can potentially be sourced from any one of the myriad vendors around the world who offer them. But the case for public cloud solutions is sometimes overshadowed by security risks-or, perhaps more importantly, the perception of security risks. 4 Private clouds are one solution for minimizing these kinds of hazard. Whereas public clouds are accessible through the Internet, private cloud architectures try to provide much of these same types of functionality, but within private IT infrastructure that falls entirely within the customer's administrative domain.
Hybrid cloud architectures have emerged as a way for customers to manage these security-related risks while offering the customer some of the enhanced scalability that the public cloud can deliver. And hybrid systems have also been a popular transition strategy that allows customers to move towards the public cloud while contending with legacy systems, or as a stepping stone until software vendors are prepared to offer versions of their products that properly fit into public cloud architectures (Perrons and Hems, 2013a) .
But hybrid cloud solutions do have several notable shortcomings. While they do offer some of the scalability, "outsourceability," and cost efficiency of a totally public cloud, these improvements are eroded significantly in a hybrid architecture by the inherent limitations of the private elements of the system. In this way, these midground solutions do help to overcome a few of the concerns that have been raised about cloud computing-but they also detract considerably from the additional value and capabilities that these technologies are capable of delivering.
ENERGY SECTOR'S SLOW RATE OF ADOPTION FOR NEW TECHNOLOGIES
This lukewarm adoption of cloud computing technology is not out of character. Although the energy sector's past has been punctuated by brief periods of bullishness with regards to innovation (e.g., Priest, 2007) , much of the industry's history can be fairly characterized as "slow clockspeed" where new technologies are concerned. The concept of industry clockspeed has emerged within the literature to reflect the fact that
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4 Companies frequently feel more at ease if their data is safely within their own company's IT infrastructure instead of the public cloud, but Armbrust et al. (2009) rightly point out that encrypting data before putting it in the cloud may actually make it more secure than storing unencrypted data within a company that is not quite as focused on IT security. Figure 2 . Types of cloud computing architecture (Ramsey, 2013) .
different sectors tend to evolve and change at significantly different rates. Conceptually similar to the "high-and low-velocity" characterization put forward by Nadkarni and Narayanan (2007a) , an industry's clockspeed is essentially the rate of change that occurs within an organization's external business environment (Mendelson and Pillai, 1999) . Because of the quick pace with which they release new products, the athletic footwear and semiconductor industries are high-profile examples of fast clockspeed sectors (Fine, 1998) . By stark contrast, the commercial aircraft and petrochemical sectors are notoriously slow to change, and are widely considered to be slow clockspeed industries. There is some disagreement in the literature about exactly how to define clockspeed, but a few measurement constructs have been proposed, including the average life cycle of products within an industry (Blackburn et al., 2004) , the number of IT-related tools used to connect collaborating team members and suppliers (Mendelson and Pillai, 1998) , and the rate at which organizational structures are changed (Nadkarni and Narayanan, 2007b ).
The energy industry tends to behave in a slow clockspeed way with regards to new innovations because the sector is "unusually large, diverse, and complex" (Newell, 2011) , and because it often attracts an uncommon amount of political sensitivity when changes are proposed (Deutch, 2011) . As Lester and Hart (2011) observe, it "typically takes at least several years to move a new energy technology from 'proof of concept' in the laboratory to full-scale demonstration, and many more years or even decades before that technology can achieve significant market penetration" (p. 26). Figure 3 shows that the upstream oil and gas industry develops and deploys new innovations much more slowly than many other sectors, but this slow rate of technological evolution also tends to be true of almost every other part of the energy ecosystem, from nuclear to coal to electrical power transmission (Lester and Hart, 2011) .
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How the energy sector could get it wrong with cloud computing Figure 3 . Rates of Technological Change in Different Industries (Ching, 2005 
CONCLUSIONS AND RECOMMENDATIONS
In light of the industry's track record for being slow to adopt innovations, it is somewhat unsurprising that many firms in the energy sector have been approaching cloud computing in a rather tentative and measured way. Many companies in the industry have preferred to aim for private clouds instead of public ones (Accenture, 2012; Feblowitz, 2011) or hybridized architectures that combine cloud and non-cloud IT systems (Mathieson and Triplett, 2011; Mearian, 2012) . But as noted earlier, by moving towards cloud computing in this way, the energy industry is almost certainly preventing itself from yielding as much benefit as possible from cloud computing technologies and services. Other sectors like healthcare and retail faced many of the same technical and regulatory issues that the energy industry is wrestling with on its journey to the public cloud-like, for example, data security, technical bottlenecks resulting from massive volumes of data, and legal problems arising from moving data across international borders-but still found ways to overcome these challenges and realize the full potential that this technology can deliver (Perrons and Hems, 2013a; 2013b) . To unlock the major system-wide efficiencies that cloud computing can provide, the energy sector should do the same.
What is more, the consequences of the industry's relatively tepid approach to cloud computing may be amplified by the fact that, once installed, assets in the energy sector tend to last for a long time (e.g., Hewlett, 1992; Reed, 2014) . As Lester and Hart (2011) suggest, "much of the existing energy infrastructure (e.g., power plants, refineries, transmission networks, and residential and commercial buildings) has a lifetime of many decades. This mammoth infrastructure, like any long-lived capital, turns over very slowly" (p. 26). It therefore follows that the consequences of today's design decisions within the energy sector will have a considerable amount of momentum behind them, and that the high-level architectures of assets in the decades ahead will be influenced by the choices being made right now. By stark contrast, gains in computing power and efficiency have historically unfolded at an impressive rate (Grove, 1996) -or, at a minimum, at a rate that is considerably faster than the average pace of technological evolution within the energy industry. It is therefore reasonable to assume that many of the technical issues making the public cloud seem risky to the energy sector today will probably be overcome in the short-to medium-term future. System architectures within the energy industry should therefore be constructed with as much modularity and flexibility as possible so that they are not locked out of cloudfriendly options in the years ahead.
