We compared data from a syndromic surveillance system for the early detection of bioterrorism-related illness with regional infectious disease data to estimate the surveillance characteristics of the syndromic data. Since October 2001, nurses in 12 emergency departments and 1 telephone care center in Santa Clara County, California, have recorded whether each patient triaged has none, one, or more than one of six clinical syndromes associated with bioterrorism-related illnesses (e.g., influenzalike symptoms, fever with mental status changes, and acute respiratory distress). Triage nurses fax or e-mail the syndromic data to the health department at the end of each shift; the data are analyzed and distributed to public health officials. Over the first 302 days of data collection, triage nurses reported data on 307,684 patients. Numerous daily counts in excess of 3 standard deviations above the mean were investigated, but did not result in the identification of previously unknown disease outbreaks. Only the influenzalike illness syndromic data demonstrated a discrete outbreak. We compared these data to state influenza surveillance data. The slope of the influenzalike illness syndromic data first deviated from its baseline the week of January 20 and reached its maximum during week of February 17-the same weeks that the state surveillance data first detected the influenza outbreak and reached its peak. We concluded that a syndromic surveillance system based on triage nurses could detect influenzalike illness with timeliness and sensitivity similar to traditional infectious disease surveillance data. Whether this syndromic surveillance system can detect bioterrorism-related illness is unknown. 
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