Abstract-We propose a kind of steganographic algorithm based on the edge processing in this paper. Firstly, the cover is marginalized and reconstructed through mathematical morphology and block markers, then embedding the secret message into the cover picture successfully with F5 steganographic algorithm. The experiments demonstrate that the different cover image use this algorithm to hide the secret information which holds predominant advantages, such as the small changes in image quality, strong ability in anti-attack, and the secret information can be extracted completely from the carrier image. The above advantages make a broad application prospect.
INTRODUCTION
With digital cameras and digital scanners and other product since rise popularity ,media applications, internet development and a variety of network multimedia information services widespread dissemination. Information security is increasingly becoming an important part of the public areas of concern .Though information hiding is a new technology, it has become a very important part of the Field of information security. [1] Embedding the information into the binary image is a less but very important hiding method. This issue is very challenging, change the pixels of binary image random will cause obvious signs of change, so the information hided algorithm that used in the color image or grayscale image can not used in the binary image directly .But binary image is used widely, digital process of globalization ,there are large number of important information, such as Medical records, Personal files ,design drawings and so on ,all of them should be scanned into binary image to store .So ,the research of the binary image steganographic algorithm is very important. [2] This article choose image lena.bmp as the example ,and embedding the information into it. Chapter two and three shows that Pretreatment the cover image through mathematical morphology and image partition and identifying ,and then embed the secret information in F5 steganographic algorithm. Chapter four and five main explain the procedure of the experiments ,and analysis of the experimental results
II. PRETREATMENT OF THE CARRIER IMAGE

A. The basic principle of mathematical morphology
Mathematical morphology produced in 1964,was proposed by Dr.J.Serra and teacher Mather Wing of Paris School of Mines. Mathematical morphology based on the rigorous mathematical theory and geometry, focuses on the geometry and relationship of the image .From the perspective of set theory, mathematical morphology contains the computational methods that change from one aggregate to another. The purpose of the change is to find the specific geometry of original aggregate, and the aggregate being changed contain the information. The change is achieved by a feature assemble named structural elements. The basic idea is that use a structural element to explore an image, find out the appropriate site to put structural element, and mark the sites, to obtain the information of the image.
Suppose X is image aggregate, B is structural elements aggregate, mathematical morphology means B do the corresponding operations to X. In fact, structural element is also a image aggregate. Design a origin for every structural element ,it is the reference point of the structural element and mathematical morphology. Here are several basic operations of mathematical morphology. a) dilation-the operator of dilation is ⊕ ,X is dilated by B is X ⊕ B, it is defined as:
In formula (1): B ∧ is the mapping of B, it is defined as:
--means shift the mapping of B for x bit ,it is defined as:
In formula (3):the process of the dilation that B to X is that :map the center pixel of B at first, then shift the mapping of B for x, the intersection of X and B is not empty set .In other words, the aggregate of the dilation of B to X is that ,the aggregate of the site of the center pixel of B, when there is at lest one nonzero elements intersect between the mapping of B and X .That is ,formula (1) can be written as:
The formula (4) can help us to understand the dilation operations by the concept of convolution. If as B the template of convolution ,dilation means do the mapping of B about the center pixel ,and then move the mapping continuously on X.
b) Erode--the operator of erode is Θ , X is eroded by B is X Θ B, it is defined as:
Formula (5) explain that the result of B erode X is the aggregate of all the x, in which the B that translation x is still in X .In other words ,the aggregate that B erode X is the aggregate of the original position of B when B is completely included in X.
B. the choice of structural elements
The treatment that mathematical morphology to image is based on the concept that fill place the structural elements, the choose of structural elements and the information of the image has close relationship, we can complete different image analysis through construction different structural complete, and obtain different experimental results.
Translation the structural elements S for x get x S ,if x S and X intersect is not empty ,we record the point x, the aggregate that being composed by x that meet the above conditions is called the result that S dilate X. The formula is :
The result of dilation is to larger the target ,as figure 1 shows:
The method of the dilation is that ,compare the original point of S and the point of X one by one, if one point of S fall within the scope of X, then the point that corresponding to the original point of S being the image; image to the right is the result of being dilated .It can be seen, it contain all the range of X, like X being dilated a lap .And ,if the original point of the structural elements different, the results of the dilation are different.
C. To achieve the mathematical morphology algorithm
We can see from the above description, if dilated by the structural elements ,the object image will dilate a lap .Then if we let the image that being dilated minus the original image ,can get the edge of the image .In binary image ,the edge of the object appear as the form of mutation of gray value. When the structural elements at flat areas(the same gray value),because the difference of the value is big ,the value of output image that being changed is lower than the original image. So if we let the dilated image minus the original image ,can get the edge of the original image. [3] Expressed the thought by morphological operations is that:
This article choose a 3*3 structural elements for the experimental. Figure 2 is the result of binary image being simulation in mathematical morphology. In which, the original image figure2(a) is the image that owned by the sender and receiver ,being used to compare the images when got by the receiver Being dilated with 3*3 structural elements, and being minus, we can get the edge image figure 2(c) that can be used in the steganography research. 
D. Restore the cover through the method of Image Partition and identifying
After extract the edge of the original image ,we should also treat it through the method of image partition and identifying .Divide the edge image figure 2(c) In this paper ,the embedding information in the matrix coding technology .Matrix coding technology was proposed by Ron Crandall in 1998.The embedding rate improved greatly since F5 steganography introduce the technology .Embedding efficiency is the bits that each image can be improved for the secret information. In the usual LSB steganography ,the average rate that change LSB when embedded 1 bit information is 1/2.That is, every changing can only embed 2 bit information .But in the F3 steganography and F4 steganography, because it may appear invalid embedded ,the rate of the embedding might be low. The purpose of the matrix coding is to embed more secret information when improve less bits.
F5 steganography system obtain embedding secret information module and extraction module ,program flow chart shows as figure 3 and figure 4 .
The proportion of F5 steganography algorithm can achieve even more than 13% of the size of JPEG file.F5 steganography embed the information into whole image ,and embed information not through LSB replacement algorithm but matrix coding ,it can embed large number of information when change little bit. Compared with other steganography system ,it indeed has better robustness. [4] IV. THE ALGORITHM After the text edit has been completed, the paper is ready for the template. Duplicate the template file by using the Save As command, and use the naming convention prescribed by your conference for the name of your paper. In this newly created file, highlight all of the contents and import your prepared text file. You are now ready to style your paper; use the scroll down window on the left of the MS Word Formatting toolbar.
A. Load information
Let the binary image figure2(a)(256*256) that comes from the system as the example, embed which the binary image figure 5(b)(50*50),transform figure2(a) into edge image figure 2(c) through mathematical morphology and Image Partition and identifying, then embed the secret information figure 6(b) into the edge image ,complish the whole process in this algorithm, the result as figure 5(c) shows: At first, treatment the binary image figure2(a) in dilation, let the binary image that being dilated figure2(b) munus the stego edgy image ,then get the transmit stego image. As figure  6 shows:
V. ANALYSIS THE EXPERIMENT RESULTS
A. Analysis the hiding capacity
On the basis of the selection of the cover ,half of an image will be used to embed secret information ,but when embed secret information through F5 algorithm in binary image, in an image size m n × ,the upper limit of the bits that can hide when at most modify one pixel is 2
log ( 1) mn + .Then ,in this article, in the context of ensure the security increase by exponential ,if the size of the image is M*N, the capacity of the steganographic capacity will be 2 log ( 1) 2 MN + .
B. Analysis the visual effects
The changing level of the cover image that embedded information expressed by PSNR [5, 6] ,table1 shows the change of PSNR that same secret information embedded into different cover image ,all the size of the covers are same .As we can seen from the table, the same secret information being embedded into different cover image that have same size, the PSNR was in the same magnitude, does not appear the situation that too high or too low .And, if PSNR more than 32,it will not caused by the human eye's attention. 
C. Analysis the robustness
Steganography require the cover image not only Visual effect is good, steganographic capacity large, but also have good robustness ,so it can resist the attack that intentionally or unintentionally. This article use several methods to test the robustness of the algorithm. [7] (a) (b ) (c) (a)original stego image(b )the stego image that added noise for 20% (c) the secret information that extracted from the stego image that added noise for 20% From the result figures we can see that ,the algorithm has the anti-attack capability to irregular cut and noise.
D. Anti-exhaustive
To the image that size m*n, the number of the methods that choose the structural elements when dilating is 
VI. CONCLUSION
This paper presents a steganographic algorithm based on binary image ,the algorithm pretreatment the cover image by mathematical morphology and Image Partition and identifying, get the real cover that used to embedding information, then embed the secret information by F5 algorithm. Mathematical morphology and Image Partition and identifying can not only complex the image key ,but also increase the ability of antiattack capability to irregular cut and noise ,and F5 algorithm increased the capacity of this paper to some extent. After all, the algorithm of this paper is a good algorithm that without prejudice to the premise of the guidelines.
