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Abstract 
Money laundering is a secondary crime of taking criminal action, in which offenders as a well organized 
and planned way legalized criminal money into the financial system. The threat of confiscation of 
criminal proceeds  derived from any form of organized crime (drug trafficking, arms trafficking, 
corruption, fraud), puts the criminals in a position to find a another way to legalize criminal “dirty” 
money. The legalization process is very complex with numerous activities, with an order not to reveal the 
criminal origin of money, and thus avoid the danger of their confiscation. As criminals build a safe 
strategy for legalization of criminally acquired proceeds, that the state should build a system to protect the 
financial system from the entry of criminal money which will be threat for  national and international 
economy and affecting the reliability of the financial system. Republic of Macedonia has actively joins on 
the fight against money laundering through harmonization of national legislation and acceptance of the 
recommendation of international legal acts,  and active approach to building the institutional system to 
prevent of money laundering. The system for prevention of money laundering is a complex and composed 
process of three main pillars with aimed to build a strategy which include measures and activities to 
identify suspicious financial transactions, identification of criminals and providing evidence of the 
committed crime that resulted in criminal proceeds and security, freezing and confiscation through 
criminal money trail. The first pillar of the system consists of entities – a legal category of natural persons 
and legal entities performing legal or financial services which have a legal obligation for their customer. 
analysis and identification of suspicious financial transactions and inform Financial Intelligence Unit for 
suspicious activities of their clients. While the third pillar is law enforcement bodies which includes 
public prosecution bodies, Ministry of Interior, Financial Police and etc. The System for prevention of 
money laundering functioned in two ways. First way is when the entities identifying suspicious 
transactions and inform Financial Intelligence Units, then delivered the data to law enforcement entities 
for the provision of evidence and prosecution of money launders, and the second way is when through 
detection of crime, and following the money. Banks have a legal obligation to undertake the following 
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actions for detection of money laundering: customer due diligence, to follow certain transactions or 
activities, to collect, store and provide data for suspicious transactions and customers. The control of 
entry of criminal money is strengthened through legal provisions, their implementation. Most important is 
to recognition and identification of criminal money, their sources and of course taking legislative 
measures and action for submission of data on suspicious transactions of individuals and legal entities on 
domestic and foreign countries.  In  that way, banks should take appropriate measures and activities 
aimed at applying the correct legal decisions, and activities of education staff in order to recognize, 
identification “suspicious” customers, suspicious transactions, and reporting to the competent state bodies 
and institutions for financial intelligence and prosecution of perpetrators of crimes for acts arising from 
crime and money laundering. 
 
© 2011 Published by Elsevier Ltd. Selection and/or peer-review under responsibility of Faculty of 
Tourism and Hospitality 
 
 
Key words: money laundering entities, banks, secondary crime and criminal proceeds. 
 
____________________________________________________________________________________ 
 
1. INTRODUCTION 
The phenomenon of money laundering in international frames is a phenomenon and a problem that 
threatens the integrity of the global financial system, and the same applies to national boundaries as a 
serious threat to the national financial system in which foreign and domestic turn dirty money. The 
problem is serious and if you know the role of professionals in financial institutions which are affected by 
corruption offers and engage in criminal game and advisory role in which money is laundered in direct 
investment projects which enables recycling of most illegal proceeds acquired from criminal acts. Money 
laundering allows criminal organizations to buy protection for themselve and their profits through 
corruption and to consolidate its economic power, entering into the legal economy creating the important 
link between the criminal world and legal society.[1] 
Money laundering is a threat to the integrity of financial institutions, bringing in a disadvantaged position 
financial institutions which operate legally. Respect the legislation, stipulates measures and activities for 
identification the entries of illegal suspicious money, or identification of suspicious transactions between 
legal entities and individuals at home and abroad. Some, acting with, some degree of risk, and below, the 
veil of bank secrecy, accept and make financial transfers of large sums of money, or, advisory, act on, 
share amounts, are in order to avoid the legal obligation of reporting suspicious and legal amounts 
provided in state bodies for financial intelligence. Money launderers are intended to, recycled, acquired 
criminal proceeds, or as soon as possible within their financial means to be, transferred to accounts in 
banks in countries where there is still no control of financial transactions. In these activities usually 
involved foreign nationals who have a role in the criminal organization. Depending on the crime and how 
widespread criminal activity, criminals develop complex organizational structures, similar to international 
corporations whose goal is maximizing profits. But also, these structures are designed to infiltrate into the 
state institutions, perpetrating corrupt things that will minimize the risk of detection and sanction. The 
realizations of these criminal operations are usually selected countries “financial haven” in which there 
are many advantages as: 
- Respect the banking secrecy; 
- Ability to open account in another behalf; 
- Ability to open Off Shore Company and banks which owners are not identified, and where the tax on 
financial transactions is very low. [2] 
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In business and banking centres throughout the world, especially in centres that are actively committed to 
international operations, the prevailing philosophy, as it will said one banker, has always been this: no 
dirty or clean money, there is only money,. This attitude, coupled with the desire to protect the privacy of 
customers of banks, led to the creation of bank secrecy and tax havens around the world. The 
development of technique and technology to accelerate the transfer of funds between countries. Ironically, 
many of these activities are happening at a time when more criminals seeking refuge in foreign 
jurisdictions for its assets.[3] Given that laws on money laundering and threats of confiscation has 
strengthened pressure on financial institutions and Finances intelligence units and law enforcement 
agencies, money launderers are forced to find new ways and destinations in the world to cover up the 
crime revenue. Long term, the problem of banking secrecy was obstacle in the conduct of financial 
intelligence analysis. The changes in national legislatures made under pressure by the international 
community and its determination to prevent money laundering, banking secrecy is not a problem. 
 
2. TERMS AND SHEMES OF MONEY LAUNDERING 
Money laundering can be defined as a procedure for suppressing of illegal income, and their use, or their 
legalization. Fraud is the centre of the whole process of money laundering in order to falsely show the 
origin of the assets of the relevant institutions.[4] The term money laundering comes from the English 
word "money laundering" which means legalizing capital gain in a criminal manner. The phenomenon of 
money laundering is usually described as covert, sophisticated and lucrative criminal activity, and 
perpetrators of crimes are intelligent people and always a step ahead of the authorities which is competent 
for investigation of the economic - financial crime with elements of money laundering and other 
proceeds. The nature of this phenomenon usually occurs in the sphere of economy, finance and high 
technology that perform money transactions through financial institutions. 
Money laundering is the process through proceeds of crime are transported, transferred, transformed, 
converted or incorporated into legal financial system in order to conceal their origin, source, movement or 
ownership, with aim to allow these assets like legitimate, and persons involved in criminal activities to 
avoid the legal consequence of such actions.[5]  
Money laundering is a complex process that takes place in three stages: the first phase (placement stage – 
stage of ranking) where the money is placement into the financial system, the second phase (layering 
stage) where money is movement into/cross financial system through numerous transactions, and the third 
phase (introduction) where money is integration in economic and financial system with main aim to 
legalized. If they (criminals) wants to come to the third phase of integration of criminal proceeds, the 
create strategy how to find ways, schemes and mechanisms to fully implement the process of money 
laundering and legalization their criminal proceeds. This stage is very risk for criminals because “the 
enjoying in the fruits of criminal activity is most common indication of which set out the prosecution 
authorities to investigate the existence of organized crime which legalized criminal earned money”. [6] 
 
3. ROLE OF BANK IN SYSTEM FOR PREVENTION OF MONEY LAUNDERING  
The main aim of money launderers is legalizing, dirty, criminal money. This most banks use the money 
where it entered the accounts of legal or physical persons, and then through the bank operation is 
transformed into other banks in the country or abroad. Usually this is done by entering the criminal 
money, through the transactions, it is a way of avoiding the legal obligation of reporting bank .(7) 
Banks are among the most distinguished financial institutions, entities in the system of money laundering 
and their role is quite important because they are part of the first pillar in a complex three-way system that 
already developed and provides the first results in Macedonia. The legal obligation of banks are to apply 
the provisions of the Law for Anti-money laundering and other proceeds from crime and financing of 
terrorism where the procedure provided for the detection of suspicious transactions made by banks and 
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their obligation to inform the Financial Intelligence units. (That is Office for prevention of money 
laundering and financing of terrorism which operates within the Ministry of Finance of the Republic of 
Macedonia). [8] 
The first pillar, or conditionally said first wall which is placed directly in front of money launderers is 
composed of entities - financial institutions have a legal obligation to take the following measures and 
actions to detect and prevent money laundering and terrorism financing: 
- Client due diligence; 
- Monitoring of certain transactions; 
-Collecting, keeping and submitting data on transactions and clients performing them, and 
-Introduction and application of programmes.  
 
Depending on the type and activity, products offered and depending on the exposure risk for money 
laundering, the law imposes certain set of specific measures to be taken only certain entities including 
banks. The purpose of establishing an efficient system for the prevention of money laundering is 
conducting a proactive policy that includes measures and activities before any action happened. That 
means efforts to detect money laundering at an early stage, when establishing a business relationship with 
the client. From that point the banks have to perform simple and strengthened analysis of their clients 
when establishing a business relationship with its customers when carrying out one or several related 
transactions amounting to EUR 15,000 and when there is suspicion of money laundering, establishing and 
confirming the identity of customer, authorized persons and beneficial owner, as well as monitoring and 
analysis of transactions. If the banks for any reason are unable to take the measures listed above, are 
obliged to refuse the business relationship with the client which means that refusal, suspension of 
transactions. 
Monitoring of transactions and activities is an obligation that requires special attention. This is especially 
true transactions realized without economic justification or purpose, unusual large transactions and for 
transactions where the ultimate owners are natural persons and legal persons coming from countries with 
inefficient legal system in which incomplete and insufficient measures and activities taken to prevent 
money laundering. The identification of suspicious transactions based on a list of indicators for 
identifying suspicious transactions that are prepared by the Office, separately for each subject, but often 
use their own clues and direct knowledge. These lists of indicators, the Office had submitted to each 
entity and is required to update annually. 
If bank officials on the basis of indicators for identifying suspicious transactions or direct knowledge fix 
prepared and suspicious transaction reports submitted to a suspicious transaction to the Department of 
SPPFT and the same should be subject to further analysis. Also, banks are obliged to temporarily retain 
the transaction whenever you receive an order by the Office. This period lasts 72 hours, or until a decision 
by the competent court. 
In terms of care and direction of strengthening the overall system to prevent money laundering, banks 
must not enter into business relationships with shell banks (Shell Bank). Also, based on international 
regulations and based on global experiences of detected cases of money laundering, banks are not allowed 
to open anonymous accounts are identified by number or no account information for the end user. In 
order to detect suspicious transactions and the elements of money laundering, bank officials should 
recognize the schemes of money laundering used by criminals, in order to identify them and take 
appropriate measures and activities. 
The established system to prevent money laundering operating in Macedonia, which illustrates the 
adopted final judgments of a series of items. The following will explain a practical case which has already 
taken a final decision in which a key element was timely cooperation between bank and OPMLTF. 
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4. SCHEMES OF MONEY LAUNDERING 
The process of money laundering is complex and depending on the criminal origin and amount of funds 
to choose appropriate components in the scheme of money laundering. Many operations have common 
elements and characteristics that make them easier to identify how money laundering schemes. Simpler 
schemes are the basis for more complex operations. The most complex schemes in history can be 
traced to its constituent components. Money laundering schemes look like computer systems, made with 
many separate parts and pieces, all designed to work together in order to processed information. Most 
complex money laundering schemes in histories are those in which the organizers filled with all kinds of 
components, such as bills, credit letters, fictitious transactions and the like. As famous simple and 
complex schemes of money laundering is: 
1. Use of the nominated person. That is any person appointed to perform certain duties or designated 
to perform certain acts or functions. In the case of money-laundering operation, ownership, such as 
cars, bank accounts or other assets is on behalf of the nominated person. Characteristics of the 
nominees are: they are real people who are generally aware of the risk, close to be able to enable 
communication - to receive instructions and perform tasks, trustworthy, and usually are chosen from 
relatives, close friends or associate an illegal activity. 
2. Simple Business - mask, is the creation of, mask / screen, for business. Usually it is a company 
that works with cash. As a common masks firms that show a greater turnover of real, mix actual 
revenue with criminal and as such may include: restaurants, video rentals, parking, car wash facilities, 
laundry racks, travel agencies, exchange offices, shops for rental of equipment, as most popular and 
most used in consulting and management services. 
3. Simple operation bank - banks are one of the best ways to change the shape of dirty money in the 
marketing stage in the cycle of money laundering. The first stage is opening an account. The next 
step is really to conduct transactions through the principle of decomposition of the transactions and 
making smaller payments. The investigation of the simple bank scheme is focused on the cash that 
enters and leaves the bank. 
4. Combination Bank - business and this is one of the primary money-laundering schemes with 
elements of fraud and that constitutes a kind of full cycle of money laundering. This scheme uses 
components from two previously mentioned schemes. In this case money launderers exploit the good 
features of both schemes in order to place, implanted and integrate dirty money. Most of the money is 
shown to originate from legal and business and come from the bank where the legal entity - company 
business has account. Further stages of this money during the process in which each transaction is 
recorded in bank records under the rules of operation of banks. Money launderers plays by the rules 
of the global financial system and always looking to shelter money in places where laws provide 
secrecy and does not require the origin of money, or a second way of decomposition and move 
money to other accounts of individuals and legal entities, and search extraction and transformation of 
money into other assets - property, cars, precious metals and etc. 
5. Brainy and structured transactions - this scheme was first used in Florida in 1980 when noted by 
investigators that the money launderers used many associates to go into banks and to carry out 
multiple cash transactions, all under the amount of 10,000 dollars because the bank over that amount 
will have to submit a CTR. This is a scheme that uses many collaborators - brainy and a number of 
different banks in one or more cities, to avoid identification of the client and the bank to file a CTR 
with the competent financial intelligence agency. Smurfs are the components in more complicated 
schemes that allow launderers to place cash. 
6. Corporations - shells, using more legal entities - corporations or entities to hide the true ownership 
of properties or the identity of those who conduct financial transactions. Shells are organized to 
perform some functions, but they do not conduct normal business of a corporation - a company. Their 
only job is to implement the transaction of funds, and made to look like to perform a legal business. 
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7. OFF SHORE corporations - shells provide secrecy of banks and used as shelters from national 
jurisdiction. For this thing to work well are usually hired agents, which are typically local lawyers. 
8. Return credit schemes - is tax fraud since there are income taxes (VAT) and increased interest 
payments. The concept of loan repayment is a variation of a combination business - a bank. It is 
based on two simple rules: loans are sources of money that can explain the wealth and loans have 
certain important tax benefits. Tax fraudsters use this scam for years and are very useful method for a 
complex scheme of money laundering. 
9. Invoicing with lower cost - these schemes are functional in any purchase where the real part of the 
price invoiced and paid part in cash. 
10. Inflation, the invoices - in these schemes merchants - money launderers in agreement with the 
companies which supplied goods are agreed to deliver goods double or tripled price. 
11. Buyout - a key link in this scheme is the relationship between fictional salesman and fictional buyer. 
For example, the owner of a company sells assets to another firm where is partner. 
Money laundering schemes are constantly upgrading, money launderers seeking havens for their money 
and secure way to legalize criminal earned money, but the investigation authorities have a legal obligation 
to identify knowledge, collect, explore and prove the crime that generated the new elements of the money 
laundering and commitment to security, seizure of criminal revenues, money and property with a aim to 
their confiscation. Main obligation of the banks employees is through indicators for recognized of 
suspicious transactions and suspicious activities prepare by Financial Intelligence Units in accordance 
with international legislation and experience, to made analysis and timely informed the FIU.  
Case study 
Legal entity X opened bank accounts in the Republic of Macedonia. In contrast regulations for banking 
operations in Macedonia defined in Article 3 of the Banking Law of the Republic of Macedonia, under 
which banking activities can be performed only foreign and domestic banks or their affiliates who have 
received permission from the Governor of the National Bank of Macedonia, the legal entity X engaged in 
providing banking and financial services having received money in several times for a total of 431,943.00 
USD. These funds obtained through fraud by misrepresentation of the value of stock shares, while those 
who invested funds were misled.. These funds authorized by the person of entity X have been transferred 
to the account entity Y open in another bank in Macedonia. The ground of the transfer was a loan. Then, 
followed the process of breakdown of funds, and all funds were transferred to accounts in several 
different countries. So, Analysts from the department for the prevention of money laundering and 
terrorism financing in the bank, based on indicators for identifying suspicious transactions, carried out an 
analysis of transactions and they submitted a report of suspicious transactions to the Office for the 
Prevention of money laundering and financing terrorism. Department under its statutory powers of 
analysis carried out transactions on the account of the legal person. Also, following the track of the 
money, the Department submitted a request to financial intelligence units in states where transactions are 
transferred, with one purpose, to determine the origin of money. After conducting an analysis, Office 
determined that the money originated from civil fraud. Because fraud is a predicate offense for money 
laundering, the Administration had enough arguments to prepare a report of suspicious transactions and to 
submit to the Law enforcement bodies. A key point in this case is timely analysis of bank officers in 
detecting suspicious transactions realized by the entity. 
 
 
 
 
 
                                                        Image 1 
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CONCLUSION 
 
Role of banks in the system for prevention of money laundering as a subject or part of the first pillar is 
very important because bank employees first have information about suspicious transactions, suspicious 
customers which used any of these schemes, entering the dirty money into the financial system. The 
banks are obligated to apply the indicators for recognized suspicious transactions. How much banks 
would complied this legal provisions and obligation for treatment and detection of suspicious 
transactions, primarily depends on their education and cooperation with Financial Intelligence Units. 
Timely submission of information for suspicious transaction or suspicious activity is key element of 
discovery, clarifications and evidence of a crime that resulted in criminal proceeds obtained that criminals 
are tried, or placed in the financial system for their legalization. Early freezing of criminal money to their 
bank accounts allows confiscation that will contribute to the criminals, crime unfeasible to make a craft.  
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