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The Mission Contro l Center (MCC) at Johnson Space Center (JSC) has a rich legacy of 
Suppol1ing Human Space Flight operations throughout the Apo ll o, Shuttle and 
International Space Station eras. Through the evolution of ground operations and the 
Mission Control Center facility , ASA has gained a wealth of ex pelience of what it takes 
to manage the risk in Safety Critical Operations, especially when human life is at risk. 
The focus of the presentation wi ll be on the processes (training, operati onal rigor, team 
dynarrlics) that enable the JSCIMCC team to be so successful. The presentati on will also 
share the evolution of the Mission Control Center architecture and how the evolution was 
introduced while managing the risk to the programs supported by the team. The details 
of the MCC architecture (e.g., the specific software, hardware or too ls used in the 
facility) will not be shared at the conference since it would not give any addi tional insight 
as to how lisk is managed in Space Operations. 
https://ntrs.nasa.gov/search.jsp?R=20110011428 2019-08-30T15:37:47+00:00Z
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