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上記の配列を 1 にする（表 1 を参照）。
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表 1　攻撃パターン分類の実行例
データ ID/ 攻撃手法 BOF XSS DirTra SQLin BSP CSRF
1 0 1 0 0 0 0
2 1 1 0 0 0 0
3 1 1 0 0 0 0
4 0 1 1 0 0 0
齋藤・八槇（2017）を修正
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An Interim Report: Research about Effects of New 




This paper presents interim research outcomes that have been produced under the auspices of a 
grant funded by Kyoto Sangyo University, entitled Tokutei Kadai Kenkyu. In particular, it explains a 
newly developed automated system that classifies data on network vulnerabilities. Based on keywords 
that are preset for identifying the characteristics of vulnerability, this system classifies each data 
into the six variants that are prone to certain types of cyberattack. Applying a data set that contains 
more than 100,000 cases of vulnerabilities to our system, the classified data is expected to be used to 
develop public policy from long-term perspectives as well as to resolve security problems on daily 
basis.
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