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Condities en werking 
van systeemtoezicht
j a n - k e e s  h e l d e r m a n  &  m a r l i e s  h o n i n g h
Dr. J.K. Helderman en dr. M.E. Honingh zijn werkzaam als universitair docent aan de opleiding 
Bestuurskunde van de Radboud Universiteit Nijmegen. De auteurs staan vermeld in alfabetische 
volgorde.
1 Inleiding1 
In de zoektocht naar nieuwe vormen van overheidstoezicht wordt ‘systeemtoezicht’ 
steeds vaker als een alternatief voor klassiek overheidstoezicht genoemd. Klassiek 
overheidstoezicht betreft de controle of er aan vergunningsvoorschrif ten is vol-
daan, of normen niet worden overschreden, of dat er een minimaal kwaliteitsni-
veau is behaald. Een dergelijke outputgerichte controle is niet alleen arbeidsinten-
sief, maar er kleven daarnaast ook andere nadelen aan deze klassieke vorm van 
toezicht. Zo gaat er van klassiek toezicht slechts een geringe stimulus tot leren uit. 
Bovendien blijven afhankelijkheidsrelaties binnen bedrijfs- en productiesystemen 
die van belang zijn voor de kwaliteit van de eindproducten en diensten buiten 
beeld. In tegenstelling tot klassiek outputgericht toezicht, richt systeemtoezicht 
zich op de interne procedures en borgingssystemen in bedrijven of sectoren die de 
naleving van regels en normen bewaken. Concreet betekent dit dat in een ideale 
setting van systeemtoezicht de onder toezicht gestelde met behulp van interne bor-
gingssystemen zelf bewaakt of er aan de regels en normen van de externe toezicht-
houder is voldaan. Interne borgingssystemen kunnen gericht zijn op het beheersen 
van risico’s met negatieve externe effecten ten aanzien van veiligheid, economie of 
milieu (het zogenaamde nalevingstoezicht) of het bewaken van een minimaal kwa-
liteitsniveau (kwaliteitstoezicht). De externe toezichthouder concentreert zich in 
systeemtoezicht op het beoordelen en monitoren van de werking, stabiliteit en 
betrouwbaarheid van de interne borgingssystemen van de onder toezicht gestelde.
Het verminderen van de toezichtlast voor zowel de overheid als de ‘onder toezicht 
gestelde’ is een belangrijke motivatie geweest voor de overheid om naar nieuwe 
manieren van toezicht te zoeken (zie KvoT-II, 2005). Wanneer de kwaliteit van zelf-
regulerende kwaliteitsborgings- en risicobeheersingsystemen in een specifiek 
domein op orde is, zou de overheid minder gebruik hoeven te maken van klassiek – 
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verticaal – toezicht op uitvoering of naleving (ACT-II, 2005). Zo zou met minder 
toezichtcapaciteit effectiever toezicht kunnen worden uitgeoefend. Bovendien, zo 
wordt in het rapport van ACT-II verondersteld, stimuleert systeemtoezicht zowel 
de onder toezicht gestelde als de toezichthouder tot leren. Het is de vraag of, en zo 
ja in hoeverre en onder welke condities, deze hooggespannen verwachtingen ten 
aanzien van systeemtoezicht bewaarheid worden. In dit artikel doen wij verslag van 
bestuurssociologisch onderzoek naar systeemtoezicht in een zestal sectoren (lucht-
vaart, delfstoffenwinning, vleesverwerkende industrie, financiële dienstverlening, 
geestelijke gezondheidszorg en voor- en vroegschoolse educatie). De centrale vraag 
in ons onderzoek luidde: Onder welke contextuele en institutionele condities is systeemtoezicht 
een geschikt arrangement voor het uitvoeren van overheidstoezicht? 
Dit artikel is als volgt gestructureerd. In paragraaf twee gaan we in op de maat-
schappelijke en bestuurlijke context waarbinnen de toenemende aandacht voor 
systeemtoezicht moet worden begrepen en trachten we systeemtoezicht conceptu-
eel en theoretisch te duiden met behulp van een taxonomie van toezichtregimes. 
Vervolgens doen we verslag van ons empirisch onderzoek in een zestal sectoren 
waarin sprake is van systeemtoezicht. We sluiten dit artikel af met conclusies.
2 Systeemtoezicht: een conceptuele analyse
In het afgelopen decennium is de aandacht voor overheidstoezicht sterk toegeno-
men (Kerseboom e.a., 2007; Mertens, 2006; Leeuw, 2008; Van Montfort, 2008). Goed 
toezicht maakt onlosmakelijk deel uit van noties van ‘goed bestuur’ en ook voor 
het rijkstoezicht worden evaluatieve criteria als rechtmatigheid en doelmatigheid 
belangrijk gevonden (Mertens, 2006).2 De nadruk op doelmatig toezicht past bin-
nen het overheidsbrede streven van het terugbrengen van administratieve lasten. 
De eerste concrete aanzet tot het ontwikkelen van ‘systeemtoezicht’ binnen de 
rijksoverheid is te vinden in het rapport van de Ambtelijke Commissie Toezicht-II 
(2005). In de door de commissie opgestelde Kaderstellende Visie op Toezicht (KvoT-
II) werd de vermindering van de externe toezichtlast voor de onder toezicht 
gestelde direct gerelateerd aan de kwaliteit van het interne controle- en borgings-
systeem van de sector of instelling zelf. Door in het verticale overheidstoezicht 
gebruik te maken van deze interne borgingssystemen van de onder toezicht gestel-
den (certificering, kwaliteitscontracten en prestatievergelijking), zou de externe 
toezichthouders zich kunnen terugtrekken op systeemniveau (ACT-II, 2005). Toe-
zichthouders werden verondersteld zelf invulling te geven aan dit ‘toezicht op 
BW 0510 binnenwerk   19 01-11-2010   12:30:11
•• 20 ••
Bestuurswetenschappen •• > 5 •• 2010
c o n d i t i e s  e n  w e r k i n g  v a n  s y s t e e m t o e z i c h t
afstand’ vanuit de gedachte dat de condities voor ‘systeemtoezicht’ per sector of 
branche zouden verschillen. 
Door de oprichting van de Inspectieraad in 2006 kwam de ontwikkeling van sys-
teemtoezicht in een stroomversnelling en ontstond er binnen korte tijd een gene-
rieke rijksbrede visie op systeemtoezicht. Volgens de Inspectieraad (2007) zouden 
risicoanalyses en risicomanagement een centrale rol moeten spelen in het werk van 
de rijkstoezichthouders. Op het moment dat de interne borgingssystemen van de 
onder toezicht gestelde op orde zijn, en externe toezichthouders in staat waren tot 
het uitvoeren van betrouwbare risicoanalyses, zou de intensiteit van de externe 
controle door inspecties en autoriteiten kunnen afnemen aldus de Inspectieraad 
(2007). De Inspectieraad definieerde systeemtoezicht als volgt: “het toezicht waarbij de 
opzet, reikwijdte en werking van (kwaliteits)systemen en bedrijfsprocessen bij organisaties wordt vast-
gesteld. Dit door auditachtige onderzoeken met realitychecks uit te voeren.” De Algemene Reken-
kamer (2008) voegde daar aan toe dat systeemtoezicht het verticale overheidstoe-
zicht is dat gebruik maakt van interne borgingssystemen binnen organisaties of 
sectoren. Kwaliteitssystemen en bedrijfsprocessen zijn al dan niet gecertificeerde 
controlesystemen in specifieke domeinen of ketens. In beide gevallen kan gespro-
ken worden over interne borgingssystemen met een zelfregulerende en zelfdiscipli-
nerende werking die meer of minder bindend kan zijn. De kwaliteit, stabiliteit en 
betrouwbaarheid van deze interne borgingssystemen en de informatie die zij gene-
reren, worden getoetst aan een vooraf door de toezichthouder opgesteld toetsings-
kader, vastgelegd in wet- en regelgeving, beleid en inspectierichtlijnen.
Toezicht wordt door de Inspectieraad expliciet als een vorm van risicomanagement 
voorgesteld. De ontwikkeling naar risicogericht toezicht kan gezien worden als 
antwoord op de toenemende overbelasting van toezichtorganisaties. De veronder-
stelling is dat door risicodetectie en –beheersing minder arbeidsintensieve inspec-
tie ter plaatse nodig is (Kerseboom e.a., 2007). In het werkprogramma 2008 van de 
Inspectieraad is zelfs het streven opgenomen om de toezichtlast voor bedrijven en 
instanties tot en met 2011 met 25% te laten afnemen. In hoeverre en op welke wijze 
systeemtoezicht ook daadwerkelijk bijdraagt aan een vermindering van de toe-
zichtlast en een groter lerend vermogen van zowel de onder toezicht gestelde als de 
toezichthouder is echter niet bekend. De ‘beleidstheorie’ van systeemtoezicht die 
zich binnen de Inspectieraad en de verschillende Inspecties en Autoriteiten ont-
wikkelt, zegt vooral iets over de potenties die aan systeemtoezicht worden toege-
kend. Deze potenties zijn gebaseerd op sectoren waar men al veel ervaring heeft 
opgedaan met de ontwikkeling van interne borgingssystemen en varianten van sys-
teemtoezicht, zoals de luchtvaart. De vraag blijft of dergelijke borgingssystemen 
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ook bruikbaar zijn voor extern overheidstoezicht in andere sectoren? Past de 
methodiek van risicomanagement ook bij andere sectoren en wat is de relatie tus-
sen het zelfregulerende vermogen van een sector, de kwaliteit van interne bor-
gingssystemen en systeemtoezicht?
Voordat we antwoord kunnen geven op deze vragen, is het noodzakelijk om sys-
teemtoezicht eerst conceptueel nader te onderzoeken. Op een meer conceptueel en 
theoretisch niveau vertoont systeemtoezicht opmerkelijke gelijkenissen met de 
cybernetische variant van de systeemtheorie (Van Gunsteren, 1976; Chadwick, 1978; 
Kickert, 1979; Kreukels, 1979). De kern van het cybernetische systeemdenken was 
dat sociale systemen niet (goed genoeg) kunnen worden gecontroleerd door extern 
opgelegde beheersingsinstrumenten en sturing, maar slechts door sturingssigna-
len die aansluiten bij de impliciete interne controlesystemen of subsystemen van 
het te besturen systeem (Van Gunsteren, 1976). De mogelijkheden om systemen 
van buitenaf te besturen en te controleren werden in het cybernetisch systeemden-
ken ernstig gerelativeerd. Daar stonden echter tamelijk optimistische verwachtin-
gen ten aanzien van het interne aanpassing- en leervermogen van sociale systemen 
tegenover. Met het cybernetisch systeemdenken deelt systeemtoezicht het opti-
misme ten aanzien van het zelfregulerend vermogen van complexe sociale syste-
men (Argyris & Schön, 1978). Het zelfregulerende vermogen van onder toezicht 
gestelden moet in het kader van het nalevingstoezicht worden begrepen als de 
bereidheid en het vermogen tot het beheersen en controleren van de risico’s en 
gevaren die het eigen handelen met zich meebrengt. In relatie tot het uitvoerings-
toezicht kan het begrepen worden als de bereidheid en het vermogen van de onder 
toezicht gestelde om een minimaal kwaliteitsniveau zelf te realiseren en te bewa-
ken. 
Om antwoord te kunnen geven op de vraag onder welke contextuele en institutio-
nele condities systeemtoezicht een geschikt arrangement zou kunnen zijn voor het 
uitvoeren van overheidstoezicht, maken we in navolging van Hood e.a. (2001) 
onderscheid naar de controlecomponenten van een toezichtregime en de context 
van het toezichtregime. Toezichtregimes maken deel uit van het besturingsregime van 
een sector (Mertens, 2006). Een toezichtregime definiëren wij hier als: een duurzame 
configuratie van normen, instituties (regels), procedures, organisaties en instrumenten waarbinnen 
toezichtpraktijken worden uitgeoefend. Onze voorkeur voor een ‘regime’ benadering is 
ingegeven door de behoefte om het gehele complex van institutionele condities, 
omgevingsfactoren, en handelingspraktijken te kunnen omvatten. In figuur 1 wor-
den de drie controle componenten van de toezichthouder uitgezet tegen drie con-
dities die samen de regime context omvatten.
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Figuur 1: Dimensies en componenten van toezichtregimes (gebaseerd op: Hood e.a., 2001)





politieke risico tolerantie 
Het zelfregulerend 
vermogen van de sector
Om toezicht uit te kunnen oefenen dient iedere toezichthouder per definitie te 
beschikken over een minimale capaciteit tot het vergaren van informatie; een mini-
male capaciteit tot standaardisering en normering; en tot slot, een minimale capa-
citeit tot beïnvloeden van het gedrag van de onder toezicht gestelde. In de inrich-
ting van toezicht kunnen deze drie controle componenten op verschillende wijze 
vorm krijgen. Informatie kan actief worden vergaard door toezichthouders tijdens 
een inspectie, zoals de klassieke inspecties veelal doen, maar informatie kan ook 
worden aangeleverd door de onder toezicht gestelde op basis van vooraf voorge-
schreven audit rapport. Systeemtoezicht veronderstelt dat er minder inspectie op 
locatie plaatsvindt en dat de toezichthouder zich vooral baseert op de door de 
onder toezicht gestelde aangeleverde informatie. Ook de normeringscomponent 
kent de nodige variatie. In sommige gevallen is de norm het resultaat van techno-
cratische en systematische analyses van gelijke of vergelijkbare gevallen. In andere 
gevallen is de norm eerder het resultaat van onderhandelingen met betrokken par-
tijen. Uiteindelijk dient normering uit te monden in een toetsingskader dat door 
alle betrokken partijen wordt gekend. Het gedrag van de onder toezicht gestelde 
kan vervolgens met harde of met zachte hand worden beïnvloed. In een ‘compli-
ance’ achtige setting passen de meer zachte instrumenten van overreding en over-
leg. In een ‘deterrence’-achtige setting passen de hardere instrumenten van sancties 
als boetes, uitsluiting of ‘naming and shaming’. 
Bij de analyse van de drie zojuist besproken controle componenten zijn twee zaken 
van belang. Ten eerste de mate van congruentie tussen de drie controle componen-
ten. Wordt er inderdaad informatie vergaard op die elementen die van belang wor-
den geacht in het toetsingskader en past de wijze van gedragsbeïnvloeding bij de 
wijze van informatievergaring en de normering in het toetsingskader? Ten tweede, 
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de mate waarin de drie controlecomponenten aansluiten op de specifieke kenmer-
ken van de context waarin ze effectief moet zijn. Meer specifiek kan onderscheid 
worden gemaakt naar drie contextuele factoren: de primaire risico’s; de maatschap-
pelijke en politieke risico tolerantie; en het zelfregulerend vermogen van de onder 
toezicht gestelde.
Primaire risico’s zijn de te beheersen schadelijke gevolgen (voor veiligheid, gezond-
heid of milieu) die gepaard kunnen gaan met het handelen van onder toezicht 
gestelde. Opvallend is het gebruik van de term risico. In de afgelopen jaren is de 
term risico in de toezichtwereld ingeburgerd geraakt in de zoektocht naar selectie-
ver en doelmatiger toezicht en wordt gebruikt om allerhande sociale problemen en 
potentieel gevaarlijke situaties aan te duiden. Zo doende zijn tal van sociale proble-
men en potentieel gevaarlijke situaties getransformeerd in risico’s (Sparrow, 2008; 
Hood e.a., 2001). Risico’s laten zich in tegenstelling tot onzekerheid berekenen. 
Door onzekerheden te transformeren tot risico’s worden zij binnen de controlemo-
dus van de toezichthouder gebracht. Die berekening is gebaseerd op de omvang/ 
impact van een gebeurtenis en de kans dat een gebeurtenis zich voordoet (Ale, 
2002). Maar voor het gebruik van risicoanalyses in systeemtoezicht dient ook de 
relatie tussen de effecten van het risico en de risiconemer in ogenschouw te worden 
genomen. Wanneer het risico direct terugslaat op de risiconemer kan verondersteld 
worden dat de risiconemer een direct belang heeft bij het vermijden van het risico. 
Waar die directe relatie niet bestaat zijn de negatieve effecten van risico’s makkelij-
ker te externaliseren door de risiconemer. Daarnaast gaat het om de vraag in hoe-
verre een risico herleidbaar is tot de activiteiten van de risiconemer. Tot slot, bij het 
vaststellen van primaire risico’s moet onderscheid worden gemaakt tussen de scha-
delijke gevolgen voor (direct) betrokkenen zoals klanten en werknemers en de 
negatieve externe effecten voor het milieu, de leefomgeving of de economie. 
De tweede contextuele factor omvat de maatschappelijke en politieke risicotoleran-
tie. Van belang hierbij is dat de aard van de primaire risico’s en de maatschappelijke 
en politieke risicotolerantie dikwijls uiteen lopen. Denk bijvoorbeeld aan verschil-
len in de maatschappelijke en politieke aandacht voor: woekerpolissen, taalachter-
standen, vliegrampen, separeercellen en de BSE crisis. De keuze voor een specifiek 
gedragsbeïnvloedend mechanisme is daarom niet alleen afhankelijk van de directe 
relatie tussen toezichtobject en de toezichthouder en de aard en impact van het pri-
maire risico, maar ook van politieke en maatschappelijke opvattingen ten aanzien 
van het risico. Een afnemende politieke of maatschappelijke risicotolerantie gaat 
dikwijls gepaard met de roep om een strengere overheid (Kerseboom e.a., 2007). 
Systeemtoezicht kan in die zin worden begrepen als een vorm van geïnstitutionali-
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seerd vertrouwen, maar een enkel ‘incident’ kan er voor zorgen dat dit geïnstitutio-
naliseerde vertrouwen omslaat in wantrouwen en dan neemt de roep om strenger 
en direct toezicht weer toe.
De derde contextuele factor die wij, in navolging van Hood e.a.(2001), onderschei-
den betreft het zelfregulerend vermogen van de onder toezicht gestelde. Zelfregu-
lering kan in minimale zin worden gedefinieerd als de regulering van een maat-
schappelijke groep of organisatie die er toe dient door deze groep of organisatie 
nagestreefde doelen te bereiken (Gosselt e.a., 2009). Regulering is dan op te vatten 
als de intentionele controle of ordening van het eigen gedrag. In het verlengde 
daarvan zou men daar het vermijden van risico’s aan kunnen toevoegen. Vanuit het 
verticale toezicht beredeneerd gaat deze definitie nog niet ver genoeg. Daarin gaat 
het immers om een type van zelfregulering dat tot doel heeft de negatieve externe 
effecten van het eigen gedrag te voorkomen of, in het geval van uitvoeringstoezicht, 
om het bereiken van maatschappelijke doelen (Mayntz & Scharpf, 1995). Het zelfre-
gulerend vermogen omschrijven wij als inzicht in de eigen bedrijfsprocessen, in 
het bijzonder de veiligheids- en borgingssystemen, de aanwezigheid van draagvlak 
om gezamenlijk regels te stellen en te handhaven en tot slot de capaciteit en bereid-
heid om maatschappelijke effecten en het streven naar risicoreductie te internalise-
ren. Hoewel zelfregulering op geheel vrijwillige wijze kan plaats vinden (zuivere 
zelfregulering) is zij in systeemtoezicht meestal wettelijk geconditioneerd. Wel kan 
er binnen de schaduw van de toezichtrelatie bij ‘verdiend’ vertrouwen meer vrij-
heid worden gegeven aan de onder toezicht gestelde. Vertrouwen door de toezicht-
houder in dit zelfregulerende vermogen van de onder toezicht gestelde is een pre-
conditie voor systeemtoezicht. Tegelijkertijd is vertrouwen een uitkomst die keer 
op keer opnieuw moet worden bestendigd.
3 Systeemtoezicht in de praktijk: analyse en resultaten
Voor de beantwoording van onze hoofdvraag hebben we empirisch materiaal ver-
zameld in een zestal sectoren. Deze zes sectoren zijn geselecteerd aan de hand van 
de volgende vier criteria: Om in aanmerking te komen voor het onderzoek moest er 
in de desbetreffende sector ten eerste sprake zijn van systeemtoezicht.3 De andere 
drie criteria hadden tot doel om voldoende contextuele variatie tussen de casus te 
verkrijgen. Zo hebben we gestreefd naar variatie in de mate van afbakening van sys-
temen; zijn zowel klassieke inspecties als nieuwe autoriteiten in het onderzoek 
meegenomen; en hebben we zowel casus van nalevingstoezicht als uitvoeringstoe-
zicht in het onderzoek betrokken. Binnen een aantal casus was het noodzakelijk tot 
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een verdere afbakening te komen zoals binnen de gezondheidszorg, het onderwijs 
en het toezicht van de VWA. Op basis van deze criteria zijn de volgende zes sectoren 
en toezichthouders geselecteerd.
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Verdere afbakening is niet 
noodzakelijk
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aantal klassieke inspecties. 
De Autoriteit Financiële 
Markten (AFM)
Toezicht op financiële dienst-
verlening door grote financi-




De Inspectie van het 
Onderwijs (IvhO)







oordeling in de Zorgsector 




De inrichting van het toezichtregime en de praktijk van toezicht hebben we voor 
iedere casus onderzocht op basis van interviews en casusspecifieke beleidsdocu-
menten zoals toezichtrapporten. De semi-gestructureerde interviews kende uit-
sluiten open vragen en waren gebaseerd op een verdere operationalisatie van het 
hierboven gepresenteerde conceptuele raamwerk. De interviews zijn soms door 
beide onderzoekers en soms door één van de onderzoekers afgenomen. In iedere 
casus zijn zowel interviews afgenomen met vertegenwoordigers van toezichthou-
ders en/of inspecties en geïnspecteerden. Vanuit een aantal sectoren kwam van de 
zijde van de onder toezicht gestelde het uitdrukkelijke verzoek tot het anonimise-
ren van de resultaten. Omwille van de eenduidigheid is er besloten om dit voor alle 
sectoren te laten gelden. De resultaten van het empirisch onderzoek zijn aan de 
hand van het hierboven gepresenteerde conceptuele raamwerk (figuur 1) geanaly-
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seerd en worden ook op die wijze gerapporteerd. Voor de interpretatie en lezing 
van de uitkomsten is het van belang op te merken dat het hier om een verkennende 
vergelijkende studie gaat.
Hieronder behandelen we de belangrijkste resultaten van ons empirisch onder-
zoek. We gaan eerst in op de primaire risico’s en hun maatschappelijke impact. 
Deze primaire risico’s zijn van invloed op het zelfregulerend vermogen dat wij aan-
troffen in de desbetreffende sector. Dit zelfregulerend vermogen is op haar beurt 
weer van invloed op de kwaliteit van het interne borgingssysteem en de kwaliteit 
van het interne borgingssysteem heeft consequenties voor de toezichtrelatie die wij 
aantroffen.
Primaire risico’s en hun maatschappelijke impact
We zijn het empirisch onderzoek begonnen met de vraag om wat voor een type risi-
co’s en afhankelijkheidsrelaties het in de verschillende sectoren gaat. In de lucht-
vaart en de delfstoffenwinning gaat het om veiligheidsrisico’s in een technologisch 
complexe keten van afhankelijkheden. De directe impact van een ongeval (risico) op 
betrokkenen (personeel, passagiers en organisatie) en de maatschappelijke impact 
van eventuele calamiteiten zijn groot. Er is veel specialistische kennis nodig om de 
risico’s in deze sectoren te kunnen detecteren en te beheersen. In de vleessector en 
de financiële dienstverlening gaat het vooral om risico’s die schuilen in onoverzich-
telijke en vaak ook complexe marktrelaties. Beide sectoren verschillen bovendien 
van de luchtvaart en de delfstoffenwinning in de zin dat een eventuele calamiteit 
hier weliswaar gevolgen heeft voor de consument, maar geen directe fysieke gevol-
gen hoeft te hebben voor de veroorzaker van het risico (risiconemer). De nadelige 
gevolgen van een woekerpolis slaan immers niet direct terug op de verkoper van de 
polis. Wel staan er uiteraard economische gevolgen en reputatieschade op het spel 
en bovendien is de maatschappelijke risicotolerantie van risico’s ten aanzien van 
voedsel en financiële dienstverlening aanzienlijk afgenomen in de afgelopen jaren. 
Maar in beide sectoren geldt in tegenstelling tot de luchtvaart en delfstof winning 
dat risico’s niet gemakkelijk herleidbaar zijn tot risicoveroorzakers.
In de voor- en vroegschoolse educatie (VVE) en de GGZ gaat het om uitvoeringstoe-
zicht en blijkt kwaliteit een moeilijk te objectiveren en te operationaliseren begrip 
te zijn. In het geval van de VVE speelt bovendien mee dat het om een preventief 
programma gaat dat zich moeilijk laat toetsen. In tegenstelling tot de luchtvaart-
veiligheid en delfstofwinning zijn de risico’s die verbonden zijn aan VVE-program-
ma’s bovendien lastig te identificeren. Op het individuele niveau van een kind kan 
men weliswaar spreken van een suboptimale benutting van capaciteiten en talent 
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(dramatischer geformuleerd; een ‘verspeelde’ toekomst), maar die is niet eenvoudig 
toe te schrijven aan falend onderwijs. Bovendien is het programma bedoeld voor 
doelgroepjongeren wat maakt dat niet iedere burger in gelijke mate bloot staat aan 
deze risico’s. Ook in de GGZ gaat het om een bijzondere doelgroep en evenals in 
het VVE programma speelt ook hier dat niet alle risico’s van kwalitatief slechte zorg 
goed traceerbaar en objectiveerbaar zijn. Zo komt morbiditeit in ieder ziekenhuis 
voor en daarmee is de mate waarin dit te is wijten aan verwijtbare risico’s of 
onzorgvuldig medisch handelen moeilijker vast te stellen. Een inhoudelijke kwali-
teitsstandaard dat als basis voor het toetsingskader kan dienen, blijkt vaak tot dis-
cussies binnen de beroepsgroep te leiden. Zowel bij de VVE als de GGZ blijkt het 
moeilijk om het uitvoeringstoezicht op de kwaliteit van geleverde diensten binnen 
de methodiek van het risicomanagement te passen. 
Het zelfregulerend vermogen en de kwaliteit van interne borging 
De hierboven genoemde kenmerken van de primaire risico’s blijken van invloed te 
zijn op het zelfregulerend vermogen van onder toezicht gestelden in de onder-
zochte sectoren. Dat zelfregulerend vermogen heeft op haar beurt weer consequen-
ties voor de kwaliteit van de interne borging. Het belang van veiligheid wordt bin-
nen de luchtvaart breed erkend door iedere organisatie die deel uitmaakt van het 
luchtvaartsysteem. Luchtvaartveiligheid is bovendien een voorwaarde voor com-
mercieel succes. Zodoende staat veiligheid niet alleen voor de toezichthouder maar 
zeker ook voor de vliegtuigfabrikant, de operator, luchtverkeersleiding en onder-
houdsbedrijven centraal. Alle organisaties in het luchtvaartsysteem zijn zich 
bewust van deze ketenverantwoordelijkheid en ervaren onderlinge afhankelijkheid 
in de zorg voor luchtvaartveiligheid. Al vanaf het internationale verdrag van Chi-
cago uit 1944 staat de borging van risico’s hoog op de agenda binnen de luchtvaart. 
Ook binnen de delfstofwinning is het denken in termen van systeemafhankelijkhe-
den diep geworteld. De directe aanleiding voor het ontwikkelen van interne veilig-
heidssystemen vormde het Cullen rapport (1991) over de ramp met de Piper Alpha 
in Schotland, dat ook grotendeels van toepassing bleek te zijn op de Nederlandse 
situatie. Kenmerkend voor beide sectoren is bovendien dat de ketenverantwoorde-
lijkheid in het gehele systeem aanwezig is. De afbakening van de systeemgrenzen 
van de luchtvaartsector en delfstofwinning zijn helder. 
In de andere vier sectoren bleek de afbakening van het systeem een stuk ingewik-
kelder te zijn. In de sector van de financiële dienstverlening blijkt de afbakening 
van het systeem problematisch vanwege het feit dat de financiële markt bij uitstek 
een internationale markt is terwijl de binnenlandse markt voor financiële dienst-
verlening juist voor een belangrijk deel bestaat uit kleine onafhankelijke interme-
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diairs. Omdat er veel onafhankelijke intermediairs zijn en de diversiteit tussen deze 
intermediairs groot is, is het zelfregulerend vermogen ook binnen de Nederlandse 
markt beperkt. Om die reden blijft systeemtoezicht voor de AFM vooralsnog 
beperkt tot de negen grote financiële instellingen in Nederland. Opvallend is ook 
dat er weinig wordt samengewerkt door banken op het terrein van interne risicobe-
heersing. De belangen van de instellingen zijn te individueel en de positie van indi-
viduele instellingen is in belangrijke mate afhankelijk van hun marktaandeel. In de 
vleessector heeft een aantal grote incidenten er toe geleid dat de sector weliswaar 
doordrongen is van de noodzaak van kwaliteitsregulering en borging, maar dat er 
veel verschillende interne borgingssystemen bestaan. Dat hangt wederom samen 
met de grote variatie in de omvang van bedrijven. In de vleesketen zijn kleine 
ambachtelijke slachterijen opgenomen maar ook zeer grote slachterijen die rond de 
600 varkens per uur slachten. In de VVE bleek de afbakening van een systeem van 
voor- en vroegschoolse educatie als voorportaal van het primair onderwijs proble-
matisch te zijn. Er is bovendien lange tijd getwist over de meerwaarde van deze 
programma’s voor de taalvaardigheid van leerlingen op langere termijn. Het pre-
ventieve karakter van het VVE programma leidt tot een voortdurende spanning 
tussen korte termijn politieke belangen en de lange termijn belangen van het pro-
gramma. Ook in de GGZ is het denken in termen van systemen, protocollen en 
behandelrichtlijnen nog nauwelijks ontwikkelt. De sector wordt vooral geken-
merkt door een individualistische behandelcultuur en met name onder de vrijge-
vestigde psychiaters bestaat een afkeer tegen afspraken op systeemniveau. Daar-
naast speelt mee dat ook de GGZ een uiterst diverse sector is; van verslavingszorg en 
opvang voor dak- en thuislozen tot curatieve psychiatrische zorg. 
Tabel 2: Zelfregulering en interne borgingssystemen
De motivatie tot zelfregulering: 
Mogelijkheid tot externaliseren 
van risico’s: 
Naarmate de negatieve effecten van risico’s makkelijker zijn 
te externaliseren, neemt de prikkel tot zelfregulering af.
Complexiteit en inzichtelijkheid 
van de markt:
Naarmate de markt complexer is en minder transparant, 
neemt de motivatie tot zelfregulering af.
Onderlinge (keten)afhankelijk 
van binnen het systeem:
Naarmate de (ervaren) ketenafhankelijkheid van en door 
actoren groter is, neemt de motivatie tot zelfregulering toe.
De kwaliteit van het interne borgingssysteem:
Afbakening van het systeem: Wanneer een substantieel deel van het systeem buiten de 
reikwijdte van het interne borgingssysteem valt, neemt de 
bruikbaarheid van het borgingssysteem af.
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Interne organisatie van het 
borgingssysteem:
Wanneer het borgingssysteem niet eenduidig en gezag-
hebbend is georganiseerd binnen de organisatie van de 
onder toezicht gestelde, neemt de betrouwbaarheid van 
het systeem af.
Objectiveerbaarheid van normen: Naarmate normen beter zijn te objectiveren, neemt de 
kans op het gebruik van een intern borgingssysteem toe.
In tabel 2 vatten we de belangrijkste conclusies ten aanzien van het zelfregulerend 
vermogen en de kwaliteit van het interne borgingssysteem samen. We kunnen con-
cluderen dat de ontvankelijkheid voor systeemtoezicht en het zelfregulerend ver-
mogen van de onder toezicht gestelde veel te maken hebben met de aard van het 
product en de onderlinge afhankelijkheden van de bij het productie- of dienstver-
leningsproces betrokken actoren. Die condities blijken vervolgens van invloed te 
zijn op de kwaliteit van de interne borgingssystemen waar de externe toezichthou-
der in systeemtoezicht van gebruik zou moeten maken. Zo zijn er zowel in de 
luchtvaart als in de delfstoffenwinning interne veiligheidssystemen en standaarden 
ontwikkeld voor de verschillende technische productieprocessen. In beide sectoren 
is er al langer sprake van systeemtoezicht, zonder dat dit overigens als zodanig 
werd benoemd. Daarin speelt ook mee dat in de bij deze sectoren betrokken oplei-
dingen, systeemtheoretisch denken een vaste plaats heeft in de curricula. Opval-
lend is ook dat in de luchtvaart en de delfstofwinning het interne borgingssysteem 
eenduidig en gezaghebbend binnen de eigen organisatie is georganiseerd. In de 
andere sectoren was er van een dergelijke gezaghebbende positie van het interne 
borgingssysteem geen sprake. Zo is in de GGZ bijvoorbeeld niet de kwaliteitsfunc-
tionaris het aanspreekpunt van de externe toezichthouder (de IGZ), maar de Raad 
van Bestuur.
De toezichtrelatie
De kwaliteit van de interne borgingssystemen bepaalt in belangrijke mate of de 
externe toezichthouder hier gebruik van kan maken voor haar eigen toezichttaak. 
In een ideale setting van systeemtoezicht bewaakt de onder toezicht gestelde zelf 
via interne borgingssystemen of er aan de regels en normen van de externe toe-
zichthouder is voldaan. De externe toezichthouder concentreert zich dan vervol-
gens op het beoordelen van de aangeleverde informatie en het monitoren van de 
werking van deze interne borgingssystemen. In ons onderzoek vonden een derge-
lijke inrichting van systeemtoezicht en de daarbij passende toezichtrelatie slechts 
in twee van de zes sectoren aan. De luchtvaart en de delfstoffenwinning voldeden 
het meest aan de verwachtingen van systeemtoezicht. In beide sectoren krijgt de 
toezichthouder gegevens aangeleverd van de Safety Assurance manager van de 
onder toezicht gestelden. In de relatie tussen de externe toezichthouder en de 
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onder toezicht gestelde bleek vertrouwen een belangrijke rol te spelen, maar dat 
vertrouwen was vooral gestoeld op de wederzijdse verwachting die men heeft dat 
men elkaar rechtvaardig behandelt (‘just culture’). Aan deze openheid ligt enerzijds 
het besef ten grondslag dat incidenten vermeden moeten worden en anderzijds dat 
er geleerd kan worden van incidenten.4 Tegelijkertijd passen er in een dergelijke 
toezichtrelatie juist harde sancties wanneer het vertrouwen wordt geschonden. 
Maar ook in deze twee ‘best practices’ van systeemtoezicht kon niet worden vol-
staan met een toetsing van het interne borgingssysteem. ‘Reality checks’ maken 
onlosmakelijk deel uit van systeemtoezicht, ook waar in principe sprake is van goed 
functionerende en stabiele borgingssystemen. Veranderende condities binnen 
organisaties of tussen organisaties (bijvoorbeeld een fusie tussen twee luchtvaart-
maatschappijen) maken het bovendien noodzakelijk dat het borgingssysteem keer 
op keer opnieuw moet worden geanalyseerd en gecontroleerd op haar stabiliteit en 
betrouwbaarheid.
Als gezegd, in de andere sectoren kon minder worden vertrouwd op de interne bor-
gingssystemen van de onder toezicht gestelde. Weliswaar worden openheid ook 
tussen de financiële instelling en de AFM als een groot goed beschouwd, maar het 
sterk gejuridificeerde karakter van de toezichtrelatie zorgt vooralsnog voor een 
sfeer die vooral gekenmerkt wordt door onderling wantrouwen. Ook in de casus 
van de GGZ bleken zowel de toezichthouder als de onder toezicht gestelde te zoe-
ken naar de juiste toezichtrelatie. De informatievoorziening van de onder toezicht 
gestelde naar de toezichthouder is nog lang niet op orde en het blijkt vooral inge-
wikkeld te zijn om tot een door alle partijen geaccepteerd toetsingskader te komen. 
De strengere opstelling van de IGZ in de afgelopen jaren lijkt vooral te worden ver-
oorzaakt door toenemende externe politieke en maatschappelijke druk en een afne-
mende politieke en maatschappelijke risicotolerantie. Het gevolg is dat de IGZ zich 
in een spagaat bevindt. Enerzijds wordt erkend dat systeemtoezicht alleen in 
onderling overleg kan worden ontwikkeld, maar anderzijds neemt de druk om har-
dere sancties toe te passen toe.
4  Conclusie en reflectie
In de zoektocht naar rechtvaardig en doelmatig toezicht dient systeemtoezicht zich 
aan als een alternatief voor klassiek verticaal overheidstoezicht. We hebben laten 
zien hoe zich in het denken over toezicht in de afgelopen jaren een generieke 
beleidsvisie of zelfs beleidstheorie over systeemtoezicht heeft ontwikkeld. Hoewel 
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binnen de Inspectieraad wordt erkend dat de effectiviteit van systeemtoezicht in 
belangrijke mate afhankelijk is van het zelfregulerende (en zelfdisciplinerende) ver-
mogen van de onder toezicht gestelde, zijn de verwachting ten aanzien van sys-
teemtoezicht hooggespannen. Het gevaar van dergelijke generieke visies is dat de 
contingente condities waaronder systeemtoezicht effectief kan zijn, uit het oog 
worden verloren. Uit ons onderzoek blijkt dat de effectiviteit van systeemtoezicht 
in belangrijke mate afhankelijk is van de belangenconstellaties en afhankelijk-
heidsrelaties in het systeem dat onder toezicht staat en de daarmee samenhangende 
kwaliteit, stabiliteit en betrouwbaarheid van het interne borgingssysteem. De 
directe eigen belangen van de onder toezicht gestelde bij het vermijden van risico’s 
bepalen in belangrijke mate de bereidheid tot zelfregulering. De zorg om de eigen 
veiligheid lijkt tot een groter risico bewustzijn te leiden dan bijvoorbeeld het 
gevaar van economische schade of reputatieschade. Ook de afbakening van het sys-
teem speelt daarbij een cruciale rol. Dat wil zeggen, worden de belangrijkste afhan-
kelijkheden ook daadwerkelijk tot het systeem gerekend?
In hoeverre leidt systeemtoezicht dan tot lagere toezichtlasten (en voor wie) en leidt 
systeemtoezicht inderdaad tot een groter lerend vermogen van onder toezicht 
gestelden en de toezichthouder? De indruk is dat er door systeemtoezicht eerder 
lasten bijkomen dan afgaan. Dit geldt zowel voor de ontwikkelingskosten als de 
onderhoudskosten van systeemtoezicht. Systeemtoezicht kent hoge ontwikke-
lingskosten; er moeten risico’s worden geïnventariseerd en geanalyseerd en er moe-
ten procedures en standaarden worden ontwikkeld die werkbaar en betrouwbaar 
zijn. Systeemtoezicht kan bovendien alleen maar in overleg tussen de onder toe-
zicht gestelde en de toezichthouder ontwikkeld worden. Het gevaar bestaat boven-
dien dat systeemtoezicht doorslaat en zo bijdraagt aan wat Michael Power ooit de 
‘audit society’ heeft genoemd (Power, 1997). In de vleesverwerkende industrie lijkt 
zich inmiddels een ware certificatiemarkt te hebben ontwikkeld en ook in de GGZ 
en de VVE zijn er meerdere certificatieprogramma’s in de markt. Van een vermin-
dering van de toezichtlast door systeemtoezicht kan men dan ook niet spreken. 
Niet aan de zijde van onder toezicht gestelde, maar ook niet bij de toezichthouder.
Systeemtoezicht prikkelt echter wel degelijk tot leren. Het nodigt uit tot het ont-
wikkelen van kennis over productie- en dienstverleningsprocessen, de afhankelijk-
heden tussen verschillende schakels in productieketens, de werking van markten 
en andere besturingsarrangementen en de effectiviteit van beleidsprogramma’s. 
Systeemtoezicht vereist op het meest fundamentele niveau een zoektocht naar de 
grenzen van systemen, de condities waaronder bedrijven en instellingen werken, 
hun onderlinge afhankelijkheden, met als doel de vraag te beantwoorden op welke 
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wijze al deze condities het gedrag van actoren beïnvloeden. De casus van de delf-
stoffenwinning laat bovendien zien dat systeemtoezicht zich in een relatief korte 
tijd kan ontwikkelen mits de condities gunstig zijn. 
De grootste valkuil voor systeemtoezicht is om het van toepassing op ‘alles’ te ver-
klaren (vergelijk Power, 2004; 2007). Systeemtoezicht is geen panacee voor alle kwa-
len van het klassieke toezicht. Niet iedere onzekerheid kan worden getransfor-
meerd tot een risico om zo binnen de controle modus van systeemtoezicht te 
worden gebracht. Ongeacht het type toezicht dat bestaat geldt bovendien voor alle 
sectoren dat het aantal incidenten vele malen hoger is dan de incidenten die via de 
media politieke en maatschappelijke aandacht krijgen. Zo krijgt de luchtvaartin-
spectie jaarlijks met ongeveer 7000 incidenten te maken binnen haar toezichtdo-
mein waarvan 50 ernstige incidenten waarin de luchtvaartveiligheid acuut in 
gevaar is geweest. Ondanks een programma van voorschoolse of vroege educatie 
zullen er leerachterstanden ontstaan bij kwetsbare groepen in de samenleving. De 
waarde van goed toezicht ligt besloten in haar bijdrage om de kans op verwijtbare 
of vermijdbare incidenten en calamiteiten te verkleinen. Onder specifieke condities 
kan systeemtoezicht daar een bijdrage aanleveren.
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uitgevoerd in opdracht van de Interdepartementale werkgroep Handhaving en Gedrag en het 
Wetenschappelijk Onderzoek en Documentatie Centrum van het Ministerie van Justitie. Wij 
danken de begeleidingscommissie van dit onderzoek en twee anonieme referenten voor hun 
waardevolle commentaar.
2  Het advies van de commissie Holtslag (1998) vormde het begin van een reeks adviezen en 
nota’s over overheidstoezicht. Daarna volgde de Ambtelijke Commissie Toezicht-II, en de 
Kaderstellende Visie op Toezicht (2001) en Kaderstellende Visie op Toezicht II (2005)
3 Al kunnen er verschillende definities van systeemtoezicht in omloop zijn.
4  Dit leidde bij het onderzoek naar de crash van het Turkish Airlines toestel op Schiphol (25 
februari 2009) tot een opmerkelijk conflict tussen de Onderzoeksraad voor de Veiligheid en 
het Openbaar Ministerie over de zogenaamde zwarte doos. De Onderzoeksraad claimt het 
onderzoek naar de zwarte doos om daar zo snel mogelijk lering uit te kunnen trekken voor de 
veiligheid van de luchtvaart. Omdat in een dergelijk onderzoek vertrouwen nodig is van 
betrokken partijen wordt rechtsvervolging uitgesloten mits er sprake is van grove nalatigheid 
of opzet.
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