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Il presente elaborato di tesi ha come obiettivo principale un’analisi 
dettagliata delle normative e degli strumenti messi in atto per il 
contrasto dei fenomeni di riciclaggio di beni e utilità di provenienza 
illecita e del finanziamento del terrorismo.  
In dettaglio, l’esame della normativa è stato condotto con un approccio 
“a cascata”, ossia partendo dalle fonti sovranazionali (internazionali e 
comunitarie) e nazionali degli strumenti che sono stati nel tempo 
approntati, sino ad arrivare ad una disamina molto approfondita del 
decreto legislativo n. 231/2007, il quale rappresenta la “base” della 
normativa attuale.  
Inoltre, si è provveduto a delineare le ultime novità in materia, che 
hanno modificato particolari aspetti del decreto citato, come le novità 
inerenti ai limiti sull’uso del contante, che hanno sollevato non pochi 
problemi interpretativi e conseguenti allarmismi. 
Infine, sono stati trattati i riflessi che la disciplina antiriciclaggio ha 
avuto sia nelle banche a livello operativo e procedurale, in particolare 
attraverso la creazione di nuove figure aziendali e speciali procedure 
informatiche per la valutazione del grado di rischio associato al profilo 
della clientela; sia nei contratti (in particolare negli appalti) posti in 
essere dalla Pubblica Amministrazione, mediante l’introduzione 
dell’obbligo di utilizzo di strumenti e l’inserimento di clausole che 





Introduzione al fenomeno del riciclaggio: origini 
e ricadute sull’economia e sulla società.  
 
Il fenomeno del riciclaggio di denaro, beni o utilità di provenienza 
illecita ha avuto origine da due elementi in stretta correlazione tra loro: 
da una parte, dalla progressiva “globalizzazione dei flussi di 
riciclaggio”1, e dall’altra, dalla presenza di notevoli disomogeneità 
nelle legislazioni economiche dei vari Paesi, soprattutto dei cosiddetti 
“paradisi fiscali e bancari”.  
La “globalizzazione dei mercati” è quel processo economico 
caratterizzato dalla tendenza degli scambi ad assumere una dimensione 
sovranazionale, attraverso l’abbattimento delle frontiere (interne ed 
esterne) tra i vari mercati. Inoltre le merci, che in passato erano 
l’oggetto principale degli scambi stessi, tendono oggi a 
“smaterializzarsi” e a circolare molto più rapidamente sottoforma di 
capitali, servizi, risorse finanziarie.  
Questa “finanziarizzazione dell’economia” ha, di contro, provocato 
una riduzione dell’intermediazione bancaria tradizionale (erogazione 
del credito e raccolta del pubblico risparmio) e un aumento della 
diffusione di nuovi strumenti finanziari e di tecniche di pagamento 
informatico (moneta elettronica) che garantiscono una notevole 
velocità delle transazioni e l’anonimato. Proprio quest’ultimo aspetto 
ha determinato un notevole aumento dell’utilizzo di questi strumenti 
anche da parte della criminalità organizzata e delle organizzazioni 
                                                 
1
 (Razzante, 2011) 
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terroristiche per incrementare gli enormi capitali di cui dispongono e 
per semplificare ed espandere la rete dei loro traffici in tutto il globo. 
I “paradisi fiscali e bancari” sono quei Paesi in cui il sistema di 
tassazione è molto basso o assente,  molto conveniente per la 
fissazione di società “off shore”. Inoltre, spesso essi stabiliscono regole 
rigide sul segreto bancario che permettono transazioni di capitali con 
pochissime formalità e soprattutto, anche qui, è garantito l’anonimato. 
Quindi, risulta facile intuire che queste loro caratteristiche si prestino 
molto bene ad essere sfruttate nel loro massimo potenziale delle 
organizzazioni criminali o terroristiche, oltre a generare dei forti 
squilibri nell’economia reale degli altri Paesi “virtuosi” che, in primo 
luogo, subiscono una perdita di attrattiva e di competitività per il fatto 
che le grandi multinazionali (anche quelle che operano legalmente) 
trovano più conveniente stabilire le proprie sedi fiscali in quei Paesi 
dove la pressione impositiva è minore.   
Altro aspetto cruciale è che questi Paesi spesso non collaborano con le 
autorità internazionali e non adempiono ad alcun tipo di controllo, 
provocando delle “falle” nel sistema della prevenzione e repressione di 
molti reati, tra i quali uno dei più importanti è appunto il reato di 
riciclaggio (“money laundering”). 
Il reato di riciclaggio rappresenta quell’insieme di attività che sono 
attuate per occultare, nascondere e “pulire” i proventi dell’attività 
illecita. Questo obiettivo viene attuato attraverso il collocamento 
(“placement”) del denaro in strumenti finanziari leciti, mediante 
banche o intermediari, da parte di un soggetto terzo, consapevole e 
compiacente, in modo da trasformare il denaro contante in moneta 
“scritturale”. In secondo luogo, viene posta in essere una 
dissimulazione (“layering”) o “stratificazione” con l’accumulo di 
capitali mediante varie operazioni (trasferimenti elettronici o 
riconversione in moneta contante), finalizzate all’occultamento della 
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provenienza illecita del capitale iniziale. Infine, avviene il rientro 
(“integration”) del denaro ormai riciclato nel mercato e, tramite il suo 




Com’è facilmente intuibile, questo procedimento può funzionare 
avvalendosi di quelle “falle” che sono presenti nel sistema di controllo 
della finanza internazionale e può avere conseguenze su scala 
mondiale grazie alla globalizzazione delle transazioni finanziarie e 
all’uso di moderne tecnologie e nuovi strumenti per gli scambi. 
Gli effetti principali e più drammatici di questa pratica si notano nella 
distorsione della concorrenza provocata dall’innaturale 
abbassamento/innalzamento dei prezzi che favorisce così il fallimento 
dei vari operatori economici e l’aumento della disoccupazione.  
Questa influenza sull’andamento fisiologico del mercato provoca 
effetti anche sulla stabilità ed efficienza dell’intero sistema economico 
e sull’allocazione delle risorse disponibili.  
Infine, è stato riscontrato da dei recenti studi della Banca d’Italia, che 
il fenomeno del riciclaggio provoca in Italia una mancanza di sviluppo 
economico, soprattutto in quelle aree a forte presenza criminale. Il 
motivo è da ricercare sia nel fatto che le imprese pagano più alto il 
credito
3
 e che gli investimenti vengono disincentivati, sia nel 
problema, tipico di quelle aree (ma non solo), dell’“inquinamento 
della politica locale”.4  
La pratica del riciclaggio si lega anche a molti altri reati molto gravi 
che colpiscono la società: evasione fiscale, abusivismo finanziario,  
movimenti transfrontalieri illeciti di capitali, usura e finanziamento del 
terrorismo. 
                                                 
2
 (Grillo, 2011) 
3
 (Bonaccorsi di Patti, 2009) 
4
 (Draghi, 2011) 
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 In particolare l’usura, definita “la figlia del riciclaggio”5, è il 
principale canale utilizzato dai riciclatori, i quali, attraverso la 
costituzione di società finanziarie apposite che svolgono un’attività su 
larga scala, riescono ad ottenere alti guadagni e rischi minori
6
. 
                                                 
5
 (Conforti, 1998) (Razzante, 2009) 
6
 (Razzante, 2011) 
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Primi interventi in ambito internazionale e breve 
descrizione dei soggetti internazionali coinvolti.  
 
Lo sviluppo del fenomeno del riciclaggio a livello globale e la sua 
capacità di trovare continuamente nuovi canali attraverso cui operare 
ed espandersi, ha ingenerato la necessità di approntare strategie di 
prevenzione e di contrasto sempre più internazionali
7
, essendosi 
rivelate inefficaci le precedenti iniziative che erano state concepite 
come strumenti repressivi su base nazionale
8
. Inoltre, a queste sue 
peculiari caratteristiche è da imputare la molteplicità delle fonti che 
esso origina: disposizioni internazionali, direttive comunitarie, altri atti 




Aspetto interessante delle disposizioni internazionali, trattate di 
seguito, riguarda la loro forza vincolante per gli Stati, infatti , molte di 
esse ne sono prive. In ogni caso esse vengono spesso indicate come 
esempi di “soft law”: cioè come “good practice”, regole suggerite a 
livello internazionale per essere recepite all’interno della legislazione 
domestica dei singoli Stati. 
In questo modo esse, per diventare vincolanti, devono necessariamente 
passare attraverso una loro formale adozione con un atto legislativo 
interno, non essendo “self executing”. Il recepimento può avvenire 
spontaneamente dai singoli Stati, o per effetto del meccanismo “peer 
pressure”10 o “pressione sociale” che rappresenta quella sorta di 
condizionamento che spinge, in questo caso, i vari Stati ad uniformare 
le proprie legislazioni. 
                                                 
7
 (Ferola, 2005) 
8
 (Stumpo, 2008) 
9
 (Condemi, 2008) 
10
 (Condemi, 2008) 
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1) Comitato di Basilea 
 
Questa necessità di armonizzazione si è fatta sentire a partire dal 1974: 
anno in cui fu istituito il Comitato per la Regolamentazione 
Bancaria,che si riunisce all’interno della Banca dei Regolamenti 
Internazionali “B.R.I.” con sede a Basilea, in seguito a varie crisi 
bancarie e valutarie importanti (vedi il caso della messa in liquidazione 
da parte della Bundesbank della Bank Herstatt
11
) . A tale organo 
parteciparono i governatori delle banche centrali dei dieci Stati più 
industrializzati (G10), i quali stipularono l’”Accordo di Basilea” con 
l’intento di favorire lo scambio di informazioni tra i vari istituti bancari 
per sviluppare un miglior sistema di vigilanza attraverso la 
cooperazione delle autorità a ciò preposte e l’istituzione di sistemi di 
pre-allarme in caso di crisi bancarie internazionali.
12
 
La “Dichiarazione di principi sulla prevenzione dell’utilizzo a fini 
criminosi del sistema bancario per il riciclaggio di fondi di 
provenienza illecita”13 che è stata emanata dal Comitato il 12 
Dicembre 1989, nonostante non sia vincolante per gli Stati aderenti  
(non ha valore di trattato internazionale ma è solo un’insieme di 
standards di “best practices”), ha avuto come risultato un’adesione 




La premessa di tale documento pone in evidenza varie tematiche: 
innanzitutto, che le banche possono essere utilizzate per  effettuare 
depositi o trasferimenti di fondi criminali, ossia attività tutte ascrivibili 
al fenomeno del riciclaggio (al tempo in cui venne emanata questa 
                                                 
11
 (Carmine, 2008) 
12
 (Fisicaro, 2008 ) 
13
 “Dichiarazione di principi sulla prevenzione dell’utilizzo a fini criminosi del 
sistema bancario per il riciclaggio di fondi di provenienza illecita”, dicembre 1988, 
pubblicata in diritto della banca, 1989, II, p. 97. 
14
 (Carmine, 2008) 
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Dichiarazione in molti Paesi il reato di riciclaggio veniva ancora 
confuso con quello di ricettazione) e che per questa ragione vi fosse la 
necessità di adottare forme di cooperazione internazionale per 
reprimere il riciclaggio, spingendo il sistema bancario a coadiuvare le 
forze di polizia per un’azione non soltanto repressiva, ma anche 
preventiva; in secondo luogo, anche le autorità di vigilanza bancaria 
non possono rimanere indifferenti riguardo all’utilizzo delle banche da 
parte della criminalità organizzata, in quanto, la fiducia del pubblico 
nelle banche può diminuire o cessare in caso di coinvolgimenti delle 
stesse in situazioni di riciclaggio, causando notevoli conseguenze sulla 
stabilità stessa dell’intero sistema bancario. Per questi motivi, nel 
documento si fa richiesta di adesione al sistema bancario da parte di 
tutti i paesi aderenti alla Dichiarazione, la quale viene vista come una 
raccolta di “Principi etici fondamentali” per sollecitare le banche 
all’adozione di procedure volte a garantire l’identificazione di tutti i 
clienti. 
In ogni caso, è data la conferma dell’impegno delle autorità di 
vigilanza dei Paesi aderenti a porre in essere procedure e politiche in 
linea con la Dichiarazione, oltre all’impegno del Comitato a diffondere 
tale documento anche presso le autorità di vigilanza degli altri Paesi 




                                                 
15
I paesi membri del Comitato di Basilea sono: Belgio, Canada, Francia, Germania, 
Giappone, Italia, Lussemburgo, Paesi Bassi, Spagna, Svezia, Svizzera, Regno Unito, 
Stati Uniti. Il Comitato mantiene rapporti con altri comitati internazionali che 
riuniscono le autorità di vigilanza dei paesi non appartenenti al “Gruppo dei dieci” 
come: America Latina e Centrale, Paesi Arabi, Africa, Sud-Est asiatico. 
13 
 
All’interno della Dichiarazione venivano considerati come principi 
fondamentali sia l’identificazione della clientela e l’istituzione di 
procedure volte a garantirla, sia la collaborazione con le autorità 
giudiziarie e di polizia, per cui le banche avrebbero dovuto collaborare 
con tali autorità e non fornire assistenza a soggetti che avessero cercato 
di aggirarle.  
Inoltre, si imponeva alle banche di attenersi strettamente alle norme 
vigenti nella realizzazione delle operazioni e si vietava di prestare 
assistenza per quelle sospettate di essere collegate ad attività di 
riciclaggio.  
La Dichiarazione prevedeva anche che le banche avrebbero dovuto 
adottare “politiche coerenti” con i principi della Dichiarazione, in tema 
di identificazione della clientela, di conservazione dei documenti 
relativi alle varie operazioni poste in essere e, inoltre, di espansione dei 
controlli interni. 
In aggiunta a questi principi, il Comitato di Basilea ne ha elaborati altri 
riguardanti la vigilanza del sistema bancario con indicazioni per la 
prevenzione del riciclaggio e per una migliore conoscenza del cliente, i 




Nel 2001 ha poi pubblicato un altro documento intitolato “Customer 
due diligence for banks”17 contenente l’analisi del principio della 
conoscenza del cliente dal punto di vista della vigilanza prudenziale. 
Infine, nel 2003, insieme ad altre due importanti organizzazioni 
internazionali, lo I.O.S.C.O. ( International Organization of Security 
Commissions) e lo I.A.I.S. ( International Association of Insurance 
Supervisors), il Comitato ha redatto un documento comune, dove sono 
                                                 
16
 Reperibile nel l sito Internet della Banca dei regolamenti internazionali  
(Bank for international settlements): www.bis.org. 
17
Customer due diligence for banks, October 2001.  
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fissati gli standards antiriciclaggio e antiterrorismo che devono essere 
osservati nei tre settori che fanno capo a tali organismi: bancario, 
assicurativo e degli investimenti.
18
 
Tutti questi documenti hanno però avuto un’importanza e un’eco 
relative poiché negli stessi anni si andavano formando altri atti 
internazionali con efficacia vincolante e, soprattutto, la disciplina 





2) Le Convenzioni delle Nazioni Unite : 
 
a. La Convenzione di Vienna. 
 
Le Nazioni Unite si sono contraddistinte negli anni per la lotta al 
traffico di stupefacenti ed hanno emanato molti atti di rilievo 
contenenti anche riferimenti al riciclaggio( vedi ad esempio la 
Convenzione Unica sugli stupefacenti di New York del 1961 e la 
Convenzione sulle sostanze psicotrope di Vienna del 1972, con il 
relativo Protocollo di modifica dello stesso anno
20
), ma il primo vero 
atto internazionale in materia è stata la “Convenzione delle Nazioni 
Unite contro il traffico illecito di stupefacenti e sostanze psicotrope”, 
adottata a Vienna il 19 dicembre 1988
21
.  
Tale atto è giuridicamente vincolante ed è, sostanzialmente, il primo 
strumento internazionale che contiene una espressa menzione del reato 
                                                 
18
 Initiatives by the BCBS, IAIS and losco to combat money laundering and the 
financing of terrorism, giugno 2003. 
19
 (Condemi, 2008) 
20
 (Stumpo, 2008) 
21
 Ratificata in Italia con la legge 5 novembre 1990, n. 328. Pubblicata sulla G.U. 15 
novembre 1990, n. 267, assieme al testo della Convenzione (in francese) e alla sua 
traduzione non ufficiale in italiano. 
15 
 
di riciclaggio e dell’obbligo di confisca dei proventi del reato22. La 
“criminalizzazione”23 ha però riguardato soltanto i “reati presupposto”, 
cioè quelli da cui si sono originati i proventi e legati alla produzione, 
fabbricazione, estrazione, preparazione, offerta, messa in vendita, 
distribuzione, consegna, importazione ed esportazione di sostanze 
stupefacenti o psicotrope; alla coltivazione delle piante dalle quali 
alcune di tali sostanze traggono origine; alla detenzione o all’acquisto 
di sostanze stupefacenti o psicotrope; alla fabbricazione, al trasporto o 
alla distribuzione di materiali o sostanze strumentali alla produzione di 
sostanze psicotrope. 
In particolare, all’Art.3, paragrafo 1, si prevede da parte di ciascuna 
parte l’adozione di misure necessarie per “attribuire il carattere di 
reato” a tutta una serie di condotte come: la conversione, il 
trasferimento, la dissimulazione o la contraffazione dell’origine dei 
beni che siano proventi di reati in materia di traffico di stupefacenti e 
sostanze psicotrope. 
L’approccio seguito è logicamente limitato e settoriale perché l’atto 
vuole contrastare un fenomeno che non si limita al riciclaggio, ma che 
presenta varie forme di realizzazione, inoltre è opportuno sottolineare 
che la sua adozione è stata facilitata proprio dalla grande eco che aveva 
suscitato in quegli anni l’emergenza della droga. 
In ogni caso è il primo atto a qualificare il riciclaggio come 
reato
24autonomo, anche se come “reato di secondo grado”. In aggiunta, 
l’esclusione di questo reato da quelli politici e da quelli fiscali ha 
eliminato i principali ostacoli alla sua repressione, in quanto, sulla base 
di tali erronee qualificazioni, veniva negata l’estradizione e 
l’assoggettabilità alle varie forme di cooperazione giudiziaria25. 
                                                 
22
 (De Guttry, et al., 1995) 
23
 (Condemi, 2008) 
24
 (Zanchetti, 1997) 
25




b. La Convenzione di Palermo. 
 
La “Convenzione contro il crimine organizzato transnazionale” delle 
Nazioni Unite, siglata a Palermo il 13 dicembre 2000
26
, è stata emanata 
per superare i limiti delle precedenti Convenzioni riguardanti la 
repressione dei fenomeni criminali transnazionali.  
In particolare, in tema di riciclaggio, viene ampliato il novero dei “reati 
presupposto”, comprendendo sia quelli commessi all’interno, sia 
all’esterno della giurisdizione dello Stato “parte”. Questi ultimi 
costituiscono reato presupposto solo ove la condotta posta in essere 
costituisca reato anche per il diritto interno dello Stato dov’è stata 
commessa o dove sarebbe stata commessa
27.  Nell’incriminazione del 
reato di riciclaggio vi si ricomprendono anche i proventi generati da 
“reato grave”, definito come “atto che costituisce infrazione passibile 
di una pena privativa della libertà il cui limite massimo non può essere 
inferiore a quattro anni o di una pena più grave”.          
Inoltre, si prevede l’introduzione di misure di carattere preventivo per 
il settore finanziario, rese necessarie dalle Raccomandazioni del 
G.A.F.I. e dalla disciplina europea, nel frattempo intervenuta. A titolo 
esemplificativo, è possibile citare quelle relative all’istituzione di 
specifici controlli sugli intermediari finanziari, ai controlli sui 
movimenti transfrontalieri di capitali, alla cooperazione tra le Autorità 
amministrative che sono preposte all’attuazione di tali controlli, 
all’abolizione del segreto bancario e al divieto di conti bancari 
anonimi. Inoltre, al paragrafo 7, comma 1, lettera b), viene prevista 
l’opportunità di istituire negli Stati membri delle “Financial 
                                                 
26
 Ratificata in Italia con la legge 16 marzo 2006, n. 146. 
27
 (Cocuzza, 2001) 
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Intelligence Units” ( F.I.U.) con il compito di raccogliere, analizzare e 
trasmettere le informazioni relative a possibili casi di riciclaggio
28
.  
Queste prescrizioni, in realtà, non sono innovative, essendo già note a 
molti Stati, ma ciò che rileva è l’attribuzione del carattere della “trans-
nazionalità” al reato di riciclaggio e delle sue potenzialità offensive, 





3) Le Convenzioni del Consiglio D’Europa: 
 
a. La Raccomandazione del Consiglio d’Europa del 
27 giugno 1980. 
  
Il Consiglio d’Europa nacque nel 1949 come organizzazione politica 
con l’obiettivo di promuovere la cooperazione intergovernativa tra gli 
Stati europei e di aumentarne l’unione in campo economico e sociale, 
oltre ad assicurare la salvaguardia dei diritti umani e dei principi 
democratici. 
Quest’organo si occupa di varie tematiche; in particolare, per il tema 
del riciclaggio di denaro “sporco”, ha iniziato ad occuparsene fin dal 
1977, quando ha istituito al suo interno un Comitato di Esperti con il 
compito di studiare un’adeguata lotta al fenomeno.  
Un primo risultato di tale organo si è avuto con l’emanazione della 
Raccomandazione n. R(80) del 27 giugno 1980, intitolata “Misure 
contro il trasferimento e l’occultamento dei capitali di origine 
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criminale”30, adottata ai sensi dell’art. 15b dello Statuto del Consiglio 
d’Europa.  In tale documento, primo a menzionare il problema del 
riciclaggio, si invitavano gli Stati membri ad adottare misure idonee a 
prevenire l’ingresso di capitali illeciti nelle istituzioni finanziarie e 
creditizie, auspicando che, in questo modo, il sistema bancario fosse in 
grado di prevenire in modo efficace il riciclaggio
31
.  
In particolare, si richiedevano alcuni adempimenti alle banche, come 
quello di controllare l’identità dei clienti al momento 
dell’instaurazione del rapporto o per operazioni compiute in moneta 
contante, superiore ad una certa quantità, o quello relativo 
all’implementazione dello scambio di informazioni  a livello nazionale 
e sovranazionale con le autorità giudiziarie e investigative, oltre 
all’istituzione di misure cautelari e di controllo per verificare l’origine 
del denaro. 
Nonostante le previsioni della norma, essa rimase all’epoca 
sostanzialmente inattuata, anche a causa del fatto che essa non aveva 
strumenti forti per imporne l’attuazione, ma si affidava alla forza della 
persuasione confidando nei vari auspici che prevedeva: ad una 
maggiore assistenza, ad una caduta del segreto professionale anche al 
di là delle richieste specifiche delle autorità e all’obbligo (questo sì 
pesantemente sanzionato) per le banche di segnalare “spontaneamente” 
i propri clienti “sospetti”32. 
                                                 
30
 vedere il sito Internet del Consiglio d’Europa :www.coe.int. 
31
 (Condemi, 1996) 
32




b. La Convenzione di Strasburgo . 
 
Il Consiglio d’Europa è intervenuto nuovamente in materia nel 1990 
con l’emanazione della “Convenzione del Consiglio d’Europa sul 
riciclaggio, la ricerca, il sequestro e la confisca dei proventi di reato”, 
firmata a Strasburgo l’8 novembre di tale anno e ratificata in Italia con 
legge 9 agosto 1993, n. 328
33
. 
In tale atto si affrontava il tema del riciclaggio comprendendo vari 
aspetti che non erano stati trattati nella Convenzione di Vienna e 
adottando un approccio globale al problema, andando a coprire tutti gli 
aspetti procedurali e a predisporre meccanismi “ad hoc” per una più 
ampia cooperazione internazionale. 
In particolare, gli aspetti più rilevanti di questa Convenzione sono, 
innanzitutto la configurazione del reato di riciclaggio. Infatti, all’art.6 
si stabilisce che un’ipotesi di riciclaggio sia la commissione 
intenzionale della conversione o del trasferimento di beni, effettuati 
nella consapevolezza che si tratta di “proventi”34, allo scopo di 
occultarne o dissimularne l’illecita provenienza o di aiutare qualsiasi 
persona implicata nella commissione del reato presupposto a sottrarsi 
alle conseguenze legali della sua condotta.  
In aggiunta, anche l’occultamento o la dissimulazione della reale 
natura, provenienza, ubicazione, disposizione, movimento, proprietà 
dei beni o dei diritti sugli stessi, effettuati nella consapevolezza che tali 
beni siano dei “proventi”, ovvero l’acquisizione, il possesso o l’uso di 
beni, con la consapevolezza, al momento della loro recezione, che tali 
                                                 
33
 Il testo della Convenzione si può trovare nel S.O. alla G.U. della Repubblica italiana del 28 
agosto 1993, n. 202, dove è stata pubblicata la legge di ratifica; oppure in Banca, borsa e titoli 
di credito, 1994, V, pp. 720 e ss. 
34
 Nella Convenzione per “provento” si intende il vantaggio economico derivante 
dalla commissione di un reato. 
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beni siano dei “proventi”, sono considerabili integranti il reato di 
riciclaggio.  
Per quanto riguarda la partecipazione nella commissione di reati che 
sono stati previsti a norma del presente articolo, l’associazione o il 
complotto allo scopo di commettere tali reati, il tentativo di 
commetterli, nonché l’assistenza, l’istigazione, il favoreggiamento e la 
prestazione di consigli per la loro commissione, sono accomunabili 
alle suddette ipotesi. 
Quindi, in questo documento, a differenza della Convenzione di 
Vienna, l’ambito del reato di riciclaggio non si limita ai proventi dei 
reati legati al traffico di stupefacenti, ma si riferisce anche a quelli 
derivanti da tutti i delitti non colposi, anche se commessi all’estero. 
Tuttavia, per la consapevolezza dell’impatto che tale ampliamento 
avrebbe provocato, è stato previsto un correttivo:  gli Stati hanno la 
possibilità di limitare ad un numero inferiore i “reati presupposto”, 
inviando al Segretario Generale del Consiglio d’Europa una apposita 
Dichiarazione al momento della firma o, al più tardi, al momento del 
deposito degli strumenti di ratifica
35
.  
Un altro aspetto molto rilevante, esplicitato nella Convenzione 
riguarda la descrizione degli obblighi reciproci di cooperazione per la 
prevenzione e il contrasto al riciclaggio, soprattutto in tema di 
assistenza nelle indagini, di adozione  ed esecuzione di misure 
provvisorie finalizzate al sequestro e alla confisca dei “proventi”, sia 
con riferimento agli aspetti procedurali delle richieste degli Stati, sia 
alle motivazioni sottostanti un eventuale rifiuto ( ad esempio richieste 
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La Convenzione ha rappresentato uno step importante verso una 
maggiore armonizzazione del diritto e della procedura penale in 
materia e verso un’agevolazione della cooperazione internazionale e 
ciò è stato favorito soprattutto dalla maggiore omogeneità ed identità 




c. La Convenzione di Varsavia. 
 
Tuttavia, negli anni, il sistema così introdotto ha rivelato delle lacune 
sotto il profilo della prevenzione del riciclaggio e sotto quello del 
contrasto al finanziamento del terrorismo. Quest’ultimo tema è 
diventato di primaria rilevanza a partire dai tragici fatti accaduti l’11 
settembre 2001 negli Stati Uniti d’America.  
Per queste ragioni, nel 2003 è stato avviato un processo di 
aggiornamento del quadro delineato dalla Convenzione di Strasburgo, 
costituendo un apposito Comitato di Esperti (PC-RM) per redigere il 
testo di una nuova Convenzione.  
Come risultato del loro lavoro, il 3 maggio 2005 è stata siglata a 
Varsavia la “Convenzione del Consiglio d’Europa sul riciclaggio, 
sequestro e confisca di proventi illeciti e sul finanziamento del 
terrorismo”, la quale rappresenta l’unico atto internazionale 
giuridicamente vincolante che si occupa sia della prevenzione e 
controllo del riciclaggio, sia del finanziamento del terrorismo.  
Inoltre prevede una cooperazione estesa a tutti gli istituti tipici della 
prevenzione del riciclaggio: verifica dell’identità della clientela, 
identificazione del titolare effettivo, obbligo di segnalazione delle 
operazioni “sospette”, etc., e introduce la definizione di “Financial 
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 (Baldassarre, et al., 2008) 
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Intelligence Unit” (F.I.U.). A tale organo devono pervenire le 
segnalazioni delle operazioni sospette e gli Stati firmatari hanno 
l’obbligo di istituirla e fornirle tutte le risorse e le informazioni che 
sono necessarie per un suo corretto funzionamento. 
La Convenzione del 2005 si ispira alle Raccomandazioni del G.A.F.I. 
(analizzato nel paragrafo successivo) ma attua una sorta di 
trasformazione di tali standards di “soft law”38 (giuridicamente non 
vincolanti ma con effetti persuasivi molto forti
39),  in norme di “hard 
law”.  
Il motivo di questo cambiamento può essere ravvisato nella volontà di 
porre in essere una “legalizzazione”40 di tali norme, con lo scopo di 
assicurarne l’esecuzione con un obbligo formale; inoltre, la 
Convenzione di Varsavia, pur essendo stata varata in ambito regionale, 
coinvolge una platea di destinatari più vasta, in quanto ad essa possono 
aderire anche quei Paesi che non hanno partecipato all’elaborazione 
dei suddetti standards. 
                                                 
38
 (Cassese, 1999) 
39
 Vedi paragrafo “Introduzione al problema del riciclaggio”. 




4) Il G.A.F.I./F.A.T.F., gli altri organi e le 40 Raccomandazioni. 
 
Il “Gruppo d’Azione Finanziaria Internazionale” (GAFI) o “Financial 
Action Task Force” (FATF) è un organismo intergovernativo, istituito 
nel 1989 in occasione del G7 di Parigi. La sua missione consiste 
nell’individuazione e promozione di efficaci politiche di contrasto del 
riciclaggio di denaro di origine illecita, del finanziamento al terrorismo 
e del finanziamento della proliferazione di armi di distruzione di 
massa
41, sollecitandone l’adozione nelle singole legislazioni nazionali.  
A partire dal 1999, a tali compiti originari se ne sono aggiunti altri, 
come la promozione e la diffusione a livello mondiale dei principi 
contro il riciclaggio, il rafforzamento dell’adeguamento alle 
Raccomandazioni da parte dei Paesi membri, oltre al continuo 
monitoraggio dell’evoluzione del fenomeno del riciclaggio e delle 
contromisure da adottare. 
Attualmente fanno parte di questo organo 36 Paesi: gli Stati aderenti 
all’”Organizzazione per la cooperazione e lo sviluppo economico” 
(OCSE) e altri Stati, inoltre partecipano in veste di osservatori anche le 
delegazioni dei più importanti organismi internazionali e regionali, 
organizzate secondo il suo modello (BCE, IOSCO, Consiglio 
d’Europa, Interpol, FMI, BRI, Banca Mondiale, ecc..)42.  
Inoltre, nello svolgimento delle sue azioni e per un controllo più 
pregnante, si avvale dell’aiuto di altri gruppi regionali che sono a lui 
collegati: GAFISUD (Paesi del Sud America), CFATF (Paesi del 
bacino caraibico), APG (Paesi del continente asiatico e del Pacifico), 
                                                 
41
Vedi sito dell’O.C.S.E. : 
www.rappocse.esteri.it/Rapp_OCSE/Menu/Organi_semiautonomi/FATF 
42
 Vedi sito del GAFI www.fatf-gafi.org. 
24 
 
ESAAMLG (Paesi dell’est e del sud Africa), MENAFATFT(Paesi del 
Medio Oriente e nord Africa), EAG/EURASIA (Paesi dell’area russa) 
e GIABA( Gruppo intergovernativo contro il riciclaggio in Africa). 
Tutti questi Paesi hanno da sempre rappresentato aree a forte rischio di  
riciclaggio e ciò ha reso necessaria l’instaurazione di apposite strutture 
regionali per un miglior controllo delle attività finanziarie, data la 
massiccia presenza di criminalità causata spesso dalla povertà e 
vulnerabilità in alcuni Stati o dalla piaga del narcotraffico in altri, che 
si serve del riciclaggio come strumento principale per autoalimentarsi. 
Infine, il GAFI collabora attivamente anche con il settore privato, sia 
per stimolare le istituzioni e gli enti tenuti ad applicare le norme 
antiriciclaggio a confrontarsi su tali obblighi, individuandone le 
criticità e i margini di miglioramento, sia far conoscere a tali enti la sua 
attività e i suoi progetti.
43
 
Quest’organo è nato come “task force” temporanea ma, negli anni, è 
diventata una sorta di conferenza internazionale permanente, con sede 
presso l’OCSE44. Questo è dovuto alla valutazione positiva che è stata 
espressa dalla comunità internazionale sul suo operato e sulla sua 
capacità di controllo sul rispetto e sulla diffusione dei principi 
antiriciclaggio anche al di fuori dell’area di sua applicazione, oltre al 
suo continuo lavoro di approfondimento dei temi affini
45
. 
Al problema della mancanza di vincolatività delle decisioni del GAFI 
si è cercato di porre rimedio attraverso un meccanismo di “ratifica” di 
tali decisioni in occasione delle riunioni del G8 o di quelle dell’OCSE; 
in realtà, questo Gruppo ha assunto una notevole autorevolezza 
(dovuta soprattutto alla presenza al suo interno di rappresentanti di 
ministeri finanziari, degli interni, della giustizia, di banche centrali e 
autorità di vigilanza e di organismi investigativi) al punto che le sue 
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iniziative hanno acquisito una sorta di “valore auto legittimante”46 
(moral suasion), che ha indotto i Paesi partecipanti a tenerle in debita 
considerazione. 
 
Oltre al GAFI, un ruolo importante viene svolto da altri gruppi, come il 
Gruppo Egmont e il Comitato Moneyval. 
Il primo, è un “forum” internazionale “informale”47 e non politico che 
riunisce le “financial intelligence unit” (F.I.U.)48 dei vari paesi 
aderenti, con lo scopo di promuovere e favorire la loro cooperazione, il 
reciproco scambio di informazioni e conoscenze su possibili casi di 
riciclaggio di denaro, oltre a fornire strumenti utili di natura tecnica a 
quei Pesi che vogliono costituire una F.I.U., essendone privi. Dopo gli 
avvenimenti del 2001 le sue finalità istituzionali sono state estese 
anche alla lotta al finanziamento del terrorismo, individuando i canali 
di finanziamento dei gruppi terroristici internazionali. 
Invece, il Comitato Moneyval (“Select Committee of experts on the 
evaluation of anti-money laundering measures”), costituito nel 
settembre del 1997 dal Comitato dei Ministri del Consiglio d’Europa, 
ha il compito di valutare le misure antiriciclaggio messe in atto dai 
Paesi membri del Consiglio stesso, ma non del GAFI, soprattutto Paesi 
dell’ex Unione Sovietica, Malta, Cipro, Andorra, Liechtenstein, San 
Marino,  Monaco e Montenegro. Questo organo, sostanzialmente un 
sottocomitato dell’“European Committeee on crime problems” 
(CDPC) del Consiglio d’Europa, si occupa di valutare i sistemi 
antiriciclaggio adottati dai vari Paesi, secondo i modelli di 
autovalutazione e valutazione reciproca seguiti anche dal GAFI
49
, di 
                                                 
46
 (Urbani, 2005) 
47
 Ciò per il fatto di essere stato istituito “per iniziativa spontanea” delle Unità belga 
e statunitense, le quali nel 1995, decisero di affidare ad un’organizzazione informale 
il compito di incentivare la cooperazione tra F.I.U.- per analisi più approfondita, vedi 
(Baldassarre, 2008) 
48
 Cioè le strutture nazionali specializzate nell’attività di ”intelligence” finanziaria. 
49
 Vedi in seguito, in questo paragrafo. 
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rivolgere raccomandazioni ai Paesi aderenti e di sottoporre 
annualmente al CDPC un rapporto dell’attività svolta.50 
 
a. Le attività del GAFI. 
 
Concretamente il GAFI ha il compito di presentare un rapporto 
annuale sulle problematiche relative al riciclaggio, oltre a quello di 
effettuare una doppia procedura di valutazione del rispetto e 
dell’applicazione delle Raccomandazioni da parte dei vari Stati. 
Inoltre, esso deve periodicamente informare e monitorare la situazione 
dei “Paesi non collaborativi” (PTNC).51 
Riguardo al primo compito, tale attività ha avuto come prima 
esplicazione la redazione delle “40 Raccomandazioni”, emanate il 7 
febbraio del 1990 durante il G7 di Huston, e attualmente adottate da 
oltre 130 Paesi “cooperativi”.  
La struttura di tali Raccomandazioni comprende, nella prima parte, 
(dalla 1 alla 3) la ratifica della Convenzione di Vienna, l’adeguamento 
in materia di segreto bancario e la collaborazione multilaterale.  
Nella seconda parte, (dalla 4 alla 7) vengono trattate le fattispecie del 
reato di riciclaggio e le iniziative legislative per combatterlo, ossia le 
misure necessarie da adottare (penali, amministrative cautelari e di 
confisca) per “criminalizzare” tale fenomeno e contrastare le attività 
delle organizzazioni criminali.  
Nelle successive Raccomandazioni (dalla 8 alla 29), vengono delineate 
le misure atte a prevenire inquinamenti del sistema finanziario e 
l’estensione delle raccomandazioni anche a soggetti, diversi dalle 
banche, ma comunque operanti nel settore finanziario. In dettaglio, tali 
misure prevedono il divieto di anonimato e l’obbligo di registrazione 
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 (Baldassarre, et al., 2008) 
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 Vedi per approfondimenti (Scialoja, et al., 2012) 
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dei dati dei propri clienti e la conservazione della documentazione 
sulle transazioni nazionali e internazionali.  
Altri temi ivi trattati riguardano sia le nuove strategie di lotta fondate 
sulla trasparenza, sia l’esplicitazione del concetto di “collaborazione 
attiva”, attraverso la segnalazione alle autorità di “operazioni 
sospette”(letteralmente “complesse, inusuali ed ingenti” e dove non è 
possibile individuare un “chiaro scopo economico o legale”). 
Infine, nell’ultima parte del documento, (dalla 30 alla 40) si auspica un 
rafforzamento della cooperazione internazionale, invitando le 
amministrazioni nazionali a collaborare con l’aiuto delle 
organizzazioni internazionali all’epoca esistenti e a porre in essere una 




Tali Raccomandazioni sono state riviste ed aggiornate prima nel 1996, 
nel 2003 durante la XIV riunione plenaria svoltasi a Berlino.  
La necessità di una loro rivisitazione si era posta dal momento che esse 
apparivano ormai superate sotto molti profili: sia sul piano prescrittivo, 
in quanto erano intervenute altre convenzioni internazionali e 
disposizioni europee che definivano in modo più preciso il reato di 
riciclaggio, sia su quello della normazione d’emergenza per il 
finanziamento del terrorismo.  
Inoltre, il reato in specie aveva assunto ormai forme diverse, a causa  
soprattutto delle innovazioni tecnologiche utilizzate per i pagamenti o 
trasferimenti di capitali e  per il coinvolgimento sempre più frequente 
di professionisti non finanziari nella complessa rete del reato, oltre che 
per l’inclusione dell’abuso societario nel fenomeno. 
 
Novità molto importanti sono le specificazioni in tema di 
finanziamento al terrorismo, in quanto si richiede agli intermediari di 
attuare i controlli previsti in materia di antiriciclaggio anche quando 
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sospettino che le operazioni in esame siano finalizzate al 
finanziamento del terrorismo, essendo tali strumenti particolarmente 
flessibili e adattabili all’utilizzo anche in tale contesto. Di 
conseguenza, anche alle autorità di vigilanza sono state ampliate le 
competenze di controllo sull’adeguatezza delle misure adottate dagli 
operatori che materialmente devono adempiere agli obblighi 
antiriciclaggio. Tuttavia, a fronte di questa sostanziale equiparazione, 
si precisa che nelle operazioni di sostegno finanziario al terrorismo si 
ha un fenomeno opposto al “money laundering”, il c.d. “money 
dirtying”, ovvero fondi o risorse di origine  lecita che vengono 
utilizzati per finanziare attività di terrorismo internazionale
53
. 
Inoltre, si può notare nel documento in esame una maggiore 
precettività e dettaglio delle raccomandazioni, poiché si prevede una 
maggiore attenzione alla specificazione puntuale della fattispecie da 
regolare, prevedendo sia le procedure da applicare, sia le misure che 
dovranno poi essere adottate dai singoli operatori. Questo rigore è 
confermato anche nel linguaggio usato e nella previsione di un 
glossario dove vengono risolte tutte le questioni definitorie, vengono 
riempite di contenuto le categorie fondamentali e dove si viene a 
delineare il campo di applicazione delle Raccomandazioni stesse. 
Inoltre, per alcune Raccomandazioni particolarmente importanti, come 
quelle in merito all’identificazione della clientela, alla registrazione 
delle operazioni e alla segnalazione delle operazioni sospette, si 
prevede che debbano essere inserite in norme primarie o aventi forza di 
legge (non essendo più sufficiente il loro collocamento in norme 
secondarie o in codici di auto-regolamentazione). 
Una particolarità è che nelle citate Raccomandazioni vengono estesi gli 
obblighi anche alle istituzioni e alle figure professionali non 
finanziarie. Infatti, si impone ai c.d. “gatekeepers”, comprendenti le 
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categorie di operatori nel settore delle case da gioco o casinò, della 
professione legale, della compravendita immobiliare e dell’attività 
contabile, di attenersi agli obblighi di identificazione, registrazione e 
segnalazione a cui, tradizionalmente, dovevano attenersi gli operatori 
finanziari. Questo allargamento del campo di applicazione si è reso 
necessario per riallineare le previsioni del GAFI a molte normative 
nazionali che già prevedevano l’estensione degli obblighi a tali 
soggetti. L’impianto normativo in questione è stato poi ripreso dalla 
Direttiva 2005/60/CE
54
 e ciò ha provocato che anche gli Stati non 
appartenenti all’UE sono stati invitati ad allinearsi a tali nuovi 
standards
55
, anche se con alcune modifiche. Le Raccomandazioni, 
tuttavia, non si pronunciano sugli interventi materiali da attuare sui 
sistemi vigenti, lasciando ampia libertà ai singoli Stati, i quali, di fatto, 
possono determinare il successo o il fallimento delle Raccomandazioni 
stesse. 
Di rilievo è anche l’approccio funzionale nell’individuazione degli 
intermediari finanziari, in quanto, con la liberalizzazione del mercato 
dei servizi finanziari, sono emerse nuove figure di operatori che, 
insieme ad altre attività ufficiali di diversa natura, “di fatto” offrono 
servizi ed erogano prestazioni finanziarie (assicurazioni, servizi di 
trasferimento di fondi e di pagamento elettronico). In passato, tali 
soggetti venivano esclusi dalle previsioni in esame dal momento che 
esse si riferivano solo agli intermediari finanziari così definiti in base 
alla categoria di appartenenza. Attraverso questo processo di revisione 
delle Raccomandazioni, per l’individuazione dei destinatari della 
disciplina e per ricomprendervi anche i suddetti soggetti, si è scelto di 
seguire un criterio oggettivo e funzionale, basato sulla natura 
dell’attività svolta. Pertanto, oggi vengono ricompresi nella categoria 
dei destinatari degli adempimenti antiriciclaggio, chiunque eserciti 
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professionalmente (non in modo occasionale) o su basi commerciali 
un’attività di offerta di servizi analoghi a quelli ricompresi nella 




Tuttavia, dal momento che l’adempimento agli obblighi di contrasto al 
riciclaggio rappresentano spesso per i soggetti destinatari un costo 
elevato, sia in termini economici, sia in termini di tempo e ampiezza 
delle procedure e per evitare adempimenti inutili, è stato stabilito un 
approccio diverso da quello precedentemente seguito, che era basato 
sull’applicazione tassativa e oggettiva degli obblighi previsti (“Rule 
based approach”).  
Tale nuovo approccio è, invece, basato sul rischio (“Risk based 
approach”) e ciò permette di graduare l’entità degli obblighi, fin’anche 
di prevederne l’esenzione, in funzione della presenza di un comprovato 
rischio di riciclaggio. Inoltre, questo modello ha permesso la 
sostituzione delle procedure standard con altre “semplificate”per 
l’identificazione di una certa clientela, o l’introduzione di limitazioni 
agli obblighi di registrazione e segnalazione, ove si riesca a provare un 
limitato rischio di riciclaggio. Questo ha permesso di implementare 
l’efficacia della disciplina stessa, che ha potuto diventare più aderente 
alle varie situazioni e più snella nell’applicazione pratica. Tuttavia, 
alcuni aspetti della determinazione del grado di rischio di certi soggetti 
o settori (misurazione, determinazione, apprezzamento) rimangono 
difficilmente standardizzabili e questo può portare a delle differenze 
importanti nella concreta applicazione delle norme tra gli Stati, 
diminuendone l’efficacia. Un principio analogo era già stato espresso 
nel “Customer Due Diligence for Banks” del Comitato di Basilea ma 
qui assume una portata di gran lunga più pregnante. 
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Infine, per evitare il caso in cui sia impedita la conoscenza del reale 
beneficiario (“beneficial owner”) di determinate operazioni, a causa di 
uno “schermo societario” o da altre figure societarie (come il“trust”)57, 
è apparso di fondamentale importanza incrementare la portata del 
principio di trasparenza nell’ambito del diritto commerciale. Tale 
convinzione è stata esplicitata nella Raccomandazione n.5, punto b), 
dove si chiede di verificare chi sia il reale “soggetto economico che si 
cela dietro ciascuna operazione e ciascun rapporto”58. Inoltre, tale 
principio è stato esteso anche alle persone giuridiche e  in questo caso 
sarà necessario risalire a chi può essere definito il “dominus” della 
società.  
Questi adempimenti sono molto importanti perché permettono anche di 
valutare l’affidabilità del cliente secondo i criteri di buona gestione.  
Ma, mentre il principio di trasparenza sui nominativi dei titolari di 
partecipazioni è pienamente rispettato per quelle imprese che sono 
ritenute meritevoli di particolari controlli, tuttavia, è innegabile che 
tale principio non sia ancora diventato una regola generale. Questo è 
imputabile al fatto che le autorità preposte al controllo dispongono 
ancora di strumenti informativi carenti e poco funzionali: ad esempio, 
manca ancora una banca dati informatica che possa fornire in 
brevissimo tempo le notizie necessarie
59
. 
Nelle Raccomandazioni viene poi inclusa una nozione di F.I.U. che 
presenta notevoli novità rispetto a quelle datele in passato, per cui a 
tale soggetto viene riconosciuta la qualifica di autorità appartenente al 
sistema di lotta al riciclaggio nazionale. Inoltre, per quanto concerne il 
tema dei controlli di vigilanza del settore, vengono meglio definiti sia 
il tipo di regolamentazione, sia i meccanismi di supervisione che 
devono essere applicati dai singoli Stati. Questi aspetti, seppur 
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 (Condemi, 2008) 
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rappresentano il rischio di andare oltre il proprio mandato e il pericolo 
di assumere il ruolo di coordinatore di strutture nazionali molto 
disomogenee, in realtà dimostrano che la lotta al riciclaggio non può 
essere combattuta solo dagli istituti preposti a tali fini, ma si deve 
avvalere della cooperazione anche di quei soggetti che, pur avendo dei 
poteri di controllo, non sono posti sullo stesso piano. Tale è il principio 
della c.d. “cooperazione trasversale” che prevede un più intenso 
scambio informativo e collaborazione sul piano operativo (di 
intelligence) tra autorità non omologhe. Esso però non opera sul piano 
dell’assistenza legale, dove devono essere rispettate le regole e le 
procedure formali. Tuttavia, quest’ampliamento degli scambi di 
informazioni tra le varie autorità dei Paesi dovrà essere bilanciato con 




Da ultimo, si è avuta un’altra modifica delle Raccomandazioni nel 
2012, dove è stata promossa una maggiore trasparenza anche tra le 
persone giuridiche, sono aumentati gli scambi di informazioni tra le 
Autorità dei vari Paesi e sono state incoraggiate azioni investigative 
comuni contro la criminalità finanziaria.  
In aggiunta, sono stati estesi i reati presupposto a quelli fiscali ed è 
stato approfondito il concetto di analisi di rischio, collegato alle aree 




L’attività del GAFI, tuttavia, non si esaurisce con l’emanazione e 
l’aggiornamento delle Raccomandazioni, in quanto esso si occupa 
anche di valutare il grado di attuazione di esse negli ordinamenti degli 
Stati che vi partecipano.  
Per far questo si avvale di due tipi di procedure: la prima è detta “Self 
Assessment”, e consiste in un’autovalutazione che viene svolta ogni 
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anno attraverso risposte sintetiche date ad un questionario, riguardo 
vari aspetti legali e finanziari; la seconda, chiamata “Mutual 
Evaluation”, è un procedimento analitico di valutazione reciproca, 
svolto da una commissione composta da tre esperti provenienti dai 
settori legale, finanziario e investigativo (naturalmente appartenenti a 
Paesi diversi da quello esaminato), i quali dovranno effettuare una 
verifica “in loco” dello stato di adeguamento della legislazione 
nazionale alle Raccomandazioni, anche promuovendo incontri con le 
autorità di vigilanza locali. Al termine di tale verifica, gli “assessors” 





Il primo “round” del procedimento di mutual evaluation è stato 
effettuato nel 1995, per verificare lo stato di applicazione delle 
Raccomandazioni limitatamente all’adozione o meno di disposizioni 
legislative o regolamentari, senza andare a valutare il grado di loro 
effettiva applicazione. 
Successivamente, nel 1999, si provveduto ad avviare un secondo 
“round” di valutazioni reciproche per verificare l’efficacia delle misure 
antiriciclaggio. 
Dopo la rivisitazione delle Raccomandazioni nel 2003 e l’aggiunta 
delle 9 Raccomandazioni Speciali
63
 in tema di lotta al terrorismo, si è 
svolto un terzo “round” dal 2005 al 2009, il quale si è focalizzato sulla 
risoluzione di alcuni problemi come: i cambiamenti degli “standards” 
delle Raccomandazioni; gli aggiustamenti alla metodologia di 
valutazione (in collaborazione con il FMI e la Banca Mondiale); i 
procedimenti di “cross country evaluation” (giudizio comparativo su 
alcuni temi rilevanti); i processi per i  “follow up” seguenti alla 
valutazione reciproca (nei quali ogni Paese membro rende conto delle 
misure che ha adottato per ridurre o eliminare le eventuali lacune 
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riscontrate nel suo sistema); un miglior coordinamento tra tutti i 




Infine, nel 2012 si è avuto un quarto “round” di valutazioni reciproche, 
nel quale il GAFI ha valutato sia l’adempimento “tecnico” (c.d. 
“technical compliance”) alle Raccomandazioni, cioè  che gli Stati 
abbiano operative ed in funzione tutte le leggi necessarie ad applicare 
l’impalcatura istituzionale stabilita dal GAFI; sia il grado di effettività 
ed efficacia delle stesse (c.d. “effectiveness component”)65. 
 
Infine, è opportuno menzionare un’altra importante attività svolta dal 
GAFI che consiste nell’informazione e monitoraggio periodico dei 
“Paesi non collaborativi” (PTNC), cioè quegli Stati e territori che 
presentano notevoli “falle” nella regolamentazione, tali da mettere a 
repentaglio l’integrità dei sistemi antiriciclaggio anche degli altri Paesi. 
Un apposito gruppo di lavoro, creato all’interno del GAFI, ha 
elaborato 25 criteri per l’individuazione di questi “Non Co-operative 
Countries and Territories” (NCCT), che prendono in esame 4 aree 
disciplinari diverse:  
 Legislazione bancaria 
 Diritto societario 
 Cooperazione internazionale 
 Risorse destinate alla lotta al riciclaggio 
Sulla base dei suddetti criteri, il GAFI ha posto in essere un’opera di 
monitoraggio dei vari Paesi, attraverso un’analisi delle legislazioni, in 
cui vari gruppi regionali, insieme allo Stato esaminato, redigono un 
rapporto (non ancora definitivo) sulla sua capacità di cooperare nella 
lotta al riciclaggio. In questa fase, lo Stato può essere inserito nella 
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“Blacklist” solo se presenta gravissimi problemi (attualmente sono in 
tutto una cinquantina di Stati, in diminuzione dagli anni ’90).  
In seguito, procede ad una verifica dell’avvenuto ravvedimento e, se 
riscontra che lo Stato in questione si sia attivato per rimediare alle 
lacune previamente evidenziate, può rimuoverlo dalla blacklist. 
In ogni caso, il GAFI procederà a porre in essere un monitoraggio 
successivo dello Stato che è stato rimosso dalla blacklist e si accerterà, 
in particolare, se tale Paese abbia o meno emanato delle normative 
secondarie di attuazione dei principi delle Raccomandazioni. 
 Inoltre, il GAFI vigilerà se è stato svolto un attento controllo sui 
soggetti che dovranno riportare le operazioni sospette e se lo Stato 




L’efficacia di tali criteri si lega a quella delle contromisure che il GAFI 
può mettere in campo verso i Paesi “non collaborativi”. 
In particolare, tali sanzioni vengono comminate secondo un criterio 
progressivo: dalle semplici comunicazioni-ingiunzioni dal Presidente 
di turno del GAFI, alla possibilità di avvio di una missione in loco da 
parte di esponenti dei vari Paesi, all’adozione di specifici 
provvedimenti. 
Infine, se i Paesi oggetto di tali contromisure non si attivano per porre 
rimedio alle lacune del loro sistema antiriciclaggio, il GAFI ha la 
facoltà di adottare ulteriori misure, ispirate ai principi di 
proporzionalità, flessibilità e gradualità.
67
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b. Le 9 Raccomandazioni “speciali” in tema 
di lotta al terrorismo. 
 
Anche se questo argomento non viene trattato in maniera specifica nel 
presente lavoro di tesi, non è possibile non citare le 9 
“Raccomandazioni speciali” emanate dal GAFI nel 2001, all’indomani 
degli attentati terroristici che colpirono gli Stati Uniti d’America. 
 
 Tali Raccomandazioni si affiancano alle 40 Raccomandazioni in 
materia di antiriciclaggio e invitano gli Stati a ratificare le convenzioni 
dell’ONU, introdurre il reato di finanziamento al terrorismo, procedere 
al congelamento e confisca dei beni dei terroristi, fornire assistenza 
agli organi investigativi e di vigilanza degli altri Paesi impegnati nella 
medesima lotta.  
 
Inoltre, le Raccomandazioni dalla 5 alla 8 si occupano di temi non 
affrontati in precedenza, come: l’estensione degli obblighi 
antiriciclaggio anche ai c.d. “money transfer”( quei soggetti che si 
occupano di trasferire fondi);  il rafforzamento dell’identificazione 
della clientela per i procedimenti “wire transfer” e la prevenzione 
dell’uso di enti/soggetti “no profit” per scopi attinenti al finanziamento 
del terrorismo.  
 
Infine, la nona raccomandazione riguarda i movimenti “cross border” 
di contanti o di altri titoli al portatore, disciplinando i poteri di fermo e 
di confisca dei fondi sospetti, andando a colmare delle lacune presenti 
nel sistema di prevenzione del reato.  
37 
 
La disciplina adottata in ambito europeo. 
 
Anche la Comunità europea ha messo in campo un’azione mirata con 
lo scopo di tutelare il sistema finanziario dal fenomeno del riciclaggio 
di “denaro sporco”. Oltre alla Raccomandazione del Consiglio 
d’Europa del 198068, l’intervento che ha dato maggiori frutti è 
rappresentato dall’emanazione di tre Direttive comunitarie, tutte 
incentrate sulla lotta al riciclaggio.  
Il motivo per cui è stato preferito lo strumento della Direttiva, anziché 
ad esempio un Regolamento, può essere collegato al fatto che essa 
assicura ai soggetti destinatari un tempo più lungo per conformarsi alle 
sue disposizioni, mentre ciò non sarebbe stato possibile con l’adozione 
di un Regolamento, il quale è caratterizzato da una immediata 
applicabilità e una vincolatività più forte. Ciò appare ancora più 
significativo se si pensa a quanto tempo necessitano gli Stati per 
adeguare i propri istituti a materie così nuove e senza basi pregresse. 
Inoltre, ad una lettura più attenta, tali provvedimenti rivelano un 
carattere più “amministrativo” e meno “penalistico”, poiché, pur 
partendo dall’analisi della fattispecie criminosa, si concentrano sui 
profili generatori di problematiche inerenti al mercato ed ai soggetti 
che vi operano. Sotto questa chiave di lettura, gli obblighi per i 
soggetti destinatari risultano essere più “digeribili”69. 
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a. La Direttiva n.91/308/CEE 
 
Il Consiglio dei Ministri della CEE ha emanato il 10 giugno del 1991 
la Direttiva “relativa alla prevenzione dell’uso del sistema finanziario a 
scopo di riciclaggio dei proventi di attività illecite”70. Tale 
provvedimento prende le mosse dai principi esposti precedentemente 
nella Dichiarazione di Basilea del 1988, dal Consiglio d’Europa e 




La sua rilevanza è da rinvenirsi nella sua vincolatività verso gli Stati 
membri non tanto sul testo, quanto sul risultato da raggiungere: infatti 
essa stabilisce degli standards minimi che gli Stati sono obbligati ad 
assicurare, lasciando a questi ultimi la possibilità di prevederne di più 
stringenti e rigorosi.  
Molto importanti sono i c.d. “considerando”, cioè le premesse su cui si 
basano gli articoli che compongono la Direttiva in esame.  
In particolare, analizzando tali premesse, appare chiaramente la 
necessità di affrontare la lotta al riciclaggio a livello internazionale. A 
titolo di esempio, si afferma che:  innanzitutto, vi è la consapevolezza 
che il riciclaggio rappresenta una minaccia per le società degli Stati 
membri; di conseguenza, le misure adottate esclusivamente a livello 
nazionale diventano inefficaci davanti al fenomeno del riciclaggio su 
scala globale; infine, la normativa europea deve essere coerente con le 
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Nello specifico, nell’art.1 è contenuta una nozione di riciclaggio molto 
ampia, mutuata per la maggior parte da quella della Convenzione di 
Vienna, mentre nei successivi articoli (Artt.2-7) si impone agli Stati di 
prevedere il reato di riciclaggio nei loro codici penali, oltre a tutta una 
serie di obblighi di identificazione della clientela, di conservazione 
della documentazione e di segnalazione delle operazioni “sospette” 
(recependo così le indicazioni del GAFI). Inoltre, in tali articoli si 
prescrive una piena collaborazione degli intermediari con le Autorità, 
alle quali devono essere fornite tutte le informazioni necessarie, 
realizzando una sorta di “funzionalizzazione” dell’attività privata 
all’interesse pubblico della lotta al riciclaggio73. 
Infine, nell’art.11, gli Stati membri vengono spronati a promuovere 
presso gli enti interessati l’adozione di idonee misure di controllo 
interno e di formazione del personale sull’individuazione delle 
operazioni sospette. 
In questo modo, la Direttiva n.91/308/CEE promuoveva l’adozione di 
una disciplina minima uniforme tra i vari Stati per combattere il 
riciclaggio, con la consapevolezza che questo fenomeno inficia non 
solo la stabilità del singolo intermediario coinvolto, ma anche di tutto 
il sistema finanziario. 
Inoltre, l’insufficienza dei sistemi penali di allora, aveva fatto preferire 
un approccio preventivo, adottando apposite cautele. 
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b. La Direttiva n. 2001/97/CE 
 
La prima Direttiva comunitaria n. 91/308/CEE, nonostante avesse 
dimostrato di essere uno dei principali strumenti per la lotta al 
riciclaggio, soprattutto dopo i tragici fatti del 2001, necessitava di 
modifiche che la rendessero più attuale. Per tale motivo, il 4 dicembre 
2001, il Parlamento europeo insieme al Consiglio dell’Unione europea 
pubblicavano la “seconda” Direttiva n. 2001/97/CE74. I temi su cui si 
incentrava tale documento riguardavano sia una nuova e più attuale 
definizione di riciclaggio, sia un novero più ampio di soggetti 
sottoposti agli obblighi antiriciclaggio
75
. 
Per quanto riguarda il primo punto, il fenomeno del riciclaggio negli 
anni aveva assunto forme diverse e diversi erano anche i canali e gli 
strumenti che utilizzavano le organizzazioni criminali per metterlo in 
atto. Innanzi tutto, oltre ai proventi derivanti dal traffico di droga, 
vengono ricompresi anche quelli derivanti da altri “reati gravi” come la 
frode, la corruzione e “ogni reato che possa fruttare consistenti 
proventi e sia punibile con una severa pena detentiva in base al diritto 
penale dello Stato membro” (Art.1, lettera E), ampliando così la 
gamma de reati-presupposto. 
In merito al secondo aspetto, la precedente Direttiva indirizzava i suoi 
obblighi solo agli “enti creditizi e finanziari e ai loro amministratori e 
dipendenti” (Art.6), ma ben presto il legislatore europeo si rese conto 
che il riciclaggio ormai si concretizzava anche attraverso soggetti che, 
pur operando in altri settori, potevano costituire (consapevolmente o 
meno) un veicolo per l’espansione di tale fenomeno. Allora si estesero 
gli obblighi di identificazione della clientela, di registrazione delle 
operazioni, di conservazione della relativa documentazione e di 
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segnalazione di operazioni sospette, a tutta una serie di professionisti e 
persone giuridiche nell’esercizio della loro professione76. In dettaglio, 
tali obblighi furono previsti anche per i revisori, i contabili esterni, 
consulenti tributari, gli agenti immobiliari, i notai, gli avvocati, i 
commercianti di oggetti di elevato valore (case d’asta, preziosi, ecc..) 
per acquisti in contanti pari o superiori ai 15.000 € e i proprietari di 
case da gioco.     
In aggiunta a tali soggetti, una particolare attenzione venne posta dal 
legislatore europeo ai servizi finanziari “on line”; infatti era dimostrato 
che le grandi organizzazioni criminali si servivano diffusamente di 
Internet perché, attraverso il compimento di “operazioni a distanza”, 
riuscivano a portare a compimento i loro affari senza lasciare traccia, 
coperti dall’anonimato.  
All’art.3, punto 11, la Direttiva si sofferma sull’obbligo di porre in 
essere misure per garantire l’identità del cliente per le c.d. “non face-
to-face transactions”77, attraverso “la richiesta di fornire prove 
documentali supplementari per la verifica o la certificazione dei 
documenti forniti, o una certificazione di conferma di un ente cui si 
applica la presente direttiva, oppure attraverso l’effettuazione del 
primo pagamento relativo all’operazione tramite un conto aperto a 
nome del cliente presso un ente creditizio cui si applica la presente 
direttiva”.78 
Per il fronte della cooperazione tra le varie Autorità, la Direttiva in 
esame coinvolgeva anche le Autorità di vigilanza dei mercati finanziari 
e dei derivati e del mercato dei cambi, estendendo anche a loro 
l’obbligo di informativa verso le autorità antiriciclaggio79. 
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Infine, per la prima volta a livello europeo, si riconosceva che il 
finanziamento del terrorismo rappresentava una delle destinazioni 
principali dei proventi illeciti derivanti dal riciclaggio e che, anche per 
questo motivo, diventava importantissima l’identificazione anche del 
reale beneficiario dell’operazione, il c.d. “beneficial owner”.80 
 
c. La Direttiva n. 2005/60/CE 
 
Con la Direttiva n. 2005/60/CE, relativa alla prevenzione dell’uso del 
sistema finanziario a scopo di riciclaggio dei proventi di attività 
criminose e di finanziamento del terrorismo, adottata dal Parlamento 
europeo e dal Consiglio dell’Unione europea il 26 ottobre 200581, 
vengono abrogate le due Direttive precedenti (art. 40) e vengono 




Alla base della sua emanazione vi è la consapevolezza che gli ingenti 
flussi monetari provenienti dalle varie attività criminali possono 
danneggiare non solo la stabilità e la credibilità del settore finanziario 
in sé, ma soprattutto sono in grado di minacciare il mercato unico
83
. 
Inoltre, con la previsione di una disciplina comunitaria, si vuole evitare 
che gli Stati membri pongano in essere misure incompatibili con le 
regole previste per il corretto funzionamento del mercato europeo e, 
più in generale, con lo Stato di diritto e l’ordine pubblico per 
proteggere i propri sistemi finanziari. Infatti, le eventuali discrepanze 
tra le normazioni statali potrebbero lasciare delle libertà di movimento 
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di capitali e di prestazione di servizi finanziari di cui le organizzazioni 
criminali potrebbero facilmente approfittare.
84
 
Analizzando sommariamente l’articolato di tale provvedimento, 
composto da 43 articoli in tutto, emergono notevoli novità. 
Innanzitutto, nel documento in esame vi è una riformulazione della 
definizione di “riciclaggio”85, atta a ricomprendere anche il 
finanziamento del terrorismo.  
Tuttavia, i due fenomeni sono apparentemente diversi
86
: il riciclaggio 
riguarda infatti la “conversione o trasferimento di beni, effettuati 
essendo a conoscenza che essi provengono da un’attività criminosa o 
da una partecipazione a tale attività, allo scopo di occultare o 
dissimulare l’origine illecita dei beni medesimi” (art.1, par.2, lett.a); 
mentre il finanziamento del terrorismo viene definito come “la 
fornitura o la raccolta dei fondi (anche di origine lecita), in qualunque 
modo, direttamente o indirettamente, con l’intenzione di utilizzarli, in 
tutto o in parte, per compiere uno dei reati di cui agli articoli da 1 a 4 
della decisione quadro 2002/475/GAI del Consiglio
87
, del 13 giugno 
2002, sulla lotta al terrorismo, o sapendo che saranno utilizzati a tal 
fine”.  
In realtà, entrambi i reati presentano una identica matrice dolosa e per 
questo vengono inclusi tra i reati “gravi”, in questo modo anche il 
finanziamento del terrorismo diviene uno dei possibili presupposti di 
riciclaggio, attuando così le previsioni del GAFI.  
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In secondo luogo, un’altra rilevantissima novità riguarda il diverso 
approccio adottato rispetto agli obblighi di adeguata verifica della 
clientela e la loro graduazione in base al rischio.  
In passato, gli obblighi di verifica della clientela si esaurivano con la 
semplice verifica dell’identità del cliente, mentre, con questa Direttiva, 
gli obblighi si evolvono in una “adeguata verifica” o “customer due 
diligence” sia del cliente, sia del vero beneficiario dell’operazione 
“beneficial owner”. Su quest’ultimo punto, la Direttiva è molto 
importante perché, per la prima volta, viene fornita una definizione 
specifica di “titolare effettivo” come “la persona fisica o le persone 
fisiche che possiedono o controllano il cliente e/o la persona fisica o 
una entità giuridica per conto delle quali viene realizzata 
un’operazione o un’attività”(art.3, comma 6). In questo contesto, 
appare di rilievo il riferimento ai “trust” come soggetto destinatario 
della Direttiva e come possibile “titolare effettivo”. 
In dettaglio, la verifica di tale soggetto diventa necessaria quando si 
instaurano nuovi rapporti d’affari, o quando vengono eseguite 
transazioni occasionali di importo pari o superiore a 15.000 €, 
indipendentemente dal fatto che siano effettuate con un’unica 
operazione o con diverse operazioni che appaiono collegate, ovvero 
quando vi sono dubbi sulla veridicità o sulla genuinità e adeguatezza 
dei dati precedentemente ottenuti ai fini dell’identificazione di un 
cliente.
88
 Inoltre, sarà posta in essere quando vi sia un sospetto di 
riciclaggio o di finanziamento del terrorismo, indipendentemente da 
qualsiasi deroga, esenzione o soglia applicabile. 
I nuovi obblighi di adeguata verifica della clientela comprendono un 
controllo dello scopo e della natura dell’operazione e, soprattutto, un 
monitoraggio costante e continuativo nel tempo dell’intero rapporto o 
prestazione. 
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In particolare, essi sono elencati all’art. 8, com. 1, e comprendono una 
identificazione del cliente e una verifica dell’identità sulla base di 
documenti, dati o informazioni ottenuti da una fonte affidabile e 
indipendente, inoltre, se necessario, gli operatori devono identificare il 
“titolare effettivo” ed adottare misure adeguate e commisurate al 
rischio per verificarne l’identità.  
Si richiede anche l’ottenimento delle informazioni sullo scopo e sulla 
natura prevista dal rapporto d’affari e, soprattutto, un monitoraggio 
costante del rapporto d’affari, in particolare esercitando un controllo 
sulle transazioni concluse durante tutta la durata di tale rapporto, 
avendo riguardo, se necessario, all’origine dei fondi e tenendo 
aggiornati i documenti, i dati o le informazioni detenute. 
Tuttavia, grazie all’approccio basato sul rischio, viene inserita una 
distinzione tra obblighi “semplificati” e “rafforzati” di adeguata 
verifica, dove il “discrimen” riguarda la diversa intensità del livello di 
rischio associato alle varie situazioni.  
In particolare, saranno necessari obblighi semplificati quando i rapporti 
sono intrattenuti con enti creditizi o finanziari, o anche con Stati esteri, 
che sono soggetti ad obblighi antiriciclaggio equivalenti e che il loro 
rispetto sia adeguatamente monitorato. Inoltre, anche quando i clienti 
sono società quotate in mercati regolamentati o, infine, titolari di conti 




Saranno invece previsti obblighi rafforzati di “customer due 
diligence”, quando i rapporti riguarderanno sia operazioni svolte con 
cliente fisicamente non presente, per l’impossibilità di procedere alla 
sua identificazione, sia rapporti detenuti con soggetti ricomprendibili 
nella categoria delle “persone politicamente esposte”, ossia quelle 
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“persone fisiche che occupano o hanno occupato importanti cariche 
pubbliche e che effettuano operazioni commerciali o finanziarie 
importanti o complesse che potrebbero presentare un forte rischio di 
riciclaggio, come pure i membri della loro famiglia in senso stretto o 
coloro con i quali tali persone intrattengono notoriamente stretti 
legami” (definizione all’art.3, comma 8). Inoltre, saranno applicati i 
medesimi obblighi anche in presenza di conti di corrispondenza con 
enti creditizi di altri Stati membri o di Paesi terzi.
90
 
In questi casi, si impone una procedura di verifica particolarmente 
precisa, mediante l’accertamento dell’identità del cliente attraverso: 
documenti o dati supplementari; certificazioni e verifiche aggiuntive di 
tali documenti, fornite anche da enti soggetti alla Direttiva; l’obbligo di 
effettuare il primo pagamento dell’operazione tramite un conto 
intestato al cliente, presso un ente creditizio soggetto alla Direttiva. 
Al contrario, sarà ammessa una esenzione dal porre in essere tali 
obblighi, nel caso in cui sono coinvolti importi esigui, che non destano 
particolari preoccupazioni in tema di riciclaggio, oppure quando le 
informazioni sul cliente sono già state ottenute in precedenza, per 
evitare una inutile duplicazione della procedura. Ad esempio, si 
prevede l’esonero dagli obblighi per gli avvocati o altri professionisti 
se hanno ricevuto le informazioni sui loro clienti anche nel corso di 
una consulenza stragiudiziale o nell’esecuzione dei compiti di difesa o 
di rappresentanza in giudizio
91
. 
Come espresso in precedenza, l’approccio usato in questa Direttiva è 
quello “basato sul rischio”92, mutuato dalle nuove Raccomandazioni 
del GAFI. Tale metodo presuppone che l’intensità e l’ampiezza 
dell’applicazione degli obblighi venga commisurata al livello di rischio 
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di riciclaggio o di finanziamento del terrorismo collegato al caso 
specifico.  
Sotto questo punto di vista, si nota una evoluzione del sistema 
antiriciclaggio da un sistema “rule-based”, dove gli obblighi di 
identificazione della clientela erano tassativamente ed oggettivamente 
previsti e applicati, ad uno “risk-based”, sistema molto più complesso 
ed articolato che prende in considerazione i profili effettivi di rischio, 
grazie a informazioni più ampie e complete e a un monitoraggio 
costante dell’intero rapporto o prestazione.  
In questo modo, è stato inserito un elemento di flessibilità nel sistema 
che ha permesso, da una parte, l’esercizio di un maggior grado di 
discrezionalità degli enti creditizi e finanziari nella previsione delle 
procedure necessarie per la conoscenza del cliente; dall’altra, una 
semplificazione e riduzione del gravame di obblighi (spesso molto 
oneroso in termini economici e di tempo per gli intermediari), nei casi 
in cui, vuoi per la natura dell’operazione, vuoi per la familiarità col 
cliente, non sembrava fortemente necessario
93
. 
Novità rilevanti hanno riguardato anche i successivi obblighi di 
segnalazione delle operazioni sospette, in quanto nella Direttiva 
vengono evidenziati degli “indici di anomalia” che fungono da 
possibili indicatori di operazione legata al riciclaggio o al 
finanziamento del terrorismo. Essi guardano sia alla particolare 
complessità dell’operazione, la quale rende molto difficile 
l’individuazione del suo scopo, sia all’importo “insolitamente elevato”, 
non coerente con il tipo di operazione posta in essere e/o con il 
soggetto che la svolge. Inoltre, fanno riferimento anche agli schemi 
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non usuali dell’operazione, che né chiariscono lo scopo economico da 
raggiungere, né garantiscono la sua liceità.
94
 
Molto importante è poi la disciplina dei poteri e delle funzioni 
dell’unità di informazione finanziaria (U.I.F.), poiché la Direttiva 
sancisce l’obbligo per ogni Stato membro di istituirne una, la quale 
dovrà ricevere e richiedere le informazioni su casi di riciclaggio o di 
finanziamento del terrorismo e potrà accedere alle informazioni 
finanziarie, amministrative e di “law enforcement” in possesso di altre 
autorità
95
. Inoltre, viene implementato il sistema di collaborazione tra 
questi soggetti e le autorità di vigilanza di settore (per quei settori dove 
vige una vigilanza di stabilità). 
Altre disposizioni rilevanti nella Direttiva riguardano la protezione dei 
soggetti che materialmente effettuano la segnalazione dell’operazione 
sospetta e la riservatezza dei clienti segnalati, ai quali non dovrà essere 
comunicata la segnalazione dell’operazione all’U.I.F.. Inoltre, si 
prevede l’estensione delle previsioni anche alle persone giuridiche, con 
la possibilità di sanzioni “effettive, proporzionate e dissuasive”96. 
Infine, la Direttiva auspica la costituzione di un Comitato, composto 
dagli Stati membri e l’attribuzione alla Commissione del potere di 
adottare le misure necessarie per aggiornare il sistema, alla luce dei 




Alla Direttiva in esame ha fatto seguito quella n. 2006/70/CE, emanata 
il 1 agosto, intitolata “Misure di attuazione della terza Direttiva 
antiriciclaggio”98. In quest’ultimo provvedimento comunitario si 
definiscono le “persone politicamente esposte”, si formulano criteri 
tecnici per l’individuazione dei casi in cui è possibile individuare un 
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“rischio limitato” e i casi in cui l’attività finanziaria è “limitata ovvero 
occasionale”, quindi per poter applicare rispettivamente gli obblighi 
“semplificati” o l’esenzione da essi. 
50 
 
La normativa nazionale 
 
a. Interventi normativi antecedenti alla L. 
197/1991. 
 
La normativa italiana in tema di lotta al riciclaggio prende le mosse sia 
dalla legislazione sovranazionale, come le Convenzioni di Vienna e di 
Strasburgo e la Direttiva n.91/308/CEE, sia dalle leggi “antimafia”99.  
Storicamente è possibile individuare diverse “fasi” dell’evoluzione dei 
mezzi di antiriciclaggio. La “fase iniziale”, durata oltre un decennio, è 
caratterizzata dall’affrancamento del fenomeno del riciclaggio dalle 
fattispecie della ricettazione e del favoreggiamento in campo penale
100
. 
Infatti, il delitto di riciclaggio
101
 venne introdotto nel codice penale dal 
decreto legge 21 marzo 1978, n.59, convertito nella L. 18 maggio 
1978, n. 191
102, intitolata “Norme penali e processuali per la 
prevenzione e la repressione di gravi reati”.  
Tale legge fu molto importante perché introdusse all’interno del codice 
penale l’art. 648-bis, rubricato “Sostituzione di denaro o valori 
provenienti da rapina aggravata, estorsione aggravata o sequestro di 
persona a scopo di estorsione”. Tuttavia, questa prima formulazione fu 
scarsamente applicata. 
L’anno successivo, venne emanato un altro decreto legge, il n.625 del 
15 dicembre 1979, convertito nella legge del 6 febbraio 1980, n.15
103
, 
in tema di “Misure urgenti per la tutela dell’ordine democratico e della 
sicurezza pubblica”, che rappresenta la prima legge “antimafia”.  
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Tale provvedimento, nato principalmente per contrastare i sequestri di 
persona a scopo di estorsione
104
, ebbe il pregio di stabilire degli 
specifici obblighi di identificazione dei soggetti che volevano svolgere 
operazioni di prelievo o di versamento di denaro per un importo 
superiore ai 20 milioni di Lire. In particolare, all’art.13 della legge 
troviamo la previsione di tali obblighi in capo al “personale degli 
uffici, delle aziende o degli istituti medesimi, incaricato 
dell’operazione”. Inoltre, veniva previsto l’obbligo di tenere apposite 
scritture, anche elettrocontabili, con l’annotazione delle generalità del 
soggetto e dell’operazione posta in essere, e conservarle per dieci anni.  
Infine, il 19 marzo del 1990, fu emanata la legge n. 55, intitolata 
“Nuove disposizioni per la prevenzione della delinquenza di tipo 
mafioso e di altre gravi forme di manifestazione di pericolosità 
sociale”, altrimenti detta “antimafia due”105.  Questo provvedimento 
legislativo è molto importante perché, innanzitutto, ha modificato il 
precedente art. 648-bis del codice penale, cambiandone la rubrica in 
“riciclaggio” e sanzionando così non solo la “seconda fase” della 
fattispecie del reato di riciclaggio, cioè il “lavaggio dei proventi 
illeciti” o “layering”, ma anche la “fase” successiva, vale a dire il 
reimpiego dei proventi (“chiunque sostituisce e chiunque impiega”). 
Inoltre, essa ha introdotto l’art. 648-ter, titolato “Impiego di denaro, 
beni o utilità di provenienza illecita”. In particolare, all’art. 24 della 
legge in esame, si puniva in modo analogo all’art.648-bis c.p. chiunque 
“impiega in attività economiche o finanziarie denaro, beni o altre 
utilità” provenienti dai c.d. reati presupposto del riciclaggio (“rapina 
aggravata, estorsione aggravata, sequestro di persona a scopo di 
estorsione, delitti legati alla produzione o al traffico di sostanze 
stupefacenti o psicotrope”). Tale ultimo punto è stato rivisto dopo la 
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legge n. 328/1993 di ratifica della Convenzione di Strasburgo
106
, la 
quale ha esteso l’ambito di applicazione di tale articolo per l’utilizzo 
dei proventi provenienti da qualsivoglia “delitto”107.  
Infine, grazie al documento in esame, è stato riscritto l’art. 13 della 
prima legge antimafia (L.15/1980), specificando ed estendendo gli 
obblighi di identificazione della clientela a chi effettuava qualsiasi tipo 
di movimentazione. In dettaglio, al primo comma si estendono gli 
obblighi di effettuare una corretta identificazione del cliente anche 
“agli uffici postali, agli operatori finanziari e di borsa iscritti in albi o 
soggetti ad autorizzazione amministrativa, ad altri operatori finanziari 
o di borsa al cui capitale partecipino uffici della P.A., o enti creditizi, 
anche tramite società controllate o fiduciarie o per interposta persona” 
(comma1). Tali previsioni vengono poi applicate anche quando, “per la 
natura e le modalità delle operazioni poste in essere, si può ritenere che 
più operazioni effettuate in momenti diversi e in un circoscritto 
periodo di tempo, ancorché singolarmente inferiori al limite di importo 
indicato nel comma 1, costituiscono nondimeno parti di un’unica 





b. La legge n. 197/1991. 
 
Nel periodo antecedente tale legge, nonostante fossero già presenti i 
“tasselli”109 fondamentali del complesso normativo di lotta al 
riciclaggio, il sistema bancario era ancora in uno stato di “caos” a 
causa dell’intervento scoordinato delle varie disposizioni susseguitesi 
nel tempo, le quali, avendo un diverso grado di vincolatività e di 
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cogenza, provocavano inevitabili conseguenze sul piano sia della sua 
complessiva coerenza, sia della sua funzionalità in relazione agli 
obiettivi che erano stati prefissati. 
In particolare, dopo l’avvenuto “accordo interbancario”, promosso nel 
1989 dall’ABI, il quale prevedeva obblighi di identificazione per la 
clientela che poneva in essere operazioni di importo superiore ai 10 
milioni di Lire, la situazione era divenuta molto complicata. Infatti, gli 
istituti di credito dovevano sostanzialmente tenere due archivi 
anagrafici cartacei sia per i rapporti con clienti che effettuavano 
operazioni superiori ai 20 milioni (come previsto dalla normativa 
antimafia), sia per quelle che superavano i 10 milioni di Lire (per 
l’accordo interbancario)110. 
Un’altra caratteristica importante di quel periodo è la presa di 
coscienza del fatto che il reato di riciclaggio ha insita una particolare 
pericolosità sociale che è da rinvenirsi soprattutto nella sua capacità di 
alterare l’economia legale, il libero mercato, e provocare, di 
conseguenza, forti instabilità per le imprese e per gli Stati
111
. Per 
questo motivo, è sembrato più opportuno affiancare al tradizionale 
approccio repressivo sul piano penale, strumenti di prevenzione del 
reato e promuovere un diretto coinvolgimento dei privati nella lotta al 
riciclaggio, sia implementando gli strumenti di “collaborazione 
passiva” (già presenti), sia introducendo compiti di “collaborazione 
attiva”112. 
In concreto, nel 3 maggio 1991 si emanò il D.L. n. 143, rubricato 
“Provvedimenti urgenti per limitare l’uso del contante e dei titoli al 
portatore nelle transazioni e prevenire l’utilizzazione del sistema 
finanziario a scopo di riciclaggio”. Questo decreto fu in realtà l’ultimo 
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di una serie di decreti d’urgenza, nonostante negli anni precedenti 
fossero state presentate molte proposte di legge in materia. 
Infatti, il primo decreto legge sul tema fu il D.L. n.2 del 4 gennaio 
1991
113
.  Con tale provvedimento si vietavano le operazioni in contanti 
di importo superiore a 20 milioni di lire, si prevedevano nuovi obblighi 
di identificazione e di registrazione, si sottoponevano a controlli 
specifici gli intermediari “non vigilati” e si sanciva l’inutilizzabilità a 
fini fiscali dei dati registrati dagli intermediari (salvi i casi stabiliti 
dalla legge)
114
. Tuttavia, nell’iter parlamentare, questo decreto subì 
notevoli modifiche, alcune anche molto importanti, come: la riduzione 
della soglia di rilevanza delle operazioni a 15 milioni di lire; 
l’istituzione presso il Ministero del tesoro di una banca dati 
centralizzata e informatizzata per la raccolta dei dati ottenuti dai vari 
intermediari; l’utilizzabilità a fini fiscali dei dati acquisiti dagli 
intermediari stessi. Infine, questo primo provvedimento decadde 
perché non fu convertito in legge dal Parlamento nei tempi tecnici 
previsti dalla Costituzione. 
A tale decreto, seguì un altro, di identico contenuto, presentato dal 
Governo l’8 marzo del 1991, il D.L. n. 72/1991. Anche quest’ultima 
disposizione ebbe la stessa sorte della precedente. 
Infine, il Governo presentò il D.L. n. 143/1991 del 3 maggio dello 
stesso anno, il quale, dopo un ulteriore rivisitazione del Governo con 
un disegno di legge, fu finalmente convertito nella L. 197/1991, del 5 
luglio del 1991, comunemente detta “Legge antiriciclaggio”115. 
La legge 197/1991, pressoché coeva della Direttiva n. 91/308/CEE, era 
composta in totale da 14 articoli, suddivisi in tre Capi.  
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In dettaglio, nel Capo Primo (dall’art.1 all’art.5) erano contenute varie 
prescrizioni di adempimenti per un diretto contrasto del fenomeno del 
riciclaggio di denaro “sporco”. In particolare, nei primi tre articoli si 
aveva il “succo della normativa”116: la “canalizzazione” delle 
operazioni; gli obblighi di identificazione della clientela e di 
registrazione delle operazioni; gli obblighi di segnalazione delle 
operazioni sospette, la c.d. “collaborazione attiva”. Nell’art.4 erano 
contenute disposizioni applicative dei precedenti, e, infine, nell’art.5 
venivano elencate le sanzioni per la mancata attuazione degli obblighi 
suddetti. 
Nel Capo Secondo (dall’art.6 all’art. 8) venivano inserite alcune 
categorie particolari di operatori del settore finanziario all’interno del 
sistema di controllo e supervisione pubblica. Infatti, era dimostrato che 
alcune tipologie di operatori erano diventati facili strumenti dei 
riciclatori e quindi si volevano sottoporre ad un “minimum” di 
vigilanza per cercare di arginare il problema
117
.  
Infine, nel Capo Terzo (dall’art.9 all’art. 14) venivano raccolte tutta 
una serie eterogenea di disposizioni integrative: dalla sospensione delle 
cariche per gli esponenti aziendali di tali soggetti condannati con 
sentenza non definitiva per reati che ne inficiano l’onorabilità, agli 
obblighi per i sindaci, alla collaborazione fra varie autorità di vigilanza 
e alla previsione di una nuova fattispecie di reato
118
. 
Analizzando poi, in particolare i primi tre articoli, ossia il cuore della 
legge, appare chiaramente l’intento del legislatore di voler 
“intercettare”119 tutte quelle movimentazioni di ricchezza di importo 
rilevante, le quali, per le ragioni più varie, destino sospetto di essere in 
                                                 
116
 (Razzante, 2011) 
117
 (Urbani, 2005) e per approfondimenti (Scialoja, et al., 2012) 
118
 All’art.12 veniva prevista la fattispecie di reato rappresentata dall’utilizzo indebito 
e dalla falsificazione di carte di credito, di pagamento e di documenti che abilitano al 
prelievo di denaro contante; vedi anche (Scialoja, et al., 2012) 
119
 (Urbani, 2005) 
56 
 
realtà operazioni legate al riciclaggio di proventi illeciti. Tutto ciò 
senza per altro inficiare l’autonomia del sistema creditizio da ogni 
ingerenza esterna, in quanto si prevede una collaborazione “attiva” 
degli intermediari, ma attraverso loro proprie iniziative (come 
strenuamente ribadito e difeso dalla Banca d’Italia)120. 
All’art.1 si stabiliva il divieto di trasferimenti di denaro contante, 
libretti o titoli al portatore, effettuati a qualsiasi titolo tra soggetti 
diversi, quando il valore da trasferire fosse “complessivamente” 
superiore a 20 milioni di lire. In questo modo, il legislatore 
ricomprendeva anche le c.d. “operazioni frazionate”, cioè quelle 
operazioni che singolarmente non eccedono la soglia di rilevanza ma 
che, per la natura, le modalità e i tempi in cui vengono effettuate, 
possono essere ritenute facenti parte di una singola operazione
121
.  
Riguardo invece gli assegni bancari, circolari e vaglia postali di 
importo superiore ai 20 milioni di lire, dovevano essere “nominativi e 
non trasferibili”. Infine, i libretti di risparmio al portatore non 
dovevano più superare tale soglia.  
Il trasferimento era però autorizzato se “eseguito per il tramite degli 
intermediari abilitati” o laddove uno di essi fosse la controparte, 




Si voleva evitare così che il divieto del ricorso diretto al contante per 
operazioni di importo rilevante potesse venire eluso facilmente 
attraverso la possibilità di anonimato, insita nella circolazione al 
portatore. 
In conclusione, quindi, la “canalizzazione” di tali operazioni 
rappresentava un utile strumento per agevolare la ricostruzione “ex 
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post” del percorso delle transazioni e l’individuazione dei soggetti che 
le hanno poste in essere
123
.  
Invece, l’art.2 ricalcava sostanzialmente l’art.13 della L. 15/1980, 
come modificato dall’art. 30 della legge n. 55 del 1990. Nell’articolo 
in esame si prevedeva che “deve essere identificato a cura del 
personale incaricato
124
e deve indicare per iscritto, sotto la propria 
personale responsabilità, le complete generalità del soggetto per conto 
del quale eventualmente esegue l’operazione, chiunque compie 
operazioni che comportano trasmissione o movimentazione di mezzi di 
pagamento di qualsiasi tipo che siano di importo superiore a lire venti 
milioni (…)”.  
Con tali previsioni si voleva andare a indagare anche sui dati del 
“beneficial owner”, imponendo al richiedente l’operazione di fornire 
anche i dati del soggetto che sarà il vero beneficiario di essa. Tuttavia, 
il metodo seguito era opposto a quello delineato nella Direttiva n. 
91/308/CEE, dove spettava all’intermediario la predisposizione di 




Oltre agli obblighi di identificazione della clientela, nell’articolo in 
esame erano stabiliti, sempre a carico degli intermediari, degli obblighi 
di registrazione dei dati raccolti, sia sul soggetto che sull’operazione, 
in un apposito archivio unico istituito dall’intermediario stesso, entro 
30 giorni. Inoltre, tali dati dovevano essere conservati per i successivi 
10 anni. 
Di conseguenza, ogni intermediario doveva istituire e gestire, anche 
con sistemi informatici, il proprio archivio, denominato “Archivio 
Unico Informatico” (AUI), dove registrava i rapporti continuativi, a 
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prescindere dall’importo dell’operazione, i quali dovevano essere 
registrati in tre momenti: all’accensione del rapporto; all’estinzione di 
esso; in caso di variazioni significative del rapporto.  
Inoltre, dovevano esservi registrati anche i movimenti, comprendenti 
sia le operazioni che superavano la soglia limite singolarmente, sia 
quelle frazionate che superavano tale soglia complessivamente, sia le 
operazioni “contestuali”, compiute nello stesso momento, presso la 
stessa banca, che superano complessivamente l’importo di legge. 
In aggiunta, per le operazioni frazionate, doveva essere previsto anche 
un secondo archivio, nel quale venivano annotate per un tempo 
limitato tutte le suddette operazioni, prima di venire riaggregate e 
inserite nel primo archivio
126
. 
La mancata istituzione dell’AUI comportava per l’intermediario 
contravventore l’arresto da 6 mesi ad 1 anno ed un’ammenda, 
compresa tra 10 e 50 milioni di lire; inoltre, si sanzionava anche il 
ritardo nell’istituzione di suddetto archivio e la sua tenuta irregolare127. 
Questi adempimenti costituivano dei pesanti oneri per gli intermediari, 
sia in termini di costi per la istituzione e la manutenzione degli archivi, 
sia dal punto di vista del personale addetto alla loro tenuta, che doveva 
essere opportunamente addestrato. Tutto ciò però deve essere guardato 
nell’ottica del valore che veniva conferito alla collaborazione dei 
destinatari, che, seppur ancora “passiva”, fungeva da potenziale 
deterrente verso i riciclatori. 
Per quanto riguarda l’obbligo di segnalazione delle operazioni 
sospette, nell’articolo 3, nella sua formulazione originaria, si obbligava 
“il responsabile della dipendenza, dell’ufficio o di altro punto 
operativo a segnalare, senza ritardo, al titolare dell’attività o al legale 
                                                 
126
 (Urbani, 2005) 
127
 (Razzante, 2011) 
59 
 
rappresentante o ad un suo delegato ogni operazione che, per 
caratteristiche, entità, natura o per qualunque altra circostanza 
conosciuta nell’ambito delle funzioni esercitate, tenendo presente 
anche la capacità economica e l’attività svolta dal soggetto cui è 
riferita, induca a ritenere, in base agli elementi di cui dispone, che il 
denaro, i beni o le utilità oggetto delle operazioni medesime possano 
provenire dai delitti previsti dagli articoli 648-bis e 648-ter del codice 
penale”. 
In questo articolo venivano condensati i punti principali della legge, 
cioè la collaborazione ”attiva” e l’individuazione delle operazioni 
“sospette”. 
L’idea di fondo era che il contributo degli operatori al contrasto del 
riciclaggio non poteva essere limitato al reperimento e registrazione 
della informazione finanziaria, poiché essa è inutile a tal fine se non è 
inserita all’interno di un sistema formato da ulteriori dati orientativi 
che permettono di valutarla e di trarne importanti conseguenze.  
Per mettere in atto questo scrutinio, era sembrato opportuno avvalersi 
degli intermediari bancari e finanziari, sia perché tali soggetti 
dispongono di un patrimonio informativo sul cliente e sulle sue 
operazioni molto più ampio rispetto ad altri (secondo la regola del 
“know your customer”), sia perché hanno una lunga esperienza nella 
valutazione del merito creditizio del cliente stesso
128
. 
In particolare, la procedura che si richiedeva ai suddetti soggetti 
prevedeva due gradi di valutazione.  
Il primo, che veniva effettuato attraverso un vaglio sia degli elementi 
“oggettivi” dell’operazione (caratteristiche, entità, natura, altra 
circostanza conosciuta in ragione dell’attività del segnalante), sia di 
quelli “soggettivi” del cliente (attività svolta, capacità economica), 
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serviva a valutare che l’operazione fosse coerente o meno con quei 
comportamenti ritenuti compatibili con il profilo del richiedente. 
Quindi, non tutte le operazioni anomale dovevano essere segnalate, ma 
solo quelle “sospette”, cioè quelle che presentano tali “ingiustificate 
incongruenze”129.  
Il secondo giudizio, esposto all’art.3, comma 2 della legge in esame, 
spettante al titolare dell’attività, doveva essere condotto “tenendo 
conto degli elementi a sua disposizione”. La “valutazione 
soggettiva”130 del segnalante era di centrale importanza perché poteva 
decidere della sospettabilità o meno di una certa operazione, e, quindi, 
dell’invio o meno di essa all’ Ufficio Italiano dei Cambi (U.I.C.).  
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c. L’evoluzione normativa dalla L. 197/1991 al 
d.lgs. n.231/2007. 
 
Per colmare le lacune e le “zone d’ombra” presenti nella legge 
n.197/1991, si sono susseguiti negli anni molti interventi eterogenei e 
spesso incentrati su singoli aspetti, creando un sistema ingombrante e 
caotico, che necessitava di una rivisitazione globale, avvenuta poi con 






La prima modifica è intervenuta con l’emanazione della legge n. 328 il 
9 agosto del 1993 che ratificava la Convenzione di Strasburgo del 
1990.  
Le principali novità che venivano apportate dalla legge in questione 
furono le modifiche fatte agli artt. 648, 648-bis e 648-ter.  
In particolare, per il primo articolo, prevedeva l’applicabilità delle 
disposizioni ivi descritte anche quando il soggetto autore del delitto 
“non sia imputabile, punibile o quando manchi una condizione di 
procedibilità riferita a tale delitto”, sostituendo così l’ultimo comma 
dell’articolo 648 c.p.  
Gli interventi che hanno riguardato l’articolo 648-bis, invece, si sono 
incentrati sull’estensione dei reati presupposto del riciclaggio a 
qualsiasi “delitto non colposo”, anche se forse, sarebbe stato più 
opportuno specificare ulteriormente “diretto a produrre ricchezza”, 
perché non tutti i delitti non colposi possono essere presupposto del 
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riciclaggio (ad esempio l’omicidio)132. Inoltre, è stato introdotta, 
accanto alla condotta di sostituzione, anche quella del trasferimento o 
di denaro, beni o altre utilità provenienti da delitto, nonché il 
compimento di altre operazioni, non tassativamente individuate, 
finalizzate ad ostacolare l'identificazione della provenienza delittuosa 
dei beni oggetto di riciclaggio
133
. Infine, questa modifica incide 
direttamente sulle caratteristiche dell’obbligo di segnalazione134. 
Riguardo le modifiche apportate all’articolo 648-ter del c.p., il quale 
prevede la fattispecie dell’impiego di denaro, beni o utilità di 
provenienza illecita, hanno riguardato: la punibilità di tale condotta 
anche nelle attività economiche o finanziarie; l’aggiunta di aggravanti 
se commessa nell’ambito dell’attività professionale e attenuanti per 
fatti di particolare tenuità. 
 
Il decreto legislativo n. 385/1993
135
, il c.d. Testo Unico delle leggi in 
materia bancaria e creditizia. 
 
Il mese successivo all’emanazione della precedente legge, con il 
decreto legislativo n. 385 del 1993, all’articolo 161, veniva abrogato 
l’intero Capo II della L. 197/91, composto dagli articoli dal 6 all’8.  
Le norme in questione si occupavano degli intermediari finanziari non 
bancari, degli obblighi di pubblicità e requisiti di onorabilità di tali 
soggetti.  
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Non sembrando idonee a far parte di una legge che aveva come 
oggetto principale il fenomeno del riciclaggio, furono trasferite in tale 








Con questo decreto, l’Italia adeguava la normativa interna alla 
Direttiva n. 91/308/CEE, la quale era stata emanata 
contemporaneamente alla L.197/91 che, di conseguenza, non aveva 
potuto tenere conto nelle sue disposizioni di quelle contenute nella 
suddetta Direttiva. 
Nella legge delega del decreto, la legge comunitaria per 1994 (L. 
n.52/1996), venivano stabiliti i criteri guida per il legislatore.  
Essi ricomprendevano il riordino e l’incremento del sistema di 
segnalazione; la massima celerità ed efficacia della organizzazione, 
trasmissione, ricezione e analisi delle segnalazioni (anche avvalendosi 
di strumenti e procedure informatizzate) e l’effettiva possibilità di 
sospensione dell’iter, senza recare pregiudizio alle indagini e alla 
quotidiana operatività degli intermediari coinvolti.  
Inoltre, prevedevano l’emanazione di misure che garantissero la 
riservatezza di coloro che segnalavano le operazioni sospette e 
l’estensione degli obblighi previsti nella legge antiriciclaggio anche ad 
altre attività potenzialmente idonee a produrlo
138
. 
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Gli interventi più importanti che sono stati posti in essere dal decreto, 
hanno riguardato quattro aree che erano risultate problematiche o poco 
sviluppate nella legge antiriciclaggio del 1993.  
Innanzitutto, si è provveduto ad una modifica della procedura di 
segnalazione (art.3). Per questo, il decreto ha sostituito l’art. 3 della L. 
197/91, inserendovi il richiamo espresso a che la segnalazione venga 
inviata “senza ritardo, ove possibile prima di eseguire l’operazione, 
anche in via informatica o telematica”139 all’Ufficio Italiano Cambi. 
Così, si esprimeva l’importanza che il tempo riveste nell’efficacia o 
meno di tutto il meccanismo di segnalazione.  
Infatti, queste ultime devono essere veloci per permettere l’avvio in 
tempi rapidi di tutte quelle procedure e indagini che consentono di 




Inoltre, con la previsione dell’utilizzo di strumenti informatici, si 
prende finalmente coscienza che la criminalità organizzata agisce e 
muove i suoi ingenti capitali soprattutto attraverso tali canali. Per 
questo motivo, l’U.I.C. ha previsto un “software” chiamato “S.O.S.” 
(Segnalazione Operazioni Sospette), il quale è stato messo a 
disposizione dei soggetti gravati dagli obblighi antiriciclaggio
141
. 
In secondo luogo, si è inserito l’articolo 3-bis sulla “Riservatezza delle 
segnalazioni”, dove si cerca di proteggere maggiormente coloro che 
materialmente effettuano la segnalazione, in quanto si vogliono evitare 
ritorsioni. In dettaglio, viene previsto che l’identità delle persone e 
degli intermediari segnalanti non sia “menzionata” neanche in caso di 
denuncia o rapporto ai sensi degli articoli 331 e 347 c.p.p..  
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L’unica eccezione è ammessa solo a seguito della emanazione di un 
decreto motivato dell’autorità giudiziaria, se ritiene che la rivelazione 
dell’identità di tali soggetti sia indispensabile per le indagini142.  
Si impone comunque agli intermediari di adottare misure che 
assicurino la massima riservatezza dei dati dei soggetti segnalanti, 
sottoponendoli a custodia, sotto la diretta responsabilità del titolare 
dell’attività o del legale rappresentante o del loro delegato.  
Infine, si obbligano i suddetti soggetti a porre in essere adeguati assetti 
organizzativi tali da garantire “comportamenti omogenei da parte del 
personale incaricato, nell’individuazione delle operazioni sospette”143. 
Il legislatore aveva previsto poi l’istituzione della “Commissione 
d’indirizzo” presso il Ministero del tesoro, la quale doveva essere 
presieduta dal direttore generale del tesoro e composta da un direttore 
generale della Banca d’Italia e da un rappresentante dei Ministeri 
dell’interno, delle finanze, della giustizia e da un direttore generale del 
ministero del commercio con l’estero (art. 3- ter). 
A tale “pool” era prevista la partecipazione anche del direttore 
generale dell’Ufficio Italiano Cambi.  
La Commissione avrebbe dovuto avere funzioni di indirizzo per le 
attività dell’U.I.C., pur nella sua autonomia funzionale e solo per la 
segnalazione delle operazioni sospette, inoltre il Ministro del tesoro 
avrebbe dovuto prevedere, con proprio decreto, le sue concrete 
modalità di funzionamento.  
Tuttavia, queste previsioni sono rimaste inattuate perché la 
Commissione in esame non è mai stata istituita
144
.  
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In conclusione, il presente documento si è occupato anche di assegnare 
funzioni antiriciclaggio all’Ufficio Italiano Cambi.  
L’Ufficio Italiano dei Cambi era nato nel 1945 come istituto di diritto 
pubblico, con personalità giuridica, a gestione autonoma ed era 
sottoposto direttamente alla vigilanza del Ministero del tesoro.  
I suoi compiti originari erano sostanzialmente di gestione delle valute 
quando ancora era in vigore il monopolio dei cambi.  
Tuttavia, negli anni 90 del secolo scorso, il suo ruolo si era fortemente 
ridimensionato a causa della liberalizzazione della circolazione dei 
capitali all’interno dell’Unione europea e la unicità del mercato dei 
cambi valutari.  
In pratica, i suoi compiti erano stati ridotti alla raccolta ed elaborazione 
dei dati e se ne ipotizzava l’eliminazione145. 
A tale istituto ha dato “nuova vita” il decreto legislativo n. 153/97, il 
quale gli attribuì un ruolo centrale nella lotta al riciclaggio. Alla luce 
del nuovo articolo 3, comma 4, della legge 197/91, all’U.I.C. venivano 
riconosciute varie facoltà, come quella di effettuare i necessari 
approfondimenti sulle segnalazioni delle operazioni sospette, comprese 
le omesse segnalazioni di cui è venuto a conoscenza tramite i dati 
contenuti nei suoi archivi, ovvero di avvalersi anche dei dati contenuti 
nell’anagrafe dei conti e dei depositi, istituita all’articolo 20, comma 4, 
della L. n. 413/1991 e di acquisire ulteriori informazioni presso i 
soggetti segnalanti.  
Inoltre tale organo può utilizzare i risultati delle analisi svolte di intesa 
con le autorità di vigilanza di settore, sull’osservanza da parte degli  
intermediari abilitati delle norme sul trasferimento di valori e sul 
rispetto delle procedure per la segnalazione delle operazioni sospette 
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(articolo 5, comma 10, L. n.197/91) e ha la facoltà di porre in essere gli 
approfondimenti che coinvolgono le competenze specifiche delle varie 
autorità di vigilanza di settore, per integrare le segnalazioni con gli 
elementi in loro possesso. 
In ogni caso, l’UIC è obbligato a trasmettere, senza indugio, le 
segnalazioni ricevute, corredandole con una relazione tecnica, alla 
Direzione investigativa antimafia e al Nucleo speciale di polizia 
valutaria della Guardia di finanza. Tali organi di polizia, poi, dovranno 
decidere se archiviare la procedura o se informare il Procuratore 
nazionale antimafia, se i fatti contenuti nella segnalazione sono 
riconducibili alla criminalità organizzata. 
In questo elenco di nuovi compiti affidati all’U.I.C., si rinviene 
chiaramente il nuovo ruolo che il decreto ha voluto dargli, cioè quello 
di “informatore”146 degli organi di investigazione in materia di lotta al 
riciclaggio, essendo l’unico abilitato a raccogliere le segnalazioni 
provenienti dagli intermediari finanziari. 
 




Anche questo decreto, come il precedente, è stato emanato in 
attuazione della legge delega n. 52/1996 (legge comunitaria per 1994), 
in particolare a norma dell’articolo 15 di tale legge. 
Nella rubrica veniva espresso il motivo della sua emanazione: 
l’”estensione delle disposizioni in materia di riciclaggio dei capitali di 
provenienza illecita ad attività finanziarie particolarmente suscettibili 
di utilizzazione a fini di riciclaggio”. 
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Tra le attività ricomprese, all’articolo 1, primo comma, del decreto si 
specificavano quelle attività “il cui esercizio resta subordinato al 
possesso delle licenze, autorizzazioni, iscrizioni in albi o registri, 
ovvero alla preventiva dichiarazione di inizio attività specificatamente 
richiesti dalle norme a fianco di essi riportate”.  
Sostanzialmente, si estendeva il rispetto degli obblighi di 
antiriciclaggio anche a coloro che svolgevano attività di: recupero 
crediti per conto terzi; custodia, trasporto di denaro 
contante/titoli/valori a mezzo di guardie giurate o senza; agenzie di 
affari in mediazione immobiliare; commercio di cose antiche o di oro o 
di oggetti preziosi (comprese l’esportazione o l’importazione per fini 
industriali o di investimento, fabbricazione, mediazione e commercio); 
esercizio di case d’asta o di gallerie d’arte; gestione di case da gioco; 
fabbricazione di preziosi da parte di imprese artigiane; mediazione 
creditizia; agenzia in attività finanziaria prevista all’art.106 T.U.B.148.  
Pur essendo attività fra loro molto eterogenee, veniva rispettato il 
criterio-guida indicato nell’art.15 della L. n.52/1996, che prevedeva 
l’inclusione di quelle attività che presentavano la capacità di 
“comportare l’accumulazione o il trasferimento di ingenti disponibilità 
economiche o finanziarie”.  
Gli obblighi antiriciclaggio che il decreto prevedeva erano, tuttavia, 
differenziati tra i vari soggetti sopra riportati, perché si voleva mettere 
in evidenza le loro differenze strutturali e la reale capacità e grado 
delle attività svolte di rappresentare un efficace aiuto nella lotta contro 
il riciclaggio: infatti, di alcune attività si metteva in dubbio la capacità 
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Per questo motivo, per il commercio di cose antiche, esercizio di case 
d’asta o gallerie d’arte, commercio e/o fabbricazione di oggetti 
preziosi da parte di imprese artigiane, venivano previsti esclusivamente 
obblighi di identificazione della clientela e registrazione delle 
operazioni. 
Al contrario, alle altre attività citate erano imposti anche gli obblighi di 
segnalazione all’U.I.C. delle operazioni sospette, esattamente come gli 
intermediari creditizi e finanziari. 
 




Il decreto legislativo n.56/2004 è stato l’ultimo atto di un lungo iter 
legislativo151 (iniziato con la legge delega n. 14 del 2003, “legge 
comunitaria per il 2002”) per il reperimento in Italia della “seconda 
direttiva comunitaria antiriciclaggio” la n.2001/97/CE, la quale 
modificava fortemente la precedente Direttiva n. 91/308/CEE. 
Il contesto dell’epoca presentava di fatto due problemi principali 152a 
cui si doveva dare risposta.  
Innanzitutto, una crescente evoluzione e complessità dell’economia 
finanziaria, la quale prevedeva sempre più frequentemente la presenza 
di soggetti professionalmente qualificati ed enti non finanziari 
nell’esecuzione (spesso anche nell’ideazione) delle transazioni, e il 
loro utilizzo da parte dei riciclatori. 
In secondo luogo, le pressioni degli intermediari finanziari per 
l’estensione degli onerosi obblighi di riciclaggio anche ai succitati 
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soggetti, per porre rimedio alle disparità di trattamento che erano 
presenti e alla conseguente distorsione della concorrenza. 
Per rispondere a queste esigenze, all’articolo 2 dl decreto si ampliò 
notevolmente l’elenco dei soggetti sottoposti agli obblighi 
antiriciclaggio, recependo i dettami della Direttiva n. 2001/97/CE: 
 Enti creditizi; 
 Poste Italiane S.p.a.; 
 IMEL (istituti di moneta elettronica); 
 SIM (società di intermediazione mobiliare); 
 SGR (società di gestione del risparmio); 
 SICAV (società di investimento a capitale variabile); 
 Imprese di assicurazione; 
 Agenti di cambio; 
 Società fiduciarie; 
 Società che svolgono il servizio di riscossione dei tributi; 
 Intermediari finanziari iscritti nell’elenco speciale all’art. 107 
TUB; 
 Intermediari finanziari iscritti nell’elenco generale all’art. 106 
TUB; 
 Soggetti operanti nel settore finanziario iscritti nelle sezioni 
dell’elenco generale agli artt. 113 e 115, comma 4 e 5, TUB; 
 Società di revisione iscritte all’albo speciale all’art. 161 TUF; 
 Soggetti che esercitano le attività descritte nel D.Lgs. n. 
374/1999 (vedi sopra); 
 Succursali italiane dei soggetti sopra indicati con sede legale in 
uno Stato estero; 
 Succursali italiane di SGR armonizzate; 
 Soggetti iscritti al’albo dei ragionieri e dei periti commerciali, 
nel registro dei revisori contabili, nell’albo dei dottori 
commercialisti e dei consulenti del lavoro; 
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 Notai e avvocati quando, in nome o per conto di propri clienti, 
compiono qualsiasi operazione di natura finanziaria o 
immobiliare e quando assistono i propri clienti nella 
progettazione o nella realizzazione di operazioni riguardanti: 
 L’acquisto e la vendita di beni immobili o imprese 
commerciali; 
 La gestione di denaro, strumenti finanziari o altri beni 
dei clienti; 
 L’apertura o la gestione di conti bancari, libretti di 
deposito e conti di titoli; 
 L’organizzazione degli apporti necessari alla 
costituzione, gestione o amministrazione di società; 
 La costituzione, gestione o amministrazione di trust, 
società o strutture analoghe; 
 L’agire in nome e per conto dei clienti in una qualsiasi 
operazione finanziaria o immobiliare. 
Come risulta da questo lungo elenco, le categorie di soggetti sono tra 
di loro molto eterogenee e alcune di esse erano già contemplate nella 
normativa nazionale anche prima dell’intervento della Direttiva del 
2001 (ad esempio i cambiavalute o coloro che si occupano del 
trasferimento dei fondi, o imprese di investimento e le succursali 
italiane con sede legale all’estero; per non parlare dei soggetti 
compresi nel D.Lgs. n. 374/1999).  
Inoltre, un aspetto da notare, è l’ampliamento fatto dal legislatore del 
decreto in esame delle categorie soggette agli obblighi anche di 
segnalazione. La differenziazione che era presente nel precedente 
decreto del 1999 è stata così soppressa, attraverso l’abrogazione dei 
primi due comma dell’art. 4 del decreto legislativo del 1999, così da 
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applicare gli obblighi di segnalazione a tutte le attività non finanziarie 
che vengono maggiormente sfruttate dai riciclatori
153
. 
La vera novità del D.Lgs. n. 56/2004 sta nell’estensione degli obblighi 
anche ai libero-professionisti, in particolare ai notai e agli avvocati, 
anche se interessati dalla disciplina solo per lo svolgimento di attività 
“finanziarie”.  
Tale previsione, tuttavia, ha portato con sé notevoli problemi 
applicativi, in quanto, per fare un esemplificazione, la stessa 
formulazione dell’art. 2, comma 1, lettera t) dette adito ad alcune 
incertezze. 
In primis, quando si parla di attività compiute “in nome e per conto dei 
clienti” sembra escludere la categoria dei notai, i quali svolgono il loro 
ruolo tradizionalmente come soggetti terzi. 
In secondo luogo, quando si afferma che vi deve essere “l’esenzione 
totale dagli obblighi di comunicazione delle informazioni ottenute 
dagli avvocati prima, dopo o durante il procedimento giudiziario o nel 
corso dell’esame della posizione giuridica di un cliente” (in ossequio 
all’articolo 6, comma 3, della novellata Direttiva n. 91/308/CEE), non 
vengono fissati i contorni precisi di ciò che deve essere ricompreso 
nell’attività difensiva e ciò che invece esula da essa, creando una 
formula vaga e atta alle più disparate (e interessate!) spiegazioni
154
.  
Per colmare la lacuna, la dottrina si mosse in due direzioni principali: 
da un lato, estese l’area del “legal privilege”155 comprendendovi anche 
l’attività notarile che non è direttamente legata ad un procedimento 
giurisdizionale; dall’altro, legò il discrimine tra l’applicazione o meno 
degli obblighi antiriciclaggio ad una valutazione “caso per caso”, sul 
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 (Urbani, 2005) 
154
 (Razzante, 2011) 
155
 (Urbani, 2005) 
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presupposto che “non si può sapere se la consulenza sarà utilizzata o 
meno in giudizio”156. 
La soluzione a cui si è pervenuti è che il decreto voleva distinguere tra 
la consulenza legale intesa in senso stretto (indipendentemente dal 
procedimento giudiziario) e le consulenze tecniche  ed economico-




In terzo luogo, non è stato delineato propriamente il rapporto tra il 
dovere di segretezza professionale, soprattutto per i notai e gli 
avvocati, e quello di segnalazione delle operazioni sospette
158
.  
Anche se nel decreto si precisa, sulla falsa riga delle norme europee, 
che “le segnalazioni effettuate ai sensi e per gli effetti del presente 
articolo non costituiscono violazione degli obblighi di segretezza” (art. 
2, comma 2), sembrerebbe molto dubbio che una normativa così ampia 
possa andare contro ad una legge speciale che si occupa di regolare 
specificatamente la singola professione, a meno che non venga 




Infine, attraverso alcune categorie di nuovi soggetti come le società di 
riscossione dei tributi o gli IMEL, sembrerebbe che fosse possibile 
effettuare operazioni sopra la soglia di rilevanza senza violare la legge 
antiriciclaggio, in quanto all’art. 4 del decreto del 2004, tali soggetti 
vengono ricompresi nella categoria degli “abilitati” ad effettuare 
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 (Licini, 2004) 
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 (Urbani, 2005), (Colavitti, 2005) e (Morelli, 2003),. 
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 (Razzante, 2011) e (Urbani, 2005). 
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 Vedi anche (Caruso) 
160
 Vedi opinione di (Razzante, 2011). 
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Anche questo provvedimento in conclusione ha creato “caos 
normativo”, ma rimane comunque molto importante per le sue 
innovazioni. 
 
I Regolamenti attuativi del decreto 56/2004. 
 
Nell’aprile del 2006 vennero emanati dal Ministero dell’economia e 
delle finanze tre Regolamenti attuativi del suddetto decreto, il quale (in 
teoria!) avrebbe dovuto essere attuato entro 240 giorni.  
Questo ritardo provocò notevoli ripercussioni applicative soprattutto 
per quelle norme di “immediata applicazione”, come l’art.6 
sull’obbligo per i liberi professionisti di comunicare al Ministero 
dell’economia l’eventuale trasferimento di contante, titoli al portatore 
o assegni senza la clausola di “non trasferibilità” eccedenti la soglia di 
rilevanza; ovvero, come l’abrogazione dell’art. 4 della L. 197/1991 che 
riservava solo ai “pubblici ufficiali” l’onere di effettuare tali 
comunicazioni. 
La tecnica legislativa usata nella redazione di tali Regolamenti 
rispecchiava le pronunzie del Comitato Antiriciclaggio, del Ministero e 
dell’U.I.C., inoltre non teneva conto delle suddette problematiche 
operative, fornendo norme quadro stringate e poco chiarificatrici. 
 Una “nota dolente” fu l’assoggettamento degli obblighi antiriciclaggio 
al “codice per la privacy”, anche se il parere dell’Autorità era 
obbligatorio, questo fatto causò ulteriori appesantimenti nella 
disciplina e nella procedura di segnalazione, la quale invece si 
caratterizza per i suoi tratti di celerità e riservatezza. 
Al contrario, l’unico aspetto positivo, fu la possibilità che venne data al 
Nucleo Speciale di Polizia Valutaria della Guardia di Finanza di 
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contestare, oltre che di accertare e constatare, le violazioni, inviandole 




Questi Regolamenti sono stati definiti “paradossali”, in quanto 
attuavano un decreto legislativo che recepiva una Direttiva europea già 
superata, poiché, nel frattempo, era stata emanata la Direttiva n. 
2005/70/CE, cioè la “terza direttiva antiriciclaggio”.  
In realtà, in quei documenti si teneva già conto di alcune novità che 
erano state introdotte dalla terza direttiva, e questo fece pensare ad un 




Le istruzioni dell’U.I.C163. e le loro note esplicative del 2006: 
 
A tali Regolamenti ministeriali fecero seguito, dapprima tre 
provvedimenti redatti dall’Ufficio Italiano dei Cambi il 24 febbraio 
2006
164
, i quali contenevano delle istruzioni operative per le tre 
categorie di soggetti interessati dagli obblighi antiriciclaggio: gli 
intermediari finanziari, gli operatori non finanziari e i liberi 
professionisti.  
La principale novità apportata da tali documenti fu lo 
“spacchettamento”165 delle fattispecie operative a seconda dei 
destinatari, oltre all’inserimento in tabelle delle “causali” delle 
operazioni da registrare, ripartite a seconda dell’attività o del comparto 
professionale a cui si riferivano. Tutto ciò, infatti, ebbe il merito di 
semplificare il linguaggio e la formulazione dei Regolamenti.  
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 (Razzante, 2011) 
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 (Scialoja, et al., 2012) 
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 Versione ufficiale pubblicata in G.U. n. 82 del 7 aprile 2006. 
164
 Vedi (Bosco, et al., 2000) e (Cerretta, et al., 2006) 
165
 (Razzante, 2011) 
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Tuttavia, restarono molti problemi di interpretazione e incertezze sulla 
gerarchia delle fonti. 
Infine, il 18 maggio del 2006, l’U.I.C. diffuse tre note esplicative, 
ripartite come i suddetti provvedimenti, che miravano a chiarire alcuni 
punti particolarmente controversi come: la decorrenza degli obblighi, 





Le “istruzioni operative” della Banca d’Italia: 
 
Anche la Banca d’Italia, a partire dall’emanazione della L. n. 197/1993 
ha cercato di riempire di contenuto l’art.3 di tale provvedimento, 
fornendo una serie di indicazioni contenute nei suoi “decaloghi” per la 
segnalazione delle operazioni sospette. 
Il primo “decalogo” della Banca d’Italia, intitolato “Indicazioni 
operative per la segnalazione delle operazioni sospette”, aveva come 
obiettivi principali
167
 la riduzione delle incertezze che derivavano dalla 
previsione di valutazioni soggettive e discrezionali e, di conseguenza, 
la riduzione dei costi legati al rischio di una valutazione errata, oltre al 
sostegno del principio della “collaborazione attiva” degli intermediari 
con le autorità, pur ribadendo l’autonomia del settore dalla Pubblica 
Amministrazione.  
In particolare, la Banca d’Italia si pose fin da subito come organo 
istituzionale di vigilanza sul sistema creditizio e finanziario, e come 
gestore primario delle segnalazioni, indicando le linee di sviluppo dei 
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 (Scialoja, et al., 2012) 
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 Vedi (Scialoja, et al., 2012) e (Razzante, 2011) 
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successivi interventi normativi sul tema e fornendo una interpretazione 
“autentica” 168della norma in linea con i risultati da raggiungere.  
Il secondo “decalogo- bis” venne emanato subito l’anno successivo per 
aggiornare la prima versione dal momento che, nel frattempo, erano 
intervenuti la L. n.328/1993, che aveva modificato l’art. 648-bis c.p., e 
il Testo Unico Bancario.  
Le principali novità di questo provvedimento riguardarono sia la 
redazione di un nuovo elenco degli “indici di anomalia”, sia una 
maggiore attenzione alla “cultura della trasparenza” tra i soggetti 
obbligati. 
Il 12 gennaio del 2001, la Banca d’Italia emanò il “decalogo- ter”, 
dove si mettevano in primo piano i concetti di “collaborazione attiva” e 
“know your customer” e si auspicava una più attenta formazione del 
personale, per evitare che i destinatari vengano coinvolti in operazioni 
illecite.  
Inoltre, in questo decalogo si ebbe la collaborazione della Banca 
d’Italia con le altre autorità di vigilanza di settore, la CONSOB e 
l’ISVAP, e ciò portò al coinvolgimento nella lotta al riciclaggio anche 
delle assicurazioni e degli altri soggetti organizzati in forma societaria 
e con azioni quotate. 
Infine, venne affermata la natura giuridica del provvedimento in 
quanto, al posto del termine “indicazioni”, venne usato il termine 
“istruzioni” il quale indica una normativa secondaria di vigilanza che 
assume valore vincolante per i soggetti destinatari. 
Recentemente (aprile 2010) è stato pubblicato il “decalogo- quater” 
della Banca d’Italia che ha nuovamente rivisto gli indici di anomalia, 
in particolare per i liberi professionisti. 
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 Il termine è da intendersi in senso lato, non giuridico. Serve per indicare la 





Analisi dettagliata del D.Lgs. n. 231/2007
169
e 
successivi interventi in materia di antiriciclaggio.  
 
a. Struttura e finalità del decreto. 
 
Il decreto legislativo del 21 novembre 2007, n. 231 ha segnato un 
punto di svolta nella normativa antiriciclaggio in quanto, non solo ha 
recepito nell’ordinamento italiano la c.d. “terza direttiva europea” (Dir. 
n. 2005/60/CE)
170
 e tutti i principi di cui essa è portatrice, ma ha anche 
razionalizzato e innovato profondamente la disciplina antiriciclaggio 
che, sostanzialmente, si fondava ancora sulla legge n. 197/199 e sul 
decreto legislativo n. 56/2004.  
Tale decreto è intitolato “Attuazione della direttiva 2005/60/CE 
concernente la prevenzione dell’utilizzo del sistema finanziario a 
scopo di riciclaggio dei proventi di attività criminose e di 
finanziamento del terrorismo nonché della direttiva n. 2006/70/CE che 
ne reca misure di esecuzione” e ad oggi rappresenta la normativa 
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 Pubblicato in G.U. n. 290 del 14 dicembre 2007- Supplemento Ordinario n. 268. 
170
 Vedi capitolo primo, seconda sezione. 
171A partire dal D.lgs. 151/2009 “decreto sul riordino dell’antiriciclaggio”, fino al 
“decreto salva Italia” del 2011 e le ultime Circolari Ministeriali del 2012 e 2013; per 
approfondimenti vedi parte finale di questo capitolo. 
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Il decreto è composto da 68 articoli suddivisi in 5 Titoli: 
 Titolo I “Disposizioni generali”: (Capo I) Definizioni, principi 
generali; (Capo II) Autorità; (Capo III) Soggetti destinatari 
degli obblighi antiriciclaggio. 
 Titolo II “Degli obblighi”: (Capo I) Obbligo di adeguata 
verifica della clientela; (Capo II) Obbligo di registrazione delle 
operazioni; (Capo III) Obbligo di segnalazione delle operazioni 
sospette. 
 Titolo III “Misure ulteriori”: Limitazioni all’uso del denaro 
contante; divieto di apertura di conti o libretti di risparmio 
anonimi o con intestazione fittizia; obbligo di comunicazione al 
Ministero dell’Economia e delle Finanze delle infrazioni. 
 Titolo IV “Vigilanza e controlli”: Organi di controllo, controlli 
e formazione del personale. 
 Titolo V “Disposizioni sanzionatorie e finali”: (Capo I) 
Sanzioni penali; (Capo II) Sanzioni amministrative; (Capo III) 
Disposizioni finali. 
Le finalità principali che il decreto in esame si propone di realizzare 
ricomprendono l’estenzione dei mezzi per la lotta al riciclaggio anche 
al finanziamento del terrorismo, la definizione a fini amministrativi di 
“antiriciclaggio” e “finanziamento del terrorismo”e l’aggiornamento 
dell’elenco dei soggetti destinatari della disciplina, suddivisi in diverse 
categorie a seconda della natura e dei tipi di obblighi che sono richiesti 
loro.  
Importantissimi sono anche l’implementazione degli obblighi di 
“collaborazione passiva” (per la tracciabilità delle operazioni) e di 
“collaborazione attiva” (per l’individuazione e la segnalazione delle 
operazioni sospette) e l’introduzione del principio della gradualità 
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delle misure in base alla valutazione del livello di rischio
172
 di 
riciclaggio o di finanziamento del terrorismo associato al tipo di 
cliente, al tipo di rapporto ovvero all’oggetto della transazione, oltre 
alla previsione di misure rafforzate, semplificate o differenziate di 
adeguata verifica della clientela e dei titolari effettivi, in ragione del 
suddetto grado di rischio. 
Inoltre, si prevede la fissazione della soglia di rilevanza a 15.000 € e la 
regolazione delle modalità di collaborazione e scambio di informazioni 
tra le varie Autorità coinvolte nell’antiriciclaggio: l’Autorità per la 
tutela del risparmio, la Guardia di Finanza, l’Unita di Informazione 
Finanziaria (che sostituisce l’Ufficio Italiano Cambi) e gli Ordini 
professionali. 
Altri obiettivi che vengono perseguiti da questo decreto legislativo 
sono l’incremento della tutela della riservatezza della persone fisiche e 
degli enti che effettuano segnalazioni di operazioni sospette e 
l’adeguamento del sistema sanzionatorio alla gravità dei fenomeni, 
l’introduzione della responsabilità amministrativa delle persone 
giuridiche e la previsione di una nuova fattispecie di confisca “per 
equivalente”, la quale prevede la possibilità di rivalsa anche su altri 
beni, utilità o somme di denaro dei riciclatori, fino al valore dei capitali 
riciclati. 
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b. Disposizioni generali 
 
Capo I: Disposizioni comuni 
All’articolo 1 del D.lgs. 231/2007 si ha un lungo elenco di definizioni 
che servono, sostanzialmente, da “vocabolario” per la lettura del 
seguente testo del decreto.  
Le definizioni più rilevanti sono quelle che chiariscono dei punti che 
risultavano molto lacunosi e oscuri nella normazione precedente: 
“Titolare effettivo”: (art. 1, comma 2, lettera u) si definisce “titolare 
effettivo”: “la persona o le persone fisiche che, in ultima istanza, 
possiedono o controllano il cliente nonché la persona fisica per conto 
della quale è realizzata un’operazione o un’attività, individuate sulla 
base dei criteri di cui all’allegato tecnico al presente decreto”.  
Il quale allegato tecnico differenzia il caso in cui tale soggetto sia una 
società, dal caso in cui sia un “trust”, una fondazione o un’altra entità 
giuridica.  
Nel primo caso, il criterio su cui viene puntata l’attenzione è il 
possesso di partecipazioni di controllo, di posizioni di controllo o di 
influenza dominante da parte di una o più persone fisiche
173
 (possesso 
del 25% + 1 di partecipazione al capitale sociale, tranne che nei casi di 
società quotate in mercati regolamentati o sottoposte a standards 
equivalenti). Mentre nel secondo caso, si deve fare riferimento al/ai 
beneficiari di almeno il 25% del patrimonio di tale entità giuridica, 
ovvero, se i beneficiari non sono ancora stati determinati, si deve 
guardare ai soggetti nel cui interesse è istituita o agisce l’entità 
giuridica stessa. 
                                                 
173
 (Razzante, 2008) 
82 
 
Questa definizione riprende sostanzialmente quella inserita nella Dir. 
n. 2005/60/CE per il “beneficial owner”174, la quale, a sua volta, 
prende spunto dalle nuove Raccomandazioni del GAFI.  
La sua importanza deriva dal fatto che i riciclatori generalmente 
percorrono due vie per effettuare le loro attività: da un lato reinvestono 
i capitali nei Paesi “offshore”, dall’altro pongono in essere tutta una 
serie di operazioni volte a “nascondere l’identità” del vero beneficiario 
di esse, attraverso la costituzione di società “ad hoc” o l’apertura di 
conti “cross- border” intestati a semplici prestanome.  
Tuttavia, autorevoli autori
175
 hanno però criticato il metodo usato nel 
decreto per l’individuazione del c.d. “titolare effettivo”, perché nel 
settore commerciale, quando si parla di controllo societario, esso 
spesso si fonda su delle relazioni contrattuali e su controlli di fatto, 
piuttosto che su percentuali di possesso azionario. Quindi sarebbe stato 
più opportuno lasciare la definizione della forma di controllo alle 
autorità di vigilanza dei singoli Stati, in modo essere più attinente alle 
varie realtà nazionali. 
“Persone politicamente esposte” (PEP): (art.1, comma 2, lettera o) 
vengono definite “persone politicamente esposte” quelle “persone 
fisiche cittadine di altri Stati comunitari o di Stati extracomunitari che 
occupano o hanno occupato importanti cariche pubbliche, come pure i 
loro familiari diretti o coloro con i quali tali persone intrattengono 
notoriamente stretti legami, individuate sulla base dei criteri di cui 
all’allegato tecnico al presente decreto”. Questa è una vera novità del 
decreto del 2007, in quanto si impone il monitoraggio di tali soggetti 
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 Art.3, comma 6 Dir. n. 2005/60/CE. 
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All’articolo 1 dell’allegato tecnico vengono elencate le “persone 
politicamente esposte”, oltre al grado di parentela di cui 
l’amministrazione pubblica deve tenere conto e l’individuazione dei 
soggetti che “intrattengono notoriamente stretti legami” con i soggetti 
suddetti. Di seguito sono state elencate solo le PEP: 
 I Capi di Stato, i Capi di Governo, i Ministri e i Vice Ministri o 
Sottosegretari; 
 I Parlamentari; 
 I membri delle corti supreme, delle corti costituzionali e di altri 
organi giudiziali di alto livello le cui decisioni non sono 
generalmente soggette ad ulteriore appello, salvo in circostanze 
eccezionali; 
 I membri delle Corti dei conti e dei consigli di amministrazione 
delle banche centrali; 
 Gli ambasciatori, gli incaricati d’affari e gli ufficiali di alto 
livello delle forze armate; 
 I membri degli organi di amministrazione, direzione o vigilanza 
delle imprese possedute dallo Stato. 
 
Tali soggetti non sono più considerati “persone politicamente esposte” 
dopo che hanno terminato di occupare tali cariche pubbliche per un 
periodo di almeno un anno, di conseguenza non verranno più applicati 
loro gli obblighi rafforzati di adeguata verifica. 
“operazioni frazionate” e “operazioni collegate”: interessante è la 
distinzione che viene sottolineata nel decreto in esame tra questi due 
tipi di operazioni, entrambi caratterizzate dal fatto che esse risultano 
singolarmente di importo inferiore alla soglia di rilevanza, ma che 




In particolare, alla lettera m, viene definita “operazione frazionata” 
quella “operazione unitaria sotto il profilo economico, di valore pari o 
superiore ai limiti stabiliti dal presente decreto, posta in essere 
attraverso più operazioni, singolarmente inferiori ai predetti limiti, 
effettuate in momenti diversi ed in un circoscritto periodo di tempo 
fissato in sette giorni, ferma restando la sussistenza dell’operazione 
frazionata quando ricorrano elementi per ritenerla tale”.  
Mentre alla lettera n, si intendono “operazioni collegate” quelle che, 
“pur non costituendo esecuzione di un medesimo contratto, sono tra 
loro connesse per il soggetto che le esegue, l’oggetto o per lo scopo cui 
sono dirette”. 
La differenza terminologica tra le due disposizioni e, in particolare, 
l’uso del singolare nella prima e del plurale nella seconda, non sono 
casuali. Infatti, tali differenze mettono in risalto da una parte, 
l’unitarietà dell’operazione “frazionata” che si compone di più 
operazioni
177
 ma che resta unica, e dall’altra, il collegamento esistente 
fra operazioni divise e non afferenti allo stesso rapporto che si basa su 
l’identità del soggetto che le pone in essere (non necessariamente il 
titolare del rapporto, è sufficiente che identico sia l’esecutore), o 
sull’uguaglianza dell’oggetto o dello scopo di tali operazioni178. 
 
Altra importante novità del D.lgs. n. 231/2007 si ritrova nell’articolo 2, 
dove vengono definite le nozioni di “riciclaggio” e di “finanziamento 
del terrorismo” a fini amministrativi. 
In particolare, nella nozione di “riciclaggio” vanno ricomprese, se 
compiute intenzionalmente, varie attività, come la conversione o il 
trasferimento di beni provenienti da un’attività criminosa o da una 
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 Il limite quantitativo per considerare un’operazione “frazionata” è libero ma la 
prassi bancaria l’ha fissato a 3098,74 €. 
178
 (Razzante, 2008) e (Fisicaro, 2008 ) 
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partecipazione a tale attività, effettuati pur conoscendo la loro 
provenienza, allo scopo di occultare o dissimulare l’origine illecita dei 
beni stessi o di aiutare chiunque sia coinvolto in tale attività ad evitare 
le conseguenze giuridiche delle proprie azioni.  
Inoltre, deve esservi compreso anche l’occultamento o la 
dissimulazione della reale natura, provenienza, ubicazione, 
disposizione, movimento, proprietà dei beni, provenienti da attività 
criminosa o da una partecipazione a tale attività, o dei diritti sugli 
stessi beni, effettuati pur conoscendo la loro provenienza. 
Anche l’acquisto, la detenzione o l’impiego di beni, pur sapendo, al 
momento della loro ricezione, che tali beni provengano da un’attività 
criminosa o da una partecipazione a tale attività, fa parte della nozione. 
Infine, è ricompresa anche la partecipazione ad una delle attività 
appena esposte, l’associazione per la commissione di tali atti, il 
tentativo di perpetrarli, il fatto di aiutare, istigare o consigliare 
qualcuno a commetterli o il fatto di agevolarne l’esecuzione. 
 Inoltre, al secondo comma viene precisato che il reato di riciclaggio 
viene considerato tale “anche se le attività che hanno generato i beni da 
riciclare si sono svolte nel territorio di un altro Stato comunitario o di 
un Paese terzo”. In questo modo viene messo in evidenza l’elemento 
“territoriale” della condotta, sul quale non si era posta sufficiente 
attenzione nelle passate definizioni della fattispecie. 
 
Altro aspetto importante è l’accento che viene posto sull’elemento 
soggettivo del reato, infatti al comma 3 si specifica che sia l’elemento 
intenzionale (“conoscenza, l’intenzione”), sia le “finalità” della 
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condotta devono essere un “elemento degli atti di riciclaggio” e, 
soprattutto, devono essere dedotti da “circostanze di fatto obiettive”179. 
Questa definizione però non è coincidente con quella data all’art. 648- 
bis del nostro codice penale, ma, dal momento che nell’”incipit” 
dell’articolo 2 del decreto si esplicita che tale definizione vale “ai soli 
fini del decreto”, è evidente che esse non va a incidere sugli articoli 
648-bis e 648-ter del codice penale, che continueranno a sanzionare 
penalmente solo i comportamenti da loro previsti
180
. 
In questo caso il legislatore ha perso un’utile occasione per specificare 
se nella nozione descritta vada inserita anche la fattispecie dell’”auto 
riciclaggio”, già punito in altri Paesi europei (come da ultimo la 
Francia) e fortemente richiesto anche dal Fondo Monetario 
Internazionale. 
Si ha “auto riciclaggio” quando la condotta di riciclaggio del denaro di 
provenienza illecita viene posta in essere da colui che ha generato tale 
denaro, in altri termini quando colui che ha commesso il c.d. “reato 
presupposto”, in seguito usa o occulta i suoi proventi illeciti.  
Nel nostro ordinamento si ravvisa un legame di accessorietà di tale 
fattispecie con il reato presupposto, di conseguenza, la condotta viene 
considerata un “post factum” e quindi non è punibile. L’origine di 
questa interpretazione è rinvenibile nella lettura che viene data della 
“clausola di riserva” dell’articolo 648-bis c.p. in combinato con quella 
dell’articolo 648 c.p.: in entrambi gli articoli vi sono delle clausole che 
recitano “fuori dei casi di concorso nel reato”, che sono state lette 
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 Tali comportamenti sono: 
 la sostituzione o il trasferimento di denaro, beni o altre utilità provenienti da 
delitto non colposo;  
 il compimento di operazioni, in modo tale da ostacolare l‟identificazione 
della provenienza delittuosa del denaro e dei beni;  
 l‟impiego di denaro o delle diverse utilità derivanti dal delitto in attività 
economiche e finanziarie. 
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come “fuori dei casi in cui si sia commesso il reato presupposto”, 
grazie alla loro incauta equiparazione, è stato stabilito che, come non 
viene punita la c.d. “auto ricettazione”, non viene punito neanche 
l’”auto riciclaggio”181.  
Stando così le cose, risulta chiaramente l’impossibilità di punire 
l’”auto riciclatore”, perché nella fattispecie chi “ricicla” è sempre terzo 
rispetto a colui che mette in atto la condotta criminosa che genera i 
beni da riciclare.  
L’ordinamento italiano aveva cercato, soprattutto in seguito alle 
critiche di autorevole dottrina
182
 e alle spinte degli organi 
sovranazionali, di porvi rimedio ma, con la caduta anticipata della XV 
legislatura, il progetto venne abbandonato e ad oggi non ancora risolto. 
Infine, per quanto riguarda la definizione di “finanziamento del 
terrorismo” si specifica che è ripresa dall’art.1 del d.lgs., n. 109/2007, 
che recita: “qualsiasi attività diretta, con qualsiasi mezzo, alla raccolta, 
alla provvista, all’intermediazione, al deposito, alla custodia o 
all’erogazione di fondi o risorse economiche, in qualunque modo 
realizzati, destinati ad essere, in tutto o in parte, utilizzati al fine di 
compiere uno o più delitti con finalità di terrorismo o in ogni caso 
diretti a favorire il compimento di uno o più delitti con finalità di 
terrorismo previsti dal codice penale, e ciò indipendentemente 
dall’effettivo utilizzo dei fondi e delle risorse economiche per la 
commissione dei delitti anzidetti”.  
 
L’articolo più rilevante di questo Capo I è senza dubbio l’articolo 3, 
rubricato “Principi generali”, dove vengono enunciati i concetti 
principali che fanno da sfondo a tutta la normativa. 
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Innanzitutto, la “collaborazione attiva”, principio già espresso nella 
Terza Direttiva europea e che ha caratterizzato tutta la legislazione 
italiana in materia di antiriciclaggio dal 1991 in poi, anche se con 
intensità diverse.  
In pratica, si ribadisce che i destinatari degli obblighi non devono 
soltanto garantire la corretta gestione e la disponibilità di accesso ai 
documenti relativi alle operazioni, ma devono anche preservare la loro 
attività dal rischio di coinvolgimento in attività criminali. Spesso, 
infatti, sono proprio gli intermediari finanziari e bancari ad essere 
coinvolti in attività di riciclaggio, o come agenti principali (es. “banche 




Quindi, viene aumentata la “compliance” dei destinatari in quanto 
devono seguire delle vere e proprie “regole di condotta aziendali” e 
apprestare, determinandoli liberamente, obblighi di adeguata verifica, 
di conservazione e registrazione delle informazioni e dei documenti e 
di segnalazione delle operazioni sospette. 
In secondo luogo, l’”approccio basato sul rischio”184, il quale 
presuppone che gli obblighi vengano graduati e calibrati secondo il 
livello di rischio di riciclaggio e/o finanziamento del terrorismo che 
viene associato al tipo di cliente (profilo soggettivo), al rapporto 
continuativo o prestazione professionale e al prodotto o transazione 
(profilo oggettivo). In questa maniera si provoca un anticipazione della 
valutazione del rischio, dal momento della segnalazione, al momento 
della identificazione della clientela e, in aggiunta, si rende molto più 
flessibile e aderente alle esigenze del singolo caso concreto la 
disciplina (procedure “semplificate” o “rafforzate” di adeguata 
verifica).  
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Questo principio si lega al concetto del “know your customer” che 
presuppone una conoscenza approfondita del proprio cliente e una 




Infine merita un rapido cenno anche l’articolo 4, dove si chiariscono i 
rapporti con il diritto comunitario. In estrema sintesi, si stabilisce che 
le nostre Autorità (MEF, UIF, altre Amministrazioni interessate e le 
Autorità di vigilanza) tengano conto, nell’adozione dei loro 
provvedimenti, degli atti emanati dalla Commissione europea e della 
giurisprudenza della Corte di giustizia. Secondo l’art. 40 della 
Direttiva 2005/60/CE, infatti, la Commissione europea può adottare 
misure di attuazione per dare chiarimenti su aspetti tecnici, per valutare 
il livello di rischio in alcune situazioni o la giusta applicazione della 
direttiva stessa, ciò tenendo conto della normativa comunitaria e degli 
standards internazionali. 
 
Capo II: Autorità 
 
Il Ministero dell’economia e delle finanze (MEF) e il Comitato di 
sicurezza finanziaria (CSF): 
Secondo l’articolo 5 del decreto legislativo 231/2007, il Ministero 
dell’economia e delle finanze è il responsabile dell’”Alta vigilanza” e 
delle politiche di prevenzione dell’utilizzo del sistema finanziario per 
scopi attinenti al riciclaggio di proventi illeciti.  
Inoltre, promuove la collaborazione tra le varie Autorità che si 
occupano di questo ambito (UIF, CONSOB, ISVAP, Guardia di 
Finanza, DIA e i vari Ordini professionali) e ogni anno entro il 30 
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giugno, presenta al Parlamento una relazione sullo stato dell’azione di 
prevenzione svolta. 
Viene affidata a tale organo anche la cura dei rapporti con gli 
organismi comunitari e internazionali, i quali devono stabilire gli 
standards e le politiche di prevenzione del riciclaggio e monitorare il 
rispetto degli obblighi che derivano dalla partecipazione ad essi. 
Infine, spetta al MEF l’esercizio dei poteri sanzionatori amministrativi 
a fini antiriciclaggio, previsti dal decreto in esame. 
Per porre in essere tutti questi obiettivi, il Ministero si avvale della 
collaborazione del “Comitato di sicurezza finanziaria”, il quale funge 
da “braccio operativo”186 del MEF ed è definito come organismo 
collegiale nazionale con funzioni di analisi e di valutazione delle 
attività di prevenzione. Questo organo è stato istituito ai sensi dell’art.3 
del decreto legislativo 22 giugno 2007, n. 109
187, rubricato “Misure per 
prevenire, contrastare e reprimere il finanziamento del terrorismo e 
l'attività' dei Paesi che minacciano la pace e la sicurezza 
internazionale, in attuazione della direttiva 2005/60/CE”.  
Il CSF ha sede presso il Ministero dell’ economia e delle finanze ed è 
composto dal Presidente, che è il direttore generale del tesoro, da un 
suo delegato, da rappresentanti del Ministero dell’economia e delle 
finanze, del Ministero dell’interno, del Ministero della giustizia, del 
Ministero degli affari esteri, della Banca d’Italia, della Consob e 
dell’Unità di Informazione Finanziaria.  
A tale consesso si prevede la partecipazione anche di un ufficiale della 
Guardia di Finanza, di un funzionario o ufficiale in servizio presso la 
Direzione Investigativa Antimafia, di un ufficiale dell’Arma dei 
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Carabinieri e di un rappresentante della Direzione Nazionale 
Antimafia. 
Il Presidente può invitare a partecipare alle riunioni, ove sia necessario 
per acquisire pareri e ulteriori informazioni, anche rappresentanti dei 
Consigli nazionali degli ordini professionali e delle associazioni di 
categoria, dell’Agenzia del Demanio, di altri enti o istituzioni, inclusi i 
rappresentanti dei servizi per la informazione e la sicurezza
188
. 
Le funzioni assegnate al suddetto Comitato sono molteplici e 
riguardano l’analisi e coordinamento in materia di prevenzione 
all’utilizzo del sistema bancario e finanziario a scopo di riciclaggio e 
finanziamento del terrorismo: entro il 30 maggio di ogni anno, il CSF 
presenta al MEF una relazione dove si esprime una valutazione 
sull’attività di prevenzione finora svolta e dove vengono 
eventualmente espresse delle proposte per migliorarla e renderla più 
efficace. Per redigere tale documento il CSF si avvale della 
collaborazione delle Autorità di vigilanza di settore, dell’UIF, della 
Guardia di Finanza e della DIA, i quali entro il 30 marzo devono a loro 
volta fornire dati statistici e informazioni
189
 sulle attività che hanno 
svolto nell’anno precedente. 
Inoltre a tale Comitato spetta la formulazione di pareri, se richiesti, in 
situazioni particolari e l’adozione (da parte del Ministro dell’economia 
e delle finanze) delle disposizioni attuative per l’esecuzione degli 
obblighi di adeguata verifica della clientela, oltre all’individuazione 
degli Stati extracomunitari che adottano un sistema di prevenzione del 
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riciclaggio e del finanziamento del terrorismo equivalente a quello 
previsto dalla Direttiva 2005/60/CE. 
Altri compiti riferibili a tale organo sono l’autorizzazione ad applicare 
misure semplificate di adeguata vigilanza nei casi a basso rischio di 
riciclaggio o finanziamento del terrorismo, l’adozione di misure 
protettive della riservatezza dell’identità dei soggetti segnalanti da 
parte della Guardia di Finanza, dell’UIF e della DIA e, infine, la 
modificazione e integrazione dell’allegato tecnico al decreto legislativo 
n.109/2007. 
 
L’Unità di Informazione Finanziaria (UIF): 
Dal 1 gennaio 2008 è stato soppresso l’Ufficio Italiano dei Cambi e le 
sue competenze e i suoi poteri in materia di usura e di vigilanza degli 
intermediari finanziari sono stati trasferiti alla Banca d’Italia, oltre alla 
tenuta degli elenchi degli intermediari finanziari ai sensi dell’art. 106 
TUB, dei mediatori creditizi e degli agenti in attività finanziaria. 
A tale organo è stata sostituita, in tale data, l’Unità di Informazione 
Finanziaria (UIF), “fisicamente” collocata presso la stessa Banca 
d’Italia190.  
Quest’organo è stato costruito secondo la figura delle Financial 
Intelligence Units di stampo internazionale ed europeo, rispettando le 
sue caratteristiche principali: ossia, autonomia operativa e gestionale, 
per incrementare l’efficienza e limitare i conflitti di interesse e 
specializzazione nell’analisi finanziaria e nella capacità di rapportarsi e 
dialogare direttamente con le FIU degli altri Paesi. 
Anche l’UIF italiana, quindi, esercita le sue funzioni in piena 
autonomia e indipendenza sia dal Governo, sia dalla Banca d’Italia, e 
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rappresenta la struttura nazionale incaricata di ricevere o richiedere, 
analizzare e comunicare alle Autorità competenti, le informazioni 
riguardanti casi di riciclaggio o di finanziamento del terrorismo. 
Inoltre tale unità si occupa di analizzare e studiare l’andamento dei 
flussi finanziari, di svolgere analisi statistiche sui dati aggregati che le 
vengono trasmessi mensilmente dai soggetti obbligati
191
, usufruendo 
anche dei dati presenti nell’”Anagrafe dei conti e dei depositi” e 
nell’”Anagrafe tributaria”192. 
Molto importanti sono anche i suoi compiti di predisposizione e 
divulgazione di schemi e modelli rappresentanti comportamenti 
inconsueti e atipici (naturalmente sotto il profilo finanziario), che 
possono far supporre una attività legata ai reati in esame. Sempre su 
questa linea, l’UIF fornisce ai soggetti obbligati delle “indicazioni 
operative” per rilevare i fenomeni di riciclaggio e finanziamento del 
terrorismo. 
Infine, l’organo in esame ha poteri di controllo e ispezione, con la 
facoltà di sospendere, anche su richiesta delle autorità investigative e 
giudiziarie, delle operazioni sospette per un tempo massimo di 5 
giorni, a patto che questo non pregiudichi il corso delle indagini. 
 
Le Autorità di vigilanza di settore: 
All’articolo 7 del decreto legislativo 231/2007 vengono elencate le 
autorità preposte alla vigilanza e al rispetto degli obblighi 
antiriciclaggio: Banca d’Italia, CONSOB e ISVAP. 
Tali autorità possono emanare, d’intesa tra loro, norme secondarie che 
disciplinino modalità di adempimento agli obblighi di adeguata 
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verifica del cliente, di organizzazione delle procedure e dei controlli 
interni, atti a proteggere gli intermediari finanziari
193
, i soggetti che 
svolgono attività finanziaria e le società di revisione dai rischi di loro 
utilizzo a fini di riciclaggio o finanziamento del terrorismo. 
 
Le “amministrazioni interessate”, gli ordini professionali e le Forze di 
polizia: 
Tra le c.d. “amministrazioni interessate”, l’articolo 8 ricomprende e 
punta l’attenzione sul Ministero della Giustizia, gli ordini professionali 
e le varie Forze di polizia, definendone i compiti. 
Il Ministero della Giustizia deve esercitare l’alta vigilanza sui “collegi 
e sugli ordini professionali competenti”, i quali, a loro volta, svolgono 
funzioni di controllo sui propri iscritti (ragionieri, periti commerciali, 
commercialisti e consulenti del lavoro, notai e avvocati e revisori 
contabili) e di “filtro” nell’invio delle segnalazioni all’UIF. 
Per quanto riguarda le Forze di polizia, si specifica che la Direzione 
Investigativa Antimafia e il Nucleo speciale di polizia valutaria della 
Guardia di Finanza compiono approfondimenti investigativi delle 
segnalazioni di operazioni sospette trasmesse all’UIF, anche se solo il 
Corpo della Guardia di Finanza può porre in essere le ispezioni per 
verificare il rispetto degli obblighi antiriciclaggio.  
Inoltre essi usufruiscono dei dati contenuti nell’”Anagrafe tributaria”, 
anche se solo il Corpo della Guardia di Finanza ha facoltà di esercitare 
i poteri che gli sono stati attribuiti dalla normativa valutaria
194
. 
Riguardo a tutte le altre Forze di polizia, il decreto legislativo in esame 
stabilisce che esse, nel rispetto delle loro competenze, possano 
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partecipare alle attività di prevenzione e protezione del sistema 





Scambio di informazioni e collaborazione tra Autorità e Forze di 
polizia: 
L’articolo 9 del decreto in esame tratta il tema della collaborazione e 
delle varie modalità di scambio delle informazioni tra le Autorità e le 
Forze di polizia.  
Nel dettaglio, la norma prevede, come regola, l’applicazione del 
segreto d’ufficio per tutte le informazioni che siano emerse durante 
l’applicazione della disciplina antiriciclaggio in possesso dell’UIF, 
della Banca d’Italia, della CONSOB, dell’ISVAP, delle 
“amministrazioni interessate” e degli ordini professionali, anche nei 
confronti della Pubblica amministrazione. 
A questo fanno eccezione i casi di comunicazione previsti 
espressamente dalla legislazione vigente, ad esempio i soggetti 
pubblici incaricati istituzionalmente di svolgere attività ispettive o di 
vigilanza e gli organi giurisdizionali e, previa autorizzazione, gli 
organi di polizia giudiziaria sono tenuti a comunicare alla Guardia di 
Finanza competente tutte quelle violazioni tributarie di cui vengano a 
conoscenza nell’esercizio delle loro funzioni. 
Un’altra eccezione riguarda la richiesta di informazioni effettuata 
dall’autorità giudiziaria, se esse sono ritenute necessarie per le indagini 
o per i procedimenti su violazioni penali. 
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Inoltre, si prevede che l’UIF possa intrattenere rapporti di 
collaborazione e scambiare informazioni e dati su operazioni sospette 
con omologhe autorità di altri Stati, utilizzando anche le notizie in 
possesso della DIA e del NSPG. Addirittura, per facilitare le attività di 
approfondimento investigativo, tale organo può stipulare con la 
Guardia di Finanza e la DIA dei protocolli d’intesa che permettano a 
questi ultimi di scambiare direttamente le informazioni e i dati con gli 
omologhi organismi esteri e internazionali (naturalmente a patto che 
siano rispettate le condizioni di reciprocità). 
L’UIF deve collaborare anche con gli organi delle indagini affinché sia 
agevolata l’individuazione di ogni circostanza dalla quale emergano 
fatti o situazioni che possono essere usati nella prevenzione dell’uso 
del sistema economico e finanziario a scopi illeciti. 
Parimenti, si prevede per l’autorità giudiziaria l’obbligo di comunicare 
all’UIF e alle Autorità di vigilanza di settore di tutti i casi in cui vi sia 
il fondato motivo di ritenere che il riciclaggio o il finanziamento del 
terrorismo siano avvenuti con delle operazioni poste in essere presso 
intermediari. 
Infine, si prescrive all’UIF di inviare i risultati generali degli studi 
effettuati alle Forze di polizia, alle autorità di vigilanza di settore, al 
Ministero dell’economia e delle finanze, al Ministero della giustizia ed 
al Procuratore Antimafia. Se da tali studi sono emersi specifici 
fenomeni di riciclaggio o finanziamento del terrorismo, devono essere 




Capo III: Soggetti destinatari degli obblighi. 
 
La legge delega n. 29/2006, intitolata “Disposizioni per l’adempimento 
di obblighi derivanti dall’appartenenza dell’Italia alle Comunità 
europee. Legge comunitaria 2005”, delegava il Governo ad “adottare 
no o più decreti legislativi al fine di dare organica attuazione alla 
direttiva 2005/60/CE, adeguando l’applicazione dettagliata delle 
disposizioni alla peculiarità delle varie professioni e differenze in scala 
e dimensione degli enti e delle persone soggette alla direttiva”196.  
Per mettere in atto tale indicazione, nel decreto legislativo 231/2007, il 
Governo ha ulteriormente suddiviso le categorie dei destinatari in 
articoli distinti, facilitando la comprensione e, di conseguenza, 
l’applicazione degli obblighi ivi contemplati, oltre ad una maggiore 
semplicità di individuazione delle rispettive autorità e organi di 
controllo e vigilanza.  
In particolare all’articolo 10, comma 2, vengono indicati tutti quei 
soggetti a cui si applicano solo gli obblighi di segnalazione delle 
operazioni sospette, mentre sono esonerati da quelli di identificazione 
della clientela e di registrazione delle operazioni: 
 società di gestione accentrata di strumenti finanziari; 
 società di gestione dei mercati regolamentati di strumenti 
finanziari e soggetti gestori di strutture per la negoziazione di 
strumenti finanziari e fondi interbancari; 
 società di gestione dei servizi di liquidazione delle operazioni 
su strumenti finanziari; 
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 società di gestione dei sistemi di compensazione e garanzia 
delle operazioni in strumenti finanziari; 
 coloro che svolgono attività il cui esercizio resta subordinato al 
possesso di licenze, autorizzazioni, iscrizioni in albi o registri, 
ovvero alla preventiva dichiarazione di inizio attività 
specificatamente richieste dalle norme, attività quali: 
o commercio, esportazione ed importazione di oro per 
finalità industriali o di investimento per il quale è 
prevista una dichiarazione di cui all’articolo 1 della 
legge 17 gennaio 2000, n.7; 
o fabbricazione, mediazione e commercio, comprese 
l’esportazione e l’importazione di oggetti preziosi, per il 
quale è prevista la licenza di cui all’articolo 127 del 
TULPS; 
o fabbricazione di oggetti preziosi da parte di imprese 
artigiane, all’iscrizione nel registro degli assegnatari dei 
marchi di identificazione tenuto dalle camere di 
commercio, industria, artigianato e agricoltura; 
o commercio di cose antiche di cui alla dichiarazione 
preventiva prevista dall’articolo 126 del TULPS; 
o esercizio di case d’asta o galleria d’arte per il quale è 
prevista alla licenza prevista dall’articolo 115 del 
TULPS. 
 Succursali italiane dei soggetti indicati nelle lettere precedenti 
aventi sede legale in uno stato estero; 
 Uffici della Pubblica Amministrazione. 
Da questo lungo elenco è possibile notare che gli obblighi a cui sono 
sottoposti tali soggetti sono equivalenti a quelli previsti in sede 
europea, infatti le loro peculiarità in termini di struttura e operatività 
richiedono una disciplina snella e semplificata, in modo tale da non 
essere svantaggiati nel confronto con i loro omologhi europei. 
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Anche se un autorevole Autore
197
 critica in parte questa scelta ponendo 
l’accento sulla concreta possibilità (opportunità) di alcuni di loro (ad 
esempio i commercianti di oro) di adempiere agli obblighi di 
identificazione e registrazione senza essere penalizzati, anzi 
incrementando l’efficacia della disciplina.  
 
La prima categoria, gli intermediari finanziari e altri soggetti esercenti 
attività finanziaria: 
Nell’articolo 11 del decreto in esame vengono raggruppati tutti i 
soggetti rientranti nella categoria degli intermediari finanziari e coloro 
che svolgono attività finanziaria, comunque sottoposti alla disciplina 
antiriciclaggio fin dal 1991. La novità che viene presentata in questo 
articolo consiste nella suddivisione di essi in tre “sottogruppi”, che si 
differenziano per la diversa intensità di applicazione degli obblighi di 
“customer due diligence”198. 
Nel primo “gruppo” sono elencati gli intermediari di “primo livello”: 
 Banche; 
 Poste Italiane S.p.A.; 
 Istituti di moneta elettronica, ai sensi dell’art. 114-bis del TUB, 
che emettono moneta elettronica mediante trasformazione 
immediata dei fondi ricevuti; 
 Le società di intermediazione mobiliare (SIM), ai sensi 
dell’articolo 1, comma 1, lettera e) del TUF (d.lgs. n. 58/1998), 
che svolgono attività e servizi di investimento, con 
autorizzazione della Banca d’Italia; 
 Le società di gestione del risparmio (SGR), ai sensi dell’art.1, 
comma 1, lettera o) del TUF, cioè società per azioni che è 
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autorizzata a fornire un servizio di gestione collettiva del 
risparmio, del servizio di gestione dei portafogli e di quello di 
consulenza per gli investimenti; 
 Le società di investimento a capitale variabile (SICAV), ai 
sensi dell’art.1, comma 1, lettera i) del TUF, anch’esse società 
per azioni con capitale variabile, aventi come oggetto esclusivo 
l’investimento collettivo del patrimonio raccolto attraverso 
l’offerta al pubblico delle proprie azioni (naturalmente 
autorizzata dalla Banca d’Italia); 
 Le imprese di assicurazione che operano nel ramo vita199, 
articolo 2, comma 1, del Codice delle assicurazioni private 
(d.lgs. n. 209 del 2005); 
 Gli agenti di cambio; 
 Le società che svolgono il servizio di riscossione di tributi; 
 Gli intermediari finanziari iscritti nell’elenco speciale previsto 
all’art. 107 del TUB, il quale viene tenuto dalla Banca d’Italia, 
dove iscrive gli intermediari finanziari diversi dalle banche; 
 Gli intermediari finanziari iscritti nell’elenco generale previsto 
all’art. 106 del TUB, dove si prevede che solo gli intermediari 
iscritti in tale elenco possano esercitare nei confronti del 
pubblico l’assunzione di partecipazioni, la concessione di 
finanziamenti sotto qualsiasi forma, la prestazione di servizi di 
pagamento e l’intermediazione in cambi; 
 La Cassa Depositi e Prestiti S.p.A., cioè quell’ente pubblico 
che ha il duplice scopo di finanziamento degli investimenti 
statali e del finanziamento di opere, reti, impianti e dotazioni 
destinati alla fornitura di servizi pubblici e bonifiche; 
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 Correttamente è stato notato che sono state espunte dalla categoria le imprese 
assicurative operanti nei rami danni, e le “holdings”, ovvero gli intermediari iscritti 
nell’elenco dell’art. 113 del TUB, vedi anche (Razzante, 2004) 
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 Le succursali italiane dei soggetti sopra indicati, aventi sede in 
uno Stato estero e le succursali italiane delle società di gestione 
del risparmio armonizzate e delle imprese di investimento. 
Rientrano tra gli intermediari finanziari di “secondo livello”: 
 Le società fiduciarie di cui alla legge 23 novembre 1939, n. 
1966, c.d. “statiche”, che sono autorizzate dal Ministero dello 
Sviluppo Economico ad esercitare l’attività. Inoltre, esse non 
sono più “intermediari abilitati”, per cui, quando pongono in 
essere operazioni con le banche, dovranno fornire i dati del 




 I soggetti operanti nel settore finanziario iscritti nelle sezioni 




 I soggetti operanti nel settore finanziario iscritti nelle sezioni 
dell’elenco generale previste dall’articolo 155, comma 5, del 
TUB, in sostanza i cambiavalute; 
 Le succursali italiane dei soggetti indicati alle lettere a) e c) 
aventi sede all’estero. 
In particolare, per le succursali italiane degli intermediari finanziari 
aventi sede legale all’estero e le succursali italiane delle società di 
gestione del risparmio armonizzate, delle imprese di investimento e 
delle società fiduciarie si prevede l’osservanza di obblighi adeguata 
verifica della clientela e di conservazione “anche attraverso misure e 
procedure equivalenti a quelle stabilite dal precedente decreto”. 
Tuttavia si precisa che se la legislazione del Paese estero non consente 
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 L’articolo 155 del TUB è stato abrogato dall’art. 8, comma 12, del D.Lgs. 13 
agosto 2010, n. 141. 
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l’applicazione di tali regole, gli intermediari finanziari devono darne 
notizia alla Autorità di vigilanza di settore. 
Inoltre, al comma 6, si stabilisce che le regole stabilite per 
l’applicazione dei suddetti obblighi da parte di succursali e filiali 
controllate a maggioranza e situate in Paesi terzi, devono essere 
comunicate all’Autorità di vigilanza di settore, ce ne deve valutare la 
compatibilità. 
Infine, il terzo gruppo disciplinato al comma 3 dell’articolo 11, 
riguarda la categoria “residuale” di “altri soggetti che svolgono attività 
finanziaria” e si compone di: 
 Promotori finanziari iscritti nell’albo previsto all’art. 31 del 
TUF, ossia le persone fisiche che esercitano professionalmente 
come dipendente, agente o mandatario, l’offerta fuori sede per 
conto di imprese di investimento, SGR, società di gestione 
armonizzate, SICAV o intermediari finanziari; 
 Intermediari assicurativi, di cui all’art. 109, comma 2, lettere a) 
e b) del CAP, che operano nel ramo vita (comma 1, lettera g)), 
cioè sostanzialmente gli agenti di assicurazione, mediatori di 
assicurazione i di riassicurazione, c.d. “brokers”; 
 Mediatori creditizi iscritti nell’albo previsto dall’articolo 16 
della legge 7 marzo 1996, n. 108, in quanto essi mettono in 
relazione banche o altri intermediari finanziari con la clientela 
per la concessione di finanziamenti sotto qualsiasi forma; 
 Agenti in attività finanziaria iscritti nell’elenco previsto 
dall’art. 3 del d.lgs. 25 settembre 1999, n. 374, i quali 
promuovono o concludono contratti relativi alla concessione di 
finanziamenti sotto qualsivoglia forma o alla prestazione di 
servizi di pagamento, su mandato diretto degli intermediari 




 Per questi soggetti gli obblighi di registrazione sono “mediati”, non 
incombono su di loro ma sull’intermediario finanziario per il quale 
lavorano, a cui trasmetteranno i dati raccolti dalla clientela. In 
sostanza, essi sono esentati dalla registrazione presso l’AUI, la quale 





La seconda categoria: i professionisti: 
La disciplina antiriciclaggio era stata estesa anche ai professionisti già 
da molti anni, in quanto anche l’attività che tali soggetti svolgono è 
esposta al rischio di una sua strumentalizzazione per il compimento dei 
reati in esame. 
Essi sono così elencati all’articolo 12 del decreto succitato: 
 I soggetti iscritti nell’albo dei ragionieri e periti commerciali, 
nell’albo dei dottori commercialisti e nell’albo dei consulenti 
del lavoro; 
 Ogni altro soggetto che rende i servizi forniti da periti, 
consulenti e altri soggetti che svolgono in maniera 
professionale attività in materia di contabilità e tributi; 
 I notai e gli avvocati quando, in nome e per conto dei propri 
clienti, compiono qualsiasi operazione di natura finanziaria o 
immobiliare e quando assistono i propri clienti nella 
predisposizione o nella realizzazione di operazioni riguardanti: 
o Il trasferimento a qualsiasi titolo di diritti reali su beni 
immobili o attività economiche; 
o La gestione di denaro, strumenti finanziari o altri beni; 
o L’apertura o la gestione di conti bancari, libretti di 
deposito e conti di titoli; 
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o L’organizzazione degli apporti necessari alla 
costituzione, alla gestione o all’amministrazione di 
società; 
o La costituzione, la gestione o l’amministrazione di 
società, enti, trust o soggetti giuridici analoghi; 
 I prestatori di servizi relativi a società e trust ad esclusione dei 
soggetti indicati sopra. 
Le maggiori novità che si rilevano in tale articolo rispetto alla 
disciplina previgente sono quattro. 
Innanzitutto, la comprensione della categoria dei prestatori di servizi 
relativi a società e trust, e ciò sembra essere una fedele trasposizione 
del dettato dell’art. 3, par. 7, della Dir. n. 2005/60/CE. Anche se tali 




Una precisa definizione di tali soggetti è rinvenibile all’articolo 1, 
comma 2, lettera p) del decreto in esame: “ogni persona fisica o 
giuridica che fornisca, a titolo professionale, uno dei servizi seguenti a 
terzi: ossia, costituire società o altre persone giuridiche; occupare la 
funzione di dirigente o di amministratore di una società, di socio di 
un’associazione o una funzione analoga nei confronti di altre persone 
giuridiche o provvedere affinché un’altra persona occupi tale funzione; 
oppure fornire una sede legale, un indirizzo commerciale, 
amministrativo o postale e altri servizi connessi a una società, 
un’associazione o qualsiasi altra entità giuridica”. 
Inoltre, fanno parte di questo elenco anche “occupare la funzione di 
fiduciario in un trust espresso o in un soggetto giuridico analogo o 
provvedere affinché un’altra persona occupi tale funzione, ovvero 
esercitare il ruolo d’azionista per conto di un’altra persona o 
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provvedere affinché un’altra persona occupi tale funzione, purché non 
si tratti di una società ammessa alla quotazione su un mercato 
regolamentato e sottoposta a obblighi di comunicazione 
conformemente alla normativa comunitaria o a norme internazionali 
equivalenti”. 
In particolare, la figura del “trust” era stata disciplinata per la prima 
volta in Italia con la legge finanziaria per il 2007 (legge 27 dicembre 
2006, n. 296), poiché in precedenza tale istituto era regolato solo a 
livello sovranazionale: attraverso la Convenzione dell’Aja del 1 luglio 
1985, a cui il nostro paese aderiva. Questo istituto è molto particolare, 
tipico dei paesi anglosassoni con sistemi di “common law”, ed 
rappresenta un rapporto giuridico tra due soggetti, basato su un 
rapporto di fiducia: tra il “settlor”, cioè un soggetto che trasferisce per 
atto inter vivos o mortis causa alcuni beni o diritti a favore di un altro 
soggetto, e il “trustee”, che è colui che li amministra con tutti i diritti e 
poteri di un vero proprietario, anche se naturalmente nell’interesse del 
suddetto beneficiario e per uno scopo prestabilito
204
.  
In secondo luogo, vi sono delle differenze terminologiche nel 1 
comma, lettera c), rispetto alla formulazione del decreto del 3 febbraio 
2006, n. 141, che sono però abbastanza significative e cercano di 
ampliare ulteriormente i casi compresi nella disciplina antiriciclaggio: 
ad esempio, quando si indicano le attività dei notai o degli avvocati, si 
ricomprende non più solo il trasferimento a qualsiasi titolo di beni 
immobili, ma anche il trasferimento di diritti reali su di essi, oppure si 
comprendono anche quelle attività di predisposizione di tali operazioni 
e non più solo la loro progettazione
205
.  
Inoltre, al secondo comma dell’art. 12 si specifica che ai professionisti 
elencati nelle lettere a), b) e c) del comma 1, “non si applicano gli 
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obblighi di segnalazione di operazioni sospette per le informazioni che 
essi ricevono da un loro cliente o ottengono riguardo allo stesso, nel 
corso dell’esame della posizione giuridica del loro cliente o 
dell’espletamento dei compiti di difesa o di rappresentanza del 
medesimo in un procedimento giudiziario o in relazione a tale 
procedimento, compresa la consulenza sull’eventualità di intentare o 
evitare un procedimento, ove tali informazioni siano ricevute o 
ottenute prima, durante o dopo il procedimento stesso
206”. 
In terzo luogo, si stabilisce che gli obblighi di adeguata verifica della 
clientela e di registrazione non vengono applicati nei casi di mero 
svolgimento dell’attività di redazione o trasmissione della 
dichiarazione dei redditi o degli adempimenti del consulente del lavoro 
sull’amministrazione del personale, (art. 2, comma 1, L. 11 gennaio 
1979, n. 12). 
Infine, un’ultima novità riguarda la struttura dell’articolo 12 rispetto al 
decreto n. 141/2006, infatti qui non vengono ricompresi nella categoria 
dei “professionisti”, i soggetti iscritti nel registro dei revisori contabili. 
Ad essi viene ora dedicato un articolo a parte, l’articolo 13 (a cui si 
rimanda), rubricato proprio “Revisori contabili”, secondo un criterio 
classificatorio che ha sollevato dei dubbi in alcuni autori
207
.
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 Si rimanda alla visione delle critiche sull’argomento riportate nelle pagine 
precedenti e ispirate a quelle di (Razzante, 2011) e di (Fisicaro, 2008 ). 
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La terza categoria: i revisori contabili: 
Come è stato anticipato sopra, l’articolo 13 è stato interamente 
dedicato a questa categoria di soggetti anch’essi intesi come 
professionisti, ma distinti dagli altri. 
In particolare, essi vengono a loro volta suddivisi in “sottocategorie”, 
comprendenti, da una parte, le società di revisione iscritte nell’albo 
speciale tenuto dalla CONSOB, previsto nell’articolo 161 del TUF; 
dall’altra, i soggetti iscritti nel registro dei revisori contabili. 
Il “discrimen” di questa ulteriore suddivisione risiede nella diversità 
delle Autorità preposte alla loro vigilanza: i primi sono vigilati dalla 
CONSOB, mentre i secondi dal Ministero della giustizia
208
. 
A tali soggetti sono attribuiti obblighi di identificazione, registrazione 
e segnalazione delle operazioni sospette, salvo il caso in cui la loro 
attività professionale sia in qualche modo legata alla difesa o alla 
rappresentanza di un cliente, ovvero si esplichi durante l’esame della 




La quarta categoria: gli “altri soggetti”, ex art. 14: 
In questo articolo, che chiude la parte dedicata ai soggetti destinatari 
degli obblighi, si ha un insieme “residuale” di tutti quegli “operatori 
che svolgono le attività il cui esercizio resta subordinato al possesso 
delle licenze, autorizzazioni, iscrizioni in albi o registri, ovvero alla 
preventiva dichiarazione di inizio attività specificatamente richieste 
dalle norme a fianco di esse riportate”.  
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 Vedi art. 12, comma 2, del presente decreto. 
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Tali attività elencate consistono sia nel recupero crediti per conto terzi, 
in presenza della licenza del questore (art. 115 del TULPS), sia nella 
custodia e trasporto di denaro contante e di titoli o valori a mezzo di 
guardie particolari giurate, subordinatamente alla presenza della 
licenza disciplinata all’articolo 134 del TULPS. In tale articolo si vieta 
a coloro che non hanno la licenza del Prefetto di svolgere opere di 
vigilanza o custodia di proprietà mobiliari o immobiliari. 
Inoltre si fa riferimento anche al trasporto di denaro contante, titoli o 
valori senza l’impiego di guardie particolari giurate, in presenza 
dell’iscrizione nell’albo delle persone fisiche e giuridiche che 
esercitano l’autotrasporto di cose per conto di terzi (legge 6 giugno 
1974, n. 298). 
Nel citato articolo vengono poi comprese la gestione di case da gioco, 
in presenza delle autorizzazioni concesse dalle leggi in vigore, nonché 
del requisito previsto dall’articolo 5, comma 3, del D.L. n.457/1997, 
convertito in L. n. 30/1998, e delle case da gioco situate a bordo di 
navi passeggeri, iscritte nel Registro Internazionale, alle quali non si 
applicano le contravvenzioni al gioco d’azzardo durante il periodo di 
navigazione fuori dal mare territoriale
210
. 
Tra i soggetti destinatari delle norme inserite all’articolo 14, ci sono 
anche coloro che offrono, attraverso la rete internet e le altre reti 
telematiche o di telecomunicazione, giochi, scommesse o concorsi 
pronostici con vincite in denaro, in presenza di autorizzazioni concesse 
dal Ministero dell’economia e delle finanze – Amministrazione 
autonoma dei monopoli di Stato, ai sensi dell’articolo 1, comma 539, 
della L. n. 266/2005, oltre a coloro che svolgono l’attività di agenzia di 
affari in mediazione immobiliare, con iscrizione nell’apposita sezione 
del ruolo istituito presso la camera di commercio, industria, artigianato 
o agricoltura (vedi L. n. 39/1989). 
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c. Ambito oggettivo della disciplina: gli obblighi in 
dettaglio. 
 
Capo I: Obblighi di adeguata verifica della clientela. 
Il momento del contatto con il cliente rappresenta la fase fondamentale 
per l’applicazione degli obblighi antiriciclaggio: da questa fase è 
possibile acquisire una conoscenza adeguata del proprio cliente 
(secondo il principio del “know your customer”), in modo da 
permettere una migliore valutazione del rischio di riciclaggio e di 
finanziamento del terrorismo, necessaria per accorgersi delle eventuali 
anomalie e operazioni sospette. 
A differenza della precedente disciplina
211
, dove questo passaggio 
iniziale veniva considerato compiuto attraverso la semplice verifica 
dell’identità e, in particolare, dei dati anagrafici della clientela, in 
questo nuovo decreto (sulla spinta della “terza direttiva comunitaria”) 
tale verifica si è molto ampliata e strutturata in una vera e propria 
adeguata verifica del cliente, o “customer due diligence”.  
Tale cambiamento ha portato all’adozione di diverse misure che 
mirano a fare luce sia sull’identità anagrafica del cliente, sia sullo 
scopo e sulla adeguatezza dell’operazione richiesta, e tutto ciò in un 
“continuum” di verifiche che devono essere poste in essere per tutta la 
durata del rapporto/prestazione. 
In particolare, confermando l’articolo 8, comma 1, della direttiva 
2005/60/CE, all’articolo 18 vengono elencate le varie attività 
“materiali”212 che compongono l’adeguata verifica della clientela. 
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attuativi del decreto legislativo n. 56/2004. 
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Innanzitutto gli operatori devono identificare il cliente e verificarne 
l’identità sulla base di documenti, dati o informazioni ottenuti da una 
fonte affidabile e indipendente e procedere all’identificazione 
eventuale del titolare effettivo e verificarne l’identità. 
In secondo luogo devono ottenere informazioni sullo scopo e sulla 
natura prevista del rapporto continuativo o della prestazione 
professionale, ma soprattutto, ad essi spetta lo svolgimento di un 
controllo costante nel corso del rapporto continuativo o della 
prestazione professionale. 
In questo articolo vengono quindi confermati i punti più importanti 
mediante i quali è possibile ottenere una vera e propria “profilatura” 
del cliente che permetterà di inserirlo in una “graduatoria” in base al 
suo livello di rischio potenziale di riciclaggio e di effettuare 
segnalazioni di operazioni sospette più consapevoli e oculate. 
Le modalità di attuazione di tali misure, cioè il “come” attuarle, sono 
inserite nell’articolo immediatamente successivo (art.19) e impongono 
che, in primo luogo, l’identificazione e la verifica dell’identità debbano 
avvenire “in presenza del cliente, anche attraverso propri dipendenti o 
collaboratori
213
, mediante un documento d’identità non scaduto214”, 
tassativamente indicati nell’allegato tecnico.  
È opportuno precisare in questa sede che, nonostante nel decreto non 
venga più riportata la distinzione formale tra i metodi di 
identificazione diretta, indiretta e a distanza
215
 (come era previsto dai 
succitati tre decreti ministeriali del 2006), vengono sostanzialmente 
confermate le misure che vi erano previste.  
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 Resta ferma in tal caso la responsabilità dell’operatore. 
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 La definizione a cui si fa riferimento è da rinvenirsi negli articoli 1 e 35 del 
Decreto del Presidente della Repubblica del 28 dicembre 2000, n. 445; mentre per i 
soggetti non comunitari o per i soggetti minori si fa riferimento alle normative 
vigenti. 
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Inoltre, dal punto di vista temporale, l’identificazione deve essere 
svolta o prima dell’instaurazione del rapporto continuativo, o nel 
momento in cui viene conferito l’incarico di svolgere una prestazione 
professionale ovvero di eseguire l’operazione. 
Per le società o gli enti, si specifica che debba essere verificata anche 
“l’effettiva esistenza del potere di rappresentanza” di tali soggetti e 
che, di conseguenza, vengano acquisite le “informazioni necessarie per 
individuare e verificare l’identità dei relativi rappresentanti delegati 
alla firma per l’operazione”. 
Per quanto concerne invece l’identificazione del “titolare effettivo”, in 
generale, il decreto stabilisce che debba essere compiuta 
contestualmente all’identificazione del cliente, e, in particolare, 
specifica che per le persone giuridiche, i trust e soggetti giuridici 
analoghi è previsto l’ulteriore obbligo di predisporre “misure adeguate 
e commisurate alla situazione di rischio per comprendere la struttura di 
proprietà e di controllo del cliente”. Inoltre, per l’individuazione del 
titolare effettivo, tali soggetti possono ricorrere anche a “pubblici 
registri, elenchi, atti o documenti conoscibili da chiunque, contenenti 
informazioni sui titolari effettivi” oppure possono decidere di 
“chiedere ai propri clienti i dati pertinenti o cercare le informazioni in 
altro modo”, in quest’ultimo caso farà fede la dichiarazione resa dal 
cliente e sarà su questa che si baserà la verifica del grado di rischio. 
Infine, si ribadisce l’importanza di un controllo costante nel corso del 
rapporto continuativo o della prestazione professionale che sarà 
realizzato mediante: l’analisi delle transazioni concluse durante il 
corso del rapporto; la verifica della loro compatibilità con la 
conoscenza che l’ente o il soggetto (persona fisica) che deve procedere 
all’identificazione hanno del cliente, delle sue attività commerciali e 
del suo profilo di rischio, tenendo conto anche della provenienza dei 
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fondi; l’aggiornamento dei documenti, dei dati e delle informazioni 
detenute. 
Al secondo comma dell’articolo 19, si precisa che il Ministero 
dell’economia e delle finanze, avendo sentito il Comitato di sicurezza 
finanziaria, ha la possibilità di adottare, mediante suo decreto 
ministeriale, “disposizioni attuative per l’esecuzione degli 
adempimenti di cui al comma 1”. 
Dal punto di vista, invece, del “quando” porre in essere le suddette 
misure, il decreto suddivide in tre articoli diversi (artt. 15, 16 e 17) i 
casi in cui devono essere attuate, in base alle tre categorie di soggetti 
obbligati, elencati nel Titolo I del decreto. 
All’art. 15, vengono elencati gli obblighi di adeguata verifica della 
clientela da parte degli intermediari finanziari e degli altri soggetti 
esercenti attività finanziaria e si prevede che per i soggetti elencati 
nell’articolo 11 del decreto, le misure di adeguata verifica della 
clientela vengano poste in essere in vari momenti. 
In primis, quando instaurano un rapporto continuativo: ossia un 
rapporto di durata rientrante nell’esercizio dell’attività istituzionali di 
tali soggetti, che dia luogo a più operazioni di versamento, prelievo o 
trasferimento di mezzi di pagamento e che non si esaurisce in una sola 
operazione (art.1, comma 2, lettera s) del presente decreto). 
Altro momento in cui si devono applicare i suddetti obblighi è quando 
vengono eseguite operazioni occasionali, disposte dai clienti, che 
comportino la trasmissione o la movimentazione di mezzi di 
pagamento di importo pari o superiore a 15.000 €, indipendentemente 
dal fatto che siano effettuate con una operazione unica o con più 
operazioni che appaiono collegate o frazionate
216
. 
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In ogni caso poi gli obblighi di adeguata verifica della clientela devono 
essere posti in essere quando vi è sospetto di riciclaggio o di 
finanziamento del terrorismo, indipendentemente da qualsiasi deroga, 
esenzione o soglia applicabile, o quando vi sono dubbi sulla veridicità 
o sull’adeguatezza dei dati precedentemente ottenuti ai fini 
dell’identificazione di un cliente: quindi anche per i clienti “vecchi” 
quando c’è la possibilità che qualche dato sia cambiato o che essi lo 
abbiano reso incompleto o volutamente sbagliato. 
Inoltre, al secondo comma, si specifica che, essendo gli intermediari 
finanziari dotati di una propria autonomia organizzativa e nell’ambito 
di essa, è concessa loro la possibilità di “individuare classi di 
operazioni e di importo non significative ai fini della rilevazione delle 
operazioni che appaiono collegate”. In questo modo essi possono 
modulare l’applicazione della disciplina per evitare inutili registrazioni 
nell’AUI di tutte quelle operazioni di importo poco significativo217.  
In particolare, le banche, gli IMEL e le Poste Italiane S.p.A. devono 
osservare gli obblighi di CDD (Customer Due Diligence) anche 
quando fungano da “tramite” o siano comunque parte del trasferimento 
di denaro contante o di titoli al portatore, sia in euro che in valuta 
estera, a qualsiasi titolo e tra soggetti privati, di importo pari o 
superiore ai 15.000 €. 
In conclusione, al quarto comma, si specifica che per gli agenti in 
attività finanziaria che esercitano la loro attività professionalmente nei 
confronti del pubblico, l’osservanza dei suddetti obblighi persiste 
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Nel successivo articolo 16 sono elencati i casi in cui sia i professionisti 
di cui all’articolo 12, sia i revisori contabili di cui all’articolo 13, 
devono osservare gli obblighi di adeguata verifica del cliente.  
In particolare, per i “professionisti” è specificato che devono attuarli 
nello svolgimento della propria attività professionale in forma 
individuale, associata o societaria, quando la prestazione professionale 
ha ad oggetto mezzi di pagamento, beni od utilità di valore pari o 
superiore a 15.000 €, o quando essi eseguono prestazioni professionali 
occasionali che comportino la trasmissione o la movimentazione di 
mezzi di pagamento il cui importo sia pari o superiore alla soglia di 
rilevanza, indipendentemente dal fatto che si tratti di un’operazione 
unica o di più operazioni apparentemente collegate. 
Inoltre, l’osservanza degli obblighi sarà necessaria nel caso in cui 
l’operazione sia di valore indeterminato o indeterminabile219, 
precisando che, ai fini dell’obbligo di CDD, la costituzione, la gestione 
o amministrazione di società, enti, trust o soggetti giuridici analoghi 
integra in ogni caso un’operazione di valore non determinabile. 
Infine, come già visto nell’articolo precedente, devono in ogni caso 
essere posti in essere se vi è il sospetto di riciclaggio o di 
finanziamento del terrorismo, indipendentemente da qualsiasi deroga, 
esenzione o soglia applicabile, o se vi sono dubbi sulla veridicità o 
sull’adeguatezza dei dati precedentemente ottenuti ai fini 
dell’identificazione di un cliente. 
Per quanto riguarda, invece, i “revisori contabili”, essi osservano gli 
obblighi di CDD nello svolgimento della loro attività professionale in 
forma associata, individuale o societaria, nei casi indicati dalle lettere 
a), d) ed e) del comma 1. 
                                                 
219





In conclusione, nell’art. 17, vengono previsti i casi in cui gli obblighi 
di adeguata verifica della clientela devono essere osservati da parte 
degli “altri soggetti”, ossia quella categoria “residuale” di soggetti 
raggruppati nell’articolo 14, comma 1, e in particolare nelle lettere a), 
b), c) ed f): coloro che svolgono attività di recupero di crediti per conto 
terzi; custodia di trasporto di denaro contante e di titoli o valori a 
mezzo (o senza) guardie giurate particolari e agenzia di affari in 
mediazione immobiliare. 
Per tali soggetti, allora, è prevista l’osservanza degli obblighi di CDD 
in relazione alle operazioni inerenti lo svolgimento dell’attività 
professionale nei casi in cui essi instaurano un rapporto continuativo o 
è conferito dal cliente l’incarico a svolgere una prestazione 
professionale, ovvero quando eseguono operazioni occasionali che 
comportino la trasmissione o la movimentazione di mezzi di 
pagamento di importo pari o superiore a 15.000 €, indipendentemente 
dal fatto che siano effettuate con una operazione unica o con più 
operazioni che appaiono collegate o frazionate. 
Inoltre, anche quando vi è sospetto di riciclaggio o di finanziamento 
del terrorismo, indipendentemente da qualsiasi deroga, esenzione o 
soglia applicabile, o quando vi sono dubbi sulla veridicità o 
sull’adeguatezza dei dati precedentemente ottenuti ai fini 
dell’identificazione di un cliente. 
Continuando, poi, nell’analisi del decreto legislativo 231/2007, è 
possibile trovare all’articolo 20, l’esplicitazione del concetto che sta 
alla base della Direttiva n. 2005/60/CE e di conseguenza del decreto in 
esame: l’approccio basato sul rischio, il c.d. “risk based approach”. 
Questo concetto obbliga a “graduare” le misure di adeguata verifica 
della clientela in base al grado di rischio di riciclaggio o finanziamento 
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del terrorismo che viene associato al tipo di cliente, rapporto 
continuativo, prestazione professionale, operazione, prodotto o 
transazione.  
La determinazione del grado di rischio della clientela deve essere 
effettuata combinando sia gli elementi soggettivi e oggettivi, sia i 
criteri indicati dell’articolo 7, comma 2, i quali sono così elencati: 
criteri soggettivi (in riferimento al cliente): 
 natura giuridica; 
 prevalente attività svolta; 
 comportamento tenuto al momento del compimento 
dell’operazione o dell’instaurazione del rapporto continuativo o 
della prestazione professionale; 
 area geografica di residenza o sede del cliente o della 
controparte. 
criteri oggettivi (in riferimento all’operazione, rapporto continuativo o 
prestazione professionale): 
 tipologia dell’operazione, rapporto continuativo o prestazione 
professionale posti in essere; 
 modalità di svolgimento dell’operazione, rapporto continuativo 
o prestazione professionale; 
 ammontare; 
 frequenza delle operazioni e durata del rapporto continuativo o 
della prestazione professionale; 
 ragionevolezza dell’operazione, del rapporto continuativo o 
della prestazione professionale in rapporto all’attività svolta dal 
cliente; 
 area geografica di destinazione del prodotto, oggetto 
dell’operazione o del rapporto continuativo. 
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Inoltre, i soggetti obbligati devono essere in grado di dimostrare alle 
Autorità competenti e ai rispettivi ordini professionali che le misure 
che hanno approntato sono adeguate per il grado di rischio, con un 
onere della prova invertito
220, spettante sui “controllati” invece che sui 
“controllori”. 
A tal proposito, sembra opportuno richiamare un concetto già espresso 
in precedenza, cioè quello della “anticipazione della valutazione del 
rischio” al momento dell’identificazione che viene posta in essere 
attraverso questo nuovo approccio. Infatti, con il c.d. “rule based 
approach” e con la fase iniziale limitata ad una mera identificazione 
anagrafica del cliente, la valutazione del rischio di riciclaggio o 
finanziamento del terrorismo era posticipata al momento dell’analisi 
concreta di una anomalia che poteva sostanziarsi in una segnalazione 
di operazione sospetta.  
La differenza è molto importante perché mentre nel caso precedente 
nel momento dell’apprezzamento del rischio l’operazione è già stata 
posta in essere o comunque il rapporto è già stato instaurato, con il 
nuovo sistema l’intermediario o il professionista ha già in partenza la 
possibilità di assegnare un certo “rating”221 di pericolosità al cliente e, 
eventualmente, astenersi dal porre in essere l’operazione richiesta. 
Per agevolare la suddetta attività valutativa, agli articoli 21 e 22 
vengono definiti degli obblighi a carico del cliente e le modalità di 
applicazione degli obblighi di adeguata verifica.  
Per prima cosa, si stabilisce che i clienti hanno un obbligo di fornire 
per iscritto tutte le informazioni aggiornate e necessarie di cui siano a 
conoscenza per consentire ai soggetti che devono materialmente porre 
in essere le misure di adeguata verifica di adempiervi correttamente. 
Inoltre si specifica che quest’obbligo vale anche in caso di 
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identificazione del titolare effettivo. Naturalmente tutte le informazioni 
fornite ricadranno sotto la diretta responsabilità del cliente stesso. 
Quest’obbligo solleva i destinatari della CDD dalla c.d. “probatio 
diabolica” per reperire dati più veritieri possibili sul “beneficial owner” 
che spesso è molto difficile (se non impossibile!) da effettuare. Per 
questo motivo, ad esempio, si prevede che per le società fiduciarie si 
dovrà richiedere al cliente (fiduciante) una dichiarazione scritta, la 
quale attesti che non sussiste altro titolare effettivo e che, in aggiunta, 
vi siano contenute tutte le informazioni necessarie per identificare e 
verificare l’identità del titolare effettivo222. 
All’articolo 22, si chiarisce che gli obblighi di CDD sono da applicare 
sia ai nuovi clienti, ossia coloro che instaurano un rapporto 
continuativo o prestazione professionale a partire dalla data 
dell’entrata in vigore del presente decreto, 29 dicembre 2007, sia alla 
clientela già acquisita. In questo caso però si impone agli intermediari 
o ai professionisti di mettere in atto una misura ulteriore e preliminare: 
sostanzialmente una valutazione e classificazione delle categorie di 
soggetti da sottoporre agli obblighi, in funzione del rischio intrinseco 
che possono presentare alcune attività. In secondo luogo, al primo 
contatto utile col soggetto da sottoporre alla CDD, gli verrà sottoposto 
un modulo nel quale inserirà i dati necessari, i quali verranno 
successivamente inseriti in un “database” apposito. 
Infine, assume particolare rilevanza la previsione contenuta 
nell’articolo 23 di ipotesi di astensione dal porre in essere il rapporto o 
la prestazione da parte degli operatori, sottoposti agli obblighi 
antiriciclaggio. In particolare, è possibile distinguere due tipologie di 
astensione, la prima “formale” e la seconda “sostanziale”223. 
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Al primo comma, si prevede che l’operatore non instauri il rapporto 
continuativo, né esegua operazioni o prestazioni professionali, oppure 
termini il rapporto o la prestazione professionale già in corso, se non 
possa rispettare gli obblighi di identificazione e di valutazione che 
sono elencati all’articolo 18, comma 1, lettere a), b) e c). In questo 
caso, la motivazione è intuitiva: gli operatori non possono trattare con 
chi non conoscono, perché non riuscirebbero a porre in essere una 
corretta classificazione del cliente e del rapporto in base al rischio. 
Inoltre, viene previsto che gli intermediari/professionisti “valutano se 
effettuare una segnalazione all’UIF, a norma del Titolo II, Capo III”. 
Tale circostanza sembra però doversi intendere come una mera 
possibilità e non come una conseguenza automatica, in quanto, come 
giustamente rilevato da un autorevole Autore
224, “non è detto che chi 
non collabori sia per definizione sospetto”, ma solo quando il cliente 
tiene un comportamento elusivo o ingiustificatamente reticente, unito 
alla valutazione di altri elementi
225
, allora si potrà procedere alla 
segnalazione all’UIF. 
Al comma 2, invece, si prefigura il caso in cui, a fronte di un rapporto 
o una prestazione già avviati, l’operatore “sospetti” che vi sia un 
collegamento con il riciclaggio o col finanziamento dl terrorismo. 
Anche in questo caso deve astenersi dal compiere l’operazione perché 
si è interrotto il rapporto di fiducia che è intrinseco a questo genere di 
attività.  
Inoltre, anche in questo comma viene previsto che gli operatori inviano 
immediatamente alla UIF la segnalazione dell’operazione sospetta, 
dimostrando forse una forza leggermente maggiore del precedente 
comma. 
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Tuttavia, l’obbligo di astensione non è assoluto, e infatti ai comma 3 e 
4 sono previste delle deroghe ad esso quando l’astensione non è 
possibile in quanto sussiste un obbligo di legge di ricevere l’atto 
ovvero l’esecuzione dell’operazione non può essere rinviata (ad 
esempio il caso dell’escussione di una garanzia, o della costituzione di 
essa per permettere la partecipazione ad una gara di appalto) o può 
ostacolare le indagini (di cui l’operatore è a conoscenza o che sospetta 
che possano essere avviate). In questo caso i soggetti operatori sono 
obbligati ad informare l’UIF senza indugio dopo aver posto in essere 
l’operazione (quindi qui la segnalazione è proprio un atto dovuto). 
Altra eccezione è ammessa per i soggetti indicati nell’articolo 12, 
comma 1, lettere a), b) e c) e quelli indicati all’articolo 13226, “nel 
corso dell’esame della posizione giuridica del loro cliente o 
dell’espletamento dei compiti di difesa o di rappresentanza di questo 
cliente in un procedimento giudiziario o in relazione a tale 
procedimento, compresa la consulenza sull’eventualità di intentare o 
evitare un procedimento”, quindi, in pratica, quando sarebbero 
comunque esentati dagli obblighi antiriciclaggio. 
 
Obblighi semplificati di adeguata verifica della clientela. 
 
La seconda sezione del Capo I, Titolo II, del decreto legislativo n. 
231/2007, tratta della procedura semplificata di adeguata verifica della 
clientela che è stata prevista per “ammorbidire” il rigore dei suddetti 
obblighi e conferire elasticità al sistema. 
Nel dettaglio, all’articolo 25, in linea con l’art. 11 Dir. n. 2005/60/CE, 
prevede che tale esenzione dall’adempimento degli obblighi “ordinari” 
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di CDD si basi o sull’elemento soggettivo, cioè sulla natura del cliente, 
o sull’elemento oggettivo, ossia sul tipo di operazione posta in essere, 
la quale, per la sua esiguità, non è caratterizzata da un alto livello di 
rischio di riciclaggio o finanziamento del terrorismo. 
Rispetto al profilo soggettivo, si applicano procedure semplificate di 
CDD quando il cliente è uno degli intermediari elencati all’articolo 11, 
commi 1 e 2, lettere b) e c)
227
, oppure quando siamo in presenza di un 
intermediario finanziario comunitario, soggetto alla Direttiva 
2005/60/CE. Infatti, in ragione del principio europeo dell’”home 
country control” e della previsione della autorizzazione unica, si ha 




Verranno applicati obblighi semplificati anche nel caso in cui il cliente 
è un intermediario finanziario di uno Stato extracomunitario, se 
quest’ultimo impone il rispetto di obblighi equivalenti a quelli previsti 
dalla Direttiva e se prevede misure di controllo del rispetto di tali 
obblighi. In particolare, viene specificato che l’individuazione di tali 
Stati extracomunitari, spetti al Ministro dell’economia e delle finanze, 
sentito il Comitato di sicurezza finanziaria; 
Infine, anche quando il rapporto è intrattenuto con un ufficio della 
Pubblica Amministrazione o un’istituzione o un organismo che svolge 
funzioni pubbliche conformemente al trattato sull’Unione Europea, ai 
trattati sulle Comunità europee o al diritto comunitario derivato e, in 
questo contesto, rientrano sicuramente anche gli istituti, le scuole, le 
istituzioni universitarie, gli enti del servizio sanitario nazionale e, 
ovviamente, le regioni, le provincie e i comuni. 
In ogni caso, è previsto che anche davanti a questi soggetti gli 
operatori soggetti agli obblighi antiriciclaggio debbano raccogliere 
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informazioni sufficienti per stabilire se il cliente possa beneficiare o 
meno delle suddette esenzioni, non essendo sufficiente la semplice 
denominazione giuridica per far scattare l’applicazione delle procedure 
semplificate. 
Tuttavia, se l’operatore ha motivo di ritenere che dai dati raccolti 
attraverso le procedure semplificate l’identificazione non sia 
attendibile o se non è possibile acquisire le informazioni necessarie, 
egli deve disapplicare gli obblighi semplificati e procedere con le 
misure ordinarie, a cui non si può sottrarre. 
Da ultimo, per quanto concerne il profilo oggettivo che giustifica 
l’applicazione di una procedura semplificata di identificazione del 
cliente, si fa riferimento ai casi di contratti di assicurazione-vita, il cui 
premio annuale non eccede i 1000 € o il cui premio unico sia di 
importo non superiore a 2.500 €, ovvero alle forme pensionistiche 
complementari disciplinate dal decreto legislativo 5 dicembre 2005, n. 
252, a condizione che esse non prevedano clausole di riscatto diverse 
da quelle di cui all’articolo 14 del medesimo decreto e che non 
possano servire da garanzia per un prestito al di fuori delle ipotesi 
previste dalla normativa vigente.  
Inoltre, si applicano anche ai regimi di pensione obbligatoria e 
complementare o sistemi simili che versino prestazioni di pensione, 
per i quali i contributi siano versati tramite deduzione dal reddito e le 
cui regole non permettano ai beneficiari, se non dopo il decesso del 
titolare, di trasferire i propri diritti. 
Una novità è la comprensione nei casi cui si applica una procedura 
semplificata di CDD delle operazioni effettuate con moneta elettronica, 
come definita nell’articolo 1, comma 2, lettera h-ter), del TUB229, nel 
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caso in cui, se il dispositivo non è ricaricabile, l’importo massimo 
memorizzato sul dispositivo non ecceda 150 €, oppure nel caso in cui, 
se il dispositivo è ricaricabile, sia imposto un limite di 2.500 € 
sull’importo totale trattato in un anno civile. A questa regola generale 
fanno eccezione i casi in cui un importo pari o superiore a 1.000 € sia 
rimborsato al detentore nello stesso anno civile ai sensi dell’articolo 3 
della direttiva 2000/46/CE ovvero sia effettuata una transazione 
superiore a 1.000 €, ai sensi dell’articolo 3, paragrafo 3, del 
regolamento (CE) n. 1781/2006. 
Infine, verranno sottoposti agli obblighi semplificati di adeguata 
verifica della clientela anche qualunque altro prodotto o transazione 
caratterizzato da un basso rischio di riciclaggio o di finanziamento del 
terrorismo che soddisfi i criteri tecnici stabiliti dalla Commissione 
europea ai sensi dell’articolo 40, comma 1, lettera b), della direttiva, se 
autorizzato dal Ministro dell’economia e delle finanze con le modalità 
previste all’articolo 26. 
 Nell’articolo 26, infatti, si prevede la possibilità per il Ministro 
dell’economia e delle finanze, con proprio decreto e dopo aver sentito 
il Comitato di sicurezza finanziaria, di autorizzare l’applicazione 
(totale o parziale) di tali obblighi semplificati di CDD a determinate 
categorie di soggetti e di prodotti che presentano un basso rischio di 
riciclaggio dei proventi illeciti o di finanziamento del terrorismo. I 
criteri tecnici a cui il Ministro deve fare riferimento sono inseriti 
nell’allegato tecnico al decreto in esame. 
Infine, all’articolo 27, clone dell’articolo 12 della “terza direttiva 
comunitaria”, stabilisce che quando la Commissione europea adotta 
una decisione a norma dell’articolo 40, paragrafo 4, della Direttiva230, 
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gli enti e le persone che sono sottoposte a questo decreto non possono 
applicare la procedura semplificata agli intermediari creditizi e 
finanziari o alle società quotate che hanno sede nel Paese terzo in 
questione o ad altri soggetti in base a situazioni che rispettano i criteri 
tecnici stabiliti dalla Commissione europea in base all’articolo 40, 
paragrafo 1, lettera b) della Direttiva
231
.  
Questa previsione ha sostanzialmente lo scopo di “punire” 
ulteriormente il Paese terzo che non applica misure equivalenti in tema 
di obblighi di adeguata verifica della clientela e serve anche a ribadire 
il potere di controllo dell’adempimento degli obblighi, attribuito alle 
varie Istituzioni europee. 
 
                                                                                                                   
paragrafi 3, 4 o 5, o alle misure definite a norma del paragrafo 1, lettera b) del 
presente articolo o dell’articolo 16, paragrafo 1, lettera b) o che la legislazione di tale 
paese terzo non consente l’applicazione delle misure richieste all’articolo 31, 
paragrafo 1, primo comma, essa adotta una decisione di accertamento di tale 
situazione, secondo la procedura di cui all’articolo 41, paragrafo 2”. 
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Obblighi rafforzati di adeguata verifica della clientela. 
Fanno da “contraltare” alle procedure sopra esposte, le misure 
rafforzate di CDD, le quali sono contenute all’interno dell’articolo 28 
del decreto, il quale, da solo, rappresenta anche la terza sezione del  
Titolo II, Capo I, del decreto legislativo 231/2007. 
Gli enti e le persone che sono soggetti alla Direttiva n. 2005/60/CE 
sono obbligati ad applicare misure rafforzate di “customer due 
diligence”, sostanzialmente, sia in presenza di un rischio più elevato di 
riciclaggio o di finanziamento del terrorismo, e quindi, in questo caso, 
dovranno applicare gli adempimenti prescritti in modo attento e 
rigoroso, acquisendo ulteriori informazioni e conferme da registri di 
enti pubblici, sia qualora il cliente non sia fisicamente presente, per 
compensare l’impossibilità di una identificazione e il maggior rischio. 
Per far questo, possono seguire le misure elencate al comma 2, ossia 
innanzitutto accertare l’identità del cliente tramite documenti, dati o 
informazioni supplementari e adottare misure supplementari per la 
verifica o la certificazione dei documenti forniti o richiedere una 
certificazione di conferma di un ente creditizio o finanziario soggetto 
alla direttiva.  
In secondo luogo, gli operatori dovranno assicurarsi che il primo 
pagamento relativo all’operazione venga effettuato tramite un conto 
intestato al cliente presso un ente creditizio, così da costringere il 
cliente ad una sicura tracciabilità, in quanto, passando attraverso un 
intermediario abilitato e sottoposto anche lui agli obblighi 
antiriciclaggio, sarà possibile reperire i dati necessari. 
Tuttavia ci sono dei casi in cui, anche senza la presenza fisica del 
cliente, gli obblighi di CDD si ritengono comunque assolti e quindi 
non è necessario applicare la procedura rafforzata.  
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In dettaglio tali casi, elencati nel comma 3, fanno riferimento 
all’eventualità secondo cui il cliente è già stato identificato in relazione 
a un rapporto in corso, a patto che, ovviamente, le informazioni siano 
aggiornate, o quando i dati identificativi dei clienti e le altre 
informazioni da acquisire risultano da atti pubblici, da scritture private 
autenticate o da certificati qualificati utilizzati per la generazione di 
una firma digitale associata a documenti informatici ai sensi dell’art. 
24 del “Codice dell’amministrazione digitale”, d.lgs. 7 marzo 2005, n. 
82.  
Inoltre, anche se le operazioni sono poste in essere attraverso sistemi di 
cassa continua o di sportelli automatici, per corrispondenza
232
 o 
attraverso soggetti che svolgono attività di trasporto di valori o 
mediante carte di pagamento, e, in questi casi, le operazioni saranno 
imputate in capo al soggetto titolare del rapporto a cui ineriscono. 
Altro caso di esenzione dalla procedura rafforzata è quando i suddetti 
dati o informazioni risultano da dichiarazione della rappresentanza e 
dell’autorità consolare italiana, così come indicata dall’articolo 6 del 
d.lgs. 26 maggio 1997, n. 153. 
Si prevede, inoltre che gli operatori dovranno adottare obblighi 
rafforzati di adeguata verifica della clientela anche nel caso di conti di 
corrispondenza con enti corrispondenti di Stati extracomunitari.  
Infatti, per i conti tenuti dalle banche per il regolamento di servizi 
interbancari (ordini di pagamento, assegni circolari e bancari) è 
prevista una particolare procedura nel comma 4. 
Innanzitutto gli operatori devono raccogliere informazioni sull’ente 
corrispondente, che siano sufficienti per permettere una chiara e 
completa comprensione della natura delle sue attività e per 
determinare, sulla base di pubblici registri, elenchi, atti o documenti 
                                                 
232
 Per esempio l’utilizzo di carte di credito o bancomat presso ATM o POS. 
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conoscibili da chiunque, la sua reputazione e la qualità dei controlli di 
vigilanza a cui è soggetto; 
In secondo luogo, gli operatori devono valutare la qualità dei controlli, 
a cui l’ente è assoggettato, in materia di contrasto al antiriciclaggio e 
finanziamento del terrorismo, secondo uno schema simile alla “mutual 
evaluation” degli organi sovranazionali. Inoltre, dovranno definire in 
forma scritta i termini dell’accordo e i rispettivi obblighi; 
Infine, gli operatori dovranno assicurarsi che l’ente abbia posto in 
essere le misure di CDD verso i clienti che hanno accesso diretto ai 
conti di passaggio, che abbia costantemente assolto gli obblighi di 
adeguata verifica della clientela e che, in caso di richiesta, sia in grado 
di fornire all’operatore controparte i dati che ha ottenuto, anche del 
titolare effettivo. 
Un ultimo ambito in cui è obbligatoria la assoluzione di obblighi 
rafforzati di CDD è in caso di operazioni, rapporti continuativi o 
prestazioni professionali intrattenuti con le “persone politicamente 
esposte” (PEP), residenti in un altro Stato comunitario o in un Paese 
terzo.  
In questi casi la procedura che i destinatari del decreto devono adottare 
è volta sia a stabilire procedure adeguate basate sul rischio, al fine di 
determinare se il cliente sia o meno una persona politicamente esposta, 
sia ad ottenere l’autorizzazione del Direttore generale, di un suo 
incaricato o di un soggetto che svolge una funzione equivalente, prima 
di avviare un rapporto continuativo con tali clienti.  
Inoltre, si deve adottare ogni misura adeguata per stabilire la 
provenienza del patrimonio e dei fondi impiegati nel rapporto 
continuativo o nell’operazione, ed assicurare costantemente un 
controllo sul rapporto continuativo o sulla prestazione professionale. 
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Al comma 6, viene stabilito il divieto per gli intermediari finanziari di 
aprire o mantenere conti di corrispondenza con le c.d. “banche di 
comodo” o con una banca che notoriamente consenta a una “banca di 
comodo” di utilizzare i propri conti. La “banca di comodo” viene 
definita all’articolo 1, comma 2, lettera d), del presente decreto come: 
“una banca, o un ente che svolge attività equivalenti, costituita in un 
paese in cui non ha alcuna presenza fisica, che consenta di esercitare 
una direzione e una gestione effettive e che non sia collegata ad alcun 
gruppo finanziario regolamentato”233. 
In conclusione, al comma 7, si prevede che enti e persone soggetti al 
presente decreto prestino particolare attenzione a prodotti o transazioni 
atti a favorire l’anonimato (anche se i “conti anonimi” sono un reato, ci 
sono Paesi che ne consentono comunque l’apertura234). Inoltre, tali 
soggetti devono adottare tutte le misure necessarie per impedirne 
l’utilizzo per scopi di riciclaggio o di finanziamento del terrorismo. 
 
                                                 
233
 (Fisicaro, 2008 ) 
234
 (Razzante, 2008) 
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Obblighi di adeguata verifica della clientela eseguiti da parte di terzi. 
 
La sezione 4 del Capo I, relativo agli obblighi di “customer due 
diligence”, tratta della possibilità che i soggetti destinatari di tali 
obblighi hanno di “fare affidamento” sulle informazioni e sui dati che 
sono stati precedentemente raccolti da soggetti terzi qualificati.  
In particolare, la vera “ratio” che ha spinto alla previsione di questa 
procedura è sostanzialmente il voler evitare una inutile duplicazione 
delle misure di adeguata verifica della clientela previste all’art.18, 




Tuttavia, all’articolo 29 del presente decreto, viene puntualizzato che 
la responsabilità finale dell’assolvimento di tali obblighi continua a 
sussistere in capo agli enti e alle persone che fanno ricorso a terzi. 
Chi sono questi “soggetti terzi qualificati” è esplicitato all’articolo 30, 
comma 1, da leggere in combinato disposto con l’articolo 32 sempre 
del decreto in esame. Quindi, dalla lettura di questi due articoli si 
evince che gli obblighi in questione possono essere comunque 
considerati assolti, anche in assenza del cliente, quando è fornita una 
idonea attestazione da parte di intermediari finanziari di cui all’articolo 
11, comma 1, (“di primo livello”), o di enti creditizi ed enti finanziari 
di Stati membri dell’U.E. (così come definiti nell’articolo 3, paragrafi 
1 e 2, lettere b), c) e d) della Direttiva 2005/60/CE
236
), ovvero da 
                                                 
235
 (Fisicaro, 2008 ) 
236
 Al paragrafo 1 sono definiti gli enti creditizi come: “un ente definito a norma 
dell’articolo 1, punto 1), primo comma della direttiva 2000/12/CE, del Parlamento 
europeo e del Consiglio, del 20 marzo 2000, relativa all’accesso all’attività degli enti 
creditizi ed al suo esercizio, nonché una succursale, quale definita dall’articolo 1, 
punto 3) della direttiva suddetta, situata nella Comunità di un ente creditizio avente la 
sede principale all’interno o al di fuori della Comunità”. 
Al paragrafo 2 sono definiti gli enti finanziari come: 
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banche aventi sede legale e amministrativa in Paesi non appartenenti 
all’U.E. purché aderenti al GAFI e succursali in tali Paesi di banche 
italiane e di altri stati aderenti al GAFI.  
L’autorizzazione può essere data validamente anche dai professionisti 
di cui all’articolo 12, comma 1, nei confronti di altri professionisti. 
In questi casi però si specifica che i clienti, di cui si richiedono i dati, 
devono avere con tali soggetti terzi o rapporti continuativi, o devono 
aver conferito loro incarico a svolgere una prestazione professionale, e 
in relazione ai quali siano già stati identificati di persona. In sostanza si 
ribadisce la necessità “a monte” di una identificazione “diretta” del 
cliente. 
Tuttavia, per essere “soggetti terzi qualificati”, essi devono rispettare i 
requisiti stabiliti all’articolo 32 del decreto 231/2007, il quale 
chiarifica che per “terzi” si devono intendere “enti o persone enumerati 
nell’articolo 2 della direttiva237 o enti o persone equivalenti situati in 
uno Stato extracomunitario.  
In aggiunta, tali soggetti devono essere soggetti a registrazione 
professionale obbligatoria, riconosciuta dalla legge, e devono applicare 
misure di adeguata verifica della clientela e obblighi di conservazione 
dei documenti conformi o equivalenti a quelli previsti dalla direttiva e 
siano soggetti alla sorveglianza intesa a garantire il rispetto dei 
requisiti della direttiva secondo il Capo V, Sezione 2, della direttiva 
                                                                                                                   
b) un’impresa di assicurazione debitamente autorizzata a norma della direttiva 
2002/83/CE del Parlamento europeo e del Consiglio, del 5novembre 2002, 
relativa all’assicurazione sulla vita, nella misura in cui svolga attività che 
rientrano nell’ambito di applicazione di detta direttiva; 
c) un’impresa di investimento, quale definita nell’articolo 4, paragrafo 1, punto 
1) della direttiva 2004/39/CE del Parlamento europeo e del Consiglio, del 
21 aprile 2004, relativa ai mercati degli strumenti finanziari; 
d) un organismo di investimento collettivo che commercializzi le sue quote o 
azioni. 
237
 A cui si rinvia per una disamina più approfondita dell’argomento. 
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medesima o siano situati in uno Stato extracomunitario che imponga 
obblighi equivalenti a quelli previsti dal presente decreto. 
Naturalmente all’articolo 33 si ribadisce che, anche in questo caso, gli 
enti e le persone soggetti al presente decreto non possono ricorrere, per 
l’assolvimento degli obblighi di CDD, ai “terzi” che sono stati 
“colpiti” da una decisione della Commissione europea a norma 
dell’articolo 40, paragrafo 4, della direttiva 2005/60/CE238, in quanto 
quel Paese non soddisfa gli obblighi previsti dalla direttiva medesima. 
Nell’articolo 30, dal comma 2 al comma 8, vengono dettate norme 
sulla “attestazione” che viene fatta dai soggetti “terzi” sopra descritti. 
L’attestazione, infatti, deve essere “idonea a confermare l’identità tra il 
soggetto che deve essere identificato e il soggetto titolare del conto o 
del rapporto instaurato presso l’intermediario o il professionista 
attestante, nonché l’esattezza delle informazioni comunicate a 
distanza”. 
In particolare, al comma 3, si ammette che l’attestazione possa essere 
rappresentata anche da un c.d. “bonifico qualificato”239, cioè “eseguito 
sul conto per il quale il cliente è stato identificato di persona, che 
contenga un codice rilasciato al cliente dall’intermediario che deve 
procedere all’identificazione”. 
In ogni caso si precisa che tale attestazione non può mai essere 
rilasciata da soggetti che “non hanno insediamenti fisici in alcun 
Paese”, ad esempio le c.d. “banche di comodo”240. 
Inoltre, al comma 4, si da la possibilità alle autorità di vigilanza di 
settore (Banca d’Italia, CONSOB e ISVAP) di prevedere, ai sensi 
dell’articolo 7, comma 2, ulteriori forme e modalità particolari 
dell’attestazione, per renderla più idonea ai suoi scopi e per aggiornare 
                                                 
238
 Vedi nota n 228. 
239
 (Razzante, 2008) 
240
 Vedi più sopra in questo capitolo. 
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le sue caratteristiche, in considerazione delle nuove tecniche di 
comunicazione a distanza. 
Ovviamente, nel caso sorgano dubbi sull’identità del cliente, in 
qualsiasi momento, viene previsto che i soggetti obbligati debbano 
necessariamente effettuare una nuova identificazione che certifichi 
l’identità del cliente. 
In particolare, se il contatto con il cliente è avvenuto tramite un 
soggetto compreso nell’articolo 11, comma 3, di questo decreto (ossia, 
agenti in attività finanziaria, mediatori creditizi, intermediari 
assicurativi e promotori finanziari), l’intermediario può acquisire dal 
soggetto esercente attività finanziaria le informazioni necessarie per 
procedere all’identificazione, anche senza la presenza del cliente. 
A questo proposito, pare opportuno aprire un parentesi e fare un breve 
rinvio all’articolo 34, dove si precisa che, per il principio di 
affidamento, i soggetti terzi devono immediatamente mettere a 
disposizione dei richiedenti le informazioni richieste (naturalmente 
quelle inerenti agli obblighi di adeguata verifica della clientela) e che, 
su richiesta da parte dei soggetti obbligati alla CDD, devono inoltre 
inviare, senza ritardo, le copie necessarie dei dati di identificazione e di 
verifica e di qualsiasi altro documento pertinente. Se poi i soggetti 
“terzi” sono stranieri, è possibile ricorrere ad essi solo se la loro 
legislazione impone loro degli obblighi “equivalenti” a quelli previsti 
sopra. 
Infine, tornando all’articolo 30, comma 8, nei casi di presenza di 
“rapporti continuativi relativi all’erogazione di credito al consumo, di 
leasing, di emissione di moneta elettronica o di altre tipologie 
operative indicate dalla Banca d’Italia”, è ammesso che 
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l’identificazione venga effettuata da “collaboratori esterni241 legati 
all’intermediario da apposita convenzione, nella quale siano specificati 
gli obblighi previsti dal presente decreto e ne siano conformemente 
regolate le modalità di adempimento”. 
Tali “collaboratori esterni” devono essere tenuti distinti dai soggetti 
elencati nell’articolo 35, il quale tratta nello specifico dei rapporti di 
esternalizzazione e di agenzia. Infatti, viene specificato che non si 
applicano le norme appena esposte quando abbiamo di fronte soggetti 
che svolgono funzioni di esternalizzazione per conto dei soggetti 
destinatari del decreto o nel caso in cui tali soggetti siano legati a 
quest’ultimi da un rapporto di agenzia.  
La ragione di questa esclusione sta nel fatto che il fornitore del servizio 
esternalizzato e l’agente sono considerati “parte integrante dell’ente o 
della persona soggetti al decreto” e, di conseguenza, sono gravati da 
una diversa responsabilità e diligenza, poiché agiscono come 
“incaricati” o “appendici” 242della struttura e non come soggetti 
“terzi”. 
In conclusione, per completare la disamina della sezione 4 del Capo I 
sulla “customer due diligence”, all’articolo 31 vengono disciplinati i 
casi in cui l’assolvimento degli obblighi di CDD da parte di terzi è 
riconosciuto anche a livello comunitario.  
Nel dettaglio, anche quando non è presente il cliente, i suddetti 
obblighi possono essere assolti, attraverso una idonea attestazione sia 
da parte degli intermediari finanziari elencati all’articolo 11, comma 1, 
i quali riconoscono i risultati degli obblighi di CDD eseguiti da un ente 
creditizio o finanziario di un altro Stato comunitario, per effetto di una 
                                                 
241
 Si fa riferimento a promotori finanziari, agenti in attività finanziaria, brokers ed 
agenti assicurativi. Vedi nota esplicativa a pagina 117 di (Razzante, 2008). 
242
 Espressioni usate da (Razzante, 2008) 
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specie di “mutuo riconoscimento”243, sia  da parte dei professionisti di 
cui all’articolo 12, comma 1, nei confronti di altri professionisti, i quali 
riconoscono i risultati degli obblighi di adeguata verifica della clientela 
posti in essere da revisori dei conti, contabili esterni, consulenti 
tributari, notai e altri liberi professionisti legali e prestatori di servizi 
relativi a società o trust, situati in un altro Stato comunitario.  
Naturalmente, ha valenza per entrambe le situazioni che il 
riconoscimento dei risultati di “omologhi” esteri resta valido “a 
condizione che soddisfino i requisiti degli articoli 32 e 34, e anche se i 
documenti o i dati sui quali sono basati tali requisiti sono diversi da 
quelli richiesti nello stato comunitario nel quale il cliente è stato 
introdotto”. 
 
Capo II: Obblighi di registrazione. 
 
Uno dei pilastri della disciplina di contrasto del riciclaggio e del 
finanziamento del terrorismo, insieme alla “collaborazione attiva” dei 
destinatari delle norme, è la possibilità di “tracciare”244 le operazioni 
finanziarie compiute, attraverso una ricostruzione “ex post” delle 
informazioni raccolte in sede di adeguata verifica della clientela sia 
riguardo i soggetti che le hanno poste in essere, sia riguardo i tipi di 
operazioni che si sono succedute. 
Per questo motivo, al Capo II del Titolo II vengono esplicitate 
disposizioni riguardanti sia l’obbligo di conservazione dei dati, sia 
l’obbligo e le modalità di registrazione di essi, seguendo la linea 
dettata dall’articolo 30 della Direttiva n. 2005/60/CE. 
                                                 
243
 (Razzante, 2008) 
244
 (Fisicaro, 2008 ) 
135 
 
Innanzitutto all’articolo 36, comma 1, si stabilisce che i soggetti 
destinatari della disciplina elencati agli articoli 11, 12, 13 e 14 del 
decreto legislativo n. 231/2007, ossia gli intermediari finanziari e gli 
altri soggetti esercenti attività finanziaria, i professionisti, i revisori 
contabili e gli altri operatori non finanziari raggruppati in via residuale 
dall’articolo 14, hanno l’obbligo di conservare i documenti e di 
registrare le informazioni che hanno acquisito per assolvere gli 
obblighi di “customer due diligence”. 
Lo scopo di questa previsione è duplice: da una parte, per permettere 
agli organi investigativi e giudiziari di utilizzare i dati ivi contenuti per 
lo svolgimento delle indagini su operazioni di riciclaggio o di 
finanziamento del terrorismo; dall’altra, per farne usufruire l’UIF 
(Unità di Informazione Finanziaria) o qualsiasi altra Autorità 
competente, quando compiono delle analisi in materia. 
In particolare, vengono stabiliti i tempi di conservazione in relazione ai 
tipi di dati. 
Per gli obblighi di adeguata verifica del cliente, è obbligatorio 
conservare la copia o i riferimenti dei documenti richiesti, per un 
periodo di 10 anni a partire dalla fine del rapporto continuativo o della 
prestazione professionale. 
Per le operazioni, i rapporti continuativi e le prestazioni professionali, 
devono essere conservate le scritture e le registrazioni, in originale o in 
copie aventi la medesima efficacia probatoria nei procedimenti 
giudiziari, per 10 anni, anch’essi decorrenti a partire dall’esecuzione 
dell’operazione o dalla cessazione del rapporto continuativo o della 
prestazione professionale. 
Riguardo, poi, a quali informazioni devono essere registrate, esse sono 
elencate al comma 2, dell’articolo citato sopra e, in riferimento ai 
rapporti continuativi ed alla prestazione professionale, devono essere 
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registrati: la data di instaurazione; i dati identificativi del cliente e le 
generalità dei soggetti che sono delegati ad operare per conto del 
titolare del rapporto, oltre al codice del rapporto (ove previsto, ad 
esempio per operazioni in contanti). 
Mentre, in riferimento a tutte le operazioni di importo pari o superiore 
alla soglia di 15.000 €, indipendentemente dal fatto che si tratti di 
un’operazione unica o di più operazioni che appaiono collegate o 
frazionate, devono essere registrati: la data, la causale, l’importo, la 
tipologia dell’operazione, i mezzi di pagamento e i dati identificativi 
del soggetto che opera e del soggetto per conto del quale viene 
effettuata l’operazione (“titolare effettivo”). 
Inoltre, viene stabilito che le informazioni di cui sopra vengano 
registrate tempestivamente e, in ogni caso, il termine ultimo entro il 
quale si deve procedere alla registrazione è di 30 giorni a partire dal 
compimento dell’operazione oppure dall’apertura, variazione o 
chiusura del rapporto continuativo o dalla fine della prestazione 
professionale.  
Per i c.d. intermediari finanziari “di primo livello” (articolo 11, comma 
1) il suddetto termine viene fatto decorrere dal giorno in cui hanno 
ricevuto i dati dai c.d. “altri soggetti esercenti attività finanziaria”, 
ossia agenti in attività finanziaria, mediatori creditizi, promotori 
finanziari e intermediari assicurativi (articolo 11, comma 3), o dagli 
altri “soggetti terzi” a cui è stata affidata la gestione degli obblighi di 
CDD. Anche a questi ultimi viene assegnato un termine di 30 giorni a 
partire da quando hanno raccolto le informazioni richieste, per 
inoltrarli ai suddetti intermediari finanziari. 
In particolare, per gli intermediari disciplinati all’articolo 109, comma 
2, lettera b), del CAP, ossia quegli intermediari che agiscono su 
incarico del cliente e senza poteri di rappresentanza di imprese di 
assicurazione o di riassicurazione, (mediatori in assicurazione o 
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riassicurazione o “brokers”), viene sancito che gli obblighi di 
comunicazione dei dati, riguardo alle operazioni di incasso del premio 
e di pagamento delle somme spettanti agli assicurati, devono essere 
adempiuti solo se tali attività sono espressamente previste nell’accordo 
sottoscritto o ratificato dall’impresa. 
Infine, al comma 6, dell’articolo in esame, viene chiarito che i dati e le 
informazioni registrate sono utilizzabili anche a fini fiscali, secondo le 
disposizioni vigenti. Questo punto era stato molto dibattuto poiché, in 
passato, era previsto, in maniera poco comprensibile, che la Guardia di 
Finanza, nel momento in cui effettuava un accesso ispettivo a fini di 
lotta al riciclaggio, non potesse utilizzare i dati ivi acquisiti anche sotto 
il profilo della lotta all’evasione fiscale, esercitando i poteri di “polizia 
tributaria” che le sono propri245.  
 
                                                 
245
 Critica espressa in (Razzante, 2008). Per altri riferimenti vedere anche (Capolupo, 
2007), (Forte) e (Santoriello, 2008) 
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Archivio Unico Informatico: 
Nell’articolo 37 del decreto legislativo n. 231/2007, è stata inserita una 
importante novità: la possibilità della tenuta di un archivio unico 
informatico, il quale ricopre un ruolo chiave per la tracciabilità e la 
possibilità di ricostruire l’iter delle operazioni connesse ai vari 
rapporti. 
La sua tenuta è prescritta per gli intermediari finanziari elencati 
all’articolo 11, commi 1 e 2, lettera a), ossia gli intermediari di “primo 
livello”246 e le società fiduciarie di cui alla legge 23 novembre 1939, n. 
1966, le società di revisione (articolo 13, comma 1, lettera a) ) e gli 
operatori che svolgono attività di offerta di giochi, scommesse o 
concorsi pronostici con vincite in denaro tramite internet o altre reti 
telematiche o di telecomunicazioni, svolti in regime di licenza (articolo 
14, comma 1, lettera e) ). 
In ogni caso, la sua tenuta è obbligatoria solo nel caso in cui vi siano 
dati e informazioni da registrare, non volendo gravare inutilmente tali 
soggetti con pesanti obblighi solo in funzione della loro appartenenza 
ad una delle succitate categorie. 
                                                 
246
 Si ricordano in particolare: 
 banche; 





 Imprese di assicurazione che operano in Italia nei rami di cui all’articolo 2, 
comma 1, del CAP; 
 Agenti di cambio; 
 Società che svolgono il servizio di riscossione dei tributi; 
 Intermediari finanziari iscritti nell’elenco speciale previsto dall’articolo 107 
del TUB; 
 Intermediari finanziari iscritti nell’elenco generale previsto dall’articolo 106 
del TUB; 
 Succursali italiane dei soggetti sopra indicati aventi sede in uno Stato estero 
nonché le succursali italiane delle SGR armonizzate e delle imprese di 
investimento; 
 Cassa depositi e prestiti S.p.A.. 
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L’AUI deve comunque essere formato e gestito in modo da assicurare 
informazioni chiare, complete ed immediate, per questo la loro 
conservazione deve avvenire secondo criteri uniformi, mantenendo la 
loro storicità, garantendo la possibilità di dedurre evidenze integrate e 
la facilità di consultazione. Inoltre, esso dovrà contenere anche 
l’indicazione degli oneri gravanti sui diversi destinatari, tenere conto 
delle loro peculiarità operative e operare una semplificazione delle 
registrazioni. 
Per l’assolvimento di queste prescrizioni, è ammessa la possibilità di 
esternalizzarli presso un autonomo centro di servizio per la gestione 
dell’AUI, a condizione che sia sempre consentito ai soggetti obbligati 
l’accesso diretto e immediato all’archivio e tenendo presente che le 
responsabilità specifiche, previste dalla legge, restano in capo agli 
obbligati stessi. 
In particolare, per quegli intermediari che fanno parte di un gruppo, 
viene data loro la possibilità, per la tenuta e la gestione dei propri 
archivi, di usufruire di un unico centro di servizio, anche per 
adempiere alla possibilità di trarne evidenze integrate al livello di 
gruppo. In ogni caso, deve essere garantita la separazione e la 
distinzione delle registrazioni di ciascun intermediario. 
Tuttavia, questo tipo di archivio non è l’unico ammesso, infatti, al 
comma 6, si prevede la possibilità che i dati identificativi e le 
informazioni sui rapporti continuativi, sulle operazioni e sulle 
prestazioni professionali possano essere registrati in archivi informatici 
diversi, c.d. “periferici”, a condizione che permettano di trarre le 
informazioni integrate e l’ordine storico di esse e dei relativi dati, in 
un’unica interrogazione. 
Si prevede, poi, che la Banca d’Italia, in concerto con le altre Autorità 
di vigilanza di settore e dopo aver sentito la UIF, emani disposizioni 
relative alla tenuta dell’AUI.  
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Inoltre, spetta a tale Autorità, con proprio regolamento, stabilire 
modalità semplificate di registrazione per gli intermediari previsti 
all’articolo 11, comma 1, lettera o), ossia la Cassa depositi e prestiti 
S.p.A. e quelli previsti al comma 2, lettere b), c) e d): soggetti operanti 
nel settore finanziario iscritti nelle sezioni dell’elenco generale previste 
dall’articolo 155, comma 4, del TUB, ossia confidi; soggetti operanti 
nel settore finanziario iscritti nelle sezioni dell’elenco generale previste 
dall’articolo 155, comma 5, del TUB, in sostanza i cambiavalute; 
succursali italiane dei soggetti indicati alle lettere a) e c) aventi sede 
all’estero. Questa differente disciplina ha la sua ragion d’essere nel 
fatto che tali soggetti hanno un numero più limitato di registrazioni da 




Per i professionisti e i revisori contabili. 
A fronte delle regole suddette, sono previste modalità di registrazione 
alternative per i professionisti (art.12) e i revisori contabili (art.13, 
comma 1, lettera b)), a causa della loro disponibilità di strutture 
organizzative e di risorse economiche, spesso più contenute rispetto 
agli intermediari finanziari. All’articolo 38, comma 2, si prevede che 
essi possano, in alternativa alla tenuta dell’AUI, istituire il “registro 
della clientela”, di norma cartaceo, per adempiere agli obblighi di 
registrazione e conservazione dei dati e delle informazioni per 
l’adeguata verifica della clientela. In aggiunta, gli ulteriori dati e 
informazioni possono essere conservati nel fascicolo relativo a ciascun 
cliente, a patto che sia assicurata la storicità di essi.  
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 (Razzante, 2008) 
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In dettaglio, è opportuno che i professionisti rilascino ai loro clienti 
un’informativa idonea ad assolvere agli obblighi previsti dall’art. 13 
del c.d. “Codice della Privacy” (d.lgs. 30 giugno 2003, n. 196)248. 
Anche per la tenuta del registro della clientela sono specificate delle 
regole ben specifiche: deve essere numerato progressivamente e siglato 
in ogni pagina dal soggetto obbligato o da un suo collaboratore 
delegato per iscritto; all’ultimo foglio deve essere indicato il numero 
complessivo delle pagine del registro e deve esservi riportata la firma 
dei citati soggetti. In generale, il registro deve essere tenuto 
ordinatamente e senza spazi bianchi o abrasioni. 
Molto importante è la previsione contenuta nel comma 4, dell’articolo 
38, dove viene sancito il termine di 3 giorni dalla richiesta per rendere 
disponibili le informazioni e i dati ivi contenuti. 
Inoltre, se i soggetti indicati svolgono la loro attività in più sedi, viene 
concessa loro la possibilità di istituire un registro della clientela in 
ciascuna di esse. 
Al comma 6, vengono disciplinate delle regole particolari valide per la 
categoria dei notai, in quanto vi erano state forti ma corrette istanze per 
la previsione di regole più consone per loro. Infatti, sono considerate 
idonee modalità di registrazione dei dati e delle informazioni, “la 
custodia dei documenti, delle attestazioni e degli atti presso il notaio e 
la tenuta dei repertori notarili, ai sensi della L. 16 febbraio 1913, n. 
89
249
, del regolamento di cui al R.D. 10 settembre 1914, n. 1326
250
, e 
successive modificazioni, e la descrizione dei mezzi di pagamento ai 
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 (Fisicaro, 2008 ) 
249
 Intitolata “l’ordinamento del notariato e degli archivi notarili”). 
250
 Recante “l’approvazione del regolamento per l’esecuzione della L. 16 febbraio 
1913, n. 89”. 
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sensi dell’articolo 35, comma 22, D.lg. 4 luglio 2006, n. 223, 
convertito con modificazioni dalla L. 4 agosto 2006, n. 248
251
. 
In conclusione, all’ultimo comma dell’articolo 38, è stato disposto che 
spetta al Ministro della giustizia, sentiti gli ordini professionali, 
adottare le misure applicative in tema. 
 
Per gli “altri soggetti esercenti attività finanziaria”. 
All’articolo 39, vengono previste modalità semplificate e alternative 
all’AUI anche per tutti gli operatori che svolgono attività, in regime di 
licenze, autorizzazioni, iscrizioni in albi o registri, disciplinati 
all’articolo 14, comma 1, lettere a), b), c), d) ed f), ossia recupero 
crediti per conto terzi; custodia e trasporto di denaro contante e di titoli 
o valori con l’utilizzo di guardie giurate particolari; custodia e 
trasporto di denaro contante e di titoli o valori senza l’impiego di 
guardie giurate particolari; gestione di case da gioco; e agenzia di 
affari in mediazione immobiliare. 
In particolare, è stata concessa loro la possibilità di utilizzare 
direttamente i sistemi informatici di cui sono già dotati per lo 
svolgimento della loro attività, elaborando le informazioni 
antiriciclaggio con cadenza mensile. 
Anche qui è previsto un termine di 3 giorni per la disponibilità delle 
informazioni richieste e, inoltre, viene prevista la possibilità di adottare 
in alternativa al suddetto metodo, i due precedentemente descritti: 




                                                 
251
 Il quale prevede “misure di contrasto dell’evasione e dell’elusione fiscale”. 
252
 Precisando che tale registro non necessita di alcuna vidimazione o autorizzazione 
preventiva da parte di enti o uffici pubblici. 
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Infine, in questo caso, l’adozione delle specifiche tecniche del presente 
articolo e del comma 3 dell’articolo 24, oltre alla previsione di diverse 
modalità di registrazione (differenti da quelle ivi previste) devono 
essere stabilite dal Ministero dell’economia e delle finanze, di concerto 
con il Ministro dell’interno. 
 
Dati aggregati. 
In conclusione del Capo II, del Titolo II, all’articolo 40,  si prevede per 
gli intermediari finanziari elencati nell’articolo 11, comma 1, dalla 
lettera a) alla lettera g) e alle lettere l), n) e o), e al comma 2, lettera a), 
oltre alle società di revisione dell’articolo 13, comma 1, lettera a), una 
procedura particolare
253
 per la trasmissione all’UIF, con cadenza 
mensile, dei dati aggregati sulla loro operatività.  
La “ratio” sottostante consiste nella volontà di far emergere eventuali 
fenomeni di riciclaggio e di finanziamento del terrorismo, attraverso le 
analisi e lo studio delle varie realtà territoriali. 
Essendo un obbligo legato all’istituzione dell’AUI, non è previsto 
soltanto per gli agenti di cambio, le società di riscossione dei tributi, 
gli intermediari elencati all’articolo 106 del TUB e i confidi254.  
Al secondo comma si affida alla UIF il compito di individuare le 
tipologie di dati da trasmettere, secondo un approccio basato sul 
rischio e di definire le modalità di aggregazione e di successiva 
trasmissione di tali dati, specificando che per questo è concesso 
l’accesso diretto all’AUI. 
                                                 
253
 Trattasi della procedura nota come “SARA”, vedi capitolo terzo, sezione prima 
del presente elaborato di tesi. 
254
 (Razzante, 2008) 
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Caso particolare: AUI nei processi di trasformazione, fusione, 
incorporazione e cessione di ramo d’azienda. 
In tali processi, il soggetto che risulta dalla fusione e i soggetti 
derivanti dalla scissione non avranno l’obbligo di procedere ad una 
nuova identificazione per tutti quei rapporti che sono stati trasferiti. Al 
contrario, per i soggetti cedenti rami d’azienda o dipendenze, è 
obbligatorio, dopo che avranno completato tutte le registrazioni dei 
vari rapporti ed operazioni non ancora riportate nell’AUI, registrare la 
chiusura dei rapporti trasferiti entro 2 mesi dalla data di esecutività 
dell’atto.  
La stessa cosa dovrà fare il soggetto che si scinde. In aggiunta, se il 
soggetto che si scinde ha intenzione anche di cessare l’attività, dovrà 
inoltre trasferire l’archivio unico entro 6 mesi al soggetto che deriva 
dalla scissione. Tale ultimo soggetto dovrà garantire la conservazione 
delle registrazioni  ricevute e dovrà integrarle con le sue proprie. 
In caso di fusione, il soggetto che cessa l’attività, dopo aver completato 
la registrazione dei rapporti e delle operazioni che non aveva ancora 
inserito nel suo archivio unico, dovrà registrare la chiusura dei rapporti 
entro 2 mesi dalla data di esecutività dell’atto, e, entro 6 mesi dalla 
stessa data, trasferire l’AU all’intermediario incorporante o risultante 
dalla fusione.  
In seguito, il soggetto risultante dalla fusione si impegnerà a 
conservare le registrazioni ricevute ed a integrarle con le proprie 
registrazioni. 
Logicamente, i soggetti derivanti dalla scissione, dalla fusione o 
incorporanti dovranno assicurare la conservazione e la leggibilità dei 
dati degli archivi unici dei soggetti fusi, incorporati e scissi.  
Per assolvere a quest’obbligo, possono utilizzare tre diversi metodi: 
ossia, la gestione dei vecchi archivi unici attraverso la conservazione 
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degli hardware e software esistenti, oppure la gestione dei detti archivi 
mediante i soli software di ricerca ed aggregazione batch, su supporti 
prodotti seguendo il precedente metodo, o infine mediante 
l’inserimento delle vecchie registrazioni nel proprio archivio unico e 
trasformarlo in uno “multintermediario”255. 
 
Capo III: Obblighi di segnalazione. 
 
Questo Capo III del Titolo II del decreto legislativo n. 231/2007 chiude 
la rassegna degli obblighi legati alla lotta al riciclaggio e al 
finanziamento del terrorismo.  
Già dalla Direttiva n. 91/308/CEE e, di conseguenza, dalla legge n. 
197/1991 erano stati indicati dei “presidi minimali”256che dovevano 
proteggere il sistema finanziario dal suo utilizzo per scopi illeciti: in 
particolare, era stata prevista una normativa dettagliata che aveva come 
cardine il divieto del trasferimento di somme considerevoli di denaro o 
di altre utilità, attraverso l’utilizzo di strumenti anonimi, che non 
assicuravano la tracciabilità delle operazioni che venivano poste in 
essere. 
Nel decreto legislativo del 2007, il legislatore ha tenuto in 
considerazione ed ha sostanzialmente confermato la previa disciplina 
ma ne ha precisato in dettaglio le modalità, differenziandole tra tre 
categorie di destinatari: intermediari finanziari e soggetti esercenti 
attività finanziaria (articolo 11) e società di gestione (articolo 10, 
comma2); professionisti (articolo 12); società di revisione (articolo 13, 
comma 1, lettera a)). 
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 (Fisicaro, 2008 ) 
256
 (Fisicaro, 2008 ) 
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Segnalazione delle operazioni sospette (articolo 41): 
I soggetti destinatari degli obblighi di segnalazione in generale sono 
quelli elencati negli articoli 10, comma 2, 11, 12, 13 e 14: 
 società di gestione accentrata di strumenti finanziari; 
 società di gestione dei mercati regolamentati di strumenti 
finanziari e soggetti gestori di strutture per la negoziazione di 
strumenti finanziari e fondi interbancari; 
 società di gestione dei servizi di liquidazione delle operazioni 
su strumenti finanziari; 
 società di gestione dei sistemi di compensazione e garanzia 
delle operazioni in strumenti finanziari; 
 coloro che svolgono attività il cui esercizio resta subordinato al 
possesso di licenze, autorizzazioni, iscrizioni in albi o registri, 
ovvero alla preventiva dichiarazione di inizio attività 
specificatamente richieste dalle norme, attività quali: 
o commercio, esportazione ed importazione di oro per 
finalità industriali o di investimento per il quale è 
prevista una dichiarazione di cui all’articolo 1 della 
legge 17 gennaio 2000, n.7; 
o fabbricazione, mediazione e commercio, comprese 
l’esportazione e l’importazione di oggetti preziosi, per il 
quale è prevista la licenza di cui all’articolo 127 del 
TULPS; 
o fabbricazione di oggetti preziosi da parte di imprese 
artigiane, all’iscrizione nel registro degli assegnatari dei 
marchi di identificazione tenuto dalle camere di 
commercio, industria, artigianato e agricoltura; 
o commercio di cose antiche di cui alla dichiarazione 
preventiva prevista dall’articolo 126 del TULPS; 
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o esercizio di case d’asta o galleria d’arte per il quale è 
prevista alla licenza prevista dall’articolo 115 del 
TULPS. 
 Succursali italiane dei soggetti indicati nelle lettere precedenti 
aventi sede legale in uno stato estero; 
 Uffici della Pubblica Amministrazione; 
 Intermediari finanziari e altri soggetti esercenti attività 
finanziaria, di “primo” e “secondo” livello; 
 Professionisti; 
 Revisori contabili; 
 Gli “altri soggetti” elencati nell’articolo 14, con un elenco più 
ampio rispetto ai soggetti obbligati anche agli obblighi di 
adeguata verifica della clientela e di conservazione e 
registrazione delle informazioni. 
Per i soggetti sopra elencati, la procedura indicata all’articolo 41, 
comma 1, prevede che essi effettuino una “segnalazione di operazione 
sospetta alla UIF, “quando sanno”, cioè sono a conoscenza, (anche se 
naturalmente è da intendersi come presunta, dal momento che non è 
comunque intervenuto un provvedimento giudiziale che la dimostri), o 
“quando sospettano”, ossia hanno maturato il semplice sospetto, 
oppure anche “quando hanno motivi ragionevoli di sospettare”, che 
siano in corso, siano state compiute o tentate operazioni di riciclaggio 
o di finanziamento del terrorismo”.  
Il riferimento alle operazioni “compiute” o “tentate” è molto 
importante perché dimostra la volontà del legislatore di mettere in 
evidenza la necessità della segnalazione in tutti i casi, anche ove essa 
non sia stata poi portata a termine.  
Forti appaiono allora le differenze rispetto alla previgente disciplina 
che legava la segnalazione alla presenza o alla configurazione dei reati 
di riciclaggio o di reimpiego di denaro o di beni di cui agli articoli 648-
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bis e 648-ter del codice penale, in quanto adesso si deve fare 
riferimento all’articolo 2 del decreto in esame.  
In questo modo, il legislatore ha cercato di dare soluzione ai molti 
problemi e incomprensioni a cui aveva dato adito la disciplina del 
1991. In particolare, ha fondato l’obbligo della segnalazione sulla 
correlazione dell’operazione a fenomeni di riciclaggio e finanziamento 
del terrorismo, e non più solo in relazione alla configurazione dei 
succitati reati. Ciò ha permesso inoltre una più attenta e corretta 
segnalazione, anche se nella fase iniziale dell’adeguata verifica non era 
emerso chiaramente la completa estraneità del soggetto dalla 
commissione del reato-presupposto, che si sospetta essere avvenuto. 
Infine, ha dato rilevanza e valore anche alle segnalazioni di operazioni 
sospette, effettuate dagli intermediari, anche se il cliente sembrerebbe 
implicato nella commissione del reato presupposto, aprendo così uno 
spiraglio indiretto all’inclusione dell’”auto riciclaggio”. 
Per quanto riguarda, invece, la “provenienza” del sospetto, essa è 
rimasta invariata, all’analisi dell’elemento oggettivo, ossia “le 
caratteristiche, entità, natura dell’operazione, o qualsivoglia altra 
circostanza conosciuta in ragione delle funzioni esercitate”, e 
dell’elemento soggettivo, cioè “della capacità economica e dell’attività 
svolta dal soggetto cui è riferita, in base agli elementi a disposizione 
dei segnalanti, acquisiti nell’ambito dell’attività svolta ovvero a 
seguito del conferimento di un incarico”. 
In ogni caso, per agevolare l’individuazione delle operazioni sospette e 
per conferire un utile strumento di riferimento ai soggetti obbligati alla 
segnalazione, il comma 2 prevede che, su proposta dell’UIF, vengano 
emanati e aggiornati periodicamente, oltre che sottoposti previamente 
all’emanazione al CSF, i c.d. “indicatori di anomalia”. 
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In particolare si sancisce che vengano emanati dalla Banca d’Italia sia 
per i soggetti indicati nell’articolo 10, comma 2 (dalla lettera a) alla 
lettera d), lettera f)), sia per gli intermediari finanziari e gli altri 
soggetti che svolgono attività finanziaria (articolo 11), oltre che per i 
soggetti indicati all’articolo 13, comma 1, lettera a), ancorché 
contemporaneamente iscritti al registro dei revisori. 
Verranno invece emanati dal Ministro della giustizia, interpellati gli 
ordini professionali, gli “indici di anomalia” relativi ai professionisti 
(articolo 12)e ai revisori contabili indicati all’articolo 13, comma 1, 
lettera b). 
Al contrario, spetterà al Ministro dell’interno emanare tali indici per i 
soggetti indicati nell’articolo 10, comma 2, lettere e) e g); per i soggetti 
indicati nell’articolo 14. 
Rimandiamo ad un esame dei vari provvedimenti della Banca d’Italia 
per una disamina storica dell’argomento, ma all’epoca della redazione 
del decreto in esame si faceva riferimento al c.d.“Decalogo ter” della 
Banca d’Italia, del 12 gennaio del 2001, ed è questo che è riportato di 
seguito. 
Nella seconda parte del “Decalogo-ter” è elencata una casistica, 
esemplificativa e non esaustiva
257
, di situazioni in presenza delle quali 
l’intermediario deve prestare particolare attenzione alla scelta tra 
effettuare o astenersi dal porre in essere le operazioni. Infatti, nella 
maggior parte dei casi, la configurazione stessa delle operazioni appare 
“neutra”, non consentendo l’immediata individuazione delle finalità 
sottese.  
In dettaglio, per tutte le categorie di operazioni, è opportuno prestare 
particolare attenzione ai casi di ripetute operazioni della stessa natura 
                                                 
257
 In quanto possono verificarsi ipotesi ivi non contemplate ma che sono, tuttavia, da 
assoggettare agli obblighi di segnalazione e, più in generale, per l’evoluzione delle 
modalità di svolgimento delle operazioni finanziare. 
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non giustificate dall’attività svolta dal cliente, ed effettuate con 
modalità tali da voler perseguire intenti dissimulatori
258
; al ricorso a 
tecniche di frazionamento dell’operazione, soprattutto se volte a 
eludere gli obblighi di identificazione e registrazione
259
; ad operazioni 
di ingente ammontare che risultano inusuali rispetto a quelle di norma 
effettuate dal cliente, soprattutto se non vi sono plausibili 
giustificazioni economiche o finanziarie
260
; ad operazioni con 
configurazione illogica, soprattutto se risultano svantaggiose per il 
cliente sotto il profilo economico o finanziario
261
. 
Particolare cautela deve essere approntata anche in presenza di 
operazioni effettuate frequentemente da un cliente in nome o a favore 
di terzi, qualora i rapporti non appaiono giustificati; operazioni 
effettuate da terzi in nome o a favore di un cliente senza plausibili 
giustificazioni; operazioni richieste con indicazioni palesemente 
inesatte o incomplete, tali da far ritenere l’intento di occultare 
informazioni essenziali, soprattutto se riguardanti i soggetti interessati 
dall’operazione; ovvero, operazioni con controparti insediate in aree 
geografiche note come centri “off-shore” o come zone di traffico di 
stupefacenti o di contrabbando di tabacchi che non siano giustificate 
dall’attività economica del cliente o da altre circostanze. 
                                                 
258
 Ad esempio frequenti afflussi di disponibilità finanziarie che vengono trasferite, 
dopo un breve intervallo di tempo, con modalità o destinazioni non ricollegabili alla 
normale attività del cliente, soprattutto se provenienti o destinate all’estero; 
alimentazione dei rapporti con strumenti che non appaiono coerenti con l’attività 
svolta dal cliente. 
259
 Ossia, frequenti operazioni per importi di poco inferiori al limite di registrazione, 
soprattutto se effettuate in contante o per il tramite di una pluralità di altri 
intermediari, laddove non giustificate dall’attività svolta dal cliente; accensione di 
più libretti di deposito bancari o postali al portatore o di altri titoli equivalenti per 
importi di poco inferiori al limite di registrazione. 
260
 In particolare, apertura e chiusura di rapporti utilizzati unicamente per 
l’esecuzione di specifiche operazioni, afflussi finanziari di ingente ammontare, 
soprattutto se provenienti dall’estero, su rapporti per lungo tempo inattivi o poco 
movimentati. 
261
 Ad esempio, la stipula di un contratto di compravendita avente ad oggetto 
strumenti finanziari seguito da un successivo, ravvicinato, contratto uguale ma di 
segno contrario e di prezzo difforme fra i medesimi clienti, ovvero i piani di 




Per quanto concerne le operazioni in contante e con moneta elettronica, 
costituiscono “campanelli d’allarme” il prelevamento di denaro 
contante per importi rilevanti, salvo che il cliente non rappresenti 
particolari esigenze; il versamento di denaro contante per importi 
rilevanti, non giustificabile con l’attività economica del cliente; il 
ricorso al contante in sostituzione degli usuali mezzi di pagamento 
utilizzati dal cliente
262
; il cambio di banconote con banconote di taglio 
diverso e/o di altre valute, soprattutto se effettuato senza transito per il 
conto corrente; oppure anche operazioni aventi a oggetto l’utilizzo di 
moneta elettronica che, per importo o frequenza, non risultano coerenti 
con l’attività svolta dal distributore o dal merchant ovvero con il 
normale utilizzo dello strumento da parte della clientela. 
Invece, riguardo lo svolgimento di operazioni in strumenti finanziari e 
per le polizze assicurative, gli operatori dovranno porre maggiore 
riguardo ai casi di negoziazione di strumenti finanziari senza che 
l’operazione transiti sul conto corrente del cliente; alle negoziazioni di 
strumenti finanziari aventi scarsa diffusione tra il pubblico, ripetute 
con elevata frequenza e/o di importo rilevante, soprattutto se concluse 
con controparti insediate in Pesi non comunitari ovvero non 
cooperativi; o al frequente ricorso a tecniche di cointestazione dei 
contratti aventi a oggetto strumenti finanziari o delle polizze 
assicurative ovvero variazioni delle intestazioni degli stessi senza 
plausibili giustificazioni. 
Anche per le polizze assicurative vita e per i rapporti di 
capitalizzazione sono stati considerati “indici di anomalia” la 
stipulazione di diverse polizze di assicurazione con pagamento dei 
relativi premi mediante assegni bancari che presentano molteplici 
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 Come le richieste frequenti e per importi significativi di assegni circolari contro 
versamento di denaro contante, anziché con l’utilizzo delle disponibilità presso 
l’intermediario; ovvero l’utilizzo frequente di contante per importi consistenti per 
effettuare, entro un breve intervallo di tempo, trasferimenti di fondi, soprattutto se 
con controparti insediate in Paesi esteri. 
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girate; la stipulazione di polizza di assicurazione sulla vita con 
beneficiario il portatore della polizza; la nomina di più beneficiari di 
polizze assicurative, in modo tale che l’importo da liquidare risulti 
frazionato in tranche, non giustificata dai rapporti tra il cliente e i 
beneficiari; la liquidazione in un arco temporale ravvicinato di 
prestazioni relative a molteplici polizze sottoscritte da clienti diversi e 
aventi come beneficiario la stessa persona.  
Inoltre, sempre in questo ambito anche rilevanti e/o contemporanee 
richieste di riscatto e/o di prestito relative a più polizze assicurative, 
soprattutto qualora comportino l’accettazione di condizioni non 
convenienti, ovvero frequenti operazioni di riscatto parziale relative a 
polizze a premio unico di rilevante importo; il pagamento di premi di 
rilevante importo, esercizio del diritto di revoca o del diritto di recesso 
(artt.111 e 112 del d.lgs. n. 174/1995); oltre alla stipulazione di un 
contratto di capitalizzazione con consegna da parte del contraente di 
titoli o di altri beni, il cui possesso non sia giustificato dalla capacità 
economica e dall’attività svolta dallo stesso, sono stati considerati 
come possibili indici di anomalia. 
Altri indici di anomalia hanno riguardato le operazioni in altri prodotti 
o servizi e sono stati considerati atti a manifestare la possibile presenza 
di anomalie rilevanti anche la presentazione di libretti di deposito 
bancari o postali al portatore con saldo superiore al limite di legge 
ancora in circolazione, senza che il cliente fornisca adeguate 
spiegazioni sulla tardiva presentazione degli stessi; l’utilizzo di lettere 
di credito e altri sistemi di finanziamento commerciale per trasferire 
somme tra Paesi, senza che la relativa transazione sia giustificata 
dall’usuale attività economica del cliente; l’intestazione fiduciaria di 
beni e/o di strumenti finanziari qualora gli stessi risultino in possesso 
del cliente da un breve intervallo di tempo quando ciò non appaia 
giustificato in relazione alla situazione patrimoniale del cliente o 
all’attività svolta.  
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Oltre a questi, sono stati ricompresi nell’elenco anche i ripetuti utilizzi 
di cassette di sicurezza o di servizi di custodia o frequenti depositi e 
ritiri di plichi sigillati, non giustificati dall’attività o dalle abitudini del 
cliente; oppure il rilascio di deleghe a operare su cassette di sicurezza a 
terzi non facenti parte del nucleo familiare o non legati da rapporti di 
collaborazione o di altro tipo idonei a giustificare tale rilascio; o anche 
l’acquisto o vendita di rilevanti quantità di monete, metalli preziosi o 
altri valori, senza apparente giustificazione e/o non in linea con le 
condizioni economiche del cliente; come anche i rapporti che 
presentano una movimentazione non giustificata dall’attività svolta dal 
cliente e che presentano particolari caratteristiche
263
. 
Infine, gli indici di anomalia che prendono in considerazione il 
comportamento della clientela, fanno riferimento a quei clienti che si 
rifiutano o si mostrano ingiustificatamente riluttanti a fornire le 
informazioni occorrenti per l’effettuazione delle operazioni, a 
dichiarare le proprie attività, a presentare documentazione contabile o 
di altro genere, a segnalare i rapporti intrattenuti con altri intermediari, 
a dare informazioni che, in circostanze normali, renderebbero il cliente 
stesso idoneo a effettuare operazioni bancarie, finanziarie o 
assicurative. 
Un altro indice può essere anche quando si è in presenza di clienti che 
chiedono di ristrutturare l’operazione quando la configurazione 
originariamente prospettata implichi forme d’identificazione o 
registrazione oppure supplementi di istruttoria da parte 
dell’intermediario; oppure clienti che evitano contatti diretti con i 
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dipendenti o i collaboratori dell’intermediario rilasciando deleghe o 
procure in modo frequente e ingiustificato; ovvero clienti che 
presentano materialmente titoli o certificati per ingente ammontare, 
soprattutto se al portatore, ovvero che, a seguito di operazioni di 
acquisto, ne richiedono la consegna materiale. 
Ancora possono essere ricompresi in questo elenco anche i clienti che, 
senza fornire plausibili giustificazioni, si rivolgano ad un intermediario 
o ad un suo collaboratore lontani dalla zona di residenza o di attività, 
soprattutto se richiedono la domiciliazione della corrispondenza presso 
lo stesso; o clienti che effettuano operazioni di importo significativo 
con utilizzo di contante o strumenti al portatore, quando risulti che gli 
stessi sono stati recentemente sottoposti ad accertamenti disposti 
nell’ambito di procedimenti penali o per l’applicazione di misure di 
prevenzione; ovvero clienti in situazione di difficoltà economica che 
effettuano operazioni di rilevante ammontare senza fornire plausibili 
giustificazioni in ordine all’origine dei fondi utilizzati. 
Infine, verranno attentamente controllati sia quei clienti che richiedono 
di effettuare operazioni con modalità inusuali, soprattutto se 
caratterizzate da elevata complessità, o di importo rilevante; sia i 
clienti o garanti di clienti, che frequentemente e senza fornire plausibili 
giustificazioni chiedono la restituzione dei valori dati in garanzia 
previa costituzione della provvista necessaria all’acquisto di altri 
strumenti finanziari; oltre a quelli che richiedono o intrattengono con 
gli intermediari rapporti con configurazione illogica. 
Per i professionisti e gli operatori finanziari, all’epoca dell’entrata in 
vigore del presente decreto, si continuava ad applicare gli indicatori di 
anomalia contenuti nelle istruzioni tecniche dell’UIC. 
Ai comma 4, 5 e 6 dell’articolo 41, vengono esposte ulteriori 
precisazioni sulle segnalazioni. In particolare, al comma 4, si impone 
che le segnalazioni debbano essere eseguite senza ritardo, cioè nel 
155 
 
momento in cui il soggetto matura il sospetto, e, se possibile, 
comunque prima dell’esecuzione dell’operazione stessa. Infatti la 
segnalazione sarà più efficace se effettuata tempestivamente. 
Al comma quinto, viene ribadito il dovere di astensione dal 
compimento dell’operazione che incombe sugli operatori quando 
l’operazione venga ritenuta sospetta. L’unica eccezione ammissibile, 
riguarda il caso in cui l’astensione risulta impossibile o quando ciò 
possa recare danno alle indagini
264
.  
Infine all’ultimo comma si ribadisce che le segnalazioni effettuate 
come sopra non costituiscono né violazioni dell’obbligo di segretezza, 
né violazioni del segreto professionale o di eventuali restrizioni della 
comunicazione imposte dalle clausole contrattuali o da disposizioni 
legislative, regolamentari o amministrative.  
Inoltre, se sono state compiute per le finalità previste dal presente 
decreto e in buona fede, non comportano responsabilità di alcun tipo 
(penali o civili) in capo al soggetto segnalante. 
In ogni caso è bene ribadire che il soggetto segnalato non può agire in 
giudizio contro il soggetto segnalante, a meno che non riesca a 
dimostrare il “dolo” del segnalante, al momento dell’invio265. 
 
Modalità di segnalazione da parte degli intermediari finanziari e delle 
società di gestione (articolo 10, comma 2): 
Questi soggetti, pur nel rispetto della loro autonomia organizzativa, 
devono, innanzitutto, assicurare un’”omogeneità di comportamento del 
personale nell’individuazione delle operazioni sospette” e, inoltre, 
devono anche predisporre le procedure per esaminare le operazioni, 
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prevedendo la possibilità di utilizzare sia strumenti informatici e 
telematici, sia le risultanze dell’AUI.  
Ciò è realizzabile soltanto se i soggetti di cui sopra adottino procedure 
sufficientemente precise e chiare e se, soprattutto, incentivino la 
formazione continua del personale sulla materia
266
, non a caso ci sono 
stati molti errori nelle segnalazioni per la mancata comprensione della 
funzione meramente esemplificativa degli “indici di anomalia” e 
altrettanti episodi di “omessa segnalazione”, anch’essi con 
conseguenze molto gravi. 
Nel dettaglio, la procedura che questi soggetti devono seguire viene 
esplicitata nell’articolo 42, in particolare, per quanto riguarda la “prima 
fase” della procedura, vi è una differenza tra i soggetti disciplinati 
dall’articolo 10, comma 2, e gli intermediari finanziari elencati nei 
primi due commi dell’articolo 11, e “gli altri soggetti esercenti attività 
finanziaria” del comma 3, dell’articolo 11. 
Infatti, per i soggetti all’articolo 10, comma 2, e per quelli all’articolo 
11, commi 1 e 2, la procedure prevede che il responsabile della 
dipendenza, dell’ufficio, di altro punto operativo, unità organizzativa o 
struttura dell’intermediario, cui compete l’amministrazione e la 
gestione concreta dei rapporti con la clientela, debba segnalare senza 
ritardo l’operazione sospetta al titolare dell’attività o al legale 
rappresentante o a un suo delegato. 
Mentre per quanto riguarda “gli altri soggetti esercenti attività 
finanziaria” (disciplinati all’articolo 11, comma 3), essi devono 
trasmettere la segnalazione al titolare dell’attività o al legale 
rappresentante, o a un suo delegato, dell’intermediario di riferimento. 
La “seconda fase” della procedura è invece comune a tutti i soggetti 
citati: il titolare dell’attività, il legale rappresentante o un suo delegato 
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esamina e valuta la rilevanza delle segnalazioni che gli sono pervenute 
e, se le ritiene fondate, le trasmette alla Unità di Informazione 
Finanziaria, naturalmente prive del nominativo del segnalante. 
 
Modalità di segnalazione da parte dei professionisti: 
 Una novità assoluta rispetto alla previgente disciplina è rappresentata 
dalla possibilità che viene concessa ai professionisti (nel dettaglio: per 
i ragionieri, i periti commerciali, i commercialisti, i consulenti del 
lavoro, i notai e gli avvocati) di scegliere tra due procedure per la 
segnalazione delle operazioni sospette: la trasmissione diretta all’UIF o 
la trasmissione agli ordini professionali. 
In questo secondo caso, viene precisato che gli ordini professionali 
possono ricevere le segnalazioni dai propri iscritti e che essi sono 
individuati attraverso un decreto del Ministro dell’economia e delle 
finanze, di concerto col Ministro della giustizia. 
In ogni caso, gli ordini professionali che hanno ricevuto la 
segnalazione dovranno procedere, senza ritardo, a trasmetterla alla 
UIF, anche qui senza il nominativo del soggetto segnalante.  
Inoltre, tali ordini dovranno custodire opportunamente il nominativo 
del segnalante, per i casi in cui la UIF, o gli altri organi investigativi 
(NSPV della Guardia di Finanza o DIA) richiedano ulteriori 
informazioni necessarie per un’analisi e un approfondimento della 




Modalità di segnalazione da parte delle società di revisione (articolo 
13, comma 1, lettera a)): 
Anche per questi soggetti il decreto, all’articolo 44, ripropone la 
procedura “a due fasi” che è stata prevista per gli intermediari 
finanziari, con le dovute differenze in virtù delle caratteristiche 
dell’attività. Sarà quindi il responsabile dell’incarico, poiché l’attività 
di revisione si svolge affidando un incarico di “capo progetto” ad uno 
dei revisori che seguono il cliente
267, ad avere l’obbligo di segnalare 
l’operazione sospetta, senza ritardo, al legale rappresentante o a un suo 
delegato. Quest’ultimo, dopo aver esaminato la segnalazione 
pervenutagli e nel caso in cui la consideri fondata, la trasmetterà 
all’UIF, priva del nominativo del segnalante. 
 
Analisi della segnalazione e “flussi di ritorno”delle informazioni: 
Al momento in cui è compiuto l’inoltro della segnalazione all’UIF, 
quest’organo ha la facoltà di porre in essere più attività. 
Innanzitutto, esso può porre in essere approfondimenti sotto il profilo 
finanziario delle segnalazioni ricevute e delle operazioni sospette non 
segnalate, di cui sia eventualmente venuto a conoscenza attraverso i 
dati e le informazioni contenute nei suoi archivi o che gli sono state 
comunicate dai suddetti organi ispettivi, dalle Autorità di vigilanza di 
settore, dagli ordini professionali o dalle UIF estere. 
In secondo luogo, ha la facoltà di effettuare, sulla base di protocolli 
d’intesa, quegli approfondimenti che necessitano delle competenze 
delle Autorità di vigilanza di settore e che devono essere svolti in 
collaborazione con esse.  
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In particolare, tali Autorità integreranno le informazioni con gli 
ulteriori elementi desumibili dai loro archivi. 
Inoltre, l’UIF può anche archiviare tutte quelle segnalazioni che ritiene 
infondate, mantenendole comunque in evidenza per almeno 10 anni, 
adottando procedure che permettano la eventuale consultazione da 
parte degli organi investigativi (NSPV e DIA). 
In tutti gli altri casi e fermo restando il caso di denuncia per iscritto 
fatta da pubblici ufficiali e incaricati di pubblico servizio che hanno 
notizia di reato perseguibile d’ufficio (articolo 331 c.p.p.), tale organo 
può trasmettere le segnalazioni, senza indugio, anche sulla base di 
protocolli d’intesa, corredate da una relazione tecnica, alla DIA e al 
Nucleo speciale di polizia valutaria della Guardia di Finanza. Questi 
organi investigativi, a loro volta, informeranno il Procuratore nazionale 
antimafia nel caso in cui rinvengano un collegamento con la 
criminalità organizzata. 
Sia l’inoltro, sia l’archiviazione della segnalazione vengono poi 
comunicate, qualora ciò non rechi pregiudizio per le indagini, da parte 
della UIF direttamente al soggetto segnalante o agli ordini 
professionali.  
Questo è stato previsto per dare seguito al “considerando 38” della 
Direttiva 2005/60/CE, dove si prevedeva la “necessità di assicurare un 
riscontro sull’utilità delle segnalazioni fatte e sul seguito loro dato”, 




Inoltre, è previsto al comma 2, dell’articolo 48, che anche gli organi 
investigativi come la DIA e il NSPV debbano informare la UIF delle 
segnalazioni che non avranno ulteriore corso investigativo. 
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In aggiunta, come è stato già analizzato nel paragrafo riguardante 
l’analisi dell’articolo 5 del presente decreto, la UIF e i suddetti organi 
investigativi devono fornire al Comitato di sicurezza finanziaria (CSF) 
le informazioni sulle tipologie e sui fenomeni che hanno osservato 
nell’anno (solare) precedente, per adempiere alle attività di 
prevenzione del riciclaggio o finanziamento del terrorismo, e sull’esito 
delle segnalazioni, suddividendo le informazioni per categoria di 
soggetti segnalanti, tipologia di operazioni e aree territoriali. 
In ogni caso, per “proteggere da qualsiasi minaccia o atto ostile i 
dipendenti degli enti o delle persone (…) che segnalano , all’interno 
dell’impresa o all’UIF, un caso sospetto di riciclaggio o di 
finanziamento del terrorismo”269, è stabilito l’obbligo dell’utilizzo di 
sistemi informatici e telematici per la trasmissione delle segnalazioni, 
per le richieste di approfondimenti e di informazioni. Inoltre si 
ribadisce che il “flusso di ritorno” delle informazioni resta soggetto 
agli stessi divieti di comunicazione sia ai clienti che ai terzi, previsti 
dall’articolo 46, comma 1270. 
 
Tutela della riservatezza e divieti di comunicazione: 
Per completare l’analisi del Capo III, del Titolo II, del decreto 
legislativo n. 231/2007, è necessario tornare indietro per esaminare gli 
articoli 45 e 46.  
Infatti, il tema della riservatezza, pur essendo già presente nella 
precedente normativa, trova qui una particolare centralità, dimostrata 
anche dal fatto di avere un intero articolo a lei dedicato (articolo 45).  
Ai commi 1 e 2, si prevede che sia i soggetti obbligati alla 
segnalazione (articolo 41), sia gli ordini professionali (nel caso di 
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segnalazione compiuta dai professionisti) adottino adeguate misure per 
assicurare la massima riservatezza dell’identità di coloro che hanno 
materialmente effettuato la segnalazione. Inoltre, devono garantire la 
custodia degli atti e dei documenti contenenti le generalità dei 
segnalanti, ma la responsabilità diretta sarà, in un caso, del titolare 
dell’attività o del legale rappresentante o di un suo delegato, nell’altro 
caso, del presidente dell’ordine o di un soggetto da lui delegato.  
Al comma 3 è presente l’elencazione delle differenti modalità che 
devono seguire la UIF, la Guardia di Finanza e la DIA quando 
richiedono ulteriori informazioni per l’analisi o l’approfondimento 
investigativo della segnalazione al soggetto segnalante. 
In primis, se la segnalazione è stata trasmessa da parte del responsabile 
dell’attività o del legale rappresentante o loro delegato 
dell’intermediario finanziario o della società di revisione, le 
informazioni andranno richieste all’intermediario o alla società di 
revisione; mentre, se la segnalazione è stata trasmessa da parte del 
professionista all’ordine professionale, le informazioni andranno 
richieste all’ordine competente. 
Al contrario, qualora la segnalazione sia stata effettuata direttamente 
dal professionista senza avvalersi dell’ordine professionale, o dagli 
altri soggetti inseriti nell’articolo 10, comma 2, lettere e), nell’articolo 
13, comma 1, lettera b), nell’articolo 14, le informazioni andranno 
richieste al segnalante stesso, adottando però adeguate misure per 
assicurare la massima riservatezza dell’identità dei soggetti che 
effettuano la segnalazione, come ribadito nel comma 5 del presente 
articolo. 
La riservatezza è comunque mantenuta anche nella trasmissione delle 
operazioni sospette, nelle eventuali richieste di approfondimenti e negli 
scambi di informazioni sulle operazioni segnalate tra la UIF, la 
Guardia di Finanza e la DIA, le Autorità di vigilanza di settore e gli 
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ordini professionali. Per questo motivo, al comma 4, è stabilito che le 
citate attività avvengano per via telematica, con modalità che 
garantiscano la riferibilità della trasmissione dei dati ai soli soggetti 
interessati e l’integrità delle stesse informazioni. 
In caso poi di denuncia attuata da pubblico ufficiale o incaricato di 
pubblico servizio, ai sensi dell’articolo 331 c.p.p., ovvero in caso di 
rapporto da parte della polizia giudiziaria in ordine all’acquisizione di 
una notizia di reato, di cui all’articolo 347 c.p.p., si prescrive che non 
venga menzionata l’identità dei soggetti segnalanti, anche nel caso in 
cui sia conosciuta. 
L’unica eccezione al mantenimento della segretezza sull’identità dei 
segnalanti può essere ammessa solo nel caso in cui sia richiesta 
dall’autorità giudiziaria, con un suo decreto motivato, perché ritenuta 
indispensabile ai fini dell’accertamento dei reati per cui il magistrato 
sta procedendo. Al di fuori di questa ipotesi, si ribadisce che, qualora 
venissero sequestrati degli atti o dei documenti, è necessario adottare 
tutte le cautele per assicurare la riservatezza dell’identità delle persone 
che hanno effettuato la segnalazione.  
Infine, all’articolo 46, sono disciplinati il divieto di dare 
comunicazione dell’avvenuta segnalazione, per i soggetti indicati 
nell’articolo 41 e per chi ne sia eventualmente a conoscenza, e le varie 
eccezioni al divieto stesso. 
Per prima cosa, al comma secondo, si precisa che non deve intendersi 
compresa nel suddetto divieto la comunicazione rilasciata alle Autorità 
di vigilanza di settore nel corso delle verifiche e dei controlli, previsti 
dall’articolo 53 del presente decreto e dalla legge. 
In seguito, al comma successivo, viene concretizzato il divieto, in 
quanto si stabilisce che “i soggetti obbligati alla segnalazione non 
possono comunicare sia al soggetto interessato, sia a terzi l’avvenuta 
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segnalazione di operazione sospetta o che è in corso o può essere 
svolta un’indagine in materia di riciclaggio o di finanziamento del 
terrorismo”. 
Tuttavia, sono ammesse le comunicazioni tra intermediari finanziari 
appartenenti allo stesso gruppo, anche se localizzati in Paesi terzi, 
naturalmente a patto che anch’essi applichino misure equivalenti a 
quelle del decreto in esame; ovvero le comunicazioni tra professionisti 
(ragionieri, periti commerciali, commercialisti, consulenti del lavoro, 
periti e consulenti che svolgono professionalmente attività tributaria o 
contabile, notai e avvocati) che svolgono la loro professione in forma 
associata, come dipendenti o come collaboratori, anche se situati in 
Paesi diversi, pur essendo necessaria anche qui l’equivalenza delle 
misure previste rispetto al presente decreto. 
Inoltre, nei casi relativi allo stesso cliente o alle stesse operazioni che 
coinvolgano due o più intermediari finanziari ovvero due o più 
professionisti (di cui sopra), sono ammesse le comunicazioni tra tali 
intermediari o professionisti in questione, a condizione che tali soggetti 
siano localizzati in Paesi terzi che adottano obblighi equivalenti a 
quelli del presente decreto. Naturalmente deve essere assicurato anche 
nel Paese terzo il rispetto dell’articolo 42 (sui trasferimenti all’interno 
dell’U.E.), dell’articolo 43 (sui trasferimenti consentiti in Paesi terzi) e 
dell’articolo 44 (sugli altri trasferimenti consentiti) del Codice in 
materia di protezione dei dati personali. Viene ricordato che tali 
informazioni possono essere utilizzate esclusivamente a fini di 
prevenzione del riciclaggio e di finanziamento del terrorismo. 
Nel comma 7 dell’articolo 46, si stabilisce che, ove uno dei suddetti 
professionisti tenti di persuadere il cliente a non porre in essere 
un’attività illegale, tale azione non concretizza una comunicazione 
vietata dal comma precedente. 
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In conclusione, all’ottavo comma, viene riportato il caso 
dell’osservanza del divieto di comunicazione, senza ammettere alcuna 
eccezione, quando la Commissione europea abbia adottato una 
decisione di accertamento verso un Paese terzo, a norma dell’articolo 
40, paragrafo 4, della Direttiva 2005/60/CE. 
 
d. Sistemi di pagamento e misure antiriciclaggio. 
 
Limitazione all’uso del contante e dei titoli al portatore. 
La tracciabilità dei flussi del denaro è un elemento imprescindibile del 
sistema di lotta al riciclaggio e al finanziamento del terrorismo, inoltre, 
assolve anche ad un’importante funzione in materia di lotta 
all’evasione fiscale271, grave piaga del nostro Paese. 
Il Titolo III del decreto legislativo n. 231/2007, si apre con la 
previsione, contenuta nell’articolo 49,comma 1, del divieto di 
“trasferimento del denaro contante o dei libretti di deposito bancari o 
postali al portatore o di titoli al portatore in euro o in valuta estera, 
effettuato a qualsiasi titolo tra soggetti diversi, quando il valore 
dell’operazione, anche frazionata, è complessivamente pari o superiore 
a 5.000 euro.”  
Queste previsioni limitative vigevano anche nella previgente 
disciplina, dove, all’articolo 1, comma 1, 2 e 2-bis della L. n. 
197/1991, si vietava il “trasferimento di denaro contante o di libretti di 
deposito bancari o postali al portatore o di titoli al portatore in lire o in 
valuta estera, effettuato a qualsiasi titolo tra soggetti diversi, quando il 
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valore da trasferire era complessivamente superiore a 20 milioni di 
lire”, poi convertiti con l’entrata in vigore dell’euro in 12.500 €272. 
In sede comunitaria, in particolare all’articolo 5 della Direttiva 
2005/60/CE, era stato previsto che gli Stati membri potevano adottare 
delle disposizioni nazionali sul tema anche più rigorose di quelle 
comunitarie, e di questo si è avvalso il Governo italiano quando ha 
previsto il limite (più restrittivo di quello previsto dall’U.E.) di 5.000 
€, rispondendo così alla legge n. 22/2006, dove, all’articolo 22, comma 
1, lettera f), si prescriveva di mantenere le disposizioni italiane più 
rigorose, in considerazione proprio della situazione italiana, dove il 
contante è sempre stato abbondantemente utilizzato e privilegiato e 
dove, purtroppo, le organizzazioni criminali sono più attive in tema di 
riciclaggio di denaro “sporco”. 
Quindi, al primo comma dell’articolo 49, si stabilisce un divieto rivolto 
ai privati, mentre il citato trasferimento è ammesso se effettuato per il 
tramite dei c.d. “intermediari abilitati”: banche, istituti di moneta 
elettronica (IMEL) e Poste Italiane S.p.A.
273
.  
Inoltre, si precisa che il suddetto trasferimento attraverso i soggetti 
“abilitati” necessita di una “disposizione accettata per iscritto dagli 
stessi, previa consegna ai medesimi della somma in contanti”. A 
decorrere, poi, dal terzo giorno lavorativo successivo all’accettazione, 
il beneficiario potrà ottenere il pagamento (nella provincia dove ha il 
domicilio). 
In questo caso, la comunicazione fatta dal debitore verso il creditore 
dell’accettazione del trasferimento, produrrà come effetti principali sia 
l’estinzione del debito (articolo 1277, comma 1, c.c.), sia, in caso di 
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 Per opera del decreto del 17 ottobre 2002, n. 290. 
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 Vedi note di chiarimenti del Ministero dell’economia e delle finanze del 19 
dicembre 2007 e del 20 marzo 2008. 
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mora del creditore, l’esecuzione del deposito che libera il debitore da 
ogni responsabilità per inadempimento (articolo 1210 c.c.). 
Per quanto concerne, invece, gli assegni bancari e postali, si stabilisce 
che i relativi moduli vengano rilasciati dalle banche o da Poste Italiane 
S.p.A. già muniti della “clausola di non trasferibilità”, tuttavia, il 
cliente potrà richiedere il rilascio di carnet di assegni bancari e postali 
in forma libera, ma dovrà farlo con una richiesta scritta, “in modo da 
lasciare traccia”274. In aggiunta, al comma 10, è previsto che per 
ciascun modulo di assegni rilasciati in forma libera sarà applicata una 
imposta di bollo di 1,50 euro. Ciò vale anche per gli assegni circolari o 
i vaglia postali di valore inferiore ai 5.000 euro (comma 8), per i quali 
si richiede inoltre che ciascuna girata debba indicare il codice fiscale 
del girante, a pena di nullità
275
, con tutti i problemi di eventuale 




Tali clausole (apposizione della clausola di non trasferibilità e del 
codice fiscale sulla girata) non sono obbligatorie solo nel caso di 
assegni c.d. “a me medesimo”, cioè quelli emessi all’ordine del traente 
che possono essere girati solamente per l’incasso presso gli 
intermediari abilitati. 
Sembrano, quindi, essere fondati i dubbi sollevati da autorevoli 
autori
277
 in merito a queste ultime precisazioni: infatti, la richiesta per 
iscritto e l’applicazione dell’imposta di bollo, più che all’attività di 
lotta al riciclaggio, sembrano rispondere ad una finalità fiscale, per fare 
in modo che la richiesta possa essere usata dalle Autorità per 
l’iscrizione dei dati del richiedente nell’anagrafe tributaria.  
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 (Fisicaro, 2008 ) 
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 Sull’argomento cedi i chiarimenti nella circolare del MEF del 20 marzo 2008. 
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 Vedi critiche in (Razzante, 2008). 
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 (Razzante, 2008) e (Fisicaro, 2008 ). 
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A ciò detto, sembra far eco il comma 11, dove si dà la facoltà ai 
soggetti autorizzati a utilizzare le comunicazioni (articolo 7, comma 6, 
del D.P.R. n. 605/1973) di “chiedere alla banca o a Poste Italiane 
S.p.A. i dati identificativi e il codice fiscale dei soggetti ai quali siano 
stati rilasciati moduli di assegni bancari o postali in forma libera 
ovvero che abbiano richiesto assegni circolari o vaglia postali o 
cambiari
278
 in forma libera, nonché di coloro che li abbiano presentati 
all’incasso. Con provvedimento del Direttore dell’Agenzia delle 
entrate sono individuate le modalità tecniche di trasmissione dei dati di 
cui al presente comma”. Inoltre si chiarisce che la documentazione sui 
dati costituisce in ogni caso una prova documentale ai sensi 
del’articolo 234 c.p.p.. 
Ai comma 5 e 7, si precisa, inoltre, che rispettivamente per gli assegni 
bancari e postali, e per gli assegni circolari, vaglia postali e cambiari, 
emessi per importi pari o superiori a 5.000 €, è necessario recare, oltre 
alla predetta clausola di non trasferibilità, anche l’indicazione del 
nome/ragione sociale del beneficiario.  
Le uniche eccezioni ammesse riguardano i trasferimenti in cui siano 
parti le banche o Poste Italiane S.p.A., oltre ai trasferimenti posti in 
essere tra loro, effettuati in proprio o attraverso vettori specializzati che 
si occupano di trasporto di denaro contante, titoli o valori, senza 
l’impiego di guardie particolari giurate (articolo 14, comma 1, lettera 
c)). 
A tal proposito, si sono posti numerosi problemi per la sorte degli 
assegni, i cui carnet fossero stai consegnati ai clienti prima della data 
di entrata in vigore delle nuove disposizioni (30 aprile 2008), ma 
emessi dopo tale data: la soluzione fu che si sarebbe dovuto seguire il 
nuovo limite dei 5.000 € per l’apposizione della clausola di non 
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 Attenzione a non confondere i vaglia cambiari, di cui si parla nel decreto, con le 
cambiali, comunemente intese. 
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trasferibilità; mentre per quelli liberi, la circolazione veniva soggetta 
alle suddette norme sulla girata. 
Altri problemi riguardavano i carnet presenti all’interno delle banche 
che indicavano il vecchio limite e che non avevano apposta la clausola 
di non trasferibilità. In questi casi, invece, con la circolare del MEF del 
2008, si chiarì che essi potevano continuare ad essere utilizzati 
barrando su ogni modulo l’indicazione del vecchio limite e 
apponendovi la clausola di non trasferibilità. 
Inoltre, non si applica il divieto del comma 1, ai trasferimenti di 
certificati rappresentativi di quote in cui siano parte uno o più dei 
soggetti elencati: 
 Banche; 




 Imprese di assicurazione che operano nei rami di cui 
all’articolo 2, comma 1, del CAP. 
Oltre a ciò, restano ferme le disposizioni in materia di pagamenti 
effettuati allo Stato o agli altri enti pubblici e alle erogazioni disposte 
da tali soggetti verso altri soggetti. In aggiunta, è fatta salva la 
possibilità di pagamento nelle mani dell’ufficiale giudiziario (articolo 
494 c.p.p.). 
La stessa logica può essere ritrovata nei commi che trattano dei libretti 
di deposito bancari o postali (dal comma 12 al comma 14).  
Infatti anche qui si ribadisce che il saldo di tali strumenti al portatore, a 
partire dall’entrata in vigore della normativa (29 dicembre 2007), non 
potrà essere pari o superiore a 5.000 euro e che, eventualmente, per 
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quelli che presentino un saldo pari o superiore a tale importo, già 
esistenti a tale data, il soggetto portatore o li estingua o riduca il loro 
saldo entro la somma suddetta (entro il 30 giugno 2009). 
Per agevolare questo passaggio, si prescrive che le banche e Poste 
Italiane S.p.A. debbano informare la loro clientela e diffondere tali 
disposizioni. 
Infine, si prevede che “in caso di trasferimento di libretti di deposito 
bancari o postali al portatore, il cedente debba comunicare, entro 30 
giorni, alla banca o a Poste Italiane S.p.A. i dati identificativi del 
cessionario e la data del trasferimento”.  
In conclusione, molto interessanti sono gli ultimi due comma, il 18 e il 
19, dell’articolo 49, che dettano una disciplina particolare per i c.d. 
“money transfer”. 
Nello specifico si prevede al comma 18, che “è vietato il trasferimento 
di denaro contante per importi pari o superiori a 2.000 euro, effettuato 
per il tramite degli esercenti attività di prestazione di servizi di 
pagamento nella forma dell’incasso e del trasferimento di fondi, 
limitatamente alle operazioni per le quali si avvalgono di agenti in 
attività finanziaria, salvo quanto disposto dal comma 19”.  
Tuttavia, tale divieto non si applica nei confronti della moneta 
elettronica, così come definita all’articolo 25, comma 6, lettera d), del 
presente decreto. 
Nell’articolo 19, invece, viene prescritto che “il trasferimento di 
denaro contante per importi pari o superiori a 2.000 euro e inferiori ai 
5.000 euro, effettuato per il tramite di esercenti attività di prestazione 
di servizi di pagamento nella forma dell’incasso e trasferimento di 
fondi, nonché di agenti in attività finanziaria dei quali gli stessi 
esercenti si avvalgono, è consentito solo se il soggetto che ordina 
l’operazione consegna all’intermediario copia di documentazione 
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idonea ad attestare la congruità dell’operazione rispetto al profilo 
economico dello stesso ordinante”. Logicamente, non si deve mai 
superare la sogli settimanale di 5.000 euro. 
Nella precedente disciplina antiriciclaggio mancava un diretto 
coinvolgimento degli esercenti attività di prestazione di servizi di 
pagamento secondo lo schema dell’incasso e del trasferimento dei 
fondi degli agenti in attività finanziaria, ossia i c.d. “money 
transfer”279.  
In particolare, lo schema del “money transfer” è così strutturato: c’è 
una prima società che si pone come controparte unica di tutte le altre 
società (“agents”) che agiscono per suo conto, in vari Paesi; in secondo 
luogo, gli “agents” si servono di una rete molto estesa di “sub-
agents”280, presso i quali la clientela invia e ritira i fondi oggetto del 
trasferimento. 
Affinché il trasferimento vada a buon fine, si prevede che all’atto del 
versamento, al titolare di esso, venga comunicato un codice segreto, il 
quale verrà comunicato dall’emittente solo ed esclusivamente al 
beneficiario, in questo modo egli potrà rivolgersi a qualsiasi “sub-
agent” per ritirare il denaro.  
In Italia questo sistema ha conosciuto una rapidissima espansione ed 
oggi i soggetti che offrono il servizio di “money transfer” sono 
moltissimi. Questo, infatti, è lo strumento privilegiato dalle comunità 
straniere stanziate per inviare denaro nei propri Paesi di origine: 
solitamente vengono inviate piccole somme ai familiari ma vi sono 
casi in cui vengono poste in essere operazioni di importo più elevato, e 
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 Gli “agents” sono intermediari finanziari iscritti nell’elenco generale dell’articolo 
106 TUB; i “sub-agents” sono iscritti nell’elenco degli agenti in attività finanziaria 
previsto dal d.lgs. n. 374/1999. 
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per quest’ultime non ci sono problemi se viene fornita idonea 
documentazione che giustifica l’origine del denaro281. 
La nuova regolamentazione, più severa, serve solo ad evitare che 
l’attività dei “money transfer” diventi veicolo per il riciclaggio di 
denaro di provenienza illecita o di finanziamento del terrorismo. 
 
Divieto di conti e libretti di risparmio anonimi o con intestazione 
fittizia. 
L’apertura di libretti al portatore intestati a nomi di fantasia è un 
fenomeno, purtroppo, molto diffuso in Italia, per cui all’articolo 50 si è 
cercato di porvi un freno.  
Infatti, si prevede il divieto di apertura in qualunque forma di conti o 
libretti di risparmio in forma anonima o con intestazione fittizia, e, al 
comma 2, che il citato divieto si estende anche all’utilizzo in qualsiasi 
forma dei suddetti conti o libretti, se aperti presso Stati esteri. 
 
Obbligo di comunicazione al MEF delle infrazioni al Titolo III. 
In conclusione, all’articolo 51, si stabilisce che i destinatari del 
decreto, nel rispetto dei propri compiti, attribuzioni e attività, qualora 
vengano a conoscenza di infrazioni relative alle norme descritte in 
precedenza, debbano riferirle al MEF, entro 30 giorni, in modo da 
permettere le contestazioni e la notificazione (articolo 14, L. n. 
689/1981). 
Inoltre, se l’infrazione riguarda assegni bancari, assegni circolari, 
libretti al portatore o titoli similari, la comunicazione deve essere posta 
in essere dalla banca o da Poste Italiane S.p.A. che li accetta in 
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versamento, o che ne effettuano l’estinzione, salvo che il soggetto che 
deve predisporre la comunicazione sia certo che questa è già stata 
effettuata dall’altro soggetto obbligato. 
Nel caso in cui, invece, l’infrazione riguardi il divieto di trasferimento 
del denaro contante o di titoli al portatore per importi superiori a 5.000 
euro, il soggetto segnalante l’operazione sospetta non è tenuto anche 
alla suddetta comunicazione. 
 
e. Vigilanza e controlli e formazione del personale. 
 
Organi di controllo. 
All’articolo 52, che apre il Titolo IV, vengono estesi i doveri che erano 
già stati previsti per il Collegio sindacale anche a tutti gli altri soggetti 
che si devono occupare del controllo contabile o della gestione dei 
destinatari degli obblighi antiriciclaggio: collegio sindacale, consiglio 
di sorveglianza, comitato di controllo di gestione, organismo di 
vigilanza (di cui all’art. 6, comma 1, lettera b), del decreto legislativo 8 
giugno 2001, n. 231) e tutti i soggetti incaricati in generale del 
controllo di gestione presso i destinatari del presente decreto. 
Tali soggetti devono, per prima cosa, comunicare, senza ritardo, alle 
Autorità di vigilanza di settore tutti gli atti o i fatti di cui vengano a 
conoscenza nell’esercizio dei propri compiti, che possono costituire 
una violazione delle disposizioni emanate nell’articolo 7, comma 2282. 
In secondo luogo, dovranno comunicare, senza ritardo, al titolare 
dell’attività o al legale rappresentante o a un suo delegato, le infrazioni 
alle disposizioni previste per la segnalazione delle operazioni sospette 
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procedure e controlli interni per la prevenzione dell’utilizzo dei soggetti destinatari 
del decreto a fini di riciclaggio e finanziamento del terrorismo. 
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di cui hanno notizia e comunicare, entro 30 giorni, al MEF le 
infrazioni alle disposizioni di cui agli articoli 49 (comma 1, 5, 6, 7, 12, 
13 e 14) e 50 di cui hanno notizia. 
Sempre nello stesso termine, dovranno poi comunicare alla UIF le 
infrazioni alle disposizioni sugli obblighi di registrazione di cui hanno 
notizia. 
Questo articolo ha suscitato alcuni problemi di coordinamento col 
vigente diritto societario e penale, per l’ampliamento dei soggetti 






All’articolo successivo, il numero 53, si attua il principio inserito nella 
legge delega che chiedeva di riordinare, sulla base anche del Rapporto 
del FMI del 2005, la disciplina dei controlli sui destinatari del decreto 
in esame. 
In generale, si stabilisce che le Autorità di vigilanza di settore, ferme le 
rispettive competenze, debbano verificare l’adeguatezza degli assetti 
organizzativi e procedurali e il rispetto degli obblighi previsti dal 
decreto legislativo n. 231/2007 e dalle disposizioni di attuazione, da 
parte dei soggetti che vengono indicati negli articoli 10, comma 2, 
dalla lettera a) alla lettera d) e la lettera f), articolo 11, comma 1 e 3, 
lettera a) e b), oltre all’articolo 13, comma 1, lettera a).  
Inoltre, i controlli eseguiti verso gli intermediari finanziari elencati alla 
lettera m), dell’articolo 11, comma 1, possono essere effettuati, previe 
intese con le Autorità di vigilanza di settore, direttamente dal Nucleo 
speciale di polizia valutaria della Guardia di Finanza. 
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Oltre al caso appena citato, il NSPV della Guardia di Finanza svolge i 
suddetti controlli anche nei confronti di: 
 Soggetti che commerciano o esportano e importano oro per 
finalità industriali o di investimento; 
 Soggetti che fabbricano, mediano e commerciano, esportano e 
importano oggetti preziosi; 
 Imprese artigiane che fabbricano oggetti preziosi; 
 Soggetti che commerciano cose antiche; 
 Soggetti che esercitano case d’asta o gallerie d’arte; 
 Uffici della P.A.; 
 Società fiduciarie di cui alla legge n. 1966/1939; 
 Soggetti operanti nel settore finanziario (articolo 155, comma 
4 e comma 5, TUB); 
 Succursali italiane dei soggetti precedenti, con sede all’estero; 
 Mediatori creditizi (articolo 16, L. n. 108/1996); 
 Agenti in attività finanziaria (articolo 3, d.lgs. n. 374/1999); 
 Soggetti che rendono servizi forniti da periti, consulenti e altri 
soggetti che svolgono in maniera professionale attività 
contabile e tributaria; 
 Prestatori di servizi relativi a società e trust; 
 Soggetti elencati all’articolo 14 del presente decreto. 
Anche gli ordini professionali (articolo 8, comma 1) svolgono le citate 
attività di verifica e di controllo, fermo restando la possibilità di 
eseguire i controlli comunque riservata al NSPV. 
Per quanto riguarda la Unità di informazione finanziaria, ad essa è 
demandata la “verifica del rispetto delle disposizioni in tema di 
prevenzione e contrasto del riciclaggio e del finanziamento del 
terrorismo”, in particolare riguardo alle segnalazioni di operazioni 
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sospette e alle “omesse segnalazioni”. In ogni caso, l’UIF può 
avvalersi dell’ausilio della Guardia di Finanza (NSPV). 
Infine, sia le Autorità di vigilanza di settore, sia il Nucleo speciale di 
polizia valutaria della Guardia di Finanza hanno la facoltà di porre in 
essere ispezioni e chiedere l’esibizione o la trasmissione di documenti, 
atti e ogni altra informazione utile.  
Inoltre, per assecondare i principi di economia dell’azione 
amministrativa e di contenimento degli oneri a carico degli 
intermediari vigilati, i soggetti suddetti “programmano le rispettive 
attività di controllo e concordano le modalità per l’effettuazione degli 
accertamenti”. 
 
La formazione del personale. 
Importantissima e, purtroppo poco attuata nella prassi, è la formazione 
del personale e dei collaboratori sulla corretta applicazione delle 
disposizioni in materia di antiriciclaggio. In particolare, all’articolo 54 
del presente decreto si stabilisce un vero e proprio obbligo, in capo ai 
destinatari delle norme antiriciclaggio e agli ordini professionali, di 
porre in essere misure adeguate a tal fine, le quali si sostanziano in 
programmi di formazione finalizzati al riconoscimento di attività 
potenzialmente riconducibili al fenomeno del riciclaggio o 
finanziamento del terrorismo. 
Per agevolare gli adempimenti di tali obblighi, si prevede inoltre che le 
autorità competenti, ossia la UIF, Guardia di Finanza e la DIA, 
debbano fornire delle indicazioni aggiornate riguardo le prassi seguite 
dai criminali. 
Per incentivare l’adozione delle misure di formazione del personale, 
sempre troppo carenti, è stata prevista, per la prima volta nel presente 
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decreto, una sanzione apposita per la mancata o incompleta 
formazione, dando ulteriore risalto alla funzione importantissima della 
formazione come sistema di prevenzione dei reati suddetti e delle 
sanzioni per gli errori derivanti dalla “ignorantia legis”284. 
Anche la Banca d’Italia, nel suo “Decalogo-ter” ha dedicato grande 
spazio a questo tema, specificando che la formazione deve essere 
mirata in base ai diversi soggetti che dovranno poi applicare gli 
obblighi antiriciclaggio e alle loro diverse funzioni (per i dipendenti a 
stretto contatto con la clientela, per i dipendenti che devono tenere i 
rapporti con la UIF, o per il personale preposto alla tenuta dell’AUI). 
In aggiunta, la Banca d’Italia ha precisato che la formazione deve 
essere continua e sistematica, deve essere  svolta sulla base di 
programmi organici, tenenti conto delle evoluzioni in materia.  
Per agevolare ulteriormente il rispetto di quest’obbligo, è stato 
ammesso e promosso il ricorso alle associazioni di categoria o altri 
organismi esterni per approfondimenti, studi sull’applicazione e per 
un’adeguata, chiara ed efficace conoscenza della normativa. 
                                                 
284
 (Razzante, 2008) 
177 
 
f. Nuovi interventi dal 2007 ad oggi. 
 
A. Le vicissitudini dei limiti all’uso del contante. 
Subito dopo l’entrata in vigore del decreto legislativo n. 231/2007, con 
il decreto legge del 25 giugno del 2008, n. 112, si è provveduto a 
modificare le disposizioni dell’articolo 49 del decreto del 2007. 
In particolare, si è provveduto a reintrodurre il limite dei 12.500 euro 
come soglia di sbarramento per il trasferimento di denaro contante, 
libretti di deposito e titoli al portatore; per il rilascio di assegni 
circolari in forma libera, il saldo dei libretti al portatore e la loro 
regolarizzazione; per l’obbligo di indicazione sugli assegni bancari del 
nominativo del beneficiario e per l’apposizione della clausola di non 
trasferibilità. 
In aggiunta, è stato abrogato l’obbligo di inserimento del codice fiscale 
del girante per gli assegni emessi in forma libera, che era stato inserito 
nella previgente disciplina a pena di nullità. 
Nel corso del 2010, si è nuovamente tornati “indietro”285 alle 
previsioni del 2007, con il decreto legge 31 maggio 2010, n. 78, 
convertito in legge 30 luglio 2010, n. 122. In questo caso, si è stabilito 
che per i comma 1, 5, 8, 12 e 13, dell’articolo 49 del decreto del 2007, 
si riduce il precedente importo soglia di 12.500 € a 5.000 € e che per i 
libretti di deposito, a partire dal 30 giugno 2011, il loro saldo non potrà 
essere pari o superiore a 5.000 euro. 
La terza modifica, è avvenuta appena un anno dopo, con il decreto 
legge 13 agosto 2011, n. 138
286
, dove, all’articolo 2, comma 4, si è 
provveduto ad abbassare ulteriormente il limite a 2.500 euro.  
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La motivazione addotta ufficialmente per questa ulteriore modifica 
veniva riferita all’”adeguamento alle disposizioni adottate in ambito 
comunitario in tema di prevenzione dell’utilizzo del sistema 
finanziario a fini di riciclaggio dei proventi di attività criminose e di 
finanziamento del terrorismo”.  
In realtà, l’ottica seguita era quella di assicurare una maggiore 
tracciabilità dei flussi di denaro contante, al fine di scoraggiarne l’uso 
soprattutto per motivazioni di lotta all’evasione fiscale. 
Ennesima modifica della cifra limite per l’utilizzo del contante e per i 
libretti di deposito o altri titoli al portatore, nonché per gli assegni 
bancari o postali, circolari, vaglia postali e cambiari, è avvenuta con il 
c.d. “decreto salva Italia”. In particolare, all’articolo 11, del decreto 
201/2011
287, le soglie previste dall’articolo 49 del decreto legislativo 
231/2007, sono state tutte abbassate a 1.000 euro. 
Il MEF ha poi precisato che tale limite è da intendersi esteso anche nei 
rapporti tra datore di lavoro e dipendenti (ad es. per gli anticipi di 
trasferta) e nei rapporti interfamiliari (ad es. spese di studio o di 
vacanza).
288
 Questo atteggiamento che punta ad una sempre maggiore 
riduzione delle soglie sembra confermare che, in generale, il vero 
scopo è quello di limitare l’uso del contante anche per operazioni 
lecite, cercando così di cambiare l’abitudine, molto radicata in Italia, 
dell’uso di mezzi di pagamento non tracciabili e poco controllabili 
come il denaro contante. 
Per quanto riguarda il sistema sanzionatorio, si è ammesso un periodo 
“transitorio” dal 6 dicembre 2011 al 31 gennaio 2012, nel quale la 
violazione delle nuove disposizioni non integra una infrazione, e che la 
sanzione legata ai libretti al portatore sarà pari al saldo del libretto 
stesso, in quanto il nuovo limite massimo è fissato a 3.000 euro. 
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Infine, con la Circolare ministeriale n. 2 del 16 gennaio 2012, intitolata 
“Disposizioni in materia di procedimenti sanzionatori antiriciclaggio”, 
si è provveduto a precisare che il versamento o il prelievo in contanti 
di un importo superiore alla soglia non è di per sé vietato,  che il limite 
di 1.000 euro riguarda il singolo assegno e quindi diversi titoli usati per 
la stessa transazione non sono cumulabili per calcolare l’importo 
totale. Inoltre, sono ammesse le suddivisioni rateali, convenute per 
contratto, e i relativi pagamenti frazionati, non andando ad integrare la 
fattispecie di “operazione frazionata” considerata nel decreto. 
Come giustamente fa notare un autorevole autore
289
, la grande 
confusione che è stata creata riguardo i limiti del contante ha generato 
notevoli quanto ingiustificati timori nei privati, alimentati anche da una 
buona dose di errori commessi dagli operatori stessi a causa 
principalmente della scarsa formazione e preparazione in tema di 
antiriciclaggio.  
La vera “ratio” dell’abbassamento dei limiti in questo contesto, non è 
quella di conoscere o influenzare le scelte del privato su “come” 
spendere i suoi soldi, bensì, quella di monitorare i flussi finanziari per 
contrastare più efficacemente reati come il riciclaggio, l’evasione 
fiscale e l’usura, oltre al finanziamento del terrorismo. 
 
B. Le nuove disposizioni in tema di organizzazione e controlli 
interni. 
In data 10 marzo 2011, dopo un lungo iter
290
, è stata emanata dalla 
Banca d’Italia, d’intesa con la Consob e con l’Isvap, la versione 
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 (Razzante, 2012) e (Razzante, 2011). 
290
 Nel gennaio 2010 era stata aperta una pubblica consultazione sulla bozza del 
provvedimento in esame, la quale si è conclusa il 31 marzo 2010. Tuttavia l’ABI 
richiese una moratoria di un anno per la sua approvazione e per il suo recepimento, 
così il 10 marzo 2011 è stato adottato il provvedimento definitivo, pubblicato l’8 
aprile 2011 in G.U. Tale provvedimento è entrato in vigore il 1 settembre 2011. 
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definitiva del “Provvedimento recante disposizioni attuative in materia 
di organizzazione, procedure e controlli interni volti a prevenire 
l’utilizzo degli intermediari e degli altri soggetti che svolgono attività 
finanziaria a fini di riciclaggio e di finanziamento del terrorismo, ai 
sensi dell’articolo 7, comma 2, del Decreto Legislativo 21 novembre 
2007, n. 231”291. 
In tale documento vengono introdotte delle regole specifiche per gli 
intermediari finanziari, affinché pongano in essere assetti organizzativi 
e di governo societario efficaci
292
, oltre a risorse e procedure chiare e 
specializzate. Inoltre, vengono fissati con precisione le funzioni e i 
compiti spettanti ai vari organi aziendali, specificatamente per il 
consiglio di amministrazione (dove possono confluire sia l’organo di 
supervisione strategica, sia l’organo con funzione di gestione, ossia la 
figura del Direttore Generale), per l’organo con funzione di controllo e 
per l’organismo di controllo (disciplinato ai sensi del d.lgs. 231/2001). 
Una novità molto importante è la istituzione di una apposita funzione 
antiriciclaggio, indipendente e dotata di risorse adeguate, e del c.d. 
“responsabile antiriciclaggio”, il quale, oltre a compiti di 
coordinamento e supervisione, dovrà redigere una relazione annuale 
sullo stato della funzione. Si ammette anche la possibilità di 
esternalizzazione della funzione, pur confermando la responsabilità in 
capo all’intermediario, che dovrà nominare un supervisore interno. 
Altre figure che vengono in rilievo nel documento sono quelle del 
“responsabile della segnalazione delle operazioni sospette” e del 
“delegato unico di gruppo”. 
Una disciplina molto simile a quella dettata per gli intermediari 
finanziari, è stata dettata per le società di revisione contabile dalla 
Consob con la delibera n. 17836 del 28 giugno 2011, anch’essa entrata 
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 Per una disamina più ampia del documento, vedi Capitolo Terzo. 
292
 (Atrigna, 2008) e (Razzante, 2011). 
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in vigore il 1 settembre 2011. Anche in questo provvedimento si incide 
profondamente sull’organigramma aziendale, con l’obbligo di 
prevedere una funzione antiriciclaggio e una funzione di controllo di 
qualità, con il compito di verificare il concreto rispetto degli obblighi e 
la conservazione dei dati, naturalmente sempre secondo il principio di 
proporzionalità. 
 
C. Altri interventi nel decreto legge 138/2011. 
Nel decreto legge n.138/2011 erano compresi interventi anche su vari 
aspetti della normativa antiriciclaggio. 
Innanzitutto, ha introdotto i comma 7-bis e 7-ter nell’articolo 28 del 
d.lgs. 231/2007, nei quali si prevede rispettivamente la creazione di 
una lista di Paesi a rischio riciclaggio o con informazioni scarse in 
materia fiscale e l’obbligo di astenersi dall’instaurazione di un nuovo 
rapporto continuativo, o dal porre in essere operazioni o dal terminare 
il rapporto già in essere, nel caso in cui le controparti dirette o indirette 
sono società fiduciarie, trust, società anonime o controllate con azioni 
al portatore, aventi sede nei Paesi iscritti nella lista suddetta. 
Inoltre, ha fatto rientrare nel novero degli “elementi sospetti”, il ricorso 
frequente o ingiustificato ad operazioni in contante, anche al di sotto 
delle soglie di legge, specificando che l’esistenza di profili di anomalia 
connessi ad operazioni di importo superiore alla soglia di legge, di per 
sé, non è idonea ad integrare una segnalazione
293
. 
Ha poi stabilito come obbligo anche per i non residenti quello di 
indicare il codice fiscale in occasione dell’aperture di un nuovo 
rapporto continuativo presso un intermediario. 
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 (Irollo, 2010) 
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Infine, ha provveduto ad innalzare alcune sanzioni, portando così il 
limite minimo a 3.000 euro. 
 
D. Nuovo Decalogo “quater” della Banca d’Italia. 
Nell’agosto del 2010, la Banca d’Italia, spinta da una proposta 
dell’UIF, ha emanato i nuovi indicatori di anomalia, che vanno ad 
aggiornare quelli contenuti nel “Decalogo ter” del 2001. 
Le principali novità riguardano sia la forma, in particolare la divisione 
in 5 gruppi di indicatori di anomalia e in 21 “sub-indici” o declaratorie 
tipologiche, sia la sostanza, come l’obbligo di dotarsi di procedure 
informatiche per l’analisi delle operazioni regolate in conti correnti di 
corrispondenza e per quelle regolate in rapporti assimilabili ai conti 
correnti di corrispondenza, come i c.d. “conti di passaggio”294, ovvero 
la definizione dei Paesi o dei territori “a rischio”. 
Inoltre, l’UIF ha emanato un provvedimento295, intitolato “Revisione 
del sistema di raccolta e gestione delle segnalazioni di operazioni 
sospette”, il quale ha come obiettivo l’introduzione del concetto di 
“legame”, ossia la relazione che intercorre tra i soggetti presenti nella 
segnalazione (ma anche tra soggetti e rapporti o tra operazioni e 
rapporti).  
Sempre nel citato documento dell’UIF si precisa che il “sospetto” deve 
basarsi su una valutazione sia degli elementi soggettivi, sia di quelli 
oggettivi dell’operazione, i quali sono nella disponibilità dei segnalanti 
e alla luce degli indicatori di anomalia (poiché essi da soli non sono 
sufficienti a far scattare l’obbligo della segnalazione). 
                                                 
294
 Rapporti bancari di corrispondenza transfrontalieri tra intermediari finanziari per 
porre in essere operazioni in nome proprio ma per conto della clientela o rapporti su 
cui la clientela può disporre direttamente anche solo per una parte delle loro 
operazioni. Vedi definizione in (Scialoja, et al., 2012). 
295
 Emanato il 4 maggio 2011 ed entrato in vigore il 16 maggio 2011. 
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Infine, con il decreto ministeriale de 17 febbraio 2011
296
, sono stati 
indicati gli indicatori di anomalia per tutti quei soggetti che ne 
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 Pubblicati in G.U. il 28 febbraio 2011. 
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 In realtà mancano ancora specifici indicatori per le attività di “compro oro”. Vedi 
articolo intitolato “I “compro oro”: serve la legge antiriciclaggio”, in “il Sole 24 





Sezione I: Riflessi organizzativi e strutturali della 
normativa antiriciclaggio sulle banche.  
 
a. Disposizioni organizzative. 
 
Come accennato nel capitolo precedente, i maggiori interventi 
sull’organizzazione interna degli intermediari finanziari destinatari 
della disciplina antiriciclaggio, in particolare delle banche, sono stati 
previsti all’interno del provvedimento della Banca d’Italia del 10 
marzo 2011. 
Organo con funzione di supervisione strategica (Consiglio di 
Amministrazione): 
A tale organo spetta l’adozione di strategie di contenimento del rischio 
di riciclaggio e di finanziamento del terrorismo, deve inoltre 
individuare e riesaminare periodicamente gli orientamenti strategici e 
le politiche di governo dei rischi connessi con i suddetti reati, oltre ad 
assicurare nel lungo periodo che i compiti e le responsabilità in materia 
siano allocate in modo chiaro e appropriato, garantendo che le funzioni 
operative e di controllo siano distinte e che siano fornite di risorse 
(quantitativamente e qualitativamente) adeguate.  
Inoltre, deve anche garantire che venga approntato un adeguato 
sistema di flussi informativi verso gli Organi sociali e al loro interno, 
completo e tempestivo (assicurando la tutela della riservatezza dei 
soggetti segnalanti); delineare un sistema di controlli interni organico e 
coordinato, per una pronta rilevazione e gestione del rischio e per 
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assicurarne l’efficacia nel lungo periodo; esaminare, almeno 
annualmente, le relazioni relative all’attività posta in essere dal 
Responsabile Antiriciclaggio e ai controlli eseguiti; e infine, assicurare 
che le carenze e i problemi riscontrati nell’ambito dei controlli di vario 
livello siano portate tempestivamente a sua conoscenza. 
 
Organo con funzione di gestione (Direttore Generale): 
A quest’organo, che può essere ricompreso all’interno dello stesso 
Consiglio di Amministrazione, spettano le c.d. “funzioni esecutive”. 
In particolare, tale organo deve curare la realizzazione e 
l’aggiornamento delle procedure interne e delle responsabilità delle 
strutture e delle funzioni aziendali, per evitare di essere coinvolti 
inconsapevolmente in operazioni di riciclaggio e finanziamento del 
terrorismo. In questo caso, il Direttore Generale deve tenere conto, 
quando predispone le procedure operative, delle indicazioni delle 
autorità competenti e degli Organismi internazionali, oltre ai 
mutamenti normativi. 
Inoltre, deve anche assicurare che le procedure operative e i sistemi 
informativi garantiscano la corretta identificazione anagrafica del 
cliente, l’acquisizione e l’aggiornamento costante di tutte le 
informazioni necessarie per la valutazione del suo profilo economico-
finanziario e delle motivazioni economiche sottostanti i rapporti e le 
operazioni effettuate; oltre ad approntare le procedure per 
l’assolvimento degli obblighi di conservazione dei documenti e di 
registrazione delle informazioni nell’AUI. 
Spettano sempre al Direttore Generale i compiti di definire una 
procedura di segnalazione in grado di assicurare certezza di 
riferimento, omogeneità nei comportamenti e un’applicazione 
generalizzata a tutta la struttura; quello di adottare misure che 
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assicurino la massima tutela della riservatezza sull’identità dei soggetti 
segnalanti e adottare strumenti (anche informatici) per la rilevazione 
delle operazioni anomale; deve poi definire le procedure per un 
tempestivo assolvimento degli obblighi di comunicazione alle Autorità 
e i flussi informativi per garantire la conoscenza dei fattori di rischio a 
tutte le strutture coinvolte e al Collegio sindacale. 
Infine, dovrà approvare programmi di formazione del personale e dei 
collaboratori sugli obblighi antiriciclaggio, con carattere di continuità e 
sistematicità, tenendo conto dell’evoluzione della normativa e delle 
procedure e adottare strumenti idonei per una costante verifica 
dell’attività posta in essere dai dipendenti e dai collaboratori, che 
permettano di rilevare eventuali anomalie nei comportamenti, nelle 
comunicazioni e nei rapporti con la clientela. 
 
Organo con funzione di controllo (Collegio sindacale): 
Al Collegio sindacale è riservato il compito di vigilare sull’osservanza 
della normativa e sulla completezza, funzionalità e adeguatezza del 
sistema di gestione e controllo dei rischi.  
Per esercitare i suoi compiti, il Collegio sindacale o l’Organismo di 
vigilanza (ex decreto n.231/2001) può avvalersi delle strutture interne 
per le verifiche e gli accertamenti necessari, inoltre, ha la facoltà di 
utilizzare i flussi informativi provenienti dagli altri Organi aziendali 
(compreso il Responsabile Antiriciclaggio). 
In particolare, tali compiti si sostanziano nel valutare l’idoneità delle 
procedure poste in essere per la Customer Due Diligence, la 
registrazione e la conservazione delle informazioni e per la 
segnalazione delle operazioni sospette e nello stimolare 
l’approfondimento dei motivi di carenze, anomali e irregolarità 
eventualmente riscontrate, promuovendone la correzione. 
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Inoltre, tale organo viene sentito in merito alle decisioni in materia di 
nomina del Responsabile Antiriciclaggio e di architettura complessiva 
del sistema di gestione e controllo del rischio.  
 
La funzione antiriciclaggio e il Responsabile Antiriciclaggio: 
La parte più innovativa del provvedimento della Banca d’Italia 
riguarda la previsione della “funzione antiriciclaggio” e della figura del 
“responsabile antiriciclaggio”, poiché prima del 2011 la creazione di 
questa figura nella compagine aziendale degli intermediari non era 
obbligatoria e, di conseguenza, era quasi assente.  
Ad oggi, molti istituti continuano a inserirla nei reparti di “internal 
audit”298 e “compliance”299, infatti, la disciplina non lo vieta purché 
venga comunque nominato un responsabile della supervisione. 
In realtà la condizione da rispettare, secondo il dettato del 
provvedimento, è che “la funzione debba essere indipendente300 e 
dotata di risorse qualitativamente e quantitativamente adeguate ai 
compiti da svolgere”, inoltre essa “riferisce direttamente agli Organi 
aziendali ed ha accesso a tutte le attività dell’impresa, nonché a 
qualsiasi informazione rilevante per lo svolgimento dei propri compiti” 
e collabora con l’UIF. 
I compiti che tale “funzione antiriciclaggio” è chiamata ad espletare 
possono essere riassunti nel curare la predisposizione delle Policy 
aziendali per la prevenzione dei rischi di riciclaggio e finanziamento 
del terrorismo e nel mantenere tale documento costantemente 
aggiornato e facilmente accessibile al personale; oltre 
all’identificazione, attraverso un continuo monitoraggio, della 
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 Condizione più frequente attualmente, ma criticata da (Scialoja, et al., 2012). 
299
 In questo caso, assumeranno particolare importanza le comunicazioni tra le due 
funzioni. 
300
 Senza avere commistioni o responsabilità dirette in aree operative. 
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normativa primaria e secondaria in materia, valutandone i riflessi sulle 
procedure e sui processi interni e formulando proposte di 
autoregolamentazione ed elenchi delle normative più rilevanti da 
tenere in considerazione, comprendendovi le sanzioni penali e 
amministrative. 
Altro compito di primaria importanza è la collaborazione con le altre 
strutture aziendali, per l’individuazione di un sistema di controlli 
interni efficace ed efficiente, oltre alle procedure più idonee per la 
prevenzione e il contrasto dei rischi e verificare l’adeguatezza e 
l’affidabilità dei sistemi e delle procedure interne in materia di 
obblighi di adeguata verifica della clientela, di conservazione e 
registrazione dei rapporti nell’AUI e di segnalazione delle operazioni 
sospette. In questi casi, può anche effettuare controlli “in loco” su base 
campionaria per il compimento delle verifiche. 
Tale funzione deve anche individuare e aggiornare la mappatura delle 
c.d. “aree a rischio” e, qualora vi fossero delle carenze o inefficienze, 
proporre miglioramenti, modifiche e piani per gli interventi necessari, 
che saranno poi sottoposti agli Organi aziendali, oltre a verificare 
l’adeguatezza del processo di verifica rafforzata, effettuato dalle 
strutture “di linea”, e, nei casi in cui venga riscontrato un elevato grado 
di rischio, tale verifica rafforzata può essere svolta dalla “funzione” 
stessa. 
Altri compiti spettanti a tale organo sono la verifica delle modalità e 
delle tempistiche di trasmissione mensile dei dati alla UIF e delle 
“segnalazioni antiriciclaggio aggregate” (la c.d. procedura “SARA”), 
riguardanti le registrazioni nell’AUI; la prestazione di consulenza ed 
assistenza agli altri Organi aziendali e all’Alta Direzione nel caso di 
offerta di nuovi prodotti e servizi, dando preventivamente una propria 
valutazione in materia; oltre alla cura della predisposizione di 
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un’adeguata formazione del personale dipendente e dei collaboratori, 
aggiornata e continuativa. 
Infine, la “funzione antiriciclaggio” deve curare la predisposizione di 
flussi informativi in materia di gestione dei rischi di riciclaggio e 
finanziamento del terrorismo verso gli altri Organi aziendali e l’Alta 
Direzione. Inoltre, deve, almeno una volta l’anno, presentare agli 
organi che si occupano della supervisione strategica e della gestione e 
controllo, oltre che all’Organismo di vigilanza istituito ai sensi del 
d.lgs. 231/2001, una relazione sullo stato delle iniziative intraprese e 
delle eventuali disfunzioni accertate, corredata in questo caso dalle 
relative azioni correttive da intraprendere. 
La citata funzione può essere “esternalizzata” a soggetti esterni dotati 
di idonei requisiti di professionalità, autorevolezza e indipendenza. 
Naturalmente, la responsabilità dell’adeguata gestione dei rischi resterà 
in capo all’intermediario finanziario, il quale dovrà nominare un 
soggetto interno a cui spetterà di monitorare lo svolgimento dei 
compiti dell’”outsourcer”301. 
Per quanto concerne, invece, il Responsabile antiriciclaggio, la 
normativa impone che esso sia in possesso dei requisiti di 
indipendenza, autorevolezza e professionalità e che, in aggiunta, non 
abbia responsabilità dirette di aree operative, né che sia dipendente 
gerarchicamente da soggetti responsabili delle aree suddette. 
Inoltre, è previsto che riporti direttamente al Consiglio di 
Amministrazione, al Collegio dei sindaci e all’ Organismo di vigilanza 
(d.lgs. 231/2001). 
Tale figura, quindi, rientra a pieno titolo nel novero dei responsabili di 
funzioni aziendali di controllo.  
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 (Razzante, 2011) 
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Per la precisione, può essere scelto tra le figure responsabili della 
“compliance”, dell’”internal audit” ovvero il “risk manager”, poiché vi 
è una contiguità di mansioni ed obiettivi, tuttavia, per il principio di 
proporzionalità, è ammesso che il Responsabile possa ricoprire anche 
altri incarichi, purché non operativi. 
 
Il responsabile delle segnalazioni di operazioni sospette e il “Delegato 
di Gruppo”: 
Ai sensi dell’articolo 42, comma 4, del decreto legislativo 231/2007, 
questa figura può coincidere con il titolare dell’attività, con il legale 
rappresentante della banca o con un suo delegato.  
In ogni caso, si richiede che il soggetto che andrà a ricoprire tale ruolo 
abbia i requisiti di indipendenza, autorevolezza e professionalità e che 
non abbia responsabilità operative, né che sia gerarchicamente 
dipendente dai responsabili di tali aree. Inoltre, si ritiene che il 
suddetto ruolo non possa essere esternalizzato, né conferito al 
responsabile dell’”internal audit”. 
Il responsabile o il suo delegato devono avere comunque libero 
accesso ai flussi informativi diretti agli altri organi aziendali, a vario 
titolo coinvolti nella gestione e contrasto dei rischi di riciclaggio e 
finanziamento del terrorismo, e, per la valutazione delle segnalazioni, 
hanno la facoltà di acquisire informazioni dal Responsabile 
antiriciclaggio. 
In caso di Gruppo, è previsto che possa essere nominato un”delegato 
unico di gruppo” il quale riceve l’investitura ufficiale da tutte le 
società. 
Il responsabile delle segnalazioni di operazioni sospette deve 
comunicare, con le modalità organizzative che ritiene più appropriate, 
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l’esito della sua valutazione al responsabile della filiale/ufficio che ha 
dato origine alla segnalazione. Questo aspetto rappresenta una 
importante novità, in quanto si stabilisce così un vero e proprio obbligo 
di informazione
302
 finalizzato ad informare il titolare della filiale 
sull’esito della valutazione della segnalazione, per migliorare e 
incentivare la “collaborazione attiva”. 
Infine, ferma la tutela della riservatezza del soggetto segnalante, il 
responsabile della segnalazione delle operazioni sospette può 
consentire che i nominativi dei clienti, che sono oggetto di 
segnalazione, siano consultabili dai responsabili delle altre strutture 
operative aziendali, data la particolare importanza che questa 
informazione riveste a livello operativo, come nell’apertura di nuovi 
rapporti contrattuali o di valutazione delle operazioni della clientela già 
in essere. 
 
La funzione di revisione interna (Internal Audit): 
A questa funzione, chiamata a verificare in modo continuativo il grado 
di adeguatezza dell’assetto organizzativo aziendale e la sua conformità 
rispetto alla normativa, oltre alla funzionalità del complessivo sistema 
di controlli interni. 
In dettaglio, l’Internal Audit deve verificare il rispetto dell’obbligo di 
CDD, sia in fase di instaurazione del rapporto, sia nello sviluppo 
successivo dello stesso nel tempo; controllare l’effettiva acquisizione 
ed ordinata conservazione dei dati e della documentazione pertinente e 
anche verificare il corretto funzionamento dell’Archivio Unico 
Informatico. 
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 (Scialoja, et al., 2012) 
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Inoltre, spetta a tale organo assicurare l’allineamento tra le procedure 
contabili di gestione e di alimentazione e gestione dell’AUI e 
verificare l’effettivo grado di collaborazione attiva del personale in 
materia di antiriciclaggio. 
Questi compiti vengono svolti dalla funzione attraverso interventi di 
tipo ispettivo o a distanza, inoltre, essa svolge anche interventi di 
“follow up” per accertare l’avvenuta adozione delle misure correttive 
poste in essere per la presenza di carenze o irregolarità, 
precedentemente rilevate. 
 
b. Procedure di valutazione e segnalazione delle 
operazioni sospette. 
 
La procedura “GIANOS”: 
Il sistema bancario, per adempiere all’obbligo della “collaborazione 
attiva”, ha dapprima collaborato, mediante l’ABI, alla realizzazione 
delle istruzioni operative per la segnalazione delle operazioni sospette 
e, in seguito, ha realizzato autonomamente
303
 dei sistemi informatici di 
ausilio del personale dipendente e degli organi inquirenti
304
. 
In quest’ambito, è stato creato “GIANOS”, acronimo di “Generatore di 
Indici di Anomalia per le Operazioni Sospette”, consistente in un 
“software” che fornisce una procedura di rilevazione automatica di 
operazioni anomale attraverso tabelle algoritmiche.  
Dopo un primo periodo di sperimentazione, la data di inizio ufficiale 
dell’utilizzo di questa procedura risale al 3 gennaio 1995, quando, con 
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 In particolare, la procedura in esame è gestita da un gruppo di lavoro costituito 
presso l’ABI chiamato “Comitato ABI-ARMA” (Antiriciclaggio Monitoraggio 
Applicazione procedura GIANOS). 
304
 (Fisicaro, 2008 ) e (Razzante, 2011). 
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l’emanazione di una apposita circolare, l’ABI dette avvio alla messa in 
atto di tutte le procedure che erano necessarie per renderla operativa.  
Attualmente questa procedura è adottata dal 96% degli istituti di 
credito e ciò è sintomo di una volontà di assicurare un comportamento 
uniforme dei vari istituti nella valutazione oggettiva
305
 delle anomalie.  
La procedura “GIANOS” prende in considerazione tutte le 
registrazioni, anche quelle relative ad operazioni frazionate, contenute 
nell’AUI306.   
In concreto, vengono esaminate le registrazioni inerenti ad un singolo 
cliente della banca, comprese operazioni che egli abbia effettuato 
presso dipendenze diverse dello stesso intermediario, e comparate con 
il suo profilo economico-finanziario.  
Il periodo di tempo che viene considerato per questa valutazione è pari 
ad un mese solare.  
Qualora, poi, dal raffronto tra le operazioni considerate nel tal mese e 
la serie storica dell’operatività del cliente (compresa negli ultimi 12 
mesi) risulti un superamento dei valori di anomalia predefiniti, il 
soggetto confluirà in un apposito elenco
307
 che sarà sottoposto ad un 
attento esame dell’operatore bancario, il quale, dopo aver giudicato i 
comportamenti del cliente, deciderà se inviare o meno una 
segnalazione all’UIF. 
Naturalmente, per un funzionamento corretto di questo strumento è 
necessario che sia sempre aggiornato secondo le nuove disposizioni 
normative e che possa individuare anche le operazioni c.d. “collegate” 
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 Logicamente resta sempre un margine di differenza dovuto alla necessaria 
valutazione soggettiva, ossia del sospetto dell’operatore. 
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 Per un’analisi più esaustiva della procedura vedi (Berghella, 1998) 
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 (Razzante, 2011), vedi anche (ABI, 2000) 
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 In ogni caso è opportuno precisare, come fa notare giustamente un 
autorevole Autore
309
, che la procedura GIANOS non è una sorta di 
“collaboratore di giustizia” e che i suoi risultati sono sprovvisti di 
validità probatoria, poiché privi di pubblica fede. 
 
La procedura di invio delle segnalazioni antiriciclaggio aggregate, c.d. 
“S.AR.A”: 
Secondo il dettato dell’articolo 40 del decreto legislativo n. 231/2007, 
alcuni intermediari finanziari
310
 devono trasmettere mensilmente alla 
UIF i dati riguardanti le registrazioni effettuate nell’AUI, per 
permettere controlli e analisi finalizzati a far emergere fenomeni indice 
di riciclaggio o di finanziamento del terrorismo, nell’ambito di 
determinate realtà territoriali.  
In questi casi, la UIF effettua sostanzialmente dei controlli statistici 
sulle “segnalazioni antiriciclaggio aggregate” che riceve, con lo scopo 
di rilevare eventuali anomalie che verranno poi riportate ai soggetti 
segnalanti. A loro volta, spetterà a tali intermediari segnalanti 
verificare, mediante un esame delle sottostanti registrazioni in AUI, se 
la causa dell’anomalia sia da imputare alle caratteristiche specifiche 
della propria procedura, in errori di registrazione o alle caratteristiche 
peculiari delle operazioni registrate. 
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 (Fisicaro, 2008 ) 
309
 (Razzante, 2011). 
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 In particolare per le imprese di assicurazione operanti nel ramo vita (art.2, comma 
1, CAP), per le SGR, le SIM, gli IMEL, le società fiduciarie, le società di revisione 
iscritte all’albo generale (art.161 TUF). 
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In questo modo, si cerca di migliorare la qualità dei dati e di aiutare gli 
operatori ad una più corretta individuazione delle operazioni da 
segnalare. 
L’UIF, con il provvedimento emanato in data 22 dicembre 2011311, ha 
dettato nuove regole per l’invio delle dette segnalazioni.  
In particolare, nel provvedimento vengono riportati il tipo di 
informazioni che devono essere trasmesse e i criteri di aggregazione 
delle registrazioni, che devono essere rispettati dai destinatari della 
disciplina. 
Per quanto riguarda gli intermediari, essi sono obbligati a trasmettere 
sia i dati inerenti alle operazioni di importo pari o superiore ai 15.000 
euro effettuate da società quotate, anche se esse sono esenti da 
registrazioni in AUI, sia le transazioni in contanti che, inizialmente 
erano state considerate come operazioni frazionate, ma 
successivamente non hanno superato la soglia di rilevanza. 
Per tali operazioni, insieme alle altre operazioni presenti nell’AUI, i 
criteri di aggregazione sono suddivisi in base alle “causali aggregate” 
e, per ogni “causale aggregata”, deve essere indicato l’importo totale e 
il numero delle operazioni poste in essere nel periodo di riferimento 
(deve essere data separata evidenza di questi dati se inerenti ad 
operazioni eseguite in contanti). 
Inoltre, viene stabilito che, la segnalazione deve riportare anche le 
informazioni sulla residenza, sull’attività economica del cliente, sul 
segno monetario e la valuta dell’operazione, sul comune della 
dipendenza presso la quale il soggetto ha disposto l’operazione e, per 
le operazioni effettuate tramite bonifico, anche le informazioni 
sull’ubicazione della controparte e sul suo intermediario. 
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 Modificando il precedente provvedimento della Banca d’Italia del 23 dicembre 
2009 e abrogando il provvedimento della UIF del 27 aprile 2010. 
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A partire dal 12 marzo 2012 e con riferimento a tutto il mese di 
dicembre 2011, il provvedimento prevede che l’invio delle “S.AR.A” 
avvenga esclusivamente attraverso il portale INFOSTAT della UIF, 
previa adesione al sistema di segnalazione “on line” con la dismissione 
del canale della Rete Nazionale Interbancaria. In aggiunta, viene 
precisato che le segnalazioni devono essere inviate entro il secondo 
giorno del terzo mese successivo a quello di riferimento delle 
operazioni. 
In conclusione, nel caso non vengano rispettati gli obblighi di 
segnalazione dei dati aggregati, si applicherà una sanzione 
amministrativa pecuniaria (da 5.000 euro a 50.000 euro) e l’UIF potrà 
procedere alla verifica del rispetto della normativa attraverso l’accesso 
diretto all’AUI312. 
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Sezione II: Riflessi della disciplina 
antiriciclaggio e del principio di tracciabilità dei 
flussi finanziari nei contratti pubblici.  
 
Premessa 
Nell’ambito delle varie normative che hanno l’obiettivo di contrastare 
la criminalità organizzata e i gruppi terroristici, uno dei presidi che 
sono stati approntati è il rispetto del principio di tracciabilità dei 
pagamenti.  
Infatti, esso è alla base delle norme viste all’interno del decreto 
legislativo 21 novembre 2007, n. 231, il quale, all’articolo 49, ha 
cercato di attuarlo prevedendo degli specifici limiti all’uso del denaro 
contante
313
e degli assegni.  
Tali disposizioni sono state modificate varie volte fino all’ultima 
modifica risalente al “decreto Salva - Italia”314, nell’ambito della c.d. 
“manovra Monti”, il quale ha stabilito che tutti i pagamenti di importo 
pari o superiore a 1.000 euro non possono essere effettuati in contanti, 
ma devono circolare attraverso l’uso di strumenti di trasferimento di 
denaro, rilasciati da determinati intermediari, che sono in grado di 
lasciare tracce, utili ai fini di eventuali indagini. 
Tuttavia, mentre nell’articolo 49, comma 17, del decreto legislativo 
n.231/2007, si lasciavano ferme le disposizioni relative ai pagamenti 
effettuati allo Stato o ad altri enti pubblici e alle erogazioni da questi 
disposte verso gli altri soggetti, è proprio grazie all’articolo 12, comma 
2, del decreto legge 201/2011 che tali norme sono state finalmente 
estese anche nei confronti della Pubblica Amministrazione, 
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 Vedi capitolo secondo. 
314
 Decreto legge 6 dicembre 2011, n. 201. 
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rafforzando così i cambiamenti che erano già stati apportati in 
precedenza, soprattutto dalla legge del 13 agosto 2010, n. 136. 
In particolare, la necessità di dare attuazione al principio di 
tracciabilità dei flussi finanziari anche nell’ambito dei contratti 
pubblici era molto sentita, poiché vi era la consapevolezza che le 
organizzazioni malavitose operavano, si finanziavano e, soprattutto, 
riciclavano denaro di provenienza illecita, anche attraverso 
l’esecuzione e la fornitura di lavori e servizi pubblici. 
In questo contesto, si è sviluppata una normativa molto articolata che 
sostanzialmente prevede il rispetto da parte di tutti i soggetti facenti 
parte della “filiera delle imprese” coinvolte nell’appalto pubblico degli 
obblighi antiriciclaggio, intesi come obblighi volti ad assicurare la 
trasparenza dei movimenti di denaro coinvolti e la possibilità di 
individuare i veri beneficiari delle operazioni poste in essere, per 
controllare che non vi siano infiltrazioni mafiose. 
 
a. Il contesto normativo antecedente alla legge 13 
agosto 2010, n. 136 e successivi interventi. 
 
La legge in esame, intitolata “Piano straordinario contro le mafie, 
nonché delega al Governo in materia di normativa antimafia”315, è 
intervenuta in un panorama normativo molto variegato, in cui non 
esisteva, di fatto, al di là di alcune norme che si occupavano solo 
parzialmente del problema, una disciplina organica e specifica sulla 
tracciabilità dei flussi finanziari in materia di appalti pubblici. 
Nel D.lg. 12 aprile 2006, n. 163, ossia il “Codice dei contratti 
pubblici”, l’articolo 176, rubricato “Affidamento a contraente 
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 Pubblicata in G.U. n. 196, del 23 agosto 2010. 
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generale”, così come modificato dal d.lgs. 31 luglio 2007, n. 113, si 
prevede che il contenuto degli accordi per la sicurezza antimafia delle 
infrastrutture e degli insediamenti produttivi di carattere strategico 
deve conformarsi alle decisioni del CIPE
316
, le quali possono 
prevedere delle misure per il controllo dei flussi finanziari, inclusi 
quelli relativi alle risorse a carico totalmente o parzialmente dei 
promotori nel c.d. “project financing” (articolo 175 del Codice) e 
quelli che derivano da qualsiasi altra modalità di incarico a progetto. 
Inoltre, viene precisato che lo schema di controllo finanziario è 
definito anch’esso dal CIPE, il quale ha la facoltà di indicare anche 
soglie inferiori ai limiti previsti dalla normativa di prevenzione del 
riciclaggio. 
In seguito, era intervenuta la legge 18 giugno 2009, n. 69 
(“Disposizioni per lo sviluppo economico, la semplificazione, la 
competitività nonché in materia di processo civile”), in cui, all’articolo 
14 rubricato “Trasparenza dei flussi finanziari dei Fondi strutturali 
comunitari e del Fondo per le aree sottoutilizzate”, è stato stabilito che 
“per prevenire l’indebito utilizzo delle risorse stanziate nell’ambito 
della programmazione unitaria della politica regionale per il periodo 
2007-2013, con decreto del Ministro dell'economia e delle finanze, di 
concerto con i Ministri interessati, sono definite le modalità e le 
procedure necessarie a garantire l'effettiva tracciabilità dei flussi 
finanziari relativi all'utilizzo, da parte dei soggetti beneficiari delle 
agevolazioni, delle risorse pubbliche e private impiegate per la 
realizzazione degli interventi oggetto di finanziamento a valere sui 
Fondi strutturali comunitari e sul fondo per le aree sottoutilizzate, di 
cui all'art. 61 della legge 27 dicembre 2002, n. 289, e successive 
modificazioni. Le amministrazioni pubbliche di cui all'articolo 1, 
comma 2, del decreto legislativo 30 marzo 2001, n. 165, e successive 
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 Tali decisioni sono adottate sulla base delle indicazioni fornite dal Comitato di 
coordinamento per l’alta sorveglianza delle grandi opere (istituito ai sensi dell'art. 15, 
comma 5, del decreto legislativo 20 agosto 2002, n. 190). 
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modificazioni, sono tenute, nell'utilizzo delle risorse dei predetti Fondi 
loro assegnate, ad applicare le modalita' e le procedure definite dal 
decreto di cui al periodo precedente”. 
Molto rilevanti sono anche le misure contenute nell’articolo 3-
quinquies del decreto legge 25 settembre 2009, n. 135, recante le 
disposizioni necessarie a garantire la trasparenza e la libera 
concorrenza nella realizzazione delle opere e degli interventi collegati 
allo svolgimento dell’Expo Milano 2015. Infatti nel suddetto articolo si 
stabilisce (comma 5) che “per l'efficacia dei controlli antimafia nei 
contratti pubblici e nei successivi subappalti e subcontratti aventi ad 
oggetto lavori, servizi e forniture e nelle erogazioni e concessioni di 
provvidenze pubbliche, è prevista la tracciabilità dei relativi flussi 
finanziari”, la quale è possibile attraverso la costituzione di elenchi di 
fornitori e prestatori di servizi, non soggetti a rischio di infiltrazioni 
mafiose, conservati presso la prefettura di Milano. 
In conclusione è opportuno annoverare anche il decreto legislativo 21 
novembre 2007, n. 231
317, rubricato “Attuazione della direttiva 
2005/60/CE concernente la prevenzione dell'utilizzo del sistema 
finanziario a scopo di riciclaggio dei proventi di attività criminose e di 
finanziamento del terrorismo nonché della direttiva 2006/70/CE che ne 
reca misure di esecuzione”. Anche se il decreto citato non è riferito alla 
materia degli appalti, esso vi si ricollega in quanto dispone una 
puntuale disciplina per il controllo delle operazioni finanziarie 
sospette, con l’obiettivo dichiarato di combattere il riciclaggio e il 
finanziamento del terrorismo. 
La legge 136/2010
318
 era quindi molto attesa poiché la sua finalità 
principale è quella di prevenire le infiltrazioni mafiose nelle imprese, 
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 Ampiamente analizzato nel precedente capitolo secondo del presente elaborato di 
tesi. 
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 Entrata in vigore il 7 settembre 2010. 
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le quali, a causa di tale contiguità con le organizzazioni criminali, 
operano in modo irregolare e anticoncorrenziale.  
Per adempiere a tale obiettivo, nella legge vengono descritti dei 
meccanismi di tracciabilità dei flussi finanziari provenienti dai 
contratti di appalto che permettono un controllo “ex post” da parte 
delle autorità investigative, per identificare sostanzialmente il vero 
beneficiario del denaro pubblico ed assicurarsi che tale soggetto non 
appartenga ad una organizzazione malavitosa. 
In particolare, gli articoli che rivestono un ruolo di primo piano in 
questo senso, sono gli articoli 3 e 6 della legge.  
Tali articoli, tuttavia, sono stati modificati da un successivo decreto 
legge n. 187, emanato il 12 novembre 2010
319
, con il quale sia vengono 
dettate disposizioni interpretative e attuative del citato articolo 3, sia 
(all’articolo 6 del decreto 187/2010) viene inserito un regime 
transitorio per i contratti di appalto in corso al 7 settembre 2010 e 
viene data un interpretazione autentica di alcuni termini “chiave”. 
L’Autorità per la vigilanza sui contratti pubblici di lavori, servizi e 
forniture, ha emanato, in concomitanza con le suddette previsioni 
normative, varie “Determinazioni” con lo scopo di dare delle 
indicazioni più precise e chiare ai soggetti destinatari delle norme.  
Inizialmente, ha adottato la Determinazione n. 8 del 18 novembre 
2010, intitolata “Prime indicazioni sulla tracciabilità finanziaria ex art. 
3, legge 13 agosto 2010, n. 136 come modificata dal D.L. 12 novembre 
2010, n. 187” e la Determinazione n. 10 del 22 dicembre 2010, recante 
“Ulteriori indicazioni sulla tracciabilità dei flussi finanziari”.  
Tuttavia, a partire dal 2 maggio 2011 è entrato in funzione un sistema 
semplificato per l’acquisizione del CIG (Codice Identificativo di Gara) 
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 Convertito con legge n. 217/2010, pubblicata in G.U. del 18 dicembre 2010.  
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e l’Autorità ha ritenuto quindi necessario emanare una nuova 
Determinazione, la n. 4 del 7 luglio 2011, che ricomprende e si 
sostituisce alle due precedenti. 
203 
 
b. Ambito di applicazione della disciplina 
soggettivo e oggettivo e i casi di esclusione. 
 
I soggetti destinatari della disciplina sono elencati all’articolo 3, 
comma 1, della legge 136/2010, il quale annovera: “gli appaltatori, i 
subappaltatori e i subcontraenti della “filiera delle imprese”, oltre ai 
concessionari di finanziamenti pubblici anche europei
320
 a qualsiasi 
titolo interessati ai lavori, ai servizi e alle forniture pubblici”.  
Tuttavia tale elenco è apparso nel tempo scarno e troppo essenziale, 
per questo motivo l’Autorità ha ritenuto necessario specificare e 
ampliare il novero dei soggetti interessati dalla disciplina sulla 
tracciabilità.  
In considerazione della finalità antimafia delle norme in esame, 
l’Autorità ha esteso la sua applicazione a “tutti i soggetti obbligati 
all’applicazione del Codice dei contratti pubblici”, ossia le “stazioni 
appaltanti”, definite all’articolo 3, comma 33, del Codice come “le 
amministrazioni aggiudicatrici e gli altri soggetti di cui all’articolo 
32”. In particolare, le amministrazioni aggiudicatrici vengono 
individuate più compiutamente nel comma 25 dell’articolo citato come 
“le amministrazioni dello Stato; gli enti pubblici territoriali; gli enti 
pubblici non economici; gli organismi di diritto pubblico; le 
associazioni, unioni e consorzi, comunque denominati, costituiti da 
detti soggetti”. 
Altri “soggetti obbligati” sono gli “enti aggiudicatori” di cui 
all’articolo 207 del Codice dei contratti pubblici, ivi incluse anche le 
“imprese pubbliche”. 
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 L’Autorità ha specificato nella Determinazione 4, del 7 luglio 2011, che devono 
esservi ricompresi i soggetti, anche privati, destinatari di finanziamenti pubblici che 




In questo ambito, l’Autorità fa suo il principio comunitario321 che 
prevede che “non assumono rilevanza né la forma giuridica (società 
pubblica o privata, organismi di diritto pubblico, imprenditori 
individuali, professionisti), né il tipo di attività svolta dagli operatori 
economici”. 
Per quanto concerne l’espressione “filiera delle imprese”, inserita 
nell’articolo 3, comma 1 e 9, è stata ripresa e specificata dal decreto 
legge n. 187/2010
322, il quale ne ha indicato i confini e l’ha legata ai 
“subappalti, come definiti dall’articolo 118, comma 11, del decreto 
legislativo 12 aprile 2006, n. 163, nonché ai subcontratti stipulati per 
l’esecuzione, anche non esclusiva, del contratto”. 
In dettaglio, quindi, vengono ricomprese le fattispecie dei subappalti 
“in senso stretto” e i subcontratti “assimilati” ai subappalti, ossia i 
contratti derivati dall’appalto, non qualificabili come subappalto, ma 
soggetti a comunicazione nei confronti del committente
323
. 
Quindi, ciò che rileva per l’Autorità non è il grado di affidamento o del 
sub-affidamento, ma la sua tipologia (ad esempio se è un subappalto o 
un subcontratto necessario a qualsiasi titolo per l’esecuzione di un 
contratto principale), indipendentemente dalla posizione occupata nella 
“catena dell’organizzazione imprenditoriale”. 
Inoltre, è opportuno ricordare che all’articolo 1 del d.P.R. 2 agosto 
2010, n. 150
324
, vengono definite le imprese interessate all’esecuzione 
dei lavori pubblici come “tutti i soggetti che intervengono a qualunque 
titolo nel ciclo di realizzazione dell'opera, anche con noli e forniture di 
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 Da ricordare che nel Trattato sull’Unione Europea non si accettano 
discriminazioni fra persone fisiche e giuridiche operanti nello stesso ambito. 
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 In particolare nell’articolo 6, comma 3. 
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 Nella Determinazione 4 del 7 luglio 2011, si specifica che essi sono quei contratti 
che non prevedono apporto di manodopera e/o non superano i limiti quantitativi 
indicati nell’articolo 118, comma 11 del Codice dei contratti pubblici. 
324
 Tale decreto reca il regolamento in materia di rilascio delle informazioni antimafia 
a seguito di accesso nei cantieri. 
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beni e prestazioni di servizi, ivi compresi quelli di natura intellettuale, 
qualunque sia l'importo dei relativi contratti o dei subcontratti”, 
apparendo in linea con la finalità di interesse pubblico che impone 
all’appaltatore un obbligo di comunicazione alla stazione appaltante di 
vari dati (nominativo del subcontraente, importo del contratto e 
oggetto del lavoro) per i subcontratti stipulati per l’esecuzione del 
contratto principale, indipendentemente dalla loro riconducibilità alla 
definizione di subappalto (art.118, comma 1, Codice)
325
. 
In sintesi, a titolo esemplificativo, i subcontratti assoggettati alla 
disciplina in commento possono essere raggruppati come di seguito: 
a) Noli a caldo (noleggio di beni tra un soggetto pubblico e uno 
privato con personale addetto al cantiere) e a freddo (semplice 
nolo di beni tra un soggetto pubblico e uno privato); 
b) Forniture di ferro, calcestruzzo/cemento, di inerti; 





g) Mensa di cantiere e pulizie di cantiere.326 
In conclusione, per applicarvi la disciplina sulla tracciabilità, devono 
essere subcontratti che presentano un nesso di derivazione con il 
contratto principale, cioè attinenti al suo oggetto. Per questo, 
sembrerebbero escluse quelle attività “collaterali” che servono per 
produrre il prodotto finito, tuttavia, quando i beni o servizi oggetto del 
subcontratto “collaterale” presentano delle particolari caratteristiche di 
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 Vedi in tal senso la sentenza del Tar Lazio, Roma, sez. I, 12 novembre 2008, n. 
10059. 
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 Per maggiori dettagli si vedano le Linee guida antimafia di cui all'art. 16, comma 
4, del decreto legge 28 aprile 2009, n. 39, recante “Interventi urgenti in favore delle 
popolazioni colpite dagli eventi sismici verificatisi nella regione Abruzzo il giorno 6 
aprile 2009 e ulteriori interventi urgenti di protezione civile”. 
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unicità o specificità, che li fanno risultare essenziali per la 
realizzazione del prodotto o servizio principale, essi tornano ad essere 
ricompresi nella filiera rilevante ai fini dell’applicazione della 
tracciabilità. 
Dal punto di vista oggettivo, i contratti a cui si applica la disciplina 
della tracciabilità dei flussi finanziari sono molti e di varie specie, ad 
esempio fanno parte di questa categoria i contratti di appalto
327
 di 
lavori, servizi e forniture, anche quelli esclusi in tutto o in parte 
dall'ambito di applicazione del Codice, di cui al Titolo II, Parte I dello 
stesso, ivi compreso l'affidamento a contraente generale. Dunque, tutti 
i casi in cui sia stipulato un contratto di appalto pubblico tra operatore 
economico e committente pubblico, indipendentemente 
dall’esperimento o meno di una gara per l’affidamento dell’opera o del 
servizio, a prescindere dal suo valore (anche modico). 
Inoltre, sono da ricomprendervi anche le concessioni di lavori 
pubblici
328
 e concessioni di servizi ex articolo 30 del Codice dei 
contratti. Tuttavia, sull’applicazione della tracciabilità dei flussi 
finanziari provenienti da tali contratti erano stati sollevati dei dubbi 
circa la reale possibilità di adempimento agli obblighi previsti, in 
quanto, in alcuni tipi di concessioni, non vi sono pagamenti tra l’ente 
pubblico concedente e il soggetto privato concessionario. In realtà, 
quello che rileva è la possibilità di tracciare i flussi finanziari che 
nascono dalle commesse pubbliche, indipendentemente dalla 
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 Definito all’articolo 1655 del Codice Civile come “il contratto col quale una parte 
assume, con organizzazione dei mezzi necessari e con gestione a proprio rischio, il 
compimento di un'opera o di un servizio verso un corrispettivo in danaro”.  
Tuttavia all’articolo 3, comma 6, del Codice dei contratti, si è preferito seguire la 
nozione di derivazione europea che qualifica l’appalto come “il contratto a titolo 
oneroso, stipulato per iscritto tra una stazione appaltante o un ente aggiudicatore e 
uno o più operatori economici, avente per oggetto l'esecuzione di lavori, la fornitura 
di prodotti, la prestazione di servizi come definiti dal codice stesso”. 
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 Definiti sia dal Codice dei contratti, sia dal diritto europeo come “contratto a titolo 
oneroso, concluso in forma scritta,... che presenta le stesse caratteristiche di un 
appalto pubblico... ad eccezione del fatto che il corrispettivo.. consiste unicamente 
nel diritto di gestire l'opera (o i servizi) o in tale diritto accompagnato da un prezzo”. 
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procedura di affidamento. Di conseguenza, anche in quelle concessioni 
i cui costi non sono sostenuti in maniera integrale dall’ente pubblico, 
ma che ricadono sugli utenti
329
 del servizio, è opportuno applicare le 
misure di tracciabilità. 
Altre fattispecie a cui si applica la suddetta disciplina sono i contratti 
di partenariato
330
 pubblico-privato, ivi compresi i contratti di locazione 
finanziaria, i contratti di subappalto, subfornitura e subcontratti e i 
contratti in economia, ivi compresi gli affidamenti diretti. 
In dettaglio, i contratti in economia sono sostanzialmente negozi di 
limitato valore economico e di pronta esecuzione che possono essere 
eseguiti o mediante amministrazione diretta
331
, ovvero attraverso la 
procedura di cottimo fiduciario.  
Nel primo caso viene esclusa l’applicazione della disciplina della 
tracciabilità dei flussi finanziari, in quanto la fattispecie non integra gli 
estremi di un appalto con un operatore economico. Nel secondo caso, 
invece, restano ferme le disposizioni sulla tracciabilità, poiché esso si 
configura come una procedura negoziata in cui le acquisizioni 
avvengono attraverso l’affidamento a terzi. 
In aggiunta, devono essere compresi anche i contratti di affidamento 
inerenti lo sviluppo di progetti che fanno seguito a concorsi di idee o di 
progettazione, affidabili ai vincitori, oltre ai flussi finanziari di 
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 Gli utenti del servizio non devono essere considerati parte della filiera e per essi e' 
considerato ammissibile il versamento sul conto corrente postale intestato alla 
tesoreria dell'ente concedente, per il pagamento di tasse, tributi o tariffe, anche in 
contante. 
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 Definiti all’articolo 3, comma 15-ter del Codice dei contratti pubblici come “quei 
contratti che hanno ad oggetto una o più prestazioni quali la progettazione, la 
costruzione, la gestione o la manutenzione di un'opera pubblica o di pubblica utilità, 
oppure la fornitura di un servizio, compreso in ogni caso il finanziamento totale o 
parziale a carico di privati, anche in forme diverse, di tali prestazioni, con allocazione 
dei rischi ai sensi delle prescrizioni e degli indirizzi comunitari vigenti”. 
331
 Ex articolo 125, comma 3, del Codice dei contratti, quando la stazione appaltante 
provvede all’esecuzione con materiali e mezzi propri o appositamente noleggiati o 




qualunque tipo nell'ambito delle società tra imprese riunite a valle 
dell'aggiudicazione, ex art. 96 d.P.R. 21 dicembre 1999, n. 554 (attuale 
art. 93 d.P.R. 5 ottobre 2010, n. 207).  
In particolare, l’Autorità ha definito la fattispecie del “raggruppamento 
temporaneo” di imprese332come “un’insieme di imprenditori o 
fornitori, o prestatori di servizi, che si uniscono allo scopo di 
partecipare alla procedura di affidamento di uno specifico contratto 
pubblico, mediante presentazione di una unica offerta”.  
Alla base della costituzione del “raggruppamento” vi è un contratto di 
mandato che i vari operatori economici conferiscono ad uno di essi, 
che figurerà come “mandatario”. In questo caso, quindi, vi sarà una 
responsabilità solidale dei vari mandanti e del mandatario verso la 
stazione appaltante, nonché verso i subappaltatori e i fornitori.  
Ciò posto, ne consegue che ciascun componente del raggruppamento 
sarà tenuto ad osservare gli obblighi derivanti dalla l. n. 136 del 2010, 
anche al fine di non interrompere la concatenazione di flussi tracciati 
tra stazione appaltante e singoli subcontraenti. Inoltre, la mandataria 
dovrà rispettare, nei pagamenti effettuati verso le mandanti, le clausole 
di tracciabilità che andranno inserite anche nel contratto di mandato. 
L’Autorità ha poi esteso queste disposizioni anche ai consorzi ordinari 
di concorrenti (articolo 34, comma 1, lettera e) del Codice dei 
contratti). 
Per ciò che concerne i flussi finanziari derivanti dai contratti stipulati 
dalle imprese pubbliche nell'ambito dei settori «speciali» individuati 
dalla direttiva 2004/17/CE e dal Codice, parte III, sono da ritenersi 
compresi nella categoria dei contratti soggetti alla disciplina, mentre i 
contratti di diritto privato stipulati dalle imprese pubbliche al di fuori 
di tali attività, oltre ai contratti che si riferiscono ad attività sottratte 
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 Articolo 3, comma 20 del Codice dei contatti pubblici. 
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successivamente (in base ad una decisione della Commissione 
europea) al campo di applicazione della direttiva 2004/17/CE e del 
Codice, sono da ritenersi esclusi perché  “direttamente esposti alla 
concorrenza
333”. 
Inoltre, anche i flussi finanziari relativi a contratti di appalto affidati 
direttamente da un ente aggiudicatore o da un concessionario di lavori 
pubblici ad imprese collegate
334
 e le concessioni di finanziamenti 
pubblici inclusi i finanziamenti europei, sono stati ricompresi. 
Per quanto concerne, poi, i contratti c.d. “esclusi in tutto o in parte 
dall'ambito di applicazione del Codice, di cui al Titolo II, Parte I”, si 
ritiene che la normativa sulla tracciabilità si applichi anche ad essi, 
purché siano riconducibili alla fattispecie dell’appalto.  
Infatti, vengono ricompresi quelli disciplinati agli articoli 16 (contratti 
relativi alla produzione e al commercio di armi, munizioni e materiale 
bellico), 17 (contratti segretati o che esigono particolari misure di 
sicurezza) e 18 (contratti aggiudicati in base a norme internazionali), 




Apprezzabile è lo sforzo interpretativo che l’Autorità compie 
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 Vedi art. 30 della direttiva 2004/17/CE e art. 219 del Codice. 
334
 Ai sensi, rispettivamente, degli articoli 218 (nei settori speciali) e 149 del Codice 
dei contratti pubblici. 
335
 L’Autorità ha riportato, a titolo esemplificativo, il caso dell'acquisto da parte di 
una stazione appaltante di corsi di formazione per il proprio personale. In questo 
caso, configurando un appalto di servizi rientrante nell’allegato II B, categoria 24, 
comporta l’assolvimento degli obblighi di tracciabilità.  
Nel caso in cui, invece, il rapporto tra l’operatore economico che organizza i corsi 
formativi e docenti esterni coinvolti sia assimilabile alla fattispecie prevista 
dall’articolo 3, comma 2, della L. 136/2010, i conseguenti trasferimenti di denaro 
possono essere esentati dall’indicazione dei codici CIG e CUP, restando comunque 
l’obbligo di osservanza delle altre disposizioni.  
336
 Vedi analisi dettagliata di (Cavallo, 2011). 
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Innanzitutto, in riferimento alla tracciabilità dei soggetti pubblici, è 
stato già analizzato il caso di esclusione dall’applicazione della 
disciplina per l’”amministrazione diretta” (art. 125, comma 3 del 
Codice dei contratti), in quanto ricomprende attività semplici dove non 
è richiesto al fornitore l’espletamento di attività particolarmente 
complesse.  
Sempre in quest’ambito, si precisa che sono da intendersi esclusi dalla 
legge 136/2010, i casi di “affidamenti in - house”, ossia quando la 
gestione del servizio pubblico viene affidata ad una società, 
giuridicamente distinta dall’ente pubblico, ma sottoposta ad un 
controllo “analogo” a quello che l’ente pubblico esercita sui propri 
uffici e sulle proprie strutture.  
In questi casi, infatti, le movimentazioni di denaro poste in essere dalla 
società “in- house” a favore delle amministrazioni pubbliche, non 
possono configurare un vero e proprio appalto, poiché manca il 
requisito della terzietà del soggetto privato, che, di fatto, costituisce 
una “modalità organizzativa”337 dell’ente pubblico. 
Di conseguenza, sono stati esclusi dall’applicazione delle norme sulla 
tracciabilità: i corrispettivi resi all’affidatario “in house” per 
prestazioni relative ai servizi pubblici locali e per attività rese come 
servizi strumentali; i contributi per garantire i servizi pubblici 
essenziali; i contributi per gli investimenti effettuati dal soggetto 
affidatario di servizi “in house”. 
Naturalmente, resta ferma l’osservanza degli obblighi di tracciabilità 
dei flussi di denaro sia quando la società “in house” affida a terzi la 
realizzazione dell’appalto, in quanto essa si configura come “stazione 
appaltante”, sia quando in una “società mista” viene selezionato un 
socio privato e gli viene affidato anche il servizio, come “socio 
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 Vedi Determinazione 4, del 7 luglio 2011, dell’Autorità. 
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operativo”, essendo conseguentemente necessario richiedere il CIG 
all’autorità. 
Un altro caso di esclusione riguarda il trasferimento dei fondi da parte 
delle amministrazioni dello Stato in favore di soggetti pubblici (anche 
in forma societaria) per la copertura dei costi relativi alle attività 
espletate in funzione del ruolo istituzionale da essi ricoperto “ex lege”. 
In questo caso, la “ratio” sottesa all’esclusione è da rinvenirsi nel fatto 
che il trasferimento dei fondi è comunque tracciato “ex se”.  
Molto interessante è l’analisi dell’articolo 19 del Codice dei contratti, 
il quale disciplina una molteplicità eterogenea di figure contrattuali, 
non tutte qualificabili come appalti. In particolare, al comma 1, 
vengono esclusi dall’ambito di applicazione degli obblighi di 
tracciabilità i contratti di lavoro conclusi dalle stazioni appaltanti con i 
propri dipendenti e quelli ad essi assimilabili (somministrazione di 





Inoltre, stesso trattamento si applica ai contratti aventi ad oggetto 
l’acquisto o la locazione dei terreni, fabbricati esistenti o altri beni 
immobili o riguardanti diritti su tali beni, nonché concernenti i servizi 
di arbitrato e conciliazione. 
Al contrario, si ritengono soggetti agli obblighi previsti i contratti 
integrano la fattispecie di appalto di servizi, menzionati al comma 1, 
dell’articolo 19, lettere a) ed f), ossia i servizi finanziari e i contratti di 
ricerca e sviluppo.  
Sono dispensati, altresì, dalla disciplina in esame i contratti disciplinati 
al secondo comma dell’articolo 19: “appalti pubblici di servizi 
aggiudicati da un'amministrazione aggiudicatrice o da un ente 
aggiudicatore ad un'altra amministrazione aggiudicatrice o ad 
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 Disciplinata dagli articoli 20 e seguenti del decreto legislativo 10 settembre 2003, 
n. 276. 
339
 Ai sensi della legge 24 giugno 1997, n. 196. 
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un'associazione o consorzio di amministrazioni aggiudicatrici, in base 
ad un diritto esclusivo di cui esse beneficiano in virtù di disposizioni 
legislative, regolamentari o amministrative pubblicate, purché tali 
disposizioni siano compatibili con il trattato”.  
In questo caso, l’Autorità ritiene che i suddetti appalti non siano 
soggetti agli obblighi, in quanto “contenuti in un perimetro pubblico, 
ben delimitato da disposizioni legislative, regolamentari o 
amministrative, tali da rendere ex se tracciati i rapporti, anche di natura 
finanziaria, intercorrenti tra le amministrazioni aggiudicatrici”340.  
Tra i molti altri istituti esclusi dalla materia in esame, è opportuno 
menzionare le cauzioni, gli incarichi di collaborazione e il c.d. “fondo 
economale”.  
In dettaglio, viene stabilito che per quanto riguarda le cauzioni, in 
riferimento al pagamento degli enti assicurativi, possono essere 
eseguite anche con strumenti diversi dal bonifico, purché idonei ad 
assicurare la tracciabilità, oltre alla possibilità di non inserirvi i codici 
CIG e CUP. 
Gli “incarichi di collaborazione”341, invece, vengono esclusi per il fatto 
che essi rappresentano “incarichi individuali di natura occasionale, 
coordinata e continuativa per esigenze cui non si possa far fronte con 
personale in servizio”342, purché temporanei ed altamente qualificati e 
per l’assolvimento di obiettivi e progetti specifici.  
Infine, l’Autorità ha prestato particolare attenzione al c.d. “fondo 
economale”, ossia il denaro che ogni amministrazione impiega per 
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 Per un’analisi più esaustiva e per un esempio di soggetti che possono rientrare in 
tale previsione, vedi la sentenza del Tar Toscana, n. 1042 del 2010. 
341
 Delineati all’articolo 7, comma 6, del decreto legislativo 30 marzo 2001, n.165 
(“Testo unico sul pubblico impiego”). 
342
 Integrano la fattispecie dei contratti d’opera, disciplinata all’art. 2222 c.c., che 
hanno ad oggetto un “facere” a favore del committente, senza vincolo di 
subordinazione, e con lavoro prevalentemente proprio. 
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spese irrisorie, contingenti e urgenti. In particolare, vi si comprendono 
le imposte, le tasse e gli altri diritti erariali, le spese postali, i valori 
bollati, gli anticipi di missione, nonché le spese sostenute per l'acquisto 
di materiale di modesta entità e di facile consumo, di biglietti per 
mezzi di trasporto, di giornali e pubblicazioni periodiche.  
Essendo, quindi, tutte spese che possono essere disciplinate con un 
semplice provvedimento interno
343
 della pubblica amministrazione e 
che non sono originate da un appalto, vengono escluse 
dall’applicazione degli obblighi di tracciabilità. 
Altre esclusioni riguardano i contratti pubblici di servizi assicurativi e 
indennizzi per espropriazioni; assegni di ricerca erogati dalla Pubblica 
Amministrazione; borse di studio; spese di missione; contratti di 
sponsorizzazione; contratti di associazione e contratti dell’autorità 
giudiziaria. 
c. Modalità di attuazione della tracciabilità. 
 
Gli obblighi che devono essere rispettati per adempiere correttamente 
alle previsioni in tema di tracciabilità dei flussi finanziari nei contratti 
stipulati dalla Pubblica Amministrazione, si possono riassumere 
nell’utilizzo di conti correnti bancari o postali “dedicati”, anche in via 
non esclusiva, alle commesse pubbliche; nell’effettuazione dei 
pagamenti, relativi a tali commesse, esclusivamente con l’utilizzo del 
bonifico bancario o postale ovvero con altri strumenti di pagamento 
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 A titolo di esempio si veda agli articoli 152 e 153 del TUEL (D.lg. 18 agosto 
2000, n. 267) dove si stabilisce che  il regolamento di contabilità di ciascun ente 
preveda l’istituzione di un “servizio di economato per la gestione di cassa delle spese 
d’ufficio di non rilevante ammontare”, includendovi anche l’elenco delle c.d. “spese 
minute” entro un importo limitato. Inoltre, può essere menzionato, sempre a titolo 
esemplificativo, il d.P.R. 4 settembre 2002, n. 254, concernente le gestioni dei 
consegnatari e dei cassieri delle amministrazioni statali, dove si prevede che il 
cassiere provveda, su richiesta degli uffici competenti, al pagamento delle spese 




“idonei a consentire la piena tracciabilità delle operazioni”; e 
nell’indicazione del codice identificativo di gara (CIG) e, ove previsto 
come obbligatorio
344
, del codice unico di progetto (CUP), per ogni 
strumento di pagamento inerente ad ogni transazione. 
In merito alla previsione contenuta nell’articolo 3, comma 1, della 
legge n. 136/2010
345
, l’Autorità ha fornito varie chiarificazioni. 
Innanzitutto ha precisato che per “conti correnti dedicati” bisogna 
intendere sia quelli accesi presso gli istituti bancari o presso Poste 
Italiane S.p.A., sia quelli ad essi “assimilati”, ossia quelli accesi presso 
i prestatori di servizi di pagamento autorizzati
346
: istituti di pagamento 
e IMEL (istituti di emissione di moneta elettronica). Inoltre, le banche 
possono accettare pagamenti dalle pubbliche amministrazioni sui 
“conti interni”, purché muniti di codice IBAN e dell’indicazione del 
codice CIG negli strumenti di pagamento utilizzati. 
In secondo luogo, all’articolo 6, comma 4, del decreto legge n. 
187/2010, è stata interpretata l’espressione “anche in via non 
esclusiva”, nel senso che “ogni operazione finanziaria relativa a 
commesse pubbliche deve essere realizzata tramite uno o più conti 
correnti bancari o postali, utilizzati anche promiscuamente per più 
commesse, purché per ciascuna commessa sia effettuata la 
comunicazione di cui al comma 7 del medesimo articolo 3 circa il 
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 Ai sensi dell’articolo 11 della legge 16 gennaio 2003, n. 3. 
345
 Il quale recita testualmente: “Per assicurare la tracciabilità dei flussi finanziari 
finalizzata a prevenire infiltrazioni criminali, gli appaltatori, i subappaltatori e i 
subcontraenti della filiera delle imprese nonché i concessionari di finanziamenti 
pubblici anche europei a qualsiasi titolo interessati ai lavori, ai servizi e alle forniture 
pubblici devono utilizzare uno o più conti correnti bancari o postali, accesi presso 
banche o presso la società Poste italiane Spa, dedicati, anche non in via esclusiva, 
fermo restando quanto previsto dal comma 5, alle commesse pubbliche. Tutti i 
movimenti finanziari relativi ai lavori, ai servizi e alle forniture pubblici nonché alla 
gestione dei finanziamenti di cui al primo periodo devono essere registrati sui conti 
correnti dedicati e, salvo quanto previsto al comma 3, devono essere effettuati 
esclusivamente tramite lo strumento del bonifico bancario o postale, ovvero con altri 
strumenti di incasso o di pagamento idonei a consentire la piena tracciabilità delle 
operazioni”. 
346
 Ai sensi dell’articolo 114 sexies del T.U.B. 
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conto o i conti utilizzati, e nel senso che sui medesimi conti possono 
essere effettuati movimenti finanziari anche estranei alle commesse 
pubbliche comunicate”.  
Di conseguenza, alla luce della citata interpretazione autentica, 
l’Autorità ha stabilito che i conti correnti dedicati alle commesse 
pubbliche possono essere adoperati contestualmente anche per 
operazioni che non riguardano, in via diretta, il contratto cui essi sono 
stati dedicati
347
. Infatti, non tutte le operazioni che vengono effettuate 
su un conto corrente dedicato devono essere riferibili ad una o più 
commesse pubbliche, ma, al contrario, tutte le operazioni riferibili ad 
una o più commesse pubbliche devono transitare attraverso un conto 
corrente dedicato. 
Inoltre, ha ammesso la possibilità di dedicare più conti correnti alla 
stessa commessa pubblica, ovvero di dedicare un solo conto corrente a 
più commesse pubbliche, oltre alla possibilità di indicare come conto 
corrente dedicato anche uno già in essere, rispettando tuttavia tutte le 
condizioni normative richieste. 
In terzo luogo, proprio alla luce della previsione della ammissibilità 
della promiscuità di utilizzo del conto corrente dedicato, si stabilisce, 
all’articolo 3, comma 4348, della legge in commento, e viene ribadito 
dall’Autorità che, nel caso in cui tale conto risulti “in rosso” a causa di 
pagamenti di spese estranee ai lavori, servizi e forniture di cui al 
comma 1, è ammesso che venga reintegrato attraverso gli strumenti del 
bonifico bancario o postale, ovvero degli altri strumenti idonei ad 
assicurare la tracciabilità. 
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 L’Autorità pone, a titolo di esempio, il caso di un’impresa che opera anche 
nell’edilizia privata e che ha la facoltà di utilizzare il conto corrente dedicato ad un 
rapporto con la Pubblica Amministrazione (ad es. un appalto pubblico), anche per 
operazioni legate alla costruzione di un edificio privato. Per le operazioni con la 
controparte pubblica è invece obbligatorio l’utilizzo del conto corrente dedicato.  
348
 Come modificato dall'art. 7 del d.l. n. 187/2010. 
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Infine, per quanto concerne la comunicazione
349
 del conto corrente 
“dedicato”, all’articolo 3, comma 7, della legge n. 136/2010, si precisa 
che essa va effettuata entro 7 giorni dall’accensione del conto o, nel 
caso sia un conto già esistente, dal suo primo utilizzo per operazioni 
relative alla commessa pubblica. L’Autorità ha poi puntualizzato che, 
nel caso di una pluralità di contratti intercorrenti tra un fornitore e la 
stessa stazione appaltante, è concessa una unica comunicazione del 
conto corrente dedicato alla stazione appaltante, valevole per tutti i 
rapporti contrattuali, presenti e futuri. 
Quando si citano, invece, gli “altri strumenti di pagamento diversi dal 
bonifico bancario e postale, purché idonei ad assicurare la piena 
tracciabilità dei pagamenti”, è opportuno fare delle precisazioni. 
Sicuramente possono essere ricompresi in tale nozione i servizi di 
pagamento c.d. “Ri.Ba.” (ricevute bancarie elettroniche), i quali 
vengono utilizzati principalmente tra imprese per la riscossione dei 
crediti commerciali e che si caratterizzano per il fatto che è il 
beneficiario, e non il pagatore, il soggetto che ha l’obbligo di inserire, 
fin dall’inizio, i codici CIG e CUP su tali strumenti. In questo caso, 
dunque, la procedura ha inizio con la richiesta effettuata dal creditore, 
a cui segue un avviso al debitore e che termina con l’eventuale 
pagamento, il quale può essere abbinato alle informazioni di flusso 
originariamente impostate dal creditore. 
L’Autorità ha invece escluso dal novero degli strumenti che 
consentono il rispetto degli obblighi di tracciabilità il servizio di 
pagamento “RID” (rapporti interbancari diretti)350, in quanto, essendo 
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 La comunicazione, anche sintetica, deve contenere tutti gli elementi utili 
all’effettuazione del movimento finanziario (riferimenti specifici dell’impresa, dati 
completi del conto corrente, nominativi e riferimenti specifici dei soggetti o dei 
delegati ad operare sul conto, eventuale indicazione della relazione tra il conto 
corrente e l’appalto). Dal punto di vista “formale”, la comunicazione deve essere 
inviata mediante procedimento tracciabile (es. raccomandata) e deve essere verificata 
l'avvenuta riconduzione alle procedure contabili della stazione appaltante.  
350
 Sviluppato dalla comunità bancaria italiana. 
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un servizio di addebito preautorizzato che consente di effettuare 
l'incasso di crediti derivanti da obbligazioni contrattuali che prevedono 
pagamenti di tipo ripetitivo e con scadenza predeterminata, esso 
presuppone una preautorizzazione all'addebito in conto da parte del 
debitore e inoltre, nella configurazione attuale del servizio, la 
procedura ad esso sottostante non consente di gestire causali o 
informazioni specifiche relative alla singola causale di pagamento. Al 
contrario, lo strumento europeo assimilabile al RID, il c.d. “SEPA 
Direct Debit”351 ha la possibilità di assicurare la tracciabilità perché 
presenta nel flusso informativo un campo libero in cui potrebbero 
essere inseriti i codici CIG e CUP
352
.  
La piena tracciabilità potrebbe essere garantita anche utilizzando il 
POS (point of sale), ossia un accredito elettronico all’atto del 
pagamento con bancomat o carta di credito, anche se si renderebbe 
comunque necessario conservare la relativa documentazione. 
Al comma 5, dell’art. 3, della legge n. 136/2010353, si stabilisce 
“l'obbligo di indicare negli strumenti di pagamento relativi ad ogni 
transazione, effettuata dalla stazione appaltante e dagli altri soggetti 
tenuti al rispetto di tale obbligo, il codice identificativo di gara (CIG), 
attribuito dall'Autorità su richiesta della stazione appaltante e, qualora 
sia obbligatorio ai sensi dell'art. 11 della legge 16 gennaio 2003, n. 3, il 
codice unico di progetto (CUP)”.  
Il codice CUP è necessario per assicurare la “funzionalità della rete di 
monitoraggio degli investimenti pubblici, in riferimento ad ogni nuovo 
progetto di investimento pubblico
354”, per questo esso viene assegnato 
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 Sviluppato dallo European Payment Council e delineato nel “Rulebook”. 
352
 Come giustamente rilevato (Cavallo, 2011), essendo uno strumento ancora in fase 
di diffusione, la sua effettiva e concreta capacità di garantire il rispetto della 
normativa andrà valutata ove divenga di più ampio utilizzo. 
353
 Come riformulato dal decreto legge n. 187/2010, all’art. 7, comma 4. 
354
 Per “progetto” si intende “un complesso di attività realizzative e/o di strumenti di 
sostegno economico afferenti un medesimo quadro economico di spesa, oggetto della 
decisione di finanziamento pubblico. (...) Saranno comunque registrate al sistema 
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dal CIPE (Comitato Interministeriale per la programmazione 
economica), istituito presso la Presidenza del Consiglio dei Ministri
355
. 
In particolare, le condizioni che rendono obbligatoria la richiesta del 
CUP, la quale deve essere effettuata dall’Amministrazione o dal 
soggetto titolare del progetto
356
, sono la presenza di un decisore 
pubblico, la previsione di un finanziamento (anche non prevalente, 
diretto o indiretto) tramite risorse pubbliche, la presenza di un obiettivo 
di sviluppo economico e sociale comune alle azioni e/o agli strumenti 
di sostegno predetti
357
, e infine la previsione di un termine entro il 
quale debba essere raggiunto l’obiettivo. 
Inoltre, l’Autorità specifica che, qualora ad un finanziamento pubblico 
di progetto siano ricollegabili più appalti, gli strumenti di pagamento 
riporteranno l'indicazione del CIG relativo al singolo contratto 
d'appalto e lo stesso codice CUP attribuito al progetto. 
Il codice CIG, invece, “identifica il singolo affidamento nell'ambito del 
progetto, a fronte del quale si esegue il pagamento e il riferimento alla 
eventuale voce di spesa del quadro economico del progetto”358, 
pertanto il suo utilizzo è stato esteso a tutte le fattispecie contrattuali 
contemplate nel Codice dei contratti pubblici, indipendentemente 
                                                                                                                   
CUP tutte le tipologie progettuali ammissibili al cofinanziamento dei fondi strutturali 
o ricomprese negli strumenti di programmazione negoziata” (vedi delibera CIPE 27 
dicembre 2002, n. 143; cfr. anche delibera 29 settembre 2004, n. 24). 
355
 In particolare, attraverso il collegamento al sito web del Tesoro: 
http://cupweb.tesoro.it/CUPWeb/login.jsp. 
356
 In dettaglio, il soggetto responsabile del progetto è colui al quale competono 
l'attuazione degli interventi e l'erogazione delle relative risorse finanziarie pubbliche, 
destinate alla realizzazione degli interventi (stazioni appaltanti; soggetti 
aggiudicatori; l'Amministrazione o il soggetto che dispone l'esecuzione di studi, 
indagini e progettazioni relative a lavori pubblici e a cui spetta la decisione di 
sostenerne la spesa mediante finanziamento pubblico; Amministrazioni cui spetta la 
titolarità della concessione o della erogazione del finanziamento pubblico) 
357
 Ad esempio rientrano in questa categoria: corsi di formazione, programmi di 
ricerca, attività per la promozione delle politiche di sviluppo, forniture di beni e 
servizi, ecc., oltre agli interventi di risanamento, innovazione e riorganizzazione della 
P.A. 
358
 Vedi il paragrafo 5, della Determinazione n. 8/2010 dell’Autorità. 
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dall'importo dell'appalto e dalla procedura di scelta del contraente 
adottata.  
La richiesta del codice CIG avviene attraverso l’utilizzo del Sistema 
Informativo Monitoraggio Gare (“SIMOG”) dell’Autorità, il quale 
assegna un “Numero Gara” (numero identificativo univoco) ad ogni 
nuova procedura di affidamento comunicatagli e determina l’importo 
della contribuzione che la stazione appaltante deve pagare, in relazione 
al valore presunto del contratto. In un secondo momento, il 
responsabile del procedimento
359
 inserirà il lotto o i lotti
360
 che 
compongono la procedura e a questo/i il sistema SIMOG assegnerà il 
relativo codice CIG. 
Tale richiesta deve avvenire necessariamente in un momento 
antecedente all’indizione della procedura di gara, in quanto è stabilito 
che la stazione appaltante debba inserire i codici CIG nel bando di 
gara, nell’avviso pubblico, nella lettera d’invito a presentare l’offerta o 
nella richiesta di offerta (comunque denominata), ovvero, al più tardi, 
nell’ordinativo di pagamento361. 
Nel caso di contratti stipulati all’interno del sistema CONSIP, in 
particolare per gli “accordi quadro”, si è stabilito che le 
amministrazioni che vi aderiscono debbano richiedere un altro codice 
CIG “derivato”, ossia un distinto CIG per ogni specifico contratto 
stipulato “a valle”, che andrà poi indicato nei pagamenti relativi allo 
specifico contratto. Se poi l’amministrazione che aderisce all’accordo 
                                                 
359
 Altrimenti detto RSSA (responsabile SIMOG stazione appaltante). 
360
 Nel caso di inserimento di gare comprendenti più lotti, si dà la possibilità al 
responsabile unico di progetto (RUP) che si è aggiudicato diversi lotti, di eleggere un 
“CIG master”, ossia utilizzare il CIG relativo ad un solo lotto per i pagamenti relativi 
a tutti i lotti, restando comunque ferma la necessità di riportare tutti i CIG relativi ai 
lotti affidati. 
361
 Questa opzione è prevista in due casi: per gli acquisti di beni e servizi effettuati 
per mezzo del Mercato Elettronico della P.A. (MEPA), (ai sensi dell'art. 11 d.P.R. n. 
101 del 2002), dove l'incontro tra offerta privata e domanda pubblica può avvenire 
senza la previa richiesta di offerta ma direttamente a mezzo di ordinativi di acquisto; 
quando la stazione appaltante non ha l'obbligo della contribuzione nei confronti 
dell'Autorità (contratto eseguito in via d’urgenza). 
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quadro è controparte anche nei contratti “a valle” dell’accordo, i 
pagamenti inerenti le singole prestazioni faranno riferimento allo 
stesso CIG riferito all’accordo. Infatti quello che conta è inserire il 
CIG del flusso finanziario che viene concretamente movimentato. 
Un altro caso particolare riguarda quello degli acquisti destinati a più 
commesse. In questa circostanza, si possono effettuare distinti 
pagamenti per ogni commessa indicando i relativi CIG di volta in 
volta, o un bonifico unico, indicando tutti i CIG e conservando idonea 
documentazione contabile, ovvero indicare un solo CIG, quello 




Infine, a partire dal 2 maggio 2011, l’Autorità ha previsto una 
procedura “semplificata” di rilascio del CIG, applicabile soltanto ai  
casi di contratti di lavori di importo inferiore a euro 40.000, ovvero 
contratti di servizi e forniture di importo inferiore a euro 20.000, 
affidati ai sensi dell'art. 125 del decreto legislativo n. 163/2006 o con 
procedura negoziata senza previa pubblicazione del bando. Inoltre si 
applica anche ai contratti di cui agli articoli 16, 17 e 18 del Codice dei 
contratti, indipendentemente dall'importo, ai contratti esclusi in tutto o 
in parte dall'ambito di applicazione del Codice dei contratti fino ad un 
importo di euro 150.000, ovvero ai contratti affidati direttamente da un 
ente aggiudicatore o da un concessionario di lavori pubblici ad imprese 
collegate (ai sensi degli artt. 218 e 149 del Codice dei contratti). 
In particolare, vengono previste due diverse procedure di rilascio 
“semplificato”: la prima, permette di acquisire il CIG tramite 
l’immissione di un numero ridotto di informazioni, mentre la seconda, 
dà la facoltà alla stazione appaltante di richiedere fino a due carnet di 
CIG, dove ogni carnet, la cui durata e' di 90 giorni dal rilascio, 
contiene 50 codici CIG che possono essere immediatamente utilizzati. 
                                                 
362
 Opzione prevista nelle Linee guida del CASGO. 
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Inoltre, prevede che i dati relativi a ciascun CIG debbano essere inviati 
all'Autorità non oltre 30 giorni dalla data di scadenza del carnet. 
 
d. La tracciabilità attenuata. 
 
Un regime particolare, a “tracciabilità attenuata”, è previsto per i casi 
contemplati dai comma 2 e 3 dell’articolo 3, della legge n. 136/2010. 
In questi casi, infatti, tali pagamenti possono essere effettuati senza 
l’indicazione del CIG e del CUP. 
In particolare, per quanto riguarda i casi indicati dal secondo comma 
dell’articolo 3, ossia “i pagamenti destinati a dipendenti, consulenti e 
fornitori di beni e servizi rientranti tra le spese generali nonché quelli 
destinati alla provvista di immobilizzazioni tecniche”, devono essere 
effettuati attraverso conti correnti dedicati (anche se verso conti non 
dedicati), anche con strumenti diversi
363
 dal bonifico bancario o 
postale purché “idonei ad assicurare la tracciabilità delle operazioni per 
l’intero importo dovuto”, anche se non riferibile in via esclusiva ad 
uno specifico contratto
364
. In riferimento a tali pagamenti l’Autorità 
ritiene che non debbano essere indicati i codici CIG e CUP. 
Per i pagamenti  relativi ad imposte e tasse; contributi INPS, INAIL e 
Cassa Edile; assicurazioni e fideiussioni stipulate in relazione alla 
                                                 
363
 Ad esempio sono utilizzabili i servizi di pagamento Ri.Ba.; i servizi di addebito 
diretto RID o SEPA Direct Debit; le carte di pagamento, purché emesse a valere su 
un conto dedicato; gli assegni bancari e postali, purché i soggetti ivi previsti non 
siano in grado di accettare pagamenti a valere su un conto corrente e il conto su cui 
vengono tratti i titoli sia un conto dedicato, oltre alla circostanza che i predetti titoli 
vengano emessi muniti della clausola di non trasferibilità. 
364
 L’Autorità pone come esempio la circostanza nella quale un’attrezzatura venga 
utilizzata con riferimento a più commesse. Il relativo pagamento, quindi, risulterà 
registrato per l'intero con il solo riferimento ad una delle commesse in questione, 
mentre non sarà considerato per le altre. Allo stesso modo, i pagamenti a favore dei 
dipendenti saranno effettuati sul conto dedicato relativo ad una singola specifica 




commessa e gestori e fornitori di pubblici servizi, elencati nel comma 
3, dell’articolo 3, si prevede che debbano essere obbligatoriamente 
documentati ed effettuati con modalità idonee a consentire la piena 
tracciabilità delle transazioni finanziarie
365
, senza l'indicazione del CIG 
o del CUP. 
Infine, sono soggetti al suddetto regime di tracciabilità “attenuata” 
anche l’utilizzo di carte di pagamento a spendibilità limitata per beni o 
servizi circoscritti, ossia le c.d. “carte carburante” e i pagamenti delle 
utenze della pubblica amministrazione, nell’ambito dei pagamenti 
effettuati dagli operatori privati in favore di gestori e fornitori di 
pubblici servizi a rete. 
 
e. I nuovi contratti pubblici di appalto e il regime 
transitorio. 
 
All’articolo 3, comma 8, 9 e 9-bis, della legge n. 136/2010, sono state 
previste delle modifiche nel contenuto dei contratti pubblici stipulati 
con gli appaltatori.  
In particolare, al comma 8, si obbliga la stazione appaltante ad inserire 
in tali contratti, a pena di nullità assoluta, una clausola con la quale gli 
appaltatori si assumono gli obblighi di tracciabilità dei flussi finanziari 
disciplinati dalla presente normativa. In questo modo, si è cercato di 
responsabilizzare anche gli altri soggetti, referenti principali della 
stazione appaltante nella gestione dei rapporti necessari per porre in 
essere la commessa pubblica. 
Sempre nella stessa ottica, si è anche stabilito che, qualora tali soggetti 
abbiano notizia dell’inadempimento delle loro controparti agli obblighi 
                                                 
365
 Anche in questo caso possono essere utilizzati i servizi di addebito diretto su carte 
di credito, purché emesse a valere su un conto dedicato. 
223 
 
di tracciabilità, ne devono dare immediatamente notizia alla stazione 
appaltante e all’ufficio territoriale o prefettura del Governo della 
provincia dove ha sede la stazione appaltante o l’amministrazione 
concedente.  
Al comma 9, invece, si è delineata la procedura di verifica, messa in 
atto dalla stazione appaltante, della inserzione della suddetta clausola 
nei contratti “sottoscritti con i subappaltatori e i subcontraenti della 
filiera delle imprese a qualsiasi titolo interessate ai lavori, ai servizi e 
alle forniture”.  
In sintesi, sono previsti l’obbligo di inserimento obbligatorio in ogni 
contratto di appalto o di cottimo fiduciario della clausola che impone 
all’appaltatore o all’affidatario cottimista l’adempimento degli 
obblighi di tracciabilità, e quello di inserimento, sempre obbligatorio, 
in ogni contratto di subappalto o subfornitura della clausola che 
impone il rispetto degli obblighi di tracciabilità al subappaltatore, 
subfornitore o subcontraente. 
Tutto ciò a pena di nullità assoluta del relativo contratto, come stabilito 
dall’articolo 1418, comma 3, del c.c., che disciplina le c.d. “nullità 
stabilite dalla legge”. 
Infine, al comma 9-bis
366
, prevede che, per il mancato utilizzo del 
bonifico bancario o postale o degli altri strumenti idonei a garantire la 
tracciabilità dei flussi finanziari, la sanzione sarà la risoluzione del 
contratto.  
In ogni caso, devono essere inviate alla stazione appaltante copie dei 
contratti sottoscritti con i subappaltatori ed i subcontraenti della filiera 
                                                 
366
 È stata soppressa la parte che prevedeva l’inserimento di una clausola risolutiva 
espressa di diritto da attivarsi ogni volta che i pagamenti venivano eseguiti senza il 
tramite delle banche o di Poste Italiane S.p.A.. Tuttavia, avendo previsto che il 
mancato utilizzo di bonifico bancario o postale integra causa di risoluzione del 
contratto, di fatto, tale causa si può inserire in quelle clausole risolutive normalmente 
previste all’interno del singolo contratto (Cavallo, 2011). 
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delle imprese a qualsiasi titolo interessate ai lavori, ai servizi e alle 
forniture. Tale comunicazione può anche avvenire per estratto 
mediante l'invio della singola clausola di tracciabilità ed idonea 
evidenza dell'avvenuta sottoscrizione. L’assolvimento dell'onere di 
comunicazione si considera compiuto anche attraverso l'invio di 
dichiarazioni sostitutive sottoscritte, secondo le formalità di legge, con 
le quali le parti danno atto dell'avvenuta assunzione degli obblighi di 
tracciabilità. 
Tuttavia, la legge in esame non prevedeva inizialmente una espressa 
disciplina transitoria, e ciò aveva provocato notevoli incertezze e 
interpretazioni divergenti. 
A tal problema ha posto rimedio il successivo decreto legge n. 
187/2010, dove all’articolo 6, comma 1, si dispone che “l'articolo 3 
della legge 13 agosto 2010 n. 136 si interpreta nel senso che le 
disposizioni ivi contenute si applicano ai contratti indicati dallo stesso 
articolo 3 sottoscritti successivamente alla data di entrata in vigore 
della legge e ai contratti di subappalto e ai subcontratti da essi 
derivanti”.  
Quindi, i contratti che devono recare, sin dalla loro sottoscrizione, a 
pena di nullità assoluta, la clausola relativa agli obblighi di tracciabilità 
sono i contratti sottoscritti dopo l’entrata in vigore della legge (7 
settembre 2010), relativi a bandi pubblicati sia prima sia dopo tale 
data; i subappalti e subcontratti derivati da quelli succitati; i contratti 
aventi ad oggetto i lavori o servizi complementari, per quanto collegati 
ad un contratto stipulato antecedentemente; i nuovi contratti, originati 
dalle circostanze indicate dall'art. 140 del Codice
367
; oltre ai nuovi 
                                                 
367
 Ossia il fallimento dell’appaltatore o la risoluzione per grave inadempimento. 
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contratti aventi ad oggetto varianti in corso d'opera che superino il 
quinto dell'importo complessivo dell'appalto
368
. 
Per quanto riguarda, invece, i contratti sottoscritti prima del 7 
settembre 2010, è stata prevista un’apposita norma transitoria che, 
nella sua ultima versione
369
, prevede come termine ultimo, entro cui le 
parti interessate devono adeguare i contratti alle norme sulla 
tracciabilità, il 17 giugno 2011, ossia 180 giorni dalla data di entrata in 
vigore della legge di conversione del decreto legge 187/2010, 
n.217/2010.  
Dopo tale termine, ogni contratto verrà sottoposto alle normative sulla 
tracciabilità senza possibilità di proroghe o deroghe ulteriori. 
Infine, sempre all’articolo 6, comma 2, del decreto legge n. 187/2010, 
si prevede un meccanismo di integrazione automatica di contratti che, 
pur essendo stati stipulati prima del 7 settembre 2010, “non abbiano 
esaurito i loro effetti alla scadenza del periodo transitorio” con le 
clausole in materia di tracciabilità.  
Di conseguenza, se alla data prevista per la scadenza del periodo 
transitorio le parti non abbiano provveduto volontariamente ad 
adeguare i contratti alla normativa in esame, tali contratti saranno 
automaticamente considerati integrati, senza necessità di sottoscrizione 
di ulteriori atti negoziali o atti integrativi diversi. 
Il citato meccanismo poggia sull’articolo 1374 c.c., il quale stabilisce 
che “il contratto obbliga le parti non solo a quanto e' nel medesimo 
espresso, ma anche a tutte le conseguenze che ne derivano secondo la 
legge, o, in mancanza, secondo gli usi e l'equità”. 
                                                 
368
 Come stabilito dall’art. 132 del Codice e dagli artt. 161 e 311 del d.P.R. 5 ottobre 
2010, n. 207. 
369
 Nella sua versione originaria prevedeva come termine il 7 marzo 2011, 
precisamente 180 giorni dalla data di entrata in vigore della legge n. 136/2010. 
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Da questo meccanismo derivano vari benefici, sia per gli appaltatori e 
per le parti dei contatti “a valle”, poiché permette di evitare la nullità 
assoluta del contratto e di abbattere i costi elevati per la stipula di 
eventuali ulteriori atti negoziali, sia per le stazioni appaltanti, poiché 
semplifica i loro oneri di controllo dell’inserimento nei contratti 
(stipulati antecedentemente al 7 settembre 2010 e ancora in corso di 
esecuzione alla scadenza del periodo transitorio) della clausola di 
tracciabilità. 
In ogni caso, è opportuno che, per tali contratti, le stazioni appaltanti 
comunichino agli operatori economici l’avvenuta integrazione 
automatica del contratto principale e dei contratti “derivati”.  
Inoltre, in tale comunicazione, le stazioni appaltanti dovranno 
provvedere a comunicare il codice CIG e l’eventuale CUP, se non 





In Italia, a differenza di molti altri Paesi, l’applicazione delle norme 
volte alla lotta al riciclaggio e, in seguito, al finanziamento del 
terrorismo ha sempre “stentato a decollare”, sia per la mancanza di una 
adeguata “cultura antiriciclaggio”370 negli istituti bancari, oltre che 
nelle pubbliche amministrazioni, sia per le difficoltà interpretative 
della disciplina che hanno ingenerato nei cittadini false convinzioni ed 
eccessivi allarmismi. 
In particolare, per quanto riguarda gli istituti bancari, è stato 
dimostrato che i problemi citati hanno provocato uno stallo nella 
“collaborazione attiva”, determinato dalla scarsità delle segnalazioni di 
operazioni sospette
371
 (soprattutto da parte di istituti situati in zone ad 
alto tasso di criminalità) e da una ancor più carente “sensibilità” e 
“maturità” degli operatori bancari e finanziari. 
La Banca d’Italia ha, infatti, ribadito in molte occasioni la necessità di 
un’”adesione convinta, spontanea e leale” agli obblighi antiriciclaggio 
e, insieme alle altre Autorità di vigilanza di settore, ha posto in 
evidenza
372l’importanza della formazione “mirata” di tutti i dipendenti 
e di un sistema di controlli maggiormente costante e preciso. 
Naturalmente, appare opportuno precisare che coloro che 
materialmente eseguono gli obblighi antiriciclaggio non devono né 
sentirsi, né tantomeno comportarsi da “ispettori di polizia”, non 
essendo questo il loro compito. 
                                                 
370
 Vedi (Razzante, 2011). Egli la definisce come l’insieme della conoscenza delle 
tecniche di “lavaggio” del denaro sporco, dell’esistenza dei presidi minimali di “risk 
management”, della volontà “politica” degli organi di vertice di applicare la 
disciplina e di investire risorse nella formazione. 
371
 Come rilevato in un rapporto del 1996 del Nucleo di Polizia Valutaria della 
Guardia di Finanza. 
372
 Vedi ad esempio l’ultimo Decalogo- quater del 2010. 
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Negli ultimi anni vi è stata una sempre maggiore attenzione a queste 
tematiche, grazie soprattutto alle spinte che provengono dagli organi 
sovranazionali, ed inoltre per la crescente importanza che ha assunto la 
lotta al riciclaggio dei proventi illeciti a seguito della grave crisi 
economica che ha colpito gli Stati più sviluppati del mondo.  
Non deve sfuggire il particolare che tale crisi si è originata proprio dal 
crollo di importanti istituti finanziari a causa di scarsi controlli in tema 
di investimenti finanziari e alimentata dalla presenza dei c.d. “paradisi 
fiscali”373.  
Questa normativa ha determinato, inoltre, dei cambiamenti molto forti 
anche a livello di rapporto con la clientela, in quanto il principio di 
trasparenza comporta l’esigenza, per gli istituti bancari e per gli altri 
soggetti sottoposti alla disciplina, di una conoscenza più approfondita 
del patrimonio e delle abitudini finanziarie dei clienti, oltre ad una 
chiara identificazione del soggetto operante e del vero beneficiario 
dell’operazione. 
Proprio questa riduzione di riservatezza ha rappresentato il problema 
più grande da superare, in quanto da una parte, ha ingenerato molte 
resistenze e incomprensioni, specialmente nella clientela c.d. “onesta”, 
la quale si è sentita “sotto indagine” da coloro che avrebbero dovuto 
garantirle fiducia; dall’altra, ha fatto sì che le banche e, in particolar 
modo, i professionisti si dimostrassero particolarmente riluttanti ad 
applicare gli obblighi antiriciclaggio, considerandoli come una mera 
imposizione “dall’alto” (dall’Unione Europea). 
Al contrario, la disciplina antiriciclaggio, se correttamente posta in 
essere, può recare notevoli vantaggi, come una maggiore conoscenza 
della clientela, da cui discende una migliore qualità del rapporto con 
essa, oltre ad una più esatta percezione esterna dell’azienda stessa. 
                                                 
373
 Vedi capitolo primo. 
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Altro aspetto da non sottovalutare è rappresentato dalla possibilità di 
una più mirata e notevolmente più efficace azione di “marketing”, in 
quanto è  possibile collocare in maniera efficiente i propri prodotti. 
Inoltre, tutto ciò può portare anche ad un incremento della 
competitività dell’azienda e ad un miglioramento del controllo e della 
gestione del rischio. 
Il presente elaborato di tesi ha, quindi, lo scopo di implementare la 
conoscenza della disciplina antiriciclaggio, comprendendo i motivi 
delle sue origini e analizzandone i successivi sviluppi, toccando anche 
i risvolti più strettamente tecnici e settoriali che ha avuto, in particolare 
per gli istituti bancari e nei contratti stipulati dalla Pubblica 
Amministrazione.  
Solo attraverso un’analisi completa e senza pregiudizi si può 
apprezzare un tema che, pur essendo importantissimo soprattutto per 
una realtà come quella nostrana, è sempre stato osteggiato e 
“liquidato” come mera imposizione, generatrice solo di costi e perdite 
di appetibilità rispetto agli altri Stati che non seguono tali regole, non 
comprendendo che è anche grazie a un’efficace lotta al riciclaggio di 
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