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Y a mis maestros y amigos Juan José y Andrés Ricardo por compartir su sabiduŕıa y
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En este caṕıtulo se define el problema que motiva la investigación, relacionado con la
formalización de estrategias de protección de microrredes en una arquitectura de red. Como
consecuencia de lo anterior, también se presentan los objetivos planteados y además se
expone la metodoloǵıa propuesta para lograr la descripción de la estrategia seleccionada
y su implementación dentro la arquitectura de red. Finalmente, se presentan los aportes del
trabajo y una descripción del contenido de este documento.
1.1 Planteamiento del problema
En referencia a las estrategias de protección de microrredes es necesario reconocer que los
sistemas eléctricos de potencia presentan condiciones de operación que pueden considerarse
como normales o anormales, siendo esta última condición una representación de riesgo. Por
lo general, con el fin de mantener el correcto funcionamiento del sistema y de los elementos
que hacen posible el suministro de enerǵıa a la población, se utilizan esquemas de protección
que contienen diversos dispositivos que se configuran de tal forma que cumplan funciones
espećıficas dependiendo de su zona de influencia.
Con el incremento de la demanda de enerǵıa eléctrica en Colombia, que para enero
de 2018 creció 3.5 porciento con respecto al mismo mes del año 2017 y a pesar de que se
cuenta con una capacidad de generación de aproximadamente 40 porciento por encima de
la demanda del páıs (Saavedra (2017)), (Rojas Pérez (2018)), por medio de la Ley 1715 de
2014 se busca promover el desarrollo y el uso de las fuentes de generación de enerǵıa eléctrica
alternativas (Enerǵıa Eléctrica - Ministerio de Minas y Enerǵıa (n.d.)). Mediante esta ley
se regula la integración de dichas fuentes al Sistema Energético Nacional que, en conjunto
con la resolución CREG 030 de 2018, define los lineamientos para que los usuarios que
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Caṕıtulo 1. Introducción 2
generen enerǵıa eléctrica puedan comerciar. De esta forma, se establecerán modificaciones
sustanciales en la forma de operar y proteger a los sistemas de potencia (Ministerio de Minas
y Enerǵıa (2018)).
Como consecuencia, se presentan algunas situaciones que se deben analizar desde el
punto de vista de la protección de los sistemas eléctricos de potencia que consideran la
denominada generación distribuida (GD). En este tipo de sistemas recaen una serie de retos
en cuanto a su protección debido a que los dispositivos que cumplen esta tarea son diseñados
para configuraciones radiales y flujos de carga unidireccionales. Aśı, con la instalación de
GD en la red existente, pasarán a existir flujos bidireccionales y se presentará una pérdida de
la coordinación de los dispositivos; lo que obliga a realizar reajustes al esquema de protección.
Para enfrentar los retos mencionados, surgen estrategias de protección que buscan integrar
en su esquema los efectos mencionados para actuar de manera efectiva. Estas estrategias,
se pueden dividir en tres grupos: a) esquemas que usan estrategias de optimización, los
cuales intentan mantener el sistema de protección existente haciendo una coordinación de los
elementos involucrados para obtener un óptimo en todos los posibles escenarios de conexión
de la red utilizando diferentes métodos de optimización (Baghaee et al. (2018)),(Saleh
et al. (2015)); b) técnicas adaptivas, que buscan implementar dispositivos de protección
apoyados en medición de variables locales y toman decisiones para cambiar sus modos de
operación según la conexión del sistema (Piesciorovsky & Schulz (2017)), (Muda & Jena
(2017)); c) estrategias adaptivas basadas en comunicaciones las cuales, en su mayoŕıa, dejan
la responsabilidad de monitoreo de la red a un mando centralizado (observador global) que
determina los cambios que se deben realizar en el sistema para actuar de manera correcta
ante contingencias (Hatziargyriou (2014)), (Laaksonen et al. (2014)), (Ma et al. (2017)),
(Zhang et al. (2019)), (Microgrids & Sidhu (2012)), (Ustun & Khan (2015)), (Ustun et al.
(2011)) y (Liu et al. (2017)). Mientras que algunas estrategias como (Zamani et al. (2013))
plantean protecciones con mandos descentralizados para la protección del sistema.
La inclusión de estas tecnoloǵıas de protección basadas en comunicaciones incluye
desaf́ıos en cuanto al desarrollo de las redes inteligentes debido a la interacción e intercambio
de información permanente entre sus dispositivos (Briefs & Energy (n.d.)). Incluir este
tipo de sistemas a los ya existentes hace que la red a lo largo de la cadena de generación
sea diversa y por lo tanto es dif́ıcil crear requisitos coherentes para cada una de las partes
involucradas.
Por lo tanto, a través del mandato UE M/490 que busca realizar un trabajo para las
redes inteligentes se desarrolla por medio de organizaciones de estandarización, un marco
www.utp.edu.co
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que permite trabajar y mejorar metodoloǵıas que respalden estos procesos (CEN et al.
(2014)). Para integrar gradualmente estos sistemas se tienen en cuenta tanto requisitos
administrativos como de operación y las descripciones realizadas por medio de otras
metodoloǵıas. Todo este procedimiento permitirá identificar brechas, por ejemplo, en las
leyes del lugar donde se busca realizar la formalización de la estrategia de protección.
La implementación de una estrategia de protección es realizada por medio de estándares
que determinan los pasos para describir estos sistemas y analizar los procedimientos que se
realizan y los elementos que alĺı participan (CEN et al. (2014)). Para sintetizar, el enfoque
principal de este documento será describir detalladamente un esquema de protección por




Desarrollar una estrategia de protección de microrredes dentro de una arquitectura de red
identificando dispositivos, información intercambiada, requisitos operativos y regulaciones de
importancia para su implementación.
1.2.2 Especificos
a) Analizar y discutir el estado actual de los sistemas de protección de microrredes.
b) Identificar y seleccionar estrategias de protección basadas em sistemas de comunicación.
c) Realizar una descripción de la estrategia seleccionada mediante el estándar IEC 62559-2.
d) Asignar la descripción realizada en las capas de interoperabilidad de la arquitectura de
referencia para redes inteligentes.
e) Reportar el desarrollo de la arquitectura de referencia donde se evidencie el trabajo
realizado para elaborar este trabajo.
1.3 Propuesta de trabajo
La propuesta de trabajo se enfoca en la descripción de cualquier estrategia de protección
de microrredes para implementarla sobre un marco de referencia que hace parte de una
www.utp.edu.co
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arquitectura de red.
Inicialmente, se realiza un estudio bibliográfico sobre las estrategias de protección de
microrredes identificando las técnicas que más se utilizan. Estas técnicas por lo general son
adaptivas que pueden usar o no comunicación entre sus dispositivos o basadas en métodos
de optimización.
Posteriormente, se utiliza el estándar IEC 62559-2 como herramienta para la descripción
de la estrategia seleccionada. Este estándar presenta una gúıa para detallar casos de uso
especificando sus propiedades y funcionalidades de los dispositivos que interactúan. Por lo
tanto, de la estrategia se extraerán y se mostrarán los actores que intervienen, la información
que intercambian y los requisitos y regulaciones necesarias para su implementación divididos
en siete pasos.
Finalmente, la información obtenida por medio del estándar permitirá desarrollar las
capas de interoperabilidad de la arquitectura de referencia para redes inteligentes del grupo
de estandarización CEN-CENELEC-ETSI. Alĺı se mostrarán los actores que intervienen, la
información intercambiada, protocolos de comunicación, regulaciones y objetivos comerciales
de la estrategia de protección seleccionada.
1.4 Aportes de la tesis
El principal aporte de este trabajo de grado es contribuir al entendimiento y comprensión
de metodoloǵıas de estandarización de los procesos y sistemas, en este caso de microrredes
eléctricas. Gracias al nivel de detalle propuesto en las metodoloǵıas, será posible determinar
desde los dispositivos necesarios para lograr sistemas interoperables, hasta poĺıticas que
regulen la implementación de las estrategias de protección.
1.5 Publicaciones relevantes
Actualmente se encuentra en curso la redacción de un art́ıculo que contiene los procedimientos
y resultados del proyecto realizado. Este será enviado próximamente a una revista de
relevancia en el campo de la ingenieŕıa eléctrica.
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1.6 Descripción del contenido de la tesis
El documento cuenta con seis caṕıtulos que se explicarán en esta sección. En primer lugar,
el caṕıtulo introductorio relata la definición del problema, objetivos planteados, la propuesta
de trabajo y los aportes de la tesis.
El segundo caṕıtulo presenta los aspectos teóricos útiles para comprender la metodoloǵıa
y el desarrollo de la propuesta. Alĺı se hace énfasis en definir conceptos utilizados a lo
largo de los caṕıtulos 3 y 4 como arquitectura, marco SGAM, interoperabilidad, control
centralizado y descentralizado, caso de uso y estrategias de protección.
El caṕıtulo 3 contiene la metodoloǵıa propuesta para desarrollar la arquitectura de
protección donde se plantean tres pasos: análisis y selección de la estrategia de protección,
descripción y desarrollo dentro de una arquitectura de referencia.
Luego, en el caṕıtulo 4 se aplica la metodoloǵıa y se muestra el trabajo realizado durante
la selección, descripción y desarrollo de la estrategia de protección en las zonas y dominios
del marco SGAM.
En el caṕıtulo 5 se mencionan las conclusiones que se obtienen como consecuencia del
trabajo realizado y se hacen algunas recomendaciones de utilidad para continuar con el




Este caṕıtulo muestra los conceptos básicos que se consideran importantes para comprender
la metodoloǵıa y el desarrollo espećıfico que se presentan en los caṕıtulos 3 y 4. Los detalles
espećıficos se presentan en las referencias asociadas.
2.1 Arquitectura de referencia
Según (CEN et al. (2014)), una arquitectura de red es un conjunto de propiedades de un
sistema que describe los elementos, las relaciones existentes y las técnicas o principios en
los que se basa su diseño. Está contenida dentro de un dominio espećıfico denotado por un
marco de referencia.
2.1.1 Marco de referencia SGAM (Smart Grid Architecture
Model)
El marco de referencia ofrece las pautas para diseñar casos de uso de redes inteligentes
representados desde el punto de vista de la interoperabilidad que servirán para implementar
elementos a la red eléctrica (CEN et al. (2014)). Es un marco tridimensional compuesto
por dominios, zonas y cinco capas de interoperabilidad: negocio, función, información,
comunicación y componentes, tal como se presenta en la figura 2.1.
2.1.1.1 Dominios
Se define como un marco detallado de operación acotado entre la cadena de generación:
generación, transmisión, distribución, DER y consumidores (CEN et al. (2014)).
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Figura 2.1. Dominios y zonas del marco SGAM
2.1.1.2 Zonas
Representan los niveles administrativos del sistema, divididos en seis partes: proceso, campo,
estación, operación, empresa y mercado (CEN et al. (2014)).
2.1.1.3 Ubicación de dispositivos en las zonas del marco SGAM
Los dispositivos participantes en un sistema que interactúa dentro del marco SGAM están
ubicados en zonas espećıficas y deben cumplir lo presentado en la tabla 2.1.
2.1.1.4 Capas de interoperabilidad
Es una propiedad que permite a diversos componentes o sistemas, trabajar juntos por un
propósito espećıfico. (IEC 60050 - International Electrotechnical Vocabulary - Welcome
(n.d.))
Por su parte, (CEN et al. (2014)) define la interoperabilidad como a la capacidad de dos
o más elementos para intercambiar información utilizada para una cooperación correcta.
www.utp.edu.co
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Tabla 2.1. Ubicación de dispositivos en zonas del marco SGAM.
2.2 Control centralizado y descentralizado
2.2.1 Control centralizado
En un sistema de control centralizado la responsabilidad de tomar decisiones, maximizar u
optimizar algún proceso recae en un operador de sistema central (Hatziargyriou (2014)).
En (Quintanilla & Yarza (2010)) se define un sistema centralizado como un esquema en
el que existe un elemento central y decide sobre los dispositivos de protección realizando
configuraciones para diferentes topoloǵıas de operación.
2.2.2 Control descentralizado
CEN et al. (2014)) define un sistema descentralizado como aquel en el que los participantes
cambian permanentemente sus roles e interactúan cooperativamente para generar
información.
Por su parte (Quintanilla & Yarza (2010)) menciona que es un esquema de control que
no requiere de un dispositivo central debido a que la inteligencia está repartida entre las
www.utp.edu.co
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protecciones que lo componen. De esta forma cada dispositivo es autónomo para realizar su
ajuste dependiendo de la información que recibe.
2.3 Caso de uso
Los autores (Enanv et al. (2010)) y (Gottschalk et al. (2017)) coinciden en que un caso de uso
es una descripción de las acciones que realiza un sistema y produce un resultado observable.
Por su parte (Ref 4) define un caso de uso como una especificación de una serie de acciones que
un sistema o cualquier otra entidad puede realizar interactuando con los actores presentes.
2.3.1 Actor
Un actor es un elemento dentro del sistema que interactúa y se comunica con otros elementos
(Specification (2013)).
2.3.2 Escenario
El escenario es una secuencia de interacciones o eventos causados por la actividad de un actor
(Enanv et al. (2010)).
2.3.3 Evento
Suceso que es desencadenado por la acción de un actor y que hace parte del desarrollo del
escenario.
2.4 Estrategia de protección
Es un sistema responsable de proteger adecuadamente una microrred ante fallas que se
presente (Shiles et al. (2018)). Las estrategias de protección utilizan técnicas que pueden
ser: adaptivas, adaptivas que emplean comunicación o basadas en optimización.
2.4.1 Estrategia de protección adaptiva
En este tipo de estrategia las protecciones monitorean las condiciones de la red para verificar
que sus ajustes son los correctos para cada modo de operación. En caso de que usen un sistema
de comunicaciones, el control de la arquitectura puede ser centralizado o descentralizado
(Quintanilla & Yarza (2010)).
www.utp.edu.co
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2.4.2 Estrategia de protección basada en optimización
El enfoque de optimización utiliza un conjunto de posibles escenarios de falla para configurar




Metodoloǵıa propuesta para el
desarrollo de la arquitectura de
protección
Con base en la evolución actual de las redes inteligentes se tiene en cuenta los requerimientos
de las nuevas tecnoloǵıas para describir por completo su funcionamiento. Por lo tanto,
para desarrollar un problema genérico de protección de microrredes, descrito por medio
del estándar IEC 62559 y posteriormente la descripción del mismo en una arquitectura de
referencia, requiere la elaboración de una metodoloǵıa.
La figura 3.1 muestra la metodoloǵıa propuesta para el desarrollo de la arquitectura de
protección de microrredes.
La metodoloǵıa propuesta en la figura 3.1 se divide en cuatro etapas que se presentan a
continuación:
3.1 Etapa 1: Análisis y selección de la estrategia de
protección
En esta etapa se realiza una investigación y análisis documental para seleccionar la estrategia
de protección que se describe dentro de la arquitectura de referencia. Esta etapa se divide
en 4 pasos que se presentan a continuación:
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Figura 3.1. Metodoloǵıa propuesta para el desarrollo de la arquitectura de protección de
microrredes
3.1.1 Paso 1: Análisis de la bibliograf́ıa de referencia
El tema de protección de microrredes ha sido ampliamente tratado en varias referencias,
tal como se muestra en el caṕıtulo 1. A partir del análisis de la bibliograf́ıa citada, se debe
seleccionar las técnicas de protección más relevantes y que tengan la mayor relación posible al
tema de investigación. Esto se refiere a las técnicas utilizadas para desarrollar las estrategias
de protección que por lo general son de optimización, adaptivas o basadas en comunicaciones.
3.1.2 Paso 2: Identificación de caracteŕısticas generales de la
estrategia de protección
Filtrar la información más relevante para la investigación requiere un análisis adicional
sobre las caracteŕısticas generales de la estrategia de protección de microrredes que se está
investigando. Estas caracteŕısticas hacen referencia a las técnicas y dispositivos de protección
en las que los autores fundamentan el funcionamiento de las estrategias. Por lo tanto, al
identificar estas caracteŕısticas se encontrarán similitudes entre los documentos analizados.
www.utp.edu.co
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3.1.3 Paso 3: Selección de la estrategia de protección
Con la información obtenida en los pasos 1 y 2 es posible seleccionar una estrategia de
protección que agrupe la mayor cantidad posible de caracteŕısticas identificadas. De esta
forma, la estrategia seleccionada estará contenida en las técnicas y dispositivos utilizados
comúnmente.
3.1.4 Paso 4. Análisis del funcionamiento de la estrategia de
protección
Un análisis del funcionamiento de la estrategia seleccionada permitirá identificar los
elementos que interactúan e intercambian información para llevar a cabo las funcionalidades
de la estrategia. Además, servirá como referencia para realizar una descripción detallada en
la sección 3.2.
3.2 Etapa 2: Descripción de la estrategia de protección
Los pasos descritos hasta este punto entregan las herramientas necesarias para continuar
con la etapa 2 de la metodoloǵıa propuesta, dividida en 4 pasos. Esta etapa se desarrolla
siguiendo el estándar IEC 62559-2 que plantea una gúıa para la descripción de sistemas que
pretenden ser desarrollados dentro de una arquitectura de referencia. El estándar plantea
una plantilla de caso de uso estándar que especifica detalladamente las acciones que realiza
un sistema siguiendo los pasos que se muestran a continuación:
- Describir de forma general el caso de uso.
- Realizar diagramas del caso de uso.
- Especificar detalles técnicos.
- Analizar paso a paso el caso de uso.
- Identificar la información que se intercambia entre actores.
- Definir los requisitos necesarios para hacer efectiva la comunicación (opcional).
- Definir términos y definiciones comunes.
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El desarrollo de las secciones opcionales se deja en consideración de quien va a describir
el caso de uso, puesto que las funciones que caracterizan el sistema determinan la necesidad
de que sean desarrolladas.
La plantilla del estándar IEC 62559-2 recopila toda la información de estos pasos en tablas
que se mostrarán en el caṕıtulo 4 de este documento.
3.2.1 Paso 1: Describir de forma general el caso de uso
La ejecución de este paso comprende siete secciones que recopilan datos generales del caso
de uso, que son:
3.2.1.1 Nombre del caso de uso
En esta sección se le entrega un ID al caso de uso y un nombre relacionado a las funciones que
realiza. También debe asignársele una ubicación dentro de los dominios y zonas del marco
SGAM.
3.2.1.2 Administración de versiones
La administración de versiones debe contener un número en orden consecutivo de los cambios
que se realizan en el caso de uso, además de la fecha en que se realiza el cambio, el nombre de
la(s) persona(s) que hace(n) el cambio y su estado actual que se especifica como: borrador,
actualización o definitivo.
3.2.1.3 Alcance y objetivos del caso de uso
Se plantean los objetivos propuestos que motivaron la descripción detallada del caso de uso de
forma puntual, antecedidos de un titular breve. El alcance describe los objetivos planteados
y los ĺımites que puede tener el caso de uso en un texto corto y preciso. La última parte
de la tabla hace referencia a los casos de negocio relacionados y las restricciones o leyes que
afecten la implementación del caso.
3.2.1.4 Narrativa del caso de uso
Esta sección describe el problema de dos formas: breve y completa. La descripción breve
no debe contener más de diez ĺıneas y la descripción completa contiene más detalle desde
el punto de vista de un usuario, donde se menciona cómo sucede cada actividad dentro del
funcionamiento. Las descripciones se realizan de forma que facilite su comprensión, incluso
para personas ajenas al proyecto.
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3.2.1.5 Indicadores clave de rendimiento
Los indicadores de rendimiento tienen relación a los objetivos planteados y hacen referencia
a los beneficios de implementar el caso de uso. Cada indicador debe tener un ID único, un
nombre, una descripción y el objetivo al cual está sujeto.
3.2.1.6 Condiciones del caso de uso
Esta sección plantea la posibilidad de que existan un número determinado de suposiciones
sobre las condiciones o configuraciones del caso de uso, acompañadas de un requisito que
debe cumplirse para que los escenarios se completen con éxito. Por lo general se relacionan
directamente con los actores y los eventos del sistema. Cada suposición y requisito previo
requerirá una tabla para su descripción.
3.2.1.7 Información adicional sobre el caso de uso para clasificación/mapeo
La información adicional restante se recopila en este paso e incluye:
Relación con otros casos de uso: En caso de que existan desarrollos similares en la
temática de protección de microrredes, la relación con los otros casos de uso se especifica
con tres posibles enlaces:
Incluido: Se refiere a que el caso de uso que se está desarrollando está contenido dentro
de otro caso de uso con ĺımites más amplios.
Extendido: Hace referencia a una descripción más detallada de otro caso de uso que ya
ha sido reportado.
Asociado: El caso de uso puede unirse a otro para conformar un caso de uso más grande.
Nivel de profundidad: Refleja el grado de especialización del caso de uso que por lo
general son: alto nivel, genérico, detallado o especializado.
Priorización: El caso de uso debe calificarse desde muy importante hasta obligatorio u
opcional. Esto es acordado por las personas que realizan la descripción.
Relación genérica, regional o nacional: La aplicación del caso de uso debe
especificarse en caso de que pueda realizarse en cualquier parte o en sitios espećıficos.
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Naturaleza del caso de uso: Describe el campo de atención del caso de uso como
técnico, poĺıtico, negocio, mercado, prueba, etc.
Otras palabras clave para la clasificación: Palabras o frases con las que también se
puede relacionar el caso de uso.
3.2.1.8 Observaciones generales
Las observaciones que sean necesarias mencionar y que no encajan en otra categoŕıa de la
descripción de la sección 3.2.1 se insertan aqúı separadas por viñetas.
3.2.2 Paso 2: Realizar diagrama del caso de uso
El diagrama del caso de uso debe contener los actores y escenarios existentes y especifica su
interacción por medio de ĺıneas de conexión. Los actores mostrados en el diagrama deben
coincidir con elementos clasificados en la sección 3.2.3.1 y los escenarios se ajustan a lo
desarrollado en 3.2.4.1. Cualquier tipo de dibujo que represente estos elementos del sistema
es permitido.
3.2.3 Paso 3: Especificar detalles técnicos
Los detalles técnicos incluyen dos categoŕıas tabuladas, que definen los actores y especifican
las referencias bibliográficas consultadas para el desarrollo del caso de uso, aśı:
3.2.3.1 Actores
Los actores se pueden clasificar en grupos según sus propiedades, con tantos grupos como
se considere necesario. La tabla contiene el nombre del grupo, una definición o descripción,
una lista de los actores que están incluidos, el tipo de actor (persona, sistema, base de datos,
organización o dispositivo) y una corta descripción. Si se tienen datos adicionales que no
puedan ser colocados en la descripción, se añaden en la información espećıfica del caso de
uso. Cada agrupamiento requiere la construcción de una tabla.
3.2.3.2 Referencias
En esta tabla se enumeran las referencias consultadas y de utilidad en el caso de uso
incluyendo las que fueron consultadas en la sección 3.1. La información requiere un nombre,
el tipo de referencia (art́ıculo, sitio web, etc.), referencia, estado (inicial, final, volumen, etc.),
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se especifica el impacto de la referencia en el caso de uso (bajo, medio alto), autores de la
referencia y un link de ser necesario.
3.2.4 Paso 4: Analizar paso a paso el caso de uso
El análisis paso a paso del caso de uso ayudará a describir con detalle las actividades que
se presentan especificando actores, eventos y escenarios. Esta parte es una asociación a la
narrativa realizada en la sección 3.2.1.4 y debe tener una relación directa con el diagrama del
caso de uso desarrollado en la sección 3.2.2. Cada paso describe una comunicación o actividad
entre los actores listados en la sección 3.2.3.1. El análisis está dividido en dos partes, como
se muestra a continuación:
3.2.4.1 Resumen de escenarios
En esta sección se tabulan los escenarios que existen dentro del caso de uso en orden de
ejecución. Generalmente se enumeran primero los escenarios normales, es decir, aquellos
que no representan una falla. La tabla contiene la numeración en orden ascendente,
nombre, descripción completa y el actor que hace que el escenario se ejecute, el evento que
desencadena, la condición previa para que el actor ejecute su actividad y el evento posterior
que da paso a las demás actividades que componen el escenario.
3.2.4.2 Pasos-escenarios
En esta sección es necesario introducir el nombre del escenario que se va a describir, numerar
el orden de ejecución de las actividades, el evento y por último el nombre y una descripción
del proceso que se está llevando a cabo. El evento siguiente es activado por el que acaba de
terminar y cada uno de ellos se describe de la misma forma hasta que el escenario cumpla su
función y pueda volver a iniciarse. El procedimiento se realiza para cada escenario existente
en el caso de uso.
La segunda parte de la tabla caracteriza el tipo de señal producida por un actor, se
especifica el actor que produce la información, el que recibe esta información, la información
intercambiada entre actores presentada en la sección 3.2.5 y algunos requisitos establecidos
que se mostrarán en la sección 3.2.6. El tipo de señal que un actor produce puede clasificarse
aśı:
Obtener (predeterminado): El actor receptor obtiene una información después de
solicitarla al productor.
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Crear: El actor productor crea un elemento de información y lo env́ıa al receptor.
Cambiar: El actor productor actualiza la información contenida el receptor.
Borrar: El productor de información borra la información del receptor.
Cancelar / cerrar: Un proceso ha terminado.
Ejecutar: Una acción o servicio es realizada.
Informar: El actor que produce la información entrega información de datos almacenados.
Temporizar: Si un actor hace las veces de productor y receptor debe tener un tiempo de
espera.
Repetir: Se realizan acciones de intercambio hasta satisfacer una condición definida en
algún evento.
El productor y el receptor de la información son los actores de la sección 3.2.3.1.
3.2.5 Paso 5: Identificar la información que se intercambia
Esta sección hace referencia a la información intercambiada entre actores, proporcionándoles
una caracteŕıstica particular de la información (enviar, almacenar, informar, actualizar, etc.).
Adicionalmente, la tabla debe contener un ID espećıfico, una breve descripción y requisitos
(de ser necesario) de la información intercambiada mostrados en la sección 3.2.6 para que el
proceso se cumpla.
3.2.6 Paso 6: Definir los requisitos necesarios para hacer efectiva
la comunicación (opcional)
Generalmente estos requisitos pretenden proteger, almacenar o cifrar correctamente los datos
que se manejan dentro del caso de uso. Se clasifican en categoŕıas asignándoles un ID, un
nombre único y una breve descripción. Luego, a cada requisito se le asigna un ID que se
relaciona con el ID de su categoŕıa y posteriormente adquieren un nombre y una descripción.
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3.2.7 Paso 7: Definir términos y definiciones comunes
Contiene términos y definiciones comunes que se han utilizado a lo largo de la descripción
del caso de uso, organizados en un glosario.
3.3 Etapa 3: Desarrollo de la estrategia de protección
en una arquitectura de referencia
La etapa 3 de la metodoloǵıa propuesta muestra cómo asignar un caso de uso al marco
de referencia SGAM desarrollado en (CEN et al. (2014)). Es importante reconocer en qué
dominios y zonas del marco realiza sus funciones para desarrollar correctamente las capas.
Estas capas son una representación dentro del marco SGAM que buscan que el sistema sea
interoperable.
El desarrollo de la estrategia de protección en la arquitectura está compuesto por cinco
pasos que se muestran a continuación:
3.3.1 Paso 1: Desarrollo de la capa de componentes
El desarrollo de esta capa se deriva del diagrama del caso de uso realizado en la sección 3.2.2
que muestra los actores y escenarios de la estrategia de protección. Debido a que el diagrama
del caso de uso es un dibujo libre, los actores se deben llevar a una representación técnica
que muestre la comunicación existente entre ellos. Tanto los actores como los escenarios se
ubican en los dominios y zonas apropiados y será la base para desarrollar las cuatro capas
siguientes.
3.3.2 Paso 2: Desarrollo de la capa de negocios
Aqúı se mencionan los objetivos comerciales y las restricciones económicas y regulatorias
del caso de uso. Esta información está definida en los alcances y objetivos de la sección
3.2.1.3. Las restricciones y limitaciones mencionadas deben tenerse en cuenta como requisitos
funcionales para su implementación.
3.3.3 Paso 3: Desarrollo de la capa de función
La capa de función está diseñada para representar las actividades de los actores dentro de
los escenarios, ubicándolos en los dominios y zonas adecuados. La relación entre actores
y escenarios se deriva de la segunda parte de la tabla referente a los pasos-escenarios
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desarrollados en la sección 3.2.4.2. Una vez ubicados, se representa mediante ĺıneas de
conexión los actores que intervienen en el desarrollo de los escenarios.
3.3.4 Paso 4: Desarrollo de la capa de información
Esta capa representa la información que se utiliza y se intercambia entre los actores del caso
de uso, contenida en la sección 3.2.5. Esta información debe mostrarse de forma escrita sobre
las flechas que representan la comunicación.
3.3.5 Paso 5: Desarrollo de la capa de comunicación
Su énfasis es describir los protocolos que se utilizan para el intercambio de la información
entre los actores del caso de uso. Deben ilustrarse mencionando el estándar que describe los
protocolos que hacen efectiva la comunicación.
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Caṕıtulo 4
Desarrollo de la arquitectura de
protección
En este caṕıtulo ejecuta la descripción de una estrategia de protección de microrredes dentro
de una arquitectura de referencia siguiendo la metodoloǵıa mencionada en el caṕıtulo 3.
Las etapas que serán presentadas a continuación mostrarán la selección de la estrategia de
protección, su descripción por medio de la metodoloǵıa IEC 62559-2 y finalmente el desarrollo
de las capas de interoperabilidad dentro del marco SGAM.
4.1 Etapa 1: Análisis y selección de la estrategia de
protección
A partir de la metodoloǵıa propuesta en el caṕıtulo 3, en este caṕıtulo se presenta la
selección de una estrategia de protección que agrupe las caracteŕısticas descritas en las
etapas de la sección 3.1. La técnica seleccionada cuenta con protecciones adaptivas, basada
en comunicaciones y con mandos centralizados. La estrategia presentada en (Hatziargyriou
(2014)) describe un sistema adaptivo basado en ajustes calculados en tiempo real que se
ilustra en la figura 4.1
El sistema de protección cuenta con dos bloques: bloque en tiempo real y bloque en
tiempo no real. El bloque en tiempo real permite el análisis del estado actual de la microrred
a partir de mediciones periódicas entregadas por medidores inteligentes. Estas mediciones
son comparadas con las condiciones predefinidas de la red por un relé multifuncional que
actúa como protección centralizada. Este relé detecta las perturbaciones mediante las
caracteŕısticas de disparo ajustadas en los dispositivos de protección y, cuando se detecta
una condición de falla, env́ıa una señal de disparo a los interruptores de la zona afectada.
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Cuando ocurre una falla, el relé multifuncional se comporta como un relé convencional que
tiene control sobre varios interruptores automáticos, pero limita su aplicación a una zona
espećıfica de la red.
Figura 4.1. Diagrama de flujo del esquema de protección seleccionado. Tomado de
(Hatziargyriou (2014))
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El bloque en tiempo no real utiliza los datos de predicción de disponibilidad de las
fuentes de generación distribuida (DER) a través de un sistema de gestión de enerǵıa (EMS),
el cual almacena la información en una base de datos (DB). Esta información se utiliza para
conectar o desconectar DER que pueden generan un cambio en la topoloǵıa de la microrred,
por lo tanto, es necesario realizar un control de selectividad. Este control es efectuado por el
relé para verificar que las condiciones ĺımite predefinidas por el sistema no sean sobrepasadas
cuando se presenta un cambio de topoloǵıa. La función del relé multifuncional, en este caso,
es adaptar las funciones de protección para la nueva topoloǵıa de red y śı las condiciones
ĺımites del sistema no se superan, entonces se acepta la nueva topoloǵıa. Cuando el cambio se
realiza, la base de datos informa mediante sus servidores la información de los parámetros de
interés al relé multifuncional con los cuales se reajustan las protecciones donde sea necesario.
Si no existe una forma de adaptar las protecciones sin violar las condiciones ĺımite, el relé
env́ıa una señal que proh́ıbe la acción prevista por el EMS. De manera similar se realiza
el cambio de topoloǵıa cuando la red está conectada y entrará en operación en modo isla,
aqúı, la base de datos provee al relé las contribuciones de corrientes de cortocircuito cuando
ocurre el cambio. Por lo tanto, el relé supervisa continuamente la disponibilidad de las DER
y de la red principal para realizar el procedimiento cuando corresponda.
Todo el proceso de adaptación realizado por el relé y demás elementos que contribuyen
en la actividad, está limitado por la probabilidad de que ocurra una falla durante el análisis,
por lo tanto, el cambio debe tardar pocos segundos.
4.2 Etapa 2: Descripción de la estrategia de protección
Siguiendo la plantilla propuesta en el estándar IEC 62559-2 desarrollada en la sección
3.2, se realiza la descripción detallada del caso de uso. A continuación, se muestran las
tablas correspondientes al desarrollo del caso de uso llamado “Estrategia de protección de
microrredes basado en sistemas de comunicación”. Estas tablas muestran los resultados que
tienen más relevancia en el desarrollo de la arquitectura; por lo tanto, algunos elementos de
la descripción detallada podrán encontrarse en los anexos de este documento.
4.2.1 Paso 1: Describir de forma general el caso de uso
En la sección 3.2 se definen los alcances, objetivos, los casos de negocio relacionados y las
restricciones existentes para la implementación de la estrategia de protección mostrados en
la tabla 4.1. El resto de los pasos que se desarrollan en esa sección estarán ubicados en la
sección A.1 de los anexos.
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Tabla 4.1. Alcance y objetivos del caso de uso
4.2.2 Paso 2: Realizar diagrama del caso de uso
A partir de los actores y escenarios identificados en la descripción se realiza el diagrama de
la estrategia de protección que se ilustra en la figura 4.2.
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Figura 4.2. Diagrama del caso de uso
4.2.3 Paso 3: Especificar detalles técnicos
Los actores fueron clasificados en cuatro grupos: medidores, sensores, actuadores y otros
actores. Estas clasificaciones se mostrarán de la tabla 4.2 a la 4.5, respectivamente.
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Tabla 4.2. Actores: agrupación de medidores
Tabla 4.3. Actores: agrupación de sensores
Los grupos de medidores y sensores tienen un solo elemento dentro de su composición
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debido a que son sistemas que están compuestos por varios dispositivos en la microrred.
Tabla 4.4. Actores: agrupación de actuadores
Las referencias de utilidad para el desarrollo de la descripción de la estrategia de protección
estarán tabuladas en la sección A.1 de los anexos.
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Tabla 4.5. Actores: agrupación de otros actores
4.2.4 Paso 4: Analizar paso a paso el caso de uso
Una vez definidos los actores, se describen los escenarios de la estrategia de protección de
microrredes basada en sistemas de comunicación. De la estrategia estudiada se enumeran
dos escenarios posibles: cambio de topoloǵıa de la red y falla.
Para el escenario de cambio de topoloǵıa el actor primario es el EMS debido a que en el
momento en que recibe los datos de predicción de las DER, se inicia el proceso de cambio de
topoloǵıa.
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Tabla 4.6. Visión general de escenarios: cambio de topoloǵıa de la red
Por su parte el escenario de falla inicia la ejecución del procedimiento cuando los
transformadores de corriente y de potencial env́ıan una señal, que inicia un análisis de
verificación si los datos se traducen en una falla.
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Tabla 4.7. Visión general de escenarios: falla
Los escenarios se analizan son detallados a partir de la acción de un actor principal que
desencadena una serie de eventos para cumplir el escenario totalmente. Para el escenario de
cambio de topoloǵıa de la red se tienen nueve pasos, mientras que en el escenario de falla se
identifican cinco eventos. Estos pasos se presentan en las tablas 4.8 y 4.9 para el cambio de
topoloǵıa y en la tabla 4.10 para falla.
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Tabla 4.8. Pasos-escenarios: cambio de topoloǵıa de la red
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Tabla 4.9. Pasos-escenarios: cambio de topoloǵıa de la red (continuación)
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Tabla 4.10. Pasos-escenarios: falla
La segunda parte de las tablas, muestran el tipo de señal que producen los actores para
ambos escenarios y son de utilidad para identificar los elementos que están haciendo el
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intercambio de información en cada evento. Por su parte, los requisitos que hacen parte
de la última columna de la tabla son extráıdos de acuerdo con lo desarrollado en la sección
4.2.6.
Tabla 4.11. Pasos-escenarios: falla (segunda parte)
Las tablas presentadas muestran el tipo de señal enviada, especificando el actor que
produce la información y el actor que la recibe. Estas tablas tendrán la misma cantidad de
pasos que se muestran en la primera parte.
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Tabla 4.12. Pasos-escenarios: cambio de topoloǵıa de la red (segunda parte)
www.utp.edu.co
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4.2.5 Paso 5: Identificar la información que se intercambia
Al tener claros los actores que interactúan en cada evento del escenario, se caracteriza la
información que intercambian en el paso siguiente. Dentro de la estrategia de protección se
realizan acciones como monitoreo de la red, comparación y almacenamiento de datos, entre
otras. Los requisitos para el intercambio de información tienen que ver con la protección de
datos y los tiempos de operación para evitar que se presenten fallas durante los cambios de
topoloǵıa. La información intercambiada es válida para ambos escenarios.
Tabla 4.13. Información intercambiada
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4.2.6 Paso 6: Definir los requisitos necesarios para hacer efectiva
la comunicación
Los requisitos se definieron siguiendo las descripciones de la estrategia de protección. Por
ejemplo, se menciona que los tiempos de operación cuando se está haciendo un cambio de
topoloǵıa debe ser el mı́nimo posible para disminuir la posibilidad de que una falla ocurra
mientras se conectan o desconectan fuentes de la microrred. Esa restricción da origen a una
categoŕıa llamada tiempos de operación (Ti-Op), que agrupa otros requisitos que tienen que
ver con tiempos de operación del sistema. Por otro lado, hay otra categoŕıa denominada
protección de datos (Pr-Da) que tiene que ver con la comunicación y la seguridad de los
datos que se almacenan para evitar el acceso de terceros. Estos requisitos serán mostrados
en las tablas 4.14 y 4.15 respectivamente.
Tabla 4.14. Requisitos: tiempos de operación.
www.utp.edu.co
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Tabla 4.15. Requisitos: protección de datos.
La tabla correspondiente a los términos y definiciones comunes de la sección 3.2.7 estará
incluida en la sección A.1 de los anexos.
4.3 Etapa 3: Desarrollo de la estrategia de protección
en una arquitectura de referencia
4.3.1 Paso 1: Desarrollo de la capa de componentes
A partir del diagrama de la figura 4.2 y las tablas desde la 4.2 hasta la 4.7, donde se identifican
actores y escenarios de la estrategia de protección, se desarrolla la capa de componentes que
se muestra en la figura 4.3. En esta capa se ilustran los actores y su ubicación se realiza de
acuerdo con lo definido en el caṕıtulo 2.
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Figura 4.3. Capa de componentes
4.3.2 Paso 2: Desarrollo de la capa de negocios
Para la capa de negocios se utilizan los datos de la tabla 4.1 que menciona los casos de negocio
relacionados y las restricciones posibles para implementar la estrategia de protección. Los
casos de negocio que permite la estrategia son: mejoramiento de los ı́ndices de continuidad
del suministro de enerǵıa, control de estabilidad, operación y protección de la microrred.
Mientras que las regulaciones tendrán relación con las leyes nacionales o locales donde se
vaya a implementar.
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Figura 4.4. Capa de negocios
4.3.3 Paso 3: Desarrollo de la capa de función
Para el desarrollo de la capa de función se incluyen los escenarios de cambio de topoloǵıa y
de falla, en los dominios y zonas donde tengan mayor interacción de los actores. Las ĺıneas
rojas indican el intercambio de información de los actores que los afectan. Las tablas desde
la 4.11 y 4.12 contienen la descripción necesaria sobre los actores que están intercambiando
información para llevar a cabo los procesos de los escenarios de falla y cambio de topoloǵıa,
respectivamente. Esta capa se ilustrará en la figura 4.5.
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Figura 4.5. Capa de función
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4.3.4 Paso 4: Desarrollo de la capa de información
La tabla 4.13 entrega la información que se intercambia, como se presenta en la figura 4.6.
Figura 4.6. Capa de información
4.3.5 Paso 5: Desarrollo de la capa de comunicación
En la estrategia de protección descrita los protocolos de comunicación no son tratados en
detalle puesto que no está dentro del alcance de este trabajo, sin embargo, se menciona el
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estándar IEC 61850 necesario para la comunicación en tiempo real entre los elementos de
medida y el relé multifuncional. Debido a esto, será el único protocolo descrito en la capa de
comunicación que será mostrada en la figura 4.7.





La investigación sobre estrategias de protección de microrredes basadas en comunicaciones
permite identificar que los sistemas que hacen uso de medios de comunicación están basados
en técnicas adaptivas, es decir, utilizan dispositivos de protección capaces de cambiar sus
ajustes e intercambiar información entre ellos para proteger la red ante fallas. El uso de este
tipo de esquemas presenta ventajas en cuanto a la rapidez para actuar ante contingencias,
pero tiene desventajas en cuanto a la inversión, comparada con la de un sistema de protección
convencional.
Las estrategias adaptivas basadas en comunicación pueden tener mandos centralizados
o descentralizados, siendo más común el primero debido a que existen más protocolos de
comunicaciones que lo soportan en comparación a un mando descentralizado. Sin embargo,
los sistemas descentralizados presentan ventajas en cuanto a fallas que se puedan presentar
en uno o varios de sus dispositivos. En caso que ocurra una contingencia de este tipo, el
sistema descentralizado no se afecta en la toma de decisiones, mientras que, en el mando
centralizado, un problema en el elemento principal producirá falla completa en el esquema
de protección.
En cuanto a la inversión para cada mando es relativo, por ejemplo, para el control
centralizado existe un alto costo de inversión en el elemento principal pero los demás
elementos pueden ser más sencillos. Por su parte los esquemas descentralizados necesitan
dispositivos capaces de intercambiar y analizar la información, que se traducirá en una gran
inversión para todo el esquema. Por lo tanto, el uso de una estrategia de protección de este
tipo debe ser analizada desde el punto de vista de las ventajas operativas que ofrece y el
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costo de inversión.
El uso del estándar IEC 62559-2, el cual define una metodoloǵıa para describir un
sistema y los elementos que lo componen, es útil para definir y analizar el funcionamiento de
cualquier estrategia de protección de microrredes. Seguir la plantilla que propone el estándar
permite reconocer dispositivos, eventos y escenarios que son de utilidad para desarrollar
la arquitectura de referencia, la cual requiere la especificación de estos elementos. Al ser
identificados, es posible definir la información que intercambian y algunos requisitos que
dependen del funcionamiento del esquema de protección para su implementación.
Describir una estrategia de protección de microrredes requiere representar de forma
precisa los actores que intervienen debido a que deben ubicarse en lugares espećıficos en
los dominios y zonas del marco SGAM. Este marco que incluye los elementos de la cadena
de generación agregando el dominio de la generación distribuida, permite estandarizar
los procesos que alĺı se describen, haciendo interoperable un proceso y, por lo tanto, más
controlable por los operadores. Al añadir el dominio de las fuentes de generación distribuida,
la metodoloǵıa SGAM ampĺıa su uso para redes inteligentes y procesos que incluyan este
tipo de generación en su funcionamiento.
A pesar de que el esquema de protección descrito se desarrolla en dos dominios del marco
SGAM: distribución y DER; es posible establecer comunicación con un proceso diferente
que se encuentre en los mismos o diferentes dominios. El objetivo de la interoperabilidad,
especificado en el estándar estudiado, es establecer comunicación a niveles tanto operativos
como administrativos, por lo tanto, si se requiere comunicar un sistema con otro, es posible
siempre y cuando se sigan protocolos adecuados para establecer el intercambio de información.
También es evidente la flexibilidad de la arquitectura de referencia en cuanto las nuevas
funciones que se pueden agregar dentro del marco. Es decir, de igual forma como se incluyó
un nuevo dominio para permitir su funcionamiento sin afectar su descripción, es posible
adicionar nuevos elementos. La literatura consultada demuestra que el marco SGAM ha
evolucionado para aumentar los dominios que lo componen como: veh́ıculos eléctricos,
arquitectura marina o la industria.
Finalmente, conocer e iniciar la investigación sobre estas herramientas y sus utilidades
abren un panorama sobre las restricciones y estándares a tener en cuenta para implementar
sistemas que emplean nuevas tecnoloǵıas. La arquitectura de referencia por medio de los
pasos descritos en este trabajo pretende encontrar brechas o factores que impidan desarrollar
completamente un sistema dentro de su arquitectura. No será suficiente plantear un esquema
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de protección o cualquier otro esquema en alguno de los dominios, sin tener en cuenta las
limitaciones, requisitos, protocolos o leyes nacionales que impidan su implementación.
5.2 Recomendaciones
Como se evidenció en el desarrollo de la arquitectura mostrada en el caṕıtulo 4, los protocolos
de comunicación no hicieron parte del enfoque de este trabajo y, como consecuencia de ello,
no fue posible realizar la descripción total de la capa de comunicación mostrada en la sección
4.3.5. Por lo tanto, se recomienda como trabajo futuro que las investigaciones realizadas
sobre sistemas que involucren intercambio de información se extiendan hasta los estándares
que definen los protocolos necesarios para hacer efectiva la comunicación.
Adicionalmente en la bibliograf́ıa donde se estudian las aplicaciones de la arquitectura de
red se manifiesta la posibilidad de expandir los dominios del marco SGAM. Estas expansiones
se relacionan con las descripciones de funcionalidades de una ciudad inteligente, la inclusión de
veh́ıculos eléctricos, industria y arquitectura marina. Dichas expansiones pueden ser incluidas
como nuevos dominios dentro del marco, demostrando la flexibilidad de la arquitectura.




Algunas de las partes del desarrollo de la arquitectura propuesta, que no se presentan en
el caṕıtulo 4, debido a que no influyen para comprender lo realizado, se muestran en este
documento de anexos. Estas partes son importantes para la descripción de la estrategia de
protección, y se presentan en orden de ejecución en estos anexos.
A.1. Describir de forma general el caso de uso.
Esta parte de la metodoloǵıa, desarrollada en la sección 4.2.1, presenta el nombre del caso
de uso, administración de versiones, narrativa del caso de uso, indicadores de rendimiento,
condiciones del caso de uso y la información adicional sobre el caso de uso.
A.1.1. Nombre del caso de uso.
Para identificar el caso de uso se le da el nombre “estrategia de protección de microrredes
basada en sistemas de comunicación”, con un ID que agrupa las iniciales de las palabras que
componen su nombre, presentada en la Tabla A.1.1.
Tabla A. 2.1. Identificación del caso de uso
A.1.2. Administración de versiones.
Los cambios realizados mientras la descripción fue realizada están presentados en la tabla
A.1.2.
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Tabla A. 2.2. Gestión de versiones
A.1.3. Narrativa del caso de uso.
La tabla A.1.3 muestra las descripciones breve y completa de la estrategia de protección
basada en comunicaciones.
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Caṕıtulo 5. Conclusiones y recomendaciones 49
Tabla A. 2.3. Narrativa del caso de uso
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A.1.4. Indicadores clave de rendimiento.
Los indicadores identificados para implementar la estrategia de protección son: disminución
de la duración y frecuencia de las interrupciones causadas por fallas, además de la operación
y administración de la red facilitada por la comunicación entre los elementos.
Tabla A. 2.4. Indicadores clave de rendimiento
A.1.5. Condiciones del caso de uso.
Las condiciones y sus respectivos prerrequisitos para que la estrategia de protección funcione
correctamente, se presentan en la Tabla A.1.5.
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Tabla A. 2.5. Condiciones del caso de uso
A.1.6. Información adicional sobre el caso de uso para clasificación
La relación que tiene la estrategia de protección seleccionada con otros casos de uso, el nivel
de profundidad y las palabras clave para clasificarlo están mostrados en la Tabla A.1.6.
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Tabla A. 2.6. Información de clasificación
A.1.7. Observaciones generales.
La Tabla A.1.7 muestra algunas observaciones identificadas y que no están especificadas en
otra sección de la descripción del caso de uso.
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Tabla A. 2.7. Información de clasificación
A.1.8. Especificar detalles técnicos.
En la sección 4.2.3 están definidos y agrupados los actores de la estrategia de protección. Los
detalles técnicos requieren definir la bibliograf́ıa consultada y de utilidad para llevar a cabo
la descripción.
Las referencias presentadas en las tablas siguientes tienen un impacto sobre el desarrollo
de la descripción aportando conceptos útiles para lograrlo.
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Tabla A. 2.8. Referencias
www.utp.edu.co
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Tabla A. 2.9. Referencias (continuación)
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Tabla A. 2.10. Referencias (continuación)
A.1.9. Definir términos y definiciones comunes.
Los términos y definiciones comunes utilizados para facilitar la comprensión del trabajo
realizado se mostrarán en la tabla A.1.11 a continuación.
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Tabla A. 2.11. Términos y definiciones comunes
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