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RIASSUNTO 
 
La filiera agroalimentare può diventare un’arma letale nelle mani di individui pericolosi. Per questa 
ragione le strategie sviluppate per adempiere alla food safety devono essere integrate con azioni 
specifiche rivolte a migliorare la sicurezza in termini di food defence. 
Difficilmente si è in grado di prevenire comportamenti non sicuri da parte dei propri dipendenti o ad 
opera  di  estranei  e  perciò  sarà  necessario  avere  a  disposizione  un  piano  di  food  defence  da 
consultare  e  azioni  correttive  da  mettere  in  pratica  nel  caso  si  verificasse  un  episodio  di 
contaminazione o manomissione deliberata. 
La sicurezza del sito e del prodotto sono tematiche nuove ma richieste da tutte le grandi catene 
distributive europee ai propri fornitori. 
Il  governo  degli  Stati  Uniti  affronta  l’argomento  in  “Bioterrorism  act  of  2002”  mentre  la 
Commissione  Europea  se  ne  è  occupata  in  parte  con  la  pubblicazione  del  “Libro  verde  per  la 
preparazione contro gli attacchi biologici” nel 2007. 
In entrambi i casi si propongono linee guida utili all’implementazione di un programma di food 
defence. Sicurezza del sito di lavoro, serenità del personale operante, tranquillità del consumatore 
nell’operare le proprie scelte e protezione del proprio marchio sono gli obiettivi da perseguire. La 
rintracciabilità di filiera ed il controllo puntuale delle proprie risorse sono solo alcun dei mezzi 
utilizzabili. 
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ABSTRACT 
 
The food supply chain can become a lethal weapon in the hands of dangerous individuals. For this 
reason, the strategies developed to fight the food adulteration (food safety) should be integrated 
with specific actions to improve food security in terms of defence. 
As it will be difficult to prevent unsafe behaviors of your employees or by outsiders, it will be 
necessary to have a food defence plan to consult and corrective actions to be put into practice in 
cases of contamination or deliberate tampering. 
The safety of the site and the product are new issues, but are requested from all major European 
distribution chains to their suppliers. 
The  United  States  government  deals  with  the  subject  in  "Bioterrorism  Act  of  2002"  while  the 
European  Commission  has  dealt  in  part  with  the  publication  of  the  "Green  Paper  on  bio-
preparedness" in 2007. 
In both cases are provided guidelines which will be  useful for the implementation of a program of 
food defense. Security of job site, serenity of the operating personnel, tranquility of the consumer in 
operating their own choices and protection of the brand are the objectives to reach. The traceability 
and accurate control of  resources are just some of the tools used. 
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SCOPO DELL’ELABORATO 
 
La scelta dell’argomento da trattare nell’elaborato finale ￨ ricaduta sul tema della Food Defence in 
seguito ad un approfondimento svolto in sede di tirocinio formativo. La richiesta da parte di un 
cliente dell’azienda di poter esportare la merce anche negli Stati Uniti mi ha permesso di venire a 
conoscenza  del  problema  delle  contaminazioni  volontarie,  un  tema  ampliamente  descritto  e 
analizzato nella normativa statunitense. Si tratta di un argomento ancora poco sentito e discusso in 
ambito di  politica europea. Nel luglio 2007 è stato presentato dalla Commissione il Libro verde 
sulla preparazione contro gli attacchi biologici, ma il testo non conteneva nulla che riguardasse 
specificatamente  la  tutela  dei  prodotti  alimentari  anche  dalle  altre  tipologie  di  adulterazioni 
volontarie (mezzi chimici, fisici, radioattivi). Un’essenziale innovazione dovrebbe perciò riguardare 
la  protezione  della  catena  alimentare  da  attacchi  terroristici.  Soprattutto  per  le  aziende  che 
riforniscono  il  mercato  americano,  la  food  defence  è  da  lungo  tempo  un  tema  inevitabile  da 
affrontare. È per questi motivi che ho pensato di centrare la mia dissertazione di laurea su questo 
specifico  argomento  e  condividere  con  il  lettore  una  panoramica  generale  sul  tema.  Sono  stati 
affrontati più aspetti in merito alla normativa obbligatoria e volontaria che le aziende devono e 
possono applicare, le linee guida e le finalità che deve avere un piano di food defence. Una parte 
dell’elaborato è stata dedicata, inoltre, alla percezione del pericolo da parte di aziende del settore 
pubblico  e  privato  e  i  risultati  confermano  quanto  detto  sopra,  ossia  che  il  problema  è  stato 
ampiamente  percepito  dagli  operatori  del  settore,  ma  non  vi  sono  stati  riscontri  da  parte  della 
politica comunitaria. La lettura del presente elaborato potrebbe essere lo spunto dal quale sviluppare 
ed implementare un programma di food defence per la propria azienda. Cosciente del fatto che non 
si tratta di un aspetto di estrema urgenza perché, come verrà in seguito ben specificato, si ha a che 
fare con eventi rari, casuali e a bassa probabilità, è ad ogni modo preferibile avere almeno presente 
che il problema potrebbe esistere, prima che questo possa verificarsi davvero.  
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INTRODUZIONE 
 
“Food  defence”  ￨  il  termine  che  di  comune  accordo  utilizzano  la  FDA  (Food  and  Drug 
Administration), i Dipartimenti dell’Agricoltura (USDA) e della Sicurezza nazionale degli Stati 
Uniti d’America (DHS) per descrivere attività associate alla protezione delle derrate alimentari del 
proprio paese da atti intenzionali di contaminazione o manomissione. Queste azioni rappresentano 
una delle risposte messe in atto dagli USA dopo gli attacchi terroristici avvenuti l’11 settembre 
2001 a  New York e nei pressi di Washington DC, ma c’￨ da considerare molto più di un potenziale 
attacco terroristico quando si valutano le vulnerabilità di un sistema aziendale.   
Nella  cronaca  vengono  ampiamente  descritti  comportamenti  pericolosi  messi  in  atto  da  gruppi 
terroristici o da singoli individui con motivazioni ed effetti diversi. Il filo conduttore, in ogni caso, è 
l’intenzione  di  provocare  danno  a  persone,  prodotti,  impianti,  strutture  o  mezzi  di  trasporto  di 
un’azienda. 
Questi  soggetti  hanno  dimostrato  più  volte  la  volontà  di  raggiungere  i  propri  obiettivi  anche 
mediante mezzi poco tradizionali. Gli agenti biologici, chimici e radiologici rappresentano, infatti, 
nuove sfide per gli organi di difesa e prevenzione di tutti i Paesi. 
Si tratta, perciò, di un tema non così distante dalla realtà nazionale ed il rischio, seppur più basso di 
quello delle contaminazioni accidentali, è sempre presente. Inoltre, come dimostrano i casi che 
presenterò nel capitolo successivo, è necessario puntualizzare come la food defence non si limiti alla 
contaminazione  o  adulterazione  del  prodotto  alimentare,  ma  sia  anche  uno  strumento  utile  per 
prevenire eventi atti a causare danno diretto all’azienda o ai suoi lavoratori. 
Per adempiere al proprio compito, chi implementa il piano di food defence deve essere in grado di 
valutare la probabilità  che un evento  della tipologia interessata si  verifichi  e qui  s’incontra un 
grande ostacolo: il fattore umano. La dinamica dell’incidente ￨ inevitabilmente correlata alle scelte 
che l’individuo che vuole recare un danno, fa. Si può trattare di una o più persone, in ogni caso si ha 
di  fronte  un  sistema  umano  la  cui  analisi  è  molto  più  complessa  di  quella  di  sistemi  fisici  o 
biologici. Entra in gioco l’individualità e quindi la bassa prevedibilità dei fenomeni. L’individualità 
￨ l’insieme dei fattori interni all’uomo riguardanti il carattere, il contesto interpersonale in cui vive, 
i bisogni e la condizione psicologica che, per loro natura, non si prestano ad essere strutturati in 
modelli  di  comportamento  sistemico.  Appare  dunque  chiaro  quanto  complesso  sia  lo  sforzo 
compiuto  in  letteratura  di  proporre  modelli  di  comportamento  umano  che  favoriscano  valori 
numerici di  probabilità in grado di prevedere e prevenire comportamenti non sicuri. 14 
 
Il presente elaborato ￨ volto a stimolare la concentrazione dell’operatore del settore alimentare sulla 
identificazione  delle possibili sorgenti di attacchi intenzionali e sulle azioni correttive da attuare 
dopo il verificarsi del problema. Si risponderà ad alcune ovvie, ma non banali domande, come per 
esempio: in che modo valutare il rischio nell’implementare un piano di food defence? Quali sono i 
prerequisiti? Verranno inoltre descritti i punti d’incontro con il sistema HACCP, senza tralasciare le 
fondamentali  differenze.  Una  parte  sarà  dedicata  ad  un  breve  esame  dei  principali  documenti 
comunitari  in  materia  nati  in  risposta  al  crescente  bisogno  di  tutela  alimentare,  seguirà  la 
descrizione delle leggi federali varate dal Congresso degli Stati Uniti  dal giugno 2002, a distanza di 
pochi mesi dall’attacco alle Twin Towers, che impongono al governo e soprattutto alle imprese, 
precise misure di controllo, protezione e prevenzione. 
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1.    UN PO’ DI STORIA 
 
1.1 Uno sguardo ai casi del passato  
Negli USA, nel 1996, un tecnico di laboratorio “insoddisfatto” infettò deliberatamente con Shigella 
dysenteriae tipo 2 il pasto che avrebbero consumato i suoi colleghi: si ammalarono 12 persone, 
delle  quali  4  furono  ospedalizzate  e  5  ricorsero  alle  cure  del  pronto  soccorso.  Nel  2003  un 
commesso  di  un  supermercato  fu  condannato  per  aver  contaminato  intenzionalmente  con  un 
insetticida a base di nicotina circa 100 kg di carne macinata: si ammalarono 111 persone di cui 40 
bambini. In Cina, rispettivamente nel 2001 e nel 2002, due grossi episodi di avvelenamento furono 
conseguenti alla contaminazione di cibo con un rodenticida. Nell’episodio del 2001 i proprietari di 
un pastificio aggiunsero deliberatamente il veleno al pasto di 120 persone che si ammalarono dopo 
l’ingestione. Nell’episodio del 2002, il titolare di un fast food avvelenò uno dei prodotti di un suo 
concorrente, causando la morte di 40 persone e la malattia di altre 200. 
Più del 50% dei furti nei supermercati degli USA viene attribuito ad ex dipendenti, a lavoratori 
insoddisfatti sono stati spesso collegati comportamenti scorretti nei confronti di colleghi e dirigenti. 
Il  licenziamento  di  un  dipendente  è  costato  molto  caro  ad  un’azienda  agricola  di  Edimburgo, 
Scozia, che nel 2009, a causa di una manomissione dell’impianto di aerazione, perse 136.000 capi 
di pollame per un valore totale stimato di 400.000 euro. Il flusso d’aria venne bloccato provocando 
il soffocamento degli animali.  
Tra gli eventi ascrivibili a gruppi si riporta la contaminazione intenzionale con mercurio di agrumi 
israeliani che portò all’ospedalizzazione di 12 bambini in Germania e in Olanda. Negli U.S.A. una 
setta  religiosa  contaminò  insalate  pronte  con  Salmonella  Typhimurium  allo  scopo  di  annullare 
un’elezione locale. Nell’episodio furono riportati 751 casi di salmonellosi, 45 dei quali richiesero 
l’ospedalizzazione.  La  disseminazione  deliberata  di  antrace,  successiva  agli  attacchi  terroristici 
dell’11  settembre  2001,  ha  richiamato  l’attenzione  sulla  necessità  di  prevenire  e  fronteggiare 
efficacemente attacchi terroristici non convenzionali. Questi possono essere ricondotti alle forme di 
attacco  biologico,  chimico  e  radionucleare.  Tra  le  possibilità  viene  considerata  la  minaccia  di 
attacco attraverso gli alimenti. I possibili contaminanti utilizzati in un sabotaggio alimentare sono 
rappresentati da agenti biologici e chimici. Tra gli agenti biologici possono essere impiegati batteri 
altamente  letali  o  le  loro  tossine,  principalmente  Bacillus  anthracis  e  Clostridium 16 
 
botulinum.
1 Trovano  però  possibile  impiego  anche  batteri  noti  per  il  loro  ruolo  in  casi  di 
contaminazione accidentale degli alimenti e responsabili di malattie alimentari. Salmonella spp, 
Shigella dysenteriae,
2 essendo caratterizzati da una moderata morbilità ed una bassa mortalità e 
associate ad una relativa semplicità di disseminazione volontaria negli alimenti, sono da tenere in 
considerazione  in  ordine  alla  pronta  evidenziazione  di  situazioni  sospette.  Deve  essere  inoltre 
considerata la possibilità di impiego di microrganismi emergenti che possono essere modificati per 
la disseminazione di massa, in quanto di facile coltivazione e diffusione, e potenzialmente in grado 
di  provocare  alta  morbosità  e  gravi  ripercussioni  sulla  sanità  pubblica. Per  quanto  riguarda  gli 
agenti  chimici  possono  essere  impiegate  sostanze  naturali  o  di  sintesi,  facilmente  accessibili  a 
chiunque  o  soggette  a  restrizioni  di  approvvigionamento.  Le  stesse  sostanze  possono  essere 
coinvolte in fatti di contaminazione accidentale degli alimenti. Tra queste si annoverano metalli 
pesanti - come piombo, arsenico e mercurio – pesticidi, diossine, furani, policlorobifenili
3,  mentre 
si  tende ad escludere il ricorso  agli aggressivi  chimici “classici”. Tra  questi, infatti,  quelli  che 
riconoscono  come  via  di  aggressione  l’ingestione  presentano  odori  particolari,  facilmente 
evidenziabili. 
 
1.2 Gli episodi nazionali 
Sono oltre 35 anni che il problema del sabotaggio volontario di prodotti alimentari è entrato a 
prepotenza nel panorama delle cronache europee. Nel 1978 vennero avvelenati con il mercurio 
arance  e  pompelmi  proveniente  da  Israele  e  distribuiti  in  Olanda,  Svezia,  Belgio,  Germania  e 
Francia. Fu questo l‘atto con cui il bioterrorismo alimentare divenne noto all’opinione pubblica 
europea. 
Il primo celebre atto di tampering di prodotti alimentari verificatosi in Italia risale al 1988 e vide 
come oggetto del sabotaggio nuovamente una partita di pompelmi presenti in alcuni supermercati 
romani. Furono adulterati con blu di metilene, una sostanza colorante non tossica , ma sufficiente ad 
alterarne le caratteristiche organolettiche. 
Nel 1992 un movimento ecoterrorista di origine statunitense utilizzò nuovamente delle sostanze 
coloranti per contaminare confezioni di latte. 
Nell’aprile  del  1997  vennero  ritrovati  tubetti  di  senape  contenenti  cianuro  e  provenienti  dalla 
Germania. 
                                                           
1 Classificati dall’U.S. Centers for Disease Control and Prevention (CDC) e dal CCM (Comitato Collaborazione Medica)  nazionale 
come agenti di categoria “A” (alta priorità) in quanto altamente mortali. 
2 Classificati dall’U.S. CDC e dal CCM nazionale come agenti di categoria “B” (bassa priorità) 
3
 Riconosciuti dall’U.S. CDC come i più probabili agenti chimici utilizzabili in attacchi bioterroristici attraverso gli alimenti. 17 
 
Il 1998 fu l’anno dei panettoni al rodenticida. Il 10 dicembre, poco prima delle feste natalizie, 
vennero recapitati alla redazione di Firenze dell’Agenzia Ansa due panettoni di altrettante note 
marche. Le confezioni erano apparentemente intatte, si scoprirà poi che il veleno era stato iniettato 
nei dolci direttamente con una siringa. I prodotti delle due aziende produttrici vennero ritirati dagli 
scaffali. I danni economici e d’immagine furono ingenti: stimati circa 300.000 euro di perdite. 
 
1.2.1 Liscia, gassata o avvelenata? 
Tutto ha avuto inizio il 19 novembre 2003, in un paese della provincia di Mantova, Ostiglia, salito 
così alla ribalta delle cronache. La vittima: un ragazzo di undici anni con sintomi di avvelenamento, 
dopo  aver  ingerito  qualche  sorso  di  acqua  minerale.  Nei  giorni  seguenti,  alcuni  altri  casi  fra 
Mantova e Verona, in quella fascia di territorio ai confini fra Lombardia e Veneto. Ancora disturbi e 
sintomi di intossicazione, ancora bottiglie di acqua minerale, di quelle di plastica che da anni sono 
diventate un elemento costante di arredo nelle nostre cucine e sale da pranzo. 
Non  è  esagerato  definirle  in  questo  modo.  Le  statistiche  dicono  che,  ogni  anno,  gli  italiani 
consumano 172 litri di acqua minerale a testa. Mezzo litro al giorno. Un primato mondiale. È nostro 
anche  il  record  delle  sorgenti  autorizzate  al  commercio.  Sono  285  le  acque  minerali 
commercializzate nel nostro Paese, per un giro d'affari nazionale di tre miliardi di euro l'anno. I 
produttori nazionali imbottigliano in 12 mesi 11 miliardi di litri di acqua minerale.  
Questi  dati  hanno  suggerito  una  spiegazione  immediata  sulle  possibili  origini  e  cause  del 
sabotaggio: una guerra commerciale, oppure un ricatto in grande stile contro aziende indubbiamente 
floride. 
L’attentatore buca la bottiglia con una siringa ad ago finissimo al di sotto del tappo, ma sopra il 
livello dell’acqua. La sostanza iniettata ￨ ammonio quaternario, normalmente presente nei detersivi 
per i piatti. Si tratta purtroppo di un composto incolore, inodore e insapore. 
Il fascicolo parla di attentato alla salute pubblica. E’ stato coniato il termine "Acquabomber" che di 
certo non ha evitato l’innescarsi del panico e della psicosi nelle famiglie, probabilmente questo era 
l’obiettivo principale di chi ha messo in atto il gesto. Il fatto che le bottiglie alterate fossero di 
marche diverse ha indotto gli inquirenti a scartare l’ipotesi, presa subito in considerazione, che 
potesse trattarsi di un ex dipendente di un’azienda di acque minerali, magari animato da sentimenti 
di ritorsione.  
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1.3 Le tre sicurezze nel food 
Qualunque soggetto che rientra nella filiera produttiva di un alimento deve avere quotidianamente a 
che fare con la sicurezza. Nel settore alimentare vengono individuati tre diversi concetti di sicurezza 
alimentare.  
Food security: è definita dalla Food and Agriculture Organisation (FAO) come la possibilità fisica 
ed economica per tutti gli esseri umani di approvvigionarsi dei prodotti alimentari sicuri  necessari 
alla dieta in quantità sufficiente per affrontare una vita sana ed attiva. 
Food safety: provvede ad un elevato livello di tutela dei consumatori con riguardo ai pericoli non 
intenzionali (contaminazioni da aria, suolo, acqua, pesticidi, fertilizzanti ecc… ). E’ strettamente 
vincolata alla manipolazione, preparazione e conservazione del cibo allo scopo di  prevenire danno, 
malattia e morte al consumatore. Per garantire la sicurezza degli alimenti dal luogo di produzione 
primaria  al  punto  di  commercializzazione  o  esportazione  occorre  una  strategia  integrata  che 
coinvolge ogni operatore lungo la catena alimentare, il quale può garantire che tale sicurezza non 
venga compromessa applicando  l’autocontrollo in maniera razionale e organizzata. 
Food defence: Il suo compito consiste nell’elaborare un sistema di difesa in grado di limitare le 
possibilità che la catena di approvvigionamento alimentare venga intenzionalmente contaminata per 
mezzo di agenti estranei alla matrice alimentare o manomessa mediante comportamenti dannosi per 
il  sistema  aziendale  e  per  l’incolumità  dei  suoi  collaboratori.  I  pericoli  da  prendere  in 
considerazione  nella  filiera  alimentare  sono  agenti  biologici  (batteri,  muffe,  virus),  contaminati 
chimici, fisici e radioattivi. Vengono inclusi i materiali che non si dovrebbero trovare in matrici 
alimentari  (legno,  metallo,  vetro:  i  cosiddetti  corpi  estranei)  e  sostanze  non  riconosciute  come 
utilizzabili nelle produzioni alimentari.                            
Atti intenzionali accadono poco frequentemente, possono essere difficili da identificare e ancor più 
complessa è la loro previsione.  
L’adulterazione di prodotti alimentari, ossia l’aggiunta di sostanze estranee alla natura del prodotto 
stesso verrà indicata nel presente elaborato come “food tampering”. 
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2.  VULNERABILITÀ DELLA FILIERA ALIMENTARE 
 
Gli  eventi  dell’11  settembre  2001  hanno  evidenziato  come  sistemi  ed  infrastrutture  di  “uso 
quotidiano” possono divenire delle serie minacce, se non addirittura delle vere e proprie armi di 
distruzione, nelle mani di criminali o terroristi. Quegli eventi hanno, infatti, fornito una concreta 
prova  di  come  questi  soggetti  possano  utilizzare  infrastrutture  civili  come  strumenti  (direi  con 
maggiore  precisione  “vettori”)  al  fine  di  infliggere  danni  economici,  materiali  e  morali  al  loro 
avversario. La peculiarità di questa strategia risiede proprio nel fatto che tali infrastrutture sono di 
uso  quotidiano  e,  per  tanto,  non  sono  percepite  dalla  popolazione  e  dagli  operatori  come 
possibilmente pericolose (in quanto nel loro normale funzionamento non lo sono) e, per altro, esse 
tendono ad essere utilizzate/gestite da una pluralità di soggetti così estesa e variegata da rendere 
estremamente difficoltoso, se non impossibile, un loro controllo puntuale. 
In quest’ottica il trasporto aereo, seppur con le sue intrinseche caratteristiche tecniche e di carica 
emotiva,  non  è  certamente  l’unica  infrastruttura  che  un  criminale  potrebbe  sfruttare  per  scopi 
illeciti.  Anzi,  sotto  certi  aspetti,  la  messa  in  sicurezza  del  sistema  di  trasporto  aereo,  come 
sperimentato da ognuno di noi, ￨ stata “relativamente” semplice in quanto i punti di fruizione del 
servizio  sono  sostanzialmente  in  numero  limitato  (gli  aeroporti),  e  già  strutturati  in  un’ottica 
orientata alla sicurezza (con ciò non si vuole, ovviamente, sostenere l’opportunità di abbassare la 
guardia in questo settore, anche in considerazione del fatto che nuove minacce sono individuate 
quotidianamente).  
In altri settori,  però, le  cui  capacità d’impatto sono paragonabili,  le possibilità di contromisure 
appaiono  maggiormente  complesse  e,  in  alcuni  casi,  non  vi  è  ancora  una  sufficiente  presa  di 
coscienza della possibile minaccia. 
Uno di questi settori è certamente quello alimentare, con le sue diverse filiere. A differenza di 
quanto può accadere per il trasporto aereo è importante sottolineare che mezzi come gli alimenti 
sono spesso utilizzati a fini criminali anche da piccoli gruppi o singoli individui che per motivi 
personali, politici, religiosi o morali mettono in atto un sabotaggio. Sono questi gli eventi ai quali si 
vuole dare maggiore attenzione nel presente elaborato. 
Il lavoro di ricercatori dell’Università di Singapore svolto nel 2009, esamina i casi di incidenti 
dovuti a contaminazione intenzionale avvenuti tra il 1950 e il 2008. I risultati fanno notare come il 
98% dei casi abbia avuto origine a valle della catena produttiva. Si evince inoltre, che gli agenti più 
utilizzati sono comunemente reperibili in casa, in aziende agricole o in industrie chimiche. Quando 20 
 
sono stati impiegati mezzi di più ridotta diffusione si trattava di individui con buona conoscenza 
dell’agente e del suo impiego.  
L’impatto sulla salute pubblica, degli esempi di cui sono disponibili dei dati, ￨ stato ridotto. E’ 
perciò possibile supporre che il primo intendo di una contaminazione deliberata sia di provocare 
perdite economiche, puntando alla struttura fisica aziendale o al prodotto piuttosto che suscitare un 
concreto stato si malessere nel consumatore. In realtà i due fenomeni sono legati da rapporto causa-
effetto. 
Se si tratta di azioni che mirano a diffondere nella popolazione germi patogeni o sostanze tossiche, 
soprattutto se di difficile individuazione, è inevitabile che solo il consumo del prodotto da parte di 
un  individuo  può  renderne  nota  la  presenza  e  a  questo  punto  ne  risponderebbero  l’azienda 
produttrice  o  quella  distributrice.  Queste  azioni,  per  essere  efficaci,  prevedono  che  l’agente 
contaminante venga introdotto quanto più a monte possibile nella filiera, in modo da garantire una 
vasta diffusione dello stesso. 
L’altro  tipo  di  azione  criminosa,  invece,  mira  a  sfruttare  più  che  altro  l’effetto  annuncio  e  ad 
acquisire beneficio dalla reazione “isterica” della popolazione. In questo caso la minaccia non deve 
necessariamente fare un gran numero di vittime, ma molte volte è sufficiente il solo ritrovamento 
all’interno di un certo alimento di un particolare agente tossico, patogeno o di altre sostanze non 
nocive, ma che normalmente non compongono la matrice alimentare considerata. 
Si pensi, ad esempio, a quanto occorso con il morbo della mucca pazza, o anche con l’influenza 
aviaria o le mozzarelle alla diossina. In tutti questi casi, in modo più o meno motivato, la notizia ha 
indotto sostanziali modifiche nel comportamento del mercato, con conseguenze drammatiche per i 
diversi produttori e diffusione del panico generale. Da un punto di vista criminale, se l’obiettivo ￨ 
quello di creare un danno economico o di immagine al soggetto vittima dell’azione (sia esso uno 
stato o uno specifico produttore), questa strada appare per molti versi più efficiente ed efficace della 
prima. Questo anche perch￩ l’antagonista può intervenire in un qualunque segmento della filiera ed 
ovviamente sceglierà di intervenire in corrispondenza dell’anello più debole, vale a dire il meno 
sorvegliato e protetto. I più probabili target nella catena di approvvigionamento alimentare sono i 
venditori, tra i quali rientrano dettaglianti e servizi ristorativi, i produttori e i piccoli gruppi di 
consumatori (mense scolastiche, equipaggi navali, mense militari).  
Un  monitoraggio  capillare,  rivolto  allo  smascheramento  di  queste  adulterazioni,  è  ovviamente 
complesso visto il quantitativo di cibo che quotidianamente viene prodotto e consumato in un paese. 
Ulteriore difficoltà s’incontra se si dovessero considerare le materie prime importate dalle aziende 
alimentari e le importazioni illegali che sfuggono ai controlli. 21 
 
2.1 I risultati dello studio di Singapore 
Tra le mille manipolazioni sospette avvenute tra 1950 e il 2008, analizzate nel corso del 2009 da un 
gruppo di ricercatori dell’Università di Singapore, circa 450 sono state confermate come casi di 
contaminazione intenzionale. Le analisi chiariscono come non ci siamo prove di attacchi terroristici 
alla filiera alimentare, è un dato di fatto però che il numero di incidenti dolosi stia continuamente 
aumentando e che buona parte sia causata dall’impiego di agenti chimici, minore ￨ l’uso di agenti 
biologici, radioattivi e fisici. 
I dati statistici relativi agli incidenti avvenuti lungo la catena di approvvigionamento alimentare 
rileva come il 58% di questi sia avvenuto a livello del consumatore, il 38% si sia verificato in 
supermercati o servizi ristorativi/distributivi mentre i rimanente 4% in campo. Fortunatamente non 
si sono mai verificati casi in fase produttiva. 
Un’analisi esaustiva di tutte le contaminazioni deliberate può comunque essere utile ad identificare 
le fasi più critiche della filiera, gli agenti più efficaci e le strategie più appropriate da adottare per 
proteggere il consumatore. 
 
 
 
Figura 1: Tratto da “SecuFood- Project summary”, Aprile 2010. 
 
 
CAUSE: come visibile dal grafico in basso si evidenzia una netta prevalenza di residui di sostanze 
chimiche rispetto agli agenti biologici. Questa differenza può essere in parte dovuta alla carenza di 
controlli  per  la  loro  individuazione.  I  sistemi  delle  tecnologie  per  la  food  safety,  infatti,  sono  
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generalmente finalizzate alla prevenzione e/o identificazione dei pericoli biologici, spesso legati alle 
contaminazioni  spontanee.  In  parte  invece,  il  più  frequente  utilizzo  di  sostanze  chimiche  è 
determinato  dalla  maggiore  e  facile  reperibilità  di  questi  agenti  come  accade  per  le  sostanze 
detergenti presenti in ogni casa. 
 
 
 
Figura 2: Tratto da “SecuFood- Project summary”, Aprile 2010. 
 
 
CONSEGUENZE:  Nessun danno alla salute è stato riscontrato in consumatori coinvolti nei casi di 
adulterazione a livello di campo per prodotti trasformati, questo probabilmente perché si tratta della 
prima fase a cui la materia prima viene sottoposta e in quelle seguenti i controlli effettuati possono 
aver facilmente rilevato la presenza di agenti estranei. Nei casi di contaminazioni avvenute a livello 
del distributore o del servizio ristorativo invece le vittime sono state più numerose, escludendo i 
casi verificatisi in casa, raramente si sono sviluppate in tragedie. Questi risultati sottolineano come 
la maggior parte degli avvenimenti di contaminazione deliberata siano finalizzati a creare panico 
generale e perdita di credibilità, piuttosto che ad un gran numero di vittime, cosa che accadrebbe 
invece per un azione terroristica. 
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Figura 3: Tratto da “SecuFood- Project summary”, Aprile 2010. 
 
2.2 Percezione del rischio 
La serietà delle azioni preventive e correttive messe a punto per affrontare il food tampering è 
ovviamente  proporzionale  all’attenzione  che  aziende  private  e  Autorità  pubbliche  pongono  al 
problema. 
Entrambe accordano sul fatto che procedure atte a promuovere e facilitare la coordinazione e lo 
scambio di informazioni tra i diversi operatori è essenziale. 
L’analisi dei rischi, in accordo con le aziende che già hanno avuto esperienza di contaminazioni 
volontarie, classifica le tipologie di individui pericolosi, in ordine di probabilità : 
- mitomani interessati alla stampa per far parlare di sé; 
- iniziative dimostrative: incidenti non pericolosi per la salute umana,ma di forte impatto mediatico; 
- componenti dell’organico aziendale non soddisfatti; 
- terroristi. 
 
2.2.1 Industrie private 
Come risulta dalla valutazione dei 450 casi presi in considerazioni tra 1950 e il 2008 tutti i livelli 
della  filiera  alimentare  sono  a  rischio,  a  partire  dal  settore  primario,  fino  ad  arrivare  alla 
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distribuzione. Nonostante questi dati  le industrie valutano adeguate le misure di sicurezza adottate 
durante  la  fase  produttiva.  Nella  realtà  la  maggiore  o  minore  adeguatezza  dipende  dal  tipo  di 
contaminazione da affrontare. Per quanto riguarda gli agenti chimici, la fase produttiva è quella più 
rischiosa  perché  se  la  contaminazione  dovesse  avvenire  a  questo  livello  un  gran  numero  di 
consumatori potrebbe esserne vittima, essendo poco diffuso il controllo ed il monitoraggio di queste 
sostanze in produzione. 
Nel caso di agenti biologici, invece, la fase produttiva è quella a minor rischio perché i controlli e le 
azioni preventive sono mirate alla localizzazione di questi agenti. 
Nonostante  rappresenti  un  costo,  gran  parte  delle  aziende  concorda  sul  fatto  che 
nell’implementazione  di  un  piano  di  food  defence  non  possono  mancare  la  formazione  del 
personale, i periodici aggiornamenti, l’impiego di sistemi di videosorveglianza e controllo dello 
stabilimento e la tracciabilità. 
 
2.2.2 Autorità pubbliche 
La sempre più completa disponibilità di informazioni reperibili da questo settore  ha sicuramente  
incrementato  la  consapevolezza  della  problematica  di  food  tampering  e  parallelamente  ne  ha 
aumentato  la  sensibilità.  Il  settore  pubblico,  infatti,  chiede  maggiore  attenzione  al  rischio  di 
contaminazione della filiera alimentare ed alla realizzazione di un piano d’emergenza. 
Il più elevato rischio di contaminazione deliberata, secondo le autorità, si presenta in produzione, 
trasporto e grande distribuzione (come affermano anche i rappresentati delle industrie private), il 
settore pubblico inoltre fa attenzione ai prodotti importati ed alle materie prime. 
Come accade per le aziende private, si ritiene utile una più ferma cooperazione tra gli operatori del 
settore pubblico e privato allo scopo di colmar la lacuna informativa presente tra i segmenti della 
filiera alimentare. 
 
2.2.3 Quindi … 
Mentre le autorità pubbliche preferiscono considerare separatamente il rischio relativo a individui 
criminali e quello legato a gruppi terroristici, gli operatori del settore alimentare si approcciano ad 
un unico pericolo.  
Anche  se  non  vi  sono  rilevanti  differenze  le  singole  fasi  della  filiera  alimentare  in  termini  di 
vulnerabilità, l’importazione, la distribuzione ed i servizi di ristorazione sono valutati come punti di 
maggiore criticità per attacchi criminali e terroristici. L’ampliamento del mercato, l’estensione delle 25 
 
aree di importazione dovute all’aumento in volume della domanda  dei consumatori richiede un 
approccio più attento alla tutela degli alimenti da contaminazioni intenzionali.  
L’attenzione degli OSA si focalizza invece, sulle fasi non sottoposte ad un loro controllo diretto. 
Gran parte dei casi verificatisi, infatti, hanno avuto origine a livello di distribuzione o alla tavola del 
consumatore. 
 
2.3 Analisi dei rischi 
Nell’implementare un piano di food defence vengono analizzati i rischi per ogni livello della catena 
alimentare valutando le corrispettive conseguenze tenendo in considerazione le azioni correttive 
adottate. 
E’ molto complesso predire la probabilità che un’azione criminale si verifichi: questo perché le 
motivazioni, le finalità e le capacità dell’individuo sono impossibili da conoscere in anticipo. Entra 
in gioco l’imprevedibilità delle azioni umane di cui si ￨ parlato nel paragrafo introduttivo. Ecco un 
esempio della matrice generalmente utilizzata per la valutazione del rischio. 
 
 
     Tabella 1: tratto da "Metodologia per la valutazione dei rischi", Ing. Sabatino R. 
 
Il termine rischio, in campo alimentare, significa stimare la probabilità che si 
verifichi un certo pericolo, ed è un evento  misurabile. 
G indica la gravità del danno provocato dal pericolo e P rappresenta la probabilità 26 
 
che il pericolo si presenti. 
Le conseguenze di una contaminazione intenzionale vengono classificate in base ad una scala che 
va da 1 a 5, in merito alla gravità degli effetti provocati dall’agente usato. 
1.  insignificanti: lesioni irrilevanti, notizia diffusa solo alla stampa locale, perdite economiche 
molto contenute; 
2.  lievi: malattie lievi, media, perdite economiche marginali; 
3.  moderate: alcune vittime hanno richiesto l’intervento medico, c’￨ stata notevole attenzione 
dei   mass-media e perdite economiche da parte degli operatori alimentari;  
4.  gravi: alcuni decessi, lesioni gravi, ansia nella popolazione, notevoli perdite economiche da 
parte del operatori del settore alimentare; 
5.  catastrofiche: un gran numero di morti, panico diffuso su larga scala nella popolazione, 
impatto significativo sull’ economia nazionale. 
La  probabilità  che  l’agente  sia  presente  nell’alimento  e  che  quindi  si  sia  verificata  una 
contaminazione deliberata dipende da due variabili: l’accessibilità della sostanza pericolosa per un 
individuo che voglia recare un danno e la vulnerabilità del sistema, ossia la presenza o meno di 
forme di controllo atte a tutelare il prodotto e l‘azienda. La vulnerabilità ￨ il parametro usato per 
valutare  la  criticità  di  uno  specifico  componente  della  filiera,  la  scelta  dell’attentatore  ricadrà 
certamente su quello più fragile. 
Per la fase produttiva è possibile valutare la vulnerabilità prendendo in considerazione le seguenti 
variabili: 
  tipo di procedimento, parametri di processo ed impianti utilizzati; 
  misure di controllo delle materie prime in arrivo e sicurezza dei mezzi di  trasporto; 
  sicurezza dei dipendenti, impiego dei dispositivi di protezione obbligatori; 
  mezzi di controllo,  videosorveglianza, allarme; 
  dispositivo  di  rilevazione  corpi  estranei  lungo  la  catena  produttiva,  piano  di  analisi  e 
accertamento; 
  formazione del personale e aggiornamenti; 
  precauzioni adottate in caso di visitatori estranei. 
Come è facilmente intuibile molte altre ancora possono essere i parametri in base ai quali calcolare 
la vulnerabilità di un sistema aziendale, non è però possibile creare una lista completa che sia 
esaustiva per tutti i settori alimentari, è necessario che ogni soggetto ne elabori una personalizzata 
andando poi a rinforzare i punti più critici. 
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3.   NORMATIVA OBBLIGATORIA E VOLONTARIA  
 
Atti di contaminazione deliberata dei prodotti alimentari sono ampiamente descritti in letteratura e 
nelle cronache nazionali ed internazionali. L’obiettivo ￨ compromettere la capacità produttiva e 
commerciale  delle  organizzazioni  con  azioni  che  possono  spaziare  dal  sabotaggio  delle  linee 
produttive all’alterazione del prodotto destinato alle vendite.  
Chi li compie può voler arrecare un danno a una determinata azienda o ad un particolare settore 
alimentare ma, in entrambi casi, anche se le ripercussioni sono contenute (ad esempio pochi casi di 
malattia conseguente) si creano comunque ansia e psicosi collettive. La conseguenza è la perdita di 
fiducia dei consumatori nei confronti delle istituzioni e nei confronti delle aziende che non hanno 
protetto adeguatamente il loro prodotto; è persino troppo facile capire quanto una tale evenienza 
può avere impatto negativo sul business delle imprese coinvolte.         
A livello macroeconomico, si pensi alle ripercussioni che tali eventi possono avere sugli scambi 
economici: oltre alle perdite sui mercati nazionali, si può arrivare anche al blocco delle importazioni 
da  parte  di  clienti  esteri,  blocco  giustificato  anche  dal  World  Trade  Organisation  perché  a 
salvaguardia della salute umana, ambiente o animale. 
Quindi, la protezione dei siti produttivi (stabilimenti, magazzini di stoccaggio, ecc.) e dei mezzi di 
trasporto degli alimenti da atti di sabotaggio diventano una vera e propria priorità per l’azienda 
alimentare.  
 
3.1  Public Health Security and Bioterrorism Preparedness and Response   Act of 
2002 
Per le aziende che esportano i loro prodotti negli USA, esistono obblighi specifici in termini di 
sicurezza  dei  siti  produttivi,  che  derivano  dall’applicazione  del  “Public  Health  Security  and 
Bioterrorism  Preparedness  and  Response  Act  of  2002”  o  più  brevemente  “Bioterrorism  Act  of 
2002” approvato il 23 gennaio 2002 dal Congresso degli Stati Uniti d’America. Questa legge ha 
l’esplicito intento di migliorare la capacità degli Stati Uniti nel prevenire, prepararsi e rispondere al 
bioterrorismo e ad altre emergenze per la salute pubblica. È inoltre incluso un provvedimento nel 
quale sono descritte regole sul controllo, la manipolazione e la lavorazione degli alimenti e delle 
bevande per uso domestico o animale sul territorio statunitense. 
La registrazione è una prassi tramite la quale si fornisce alla FDA  una serie di informazioni e dati 
relativi  agli  stabilimenti  in  cui  vengono  prodotti,  trasformati  o  stoccati  gli  alimenti  riservati 28 
 
all’esportazione  verso  gli  Stati  Uniti.  È  obbligatorio  registrare  ogni  stabilimento,  industria, 
laboratorio con cui il cibo destinato all’esportazione  sia venuto in contatto; dunque tutti quegli 
stabilimenti  che  producono,  trasformano,  sintetizzano,  preparano,  trattano,  modificano  o 
manipolano gli alimenti definiti ed elencati dal Federal Food, Drug and Cosmetic Act, ovvero tutti 
quei prodotti solidi o liquidi destinati al consumo da parte dell’uomo o degli animali. 
Tagliare, sbucciare, lavare, incerare, imbottigliare, marchiare o impacchettare vengono considerati 
tutti indistintamente processi di trasformazione. Dovranno essere registrati anche quegli stabilimenti 
che si occupano del confezionamento dei prodotti e che quindi vengono a diretto contatto con i 
prodotti stessi, le società di stoccaggio, i magazzini, i silos e i serbatoi per lo stoccaggio di liquidi. 
Se un’azienda possiede più stabilimenti dislocati in più punti, ciascun stabilimento che produce 
alimenti destinati agli Stati Uniti dovrà essere registrato.  
Una  documentazione  puntuale  e  la  registrazione  dei  dati  delle  diverse  aziende  permetterebbe 
all’FDA ed alle altre autorità di determinare l’eventuale fonte e la causa di una contaminazione. E’ 
chiaro che si tratta di prassi applicate a tutti i prodotti alimentari destinati al mercato statunitense  e 
verrebbe utilizzata sia in merito a scandali di food safety che di food defence.  
 
3.2 Il Libro verde sulla preparazione contro gli attacchi biologici 
Il Libro verde presentato dalla Commissione europea l’11 luglio 2007 ￨ volto a stimolare il dibattito 
per lanciare un processo di consultazione a livello europeo su come ridurre i rischi biologici e 
rafforzare gli aspetti di preparazione e reazione alla minaccia. 
Il termine “preparazione” ￨ usato in modo generico e congloba tutti gli aspetti come la prevenzione, 
la protezione, la capacità di pronta risposta, la repressione dei criminali/terroristi, la sorveglianza, la 
capacità  di  ricerca,  la  reazione  e  il  ristabilimento.  Rientrano  nella  preparazione  anche  i 
provvedimenti per ridurre al minimo la minaccia di una contaminazione deliberata della catena di 
approvvigionamento alimentare attraverso agenti biologici o chimici. 
Se nell’Unione europea dovessero essere introdotti deliberatamente, o importati da un paese terzo, 
agenti patogeni mortali o malattie naturali, l'epidemia potrebbe colpire  simultaneamente diversi 
Stati  membri  e  diffondersi  al  di  là  delle  frontiere,  con  un  impatto  economico  e  sociale 
considerevole. 
Se da un lato è chiaro che i vantaggi dello sviluppo scientifico in certi settori possono prevalere 
sulle eventuali preoccupazioni in materia di sicurezza, è anche vero che, con  l’evoluzione mondiale 
delle  scienze  della  vita  e  della  biotecnologia,  alcune  tecnologie  a  duplice  uso  con  le  relative 29 
 
conoscenze tecniche possono cadere in mano a gruppi politici criminali e a terroristi, permettendo 
loro di compiere attentati biologici distruttivi. 
Parallelamente, le malattie naturali, gli incidenti di laboratorio o altre propagazioni non intenzionali 
di malattie e agenti patogeni costituiscono una minaccia che può destabilizzare le nostre società e 
danneggiare l'economia. 
Per garantire un adeguato livello di sicurezza è stato predisposto un quadro giuridico completo in 
molti  settori  importanti  (industria  alimentare,  sicurezza  sul  luogo  di  lavoro).  In  alcuni  campi, 
tuttavia, la non perfetta applicazione e le lacune delle misure di sicurezza possono continuare a 
costituire dei rischi. L’Europa non può aspettare che si verifichino incidenti con gravi conseguenze 
o che le lacune esistenti siano sfruttate dai terroristi. 
Per le ragioni esposte, occorre ridurre i rischi derivanti da materiali biologici e da agenti patogeni 
pericolosi e rafforzare la preparazione in Europa adottando un approccio che tenga conto di tutti i 
rischi biologici (preparazione generica nell'ambito di una capacità globale di gestione delle crisi). 
Lo scopo di un approccio globale è per l'appunto prendere in considerazione tutti i rischi potenziali 
legati a un attentato terroristico, a una disseminazione intenzionale di altro tipo, a un incidente o a 
una malattia naturale, in modo da essere pronti a gestire qualunque crisi debba colpire la protezione 
della  catena  di  approvvigionamento  alimentare.  La  scelta  di  un  approccio  contro  tutti  i  rischi 
biologici è giustificata dall'impossibilità di introdurre prassi di sicurezza adeguate senza una forte 
cultura della sicurezza. Inoltre, nelle prime fasi di un incidente, è molto spesso difficile individuare 
le cause e le fonti di una malattia. Se la propagazione è intenzionale, importante sarà il ruolo dei 
servizi di contrasto. 
 
3.2.1 Progetto SecuFood 
Dalla  presentazione  del    “Libro  verde  sulla  preparazione  contro  gli  attacchi  biologici”  nasce 
“SecuFood -  Sicurezza della catena di approvvigionamento alimentare europea”. Si tratta di un 
progetto di ricerca che  è iniziato in Aprile 2010 ed ha avuto la durata di 12 mesi, è stato co-
finanziato  dal  Direttore  generale  per  la  Giustizia,  la  Libertà  e  la  Sicurezza  della  Commissione 
europea e coordinato dal Prof. Setola, Direttore del Laboratorio di Sistemi Complessi e Sicurezza 
dell’Università Campus Bio-Medico di Roma. I principali partner coinvolti nello studio sono stati 
l’Istituto  Superiore  di  Sanità,  il  Nucleo  Anti-Sofisticazioni  e  Sanità  (NAS)  dei  Carabinieri, 
l’European Business Associates (EBA), il TECNUN dell’Università di Navarra.  
Obiettivo  del  progetto  è  stato  analizzare  i  punti  deboli  della  catena  alimentare  e  quindi  la  sua 
potenziale esposizione non solo ai più noti rischi della frode, ma soprattutto a quelli di un possibile 30 
 
attacco  terroristico  o  criminale;  si  è  quindi  realizzata  una  panoramica  quanto  più  esauriente 
possibile delle reali minacce e delle relative contromisure in essere in merito al problema del food 
tampering. L’attività dei ricercatori, infatti, si ￨ concentrata non tanto sul concetto di sicurezza 
alimentare intesa nel senso di  “safety”, cio￨ di contrasto all’introduzione e commercializzazione di 
prodotti adulterati più in generale non conformi alle varie normative, quanto piuttosto sulle azioni 
criminose  che  vedono  nella  filiera  alimentare  il  “vettore”  mediante  il  quale  perseguire  disegni 
criminali. 
Lo studio è stato condotto in diverse fasi: 
  Analisi dei rischi per ogni fase della filiera, per scoprire minacce ed eventuali vulnerabilità. 
Tutto il processo di analisi è stato effettuato tenendo presente le differenze tra le filiere dei 
diversi prodotti alimentari. 
  Panoramica sulle tecnologie adottate per contrastare le minacce terroristiche o criminali con 
lo scopo di individuare quelle più valide al fine di migliorare il livello di protezione della 
catena  di  approvvigionamento  alimentare  e  le  capacità  di  gestire  una  eventuale  crisi 
improvvisa. 
  Quantificazione del rischio percepito da parte delle Autorità pubbliche e degli operatori del 
settore alimentare mediante la somministrazione agli stessi di appositi questionari; 
  Studio del quadro giuridico sui sistemi di tutela esistenti e sulle legislazione europea in 
materia di prevenzione, contrasto e repressione di azioni dolose commesse ai danno del 
settore alimentare. 
  Analisi degli incidenti di origine alimentare per scoprire minacce, vulnerabilità e modus 
operandi criminale. SecuFood ha condotto uno studio su circa 450 episodi, selezionati tra 
oltre 1000 casi sospetti di adulterazione di cibo, verificatisi nel mondo tra il 1950 e il 2008. 
 
3.2.2 Cosa è emerso dal progetto 
Dalla valutazione delle risposte fornite dalle Autorità pubbliche e dalle aziende private alle quali è 
stato somministrato il questionario sono emersi due suggerimenti concreti per migliorare, a livello 
organizzativo, tecnologico e culturale, la sicurezza alimentare: 
  Creazione di un database di eventi criminali consultabile dalle aziende, per permettere loro 
di verificare l’adeguatezza dei propri sistemi di controllo.  
  Redazione  di  linee  guida  tese  a  fissare  standard  di  sicurezza  non  solo  per  prevenire 
alterazioni accidentali e frodi da parte dei produttori, ma anche attacchi dall’esterno della 31 
 
catena  alimentare  finalizzati  al  danno  economico,  alla  lesione  delle  persone  e  alla 
generazione di panico tra la popolazione, come appunto accade dopo attacchi criminali o 
terroristici. 
Dall’analisi  del  piano  giuridico  i  ricercatori  hanno  concluso  che,  ad  oggi,  la  quasi  totalità  dei 
controlli nel campo alimentare sia orientata alla food safety, come già ricordato, al contrasto delle 
frodi perpetrate dalle aziende allo scopo di trarre un illecito profitto. Poca attenzione è, invece, 
posta verso le minacce della filiera alimentare e ai suoi operatori, soprattutto per quel che riguarda 
le azioni “dimostrative”, quelle finalizzate, cio￨, a creare panico, sfiducia o alterare le abitudini 
alimentari dei consumatori. 
 
3.3  Food Defence tra i requisiti degli standard delle catene distributive europee 
IFS  International  Food  Standard e  BRC  Food  Global  Standard    sono  standard  creati 
rispettivamente dalle catene distributive tedesche, francesi e da quelle inglesi per valutare i fornitori 
di prodotti alimentari. Si articolano nei settori FOOD (stabilimenti di produzione alimenti ad uso 
umano o ingredienti/semilavorati), e LOGISTIC (per le aziende del settore trasporto, stoccaggio e 
distribuzione commerciale). Le aziende produttrici di alimenti o di logistica possono richiedere la 
certificazione  sulla  base  dello  standard  applicabile  ad  un  ente  di  certificazione  di  parte  terza 
accreditato. 
Lo  standard  pone  particolare  enfasi  nella  valutazione  della  capacità  del  fornitore  di  produrre 
alimenti a marchio del cliente nel rispetto dei capitolati, di alta qualità, sicuri per i consumatori e 
conformi alla legislazione del Paese di destinazione. 
I requisiti riguardano ad es. la creazione e mantenimento del sistema gestione qualità aziendale, del 
sistema HACCP, l'aggiornamento normativo, la gestione dei capitolati e contratti per garantire il 
pieno rispetto delle richieste espresse dal cliente e non di minore importanza la food defence. 
Il problema degli incidenti alimentari legati alle contaminazioni intenzionali è ormai così rilevante 
che i due standard di proprietà di catene distributive europee attualmente più diffusi, hanno ritenuto 
di introdurre requisiti specifici relativi alla sicurezza del sito. 
 
3.3.1 BRC global food standard 
Per quanto riguarda il BRC, tali requisiti sono contenuti nello standard al capitolo 4.2 e 7.2 e 
prevedono: 
  l’accesso controllato al sito da parte degli addetti, degli appaltatori e visitatori ed un sistema 
di registrazione dei visitatori; 32 
 
  la formazione del personale sulle procedure di sicurezza del sito. Il personale deve essere 
incoraggiato a fermare i visitatori non identificati o sconosciuti; 
  la messa in atto di misure idonee per mantenere la sicurezza del sito e per garantire che solo 
il personale autorizzato abbia accesso alle aree di produzione e stoccaggio attraverso punti 
di  accesso  stabiliti.  Lo  standard  chiede  di  identificare  chiaramente  le  aree  con  accesso 
ristretto ed attuare una controllo di tali aree; 
  l’applicazione di procedure per garantire lo  stoccaggio sicuro di tutti i materiali, inclusi 
ingredienti, materiali di confezionamento, prodotti chimici ed attrezzature varie; 
  l’applicazione di procedure per garantire che il prodotto finito sia mantenuto in condizioni di 
stoccaggio e trasporto sicure (es. confezionamento fatto in modo tale che sia subito evidente 
una manomissione); 
  la registrazione del sito ove la legislazione vigente lo richieda; 
  la messa in atto di procedure volte ad informare tutti gli appaltatori ed i visitatori, inclusi gli 
autisti,  relativamente  alle  regole  di  accesso  agli  edifici,  con  particolare  riferimento  ai 
pericoli e alle potenziali contaminazioni del prodotto (anche involontarie). 
 
3.3.2 IFS international food standard  
Lo standard IFS Food  versione 6 ha introdotto una novità affrontando al capito 6 la problematica 
della  sicurezza  del  sito  e  della  food  defence.  In  premessa,  il  capitolo  dichiara  che  “la  difesa 
(protezione)  dell’  alimentare  è  un  insieme  di  azioni  volte  a  proteggere  il  prodotto  (materie 
prime,semilavorati, prodotto finito) da pericoli intenzionali, incluso atti criminali e terrorismo”.  
I paragrafi del cap. 6 sono:  
  6.1 Protezione del prodotto e ispezioni esterne  
  6.2 Sicurezza del sito  
  6.3 Sicurezza relativa al personale e ai visitatori  
  6.4 Ispezioni da personale esterno  
 
Il capitolo 6.1 (Protezione del prodotto e ispezioni esterne) richiede di: 
  definire chiare responsabilità per la difesa (protezione) del prodotto. La persona designata 
deve  far  parte  del  personale  chiave  o  deve  essere  parte  dell’alta  direzione  e  possedere 
sufficienti conoscenze in tema di sicurezza; 33 
 
  condurre analisi documentate sulle possibili attività, interne o esterne, che possono avere 
impatti negativi sul prodotto. Per queste attività deve essere determinato il rischio; 
  identificare le aree che sono critiche per la sicurezza, basandosi sull’analisi del rischio, su 
requisiti  legali  e  sulle  necessità  specifiche  dell’azienda.  Tale  analisi  deve  poi  essere 
riesaminata con regolarità per verificare eventuali necessità di cambiamenti; 
  prendere misure sufficienti allo scopo di controllare adeguatamente i rischi identificati. Gli 
incidenti devono essere riferiti ad una precisa funzione aziendale, l’efficacia delle misure 
adottate deve essere valutata regolarmente; 
  se la legislazione richiede una registrazione del sito o ispezioni ad hoc, occorre adempiere 
alle richieste di legge 
Quali  possono  essere  le  azioni  da  compiere  per  dimostrare  la  conformità  ai  requisiti? 
Vediamo alcuni esempi: nomina formale di un responsabile per la sicurezza del sito, formazione 
documenta sulla sicurezza del sito destinata alla persona nominata, documentata esperienza nel 
campo  della  sicurezza,  analisi  dei  rischi  basate  su  modelli  esterni  o  su  un  modello  interno, 
progettazione ed applicazione di un piano di protezione/difesa che specifichi, per ciascun rischio 
identificato e le relative misure prese, report di audit condotti sulla sicurezza/protezione, documenti 
e  registrazioni  varie  utili  allo  scopo,  iscrizioni  ai  registri  commerciali  e  di  sicurezza  (ove 
applicabile). 
 
Il capitolo 6.2 (Sicurezza del sito) richiede di: 
  attuare  adeguate  misure  per  prevenire  l’accesso  di  persone  non  autorizzate  in  aree  che 
l’analisi dei rischi ha evidenziato come particolarmente critiche per la sicurezza; 
  controllare i punti di accesso in modo permanente oppure consentire l’accesso solo alle 
persone autorizzate; 
  proteggere da accessi non autorizzati le materie prime, attrezzature/macchinari e materiali 
conservati all’esterno, se rilevanti per la sicurezza del prodotto o del sito; 
  identificare potenziali manomissioni a materiali ricevuti o spediti. 
Esempi  di  azioni  da  mettere  in  atto:  porte  che  si  chiudono  automaticamente  dopo  la 
movimentazione delle merci, accesso dei lavoratori consentito con badge o impronte digitali , con 
tornelli, con digitazione di un codice, presenza costante di personale nel sito, personale fisso ai 
punti di accesso (es. reception), adeguata protezione per i silos di stoccaggio esterno o per prodotto 
stoccato esternamente, adeguata protezione per materiali vari che possono essere stoccati all’esterno 
quali pesticidi, gas, prodotti chimici per pulizie o manutenzioni ecc., sigilli ai camion in partenza, 34 
 
ispezioni  attente  al  materiale  in  ingresso  al  fine  di  identificare  eventuali  manomissioni  degli 
imballaggi. 
 
Il capitolo 6.3 (Sicurezza relativa al personale e ai visitatori) richiede di:  
  registrare,  nel  momento  dell’accesso  al  sito,  i  visitatori  ed  i  fornitori  esterni  di  servizi. 
Questi visitatori devono essere informati delle regole vigenti e adeguatamente controllati; 
  formare il personale sui temi della protezione del prodotto, a intervalli regolari e registrare 
tale formazione;  
  tenere in considerazione anche gli aspetti di sicurezza quando si assume nuovo personale. Se 
necessario  e  permesso  dalla  legge,  occorre  prendere  informazioni  ulteriori  sul  nuovo 
personale e/o devono essere condotti test medici quali ad esempio test per verificare l’uso di 
stupefacenti 
Alcune  azioni  da  mettere  in  atto,  oltre  a  quelli  già  visti  in  precedenza,  potrebbero  essere: 
identificazione precisa degli accompagnatori (es. chi accompagna l’operatore che fa il monitoraggio 
infestanti?  Chi  accompagna  i  clienti  che  vengono  in  visita?),  pianificazione  e  realizzazione  di 
interventi  formativi  sui  temi,  della  sicurezza,  registrazione  della  formazione,  acquisizione  di 
referenze per neo-assunti (es. da personale già in forza nell’azienda o da altre aziende presso le 
quali la persona ha già lavorato), acquisizione di dichiarazioni degli organi di polizia/giudiziari, test 
per droghe, screening medico. 
 
Il capitolo 6.4 (Ispezioni da parte di personale esterno) richiede di: 
  attuare  una  procedura  documentata  per  l’interazione  con  ispettori  esterni  e  autorità 
pubbliche. Il personale chiave deve essere informato della procedura e attenersi ad essa; 
  non rilasciare alcuna informazione su altri clienti nel corso di audit di seconda parte (quindi 
effettuati da clienti); 
  conservare, per un periodo appropriato, copie di documenti e campioni consegnati a clienti o 
ad Autorità Pubbliche; 
  avvertire il cliente che le sue proprietà all’interno dell’organizzazione che subisce un audit 
possono essere oggetto di ispezioni e/o campionamenti (ad esempio da parte dell’Autorità 
pubblica). 
Esempi di azioni da attuare: attribuire chiare responsabilità per la gestione e la comunicazione con i 
clienti, richiesta di sottoscrizione di impegni di confidenzialità, formazione del personale interno 
coinvolto, procedure chiare per gestire le verifiche dei clienti, degli organismi esterni (pubblici e 35 
 
privati), attribuire chiare responsabilità per l’accompagnamento di questi operatori,procedure per 
avvisare il cliente in caso la sua proprietà sia coinvolta in ispezioni da parte di terzi, conservazione 
di campioni, registrazioni di consegna di materiali/documenti, conservazione di copie di documenti. 
 
Questi requisiti sono  del  tutto  facoltativi  , vale  a dire che le Organizzazioni che richiedono la 
certificazione  IFS  Food  non  sono  obbligate  a  rispettare  anche  i  requisiti  del  capitolo  6  dello 
standard  IFS.  La  scelta  di  un’organizzazione  di  applicare  anche  questi  requisiti  aggiuntivi  può 
essere determinata da una richiesta del  cliente o dalla volontà aziendale di  porre un’attenzione 
particolare a questi aspetti, sia per una effettiva protezione del prodotto sia per poter offrire un 
servizio in più al cliente, anche se questo non lo ha richiesto esplicitamente. 
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4.   LINEE GUIDA PER IMPLEMENTARE UN PIANO DI FOOD DEFENCE 
 
L’industria  alimentare  mondiale  ha  compiuto  importanti  passi  in  avanti  nell’ambito  della  food 
defence. Nonostante i casi di adulterazioni intenzionali rimangano pochi e isolati rispetto a quelli di 
contaminazione accidentale, la minaccia esiste. 
Un’azienda  operante  nel  settore  alimentare  dovrebbe  prendere  dei  provvedimenti  per  gestire  in 
modo  appropriato  il  problema.  L’aggiunta  di  questi  requisiti  nelle  ultime  versioni  di  IFS 
International Food Standard e BRC Food Global Standard è stata la conseguenza della crescente 
presa di coscienza da parte della GDO internazionale. 
Le misure preventive devono essere ben descritte ed elaborate in un programma di food defence. 
 
4.1 Cos’è un programma di Food Defence? 
Si tratta di un documento che concerne gli aspetti di sicurezza messi in atto nel sito di produzione. 
Vengono descritte le azioni preventive e correttive da applicare nel gestire un food tampering. 
Il piano prende in considerazione quattro importanti aspetti:  
  Persone: il programma deve specificare alcune procedure aventi lo scopo di proteggere ogni 
individuo presente nello stabilimento. Comportamenti violenti o azioni pericolose nel luogo 
di  lavoro  possono  rappresentare  un  rischio  per  coloro  che  si  trovano  nel  posto.  È 
nell’interesse  aziendale  provvedere  al  mantenimento  della  sicurezza  e  della  serenità  in 
ambito lavorativo. 
  Prodotti: un altro obiettivo del piano di food defence dovrà essere quello di garantire la 
sicurezza alimentare dei prodotti che escono dall’azienda. La contaminazione intenzionale 
potrebbe avvenire in  qualunque punto  della filiera:  produzione primaria, trasformazione, 
trasporto o distribuzione. Per tale motivo è necessaria una intensa collaborazione tra i diversi 
componenti della catena alimentare. L’effetto sinergico sarà più elevato quando anche il 
consumatore finale verrà correttamente istruito e informato sulla questione. 
  Risorse: comprendono gli stabilimenti, gli impianti, i veicoli e le altre attrezzature. Il piano 
può prevedere l’impiego di telecamere, guardiani o altri strumenti per tenere sotto controllo 
le risorse sopra elencate. Episodi di vandalismo, furto e sabotaggio non sono da trascurare. 
  Marchio. Se si verifica un evento di food tampering, la protezione del nome e del marchio 
aziendale è essenziale per la ripresa ed il recupero della perdite.             37 
 
Un marchio importante, per poter restare tale anche successivamente ad uno scandalo, ha 
bisogno di un efficiente piano di gestione della crisi che gli permetta di superare il problema 
limitando il più possibile i danni economici e non solo. 
 
4.2 Perché è importante? 
La cronaca internazionale ci conferma che per le aziende appartenenti al settore agroalimentare è 
fondamentale  la  capacità  di  garantire  al  consumatore  un  prodotto  sicuro  e  quindi  salubre.  La 
sicurezza del prodotto può essere compromessa non solo attraverso la mancata o errata applicazione 
delle  prassi  igieniche  definite  nel  sistema  HACCP,  ma  anche  attraverso  contaminazioni  dolose 
intenzionali o manomissioni provenienti da agenti interni ed esterni all’azienda. 
Infatti lo sviluppo di un sistema per la sicurezza alimentare permette di identificare pericoli non 
intenzionali fisici, chimici e biologici che sono significativi per la sicurezza alimentare, mentre 
la food defence è volta ad identificare, mitigare e monitorare possibili sorgenti di contaminazioni 
intenzionali dei cibi. 
Ecco che la protezione dei siti produttivi, di stoccaggio e dei mezzi di trasporto aziendali da atti di 
sabotaggio diventa fondamentale, così come la capacità di rispondere prontamente ed in maniera 
efficace ad eventuali atti di sabotaggio che dovessero verificarsi. Tale aspetto diventa ancora più 
significativo per le aziende che vogliono esportare i loro prodotti negli Stati Uniti e per quelle realtà 
che vogliono certificarsi secondo gli standard internazionali sulla sicurezza alimentare come il BRC 
e l’IFS.  
L’adozione di un sistema per la food defence, ovvero per la tutela alimentare, consente un migliore 
accesso ai mercati internazionali e quindi l’ampliamento delle quote di mercato. Una maggiore 
sicurezza nella vendita del prodotto avrà come riscontro un aumento della fiducia dei consumatori 
nell’azienda  produttrice.  Non  ￨  da  trascurare  l’effetto  positivo  che  hanno  le  procedure  di  food 
defence anche sui lavoratori oltre che sui clienti.                                                                                   
Applicare un programma di questo genere permette di proteggere il proprio business dalle ricadute 
negative che si avrebbero qualora si verificassero casi di contaminazione, attraverso l’adozione di 
disposizioni atte alla loro prevenzione. 
In caso si venissero a creare eventuali situazioni di crisi sarebbe molto semplice consultare il piano 
e rispondere prontamente in modo efficace. 
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4.3 Da quali aspetti cominciare? 
Lungo la filiera alimentare gli alimenti potrebbero essere adulterati da personale interno od esterno 
quali: personale scontento, personale pulizie, personale a contratto temporaneo, autisti, visitatori, 
intrusi. Tutte le aziende, anche le più piccole, dovrebbero perciò sviluppare una strategia di tutela 
dei propri prodotti attraverso l'individuazione dei punti più vulnerabili e l'identificazione di una o 
più persone che possano dedicarsi a questo compito. Il piano perciò includerà la definizione di 
procedure, l'ispezione delle aree aziendali, produttive e secondarie, la messa in sicurezza di materie 
prime, forniture e prodotti finiti. 
L'attuazione di un piano di tutela alimentare non può prescindere dalla sensibilizzazione tramite 
adeguata  formazione  di  tutti  gli  operatori  che  operano  all'interno  dell'azienda  e  relativi 
aggiornamenti. 
Il segreto  che rende un piano di tutela alimentare efficiente sta nella corretta valutazione della 
vulnerabilità  e  nell’adozione  delle  più  adatte  misure  preventive.  È  importante  prendere  in 
considerazione  l’ubicazione  geografica  e  l’indice  di  criminalità  della  zona,  gli  episodi  già 
verificatisi e le specifiche cause e conseguenze degli stessi.  
 
4.4 Chi deve essere a conoscenza del piano di food defence? 
La risposta è semplice. Tutti coloro che operano in azienda. Come già detto la formazione del 
personale è un requisito fondamentale per poter implementare efficacemente un programma di food 
defence. Ovviamente vi saranno figure diverse con differenti livelli di responsabilità in azienda, ma 
il contributo di un operaio di linea e di un manager è lo stesso se si sta parlando di tutela alimentare.  
 
4.5 Quando revisionarlo? 
La  revisione  del  piano  dovrà  essere  effettuata  con  la  stessa  frequenza  con  cui  avviene 
l’aggiornamento del piano HACCP. Allo stesso modo, sarà rivisto al minimo una volta all’anno, 
dopo significativi interventi sulle metodiche di controllo e sicurezza o prima di qualunque modifica 
che possa richiedere un adeguamento del food defence plan. 
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5.   STRUMENTI A SOSTEGNO DELLE AZIENDE 
 
Nonostante siano poche le aziende alimentari al mondo che sono state coinvolte in episodi di food 
tampering, come risulta dallo studio di ricercatori di Singapore, tutte sono vulnerabili al problema. 
Gli  operatori  nel  settore  attivi  in  una  delle  fasi  di  produzione,  trasporto,  distribuzione  o 
importazione adottano diverse contromisure per garantire la sicurezza dei prodotti che immettono 
nel mercato. Le stesse misure possono essere applicate per prevenire sia problematiche legate alla 
casualità o alla natura del prodotto (esempio: contaminazioni microbiche o chimiche dal campo) sia 
quelle correlata ad offensive criminali:  videosorveglianza, guardiani  ai  cancelli,  piani di  analisi 
delle materie prime in arrivo, selezione dei fornitori, certificazioni, rintracciabilità. 
 
5.1 La rintracciabilità di filiera  
Quanto al principio della rintracciabilità, il “Libro bianco sulla sicurezza alimentare”,  presentato 
dalla Commissione il 12 gennaio 2000, enfatizza la necessità di realizzare procedure che consentano 
l’identificazione  completa  dei  mangimi,  degli  alimenti  e  dei  loro  ingredienti  su  tutta  la  catena 
alimentare, tenendo, tuttavia, presente che tale identificazione costituisce un problema di natura 
complessa e deve, pertanto, tener conto della specificità di diversi prodotti e servizi.  
A tal fine, il Regolamento CE n. 178/2002, oltre ad istituire l’Autorità alimentare per la sicurezza 
alimentare  e fissare le  procedure nel  campo  della sicurezza alimentare, stabilisce i  principi  e i 
requisiti generali della legislazione alimentare.  
L’art. 18 del Regolamento introduce nel diritto alimentare europeo una prescrizione generale, vale a 
dire la “rintracciabilità” di  tutti gli alimenti  e mangimi.  A decorrere dal  1° gennaio  2005, tale 
prescrizione è stata obbligatoriamente adempiuta sull’intero territorio dell’Unione Europea e da 
ogni operatore delle filiere alimentare e mangimistica.  
E’ importante premettere che il Regolamento in questione prevede unicamente dei principi generali, 
piuttosto che precise regole, in quanto mira ad una sostanziale omogeneità tra i diversi sistemi 
nazionali e opera in un quadro mutevole in relazione ai dati scientifici e alle soluzioni tecnologiche 
su cui si fonda la possibilità di garantire un elevato livello di tutela della salute umana.  
Si ritiene, infatti, che solo in questo modo sia possibile risalire alle cause e alle responsabilità di 
eventuali  crisi  alimentari  e  circoscrivere  i  problemi  sul  nascere,  focalizzando  gli  interventi  e  i 
controlli, oltre che evitare che lo stesso problema insorga nuovamente.  40 
 
Il Regolamento, ai sensi dell’art. 3, comma 15, definisce la rintracciabilità come: «la possibilità di 
ricostruire  e  seguire  il  percorso  di  un  alimento,  di  un  mangime,  di  un  animale  destinato  alla 
produzione alimentare o di una sostanza destinata o atta a far parte di un alimento o di un mangime 
attraverso  tutte  le  fasi  della  produzione,  della  trasformazione  e  della  distribuzione»,  ovvero  la 
possibilità di ricostruire a posteriori il percorso effettuato dal prodotto per intercettare e richiamare 
un lotto o una partita in crisi.  
Dalla lettura dell’art. 18 emergono, quindi, quelli che sono i tre obiettivi principali, vale a dire:  
  individuare  la  merce  in  modo  puntuale  e  inequivocabile  per  effettuare  ritiri  mirati  e/o 
interrompere la sua immissione sul mercato;  
  individuare l’origine del problema, intesa come identità dell’azienda, per apportare i dovuti 
correttivi e attribuire specifiche responsabilità;  
  fornire informazioni ai consumatori oltre che alle autorità di controllo, evitando disagi più 
estesi o allarmi ingiustificati.  
Come  già  sottolineato,  l’art.  18  introduce  la  rintracciabilità  di  alimenti  e  mangimi  come  una 
prescrizione generale estesa a tutti gli operatori della filiera. Esso non indica, infatti, gli strumenti 
da utilizzare per raggiungere l’obiettivo ma esprime un obbligo in termini, appunto, di risultato. È 
disposta in tutte le fasi della produzione, della trasformazione e della distribuzione la rintracciabilità 
degli  alimenti,  dei  mangimi,  degli  animali  destinati  alla  produzione  alimentare  e  di  qualsiasi  altra 
sostanza destinata o atta a entrare a far parte di un alimento o di un mangime. Ogni singolo anello di tale 
catena (della produzione alimentare) deve essere altrettanto forte degli altri se si vuole che la salute dei 
consumatori sia adeguatamente protetta. Tale principio deve valere indipendentemente dal fatto che gli 
alimenti vengano prodotti nella Comunità Europea o importati da Paesi terzi. 
Uno strumento molto utile se si verificasse un episodio di  food tampering sarebbe la “tracciabilità 
interna”.  Secondo  Federalimentare,  il  Regolamento  non  prescrive  esplicitamente  questo  principio, 
ovvero la registrazione del percorso che il prodotto ha seguito all’interno del processo di lavorazione 
aziendale: «L’obbligo, a carico degli operatori, consiste nel registrare gli approvvigionamenti di materie 
prime in entrata e le consegne dei prodotti in uscita (…) l’obbligo può venire adempiuto, ad esempio, 
conservando sia i documenti di ricevimento delle materie prime, sia quelli di spedizione dei prodotti». 
Ciononostante, è proprio grazie alla tracciabilità interna che è possibile generare quel  continuum di 
informazioni che consente di tracciare e rintracciare il percorso degli alimenti tra i diversi anelli della 
filiera, da monte a valle e viceversa, oltre che da qualsiasi punto intermedio in entrambe le direzioni. 
Mentre parlando di tracciabilità di filiera si fa riferimento ad un processo inter-aziendale secondo il 
quale  ogni  operatore  deve  essere  in  grado  di  fornire  la  documentazione  e  informare  le  autorità 
competenti sul mittente e sul destinatario del prodotto, la rintracciabilità interna, dopo l’individuazione 41 
 
della fase di filiera nella quale si è verificata l’adulterazione, permette di conoscere quando, come e da 
chi ￨ stato manipolato l’alimento tramite documenti di registrazione aziendali. 
 
5.2 Biosensori 
Negli ultimi anni, grazie ai progressi delle tecnologie elettroniche e delle biotecnologie, i biosensori 
sono  diventati  un  interessante  campo  di  ricerca  in  ambiti  diversificati  che  vanno  dalla  ricerca 
biomolecolare, al monitoraggio ambientale di agenti inquinanti, alla rilevazione di contaminazioni 
nei cibi. 
I metodi analitici utilizzati nel settore food per garantire la sicurezza dei prodotti devono essere in 
grado di individuare i pericoli, devono poter distinguere tra le diverse tipologie di agenti biologici e 
rilevarli  anche se presenti in  ridotte quantità.  I biosensori  sono  tra i  dispositivi  che soddisfano 
queste richieste.  
Le potenzialità di applicazione nei processi agro-alimentari si estende ai vari aspetti della  food 
safety: controllo dei nutrienti, conservanti, coloranti, contaminanti chimici e biologici, residui di 
farmaci veterinari e di fitofarmaci. 
La disponibilità nei laboratori delle aziende di un biosensore potrebbe permettere l’esecuzione in 
tempo reale ed in loco di analisi chimiche e biologiche, non è richiesto un complesso pretrattamento 
del campione e pure i costi di progettazione e costruzione sono accessibili. 
Si tratta di dispositivi analitici in grado di  convertire un’attività biologica in un segnale (elettrico, 
ottico o acustico) misurabile, mediante la stretta integrazione di un elemento biologico sensibile con 
un sistema strumentale di trasduzione, acquisizione e analisi dei dati. 
Vengono sfruttate la specificità e  affinità del  mediatore biologico sensibile (anticorpi,  antigeni, 
tessuti) per rilevare selettivamente e con elevata sensibilità analiti chimici e biologici. Il mediatore o 
recettore biologico interagisce  con molecole, enzimi, componenti di membrana, cellule, antigeni o 
DNA  presenti nella matrice. L’interazione specifica provoca una variazione di parametri chimici o 
fisici come il colore, la temperatura, la luce, la carica. A questo punto entra in gioco il trasduttore di 
segnale, accoppiato al recettore e in grado di registrare l’alterazione del parametro convertendola in 
segnale  che  verrà  in  seguito  amplificato,  elaborato  e  visualizzato.  All’operatore  saranno  così 
facilmente disponibili le concentrazione e le attività dei diversi componenti biologici e chimici 
presenti nel campione. 
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CONSIDERAZIONI FINALI 
 
L’evenienza di attacchi bioterroristici, anche se attraverso mezzi elementari di  disseminazione e 
con  pochi  casi  di  malattia  conseguente,  è  in  grado  di  causare  ansia  e  psicosi  collettive.  Il 
mantenimento di una situazione di timore e l’avvertire come  minaccioso un fatto semplice come la 
scelta alimentare contribuisce alla perdita di fiducia nel sistema di governo e nelle istituzioni con 
una conseguente destabilizzazione politica e serie ripercussioni economiche nei settori produttivi 
coinvolti. Nel caso in cui un Paese produttore dovesse risultare particolarmente a rischio per episodi 
di terrorismo non convenzionale e questo non fosse in grado di fronteggiarli con misure di contrasto 
adeguate,  quel  Paese  subirebbe  un  blocco  delle  esportazioni,  legittimo  anche  sotto  gli  accordi 
multilaterali WTO sul commercio internazionale perché a salvaguardia della salute umana, animale 
o dell’ambiente. Le ragioni di un sabotaggio alimentare possono essere le più disparate. Chi lo 
compie  può  voler  arrecare  un  danno  a  un  determinato  operatore  o  a  un  particolare  settore 
alimentare. In entrambi i casi bene si presta l’uso di agenti convenzionali attraverso gli alimenti, per 
la relativa semplicità di aggressione e per l’effetto destabilizzante che ne deriverebbe a danno dei 
sistemi. Le ripercussioni economiche, sociali e politiche saranno tanto più gravi quanto maggiore è 
il numero di addetti collegato direttamente o indirettamente al settore o all’operatore colpito. Anche 
se prevedere il manifestarsi di tali eventi ha un elevato livello di complessità legato all’incertezza, la 
possibilità esiste ed è concretamente una minaccia per la sicurezza alimentare. L’andamento dei casi 
di  malattie  da  alimenti  originati  da  contaminazioni  involontarie  dimostra  quale  vastità  possa 
raggiungere un singolo episodio, anche in sedi geografiche fra loro distanti. Ne deriva che il livello 
di guardia non deve mai essere abbassato, e di volta in volta devono essere messe in atto tutte le 
azioni necessarie a rilevare e discriminare la valenza dei fatti osservati.  
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