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LA GESTIONE DEI RISCHI OPERATIVI
NELLE BANCHE: PROBLEMI APPLICATIVI
E IMPLICAZIONI ORGANIZZATIVE
1. Introduzione
Negli ultimi anni la tematica dei rischi operativi nella gestione bancaria è
stata un terreno fertile per approfondimenti di natura accademica e nell’am-
bito della prassi aziendale circa l’identificazione, il trattamento e la gestione
di questa fattispecie di rischio. Le scelte maturate in sede di revisione del-
l’Accordo di Basilea del 1988 sui requisiti patrimoniali minimi hanno condot-
to alla formalizzazione di una «proposta normativa», articolata, come è noto,
su tre pilastri inscindibili:
a) un nuovo sistema di requisiti patrimoniali;
b) la valutazione dei sistemi di controllo dei rischi, con evidenza del ruo-
lo attribuito alle Autorità di Vigilanza;
c) la disciplina di mercato, che si perfezionerà attraverso un rafforzamen-
to della trasparenza (disclosure) relativa alle condizioni di rischio e di patri-
monializzazione delle banche.
La proposta di Basilea II risulta innovativa per molti aspetti e fra questi
certamente è da annoverare l’inclusione dei rischi operativi nella gamma dei
rischi che le banche devono prendere in considerazione ai fini della determi-
nazione della copertura patrimoniale utile ai fini di vigilanza. Questa previ-
sione amplia e rafforza la logica di controllo dell’esposizione al rischio, segui-
ta dalle Autorità di vigilanza a partire dalla fine degli anni ’80, anche in con-
siderazione del fatto che i rischi operativi differiscono da quelli di natura fi-
nanziaria sino ad oggi presi in considerazione a fini prudenziali (tipicamente i
rischi di credito e di mercato). Basilea II, pertanto, muove in modo più deci-
so nel dare applicazione all’idea che il patrimonio costituisce l’elemento in
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grado di assicurare una copertura dell’esposizione della banca alla generalità
dei rischi 1.
A fronte di tale evoluzione può essere opportuno valutare se Basilea II è
stata la causa ovvero la conseguenza di un’accresciuta attenzione ai rischi
operativi nell’ambito della gestione bancaria. Si può verosimilmente asserire
che la proposta normativa ha sistematizzato e ufficializzato orientamenti già
presenti almeno all’interno di alcune grandi banche, ma, al contempo, ha
proposto una griglia di criteri di individuazione e di metodologie di quantifi-
cazione che ha stimolato l’interesse e il dibattito tra operatori e studiosi.
I rischi operativi sono sempre esistiti, tanto nelle realtà industriali quanto
in quelle finanziarie; in queste ultime, tuttavia, non erano mai stati individua-
ti dalla vigilanza quale categoria a sé stante e meritevole di un autonomo trat-
tamento al pari dei rischi finanziari. Si aggiunga che a fronte della manifesta-
zione di rischi operativi non si prevedeva alcuna copertura in termini di do-
tazione patrimoniale. Viceversa, nel comparto industriale, i rischi operativi
sono percepiti come elementi chiave del risk management, in quanto le esi-
genze di massimizzazione dei profitti e le condizioni di competitività hanno
posto da più tempo il problema di un adeguato trattamento di tali rischi.
È quindi opportuno sottolineare l’importanza degli sforzi compiuti in
sede di definizione dei contenuti dell’Accordo di Basilea II al fine di circo-
scrivere le fattispecie di rischi operativi individuabili con riferimento all’atti-
vità bancaria, in quanto si tratta di categorie eterogenee ma non meramente o
necessariamente residuali rispetto ai rischi di credito e di mercato.
L’interesse riservato a questo tema, anche nell’ambito della gestione ban-
caria, non è stato solo una conseguenza della revisione dell’Accordo di Basi-
lea; infatti, le analisi degli studiosi e gli approfondimenti in sede accademica
sono stati, almeno in parte, anticipatori della stessa evoluzione normativa. In
particolare, da diversi anni, alcuni filoni di indagine si sono concentrati sul-
l’esame delle problematiche definitorie, sull’inquadramento degli operational
loss events e sull’individuazione di tecniche e metodologie di misurazione fi-
nalizzate alla quantificazione dell’esposizione delle banche agli eventi di per-
dita. Senza dubbio questi contributi hanno consentito di delineare in modo
più nitido i contenuti della definizione dei rischi operativi e delle metodolo-
gie di valutazione. Pertanto, ad oggi, l’operational risk management, sembra
aver acquisito un primo livello di maturità, non più qualificandosi esclusiva-
mente come disciplina emergente e dai contorni «incerti». Inoltre va ricorda-
to che alcuni progetti di primarie banche internazionali non solo hanno tem-
poralmente preceduto l’avvio delle discussioni in merito alla revisione del-
l’Accordo di Basilea del 1988, ma possono essere collocati già nella seconda
1 Sul tema della copertura patrimoniale a fronte dei rischi bancari si vedano, per tutti,
Schena (1996) e Sironi (1996).
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parte degli anni ’90, ovvero in un’epoca in cui i contenuti della normativa di
vigilanza ancora non comprendevano in maniera esplicita i rischi operativi.
Numerosi sono gli studi dedicati alle problematiche della quantificazione
dei rischi operativi (c.d. risk assessment); il tema è di particolare interesse te-
nuto conto delle caratteristiche di tali rischi. Tuttavia, le certezze e i punti
condivisi – anche a livello internazionale – sono, ancora oggi, limitati.
Basilea II in effetti traccia un percorso ed è stato un primo ed indispen-
sabile passo per sottoporre a regolamentazione anche le fattispecie di rischi
operativi che caratterizzano l’ambito della gestione bancaria. L’interesse per il
tema è, in realtà, più vasto, in considerazione delle più ampie ricadute gestio-
nali, che riguardano il sistema dei controlli interni, la qualità e l’efficienza de-
gli assetti organizzativi, la compliance normativa e la coerenza tra obiettivi,
strategia e rischi assunti.
Non ritenendo utile ripercorrere in questa sede la pluralità degli aspetti –
già appianati o in corso di discussione – concernenti l’ampio ed articolato
tema del trattamento dei rischi operativi nell’ambito della gestione bancaria,
nel seguito del lavoro ci si concentra su un obiettivo più circoscritto, nel ten-
tativo di fornire un ulteriore contributo al dibattito in corso su alcuni dei
profili essenziali della identificazione, valutazione e gestione dei rischi opera-
tivi, che meritano ulteriori approfondimenti.
Andremo quindi a verificare qual è la distanza tra la definizione di rischi
operativi proposta da Basilea II e altre formulazioni più ampie e più comples-
se. Ciò sarà testato con l’analisi di un campione di 40 banche attive a livello in-
ternazionale, per evidenziare se e in quale misura le definizioni «operative» si
riconducono a Basilea II. L’indagine è stata svolta esaminando i contenuti dei
bilanci consolidati e delle relazioni sulla gestione al 31 dicembre 2003, focaliz-
zando l’attenzione sulle informazioni fornite circa le attività e le politiche di
risk management. Fanno parte di tale campione i principali gruppi bancari ita-
liani ed alcune fra le maggiori banche attive a livello internazionale 2.
Nel paragrafo 2 verranno esaminati alcuni dei problemi applicativi che
2 Le banche del campione sono state selezionate, in termini di total assets, sulla base dei
dati ricavati dal database Bankscope. Le banche appartenenti al campione sono le seguenti:
Abbey National Group, ABN Amro, Allied Irish Banks, Australia and New Zealand Bank,
Banca Intesa, Banca Lombarda, Banca Popolare di Milano, Banco Popolare di Verona e No-
vara, Bank of America, Bank of Montreal, Barclays Plc., Bayerische Hypo – und Vereinsbank
HVB Group, Banco Bilbao Vizcaya Argentaria (BBVA), BNP Paribas, Capitalia Gruppo Ban-
cario, Citigroup, Commerzbank, Crédit Agricole SA, Crédit Lyonnais, Credit Suisse Group,
Deutsche Bank, Dexia, Dresdner Bank, Fortis Bank, HSBC Holdings, ING Group, JP Mor-
gan Chase, Mizuho Financial Group, Monte dei Paschi di Siena, Nordea, Royal Bank of Cana-
da Financial Group, San Paolo IMI, Skandinaviska Enskilda Banken AB (SEB), Société
Générale, Sumitomo Mitsui Financial Group, The Bank of New York Co., The Royal Bank of
Scotland Group, UBS SA, UFJ Group e UniCredit.
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derivano dall’adozione di una definizione di rischi operativi più o meno am-
pia e più o meno riconducibile alla formulazione di Basilea; nel corso del pa-
ragrafo si richiamerà anche il ruolo che le Autorità di vigilanza nazionali (in
particolare la Banca d’Italia) hanno avuto nell’indirizzare le banche al tratta-
mento e alla quantificazione dei rischi operativi, al fine di evidenziare quanto
esse avvertano l’importanza del tema.
Il paragrafo 3 è dedicato al problema della copertura patrimoniale dei ri-
schi operativi, che è stato posto all’attenzione delle banche dal documento di
Basilea II, anche se esso costituisce un principio di corretta gestione ancor
prima che un obbligo di vigilanza. In questo paragrafo, quindi, si intende
porre in evidenza che le scelte e le soluzioni organizzative di gestione e di
controllo dei rischi operativi sono un ulteriore punto di snodo del trattamen-
to di tali rischi nella gestione bancaria.
Un ulteriore risultato dall’analisi del campione di banche cui si è fatto
cenno sopra è presentato nel paragrafo 4, nel quale si sottolineeranno i passi
che le realtà bancarie si trovano a dover ancora compiere ai fini del tratta-
mento dei rischi operativi, che, specie alla luce di Basilea II, risulta ben lungi
dall’essere giunto a soluzioni definitive. Dalla proposta normativa emerge un
quadro solo parziale di analisi dei rischi operativi, in quanto le fattispecie di
perdita sottoposte al calcolo ai fini dei coefficienti di solvibilità sono un sot-
toinsieme delle fattispecie di rischio operativo che le banche stanno prenden-
do in considerazione e quanto «manca» nella proposta di Basilea necessita di
altre forme di copertura diverse da quella patrimoniale (contratti assicurativi,
derivati, efficienza e qualità dei controlli). In particolare la definizione propo-
sta da Basilea trascura alcuni aspetti qualitativi e la componente qualitativa
insita nei risk events riconducibili a perdite operative, focalizzandosi – al con-
trario – sulle quelle che meglio si prestavano all’adozione di una metodologia
di misurazione.
2. L’identificazione dei rischi operativi
2.1. Le definizioni in uso dei rischi operativi: letteratura, vigilanza e banche
L’identificazione delle fattispecie di rischi operativi ha costituito l’oggetto
di numerose analisi, nella consapevolezza che i differenti approcci che pote-
vano essere adottati in sede definitoria comportavano ricadute significativa-
mente diverse sul piano gestionale, organizzativo ed operativo. I risultati di
queste analisi portano a ritenere che il problema definitorio sia solo in parte
risolto e, a nostro avviso, è possibile ed opportuno fare delle precisazioni con
riferimento ad alcuni aspetti definitori, ancor oggi non completamente appia-
nati e meritevoli di interesse.
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In via preliminare va sottolineato che, se da un lato si riconosce l’impor-
tanza in valore assoluto dei rischi operativi, quali rischi genericamente carat-
terizzanti l’attività bancaria, dall’altro si constata la difficoltà di classificare gli
eventi di perdita a fronte di tali rischi in una griglia definita e chiusa.
I rischi operativi sono rischi puri e, per questo, la loro eventuale manife-
stazione può generare solo perdite e mai opportunità di profitto 3. È questa
una prima rilevante differenza, sotto il profilo sia concettuale sia gestionale,
rispetto agli altri rischi tipici delle realtà bancarie e finanziarie, ovvero i rischi
di mercato, di credito e di cambio. Questi ultimi si qualificano come rischi fi-
nanziari ed offrono opportunità di profitto da gestire opportunamente con
strategie e scelte gestionali peculiari, le quali non possono essere applicate
tout court all’area dell’operational risk management.
Un’altra importante riflessione discende dalla constatazione che il docu-
mento di Basilea II consente alle banche di utilizzare definizioni interne di ri-
schi operativi differenti, ma pur sempre entro una «griglia» di fattispecie pre-
stabilite dalle Autorità di vigilanza 4. Evidentemente ciò può comportare l’in-
clusione di diverse tipologie di eventi e di perdite nell’ambito dei rischi ope-
rativi individuati da ciascuna banca e, quindi, determinare misure di rischio
tra loro non conciliabili. In effetti ciò si verifica correntemente nella realtà
operativa, come è possibile desumere dall’analisi degli orientamenti di banche
3 Ci si riferisce, in questo senso, alla contrapposizione tra rischi puri e rischi finanziari. I
rischi finanziari sono riferibili alle conseguenze derivanti dallo svolgimento di una molteplicità
di attività (ad esempio l’operatività sui mercati finanziari internazionali, l’intermediazione in ti-
toli e cambi, l’attività di pagamento e di regolamento o l’attività di erogazione del credito); essi
risultano caratterizzati dal fatto che da una loro manifestazione possono scaturire sia perdite
sia guadagni, sulla base della fluttuazione delle variabili sottostanti. Spesso sono definiti in let-
teratura anche «rischi speculativi», a testimonianza di come sia possibile, attraverso un’appro-
priata attività di gestione, cogliere le opportunità di profitto in questi insite. In tal senso la no-
zione di «rischio» si contrappone a quella di «opportunità». I rischi puri, all’opposto dei pre-
cedenti, non si possono tradurre in situazioni di guadagno e la loro valutazione deve essere
condotta al lordo di ogni eventuale recupero – tramite rimborsi, coperture assicurative o tra-
sferimento a terzi degli effetti del default – delle somme perse. I rischi puri non sono ristretti
al solo comparto bancario e finanziario, ma caratterizzano la vita quotidiana di ogni individuo
(si pensi, ad esempio, al rischio di furti o di infortuni professionali). Per un esame approfondi-
to dei rischi nell’attività bancaria, si vedano Forestieri (1996); Locatelli (1995); Lusignani
(1996); Masera (2001); Sironi (2005).
4 Si veda la classificazione dettagliata delle tipologie di eventi di perdita come articolata
dal Comitato di Basilea (cfr. Comitato di Basilea (2004), pp. 224-225). Tale classificazione
muove dalla definizione della categoria dell’evento di perdita (c.d. Livello 1) al dettaglio delle
categorie (Livello 2), fino ad alcuni esempi di attività (Livello 3) che costituiscono accadimenti
di perdita. Nella definizione di rischi operativi formulata da Basilea II, gli event type di I livel-
lo consistono nelle principali categorie di eventi ai quali si fa ricondurre la manifestazione di
perdite operative.
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comparable (in termini dimensionali e/o per macro-segmenti di attività). Su
questo aspetto si veda più avanti, nel presente paragrafo e nel paragrafo 4.1.
Ci si chiede pertanto se sia possibile individuare una definizione di rischi
operativi ottimale e valida in assoluto, oppure se, al contrario, sia più corret-
to adeguare la definizione alle specifiche caratteristiche di ciascun interme-
diario. La scelta sembra quindi contrapporre, da un lato, una definizione
standard e, dall’altro, una formulazione maggiormente orientata a dare risalto
a fattispecie di perdita operativa caratterizzanti la singola banca. La questione
resta, a mio avviso, insoluta, per quanto tale scelta dovrebbe riflettere un’op-
portuna regola di buon senso, che deve essere applicata dal risk management
bancario. È comunque opportuno che la definizione «regolamentare» sia cer-
ta e omogenea, mentre all’interno di ogni banca si potrà procedere ad identi-
ficare un perimetro di eventi di rischio operativo rilevanti, in funzione delle
attività che svolte.
Infine, nell’esaminare le attività di operational risk management, si può va-
lutare quale sia lo spazio per una definizione di rischi operativi che potrem-
mo considerare «esterna» all’ambito aziendale, ovvero la definizione adottata
dal Comitato di Basilea nel testo definitivo dell’Accordo, pubblicato a giugno
2004 5. I rischi operativi sono definiti come «The risk of loss resulting from
inadequate or failed internal processes, people and systems or from external
events» 6. Va notato che molte banche adottano (o quantomeno dichiarano di
adottare) una definizione di rischi operativi coerente con l’orientamento ma-
nifestato dal Comitato. La presente definizione risulta focalizzata sulle quat-
tro tipologie di event-type individuate come principali cause di manifestazio-
ne dei rischi operativi 7.
Tali categorie a loro volta sono riconducibili ad una pluralità di accadi-
menti di perdita. All’interno di questa definizione è compreso il c.d. rischio
legale o rischio giuridico, mentre sono esclusi il rischio strategico/di business
ed il rischio reputazionale 8.
Negli anni passati, invece, il quadro definitorio e normativo era più con-
fuso e caratterizzato da una maggiore incertezza. Si consideri, ad esempio, la
5 Comitato di Basilea (2004).
6 Comitato di Basilea (2004), p. 137. Per un ulteriore esame delle definizioni di rischi
operativi si vedano Sironi (2005), pp. 503-510 e Gabbi, Marsella e Massacesi (2005), paragrafo
1.2.
7 Come è noto, i quattro event-type sono l’inadeguatezza dei processi interni, il fattore
umano, i danni sui sistemi, gli eventi esterni.
8 Il rischio legale è definito in modo esplicito nel testo di Basilea II come «l’esposizione
ad ammende, sanzioni pecuniarie o penalizzazioni derivanti da provvedimenti assunti dall’or-
gano di vigilanza, ovvero da regolamenti privati» (Comitato di Basilea (2004), testo in italiano
dell’Accordo, p. 120).
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definizione di rischi operativi suggerita dallo stesso Comitato di Basilea nel
1999, il quale nel documento «A new capital adequacy framework» prevede-
va un generico riferimento agli «altri rischi», diversi dai rischi di credito e di
mercato 9.
Dall’analisi del campione di 40 banche che, come detto, abbiamo avuto
modo di effettuare, si rileva che il 72% delle banche ha utilizzato una defini-
zione di rischi operativi che richiama esplicitamente quella formulata da Basi-
lea o, quantomeno, è in linea con quanto affermato dallo stesso Comitato
(fig. 1); il 18% delle banche ha optato per una definizione più ampia, ag-
giungendo ulteriori fattispecie di perdita operativa oppure ha preferito adot-
tare una definizione di rischi operativi per così dire residuale, ovvero inclusi-
va delle fattispecie di rischio non appartenenti al perimetro dei rischi di cre-
dito e di mercato.
Una siffatta formulazione si giustifica, almeno in parte, con la volontà di
tali banche di estendere l’analisi delle fattispecie di rischi operativi ad una
più ampia casistica di quella prevista da Basilea II. Al tempo stesso, essa de-
nota che la definizione di Basilea II prende in esame un insieme più ristretto
di categorie di rischio e che l’impatto gestionale è verosimilmente più ampio
della sola scelta di adottare una metodologia di misurazione dei rischi finaliz-
zata alla quantificazione del capitale di vigilanza.
Infine, alla categoria «altro» (10% del totale del campione) sono ricondu-
cibili i 4 casi di banche che non hanno adottato una definizione di rischi
operativi, ma si sono limitate a sottolineare, in modo piuttosto generico, l’im-
portanza degli approcci avanzati di misurazione e gestione proposti dal Nuo-
vo Accordo di Basilea. È presumibile che queste banche, dovendo adeguare
9 Comitato di Basilea (1999).
Riferimento a/in linea con la definizione di Basilea II Definizione più ampia Altro
10%
18%
72%
FIG. 1. Le definizioni di rischi operativi nel campione analizzato.
Fonte: Elaborazione propria, analisi bilanci del campione (a fine 2003).
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la gestione dei rischi e l’allocazione del capitale alle previsioni di Basilea II,
adotteranno una definizione di rischi operativi in linea con le indicazioni del-
lo stesso Comitato.
È stata compiuta un’ulteriore verifica, che ha riguardato l’inclusione o
meno di altri rischi (il rischio legale, di reputazione e strategico/di business)
nella definizione di rischi operativi in uso presso le banche del campione
(tab. 1). Questa verifica si è posta l’obiettivo di evidenziare se e in quale mi-
sura le definizioni di rischi operativi individuate si estendessero fino a com-
prendere rischi diversi da quelli di natura strettamente finanziaria (di credito,
di mercato, di cambio, di liquidità) ma ugualmente rilevanti per l’intero pro-
cesso di risk management bancario.
Un primo aspetto di rilievo è relativo all’ambito del c.d. rischio legale o
rischio giuridico, l’unico delle tre tipologie di rischio esaminate nella prece-
dente tabella 1 per il quale esiste, nel testo di Basilea II, una definizione
esplicita (cfr. supra).
Dall’analisi del campione si è riscontrato che il 65% delle banche selezio-
nate inseriscono il rischio legale nel perimetro dei rischi operativi, allineando-
si in tal modo all’interpretazione suggerita da Basilea II.
Dal confronto tra la figura 1 e la tabella 1 emerge che, allo stato attuale,
la convergenza verso la definizione di rischi operativi proposta dal Comitato
di Basilea è più elevata (72% delle banche) per quanto riguarda i quattro
principali event-type ai quali si fa ricondurre la manifestazione di perdite di
natura operativa, rispetto all’inclusione o meno del rischio legale nella defini-
zione di rischi operativi. Il fatto che emergano orientamenti significativamen-
te diversi ci porta quindi a concludere che non è facile giungere all’identifica-
zione di classi e di fattori di rischio standard e validi per la generalità delle
banche; vi sono, pertanto, margini di flessibilità che il management potrà
sfruttare nell’adottare una definizione di rischi operativi più o meno estesa.
Risultati più eterogenei e meno conclusivi si ritrovano, sempre con riferi-
mento al suddetto campione, nell’esame del trattamento del rischio di reputa-
TAB. 1. L’inclusione di altri rischi nella definizione di rischi operativi: i risultati del campione analizzato
Inserimento del rischio Æ Rischio Rischio di Rischio strategico/
legale reputazione di business
N. banche % N. banche % N. banche %
Sì 26 65,0 12 30,0 4 10,0
No 4 10,0 18 45,0 25 62,5
Informazione non disponibile 10 25,0 10 25,0 11 27,5
Totale 40 100 40 100 40 100
Fonte: Elaborazione propria, analisi bilanci del campione (a fine 2003).
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zione e del rischio strategico/di business. Con riferimento al primo, il panora-
ma sembra abbastanza confuso: in molti casi non è prevista alcuna esplicita
indicazione (25% delle banche), mentre in altri (45%) prevale l’orientamento
di escludere il rischio reputazionale dal novero dei rischi operativi. Il legame
tra queste due fattispecie è comunque di rilievo, in quanto il rischio di repu-
tazione viene sovente considerato un rischio di «secondo impatto», ovvero
quale conseguenza più o meno diretta, anche sotto un profilo temporale, del-
la manifestazione di eventi di perdita riconducibili ad altri rischi (non solo di
natura operativa) 10.
Il rischio strategico, che al pari del rischio di reputazione, come già ricor-
dato non è incluso nel perimetro dei rischi operativi secondo la definizione
proposta da Basilea II, è risultato di difficile analisi. Dalle informazioni repe-
rite dal campione di banche utilizzato, sono state spesso riscontrate formula-
zioni alternative, poco conciliabili fra loro e poco chiare, in larga misura ela-
borate internamente dalle singole banche. In diversi casi (almeno il 28% del-
le banche) il rischio strategico non è citato; in altre situazioni le definizioni di
rischio strategico e di rischio di business sono considerate equivalenti; mentre
in altri casi ancora, all’opposto, a questi rischi non si attribuisce lo stesso si-
gnificato 11.
Nonostante questa parziale carenza e frammentarietà nei dati, ci sembra
comunque di poter concludere che sul tema delle definizioni delle categorie
di rischio e sulla loro inclusione nella gamma dei rischi operativi, il contesto
è ancora in una fase evolutiva. Passi in avanti sono auspicabili soprattutto
nella valutazione e quantificazione dei rischi che racchiudono una maggiore
componente qualitativa (ad esempio, il rischio di reputazione).
Un affinamento della definizione di dettaglio in uso dovrà andare di pari
passo con l’evoluzione delle tecniche di quantificazione. Possiamo qui notare
in modo sintetico che il problema della valutazione è molto rilevante anche
10 Il rischio di reputazione può essere valutato come la conseguenza di inefficienze ri-
scontrate nelle attività di risk management, riconducibili alla gestione dei rischi finanziari e dei
rischi operativi, nonché derivanti da comportamenti scorretti verso la clientela.
11 È stato difficile, dall’esame dei bilanci, individuare una definizione standard di queste
due categorie di rischio. Nei casi in cui siano state reperite alcune indicazioni in tal senso, il ri-
schio strategico è definito come il rischio legato alla perdita di posizione competitiva e alle
strategie attuate dalla banca, con effetti sulle sue business line, oppure conseguente a possibili
minacce alla business continuity. Quest’ultima, in particolare, viene sovente fatta confluire fra
le fattispecie di rischio operativo. Al contrario il business risk è identificato come gli effetti ne-
gativi inattesi nei risultati, dovuti alle scelte di business attuate ed i cambiamenti imprevisti nei
volumi d’affari o nei margini, conseguenti anche dal possibile andamento ciclico delle attività
stesse. A quest’ultimo rischio si attribuisce spesso una connotazione residuale, che comprende
quanto escluso dalle altre categorie di rischio, definite – come è auspicabile – in maniera più
precisa e specifica.
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per il rischio legale, di reputazione e strategico. Il danno reputazionale o le
perdite conseguenti alle scelte strategiche non richiederanno probabilmente
una quantificazione finalizzata alla determinazione di una quota di patrimo-
nio da detenere a fini di vigilanza. Ciò è valido, a mio avviso, soprattutto per
il rischio strategico, in quanto in larga misura esso coincide con il rischio
stesso dell’attività d’impresa. D’altra parte, si impone comunque, in un’ottica
prudenziale e ai fini di una gestione dei rischi bancari universalmente intesi
condotta su basi ottimali, una rinnovata (o, per certi versi, innovativa) atten-
zione alle opportunità di prevenzione dei rischi. Il controllo ex-ante appare
cruciale ed i progressi in corso circa la prevenzione dei rischi operativi po-
tranno supportare ulteriori progetti di analisi relativi ad altre fattispecie di ri-
schio alle quali oggi viene attribuita minore attenzione, ovvero sulle quali la
sensibilità da parte della pratica operativa è minore.
2.2. Alcuni spunti di vigilanza sulla definizione di rischi operativi
Fin dai primi lavori di analisi dei rischi operativi nell’ambito della gestio-
ne bancaria avviati dal Comitato di Basilea, le Autorità di vigilanza nazionali
hanno svolto un ruolo di primo piano nell’indirizzare le banche alle attività
di trattamento e di quantificazione dei rischi operativi. Gli orientamenti da
queste espressi discendono e discenderanno anche nell’immediato futuro dai
contenuti della proposta di regolamentazione definita in seno al Comitato di
Basilea, per il recepimento di tali contenuti e per la loro futura applicazione
nei singoli Paesi.
Le posizioni delle Autorità sono state finora alquanto differenziate, riflet-
tendo un diverso grado di attenzione per il problema. Alcune Autorità si
sono esplicitamente allineate alla definizione di rischi operativi adottata dal
Comitato e hanno sostenuto l’applicazione degli approcci da questo proposti,
con una particolare attenzione ai modelli avanzati. Si veda, ad esempio,
l’orientamento della Financial Services Authority (FSA) del Regno Unito, la
quale ha accettato la definizione elaborata da Basilea II, riconoscendo che
essa si qualifica come una common industry interpretation, per quanto ampia
e focalizzata sulle fonti generali di rischi operativi che potrebbero essere pre-
senti in una banca. La FSA ha a sua volta posto l’accento sui fattori di perdi-
ta potenzialmente più significativi 12.
12 Allo stesso tempo la FSA non sconsiglia l’adozione di una definizione interna, in quan-
to riconosce che l’esposizione ai rischi operativi può variare significativamente tra diverse im-
prese finanziarie, a seconda della specifica natura delle attività svolte e dell’ambiente in cui
esse si trovano ad operare. Cfr. Financial Services Authority (2002), p. 11.
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In altri casi, le Autorità nazionali hanno sottolineato alcuni specifici
aspetti legati al trattamento e al controllo dei rischi operativi, ai quali le ban-
che sono chiamate a prestare particolare attenzione. È senza dubbio un passo
ulteriore rispetto alla formulazione di Basilea II, in quanto muove più decisa-
mente nell’identificare fattispecie di perdita operativa o elementi di analisi
importanti nel processo di operational risk management.
Ad esempio, la Banca d’Italia, nelle Istruzioni di vigilanza per le banche e
con riferimento ai contenuti della vigilanza regolamentare, ha sottolineato che
i rischi operativi sono riconducibili non solo a «inefficienze nelle procedure,
controlli inadeguati, errori umani e tecnici, eventi imprevisti» ma risultano
connessi anche all’impiego di tecnologie che consentono l’operatività e il con-
tatto con la clientela 13. Si noti che la definizione di rischi operativi formulata
da Banca d’Italia e qui sopra riportata risale all’aprile 1999: il suo contenuto
può pertanto essere valutato in modo parzialmente indipendente dall’attuale
proposta di Basilea II. L’attenzione deve essere dedicata – raccomanda la
Banca d’Italia – alla realizzazione di sistemi informativi che garantiscano una
sana e prudente gestione dei rischi, a tutti i livelli della struttura della banca.
Tali sistemi si potranno concretizzare anche attraverso lo sviluppo di oppor-
tuni flussi informativi utili per garantire l’adempimento dei regolamenti inter-
ni e della normativa circa le informazioni da produrre all’esterno (c.d. com-
pliance) 14.
Anche il Board of Governors of the Federal Reserve System statunitense ha
suggerito – nel 2002 – una focalizzazione sulle aree a maggior rischio, nonché
l’importanza di rafforzare le pratiche di risk management, il sistema dei con-
trolli interni ed il ruolo della c.d. capital adequacy, ovvero della dotazione pa-
trimoniale (minima) che le banche devono detenere a fronte dei rischi assun-
ti. Il Board ha altresì sottolineato l’importanza di un’attività di risk analysis
che preveda un approccio globale ai rischi di credito, di mercato e operativi.
La definizione adottata dal Board a partire da novembre 2002 mette in luce,
fra l’altro, la possibile manifestazione di circostanze catastrofiche imprevedi-
13 Nel testo delle Istruzioni di vigilanza è contenuto, in particolare, un richiamo alla mini-
mizzazione dei rischi legati a frodi e infedeltà dei dipendenti, alla commistione di interessi tra i
fini individuali del personale e quelli della banca, nonché a ogni coinvolgimento «anche incon-
sapevole» in attività di riciclaggio. Infine è richiamata l’importanza della valutazione dei rischi
legali, specie qualora si incorra in tali fattispecie nello svolgimento di «attività non tradizionali
e con soggetti non residenti». Cfr. Banca d’Italia (2003), Titolo IV, capitolo 11, p. 10.
14 Sottolineiamo quasi incidentalmente che il tema della compliance regolamentare interna
ed esterna non è un aspetto peculiare dei rischi operativi. Anch’esso, tuttavia, come altri punti
di snodo nel trattamento di tali rischi, si pone con tratti distintivi rispetto ai rischi finanziari.
Ciò deriva sia da una partenza «ritardata» nell’analisi dei rischi operativi nelle realtà bancarie,
sia a causa della «distanza» che ancora si riscontra tra la proposta normativa e l’impatto appli-
cativo e gestionale.
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bili e sembra individuare un esplicito ed univoco riferimento alle perdite
inattese 15.
A questo proposito, vale la pena ricordare che la distinzione tra perdite
attese ed inattese (expected and unexpected losses) e le ricadute della loro ana-
lisi ai fini della copertura patrimoniale è stata una questione ampiamente di-
scussa in sede di elaborazione della proposta di Basilea II, non solo con rife-
rimento ai rischi operativi. Questo perché l’instaurazione di un legame – an-
che di tipo matematico, in funzione dell’approccio adottato – tra perdite e
capitale di vigilanza impone una necessaria comprensione delle tipologie di
perdita (attesa o inattesa) a fronte delle quali è prevista la copertura patrimo-
niale. Basilea II sembra aver risolto la questione prevedendo che la copertura
patrimoniale, a fini prudenziali e di capital allocation, sia posta a fronte delle
sole perdite inattese. Ciò è stato esplicitamente affermato con riferimento al
rischio di credito 16. Al contrario, a parere di chi scrive, l’estensione logica di
tale conclusione anche al trattamento dei rischi operativi non può venire con-
siderata né scontata né immediata, a causa delle peculiari caratteristiche di
tali rischi. Sotto questo profilo, il recepimento di Basilea II circa la regola-
mentazione dei rischi operativi dovrà essere valutato con grande attenzione
dalle Autorità di vigilanza nazionali, al fine di non creare presupposti e con-
dizioni di applicazione notevolmente differenti in capo alle istituzioni vigilate
e garantire, in ogni caso, il perseguimento ed il mantenimento di condizioni
di competitività paritarie.
3. L’opportunità dell’inclusione dei rischi operativi nel calcolo dei requisiti di solvi-
bilità
3.1. Dalla copertura patrimoniale all’«operational risk management»
Il tema della copertura patrimoniale a fronte dell’esposizione ai rischi
operativi è senza dubbio uno degli aspetti più rilevanti del Nuovo Accordo
di Basilea. Se da un lato possiamo ritenere che la copertura patrimoniale non
è un elemento definitivo e risolutivo per il trattamento di tali rischi, dall’altro
è bene menzionare fin d’ora la sua rilevanza ai fini della regolamentazione.
Nella prospettiva delle Autorità di controllo, infatti, il patrimonio detenuto ai
fini di vigilanza è inteso ad assicurare la stabilità complessiva delle singole
istituzioni e, per tale via, dell’intero sistema finanziario, attraverso la defini-
15 Board of Governors of the Federal Reserve System (2004), Supplement 17, novembre
2002, p. 4.1.
16 Cfr. Caruana (2004).
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zione di un requisito patrimoniale a copertura dei rischi operativi, congiunta-
mente ai rischi finanziari.
La soluzione della retention con copertura di capitale 17, sulla base della
determinazione di una soglia di rischiosità attesa ad un certo livello di confi-
denza, appare pertanto una condizione necessaria, nel rispetto degli obblighi
di vigilanza e al fine di rafforzare i processi di controllo interno. Al tempo
stesso questa non è una condizione sufficiente, perché una valutazione quan-
titativa fondata su basi statistiche non sembra potersi applicare agevolmente,
né per le fattispecie di perdita caratterizzate da una bassa probabilità di acca-
dimento, né per le categorie di rischio caratterizzate da una peculiare compo-
nente qualitativa. Alcuni modelli quantitativi per la stima della distribuzione
dell’esposizione ai rischi operativi, costruiti sulla base della frequenza di acca-
dimento e dell’incidenza delle perdite sui conti aziendali, possono essere vali-
damente applicati, limitatamente agli eventi di perdita caratterizzati da una
maggiore disponibilità di dati. I risultati conseguenti possono costituire la
base per finalità di gestione e per la valutazione di conseguenti azioni di con-
trollo.
Gli aspetti tecnici più o meno complessi legati al calcolo del c.d. Capital
at Risk (CaR) a copertura dei rischi operativi non esauriscono l’ampia portata
di Basilea II. A tal fine, ritengo che circoscrivere la misurazione ed il tratta-
mento dei rischi operativi al solo calcolo del requisito patrimoniale costitui-
sce un esercizio che si pone in un’ottica di analisi minimale ed insufficiente,
che depotenzia l’obiettivo complessivo di Basilea II. In effetti, al di là dei
meccanismi di determinazione dei requisiti patrimoniali a fronte dei rischi as-
sunti, i contenuti dell’Accordo sono largamente fondati sulla valorizzazione
dei processi di controllo prudenziale ai fini di un’efficiente gestione dei rischi
stessi e sul rafforzamento della disciplina di mercato.
La proposta di Basilea, ampiamente condivisa dalle banche partecipanti
alla revisione dell’Accordo, dovrebbe garantire uno stretto coordinamento
con la pratica operativa. Ciò significa che il trattamento dei rischi si dovrà in-
tendere ed implementare in senso «manageriale» e non esclusivamente in
un’accezione quantitativa e «statistica». Questo sarà ancora più vero soprat-
tutto con riferimento ai rischi operativi, in ragione delle loro caratteristiche
distintive rispetto ai rischi finanziari.
Pertanto è da ritenere importante l’interpretazione dell’obiettivo di deter-
minazione del patrimonio di vigilanza come una fondamentale ma non esau-
17 Per retention tramite copertura patrimoniale si intende il fatto che l’esposizione ai ri-
schi operativi viene «trattenuta» all’interno della banca (e quindi gestita internamente). A fron-
te di tale esposizione, pertanto, si procede alla quantificazione del capitale economico da allo-
care per finalità di gestione e di controllo.
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stiva soluzione per migliorare e completare l’attività di risk management. A
questa è però necessario affiancare il rafforzamento del ruolo dei controlli in-
terni e l’ottimizzazione degli assetti organizzativi, affinché il trattamento dei
rischi operativi non si riduca unicamente alla compliance dei requisiti patri-
moniali minimi previsti ai fini di vigilanza. In questo senso, un approccio più
flessibile ma al tempo stesso più completo rispetto ad un modello di valuta-
zione puramente quantitativo può contribuire ad un avvicinamento dei profili
di regolamentazione e di gestione dei rischi operativi.
Vale forse la pena anticipare, a questo punto, una delle questioni organiz-
zative che verranno successivamente riprese. In effetti merita rilievo
sottolineare fin da subito che, in un percorso virtuoso di operational risk ma-
nagement, la quantificazione del capitale da allocare a fronte dell’esposizione
ai rischi operativi deve essere seguita da una revisione degli assetti organizza-
tivi e dei controlli interni in essere. Questo perché, come sottolineato più vol-
te anche dal Comitato di Basilea 18, il superamento delle carenze organizzati-
ve interne, nell’allocazione dei compiti e delle responsabilità e, più in genera-
le, nel sistema dei controlli interni, costituisce un aspetto chiave ai fini di
un’efficiente gestione dei rischi operativi. Al tempo stesso, tuttavia, la validità
o l’efficacia delle decisioni e dei controlli si sottraggono alle valutazioni quan-
titative, dovendosi accontentare della sola definizione di indicatori di esposi-
zione e/o di sensibilità costruiti su base soggettiva. Si aggiunga che l’efficacia
segnaletica degli stessi, soprattutto in ottica preventiva, è spesso di difficile
valutazione. Al limite potrebbe verificarsi la situazione per cui ci si accorge
che un certo sistema di controlli interni o una data allocazione di responsabi-
lità sono insoddisfacenti o inefficaci solo quando si concretizza un accadi-
mento di perdita (si pensi ad esempio ai danni di reputazione o di immagi-
ne). La manifestazione della perdita, tuttavia, può essere più o meno «vicina»
– da un punto di vista temporale – all’accadimento dell’event risk e solo in
conseguenza di tale perdita parte un meccanismo di controllo a ritroso, fino
all’identificazione della sua causa nelle carenze sopra citate.
Esistono difficoltà di vario genere nell’apprezzare la validità o meno delle
soluzioni organizzative e del sistema dei controlli interni in uso in una banca.
Si potrebbe quindi auspicare che, nelle intenzioni del Comitato di Basilea, il
requisito di capitale sui rischi operativi venga calcolato ed impiegato per con-
seguire una misura di riferimento oggettiva, che, a sua volta, stimoli le ban-
che al rafforzamento dei presìdi organizzativi, dell’allocazione di responsabili-
tà e delle soluzioni adottate nel concepire il sistema dei controlli interni. Mi
pare pertanto più corretto riferirsi non solo a un «modello» per il trattamen-
to dei rischi operativi, quanto piuttosto a una «strategia» di gestione e di
18 Cfr. Comitato di Basilea (2004), pp. 141-144.
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analisi declinabile in più momenti. Questi riguardano, in primo luogo, la mi-
surazione dell’esposizione ai rischi operativi e, in secondo luogo, i controlli le
attività di prevenzione e di mitigation. Alla dimensione di analisi ex-post, ov-
vero di quantificazione dell’esposizione ai rischi operativi, in funzione del da-
tabase di perdite raccolte e dell’approccio di misurazione adottato, deve asso-
ciarsi un’importante attività di prevenzione per futuri accadimenti di perdita.
Tali opportunità di prevenzione possono altresì ricondursi ad un’ottica di
analisi e di gestione dei rischi che dia rilievo agli assetti organizzativi in uso
per le attività di risk management e alla valutazione della qualità dei controlli
conseguenti 19. Con riferimento ai rischi operativi, la prevenzione diventa cru-
ciale soprattutto ai fini della validazione di un modello di misurazione avan-
zato e interno. I benefici derivanti dall’impiego di una metodologia di quanti-
ficazione complessa non potranno limitarsi alla riduzione del capitale econo-
mico da allocare, ma dovranno includere, almeno in un’ottica di medio/lungo
termine, lo sviluppo di una maggiore sensibilità ai rischi operativi e di una
«cultura del controllo» diffusa in tutte le unità operative della banca, nonché
il rafforzamento del sistema dei controlli interni. Solo in quest’ottica globale
potrà essere accettabile e sopportabile, da parte della singola banca, l’onere a
spostarsi verso un approccio avanzato.
3.2. Le motivazioni che giustificano il requisito di capitale a fronte dei rischi operativi
La previsione innovativa di Basilea II secondo la quale le banche sono te-
nute a destinare una quota di patrimonio a copertura dei rischi operativi non
ha raccolto e non incontra, tuttora, un accordo unanime. Con riferimento a
questo specifico aspetto, vale la pena di esporre sinteticamente il confronto
tra due posizioni contrapposte.
Da un lato, l’espressione di un giudizio di opportunità su tale requisito di
capitale si concretizza con l’orientamento di Basilea II e, di conseguenza, con
le posizioni delle Autorità di vigilanza e delle banche che hanno partecipato
alle simulazioni di impatto dei nuovi requisiti patrimoniali (c.d. Quantitative
Impact Study, QIS) e alla stesura del testo definitivo della proposta di Basilea.
Dall’altro, si riscontra la presenza di una posizione opposta, sebbene mi-
noritaria. Gli assertori di tale tesi 20 sostengono che è inappropriato prevede-
re, nell’ambito dei controlli di solvibilità, un extra capital charge relativo ai ri-
schi operativi (aggiuntivo rispetto a quanto già previsto per i rischi di credito
19 Si fa qui riferimento non solo al livello dei controlli esistenti, ma anche all’individua-
zione delle forme di controllo al momento mancanti.
20 Si vede, per tutti, Geiger (2000).
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e di mercato). Le ragioni a supporto di tale orientamento sono molteplici e
vertono sul fatto che i rischi operativi possono essere già riflessi nei rischi di
credito e di mercato e, più specificamente, nelle perdite inattese a questi col-
legate. Di conseguenza, un ulteriore requisito di capitale potrebbe generare
effetti di double counting.
Inoltre, secondo questo orientamento, i requisiti di capitale difficilmente
possono evitare o ridurre perdite operative di elevato impatto. Sotto questo
profilo essi sarebbero quindi inutili e potrebbero, al limite, disincentivare le
banche dall’adozione di misure più concrete e più adatte per fronteggiare tali
perdite. Le banche, in un certo senso, si accontenterebbero della mera com-
pliance ai requisiti patrimoniali minimi.
Queste motivazioni sono, a mio parere, solo parzialmente condivisibili. Il
temuto fenomeno del double counting si riferisce probabilmente solo ad una
parte delle perdite operative. In effetti diversi eventi di perdita legati a rischi
operativi si manifestano in aree o in linee di attività della banca che poco han-
no a che fare con i rischi di credito e di mercato e con l’operatività dell’inter-
mediario sui mercati finanziari (si pensi alle rapine o ai danni agli assets fisici
della banca). Ciò significa che se queste fattispecie di perdita non fossero regi-
strate nemmeno come perdite di natura «operativa» esse non verrebbero prese
in considerazione nella misurazione e gestione dei rischi, con evidenti riper-
cussioni sulla significatività dei requisiti patrimoniali minimi. Lo stesso Comi-
tato di Basilea ha richiamato il problema del double counting per le perdite di
dubbia o non facile collocazione, specificando che nel perimetro dei rischi
operativi non dovranno in ogni caso rientrare perdite già rilevate in sede di
valutazione del rischio di credito. Ciò, tuttavia, prescinde dalla previsione di
un capital charge a fronte dei rischi operativi, ma è piuttosto un problema di
natura organizzativa, legato alle pratiche ed alle procedure di contabilizzazio-
ne dei rischi adottate dal management. La questione si sposta pertanto su un
piano differente: le banche «virtuose» – e cioè quelle che riescono a discerne-
re tra le perdite da imputare ai rischi operativi e quelle da attribuire ai rischi
finanziari e, di conseguenza, ad evitare le trappole del double counting – pos-
sono sentirsi esentate dal calcolo del requisito di capitale a fronte dei rischi
operativi? La risposta dovrebbe essere negativa, come di seguito motivato.
In primo luogo, quest’ultimo specifico aspetto è un sotto-problema di un
dibattito più generale, da valutarsi compiutamente secondo quanto detto in
precedenza circa la necessità di un approccio ai rischi operativi di tipo «ma-
nageriale». In secondo luogo, non è prescindibile il richiamo alle tematiche
organizzative, al complessivo sistema di risk management ed ai controlli inter-
ni. Il miglioramento di tali pratiche non è antitetico al calcolo del requisito di
capitale; anzi, nella misura in cui può consentire un incremento di efficienza
e di efficacia nei processi, esso dovrebbe comportare un minor assorbimento
di capitale, con la liberazione di risorse finanziarie.
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Infine, con riferimento alle perdite di elevato impatto (c.d. high impact) è
condivisibile l’opinione secondo la quale difficilmente il requisito di capitale
può servire a copertura di perdite conseguenti ad accadimenti di questo tipo.
Tuttavia è opportuno richiamare allo stesso tempo l’ottica più generale attra-
verso la quale si deve vagliare il ruolo dei requisiti patrimoniali minimi: si
tratta, come già detto, non solo del rispetto di una regolamentazione che ri-
sulterà verosimilmente accettata su base internazionale, ma soprattutto della
fissazione di incentivi che rafforzino le pratiche di gestione dei rischi all’in-
terno delle banche.
In effetti, in conseguenza dello spostamento di Basilea verso le logiche
dei controlli, si rileva che molte banche preferiscono rinviare ad un secondo
momento il problema della capital allocation, intervenendo, al contrario, in
via prioritaria sul miglioramento del controllo dei rischi e sulla qualità delle
attività manageriali 21.
3.3. Capital adequacy e modelli di misurazione
Prima di esaminare brevemente l’importanza dell’adeguatezza patrimoniale
e come questa si sostanzi nella scelta di un modello di misurazione per la
quantificazione dell’esposizione ai rischi operativi, è opportuno rilevare il fatto
che, ai fini della copertura dei rischi operativi, sono possibili diverse strategie
per una banca, maturate dalla valutazione di differenti orientamenti. La coper-
tura in termini di capitale non è infatti l’unica via, pur risultando quella di più
immediata implementazione, almeno negli approcci di base (cfr. par. 3.4). Le
altre forme di mitigation che qui non sono discusse (si pensi alle coperture as-
sicurative, al trasferimento a terzi delle attività rischiose tramite accordi di out-
sourcing o l’acquisto di contratti derivati ad hoc) non sono perfette sostitute
della copertura patrimoniale, sia perché tuttora poco sviluppate, sia in quanto
non applicabili alla generalità delle fattispecie di perdite operative.
In tal senso, piuttosto che parlare di alternative alla retention a fronte di
una copertura patrimoniale è forse più corretto riferirsi a diverse modalità di
mitigation – almeno per alcune fattispecie di rischi operativi – applicate per
scontare, entro percentuali stabilite dalle Autorità, il capitale economico da
allocare. Le forme di mitigation alternative, per quanto tuttora di difficile va-
lutazione, potrebbero offrire in futuro anche opportunità di prevenzione e di
contenimento dell’esposizione dei rischi operativi e, per tale via, un risparmio
di capitale economico. Lo stesso Comitato di Basilea ha riconosciuto che l’in-
cremento di patrimonio non rappresenta la soluzione definitiva alle difficoltà
21 Giuppa (2000).
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(in termini di esposizione ai rischi) di una banca, né, probabilmente, è sem-
pre la strategia di first best. Tuttavia altre misure – ad esempio il migliora-
mento dei controlli – richiedono tempi di attuazione più lunghi e l’efficacia
di queste soluzioni potrà essere valutata solo nel medio/lungo termine.
Basilea II fa soprattutto riferimento alla problematica dell’adeguatezza di
capitale (capital adequacy). Questo non significa definire «regole d’oro» e im-
mutabili, quanto piuttosto prevedere modelli di misurazione semplici, con ri-
ferimento alle banche più piccole, o più sofisticati per le banche maggiori ed
attive a livello internazionale. Sembra delinearsi, in questo senso, una certa
corrispondenza tra la dimensione e l’attività svolta dalla banca, da un lato, e
l’esigenza di adottare modelli più complessi, dall’altro. Questa valutazione è
in realtà valida anche per i rischi finanziari. Con riferimento ai rischi operati-
vi, essa è in parte attenuata dal fatto che questi ultimi sembrano meno diret-
tamente connessi all’ampiezza e alla complessità dell’operatività della banca.
Lo stesso Comitato di Basilea non ha ritenuto opportuno imporre, in
sede di avvio del nuovo impianto regolamentare, l’adozione di metodi sofisti-
cati per la generalità delle banche, riconoscendo che esse avevano raggiunti
step evolutivi differenziati nell’approccio ai rischi operativi. Al contrario ha
garantito alle banche più piccole un «cuscinetto di protezione», in quanto
esse potranno adottare metodi semplificati, attraverso la definizione di para-
metri ad hoc per ottemperare agli obblighi regolamentari. Tale possibilità
(nella versione Standardised Approach, infra par. 3.4) potrà essere adottata
dalle banche e dai gruppi attivi a livello internazionale solo in una prima fase
ed in attesa di un definitivo approntamento dei sistemi di misurazione interni
e avanzati. Come implicitamente sottolineato, invece, per le banche di più
piccola dimensione la possibilità di adottare metodi semplificati non sembra
essere temporalmente limitata.
Un ulteriore punto di svolta nella proposta di Basilea è la manifesta vo-
lontà di incentivare le banche a spostarsi verso un approccio advanced, fin da
subito se possibile, o gradualmente con l’entrata in vigore del Nuovo Accor-
do. Si ritiene che questa soluzione di misurazione e di gestione dei rischi
operativi consente di cogliere appieno l’esposizione della banca, nelle linee di
business in cui si articolano le sue attività.
La realizzazione di un approccio avanzato impone inevitabilmente un’otti-
mizzazione delle soluzioni organizzative in uso per la gestione dei rischi ope-
rativi e per l’implementazione delle successive attività di controllo. Un mo-
dello di valutazione avanzato è ben più di una metodologia statistica di quan-
tificazione e le finalità della sua applicazione non si esauriscono nel calcolo
dell’allocazione di capitale. Al contrario, esso è un percorso complesso, a più
fasi, in cui la definizione dei fattori di rischio operativo è solo uno degli
aspetti preliminari, congiuntamente alla mappatura dei processi, delle proce-
dure e delle attività svolte. Nel seguito del lavoro si cercheranno di chiarire
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alcune delle principali implicazioni organizzative legate al trattamento dei ri-
schi operativi, cui si affiancherà un’analisi delle soluzioni che alcune banche
stanno a tal fine adottando.
3.4. Le metodologie di misurazione proposte da Basilea: quali criticità?
Sono opportuni, a questo punto, alcuni cenni al contenuto della proposta
di Basilea con riferimento alle metodologie di misurazione suggerite per la
quantificazione dell’esposizione ai rischi operativi. Come è noto, questo è un
primo e fondamentale passaggio per giungere alla determinazione del capitale
economico da allocare, a fini prudenziali, a fronte dell’esposizione al com-
plesso dei rischi finanziari (di credito e di mercato) e dei rischi operativi.
Le metodologie di misurazione sono pertanto finalizzate all’instaurazione
di un legame quantitativo tra gli accadimenti di eventi di perdita (operativa)
e il capitale di vigilanza.
Il Comitato di Basilea ha proposto tre preliminari approcci di misurazio-
ne, caratterizzati da un grado crescente di complessità e di sofisticazione e
destinati – almeno in linea di principio – a banche di diversa dimensione
(cfr. tab. 2).
Un esame dettagliato delle metodologie di misurazione va oltre gli obietti-
vi del presente lavoro. Tuttavia, dall’esame delle proposte di Basilea II di-
scendono alcune riflessioni importanti. Come è noto, il Basic Indicator Appro-
ach e lo Standardised Approach prevedono che il requisito di capitale sia cal-
colato sulla base di un exposure indicator (il gross income GI, o margine di in-
termediazione) calcolato con riferimento al triennio precedente 22.
Tale indicatore è definito, per il Basic Indicator Approach, a livello di inte-
ra banca e, nell’applicazione del metodo standard, per singola business line e
moltiplicato per un coefficiente ad hoc fissato dal Comitato ( = 15% nel
22 Nell’approccio basic, GI indica il margine di intermediazione (dato da reddito netto da
interessi + reddito netto non da interessi), se positivo, riferito ai tre anni precedenti, mentre n
indica il numero dei tre anni precedenti per cui il reddito lordo è positivo. Nello Standardised
Approach, GIj è la misura del margine di intermediazione annuo in un dato esercizio per cia-
scuna delle otto business line individuate da Basilea II, mentre j è la percentuale fissata dal
Comitato di Basilea per rapportare il livello di capitale richiesto al margine di intermediazione.
Le otto linee di business sono le seguenti: Corporate finance, Trading & sales, Retail banking,
Commercial banking, Payment & settlement, Agency services, Asset management e Retail broke-
rage. Si noti come, nel caso di reddito negativo a livello di linea di business, il valore del requi-
sito patrimoniale può andare a compensare quello positivo determinato in altre aree d’attività,
salvo il caso in cui il requisito aggregato per l’intera banca risulti negativo con riferimento ad
un dato esercizio. In tal caso il valore assunto ai fini della sommatoria dovrà essere posto pari
a zero. Cfr. Comitato di Basilea (2004), pp. 137-141.
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caso del Basic Indicator, j variabili tra il 12 e il 18% nell’approccio stan-
dard). Tale coefficiente funge da proxy dell’incidenza dei rischi operativi a li-
vello di intera banca o di singola linea di business, ovvero approssima la rela-
zione esistente tra le perdite per rischi operativi storicamente riscontrate e il
valore del margine di intermediazione, calcolato per l’intera banca o commi-
surato alla singola business line.
Il Comitato di Basilea ha rigidamente definito 8 linee di business – secon-
do un criterio di specializzazione operativa – al cui interno far rientrare in
modo esaustivo ed esclusivo le attività svolte dalla banca. A tali attività si do-
vrà ricondurre la manifestazione di perdite operative. Il Comitato è interve-
nuto, nel 2003, per consentire alcuni margini di flessibilità nell’applicazione
di tale approccio di misurazione (si veda ad esempio la c.d. versione alterna-
tive dello Standardised Approach), considerato che questa metodologia potrà
risultare largamente impiegata anche dalle banche di media dimensione, al-
meno in una prima fase, in vista del futuro spostamento verso un approccio
avanzato.
I due approcci citati individuano una relazione lineare tra la dimensione
del margine di intermediazione e il requisito di capitale a fronte dei rischi
operativi, prescindendo da ogni valutazione circa la qualità del management o
del livello dei controlli esistenti 23.
Si aggiunga che la scelta di un unico exposure indicator (il margine di in-
termediazione) – pur condivisibile in considerazione della semplicità e della
facilità della sua quantificazione – pare forzare l’idea che tale indicatore sia,
in ogni comparto di attività, la miglior proxy per l’esposizione ai rischi opera-
tivi. Ciò potrebbe non risultare necessariamente vero, specie con riferimento
a quelle attività, il cui effetto sul reddito è indiretto o comunque non imme-
diato (si pensi, ad esempio, all’effettuazione di rimborsi alla clientela o al so-
TAB. 2. Le metodologie di misurazione dei rischi operativi in Basilea II
Metodologie di Funzione matematica per il calcolo
misurazione dell’allocazione di capitale
Basic Indicator Approach KBIA =  GI1...n  /n
Standardised Approach KSA = {anni 1-3 max[GIj  j; 0]}/3
Advanced Measurement Approach Non viene imposta nessuna funzione specifica.
Valutare e applicare modelli interni
(ad esempio Loss Distribution Approach,
Scorecard Approach...)
Fonte: Comitato di Basilea (2004), pp. 137-141.
23 Cfr. Pezier (2002).
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stenimento di costi legali, quali sanzioni o somme spese a titolo di risarci-
mento danni). Con riferimento a quest’ultimo aspetto, pertanto, soprattutto il
Basic Indicator ma anche lo Standardised Approach – per quanto un poco più
raffinato – perdono la caratteristica di essere risk sensitive.
L’approccio standard così definito non sembra utile né per penalizzare le
banche qualora le azioni di operational risk management siano risultate ineffi-
caci (anche se, a dire il vero, la «sanzione» in questo caso già si concretizza
in un incremento o in una maggiore incidenza delle perdite operative) né, al-
l’opposto, per consentire una diminuzione del requisito qualora siano stati at-
tuati interventi migliorativi (sotto forma di azioni di mitigation o di preven-
zione) che dovrebbero consentire, almeno nel medio termine, una riduzione
dell’esposizione ai rischi operativi.
Infine si aggiunga che la metodologia standard non incentiva, in linea di
principio, le banche ad effettuare investimenti in infrastrutture per la gestio-
ne dei rischi operativi. Si tratta quindi di un approccio «passivo», che non
rafforza la comprensione dell’esposizione ai rischi operativi.
Tuttavia, resta anche in questo caso sospesa una questione di fondo, ov-
vero se lo Standardised Approach sia adottato volontariamente dalle banche
oppure venga scelto perché, di fatto, mancano al momento alternative con-
cretamente applicabili. Ciò si collega anche alla considerazione che la scelta
di tale metodologia di misurazione non sembra utile nemmeno per individua-
re quali espliciti benefici possano venire conseguiti dalle banche a fronte del-
l’applicazione di un approccio standard, eventualmente come «ponte» e in
una fase transitoria prima di spostarsi verso un approccio avanzato.
Proprio gli Advanced Measurement Approaches (AMA) sono l’elemento
maggiormente qualificante della proposta di Basilea II circa la misurazione e
il trattamento dei rischi operativi. Questa parte del Nuovo Accordo si pre-
senta notevolmente complessa per quanto riguarda sia gli aspetti di misura-
zione connessi, in particolare, all’utilizzo di stime statistiche, sia le implicazio-
ni organizzative, legate alla costituzione di una struttura di Operational risk
management alla quale attribuire i compiti di identificazione, misurazione, ge-
stione e monitoraggio dei rischi operativi.
Il Comitato di Basilea non ha tuttavia prescritto – e a ragione, a parere di
chi scrive – l’utilizzo di un determinato approccio quantitativo/statistico per
l’analisi e la stima della frequenza e dell’incidenza delle perdite di natura
operativa. Viceversa, si è limitato a fissare criteri qualitativi e requisiti quanti-
tativi che le banche dovranno rispettare nella scelta e nell’adozione di un ap-
proccio advanced 24. Questi stessi prerequisiti richiesti dal Comitato di Basilea
24 Per una panoramica completa sugli standard ed i criteri richiesti, si veda Comitato di
Basilea (2004), pp. 143-148; per un esame sintetico delle principali opzioni avanzate di misura-
zione dei rischi operativi si veda Federal Reserve Bank of Chicago (2002).
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paiono configurarsi come una sorta di «barriera all’ingresso» all’adozione di
tali metodi avanzati per le banche più piccole, che forse prenderanno in con-
siderazione la possibilità di limitarsi all’adozione di un approccio standard.
Un approccio avanzato, tuttavia, è senza dubbio un percorso ambizioso,
che impone una valutazione sia degli elevati costi di implementazione che lo
caratterizzano, sia delle problematiche connesse alla costruzione di un databa-
se di perdite operative completo e profondo. La raccolta degli eventi di per-
dita è uno dei prerequisiti per l’applicazione di metodologie di trattamento
statistico dei dati con riferimento alle due dimensioni di frequenza e severity
delle perdite, da integrare – con un approccio del tipo Value at Risk (VaR) –
sulla base di un holding period e di un intervallo di confidenza definito.
Un approccio advanced dovrà altresì consentire il trattamento dei c.d.
dati di perdita «low frequency, high impact», ovvero a bassa frequenza ed
alto impatto, per i quali non si dispone di serie storiche facilmente analizza-
bili con tecniche statistiche. A tal fine, una metodologia avanzata dovrà inte-
grare i dati di perdita con informazioni di natura qualitativa, ricavate dalle at-
tività di self-risk assessment. Ciò si concretizza nella mappatura degli eventi di
rischio nei diversi processi aziendali e nella raccolta di valutazioni quali/
quantitative – anche di natura soggettiva – circa l’esposizione della banca alla
manifestazione di eventi di perdita operativa. È questa, a nostro avviso, la sfi-
da più rilevante per l’applicazione di un metodo avanzato, forse l’unico vero
incentivo che possa spingere le banche a vagliare l’implementazione di un ap-
proccio articolato e complesso. Dall’applicazione di tale metodologia, le ban-
che si attendono di ricavare numerosi benefici, quantomeno in un’ottica di
medio termine, in termini di riduzione del capitale da allocare a copertura
dei rischi e di rafforzamento dei controlli nelle aree di maggiore criticità, re-
visione delle procedure/policy in essere e vaglio di eventuali modifiche.
Vale la pena sottolineare la chiara volontà delineatasi in sede regolamen-
tare di proporre incentivi affinché le banche si spostino – ancorché gradual-
mente – verso approcci avanzati. Tuttavia, lo stesso Comitato di Basilea non
si è chiaramente espresso in favore di una soluzione quantitativa pura o di un
assessment qualitativo, tenuto conto che non sono ancora molte le banche at-
tualmente in grado di applicare compiutamente un approccio del primo tipo.
Spesso, a fianco delle metodologie statistiche, sono state prese in considera-
zione forme di validazione e correzione qualitativa.
4. Implicazioni organizzative del trattamento dei rischi operativi nella gestione ban-
caria
Con il rafforzamento e la crescente sofisticazione delle tecniche di risk
management e, più recentemente, di operational risk management, le implica-
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zioni legate al trattamento dei rischi operativi si sono spostate dalla valutazio-
ne/misurazione al profilo gestionale di tali rischi ed in particolare all’esame
delle soluzioni organizzative proposte per la gestione degli stessi.
In un percorso complessivo di trattamento dei rischi operativi, le proble-
matiche organizzative possono essere collocate ad un livello di gestione più
evoluto e richiedono maggiori complessità rispetto alla sola comprensione
delle fattispecie di perdita operativa. Tali soluzioni risultano finalizzate all’in-
dividuazione degli elementi prioritari su cui operare i controlli e sulle aree
che presentano al momento le maggiori criticità in tema di accadimento di
eventi di perdita operativa e, contemporaneamente ed in ottica prospettica,
offrono opportunità di prevenzione.
Molte banche si trovano tuttora ad uno stadio iniziale di questo processo
e stanno ancora oggi affrontando le problematiche riferibili in via prioritaria
alla realizzazione di una funzione indipendente di Operational risk manage-
ment, in capo alla quale accentrare le principali competenze legate al tratta-
mento dei rischi operativi. Al tempo stesso, tuttavia, alcune banche più avan-
zato stanno anche vagliando l’implementazione di un sistema di operational
risk management più completo di quanto suggerito da Basilea II, al fine di
poter analizzare anche le ulteriori fattispecie di perdita operativa che, al mo-
mento, non sono comprese nel «perimetro regolamentare» della definizione.
È pertanto di interesse presentare alcune soluzioni organizzative adottate,
per rilevare le scelte realizzate in merito alla gestione ed al controllo dei ri-
schi operativi, per quanto talvolta temporanee ed orientate all’implementazio-
ne di un approccio avanzato nel prossimo futuro.
Si presentano di seguito i principali risultati dell’indagine condotta sul
medesimo campione di banche internazionali cui si è fatto riferimento in pre-
cedenza (cfr. par. 2.1). Da tale analisi emergono alcuni aspetti rilevanti che
portano ad identificare alcune analogie nella valutazione delle scelte organiz-
zative.
4.1. L’indipendenza della funzione di Operational risk management
La costituzione di una funzione di Operational risk management indipen-
dente dalle business unit che si assumono quotidianamente i rischi, sembra
acquisire una rilevanza notevole ed è una soluzione correntemente adottata
dalla maggior parte delle banche del campione (tab. 3).
Il 63% delle banche prevede una funzione ed una struttura indipendente
dedicata alla gestione dei rischi operativi; a questo primo dato è opportuno
aggiungere le banche (6, ovvero il 15% del totale) che già adottano un ap-
proccio integrato di gestione dei rischi finanziari e dei rischi operativi. In tali
casi si tratta di banche il cui modello organizzativo di identificazione, misura-
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zione e gestione dei rischi può essere considerato più evoluto rispetto ad al-
tre realtà. Esse si pongono pertanto in una fase di sviluppo «successiva» ri-
spetto ad un approccio specialistico, fondato sulla natura dei rischi assunti.
Un approccio integrato, in effetti, si fonda su logiche e politiche comuni
di identificazione, valutazione e controllo dei rischi, pur nel mantenimento
delle specifiche caratteristiche delle diverse fattispecie di rischi.
L’esame delle scelte effettuate dagli 8 gruppi bancari italiani inseriti nel
campione (si tratta dei maggiori gruppi bancari nazionali e di alcune banche
di media dimensione) evidenzia come la presenza della funzione indipenden-
te di Operational risk management sia diffusa e condivisa anche presso di essi
(almeno nel 50% delle banche appartenenti al campione) 25. Questo dato
mostra, per le banche italiane, un sostanziale allineamento rispetto al resto
del campione. Al contrario, esse appaiono in ritardo per quanto riguarda la
corrente attuazione dei progetti e degli approcci di gestione integrata dei ri-
schi, sebbene in alcuni casi sia emersa l’intenzione di spostarsi verso un ap-
TAB. 3. La presenza della funzione di Operational risk management
Totale campione Numero di % sul totale
banche campione
– Presenza di una funzione indipendente
di Operational risk management 25 62,5
– Integrazione sui rischi già attuata 6 15,0
31 77,5
– Informazioni non sufficienti o non disponibili 9 22,5
Totale campione 40 100
Di cui: banche italiane Numero di % sul totale
banche banche italiane
– Presenza di una funzione indipendente
di Operational risk management 4 50,0
– Integrazione sui rischi già attuata 0 0,0
4 50,0
– Informazioni non sufficienti o non disponibili 4 50,0
Totale banche italiane 8 100
Fonte: Elaborazione propria, analisi bilanci (a fine 2003).
25 È opportuno notare come talvolta l’esame dei bilanci e delle relazioni sulla gestione del-
le banche italiane sia stato più complicato rispetto alle banche estere, e spesso le informazioni
fornite non sono risultate sufficienti al completamento delle questioni oggetto dell’indagine.
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proccio integrato di rilevazione e gestione dei rischi: anche le banche italiane,
pertanto, ne stanno vagliando la fattibilità.
Con riferimento alla totalità del campione (banche italiane ed estere),
l’esame del grado di realizzazione delle strutture di operational risk manage-
ment porta a concludere che presso alcune banche la realizzazione di tali uni-
tà è molto recente, mentre in altri casi non è ancora stata completata. Alcune
banche, ed in particolare quelle di minore dimensione, potrebbero giustifica-
re una partenza ritardata nella compliance al Nuovo Accordo ritenendo che,
per esse, l’adeguamento sarà più facile e veloce se adotteranno approcci basic
o comunque poco sofisticati nella valutazione e gestione dei rischi.
La realizzazione e l’attuale collocazione della funzione di Operational risk
management assumono caratteristiche non identiche nelle diverse banche. Ciò
riflette, almeno in parte, uno stile di gestione e di risk management che già ri-
sulta consolidato anche sulle altre tipologie di rischi. In conseguenza di tali
scelte, alcune banche hanno vagliato l’opportunità di replicare l’organizzazio-
ne del Comitato, del sotto-comitato o del Department già in essere per i ri-
schi di credito e di mercato. Questa prima soluzione organizzativa si riflette
pertanto nella creazione di una struttura per la misurazione ed il controllo
dei rischi operativi simile a quelle già esistenti per i rischi finanziari.
Fra le soluzioni organizzative osservate nelle banche appartenenti al cam-
pione, è possibile individuare una struttura simile a quella schematizzata nella
figura 2, in una prima versione che si potrebbe definire «pura», ovvero con
tre o più unità specializzate, ciascuna su una specifica fattispecie di rischio.
Ogni Comitato o Department è responsabile per la realizzazione delle strate-
gie e delle politiche approvate dal top management, per lo svolgimento di at-
tività di raccolta dei dati e di elementi qualitativi finalizzati alla valutazione
Board of directors
Group risk committee
Group credit risk
committee
Group market
risk committee
Group operational
risk committee
– approvazione politiche
– approvazione risk strategy
FIG. 2. La costituzione di Comitati specialistici sui principali rischi bancari.
Fonte: Elaborazione propria, analisi bilanci (a fine 2003).
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dell’esposizione ai rischi e all’individuazione di forme di controllo e di attivi-
tà di contenimento verso tale esposizione.
Dall’analisi del campione sono emerse almeno altre due soluzioni organiz-
zative – ciascuna delle quali è stata riscontrata in una banca appartenente al
campione – che potremmo definire «ibride» rispetto a quanto proposto nella
figura 2.
In un primo caso (fig. 3) le unità già esistenti per il rischio di credito e di
mercato (Group Credit Risk Management, Group Market Risk Management)
vengono affiancate dall’unità Risk Control, cui sono affidati compiti differen-
ziati, fra i quali il controllo sui rischi operativi, lo svolgimento di attività di
validazione e misurazione anche per gli altri rischi, l’aggregazione dei rischi e
la quantificazione dell’allocazione di capitale.
Una seconda alternativa prevede la costituzione di una unità specialistica
(Risk Modelling, fig. 4), alla quale è affidato lo sviluppo di modelli di risk
analysis e di capital allocation, relativi a tutte le principali forme di rischio.
All’unità Risk Control o Risk Modelling così costituita si prevede l’attri-
buzione di una pluralità di compiti, i quali muovono verso una valutazione
prettamente quantitativa dei rischi. Tale scelta sembra implicare un’estrema
fiducia, da parte del top management bancario, nell’adozione di un approccio
quantitativo di misurazione applicabile ai rischi operativi, seguendo la strada
già «tracciata» dalle esperienze nella misurazione dei rischi finanziari.
Soluzioni organizzative simili a quanto appena tratteggiato si adattano
meglio a banche che già da tempo hanno sviluppato un progetto di «diffu-
sione culturale» nell’approccio di gestione dei rischi bancari e che hanno an-
Chief risk officier
Group credit
risk management
Group market
risk Risk control
– modelli e monitoring per
valutazione rischi
– aggregazione rischi
– capital location
– implementazione standard di
controllo dei rischi
– controllo dei rischi operativi
FIG. 3. Una soluzione «ibrida»: unità Risk Control con competenze differenziate.
Fonte: Elaborazione propria, analisi bilanci (a fine 2003).
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ticipato le proposte di Basilea II nella realizzazione di modelli – possibil-
mente interni ed avanzati – finalizzati alla misurazione quantitativa dei rischi
finanziari (prima) e dei rischi operativi (nella fase attuale). Tali scelte po-
trebbero qualificarsi, almeno in parte, come un approccio organizzativo inte-
grato (comprehensive). Esse delineano i primi passi verso la realizzazione di
un approccio finalizzato all’identificazione, gestione e controllo dei rischi
bancari non più fondato solo su basi specialistiche, bensì – appunto – inte-
grate. In questo senso è fondamentale la cooperazione delle diverse unità, al
fine di garantire la realizzazione di un complessivo processo di risk manage-
ment.
Vale la pena specificare che non sempre l’espressione «sistema integrato
di rilevazione» dei rischi sottintende un approccio di gestione realmente inte-
grato, risultando questo di fatto un obiettivo ancora piuttosto ambizioso e
senza dubbio di non facile realizzazione.
Un simile orientamento è emerso anche dall’indagine svolta sul campione
di banche selezionato nel presente lavoro. Si è riscontrato il fatto che alla so-
luzione c.d. «integrata» viene dedicata una crescente attenzione, almeno da
parte delle banche di maggiori dimensioni, ma al tempo stesso ne vengono
sottolineate le difficoltà di implementazione. L’integrazione negli approcci di
identificazione e misurazione/valutazione dei rischi è già realizzata da almeno
6 banche (15% del totale) ed altre, sulla base delle informazioni fornite, si
stanno orientando in tal senso.
A questo proposito, è stato rilevato che alcune banche hanno costituito
un unico Group Risk Management, al cui interno è insediato un Group Risk
Group credit &
risk control
– modelli per risk analysis
e capitale economico
Group security
function
Credit risk
management
Market risk
management
Operational risk
management
Risk
modelling
FIG. 4. Una soluzione «ibrida»: unità Risk Modelling.
Fonte: Elaborazione propria, analisi bilanci (a fine 2003).
130
Committee, cui compete sia la definizione delle politiche sui rischi, delle pro-
cedure e delle metodologie per la misurazione e il monitoraggio degli stessi,
sia l’approvazione dei livelli di rischio associati ai nuovi prodotti/servizi.
Il Group Risk Management non limita la propria attività alla gestione del-
le tre principali tipologie di rischi (credito, mercato e operativi), ma estende
le proprie competenze ad ogni significativa fattispecie di rischio, in funzione
delle caratteristiche dei business aziendali: le componenti di rischio potrebbe-
ro identificarsi, di volta in volta, nel rischio di liquidità, di prezzo o di repu-
tazione. Si tratta di un aspetto di rilievo, in quanto tutti i rischi possono in-
fluenzare il livello e la stabilità dell’impresa, tanto nel breve termine (con ri-
ferimento agli effetti sul reddito aziendale) quanto nel lungo periodo, con
specifica attenzione al valore dell’impresa e alla sua capacità di creare valore.
Una proposta per affrontare un approccio integrato alla gestione dei ri-
schi è suggerita nella figura 5. Il Group Risk Management è strettamente lega-
to al Board of Directors e al Chief Executive Officer (CEO), al quale deve ri-
portare, per il tramite del Chief Risk Officer (CRO), che presiede l’unità inte-
grata di risk management per l’intero gruppo.
Si tratta, effettivamente, di una struttura «verticale» – presumibilmente
con processi decisionali «corti» – attraverso la quale si realizza l’implementa-
Supervisione Comunicazione Partnership
Team di risk
professional
Group risk management
Managing
director
CRO
Team di risk
management
A livello di
capogruppo
A livello di
business unit
Senior risk
professional
FIG. 5. Risk management integrato sui principali rischi bancari.
Fonte: Elaborazione propria, analisi bilanci (a fine 2003).
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zione delle strategie sui rischi definite dal top management. Al tempo stesso,
si tratta di unità snelle, che estendono il proprio operato all’intero gruppo e
si avvalgono di un team di professionisti specializzati.
Merita a tal proposito un cenno il fatto che l’unità di Group Risk Mana-
gement è deputata alla gestione e al controllo di quelle fattispecie di rischio
che interessano la banca come entità unitaria (gruppo bancario/finanziario o
conglomerato), tanto più rilevanti quanto più risultano estese e diversificate
le attività svolte. All’interno dell’unità Group Risk Management vengono pre-
sidiati tutti i rischi bancari e potrebbero non mancare opportunità di sovrap-
posizione fra di essi, specie nel caso di una identificazione non ottimale del
perimetro degli stessi rischi.
Questo specifico aspetto riguarda non solo i rischi operativi, ma i rischi
finanziari più in generale: le ricadute gestionali potrebbero essere analizzate
proprio con riferimento all’eventuale adozione di un approccio integrato, che
tenga conto sia delle diverse tipologie di rischi, sia dell’opportunità di defini-
re competenze, politiche e linee guida comuni nelle attività di identificazione,
valutazione e gestione dei rischi.
Ai fini del presente lavoro, la schematizzazione della precedente figura 4
individua una soluzione realmente integrata. Essa muove nella direzione di
rafforzare la già citata trasversalità nella gestione dei rischi operativi, che
coinvolge tutte le linee di attività della banca. Bisognerebbe tuttavia interro-
garsi sull’applicabilità di una struttura di questo tipo anche per banche di
media dimensione, le cui risorse (si pensi in particolare al fattore umano) da
destinare alla costituzione dei team di risk professional non sono paragonabili
a quelle di una grande banca.
Una soluzione di questo tipo appare estremamente flessibile, con un team
di risk professional nell’unità centrale; essa viene completata da una struttura
simile replicata a livello divisionale ed affiancata, a livello decentrato, da un
senior risk professional, con compiti di supervisione, consulenza e guida stra-
tegica. Con quest’ultima figura professionale si instaura un rapporto di part-
nership, a garanzia dell’esecuzione delle linee guida formulate dal Board –
tramite il Chief Risk Officer – e, in senso contrario verso l’alto, dell’effettua-
zione di reporting e del costante invio di comunicazioni verso la capogruppo.
4.2. Alcune considerazioni sulle scelte organizzative individuate nell’analisi del campione
È opportuno sottolineare alcune implicazioni organizzative che le soluzio-
ni riscontrate nelle banche appartenenti al campione non hanno consentito di
chiarire in modo adeguato. In primo luogo, sembra difficile prescindere da
una struttura che identifichi, più o meno esplicitamente, una serie di linee di
business adattate alle attività svolte dalla banca. Difatti, solo tramite le re-
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sponsabilità affidate al management decentrato sarà possibile l’implementa-
zione di un approccio completo, integrato e trasversale che consenta il tratta-
mento dei rischi operativi congiuntamente agli altri rischi bancari.
In secondo luogo, sarebbe ugualmente opportuno un approfondimento
circa la definizione e l’allocazione delle responsabilità in tema di operational
risk management fra i diversi livelli e le funzioni in cui è articolata la banca,
in senso sia verticale sia orizzontale, sulla tempistica che dovrà guidare
l’eventuale revisione di tali assegnazioni, nonché sui meccanismi di reporting.
L’approccio dovrà essere implementato in modo continuo ed attraverso un
costante feed-back. Per tale via, la gestione dei rischi operativi acquisisce un
carattere «integrato» (anche se inizialmente essa potrebbe essere classificata
solo come top-down o bottom-up). In conseguenza di ciò, è opportuno che i
meccanismi di validazione delle procedure in uso siano rivisti con periodicità
predefinite e modificabili a fronte di particolari accadimenti. Si rileva pertan-
to che il tema dell’allocazione delle responsabilità è potenzialmente tanto più
significativo quanto più si affermeranno soluzioni veramente «integrate», sul-
l’esempio di quella rappresentata nella precedente figura 5. Una banca che
già oggi sta ragionando in un’ottica di gestione integrata dei rischi può essere
considerata, sotto questo specifico profilo, più evoluta rispetto ad un’altra re-
altà che mantiene unità specialistiche distinte.
Con riferimento alla costituzione e composizione delle unità di Operatio-
nal risk management, soluzioni organizzative articolate sono state rilevate solo
in una piccola parte delle banche analizzate nel presente lavoro. La maggior
parte di esse ha affermato che le strutture sono da considerarsi in progress,
dimostrando al tempo stesso sia l’interesse per un corretto trattamento dei ri-
schi operativi su base group-wide, sia l’intenzione di spostarsi in tempi brevi
verso approcci di misurazione più evoluti o integrati.
A questo proposito, abbiamo cercato di intersecare la dimensione orga-
nizzativa con quella degli approcci di misurazione dei rischi operativi. In par-
ticolare, è utile verificare quali soluzioni di misurazione utilizzano o intendo-
no implementare le banche che affermano di disporre di un approccio inte-
grato di gestione dei rischi, nonché (almeno) le banche che hanno già previ-
sto la costituzione di una funzione indipendente di Operational risk manage-
ment. Ci si dovrebbe attendere, in linea di principio, una sostanziale corri-
spondenza tra l’adozione di un approccio integrato di gestione dei rischi e la
presenza della funzione di Operational risk management e la scelta di un mo-
dello avanzato per la quantificazione dell’esposizione ai rischi operativi. Sem-
bra delinearsi, in effetti, all’interno di tali banche, uno stato di avanzamento
maggiore nei progetti di gestione dei rischi (non solo quelli operativi).
I risultati dell’analisi, effettuata su un sotto-campione di 31 banche 26,
26 Tale sotto-campione, compreso nelle 40 banche prima elencate, risulta costituito da 25
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sono in effetti in linea con l’ipotesi sopra formulata. Trascurando le banche
che non forniscono informazioni in proposito, le altre tendono verso due
principali orientamenti (tab. 4). Da un lato, si rileva la preferenza per un as-
sessment dei rischi operativi basato su modelli avanzati, condotto con l’ausilio
di tecniche statistiche per l’analisi dei dati di perdita interni (Loss Distribu-
tion Approach), integrate con la quantificazione del Value at Risk; dall’altro,
si registra l’impiego congiunto di dati quantitativi e di informazioni qualitati-
ve (scorecard, analisi di scenario e stress test), al fine di valutare appieno il
profilo di rischiosità operativa della banca. Ciò si realizza sia con l’attività di
mappatura dei rischi condotta per categorie di rischio, sia con l’implementa-
zione di un processo di self-risk assessment.
Con il processo di self-risk assessment la banca è in grado di valutare l’in-
cidenza dei rischi operativi in tutti i processi nei quali si articolano le sue at-
tività. Tramite il self-risk assessment vengono quindi convogliate a livello ac-
centrato, in un approccio bottom-up, le valutazioni quali/quantitative in meri-
to all’esposizione ai rischi operativi.
banche/gruppi che hanno già previsto la costituzione della funzione indipendente di Operatio-
nal risk management e da 6 banche/gruppi che hanno affermato di adottare un approccio inte-
grato sui rischi (cfr. tab. 3).
TAB. 4. L’integrazione dei rischi finanziari e gli approcci di misurazione sui rischi operativi
Approccio adottato Numero di % sul
(o di futura adozione) banche totale (a)
– Approccio basic o standard 2 6,5
di cui: orientamento futuro verso AMA 2
– AMA già in uso: 22 71,0
LDA (eventualmente + self–risk assessment) 6
LDA + scenario analysis e/o stress test 4
LDA + Value at Risk 1
Scorecard Approach 1
AMA senza ulteriori specificazioni 10
– Orientamento futuro verso AMA 1 3,1
– Informazioni non disponibili 6 19,4
Legenda della tabella: AMA = Advanced Measurement Approach, LDA = Loss Distribution Approach.
Nota (a): Il totale di riferimento è costituito da 31 intermediari (cfr. nota 26).
Fonte: Elaborazione propria, analisi bilanci (a fine 2003).
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4.3. Il ruolo delle unità di Operational risk management
La creazione di unità specifiche per la gestione dei rischi operativi e l’in-
serimento di competenze, conoscenze e professionalità specialistiche per il
trattamento degli stessi hanno senza dubbio comportato, ad un livello più o
meno esteso ed approfondito, una revisione degli organigrammi aziendali,
che in molti casi non è ancora completata. Tale revisione è stata attuata sia
presso le strutture della capogruppo sia presso le unità periferiche o divisio-
nali. Di seguito si individuano almeno tre specifici aspetti meritevoli di essere
approfonditi:
a) la dimensione delle unità di gestione dei rischi operativi;
b) le condizioni di espansione di tali strutture;
c) la creazione di unità di gestione a livello divisionale con la stessa strut-
tura organizzativa dell’unità di gestione insediata presso la capogruppo.
Con riferimento al punto a), l’esame dei bilanci bancari selezionati nel
campione non è stato particolarmente proficuo: infatti, solo occasionalmente
sono stati individuati richiami circa la composizione e la numerosità delle
unità di gestione, costituite a livello accentrato oppure presso le sedi periferi-
che. All’interno del Group Risk Management sono collocate figure di risk pro-
fessional di estesa e consolidata esperienza, in grado di garantire la responsa-
bilità sulle politiche definite a fronte dei rischi assunti, la supervisione e la
compliance rispetto a leggi e regolamenti, l’effettuazione di regolari valutazio-
ni e di attività di reporting sui rischi.
In merito alle condizioni di espansione di tali unità, si è riscontrato come,
nella maggior parte dei casi, tale espansione si sia realizzata in senso orizzon-
tale. A fianco di unità già esistenti per la gestione dei rischi finanziari, è stata
aggiunta una struttura responsabile per i rischi operativi. Come evidenziato
anche dagli organigrammi descritti in precedenza, ciò è avvenuto in vario
modo. In alcuni casi le banche hanno optato per il rafforzamento del preesi-
stente team di risk professional, in altri hanno costituito ex novo un Operatio-
nal Risk Management Committee, a livello di capogruppo e/o su base divisio-
nale.
L’effetto, quindi, non è stato quello di «allungare» in senso verticale l’or-
ganigramma aziendale, quanto piuttosto quello di estenderlo in senso oriz-
zontale, aumentando il numero di unità/strutture poste sotto la responsabilità
e la guida del Group Risk Management Committee, tramite il Chief Risk Offi-
cer (CRO), oppure – a livello di business unit – sotto l’autorità del CRO divi-
sionale. Una soluzione di questo tipo, di conseguenza, non crea nuovi livelli
intermedi di responsabilità e pertanto può essere adottata in condizioni di re-
lativa stabilità dimensionale interna della banca o del gruppo. È infatti ragio-
nevole ritenere che, ad una crescita delle attività svolte e delle dimensioni
aziendali, debba conseguire un rafforzamento delle strutture di risk manage-
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ment e, nello specifico, di operational risk management. Ciò è ancora più rile-
vante qualora tale espansione sia associata all’estensione delle attività in nuovi
segmenti di business o in nuovi prodotti/servizi. Allo stesso modo, anche fe-
nomeni di crescita esterna, che si realizzino – ad esempio – tramite operazio-
ni di fusioni ed acquisizioni, devono essere attentamente monitorati, sia come
causa e motivazione potenziale al rafforzamento delle attività di risk manage-
ment e delle strutture dedicate, sia per le problematiche conseguenti all’inte-
grazione di differenti culture e strategie sui rischi.
La costituzione di nuovi livelli di responsabilità, affidati ad unità interme-
die di raccordo con i livelli superiori, consentirà di valutare al meglio le espo-
sizioni ai rischi operativi relative solo ad alcune aree geografiche, prodotti/
servizi innovativi o che risultano da concentrazioni su singoli fattori di ri-
schio. La creazione di comitati o unità di questo tipo potrà realizzarsi all’in-
terno del Group Risk Management Committee o della corrispondente unità
costituita su base divisionale.
Queste nuove strutture dovranno favorire l’identificazione e la valutazio-
ne delle singole fattispecie di rischi operativi, attraverso la raccolta di dati ed
informazioni di dettaglio da trasmettere alla divisione e, tramite questa, al
Group Risk Management. Appare evidente, tuttavia, che la costituzione di
unità specializzate, ove risultasse particolarmente onerosa, non potrà che ri-
guardare prevalentemente i grandi gruppi internazionali; per gli altri interme-
diari la soluzione adottata non potrà che limitarsi ad un rafforzamento dei
contatti di tipo trasversale con le funzioni di supporto.
In tema di costi organizzativi, in effetti, si può rilevare che non in tutte le
business unit in cui si articolano le attività delle banche sono presenti struttu-
re di Operational risk management analoghe alle unità costituite a livello cor-
porate. Talvolta ci si limita a prevedere la presenza di uno o più responsabili
sui rischi presso le principali business unit. La decisione adottata è in funzio-
ne delle caratteristiche operative di ogni divisione e tiene conto del fatto che,
in alcune business line, l’esposizione ai rischi operativi è più limitata e può
non risultare conveniente la costituzione di posizioni ad hoc per la loro valu-
tazione.
Il coinvolgimento delle unità locali è comunque da reputarsi necessario ai
fini della gestione dei rischi operativi. Esso si realizza pertanto, prima ancora
che con il supporto organizzativo di unità ad hoc – o, più correttamente, con-
giuntamente a queste – tramite l’impiego di un linguaggio comune circa le at-
tività di risk management implementate in tutto il gruppo, per la valutazione
dei rischi nei segmenti di attività, nelle nuove linee di business e nei prodotti
innovativi.
In un’ottica più generale, la creazione di una struttura integrata per la ge-
stione dei rischi sembra altresì essere un prerequisito importante per il conse-
guimento di migliori performance e per la definizione di un percorso orienta-
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to alla creazione di valore per gli azionisti, a livello di singola business unit e
su base consolidata.
A tal fine un obiettivo intermedio fondamentale è il miglioramento dei
controlli a tutti i livelli, al fine di valutare sia l’implementazione della risk po-
licy definita dal Board of Directors, sia l’allocazione di responsabilità decen-
trate in tema di identificazione, valutazione e gestione dei rischi.
L’inserimento relativamente recente dei rischi operativi nella gestione
bancaria e la loro diversità rispetto ai rischi finanziari giustificano il fatto che
l’operational risk venga sempre più considerato una categoria di rischio auto-
noma e, al tempo stesso, collocata al centro delle attività di risk management
presso la maggior parte delle banche. La diffusione ed il consolidamento di
funzioni interne responsabili dei processi di gestione dei rischi, ovvero di
unità che si raccordano con quelle create per i rischi operativi ai fini della
realizzazione di un approccio di gestione integrato, consente pertanto un alli-
neamento tra le principali aree e tipologie di rischio e gli obiettivi direzionali
e strategici.
Attraverso l’adozione di un approccio integrato di gestione dei rischi
sembra così possibile la realizzazione non solo dell’obiettivo della compliance
ai requisiti regolamentari, ma soprattutto di una gestione dei rischi operativi
fondata su basi ottimali, con approcci maggiormente risk sensitive di quelli
attuali e che forniscano incentivi per il miglioramento delle pratiche gestiona-
li e dei controlli.
5. Conclusioni
Il tema dei rischi operativi è di grande attualità e numerosi sono i fronti
aperti tra studiosi, operatori e Autorità di vigilanza. Nel presente lavoro si è
cercato di offrire alcuni spunti di riflessione sul tema, pur nella consapevolez-
za che questi rientrano in quadro di analisi più ampio.
L’inserimento dei rischi operativi nel quadro del risk management banca-
rio presenta numerose aree di criticità, che il confronto tra la proposta nor-
mativa di Basilea II e le pratiche operative finora in uso non ha ancora risol-
to in via definitiva. Al momento, l’operational risk management si qualifica
come una tematica in evoluzione, in quanto presuppone una ricerca dell’effi-
cienza nelle attività di gestione dei rischi, non tanto – o comunque non solo
– nell’uso di sistemi di analisi, gestionali e di controllo tra business line e risk
type, quanto piuttosto nel mantenimento di una visione coerente delle opera-
zioni e delle attività svolte dalla banca e dei rischi assunti con lo svolgimento
delle stesse.
Una prima fase di analisi dei rischi operativi ha riguardato l’evidenziazio-
ne delle tipologie di eventi riconducibili alla manifestazione di tali rischi. Sot-
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to questo specifico profilo le iniziative delle singole banche hanno consentito
di affinare le definizioni in uso, tramite l’evidenziazione dei fattori di rischio.
Rispetto alle formulazioni più comunemente accettate dei rischi di credito
e di mercato, la definizione di rischi operativi elaborata da Basilea II non è
«chiusa», in quanto gli event type di I livello sono a loro volta articolabili in
più eventi di rischio. Vi sono pertanto margini di flessibilità e di interpreta-
zione che dovranno trovare accoglimento nelle politiche di gestione dei rischi
operativi definite dal management. Al tempo stesso, la definizione proposta
da Basilea sembra trascurare gli aspetti qualitativi e la componente qualitativa
insita nei risk events riconducibili a perdite operative, focalizzandosi sulla
componente «quantitativa» per la definizione di una metodologia di valuta-
zione e misurazione dei rischi.
Dall’analisi delle esperienze esaminate nel presente lavoro è emerso che la
maggior parte delle banche ha di fatto accolto una definizione in larga misu-
ra coincidente con quella di Basilea II, allineandosi alla sua interpretazione e
focalizzando l’interesse e le risorse sulle scelte organizzative in tema di opera-
tional risk management e sull’adozione delle opportune metodologie di misu-
razione.
Un ulteriore risultato qui emerso suggerisce che almeno le banche più
avanzate utilizzano una definizione di rischi operativi più ampia, preoccupan-
dosi al tempo stesso delle ricadute gestionali e della coerenza con gli obiettivi
strategici e non solo della compliance regolamentare.
La fase di analisi più recente e più interessante è legata alla misurazione e
valutazione delle implicazioni organizzative e gestionali dei rischi operativi.
Tale fase, tuttavia, rispetto all’individuazione delle fattispecie di rischio, pre-
senta al momento risultati meno definitivi, che potranno essere apprezzati so-
lamente nel medio termine.
Una delle maggiori criticità è senza dubbio legata all’onerosità dell’im-
pianto di vigilanza (ascrivibile ai tecnicismi di calcolo del requisito di capitale
ad hoc a copertura dei rischi operativi), la cui valutazione non può venire di-
sgiunta dalle implicazioni organizzative che l’operational risk management sol-
leva. A tal fine, l’adozione di modelli di misurazione avanzati ed interni, per
quanto pesante e onerosa sotto il profilo organizzativo, è coerente con gli
orientamenti evidenziati anche sui rischi finanziari.
Si ritiene che il ruolo del requisito di capitale sia una prima e necessaria
soluzione per migliorare e completare l’attività di risk management. Al tempo
stesso, tuttavia, la quantificazione del requisito patrimoniale non sembra una
condizione sufficiente, né per rafforzare i processi di gestione e di controllo,
né per fornire alle banche incentivi all’adozione di modelli avanzati a fini
preventivi, per limitare l’impatto di eventi futuri di perdita.
Nel seguito del lavoro sono state esaminate le implicazioni organizzative
sollevate dalla gestione dei rischi operativi. Dall’analisi del campione di ban-
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che internazionali si rileva come non emergano soluzioni definitive e scelte
consolidate, ma piuttosto alcune caratteristiche comuni, fra cui la costituzio-
ne di una struttura e di una funzione indipendente di Operational risk mana-
gement. Degno di nota è anche l’orientamento verso approcci di gestione dei
rischi bancari integrati e trasversali, che coinvolgono più funzioni aziendali
ed a più livelli. Il management bancario sembra inoltre manifestare una cre-
scente attenzione verso tecniche di misurazione delle performance aggiustate
per i rischi e verso la definizione di un percorso orientato alla creazione di
valore, in cui la prospettiva nuova è quella che integra in tale misurazione an-
che i rischi operativi.
L’interesse corrente è, pertanto, più ampio rispetto all’obiettivo di calcolo
del requisito patrimoniale. In prospettiva futura, l’ottica gestionale e gli indi-
rizzi regolamentari dovranno essere affinati, per il completamento del «per-
corso gestionale» che Basilea II ha avviato ed in parte tracciato. Esso è quin-
di meritevole di ulteriori affinamenti, mano a mano che la pratica operativa
porrà le condizioni per la risoluzione di alcuni aspetti nodali tuttora indeter-
minati.
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