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Erlan Erlangga, Evaluasi Tingkat Kapabilitas Tata Kelola Teknologi Informasi 
dengan Framework COBIT 5 pada Proses DSS02 dan DSS03 di PT Hexindo 
Adiperkasa Cabang Balikpapan 
Pembimbing: Andi Reza Perdanakusuma, S.Kom., M.MT. dan Aditya Rachmadi, 
S.ST., M.TI. 
PT. Hexindo Adiperkasa Cabang Balikpapan adalah perusahaan yang bergerak 
dalam industri perdagangan alat berat serta memberikan service kedapa 
pelanggan.  PT. Hexindo Adiperkasa Cabang Balikpapan telah memanfaatkan TI 
yang terhubung dengan jaringan komunikasi data perusahaan untuk membantu 
operasional perusahaan. Adanya teknologi informasi yang digunakan 
perusahaan, dapat membuat adanya resiko terhadap perusahaan yang 
disebabkan dari insiden TI. Manajer harus mengelola setiap insiden TI yang 
terjadi secara efektif dan efisien agar tidak dapat memberikan dampak yang 
buruk bagi operasional bisnis perusahaan. Berdasarkan permasalahan yang 
terjadi maka peniliti melakukan evaluasi terhadap pengelolaan manajemen 
layanan teknologi informasi pada PT. Hexindo Adiperkasa Cabang Balikpapan 
untuk menilai maturitas perusahaan dalam mengelola teknologi informasi. Dari 
pemaparan permasalahan diatas, maka penulis menggunakan framework COBIT 
5 dan menggunakan domain DSS (Deliver, Service, and Support) yang berfokus 
pada proses DSS02 (Mengelola Permintaan Layanan dan Insiden) dan DSS03 
(Mengelola Masalah). Berdasarkan hasil penilaian yang didapatkan DSS02 berada 
pada kapabilitas tingkat 0 dan DSS03 berada pada kapabilitas tingkat 0. 
Kabapilitas target pada DSS02 dan DSS03 adalah pada tingkat 1. Rekomendasi 
yang diberikan agar kapabilitas target dicapai dipetakan dalam roadmap dengan 
rentang waktu 3 tahun. 
 




Erlan Erlangga, Evaluation of the Capability Level of Information Technology 
Governance Using COBIT 5 Framework in the DSS02 and DSS03 Processes at PT. 
Hexindo Adiperkasa Cabang Balikpapan 
Supervisors: Andi Reza Perdanakusuma, S.Kom., M.MT. dan Aditya Rachmadi, 
S.ST., M.TI. 
PT. Hexindo Adiperkasa Balikpapan Branch is a company engaged in heavy 
equipment trading industry and provides services to customers. PT. Hexindo 
Adiperkasa Balikpapan Branch has utilized IT in data communication network to 
assist daily operational in company. The existence of information technology used 
in company, besides provide benefits it also cause risk which known as IT 
incidents to company. Managers must manage every IT incident with effective 
and efficient in order to prevent any bad impact that could hampered business 
operations. Based on these problems, researcher evaluate the management of 
information technology service management at PT. Hexindo Adiperkasa 
Balikpapan Branch to assess the company's maturity in managing information 
technology. In accordance with problems as mentioned above, author used the 
COBIT 5 framework and DSS (Deliver, Service, and Support) domain that focuses 
on DSS02 (Managing Service Requests and Incidents) and DSS03 (Problem 
Management) processes. Based on the assessment results, DSS02 is at capability 
level 0 and DSS03 is at capability level 0. The target capability for DSS02 and 
DSS03 is at level 1. It is recommended that the target capability which had been 
achieved are mapped in the roadmap with a span time of 3 years.  
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BAB 1 PENDAHULUAN 
  
1.1 Latar Belakang 
Pada saat ini tata Kelola Teknologi Informasi menjadi kebutuhan yang sangat 
penting bagi organisasi perusahaan baik swasta ataupun pemerintahan yang 
dapat menunjang dalam meningkatkan efektifitas dan efisiensi  proses kinerja 
Teknologi Informasi untuk mencapai tujuan perusahaan. Selain itu tata Kelola 
teknologi informasi dapat menunjang perusahaan dalam mengelola perusahan 
dengan tata Kelola perusahaan yang baik, karena tata Kelola TI merupakan 
bagian dari tata kola perusahaan. Besarnya investasi modal dalam TI dan 
pentingnya TI dalam membantu operasi perusahaan, manajemen perusahaan 
memiliki tugas untuk mengelola TI. Tanpa kontrol yang tepat dalam mengelola TI, 
maka investasi TI menjadi tidak berguna. Adanya teknologi informasi yang 
digunakan perusahaan, dapat membuat adanya resiko terhadap perusahaan 
yang disebabkan dari insiden TI. Salah satu riset teknologi informasi 
menunjukkan bahwa akibat dari insiden TI yang terjadi pada perusahaan seperti 
bursa efek, perusahaan pesawat terbang, perusahaan e-commerce, perusahaan 
cloud service provider membuat kerugian finansial pada perusahaan tersebut 
yang mengakibatkan penurunan pendapatan pada perusahaan tersebut.  
PT. Hexindo Adiperkasa Cabang Balikpapan adalah perusahaan yang bergerak 
dalam industri perdagangan alat berat serta memberikan service kedapa 
pelanggan.  PT. Hexindo Adiperkasa Cabang Balikpapan telah memanfaatkan TI 
yang terhubung dengan jaringan komunikasi data perusahaan untuk membantu 
operasional perusahaan. Terdapat kendala terhadap pengelolaan layanan 
teknologi informasi pada PT Hexindo Adiperkasa Cabang Balikpapan dimana 
gangguan dari terjadinya insiden dan masalah masih sering terjadi pada 
perusahaan tersebut, sehingga menyebabkan peluang kerugian yang diakibatkan 
dari insiden dan masalah yang terjadi bisa menjadi semakin besar. 
Berdasarkan permasalahan yang terjadi maka peniliti melakukan evaluasi 
terhadap pengelolaan teknologi informasi pada PT. Hexindo Adiperkasa Cabang 
Balikpapan untuk menilai maturitas perusahaan dalam mengelola teknologi 
informasi. Penilaian maturitas pada tata Kelola TI perusahaan berfungsi untuk 
pengukuran untuk audit dan benchmarking; pengukuran penilaian kemajuan 
terhadap tujuan; memberikan pemahaman tentang kekuatan, kelemahan, dan 
peluang (yang dapat mendukung pengambilan keputusan tentang strategi dan 
manajemen dan manajemen portofolio proyek). Maturitas diartikan sebagai 
keadaan dimana perusahaan dengan sempurna telah mencapai tujuan yang 
ditetapkan sendiri dari perusahaan tersebut. 
Dari pemaparan permasalahan diatas, maka penulis menggunakan 
framework COBIT 5. Perusahaan harus menyadari bahwa TI (Teknologi Informasi) 




(Teknologi Informasi) harus bisa berkolaborasi dan bekerja sama dalam 
menjalankan bisnis. Untuk mencapai tujuan tata kelola dan manajemen TI pada 
suatu perusahaan terdapat kerangka kerja seperti COBIT 5 yang dapat 
membantu tujuan tersebut pada perusahaan. Selain itu juga dengan 
mengimplementasikan COBIT 5 perusahaan dapat mendapat manfaat seperti 
mengoptimalkan penggunaan IT, mengurangi tingkat risiko, dan menggunakan 
sumber daya dengan maksimal. Domain yang digunakan dalam proses evaluasi 
adalah domain DSS (Deliver, Service, Support) dimana domain ini berfokus pada 
pengelolaan layanan, keamanan, dan layanan pendukung bagi pengguna. 
Sesuai dengan pemaparan masalah yang terjadi, maka proses yang dipilih 
untuk dievaluasi pertama adalah DSS02 (Mengelola Permintaan Layanan dan 
Insiden) dimana proses ini berfokus pada memberikan respon terhadap setiap 
permintaan layanan dan insiden yang terjadi dengan efektif dan efisien serta 
menurunkan dampak resiko yang terjadi akibat dari insiden atau gangguan yang 
muncul. Proses kedua yang dipilih untuk dilakukan evaluasi adalah DSS03 
(Mengelola Masalah) dimana proses ini berfokus pada menyelesaikan masalah 
yang terjadi hingga ke akar masalah tersebut secara efektif dan efisien sehingga 
masalah yang muncul tidak terjadi kembali lagi dimasa yang akan datang dan 
dapat merugikan perusahaan. 
Diharapkan dengan dilakukannya evaluasi tingkat kapabilitas dalam 
mengelola permintaan lanyanan dan insiden serta dalam mengelola masalah 
pada PT Hexindo Adiperkasa Cabang Balikpapan dapat memberikan rekomendasi 
untuk perbaikan pada manajemen layanan dan manjemen masalah yang dapat 
berdampak meningkatkan kualitas layanan dan pengelolaan masalah di PT 
Hexindo Adiperkasa Cabang Balikpapan. 
1.2 Rumusan Masalah 
Berikut merupakan pemaparan dari rumusan masalah penelitian ini: 
1. Berapa kapabilitas tingkat pada proses DSS02 dan DSS03 pada PT. Hexindo 
Adiperkasa Cabang Balikpapan? 
2. Apa analisis kesenjangan pada PT. Hexindo Adiperkasa Cabang Balikpapan 
pada proses DSS02 dan DSS03? 
3. Rekomendasi perbaikan apa yang dapat diberikan pada PT. Hexindo 
Adiperkasa Cabang Balikpapan berdasarkan hasil evaluasi pada proses DSS02 
dan DSS03? 
1.3 Tujuan 
Tujuan dari penelitian ini dilakukan dapat dijabarkan seperti berikut: 
1. Menilai tingkat capablity level pada PT Hexindo Adiperkasa Cabang 
Balikpapan pada proses DDS02 dan DSS03.  
2. Mengetahui analisis kesenjangan pada proses DSS02 dan DSS03 pada PT 




3. Mengetahui rekomendasi perbaikan kepada perusahaan setelah dilakukan 
evaluasi pada proses DSS02 dan DSS03.  
1.4 Manfaat 
Manfaat dari dilakukannya penilitian ini adalah sebeagi berikut: 
1. Dengan dilakukannya penelitian maka diharapkan dapat mengetahui       
kapabilitas tingkat pada proses DSS02 dan DSS03 pada PT. Hexindo 
Adiperkasa Cabang Balikpapan. 
2. Dapat memberikan rekomendasi perbaikan dan roapmap pada proses DSS02 
dan DSS03 pada PT. Hexindo Adiperkasa Cabang Balikpapan sehingga dapat 
menjadi rencana perbaikan dimasa mendatang. 
 
1.5 Batasan Masalah 
Berikut merupakan batasan dalam pembuatan solusi dari latar belakang 
untuk dapat menyelesaikan masalah: 
1. Penelitian dilakukan di kantor PT Hexindo Adiperkasa Cabang Balikpapan dan 
data yang didapatkan merupakan hasil dari pemberian kuesioner, wawancara, 
dan observasi dengan pihak PT Hexindo Adiperkasa Cabang Balikpapan. 
2. Framework COBIT 5 yang digunakan pada penilitian ini adalah domain DSS 
(Deliver, Service, Support) dengan berfokus pada proses DSS02 (Mengelola 
Permintaan dan insisden layanan) dan DSS03 (Mengelola Masalah). 
3. Menggunakan panduan Process Assessment Model (PAM) dan Self Assessment 
dalam pengumpulan barang bukti. 
1.6 Sistematika Pembahasan 
Terkait sistematika penulisan dari penelitian ini terdiri dari beberapa bagian 
utama, antara lain: 
BAB I PENDAHULUAN 
Pada bagian ini menjelakan latar belakang mengapa penelitian ini dilakukan, 
rumusan masalah, tujuan dari penelitian ini mengapa dilakukan, manfaat yang 
didapatkan dari dilakukannya penelitian ini, batasan masalah dari peneltian 
ini, dan sistematika pembahasan pada penelitian. 
BAB II LANDASAN KEPUSTAKAAN
Pada bagian ini terdapat uraian mengenai teori dan konsep terkait penelitian 
secara detail mencakup COBIT 5, pengertian tata kelola TI dan evaluasi, 
tinjauan penelitian sebelumnya, profil perusahaan dan visi misi perusahaan. 
BAB III METODOLOGI PENLITIAN 




BAB IV HASIL DAN PENGUMPULAN DATA 
Pada bagian ini membahas dari proses pengambilan data dan hasilnya yang 
telah didapatkan yang menggunakan beberapa metode di PT Hexindo 
Adiperkasa Cabang Balikpapan . 
BAB V PEMBAHASAN 
Pada bagian ini akan dilakukan proses analisis pada proses DSS02 dan DSS03 
di PT Hexindo Adiperkasa Cabang Balikpapan berdasarkan hasil dari 
pengumpulan data dan terdapat rekomendasi serta roadmap perbaikan. 
BAB VI KESIMPULAN DAN SARAN 






BAB 2 LANDASAN KEPUSTAKAAN 
  
2.1 Tinjauan Pustaka  
Terpadat penelitian terdahulu yang digunakan sebagai panduan bagi penulis 
yang dilakukan (
Kapabilitas Manajemen Permintaan dan Insiden Layanan (DSS02) Pada Badan 
Kepegawaian Daerah Kabupaten Lumajang Menggunakan Framework . 
Penelitian tersebut menjadi bahan inspirasi penulis dalam melakukan penelitian, 
dimana proses yang dievaluasi pada penelitian tersebut juga sama dengan salah 
satu proses yang sedang peneliti evaluasi saat ini. Penelitian ini juga digunakan 
sebagai panduan dalam proses observasi data dan proses penilaian tingkat 
kapabilitas. 
2.2 PT. Hexindo Adiperkasa Cabang Balikpapan 
 PT. Hexindo Adiperkasa Cabang Balikapapan merupakan kantor pusat untuk 
cabang area timur dari PT. Hexindo Adiperkasa.  PT. Hexindo Adiperkasa 
merupakan perusahaan yang bergerak dalam industri perdagangan alat berat 
serta memberikan service kepada pelanggan. 
2.2.1 Visi dan Misi 
PT. Hexindo Adiperkasa Balikpapan memiliki visi untuk menjadi perusahaan 
berkelas dunia dalam industri alat-alat berat di Indonesia dengan kualitas 
pelayanan terbaik untuk kepuasan semua pihak yang berkepentingan. Dari visi 
itu PT Hexindo mempunyai visi sebagai berikut: 
1. Menjadi mitra pelanggan yang paling dapat diandalkan dalam pengadaan 
alat-alat berat sekaligus menjadi ahli yang paling dapat dipercaya dalam 
memberikan solusi terbaik mengenai produk dan jasa; 
2. Meningkatkan kualitas kinerja-kinerja para karyawan secara 
berkesinambungan dalam lingkungan kerja yang semakin kondusif sekaligus 
membantu mereka mencapai kesejahteraan; 
3. Menghadirkan kebanggaan di mata dunia melalui kontribusi nyata bagi 
kesejahteraan umum, masyarakat dan bangsa; 
4. Menjamin imbalan keuangan yang pasti serta memastikan pertumbuhan 







2.2.2 IT Helpdesk 
Tabel 2.1 Stakeholder IT Helpdesk 
Stakeholder Deskripsi 
IT Manager 
Pada IT Helpdesk, IT Manager hanya bertugas memantau 
setiap kinerja yang dari IT Sipervisor, IT Staff Senior, dan IT 
Staff Junior. IT Manager juga bertugas mengevaluasi setiap 
laporan insiden dan masalah IT bulanan. 
IT Supervisor 
Pada IT Helpdesk, IT Supervisor hanya berfokus pada 
layanan insiden atau permasalahan yang terjadi pada 
bagian server, ketika terjadi insiden atau masalah pada 
bagian server yang diajukan pada menggunakan aplikasi 
web IT Helpdesk maka IT Supervisor akan menangani 
insiden atau masalah tersebut. 
IT Staff Senior 
Pada IT Helpdesk, IT Staff Senior berfungsi membantu 
pengguna dalam menyelesaikan insiden atau masalah yang 
diajukan oleh pengguna menggunakan aplikasi web IT 
Helpdesk 
IT Staff Junior 
Pada IT Helpdesk, IT Staff Junior berfungsi membantu 
pengguna dalam menyelesaikan insiden atau masalah yang 
diajukan oleh pengguna menggunakan aplikasi web IT 
Helpdesk 
 
 Sistem teknologi informasi yang digunakan pada PT. Hexindo Adiperkasa 
Cabang Balikpapan adalah pertama IT Helpdesk dimana merupakan suatu aplikasi 
web yang bertujuan untuk membantu dalam proses penanganan insiden dan 
masalah yang terjadi pada perusahaan ini. IT Helpdesk sendiri merupakan aplikasi 
web yang secara khusus digunakan pada internal PT. Hexindo Adiperkasa di 
seluruh Indonesia. Aplikasi web ini merupakan aplikasi yang dikembangkan 
secara langsung oleh Hitachi, Ltd. Hitachi, Ltd merupakan perusahaan 





Gambar 2.1 Halaman Muka IT Helpdesk 
 Pada PT. Hexindo Adiperkasa Cabang Balikpapan IT Helpdesk diterapkan 
dalam membantu pengelolaan permintaan layanan insiden dan masalah, dimana 
ketika terdapat suatu insiden atau masalah karyawan dapat melaporkannya 
melalui IT Helpdesk.   
 Terdapat beberapa fitur dalam IT Helpdesk seperti pada Gambar 2.1 yang 
pertama adalah fitur submit a service request dimana fitur ini berfungsi sebagai 
tempat melaporkan jikat terjadi suatu insiden atau masalah, dimana pada fitur 
ini setiap insiden atau masalah yang dilaporkan dikategorikan berdasarkan 
apakah yang dilaporkan berupa masalah, insiden, atau permintaan. Selanjutnya 
pada fitur submit a service request karyawan dapat menuliskan deskripsi insiden 
atau masalah yang terjadi, kemudian memilih tingkat urgensi pada setiap insiden 
atau masalah yang dilaporkan. Fitur selanjutnya yang terdapat pada IT Helpdesk 
adalah view your service history, dimana pada fitur ini setelah dilakukannya 
pelaporan adanya insiden atau masalah karywan dapat memantau status dari 
insiden atau masalah yang dilaporkan tersebut apakah sudah selesai dilakukan 
penanganan atau belum. Fitur selanjutnya adalah sysaid calender merupakan 
suatu kalender untuk melihat tanggal berapa karyawan telah melaporkan 
permintaan layanan insiden atau masalah dan untuk melihat kapan insiden atau 
masalah tersebut harus selesai dilakukan penanganan. Selain itu juga karyawan 
dapat melakukan perubahan terhadap permintaan yang telah diajukan 




2.3 Tata Kelola TI 
 Tata kelola teknologi informasi merupakan proses pengelolaan teknologi 
informasi oleh manajemen sebagai yang bertanggung jawab dalam memastikan 
teknologi informasi yang digunakan perusahaan dapat mendukung kegiatan 
bisnis operasional perusahaan sehingga dapat menunjang dalam mencapai 
tujuan perusahaan. Pengelolaan teknologi informasi juga berfungsi sebagai 
pengelola resiko terhadap pelaksanaan teknologi informasi di perusahaan agar, 
investasi teknologi informasi yang dikeluarkan oleh perusahaan dapat 
menunjang tujuan bisnis perusahaan dan dapat digunakan secara efektif dan 
efisien.  
2.4 COBIT 5 
 Dalam membantu perusahaan dalam mengelola teknologi informasi secara 
tepat, tedapat kerangka kerja yang dapat membantu dalam proses pengelolaan 
teknologi informasi yaitu Control Objective for Information & Related Technology 
(COBIT). Kerangka kerja COBIT berfungsi membantu perusahaan dalam 
pengelolaan teknologi informasi agar selaras dengan tujuan bisnis perusahaan 
yang dapat memaksimalkan keuntungan perusahaan, selain itu juga kerangka 
kerja ini dapat membantu dalam mengelola risiko secara tepat akibat dari 
timbulnya implementasi teknologi informasi, dan kerangka kerja ini juga dapat 
membantu perusahaan dalam mengelola sumber daya teknologi informasi agar 
dapat digunakan secara tepat.  
 Seperti pada Gambar 2.1 terdapat berapa pembaharuan sejak pertama kali 
COBIT diciptakan, pada COBIT 5 mempunyai 5 prinsip dasar yang digunakan 













COBIT 5 mempunyai 37 (tiga puluh tujuh) proses, yang terdiri dari governance 
dan management process seperti pada gambar berikut ini. 
Gambar 2.2 Proses Perubahan COBIT 





Gambar 2.3 Model Referensi Proses COBIT 5 
Sumber: ISACA (2013) 
 
2.4.1 Proses Referensi Model 
 Pada COBIT 5 proses refrensi model terdapat dua bagian yang pertama 
mengenai tentang tata Kelola (governance) dan yang kedua adalah tentang 
proses manajemen (management process), semuanya ini terdiri dari 5 domain 
dan 37 proses. 
2.4.1.1 Tata Kelola (Governance) 
 Proses refrensi model yang pertama adalah tata Kelola (governance) dimana 
terdapat hanya satu domain yaitu Evaluate, Direct, and Monitor (EDM). Pada 
domain tersebut terdiri dari lima proses dan berhubungan langsung dengan 
stakeholder dalam suatu organisasi atau perusahaan. ISACA menjelaskan bahwa 
domain Evaluate, Direct, and Monitor (EDM) bertujuan untuk memberikan 
kepada teknologi informasi dan untuk evaluasi rencana strategi suatu organisasi 
atau perusahaan sebagai pengawas dari hasil implementasi teknologi informasi 






Tabel 2.2 Proses Pada Domain EDM 
Proses Nama Proses Keterangan Proses 
EDM01 
Ensure Governance 
Framework setting and 
Maintenance 
Mengatur kerangka kerja 
pengelolaan teknologi informasi dan 
mengatur dalam memelihara 
teknologi informasi yang telah 
disepakati 
EDM02 Ensure Benefits Delivery 
Memastikan manfaat dari kehadiran 
IT di organisasi yang yang 
diharapkan benar-benar dirasakan 
EDM03 Ensure Risk Optimisation 
Mengelola risiko dari pemanfaatan 





Mengelola pengunaan sumber daya 




Mengelola komunikasi kedapa 
setiap pemangku kepentingan 
secara efektif 
Sumber: ISACA (2013) 
2.4.1.2 Manajemen Proses (Management Process) 
 Proses refrensi model yang kedua adalah manajemen proses (management 
process) dimana terdiri dari 4 domain.Untuk penjelasan lebih lanjut dari setiap 
domain adalah sebagai, berikut: 
1. Align, Plan, and Organise (APO) 
ISACA mengatakan domain APO bertujuan untuk mengidentifikasi teknologi 
informasi agar dapat mendukung dan mencapai visi dan misi serta tujuan dari 
suatu organisasi atau perusahaan yang perlu direncanakan, dikomunikasikan, 
dan dikelola  dalam batasan terkait strategi, taktis, dan fokus pada proses 
(ISACA, 2012). Pada Tabel 2.2 adalah proses yang terdapat pada domain APO. 
Tabel 2.3 Proses Pada Domain APO 
Proses Nama Proses Keterangan Proses 
APO01 
Manage the IT 
Management 
Framework 
Melakukan proses pengaturan 
kerangka kerja agar tata kelola 
teknologi informasi terpenuhi 






Tabel 2.2 Proses Pada Domain APO (lanjutan) 
Proses Nama Proses Keterangan Proses 
  
informasi selaras dengan tujuan bisnis 
perusahaan 
APO03 Manage Enterprise Architecture 
Mengelola arsitektur teknologi 
informasi agar efektif dan efisien 
sehingga dapat selaras dengan tujuan 
bisnis perusahaan 
APO04 Manage Innovation 
Mengelola inovasi agar dapat tetap 
kompetitif dan dapat mmeningkatkan 
keefektifan dan keefesienan pada 
operasional 
APO05 Manage Portfolio Mengoptimalkan kinerja portofolio 
APO06 Manage Budget and Costs 
Mengelola agar biaya yang dikeluarkan 
untuk invetasi teknologi informasi 




Mengoptimalkan sumber daya manusia 




Mengelola hubungan antara bisnis dan 
teknologi informasi agar dapat 
menunjang dalam mencapai tujuan 
perusahaan 
APO09 Manage Service 
Agreements 
Memastikan bahwa layanan teknologi 
informasi yang diberikan dapat 
memenuhi kebutuhan perusahaan 
APO10 Manage Suppliers 
Mengelola hubungan kerja dengan 
suppliers 
APO11 Manage Quality 
Memastikan agar solusi dan layanan 
yang diberikan dapat memenuhi 
kulalitas yang sesuai apa yang 
perusahaan inginkan 
APO12 Manage Risk 
Mengintegrasikan pengelolaan risiko 
teknologi informasi dengan manajemen 
risiko perusahaan 
APO13 Manage Security 
Menjaga agar dampak terjadinya 
insiden keamanan informasi tidak 
berisiko bagi perusahaan 





2. Build, Acquire, and Implement (BAI) 
Build, Acquire, and Implement (BAI) adalah salah satu domain yang berfokus 
pada melakukan proses identifikasi terhadap teknis teknologi informasi dan 
dari solusi yang telah diidentifikasi kemudian direalisasikan kedalam sebuah 
layanan. Setelah mengidentifikasi solusi teknologi informasi maka untuk 
merealisasikan kedalam strategi teknologi informasi suatu organisasi atau 
perusahaan solusi tersebut harus dikembangkan dan diperloleh, menerapkan 
dan menyelaraskan agar sesuai dengan proses bisnis suatu organisasi atau 
perusahaan (ISACA, 2012). Pada Tabel 2.3 adalah proses yang ada pada 
domain BAI. 
Tabel 2.4 Proses Pada Domain BAI 





Mengelola agar semua program dan 
proyek dari investasi teknologi 
informasi yang dilakukan oleh 
perusahaan dapat berjalan sesuai 





Mengidentifikasi solusi agar dapat 
menciptakan solusi yang optimal agar 
dapat membantu pada saat 




Menetapkan agar setiap solusi yang 
diberikan dapat efektif dan efisien 
sehinga dapat mendukung tujuan dari 
perusahaan 
BAI04 Manage Availability 
and Capacity 
Menjaga agar setiap proses layanan 
dapat tersedia dan mengoptimalisasi 





Para pemangku kepentingan 
mempersiapkan terhadap setiap 
perubahan bisnis yang terjadi sehingga 
mengurangi dari risiko kegagalan 
BAI06 Manage Changes 
Mengelola agar setiap perubahan yang 
terjadi terhadap proses bisnis, 
infrastruktur, standar dan prosedur 





Menerapkan setiap solusi yang 
diberikan dengan aman dan sesuai 





Tabel 2.3 Proses Pada Domain BAI (lanjutan) 
Proses Nama Proses Keterangan Proses 
BAI08 Manage Knowlage 
Menginformasikan setiap informasi 
penting yang didapatkan kepada semua 
pihak yang terkait untuk dapat 
memberikan keputusan yang tepat  
BAI09 Manage Assets 
Memperhitungkan agar setiap aset 
teknologi informasi yang digunakan 





Menginformasikan aset layanan agar 
dapat mengelola layanan secara efektif 
Sumber: ISACA (2013) 
3. Deliver, Service, and Support (DSS) 
Deliver, Service, and Support (DSS) adalah salah satu domain yang berfokus 
pada bagaimana proses dalam penerimaan solusi dan dapat digunakan dalam 
membatu user. Selain itu juga domain ini berfokus pada bagaimana proses 
dalam pengataran dan dukungan terhadap layanan yang membutuhkan, 
seperti mengelola keamanan, mengelola layanan, dan mengelola fasilitas 
operasional lainnya (ISACA, 2012). Pada Tabel 2.4  adalah proses yang 
terdapat pada domain DSS. 
Tabel 2.5 Proses Pada Domain DSS 
Proses Nama Proses Keterangan Proses 
DSS01 Manage Operations 
Memastikan agar setiap pelayanan 
yang diberikan dapat sesuai dengan 





Meningkatkan kefeektifan dan 
keefesienan dalam penyelesaian setiap 
insiden dari pengguna yang dilaporkan 
DSS03 Manage Problems 
Mengurangi setiap masalah yang 
terjadi sehingga dapat membuat 
kondisi kedaan baik dan pengguna 
dapat merasa puas dan nyaman 
DSS04 Manage Continuity 
Memelihara rencana agar pada saat 
insiden yang bahaya bisnis yang urgent 






Tabel 2.4 Proses Pada Domain DSS (lanjutan) 




Melakukan proses pelindungan 
terhadap informasi perusahaan agar 
dampak risiko yang diakibatkan tidak 
besar 
DSS06 Manage Business 
Process Controls 
Memastikan setiap informasi yang 
berkaitan dengan bisnis perusahaan 
dapat dikontrol dengan persyaratan 
yang berlaku 
Sumber: ISACA (2013) 
4. Monitor, Evaluate, and Assess (MEA) 
Monitor, Evaluate, and Assess (MEA) adalah salah satu domain yang berfokus 
pada proses pengawasan terhadap setiap proses dan memastikan bahawa 
arahan atau panduan benar  benar dijalankan. Selain itu juga domain ini 
berfokus dalam mengukur kualitas semua proses teknologi informasi dan 
pemenuhannya dengan kebutuhan pengendalian. Pada Tabel 2.5 merupakan 
proses yang terdapat pada domain MEA. 
Tabel 2.6 Proses Pada Domain MEA 






Melakukan proses pemantauan pada 
setiap proses bisnis dan teknologi 
informasi dengan cara mengevaluasi 
dan memvalidasi apakah telah sesuai 
untuk mencapai tujuan 
MEA02 
Monitor, Evaluate 
and Assess the 
System of internet 
Control 
Memastikan bahwa setiap sistem 
pengendalian internal dikelola dengan 







Memastikan bahwa setiap proses 
teknologi informasi dan proses bisnis 
yang dilakukan perusahaan telah 
memenuhi persyaratan yang berlaku 
Sumber: ISACA (2013) 
2.4.2 Domain DSS (Deliver, Service, and Support) 
 Deliver, Service, Support (DSS) adalah salah satu domain dari yang berfokus 
pada memberikan dukungan layana yang dibutuhkan, mengelola keamanan dan 




Domain DSS terdiri 6 proses, sebagai berikut: 
1. DSS01  Manage Operations 
Memberikan pelayanan kepada pengguna yang sesuai dengan prosedur 
operasional yang menyediakan layanan teknologi informasi. 
2. DSS02  Manage Service Request and Incident 
Memastikan bahwa setiap permintaan dari pengguna dapat dilayani 
dengan tepat waktu dan efisien agar tidak dapat menimbulkan risiko yang 
lebih lanjut terjadi. 
3. DSS03  Manage Problems 
Memastikan bahwa setiap masalah yang diajukan oleh pengguna dapat 
diselesaikan akar penyebabnya agar permasalahan tersebut tidak dapat 
terjadi lagi pada waktu kedepan. 
4. DSS04  Manage Continuity 
Memastikan teknologi informasi akan terus berjalan membantu bisnis 
tanpa ada gangguan pada saat terjadinya insiden terjadi. 
5. DSS05  Manage Security Services 
Memastikan bahwa keamanan informasi perusahaan terjaga dengan baik 
dari risiko yang terjadi akibat insiden-insiden yang muncul. 
6. DSS06  Manage Business Process Controls 
Mengontrol proses bisnis yang dijalankan agar aset informasi perusahaan 
dapat terjaga dengan baik keamanannya. 
2.4.2.1 DSS02  Mengelola Permintaan Layanan dan Insiden 
 ISACA (2013) mendeskripsikan bahwa mengelola permintaan layanan dan 
insiden adalah memberikan tanggapan untuk memastikan bahwa setiap 
permintaan dari pengguna dapat dilayani dengan tepat waktu dan efisien agar 
tidak dapat menimbulkan risiko yang lebih lanjut terjadi. 
 Proses ini menpunyai suatu tujuan yaitu dimana dengan diharapkan dengan 
adanya proses ini dapat meningkatkan kinerja dari layanan penyelesaian insiden 
dari setiap insiden yang diajukan oleh pengguna sehingga dampak yang 
diakibatkan dari insiden tersebut dapat diminimalisir. Base Practice pada proses 
ini antara lain sebagai berikut: 
Tabel 2.7 Base Practice Pada Proses DSS02 
Base Practice Keterangan 
DSS02-BP1 Menetapkan Skema Klasifikasi Permitaan Layanan dan Insiden 
DSS02-BP2 Mencatat, Klasifikasikan, dan Prioritaskan Permintaan dan Insiden 




Tabel 2.6 Base Practice Pada Proses DSS02 (lanjutan) 
Base Practice Keterangan 
DSS02-BP4 Menyelidiki, Mendiagnosa, dan Mengalokasikan Insiden 
DSS02-BP5 Mengatasi dan Memulihkan dari Insiden 
DSS02-BP6 Menutup Permintaan Layanan dan Insiden 
DSS02-BP7 Melacak Status dan Membuat Laporan 
Sumber: ISACA (2013) 
Proses DSS02 juga memiliki RACI Chart seperti pada Gambar 2.4. 
 
Gambar 2.4 RACI Chart DSS02 
Sumber: ISACA (2013) 
 Pada Tabel 2.10 merupada deskripsi dari setiap pejabat struktural yang 
bertanggung jawab pada proses DSS02. Dalam proses melakukan analisis RACI 
Chart pemetaan yang digunakan adalah adalah yang bersifat Responsible (R). 




Individu yang bertanggung jawab terhadap kinerja dari 
suatu proses dalam mewujudkan tujuannya, 




Tabel 2.7 Pejabat Struktural yang Bersifat Responsible Pada DSS02 (lanjutan) 
Struktur Deskripsi 
 perubahan proses. 
Head Development 
Individu senior yang bertanggung jawab atas proses 
pengembangan solusi terkait TI. 
Head IT Operations 
Individu senior yang bertanggung jawab atas 
lingkungan dan infrastruktur operasional TI. 
Service Manager 
Individu yang mengelola dalam pengembangan, 
implementasi, evaluasi dan manajemen berkelanjutan 
dari produk dan layanan baru dan yang sudah ada 




Individu yang mengelola, mendesain, mengawasi 
dan/atau menilai keamanan informasi suatu instansi. 
 Pada Tabel 2.8 merupakan work product yang terdapat pada proses DSS02 
dan deskripsi pada setiap work product tersebut.  
Tabel 2.9 Work Product Pada Proses DSS02 
Input 
Service Level Agreement 
Merupakan suatu dokumen yang berisi tentang 
kesepakatan antara perusahaan dengan pengguna 
tentang layanan teknologi informasi. Dokumen 
kesepakatan tersebut berisi tentang tujuan, 
tanggung jawab, dan bagaimana cara 
mengimplementasikannya 
Repositori konfigurasi 
Tempat dimana semua aset-aset informasi 
perusahaan yang dapat membantu dalam 
meningkatkan kinerja layanan perusahaan 
disimpan. 
Perbaruan repositori 
dengan item konfigurasi 
Memperbarui konfigurasi yang disimpan dengan 
item-item konfigurasi yang baru 
Laporan status 
konfigurasi 
Merupakan suatu status dari bagaimana 
pemakaian item-item konfigurasi tersebut 
Peraturan dalam 
pemantauan aset dan 
kondisi aktivitas yang 
dilakukan 




Proses pengklasifikasian jika terjadi kejadian 





Tabel 2.8 Work Product Pada Proses DSS02 (lanjutan) 
Input 
Tindakan dan komunikasi 
respon insiden 
Suatu prosedur sebagai tindakan dalam 
menghadapi setiap insiden yang terjadi 
Tiket Insiden keamanan Suatu pelaporan dapat melalaui telepon, email, 
datang langsung, dan melalui aplikasi. 
Penyebab utama terkait 
risiko 
Melakukan pemeriksaan penyebab insiden dari 
catatan insiden masa lalu 
Respon insiden terkait 
risiko 
Membuat suatu rencana untuk merespon insiden 
yang terjadi 
Catatan Kesalahan 
(error) yang telah 
didefinisikan 





Mengkomunikasikan permasalahan yang telah 
diketahui  
Catatan masalah ditutup 
Menyimpan setiap masalah yang berhasil ditangani 
agar di masa depan pada saat mengangai suatu 




Merupakan suatu dokumen yang berisi tentang 
kesepakatan operasional antara perusahaan 
dengan pengguna tentang layanan teknologi 
informasi yang sesuai dengan pendefinisian SLA 










Laporan hasil dari pemantauan masalah setelah 
ditangani 
Output 
Skema dan model 
klasifikasi permintaan 
dan insiden layanan 
Proses pengklasifikasian jika terjadi suatu insiden 
yang berdasarkan jenis, kriteria, dan prioritas 
Peraturan eskalasi 









Merupakan suatu proses identifikasi pada saat 
terjadi pelaporan suatu masalah 
Pencatatan insiden dan 
permintaan layanan 
Merupakan dari bagian pada saat adanya 
pelaporan insiden dari pengguna 




Mengkategorikan insiden sesuai dengan kategori 
dengan kategori penanganannya dan memastikan 
penanganan insiden dilakukan sesuai dengan level 
prioritas 
Permintaan layanan yang 
disetujui 
Memverifikasi permintaan layanan sesuai dengan 
proses permintaan layanan yang telah ditentukan 
Permintaan layanan yang 
terpenuhi 
Memenuhi permintaan dengan menjalankan 
prosedur yang telah dipilih 
Gejala/tanda-tanda 
insiden 
Merupakan suatu penjelasan penyebab dari suatu 
insiden terjadi 
Pencatatan masalah 
Mencatat masalah yang telah diidentifikasi dan 
belum diketahui sebelumnya 
Resolusi insiden 
Melakukan perbaikan terhadap akar dari insiden 
yang dilaporkan,  setiap perbaikan dan insiden 
yang terjadi didokumentasikan 
Ditutupnya permintaan 
dan insiden layanan 





Memantau atas selesainya proses perbaikan 
terhadap insiden dengan konfirmasi dari pengguna 
Status dan laporan 
insiden terkini 
Pembaruan terhadap dipenuhinya permintaan 
yang telah diajukan 
Status dan laporan 
pemenuhan permintaan 
terkini 
Laporan mengenai tren dan status dari pemenuhan 
permintaan 
Sumber: ISACA (2013) 
2.4.2.2 DSS03 -  Mengelola Masalah 
 ISACA (2013) mendeskripsikan bahwa mengelola masalah adalah 
memastikan bahwa setiap masalah yang diajukan oleh pengguna dapat 
diselesaikan akar penyebabnya agar permasalahan tersebut tidak dapat terjadi 




 Dengan adanya proses ini diharapkan dapat mengurangi setiap masalah 
yang terjadi sehingga dapat membuat kondisi kedaan baik dan pengguna dapat 
merasa puas dan nyaman. Base Practices pada proses ini antara lain sebagai 
berikut: 
Tabel 2.10 Base Practice Pada Proses DSS03 
Base Practices Keterangan 
DSS03-BP1 Mengidentifikasi dan Mengklasifikasikan Masalah 
DSS03-BP2 Menginvestigasi dan Mendiagnosa Masalah 
DSS03-BP3 Menemukan Masalah yang  Tepat 
DSS03-BP4 Mengatasi dan Menyelesaikan Masalah 
DSS03-BP5 Melakukan Manajemen Masalah Proaktif 
Sumber: ISACA (2013) 
Proses DSS03 juga memiliki RACI Chart seperti pada Gambar 2.5. 
 
Gambar 2.5 RACI Chart DSS03 
Sumber: ISACA (2013) 
 Pada Tabel 2.10 merupada deskripsi dari setiap pejabat struktural yang 
bertanggung jawab pada proses DSS03. Dalam proses melakukan analisis RACI Chart 
pemetaan yang digunakan adalah adalah yang bersifat Responsible (R). 




Pejabat yang paling senior dari suatu instansi yang 




Tabel 2.10 Pejabat Struktural yang Bersifat Responsible Pada DSS03 (lanjutan) 
Struktur Deskripsi 
 bisnis untuk mendukung tujuan instansi. 
Head Development 
Individu senior yang bertanggung jawab atas proses 
pengembangan solusi terkait TI. 
Head IT Operations 
Individu senior yang bertanggung jawab atas 
lingkungan dan infrastruktur operasional TI. 
Service Manager 
Individu yang mengelola dalam pengembangan, 
implementasi, evaluasi dan manajemen berkelanjutan 
dari produk dan layanan baru dan yang sudah ada 




Individu yang mengelola, mendesain, mengawasi 
dan/atau menilai keamanan informasi suatu instansi. 
 Pada Tabel 2.11 merupakan work product yang terdapat pada proses DSS02 
dan deskripsi pada setiap work product tersebut. 




Melakukan pemeriksaan penyebab insiden dari 
catatan insiden masa lalu 
Kriteria pendaftaran 
masalah 
Merupakan suatu proses identifikasi pada saat 
terjadi pelaporan suatu masalah 
Pencatatan masalah 
Mencatat masalah yang telah diidentifikasi dan 
belum diketahui sebelumnya 
Resolusi/penanganan 
insiden 
Melakukan perbaikan terhadap akar dari insiden 
yang dilaporkan,  setiap perbaikan dan insiden 
yang terjadi didokumentasikan 
Menutup permintaan 
layanan dan insiden 




Proses pengklasifikasian jika terjadi kejadian 
masalah yang berdasrkan jenis, kriteria, dan 
prioritas 







Tabel 2.11 Work Product Pada Proses DSS03 (lanjutan) 
Output 
Problem Register 
Merupakan suatu proses saat terjadi suatu 
masalah dan mendaftarkan masalah tersebut 
untuk dapat diproses lebih lanjut dalam 
penyelesaiannya 
Akar penyebab masalah 




Laporan tentang kemajuan dalam menyelesaikan 
masalah. 
Catatan Kesalahan 
(error) yang telah 
didefinisikan 
Mencatat error yang telah diketahui dari masalah 
tersebut 
Solusi yang diusulkan 
untuk kesalahan yang 
diketahui 
Memberikan suatu solusi terhadap masalah yang 
berhasil diketahui penyebab utama dari masalah 
tersebut 
Catatan masalah ditutup 
Menyimpan setiap masalah yang berhasil ditangani 
agar di masa depan pada saat mengangai suatu 














Menentukan suatu solusi yang digunakan untuk 
mengatasi akar masalah yang terjadi secara 
permanen  
























 Model penilaian proses adalah model yang terdiri dari dua dimensi dari 
kapabilitas proses yaitu dimensi kapabilitas dan dimensi proses seperti pada 
Gambar 2.5. Dalam dimensi proses, mengklasifikasikan dan mendefinisikan 
setiap proses yang ada dan dikelompokkan pada setiap kategori proses yang ada. 
Sedangkan dalam dimensi kapabilitas, terdapat beberapa atribut proses yang 
dikelompokkan berdasarkan tingkat kapabilitas masing-masing dari atribut 
proses tersebut. Atribut proses juga mempuanyai suatu karakter yang dapat 
diukur.  
Gambar 2.6 Dimensi Model Penilaian Proses 





 Dalam model penilaian proses terdapat suatu proses penilaian indikator, 
yang bertujuan untuk menilai apakah proses atribut dari setiap prosesnya telah 
tercapai atau tidak. Terdapat dua indikator penilaian: 
1. Indikator kinerja dari suatu proses, dimana indikator ini hanya secara khusus 
menilai kapabilitas pada level 0 dan level  1 saja yang berdasarkan base 
practice  dan work product. 
2. Indikator kapabilitas atribut dari suatu proses, dimana indikator ini hanya 
secara khusus menilai kapabilitas pada level 2 sampai pada level 5 yang 
berdasarkan pada  generic practice  dan generic work product. 
2.4.3.1 Dimensi Kapabilitas 
 Capability Level merupakan standar penilaian suatu proses, dimana kinerja 
proses tata kelola akan diukur dan sesuai dengan tujuan bisnis perusahaan. 
Berdasarkan ISO/IEC 15504-2:2003 proses kapabilitas direpresentasikan berupa 
proses atribut yang dikelompokkan menjadi  6 bagian seperti pada Gambar 2.7. 
Untuk penentuan tingkat kapabilitas berdasarkan hasil proses atribut yang 
dicapai. 
Gambar 2.7 Indikator Penilaian 





















 Terdapat enam tingkatakan kapabilitas, yaitu sebagai berikut: 
a. Level 0 Incomplete process 
Pada saat penilaian dan hanya mencapai level 0, ini diartikan sebagai 
proses yang sedang dinilai tidak diimplemtasikan dengan baik oleh 
perusahaan dan tidak berhasil dalam mencapai tujuan proses tersebut, 
tetapi masih terdapat sedikit bukti bahwa proses ini dilaksanakan atau 
tidak ada sama sekali bukti ditemukan. 
b. Level 1 Performed process  
Jika saat penilaian dan mencapai level 1, ini diartikan bahwa proses yang 
sedang dinilai telah berhasil dilaksanakan dan mencapai tujuan dari 
proses yang dinilai. Pada level ini tedapat atribut kinerja proses yang 
harus dinilai juga, penilaian atribut pada level ini dilakukan dengan 
apakah telah mencapai tujuan dari proses yang sedang dinilai dengan 
adanya barang bukti berupa work product dan base  practice. 
c. Level 2 Managed process 
Jika saat penilaian dan mencapai  level 2, ini diartikan bahwa proses yang 
sedang dinilai sudah dikelola dengan dengan baik dan begitu juga work 
product pada proses yang sedang dinilai juga telah dikelola dengan baik. 
Pada level ini terdapat 2 atribut proses yang harus dinilai juga, atribut 
Gambar 2.8 Tingkatan Proses Atribut 




pertama yang harus dinilai terlebih dahulu adalah atribut kinerja 
manajemen, diamana suatu pengukuran mengenai pengelolaan proses 
kinerja. Atribut kedua yang harus dinilai setelah atribut yang pertama 
adalah manajemen work product dimana atribut ini mengukur dari hasil 
pengelolaan proses. 
d. Level 3 Established process  
Jika saat penilaian dan mencapai level 3, ini diartikan bahwa proses yang 
sedang dinilai telah dilaksanakan dengan standar yang baik dan 
pengelolaan proses telah dilakukan untuk mencapai targen tujuan. Pada 
level ini terdapat 2 atribut proses yang harus dinilai juga, atribut yang 
pertama yang harus dinilai terlebih dahulu adalah atribut definisi proses, 
dimana atribut ini mengukur apakah standar yang telah ditetapkan dapat 
mendukung proses. Atribut kedua yang harus dinilai setelah atribut yang 
pertama adalah penyebaran proses dimana atribut ini mengukur standar 
yang telah ditetapkan apakah efektif dalam mencapai tujuan proses. 
e. Level 4 Predictable process 
Jika saat penilaian dan mencapai level 4, ini diartikan bahwa proses yang 
sedang dinilai telah berhasil mencapai hasil dari tujuan proses yang 
sedang dinilai dengan batasan yang telah ditetapkan. Pada level ini 
terdapat 2 atribut proses yang harus dinilai juga, atribut yang pertama 
yang harus dinilai terlebih dahulu adalah atribut pengukuran proses, 
dimana atribut ini mengukur apakah hasil dari tujuan proses yang telah 
dicapai dapat selaras dalam mencapai tujuan bisnis perusahaan juga. 
Atribut kedua yang harus dinilai setelah atribut yang pertama adalah 
kontrol proses, dimana atribut ini mengukur apakah dengan batasan yang 
telah diterapkan sebelumnya dapat membuat hasil dari proses dapat 
stabil dan diprediksi. 
f. Level 5 Optimizing process 
Jika saat penilaian dan berhasil mencapai level 5, ini diartikan bahwa 
proses yang sedang dinilai telah berhasil dalam mecapai tujuan bisnis 
perusahaan dan terus dilakukan peningkatan proses yang berhasil 
diprediksi secara berkelanjutan. Pada level ini terdapat 2 atribut proses 
yang harus dinilai juga, atribut yang pertama yang harus dinilai terlebih 
dahulu adalah atribut inovasi proses, dimana atribut ini menilai apakah 
proses yang berhasil diprediksi sebelumnya telah ditingkat. Atribut kedua 
yang harus dinilai setelah atribut yang pertama adalah optimisasi proses, 
dimana atribut ini mengukur apakah dengan peningkatan yang telah 




2.4.3.2 Rating Scale 
 
Gambar 2.9 Skala Penilaian 
Sumber: ISACA (2013) 
 Rating Scale adalah alat yang digunakan untuk menentukan skala dari setiap 
proses atribut, skala penilaian ini diadaptasi dari ISO/IEC 15504. Berikut ulasan 
mengenai skala penilaian : 
 N  Not Achived: Jika atribut proses yang dinilai mencapai skala penilaian 
ini artinya bahwa atribut proses yang sedang dinilai tidak memiliki barang 
bukti atau hanya sedikit barang bukti yang ditemukan pada saat penilaian 
atribut proses dilakukan. 
 P  Partially Achived: Jika atribut proses yang dinilai mencapai skala 
penilaian ini artinya bahwa atribut proses tersebut pada saat dilakukan 
penilaian telah ditemukan beberapa barang bukti sebagai pendukung 
mencapai tujuan proses. 
 L  Largely Achived: Jika atribut proses yang dinilai mencapai skala 
penilaian ini artinya bahwa atribut proses tersebut pada saat dilakukan 
penilaian telah ditemukan barang bukti yang sistematis dan signfikan 
sebagai pendukung dalam mencapai tujuan proses. 
 F  Fully Achived: Jika atribut proses yang dinilai mencapai skala penilaian 
ini artinya bahwa atribut proses tersebut pada saat dilakuka penilaian 
telah ditemukan barang bukti dengan lengkap dan berhasil dalam 
mencapai tujuan proses. 
2.4.3.3 Self Assessment 
 Self Assesment adalah suatu tahapan penilaian mandiri oleh perusahaan 
untuk menilai kapabilitas proses dalam mengimplementasikan pengelolaan 
teknologi informasi di perusahaan tersebut. Hasil dari penilaian ini dapat 
berfungsi sebagai suatu acuan dalam analisis kesenjangan terhadap target 
tingkat kapabilitas yang ingin dicapai perusahaan tersebut. 
 Proses penilaian dilakukan pertama harus menilai kapabilitas tingkat 1 
telebih dahulu, dengan menilai atribut proses pada tingkat tersebut apakah 
terdapat barang bukti yang dapat mendukung dalam mencapainya tujuan proses 
yang dinilai.  Skala penilaian yang dibutuhkan untuk mencapai kapabilitas tingkat 
1 adalah Fully Achieved atau dengan persentase nilai sebesar >85%-100% 
kemudian dapat melakukan penilaian pada kapabilitas tingkat selanjutnya. Pada 
saat berhasil mencapai penilaian kapabilitas tingkat 1, maka langkah selanjutnya 




menilai atribut proses disetiap tingkatannya maka atribut proses tersebut harus 
mencapai skala penilaian Largely Achieved atau dengan persentase nilai sebesar 
>50%-85% dan kemudian dapat menilai kapabilitas tingkat selanjutnya dan 
begitu seterusnya. Terdapat 5 tahapan dari self assessment, yaitu: 
1. Menetukan /proses yang akan dinilai 
Sumber: ISACA (2013) 
Setelah memilih proses mana yang akan dilakukan penilaian seperti pada 
Gambar 2.9, selanjutnya melakukan proses penilaian terhadap proses 
yang dipilih tersebut yang akan dilakukan penilaian. Kemudian pada saat 
hasil penilaian sudah didapatkan berupa kapabilitas tingkat sesuai dengan 
penilaian yang didapatkan selanjutnya harus menentukan target 
kapabilitas tingkat yang ingin dicapai perusahaan. Pada saat sedang 
mentukan target kapabilitas maka seharusnya perusahaan juga 
menimbang risiko yang akan muncul jika proses tidak ditemukan atau 
proses yang ada tidak tepat guna, risiko selanjutnya adalah berupa akibat 
tambahan yang muncul dari proses yang sedang dijalankan pada 
bermacam-macam tingkat kapabilitas seperti pada Gambar 2.10. 





Gambar 2.11 Risiko Akibat yang Muncul 
Sumber: ISACA (2013) 
2. Menentukan Apakah Proses yang dipilih Mencapai Kapabilitas Tingkat 1 
Pada langkah berikutnya menilai apakah proses yang telah dipilih 
sebelumnya dapat mencapai kapabilitas tingkat 1 atau tidak. Proses 
penilaiannya dilakukan dengna menilai atribut yang terdapat pada 
kapabilitas tingkat 1 untuk apakah terdapat barang bukti sebagai acuan 






3. Menentukan Apakah Proses yang dipilih Mencapai Kapabilitas Tingkat 2 
Sampai 5. 
Pada langkah berikutnya jika proses yang telah dipilih sebelumnya dapat 
mencapai kapabilitas tingkat 1, maka langkat berikutnya menilai apakah 
prose tersebut dapat mencapai kapabilitas tingkat 2 dan seterusnya. 
 
4. Mendokumentasikan dan Menyimpulkan Tingkat Kapabilitas. 
Pada langkah berikutnya jika penilaian selesai dilakukan dan 
mendapatkan hasil proses berada pada kapabilitas tingkat berapa sesuai 
hasil penilaian, maka langkah berikutnya mendokumentasikan dan 
menyimpulkan proses tersebut berdasarkan kapabilitas tingkat yang 
dicapai dan skala penilaian yang dicapai. 
 
Gambar 2.12 Lembar Penilaian 
Sumber: ISACA (2013) 
Gambar 2.14 Contoh Penilaian Proses Atibut Pada Setiap Tingkat 
Sumber: ISACA (2013) 
Gambar 2.13 Contoh Hasil dari Penilaian yang dilakukan 




5. Menetapkan Rencana Peningkatan proses 
Pada tahap akhir setelah hasil dari tingkat kapabilitas proses telah 
ditemukan, langkah selanjutnya menetapkan rencana untuk 
meningkatkan proses yang dipilih sesuai dengan target tingkat kapabilitas 
yang telah ditetapkan. Rencana tersebut dapat diberikan berdasarkan 
analisis kesenjangan. 
2.5 Triangulasi 
 Triangulasi merupakan salah satu cara memvalidasi data untuk memeriksa 
apakah data yang telah didapatkan telah sesuai dan sah dengan cara mengecek 
apakah data telah sah dari berbagai sumber. Triangulasi sendiri terdapat 
beberapa pendekatan dalam proses validasi, tetapi pada penelitian ini 
pendekatan triangulasi yang digunakan adalah pendekatan triangulasi pada 
pengumpulan data. Dalam prosesnya dimana data yang telah dikumpulkan dari 
hasil obervasi, wawancara, dan kuesioner dilakukan proses pengecekan apakah 
hasil data yang dipatkan dari ketiga teknik pengumpulan data tersebut sesuai 
antara satu dengan lainnya.  
2.6 Roadmap Implementasi Tata Kelola TI 
 Penyusunan roadmap dilakukan agar rencana untuk meningkatkan 
pengelolaan teknologi informasi sesuai dengan apa yang benar-benar 
dibutuhkan secara nyata dan juga sesuai dengan tujuan yang ditetapkan 
perusahaan. Dalam penentuan prioritas dalam sebuah proses yang akan 
diimplementasikan pada roadmap, maka harus ditentukan terlebih dahulu 




BAB 3 METODOLOGI PENELITIAN 
Pada bab ini akan dijabarkan langkah-langkah yang dilakukan dalam 
penelitian ini. Metode yang digunakan dalam penelitian ini adalah metode 
kualitatif yang dimana berdasarkan penerapan pengelolaan permintaan layanan 
insiden dan permintaan masalah pada PT Hexindo Adiperkasa Cabang 
Balikpapan.  Dalam proses melakukan evaluasi tingkat kapabilitas dalam 
pengelolaan permintaan layanan insiden dan permintaan masalah yang 
berdasarkan pada kerangka COBIT 5 sebagai berikut: 
1. Melakukan proses studi terhadap literatur  literatur yang terdapat pada 
jurnal, buku, dan skripsi penelitian yang sesuai dengan penelitian ini. 
2. Memilih proses yang akan dievaluasi berdasarkan observasi dan 
wawancara. 
3. Melakukan proses pengumpulan data melalui obeservasi pada PT 
Hexindo Adiperkasa Cabang Balikpapan, wawancara dengan pihak terkait 
dengan dalam pengelolaan layanan insiden dan masalah, dan melakukan 
proses penilaian tingkat kapabilitas menggunakan kuesioner. Kemudian 
melakukan proses validasi data terhadap data yang telah berhasil 
didapatkan. 
4. Melakukan analisis kesenjangan pada kapabilitas tingkat yang didapatkan 
dengan tingkat kapabilitas sesuai dengan yang telah ditargetkan. 
5. Melalukan proses pembuatan rekomendasi yang berdasarkan hasil 
analisa kesenjangan untuk dapat meningkatkan kinerja dalam 
pengelolaan permintaan layanan insiden dan permintaan masalah pada 
PT Hexindo Adiperkasa Cabang Balikpapan beserta roadmap perbaikan. 
 















































3.1 Pemilihan Proses 
Pemilihan proses dilakukan dengan cara melakukan obeservasi dan 
wawancara pada PT. Hexindo Adiperkasa Cabang Balikpapan. Hasil dari tahap ini 
akan membentuk rumusan masalah.  
3.2 Pengumpulan Data 
Pada tahapan pengumpulan data dilakukan dengan cara menilai proses yang 
dipilih dan mulai dinilai pada level 1 terlebih dahulu, selanjutnya proses yang 
dinilai pada level pertama harus mencapai skala penilaian Fully Achieved untuk 
bisa melanjutkan penilaian pada level 2 dan seterusnya. Jika pada saat penilaian 
ada proses yang tidak mencapai skala Fully Achieved maka penilaian berhenti 
pada level  terakhir dinilai yang tidak mencapai skala penilaian Fully Achieved. 
Pada penilaian ini pengumpulan data dilakukan menggunakan metode observasi, 
kuesioner, dan wawancara. 
Langkah pertama proses dilakukan dengan mengobservasi berdasarkan 
sesuai dengan model penilaian proses dan self-assessment yang tertera pada 
buku panduan COBIT 5. Observasi dilakukan bertujuan untuk mencari barang 
bukti sesuai dengan proses yang sedang dinilai untuk mengetahui apakah proses 
tersebut sudah mencapai tujuannya dan terkola dengan baik atau tidak. 
Langkah kedua proses pengumpulan data pada penelitiaan ini dilakukan 
dengan wanwancara kepada pihak IT staff PT. Hexindo Adiperkasa Cabang 
Balikpapan. Wawancara dilakukan bertujuan untuk mengetahui apakah barang 
bukti yang ditemukan itu benar-benar dilaksanakan atau tidak. 
Langkah terakhir melakukan proses penilaian dilakukan dengan kuesioner 
yang berdasarkan sesuai dengan model penilaian proses dan self-assessment 
yang tertera pada buku panduan COBIT 5. Kuesioner bertujuan sebagai alat 
bantu dalam menilai kapabilitas dengan memberikan skala penilaian terhadap 
proses yang dinilai.   
3.3 Validasi Data 
 Langkah selanjutnya pada saat data berhasil didapatkan adalah memvalidasi 
apakah data yang telah didapatkan sesuai kenyataan dilapangan. Dalam proses 
memvalidasi data dilakukan dengan memastikan data yang didapatkan dari 
proses obervasi, wawancara, dan kuesioner itu sesuai, proses validasi ini juga 
disebut sebagai metode triangulasi. 
3.4 Analisis Kesenjangan 
 Dalam menganalisis data, tahapan pertama dalah mengukur tingkat 
kapabilitas dengan menggunakan metode Process Assessment Model (PAM) dan 
akan diperoleh tingkat kapabilitas saat ini. Proses penilaian tingkat kapabilitas 
pada tahap ini dilakukan pada kapabilitas  level 1 terlebih dahulu sampai pada 
level 5, dimana setiap level tersebut harus mencapai skala rating Fully Achieved 




terdapat salah satu level tidak mencapai skala rating Fully Achieved dengan 
persentase sebesar 85% - 100%, maka penilaian berhenti ada level tersebut dan 
tidak dilanjutkan penilaian pada level berikutnya. Pada penilaian level 2 sampai 
level 5 terdapat persyaratan lain dikarenakan disetiap level 2 sampai level 5 
terdapat proses atribut, yaitu penilaian pada proses atribut pada setiap level 
yang sama maka harus mencapai Largely Achived dengan persentase sebesar 
50% - 85% maka dapat dilanjutkan pada penilaian pada proses atribut 
berikutnya. 
 Pada saat penilaian tingkat kapabilitas sudah dilakukan dan mengetahui 
tingkat kapabilitas saat ini, maka langkah berikutnya menganalisis kesenjangan 
atau gap analysis antara tingkat kapabilitas saat ini dengan tingat kapabilitas 
target. Tujuan analisis kesenjangan dilakukan untuk membantu perusahaan 
dalam meningkatkan dalam proses pengelolaan permintaan layanan insiden dan 
permintaan masalah. 
3.5 Membuat Rekomendasi 
 Langkah terkahir setelah menganalisis kesenjangan pada proses yang sedang 
dinilai yaitu merancang suatu rekomendasi untuk meningkatkan proses 
pengelolaan sesuai dengan target tingakatan kapabilitas yang telah ditetapkan 
sebelumnya. Pada penelitian ini rekomendasi yang diberikan berdasarkan Work 
Products (WP)/Generic Work Products (GWP) yang belum ditemukan bukti 
bahwa Work Products (WP)/Generic Work Products (GWP) telah dilaksanakan 
pada proses DSS02 dan DSS03. Kemudian setelah rekomendasi untuk 
meningkatkan pengelolaan sudah ditentukan, langkah selanjutnya memetakan 
setiap rekomendasi yang telah ditentukan sebelumnya ke dalam roadmap 





BAB 4 HASIL DAN PENGUMPULAN DATA 
4.1 Responden 
 Responden pada penelitian ini adalah Ach Saiful Rizal M, beliau merupakan IT 
Staff dari PT. Hexindo Adiperkasa Cabang Balikpapan. Latar belakang beliau juga 
merupakan lulusan dari D3 teknik informatika. Adapun tugas pokok dari IT staff 
PT. Hexindo Adiperkasa Cabang Balikpapan adalah sebagai berikut: 
1. Supporting over 300 users at 23 Branches in Region 3 East Kalimantan 
(Branch and Site project coal mining). 
2. Responsible for the infrastructure (HQ and Remote Branch). 
3. Responsible Report IT Helpdesk Regional III, 23 Site in Kalimantan  Timur 
to Head Office Jakarta. 
4. Maintenance server (domain controller/active directory, proxy server, 
mail forwarding, file server) with windows 2012 server. 
5. Maintenance network, security and WLAN. 
6. Maintenance and monitoring VSAT and VPN IP network connection 
(Telkom). 
7. Maintenance and monitoring Astinet for internet connection. 
8. Install and download software Hitachi Truck Machinery. 
9. Install and Maintenance all Software Hexindo : AS/400, Hitachi Truck 
Machinery, HOP, Mainpac, Finger print, AMT, Citrix, Kerio VPN Client etc. 
10. Manage PABX NEC (create memory extension, pin telephone, class 
extension). 
4.1.1 Pemetaan Tugas Pokok dan Fungsi Pada DSS02 
 Pada bagian ini akan dilakukan proses pemetaan tugas pokok dan fungsi dari 
responden yang telah ditentukan dengan RACI Chart pada proses DSS02 yang 
bersifat Responsible (R). Hal itu dilakukan karena dalam proses melakukan 
analisis RACI Chart pemetaan yang digunakan adalah adalah yang bersifat 
Responsible (R). 
Tabel 4.1 Pemetaan Tugas Pokok dan Fungsi Pada DSS02 
Responsible (R) Pejabat 
Struktural 
Tugas Pokok Dan Fungsi 
Business Process 
Owners 
IT Staff 1. Supporting over 300 users at 23 
Branches in Region 3 East Kalimantan 
(Branch and Site project coal mining). 
2. Responsible for the infrastructure (HQ 




Tabel 4.1 Pemetaan Tugas Pokok dan Fungsi Pada DSS02 (lanjutan) 
Responsible (R) Pejabat 
Struktural 
Tugas Pokok Dan Fungsi 
Head 
Development 
 3. Responsible Report IT Helpdesk 
Regional III, 23 Site in Kalimantan  
Timur to Head Office Jakarta. 
4. Maintenance server (domain 
controller/active directory, proxy 
server, mail forwarding, file server) 
with windows 2012 server. 
5. Maintenance network, security and 
WLAN. 
6. Maintenance and monitoring VSAT 
and VPN IP network connection 
(Telkom). 
7. Maintenance and monitoring Astinet 
for internet connection. 
8. Install and download software 
Hitachi Truck Machinery. 
9. Install and Maintenance all Software 
Hexindo : AS/400, Hitachi Truck 
Machinery, HOP, Mainpac, Finger 
print, AMT, Citrix, Kerio VPN Client 
etc. 
10. Manage PABX NEC (create memory 




Service Manager - - 
Information 
Security Manager - - 
 Berdasarkan Tabel 4.1 responden yang telah dipilih memiliki kecukupan 
dalam kapabilitas terhadap pengelolaan permintaan layanan dan insiden dan 
memiliko tugas dan tanggung jawab dalam pengelolaan layanan teknologi 
informasi pada PT. Hexindo Adiperkasa Cabang Balikpapan. 
4.1.2 Pemetaan Tugas Pokok dan Fungsi Pada DSS03 
 Pada bagian ini akan dilakukan proses pemetaan tugas pokok dan fungsi dari 
responden yang telah ditentukan dengan RACI Chart pada proses DSS02 yang 




analisis RACI Chart pemetaan yang digunakan adalah adalah yang bersifat 
Responsible (R). 
Tabel 4.2 Pemetaan Tugas Pokok dan Fungsi Pada DSS03 
Responsible (R) Pejabat Struktural Tugas Pokok Dan Fungsi
Head 
Development 
IT Staff 1. Supporting over 300 users at 23 
Branches in Region 3 East Kalimantan 
(Branch and Site project coal mining). 
2. Responsible for the infrastructure (HQ 
and Remote Branch). 
3. Responsible Report IT Helpdesk 
Regional III, 23 Site in Kalimantan  
Timur to Head Office Jakarta. 
4. Maintenance server (domain 
controller/active directory, proxy 
server, mail forwarding, file server) 
with windows 2012 server. 
5. Maintenance network, security and 
WLAN. 
6. Maintenance and monitoring VSAT 
and VPN IP network connection 
(Telkom). 
7. Maintenance and monitoring Astinet 
for internet connection. 
8. Install and download software Hitachi 
Truck Machinery. 
9. Install and Maintenance all Software 
Hexindo : AS/400, Hitachi Truck 
Machinery, HOP, Mainpac, Finger 
print, AMT, Citrix, Kerio VPN Client 
etc. 
10. Manage PABX NEC (create memory 







Service Manager - - 
Information 




 Berdasarkan Tabel 4.2 responden yang telah dipilih memiliki kecukupan 
dalam kapabilitas terhadap pengelolaan masalah dan memiliko tugas dan 
tanggung jawab dalam pengelolaan masalah pada PT. Hexindo Adiperkasa 
Cabang Balikpapan. 
4.2 Pengumpulan Data 
Pengumpulan data dilakukan dengan tiga tahap, tahap pertama yaitu 
mengobservasi untuk mencari bukti-bukti, tahap selanjutnya wawancara, dan 
tahap terakhir adalah melakukan proses penilaian dengan menggunakan 
kuesioner. 
4.2.1 Hasil Observasi 
 Pada tahap ini akan dilakukan proses observasi pada PT. Hexindo Adiperkasa 
Cabang Balikpapan, proses observasi dilakukan dengan tujuan untuk mencari 
bukti-bukti dari perusahaan ini yang dapat mendukung dalam pencapaian tujuan 
proses DSS02. Dalam prosesnya observasi dilakukan dengan bantuan lembar 
checklist yang untuk mengecek  work product  mana yang telah dilakukan dan 
terdapat barang buktinya dan yang tidak. 
 Pada penelitian ini hasil dari observasi tersebut merupakan hal yang penting 
dalam menilai tingkat kapabilitas dari proses yang dinilai karena hasilnya berupa 
bukti  bukti yang didapatkan yang dapat mendukung dalam penilaian tingkat 
kapabilitas. Berikut merupakan hasil observasi yang telah dilakukan pada PT. 
Hexindo Adiperkasa Cabang Balikpapan. 
1. DSS02 (Mengelola Permintaan Layanan dan Insiden) 
Pada proses DSS02 Mengelola Permintaan Layanan dan Insiden hasil 
observasi yang dihasilkan pada proses penilaian level 1 dimana hasil 
observasi dapat dilihat pada Tabel 4.3 dengan penjelasan sebagai berikut: 
Tabel 4.3 Hasil Observasi DSS02 
DSS02 (Mengelola Permintaan Layanan dan Insiden) 
Management Practices Target WP Capaian WP 
DSS02-BP1  
Menetapkan Skema Klasifikasi 
Permitaan Layanan dan Insiden. 
10 1 
DSS02-BP2 
Mencatat, Klasifikasikan, dan 
Prioritaskan Permintaan dan Insiden. 
5 3 
DSS02-BP3 
Memverifikasi, Menyetujui, dan 





Tabel 4.3 Hasil Observasi DSS02 (lanjutan) 
DSS02 (Mengelola Permintaan Layanan dan Insiden) 








Mengatasi dan Memulihkan dari Insiden. 
4 1 
DSS02-BP6 




Melacak Status dan Membuat Laporan. 
6 1 
 
a. DSS02  BP1 
Dalam menetapkan skema klasifikasi permintaan layanan dan 
insiden, PT Hexindo Adiperkasa Cabang Balikpapan belum 
mengimplementasikannya dengan sempurna. Perusahaan belum 
mendefinisikan dari setiap jenis insiden yang mungkin terjadi, ini 
dibuktikan dengan dari 10 work product yang mendukung base 
practice ini hanya terdapat satu work product yang telah 
terpenuhi pada PT Hexindo Adiperkasa Cabang Balikpapan. Work 
Product yang telah terpenuhi adalah tindakan dalam merespon 
insiden dan komunikasi, dimana itu telah didapat pada IT 
Helpdesk yang berfungsi sebagai tempat untuk melaporkan dan 
berkomunikasi dengan staff IT jika pengguna terjadi suatu insiden 
atau permintaan layanan. 
b. DSS02  BP2 
Dalam mengklasifikasikan dan memprioritaskan permintaan 
layanan dan insiden PT Hexindo Adiperkasa Cabang Balikpapan 
belum mengimplementasikan dengan baik, ini dibuktikan dengan 
dari 5 work product yang mendukung base practice ini hanya 
terdapat 3 work product yang telah terpenuhi pada PT Hexindo 
Adiperkasa Cabang Balikpapan. Pada saat pengguna ingin 
melaporkan insiden atau layanan, pengguna dapat melaporkannya 
pada aplikasi IT Helpdesk  pada form Submit Service Request untuk 
membuat tiket. Setiap permintaan layanan atau insiden sudah di 




juga sudah memprioritaskan setiap permintaan layanan atau 
insiden yang diajukan berdasarkan kekritisan bisnis. Bukti bahwa 
perusahaan sudah mengimplementasikan dengan baik ditemukan 
pada aplikasi IT Helpdesk pada form Submit Service Request. 
c. DSS02  BP3 
Dalam memverifikasi, menyetujui, dan memenuhi permintaan PT 
Hexindo Adiperkasa Cabang Balikpapan belum 
mengimplememtasikan dengan baik hal ini dibuktikan dengan dari 
3 work product yang mendukung base practice ini hanya terdapat 
satu work product yang telah terpenuhi pada PT Hexindo 
Adiperkasa Cabang Balikpapan. Work product yang telah 
terpenuhi adalah permintaan layanan yang terpenuhi, karena 
setiap permintaan layanan atau insiden dari pengguna akan selalu 
dipenuhi oleh perusahaan menggunakan aplikasi IT Helpdesk. 
Perusahaan belum mendefinisikan dari setiap kriteria permintaan 
yang mungkin terjadi sehingga perusahaan tidak memverifikasi 
setiap permintaan layanan atau insiden yang diajukan. Karena 
tidak ada proses verifikasi terhadap permintaan layanan dan 
insiden yang diajukan sehingga perusahaan selalu menyetujui 
setiap permintaan layanan dan insiden yang diajukan. 
d. DSS02  BP4 
Dalam menyelidiki, mendiagnosa, dan mengalokasikan insiden PT 
Hexindo Adiperkasa Cabang Balikpapan belum 
mengimplementasikan dengan baik, hal ini dibuktikan dengan dari 
3 work product yang mendukung base practice ini hanya terdapat 
satu work product yang telah terpenuhi pada PT Hexindo 
Adiperkasa Cabang Balikpapan. Work product yang telah 
terpenuhi adalah mencatat setiap insiden atau permintaan 
layanan, dimana itu didapatkan pada laporan IT. 
e. DSS02  BP5 
Dalam mengatasi dan memulihkan insiden PT Hexindo Adiperkasa 
Cabang Balikpapan belum mengimplementasikan dengan baik, hal 
ini dibuktikan dengan dari 4 work product yang mendukung base 
practice ini hanya terdapat satu work product yang telah 
terpenuhi pada PT Hexindo Adiperkasa Cabang Balikpapan. Work 
Product yang telah terpenuhi adalah mencatat error yang telah 
diketahui, yang dimana perusahaan telah melakukan hal tersebut 
yang dapat ditemui pada catatan masalah. 
f. DSS02  BP6 
Dalam menutup permintaan layanan dan isiden PT Hexindo 
Adiperkasa Cabang Balikpapan belum mengimplementasikan 




mendukung base practice ini hanya terdapat satu work product 
yang berhasil dipenuhi pada PT Hexindo Adiperkasa Cabang 
Balikpapan. Work product yang berhasil dicapai adalah menutup 
permintaan layanan dan insiden, dimana itu terdapat pada service 
history pada aplikasi IT Helpdesk yang ditampilkan pada status 
permintaan layanan dan insiden tersebut. 
g. DSS02  BP7 
Dalam melacak status dan membuat laporan PT Hexindo 
Adiperkasa Cabang Balikpapan belum mengimplementasikan 
dengan baik, hal ini dibuktikan dengan dari 6 work product yang 
mendukung base practice ini hanya terdapat satu work product 
yang telah terpenuhi pada PT Hexindo Adiperkasa Cabang 
Balikpapan. Work product yang berhasil terpenuhi adalah laporan 
status masalah dimana pengguna dapat melihat status insiden 
atau permintaan layanan yang diajukan di service history pada 
aplikasi IT Helpdesk yang dilaporkan dari IT staff. Perusahaan tidak 
melakasanakan aktivitas melacak insiden secara teratur yang telah 
diselesaikan dan menganalisis setiap insiden yang pernah 
diselesaikan permasalahannya. 
 Terdapat Work Product yang dapat mendukung dalam proses 
peniliaian tingkat kapabilitas pada PT. Hexindo Adiperkasa Cabang 
Balikpapan, dari 32 work product yang harus dipenuhi untuk mencapai 
tingkat level 1 tetapi yang ditemukan hanya 9 work product yang berhasil 
dicapai. Pada Tabel 4.5 merupakan daftar Work Product (WP) yang 
dimiliki PT Hexindo Adiperkasa Cabang Balikpapan. 
Tabel 4.4 Work Product DSS02 
No Work Product Keterangan Nama Sumber 
Work Product Input 

























Tabel 4.5 Work Product DSS02 (lanjutan) 
No Work 
Product 
Keterangan Nama Sumber 
Work Product Output 







































2. DSS03 (Mengelola Masalah) 
Pada proses DSS03 Mengelola Masalah hasil observasi proses penilaian 
pada level 1 dimana hasil penilaian dapat dilihat pada Tabel 4.6 dengan 
penjelasan sebagai berikut: 
Tabel 4.5 Hasil Observasi DSS03 
s 









Menginvestigasi dan Mendiagnosa Masalah. 
2 1 
DSS03-BP3 






Tabel 4.6 Hasil Observasi DSS03 (lanjutan) 
DSS03 (Mengelola Masalah) 





Mengatasi dan Menyelesaikan Masalah. 
4 1 
DSS03-BP5 
Melakukan Manajemen Masalah Proaktif. 
2 0 
 
a. DSS03  BP1 
Dalam mengidentifikasi dan mengklasifikasikan masalah PT 
Hexindo Adiperkasa Cabang Balikpapan belum 
mengimplementasikan dengan baik hal ini dibuktikan dengan dari 
6 work product yang mendukung base practice ini hanya terdapat 
2 work product yang berhasil terpenuhi di PT Hexindo Adiperkasa 
Cabang Balikpapan. Work product yang berhasil dicapai adalah 
mencatat masalah yang ditemukan  pada catatan masalah. 
Selanjutnya pengguna dapat melihat status masalah di service 
history pada aplikasi IT Helpdesk  yang dilaporkan langsung dari IT 
staff. 
b. DSS03  BP2 
Dalam menginvestigasi dan mendiagnosa masalah PT Hexindo 
Adiperkasa Cabang Balikpapan belum mengimplementasikan 
dengan baik hal ini dibuktikan dengan dari 3 work product yang 
mendukung base practice ini hanya terdapat satu work product 
yang berhasil dipenuhi pada PT Hexindo Adiperkasa Cabang 
Balikpapan. Work product yang berhasil dicapai adalah 
mengetahui akar penyebab masalah yang terdapat pada catatan 
masalah. 
c. DSS03  BP3 
Dalam menemukan solusi masalah yang tepat PT Hexindo 
Adiperkasa Cabang Balikpapan belum mengimplementasikan 
dengan baik, hal ini dibuktikan dengan dari 2 work product yang 
mendukung base practice ini hanya terdapat satu work product 
yang berhasil dipenuhi pada PT Hexindo Adiperkasa Cabang 
Balikpapan. Work product yang berhasil dicapai adalah mencatat 
masalah yang telah diketahui yang diamana pada perusahaan ini 





d. DSS03  BP4 
Dalam mengatasi dan menyelesaikan masalah PT Hexindo 
Adiperkasa Cabang Balikpapan belum mengimplementasikan 
dengan baik, hal ini dibuktikan dengan dari 4 work product yang 
mendukung base practice ini hanya terdapat satu work product 
yang berhasil dipenuhi pada PT Hexindo Adiperkasa Cabang 
Balikpapan. Work product yang berhasil dicapai adalah menutup 
permintaan layanan dan insiden, dimana itu terdapat pada service 
history pada aplikasi IT Helpdesk yang ditampilkan pada status 
permintaan layanan dan insiden tersebut. Perusahaan tidak 
menginisiasi solusi yang berkelanjutan untuk mengatasi akar 
masalah agar tidak terulang lagi dan tidak membuat rencana agar 
mencegah masalah tidak terulang lagi di masa depan. 
e. DSS03  BP5 
Dalam melakukan manajemen masalah proaktif PT Hexindo 
Adiperkasa Cabang Balikpapan belum mengimplementasikan 
dengan baik, hal ini dibuktikan dengan dari 2 work product yang 
mendukung base practice ini tidak terdapat work product yang 
terpenuhi pada PT Hexindo Adiperkasa Cabang Balikpapan. 
Perusahaan tidak menganalisis lebih jauh terhadap masalah yang 
telah selesai ditangani untuk mengidentifikasikan kecenderungan 
masalah akan muncuk kembali, perusahaan juga tidak melakukan 
proses penilaian terhadap masalah yang telah ditangani. 
 Terdapat Work Product yang dapat mendukung dalam proses 
peniliaian tingkat kapabilitas pada PT Hexindo Adiperkasa Cabang 
Balikpapan, dari 17 work product yang harus dipenuhi untuk mencapai 
tingkat level 1 tetapi yang ditemukan hanya 5 work product yang berhasil 
dicapai. Pada Tabel 4.8 merupakan daftar Work Product (WP) yang 
dimiliki PT Hexindo Adiperkasa Cabang Balikpapan. 
Tabel 4.6 Work Product DSS03 
No Work Product Keterangan Nama Sumber 
Work Product Input 


















Tabel 4.8 Work Product DSS03 (lanjutan) 
No Work 
Product 
Keterangan Nama Sumber 
Work Product Output 


















4.2.2 Hasil Wawancara 
 Proses wawancara dilakukan terhadap satu responden saja yang menjadi 
sumber dari seluruh informasi yang diberikan untuk perusahaan tersebut. 
Wawancara dilakukan untuk mengetahui apakah bukti yang didapakan dari hasil 
penilaian kuesioner dilakukan oleh perusahaan tersebut. Isi dari wawancara ini 
berdasarkan dari Base Practices (BP) saja karena perusahaan hanya berhasil 
mencapai tingkat kapabilitas pada level 0. Berikut adalah hasil wawancara yang 
telah dilakukan pada setiap proses: 
1. DSS02 Mengelola Permintaan Layanan dan Insisden 
 Wawancara pada proses DSS02 Mengelola Permintaan Layanan dan 
Insiden dilakukan bersama dengan Bapak Ach Saiful Rijal M selaku IT Staff 
yang bertanggung jawab dalam menangani semua proses permintaan 
layanan dan insiden pada PT Hexindo Adiperkasa Cabang Balikpapan. 
Dalam menangani setiap permintaan layanan dan insiden perusahaan 
dibantu dengan kehadiran aplikasi IT Heldesk, dalam aplikasi tersebut 
terdapat menu Submit Service Request dimana user jika terdapat suatu 
permintaan layanan atau insiden yang diajukan dapat mengisi form 
Submit Service Request tersebut. Pada menu Submit Service Request 
sudah tedapat fitur untuk mengkategorikan setiap permintaan layanan 
atau insiden yang diajukan, selain itu juga sudah terdapat fitur tingkat 
prioritas dari setiap permintaan layanan atau insiden yang diajukan. User 
juga dapat memantau status dari permintaan layanan atau insiden yang 
diajukan dengan melihat pada menu Service Request History, selain itu 
juga pada menu tersebut terdapat laporan dari staff IT yang menangani 
permintaan layanan atau insiden tersebut.  
 Dalam menyelidiki dan mendiagnosa dilakukan dengan via remote PC 
user, kemudian dari sana nanti diidentifikasi seperti apa penangan yang 
harus dilakukan. Untuk setiap penanganan layanan atau insiden akan 




2. DSS03 Mengelola Masalah 
 Wawancara pada proses DSS03 Mengelola Masalah dilakukan 
bersama dengan Bapak Ach Saiful Rijal M selaku IT Staff yang 
bertanggung jawab dalam menangani semua proses permintaan layanan 
dan insiden pada PT Hexindo Adiperkasa Cabang Balikpapan. Sama 
seperti menangani permintaan atau layanan dalam hal menangani 
masalah juga dibantu dengan aplikasi IT Helpdesk, dimana user mengisi 
form yang ada pada menu Submit Service Request dan untuk kategori dan 
prioritas masalah yang diajukan dapat dipilih. Dalam hal menginvestigasi 
dan mendiagonasa masalah dilakukan dengan via remote PC user untuk 
mencari tahu gejala dari masalah tersebut dan menemukan solusi apa 
yang tepat dalam menyelesaikan masalah tersebut. 
 Tetapi dalam proses penyelesaian masalah tersebut solusi-solusi yang 
diketahui tidak didokumentasikan hanya dicoba satu persatu secara 
langsung saja. Perusahaan juga tidak membuat suatu rencana untuk 
mencegah masalah terjadi lagi di masa depan dengan menginisiasi solusi 
yang berkelanjutan. Selain itu juga perusahaan tidak ada proses 
menindaklanjuti terhadap masalah yang telah selesai dilakukan 
penanganannya, hanya mencatat setiap masalah yang ada dalam laporan 
bulanan. 
4.2.3 Hasil Kuesioner dan Lembar Checklist 
 Pada penelitian ini hasil kuesioner yang didapatkan digunakan untuk acuan 
dalam menilai tingkat kapabilitas dari proses yang dievaluasi dalam penelitian ini. 
Pada saat melakukan pengisian kuesioner setiap butir penyataan yang dijawab 
harus menyerahkan bukti pendukung yang didasarkan pada Base Practices (BP) 
dan Work Product (WP) pada level  yang pertama serta Generic Practices (GP) 
dan Generic Work Product (GWP) pada level 2-5, lembar checklist membantu 
dalam pengisian kuesioner yang bertujuan sebagai imdikator setiap proses yang 
dinilai. 
 Pada penelitian ini responden yang menjadi sumber informasi hanya satu 
orang saja yaitu Bapak Ach Saiful Rijal M selaku IT Staff yang bertanggung jawab 
dalam semua proses pengelolaan permintaan layanan dan insiden sampai 
mengelola masalah yang ada. Berikut untuk penjelasan dari hasil penilaian 
menggunakan kuesioner yang dan telah dilakukan perhitungan tingkat 
kapabilitas pada setiap proses yang dievaluasi. 
1. DSS02 (Mengelola Permintaan Layanan dan Insiden) 
 Setelah pencarian bukti-bukti telah dilakukan, langkah berikutnya 
melakukan proses penilaian seperti pada Tabel 4.5 dimana setiap work 
product dihitung berapa persentase work product yang ditemukan 
dibandingkan work product yang harusnya dicapai. Hasil penilaian ini 
akan membantu dalam proses penilaian menggunakan kuesioner yang 




Tabel 4.7 Tabulasi Perhitungan Tingkat Kapabilitas DSS02 
DSS02 (Mengelola Permintaan Layanan dan Insiden) 






Menetapkan Skema Klasifikasi Permitaan 
Layanan dan Insiden. 
10 1 10% 
DSS02-BP2 
Mencatat, Klasifikasikan, dan Prioritaskan 
Permintaan dan Insiden. 
5 3 60% 
DSS02-BP3 
Memverifikasi, Menyetujui, dan Memenuhi 
Permintaan Layanan. 
3 1 33% 
DSS02-BP4 
Menyelidiki, Mendiagnosa, dan 
Mengalokasikan Insiden. 
3 1 33% 
DSS02-BP5 
Mengatasi dan Memulihkan dari Insiden. 
4 1 25% 
DSS02-BP6 
Menutup Permintaan Layanan dan Insiden. 
3 1 33% 
DSS02-BP7 
Melacak Status dan Membuat Laporan. 
6 1 17% 
Average Score 30% 
 
 Dalam menentukan tingkat kapabilitas dari hasil evaluasi yang 
dilakukan, perhitungan yang digunakan dari Base Practices (BP) dan Work 
Product (WP) pada tingkat 1. Pada tingkat selanjutnya tidak dilakukan 
proses penilaian karena pada tingkat 1 skala penilaian yang dipatkan tidak 














Level 2 Level 3 Level 4 Level 5 























0      
Keterangan: 
N (Not Achieved: 0-15%) 
L (Largely Achieved: >50%-85%) 
 
P (Partially Achieved: >15%-50%) 
F (Fully Achieved: >85%-100%) 
 
 Setelah proses penilaian dilakukan maka akan didapatkan hasil 
tingkat kapabilitas DSS02 pada PT. Hexindo Adiperkasa Cabang 
Balikpapan. Kapabilitas yang berhasil dicapai berada pada tingkat 0 
dimana perusahaan belum mencapai tujuan dari proses DSS02 karena 
masih sedikitnya didapatkan barang bukti untuk menunjang dalam 
mencapai tujuan proses ini. 
 Penilaian yang dilakukan pada atribut yang terdapat pada tingkat 1 
hanya mencapai skala Partially Achieved sedangkan untuk bisa berhasil 
mencapai kapabilitas tingkat 1 maka skala penilaian harus mencapai Fully 
Achieved. Maka dapat dikatakan bahwa pada proses DSS02 kapabilitas 
yang dicapai berada pada tingkat 0, hal ini dikarenakan dari 7 kriteria 
Base Practices (BP) yang harus dicapai perusahaan tidak ada yang berhasil 
memenuhi kriteria Base Practices (BP) sedangkan dari 32 Work Product 
(WP) yang harus dipenuhi perusahaan hanya mencapai 9 Work Product 
(WP) yang berhasil dipenuhi. 
2. DSS03 (Mengelola Masalah) 
 Setelah pencarian bukti-bukti telah dilakukan, langkah berikutnya 
melakukan proses penilaian seperti pada Tabel 4.7 dimana setiap work 
product dihitung berapa persentase work product yang ditemukan 
dibandingkan work product yang harusnya dicapai. Hasil penilaian ini 
akan membantu dalam proses penilaian menggunakan kuesioner yang 






Tabel 4.9 Tabulasi Perhitungan Tingkat Kapabilitas DSS03 
DSS03 (Mengelola Masalah) 






Mengidentifikasi dan Mengklasifikasikan 
Masalah. 
6 2 33% 
DSS03-BP2 
Menginvestigasi dan Mendiagnosa Masalah. 
2 1 50% 
DSS03-BP3 
Menemukan Masalah yang  Tepat. 
2 1 50% 
DSS03-BP4 
Mengatasi dan Menyelesaikan Masalah. 
4 1 25% 
DSS03-BP5 
Melakukan Manajemen Masalah Proaktif. 
2 0 0% 
Average Score 32% 
 
 Dalam menentukan tingkat kapabilitas dari hasil evaluasi yang 
dilakukan, perhitungan yang digunakan dari Base Practices (BP) dan Work 
Product (WP) pada tingkat 1. Pada tingkat selanjutnya tidak dilakukan 
proses penilaian karena pada tingkat 1 skala penilaian yang dipatkan tidak 
memenuhi syarat untuk menlajutkan penilaian pada tingkat selanjutnya. 































0      
Keterangan: 
N (Not Achieved: 0-15%) 
L (Largely Achieved: >50%-85%) 
 
P (Partially Achieved: >15%-50%) 





 Setelah proses penilaian dilakukan maka akan didapatkan hasil 
tingkat kapabilitas DSS03 pada PT. Hexindo Adiperkasa Cabang 
Balikpapan. Kapabilitas yang berhasil dicapai berada pada tingkat 0 
dimana perusahaan belum mencapai tujuan dari proses DSS03 karena 
masih sedikitnya didapatkan barang bukti untuk menunjang dalam 
mencapai tujuan proses ini. 
 Penilaian yang dilakukan pada atribut yang terdapat pada tingkat 1 
hanya mencapai skala Partially Achieved sedangkan untuk bisa berhasil 
mencapai kapabilitas tingkat 1 maka skala penilaian harus mencapai Fully 
Achieved. Maka dapat dikatakan bahwa pada proses DSS03 kapabilitas 
yang dicapai berada pada tingkat 0, hal ini dikarenakan dari 5 kriteria 
Base Practices (BP) yang harus dicapai perusahaan tidak ada yang berhasil 
memenuhi kriteria Base Practices (BP) sedangkan dari 16 Work Product 
(WP) yang harus dipenuhi perusahaan hanya mencapai 5 Work Product 
(WP) yang berhasil dipenuhi. 
Tabel 4.11 Keterangan Barang Bukti 
No Barang Bukti Keterangan 
1 Formulir Submit 
Service Request 
Merupakan formulir tempat pelaporan jika 
terjadi suatu insiden yang tedapat pada 
aplikasi IT Helpdesk. Pada formulir ini 
terdapat fitur untuk mengkategorikan dan 
memprioritaskan setiap permintaan layanan, 
insiden, atau masalah 
2 Service History 
Request 
Merupakan suatu fitur yang terdapat pada IT 
Helpdesk yang bertujuan untuk melacak 
status dan laporan dari permintaan layanan, 
insiden, atau masalah yang diajukan.   
3 Catatan masalah Merupakan suatu catatan untuk 
mendiagnosa setiap insiden atau masalah 
dan mengidentifikasi gejalanya. 
4 Laporan IT Merupakan suatu laporan yang mencatat 
adanya permintaan layanan, insiden, atau 
masalah serta statusnya. 
 
4.3 Validasi Data 
Dari semua hasil data yang terkumpul selanjutnya akan dilakukan proses 
validasi data, yang menggunakan metode teknik triangulasi. Metode ini 
dilakukan dengan cara mengecek  keabsahan data dengan berbagai metode 
pengumpulan data kemudian mencari kesamaan data dari setiap metode 
pengumpulan data (Bachri, 2010). Pada Tabel 4.10 adalah hasil dari triangulasi 




Tabel 4.12 Hasil Proses Triangulasi 
Proses 
Hasil Kuesioner dan 
Lembar Checklist Observasi Wawancara Validasi 
Responden Level 
DSS02 Ach Saiful Rijal M 0 Sesuai Sesuai  
DSS03 Ach Saiful Rijal M 0 Sesuai Sesuai  
 
Dari Tabel dapat dikatakan bahwa hasil dari pengumpulan data menggunakan 
tiga metode yaitu observasi, wawancara, dan kuesioner serta lembar checklist 
menunjukkan hasil data dari ketiga metode pengumpulan data tersebut 
mempunyai kesamaan. Selain itu juga dapat dilihat dari kesesuaian tingkat 
kapabilitas dari ketiga metode pengumpulan data  yang berada pada level 0 






BAB 5 PEMBAHASAN 
  
5.1 Analisis Tingkat Kapabilitas 
Pada hasil tabulasi untuk perhitungan tingkat kapabilitas pada proses DSS02 
(Mengelola Permintaan dan Layanan) pada Tabel 4.5 dan pada proses DSS03 
(Mengelola Masalah) pada Tabel 4.7, dari hasil tersebut dapat diambil 
kesimpulan tingkat kapabilitas pada proses DSS02 (Mengelola Permintaan 
Layanan dan Insiden) hanya mencapai tingkat kapabilitas pada level 0 dan pada 
proses DSS03 (Mengelola Masalah) hanya mencapai tingkat kapabilitas pada 
level 0.  
Pada saat tingkat kapabilitas dari setiap proses yang dinilai berhasil 
didapatkan dan sudah dilakukan proses validasi data, langkah selanjutnya adalah 
mentukan target level yang ingin dicapai dari setiap proses yang dinilai tersebut. 
Pada buku panduan COBIT 5 (2012) disebutkan bahwa, tingkat kapabilitas pada 
level 1 adalah hal yang sangat penting terlebih dahulu untuk dicapai karena 
tingkat kapabilitas level 1 merupakan fondasi untuk memungkinkan mencapai 
tingkat kapabilitas yang lebih tinggi. Pada Tabel 5.1 adalah hasil dari penilaian 
tingkat kapabilitas dan target yang ingin dicapai pada setiap proses. 

















1       
 
Setelah pemaparan hasil dari penilaian tingkat kapabilitas dari setiap 
prosesnya dan pemaparan target level tingkat kapabilitas yang ingin dicapai 
seperti pada Tabel 5.1, langkah selanjutnya adalah menilai tingkat kesenjangan 
antara tingkat kapabilitas perusahaan saat ini dengan tingkat kapabilitas yang 





Tabel 5.2 Gap Analisis Proses DSS02 dan DSS03 





DSS02 (Mengelola Permintaan Layanan 
dan Insiden) 0 1 1 
DSS03 (Mengelola Masalah) 0 1 1 
 
Dari hasil pemaparan Tabel 5.2 dapat disimpulkan proses DSS02 (Mengelola 
Permintaan Layanan dan Insiden) dan proses DSS03 (Mengelola Masalah) 
memiliki kesenjangan tingkatan kapabilitas target dengan kapabilitas saat ini 
sebesar satu. Untuk analisi lebih lanjut maka akan diuraikan pada seperti 
dibawah ini: 
5.1.1 Analisis Tingkat Kapabilitas DSS02 
DSS02 (Mengelola Permintaan Layanan dan Insiden) merupakan suatu 
aktivitas dalam mengelola penanganan terhadap suatu masalah layanan TI atau 
insiden TI, kemudian mengembalikannya agar dapat bekerja dengan semestinya 
supaya insiden yang mengakibatkan terganggunya aktivitas operasional pada 
pada PT Hexindo Adiperkasa Cabang Balikpapan dapat tertangani dengan baik 
dan aktivitas operasional perusahaan dapat berjalan dengan normal kembali. 
Seperti pada Tabel 5.3 tingkat kapabilitas yang dicapai PT Hexindo Adiperkasa 
Cabang Balikpapan  pada proses DSS02 berada pada kapabilitas tingkat 0 yaitu 
Incomplete Process yang berarti PT. Hexindo Adiperkasa Cabang Balikpapan 
belum melaksanakan proses dengan sempurna dan tujuan yang harus dicapai 
pada proses tersebut juga tidak tercapai hal ini dikarenakan bukti yang berhasil 
ditemukan tidak cukup untuk mencapai tujuan proses. 
Proses DSS02 dikatakan berada pada level 0 karena Base Practice (BP) yang 
terpenuhi tidak ada sedangkan Base Practice (BP) yang belum dipenuhi adalah 7 
dan Work Product (WP) yang terpenuhi hanya 9 kriteria sedangkan Work Product 
(WP) yang belum terpenuhi ada 23 kriteria dengan mencapai skala Partially 
Achieved dengan persentase sebesar 30%. Level target yang harus dicapai PT. 
Hexindo Adiperkasa Cabang Balikpapan adalah pada kapabilitas tingkat 1 yaitu 
Performed Process yang berarti PT. Hexindo Adiperkasa Cabang Balikpapan harus 
mengimplementasikan proses TI dengan proses mencapai hasil Full Achievment. 
Tabel 5.3 Kesenjangan Proses DSS02 





DSS02 (Mengelola Permintaan Layanan dan 
Insiden) 





5.1.2 Analisis Tingkat Kapabilitas DSS03 
DSS03 (Mengelola Masalah) merupaka suatu aktivitas yang dilakukan dengan 
tujuan untuk memastikan bahwa permasalahan yang terjadi dan yang selalu 
dilaporkan oleh pengguna dapat selalu diidentifikasi untuk mengetahui akar 
penyebab masalah tersebut dan mencegah agar insiden tersebut tidak berulang 
kembali.  
Seperti pada Tabel 5.4 tingkat kapabilitas yang dicapai PT Hexindo Adiperkasa 
Cabang Balikpapan  pada proses DSS03 berada pada kapabilitas tingkat 0 yaitu 
Incomplete Process yang berarti PT. Hexindo Adiperkasa Cabang Balikpapan 
belum melaksanakan proses dengan sempurna dan tujuan yang harus dicapai 
pada proses tersebut juga tidak tercapai hal ini dikarenakan bukti yang berhasil 
ditemukan tidak cukup untuk mencapai tujuan proses. 
Proses DSS03 dikatakan berada pada level 0 karena Base Practice (BP) yang 
terpenuhi tidak ada sedangkan Base Practice (BP) yang belum dipenuhi adalah 5 
dan Work Product (WP) yang terpenuhi hanya 5 kriteria sedangkan Work Product 
(WP) yang belum terpenuhi ada 11 kriteria dengan mencapai skala Partially 
Achieved dengan persentase sebesar 32%. Level target yang harus dicapai PT 
Hexindo Adiperkasa Cabang Balikpapan adalah pada kapabilitas tingkat 1 yaitu 
Performed Process yang berarti PT. Hexindo Adiperkasa Cabang Balikpapan harus 
mengimplementasikan proses TI dengan proses mencapai hasil Full Achievment. 
Tabel 5.4 Kesenjangan Proses DSS03 





DSS0 (Mengelola Masalah) 0 1 1 
 
5.2 Pemetaan Aktivitas dan Dokumen 
Pemetaan aktivitas dan dokumen adalah proses yang dilakukan untuk 
memetakan aktivitas dan dokumen yang belum dilakukan pada setiap proses 
yang telah diniliai tingkat kapabilitasnya, tujuannya adalah memudahkan pada 
saat pemetaan rekomendasi perbaikan yang akan diajukan. Proses pemetaan 
aktivitas dan dokumen yang belum dilakukan ini berdasarkan pada Base Practices 
(BP) dan Work Product (WP) pada setiap prosesnya. Untuk penjelasan lebih 
lanjut tentang pemetaan aktivitasi dan dokumen yang belum dilakukan pada 
proses DSS02 (Mengelola Permintaan Layanan dan Insiden) dan DSS03 
(Mengelola Masalah) adalah sebagai berikut: 
5.2.1 Pemetaan Aktivitas dan Dokumen DSS02 
Berikut adalah pemetaan aktivitas dan dokumen yang belum dilakukan PT 






a. Level 1  PA 1.1 (Process Performance) 
 Pada PA 1.1 (Process Performance) terdapat aktivitas Base Practice 
(BP) yang belum dilakukan PT Hexindo Adiperkasa Cabang Balikpapan, 
dari 7 persyaratan aktivitas Base Practice (BP) yang harus dilakukan, 
perusahaan tidak berhasil mengimplementasikan aktivitas Base Practice 
(BP) dan terdapat 7 aktivitas Base Pratice (BP) yang belum 
diimplementasikan. Pada Tabel 5.5 merupakan pemetaan Base Practice 
(BP) yang belum diimplementasikan PT Hexindo Adiperkasa Cabang 
Balikpapan. 




1. DSS02-BP1 Menetapkan Skema Klasifikasi Permitaan Layanan dan Insiden 
2. DSS02-BP2 Mencatat, Klasifikasikan, dan Prioritaskan 
Permintaan dan Insiden 
3. DSS02-BP3 
Memverifikasi, Menyetujui, dan Memenuhi 
Permintaan Layanan 
4. DSS02-BP4 
Menyelidiki, Mendiagnosa, dan Mengalokasikan 
Insiden 
5. DSS02-BP5 Mengatasi dan Memulihkan dari Insiden 
6. DSS02-BP6 Menutup Permintaan Layanan dan Insiden 
7. DSS02-BP7 Melacak Status dan Membuat Laporan 
 
 Selain aktivitas Base Practice (BP) pada PA 1.1 (Process Performance), 
terdapat juga Work Product (WP) yang belum diimplementasikan PT 
Hexindo Adiperkasa Cabang Balikpapan, dari 32 persyaratan Work 
Product (WP) yang harus dilakukan, perusahaan hanya 
mengimplementasikan 9 Work Product (WP) saja dan terdapat 23 Work 
Product (WP) yang belum diimplementasikan. Pada Tabel 5.6 merupakan 
pemetaan Work Product (WP) yang belum diimplementasikan PT Hexindo 
Adiperkasa Cabang Balikpapan. 




1. APO09-WP6 Service Level Agreement 
2. BAI10-WP3 Repositori konfigurasi 








4. BAI10-WP7 Laporan status konfigurasi 
5. DSS01-WP3 Peraturan dalam pemantauan aset dan kondisi 
aktivitas yang dilakukan 
6. DSS03-WP1 Skema klasifikasi masalah 
7. BAI10-WP3 Repositori konfigurasi 
8. 
APO12-
WP16 Penyebab utama terkait resiko 
9. APO12-
WP14 
Respon insiden terkait risiko 
10. DSS03-WP9 Komunikasi dari pengetahuan yang dipelajari 
11. DSS03-WP8 Catatan masalah ditutup 
12. APO09-WP7 Operational Level Agreements 
13. DSS03-WP5 Resolusi/penanganan masalah 
14. 
DSS03-
WP10 Pemantauan resolusi/penanganan masalah 
15. DSS02-WP1 Skema dan model klasifikasi permintaan dan 
insiden layanan 
16. DSS02-WP2 Peraturan eskalasi insiden dan permintaan 
17. DSS02-WP3 Kriteria pendaftaran masalah 
18. DSS02-WP6 Permintaan layanan yang disetujui 










WP13 Status dan laporan insiden terkini 
23. DSS03-WP14 






5.2.2 Pemetaan Aktivitas dan Dokumen DSS03 
Berikut adalah pemetaan aktivitas dan dokumen yang belum dilakukan PT 
Hexindo Adiperkasa Cabang Balikpapan untuk mencapai tingkat kapabilitas pada 
level 1:  
a. Level 1  PA 1.1 (Process Performance) 
 Pada PA 1.1 (Process Performance) terdapat aktivitas Base Practice 
(BP) yang belum dilakukan PT Hexindo Adiperkasa Cabang Balikpapan, 
dari 5 persyaratan aktivitas Base Practice (BP) yang harus dilakukan, 
perusahaan tidak berhasil dalam mengimplementasikan aktivitas Base 
Practice (BP) dan terdapat 5 aktivitas Base Pratice (BP) yang belum 
diimplementasikan. Pada Tabel 5.7 merupakan pemetaan Base Practice 
(BP) yang belum diimplementasikan PT Hexindo Adiperkasa Cabang 
Balikpapan. 




1. DSS02-BP1 Mengidentifikasi dan Mengklasifikasikan 
Masalah 
2. DSS03-BP2 Menginvestigasi dan Mendiagnosa Masalah 
3. DSS03-BP3 Menemukan Masalah yang  Tepat 
4. DSS03-BP4 Mengatasi dan Menyelesaikan Masalah 
5. DSS03-BP5 Melakukan Manajemen Masalah Proaktif 
 
 Selain aktivitas Base Practice (BP) pada PA 1.1 (Process Performance), 
terdapat juga Work Product (WP) yang belum diimplementasikan PT 
Hexindo Adiperkasa Cabang Balikpapan, dari 16 persyaratan Work 
Product (WP) yang harus dilakukan, perusahaan hanya 
mengimplementasikan 5 Work Product (WP) saja dan terdapat 11 Work 
Product (WP) yang belum diimplementasikan. Pada Tabel 5.8 merupakan 
pemetaan Work Product (WP) yang belum diimplementasikan PT Hexindo 
Adiperkasa Cabang Balikpapan. 






WP16 Akar penyebab mengenai risiko 










WP10 Resolusi/penanganan insiden 
4. DSS03-WP1 Skema klasifikasi masalah 
5. DSS03-WP3 Problem register 
6. DSS03-WP5 Laporan penyelesaian masalah 
7. DSS03-WP7 
Solusi yang diusulkan untuk kesalahan yang 
diketahui 
8. DSS03-WP8 Catatan masalah ditutup 
9. DSS03-WP9 Komunikasi dari pengetahuan yang dipelajari 
10. DSS03-
WP10 




WP11 Mengidentifikasi solusi berkelanjutan 
 
5.3 Rekomendasi dan Roadmap 
Berikut ini adalah proses pembuatan rekomendasi perbaikan dan roadmap 
pada masing  masing proses. Pembuatan rekomendasi perbaikan dan roadmap 
berdasarkan dari analisis gap antara kapabilitas tingkat hasil dari penilaian dan 
kapabilitas target sesuai dengan yang ditentukan sebelumnya pada PT. Hexindo 
Adiperkasa Cabang Balikpapan serta berdasarkan pada pemetaan Base Practice 
(BP) dan Work Product (WP) yang belum diimplementasikan oleh PT Hexindo 
Adiperkasa Cabang Balikapapan pada proses DSS02 (Mengelola Permintaan 
Layanan dan Insiden) dan DSS03 (Mengelola Masalah). Untuk penjelasan lebih 
lanjut mengenai rekomendasi dan roadmap pada proses DSS02 dan DSS03 akan 
dijelaskan pada sub bab berikut ini:  
5.3.1 Rekomendasi dan Roadmap DSS02 
Pada Tabel 5.3 didapatkan hasil dari analisis kesenjangan pada proses DSS02 
(Mengelola Permintaan Layanan dan Insiden) adalah 1. Untuk mencapai tingkat 
kapabilitas target yang diinginkan maka PT Hexindo Adiperkasa Cabang 






Tabel 5.9 Rekomendasi Perbaikan DSS02 
Base 
Practice  
Work Product Rekomendasi Dokumen 
BP1 
Service Level Agreement Membuat dokumen Service Level 
Agreement atau suatu dokumen 
yang bertujuan kesepakatan 
formal antara mitra (patner) 
dengan pelanggan 
(eksternal/internal) seputar 
komitmen pelayanan yang 
diberikan. 
Repositori konfigurasi Melakukan penyimpanan 
konfigurasi atau repositori 
konfigurasi. 
Perbaruan repositori dengan 
item konfigurasi 
Melakukan proses pembaruan 
terhadap konfigurasi yang 
disimpan. 
Laporan status konfigurasi Melakukan proses pelaporan 
terhadap status repositori 
konfigurasi. 
Peraturan dalam pemantauan 
aset dan kondisi aktivitas 
yang dilakukan 
Membuat aturan yang mengatur 
dalam pemantauan asset dan 
kondisi aktivitas yang dilakukan. 
Skema klasifikasi masalah Membuat skema dan model 
klasifikasi permintaan layanan 
dan insiden. 
Skema dan model klasifikasi 
permintaan dan insiden 
layanan 
Membuat skema dan model 
klasifikasi permintaan layanan 
dan insiden. 
Peraturan eskalasi insiden 
dan permintaan 
Membuat peraturan eskalasi 
insiden dan permintaan layanan. 
Kriteria pendaftaran masalah Membuat kriteria pendaftaran 
untuk setiap permintaan layanan 
atau insiden. 
BP2 
Service Level Agreement Membuat dokumen Service Level 
Agreement atau suatu dokumen 
yang bertujuan kesepakatan 
formal antara mitra (patner) 
dengan pelanggan 
(eksternal/internal) seputar 




Tabel 5.9 Rekomendasi Perbaikan DSS02 (lanjutan) 
Base 
Practice  
Work Product Rekomendasi Dokumen 
 
 diberikan. 
Repositori konfigurasi Melakukan penyimpanan 
konfigurasi atau repositori 
konfigurasi. 
BP3 
Penyebab utama terkait 
resiko 
Melakukan aktivitas pemeriksaan 
insiden dari catatan insiden masa 
lalu. 
Permintaan layanan yang 
disetujui 
Membuat prosedur dalam 
memverifikasi permintaan 
layanan atau insiden dengan 
proses permintaan layanan yang 
telah ditentukan. 
BP4 
Repositori konfigurasi Melakukan penyimpanan 
konfigurasi atau repositori 
konfigurasi. 
Gejala/tanda-tanda insiden Membuat suatu prosedur untuk 
proses identifikasi gejala insiden. 
BP5 
Respon insiden terkait risiko Membuat suatu prosedur untuk 
merespon setiap insiden yang 
terjadi. 





Resolusi insiden Melakukan proses dokumentasi 
terhadap resolusi insiden. 
BP6 
Catatan masalah ditutup Melakukan proses menutup 
catatan masalah baik setelah 
konfirmasi atas berhasilnya 
menghilangkan kesalahan yang 
diketahui. 
Konfirmasi pengguna atas 
pemenuhan/resolusi yang 
memuaskan 
Melakukan proses verifikasi 
terhadap pengguna bahwa 
permintaan layanan telah 






Tabel 5.9 Rekomendasi Perbaikan DSS02 (lanjutan) 
Base 
Practice  
Work Product Rekomendasi Dokumen 
BP7 








Membuat laporan pemantauan 
resolusi/penanganan masalah. 
Status dan laporan insiden 
terkini 
Membuat laporan status insiden 
terkini. 
Status dan laporan 
pemenuhan permintaan 
terkini 
Membuat laporan pemenuhan 
permintaan terkini. 
 
Berdasarkan langkah  langkah sudah diuraikan terdapat 22 rekomendasi 
perbaikan yang harus diimplementasikan PT Hexindo Adiperkasa Cabang 
Balikpapan agar kapablitas target yang sudah ditetapkan sebelumnya pada 
tingkat 1 bisa tercapai pada proses DSS02 (Mengelola Permintaan Layanan dan 
Insiden), pembuatan rekomendasi ini berdasarkan pemetaan Base Practice (BP) 
dan Work Product (WP) pada setiap proses yang belum diimplementasikan 
perusahaan. Pada Tabel 5.9 terdapat warna yang berbeda pada kolom tersebut 
yang berfungsi sebegai pembeda antara work product input  (abu-abu muda) dan 
work product ouput (jingga muda). 
Setelah pembuatan rekomendasi dilakukan dan sebelum melakukan proses 
pembuatan roadmap hal perlu dilakukan adalah proses penentuan prioritas. 
Prioritas ditentukan dengan cara memetakan setiap work product kedalam fase 
ITIL Service Lifecycle, seperti Tabel 5.10. 
Tabel 5.10 Pemetaan Work Product DSS02 kedalam ITIL Service Lifecycle 
No Core ITIL Lifecycle Work Product 
1 Service Strategy  
2 Service Design 
Service Level Agreement 
Peraturan dalam pemantauan aset dan 
kondisi aktivitas yang dilakukan 
Skema klasifikasi masalah 
Skema dan model klasifikasi permintaan dan 
insiden layanan 




Tabel 5.10 Pemetaan Work Product DSS02 kedalam ITIL Service Lifecycle 
(lanjutan) 
No Core ITIL Lifecycle Work Product 
  
Kriteria pendaftaran masalah 
Operational Level Agreements 
3 Service Transition  
4 Service Operation 
Repositori konfigurasi 
Perbaruan repositori dengan item konfigurasi 
Laporan status konfigurasi 
Penyebab utama terkait resiko 
Permintaan layanan yang disetujui 
Gejala/tanda-tanda insiden 
Respon insiden terkait risiko 
Komunikasi dari pengetahuan yang dipelajari 
Resolusi insiden 
Catatan masalah ditutup 
Konfirmasi pengguna atas 





Pemantauan resolusi/penanganan masalah 
Status dan laporan insiden terkini 
Status dan laporan pemenuhan permintaan 
terkini 
 
Langkah berikutnya dilakukan proses penyusunan roadmap berdasarkan hasil 
rekomendasi berdasarkan work product DSS02. Waktu pelaksanaan roadmap 









Tabel 5.11 Roadmap Rekomendasi DSS02 
Base 
Practice  Rekomendasi Dokumen 2023 2024 2025 
BP1 
Membuat dokumen Service Level Agreement 
atau suatu dokumen yang bertujuan 
kesepakatan formal antara mitra (patner) 
dengan pelanggan (eksternal/internal) 
seputar komitmen pelayanan yang diberikan. 
   
Melakukan penyimpanan konfigurasi atau 
repositori konfigurasi. 
   
Melakukan proses pembaruan terhadap 
konfigurasi yang disimpan. 
   
Melakukan proses pelaporan terhadap status 
repositori konfigurasi. 
   
Membuat aturan yang mengatur dalam 
pemantauan asset dan kondisi aktivitas yang 
dilakukan. 
   
Membuat skema dan model klasifikasi 
permintaan layanan dan insiden. 
   
Membuat skema dan model klasifikasi 
permintaan layanan dan insiden. 
   
Membuat peraturan eskalasi insiden dan 
permintaan layanan. 
   
Membuat kriteria pendaftaran untuk setiap 
permintaan layanan atau insiden. 
   
BP2 
Membuat dokumen Service Level Agreement 
atau suatu dokumen yang bertujuan 
kesepakatan formal antara mitra (patner) 
dengan pelanggan (eksternal/internal) 
seputar komitmen pelayanan yang diberikan. 
   
Melakukan penyimpanan konfigurasi atau 
repositori konfigurasi. 
   
BP3 
Melakukan aktivitas pemeriksaan insiden dari 
catatan insiden masa lalu. 
   
Membuat prosedur dalam memverifikasi 
permintaan layanan atau insiden dengan 
proses permintaan layanan yang telah 
ditentukan. 





Tabel 5.11 Roadmap Rekomendasi DSS02 (lanjutan) 
Base 
Practice  Rekomendasi Dokumen 2023 2024 2025 
BP4 
Melakukan penyimpanan konfigurasi atau 
repositori konfigurasi. 
   
Membuat suatu prosedur untuk proses 
identifikasi gejala insiden. 
   
BP5 
Membuat suatu prosedur untuk merespon 
setiap insiden yang terjadi. 
   
Melakukan aktivitas mengkomunikasikan 
atau melaporkan pengetahuan. 
   
Melakukan proses dokumentasi terhadap 
resolusi insiden. 
   
BP6 
Melakukan proses menutup catatan masalah 
baik setelah konfirmasi atas berhasilnya 
menghilangkan kesalahan yang diketahui. 
   
Melakukan proses verifikasi terhadap 
pengguna bahwa permintaan layanan telah 
dipenuhi atau insiden telah diselesaikan. 
   
BP7 
Membuat dokumen Operational Level 
Agreements. 
   
Membuat laporan resolusi/penanganan 
masalah. 
   
Membuat laporan pemantauan 
resolusi/penanganan masalah. 
   
Membuat laporan status insiden terkini.    
Membuat laporan pemenuhan permintaan 
terkini. 
   
 
Pada Tabel 5.11 terdapat warna yang berbeda rekomendasi dokumen, 
dimana pada warna abu-abu merupakan rekomendasi dari Work Product input 
dan pada warna jingga muda merupakan rekomendasi dari Work Product output. 
Roadmap perbaikan ini merupakan rekomendasi langkah-langkah yang perlu 
dilakukan PT Hexindo Adiperkasa Cabang Balikpapan selama 3 tahun dalam 
mencapai tingkat kapabilitas pada level 1 dalam proses DSS02 (Mengelola 




5.3.2 Rekomendasi dan Roadmap DSS03 
Pada Tabel 5.4 didapatkan hasil dari analisis gap pada proses DSS03 
(Mengelola Masalah) adalah 1. Untuk mencapai tingkat kapabilitas target yang 
diinginkan maka PT Hexindo Adiperkasa Cabang Balikpapan dibutuhkan langkah 
berikut:  
Tabel 5.12 Rekomendasi Perbaikan DSS03 
Base 
Practices Work Products Rekomendasi Dokumen 
BP1 
Penyebab utama terkait 
resiko 
Melakukan aktivitas pemeriksaan 
insiden dari catatan insiden masa 
lalu. 
Kriteria pendaftaran masalah Membuat kriteria pendaftaran 
untuk setiap permintaan layanan 
atau insiden. 
Skema klasifikasi masalah Membuat skema dan model 
klasifikasi permintaan layanan dan 
insiden. 





Membuat laporan untuk 
mengkomunikasikan kemajuan 
dalam menyelesaikan masalah dan 
untuk memantau dampak 
berkelanjutan dari masalah yang 
tidak terpecahkan. 
BP3 Solusi yang diusulkan untuk 
kesalahan yang diketahui 
Membuat laporan mengenai solusi 
yang diusulkan terhadap masalah 
BP4 
Resolusi insiden Membuat dokumentasi resolusi 
insiden 
Catatan masalah ditutup Melakukan proses menutup 
catatan masalah baik setelah 
konfirmasi atas berhasilnya 
menghilangkan kesalahan yang 
diketahui. 
Komunikasi dari 









Tabel 5.12 Rekomendasi Perbaikan DSS03 (lanjutan) 
Base 
Practices 









Membuat prosedur dalam 
mengidentifikasi dan memulai 
solusi berkelanjutan (memperbaiki 
permanen) mengatasi akar 
penyebab masalah. 
 
Berdasarkan langkah  langkah sudah diuraikan terdapat 11 rekomendasi 
perbaikan yang harus diimplementasikan PT Hexindo Adiperkasa Cabang 
Balikpapan untuk mencapai tingkat kapabilitas target pada level 1 pada proses 
DSS03 (Mengelola Masalah), pembuatan rekomendasi ini berdasarkan pemetaan 
Base Practice (BP) dan Work Product (WP) pada setiap proses yang belum 
diimplementasikan perusahaan. Pada Tabel 5.11 terdapat warna yang berbeda 
pada kolom tersebut yang berfungsi untuk membedakan work product input dan 
work product output, warna abu-abu muda menandakan work product input dan 
pada warna jingga muda menandakan work product output. 
Setelah pembuatan rekomendasi dilakukan dan sebelum melakukan proses 
pembuatan roadmap hal perlu dilakukan adalah proses penentuan prioritas. 
Prioritas ditentukan dengan cara memetakan setiap work product kedalam fase 
ITIL Service Lifecycle, seperti Tabel 5.13. 
Tabel 5.13 Pemetaan Work Product DSS03 kedalam ITIL Service Lifecycle 
No Core ITIL lifecycle Work Product 
1 Service Strategy  
2 Service Design 
Kriteria pendaftaran masalah 
Skema klasifikasi masalah 
3 Service Transition  
4 Service Operation 
Penyebab utama terkait resiko 
Problem Register 
Laporan penyelesaian masalah 







Tabel 5.13 Pemetaan Work Product DSS03 kedalam ITIL Service Lifecycle 
(lanjutan) 
No Core ITIL lifecycle Work Product 
  
Catatan masalah ditutup 
Komunikasi dari pengetahuan yang dipelajari 
5 Continual Service 
Improvement 
Pemantauan resolusi/penanganan masalah 
Mengidentifikasi solusi berkelanjutan 
 
Selanjutnya dilakukan proses penyusunan roadmap berdasarkan hasil 
rekomendasi berdasarkan work product DSS03. Waktu pelaksanaan roadmap 
yaitu selama 3 tahun yang mengikuti rencana pengelolaan jangka menengah dari 
perusahaan. 
Tabel 5.14 Roadmap Rekomendasi DSS03 
Base 
Practices Rekomendasi Dokumen 2023 2024 2025 
BP1 
Melakukan aktivitas pemeriksaan insiden 
dari catatan insiden masa lalu. 
   
Membuat kriteria pendaftaran untuk setiap 
permintaan layanan atau insiden. 
   
Membuat skema dan model klasifikasi 
permintaan layanan dan insiden. 
   
Membuat prosedur problem register    
BP2 
Membuat laporan untuk 
mengkomunikasikan kemajuan dalam 
menyelesaikan masalah dan untuk 
memantau dampak berkelanjutan dari 
masalah yang tidak terpecahkan. 
   
BP3 Membuat laporan mengenai solusi yang 
diusulkan terhadap masalah 
   
BP4 
Membuat dokumentasi resolusi insiden    
Melakukan proses menutup catatan masalah 
baik setelah konfirmasi atas berhasilnya 
menghilangkan kesalahan yang diketahui. 
   
Melakukan aktivitas mengkomunikasikan 
atau melaporkan pengetahuan. 
   
BP5 Membuat laporan pemantauan resolusi/penanganan masalah. 




Tabel 5.14 Roadmap Rekomendasi DSS03 (lanjutan) 
Base 
Practices Rekomendasi Dokumen 2023 2024 2025 
 
Membuat prosedur dalam mengidentifikasi 
dan memulai solusi berkelanjutan 
(memperbaiki permanen) mengatasi akar 
penyebab masalah. 
   
 
Pada Tabel 5.14 terdapat warna yang berbeda rekomendasi dokumen, 
dimana pada warna abu-abu merupakan rekomendasi dari Work Product input 
dan pada warna jingga muda merupakan rekomendasi dari Work Product output. 
Roadmap perbaikan ini merupakan rekomendasi langkah-langkah yang perlu 
dilakukan PT Hexindo Adiperkasa Cabang Balikpapan selama 3 tahun dalam 
mencapai tingkat kapabilitas pada level 1 dalam proses DSS03 (Mengelola 
Masalah). 
5.4 Perencanaan Risiko 
Selanjutnya adalah membuat perencanaan risiko, ini dilakukan karena dalam 
pengelolaan layanan teknologi informasi risiko merupakan hal yang melekat. 
Untuk membuat pengelolaan layanan teknologi informasi semakin baik, 
perusahaan harus mampu mengenali risiko-risiko apa saja yang akan terjadi yang 
dapat menghambat tujuan dari pengelolaan layanan teknologi informasi dicapai. 
Langkah pertama dalam merencanakan risiko adalah mengidentifikasi risiko 
apa saja yang mungkin terjadi dalam pengelolaan layanan teknologi informasi di 
PT. Hexindo Adiperkasa Cabang Balikpapan. Seperti pada Tabel 5.15 merupakan 
hasil dari identifikasi risiko. 
Tabel 5.15 Identifikasi Risiko 






Update aplikasi gagal 











Tabel 5.15 Identifikasi Risiko (lanjutan) 




Komputer terkena virus 
Komputer hang 
Komputer gagal booting 
Komputer lambat 
Laptop Laptop hang 
Hardisk Hardisk rusak 
Server Server down 
Data Data user dan password 
Data user dan password 
tidak sinkron 
 
Setelah mengidentifikasi risiko apa saja yang mengkin terjadi, selanjutnya 
adalah melakukan pendefinisian terhadap tingkatan urgensi dari risiko seperti 
pada Tabel 5.16. Selain itu juga dilakukan pendefinisian terhadap tingkatan 
dampak dari risiko seperti pada Tabel 5.17. Tujuan dilakukannya pendefinisian 
agar dapat memudahkan dalam mengkategorikan setiap risiko yang ada. 
Tabel 5.16 Tingkatan Urgensi  
Level Urgensi Deskripsi 
Tinggi 
Perangkat teknologi informasi tidak dapat digunakan sama 
sekali 
Layanan tidak tersedia 
Kerusakan yang disebabkan insiden meningkat dengan 
cepat 
Menengah 
Perangkat teknologi informasi hanya dapat digunakan 
secara terbatas 
Layanan tersedia dalam waktu yang kritis 
Kerusakan yang disebabkan oleh insiden meningkat dari  
waktu ke waktu 
Rendah 
Perangkat teknologi informasi masih bisa digunakan 
Layanan tersedia secara terbatas dan membuat pengguna 





Tabel 5.17 Tingkatan Dampak 
Level Dampak Deskripsi 
Tinggi 
Mengganggu proses bisnis utama 
Banyak user yang tidak dapat meneruskan pekerjaan 
Berpotensi kehilangan banyak data 
Menengah 
Mengganggu satu atau beberapa proses bisnis 
Hanya satu atau beberapa user yang terhambat 
pekerjaannya 
Rendah Menghambat perkerjaan user secara personal 
Setelah pendefinisian terhadap tingkatan pada urgensi dan dampak 
dilakukan, selanjutnya adalah melakukan penyusunan tingkatan risiko 
berdasarkan tingkatan dari dampak dan urgensi seperti pada Tabel 5.18 dimana 
tingkatan risiko ini dibagi menjadi tiga kategori yaitu tinggi, menengah, dan 
rendah. 
Tabel 5.18 Tingkatan Risiko 
 DAMPAK 
Tinggi Menengah Rendah 
URGENSI 
Tinggi 1-Tinggi 1-Tinggi 2-Menengah 
Menengah 1-Tinggi 2-Menengah 3-Rendah 
Rendah 2-Menengah 3-Rendah 3-Rendah 
 
Tabel 5.19 Response Time & Resolution Time 
Priority Code Deskripsi Target Response Time 
Target Resolution 
Time 
1 Tinggi   
2 Menengah   
3 Rendah   
Setelah dilakukan penusunan tingkatan risiko, langkah berikutnya adalah 
menyusun target waktu respon dan target waktu resolusi dalam penegahan 
ketika risiko terjadi penyusunan dilakukan berdasarkan tingkatan risiko yang 
terjadi seperti pada Tabel 5.19. Target waktu respon dan target waktu resolusi 
tidak diisi oleh penulis, hal ini dikarenakan target waktu respon dan dan target 
waktu resolusi harus ditentukan pada dokumen operational level agreement, 
tetapi dokumen tersebut pada saat dilakukan observasi tidak ditemukan. 
Target Response Time merupakan Total waktu yang dibutuhkan dari insiden 




Time merupakan total waktu yang dibutuhkan dari pencatatan insiden sampai 
dengan penyelesaian isiden hingga layanan kembali normal. 
Tabel 5.20 Control & Monitoring 
No Control & Monitoring Aktivitas 
1 Risk Reassessment 
Mengidentifikasi risiko baru 
Mengevaluasi risiko sekarang 
Mengevaluasi proses manajemen risiko 
2 Risk Audit 
Melakukan proses audit untuk memastikan bahwa 
risk responses telah dilakukan dengan efektif dan 
menentukan apakah perubahan perlu dilakukan. 
Melakukan pemeriksaan terhadap proses dalam 
mengidentifikasi, mengevaluasi, merespon, dan 
mengontrol risiko. 
Setelah penyusunan terhadap respon risiko telah dilakukan, selanjutnya 
adalah membuat suatu proses untuk mengontrol dan memantau apakah proses 
perencanaan risiko yang telah disusun telah berjalan efektif atau tidak. Dalam 





BAB 6 PENUTUP 
 
6.1 Kesimpulan  
Berdasarkan hasil dari evaluasi manajemen layanan teknologi informasi pada 
PT Hexindo Adiperkasa Cabang Balikpapan menggunakan kerangka kerja COBIT 5 
ada proses DSS02 (Mengelola Permintaan Layanan dan Insiden) dan DSS03 
(Mengelola Masalah), dapat diambil kesimpulan bahwa: 
1. Selama proses penilaian yang telah berhasil dilakukan pada PT. Hexindo 
Adiperkasa Cabang Balikpapan, hasil yang penilaian yang didapatkan dari 
proses mengobservasi, mewawancarai, dan menilai menggunakan 
kuesioner pada proses DSS02 (Mengelola Permintaan Layanan dan 
Insiden) dan DSS03 (Mengelola Masalah) kedua proses tersebut berada 
pada kapabilitas tingkat 0. 
2. Berdasarkan hasil penilaian yang dilakukan pada PT. Hexindo Adiperkasa 
Cabang Balikpapan dan target tingkat kapabilitas yang sudah ditentukan 
sebelumnya maka dapat diambil kesimpulan: 
a) Pada proses DSS02 (Mengelola Permintaan Layanan dan Insiden) 
dari hasil penilaian kapabilitas yang dilakukan pada PT. Hexindo 
Adiperkasa Cabang Balikpapan berada pada tingkat 0, yang berarti 
bahwa tujuan dari proses DSS02 belum dicapai dan itu dibuktikan 
dengan belum lengkapnya atau barang bukti yang berhasil di 
temukan hanya sedikit. Sedangkan target tingkatan kapabilitas 
yang harus dicapai pada PT. Hexindo Adiperkasa Cabang 
Balikpapan berada pada tingkat 1 dimana pada tingkat tersebut 
proses berhasil mencapai tujuannya, sehingga untuk mencapai 
tingkat tersebut PT. Hexindo Adiperkasa Cabang Balikpapan haru 
melengkapi work product yang kurang untuk mencapai tujuan 
proses DSS02. 
b) Pada proses DSS03 (Mengelola Masalah) dari hasil penilaian 
kapabilitas yang dilakukan pada PT. Hexindo Adiperkasa Cabang 
Balikpapan berada pada tingkat 0, yang berarti bahwa tujuan dari 
proses DSS03 belum dicapai dan itu dibuktikan dengan belum 
lengkapnya atau barang bukti yang berhasil di temukan hanya 
sedikit. Sedangkan target tingkatan kapabilitas yang harus dicapai 
pada PT. Hexindo Adiperkasa Cabang Balikpapan berada pada 
tingkat 1 dimana pada tingkat tersebut proses berhasil mencapai 
tujuannya, sehingga untuk mencapai tingkat tersebut PT. Hexindo 
Adiperkasa Cabang Balikpapan haru melengkapi work product 
yang kurang untuk mencapai tujuan proses DSS03. 
3. Berdasarkan hasil analisis kesenjangan pada proses DSS02 (Mengelola 




mengusulkan rekomendasi dan roadmap perbaikan sebagai upaya yang 
dapat membantu dalam mencapai tingkat kapabilitas target pada proses 
DSS02 (Mengelola Permintaan Layanan dan Insiden) dan DSS03 
(Mengelola Masalah). Terdapat 23 rekomendasi perbaikan pada DSS02 
(Mengelola Permintaan Layanan dan Insiden) dan 11 rekomendasi 
perbaikan pada DSS03 (Mengelola Masalah) dengan prioritas pelaksanaan 
berdasarkan dengan visi dan misi perusahaan. Selanjutnya, rentang 
waktu pelaksanaan roadmap adalah selama 3 tahun. 
6.2 Saran 
Terdapat saran yang diberikan sehingga penelitian ini dapat berkembang 
lebih lanjut lagi, seperti dibawah ini: 
1. Pada waktu 5 tahun kedapan dapat dilakukan proses penilaian kembali 
terhadap proses DSS02 dan DSS03 untuk mengatahui bagaimana progres 
dari peningkatan proses tersebut apakah terdapat perkembangan atau 
tidak. 
2. Melakukan penilaian terhadap pengelolaan teknologi informasi di PT. 
Hexindo Adiperkasa Cabang Balikpapan pada proses lain atau pada 
domain lain yang terdapat pada kerangka kerja COBIT 5 yang harus 
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