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 IDS のログの送信元 IP アドレス上位８ビットをキーとし
て、10 進法に直したときに 0〜127 となるグループと、
128〜255 となるグループの 2 つに分割し、DoS 攻撃の




































4.1 2010 年 11 月 21 日のデータを用いた場合 
 
 異常通信を異常とみなせなくなったサンプリングレー
トを表 4.1 示す。ここで、アラートの個数分布は 10 分間
隔で個数を計測しているため、10 分以上 DoS 攻撃が
継続している場合は、アラート数が多い箇所が複数に
現れる。それらを対応させるために該当する箇所に振




 表 4.1 : 異常とみなせなくなったサンプリングレート 
No. サンプリングのみ 分割サンプリング 
1 1/256 1/640 
2 1/896 1/640 
3 1/256 1/256 
4 1/256 1/768 
5 1/256 1/384 
6 1/1920 1/1920 
7 1/896 1/896 












図 4.1 : アラートの個数分布と対応番号 
 









 表 4.2 : 異常とみなせなくなったサンプリングレート 
No. サンプリングのみ 分割サンプリング 
1 1/512 1/1664 
2 1/1024 1/1408 
3 1/1024 1/1152 
4 1/1024 1/1024 
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