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PALABRAS CLAVES: Ciberacoso, delitos, redes sociales, sistemas de 
protección, prevención judicial, institucional, internet, menores, victimas, proteger, 
población vulnerable. 
 
DESCRIPCIÓN: La investigación hará un análisis del ciberacoso contra niños, 
niñas y adolescentes en las redes sociales, específicamente se enfocará en el 
estudio sobre los sistemas de protección y los mecanismos de prevención judicial. 
Se pondrán en consideración algunos delitos que coadyuvan al ciberacoso y por 
consiguiente se relaciona el internet a partir del cual se funda y desarrollan todas 
las redes sociales, al mismo tiempo el vehículo por medio del cual los menores 
acceden y se convierten en víctimas del ciberacoso. 
 
METODOLOGÍA: La metodologia que se desarrollo fue: libros, articulos revistas y 
convenios internacionales como convenio sobre los derechos de los niños de las 
naciones unidas, convenio de cibercriminalidad y declaración universal de los 
derechos humanos, en donde se evicencia la violacion de los derechos de los 
niños y a la vez encontramos mecanismos para mejorar la técnica de 
investigación, que busca combatir los delitos que se presentan en las redes. 
 
 
CONCLUSIONES: Como se señaló en el inicio de este artículo, el ciberacoso es 
concebido como toda amenaza o humillación realizadas por un sujeto a otro a 
través de mecanismos tecnológicos como lo es el internet y los celulares, 
destacando que este fenómeno se encuentra en la población mundial sin 
discriminación alguna, pues la globalización se encuentra tan avanzada junto con 
los medios informáticos que esta clase de conductas se han convertido en una 
conducta cotidiana.  
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Por consiguiente, para que se de el ciberacoso se requiere que esta conducta sea 
ejecutada mediante un medio electrónico y continuamente a la misma persona 
ocasionando bien sean mediante imágenes, videos, textos o demás acusaciones 
degradantes que generalmente ocasionan burlas de las personas que componen 
el entorno social de la víctima. En ese sentido, el ciberacoso no puede confundirse 
con otras figuras tales como el grooming, el sexting, el mobbing y el bullying, ya 
que sus diferencias son claras y precisas. 
La problemática planteada en este trabajo radica en los sistemas de protección y 
prevención judicial que utiliza el ordenamiento jurídico para proteger la integridad 
de los niños niñas y adolescentes del ciberacoso en Colombia ya que como se 
señaló a lo largo de esta investigación, el ciberacoso cuenta con delitos que lo 
vinculan directamente, tales como el acoso sexual, los delitos informáticos, la 
injuria, la calumnia y el constreñimiento ilegal, además de todos los instrumentos 
internacionales tales como la Declaración Universal de los derechos humanos, la 
Convención sobre los derechos del niño de Naciones Unidas, el Convenio sobre la 
cibercriminalidad y el estudio de violencia contra la infancia de Naciones Unidas, 
los cuales son utilizados por las autoridades competentes (Fiscalía, policía, etc.) 
para combatir, proteger y velar por los derechos y la integridad de los niños, niñas 
y adolescentes en el tema del ciberacoso. No obstante, es clara la necesidad de la 
intervención directa de la jurisdicción penal contra el ciberacoso o ciberbullying ya 
que se podría abarcar directamente, de fondo y sin ninguna excepción esta 
conducta al ser tipificado autónomamente en el Código Penal.  
 
En cuanto respecta al análisis realizado de las investigaciones de las legislaciones 
extranjeras y los sistemas de prevención y protección judicial e institucional entre 
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Colombia y países como España,  Estados Unidos, Reino Unido, Chile 
y Argentina, se llega a la conclusión que en la mayoría de países existe una 
regulación estricta y formal del ciberacoso el cual en Colombia se está blindando 
en principio con el Instituto Colombiano del Bienestar Familiar ICBF y con 
programas como Redepaz. 
 
Jurídicamente, se puede concluir que la legislación Colombiana tiene varios 
mecanismos de protección y prevención del ciberacoso en cuanto trata de niños, 
niñas y adolescentes contemplado bien sea en el bloque de constitucionalidad o 
en las conductas típicas descritas en el código penal, en otras palabras, el 
ciberacoso es controlado por el ordenamiento jurídico y es punible a través de 
diferentes conductas típicas, sin embargo, se busca atacar directamente el 
ciberacoso tipificándolo en el código penal y con ellos previendo la integridad de 
las victimas menores. 
 
Finalmente, se debe resaltar que el responsable de velar por los intereses de los 
menores no solamente es el Estado, sino también la familia y la sociedad que en 
este orden de ideas, es también responsabilidad del entorno social como los 
profesores de centros educativos y los padres de familia de supervisar, vigilar y 
controlar el uso adecuado de los niños, niñas y adolescentes de los sistemas 
informáticos, en otras palabras, los padres, familiares, docentes, coordinadores y 
directores de establecimientos educativos están en la obligación de orientar a los 
menores para el uso de redes sociales como Facebook, twiter, instagram, entre 
otros. 
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