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ABSTRAK 
Setiap perusahaan dan instansi memiliki tujuan strategis yang telah direncanakan, 
dibuat, diterapkan dan-dikelola dengan baik. Untuk mencapai tujuan strategis 
perlu adanya penerapan tatankelolanyang baik. Sistem teknologi0informasinyang 
tertata kelola dengan baik merupakan,salah satu,sumber dayalyanglsangatlpenting, 
karena dengan dikelolanya teknologi informasi dengan baik-memberi dampak 
terhadap-pengukuran tingkat kesalarasan teknologi informasi dan tujuan bisnis 
sebuah organisasi. Agar;usaha;pemanfaatan teknologi informasi berjalan;seperti 
yang;diharapkan;tentunya;diperlukan;tata;kelola teknologi informasi yang baik. 
Salah satu framework atau kerangkamkerja;yang digunakan untuklmengukur 
tingkat keselarasannya tersebut adalah COBIT 4.1. saat ini belum adanya sistem 
memadai untuk mengaudit atau mengukur pengelolaan TI yang menggunakan 
framework COBIT 4.1 secara keseluruhan. Maka dari itu di bangunnsistemnaudit 
tatankelolanteknologi informasi yang,menggunakan,framework,COBIT 4.1 secara 
keseluruhanhyangmmenggunakanm34mtujuan pengendalian tingkat tinggi. 
Berdasarkan pengujuan black box yang dilakukan pada sistem yang dibangun 
telah berhasil berjalan sesuai dengan yang diharapkan, sedangkan hasil pengujian 
user acceptence test di peroleh hasil “sangat setuju” dengan skor 90,5%. 
Kata kunci: Audit, Black Box, COBIT 4.1,iTata Kelola,lTeknologi Informasi 
  
viii 
 
DESIGN AND DEVELOPMENT OF INFORMATION 
TECHNOLOGYlGOVERNANCE AUDIT SYSTEM  
USINGlCOBITl4.1 FRAMEWORK  
 
AUZI MADANI 
11551101927 
 
 
Sessions on Date    : 03 April 2020 
Graduation Period  : ..... ............. 2020 
 
 
 
Informatics Engineering 
“Faculty ofiScience andiTechnology” 
“Sultan Syarif KasimiState IslamiciUniversity of Riau” 
ABSTRACT 
Every company and agency has strategic objectives that have been planned, 
created, implemented and managed properly. To achieve strategic objectives, it is 
necessary to apply good governance. A well-organized information technology 
system is one of the most important resources, because information technology is 
well managed to have an impact on measuring the alignment of information 
technology and the business objectives of an organization. "So that business use 
of information technology runs as expected  surely good information technology 
governance is needed. One of the frameworks or frameworks used to measure the 
level of harmony is COBIT 4.1. there is currently no adequate system to audit or 
measure IT management using the overall COBIT 4.1 framework. Therefore, an 
information technology governance audit system was built that uses the overall 
COBIT 4.1 framework that uses 34 high-level control objectives. Based on the 
purpose of the black box conducted on the system that was built has succeeded in 
running as expected, while the results of the user acceptence test were obtained 
"strongly agree" with a score of 90.5% 
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BAB I  
PENDAHULUAN  
1.1 Latar Belakang Masalah 
Setiapmperusahaan dan instansi memiliki tujuan strategis yang telah 
direncanakan, dibuat, diterapkan dan dikelola dengan baik. Untuk mencapai 
tujuan strategis perlu adanya penerapan tata kelola yang baik. Sistem teknologi 
informasi yang tertata kelola dengan baik merupakan salah satu sumber daya yang 
sangat penting, karena dengan dikelolanya teknologi informasi dengan baik 
memberi dampak terhadap pengukuran tingkat kesalarasan teknologi informasi 
dan tujuan bisnis sebuah organisasi.”Agarnusahalpemanfaatan teknologi informasi 
berjalan”seperti”yangkdiharapkan tentunyandiperlukanstataskelola teknologi 
informasi yangjbaik. 
“Teknologiminformasi menjadi isu penting dalam strategi”pengembangan 
dan”peningkatan kinerja organisasi.”Perubahanfyangfcepatfmenuntutfkeputusan 
teknologi informasi yang tepatewaktu.”Evolusiulingkungan teknologi informasi 
saatninipmerupakankproses adaptasijalami menyesuaikanndengannlingkungan 
bisnis yang ada disebuah organisasi atau-perusahaan.  
Keberhasilan” tata kelola teknologi informasimsangat”ditentukan”oleh 
keselarasannpenerapan teknologi informasi danhtujuannorganisasi”atau tujuan 
strategis, maka dari itu untuk mengetahui tingkat keberhasilan tata kelola 
teknologi informasi perlu diadakan nya audit atau penilaian terhadap suatu 
pengelolaan. Dalam melakukan audit tataKkelola teknologi informasi, saat ini 
auditor melakukan audit masih dengan cara konvensional, belum adanya sistem 
terkomputerisasi yang memenuhi standart layanan audit tata kelola teknologi 
informasi berdasarkan framework atau model best practices yang ada  
 “Ada berbagai model best practices tata kelola teknologi informasi di 
dunia telah banyak diperkenalkan, seperti: COBIT, COSO, ITIL, IT 
Security,cNationalmInstitute ofmStandards and Technology (NIST), British 
StandardSInstitution (BSI)lBaselines, ISO/IEC 27002,cISO/IEC 385000, dan lain-
lain.”Masing-masingjmemilikikkelebihanmdan kekurangan,lbeberapa modelmtata 
kelola”TI tersebut dari sudut pandang strategis dan lainnyaadikembangkan dari 
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prosesataktis seperti halnya manajemen proyek”(Herri Setiawan & Khabib 
Mustofa, 2013). 
“Penelitian ini menggunakan Framework”COBIT,kmerupakanmstandar 
yang diakuindanmditerima secara internasional,mdirekomendasikan untuk 
penerapan tata kelola TI yanggbaik serta merupakankdari frameworkmCOBIT-
ISACA-(Information SystemnAuditnand ControlnAssociation) yang menyediakan 
penjabaranntatalkelola TI-untuknmenggambarkan peran”utama dari”informasi 
dan teknologikdalamkmenciptakan nilai”perusahaan.”COBIT (ControllObjectives 
ForrInformationnAnddRelated Technology) merupakanmsebuahmstandarmtata-
kelola-TI(IT Governance)myang  bersifatmgenerik sehinggampengembangannya-
dapatmberbeda-bedabuntuk setiap”organisasi. Kerangka kerja”COBITmlebih 
bersifatzpraktis,hlebih kuat”dalam checklist audit dan cocokkuntuk”monitoring 
prosesnTI untuk”membantu tercapainyaapelaksanaan tata kelola TI yang baik.” 
“COBIT memiliki strukur“yang lebihmbaikMdalam halcmengalamatkan 
masalah-masalahlyang berkaitanldengan IT”Auditing, dalam hal IT Auditing pada 
COBIT mencakup area yang lebih luas dan lebih cocok digunakan untuk menilai 
dan mengevaluasi sebuah IT Governance.”Fitur-fitur yanggdimiliki COBITldalam 
penanganannterhadap masalah yangnberkaitan denganjmanajemen adalahhCOBIT 
mampuhmereferensikan Critical SuccessnFactor yang dibarengindengan indikator 
kinerja danmmodel kapabilitasbsebuah ITtGovernance”(Iskandar & Arief, 2017). 
Sistem audit tata kelola teknologi informasi yang menggunakan standart 
COBIT 4.1 sebelumnya sudah di kembangkan oleh Rizki Eka Saputra 
Ramadiansyah pada tahun 2011 (Saputra, 2011), tetapi sistem audit tersebut hanya 
berfokuskan pada 2 domain pertama yaitu”domain PlannandoOrganize”(PO) 
dan”AcquireeandDImplement”(AI) dan Andhito Habroso yang melakukan 
pengembangan sistem audit hanya pada“domainDDeliveryyanddSupport”(DS) 
dan”MonitormandeEvaluate”(ME)  
Pada dasarnya kerangka kerja COBIT 4.1 membagi proses teknologi 
informasi menjadi 4 bagian diantaranya”PlanpandoOrganize (PO), Acquireaand 
Implementi(AI), Deliverdand Support (DS), dan Monitorland Evaluate (ME) dan 
membagilke dalami34 tujuan pengendalianttingkat”tinggi. Terkait belum adanya 
sistem audititatankelola teknologikinformasi yang terkomputerisasi yang sesuai 
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standart audit COBIT 4.1 secara keseluruhan. Maka penulis ingin mengangkat 
sebuah judul penelitian tugas akhir  yaitu : Rancang bangun sistem”audit tata 
kelola teknologi informasi menggunakannframwork COBIT 4.1.”    
Sistem audit yang dibangun padakpenelitian kali ini adalah sebuah sistem 
audit yang bisa digunakan dalam mengaudit tatakkelolakteknologininformasi pada 
setiap perusahaan yang adansesuai dengan ketentuan audit tata kelola teknologi 
informasi COBIT 4.1, ketentuan COBIT 4.1 merupakan penggunaan empat 
domain yang ada di COBIT 4.1, selain itu sistem audit dibangun ini diharapkan 
dapat menggambarkan perkembangan tingkat maturity level yang diperoleh dalam 
mengaudit sebuah tata kelola teknologi informasi di sebuah perusahaan  yang 
dilakukan secara berkelanjutan melalui histori pengauditan.  
Untuk mendukung penelitian ini penulis melakukan pemaparan beberapa 
hasil penelitian terkait tantang audit tata kelola yang menggunakan COBIT 4.1 
seperti: “Metode audit tata kelola teknologi informasi di instansi pemerintah 
indonesia” (Herri Setiawan & Khabib Mustofa, 2013), ”Audit tata kelola 
teknologi informasi untuk mengontrol manajemen kualitas menggunakan COBIT 
4.1 (Studi Kasus : PT Nikkatsu Electric Works)” (Fauzan & Latifah, 2015),  
“Audit tata kelola teknologi informasi pada perguruan tinggi swasta di surakarta 
(Studi Kasus: Politeknik Indonusa Surakarta)”(Iskandar & Arief, 2017),. 
Dari pemaparan beberapa penelitan diatas dapat disimpulkan bahwa 
framework COBIT inindapatndigunakan untuk mengaudit”tata kelola teknologi 
informasi”dalam sebuah organisasi karena”merupakan standar yang”diakui dan 
diterima secara internasional,”direkomendasikan untuk”penerapan tata kelola TI. 
1.2 Rumusan Masalah 
Merujuk pada”latar belakang yang telahpdipaparkan di atas, makapdidapat 
rumusanpmasalah”Bagaimana merancang bangunpsistem audit tatapkelola 
teknologipinformasi mengguunakan frameworkpCOBIT 4.1? 
1.3 Batasan Masalah 
Berikut yang menjadi batasanlmasalah yang akan dibahasldalamipenelitian 
inikadalah: 
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1. Sistem yang dibangun pada penelitian ini akan menghasilkan keluaran 
berupa angka”maturity level atau tingkat kematangan tata kelola 
Teknologi Informasi.” 
2. Sistem ini tidak memberikan  rekomendasi terhadap maturity level yang 
diperoleh. 
1.4 TujuannPenelitian 
Adapunptujuan dilakukan penelitian inimadalahmsebagaimberikut: 
“Merancang bangun sebuah sistem audit yang digunakan oleh auditor dalam 
mengaudit tata kelola teknologi informasi yang diharapkan dapat mengaudit tata 
kelola teknologi informasi setiap perusaahan berdasarkan kerangka kerja audit 
COBIT 4.1”. 
1.5 Sistematika Penulisan 
Sistematika Penulisan pada laporan ini dibuat berdasarkan urutan sebagai 
berikut:  
BAB I nPENDAHULUAN  
Bab ini berisi penjelasan tentang latar belakang, rumusan masalah, 
batasan masalah, tujuan penelitian, serta sistematika penulisan dari 
keseluruhan bab.  
BAB IIkLANDASAN TEORI   
Bab ini berisi penjelasan teori yang digunakan untuk implementasikan 
framework COBIT 4.1 dan audit tata kelola teknologi informasi sebagai 
landasan dalam penulisan tugas akhir ini.  
BAB III METODOLOGIHPENELITIAN  
Dalam bab ini dijelaskan tahap-tahap yang dilakukan dalam penyelesaian 
tugas akhir mulai dari studi literature, merumuskan masalah penelitian, 
pengumpulan data, analisis dan perancangan, implementasi, pengujian, 
kesimpulan dan saran yang berisi rekomendasi dan tahapan tahapan yang 
dilakukan pada penelitian ini.  
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BAB IV ANALISISpDANkPERANCANGAN  
Dalam bab ini menjelaskan tentang analisis yang dilakukan terhadap 
perancangan sistem informasi audit tata kelola teknologi informasi yang 
menggunakan kerangaka kerja COBIT 4.1 
BAB V IMPLEMENTASINDANPPENGUJIAN 
Dalam bab ini menjelaskan tentang implementasian audit tata kelola 
teknologi informasi yang menggunakan kerangaka kerja COBIT 4.1 ke 
dalam aplikasi yang telah dirancang serta melakukan pengujian terhadap 
aplikasi tersebut. 
BAB VI PENUTUP 
Dalam bab ini dijelaskan tentang kesimpulan dari pengelolaan masalahan 
yang telah dilakukan dan saran untuk pengembangan prosedur yang telah 
dirancang. 
  
  
 
BAB II  
LANDASAN TEORI 
2.1 Pengertian Sistem 
Dalam jurnal yang ditulis oleh Eko Budi Setiawan (Eko Budi Setiawan, 
2013) menyebutkan bahwa”menurut Abdul Kadir (2003), Sistem adalah 
sekumpulan elemen yang saling terkait atau terpadu yang dimaksudkan untuk 
mencapai suatu tujuan. Jikandalam sebuah sistemkterdapatoelemen yangktidak 
memberikan manfaatmdalam mencapai tujuan yang sama, makaeelemen tersebut 
dapatpdipastikan”bukan dari bagian sistem.  
2.2 Tata Kelola Teknologi Informasi (IT Governance) 
Menurut (National Computing Centre, 2005),”Tata Kelola TI merupakan 
konsep yang relatif baru”sebagai disiplin yang ditentukan dan masih terus 
berkembang. Tata Kelola TI”bukanhhanyammasalah”TI”atau hanyanmenariklbagi 
fungsi”TI. Dalam arti luas itu adalah”bagianldari keseluruhan tatajkelola”entitas, 
tetapimdengan fokus khusus pada peningkatanmmanajemen dan”pengendalian 
Teknologi Informasi”untuk manfaat dari para pemangkunkepentinganmutama. 
Akhirnya adalah”tanggung jawab Dewan Direksi untuk memastikan bahwa”TI 
bersama dengan yang lain kegiatan kritis diatur secara”memadai.pMeskipun 
prinsipnyaotidak baru,kimplementasi”yang”sebenarnyaomembutuhkannpemikiran 
barukkarena sifat khusus”TI. 
Tata Kelola TI mencakup”budaya,jorganisasi,kkebijakan, danlpraktik yang 
menyediakan manajemen dan kontrol”TI di seluruh lima bidang utama: 
1. Alignment---Memberikan arah strategis TI dan penyelarasan TI dan bisnis 
sehubungan dengan layanan dan proyek. 
2. Pengiriman Nilai - Konfirmasikan bahwa organisasi TI / Bisnis dirancang 
untuk mendorong nilai bisnis maksimum dari TI. Mengawasi pengiriman 
nilai oleh TI ke bisnis. 
3. Manajemen Risiko - Memastikan bahwa ada proses untuk memastikan 
risikontelahndikelolansecaranmemadai. Termasuk penilaianaaspeknrisiko 
TI investasi. 
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4. Manajemen Sumber Daya - Memberikannarahan tingkat tinggi untuk 
sumber dan penggunaan TI sumber daya. Mengawasi pendanaan TI secara 
agregat di tingkat perusahaan. Pastikan ada kemampuan danninfrastruktur 
TI”yangmmemadailuntuk mendukungomasapdepan”saat inimdan yang 
diharapkan”persyaratan bisnis. 
5. Pengukuran Kinerja - Verifikasi kepatuhan strategis, yaitu pencapaian 
tujuan TI strategis. Tinjau pengukuran kinerja TI dan kontribusi TI untuk 
bisnis (yaitu pengiriman nilai bisnis yang dijanjikan). 
Tata Kelola TI bukanlah latihan satu kali atau sesuatu yang dicapai oleh 
mandat atau pengaturan aturan. Itu membutuhkan komitmen dari puncak 
organisasi untuk menanamkan cara yang lebih baik dalam menangani 
manajemen dan kontrol TI. Tata Kelola TI adalah sebuah kegiatan yang 
sedang berlangsung yang membutuhkan mentalitas perbaikan yang terus 
menerus dan responsif terhadap lingkungan TI yang berubah dengan 
cepat.”TataaKelolaaTI”dapat diintegrasikan dalam pendekatan”tatapkelola 
Perusahaan yang lebih”luas, dan mendukung peningkatan hukum dan 
persyaratan peraturan Tata Kelola Perusahaan.” 
2.3 Audit 
Menurut Fauzan & Latifah ( 2015),”Auditaadalah suatu prosespyang 
sistematis untukomemperoleh dan menilai bukti-bukti secarakobjektif,oyang 
berkaitanudengan tindakan-tindakanMdan kejadian-kejadian ekonomimuntuk 
menentukan tingkat kesesuaian dengan kriteria yang telah 
diterapkanodan”mengkomunikasikan hasilnya kepada pihak-pihak yang 
berkepentingan.”Definisiudiatas”mengandung arti yang luas dan berlaku untuk 
segala macam jenis auditing atau pengauditan yang memiliki tujuannberbeda-
beda.aAdapun kalimat-kaliat kunci dalam definisi audit sebagai berikut”: 
1. Proses yangmsistematis yaitu mengandungmmakna sebagaimrangkaian 
langkahnatau prosedur yang logis,kterencana, dan terorganisasi” 
2. Memperolehldandmenilai buktilsecara objektif yaitukmengandungmarti 
bahwa auditor memeriksandasar-dasar yangpdia pakai untuk membuat 
aserasi atau pernyataan oleh manajemen dan melakukankpenilaian tanpa 
sikaplmemihak” 
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3. Tindakan-tindakanpdan kejadian-kejadianmekonomi yaitu pernyataan 
tentangmkejadian ekonomi yang merupakankinformasi hasilmproses 
akuntansilyang dibuat oleh individu atau suatu organisasi.” 
Halkpenting yang perlukdicatat adalah bahwapasersi-asersi tersebut. 
2.4 Audit”Tata Kelola Teknologi Informasi”(IT Governance) 
Menurut Florin-Mihai Iliescu (2010), audit”tata kelola teknologi informasi 
(IT Governance)”membutuhkanmpengetahuankyangklebih dibandingkan”audit 
Sistem Informasi biasa karena auditor TI harus mengevaluasi”sejauh”mana TI 
mendukung strategi bisnis. Audit sistem informasi umumnya digunakan untuk 
menjelaskan perbedaan jenis aktivitas yang terkait dengan komputer. Seperti 
untuk menjelaskan pengkajian ulang prosessdaneevaluasi pengendalian internal 
dalam sebuah sistem pemrosesan data elektronik. Sementara audit”tatagkelola 
teknologi informasi (ITOGovernance)”mencakup lingkup yang lebih luas, 
bertujuan untuk memeriksa apakah tata kelola”sumber”daya TI (termasuk di 
dalamnya manajemen organisasi”dannpimpinan)mdapat”mendukung dan sejalan 
dengan strategi bisnis.” 
“Auditor TI bertanggung jawab atas penilaian efisiensi tata kelola TI 
dengan tingkatan prosedur dalam pelaksanaannya. Auditor TI (dari dalam 
organisasi atau independen) dapat melakukan sejumlah peran kunci”: 
1. Memulaikprogram tatakkelola TI:”menjelaskan”tatakkelola TI dan 
nilainyanpada”manajemen. 
2. Menilai kondisi saat ini: memberikan masukan dan membantu 
memberikan penilaian kondisi yang sebenarnya.” 
3. Merencanakanssolusi tatafkelola”teknologi informasi. 
4. Memantau inisiatif tata kelola”teknologi informasi. 
Membantupmembuat bisnis tata kelolakTI, seperti : memberikanLinput 
objektifkdan konstruktif, mendorong penilaian diri, danPmemberikan 
keyakinanSkepada manajemenSbahwa tata kelola bekerja secaranefektif. 
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2.5 Fremework  
Menurut Radovanovic (2017), saat ini terdapat beberapalframeworkyyang 
digunakan”untuk tata kelola teknologi informasi yang”banyak digunakan seperti 
COBIT, ISO 27000 dan”ITIL. Framework yang tepat”untuk menyelesaikan suatu 
permasalahan”merupakan kunci sukses”dalamumeningkatkan kinerjaklayanan 
teknologiginformasi”dalam suatu organisasi.  
Menurut  Wicaksono & Dkk (2012)ada 6 kriteria yang dapat digunakan 
dalam menentukan memilih framework yang tepat sebagai berikut:  
1. Framework harus dapat memetakan manajemen layanan.  
2. Framework harus merupakan best practice yang telah diakui secara  
luas.” 
3. Framework harus mengaturokonsep danpproses.”  
4. Berorientasippadaaaktifitas.” 
5. Memiliki proses dokumentasipkonfigurasimmulaimdarimbaseline         
hingga”pengkinian.  
6. Memilki proses menghubungkan entitas satu dengan yang lain.  
Berikut ini menjelaskan perbandingan dari beberapa framework yang 
banyak digunakan yang”dapat dilihat pada tabel 2.1 sebagai berikut”:  
Tabel 2.1 Perbandingan Framework 
 COBIT ITIL ISO 2007 
Best Practice       
Pemetaan Manajemen Layanan  Audit   Comply dengan 
standar security  
Mengaturnkonsepndannproses  Metriks (KPI)   Standarisasi 
Berorientasippadaaaktifitas  -   - 
Proses dokumentasi konfigurasi     - 
Proses menghubungkan entitas      - 
 
 
 
2.6 Control Objectives for Information and Related Technology 
(COBIT) 
“COBIT dikembangkan oleh IT Governance Institute (ITGI), yang 
merupakan bagian dari”ISACA.”COBITt(ControloObjectivesffor Informationland 
Related Technology) adalahKsebuah frameworkmdan alat pendukung yang 
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membantupmanajer menjembatani gap antaraktujuan untuk keperluan 
pengendalian, permasalahanmteknik (technical issue) dan risikoMbisnis serta 
mengkomunikasikanMlevel pengendalianKkepada”stakeholders.‟ 
COBIT membantupmenyokong pengembanganJkebijakan yang jelasodan 
langkah-langkah praktisMterbaik yang dapat diambil untukMpengendalian 
teknologiLinformasi di’seluruhnperusahaan. Pengelolaanlassurance, pengendalian 
dan securitynprofessionals. COBIT’4.1 menyediakan’langkah-langkahMpraktis 
terbaik yang dapat diambil dan lebih difokuskanMpada pengendalian 
(control),’yang selanjutnyaMdijelaskan dalam domain danMframework proses 
(ISACA, 2007).’ 
COBIT”(Control Objective for Information related Technology) 
mengintegrasikannpraktik-praktikmyang baik dalam mengelola Teknologi 
Informasim(TI)ddan menyediakan kerangka kerja untuk tata kelolaaTIyyang 
dapat membantu pemahaman dan pengelolaan risiko serta memperoleh 
keuntungan terkait dengan TI.”Keuntungan yang diperoleh dari penerapan 
COBIT. 
1. Penyelarasanoyang lebih baik, berdasarkanopada fokuslbisnis.” 
2. DapatKdipahami oleh manajemenMtentang hal yangxdilakukan TI.” 
3. Tanggung jawabKdan kepemilikan yang jelasKdidasarkanMorientasi    
proses.” 
4. Dapatmditerima secara umummdiantara pihak lketiga dan pembuat”aturan. 
5. Berbaginpemahaman diantara pihaklyang berkepentingan, didasarkanipada 
sebuah bahasa yang“sama. 
6. Pemenuhan kebutuhan sebagai pelengkap COSO (Committee of 
Sponsoring Organisations of the Treadway Commision) untuk lingkungan 
kendali TI.” 
Prinsip dasar frameworkkCOBIT 4.1”merupakan penyedia informasinyang 
diperlukan dalam mewujudkan”tujuan perusahaan atau organisasi. COBIT sudah 
mengalami evolusi yang cukup panjang untuk semakin baik menjadi kerangka 
yang biasa digunakan dalam penerapkan Governance of Enterprise (Van 
Grembergen, 2009). 
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Gambar 2.1 Sejarah Kerangka Kerja Bisnis (ISACA) 
Pada COBIT 4.1 framework dan proses TI ada dalam 1 dokumen dan pada 
COBIT 5 dipisah menjadi beberapa document sehingga document yang 
menjelaskan framework terpisah dari dokumen yang menjelaskan proses-proses 
TI. Selain itu terlihat perbedaan antara COBIT 5 dan IT governance dengan IT 
management menjadi jelas, hal ini berbeda dengan COBIT 4.1 yang tidak terlalu 
jelas membedakan antara keduanya. COBIT 5 saat ini masih dalam masa 
pengembangan oleh ITGI, sedangkan COBIT 4.1 yang telah diliris dari tahun 
2005 telah banyak digunakan dan sebagai acuan yang nyata bagi perusahaan yang 
menerapkan framework COBIT 4.1. 
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2.6.1 Focus Area Tata Kelola Teknologi informasi 
 
Gambar 2.2 Focus area IT Governance COBIT 4.1   
Focus area tata kelola teknologihinformasi dibagai menjadi 5 bagiannyaitu 
Strategic alignment, Value delivery,nResourceemanagement, Riskkmanagement, 
andpPerformance measurement.”Digambarkan seperti gambar 2.2 dibawah ini: 
1. Strategic Alignment, berfokus padaobagaimana mencapaiovisi dan misi 
dari suatu organisasijyang selaras dengan tujuan bisnisoorganisasi tersebut. 
2. Value Delivery, berfokusopada bagaimana mengoptimalkanonilai tambah 
dari teknologioinformasi dalam mencapai visi dan misi suatuoorganisasi. 
3. Resources Management,mberfokus pada bagaimana sumberodaya dan 
infrastruktur dapatMmencukupi dalam penggunaannya yangMoptimal, 
berkaitan pada investasinyang optimal darinpenggunaan TI yang ada. 
4. Risk Management,mberfokus pada bagaimanaPmelakukan identifikasi 
kemungkinanpresiko-resiko yang ada, serta bagaimanaomengatasi dampak 
dari resiko-resikoptersebut. 
5. Performance Measurement, berfokusppada bagaimanapmengukur serta 
mengawasiMkinerja dari teknologi informasi danMmenyesuaikan 
penggunaanMdari TI sesuai dengan kebutuhanMbisnis organisasi 
2.6.2 Kerangka kerja COBIT 
COBIT menyediakan kerangkankerja yang komprehensifnyang membantu 
perusahaan untuk mencapaintujuan mereka dan memberikannnilai melalui 
pemerintahan yang efektif dannmanajemennperusahaan TI. COBITndibentuk agar 
dapatnberjalannberdampingan dengan standar dan best practices yang lainnya. 
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Menurut ITGI, Cobit memiliki 4 karakter utama yaitu : Berfokus padapbisnis, 
berorientasi padapproses, berdasar kontrolpdan dikendalikanppengukuran 
2.6.2.1 Berfokus Pada Bisnis 
Orientasiobisnis adalahMtemaMutama COBIT, COBIT dirancangNtidak 
hanya digunakan olehnlayanan provider TI, penggunaddan auditorptetapi yang 
lebih penting untuk memberikan panduan komprehensi untuk manajemenddan 
pemilik bisnis proses. COBIT didasarkanppada prinsip yang tergambar pada 
gambar 2.3 berikut ini.  
 
Gambar 2.3 Basic Cobit Principle 
Untuk memenuhiktujuan bisnis, dibutuhkan informasi untuk memenuhi 
kriteriapkontrol tertentu yang COBITnsebut sebagai kebutuhannbisnis untuk 
informasi. Karakteristik informasi yang berkualitas menurut COBIT adalah sebagai 
berikut : 
1. Effectiveness, dimanaeinformasi yangedihasilkan harus relevan danedapat 
memenuhi kebutuhanedari setiap proses bisnis terkaitedan tersedia secara 
tepat waktu, akurat, konsistenedan dapat dengan mudahediakses. 
2. Efficiency, dimana informasiedapat diperoleh danedisediakan melalui cara 
yang ekonomis, terutamaeterkait dengan konsumsi sumberedaya yang 
dialokasikan. 
3. Confidentialty, dimanaeinformasi rahasia dan bersifatesensitif harus dapat 
dilindungi atau dijaminekeamanannya, terutama dariepihak-pihak yang 
tidak berhakemengetahuinya. 
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4. Avaibility, dimanaeinformasi harus tersedia jika dibutuhkanedengan 
kinerja waktu danekapabilitas yangediharapkan. 
5. Complience, dimanaminformasi yangmdimiliki harus dapat 
dipertanggungjawabkan kebenarannya dan mengacuepada hukumemaupun 
regulasieyang berlaku, termasuk di dalamnyaemengikuti standar nasional 
ataueinternasional yang ada. 
6. Reliability, dimana informasieyang dihasilkan harus berasal dariesumber 
yang dapatMdipercaya sehingga tidak menyesatkanMpara pengambil 
keputusan yangnmenggunakan informasimtersebut. 
2.6.2.2 Berorientasi pada Proses 
COBIT mendefinisikaneaktivitasnTI kedalam sebuah model proses dengan 
empatndomain yaitu : 
1. PlanPand Organise (perencanaan dan organisasi) 
2. AcquireAand Implement (akuisisi dan implementasi) 
3. DeliverDand Support (pengiriman dan dukungan) 
4. MonitorMand Evaluate (pemantauan dan evaluasi).  
Kerangka COBIT menyediakanemodel proses referensi danebahasa umum 
untuk semuajorang dalam suatu perusahaan untuk melihat danlmengelola kegiatan 
TI. Penggabunganjmodel operasional dan bahasa umum untuklsemua bagian dari 
bisnis yangkterlibat dalam TI adalah salah satu langkah awalkdan yang paling 
pentinglmenuju tata kelola yang baik. 
Adapun tahap-tahap yang mendukung dalam proses perencanaan tata 
kelola mengatur TI secara efektif diperlukan pengaturan tentang aktifitas-
aktiftasdan resiko-resiko TI yang diatur kedalam frameworknCOBIT. Pada 
gambar 2.4  merupakan frameworknCOBIT yang digunakan. 
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Gambar 2.4 Cobit Framework 
1. Plan and Organise (Tahap Perencanaan dan Organisasi) 
Pada tahap perencanaanMdanmmorganisasi yang mencakupmmasalah 
mengidentifikasikanmcara terbaik TI untuk memberikanmkontribusi yang 
maksimalmterhadap pencapaianmtujuan bisnis organisasi. Domain PO 
terdirimdari 10 controlmobjectives, meliputi : 
A. PO1 :nDefine anstrategic IT plan (mendefinisikanlrencana TI strategis) 
Rencana ininbersifat jangka pendek dannjangka panjang. Dalam 
mendefinisikanMrencana tersebut perluMmenganalisa dengan 
berpedomanMpada kekuatan, kelemahan,Mpeluang, dan ancaman. 
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B. PO2 : Define theKinformation architectureK(mendefinisikanlarsitektur 
teknologi informasi) 
Definisikan struktur jaringan dan cara pendistribusiannya. Masing-
masing sistem dan distribusi yang digunakan mempunyai keunggulan 
dan kelemahan tersendiri, baik berkenaan dengan pemeliharaan dan 
pengiriman data, resiko serta biaya yang dikeluarkan. 
C. PO3 : Determineetechnological direction (menentukanlarah teknologi) 
Rencana tersebut diperbaharui secara teratur dan mencakup aspek-
aspek seperti arsitektur sistem, arah teknologi, rencana akuisisi, 
standar, strategi migrasi dan kontingensi. Hal ini memungkinkan 
respon yang tepat waktu terhadap perubahan dalam lingkungan yang 
kompetitif, skala ekonomi untuk sistem informasi kepegawaian dan 
investasi, serta sebagai peningkatan interoperabilitas platform dan 
aplikasi. 
D. PO4 : Define the ITMprocesses, organization andMrelationships 
(mendefinisikan organisasi TI dan hubungannya) 
Organisasi TI umumnya dibagi atas input, pemrosesan, dan output 
berhubungan dengan aktifitas yang ada di organisasi, baik dalam 
tingkat organisasi, fungsi, kelompok, dan individu. 
E. PO5 : Manageethe ITtinvestment (mengelolaainvestasi TI) 
Pengelolaan investasi untuk keberlangsungan bisnis, memperbaiki 
efisiensi dan efektifitas, keunggulan kompetitif, dan meningkatkan 
infrastruktur. 
F. PO6 : CommunicateMmanagementmaimsmandkdirection 
(mengkomunikasikan tujuan dan arah manajemen ) 
Tujuan dan arah komunikasi manajemen cepat, tepat dan memiliki 
komunikasi baik yang bersifat upward, donward, horisontal maupun 
vertikal. 
G. PO7 : Manage IT human resources (mengelolaMSDM) 
SDM mencakupMsifat, sikap, dan perilakuMmanusia yang ada di 
organisasi. DenganMadanya penggunaanlTI akan merubah sifat, sikap, 
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dan perilaku SDMyyang ada di organisasi, selainaadanya penentangan 
terhadapapenggunaan TI di dalamaorganisasi. 
H. PO8 : Manage quality human resource (mengelolaakualitas) 
Kualitas yangndihasilkan harus sesuai dengannkebutuhan pihak 
internal danmeksternal perusahaan. Dalamnmengelola kualitas yang 
perlu diperhatikanmselain kevaliditasan dan keabsahanninformasi juga 
kecepatan dannketepatan informasi tersebut. 
I. PO9 : Asses and managelIIT risks(MenilaiMdan Mengelola Risiko TI) 
Mengkaji resiko yang berkaitan denganMTI meliputiMsistem, 
pengembanganNsistem dan keamananMsistem juga resiko yang 
berkaitan denganMresiko pengamanan tempat dariMkerusakan yang 
disebabkanMoleh manusia yang disengaja atau tidakMdisengaja 
maupun olehMfaktor alam. 
J. PO10 : Manage projects(mengelolaNproyek) 
Dalam mengelola proyekHharus disesuaikan apakahHperencanaan dan 
organisasiMyang dijadwalkan sesuai denganMpelaksanaanHyang 
dikerjakan. 
2. AcquireeanddImplement (Tahap AkuisisiddandImplementasi) 
Domainsini fokus pada prosesspemilihan, pengadaan dannpenerapan TI 
yangsdigunakan. Pelaksanaan strategisyang telah ditetapkan,sharus disertai 
solusi-solusi TI yang sesuai solusi TI tersebut diadakan, 
diimplementasikanmdan diintegrasikannkedalam proseskbisnis organisasi. 
Dimanahdomain AI terdiriudari 7 controluobjectives, meliputi : 
A. AI1 Identifykautomatedksolutions (identifikasi solusi otomatis) 
Identifikasihini akan memudahkanmmenemukan penyebabgmengapa 
penggunaanMTI mengalami gangguanMatau tidak berjalanMdengan 
semestinya. 
B. AI2 AcquireNand maintainNaplication software (memperoleh dan 
memeliharaNsoftware aplikasi) 
Memperoleh software aplikasi dapatMmelalui pembuatanMsendiri, 
membeliKdi pasaran atau memesandsoftware tersebut kedpihak di luar 
perusahaan. Sedangkanddalam pemeliharaandsoftware tersebut,sselain 
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dengangmelakukan cadangan dangpenggandaan padajsoftware tersebut 
dapatkjuga dilakukankpembaruan, baik dengankpengembangan sendiri 
ataukmelalui pihak pembuatksoftware tersebut. 
C. AI3 Acquirekand maintainktechnology infratructure (memperoleh dan 
memeliharakinfrastrukturkteknologi) 
DalamKmencari infrastruktur teknologiLperlu diperhatikanNharga, 
keandalan,Nkesesuaian, dan keawetanNserta mudah dalam memelihara 
infrastrukturNtersebut. 
D. AI4 EnableWoperation and use (MemungkinkanQoperasi dan 
penggunaan) 
Penyediaanopengetahuan tentangosistem baru memerlukanoproduksi 
dokumentasipdan manual bagi penggunapdan TI danpmenyediakan 
pelatihan untuk memastikanWpenggunaan yang tepat serta 
pengoperasianPaplikasi danLinfrastruktur. 
E. AI5 ProcurekITkresources (Mendapatkan sumberkdaya TI) 
Hal ini memerlukanmdefinisi dan penegakanmprosedur pengadaan, 
pemilihankvendor, pengaturankkontrak, dan akuisisikitu sendiri untuk 
memastikankbahwa organisasi memilikiksemua sumber daya yang 
diperlukanpsecara tepat waktu dankhemat biaya. 
F. AI6 Manage Changes (mengelola perubahan) 
Untuk melakukan pengelolaankperubahan baik pada solusi 
penangananMmasalah, pencarian danmpemelihara softwareMaplikasi 
dan infrastruktur prosedurMserta pengakreditasian sistem. 
G. AI7 Install and accredit sulotions and changes (menginstalMdan 
mengakreditasiMsistemMdan perubahannya) 
Dalam melakukanMpenginstalan terhadapMsistem yang baru harus 
dilihat danNdibaca petunjuk untuk melakukanKhal tersebut. Untuk 
pengakreditasianWsistem, biasanyaMdilakukan oleh pihak yang 
mengeluarkan sistem tersebut. 
3. Deliver andMSupport (Tahap Pengiriman danfDukungan) 
Domain prosesnpelayanan TI danTdukungan teknisnya yangKmeliputi hal 
keamanan sistem, kesinambungan layanan, pelatihan dan pendidikan untuk 
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pengguna, dan pengelolaan data yang sedang berjalan. Dimana domain DS 
terdiri dari 13 control objectives, meliputi :  
A. DS1 Define and manage service levels (menentukan dan mengelola 
tingkat layanan) 
Perlu diperhatikan siapa yang melakukan, ditujukan kepada siapa, dan 
bagaimana penentuan dan pengelolaan layanan serta berapa biaya yang 
dikeluarkan. 
B. DS2 Manage third-party services (mengelola layanan pihak ketiga) 
Pengelolaan layanan pihak ketiga diusahakan dapat memuaskan sesuai 
kebutuhannya sehingga pengelolaan layanan pihak ketiga tersebut 
dapat berlanjut secara terus menerus. 
C. DS3 Manage performance and capacity (mengelola performa dan 
kapasitas) 
Performa TI dan yang berkaitan dengan TI selalu diupayakan yang 
terbaik dan kapasitas yang berkenaan dengan penggunaan dan 
pengelolaan TI. 
D. DS4 Ensure Contuous System (menyakinkan keberlanjutan sistem) 
Sistem yang akan digunakan dalam mendukung peningkatan kinerja 
organisasi diupayakan keberlanjutannya. 
E. DS5 Ensure system security (memastikan keamanan sistem) 
Keamanan sistem yang baik adalah keamanan sistem yang terintegrasi. 
F. DS6 Identify and allocate costs (identifikasi dan alokasi biaya) 
Alokasi biaya harus diperhitungkan dengan cermat dan cerdas 
sehingga sesuai dengan alokasi yang timbul berkenaan dengan 
penggunaan TI dan yang berkaitan dengan TI. 
G. DS7 Educate and train users (mendidik dan melatih pengguna) 
Untuk mendidik dan melatih pengguna perlu diperhatikan jenjang 
pendidikan pengguna, maupun pengembangan sistem, program 
pendidikan dan pelatihan pengguna, serta komite pengarah. 
H. DS8 Manage service desk and incidents 
Service desk diperlukan untuk merespon secara tepat waktu dan efektif 
untuk melayani pertanyaan dan masalah pengguna TI yang dirancang 
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dan pelaksanaannyang lebihnbaik serta proses manajemenkinsiden 
termasukmmenyiapkan fungsi service desk denganmpendaftaran, 
analisa penyebab insidenkdan resolusi. 
I. DS9 Manage the konfiguration (mengelolankonfirugasi) 
Dalam mengelolahkonfirugasi harus disesuaikanmdengan kemampuan 
dan kebutuhanmpengguna internal dan kecepatankdalam menanggapi 
tuntutan pihakkeksternal. 
J. DS10 Manage problems (mengelolkmasalah) 
Setiap timbulhpermasalahan harus cepatjditangani dan dikelola agar 
tidak menyebabkankpenurunan kinerja organisasilsecara keseluruhan. 
K. DS11 Manage data (mengelola data) 
Mengelolaadata adalah dengansmelakukan penginputan padadsumber 
data, pengumpulan data,hpemeliharaan data, pengendalianndata dan 
menghasilkanndata kepada pengguna. 
L. DS12 Manage the phisycal enviroment (mengelola lingkungan fisik) 
Proses-pengelolaan lingkungan fisik meliputi pendefinisian 
persyaratannsitusnfisik, memilih fasilitasnyang tepat dannmerancang 
proses yangnefektif untuknmemantau faktor lingkunganndan 
mengelola akseshfisik. 
M. DS13 Manage operations (mengelola operasi) 
Operasikyang berkaitan dengan sistemkdan prosedur dikelolakdengan 
baik. Dengangadanya pengelolaangsistem dan prosedurgyang baik, 
informasicyang dihasilkan dari penggunaancTI akan handal dancvalid 
selainMmeminimalisir dan meniadakan resikoMberkaitan dengan 
pengelolaanMoperasiNtersebut. 
4. MonitormandeEvaluate (Tahap Pemantauanpdanuevaluasi) 
Domain ini menitikberatkan pada proses pengawasan pengelolaan TI pada 
organisasi seluruh kendali-kendali yang diterapkan setiap proses TI harus 
diawasi dan dinilai kelayakannya secara berkala. Domain ini fokus pada 
masalah kendali-kendali yang diterapkan dalam organisasi, pemeriksaan 
internal dan eksternal. Dimana domain ME terdiri dari 4 control 
objectives, meliputi : 
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A. ME1mMonitor andkevaluate IT PerformanceM(memonitor dan 
mengavaluasi kinerja TI) 
Pemonitoran iniRbertujuan agar teknologi yang dilakukanRberjalan 
dengan baik,rselain itu bila adarpermasalahan dapat teratasirdengan 
cepat dan tepat. 
B. ME2 MonitorWand evaluateEinternal controlK(mengawasi dan 
mengavaluasi kelayakan kontrol internal) 
Kelayakankinternal meliputi strukturkpengendalian internal yang 
terdiri atasKlingkungan pengendalian, penilaian resiko,kpengendalian 
aktifitas,Kinformasi dan komunikasi sertaKpemantauan. Kelayakan 
internal selaluKdilakukan evaluasiKsecara berkala. 
C. ME3 EnsureWcompliance withwexternal requirments ( Memastikan 
Kepatuhankdengan Kebutuhan External). 
ProsesMini meliputi identifikasi persyaratan kepatuhan, 
mengoptimalkan,Mmengevaluasi respon, memperolehljaminan bahwa 
persyaratan telahndipenuhi dan mengintegrasikannpelaporan 
kepatuhan TI. 
D. ME4 ProvidedIT governanced(MenyediakandTatadKelola). 
Pembuatan kerangka kerjaMtata kelola yang efektif termasuk 
menetapkan strukturMorganisasi, proses, kepemimpinan,Mperan dan 
tanggungnjawab untuk memastikan bahwa investasi TI yangjdilakukan 
selaras dan disampaikanksesuai dengan strategi dan tujuanlPerusahaan. 
“Melakukan kontrolnterhadap 34 control objectivesntersebut, organisasi 
dapat memperolehnkeyakinan akan kelayakan tata kelolandan kontrol yang 
diperlukan untuk lingkungan TI. Karena COBIT dirancang beriorientasi bisnis 
agar bisamdigunakan banyak pihak, tetapi lebih pentingmlagi adalah sebagai 
panduan yangmkomprehensif bagi manajemen danmpemilik bisnis proses. 
Kebutuhannbisnis akan tercermin dari adanya kebutuhan informasi. Dan informasi 
itu sendiri perlu memenuhilkriteria kontrol tertentu, untuk mencapai tujuan bisnis” 
2.6.2.3 Berdasarkan Control  
Kerangka kerja pengendalianKCOBIT, memberikan kaitanMyang jelas 
antara kebutuhanntata kelola teknologi informasi, proses TIndan pengendalian TI, 
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karenantujuan TI diorganisasikan menurutpproses TI. Setiappproses TI yang yang 
terdapat dalamnCOBIT mempunyai tujuannkendali tingkatntinggi danssejumlah 
tujuanMkendali detail secaraMkeseluruhan pengendalianMtersebut merupakan 
karakteristikMproses yangddikelola secara baik. Kontrol TI secara umumaadalah 
kontrol yang tertanammdalam prosesmdan layanan TI contohnya pengembangan 
sistem, perubahan manajemen dan operasi komputer, sedangkan kontrol aplikasi 
adalah kontrol yang terdapat dalam aplikasi proses bisnis seperti kelengkapan, 
akurasi, validitas, otorisasi dan pembagian tugas. COBIT menganggap desain dan 
implementasimpengendalian aplikasikotomatis menjadi tanggung jawablTI, yang 
tercakupmdalam domainmAcquire and Implement, berdasarkanmkebutuhan bisnis 
yang didefinisikanmdengan menggunakanmkriteria informasi COBIT. 
2.6.2.4 Pengukuran 
Saat ininmanajemen TI terkait Tujuannorganisasi dipahami sebagai bagian 
inti darimpengaturan organisasi. PengaturannTI yang merupakan bagian dari 
pengaturannorganisasi, menjadi lebih dirasakankperanannya dalam mencapai 
tujuan organisasi dengan menambah nilai melaluinpenyeimbangan risiko terhadap 
nilai kembalimatas TI dan prosesnya.”pengukuranMdari kinerjamsuatu sistem 
teknologi informasi adalah modelMkematangan (maturity level). Model 
kematangan untuknpengelolaan dan pengendaliannpada proses teknologi 
informasi didasarkanmpadammetode evaluasi organisasinsehingga dapat 
mengevaluasi sendiri dari levelmtidak ada (0) hingga optimis (5).” 
“Model kematangankdirancang sebagai profil proseskteknologi informasi, 
sehingga organisasihakan dapat mengenali sebagai deskripsiMkemungkinan 
keadaan sekarang dan mendatang. PenggunaanMmodel kematangan yang 
dikembangkanMuntuk setiap 34 proses teknologiVinformasi memungkinkan 
manajemen dapatFmengidentifikasi (ITGI, 2007)”: 
 Kondisi Organisasi sekarang 
 Kondisi yang diinginkan Organisasi 
 PertumbuhanOyang diinginkanOantara as-is dan to-be 
“Model kematanganMyang dibangun berawal dari genericMqualitative 
model, dimana prinsip dariJatribut berikutJditambahkan dengan caraJbertingkat 
(ITGI, 2007)”: 
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 Kepedulianpdan komunikasi (awarenesspand communication) 
 Kebijakan,mperencanaan, danmprosedur (policies, planmand procedures) 
 Perangkatnbantundan otomatisasi (tools andnautomation) 
 Keterampilanddandkeahlian (skillsdandexpertise) 
 Pertanggung jawaban internal danMeksternalP(responsibility 
andaccountability) 
 PenetapanKtujuan danJpengukuran (goal settinggandgmeasurement). 
Pedoman manajemen untuk COBIT yaitu model maturity, yang kemudian 
menyediakan pendefinisian model kematangan suatu proses teknologi informasi 
denganmalat untuk menilai dankmengukur lingkungankTI organisasi mengacu 
terhadapk34 proses TI yangMdiidentifikasikanMCOBIT Secara umum posisi 
maturity sebuahMorganisasi terkaitMdengan keberadaan danMkinerja proses IT 
GovernanceMdapatndikategorikanMmenjadi enam tingkatan, yaitu: (ITGI, 2007) 
1. “Nonmexistent (tidak ada), merupakan posisimkematangan terendah”. 
2. “1 Initial (inisialisasi), sudah ada beberapa inisiatif mekanisme 
perencanaan yang dilakukan, namunMsifatnya masih tidak kosisten, belum 
formal, danMreaktif”. 
3. “2 Repeatable (dapatmdiulang), kondisi dimana organisasimtelah memiliki 
pengelola IT GovernanceMdan dilakukan secara berulang-ulangNsecara 
reaktif, namun belumMmelibatkan prosedur danNdokumen formal”. 
4. “3 Defined (ditetapkan), padaMtahapan ini organisasiMtelah memiliki 
mekanisme dannprosedur yang jelas mengenaintata cara dan manajemen 
IT Governance, danntelah terkomunikasikanndan tersosialisasikanndengan 
baik dinseluruh jajarannmanajemen”. 
5. “4 Managed (diatur), merupakanmkondisi dimana manajemen organisasi 
telah menerapkan sejumlah indikatormpengukuran kinerja untuk 
memonitor efektivitasnpelaksanaan manajemennIT Governance”. 
6. “5 Optimised (dioptimalisasi), level tertinggi iniMdiberikan kepada 
organisasi yangMtelah berhasil menerapkannprinsip-prinsipMgovernance 
secara utuh dan mengacuMbest practice,Mdimana secara utuh telah 
diterapkan prinsip-prinsip governance, seperti transparency, 
accountability, responsibility, dannfairness”. 
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Gambar 2.5 Tingkat Maturity Cobit      
“Dengan adanya maturityylevel model, makamorganisasi dapat 
mengetahui posisi kematangannyansaat ini, dan secara terus menerus 
sertamberkesinambungan harus berusahanuntuk meningkatkannlevelnya sampai 
tingkatntertinggi agarnaspek governance terhadaplteknologi informasikdapat 
berjalan secara efektif”. 
Pengukuran kuisioner digunakan dalam bentuk Skala Likert. Menurut Edi 
swandi, Dkk yang mengutip pada  buku Djaali (2008)”Skala Likert ialahkskala 
yang dapat dipergunakan untuk mengukurmsikap, pendapat, dan 
persepsinseseorang atau sekelompok orang tentangdsuatu gejala atau 
fenomenanpendidikan. Skala Likert adalah suatu skala psikometrik yangkumum 
digunakan dalam kuesioner, dan merupakandskala yangdpaling banyak digunakan 
dalamdriset berupa survei. Nama skala iniddiambil daridnama Rensis Likert, 
pendidik dan ahli psikologAAmerika Serikat. Rensis Likertdtelah 
mengembangkan sebuah skala untuk mengukur sikap masyarakat di tahun 1932”. 
“Skala Likert juga merupakanmalat untuk mengukurn(mengumpulkanldata 
denganmcara mengukur-menimbang) yangnitemnya (butir-butirnpertanyaannya) 
berisikan (memuat) pilihannyang berjenjang. Skala Likert digunakan untuk 
mengukur sikap, pendapat, dan persepsi seseorang ataunsekelompok orang 
tentang fenomena sosial. Dengan Skala Likert, variabel yang akan diukur 
dijabarkannmenjadi indikator variabel. Kemudian indikator tersebut dijadikan 
sebagai titik tolak untuk menyusun item-item instrumennyang dapat berupa 
pertanyaan atau pernyataan. Jawaban setiap item instrumenmyang menggunakan 
Skala Likert mempunyai gradasi dari sangat positif sampai sangat negatif” . 
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Berikut adalah rumus untuk menghitung maturity levelppada COBIT 4.1. 
a. Menghitung  Jumlah Jawaban 
                                             
b. Menghitung Jumlah Skor Jawaban 
                    = (           )  (           )  
(           )  (           )  (           )  (          
 )  
c.  Menghitung Index Maturity Level 
                    
                   
              
 
d. Menghitung Rata-rata Domain 
                 
                      
            
 
e. Menghitung Maturity Level 
               
                       
                    
 
2.6.2.5 Identifikasi Proses COBIT 
Identifikasi proses COBIT yang relevan dapat dilakukan dengan cara 
yaitu: Pendekatan top down danpbuttom up, Pendekatanptop down dilakukan dari 
strategi bisnis misalnya dari strategy map yang menjadi dasar balanced scorecard 
organisasi, diidentifikasi sasaran-sasaran stategis TI (COBIT business goals) atau 
dapat juga diidentifikasi dari peran TI pada inisiatif-insiatif strategis bisnis 
organisasi. Lalu dari COBIT business goals dipetakan ke COBIT IT goals (bidang 
kompetensi pengelolaan TI). Lalu dari COBIT IT goals dipetakan ke proses-
proses COBIT. Sedangkan pendekatan buttom up dilihat dari permasalahan TI 
yang dialami perusahaan lalu dicocokkan dengan IT business yang ada pada 
COBIT setelah didapat business goals nya dicarikan IT goals yang sesuai. IT 
goals yang didapat dari pendekatan top down dan buttom up dipetakan ke IT 
Process. Berikut adalah business goals, IT goals serta proses TI yang terdapat di 
COBIT : 
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Tabel 2.2 Business Goals 
Segi 
Finansial 
1 Menciptakanppengembalian investasipyang baik dari 
investasi-investasi bisnis TI yangpmemungkinkan.  
2 Mengelolaprisiko TI bisnispterkait.  
3 Meningkatkanptransparansi danptata kelolapperusahaan.  
 
Segi 
Pelanggan 
 
 
 
4 Meningkatkanppelayanan danporientasi pelanggan. 
5 Menawarkanppelayanan-pelayanan dan produkpyang 
kompetitif. 
6 Membangunpketersediaan kelangsunganppelayanan  
7 Menciptakan ketanggapan dalam merespon perubahan 
kebutuhanpbisnis. 
8 Mencapaipoptimasi biaya penyediaan layanan.  
9 Memperolehpinformasi yangphandal danpberguna untuk 
pengambilanpkeputusan strategis. 
 
Segi 
Internal 
10 Meningkatkanpdan mempertahankanlfungsi proses bisnis.  
11 Memperkecil biayapproses 
12 Memberikanpkepatuhan terhadapphukum eksternal, 
peraturan danpkontrak.  
13 Memberikanpkepatuhan kepadapkebijakan internal.  
14 Mengelola perubahanpbisnis. 
15 Meningkatkan danpmempertahankanpoperasional dan 
produktifitas staf. 
Segi 
Pembelajaran 
dan 
Pertumbuhan 
16 Mengelolapproduk dan inovasipbisnis  
17 Mendapatkanpdan mempertahankan orang-orangp 
terampil dan termotivasi. 
Tabel 2.3 IT Goals 
1  Menanggapimkebutuhan bisnismsejalan denganmstrategi bisnis.  
2  Menanggapi kebutuhan tata kelolamsejalan dengan board direction  
3  Menjaminnkepuasan end user dengan penawaranllayanan dan tingkat layanan.  
4  Mengoptimalkan penggunaan informasi.  
5  Menciptakan ketangkasan TI  
6  Mendefinisikan bagaimanankebutuhan bisnisnfungsional dan kontrol 
dijabarkan dalamnsolusi otomatis yangnefektif dan efisien.  
7  Mendapatkan dan memperoleh sistem aplikasi yang terstandarisasi dan 
terintegrasi.  
8  Mendapatkan dan memperoleh infrastruktur TI yang terstandarisasi dan 
terintegrasi.  
9  Mendapatkan dan mempertahankan kemampuannTI yang meresponnke 
strategi TI.  
10  Menjamin saling kepuasannhubungannpihak ketiga.  
11  Memastikannintegrasi aplikasi keddalam prosessbisnis.  
12  Menjamin transparansi dan pemahaman tentang biaya TI, keuntungan, 
strategi, kebijakan-kebijakan dan tingkatan pelayanan.  
13 Memastikan kelayakan dan kinerja aplikasindan solusinteknologi.  
14 Memperhitungkan dan melindunginsemua aset IT  
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15 Mengoptimalkanminfrastruktur, sumber daya, danmkemampuan TI.  
16 Pengurangan solusi dan dan kecacatan layanan pengiriman dan pengulangan 
kerja.  
17 Melindungi pencapaian tujuan TI.  
18 Membangun kejelasankdampak bisnis risiko untuk tujuan danisumber daya TI.  
19 Memastikanmbahwa informasi penting dan rahasia tidakmdapat dimiliki oleh 
orang-orang yang tidakmmemiliki akses kesana.  
20 Memastikan bahwamtransaksi bisnis otomatis danmpertukaran informasi 
dapatndipercaya  
21 Memastikannlayanan-layanan dan infrastrukturnTI bisa resist dan merecover 
dari kegagalan karena error, serangannyang disengaja ataunbencana  
22 Memastikanmdampak bisnis minimummdalam hal terjadinya gangguan atau 
perubahanmTI.  
23 MemastikanmlayananmTI tersedia sesuaimkebutuhan.  
24 Meningkatkannefisiensi biaya TI danlkontribusinya untuk profitabilitaslbisnis. 
25 Menyediakan proyek tepat waktu sesuai anggaran dan memenuhi kualitas 
standar.  
26 Menjaga integritasminformasi dan infrastrukturnpengolahan.  
27 Memastikan kepatuhan TI dengan hukum,regulasi dan kontrak. 
28 Memastikan TI menunjukkan biaya kualitas pelayanan yang efisien, perbaikan 
terus menerus dan kesiapan untuk perubahan di masa depan.  
Adapun hubungan antara business goals dan IT Goals adalah sebagai 
berikut : 
Tabel 2.4 Hubungan Business Goals dan IT Goals 
Segi 
Finansial 
1 Menciptakan 
pengembalian 
investasi yang baik 
dari investasi-
investasi bisnis TI 
yang memungkinkan. 
24        
2 Mengelola risiko TI 
bisnis terkait. 
2 14 17 18 19 20 21 22 
3 Meningkatkan 
transparansi dan tata 
kelola perusahaan. 
2 18       
 
Segi 
Pelanggan 
 
 
 
4 Meningkatkan 
pelayanan dan 
orientasi pelanggan. 
3 23       
5 Menawarkan 
pelayanan-pelayanan 
dan produk yang 
kompetitif. 
5 24       
6 Membangun 
ketersediaan 
kelangsungan 
pelayanan 
3 10 16 22     
7 Menciptakan 1 5 25      
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ketanggapan dalam 
merespon perubahan 
kebutuhan bisnis. 
8 Mencapai optimasi 
biaya penyediaan 
layanan. 
7 8 10 24     
9 Memperoleh 
informasi yang handal 
dan berguna untuk 
pengambilan 
keputusan strategis. 
2 4 12 20 26    
 
Segi 
Internal 
10 Meningkatkan dan 
mempertahankan 
fungsi proses bisnis. 
6 7 11      
11 Memperkecil biaya 
proses 
7 8 13 15 24    
12 Memberikan 
kepatuhan terhadap 
hukum eksternal, 
peraturan dan kontrak. 
2 19 20 21 21 26 27  
13 Memberikan 
kepatuhan kepada 
kebijakan internal. 
2 13       
14 Mengelola perubahan 
bisnis. 
1 5 6 11 28    
15 Meningkatkan dan 
mempertahankan 
operasional dan 
produktifitas staf. 
7 8 11 13     
Segi 
Pembelajaran 
dan 
Pertumbuhan 
16 Mengelola produk 
dan inovasi bisnis 
5 25 28      
17 Mendapatkan dan 
mempertahankan 
orang-orang terampil 
dan termotivasi. 
9        
Tabel 2. 5 Proses TI berdasarkan IT Goals 
1  Menanggapi kebutuhan bisnis 
sejalan dengan strategi bisnis.  
P
O
1 
P
O
2 
P
O
4 
P
O
1
0 
A
I1 
A
I6 
A
I7 
D
S
1 
D
S
3 
M
E
1 
2  Menanggapi kebutuhan tata kelola 
sejalan dengan board direction  
P
O
1 
P
O
4 
P
O
1
0 
M
E
1 
M
E
4 
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3  Menjamin kepuasan end user 
dengan penawaran layanan dan 
tingkat layanan.  
P
O
8 
A
I4 
D
S
1 
D
S
2 
D
S
7 
D
S
8 
D
S
1
0 
D
S
1
3 
  
4  Mengoptimalkan penggunaan 
informasi.  
P
O
2 
D
S
1
1 
        
5  Menciptakan ketangkasan TI  P
O
2 
P
O
4 
P
O
7 
A
I
3 
      
6  Mendefinisikan bagaimana 
kebutuhan bisnis fungsional dan 
kontrol dijabarkan dalam solusi 
otomatis yang efektif dan efisien.  
A
I1 
A
I2 
A
I6 
       
7  Mendapatkan dan memperoleh 
sistem aplikasi yang terstandarisasi 
dan terintegrasi.  
P
O
3 
A
I2 
A
I5 
       
8  Mendapatkan dan memperoleh 
infrastruktur TI yang 
terstandarisasi dan terintegrasi.  
A
I3 
A
I5 
        
9  Mendapatkan dan 
mempertahankan kemampuan TI 
yang merespon ke strategi TI.  
P
O
7 
A
I5 
        
10  Menjamin saling kepuasan 
hubungan pihak ketiga.  
D
S
2 
         
11  Memastikan integrasi aplikasi ke 
dalam proses bisnis.  
P
O
2 
A
I4 
A
I7 
       
12  Menjamin transparansi dan 
pemahaman tentang biaya TI, 
keuntungan, strategi, kebijakan-
kebijakan dan tingkatan 
pelayanan.  
P
O
5 
P
O
6 
D
S
1 
D
S
2 
D
S
6 
M
E
1 
M
E
4 
   
13 Memastikan kelayakan dan kinerja 
aplikasi dan solusi teknologi.  
P
O
6 
A
I4 
A
I7 
D
S
7 
D
S
8 
     
14 Memperhitungkan dan melindungi 
semua aset IT  
P
O
9  
D
S
5 
D
S
9 
D
S
1
2 
M
E
2 
     
15 Mengoptimalkan infrastruktur, 
sumber daya, dan kemampuan TI.  
P
O
3 
A
I3 
D
S
3 
D
S
7 
D
S
9 
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16 Pengurangan solusi dan dan 
kecacatan layanan pengiriman dan 
pengulangan kerja.  
P
O
8 
A
I4 
A
I6 
A
I
7 
D
S
1
0 
     
17 Melindungi pencapaian tujuan TI.  P
O
9 
D
S
1
0 
M
E
2 
       
18 Membangun kejelasan dampak 
bisnis risiko untuk tujuan dan 
sumber daya TI.  
P
O
9 
         
19 Memastikan bahwa informasi 
penting dan rahasia tidak dapat 
dimiliki oleh orang-orang yang 
tidak memiliki akses kesana.  
P
O
6 
D
S
5 
D
S
1
1 
D
S
1
2 
      
20 Memastikan bahwa transaksi 
bisnis otomatis dan pertukaran 
informasi dapat dipercaya  
P
O
6 
A
I7 
D
S
5 
       
21 Memastikan layanan-layanan dan 
infrastruktur TI bisa resist dan 
merecover dari kegagalan karena 
error, serangan yang disengaja 
atau bencana  
P
O
6 
A
I7 
D
S
4 
D
S
5 
D
S
1
2 
D
S
1
3 
M
E
2 
   
22 Memastikan dampak bisnis 
minimum dalam hal terjadinya 
gangguan atau perubahan TI.  
P
O
6 
A
I6 
D
S
4 
D
S
1
2 
      
23 Memastikan layanan TI tersedia 
sesuai kebutuhan.  
D
S
3 
D
S
4 
D
S
8 
D
S
1
3 
      
24 Meningkatkan efisiensi biaya TI 
dan kontribusinya untuk 
profitabilitas bisnis. 
P
O
5 
D
S
6 
        
25 Menyediakan proyek tepat waktu 
sesuai anggaran dan memenuhi 
kualitas standar.  
P
O
8 
P
O
1
0 
        
26 Menjaga integritas informasi dan 
infrastruktur pengolahan.  
A
I6 
D
S
5 
        
27 Memastikan kepatuhan TI dengan 
hukum,regulasi dan kontrak. 
D
S
1
1 
M
E
2 
M
E
3 
M
E
4 
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28 Memastikan TI menunjukkan 
biaya kualitas pelayanan yang 
efisien, perbaikan terus menerus 
dan kesiapan untuk perubahan di 
masa depan.  
P
O
5 
D
S
6 
M
E
1 
M
E
4 
      
2.7 Model Pengembangan Sistem 
Rapid Application Development (RAD) merupakan siklus pengembangan 
yang berfokus pada memberikan hasil yang lebih berkualitas tinggi dalam waktu 
pengembangan yang jauh lebih cepat daripada yang didapat dengan menggunakan 
siklus pengembangan tradisional. Ada 4 tahapan dalam metode pengembangan 
RAD yaitu”Requirements Planning Phase, User Design Phase, Construction 
Phase dan Cotuver Phase”(Cashman, Shelly, 2009). 
 
Gambar 2.6 Siklus Rapid Application Development  
1. Requirements Planning Phase 
Tahap Requirements Planning Phase merupakan gabungan semua elemen 
perencanaan sistem dan fase sistem dari siklus pengembangan. Dalam tahap 
ini didiskusikan dan disetujui mengenai ruang lingkup proyek, kebutuhan 
bisnis, kendala dan kebutuhan dari sistem. 
2. User Design Phase 
Tahap User Design Phase merupakan tahapan analisa dan perancangan 
dalam siklus pengembangan tradisional, dalam tahap ini dilakukan proses 
interaktif dan berkelanjutan untuk mengembangkan prototipe dan model 
yang mewakili semua proses, output serta input dari sistem. Umumnya 
untuk melakukan penerjemahan kebutuhan pengguna ke dalam model yang 
berfungsi digunakan kombinasi teknik JAD dan alat CASE. 
3. Construction Phase 
 II-27 
 
 
Tahap Construction Phase merupakan tahapan yang sama halnya dengan 
siklus pengembangan lainnya, yaitu pengembangan sistem dari rancangan 
yang telah dilakukan pada tahap sebelumnya. Namun, dalam RAD, 
perubahan atau peningkatan masi bisa terjadi karena pengguna terus 
dilibatkan dalam pengembangan. 
4. Cotuver Phase 
Tahap Cotuver Phase merupakan tugas akhir dalam fase implementasi 
siklus pengembangan, dalam tahap ini dilakukan berbagai uji coba untuk 
memastikan kehandalan dan kinerja sistem informasi sesuai dengan yang 
diharapkan 
2.8 Penerapan Analisa Sistem 
Metode Analisa Sistemdyangddigunakan oleh peneliti adalah Model 
UnifiedgModelinggLanguage (UML). 
UML”(Unified Modeling Language)” 
 “Menurut Roger Pressman (Pressman, 2009) Unified Modeling Language 
(UML) adalah bahasa standar untuk menulis software blueprint. UML dapat 
digunakan untuk memvisualisasikan, menentukan, membangun, dan membuat 
dokumen artefak dari sebuah sistem software yang intensif. UML dibagi menjadi 
beberapa komponen”:  
2.8.1 Use Case Diagram  
“MenurutmRogermPressman (Pressman, 2009) Use CasemDiagram 
menggambarkanmbagaimana usermberinteraksi dengan sistemmdengan cara 
mendefinisikanmlangkah-langkah yang dibutuhkanmuntuk menyelesaikan tujuan 
tertentu”” 
“ Sebuah format yang mudah untuk membuat sebuah use case adalah 
dengan menjelaskan skenario utamanya sebagai sebuah urutan langkah-langkah 
dan alternatif langkah-langkah sebagai variasi dari urutan tersebut.” 
“ Notasi yang terdapat pada Use Case Diagram antara lain”: 
a. Actor merupakan sebuag label pengguna yang dapat berinteraksi dengan 
sistem , actor ini mirip dengan entitas eksternal yang ditemukan didalam 
DFD.(Fallis, 2013) 
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b. Use case merupakan proses yang dilakukan oleh sistem yang melibatkan 
aktor,dengan beberapa cara dan diberi label sesuai dengan deskripsi 
kerjanya, sebuah use case dilambangkan dengan oval (Fallis, 2013)  
c. System Boundary adalah Kasus penggunaan dilampirkan dalam batas 
sistem, yang merupakan kotak yang mewakili sistem dan secara jelas 
menggambarkan bagian mana dari diagram eksternal atau internal. Nama 
sistem dapat muncul di dalam atau di atas kotak.(Fallis, 2013)  
d. Relationshipnmerupakan garis yangbberhubungannantaramActor dan Use 
case dimanamakan terjadi interaksi.  
2.8.2 Class Diagram  
Menurut Pressman (Pressman, 2009), Class diagram menyediakan 
pandanganpstatis-atau-strukturalpdari suatu system. Itu”tidak menunjukkan sifat 
dinamis komunikasi antara objek-objek kelas dalam diagram.” 
Elemen utamapdari Class Diagramaadalah sebagai berikut: 
1. kotak,Fkotak yang merupakanMikon yangMdigunakan untuk 
merepresentasikan kelas”dan antarmuka. Setiap kotak dibagi menjadi 
bagian horisontal. Bagiannatas berisinnama kelas. Pada bagian tengah 
berisikan atribut-atribut kelas.  
2. Atribut, Atribut mengacu pada-sesuatu-yang diketahui oleh objek yang 
diketahui kelas atau yang dapat menyediakannya sepanjang waktu.”Atribut 
biasanya diimplementasikan sebagai bidang kelas, tetapi tidak 
perlu.”Mereka bisa menjadi nilaiyyanggdapat dikompilasi olehpkelaspdari 
variabel atau nilai instan yang dapatpdiperoleh kelaspdari objek lain yang 
dikomposisikan.  
3. Operasi,”Bagian ketiga dari diagram kelas berisi operasi atau perilaku 
kelas.”Operasi mengacu pada benda-benda apa saja yang bisa dilakukan 
oleh kelas. Itu biasanya diimplementasikan sebagai”method class.  
2.8.3 Sequence Diagram 
“Sequence diagram digunakan untuk menunjukan komunikasi yang dinamis 
antara objek selama mengeksekusi perintah (Pressman, 2009). Sequence diagram 
memiliki dua buah karakteristik yaitu”: 
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a. “Setiap objek memiliki lifeline yang digambarkanpdengan garis putus-
putus vertikal dan garis ini menunjukkan daur hiduppdari sebuah objek”.” 
b. “TerdapatMfokus kontrolpyang digambarkan dengan sebuah persegi 
panjang yang tipis dan tinggi. Fokus kontrol inikmenunjukkan periode 
waktu selama sebuah objek melakukan sebuah event”.” 
2.8.4 Flowchart  
“Menurut Indrajani (2011), Flowchart merupakan penggambaran secara 
grafik dari langkah-langkah dan urutan prosedursuatu program. Biasanya 
mempermudah penyelesaian masalah yang khususnya perlu dipelajari dan 
dievaluasi lebih lanjut.” 
“Diagram alur flowchartpmerupakan sistem standar yangpsudah umum 
digunakan”dalam pengembanagan aplikasi. Berikut fungsi flowchart: 
1. “Untuk memastikan bahwa setiapprogram yang dibuatpsudah memiliki 
alur tersendiri secara dinamis”. 
2. “Untuk menguniversalkan sebuah rancangan program” 
“Untuk menggambarkanmdan juga menjelaskan proses-prosespyang akan 
terjadi padaptiap- tiap sesi di dalam sebuah program atau aplikasi” 
2.9 Skala Linkert 
“Skala likertpdigunakan”untuk mengukur sikap,”persepsi dan pendapat 
seseorangsataussekelompok tentang gejala sosial ataumkejadian. Dalam penelitian 
ada disebut dengan variabelupenelitian yang telah ditetapkanusecarauspesifik oleh 
penelitik(Akdon & Ridwan, 2007). 
“Variabel yangMdiukur akan dijabarkanMmenjadi dimensi, dimensi 
dijabarkan menjadi supMvariabel kemudianMsup variabel dijabarkan menjadi 
indikator-indikator yang dapat$diukur.$Indikator-indikator yang terukur dapat 
dijadikan titik tolak untuk membuatMitem instrumen yang berupappernyataan 
atau pertanyaan yang perlu dijawab$responden.$Jawab dapat dihubungkan 
dengan bentuk pernyataan atauMdukungan sikap yang diungkapkan dengan kata-
kata sebagai$berikut:” 
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PernyataanmPositif PernyataanmNegatif 
Sangat Setuju           (SS)         = 5 Sangat Setuju            (SS)         = 1 
Setuju                         (S)          = 4 Setuju                          (S)           = 2 
Netral                          (N)        = 3 Netral                          (N)           = 3 
Tidak Setuju                (TS)      = 2 
Sangat Tidak Setuju    (STS)    = 1 
Tidak Setuju               (TS)         = 4 
Sangat Tidak Setuju  (STS)        = 5 
Cara menghitung skor dalam penelitian: 
 Sangat Setuju  = Jumlah skor jawaban X 5 
 Setuju   = Jumlah skor jawaban X 4 
Netral   = Jumlah skor jawaban X 3 
 Tidak Setuju  = Jumlah skor jawaban X 2 
 Sangat Tidak Setuju = Jumlah skor jawaban X 1 
 Seluruh hasil di jumlahkan. 
 Jumlah skor ideal  = 5 X Jumlah Responden 
 Jumlah skor rendah  = 1 X Jumlah Responden  
 
 STS  TS N S SS   
Cara mencari index yaitu        
          
          
      
Keterangan kriteria index skor 
aAngka   0% - 20%-= Sangat Lemah 
aAngka 21% - 40%-= Lemah 
aAngka 41% - 60%-= Cukup 
aAngka 61% - 80%-= Kuat 
aAngka 81% - 100%-= Sangat Kuat 
2.10 Black-box Testing 
%Black-box testingmadalah sebuah metodemyangodigunakan dalam 
melakukan pengujian yangmberfokus terhadap sisi fungsionalmdari perangkat 
lunak yang dikembangkan%(Pressman, 2005). Pengujian ini dilakukan untuk 
menemukan kesalahanmdalam kategorimsebagai berikut: 
1. “Kesalahan kinerja 
2. “Fungsi-fungsi yang hilang atau tidak benar 
3. “Kesalahan antarmuka 
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4.   Kesalahanndalamsstruktur data atau akses dari database eksternal 
2.11 Penelitian Terkait 
Berikut di bawah ini merupakan daftar penelitianmyang terkait dengan 
implementasi audit tata kelolamteknologiminformasi (IT Governance) yang 
menggunakan beberapa metode, diantaranya: 
Tabel 2.6 Penelitian Terkait 
No Peneliti & 
Tahun 
Judul Hasil Metode  
1 Herri Setiawan 
& Khabib 
Mustofa (2013) 
“Metode Audit Tata Kelola 
Teknologi Informasi di 
Instansi Pemerintah 
Indonesia” 
Penelitian ini 
mengusulkan sebuah 
metode audit tata 
kelola TI di 
instansi pemerintah 
UU No. 15 
tahun 2004 
 
2 Dwi Iskandar, 
Kusrini,M. 
Rudyanto Arief 
(2017) 
“Audit Tata Kelola 
Teknologi Informasi Pada 
Perguruan Tinggi Swasta Di 
Surakarta 
(Studi Kasus: Politeknik 
Indonusa Surakarta)” 
Tingkat kemampuan 
(Capability Level) 
penerapan TI 
COBIT 5 
3 Hengki 
Tamando 
Sihotang, Jijon 
Raphita Sagala 
(2015) 
“Penerapan Tata Kelola 
Teknologi Informasi Dan 
Komunikasi Pada Domain 
Align, Plan And Organise 
(Apo) Dan Monitor, 
Evaluate And Assess (Mea) 
Dengan Menggunakan 
Framework Cobit 5 Studi 
Kasus: Stmik Pelita 
Nusantara Medan” 
Mengukur meturity 
Level 
COBIT 5 
4 Shifa Retno 
Windari 
“Audit Teknologi Informasi 
Menggunakan Cobit 
(Control Objective For 
Information An Related 
Technology) Untuk 
Mengetahui Kinerja 
Akuntansi 
Berbasis Teknologi 
Informasi Pada Pt. Salim 
Ivomas Pratama, Tbk.” 
“LevelKKematangan 
Tertinggi Dan 
Terendah Yang Di 
Peroleh Tiap 
Domain.” 
COBIT 4.1 
5 Dedi Darwis , 
Yuniarwati  
“Audit tata kelola teknologi 
informasi menggunakan 
Framework cobit 4.1 
sebagai upaya peningkatan 
Keamanan data pada dinas 
pendidikan dan kebudayaan 
Kabupaten pesawaran.” 
Mengukur tingkat 
kematangan level 
Manage and 
Measureable 
Cobit 4.1 
 
  
 
BAB III  
METODOLOGI PENELITIAN 
3.1 Tahapan Penelitian 
Dalam melakukan sebuah penelitian diperlukan sebuah metodologi atau 
prosedur penelitian, supaya penelitian yang”dilakukan dapat berjalan sesuai 
dengan tujuan yang diharapkan”sehingga mencapai hasil”yang baik. Dalam 
merancangkan bangunMsistem auditMtata kelola teknologiMinformasi yang 
menggunakanDCOBIT 4.1 ini penulis memakai metodologi Rapid Application 
Development (RAD). Pada penelitian ini penulis mambangun sebuah sistem audit 
tataHkelolaHteknologi informasi yang flexible digunakan untuk mengaudit tata 
kelolalteknologilinformasi untuk semua perusahaan. Selain itu sistem audit yang 
dibangun ini juga dapat menyimpan data perusahaan-perusahaan yang telah di 
audit sebelum nya hal itu bertujuan untuk mengetahui perkembangan perusahaan 
tersebut melalui maturity level yang dihasilkan pada setiap kali audit dilakukan     
Berikutmini merupakan tahapan-tahapanmpenelitian yang penulis gunakan 
sebagai panduan dalam menyelesaikanmTugas Akhir ini yang sesuaiodengan alur 
proses yang ada dinRAD, pada gambar 3.1 sebagai berikut: 
 
Gambar 3.1 Flowcart Penelitian 
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3.1.1 Requirements Planning phase 
Tahap penelitian ini merupakan pengumpulan bahan atau data penelitian 
yang terkait dengan rancang bangun sistem”audit tata kelola teknologi informasi 
menggukan framework COBIT 4.1” 
3.1.1.1 Pengumpulan data 
“Pengumpulan data pada tugas akhir ini dilakukan dengan studi pustaka. 
Studi pustaka adalah salah satu teknik pengumpulan data”denganncaranmencari 
sumber yangMakan mendukungMpenelitian. Metode iniMdilakukanMdengan 
mengumpulkan data danninformasi dari buku-buku terkait dannpublikasi dari 
hasil penelian, artikel, situs internetnserta sumberninformasi lainnyang berkaitan 
denganppenelitian ini.” 
3.1.1.2 Identifikasi kebutuhan sistem 
Setelah mendapatkan informasi-informasi yang dibutuhkan, Tahapan”ini 
dilakukan untuk mengetahui kebutuhan-kebutuhan yang diperlukan”dalam 
merancang bangun sistem. Pada tahapmini dilakukanmperumusan kebutuhan 
sistem mengenai merancang dan bangunpsistem”audit tata kelola teknologi 
informasi”menggukan COBIT 4.1. 
 
Gambar 3.2 Identifikasi Proses COBIT 4.1 
 Sistem audit tata kelolazteknologi informasizmenggunakanzCOBIT 4.1 
yangzdibangun ini akan dilakukan 2 pendekatan dalam mengaudit tata kelola 
teknologi informasinya yaitu top down dan buttom up. Pendekatan melalui cara 
top down merupakan pendekatan yang dilakukan dari tujuan strategis bisnis 
perusahaan atau visi misi perusahaan. Setelah di peroleh misi perusahaan atau 
tujuan bisnis perusahaan maka tujuan atau misi tersebut dipetakan sesuai dengan 
business goals pada COBIT, setelah dilakukan pemetaan keselarasan antara tujuan 
bisnis perusahaan atau misi perusahaan dengan businnes goals COBIT akan 
didapat dapat lansung IT Goals yang berhubungan dengan business goals yang di 
peroleh, setelah di peroleh IT Goals maka dilakukan pencocokan IT Goals yang di 
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dapat dengan IT Proses pada COBIT itu sendiri. Sedangkan pendekatan buttom up  
merupakan pendekatan yang dilakukan dari identifikasi permasalahan dalam 
pengelolaan teknologi informasi yang ada di perusahaan tersebut, setelah didapat 
permasalahan di perusahaan yang akan di audit dilakukan pemetaan permasalahan 
yang di dapat dengan bussines goals COBIT, setelah bussines goals didapat 
dilakukan pencocokan antara bussines goals dengan IT Goals COBIT, setelah itu 
lakukan penyesuaian IT Goals yang didapat dengan IT Proses yang ada pada 
COBIT itu sendiri.  
 Setelah IT Proses didapat maka di berikan kuisioner kepada pihak yang 
akan di audit. Kuisioner ini berisikan pertanyaan-pertanyaan yang di buat sesuai 
dengan IT Proses yang didapat dari pemetaan yang terjadi sebelumnya. Kemudian 
direkap hasil kuisioner untuk menghitung maturity levelbatau tingkatbkematangan 
suatu pengelolaan teknologibinformasi perusahaan   
3.1.2 User Design Phase 
Tahap ini merupakan tahap analisa perancangan dalam membangun sistem 
auditxtata kelolaxteknologixinformasi menggukan framwork COBIT 4.1. dalam 
analisa perancangan”ini digunakan bahasa pemodelan Unified Modeling 
Language (UML), yang terdiri”dari UsexCasexDiagram, Squence Diagram, 
ActivityxDiagram dan Class Diagram,xselainxitu juga dilakukan perancangan 
terhadap user interface dari sistem   
3.1.3 Contruction Phase 
Tahap Contruction Phase yaitu tahap pengembangan sistemmdengan 
mengimplementasikannhasilmdari tahap User Design Phase yang telah dilakukan 
kedalammbahasahpemrograman (coding) .  
3.1.4 Cotuver Phase 
Tahap Cotuver Phase merupakan tahap”pengujian terhadap sistem yang 
telah”dikembangkan pada tahap Contruction Phase, pengujian digunakan proses 
menggunakan teknik black box dan user aceptence test (UAT).  
Dalam melakukan uji cobaa terhadap sistem ini, akan dilakukan langsung 
audit tatackelolaxteknologi informasi menggunakan sistem yang dibangun ini 
dibeberapa perusahaan atau instansi diantaranya Rumah Sakit Umum Daereh 
(RSUD) Arifin Ahmad, Badan Pendapatan Daerah (BAPENDA) Provinsi Riau 
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dan PT Riau Media Televisi, ketiga perusahaan dan instansi tersebut akan menjadi 
sampel dalam mengaudit tata kelola teknologi infomasi yang menggunakan 
kerangka auditxtatajkelola sesuai dengannframework COBIT 4.1 
3.1.5 Documentasi dan kesimpulan 
Pada tahap ini adalah pembuatan segala bentuk dokumen-dokumen 
penelitian, yang nanti nya akan disatukan menjadi sebuah tugas akhir dan  
menarik sebuah”kesimpulan berdasarkan hasil yang telah diperoleh dari tahapan 
sebelumnya, serta memberikan saran-saran"terkaitnpenelitiannyangmdilakukan 
ini. 
3.2 Alat Penelitian 
Alathyangkdigunakan dalamppenelitian ini meliputi software, metode, dan 
teknik dalam penelitian. Untuk melakukan penelitian, dibutuhkan software dalam 
mengolah data. Berikut adalah software dan hardware yang digunakan dalam 
penelitian: 
1. Perangkat Keras (Hardware) 
Processor : AMD A9-9420 REDEON R5, 5 COMPUTE CORES 2C+3G  
SystemnType : 64-bit OperatingsSystem, x64-basedpprocessor 
RAM : 4.00 GB 
Harddisk : 1 TB 
2. PerangkatpLunak (Software) 
SistemtOperasi : Microsoft Windows 10 Pro 
BahasabPemrograman :lPHP  
Text Editor : JetBrains PhpStorm 2016.3.2 x32  
Browser : Google Chrome 
Web server : Apache 
DBMS : MySQL. 
  
 
BAB VI  
PENUTUP 
6.1 Kesimpulan 
Berdasarkan hasil penelitian yang telah dilakukan, maka diperoleh 
beberapa kesimpulan dari hasil Rancang Bangun Sistem Audit Tata Kelola 
Teknologi Informasi Menggunakan COBIT 4.1 sebagai berikut: 
3. Sistem Audit Tata Kelola Teknologi Informasi Menggunakan framework 
COBIT 4.1 telah berhasil dibangun. 
4. Berdasarkan pengujian yang telah dilakukan dengan Black Box Testing, 
maka Sistem audit tata kelola teknologi informasi menggunakan COBIT 4.1 
ini sudah berjalan sesuai dengan fungsional sebagaimana mestinya 
5. Berdasarkan  pengujian  yang  telah  dilakukan  dengan  User  Acceptance  
Test (UAT) memberikan hasil 90,5 dengan kategori Sangat Setuju 
digunakan. 
6.2 Saran  
Saran yang diberikan untuk menyempurnakan dan mengembangkan 
penelitian selanjutnya adalah sebagai berikut: 
1. Penelitian selanjutnya dapat menambahkan penerapan kercerdasan buatan 
pada penentuan bussines goals perusahaan 
2. Lanjutkan penelitian ini hingga tahap rekomendasi terhadap maturity level 
perusahan yang di peroleh.  
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LAMPIRAN A  
DATA PERTANYAAN AUDIT 
Sub-
domain 
Pertanyaan 
PO1 Apakah sistem perusahaan yang digunakan saat ini sesuai dengan bisnis yang ada? 
PO1 Apakah perencanaan strategis bisnis dan TI pada perusahaan sudah selaras? 
PO1 Apakah TI yang digunakan di perusahaan sudah stabil? 
PO1 Apakah rencana strategis TI di perusahaan sudah terinci? 
PO1 Apakah portofolio rencana TI taktis berasal dari rencana startegis TI? 
PO1 Apakah TI yang ada sudah secara aktif mengelola bisnis yang ada? 
PO2 Apakah rencana TI(memfasilitasi penciptaan, penggunaan, dan pembagian informasi 
yang optimal oleh bisnis dengan cara yang menjaga integritas dan fleksibel, fungsional, 
hemat biaya, tepat waktu, aman, dan tahan terhadap kegagalan) sudah berjalan dan 
konsisten? 
PO2 Apakah kamus data enterprise dan sintaksis sudah dijalankan dengan baik? 
PO2 Apakah skema klasifikasi pada aplikasi sudah diberlakukan(seperti sifat data yang publik 
atau rahasia) ? 
PO2 Apakah integritas dan konsistensi semua data elektronik termasuk database, data 
warehouse, dan data arsip sudah dimanajemen dengan tepat dan baik ? 
PO3 Apakah perencanaan teknologi untuk masa depan sudah direncanakan dengan sebaik-
baiknya? 
PO3 Apakah teknologi infrastuktur sudah sesuai dengan Strategi Teknologi ? 
PO3 Apakah tren dan peraturan di masa depan sudah di pantau dengan sebaik-baiknya ? 
PO3 Apakah sudah ada forum teknologi yang menyediakan pedoman teknologi , saran 
tentang produk infrastruktur dan panduan tentang pemilihan teknologi ke depan ? 
PO3 Apakah sudah ada panduan arsitektur TI dan panduan aplikasi-aplikasi? 
PO4 Apakah kerangka kerja proses TI untuk melaksankan rencana strategis yang sudah 
ditentukan? 
PO4 Apakah tata kelola TI yang ada pada perusahaan sudah ditangani secara memadai? 
PO4 Apakah status proyek sudah selesai dan dapat digunakan untuk menyelesaikan konflik? 
PO4 Apakah fungsi TI sudah termasuk kedalam struktur organisasi secara keseluruhan ? 
PO4 Apakah struktur organisasi internal dan eksternal yang ditentukan telah mencerminkan 
kebutuhan bisnis? 
PO4 Apakah tanggung jawab dan akuntabilitas telah memenuhi kebutuhan organisasi ? 
PO4 Apakah perusahaan sudah memiliki tim yang memeriksa kualitas produk, peralatan dan 
pelayanan IT? 
PO4 Apakah perusahaan sudah memahami pentingnya manajemen resiko pengelolaan IT 
pada tingkat perusahaan? 
PO4 Apakah bisnis yang dijalankan sudah menggunkan prosedur dan tool IT ? 
PO4 Apakah supervisior IT sudah kompeten dalam menjalankan tugasnya ? 
PO4 Apakah pegawai IT dibagi menjadi tim yang lebih spesifik dalam bekerja ? 
PO4 Apakah perusahaan menetapkan kualifikasi tertentu saat merekrut karyawan IT ? 
PO4 Apakah karyawan IT sudah memadai dalam menjalankan tugas? 
PO4 Apakah pegawai kontrak dan konsultan telah memahami peraturan perusahaan terkait 
informasi penting perusahaan ? 
PO4 Apakah tim IT memiliki koordinasi dengan devisi-devisi lain secara berkala? 
PO5 Apakah perusahaan menetapkan dan memelihara kerangka kerja keuangan untuk 
mengelola investasi dan biaya aset dan layanan TI melalui portofolio Itenabled investasi, 
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Sub-
domain 
Pertanyaan 
kas bisnis dan anggaran TI ? 
PO5 Apakah perusahaan menerapkan proses pengambilan keputusan untuk memprioritaskan 
alokasi sumber daya TI untuk operasi, proyek dan pemeliharaan memaksimalkan 
kontribusi TI? 
PO5 Apakah perusahaan menetapkan dan menerapkan praktik-praktik untuk menyiapkan 
anggaran yang mencerminkan prioritas yang ditetapkan oleh portofolio perusahaan yang 
mendukung IT? 
PO5 Apakah perusahaan menerapkan proses manajemen biaya membandingkan biaya aktual 
dengan anggaran? 
PO5 Apakah perusahaan menerapkan proses untuk memantau manfaat dari penyediaan dan 
pemeliharaan kemampuan TI yang disesuaikan? 
PO6 Apakah perusahaan menetapkan elemen lingkungan kontrol untuk TI, selaras dengan 
filosofi manajemen dan gaya operasi perusahaan ? 
PO6 Apakah perusahaan mengembangkan dan memelihara kerangka kerja yang 
mendefinisikan pendekatan keseluruhan perusahaan terhadap risiko dan kontrol TI dan 
yang sejalan dengan TI ? 
PO6 Apakah perusahaan telah melakukan pengembangkan dan pemelihara serangkaian 
kebijakan untuk mendukung strategi TI? 
PO6 Apakah perusahaan telah melakukan peluncurkan dan penegakkan kebijakan TI untuk 
semua staf yang relevan, sehingga mereka dibangun ke dalam dan merupakan bagian 
integral dari operasi perusahaan? 
PO6 Apakah perusahaan telah mengkomunikasikan kesadaran dan pemahaman tentang tujuan 
dan arah bisnis dan TI kepada para pemangku kepentingan dan pengguna yang tepat di 
seluruh perusahaan? 
PO7 Apakah perusahaan Menerapkan suatu proses untuk memastikan bahwa organisasi 
memiliki IT yang tepat digunakan tenaga kerja dengan keterampilan yang diperlukan 
untuk mencapai tujuan organisasi? 
PO7 Apakah perusahaan telah menetetapkan persyaratan kompetensi inti TI dan verifikasi 
bahwa persyaratan tersebut dipertahankan, menggunakan kualifikasi dan sertifikasi 
program yang sesuai? 
PO7 Apakah perusahaan melakukan penetapan, pantau dan awasi peran, tanggung jawab, dan 
kerangka kerja kompensasi untuk personel, termasuk persyaratan untuk mematuhi 
kebijakan dan prosedur manajemen, kode etik, dan praktik profesional? 
PO7 Apakah perusahaan telah Memberikan karyawan IT dengan orientasi yang tepat ketika 
dipekerjakan dan pelatihan berkelanjutan untuk mempertahankan pengetahuan, 
keterampilan, kemampuan mereka, kontrol internal dan kesadaran keamanan di tingkat 
yang diperlukan untuk mencapai tujuan organisasi.? 
PO7 Apakah perusahaan telah Meminimalkan paparan ketergantungan kritis pada individu 
kunci melalui penangkapan pengetahuan (dokumentasi), berbagi pengetahuan, 
perencanaan suksesi dan cadangan staf. 
PO7 apakah dalam proses rekrutmen TI perusahaan melakukan pemeriksaan latar belakang 
personil? 
PO7 Apakah perusahaan telah melakkukan evaluasi yang tepat waktu untuk dilakukan secara 
berkala terhadap tujuan individu yang berasal dari tujuan organisasi, menetapkan standar 
dan tanggung jawab pekerjaan tertentu. Karyawan harus menerima bimbingan tentang 
kinerja dan melakukan kapan saja sesuai? 
PO7 Apakah perusahaan mengambil tindakan bijaksana terkait perubahan pekerjaan, terutama 
pemutusan hubungan kerja? 
PO8 Apakah perusahaan menyediakan, pendekatan standar formal dan berkelanjutan 
mengenai manajemen mutu yang sesuai dengan kebutuhan bisnis ? 
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Sub-
domain 
Pertanyaan 
PO8 Apakah perusahaan menggunakan praktek-praktek industri yang baik untuk referensi 
ketika meningkatkan dan menyesuaikan praktek mutu organisasi ? 
PO8 Apakah perusahaan mengadopsi dan mempertahankan standar untuk semua 
pengembangan dan akuisisi? 
PO8 Apakah perusahaan sudah ada manajemen mutu pada pelanggan dengan menentukan 
kebutuhan dan menyelaraskan dengan standar dan praktek? 
PO8 Apakah perusahaan menjaga dan secara teratur berkomunikasi mengenai keseluruhan 
rencana kualitas? 
PO8 Apakah perusahaan sudah ada melakukan pengukuran, pemantauan dan pencatatan 
informasi digunakan untuk mengambil tindakan perbaikan dan pencegahan yang tepat? 
PO9 Apakah perusahaan Menetapkan kerangka kerja manajemen risiko TI yang selaras 
dengan kerangka kerja manajemen risiko organisasi (perusahaan?. 
PO9 Apakah perusahaan meneTetapkan konteks di mana kerangka kerja penilaian risiko 
diterapkan untuk memastikan hasil yang sesuai? 
PO9 Apakah perusahaan melakukan Identifikasi peristiwa (ancaman realistis penting yang 
mengeksploitasi kerentanan signifikan yang berlaku) dengan potensi dampak negatif 
pada tujuan atau operasi perusahaan, termasuk bisnis, peraturan, hukum, teknologi, mitra 
dagang, sumber daya manusia dan aspek operasional? 
PO9 Apakah perusahaan Menilai secara berulang kemungkinan dan dampak dari semua risiko 
yang diidentifikasi, menggunakan metode kualitatif dan kuantitatif? 
PO9 Apakah perusahaan mengembangkan dan pertahankan proses respons risiko yang 
dirancang untuk memastikan bahwa pengendalian yang hemat biaya memitigasi risiko 
terhadap dasar berkelanjutan? 
PO9 Apakah perusahaan memPrioritaskan dan rencanakan kegiatan pengendalian di semua 
tingkatan untuk mengimplementasikan respons risiko yang diidentifikasi perlu, termasuk 
identifikasibiaya, manfaat dan tanggung jawab untuk pelaksanaan? 
PO10 Apakah perusahaan me-maintain project yang berhubungan dengan program investasi 
yang mendukung IT? 
PO10 Apakah pengerjaan project sesuai dengan framework yang digunakan? 
PO10 Apakah penetapan manajemen project sudah sesuai dengan ukuran, kompleksitas dan 
persyaratan peraturan dari setiap proyek? 
PO10 Apakah perusahaan berkomitmen dan berpartisipasi dalam pelaksanaan proyek dalam 
konteks IT? 
PO10 Apakah perusahaan sudah mendefenisikan dan mendokumentasikan sifat dan ruang 
lingkup proyek untuk dikonfirmasi dan dikembangkan ? 
PO10 Apakah di perusahaan menyetujui inisiasi dari fase masing-masing proyek besar dan 
berkomunikasi dengan pemangku kepentingan ? 
PO10 Apakah perusahaan memandu dan mengkontrol selama proyek dilaksanakan ? 
PO10 Apakah perusahaan menentukan tanggung jawab,hubungan, wewenang, dan kriteria 
kinerja dari anggota tim proyek ? 
PO10 Apakah perusahaan sudah mengidentifikasi,menganalisis, menanggapi dan mengkontrol 
resiko tertentu yang terkait dengan proyek ? 
PO10 Apakah perusahaan sudah menyiapkan rencana manajemen kualitas yang 
menggambarkan kualitas proyek ? 
PO10 Apakah perusahaan sudah menetapkan perubahan kontrol sistem untuk masing-masing 
proyek ? 
PO10 Apakah perusahaan mengidentifikasi jaminan yang diperlukan untuk akreditasi sistem 
baru atau memodifikasi nya selama perencanaan proyek? 
PO10 Apakah perusahaan sudah mengidentifikasi dampak dari rencana pada proyek dan secara 
keseluruhan ? 
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Sub-
domain 
Pertanyaan 
PO10 Apakah perusahaan mengidentifikasi dan melaporkan segala kegitan yang diperlukan 
untuk mencapai hasil yang direncanakan? 
AI1 Apakah memprioritaskan persyaratan fungsional dan teknik bisniss yang mencakup 
seluruh ruang lingkup telah dilaksanakan? 
AI1 Apakah mengidentifikasi dan mendokumentasikan resiko yang akan terjadi kedepan 
telah dilakukan? 
AI1 Apakah sudah layak dan sesuai manajemen bisnis yang dijalankan? 
AI2 Apakah kebutuhan bisnis terhadap spesifikasi desain tingkat tinggi untuk akuisisi 
software, sudah diterjemahkan dengan baik ? 
AI2 Apakah rincian desain dan persyaratan aplikasi software sudah disiapkan dengan matang 
? 
AI2 Apakah kontrol bisnis agar pemrosesan akurat,lengkap,tepat waktu,resmi dan dapat 
diaudit sudah diimplementasikan dengan tepat? 
AI2 Apakah keamanan aplikasi terhadap klasifikasi,arsitektur informasi, kemanan informasi 
dan toleransi resiko sudah dijelaskan dengan benar? 
AI2 Apakah perangkat aplikasi yang diperoleh untuk memenuhi tujuan bisnis sudah 
dikonfigurasi dan diaplikasikan dengan tepat? 
AI2 Ketika terjadi perubahan besar pada sistem, apakah sistem yang baru mengikuti 
pengembangan sistem lama sudah teridentifikasi dan berjalan dengan baik? 
AI2 Apakah fungsionalitas otomatis pengembagan spesifikasi desain, dokumentasi standar 
dan persetujuan sudah dipastikan dengan benar? 
AI2 Apakah sumber daya dan pelaksaanan rencana QA sudah dikembangkan dengan baik 
demi menciptakan kualis dan mutu prosedur organisasi? 
AI2 Apakah status persyaratan individu sudah terlacak secara menyeluruh baik persyaratan 
ditolak maupun diterima? 
AI2 Apakah strategi dan rencana untuk pemeliharaan aplikasi software sudah dikembangkan 
dengan baik? 
AI3 Apakah perusahaan merencanakan Akuisisi Infrastruktur Teknologi Menghasilkan 
rencana untuk akuisisi, implementasi dan pemeliharaan infrastruktur teknologi yang 
memenuhi mapan persyaratan fungsional dan teknis bisnis dan sesuai dengan arahan 
teknologi organisasi? 
AI3 Apakah perusahaan melakukan pemantauan dan mengevaluasi penggunaan komponesn 
infrastruktur IT? 
AI3 Apakah perusahaan melakukan Pemeliharaan Infrastruktur Kembangkan strategi dan 
rencana untuk pemeliharaan infrastruktur, dan pastikan bahwa perubahan dikendalikan 
sesuai dengan organisasi ubah prosedur manajemen? 
AI3 Apakah perusahaan membangun lingkungan pengembangan dan pengujian untuk 
mendukung kelayakan dan integrasi pengujian infrastruktur yang efektif dan efisien 
komponen? 
AI4 Apakah rencana mengidentifikasi dan mendokumentasikan semua aspek teknis, 
operasional, dan penggunaan sudah dikembangkan? 
AI4 Apakah pengetahuan manajemen bisnis tentang ownership sistem dan data sudah 
diketahui oleh individu dengan baik? 
AI4 Apakah end user sudah memiliki pengetahuan dan keterampilan dalam menggunakan 
sistem secara efektif dan efisien? 
AI4 Apakah staf operation dan staf technical support memiliki pengetahuan dan keterampilan 
secara efektif dan efisien dalam mengembangkan, mendukung, dan memelihara sistem 
serta infrastruktur terkait? 
AI5 Apakah serangkaian prosedur dan standar telah konsisten dengan keseluruhan proses 
organisasi bisnis procurement? 
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AI5 Apakah sudah dibuat prosedur untuk menetapkan, memodifikasi, dan mengakhiri 
kontrak untuk supplier? 
AI5 Apakah supplier sudah dipilih berdasarkan persyaratan yang sudah ditentukan? 
AI5 Apakah kepentingan organisasi dalam semua perjanjian kontrak akuisisi (termasuk hak 
dan kewajiban) telah dilindungi dan diterapkan? 
AI6 Apakah dilakukan perubahan manajemen terhadap standar dan prosedur yang berjalan 
sesuai dengan permintaan? 
AI6 Apakah semua permintaan untuk perubahan sudah dinilai dengan cara terstruktur? 
AI6 Apakah ada ketetapan proses terhadap perubahan yang bersifat darurat? 
AI6 Apakah dilakukan pendokumentasian terhadap perubahan yang ditolak, status yang 
disetujui dan dalam proses perubahan, serta perubahan lengkap? 
AI6 Apakah setiap kali perubahan diterapkan, dilakukan dokumentasi pembaharuan sistem 
terkait dan user, serta prosedur yang sesuai? 
AI7 Apakah pelatihan dan rencana implementasi, serta materi terkait pengembangan sistem 
informasi, implementasi atau modifikasi proyek telah sesuai? 
AI7 Apakah rencana uji telah sesuai berdasarkan standar organisasi yang mendefinisikan 
peran, tanggung jawab, dan kriteria masuk dan keluar? 
AI7 Apakah rencana implementasi dan fallback/backout sudah mendapatkan persetujuan dari 
pihak terkait? 
AI7 Apakah perwakilan lingkungan uji yang aman dari lingkungan operasi yang 
direncanakan relatif terhadap keamanan, internal kontrol, praktik operasional, kualitas 
data dan persyaratan privasi, serta beban kerja telah ditetapkan? 
AI7 Apakah konversi data dan migrasi infrastruktur telah direncanakan sebagai bagian dari 
metode pengembangan organisasi, termasuk jejak audit, rollback dan fallback? 
AI7 Apakah sudah dipastikan bahwa rencana tersebut telah mempertimbangkan keamanan 
dan kinerja? 
AI7 Apakah owner dan TI stakeholder telah melakukan evaluasi hasil dari proses pengujian 
yang telah ditentukan oleh rencana pengujian? 
AI7 Apakah persetujuan dari stakeholder, seperti user, owner sistem, dan manajemen 
operasional sudah didapatkan? 
AI7 Apakah permintaan tinjauan pasca-implementasi telah ditetapkan dalam rencana 
implementasi? 
DS1 Apakah perusahaan sudah meningkatkan tingkat kepuasan layanan pengguna terhadap 
layanan yang disediakan? 
DS1 Apakah perusahaan sudah meningkatkan karakteristik layanan dan mengatur persyaratan 
bisnis yang ada pada perusahaan ini? 
DS1 Apakah perusahaan sudah memenuhi segala kebutuhan yang diperlukan oleh para 
pengguna aplikasi yang ada di perusahaan ini? 
DS1 Apakah Perusahaan sudah memenuhi segala tingkat layanan yang yang terdapat pada 
pernyataan DS1.3? 
DS1 Apakah dengan memantau kinerja aplikasi layanan yang tersedia pada perusahaan ini 
dapat meningkatkan layanan yang tersedia? 
DS1 Apakah dengan cara memantau segala penyedia layanan baik dari pihak internal maupun 
pihak eksternal(pihak ketiga) bahwa penyedia layanan bekerja dengan efisien? 
DS2 Apakah perusahaan telah mengidentifikasi semua pemasok dokumentasi dari reklame 
teknis dan organisasi? 
DS2 Apakah perusahaan telah memproses cara mengatur hubungan dengan pelanggan? 
DS2 Apakah perusahaan mengidentifikasi dan mengurangi risiko yang berkaitan dengan 
kemampuan pemasok untuk penyampaian pelayanan yang efektif dan efisien? 
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DS2 Apakah perusahaan telah memantau penyampaian layanan untuk memastikan pemasok 
mematuhi perjanjian? 
DS3 Apakah perusahaan telah memproses perencanaan kapasitas dan kinerja dalam 
memanfaatkan teknik pemodelan yang tepat untuk menghasilkan perkiraan kinerja saat 
ini? 
DS3 Apakah perusahaan telah menilai kapasitas kinerja saat ini dari sumber daya IT untuk 
menentukan kapasitas yang cukup? 
DS3 Apakah perusahaan telah melakukan perkiraan kinerja dan kapasitas sumber daya IT 
secara berkala untuk meminimalkan risiko gangguan layanan? 
DS3 Apakah perusahaan dapat memberikan kapasitas dan kinerja yang dibutuhkan dengan 
ketentuan seperti memprioritaskan tugas, toleransi kesalahan, dan alokasi sumber daya? 
DS3 Apakah perusahaan telah memantau kinerja sumber daya IT untuk mempertahankan dan 
menyempurnakan kinerja dalam IT? 
DS4 Tujuan dari kerangka kerja adalah untuk membantu pemprosesan dalam pekerjaan yang 
lebih efisien, apakah kerangka kerja di sini sudah diterapkan dalam semua aspek 
pekerjaan? 
DS4 Apakah rancangan dari proses bisnis yang sudah diterapkan dapat mengatasi dampak 
permasalahan yang ada? 
DS4 Apakah sumber daya TI yang ada sudah berkesinambungan dalam pemulihan 
ketahanan? 
DS4 Apakah prosedur pengendalian selalu menerapkan pemeliharaan yang mencerminkan 
kebutuhan bisnis? 
DS4 Apakah dalam pemulihan sistem selalu menyediakan seperti dokumentasi, pelaporan 
hasil tes dll? 
DS4 Apakah pihak yang berkepentingan selalu memberikan arahan atau pelatihan mengenai 
prosedur, peran dan tanggung jawab apabila terjadi incident? 
DS4 Apakah perusahaan sudah ada strategi untuk mendistribusikan perencanaan untuk 
memastikan rencana tersebut didistribusikan dengan baik, aman dan tersedia secara 
tepat? 
DS4 Apakah selalu ada tindakan ketika pemulihan untuk melanjutkan layanan? 
DS4 Apakah IT manajemen memastikan pengaturan seperti konten, keamanan dll secara 
berkala? 
DS4 Apakah manajemen TI telah menentukan dan menetapkan prosedur kelayakan 
pembaruan setelah sistem kembali beroperasi? 
DS5 Apakah perusahaan mengelola keamanan TI pada tingkat organisasi tertinggi yang 
sesuai, sehingga pengelolaan tindakan keamanan sejalan dengan bisnis? 
DS5 Apakah perusahaan menerjemahkan persyaratan bisnis, risiko, dan kepatuhan ke dalam 
keseluruhan rencana keamanan TI, dengan mempertimbangkan infrastruktur TI dan 
budaya keamanan? 
DS5 Apakah perusahaan melakukan Konfirmasikan bahwa hak akses pengguna ke sistem dan 
data sejalan dengan kebutuhan bisnis yang ditentukan dan didokumentasikan serta 
pekerjaan itu persyaratan terlampir pada identitas pengguna? 
DS5 Apakah perusahaan menyertakan prosedur persetujuan yang menjabarkan data atau 
pemilik sistem yang memberikan akses hak istimewa? 
DS5 Apakah perusahaan melakukan pengujian dan pemantauan implementasi keamanan TI 
secara proaktif? 
DS5 Apakah perusahaan Mendefinisikan dan mengkomunikasikan karakteristik insiden 
keamanan potensial dengan jelas sehingga dapat diklasifikasikan dengan benar dan 
ditangani oleh insiden dan proses manajemen masalah? 
DS5 Apakah memBuat teknologi terkait keamanan tahan terhadap gangguan, dan jangan 
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ungkapkan dokumentasi keamanan yang tidak perlu? 
DS5 Apakah perusahaan menentukan bahwa ada kebijakan dan prosedur untuk mengatur 
pembangkitan, perubahan, pencabutan, penghancuran, distribusi, sertifikasi, 
penyimpanan, pemasukan, penggunaan dan pengarsipan kunci kriptografi untuk 
memastikan perlindungan kunci terhadap modifikasi danpengungkapan yang tidak sah? 
DS5 Apakah perusahaan meletakkan langkah-langkah pencegahan, detektif dan korektif di 
tempat (terutama patch keamanan terbaru dan kontrol virus) di seluruh organisasi untuk 
melindungi sistem dan teknologi informasi dari malware? 
DS5 Apakah perusahaan Gunakan teknik keamanan dan prosedur manajemen terkait (mis., 
Firewall, peralatan keamanan, segmentasi jaringan, intrusi deteksi) untuk mengotorisasi 
akses dan mengontrol arus informasi dari dan ke jaringan? 
DS5 Apakah perusahaan melakukan pengontrolan pertukaran data transaksi yang bertujuan 
memberikan keaslian data perusahaan ? 
DS6 Apakah perusahaan melakukan Identifikasi semua biaya TI, dan petakan ke layanan TI 
untuk mendukung model biaya yang transparan? 
DS6 Apakah perusahaan Tangkap dan mengalokasikan biaya aktual sesuai dengan model 
biaya perusahaan? 
DS6 Apakah perusahaan menetapkan dan menggunakan model penetapan biaya TI 
berdasarkan definisi layanan yang mendukung perhitungan tarif tolak bayar per layanan? 
DS6 Apakah perusahaan melakukan peninjauan dan pematokan secara berkala kesesuaian 
model biaya / isi ulang untuk mempertahankan relevansi dan kesesuaiannya dengan 
aktivitas bisnis dan TI yang berkembang? 
DS7 Apakah ada penetapan dan pembaharuan kurikulum secara berkala untuk setiap 
karyawan? 
DS7 Apakah setelah didapatkan kebutuhan pendidikan dan pelatihan untuk karyawan sudah 
ditunjuk pelatih dan diatur jadwal pelatihan yang tepat waktu ? 
DS7 Apakah dilakukan evaluasi terhadap pendidikan dan pelatihan yang telah diberikan 
untuk relevansi, kualitas, efektivitas, retensi pengetahuan, biaya dan nilai ? 
DS8 Sistem layanan yang disediakan perusahaan sudah mencakup semua kebutuhan yang 
diperlukan oleh pengguna ? 
DS8 Apakah perusahaan sudah mengantisipasi segala insiden atau memanajemen setiap 
masalah yang ada pada sistem ? 
DS8 Apakah Sistem yang digunakan sudah memenuhi segala pelaporan kendala yang terdapat 
pada aplikasi yang terdapat pada perusahaan? 
DS8 Apakah Segala pelaporan masalah sudah ter-back up oleh sistem yang tersedia dan 
memberikan informasi yang tepat kepada pengguna ? 
DS8 Apakah pelaporan segala aktivitas yang dilakukan oleh pengguna sehingga pengembang 
sistem dapat mengetahui segala kebutuhan yang diperlukan oleh pengguna dan 
menghindari terjadinya kesalahan yang sama terulang? 
DS9 Apakah perusahaan telah menggunakan alat pendukung dan repositori pusat untuk 
memuat semua informasi yang relevan tentang item konfigurasi? 
DS9 Apakah perusahaan Menetapkan prosedur konfigurasi untuk mendukung manajemen dan 
pencatatan semua perubahan ke repositori konfigurasi? 
DS9 Apakah perusahaan melakukan peninjauan data konfigurasi secara berkala untuk 
memverifikasi dan mengkonfirmasi integritas konfigurasi saat ini dan historis? 
DS10 Apakah perusahaan menggunakan proses/langkah-langkah dalam mengidentifikasi setiap 
masalah yang ada? 
DS10 Apakah perusahaan mempertimbangkan setiap akar penyebab dari semua permasalahan? 
DS10 Apakah sistem dapat memecahkan setiap masalah yang ada atau mengetahui masalah 
yang ada? 
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DS10 Apakah perusahaan sudah mengintegrasikan proses terkait konfigurasi, insiden, dan 
manajemen masalah secara efektif? 
DS11 Apakah perusahaan melakukan Verifikasi bahwa semua data yang diharapkan untuk 
diproses diterima dan diproses sepenuhnya, akurat, dan tepat waktu, serta semua output 
dikirimkan sesuai dengan persyaratan bisnis? 
DS11 Apakah perusahaan menetapkan dan menerapkan prosedur untuk penyimpanan, retensi, 
dan pengarsipan data yang efektif dan efisien untuk memenuhi tujuan bisnis kebijakan 
keamanan dan persyaratan peraturan organisasi? 
DS11 Apakah perusahaan menetapkan dan prosedur untuk mempertahankan inventaris media 
yang disimpan dan diarsipkan untuk memastikan kegunaan dan integritasnya? 
DS11 Apakah perusahaan menetapkan dan prosedur untuk memastikan bahwa persyaratan 
bisnis untuk perlindungan data sensitif dan perangkat lunak dipenuhi saat data dan 
perangkat keras dibuang atau ditransfer? 
DS11 Apakah perusahaan menetapkan dan prosedur untuk pencadangan dan pemulihan sistem, 
aplikasi, data, dan dokumentasi yang sejalan dengan bisnis persyaratan dan rencana 
kesinambungan ? 
DS11 Apakah perusahaan menetapkan dan prosedur untuk mengidentifikasi dan menerapkan 
persyaratan keamanan yang berlaku untuk penerimaan, pemrosesan, penyimpanan dan 
output data untuk memenuhi tujuan bisnis? 
DS12 Apakah perusahaan menentukan dan memilih situs fisik untuk peralatan TI untuk 
mendukung strategi teknologi yang terkait dengan strategi bisnis? 
DS12 Apakah perusahaan menetapkan dan menerapkan langkah-langkah keamanan fisik sesuai 
dengan persyaratan bisnis untuk mengamankan lokasi dan aset fisik? 
DS12 Apakah perusahaan menetapkan dan menerapkan prosedur untuk memberikan, 
membatasi, dan mencabut akses ke bangunan, bangunan, dan area sesuai dengan 
kebutuhan bisnis,termasuk keadaan darurat? 
DS12 Apakah perusahaan merancang dan menerapkan langkah-langkah untuk perlindungan 
terhadap faktor lingkungan? 
DS12 Apakah perusahaan melakukan pengelolaan fasilitas, termasuk daya dan peralatan 
komunikasi, sesuai dengan hukum dan peraturan, teknis dan bisnis? 
DS13 Apakah staf menentukan, menerapkan dan memelihara prosedur untuk operasi TI? 
DS13 Apakah semua penjadwalan pekerjaan sudah terlaksana selama ini? 
DS13 Apakah sudah terlaksana selama ini penerapan prosedur untuk memantau infrastruktur 
TI? 
DS13 Apakah sudah diterapkannya selama ini dokumen manajemen inventaris untuk aset TI? 
DS13 Apakah sudah berjalan prosedur untuk memastikan pemeliharaan infrastruktur yang 
tepat? 
ME1 Apakah di Perusahaan telah menetapkan kerangka kerja pemantauan solusi dan 
penyediaan layanan TI? 
ME1 Apakah di perusahaan telah menetapkan proses untuk mengumpulkan data tepat waktu 
dan akurat untuk melaporkan kemajuan? 
ME1 Apakah di perusahaan telah diterapkan monitoring kinerja yang mencatat target dan 
pengukuran kinerja TI? 
ME1 Apakah di perusahaan telah melakukan pemantauan secara berkala terhadap kinerja TI? 
ME1 Apakah di perusahaan telah di kembangkan laporan manajemen tentang kontribusi bisnis 
IT khususnya dalam hal kinerja perusahaan? 
ME1 Apakah di perusahaan telah ada identifikasi dan tindakan perbaikan masalah berdasarkan 
monitoring kinerja IT? 
ME2 Apakah perusahaan secara terus-menerus melakukan pemantauan, perbandingkan, dan 
peningkatkan lingkungan kendali TI dan kerangka kerja kendali untuk memenuhi tujuan 
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organisasi? 
ME2 Apakah perusahaan melakukan pemantauan dan mengevaluasi efisiensi dan efektivitas 
kontrol tinjauan manajerial TI internal? 
ME2 Apakah perusahaan melakukan Identifikasi pengecualian kontrol, dan analisis dan 
identifikasi akar penyebabnya. Tingkatkan pengecualian kontrol dan laporkan ke 
pemangku kepentingan dengan tepat? 
ME2 Apakah perusahaan mengevaluasi kelengkapan dan keefektifan kendali manajemen atas 
proses, kebijakan, dan kontrak TI melalui berkelanjutan program penilaian diri? 
ME2 Apakah perusahaan mendapatkan jaminan pengendalian internal tentang kelengkapan 
dan efektivitas kontrol internal melalui tinjauan pihak ketiga? 
ME2 Apakah perusahaan melakukan penilaian status kontrol internal penyedia layanan 
eksternal? 
ME2 Apakah perusahaan melakukan Identifikasi terhadap penerapan tindakan perbaikan yang 
timbul dari penilaian dan pelaporan kontrol? 
ME3 Apakah perusahaan melakukan Identifikasi Persyaratan Kepatuhan Hukum, Peraturan 
dan Kontraktual Eksternal secara berkelanjutan untuk dimasukkan ke dalam kebijakan, 
standar, prosedur, dan metodologi TI organisasi? 
ME3 Apakah perusahaan melakukan peninjauan dan penyesuaian kebijakan, standar, 
prosedur, dan metodologi TI untuk memastikan legal, pengaturan, dan kontraktual 
persyaratan yang ditangani? 
ME3 Apakah perusahaan mengkonfirmasikan kepatuhan terhadap kebijakan, standar, 
prosedur, dan metodologi TI dengan persyaratan hukum dan peraturan? 
ME3 Apakah perusahaan Memperoleh dan melaporkan jaminan kepatuhan dan kepatuhan 
terhadap semua kebijakan internal yang berasal dari arahan internal atau hukum 
eksternal? 
ME3 Apakah Perusahaan Mengintegrasikan pelaporan TI tentang persyaratan hukum, 
peraturan, dan kontrak dengan output serupa dari fungsi bisnis lainnya? 
ME4 Apakah perusahaan menentukan, menetapkan dan menyelaraskan kerangka kerja tata 
kelola TI dengan keseluruhan tata kelola perusahaan dan lingkungan kontrol? 
ME4 Apakah perusahaan telah bekerja sama dengan dewan dan badan tata kelola yang sudah 
mapan, seperti komite strategi TI, untuk memberikan arahan strategis manajemen relatif 
terhadap TI? 
ME4 Apakah perusahaan telah menerapkan pendekatan disiplin untuk portofolio, program dan 
manajemen proyek, bersikeras bahwa bisnis mengambil kepemilikan semua investasi 
yang mendukung TI dan TI memastikan optimalisasi biaya untuk memberikan 
kemampuan dan layanan TI? 
ME4 Apakah perusahaan mengawasi investasi, penggunaan, dan pengalokasian sumber daya 
TI melalui penilaian berkala atas inisiatif dan operasi TI untuk memastikan sumber daya 
yang sesuai dan keselarasan dengan tujuan strategis saat ini? 
ME4 Apakah perusahaan telah bekerja sama dengan dewan untuk menentukan selera 
perusahaan akan risiko TI? 
ME4 Apakah perusahaan mengkonfirmasikan bahwa sasaran TI yang disepakati telah 
dipenuhi atau dilampaui, atau bahwa kemajuan menuju sasaran TI memenuhi harapan? 
ME4 Apakah perusahaan mendapatkan jaminan independen (internal atau eksternal) tentang 
kesesuaian TI dengan undang-undang dan peraturan yang relevan dengan kinerja TI 
yang efektif dan efisien? 
 
  
 
 
LAMPIRAN B  
DATA AUDIT PERUSAHAAN 
 
Nama Perusahaan  : PT Riau Media Televisi 
Nomor Telp Perusahaan   : (0761)567486 
E-mail Perusahaan  : - 
Alamat Perusahaan   : Komp. Riau Pos Grup, Jl. HR. Soebrantas KM 
10.5 Pekanbaru 
Cara Audit   : Top Down 
Waktu Audit   : 22-10-2019 
Indikator Audit 
- Pengembangan perangkat IT, agar mempermudah kinerja arsitektur IT 
- Pengembangan segala macam softwere yang dibutuhkan perusahaan 
Bussines Goal Perusahaan 
- Mengelola risiko TI bisnis terkait.  
- Meningkatkan transparansi dan tata kelola perusahaan.  
- Memperoleh informasi yang handal dan berguna untuk pengambilan keputusan 
strategis.  
- Meningkatkan dan mempertahankan fungsi proses bisnis.  
- Mengelola perubahan bisnis.  
- Meningkatkan dan mempertahankan operasional dan produktifitas staf.  
- Mengelola produk dan inovasi bisnis  
- Mendapatkan dan mempertahankan orang-orang terampil dan termotivasi.  
- Menciptakan pengembalian investasi yang baik dari investasi-investasi bisnis TI 
yang memungkinkan  
- Menawarkan pelayanan-pelayanan dan produk yang kompetitif  
- Menciptakan ketanggapan dalam merespon perubahan kebutuhan bisnis.  
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IT Goals dan IT Proses Perusahaan 
 
IT Goals IT Proses 
- Menanggapi kebutuhan tata kelola sejalan dengan board direction PO1, PO4, PO10, ME1, 
ME4, 
- Memperhitungkan dan melindungi semua aset IT PO9, DS5, DS9, DS12, 
ME2, 
- Melindungi pencapaian tujuan TI. PO9, DS10, ME2, 
- Membangun kejelasan dampak bisnis risiko untuk tujuan dan 
sumber daya TI. 
PO9, 
- Memastikan bahwa informasi penting dan rahasia tidak dapat 
dimiliki oleh orang-orang yang tidak memiliki akses kesana. 
PO6, DS5, DS11, DS12, 
- Memastikan bahwa transaksi bisnis otomatis dan pertukaran 
informasi dapat dipercaya 
PO6, AI7, DS5, 
- Memastikan layanan-layanan dan infrastruktur TI bisa resist dan 
merecover dari kegagalan karena error, serangan yang disengaja 
atau bencana 
PO6, AI7, DS4, DS5, DS12, 
DS13, ME2, 
- Memastikan dampak bisnis minimum dalam hal terjadinya 
gangguan atau perubahan TI. 
PO6, AI6, DS4, DS12, 
- Mengoptimalkan penggunaan informasi. PO2, DS11, 
- Menjamin transparansi dan pemahaman tentang biaya TI, 
keuntungan, strategi, kebijakan-kebijakan dan tingkatan pelayanan. 
PO5, PO6, DS1, DS2, DS6, 
ME1, ME4, 
- Menjaga integritas informasi dan infrastruktur pengolahan. AI6, DS5, 
- Mendefinisikan bagaimana kebutuhan bisnis fungsional dan 
kontrol dijabarkan dalam solusi otomatis yang efektif dan efisien. 
AI1, AI2, AI6, 
- Mendapatkan dan memperoleh sistem aplikasi yang terstandarisasi 
dan terintegrasi. 
PO3, AI2, AI5, 
- Memastikan integrasi aplikasi ke dalam proses bisnis. PO2, AI4, AI7, 
- Menanggapi kebutuhan bisnis sejalan dengan strategi bisnis. PO1, PO2, PO4, PO10, AI1, 
AI6, AI7, DS1, DS3, ME1, 
- Menciptakan ketangkasan TI PO2, PO4, PO7, AI3, 
- Memastikan TI menunjukkan biaya kualitas pelayanan yang 
efisien, perbaikan terus menerus dan kesiapan untuk perubahan di 
masa depan. 
PO5, DS6, ME1, ME4, 
- Mendapatkan dan memperoleh infrastruktur TI yang 
terstandarisasi dan terintegrasi. 
AI3, AI5, 
- Memastikan kelayakan dan kinerja aplikasi dan solusi teknologi. PO6, AI4, AI7, DS7, DS8, 
- Menyediakan proyek tepat waktu sesuai anggaran dan memenuhi 
kualitas standar. 
PO8, PO10, 
- Mendapatkan dan mempertahankan kemampuan TI yang 
merespon ke strategi TI. 
PO7, AI5, 
- Meningkatkan efisiensi biaya TI dan kontribusinya untuk 
profitabilitas bisnis. 
PO5, DS6, 
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Data Kuisioner 
Nama : Triman 
Jabatan : Manager Teknik dan Jaringan 
Waktu Pengisian : 22-10-2019 
Pertanyaan 0 1 2 3 4 5 
Apakah sistem perusahaan yang digunakan saat ini sesuai dengan bisnis yang 
ada? 
 x     
Apakah perencanaan strategis bisnis dan TI pada perusahaan sudah selaras?    x   
Apakah TI yang digunakan di perusahaan sudah stabil?   x    
Apakah rencana strategis TI di perusahaan sudah terinci?    x   
Apakah portofolio rencana TI taktis berasal dari rencana startegis TI?   x    
Apakah TI yang ada sudah secara aktif mengelola bisnis yang ada?    x   
Apakah rencana TI(memfasilitasi penciptaan, penggunaan, dan pembagian 
informasi yang optimal oleh bisnis dengan cara yang menjaga integritas dan 
fleksibel, fungsional, hemat biaya, tepat waktu, aman, dan tahan terhadap 
kegagalan) sudah berjalan dan konsisten? 
   x   
Apakah kamus data enterprise dan sintaksis sudah dijalankan dengan baik?    x   
Apakah skema klasifikasi pada aplikasi sudah diberlakukan(seperti sifat data 
yang publik atau rahasia) ? 
   x   
Apakah integritas dan konsistensi semua data elektronik termasuk database, 
data warehouse, dan data arsip sudah dimanajemen dengan tepat dan baik ? 
  x    
Apakah perencanaan teknologi untuk masa depan sudah direncanakan dengan 
sebaik-baiknya? 
    x  
Apakah teknologi infrastuktur sudah sesuai dengan Strategi Teknologi ?   x    
Apakah tren dan peraturan di masa depan sudah di pantau dengan sebaik-
baiknya ? 
    x  
Apakah sudah ada forum teknologi yang menyediakan pedoman teknologi , 
saran tentang produk infrastruktur dan panduan tentang pemilihan teknologi ke 
depan ? 
   x   
Apakah sudah ada panduan arsitektur TI dan panduan aplikasi-aplikasi?   x    
Apakah kerangka kerja proses TI untuk melaksankan rencana strategis yang 
sudah ditentukan? 
   x   
Apakah tata kelola TI yang ada pada perusahaan sudah ditangani secara 
memadai? 
   x   
Apakah status proyek sudah selesai dan dapat digunakan untuk menyelesaikan 
konflik? 
  x    
Apakah fungsi TI sudah termasuk kedalam struktur organisasi secara 
keseluruhan ? 
   x   
Apakah struktur organisasi internal dan eksternal yang ditentukan telah 
mencerminkan kebutuhan bisnis? 
 x     
Apakah tanggung jawab dan akuntabilitas telah memenuhi kebutuhan 
organisasi ? 
 x     
Apakah perusahaan sudah memiliki tim yang memeriksa kualitas produk, 
peralatan dan pelayanan IT? 
 x     
Apakah perusahaan sudah memahami pentingnya manajemen resiko 
pengelolaan IT pada tingkat perusahaan? 
 x     
Apakah bisnis yang dijalankan sudah menggunkan prosedur dan tool IT ?  x     
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Apakah supervisior IT sudah kompeten dalam menjalankan tugasnya ?   x    
Apakah pegawai IT dibagi menjadi tim yang lebih spesifik dalam bekerja ?    x   
Apakah perusahaan menetapkan kualifikasi tertentu saat merekrut karyawan IT 
? 
    x  
Apakah karyawan IT sudah memadai dalam menjalankan tugas?    x   
Apakah pegawai kontrak dan konsultan telah memahami peraturan perusahaan 
terkait informasi penting perusahaan ? 
   x   
Apakah tim IT memiliki koordinasi dengan devisi-devisi lain secara berkala?     x  
Apakah perusahaan menetapkan dan memelihara kerangka kerja keuangan 
untuk mengelola investasi dan biaya aset dan layanan TI melalui portofolio 
Itenabled investasi, kas bisnis dan anggaran TI ? 
  x    
Apakah perusahaan menerapkan proses pengambilan keputusan untuk 
memprioritaskan alokasi sumber daya TI untuk operasi, proyek dan 
pemeliharaan memaksimalkan kontribusi TI? 
  x    
Apakah perusahaan menetapkan dan menerapkan praktik-praktik untuk 
menyiapkan anggaran yang mencerminkan prioritas yang ditetapkan oleh 
portofolio perusahaan yang mendukung IT? 
 x     
Apakah perusahaan menerapkan proses manajemen biaya membandingkan 
biaya aktual dengan anggaran? 
 x     
Apakah perusahaan menerapkan proses untuk memantau manfaat dari 
penyediaan dan pemeliharaan kemampuan TI yang disesuaikan? 
  x    
Apakah perusahaan menetapkan elemen lingkungan kontrol untuk TI, selaras 
dengan filosofi manajemen dan gaya operasi perusahaan ? 
   x   
Apakah perusahaan mengembangkan dan memelihara kerangka kerja yang 
mendefinisikan pendekatan keseluruhan perusahaan terhadap risiko dan 
kontrol TI dan yang sejalan dengan TI ? 
  x    
Apakah perusahaan telah melakukan pengembangkan dan pemelihara 
serangkaian kebijakan untuk mendukung strategi TI? 
 x     
Apakah perusahaan telah melakukan peluncurkan dan penegakkan kebijakan 
TI untuk semua staf yang relevan, sehingga mereka dibangun ke dalam dan 
merupakan bagian integral dari operasi perusahaan? 
 x     
Apakah perusahaan telah mengkomunikasikan kesadaran dan pemahaman 
tentang tujuan dan arah bisnis dan TI kepada para pemangku kepentingan dan 
pengguna yang tepat di seluruh perusahaan? 
 x     
Apakah perusahaan Menerapkan suatu proses untuk memastikan bahwa 
organisasi memiliki IT yang tepat digunakan tenaga kerja dengan keterampilan 
yang diperlukan untuk mencapai tujuan organisasi? 
 x     
Apakah perusahaan telah menetetapkan persyaratan kompetensi inti TI dan 
verifikasi bahwa persyaratan tersebut dipertahankan, menggunakan kualifikasi 
dan sertifikasi program yang sesuai? 
   x   
Apakah perusahaan melakukan penetapan, pantau dan awasi peran, tanggung 
jawab, dan kerangka kerja kompensasi untuk personel, termasuk persyaratan 
untuk mematuhi kebijakan dan prosedur manajemen, kode etik, dan praktik 
profesional? 
  x    
Apakah perusahaan telah Memberikan karyawan IT dengan orientasi yang 
tepat ketika dipekerjakan dan pelatihan berkelanjutan untuk mempertahankan 
pengetahuan, keterampilan, kemampuan mereka, kontrol internal dan 
kesadaran keamanan di tingkat yang diperlukan untuk mencapai tujuan 
organisasi.? 
 x     
Apakah perusahaan telah Meminimalkan paparan ketergantungan kritis pada 
individu kunci melalui penangkapan pengetahuan (dokumentasi), berbagi 
   x   
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pengetahuan, perencanaan suksesi dan cadangan staf. 
 
apakah dalam proses rekrutmen TI perusahaan melakukan pemeriksaan latar 
belakang personil? 
  x    
Apakah perusahaan telah melakkukan evaluasi yang tepat waktu untuk 
dilakukan secara berkala terhadap tujuan individu yang berasal dari tujuan 
organisasi, menetapkan standar dan tanggung jawab pekerjaan tertentu. 
Karyawan harus menerima bimbingan tentang kinerja dan melakukan kapan 
saja sesuai? 
  x    
Apakah perusahaan mengambil tindakan bijaksana terkait perubahan 
pekerjaan, terutama pemutusan hubungan kerja? 
  x    
Apakah perusahaan menyediakan, pendekatan standar formal dan 
berkelanjutan mengenai manajemen mutu yang sesuai dengan kebutuhan 
bisnis ? 
  x    
Apakah perusahaan menggunakan praktek-praktek industri yang baik untuk 
referensi ketika meningkatkan dan menyesuaikan praktek mutu organisasi ? 
  x    
Apakah perusahaan mengadopsi dan mempertahankan standar untuk semua 
pengembangan dan akuisisi? 
  x    
Apakah perusahaan sudah ada manajemen mutu pada pelanggan dengan 
menentukan kebutuhan dan menyelaraskan dengan standar dan praktek? 
  x    
Apakah perusahaan menjaga dan secara teratur berkomunikasi mengenai 
keseluruhan rencana kualitas? 
  x    
Apakah perusahaan sudah ada melakukan pengukuran, pemantauan dan 
pencatatan informasi digunakan untuk mengambil tindakan perbaikan dan 
pencegahan yang tepat? 
  x    
Apakah perusahaan Menetapkan kerangka kerja manajemen risiko TI yang 
selaras dengan kerangka kerja manajemen risiko organisasi (perusahaan?. 
   x   
Apakah perusahaan meneTetapkan konteks di mana kerangka kerja penilaian 
risiko diterapkan untuk memastikan hasil yang sesuai? 
   x   
Apakah perusahaan melakukan Identifikasi peristiwa (ancaman realistis 
penting yang mengeksploitasi kerentanan signifikan yang berlaku) dengan 
potensi dampak negatif pada tujuan atau operasi perusahaan, termasuk bisnis, 
peraturan, hukum, teknologi, mitra dagang, sumber daya manusia dan aspek 
operasional? 
  x    
Apakah perusahaan Menilai secara berulang kemungkinan dan dampak dari 
semua risiko yang diidentifikasi, menggunakan metode kualitatif dan 
kuantitatif? 
  x    
Apakah perusahaan mengembangkan dan pertahankan proses respons risiko 
yang dirancang untuk memastikan bahwa pengendalian yang hemat biaya 
memitigasi risiko terhadap dasar berkelanjutan? 
   x   
Apakah perusahaan memPrioritaskan dan rencanakan kegiatan pengendalian di 
semua tingkatan untuk mengimplementasikan respons risiko yang 
diidentifikasi perlu, termasuk identifikasibiaya, manfaat dan tanggung jawab 
untuk pelaksanaan? 
   x   
Apakah perusahaan me-maintain project yang berhubungan dengan program 
investasi yang mendukung IT? 
  x    
Apakah pengerjaan project sesuai dengan framework yang digunakan?    x   
Apakah penetapan manajemen project sudah sesuai dengan ukuran, 
kompleksitas dan persyaratan peraturan dari setiap proyek? 
   x   
Apakah perusahaan berkomitmen dan berpartisipasi dalam pelaksanaan proyek 
dalam konteks IT? 
   x   
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Apakah perusahaan sudah mendefenisikan dan mendokumentasikan sifat dan 
ruang lingkup proyek untuk dikonfirmasi dan dikembangkan ? 
  x    
Apakah di perusahaan menyetujui inisiasi dari fase masing-masing proyek 
besar dan berkomunikasi dengan pemangku kepentingan ? 
  x    
Apakah perusahaan memandu dan mengkontrol selama proyek dilaksanakan ?   x    
Apakah perusahaan menentukan tanggung jawab,hubungan, wewenang, dan 
kriteria kinerja dari anggota tim proyek ? 
  x    
Apakah perusahaan sudah mengidentifikasi,menganalisis, menanggapi dan 
mengkontrol resiko tertentu yang terkait dengan proyek ? 
  x    
Apakah perusahaan sudah menyiapkan rencana manajemen kualitas yang 
menggambarkan kualitas proyek ? 
  x    
Apakah perusahaan sudah menetapkan perubahan kontrol sistem untuk 
masing-masing proyek ? 
   x   
Apakah perusahaan mengidentifikasi jaminan yang diperlukan untuk akreditasi 
sistem baru atau memodifikasi nya selama perencanaan proyek? 
   x   
Apakah perusahaan sudah mengidentifikasi dampak dari rencana pada proyek 
dan secara keseluruhan ? 
   x   
Apakah perusahaan mengidentifikasi dan melaporkan segala kegitan yang 
diperlukan untuk mencapai hasil yang direncanakan? 
  x    
Apakah memprioritaskan persyaratan fungsional dan teknik bisniss yang 
mencakup seluruh ruang lingkup telah dilaksanakan? 
 x     
Apakah mengidentifikasi dan mendokumentasikan resiko yang akan terjadi 
kedepan telah dilakukan? 
  x    
Apakah sudah layak dan sesuai manajemen bisnis yang dijalankan?    x   
Apakah kebutuhan bisnis terhadap spesifikasi desain tingkat tinggi untuk 
akuisisi software, sudah diterjemahkan dengan baik ? 
  x    
Apakah rincian desain dan persyaratan aplikasi software sudah disiapkan 
dengan matang ? 
  x    
Apakah kontrol bisnis agar pemrosesan akurat,lengkap,tepat waktu,resmi dan 
dapat diaudit sudah diimplementasikan dengan tepat? 
  x    
Apakah keamanan aplikasi terhadap klasifikasi,arsitektur informasi, kemanan 
informasi dan toleransi resiko sudah dijelaskan dengan benar? 
   x   
Apakah perangkat aplikasi yang diperoleh untuk memenuhi tujuan bisnis 
sudah dikonfigurasi dan diaplikasikan dengan tepat? 
  x    
Ketika terjadi perubahan besar pada sistem, apakah sistem yang baru 
mengikuti pengembangan sistem lama sudah teridentifikasi dan berjalan 
dengan baik? 
x      
Apakah fungsionalitas otomatis pengembagan spesifikasi desain, dokumentasi 
standar dan persetujuan sudah dipastikan dengan benar? 
   x   
Apakah sumber daya dan pelaksaanan rencana QA sudah dikembangkan 
dengan baik demi menciptakan kualis dan mutu prosedur organisasi? 
    x  
Apakah status persyaratan individu sudah terlacak secara menyeluruh baik 
persyaratan ditolak maupun diterima? 
     x 
Apakah strategi dan rencana untuk pemeliharaan aplikasi software sudah 
dikembangkan dengan baik? 
    x  
Apakah perusahaan merencanakan Akuisisi Infrastruktur Teknologi 
Menghasilkan rencana untuk akuisisi, implementasi dan pemeliharaan 
infrastruktur teknologi yang memenuhi mapan persyaratan fungsional dan 
teknis bisnis dan sesuai dengan arahan teknologi organisasi? 
    x  
Apakah perusahaan melakukan pemantauan dan mengevaluasi penggunaan 
komponesn infrastruktur IT? 
    x  
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Apakah perusahaan melakukan Pemeliharaan Infrastruktur Kembangkan 
strategi dan rencana untuk pemeliharaan infrastruktur, dan pastikan bahwa 
perubahan dikendalikan sesuai dengan organisasi ubah prosedur manajemen? 
     x 
Apakah perusahaan membangun lingkungan pengembangan dan pengujian 
untuk mendukung kelayakan dan integrasi pengujian infrastruktur yang efektif 
dan efisien komponen? 
    x  
Apakah rencana mengidentifikasi dan mendokumentasikan semua aspek 
teknis, operasional, dan penggunaan sudah dikembangkan? 
     x 
Apakah pengetahuan manajemen bisnis tentang ownership sistem dan data 
sudah diketahui oleh individu dengan baik? 
     x 
Apakah end user sudah memiliki pengetahuan dan keterampilan dalam 
menggunakan sistem secara efektif dan efisien? 
    x  
Apakah staf operation dan staf technical support memiliki pengetahuan dan 
keterampilan secara efektif dan efisien dalam mengembangkan, mendukung, 
dan memelihara sistem serta infrastruktur terkait? 
  x    
Apakah serangkaian prosedur dan standar telah konsisten dengan keseluruhan 
proses organisasi bisnis procurement? 
  x    
Apakah sudah dibuat prosedur untuk menetapkan, memodifikasi, dan 
mengakhiri kontrak untuk supplier? 
  x    
Apakah supplier sudah dipilih berdasarkan persyaratan yang sudah ditentukan?   x    
Apakah kepentingan organisasi dalam semua perjanjian kontrak akuisisi 
(termasuk hak dan kewajiban) telah dilindungi dan diterapkan? 
   x   
Apakah dilakukan perubahan manajemen terhadap standar dan prosedur yang 
berjalan sesuai dengan permintaan? 
   x   
Apakah semua permintaan untuk perubahan sudah dinilai dengan cara 
terstruktur? 
   x   
Apakah ada ketetapan proses terhadap perubahan yang bersifat darurat?   x    
Apakah dilakukan pendokumentasian terhadap perubahan yang ditolak, status 
yang disetujui dan dalam proses perubahan, serta perubahan lengkap? 
 x     
Apakah setiap kali perubahan diterapkan, dilakukan dokumentasi 
pembaharuan sistem terkait dan user, serta prosedur yang sesuai? 
 x     
Apakah pelatihan dan rencana implementasi, serta materi terkait 
pengembangan sistem informasi, implementasi atau modifikasi proyek telah 
sesuai? 
 x     
Apakah rencana uji telah sesuai berdasarkan standar organisasi yang 
mendefinisikan peran, tanggung jawab, dan kriteria masuk dan keluar? 
   x   
Apakah rencana implementasi dan fallback/backout sudah mendapatkan 
persetujuan dari pihak terkait? 
  x    
Apakah perwakilan lingkungan uji yang aman dari lingkungan operasi yang 
direncanakan relatif terhadap keamanan, internal kontrol, praktik operasional, 
kualitas data dan persyaratan privasi, serta beban kerja telah ditetapkan? 
   x   
Apakah konversi data dan migrasi infrastruktur telah direncanakan sebagai 
bagian dari metode pengembangan organisasi, termasuk jejak audit, rollback 
dan fallback? 
   x   
Apakah sudah dipastikan bahwa rencana tersebut telah mempertimbangkan 
keamanan dan kinerja? 
  x    
Apakah owner dan TI stakeholder telah melakukan evaluasi hasil dari proses 
pengujian yang telah ditentukan oleh rencana pengujian? 
   x   
Apakah persetujuan dari stakeholder, seperti user, owner sistem, dan 
manajemen operasional sudah didapatkan? 
   x   
Apakah permintaan tinjauan pasca-implementasi telah ditetapkan dalam   x    
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rencana implementasi? 
 
Apakah perusahaan sudah meningkatkan tingkat kepuasan layanan pengguna 
terhadap layanan yang disediakan? 
  x    
Apakah perusahaan sudah meningkatkan karakteristik layanan dan mengatur 
persyaratan bisnis yang ada pada perusahaan ini? 
  x    
Apakah perusahaan sudah memenuhi segala kebutuhan yang diperlukan oleh 
para pengguna aplikasi yang ada di perusahaan ini? 
x      
Apakah Perusahaan sudah memenuhi segala tingkat layanan yang yang 
terdapat pada pernyataan DS1.3? 
  x    
Apakah dengan memantau kinerja aplikasi layanan yang tersedia pada 
perusahaan ini dapat meningkatkan layanan yang tersedia? 
  x    
Apakah dengan cara memantau segala penyedia layanan baik dari pihak 
internal maupun pihak eksternal(pihak ketiga) bahwa penyedia layanan bekerja 
dengan efisien? 
   x   
Apakah perusahaan telah mengidentifikasi semua pemasok dokumentasi dari 
reklame teknis dan organisasi? 
   x   
Apakah perusahaan telah memproses cara mengatur hubungan dengan 
pelanggan? 
  x    
Apakah perusahaan mengidentifikasi dan mengurangi risiko yang berkaitan 
dengan kemampuan pemasok untuk penyampaian pelayanan yang efektif dan 
efisien? 
   x   
Apakah perusahaan telah memantau penyampaian layanan untuk memastikan 
pemasok mematuhi perjanjian? 
     x 
Apakah perusahaan telah memproses perencanaan kapasitas dan kinerja dalam 
memanfaatkan teknik pemodelan yang tepat untuk menghasilkan perkiraan 
kinerja saat ini? 
    x  
Apakah perusahaan telah menilai kapasitas kinerja saat ini dari sumber daya IT 
untuk menentukan kapasitas yang cukup? 
    x  
Apakah perusahaan telah melakukan perkiraan kinerja dan kapasitas sumber 
daya IT secara berkala untuk meminimalkan risiko gangguan layanan? 
     x 
Apakah perusahaan dapat memberikan kapasitas dan kinerja yang dibutuhkan 
dengan ketentuan seperti memprioritaskan tugas, toleransi kesalahan, dan 
alokasi sumber daya? 
   x   
Apakah perusahaan telah memantau kinerja sumber daya IT untuk 
mempertahankan dan menyempurnakan kinerja dalam IT? 
   x   
Tujuan dari kerangka kerja adalah untuk membantu pemprosesan dalam 
pekerjaan yang lebih efisien, apakah kerangka kerja di sini sudah diterapkan 
dalam semua aspek pekerjaan? 
    x  
Apakah rancangan dari proses bisnis yang sudah diterapkan dapat mengatasi 
dampak permasalahan yang ada? 
   x   
Apakah sumber daya TI yang ada sudah berkesinambungan dalam pemulihan 
ketahanan? 
    x  
Apakah prosedur pengendalian selalu menerapkan pemeliharaan yang 
mencerminkan kebutuhan bisnis? 
   x   
Apakah dalam pemulihan sistem selalu menyediakan seperti dokumentasi, 
pelaporan hasil tes dll? 
    x  
Apakah pihak yang berkepentingan selalu memberikan arahan atau pelatihan 
mengenai prosedur, peran dan tanggung jawab apabila terjadi incident? 
   x   
Apakah perusahaan sudah ada strategi untuk mendistribusikan perencanaan 
untuk memastikan rencana tersebut didistribusikan dengan baik, aman dan 
    x  
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tersedia secara tepat? 
Apakah selalu ada tindakan ketika pemulihan untuk melanjutkan layanan?    x   
Apakah IT manajemen memastikan pengaturan seperti konten, keamanan dll 
secara berkala? 
    x  
Apakah manajemen TI telah menentukan dan menetapkan prosedur kelayakan 
pembaruan setelah sistem kembali beroperasi? 
    x  
Apakah perusahaan mengelola keamanan TI pada tingkat organisasi tertinggi 
yang sesuai, sehingga pengelolaan tindakan keamanan sejalan dengan bisnis? 
   x   
Apakah perusahaan menerjemahkan persyaratan bisnis, risiko, dan kepatuhan 
ke dalam keseluruhan rencana keamanan TI, dengan mempertimbangkan 
infrastruktur TI dan budaya keamanan? 
    x  
Apakah perusahaan melakukan Konfirmasikan bahwa hak akses pengguna ke 
sistem dan data sejalan dengan kebutuhan bisnis yang ditentukan dan 
didokumentasikan serta pekerjaan itu persyaratan terlampir pada identitas 
pengguna? 
   x   
Apakah perusahaan menyertakan prosedur persetujuan yang menjabarkan data 
atau pemilik sistem yang memberikan akses hak istimewa? 
    x  
Apakah perusahaan melakukan pengujian dan pemantauan implementasi 
keamanan TI secara proaktif? 
   x   
Apakah perusahaan Mendefinisikan dan mengkomunikasikan karakteristik 
insiden keamanan potensial dengan jelas sehingga dapat diklasifikasikan 
dengan benar dan ditangani oleh insiden dan proses manajemen masalah? 
   x   
Apakah memBuat teknologi terkait keamanan tahan terhadap gangguan, dan 
jangan ungkapkan dokumentasi keamanan yang tidak perlu? 
    x  
Apakah perusahaan menentukan bahwa ada kebijakan dan prosedur untuk 
mengatur pembangkitan, perubahan, pencabutan, penghancuran, distribusi, 
sertifikasi, penyimpanan, pemasukan, penggunaan dan pengarsipan kunci 
kriptografi untuk memastikan perlindungan kunci terhadap modifikasi 
danpengungkapan yang tidak sah? 
    x  
Apakah perusahaan meletakkan langkah-langkah pencegahan, detektif dan 
korektif di tempat (terutama patch keamanan terbaru dan kontrol virus) di 
seluruh organisasi untuk melindungi sistem dan teknologi informasi dari 
malware? 
   x   
Apakah perusahaan Gunakan teknik keamanan dan prosedur manajemen 
terkait (mis., Firewall, peralatan keamanan, segmentasi jaringan, intrusi 
deteksi) untuk mengotorisasi akses dan mengontrol arus informasi dari dan ke 
jaringan? 
    x  
Apakah perusahaan melakukan pengontrolan pertukaran data transaksi yang 
bertujuan memberikan keaslian data perusahaan ? 
  x    
Apakah perusahaan melakukan Identifikasi semua biaya TI, dan petakan ke 
layanan TI untuk mendukung model biaya yang transparan? 
 x     
Apakah perusahaan Tangkap dan mengalokasikan biaya aktual sesuai dengan 
model biaya perusahaan? 
 x     
Apakah perusahaan menetapkan dan menggunakan model penetapan biaya TI 
berdasarkan definisi layanan yang mendukung perhitungan tarif tolak bayar 
per layanan? 
   x   
Apakah perusahaan melakukan peninjauan dan pematokan secara berkala 
kesesuaian model biaya / isi ulang untuk mempertahankan relevansi dan 
kesesuaiannya dengan aktivitas bisnis dan TI yang berkembang? 
  x    
Apakah ada penetapan dan pembaharuan kurikulum secara berkala untuk 
setiap karyawan? 
  x    
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Apakah setelah didapatkan kebutuhan pendidikan dan pelatihan untuk 
karyawan sudah ditunjuk pelatih dan diatur jadwal pelatihan yang tepat waktu? 
  x    
Apakah dilakukan evaluasi terhadap pendidikan dan pelatihan yang telah 
diberikan untuk relevansi, kualitas, efektivitas, retensi pengetahuan, biaya dan 
nilai ? 
 x     
Sistem layanan yang disediakan perusahaan sudah mencakup semua kebutuhan 
yang diperlukan oleh pengguna ? 
   x   
Apakah perusahaan sudah mengantisipasi segala insiden atau memanajemen 
setiap masalah yang ada pada sistem ? 
  x    
Apakah Sistem yang digunakan sudah memenuhi segala pelaporan kendala 
yang terdapat pada aplikasi yang terdapat pada perusahaan? 
   x   
Apakah Segala pelaporan masalah sudah ter-back up oleh sistem yang tersedia 
dan memberikan informasi yang tepat kepada pengguna ? 
  x    
Apakah pelaporan segala aktivitas yang dilakukan oleh pengguna sehingga 
pengembang sistem dapat mengetahui segala kebutuhan yang diperlukan oleh 
pengguna dan menghindari terjadinya kesalahan yang sama terulang? 
   x   
Apakah perusahaan telah menggunakan alat pendukung dan repositori pusat 
untuk memuat semua informasi yang relevan tentang item konfigurasi? 
   x   
Apakah perusahaan Menetapkan prosedur konfigurasi untuk mendukung 
manajemen dan pencatatan semua perubahan ke repositori konfigurasi? 
   x   
Apakah perusahaan melakukan peninjauan data konfigurasi secara berkala 
untuk memverifikasi dan mengkonfirmasi integritas konfigurasi saat ini dan 
historis? 
  x    
Apakah perusahaan menggunakan proses/langkah-langkah dalam 
mengidentifikasi setiap masalah yang ada? 
 x     
Apakah perusahaan mempertimbangkan setiap akar penyebab dari semua 
permasalahan? 
    x  
Apakah sistem dapat memecahkan setiap masalah yang ada atau mengetahui 
masalah yang ada? 
   x   
Apakah perusahaan sudah mengintegrasikan proses terkait konfigurasi, 
insiden, dan manajemen masalah secara efektif? 
   x   
Apakah perusahaan melakukan Verifikasi bahwa semua data yang diharapkan 
untuk diproses diterima dan diproses sepenuhnya, akurat, dan tepat waktu, 
serta semua output dikirimkan sesuai dengan persyaratan bisnis? 
  x    
Apakah perusahaan menetapkan dan menerapkan prosedur untuk 
penyimpanan, retensi, dan pengarsipan data yang efektif dan efisien untuk 
memenuhi tujuan bisnis kebijakan keamanan dan persyaratan peraturan 
organisasi? 
   x   
Apakah perusahaan menetapkan dan prosedur untuk mempertahankan 
inventaris media yang disimpan dan diarsipkan untuk memastikan kegunaan 
dan integritasnya? 
   x   
Apakah perusahaan menetapkan dan prosedur untuk memastikan bahwa 
persyaratan bisnis untuk perlindungan data sensitif dan perangkat lunak 
dipenuhi saat data dan perangkat keras dibuang atau ditransfer? 
   x   
Apakah perusahaan menetapkan dan prosedur untuk pencadangan dan 
pemulihan sistem, aplikasi, data, dan dokumentasi yang sejalan dengan bisnis 
persyaratan dan rencana kesinambungan ? 
  x    
Apakah perusahaan menetapkan dan prosedur untuk mengidentifikasi dan 
menerapkan persyaratan keamanan yang berlaku untuk penerimaan, 
pemrosesan, penyimpanan dan output data untuk memenuhi tujuan bisnis? 
   x   
Apakah perusahaan menentukan dan memilih situs fisik untuk peralatan TI    x   
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untuk mendukung strategi teknologi yang terkait dengan strategi bisnis? 
Apakah perusahaan menetapkan dan menerapkan langkah-langkah keamanan 
fisik sesuai dengan persyaratan bisnis untuk mengamankan lokasi dan aset 
fisik? 
  x    
Apakah perusahaan menetapkan dan menerapkan prosedur untuk memberikan, 
membatasi, dan mencabut akses ke bangunan, bangunan, dan area sesuai 
dengan kebutuhan bisnis,termasuk keadaan darurat? 
   x   
Apakah perusahaan merancang dan menerapkan langkah-langkah untuk 
perlindungan terhadap faktor lingkungan? 
  x    
Apakah perusahaan melakukan pengelolaan fasilitas, termasuk daya dan 
peralatan komunikasi, sesuai dengan hukum dan peraturan, teknis dan bisnis? 
   x   
Apakah staf menentukan, menerapkan dan memelihara prosedur untuk operasi 
TI? 
  x    
Apakah semua penjadwalan pekerjaan sudah terlaksana selama ini?   x    
Apakah sudah terlaksana selama ini penerapan prosedur untuk memantau 
infrastruktur TI? 
  x    
Apakah sudah diterapkannya selama ini dokumen manajemen inventaris untuk 
aset TI? 
   x   
Apakah sudah berjalan prosedur untuk memastikan pemeliharaan infrastruktur 
yang tepat? 
   x   
Apakah di Perusahaan telah menetapkan kerangka kerja pemantauan solusi 
dan penyediaan layanan TI? 
  x    
Apakah di perusahaan telah menetapkan proses untuk mengumpulkan data 
tepat waktu dan akurat untuk melaporkan kemajuan? 
   x   
Apakah di perusahaan telah diterapkan monitoring kinerja yang mencatat 
target dan pengukuran kinerja TI? 
    x  
Apakah di perusahaan telah melakukan pemantauan secara berkala terhadap 
kinerja TI? 
  x    
Apakah di perusahaan telah di kembangkan laporan manajemen tentang 
kontribusi bisnis IT khususnya dalam hal kinerja perusahaan? 
 x     
Apakah di perusahaan telah ada identifikasi dan tindakan perbaikan masalah 
berdasarkan monitoring kinerja IT? 
  x    
Apakah perusahaan secara terus-menerus melakukan pemantauan, 
perbandingkan, dan peningkatkan lingkungan kendali TI dan kerangka kerja 
kendali untuk memenuhi tujuan organisasi? 
    x  
Apakah perusahaan melakukan pemantauan dan mengevaluasi efisiensi dan 
efektivitas kontrol tinjauan manajerial TI internal? 
    x  
Apakah perusahaan melakukan Identifikasi pengecualian kontrol, dan analisis 
dan identifikasi akar penyebabnya. Tingkatkan pengecualian kontrol dan 
laporkan ke pemangku kepentingan dengan tepat? 
     x 
Apakah perusahaan mengevaluasi kelengkapan dan keefektifan kendali 
manajemen atas proses, kebijakan, dan kontrak TI melalui berkelanjutan 
program penilaian diri? 
    x  
Apakah perusahaan mendapatkan jaminan pengendalian internal tentang 
kelengkapan dan efektivitas kontrol internal melalui tinjauan pihak ketiga? 
   x   
Apakah perusahaan melakukan penilaian status kontrol internal penyedia 
layanan eksternal? 
    x  
Apakah perusahaan melakukan Identifikasi terhadap penerapan tindakan 
perbaikan yang timbul dari penilaian dan pelaporan kontrol? 
     x 
Apakah perusahaan menentukan, menetapkan dan menyelaraskan kerangka 
kerja tata kelola TI dengan keseluruhan tata kelola perusahaan dan lingkungan 
     x 
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kontrol? 
 
Apakah perusahaan telah bekerja sama dengan dewan dan badan tata kelola 
yang sudah mapan, seperti komite strategi TI, untuk memberikan arahan 
strategis manajemen relatif terhadap TI? 
     x 
Apakah perusahaan telah menerapkan pendekatan disiplin untuk portofolio, 
program dan manajemen proyek, bersikeras bahwa bisnis mengambil 
kepemilikan semua investasi yang mendukung TI dan TI memastikan 
optimalisasi biaya untuk memberikan kemampuan dan layanan TI? 
     x 
Apakah perusahaan mengawasi investasi, penggunaan, dan pengalokasian 
sumber daya TI melalui penilaian berkala atas inisiatif dan operasi TI untuk 
memastikan sumber daya yang sesuai dan keselarasan dengan tujuan strategis 
saat ini? 
    x  
Apakah perusahaan telah bekerja sama dengan dewan untuk menentukan 
selera perusahaan akan risiko TI? 
     x 
Apakah perusahaan mengkonfirmasikan bahwa sasaran TI yang disepakati 
telah dipenuhi atau dilampaui, atau bahwa kemajuan menuju sasaran TI 
memenuhi harapan? 
     x 
Apakah perusahaan mendapatkan jaminan independen (internal atau eksternal) 
tentang kesesuaian TI dengan undang-undang dan peraturan yang relevan 
dengan kinerja TI yang efektif dan efisien? 
     x 
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Apakah sistem perusahaan yang digunakan saat ini sesuai dengan bisnis yang 
ada? 
  x    
Apakah perencanaan strategis bisnis dan TI pada perusahaan sudah selaras?    x   
Apakah TI yang digunakan di perusahaan sudah stabil?   x    
Apakah rencana strategis TI di perusahaan sudah terinci?    x   
Apakah portofolio rencana TI taktis berasal dari rencana startegis TI?    x   
Apakah TI yang ada sudah secara aktif mengelola bisnis yang ada?    x   
Apakah rencana TI(memfasilitasi penciptaan, penggunaan, dan pembagian 
informasi yang optimal oleh bisnis dengan cara yang menjaga integritas dan 
fleksibel, fungsional, hemat biaya, tepat waktu, aman, dan tahan terhadap 
kegagalan) sudah berjalan dan konsisten? 
   x   
Apakah kamus data enterprise dan sintaksis sudah dijalankan dengan baik?   x    
Apakah skema klasifikasi pada aplikasi sudah diberlakukan(seperti sifat data 
yang publik atau rahasia) ? 
   x   
Apakah integritas dan konsistensi semua data elektronik termasuk database, 
data warehouse, dan data arsip sudah dimanajemen dengan tepat dan baik ? 
   x   
Apakah perencanaan teknologi untuk masa depan sudah direncanakan dengan 
sebaik-baiknya? 
    x  
Apakah teknologi infrastuktur sudah sesuai dengan Strategi Teknologi ?    x   
Apakah tren dan peraturan di masa depan sudah di pantau dengan sebaik-
baiknya ? 
  x    
Apakah sudah ada forum teknologi yang menyediakan pedoman teknologi , 
saran tentang produk infrastruktur dan panduan tentang pemilihan teknologi ke 
   x   
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depan ? 
Apakah sudah ada panduan arsitektur TI dan panduan aplikasi-aplikasi?     x  
Apakah kerangka kerja proses TI untuk melaksankan rencana strategis yang 
sudah ditentukan? 
   x   
Apakah tata kelola TI yang ada pada perusahaan sudah ditangani secara 
memadai? 
    x  
Apakah status proyek sudah selesai dan dapat digunakan untuk menyelesaikan 
konflik? 
  x    
Apakah fungsi TI sudah termasuk kedalam struktur organisasi secara 
keseluruhan ? 
    x  
Apakah struktur organisasi internal dan eksternal yang ditentukan telah 
mencerminkan kebutuhan bisnis? 
  x    
Apakah tanggung jawab dan akuntabilitas telah memenuhi kebutuhan 
organisasi ? 
   x   
Apakah perusahaan sudah memiliki tim yang memeriksa kualitas produk, 
peralatan dan pelayanan IT? 
  x    
Apakah perusahaan sudah memahami pentingnya manajemen resiko 
pengelolaan IT pada tingkat perusahaan? 
   x   
Apakah bisnis yang dijalankan sudah menggunkan prosedur dan tool IT ?   x    
Apakah supervisior IT sudah kompeten dalam menjalankan tugasnya ?     x  
Apakah pegawai IT dibagi menjadi tim yang lebih spesifik dalam bekerja ?      x 
Apakah perusahaan menetapkan kualifikasi tertentu saat merekrut karyawan IT 
? 
    x  
Apakah karyawan IT sudah memadai dalam menjalankan tugas?     x  
Apakah pegawai kontrak dan konsultan telah memahami peraturan perusahaan 
terkait informasi penting perusahaan ? 
   x   
Apakah tim IT memiliki koordinasi dengan devisi-devisi lain secara berkala?      x 
Apakah perusahaan menetapkan dan memelihara kerangka kerja keuangan 
untuk mengelola investasi dan biaya aset dan layanan TI melalui portofolio 
Itenabled investasi, kas bisnis dan anggaran TI ? 
    x  
Apakah perusahaan menerapkan proses pengambilan keputusan untuk 
memprioritaskan alokasi sumber daya TI untuk operasi, proyek dan 
pemeliharaan memaksimalkan kontribusi TI? 
   x   
Apakah perusahaan menetapkan dan menerapkan praktik-praktik untuk 
menyiapkan anggaran yang mencerminkan prioritas yang ditetapkan oleh 
portofolio perusahaan yang mendukung IT? 
 x     
Apakah perusahaan menerapkan proses manajemen biaya membandingkan 
biaya aktual dengan anggaran? 
 
  x    
Apakah perusahaan menerapkan proses untuk memantau manfaat dari 
penyediaan dan pemeliharaan kemampuan TI yang disesuaikan? 
   x   
Apakah perusahaan menetapkan elemen lingkungan kontrol untuk TI, selaras 
dengan filosofi manajemen dan gaya operasi perusahaan ? 
 x     
Apakah perusahaan mengembangkan dan memelihara kerangka kerja yang 
mendefinisikan pendekatan keseluruhan perusahaan terhadap risiko dan 
kontrol TI dan yang sejalan dengan TI ? 
 x     
Apakah perusahaan telah melakukan pengembangkan dan pemelihara 
serangkaian kebijakan untuk mendukung strategi TI? 
 x     
Apakah perusahaan telah melakukan peluncurkan dan penegakkan kebijakan 
TI untuk semua staf yang relevan, sehingga mereka dibangun ke dalam dan 
merupakan bagian integral dari operasi perusahaan? 
   x   
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Apakah perusahaan telah mengkomunikasikan kesadaran dan pemahaman 
tentang tujuan dan arah bisnis dan TI kepada para pemangku kepentingan dan 
pengguna yang tepat di seluruh perusahaan? 
  x    
Apakah perusahaan Menerapkan suatu proses untuk memastikan bahwa 
organisasi memiliki IT yang tepat digunakan tenaga kerja dengan keterampilan 
yang diperlukan untuk mencapai tujuan organisasi? 
  x    
Apakah perusahaan telah menetetapkan persyaratan kompetensi inti TI dan 
verifikasi bahwa persyaratan tersebut dipertahankan, menggunakan kualifikasi 
dan sertifikasi program yang sesuai? 
   x   
Apakah perusahaan melakukan penetapan, pantau dan awasi peran, tanggung 
jawab, dan kerangka kerja kompensasi untuk personel, termasuk persyaratan 
untuk mematuhi kebijakan dan prosedur manajemen, kode etik, dan praktik 
profesional? 
    x  
Apakah perusahaan telah Memberikan karyawan IT dengan orientasi yang 
tepat ketika dipekerjakan dan pelatihan berkelanjutan untuk mempertahankan 
pengetahuan, keterampilan, kemampuan mereka, kontrol internal dan 
kesadaran keamanan di tingkat yang diperlukan untuk mencapai tujuan 
organisasi.? 
  x    
Apakah perusahaan telah Meminimalkan paparan ketergantungan kritis pada 
individu kunci melalui penangkapan pengetahuan (dokumentasi), berbagi 
pengetahuan, perencanaan suksesi dan cadangan staf. 
 x     
apakah dalam proses rekrutmen TI perusahaan melakukan pemeriksaan latar 
belakang personil? 
x      
Apakah perusahaan telah melakkukan evaluasi yang tepat waktu untuk 
dilakukan secara berkala terhadap tujuan individu yang berasal dari tujuan 
organisasi, menetapkan standar dan tanggung jawab pekerjaan tertentu. 
Karyawan harus menerima bimbingan tentang kinerja dan melakukan kapan 
saja sesuai? 
   x   
Apakah perusahaan mengambil tindakan bijaksana terkait perubahan 
pekerjaan, terutama pemutusan hubungan kerja? 
   x   
Apakah perusahaan menyediakan, pendekatan standar formal dan 
berkelanjutan mengenai manajemen mutu yang sesuai dengan kebutuhan 
bisnis ? 
 
 
  x    
Apakah perusahaan menggunakan praktek-praktek industri yang baik untuk 
referensi ketika meningkatkan dan menyesuaikan praktek mutu organisasi ? 
  x    
Apakah perusahaan mengadopsi dan mempertahankan standar untuk semua 
pengembangan dan akuisisi? 
   x   
Apakah perusahaan sudah ada manajemen mutu pada pelanggan dengan 
menentukan kebutuhan dan menyelaraskan dengan standar dan praktek? 
   x   
Apakah perusahaan menjaga dan secara teratur berkomunikasi mengenai 
keseluruhan rencana kualitas? 
  x    
Apakah perusahaan sudah ada melakukan pengukuran, pemantauan dan 
pencatatan informasi digunakan untuk mengambil tindakan perbaikan dan 
pencegahan yang tepat? 
   x   
Apakah perusahaan Menetapkan kerangka kerja manajemen risiko TI yang 
selaras dengan kerangka kerja manajemen risiko organisasi (perusahaan?. 
   x   
Apakah perusahaan meneTetapkan konteks di mana kerangka kerja penilaian 
risiko diterapkan untuk memastikan hasil yang sesuai? 
  x    
Apakah perusahaan melakukan Identifikasi peristiwa (ancaman realistis  x     
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penting yang mengeksploitasi kerentanan signifikan yang berlaku) dengan 
potensi dampak negatif pada tujuan atau operasi perusahaan, termasuk bisnis, 
peraturan, hukum, teknologi, mitra dagang, sumber daya manusia dan aspek 
operasional? 
Apakah perusahaan Menilai secara berulang kemungkinan dan dampak dari 
semua risiko yang diidentifikasi, menggunakan metode kualitatif dan 
kuantitatif? 
  x    
Apakah perusahaan mengembangkan dan pertahankan proses respons risiko 
yang dirancang untuk memastikan bahwa pengendalian yang hemat biaya 
memitigasi risiko terhadap dasar berkelanjutan? 
   x   
Apakah perusahaan memPrioritaskan dan rencanakan kegiatan pengendalian di 
semua tingkatan untuk mengimplementasikan respons risiko yang 
diidentifikasi perlu, termasuk identifikasibiaya, manfaat dan tanggung jawab 
untuk pelaksanaan? 
   x   
Apakah perusahaan me-maintain project yang berhubungan dengan program 
investasi yang mendukung IT? 
  x    
Apakah pengerjaan project sesuai dengan framework yang digunakan?     x  
Apakah penetapan manajemen project sudah sesuai dengan ukuran, 
kompleksitas dan persyaratan peraturan dari setiap proyek? 
  x    
Apakah perusahaan berkomitmen dan berpartisipasi dalam pelaksanaan proyek 
dalam konteks IT? 
 x     
Apakah perusahaan sudah mendefenisikan dan mendokumentasikan sifat dan 
ruang lingkup proyek untuk dikonfirmasi dan dikembangkan ? 
 x     
Apakah di perusahaan menyetujui inisiasi dari fase masing-masing proyek 
besar dan berkomunikasi dengan pemangku kepentingan ? 
 x     
Apakah perusahaan memandu dan mengkontrol selama proyek dilaksanakan ?    x   
Apakah perusahaan menentukan tanggung jawab,hubungan, wewenang, dan 
kriteria kinerja dari anggota tim proyek ? 
   x   
Apakah perusahaan sudah mengidentifikasi,menganalisis, menanggapi dan 
mengkontrol resiko tertentu yang terkait dengan proyek ? 
   x   
Apakah perusahaan sudah menyiapkan rencana manajemen kualitas yang 
menggambarkan kualitas proyek ? 
   x   
Apakah perusahaan sudah menetapkan perubahan kontrol sistem untuk 
masing-masing proyek ? 
  x    
Apakah perusahaan mengidentifikasi jaminan yang diperlukan untuk akreditasi 
sistem baru atau memodifikasi nya selama perencanaan proyek? 
  x    
Apakah perusahaan sudah mengidentifikasi dampak dari rencana pada proyek 
dan secara keseluruhan ? 
 x     
Apakah perusahaan mengidentifikasi dan melaporkan segala kegitan yang 
diperlukan untuk mencapai hasil yang direncanakan? 
 x     
Apakah memprioritaskan persyaratan fungsional dan teknik bisniss yang 
mencakup seluruh ruang lingkup telah dilaksanakan? 
   x   
Apakah mengidentifikasi dan mendokumentasikan resiko yang akan terjadi 
kedepan telah dilakukan? 
    x  
Apakah sudah layak dan sesuai manajemen bisnis yang dijalankan?    x   
Apakah kebutuhan bisnis terhadap spesifikasi desain tingkat tinggi untuk 
akuisisi software, sudah diterjemahkan dengan baik ? 
    x  
Apakah rincian desain dan persyaratan aplikasi software sudah disiapkan 
dengan matang ? 
   x   
Apakah kontrol bisnis agar pemrosesan akurat,lengkap,tepat waktu,resmi dan 
dapat diaudit sudah diimplementasikan dengan tepat? 
 x     
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Apakah keamanan aplikasi terhadap klasifikasi,arsitektur informasi, kemanan 
informasi dan toleransi resiko sudah dijelaskan dengan benar? 
  x    
Apakah perangkat aplikasi yang diperoleh untuk memenuhi tujuan bisnis 
sudah dikonfigurasi dan diaplikasikan dengan tepat? 
  x    
Ketika terjadi perubahan besar pada sistem, apakah sistem yang baru 
mengikuti pengembangan sistem lama sudah teridentifikasi dan berjalan 
dengan baik? 
  x    
Apakah fungsionalitas otomatis pengembagan spesifikasi desain, dokumentasi 
standar dan persetujuan sudah dipastikan dengan benar? 
  x    
Apakah sumber daya dan pelaksaanan rencana QA sudah dikembangkan 
dengan baik demi menciptakan kualis dan mutu prosedur organisasi? 
  x    
Apakah status persyaratan individu sudah terlacak secara menyeluruh baik 
persyaratan ditolak maupun diterima? 
  x    
Apakah strategi dan rencana untuk pemeliharaan aplikasi software sudah 
dikembangkan dengan baik? 
   x   
Apakah perusahaan merencanakan Akuisisi Infrastruktur Teknologi 
Menghasilkan rencana untuk akuisisi, implementasi dan pemeliharaan 
infrastruktur teknologi yang memenuhi mapan persyaratan fungsional dan 
teknis bisnis dan sesuai dengan arahan teknologi organisasi? 
    x  
Apakah perusahaan melakukan pemantauan dan mengevaluasi penggunaan 
komponesn infrastruktur IT? 
   x   
Apakah perusahaan melakukan Pemeliharaan Infrastruktur Kembangkan 
strategi dan rencana untuk pemeliharaan infrastruktur, dan pastikan bahwa 
perubahan dikendalikan sesuai dengan organisasi ubah prosedur manajemen? 
  x    
Apakah perusahaan membangun lingkungan pengembangan dan pengujian 
untuk mendukung kelayakan dan integrasi pengujian infrastruktur yang efektif 
dan efisien komponen? 
  x    
Apakah rencana mengidentifikasi dan mendokumentasikan semua aspek 
teknis, operasional, dan penggunaan sudah dikembangkan? 
  x    
Apakah pengetahuan manajemen bisnis tentang ownership sistem dan data 
sudah diketahui oleh individu dengan baik? 
   x   
Apakah end user sudah memiliki pengetahuan dan keterampilan dalam 
menggunakan sistem secara efektif dan efisien? 
   x   
Apakah staf operation dan staf technical support memiliki pengetahuan dan 
keterampilan secara efektif dan efisien dalam mengembangkan, mendukung, 
dan memelihara sistem serta infrastruktur terkait? 
   x   
Apakah serangkaian prosedur dan standar telah konsisten dengan keseluruhan 
proses organisasi bisnis procurement? 
   x   
Apakah sudah dibuat prosedur untuk menetapkan, memodifikasi, dan 
mengakhiri kontrak untuk supplier? 
   x   
Apakah supplier sudah dipilih berdasarkan persyaratan yang sudah ditentukan?   x    
Apakah kepentingan organisasi dalam semua perjanjian kontrak akuisisi 
(termasuk hak dan kewajiban) telah dilindungi dan diterapkan? 
  x    
Apakah dilakukan perubahan manajemen terhadap standar dan prosedur yang 
berjalan sesuai dengan permintaan? 
  x    
Apakah semua permintaan untuk perubahan sudah dinilai dengan cara 
terstruktur? 
  x    
Apakah ada ketetapan proses terhadap perubahan yang bersifat darurat?    x   
Apakah dilakukan pendokumentasian terhadap perubahan yang ditolak, status 
yang disetujui dan dalam proses perubahan, serta perubahan lengkap? 
   x   
Apakah setiap kali perubahan diterapkan, dilakukan dokumentasi    x   
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pembaharuan sistem terkait dan user, serta prosedur yang sesuai? 
Apakah pelatihan dan rencana implementasi, serta materi terkait 
pengembangan sistem informasi, implementasi atau modifikasi proyek telah 
sesuai? 
   x   
Apakah rencana uji telah sesuai berdasarkan standar organisasi yang 
mendefinisikan peran, tanggung jawab, dan kriteria masuk dan keluar? 
  x    
Apakah rencana implementasi dan fallback/backout sudah mendapatkan 
persetujuan dari pihak terkait? 
  x    
Apakah perwakilan lingkungan uji yang aman dari lingkungan operasi yang 
direncanakan relatif terhadap keamanan, internal kontrol, praktik operasional, 
kualitas data dan persyaratan privasi, serta beban kerja telah ditetapkan? 
   x   
Apakah konversi data dan migrasi infrastruktur telah direncanakan sebagai 
bagian dari metode pengembangan organisasi, termasuk jejak audit, rollback 
dan fallback? 
   x   
Apakah sudah dipastikan bahwa rencana tersebut telah mempertimbangkan 
keamanan dan kinerja? 
   x   
Apakah owner dan TI stakeholder telah melakukan evaluasi hasil dari proses 
pengujian yang telah ditentukan oleh rencana pengujian? 
  x    
Apakah persetujuan dari stakeholder, seperti user, owner sistem, dan 
manajemen operasional sudah didapatkan? 
  x    
Apakah permintaan tinjauan pasca-implementasi telah ditetapkan dalam 
rencana implementasi? 
   x   
Apakah perusahaan sudah meningkatkan tingkat kepuasan layanan pengguna 
terhadap layanan yang disediakan? 
     x 
Apakah perusahaan sudah meningkatkan karakteristik layanan dan mengatur 
persyaratan bisnis yang ada pada perusahaan ini? 
     x 
Apakah perusahaan sudah memenuhi segala kebutuhan yang diperlukan oleh 
para pengguna aplikasi yang ada di perusahaan ini? 
    x  
Apakah Perusahaan sudah memenuhi segala tingkat layanan yang yang 
terdapat pada pernyataan DS1.3? 
    x  
Apakah dengan memantau kinerja aplikasi layanan yang tersedia pada 
perusahaan ini dapat meningkatkan layanan yang tersedia? 
    x  
Apakah dengan cara memantau segala penyedia layanan baik dari pihak 
internal maupun pihak eksternal(pihak ketiga) bahwa penyedia layanan bekerja 
dengan efisien? 
     x 
Apakah perusahaan telah mengidentifikasi semua pemasok dokumentasi dari 
reklame teknis dan organisasi? 
   x   
Apakah perusahaan telah memproses cara mengatur hubungan dengan 
pelanggan? 
   x   
Apakah perusahaan mengidentifikasi dan mengurangi risiko yang berkaitan 
dengan kemampuan pemasok untuk penyampaian pelayanan yang efektif dan 
efisien? 
   x   
Apakah perusahaan telah memantau penyampaian layanan untuk memastikan 
pemasok mematuhi perjanjian? 
   x   
Apakah perusahaan telah memproses perencanaan kapasitas dan kinerja dalam 
memanfaatkan teknik pemodelan yang tepat untuk menghasilkan perkiraan 
kinerja saat ini? 
   x   
Apakah perusahaan telah menilai kapasitas kinerja saat ini dari sumber daya IT 
untuk menentukan kapasitas yang cukup? 
     x 
Apakah perusahaan telah melakukan perkiraan kinerja dan kapasitas sumber 
daya IT secara berkala untuk meminimalkan risiko gangguan layanan? 
  x    
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Apakah perusahaan dapat memberikan kapasitas dan kinerja yang dibutuhkan 
dengan ketentuan seperti memprioritaskan tugas, toleransi kesalahan, dan 
alokasi sumber daya? 
   x   
Apakah perusahaan telah memantau kinerja sumber daya IT untuk 
mempertahankan dan menyempurnakan kinerja dalam IT? 
  x    
Tujuan dari kerangka kerja adalah untuk membantu pemprosesan dalam 
pekerjaan yang lebih efisien, apakah kerangka kerja di sini sudah diterapkan 
dalam semua aspek pekerjaan? 
    x  
Apakah rancangan dari proses bisnis yang sudah diterapkan dapat mengatasi 
dampak permasalahan yang ada? 
   x   
Apakah sumber daya TI yang ada sudah berkesinambungan dalam pemulihan 
ketahanan? 
   x   
Apakah prosedur pengendalian selalu menerapkan pemeliharaan yang 
mencerminkan kebutuhan bisnis? 
  x    
Apakah dalam pemulihan sistem selalu menyediakan seperti dokumentasi, 
pelaporan hasil tes dll? 
   x   
Apakah pihak yang berkepentingan selalu memberikan arahan atau pelatihan 
mengenai prosedur, peran dan tanggung jawab apabila terjadi incident? 
    x  
Apakah perusahaan sudah ada strategi untuk mendistribusikan perencanaan 
untuk memastikan rencana tersebut didistribusikan dengan baik, aman dan 
tersedia secara tepat? 
  x    
Apakah selalu ada tindakan ketika pemulihan untuk melanjutkan layanan?    x   
Apakah IT manajemen memastikan pengaturan seperti konten, keamanan dll 
secara berkala? 
   x   
Apakah manajemen TI telah menentukan dan menetapkan prosedur kelayakan 
pembaruan setelah sistem kembali beroperasi? 
  x    
Apakah perusahaan mengelola keamanan TI pada tingkat organisasi tertinggi 
yang sesuai, sehingga pengelolaan tindakan keamanan sejalan dengan bisnis? 
    x  
Apakah perusahaan menerjemahkan persyaratan bisnis, risiko, dan kepatuhan 
ke dalam keseluruhan rencana keamanan TI, dengan mempertimbangkan 
infrastruktur TI dan budaya keamanan? 
    x  
Apakah perusahaan melakukan Konfirmasikan bahwa hak akses pengguna ke 
sistem dan data sejalan dengan kebutuhan bisnis yang ditentukan dan 
didokumentasikan serta pekerjaan itu persyaratan terlampir pada identitas 
pengguna? 
   x   
Apakah perusahaan menyertakan prosedur persetujuan yang menjabarkan data 
atau pemilik sistem yang memberikan akses hak istimewa? 
     x 
Apakah perusahaan melakukan pengujian dan pemantauan implementasi 
keamanan TI secara proaktif? 
   x   
Apakah perusahaan Mendefinisikan dan mengkomunikasikan karakteristik 
insiden keamanan potensial dengan jelas sehingga dapat diklasifikasikan 
dengan benar dan ditangani oleh insiden dan proses manajemen masalah? 
    x  
Apakah memBuat teknologi terkait keamanan tahan terhadap gangguan, dan 
jangan ungkapkan dokumentasi keamanan yang tidak perlu? 
  x    
Apakah perusahaan menentukan bahwa ada kebijakan dan prosedur untuk 
mengatur pembangkitan, perubahan, pencabutan, penghancuran, distribusi, 
sertifikasi, penyimpanan, pemasukan, penggunaan dan pengarsipan kunci 
kriptografi untuk memastikan perlindungan kunci terhadap modifikasi 
danpengungkapan yang tidak sah? 
   x   
Apakah perusahaan meletakkan langkah-langkah pencegahan, detektif dan 
korektif di tempat (terutama patch keamanan terbaru dan kontrol virus) di 
    x  
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seluruh organisasi untuk melindungi sistem dan teknologi informasi dari 
malware? 
Apakah perusahaan Gunakan teknik keamanan dan prosedur manajemen 
terkait (mis., Firewall, peralatan keamanan, segmentasi jaringan, intrusi 
deteksi) untuk mengotorisasi akses dan mengontrol arus informasi dari dan ke 
jaringan? 
  x    
Apakah perusahaan melakukan pengontrolan pertukaran data transaksi yang 
bertujuan memberikan keaslian data perusahaan ? 
   x   
Apakah perusahaan melakukan Identifikasi semua biaya TI, dan petakan ke 
layanan TI untuk mendukung model biaya yang transparan? 
   x   
Apakah perusahaan Tangkap dan mengalokasikan biaya aktual sesuai dengan 
model biaya perusahaan? 
    x  
Apakah perusahaan menetapkan dan menggunakan model penetapan biaya TI 
berdasarkan definisi layanan yang mendukung perhitungan tarif tolak bayar 
per layanan? 
    x  
Apakah perusahaan melakukan peninjauan dan pematokan secara berkala 
kesesuaian model biaya / isi ulang untuk mempertahankan relevansi dan 
kesesuaiannya dengan aktivitas bisnis dan TI yang berkembang? 
   x   
Apakah ada penetapan dan pembaharuan kurikulum secara berkala untuk 
setiap karyawan? 
   x   
Apakah setelah didapatkan kebutuhan pendidikan dan pelatihan untuk 
karyawan sudah ditunjuk pelatih dan diatur jadwal pelatihan yang tepat waktu 
? 
   x   
Apakah dilakukan evaluasi terhadap pendidikan dan pelatihan yang telah 
diberikan untuk relevansi, kualitas, efektivitas, retensi pengetahuan, biaya dan 
nilai ? 
    x  
Sistem layanan yang disediakan perusahaan sudah mencakup semua kebutuhan 
yang diperlukan oleh pengguna ? 
  x    
Apakah perusahaan sudah mengantisipasi segala insiden atau memanajemen 
setiap masalah yang ada pada sistem ? 
   x   
Apakah Sistem yang digunakan sudah memenuhi segala pelaporan kendala 
yang terdapat pada aplikasi yang terdapat pada perusahaan? 
  x    
Apakah Segala pelaporan masalah sudah ter-back up oleh sistem yang tersedia 
dan memberikan informasi yang tepat kepada pengguna ? 
   x   
Apakah pelaporan segala aktivitas yang dilakukan oleh pengguna sehingga 
pengembang sistem dapat mengetahui segala kebutuhan yang diperlukan oleh 
pengguna dan menghindari terjadinya kesalahan yang sama terulang? 
  x    
Apakah perusahaan telah menggunakan alat pendukung dan repositori pusat 
untuk memuat semua informasi yang relevan tentang item konfigurasi? 
   x   
Apakah perusahaan Menetapkan prosedur konfigurasi untuk mendukung 
manajemen dan pencatatan semua perubahan ke repositori konfigurasi? 
x      
Apakah perusahaan melakukan peninjauan data konfigurasi secara berkala 
untuk memverifikasi dan mengkonfirmasi integritas konfigurasi saat ini dan 
historis? 
   x   
Apakah perusahaan menggunakan proses/langkah-langkah dalam 
mengidentifikasi setiap masalah yang ada? 
   x   
Apakah perusahaan mempertimbangkan setiap akar penyebab dari semua 
permasalahan? 
  x    
Apakah sistem dapat memecahkan setiap masalah yang ada atau mengetahui 
masalah yang ada? 
   x   
Apakah perusahaan sudah mengintegrasikan proses terkait konfigurasi,    x   
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insiden, dan manajemen masalah secara efektif? 
Apakah perusahaan melakukan Verifikasi bahwa semua data yang diharapkan 
untuk diproses diterima dan diproses sepenuhnya, akurat, dan tepat waktu, 
serta semua output dikirimkan sesuai dengan persyaratan bisnis? 
  x    
Apakah perusahaan menetapkan dan menerapkan prosedur untuk 
penyimpanan, retensi, dan pengarsipan data yang efektif dan efisien untuk 
memenuhi tujuan bisnis kebijakan keamanan dan persyaratan peraturan 
organisasi? 
  x    
Apakah perusahaan menetapkan dan prosedur untuk mempertahankan 
inventaris media yang disimpan dan diarsipkan untuk memastikan kegunaan 
dan integritasnya? 
   x   
Apakah perusahaan menetapkan dan prosedur untuk memastikan bahwa 
persyaratan bisnis untuk perlindungan data sensitif dan perangkat lunak 
dipenuhi saat data dan perangkat keras dibuang atau ditransfer? 
 x     
Apakah perusahaan menetapkan dan prosedur untuk pencadangan dan 
pemulihan sistem, aplikasi, data, dan dokumentasi yang sejalan dengan bisnis 
persyaratan dan rencana kesinambungan ? 
  x    
Apakah perusahaan menetapkan dan prosedur untuk mengidentifikasi dan 
menerapkan persyaratan keamanan yang berlaku untuk penerimaan, 
pemrosesan, penyimpanan dan output data untuk memenuhi tujuan bisnis? 
 x     
Apakah perusahaan menentukan dan memilih situs fisik untuk peralatan TI 
untuk mendukung strategi teknologi yang terkait dengan strategi bisnis? 
    x  
Apakah perusahaan menetapkan dan menerapkan langkah-langkah keamanan 
fisik sesuai dengan persyaratan bisnis untuk mengamankan lokasi dan aset 
fisik? 
  x    
Apakah perusahaan menetapkan dan menerapkan prosedur untuk memberikan, 
membatasi, dan mencabut akses ke bangunan, bangunan, dan area sesuai 
dengan kebutuhan bisnis,termasuk keadaan darurat? 
   x   
Apakah perusahaan merancang dan menerapkan langkah-langkah untuk 
perlindungan terhadap faktor lingkungan? 
   x   
Apakah perusahaan melakukan pengelolaan fasilitas, termasuk daya dan 
peralatan komunikasi, sesuai dengan hukum dan peraturan, teknis dan bisnis? 
  x    
Apakah staf menentukan, menerapkan dan memelihara prosedur untuk operasi 
TI? 
   x   
Apakah semua penjadwalan pekerjaan sudah terlaksana selama ini?    x   
Apakah sudah terlaksana selama ini penerapan prosedur untuk memantau 
infrastruktur TI? 
   x   
Apakah sudah diterapkannya selama ini dokumen manajemen inventaris untuk 
aset TI? 
  x    
Apakah sudah berjalan prosedur untuk memastikan pemeliharaan infrastruktur 
yang tepat? 
   x   
Apakah di Perusahaan telah menetapkan kerangka kerja pemantauan solusi 
dan penyediaan layanan TI? 
   x   
Apakah di perusahaan telah menetapkan proses untuk mengumpulkan data 
tepat waktu dan akurat untuk melaporkan kemajuan? 
   x   
Apakah di perusahaan telah diterapkan monitoring kinerja yang mencatat 
target dan pengukuran kinerja TI? 
   x   
Apakah di perusahaan telah melakukan pemantauan secara berkala terhadap 
kinerja TI? 
   x   
Apakah di perusahaan telah di kembangkan laporan manajemen tentang 
kontribusi bisnis IT khususnya dalam hal kinerja perusahaan? 
   x   
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Apakah di perusahaan telah ada identifikasi dan tindakan perbaikan masalah 
berdasarkan monitoring kinerja IT? 
   x   
Apakah perusahaan secara terus-menerus melakukan pemantauan, 
perbandingkan, dan peningkatkan lingkungan kendali TI dan kerangka kerja 
kendali untuk memenuhi tujuan organisasi? 
  x    
Apakah perusahaan melakukan pemantauan dan mengevaluasi efisiensi dan 
efektivitas kontrol tinjauan manajerial TI internal? 
  x    
Apakah perusahaan melakukan Identifikasi pengecualian kontrol, dan analisis 
dan identifikasi akar penyebabnya. Tingkatkan pengecualian kontrol dan 
laporkan ke pemangku kepentingan dengan tepat? 
   x   
Apakah perusahaan mengevaluasi kelengkapan dan keefektifan kendali 
manajemen atas proses, kebijakan, dan kontrak TI melalui berkelanjutan 
program penilaian diri? 
  x    
Apakah perusahaan mendapatkan jaminan pengendalian internal tentang 
kelengkapan dan efektivitas kontrol internal melalui tinjauan pihak ketiga? 
   x   
Apakah perusahaan melakukan penilaian status kontrol internal penyedia 
layanan eksternal? 
  x    
Apakah perusahaan melakukan Identifikasi terhadap penerapan tindakan 
perbaikan yang timbul dari penilaian dan pelaporan kontrol? 
   x   
Apakah perusahaan menentukan, menetapkan dan menyelaraskan kerangka 
kerja tata kelola TI dengan keseluruhan tata kelola perusahaan dan lingkungan 
kontrol? 
  x    
Apakah perusahaan telah bekerja sama dengan dewan dan badan tata kelola 
yang sudah mapan, seperti komite strategi TI, untuk memberikan arahan 
strategis manajemen relatif terhadap TI? 
   x   
Apakah perusahaan telah menerapkan pendekatan disiplin untuk portofolio, 
program dan manajemen proyek, bersikeras bahwa bisnis mengambil 
kepemilikan semua investasi yang mendukung TI dan TI memastikan 
optimalisasi biaya untuk memberikan kemampuan dan layanan TI? 
  x    
Apakah perusahaan mengawasi investasi, penggunaan, dan pengalokasian 
sumber daya TI melalui penilaian berkala atas inisiatif dan operasi TI untuk 
memastikan sumber daya yang sesuai dan keselarasan dengan tujuan strategis 
saat ini? 
   x   
Apakah perusahaan telah bekerja sama dengan dewan untuk menentukan 
selera perusahaan akan risiko TI? 
   x   
Apakah perusahaan mengkonfirmasikan bahwa sasaran TI yang disepakati 
telah dipenuhi atau dilampaui, atau bahwa kemajuan menuju sasaran TI 
memenuhi harapan? 
 x     
Apakah perusahaan mendapatkan jaminan independen (internal atau eksternal) 
tentang kesesuaian TI dengan undang-undang dan peraturan yang relevan 
dengan kinerja TI yang efektif dan efisien? 
   x   
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Apakah sistem perusahaan yang digunakan saat ini sesuai dengan bisnis yang 
ada? 
     x 
Apakah perencanaan strategis bisnis dan TI pada perusahaan sudah selaras?      x 
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Apakah TI yang digunakan di perusahaan sudah stabil?      x 
Apakah rencana strategis TI di perusahaan sudah terinci?      x 
Apakah portofolio rencana TI taktis berasal dari rencana startegis TI?  x     
Apakah TI yang ada sudah secara aktif mengelola bisnis yang ada?      x 
Apakah rencana TI(memfasilitasi penciptaan, penggunaan, dan pembagian 
informasi yang optimal oleh bisnis dengan cara yang menjaga integritas dan 
fleksibel, fungsional, hemat biaya, tepat waktu, aman, dan tahan terhadap 
kegagalan) sudah berjalan dan konsisten? 
     x 
Apakah kamus data enterprise dan sintaksis sudah dijalankan dengan baik?    x   
Apakah skema klasifikasi pada aplikasi sudah diberlakukan(seperti sifat data 
yang publik atau rahasia) ? 
   x   
Apakah integritas dan konsistensi semua data elektronik termasuk database, 
data warehouse, dan data arsip sudah dimanajemen dengan tepat dan baik ? 
     x 
Apakah perencanaan teknologi untuk masa depan sudah direncanakan dengan 
sebaik-baiknya? 
 x     
Apakah teknologi infrastuktur sudah sesuai dengan Strategi Teknologi ?  x     
Apakah tren dan peraturan di masa depan sudah di pantau dengan sebaik-
baiknya ? 
     x 
Apakah sudah ada forum teknologi yang menyediakan pedoman teknologi , 
saran tentang produk infrastruktur dan panduan tentang pemilihan teknologi ke 
depan ? 
   x   
Apakah sudah ada panduan arsitektur TI dan panduan aplikasi-aplikasi?    x   
Apakah kerangka kerja proses TI untuk melaksankan rencana strategis yang 
sudah ditentukan? 
   x   
Apakah tata kelola TI yang ada pada perusahaan sudah ditangani secara 
memadai? 
     x 
Apakah status proyek sudah selesai dan dapat digunakan untuk menyelesaikan 
konflik? 
x      
Apakah fungsi TI sudah termasuk kedalam struktur organisasi secara 
keseluruhan ? 
 x     
Apakah struktur organisasi internal dan eksternal yang ditentukan telah 
mencerminkan kebutuhan bisnis? 
 x     
Apakah tanggung jawab dan akuntabilitas telah memenuhi kebutuhan 
organisasi ? 
    x  
Apakah perusahaan sudah memiliki tim yang memeriksa kualitas produk, 
peralatan dan pelayanan IT? 
     x 
Apakah perusahaan sudah memahami pentingnya manajemen resiko 
pengelolaan IT pada tingkat perusahaan? 
    x  
Apakah bisnis yang dijalankan sudah menggunkan prosedur dan tool IT ?     x  
Apakah supervisior IT sudah kompeten dalam menjalankan tugasnya ?      x 
Apakah pegawai IT dibagi menjadi tim yang lebih spesifik dalam bekerja ?      x 
Apakah perusahaan menetapkan kualifikasi tertentu saat merekrut karyawan IT 
? 
     x 
Apakah karyawan IT sudah memadai dalam menjalankan tugas?    x   
Apakah pegawai kontrak dan konsultan telah memahami peraturan perusahaan 
terkait informasi penting perusahaan ? 
     x 
Apakah tim IT memiliki koordinasi dengan devisi-devisi lain secara berkala?      x 
Apakah perusahaan menetapkan dan memelihara kerangka kerja keuangan 
untuk mengelola investasi dan biaya aset dan layanan TI melalui portofolio 
Itenabled investasi, kas bisnis dan anggaran TI ? 
     x 
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Apakah perusahaan menerapkan proses pengambilan keputusan untuk 
memprioritaskan alokasi sumber daya TI untuk operasi, proyek dan 
pemeliharaan memaksimalkan kontribusi TI? 
     x 
Apakah perusahaan menetapkan dan menerapkan praktik-praktik untuk 
menyiapkan anggaran yang mencerminkan prioritas yang ditetapkan oleh 
portofolio perusahaan yang mendukung IT? 
    x  
Apakah perusahaan menerapkan proses manajemen biaya membandingkan 
biaya aktual dengan anggaran? 
     x 
Apakah perusahaan menerapkan proses untuk memantau manfaat dari 
penyediaan dan pemeliharaan kemampuan TI yang disesuaikan? 
     x 
Apakah perusahaan menetapkan elemen lingkungan kontrol untuk TI, selaras 
dengan filosofi manajemen dan gaya operasi perusahaan ? 
     x 
Apakah perusahaan mengembangkan dan memelihara kerangka kerja yang 
mendefinisikan pendekatan keseluruhan perusahaan terhadap risiko dan 
kontrol TI dan yang sejalan dengan TI ? 
 x     
Apakah perusahaan telah melakukan pengembangkan dan pemelihara 
serangkaian kebijakan untuk mendukung strategi TI? 
     x 
Apakah perusahaan telah melakukan peluncurkan dan penegakkan kebijakan 
TI untuk semua staf yang relevan, sehingga mereka dibangun ke dalam dan 
merupakan bagian integral dari operasi perusahaan? 
     x 
Apakah perusahaan telah mengkomunikasikan kesadaran dan pemahaman 
tentang tujuan dan arah bisnis dan TI kepada para pemangku kepentingan dan 
pengguna yang tepat di seluruh perusahaan? 
     x 
Apakah perusahaan Menerapkan suatu proses untuk memastikan bahwa 
organisasi memiliki IT yang tepat digunakan tenaga kerja dengan keterampilan 
yang diperlukan untuk mencapai tujuan organisasi? 
     x 
Apakah perusahaan telah menetetapkan persyaratan kompetensi inti TI dan 
verifikasi bahwa persyaratan tersebut dipertahankan, menggunakan kualifikasi 
dan sertifikasi program yang sesuai? 
 x     
Apakah perusahaan melakukan penetapan, pantau dan awasi peran, tanggung 
jawab, dan kerangka kerja kompensasi untuk personel, termasuk persyaratan 
untuk mematuhi kebijakan dan prosedur manajemen, kode etik, dan praktik 
profesional? 
     x 
Apakah perusahaan telah Memberikan karyawan IT dengan orientasi yang 
tepat ketika dipekerjakan dan pelatihan berkelanjutan untuk mempertahankan 
pengetahuan, keterampilan, kemampuan mereka, kontrol internal dan 
kesadaran keamanan di tingkat yang diperlukan untuk mencapai tujuan 
organisasi.? 
     x 
Apakah perusahaan telah Meminimalkan paparan ketergantungan kritis pada 
individu kunci melalui penangkapan pengetahuan (dokumentasi), berbagi 
pengetahuan, perencanaan suksesi dan cadangan staf. 
 x     
apakah dalam proses rekrutmen TI perusahaan melakukan pemeriksaan latar 
belakang personil? 
     x 
Apakah perusahaan telah melakkukan evaluasi yang tepat waktu untuk 
dilakukan secara berkala terhadap tujuan individu yang berasal dari tujuan 
organisasi, menetapkan standar dan tanggung jawab pekerjaan tertentu. 
Karyawan harus menerima bimbingan tentang kinerja dan melakukan kapan 
saja sesuai? 
     x 
Apakah perusahaan mengambil tindakan bijaksana terkait perubahan 
pekerjaan, terutama pemutusan hubungan kerja? 
     x 
Apakah perusahaan menyediakan, pendekatan standar formal dan      x 
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berkelanjutan mengenai manajemen mutu yang sesuai dengan kebutuhan 
bisnis ? 
Apakah perusahaan menggunakan praktek-praktek industri yang baik untuk 
referensi ketika meningkatkan dan menyesuaikan praktek mutu organisasi ? 
     x 
Apakah perusahaan mengadopsi dan mempertahankan standar untuk semua 
pengembangan dan akuisisi? 
    x  
Apakah perusahaan sudah ada manajemen mutu pada pelanggan dengan 
menentukan kebutuhan dan menyelaraskan dengan standar dan praktek? 
 x     
Apakah perusahaan menjaga dan secara teratur berkomunikasi mengenai 
keseluruhan rencana kualitas? 
     x 
Apakah perusahaan sudah ada melakukan pengukuran, pemantauan dan 
pencatatan informasi digunakan untuk mengambil tindakan perbaikan dan 
pencegahan yang tepat? 
    x  
Apakah perusahaan Menetapkan kerangka kerja manajemen risiko TI yang 
selaras dengan kerangka kerja manajemen risiko organisasi (perusahaan?. 
     x 
Apakah perusahaan meneTetapkan konteks di mana kerangka kerja penilaian 
risiko diterapkan untuk memastikan hasil yang sesuai? 
     x 
Apakah perusahaan melakukan Identifikasi peristiwa (ancaman realistis 
penting yang mengeksploitasi kerentanan signifikan yang berlaku) dengan 
potensi dampak negatif pada tujuan atau operasi perusahaan, termasuk bisnis, 
peraturan, hukum, teknologi, mitra dagang, sumber daya manusia dan aspek 
operasional? 
     x 
Apakah perusahaan Menilai secara berulang kemungkinan dan dampak dari 
semua risiko yang diidentifikasi, menggunakan metode kualitatif dan 
kuantitatif? 
     x 
Apakah perusahaan mengembangkan dan pertahankan proses respons risiko 
yang dirancang untuk memastikan bahwa pengendalian yang hemat biaya 
memitigasi risiko terhadap dasar berkelanjutan? 
     x 
Apakah perusahaan memPrioritaskan dan rencanakan kegiatan pengendalian di 
semua tingkatan untuk mengimplementasikan respons risiko yang 
diidentifikasi perlu, termasuk identifikasibiaya, manfaat dan tanggung jawab 
untuk pelaksanaan? 
     x 
Apakah perusahaan me-maintain project yang berhubungan dengan program 
investasi yang mendukung IT? 
     x 
Apakah pengerjaan project sesuai dengan framework yang digunakan?      x 
Apakah penetapan manajemen project sudah sesuai dengan ukuran, 
kompleksitas dan persyaratan peraturan dari setiap proyek? 
     x 
Apakah perusahaan berkomitmen dan berpartisipasi dalam pelaksanaan proyek 
dalam konteks IT? 
     x 
Apakah perusahaan sudah mendefenisikan dan mendokumentasikan sifat dan 
ruang lingkup proyek untuk dikonfirmasi dan dikembangkan ? 
    x  
Apakah di perusahaan menyetujui inisiasi dari fase masing-masing proyek 
besar dan berkomunikasi dengan pemangku kepentingan ? 
     x 
Apakah perusahaan memandu dan mengkontrol selama proyek dilaksanakan ?      x 
Apakah perusahaan menentukan tanggung jawab,hubungan, wewenang, dan 
kriteria kinerja dari anggota tim proyek ? 
     x 
Apakah perusahaan sudah mengidentifikasi,menganalisis, menanggapi dan 
mengkontrol resiko tertentu yang terkait dengan proyek ? 
     x 
Apakah perusahaan sudah menyiapkan rencana manajemen kualitas yang 
menggambarkan kualitas proyek ? 
     x 
Apakah perusahaan sudah menetapkan perubahan kontrol sistem untuk      x 
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masing-masing proyek ? 
Apakah perusahaan mengidentifikasi jaminan yang diperlukan untuk akreditasi 
sistem baru atau memodifikasi nya selama perencanaan proyek? 
    x  
Apakah perusahaan sudah mengidentifikasi dampak dari rencana pada proyek 
dan secara keseluruhan ? 
    x  
Apakah perusahaan mengidentifikasi dan melaporkan segala kegitan yang 
diperlukan untuk mencapai hasil yang direncanakan? 
     x 
Apakah memprioritaskan persyaratan fungsional dan teknik bisniss yang 
mencakup seluruh ruang lingkup telah dilaksanakan? 
     x 
Apakah mengidentifikasi dan mendokumentasikan resiko yang akan terjadi 
kedepan telah dilakukan? 
     x 
Apakah sudah layak dan sesuai manajemen bisnis yang dijalankan?      x 
Apakah kebutuhan bisnis terhadap spesifikasi desain tingkat tinggi untuk 
akuisisi software, sudah diterjemahkan dengan baik ? 
     x 
Apakah rincian desain dan persyaratan aplikasi software sudah disiapkan 
dengan matang ? 
     x 
Apakah kontrol bisnis agar pemrosesan akurat,lengkap,tepat waktu,resmi dan 
dapat diaudit sudah diimplementasikan dengan tepat? 
     x 
Apakah keamanan aplikasi terhadap klasifikasi,arsitektur informasi, kemanan 
informasi dan toleransi resiko sudah dijelaskan dengan benar? 
     x 
Apakah perangkat aplikasi yang diperoleh untuk memenuhi tujuan bisnis 
sudah dikonfigurasi dan diaplikasikan dengan tepat? 
  x    
Ketika terjadi perubahan besar pada sistem, apakah sistem yang baru 
mengikuti pengembangan sistem lama sudah teridentifikasi dan berjalan 
dengan baik? 
     x 
Apakah fungsionalitas otomatis pengembagan spesifikasi desain, dokumentasi 
standar dan persetujuan sudah dipastikan dengan benar? 
     x 
Apakah sumber daya dan pelaksaanan rencana QA sudah dikembangkan 
dengan baik demi menciptakan kualis dan mutu prosedur organisasi? 
     x 
Apakah status persyaratan individu sudah terlacak secara menyeluruh baik 
persyaratan ditolak maupun diterima? 
     x 
Apakah strategi dan rencana untuk pemeliharaan aplikasi software sudah 
dikembangkan dengan baik? 
 x     
Apakah perusahaan merencanakan Akuisisi Infrastruktur Teknologi 
Menghasilkan rencana untuk akuisisi, implementasi dan pemeliharaan 
infrastruktur teknologi yang memenuhi mapan persyaratan fungsional dan 
teknis bisnis dan sesuai dengan arahan teknologi organisasi? 
    x  
Apakah perusahaan melakukan pemantauan dan mengevaluasi penggunaan 
komponesn infrastruktur IT? 
    x  
Apakah perusahaan melakukan Pemeliharaan Infrastruktur Kembangkan 
strategi dan rencana untuk pemeliharaan infrastruktur, dan pastikan bahwa 
perubahan dikendalikan sesuai dengan organisasi ubah prosedur manajemen? 
     x 
Apakah perusahaan membangun lingkungan pengembangan dan pengujian 
untuk mendukung kelayakan dan integrasi pengujian infrastruktur yang efektif 
dan efisien komponen? 
     x 
Apakah rencana mengidentifikasi dan mendokumentasikan semua aspek 
teknis, operasional, dan penggunaan sudah dikembangkan? 
     x 
Apakah pengetahuan manajemen bisnis tentang ownership sistem dan data 
sudah diketahui oleh individu dengan baik? 
     x 
Apakah end user sudah memiliki pengetahuan dan keterampilan dalam 
menggunakan sistem secara efektif dan efisien? 
     x 
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Apakah staf operation dan staf technical support memiliki pengetahuan dan 
keterampilan secara efektif dan efisien dalam mengembangkan, mendukung, 
dan memelihara sistem serta infrastruktur terkait? 
     x 
Apakah serangkaian prosedur dan standar telah konsisten dengan keseluruhan 
proses organisasi bisnis procurement? 
     x 
Apakah sudah dibuat prosedur untuk menetapkan, memodifikasi, dan 
mengakhiri kontrak untuk supplier? 
     x 
Apakah supplier sudah dipilih berdasarkan persyaratan yang sudah ditentukan?      x 
Apakah kepentingan organisasi dalam semua perjanjian kontrak akuisisi 
(termasuk hak dan kewajiban) telah dilindungi dan diterapkan? 
     x 
Apakah dilakukan perubahan manajemen terhadap standar dan prosedur yang 
berjalan sesuai dengan permintaan? 
     x 
Apakah semua permintaan untuk perubahan sudah dinilai dengan cara 
terstruktur? 
    x  
Apakah ada ketetapan proses terhadap perubahan yang bersifat darurat?     x  
Apakah dilakukan pendokumentasian terhadap perubahan yang ditolak, status 
yang disetujui dan dalam proses perubahan, serta perubahan lengkap? 
     x 
Apakah setiap kali perubahan diterapkan, dilakukan dokumentasi 
pembaharuan sistem terkait dan user, serta prosedur yang sesuai? 
     x 
Apakah pelatihan dan rencana implementasi, serta materi terkait 
pengembangan sistem informasi, implementasi atau modifikasi proyek telah 
sesuai? 
    x  
Apakah rencana uji telah sesuai berdasarkan standar organisasi yang 
mendefinisikan peran, tanggung jawab, dan kriteria masuk dan keluar? 
    x  
Apakah rencana implementasi dan fallback/backout sudah mendapatkan 
persetujuan dari pihak terkait? 
    x  
Apakah perwakilan lingkungan uji yang aman dari lingkungan operasi yang 
direncanakan relatif terhadap keamanan, internal kontrol, praktik operasional, 
kualitas data dan persyaratan privasi, serta beban kerja telah ditetapkan? 
     x 
Apakah konversi data dan migrasi infrastruktur telah direncanakan sebagai 
bagian dari metode pengembangan organisasi, termasuk jejak audit, rollback 
dan fallback? 
    x  
Apakah sudah dipastikan bahwa rencana tersebut telah mempertimbangkan 
keamanan dan kinerja? 
    x  
Apakah owner dan TI stakeholder telah melakukan evaluasi hasil dari proses 
pengujian yang telah ditentukan oleh rencana pengujian? 
     x 
Apakah persetujuan dari stakeholder, seperti user, owner sistem, dan 
manajemen operasional sudah didapatkan? 
     x 
Apakah permintaan tinjauan pasca-implementasi telah ditetapkan dalam 
rencana implementasi? 
     x 
Apakah perusahaan sudah meningkatkan tingkat kepuasan layanan pengguna 
terhadap layanan yang disediakan? 
    x  
Apakah perusahaan sudah meningkatkan karakteristik layanan dan mengatur 
persyaratan bisnis yang ada pada perusahaan ini? 
     x 
Apakah perusahaan sudah memenuhi segala kebutuhan yang diperlukan oleh 
para pengguna aplikasi yang ada di perusahaan ini? 
     x 
Apakah Perusahaan sudah memenuhi segala tingkat layanan yang yang 
terdapat pada pernyataan DS1.3? 
     x 
Apakah dengan memantau kinerja aplikasi layanan yang tersedia pada 
perusahaan ini dapat meningkatkan layanan yang tersedia? 
    x  
Apakah dengan cara memantau segala penyedia layanan baik dari pihak      x 
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internal maupun pihak eksternal(pihak ketiga) bahwa penyedia layanan bekerja 
dengan efisien? 
Apakah perusahaan telah mengidentifikasi semua pemasok dokumentasi dari 
reklame teknis dan organisasi? 
    x  
Apakah perusahaan telah memproses cara mengatur hubungan dengan 
pelanggan? 
    x  
Apakah perusahaan mengidentifikasi dan mengurangi risiko yang berkaitan 
dengan kemampuan pemasok untuk penyampaian pelayanan yang efektif dan 
efisien? 
     x 
Apakah perusahaan telah memantau penyampaian layanan untuk memastikan 
pemasok mematuhi perjanjian? 
     x 
Apakah perusahaan telah memproses perencanaan kapasitas dan kinerja dalam 
memanfaatkan teknik pemodelan yang tepat untuk menghasilkan perkiraan 
kinerja saat ini? 
     x 
Apakah perusahaan telah menilai kapasitas kinerja saat ini dari sumber daya IT 
untuk menentukan kapasitas yang cukup? 
     x 
Apakah perusahaan telah melakukan perkiraan kinerja dan kapasitas sumber 
daya IT secara berkala untuk meminimalkan risiko gangguan layanan? 
     x 
Apakah perusahaan dapat memberikan kapasitas dan kinerja yang dibutuhkan 
dengan ketentuan seperti memprioritaskan tugas, toleransi kesalahan, dan 
alokasi sumber daya? 
    x  
Apakah perusahaan telah memantau kinerja sumber daya IT untuk 
mempertahankan dan menyempurnakan kinerja dalam IT? 
    x  
Tujuan dari kerangka kerja adalah untuk membantu pemprosesan dalam 
pekerjaan yang lebih efisien, apakah kerangka kerja di sini sudah diterapkan 
dalam semua aspek pekerjaan? 
     x 
Apakah rancangan dari proses bisnis yang sudah diterapkan dapat mengatasi 
dampak permasalahan yang ada? 
     x 
Apakah sumber daya TI yang ada sudah berkesinambungan dalam pemulihan 
ketahanan? 
     x 
Apakah prosedur pengendalian selalu menerapkan pemeliharaan yang 
mencerminkan kebutuhan bisnis? 
     x 
Apakah dalam pemulihan sistem selalu menyediakan seperti dokumentasi, 
pelaporan hasil tes dll? 
     x 
Apakah pihak yang berkepentingan selalu memberikan arahan atau pelatihan 
mengenai prosedur, peran dan tanggung jawab apabila terjadi incident? 
     x 
Apakah perusahaan sudah ada strategi untuk mendistribusikan perencanaan 
untuk memastikan rencana tersebut didistribusikan dengan baik, aman dan 
tersedia secara tepat? 
    x  
Apakah selalu ada tindakan ketika pemulihan untuk melanjutkan layanan?  x     
Apakah IT manajemen memastikan pengaturan seperti konten, keamanan dll 
secara berkala? 
     x 
Apakah manajemen TI telah menentukan dan menetapkan prosedur kelayakan 
pembaruan setelah sistem kembali beroperasi? 
     x 
Apakah perusahaan mengelola keamanan TI pada tingkat organisasi tertinggi 
yang sesuai, sehingga pengelolaan tindakan keamanan sejalan dengan bisnis? 
     x 
Apakah perusahaan menerjemahkan persyaratan bisnis, risiko, dan kepatuhan 
ke dalam keseluruhan rencana keamanan TI, dengan mempertimbangkan 
infrastruktur TI dan budaya keamanan? 
     x 
Apakah perusahaan melakukan Konfirmasikan bahwa hak akses pengguna ke 
sistem dan data sejalan dengan kebutuhan bisnis yang ditentukan dan 
     x 
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didokumentasikan serta pekerjaan itu persyaratan terlampir pada identitas 
pengguna? 
Apakah perusahaan menyertakan prosedur persetujuan yang menjabarkan data 
atau pemilik sistem yang memberikan akses hak istimewa? 
     x 
Apakah perusahaan melakukan pengujian dan pemantauan implementasi 
keamanan TI secara proaktif? 
 x     
Apakah perusahaan Mendefinisikan dan mengkomunikasikan karakteristik 
insiden keamanan potensial dengan jelas sehingga dapat diklasifikasikan 
dengan benar dan ditangani oleh insiden dan proses manajemen masalah? 
    x  
Apakah memBuat teknologi terkait keamanan tahan terhadap gangguan, dan 
jangan ungkapkan dokumentasi keamanan yang tidak perlu? 
 x     
Apakah perusahaan menentukan bahwa ada kebijakan dan prosedur untuk 
mengatur pembangkitan, perubahan, pencabutan, penghancuran, distribusi, 
sertifikasi, penyimpanan, pemasukan, penggunaan dan pengarsipan kunci 
kriptografi untuk memastikan perlindungan kunci terhadap modifikasi 
danpengungkapan yang tidak sah? 
    x  
Apakah perusahaan meletakkan langkah-langkah pencegahan, detektif dan 
korektif di tempat (terutama patch keamanan terbaru dan kontrol virus) di 
seluruh organisasi untuk melindungi sistem dan teknologi informasi dari 
malware? 
     x 
Apakah perusahaan Gunakan teknik keamanan dan prosedur manajemen 
terkait (mis., Firewall, peralatan keamanan, segmentasi jaringan, intrusi 
deteksi) untuk mengotorisasi akses dan mengontrol arus informasi dari dan ke 
jaringan? 
     x 
Apakah perusahaan melakukan pengontrolan pertukaran data transaksi yang 
bertujuan memberikan keaslian data perusahaan ? 
     x 
Apakah perusahaan melakukan Identifikasi semua biaya TI, dan petakan ke 
layanan TI untuk mendukung model biaya yang transparan? 
     x 
Apakah perusahaan Tangkap dan mengalokasikan biaya aktual sesuai dengan 
model biaya perusahaan? 
     x 
Apakah perusahaan menetapkan dan menggunakan model penetapan biaya TI 
berdasarkan definisi layanan yang mendukung perhitungan tarif tolak bayar 
per layanan? 
     x 
Apakah perusahaan melakukan peninjauan dan pematokan secara berkala 
kesesuaian model biaya / isi ulang untuk mempertahankan relevansi dan 
kesesuaiannya dengan aktivitas bisnis dan TI yang berkembang? 
     x 
Apakah ada penetapan dan pembaharuan kurikulum secara berkala untuk 
setiap karyawan? 
     x 
Apakah setelah didapatkan kebutuhan pendidikan dan pelatihan untuk 
karyawan sudah ditunjuk pelatih dan diatur jadwal pelatihan yang tepat waktu 
? 
    x  
Apakah dilakukan evaluasi terhadap pendidikan dan pelatihan yang telah 
diberikan untuk relevansi, kualitas, efektivitas, retensi pengetahuan, biaya dan 
nilai ? 
     x 
Sistem layanan yang disediakan perusahaan sudah mencakup semua kebutuhan 
yang diperlukan oleh pengguna ? 
     x 
Apakah perusahaan sudah mengantisipasi segala insiden atau memanajemen 
setiap masalah yang ada pada sistem ? 
     x 
Apakah Sistem yang digunakan sudah memenuhi segala pelaporan kendala 
yang terdapat pada aplikasi yang terdapat pada perusahaan? 
    x  
Apakah Segala pelaporan masalah sudah ter-back up oleh sistem yang tersedia     x  
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dan memberikan informasi yang tepat kepada pengguna ? 
Apakah pelaporan segala aktivitas yang dilakukan oleh pengguna sehingga 
pengembang sistem dapat mengetahui segala kebutuhan yang diperlukan oleh 
pengguna dan menghindari terjadinya kesalahan yang sama terulang? 
     x 
Apakah perusahaan telah menggunakan alat pendukung dan repositori pusat 
untuk memuat semua informasi yang relevan tentang item konfigurasi? 
     x 
Apakah perusahaan Menetapkan prosedur konfigurasi untuk mendukung 
manajemen dan pencatatan semua perubahan ke repositori konfigurasi? 
     x 
Apakah perusahaan melakukan peninjauan data konfigurasi secara berkala 
untuk memverifikasi dan mengkonfirmasi integritas konfigurasi saat ini dan 
historis? 
     x 
Apakah perusahaan menggunakan proses/langkah-langkah dalam 
mengidentifikasi setiap masalah yang ada? 
 x     
Apakah perusahaan mempertimbangkan setiap akar penyebab dari semua 
permasalahan? 
     x 
Apakah sistem dapat memecahkan setiap masalah yang ada atau mengetahui 
masalah yang ada? 
     x 
Apakah perusahaan sudah mengintegrasikan proses terkait konfigurasi, 
insiden, dan manajemen masalah secara efektif? 
     x 
Apakah perusahaan melakukan Verifikasi bahwa semua data yang diharapkan 
untuk diproses diterima dan diproses sepenuhnya, akurat, dan tepat waktu, 
serta semua output dikirimkan sesuai dengan persyaratan bisnis? 
     x 
Apakah perusahaan menetapkan dan menerapkan prosedur untuk 
penyimpanan, retensi, dan pengarsipan data yang efektif dan efisien untuk 
memenuhi tujuan bisnis kebijakan keamanan dan persyaratan peraturan 
organisasi? 
    x  
Apakah perusahaan menetapkan dan prosedur untuk mempertahankan 
inventaris media yang disimpan dan diarsipkan untuk memastikan kegunaan 
dan integritasnya? 
     x 
Apakah perusahaan menetapkan dan prosedur untuk memastikan bahwa 
persyaratan bisnis untuk perlindungan data sensitif dan perangkat lunak 
dipenuhi saat data dan perangkat keras dibuang atau ditransfer? 
     x 
Apakah perusahaan menetapkan dan prosedur untuk pencadangan dan 
pemulihan sistem, aplikasi, data, dan dokumentasi yang sejalan dengan bisnis 
persyaratan dan rencana kesinambungan ? 
    x  
Apakah perusahaan menetapkan dan prosedur untuk mengidentifikasi dan 
menerapkan persyaratan keamanan yang berlaku untuk penerimaan, 
pemrosesan, penyimpanan dan output data untuk memenuhi tujuan bisnis? 
    x  
Apakah perusahaan menentukan dan memilih situs fisik untuk peralatan TI 
untuk mendukung strategi teknologi yang terkait dengan strategi bisnis? 
    x  
Apakah perusahaan menetapkan dan menerapkan langkah-langkah keamanan 
fisik sesuai dengan persyaratan bisnis untuk mengamankan lokasi dan aset 
fisik? 
     x 
Apakah perusahaan menetapkan dan menerapkan prosedur untuk memberikan, 
membatasi, dan mencabut akses ke bangunan, bangunan, dan area sesuai 
dengan kebutuhan bisnis,termasuk keadaan darurat? 
     x 
Apakah perusahaan merancang dan menerapkan langkah-langkah untuk 
perlindungan terhadap faktor lingkungan? 
     x 
Apakah perusahaan melakukan pengelolaan fasilitas, termasuk daya dan 
peralatan komunikasi, sesuai dengan hukum dan peraturan, teknis dan bisnis? 
     x 
Apakah staf menentukan, menerapkan dan memelihara prosedur untuk operasi      x 
 B-30 
 
Pertanyaan 0 1 2 3 4 5 
TI? 
Apakah semua penjadwalan pekerjaan sudah terlaksana selama ini?      x 
Apakah sudah terlaksana selama ini penerapan prosedur untuk memantau 
infrastruktur TI? 
     x 
Apakah sudah diterapkannya selama ini dokumen manajemen inventaris untuk 
aset TI? 
     x 
Apakah sudah berjalan prosedur untuk memastikan pemeliharaan infrastruktur 
yang tepat? 
     x 
Apakah di Perusahaan telah menetapkan kerangka kerja pemantauan solusi 
dan penyediaan layanan TI? 
     x 
Apakah di perusahaan telah menetapkan proses untuk mengumpulkan data 
tepat waktu dan akurat untuk melaporkan kemajuan? 
     x 
Apakah di perusahaan telah diterapkan monitoring kinerja yang mencatat 
target dan pengukuran kinerja TI? 
     x 
Apakah di perusahaan telah melakukan pemantauan secara berkala terhadap 
kinerja TI? 
    x  
Apakah di perusahaan telah di kembangkan laporan manajemen tentang 
kontribusi bisnis IT khususnya dalam hal kinerja perusahaan? 
     x 
Apakah di perusahaan telah ada identifikasi dan tindakan perbaikan masalah 
berdasarkan monitoring kinerja IT? 
    x  
Apakah perusahaan secara terus-menerus melakukan pemantauan, 
perbandingkan, dan peningkatkan lingkungan kendali TI dan kerangka kerja 
kendali untuk memenuhi tujuan organisasi? 
     x 
Apakah perusahaan melakukan pemantauan dan mengevaluasi efisiensi dan 
efektivitas kontrol tinjauan manajerial TI internal? 
     x 
Apakah perusahaan melakukan Identifikasi pengecualian kontrol, dan analisis 
dan identifikasi akar penyebabnya. Tingkatkan pengecualian kontrol dan 
laporkan ke pemangku kepentingan dengan tepat? 
     x 
Apakah perusahaan mengevaluasi kelengkapan dan keefektifan kendali 
manajemen atas proses, kebijakan, dan kontrak TI melalui berkelanjutan 
program penilaian diri? 
     x 
Apakah perusahaan mendapatkan jaminan pengendalian internal tentang 
kelengkapan dan efektivitas kontrol internal melalui tinjauan pihak ketiga? 
     x 
Apakah perusahaan melakukan penilaian status kontrol internal penyedia 
layanan eksternal? 
     x 
Apakah perusahaan melakukan Identifikasi terhadap penerapan tindakan 
perbaikan yang timbul dari penilaian dan pelaporan kontrol? 
     x 
Apakah perusahaan menentukan, menetapkan dan menyelaraskan kerangka 
kerja tata kelola TI dengan keseluruhan tata kelola perusahaan dan lingkungan 
kontrol? 
     x 
Apakah perusahaan telah bekerja sama dengan dewan dan badan tata kelola 
yang sudah mapan, seperti komite strategi TI, untuk memberikan arahan 
strategis manajemen relatif terhadap TI? 
x      
Apakah perusahaan telah menerapkan pendekatan disiplin untuk portofolio, 
program dan manajemen proyek, bersikeras bahwa bisnis mengambil 
kepemilikan semua investasi yang mendukung TI dan TI memastikan 
optimalisasi biaya untuk memberikan kemampuan dan layanan TI? 
     x 
Apakah perusahaan mengawasi investasi, penggunaan, dan pengalokasian 
sumber daya TI melalui penilaian berkala atas inisiatif dan operasi TI untuk 
memastikan sumber daya yang sesuai dan keselarasan dengan tujuan strategis 
saat ini? 
     x 
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Apakah perusahaan telah bekerja sama dengan dewan untuk menentukan 
selera perusahaan akan risiko TI? 
x      
Apakah perusahaan mengkonfirmasikan bahwa sasaran TI yang disepakati 
telah dipenuhi atau dilampaui, atau bahwa kemajuan menuju sasaran TI 
memenuhi harapan? 
     x 
Apakah perusahaan mendapatkan jaminan independen (internal atau eksternal) 
tentang kesesuaian TI dengan undang-undang dan peraturan yang relevan 
dengan kinerja TI yang efektif dan efisien? 
 x     
Hasil angka maturity level: 
Domain Plan and Organise : 3 
Domain Acquire and Implement : 3.3 
Domain Deliver and Support : 3.5 
Domain Monitor and Evaluate : 3.6 
Maturity Level : 3(Defined) 
 
Nama Perusahaan  : Rumah Sakit Umum Daerah Arifin Achmad  
    Pekanbaru 
Nomor Telp Perusahaan   : (0761)12618 
E-mail Perusahaan  : rsudarifinachmmad@riau.go.id 
Alamat Perusahaan   : Jl. Diponegoro No. 2, Sumahilang, Kec  
Pekanbaru Kota,Kota pekanbaru, Riau 28156 
Cara Audit   : Buttom Up 
Waktu Audit   : 28-10-2019 
Indikator Audit 
Aplikasi yang sedang berjalan lumayan lelet apabila di gunakan pada jam kerja 
dari jam 10-12 ketika sistem sudah di gunakan secara bersamaan hipotesis awal 
dikarenakan database yg digunakan masih menggunakan database sql server 2008  
Bussines Goal Perusahaan 
- Meningkatkan transparansi dan tata kelola perusahaan.  
- Membangun ketersediaan kelangsungan pelayanan 
- Mencapai optimasi biaya penyediaan layanan.  
- Memperoleh informasi yang handal dan berguna untuk pengambilan keputusan 
strategis.  
- Meningkatkan dan mempertahankan fungsi proses bisnis.  
- Memperkecil biaya proses  
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- Mengelola produk dan inovasi bisnis 
IT Goals dan IT Proses Perusahaan 
IT Goals IT Process 
 Menanggapi kebutuhan tata kelola sejalan dengan board direction PO1, PO4, PO10, ME1, 
ME4, 
Membangun kejelasan dampak bisnis risiko untuk tujuan dan sumber 
daya TI. 
PO9, 
Menjamin kepuasan end user dengan penawaran layanan dan tingkat 
layanan. 
PO8, AI4, DS1, DS2, DS7, 
DS8, DS10, DS13, 
Menjamin saling kepuasan hubungan pihak ketiga. DS2, 
Pengurangan solusi dan dan kecacatan layanan pengiriman dan 
pengulangan kerja. 
PO8, AI4, AI6, AI7, DS10, 
Memastikan dampak bisnis minimum dalam hal terjadinya gangguan 
atau perubahan TI. 
PO6, AI6, DS4, DS12, 
Mendapatkan dan memperoleh sistem aplikasi yang terstandarisasi 
dan terintegrasi. 
PO3, AI2, AI5, 
Mendapatkan dan memperoleh infrastruktur TI yang terstandarisasi 
dan terintegrasi. 
AI3, AI5, 
Meningkatkan efisiensi biaya TI dan kontribusinya untuk 
profitabilitas bisnis. 
PO5, DS6, 
Mengoptimalkan penggunaan informasi. PO2, DS11, 
Menjamin transparansi dan pemahaman tentang biaya TI, 
keuntungan, strategi, kebijakan-kebijakan dan tingkatan pelayanan. 
PO5, PO6, DS1, DS2, DS6, 
ME1, ME4, 
Memastikan bahwa transaksi bisnis otomatis dan pertukaran 
informasi dapat dipercaya 
PO6, AI7, DS5, 
Menjaga integritas informasi dan infrastruktur pengolahan. AI6, DS5, 
Mendefinisikan bagaimana kebutuhan bisnis fungsional dan kontrol 
dijabarkan dalam solusi otomatis yang efektif dan efisien. 
AI1, AI2, AI6, 
Memastikan integrasi aplikasi ke dalam proses bisnis. PO2, AI4, AI7, 
Memastikan kelayakan dan kinerja aplikasi dan solusi teknologi. PO6, AI4, AI7, DS7, DS8, 
Mengoptimalkan infrastruktur, sumber daya, dan kemampuan TI. PO3, AI3, DS3, DS7, DS9, 
Menciptakan ketangkasan TI PO2, PO4, PO7, AI3, 
Menyediakan proyek tepat waktu sesuai anggaran dan memenuhi 
kualitas standar. 
PO8, PO10, 
Memastikan TI menunjukkan biaya kualitas pelayanan yang efisien, 
perbaikan terus menerus dan kesiapan untuk perubahan di masa 
depan. 
PO5, DS6, ME1, ME4, 
Data Kuisioner 
Nama : Dede Syahputra 
Jabatan : Staff EDP (Electornic Data Processing) - Manager Network Engineer 
Waktu Pengisian : 28-10-2019 
Pertanyaan 0 1 2 3 4 5 
Apakah sistem perusahaan yang digunakan saat ini sesuai dengan bisnis yang 
ada? 
    x  
Apakah perencanaan strategis bisnis dan TI pada perusahaan sudah selaras?     x  
Apakah TI yang digunakan di perusahaan sudah stabil?    x   
Apakah rencana strategis TI di perusahaan sudah terinci?    x   
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Apakah portofolio rencana TI taktis berasal dari rencana startegis TI?    x   
Apakah TI yang ada sudah secara aktif mengelola bisnis yang ada?     x  
Apakah rencana TI(memfasilitasi penciptaan, penggunaan, dan pembagian 
informasi yang optimal oleh bisnis dengan cara yang menjaga integritas dan 
fleksibel, fungsional, hemat biaya, tepat waktu, aman, dan tahan terhadap 
kegagalan) sudah berjalan dan konsisten? 
   x   
Apakah kamus data enterprise dan sintaksis sudah dijalankan dengan baik?     x  
Apakah skema klasifikasi pada aplikasi sudah diberlakukan(seperti sifat data 
yang publik atau rahasia) ? 
    x  
Apakah integritas dan konsistensi semua data elektronik termasuk database, 
data warehouse, dan data arsip sudah dimanajemen dengan tepat dan baik ? 
    x  
Apakah perencanaan teknologi untuk masa depan sudah direncanakan dengan 
sebaik-baiknya? 
    x  
Apakah teknologi infrastuktur sudah sesuai dengan Strategi Teknologi ?    x   
Apakah tren dan peraturan di masa depan sudah di pantau dengan sebaik-
baiknya ? 
   x   
Apakah sudah ada forum teknologi yang menyediakan pedoman teknologi , 
saran tentang produk infrastruktur dan panduan tentang pemilihan teknologi ke 
depan ? 
    x  
Apakah sudah ada panduan arsitektur TI dan panduan aplikasi-aplikasi?    x   
Apakah kerangka kerja proses TI untuk melaksankan rencana strategis yang 
sudah ditentukan? 
    x  
Apakah tata kelola TI yang ada pada perusahaan sudah ditangani secara 
memadai? 
    x  
Apakah status proyek sudah selesai dan dapat digunakan untuk menyelesaikan 
konflik? 
    x  
Apakah fungsi TI sudah termasuk kedalam struktur organisasi secara 
keseluruhan ? 
   x   
Apakah struktur organisasi internal dan eksternal yang ditentukan telah 
mencerminkan kebutuhan bisnis? 
  x    
Apakah tanggung jawab dan akuntabilitas telah memenuhi kebutuhan 
organisasi ? 
  x    
Apakah perusahaan sudah memiliki tim yang memeriksa kualitas produk, 
peralatan dan pelayanan IT? 
    x  
Apakah perusahaan sudah memahami pentingnya manajemen resiko 
pengelolaan IT pada tingkat perusahaan? 
    x  
Apakah bisnis yang dijalankan sudah menggunkan prosedur dan tool IT ?     x  
Apakah supervisior IT sudah kompeten dalam menjalankan tugasnya ?     x  
Apakah pegawai IT dibagi menjadi tim yang lebih spesifik dalam bekerja ?     x  
Apakah perusahaan menetapkan kualifikasi tertentu saat merekrut karyawan IT 
? 
    x  
Apakah karyawan IT sudah memadai dalam menjalankan tugas?     x  
Apakah pegawai kontrak dan konsultan telah memahami peraturan perusahaan 
terkait informasi penting perusahaan ? 
    x  
Apakah tim IT memiliki koordinasi dengan devisi-devisi lain secara berkala?    x   
Apakah perusahaan menetapkan dan memelihara kerangka kerja keuangan 
untuk mengelola investasi dan biaya aset dan layanan TI melalui portofolio 
Itenabled investasi, kas bisnis dan anggaran TI ? 
   x   
Apakah perusahaan menerapkan proses pengambilan keputusan untuk 
memprioritaskan alokasi sumber daya TI untuk operasi, proyek dan 
   x   
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pemeliharaan memaksimalkan kontribusi TI? 
Apakah perusahaan menetapkan dan menerapkan praktik-praktik untuk 
menyiapkan anggaran yang mencerminkan prioritas yang ditetapkan oleh 
portofolio perusahaan yang mendukung IT? 
    x  
Apakah perusahaan menerapkan proses manajemen biaya membandingkan 
biaya aktual dengan anggaran? 
    x  
Apakah perusahaan menerapkan proses untuk memantau manfaat dari 
penyediaan dan pemeliharaan kemampuan TI yang disesuaikan? 
    x  
Apakah perusahaan menetapkan elemen lingkungan kontrol untuk TI, selaras 
dengan filosofi manajemen dan gaya operasi perusahaan ? 
   x   
Apakah perusahaan mengembangkan dan memelihara kerangka kerja yang 
mendefinisikan pendekatan keseluruhan perusahaan terhadap risiko dan kontrol 
TI dan yang sejalan dengan TI ? 
   x   
Apakah perusahaan telah melakukan pengembangkan dan pemelihara 
serangkaian kebijakan untuk mendukung strategi TI? 
    x  
Apakah perusahaan telah melakukan peluncurkan dan penegakkan kebijakan TI 
untuk semua staf yang relevan, sehingga mereka dibangun ke dalam dan 
merupakan bagian integral dari operasi perusahaan? 
   x   
Apakah perusahaan telah mengkomunikasikan kesadaran dan pemahaman 
tentang tujuan dan arah bisnis dan TI kepada para pemangku kepentingan dan 
pengguna yang tepat di seluruh perusahaan? 
  x    
Apakah perusahaan Menerapkan suatu proses untuk memastikan bahwa 
organisasi memiliki IT yang tepat digunakan tenaga kerja dengan keterampilan 
yang diperlukan untuk mencapai tujuan organisasi? 
  x    
Apakah perusahaan telah menetetapkan persyaratan kompetensi inti TI dan 
verifikasi bahwa persyaratan tersebut dipertahankan, menggunakan kualifikasi 
dan sertifikasi program yang sesuai? 
   x   
Apakah perusahaan melakukan penetapan, pantau dan awasi peran, tanggung 
jawab, dan kerangka kerja kompensasi untuk personel, termasuk persyaratan 
untuk mematuhi kebijakan dan prosedur manajemen, kode etik, dan praktik 
profesional? 
  x    
Apakah perusahaan telah Memberikan karyawan IT dengan orientasi yang tepat 
ketika dipekerjakan dan pelatihan berkelanjutan untuk mempertahankan 
pengetahuan, keterampilan, kemampuan mereka, kontrol internal dan 
kesadaran keamanan di tingkat yang diperlukan untuk mencapai tujuan 
organisasi.? 
   x   
Apakah perusahaan telah Meminimalkan paparan ketergantungan kritis pada 
individu kunci melalui penangkapan pengetahuan (dokumentasi), berbagi 
pengetahuan, perencanaan suksesi dan cadangan staf. 
  x    
apakah dalam proses rekrutmen TI perusahaan melakukan pemeriksaan latar 
belakang personil? 
    x  
Apakah perusahaan telah melakkukan evaluasi yang tepat waktu untuk 
dilakukan secara berkala terhadap tujuan individu yang berasal dari tujuan 
organisasi, menetapkan standar dan tanggung jawab pekerjaan tertentu. 
Karyawan harus menerima bimbingan tentang kinerja dan melakukan kapan 
saja sesuai? 
  x    
Apakah perusahaan mengambil tindakan bijaksana terkait perubahan pekerjaan, 
terutama pemutusan hubungan kerja? 
  x    
Apakah perusahaan menyediakan, pendekatan standar formal dan berkelanjutan 
mengenai manajemen mutu yang sesuai dengan kebutuhan bisnis ? 
  x    
Apakah perusahaan menggunakan praktek-praktek industri yang baik untuk  x     
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referensi ketika meningkatkan dan menyesuaikan praktek mutu organisasi ? 
Apakah perusahaan mengadopsi dan mempertahankan standar untuk semua 
pengembangan dan akuisisi? 
 x     
Apakah perusahaan sudah ada manajemen mutu pada pelanggan dengan 
menentukan kebutuhan dan menyelaraskan dengan standar dan praktek? 
  x    
Apakah perusahaan menjaga dan secara teratur berkomunikasi mengenai 
keseluruhan rencana kualitas? 
 x     
Apakah perusahaan sudah ada melakukan pengukuran, pemantauan dan 
pencatatan informasi digunakan untuk mengambil tindakan perbaikan dan 
pencegahan yang tepat? 
  x    
Apakah perusahaan Menetapkan kerangka kerja manajemen risiko TI yang 
selaras dengan kerangka kerja manajemen risiko organisasi (perusahaan?. 
  x    
Apakah perusahaan meneTetapkan konteks di mana kerangka kerja penilaian 
risiko diterapkan untuk memastikan hasil yang sesuai? 
 x     
Apakah perusahaan melakukan Identifikasi peristiwa (ancaman realistis penting 
yang mengeksploitasi kerentanan signifikan yang berlaku) dengan potensi 
dampak negatif pada tujuan atau operasi perusahaan, termasuk bisnis, 
peraturan, hukum, teknologi, mitra dagang, sumber daya manusia dan aspek 
operasional? 
  x    
Apakah perusahaan Menilai secara berulang kemungkinan dan dampak dari 
semua risiko yang diidentifikasi, menggunakan metode kualitatif dan 
kuantitatif? 
  x    
Apakah perusahaan mengembangkan dan pertahankan proses respons risiko 
yang dirancang untuk memastikan bahwa pengendalian yang hemat biaya 
memitigasi risiko terhadap dasar berkelanjutan? 
  x    
Apakah perusahaan memPrioritaskan dan rencanakan kegiatan pengendalian di 
semua tingkatan untuk mengimplementasikan respons risiko yang diidentifikasi 
perlu, termasuk identifikasibiaya, manfaat dan tanggung jawab untuk 
pelaksanaan? 
  x    
Apakah perusahaan me-maintain project yang berhubungan dengan program 
investasi yang mendukung IT? 
   x   
Apakah pengerjaan project sesuai dengan framework yang digunakan?      x 
Apakah penetapan manajemen project sudah sesuai dengan ukuran, 
kompleksitas dan persyaratan peraturan dari setiap proyek? 
    x  
Apakah perusahaan berkomitmen dan berpartisipasi dalam pelaksanaan proyek 
dalam konteks IT? 
   x   
Apakah perusahaan sudah mendefenisikan dan mendokumentasikan sifat dan 
ruang lingkup proyek untuk dikonfirmasi dan dikembangkan ? 
  x    
Apakah di perusahaan menyetujui inisiasi dari fase masing-masing proyek 
besar dan berkomunikasi dengan pemangku kepentingan ? 
   x   
Apakah perusahaan memandu dan mengkontrol selama proyek dilaksanakan ?     x  
Apakah perusahaan menentukan tanggung jawab,hubungan, wewenang, dan 
kriteria kinerja dari anggota tim proyek ? 
    x  
Apakah perusahaan sudah mengidentifikasi,menganalisis, menanggapi dan 
mengkontrol resiko tertentu yang terkait dengan proyek ? 
   x   
Apakah perusahaan sudah menyiapkan rencana manajemen kualitas yang 
menggambarkan kualitas proyek ? 
   x   
Apakah perusahaan sudah menetapkan perubahan kontrol sistem untuk masing-
masing proyek ? 
   x   
Apakah perusahaan mengidentifikasi jaminan yang diperlukan untuk akreditasi 
sistem baru atau memodifikasi nya selama perencanaan proyek? 
   x   
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Apakah perusahaan sudah mengidentifikasi dampak dari rencana pada proyek 
dan secara keseluruhan ? 
   x   
Apakah perusahaan mengidentifikasi dan melaporkan segala kegitan yang 
diperlukan untuk mencapai hasil yang direncanakan? 
   x   
Apakah memprioritaskan persyaratan fungsional dan teknik bisniss yang 
mencakup seluruh ruang lingkup telah dilaksanakan? 
  x    
Apakah mengidentifikasi dan mendokumentasikan resiko yang akan terjadi 
kedepan telah dilakukan? 
  x    
Apakah sudah layak dan sesuai manajemen bisnis yang dijalankan?    x   
Apakah kebutuhan bisnis terhadap spesifikasi desain tingkat tinggi untuk 
akuisisi software, sudah diterjemahkan dengan baik ? 
   x   
Apakah rincian desain dan persyaratan aplikasi software sudah disiapkan 
dengan matang ? 
   x   
Apakah kontrol bisnis agar pemrosesan akurat,lengkap,tepat waktu,resmi dan 
dapat diaudit sudah diimplementasikan dengan tepat? 
   x   
Apakah keamanan aplikasi terhadap klasifikasi,arsitektur informasi, kemanan 
informasi dan toleransi resiko sudah dijelaskan dengan benar? 
    x  
Apakah perangkat aplikasi yang diperoleh untuk memenuhi tujuan bisnis sudah 
dikonfigurasi dan diaplikasikan dengan tepat? 
    x  
Ketika terjadi perubahan besar pada sistem, apakah sistem yang baru mengikuti 
pengembangan sistem lama sudah teridentifikasi dan berjalan dengan baik? 
  x    
Apakah fungsionalitas otomatis pengembagan spesifikasi desain, dokumentasi 
standar dan persetujuan sudah dipastikan dengan benar? 
   x   
Apakah sumber daya dan pelaksaanan rencana QA sudah dikembangkan 
dengan baik demi menciptakan kualis dan mutu prosedur organisasi? 
 x     
Apakah status persyaratan individu sudah terlacak secara menyeluruh baik 
persyaratan ditolak maupun diterima? 
 x     
Apakah strategi dan rencana untuk pemeliharaan aplikasi software sudah 
dikembangkan dengan baik? 
    x  
Apakah perusahaan merencanakan Akuisisi Infrastruktur Teknologi 
Menghasilkan rencana untuk akuisisi, implementasi dan pemeliharaan 
infrastruktur teknologi yang memenuhi mapan persyaratan fungsional dan 
teknis bisnis dan sesuai dengan arahan teknologi organisasi? 
  x    
Apakah perusahaan melakukan pemantauan dan mengevaluasi penggunaan 
komponesn infrastruktur IT? 
   x   
Apakah perusahaan melakukan Pemeliharaan Infrastruktur Kembangkan 
strategi dan rencana untuk pemeliharaan infrastruktur, dan pastikan bahwa 
perubahan dikendalikan sesuai dengan organisasi ubah prosedur manajemen? 
   x   
Apakah perusahaan membangun lingkungan pengembangan dan pengujian 
untuk mendukung kelayakan dan integrasi pengujian infrastruktur yang efektif 
dan efisien komponen? 
  x    
Apakah rencana mengidentifikasi dan mendokumentasikan semua aspek teknis, 
operasional, dan penggunaan sudah dikembangkan? 
   x   
Apakah pengetahuan manajemen bisnis tentang ownership sistem dan data 
sudah diketahui oleh individu dengan baik? 
  x    
Apakah end user sudah memiliki pengetahuan dan keterampilan dalam 
menggunakan sistem secara efektif dan efisien? 
   x   
Apakah staf operation dan staf technical support memiliki pengetahuan dan 
keterampilan secara efektif dan efisien dalam mengembangkan, mendukung, 
dan memelihara sistem serta infrastruktur terkait? 
    x  
Apakah serangkaian prosedur dan standar telah konsisten dengan keseluruhan    x   
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proses organisasi bisnis procurement? 
Apakah sudah dibuat prosedur untuk menetapkan, memodifikasi, dan 
mengakhiri kontrak untuk supplier? 
   x   
Apakah supplier sudah dipilih berdasarkan persyaratan yang sudah ditentukan?    x   
Apakah kepentingan organisasi dalam semua perjanjian kontrak akuisisi 
(termasuk hak dan kewajiban) telah dilindungi dan diterapkan? 
  x    
Apakah dilakukan perubahan manajemen terhadap standar dan prosedur yang 
berjalan sesuai dengan permintaan? 
  x    
Apakah semua permintaan untuk perubahan sudah dinilai dengan cara 
terstruktur? 
   x   
Apakah ada ketetapan proses terhadap perubahan yang bersifat darurat?   x    
Apakah dilakukan pendokumentasian terhadap perubahan yang ditolak, status 
yang disetujui dan dalam proses perubahan, serta perubahan lengkap? 
  x    
Apakah setiap kali perubahan diterapkan, dilakukan dokumentasi pembaharuan 
sistem terkait dan user, serta prosedur yang sesuai? 
   x   
Apakah pelatihan dan rencana implementasi, serta materi terkait 
pengembangan sistem informasi, implementasi atau modifikasi proyek telah 
sesuai? 
   x   
Apakah rencana uji telah sesuai berdasarkan standar organisasi yang 
mendefinisikan peran, tanggung jawab, dan kriteria masuk dan keluar? 
   x   
Apakah rencana implementasi dan fallback/backout sudah mendapatkan 
persetujuan dari pihak terkait? 
  x    
Apakah perwakilan lingkungan uji yang aman dari lingkungan operasi yang 
direncanakan relatif terhadap keamanan, internal kontrol, praktik operasional, 
kualitas data dan persyaratan privasi, serta beban kerja telah ditetapkan? 
 x     
Apakah konversi data dan migrasi infrastruktur telah direncanakan sebagai 
bagian dari metode pengembangan organisasi, termasuk jejak audit, rollback 
dan fallback? 
 x     
Apakah sudah dipastikan bahwa rencana tersebut telah mempertimbangkan 
keamanan dan kinerja? 
 x     
Apakah owner dan TI stakeholder telah melakukan evaluasi hasil dari proses 
pengujian yang telah ditentukan oleh rencana pengujian? 
  x    
Apakah persetujuan dari stakeholder, seperti user, owner sistem, dan 
manajemen operasional sudah didapatkan? 
  x    
Apakah permintaan tinjauan pasca-implementasi telah ditetapkan dalam 
rencana implementasi? 
  x    
Apakah perusahaan sudah meningkatkan tingkat kepuasan layanan pengguna 
terhadap layanan yang disediakan? 
   x   
Apakah perusahaan sudah meningkatkan karakteristik layanan dan mengatur 
persyaratan bisnis yang ada pada perusahaan ini? 
  x    
Apakah perusahaan sudah memenuhi segala kebutuhan yang diperlukan oleh 
para pengguna aplikasi yang ada di perusahaan ini? 
   x   
Apakah Perusahaan sudah memenuhi segala tingkat layanan yang yang terdapat 
pada pernyataan DS1.3? 
  x    
Apakah dengan memantau kinerja aplikasi layanan yang tersedia pada 
perusahaan ini dapat meningkatkan layanan yang tersedia? 
   x   
Apakah dengan cara memantau segala penyedia layanan baik dari pihak 
internal maupun pihak eksternal(pihak ketiga) bahwa penyedia layanan bekerja 
dengan efisien? 
  x    
Apakah perusahaan telah mengidentifikasi semua pemasok dokumentasi dari 
reklame teknis dan organisasi? 
 x     
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Apakah perusahaan telah memproses cara mengatur hubungan dengan 
pelanggan? 
  x    
Apakah perusahaan mengidentifikasi dan mengurangi risiko yang berkaitan 
dengan kemampuan pemasok untuk penyampaian pelayanan yang efektif dan 
efisien? 
 x     
Apakah perusahaan telah memantau penyampaian layanan untuk memastikan 
pemasok mematuhi perjanjian? 
  x    
Apakah perusahaan telah memproses perencanaan kapasitas dan kinerja dalam 
memanfaatkan teknik pemodelan yang tepat untuk menghasilkan perkiraan 
kinerja saat ini? 
  x    
Apakah perusahaan telah menilai kapasitas kinerja saat ini dari sumber daya IT 
untuk menentukan kapasitas yang cukup? 
   x   
Apakah perusahaan telah melakukan perkiraan kinerja dan kapasitas sumber 
daya IT secara berkala untuk meminimalkan risiko gangguan layanan? 
  x    
Apakah perusahaan dapat memberikan kapasitas dan kinerja yang dibutuhkan 
dengan ketentuan seperti memprioritaskan tugas, toleransi kesalahan, dan 
alokasi sumber daya? 
  x    
Apakah perusahaan telah memantau kinerja sumber daya IT untuk 
mempertahankan dan menyempurnakan kinerja dalam IT? 
   x   
Tujuan dari kerangka kerja adalah untuk membantu pemprosesan dalam 
pekerjaan yang lebih efisien, apakah kerangka kerja di sini sudah diterapkan 
dalam semua aspek pekerjaan? 
  x    
Apakah rancangan dari proses bisnis yang sudah diterapkan dapat mengatasi 
dampak permasalahan yang ada? 
  x    
Apakah sumber daya TI yang ada sudah berkesinambungan dalam pemulihan 
ketahanan? 
   x   
Apakah prosedur pengendalian selalu menerapkan pemeliharaan yang 
mencerminkan kebutuhan bisnis? 
  x    
Apakah dalam pemulihan sistem selalu menyediakan seperti dokumentasi, 
pelaporan hasil tes dll? 
  x    
Apakah pihak yang berkepentingan selalu memberikan arahan atau pelatihan 
mengenai prosedur, peran dan tanggung jawab apabila terjadi incident? 
  x    
Apakah perusahaan sudah ada strategi untuk mendistribusikan perencanaan 
untuk memastikan rencana tersebut didistribusikan dengan baik, aman dan 
tersedia secara tepat? 
  x    
Apakah selalu ada tindakan ketika pemulihan untuk melanjutkan layanan?   x    
Apakah IT manajemen memastikan pengaturan seperti konten, keamanan dll 
secara berkala? 
   x   
Apakah manajemen TI telah menentukan dan menetapkan prosedur kelayakan 
pembaruan setelah sistem kembali beroperasi? 
  x    
Apakah perusahaan mengelola keamanan TI pada tingkat organisasi tertinggi 
yang sesuai, sehingga pengelolaan tindakan keamanan sejalan dengan bisnis? 
  x    
Apakah perusahaan menerjemahkan persyaratan bisnis, risiko, dan kepatuhan 
ke dalam keseluruhan rencana keamanan TI, dengan mempertimbangkan 
infrastruktur TI dan budaya keamanan? 
  x    
Apakah perusahaan melakukan Konfirmasikan bahwa hak akses pengguna ke 
sistem dan data sejalan dengan kebutuhan bisnis yang ditentukan dan 
didokumentasikan serta pekerjaan itu persyaratan terlampir pada identitas 
pengguna? 
   x   
Apakah perusahaan menyertakan prosedur persetujuan yang menjabarkan data 
atau pemilik sistem yang memberikan akses hak istimewa? 
  x    
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Apakah perusahaan melakukan pengujian dan pemantauan implementasi 
keamanan TI secara proaktif? 
  x    
Apakah perusahaan Mendefinisikan dan mengkomunikasikan karakteristik 
insiden keamanan potensial dengan jelas sehingga dapat diklasifikasikan 
dengan benar dan ditangani oleh insiden dan proses manajemen masalah? 
  x    
Apakah memBuat teknologi terkait keamanan tahan terhadap gangguan, dan 
jangan ungkapkan dokumentasi keamanan yang tidak perlu? 
  x    
Apakah perusahaan menentukan bahwa ada kebijakan dan prosedur untuk 
mengatur pembangkitan, perubahan, pencabutan, penghancuran, distribusi, 
sertifikasi, penyimpanan, pemasukan, penggunaan dan pengarsipan kunci 
kriptografi untuk memastikan perlindungan kunci terhadap modifikasi 
danpengungkapan yang tidak sah? 
  x    
Apakah perusahaan meletakkan langkah-langkah pencegahan, detektif dan 
korektif di tempat (terutama patch keamanan terbaru dan kontrol virus) di 
seluruh organisasi untuk melindungi sistem dan teknologi informasi dari 
malware? 
   x   
Apakah perusahaan Gunakan teknik keamanan dan prosedur manajemen terkait 
(mis., Firewall, peralatan keamanan, segmentasi jaringan, intrusi deteksi) untuk 
mengotorisasi akses dan mengontrol arus informasi dari dan ke jaringan? 
    x  
Apakah perusahaan melakukan pengontrolan pertukaran data transaksi yang 
bertujuan memberikan keaslian data perusahaan ? 
   x   
Apakah perusahaan melakukan Identifikasi semua biaya TI, dan petakan ke 
layanan TI untuk mendukung model biaya yang transparan? 
   x   
Apakah perusahaan Tangkap dan mengalokasikan biaya aktual sesuai dengan 
model biaya perusahaan? 
  x    
Apakah perusahaan menetapkan dan menggunakan model penetapan biaya TI 
berdasarkan definisi layanan yang mendukung perhitungan tarif tolak bayar per 
layanan? 
   x   
Apakah perusahaan melakukan peninjauan dan pematokan secara berkala 
kesesuaian model biaya / isi ulang untuk mempertahankan relevansi dan 
kesesuaiannya dengan aktivitas bisnis dan TI yang berkembang? 
  x    
Apakah ada penetapan dan pembaharuan kurikulum secara berkala untuk setiap 
karyawan? 
  x    
Apakah setelah didapatkan kebutuhan pendidikan dan pelatihan untuk 
karyawan sudah ditunjuk pelatih dan diatur jadwal pelatihan yang tepat waktu ? 
  x    
Apakah dilakukan evaluasi terhadap pendidikan dan pelatihan yang telah 
diberikan untuk relevansi, kualitas, efektivitas, retensi pengetahuan, biaya dan 
nilai ? 
   x   
Sistem layanan yang disediakan perusahaan sudah mencakup semua kebutuhan 
yang diperlukan oleh pengguna ? 
   x   
Apakah perusahaan sudah mengantisipasi segala insiden atau memanajemen 
setiap masalah yang ada pada sistem ? 
  x    
Apakah Sistem yang digunakan sudah memenuhi segala pelaporan kendala 
yang terdapat pada aplikasi yang terdapat pada perusahaan? 
  x    
Apakah Segala pelaporan masalah sudah ter-back up oleh sistem yang tersedia 
dan memberikan informasi yang tepat kepada pengguna ? 
  x    
Apakah pelaporan segala aktivitas yang dilakukan oleh pengguna sehingga 
pengembang sistem dapat mengetahui segala kebutuhan yang diperlukan oleh 
pengguna dan menghindari terjadinya kesalahan yang sama terulang? 
  x    
Apakah perusahaan telah menggunakan alat pendukung dan repositori pusat 
untuk memuat semua informasi yang relevan tentang item konfigurasi? 
  x    
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Apakah perusahaan Menetapkan prosedur konfigurasi untuk mendukung 
manajemen dan pencatatan semua perubahan ke repositori konfigurasi? 
  x    
Apakah perusahaan melakukan peninjauan data konfigurasi secara berkala 
untuk memverifikasi dan mengkonfirmasi integritas konfigurasi saat ini dan 
historis? 
   x   
Apakah perusahaan menggunakan proses/langkah-langkah dalam 
mengidentifikasi setiap masalah yang ada? 
   x   
Apakah perusahaan mempertimbangkan setiap akar penyebab dari semua 
permasalahan? 
   x   
Apakah sistem dapat memecahkan setiap masalah yang ada atau mengetahui 
masalah yang ada? 
   x   
Apakah perusahaan sudah mengintegrasikan proses terkait konfigurasi, insiden, 
dan manajemen masalah secara efektif? 
   x   
Apakah perusahaan melakukan Verifikasi bahwa semua data yang diharapkan 
untuk diproses diterima dan diproses sepenuhnya, akurat, dan tepat waktu, serta 
semua output dikirimkan sesuai dengan persyaratan bisnis? 
   x   
Apakah perusahaan menetapkan dan menerapkan prosedur untuk penyimpanan, 
retensi, dan pengarsipan data yang efektif dan efisien untuk memenuhi tujuan 
bisnis kebijakan keamanan dan persyaratan peraturan organisasi? 
   x   
Apakah perusahaan menetapkan dan prosedur untuk mempertahankan 
inventaris media yang disimpan dan diarsipkan untuk memastikan kegunaan 
dan integritasnya? 
   x   
Apakah perusahaan menetapkan dan prosedur untuk memastikan bahwa 
persyaratan bisnis untuk perlindungan data sensitif dan perangkat lunak 
dipenuhi saat data dan perangkat keras dibuang atau ditransfer? 
   x   
Apakah perusahaan menetapkan dan prosedur untuk pencadangan dan 
pemulihan sistem, aplikasi, data, dan dokumentasi yang sejalan dengan bisnis 
persyaratan dan rencana kesinambungan ? 
    x  
Apakah perusahaan menetapkan dan prosedur untuk mengidentifikasi dan 
menerapkan persyaratan keamanan yang berlaku untuk penerimaan, 
pemrosesan, penyimpanan dan output data untuk memenuhi tujuan bisnis? 
   x   
Apakah perusahaan menentukan dan memilih situs fisik untuk peralatan TI 
untuk mendukung strategi teknologi yang terkait dengan strategi bisnis? 
    x  
Apakah perusahaan menetapkan dan menerapkan langkah-langkah keamanan 
fisik sesuai dengan persyaratan bisnis untuk mengamankan lokasi dan aset 
fisik? 
    x  
Apakah perusahaan menetapkan dan menerapkan prosedur untuk memberikan, 
membatasi, dan mencabut akses ke bangunan, bangunan, dan area sesuai 
dengan kebutuhan bisnis,termasuk keadaan darurat? 
    x  
Apakah perusahaan merancang dan menerapkan langkah-langkah untuk 
perlindungan terhadap faktor lingkungan? 
    x  
Apakah perusahaan melakukan pengelolaan fasilitas, termasuk daya dan 
peralatan komunikasi, sesuai dengan hukum dan peraturan, teknis dan bisnis? 
   x   
Apakah staf menentukan, menerapkan dan memelihara prosedur untuk operasi 
TI? 
    x  
Apakah semua penjadwalan pekerjaan sudah terlaksana selama ini?    x   
Apakah sudah terlaksana selama ini penerapan prosedur untuk memantau 
infrastruktur TI? 
   x   
Apakah sudah diterapkannya selama ini dokumen manajemen inventaris untuk 
aset TI? 
   x   
Apakah sudah berjalan prosedur untuk memastikan pemeliharaan infrastruktur    x   
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yang tepat? 
Apakah di Perusahaan telah menetapkan kerangka kerja pemantauan solusi dan 
penyediaan layanan TI? 
   x   
Apakah di perusahaan telah menetapkan proses untuk mengumpulkan data 
tepat waktu dan akurat untuk melaporkan kemajuan? 
    x  
Apakah di perusahaan telah diterapkan monitoring kinerja yang mencatat target 
dan pengukuran kinerja TI? 
    x  
Apakah di perusahaan telah melakukan pemantauan secara berkala terhadap 
kinerja TI? 
    x  
Apakah di perusahaan telah di kembangkan laporan manajemen tentang 
kontribusi bisnis IT khususnya dalam hal kinerja perusahaan? 
   x   
Apakah di perusahaan telah ada identifikasi dan tindakan perbaikan masalah 
berdasarkan monitoring kinerja IT? 
   x   
Apakah perusahaan menentukan, menetapkan dan menyelaraskan kerangka 
kerja tata kelola TI dengan keseluruhan tata kelola perusahaan dan lingkungan 
kontrol? 
    x  
Apakah perusahaan telah bekerja sama dengan dewan dan badan tata kelola 
yang sudah mapan, seperti komite strategi TI, untuk memberikan arahan 
strategis manajemen relatif terhadap TI? 
     x 
Apakah perusahaan telah menerapkan pendekatan disiplin untuk portofolio, 
program dan manajemen proyek, bersikeras bahwa bisnis mengambil 
kepemilikan semua investasi yang mendukung TI dan TI memastikan 
optimalisasi biaya untuk memberikan kemampuan dan layanan TI? 
  x    
Apakah perusahaan mengawasi investasi, penggunaan, dan pengalokasian 
sumber daya TI melalui penilaian berkala atas inisiatif dan operasi TI untuk 
memastikan sumber daya yang sesuai dan keselarasan dengan tujuan strategis 
saat ini? 
    x  
Apakah perusahaan telah bekerja sama dengan dewan untuk menentukan selera 
perusahaan akan risiko TI? 
  x    
Apakah perusahaan mengkonfirmasikan bahwa sasaran TI yang disepakati 
telah dipenuhi atau dilampaui, atau bahwa kemajuan menuju sasaran TI 
memenuhi harapan? 
   x   
Apakah perusahaan mendapatkan jaminan independen (internal atau eksternal) 
tentang kesesuaian TI dengan undang-undang dan peraturan yang relevan 
dengan kinerja TI yang efektif dan efisien? 
   x   
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Apakah sistem perusahaan yang digunakan saat ini sesuai dengan bisnis yang 
ada? 
    x  
Apakah perencanaan strategis bisnis dan TI pada perusahaan sudah selaras?     x  
Apakah TI yang digunakan di perusahaan sudah stabil?    x   
Apakah rencana strategis TI di perusahaan sudah terinci?    x   
Apakah portofolio rencana TI taktis berasal dari rencana startegis TI?    x   
Apakah TI yang ada sudah secara aktif mengelola bisnis yang ada?     x  
Apakah rencana TI(memfasilitasi penciptaan, penggunaan, dan pembagian     x  
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informasi yang optimal oleh bisnis dengan cara yang menjaga integritas dan 
fleksibel, fungsional, hemat biaya, tepat waktu, aman, dan tahan terhadap 
kegagalan) sudah berjalan dan konsisten? 
Apakah kamus data enterprise dan sintaksis sudah dijalankan dengan baik?    x   
Apakah skema klasifikasi pada aplikasi sudah diberlakukan(seperti sifat data 
yang publik atau rahasia) ? 
   x   
Apakah integritas dan konsistensi semua data elektronik termasuk database, 
data warehouse, dan data arsip sudah dimanajemen dengan tepat dan baik ? 
   x   
Apakah perencanaan teknologi untuk masa depan sudah direncanakan dengan 
sebaik-baiknya? 
   x   
Apakah teknologi infrastuktur sudah sesuai dengan Strategi Teknologi ?    x   
Apakah tren dan peraturan di masa depan sudah di pantau dengan sebaik-
baiknya ? 
  x    
Apakah sudah ada forum teknologi yang menyediakan pedoman teknologi , 
saran tentang produk infrastruktur dan panduan tentang pemilihan teknologi 
ke depan ? 
    x  
Apakah sudah ada panduan arsitektur TI dan panduan aplikasi-aplikasi?    x   
Apakah kerangka kerja proses TI untuk melaksankan rencana strategis yang 
sudah ditentukan? 
  x    
Apakah tata kelola TI yang ada pada perusahaan sudah ditangani secara 
memadai? 
   x   
Apakah status proyek sudah selesai dan dapat digunakan untuk menyelesaikan 
konflik? 
    x  
Apakah fungsi TI sudah termasuk kedalam struktur organisasi secara 
keseluruhan ? 
  x    
Apakah struktur organisasi internal dan eksternal yang ditentukan telah 
mencerminkan kebutuhan bisnis? 
   x   
Apakah tanggung jawab dan akuntabilitas telah memenuhi kebutuhan 
organisasi ? 
   x   
Apakah perusahaan sudah memiliki tim yang memeriksa kualitas produk, 
peralatan dan pelayanan IT? 
    x  
Apakah perusahaan sudah memahami pentingnya manajemen resiko 
pengelolaan IT pada tingkat perusahaan? 
   x   
Apakah bisnis yang dijalankan sudah menggunkan prosedur dan tool IT ?    x   
Apakah supervisior IT sudah kompeten dalam menjalankan tugasnya ?     x  
Apakah pegawai IT dibagi menjadi tim yang lebih spesifik dalam bekerja ?     x  
Apakah perusahaan menetapkan kualifikasi tertentu saat merekrut karyawan 
IT ? 
   x   
Apakah karyawan IT sudah memadai dalam menjalankan tugas?    x   
Apakah pegawai kontrak dan konsultan telah memahami peraturan perusahaan 
terkait informasi penting perusahaan ? 
   x   
Apakah tim IT memiliki koordinasi dengan devisi-devisi lain secara berkala?   x    
Apakah perusahaan menetapkan dan memelihara kerangka kerja keuangan 
untuk mengelola investasi dan biaya aset dan layanan TI melalui portofolio 
Itenabled investasi, kas bisnis dan anggaran TI ? 
   x   
Apakah perusahaan menerapkan proses pengambilan keputusan untuk 
memprioritaskan alokasi sumber daya TI untuk operasi, proyek dan 
pemeliharaan memaksimalkan kontribusi TI? 
    x  
Apakah perusahaan menetapkan dan menerapkan praktik-praktik untuk 
menyiapkan anggaran yang mencerminkan prioritas yang ditetapkan oleh 
   x   
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portofolio perusahaan yang mendukung IT? 
Apakah perusahaan menerapkan proses manajemen biaya membandingkan 
biaya aktual dengan anggaran? 
   x   
Apakah perusahaan menerapkan proses untuk memantau manfaat dari 
penyediaan dan pemeliharaan kemampuan TI yang disesuaikan? 
   x   
Apakah perusahaan menetapkan elemen lingkungan kontrol untuk TI, selaras 
dengan filosofi manajemen dan gaya operasi perusahaan ? 
  x    
Apakah perusahaan mengembangkan dan memelihara kerangka kerja yang 
mendefinisikan pendekatan keseluruhan perusahaan terhadap risiko dan 
kontrol TI dan yang sejalan dengan TI ? 
  x    
Apakah perusahaan telah melakukan pengembangkan dan pemelihara 
serangkaian kebijakan untuk mendukung strategi TI? 
  x    
Apakah perusahaan telah melakukan peluncurkan dan penegakkan kebijakan 
TI untuk semua staf yang relevan, sehingga mereka dibangun ke dalam dan 
merupakan bagian integral dari operasi perusahaan? 
   x   
Apakah perusahaan telah mengkomunikasikan kesadaran dan pemahaman 
tentang tujuan dan arah bisnis dan TI kepada para pemangku kepentingan dan 
pengguna yang tepat di seluruh perusahaan? 
   x   
Apakah perusahaan Menerapkan suatu proses untuk memastikan bahwa 
organisasi memiliki IT yang tepat digunakan tenaga kerja dengan 
keterampilan yang diperlukan untuk mencapai tujuan organisasi? 
   x   
Apakah perusahaan telah menetetapkan persyaratan kompetensi inti TI dan 
verifikasi bahwa persyaratan tersebut dipertahankan, menggunakan kualifikasi 
dan sertifikasi program yang sesuai? 
   x   
Apakah perusahaan melakukan penetapan, pantau dan awasi peran, tanggung 
jawab, dan kerangka kerja kompensasi untuk personel, termasuk persyaratan 
untuk mematuhi kebijakan dan prosedur manajemen, kode etik, dan praktik 
profesional? 
   x   
Apakah perusahaan telah Memberikan karyawan IT dengan orientasi yang 
tepat ketika dipekerjakan dan pelatihan berkelanjutan untuk mempertahankan 
pengetahuan, keterampilan, kemampuan mereka, kontrol internal dan 
kesadaran keamanan di tingkat yang diperlukan untuk mencapai tujuan 
organisasi.? 
  x    
Apakah perusahaan telah Meminimalkan paparan ketergantungan kritis pada 
individu kunci melalui penangkapan pengetahuan (dokumentasi), berbagi 
pengetahuan, perencanaan suksesi dan cadangan staf. 
    x  
apakah dalam proses rekrutmen TI perusahaan melakukan pemeriksaan latar 
belakang personil? 
    x  
Apakah perusahaan telah melakkukan evaluasi yang tepat waktu untuk 
dilakukan secara berkala terhadap tujuan individu yang berasal dari tujuan 
organisasi, menetapkan standar dan tanggung jawab pekerjaan tertentu. 
Karyawan harus menerima bimbingan tentang kinerja dan melakukan kapan 
saja sesuai? 
    x  
Apakah perusahaan mengambil tindakan bijaksana terkait perubahan 
pekerjaan, terutama pemutusan hubungan kerja? 
    x  
Apakah perusahaan menyediakan, pendekatan standar formal dan 
berkelanjutan mengenai manajemen mutu yang sesuai dengan kebutuhan 
bisnis ? 
    x  
Apakah perusahaan menggunakan praktek-praktek industri yang baik untuk 
referensi ketika meningkatkan dan menyesuaikan praktek mutu organisasi ? 
   x   
Apakah perusahaan mengadopsi dan mempertahankan standar untuk semua     x  
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pengembangan dan akuisisi? 
Apakah perusahaan sudah ada manajemen mutu pada pelanggan dengan 
menentukan kebutuhan dan menyelaraskan dengan standar dan praktek? 
   x   
Apakah perusahaan menjaga dan secara teratur berkomunikasi mengenai 
keseluruhan rencana kualitas? 
    x  
Apakah perusahaan sudah ada melakukan pengukuran, pemantauan dan 
pencatatan informasi digunakan untuk mengambil tindakan perbaikan dan 
pencegahan yang tepat? 
   x   
Apakah perusahaan Menetapkan kerangka kerja manajemen risiko TI yang 
selaras dengan kerangka kerja manajemen risiko organisasi (perusahaan?. 
    x  
Apakah perusahaan meneTetapkan konteks di mana kerangka kerja penilaian 
risiko diterapkan untuk memastikan hasil yang sesuai? 
   x   
Apakah perusahaan melakukan Identifikasi peristiwa (ancaman realistis 
penting yang mengeksploitasi kerentanan signifikan yang berlaku) dengan 
potensi dampak negatif pada tujuan atau operasi perusahaan, termasuk bisnis, 
peraturan, hukum, teknologi, mitra dagang, sumber daya manusia dan aspek 
operasional? 
    x  
Apakah perusahaan Menilai secara berulang kemungkinan dan dampak dari 
semua risiko yang diidentifikasi, menggunakan metode kualitatif dan 
kuantitatif? 
    x  
Apakah perusahaan mengembangkan dan pertahankan proses respons risiko 
yang dirancang untuk memastikan bahwa pengendalian yang hemat biaya 
memitigasi risiko terhadap dasar berkelanjutan? 
   x   
Apakah perusahaan memPrioritaskan dan rencanakan kegiatan pengendalian 
di semua tingkatan untuk mengimplementasikan respons risiko yang 
diidentifikasi perlu, termasuk identifikasibiaya, manfaat dan tanggung jawab 
untuk pelaksanaan? 
  x    
Apakah perusahaan me-maintain project yang berhubungan dengan program 
investasi yang mendukung IT? 
   x   
Apakah pengerjaan project sesuai dengan framework yang digunakan?   x    
Apakah penetapan manajemen project sudah sesuai dengan ukuran, 
kompleksitas dan persyaratan peraturan dari setiap proyek? 
   x   
Apakah perusahaan berkomitmen dan berpartisipasi dalam pelaksanaan 
proyek dalam konteks IT? 
   x   
Apakah perusahaan sudah mendefenisikan dan mendokumentasikan sifat dan 
ruang lingkup proyek untuk dikonfirmasi dan dikembangkan ? 
  x    
Apakah di perusahaan menyetujui inisiasi dari fase masing-masing proyek 
besar dan berkomunikasi dengan pemangku kepentingan ? 
   x   
Apakah perusahaan memandu dan mengkontrol selama proyek dilaksanakan ?    x   
Apakah perusahaan menentukan tanggung jawab,hubungan, wewenang, dan 
kriteria kinerja dari anggota tim proyek ? 
   x   
Apakah perusahaan sudah mengidentifikasi,menganalisis, menanggapi dan 
mengkontrol resiko tertentu yang terkait dengan proyek ? 
   x   
Apakah perusahaan sudah menyiapkan rencana manajemen kualitas yang 
menggambarkan kualitas proyek ? 
   x   
Apakah perusahaan sudah menetapkan perubahan kontrol sistem untuk 
masing-masing proyek ? 
   x   
Apakah perusahaan mengidentifikasi jaminan yang diperlukan untuk 
akreditasi sistem baru atau memodifikasi nya selama perencanaan proyek? 
  x    
Apakah perusahaan sudah mengidentifikasi dampak dari rencana pada proyek 
dan secara keseluruhan ? 
  x    
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Apakah perusahaan mengidentifikasi dan melaporkan segala kegitan yang 
diperlukan untuk mencapai hasil yang direncanakan? 
  x    
Apakah memprioritaskan persyaratan fungsional dan teknik bisniss yang 
mencakup seluruh ruang lingkup telah dilaksanakan? 
  x    
Apakah mengidentifikasi dan mendokumentasikan resiko yang akan terjadi 
kedepan telah dilakukan? 
    x  
Apakah sudah layak dan sesuai manajemen bisnis yang dijalankan?    x   
Apakah kebutuhan bisnis terhadap spesifikasi desain tingkat tinggi untuk 
akuisisi software, sudah diterjemahkan dengan baik ? 
   x   
Apakah rincian desain dan persyaratan aplikasi software sudah disiapkan 
dengan matang ? 
   x   
Apakah kontrol bisnis agar pemrosesan akurat,lengkap,tepat waktu,resmi dan 
dapat diaudit sudah diimplementasikan dengan tepat? 
   x   
Apakah keamanan aplikasi terhadap klasifikasi,arsitektur informasi, kemanan 
informasi dan toleransi resiko sudah dijelaskan dengan benar? 
   x   
Apakah perangkat aplikasi yang diperoleh untuk memenuhi tujuan bisnis 
sudah dikonfigurasi dan diaplikasikan dengan tepat? 
    x  
Ketika terjadi perubahan besar pada sistem, apakah sistem yang baru 
mengikuti pengembangan sistem lama sudah teridentifikasi dan berjalan 
dengan baik? 
   x   
Apakah fungsionalitas otomatis pengembagan spesifikasi desain, dokumentasi 
standar dan persetujuan sudah dipastikan dengan benar? 
   x   
Apakah sumber daya dan pelaksaanan rencana QA sudah dikembangkan 
dengan baik demi menciptakan kualis dan mutu prosedur organisasi? 
   x   
Apakah status persyaratan individu sudah terlacak secara menyeluruh baik 
persyaratan ditolak maupun diterima? 
   x   
Apakah strategi dan rencana untuk pemeliharaan aplikasi software sudah 
dikembangkan dengan baik? 
   x   
Apakah perusahaan merencanakan Akuisisi Infrastruktur Teknologi 
Menghasilkan rencana untuk akuisisi, implementasi dan pemeliharaan 
infrastruktur teknologi yang memenuhi mapan persyaratan fungsional dan 
teknis bisnis dan sesuai dengan arahan teknologi organisasi? 
  x    
Apakah perusahaan melakukan pemantauan dan mengevaluasi penggunaan 
komponesn infrastruktur IT? 
   x   
Apakah perusahaan melakukan Pemeliharaan Infrastruktur Kembangkan 
strategi dan rencana untuk pemeliharaan infrastruktur, dan pastikan bahwa 
perubahan dikendalikan sesuai dengan organisasi ubah prosedur manajemen? 
   x   
Apakah perusahaan membangun lingkungan pengembangan dan pengujian 
untuk mendukung kelayakan dan integrasi pengujian infrastruktur yang efektif 
dan efisien komponen? 
   x   
Apakah rencana mengidentifikasi dan mendokumentasikan semua aspek 
teknis, operasional, dan penggunaan sudah dikembangkan? 
   x   
Apakah pengetahuan manajemen bisnis tentang ownership sistem dan data 
sudah diketahui oleh individu dengan baik? 
   x   
Apakah end user sudah memiliki pengetahuan dan keterampilan dalam 
menggunakan sistem secara efektif dan efisien? 
   x   
Apakah staf operation dan staf technical support memiliki pengetahuan dan 
keterampilan secara efektif dan efisien dalam mengembangkan, mendukung, 
dan memelihara sistem serta infrastruktur terkait? 
   x   
Apakah serangkaian prosedur dan standar telah konsisten dengan keseluruhan 
proses organisasi bisnis procurement? 
    x  
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Apakah sudah dibuat prosedur untuk menetapkan, memodifikasi, dan 
mengakhiri kontrak untuk supplier? 
    x  
Apakah supplier sudah dipilih berdasarkan persyaratan yang sudah 
ditentukan? 
    x  
Apakah kepentingan organisasi dalam semua perjanjian kontrak akuisisi 
(termasuk hak dan kewajiban) telah dilindungi dan diterapkan? 
    x  
Apakah dilakukan perubahan manajemen terhadap standar dan prosedur yang 
berjalan sesuai dengan permintaan? 
   x   
Apakah semua permintaan untuk perubahan sudah dinilai dengan cara 
terstruktur? 
   x   
Apakah ada ketetapan proses terhadap perubahan yang bersifat darurat?    x   
Apakah dilakukan pendokumentasian terhadap perubahan yang ditolak, status 
yang disetujui dan dalam proses perubahan, serta perubahan lengkap? 
   x   
Apakah setiap kali perubahan diterapkan, dilakukan dokumentasi 
pembaharuan sistem terkait dan user, serta prosedur yang sesuai? 
    x  
Apakah pelatihan dan rencana implementasi, serta materi terkait 
pengembangan sistem informasi, implementasi atau modifikasi proyek telah 
sesuai? 
    x  
Apakah rencana uji telah sesuai berdasarkan standar organisasi yang 
mendefinisikan peran, tanggung jawab, dan kriteria masuk dan keluar? 
   x   
Apakah rencana implementasi dan fallback/backout sudah mendapatkan 
persetujuan dari pihak terkait? 
    x  
Apakah perwakilan lingkungan uji yang aman dari lingkungan operasi yang 
direncanakan relatif terhadap keamanan, internal kontrol, praktik operasional, 
kualitas data dan persyaratan privasi, serta beban kerja telah ditetapkan? 
   x   
Apakah konversi data dan migrasi infrastruktur telah direncanakan sebagai 
bagian dari metode pengembangan organisasi, termasuk jejak audit, rollback 
dan fallback? 
   x   
Apakah sudah dipastikan bahwa rencana tersebut telah mempertimbangkan 
keamanan dan kinerja? 
   x   
Apakah owner dan TI stakeholder telah melakukan evaluasi hasil dari proses 
pengujian yang telah ditentukan oleh rencana pengujian? 
    x  
Apakah persetujuan dari stakeholder, seperti user, owner sistem, dan 
manajemen operasional sudah didapatkan? 
    x  
Apakah permintaan tinjauan pasca-implementasi telah ditetapkan dalam 
rencana implementasi? 
    x  
Apakah perusahaan sudah meningkatkan tingkat kepuasan layanan pengguna 
terhadap layanan yang disediakan? 
   x   
Apakah perusahaan sudah meningkatkan karakteristik layanan dan mengatur 
persyaratan bisnis yang ada pada perusahaan ini? 
  x    
Apakah perusahaan sudah memenuhi segala kebutuhan yang diperlukan oleh 
para pengguna aplikasi yang ada di perusahaan ini? 
  x    
Apakah Perusahaan sudah memenuhi segala tingkat layanan sesuia standart?   x    
Apakah dengan memantau kinerja aplikasi layanan yang tersedia pada 
perusahaan ini dapat meningkatkan layanan yang tersedia? 
   x   
Apakah dengan cara memantau segala penyedia layanan baik dari pihak 
internal maupun pihak eksternal(pihak ketiga) bahwa penyedia layanan 
bekerja dengan efisien? 
   x   
Apakah perusahaan telah mengidentifikasi semua pemasok dokumentasi dari 
reklame teknis dan organisasi? 
   x   
Apakah perusahaan telah memproses cara mengatur hubungan dengan    x   
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pelanggan? 
Apakah perusahaan mengidentifikasi dan mengurangi risiko yang berkaitan 
dengan kemampuan pemasok untuk penyampaian pelayanan yang efektif dan 
efisien? 
   x   
Apakah perusahaan telah memantau penyampaian layanan untuk memastikan 
pemasok mematuhi perjanjian? 
   x   
Apakah perusahaan telah memproses perencanaan kapasitas dan kinerja dalam 
memanfaatkan teknik pemodelan yang tepat untuk menghasilkan perkiraan 
kinerja saat ini? 
    x  
Apakah perusahaan telah menilai kapasitas kinerja saat ini dari sumber daya 
IT untuk menentukan kapasitas yang cukup? 
   x   
Apakah perusahaan telah melakukan perkiraan kinerja dan kapasitas sumber 
daya IT secara berkala untuk meminimalkan risiko gangguan layanan? 
  x    
Apakah perusahaan dapat memberikan kapasitas dan kinerja yang dibutuhkan 
dengan ketentuan seperti memprioritaskan tugas, toleransi kesalahan, dan 
alokasi sumber daya? 
  x    
Apakah perusahaan telah memantau kinerja sumber daya IT untuk 
mempertahankan dan menyempurnakan kinerja dalam IT? 
  x    
Tujuan dari kerangka kerja adalah untuk membantu pemprosesan dalam 
pekerjaan yang lebih efisien, apakah kerangka kerja di sini sudah diterapkan 
dalam semua aspek pekerjaan? 
  x    
Apakah rancangan dari proses bisnis yang sudah diterapkan dapat mengatasi 
dampak permasalahan yang ada? 
   x   
Apakah sumber daya TI yang ada sudah berkesinambungan dalam pemulihan 
ketahanan? 
   x   
Apakah prosedur pengendalian selalu menerapkan pemeliharaan yang 
mencerminkan kebutuhan bisnis? 
   x   
Apakah dalam pemulihan sistem selalu menyediakan seperti dokumentasi, 
pelaporan hasil tes dll? 
  x    
Apakah pihak yang berkepentingan selalu memberikan arahan atau pelatihan 
mengenai prosedur, peran dan tanggung jawab apabila terjadi incident? 
   x   
Apakah perusahaan sudah ada strategi untuk mendistribusikan perencanaan 
untuk memastikan rencana tersebut didistribusikan dengan baik, aman dan 
tersedia secara tepat? 
   x   
Apakah selalu ada tindakan ketika pemulihan untuk melanjutkan layanan?   x    
Apakah IT manajemen memastikan pengaturan seperti konten, keamanan dll 
secara berkala? 
   x   
Apakah manajemen TI telah menentukan dan menetapkan prosedur kelayakan 
pembaruan setelah sistem kembali beroperasi? 
    x  
Apakah perusahaan mengelola keamanan TI pada tingkat organisasi tertinggi 
yang sesuai, sehingga pengelolaan tindakan keamanan sejalan dengan bisnis? 
  x    
Apakah perusahaan menerjemahkan persyaratan bisnis, risiko, dan kepatuhan 
ke dalam keseluruhan rencana keamanan TI, dengan mempertimbangkan 
infrastruktur TI dan budaya keamanan? 
   x   
Apakah perusahaan melakukan Konfirmasikan bahwa hak akses pengguna ke 
sistem dan data sejalan dengan kebutuhan bisnis yang ditentukan dan 
didokumentasikan serta pekerjaan itu persyaratan terlampir pada identitas 
pengguna? 
   x   
Apakah perusahaan menyertakan prosedur persetujuan yang menjabarkan data 
atau pemilik sistem yang memberikan akses hak istimewa? 
   x   
Apakah perusahaan melakukan pengujian dan pemantauan implementasi   x    
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keamanan TI secara proaktif? 
Apakah perusahaan Mendefinisikan dan mengkomunikasikan karakteristik 
insiden keamanan potensial dengan jelas sehingga dapat diklasifikasikan 
dengan benar dan ditangani oleh insiden dan proses manajemen masalah? 
   x   
Apakah memBuat teknologi terkait keamanan tahan terhadap gangguan, dan 
jangan ungkapkan dokumentasi keamanan yang tidak perlu? 
    x  
Apakah perusahaan menentukan bahwa ada kebijakan dan prosedur untuk 
mengatur pembangkitan, perubahan, pencabutan, penghancuran, distribusi, 
sertifikasi, penyimpanan, pemasukan, penggunaan dan pengarsipan kunci 
kriptografi untuk memastikan perlindungan kunci terhadap modifikasi 
danpengungkapan yang tidak sah? 
   x   
Apakah perusahaan meletakkan langkah-langkah pencegahan, detektif dan 
korektif di tempat (terutama patch keamanan terbaru dan kontrol virus) di 
seluruh organisasi untuk melindungi sistem dan teknologi informasi dari 
malware? 
  x    
Apakah perusahaan Gunakan teknik keamanan dan prosedur manajemen 
terkait (mis., Firewall, peralatan keamanan, segmentasi jaringan, intrusi 
deteksi) untuk mengotorisasi akses dan mengontrol arus informasi dari dan ke 
jaringan? 
   x   
Apakah perusahaan melakukan pengontrolan pertukaran data transaksi yang 
bertujuan memberikan keaslian data perusahaan ? 
    x  
Apakah perusahaan melakukan Identifikasi semua biaya TI, dan petakan ke 
layanan TI untuk mendukung model biaya yang transparan? 
  x    
Apakah perusahaan Tangkap dan mengalokasikan biaya aktual sesuai dengan 
model biaya perusahaan? 
   x   
Apakah perusahaan menetapkan dan menggunakan model penetapan biaya TI 
berdasarkan definisi layanan yang mendukung perhitungan tarif tolak bayar 
per layanan? 
  x    
Apakah perusahaan melakukan peninjauan dan pematokan secara berkala 
kesesuaian model biaya / isi ulang untuk mempertahankan relevansi dan 
kesesuaiannya dengan aktivitas bisnis dan TI yang berkembang? 
    x  
Apakah ada penetapan dan pembaharuan kurikulum secara berkala untuk 
setiap karyawan? 
   x   
Apakah setelah didapatkan kebutuhan pendidikan dan pelatihan untuk 
karyawan sudah ditunjuk pelatih dan diatur jadwal pelatihan yang tepat waktu 
? 
   x   
Apakah dilakukan evaluasi terhadap pendidikan dan pelatihan yang telah 
diberikan untuk relevansi, kualitas, efektivitas, retensi pengetahuan, biaya dan 
nilai ? 
  x    
Sistem layanan yang disediakan perusahaan sudah mencakup semua 
kebutuhan yang diperlukan oleh pengguna ? 
   x   
Apakah perusahaan sudah mengantisipasi segala insiden atau memanajemen 
setiap masalah yang ada pada sistem ? 
    x  
Apakah Sistem yang digunakan sudah memenuhi segala pelaporan kendala 
yang terdapat pada aplikasi yang terdapat pada perusahaan? 
   x   
Apakah Segala pelaporan masalah sudah ter-back up oleh sistem yang tersedia 
dan memberikan informasi yang tepat kepada pengguna ? 
    x  
Apakah pelaporan segala aktivitas yang dilakukan oleh pengguna sehingga 
pengembang sistem dapat mengetahui segala kebutuhan yang diperlukan oleh 
pengguna dan menghindari terjadinya kesalahan yang sama terulang? 
   x   
Apakah perusahaan telah menggunakan alat pendukung dan repositori pusat    x   
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untuk memuat semua informasi yang relevan tentang item konfigurasi? 
Apakah perusahaan Menetapkan prosedur konfigurasi untuk mendukung 
manajemen dan pencatatan semua perubahan ke repositori konfigurasi? 
   x   
Apakah perusahaan melakukan peninjauan data konfigurasi secara berkala 
untuk memverifikasi dan mengkonfirmasi integritas konfigurasi saat ini dan 
historis? 
  x    
Apakah perusahaan menggunakan proses/langkah-langkah dalam 
mengidentifikasi setiap masalah yang ada? 
  x    
Apakah perusahaan mempertimbangkan setiap akar penyebab dari semua 
permasalahan? 
  x    
Apakah sistem dapat memecahkan setiap masalah yang ada atau mengetahui 
masalah yang ada? 
    x  
Apakah perusahaan sudah mengintegrasikan proses terkait konfigurasi, 
insiden, dan manajemen masalah secara efektif? 
    x  
Apakah perusahaan melakukan Verifikasi bahwa semua data yang diharapkan 
untuk diproses diterima dan diproses sepenuhnya, akurat, dan tepat waktu, 
serta semua output dikirimkan sesuai dengan persyaratan bisnis? 
   x   
Apakah perusahaan menetapkan dan menerapkan prosedur untuk 
penyimpanan, retensi, dan pengarsipan data yang efektif dan efisien untuk 
memenuhi tujuan bisnis kebijakan keamanan dan persyaratan peraturan 
organisasi? 
   x   
Apakah perusahaan menetapkan dan prosedur untuk mempertahankan 
inventaris media yang disimpan dan diarsipkan untuk memastikan kegunaan 
dan integritasnya? 
  x    
Apakah perusahaan menetapkan dan prosedur untuk memastikan bahwa 
persyaratan bisnis untuk perlindungan data sensitif dan perangkat lunak 
dipenuhi saat data dan perangkat keras dibuang atau ditransfer? 
   x   
Apakah perusahaan menetapkan dan prosedur untuk pencadangan dan 
pemulihan sistem, aplikasi, data, dan dokumentasi yang sejalan dengan bisnis 
persyaratan dan rencana kesinambungan ? 
   x   
Apakah perusahaan menetapkan dan prosedur untuk mengidentifikasi dan 
menerapkan persyaratan keamanan yang berlaku untuk penerimaan, 
pemrosesan, penyimpanan dan output data untuk memenuhi tujuan bisnis? 
   x   
Apakah perusahaan menentukan dan memilih situs fisik untuk peralatan TI 
untuk mendukung strategi teknologi yang terkait dengan strategi bisnis? 
   x   
Apakah perusahaan menetapkan dan menerapkan langkah-langkah keamanan 
fisik sesuai dengan persyaratan bisnis untuk mengamankan lokasi dan aset 
fisik? 
   x   
Apakah perusahaan menetapkan dan menerapkan prosedur untuk 
memberikan, membatasi, dan mencabut akses ke bangunan, bangunan, dan 
area sesuai dengan kebutuhan bisnis,termasuk keadaan darurat? 
  x    
Apakah perusahaan merancang dan menerapkan langkah-langkah untuk 
perlindungan terhadap faktor lingkungan? 
   x   
Apakah perusahaan melakukan pengelolaan fasilitas, termasuk daya dan 
peralatan komunikasi, sesuai dengan hukum dan peraturan, teknis dan bisnis? 
    x  
Apakah staf menentukan, menerapkan dan memelihara prosedur untuk operasi 
TI? 
  x    
Apakah semua penjadwalan pekerjaan sudah terlaksana selama ini?    x   
Apakah sudah terlaksana selama ini penerapan prosedur untuk memantau 
infrastruktur TI? 
    x  
Apakah sudah diterapkannya selama ini dokumen manajemen inventaris untuk     x  
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aset TI? 
Apakah sudah berjalan prosedur untuk memastikan pemeliharaan infrastruktur 
yang tepat? 
   x   
Apakah di Perusahaan telah menetapkan kerangka kerja pemantauan solusi 
dan penyediaan layanan TI? 
   x   
Apakah di perusahaan telah menetapkan proses untuk mengumpulkan data 
tepat waktu dan akurat untuk melaporkan kemajuan? 
    x  
Apakah di perusahaan telah diterapkan monitoring kinerja yang mencatat 
target dan pengukuran kinerja TI? 
    x  
Apakah di perusahaan telah melakukan pemantauan secara berkala terhadap 
kinerja TI? 
   x   
Apakah di perusahaan telah di kembangkan laporan manajemen tentang 
kontribusi bisnis IT khususnya dalam hal kinerja perusahaan? 
   x   
Apakah di perusahaan telah ada identifikasi dan tindakan perbaikan masalah 
berdasarkan monitoring kinerja IT? 
   x   
Apakah perusahaan menentukan, menetapkan dan menyelaraskan kerangka 
kerja tata kelola TI dengan keseluruhan tata kelola perusahaan dan lingkungan 
kontrol? 
 x     
Apakah perusahaan telah bekerja sama dengan dewan dan badan tata kelola 
yang sudah mapan, seperti komite strategi TI, untuk memberikan arahan 
strategis manajemen relatif terhadap TI? 
   x   
Apakah perusahaan telah menerapkan pendekatan disiplin untuk portofolio, 
program dan manajemen proyek, bersikeras bahwa bisnis mengambil 
kepemilikan semua investasi yang mendukung TI dan TI memastikan 
optimalisasi biaya untuk memberikan kemampuan dan layanan TI? 
    x  
Apakah perusahaan mengawasi investasi, penggunaan, dan pengalokasian 
sumber daya TI melalui penilaian berkala atas inisiatif dan operasi TI untuk 
memastikan sumber daya yang sesuai dan keselarasan dengan tujuan strategis 
saat ini? 
   x   
Apakah perusahaan telah bekerja sama dengan dewan untuk menentukan 
selera perusahaan akan risiko TI? 
   x   
Apakah perusahaan mengkonfirmasikan bahwa sasaran TI yang disepakati 
telah dipenuhi atau dilampaui, atau bahwa kemajuan menuju sasaran TI 
memenuhi harapan? 
    x  
Apakah perusahaan mendapatkan jaminan independen (internal atau 
eksternal) tentang kesesuaian TI dengan undang-undang dan peraturan yang 
relevan dengan kinerja TI yang efektif dan efisien? 
   x   
Hasil Angka Maturity Level 
Domain Plan and Organise  : 3.1 
Domain Acquire and Implement : 2.9 
Domain Deliver and Support  : 2.7 
Domain Monitor and Evaluate :3.3 
Maturity Level: 3 (Defined) 
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Nama Perusahaan  :Badan Pendapatan Daerah Provinsi Riau 
Nomor Telepon Perusahaan:(0761) 707985 
E-mail Perusahaan  :adminweb.dipenda@riau.go.id 
Alamat Perusahaan  :Jalan Jend. Sudirman No. 6 Simpang tiga, 
Sidumulyo Timur, Kec. Marpoyan Damai, Kota Pekanbaru, Riau 
Cara Audit   :Buttom Up 
Waktu Audit   :25-11-2019 
Indikator 
- Keterbatasan pengetahuan IT yang dimiliki pengguna sistem dilingkungan 
perusahaan 
Bussines Goal Perusahaan 
- Meningkatkan transparansi dan tata kelola perusahaan.  
- Meningkatkan pelayanan dan orientasi pelanggan.  
- Membangun ketersediaan kelangsungan pelayanan 
- Menciptakan ketanggapan dalam merespon perubahan kebutuhan bisnis.  
- Memperoleh informasi yang handal dan berguna untuk pengambilan keputusan 
strategis.  
- Memberikan kepatuhan terhadap hukum eksternal, peraturan dan kontrak.  
- Memberikan kepatuhan kepada kebijakan internal.  
- Mengelola produk dan inovasi bisnis 
IT Goals dan IT Proses Perusahaan 
IT Goals IT Process 
Menanggapi kebutuhan tata kelola sejalan dengan board direction PO1, PO4, PO10, ME1, 
ME4, 
Membangun kejelasan dampak bisnis risiko untuk tujuan dan 
sumber daya TI. 
PO9, 
Menjamin kepuasan end user dengan penawaran layanan dan 
tingkat layanan. 
PO8, AI4, DS1, DS2, DS7, 
DS8, DS10, DS13, 
Memastikan layanan TI tersedia sesuai kebutuhan. DS3, DS4, DS8, DS13, 
Menjamin saling kepuasan hubungan pihak ketiga. DS2, 
Pengurangan solusi dan dan kecacatan layanan pengiriman dan 
pengulangan kerja. 
PO8, AI4, AI6, AI7, DS10, 
Memastikan dampak bisnis minimum dalam hal terjadinya 
gangguan atau perubahan TI. 
PO6, AI6, DS4, DS12, 
Menanggapi kebutuhan bisnis sejalan dengan strategi bisnis. PO1, PO2, PO4, PO10, AI1, 
AI6, AI7, DS1, DS3, ME1, 
Menciptakan ketangkasan TI PO2, PO4, PO7, AI3, 
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Menyediakan proyek tepat waktu sesuai anggaran dan memenuhi 
kualitas standar. 
PO8, PO10, 
Mengoptimalkan penggunaan informasi. PO2, DS11, 
Menjamin transparansi dan pemahaman tentang biaya TI, 
keuntungan, strategi, kebijakan-kebijakan dan tingkatan pelayanan. 
PO5, PO6, DS1, DS2, DS6, 
ME1, ME4, 
Memastikan bahwa transaksi bisnis otomatis dan pertukaran 
informasi dapat dipercaya 
PO6, AI7, DS5, 
Menjaga integritas informasi dan infrastruktur pengolahan. AI6, DS5, 
Memastikan bahwa informasi penting dan rahasia tidak dapat 
dimiliki oleh orang-orang yang tidak memiliki akses kesana. 
PO6, DS5, DS11, DS12, 
Memastikan layanan-layanan dan infrastruktur TI bisa resist dan 
merecover dari kegagalan karena error, serangan yang disengaja 
atau bencana 
PO6, AI7, DS4, DS5, DS12, 
DS13, ME2, 
Memastikan kepatuhan TI dengan hukum,regulasi dan kontrak. DS11, ME2, ME3, ME4, 
Memastikan kelayakan dan kinerja aplikasi dan solusi teknologi. PO6, AI4, AI7, DS7, DS8, 
Memastikan TI menunjukkan biaya kualitas pelayanan yang 
efisien, perbaikan terus menerus dan kesiapan untuk perubahan di 
masa depan. 
PO5, DS6, ME1, ME4, 
Data Kuisioner 
Nama : Yogi Yudistira 
Jabatan : Kasubid pengembangan sistem informasi 
Waktu Pengisian : 25-11-2019 
Pertanyaan 0 1 2 3 4 5 
Apakah sistem perusahaan yang digunakan saat ini sesuai dengan bisnis yang 
ada? 
    x  
Apakah perencanaan strategis bisnis dan TI pada perusahaan sudah selaras?   x    
Apakah TI yang digunakan di perusahaan sudah stabil?    x   
Apakah rencana strategis TI di perusahaan sudah terinci?   x    
Apakah portofolio rencana TI taktis berasal dari rencana startegis TI?   x    
Apakah TI yang ada sudah secara aktif mengelola bisnis yang ada?     x  
Apakah rencana TI(memfasilitasi penciptaan, penggunaan, dan pembagian 
informasi yang optimal oleh bisnis dengan cara yang menjaga integritas dan 
fleksibel, fungsional, hemat biaya, tepat waktu, aman, dan tahan terhadap 
kegagalan) sudah berjalan dan konsisten? 
    x  
Apakah kamus data enterprise dan sintaksis sudah dijalankan dengan baik?   x    
Apakah skema klasifikasi pada aplikasi sudah diberlakukan(seperti sifat data 
yang publik atau rahasia) ? 
    x  
Apakah integritas dan konsistensi semua data elektronik termasuk database, 
data warehouse, dan data arsip sudah dimanajemen dengan tepat dan baik ? 
   x   
Apakah kerangka kerja proses TI untuk melaksankan rencana strategis yang 
sudah ditentukan? 
   x   
Apakah tata kelola TI yang ada pada perusahaan sudah ditangani secara 
memadai? 
  x    
Apakah status proyek sudah selesai dan dapat digunakan untuk 
menyelesaikan konflik? 
    x  
Apakah fungsi TI sudah termasuk kedalam struktur organisasi secara 
keseluruhan ? 
     x 
Apakah struktur organisasi internal dan eksternal yang ditentukan telah    x   
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mencerminkan kebutuhan bisnis? 
Apakah tanggung jawab dan akuntabilitas telah memenuhi kebutuhan 
organisasi ? 
    x  
Apakah perusahaan sudah memiliki tim yang memeriksa kualitas produk, 
peralatan dan pelayanan IT? 
     x 
Apakah perusahaan sudah memahami pentingnya manajemen resiko 
pengelolaan IT pada tingkat perusahaan? 
    x  
Apakah bisnis yang dijalankan sudah menggunkan prosedur dan tool IT ?    x   
Apakah supervisior IT sudah kompeten dalam menjalankan tugasnya ?     x  
Apakah pegawai IT dibagi menjadi tim yang lebih spesifik dalam bekerja ?      x 
Apakah perusahaan menetapkan kualifikasi tertentu saat merekrut karyawan 
IT ? 
     x 
Apakah karyawan IT sudah memadai dalam menjalankan tugas?     x  
Apakah pegawai kontrak dan konsultan telah memahami peraturan 
perusahaan terkait informasi penting perusahaan ? 
    x  
Apakah tim IT memiliki koordinasi dengan devisi-devisi lain secara berkala?     x  
Apakah perusahaan menetapkan dan memelihara kerangka kerja keuangan 
untuk mengelola investasi dan biaya aset dan layanan TI melalui portofolio 
Itenabled investasi, kas bisnis dan anggaran TI ? 
   x   
Apakah perusahaan menerapkan proses pengambilan keputusan untuk 
memprioritaskan alokasi sumber daya TI untuk operasi, proyek dan 
pemeliharaan memaksimalkan kontribusi TI? 
    x  
Apakah perusahaan menetapkan dan menerapkan praktik-praktik untuk 
menyiapkan anggaran yang mencerminkan prioritas yang ditetapkan oleh 
portofolio perusahaan yang mendukung IT? 
   x   
Apakah perusahaan menerapkan proses manajemen biaya membandingkan 
biaya aktual dengan anggaran? 
    x  
Apakah perusahaan menerapkan proses untuk memantau manfaat dari 
penyediaan dan pemeliharaan kemampuan TI yang disesuaikan? 
  x    
Apakah perusahaan menetapkan elemen lingkungan kontrol untuk TI, selaras 
dengan filosofi manajemen dan gaya operasi perusahaan ? 
   x   
Apakah perusahaan mengembangkan dan memelihara kerangka kerja yang 
mendefinisikan pendekatan keseluruhan perusahaan terhadap risiko dan 
kontrol TI dan yang sejalan dengan TI ? 
    x  
Apakah perusahaan telah melakukan pengembangkan dan pemelihara 
serangkaian kebijakan untuk mendukung strategi TI? 
   x   
Apakah perusahaan telah melakukan peluncurkan dan penegakkan kebijakan 
TI untuk semua staf yang relevan, sehingga mereka dibangun ke dalam dan 
merupakan bagian integral dari operasi perusahaan? 
   x   
Apakah perusahaan telah mengkomunikasikan kesadaran dan pemahaman 
tentang tujuan dan arah bisnis dan TI kepada para pemangku kepentingan dan 
pengguna yang tepat di seluruh perusahaan? 
     x 
Apakah perusahaan Menerapkan suatu proses untuk memastikan bahwa 
organisasi memiliki IT yang tepat digunakan tenaga kerja dengan 
keterampilan yang diperlukan untuk mencapai tujuan organisasi? 
    x  
Apakah perusahaan telah menetetapkan persyaratan kompetensi inti TI dan 
verifikasi bahwa persyaratan tersebut dipertahankan, menggunakan 
kualifikasi dan sertifikasi program yang sesuai? 
  x    
Apakah perusahaan melakukan penetapan, pantau dan awasi peran, tanggung 
jawab, dan kerangka kerja kompensasi untuk personel, termasuk persyaratan 
untuk mematuhi kebijakan dan prosedur manajemen, kode etik, dan praktik 
   x   
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profesional? 
Apakah perusahaan telah Memberikan karyawan IT dengan orientasi yang 
tepat ketika dipekerjakan dan pelatihan berkelanjutan untuk mempertahankan 
pengetahuan, keterampilan, kemampuan mereka, kontrol internal dan 
kesadaran keamanan di tingkat yang diperlukan untuk mencapai tujuan 
organisasi.? 
  x    
Apakah perusahaan telah Meminimalkan paparan ketergantungan kritis pada 
individu kunci melalui penangkapan pengetahuan (dokumentasi), berbagi 
pengetahuan, perencanaan suksesi dan cadangan staf. 
    x  
apakah dalam proses rekrutmen TI perusahaan melakukan pemeriksaan latar 
belakang personil? 
  x    
Apakah perusahaan telah melakkukan evaluasi yang tepat waktu untuk 
dilakukan secara berkala terhadap tujuan individu yang berasal dari tujuan 
organisasi, menetapkan standar dan tanggung jawab pekerjaan tertentu. 
Karyawan harus menerima bimbingan tentang kinerja dan melakukan kapan 
saja sesuai? 
  x    
Apakah perusahaan mengambil tindakan bijaksana terkait perubahan 
pekerjaan, terutama pemutusan hubungan kerja? 
  x    
Apakah perusahaan menyediakan, pendekatan standar formal dan 
berkelanjutan mengenai manajemen mutu yang sesuai dengan kebutuhan 
bisnis ? 
   x   
Apakah perusahaan menggunakan praktek-praktek industri yang baik untuk 
referensi ketika meningkatkan dan menyesuaikan praktek mutu organisasi ? 
   x   
Apakah perusahaan mengadopsi dan mempertahankan standar untuk semua 
pengembangan dan akuisisi? 
   x   
Apakah perusahaan sudah ada manajemen mutu pada pelanggan dengan 
menentukan kebutuhan dan menyelaraskan dengan standar dan praktek? 
   x   
Apakah perusahaan menjaga dan secara teratur berkomunikasi mengenai 
keseluruhan rencana kualitas? 
  x    
Apakah perusahaan sudah ada melakukan pengukuran, pemantauan dan 
pencatatan informasi digunakan untuk mengambil tindakan perbaikan dan 
pencegahan yang tepat? 
   x   
Apakah perusahaan Menetapkan kerangka kerja manajemen risiko TI yang 
selaras dengan kerangka kerja manajemen risiko organisasi (perusahaan?. 
  x    
Apakah perusahaan meneTetapkan konteks di mana kerangka kerja penilaian 
risiko diterapkan untuk memastikan hasil yang sesuai? 
   x   
Apakah perusahaan melakukan Identifikasi peristiwa (ancaman realistis 
penting yang mengeksploitasi kerentanan signifikan yang berlaku) dengan 
potensi dampak negatif pada tujuan atau operasi perusahaan, termasuk bisnis, 
peraturan, hukum, teknologi, mitra dagang, sumber daya manusia dan aspek 
operasional? 
  x    
Apakah perusahaan Menilai secara berulang kemungkinan dan dampak dari 
semua risiko yang diidentifikasi, menggunakan metode kualitatif dan 
kuantitatif? 
   x   
Apakah perusahaan mengembangkan dan pertahankan proses respons risiko 
yang dirancang untuk memastikan bahwa pengendalian yang hemat biaya 
memitigasi risiko terhadap dasar berkelanjutan? 
   x   
Apakah perusahaan memPrioritaskan dan rencanakan kegiatan pengendalian 
di semua tingkatan untuk mengimplementasikan respons risiko yang 
diidentifikasi perlu, termasuk identifikasibiaya, manfaat dan tanggung jawab 
untuk pelaksanaan? 
    x  
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Apakah perusahaan me-maintain project yang berhubungan dengan program 
investasi yang mendukung IT? 
     x 
Apakah pengerjaan project sesuai dengan framework yang digunakan?    x   
Apakah penetapan manajemen project sudah sesuai dengan ukuran, 
kompleksitas dan persyaratan peraturan dari setiap proyek? 
   x   
Apakah perusahaan berkomitmen dan berpartisipasi dalam pelaksanaan 
proyek dalam konteks IT? 
    x  
Apakah perusahaan sudah mendefenisikan dan mendokumentasikan sifat dan 
ruang lingkup proyek untuk dikonfirmasi dan dikembangkan ? 
   x   
Apakah di perusahaan menyetujui inisiasi dari fase masing-masing proyek 
besar dan berkomunikasi dengan pemangku kepentingan ? 
    x  
Apakah perusahaan memandu dan mengkontrol selama proyek dilaksanakan 
? 
   x   
Apakah perusahaan menentukan tanggung jawab,hubungan, wewenang, dan 
kriteria kinerja dari anggota tim proyek ? 
    x  
Apakah perusahaan sudah mengidentifikasi,menganalisis, menanggapi dan 
mengkontrol resiko tertentu yang terkait dengan proyek ? 
   x   
Apakah perusahaan sudah menyiapkan rencana manajemen kualitas yang 
menggambarkan kualitas proyek ? 
   x   
Apakah perusahaan sudah menetapkan perubahan kontrol sistem untuk 
masing-masing proyek ? 
  x    
Apakah perusahaan mengidentifikasi jaminan yang diperlukan untuk 
akreditasi sistem baru atau memodifikasi nya selama perencanaan proyek? 
   x   
Apakah perusahaan sudah mengidentifikasi dampak dari rencana pada proyek 
dan secara keseluruhan ? 
   x   
Apakah perusahaan mengidentifikasi dan melaporkan segala kegitan yang 
diperlukan untuk mencapai hasil yang direncanakan? 
    x  
Apakah memprioritaskan persyaratan fungsional dan teknik bisniss yang 
mencakup seluruh ruang lingkup telah dilaksanakan? 
   x   
Apakah mengidentifikasi dan mendokumentasikan resiko yang akan terjadi 
kedepan telah dilakukan? 
 x     
Apakah sudah layak dan sesuai manajemen bisnis yang dijalankan?   x    
Apakah perusahaan merencanakan Akuisisi Infrastruktur Teknologi 
Menghasilkan rencana untuk akuisisi, implementasi dan pemeliharaan 
infrastruktur teknologi yang memenuhi mapan persyaratan fungsional dan 
teknis bisnis dan sesuai dengan arahan teknologi organisasi? 
  x    
Apakah perusahaan melakukan pemantauan dan mengevaluasi penggunaan 
komponesn infrastruktur IT? 
   x   
Apakah perusahaan melakukan Pemeliharaan Infrastruktur Kembangkan 
strategi dan rencana untuk pemeliharaan infrastruktur, dan pastikan bahwa 
perubahan dikendalikan sesuai dengan organisasi ubah prosedur manajemen? 
   x   
Apakah perusahaan membangun lingkungan pengembangan dan pengujian 
untuk mendukung kelayakan dan integrasi pengujian infrastruktur yang 
efektif dan efisien komponen? 
    x  
Apakah rencana mengidentifikasi dan mendokumentasikan semua aspek 
teknis, operasional, dan penggunaan sudah dikembangkan? 
   x   
Apakah pengetahuan manajemen bisnis tentang ownership sistem dan data 
sudah diketahui oleh individu dengan baik? 
  x    
Apakah end user sudah memiliki pengetahuan dan keterampilan dalam 
menggunakan sistem secara efektif dan efisien? 
  x    
Apakah staf operation dan staf technical support memiliki pengetahuan dan     x  
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keterampilan secara efektif dan efisien dalam mengembangkan, mendukung, 
dan memelihara sistem serta infrastruktur terkait? 
Apakah dilakukan perubahan manajemen terhadap standar dan prosedur yang 
berjalan sesuai dengan permintaan? 
    x  
Apakah semua permintaan untuk perubahan sudah dinilai dengan cara 
terstruktur? 
    x  
Apakah ada ketetapan proses terhadap perubahan yang bersifat darurat?    x   
Apakah dilakukan pendokumentasian terhadap perubahan yang ditolak, status 
yang disetujui dan dalam proses perubahan, serta perubahan lengkap? 
 x     
Apakah setiap kali perubahan diterapkan, dilakukan dokumentasi 
pembaharuan sistem terkait dan user, serta prosedur yang sesuai? 
  x    
Apakah pelatihan dan rencana implementasi, serta materi terkait 
pengembangan sistem informasi, implementasi atau modifikasi proyek telah 
sesuai? 
 x     
Apakah rencana uji telah sesuai berdasarkan standar organisasi yang 
mendefinisikan peran, tanggung jawab, dan kriteria masuk dan keluar? 
   x   
Apakah rencana implementasi dan fallback/backout sudah mendapatkan 
persetujuan dari pihak terkait? 
  x    
Apakah perwakilan lingkungan uji yang aman dari lingkungan operasi yang 
direncanakan relatif terhadap keamanan, internal kontrol, praktik operasional, 
kualitas data dan persyaratan privasi, serta beban kerja telah ditetapkan? 
  x    
Apakah konversi data dan migrasi infrastruktur telah direncanakan sebagai 
bagian dari metode pengembangan organisasi, termasuk jejak audit, rollback 
dan fallback? 
  x    
Apakah sudah dipastikan bahwa rencana tersebut telah mempertimbangkan 
keamanan dan kinerja? 
   x   
Apakah owner dan TI stakeholder telah melakukan evaluasi hasil dari proses 
pengujian yang telah ditentukan oleh rencana pengujian? 
   x   
Apakah persetujuan dari stakeholder, seperti user, owner sistem, dan 
manajemen operasional sudah didapatkan? 
   x   
Apakah permintaan tinjauan pasca-implementasi telah ditetapkan dalam 
rencana implementasi? 
  x    
Apakah perusahaan sudah meningkatkan tingkat kepuasan layanan pengguna 
terhadap layanan yang disediakan? 
  x    
Apakah perusahaan sudah meningkatkan karakteristik layanan dan mengatur 
persyaratan bisnis yang ada pada perusahaan ini? 
   x   
Apakah perusahaan sudah memenuhi segala kebutuhan yang diperlukan oleh 
para pengguna aplikasi yang ada di perusahaan ini? 
  x    
Apakah Perusahaan sudah memenuhi segala tingkat layanan sesuia standart?   x    
Apakah dengan memantau kinerja aplikasi layanan yang tersedia pada 
perusahaan ini dapat meningkatkan layanan yang tersedia? 
   x   
Apakah dengan cara memantau segala penyedia layanan baik dari pihak 
internal maupun pihak eksternal(pihak ketiga) bahwa penyedia layanan 
bekerja dengan efisien? 
    x  
Apakah perusahaan telah mengidentifikasi semua pemasok dokumentasi dari 
reklame teknis dan organisasi? 
  x    
Apakah perusahaan telah memproses cara mengatur hubungan dengan 
pelanggan? 
  x    
Apakah perusahaan mengidentifikasi dan mengurangi risiko yang berkaitan 
dengan kemampuan pemasok untuk penyampaian pelayanan yang efektif dan 
efisien? 
  x    
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Apakah perusahaan telah memantau penyampaian layanan untuk memastikan 
pemasok mematuhi perjanjian? 
   x   
Apakah perusahaan telah memproses perencanaan kapasitas dan kinerja 
dalam memanfaatkan teknik pemodelan yang tepat untuk menghasilkan 
perkiraan kinerja saat ini? 
  x    
Apakah perusahaan telah menilai kapasitas kinerja saat ini dari sumber daya 
IT untuk menentukan kapasitas yang cukup? 
  x    
Apakah perusahaan telah melakukan perkiraan kinerja dan kapasitas sumber 
daya IT secara berkala untuk meminimalkan risiko gangguan layanan? 
   x   
Apakah perusahaan dapat memberikan kapasitas dan kinerja yang dibutuhkan 
dengan ketentuan seperti memprioritaskan tugas, toleransi kesalahan, dan 
alokasi sumber daya? 
   x   
Apakah perusahaan telah memantau kinerja sumber daya IT untuk 
mempertahankan dan menyempurnakan kinerja dalam IT? 
    x  
Tujuan dari kerangka kerja adalah untuk membantu pemprosesan dalam 
pekerjaan yang lebih efisien, apakah kerangka kerja di sini sudah diterapkan 
dalam semua aspek pekerjaan? 
    x  
Apakah rancangan dari proses bisnis yang sudah diterapkan dapat mengatasi 
dampak permasalahan yang ada? 
   x   
Apakah sumber daya TI yang ada sudah berkesinambungan dalam pemulihan 
ketahanan? 
    x  
Apakah prosedur pengendalian selalu menerapkan pemeliharaan yang 
mencerminkan kebutuhan bisnis? 
   x   
Apakah dalam pemulihan sistem selalu menyediakan seperti dokumentasi, 
pelaporan hasil tes dll? 
  x    
Apakah pihak yang berkepentingan selalu memberikan arahan atau pelatihan 
mengenai prosedur, peran dan tanggung jawab apabila terjadi incident? 
  x    
Apakah perusahaan sudah ada strategi untuk mendistribusikan perencanaan 
untuk memastikan rencana tersebut didistribusikan dengan baik, aman dan 
tersedia secara tepat? 
 x     
Apakah selalu ada tindakan ketika pemulihan untuk melanjutkan layanan?    x   
Apakah IT manajemen memastikan pengaturan seperti konten, keamanan dll 
secara berkala? 
   x   
Apakah manajemen TI telah menentukan dan menetapkan prosedur 
kelayakan pembaruan setelah sistem kembali beroperasi? 
   x   
Apakah perusahaan mengelola keamanan TI pada tingkat organisasi tertinggi 
yang sesuai, sehingga pengelolaan tindakan keamanan sejalan dengan bisnis? 
   x   
Apakah perusahaan menerjemahkan persyaratan bisnis, risiko, dan kepatuhan 
ke dalam keseluruhan rencana keamanan TI, dengan mempertimbangkan 
infrastruktur TI dan budaya keamanan? 
    x  
Apakah perusahaan melakukan Konfirmasikan bahwa hak akses pengguna ke 
sistem dan data sejalan dengan kebutuhan bisnis yang ditentukan dan 
didokumentasikan serta pekerjaan itu persyaratan terlampir pada identitas 
pengguna? 
    x  
Apakah perusahaan menyertakan prosedur persetujuan yang menjabarkan 
data atau pemilik sistem yang memberikan akses hak istimewa? 
  x    
Apakah perusahaan melakukan pengujian dan pemantauan implementasi 
keamanan TI secara proaktif? 
    x  
Apakah perusahaan Mendefinisikan dan mengkomunikasikan karakteristik 
insiden keamanan potensial dengan jelas sehingga dapat diklasifikasikan 
dengan benar dan ditangani oleh insiden dan proses manajemen masalah? 
   x   
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Apakah memBuat teknologi terkait keamanan tahan terhadap gangguan, dan 
jangan ungkapkan dokumentasi keamanan yang tidak perlu? 
    x  
Apakah perusahaan menentukan bahwa ada kebijakan dan prosedur untuk 
mengatur pembangkitan, perubahan, pencabutan, penghancuran, distribusi, 
sertifikasi, penyimpanan, pemasukan, penggunaan dan pengarsipan kunci 
kriptografi untuk memastikan perlindungan kunci terhadap modifikasi 
danpengungkapan yang tidak sah? 
  x    
Apakah perusahaan meletakkan langkah-langkah pencegahan, detektif dan 
korektif di tempat (terutama patch keamanan terbaru dan kontrol virus) di 
seluruh organisasi untuk melindungi sistem dan teknologi informasi dari 
malware? 
    x  
Apakah perusahaan Gunakan teknik keamanan dan prosedur manajemen 
terkait (mis., Firewall, peralatan keamanan, segmentasi jaringan, intrusi 
deteksi) untuk mengotorisasi akses dan mengontrol arus informasi dari dan ke 
jaringan? 
    x  
Apakah perusahaan melakukan pengontrolan pertukaran data transaksi yang 
bertujuan memberikan keaslian data perusahaan ? 
    x  
Apakah perusahaan melakukan Identifikasi semua biaya TI, dan petakan ke 
layanan TI untuk mendukung model biaya yang transparan? 
   x   
Apakah perusahaan Tangkap dan mengalokasikan biaya aktual sesuai dengan 
model biaya perusahaan? 
  x    
Apakah perusahaan menetapkan dan menggunakan model penetapan biaya TI 
berdasarkan definisi layanan yang mendukung perhitungan tarif tolak bayar 
per layanan? 
 x     
Apakah perusahaan melakukan peninjauan dan pematokan secara berkala 
kesesuaian model biaya / isi ulang untuk mempertahankan relevansi dan 
kesesuaiannya dengan aktivitas bisnis dan TI yang berkembang? 
 x     
Apakah ada penetapan dan pembaharuan kurikulum secara berkala untuk 
setiap karyawan? 
  x    
Apakah setelah didapatkan kebutuhan pendidikan dan pelatihan untuk 
karyawan sudah ditunjuk pelatih dan diatur jadwal pelatihan yang tepat waktu 
? 
 x     
Apakah dilakukan evaluasi terhadap pendidikan dan pelatihan yang telah 
diberikan untuk relevansi, kualitas, efektivitas, retensi pengetahuan, biaya dan 
nilai ? 
  x    
Sistem layanan yang disediakan perusahaan sudah mencakup semua 
kebutuhan yang diperlukan oleh pengguna ? 
  x    
Apakah perusahaan sudah mengantisipasi segala insiden atau memanajemen 
setiap masalah yang ada pada sistem ? 
   x   
Apakah Sistem yang digunakan sudah memenuhi segala pelaporan kendala 
yang terdapat pada aplikasi yang terdapat pada perusahaan? 
   x   
Apakah Segala pelaporan masalah sudah ter-back up oleh sistem yang 
tersedia dan memberikan informasi yang tepat kepada pengguna ? 
  x    
Apakah pelaporan segala aktivitas yang dilakukan oleh pengguna sehingga 
pengembang sistem dapat mengetahui segala kebutuhan yang diperlukan oleh 
pengguna dan menghindari terjadinya kesalahan yang sama terulang? 
  x    
Apakah perusahaan menggunakan proses/langkah-langkah dalam 
mengidentifikasi setiap masalah yang ada? 
  x    
Apakah perusahaan mempertimbangkan setiap akar penyebab dari semua 
permasalahan? 
   x   
Apakah sistem dapat memecahkan setiap masalah yang ada atau mengetahui    x   
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masalah yang ada? 
Apakah perusahaan sudah mengintegrasikan proses terkait konfigurasi, 
insiden, dan manajemen masalah secara efektif? 
  x    
Apakah perusahaan melakukan Verifikasi bahwa semua data yang diharapkan 
untuk diproses diterima dan diproses sepenuhnya, akurat, dan tepat waktu, 
serta semua output dikirimkan sesuai dengan persyaratan bisnis? 
   x   
Apakah perusahaan menetapkan dan menerapkan prosedur untuk 
penyimpanan, retensi, dan pengarsipan data yang efektif dan efisien untuk 
memenuhi tujuan bisnis kebijakan keamanan dan persyaratan peraturan 
organisasi? 
  x    
Apakah perusahaan menetapkan dan prosedur untuk mempertahankan 
inventaris media yang disimpan dan diarsipkan untuk memastikan kegunaan 
dan integritasnya? 
   x   
Apakah perusahaan menetapkan dan prosedur untuk memastikan bahwa 
persyaratan bisnis untuk perlindungan data sensitif dan perangkat lunak 
dipenuhi saat data dan perangkat keras dibuang atau ditransfer? 
   x   
Apakah perusahaan menetapkan dan prosedur untuk pencadangan dan 
pemulihan sistem, aplikasi, data, dan dokumentasi yang sejalan dengan bisnis 
persyaratan dan rencana kesinambungan ? 
   x   
Apakah perusahaan menetapkan dan prosedur untuk mengidentifikasi dan 
menerapkan persyaratan keamanan yang berlaku untuk penerimaan, 
pemrosesan, penyimpanan dan output data untuk memenuhi tujuan bisnis? 
    x  
Apakah perusahaan menentukan dan memilih situs fisik untuk peralatan TI 
untuk mendukung strategi teknologi yang terkait dengan strategi bisnis? 
  x    
Apakah perusahaan menetapkan dan menerapkan langkah-langkah keamanan 
fisik sesuai dengan persyaratan bisnis untuk mengamankan lokasi dan aset 
fisik? 
    x  
Apakah perusahaan menetapkan dan menerapkan prosedur untuk 
memberikan, membatasi, dan mencabut akses ke bangunan, bangunan, dan 
area sesuai dengan kebutuhan bisnis,termasuk keadaan darurat? 
  x    
Apakah perusahaan merancang dan menerapkan langkah-langkah untuk 
perlindungan terhadap faktor lingkungan? 
   x   
Apakah perusahaan melakukan pengelolaan fasilitas, termasuk daya dan 
peralatan komunikasi, sesuai dengan hukum dan peraturan, teknis dan bisnis? 
  x    
Apakah staf menentukan, menerapkan dan memelihara prosedur untuk 
operasi TI? 
   x   
Apakah semua penjadwalan pekerjaan sudah terlaksana selama ini?    x   
Apakah sudah terlaksana selama ini penerapan prosedur untuk memantau 
infrastruktur TI? 
   x   
Apakah sudah diterapkannya selama ini dokumen manajemen inventaris 
untuk aset TI? 
    x  
Apakah sudah berjalan prosedur untuk memastikan pemeliharaan 
infrastruktur yang tepat? 
    x  
Apakah di Perusahaan telah menetapkan kerangka kerja pemantauan solusi 
dan penyediaan layanan TI? 
  x    
Apakah di perusahaan telah menetapkan proses untuk mengumpulkan data 
tepat waktu dan akurat untuk melaporkan kemajuan? 
   x   
Apakah di perusahaan telah diterapkan monitoring kinerja yang mencatat 
target dan pengukuran kinerja TI? 
  x    
Apakah di perusahaan telah melakukan pemantauan secara berkala terhadap 
kinerja TI? 
  x    
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Apakah di perusahaan telah di kembangkan laporan manajemen tentang 
kontribusi bisnis IT khususnya dalam hal kinerja perusahaan? 
   x   
Apakah di perusahaan telah ada identifikasi dan tindakan perbaikan masalah 
berdasarkan monitoring kinerja IT? 
   x   
Apakah perusahaan secara terus-menerus melakukan pemantauan, 
perbandingkan, dan peningkatkan lingkungan kendali TI dan kerangka kerja 
kendali untuk memenuhi tujuan organisasi? 
    x  
Apakah perusahaan melakukan pemantauan dan mengevaluasi efisiensi dan 
efektivitas kontrol tinjauan manajerial TI internal? 
    x  
Apakah perusahaan melakukan Identifikasi pengecualian kontrol, dan analisis 
dan identifikasi akar penyebabnya. Tingkatkan pengecualian kontrol dan 
laporkan ke pemangku kepentingan dengan tepat? 
  x    
Apakah perusahaan mengevaluasi kelengkapan dan keefektifan kendali 
manajemen atas proses, kebijakan, dan kontrak TI melalui berkelanjutan 
program penilaian diri? 
   x   
Apakah perusahaan mendapatkan jaminan pengendalian internal tentang 
kelengkapan dan efektivitas kontrol internal melalui tinjauan pihak ketiga? 
  x    
Apakah perusahaan melakukan penilaian status kontrol internal penyedia 
layanan eksternal? 
   x   
Apakah perusahaan melakukan Identifikasi terhadap penerapan tindakan 
perbaikan yang timbul dari penilaian dan pelaporan kontrol? 
  x    
Apakah perusahaan melakukan Identifikasi Persyaratan Kepatuhan Hukum, 
Peraturan dan Kontraktual Eksternal secara berkelanjutan untuk dimasukkan 
ke dalam kebijakan, standar, prosedur, dan metodologi TI organisasi? 
  x    
Apakah perusahaan melakukan peninjauan dan penyesuaian kebijakan, 
standar, prosedur, dan metodologi TI untuk memastikan legal, pengaturan, 
dan kontraktual persyaratan yang ditangani? 
   x   
Apakah perusahaan mengkonfirmasikan kepatuhan terhadap kebijakan, 
standar, prosedur, dan metodologi TI dengan persyaratan hukum dan 
peraturan? 
   x   
Apakah perusahaan Memperoleh dan melaporkan jaminan kepatuhan dan 
kepatuhan terhadap semua kebijakan internal yang berasal dari arahan 
internal atau hukum eksternal? 
  x    
Apakah Perusahaan Mengintegrasikan pelaporan TI tentang persyaratan 
hukum, peraturan, dan kontrak dengan output serupa dari fungsi bisnis 
lainnya? 
   x   
Apakah perusahaan menentukan, menetapkan dan menyelaraskan kerangka 
kerja tata kelola TI dengan keseluruhan tata kelola perusahaan dan 
lingkungan kontrol? 
   x   
Apakah perusahaan telah bekerja sama dengan dewan dan badan tata kelola 
yang sudah mapan, seperti komite strategi TI, untuk memberikan arahan 
strategis manajemen relatif terhadap TI? 
  x    
Apakah perusahaan telah menerapkan pendekatan disiplin untuk portofolio, 
program dan manajemen proyek, bersikeras bahwa bisnis mengambil 
kepemilikan semua investasi yang mendukung TI dan TI memastikan 
optimalisasi biaya untuk memberikan kemampuan dan layanan TI? 
   x   
Apakah perusahaan mengawasi investasi, penggunaan, dan pengalokasian 
sumber daya TI melalui penilaian berkala atas inisiatif dan operasi TI untuk 
memastikan sumber daya yang sesuai dan keselarasan dengan tujuan strategis 
saat ini? 
  x    
Apakah perusahaan telah bekerja sama dengan dewan untuk menentukan   x    
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selera perusahaan akan risiko TI? 
Apakah perusahaan mengkonfirmasikan bahwa sasaran TI yang disepakati 
telah dipenuhi atau dilampaui, atau bahwa kemajuan menuju sasaran TI 
memenuhi harapan? 
    x  
Apakah perusahaan mendapatkan jaminan independen (internal atau 
eksternal) tentang kesesuaian TI dengan undang-undang dan peraturan yang 
relevan dengan kinerja TI yang efektif dan efisien? 
    x  
Hasil Angka Maturity Level 
Domain Plan and Organise : 3.3 
Domain Acquire and Implement : 2.6 
Domain Deliver and Support : 2.8 
Domain Monitor and Evaluate : 2.7 
Maturity Level : 3 (Defined) 
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