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Loopback: se usa generalmente para describir métodos o procedimientos de 
enrutamiento de señales electrónicas, flujos de datos digitales , u otros flujos de 
artículos. 
 
Show ip route: es un comando permite verificar la información de enrutamiento que 
se utiliza para definir el reenvío de tráfico. 
 
Router:  es un dispositivo de red que se encarga de llevar por la ruta adecuada el 
tráfico.  
 
Switch: es un dispositivo que sirve para conectar varios elementos dentro de una 
red.  
 
Vlan: separar aquellos segmentos lógicos que componen una LAN y que no tienen 





























En el siguiente documento se solucionará la prueba de habilidades prácticas como 
evaluación final del diplomado en profundización CCNP, estas practicas constan de 
dos escenarios propuestos por CISCO los cuales estas diseñados para medir las 
habilidades obtenidas durante el semestre y colocar a prueba la comprensión y 
solución de los problemas planteados.  
 









In the following document, the practical skills test will be analyzed as a final 
evaluation of the CCNP in-depth diploma, these constant practices of two scenarios 
proposed by CISCO which are these parameters to measure the skills obtained 
during the semester and place a comprehension and solution test. of the problems 
raised. 
 





Con la finalización del diplomado en profundización CCNP se debe realizar como 
requisito la prueba de habilidades prácticas, las cuales tienen como objetivo medir 
las capacidades que se obtuvieron durante todo el semestre, en esta práctica será 
fundamental la capacidad de análisis, compresión, solución y desarrollo, por medio 
de estos pasos se podrá solucionar de la mejor manera cada uno de los escenarios 
propuestos. 
 
Para la realización del primer escenario se utilizará el software GNS3 el cual sirve 
para simular la topología propuesta y poder configurarla de la mejor manera, en este 
escenario se realizará la configuración de vecinos BGP entre los Routers, donde se 
tendrán direcciones a interfaces como las Loopback e interfaces seriales, para 
verificar las configuraciones se utilizará el comando show ip route el cual mostrará 
las tablas de enrutamiento de los routers y se podrá evidenciar todas las rutas.  
 
En el segundo escenario se utilizará el software Packet Tracer el cual es el 
simulador oficial de CISCO, allí se realizará la topología propuesta la cual consta de 
una red de Switches conectada a dispositivos finales, este escenario se configurara 
el VTP para las actualizaciones de las Vlan, se configurara los enlaces troncales 
según las indicaciones del documento, después se agregaran las Vlan junto a la 
asignación de los puertos para posteriormente configurar su direccionamiento,  esta 
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Interfaz Dirección IP Máscara 
Loopback 0 1.1.1.1 255.0.0.0 
Loopback 1 11.1.0.1 255.255.0.0 
S 1/0 192.1.12.1 255.255.255.0 
Tabla 1. Tabla del Router 1. 
Interfaz Dirección IP Máscara 
Loopback 0 2.2.2.2 255.0.0.0 
Loopback 1 12.1.0.1 255.255.0.0 
S 1/0 192.1.12.2 255.255.255.0 
F 0/0 192.1.23.2 255.255.255.0 
Tabla 2. Tabla del Router 2. 
Interfaz Dirección IP Máscara 
Loopback 0 3.3.3.3 255.0.0.0 
Loopback 1 13.1.0.1 255.255.0.0 
F 0/0 192.1.23.3 255.255.255.0 
S 1/0 192.1.34.3 255.255.255.0 
Tabla 3. Tabla del Router 3. 


























1. Configure relación de vecino BGP entre R1 y R2. R1 debe estar en AS1 y R2 debe 
estar en AS2. Anuncie las direcciones de Loopback en BGP. Codifique los ID para 
los routers BGP como 22.22.22.22 para R1 y como 33.33.33.33 para R2.  Presente 
el paso a con los comandos utilizados y la salida del comando show ip route. 
R1#config terminal 
Enter configuration commands, one per line.  End with CNTL/Z. 
R1(config)#int lo1 
R1(config-if)#ip address 11.1.0.1 255.255.0.0 
R1(config)#int lo0 
R1(config-if)#ip address 1.1.1.1 255.0.0.0 
R1(config)#int serial 1/0 
R1(config-if)#ip address 192.1.12.1 255.255.255.0 
R1(config-if)#no shutdown 
R1(config-if)#exit 
R1(config)#router bgp 1 
Interfaz Dirección IP Máscara 
Loopback 0 4.4.4.4 255.0.0.0 
Loopback 1 14.1.0.1 255.255.0.0 
S 1/0 192.1.34.4 255.255.255.0 
Tabla 4. Tabla del Router 4. 
Ilustración 2. Diseño del primer escenario. 
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R1(config-router)#bgp router-id 22.22.22.22 
R1(config-router)#network 11.1.0.0 mask 255.255.0.0 
R1(config-router)#network 1.0.0.0 mask 255.0.0.0 
R1(config-router)#network 192.1.12.0 mask 255.255.255.0 




















Enter configuration commands, one per line.  End with CNTL/Z. 
R2(config)# int lo1 
R2(config-if)#ip address 12.1.0.1 255.255.0.0 
R2(config)# int lo0 
R2(config-if)#ip address 2.2.2.2 255.0.0.0 
R2(config)#int serial 1/0 
R2(config-if)#ip address 192.1.12.2 255.255.255.0 
R2(config-if)#no shut 
R2(config)#int FastEthernet 0/0 
R2(config-if)#ip address 192.1.23.2 255.255.255.0 
R2(config-if)#no shutdown 
R2(config-if)#exit 
R2(config)#router bgp 2 
R2(config-router)#bgp router-id 33.33.33.33 
R2(config-router)#network 2.0.0.0 mask 255.0.0.0 
Ilustración 3. Show ip route en R1. 
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R2(config-router)#network 12.1.0.0 mask 255.255.0.0 
R2(config-router)#network 192.1.12.0 mask 255.255.255.0 




















2. Configure una relación de vecino BGP entre R2 y R3. R2 ya debería estar 
configurado en AS2 y R3 debería estar en AS3. Anuncie las direcciones de 
Loopback de R3 en BGP. Codifique el ID del router R3 como 44.44.44.44. 
Presente el paso a con los comandos utilizados y la salida del comando show ip 
route.  
R2#config terminal 
Enter configuration commands, one per line.  End with CNTL/Z. 
R2(config)#router bgp 2 
R2(config-router)#network 192.1.23.0 mask 255.255.255.0 





























Enter configuration commands, one per line.  End with CNTL/Z. 
R3(config)# int lo1 
R3(config-if)#ip address 13.1.0.1 255.255.0.0 
R3(config)# int lo0 
R3(config-if)#ip address 3.3.3.3 255.0.0.0 
R3(config)#int serial 1/0 
R3(config-if)#ip address 192.1.34.3 255.255.255.0 
R3(config-if)#no shutdown 
R3(config)#interface FastEthernet 0/0 
R3(config-if)#ip address 192.1.23.3 255.255.255.0 
R3(config-if)#no shutdown 
R3(config-if)#exit 
R3(config)#router bgp 3 
R3(config-router)#bgp router-id 44.44.44.44 
R3(config-router)#network 192.1.23.0 mask 255.255.255.0 
R3(config-router)#network 3.0.0.0 mask 255.0.0.0 
R3(config-router)#network 13.1.0.0 mask 255.255.0.0 
R3(config-router)#neighbor 192.1.23.2 remote-as 2 
R3(config-router)#exit 
























3. Configure una relación de vecino BGP entre R3 y R4. R3 ya debería estar 
configurado en AS3 y R4 debería estar en AS4. Anuncie las direcciones de 
Loopback de R4 en BGP. Codifique el ID del router R4 como 66.66.66.66. 
Establezca las relaciones de vecino con base en las direcciones de Loopback 0. 
Cree rutas estáticas para alcanzar la Loopback 0 del otro router. No anuncie la 
Loopback 0 en BGP.  Anuncie la red Loopback de R4 en BGP. Presente el paso 
a con los comandos utilizados y la salida del comando show ip route.  
R3#config t 
Enter configuration commands, one per line.  End with CNTL/Z 
R3(config)#ip route 4.0.0.0 255.0.0.0 192.1.34.4 
R3(config)#router bgp 3 
R3(config-router)#network 192.1.34.0 mask 255.255.255.0 
R3(config-router)#neighbor 192.1.34.4 remote-as 4 
R3(config-router)#neighbor 4.4.4.4 remote-as 4 
R3(config-router)#neighbor 4.4.4.4 update-source loopback 0 
R3(config-router)#exit 

























Enter configuration commands, one per line.  End with CNTL/Z. 
R4(config)# int lo1 
R4(config-if)#ip address 14.1.0.1 255.255.0.0 
R4(config)# int lo0 
R4(config-if)#ip address 4.4.4.4 255.0.0.0 
R4(config)#int serial 1/0 
R4(config-if)#ip address 192.1.34.4 255.255.255.0 
R4(config-if)#no shutdown 
R4(config-if)#exit 
R4(config)#ip route 3.0.0.0 255.0.0.0 192.1.34.3 
R4(config)#router bgp 4 
R4(config-router)#bgp router-id 66.66.66.66 
R4(config-router)#network 14.1.0.0 mask 255.255.0.0 
R4(config-router)#network 192.1.34.0 mask 255.255.255.0 
R4(config-router)#neighbor 192.1.34.3 remote-as 3 
R4(config-router)#neighbor 3.3.3.3 remote-as 3 
R4(config-router)#neighbor 3.3.3.3 update-source loopback 0 










































Ilustración 8. Show ip route en R4. 



























1. Todos los switches se configurarán para usar VTP para las actualizaciones de 
VLAN. El switch SW-BB se configurará como el servidor. Los switches SW-
AA y SW-CC se configurarán como clientes. Los switches estarán en el 
dominio VPT llamado CCNP y usando la contraseña cisco.   
 
SW-AA #config t 
Enter configuration commands, one per line.  End with CNTL/Z. 
SW-AA(config)#vtp mode client 
SW-AA(config)#vtp domain CCNP 
SW-AA(config)#vtp password cisco 
 
SW-BB #config t 
Enter configuration commands, one per line.  End with CNTL/Z. 
SW-BB(config)#vtp mode server 
Ilustración 10. Solución segundo escenario. 
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SW-BB(config)#vtp domain CCNP 
SW-BB(config)#vtp password cisco 
SW-CC #config t 
Enter configuration commands, one per line.  End with CNTL/Z. 
SW-CC(config)#vtp mode client 
SW-CC(config)#vtp domain CCNP 
SW-CC(config)#vtp password cisco 
  































Ilustración 11. Show vtp status en SW-AA. 
Ilustración 12. Show vtp status en SW-BB. 
Ilustración 13. Show vtp status en SW-CC. 
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Configuracion DTP(Dynamic Trunking Protocol) 
 
1. Configure un enlace troncal ("trunk") dinámico entre SW-AA y SW-BB. Debido 
a que el modo por defecto es dynamic auto, solo un lado del enlace debe 
configurarse como dynamic desirable. 
 
SW-AA#config t 
Enter configuration commands, one per line.  End with CNTL/Z. 
SW-AA(config)#int f 0/1 
SW-AA(config-if)#switch mode dynamic desirable 
 
SW-BB#config t 
Enter configuration commands, one per line.  End with CNTL/Z. 
SW-BB(config)#int f 0/1 
SW-BB(config-if)#switch mode dynamic auto 
 
1. Verifique el enlace "trunk" entre SW-AA y SW-BB usando el comando show 









Ilustración 14. Show interface trunk en SW-AA. 
Ilustración 15. Show interface trunk en SW-BB. 
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2. Entre SW-AA y SW-BB configure un enlace "trunk" estático utilizando el comando 
switchport mode trunk en la interfaz F0/3 de SW-AA. 
SW-AA#config t 
Enter configuration commands, one per line.  End with CNTL/Z. 
SW-AA(config)#int f 0/3 
SW-AA(config-if)#switchport mode trunk 
SW-AA(config-if)#exit 
 
















5. Configure un enlace "trunk" permanente entre SW-BB y SW-CC.  
 
SW-BB#config t 
Enter configuration commands, one per line.  End with CNTL/Z. 
SW-BB(config)#int f 0/3 




Enter configuration commands, one per line.  End with CNTL/Z. 
SW-CC(config)#int f 0/3 
SW-CC(config-if)#switchport mode trunk 
SW-CC(config-if)#exit 




























Agregar VLANs y asignar puertos.  
 
1. En SW-AA agregue la VLAN 10. En SW-BB agregue las VLANS Compras 
(10), Personal (25), Planta (30) y Admon (99). 
 
SW-AA#configure t 
Enter configuration commands, one per line.  End with CNTL/Z. 
 
SW-AA(config)#vlan 10 
Ilustración 17. Show interface trunk en SW-BB. 
Ilustración 18. Show interface trunk en SW-CC. 
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VTP VLAN configuration not allowed when device is in CLIENT mode. 


















2. Verifique que las VLANs han sido agregadas correctamente.  
 
Se verifica que las VLANs se hallan agregado por medio del comando show vlan 




















































Ilustración 21. Show vlan brief en SW-CC. 





3. Asocie los puertos a las VLAN y configure las direcciones IP de acuerdo con 
la siguiente tabla.  
Interfaz VLAN Direcciones IP de los PCs 
F0/10 VLAN 10 190.108.10.X / 24 
F0/15 VLAN 25 190.108.20.X /24 
F0/20 VLAN 30 190.108.30.X /24 
Tabla 5.Tabla de asociación de los puertos con las VLANs. 
Se asigna las Ip a los PC de la siguiente manera:  
PC1: 190.108.10.1  Vlan 10  
PC2: 190.108.20.2  Vlan 25 
PC3: 190.108.30.3  Vlan 30 
PC4: 190.108.10.4  Vlan 10 
PC5: 190.108.20.5  Vlan 25 
PC6: 190.108.30.6  Vlan 30 
PC7: 190.108.10.7  Vlan 10 
PC8: 190.108.20.8  Vlan 25 
PC9: 190.108.30.9  Vlan 30 
 
4. Configure el puerto F0/10 en modo de acceso para SW-AA, SW-BB y SW-CC 
y asígnelo a la VLAN 10.  
SW-AA#config t 
Enter configuration commands, one per line.  End with CNTL/Z. 
SW-AA(config)#int FastEthernet 0/10 
SW-AA(config-if)#switchport mode access 
SW-AA(config-if)#switchport access vlan 10 
 
SW-BB#config t 
Enter configuration commands, one per line.  End with CNTL/Z. 
SW-BB(config)#int FastEthernet 0/10 
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SW-BB(config-if)#switchport mode access 
SW-BB(config-if)#switchport access vlan 10 
 
SW-CC#config t 
Enter configuration commands, one per line.  End with CNTL/Z. 
SW-CC(config)#int FastEthernet 0/10 
SW-CC(config-if)#switchport mode access 
SW-CC(config-if)#switchport access vlan 10 
 
5. Repita el procedimiento para los puertos F0/15 y F0/20 en SW-AA, SW-BB y 
SW-CC. Asigne las VLANs y las direcciones IP de los PCs de acuerdo con la 
tabla de arriba.  
 
SW-AA#config t 
Enter configuration commands, one per line.  End with CNTL/Z. 
SW-AA(config-if)#interface f0/15 
SW-AA(config-if)#switchport mode access 
SW-AA(config-if)#switchport access vlan 25 
SW-AA(config-if)#interface f0/20 
SW-AA(config-if)#switchport mode access 
SW-AA(config-if)#switchport access vlan 30 
 
SW-BB#config t 
Enter configuration commands, one per line.  End with CNTL/Z. 
SW-BB(config-if)#int FastEthernet 0/15 
SW-BB(config-if)#switchport mode access 
SW-BB(config-if)#switchport access vlan 25 
SW-BB(config-if)#int FastEthernet 0/20 
SW-BB(config-if)#switchport mode access 
SW-BB(config-if)#switchport access vlan 30 
 
SW-CC#config t 
Enter configuration commands, one per line.  End with CNTL/Z. 
SW-CC(config-if)#int FastEthernet 0/15 
SW-CC(config-if)#switchport mode access 
SW-CC(config-if)#switchport access vlan 25 
SW-CC(config-if)#int FastEthernet 0/20 
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SW-CC(config-if)#switchport mode access 
SW-CC(config-if)#switchport access vlan 30 
 
 
Configurar las direcciones IP en los Switches. 
 
14. En cada uno de los Switches asigne una dirección IP al SVI (Switch Virtual 
Interface) para VLAN 99 de acuerdo con la siguiente tabla de direccionamiento 









Enter configuration commands, one per line.  End with CNTL/Z. 
SW-AA(config)#int vlan 99 




Enter configuration commands, one per line.  End with CNTL/Z. 
SW-BB(config)#int vlan 99 




Enter configuration commands, one per line.  End with CNTL/Z. 
SW-CC(config)#int vlan 99 
SW-CC(config-if)#ip address 190.108.99.3 255.255.255.0 
SW-AA(config-if)#exit 
 
Verificar la conectividad Extremo a Extremo. 
 
1. Ejecute un Ping desde cada PC a los demás. Explique por qué el ping tuvo o 
no tuvo éxito.  
Equipo   Interfaz   Dirección IP   Máscara  
SW-AA   VLAN 99   190.108.99.1   255.255.255.0   
SW-BB   VLAN 99   190.108.99.2   255.255.255.0   
SW-CC   VLAN 99   190.108.99.3   255.255.255.0   


























Ilustración 22. Ping PC8 a todos los PC. 


























Ilustración 24. Ping PC8 a todos los PC. 
Ilustración 25. Ping PC8 a todos los PC. 
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Se realizo ping desde el PC8 que se tomo como prueba a todos los PC de la 
topología y se mostro el resultado en las imágenes anteriores, solamente se 
pudo realizar un ping exitoso a los PC cuya VLAN fuera la misma del PC8, es 
decir, al momento de vincular los puertos con el direccionamiento IP de las 
PC el PC8 quedo vinculado a la VLAN 25 lo cual solo permite hacer ping 
exitoso con los PC de esta misma VLAN, se realizo esta prueba en todos los 
PC y se obtuvo l mismo resultado.  
2. Ejecute un Ping desde cada Switch a los demás. Explique por qué el ping tuvo 


















Ilustración 26. Ping del SW-AA a los otros dos Switches. 











Se realizo satisfactoriamente todos los pings en todos los Switches, esto se 
deben a la configuración de direccionamiento IP que se realizó en la VLAN 99 
y a los enlaces troncales configurados previamente.  
3. Ejecute un Ping desde cada Switch a cada PC. Explique por qué el ping tuvo 




















Ilustración 28. Ping de SW-CC a los otros dos Switches. 
























Después de realizar ping de los Switches a todos los PC se puede evidenciar que 
en todos los casos el Ping fallo, en la ilustración 29 y 30 se muestra como todos los 
intentos de hacer ping desde el SW-BB a los PC es fallida, esto se debe a que no 
se ha configurado el enrutamiento Ip a las VLAN las cuales anteriormente se 
asignaron al direccionamiento de los PC, para poder corregir este error se debería 
asignar una ip y una máscara según el direccionamiento de la tabla de punto C a la 

















Con el desarrollo de esta actividad se puede evidenciar el gran avance y el 
conocimiento que se adquirió durante el curso, esta base es fundamental para el 
desarrollo académico y para cada día ser un mejor profesional. 
 
En esta prueba de habilidades practicas se solucionaron los dos escenarios 
siguiendo las indicaciones del documento, donde se evidencio el paso a paso y se 
mostró los resultados mediante tablas y comandos específicos.  
 
Finalmente se desarrolla un documento explicando y mostrando el paso a paso que 
se siguió durante el desarrollo de los dos escenarios propuestos, se puede afirmar 
que estas pruebas de habilidades practicas se logro mostrar los niveles de 
compresión, análisis y solución a diferentes problemas relacionados con diversos 
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