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En la actualidad las Empresas buscan soluciones prácticas que ayuden a tener un mejor 
control de sus instalaciones, brindando seguridad a quienes hacen parte de ella, ante esta 
necesidad las industrias han venido desarrollando soluciones de control que proporcionen 
acceso total o parcial al personal en áreas específicas, por tal motivo la Universidad haciendo 
uso de la tecnología  desarrolla el presente proyecto denominado “Sistema de Control de 
Acceso a los Campus de la Universidad Tecnológica del Perú”. 
 
Este proyecto, busca agilizar y controlar el flujo de acceso de estudiantes en cada una de 
nuestras sedes, asegurando así la protección de nuestras sedes y las personas que lo 
conforman, durante muchos años la forma en que la Universidad controlaba el ingreso de 
estudiantes era poco confiable ya que lo realizaba de manera manual al presentar el carnet o 
recibo de pago que identifica al estudiante, el encargado de validar dicha información y 
permitir y no el ingreso del estudiante es el personal de vigilancia, si bien es cierto realiza 
bien su trabajo no es confiable ya que muchas veces se ve burlada por personas ajenas a la 
universidad, suscitándose eventos no deseados sin tener ningún control de ello ya que la data 
de los ingresos de alumnos no se registra. 
 
El proyecto consta de (04) capítulos los cuales describe en cada capítulo el desarrollo del 
mismo: 
El capítulo 1, se presenta lo aspectos generales del proyecto, se describe el problema, se 
definen los objetivos se presentan los alcances y limitaciones, así como también la 




El capítulo 2, se muestra el marco teórico, donde se plasma las definiciones de las palabras 
compuestas utilizadas en el desarrollo del proyecto, además se describirá brevemente cada 
una de las herramientas tecnológicas que se usarán durante la elaboración del sistema. 
El capítulo 3, se realiza el desarrollo del proyecto aplicando los conocimientos adquiridos 
durante la carrera, aplicando el marco de trabajo AUP (Agile Unified Process) esta será 
complementado con la gestión de proyectos la cual se aplicará las buenas practicas definidas 
en la guía del PMBOK. 
Finalmente, en el capítulo 4 se presentan los resultados se obtuvieron con la implementación 
del sistema, para poder sacar así las conclusiones y recomendaciones que serán de ayuda 














1.1. Definición del Problema 
1.1.1. Descripción del Problema 
Actualmente en la Universidad Tecnológica del Perú el acceso de estudiantes a las 
instalaciones se realiza de manera manual, mediante la validación del carnet o recibo 
de pago a través del personal de seguridad, las cuales genera caos, colas e 
incomodidad por parte del alumnado. 
 
Al no existir ningún control de seguridad este se ve burlado por personas ajenas a la 
Universidad, suscitándose eventos que infringen las normativas de la institución 
como (Robos, Acosos, Suplantaciones, etc.) las mismas que ponen en riesgo la 
integridad de nuestros alumnos  
 
Otro gran Problema detectado es no contar con reportes propios del sistema y 
obtenerlos de otras fuentes (sistemas externos, como la lista de asistencia de 
Alumnos) no son del todo confiables ya que no todas las personas que acceden a los 
campus ingresan a las aulas, además toma demasiado tiempo en prepararlos y no se 
puede tomar decisiones acertadas con esta información. 
 
habiendo puesto al descubierto todas las falencias del control actual, a esto sumarle 
la gran demanda de Alumnos y pensando en la seguridad de estos, la Universidad se 




seguridad mayor respecto a las personas que ingresen a las mismas cubriendo las 
necesidades antes descritas. 
 
 
Árbol del Problema 
      Tabla 1: Árbol del Problema 
Problema  
Deficiente Control de Acceso del Alumnado a las Instalaciones de la Universidad Tecnológica 
del Perú  
Causas Efectos 
1. Validación manual de la 
identificación 
Demora, genera colas en el ingreso del 
alumnado  
2. No existen controles de seguridad 
para restringir el acceso a personas 
no deseadas 
No hay un adecuado control de las personas que 
ingresan a la Universidad 
 
3. No contar con reportes y gráficos 
estadísticos a la mano 
No tener evidencia de los asistentes a la 
universidad si encaso se suscitara un evento no 
deseado en la Universidad 
 












Deficiente Control de Acceso del Alumnado a las Instalaciones de la 
Universidad Tecnológica del Perú 
 
Demora, genera colas en el 
ingreso del alumnado 
No hay un adecuado 
control de las personas que 
ingresan a la Universidad 
No tener evidencia de los asistentes a 
la universidad si encaso se suscitará un 
evento no deseado en la Universidad 
Validación manual de la 
identificación 
No existen controles de 
seguridad para restringir el 
acceso a personas no deseadas 
No contar con reportes y 




















1.2. Definición de objetivos 
1.2.1. Objetivo general 
 Diseño e Implementación de un Sistema de Control de acceso de Alumnos a 
los campus de la universidad Tecnológica del Perú  
1.2.2. Objetivos específicos 
 Reducir el tiempo del flujo de ingreso de Alumnos a las Sedes de la 
Universidad 
 Definir controles de Seguridad y/o restricciones de acceso para el Alumnado 
 Generar reportes y/o gráficos estadísticos de la cantidad de alumnos asistentes 
Diseñar e Implementar un Sistema de Control de Acceso de 
Alumnos en las Instalaciones de la Universidad 
 
Agilizar el tránsito en el 
ingreso de Alumnos hacia 
nuestras SEDES 
Permitir el ingreso solo aquellos 
Alumnos que cumplan con las 
normativas de la Universidad 
Tener data actualizada y a la mano 
ante cualquier evento que se pueda 
presentar en la Universidad 
Reducir el tiempo del flujo de 
ingreso de Alumnos a las Sedes de 
la Universidad 
Definir Controles de Seguridad 
y/o restricciones de acceso para 
el Alumnado 
Generar reportes y/o gráficos 





1.3. Alcances y limitaciones 
1.3.1. Alcances 
La solución propuesta a la problemática ya planteada, en la Universidad se desea 
implementar un sistema que aumente la seguridad y mejore significativamente el 
flujo peatonal de alumnos en las sedes de la universidad haciendo uso de la tecnología 
RFID, el sistema contara con una tarjeta de Proximidad la cual será propia de cada 
usuario con atributos específicos que lo identificara al momento de ingresar a las 
instalaciones, la tarjeta se presentara al sistema, la validación de esta se hará por 
medio de un lector NFC que a su vez permitirá o denegara el acceso del alumno por 
medio de un Molinete Peatonal, además a esta se le acondicionara un lector de 
códigos de barras para hacer las lecturas de los DNI, esta permitirá a los alumnos 
poder ingresar con DNI y Tarjeta de Proximidad, cabe mencionar que estas 
funcionaran de modo Online y Offline en caso exista perdida de comunicación con 
los servicios; Adicional a ello los alumnos también podrán hacer su ingreso a través 
de un (Aplicativo Web) que estará habilitada en el punto de Vigilancia (terminal PC) 
esta será controlado por el personal de seguridad, los alumnos podrán hacer su 
ingreso brindando su código de estudiante o el nro. de DNI este será validado por el 
sistema y mostrara los datos del alumno así como su foto y estado de acceso 
(Permitido o Denegado) esta será validada por el personal de seguridad y tomara una 
decisión sobre está, dejando ó no ingresar a las instalaciones de la Universidad, con 
esto podemos cubrir todos medios de acceso posibles a los campus de la Universidad 
y tener registrada la data en su totalidad. 




a) El Sistema permitirá el registro de Ingresos de Alumnos por medio 
(Molinetes / Control Vehicular / Aplicativo Web) 
b) Desarrollo del Modelo de Datos para soportar la arquitectura del sistema 
c) La Implementación se dará para todas los Campus, con un piloto en la Sede 
Central. 
d) Creación de Servicios WEB para la comunicación entre los Molinetes y la 
BD y viceversa 
e) Se Implementará Integración de Servicios SSIS para extraer data del ERP 
(PeopleSoft) y por medio de JOB’s mantener la data actualizada de la base de 
Molinetes. 
f) Se desarrollará una aplicación web para el ingreso de los alumnos a través de 
la PC que será controlado por Vigilancia y está abarcará lo siguiente: 
 Mantenimiento de Usuarios 
 Activar y Desactivar acceso de Alumno 
 Mantenimiento de Puntos de Acceso 
 Reportes Generales 
1.3.2. Limitaciones  
Las pruebas piloto se realizarán cuando se implemente en nuestras Instalaciones ya 
que la data por temas y políticas de la universidad no pueden ser expuestas al 
proveedor que se encargara de instalar el hardware con sus controladores respectivos. 
El Sistema será de uso exclusivo para estudiantes no para personal Administrativo ni 
Docentes 




Solo podrán tener acceso al aplicativo Web los usuarios que estén registrados en el 
directorio activo de la institución 
1.4. Justificación 
Actualmente en la Universidad Tecnológica del Perú el control de ingreso de Alumnos 
está a cargo de una Empresa de vigilancia privada que si bien es cierto realiza bien su 
trabajo, esta como otros procesos necesitan de apoyo para lograr la perfección en su 
desarrollo, es por ello en base a esta necesidad hoy se trabaja en un proyecto de 
investigación orientado en el apoyo a la seguridad de la Universidad, implementando los 
Molinetes para las mejoras en el sistema de datos, se tendrá un mayor control del 
alumnado ya que de esta manera se salvaguardara los datos, que pueden ser usados para 
poder verificar sucesos y/o eventos que infringen las normativas de la Universidad. 
 
Este proyecto propone como alternativa de solución implementar un sistema que 
optimice y tecnifique de manera general el ingreso de alumnos a las Instalaciones de la 
Universidad Tecnológica del Perú ya que el actual proceso de ingreso es defectuoso ya 
que genera caos y congestión de alumnos en el ingreso, además de contar con estándares 
bajos de seguridad, debido a que la validación de ingreso se genera de manera manual al 
identificarse mediante el carnet o recibo de pago por medio del personal de seguridad, 
habiendo puesto al descubierto las falencias y desventajas que conllevan seguir contando 
con el proceso actual, el Equipo de Sistemas implementará un sistema que integre 
tecnologías de última generación y aprovechar al máximo los beneficios que estas nos 
puedan ofrecer, la tecnología NFC implementada en un carnet de identificación 
personalizado se obtiene un sistema con altos estándares de seguridad a la hora de 




actuales para el control de acceso de los Estudiantes a cada una de nuestras sedes de la 
Universidad. Por ultimo al emplear las tecnologías anteriormente mencionadas se cuenta 
con un sistema rápido ágil y seguro que permite optimizar el proceso de control de acceso 
de Alumnos en la UTP. 
A continuación, se muestra un gráfico que describe el crecimiento de alumnos 
matriculados por campus y año, teniendo siempre una tendencia al crecimiento con 
respecto al tiempo. 
El promedio se sacó considerando solo periodos regulares  
Tabla 2: Tendencia Alumnos Matriculados 
AÑO AREQU CHICL LIATE LIMA LIMAN LISJL LIMAS Total Matriculados 
2014  145  16947    17092 
2015  561  19860    20421 
2016 6039 1805  22557 2755   33156 
2017 7277 2866  22675 6951 1523  41291 
2018 10295 2448 3400 25624 9237 3303 3523 57829 
2019 11873 2683 4896 27255 10614 3985 7223 68529 
Total 
general 35483 10508 8296 134918 29557 8811 10746 238318 
 





















1.5. Estado del Arte 
Para, Álvaro Javier Balsero Meneses 
El diseño e implementación de un prototipo para el control de acceso en la sede de 
ingeniería de la Universidad Distrital Francisco José de Caldas mediante el uso de 
torniquetes controlados por carnet con tecnología NFC y lector biométrico de 
huella dactilar (Basero Meneses & Vargas Garcia, 2016) 
Conclusión:  
Ante las especificaciones y requerimientos del proyecto de usar Tecnología NFC, esta se 
adapta perfectamente al carnet que actualmente se proporciona al alumnado ya estas 
soportan dicha tecnología, lo que evitaría gastos adicionales en la adquisición de un 
nuevo lote ya que reusaríamos lo que se tiene. 
Debido a la gran población de alumnos con la que cuenta la universidad y el flujo masivo 
de alumnos en las instalaciones se optó por usar lectores de tarjeta KR101 tipo MIFARE 
con su controladora InBIO260 que son las que soportan las lecturas de las tarjetas que 
con las que contamos, dichos dispositivos soportan la capacidad de 30,000 usuarios 
proveen un procesamiento de 900 usuarios por hora.  
Valoración Crítica: 
El uso de esta tecnología en la Universidad Distrital Francisco José de Caldas, mejoro 
considerablemente el flujo de ingreso de alumnos evitando así colas en los ingresos a la 
Facultad de Ingeniería. 
Para, Sebastián Parra Londoño y Luis Humberto Bustos, (2013) Diseño de un Sistema 




campus de la universidad de San Buenaventura, sede Bogotá (Sebastián Parra Londoño 
y Luis Humberto Bustos, 2013)  
Después de realizar un análisis profundo, se pudo evidenciar la falta de un sistema más 
robusto que pueda proporcionar mayor seguridad en cuanto a los ambientes de la 
Institución como (cafetería, bibliotecas, laboratorios y áreas comunes)  
 
Para el diseño de seguridad física por medio de cámaras IP se necesitará agregar la 
proyección 8 cámaras adicionales a las que se tiene actualmente instaladas, esto permitirá 
incrementar la cobertura de red de la universidad para su mayor vigilancia. Al realizar 
las simulaciones, el cubrimiento aumento en un 90% de los espacios más vulnerables, 
considerando que el diseño de estas cámaras utilizara los puntos de acceso ya existentes. 
 
Ahora con el nuevo diseño también se podrá tener control del acceso vehicular y peatonal 
de la Universidad. El ingreso de alumnos a las instalaciones en horas pico se reducirá de 
15 segundos a 3 segundos, permitiendo la reducción del 500% en tiempo de ingreso con 
el sistema RFID pasivo y torniquetes electrónicos.  
Según, Diana Shirley Morales Tejada. 
Prototipo de Control de Acceso Peatonal al Campus de la Corporación 





Después de analizar todas las tecnologías disponibles para el control de acceso; por su 
agilidad, confiablidad y seguridad la RFID es la más apropiada para la implementación 
del prototipo en la Corporación.  
La implementación del software nos permitirá agilizar el ingreso de personas ya que este 
será el único responsable de validar y procesar la información de una forma más rápida 
y segura 
RFID es una tecnología que aparte de permitir crear aplicaciones de control de acceso 
también nos permite crear aplicaciones para monitoreo y seguimiento de personas, 
automatización de plantas industriales, manejo de inventario en bodegas, entre otra 
infinidad de funcionalidades. Teniendo como base el proyecto puesto en marcha, se tiene 
la posibilidad de implementar más aplicaciones usando esta tecnología y asegurar así la 








2.1. Fundamento Teórico 
2.1.1. Control de Acceso   
Es la capacidad de permitir o denegar el uso de un espacio físico a personas según su 
nivel o rango que esta pueda tener. 
Según Peltier, define al control de acceso como los sistemas que permiten proteger 
las decisiones tomadas por parte de personas que determinan quien recibe un acceso, 
así como la protección los objetos de valor, de la misma forma se utiliza para 
controlar el acceso a espacios físico o a la información dentro de un sistema. . (Peltier, 
2014)  
 
2.1.2. Tecnología NFC 
Es una tecnología de comunicación a corta distancia (10cm a 20 cm aprox.), su 
enfoque es para la comunicación casi instantánea como identificación ó validación 
de personas y equipos, esta nos permite la transferencia de datos de forma segura y 
rápida, la definición de sus siglas en inglés “Near Field Communication” deriva de 
las etiquetas RFID (Radio Frequency Identification), cuya traducción en español es, 






















2.1.3. ERP PeopleSoft Campus Solutions 
Es la Solución completa de Oracle que es líder en el cumplimiento de requisitos y 
estándares que exige la Educación Superior, lo que permite la transformación a un 





(Oracle, PeopleSoft Campus Solutions) 
 
Ilustración 6:Login PeopleSoft Campus 
 
Los módulos que comprende son los siguientes: 
 Comunidad del Campus (C.C) 
 Selección y Admisiones (S.A)  
 Registro Académico (S.R) 
 Consejería académica (A.D) 





Modulo Comunidad del Campus (CC): En este módulo encontramos la página 
para la asignación de documentos a Personas (Enrolamiento de Alumnos) 
 
Ilustración 7: Enrolar Alumno en PeopleSoft 
 
2.1.4. Molinetes de Acceso Peatonal 
Definición: 
Son dispositivos que permiten controlar el flujo de ingreso de personas en un 
ambiente especifico, conocidos también como Torniquetes, su uso con mayor 
frecuencia se da en medios que cuenten con afluencia masiva de personas como: 
estaciones de transporte, estadios, universidades, centros comerciales, etc. 
Características y Tipos: 
Se caracteriza por tener una estructura metálica, el material de fabricación es de acero 
inoxidable el cual cuenta con un número determinado de brazos que impiden el paso 




a 120°) cuando se ingresa por ella está impide el paso de la siguiente persona, además 
cuenta con un mecanismo electrónico que valida el acceso. 
 
Ilustración 8: Tipos de Molinetes 
 
 








UML es un lenguaje estándar de modelado, podemos empelarla para representar 
manera gráfica y mediante diagramas en el modelamiento de nuestro sistema, incluye 
funciones, procesos, aspectos determinados como; modelo de datos, expresiones de 
lenguajes de programación. (Martin Fowler, 1999)  
Importante mencionar que UML no es una metodología  
2.1.6. Microsoft SQL Server  
Software que permite Gestionar y Administrar Base de datos relacionales, es una 
plataforma desarrollada por Microsoft, enfocado a los negocios empresariales, SQL 
Server usa como lenguajes de consulta T-SQL y ANSI SQL (Ecured) (Gates, 2019) 
 







2.1.7. Arquitectura de Software 
Es un conjunto de patrones que guía de construcción de desarrollo de software, hace 
uso de las buenas prácticas y permite al equipo compartir la misma línea de trabajo, 
para nuestro proyecto definiremos a detalle el Patrón Modelo/Vista/Controlador 
(MVC) ya que es el que emplearemos en el desarrollo de nuestro sistema. 
2.1.7.1. Modelo-Vista-Controlador (MVC)  
Es un patrón de diseño el cual está comprendido por 3 capas que tienen 
relación entre sí de la siguiente manera: 
vista: realiza las peticiones hechas por el usuario desde la vista al 
controlador y muestra resultados enviados desde el controlador a la vista 
Controlador: es el orquestador, recibe las peticiones hechas por la vista 
y las envía al Modelo, también recibe el resultado hechas por el modelo 
para que estos sean luego enviados a la vista. 
Modelo: resuelve las peticiones hechas por el controlador en la BD las 
ejecuta y envía resultado al controlador. 





2.1.8. Framework .NET 
Es un paquete de Microsoft, este Framework nos ofrece muchas herramientas que se 
aplicaran al proyecto: 
 Entitity framework ORM para la comunicación del modelo a la Base de Datos 
 Class Fundation, permite reutilizar sus clases y métodos predefinidos en el 
lenguaje de C#. 
Visual  C# 
Es un lenguaje utilizado en programación orientado a objetos, se ejecuta bajo el 
framework.NET que tiene sus raíces la evolución de los lenguajes Microsoft C y 
Microsoft C++, con este lenguaje construiremos los servicios web para la 





Ilustración 12: Servicio Web .net C# 
 
 





2.1.9. Integración de Servicios 
Es una herramienta de SQL server que te da la posibilidad de integrar información 
de diferentes fuentes de datos llámese Oracle, SQL Server, MYSQL, MS Access, etc. 
Además, permite resolver complejos problemas empresariales de minería de datos. 
Microsoft. Documentación de SQL. (Microsoft, 2017)  
Ilustración 14: Paquetes SISS para actualizar la Información 
 
2.2. Marco Metodológico 
Hoy en día existe una gran variedad de marco de trabajo que la tecnología ofrece a los 
desarrolladores y está en nosotros saber elegir a la que mejor se ajuste a las necesidades 
de nuestro proyecto, dicho esto haremos una comparación de algunas de ellas. 
Cascada 
Es un modelo secuencial el cual ejecuta una tarea el cual tiene que finalizar para empezar 
con la siguiente, este marco de trabajo es anticuado y poco utilizado por los 




que prácticamente desde el análisis de requisitos el contacto con el usuario final es 
mínimo. para el cliente básicamente el proceso es una caja negra y el producto final lo 
tiene al finalizar al proyecto, en algunos casos si no se realiza bien alguna de las 
secuencias esta puede no ser lo que el cliente esperaba, este modelo data de 1970 y fue 
creado por Winston Royce (Pressman, 2010) 




Es una herramienta ágil para desarrollar productos complejos, en las que se aplican 
paulatinamente un conjunto de buenas prácticas para el trabajo colectivo, y de esta 
manera poder tener en menor tiempo el mejor resultado posible del proyecto aceptando 
en todo momento cualquier necesidad o variación que se presenten durante su desarrollo.  
Principales beneficios: 




 Capacidad de ofrecer resultados anticipados antes de la culminación del proyecto 
 Incremento de la productividad y calidad ya el equipo va mejorando continuamente 
su forma de trabajar y potencia la creación de equipos motivados  
 
Roles: 
PRODUCTO OWNER: Representa al cliente y determina la visión del producto 
SCRUM MASTER: Facilitador del Equipo potencia su proactividad y supervisa de que 
todos manejen scrum de manera correcta  
EQUIPO DE PROYECTO: tiene la responsabilidad de elaborar el producto y encargarse 
de su calidad por lo general está conformado por 5 a 9 personas. 






Proceso Unificado Ágil (AUP)  
Es una versión simplificada del RUP, que hace uso técnicas y conceptos agiles para el 
desarrollo de software, fue desarrollada por Scott Ambler 




















Comparación de Framework:  
Habiendo realizado una pequeña reseña de cada marco de trabajo, procederemos a crear 
nuestro cuadro comparativo: 
Tabla 3: Comparación de marcos de trabajo 
         Fuente: Elaboración propia 
 
Analizando los framework el que mejor se adapta a nuestro proyecto es el AUP 
(Proceso Unificado Ágil) entre los que se rescatan los siguientes puntos: 
 Usabilidad, es sencillo, fácil de entenderlo y aplicarlo al equipo. 
 Centrarse en actividades de alto valor. 




2.3. Marco conceptual 
Optimización 
Es la acción de hacer algún cambio o redefinir algún proceso o tarea, para que este 
realice su trabajo de una manera más eficiente ya sea para minimizar o maximizar 
algo para sacar mayor beneficio. (Sedgewick, Algorithms, 1984) 
 
WebService 
Es una tecnología que utiliza un conjunto de protocolos para la comunicación entre 
aplicaciones independiente del lenguaje de programación en que estas fueron 
construidas, estas se pueden utilizar solas o con otros servicios web para llevar al 
acabo complejas transacciones comerciales.  (IBM, 2019) 
 
Servidor 
Aplicación que tiene la facultad de atender múltiples peticiones realizadas por el 
cliente con el propósito de devolver respuesta a dichas peticiones. 
Servidor de Aplicaciones: Es un terminal donde se alojan todas las aplicaciones y 
servicios (App Web, Web servicies, etc.) que serán desplegados para que los usuarios 
finales para que puedan hacer uso de ellas a través de peticiones http o red. 
Servidor de Base de Datos: Es un terminal donde se alojan todas las bases de datos 






   
En el presente capítulo, se presentará el desarrollo de la solución, basada en marco de 
trabajo (AUP), donde se aplicaran técnicas agiles en la construcción del proyecto, 
involucrando así actividades y artefactos en el desarrollo del proyecto de software, además 
lo complementaremos con la gestión de proyectos involucrando las áreas de conocimiento 
del PMBOK, empleando técnicas y buenas prácticas, así como la ejecución de procesos a 
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DESARROLLO DE LA SOLUCIÓN 
 
3.1. Desarrollo del AUP 
El marco de Trabajo AUP, comprende 4 fases, integrando las disciplinas que 
permitirán el desarrollo del software de manera ordenada y detallada. 
 
    
 
 
3.1.1. Fase de Inicio: 
3.1.1.1.Acta de Inicio: 
Es el documento que da inicio al proyecto formalmente, documenta 
las estrategias de la organización define el alcance y objetivos, 
identifica los requerimientos del proyecto (todo a alto nivel), 
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define el cronograma con las actividades del proyecto, identifica los 
posibles riesgos del proyecto.  




Diseño e Implementación de un Sistema de Control de 
Acceso a los Campus de la Universidad Tecnológica 
del Perú - UTP 
Abrev. del proyecto  SISACCES v2.0 
Dirección  Natalio Sanchez 265 Piso 8 Jesus Maria 
Fecha 11/10/2017 
Hora Inicio 11:20 Hora Fin 12:30 
Objetivo  del Proyecto:  
 
Desarrollo e Implementación de un Sistema de Control de Acceso a los Campus de la 
Universidad Tecnológica del Perú 
 
Alcance del Proyecto: 
Registro de Ingresos de Alumnos a las Sedes de la Universidad Tecnológica del Perú  
Requerimientos del Proyecto: 
 Registro de Marcaciones de Alumnos (Molinetes / Plataforma Web / Control Vehicular) 
 Inicio Sesión 
 Cerrar Sesión 
 Permitir y Denegar Acceso de Alumnos 
 Mantenimiento de Usuario 
 Mantenimiento de Puntos de Acceso 
 Reporte Generales 
 Actualización de Información de Alumnos  
 
STAKEHOLDER del Proyecto: 
 Javier Hanza Raffo, Gerente de Operaciones (Gerencia de Operaciones) 
 Julio David Abril García, Jefe de SAE (Dirección de Operaciones y Servicios) 
 Steven Escate Chamorro, Supervisor de Mantenimiento (Gerencia de Operaciones) 




Cronograma del Proyecto: 
Hito Fecha Inicio Fecha Fin duración 
 IMPLEMENTACION  01/12/17 02/12/17 2 día(s) 
 FASE INICIO  11/10/17 11/10/17 1 día(s) 
 Reunión definición acta de inicio  09/10/17 10/10/17 2 día(s) 
 Elaboración del Perfil de los requerimientos  11/10/17 11/10/17 1 día(s) 
 Elaboración del Plan de proyecto  11/10/17 11/10/17 1 día(s) 
 FASE ELABORACIÓN  12/10/17 18/10/17 6 día(s) 
 Análisis de los requerimiento  12/10/17 12/10/17 1 día(s) 
 Diseño del modelo entidad relación  13/10/17 15/10/17 2 día(s) 
 Diseño del modelo de clases  16/10/17 17/10/17 1 día(s) 
 Diseño de prototipos  18/10/17 18/10/17 1 día(s) 
 FASE CONSTRUCCIÓN  19/11/17 29/11/17 10 día(s) 
 Datos  27/10/17 27/10/17 1 día(s) 
 Desarrollo de Paquetes SISS   19/10/17 19/10/17 1 día(s) 
           Comunicaciones  27/10/17 27/10/17 1 día(s) 
    Desarrollo de Servicios Web REST   08/11/17 08/11/17 1 día(s) 
           WEB  08/11/17 08/11/17 1 día(s) 
    Registro de Ingreso de Alumnos  27/11/17 27/11/17 1 día(s) 
 Permitir / Denegar Acceso de Alumnos  15/11/17 15/11/17 1 día(s) 
 Registro de Usuarios  17/11/17 18/11/17 2 día(s) 
 Generar Reportes  20/11/17 22/11/17 2 día(s) 
    Elaboración Matriz de Prueba  23/11/17 25/11/17 2 día(s) 
    Elaboración CCP Pase a Producción  26/11/17 29/11/17 3 día(s) 
 FASE DE TRANSICIÓN  30/11/17 01/12/17 3 día(s) 
 Elaboración del manual técnico  30/11/17 30/11/17 1 día(s) 
 Elaboración del manual de usuario  01/12/17 01/12/17 0.5 día(s) 
 Entrega y firma de conformidad  01/12/17 01/12/17 0.5 día(s) 
 Acta de Entrega  01/12/17 01/12/17 1 día(s) 
Riesgos del Proyecto:   2 día(s) 
 Cambios fuera del alcance del proyecto 
 
 Ausencia del personal por accidentes, enfermedades, etc. 
 
 Personal no comprometido con el proyecto  
 
 Tareas fuera de la programación 
  2 día(s) 
  2 día(s) 
Equipo del Proyecto: 
 Javier Solano Baldovino, Jefe de Proyecto 
 Jemmy Bravo Pareja, Analista Programador de Sistemas 




3.1.1.2. Documento de perfil de Requerimientos 
A continuación, se listará los Requerimientos Funcionales y No 
Funcionales del sistema de los datos levantados en las entrevistas y 
reuniones de los usuarios finales: 
- Requerimientos funcionales 
RF01: Registro de Acceso de Alumnos en las 
Instalaciones de la Universidad 
Se requiere de un sistema que permita controlar y registrar el flujo 
peatonal alumnos en las entradas de la universidad  
 El sistema debe permitir registrar los accesos cada vez que 
alumno ingrese a las sedes de la Universidad Tecnológica 
del Perú  
 El sistema deberá activar y desactivar los accesos de 
alumnos para restringir el ingreso a personas no deseadas  
 El sistema debe permitir explotar la información a través 
de reportes para la dirección de servicios universitarios 
(SAE) 
 El Enrolamiento de Alumnos será posible a través del 
ERP PeopleSoft, la información de Alumnos y 
restricciones de acceso se extraerán también del ERP 







- Requerimientos no funcionales 
Usabilidad 
RNF01: Empleo 
 La base de datos principal estará ubicada en el Centro de 
Operaciones y Servicios de la Universidad. SEDE CENTRAL 
 Los representantes del área de operaciones coordinarán con sus 
respectivas áreas técnicas la integración del sistema con otras 
aplicaciones locales pres existentes. 
RNF02: Visualización 
 EL sistema se visualizará sin problemas en los siguientes 
navegadores: Chrome, Mozilla, Explorer, Opera 
 EL sistema será responsivo se podrá visualizar en dispositivos 
móviles, tabletas, etc.  
 El sistema debe brindar un formato de ingreso de información 
rápida legible y entendible para el usuario. 
RNF03: Lenguaje de Programación y Base de Datos 
 El   sistema y servicios web estará desarrollado   con   lenguaje   
de programación C#asp.net arquitectura MVC, base de datos 
SQL server. 
RNF04: Disponibilidad 
 Debe estar disponible 100% en todas las sedes 






 El usuario recibirá capacitación para uso de la herramienta, así 
como las actualizaciones en caso se genere una nueva versión 
del sistema. 
Respaldo y Seguridad 
RNF07: Respaldo de información 
 El área de Operaciones es la encargada de generar el respaldo 
periódico de la información base de datos y custodia de 
fuentes.  
RNF08: Seguridad 
 El acceso de los usuarios al sistema se regirá a las Políticas 
del directorio Activo de la Institución ya que para acceder a 
él al momento de logearse, pasaremos por este control de 
seguridad 
 
3.1.2. Fase de Elaboración 
3.1.2.1.Documento de Análisis y Diseño del Sistema 
La finalidad de este documento es mostrar cómo se procederá 






3.1.2.1.1. Análisis del Sistema 
 Diagrama del Negocio 
Se muestra el proceso Control de ingreso de los Alumnos, en 
el cual nos centraremos para este proyecto: 
Ilustración 18: Proceso de Control de ingreso de Alumnos 
 
Fuente: Elaboración propia 
 
- Especificación Control de ingreso de Alumnos 
Alumno: representa a la persona que viene a la Universidad a 
recibir estudio en la Institución y para acceder a ella tienen que 
registrar su ingreso.  
Punto de Acceso: representa a la plataforma por el cual el Alumno 
podrá hacer su acceso y registrar su ingreso. El flujo comienza 




 El Alumno se dirige al punto de acceso y solicita 
petición de acceso  
 El sistema valida la petición de acceso 
 El sistema registra la petición y envía resultado 
 El Alumno recibe resultado de la petición. 
 
 
- Requerimientos Funcionales 
Tabla 4: Requerimientos Funcionales 
 







- Requerimientos no Funcionales 
Tabla 5: Requerimientos No Funcionales 
 
Fuente: Elaboración propia 
 





Es la actor principal, hará uso del sistema de control 
de acceso a campus 
 
Es la persona encargada de controlar los accesos de 







Persona administrativa que labora en la Institución, 
esta se encargara de explotar la data (Reportes) que 
el sistema proporciona, además se encargara de 
registrar los puntos de acceso para las sedes  
 
Personal de Mesa de Ayuda que se encargara de dar 
los accesos al sistema asignación de roles, además 
activar y desactivar los accesos para que los 
alumnos puedan ingresar a la Universidad 
Fuente: Elaboración propia 
 
 
- Lista de caso de uso del sistema 
 
IDENTIFICADOR 
CASO DE USO CASO DE USO DESCRIPCION 
CUS-01 
 
Proceso   que   realiza el Alumno 
cuando hace su ingreso a las 
sedes de la universidad 
CUS-02 
 
Proceso de inicio, para registrar o 




Proceso que realiza el personal 
administrativo  para  generar  
reportes de ingresos por alumno, 
general y consolidado 
CUS-04 
 
Proceso que realiza el agente de 
MDA para permitir y denegar el 
ingreso de alumnos a los 
ambientes de la universidad. 
Administrativo
Agente MDA









Proceso que realiza el 
personal administrativo  
para matricular puntos 
de acceso en las Sedes 
de la Universidad 
CUS-06 
 
Proceso que se realiza 
para el registro y 
gestión de los usuario 
que harán uso del 
sistema 
Fuente: Elaboración propia 
 
 
- Diagrama general de caso de uso del sistema 
 
Ilustración 19: Diagrama general de casos de uso del sistema  










Caso de uso: CUS05 – Registrar Punto de Acceso 
Actor(es): Administrativo 
Propósito: 
Guardarán datos que permitirán identificar desde que 
puntos de realizo el ingreso del alumno 
Resumen: 
El Administrador podrá registrar los puntos de Acceso 
donde se realizaran las marcaciones de Alumnos 
Requisitos: Puntos de Acceso Activos y operativos 
 
 
Caso de uso: CUS05 – Permitir / Denegar acceso de Alumno 
Actor(es): Agente de MDA 
Propósito: 
Permitir o Denegar el Acceso al Alumno a las 
Instalaciones de la Universidad 
Resumen: 
El Agente de MDA podrá dar de alta el acceso del 
alumno para su ingreso a la Universidad o denegarlo si 
lo requiere 
Requisitos: 
Pertenecer a la Institución y cumplir con las 

















- Modelo Lógico 
 
























- Definición del Sistema 
El diagrama de clases, involucra los objetos principales para el 
modelamiento de los escenarios del negocio, el sistema consta de 
04 paquetes que están representados en el diagrama de la siguiente 
manera: 
Diagrama de Paquetes 
 
Ilustración 20:Diagrama de paquetes del sistema 
 
Paquete de seguridad 
Gestiona y administra los accesos de Usuarios, así como la   
asignación   de   roles para que este pueda navegar de forma 
restringida. 
Paquete de Alumno 
Este paquete tiene las funcionalidades de la gestión de los 
Alumnos, se registra el ingreso de Alumnos, así como activar y 




Paquete de Reportes 
Paquete en el cual se gestionan los reportes que se obtendrán a 
partir de las marcaciones de Alumnos. 
Paquete de Mantenimiento 
Paquete de mantenimiento tiene como finalidad gestionar el 
mantenimiento de las tablas maestras del sistema, para nuestro caso 
el registro de los puntos de Acceso donde se realizarán las 
marcaciones. 
 
3.1.2.1.2. Diseño del Sistema 
 Arquitectura del sistema  
Para el desarrollo de software, seguiremos el patrón de   
arquitectura MVC (MODELO/VISTA/COTROLADOR), 
este patrón separara las capas de desarrollo, que hace más 
fácil su despliegue y mantenimiento del software, además 
hacer uso de las nuevas herramientas tecnológicas. 

































- Diccionario de Datos 
 
Tabla: ALUMNO 
Descripción: Datos del Alumno 
Campo Tipo Longitud Descripción 
IdAlumno char 9 Código de Alumno 
DatosCompletos nvarchar 100 Nombre Completos del Alumno 
dni char 10 Documento principal de Alumno  
IdTarjeta char 10 Código de Tarjeta de Proximidad 
IdEstado bit 1 Identificador Activo/Inactivo 
Institution nvarchar 10 Código Unidad de Negocio 
ACAD_CAREER nvarchar 20 Código Carrera Opcional 
STRM nvarchar 20 Código periodo Activo Opcional 
EMPLID char 11 Código único de Persona PeopleSoft 
FecIni date 3 Fecha Inicio Periodo Activo 
FecFin date 3 Fecha Fin Periodo Activo 
DESCRSHORT nvarchar 100 Descripción de Ciclo Lectivo 
SEX char 1 Sexo de Alumno M/F 
















Descripción: Registro de Marcaciones 
Campo Tipo Longitud Descripción 
Id_Marcacion int 4 Código único de Marcación 
IdPtoAcceso char 5 Código identicador del dispositivo que se realizó la marcación 
IdCampus char 5 Código de Campus 
IdAlumno char 9 Código de Alumno 
dni char 10 DNI de Alumno 
IdTarjeta char 10 Código de Tarjeta de Proximidad 
FecMarcacion datetime 8 Fecha en que se realizó el ingreso 
IdEstadoAcceso bit 1 Código que identifica si el Alumno hizo o no su ingreso a la Instalación 
Edificio nvarchar 40 Código de Edificio 




Descripción: Tabla de unidad de negocio 
Campo Tipo Longitud Descripción 
CodUni int 4 Código unidad de Negocio 
Institution varchar 10 Descripción Unidad de Negocio 
UserRegistro varchar 30 Usuario de Registro 
FechaRegistro datetime 20 Fecha de Registro 











Descripción: Tabla de Campus de la Universidad 
Campo Tipo Longitud Descripción 
IdCampus int 4 Código Campus 
CodUni varchar 10 Código Unidad de Negocio 
Descripcion varchar 50 Descripción de Campus 
FechaRegistro datetime 20 Fecha de Registro 
UserRegistro varchar 30 Usuario de Registro 
 
Tabla: EDIFICIO 
Descripción: Tabla de Edificio 
Campo Tipo Longitud Descripción 
IdEdificio int 4 Código de Edificio 
IdCampus varchar 10 Código del Campus 
Descripcion varchar 50 Descripción de Edificio 
FechaRegistro datetime 20 Fecha de Registro 
UserRegistro varchar 30 Usuario de Registro 
 
Tabla: PTOACCESO 
Descripción: Tabla de puntos de acceso donde se realizaran los ingreso de Alumno 
Campo Tipo Longitud Descripción 
IdPtoAcceso int 4 Código de Punto de acceso 
IdTipo varchar 10 Código del tipo de acceso 
Nro varchar 50 Numero de secuencia 
IP varchar 30 Segmento de IPV4 que se le asignara 
IdEdificio int 4 Código de Edificio 
FechaRegistro datetime 20 Fecha de Registro 














Descripción: Tabla de Edificio 
Campo Tipo Longitud Descripción 
IdTipo int 4 Código de Tipo de Acceso 
Descripcion varchar 50 Descripción de Punto de Acceso 
FechaRegistro datetime 20 Fecha de Registro 




Descripción: Datos del Usuario que tendrá acceso al aplicativo 
Campo Tipo Longitud Descripción 
CodUsu int 4 Código usuario 
Usuario varchar 50 Usuario de acceso 
EmpIde varchar 13 Código Empleado PeopleSoft 
CodEmp varchar 6 Código UTP Empleado 
ApePat varchar 30 Apellido Paterno 
ApeMat varchar 30 Apellido Materno 
EmpNom varchar 30 Nombre usuario 
CodRol int 4 Código Rol 
CodUni int 4 Código Unidad de Negocio 
IdCampus int 4 Código Campus 
IdEdificio int 4 Código Edificio 
lEstUsu bit 1 Estado de usuario 
UserUpd int 4 Usuario de Registro 









Descripción: Tabla de unidad de negocio 
Campo Tipo Longitud Descripción 
IdRol int 4 Código Rol 
DesRol varchar 10 Descripción del Rol 
UserRegistro varchar 30 Usuario de Registro 
FechaRegistro datetime 20 Fecha de Registro 




Descripción: Tabla de Errores 
Campo Tipo Longitud Descripción 
CodError int 4 Código Error 
Accion varchar 10 Acción del Error 
ErrNum int 11 Error Numero 
 
ErrMen varchar 800 Error Mensaje 
FechaRegistro datetime 20 Fecha de Registro 
 
Adicional: 
Procedimientos y Funciones: 
name type type_desc 
PROC_D_MARCACION P SQL_STORED_PROCEDURE 
PROC_S_EDIFICIO P SQL_STORED_PROCEDURE 
PROC_VALIDATEM P SQL_STORED_PROCEDURE 
PROC_D_CORREO P SQL_STORED_PROCEDURE 
PROC_U_Parametria_general P SQL_STORED_PROCEDURE 
PROC_U_MARCACIONES P SQL_STORED_PROCEDURE 
PROC_U_CORREO P SQL_STORED_PROCEDURE 




PROC_S_Parametrizacion_login P SQL_STORED_PROCEDURE 
PROC_S_Parametria_general P SQL_STORED_PROCEDURE 
PROC_S_MARCACIONES P SQL_STORED_PROCEDURE 
PROC_S_CORREO P SQL_STORED_PROCEDURE 
PROC_I_Parametria_general P SQL_STORED_PROCEDURE 
PROC_I_MARCACIONES P SQL_STORED_PROCEDURE 
PROC_I_CORREO P SQL_STORED_PROCEDURE 
PROC_D_MARCACIONES P SQL_STORED_PROCEDURE 
PROC_CargaDataAlumno P SQL_STORED_PROCEDURE 
PROC_S_ALUMNO P SQL_STORED_PROCEDURE 
PROC_S_LISTALUMNO P SQL_STORED_PROCEDURE 
PROC_U_ALUMNO P SQL_STORED_PROCEDURE 
PROC_S_MARCAS P SQL_STORED_PROCEDURE 
PROC_S_MAR_DETALLE P SQL_STORED_PROCEDURE 
PROC_S_MAR_CONSOLIDADO P SQL_STORED_PROCEDURE 
PROC_D_USUARIO P SQL_STORED_PROCEDURE 
PROC_I_USUARIO P SQL_STORED_PROCEDURE 
PROC_S_Rol P SQL_STORED_PROCEDURE 
PROC_S_SEDE P SQL_STORED_PROCEDURE 
PROC_S_UNIDAD P SQL_STORED_PROCEDURE 
PROC_S_Usuario P SQL_STORED_PROCEDURE 
PROC_U_USUARIO P SQL_STORED_PROCEDURE 
FN_Split FN SQL_SCALAR_FUNCTION 
 
 
Reglas: La Etiqueta ID es unica 
Llaves Primarias: IdMarcaion, IdAlumno, IdRol, IdUnidad, CodUsuario, 
IdPtoAcceso, IdEdificio, IdCampus, CodError 






- Prototipos del Sistema: 
Login: 
 









   
- Diagrama de Secuencia 
Se realizará la representación gráfica a través de los diagramas de 
secuencia de los siguientes procesos: Registro de Ingresos de 
Alumnos, Registro de Usuarios, Permitir Denegar acceso de 
Alumno, Generación de Reportes, este punto tiene como propósito 













Ilustración 21: Diagrama de secuencia de registro de ingreso de Alumnos 
 
Diagrama de secuencia de creación de usuarios 
 
 




Diagrama de secuencia Generar Reportes 
 
 




Diagrama de secuencia Permitir y Denegar acceso de Alumnos 
 






3.1.2.1.3. Vista de Implementación 
La vista de implementación seguirá el patrón de diseño MVC 
(Modelo/Vista/Controlador). Esta arquitectura separa nuestro 
proyecto en distintas capas de desarrollo, la que hace más fácil 
su mantenimiento y despliegue de la aplicación. 
 






Capa de Presentación (Vista), usaremos herramientas que 
el Visual Studio ofrece que es código razor para escribir en 
las vistas además de los front-end HTML, Js, Ajax, JQuery, 
y las librerías de bootstrap. 
Capa lógica del Negocio (Control), se definen las 
funciones que serán invocadas desde el controlador para 
luego hacer las peticiones hacia la capa de datos. 
Capa de Datos (Modelo), usaremos las herramientas que 
Visual Studio nos proporciona, para este caso usaremos 
Entity Data Model para conectarnos y acceder a los objetos 






3.1.2.1.4. Vista de Despliegue 
 
Ilustración 26: Vista de despliegue 
 
 
1. Extrae Datos del ERP a través de un Job para mantener actualizada la Tabla 
Alumno SQL server  
2. Comunicación Entre la Base de Molinetes SQL Server, Servicio Web, Aplicativo 









3. Comunicación para realizar la actualización de la base de datos de Molinetes 
SQLITE 
4. Comunicación para recibir la Información de las Marcaciones de alumnos y luego 
estas sean enviadas a la Base de Datos central SQL SERVER 









PROGRAMACION Y PRUEBAS FUNCIONALES REGISTRO DE 
MARCACIÓN DE ALUMNOS / PERMITIR Y DENEGAR ACCESO 
DE ALUMNOS. 
II 
PROGRAMACION Y PRUEBAS FUNCIONALES DEL MÓDULO 
DE SEGURIDAD 
III 
PROGRAMACION Y PRUEBAS FUNCIONALES DEL MÓDULO 
DE REPORTES 
 

















3.1.3.1.Casos de Prueba 






MATRIZ DE CASOS DE PRUEBA – DESARROLLO 
 





OK   
0 Aplicación A093-Sistema de Control de Ingreso al Campus (Molinetes) Módulo 
A093-01-Sistema de 
Control de Ingreso al 
Campus 
Jefe Proyecto Javier Solano No OK   
Tipo Solicitud Requerimiento Zendesk <Código Zendesk> Programador Jemmy Bravo Pendiente   
Desc. Solicitud Registro de Marcación de Alumnos  Área Sol. Servicios Universitarios Usuario Resp. Julio Abril 
No 
Aplica   
 








               
Tipo Plataforma Requerimiento / Incidencia 
Tipo  
Prueba Obligatorio Nro. CP 
Descripción 
CP 

















ios de la 
Prueba 













<Dato1> OK OK OK  10/11/2017  1 min  YLUNA  Ninguna 
Esperar 
Resultado <Dato2> OK OK OK  10/11/2017  1 min 
 YLUN
A  Ninguna 
Web 
<Descripción 
del RF o 
Incidencia> 





sistema Código o 
DNI  
<Dato1> 
OK OK OK 10/11/2017 2 min YLUNA Ninguna 
Esperar 
Resultado de 





















































MATRIZ DE CASOS DE PRUEBA – DESARROLLO 
 
 






OK   
0 Aplicación A093-Sistema de Control de Ingreso al Campus Módulo 
A093-01-Sistema de 
Control de Ingreso al 
Campus 
Jefe 
Proyecto Javier Solano No OK   
Tipo Solicitud Requerimiento Zendesk <Código Zendesk> Programador Jemmy Bravo 
Pendient
e   
Desc. Solicitud Gestión de Usuarios Área Sol. Servicios Universitarios 
Usuario 
Resp. Julio Abril García 
No 
Aplica   
 










               




























os de la 
Prueba 
Web 






<Paso1> <Dato1>               
      <Paso2> <Dato2>               
      <Paso3> <Dato3>               
Web <Descripción del RF o Incidencia> 
Funcionale
s Sí 1 
<Descripció











































MATRIZ DE CASOS DE PRUEBA – DESARROLLO 
 
 
           
Status 
Genera
l de  
Prueba
s 
OK   
0 Aplicación A093 Sistema de Control Acceso C. Módulo A093-01 Jefe Proyecto Javier Solano No OK   
Tipo Solicitud Requerimiento Zendesk <Código Zendesk> Programador Jemmy Bravo 
Pendient
e   
Desc. Solicitud Reportes Asistentes a los Campus Área Sol. Servicios Universitarios 
Usuario 
Resp. Julio Abril García 
No 
Aplica   
 










               




























os de la 
Prueba 
Web 






<Paso1> <Dato1>               
      <Paso2> <Dato2>               
      <Paso3> <Dato3>               
Web 
<Descripción 
del RF o 
Incidencia> 
Funcionale
s Sí 1 
<Descripció
n del Caso 
de Prueba> 
<Paso1> <Dato1> 



























3.1.4. Fase de Transición 
En esta fase se realiza la puesta en producción del sistema, con las pruebas 
funcionales respectivas validadas por el usuario, se desarrolla la matriz de 
pruebas, se documenta el CCP para el pase a producción, en esta fase 
también se realiza la capacitación a los usuarios para el uso del sistema. 
 
3.1.4.1.Documento de Control de Cambio a Producción 
Es un documento que sirve como guía de instalación del sistema, 
especifica también los requisitos mínimos de hardware que este 
necesita, además detalla paso a paso para la puesta en marcha en 
producción de manera satisfactoria Anexo 6. 
 
3.1.4.2.Manual de Usuario 
Este documento tiene la finalidad de instruir al usuario sobre el uso 
de las funcionalidades del sistema, donde se detallan a través de 
pasos cada una de las actividades que se realizan en ella ver Anexo: 

















GUIA DE USUARIO 
 
Login usuario 













Rol Agente Seguridad 










































































































3.1.4.3.Acta de Capacitación 
Este documento evidencia las capacitaciones que se realizan a los 
usuarios, sobre algún tema específico relacionado a las 
funcionalidades del sistema, indica el tema a tratarse e identifica a 





ACTA DE CAPACITACIÓN 
 
Nombre del proyecto Sistema de Control de Acceso de Alumnos 
Siglas del Proyecto SISACCES v1.0 
Lugar Natalio Sánchez Piso 8 Jesús María 
Fecha  
Hora Inicio  09:00 am Hora fin  11:00 am 
 
Asunto 
Capacitación del Sistema de Control de Acceso de Alumnos 
 
Responsable de la capacitación 
Analista Programador: Jemmy Jesús, Bravo Pareja 
 
Temas tratados en la capacitación 
1 Funcionamiento del Sistema de Predios: 
- Registro de ingreso de Alumnos 
- Validar Controles de Seguridad  
- Permitir y denegar Acceso de Alumnos 
- Gestión de Usuario 
- Reportes Generales 
Participantes 
Nro. Datos Completos Área Puesto Firma 
01 Julio Abril Davis García SAE Jefe  
02 Jesús Ato Seguridad Supervisor  
03 Vicente Rodríguez Mantenimiento Supervisor  
 
3.1.4.4.Acta de Entrega 
En este documento se plasma la conformidad por parte del usuario 
aceptando las funcionalidades del sistema, además se establecen 
acuerdos por ambas partes (Sistemas / Usuario final) 





ACTA DE ENTREGA  
 
 
Nombre del proyecto Sistema de Control de Acceso de Alumnos 
Abreviatura del Sistema SISACCES v1.0 








1. Validación de la Solución 
2. Instrucción en el manejo del Sistema 
3. Aceptación del Cliente de las funcionalidades del sistema 
 
 











N° Acuerdo Responsable 
1 Control de Ingreso de Alumnos  Julio David Abril García 
2 Permitir y Denegar Acceso de Alumnos Julio David Abril García 
3 
Habilitar puntos de acceso para realizar 
marcas 
Vicente Rodríguez 
4 Extracción de Reportes generales Julio David Abril García 
________________________ 
Julio Abril García 
Jefe de la Dirección Servicios Universitarios 
________________________ 
Jemmy Bravo Pareja 
Analista Programador 
_____________________________________ 
Ing. Javier Solano Baldovino 




3.1.5. Desarrollo de la Gestión de Proyectos: 
3.1.5.1. Gestión del Alcance 
Permitirá desarrollar la estructura de desglose del proyecto 
(EDT), esta nos ayudará a tener una visión clara sobre la 
estructura de los entregables del proyecto. 
La EDT, divide el trabajo por niveles para una mayor eficacia en 
su gestión y ejecución, esto contribuirá al equipo a entender la 
ruta del proyecto.  




3.1.5.2.  Gestión de Tiempo 
Describe secuencia de tareas y actividades que se realizaran 
durante el proyecto, así como la determinación de las 
dependencias que existen entre ellas, además describe los 
recursos que serán asignados a cada una de estas, todo ello estará 
descrito en el (Cronograma del proyecto Anexo 9) 
 
3.1.5.3. Gestión de Recursos Humanos 
Está conformado por las personas que integran el Equipo del 
proyecto acompañado por su cargo en el Proyecto. 
 


















3.1.5.4. Gestión de las Comunicaciones 
Recopila, planifica la información de los requisitos y necesidades 
de los involucrados en el proyecto, con la finalidad de tener una 
comunicación eficaz y efectiva, esta se plasma a través de la matriz 
de comunicaciones, determinando los canales de comunicación y 
su periodicidad. 
Tabla 7:Matriz de gestión de las comunicaciones 
 
3.1.5.5. Gestión de Riesgo 
Permitirá realizar la identificación y el análisis de las posibles 




poder así mediante un plan reducir el impacto que esta pueda 
generar. 
En el siguiente cuadro mostramos los riesgos más comunes que se 








b. Matriz de riesgo 












Con la implementación del nuevo sistema lograremos lo siguiente:  
 
Resultado 1.  Reducir el tiempo del flujo de ingreso de Alumnos a las Sedes de la  
Universidad 
 
 Control de Ingreso Por Molinetes 





 Control de Ingreso por Terminal PC controlado por Vigilancia 


















Resultado 2. Definir controles de Seguridad y/o restricciones de acceso para el 
Alumnado  
Lento 15 -20 
(segundos)
30%
Muy Lento 21 - 90 
(segundos)
70%
Recuento de P1. ¿Antes de la implementación del 
sistema, ¿Como calificaría usted el tiempo que le 
tomaba validar el ingreso de un Alumno a la Sede?
Lento 15 -20 (segundos)
Muy Lento 21 - 90 (segundos)
Normal 5 -10 
(segundos)
20%
Rapido 1 - 2 
(segundos)
80%
Recuento de P2. Actualmente con la implementación 
del sistema ¿Como calificaría usted el tiempo que le 
toma en registrar y validar el ingreso del Alumno a la 
Sede? 
Normal 5 -10 (segundos)




 Permitir y Denegar Acceso de Alumnos 
 
 
Las restricciones se manejan en el proceso en lote que corre a diario y actualiza la tabla 

















































































RECUENTO DE P3.  ANTES DE LA IMPLEMENTACIÓN 
DEL S ISTEMA ¿EXISTÍA CONTROLES PARA 





RECUENTO DE P4.  ¿ACTUALMENTE CON LA 
IMPLEMENTACION DEL S ISTEMA, EXISTE 

























CASOS REPORTADOS sistema anterior 2017-3 
vs 
sisema actual 2018-2
















































Lento 20 -60 
(minutos)
40%Muy Lento 61 -180 
(minutos)
60%
Recuento de P5. Antes de la implementación del 
sistema ¿Cuanto tiempo le tomaba preparar un 
reporte de los Alumnos asistentes a la Universidad?
Lento 20 -60 (minutos)




Muy Rapido 11 -30 
(minutos)
20%
Recuento de P6. ¿Actualmente con la 
implementacion del sistema, ¿Cuanto tiempo le 
toma extraer un reporte de los Alumnos asistentes a 
la Universidad? 
Normal 2-10(minutos)






4.2.1. Gestión de los costos 
Plasma y determina la cantidad de recursos financieros empleados en la 
participación de todo el proyecto basada en el EDT, En este punto 
podemos tener un estimado de cuanto costo implementar el proyecto 
además de los beneficios financieros que esta pueda generar en un lapso 
de tiempo. 
Incluye los siguientes costos:  recursos humanos, materiales, equipos y 
redes de comunicación, servicios e instalaciones, otros. 
a. Costeo de Servicios y Equipamiento: 
HARDWARE (EQUIPOS Y REDES DE COMUNICACIÓN)  
PC/SERVER COSTO UNIT 
COSTO 
TOTAL/INSTAL - TOTAL 
5 2,000 S/. 1,000 - S/. 11,000 
MOLINETES (*) COSTO UNIT 
COSTO 
TOTAL/INSTAL -  
2 S/. 9,500 2,400 - S/. 21,400 
CONECTIVIDAD 
SWICH CABLEADO RJ45 & JACK & CABLE - TOTAL 
S/. 280 S/. 150 - S/. 430 
COMUNICACIONES  
EQUIPO ANEXO SERVICIO INTERNET  - - TOTAL  
S/.500 S/. 160  - - S/. 660 
SOFTWARE (ANALISIS, DISEÑO & DESARROLLO)  
WIN + OFFICE ANTIV LENGUAJE PROG / VISUAL STUDIO 
DATA BASE  
/SQL SERVER TOTAL  
S/. 1, 600 S/. 32.00 S/. 300 S/. 300 S/. 2,232 
 
(*) El Cálculo de los costos de Molinetes peatonales, es un estimado en base a la 














DIAS MONTO POR MES %ESFUERZO 
MONTO POR DIAS 
% ASIGNADO  
JEFE DE PROYECTO S/ 9, 000 S/ 37.50 8 S/ 300 30 S/ 9,000 70% S/ 6,300 
ANALISTA/ 
PROGRAMADOR  S/ 6, 000 S/ 25.00 8 S/ 200 30 S/ 6,000 30% S/ 1,800 
ANALISTA  S/ 4, 000 S/ 16.60 8 S/ 133.33 30 S/ 4,000 70% S/ 2,800 




















DIAS MONTO POR MES %ESFUERZO 
MONTO POR DIAS 
% ASIGNADO  
JEFE DE PROYECTO S/ 9, 000 S/ 37.50 8 S/ 300 30 S/ 9,000 40% S/ 3,600 
ANALISTA/ 
PROGRAMADOR S/ 6, 000 S/ 25.00 8 S/ 200 30 S/ 6,000 70% S/ 4,200 
ANALISTA  S/ 4, 000 S/ 16.60 8 S/ 133.33 30 S/ 4,000 60% S/ 2,400 
MONTO TOTAL  S/19,000   S/ 10,200 






DIAS MONTO POR MES %ESFUERZO 
MONTO POR DIAS 
% ASIGNADO  
JEFE DE PROYECTO S/ 9, 000 S/ 37.50 8 S/ 300 30 S/ 9,000 30% S/ 2,700 
ANALISTA/ 
PROGRAMADOR S/ 6, 000 S/ 25.00 8 S/ 200 30 S/ 6,000 50% S/ 3,000 
ANALISTA  S/ 4, 000 S/ 16.60 8 S/ 133.33 30 S/ 4,000 50% S/ 2,000 




Tabla 9. Flujo de caja inversión del proyecto 
 













MES 0 MES 1 MES 2 MES 3
Curva_S (Costo vs Tiempo)
Flujo de caja EGRESO DEL PRESUPUESTO DEL 
PROYECTO 
MESES 
0 1 2 3 
      
INGRESOS     
OTROS INGRESOS  - - - 
      
EGRESOS     
     INVERSION     
     GASTO GENERAl     
     EQUIPOS  Y OTROS S/35,722    
    RECURSOS HUMANOS     
JEFE DE PROYECTO  S/6,300 S/3,600 S/2,700 
ANALISTA/PROGRAMADOR  S/1,800 S/4,200 S/3,000 
ANALISTA  S/2,800 S/2,400 S/2,000 
TOTAL PRESUPUESTO EGRESO S/ 35,722 S/10,900 S/10,200 S/7,700 
TOTAL ACUMULADO S/. 35,722 S/. 46,622 S/. 56,822 S/. 64,522 
Mes  0 Mes  1 Mes  2 Mes  3 




Pago por tercero por mes 
Personal Vigilancia S/. 2,200.00 
 
Actualmente se paga por 2 agentes de seguridad, pero con la implementación del 
sistema solo contaremos con 1 para las validaciones y controles, lo cual en ahorro de 
costo significaría: 
Inversión: S/. 64.522 
SUELDO MESES ACUMUADO RETORNO 
S/. 2,200.00 1 S/. 2,200.00 -S/. 62,322.00 
S/. 2,200.00 2 S/. 4,400.00 -S/. 60,122.00 
S/. 2,200.00 3 S/. 6,600.00 -S/. 57,922.00 
S/. 2,200.00 4 S/. 8,800.00 -S/. 55,722.00 
S/. 2,200.00 5 S/. 11,000.00 -S/. 53,522.00 
S/. 2,200.00 6 S/. 13,200.00 -S/. 51,322.00 
S/. 2,200.00 7 S/. 15,400.00 -S/. 49,122.00 
S/. 2,200.00 8 S/. 17,600.00 -S/. 46,922.00 
S/. 2,200.00 9 S/. 19,800.00 -S/. 44,722.00 
S/. 2,200.00 10 S/. 22,000.00 -S/. 42,522.00 
S/. 2,200.00 11 S/. 24,200.00 -S/. 40,322.00 
S/. 2,200.00 12 S/. 26,400.00 -S/. 38,122.00 
S/. 2,200.00 13 S/. 28,600.00 -S/. 35,922.00 
S/. 2,200.00 14 S/. 30,800.00 -S/. 33,722.00 
S/. 2,200.00 15 S/. 33,000.00 -S/. 31,522.00 
S/. 2,200.00 16 S/. 35,200.00 -S/. 29,322.00 
S/. 2,200.00 17 S/. 37,400.00 -S/. 27,122.00 
S/. 2,200.00 18 S/. 39,600.00 -S/. 24,922.00 
S/. 2,200.00 19 S/. 41,800.00 -S/. 22,722.00 
S/. 2,200.00 20 S/. 44,000.00 -S/. 20,522.00 
S/. 2,200.00 21 S/. 46,200.00 -S/. 18,322.00 
S/. 2,200.00 22 S/. 48,400.00 -S/. 16,122.00 
S/. 2,200.00 23 S/. 50,600.00 -S/. 13,922.00 
S/. 2,200.00 24 S/. 52,800.00 -S/. 11,722.00 
S/. 2,200.00 25 S/. 55,000.00 -S/. 9,522.00 
S/. 2,200.00 26 S/. 57,200.00 -S/. 7,322.00 
S/. 2,200.00 27 S/. 59,400.00 -S/. 5,122.00 
S/. 2,200.00 28 S/. 61,600.00 -S/. 2,922.00 
S/. 2,200.00 29 S/. 63,800.00 -S/. 722.00 
S/. 2,200.00 30 S/. 66,000.00 S/. 1,478.00 
S/. 2,200.00 31 S/. 68,200.00 S/. 3,678.00 
S/. 2,200.00 32 S/. 70,400.00 S/. 5,878.00 
S/. 2,200.00 33 S/. 72,600.00 S/. 8,078.00 
S/. 2,200.00 34 S/. 74,800.00 S/. 10,278.00 






Después de la implementación del sistema de control de acceso a los campus de 
la Universidad Tecnológica del Perú, se puede llegar a las siguientes conclusiones 
alineadas a los objetivos del proyecto. 
 
- La primera conclusión está relacionada en la mejora y control del flujo de 
ingreso de estudiantes en la universidad, como se puede evidenciar el registro 
de la información de los ingresos de alumnos se realiza de forma oportuna 
rápida y segura, sin que esta produzca colas en el ingreso hacia las sedes de 
la Universidad. 
 
- Con la implementación del sistema se logró cubrir las brechas de seguridad 
que existían al momento del ingreso de personas no deseadas en la 
universidad, con el cual se ve reflejado en el gráfico de casos reportados con 
respecto a periodos antes y después de la implementación  
 
- Finalmente podemos concluir que, tener reportes a nuestro alcance de forma 
rápida y con información actualizada, ayuda al personal administrativo a 
tomar decisiones acertadas y confiables ante los incidentes y casos 
reportados.  
 
Importante mencionar que este punto las incidencias de Robo y Suplantación 







Basero Meneses , A., & Vargas Garcia, C. (2016). Diseño e implementación de un prototipo para 
el control de Acceso en la sede de ingenieria de la Universidad Distrital Francisco Jose 
de Caldas mediante el uso de torniquetes controlados por carnet con tecnología NFC y 
lestor biométrico de huella dactilar. Universidad Distrital Francisco Jose Caldas , 
Facultad de ingenieria., Colombia. 
Cavoukian , A. (2011). Mobile Near Field Comunications Keep it. Canada: Secure & Private. 
Gates, B. (07 de 05 de 2019). Obtenido de SQL Serves Integration Services : 
https://docs.microsoft.com/es-es/sql/integration-services/sql-server-integration-
services?view=sql-server-2017  
IBM. (2019). What is a web service? Obtenido de 
https://www.ibm.com/support/knowledgecenter/en/SSGMCP_5.3.0/com.ibm.cics.ts.
webservices.doc/concepts/dfhws_definition.html 
J, G. (2015). SQL Server 2014, transact SQL. Bracelona, España: ENI. 
Kruchten, P. (1999). The Rational Unified Process An Introduction Third Edition. Addison 
Wesley. 
Martin Fowler, K. S. (1999). UML gota a gota. Adisson Wesley. 
Morales Tejada , D. S. (2012). Prototipo de Control de Acceso Peatonal al Campus de la 
Corporación Universitaria Lasallista. Universidad Distrital Lasallista, Faculta de 
Ingenieria, Colombia. 
Oracle. (2018). Oracle Fact Sheet: Powering a World of Possibilities. Obtenido de 
https://www.oracle.com/pe/a/ocom/docs/oracle-fact-sheet-spanish.pdf 
Oracle. (s.f.). PeopleSoft Campus Solutions. Obtenido de 
http://www.oracle.com/partners/esa/products/industries/peoplesoft-campus-
solutions/overview/index.html 
Oracle. (s.f.). PeopleSoft Information Portal. Obtenido de http://www.peoplesoft92.com/ 
Peltier, T. R. (2014). Information Security Fundamentals (2da ed.). Estados Unidos: Taylos & 
Frances. 
Pressman, R. S. (2010). Ingenieria del Software Enfoque Practico 7ma Edición. Mcgraw Hill. 
Sedgewick, R. (1984). Algorithms.  
Sedgewick, R. (1984). Algorithms. Estados Unidos: ACM. 
StarUML. (Marzo de 2018). Basic Concepts. Obtenido de https://docs.staruml.io/user-
guide/basic-concepts 
Vadillo Olmo, F. J., & Menéndez Prieto, M. D. (2013). Sistemas de información y gestión del 














































Siglas del Proyecto  
Lugar  
Fecha  
Hora Inicio  Hora fin  
Objetivo del Proyecto: 
 
Alcance del Proyecto: 
 
Requerimientos del Proyecto: 
 
STAKEHOLDER del Proyecto: 
 
Cronograma del Proyecto: 
Hito Fecha Inicio Fecha Fin duración 
    
    
    
    
    
Riesgos del Proyecto:   2 día(s) 
 
  2 día(s) 








Especificación de Requerimientos de Software 
Datos Generales: 
Código del Proyecto:   
Nombre del Proyecto:   




1. 1 Objetivos: 
 
 
1. 2 Alcance: 
 
 
1. 3 Referencia: 
 
 
2. Requerimientos específicos: 
2. 1 Requerimiento Funcionales: 
 
 
2. 1 Requerimiento No Funcionales: 
 
 
3. Capacitación y Mantenimiento 
 
 
4. Respaldo y Seguridad 
 
5. Control de documentos 
Elaborado por:   Fecha:   







Requerimiento Técnico Funcional RTF  
 
ID Nombre Descripción  Prioridad RTP  Responsable Estado Comentarios 
SISTEMA     
FUNCIONALIDADES GENERALES     
RF01       
RF02       
RF03       
RF04       







Anexo 4: Matriz de Prueba 
 
MATRIZ DE CASOS DE PRUEBA – DESARROLLO 
 
 
           
Status 
Genera
l de  
Prueba
s 
OK   
0 Aplicación <Aplicación> Módulo <Módulo> Jefe Proyecto <Jefe de Proyecto> No OK   
Tipo Solicitud <Tipo de Solicitud> Zendesk <Código Zendesk> Programador <Programador> 
Pendient
e   
Desc. Solicitud <Nombre de Proyecto, Requerimiento o Incidencia> Área Sol. <Área Solicitante> 
Usuario 
Resp. <Usuario Responsable> 
No 
Aplica   
 















               



























os de la 
Prueba 
Web 






<Paso1> <Dato1>               
      <Paso2> <Dato2>               
      <Paso3> <Dato3>               
Web <Descripción del RF o Incidencia> 
Funcional
es Sí 1 
<Descripci



























campos en amarillo deben ser llenados por el 
jefe de proyecto  
Resultado de la Evaluación: 
  
ASSESSMENT DE BASE DE 
DATOS 
 
Nro assessment   
   
Nro CCP   
   
Nro ticket   
   
Fecha de envio 04/12/2017 
   
Fecha de revision   
   
Fecha de aprobación   
   
A ser llenado por el Jefe de Proyecto 
Motor de base de 
datos 
ORACLE    
Servidor Producción 10.23.1.57    
BD productiva CS90PRD    
BD pruebas CS90DEV    
Tipo de cambio requerimiento    
     







nivel de prioridad bajo       
tipo de cambio? 4) delete       
se adjuntan querys? si       
numero de querys a 
revisar 
1     
  
las querys hacen access 
full? 
no     
  
se crearón indices? no       
escribir en 
observaciones los 
nombres de las tablas y 
nombre de indices 
aplica     
  
las querys cumplen los 
estandares de base de 
datos 





Anexo 6:  
       Control de Cambios – Producción 
No.  
1. Seguridad 
Riesgo del cambio:  
Impacto en el negocio:  
Se requiere 
comunicación: (*) SI  NO  




(*) El comunicado debe ser enviado días previos al cambio, como mínimo dos veces. 
 
2. Custodia de Fuentes 
Requiere custodia: (*) SI  NO  
Ruta custodia: (**)  
Observaciones:  
(*)   Para ser llenado por el solicitante del CCP 
(**) Para ser llenado por el Ejecutor del CCP 
 
3. Especificaciones de objetos  












TIPO (Cant) Scripts  Vistas  Otros  
Detalle*    




4. Solicitud de Cambio  
Ambiente: Producción 
Origen del Cambio: Proyecto  Requerimiento  Incidente  
Tipo de CCP Urgente  Express  Normal  
Prioridad del cambio: Alto  Medio  Bajo  
Riesgo Alto  Medio  Bajo  
Impacto Alto  Medio  Bajo  
Descripción del 
Cambio:  
Sistema: (*)  
Solicitante-GS:  Área Solicitante:  
Dueño del App:  Ticket Nro.:  









Arquitectura SW  
Assessment 
Arquitectura HW  
Assessment Segurinfo  Assessment Base de Datos  
(*)   Solo un sistema por CCP. 
(**) Si/ No Fuentes Proporcionado por Producción antes del inicio del desarrollo.  
 
5. Descripción  
Usuarios afectados:  





















ejecución:  Duración:  












PD:- El área responsable de la ejecución deberá de confirmar a todos los interesados la culminación de la ejecución del CCP, con la 





ACTA DE CAPACITACIÓN  
 
Nombre del proyecto  
Siglas del Proyecto  
Lugar  
Fecha  





Responsable de la capacitación 
 
 








N° Datos Completos Area Puesto Firma 
01     
02     
03     
04     









ACTA DE ENTREGA  
 
 
Nombre del proyecto  
Siglas del Proyecto  
Lugar  






























N° Acuerdo Responsable 
2   
3   
4   
________________________ 
Firma Representante Sistemas 
________________________ 
Firma Usuario Final 
 
_____________________________________ 





Actividades Comienzo Fin Duración 
oct-17 nov-17 dic-17 
09 al 15  16 al 22 23 al 27 06 al 12 13 al 19 20 al 26 27 al 30 04 al 07 
L M X J V S D L M X J V S D L M X J V S D L M X J V S D L M X J V S D L M X J V S D L M X J V S D L M X J V S D 
   IMPLEMENTACION 01/12/2017 02/12/2017 2 día(s)                                                            
 · FASE INICIO 09/10/2017 13/10/2017 5 día(s)                                                               
   Reunión definición acta de inicio 09/10/2017 10/10/2017 2 día(s)                                                            
   Elaboración del Perfil de los 
requerimientos 11/10/2017 11/10/2017 1 día(s)                                                           
   Elaboración del Plan de proyecto 12/10/2017 13/10/2017 2 día(s)                                                            
   FASE ELABORACIÓN 12/10/2017 18/10/2017 6 día(s)                                                                 
   Análisis de los requerimiento 12/10/2017 12/10/2017 1 día(s)                                                           
   Diseño del modelo entidad relación 13/10/2017 15/10/2017 3 día(s)                                                             
   Diseño del modelo de clases 16/10/2017 17/10/2017 2 día(s)                                                            
   Diseño de prototipos 18/10/2017 18/10/2017 1 día(s)                                                           
   FASE CONSTRUCCIÓN 19/10/2017 29/11/2017 23 día(s)                                                                                             
   Datos 24/10/2017 27/10/2017 4 día(s)                                                              
   Desarrollo de Paquetes SISS  19/10/2017 20/10/2017 2 día(s)                                                            
   Comunicaciones 27/10/2017 27/10/2017 1 día(s)                                                           
   Desarrollo de Servicios Web REST  08/11/2017 08/11/2017 1 día(s)                                                           
   WEB 08/11/2017 08/11/2017 1 día(s)                                                           
   Registro de Ingreso de Alumnos 27/11/2017 27/11/2017 1 día(s)                                                           
   Permitir / Denegar Acceso de Alumnos 15/11/2017 15/11/2017 1 día(s)                                                           
   Registro de Usuarios 17/11/2017 18/11/2017 2 día(s)                                                            
   Generar Reportes 20/11/2017 22/11/2017 3 día(s)                                                             
   Elaboración Matriz de Prueba 23/11/2017 25/11/2017 3 día(s)                                                             
   Elaboración CCP Pase a Producción 26/11/2017 29/11/2017 4 día(s)                                                              
 · FASE DE TRANSICIÓN 30/11/2017 01/12/2017 3 día(s)                                                            
   Elaboración del manual técnico 30/11/2017 30/11/2017 1 día(s)                                                           
   Elaboración del manual de usuario 01/12/2017 01/12/2017 0.5 día(s)                                                           
   Entrega y firma de conformidad 01/12/2017 01/12/2017 0.5 día(s)                                                           
   Acta de Entrega 01/12/2017 01/12/2017 1 día(s)                                                                                                                 
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Anexo 10: 
