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Richtlijn 95/46/EG
Algemene Verordening Gegevensbescherming (AVG) 
2016/679 27 april 2016 25 mei 2018
Kaderbesluit 2008/977/JBZ Richtlijn Politie-Justitie 2016/680/EU 27 april 2016 6 mei 2018
ePrivacyrichtlijn 2002/58/EG
voorstel van ePrivacyverordening (COM(2017) 10 final) 
(lex specialis) ?
Verordening 45/2001/EG (instellingen EU) voorstel van wijzigingsverordening (COM(2017) 8 final) ?
artikel 16 VWEU blijft
artikelen 7-8 Handvest blijft
… … …
nationaal
Privacywet (WVP) 8 december 1992
Organieke wet 3 december 2017 (oprichting GBA: 
directiecomité, algemeen secretariaat, eerstelijnsdienst, 
kenniscentrum, inspectiedienst, geschillenkamer; + 
reflectieraad) ja
KB 13 februari 2001 (algemeen)
Voorontwerp van Kaderwet (breder dan AVG-Richtlijn 
Politie-Justitie: ook nationale veiligheid/inlichtingenwerk 
en grenscontroles, asiel en migratie)
KB 17 december 2003 sectorale comités
Voorontwerp van wet tot oprichting van het 




Waarom is de AVG noodzakelijk?
✓ Nood aan harmonisatie van de 
nationale privacywetgevingen in EU
✓ Aanpassen van regels aan nieuwe 
digitale realiteit
✓ Burger meer controle geven over
zijn/haar gegevens
Wat zijn de voordelen?
✓ Gelijke regels voor iedereen
✓ Minder administratieve lasten en kosten
✓ Meer rechtszekerheid
✓ Vrij in te vullen documentatieplicht
✓ Gemakkelijker om gegevens te
verwerken over de landsgrenzen heen







AVG van toepassing op
de geheel of gedeeltelijk 
geautomatiseerde verwerking, alsmede 
op de verwerking van persoonsgegevens 
die in een bestand zijn opgenomen of 
die bestemd zijn om daarin te worden 
opgenomen.
















Materieel toepassingsgebied (Art. 2)
Territoriaal toepassingsgebied (Art. 3)
Verwerkingsverantwoordelijke 
of Verwerker gevestigd in EU
• Ongeacht of de verwerking in de EU 
plaats vindt
Verwerkingsverantwoordelijke 
of Verwerker niet gevestigd in 
EU
• De betrokkene bevindt zich in EU, én
• De verwerking houdt verband met
• Het aanbieden van goederen of
diensten aan de betrokkene in EU
• Het monitoren van gedrag van de








Juiste reflex om de 
definities na te 
kijken bij 


















Rechtmatig, behoorlijk en transparant
• Gerechtvaardigde verwerkingsgrond
• Eerlijke, loyale verwerking
• Informatie aan de betrokkene
o Duidelijke taal
o Regels, risico’s en rechten
Rechtmatigheid van de verwerking (Art. 6)
Om rechtmatig te zijn moet de verwerking steunen op 1 van deze 6 grondslagen:
Toestemming betrokkene (wanneer i.v.m. rechtstreeks aanbod van 
diensten van de informatiemaatschappij aan een kind: 16/13)
Overeenkomst
Wettelijke plicht
Vitaal belang van de betrokkene of een ander persoon
Algemeen belang
Gerechtvaardigd belang
Voorwaarden voor toestemming (Art. 7)
De betrokkene geeft toestemming voor de gegevensverwerking voor één 







- Betrokkene heeft recht om toestemming te allen tijde in te trekken
(zonder effect op de rechtmatigheid van de verwerking voorafgaand aan
de intrekking)
Doelbinding
• Welbepaalde, uitdrukkelijk 
omschreven en
gerechtvaardigde doeleinden
• Geen verdere verwerking op
een manier die onverenigbaar is 
met die doeleinden (zie ook art. 6.4)
Data minimalisatie & juistheid
• Toereikend, ter zake dienend en 
beperkt tot wat noodzakelijk is voor
het doeleinde waarvoor de gegevens
worden verwerkt
• Verwerk dus enkel het strikte minimum
• De gegevens moeten accuraat zijn
Opslagbeperking
De gegevens mogen niet langer 
worden bewaard dan 
noodzakelijk is voor de 
verwezenlijking van de doeleinden 
waarvoor zij worden verwerkt
Integriteit en vertrouwelijkheid
• Verwerking volgens afdoend
veiligheidsniveau door gebruik te 
maken van passende, technische en 
organisatorische maatregelen
• Bescherming tegen iedere niet 
toegelaten of onwettige verwerking, 
tegen verlies, vernietiging of 
kwaliteitsverlies van de gegevens
Verantwoordingsplicht
• De verantwoordelijke voor de
verwerking/verwerker zijn
verantwoordelijk voor de
naleving van de beginselen van 
de verordening, ongeacht het 
risiconiveau
• Bewijslast










• lidmaatschap van een
vakbond
En het verwerken van
•genetische gegevens
•biometrische gegevens 
met het oog op de




•gegevens over iemands 





Bijzondere categorieën van persoonsgegevens
Uitzonderingen op principieel verwerkingsverbod
uitdrukkelijke toestemming van betrokkene
de verwerking noodzakelijk is op gebied van het arbeidsrecht en
socialezekerheidsrecht
de verwerking noodzakelijk is om de vitale belangen van de 
betrokkene of van een andere natuurlijke persoon te beschermen
door een vereniging zonder winstoogmerk die op vakbondsgebied werkzaam is, in 
het kader van haar gerechtvaardigde activiteiten en met passende waarborgen
de verwerking betrekking heeft op persoonsgegevens die kennelijk door 
de betrokkene openbaar zijn gemaakt
Bijzondere categorieën van persoonsgegevens
Uitzonderingen op principieel verwerkingsverbod
de verwerking is noodzakelijk voor de vaststelling, de uitoefening of de
verdediging van een recht in rechten
de verwerking is noodzakelijk wegens gewichtige redenen van 
algemeen belang
de verwerking is noodzakelijk voor doeleinden van preventieve of arbeidsgeneeskunde, 
de beoordeling van de arbeidsgeschiktheid van de werknemer of medische diagnoses
de verwerking is noodzakelijk om redenen van algemeen belang op 
het gebied van volksgezondheid
NIEUW! de verwerking is noodzakelijk voor archivering in het algemeen belang, voor 
wetenschappelijk of historisch onderzoek of statistische doeleinden
Gegevens over strafrechtelijke veroordelingen en strafbare feiten (Art. 10)
Persoonsgegevens m.b.t. strafrechtelijke beoordelingen en strafbare feiten
of daarmee verband houdende veiligheidsmaatregelen mogen alleen
verwerkt worden onder toezicht van de overheid of indien de verwerking is
toegestaan bij Unierecht of lidstatelijk recht, mits passende waarborgen
voor de rechten en vrijheden van de betrokkenen.
Omvattende registers van strafrechtelijke veroordelingen mogen alleen
worden bijgehoudeen onder toezicht van de overheid.
DEEL III -
RECHTEN VAN DE BETROKKENE
Rechten van de betrokkene (Art. 12 e.v.)
Rechten van de betrokkene
• Recht op informatie
• Recht op toegang tot persoonsgegevens
• Recht op verbetering
• Recht op gegevenswissing
• Recht op de beperking van de verwerking
• Recht van bezwaar
• Recht van verzet tegen geautomatiseerde besluitvorming, inclusief
profiling
• NIEUW! Recht op overdraagbaarheid van gegevens
Recht op informatie (Art.13-14)
Te verstrekken informatie wanneer gegevens bij 
de betrokkene worden verzameld
Te verstrekken informatie wanneer gegevens
niet bij de betrokkene worden verzameld
De identiteit en contactgegevens van de verwerkingsverantwoordelijke en, in voorkomend geval van de functionaris 
voor gegevensbescherming
De verwerkingsdoeleinden waarvoor de gegevens bestemd zijn, en de rechtsgrond voor de verwerking
Indien de verwerking is gebaseerd op art. 6 (1)(f), de 
gerechtvaardigde belangen van de 
verwerkingsverantwoordelijke of een derde
De betrokken categorieën van
persoonsgegevens
Indien van toepassing, de ontvangers of categorieën van ontvangers van de persoonsgegevens
Indien van toepassing, dat de verwerkingsverantwoordelijke het voornemen heeft de gegevens door te geven aan een 
derde land of een internationale organisatie; of er al dan niet een adequaatheidsbesluit van de Europese    Commissie
bestaat; welke de passende of geschikte waarborgen zijn; hoe er een kopie van worden verkregen of waar ze kunnen
worden geraadpleegd
Aanvullende informatie wanneer gegevens bij de
betrokkene worden verzameld
Aanvullende verstrekken informatie wanneer
gegevens niet bij de betrokkene worden verzameld
De periode gedurende welke de gegevens zullen worden opgeslagen, of indien dat niet mogelijk is, de criteria ter
bepaling van die termijn
Wanneer de verwerking is gebaseerd op art. 6(1)(f), de 
gerechtvaardigde belangen van de
verwerkingsverantwoordelijke of een derde
Het bestaan van het recht op inzage en verbetering of wissing van de gegevens, beperking van de verwerking, 
het recht tegen de verwerking bezwaar te maken en het recht op gegevensoverdraagbaarheid
Het recht om de toestemming te allen tijde in te trekken, voor verwerkingen op basis van artikel 6.1(a) of 9.2(a) 
Het recht om een klacht in te dienen bij een toezichthoudende autoriteit
Het bestaan van geautomatiseerde besluitvormig, met inbegrip van de in art. 22(1 en 4) bedoelde profilering en, 
ten minste in die gevallen, nuttige informatie over de onderliggende logica, alsook het belang en de verwachte 
gevolgen van die verwerking voor de betrokkene
Of de verstrekking van gegevens een wettelijke of contractuele 
verplichting is, dan wel een noodzakelijke voorwaarde om een
contract te sluiten en of betrokkene verplicht is om gegevens te 
verstrekken + mogelijke gevolgen indien niet verstrekt
De bron waar de gegevens vandaan komen, en
indien van toepassing, of zij afkomstig zijn van
openbare bronnen
Recht op informatie (Art.13)
Recht op toegang tot persoonsgegevens (Art. 15)
Welke
data?
*Of er data worden verwerkt
*Zo ja, toegang en informatie 
verschaffen over de verwerking: 
welke data?, welk doel?, 
bewaartermijn?,…
* Informeren over partners met




verschaft kosteloze kopie van de
data aan de betrokkene
* Extra kopie’s kunnen
aangerekend worden




Recht op verbetering (Art. 16)
De betrokkene heeft het recht om van de 
verwerkingsverantwoordelijke verbetering van de hem 
betreffende onjuiste gegevens te verkrijgen
Rekening houdende met de doeleinde van de verwerking, heeft de
betrokkene het recht vervollediging van onvolledige gegevens te
verkrijgen, o.m. door aanvullende info te verstrekken
• Gegevens zijn niet langer noodzakelijk voor de doeleinden
• Betrokkene trekt de toestemming in waarop verwerking is gesteund
• Betrokkene maakt bezwaar tegen de verwerking
• Gegevens zijn onrechtmatig verwerkt
• Gegevens moeten worden gewist om te voldoen aan wettelijke verplichting
• Gegevens zijn verzameld in verband met een aanbod van diensten, als
bedoeld in artikel 8 (1)
wOnimtihddoelluijkte
undue




Als de verwerkingsverantwoordelijke de gegevens openbaar heeft
gemaakt, neemt hij, rekening houdend met de beschikbare
technologie en kosten, redelijke maatregelen om derde partijen
met wie de gegevens werden gedeeld ervan op de hoogte te
brengen dat betrokkene elke link, of kopie of reproductie van die
gegevens wenst te wissen.
• Voor het uitoefenen van het recht op vrijheid van
meningsuiting en informatie;
• Voor het nakomen van een wettelijke
verwerkingsplicht of voor het vervullen van een
taak van algemeen belang of het uitoefenen van
het openbaar gezag
• Om redenen van algemeen belang op gebied van
volksgezondheid
• Met het oog op archivering, wetenschappelijk of
historisch onderzoek of statistische doeleinden
• Voor de instelling, uitoefening of onderbouwing van
een rechtsvordering
Uitzonderingen
op het recht op
gegevenswissing
Recht op gegevenswissing (“right to be forgotten”) (Art. 17)
Recht op beperking van de verwerking (Art. 18)
Indien de juistheid van de persoonsgegevens door de betrokkene wordt betwist, 
gedurende een periode die de verwerkingsverantwoordelijke in staat stelt de
juistheid ervan te controleren
Indien de verwerking onrechtmatig is en de betrokkene zich tegen het 
wissen van de persoonsgegevens verzet en om een beperkte verwerking
verzoekt
Indien de verwerkingsverantwoordelijke de persoonsgegevens niet meer 
nodig heeft voor de doeleinden, maar de betrokkene deze nodig heeft 
voor de instelling, uitoefening of onderbouwing van een rechtsvordering
Indien de betrokkene bezwaar heeft gemaakt tegen de verwerking; in afwachting 
van het antwoord op de vraag of de gerechtvaardigde gronden zwaarder wegen










Transparante informatie en modaliteiten voor de
uitoefening van de rechten (Art.12)
Duidelijk Kosteloos
*De betrokkene informeren in 
beknopte, begrijpelijke en 
gemakkelijk toegankelijke vorm
* Eenvoudige taal
* Zeker wanneer de informatie
bedoeld is voor een kind
*Schriftelijk en indien passend, 
met elektronische middelen
*Kan mondeling als betrokkene 
hierom verzoekt
* Kosteloos
* Tenzij de verzoeken ongegrond 
of buitensporig zijn, dan kan een 
redelijke vergoeding worden 
gerekend of mag de 
verantwoordelijke het verzoek 
weigeren
* Zonder afbreuk te doen aan de 





Transparante informatie en modaliteiten voor de
uitoefening van de rechten (Art.12)
Onverwijld
In ieder geval binnen 1 maand na het 
verzoek; Die termijn kan indien nodig 
verlengd worden met 2 maanden, 
afhankelijk van de complexiteit of 
aantal verzoeken; Betrokkene wordt 
binnen 1 maand na ontvangst verzoek 
in kennis gesteld van die verlenging ; 
elektronische vorm, indien mogelijk
Indien geen gevolg wordt gegeven 
aan verzoek, uiterlijk binnen 1
maand na ontvangst verzoek dit 
meedelen aan betrokkene; de 
redenen waarom geen gevolg 
werd gegeven en de mogelijkheid 




faciliteert de uitoefening van de 
rechten van de betrokkene. Die 
mag niet weigeren gevolg te
geven aan een verzoek van de 
betrokkene, tenzij hij aantoont dat 




redenen heeft om te twijfelen
aan de identiteit van de verzoeker, 
mag hij om aanvullende informatie
vragen die nodig is voor                




Voor zover dit technisch 
haalbaar is, heeft de
betrokkene het recht te
verkrijgen dat de
gegevens direct van de




Recht op overdraagbaarheid (Art. 20)
• De verwerking berust op toestemming
• De verwerking is gebaseerd op een
overeenkomst
• De verwerking wordt via 
geautomatiseerde procedés verricht
Wanneer?
• Datasubject heeft het recht de hem betreffende 
persoonsgegevens in een gestructureerde, gangbare 
en machinaal leesbare vorm te verkrijgen
• Datasubject heeft het recht die gegevens aan een 
andere verwerkingsverantwoordelijke over te dragen, 
zonder daarbij te worden gehinderd door de 










ke staakt de verwerking op 
verzoek van betrokkene
Tenzij de verwerkingsverantwoordelijke 
dwingende gerechtvaardigde gronden
voor de verwerking aanvoert die 
zwaarder wegen dan de belangen, 
rechten en vrijheden van de betrokkene





Betrokkene heeft te allen 
tijde het recht zich hier 
tegen te verzetten, inclusief 
profilering
De gegevens worden niet 
langer voor direct marketing 
doeleinden worden 
verwerkt
Recht zich te verzetten tegen geautomatiseerde besluitvorming 
(Art. 22)
• Betrokkene heeft het recht niet te worden 
onderworpen aan een uitsluitend op 
geautomatiseerde verwerking, waaronder
profilering, gebaseerd besluit waaraan voor 
hem rechtsgevolgen zijn verbonden
Wat?
• Het besluit noodzakelijk is voor de totstandkoming of de
uitvoering van een overeenkomst tussen de betrokkene
en verwerkingsverantwoordelijke
• Het besluit is toegestaan door een wettelijke bepaling die 
op de verweerkingsverantwoordelijke van toepassing is, 
mits voorzien in passende beschermingsmaatregelen




- Recht op menselijke
tussenkomst
- Recht om standpunt 
kenbaar te maken
- Recht om besluit 
aan te vechten
Beperkingen op de rechten (Art. 23)
De wetgever KAN beperkingen invoeren:
Ter waarborging van de nationale en openbare veiligheid, landsverdediging en het algemeen belang
Voor de voorkoming, het onderzoek, de opsporing en de vervolging van strafbare feiten of 
schendingen van de beroepscodes of voor de tenuitvoerlegging van straffen
Voor de bescherming van de onafhankelijkheid van de rechter en gerechtelijke procedures
Ter waarborging van toezicht, inspectie of regelgeving i.v.m. uitoefening van openbaar gezag 
Voor de bescherming van de betrokkene of de rechten en vrijheden van anderen





Verplichtingen verwerkingserantwoordelijke & verwerker
(Art 24 e.v.)
« Verantwoordingsplicht » No “one-size-fits-all” 
approach
























Gegevensbescherming door ontwerp & standaardinstellingen
(Art. 25)
Door ontwerp (“by design”)
• Van bij de ontwikkeling van toepassingen, diensten en producten die 
gegevens verwerken, treft de verwerkingsverantwoordelijke passende 
technische, organisatorische maatregelen om de 
gegevensbeschermingsbeginselen uit te voeren
• vb. pseudonimisering, dataminimalisatie…
Door standaardinstellingen (“by default”)
• De verwerkingsverantwoordelijke treft passende technische en 
organisatorische maatregelen om ervoor te zorgen dat 
gegevensbescherming de standaardinstelling is
• vb. opt-in…














✓ Artikel 30 somt de elementen op die in het register moeten worden opgenomen
✓ Het register moet schriftelijk, waaronder elektronisch, worden bijgehouden
✓ Het register moet op verzoek ter beschikking van de toezichthoudende autoriteit worden gesteld
Register van de verwerkingsactiviteiten
Beperkte uitzondering voor KMO's (onderneming ≤ 250 werknemers) 
Deze zijn hieraan a priori niet onderworpen behalve in drie 
gevallen:
✓de verwerking die zij verrichten houdt een risico in
✓de verwerking is niet incidenteel
✓de verwerking betreft gevoelige gegevens
Privacycommissie beveelt daarom aan dat iedereen een
register opmaakt
Aanbeveling uit eigen beweging (06/2017)
Gegevensbeschermingseffectbeoordeling (Art. 35)
Wanneer?
• Wanneer een soort verwerking een waarschijnlijk hoog risico inhoudt voor de
rechten en vrijheden van personen, moet de verwerkingsverantwoordelijke
voorafgaand aan de verwerking een effectbeoordeling doorvoeren
Wat?
• Beschrijving van de verwerking en de doeleinden
• Beoordeling van de noodzaak en de evenredigheid van de verwerking
• Beoordeling van de risico’s voor de rechten en vrijheden van de betrokkenen
• De beoogde maatregelen om de risico’s aan te pakken
Verplichte 
gevallen
• Een systematische beoordeling van persoonlijke aspecten van natuurlijke
personen, waaronder profilering, met rechstgevolgen of gelijkaardige gevolgen
• Grootschalige verwerking van bijzondere categorieën van persoonsgegevens of
strafrechtelijke gegevens
• Stelselmatige en grootschalige monitoring van openbaar toegankelijke ruimten
Beveiliging van de verwerking (art. 32)
De verwerkingsverantwoordelijke en de verwerker nemen passende technische en 
organisatorische maatregelen om een beveiligingsniveau te waarborgen, afgestemd op 
het risico.
Mogelijke verwerkingsrisico’s als gevolg van de vernietiging, het verlies, de wijziging 
of de ongeoorloofde verstrekking van of ongeoorloofde toegang tot doorgezonden, 
opgeslagen of op een andere wijze verwerkte gegevens.
De verwerkingsverantwoordelijke en de verwerker treffen maatregelen om ervoor te 
zorgen dat iedere persoon die handelt onder zijn gezag en toegang heeft tot 
persoonsgegevens, slechts onder zijn opdracht verwerken.
• Zonder onredelijke vertraging, uiterlijk 72 uur nadat kennis werd genomen
van het datalek – inhoud van de meldplicht beschreven in art. 33(3)
• TENZIJ het niet waarschijnlijk is dat het datalek een risico inhoudt voor de 
rechten en vrijheden van natuurlijke personen
• De verwerker informeert de verwerkingsverantwoordelijke zonder onredelijke 
vertraging





• Zonder onredelijke vertraging
• Mededeling aan de betrokken van tenminste: contactgegevens DPO of ander 
contactpunt; de waarschijnlijke gevolgen en maatregelen die de 
verwerkingsverantwoordelijke heeft voorgesteld of genomen om het datalek 
en eventuele nadelige gevolgen aan te pakken





De verwerkingsverantwoordelijke doet uitsluitend beroep op verwerkers die voldoende 
garanties bieden m.b.t. het toepassen van passende technische en organisatorische 
maatregelen opdat verwerking conform de verordening gebeurt.
De verwerking door een verwerker wordt geregeld in een overeenkomst, die de 
verwerker t.a.v. de verantwoordelijke verbindt en waarin het onderwerp, de duur, de 
aard en het doel van de verwerking, het soort persoonsgegevens… wordt 
omschreven.
De overeenkomst wordt in geschreven, waaronder elektronische, vorm
opgemaakt.
Indien een verwerker in strijd met de verordening de doelen en middelen van
een verwerking bepaalt, wordt die verwerker als verwerkingsverantwoordelijke
beschouwd.
Functionaris voor gegevensbescherming (“DPO”) (art. 37 e.v.)
Aanwijzing
(art. 37)
• overheidsinstantie of overheidsorgaan
• hoofdzakelijk belast met grootschalige verwerkingen die vanwege
hun aard, hun omvang en/of hun doeleinden regelmatige en
stelselmatige observatie inhouden
• hoofdzakelijk belast met grootschalige verwerking van bijzondere
categorieën van gegevens
in andere gevallen kan of, indien dat Unierechtelijk of






1. DPO naar behoren en tijdig
betrekken bij alle aangelegenheden 
die verband houden met de 
bescherming van persoonsgegevens
2. DPO ondersteunen bij zijn taken door
hem de nodige toegangen te verschaffen
en door hem de benodigde middelen ter
beschikking te stellen voor het vervullen
van deze taken en het in stand houden
van zijn deskundigheid




betrekking tot de 
uitvoering van zijn
taken
4. DPO wordt niet 
ontslagen of
gestraft voor de 
uitvoering van zijn 
taken en brengt 
rechtstreeks verslag 
uit aan de hoogste 
leidinggevende
6. De betrokkene kan met 
DPO contact opnemen voor






toezien op naleving van deze verordening, van andere Unierechtelijke of lidstaatrechtelijke
gegevensbeschermingsbepalingen en van het beleid van de verwerkingsverantwoordelijke of 
de verwerker
de verwerkingsverantwoordelijke of de verwerker en de werknemers informeren en
adviseren over hun verplichtingen uit hoofde van deze verordening en andere
Unierechtelijke of lidstaatrechtelijke gegevensbeschermingsbepalingen
advies verstrekken met betrekking tot de gegevensbeschermingseffect-
beoordeling en toezien op de uitvoering daarvan
met de toezichthoudende autoriteit samenwerken
DEEL V -
DOORGIFTE VAN PERSOONSGEGEVENS AAN
DERDE LANDEN OF INTERNATIONALE 
ORGANISATIES
Geen fundamentele wijzigingen
Principe: verbod van 






(BCRs, SCCs) of voorbehoud
Nieuwe tools om











Competentie van toezichthoudende overheid (art. 55)
Elke toezichthoudende autoriteit heeft de competentie op het grondgebied van haar lidstaat
de taken uit te voeren en de bevoegdheden uit te oefenen overeenkomstig de verordening.
In het geval van een verwerking die wettelijk verplicht is of een taak van publiek of 
openbaar belang inhoudt, is de toezichtthoudende autoriteit van de lidstaat in kwestie 
bevoegd.
Toezichthoudende autoriteiten zijn niet competent toe te zien op verwerkingen door
gerechten bij de uitoefening van hun rechterlijke taken.
Competentie van de leidende toezichthoudende overheid (art. 56)
• de toezichthoudende autoriteit van de hoofdvestiging
of de enige vestiging van de
verwerkingsverantwoordelijke of verwerker is 
competent op te treden als leidende toezichthoudende 
autoriteit voor de grensoverschrijdende verwerking 
door die verwerkingsverantwoordelijke of verwerker
overeenkomstig de procedure van artikel 60
Hoofvestiging of
enige vestiging op 
haar grondgebied
• elke toezichthoudende autoriteit is competent een bij
haar ingediende klacht of een eventuele inbreuk te
behandelen indien het onderwerp van die zaak alleen
verband houdt met een vestiging in haar lidstaat of 
alleen voor betrokkenen in haar lidstaat wezenlijke
gevolgen heeft
Klacht over vestiging 
in haar lidstaat of 
impact op 
betrokkenen in haar 
lidstaat
Monitoring en handhaving van de verordening; Sensibiliseren bij brede publiek; Advies over wetgevingsinitiatieven en
bestuursmaatregelen; verwerkingsverantwoordelijken en verwerkers bekend maken met hun verplichtingen; Informatie 
verstrekken aan betrokkene; Klachten behandelen; informatie delen met andere toezichthouders…
Onderzoek verrichten; Relevante ontwikkelingen volgen; stelt standaardcontractbepalingen vast; 
bevordert de opstelling van gedragscodes; levert bijdrage aan activiteiten van Comité…
Geeft advies over en keurt gedragscodes goed; bevordert invoering van certificeringsmechanismen en keurt
criteria goed; Periodieke review van certificaten; Opstellen en bekendmaken van criteria voor de accredetatie
van een certificeringsorgaan; keurt bindende bedrijfsvoorschriften goed…
Alle andere taken die verband houden met bescherming van persoonsgegevens.
Taken van de toezichthoudende overheid (art. 57)


























• Toetsing van certificaten
• Toegang tot alle 
noodzakelijke informatie



























• Advies in 




• Goedkeuren van 
ontwerpgedragscodes






























• Bevel tot uitoefenen 
rechten van betrokkene
• Informeren over inbreuk
• Tijdelijke of definitieve
verwerkingsbeperking of 
verwerkingsverbod
• Wissen vaan gegevens of 
beperking van de
verwerking bevelen
• Een certificering intrekken
• Administratieve geldboete











“Grensoverschrijdende verwerkingen in de EU”: bepaal de plaats van de hoofdvestiging
Samenwerking – “One stop shop” (art. 60)
De andere “betrokken” 
toezichthouders worden 
niet buiten gesloten!
Achter de schermen 
werken ze samen om tot 
een consensus te komen
DEEL VIII -
BEROEP, AANSPRAKELIJKHEID EN SANCTIES
Klacht bij toezichthoudende autoriteit (Art. 77)
Klacht tegen toezichthoudende autoriteit (Art. 78)
Doeltreffende voorziening in rechte tegen een
verwerkingsverantwoordelijke of een verwerker (Art. 79)
Vertegenwoordiging van de betrokkene (Art. 80)
Beroep (Art. 77 e.v.)
Administratieve boetes (Art. 83)
Richtlijn Politie-Justitie | Toepassingsgebied
verwerking van persoonsgegevens door bevoegde autoriteiten met het 
oog op de voorkoming, het onderzoek, de opsporing en de vervolging 
van strafbare feiten of de tenuitvoerlegging van straffen
zo smal mogelijk te interpreteren
veel autoriteiten vallen ook deels onder AVG
onvoldoende uitgeklaarde discussies: administratieve delicten, 
strafbare feiten, OM, …
Richtlijn Politie-Justitie
Toezichthoudende autoriteit & indirecte toegang
idealiter zelfde als onder AVG
mogelijk om er meerdere te hebben
België: COC als toezichthoudende autoriteit politie
indirect toegangsrecht (voordeel tav AVG!)
ePrivacyverordening
AVG blijft lex generalis
zelfde territoriaal toepassinsgebied en administratieve boetes als AVG
breder toepassingsveld dan ePrivacyrichtlijn (klassieke telecom en 
elektronische communicatiediensten): nu ook OTT-communicatiemiddelen 
(voice-over-IP, Whatsapp, Gmail, Facebook Messenger, …) niet alleen 
tekst, spraak, video, beeld geluid, maar ook metagegevens
tracking cookies: settings op niveau browser, niet meer per 
pagina/aanbieder; geen nadelig effect igv geen cookies
direct marketing: opt-in ipv opt-out
niet alleen M2C, ook M2M (internet-of-things)
Dataretentie
