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Media Access Control-уровень сверхширокополосных импульсных радиосетей 
Описаны особенности и организация Media Access Control-уровня сетей на основе импульсных сверхширокополосных сигна-
лов, приведена классификация соответствующих протоколов таких сетей и математическая модель для оценки пропускной 
способности наиболее простого протокола. 
The features and the organization of the Media Access Control-layer networks based on pulsed ultra-wideband signals are described, 
the classification of the corresponding protocols of such networks and the mathematical model for evaluating the throughput ability of 
the most simple protocol are given. 
Описано особливості і організація Media Access Control-рівня мереж на основі імпульсних надширокосмугових сигналів, по-
дано класифікацію відповідних протоколів таких мереж та математичну модель для оцінки пропускної здатності найпростішо-
го протоколу. 
 
Введение. Сверхширокополосные импульсные 
радиосигналы (Impulse Radio Ultra Wide Band – 
IR–UWB) находят широкое применение при 
построении телекоммуникационных сетей раз-
личного назначения. Импульсная природа та-
ких сигналов, с одной стороны, имеет ряд про-
блемных свойств, которые затрудняют или де-
лают невозможным применение протоколов 
управления доступом к радиоканалу (MAC –
Media Access Control) МАС-протоколов, ис-
пользуемых в узкополосных сетях, а с другой – 
обладает уникальными свойствами, позволя-
ющими реализовать дополнительные полез-
ные функции на МАС-уровне архитектуры IR–
UWB-сетей. К проблемным свойствам можно 
отнести: 
 невозможность прямого определения за-
нятого состояния радиоканала известными 
способами по сигналу несущей из-за низкой 
спектральной плотности мощности сигналов, 
обусловленной малой длительностью импуль-
сов и широким спектром излучения; 
 низкая эффективность косвенного опреде-
ления занятости радиоканала процедурами об-
мена пакетами управления из-за большой дли-
тельности синхронизирующей последователь-
ности, многократно превышающей длитель-
ность передачи управляющих пакетов. 
Уникальные свойства таковы. 
 Естественная способность многоканальной 
передачи, обусловленная очень малой длитель-
ностью импульсов расширения спектра по от-
ношению к длительности передачи одного бита 
информации, что дает возможность одновре-
менной передачи многими абонентами. В этом 
отношении, в противоположность узкополос-
ным сетям, МАС-уровень представляет собой 
множество каналов коллективного пользования, 
которые в общем случае не полностью ортого-
нальны и оказывают взаимное влияние на досто-
верность передачи. Свойство многоканальности 
потенциально позволяет увеличить пропускную 
способность IR–UWB-сетей в сравнении с узко-
полосными сетями, и это следует учитывать при 
проектировании МАС-уровня. 
 Высокая разрешающая способность в опре-
делении расстояния между абонентами, суще-
ственно превышающая возможности, предостав-
ляемые глобальными спутниковыми системами 
позиционирования. Это хорошее средство для 
кластеризации сети и для регулирования мощно-
сти передачи в целях снижения шумов неорто-
гональности в месте приема. 
 Сильное влияние физического уровня ар-
хитектуры сети на характеристики МАС-уров-
ня, например обратная зависимость скорости 
передачи данных и количества виртуальных 
моноканалов на МАС-уровне, т.е. чем выше 
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скорость передачи, тем меньше период повто-
рения импульсов и соответственно меньше ко-
личество ортогональных позиций импульсов 
расширения спектра, которое возможно раз-
местить в периоде, и наоборот. 
В отличие от МАС-протоколов узкополос-
ных сетей, где любые столкновения приводят к 
взаимному разрушению столкнувшихся паке-
тов, для IR–UWB-сетей столкновения не столь 
фатальны. 
В IR–UWB-сетях существует два вида столк-
новений – первичные и вторичные. 
Первичные столкновения приводят к сис-
темной интерференции, а вторичные – к ин-
терференции неортогональности. Первичные 
столкновения происходят, когда два или более 
узлов одновременно передают на один и тот 
же узел (используя один и тот же самый код) и 
ее последствия эквивалентны столкновениям в 
узкополосных сетях. 
Вторичные столкновения происходят, когда 
узлы используют различные коды, но из-за их 
неполной ортогональности, обусловленной, 
прежде всего асинхронным характером работы 
сети, возникают шумы такого уровня, при ко-
тором невозможен прием в точке назначения 
пакета. Всегда желательно устранить первич-
ные столкновения, тогда как вторичные неиз-
бежны и необходимо лишь ограничивать уро-
вень, порождаемой ими интерференции допус-
тимым значением. 
Таким образом, при организации МАС-уров-
ня IR–UWB-сетей необходимо расширить набор 
его функций, добавив дополнительно функцию 
назначения кодов и функцию регулирования 
уровня шумов многопользовательской интер-
ференции (Multi-User Interference – MUI), вы-
полняемой путем оптимизации использования 
мощности и/или скорости передачи в сети с 
целью обеспечения заданной вероятности ус-
пешного приема пакетов. 
Организация МАС-уровня 
В IR–UWB-сетях благодаря естественному 
свойству сверхширокополосных сигналов обе-
спечиваются множественные каналы комму-
никации. Первоначально одновременные пере-
дачи в сетях были созданы для кодового раз-
деления (DS CDMA – Direct Sequence Code 
Division Multiple Access). Основные положения 
этого подхода применимы и для IR–UWB. 
В сетях с кодовым разделением одновре-
менные передачи возможны при использова-
нии различных кодов для различных передач. 
Как следствие, одной из дополнительных функ-
ций МАС-уровня должна быть функция назна-
чения кодов по определенной стратегии. Су-
ществует две таких стратегии: 
 стратегия основана на закреплении кода за 
приемником, где каждый приемник j имеет 
собственный код Cj и терминал i, желающий 
передать терминалу j, должен использовать 
код Cj; 
 стратегия основана на закреплении кода за 
передатчиком, где каждый передатчик i имеет 
собственный код Сi и использует этот код во 
всех передачах данных. 
Первая стратегия менее сложна, так как при-
емник должен синхронизироваться только на 
один код. С другой стороны, множество пере-
датчиков, использующих один и тот же код для 
одновременной передачи на один приемник, 
неизбежно столкнуться. С этой точки зрения 
вторая стратегия более целесообразна, так как 
несколько передач могут быть направлены од-
новременно к одному и тому же приемнику с 
различными кодами. В таком сценарии одна из 
этих передач будет воспринята приемником как 
полезный сигнал, в то время как другие внесут 
шум многопользовательской интерференции. 
Однако следует отметить, что в этом случае 
приемник должен быть настроен на необходи-
мый код. Поэтому этот подход нуждается в оп-
ределенной процедуре кодового обмена до на-
чала передачи пакета. 
Назначение кода на каждый терминал мо-
жет быть или статическим, или динамическим. 
Например, решение, предложенное в [1], га-
рантирует, что один и тот же код никогда не 
назначается на терминалы, удаленные менее 
чем на три скачка коммутации друг от друга, 
избегая таким образом столкновений. 
Пример стратегии с закреплением кода за пе-
редатчиком описан в [2], где предложены два 
способа информирования приемника о пред-
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стоящей передаче: использование общего кода 
или кода приемника. 
По природе беспроводной среды достижимая 
в ней скорость передачи строго зависит от спо-
собности уменьшения эффектов влияния каждой 
радиопередачи на условия приема в соседних 
приемниках. Для этого осуществляется регули-
рование мощности передачи с целью оптимиза-
ции излучаемых уровней мощности для дости-
жения трех положительных эффектов [3]: 
 минимизации потребляемой мощности для 
увеличения времени автономной работы або-
нентов без замены элементов питания; 
 сокращения интерференции; 
 адаптации излучаемой мощности для уче-
та подвижности абонентов и модификации то-
пологии сети. 
В последнее десятилетие регулирование мо-
щности привлекло внимание специалистов в 
связи с появлением сотовых сетей связи третье-
го поколения, основанных на кодовом разделе-
нии (CDMA), так как это смягчает отрицатель-
ное влияние на достоверность приема, обу-
словленное разной отдаленностью передатчи-
ков от приемника (проблема разной дально-
сти). Централизованная структура сотовых се-
тей связи упрощает решение этой проблемы, 
поскольку присутствие базовой станции дает 
возможность реализации эффективных алгорит-
мов регулирования мощности. Проблема на-
много сложнее в децентрализованной архитек-
туре сети, в которой несколько независимых 
звеньев могут работать одновременно без цен-
трального диспетчера. Следовательно, контроль 
за мощностью должен быть ключевой функци-
ей распределенных протоколов MAC, так как 
он позволяет существенно увеличить пропуск-
ную способности сети [4]. В работе [3] пред-
ложен распределенный протокол регулирова-
ния мощности для децентрализованной сети 
совместно с функцией управления входным 
трафиком, связанной с мощностью. 
Регулирование мощности существенно для 
сетей IR–UWB по крайней мере по двум при-
чинам: 
 сети IR–UWB подвержены влиянию про-
блемы разной дальности; 
 учитывая ограничения на уровни мощно-
сти в сетях IR–UWB, необходимо эффективно 
ее использовать. Известны работы, например 
[5], где доказано, что для минимизации MUI 
необходимо адаптировать скорость передачи 
при постоянной мощности. 
Классификация МАС-протоколов 
Функции МАС-уровня реализуются в МАС-
протоколах. Для узкополосных сетей существу-
ют различные варианты классификации МАС-
протоколов [6]. Несмотря на общность выпол-
няемых задач, МАС-протоколы для сетей на 
основе IR–UWB, как отмечалось ранее, имеют 
специфические особенности, требующие и от-
дельного подхода в их классификации. Один 
из таких подходов представлен на рис. 1, где 
приведена классификация МАС-протоколов 
IR–UWB-сетей по пяти основным признакам, 
достаточно полно отражающим нынешнее со-
стояние организации множественного доступа 
в сверхширокополосных системах связи обще-
го назначения: 
Организация радиоканала отражает его струк-
турную характеристику, которая может быть: 
 однополосной, когда и процедуры МАС-
протокола и собственно передача данных осу-
ществляются в единой полосе частот [7]; 
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Рис. 1. Классификация МАС-протоколов для IUWB-сетей; 
CCA – Clear Channel Assessment (свободное состоя-
ние радикала) 
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 многополосной, когда для процедур управ-
ления МАС-протокола выделяется отдельная 
полоса частот, а передача данных осуществля-
ется в одной или нескольких раздельных поло-
сах [8]. 
Структура сети может быть однородной, 
когда все абоненты функционально идентич-
ны, и кластерной, когда в сети выделяются 
главные узлы и подчиненные им простые уз-
лы. Главные узлы и окружающие их простые 
узлы образуют кластеры сети с определенны-
ми автономными функциями МАС-уровня и 
процедурами межкластерного взаимодействия. 
Стратегия доступа характеризует степень 
учета коллективных интересов абонентов при 
конкурентном доступе к радиоканалу. Когда 
при принятии решения о начале передачи або-
ненты не принимают во внимание возможные 
текущие передачи или намерения передачи дру-
гих абонентов, то такая стратегия называется 
случайной. В противном случае речь идет об 
управляемом доступе, который может быть 
реализован выполнением процедур контроля 
свободного состояния радиоканала (Clear Chan-
nel Assessment – ССА) в виде прямого обнару-
жения текущей передачи в радиоканале [9], 
либо косвенного – через процедуры установле-
ния соединения или контроля наличия переда-
чи в радиоканале, но не по уровню мощности, 
как это происходит в узкополосных сетях, а по 
наличию спектральных компонентов последо-
вательности импульсов I–UWB [11]. Управле-
ние доступом может быть также осуществлено 
с использованием специального сигнала Заня-
то, который принимающий абонент передает в 
течение приема адресованного ему пакета [10]. 
Гарантия качества предусматривает нали-
чие в МАС-протоколе специальных процедур, 
обеспечивающих приоритетный доступ к ра-
диоканалу определенных абонентов либо оп-
ределенного вида трафика с целью обеспече-
ния необходимых параметров QoS [9]. 
Направленность процедур указывает, како-
му из видов интерференции противостоит МАС-
протокол. Противостояние системной интер-
ференции выполняется соответствующим рас-
пределением кодов расширения сигнала между 
абонентами, которое может быть выполнено 
случайным назначением кодов [12, 13], когда их 
число меньше количества абонентов, либо фик-
сированным закреплением кодов за абонентами 
по ориентированной на приемник или на пере-
датчик схемам [14, 15]. Противостояние ин-
терференции неортогональности направлено 
на снижение уровня помех в каждой точке при-
ема (повышение вероятности успешного прие-
ма) и осуществляется адаптацией мощности пе-
редачи [16], скорости передачи [5] либо согласо-
ванной совместной адаптации этих двух пара-
метров [9]. 
Оценка пропускной способности 
При конфликте в узкополосных сетях по-
вреждаются все конфликтующие пакеты и за 
время конфликта пропускная способность сети 
равна нулю. Рассмотрим IR–UWB-сеть с закре-
плением кодов за приемником и игнорируем 
влияние интерференции неортогональности. В 
такой сети конфликты возможны только меж-
ду пакетами, адресованными одному и тому же 
абоненту, другие пакеты благодаря свойствам 
IR–UWB-сигналов принимаются абонентами 
параллельно и бесконфликтно. Пусть в сети с 
K абонентов за интервал времени, равный вре-
мени передачи пакета при доступе по син-
хронному протоколу ALOHA [6], с вероятно-
стью P(m) возникает m пакетов для передачи. 
Возможны две крайние ситуации. Первая, ко-
гда все пакеты адресованы одному и тому же 
абоненту. В этом случае пакеты при передаче 
будут повреждены, и пропускная способность 
сети за этот интервал времени будет равной 
нулю, как и при конфликте в узкополосных 
сетях. Вторая ситуация, когда все m пакетов 
адресованы различным абонентам. Все пакеты 
будут приняты бесконфликтно, и абсолютная 
пропускная способность сети за рассматривае-
мый интервал времени будет равна m пакетов. 
Для относительной оценки пропускной спо-
собности независимо от количества абонентов 
в сети введем понятие нормированной пропу-
скной способности aCC
K
 , где aC – абсолют-
ная пропускная способность сети при m одно-
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временных передачах. Очевидно, что Са = 1 воз-
можно лишь в гипотетическом случае, когда все 
пакеты адресованы различным абонентам. Пред-
положим, что пакеты адресуются абонентам с 
одинаковой вероятностью. Определим вероят-
ность P1 того, что кому-либо из К абонентов при 
заданном m будет адресован только один пакет. 
Из теоремы о повторении опытов известно, что 
вероятность того, что некоторое событие в m 
опытах произойдет ровно i раз, определяется 
уравнением: 
  11 mi ii mP C p p   . Отсюда 
1
1
1 mm KP
K K
     . 
Таким образом, в среднем за одну переда-
чу будет успешно параллельно передано ко-
личество пакетов, определяемое уравнением 
M   111 mKKP m
K
      , 
а в нормированном по количеству абонентов 
виде, соответственно 
11 m
n
m KM
K K
     . 
При пуассоновской модели поступления па-
кетов вероятность того, что за нормированное 
время передачи пакета, которым синхронизи-
руется протокол ALOHA, поступит ровно m 
пакетов, определяется известным уравнением: 
P(m) ,
!
m GG e
m

  где G – нормированная по дли-
тельности передачи пакета интенсивность по-
ступления пакетов [6]. Тогда с учетом того, что 
m  K  (абонент не может передавать более од-
ного пакета за один раз) в общем случае мож-
но записать: 
   
1
1 1
1 .
1 !
mm GK K
n
m m
G e KC P m M
K m K

 
         
На рис. 2,а показана зависимость нормиро-
ванной пропускной способности сети C (G) 
для трех значений количества абонентов. 
Для абсолютной оценки пропускной способ-
ности необходимо воспользоваться уравнением: 
   
1
1 1
1
1 !
mm GK K
a
m m
G e KC P m M
m K

 
        . 
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Рис. 2. Пропускная способность сети 
На рис. 2,б показана зависимость абсолют-
ной пропускной способности Cа (G) для трех 
значений количества абонентов в сети. В дан-
ном случае значение Са > 1 вследствие парал-
лельных передач, обусловленных свойствами 
IR–UWB-сигналов. 
Заключение. Уникальные свойства IR–UWB-
сигналов требуют специального подхода к про-
ектированию МАС-уровня, в котором должны 
быть учтены невозможность определения из-
вестными методами занятого состояния радио-
канала и естественная способность сигналов 
обеспечения параллельной во времени переда-
чи определенным количеством абонентов в 
общем радиоканале. 
Количество одновременных передач в ра-
диоканале ограничена системной интерферен-
цией, а также уровнем шумов многопользова-
тельской интерференции – MUI. Для устране-
ния системной интерференции на МАС-уровне 
предусмотрены процедуры динамического на-
значения кодов расширения в условиях пре-
вышения количества абонентов в сети над ко-
личеством доступных ортогональных кодов. 
Для снижения MUI используются механизмы 
ее локального измерения и децентрализован-
ного ограничения на уровне, обеспечивающем 
заданную вероятность успешной передачи. 
Использование специального канала управле-
ния и процедур резервирования позволяет оце-
нивать параметры радиоканала между коррес-
пондирующими абонентами, отслеживать ко-
личество активных абонентов по соседству, 
сообщать принимающим терминалом соседним 
с ним узлам значение дополнительной шумо-
вой мощности, которую каждый из них может 
добавить к суммарной МUI, не разрушая те-
кущий прием данных этого терминала, что в 
итоге повышает пропускную способность сети. 
92 УСиМ, 2014, № 3 
Согласованная оптимизация мощности и 
скорости передачи для активных соединений 
позволяет обеспечить требуемое качество об-
служивания на МАС-уровне для заданных ви-
дов трафика, а также обеспечить равноправ-
ный доступ абонентов, находящихся на разном 
удалении от точки приема. 
Существует возможность определения сво-
бодного состояния радиоканала, основанная не 
на измерении энергии сигнала, а на анализе 
спектральных компонентов последовательности 
импульсов IR–UWB. Реализация этой возмож-
ности обеспечивает минимизацию использова-
ния энергии при передаче и повышения пропу-
скной способности радиоканала. 
Эффективным средством повышения про-
пускной способности IR–UWB-сетей, как и в 
узкополосных сетях, служит локализация кон-
фликтов путем разделения канала передачи 
данных на ряд подканалов в сочетании с кана-
лом управления. 
Предложенная математическая модель по-
зволяет количественно оценить пропускную 
способность IR–UWB-сети для простого про-
токола неконтролируемого доступа c закреп-
лением кодов за приемником. 
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