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Introducción 
  
Un abogado se encuentra en posesión de una cinta de vídeo que contiene 
imágenes del asesinato de un miembro del Congreso de los Estados Unidos y en la que 
aparecen involucrados agentes de la Agencia de Seguridad norteamericana, la NSA. Es 
perseguido por agentes de esta organización de contraespionaje que lo localizan, esté 
donde esté, para tratar de eliminarlo. Es verdad que describimos el argumento de la 
película Enemigo público (Enemy of the State) en la que se refleja la capacidad de la 
policía de reconstruir lo que ha hecho un ciudadano en las últimas 72 horas mediante el 
acceso cruzado a cuatro base de datos: tarjeta de crédito, Seguridad Social, cuentas 
bancarias y posición geográfica del teléfono. Esta capacidad de reconstruir nuestros 
pasos es lo que me llamó la atención de esta película pero, al mismo tiempo, pensar en 
la posibilidad de que ocurra en la vida real, y que de hecho sabemos que es posible, me 
preocupa. 
El ciudadano de una sociedad tecnológicamente avanzada se siente intranquilo y 
preocupado porque simultáneamente al progreso aparecen amenazas a su libertad y a su 
identidad. En el mundo que nos ha tocado vivir es difícil impedir las intromisiones en la 
esfera privada. Hoy es posible, por ejemplo, observar y escuchar a distancia, hacer 
fotografías por la noche, conectarse en imagen y sonido con un domicilio a miles de 
kilómetros de distancia o acceder vía control remoto a un ordenador que está situado al 
otro lado del océano.  
Tenemos la sospecha, como ciudadanos, de que existen los medios técnicos para 
que nuestra formación académica, nuestros hábitos de vida, nuestros gustos, nuestra 
trayectoria empresarial, profesional o laboral, nuestra historia clínica o incluso nuestras 
creencias religiosas o políticas, mediante un simple cruce de datos se incorporen a un 
archivo accesible a no se sabe bien qué manos. 
Pero, además, esta intranquilidad aumenta y puede generar verdadera alarma con 
noticias aparecidas en los medios de comunicación acerca de la aparición en un 
contenedor de las historias clínicas con los datos personales de decenas de pacientes 
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
10 
Felipe García de Pesquera Gago 
arrojados a la basura por personal de un hospital
1
, que una tienda de Phone House tira a 
la calle 500 contratos con datos personales
2
, la multa de 6.000 euros impuesta a CCOO 
por compartir en el Emule una base de datos
3
, la confirmación por parte de Deutsche 
Telekom del robo de datos a 17 millones de clientes
4
 o la más reciente y preocupante 
sobre el “agujero grave de seguridad” detectado en la web del Ayuntamiento de Sevilla 
de forma que a través de un enlace por el buscador Google se puede acceder a los datos 
privados de cualquier sevillano, y conocer su dirección, las multas que tiene, sus 
importes o hasta el número de cuenta corriente
5
.  
Esta preocupación personal sé que es compartida por muchas personas. En la 
última encuesta realizada por el CIS
6
 en la que se incluyen preguntas sobre la protección 
de datos, más del 75% de los encuestados están mucho o bastante preocupados por la 
protección de sus datos personales y el posible uso de su información personal por 
terceros. Además, más del 70% considera que dar su número de tarjeta por Internet para 
realizar alguna compra les ofrece poca o ninguna seguridad. Y, por último, el 66% 
califica como baja o muy baja la seguridad en torno a los datos personales en Internet.  
Todo ello se refleja en el aumento constante de reclamaciones de los españoles 
ante la Agencia Española de Protección de Datos. Según la Memoria de 2014, se han 
presentado ante este organismo 2.099 reclamaciones de los ciudadanos por considerar 
vulnerados sus derechos a la privacidad y 10.074 denuncias. Y otro dato que extraemos 
de la Memoria: el número de cámaras de videovigilancia se ha multiplicado por 42 en 7 
años, pasando de las 5.000 videocámaras inscritas en 2007 a las 209.961 registradas en 
2014. 
                                                 
1
 El Tribunal Supremo confirmó la multa de 300.506,05 euros impuesta por la Agencia Española de 
Protección de Datos (AEPD) en 2005 a una sociedad tocoginecológica que prestaba servicios a la clínica 
sevillana Sagrado Corazón por arrojar a la basura 158 historias clínicas con datos personales de pacientes. 
En estos papeles se hacía referencia al motivo de la consulta, antecedentes, resultado de pruebas y el 
tratamiento de pacientes (Noticia aparecida en el diario El Mundo el día 26 de agosto de 2010).  
2
 Fuente: Diario El País, 18 de diciembre de 2007. 
3
 Noticia que se puede encontrar en la web Eleconomista.es el día 11 de abril de 2007. 
4
 Esta noticia se puede leer en Expansión, del 4 de octubre de 2008. 
5
 Noticia aparecida en ABC de Sevilla el día 3 de septiembre de 2015. 
6
 Encuesta del CIS de junio de 2013. Hasta noviembre de 2015 es la última encuesta en la que se incluyen 
preguntas acerca de la protección de datos (disponible en http://www.analisis.cis.es/cisdb.jsp). 
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Como consecuencia de estas reclamaciones y denuncias, la AEPD concluyó 872 
procedimientos sancionadores de los cuales 752 culminaron con la imposición de 
sanción y las multas impuestas ascendieron hasta los 17 millones de euros. No son éstas 
cantidades menores pero quiero resaltar otras cifras elocuentes del cambio operado en la 
sensibilidad de la sociedad frente a estas cuestiones relacionadas con la protección de 
datos y la intimidad de las personas. En 2014, hay 3.746.930 de ficheros inscritos en la 
AEPD, se han realizado 99.524 consultas mediante llamadas telefónicas, correo o correo 
electrónico y se cuentan 5.706.488 de visitas a la web de la Agencia
7
. 
Hace ya unos años salió en la prensa local la noticia acerca de la negativa por 
parte de la Junta de Oficiales a entregar el censo de hermanos de la Hermandad del Gran 
Poder a un candidato a Hermano Mayor en aplicación de la normativa civil, 
concretamente conforme a lo establecido en Ley Orgánica 15/1999, de 13 de diciembre, 
de Protección de Datos de Carácter Personal, y a la resolución emitida el 10 de junio de 
2004 por parte de la Agencia Española de Protección de Datos. La hermandad 




Esta noticia, junto con la intención de un miembro de una de las hermandades a 
las que pertenezco de darse de baja por apostasía solicitando, al mismo tiempo, la 
cancelación de sus datos en los archivos de la hermandad en plena campaña mediática 
de masivas solicitudes de baja en la Iglesia, me llevó a preguntarme cuál sería la 
situación de estas hermandades ante la aplicación de la legislación civil y, 
concretamente, de la normativa de protección de datos. 
Los integrantes de estas asociaciones nos acostumbramos a que se nos exijan 
datos de forma incesante desde el mismo momento de solicitar el ingreso en una 
hermandad. En este contexto, nuestro derecho a la libertad y los derechos fundamentales 
a la protección de datos y a la intimidad se podrían encontrar sometidos a graves 
agresiones que socavan su propia existencia, lo que afecta a nuestro libre desarrollo de 
la personalidad y dignidad. Por experiencia personal, me encuentro con hermandades 
que no se sienten obligadas a cumplir la normativa de protección de datos y otras que 
                                                 
7
 Fuente: Memoria de la AEPD de 2014 (disponible en www.aepd.es). 
8
 Noticia aparecida en ABC de Sevilla de 26 de septiembre de 2004. 
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realizan un tremendo esfuerzo por adaptarse a la ley. Desde estas modestas líneas 
pretendemos arrojar algo de luz sobre esta materia, de manera que se fijen unos criterios 
generales a estas asociaciones religiosas, independientemente de su localización 
geográfica o posibilidades presupuestarias, que les sirvan de guía en el proceso de 
cumplimiento de la normativa de protección de datos vigente en España, sin miedo a 
violentar la libertad religiosa de sus integrantes y que éstos se sientan tranquilos por el 
uso que de sus datos puedan realizar las hermandades a las que pertenezcan. 
Para ello a lo largo del trabajo analizaremos los diversos aspectos de la 
normativa de protección de datos que afectan a las hermandades. En el capítulo I 
sentaremos las bases del marco jurídico de este derecho fundamental a la protección de 
datos de carácter personal vigente en España, cuyo origen, e influencia, lo encontramos 
en Europa. En el siguiente capítulo nos detendremos en el otro derecho fundamental que 
ejercen de una manera evidente los integrantes de las hermandades, la libertad religiosa, 
por lo que analizaremos su régimen jurídico vigente en España.  
Fijado el marco jurídico de ambos derechos en los dos primeros capítulos, 
centraremos el estudio en la aplicabilidad de la normativa española de protección de 
datos de carácter personal a la Iglesia Católica y a sus asociaciones, particularmente las 
hermandades. A partir de aquí en sucesivos capítulos entraremos en el régimen jurídico 
de protección de datos en estas asociaciones, de forma que en el capítulo IV nos 
dedicaremos a analizar los conceptos básicos y fundamentales del derecho fundamental 
a la protección de datos como son dato y fichero, definiendo qué datos y qué tipos de 
ficheros manejan las hermandades, así como identificaremos a los responsables de los 
ficheros en estas asociaciones religiosas. Éste sería el enfoque estático de este derecho y 
dejaremos la perspectiva dinámica para los siguientes capítulos. En el capítulo V 
analizaremos el tratamiento de los datos que contienen los ficheros de las cofradías y la 
posible cesión de datos de hermanos a otros hermanos o personas ajenas a la 
Corporación o la cesión a otras entidades. Finalizamos esta investigación con el estudio 
en el capítulo VI de los derechos que los titulares de los datos pueden ejercitar frente a 
estas asociaciones y, en el capítulo VII, el nivel de seguridad de los ficheros que los 
responsables de las hermandades deben mantener en función de los datos que traten. 
Entendemos que planteamos un estudio inédito: la aplicación de la normativa 
sobre protección de datos a las hermandades y cofradías, asociaciones religiosas con 
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gran influencia en nuestra sociedad, sobre todo en Andalucía, que manejan numerosos 
datos personales de sus hermanos cedidos voluntariamente al incorporarse a las mismas 
y que pueden llegar a plantearse situaciones en las que interactúen dos derechos 
fundamentales, el ya mencionado derecho a la protección de datos y el derecho a la 
libertad religiosa. 
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Capítulo I 
El derecho fundamental a la protección de datos de carácter personal: 
Marco jurídico europeo y constitucional 
 
Vivimos en una época en la que todos los días aparecen inventos que nos hacen 
más cómoda nuestra existencia gracias al desarrollo económico y tecnológico alcanzado 
en las sociedades modernas. Ahora bien, el coste que este progreso tecnológico puede 
suponer para el disfrute de los derechos fundamentales en las sociedades más 
desarrolladas ha llevado a la teoría social anglosajona a acuñar un nuevo término 
“liberties´pollution”, el peligro de una contaminación de las libertades
9
. Esta amenaza 
alcanza de manera relevante al derecho a la intimidad, lo que exige una actuación desde 
las estructuras jurídicas para tratar de impedir que el flujo de datos necesario para el 
funcionamiento de la sociedad de la información actual, en la que información es poder, 
se convierta en una contaminación de los derechos y libertades fundamentales del 
ciudadano. 
El uso del ordenador electrónico y de Internet, propios de la sociedad cibernética 
de hoy día, que permite la interconectividad global entre individuos sin límites de 
fronteras, produce la progresiva automatización de la vida privada y aquellos que los 
manejan pueden tener en sus manos el poder de control sobre el resto de la población, 
ya que pueden acceder a informaciones personales, cuyo titular no ha consentido 
posteriores usos, tratamientos y finalidades de los mismos. 
En las sociedades informatizadas del presente, el poder ya no reposa sobre el 
ejercicio de la fuerza física, como FROSINI anticipó, sino sobre el uso de informaciones 
que permiten influir y controlar la conducta de los ciudadanos, sin necesidad de recurrir 
a medios coactivos. Por ello, la libertad personal y las posibilidades reales de intervenir 
en los procesos sociales se hallan determinadas por el acceso a la información
10
. 
                                                 
9
 Cfr. ANTONIO PÉREZ LUÑO, “Cibernética, derecho y sociedad”, en 1ª instancia, Revista de Derecho, 
1982, marzo, nº 2, pp. 26 y ss. 
10
 VITTORIO FROSINI, Contributi ad un diritto dell´informazione, Liguore Editore, Napoli, 1991, citado en 
CINTA CASTILLO JIMÉNEZ, Las nuevas tecnologías de la información y el derecho: de Vittorio Frosini a 
Internet, Instituto de Estadística de Andalucía, Sevilla, 2003, p. 72. 
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
16 
Felipe García de Pesquera Gago 
El desarrollo de las nuevas tecnologías de la información supone el incremento 
de las posibilidades técnicas de almacenar un gran volumen de datos personales y de un 
manejo o tratamiento fácil y eficaz de sus datos y, en consecuencia, genera amenazas 
para la intimidad de las personas. El principal problema en nuestra sociedad es preservar 
el derecho a la intimidad frente a la sociedad de la información, lo que supone que 
existen datos personales en poder tanto de la Administración como de empresas 
privadas. 
Para FROSINI el derecho a la intimidad consiste en el derecho personal a 
mantener inviolada la propia esfera de vida íntima en una sociedad como la tecnológica, 
en la cual todo puede ser objeto de información, añadiéndose las consecuencias que los 
avances tecnológicos han hecho, hacen y harán en el ordenador, de manera que éste se 
convierte en una especie de cerebro artificial con el que es posible controlar, cotejar y 
entrecruzar los datos personales de los ciudadanos sin problemas de espacio ni tiempo
11
. 
Se trata de reconocer al individuo una esfera de vida personal exclusiva y excluyente, 




, la protección de los datos personales y las libertades en 
relación con el uso de la informática han pasado a integrar el catálogo de derechos que 
permiten al ciudadano formar parte activa y constituyente del Estado. 
El derecho a la protección de datos o de libertad informática es un nuevo 
derecho fundamental a la autotutela de la propia identidad informática, basado en 
garantizar los derechos de acceso y control de los datos que conciernen al ciudadano. Es 
el derecho a controlar la veracidad de los datos, el acceso a su conocimiento por parte 
de terceros y su uso. FROSINI define la libertad informática como “el derecho a disponer 




                                                 
11
 V. FROSINI, “Los derechos humanos en la sociedad tecnológica”, en Anuario de Derechos Humanos, 
Facultad de Derecho de la Universidad Complutense, Madrid, 1983, pp. 101-115. 
12
 ERHARD DENNINGER, “El derecho a la autodeterminación informativa”, trad. cast. de A. PÉREZ LUÑO, 
en Problemas actuales de la documentación y la informática jurídica, Ed. Tecnos, Madrid, 1987, pp. 268 
y ss. 
13
 Citado en C. CASTILLO JIMÉNEZ, Las nuevas tecnologías cit., p. 100. 
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La doctrina ya no hace girar el concepto de derecho de protección de datos sobre 
el eje de la intimidad sino de la privacidad, el ámbito de lo que concierne a uno mismo. 
Ahora bien, como veremos en el trabajo, ya no se trata de cerrar un espacio de lo propio 
frente a personas ajenas; la informática puede superar las barreras que establezcamos en 
torno a nuestros datos, por eso, se evoluciona hacia el control de la información que 
otros pueden poseer sobre mí, sea cedida de forma voluntaria o involuntaria. 
En España, el derecho de protección de datos se ha regulado en dos leyes, ambas 
de carácter orgánico: la Ley Orgánica de Tratamiento Automatizado de Datos de 
carácter personal 5/1992, de 29 de octubre, la LORTAD, y la Ley Orgánica 15/1999, de 
13 diciembre, de Protección de Datos de carácter personal (LOPD), actualmente en 
vigor que deroga la anterior. Más recientemente, se aprobó el Real Decreto 1720/2007, 
de 21 de diciembre, Reglamento de desarrollo de la LOPD (RLOPD) que desarrolla y 
clarifica ciertos aspectos oscuros de la ley. Para PUENTE
14
, son definitivas las palabras 
incluidas en la Memoria explicativa del Proyecto por las que el Reglamento de 
desarrollo de la LOPD era necesario para “alcanzar una adecuada transparencia y 
seguridad jurídicas” en el campo del tratamiento de datos personales. 
Esta evolución del concepto de intimidad puede apreciarse en la jurisprudencia 
del Tribunal Constitucional; así, en un primer momento, la intimidad se configura como 
el derecho del titular a exigir la no injerencia de terceros en la esfera privada, 
concibiéndola pues, como un derecho de corte garantista o de defensa
15
. En un segundo 
momento a partir de la Sentencia del Tribunal Constitucional 134/1999, de 15 de julio, 
la intimidad pasa a ser concebida como un bien jurídico que se relaciona con la libertad 
de acción del sujeto, con las facultades positivas de actuación para controlar la 
información relativa a su persona y su familia en el ámbito público: “el derecho a la 
intimidad garantiza al individuo un poder jurídico sobre la información relativa a una 
                                                 
14
 AGUSTÍN PUENTE ESCOBAR, “Ámbito objetivo de aplicación; ámbito territorial de aplicación; 
tratamientos excluidos” en VV.AA. JUAN ZABÍA DE LA MATA, (coord.), Protección de datos: 
comentarios al Reglamento, Editorial Lex Nova, Valladolid, 2008, p. 31. 
15
 Sentencias del Tribunal Constitucional (en adelante STC) 143/1994 de 9 de mayo (RTC\1994\143) y 
11/1998 de 13 de enero (RTC\1998\11). Siguen esta línea otras sentencias como 254/1993 
(RTC\1993\254), 33 (RTC\1998\33), 35 (RTC\1998\35), 45 (RTC\1998\45), 60 (RTC\1998\60), 77 
(RTC\1998\77), 94 (RTC\1998\94), 104 (RTC\1998\104), 105 (RTC\1998\105), 106 (RTC\1998\106), 
123 (RTC\1998\123), 124 (RTC\1998\124), 125 (RTC\1998\125), 126 (RTC\1998\126), 158 
(RTC\1998\158), 198 (RTC\1998\198), 223 (RTC\1998\223) todas de 1998 y 30 (RTC\1999\30), 44 
(RTC\1999\44), 45 (RTC\1999\45) y 202 (RTC\1999\202) de 1999. 
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persona o a su familia, pudiendo imponer a terceros (sean estos simples particulares o 




No es hasta las dos sentencias de 30 de noviembre del año 2000
17
 cuando se 
reconoce como un nuevo derecho fundamental, autónomo y distinto del derecho a la 
vida privada, que consiste en que cada persona tiene un poder de disposición y control 
sobre sus datos, de manera que cuando estos van a ser cedidos a un tercero, podrá 
determinar qué datos va a proporcionar y con qué finalidad. Su encaje constitucional se 
halla en el artículo 18.4 CE, interpretado en relación con el Convenio número 108 del 
Consejo de Europa de 28 de enero de 1981 para la protección de las personas respecto 
del tratamiento automatizado de los datos de carácter personal, conforme a la exigencia 
del artículo 10.2 CE
18
. 
Por tanto, el Tribunal Constitucional ha reconocido un derecho, el derecho a la 
protección de datos de carácter personal, que no está escrito en nuestra Carta Magna, 
pero la definición jurisprudencial de este nuevo derecho se ha visto superada en el 
ámbito de las normas jurídicas por la aplicación del Derecho europeo desde la entrada 
en vigor del Tratado de Lisboa. En este sentido, adquiere especial trascendencia el 
artículo 8 de la Carta de los Derechos Fundamentales de la Unión Europea, conocida 
como Carta de Niza (2000/c364/01) que reconoce el derecho de protección de datos 
como un derecho fundamental en Europa. 
Para ello, previamente analizamos en este capítulo el marco jurídico tanto 
europeo como nacional, empezando por los antecedentes históricos del derecho a la 
protección de datos desde sus orígenes vinculado al derecho a la intimidad y su 
posterior evolución jurisprudencial y doctrinal que nos ha llevado al actual concepto del 
mismo.  
 
                                                 
16
 SSTC 134/1999, de 15 de julio (RTC\1999\134) y 144/1999, de 22 de julio (RTC\1999\144). 
17
 SSTC 290/2000 de 30 de noviembre (RTC\2000\290) y 292/2000, de 30 de noviembre 
(RTC\2000\292). 
18
 PABLO LUCAS MURILLO DE LA CUEVA, “Disposiciones Generales” en VV.AA. ANTONIO TRONCOSO 
REIGADA (director), Comentario a la Ley Orgánica de Protección de Datos de carácter personal, 
Editorial Thomson Reuters, Pamplona, 2010, pp. 75 y ss. 
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
19 
Felipe García de Pesquera Gago 
1. El derecho fundamental a la protección de datos 
 
a. Antecedentes históricos: la Sentencia del Tribunal Constitucional 
alemán de 15 de diciembre de 1983 
 
Hasta llegar al actual concepto del derecho fundamental a la protección de datos, 
tanto la jurisprudencia como la doctrina han recorrido un largo camino. Su origen 
histórico se encuentra en Alemania
19
 donde se consagra el derecho a la 
autodeterminación informativa (Recht auf informationelle Selbsbestimmung). La ley 
alemana del Censo de Población de 1983 fue anulada por el Tribunal Constitucional 
germano en su sentencia de 15 de diciembre de 1983 por contraria a los derechos de la 
persona respecto a la transmisión de datos entre el Estado, regiones y ayuntamientos. 
Concretamente anuló, por inconstitucionales, tres preceptos de la mencionada ley, entre 
ellos, los relativos al cotejo de los datos personales del censo estatal con los de los 
padrones.  
La Ley del Censo de 1983 preveía una amplia revelación de datos personales 
exigiendo al ciudadano la obligación de responder detalladamente a una encuesta con 
una serie de preguntas bajo la amenaza de sanciones pecuniarias. Se plantea una 
cuestión de inconstitucionalidad y en su resolución el Tribunal alemán configura, a 
partir del derecho general de la personalidad recogido en el artículo 2.1 de la Ley 
Fundamental de Bonn, la “facultad del individuo, derivada de la idea de 
autodeterminación, de decidir básicamente por sí mismo cuándo y dentro de qué límites 
procede revelar situaciones referentes a la propia vida”. Surge la necesidad de establecer 
unas medidas jurídicas de protección del individuo “contra la recogida, el 
almacenamiento, la utilización y la transmisión ilimitadas de los datos concernientes a 
la persona” frente a su uso informatizado, no tanto por el carácter estrictamente privado 
de éstos sino por el peligro que supone la utilización que se haga de los mismos, de 
modo que un dato aislado en sí mismo aparentemente irrelevante “ya no depende 
únicamente de si afecta o no a procesos de la intimidad” sino que su grado de 
                                                 
19
 STC de Alemania de 15 diciembre de 1983 que declaró parcialmente inconstitucional la Ley del Censo 
de Población de 31 de marzo de 1982 (Volkszählungsgesetz). Traducción de Mariano Daranas publicada 
en el Boletín de Jurisprudencia Constitucional, nº 33, 1984, pp. 126 y ss. 
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sensibilidad vendrá determinado por las posibilidades de “elaboración automática de 
datos” por parte de la tecnología informática.  
El peligro del que hablamos se debe especialmente a que en los procesos de 
decisión no se acude como antes a las actas y archivos elaborados de forma manual, 
sino que con la ayuda del procesamiento automático de datos se puede consultar 
información individual sobre las relaciones personales y materiales de una persona 
determinada o determinable, que ha sido archivada en forma ilimitada desde el punto de 
vista técnico, y que se puede revisar en segundos sin tener en cuenta las distancias. 
Además, si los sistemas de información se combinan con otras bases de datos se puede 
generar una imagen más o menos completa de la personalidad del individuo, sin que el 
implicado pueda controlar suficientemente su exactitud y la utilización de la misma. 
Con ello, las posibilidades de controlar e interferir en la vida de los individuos se han 
ampliado en una forma hasta antes desconocida; así, la presión psicológica que ejerce el 
escrutinio público, el control e intervención de los poderes públicos en la sociedad, 
puede influir de manera determinante en el comportamiento de los individuos. 
Para el Tribunal alemán un ordenamiento social y un orden legal en el que los 
ciudadanos no pudieran conocer quiénes, cuándo y en qué circunstancias saben qué 
sobre ellos, serían incompatibles con el derecho a la autodeterminación de la 
información. De ahí se deduce que el libre desarrollo de la personalidad presupone en 
las modernas condiciones para el procesamiento de datos, la protección de los 
individuos frente a la ilimitada recolección, archivo, empleo y retransmisión de sus 
datos personales. Esa protección se contempla en los derechos fundamentales previstos 
en el artículo 2, párrafo 1, en relación con el artículo 1, párrafo 1 de la Ley Fundamental 
alemana
20
. El derecho fundamental garantiza de esta manera la capacidad del individuo 
principalmente para determinar la transmisión y empleo de sus datos personales. 
                                                 
20
 Ley Fundamental de Bonn, modificada el 31 de agosto de 1990 para convertirse en la Constitución de 
la República de Alemania tras su unificación.  
Artículo 1.1: “La dignidad del hombre es sagrada y constituye deber de todas las autoridades del Estado 
su respeto y protección”. 
Artículo 2.2: “Cada uno tendrá derecho al libre desenvolvimiento de su personalidad, en tanto no vulnere 
los derechos de otro y no atente al orden constitucional o a la ley moral”. 
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Ahora bien, este derecho a la “autodeterminación de la información” no se 
garantiza ilimitadamente. El individuo no tiene un derecho en el sentido de un señorío 
ilimitado, absoluto, sobre “sus” datos; el individuo es ante todo una personalidad que se 
desarrolla en el interior de una comunidad social y que está obligado a la comunicación 
con los demás. El individuo debe admitir ciertas restricciones a su derecho a la 
autodeterminación de la información, principalmente en aras del interés general 
preponderante. Esas restricciones requieren de un fundamento legal, constitucional, con 
base en el cual los presupuestos y la extensión de las restricciones se den con precisión 
y sean reconocibles para los ciudadanos y que, además, cumplan con el mandato de la 
claridad normativa, inherente al Estado de Derecho. Para su reglamentación, el 
legislador debe tener en cuenta además el principio de proporcionalidad. 
Este principio se deriva directamente de la esencia de los derechos 
fundamentales mismos que, como expresión del derecho general del ciudadano a la 
libertad frente al Estado, sólo pueden ser restringidos por el poder público en la medida 
que sea indispensable para la protección del interés público y siempre estableciendo 
disposiciones en materia de organización y procedimientos que eviten el peligro de una 
violación de los derechos de la personalidad. 
Las restricciones que pueden afectar a este derecho no vienen determinadas 
porque se trate de una información sobre asuntos íntimos. Para determinar el significado 
de un dato respecto del derecho de la personalidad se requiere conocer el contexto en 
que va a ser utilizado: sólo cuando existe claridad sobre la finalidad para la que se 
recoge la información y sobre las posibilidades que existen de utilizarla y relacionarla, 
podrá responderse si una restricción al derecho a la autodeterminación de la información 
es admisible. Para obligar a una persona a proporcionar datos personales es necesario 
que el legislador haya determinado en forma precisa y específica su finalidad y que las 
informaciones sean necesarias y adecuadas para el logro de dicha finalidad. De ahí que 
la recogida de datos en forma no anónima, acopiados con finalidades indeterminadas o 
no determinables, sea inadmisible. En todo caso, y así lo entiende el Tribunal alemán, la 
utilización de los datos está limitada a los fines determinados por la ley. 
Ya en aquel entonces esta sentencia determina que tanto la recogida como el 
procesamiento de datos con fines estadísticos o científicos pueden estar excluidos de 
esta protección del derecho a la autodeterminación de la información siempre y cuando 
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los datos sean anónimos y se mantengan en secreto ya que no se verían afectados los 
derechos de la personalidad del ciudadano, doctrina que será ampliamente asumida por 
las legislaciones nacionales en materia de protección de datos. 
En consecuencia, el bien tutelado por el sistema de protección de datos no es la 
intimidad en su sentido estricto y físico sino la intimidad informativa o 
autodeterminación informativa. Es el propio individuo el que determina lo que debe o 
no quedar reservado al conocimiento público.  
Para el Alto Tribunal alemán este derecho de protección de datos personales se 
fundamenta, como los derechos personalísimos, en el derecho general de la 
personalidad, contemplado en el artículo 2, párrafo 1, en relación con el artículo 1, 
párrafo 1 de la Ley Fundamental, y que protege a los individuos frente a la recolección, 
archivo, empleo y difusión ilimitada de sus datos personales. El derecho fundamental 
garantiza en esta medida la capacidad de los individuos, para determinar, en principio, 




b. El reconocimiento expreso del derecho a la protección de datos en el 
Derecho comunitario 
 
1. Su configuración como principio general del Derecho comunitario 
 
Antes de que se aprobara alguna norma comunitaria sobre el derecho de 
protección de datos, se plantearon ante el Tribunal de Justicia de las Comunidades 
Europeas (en adelante, TJCE), instancia suprema con sede en Luxemburgo cuya función 
es garantizar el respeto del Derecho comunitario en la interpretación y aplicación de los 
Tratados
22
, varios casos relacionados con datos personales de ciudadanos de la 
Comunidad Europea. Entre estas sentencias destaco la de 7 de noviembre de 1985, caso 
                                                 
21
 Para profundizar en el análisis de esta sentencia recomiendo la obra de JÜRGEN SCHWABE, 
Jurisprudencia del Tribunal Constitucional Federal Alemán, Ed. Konrad Adenauer Stiftung e. V., Méjico, 
2009, pp. 94-102. 
22
 Artículo 220 Tratado de la Comunidad Europea. Hoy se denomina Tribunal de Justicia de la Unión 
Europea. 
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Stanley George Adams, que solicitaba la anulación de una Decisión de la Comisión 
relativa a prácticas anticompetencia en la que se desvelaba información cuya 
divulgación permitía la identificación del demandante como la fuente de información 
relativa a las prácticas anticompetencia perseguidas; y más tarde, la sentencia de 7 de 
octubre de 1987, caso Strack, en el que se denegaba a la viuda de un funcionario de 
Instituciones europeas el acceso a los datos médicos contenidos en el expediente 
personal del difunto fundamentándolo el tribunal en el secreto médico. En estas 
primeras sentencias no se reconoce expresamente un derecho a la protección de datos 
autónomo sino que lo vinculan con el derecho a la vida privada
23
.  
La primera e histórica sentencia, como muy bien afirma ARENAS
24
 es la del 
llamado caso Stauder
25
. En ella, el tribunal reconoce por primera vez que los derechos 
fundamentales son principios generales del Derecho comunitario. El caso trataba sobre 
una Decisión de la Comisión europea, el Ejecutivo comunitario, relativa a la venta de 
mantequilla a precio reducido a cambio de un cupón que se entregaba a personas 
incluidas en colectivos desfavorecidos. Un ciudadano alemán acudió al TJCE al 
entender que los cupones en Alemania eran nominativos, es decir, que constaba el 
nombre y apellidos del beneficiario, lo cual atentaba contra su dignidad personal y su 
revelación a los vendedores sería incompatible con los principios generales del Derecho 
comunitario. Aunque el tribunal falló en su contra, la sentencia afirmaba que el 
desarrollo alemán de la Decisión comunitaria “no contenía ningún elemento que 
perjudicase los derechos fundamentales como parte integrante de los principios 
generales del Derecho comunitario cuyo respeto asegura el TJCE”. 
Algunos años después el Alto Tribunal comunitario tendrá en cuenta, en una 
serie de sentencias
26
, el derecho a la protección de datos personales como principio 
                                                 
23
 SSTJCE de 7 de noviembre de 1985, caso Stanley George Adams (VLEX-52457338 disponible en 
inglés) y de 7 de octubre de 1987, asunto nº 140/86 caso Strack. Ambas sentencias se analizan 
someramente por MÓNICA ARENAS RAMIRO, El derecho fundamental a la protección de datos en Europa, 
Ed. Tirant lo Blanch, Valencia 2006, pp. 226 y ss. 
24
 M. ARENAS RAMIRO, El derecho fundamental a la protección cit., Ed. Tirant lo Blanch, Valencia 2006, 
pp. 226 y ss. 
25
 STJCE de 12 de noviembre de 1969, caso Stauder (Id. vLex: VLEX-52431763, disponible en inglés). 
Vide M. ARENAS RAMIRO, op. cit., pp. 226 y ss. 
26
 SSTJCE de 17 de octubre de 1989, caso Dow Chemical Ibérica (TJCE\1990\40); de 8 de abril de 1992, 
caso Comisión vs. República Federal de Alemania (TJCE\1992\83); de 21 de abril de 1994, asunto C-
22/93 P, caso Campogrande. Esta última sentencia vide M. ARENAS RAMIRO, op. cit., p. 230. 
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general del derecho comunitario, pero sin reconocerlo expresamente. En primer lugar, la 
sentencia de 17 de octubre de 1989, caso Dow Chemical Ibérica, en el que se llevó a 
cabo un registro en esta empresa por parte de funcionarios de la Comisión europea al 
tener sospechas sobre la existencia de acuerdos o de prácticas concertadas sobre la 
fijación de precios y de cuotas de venta de PVC y de polietileno entre determinados 
productores y proveedores de estas sustancias en la Comunidad. En el registro de la 
empresa en cuestión los inspectores acceden al maletín y agenda personal de uno de sus 
representantes y, por tanto, a datos personales, para verificar si se había llevado a cabo 
prácticas para fijación de precios y cuotas de venta de un producto. En este caso, la 
demanda fue rechazada y se estimó como correcta la actuación de los funcionarios. 
En segundo lugar, destaco también la sentencia de 8 de abril de 1992, caso 
Comisión contra República Federal de Alemania, sobre una norma alemana que 
permitía importar productos farmacéuticos en determinadas condiciones y en cantidades 
precisas si fueran destinados a satisfacer necesidades personales. El problema radicaba 
en que había que exigir al comprador ciertos datos sobre el uso y fin de tales 
medicamentos para comprobar las necesidades personales y ello era incompatible con el 
derecho a la vida privada y el secreto médico. El Tribunal entendió que aunque se 
pueden admitir restricciones a estos derechos, como pueden ser el interés público 
general y la protección de la salud pública y la vida de las personas, las autoridades 
alemanas no pudieron justificar tal medida. 
Y el TJCE en la sentencia de 21 de abril de 1994, caso Campogrande, desestima 
la pretensión de la demandante que consistía en la negación por parte de esta 
funcionaria de una Institución europea de facilitar su domicilio particular en el 
cuestionario exigido por la Comisión Europea, en virtud de un Acuerdo con el Reino de 
Bélgica, donde residía, para actualizar sus datos personales puesto que entendía que su 
posterior cesión a las Oficinas de empadronamiento de los municipios donde residían 
los funcionarios lesionaba sus derechos. 
Me detengo brevemente en el caso X contra la Comisión resuelto en la sentencia 
de 5 de octubre de 1994
27
. La Comisión consideró que una persona no era apta para 
ocupar el puesto de funcionario tras someterle a una prueba indirecta de SIDA sin su 
                                                 
27
 STJCE de 5 de octubre de 1994, caso X vs. Comisión (TJCE\1994\174). 
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consentimiento. Es destacable esta sentencia, en opinión de ARENAS
28
, porque recurre a 
la jurisprudencia del Tribunal Europeo de Derechos Humanos (en adelante TEDH) para 
fundamentar las restricciones al ámbito de la vida privada, del cual formaría parte el 
derecho a la protección de datos. Se reconoce expresamente que los datos relativos a la 
salud son datos sensibles que forman parte de la vida privada; reconoce el valor del 
consentimiento del titular de los datos afirmando que éste debe tener información 
suficiente y que su consentimiento debe ser completo; y utiliza el principio de 
proporcionalidad para comprobar si ha existido una injerencia y toma como punto de 
referencia para ello el artículo 8.2 Convenio Europeo de Derechos Humanos (en 
adelante CEDH) que analizaremos en un apartado posterior. 
 
2. La Directiva 95/46/CE y su interpretación por el Tribunal de Justicia 
de la Comunidad Europea 
 
En nuestro ordenamiento jurídico este derecho, hoy reconocido como 
fundamental, ha sido desarrollado legalmente en dos ocasiones: la denominada 
LORTAD de 1992 y la vigente LOPD de 1999. Ésta última responde a la necesidad de 
adaptar nuestra legislación al texto comunitario básico en esta materia, como es la 
Directiva 95/46/CE del Parlamento Europeo y del Consejo, de 24 de octubre de 1995, 
relativa a la Protección de las Personas Físicas en lo que respecta al Tratamiento de 
Datos Personales y a la Libre Circulación de estos Datos
29
. Esta norma contiene la 
definición de datos personales, el reconocimiento de los derechos de los titulares de 
datos personales (derecho a ser informado, derecho a la libre disposición de los datos, y 
los derechos de acceso, rectificación y cancelación). Además, se establecen a lo largo de 
sus 72 Considerandos una serie de principios que nos facilitan la aplicación y la 
interpretación del articulado de dicha Directiva, que los podemos agrupar de la siguiente 
forma: 
                                                 
28
 M. ARENAS RAMIRO, op. cit., p. 230. 
29
 Directiva 1995/46/CE, de 24 de octubre. CONSEJO. DOL 23 de noviembre de 1995, nº 281, p. 31. 
Protección de las personas físicas en lo que respecta al tratamiento de datos personales y a la libre 
circulación de esos datos. La Directiva, a su vez, se propone precisar y ampliar los contenidos del 
Convenio de 28 de enero de 1981 del Consejo de Europa para la protección de las personas en lo que 
respecta al tratamiento automatizado de los datos personales (vid. Considerando nº 11). 
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- Tratamiento lícito, así se considera todo tratamiento de datos personales 
encaminado a proteger un interés esencial para la vida. 
- Consentimiento, sólo se podrán tratar datos que puedan afectar a las libertades 
fundamentales o a la intimidad si existe consentimiento explícito del interesado. 
- Finalidad, se entenderá como tratamiento leal aquél en el que el interesado 
conozca que existe un tratamiento y se le haya informado en la recogida del dato de 
forma completa y precisa sobre su tratamiento y uso. 
- Derecho de acceso, el interesado tiene derecho a verificar la exactitud y licitud 
del tratamiento que se realice sobre sus datos, aunque este derecho no es absoluto y 
tendrá unos límites. 
- Seguridad, se garantiza la seguridad de los datos y el individuo se puede 
oponer al tratamiento de los datos que le conciernen. 
Por consiguiente, esta Directiva se convierte en fundamental en el proceso de 
construcción del contenido del derecho a la protección de datos personales. Desde su 
aprobación, el TJCE acudirá a ella para fundamentar sus razonamientos.  
La primera sentencia que destacamos tras la entrada en vigor de la Directiva 
95/46 es la del caso Adidas. Se plantea una cuestión prejudicial tras el recurso 
interpuesto por esta empresa contra la negativa de una Administración de Aduanas a 
revelarle la identidad del destinatario de unas mercancías sospechosas de haber 
usurpado su marca por el posible perjuicio que dicha revelación podía causar. En esta 
sentencia se permite a Adidas a acceder a los datos que solicitaba y el Tribunal reconoce 
que los datos han de ser adecuados y pertinentes; que deben ser utilizados para la 
finalidad para la que fueron recogidos y cedidos, en su caso, y no para otro diferente; 
que las limitaciones a la cesión de datos personales deben ser específicas, estar 
justificadas y no ser desproporcionadas al fin perseguido; y que el tratamiento de datos 
personales debe basarse en el consentimiento del interesado
30
. Como podemos observar 
en esta sentencia se reflejan los que serán los principios fundamentales de este derecho. 
                                                 
30
 STJCE de 14 de octubre de 1999, caso Adidas (TJCE\1999\239). 
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Un año más tarde, se plantea una cuestión prejudicial sobre la interpretación de 
un Reglamento comunitario por el que se establecía un sistema de gestión y control de 
ayudas comunitarias basado en la creación de bases de datos de los solicitantes, para 
evitar el fraude en las concesiones se condiciona el acceso a los datos personales a la 
existencia de un interés legítimo, sin que se pueda hacer depender dicho acceso y su 
posible cesión de la voluntad del sujeto que los había proporcionado y, además, la 
información comunicada debía ser exacta y completa
31
. 
En el año 2001 el TJCE se enfrenta a la cuestión de la cesión o transmisión de 
datos personales relativo a la denegación por parte del Consejo de una asignación 
familiar a un funcionario sueco que había inscrito en el registro una relación de pareja 
con otro nacional del mismo sexo. El TJCE considera que la información debe ser 
exacta y completa pues una transmisión o cesión de datos personales erróneos o falsos 
supone una injerencia en la vida privada
32
. 
Ante un caso referente a patentes biotecnológicas en el que no se podía 
comprobar si el donante o el receptor de los productos obtenidos mediante 
procedimientos biotecnológicos había prestado su consentimiento, el TJCE reconoce 
que el elemento esencial del derecho a la protección de datos es la libre disposición de 
los datos por parte del individuo a través del consentimiento
33
.  
Como podemos observar, progresivamente a lo largo de los años, este Tribunal 
ha ido extendiendo el alcance y fijando el contenido de este derecho fundamental en el 
contexto europeo.  
 
3. Carta de derechos fundamentales de la Unión Europea 
 
La Carta de los Derechos Fundamentales, aprobada como Declaración en la 
Cumbre de Jefes de Estado y de Gobierno de la Unión Europea, celebrada en la ciudad 
                                                 
31
 STJCE de 14 de septiembre de 2000, caso The Queen and the Ministry of Agriculture, Fischeries and 
Food (TJCE\2000\194). 
32
 STJCE de 31 de mayo de 2001, caso D. y Reino de Suecia vs. Consejo (TJCE\2001\152). 
33
 STJCE de 9 de octubre de 2001, caso Países Bajos vs. Parlamento y Consejo (TJCE\2001\267). 
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de Niza el 7 de diciembre de 2000 y hoy integrada en el Tratado de Lisboa, afirma en su 
artículo 8 que “toda persona tiene derecho a la protección de los datos de carácter 
personal que le conciernan”
34
, luego reconoce explícitamente este derecho fundamental 
a toda persona, independientemente de su nacionalidad o residencia, y como una 
categoría diferente del derecho a la vida privada
35
, por lo que nos encontramos que la 
configuración del derecho a la protección de datos no descansa solamente en un 
pronunciamiento judicial, sino que se plasma en normas jurídicas vinculantes en el 
ordenamiento comunitario desde su entrada en vigor en 2010 tras su ratificación por la 
República de Irlanda y la República Checa. España lo ratificó en 2008
36
. Posteriormente 
se incorporó literalmente al Tratado de Funcionamiento de la Unión Europea en el 
apartado 1 del artículo 16: “Toda persona tiene derecho a la protección de los datos de 
carácter personal que le conciernan”
37
.  
Es muy importante, ya que las normas relativas a los derechos fundamentales y a 
las libertades que la Constitución reconoce se interpretarán de conformidad con la 
Declaración Universal de Derechos Humanos y los Tratados y Acuerdos Internacionales 
sobre las mismas materias ratificados por España (artículo 10.2 CE). 
La Carta es un complemento del CEDH ya que lo adapta a los tiempos actuales 
por un lado, otorgándoles el mismo sentido y alcance a derechos reconocidos por el 
CEDH, como puede ser el derecho a la vida privada y, por otro lado, recoge nuevos 
derechos como puede ser el derecho a la protección de datos personales, no reconocido 
como tal por el CEDH pero reconocido de manera implícita por el TEDH como 
desarrollaremos en el apartado dedicado a la jurisprudencia de dicho Tribunal. 
                                                 
34
 Artículo 8 Carta de Niza: “1. Toda persona tiene derecho a la protección de los datos de carácter 
personal que le conciernan. 
2. Estos datos se tratarán de modo leal, para fines concretos y sobre la base del consentimiento de la 
persona afectada o en virtud de otro fundamento legítimo previsto por la ley. Toda persona tiene derecho 
a acceder a los datos recogidos que la conciernan y a su rectificación. 
3. El respeto de estas normas quedará sujeto al control de una autoridad independiente”. Diario Oficial, 
núm. C 83, de 30 de marzo de 2010, versión consolidada. 
35
 P. LUCAS MURILLO DE LA CUEVA, “La primera jurisprudencia sobre el derecho a la autodeterminación 
informativa” en la revista Datos Personales, Núm. 1, Marzo 2003, p. 4 (Id. vLex: VLEX-205284). 
36
 Se autoriza la ratificación por el Reino de España del Tratado de Lisboa por Ley Orgánica 1/2008, de 
30 de julio. 
37
 Diario Oficial, núm. C 83, de 30 de marzo de 2010, versión consolidada. 
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Para ARENAS, el reconocimiento de este derecho como un derecho autónomo del 
derecho a la vida privada recogido en el artículo 7 de la propia Carta de Niza, se debe a 
la necesidad de garantizar una tutela específica frente a la recogida y almacenamiento 
de información sobre las personas en un mundo globalizado y que, concretamente, 
debido a la integración europea y a los avances tecnológicos es muy fácil el continuo 
flujo transfronterizo de datos
38
. 
En el año 2003 el TJCE se pronuncia, por fin, de manera expresa en dos 
sentencias sobre el derecho a la protección de datos que aunque se trata de recursos 
relativos a la Directiva 95/46/CE se puede afirmar que ya están presentes los derechos 
fundamentales tal y como se consagran en la Carta de Niza. 
La primera sentencia resuelve el llamado caso Österreichischer Rundfunk
39
, en 
el que se cuestionaba la obligación del organismo público de radiodifusión austríaco 
(ORF), de comunicar datos sobre los ingresos de sus empleados al Tribunal de Cuentas 
que a su vez tenía la obligación de publicar los nombres e ingresos de sus empleados. El 
Tribunal, en base a la jurisprudencia del TEDH sobre el artículo 8 CEDH
40
, estimó que 
tal recogida y posterior comunicación de datos suponía una injerencia en el derecho a la 
protección de datos de carácter personal y que se debía verificar si la misma estaba 
justificada, prevista por la ley, si perseguía una finalidad legítima y si se podía entender 
como necesaria en una sociedad democrática. El órgano jurisdiccional concluyó que no 
era contraria a la Directiva dicha obligación siempre y cuando se demostrara que la 
susodicha divulgación de datos fuera necesaria para una adecuada gestión de los 
recursos públicos y su tutela correspondiese a los órganos jurisdiccionales nacionales.  
Pocos meses después se emite la segunda sentencia, el caso Lindqvist
41
, en el 
que se acusaba a una catequista de una parroquia sueca de haber infringido la normativa 
de protección de datos personales al haber publicado en varias páginas web información 
de varios compañeros de la parroquia sin haberles informado, sin contar con su 
                                                 
38
 M. ARENAS RAMIRO, op. cit., p. 245. 
39
 STJCE de 20 de mayo de 2003, caso Österreichischer Rundfunk (TJCE\2003\148). 
40
 Véase las SSTEDH de 16 de febrero de 2000, caso Amann (TEDH\2000\87) y de 4 de mayo de 2000, 
caso Rotaru (TEDH\2000\130), analizadas en el epígrafe e) el derecho a la protección de datos en la 
jurisprudencia del TEDH de este apartado 1. El derecho fundamental a la protección de datos. 
41
 STJCE de 6 de noviembre de 2003, caso Lindqvist (TJCE\2003\368). 
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consentimiento y sin haber comunicado este hecho a la agencia de protección de datos 
sueca. Para el Tribunal, en línea con el TEDH, el nombre de una persona junto a su 
número de teléfono se puede considerar un dato personal porque es una “información 
sobre una persona física identificada o identificable”. Por tanto, define con claridad qué 
se puede considerar como un dato personal. Además, considera que no existe ninguna 
causa que justifique el tratamiento de datos (así considera la publicación de datos en 
Internet) relativos a la salud (publica que uno de los catequistas tiene una lesión en un 
pie) sin el consentimiento de su titular, suponiendo por ello un límite injustificado al 
derecho a la protección de datos personales. En opinión de DE MIGUEL
42
, el TJCE deja 
claro que “la actividad del responsable de una página de Internet, dedicado a recoger 
ciertas informaciones personales para incluirlo en sus páginas de Internet y ponerlas por 
este medio a disposición de terceros sí constituye tratamiento de datos personales” y no 
se requiere ninguna actividad adicional del tipo palabra clave que facilite su búsqueda. 
Ahora bien, determinar qué tipo de tratamientos pueden ser legítimos, en particular, en 
la medida en que se vinculen con el ejercicio del derecho fundamental a la libertad de  
información o de expresión, el TJCE se limita a señalar que es cuestión que corresponde 
a los órganos jurisdiccionales nacionales. 
Más recientemente, este Tribunal, ya denominado Tribunal de Justicia de la 
Unión Europea (TJUE), ante una cuestión prejudicial planteada respecto a la 
publicación en el sitio web de la Agencia Federal de Agricultura y Alimentación, del 
estado Federado de Hesse en la República de Alemania, de datos de carácter personal de 
dos personas, concretamente sus nombres y apellidos, localidad de residencia con su 
código postal y el importe anual percibido, en cuanto beneficiarios de fondos 
procedentes del FEAGA o del FEADER, ha determinado que el derecho a la protección 
de datos de carácter personal no es un derecho absoluto, sino que ha de considerarse en 
relación con su función social, en este caso el control de fondos públicos y su uso por 
parte de la Administración, de manera que pueden introducirse limitaciones al ejercicio 
de este derecho siempre que estén establecidas por ley, no vulneren el contenido 
esencial de los derechos y libertades fundamentales y, respetando el principio de 
proporcionalidad, sean necesarias y respondan al interés general o a la exigencia de 
                                                 
42
 PEDRO ALBERTO DE MIGUEL ASENSIO, “La protección de datos personales a la luz de la reciente 
jurisprudencia del TJCE” en Revista de la Facultad de Derecho de la Universidad de Granada, 3ª época, 
núm. 7, 2004, pp. 397-417. 
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protección de los derechos y libertades de los demás. En este caso concreto, el Tribunal 
entendió que “cabe concebir medidas que entrañen lesiones de menor gravedad a este 
derecho fundamental de las personas físicas, sin dejar por ello de contribuir eficazmente 
al logro de los objetivos de la normativa de la Unión controvertida, procede concluir 
que el Consejo y la Comisión han sobrepasado los límites que impone el respeto del 
principio de proporcionalidad al obligar a publicar los nombres de todas las personas 





c. El Convenio 108 del Consejo de Europa 
 
En 1949 se funda el Consejo de Europa tras la firma del Tratado de Londres 
cuya finalidad es conseguir una mayor unidad entre sus miembros para la salvaguarda y 
realización de los ideales y principios que constituyen su herencia común y para facilitar 
su progreso social y económico, mediante, entre otros medios, la protección y el 
desarrollo de los derechos humanos y las libertades individuales
44
. Al año siguiente se 
firmó en el seno del Consejo de Europa el Convenio Europeo de Derechos Humanos (el 
ya mencionado CEDH). Es un tratado internacional cuya finalidad es proteger 
internacionalmente ciertos derechos y libertades fundamentales, para lo cual, se 
establece un catálogo de derechos, entre ellos el derecho a una vida privada y familiar 
recogido en el artículo 8, que deben ser respetados y garantizados por los Estados 
firmantes. En este artículo se afirma que “toda persona tiene derecho al respeto de su 
vida privada y familiar, de su domicilio y de su correspondencia” y en su apartado 2 se 
añade que ”no podrá haber injerencia de la autoridad pública en el ejercicio de este 
derecho, sino en tanto en cuanto esta injerencia esté prevista por la Ley y constituya una 
medida que, en una sociedad democrática, sea necesaria para la seguridad nacional, la 
seguridad pública, el bienestar económico del país, la defensa del orden y la prevención 
del delito, la protección de la salud o de la moral, o la protección de los derechos y las 
libertades de los demás”.  
                                                 
43
 STJUE de 9 de noviembre de 2010, Volker und Markus Schecke y Eifer (TJCE\2010\334). 
44
 Artículo 1 del Estatuto del Consejo de Europa. 
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 Además este Convenio establece un sistema de garantías judiciales 
internacionales para controlar el respeto de los derechos reconocidos en el mismo. Por 
ello crea una serie de órganos supranacionales y, concretamente entre estos se crea un 
órgano judicial dotado de jurisdicción obligatoria para conocer las demandas estatales e 
individuales que se formulen como consecuencia de la lesión de unos de los derechos 
reconocidos por el CEDH: el Tribunal Europeo de Derechos Humanos (TEDH) con 
sede en Estrasburgo. 
El ámbito de protección del artículo 8 abarca la vida privada entendida como la 
esfera en la que el individuo puede establecer y desarrollar relaciones con otras personas 
que le permitan desarrollar su propia personalidad
45
 pero no incluye actuaciones que 
puedan perjudicar vidas ajenas o que supongan salir de la esfera privada a la pública
46
. 
Ante los peligros que acechaban a los derechos de la personalidad derivados de 
los avances tecnológicos y visto que la regulación del propio CEDH no era suficiente 
para protegerlos, en 1981, el Consejo de Europa elabora su Convenio número 108
47
, de 
carácter vinculante en tanto que Convenio internacional, que pretende garantizar el 
derecho a la vida privada frente a los tratamientos de los datos personales conciliando el 
respeto a la vida privada y la libre circulación de información entre los Estados
48
 y 
establece los principios básicos en la configuración de la protección de datos de carácter 
personal. Para REBOLLO
49
 estos principios se resumen en: 
- Principio de finalidad: la justificación de la creación de una base de datos habrá 
de estar definida antes de su funcionamiento, constatándose en todo momento que los 
datos recogidos tengan relación con el objetivo por el que fue creado el fichero 
(pertinencia de los datos); si se utilizan para fin distinto (utilización no abusiva); si el 
plazo de conservación no excede del que normalmente se requiere para conseguir el 
objetivo para el que fue creada la base de datos (derecho de olvido). 
                                                 
45
 SSTEDH de 12 de julio de 1977, caso Brüggeman and Scheuten (DR 16/68. Disponible en pdf, en 
inglés); y de 24 de julio de 2003, caso Smirnova (JUR 2003\162895). 
46
 STEDH de 4 de marzo de 1976, caso isländisches Hund. 
47
 Ratificado por España el 27 de enero de 1984 (BOE nº 274 de 15 de noviembre de 1985). 
48
 Artículo 1 del Convenio nº108. 
49
 LUCRECIO REBOLLO DELGADO, Vida privada y protección de datos en la Unión Europea, Ed. 
Dykinson, Madrid, 2008. 
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- Principio de lealtad: la recopilación de toda información se debe realizar por 
medios lícitos. 
- Principio de exactitud: el responsable de un fichero tiene la obligación de 
verificar la exactitud de los datos registrados y su periódica actualización. 
- Principio de publicidad: ha de existir un registro público de los ficheros 
automatizados. 
- Principio de acceso individual: cualquier persona tiene derecho a conocer si los 
datos que le conciernen son objeto de tratamiento informatizado y a su rectificación en 
caso de que estos sean erróneos o inexactos. 
- Principio de seguridad: las bases de datos han de estar protegidas.  
Por tanto, establecía un marco genérico de protección de la persona frente a las 
previsibles intromisiones en su intimidad o cualquier otra lesión de sus derechos de la 
personalidad por parte de la informática. Estos principios se plasman y se verán 
ampliados y concretados en la Directiva 95/46/CE del Parlamento Europeo y del 
Consejo de 1995. Como se puede observar la propia evolución de la realidad social 
requería de una posterior adecuación normativa. 
Este Convenio es aplicado por el TEDH, que por la relevancia e influencia de 
sus sentencias en este ámbito le dedicamos el último apartado de este capítulo. 
 
d. El artículo 18.4 CE: su interpretación constitucional 
 
1. Orígenes y alcance del artículo 18.4 CE 
 
Antes de nuestra Constitución ya se habían aprobado leyes en diversos países 
europeos, como Alemania y Francia
50
, que regulaban tanto los tratamientos realizados 
por los poderes públicos como los llevados a cabo por sujetos privados, sin olvidar la ya 
                                                 
50
 Ley federal de protección de datos alemana de 27 de enero de 1977 y la ley francesa nº 78, de 17 de 
enero de 1978, sobre informática, ficheros y libertades. 
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mencionada Sentencia del Tribunal Constitucional alemán de 15 de diciembre de 1983 
sobre la ley del Censo de 1982, analizada en el apartado a) de este capítulo. 
En un sistema como el español en el que se recurre a la declaración formal de un 
catálogo de derechos, el Tribunal Constitucional ha terminado reconociendo la 
existencia en el ordenamiento jurídico de un derecho fundamental a la protección de 
datos de carácter personal que en vano se buscará en el texto de la Constitución de 
1978
51
. Hemos podido encontrar una primera alusión al derecho a la protección de datos 
en el proceso de elaboración de nuestra Constitución. En la enmienda 470, del diputado 
Morodo, del Grupo Mixto, se apunta como texto alternativo al apartado 4 del artículo 18 
“la Ley regulará el acopio, uso y difusión de los datos personales contenidos en archivos 
o registros, susceptibles de acceso automático, con objeto de garantizar las libertades 
públicas y el ordenamiento constitucional”
52
. Esta enmienda no prosperó. 
En la Constitución española vigente el derecho de protección de datos no se trata 
de una manera autónoma, sino que aparece como apéndice al derecho a la intimidad, lo 
cual genera problemas hermenéuticos. Este tratamiento era razonable a la luz de la 
realidad social imperante en aquel momento. La base constitucional gira en torno al 
artículo 18 que, en su apartado 4, dice textualmente: “La Ley limitará el uso de la 
informática para garantizar el honor y la intimidad personal y familiar de los ciudadanos 
y el pleno ejercicio de sus derechos.” Para PÉREZ LUÑO, esta redacción induce a pensar 
que el constituyente ha considerado los distintos supuestos que en él se enumeran, para 
ser objeto de tutela, como manifestaciones de un único derecho. La redacción en 
singular parece obedecer al propósito de seguir la tendencia dominante en la 
jurisprudencia y doctrina extranjeras de englobar en un derecho único los distintos 
instrumentos de tutela jurídica de la vida privada
53
. La jurisprudencia de nuestro 
Tribunal Constitucional ha tendido a mantener el carácter unitario del derecho al honor, 
a la intimidad y a la propia imagen equiparando estos conceptos
54
. Sin embargo, autores 
                                                 
51
 P. LUCAS MURILLO DE LA CUEVA, “La primera jurisprudencia sobre el derecho a la autodeterminación 
informativa” en la revista Datos Personales, Núm. 1, Marzo 2003, p. 1 (Id. vLex: VLEX-205284). 
52
 Constitución española. Trabajos parlamentarios, Madrid, Cortes Generales, 1980, tomo 1, p. 321. 
53
 A. PÉREZ LUÑO, Derechos humanos, Estado de Derecho y Constitución, Ed. Tecnos, Madrid, 1995, pp. 
317-335. 
54
 SSTC 16/1981, de 18 de mayo (RTC\1981\16); 2/1981, de 30 de enero (RTC\1981\2) y 73/1982, de 2 
de diciembre (RTC\1982\73). 
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como LUCAS MURILLO DE LA CUEVA entienden que la interpretación de la Constitución 
les lleva a la conclusión de que no existe un derecho único sino tres figuras distintas, 
entre las que el derecho a la intimidad formulado genéricamente destaca claramente 
frente a los demás, pero no se trata de un solo derecho protegido
55
. 
PÉREZ LUÑO, también, critica el concepto individualista de este precepto, al 
considerar la intimidad como un derecho del individuo a la soledad y, en palabras de 
BATLLE “a tener una esfera reservada en la cual desenvolver su vida sin que la 
indiscreción ajena tenga acceso a ella”
56
 y la falta de una alusión expresa a los aspectos 
sociales y políticos que posibiliten a las personas y a los grupos el acceso a las 
informaciones que directamente les afectan. Se observa una redacción negativa, 
“limitará el uso de la informática”, revelando una postura defensiva y ciertamente 
peyorativa de la informática y de los avances de la tecnología. Habría sido, quizá, más 
adecuada una redacción que contemplara la significación positiva de la libertad 
informática, el derecho al acceso y control de la informática por el individuo y los 
grupos, que exigiera la remoción de aquellos obstáculos, como los que se refieren a un 
uso indebido de la informática o a su monopolio por grupos en perjuicio de la sociedad, 





 aún durante la vigencia de la LORTAD, que 
“el artículo 18.4 constitucionaliza la defensa de todos y cada uno de los derechos de los 
                                                 
55
 P. LUCAS MURILLO DE LA CUEVA, Derecho a la autodeterminación informativa, Ed. Tecnos, Madrid, 
1990, citado en C. CASTILLO JIMÉNEZ, op. cit., p. 96. 
56
 GEORGINA BATLLE, El derecho a la intimidad privada y su regulación, Marfil, Alcoy, 1972, p. 191. 
57
A.  PÉREZ LUÑO, Derechos humanos, Estado de cit., pp. 337-344. El artículo 105 CE en su apartado b) 
también debe tomarse en cuenta como límite a este derecho fundamental ya que encarga a la ley regular el 
acceso a los archivos y registros administrativos “salvo en lo que afecte a la seguridad y defensa del 
Estado, la averiguación de los delitos y la intimidad de las personas”, en línea con las exigencias del 
artículo 9 del Convenio europeo de 1981 y con el Tribunal Europeo de Derechos Humanos. Este Tribunal 
reconoció como límites al tráfico de datos de carácter personal la seguridad del Estado (caso Leander, 26 
de marzo de 1987 –TEDH\1987\4-) o la persecución de infracciones penales (casos Z, 25 de febrero de 
1997 –TEDH\1997\13- y Funke, 25 de febrero de 1993 –TEDH\1993\7-). Se reconoce como un derecho 
de carácter social pero, al mismo tiempo, se abren conflictos de carácter constitucional como puede ser el 
derecho de acceso (artículo 105 CE) frente al derecho a la información (artículo 20.1 CE) o el derecho a 
la intimidad (artículo 18.1CE) frente a la protección de datos (artículo 18.4 CE). PÉREZ LUÑO lo 
denomina el “círculo hermenéutico” en virtud del cual el derecho a la intimidad remite al control de la 
información, uno de cuyos aspectos más importantes se concreta en la posibilidad de acceso a los 
registros públicos, pero, al propio tiempo, la facultad de información tiene como límite la intimidad de la 
persona. Pero estos conflictos no son objeto de este trabajo. 
58
 JOSÉ MARÍA ÁLVAREZ-CIENFUEGOS SUÁREZ, La defensa de la intimidad de los ciudadanos y la 
tecnología informática, Ed. Aranzadi, Pamplona, 1999, citado en A. PUENTE ESCOBAR, “Ámbito objetivo 
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ciudadanos frente al uso indiscriminado de los medios informáticos. O dicho en otros 
términos, el artículo 18.4 nos legitima para efectuar una lectura de todo el capítulo 
segundo del título primero de la Constitución en clave informática”. 
 
2. El desarrollo por parte de la doctrina del Tribunal Constitucional del 
derecho a la protección de datos de carácter personal 
 
Ante los continuos avances de la tecnología y los posibles abusos que pudieran 
cometer tanto los poderes públicos como grupos privados en el monopolio de la 
información, en opinión de PUENTE
59
, y fundamentalmente a partir de la interpretación 
del artículo 18.4 de la CE, el Tribunal Constitucional ha venido elaborando una doctrina 
en la que la protección de datos de carácter personal evoluciona desde la consideración 
de derecho complementario del derecho a la intimidad personal y familiar, desarrollado 
por la Ley Orgánica 1/1982, de 5 de mayo, constituyendo el medio para garantizar la 
indemnidad de ese derecho frente al uso de la informática, hasta configurarse en un 
derecho fundamental, independiente y autónomo del propio derecho a la intimidad. Esta 
interpretación la comparte ARENAS
60
, al afirmar que “la Constitución española no 
reconoce de forma expresa un derecho fundamental a la protección de datos personales, 
pero contiene un mandato dirigido al legislador para que regule el uso de la informática 
y garantice los derechos de las personas, a partir del cual el Tribunal Constitucional ha 
reconocido la existencia de este derecho, afirmando que en su finalidad, objeto y 
contenido, es diferente al derecho a la intimidad”. 
La primera sentencia a destacar es la 73/1982, de 2 de diciembre
61
. Se establece 
en ella un primigenio concepto de derecho a la intimidad, manifestándose que aquélla es 
un ámbito o reducto en el que se veda que otros penetren y que no guarda por sí solo 
                                                                                                                                               
de aplicación; ámbito territorial de aplicación; tratamientos excluidos” en VV.AA. J. ZABÍA DE LA MATA, 
(coord.), Protección de datos: cit., p. 36. 
59
 A. PUENTE ESCOBAR, op. cit., p. 36. 
60
 M. ARENAS RAMIRO, “El derecho fundamental a la protección de datos personales”, en Protección de 
datos de carácter personal en Iberoamérica, Ed. Tirant lo Blanch, Valencia, 2005 citado en A. PUENTE 
ESCOBAR, op. cit., p. 34. 
61
 STC 73/1982, de 2 de diciembre, ya referenciada. 
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relación directa con la libertad de relacionarse con otras personas o derecho a tener 
amistades. O dicho de otra manera, lo íntimo sólo se desvela a quien se desea. 
No es hasta 1984, fecha en la que el Alto Tribunal se pronuncia sobre la relación 
entre la informática y la intimidad en su sentencia 110/1984
62
, en el que se plantea si el 
conocimiento de las cuentas bancarias de un ciudadano por la Administración tributaria 
debe entenderse comprendido dentro del ámbito de la intimidad constitucionalmente 
protegida. Como se puede observar no hace ninguna referencia al derecho de la 
autodeterminación informativa ni mucho menos al derecho a la protección de datos pero 
reconoce que el avance tecnológico obliga a extender la protección de la intimidad más 
allá del espacio físico del domicilio o de la correspondencia. Es al año siguiente cuando 
el Tribunal Constitucional resuelve un recurso presentado contra la reforma del artículo 
417bis del Código Penal y al subrayar las características de los derechos fundamentales, 
indica que no incluyen solamente derechos subjetivos de defensa de los individuos 
frente al Estado sino también deberes positivos por parte de éste señalando 
expresamente como ejemplo el artículo 18.4 CE
63
. 
Un paso significativo lo constituye la Sentencia 142/1993, de 22 de abril
64
, 
relativa a la posibilidad de quedar afectada la intimidad del trabajador por los derechos 
de información reconocidos a los sindicatos sobre los contratos laborales suscritos por 
las empresas. En la misma se afirma que el atributo más importante de la intimidad, 
como núcleo central de la personalidad, es la facultad de exclusión de los demás, de 
abstención de injerencias por parte de otro, tanto en lo que se refiere a la “toma de 
conocimientos intrusiva” como a la divulgación ilegítima de esos datos. La garantía de 
la intimidad obligará a proteger informaciones relativas no tanto a la esfera económica 
de la persona como directamente a su vida íntima personal y familiar. El Tribunal se 
plantea por primera vez el control de los datos personales como una manifestación 
propia del derecho a la intimidad. 
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 STC 110/1984, de 26 de noviembre (RTC 1984\110). 
63
 STC 53/1985, de 11 de abril (RTC\1985\53). 
64
 STC 142/1993, de 22 de abril (RTC 1993\142). 
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La Sentencia 254/1993, de 20 de julio
65
, es con mucho, una de las más 
significativas hasta la fecha en el ámbito que nos ocupa. Supone el inicio de una etapa 
transitoria en la que se va conformando la “libertad informática” como la vertiente 
positiva del derecho a la intimidad. Un ciudadano solicita del Gobernador Civil de 
Guipúzcoa la práctica totalidad de lo textualmente previsto en el artículo 8 del Convenio 
del Consejo de Europa: 
- Que se le comunique si la Administración del Estado o cualquier organismo de 
ella dependiente dispone de ficheros automatizados donde figuren más datos de carácter 
personal. 
- Que en caso afirmativo se le indique la finalidad principal de dichos ficheros, 
la autoridad que los controla y su residencia habitual. 
- Que se le comuniquen los datos existentes en dichos ficheros referidos a su 
persona de forma inteligente (sic) y sin demora. 
 En ella se establece al respecto del artículo 18.4, que la “Constitución ha 
incorporado una nueva garantía constitucional como respuesta a una nueva forma de 
amenaza concreta a la dignidad y a los derechos de la persona”, en último término, de 
forma no muy diferente a como fueron originándose e incorporándose históricamente 
los distintos derechos fundamentales. Continúa afirmando la sentencia, que “en el 
presente caso estamos ante un instituto de garantía de otros derechos, fundamentalmente 
el honor y la intimidad, pero también de un instituto que es, en sí mismo, un derecho o 
libertad fundamental, el derecho a la libertad frente a las potenciales agresiones a la 
dignidad y a la libertad de la persona, provenientes de un uso ilegítimo del tratamiento 
mecanizado de datos”, lo que la Constitución llama “informática”. 
En opinión de REBOLLO
66
, al comentar esta sentencia, la constatación elemental 
de que los datos personales que almacena la Administración son utilizados por sus 
autoridades y sus servicios, impide aceptar la tesis de que el derecho fundamental a la 
intimidad agota su contenido en facultades puramente negativas, de exclusión. Las 
facultades precisas para conocer la existencia, los fines y los responsables de los 
                                                 
65
 STC 254/1993, de 20 de julio, ya referenciada. 
66
 L. REBOLLO DELGADO, “Balance constitucional: artículo 18.4 CE” en Revista Datos Personales, Núm. 
6, Diciembre 2003. 
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ficheros automatizados dependientes de una Administración Pública, donde obran datos 
personales de un ciudadano, son absolutamente necesarias para que los intereses 
protegidos por el artículo 18 CE y que dan vida al derecho fundamental a la intimidad, 
resulten real y efectivamente protegidos. Por ende, dichas facultades de información 
forman parte del contenido del derecho a la intimidad, que vincula directamente a todos 
los poderes públicos y ha de estar salvaguardado por este Tribunal, haya sido o no 
desarrollado legislativamente. Dicho de otra manera, como la Administración tenía en 
su poder legítimamente los datos del ciudadano, el Tribunal no podía hablar de 
vulneración del derecho a la intimidad y por eso acudiendo al Convenio 108 establece 
unos límites, que el uso de los datos de los ciudadanos por parte de los poderes públicos 
ha de ser necesario y adecuado. Y para otorgarle la debida protección jurisdiccional 
configura un derecho autónomo que, además, lo declara fundamental: la libertad 
informática. 
También, es destacable la Sentencia del Tribunal Constitucional 143/1994, de 9 
de mayo
67
, sobre la posible vulneración del derecho a la intimidad con motivo de la 
regulación del Número de Identificación Fiscal (NIF), puesto que viene a establecer que 
el derecho a la intimidad no es un derecho absoluto, como no lo es ninguno de los 
derechos fundamentales, pudiendo ceder ante intereses constitucionalmente relevantes, 
siempre que el recorte que aquél haya de experimentar se revele como necesario para 
lograr el fin legítimo previsto, proporcionado para alcanzarlo, y en todo caso, que sea 
respetuoso con el contenido esencial del derecho. 
Continúa manifestando el Tribunal que habría que convenir en que un sistema 
normativo que autoriza la recogida de datos incluso con fines legítimos, y de contenido 
aparentemente neutro, no incluyese garantías adecuadas frente a su “uso potencialmente 
invasor de la vida privada del ciudadano, a través de su tratamiento técnico, vulneraría 
el derecho a la intimidad de la misma manera en que lo harían las intromisiones directas 
en el contenido nuclear de ésta”. 
No obstante, el concepto de intimidad es insuficiente, ya que los conflictos 
actuales no se reducen a los datos referidos a la vida íntima, sino a cualquier dato que 
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 STC 143/1994, de 9 de mayo, ya referenciada. 
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identifique a una persona y pueda ser empleado para elaborar un perfil
68
. La intimidad 
no es suficiente para extender el derecho de protección de datos. ÁLVAREZ-
CIENFUEGOS
69
 recuerda que la doctrina distingue, junto con la intimidad, “una esfera 
más amplia y quizá de protección menos enérgica que recibe el nombre de privacidad, 
siguiendo el anglicismo de la privacy. La cual viene referida a datos o informaciones no 
íntimos, pero que el individuo desea que sólo sean conocidos por determinadas 
personas, queriendo sustraer su conocimiento a núcleos más grandes  de la sociedad”, 
incardinando en la misma las obligaciones de reserva y sigilo derivadas del secreto 
profesional, industrial, laboral o bancario. 
Por intimidad, por tanto, se pueden entender diversos conceptos, siendo 
significativo a estos efectos que la terminología usada para referirse a dicho concepto 
varía en los distintos países, así en Italia se habla de riservatezza, en Francia de vie 
priveé, en los países anglosajones de privacy, y en Alemania de privatsphare, pero que 
vienen a coincidir en la existencia de una esfera de privacidad que cabe considerar 
secreta en el sentido de ser facultad de la persona su exclusión del conocimiento de 
terceros. Esta facultad de exclusión es la conocida como dimensión negativa del 
derecho a la intimidad. 
En 1999 el Tribunal Constitucional, en su sentencia 134/1999, entiende que la 
intimidad es “un derecho al secreto, a ser desconocido, a que los demás no sepan qué 
somos o lo que hacemos, vedando que terceros, sean particulares o poderes públicos, 
decidan cuáles son los lindes de nuestra vida privada, pudiendo cada persona reservarse 
un espacio resguardado de la curiosidad ajena, sea cual sea lo contenido en ese espacio”. 
El antiguo enfoque de lo privado, lo que acabamos de definir como dimensión negativa 
del derecho a la intimidad, es superado por el Alto Tribunal y parece que tiende a 
configurar este derecho como un “poder jurídico sobre la información relativa a su 
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 STEDH de 16 de febrero de 2000. Caso Amann contra Suiza: “…A este respecto, señala que no le 
corresponde especular sobre el carácter o no sensible de los elementos recogidos ni sobre los eventuales 
inconvenientes sufridos por el demandante. Le basta constatar que una autoridad pública memorizó los 
datos relativos a la vida privada de un particular para concluir que en el caso, el establecimiento y la 
conservación de la ficha litigiosa constituyen una INJERENCIA, en el sentido del artículo 8, en el 
derecho a la vida privada del demandante”, sentencia ya referenciada.  
69
 J. M. ÁLVAREZ-CIENFUEGOS SUÁREZ, La defensa de la intimidad de los cit. citado en A. PUENTE 
ESCOBAR, op. cit., p. 36. 
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Esta dimensión positiva de la intimidad, denominada por la doctrina como 
libertad informática o habeas data, encuentra su apoyo en el ya mencionado artículo 
18.4 CE, en donde taxativamente se dispone que “la Ley limitará el uso de la 
informática para garantizar el honor y la intimidad personal y familiar de los ciudadanos 
y el pleno ejercicio de sus derechos". De esta proclamación constitucional se deriva el 
poder de acción del titular para exigir que determinados datos personales no sean 
conocidos, lo que supone reconocer un derecho a la autodeterminación informativa, 
entendido como libertad de decidir qué datos personales pueden ser obtenidos y tratados 
por otros
71
. La llamada libertad informática significa, pues, el derecho a controlar el uso 
de los datos de carácter personal y familiar que pueden recogerse y tratarse 
informáticamente (habeas data) y en particular, “la capacidad del ciudadano para 
oponerse a que determinados datos personales sean utilizados para fines distintos de 
aquél legitimo que justificó su obtención”
72
. 
El Tribunal Constitucional ha evolucionado desde unos primeros pasos muy 
tibios reconociendo la libertad informática y el habeas data como integrantes del 
derecho a la intimidad frente a la informática (artículo 18.4 CE) e intuyendo que el 
derecho de protección de datos es algo más que la intimidad, pero sin atreverse a 
consolidar un nuevo derecho, para lo que se apoya en la dimensión positiva de la 
intimidad
73
. No es hasta 1998 en que reconoció la autonomía del derecho a la libertad 
informática como derecho a controlar el uso de los datos insertos en un programa 
informático y que comprende, entre otros, la oposición a que determinados datos 
personales sean utilizados para fines distintos del legítimo que justificó su obtención. 
Recoge asimismo, y no menos importante que lo anterior, la necesidad de expreso 
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 STC 134/1999, de 15 de julio, ya referenciada. Enfoque ratificado posteriormente por SSTC 83/2002, 
de 22 de abril (RTC\2002\83) y 99/2002, de 6 de mayo (RTC\2002\99). 
71
 STS de 30 de diciembre de 2009 (RJ\2010\437). 
72
 SSTC 11/1998, de 13 de enero y 45/1999, de 22 de marzo, ambas referenciadas. 
73
 STC 254/1993, de 20 de julio, caso gobernador civil de Guipúzcoa y Ministerio de Interior, ya 
referenciada. 
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En este contexto es llamativa una sentencia que emite el Constitucional muy 
poco tiempo después de la ya referida 134/1999. La sentencia 144/1999, de 22 de 
julio
75
, trata sobre la obtención por parte de la Junta Electoral de Zona del Registro 
Central de Penados y Rebeldes, fuera de los cauces establecidos de la hoja histórico-
penal de Juan Hormaechea, lo que “tratándose de un archivo cuyo acceso está 
restringido a quien no sea el propio interesado y a la jurisdicción penal, sería contrario 
al derecho a la intimidad”. Se establece que aún en el supuesto de que una norma de 
rango legal autorice a determinados sujetos el acceso a una información de carácter 
personal o familiar, cuente o no con el consentimiento del afectado, sólo se puede 
justificar ese acceso si responde “a alguna de las finalidades que explican la existencia 
del Archivo o Registro”, ya que en caso contrario “atribuiríamos a los poderes públicos 
el poder de determinar qué es íntimo y qué no lo es”. La importancia de esta sentencia 
radica en que antes los poderes públicos eran los encargados de constatar los límites de 
la intimidad. Ahora la intimidad llegará hasta donde su titular decida.  
A finales de los 90 y principios del siglo XXI, la doctrina del Tribunal 
Constitucional refleja una curiosa paradoja y es que había pasado tanto tiempo desde 
que se interpuso el recurso de inconstitucionalidad contra la Ley Orgánica de 
Tratamiento Automatizado de Datos de carácter personal 5/1992, de 29 de octubre 
(LORTAD) que la misma había sido derogada por la promulgación de una nueva Ley 
(la LOPD), actualmente en vigor desde 1999, por lo que los recursos perdieron 
sobrevenidamente su objeto. Lo más importante, a los efectos del trabajo, es el voto 
particular del magistrado JIMÉNEZ DE PARGA a la Sentencia del Tribunal Constitucional 
290/2000 de 30 de noviembre, en el que comparte el fallo, pero se lamentaba de que el 
Tribunal Constitucional no hubiera incorporado el derecho de protección de datos al 
listado de derechos fundamentales, sin el paraguas de una cláusula abierta
76
. 
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 STC 11/1998, uso por una empresa de los datos de afiliación sindical (ya referenciada anteriormente). 
75
 STC 144/1999, de 22 de julio, ya referenciada. 
76
 En sus propias palabras “…debió afirmarse de modo explícito que nuestro tribunal reconoce y protege 
ahora un derecho fundamental, el derecho de libertad informática, que no figura en la Tabla del texto de 
1978”. Inicio del voto particular del magistrado Sr. JIMÉNEZ DE PARGA a la STC 290/2000, de 30 de 
noviembre, ya referenciada. 
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Argumenta su voto en que: 
1º. Existen derechos no recogidos en la Constitución (no escritos), y es labor de 
la jurisprudencia tutelar esos nuevos derechos, y utiliza como ejemplo el sistema 
constitucional norteamericano. En otras ocasiones, como en Italia (art. 2) o en Alemania 
(art. 2.1), sus Constituciones mediante determinados preceptos, han facilitado la 
inclusión de nuevos derechos. A juicio de JIMÉNEZ DE PARGA, nuestra Constitución no 
tiene una cláusula abierta como remate o coronamiento de la lista de derechos 
fundamentales, lo cual justifica la necesidad de configurar derechos fundamentales a 
través de la jurisprudencia. 
2º. Además, la Sentencia del Tribunal Constitucional 254/1993, en su 
fundamento jurídico 6º, mencionó, por primera vez en nuestra jurisprudencia, la libertad 
informática, entendida como un derecho fundamental en sí mismo que tiene su 
fundamento en el artículo 10.1 CE, ya que es un derecho inherente a la dignidad de la 
persona. También, son preceptos que facilitan la configuración constitucional de la 
libertad informática, los contenidos en los artículos 18.1 y 20.1, así como los Tratados y 
Acuerdos internacionales. Acaba resumiendo que “los cimientos constitucionales para 
levantar sobre ellos el derecho de libertad informática son más amplios que los que 
proporciona el artículo 18.4 CE”
77
. 
Sin solución de continuidad, la Sentencia del Tribunal Constitucional 292/2000, 
de 30 de noviembre, dictada en el recurso de inconstitucionalidad del Defensor del 
Pueblo contra determinados artículos de la LOPD asume el voto particular de JIMÉNEZ 
DE PARGA y se distingue, por vez primera, entre intimidad y privacidad. A partir de esta 
sentencia contamos con un nuevo derecho. Como afirma PIÑAR
78
 “el constituyente 
quiso garantizar un verdadero derecho fundamental a la protección de datos, cuya 
garantía deberá preservarse frente a cualquier invasión o intromisión ilegítima, merced a 
un sistema de protección específico e idóneo, marcando las diferencias existentes entre 
el habeas data y el derecho a la intimidad”. El Tribunal construye por primera vez el 
derecho a la autodeterminación informativa, denominándolo derecho a la protección de 
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 Voto particular del magistrado Sr. JIMÉNEZ DE PARGA a la STC 290/2000, de 30 de noviembre, ya 
referenciada. 
78
 JOSÉ LUIS PIÑAR MAÑAS, “El derecho fundamental a la protección de datos personales” en Protección 
de datos de carácter personal en Iberoamérica, Ed. Tirant lo Blanch, Valencia, 2005, p. 23. 
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datos de carácter personal, al considerar que el derecho a la intimidad es insuficiente 
para una adecuada protección de las personas frente a posibles intromisiones de la 
informática. Este nuevo derecho consiste en el poder de control y disposición sobre los 
datos personales, entendiendo que el mismo “confiere a su titular un haz de facultades 
que son elementos fundamentales del derecho fundamental a la protección de los datos 
personales, integrado por los derechos que corresponden al afectado a consentir la 
recogida y el uso de sus datos personales y a conocer los mismos. Y, para hacer efectivo 
ese contenido, el derecho a ser informado de quién posee sus datos personales y con qué 
finalidad, así como el derecho a oponerse a esa posesión y uso, exigiendo a quien 
corresponda que ponga fin a la posesión y empleo de tales datos”. Asimismo perfila su 
significado y los elementos sobresalientes de su régimen jurídico como un nuevo 
derecho fundamental fundado en los apartados 1 y 4 del artículo 18 CE y en la 
interpretación que de ellos ha de efectuarse, por imperio del artículo 10.2 de la 




Es destacable que a lo largo de esta sentencia se denomina a este nuevo derecho 
de varias formas, aparte del derecho fundamental a la autodeterminación informativa: 
“…garantía necesaria del derecho a la intimidad de su titular”, “derecho fundamental de 
libertad informática” o “derecho fundamental a la intimidad frente al uso de la 
informática”. En cualquier caso, el Alto Tribunal optará por declarar oficialmente la 
existencia específica de un “derecho fundamental a la protección de datos personales 
derivado de los arts. 18.1 y 18.4 CE”
80
. 
En opinión de LUCAS MURILLO DE LA CUEVA, tras esta sentencia queda claro 
que ambos derechos cumplen una función distinta, que valga la redundancia, los 
diferencia. Mientras que la función del derecho a la intimidad es la de protegernos de 
cualquier intromisión ajena a nuestra voluntad en el ámbito de la vida personal y 
familiar, el derecho a la protección de datos persigue garantizarnos un poder de control 
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 P. LUCAS MURILLO DE LA CUEVA, La primera jurisprudencia cit., p. 2. 
80
 STC 292/2000, de 30 de noviembre, FJ 2, ya referenciada. 
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sobre nuestros datos personales, sobre su uso y destino, a fin de impedir su tráfico ilícito 
y lesivo para nuestra dignidad y derechos
81
.  
Su aspecto más destacado es, ni más ni menos, que da carta de naturaleza en 
nuestro ordenamiento jurídico a un nuevo derecho fundamental: el derecho fundamental 
a la protección de datos. 
Hoy, la doctrina, defiende la existencia de un status positivo en el concepto del 
derecho a la protección de datos, entendido como la posibilidad de conocer, acceder y 
controlar las informaciones que conciernen a cada persona, un derecho activo de control 
sobre el flujo de informaciones que afectan al sujeto. En palabras de FROSINI, se trata de 
la libertad positiva de ejercer un derecho de control sobre los datos concernientes a la 
propia persona, que hayan salido de la esfera de la intimidad para convertirse en 
elementos de un archivo electrónico tanto público como privado y su contenido atañe 
más bien, al ámbito de los derechos políticos ejercitados por los ciudadanos respecto al 
poder público, que se ha convertido en poder informático como titular y administrador 




En otras palabras, el derecho a la autodeterminación informativa se concibe 
como el nuevo derecho de autotutela de la propia identidad informática, es decir, el 
derecho de controlar, conocer, corregir, quitar o agregar los datos personales inscritos 
en una base de datos electrónica
83
, de manera que el titular de los datos personales 
puede negarse a facilitar informaciones que a él le conciernen, salvo que se lo puedan 




                                                 
81
 P. LUCAS MURILLO DE LA CUEVA, “Disposiciones Generales” en VV.AA. A. TRONCOSO REIGADA, 
(dir.), op. cit., p. 86. 
82
 V. FROSINI, “Banco de datos y tutela de la persona”, en Revista de estudios políticos, nº 30, Madrid, 
1982, pp. 21-40. 
83
 V. FROSINI, Informatica, diritto e societá, Giuffré Editore, Milano, 1992, citado en C. CASTILLO 
JIMÉNEZ, op. cit., p. 104. 
84
 Para algunos autores, la autodeterminación informativa es una ampliación del derecho general a la 
personalidad. Cfr. SPIRO SIMITIS, “Crisis de la información en el Derecho y sistemas automatizados de 
información jurídica”, en Problemas actuales de la documentación e informática jurídica, ed. a cargo de 
A. PÉREZ LUÑO, pp. 53-60; A. PODLECH, Art. 2 Abs. 1, en Kommentar zum Grundgesetz für die 
Bundesrepublik Deutschland, Luchterhand, Neuwied-Darmastadt, 1984, pp. 341 y ss. 
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El objeto del derecho de protección de datos es mucho más amplio: cualquier 
dato personal, sea o no íntimo, que se relacione con la persona, cuyo conocimiento o 
empleo por terceros pueda afectar a sus derechos, sean o no fundamentales. Atribuye a 
su titular un conjunto de poderes jurídicos que se traducen en correlativos deberes 
jurídicos de terceros. El Tribunal Constitucional configura el derecho de protección de 
datos como un derecho fundamental, un status habeas data en el que se integran 
facultades o mecanismos que pretenden: 
a) Facilitar el control sobre la información personal, sea ésta íntima o no, para 
preservar nuestra dignidad y libertad. 
b) Asegurar la calidad de los datos personales manipulables por terceros: 
exactos, completos y actuales. 
c) Proporcionar un adecuado conocimiento y control de su utilización. 
Como señala APARICIO
85
, el Tribunal Constitucional ha puesto de manifiesto 
“que esta privacidad tiene, además, naturaleza jurídica propia y rango de derecho 
fundamental distinto al de la intimidad”. 
Este nuevo derecho no sólo va a proteger los datos relativos a la corporeidad, a 
la imagen o incluso aquellos considerados sensibles. Será el sujeto el que determine qué 
datos considera oportuno controlar. Es cierto que sólo por Ley se podrán recabar pero el 
titular siempre podrá acceder a ellos, rectificarlos y asegurarse de que no serán 
empleados para finalidad distinta a la de la cobertura legal.  
La revolución tecnológica redimensiona continuamente las relaciones del ser 
humano con los demás hombres, con la naturaleza, con la Administración, consigo 
mismo. Cada ciudadano fichado en una base de datos se halla expuesto a una vigilancia 
continua y casi siempre inadvertida que puede afectar a los aspectos más sensibles de su 
vida privada. Los avances de la ingeniería genética, de la biotecnología, todo ello 
constituyen un problema esencial en el sentido del establecimiento de unas garantías 
que tutelen a los ciudadanos frente a los abusos tecnológicos. Para hacer frente a este 
problema surge este nuevo derecho fundamental. 
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 JAVIER APARICIO SALOM, Estudio de la Ley de Protección de Datos de carácter personal, (2ª ed.), Ed. 
Aranzadi, Pamplona, 2002 citado en A. PUENTE ESCOBAR, op. cit., p. 39.  
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Como hemos visto a lo largo de este apartado, se ha producido una evolución 
desde una concepción negativa respecto a no facilitar cierto tipo de datos amparándonos 
en el derecho a la intimidad a una concepción positiva centrando la cuestión en que, una 
vez entregado determinados datos personales, puedan controlarse por aquellos que los 
facilitan
86
. Este nuevo derecho, por más que se etiquetara en los principios como una 
nueva libertad, ha ido configurándose en la última década del siglo XX como un 
verdadero poder, la posibilidad de someter a control el manejo de todos los datos 
personales del ciudadano por otros conciudadanos privados o poderes públicos puedan 
disponer. La persona tiene legítimo derecho a no revelar a los demás determinados 
aspectos de sus relaciones con otras personas, que el titular del derecho juzga deben 
permanecer en un plano reservado o privado. Esta facultad de elección de la elección 
sobre la revelación o no de informaciones que directamente le conciernen constituye el 
núcleo de la autodeterminación informativa. La autodeterminación informativa servirá, 
según FROSINI
87
, para ejercer el control necesario que garantice el uso adecuado de los 
datos suministrados por los ciudadanos. O como afirma PUENTE
88
, citando a ARENAS 
RAMIRO, “lo relevante para la protección de los derechos de la persona no es ya la 
naturaleza de sus datos sino la utilización de los mismos”, razón por la cual las normas 
de protección de datos giran en torno al tratamiento de éstos. 
Para terminar el Tribunal Supremo
89
 afirma que la llamada libertad informática 
significa, pues, el derecho a controlar el uso de los datos de carácter personal y familiar 
que pueden recogerse y tratarse informáticamente (habeas data); en particular, como 
señala la doctrina, entre otros aspectos, la capacidad del ciudadano para oponerse a que 
determinados datos personales sean utilizados para fines distintos de aquél legitimo que 
justificó su obtención. 
Por consiguiente, en opinión de CASTILLO
90
 que compartimos, la libertad 
informática no es la libertad de negar información sobre los propios datos personales o 
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 C. CASTILLO JIMÉNEZ, op. cit., pp. 102-105. 
87
 V. FROSINI, Teoria e técnica dei diritti umani, Edizione Scientifiche Italiane, Napoli, 1993, p. 42. 
88
 A. PUENTE ESCOBAR, op. cit., p. 38. 
89
 STS de 30 de diciembre de 2009, ya referenciada. 
90
 C. CASTILLO JIMÉNEZ, op. cit., p. 111. 
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hechos privados, sino la “libertad de controlar el uso de los propios datos insertos en un 
programa informático”. Esta libertad se materializa en un nuevo derecho que consiste en 
“la posibilidad del individuo de controlar su propia información a través del ejercicio de 
los derechos de acceso a los bancos de datos, de control de la exactitud de la 
información, de puesta al día y rectificación, de secreto para los datos sensibles, de 
autorización para su difusión y conocimiento”. 
 
3. La legislación relativa a la protección de datos de carácter personal 
 
Como hemos comentado con anterioridad, dos son las leyes que en nuestro 
ordenamiento han regulado el derecho de protección de datos de carácter personal, la 
Ley Orgánica de Tratamiento Automatizado de Datos de carácter personal 5/1992, de 
29 de octubre (LORTAD) y la Ley Orgánica 15/1999, de 13 de diciembre, de 
Protección de Datos de carácter personal (LOPD) vigente a día de hoy. Sobre la 
adaptación de nuestra legislación a la ya mencionada Directiva 95/46/CE me permitiré 
hacer una serie de observaciones. De las modificaciones que introduce la ley vigente en 
relación con el contenido de la LORTAD hay dos diferencias básicas y aparentemente 
contradictorias: el objetivo prioritario de garantizar derechos fundamentales en vez de 
limitar el uso de la informática para salvaguardarlos y la eliminación de toda mención al 
artículo 18.4 CE. 
La LORTAD estaba enfocada a limitar el uso de la informática y otras técnicas y 
medios para garantizar prioritariamente los derechos al honor, a la intimidad personal y 
familiar de las personas físicas, lo que conllevaría el pleno ejercicio de sus derechos. En 
cambio, la LOPD busca preferentemente garantizar y proteger las libertades públicas y 
los derechos fundamentales, especialmente los ya mencionados. En palabras de LUCAS 
MURILLO DE LA CUEVA
91
, la vigente ley adopta un enfoque positivo ya que prefiere 
garantizar derechos antes que establecer limitaciones al uso de la informática o de 
cualesquiera otros medios o técnicas de tratamiento de datos de carácter personal tanto 
de carácter automatizado como no automatizado. 
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 P. LUCAS MURILLO DE LA CUEVA, op. cit., p. 76. 
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No hay duda que la regulación contenida en la LOPD continúa sin solución de 
continuidad el contenido de la LORTAD ya que ésta tuvo presente los trabajos de 
preparación de la referida Directiva y así se confirma con el limitado alcance del 




- Se amplía el ámbito de aplicación de la Ley, si bien se mantienen determinados 
supuestos en los que no es de aplicación el régimen de protección de datos establecido 
en la misma. 
- Se incrementa la protección de los afectados, tanto en lo que respecta a su 
necesaria información en la obtención de los datos como en la constante presencia de su 
consentimiento en el tratamiento y cesión de sus datos personales. 
- Se incorpora el derecho del afectado de oponerse al tratamiento de sus datos en 
determinados supuestos. 
- Se prevén nuevos supuestos de excepción en las transferencias internacionales 
de datos, y se aplican a los ficheros convencionales o no automatizados las 
disposiciones de la Ley reguladora del tratamiento de datos.  
No son muchas modificaciones aunque, como se puede apreciar, sí relevantes, 
pero por causas todavía no explicadas, a lo largo de su proceso de gestación se convirtió 
en un nuevo texto legal que suprime toda referencia al artículo 18.4 constitucional. Si 
acudimos a las fuentes, el propio informe de la ponencia
93
 indica que, por una parte, 
ante las 114 enmiendas presentadas al proyecto, alguna de las cuales incidían en 
artículos de la Ley que se pretendía reformar que no estaban comprendidos en el 
Proyecto inicialmente enviado por el Gobierno; y, por otra parte, que en muchas 
ocasiones, buscando llegar al máximo de consenso en los textos que se fueran a 
proponer para su aprobación, era necesario buscar un texto distinto de aproximación 
entre las enmiendas nuevas, el texto primitivo y el Proyecto del Gobierno, que podría 
suponer modificaciones que hicieran confusa la parte de la Ley originaria que persistía, 
                                                 
92
 Véase su texto en el Boletín Oficial de las Cortes Generales. Congreso de los Diputados de 31 de 
agosto de 1998,  Serie A, núm 135-1.  
93
 Véase su texto en el Boletín Oficial de las Cortes Generales. Congreso de los Diputados de 14 de 
septiembre de 1999, Serie A, núm 135-9. 
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por todo lo cual, la Ponencia acordó que propondría un texto nuevo completo de la 
protección de datos, derogando, por lo tanto, la Ley Orgánica anterior, cuyo contenido 
no modificado se recogía en el nuevo texto. La denominaron Ley Orgánica de 
Protección de Datos. 
Como no hay exposición de motivos en la LOPD no podemos conocer las 
verdaderas intenciones del legislador que nos ayudara en la aplicación e interpretación 
de su articulado. Del debate de las enmiendas presentadas se sobreentiende que se 
elimina la referencia constitucional debido a una mejor adaptación de la normativa de la 
LORTAD a la ya mencionada Directiva que extiende la protección de datos a los 
ficheros no automatizados, lo que explica la eliminación de la referencia al uso 
informático del precepto constitucional. En este sentido, es llamativa la defensa de las 
enmiendas del grupo vasco por parte de la diputada Uría, en la que se afirma su anclaje 
constitucional y el reconocimiento de un derecho fundamental autónomo, la libertad 
informática
94
. En cambio, la exposición que hace la diputada Barrios en nombre del 
Grupo Popular defiende un nuevo enfoque más amplio basado en el derecho a la 
autodeterminación informativa que supera una simple adaptación de la LORTAD a la 
mencionada Directiva europea debido al evidente progreso tecnológico que amenazaba 
con un nacimiento desfasado desde su origen de la nueva ley
95
. En esta línea, ya en el 
                                                 
94
 “Basta para evidenciarlo el decir que se trata de un desarrollo del artículo 18, fundamentalmente del 
18.4 de la Constitución, desde la perspectiva del grupo al que yo represento, auténtico núcleo duro, 
referido a la tutela de derechos y libertades. La ponencia se ha adentrado para plasmar lo que la doctrina 
constitucional ha consagrado no sólo como un específico instrumento de protección de los derechos del 
ciudadano frente al uso torticero de la tecnología informática, sino incluso y definitivamente como un 
derecho fundamental autónomo: a controlar el flujo de informaciones que conciernen a cada persona; es 
decir, han tratado de defender y de garantizar ese derecho a la privacidad y a la libertad informática, el 
habeas data, al que se refiere la importantísima sentencia 254/93 del Tribunal Constitucional que ampara 
este derecho”. Véase su texto en el Diario de Sesiones del Congreso de los Diputados de 15 de septiembre 
de 1999, 1999, núm. 744, p. 21874. 
95
 “Si bien en el artículo 18.4 de nuestra Constitución española y en el artículo 1 de la LORTAD se hace 
especial significación al derecho a la intimidad y al honor, hay que decir que esta modificación que se ha 
hecho de la misma e incluso el nuevo artículo que recoge el objeto de la ley va mucho más allá y aclarar 
que, más que regular los ataques o la vulneración que se pudiera llevar a cabo contra el derecho a la 
intimidad y al honor, ya casi se está vislumbrando lo que por algunos componentes de la doctrina se 
considera un derecho de autodeterminación informativa. Los progresos tecnológicos en materia de 
informática, de telemática y otros medios técnicos exigen que la norma jurídica esté conectada a la 
realidad social… Efectivamente, los ponentes que hemos estudiado este proyecto de ley hemos 
considerado que era preferible modificar y ampliar su objeto y no sólo circunscribirnos a lo que procedía 
del Gobierno según el mandato de la Directiva europea 95/46, por eso nos hemos permitido, y así lo han 
dicho los anteriores intervinientes, perfilar y complementar esta Ley Orgánica Reguladora del 
Tratamiento Automatizado de Datos, no quedándonos en la aplicación de las novedades y sugerencias de 
la norma europea sino que, en nuestra inquietud y responsabilidad como legisladores, y aceptando la 
importancia de la materia, hemos incorporado algunas mejoras que la aplicación de la LORTAD en estos 
momentos estaba exigiendo que se modificara por determinadas lagunas, imperfecciones, contradicciones 
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debate en Pleno, el diputado convergente Jané
96
 confirma que deliberadamente se 
elimina la mención al artículo 18.4 CE porque el objetivo de la nueva ley es “proteger 
cualquier tratamiento, sea automatizado o no, mientras tenga la estructura de fichero”, y 
no sólo los automatizados como ocurría con la anterior ley. A este argumento, la 
diputada popular Barrios añade otros argumentos
97
 que suponen una ampliación del 
planteamiento original y que dan lugar al nacimiento de la LOPD. En esta sesión, la 
diputada vasca Uría expresamente habla de un derecho fundamental de protección de 




La impresión que tiene LUCAS MURILLO DE LA CUEVA
99
 es que el legislador de 
1999, a pesar de lo que acabamos de exponer, no tenía mucha disposición de aceptar 
                                                                                                                                               
o disfunciones que su aplicación en estos años había demostrado”. Véase su texto en el Diario de 
Sesiones del Congreso de los Diputados de 15 de septiembre de 1999, 1999, núm. 744, p. 21893. 
96
 “El Diputado López Garrido hacía referencia a que no aludíamos al artículo 18.4 de la Constitución, es 
cierto, pero no fue un olvido de los ponentes no hacer referencia expresa a ese artículo, fue una reflexión 
global de la ponencia en el sentido de que nuestra Constitución, en este supuesto, fue muy avanzada, fue 
una Constitución pionera para proteger el uso de la informática. Pero la directiva europea, en su 
considerando 27, ya nos dice que vamos a proteger cualquier tratamiento, sea automatizado o no, 
mientras tenga la estructura de fichero, por tanto, la ley protege los datos personales, con independencia 
de si se están utilizando de forma informática o por otro método”. Véase su texto en el Diario de Sesiones 
del Congreso de los Diputados de 30 de septiembre de 1999, 1999, núm. 263, p. 13980. 
97
 “Ante el número de enmiendas presentadas, muchas de ellas al texto originario de 1992 no a la 
modificación que presentaba el Gobierno, y conocedores del auténtico rechazo que había producido en 
todos los colectivos y sectores que estaban y que están muy relacionados con el tratamiento de datos 
personales a la LORTAD…es por lo que se plantean los ponentes un estudio de este proyecto de ley 
artículo por artículo, así como de la LORTAD y de la norma comunitaria que en todo momento exigía 
una igualdad en el tratamiento de los archivos privados y públicos, eliminar la especial significación de 
automatizado puesto que se iba a aplicar no sólo a los ficheros automatizados sino también a los 
manuales, con excepción de las carpetas que no estaban estructuradas en base a determinados principios, 
y el derecho de oposición y de información mucho más especificado que los que recogía la Ley orgánica 
de regulación del tratamiento automatizado de datos”. Véase su texto en el Diario de Sesiones del 
Congreso de los Diputados de 30 de septiembre de 1999, 1999, núm. 263, pp. 13984-5. 
98
 “Señorías, el proyecto que examinamos es una ley orgánica que pretende regular un derecho 
fundamental, la protección de los datos personales, que forma parte más que del derecho a la intimidad, 
como se ha dicho, del derecho a la autodeterminación informativa —cuya construcción como derecho 
fundamental en nuestra doctrina ha expuesto magistralmente el profesor Pablo Lucas Murillo de la 
Cueva— basada en la combinación entre los artículos 18.4 —que sólo habla de la protección frente a la 
informática, y la ley va más allá— y 10.2 de la Constitución y las normas del Convenio 108 del Consejo 
de Europa, sobre las facultades que han de ser reconocidas a las personas en lo que hace a la tutela de sus 
datos. El Tribunal Constitucional parece asumir esta tesis de la autonomía de la figura subjetiva en las 
seis sentencias —creo que son seis— que se han dictado hasta ahora sobre esta materia, dentro de cuyos 
parámetros pensamos que se mueve lo aprobado por este dictamen”. Véase su texto en el Diario de 
Sesiones del Congreso de los Diputados de 30 de septiembre de 1999, 1999, núm. 263, pp. 13987. 
99
 P. LUCAS MURILLO DE LA CUEVA, op. cit., pp. 78 y ss. 
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que la protección de datos era un nuevo derecho fundamental a desarrollar legalmente, 
pero es comprensible que las Cortes Generales fueran renuentes a la posibilidad de 
afirmar la existencia de un nuevo derecho fundamental no mencionado ni establecido 
expresamente como tal en el propio texto constitucional. El Reino de España se 
constituye en un Estado de Derecho basado en la teoría de división de poderes y el 
legislador de 1999 no era ni constituyente ni el Tribunal Constitucional. 
Por último, nos parece conveniente por su relevancia aunque no ha entrado en 
vigor, hacer una referencia a la futura normativa europea relativa a la protección de 
datos personales. El 15 de junio de 2015, los ministros de Justicia y Asuntos de 
Interior de la Unión Europea alcanzaron una orientación general sobre la Propuesta de 
Reglamento UE relativo a la protección de las personas físicas en lo que respecta al 
tratamiento de datos personales y a la libre circulación de estos datos
100
. Basándose en 
este acuerdo, el Consejo ha iniciado las negociaciones con el Parlamento Europeo 
(diálogos tripartitos) para cerrar el texto final del mismo
101
. 
La Propuesta de Reglamento UE tendrá una aplicación directa en los Estados 
miembros y sustituye a las 28 leyes nacionales vigentes, que en muchos casos son 
divergentes. Esta disposición europea tiene por objeto sustituir a la Directiva 95/46/CE. 
El doble objetivo del Reglamento es reforzar los derechos a la protección de datos de las 
personas físicas y mejorar las oportunidades para las empresas europeas facilitando el 
libre flujo de los datos personales en el mercado único digital. Será mencionada a lo 
largo de este trabajo, sobre todo en aquellos aspectos que supongan una modificación de 
la normativa aplicable en España. 
 
e. El derecho a la protección de datos en la jurisprudencia del Tribunal 
Europeo de Derechos Humanos 
 
                                                 
100
 Propuesta de Reglamento del Parlamento Europeo y del Consejo relativo a la protección de las 
personas físicas en lo que respecta al tratamiento de datos personales y a la libre circulación de estos 
datos (Reglamento general de protección de datos). Expediente interinstitucional: 2012/0011 (COD). 
Número de documento 9565/15, Bruselas, 11 de junio de 2015. 
101
 A 15 de noviembre de 2015 no ha sido aprobado por el Parlamento europeo y, por tanto, no ha entrado 
en vigor. 
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En la mayoría de los Estados firmantes del CEDH no se reconoce expresamente 
en sus Constituciones un derecho fundamental a la protección de datos, sino que han 
sido los respectivos Tribunales de Garantías Constitucionales los que han ido 
interpretando y, por tanto, configurando, que la protección de datos personales quedaba 
incluida en el catálogo de derechos.  
En el ámbito europeo adquiere especial relevancia en la definitiva configuración 
de este derecho fundamental las sentencias del Tribunal Europeo de Derechos 
Humanos. Este Tribunal reconoció como límites al tráfico de datos de carácter personal 
la seguridad del Estado, en el llamado caso Leander
102
, en el que el director de un 
museo naval despidió a los pocos días de su contratación a un operario de 
mantenimiento ya que éste debía pasar por las instalaciones militares, calificada como 
zona prohibida, contiguas al museo para acceder al almacén. Este operario militó en su 
juventud en el partido comunista sueco y así se hizo constar en un informe del 
Gobierno. El Tribunal consideró que esta injerencia en la vida privada del señor 
Leander estaba prevista en la Ley y no era desproporcionada al fin legítimo perseguido, 
en este caso, la seguridad nacional.  
Tiempo después también estimó que la persecución de infracciones penales se 
constituía en límite de este derecho fundamental en los casos Z y Funke
 103
. En el primer 
caso una ciudadana finlandesa entendió que la divulgación de su historial médico, era 
portadora del VIH, tras obligar la policía a su médico a testificar en un caso de intento 
de homicidio con violencia sexual, suponía una vulneración de su derecho al respeto a 
la vida privada y familiar. La Corte analizó la validez de las normas finlandesas que 
obligan a prestar declaración a los médicos y permiten el secuestro de historias clínicas 
para prevenir infracciones penales y proteger los derechos y libertades de terceros. El 
Tribunal consideró que la divulgación de la identidad y de la seropositividad de la 
requirente en el texto de la sentencia comunicada a la prensa no se justificaba por 
motivos imperiosos, y decidió por unanimidad que la publicación de dichas 
informaciones había violado el derecho al respeto de la vida privada y familiar de la 
requirente garantizado por la norma mencionada. 
                                                 
102
 STEDH, caso Leander, de 26 de marzo de 1987 (TEDH\1987\4). 
103
 SSTEDH, caso Z, de 25 de febrero de 1997 (TEDH\1997\13) y Funke, de 25 de febrero de 1993 
(TEDH\1993\7). 
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En el caso Funke se analiza la actuación de las autoridades aduaneras francesas, 
que tras haber incautado determinados documentos en un registro domiciliario, 
requieren cierta información bancaria al interesado. Ante la negativa del Sr. Funke a 
aportar la documentación requerida, se le impone una multa cuyo importe se 
incrementaba día a día mientras no la entregara. El Tribunal reconoce que puede ser 
necesario recurrir a determinadas medidas, como los registros domiciliarios, para hallar 
la prueba material de delitos de cambio y perseguir, en su caso, a los autores. Sin 
embargo, es necesario que la legislación y su aplicación en el caso concreto exijan 
garantías adecuadas y suficientes contra el abuso por lo que considera tal registro 
desproporcionado por la ausencia de un control judicial sobre dicha operación por lo 
que estima vulnerado el artículo 8 CEDH. 
Entendemos que hay que resaltar en la definitiva configuración de este derecho 
fundamental las sentencias del Tribunal Europeo de Derechos Humanos Rotaru contra 
Rumanía y Amann contra Suiza que vamos a desarrollar a continuación. Ambas 
sentencias tratan sobre la posible violación del artículo 8 del Convenio europeo para la 
protección de los derechos humanos y las libertades fundamentales. 
En el caso Amann contra Suiza
104
, el demandante se queja del establecimiento de 
una ficha que le concierne, tras haberle sido interceptada y registrada por el Ministerio 
Público una llamada telefónica recibida el 12 de Octubre de 1981 de una persona de la 
entonces embajada soviética en Suiza, sita en la ciudad de Berna, que pretende adquirir 
un producto que el demandante comercializa, y su posterior conservación en un fichero 
de la Confederación Helvética conlleva, en su opinión, una violación del artículo 8 del 
Convenio. 
En primer término el Tribunal determina si este hecho se encuadra dentro del 
concepto “vida privada” y, por consiguiente, dentro del ámbito de aplicación del 
artículo 8 del Convenio. A este respecto, subraya que el término “vida privada” no se 
debe interpretar de forma restrictiva y entiende que el respeto a la vida privada “engloba 
el derecho del individuo de crear y desarrollar relaciones con sus semejantes; además, 
ninguna razón de principio permite excluir las actividades profesionales o comerciales 
de vida privada”. 
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 STEDH, de 16 de febrero de 2000, caso Amann contra Suiza, ya referenciada. 
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Esta interpretación extensiva concuerda con la del Convenio cuyo fin es 
“garantizar, en el territorio de cada una de las partes, a toda persona física (...) el respeto 
a los derechos y libertades fundamentales, y especialmente su derecho a la vida privada, 
respecto al tratamiento automatizado de datos de carácter personal que le conciernan”, 
siendo estos últimos definidos como “toda información concerniente a una persona 
física identificada o identificable”
105
. El resultado es la elaboración de una ficha por los 
Servicios de Información del Estado en la que se incluyen, indiscutiblemente para el 
Tribunal, datos relativos a la “vida privada” del demandante
106
 y, por lo tanto, el 
artículo 8 es aplicable al caso. 
El Tribunal pone de relieve que se estableció por el ministerio público una ficha 
policial concerniente a la vida privada del demandante, que además se conservó en el 
fichero de la Confederación Helvética. A este respecto, señala que no le corresponde 
especular sobre el carácter o no sensible de los elementos recogidos ni sobre los 
eventuales inconvenientes sufridos por el demandante. Le basta constatar que “una 
autoridad pública memorizó los datos relativos a la vida privada de un particular” para 
concluir que en el caso, el establecimiento y la conservación de la ficha litigiosa 
constituyen una injerencia, en el sentido del artículo 8, en el derecho a la vida privada 
del demandante. Lo que conlleva que el Tribunal analice si existe una previsión legal 
que sustente las injerencias de las autoridades en el derecho del demandante al respeto a 
su vida privada. El Tribunal es rotundo: las leyes suizas “enuncian ciertos principios 
generales, por ejemplo, que el tratamiento de datos personales debe reposar sobre una 
base legal o que los datos personales sólo deben ser tratados con fines bien 
determinados, pero no contiene ninguna indicación apropiada sobre la 
extensión/amplitud y las modalidades de ejercicio de poder conferido al ministerio 
público de recoger, registrar y conservar informaciones; así, no precisan las condiciones 
de establecimiento de fichas, los procedimientos a seguir, las informaciones que pueden 
ser memorizadas y las menciones eventualmente prohibidas”. Luego, el establecimiento 
de la ficha concerniente al demandante no estaba “previsto por la Ley” en el sentido del 
artículo 8 del Convenio. 
                                                 
105
 Artículos 1 y 2 del Convenio. 
106
 En la ficha policial se indicaba que el demandante era un "contacto cerca de la embajada rusa" y que 
hacía "comercio de diferentes especies con la sociedad A”. 
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Además, recoge que el derecho suizo prevé expresamente la destrucción de 
datos que se prueba que ya no son necesarios o se han convertido en inútiles y, en este 
caso, las autoridades no destruyeron las informaciones memorizadas una vez probado 
que no se estaba preparando ninguna infracción, como lo subraya el Tribunal federal 
suizo en su sentencia de 14 de septiembre de 1994. Por estos motivos, la conservación 
de la ficha que concierne al demandante no estaba “prevista por la Ley” en el sentido 
del artículo 8 del Convenio. 
El Tribunal concluye que tanto el establecimiento por el ministerio público de la 
ficha litigiosa como por su conservación en el fichero de la Confederación Helvética 
constituyen injerencias en la vida privada del demandante que no puede pasar como 
“previsto por la Ley” ya que el derecho suizo no indica con suficiente claridad la 
extensión/amplitud y las modalidades del ejercicio de poder de apreciación de las 
autoridades en el campo considerado. Resulta, por lo tanto, que hubo violación del 
artículo 8 del Convenio. 
En el caso Rotaru contra Rumanía
107
, el demandante alega un atentado contra el 
derecho al respeto de su vida privada a causa de la posesión y de la utilización por parte 
del Servicio Secreto de Información (SRI) rumano de un fichero que contiene 
informaciones personales, la mayoría de las cuales pertenecen a los años 1946 a 1948. 
El expediente indicaba en particular, que el demandante, durante sus años de estudios, 
en 1937 (cuando el interesado en realidad tenía apenas dieciséis años), había sido 
miembro de un movimiento de tipo “legionario”, es decir, una organización paramilitar 
de extrema derecha, nacionalista y antisemita. Esta información, revelada en una carta 
de finales de 1990 proveniente del Ministerio del Interior, fue declarada falsa en 1997 
por el Tribunal de Apelación de Bucarest. Sin embargo, parece que sigue consignada en 
los ficheros del SRI, mientras que la sentencia de 1997 no se menciona en ellos. 
Además, el interesado no ha recibido ni indemnización por daños y perjuicios ni por sus 
gastos. En 1994 fue rechazada una acción de reparación contra el SRI. Aparentemente, 
el derecho rumano sigue sin permitir al demandante impugnar la posesión por parte del 
SRI de información sobre su vida privada, refutar la veracidad de esas informaciones o 
reclamar su destrucción. 
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 STEDH de 4 de mayo de 2000, caso Rotaru contra Rumanía, ya referenciada. 
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El Tribunal Europeo de Derechos Humanos en esta sentencia, dictada 
escasamente tres meses después de la ya mencionada Amann contra Suiza, sigue sus 
mismos razonamientos a la hora de aplicar el artículo 8 del Convenio: interpretación 
extensiva del concepto “vida privada” y la existencia de una injerencia de los poderes 
públicos en la vida privada de un ciudadano sin previsión legal. La relevancia de esta 
sentencia estriba en la profundidad de sus razonamientos al respecto, lo que permite 
delimitar este derecho. 
En primer lugar, el Tribunal constata que la carta de 19 de diciembre de 1990 del 
SRI contenía diversas informaciones sobre la vida del demandante, en particular sobre 
sus estudios, sus actividades políticas y sobre sus antecedentes penales, de las que una 
parte habían sido recogidas más de cincuenta años antes. En opinión del Tribunal, “tales 
informaciones, cuando son, de manera automática, recogidas y almacenadas en un 
fichero llevado por agentes del Estado, afectan a la vida privada en el sentido del 
artículo 8.1 del Convenio. Tal es así en este asunto cuanto que ciertas informaciones 
fueron declaradas falsas y pueden atentar contra la reputación del interesado”. 
En segundo lugar, el Tribunal entiende que tanto el almacenamiento por parte de 
una autoridad pública de datos relativos a la vida privada de un individuo como su 
utilización y la negativa de conceder la facultad de refutarlos, constituyen una injerencia 
en el derecho al respeto de su vida privada garantizado por el artículo 8.1 del Convenio. 
El Tribunal, asimismo, reconoce que en una sociedad democrática, la existencia 
de servicios de información puede considerarse legítima, pero recuerda que el poder de 
vigilar en secreto a los ciudadanos únicamente es tolerable, según el Convenio, en la 
medida estrictamente necesaria para la protección de las instituciones democráticas. Por 
consiguiente, para no infringir el artículo 8, tal injerencia debe estar prevista por la Ley, 
perseguir un fin legítimo con respecto al párrafo 2 del artículo 8 y, además, ser 
necesaria en una sociedad democrática para alcanzar tal fin. 
Y, por último y no menos importante, el Tribunal recuerda que, en su opinión, la 
parte de la frase “prevista por la Ley” no se limita a remitir al derecho interno, “sino que 
concierne también a la calidad de la ley; la quiere compatible con la preeminencia del 
derecho mencionada en el preámbulo del Convenio (...). Implica así, y eso se desprende 
del objeto y de la finalidad del artículo 8, que el derecho interno debe ofrecer una cierta 
protección contra los atentados arbitrarios de los poderes públicos a los derechos 
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garantizados por el apartado 1”. Entiende que el Tribunal debe también constatar la 
existencia de garantías adecuadas y suficientes contra los abusos, ya que un sistema de 
vigilancia secreto destinado a proteger la seguridad nacional supone el riesgo de minar o 
de destruir la democracia con la excusa de defenderla.  
En efecto, para que los sistemas de vigilancia secreta sean compatibles con el 
artículo 8 del Convenio, deben contener las garantías establecidas por la ley nacional y 
ser aplicables al control de las actividades de los servicios implicados. Los 
procedimientos de control deben respetar tan fielmente como sea posible los valores de 
una sociedad democrática, en especial la preeminencia del derecho, a la que se refiere 
expresamente el preámbulo del Convenio. Esta preeminencia implica, entre otras cosas, 
que “una injerencia del Ejecutivo en los derechos del individuo esté sometida a un 
control eficaz que debe normalmente garantizar, por lo menos en última instancia, el 
poder judicial, ya que ofrece las mejores garantías de independencia, de imparcialidad y 
de procedimiento regular”. 
En definitiva y como conclusión del análisis de ambas sentencias, el Tribunal de 
Derechos Humanos avanza en la configuración del derecho a la protección de datos 
estableciendo: 
- El respeto de la vida privada engloba el derecho del individuo de establecer y 
desarrollar relaciones con sus semejantes; además ninguna razón de principio permite 
excluir las actividades profesionales o comerciales de la noción de “vida privada”. 
- El almacenamiento en un registro secreto y la comunicación de datos relativos 
a la “vida privada” de un individuo se considera tratamiento de datos de carácter 
personal y se encuadra en el campo de aplicación del artículo 8.1 CEDH. 
- La existencia de unas garantías legales aplicables al control de las actividades 
de los servicios implicados en la obtención, recogida y tratamiento de datos personales. 
- Tanto el almacenamiento por parte de una autoridad pública de datos relativos 
a la vida privada de un individuo como su utilización y la negativa de conceder la 
facultad de refutarlos, como tratamiento de datos de carácter personal, constituyen una 
injerencia en el derecho al respeto de su vida privada garantizado por el artículo 8.1 del 
Convenio. 
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- Esta injerencia de los poderes públicos en la vida privada de los individuos 
debe justificarse en una previsión legal y debe estar sometida a un control eficaz
108
. 
- La existencia de recursos efectivos de defensa ante el tratamiento de datos en 
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 Insisten en esta idea con posterioridad a las sentencias analizadas, entre otras, STEDH Caso Antunes 
Rocha c. Portugal, de 31 de mayo de 2005 (TEDH\2005\60); I. c. Finlandia, de 17 de julio de 2008 
(TEDH\2008\232658). 
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Capítulo II 
Aconfesionalidad del Estado, derecho a la libertad religiosa e 
intimidad 
 
Los orígenes del cristianismo en España se remontan a unos 2.000 años, desde la 
entrada de los primeros cristianos en la Península Ibérica en época del Imperio romano. 
La influencia del cristianismo tanto en las Instituciones políticas como en la sociedad 
españolas a lo largo de la historia ha sido constante de forma que, en diversas épocas 
hasta fechas recientes, la religión católica ha sido declarada como religión oficial de los 
españoles. Aún hoy, sin religión oficial del Estado desde la entrada en vigor de la 
Constitución española de 1978, una amplia mayoría de españoles se declara católico
109
.  
Empezaremos este capítulo con un breve repaso a la historia de la conocida 
cuestión religiosa en nuestro país para posteriormente entrar en la configuración 
constitucional del Estado frente al hecho religioso. Y nos detendremos en la base 
jurídica que sustenta la relación entre el Estado y la Iglesia que tradicionalmente han 
sido los sucesivos Concordatos firmados entre ambas Instituciones. Centraremos 
nuestro estudio en el vigente, aunque no sea propiamente un Concordato sino varios 
Acuerdos sobre diversos temas pero con carácter concordatario. Creemos que el estudio 
de estos Acuerdos nos ayudará a determinar el alcance y naturaleza de la autonomía 
organizativa reconocida a la Iglesia y sus asociaciones.  
Tras desarrollar la configuración religiosa del Estado español, entraremos con 
detalle en el análisis del derecho a la libertad religiosa del artículo 16 CE. Entendemos 
plenamente justificado el análisis de este derecho fundamental puesto que la persona 
que pretende ingresar en una hermandad está ejerciendo su libertad religiosa, declarando 
voluntariamente su pertenencia a una concreta confesión como es la católica. Además, 
como es costumbre inscribir en las hermandades a los hijos en edades bien tempranas 
estimamos conveniente analizar la titularidad de derechos fundamentales, como es el de 
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 En el barómetro de diciembre de 2013 del Centro de Investigaciones Sociológica (CIS), publicado el 8 
de enero de 2014, el 70,4% de los españoles se declara católico 
(http://www.cis.es/cis/export/sites/default/-Archivos/Marginales/3000_3019/3008/es3008mar.pdf 
consulta el 1 de abril de 2014). 
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libertad religiosa, y la capacidad del menor de edad en su relación con los titulares de la 
patria potestad o tutela sobre él. 
¿Y si el Hermano Mayor de una cofradía, o cualquier miembro de la Junta de 
Gobierno, se niega a aplicar la normativa civil de protección de datos alegando que la 
autonomía de la Iglesia justifica su decisión? ¿Se puede declarar objetor? ¿Una 
hermandad puede objetar y no aplicar la normativa de protección de datos? Esta 
cuestión merece nuestra atención y, por eso, le dedicamos un epígrafe específico. 
 Terminaremos el capítulo analizando si existe una base legal suficiente en el 
Código de Derecho Canónico vigente, como marco de referencia aplicable a la Iglesia 
Católica, que ampare la protección de datos de los fieles católicos.  
 
1. La aconfesionalidad del Estado 
 
a. Breve recorrido por la historia constitucional 
 
En España hemos denominado “cuestión religiosa” a las relaciones entre el 
Estado y las confesiones religiosas y, más concretamente, la Iglesia Católica. 
Evidentemente estas relaciones no han permanecido estancadas ni estables a lo largo de 
la historia, sino más bien, han sufrido los vaivenes derivados de las propias 
circunstancias sociales, económicas y políticas que afectaban y conformaban nuestras 
estructuras nacionales. 
Tradicionalmente, la naturaleza de estas relaciones se podría sintetizar en la 
lucha entre dos poderes, el espiritual y el terrenal, que durante muchos siglos se 
confundían de tal manera que el poder religioso penetraba en todas las esferas de la 
sociedad española. 
La autonomía en el ámbito de la conciencia personal de la dimensión religiosa 
no surge hasta el siglo XVI en Europa, como consecuencia de la Reforma protestante y 
el florecimiento de los libre pensadores (Erasmo de Rotterdam, Milton, Spinoza…) que 
propugnaban la tolerancia religiosa, entendida como una simple coexistencia de 
diversas religiones en un mismo territorio. En nuestro país la reacción a esta corriente 
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del pensamiento europeo fue la Contrarreforma y un resurgimiento de la Inquisición en 
su lucha contra la “herejía religiosa”. No es hasta la Declaración francesa de derechos 
del hombre y del ciudadano de 1789 cuando se reconoce por primera vez desde una 
perspectiva constitucional, un derecho al pluralismo religioso al proclamarse en su 
artículo X que “ningún hombre debe ser molestado por razón de sus opiniones, ni aun 
por sus ideas religiosas, siempre que al manifestarlas no se causen trastornos del orden 
público establecido por la ley”. Su redacción da a entender la existencia de diversas 
“ideas religiosas” aunque ya desde un primer momento se establecen límites a su 
manifestación, concretamente el orden público que ha llegado hasta la actualidad como 
tendremos ocasión de analizar más detalladamente en su momento. Este derecho de los 
individuos a pensar y creer de manera diferente en cuestiones religiosas se plasmará en 
las Constituciones francesa y norteamericana de 1791. En el caso del país europeo, el 
Título Primero recoge las disposiciones fundamentales garantizadas por la Constitución 
y, entre otras, expresamente establece la libertad de todos de “ejercer el culto religioso 
al cual esté adherido”
110
. Como se promulgaba en la propia Declaración de derechos del 
hombre y del ciudadano de un par de años antes, esta libertad no se establecía en la 
Constitución como un derecho absoluto sino que el ejercicio de las libertades 
reconocidas constitucionalmente, y entre ellas la libertad de culto religioso, venía 
condicionado al respeto a la libertad de los demás ciudadanos y la seguridad pública 
permitiendo a la Ley establecer penas contra actos perjudiciales para la sociedad. 
Llamativa y curiosa era la consideración, en su artículo 6, como causa justificada de la 
pérdida de la nacionalidad francesa de pertenecer a órdenes o corporaciones extranjeras 
que exigieran votos religiosos
111
. Respecto a la Constitución norteamericana, no 
establece un derecho como lo podemos entender en el continente europeo sino que 
dirige un mandato al poder legislativo estadounidense para que no decrete legalmente 
una religión oficial del Estado ni que se coarte la libertad de culto religioso del pueblo 
norteamericano. La Enmienda I destaca por un lado que “el Congreso no hará ley 
                                                 
110
 Título I: “…Del mismo modo, la Constitución garantiza como derechos naturales y civiles: - La 
libertad de todos de ir, de quedarse o de partir, sin que puedan ser arrestados ni detenidos, más que en las 
formas determinadas por la Constitución; - la libertad de todos de hablar, de escribir, de imprimir y 
publicar sus pensamientos, sin que los escritos puedan ser sometidos a censura o inspección alguna antes 
de su publicación, y de ejercer el culto religioso al cual esté adherido…”. 
111
 Artículo 6: “La condición de ciudadano francés se pierde…4º por la afiliación a cualquier orden de 
caballería extranjera o a cualquier corporación extranjera que presuponga pruebas de nobleza o 
distinciones de nacimiento, o que exija votos religiosos”. 
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alguna con respecto a la adopción de una religión” y por el otro lado, tampoco podrá 
prohibir la libertad de culto
112
. 
Desde un punto de vista constitucional no se discute la confesionalidad católica 
del Estado en España prácticamente hasta el siglo XX. Las Constituciones de 1812, 
1837, 1845 y 1876, no sólo proclaman al catolicismo como religión oficial del Estado 
sino que, además, prohíben el ejercicio de cualquier otra religión en territorio nacional. 
La Constitución “liberal” de 1812 establecía en su artículo 12 “la Religión de la nación 
española es y será perpetuamente la Católica, apostólica, romana, única verdadera. La 
Nación la protege por leyes sabias y justas y prohíbe el ejercicio de cualquiera otra”. La 
Constitución de 1837 aunque es la primera que recoge una carta de derechos y deberes 
de los españoles entre los que se encuentra la libertad de imprimir y publicar cualquier 
idea sin previa censura, libertad proclamada en su artículo 2, establece más adelante de 
manera indirecta, en su artículo 11, la confesionalidad del Estado ya que “la Nación se 
obliga a mantener el culto y los ministros de la religión católica que profesan los 
españoles”. Por el hecho de ser español se profesa constitucionalmente la fe católica. 
Años más tarde, se promulga la Constitución de 1845 que copia el artículo 2 de 
su inmediata anterior y se diferencia en que la confesionalidad del Estado se declara de 
forma expresa en su artículo 11 que afirma “la religión de la Nación española es la 
católica, apostólica, romana. El Estado se obliga a mantener el culto y sus ministros”. 
La Constitución de 1876 posibilitaba la tolerancia religiosa en la práctica privada de las 
religiones, sobre la base del reconocimiento del catolicismo como la religión del Estado. 
Su artículo 11 comienza estableciendo la confesionalidad católica del Estado al afirmar 
que “la religión católica, apostólica, romana, es la del Estado”. Por ello se sigue 
manteniendo la obligación del Estado de “mantener el culto y sus ministros”. Como 
hemos mencionado ut supra aparece el concepto de tolerancia religiosa que consiste 
básicamente en que, aunque hay una religión oficial, se permite que dentro del territorio 
español se tengan opiniones y cultos de otras creencias religiosas pero se establece una 
limitación que desvirtúa esta aparente libertad ya que se ha de mantener “el respeto a la 
moral cristiana” lo que conlleva de manera directa y explícita que no se permitan “otras 
                                                 
112
 Enmienda I: “El Congreso no hará ley alguna con respecto a la adopción de una religión o prohibiendo 
la libertad de culto; o que coarte la libertad de expresión o de la prensa, o el derecho del pueblo para 
reunirse pacíficamente, y para solicitar al gobierno la reparación de agravios”. 
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ceremonias y manifestaciones públicas que las de la religión del Estado”, por lo que se 
constriñe al ámbito privado la práctica de religiones distintas a la católica
113
. 
No existía lo que hoy conocemos como libertad de conciencia. El sujeto no tenía 
la opción individual de elegir creencias religiosas, el Estado ya lo había hecho por él. En 
cierta manera, la Iglesia Católica se situaba por encima de la Constitución. Tras las 
diversas desamortizaciones de la primera mitad del siglo XIX, se incorpora un nuevo 
principio constitucional como es el de la protección legal y la obligación de mantener 
los gastos de culto y clero católicos por parte del Estado. Es una consecuencia directa de 
la desamortización de bienes eclesiásticos y de la supresión del pago de diezmos y otras 
primicias, ya que las necesidades de subsistencia del clero, de mantenimiento del culto y 
de conservación del patrimonio no habían variado pero habían desaparecido los ingresos 
y rentas derivados de los bienes propiedad de la Iglesia y que permitían su 
supervivencia. Por ello, como he mencionado ut supra, se establece por primera vez en 
el artículo 11 de la Constitución de 1837 la obligatoriedad de mantener el culto y los 
ministros de la religión católica. Si se me permite la expresión, es una especie de 
indemnización a la Iglesia por los bienes arrebatados. Esta obligación se mantendrá a lo 
largo de los años hasta la Constitución de 1931 aunque esta situación durará poco 




Sólo las Constituciones de 1869 y 1931 introducen cambios significativos en las 
relaciones Iglesia Católica-Estado. La Constitución de 1869 establecía una separación 
entre Iglesia y Estado al no proclamar expresamente una religión oficial y reconocía las 
libertades individuales de culto, opinión y enseñanza. En su artículo 22 se garantizaba, 
en primer lugar, “el ejercicio público o privado de cualquier culto a todos los 
                                                 
113
 En la Constitución de 1876, en su artículo 11, se toleran otros cultos distintos del católico y opiniones 
religiosas siempre y cuando no falten al respeto debido a la moral  cristiana y, por si había alguna duda, se 
prohíbe expresamente el ejercicio público de otras religiones distintas de la religión del Estado. Esta 
situación es calificada por el profesor BARRERO como “falsa tolerancia”. Vid. ABRAHAM BARRERO 
ORTEGA, La libertad religiosa en España, Ed. Centro de Estudios Políticos y Constitucionales, Madrid, 
2006, pp. 44 y ss. 
114
 Para profundizar en este tema de la Desamortización y sus consecuencias recomiendo 
AA.VV. Tratado de Derecho eclesiástico, EUNSA, Instituto Martín de Azpilicueta, Pamplona, 1994, pp. 
631 y ss.; ANTONIO MARTÍNEZ BLANCO, Derecho eclesiástico del Estado, Ed. Tecnos, 2º vol., 1993, pp. 
185 y ss.; RAFAEL NAVARRO VALLS, (Coord.) y otros, Derecho eclesiástico del Estado Español, EUNSA, 
Pamplona, 1993 (3ª edición), pp. 325 y ss.; ROSA M. SATORRAS FIORETTI, Lecciones de Derecho 
Eclesiástico del Estado, Ed. JM Bosch Editor, Barcelona, 2005 (Id. vLex: VLEX-246342). 
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extranjeros residentes en España” desapareciendo la referencia limitativa a la moral 
cristiana. E inmediatamente se extiende esta libertad de culto, del ejercicio no sólo 
privado sino también público de cualquier otra creencia religiosa “distinta de la 
católica” a los españoles. No se trataba de una separación plena puesto que se proseguía 
con el mantenimiento del culto y clero católicos pero incorporaba un principio 
revolucionario hasta la fecha como es el reconocimiento de libertades individuales. 
La ruptura histórica y política en este ámbito viene de la mano de la 
implantación constitucional del principio de laicismo estatal en 1931. No sólo el Estado 
carece de religión, el artículo 3 afirma que "el Estado no tiene religión oficial", 
proclamando, por tanto, la abstención de los poderes públicos en el orden religioso en 
contraposición con las constituciones anteriores que habían proclamado la unidad 
religiosa, sino que se relega la dimensión religiosa de la persona a su esfera más íntima 
y privada, dejando al Estado completamente al margen de cualquier preocupación de 
tipo religiosa. Se reconocen constitucionalmente, artículo 27, la libertad de conciencia, 
expresión y cultos, aunque la manifestación pública de éste último requerirá la 
autorización del Gobierno. Además, en este mismo artículo se proclama 
constitucionalmente por primera vez en España que “nadie podrá ser compelido a 
declarar oficialmente sus creencias religiosas”. En el artículo 46 se reconoce el 
matrimonio civil disoluble (careciendo el matrimonio religioso de efectos civiles). 
Resultó especialmente polémico el artículo 26, que suprimía todo apoyo económico 
estatal a la Iglesia Católica y a las órdenes religiosas, que pasaban a tener la condición 
de asociaciones, prohibiéndoseles el ejercicio de la enseñanza así como la disolución de 
aquellas órdenes religiosas “que estatutariamente impongan, además de los tres votos 
canónicos, otro especial de obediencia a autoridad distinta de la legítima del Estado”. 
La consecuencia derivada de esa ruptura fue volver al confesionalismo estatal y 
una situación de falsa tolerancia parecida a la de 1876 tras la guerra fratricida de 1936. 
El régimen del General Franco evolucionó sobre el papel de la masiva confesionalidad 
de los primeros tiempos una vez terminada nuestra Guerra (“la profesión y la práctica de 
la religión católica, que es la del Estado español, gozará de la protección oficial. No se 
permitirán otras ceremonias ni manifestaciones externas que las de la religión católica” -
artículo 6 del Fuero de los Españoles-; “el acatamiento a la ley de Dios, según la 
doctrina de la Santa Iglesia Católica, Apostólica y Romana, única verdadera y fe 
inseparable de la conciencia nacional, que inspirará su legislación” -Principio II de la 
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Ley de Principios Fundamentales del Movimiento de 17 de mayo de 1958-) al 
reconocimiento puramente verbal de la libertad religiosa, como consecuencia del 
reconocimiento de la libertad religiosa que hace el Concilio Vaticano II, y su limitación 
operativa por medio de la cláusula de orden público de la Ley Orgánica del Estado de 
1967: “La profesión y práctica de la religión católica, que es la del Estado español, 
gozará de la protección oficial. El Estado asumirá la protección de la libertad religiosa, 
que será garantizada por una eficaz tutela jurídica que, a la vez, salvaguarde la moral y 
el orden público”, de tal forma que el Estado tendrá como religión oficial el catolicismo 
y, al mismo tiempo, se reconocerá la libertad religiosa conformándose un doble régimen 
jurídico en la relación del Estado con el hecho religioso: un régimen privilegiado para 




b. La contemporánea aconfesionalidad del Estado 
 
El problema clave en este contexto se plantea en las relaciones del Estado con el 
elemento religioso como factor social, o dicho de otra manera, las relaciones del Estado 
con las confesiones religiosas. Frente al hecho religioso, el Estado puede reaccionar 
asumiendo una determinada religión como “su” religión (confesionalidad); o 
“creyendo” negativa y militantemente, y entonces se confiesa ateo; o comportándose de 
forma agnóstica, como declarando que la certeza no es posible; o decidiéndose, por 
último, por una situación de indiferencia
116
. Salvo en este último supuesto, no sería 
posible la plena libertad religiosa ya que no se asegura desde los poderes públicos la 
igualdad real y efectiva entre las diversas opciones en materia de conciencia y religión. 
Para SATORRAS, se tiene que entender que al Estado no le sea posible tomar 
opción por ninguna confesión religiosa determinada, porque dejaría de comportarse 
                                                 
115
 Para ampliar estas cuestiones se puede consultar A. BARRERO ORTEGA, La libertad religiosa cit. 
116
 Para BENEYTO, esta indiferencia es ficticia, “pues aun en este caso no puede evitar ciertas definiciones 
sobre lo religioso, tales como que lo religioso sólo puede existir en la esfera íntima de la conciencia sin 
tener manifestaciones sociales…introducir el principio de laicidad como principio definidor de las 
relaciones entre el Estado y el factor religioso no es sino eliminar toda posibilidad de consideración según 
su naturaleza específica del hecho religioso, con la grave consecuencia de que el Estado se convierte 
entonces en el sujeto tutelar y definidor del marco de libertad religiosa”. Vide JOSÉ MARÍA BENEYTO 
PÉREZ, Comentarios a la Constitución Española, Tomo II - Artículos 10 a 23 de la Constitución Española 
de 1978, enero 1996, p. 10 (Id. vLex: VLEX-331378). 
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igualitariamente con las demás. Incluso siendo la confesión en cuestión la mayoritaria, 
inclinarse por ella supondría discriminación. Otro asunto es que algunos valores dignos 
de protección de la sociedad española puedan coincidir con valores que propugna la 
confesión mayoritaria, pero es indiscutible que dichos valores se protegerían en tanto 




En el ámbito europeo, el CEDH guarda silencio en su artículo 9 en esta 
materia
118
, por las peculiaridades de los países miembros en los que históricamente la 
cuestión religiosa se ha tratado de diversas maneras y en muchos casos de forma 
contraria (recordemos a modo de ejemplo la oficialidad del anglicanismo del Reino 
Unido, el cristianismo ortodoxo en Grecia o el catolicismo en España o Irlanda, frente al 
ateísmo oficial de los países de la Europa comunista). En España, del contenido del 
artículo 16 de la Constitución española
119
 se puede deducir que se reconoce tanto la 
libertad de pensamiento en el ámbito religioso como la libertad de expresión o, más 
concretamente, la libertad de manifestación externa. En cambio, para BENEYTO es algo 
más complejo en lo que se refiere a la puesta en práctica de la fe religiosa o de las 
creencias o convicciones de cualquier tipo, es decir, en lo que se refiere al nivel de la 
acción y ello a pesar del reconocimiento expreso a la libertad de culto que comprende 




                                                 
117
 Vid. ROSA M. SATORRAS FIORETTI, Lecciones de Derecho Eclesiástico del Estado, Ed. JM Bosch 
Editor, Barcelona, 2005, p. 3. 
118
 Artículo 9 CEDH: “1. Toda persona tiene derecho a la libertad de pensamiento, de conciencia y de 
religión; este derecho implica la libertad de cambiar de religión o de convicciones, así como la libertad de 
manifestar su religión o sus convicciones individual o colectivamente, en público o en privado, por medio 
del culto, la enseñanza, las prácticas y la observancia de los ritos. 
2. La libertad de manifestar su religión o sus convicciones no puede ser objeto de más restricciones que 
las que, previstas por la ley, constituyen medidas necesarias, en una sociedad democrática, para la 
seguridad pública, la protección del orden, de la salud o de la moral públicas, o la protección de los 
derechos o las libertades de los demás”. 
119
 Artículo 16 CE: “1. Se garantiza la libertad ideológica, religiosa y de culto de los individuos y de las 
comunidades sin más limitación, en sus manifestaciones, que la necesaria para el mantenimiento del 
orden público protegido por la ley”. 
120
 “Aunque la libertad de culto garantice suficientemente la materialización concreta de la libertad 
religiosa, no es menos cierto que también aquí se pueden plantear problemas, sobre todo si se opta por 
una interpretación amplia de la libertad de culto, incluyendo, por tanto, las obras e institutos de caridad, 
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Este artículo que reconoce específicamente una serie de libertades básicas, se 
halla estrechamente vinculado al núcleo de los derechos y libertades públicas que 
recoge el título primero de la Constitución española. 
En primer término, con el valor de la dignidad de la persona, sus derechos 
inviolables y el libre desarrollo de la personalidad, que el artículo 10.1 CE declara como 
“fundamento del orden político y de la paz social”. Es evidente que no se entiende la 
autonomía del individuo que jurídicamente establece el artículo 10.1 sin reconocer al 
mismo nivel la libertad del pensamiento y la necesidad humana de búsqueda religiosa, 
salvo los únicos límites marcados en ese mismo precepto: “el respeto a la ley y a los 
derechos de los demás” y el específico del orden público, fijado en el artículo 16.1 CE, 
ya comentados. 
En segundo lugar, con el principio de igualdad consagrado en el artículo 14 
CE
121
 que, al proclamar la igualdad ante la ley de todas las personas, veta cualquier 
discriminación por el factor religioso como un refuerzo de la garantía de la igualdad 
formal y de promoción de la igualdad real, tal y como establece el artículo 9.2 de la 
Constitución. Todos los derechos, incluida la libertad religiosa, han de ser disfrutados 
por igual por todas las personas. Como dijo VILADRICH
122
, la igualdad religiosa 
significa “ser iguales titulares del mismo derecho de libertad religiosa”. El Estado se 
compromete a tratar a todo sujeto religioso (individual o colectivo) de igual forma ante 
la ley, tanto a la hora de elaborar la normativa (igualdad en la ley), como a la hora de 
aplicarla (igualdad en la aplicación de la ley). Existe, a los ojos del Estado, una única 
condición de ciudadanos, todos ellos con el mismo derecho de libertad religiosa, y con 
derecho al mismo trato por parte de los poderes públicos; asimismo, las confesiones 
tienen derecho a ser tratadas igual y sin discriminaciones, si concurre la misma situación 
e idénticos requisitos. El Tribunal Constitucional ha definido la igualdad religiosa como 
el segundo principio por el que se rige el conjunto de las relaciones de los poderes 
                                                                                                                                               
organizaciones pararreligiosas, etc., e incluso las sectas, lo que desde la sistemática constitucional parece 
coherente”. Vide J. M. BENEYTO PÉREZ, op. cit., p. 15. 
121
 Artículo 14 CE: “Los españoles son iguales ante la ley, sin que pueda prevalecer discriminación 
alguna por razón de nacimiento, raza, sexo, religión, opinión o cualquier otra condición o circunstancia 
personal o social”. 
122
 PEDRO JUAN VILADRICH, “Los principios informadores del Derecho Eclesiástico español” en JAVIER 
FERRER ORTIZ (COORD.), Derecho eclesiástico del Estado español, 2ª ed, 1ª reimp., EUNSA, Pamplona, 
1983, pp. 169-261. 
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públicos con las manifestaciones religiosas, de forma que el principio de igualdad es 
una consecuencia del principio de libertad religiosa
123
. Además, la igualdad no es 
uniformidad. Como se afirma en la Sentencia del Tribunal Constitucional 29/1987, de 6 
de marzo
124
 la igualdad es un tratamiento desigual de lo desigual o igual de lo parecido 
o semejante. Ello conlleva a modo de conclusiones que hay violación de la igualdad en 
la ley cuando se produce la discriminación aludida en el artículo 14 CE; y que no hay 
discriminación sino diferenciación de trato legal, cuando para ello existen causas 
razonables, suficientes, justificadoras y proporcionales
125
. Por consiguiente, la igualdad 
religiosa actúa como un límite a la libertad religiosa que se concreta en el principio de 
no discriminación por razón de religión. 
La Constitución Española de 1978 sí contiene una definición del Estado en el 
primer apartado del artículo 1 en el que se establece que “España se constituye en un 
Estado social y democrático de Derecho
126
, pero no hay ninguna mención desde la 
perspectiva religiosa. Como hemos concluido previamente, al no ser el Estado sujeto de 
la libertad religiosa, carece de competencia para hacer valoraciones o interferir en el 
ejercicio de esa libertad. Actúa de garante y reconoce a los individuos y a las 
confesiones religiosas la misma capacidad jurídica y de obrar en el ejercicio de la 
libertad. Del apartado 3 del artículo 16 CE se deriva la prohibición de la existencia de 
Iglesias nacionales, no pudiendo el Estado identificarse con ninguna de ellas
127
.  
El fundamento último del mandato constitucional de que “ninguna confesión 
tendrá carácter estatal” es la obligación implícita del Estado de neutralidad frente a la 
religión y la consiguiente prohibición al sujeto estatal de tomar partido en materia 
religiosa ya que el acto de carácter específicamente religioso es ajeno al Estado, 
pertenece al ámbito de la conciencia de cada individuo y de los grupos en los que 
                                                 
123
 STC 24/1982, de 13 de mayo, FJ. 1 (RTC\1982\24). 
124
 STC 29/1987, de 6 de marzo (RTC\1987\29). 
125
 STC 340/1993, de 16 de noviembre, FJ.4 (RTC\1993\340). 
126
 Artículo 1 CE: “1. España se constituye en un Estado social y democrático de Derecho, que propugna 
como valores superiores de su ordenamiento jurídico la libertad, la justicia, la igualdad y el pluralismo 
político”. 
127
 Artículo 16 CE: “3. Ninguna confesión tendrá carácter estatal. Los poderes públicos tendrán en cuenta 
las creencias religiosas de la sociedad española y mantendrán las consiguientes relaciones de cooperación 
con la Iglesia Católica y las demás confesiones”. 
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aquellos se integran. Para RODRÍGUEZ DE SANTIAGO
128
 el Estado es un sujeto 
“religiosamente incapaz”.  
Para BARRERO
129
, en España el Estado es constitucionalmente laico aunque no 
aparece esta expresión en ninguno de sus artículos. El espíritu del legislador 
constituyente es claro pero la redacción más o menos ambigua es fruto del consenso 
constitucional para superar la cuestión religiosa. Por eso, se formula 
constitucionalmente una confesionalidad estatal negativa como punto de inicio de un 
proceso que él llama de desconfesionalización
130
. No resistimos la tentación de, al 
menos, comentar la primera sentencia relevante en esta línea de definir las 
características del Estado aconfesional declarado en la Constitución de 1978. La 
Sentencia del Tribunal Constitucional 24/1982 resuelve el recurso de 
inconstitucionalidad planteado por 69 diputados contra la Ley 48/1981, de 24 de 
diciembre, sobre clasificación de mandos y regulación de ascensos en régimen ordinario 
para los militares de carrera del Ejército de Tierra, cuyo artículo 9.4 se refería al Cuerpo 
eclesiástico junto a otros Cuerpos de dicho Ejército, referencia que en opinión de los 
recurrentes recuperaba el citado Cuerpo Eclesiástico (destaco que no se incluía, fue 
omitido en el Acuerdo entre el Estado español y la Santa Sede de 1979) y, en cuanto 
que funcionarizaba la asistencia religiosa a las Fuerzas Armadas, entraba en 
contradicción con los principios del artículo 16 CE. El Tribunal Constitucional 
desestima la demanda pero lo que nos interesa a los efectos de este trabajo es que la 
sentencia aclara que el hecho de que el Estado preste asistencia religiosa católica a los 
individuos no sólo no determina lesión constitucional sino que realmente ofrece la 
posibilidad de hacer efectiva la libertad de culto de esos individuos, libres para aceptar, 
o rechazar, la prestación que se les ofrece. De igual modo tampoco padece el derecho a 
la igualdad, ya que no quedaba excluida la asistencia religiosa a los miembros de otras 
                                                 
128
 JOSÉ MARÍA RODRÍGUEZ DE SANTIAGO, El estado aconfesional o neutro como sujeto “religiosamente 
incapaz”. Un modelo explicativo del Artículo 16.3 CE. (Repertorio Aranzadi del Tribunal Constitucional 
núm. 14/2008. BIB 2008\2214). 
129
 A. BARRERO ORTEGA, op. cit., pp. 256 y ss. 
130
 Ibídem, pp. 256 y ss. BARRERO aporta numerosa jurisprudencia que evidencia una evolución a lo largo 
del tiempo sobre este tema. Esta línea se podría sintetizar en constitucionalizar normas aparentemente 
conculcadoras de la libertad religiosa siempre y cuando se facilite la voluntariedad de la prestación 
religiosa por el Estado (la asistencia religiosa a los militares por el Estado, STC 24/1982, ya mencionada) 
o un valor, en principio religioso, se haya convertido en un valor civil por la tradición secular del pueblo 
(el descanso semanal establecido por la legislación laboral en domingo, STC 19/1985, anteriormente 
referenciada). 
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confesiones, asistencia que podían reclamar “de suerte que sólo el Estado que desoyera 
los requerimientos en tal sentido incidiría en la eventual violación analizada”. Así el 
Tribunal considera que el principio de cooperación (art. 16.3 CE) salva la 
constitucionalidad de una normativa anterior a la propia Constitución
131
. 
Ciertamente esta sentencia no modifica la Ley objeto de recurso pero marcó el 
comienzo del proceso de reforma en materia de asistencia religiosa a las Fuerzas 
Armadas que perseguía un doble objetivo: por un lado, la asistencia religiosa a militares 
que profesaran otras creencias distintas a la religión católica, consecuencia necesaria del 
principio de igualdad; y, por otro lado, la pérdida del carácter funcionarial de los 
capellanes castrenses por entender que la situación anterior, en la que incluso ostentaban 
grados militares, resultaba contraria al principio de aconfesionalidad o laicidad. 
Por circunstancias históricas ya comentadas, el objetivo inicial en España tanto 
del legislador como del Alto Tribunal era desligar a la Iglesia Católica del Estado, que 
hasta la Constitución de 1978 era la confesión estatal, de manera que se entendía la 
aconfesionalidad como separación entre el Estado y la Iglesia Católica
132
. A medida que 
se aclara esta separación específica de poderes, se comienza la separación genérica entre 
Estado y confesiones religiosas, de manera que ninguna confesión religiosa pueda ser 





 entiende que el Estado laico indica lo contrario del Estado 
confesional. Frente a una religión adoptada como oficial por el Estado que concede 
privilegios a los fieles de esa doctrina, la laicidad supone la autonomía de las 
                                                 
131
 El Cuerpo Eclesiástico se regulaba básicamente por el Convenio entre la Santa Sede y el Estado 
Español sobre la Jurisdicción Castrense y Asistencia Religiosa a las Fuerzas Armadas de 5 de agosto de 
1950, confirmado con algunas modificaciones por el Concordato de 27 de agosto de 1953. 
132
 Significativos son el ATC 119/1984, de 22 de febrero (RTC\1984\119 AUTO), donde se afirma que 
los tribunales de la Iglesia Católica no son poderes públicos. A partir de la STC 265/1988, de 22 de 
diciembre (RTC\1988\265), y en aplicación del principio de aconfesionalidad del Estado y del principio 
de exclusividad jurisdiccional (STC 66/1982, de 12 de noviembre, FJ 4 –RTC\1982\66-), el Tribunal 
Constitucional concluyó que los efectos civiles de las decisiones canónicas afectan al derecho a la tutela 
judicial efectiva, no al derecho a la libertad religiosa. El ATC 617/1984, de 31 de octubre, FJ 5 
(RTC\1984\617 AUTO), declara que el carácter plural y aconfesional del Estado le impide admitir en el 
ámbito jurídico los principios y valores católicos, mientras que la STC 265/1988, de 22 de diciembre, FJ 
1, arriba mencionada, reitera el carácter separado de las potestades estatales y las de la Iglesia Católica. 
133
 STC 340/1993, de 16 de noviembre, FJ 4, ya referenciada. 
134
 A. BARRERO ORTEGA, op. cit., pp. 249 y ss. 
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instituciones públicas y civiles respecto de las organizaciones confesionales y, también, 
un régimen de separación jurídica entre el Estado y la Iglesia como garante de la 
libertad del ciudadano frente a ambos poderes. Esta separación entre el Estado y la 
Iglesia propia del principio de laicidad no implica necesariamente una oposición entre 
los dos poderes sino, más bien, que en el proceso de formación de valores laicos se 
tomen en consideración los valores religiosos e ideológicos existentes en la sociedad. 
Con dos límites básicos: la imposibilidad de admitir aquellos valores contrarios a los 
principios básicos del orden constitucional y la dignidad de la persona. En 
consecuencia, para este autor, los principios básicos del Estado laico son el 
reconocimiento de la libertad de la persona y de los derechos fundamentales y la 
neutralidad religiosa e ideológica del Estado, de manera que no se impongan los valores 
propios de una confesión religiosa o doctrina atea a toda la sociedad. No entiende la 
laicidad como sinónimo de indiferencia del Estado ante las religiones sino como 
“salvaguarda de la religión, en régimen de pluralismo confesional y cultural”
135
. En esta 
línea, el Tribunal Constitucional afirma que “el carácter aconfesional del Estado no 




Muy similar es la opinión de LLAMAZARES
137
 pero añade un calificativo a esta 
laicidad consagrada constitucionalmente, la laicidad positiva. Las características propias 
del Estado laico o aconfesional son la neutralidad y la separación, “excluyente ésta 
última de cualquier tipo de confusión entre sujetos, motivos, actividades y fines 
estatales y religiosos y la primera cualquier escorzo, incluso al contraluz, de 
discriminación con un pie en las diferencias de convicción o creencia”. De esta manera, 
“la laicidad no es incompatible con cualquier tipo de cooperación del Estado con las 
confesiones religiosas; no excluye en términos absolutos la posibilidad de cooperación; 
es más, la Constitución (art. 16.3) considera a esa cooperación obligada en los 
supuestos del artículo 9.2 CE, de ahí los términos imperativos utilizados, cuando es 
imprescindible para que la igualdad y la libertad sean reales y efectivas o para que 
                                                 
135
 A. BARRERO ORTEGA, op. cit., p. 251. En apoyo de su tesis vide STC 177/1996, FJ 9 (RTC\1996\177). 
136
 ATC 180/1986 de 21 febrero, FJ. 2 (RTC\1986\180 AUTO). 
137
 D. LLAMAZARES FERNÁNDEZ, “A modo de presentación. Laicidad, libertad de conciencia y acuerdos 
del Estado con las confesiones religiosas” en Libertad de conciencia y laicidad en las instituciones y 
servicios públicos, 2005 (Id. vLex: VLEX-54669859). 
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puedan alcanzar su plenitud; es decir, cuando esté en juego algún elemento integrante 
esencial de uno de esos derechos fundamentales. Eso explica que el texto constitucional 
se exprese en términos imperativos. De ahí que el Alto Tribunal califique a la laicidad 
consagrada por la Constitución como laicidad positiva”. 
No podemos confundir aconfesionalidad con laicismo que puede suponer una 
actitud hostil, de persecución desde los poderes públicos a la religiosidad de los 
ciudadanos y que, por tanto, sería una postura inconstitucional por vulneración del 
derecho de libertad religiosa. Para evitar esta posición se incluyó el mandato 
constitucional a los poderes públicos de tener en cuenta las creencias de la sociedad 
española
138
. Por ello, en nuestra legislación hay ejemplos de esta toma en consideración, 
nunca adecuación o identificación con los principios de una determinada confesión, 
como pueden ser la configuración de un estatuto jurídico específico para las iglesias o 
confesiones, la observancia laboral de festividades religiosas, la prestación del 
juramento en determinados actos oficiales, la presencia de autoridades civiles y 
militares en solemnidades religiosas o la programación de actos religiosos en la 
conmemoración de fiestas de carácter nacional, la tipificación de los delitos contra la 
libertad de conciencia y los sentimientos religiosos, etc. Por estos ejemplos no se puede 
considerar al Estado como rigurosamente laico. 
La laicidad excluye siempre todo tipo de hostilidad hacia las creencias 
religiosas, como muy bien afirma LLAMAZARES
139
, puesto que una de sus características 
es justamente la neutralidad, tanto religiosa como ideológica, y la consiguiente 
imparcialidad del Estado, de las instituciones y poderes públicos, de las autoridades y 
funcionarios públicos, en relación con las convicciones o creencias de los ciudadanos. 
“Sólo desde la neutralidad, de la que la separación es mero instrumento, se garantiza 
permanentemente la libertad de conciencia y la plena igualdad de todos los ciudadanos 
sin discriminación por razón de sus creencias o convicciones, en su relación con el 
Estado y en la relación horizontal de unos ciudadanos con otros…La laicidad no es, por 
tanto, una doctrina filosófica ni una religión civil del Estado. Lo cual no significa que 
                                                 
138
 Cfr. A. BARRERO ORTEGA, op. cit., pp. 288 y ss. 
139
 D. LLAMAZARES FERNÁNDEZ, “A modo de presentación. Laicidad, libertad de conciencia y acuerdos 
del Estado con las confesiones religiosas” en Libertad de conciencia y laicidad en las instituciones cit. 
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las creencias, religiosas y no religiosas, de sus ciudadanos le sean indiferentes al 
Estado”. 
Nuestro Tribunal Constitucional, en la numerosa jurisprudencia sobre diversos 
aspectos de la problemática de los profesores que imparten religión en los centros 
educativos, mantiene que precisamente en aras de garantizar la neutralidad y 
aconfesionalidad del Estado, no debe ser éste quien declare capacitado o idóneo a una 
persona para que imparta las enseñanzas de una determinada confesión religiosa ni el 
contenido material de dicha enseñanza. El Estado no puede tomar estas decisiones por sí 
mismo, puesto que ello sería contrario a su carácter aconfesional o neutro. Son las 
autoridades religiosas “las únicas que, desde el principio de aconfesionalidad del 
Estado, pueden valorar las exigencias de índole estrictamente religiosa de (la) idoneidad 
(del profesorado)”, las únicas que pueden “determinar el contenido de la enseñanza 
religiosa a impartir y los requisitos de las personas capacitadas para impartirla”, puesto 
que es cada confesión religiosa quien define y determina el contenido objeto de 
enseñanza “no cumpliéndole al Estado otro cometido que el que se corresponda con las 
obligaciones asumidas en el marco de las relaciones de cooperación”, de la misma 
manera que del principio de neutralidad y aconfesionalidad también se sigue que haya 
de corresponder “a las confesiones la competencia para el juicio sobre la idoneidad de 
las personas que hayan de impartir la enseñanza de su respectivo credo”. Asimismo, el 
Tribunal entiende que este juicio de las confesiones sobre la idoneidad del profesorado 
"no se limite a la estricta consideración de los conocimientos dogmáticos o de las 
aptitudes pedagógicas del personal docente", sino que "puede extenderse a la propia 
conducta en la medida en que el testimonio personal constituya para la comunidad 
religiosa un componente definitorio de su credo
140
. Tras la entrada en vigor de la Ley 
Orgánica de Educación, de 2006, y el Real Decreto de 2007 por el que se regula la 
relación laboral de los profesores de religión, esta relación que había sido declarada 
como “objetivamente especial aunque no declarada expresamente”
141
 pasa a ser de 
carácter indefinido
142
.   
                                                 
140
 STC 38/2007, de 15 de febrero (RTC\2007\38). Otras Sentencias del Tribunal Constitucional relativas 
a esta problemática, SSTC de la 80 a la 90/2007. Más recientes SSTC 128/2007, de 4 de junio de 2007 
(RTC 2007/38); 51/2011, de 14 abril (RTC 2011/51). Sentencias del Tribunal Supremo de 7 de julio de 
2000 (RJ\2000\6295), 21 de noviembre de 2000 (RJ\2001\958), 25 de enero de 2005 (RJ\2005\1572). 
141
 El fundamento formal de la especialidad se encuentra en que “ha sido establecida en un Tratado 
internacional que se incorpora al ordenamiento interno con fuerza de ley (artículo 94 de la Constitución 
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En Europa, en cambio, el Tribunal de Derechos Humanos establece, en el caso 
de la no renovación del contrato anual de un profesor de la Universidad Católica del 
Sagrado Corazón de Milán tras veinte años de docencia en tal Institución académica por 
posturas contrarias a la doctrina católica, que el conflicto entre libertad de expresión en 
el ámbito académico y el interés legítimo de una Universidad en impartir la enseñanza 
conforme a sus convicciones religiosas, la restricción de la primera ha de justificarse su 
necesidad en una sociedad democrática de forma que para que no estemos ante una 
violación del Convenio dicha decisión ha de estar motivada y debe ser comunicada la 
causa de la no renovación del contrato al profesor en cuestión
143
. 
Más reciente ha sido la sentencia del mismo Tribunal europeo sobre el caso de 
un español que había sido ordenado sacerdote en 1961 y que años después solicitó al 
Vaticano ser dispensado de la obligación de celibato
144
. En 1985 contrajo matrimonio 
civil con la que todavía es su mujer, con la que tuvo cinco hijos. A partir de 1991, el 
demandante ejerció como profesor de religión y de moral católicas en un instituto 
público de Murcia en base a un contrato laboral renovable anualmente. Conforme a las 
disposiciones del Acuerdo existente desde 1979 suscrito entre España y la Santa Sede, 
era el Ordinario diocesano quien, cada año, confirmaba el puesto al demandante, 
estando el Ministerio de Educación vinculado por esta decisión. En noviembre de 1996 
el periódico La Verdad de Murcia publicó un artículo sobre el Movimiento Pro Celibato 
Opcional de los sacerdotes en el que se reclamaba a las autoridades eclesiásticas el 
celibato opcional, así como una Iglesia democrática y no teocrática, en el seno de la cual 
los laicos pudieran elegir ellos mismos sus sacerdotes y obispos. Exponía igualmente su 
desacuerdo con la posición de la Iglesia relativa al aborto, el divorcio, la sexualidad o el 
control de natalidad. El 15 de septiembre de 1997, el Vaticano notificó al demandante 
su acuerdo por la dispensa del celibato. El documento precisaba que los individuos que 
se beneficiaban de esta dispensa no podían impartir la religión católica en centros 
                                                                                                                                               
Española y 1.5 del Código Civil). El fundamento material se encuentra en las peculiaridades que 
concurren en la relación de servicios que se considera”, STS de 5 de junio de 2000 (RJ\2000\4650). 
142
 Con arreglo al artículo 4.1 del Real Decreto de 2007, “la contratación de los profesores de religión será 
por tiempo indefinido, salvo en los casos de sustitución del titular de la relación laboral que se realizará 
de conformidad con el artículo 15.1.c) del Estatuto de los Trabajadores y sin perjuicio de lo dispuesto en 
las causas de extinción del contrato que figuran en el presente Real Decreto”.   
143
 STEDH Lombardi Vallauri contra Italia, de 20 de octubre de 2009 (TEDH\2009\109). 
144
 STEDH de 15 de mayo de 2012, caso Fernández Martínez contra España (TEDH\2012\47). 
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públicos, a menos que el Obispado, “en función de sus criterios y bajo reserva que no se 
produjera un escándalo” decidiera lo contrario, hecho que ocurrió poco después ya que 
el Obispado de Cartagena comunicó al Ministerio de Educación su intención de no 
aprobar la renovación del contrato del demandante para el año escolar 1997/1998. El 
Ministerio notificó al demandante esta decisión, con efecto a partir del 29 de septiembre 
de 1997. El Obispado emitió una nota oficial de 11 de noviembre de 1997, en la que 
recordaba que, conforme a las disposiciones aplicables, el demandante estaba obligado a 
impartir sus clases “sin arriesgarse al escándalo”. El Obispado explicó al respecto que la 
publicidad dada por el demandante a su situación personal había supuesto un 
incumplimiento de este deber, lo que impedía a las autoridades eclesiásticas continuar 
proponiéndole para el curso escolar siguiente para proteger la sensibilidad de los padres 
de los niños que acudían al centro escolar en el que el demandante era profesor. El 
demandante, el señor Fernández Martínez recurrió a los Tribunales y finalmente acudió 
al Tribunal Constitucional en busca de amparo pero no le fue concedido.  
El TEDH en primer lugar reconoce el principio de autonomía de las confesiones 
religiosas y lo conecta con el principio de neutralidad religiosa del Estado, neutralidad 
que no significa ausencia de control jurisdiccional puesto que el Obispado no puede 
proponer candidatos que carezcan de la cualificación profesional requerida para el 
puesto y está obligado a respetar los derechos fundamentales y las libertades públicas. 
En cambio, la no renovación corresponde exclusivamente a las autoridades religiosas 
siempre que el origen de tal decisión sea por criterios religiosos o morales. Por 
consiguiente, los tribunales nacionales han de ponderar, como así se constata por el 
TEDH, que las razones por las que no se renueva el contrato a un profesor de religión 
derivan exclusivamente de razones religiosas o morales. 
Mientras el señor Fernández era sacerdote, casado, pero sacerdote a fin de 
cuentas, el Obispado no le puso reparos a esta situación y propuso su renovación año 
tras año como profesor de religión. Ahora bien, tras la publicación de un artículo en un 
periódico en el que aparecía con su esposa y sus cinco hijos y que incluía varias 
declaraciones de miembros del Movimiento Pro Celibato Opcional, a favor del celibato 
opcional de los sacerdotes y criticaban igualmente la posición de la Iglesia sobre varios 
aspectos, como el aborto, el divorcio, la sexualidad o el control de la natalidad, estos 
acontecimientos condujeron al Obispado a considerar que se había roto el vínculo de 
confianza requerido y a no renovar el contrato. A juicio del Tribunal este vínculo de 
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confianza implica necesariamente “ciertas especificidades que diferencian a los 
profesores de religión y de moral católicas de otros profesores que se inscriben en una 
relación jurídica neutra entre la Administración y los particulares. Por tanto, no es poco 
razonable exigir un deber de lealtad mayor a estos enseñantes”. Cuando, como en este 
caso, se rompe el vínculo de confianza, el Obispado no debe ya proponer al candidato 
para el puesto. Finalmente, el Tribunal entiende que “sería poco razonable no tener en 
cuenta sus convicciones religiosas como criterio de selección, con el fin de proteger el 
derecho a la libertad religiosa en su dimensión colectiva”. 
Como muy bien afirma RODRÍGUEZ DE SANTIAGO
145
 es pura y simplemente 
inimaginable que un órgano público realizara juicios valorativos relativos, por ejemplo, 
a si “determinada materia de la doctrina católica o musulmana es lo suficientemente 
relevante en el contexto del corpus teológico de estas confesiones como para ser objeto 
de enseñanza en el colegio; o si la fe religiosa de un eventual docente es tan sólida como 




, constitucionalmente se puede afirmar que no hay religión 
estatal y, por tanto, no puede haber confusión entre fines religiosos y fines estatales, 
interpretación refrendada por la jurisprudencia constitucional
147
, aunque se tolera el 
hecho religioso. De lo que se desprende que no hay una total separación entre la Iglesia 
y el Estado, ya que permite relaciones oficiales entre el Estado y las diversas 




                                                 
145
 J. M. RODRÍGUEZ DE SANTIAGO, El estado aconfesional o neutro cit. 
146
 L. M. DÍEZ-PICAZO, Sistema de derechos fundamentales, Ed. Thomson Civitas (3ª ed.), Navarra, 2008. 
147
 STC 46/2001 referenciada con anterioridad. 
148
 STC 340/1993 asienta la prohibición del trato de favor, ya referenciada. Llamativa es la STC 
101/2004, que amparó a un policía nacional que se negó a participar en una cofradía por violación de su 
libertad religiosa, pero no dijo nada sobre la particularidad de que el cuerpo de Policía Nacional es el 
Hermano Mayor de esa cofradía. Ambas sentencias ya referenciadas. Esta sentencia la analizo en el 
epígrafe 2. En especial, la doble dimensión positiva o negativa del derecho fundamental a la libertad 
religiosa del apartado b) Derecho fundamental a la libertad religiosa (RTC\2004\101). 
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c. Relaciones de cooperación de la Administración con las confesiones 
religiosas 
 
1. El mandato constitucional de cooperación (artículo 16.3 CE) 
 
Como hemos visto con anterioridad, la neutralidad del Estado no significa 
indiferencia ante el hecho religioso y puede establecerse algún tipo de relación entre 
Estado y confesión religiosa, siempre desde una recíproca independencia. El Estado no 
puede mostrarse indiferente u hostil ante el hecho religioso ni puede limitarse a 
reconocer el derecho de libertad religiosa, marcar sus límites y garantizar su ejercicio si 
uno de los principios básicos de nuestro sistema, una vez establecida la libertad 
religiosa, es la necesidad por parte de los poderes públicos de tener en consideración las 
creencias religiosas de la sociedad. Se exige un plus: la cooperación. 
La Constitución de 1978 afirma en el apartado 3 del artículo 16 que “ninguna 
confesión tendrá carácter estatal. Los poderes públicos tendrán en cuenta las creencias 
religiosas de la sociedad española y mantendrán las consiguientes relaciones de 
cooperación con la Iglesia Católica y las demás confesiones”. Este mandato 
constitucional de cooperación (artículo 16.3 CE) se refiere a las confesiones religiosas 
que reflejen creencias religiosas de la sociedad española. No es un derecho fundamental 
sino que es una norma de derecho objetivo, que no disfruta de eficacia inmediata y, por 
consiguiente, no es susceptible de invocación mediante recurso de amparo como 
consagra la Sentencia del Tribunal Constitucional 93/1983
149
. La Constitución contiene 
una mención expresa a la Iglesia Católica, por lo que se entiende que las demás 
confesiones deberán acreditar previamente su arraigo en la sociedad española. 
Para la doctrina
150
, la cooperación del Estado con las confesiones debe llegar 
hasta donde sea necesario para hacer real y efectiva la igualdad de todos los ciudadanos 
en el ejercicio de la libertad religiosa y superar los obstáculos que pudieran poner en 
                                                 
149
 STC 93/1983, de 8 de noviembre (RTC\1983\93). 
150
 Cfr. D. LLAMAZARES FERNÁNDEZ, El principio de cooperación del Estado con las confesiones 
religiosas: fundamentos, alcance y límites, Centro de Estudios Constitucionales, 3, 1989, pp. 199-205; P. 
J. VILADRICH, J. FERRER ORTIZ, “Los principios informadores del Derecho Eclesiástico español” en J. 
FERRER ORTIZ (coord.), Derecho Eclesiástico del Estado español, EUNSA, Pamplona, 1996, pp. 148-
151; A. BARRERO ORTEGA, op. cit., pp. 301 y ss. 
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peligro esa igualdad, respetando siempre las exigencias derivadas del principio de 
laicidad. Ello conlleva que el principio de cooperación está subordinado a los principios 
de libertad religiosa, igualdad y laicidad, de manera que estos últimos actúan como 




La cooperación supone obrar conjuntamente con otro u otros para lograr un fin o  
resultado, en este caso, el ejercicio individual o colectivo de la libertad religiosa. Tiene, 
por consiguiente, un significado instrumental como manifiesta nuestro Tribunal 
Constitucional al afirmar que la cooperación “trata de facilitar que los ciudadanos 
reciben en el ejercicio de la propia libertad religiosa y de culto la correspondiente 
asistencia religiosa”
152
. El Estado valora positivamente la actividad de las confesiones y, 
en función de la realización del derecho de libertad religiosa genérico, y no de la 
actividad estrictamente religiosa, ayuda a las diversas confesiones e iglesias. El 
principio de aconfesionalidad se complementa con el deber de mantener relaciones de 
cooperación del apartado 3 del artículo 16 CE, lo que lleva al propio Tribunal 
Constitucional a definir el modelo de las relaciones del Estado con las confesiones 
religiosas de laicidad positiva
153
, como hemos aclarado en el apartado anterior.  
Hay numerosas formas de cooperación entre el poder público y las confesiones 
religiosas
154
. Pero lo que centra nuestra atención, dentro del marco de la cooperación, es 
la mención expresa a la Iglesia Católica. Para la doctrina
155
, esta inclusión es muy 
discutible desde una perspectiva técnico-constitucional y justifican esta discriminación 
deliberada por cuestiones sociológicas e históricas. De esta manera, la alusión a la 
                                                 
151
 Vide SSTC 24/1982, FJ. 4, ya referenciada, 109/1988, de 8 de junio, FJ. 2 (RTC\1988\109) y 
340/1993, FJ. 4, referenciada con anterioridad. También, AATC 616/1984, FJ. 3 (RTC\1984\616 AUTO) 
y 480/1989, FJ. 2 (RTC\1989\480 AUTO). 
152
 STC 59/1992, de 23 de abril, FJ. 3 (RTC\1992\59). 
153
 STC 46/2001, de 15 de febrero, FJ 4 (RTC\2001\46). 
154
 Para profundizar en esta materia, se recomienda la lectura de A. BARRERO ORTEGA, op. cit., pp. 326-
346. 
155
 J. CALVO OTERO, “La mención de la Iglesia Católica en la Constitución española” en M. RAMÍREZ 
(coord.), El desarrollo de la Constitución española de 1978, Libros Pórtico, Zaragoza 1982, pp. 153-167; 
A. BERNÁRDEZ CANTÓN, “La mención de la Iglesia Católica en la Constitución española, en VV.AA. Las 
relaciones entre la Iglesia y el Estado: estudios en memoria del profesor Pedro Lombardía, Editoriales 
de Derecho Reunidas, Madrid 1989, pp. 404 y ss.; A. BARRERO ORTEGA, op. cit., pp. 346-351. 
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Iglesia es un ejemplo del tratamiento específico que los poderes públicos dispensan al 
factor religioso y que es extensivo a las demás confesiones en atención a su 
implantación y singularidad. No se trata de una discriminación arbitraria sino de una 




Esta cooperación requiere de un instrumento normativo, que en el caso de la 
Iglesia Católica son los Concordatos. Cuando se redactó la Constitución, la Iglesia 
Católica poseía un estatus singular que condicionó las relaciones Iglesia-Estado. Días 
después de la promulgación de la CE se procede a la firma de los Acuerdos que 
derogarían el Concordato de 1953 y establecerán un nuevo sistema para las relaciones 
entre el Estado y la Iglesia mayoritaria que en la actualidad sigue en vigor y que se 
conocen como los Acuerdos Santa Sede-Estado español de 3 de enero de 1979. Como 
veremos en su apartado con mayor profundidad, son verdaderos tratados internacionales 




Estas relaciones de cooperación suponen que el fenómeno religioso adquiere 
relevancia pública y que podrían ser inconstitucionales si no fuera por el mandato 
constitucional (STC 24/1982
158
) por incompatibilidad con la aconfesionalidad del 
Estado. Ello lleva a plantearnos con carácter previo una problemática de carácter 
constitucional como es determinar lo que se entiende como religión, ya que éstas y sólo 
con éstas, puede el Estado entablar relaciones oficiales. El artículo 3.2 de la Ley 
Orgánica de Libertad Religiosa (LOLR)
159
 define la religión en un sentido negativo, al 
dejar fuera del ámbito de protección de la LOLR “las actividades, finalidades y 
Entidades relacionadas con el estudio y experimentación de los fenómenos psíquicos o 
parasicológicos o la difusión de valores humanísticos o espiritualistas u otros fines 
análogos ajenos a los religiosos”. Pero es un concepto vago el recogido en dicha ley 
                                                 
156
 A. BARRERO ORTEGA, op. cit., p. 351. 
157
 Por esta razón, el artículo 7 de la Ley Orgánica de Libertad Religiosa (LOLR) establecerá que estos 
acuerdos requieren su aprobación mediante ley. 
158
 STC 24/1982, de 13de mayo, ya referenciada. 
159
 Apartado 2 del artículo 3 de la Ley Orgánica 7/1980, de 5 de julio, de la Libertad Religiosa, que es la 
norma que desarrolla este derecho constitucional.  
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para DÍEZ-PICAZO
160
 que no ayuda a clarificar los límites del mismo, dejando un margen 
de arbitrariedad peligroso que puede caer en la discriminación a la hora de separar las 
definiciones de lo que es religión, secta o confesión minoritaria según los fines que 
persigan… ¿y si los fines de una secta no son delictivos? 
La jurisprudencia constitucional nos aclara esta cuestión en la, quizás, más 
importante sentencia en materia religiosa, en la que nos vamos a detener un momento. 
La Sentencia del Tribunal Constitucional 46/2001
161
 resuelve la denegación de la 
inscripción de la Iglesia de la Unificación, más conocida como secta Moon, en el 
Registro de Entidades Religiosas. En el sustrato de la negativa subyacía la sospecha de 
que realizaban actividades ilícitas y, por consiguiente, no tenía una naturaleza 
auténticamente religiosa. Para esta iglesia, su inscripción era muy importante ya que 
suponía el otorgamiento de condición de entidad religiosa a todos los efectos. El 
Tribunal Constitucional ampara a esta iglesia porque entiende que la inscripción tiene 
un carácter declarativo. El Registro de Entidades Religiosas, el RER, sólo verifica si 
reúne los requisitos exigidos según el artículo 16 CE y la LOLR, lo que excluye un 
margen de discrecionalidad en el acto de calificación. Además, la adquisición de la 
condición de entidad religiosa supone que pasa a ser beneficiario de un régimen especial 
de protección independientemente de que se formalice un acuerdo de cooperación ya 
que, por ejemplo, el Estado debe respetar su autonomía de organización y 
funcionamiento internos. No olvidemos que estos acuerdos están subordinados a la CE 
y no pueden dar cobertura a discriminaciones por razón de creencias
162
, y en el ámbito 
europeo, el respeto por la libertad religiosa en sentido estricto excluye las 




                                                 
160
 L. M. DÍEZ-PICAZO, Sistema de derechos cit., pp. 245 y ss. 
161
 STC 46/2001, de 15 de febrero, ya referenciada. 
162
 Asistencia religiosa católica a las Fuerzas Armadas no es inconstitucional vide STC 24/1982, ya 
referenciada; efectos civiles de los matrimonios canónicos vide STC 66/1982, de 12 de noviembre, ya 
referenciada; no formar parte de un rito católico castrense, véase STC 177/1996 (RTC\1996\176); cuotas 
empresariales de una entidad religiosa STC 128/2001, de 4 de junio (RTC\2001\128). 
163
 SSTEDH Serif contra Grecia, de 14 de diciembre de 1999 (TEDH\1999\70); Santo Colegio Supremo 
de la Comunidad musulmana contra Bulgaria de 16 de diciembre de 2004 (TEDH\2004\100); Iglesia 
Metropolitana de Bessarabia contra Moldavia, de 13 de diciembre de 2001 (TEDH\2001\859); Ejército de 
Salvación contra Rusia, de 5 de octubre de 2006 (TEDH\2006\54). 
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Para BARRERO, esta sentencia deja abierta la puerta para que la Administración 
siga denegando inscripciones, ya que puede rechazarlas por considerar a las entidades 
solicitantes como no religiosas y, por tanto, subsumibles en los supuestos contemplados 
en el artículo 3.2 LOLR, muy criticados por considerarse los términos parapsicológicos, 
humanistas y espirituales como conceptos jurídicos indeterminados. En sus propias 
palabras “¿cómo puede demostrarse algo negativo, que no se es una confesión 
religiosa?” Su alternativa consiste básicamente en confiar en la buena fe de la entidad 
solicitante y delimitar claramente los criterios que impedirían su inscripción atendiendo 
a lo dispuesto en el artículo 22 CE, artículo 515 del Código Penal y los artículos 3 y 6.1 
LOLR
164
, de manera que no se procediese a la inscripción de grupos delictivos, que 
ejerzan medios violentos o encubran actividades terroristas, que inciten al racismo o 
xenofobia, en definitiva, que atenten a las libertades públicas o derechos fundamentales 
tanto de sus adeptos como de terceros. 
Por último, el Tribunal Supremo, más concretamente su Sala Tercera, emitió una 
importantísima sentencia sobre la subordinación de los acuerdos de cooperación a la CE 
estableciendo que si una interpretación no es conforme con la CE, lo que hay que hacer 
es lograr la invalidación de esa norma y, por tanto, si hay un acuerdo en vigor se aplica 
el mismo y se lleva al Tribunal Constitucional
165
. Este Tribunal ha refrendado esta 
doctrina en la numerosa jurisprudencia sobre profesores de religión, en la línea de 
entender que si el Acuerdo sobre Enseñanza y Asuntos Culturales de 1979 reconoce 
expresamente la facultad exclusiva del Obispo de proponer al inicio de cada curso 
escolar los nombres de los profesores de la asignatura de religión, la no renovación del 
contrato de profesorado por haber contraído matrimonio civil con un divorciado, por 




2. Acuerdos sobre Asuntos Jurídicos entre la Santa Sede y el Estado 
español de 1979 
 
                                                 
164
 A. BARRERO ORTEGA, op. cit., pp. 468-474. 
165
 STS, Sala 3ª, de 26 de abril de 2004 (RJ 2004\2652). 
166
 Por todas ellas, vide STC 80/2007, de 19 de abril, ya referenciada. 
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La Santa Sede ha estipulado convenciones con Estados o con sociedades 
políticas desde tiempos antiguos. Estos tipos de colaboración han recibido diferentes 
denominaciones: concordato (sollemnis conventio, capitula concordata, pacta 
conventa), convención (conventio, modus vivendi), acuerdo (concordia) o protocolo, en 
el sentido de acuerdo parcial más simple, entre otros. 
Para entender las características de los Concordatos con la Santa Sede, como 
afirma SATORRAS
167
, hay que partir de ciertas premisas: 
a) Autoconsideración de la Santa Sede como el único interlocutor válido de la 
Iglesia Católica ante los Estados, a pesar de que hoy día hay tendencias doctrinales que 
propugnan una mayor competencia en la materia por parte de las Conferencias 
Episcopales y de las Iglesias locales (hay diversos ejemplos de pactos en tal sentido, 
incluso a nivel general, como el Acuerdo entre el Episcopado polaco y el Gobierno de 
Varsovia). 
b) Independencia de la Santa Sede frente al poder temporal (personalidad 
internacional de la Santa Sede): desde los tiempos de Pipino el Breve (siglo VIII), la 
Santa Sede goza de soberanía internacional por tener la de un Estado (los Estados 
pontificios), cosa que hoy tiene continuidad en la simbólica soberanía sobre el Estado 
de la Ciudad del Vaticano, cuyas bases jurídicas fueron establecidas por los Pactos de 
Letrán firmados el 11 de Febrero de 1929 entre Pío XI y Mussolini, que ponen fin a la 
“cuestión romana”, la disputa entre el Estado italiano y el Papado tras la reunificación 
italiana en el siglo XIX. 
Los Concordatos con la Santa Sede tratan del estatuto jurídico de la Iglesia en el 
Estado de que se trate y de los derechos y deberes de los católicos en ese territorio, en 
relación al ejercicio de los derechos civiles en materia religiosa. Tienen forma de 
negocios bilaterales entre entes soberanos, es decir, de solemnes convenciones 
diplomáticas entre la Santa Sede y el Estado. 
Los textos concordatarios vigentes en España son:  
                                                 
167
 R. SATORRAS FIORETTI, “Las fuentes del Derecho Eclesiástico español”, en Lecciones de Derecho 
eclesiástico del Estado, 2004, pp. 5 y ss. (Id. vLex: VLEX-247191). 
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1º) El Convenio de 5 de abril de 1962, sobre reconocimiento de efectos civiles a 
estudios no eclesiásticos realizados en Universidades de la Iglesia.  
2º) El Acuerdo de 28 de julio de 1976 sobre renuncia a la presentación de 
Obispos y al privilegio del fuero.  
3º) Cuatro Acuerdos de cooperación parciales de 3 de Enero de 1979: sobre 
Asuntos Jurídicos, sobre Enseñanza y Asuntos Culturales, sobre Asistencia Religiosa a 
las Fuerzas Armadas y servicio militar de clérigos y religiosos y sobre Asuntos 
Económicos.  
4º) El Acuerdo de 21 de diciembre de 1994 sobre asuntos de interés común en 
Tierra Santa. 
En conjunto, y especialmente los cuatro de 1979, forman un nuevo Concordato 
(y derogan al de 1953), tienen remisiones internas entre sí y poseen un mismo 
Preámbulo o Exposición de Motivos, sin perjuicio que pudiera ser denunciado 
formalmente uno sólo de ellos, con independencia de los demás
168
. 
Su naturaleza jurídica es la de los Tratados Internacionales, por celebrarse entre 
dos Estados soberanos, y como se desprende del artículo 94c) de la Constitución (que 
establece los requisitos para la conclusión de tratados internacionales), cuando exige la 
autorización de las Cortes Generales para aquellos tratados o convenios “que afecten... a 
los derechos y deberes fundamentales”
169
. 
La doctrina admite hoy unánimemente que los Concordatos son acuerdos muy 
semejantes a los Tratados Internacionales, pues tienen carácter de pacto de Derecho 
                                                 
168
 De los Concordatos anteriores al vigente el más importante es el de 1851, que establece un sistema 
económico de dotación estatal al clero en compensación al proceso de desamortizaciones de bienes 
eclesiásticos de la primera mitad del siglo XIX y configura la distribución territorial en diócesis. 
169
 Se afirma que son tratados internacionales en la STC 66/1982, de 12 de noviembre, ya referenciada, 
que se refiere al Acuerdo entre España y la Santa Sede sobre Asuntos Jurídicos, y las SSTS, Sala Tercera 
de lo Contencioso Administrativo, de 12 de diciembre de 1980 (RJ\1981\1116) y 229/1980, de 17 de 
noviembre de 1980 (RJ\1980\4346) en relación al Convenio del Estado con la Santa Sede de 5 de Abril de 
1962. Recientemente, STS, Sala Tercera, de lo Contencioso-Administrativo, 10 de Diciembre de 2008, 
recurso nº 36/2007 (RJ 2008\8097). 
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público externo a ambas partes, las cuales al estipular el acuerdo quedan ligadas a lo 
concordado en virtud del principio pacta sunt servanda
170
. 
Por su parte la Jurisprudencia del Tribunal Constitucional al referirse a los 
Acuerdos de 1979 establece que “no podemos menos de constatar que estos Acuerdos 
del Estado español y la Santa Sede tienen rango de tratado internacional y, por tanto, se 
insertan en la clasificación del artículo 94 de la Constitución Española (…) y una vez 
publicado oficialmente, forma parte del ordenamiento interno”
171
. 
El Tribunal Supremo es de la misma opinión y le atribuye a los Acuerdos 
carácter de tratado internacional ya que reúne los requisitos necesarios para atribuirle 
dicha naturaleza de conformidad con lo establecido en los artículos 93 y siguientes de la 
CE. Estos requisitos son la personalidad y capacidad de los firmantes del pacto, la 
aprobación y ratificación del mismo por las Cortes Generales y la publicación en el 
Boletín Oficial del Estado
172
. En las numerosas sentencias dictadas por el Alto Tribunal 
en relación a la tributación de la Iglesia y sus asociaciones se confirma la naturaleza de 
tratado internacional de los Acuerdos sobre asuntos económicos
173
. 
Asimismo la Audiencia Nacional, en sus resoluciones relativas a la problemática 
de los Libros de Bautismo
174
, hace suya esta doctrina unánime y considera dicho 
                                                 
170
 Cf. R. NAVARRO VALLS, “Convergencia concordataria e internacionalista en el “Accord-normatif”, in 
Ius Canonicum V, 1, 1965, pp. 141-149. En el mismo recoge las primeras definiciones de concordato 
aportadas por la doctrina internacionalista. Así para WERNZ: “Lex pontificia et civilis lata pro 
partículoiculari quídam republica ad ordinandas relaciones inter Ecclesiam et Statum circa materiam 
aliqua ratione utramque potestatem sive societatem concernentem, quae adiunctam haber vim pacti 
publici inter Sedem Apostolicam et illam republicam initi et utramque partículoem vere obligantis”; Para 
KRIEG se trata de “Un conjunto de disposiciones normativas que tienen por fin regular los asuntos 
eclesiásticos de un Estado, disposiciones surgidas de una convención estipulada entre la Santa Sede y un 
gobierno concreto, y que tiene fuerza de ley para ambos”. 
171
 STC 66/1982, de 12 de Noviembre (ya referenciada con anterioridad). 
172
 En la STS de 28 de julio de 2000, el Alto Tribunal entiende que “parece lo más razonable atribuirle 
carácter de tratado internacional, a los efectos previstos en los artículos 93 y siguientes de la Constitución, 
al reunir todos los requisitos necesarios para alcanzar ese rango, en cuanto que fue firmado por el 
Plenipotenciario de España y el Plenipotenciario de la Santa Sede, ambos nombrados al efecto; su texto 
fue aprobado por las Cortes Generales, que autorizaron su ratificación, y el 4 de diciembre de 1979 tuvo 
lugar el canje de los respectivos Instrumentos de Ratificación, según lo previsto en dicho acuerdo, y fue 
publicado en el BOE de 15 de diciembre de 1979” (RJ\2000\7196). 
173
 SSTS de 26 de noviembre de 1991 (RJ\1991\8772), 23 de enero de 1997 (RJ\1997\234), 21 de 
noviembre de 2000, ya referenciada, 23 de septiembre de 2000 (RJ\2000\7819), 16 de junio de 2000 
(RJ\2000\6842). 
174
 Todas las sentencias aludidas en el apartado de libros de bautismo. Ver nota 570. Además, el Tribunal 
Supremo refuerza esta tesis en sus sentencias de 28 de julio de 2000, ya referenciada, 7 de julio de 1994 
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Acuerdo como un Tratado Internacional
175
, aprobado por las Cortes y publicado 
oficialmente
176
, lo que significa que, ex artículo 96 de la CE
177
, forma parte del 
ordenamiento jurídico español, en un lugar subordinado a la Constitución, tal y como se 
deduce de los artículos 94 y 95 del Texto Constitucional. 
Por su jerarquía normativa, el sistema de fuentes en el Derecho español, que no 
olvidemos es el mismo para el Derecho eclesiástico español, se clasifican, por este 
orden, en Constitución española, Acuerdos o Tratados Internacionales, leyes orgánicas y 
demás leyes ordinarias y reglamentos. ¿Dónde se encuadra el Acuerdo de 1979 en este 
sistema de jerarquía normativa? 
La norma suprema de nuestro ordenamiento es la Constitución de 1978 y es 
aplicable a todas las ramas del mismo, incluido el Derecho eclesiástico. La Constitución 
es norma directamente aplicable para los derechos y libertades y es criterio prevalente 
de interpretación de las demás normas; pero hay que tener en cuenta que, la 
Constitución, es fuente del Derecho eclesiástico español en su conjunto, y por lo tanto, 
no sólo lo son los preceptos que tienen una directa incidencia en esta rama del derecho, 
como, por ejemplo, el artículo 16.1 que establece la libertad religiosa y de culto
178
. 
Como acabamos de afirmar, desde el momento en que un Tratado Internacional 
es ratificado y publicado su contenido en el BOE, se considera como una norma interna 
de nuestro ordenamiento. Por tanto, la posición que los Acuerdos ostentan en el sistema 
                                                                                                                                               
(RJ\1994\5780), 23 de enero de 1997, ya referenciada, 9 de diciembre de 1999 (RJ\1999\9459) y 26 de 
noviembre de 1991, ya referenciada. Menciono expresamente la STS, Sala Tercera, de lo Contencioso-
Administrativo, 10 de Diciembre de 2008, Recurso nº 36/2007, ya referenciada, que afirma 
textualmente:”… De este modo (se entiende el Estado) dispone las consiguientes relaciones de 
cooperación que en el caso de la Iglesia Católica se articulan mediante un Acuerdo que tiene el valor de 
Tratado Internacional al reconocer el Estado Español la personalidad jurídica internacional de Estado 
soberano reconocida a la Santa Sede…”. 
175
 STC 28/1991, de 14 de Febrero: “El Tratado internacional es la norma que dotada de la fuerza pasiva 
que le otorga el artículo 94.1 CE, forma parte del ordenamiento interno” (RTC\1991\28). 
176
 El requisito de la publicación en el BOE es el que determina la plena eficacia del mismo en el 
ordenamiento jurídico español. Así lo entendió el Consejo de Estado en el dictamen nº 38990, de 4 de 
Abril de 1974, y así pasó al título preliminar del Código Civil (art. 1.5), y al artículo 96 CE. 
177
 Artículo 96 CE: “Los Tratados internacionales válidamente celebrados, una vez publicados 
oficialmente en España, formarán parte del ordenamiento interno. Sus disposiciones sólo podrán ser 
derogadas, modificadas o suspendidas en la forma prevista en los propios tratados o de acuerdo con las 
normas generales del derecho internacional”. 
178
 R. SATORRAS FIORETTI, op. cit., p. 2. 
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de jerarquía de las fuentes es indiscutido que están por debajo de la Constitución. Es 
decir, las relaciones jurídicas entre la Constitución y los Tratados Internacionales se 
rigen por el principio de jerarquía normativa. Los Tratados se subordinan a la 
Constitución, como se desprende del artículo 95 CE. Además, según el Tribunal 
Constitucional “no pueden erigirse en normas fundamentales y criterios de 
constitucionalidad”
179
. Claramente quedan en el plano inmediatamente inferior al 
ocupado por la Norma Fundamental
180
. 
Por su parte, en relación a las leyes, los Tratados publicados oficialmente 
asumen un rango sui generis, en cierta forma superior al rango jerárquico de las leyes en 
cuanto su derogación, modificación y suspensión se tienen que sujetar a un 
procedimiento especial. Ahora bien, como ha señalado también el Tribunal 
Constitucional, los Tratados Internacionales no constituyen per se un canon de 
constitucionalidad de las leyes
181
, ni son un parámetro autónomo de la validez de las 




Dentro de un Concordato hay normas directas e inmediatamente aplicables, es 
decir, que de su tenor (contenido, ámbito de aplicación, tipo, destinatario, etc.) resulta 
claro a quien tenga que aplicarse; si es así, estas normas concordatarias prevalecen sobre 
las normas de Derecho interno dictadas con anterioridad. Hay otras normas que, al 
carecer de tal inteligibilidad, requieren normas internas de desarrollo dictadas por el 
Estado. En cambio, cuando no se sabe si una norma concordatoria es o no directa e 
inmediatamente aplicable, se debería efectuar una interpretación bilateral del texto 
                                                 
179
 STC 142/1993, de 22 de abril, ya referenciada. 
180
 Esta superioridad de la CE se refleja también en los artículos 27.3 y 38 de la Ley Orgánica del 
Tribunal Constitucional (en adelante LOTC), que posibilitan el recurso ante el Tribunal Constitucional de 
un tratado concluido y publicado y otorgan al mismo la competencia para dictar sentencia con los efectos 
que tienen las pronunciadas en los procedimientos de declaración de inconstitucionalidad (recurso y 
cuestión de inconstitucionalidad). 
181
 STC 235/2000, de 5 de Octubre (RTC\2000\235). 
182
 SSTC 28/1991, de 14 de Febrero, ya referenciada y 77/1995, de 22 de Mayo (RTC\1995\77). 
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El problema se plantea en relación a las leyes orgánicas, ya que parte de la 
doctrina
184
 los sitúa por encima, por su categoría de tratados internacionales y en virtud 
del complejo sistema de elaboración y modificación de los mismos (arts. 94.1 y 96 CE) 
y, en consecuencia, defienden la inaplicabilidad de la Ley Orgánica de Libertad 
Religiosa a la Iglesia Católica; y, otra parte de la doctrina
185
, dice que están por debajo, 
de las leyes orgánicas en general, y de la Ley Orgánica de Libertad Religiosa en 
particular, habida cuenta de que éstas forman parte del “bloque de constitucionalidad” y 
que son jerárquicamente superiores a las leyes ordinarias, cuando es precisamente una 
ley ordinaria la que aprueba los Tratados Internacionales. 
En el caso específico de la polémica generada por la relación laboral temporal o 
indefinida de los contratos de los profesores de religión y moral católicas en centros 
públicos y que ha llegado al Tribunal Supremo, este Tribunal afirma que las normas 
jurídicas que contiene el Acuerdo sobre la Enseñanza y Asuntos Culturales de 3 de 
enero de 1979, una vez que ha sido incorporado a nuestro ordenamiento jurídico, son de 
aplicación directa en nuestro país por mandato expreso del apartado 5 del artículo 1 del 
Código Civil y no pueden oponerse a ellas los preceptos del Estatuto de los 
Trabajadores por lo que si en el Acuerdo se permite la no renovación del vínculo 
contractual al final de cada período de vigencia por la voluntad unilateral del Ordinario, 
aunque no exista dicha modalidad de contrato temporal en la Ley estatutaria de 1980, se 
trata de una relación laboral especial que tiene su fundamento en un tratado 
internacional con fuerza de ley y no produce ningún tipo de discriminación conforme al 
artículo 14 CE ya que se trata de un tratamiento diferente a efectos del principio de 
                                                 
183
 Artículo VII Acuerdo Santa Sede-Estado español: “La Santa Sede y el Gobierno español procederán 
de común acuerdo en la resolución de las dudas o dificultades que pudieran surgir en la interpretación o 
aplicación de cualquier cláusula del presente Acuerdo, inspirándose para ello en los principios que lo 
informan”. 
184
 A. REMIRO BROTONS, “La constitucionalidad de los tratados internacionales y su control por el 
Tribunal Constitucional” en VV.AA., El Tribunal Constitucional, Vol. III, Madrid 1981, pp. 2231 y ss.; J. 
RODRÍGUEZ ZAPATA, “Los tratados internacionales y los controles de constitucionalidad” en Revista 
Española de Derecho Administrativo, Ed. Civitas, Madrid, 1981, pp. 471 y ss. 
185
 R. SATORRAS FIORETTI, op. cit., p. 7. 
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igualdad ante la ley como relación laboral singular que es. De esta sentencia y otras que 
referencio se deduce que los Acuerdos prevalecerían sobre leyes orgánicas
186
. 
Aunque formalmente el Tratado Internacional sea superior a una Ley Orgánica, 
tampoco es del todo acertado alegar que los argumentos de jerarquía normativa 
fundamentan la inaplicabilidad de la LOLR a la Iglesia Católica, por tener los Acuerdos 
con la Santa Sede rango de Tratado Internacional, mientras que dicha norma sólo lo 
tiene de Ley Orgánica. Quienes han sostenido que la Iglesia queda al margen de la 
LOLR, porque ni siquiera ha debido someterse a los requisitos para firmar Acuerdos 




1. Que el establecimiento de dichos requisitos es posterior (1980) a los Acuerdos 
con la Santa Sede (1979). 
2. Que la propia Constitución daba carta de naturaleza a dicha firma sin 
ulteriores establecimientos legales. 
En realidad, no es que a la Iglesia Católica no se le aplique la LOLR, sino que no 
suele ser necesario hacerlo, porque los Acuerdos son más específicos que aquélla y, a 
mayor abundamiento, no se encuentran contradicciones serias entre ambas normas. 
De este modo, a nivel general, se puede decir que, aunque el régimen jurídico de 
la Iglesia Católica esté regulado en los Acuerdos con la Santa Sede, su norma 
supletoria, en todo lo que aquéllos no establezcan, será la LOLR; pero no creamos que 
esto es excepcional, porque lo mismo ocurre con las otras confesiones minoritarias que 
tienen Acuerdo de cooperación con España
188
. 
                                                 
186
 SSTS de 28 de julio de 2000, 5 de junio de 2000, 7 de julio de 2000, todas ya referenciadas y 17 de 
julio de 2000 (RJ\2000\7184). 
187
 R. SATORRAS FIORETTI, op. cit., pp. 6-11. 
188
 Hasta el momento se han firmado tres acuerdos, todos de 28 de abril de 1992 (dieron lugar a las Leyes 
24, 25 y 26/1992 de 10 de noviembre de 1992): 
1º) Acuerdo de cooperación del Estado español con la Federación de Comunidades Israelitas de España 
(FCI). 
2º) Acuerdo de cooperación del Estado español con la Federación de Entidades Religiosas Evangélicas de 
España (FEREDE). 
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Por consiguiente, a todos los efectos es aplicable el Acuerdo entre el Estado 
español y la Santa Sede, firmado en la Ciudad del Vaticano el 3 de enero de 1979, con 
rango de Tratado Internacional, cuyo texto ha sido aprobado por las Cortes Generales y 
publicado oficialmente, (instrumento de ratificación publicado en el BOE de 15 de 
diciembre de dicho año) lo que significa, en virtud de lo dispuesto en el artículo 96 de la 
CE, que forma parte de nuestro ordenamiento jurídico, en un lugar subordinado a la 
Constitución, atendida su posición en el sistema interno de fuentes del Derecho y 
atendidos los efectos previstos en los artículos 94 y 95 de la CE. 
 
2. El derecho a la libertad religiosa del artículo 16 CE 
 




 es uno de los derechos humanos que, desde los primeros 
momentos, ha sido afirmado por los textos surgidos de los diversos sistemas de 
                                                                                                                                               
3º) Acuerdo de cooperación del Estado español con la Comisión Islámica de España (CIE). 
En realidad, todas estas Federaciones son ficticias, pues sólo se crearon por exigencia del Estado para 
poder tener un interlocutor (a semejanza de lo acostumbrado con la Iglesia Católica, cuya personalidad 
jurídica internacional facilitaba mucho la relación) con el que negociar; tanto es así que, realmente, no 
cumplen función alguna, más allá de lo relacionado estrictamente con el Acuerdo, por lo que se les aplica 
directamente la LOLR y deben inscribirse en el Registro de Entidades Religiosas para tener reconocida su 
personalidad jurídica civil y a sus entes se les aplica el régimen jurídico general; tienen que pasar por la 
prueba del requisito del “notorio arraigo”, etc. 
189
 Los derechos fundamentales tienen una doble naturaleza: por un lado, los derechos fundamentales 
conforman una esfera de libertad personal, protegiendo al individuo de las intervenciones injustificadas 
del poder público y de determinadas actuaciones de terceros, permitiendo, además, al ciudadano exigir de 
aquél determinadas prestaciones, lo que la doctrina denomina dimensión subjetiva; por el otro lado, los 
derechos fundamentales operan como elementos constitutivos y legitimadores del ordenamiento, en tanto 
que configuran los valores materiales sobre los que la sociedad y el Estado se organizan, suponiendo su 
expresión, por consiguiente, el origen mismo del poder estatal, dimensión conocida como objetiva. Las 
dos dimensiones mencionadas, subjetiva y objetiva, no pueden valorarse aisladamente, sino de manera 
interdependiente y han de ser siempre ponderadas de manera sistemática a la hora de interpretar y aplicar 
la Constitución en un caso concreto.  
Por tanto, la libertad religiosa además de ser un derecho fundamental es también un principio de 
organización social y política porque contiene una idea o definición de Estado. Esta doble concepción de 
la libertad religiosa, como principio y como derecho, ha sido acogida por el constituyente, y 
posteriormente así lo ha puesto de manifiesto el Tribunal Constitucional, estableciendo de forma clara las 
dos vertientes de la libertad religiosa como derecho fundamental. La vertiente objetiva se concreta en una 
doble exigencia: la aconfesionalidad y neutralidad de los poderes públicos y el mantenimiento de 
relaciones de cooperación con las distintas confesiones religiosas, de manera que se garantice el ejercicio 
de forma real y efectivo de la libertad religiosa; mientras que la vertiente subjetiva, en la que se define la 
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protección de los derechos humanos y, muy especialmente, de la Organización de 
Naciones Unidas (ONU). Entre estos textos que afectan a España, destacan: 
- la Declaración Universal de Derechos Humanos de 1948 que en su artículo 18 
afirma que “toda persona tiene derecho a la libertad de pensamiento, de conciencia y de 
religión; este derecho incluye la libertad de cambiar de religión o de creencia, así como 
la libertad de manifestar su religión o su creencia, individual y colectivamente, tanto en 
público como en privado, por la enseñanza, la práctica, el culto y la observancia”. 
- La Declaración sobre la Eliminación de todas las formas de Intolerancia y 
Discriminación fundadas en la Religión o en las Convicciones de 1981 que, en su 
artículo 1, dispone que “toda persona tiene derecho a la libertad de pensamiento, de 
conciencia y de religión. Este derecho incluye la libertad de tener una religión o 
cualesquiera convicciones de su elección, así como la libertad de manifestar su religión 
o sus convicciones individual o colectivamente, tanto en público como en privado, 
mediante el culto, la observancia, la práctica y la enseñanza”.  
- El Convenio Europeo para la Protección de los Derechos Humanos y las 
Libertades Fundamentales de 1950 que establece en su artículo 9 lo siguiente: ”1. Toda 
persona tiene derecho a la libertad de pensamiento, de conciencia y de religión; este 
derecho implica la libertad de cambiar de religión o de convicciones, así como la 
libertad de manifestar su religión o sus convicciones individual o colectivamente, en 
público o en privado, por medio del culto, la enseñanza, las prácticas y la observancia 
                                                                                                                                               
libertad religiosa como un derecho de autonomía, distingue una dimensión interna, tener unas 
convicciones propias que se sintetiza en creer o no creer, y una dimensión externa, expresar dichas 
creencias y comportarse de acuerdo a sus convicciones. No es sólo que una persona en su fuero interno 
tenga, o no, convicciones religiosas, sino que el ciudadano pueda manifestar públicamente sus creencias a 
través del culto permitido por el Estado sin intervencionismo del mismo y respetado por todos, o 
simplemente manifestar que no tiene ningún tipo de convicción religiosa y, en este caso también debe ser 
respetado por los poderes públicos y demás ciudadanos. 
Esta doctrina de la doble naturaleza de los derechos fundamentales tiene sus raíces en la época de la 
República de Weimar y fue desarrollada por autores alemanes como KAUFMANN, SMEND y, más 
recientemente, HÄBERLE. Con el paso del tiempo ha sido adoptada tanto por la doctrina como por la 
jurisprudencia constitucional española. Recomiendo para profundizar en este tema F. BALAGUER 
CALLEJÓN, Manual de Derecho Constitucional, Ed. Tecnos, Madrid, 2005 y J. PÉREZ ROYO, Curso de 
Derecho Constitucional, Ed. Marcial Pons, Madrid, 2014. 
Respecto de la jurisprudencia, la STC 154/2002, de 18 de julio (RTC\2002\154) ordena los diversos 
pronunciamientos anteriores y establece de forma clara las dos vertientes de la libertad religiosa. También 
SSTC 24/1982, de 13 de mayo (RTC\1982\24) y 166/1996, de 28 de octubre (RTC\1996\166). En el 
ámbito de la libertad ideológica, vid. STC 120/1990 (RTC\1990\120). 
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de los ritos”. Y en el apartado 2 de este mismo artículo: “La libertad de manifestar su 
religión o sus convicciones no puede ser objeto de más restricciones que las que, 
previstas por la ley, constituyan medidas necesarias, en una sociedad democrática, para 
la seguridad pública, la protección del orden, de la salud o de la moral públicas, o la 
protección de los derechos o las libertades de los demás”. 
- Y, más recientemente, la Carta de Niza de 2000 que reconoce la libertad 
religiosa como uno de los derechos fundamentales de las personas en la Unión Europea 
en su artículo 10: “1. Toda persona tiene derecho a la libertad de pensamiento, de 
conciencia y de religión. Este derecho implica la libertad de cambiar de religión o de 
convicciones, así como la libertad de manifestar su religión o sus convicciones 
individual o colectivamente, en público o en privado, a través del culto, la enseñanza, 
las prácticas y la observancia de los ritos”. Añade en su apartado 2: “Se reconoce el 
derecho a la objeción de conciencia de acuerdo con las leyes nacionales que regulen su 
ejercicio”. 
Para estos textos internacionales, la libertad religiosa es un derecho equiparable 
a los de libertad de pensamiento y de conciencia, lo que se conoce como la “tríada”, y 
que consiste básicamente en la libertad de tener una religión o creencia o de cambiar de 
la misma y de manifestar públicamente su religión o creencia, de manera individual o 
colectiva, tanto en público como en privado, mediante el culto, la práctica, la 
observancia y la enseñanza. Y, por otro lado, nadie será objeto de coacción que pueda 
menoscabar esta libertad aunque la libre manifestación de la religión pudiera quedar 
restringida siempre que estas limitaciones estuvieran prescritas por la ley estatal y en 
casos de seguridad nacional, orden, salud y moral públicas o para proteger los derechos 
y libertades fundamentales de los demás
190
.  
Por tanto, el derecho de libertad religiosa tiene por objeto la fe religiosa como 
acto y la fe religiosa como contenido de dicho acto, junto a la práctica de la religión en 
todas sus manifestaciones, sean éstas individuales, asociadas o institucionales, públicas 
o privadas. En este sentido, en opinión de BENEYTO, el objeto del derecho de libertad 
religiosa posee una calidad más por encima del contenido de los derechos de libertad 
                                                 
190
 Vide artículo 18 de la Declaración Universal de los Derechos Humanos; artículo 1 de la Declaración 
sobre Eliminación de todas las formas de Intolerancia y Discriminación fundadas en la Religión o las 
Convicciones; y artículo 9 del Convenio Europeo para la Protección de los Derechos Humanos y las 
Libertades Fundamentales y artículo 3 de la Ley Orgánica de Libertad religiosa. 
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ideológica y de conciencia. Aunque la fe religiosa conlleva con gran frecuencia una 
concepción global de las cosas y una ética específica, en cuanto tal fe religiosa es algo 
más que las consecuencias morales e ideológicas que produce de forma que “una 
limitación del objeto de la libertad religiosa a sus contenidos ideológicos o morales no 
haría más que eliminar la posibilidad de trascender del ser humano, reduciendo el acto 
de fe y el contenido del acto de fe a simples contenidos de conciencia”. Si bien es cierto 
que existe un denominador común, en su raíz, de las tres libertades -pensamiento, 
conciencia y religión-, a saber, el reconocimiento de la naturaleza y dignidad del ser 
personal de cada ciudadano en su dimensión más profunda y específica, es la 
identificación de la fe religiosa el elemento diferenciador con el derecho de libertad de 
pensamiento y el de libertad de conciencia. En sus propias palabras, “la libertad 
ideológica no es posible sin la libertad religiosa”
191
. El ser humano se ata a lo 
trascendente, a lo suprahumano, buscando una explicación sagrada a la vida, 
reconociendo un poder superior, Dios. Otros autores consideran que la libertad religiosa 
es una especie dentro del género de libertad de conciencia
192
. Para nosotros la principal 
diferencia entre la libertad de pensamiento o ideológica y la libertad religiosa radica en 
que las opciones filosóficas del individuo no siempre tendrán una fundamentación 
religiosa (aunque en ocasiones pueda ser así). La base de la libertad religiosa es 
sencillamente que se cree o no se cree en algo trascendente, que le da sentido a nuestras 
vidas. No hay más opciones y como consecuencia de esa creencia, el creyente actuará o 
realizará determinadas prácticas conforme a las reglas o principios de esa confesión 
religiosa de la que forme parte. Por eso, puede decirse que todas las opciones religiosas 
se encuentran dentro de la libertad de pensamiento, pero no al contrario. La libertad 
ideológica es más amplia que la religiosa: la comprende. 
En este sentido quisiéramos hacer una breve mención acerca de aquellas 
comunidades o grupos cuyo fundamento ideológico es ateo o agnóstico para 
diferenciarlo de las comunidades religiosas. Para aquellos autores que consideran un 
concepto de libertad religiosa en el que la libertad es lo prioritario y lo religioso no se 
encuentra condicionado por esquemas “tradicionales”, los grupos derivados de 
concepciones ateas o agnósticas serán encuadrados en grupos religiosos atípicos. 
                                                 
191
 J. M. BENEYTO PÉREZ, Comentarios a la Constitución cit., pp. 9-10. 
192
 D. LLAMAZARES FERNÁNDEZ, Derecho de la libertad de conciencia (I), Civitas, Madrid 1997, p. 16; 
R. SATORRAS FIORETTI, op. cit., p. 6 (Id. vLex: VLEX-246268). 
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Mientras que para quienes consideran que bajo el nombre de libertad religiosa sólo cabe 
incluir las manifestaciones religiosas, esos movimientos ateos o agnósticos entrarían 
dentro del ámbito de protección de la libertad ideológica. 
En nuestra opinión, las asociaciones ateas o agnósticas, cuya principal 
característica que les da carta de naturaleza es la negación o indiferencia ante las 
creencias religiosas no podemos insertarlas en el ámbito de la libertad religiosa puesto 
que niegan la “divinidad” y lo “trascendente”, por lo que encontrarían el adecuado 
amparo en otras libertades, principalmente la ideológica. 
Como afirma SATORRAS
193
, la libertad religiosa como derecho fundamental 
contiene una idea o definición de individuo. En nuestra Constitución, se reconoce este 
derecho explícitamente en el artículo 16.1 CE según el cual “se garantiza la libertad 
ideológica, religiosa y de culto de los individuos y las comunidades sin más limitación, 
en sus manifestaciones, que la necesaria para el mantenimiento del orden público 
protegido por la ley”. Su naturaleza de derecho subjetivo fundamental se deduce 
claramente de su propia ubicación en la CE (sección 1ª del capítulo II del título I: de los 
derechos fundamentales y de las libertades públicas). El constituyente hace una 
valoración positiva de la religión o del hecho religioso, reconocido como un factor 
social que se ha de proteger. 
Más claro es el artículo 1 de la LOLR
194
 que afirma que el Estado garantiza el 
derecho fundamental de libertad religiosa y de culto reconocido en la CE y aclara, en el 
siguiente artículo, que este derecho subjetivo, inherente a la persona, consiste en 
abrazar, manifestar y practicar su fe religiosa sin ser impelido ni constreñido a ello. En 
este sentido, el TC sostiene que la libertad religiosa ampara “un agere licere consistente 
                                                 
193
 R. Mª. SATORRAS FIORETTI, “Los principios informadores del Derecho Eclesiástico español”, en 
Lecciones de Derecho eclesiástico del Estado, 2004, p. 5. (Id. vLex: VLEX-246268). 
194
 Artículo 1: “1. El Estado garantiza el derecho fundamental a la libertad religiosa y de culto, reconocida 
en la Constitución, de acuerdo con lo prevenido en la presente Ley Orgánica. 
 2. Las creencias religiosas no constituirán motivo de desigualdad o discriminación ante la Ley. No 
podrán alegarse motivos religiosos para impedir a nadie el ejercicio de cualquier trabajo o actividad o el 
desempeño de cargos o funciones públicas. 
 3. Ninguna confesión tendrá carácter estatal”. 
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en profesar las creencias que se desee y conducirse de acuerdo con ellas, así como 
mantenerlas frente a terceros y poder hacer proselitismo de las mismas”
195
. 
Este derecho fundamental a la libertad religiosa se despliega en numerosas 
facultades, recogidas en el artículo 2 LOLR. En él se afirma “1. La libertad religiosa y 
de culto garantizada por la Constitución comprende, con la consiguiente inmunidad de 
coacción, el derecho de toda persona a: 
 a) Profesar las creencias religiosas que libremente elija o no profesar ninguna; 
cambiar de confesión o abandonar la que tenía, manifestar libremente sus propias 
creencias religiosas o la ausencia de las mismas, o abstenerse de declarar sobre ellas. 
 b) Practicar los actos de culto y recibir asistencia religiosa de su propia 
confesión; conmemorar sus festividades; celebrar sus ritos matrimoniales; recibir 
sepultura digna, sin discriminación por motivos religiosos, y no ser obligado a practicar 
actos de culto o a recibir asistencia religiosa contraria a sus convicciones personales. 
 c) Recibir e impartir enseñanza e información religiosa de toda índole, ya sea 
oralmente, por escrito o por cualquier otro procedimiento; elegir para sí, y para los 
menores no emancipados e incapacitados, bajo su dependencia, dentro y fuera del 
ámbito escolar, la educación religiosa y moral que esté de acuerdo con sus propias 
convicciones. 
 d) Reunirse o manifestarse públicamente con fines religiosos y asociarse para 
desarrollar comunitariamente sus actividades religiosas de conformidad con el 
ordenamiento jurídico general y lo establecido en la presente Ley Orgánica. 
 2. Asimismo comprende el derecho de las Iglesias, Confesiones y Comunidades 
religiosas a establecer lugares de culto o de reunión con fines religiosos, a designar y 
formar a sus ministros, a divulgar y propagar su propio credo, y a mantener relaciones 
con sus propias organizaciones o con otras confesiones religiosas, sea en territorio 
nacional o en el extranjero. 
 3. Para la aplicación real y efectiva de estos derechos, los poderes públicos 
adoptarán las medidas necesarias para facilitar la asistencia religiosa en los 
                                                 
195
 Fundamento jurídico 4º de la STC 141/2000, de 29 de mayo (RTC\2000\141). 
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establecimientos públicos militares, hospitalarios, asistenciales, penitenciarios y otros 
bajo su dependencia, así como la formación religiosa en centros docentes públicos”. 
Se deduce claramente del contenido de este artículo que se distingue entre 
derechos personales o individuales y derechos colectivos. Entre los primeros enumera la 
libertad de creencias, es decir, profesar las creencias libremente elegidas o no profesar 
ninguna, así como cambiar una creencia por otra distinta o simplemente abandonar la 
que se tenía; el derecho a manifestar hacia el exterior esa creencia o no creencia; el 
derecho a practicar los actos de culto de su religión y a no verse obligado a practicar los 
cultos de otras convicciones; el derecho a recibir asistencia religiosa de su confesión y 
no ser obligado a recibir asistencia de una confesión distinta; el derecho a recibir e 
impartir enseñanza y formación religiosa combinado con la elección para sí mismo y 
para menores de edad a su cargo de la educación religiosa y moral acorde con sus 
convicciones; derecho a celebrar sus ritos matrimoniales; derecho a conmemorar sus 
festividades religiosas; derecho a recibir sepultura según sus convicciones; derecho a 
manifestarse públicamente con fines religiosos; el derecho de asociarse con fines 
religiosos. En el ámbito comunitario, las iglesias y confesiones tienen derecho a 
establecer lugares de culto; derecho a designar y formar a sus ministros; derecho a 
divulgar y propagar su propio credo y relacionarse con otras confesiones nacionales e 
internacionales. 
Una serie de aspectos de la libertad religiosa se relacionarán con el derecho a la 
protección de datos. En primer lugar, tras determinar si una confesión religiosa es tal 
para los poderes públicos y, por tanto, se le permite realizar sus cultos, delimitaremos la 
posible aplicación de la normativa de protección de datos sobre la misma, en nuestro 
caso la Iglesia Católica, y los datos que tengan de sus fieles, que por pertenecer a ella 
están manifestando unas creencias. Además, se les reconoce a los individuos el derecho 
a asociarse con fines religiosos y eso es precisamente una hermandad, una asociación de 
fieles que profesan una religión, en este caso, la religión católica. Habitualmente se 
exige para pertenecer a ellas que se acredite la condición de católico, además de otros 
datos relativos al solicitante requeridos para el funcionamiento de una organización. 
También habremos de dilucidar si es aplicable la legislación de protección de datos para 
salvaguardar el derecho de los asociados, los hermanos y cofrades, a disponer de sus 
datos personales. Asuntos que iremos desarrollando en este trabajo. 
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
98 
Felipe García de Pesquera Gago 
Siguiendo a DÍEZ-PICAZO, el bien jurídico protegido de este derecho sería el 
rechazo de toda forma de coerción por razón de creencias religiosas. Hoy día, tanto la 
libertad ideológica como la religiosa están íntimamente vinculadas con uno de los 
valores superiores del ordenamiento propio del Estado Democrático y de Derecho como 
es el pluralismo político
196
. Así se viene considerando en el ámbito europeo, donde el 
Tribunal Europeo de Derechos Humanos vincula claramente la libertad religiosa con la 
democracia y el principio de pluralismo
197
. Pasemos a analizar dos sentencias 
destacadas de este Tribunal que afectan a actuaciones de la República de Grecia 
respecto de la libertad religiosa de los individuos. 
En la primera de las sentencias, el primer procedimiento concerniente a la 
libertad religiosa que se entabla ante el Tribunal Europeo de Derechos Humanos, un 
empresario griego, el señor Kokkinakis, nacido en el seno de una familia de confesión 
ortodoxa se convierte en miembro de la iglesia de los Testigos de Jehová y de modo 
activo, por lo que fue detenido y encarcelado varias veces a lo largo de su vida por 
proselitismo, delito tipificado en la legislación griega, ya que el Estado es confesional, 
de la religión cristiana ortodoxa. La Constitución griega reconoce expresamente la 
libertad de conciencia y de culto pero prohíbe taxativamente el proselitismo
198
. Por 
causa de su última detención en 1986 y posterior condena en los órganos 
jurisdiccionales griegos, acude al Tribunal de Derechos Humanos apelando a la falta de 
compatibilidad del artículo 9 CEDH, que reconoce la libertad religiosa y de culto, y el 
derecho griego tras la firma por este país del Convenio Europeo de Derechos Humanos 
en 1953. Tras no aceptar la constitucionalidad de una ley nacional por no ser 
competencia del TEDH, el Tribunal se centra en el concepto clave de proselitismo ilegal 
o abusivo que los órganos jurisdiccionales helenos utilizan para determinar el encaje de 
los hechos en el tipo delictivo de proselitismo, por lo que tras analizarlo concluye que 
                                                 
196
 L. M. DÍEZ-PICAZO, Sistema de derechos cit., pp. 245 y ss. 
197
 SSTEDH de 25 de mayo de 1993, Kokkinakis contra Grecia (TEDH\1993\21), y de 24 de febrero de 
1998, Larissis y otros contra Grecia (TEDH\1998\8), ambas relativas a la prohibición de proselitismo 
establecida en el artículo 13.2 de la Constitución griega que fue aplicada a los miembros de la confesión 
de los Testigos de Jehová. 
198
 Constitución de la República helena de 1975. Artículo 3: "1. La religión dominante en Grecia es la 
Iglesia ortodoxa oriental de Cristo”; artículo 13: "1. La libertad de conciencia religiosa es inviolable (…) 
2. Toda religión conocida es libre; las prácticas de su culto se ejercen sin obstáculos bajo la protección de 
la ley. El ejercicio del culto no puede ser contrario al orden público o a las buenas costumbres. El 
proselitismo está prohibido”.  
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hay violación del artículo 9 CEDH ya que no se ha probado que el señor Kokkinakis 
utilizara medios abusivos para convencer a la persona que lo denunció ante los 
tribunales griegos y, por tanto, “no se ha demostrado que la condena del interesado se 
justifique, en las circunstancias del caso, por una necesidad social imperiosa. La medida 
incriminada no parece proporcionada al objetivo legítimo perseguido ni tampoco 
"necesaria en una sociedad democrática para la protección de los derechos y libertades 
de los demás".  
Algunos años después llega al Tribunal Europeo otro asunto, denominado 
Larissis por el apellido de uno de los demandantes, en el que unos ciudadanos griegos 
solicitan al Tribunal su amparo ante el posible incumplimiento, entre otros, del artículo 
9 CEDH tras ser condenados por el delito de proselitismo por los órganos 
jurisdiccionales helenos. En este caso, estos ciudadanos son oficiales del ejército del 
aire y pertenecen a la iglesia pentecostista y se les acusaba de utilizar la jerarquía en el 
ejército para doblar la voluntad de sus subordinados y que se convirtieran a su iglesia 
protestante. Resalto que, en este caso y por su condición de militares, el TEDH no 
encuentra violación del artículo 9 puesto que las medidas adoptadas por las Autoridades 
no son desproporcionadas ya que tienen el fin legítimo de garantizar un orden y buen 
funcionamiento de las Fuerzas Armadas y las penas no eran severas. En cambio, sí 
considera violado el artículo 9 respecto de ciudadanos griegos no militares, que no 
tenían la obligación de escuchar a los oficiales condenados puesto que no sufrieron 
presiones abusivas para convertirse. 
Más recientemente, un pastor evangélico de nacionalidad estadounidense que 
ejercía como tal en la República de Letonia, vio como le denegaron su solicitud de 
residencia permanente por actividad religiosa al entender las Autoridades que su 
actuación podría suponer una amenaza para la seguridad nacional. Tras años de lucha 
ante los tribunales y Administración acudió al TEDH alegando el incumplimiento del 
artículo 9 CEDH. El señor Perry había inscrito en el correspondiente Registro de 
entidades religiosas su iglesia y desarrolló durante unos años su labor pastoral con un 
permiso de residencia temporal que iba renovando. El problema comienza cuando 
solicita la residencia permanente para seguir desempeñando su labor religiosa y es 
cuando las Autoridades letonas le deniegan dicho permiso y sí le conceden un permiso 
temporal pero se le priva del derecho a predicar y ejercer las demás funciones pastorales 
cuando él es precisamente pastor de esa iglesia. Lo llamativo del caso es que le 
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autorizan a seguir en suelo letón como miembro activo de su iglesia pero no como 
pastor por lo que el TEDH entenderá que ha habido una injerencia del Estado en el 
derecho del demandante a la libertad de religión en cuanto que las Autoridades podían 
denegar el permiso según las condiciones establecidas en la legislación del país pero no 
estaba prevista en la ley la autorización con restricciones sobre lo que un extranjero 
residente puede hacer o no hacer
199
. 
Por tanto, la libertad religiosa supone, en palabras de BARRERO
200
, la inmunidad 
de coacción para abrazar la fe religiosa y ordenar la propia vida individual o social de 
acuerdo a esas creencias. Como afirma el Tribunal Constitucional, en su sentencia 
24/1982, de 13 de mayo, el reconocimiento del derecho a la libertad religiosa implica 
que el Estado reconoce y garantiza jurídicamente una plena inmunidad de coacción en 
materia religiosa en favor de los ciudadanos y las confesiones frente a los demás y al 
propio Estado. Es decir, el Estado se prohíbe a sí mismo coaccionar
201
. Este derecho es 
digno de ser protegido por el ordenamiento jurídico y esta protección es la máxima 
como derecho fundamental que es: reserva de ley, procedimiento especial y sumario en 





 CE). En consecuencia, para el Tribunal Constitucional la libertad 
religiosa es uno de los dos principios básicos de nuestro sistema político que determinan 
la actitud del Estado hacia el fenómeno religioso y relaciona los mismos con las Iglesias 
y Confesiones. La misma sentencia define el derecho de libertad religiosa como un 
derecho subjetivo de carácter fundamental que se concreta en el reconocimiento de un 
ámbito de libertad y de una esfera de agere licere del individuo y que comporta el 
                                                 
199
 STEDH, caso Perry c. Letonia, de 8 de noviembre de 2007 (TEDH\2007\76). 
200
 A. BARRERO ORTEGA, op. cit., pp. 91-118. 
201
 STC 24/1982, de 13 de mayo, ya referenciada. 
202
 Artículo 53.1 CE: “1. Los derechos y libertades reconocidos en el Capítulo segundo del presente Título 
vinculan a todos los poderes públicos. Sólo por ley, que en todo caso deberá respetar su contenido 
esencial, podrá regularse el ejercicio de tales derechos y libertades, que se tutelarán de acuerdo con lo 
previsto en el artículo 161.1 a)”. 
203
 Artículo 161.1.a): “1. El Tribunal Constitucional tiene jurisdicción en todo el territorio español y es 
competente para conocer: 
a) Del recurso de inconstitucionalidad contra leyes y disposiciones normativas con fuerza de ley. La 
declaración de inconstitucionalidad de una norma jurídica con rango de ley, interpretada por la 
jurisprudencia, afectará a ésta, si bien la sentencia o sentencias recaídas no perderán el valor de cosa 
juzgada”. 
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derecho de los ciudadanos a actuar en este campo
204
. Por consiguiente, la libertad 
religiosa comprende, desde una perspectiva positiva la posibilidad de abrazar la religión 
sin ser impelido a ello por ningún agente externo, excluyéndose todo tipo de 
imposición; desde una perspectiva negativa prohíbe que nadie sea impedido para 
abrazar las creencias religiosas o para actuar de acuerdo con ellas, excluyéndose la 
represión. 
En el caso que nos ocupa con este trabajo, cuando una persona solicita 
incorporarse a una hermandad o cofradía, en principio, está declarando unas 
convicciones religiosas ya que aquéllas son asociaciones de fieles católicos y, a su vez, 
estas Corporaciones, cauce para manifestar públicamente estas creencias religiosas a 
través de sus propios cultos, han sido constituidas según el derecho autónomo de una 
confesión religiosa pero requerirán unos trámites legales para su funcionamiento como 
asociaciones reconocidas por el ordenamiento civil a través de las cuales estos 
ciudadanos con creencias religiosas puedan ejercer pública y realmente su derecho a la 
libertad religiosa, como ampliamente desarrollaremos en su momento. Además, es 
habitual que estas asociaciones religiosas requieran numerosos datos de carácter 
personal a quienes quieran pertenecer a las mismas, lo que nos planteará la legalidad de 
la obtención y uso de estos datos. 
Por todo lo comentado hasta el momento, podemos concluir que la libertad 
religiosa encierra tres aspectos distintos. En primer lugar, la libertad de creencias, por la 
que toda persona presta o rechaza su asentimiento íntimo a un sistema de verdades 
religiosas y se compromete a observarlas. Pero esta libertad no se refiere al hecho 
puramente interior del íntimo sentimiento religioso, arreligioso o antirreligioso, sino a 
su expresión exterior ya que, como afirma BARRERO, la mejor forma de garantizar este 
derecho es el sistema de no obligatoriedad de esta manifestación (art. 16.2 CE)
 205
. En el 
caso que analizamos, las hermandades como asociaciones de fieles católicos exigirán, 
de conformidad con el Derecho canónico, propio de la Iglesia Católica, tal condición a 
los solicitantes de pertenecer a las mismas. 
                                                 
204
 STC 24/1982. En el mismo sentido, véase la STC 154/2002, de 18 de julio, ya referenciada. 
205
 A. BARRERO ORTEGA, op. cit., pp. 91 y ss. 
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En segundo lugar, la libertad de conciencia. Existen una serie de criterios que 
valoran las acciones humanas desde el punto de vista ético y moral y que señalan el 
límite entre las buenas y las malas acciones, presuponiendo una traslación de las 
creencias del ámbito del pensamiento al campo del obrar humano. Este aspecto de 
libertad de conciencia exige no ser obligado a actuar en contra de la conciencia ni ser 
impedido de obrar conforme a ella
206
. 
Y, por último, la libertad de culto, el derecho a practicar externamente la 
creencia mediante ritos y ceremonias. El culto puede ser privado o público. La 
Constitución Española la enuncia expresamente pero no se trata de una libertad 
autónoma y distinta sino de la manifestación externa que permite diferenciar a la 
libertad religiosa de la ideológica, en opinión de BARRERO, ya que no puede haber un 
culto no religioso
207
. Un culto arreligioso es una contradicción en sí mismo y podemos 
afirmar que la libertad religiosa en la que se prohibieran las actividades de culto dejarían 
prácticamente reducida esta libertad a casi nada, simplemente adónde el Derecho no 
puede llegar, el fuero interno de las personas. En este último aspecto de la libertad 
religiosa, la libertad de culto, se encuadra la pertenencia de individuos a hermandades y 
cofradías, que como veremos más adelante, uno de sus fines primordiales es la 
celebración de cultos, la manifestación exterior y pública de la práctica de una religión. 
 
b. En especial, la doble dimensión positiva y negativa del derecho 
fundamental a la libertad religiosa 
 
La libertad religiosa presenta dos facetas claramente diferenciadas: positiva y 
negativa. La faceta positiva supone que el individuo puede tener y manifestar las 
creencias que uno libremente adopte; mientras que la negativa supone que nadie puede 
verse obligado a declarar su propia creencia. Para DÍEZ-PICAZO, la conjunción de ambas 
facetas implica la neutralidad del Estado respecto de las creencias personales. En 
España, esta neutralidad conlleva la aconfesionalidad estatal, lo que no excluye que el 
                                                 
206
 El TC admite que la libertad de conciencia es parte integrante del contenido de la libertad religiosa. 
Vid. ÁLVARO RODRÍGUEZ BEREIJO, “La libertad religiosa en el Tribunal Constitucional español” en 
JAVIER MARTÍNEZ-TORRÓN (Ed.), La libertad religiosa y de conciencia ante la justicia constitucional, 
Ed. Comares, Granada 1998, pp. 46-47. 
207
 A. BARRERO ORTEGA, op. cit., pp. 91 y ss. 
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Estado entable relaciones de colaboración con la Iglesia Católica y otras confesiones
208
. 
Profundicemos algo en esta doble dimensión de la libertad religiosa. 
En este sentido la libertad religiosa, en su faceta positiva en cuanto derecho 
subjetivo, tiene una doble dimensión, interna y externa. El núcleo esencial de la libertad 
religiosa es interno, en cuanto que pertenece a la esfera íntima del individuo y está 
constituido por la libertad que ha de tener toda persona para formar libremente en su 
interior sus propias convicciones personales en materia de religión, lo que implica no 
sufrir presión o represalia alguna, nadie puede ser sancionado por el Estado por el hecho 
de tener unas creencias del tipo que sean. Esto también se llama dimensión interna. Pero 
también dentro de la faceta positiva hay una dimensión externa, ya que todo individuo 
tiene la libertad de manifestar al exterior esas convicciones formadas en su interior en 
tanto en cuanto ha adoptado una solución afirmativa ante el tema religioso como es la 
manifestación de las propias creencias o ideas, hacer proselitismo…como reflejo de la 
relevancia supraindividual de las mismas. Así lo declara la Sentencia del Tribunal 
Constitucional 177/1996
209
, según la cual, la libertad religiosa “garantiza la existencia 
de un claustro íntimo de creencias y, por tanto, un espacio de autodeterminación 
intelectual ante el fenómeno religioso, vinculado a la propia personalidad y dignidad 
individual (...) junto a esta dimensión interna, esta libertad (...) incluye también una 
dimensión externa de agere licere que faculta a los ciudadanos para actuar con arreglo a 
sus propias convicciones y mantenerlas frente a terceros”. En el caso concreto de la 
libertad religiosa esta dimensión externa, de manifestación, ese derecho a comportarse 




Esta manifestación de las creencias o libertad de culto también presenta dos 
aspectos: por un lado, si se me permite la redundancia, la propia manifestación de una 
idea, creencia o fe religiosa, afirmar que se pertenece a una confesión; y, por otro lado, 
practicar dichas creencias. Con respecto a la primera cuestión, lo que podríamos 
denominar el fuero interno, el derecho no debe ocuparse de esto puesto que estamos en 
el ámbito interno y privado de las personas y ahí no debe llegar la acción del Estado. 
                                                 
208
 L. M. DÍEZ-PICAZO, op. cit., pp. 245 y ss. 
209
 STC 177/1996, de 11 de noviembre, ya referenciada. 
210
 Artículo 16.1 CE y STC 120/1990, ya referenciada. 
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Ahora bien, la falta de limitaciones en el fuero interno de las personas nos llevaría a 
plantearnos problemas de graves consecuencias sociales como pueden ser las sectas
211
 y 
las relaciones entre particulares, por ejemplo, profesores y el centro de enseñanza 
privado en el que desarrollan su labor docente
212
. El artículo 9 CEDH sólo admite 
limitaciones con respecto a la manifestación de creencias
213
.  
Respecto de la problemática de las sectas nos parece llamativa la sentencia del 
TEDH sobre el caso Hoffmann. La señora Hoffmann obtiene el divorcio tras convertirse 
en Testigo de Jehová, abandonando la fe católica. Poco tiempo después el exmarido 
alega en el proceso para obtener la patria potestad sobre los dos hijos de la pareja, que la 
confesión que practica su exesposa puede ser perjudicial para los niños. En un principio, 
los tribunales no consideraron los argumentos del señor Hoffmann y otorgaron la patria 
potestad a la madre, pero el Tribunal Supremo austríaco anuló las sentencias anteriores 
y confirió el ejercicio de la patria potestad al padre. Los argumentos se pueden sintetizar 
en que la normativa nacional establece que la educación religiosa de los hijos la deciden 
conjuntamente los padres, y que uno de ellos no puede decidir un cambio sobre la 
educación religiosa de los hijos sin el consentimiento del otro progenitor y, en este caso, 
ambos niños fueron bautizados y se demuestra que la madre los está educando bajo los 
principios de la confesión de los Testigos de Jehová, pero además, el Tribunal Supremo 
considera a esta confesión una secta puesto que no se trata de una comunidad religiosa 
reconocida. 
Para el TEDH “ha habido una diferencia de trato basada en la religión” y dicha 
diferencia de trato es discriminatoria en ausencia de "justificación objetiva y razonable", 
es decir, si no responde a un "objetivo legítimo" y si no hay "una relación razonable de 
proporcionalidad entre los medios empleados y el perseguido" el Tribunal “no puede 
concluir que haya habido una relación razonable de proporcionalidad entre los medios 
empleados y el objetivo perseguido en consecuencia” por lo que le dan la razón a la 
                                                 
211
 SETDH Hoffmann c. Austria de 23 de junio de 1993 (TEDH\1993\27) y STC 141/2000, ya 
referenciada. 
212
 STC 47/1985, ya referenciada. 
213
 Artículo 9 CEDH: “2. La libertad de manifestar su religión o sus convicciones no puede ser objeto de 
más restricciones que las que, previstas por la ley, constituyen medidas necesarias, en una sociedad 
democrática, para la seguridad pública, la protección del orden, de la salud o de la moral públicas, o la 
protección de los derechos o las libertades de los demás”. 
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señora Hoffmann. Esta sentencia, en este punto, tiene 4 votos discrepantes que 
manifiestan la fuerte división que hay en este tema. Todos ellos coinciden en que no hay 
discriminación religiosa por las creencias de la madre sino que el bien jurídico 
predominante es el bienestar de los hijos y lo que había que determinar es si los efectos 
de la adhesión a esta religión por parte de la madre podrían ser perjudiciales para el 
bienestar de los hijos. 
En esta línea, nuestro Tribunal Constitucional, en su sentencia 141/2000
214
, 
concede amparo al padre que pertenece a un movimiento gnóstico cristiano universal al 
que le habían cambiado el régimen de visitas en virtud de un posible perjuicio en la 
educación de sus hijos lo que supone “una restricción de derechos justificada 
únicamente en su pertenencia a cierto movimiento espiritual, que la Audiencia 
Provincial ha presumido peligroso” pero no se ha aportado prueba alguna de que dichas 
creencias supongan por sí mismas un grave riesgo para el desarrollo personal de sus 
hijos.  
Respecto de las relaciones entre los profesores y el centro docente en el que 
trabajan, destaco la sentencia 47/1985
215
 en la que la recurrente pedía amparo ante el 
Tribunal Constitucional por la violación sufrida del artículo 16 CE, entre otros, al haber 
sido despedida del colegio en el que prestaba sus servicios como profesora “en razón a 
sus principios ideológicos o creencias íntimas”. En la sentencia se declara como 
probado que los motivos del despido fueron el ejercicio de sus funciones docentes en 
disconformidad con las normas de la dirección del centro y sin ajustarse al ideario del 
mismo. Para el Tribunal hay que distinguir si la actuación es claramente hostil y 
contraria al ideario del centro docente o es una simple disconformidad. Sólo en el 
primer supuesto estaríamos ante un despido por motivos ideológicos, hecho que ha de 
acreditar el empresario de una manera clara y concreta puesto que entran en colisión 
derechos fundamentales. Para el tribunal esta disconformidad con los criterios o ideario 
del centro no se exterioriza y, por tanto, no es causa justa de despido. En conclusión, 
determina el tribunal que “la parte demandada en el juicio por despido no probó los 
hechos por ella misma alegados en su carta de despido, que hubieran podido, de ser 
probados como ciertos, justificar un despido planteado como casualmente (sic) 
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 STC 141/2000, de 29 de mayo, ya referenciada. 
215
 STC 47/1985, de 27 de marzo, ya referenciada. 
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ideológico, debió amparar a la profesora en su libertad ideológica (art. 16 CE), 
considerar el despido como discriminatorio en el sentido del artículo 17.1 LET (Estatuto 
de los Trabajadores), como contrario a la citada libertad ideológica de la profesora”. 
Este reconocimiento de un ámbito de libertad lo es frente a todos "con plena 
inmunidad de coacción del Estado o de cualesquiera grupos sociales"
216
, y encuentra su 
complemento necesario, en su dimensión negativa, por disposición del artículo 16.2 CE 
de que "nadie podrá ser obligado a declarar sobre su ideología, religión o creencias", 
que consagra el derecho a no hacer, a no declarar. Esta faceta negativa de la libertad 
ideológica y religiosa garantiza que nadie puede ser perturbado en el ejercicio de su 
ideología y creencias que han de respetarse por todos
217
, puesto que, quien sabe que no 
puede ser interpelado sobre esas cuestiones, es más libre para adoptar y poner en 
práctica aquellas creencias ideológicas o religiosas que considere más convenientes. La 
revelación de la religión es un derecho personal y exclusivo de cada uno. Ahora bien, 
aparentemente la Constitución ampara el hecho de estar callado ante una pregunta sobre 
las creencias de una persona, es decir, el rechazo a ese tipo de preguntas pero LÓPEZ 
GUERRA va más allá y se plantea si además nuestra Constitución no tolera, más bien 
prohíbe, “cualquier género de indagación destinada a descubrir lisa y llanamente cuáles 
son las creencias de una persona”
218
. Garantizar el derecho al silencio puede resultar 
insuficiente ya que rechazar la pregunta puede equivaler a manifestar una posición 
ideológica o religiosa disidente, sobre todo en un Estado confesional. Por eso, la 
neutralidad ideológica y confesional del Estado (artículo 16.3 CE) excluye la 
posibilidad de la disidencia ideológica o religiosa. Las creencias que se profesan, 
cualesquiera que sean o no se profesen, “no pueden someterse a enjuiciamiento, y nadie, 
como preceptúa el artículo 14 CE, puede ser discriminado en razón de sus opiniones”
219
, 
prohibiéndose toda discriminación en base a la religión. 
                                                 
216
 STC 166/1996, de 28 de octubre, FJ 2,  y STC 46/2001, de 15 de febrero, FJ 4, ambas ya 
referenciadas. 
217
 “derecho a no ser molestado a causa de sus opiniones”, artículo 19 de la Declaración Universal de 
Derechos Humanos de 1948. La obligación de prestar juramento sobre los Evangelios impuesta a los 
parlamentarios de San Marino constituye una violación de la libertad religiosa reconocida en el artículo 9 
del Convenio (STEDH Buscarini y otros contra San Marino, de 18 de febrero de 1999 –TEDH\1999\4-). 
218
 L. LÓPEZ GUERRA (ET AL.), Derecho Constitucional, vol. I, Ed. Tirant lo Blanch, Valencia, 1991, pp. 
176-177. 
219
 ATC 195/1983, FJ 3. 
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De alguna forma este derecho a no hablar está incluido en el derecho a la 
libertad religiosa puesto que si ésta comprende “un claustro íntimo de creencias y, por 
eso mismo, un espacio de autodeterminación ante el fenómeno religioso”
220
, en ese 
espacio se debe incluir por lógica la libertad para poder declararla o no. El Tribunal 
Constitucional ha reconocido expresamente que el derecho fundamental recogido en el 
artículo 16 CE incluye no sólo “las modalidades de la libertad de conciencia y la de 
pensamiento, íntimas y también exteriorizadas” sino también “una libertad de acción 
respecto de las cuales el artículo 16.2 establece un acotamiento negativo en cuanto 
dispone que nadie podrá ser obligado a declarar sobre su conciencia, religión o 
creencias”
221
. Así, en opinión de BARRERO que compartimos, la libertad declarativa no 
es sino un derecho derivado de la propia libertad religiosa
222
. En este sentido, la 
dimensión negativa actuaría como garantía del aspecto positivo. 
En este ámbito, la libertad religiosa en su faceta negativa, hay un problema de 
carácter principal como es el juramento de respeto a la Constitución. Este juramento es 
legalmente exigido no sólo para tomar posesión de un puesto en la Administración 
como funcionario público sino también para ejercer plenamente un cargo público electo, 
como diputados y senadores. En los últimos tiempos han proliferado partidos anti-
sistema que rechazan el “régimen” vigente, rechazando de forma ostentosa la 
Constitución que lo ampara. La jurisprudencia constitucional es taxativa, es un deber 
exigido legalmente que hay que cumplir, no se trata de una norma que discrimina por 
razones ideológicas ya que la fórmula de juramento es ideológicamente neutral y esta 
fórmula no exige adhesión a la Constitución sino solo acatamiento a la misma
223
. DÍEZ-
PICAZO critica esta doctrina jurisprudencial puesto que si el juramento es efectivamente 
neutral, dicho juramento sería superfluo porque ya hay un deber genérico de obediencia 
(9.1 CE) y si, por el contrario, consideramos que todo juramento supone hacer explícito 
un compromiso, con toda la carga psicológica y simbólica que ello conlleva, entonces 
                                                 
220
 STC 177/1996, FJ 9, ya referenciada. 
221
 STC 19/1985, FJ 2, ya referenciada. 
222
 A. BARRERO ORTEGA, op. cit., pp. 242-243. 
223
 SSTC 122/1983, de 16 de diciembre (RTC\1983\122), 8/1985, de 25 de enero (RTC\1985\8), 
119/1990, de 21 de junio (RTC\1990\119). 
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En Europa se planteó un caso en el que se obligaba a prestar juramento como 
requisito sine que non para tomar posesión de un cargo parlamentario, conocido como 
el caso Buscarini
225
. Una serie de diputados recién elegidos en las elecciones que 
tuvieron lugar en la República de San Marino en 1993 solicitan prestar el juramento 
para tomar posesión de sus cargos por escrito y sin hacer mención a los Santos 
Evangelios como dispone la normativa electoral. Se les advierte por las Autoridades de 
tal irregularidad y que han de repetir el juramento, bajo pena de destitución de sus 
cargos parlamentarios. El TEDH considera que la obligación de prestar juramento sobre 
los Evangelios supone una vulneración del artículo 9 CEDH al haber tenido que jurar 
fidelidad a una religión concreta bajo pena de destitución de sus cargos parlamentarios. 
El Tribunal Constitucional trató un caso verdaderamente llamativo que afecta a 
esta dimensión negativa del derecho a la libertad religiosa
226
. Un agente de la Policía 
Nacional solicita a su superior que se le dispense de asistir a la estación de penitencia de 
una conocida hermandad de Málaga. No se atiende su petición y es destinado en 
comisión de servicios a esta ciudad y participa en la procesión dentro de su unidad. 
Acude a los tribunales al entender que se había vulnerado su derecho a la libertad 
religiosa al ser obligado a asistir a una procesión de una hermandad, de la cual, y esta es 
la razón por la que le obligan, el Cuerpo Nacional de Policía es Hermano Mayor por lo 
que su superior considera que no estamos ante la asistencia a un acto religioso sino que 
es un acto de servicio. Ante las sucesivas demandas desestimatorias recurre en amparo 
al Constitucional por considerar vulnerado el derecho a la libertad religiosa. 
El Alto Tribunal, muy acertadamente, deslinda dos cuestiones a tratar en este 
caso. Por un lado, la obligación de asistir a un acto religioso difícilmente justificado 
como acto de servicio policial; por otro lado, la condición de Hermano Mayor de una 
cofradía que ostenta el Cuerpo Nacional de Policía. 
                                                 
224
 L. M. DÍEZ-PICAZO, op. cit., pp. 245 y ss. 
225
 Vide nota 217. 
226
 STC 101/2004, de 21 de junio, ya referenciada. 
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Con respecto a la primera cuestión, el Tribunal considera de manera clara y 
determinante que “se trata, más bien, de un servicio especial cuya principal finalidad no 
es garantizar el orden público, sino contribuir a realzar la solemnidad de un acto 
religioso de la confesión católica, como es la procesión de la hermandad tantas veces 
citada” lo que implica que estamos ante un acto de naturaleza religiosa y, por tanto, se le 
concede amparo al vulnerarse el derecho de libertad religiosa reconociendo su derecho a 
no participar, si así lo desea, en actos de contenido religioso. 
En cambio, se inhibe en el otro asunto al considerar que lo dispuesto en los 
estatutos de una hermandad no afecta a un poder público en cuanto objeto de recurso de 
amparo, independientemente de impugnar en otras vías tal disposición estatutaria y su 
correspondiente acto de aceptación por el Cuerpo Nacional de Policía. 
Resaltemos que el texto constitucional español se refiere a declaración, no a 
manifestación. La manifestación comprende una serie de actos o conductas relacionadas 
con la fe profesada, especialmente el culto. En cambio la declaración consiste en la 
expresión mediante el lenguaje oral o escrito de la pertenencia a una determinada 
confesión religiosa. Como muy bien dice BARRERO
227
, es una declaración recepticia que 
comunica la adscripción religiosa del declarante. Esto no impide que una persona 
declare sobre su religión, sobre todo si es requisito previo para ejercitar otros derechos, 
siempre y cuando lo decida de forma voluntaria como, por ejemplo, para contraer 
matrimonio religioso o para la asignación tributaria a la Iglesia Católica. Tanto el 
Tribunal Supremo como el Tribunal Constitucional argumentan en este sentido que 
cuando se exige por una ley una declaración de tipo religioso, será constitucional si es 
de carácter voluntario y contribuye a la realización de un derecho de contenido 
religioso. La dimensión externa de la libertad religiosa se traduce, además "en la 
posibilidad de ejercicio, inmune a toda coacción de los poderes públicos, de aquellas 





 ante la obligación de los padres de manifestar al 
principio de cada curso la voluntad de que sus hijos asistan a la clase de religión  en los 
                                                 
227
 A. BARRERO ORTEGA, op. cit., p. 244. 
228
 STC 46/2001, de 15 de febrero, ya referenciada. 
229
 STS de 30 de junio de 1994 (RJ\1994\5277).  
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centros públicos había declarado que la imposición de dicho deber era contraria al 
artículo 16.2 CE. Se modificó por las autoridades educativas, mediante Real Decreto 
1007/1991, de 14 de junio, en el sentido de que aunque se mantenía la obligación de 
manifestar al director del centro el deseo de cursar la asignatura de religión, se dispuso 
que dicha manifestación fuera voluntaria. Impugnado el Decreto, el Tribunal 
Supremo
230
 declara que si la manifestación de la preferencia o no por la clase de 
religión se hace de manera voluntaria para el ejercicio de un derecho de interés 
constitucional, como es la educación religiosa, no cabe apreciar conculcación del 
artículo 16.2 CE por el hecho de que en el expediente académico de los alumnos conste 
si cursó clases de religión o de estudio asistido, siempre y cuando los alumnos que no la 
formulen sean destinados a la alternativa contemplada a tales efectos. 
Y el Tribunal Constitucional, ante el recurso presentado contra la Ley 48/1984, 
de 26 de diciembre, reguladora de la objeción de conciencia y de la prestación social 
sustitutoria, en la que se recababa información sobre los motivos de conciencia en que 
se funda la solicitud de exención del servicio militar, considera que la objeción de 
conciencia implica la negativa a cumplir el deber jurídico del servicio militar alegando 
un imperativo de conciencia que se opone a dicho cumplimiento y para ser declarado 
exento del deber general de prestarlo y ser sometido a una prestación social sustitutoria 
se exige la exteriorización de los motivos de conciencia del objetor
231
. 
En definitiva, cuando el texto constitucional garantiza en positivo esas libertades 
no hace otra cosa más que rechazar cualquier conducta pública o privada que encierre 
una forma de coerción de la libertad ideológica, sea ésta religiosa o no, y que en 
relación con el fenómeno religioso no sólo se extiende al ámbito privado del individuo 
sino que va más allá, asumiendo la libertad de culto de modo que las creencias puedan 
manifestarse mediante prácticas y ceremonias religiosas en público. Una de las 
manifestaciones de esta proyección social de la libertad religiosa son las asociaciones 
religiosas, entre las cuales están las hermandades, y que, por regla general, requerirán la 
acreditación de profesar la religión católica mediante el correspondiente certificado lo 
que, por un lado, supondrá la revelación de sus creencias que puede conllevar un 
                                                 
230
 STS de 14 de abril de 1998, FJ. 3 (RJ 1998\3634). 
231
 STC 160/1987, de 27 de octubre, FJ. 5 (RTC\1987\160). 
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incumplimiento del artículo 16.2 CE y del artículo 7 LOPD
232
, que reafirma el mandato 
constitucional anterior, y por lo que habrá que advertir al solicitante de su derecho a no 
declarar sus creencias ni prestar su consentimiento de forma que se pueda superar esta 
prohibición constitucional por el carácter voluntario de pertenecer a una Hermandad y, 
por otro, contendrá una serie de datos de carácter personal que serán tratados para lo que 
se requerirán el cumplimiento de una serie de principios básicos, de lo que hablaremos 




c. Sujetos del derecho a la libertad religiosa 
 
1. Sujeto activo: en especial, los menores de edad 
 
Existe una dualidad de sujetos de la libertad religiosa: personas individuales y 
colectividades. Esto es común a la gran mayoría de los derechos humanos, pero es, sin 
embargo, de singular trascendencia en las diversas formas analógicas de la libertad de 
pensamiento como es la libertad religiosa. El texto constitucional se hace eco de esta 
singular relevancia, al formular explícitamente la garantía de la libertad ideológica, 
religiosa y de culto “de los individuos y las comunidades”
234
.  
El sujeto activo del derecho a la libertad religiosa, es decir, qué individuos o 
colectividades se hallan protegidos por el mismo, al tratarse de un “derecho humano” 
será toda persona física. La libertad religiosa se reconoce a la persona. El individuo es 
titular del derecho a la libertad religiosa sobre la base de la dignidad de la persona como 
fundamento del orden político y de la paz social (art. 10.1 CE) de forma que no se 
encuentra subordinado a condición o circunstancia personal alguna, a diferencia de los 
llamados derechos de ciudadanía o derechos políticos que quedan reservados 
                                                 
232
 Artículo 7 LOPD: “1. De acuerdo con lo establecido en el apartado 2 del artículo 16 de la 
Constitución, nadie podrá ser obligado a declarar sobre su ideología, religión o creencias. Cuando en 
relación con estos datos se proceda a recabar el consentimiento a que se refiere el apartado siguiente, se 
advertirá al interesado acerca de su derecho a no prestarlo”. 
233
 Capítulo III.2 Asociaciones religiosas pertenecientes a la Iglesia Católica y Capítulo IV Datos y 
ficheros de las Hermandades. 
234
 Vide artículo 16 CE en nota 119. 
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tradicionalmente a los ciudadanos. Si se admite que la libertad religiosa se funda en la 
dignidad humana, que es común a todos los seres humanos, necesariamente tendremos 
que admitir que tal derecho, dimanante de la dignidad, es también común a todos los 
seres humanos y, por consiguiente y en este sentido, universal. No se limita, por tanto, 
únicamente a los ciudadanos españoles tal como se desprende del propio texto legal, 
artículo 16 CE, al referirse genéricamente a “individuos y comunidades”, sin 
especificación de ciudadanía al utilizar el indefinido “nadie”. Y, además, el artículo 13.1 
CE hace una remisión expresa para el ejercicio de los derechos fundamentales y 
libertades públicas por parte de los extranjeros a lo que establezcan “los tratados y la 
ley”. Este reconocimiento de la libertad religiosa a toda persona es común a los tratados 
internacionales
235
, sin considerar su ciudadanía. O bien, si lo preferimos en un sentido 
positivo, gozarán de este derecho a la libertad religiosa todos los seres humanos 
independientemente de su nacionalidad
236
. Luego, nuestra Constitución consagra que 
los extranjeros son plenamente titulares de la libertad religiosa del mismo modo que lo 
son los españoles. Por tanto, existe un grupo de derechos fundamentales, entre los que 
se incluye la libertad religiosa, en los que ni la ley ni un tratado internacional puede 
hacer distingos entre nacionales y extranjeros. Nuestro Tribunal Constitucional declara 
la existencia de “una completa igualdad entre españoles y extranjeros…respecto de 
aquellos derechos que pertenecen a la persona en cuanto tal” que se desprenden de la 
propia dignidad humana
237
. Entre estos derechos imprescindibles para la garantía de la 
dignidad humana se incluye, entre otros, el derecho a obtener la tutela judicial efectiva 
                                                 
235
 Artículo 18 de la Declaración Universal de Derechos Humanos de 1948, artículo 9 del Convenio 
Europeo de Derechos Humanos de 1950, artículo 18 del Pacto Internacional de Derechos Civiles y 
Políticos de 1966 y artículo 10 de la Carta de los Derechos Fundamentales de la Unión Europea de 2000. 
236
 Hay autores que lo llaman principio de no discriminación, y que llegan incluso a decir que, bajo esa 
denominación, su contenido gana amplitud, en el sentido de que el de igualdad sólo les sería aplicable a 
los españoles, mientras que el de no discriminación es apelable tanto por los españoles como por los 
extranjeros. El mismo autor, siguiendo su argumentación lógica, considera que a las confesiones 
religiosas sólo les sería de aplicación el de no discriminación, porque no son españolas, sino que su 
organización trasciende de nuestras fronteras. Nosotros no estamos de acuerdo con esta opinión porque 
entendemos que por el principio de igualdad no se pueden hacer estas distinciones y tanto los españoles 
como los extranjeros residentes en España podrán reclamar en virtud de un único principio de igualdad, 
que también extendemos a las confesiones religiosas y demás colectivos. Vid. JOSÉ MARÍA GONZÁLEZ 
DEL VALLE ET ALII Derecho eclesiástico español, Madrid, 1991 (2ª edición), Artes Gráficas 
Iberoamericanas S.A., pp. 137 y ss. 
237
 STC 107/1984, de 23 de noviembre, FJ.3 (RTC\1984\107). Sentencias posteriores han confirmado este 
principio de igualdad entre españoles y extranjeros 
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por los Jueces y Tribunales
238
. Recientemente el Tribunal Constitucional
239
 nos recuerda 
que “como se estableció en la Sentencia del Tribunal Constitucional 148/1993, de 29 de 
abril, en su fundamento jurídico 2, “ex arts. 162.1 b) CE y 46.1 b) LOTC, la 
legitimación activa para recurrir en amparo resoluciones judiciales corresponde a toda 
persona natural o jurídica que, habiendo sido parte en el proceso judicial precedente, 
invoque un interés legítimo” y, por tanto, puede ser tanto un nacional como un 
extranjero titular de un derecho fundamental que sienta vulnerado. 
Los menores de edad
240
 son titulares de sus derechos fundamentales y, entre 
ellos, el de libertad religiosa, por el simple hecho de ser personas o individuos. Derecho, 
como acabamos de ver, que la Constitución en su artículo 16.1 reconoce a todos los 
individuos y, por tanto, habilita al menor para elegir, o no, su fe religiosa, si así lo 
estima conveniente. Ahora bien, en el ejercicio de esta libertad por parte del menor se 
reconoce expresamente la función cooperadora de los padres, lo que resalta la 
autonomía de la voluntad del menor. Nunca, en ningún caso, se podrá imponer al menor 
con capacidad para decidir por sí mismo una decisión contraria a su voluntad. La 
autonomía del menor viene determinada por las condiciones de madurez que le permitan 
tomar decisiones por sí mismo y actuar con independencia. No se pueden señalar edades 
precisas ya que la madurez depende de diversas y numerosas circunstancias de la vida y 
nos encontramos menores que con la misma edad biológica, sus capacidades y madurez  
no han evolucionado de la misma manera. De acuerdo con DÍEZ-PICAZO las condiciones 
de madurez no pueden juzgarse con criterios generales y objetivos sino que habrá que 
                                                 
238
 STC 99/1985 (RTC\1985\99). El Tribunal Constitucional indica que “uno de estos derechos es el que 
"todas las personas tienen derecho a obtener la tutela judicial efectiva de los Jueces y Tribunales", según 
dice el artículo 24.1 de nuestra Constitución; ello es así no sólo por la dicción literal del citado artículo 
("todas las personas") sino porque a esa misma conclusión se llega interpretándolo, según exige el 
artículo 10.2 de la CE, de conformidad con el artículo 10 del Declaración Universal de Derechos 
Humanos (F.J. 2º)”. Esto permite que los extranjeros estén legitimados a recurrir en amparo por 
vulneración de sus derechos fundamentales, por más que los artículos 53.2 CE y 41.2 de la Ley Orgánica 
del Tribunal Constitucional  se refieran a “los ciudadanos”. 
239
 STC 186/2013, de 4 de noviembre (RTC\2013\186). 
240
 Para profundizar en este tema, recomiendo las lecturas de A. BARRERO ORTEGA, op. cit., pp. 165-173; 
F. RIVERO HERNÁNDEZ, “Límites de la libertad religiosa y las relaciones personales de un padre con sus 
hijos (Comentario de la STC 141/2000, de 29 de mayo)”, Derecho Privado y Constitución, 14, enero-
diciembre 2000, pp. 23 y ss.; V. PUENTE ALCUBILLA, Minoría de edad, religión y Derecho, Ministerio de 
Trabajo y Asuntos Sociales, Madrid, 2001, pp.79 y ss.; CARMEN SERRANO POSTIGO, “Libertad religiosa y 
minoría de edad en el ordenamiento jurídico español”, en Estudios de Derecho Canónico y Derecho 
Eclesiástico: en homenaje al profesor Maldonado, Universidad Complutense de Madrid, Madrid, 1983, 
pp. 818 y ss.; L. VÁZQUEZ-PASTOR JIMÉNEZ, La construcción de la ciudadanía del menor de edad, Ed. 
Tirant lo Blanch, Valencia 2009. 
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ponerlas en conexión con cada sujeto de Derecho y estar a cada caso; el enjuiciamiento 
no puede hacerse de manera previa y la calificación inicial habrá de realizarla quien 
tenga que asumir el riesgo del acto
241
.  
En nuestro Derecho acudimos al Código Civil, que en su artículo 162.1
242
 
atribuye a los padres la representación con carácter general al carecer los menores de 
edad no emancipados de la capacidad de obrar (arts. 321 y 322 CC). Pero expresamente 
reconoce como excepción a esta regla general “los actos relativos a los derechos de la 
personalidad” que podemos interpretar como derechos fundamentales, que “el hijo, de 
acuerdo con las leyes y con sus condiciones de madurez, pueda realizar por sí mismo”. 
Dicho de otra forma, el hijo podrá ejercitar unos derechos que sólo a él incumben, 
excluyéndose la representación legal. Sin ánimo de profundizar en este momento ya que 
analizaremos más adelante el consentimiento prestado por el menor de edad
243
, la regla 
general y con carácter universal es que en las relaciones familiares los menores son 
considerados como personas, titulares de relaciones paritarias con sus padres, de forma 
que la regla es el respeto a los derechos fundamentales del menor
244
, que en nuestro 
ordenamiento ha configurado “el interés superior del menor” como principio general
245
, 
                                                 
241
 L. DÍEZ-PICAZO-A. GULLÓN, Sistema de Derecho Civil, vol. I, Ed. Tecnos, Madrid, 1992, pp. 360-364. 
242
 Artículo 162 CC: “Los padres que ostenten la patria potestad tienen la representación legal de sus hijos 
menores no emancipados. 
Se exceptúan: 
1.º Los actos relativos a los derechos de la personalidad que el hijo, de acuerdo con su madurez, pueda 
ejercitar por sí mismo. No obstante, los responsables parentales intervendrán en estos casos en virtud de 
sus deberes de cuidado y asistencia. 
2.º Aquellos en que exista conflicto de intereses entre los padres y el hijo. 
3.º Los relativos a bienes que estén excluidos de la administración de los padres. 
Para celebrar contratos que obliguen al hijo a realizar prestaciones personales se requiere el previo 
consentimiento de éste si tuviere suficiente juicio, sin perjuicio de lo establecido en el artículo 158”. 
Este artículo ha sido redactado conforme establece el apartado doce del artículo segundo de la Ley 
26/2015, de 28 de julio, de modificación del sistema de protección a la infancia y a la adolescencia (BOE 
de 29 julio) que entró en vigor el 18 de agosto de 2015. 
243
 Capítulo V Régimen jurídico de los ficheros de Hermandades, 1. Tratamiento de datos, b. Principios 
generales de la protección de datos, 3. Consentimiento. 
244
 Convención sobre los derechos del niño aprobada por la Asamblea General de la ONU el 20 de 
noviembre de 1989. 
245
 Artículo 2 de la Ley Orgánica 1/1996, de 15 de enero, de Protección Jurídica del Menor. 
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que consiste en proteger su dignidad como persona (art. 10.1 CE), es decir, en la 
protección y salvaguarda de los derechos fundamentales inherentes a su personalidad 
(arts. 14 y ss. CE). El instituto de la patria potestad gira en nuestro Código Civil en 
torno al principio del beneficio o interés del hijo que se refleja tanto en la intervención 
del menor sub potestate (la audiencia ante el juez del menor si tuviere suficiente juicio 
y, en todo caso, si fuera mayor de 12 años, en aquellos supuestos de desacuerdo en el 
ejercicio conjunto de la patria potestad) como en el deber de audiencia al mismo en 
decisiones que le afecten (impuesto a los padres en el artículo 154 CC
246
). La patria 
potestad ha dejado de considerarse como un poder absoluto y omnímodo del padre y 
ahora se concibe como una función en la que siempre debe ejercerse en beneficio del 
hijo y de acuerdo con el libre desarrollo de su personalidad como se desprende del 
artículo 154.2 CC que afirma que la patria potestad habrá de ejercerse “de acuerdo con 
su personalidad”, entiéndase, la personalidad del hijo.  
En lo que concierne a la libertad religiosa, el niño tiene reconocida su libertad  
bajo la guía o asistencia de quien ejerza la patria potestad, que a su vez, la ejercerá en 
función de la edad del menor. El artículo 14 de la Convención sobre los derechos del 
niño de 1989 alude a la obligación de los Estados de respetar el derecho de libertad 
religiosa del menor, así como “los derechos y deberes de los padres y, en su caso, de los 
representantes legales, de guiar al niño en el ejercicio de su derecho de modo conforme 
a la evolución de sus facultades”. Según el artículo 6 de la Ley Orgánica de Protección 
Jurídica del Menor, el niño “tiene derecho a la libertad ideológica, de conciencia y 
religiosa” y que los padres o tutores ostentan “el derecho y el deber de cooperar para 
que el menor ejerza esta libertad de modo que contribuya a su desarrollo integral”. 
Podemos observar que a los padres se les atribuye una función orientadora, “guía” de 
los hijos según la Convención y “cooperación” según la Ley, pero en ambos casos se 
resalta la autonomía de la voluntad del menor.  
                                                 
246
 Artículo 154 Código Civil: “Los hijos no emancipados están bajo la potestad de los padres. La patria 
potestad se ejercerá siempre en beneficio de los hijos, de acuerdo con su personalidad, y con respeto a su 
integridad física y psicológica. Esta potestad comprende los siguientes deberes y facultades: 1.º Velar por 
ellos, tenerlos en su compañía, alimentarlos, educarlos y procurarles una formación integral. 2.º 
Representarlos y administrar sus bienes. Si los hijos tuvieren suficiente juicio deberán ser oídos siempre 
antes de adoptar decisiones que les afecten. Los padres podrán, en el ejercicio de su potestad, recabar el 
auxilio de la autoridad”. 
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En consecuencia, el menor en materia religiosa no puede considerarse como una 
persona con capacidad modificada judicialmente
247
, ya que se trata de un derecho 
personalísimo en el que no cabe representación y si los padres o el tutor en algún 
momento han de decidir por el menor no lo harán como sus representantes sino que lo 
harán en cumplimiento de su deber de velar por él
248
, respetando siempre la dignidad de 
su persona. En ningún caso puede imponerse al menor con capacidad para decidir por sí 
mismo una decisión contraria a su voluntad, debiendo actuar el padre o tutor si el menor 
carece de dicha capacidad, y siempre en su interés. 
El Tribunal Constitucional, en su sentencia 141/2000, de 29 de mayo, trata el 
caso de la separación de un matrimonio con dos hijos en el que los progenitores luchan 
por la guardia y custodia de éstos. En un momento de su vida el padre entra en un 
movimiento que los jueces califican de secta destructiva y la madre trata de restringir el 
régimen de visitas del padre para que los niños no pasen mucho tiempo con él y se vean 
influidos por sus creencias. Esta restricción del régimen de visitas por causas 
ideológicas y religiosas motiva el recurso de amparo del padre. En lo que concierne a 
esta parte de nuestro trabajo destacamos como el Alto Tribunal refrenda que “desde la 
perspectiva del artículo 16 CE los menores de edad son titulares plenos de sus derechos 
fundamentales, en este caso, de sus derechos a la libertad de creencias y a su integridad 
moral, sin que el ejercicio de los mismos y la facultad de disponer sobre ellos se 
abandonen por entero a lo que al respecto puedan decidir aquellos que tengan atribuida 
su guarda y custodia o, como en este caso, su patria potestad, cuya incidencia sobre el 
disfrute del menor de sus derechos fundamentales se modulará en función de la madurez 
del niño y los distintos estadios en que la legislación gradúa su capacidad de obrar (arts. 
162.1, 322 y 323 CC o el art. 30 Ley 30/1992, de 26 de noviembre, de Régimen Jurídico 
de las Administraciones Públicas y del Procedimiento Administrativo Común). Así 
pues, sobre los poderes públicos, y muy en especial sobre los órganos judiciales, pesa el 
deber de velar porque el ejercicio de esas potestades por sus padres o tutores, o por 
quienes tengan atribuida su protección y defensa, se haga en interés del menor, y no al 
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 Según nueva terminología establecida en la Ley 15/2015, de 2 de julio, de la Jurisdicción Voluntaria 
que se adapta a la Convención de las Naciones Unidas sobre los Derechos de las Personas con 
Discapacidad, hecha en Nueva York el 13 de diciembre de 2006, la cual afecta a la nueva terminología, 
en la que se abandona el empleo de los términos de incapaz o incapacitación. 
248
 L. DÍEZ-PICAZO-A. GULLÓN, Sistema de Derecho cit., pp. 360-364. 
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servicio de otros intereses, que por muy lícitos y respetables que puedan ser, deben 
postergarse ante el superior del niño”
249
. 
La doctrina constitucional es clara: la libertad de creencias del menor supone un 
límite frente a la libertad de creencias de sus progenitores y su derecho a hacer 
proselitismo de las mismas con sus hijos, de manera que aquéllos pueden mantener 
creencias distintas a las de sus padres
250
. Entendemos que el beneficio del menor en el 
ámbito de la libertad religiosa no es tanto que siga una religión, que adopte otra o que 
no la siga sino en evitar influencias externas que afecten o perturben emocionalmente al 
menor que, recordamos, está desarrollando su personalidad. Las tensiones religiosas en 
su entorno más próximo pueden afectarle negativamente y, por consiguiente, deben ser 
evitadas. Partiendo de la autonomía religiosa del menor ya que puede ejercer sus 
derechos fundamentales de acuerdo a los términos establecidos en el artículo 162.1 CC, 
lo que la Sentencia 141/2000 reconoce es que también se puede actuar contra quienes 
ejercen la patria potestad o tutela fuera de los parámetros habituales, ya que las leyes 
disponen que los padres o tutores están al servicio del interés superior de los menores 
que son cooperadores en el ejercicio de su derecho a la libertad religiosa y que las 
limitaciones a este derecho hay que interpretarlas de forma restrictiva. 
Para algunos autores, a esta autonomía religiosa del menor reconocida en las 
leyes no cabe oponer el artículo 27.3 CE, que contiene el derecho de los padres a elegir 
la formación religiosa o moral de sus hijos menores, frente a los poderes públicos a fin 
de evitar que éstos impongan una ideología o religión del Estado a través de una 
enseñanza confesional, ya que este precepto no contempla un derecho de los padres que 
les faculte para imponer una determinada ideología o religión a los hijos bajo su 
potestad
251
. Es muy común que los padres inscriban a sus hijos cuando estos siquiera 
tienen conciencia de ello en las hermandades a las que pertenecen. Si estamos 
reconociendo la autonomía del menor en el ámbito religioso como punto de partida, 
                                                 
249
 STC 141/2000, de 29 de mayo, FJ. 5, ya referenciada. 
250
 STC 141/2000 (FJ. 5), ya referenciada. 
251
 A. BARRERO ORTEGA, op. cit., pp. 172-173; F. RIVERO HERNÁNDEZ, “Límites de la libertad religiosa y 
las relaciones personales de un padre con sus hijos (Comentario de la STC 141/2000, de 29 de mayo)”, 
Derecho Privado cit., pp. 284-289; V. PUENTE ALCUBILLA, Minoría de edad, religión cit., pp.79 y ss.; C. 
SERRANO POSTIGO, “Libertad religiosa y minoría de edad en el ordenamiento jurídico español”, en 
Estudios de Derecho Canónico y Derecho Eclesiástico: en homenaje al profesor cit., pp. 826-828. 
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entonces habremos de reconocer que a medida que sus condiciones de madurez 
evolucionen con el tiempo y desarrolle sus propios pensamientos y creencias, el menor 
podrá decidir libremente en ese preciso momento si continúa, cambia o deja de tener 
creencias religiosas y, por tanto, los padres o tutores no se podrán negar, así como la 
hermandad, a que voluntaria y libremente solicite su baja como miembro de una 
hermandad. Todo ello se verá relacionado con la manifestación de un consentimiento 
que el menor, en este caso, no habrá prestado sino que lo habrán hecho supletoriamente 
sus padres o tutores durante la minoría de edad, aspecto que desarrollaremos en su 
momento. 
Terminamos este apartado de la libertad religiosa del menor con el análisis de la 
Sentencia del Tribunal Constitucional 154/2002. Trata del caso de un menor de edad, 13 
años en aquel momento, que tras sufrir una caída en bicicleta sin aparente importancia 
experimenta sucesivas hemorragias que fuerzan a los padres a ingresar al hijo en un 
hospital. Los médicos al observar el estado del niño y para superar el primer momento 
de crisis deciden realizar una transfusión sanguínea para recuperar las defensas del 
menor. Cuando los médicos comunican a los padres esta decisión éstos se oponen a la 
transfusión sanguínea por motivos religiosos, eran testigos de Jehová, y preguntan a los 
médicos si hay tratamiento alternativo a lo que los expertos contestan negativamente. 
Ante la oposición de los padres y observando el empeoramiento del niño, el hospital 
solicita al Juzgado de guardia la oportuna autorización para realizar la transfusión de 
sangre que es concedida si se considera médicamente imprescindible y como 
tratamiento de choque para iniciar las pruebas necesarias que ayuden a determinar la 
enfermedad que padece el menor. Se les notifica a los padres esta autorización, a la que 
manifiestan su oposición pero que acatan y cuando los médicos se disponen a realizar la 
transfusión es el menor, sin intervención de los padres, el que se opone de tal manera 
que los médicos desisten. Tratan de convencerlo de manera reiterada pero no lo 
consiguen. Ante esta situación se le concede el alta voluntaria del hospital y los padres 
llevan al menor a otros dos hospitales. En uno de ellos, tras observación, creen que el 
menor padece algún tipo de leucemia y se repite la misma concatenación de hechos: 
para los médicos es imprescindible la transfusión de sangre, tanto los padres como el 
menor se oponen por causas religiosas ya que lo consideran pecado, no hay tratamiento 
alternativo a la transfusión para los médicos por lo que no se puede hacer nada más. El 
menor tras este periplo por hospitales vuelve a su casa. Tras el rápido empeoramiento 
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
119 
Felipe García de Pesquera Gago 
del menor, el Juzgado de guardia autoriza que el menor reciba la asistencia médica que 
precisara y una ambulancia se lleva al menor, con la oposición de padres y del mismo 
niño pero siempre acatando las decisiones judiciales, a un hospital para que le realicen 
una urgente transfusión. A pesar de este último intento, el menor fallece. 
El Ministerio Fiscal lleva a los Tribunales a los padres del menor acusándoles de 
homicidio por omisión. La Audiencia Provincial de Huesca absuelve a los padres pero, 
recurrida dicha sentencia por el Ministerio Fiscal, los padres del menor fallecido son 
condenados a 2 años y 6 meses de prisión por el Tribunal Supremo. Recurrida esta 
sentencia al Tribunal Constitucional en demanda de amparo se dicta la sentencia 
154/2002, de 18 de julio. La demanda de amparo se basa, en primer lugar, en la 
irrelevancia del consentimiento u oposición de un niño de trece años estando en juego 
su propia vida y, en segundo lugar, la exigibilidad a los padres de una acción disuasoria 
de la negativa de su hijo a dejarse transfundir, al extremo de imputarles, a causa de su 
omisiva conducta, el resultado de muerte. Por esta sentencia se otorga amparo a los 
padres recurrentes ya que estos no se opusieron a la transfusión cuando fue ordenada 
aunque tampoco la autorizaron ni obligaron a su hijo a someterse a ella. Esta 
circunstancia, ya que eran testigos de Jehová, junto al hecho de que el hijo se opusiera a 
la transfusión y a que los padres buscasen tratamiento médico alternativo, inclina al 
Tribunal a conceder el amparo puesto que obligar a los padres a hacer algo más habría 
violentado su libertad religiosa
252
. Esta sentencia es muy importante y me referiré a ella 
en otra ocasión
253
 pero en lo que se atiene a este apartado el Tribunal deja claro que la 
libertad religiosa es un principio que los poderes públicos no pueden dejar de lado en su 
actuación. En este caso concreto, al encontrarnos ante una posible colisión entre el 
derecho a la libertad religiosa de un menor de edad y el de sus padres complementado 
con el deber de los padres a salvaguardar la vida e integridad tanto física como moral de 
sus hijos, se afirma que “los órganos judiciales no pueden configurar el contenido de los 
deberes de garante haciendo abstracción de los derechos fundamentales, concretamente 
–por lo que ahora específicamente interesa– del derecho a la libertad religiosa, que 
proclama el artículo 16.1 CE”. Por tanto, el Tribunal hará un examen de ponderación 
entre los derechos en conflicto de manera que haya una proporcionalidad entre el 
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 STC 154/2002, de 18 de julio (RTC\2002\154). 
253
 Más adelante desarrollaremos aspectos de la Sentencia mencionada en lo que respecta al contenido del 
derecho a la protección de datos del menor de edad. 
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derecho sacrificado a ceder y la satisfacción del derecho preponderante, concluyendo en 
este punto el Alto Tribunal que la “exigencia a los padres de una actuación suasoria o 
que fuese permisiva de la transfusión, una vez que posibilitaron sin reservas la acción 
tutelar del poder público para la protección del menor, contradice en su propio núcleo su 
derecho a la libertad religiosa yendo más allá del deber que les era exigible en virtud de 
su especial posición jurídica respecto del hijo menor. En tal sentido, y en el presente 
caso, la condición de garante de los padres no se extendía al cumplimiento de tales 
exigencias”. Por ello entienden que la actuación de los padres se halla amparada por el 
derecho fundamental a la libertad religiosa. 
Esta sentencia ratifica punto por punto lo afirmado por la sentencia 141/2000 
sobre la libertad religiosa del menor pero añade algo sustancial como es destacar la 
relevancia de la oposición de un menor a un tratamiento médico en base al ejercicio de 
sus derechos fundamentales a la libertad religiosa y a la integridad física. Además, 
señala la autonomía del menor y la vinculación de esta decisión respecto del deber de 
garante de la vida del menor por parte de sus padres, ya que en último extremo, como 
así ocurrió, la negativa a la aplicación del tratamiento médico podía acarrear su muerte. 
El interés superior del menor ha de prevalecer en toda actuación por parte de quien sea, 
poderes públicos incluidos, siempre y cuando no se superen los límites de todo derecho 
fundamental, como veremos más adelante. Y en el caso que nos ocupa, cuando se obliga 
judicialmente a realizar la transfusión, los padres del niño no se oponen sino que acatan 
la decisión judicial y, por tanto, el Tribunal estima “que la expresada exigencia a los 
padres de una actuación suasoria o que fuese permisiva de la transfusión, una vez que 
posibilitaron sin reservas la acción tutelar del poder público para la protección del 
menor, contradice en su propio núcleo su derecho a la libertad religiosa yendo más allá 
del deber que les era exigible en virtud de su especial posición jurídica respecto del hijo 
menor. En tal sentido, y en el presente caso, la condición de garante de los padres no se 
extendía al cumplimiento de tales exigencias”
254
. Será el menor quien ejercitando su 
derecho a la libertad religiosa se niegue a la misma de tal forma que los médicos ante la 
potencial perturbación emocional que podían causar desisten en su empeño. 
Los individuos pueden actuar tanto aislada como colectivamente y, en el caso 
del derecho de libertad religiosa, éste no tendría efectividad real si no se contemplase la 
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 STC 154/2002, de 18 de julio, FJ 15, ya referenciada. 
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perspectiva de los grupos religiosos. Y ello justamente porque la dimensión comunitaria 
es, en agrupaciones de base religiosa, a todas luces esencial. Los ritos y prácticas 
sagradas, el culto, son patrimonio del grupo y su realización es prueba de identidad del 
individuo, de pertenencia al mismo. El culto es lo más característico de la religión. 
Nuestro Tribunal Constitucional refrenda la configuración del artículo 16.1 CE al 
afirmar que la plena efectividad de los derechos fundamentales exige reconocer que su 
titularidad no sólo corresponde a los individuos aisladamente considerados, “sino 
también en cuanto se insertan en grupos y organizaciones, cuya finalidad sea 
específicamente la de defender determinados ámbitos de libertad o realizar los intereses 
y los valores que forman parte del substrato último del derecho fundamental”
255
. Esta 
línea coincide con la doctrina jurisprudencial europea que entiende que cuando una 
iglesia o confesión interpone una demanda por vulneración de la libertad religiosa lo 
hace en nombre de sus fieles, reconociendo al grupo la titularidad del derecho 
enunciado en el artículo 9 del Convenio ya que lo contrario supondría introducir una 
distinción artificial entre las iglesias y sus miembros
256
. Por consiguiente, el sujeto 
primario será el individuo y derivadamente lo será el grupo, como medio necesario para 
que el individuo desarrolle su libertad. 
Como muestra de esta jurisprudencia europea analizamos con más detalle la 
sentencia del Tribunal de Derechos Humanos de 13 de diciembre de 2001 tras el recurso 
presentado por la Iglesia metropolitana de Besarabia y una serie de ciudadanos 
moldavos contra la República de Moldavia. Se trataba de una iglesia ortodoxa de 
ámbito local que se declara heredera de la histórica que estuvo vigente hasta 1944. En 
1992 tras aprobar sus estatutos pide su reconocimiento a las autoridades moldavas 
conforme a la legislación del país. No obtiene respuesta. Tras años de litigios en los 
Tribunales, finalmente se le da la razón al Gobierno al entender que se trata de una 
cuestión de división administrativa entre iglesias y que ya ha sido reconocida la iglesia 
de Moldavia, de culto ortodoxo, y que la inscripción de la iglesia de Besarabia suponía 
una injerencia del Estado ya que no era un culto distinto del culto ortodoxo sino un 
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 STC 64/1988, de 12 de abril, FJ 1 (RTC\1988\64). 
256
 Vid. D. 7805/77, X e Iglesia de la Cienciología contra Suecia, de 5 de mayo de 1979 DR 16/68; D. 
8282/78, Iglesia de la Cienciología contra Suecia, de 14 de julio de 1980, DR 21/109. Asimismo, 
SSTEDH caso los Santos Monasterios contra Grecia, de 9 de diciembre de 1994 (TEDH\1994\49); Iglesia 
Católica de la Canea contra Grecia, de 16 de diciembre de 1997 (TEDH\1997\102) e Iglesia 
Metropolitana de Besarabia contra Moldavia, de 13 de diciembre de 2001, ya referenciada. 
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grupo cismático de la iglesia metropolitana de Moldavia. Así es tratado por las 
autoridades moldavas y en la sentencia se reflejan numerosos incidentes relacionados 
con presiones y coacciones para que los fieles de esta iglesia no puedan ejercitar su 
libertad de cultos. Los demandantes alegan que la negativa de las autoridades moldavas 
a reconocer a la Iglesia metropolitana de Besarabia constituye una violación de su 
derecho a la libertad religiosa, ya que únicamente los cultos reconocidos por el 
Gobierno pueden ser practicados en territorio moldavo. Señalan, en concreto, que la 
libertad de manifestar colectivamente su religión la obstaculiza el hecho de la 
prohibición de reunirse con un fin religioso, y por la ausencia de toda protección 
jurisdiccional del patrimonio de la Iglesia demandante. En primer lugar, el TEDH 
recuerda “una Iglesia o el órgano eclesial de una Iglesia puede, como tal, ejercer en 
nombre de sus fieles los derechos garantizados por el artículo 9 del Convenio”; en 
segundo lugar, analiza si la negativa a inscribir a dicha iglesia supone una vulneración 
de la libertad religiosa de los individuos que profesan tal creencia y llega a la conclusión 
que si según la legislación moldava solamente pueden practicarse los cultos reconocidos 
por decisión del Gobierno, la iglesia de Besarabia no podía desempeñar su actividad. El 
Tribunal entiende que la injerencia administrativa está prevista en las leyes moldavas 
pero considera que la negativa a reconocer a la Iglesia demandante “tiene tales 
consecuencias sobre la libertad religiosa de los demandantes que no puede considerase 
proporcional al fin legítimo perseguido, ni en consecuencia, necesaria en una sociedad 
democrática, y que hubo violación del artículo 9 (CEDH)”
257
.  
Algunos autores tienen la impresión de que el sujeto del derecho no es el 
individuo, sino la confesión ya que “la mayor parte del Derecho eclesiástico en cuanto 
que Derecho especial se justifica en que el Estado ha prometido tener en cuenta las 
creencias religiosas y cooperar con las confesiones”
258
. Pero, en opinión de BARRERO, si 
el fundamento del orden político y de la paz social (art. 10.1 CE) es la dignidad de la 
persona y el respeto de sus derechos fundamentales, parece evidente que si las 
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 STEDH de 13 de diciembre de 2001, caso Iglesia Metropolitana de Besarabia contra Moldavia, ya 
referenciada. 
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 IVÁN CARLOS IBÁN-LUIS PRIETO SANCHÍS-AGUSTÍN MOTILLA DE LA CALLE, Derecho Eclesiástico, 
McGraw Hill, Madrid, 1997, p. 29. 
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confesiones merecen alguna protección es “porque son instrumentos al servicio de los 




2. Sujeto pasivo: la Drittwirkung en el derecho a la libertad religiosa 
 
Por lo que respecta al sujeto pasivo del derecho, esto es, frente a quiénes se 
dirige la protección constitucional de las libertades religiosas en el artículo 16, es 
evidente que, en primer lugar, y de acuerdo con lo que establece el artículo 9.1 CE, 
frente a los poderes públicos; es decir, contra cualquier órgano estatal, de las 
Comunidades Autónomas, entidades locales, etc., sea la función que estos órganos 
realicen de carácter legislativo, ejecutivo o judicial
260
. 
La cuestión está vinculada a la eficacia horizontal de los derechos fundamentales 
(Drittwirkung), es decir, si esos derechos tienen eficacia frente a personas naturales y 
jurídicas que actúan en el ámbito del Derecho Privado y, por consiguiente, si los 
derechos fundamentales hacen referencia no sólo a una esfera de libertad protegida 
frente al Estado sino que garantizan a cada ciudadano un status socialis en sus 
relaciones con los demás y frente a grupos y organizaciones cuyo poder puede amenazar 
al individuo. Por tanto, nos preguntamos si los derechos fundamentales son aplicables a 
las relaciones entre particulares y, en su caso, si pueden funcionar como límites a la 
autonomía de la voluntad restringiendo la libertad de actuación de particulares. 
La doctrina, en su mayoría, se posiciona de manera favorable sobre la 
virtualidad de los derechos fundamentales en el tráfico jurídico privado; unos autores
261
 
se inclinan por la horizontalidad directa sin necesidad de mediar ninguna norma 
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 A. BARRERO ORTEGA, op. cit., p. 482. 
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 Este derecho fundamental “tiene como destinatario no sólo a la Administración y al Poder Judicial, 
sino también al Legislativo” (STC 22/1981, de 2 de julio, FJ. 3º -RTC\1981\22-). 
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 JUAN MARÍA BILBAO UBILLOS, La eficacia de los derechos fundamentales frente a particulares, 
Centro de Estudios Políticos y Constitucionales, Madrid, 1997, pp. 280 y ss.; LUIS PRIETO SANCHÍS, 
Estudios sobre derechos fundamentales, Ed. Debate, Madrid, 1990, p. 210; JOSÉ PABÓN DE ACUÑA, “La 
llamada Drittwirkung de los derechos fundamentales”, en VV.AA., El Poder judicial, vol. III, Instituto de 
Estudios Fiscales, Madrid, 1983, pp. 2209 y ss; ANTONIO EMBID IRUJO, “El Tribunal Constitucional y la 
protección de las libertades públicas en el ámbito privado”, en VV.AA., El Tribunal Constitucional, Vol. 
I, Instituto de Estudios Fiscales, Madrid, 1981, pp. 903 y ss. 
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interpuesta, mientras que otros autores
262
 consideran que los derechos fundamentales 
informan el concreto contenido de las cláusulas y conceptos generales del Derecho 
Privado, como la buena fe, moral, buenas costumbres u orden público (arts. 7.1, 1255 y 
1258 CC), conceptos jurídicos abiertos e indeterminados que le permiten adaptarse 
adecuadamente a la evolución de las circunstancias sociales. 
Entendemos que la Constitución y los derechos fundamentales son “guía de 
interpretación” de las normas jurídicas subordinadas, en consecuencia con lo ya 
afirmado sobre los principios que actúan como criterios hermenéuticos del sistema 
jurídico considerado en su integridad. Cuando consideremos que los derechos 
fundamentales de las personas puedan estar afectados por acciones de otros particulares, 
ese conflicto jurídico civil, que lo es y lo seguirá siendo, requerirá una ponderación para 
adaptar esa actuación al núcleo de intereses y bienes avalados constitucionalmente. No 
olvidemos que en el Derecho Privado prevalece el principio de la autonomía de la 
voluntad y la libertad negocial. Pero los principios, a diferencia de los valores que sólo 
tienen eficacia interpretativa, además de servir para interpretar reglas, también pueden 
alcanzar proyección normativa como consecuencia tanto de la obra del legislador como 
de la labor del juez. En nuestra opinión, la superioridad normativa de la Constitución y 
su efecto de irradiación en todo el Ordenamiento jurídico, así como los valores 
superiores de libertad, justicia e igualdad –formal y material- del Estado social y 
democrático de Derecho hacen inevitable la existencia de algún grado de horizontalidad 
en los litigios interindividuales. Bien es cierto que el artículo 53 CE establece: “los 
derechos fundamentales vinculan a todos los poderes públicos”, olvidándose, como 
puede verse, de los ciudadanos, a los que sí contempla, en cambio, en su artículo 9.1. 
Sin embargo, a pesar de la omisión, nuestro Tribunal Constitucional, en su 
Sentencia 177/1988
263
 considera “ciertamente, el art. 53.1 del Texto constitucional tan 
                                                 
262
 TOMÁS DE DOMINGO PÉREZ, “El problema de la drittwirkung de los derechos fundamentales: una 
aproximación desde la filosofía del derecho” en Revista del Instituto Bartolomé de las Casas, Universidad 
Carlos III, Año VII, número 11, Madrid, 2002, pp. 251-290; PEDRO SERNA, “Derechos fundamentales: el 
mito de los conflictos. Reflexiones teórica a partir de un supuesto jurisprudencial sobre intimidad e 
información” en Humana Iura, 4, Pamplona, 1994, pp. 197-234; ANTONIO LUIS MARTÍNEZ-PUJALTE, “La 
garantía del contenido esencial de los derechos fundamentales” en Revista de las Cortes Generales, 
número 40, Madrid, 1997, pp. 126-137; FERNANDO M. TOLLER, Libertad de prensa y tutela judicial, La 
Ley, Buenos Aires, 1999, pp. 411-426; JUAN CIANCIARDO, El conflictivismo en los derechos 
fundamentales, EUNSA, Pamplona, 2000. 
263
 STC 177/1988, de 10 de octubre (RTC\1988\177). 
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sólo establece de manera expresa que los derechos fundamentales vinculan a los poderes 
públicos, pero ello no implica una exclusión absoluta de otros posibles destinatarios, 
dado que, como señala la Sentencia del Tribunal Constitucional 18/1984 (RTC\1984\18) 
(fundamento jurídico 6º) «en un Estado social de Derecho no puede sostenerse con 
carácter general que el titular de tales derechos no lo sea en la vida social». De aquí que 
este Tribunal haya reconocido que los actos privados puedan lesionar los derechos 
fundamentales y que, en estos supuestos, los interesados pueden acceder a la vía de 
amparo si no obtienen la debida protección de los Jueces y Tribunales a los que el 
ordenamiento encomienda la tutela general de los mismos. Las relaciones entre 
particulares, si bien con ciertas matizaciones, no quedan, pues, excluidas del ámbito de 
aplicación del principio de igualdad, y la autonomía de las partes ha de respetar tanto el 
principio constitucional de no discriminación como aquellas reglas, de rango 
constitucional u ordinario, de las que se derive la necesidad de igualdad de trato. No 
cabe olvidar que el artículo 1.1 CE propugna entre los valores superiores del 
ordenamiento jurídico la igualdad, y que el 9.2 encomienda a todos los poderes públicos 
promover las condiciones para que la igualdad del individuo y de los grupos en que se 
integra sean reales y efectivas”. 
Para VIVAS
264
 parece que el artículo 53.1 lo que quiere insistir es “en la 
vinculación con lo que son los principales destinatarios de los derechos fundamentales 
que son los poderes públicos, y, en particular, fijar la vinculación del Parlamento al 
contenido constitucional de los derechos fundamentales, pero ello no implica exclusión 
de los particulares. Prueba de ello es que, aparte del artículo 9.1, existen otros preceptos 
en la Constitución de los cuales se deduce que los particulares están sujetos también a 
los derechos fundamentales, como, verbigracia, el artículo 10.1 CE, el artículo 20.4 
cuando habla de los límites de la libertad de expresión, el artículo 32.1 en relación con 
el matrimonio o el 35.1 en relación con el derecho de trabajo”. 
En esta posición de reconocer una cierta virtualidad de los derechos 
fundamentales, MARTÍNEZ TAPIA encuentra evidente que los “derechos fundamentales 
no operan, por igual, en cualquier relación inter privatos, de ahí que la Drittwirkung 
sólo puede encontrar una solución puramente casuística, precisándose, caso a caso y 
                                                 
264
 I. VIVAS TESÓN, “La horizontalidad de los derechos fundamentales”, Jornadas Asociación de 
profesores de Derecho civil, Salamanca, 2007. 
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bajo las específicas circunstancias, la ponderación de los conflictos de derechos e 
intereses que subyacen en la horizontalidad conforme a un juicio de razonabilidad”
265
. 
En esta línea, como afirma LÓPEZ, “en los conflictos horizontales, el juez debe 
respetar, con sumo cuidado, la libertad individual, evitando una invasión desmesurada 
del principio de autonomía privada, libertad contractual y, en definitiva, del Derecho 
Privado, de ahí que la doctrina de la Drittwirkung deba reservarse, rigurosamente, a 
supuestos de grave infracción de derechos fundamentales que, agrediendo, 
razonablemente, valores esenciales y mínimos de la convivencia social, supongan un 
atentado al orden público”
266
. 
Por tanto, entendemos que la cuestión no es reconocer esta eficacia horizontal y 
su fundamento sino su garantía procesal, el cómo se ejerce esta influencia de forma que 
la Drittwirkung se pueda beneficiar de las garantías específicas de los derechos 
fundamentales y, especialmente, del recurso de amparo. En palabras de CRUZ VILLALÓN 
“una afirmación de la Drittwirkung que no vaya seguida de una pretensión de amparo 
sería, en buena medida, una victoria pírrica”
267
.  
Mayores dificultades plantea la cuestión de si la Iglesia y confesiones religiosas 
se hallan en sí mismas sujetas al artículo 16. Es patente, por una parte, que las Iglesias o 
confesiones religiosas se hallan obligadas a respetar los derechos garantizados por el 
artículo 16 cuando son ejercidos por personas extrañas a ellas, por sujetos que no son 
miembros de dichas colectividades. Ninguna Iglesia o confesión religiosa tiene 
lógicamente derecho a imponer sus propias convicciones o creencias a personas que no 
pertenecen a ellas, ni tampoco pueden impedir a otras confesiones o grupos el profesar 
una fe religiosa o unas determinadas creencias distintas, siempre y cuando no se trate de 
un ejercicio de derechos reconocidos en el artículo 16 que suponga una intromisión en 
el propio ámbito de ejercicio de los derechos de estas confesiones. Respecto a personas 
                                                 
265
 R. MARTÍNEZ TAPIA, Igualdad y razonabilidad en la justicia constitucional española, Universidad de 
Almería, Almería, 2000. 
266
 A. M. LÓPEZ Y LÓPEZ: “Estado social y sujeto privado: una reflexión finisecular”, en Quaderni 
Fiorentini per la storia del pensiero giuridico moderno, 25, Guffre, Milano, 1996, pág. 439. 
267
 P. CRUZ VILLALÓN, “Derechos Fundamentales y Derecho Privado”, en Revista Academia Sevillana del 
Notariado, Tomo extra I, Sevilla, 1988, pp. 223-226. 
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ajenas sí se hallan, por tanto, sujetas las Iglesias y confesiones religiosas por el artículo 
16. 
No sucede lo mismo con los individuos que pertenecen a las mismas. No parece 
que el artículo 16 pueda tener eficacia en el ámbito interno de las comunidades 
religiosas o ideológicas, en donde se presupone un mínimum de lealtad y cohesión en las 
creencias. La fuerte identidad y aun posible compulsión ideológica que algunas 
comunidades pararreligiosas o sectas pueden ejercer sobre sus miembros, más que una 
objeción a esta opinión, es justamente un argumento que habla a favor de ella. En todo 
caso, en las situaciones límite que puedan llegar a plantearse siempre podrán quedar 
tutelados los derechos de la persona por medio del artículo 10.1
268
. 
Resulta, no obstante, que el artículo 16 CE reconoce la libertad religiosa y 
pretende garantizarla respecto de las comunidades y de los grupos, pero también 
respecto de los individuos. Sin entrar en profundidades sobre la teoría de los derechos 
fundamentales, sabido es que los particulares carecen de legitimidad pasiva para 
comparecer por sí solos en el procedimiento de amparo según el apartado 2 del artículo 
41 de la LOTC
269
. Pero eso no quiere decir que el titular de un derecho fundamental no 
pueda acudir a los tribunales por su vulneración o que el Tribunal Constitucional no 
pueda revisar la aplicación de la propia Constitución por parte de los Tribunales. De 
hecho, el propio Tribunal Constitucional, aun sin admitir, de manera general y expresa, 
la eficacia directa de los derechos fundamentales en el ámbito de las relaciones 
privadas, concretamente en el orden laboral hay numerosa jurisprudencia constitucional 
que otorga su amparo a violaciones de los derechos fundamentales por parte de 
particulares. De esta manera, los ciudadanos tienen el deber de respetar los derechos 
fundamentales y, al mismo tiempo, pueden solicitar el amparo de los poderes públicos 
frente a las posibles agresiones de los derechos fundamentales procedentes de 
particulares. Ahora bien, y para terminar este apartado, la eficacia que reconoce la 
                                                 
268
 Cfr. J.M. BENEYTO PÉREZ,  op. cit., p. 20. 
269
 “El recurso de amparo constitucional protege, en los términos que esta Ley establece, frente a las 
violaciones de los derechos y libertades a que se refiere el apartado anterior, originadas por las 
disposiciones, actos jurídicos, omisiones o simple vía de hecho de los poderes públicos del Estado, las 
Comunidades Autónomas y demás entes públicos de carácter territorial, corporativo o institucional, así 
como de sus funcionarios o agentes”, artículo 41.2 LOTC tras la reforma de 24 de mayo de 2007 
(RCL\2007\1000). 
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jurisprudencia constitucional no es directa de un particular sobre otro, sino que se 
recurre un acto judicial y, por consiguiente, esta eficacia será de carácter indirecto
270
. 
Destacamos varias sentencias del Tribunal Constitucional en esta línea de 
conceder amparo por vía indirecta, todas ellas en el ámbito laboral
271
. La sentencia 
19/1985
272
 que trataba el caso de un miembro practicante de la Iglesia Adventista del 
Séptimo Día, que por imponerle sus creencias religiosas la inactividad laboral desde la 
puesta del sol del viernes a la del sábado, la actora se ve imposibilitada durante tales 
días de cumplir adecuadamente con su precepto adventista, por lo que pidió el cambio 
de turno o una ausencia con pérdida de salario con compensación en otras horas, que la 
empresa no admitió, por lo que abandonó su puesto y fue despedida. Para el Tribunal se 
trataba de un supuesto de incompatibilidad entre la práctica religiosa y el cumplimiento 
de las obligaciones laborales. En esta sentencia se afirma que “aunque es evidente que 
el respeto a los derechos fundamentales y libertades públicas garantizados por la 
Constitución es un componente esencial del orden público, y que, en consecuencia, han 
de tenerse por nulas las estipulaciones contractuales incompatibles con este respeto, no 
se sigue de ahí, en modo alguno, que la invocación de estos derechos o libertades puede 
ser utilizada por una de las partes contratantes para imponer a la otra las modificaciones 
de la relación contractual que considere oportunas”. En nuestra legislación laboral, 
artículo 37.1 del Estatuto de los Trabajadores, se establece un descanso mínimo semanal 
de día y medio ininterrumpido, que se organiza en la Empresa de que se trata con 
arreglo a la regla general, según la cual, se comprende el “domingo” en ese descanso y, 
sigue la sentencia afirmando que “el descanso semanal es una institución secular y 
laboral, que si comprende el “domingo” como regla general de descanso semanal es 
porque este día de la semana es el consagrado por la tradición” aunque tenga un origen 
religioso. Por consiguiente, la sentencia es clara al afirmar que si una persona ha 
aceptado libremente un contrato no puede invocar sus creencias para resolverlo. Para el 
Tribunal la exigencia de un trato diferente en el régimen de jornada establecido con 
carácter general por una empresa en virtud de un cambio de creencias religiosas 
supondrá una excepcionalidad, razonable, pero su imposición no es imperativa al 
                                                 
270
 A. BARRERO ORTEGA, op. cit., pp. 126-132. 
271
 SSTC 19/1985, de 13 de febrero, ya referenciada; 47/1985, de 27 de marzo (RTC\1985\47); y 
292/1993, de 18 de octubre (RTC\1993\292). 
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 STC 19/1985, de 13 de febrero, FJ. 1, 3 y 4, ya referenciada. 
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empresario y, en consecuencia, no se vulnera el derecho fundamental a la libertad 
religiosa.  
Poco tiempo después, el mismo tribunal mediante la sentencia 47/1985 concede 
el amparo a un trabajador cuyo despido es declarado causalmente ideológico y, por 
tanto, se convierte en injustificado por discriminatorio y contrario tanto a la libertad 
ideológica como a la expresa y específica prohibición contenida en el artículo 17.1 de la 
LET (“Se entenderán nulos y sin efecto… los pactos individuales y las decisiones 
unilaterales del empresario que den lugar en el empleo, así como en materia de 
retribuciones, jornada y demás condiciones de trabajo, a situaciones de discriminación 
directa o indirecta… por razón de… religión o convicciones, ideas políticas,…”). Por 
último, resalto la sentencia 292/1993 en la que se establece que el derecho a la libertad 
ideológica, religiosa y de culto comprende todas las opciones que susciten la vida 
personal y social, no pueden reducirse a las meras convicciones religiosas y al destino 
último del ser humano y, por tanto, la afiliación a un sindicato es una opción ideológica 
protegida por el artículo 16 CE que garantiza al ciudadano el derecho a negarse a 
declarar sobre ella. 
 
d. Límites del derecho fundamental a la libertad religiosa 
 
Ninguna libertad es absoluta. La CE vincula dicha limitación contemplada en el 
inciso final del artículo 16.1, inspirada en el artículo 10 de la Declaración de Derechos 
del Hombre y el Ciudadano de 1789, a las manifestaciones de la libertad religiosa, 
puesto que las creencias internas, la libertad de creencias en sentido estricto, es inmune 
frente a cualquier injerencia del poder público y es incontrolable por el Derecho. Sólo 
cuando esas creencias o convicciones trascienden al exterior pueden, en su caso, ser 
reprochables si alteran o perturban la convivencia pacífica en la sociedad. El ejercicio 
de la manifestación externa del derecho subjetivo a la libertad religiosa, la práctica, no 
es en modo alguno absoluto, pues como cualquier derecho fundamental está sujeto a 
límites. Nos referimos, quede claro, a su manifestación, a su ejercicio, a su 
exteriorización. 
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La Constitución sólo tolera una limitación indirecta de sus manifestaciones: el 
orden público. En palabras de JIMÉNEZ CAMPO existe una prohibición constitucional de 
que las creencias sean, en sí mismas, objeto de valoración por el Derecho del Estado
273
. 
Hay un límite expreso del derecho de libertad religiosa, el “mantenimiento del orden 
público protegido por la ley” del artículo 16 CE que, a su vez, hay que ponerlo en 
consonancia con la fórmula limitatoria “el respeto a la ley y a los derechos de los 
demás” del propio artículo 10.1 CE
274
.  
El artículo 16 CE no aclara qué elementos integran el concepto de orden público 
pero introduce una matización relevante. No se trata de cualquier “orden público” sino 
que la Constitución exige una delimitación legal de esa noción. Como afirma 
BARRERO
275
, el orden público no es un concepto vago e inconcreto aplicable de manera 
discrecional por los poderes públicos sino que estamos ante un concepto definido y 
delimitado por las leyes, acordado por el órgano legislativo y siguiendo el 
procedimiento correspondiente. Y cualquier intervención del poder en el ámbito de la 
libertad religiosa invocando la cláusula del orden público debe tener la correspondiente 
cobertura en una ley previa. Ese es el significado primario de la reserva de ley del 
artículo 53.1 CE. Sólo en nombre de la Ley y en ejecución de sus mandatos se puede 
legitimar la intervención de los gobernantes en la esfera de la libertad de los ciudadanos. 
El legislador ha de establecer por sí mismo la regulación y no puede remitirse a otras 
normas distintas, en concreto al reglamento. Luego sólo pueden aprobarse por leyes de 
Cortes. Por consiguiente, en su opinión, la libertad es la regla general o expresado en 
sus propias palabras “todo lo que la Ley expresamente no prohíba para la conservación 
del orden público se ha de entender, en consecuencia, permitido al ciudadano por esa 
sola razón”.  
El límite del orden público está constreñido al supuesto de que sea necesario, 
adecuado y proporcional a la finalidad perseguida y debe ser interpretado con criterios 
                                                 
273
 J. JIMÉNEZ CAMPO, “Libertad ideológica”, Enciclopedia Jurídica básica, Ed. Civitas, Madrid, 1995, p. 
4.058. 
274
 Artículo 10.1 CE: “1. La dignidad de la persona, los derechos inviolables que le son inherentes, el libre 
desarrollo de la personalidad, el respeto a la ley y a los derechos de los demás son fundamento del orden 
político y de la paz social”. 
275
 A. BARRERO ORTEGA, op. cit., pp. 185 y ss. 
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Necesario o ”sin más” como se refleja en el texto constitucional, de forma que el 
límite sea la excepción y la regla es la libertad. La interpretación de la libertad de 
religión debe responder al principio de interpretación más favorable para su ejercicio 
puesto que una interpretación restrictiva de un derecho fundamental puede constituirse 
en lesión del mismo. El Tribunal Constitucional lo expresa mejor en su sentencia 
159/1986, “la fuerza expansiva de todo derecho fundamental restringe (…) el alcance de 
las normas limitadoras que actúan sobre el mismo, de ahí la exigencia de que los límites 
de los derechos fundamentales hayan de ser interpretados con criterios restrictivos y en 
el sentido más favorable a la eficacia y esencia de tales derechos”
277
.  
La intervención del poder público en el ámbito de la libertad religiosa además ha 
de ser, tras la ponderación entre el límite constitucionalmente posible y la fuerza 
expansiva de tal libertad, proporcional de cara a alcanzar el fin que se persigue
278
. 
Cualquier intervención en la libertad religiosa exige como requisito de legitimidad una 
adecuada correlación entre los medios empleados y el fin perseguido. Esta 
proporcionalidad se concibe como un límite frente a la actividad restrictiva de los 
derechos fundamentales y se convierte en un canon de constitucionalidad de la 
actuación de los poderes públicos reflejado en una triple exigencia: la primera, la 
adecuación o idoneidad de la medida adoptada en orden a la protección o consecución 
de un fin constitucionalmente legítimo. La segunda, la necesidad de la intervención, del 
sacrificio o afectación del derecho que resulta limitado de manera que no exista un 
procedimiento menos gravoso o restrictivo. Y, por último, su proporcionalidad en 
sentido estricto, es decir, la ponderación entre daños y beneficios, que se acredite un 
equilibro entre los beneficios obtenidos por la medida limitadora y los daños derivados 
para el ejercicio del derecho
279
.  
                                                 
276
 Vid. STC 159/1986, de 12 de diciembre, FJ. 6 (RTC\1986\159). 
277
 STC 159/1986, FJ 6, ya referenciada. 
278
 STS de 18 de junio de 1992, FJ 3 (RJ 1992\6004). 
279
 Cfr. J. BARNÉS, “El principio de proporcionalidad”, Cuadernos de Derecho Público, 5, Instituto 
Nacional de Administración Pública, Madrid, 1998; M. MEDINA GUERRERO, La vinculación negativa del 
legislador a los derechos fundamentales, Ed. McGraw Hill, Madrid, 1996, pp. 117-145; J. JIMÉNEZ 
CAMPO, Derechos fundamentales: concepto y garantías, Ed. Trotta, Madrid, 1999, pp. 74-80. 
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Pero, ¿qué entendemos por orden público? En primer lugar, hemos de 
diferenciar dos sentidos: un sentido restringido y un sentido amplio. En sentido 
restringido, podríamos entender el orden público en su faceta policial por posibles daños 
a personas o cosas, que para DÍEZ-PICAZO
280
 ésta es la intención del constituyente. De 
hecho, a lo largo de la historia éste ha sido el significado usual, ya que se ha relacionado 
con aquellos sucesos del estilo de alborotos, disturbios, protestas, lo que coloquialmente 
conocemos como “orden en la calle”, esto es, la ausencia de perturbaciones a la 
tranquilidad ciudadana
281
. Pero esta interpretación se ha visto superada por el derecho 
europeo, ya que el Convenio Europeo de Derechos Humanos configura la limitación del 
orden público, en un sentido amplio, como el pacífico ejercicio de los derechos por 
parte de todos, en el apartado 2 del artículo 9 que afirma que “la libertad de manifestar 
su religión o sus convicciones no puede ser objeto de más restricciones que las que, 
previstas por la ley, constituyen medidas necesarias, en una sociedad democrática, para 
la seguridad pública, la protección del orden, de la salud o de la moral públicas, o la 
protección de los derechos o las libertades de los demás”. Así se establece por el propio 
Tribunal Europeo de Derechos Humanos cuando reconoce la prohibición del sacrificio 





, el acatamiento a las leyes y a las autoridades por 
éstas constituidas y a sus agentes es un elemento del propio concepto de orden público 
porque en un Estado democrático el obrar justo es el obrar conforme a las leyes y la 
máxima injusticia es el desprecio a las leyes. Esta sumisión a la ley como criterio básico 
de convivencia es un elemento esencial del concepto de orden público. Pero no es 
suficiente esta sumisión ya que no garantiza precisamente esa convivencia en un lugar 
concreto y para un grupo humano en un momento determinado. Para PECES-BARBA
284
, 
                                                 
280
 L. M. DÍEZ-PICAZO, op. cit., pp. 245 y ss. 
281
 L. MARTÍN RETORTILLO BAQUER, Las sanciones de orden público en Derecho español, Ed, Tecnos, 
Madrid, 1973; del mismo autor Bajo el signo de la Constitución: estudios de derecho público, Instituto de 
Estudios de Administración Local, Madrid, 1983; J.C. DE BARTOLOMÉ CENZANO, El orden público como 
límite al ejercicio de los derechos y libertades, Centro de Estudios Políticos y Constitucionales, Madrid, 
2002, pp. 153-244. 
282
 STEDH Tsedek contra Francia, de 27 de junio de 2000 (TEDH\2000\144). 
283
 J.C. DE BARTOLOMÉ CENZANO, El orden público como límite al ejercicio de los derechos cit., pp. 85-
93. 
284
 G. PECES-BARBA, Derecho y Derechos Fundamentales, Centro de Estudios Constitucionales, Madrid, 
1993, pp. 110 y ss. 
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es necesario que se ofrezca y garantice a todo ciudadano el disfrute de una esfera básica 
de garantías materiales, unas condiciones básicas para la subsistencia de una 
convivencia ciudadana pacífica y aceptable. Estas condiciones son: seguridad, es decir, 
la protección de las personas y sus bienes; la salubridad, unas condiciones biológicas 
mínimas que posibiliten la vida colectiva; la tranquilidad, que esa convivencia sea 
aceptable con respeto a sentimientos ajenos; y la moralidad, no identificada con ninguna 
confesión religiosa o de un grupo ideológico (lo que iría en contra del artículo 16.3 CE), 
integrada por unos criterios éticos plenamente aceptados y valores cívicos asumibles. 
La Ley Orgánica de Libertad Religiosa en su artículo 3.1
285
, basándose en este 
punto en la fórmula de la Convención de Roma de Derechos Humanos y Libertades 
Fundamentales, extiende el derecho al pleno ejercicio de las libertades públicas y los 
derechos fundamentales a la salvaguardia de la seguridad, la salubridad y la moralidad 
pública, “elementos constitutivos del orden público protegido por la ley en el ámbito de 
una sociedad democrática”. En opinión de BENEYTO, se debe interpretar el artículo 3.1 
LOLR resaltando su primer inciso, insistiendo sobre el carácter de “único límite” que se 
le atribuyen a los derechos de los demás, en consonancia con la doctrina del Tribunal 
Constitucional sobre el “contenido esencial” de los derechos fundamentales y la 
naturaleza de los “servicios esenciales”
286
. El Tribunal Constitucional reitera el carácter 
excepcional del orden público como límite de los derechos y propugna un 
entendimiento de esta cláusula coherente con el principio general de libertad; en esta 
línea, sanciona la sintonía absoluta del artículo 3.1 LOLR con el artículo 9 del Convenio 
europeo de derechos humanos que en su apartado 2 expresamente menciona como 
restricciones a la libertad de religión aquellas medidas necesarias previstas por la ley 
                                                 
285
 Artículo 3.1. “El ejercicio de los derechos dimanantes de la libertad religiosa y de culto tiene como 
único límite la protección del derecho de los demás al ejercicio de sus libertades públicas y derechos 
fundamentales, así como la salvaguardia de la seguridad, de la salud y de la moralidad pública, elementos 
constitutivos del orden público protegido por la Ley en el ámbito de una sociedad democrática”. 
286
 Vid. J. M. BENEYTO PÉREZ, op. cit. p. 22. “constituyen el contenido esencial de un derecho subjetivo 
aquellas facultades o posibilidades de actuación necesarias para que el derecho sea reconocible como 
pertinente al tipo descrito y sin las cuales deja de pertenecer a ese tipo y tiene que pasar a quedar 
comprendido en otro desnaturalizándose, por decirlo así…todo ello referido al momento histórico de que 
en cada caso se trata y a las condiciones inherentes en las sociedades democráticas, cuando se trate de 
derechos constitucionales”. STC 11/1981, de 8 de Abril (RTC\1981\11). En la misma línea, vide SSTC, 
Sala Segunda, 26/1981, de 17 de Julio (RTC\1981\26) y 33/1981, de 5 de Noviembre (RTC\1981\33) y 
341/1993, de 18 de noviembre (RTC\1993\341). 
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“para la seguridad pública, la protección del orden, de la salud o de la moral públicas, o 
la protección de los derechos o las libertades de los demás”
287
. 
Por todo ello, OLIVERAS entiende que el Tribunal Constitucional manifiesta que 
el orden público no puede interpretarse como una cláusula abierta ni puede utilizarse de 
forma preventiva y cautelar, a partir de meras sospechas de comportamientos futuros y 
sus hipotéticas consecuencias; por el contrario, es preciso acreditar judicialmente la 
existencia de un peligro cierto para la seguridad, la salud y la moralidad públicas, tal y 
como deben entenderse en una sociedad democrática
288
. Para DÍEZ-PICAZO, la regla 
general debería ser aplicar limitaciones tipo orden público del artículo 16.1 CE, de 
manera que no basta la mera sospecha para prohibir un acto, sino el fundado temor de 
causar daños graves a personas o cosas como afirma la jurisprudencia constitucional
289
. 
Respecto a las confesiones religiosas reconocidas en el artículo 6.1 LOLR, 
LLAMAZARES ha señalado que la autonomía plena de las confesiones, debe ceder ante 
los límites del orden público protegido por la ley siempre que se trate de medidas 
necesarias en una sociedad democrática para proteger y defender los valores superiores 




                                                 
287
 STC 20/1990, de 15 de febrero, FJ 3 y 5 (RTC\1990\20); STC 120/1990, de 27 de junio, FJ 10, ya 
referenciada y STC 137/1990, de 19 de julio, FJ 8 (RTC\1990\137), todas ellas relativas a la libertad 
ideológica. 
288
 NEUS OLIVERAS JANÉ, “La evolución de la libertad religiosa en la jurisprudencia del Tribunal 
Constitucional” en Revista catalana de Derecho Público, Núm. 33, Noviembre 2006 (Id. vLex: VLEX-
61823348). 
289
 En esta línea, es clave la STC 46/2001, ya referenciada. 
290
 Supuestos como los siguientes: 
- Grupos religiosos que utilizan medios fraudulentos para la obtención de sus finalidades religiosas. 
- Grupos confesionales que persiguen finalidades no religiosas e ilícitos per se. 
- Grupos confesionales que realizan actividades contrarias al orden público para la obtención de 
finalidades religiosas, o como prácticas obligadas por las normas internas de la confesión. 
- Sectas destructivas. 
Vid. D. LLAMAZARES FERNÁNDEZ, Derecho eclesiástico del Estado. Derecho de la libertad de 
conciencia, Universidad Complutense, Madrid, 1991, p. 798. 
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Además del límite expreso del orden público y como cualquier derecho 
fundamental la libertad religiosa estará limitada por el respeto a los demás derechos 
fundamentales y bienes constitucionalmente protegidos. Así, nos indica la Sentencia del 
Tribunal Constitucional 141/2000, de 29 de mayo
291
, que "... cuando el artículo 16.1 CE 
se invoca para el amparo de la propia conducta, sin incidencia directa sobre la ajena, la 
libertad de creencias dispensa una protección plena que únicamente vendrá delimitada 
por la coexistencia de dicha libertad con otros derechos fundamentales y bienes 
jurídicos constitucionalmente protegidos. Sin embargo, cuando esa misma protección se 
reclama para efectuar manifestaciones externas de creencias, esto es, no para defenderse 
frente a las inmisiones de terceros en la libertad de creer o no creer, sino para 
reivindicar el derecho a hacerles partícipes de un modo u otro de las propias 
convicciones e incidir o condicionar el comportamiento ajeno en función de las mismas, 
la cuestión es bien distinta (...) Desde el momento en que sus convicciones y la 
adecuación de su conducta a las mismas se hace externa, y no se constriñe a su esfera 
privada e individual, haciéndose manifiesta a terceros hasta el punto de afectarles, el 
creyente no puede pretender, amparado en la libertad de creencias del artículo 16.1 CE, 
que todo límite a ese comportamiento constituya sin más una restricción de su libertad 
infractora del precepto constitucional citado; ni alterar con el sólo sustento de su 
libertad de creencias el tráfico jurídico privado o la obligatoriedad misma de los 
mandatos legales con ocasión del ejercicio de dicha libertad, so pena de relativizarlos 
hasta un punto intolerable para la subsistencia del propio Estado democrático de 
Derecho del que también es principio jurídico fundamental la seguridad jurídica". En 
definitiva, un límite de cada derecho es respetar el derecho de los demás. 
En relación a los límites de este derecho fundamental a la libertad religiosa 
DÍEZ-PICAZO
292
 trata 3 supuestos problemáticos:   
- Manifestación de ideas o creencias que repugnan a una amplia mayoría de la 
sociedad, que chocan con principios morales o políticos considerados básicos en una 
sociedad. El Tribunal Constitucional respalda inequívocamente las limitaciones. La 
                                                 
291
 STC 141/2000, de 29 de mayo, analizada en el apartado C. Sujetos del derecho a la libertad religiosa, 
1. Sujeto activo: en especial, los menores de edad, de este capítulo.  
292
 L. M. DÍEZ-PICAZO, op. cit. 
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cuestión conflictiva a dilucidar es determinar si la creencia es intolerable en sí misma o 
lo intolerable es la forma de manifestación
293
. 
- Proselitismo, actividad deliberada de convencer del propio credo y ganar 
nuevos adeptos, algo inherente a las creencias. En Grecia existe una prohibición expresa 
constitucional del proselitismo religioso. El Tribunal Europeo de Derechos Humanos 
distingue proselitismo lícito e ilícito (presión, ofrecer ventajas materiales o sociales)
294
. 
- Indumentaria, por ejemplo, el velo islámico que en determinadas circunstancias 
deben llevar las mujeres que profesan la religión musulmana. Discusión sobre su uso en 
determinadas situaciones: estudiantes, funcionarios…la pregunta clave es si se puede 
considerar su uso como un signo de sumisión de la mujer al hombre. Esta cuestión 
también deriva en otra problemática jurídica cual es preguntarse si se puede obligar a 
ser libre a quien no desea serlo. Sin ánimo de desviarnos de nuestro tema, sí podemos 
concluir que a los mayores de edad no se les puede obligar a ser libres contra su 
voluntad, pero en el caso de los menores, nos podríamos encontrar con una colisión 
entre el derecho de sus padres a decidir la formación religiosa y moral de sus hijos (art. 
27.3 CE) y el libre desarrollo de la personalidad y respeto a los principios de la 
democracia constitucional (art. 27.2 CE).  
En relación con este último punto es destacable la sentencia del Tribunal 
Europeo de Derechos Humanos de 29 de junio de 2004
295
. Una ciudadana turca, con 
residencia en Viena, se traslada a esta ciudad europea al no ser admitida en varias clases 
y sesiones prácticas en la Universidad de Estambul en la que cursaba estudios de 
Medicina. La razón es que llevaba el velo islámico y existía un reglamento de la propia 
Universidad que prohibía el acceso a mujeres con esta indumentaria. Fue expulsada 
durante un semestre aunque posteriormente fue amnistiada de todas las sanciones 
disciplinarias que recayeron sobre Leyla Çahin, que era su nombre. Durante este tiempo 
                                                 
293
 SSTC 214/1991, de 11 de noviembre (RTC\1991\214), 176/1995, de 11 de diciembre 
(RTC\1995\176), 235/2007, de 7 de noviembre (RTC\2007\235). En línea contraria, STC 20/1990, ya 
referenciada. En el ámbito europeo, STEDH Otto Preminger Institut contra Austria de 20 de septiembre 
de 1994 (TEDH\1994\29). 
294
 SSTEDH de 24 febrero de 1998, caso Larissis contra Grecia y de 25 mayo de 1993, caso Kokkinakis 
contra Grecia, sentencias analizadas en 2a. Naturaleza jurídica y contenido. Ambas sentencias 
referenciadas en nota 197. 
295
 STEDH Leyla Çahin contra Turquía, de 29 de junio de 2004 (TEDH\2004\46). 
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se matriculó en la Universidad de Viena para seguir con sus estudios de Medicina.  
Leyla acude al Tribunal europeo al considerar estos hechos un atentado injustificado 
contra su derecho a la libertad de religión, principalmente a su derecho de manifestar su 
religión ya que su manera de vestir debe ser tratada como la observancia de una regla 
religiosa que ella considera como una “práctica reconocida”.  
El Tribunal constata que esta norma que afectaba al ámbito universitario 
prohibía claramente el uso de ropa religiosa, incluido el velo islámico, en las clases 
prácticas de estudio de ciencias de la salud y de ciencias aplicadas, por lo que estaba 
prevista en la ley. Además, considera que en una sociedad democrática, el Estado puede 
limitar el uso del velo islámico si su uso perjudica el objetivo contemplado de 
protección de los derechos y libertades ajenos, del orden y de la seguridad pública, 
teniendo en cuenta la existencia de movimientos fundamentalistas religiosos que tratan 
de imponer a toda la sociedad sus símbolos religiosos y su concepción de la sociedad 
basada en reglas religiosas que pueden ejercer una presión sobre los estudiantes que no 
practican la religión en cuestión sin que tal prohibición pueda suponer un “atentado 
contra el principio de pluralismo ni chocar contra otros derechos consagrados por el 
Convenio, ni suprimir totalmente la libertad de manifestar la religión o la convicción”. 
En consecuencia, y atendiendo a las especiales circunstancias de un país como Turquía 
donde el principio de laicidad es fundamental como garantía de los valores 
democráticos y de los principios de inviolabilidad de la libertad de religión y de la 
igualdad de los ciudadanos ante la Ley, el Tribunal considera necesaria y proporcionada 
que la libertad de manifestar la religión pueda restringirse con la finalidad de proteger el 
propio sistema democrático en Turquía.  
En conclusión, la libertad religiosa tiene sus límites. Uno, expreso, el orden 
público explícitamente establecido en el artículo 16.1 CE. Y hay otros, implícitos, en 
cuya virtud determinados bienes valores de relevancia constitucional, no recogidos en el 
artículo 16 CE, pueden modular el contenido constitucionalmente garantizado de este 
derecho. Todos estos límites habrán de interpretarse restrictivamente en atención al 
mayor valor de la libertad, conforme a las exigencias del principio de proporcionalidad 
y, en último extremos, de su contenido esencial.  
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e. Libertad religiosa y objeción de conciencia 
 
Una vez reconocido este derecho a los individuos nos planteamos si en virtud del 
mismo una persona puede omitir una conducta impuesta por un deber jurídico. En línea 
con lo comentado al inicio de este capítulo ¿puede una hermandad o un miembro de la 
Junta de Gobierno acogerse a la objeción de conciencia para no cumplir la normativa 
civil de protección de datos? Numerosos casos ha habido a lo largo de los años sobre la 
objeción de conciencia que han llegado a los tribunales para dilucidar si existe este 
derecho, su alcance y límites. La objeción de conciencia es la negativa u oposición 
amparada por razones de conciencia religiosa o ideológica a someterse a una orden o 
mandato de la autoridad que, en principio, le sería jurídicamente exigible. Por tanto, dos 
son los elementos esenciales para su ejercicio
296
: 
- la existencia de una actitud ética real basado en un criterio de conciencia 
religiosa o ideológica que obliga al individuo a actuar en contra de un deber jurídico. 
- la existencia de un deber jurídico válido.  
Realmente supone, dicho en otras palabras, un conflicto entre la ética pública 
concretada en el derecho que emana de las normas aprobadas democrática y legalmente 
y la ética o moral privada derivada de la libertad de conciencia de cada persona. Por 
tanto, se plantea un dilema jurídico: por un lado, un deber jurídico inexcusable como es 
obedecer y cumplir el Derecho y, por otro lado, la tutela de la autonomía moral del 
individuo frente a deberes jurídicos que lesionan gravemente su conciencia. Pasemos a 
analizar, brevemente, la naturaleza jurídica de la objeción de conciencia. 
En primer lugar, podemos afirmar que la Constitución española no reconoce 
explícitamente el derecho fundamental a la objeción de conciencia. Ahora bien, hay una 
referencia expresa en el artículo 30.2 que afirma que “la Ley fijará las obligaciones 
militares de los españoles y regulará, con las debidas garantías, la objeción de 
conciencia, así como las demás causas de exención del servicio militar obligatorio, 
pudiendo imponer, en su caso, una prestación social sustitutoria”. Luego, había una 
                                                 
296
 FRANCISCO OLIVA BLÁZQUEZ, “La objeción de conciencia ¿un derecho constitucional?” en 
FRANCISCO JOSÉ ALARCOS MARTÍNEZ (Dir.), Objeción de conciencia y sanidad, Ed. Comares, Granada, 
2011, pp. 51-72. 
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
139 
Felipe García de Pesquera Gago 
previsión constitucional relativa al supuesto del servicio militar obligatorio. No le 
vamos a dedicar más tiempo puesto que esta previsión carece de todo valor desde que se 
suspendió el servicio militar obligatorio a partir del 31 de diciembre de 2001. 
En segundo lugar y muy relacionado con nuestro tema, la doctrina está muy 
dividida sobre la consideración de la objeción de conciencia como elemento sustancial 
de la propia libertad ideológica o religiosa y se pueden distinguir tres posturas: quienes 
están radicalmente en contra de considerar la objeción de conciencia como un derecho 
fundamental en virtud del mandato constitucional del artículo 9 en virtud del cual tanto 
poderes públicos como ciudadanos están sometidos al imperio de la Ley; otros están 
claramente a favor ya que entienden que la libertad ideológica o religiosa garantiza el 
derecho a comportarse en todas las circunstancias de la vida conforme a las propias 
creencias de cada uno; y, por último, un sector de la doctrina entiende que estamos ante 
un derecho subjetivo no fundamental
297
. Ante tal división nos acercamos a la 
jurisprudencia para aclarar esta cuestión pero lo más llamativo a simple vista es que no 
hay, en principio, una clara y firme posición. 
En una primera fase y nos centramos en la relación entre objeción de conciencia 
y aborto, el Tribunal Constitucional reconoce la objeción de conciencia como un 
derecho fundamental al “formar parte del contenido del derecho fundamental a la 
libertad ideológica y religiosa reconocido en el artículo 16.1 CE”. Esta sentencia, la 
53/1985
298
, resolvía el recurso de inconstitucionalidad presentado contra el proyecto de 
Ley Orgánica de reforma del artículo 417 bis del Código Penal que reconocía a los 
médicos y personal asistente sanitario la no obligación de practicar interrupciones de 
embarazo.  
Poco tiempo después, dos sentencias seguidas del Alto Tribunal precisan y 
definen la naturaleza jurídica de la objeción de conciencia. La sentencia 160/1987
299
, 
que resuelve el recurso de inconstitucionalidad presentado contra la Ley 48/1984, de 26 
de diciembre, reguladora de la objeción de conciencia y de la prestación social 
                                                 
297
 A favor, por ejemplo, S. SIEIRA MUCIENTES, “Objeción de conciencia: concepto y caracteres” en La 
objeción de conciencia sanitaria, Ed. Dykinson, Madrid, 2000; en contra L.M. DÍEZ-PICAZO GIMÉNEZ, 
op. cit. 
298
 STC 53/1985, de 11 de abril, ya referenciada. 
299
 STC 160/1987, ya referenciada. 
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sustitutoria, afirma que la objeción de conciencia es un derecho de naturaleza 
excepcional que permite una conducta que se separa de la norma general y convierte 
dicha conducta en lícita, legítima y legal. En cambio, la sentencia 161/1987
300
 es más 
clara al rechazar la existencia de un derecho fundamental a la objeción de conciencia, 
considerando el derecho a la objeción de conciencia como “un derecho constitucional 
autónomo, de naturaleza excepcional, pues supone una excepción al cumplimiento de 
un deber general”. En definitiva, la objeción de conciencia no está reconocida con 
carácter general puesto que si lo estuviera sería como negar la misma idea de Estado. La 
objeción de conciencia se puede admitir excepcionalmente respecto de un deber 
concreto y así lo considera el Tribunal Constitucional ya que trata de solucionar 
problemas concretos. Por ejemplo, en la ya mencionada Sentencia del Tribunal 
Constitucional 53/1985, se reconoce la objeción de conciencia como parte del contenido 
del derecho fundamental a la libertad ideológica y religiosa en el supuesto en que se le 
podía obligar a un médico a practicar un aborto en contra de su voluntad teniendo muy 
en cuenta que en aquel momento era un ilícito penal frente al que se reconocían 
circunstancias muy concretas que permitían excluir la punibilidad de la conducta. Esta 
línea la mantiene el Tribunal Supremo
301
.  
Muy recientemente, el Tribunal Constitucional
302
 ha fallado a favor de la 
objeción de conciencia de un farmacéutico que no disponía del mínimo de existencias 
de un producto, concretamente la llamada “píldora del día después”. La Junta de 
Andalucía había sancionado a dicho farmacéutico, al que no le reconocía su derecho a 
objetar, al igual que el Juzgado de lo Contencioso-administrativo y recurre al Tribunal 
Constitucional solicitando amparo. Éste se lo concede al entender que, en este caso 
concreto, la sanción impuesta al demandante vulneró su derecho a la objeción de 
conciencia como manifestación de la libertad ideológica y religiosa, que la Constitución 
reconoce en su artículo 16.1. 
Dos son las cuestiones que analiza el Tribunal para resolver el recurso: de un 
lado, si el derecho a la objeción de conciencia que la doctrina constitucional reconoce a 
los médicos es también aplicable a los farmacéuticos; de otro, la incidencia del derecho 
                                                 
300
 STC 161/1987, de 27 de octubre (RTC\1987\161). 
301
 SSTS de 16 de enero de 1998 (RJ\1998\566), 23 de abril de 2005 (RJ\2005\6382). 
302
 STC 145/2015, de 25 de junio (JUR\2015\191268). 
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a la objeción de conciencia sobre otros derechos y, de forma particular, sobre el derecho 
de la mujer a la salud sexual y reproductiva, que incluye el acceso a las prestaciones 
sanitarias para la interrupción voluntaria del embarazo así como el acceso a los 
medicamentos anticonceptivos y contraceptivos autorizados en España. 
Respecto a la primera de las cuestiones analizadas, el Pleno concluye que “los 
aspectos determinantes” que llevaron al Tribunal al “singular reconocimiento” del 
derecho a la objeción de conciencia de los médicos (STC 53/1985) pueden concurrir 
también “cuando la referida objeción se proyecta sobre el deber de dispensación de la 
denominada ‘píldora del día después’ por parte de los farmacéuticos”. 
Pese a las diferencias “de índole cuantitativa y cualitativa” existentes entre la 
participación de los médicos en la interrupción voluntaria del embarazo y la 
dispensación, por parte de un farmacéutico, del medicamento conocido como “píldora 
del día después”, el Pleno considera que existe un paralelismo entre el conflicto de 
conciencia del demandante y el que afecta a los facultativos. Y ello porque, explica la 
sentencia, en determinados supuestos, la “píldora del día después” podría causar en las 
mujeres embarazadas un efecto que choca “con la concepción que profesa el 
demandante sobre el derecho a la vida”. A esta similitud se añade que, desde esa 
perspectiva, la actuación del farmacéutico “en su condición de expedidor autorizado de 
la referida sustancia, resulta particularmente relevante”. 
En cuanto al segundo aspecto citado, el Tribunal concluye que el 
incumplimiento por el demandante de su deber de contar en su farmacia con el “mínimo 
de existencias establecido normativamente” no puso “en peligro” el derecho de la mujer 
“a acceder a los medicamentos anticonceptivos autorizados por el ordenamiento jurídico 
vigente”. De hecho, explica la sentencia, “la farmacia regentada por el demandante se 
ubica en el centro urbano de la ciudad de Sevilla, dato éste del que se deduce la 
disponibilidad de otras oficinas de farmacia relativamente cercanas”. 
La sentencia tiene en cuenta, además, que el demandante estaba inscrito como 
objetor de conciencia en el Colegio Oficial de Farmacéuticos de Sevilla, cuyos 
Estatutos, aprobados “definitivamente” por la Consejería de Justicia y Administración 
Pública de la Junta de Andalucía el 8 de mayo de 2006, reconocen de forma expresa la 
objeción de conciencia como “derecho básico de los farmacéuticos colegiados en el 
ejercicio de su actividad profesional”. Por ello, señala, “el demandante actuó bajo la 
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legítima confianza de ejercitar un derecho, cuyo reconocimiento estatutario no fue 
objetado por la Administración”. 
“A la vista de la ponderación efectuada sobre los derechos e intereses en 
conflicto y de las restantes consideraciones expuestas –concluye el Pleno-, hemos de 
proclamar que la sanción impuesta por carecer de las existencias mínimas de la 
conocida como ‘píldora del día después’ vulnera el derecho del demandante a la libertad 
ideológica garantizado por el artículo 16.1 CE, en atención a las especiales 
circunstancias” de este caso concreto. 
Al demandante se le impuso una sanción de más de 3.000 euros por no disponer 
en su farmacia de dos de los productos incluidos en la relación de obligada disposición: 
la citada píldora y preservativos. En este punto, sin embargo, el Tribunal rechaza 
concederle el amparo porque “ningún conflicto de conciencia con relevancia 
constitucional puede darse en este supuesto”. “Es patente –señala la sentencia- que el 
incumplimiento de la obligación relativa a las existencias de preservativos queda 
extramuros de la protección que brinda” el artículo 16.1 CE. 
El otorgamiento del amparo se limita, por tanto, a la sanción correspondiente a la 
negativa del demandante a vender el medicamento conocido como “píldora del día 
después”. 
Más mediática es la polémica sobre el derecho a la objeción de conciencia frente 
a la asignatura de Educación para la Ciudadanía. La STS de 11 de febrero de 2009
303
 
resuelve denegando la solicitud de reconocimiento de objeción de conciencia frente a tal 
asignatura ya que no se reconoce un derecho a la objeción de conciencia de alcance 
general pero sí reconoce un derecho a quedar eximido del cumplimiento de algún deber 
jurídico válido en circunstancias verdaderamente excepcionales como pueden ser el 
servicio militar obligatorio o el aborto en los supuestos despenalizados. 
Precisamente en base a este argumento, y aunque parezca contradictorio, el 
Tribunal Superior de Justicia de Castilla y León en su sentencia de 23 de septiembre de 
2009
304
 decide reconocer el derecho a la objeción de conciencia a unos padres que “no 
                                                 
303
 STS de 11 de febrero de 2009 (RJ 2009\1877). 
304
 STSJ Castilla y León de 23 de septiembre de 2009 (RJ\2009\896). 
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se limitan a invocar el derecho genérico a la objeción como mero corolario o 
especificación del derecho a la libertad ideológica o religiosa” sino que “se ven 
obligados a acudir a la objeción de conciencia con carácter instrumental para hacer 
efectivo (…) otro derecho fundamental, específico y autónomo, que singularmente les 
reconoce a ellos, en cuanto padres de menores en curso escolar, el artículo 27.3 CE”. Es 
decir, se reconoce el derecho de objeción de conciencia en la circunstancia excepcional 
en cuanto plantea a los padres el conflicto moral e ideológico que la impartición de esta 
asignatura origina a sus hijos y, matizamos, en el momento real en que se plantea este 
conflicto moral y no con carácter general o de manera cautelar como ha afirmado 
recientemente el Tribunal Constitucional
305
. En este último caso la madre de un menor 
solicitó el reconocimiento de la objeción de conciencia para no cursar la asignatura de 
Educación para la Ciudadanía en un colegio andaluz y fue rechazada por la Consejería 
de Educación de la Junta de Andalucía. Recurrió en tribunales y tras varias sentencias, 
con fallos distintos entre sí, acudió en vía de amparo al Tribunal Constitucional, que no 
admitió su recurso porque “la recurrente carece de interés legítimo, por cuanto pretende 
la utilización del recurso de amparo como una acción contra una lesión de derechos 
meramente eventual o potencial, no como una reacción frente a una vulneración de los 
derechos real”. La asignatura se tenía que impartir en el curso siguiente al que estaba 
matriculado su hijo.  
Respecto a las personas jurídicas, tanto la libertad de pensamiento como de 
conciencia no es aplicable por su propia naturaleza. En cuanto a la libertad ideológica, 
parte de la doctrina estima que la persona jurídica puede tener ideología, por ejemplo un 
partido político y, por tanto, podría ejercer su derecho a la objeción de conciencia. En 
esta línea SIEIRA defiende esta posibilidad en el ámbito sanitario de forma que los 
hospitales se nieguen a practicar en sus instalaciones abortos por razones ideológicas o 
religiosas
306
. Lo que sí es cierto es que nada impide el desarrollo de los niveles de 
expresión o comunicación y de acción. Por tanto, nada impide a la Iglesia Católica el 
derecho a manifestar sus creencias u opiniones y a actuar conforme a ellas, sobre todo a 
partir de la existencia de un mandato constitucional que obliga al Estado a mantener 
                                                 
305
 STC 28/2014, de 24 de febrero (RTC\2014\28). 
306
 S. SIEIRA MUCIENTES, “Objeción de conciencia: concepto y caracteres” en La objeción de conciencia 
cit., pp. 17-33.  
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Entiendo que no existe un derecho general a la objeción de conciencia que 
permita a cualquier persona y en cualquier circunstancia dejar de cumplir con un deber 
jurídico válido que le viene impuesto amparándose en su libertad de conciencia puesto 
que así entendido sería incompatible con el funcionamiento del propio Estado 
democrático de Derecho ya que equivaldría a que la eficacia de las normas jurídicas 
dependiera, en la práctica, de su conformidad con cada conciencia individual. 
Ahora bien, esto no quiere decir que no exista la objeción de conciencia como 
derecho. Nos parece evidente que la objeción de conciencia es una manifestación de la 
libertad ideológica o de conciencia y que en circunstancias verdaderamente 
excepcionales puede entenderse como un derecho a quedar eximido del cumplimiento 
de algún deber jurídico válido. Es un derecho constitucional autónomo, pero no 
fundamental.  
En consecuencia, es posible ejercitar el derecho constitucional a la objeción de 
conciencia frente a deberes jurídico concretos, siempre y cuando exista un 
reconocimiento legal
308
 o reconocimiento judicial. Finalmente, los jueces y tribunales 
pueden reconocer el derecho a la objeción de conciencia en aquellos supuestos, 
ciertamente excepcionales, en los que se detecta de manera nítida, y sin lugar a dudas, la 
existencia de un conflicto intolerable entre el deber jurídico y la libertad de conciencia 
del obligado a cumplir la norma, que en el caso de los miembros de una hermandad no 
ha lugar y, por supuesto, la propia hermandad no podrá ampararse en la objeción de 
conciencia puesto que este derecho no se reconoce a las personas jurídicas.  
                                                 
307
 Artículo 16.3 CE: “3. Ninguna confesión tendrá carácter estatal. Los poderes públicos tendrán en 
cuenta las creencias religiosas de la sociedad española y mantendrán las consiguientes relaciones de 
cooperación con la Iglesia Católica y las demás confesiones”. 
308
 Derecho reconocido a los profesionales sanitarios en los supuestos de aborto (art. 19.2 LO 2/2010, de 3 
de marzo, de salud sexual o reproductiva y de la interrupción voluntaria del embarazo), a los 
farmacéuticos (art. 5.10 de la Ley 8/1998, de 16 de junio, de Farmacia, de la Rioja; art. 6 de la Ley 
5/1999, de 21 de marzo, de Farmacia, de Galicia; art. 3.2 de la Ley 7/2001, de 19 de diciembre, de 
Farmacia, de Cantabria y art. 17 de la Ley 5/2005, de 27 de junio, de Farmacia, de Castilla La Mancha). 
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El Código de Derecho Canónico de 1983 incluye un listado de derechos y 
obligaciones para todos los fieles católicos, sean clérigos o laicos, en los cánones 208 a 
223. La buena fama y la intimidad de la vida privada se configuran en la Iglesia como 
derechos fundamentales de los fieles y así se recogen expresamente en el canon 220. En 
primer lugar, este canon reconoce dos derechos distintos: por un lado, la buena fama y, 
por el otro, la privacidad. El derecho a la buena fama tiene una mayor tradición en la 
Iglesia Católica y se nos aleja algo del contenido de este trabajo. En cambio ¿cuál es el 
origen, las raíces de la protección por parte de la legislación de la Iglesia del derecho a 
la privacidad o intimidad?  
Algún autor considera el secreto de confesión como un antecedente del derecho 
a la intimidad
309
 pero no es hasta el Código de Derecho Canónico de 1917 cuando 
encontramos algunos cánones cuya finalidad es proteger la intimidad de los individuos 
pero no de todos sino que prácticamente se centra en exclusividad en el secreto de 
confesión, e indirectamente en la intimidad de los confesados. En este derogado Código 
no existe un reconocimiento explícito de la protección de un derecho universal a la 
intimidad pero, por ejemplo, se faculta a los religiosos, dentro de unos estrictos 
parámetros, para defender la privacidad de su correspondencia de manera que sus 
superiores no podían exigir la manifestación de conciencia por la cual el novicio o 
seminarista estaba obligado a contar a su superior todo aquello que entendiera que iba 
en beneficio de su alma y su progreso espiritual. Esto fue prohibido por León XIII en 
1890.  
No es hasta el pontificado de Juan XXIII cuando encontramos la primera carta 
de derechos de los católicos. Para BRADLEY
310
 es el verdadero punto de inflexión. Este 
                                                 
309
 M. COLOMBO, La protección de la intimidad (canon 220 CIC) y el examen psicológico en la admisión 
a la formación sacerdotal, Roma, Pontificia Studiorum Universitas a S. Thoma AQ. in Urbe, 1995, pp. 
64-74. Este autor en su búsqueda de las huellas del desarrollo del secreto de confesión se remonta a 
escritos de san Basilio, del papa León el Grande, Decretos de Graciano y al IV Concilio de Letrán. 
310
 M. BRADLEY, “The evolution of the right to privacy in the 1983 code: canon 220” en Studia canonica, 
38, 2004, pp. 527-574 (en inglés). 
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Papa en su Encíclica Pacem in Terris expresa que los derechos reconocidos en la 
Declaración Universal de los Derechos del Hombre se fundamentan en el derecho 
natural y que cada individuo posee una serie de derechos naturales entre los cuales 
incluye el derecho a respetar a los demás y el derecho a la buena fama. 
El sistema jurídico-canónico vigente encuentra un importante punto de apoyo en 
la afirmación del Concilio Vaticano II que señala como una de las notas características 
del tiempo que nos ha tocado vivir el desarrollo de la conciencia de la dignidad humana 
y de sus derechos y deberes universales e inviolables, entre los que menciona el derecho 
a la buena fama y a la protección de la vida privada
311
. 
Por diversas razones, entre otras el recelo de la jerarquía católica a reconocer la 
privacidad en todas sus facetas a los miembros del estado eclesiástico, no se incluyó 
explícitamente el derecho a la privacidad y se sustituye en el ordenamiento jurídico 
canónico por el concepto intimitatem, lo que sugiere que se admite una cierta reticencia 




b. La insuficiencia del canon 220 para el ejercicio real del derecho a la 
protección de datos personales 
 
Hay numerosas disposiciones tutelares del derecho a la intimidad en el 
ordenamiento de la Iglesia
313
, pero no hay ninguna mención expresa y explícita al 
derecho a la protección de datos en el ordenamiento jurídico de la Iglesia Católica. 
Algunos autores
314
 recurren al canon 220 del CIC que establece que “a nadie le es lícito 
lesionar ilegítimamente la buena fama de que alguien goza, ni violar el derecho de cada 
                                                 
311
 Cfr. Constitución Pastoral Gaudium et Spes, nº 26. 
312
 Para un amplio desarrollo de este proceso en la Iglesia cfr. M. BRADLEY, “The evolution of the right to 
privacy in the 1983 code: canon 220” en Studia canonica cit., pp. 527-574 (en inglés). 
313
 Cf. JORGE OTADUY GUERÍN, “La Iglesia Católica ante la Ley española de Protección de Datos” in Ius 
Canonicum XLV  90, 2005, p. 543. Cita las disposiciones relativas a la actividad del consejo y guía 
espiritual de los fieles, al ministerio de los clérigos, la selección de candidatos a las sagradas órdenes o a 
la vida consagrada, la celebración del matrimonio, la legislación sobre archivos… 
314
 Cf. J. OTADUY GUERÍN, La Iglesia Católica ante la Ley cit., pp. 453 y ss.; Cfr. VITTORIO MARCOZZI, 
“Il diritto alla propria intimità nel nuovo Codice di Diritto Canonico" en la revista Vita Consacrata, nº 20, 
1984, pp. 552-559. 
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persona a proteger su propia intimidad”
315
. En virtud de este canon, entienden que la 
Iglesia Católica reconoce el derecho a la protección de la propia intimidad por ser un 
derecho natural de la persona que todos debemos respetar. A sensu contrario, podemos 
entender que entrar legítimamente en esa intimidad no es violar ese derecho, en línea 
con el artículo 1.1 de la Ley Orgánica de protección civil de derechos al honor, 
intimidad personal y propia imagen, de 5 de mayo de 1982
316
.  
Hagamos un poco de historia sobre el proceso de génesis de este canon, sobre 
todo en la parte que nos afecta, la inclusión del derecho a la intimidad. La primera 
mención que en algún texto vaticano se hace a la intimidad de las personas la 
encontramos en un discurso del Papa a finales de la década de los 50 del siglo XX. En 
tal discurso dirigido a psicólogos de diversas nacionalidades, Pío XII afirma que es 
lícito entrar en la intimidad de una persona si ésta consiente en ello con un 
consentimiento verdaderamente libre
317
. Este consentimiento tiene que ser libre o 
exento de toda coacción injusta, pero para ser verdaderamente libre tiene que estar la 
persona debidamente informada de lo que va a hacer con ella, de las consecuencias que 
va a tener el hurgar en su intimidad ya que pueden salir a la luz sentimientos, 
inclinaciones, aversiones, etc. que ella ignora y que ella incluso no puede sospechar. 
Durante la elaboración del vigente Código de Derecho Canónico, proceso que se 
inicia en 1966 y se promulga en 1983, se incorpora a última hora el derecho a la propia 
intimidad
318
. Realmente estaba pensado reconocer este derecho exclusivamente para los 
candidatos a ser seminaristas o novicios de una Institución religiosa y, más adelante, se 
extiende a los sacerdotes. Es el Papa Juan Pablo II el que introduce en el Código el 
derecho a la intimidad como un derecho de la persona tras revisar el borrador del 
                                                 
315
 Canon 220: “Nemini licet bonam famam, qua quis gaudet,illegitime laedere, nec ius cuiusque personae 
ad propriam intimitatem tuendam violare”. 
316
 Artículo 1.1: “El derecho fundamental al honor, a la intimidad personal y familiar y a la propia 
imagen, garantizado en el artículo 18  de la Constitución, será protegido civilmente frente a todo género 
de intromisiones ilegítimas, de acuerdo con lo establecido en la presente Ley Orgánica”. 
317
 PIO XII, Discurso a los Participantes al XIII Congreso Internacional de Psicología aplicada, “Sobre el 
respeto a la intimidad de las personas”, 10 de abril de 1958, apartado 7. http://w2.vatican.va/content/pius-
xii/es/speeches/1958/documents/hf_p-xii_spe_19580410_psicologia-applicata.html.  
318
 Para un completo análisis del origen y génesis de este canon recomiendo la lectura de ALFONSO 
CAUTERUCCIO, “Il diritto a la buona fama e dalla intimitá. Annalisi e commento del canone 220” en 
Comentarium pro religiosis et missionaris, 73, 1992, pp. 39-81. 
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El derecho a la intimidad se incluye en este canon ya que los redactores 
entienden que tanto la buena fama como la intimidad son dos derechos intrínsecamente 
unidos. En palabras de CAUTERUCCIO, con la difamación se viola inevitablemente la 
intimidad de la persona y viceversa, al exponer la intimidad de la persona corre el riesgo 
de comprometer su buena reputación
320
. Por su proceso de revisión como por su 
ubicación en el CIC dentro del título II de las obligaciones y derechos de todos los 
fieles, el canon 220 es fundamental ya que en él se fundan los otros cánones que de 
modo directo o indirecto se relacionan con el derecho a la buena fama o la intimidad, 
hasta 15 cánones. El derecho a la intimidad representa una absoluta novedad en el 
ordenamiento canónico y quiere responder a la exigencia de proteger a la persona frente 
a injerencias indebidas en su propia intimidad. La conclusión es obvia, el derecho a la 
intimidad es un derecho de toda persona, no es un derecho adquirido tras la recepción 
del bautismo y alcanzar la condición de fiel católico, sino por su nacimiento. 
No obstante, esta protección no implica que la Iglesia haya de recoger 
explícitamente en su ordenamiento jurídico todos los derechos y deberes civiles, pues 
esto compete más bien a los ordenamientos estatales pero sí lo reconoce como uno de 
los derechos que tienen todos los fieles católicos. Este canon 220 obliga a todos a 
respetar siempre el derecho a la intimidad de cada persona, pero a su vez este derecho 
está condicionado por lo prescrito en el canon 223 §§1 y 2
321
. En palabras de 
BRADLEY
322
, la infraestructura legal de la Iglesia no es tan explícita como debería ser en 
cuanto a la claridad y definición de la intimidad como un valor a defender. La Iglesia es 
una comunidad de creyentes jerarquizada con una finalidad espiritual, “la salvación de 
almas”. En este contexto, la relación fieles-jerarquía, se ha de ejercitar este derecho y 
                                                 
319
 Así lo afirma V. MARCOZZI, “Il diritto a la propia intimitá nel nuovo Codice” cit., p. 574. 
320
 A. CAUTERUCCIO, “Il diritto a la buona fama e dalla intimitá. Annalisi” cit., p. 60. 
321
 Canon 223: “En el ejercicio de sus derechos, tanto individualmente como unidos en asociaciones, los 
fieles han de tener en cuenta el bien común de la Iglesia, así como también los derechos ajenos y sus 
deberes respecto a otros. 
§2. Compete a la autoridad eclesiástica regular, en atención al bien común, el ejercicio de los derechos 
propios de los fieles”. 
322
 M. BRADLEY, “The evolution of the right to privacy cit., pp. 527-574. 
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así se condiciona. De este canon 220 se deduce, por tanto, que hay una esfera privada 
dentro de la cual el individuo puede realizar libremente sus elecciones. Los límites de 
esta esfera privada del individuo no se establecen de manera general sino que está 
condicionada por muchas circunstancias individuales en función de su impacto en el 
bien común. En el ejercicio de sus derechos, tanto individualmente como unidos en 
asociaciones, los fieles han de tener en cuenta el bien común de la Iglesia, así como 
también los derechos ajenos y sus deberes respecto a otros. 
El problema se plantea desde el momento en que el ordenamiento de la Iglesia 
prevé, a fin de desarrollar su propia actividad institucional, la tenencia de registros y 
libros para la recogida de datos de los fieles, por ejemplo, los libros sacramentales que 
han de llevar las parroquias de acuerdo a lo dispuesto en el canon 535, al que le 
dedicamos un apartado específico en esta tesis
323
. Naturalmente esta actividad habrá de 
realizarse de manera que no se lesionen la buena fama y la intimidad de la persona, 
teniendo en cuenta, en particular, que el uso de los datos deberá estar condicionado por 
el propio interés del individuo a que no se usen los mismos, derecho que se respeta en el 
ordenamiento civil pero que no encuentra amparo específico en la regulación canónica. 
OTADUY entiende que las disposiciones vigentes del Código de Derecho 
Canónico sobre la protección de la intimidad de las personas en los archivos de la 
Iglesia podrían adaptarse sin dificultad a los ficheros informatizados desarrollándose el 
canon 220 en el ámbito del derecho particular, entiéndase en el ámbito territorial local, 
para la protección de la privacidad de los fieles de la Iglesia. Enumera diferentes 
cánones que regulan aspectos relacionados con esta materia, cuyos criterios normativos 
tendrían una fácil adaptación a la aplicación de las nuevas tecnologías a la actividad 
pastoral y de gobierno de la Iglesia. Entre estos, destacamos el reconocimiento del 
derecho de acceso a la información referida al estado personal de los fieles (c. 487.2), la 
imposición del deber de guardar secreto a quien conozca por oficio información 
confidencial (c. 489.1), el establecimiento de normas sobre destrucción de documentos 
transcurridos ciertos plazos y cumplidas determinadas condiciones (c. 489.2) o de 
                                                 
323
 Vide la problemática de los libros de bautismo en el capítulo IV.2 Ficheros, de este trabajo, y libros de 
confirmaciones y matrimonios en el capítulo VI.6. Especialidades de cada derecho ARCO. 
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normas sobre la custodia de documentos (c. 486.1) o la ubicación de archivos y las 
medidas de seguridad pertinentes (cc. 487.1, 488, 490)
324
. 
Esta solución que propone OTADUY es la que está en vigor en la República de 
Italia, con alguna diferencia sustancial, que desarrollamos más adelante
325
. En nuestra 
opinión, el canon 220 no es suficiente base para amparar el derecho a la protección de 
datos de los fieles católicos por la propia configuración de la norma, ya que no se refiere 
a este derecho sino a la intimidad del individuo, concepto que ha sido superado por 
legisladores, doctrina y jurisprudencia como hemos analizado detenidamente en el 
capítulo I. Por eso, creemos necesaria una normativa canónica específica sobre la 
protección de datos de carácter personal que nos permita, por un lado, respetar la 
autonomía organizativa de la Iglesia reconocida en los Tratados Internacionales y, por el 
otro lado, garantizar este derecho fundamental a los fieles católicos, sin perjuicio de la 
aplicación de la legislación civil vigente en esta materia.  
  
                                                 
324
 Cf. J. OTADUY GUERÍN, op. cit., pp. 453 y ss. 
325
 Dentro del Capítulo III.1.b Ámbito de aplicación de la LOPD en el epígrafe 2 Posturas doctrinales 
contrarias: la posición de OTADUY. 
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Capítulo III 
 Aplicabilidad de la Ley Orgánica de Protección de Datos Personales 
15/1999, de 13 de diciembre (LOPD) a la Iglesia Católica y a las 
Hermandades y Cofradías 
 
Ante la respuesta negativa a la cuestión planteada en el capítulo anterior acerca 
de la suficiencia de la normativa específica canónica para proteger el derecho 
fundamental a la protección de datos de los fieles y demás miembros de la Iglesia 
Católica, nos centraremos en el ámbito de aplicación de la normativa civil en esta 
materia, la LOPD, y su aplicabilidad a los ficheros y registros de la Iglesia Católica. 
El problema de orden social y jurídico de la protección de datos también afecta a 
la Iglesia que, aunque no posee ficheros ni almacena datos personales de los fieles con 
una finalidad económica, su actividad cotidiana genera informaciones relativas a las 
personas con las que se relaciona. Independientemente de los archivos de carácter 
patrimonial o histórico
326
, la Iglesia sí posee archivos que contienen información de los 
                                                 
326
 Desde la caída del Imperio romano, fue la Iglesia quien asumió el cuidado de llevar constancia de 
algunos de los hechos más importantes que afectaban a la vida civil de las personas. Desde sus orígenes la 
Iglesia estaba perfectamente estructurada y organizada y contaba con su propio cuerpo jurídico, el 
Derecho Canónico. Desde mediados del siglo XIV y principios del siglo XV, la Iglesia Católica llevaba 
unos registros parroquiales en los que consignaba bautismos, matrimonios y defunciones. Los Registros 
parroquiales de la Iglesia Católica son precedente directo de los Registros del estado civil. La Revolución 
francesa, a finales del siglo XVIII, secularizó estos registros creando el Registro Civil, a cargo de 
funcionarios del Estado. 
Los archivos parroquiales y diocesanos son el asiento de todas las partidas de nacimiento anteriores a 
1870, cuando se crea el Registro Civil en España por la ley de 17 de junio de 1870, que no entró en vigor 
hasta el 1 de enero de 1871. Los antecedentes más inmediatos del Registro Civil, aparte de en los 
registros parroquiales, hay que buscarlos en la Real Orden de 23 de mayo de 1801, que obligaba a los 
párrocos a confeccionar unas listas de bautismos, matrimonios y entierros que debían ser remitidas a la 
administración pública. Unos años después, por medio de la Real Orden de 23 de junio de 1813, se 
obligaba a los Ayuntamientos a enviar a las autoridades provinciales una nota de los nacimientos, 
matrimonios y defunciones de cada pueblo, extendida por el cura párroco y de la que debía conservarse 
un registro en el Ayuntamiento. Por último, por medio de la Real Orden de 3 de febrero de 1823, se 
obligaba a las secretarías de los Ayuntamientos a llevar registros de nacimientos, matrimonios y 
defunciones y remitir copias de los mismos a las Diputaciones. 
Además, estos archivos eclesiásticos son el asiento de las actas de matrimonio canónico y de un asiento 
relacionado con los matrimonios llamado acta de velaciones, que se registraba hasta 1955. Son 
documentos imprescindibles para el conocimiento de la demografía histórica, puesto que la estadística 
oficial en España no empieza hasta el 3 de diciembre de 1856 por Decreto del entonces Presidente del 
Consejo de Ministros, general Narváez. 
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fieles como resultado de su actividad pastoral que se pueden equiparar a los datos de 
carácter personal contemplados en el ordenamiento del Estado. Son los llamados libros 
parroquiales que analizaremos en el capítulo siguiente. 
Si entendemos que la normativa de protección de datos vigente en España es 
aplicable a la Iglesia, entendemos que aquélla también será igualmente aplicable a las 
asociaciones que forman parte de esta Confesión religiosa. En nuestra sociedad, la 
asociación religiosa con mayor influencia es la hermandad. Por ello analizaremos este 
fenómeno asociativo y su naturaleza jurídica para desarrollar en posteriores capítulos el 
régimen jurídico de la protección de datos aplicable a las hermandades y cofradías. 
 
1. Aplicabilidad de la LOPD a la Iglesia Católica 
a. La exclusión en el régimen de la LORTAD 
 
De la exposición de motivos de la Ley Orgánica de Tratamiento Automatizado 
de Datos de carácter personal 5/1992, de 29 de octubre, la LORTAD, se pueden extraer 
una serie de consideraciones sobre el concepto de privacidad. La privacidad se refiere a 
aquella parte del individuo que tomada por sí sola puede no ser relevante, pero que 
analizada en un momento o contexto concreto pueden llevar a la construcción de un 
perfil acabado del individuo. El concepto de derecho a la privacidad que mantenía esta 
Ley no es más que el derecho a la autodeterminación informativa y se constituye como 
un derecho fundamental “aunque el legislador no le haya atribuido esta calificación”, 
pues se trata del desarrollo legislativo del artículo 18.4 de la CE
327
. Establece un 
régimen jurídico general de la protección de los datos personales ante el uso de la 
informática, en el que el sujeto activo es el afectado, la persona física titular de los datos 
objeto de tratamiento; y el sujeto pasivo lo es el responsable de un fichero automatizado 
de datos de carácter personal y todo aquél que decida sobre la finalidad, contenido y uso 
del tratamiento de esos datos. 
                                                                                                                                               
 
327
 C. CASTILLO JIMÉNEZ, op. cit., pp. 81-83. 
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Esta Ley tenía como ámbito de aplicación los datos de carácter personal que 
figuren en ficheros automatizados y a toda modalidad de uso posterior de los mismos, 
incluyendo los no automatizados. En lo que nos afecta al objeto de este trabajo, 
expresamente se excluía de su ámbito de aplicación los ficheros de la Iglesia Católica. 
Efectivamente, el artículo 2, en su segundo apartado, de la LORTAD relativo al 
ámbito de aplicación de la Ley afirmaba lo siguiente: 
“2. El régimen de protección de los datos de carácter personal que se establece 
en la presente Ley no será de aplicación: 
e) A los ficheros mantenidos por los partidos políticos, sindicatos e iglesias, 
confesiones y comunidades religiosas en cuanto los datos se refieran a sus asociados o 
miembros y ex miembros, sin perjuicio de la cesión de los datos que queda sometida a 
lo dispuesto en el artículo 11 de esta Ley, salvo que resultara de aplicación el artículo 7 
por tratarse de los datos personales en él contenidos”. 
Por consiguiente, los ficheros de la Iglesia Católica quedaban expresamente 
excluidos del ámbito de aplicación de la LORTAD, salvo en lo relativo a la cesión de 
los datos de los ficheros para los que se requería consentimiento expreso del afectado. 
La explicación a esta excepción la encontramos en la respuesta que se da en los 
debates parlamentarios sobre la Ley a la enmienda que presenta el Grupo Parlamentario 
Mixto-EE para eliminar dicha exclusión. La negativa a aceptar dicha enmienda se 
sustenta en el hecho de que la Propuesta modificada de Directiva (la posterior 
95/46/CE) incluía igualmente dichos ficheros entre los que se excluían de la aplicación 
de la Directiva. En el artículo 3.2º de tal Propuesta se incluía la excepción relativa a los 
tratamientos pertenecientes a asociaciones sin ánimo de lucro, especialmente, las de 
carácter político, filosófico, religioso, cultural, deportivo o recreativo y que se utilicen 
en el marco de finalidades legítimas. HERRÁN ORTIZ
328
 criticaba, en su momento, que 
los ficheros de determinadas asociaciones sin ánimo de lucro pero con concepciones 
ideológicas (citaba concretamente asociaciones pacifistas o de ayuda a determinados 
colectivos) sí se encontraban sometidas a las disposiciones de la LORTAD, mientras 
que los ficheros de otras asociaciones pseudorreligiosas, potencialmente más peligrosas 
                                                 
328
 ANA ISABEL HERRÁN ORTIZ, La violación de la intimidad en la protección de datos, Ed. Dykinson, 
Madrid, 1999, pp. 227 y 228. 
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para el desarrollo de los derechos humanos, quedaran, como regla general, al margen de 
dicho control. 
Esta autora matiza que no se predica una exclusión de todos los ficheros 
gestionados por estas asociaciones, que incluye entre otras a la Iglesia, sino que aquélla 
se limita a los “relativos a sus asociados, miembros y exmiembros”, si bien en estos 
casos le será aplicable la Ley en los supuestos de cesión de datos previsto en el artículo 
11 de la LORTAD, o resulta aplicable el régimen especial establecido para los datos 
sensibles en el artículo 7 de la misma. Critica la exclusión del control de la LORTAD de 
aquellos ficheros que conserven información de personas que, por diversas 
circunstancias, hayan dejado de pertenecer a una agrupación, puesto que lo habitual es 
que una persona que abandona una organización desea que cualquier información 
relativa a su persona no sea utilizada o que desaparezca del fichero en cuestión. Por 
tanto, no entiende “cuál ha sido el propósito ni el ánimo que ha movido al legislador 
para no considerar el peligro que representa para los derechos y libertades de la persona 
excluir dichos ficheros del ámbito de protección de la LORTAD”, máxime si la razón 
que se dio en el Parlamento para justificar la misma, decae al desaparecer dicha 
excepción del texto final de la Directiva 95/46/CE
329
. Esta opinión la compartimos 
puesto que, precisamente, defenderemos más adelante en este trabajo la posibilidad de 
ejercer los derechos de acceso, rectificación, cancelación y oposición que tienen los 
titulares de datos cuando les llegue a su conocimiento la tenencia, uso y tratamiento de 
datos no veraces, inexactos o desfasados que les afecten por entidades, en nuestro caso, 
la Iglesia Católica y asociaciones pertenecientes a la misma como son las hermandades 
y cofradías. Afortunadamente se corregirá esta exclusión en la LOPD.  
 
b. Ámbito de aplicación de la LOPD 
 
1. La inclusión implícita de la Iglesia en el ámbito de aplicación de la 
LOPD 
 
                                                 
329
 Ibídem, p. 228. 
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La Ley Orgánica 15/1999, de 13 diciembre, de Protección de Datos de Carácter 
Personal (LOPD)
330
, actualmente en vigor, se plantea como objetivos garantizar y 
proteger, en lo que concierne al tratamiento de los datos personales, las libertades 
públicas y los derechos fundamentales de las personas físicas, y especialmente de su 
honor e intimidad personal y familiar
331
. 
La inclusión de este artículo 1 en la LOPD ha venido a consagrar en nuestro 
Ordenamiento el denominado derecho a la autodeterminación informativa o a la 
libertad informática, al que profusamente se habían venido refiriendo la doctrina 
científica
332
 y el Tribunal Constitucional al interpretar el artículo 18.4 CE, pero que, 
hasta la fecha, carecía de reflejo alguno en la LORTAD, que centraba su objeto en la 
protección de los derechos contenidos en el artículo 18.1 del texto constitucional. 
Esta Ley amplía de una parte el ámbito de protección a todos los ficheros de 
datos, informatizados o no
333
. Esta es la principal obligación derivada de la Directiva 
comunitaria 95/46, relativa a la protección de las personas físicas en lo que respecta al 
tratamiento de datos personales y a la libre circulación de estos datos, de extender esta 
protección al tratamiento de los datos no automatizados, pero su redacción no se ajusta a 
la literalidad del artículo 3, en su apartado 1, de dicha Directiva
334
 ya que, a diferencia 
                                                 
330
 Llama la atención que elimina la Exposición de Motivos, acabando con una larga tradición legislativa 
española. Aunque ésta no es la única crítica que se le puede hacer a su articulado, ya que ignora la 
necesidad de transposición de la Directiva europea 95/46, asuntos que hemos desarrollado en el capítulo 
I.1.d.3. Legislación relativa a la protección de datos. 
331
 Artículo 1 de la Ley Orgánica de Protección de Datos (LOPD). 
332
 Cfr. P. LUCAS MURILLO DE LA CUEVA, Informática y protección de datos personales, Centro de 
Estudios Constitucionales, 1993; ANA GARRIGA DOMÍNGUEZ, La protección de los datos personales en el 
Derecho español, Dykinson, 1999; A. E. PÉREZ-LUÑO, Del habeas corpus al habeas data, Informática y 
Derecho, UNED, 1992; ANTONIO ORTÍ VALLEJO, Derecho a la intimidad e informática, Ed. Comares, 
1994; PEDRO GRIMALT SERVERA, La responsabilidad civil en el tratamiento automatizado de los datos 
personales, Ed. Comares, 1999; A. PUENTE ESCOBAR, “Reflexiones sobre la nueva Ley Orgánica de 
Protección de Datos” en La protección de datos (y II), Boletín del Ilustre Colegios de Abogados de 
Madrid, abril 2007. Son autores que defienden la tesis de un nuevo derecho fundamental de 
autodeterminación informativa como sinónimo del de privacidad referido en la Exposición de Motivos de 
la LORTAD. 
333
 Artículo 2.1 LOPD: “1. La presente Ley Orgánica será de aplicación a los datos de carácter personal 
registrados en soporte físico, que los haga susceptibles de tratamiento, y a toda modalidad de uso 
posterior de estos datos por los sectores público y privado”. 
334
 Directiva 95/46. Artículo 3.1. “Las disposiciones de la presente Directiva se aplicarán al tratamiento 
total o parcialmente automatizado de datos personales, así como al tratamiento no automatizado de datos 
personales contenidos o destinados a ser incluidos en un fichero”. 
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de la norma europea, no exige expresamente que los datos de carácter personal tratados 
manualmente deban estar contenidos o destinados a serlo en un fichero estructurado. 
Esto conlleva problemas de interpretación que tanto la AEPD como los tribunales de 
justicia
335
 han resuelto exigiendo que en el supuesto de tratamiento manual de datos será 
necesario que el fichero posibilite su posterior tratamiento para que sea objeto de 
protección legal. Es decir, la LOPD protegerá los archivos manuales siempre y cuando 
se trate de un fichero de datos personales y sea fácil acceder al tratamiento de dichos 
datos. Esta problemática será tratada con mayor rigor en el Capítulo IV, en su apartado 
2, a la hora de precisar el concepto de fichero y analizar la naturaleza de los libros de 
bautismo de la Iglesia Católica.  
Y de otra parte, amplía su objeto la Ley, ya que ahora se protege el tratamiento 
de datos personales respecto del conjunto de libertades públicas y derechos 
fundamentales de las personas y, especialmente, en el ámbito de su intimidad, según se 
desprende del artículo 1 LOPD
336
. Cobra así carta de naturaleza la protección de los 
datos personales como un derecho fundamental independiente del de la intimidad, 
aunque muy conectado con este derecho. 
La Ley limita su protección a las personas físicas, en línea con la Directiva 
95/46/CE y otras leyes extranjeras, y recoge la doctrina del Tribunal Constitucional en 
el sentido de que las personas jurídicas no disfrutan de honor en el sentido de derecho 
de la personalidad, derecho que sólo disfrutan las personas físicas
337
. Casi todas las 
legislaciones de protección de datos han excluido de su ámbito de aplicación a las 
personas jurídicas, argumentando que la protección de estas personas se encuentra 
mejor encuadrada en el derecho de sociedades en las legislaciones sobre patentes y 
marcas, en la defensa de la competencia, en los derechos de autor y en otras varias, no 
                                                 
335
 SSAN de 12 de mayo de 2004 (JUR\2004\246438), de 16 de febrero de 2006 (JUR\2006\119381) y de 
18 de diciembre de 2006 (RJCA\2007\99). 
336
 Artículo 1 LOPD: “La presente Ley Orgánica tiene por objeto garantizar y proteger, en lo que 
concierne al tratamiento de los datos personales, las libertades públicas y los derechos fundamentales de 
las personas físicas, y especialmente de su honor e intimidad personal y familiar”. 
337
 El Tribunal Constitucional ha reconocido de manera expresa la titularidad del derecho al honor por 
parte de personas jurídicas de Derecho Privado considerando que no es patrimonio exclusivo de las 
personas físicas, en concreto en la STC 135/1995, Sala 2ª, de 29 de septiembre de 1995 (RTC\1995\135). 
Y ello lo ha hecho a partir de un concepto de honor en sentido objetivo que es el que recoge el 
Diccionario de la Real Academia de la Lengua, el cual define el honor como buena reputación “la cual 
como la fama y aún la honra consisten en la opinión que las gentes tienen de una persona, buena o 
positiva, si no van acompañadas de adjetivo alguno”. 
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Existen opiniones, minoritarias, partidarias de extender la protección legal a los 
datos de las personas jurídicas debido, básicamente, a que creen que a través de la tutela 






, del artículo 2 de la LOPD pueden extraerse cinco criterios 
que delimitan tanto positiva como negativamente, el ámbito de aplicación de la Ley. 
El primer criterio es de carácter material y se refiere a la situación o utilización 
de los datos personales para ser amparados por la norma. Expresamente se concreta en 
los datos registrados en soporte físico, susceptibles de tratamiento, sea o no 
automatizado. Lo analizaremos en el apartado 1. Datos del capítulo IV “Datos y 
ficheros de las hermandades”. 
La LOPD, en segundo lugar, se aplica tanto a ficheros privados como públicos. 
Ambos conceptos, también, se desarrollan en el apartado 2. Ficheros del capítulo IV 
“Datos y ficheros de las Hermandades”. 
El tercer criterio atiende a la normativa aplicable en función del lugar del 
tratamiento del país en que está establecido el responsable y del lugar de utilización de 
ciertos medios para el tratamiento de datos. Como consecuencia del uso de la 
informática y las posibilidades de conexión vía telemática entre ordenadores de 
cualquier parte del mundo, se trata de evitar que una persona sea excluida de la 
protección por el tratamiento de sus datos, de manera que le sea aplicable la legislación 
de algún Estado. En el ámbito de la Unión Europea este problema queda resuelto por el 
artículo 2.1 que responde al artículo 4 de la Directiva europea, aplicándose como regla 
                                                 
338
 CONCEPCIÓN CONDE ORTIZ, “Análisis de los distintos conceptos recogidos por la ley 15/1999, de 13 
de diciembre, de protección de datos de carácter personal” en Revista La protección de datos personales, 
Enero 2005 (Id. vLex: VLEX-291640), que cita a MIGUEL ÁNGEL DAVARA RODRÍGUEZ, Manual de 
Derecho Informático, Ed. Aranzadi, Pamplona, 2008, pp. 83-85. 
339
 Cfr. P. LUCAS MURILLO DE LA CUEVA, op. cit.; A. ORTÍ VALLEJO, op. cit.; P. GRIMALT, op. cit., citado 
en MIGUEL VIZCAÍNO CALDERÓN, Comentarios a la Ley Orgánica de Protección de Datos de carácter 
personal, Ed. Civitas, 2001, pp. 48-49. 
340
 Ibídem, pp. 56-69. 
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
158 
Felipe García de Pesquera Gago 
general la ley nacional del establecimiento del responsable, salvo que el tratamiento sea 
realizado por un responsable establecido en un país que no pertenezca al ámbito 
comunitario, en cuyo caso, se aplicará la ley del medio de tratamiento en el territorio 
comunitario. Sin embargo, en opinión de VIZCAÍNO
341
, la redacción del apartado c) es 
confusa y entiende que es aplicable la LOPD cuando el responsable del tratamiento no 
está situado en el territorio comunitario pero los medios utilizados para el tratamiento de 
datos están localizados en territorio español
342
. 
Otro criterio es de exclusión y expresamente se excluyen del régimen de 
protección de datos los ficheros realizados o mantenidos por personas físicas en el 
ejercicio de actividades exclusivamente personales o domésticas
343
; los sometidos a la 
normativa sobre protección de materias clasificadas, entendiéndose como tales los 
asuntos, actos, documentos, informaciones, datos y objetos cuyo conocimiento por 
personas no autorizadas puede dañar o poner en riesgo la seguridad y defensa del 
Estado
344
; y los establecidos para la investigación del terrorismo y de formas graves de 
delincuencia organizada
345
. El Reglamento de desarrollo de la LOPD, en su artículo 2 
                                                 
341
 Ibídem, pp. 59-61. 
342
 La Propuesta de Reglamento de Protección de Datos de la Unión Europea, en su artículo 3.2, introduce 
una novedad al afirmar que se aplicará la normativa de protección de datos aunque el responsable o 
encargado del tratamiento no estén en el territorio de la Unión si ofrecen bienes o servicios a sus 
ciudadanos o si su actividad está enfocada al control de la conducta de los mismos. Como consecuencia 
del sometimiento a la nueva normativa en base a este criterio territorial, y de conformidad con el artículo 
25 de la Propuesta de Reglamento UE, cuando el responsable no esté establecido en la Unión Europea, 
deberá nombrar un representante en la Unión, salvo una serie de excepciones. Este representante actuará 
por cuenta del responsable del tratamiento, y a él podrá dirigirse cualquier autoridad de control. 
Como se puede deducir de la Propuesta de Reglamento UE se va a ganar en seguridad jurídica ya que en 
la actualidad se tiene que interpretar si realmente se utilizan medios en territorio de la Unión Europea para 
determinar si es aplicable la Directiva 95/46.  
343
 Para VIZCAÍNO es significativo, para entender el sentido de esta exclusión, el Considerando 12 del 
Preámbulo de la Directiva 95/46: “…que debe excluirse el tratamiento de datos efectuado por una persona 
física en el ejercicio de actividades personales o domésticas, como la correspondencia y la llevanza de un 
repertorio de direcciones…” lo que le lleva a concluir que los ficheros profesionales de personas físicas 
no están excluidos del ámbito de aplicación de la LOPD. Cfr. M. VIZCAÍNO CALDERÓN, Comentarios cit.,  
pp. 62-63. Posteriormente, el Reglamento en su artículo 4d) delimita las actividades personales o 
domésticas a los tratamientos que se inscriben en el marco de la vida privada o familiar de los 
particulares. 
344
 Artículo 2 de la Ley 9/1968, de 5 de abril, sobre Secretos Oficiales, modificada por la Ley 48/1978, de 
7 de octubre. Para completar la relación de “materias clasificadas” y, por tanto, excluidas del régimen 
jurídico de la LOPD hay que acudir al Acuerdo del Consejo de Ministros de 28 de noviembre de 1986. 
345
 Artículo 4 del RLOPD. La exclusión de estos ficheros no es total ya que se exige al responsable del 
fichero que informe a la Agencia de Protección de Datos sobre la existencia del mismo, sus características 
generales y su finalidad (art. 2.2.c) in fine). 
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apartados 2 y 3, excluye de su ámbito de aplicación los siguientes ficheros: ficheros de 
personas jurídicas que incorporen datos de personas físicas que presten sus servicios en 
aquéllas, siempre que incluyan únicamente su nombre y apellidos, las funciones o 
puestos desempeñados, dirección postal o electrónica, teléfono y número de fax 
profesionales
346
; los datos relativos a empresarios individuales en su calidad de 
comerciantes, industriales o navieros
347
; y los datos referidos a personas fallecidas
348
. 
Y, por último, nos encontramos con el criterio de remisión, por el cual ciertos 
ficheros están regulados por una legislación específica a la que se remite la LOPD. Esta 
Ley reconoce expresamente la aplicación de disposiciones específicas a los siguientes 









 y Registro Central de penados y rebeldes
353
 
                                                 
346
 Es importante destacar que estos ficheros no pueden contener ningún dato más, ya que la 
incorporación, por ejemplo del DNI, supondría que tal excepción dejaría de aplicarse. Además, también 
debe quedar claro que, la finalidad para la que tales datos puedan ser utilizados es tan sólo la de tratarlos 
como datos de contacto en las actividades propias de las relaciones empresariales o profesionales y no 
para otras finalidades distintas. Vide Informe nº 78/2008 elaborado por el Gabinete Jurídico de la Agencia 
Española de Protección de Datos. Documento disponible en www.agpd.es. 
347
 Para que sea efectiva esta exclusión han de darse dos requisitos: que los datos hagan referencia 
únicamente a su actividad empresarial; y que los datos aparezcan exclusivamente vinculados a la 
actividad empresarial del sujeto. Vide SAN de 29 de marzo de 2006 (JUR\2006\144921), STS de 20 de 
febrero de 2007 (RJ\2007\2790) e informe nº 371/2008 elaborado por el Gabinete Jurídico de la Agencia 
Española de Protección de Datos. Documento disponible en www.agpd.es. 
348
 Artículo 2 RLOPD: “2. Este reglamento no será aplicable a los tratamientos de datos referidos a 
personas jurídicas, ni a los ficheros que se limiten a incorporar los datos de las personas físicas que 
presten sus servicios en aquéllas, consistentes únicamente en su nombre y apellidos, las funciones o 
puestos desempeñados, así como la dirección postal o electrónica, teléfono y número de fax profesionales. 
3. Asimismo, los datos relativos a empresarios individuales, cuando hagan referencia a ellos en su calidad 
de comerciantes, industriales o navieros, también se entenderán excluidos del régimen de aplicación de la 
protección de datos de carácter personal. 
4. Este reglamento no será de aplicación a los datos referidos a personas fallecidas. No obstante, las 
personas vinculadas al fallecido, por razones familiares o análogas, podrán dirigirse a los responsables de 
los ficheros o tratamientos que contengan datos de éste con la finalidad de notificar el óbito, aportando 
acreditación suficiente del mismo, y solicitar, cuando hubiere lugar a ello, la cancelación de los datos”. 
349
 La legislación directamente aplicable es la Ley Orgánica del Régimen Electoral General modificada 
sucesivamente por las Leyes 1/1987, de 2 de abril; 8/1991, de 13 de marzo y 8/1999, de 21 de abril. 
350
 Regulado por la Ley 12/1989, de 9 de mayo, de Estadística. 
351
 Actualmente se encuentra regulado por la Ley 39/2007, de 19 de noviembre, de la Carrera Militar. 
352
 La norma reguladora es la Ley del Registro Civil y el Real Decreto 14 de noviembre de 1958. 
353
 Se deben considerar la Ley Orgánica 1/1979, de 26 de septiembre, General Penitenciaria y el Real 
Decreto 190/1996, de 9 de febrero, por el que se aprueba el Reglamento Penitenciario. 
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
160 
Felipe García de Pesquera Gago 
y la video vigilancia llevada a cabo por las Fuerzas y Cuerpos de Seguridad del 
Estado
354
. A estos ficheros se les aplica supletoriamente la LOPD en todo aquello que 
no ha sido previsto por su normativa específica. 
No quisiera terminar este apartado sin una somera mención al artículo 7, aunque 
le dedicamos más adelante el apartado “Tipos de datos: los datos religiosos”. En 
opinión de GARRIGA
355
, la redacción del artículo 7 de la LOPD, ha producido un cambio 
notable en la regulación de los datos sensibles. Lo positivo es que los ficheros 
mantenidos por partidos políticos, sindicatos, iglesias, confesiones o comunidades 
religiosas y otras entidades sin ánimo de lucro con finalidades análogas están sometidos 
al régimen general de la Ley y no expresamente excluidos como en la anterior 
legislación. 
La LORTAD, como hemos visto, limitaba la aplicación de sus disposiciones a 
los ficheros de los partidos políticos, sindicatos e iglesias respecto de los datos 
referentes a sus asociados, a los supuestos de cesión de los datos. Al excluir del ámbito 
de aplicación de la LORTAD a este grupo de ficheros, se impedía al afectado que 
ejercitase los derechos establecidos en la misma, vedándole la oportunidad de acceder, 
rectificar o cancelar esa información. Es decir, en definitiva se dejaba fuera de su 
control sus datos, en tanto estuviesen en poder de esas instituciones. Para autores como 
CONDE
356
 era difícil justificar y argumentar qué pretendía la Ley española excluyendo 
de la protección a los ficheros mantenidos por este tipo de asociaciones y grupos y 
mucho menos incluyendo en la excepción el tratamiento de los datos de sus 
exmiembros. 
La situación actual es muy diferente por varias razones. En primer lugar, es 
importante destacar la ubicación de su regulación. Se encuentra en el artículo 7 de la 
Ley que regula los datos especialmente protegidos, los datos más sensibles. En segundo 
lugar, están sometidos al régimen general de protección de la Ley 15/1999 y al especial 
                                                 
354
 Regulado por la Ley Orgánica 4/1997, de 4 de agosto, por el que se regula la utilización de 
videocámaras por las Fuerzas y Cuerpos de Seguridad en lugares públicos y el Real Decreto 596/1999, de 
14 de abril, por el que se aprueba su reglamento de desarrollo. 
355
 ANA GARRIGA DOMÍNGUEZ, Principios de calidad de los datos y derechos de los interesados: El 
núcleo del derecho a la autodeterminación informativa en la LOPD (Id. vLex: VLEX-69947941). 
356
 C. CONDE ORTIZ, “Análisis de los distintos conceptos recogidos por la ley 15/1999, de 13 de 
diciembre, de protección cit., p. 9. 
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del artículo 7. Es decir, con la excepción de que no será necesario el consentimiento 
expreso y por escrito del afectado, se le aplicará la regulación general relativa a la 
calidad de los datos y a los derechos de los afectados, así como la prohibición específica 
para los datos sensibles de crear ficheros para almacenar exclusivamente esta categoría 
de datos. Por tanto, ahora se garantiza el contenido mínimo del derecho a la 
autodeterminación informativa también para esos ficheros, a diferencia de la 
reglamentación anterior que significaba de hecho que, quien confesase una determinada 
religión, renunciaba al ejercicio de un derecho fundamental. Asimismo, por cuanto el 
derecho a la autodeterminación informativa actúa también como un derecho 
instrumental, la libertad religiosa consagrada en nuestra Constitución como un principio 
básico de nuestro ordenamiento, alcanzará unas mayores cotas de desarrollo, ya que se 
garantiza una mayor autodeterminación y libertad para las personas que deciden 
integrarse en estas confesiones. 
Luego, una vez delimitado el ámbito de aplicación de la LOPD, podemos 
deducir de manera clara y evidente que, al no encontrarse los ficheros de la Iglesia 
Católica entre los excluidos expresamente en la relación del apartado 2 del artículo 2, ni 
entre los ficheros regulados por una legislación específica a la que se remite el apartado 
3 del mismo artículo, la LOPD es aplicable a los ficheros de la Iglesia Católica, aunque 
con algún ligero matiz como explicaremos a continuación. 
 
2. Posturas doctrinales contrarias: la posición de OTADUY 
 
En alusión a la controversia que suscita el ejercicio de algunos de los derechos 
reconocidos por la Ley a los ciudadanos sobre sus datos personales de carácter religioso, 
y que desarrollaremos en el apartado correspondiente a la problemática de los libros de 
bautismo, para OTADUY hay tres tipos de ficheros en la Iglesia en relación con el ámbito 
de aplicación de la LOPD. 
En primer lugar, los libros parroquiales sacramentales, que cumplen una función 
registral de actos eclesiales libremente realizados por los fieles, la celebración de 
sacramentos, lo que supone el reflejo documental de una relación jurídica de carácter 
objetivo entre un fiel cristiano y la Iglesia. Por consiguiente, los registros eclesiales son 
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una realidad instrumental necesaria para “el libre y público ejercicio de las actividades 
que le son propias y, en especial las de culto, jurisdicción y magisterio” y de acuerdo 
con este artículo I del Acuerdo
357
 sobre Asuntos Jurídicos, la competencia de gestión de 
registros del estado de las personas, como actividad propia de su régimen organizativo y 
de gobierno, debe ser protegida por el principio de autonomía de la Iglesia. En 
definitiva, en opinión de este autor, los libros parroquiales de bautismos, matrimonio y 
difuntos cumplen en la Iglesia una función registral al recoger hechos determinantes del 
estado canónico de los fieles, los sacramentos, y, por tanto, se rigen por el Derecho 
Canónico, y están fuera del ámbito de aplicación de la Ley porque no contienen datos 
personales ni son ficheros
358
. OTADUY asimila su régimen al del Registro Civil con sus 
propias disposiciones específicas al margen del contenido de la Ley
359
. Pero, como 
acabamos de ver, la propia LOPD reconoce expresamente la aplicación de una Ley 
específica a los ficheros del Registro Civil, circunstancia que no se da en el caso de la 
Iglesia Católica. Aunque la teoría de este autor sea una posición doctrinal razonable, 
reiteramos que la Iglesia Católica no está excluida en el tenor literal de la ley y, además, 
y con más razón, se trata de un derecho fundamental por lo que debemos ser aún más 
prudentes en las interpretaciones analógicas. Y no nos olvidemos del viejo aforismo 
jurídico Ubi lex non distinguit, nec nos distinguere debemus, “donde la ley no distingue, 
tampoco nosotros debemos hacerlo”. No hay lugar a distinguir cuando la ley no 
distingue. 
Un segundo tipo lo forman los ficheros elaborados por entidades eclesiásticas 
relacionados con actividades sujetas a la legislación del Estado, en las que contribuyen a 
la prestación del servicio público en el ámbito de la sanidad (por ejemplo, bases de 
datos de pacientes, proveedores… de hospitales), de la enseñanza (por ejemplo, bases 
                                                 
357
 Artículo I del Acuerdo entre el Estado español y la Santa Sede sobre Asuntos Jurídicos, firmado el 3 
de enero de 1979 en la Ciudad del Vaticano. 
“1) El Estado español reconoce a la Iglesia Católica el derecho de ejercer su misión apostólica y le 
garantiza el libre y público ejercicio de las actividades que le son propias y, en especial, las de culto, 
jurisdicción y Magisterio”. 
358
 Para la Audiencia Nacional, en numerosas sentencias, los Libros de Bautismo son ficheros a los 
efectos de la aplicación de la LOPD. En 2008, el Tribunal Supremo cambia este criterio y considera que 
dichos libros no son ficheros. Esta problemática la tratamos específicamente en el capítulo IV. 2 en su 
apartado e. La problemática de la consideración del Libro de Bautismo como fichero de datos según la 
normativa de protección de datos. 
359
 J. OTADUY GUERIN,  op. cit., pp. 544-546. Además, el autor recuerda que “hasta hace poco más de 100 
años los libros parroquiales hacían justamente las funciones de Registro Civil”. 
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de datos de alumnos, profesores… de un colegio) y de los servicios sociales (por 




Y, por último, los ficheros relacionados con la organización interna de las 
entidades religiosas y con las actividades pastorales, que se rigen por las disposiciones 
canónicas, al amparo del principio de autonomía. El Estado no puede interferir en la 
vida interna de las confesiones mientras el tratamiento de datos no entre en el ámbito de 
sus propias competencias seculares. El autor incluye aquí los ficheros de sacerdotes 
diocesanos, cargos eclesiales, seminaristas, miembros de institutos de vida consagrada, 
grupos de catequesis, entre otros. Para OTADUY, estos ficheros no se inscriben en el 






, la Ley Orgánica de Libertad Religiosa reconoce 
explícitamente la autonomía de las Confesiones religiosas y el artículo I del Acuerdo 
sobre Asuntos Jurídicos de 1979 establece que el Estado reconoce a la Iglesia Católica 
el derecho a ejercer su misión apostólica y le garantiza el libre y público ejercicio de sus 
actividades. Ahora bien, no podemos entender que se trata de una autonomía normativa, 
sino más bien estamos ante el reconocimiento de una autonomía institucional frente al 
Estado. Ambos ordenamientos son independientes entre sí en cuanto a su naturaleza y 
existencia, cuya regulación compete en el ámbito de la Iglesia Católica al Derecho 
Canónico, pero esta autonomía, reconocida a nivel internacional y constitucional, no 
significa que la actividad de una confesión religiosa y sus entidades quede al margen de 
la legislación del Estado de manera generalizada, por ejemplo, en materia de protección 
de datos. 
Para esta autora, el criterio clave para diferenciar el alcance de esta autonomía es 
la naturaleza de las actividades desarrolladas en el tráfico jurídico. Es decir, el Estado 
deberá respetar la autonomía de una entidad religiosa en aquellas actividades 
estrictamente religiosas, organizativas o pastorales independientemente del sujeto que 
                                                 
360
 Ibidem, pp. 549-550. 
361
 Ibidem, p. 551. 
362
 FRANCISCA PÉREZ-MADRID, “La autonomía de las confesiones y entidades religiosas en materia de 
protección de datos” en VV.AA. A. TRONCOSO REIGADA, (dir.), op. cit., pp. 600-604. 
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las realice, sea la Conferencia Episcopal, una diócesis o una asociación privada 
religiosa. En cambio, cuando nos encontremos ante actividades civiles como pueden ser 
las actividades sanitarias, educativas o económicas, deberán sujetarse como cualquier 
otra persona jurídica a las disposiciones de carácter estatal y también 
independientemente del sujeto interviniente. En consecuencia, los ficheros creados para 
desarrollar una actividad de tipo civil quedarán sometidos a la legislación del Estado. 
Luego, los ficheros referidos a las familias, estudiantes, nóminas de los profesores de un 
centro de enseñanza, o las historias clínicas de los enfermos, proveedores de un hospital, 
por ejemplo, deberán cumplir con las disposiciones de la LOPD. 
Para las actividades religiosas y pastorales, PÉREZ-MADRID, hace varias 
distinciones. Cuando en el desarrollo de su tarea una entidad eclesiástica interviene en 
cuestiones sujetas a la legislación del Estado, los ficheros creados para estos supuestos 
deberá cumplir con la normativa de protección de datos y no podrá hacer valer la 
excepción contemplada en el apartado segundo del artículo 7 LOPD, por la que no se 
exige consentimiento expreso y escrito para el tratamiento de datos especialmente 
protegidos como los religiosos, puesto que sólo es aplicable cuando el titular de los 
datos aparece en el fichero por el mero hecho de ser miembro de esa confesión o entidad 
religiosa de que se trate. 
En opinión de la autora, que compartimos, sólo los ficheros cuya finalidad sea 
pastoral y cuyos datos se refieran exclusivamente a una actividad religiosa u 
organizativa, en virtud de la autonomía explicada con anterioridad, el Estado no sería 
competente para regular el régimen jurídico de estos ficheros. Por ejemplo, quedan 
fuera del objeto de la LOPD los ficheros donde consten las personas que forman parte 
de la organización eclesiástica, los sacerdotes, los seminaristas, los que pertenecen a las 
circunscripciones eclesiásticas o los miembros de institutos de vida consagrada
363
. 
La atención debe dirigirse a los archivos que contienen información de los fieles 
como resultado del ejercicio de la acción pastoral de la Iglesia, que produce rastros 
documentales en los que evidentemente aparecen datos de carácter personal. 
                                                 
363
 Ibídem, p. 605. 
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Concretamente en nuestro caso nos referimos a los libros parroquiales
364
 que 
desarrollaremos más adelante. 
Como anunciamos en su momento, al final del Capítulo II La buena fama y la 
intimidad en el Derecho Canónico, en Italia
365
 han resuelto esta problemática de un 
modo muy similar al que propone OTADUY para España. En la República Transalpina 
existe una normativa específica de derecho a la protección de datos, la ley 675 de 1996 
sobre la protección de la persona y de otros sujetos respecto del tratamiento de datos 
personales. La ley italiana, al igual que la española, reconoce entre los datos sensibles 
los de índole religiosa (“aquellos que revelan las convicciones religiosas”) y exige una 
garantía reforzada para su tratamiento: el consentimiento escrito y previo del interesado 
salvo que sea la propia confesión en aras de su finalidad religiosa quien trate los datos 
de los miembros de tal confesión, en cuyo caso no será necesario el consentimiento 
escrito y previo y se remite a la normativa interna de la confesión religiosa, si la 
hubiere, pero, ahora bien, se exige que haya unas garantías en tal ordenamiento interno 
de la confesión religiosa.  
La Conferencia Episcopal Italiana (CEI) promulgó el 20 de octubre de 1999 un 
Decreto general nº 1.285 que contiene disposiciones para la protección del derecho a la 
buena fama y a la privacidad. En sus Considerandos precisa que, dentro de su 
independencia y autonomía, la Iglesia posee el derecho natural y propio de tener, 
conservar y usar los datos relativos a los fieles, entes eclesiásticos y asociaciones 
religiosas porque la conservación y custodia de documentos, más allá del uso de los 
datos en ellos conservados, constituyen elementos indispensables para el desarrollo de 
la actividad institucional de la Iglesia y, además, también son medio para mantener 
intacta la propia historia de la institución a través del trabajo de estudiosos e 
investigadores. 
                                                 
364
 El canon 535 del Código de Derecho Canónico ordena la llevanza en las parroquias de los libros de 
bautismos, matrimonio y difuntos, a los que pueden añadirse aquellos otros prescritos por la Conferencia 
Episcopal o por el Obispo Diocesano. En el libro de bautizados se anotará también la confirmación, así 
como lo que se refiere al estado canónico de los fieles por razón de matrimonio, de la recepción del orden 
sagrado, de la profesión perpetua emitida en un instituto religioso y del cambio de rito. Vide el tenor 
literal en nota 566. 
365
 Para conocer con más detalle la regulación italiana vide ROBERTO TERRANOVA, “Buona fama e 
riservatezza, il trattamento dei dati personali tra Diritto Canonico e diritto dello Stato” en Il Diritto 
Eclesiastico, CXII, 2001, pp. 294-316 (en italiano).  
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
166 
Felipe García de Pesquera Gago 
Volviendo a los archivos que posee la Iglesia, la normativa específica canónica 
en Italia, considera que el tratamiento de datos contenidos en sus registros y que 
acreditan la celebración de un sacramento o se relacione con el estado civil de una 
persona, siempre que esos datos no sean comunicados o divulgados fuera del ámbito 
canónico, se le aplicará las disposiciones de tal Decreto. En caso contrario, se aplicará la 
normativa estatal. Es decir, a los datos incluidos en archivos no referidos a sacramentos 
o al estado de la personas se les aplicará la ley civil, la mencionada nº 675. 
En consecuencia, este decreto nº 1.285 se constituye en la normativa específica 
canónica sobre la tenencia, conservación y uso de datos personales. Ello se debe, por un 
lado, a dotar de una regulación más específica y articulada el derecho a la privacidad ya 
reconocido en un plano general en el canon 220 y, por otro lado, se constituye en 
derecho particular de la Iglesia en Italia complementando la normativa estatal sobre 
privacidad. Así se consigue respetar la autonomía e independencia de la Iglesia 
reconocidas en los Tratados de Letrán modificados por el Acuerdo de 1984 con la 
Iglesia Católica y demás confesiones y que no se sustraiga la aplicación del orden civil a 
los ciudadanos fieles católicos. 
Nos parece claro que los ficheros de la Iglesia están sometidos a la normativa 
civil de protección de datos de carácter personal. Ahora bien, entendemos que, en virtud 
de la autonomía organizativa de la Iglesia reconocida en los Acuerdos de 1979, ciertos 
ficheros relacionados con la propia organización interna o de ámbito pastoral de la 
Iglesia no quedarían amparados por la LOPD y su Reglamento. Concretamente, los 
ficheros con datos de los sacerdotes, seminaristas, religiosos. 
Las dudas se plantean en los archivos que contienen datos de los fieles y nos 
preguntamos si en estos casos la Iglesia puede alegar la inviolabilidad de los mismos 
frente al ejercicio del derecho a la protección de datos.  
 
3. Compatibilidad del artículo I.6 del Acuerdo con la Santa Sede y el 
Estado español de 1979 
 
Se ha alegado por los Obispados ante la Agencia Española de Protección de 
Datos, en los casos de solicitud de cancelación de la inscripción de bautismo en los 
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libros parroquiales, asunto que desarrollaremos en un apartado específico, la vigencia 
del Acuerdo sobre Asuntos Jurídicos entre la Santa Sede y el Estado español de 3 de 
enero de 1979 como argumento, entre otros, para no admitir la aplicación de la LOPD a 
los archivos de la Iglesia. 
Como hemos analizado en el capítulo II en su punto 1. Aconfesionalidad del 
Estado, dentro del apartado c. Relaciones de cooperación de la Administración con las 
confesiones religiosas, epígrafe 2. Acuerdos sobre Asuntos Jurídicos entre la Santa Sede 
y el Estado español de este trabajo, una vez sentada esta posición del Acuerdo como 
Tratado Internacional en el sistema de jerarquía normativa, la regulación contenida en el 
mismo ha de ser interpretada conforme a la Constitución, concretamente conforme al 
derecho fundamental a la protección de los datos, de manera que el citado Acuerdo no 
contradice la regulación constitucional y legalmente establecida del derecho 
fundamental a la protección de los datos, cuando en el artículo I apartado 6 dispone que 
"el Estado respeta y protege la inviolabilidad de los archivos, registros y demás 
documentos pertenecientes a la Conferencia Episcopal Española, a las Curias 
episcopales, a las Curias de los superiores mayores de las Órdenes y Congregaciones 
religiosas, a las parroquias y a otras instituciones y entidades eclesiásticas". 
Los archivos y registros relacionados en el citado artículo del Acuerdo 
Internacional se encuentran protegidos de cualquier intromisión procedente del Estado y 
resultan inviolables frente al mismo. Ahora bien, la Audiencia Nacional
366
 afirma que 
tal inviolabilidad no es predicable frente al ciudadano cuando ejercita el derecho 
fundamental derivado en el artículo 18.4 de la CE, en cuyo contenido esencial se integra 
el poder de disposición sobre los datos relativos a su persona. Lo contrario equivaldría a 
reconocer una superioridad de la norma contenida en un Tratado frente a la norma 
constitucional y la Sala no alberga dudas sobre la constitucionalidad de la norma 
internacional transcrita si se interpreta en el sentido expresado. Por tanto, la 
inviolabilidad invocada, en los términos previstos en el citado Acuerdo del Estado 
español con la Santa Sede, no resulta oponible frente al titular de los datos. Además, la 
regulación contenida en la Ley Orgánica viene impuesta por la Directiva 95/46/CE de 
24 de octubre de 1995, relativa a la Protección de las Personas Físicas en lo que respecta 
al Tratamiento de Datos Personales y la Libre Circulación de estos Datos. 
                                                 
366
 SAN de 10 de octubre de 2007 (RJCA\2007\796). 
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En relación con el tema de la inviolabilidad de los archivos de la Iglesia y dentro 
de la polémica de los Libros de Bautismo que ha generado numerosas sentencias al 
respecto, como veremos en el siguiente capítulo, en el apartado 2 en su epígrafe e. La 
problemática de la consideración del Libro de Bautismo como fichero de datos según la 
normativa de protección de datos, y al existir sentencia del Tribunal Supremo sobre esta 
cuestión pero que no entra en el fondo de la independencia y autonomía de la Iglesia y, 
por tanto, sobre la inviolabilidad de sus archivos, nos vamos a detener un momento en 
este tema, puesto que parte de la doctrina no está muy de acuerdo con el criterio 
mantenido por la Audiencia Nacional respecto a la inviolabilidad de los archivos 
eclesiásticos, tesis a la que nos sumamos. 
La Audiencia Nacional, en su sentencia de 10 de octubre de 2007, estima que la 
inviolabilidad de los archivos eclesiásticos recogida, como hemos visto ut supra, en el 
Acuerdo sobre Asuntos Jurídicos de 1979 no es predicable frente a los ciudadanos 
cuando ejercitan el derecho fundamental derivado del artículo 18.4 CE ni está amparada 
en ninguna excepción prevista en la LOPD y, por consiguiente, dicha inviolabilidad no 
es oponible frente al titular de los datos. 
No todos los autores están de acuerdo con la línea argumental de la Audiencia 
Nacional. Para GONZÁLEZ MORENO
367
 el Acuerdo de 1979 tiene rango de Tratado 
Internacional y en él se recoge expresamente que el Estado se obliga a respetar y 
proteger la inviolabilidad de los archivos, registros y demás documentos pertenecientes 
a entidades eclesiásticas y no aparece ninguna restricción a esta inviolabilidad a favor 
de los individuos, lo que incluiría a los titulares de datos personales recogidos en los 
archivos y registros eclesiásticos. Además, por los principios generales de pacta sunt 
servanda de los Tratados y de buena fe, su contenido en vigor debe ser cumplido. 
Recurre al artículo 27 del Convenio de Viena  por el cual una Parte no podrá invocar las 
disposiciones de su derecho interno como justificación del incumplimiento del Tratado. 
Sustenta estos argumentos en dos artículos de nuestra Constitución de 1978 ya vistos ut 
supra, para despejar posibles dudas sobre la aplicación del contenido de un Tratado a 
los Estados y no a los ciudadanos. Por un lado, el artículo 10.2 CE que establece que los 
derechos fundamentales y libertades reconocidos en la propia Constitución se 
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 BEATRIZ GONZÁLEZ MORENO, “La Ley Orgánica de Protección de Datos y los Libros de Bautismo” en 
VV.AA. A. TRONCOSO REIGADA, (dir.), op. cit., pp. 620 y ss. 
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interpretarán de conformidad con la Declaración Universal de los Derechos Humanos y 
los Tratados y Acuerdos Internacionales sobre la misma materia, donde podemos 
encuadrar el Acuerdo sobre Asuntos Jurídicos de 1979 ya que éste es un tratado sobre la 
libertad religiosa, reconocido expresamente en el artículo 16 CE, que proporciona 
criterios hermenéuticos en la aplicación de las normas que incidan en este derecho 
fundamental. Por otro lado, el artículo 96 CE establece, como hemos visto 
anteriormente, que los Tratados Internacionales válidamente celebrados y publicados 
oficialmente en España forman parte del ordenamiento interno. Sólo podrán ser 
modificadas sus normas de la forma prevista en el propio Tratado o de acuerdo con las 
normas generales del Derecho Internacional. Por tanto, sólo mediante Ley, como lo es 
este Tratado Internacional, se podrán establecer límites al derecho fundamental de 
protección de datos. 
Termina la profesora GONZÁLEZ MORENO
368
 su postura, afirmando que los libros 
parroquiales son verdaderos registros de los sacramentos administrados y tienen 
naturaleza canónica
369
, y sirven de prueba de los mismos sin prejuzgar la adhesión 
personal a la fe católica ni la pertenencia actual a la Iglesia y no afecta al contenido 
esencial del derecho fundamental a la protección de datos. Su conclusión es rotunda: los 
libros parroquiales como registros de la administración de los sacramentos “son 
inviolables frente al Estado y frente a los particulares porque en el propio Acuerdo entre 
el Estado español y la Santa Sede sobre Asuntos Jurídicos se reconoce a la Iglesia 
Católica el derecho a ejercer su misión apostólica y se le garantiza el libre y público 




A nuestro entender estos archivos sacramentales son inviolables en virtud de un 
Acuerdo con naturaleza de tratado internacional vigente en España. Estos registros 
constatan la celebración de un sacramento para la Iglesia, carente de eficacia civil (salvo 
el matrimonio), actividades propias de su misión pastoral y organizativa. Otra cosa es 
que la Iglesia deba garantizar internamente a sus fieles el derecho a la protección de sus 
datos, laguna que debería ser corregida por la propia Confesión religiosa. 
                                                 
368
 Ibídem, pp. 620 y ss. 
369
 Canon 535 del CIC. Ver nota 566. 
370
 B. GONZÁLEZ MORENO, op. cit., p. 623. 
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2. Asociaciones religiosas pertenecientes a la Iglesia Católica: las 
Hermandades 
 
Visto lo anterior, nos parece indubitado que la LOPD es aplicable a la Iglesia 
Católica. Entendemos que si es aplicable al todo, lo será también a las distintas partes 
que conforman su organización o dependan de ella, como pueden ser sus asociaciones. 
Entre éstas, y que gozan una mayor raigambre social, se encuentran las hermandades y 
cofradías. Es necesario, por tanto, estudiar el régimen jurídico y la naturaleza de estas 
asociaciones religiosas como paso previo al análisis profundo y detallado de los datos y 
ficheros que tratan las hermandades y de los derechos que los titulares de los datos, los 
hermanos, puedan ejercitar frente a ellas para preservar y salvaguardar el uso que de los 




Las cofradías, como entidades religiosas que son, desarrollan sus actividades 
bajo el paraguas de la Iglesia Católica. Esta sociedad eclesiástica está gobernada por un 
ordenamiento jurídico que es el Derecho Canónico, aparte de los derechos civiles que le 
reconozca el ordenamiento jurídico del Estado. 
Podríamos entender que el conjunto de normas eclesiásticas que rigen y 
gobiernan la vida de estas agrupaciones es el Derecho de las Cofradías
371
. Estas normas 
pueden ser de muy variado origen, comenzando por las normas pontificias de ámbito y 
aplicación a todo el orbe (Código Canónico y otras normas especiales o particulares); 
normas de las Conferencias Episcopales (derecho intermedio aplicable a un territorio 
geográfico normalmente coincidente con las fronteras nacionales); normas diocesanas o 
                                                 
371
 ALBERTO RIBELOT CORTÉS, Las cofradías y su mundo jurídico, Ed. El Giraldillo, Sevilla, 2008, p. 7. 
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de derecho particular y toda la normativa que como derecho propio emane de las 
propias cofradías como estatutos
372
 y reglamentos. 
Entre estas asociaciones destacan las hermandades y cofradías, que tienen una 
larguísima historia en la Iglesia y han pervivido hasta hoy. Para BOROBIO
373
 constituyen 
una de las realidades de mayor relieve e importancia en la vida de la Iglesia desde el 
Medioevo, realizando unas finalidades religiosas, sociales y culturales de relieve. 
Estas realidades eclesiales han evolucionado de diversa y contradictoria manera 
en Europa Occidental perdiendo gran parte de su protagonismo religioso, social y, 
también, económico desde la Edad Media, salvo en España, donde ha experimentado un 
creciente auge y, especialmente, en el sur del país donde tienen una mayor relevancia. 
En el año 1988 los Obispos del sur de España publicaron una carta pastoral con el título 
Las Hermandades y Cofradías, afirmando que “en el momento presente se contempla 
en el sur de España un interés creciente por las manifestaciones católicas de religiosidad 




El nombre de cofradía está relacionado con una serie de palabras latinas que 
ponen de relieve el sentido de comunión o asociación fraterna y solidaria entre los 




Una definición clásica de cofradía es la que nos da DURAND al afirmar que “en 
sentido estricto es una asociación de fieles, erigida por la autoridad eclesiástica, que se 
propone el ejercicio de las obras de piedad y caridad, y el incremento del culto público y 
                                                 
372
 Canon 94 “estatutos, en sentido propio, son las normas que se establecen a tenor del derecho en las 
corporaciones o fundaciones, por las que se determina su fin, constitución, régimen y forma de actuar”. 
373
 Cf. DIONISIO BOROBIO, Hermandades y Cofradías: entre pasado y futuro, Centre de Pastoral 
Litúrgica, Barcelona, 2003, p. 9. 
374
 Carta pastoral de los Obispos del Sur de España de 12 de octubre de 1988, en obispos del sur de 
España, Documentos colectivos de los Obispos del Sur de España (1970-1988), núm. 8. 
375
 Estos términos latinos son: confraternitas, sodalitas, congregatio, consociatio, convivium. Para una 
síntesis histórica de estas realidades asociativas, puede verse: ANTONIO GARCÍA GARCÍA, “El 
asociacionismo en la historia de la Iglesia y en el ordenamiento canónico” en Asociaciones canónicas de 
fieles, Universidad Pontificia de Salamanca, 1987, pp. 21-41; LLUÍS MARTÍNEZ SISTACH, El derecho de 
asociación en la Iglesia, Facultad de Teología de Barcelona, 1973, pp. 175-200. 
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
172 
Felipe García de Pesquera Gago 
que está organizada de manera que forma un verdadero colegio, un cuerpo orgánico”
376
. 
De esta definición se pueden extraer los tres fines fundamentales de la misma: promover 
el culto público, el ejercicio de las obras de caridad, y la santificación y 
perfeccionamiento espiritual de los miembros. Para C. AMIGO “las Hermandades son 
unas asociaciones de la Iglesia Católica con una finalidad bien definida: el culto, la 




b. El fenómeno asociativo en la Iglesia Católica 
 
1. Régimen jurídico de las Cofradías 
 
La regulación jurídica básica y sustancial se encuentra en el Código de Derecho 
Canónico (en adelante CIC) y, por lo tanto, constitutiva de derecho común universal. 
Luego, ya que las bases para la organización general de las hermandades y cofradías 
están definidas en el Código Canónico, empecemos por lo dispuesto en el mismo para 
determinar su naturaleza jurídica, no sin antes hacer una breve referencia al marco 
jurídico constitucional. 
La asociación es la junta o reunión de personas para algún fin. El Diccionario de 
la Real Academia, entre sus acepciones, nos ofrece una definición que bien podríamos 
admitir desde el punto de vista del Derecho: “conjunto de los asociados para un mismo 
fin y, en su caso persona jurídica por ellos formada”
378
. 
Se acepta de manera general que la asociación es un derecho que corresponde a 
la persona por su propia naturaleza y está consagrado así en todos los ordenamientos 
constitucionales, concretamente en el caso español en el artículo 22 de nuestra 
Constitución
379
. Este derecho fundamental ha sido desarrollado por la Ley Orgánica 
                                                 
376
 H. DURAND, “Confrerie”, en Dictionnaire de Droit Canonique, IV, París, 1949, col. 130. 
377
 A todas las Hermandades, Cofradías y Asociaciones de la Diócesis. Carta pastoral con motivo del I 
Congreso Internacional de Hermandades y religiosidad popular de Sevilla, de 1 de octubre de 1999. 
378
 Vid. www.rae.es (consulta 27 de julio de 2010). 
379
 Artículo 22 CE: “Se reconoce el derecho de asociación”. 
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1/2002, de 22 de marzo, reguladora del derecho de asociación, en adelante LODA, 
definiéndose la misma en el artículo 5 como todo acuerdo de tres o más personas físicas 
o jurídicas legalmente constituidas, que se comprometen a poner en común 
conocimientos, medios y actividades para conseguir unas finalidades lícitas, comunes, 
de interés general o particular, y se dotan de los Estatutos que rigen el funcionamiento 
de la asociación. Dicha Ley expresamente excluye de su ámbito de aplicación a la 
Iglesia y demás confesiones, aunque reconoce explícitamente que las asociaciones 
religiosas constituidas por la Iglesia se regirán por los Tratados Internacionales y leyes 




Esta ley remarca el carácter no secreto de las asociaciones y las obliga a 
inscribirse en el correspondiente registro de asociaciones a efectos de publicación, 
consecuencia inmediata y lógica de la prohibición constitucional de asociaciones 
secretas. Ahora bien, este registro supone un control de la documentación entregada, un 
control externo de la legalidad
381
. 
El derecho de asociación supone libertad para crear asociaciones y libertad para 
adherirse a ellas o no. Pero también supone reconocer por parte del Estado la autonomía 
organizativa de la propia asociación, salvo que implique esta autonomía una vulneración 
del orden público. Esto significa que el Estado no debe interferir en las relaciones 
internas de la asociación y sus asociados siempre y cuando tengan libertad para 
abandonar la misma. En España esto está matizado por la jurisprudencia constitucional. 
                                                 
380
 Artículo 1 de la Ley Orgánica 1/2002 de 22 de marzo, en su apartado 3 se afirma: “Se regirán por su 
legislación específica los partidos políticos; los sindicatos y las organizaciones empresariales; las iglesias, 
confesiones y comunidades religiosas; las federaciones deportivas; las asociaciones de consumidores y 
usuarios; así como cualesquiera otras reguladas por leyes especiales. 
Las asociaciones constituidas para fines exclusivamente religiosos por las iglesias, confesiones y 
comunidades religiosas se regirán por lo dispuesto en los tratados internacionales y en las leyes 
específicas, sin perjuicio de la aplicación supletoria de las disposiciones de la presente Ley Orgánica”. 
En Andalucía hay una ley específica de asociaciones, la ley 4/2006, de 23 de junio. El artículo 13.25  del 
Estatuto de Autonomía para Andalucía atribuye a la Comunidad Autónoma la competencia exclusiva en 
materia de asociaciones de carácter docente, cultural, artístico, benéfico-asistencial y similares, que 
desarrollen principalmente sus funciones en Andalucía. 
381
 Artículo 10 LODA: “1. Las asociaciones reguladas en la presente Ley deberán inscribirse en el 
correspondiente Registro, a los solos efectos de publicidad. 
2. La inscripción registral hace pública la constitución y los Estatutos de las asociaciones y es garantía, 
tanto para los terceros que con ellas se relacionan, como para sus propios miembros”. 
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En concreto, la Sentencia del Tribunal Constitucional 218/1988 afirma que no hay una 
fiscalización judicial genérica de la adecuación del acto a las normas asociativas pero el 
asociado sí puede acudir a los tribunales por motivos manifiestamente arbitrarios de 
actos internos de la asociación. Asimismo, la Sentencia del Tribunal Constitucional 
96/1994 establece el control judicial sobre la expulsión de asociados y la Sentencia del 
Tribunal Constitucional 104/1999 reconoce el derecho que tienen los asociados al 
cumplimiento de los estatutos por parte de los órganos de gobierno de la asociación. En 
definitiva, el Tribunal Constitucional admite interferencias estatales para garantizar la 
observancia de las normas asociativas o estatutos y así se reflejó en el artículo 21 
LODA por el que el asociado tiene derecho a impugnar acuerdos de la asociación
382
. 
La asociación religiosa es una comunidad de personas unidas por un cuerpo 
doctrinal diferenciado, que la distingue de los demás, con un culto propio y un sistema 
ético que da respuesta a la actuación moral de sus miembros en la sociedad
383
 aunque, 
de hecho, la identificamos con una agrupación de personas que tienen un fin común de 
carácter religioso, vinculada a una Iglesia o Confesión determinada. Por consiguiente, el 
hecho diferencial de este tipo de asociaciones es la religiosidad que “se deduce de dos 
elementos: sus fines y su vinculación a la confesión”
384
 religiosa. 
Con respecto a los fines, cada Confesión ofrece una concepción teológica de lo 
religioso que no tiene porqué coincidir con la utilizada por la legislación del Estado pero 
nos parece evidente que el contenido del artículo 2 de la LOLR, el culto, la asistencia 
religiosa, conmemoración de festividades, ritos matrimoniales, enterramientos 
religiosos, la enseñanza religiosa, etc., son actos de carácter religioso que pueden 
constituirse perfectamente en fines comunes religiosos de una asociación, sin olvidar el 
límite constitucional del orden público. 
                                                 
382
 En cambio, DÍEZ-PICAZO entiende que el artículo 2.5 LODA, que exige organización y funcionamiento 
democráticos a las asociaciones, no es compatible con el artículo 22 CE ni con la STC 218/1988 en el 
sentido de la exigencia de democracia interna en la asociación. Entiende que va contra la autonomía 
organizativa. L. M. DÍEZ-PICAZO, op. cit. En cuanto a las sentencias vide SSTC 218/1988, de 22 de 
noviembre (RTC\1988\218), 96/1994, de 21 de marzo (RTC\1994\96) y 104/1999, de 14 de junio 
(RTC\1999\104). 
383
 SANTIAGO BUENO SALINAS, “Confesiones y entes confesionales en el Derecho español”, en Anuario 
de Derecho Eclesiástico del Estado (ADEE), vol. IV, 1988, pp.107-133. 
384
 MARIANO LÓPEZ ALARCÓN, “Confesiones y entidades religiosas”, en Derecho Eclesiástico del Estado, 
EUNSA, Pamplona, 1996, pp. 219-264. 
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En cuanto al segundo elemento, conforme al apartado 2 del artículo 6 LOLR, las 
Iglesias y Confesiones son, en principio, las indicadas para certificar que el fin de las 
asociaciones que se constituyen dentro de su ámbito puede ser calificado como 
religioso, teniendo la última palabra el organismo competente civil en esta materia, 
concretamente, el Registro de Entidades Religiosas, dependiente del Ministerio de 
Justicia, que verificará que los fines asociativos no sean meramente de tipo 
humanístico-económico. 
El Concilio Vaticano II, en la Constitución Gaudium et Spes, refleja como una 
consecuencia de la dignidad humana que el ordenamiento político jurídico proteja, entre 
otros derechos de la persona, el de libre asociación como garantía de la participación 
activa de los ciudadanos en la vida y en el gobierno de la cosa pública
385
. 
La participación en la vida de la Iglesia es la clave para afrontar la compleja 
cuestión de las asociaciones y movimientos de fieles, expresión de la “nueva época 
asociativa” que vive la Iglesia
386
. Se manifiesta así la razón eclesiológica del origen del 
asociacionismo eclesial, formulada por el Concilio Vaticano II como “signo de la 
comunión y de la unidad de la Iglesia en Cristo”
387
. 
A su vez aparece en este contexto teológico la razón cultural del fenómeno 
asociativo, ya que éste expresa “la naturaleza social de la persona y obedece a instancias 
de una más dilatada e incisiva eficacia operativa”
388
 y, por esto, se muestra más 
adecuado para influir culturalmente en la sociedad. Esta incidencia, en efecto, en el 
contexto de una sociedad pluralista y fraccionada, comporta sobre todo como un “sujeto 
social” que es, sin duda, uno de los rasgos más significativos del fenómeno asociativo 
eclesial. 
En consecuencia, la Iglesia entiende que la raíz del fenómeno asociativo se 
encuentra en “un derecho que deriva del bautismo y no como una especie de concesión 
                                                 
385
 Vide Gaudium et spes, cap. IV, “La vida en la comunidad política”, nº 73, La vida pública en nuestros 
días. 
386
 Constitución Christi Fideli Laici (ChL 28.30). 
387
 Decreto Apostolicam Actuositatem (AA 18). 
388
 ChL 29. 
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
176 
Felipe García de Pesquera Gago 
de la autoridad”
389
, lo que refleja una raíz iusnaturalista, en este caso la ley natural viene 
dada por Dios, vinculada a la dignidad del ser humano. 
El CIC de 1983 propugna explícitamente el derecho de asociación de los fieles y 
se establece en el canon 215 que “los fieles tienen derecho a fundar y dirigir libremente 
asociaciones”, que se encuadra en el Título II “de las obligaciones y derechos de todos 
los fieles”, es decir, común a todos los bautizados
390
. El derecho de asociación se 
establece para todos los fieles con independencia del estado jurídico-canónico (clérigos, 
laicos, religiosos) a que pertenezcan. Como afirma MARTÍNEZ SISTACH
391
 se trata de un 
principio programático, de un derecho que no se reconocía literal y explícitamente en el 
CIC de 1917 y que tiene su fundamento en el Concilio Vaticano II que propugnaba el 
derecho de asociación de los bautizados
392
. Para RIBELOT, este derecho humano de 
asociación, también toma razón del canon 227
393
 por el que se reconoce a los fieles 
laicos aquella libertad que compete a todos los ciudadanos, por lo que las asociaciones 
de fieles surgen del ejercicio de un derecho previo que corresponde a los asociados, 
aunque esta libre iniciativa de los fieles tiene un límite insalvable, que es la observancia 
de la debida relación con la autoridad eclesiástica
394
, como veremos más adelante. 
Nos interesa el derecho de asociación de los laicos, es decir, de “todos los fieles 
cristianos, a excepción de los miembros que han recibido un orden sagrado, y los que 
están en estado religioso reconocido por la Iglesia” que como se deduce de esta 
                                                 
389
 ChL 29. 
390
 Cf. canon 204: “§1. Son fieles cristianos quienes, incorporados a Cristo por el bautismo, se integran en 
el pueblo de Dios, y hechos partícipes a su modo por esta razón de la función sacerdotal, profética y real 
de Cristo, cada uno según su propia condición, son llamados a desempeñar la misión que Dios 
encomendó cumplir a la Iglesia en el mundo”. 
391
 L. MARTÍNEZ SISTACH, Las asociaciones de fieles, Facultad de Teología de Cataluña, 5ªed., 2004, p. 
11. 
392
 El número 19 del Decreto Apostolicam Actuositatem reconoce aquel derecho de asociación de los 
fieles: “Guardada la debida relación con la autoridad eclesiástica, los laicos tienen el derecho de fundar y 
dirigir asociaciones y, una vez fundadas, darles su nombre”. 
393
 Canon 227: “Los fieles laicos tienen derecho a que se les reconozca en los asuntos terrenos aquella 
libertad que compete a todos los ciudadanos; sin embargo, al usar de esa libertad, han de cuidar de que 
sus acciones estén inspiradas por el espíritu evangélico, y han de prestar atención a la doctrina propuesta 
por el magisterio de la Iglesia, evitando a la vez presentar como doctrina de la Iglesia su propio criterio, 
en materias opinables”. 
394
 A. RIBELOT CORTÉS, Las cofradías cit., pp.19-21. 
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definición negativa, los laicos son los que no son ni clérigos ni religiosos sino de 
aquellos que “viven en el siglo”
 395
. 
Tradicionalmente, los fines que perseguían estas asociaciones siguen 
manteniéndose inalterables a lo largo del tiempo y se pueden resumir en tres: promoción 
de una vida cristiana más espiritual y rica entre los asociados; el ejercicio de obras de 
caridad y de piedad; y la celebración de culto público (c. 215 en relación c. 298). 
En el CIC de 1917, al tratar de las asociaciones de fieles seglares, expresamente 
se refería a Hermandades, Cofradías y Archicofradías y se definían las hermandades 
como aquellas asociaciones erigidas para ejercer alguna obra de piedad o caridad (pías 
uniones), constituidas a modo de cuerpo orgánico (c. 707 §1*). Si, además, su erección 
miraba al incremento del culto público, recibían el nombre de cofradías (c. 707 §2*). Y 
aquellas corporaciones que gozaban de la facultad para agregar a sí otras de la misma 
especie, se denominaban archihermandades o archicofradías (c. 720*). Esta norma 
contemplaba solamente la finalidad específica de las cofradías que consiste en el 
incremento del culto público, sin que excluyera que dichas asociaciones pudieran tener 
las otras finalidades de piedad y caridad. 
Expresamente no se mencionan en el Código vigente, desapareciendo de manera 
intencionada ya que “la división de asociaciones en razón del fin, característica del 
Código de Derecho Canónico de 1917, no se mantiene; la legislación propuesta adopta 
un criterio más general. Tal legislación más amplia, reducida a dar los rasgos jurídicos 
más importantes, ha parecido necesaria, porque de día en día crece el número y la 
variedad de las asociaciones. La división actual se apoya en la erección de las 
asociaciones y en su diferente relación con la autoridad jerárquica”
396
. Hoy podemos 
afirmar que no existen diferencias de tipo jurídico entre hermandad y cofradía y que son 
términos homónimos y homólogos y que la preferencia de uso de una sobre otra puede 
deberse a cuestiones históricas o simplemente literarias. 
 
                                                 
395
 Lumen Gentium, Constitución Dogmática sobre la Iglesia, nº 31 (Vida salvífica y apostólica de los 
laicos). 
396
 Revista Communicationes nº 9, 1977, p. 239. 
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2. Las asociaciones públicas y privadas en el CIC 1983: la discutida 
naturaleza jurídica de las Hermandades y Cofradías 
 




, aunque el Código vigente 
no mencione de manera expresa a las cofradías, no tienen ninguna duda de que las 
regula y se les aplican los cánones que regulan las asociaciones de fieles. En cambio, el 
Código vigente de 1983 introduce la novedosa distinción entre asociaciones públicas y 
asociaciones privadas de fieles (c. 116) a diferencia del anterior, para el que no existían 
en la Iglesia más personas jurídicas que las de carácter público. 
La principal consecuencia de la determinación de su carácter público o privado 
es el predominio de las prescripciones del Derecho sobre las estatutarias en el régimen 
jurídico de las asociaciones públicas, y al contrario en el caso de las privadas (cc. 116§ 
1 y 321 y ss)
399
. Además de otras diferencias básicas entre ambas categorías como son 
que los bienes de las asociaciones públicas pertenecen a la Iglesia (c. 1257§1) y se rigen 
por el derecho universal (c. 1257§1) además de por sus estatutos; al contrario de las 
privadas que se rigen por sus propios estatutos y quedan excluidos de ser llamados 
eclesiásticos (cc. 1257§2 y 1258 a sensu contrario)
400
. Otro elemento diferenciador es 
que los fieles sólo tienen derecho a fundar asociaciones privadas y no públicas 
conforme a los cánones 299 § 1 y 2 y 301 § 1 y 3
401
. 
En cuanto a los caracteres propios de la asociación pública o privada, ambos 
autores discrepan al respecto. MARTÍNEZ SISTACH piensa que la principal diferencia 
estriba en la intervención de la autoridad eclesiástica sobre la asociación, de manera que 
aquellas asociaciones constituidas por un acuerdo de los fieles con el reconocimiento de 
                                                 
397
 L. MARTÍNEZ SISTACH, Las asociaciones cit., p. 146. 
398
 Cfr. A. RIBELOT CORTÉS, op. cit., cap. I, pp. 7-35. 
399
 A. RIBELOT CORTÉS, op. cit., pp. 47-48. 
400
 A. RIBELOT CORTES, El Derecho de las cofradías de Sevilla, Marsay Ediciones, Sevilla, 2000, pp. 57-
62. 
401
 La autoridad eclesiástica sólo procederá a erigir en los casos en los que lo “considere conveniente”, 
canon 301§1 y 2. Además, recordemos que el gobierno y administración directos de la corporación 
pertenecen a ella misma, sea pública o privada, pero en las asociaciones públicas la autoridad dispondrá 
de una alta dirección y en las privadas de una vigilancia. A. RIBELOT CORTÉS,  op. cit., Ed. El Giraldillo, 
Sevilla, 2008, p. 148. 
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los estatutos como mínimo por parte de la autoridad eclesiástica serán privadas, 
mientras que serán públicas si han sido erigidas exclusivamente por la autoridad 
eclesiástica atendida la naturaleza de los fines que persiguen
402
. Esto no significa que la 
iniciativa de constituirlas sea únicamente de aquella autoridad. De hecho, los 
fundadores de dichas asociaciones pueden ser otros fieles no clericales, los laicos. 
Ahora bien, solamente adquirirán la naturaleza de asociaciones públicas cuando hayan 
sido erigidas por la jerarquía mediante el decreto pertinente firmado por el Ordinario del 
lugar
403
. Incluso puede ocurrir lo contrario, es decir, que la jerarquía constituya una 
asociación privada atendidas sus finalidades, si así lo estima conveniente. 
MARTÍNEZ SISTACH entiende que hay unas finalidades exclusivas de las 
asociaciones públicas: transmitir la doctrina cristiana en nombre de la Iglesia; promover 
el culto público; y otros fines reservados por su naturaleza a la autoridad eclesiástica. 
Estos tres fines establecidos en el canon 301 perseguidos por una asociación, 
necesariamente requieren su constitución como públicas
404
. 
El canon 301§1 establece que “corresponde exclusivamente a la autoridad 
eclesiástica competente el erigir asociaciones de fieles que se propongan…promover el 
culto público”. Así, en opinión de MARTÍNEZ SISTACH, las cofradías son asociaciones de 
fieles que han de ser erigidas por la autoridad eclesiástica, dado que tienen como 
finalidad el promover el culto público. Para este autor, las cofradías necesariamente han 
de ser asociaciones públicas de fieles conforme al canon 301§3 y no pueden ser 
asociaciones privadas. De hecho, el Directorio sobre la piedad popular y la liturgia, de 
la Congregación para el Culto divino y la disciplina de los Sacramentos, de 17 de 
diciembre de 2001, afirma que la Iglesia reconoce las cofradías y les confiere 
personalidad jurídica pública
405
. Esta naturaleza pública supone que las cofradías están 
sometidas a un mayor control por parte de la autoridad eclesiástica competente. En 
conclusión, MARTÍNEZ SISTACH defiende que se pueden constituir asociaciones de fieles 
con el nombre de cofradía, al amparo del Código de Derecho Canónico, que puedan o 
                                                 
402
 L. MARTÍNEZ SISTACH, op. cit., p. 40. 
403
 Cfr. Canon 474. 
404
 L. MARTÍNEZ SISTACH, op. cit., pp. 59-65. 
405
 Cfr. Núm. 69: en la nota a pie de página se cita el can. 301 que regula las asociaciones públicas. 
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no tener como finalidad promover el culto público. Si ésta es su finalidad serán 
asociaciones públicas y, en caso contrario, pueden ser asociaciones privadas y propone 
reservar el término de cofradía para las asociaciones canónicas de fieles que se 
proponen como finalidad el promover el culto público
406
. 
Por el contrario, la principal diferencia para RIBELOT
407
, entre asociaciones 
públicas y privadas no estriba en sus fines, ya que el canon 298 que describe los fines se 
encuentra entre las normas comunes para todas las asociaciones de fieles, sean públicas 
o privadas. El único elemento diferenciador es el título a virtud del cual se lleven a cabo 
esos fines, es decir, si se hace o no in nomine Ecclesiae, si se hace o no “en nombre de 
la Iglesia”. De manera que, será pública la constituida por la autoridad competente que 
cumpla la misión encomendada en nombre de la Iglesia (c. 116§1) y serán asociaciones 
privadas todas las demás personas jurídicas (c. 116§1, in fine)
408
. La naturaleza jurídica 
de las hermandades y cofradías, al ser entidades asociativas de carácter voluntario, su 




En España, la Conferencia Episcopal aprobó una instrucción sobre asociaciones 
canónicas de ámbito nacional el 24 de abril de 1986
410
 de carácter orientativo para 
aquéllas que realicen su actividad en toda la nación. En la misma se afirma que las 
asociaciones que persigan como fines trasmitir la doctrina cristiana en nombre de la 
Iglesia, promover el culto público o perseguir finalidades reservadas por su propia 
naturaleza a la autoridad eclesiástica necesariamente determinarán el carácter público de 
las mismas. Amplía esta naturaleza pública a aquellas otras que decida la autoridad 
eclesiástica competente. Asimismo, con respecto a las asociaciones canónicas 
nacionales aprobadas con anterioridad al CIC de 1983, la Conferencia Episcopal les 
atribuye a todas ellas una personalidad jurídica de carácter público puesto que, así lo 
                                                 
406
 L. MARTÍNEZ SISTACH, op. cit., pp. 146-148. 
407
 A. RIBELOT CORTÉS, op. cit., pp. 23-25. 
408
 Ahora bien, esto no quiere decir que todas las personas jurídicas eclesiásticas tengan los mismos 
derechos y obligaciones sino que los mismos han de ser “…congruentes con su propia índole” como 
recoge el canon 113. 
409
 Desarrollamos este aspecto en el apartado siguiente “Adquisición de la personalidad jurídica”. 
410
 Vid. Boletín Oficial de la Conferencia Episcopal Española 10, abril-junio 1986, 79-84. 
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afirma, era la “única posibilidad entonces reconocida”
411
. Por último, expresamente 
faculta al Obispo competente la aplicación de estas normas en las asociaciones 
diocesanas. 
Con posterioridad a la entrada en vigor del Código de 1983, en el caso concreto 
de la diócesis de Sevilla, la naturaleza jurídica de las hermandades y cofradías de esta 
provincia, quedó fijada por Decreto de 29 de junio de 1985, por el que se dictaban 
normas diocesanas para hermandades y cofradías. Curiosamente, aunque se da a 
entender su carácter público
412
, no se utilizaba expresamente tal calificativo. 
Estas normas han sido derogadas por las actuales Normas Diocesanas de 8 de 
diciembre de 1997, publicadas en el BOAS de diciembre de 1997, en vigor desde el 31 
del mismo mes y año, en las que expresamente se califica a las hermandades y cofradías 
como “asociaciones públicas de fieles” (art. 1.1). En el siguiente apartado del mismo 
artículo, se niega la posibilidad de que adquieran el carácter de asociación privada y 
quedan constituidas en personas jurídicas públicas eclesiásticas “en virtud del mismo 
decreto por la que se erigen” (art. 1.3). Este carácter público de las hermandades es 
común en la normativa de asociaciones de las diócesis españolas, debido seguramente a 
la ya mencionada Instrucción de la Conferencia Episcopal Española sobre asociaciones 
de 1986, salvo una
413
. 
En opinión de RIBELOT, la sustancia genuina de las hermandades y cofradías es 
jurídicamente privada, sin perjuicio de que sus miembros presten consentimiento para 
su erección como públicas. Entiende que hay confusión entre los términos culto público 
y culto externo y que ha llevado a no pocos autores, y al común de las personas, a 
encuadrar a nuestras hermandades de penitencia en el concepto de cofradía del CIC de 
                                                 
411
 Vid. Boletín Oficial de la Conferencia Episcopal Española 10, abril-junio 1986, 79-84, apartado 36. 
412
 Se utilizaban expresiones como “erigidas canónicamente”, “promover el culto público”, “las 
hermandades y cofradías se rigen por las normas del derecho universal de la Iglesia”. Vide Decreto de 29 
de junio de 1985 en Boletín Oficial del Arzobispado de Sevilla (en adelante BOAS), julio 1985. 
413
 Hemos podido comprobar, no sin cierta dificultad puesto que en numerosas diócesis las normas 
diocesanas no están publicadas, este carácter público de las hermandades en las diócesis de Cartagena, 
Ciudad Real, Córdoba, Elche, Huelva, Jerez, La Rioja, Málaga, Orihuela y Zamora mediante la consulta 
de las respectivas Normas Diocesanas en el enlace https://www.google.es/webhp?sourceid=chrome-
instant&rlz=1C1CHRG_esES466ES466&ion=1&espv=2&ie=UTF-
8#q=naturaleza%20jur%C3%ADdica%20hermandades (consulta día 8 de septiembre de 2015). La única 
excepción es la diócesis de Mallorca en la cual las hermandades y cofradías tienen naturaleza de 
asociaciones privadas de fieles. 
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1917. Según él, nuestras cofradías se corresponden con las hermandades del ya 
derogado Código de 1917, ya que entre los fines peculiares se encuentran la penitencia 
y la caridad que no son culto público ya que el laico participa en los mismos pero no 
puede santificar, función exclusiva de los otros estados. Otra cosa son las hermandades 
sacramentales tan vinculadas a las parroquias por su peculiarísimo fin del culto al 
Santísimo Sacramento
414
. Cree que la competencia de la autoridad eclesiástica de erigir 
asociaciones de fieles del canon 301§1 no es ilimitada y carece de potestad para erigir 
una asociación en persona jurídica pública cuando consta fehacientemente la oposición 
de sus miembros. Se basa para ello en la falta de coacción como principio general de la 
Iglesia y en la libertad de asociación de los fieles. Para RIBELOT, las hermandades y 
cofradías pueden ser públicas o privadas, según su clase o circunstancias, aunque para el 
Derecho particular o diocesano, como acabamos de comentar en el caso de la mayoría 
de las Diócesis hispanas, son generalmente públicas; en menor medida para el Derecho 
intermedio (Conferencia Episcopal) o universal (Santa Sede)
415
. 
La solución, según el mismo autor, pasa por cambiar las Normas Diocesanas 
vigentes en el sentido del texto de la Instrucción sobre asociaciones canónicas de ámbito 
nacional ya mencionada
416
 en el que se proclama que la autoridad debe respetar la 
libertad reconocida a los fieles en el Código de optar entre asociaciones públicas o 
privadas, sin perjuicio del carácter público en función de sus fines; y la adaptación del 
estatuto jurídico de acuerdo, en lo posible, con los promotores de la asociación. Termina 
la instrucción afirmando que aunque esta Instrucción va dirigida a las asociaciones 
nacionales, “no se descarta que puedan tener aplicación en las asociaciones diocesanas, 
si el Obispo lo estima oportuno”. Coincido con RIBELOT en considerar la posibilidad de 
que el Ordinario del lugar pueda calificar la naturaleza de las hermandades como 
privada puesto que, al menos, hay una diócesis que así lo ha decretado, como he 
señalado anteriormente, y en Sevilla, ciudad en la que vivo, puedo atestiguar el carácter 
privado de una hermandad, reconocida así por el Arzobispado
417
. 
                                                 
414
 A. RIBELOT CORTÉS, op. cit., pp 150-151. 
415
 Ibidem, pp. 24-25. 
416
 Boletín Oficial de la Conferencia Episcopal Española, 10, abril-junio 1986, pp. 79-84. 
417
 La Hermandad de la Santa Caridad es asociación privada de fieles y no pertenece al Consejo de 
Hermandades y Cofradías de la ciudad. 
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Por último, a modo de sugerencia y sin ningún tipo de desarrollo hasta la fecha, 
al menos, según RIBELOT, no debería rechazarse la posible existencia de un tercer tipo 




En línea contraria a la opinión de RIBELOT, destacamos por su relevancia, el 
recurso que la Hermandad de Nuestro Padre Jesús del Gran Poder, radicada en Sevilla, 
interpuso ante el Arzobispado en marzo de 2000. Esta hermandad solicitaba la 
revocación de las Normas Diocesanas de 1997 y que se declarara que la Hermandad del 
Gran Poder de Sevilla es una asociación privada de fieles. 
En la Resolución de este recurso
419
 se asumen las tesis de MARTÍNEZ SISTACH ya 
comentadas, por la cual al encontrarse entre los fines de la hermandad promover el culto 
público, en virtud del canon 301, es competencia de la autoridad eclesiástica erigir 
asociaciones de fieles que pretendan promover el culto público y las asociaciones de 
fieles erigidas por la autoridad eclesiástica competente se llaman asociaciones públicas. 
Por tanto, las cofradías como asociaciones de fieles cuyo fin es promover el culto 
público son asociaciones públicas de fieles, sin que puedan tener el carácter de 
asociaciones privadas de fieles. Además, concluye afirmando que la hermandad no ha 
aportado una sola prueba a favor de su naturaleza privada, máxime cuando antes del 
Código de 1983 no existía este tipo de asociaciones. 
La hermandad recurre al Pontificio Consejo para los Laicos que resuelve el 15 
de septiembre del mismo año
420
 confirmando que la Hermandad del Gran Poder es una 
asociación pública de fieles y se ratifican los argumentos de la Resolución del 
Arzobispado. 
Por consiguiente, las hermandades y cofradías son personas jurídicas de carácter 
público y eclesiástico que se rigen por el Código Canónico, como Derecho universal, 
                                                 
418
 ANTONIO HIRALDO VELASCO, Hermandades y discernimiento evangélico (Notas para la reflexión y la 
acción), Sevilla, noviembre 1995. En la página 67 afirma que “las hermandades son realidades peculiares 
dentro de las asociaciones de la Iglesia, por su relación con el culto y devoción popular, por el sentido de 
pertenencia y la participación de sus miembros y por su vertebración eclesial en la comunión parroquial y 
diocesana”. 
419
 Boletín Oficial del Arzobispado de Sevilla, 2169, junio 2000, pp. 273-287. 
420
 Boletín Oficial del Arzobispado de Sevilla, 2171, octubre 2000, pp. 439-444. 
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sin perjuicio de la legislación particular que en el caso de las corporaciones sevillanas 
serán las mencionadas Normas Diocesanas de 1997, como Derecho común cofradiero 
(en expresión de RIBELOT) y por sus estatutos propios, que generalmente se denominan 
Reglas; y, en virtud de lo dispuesto en el artículo I.4 del Acuerdo sobre Asuntos 
Jurídicos de 3 de enero de 1979 le es aplicable la normativa civil en el ámbito de sus 
actividades externas como asociación inscrita en el correspondiente Registro, como 
veremos a continuación. 
 
c. Adquisición de personalidad jurídica: canónica y civil 
 
1. Personalidad jurídica canónica 
 
La personalidad jurídica consiste en atribuir a un ente determinado obligaciones 
y derechos tal cual si fuera una persona. Evidentemente, la personalidad jurídica no es 
exclusiva del ente colectivo, sino que también acompaña a la persona individual. Por 
consiguiente, la personalidad o capacidad jurídica significa la disposición de unos 
derechos y la sujeción a unas obligaciones
421
. 
La atribución de personalidad jurídica depende de la autoridad eclesiástica. Es 
un derecho omnímodo de la autoridad competente (c. 312) incluido en su potestad 
discrecional y que se concede a aquellas entidades que cumplan unos requisitos (c. 
114§3). La personalidad jurídica otorga a la asociación el ser sujeto de derechos y 
obligaciones por sí misma, tal cual si fuera una persona, es decir, el grupo se convierte 
en sujeto ante el Derecho Canónico. Una antigua tradición eclesiástica llama a estas 
personas morales
422
. La asociación como tal tiene un patrimonio propio, órganos de 
gobierno que actúan en su nombre y puede asumir a través de tales órganos obligaciones 
de las que responde directamente con sus propios bienes
423
. 
                                                 
421
 A. RIBELOT CORTÉS, op. cit., p. 23. 
422
 Ibídem, pp. 22-23. 
423
 Cf. Canon 113.2. 
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Para la doctrina
424
, la clasificación de personalidad jurídica se atiene a dos 
criterios: en razón del elemento que le sirve de base por el que o bien se puede conferir 
a las personas, universitas personarum, o a las cosas, universitas rerum. El Código 
denomina a las primeras como Corporaciones (c. 114§1) y requieren, al menos, tres 
personas para su constitución. Aquí se encuadran las hermandades y cofradías; y en 
razón de su eficacia jurídica, en cuyo caso, se dividirían en públicas o privadas. 




a) En virtud del mismo Derecho, cuando estemos ante asociaciones, 
corporaciones o entidades así contempladas en el Código, como pueden ser la 
Conferencia Episcopal (c. 449§2), diócesis (c. 373), seminarios (c. 238§1), parroquias 
(c. 515§3)…se justifica porque son instituciones necesarias para la propia organización 
y buen gobierno eclesiástico. Desde el mismo decreto de erección, las asociaciones 
públicas tienen siempre personalidad jurídica pública, aunque no lo explicite el decreto. 
b) Y, en el caso de corporaciones voluntarias, por su carácter de prescindibles 




Este decreto, tanto para públicas como privadas, tiene un carácter especial dado 
por escrito donde se haga constar con claridad la personalidad concedida expresamente 
(c. 116§2). Según la naturaleza de lo concedido, el acto de concesión tendrá un 
calificativo diferente. La erección es propia de la personalidad de las asociaciones 
públicas, mientras que en las privadas se llama aprobación. Los fieles sólo tienen 
derecho a fundar asociaciones privadas de fieles y no públicas. Así lo entienden tanto 
RIBELOT como MARTÍNEZ SISTACH. 
 Para RIBELOT hay un matiz importante que lo diferencia de la doctrina 
mayoritaria y oficial. Para él, el criterio fundamental que permite distinguir unas 
asociaciones de otras es si tiene personalidad jurídica o no, ya que si la tiene, “la 
                                                 
424
 Cfr. A. RIBELOT CORTÉS, op. cit.; L. MARTINEZ SISTACH, op. cit. 
425
 A. RIBELOT CORTÉS, op. cit., pp. 25-26. 
426
 En cambio, sólo se admite esta última forma en las privadas. Es decir, mediante decreto de la autoridad 
competente, debido a su carácter voluntario. 
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
186 
Felipe García de Pesquera Gago 
asociación queda considerada en todas sus dimensiones sin exclusión de ninguna de las 
hipotéticamente existentes y contempladas en el Código”
427
. Según este autor, las 
asociaciones son públicas con personalidad jurídico-pública, o privadas con 
personalidad jurídico-privada o sin personalidad
428
. Por tanto, entiende que existe un 
tercer subtipo de asociaciones como son las asociaciones privadas sin personalidad 
jurídica que consistiría en aquellas fundadas libremente por los fieles para perseguir los 
fines propios de una asociación, descritas en el canon 310, pero que no han sido 
refrendadas por la autoridad competente, categoría análoga a las asociaciones civiles no 
inscritas en el Registro reconocidas en la LODA
429
. 
Ninguna corporación que quiera conseguir personalidad puede obtenerla si sus 
estatutos no han sido aprobados por la autoridad competente (c. 117)
430
. Los estatutos, 
en sentido propio, “son las normas que se establecen a tenor del derecho en las 
corporaciones o fundaciones, por las que se determinan su fin, constitución, régimen o 
forma de actuar” (c. 94). Los estatutos de una corporación obligan sólo a las personas 
que son “miembros legítimos de ella” (c. 94§2), derivada de la misma libertad de 
incorporación y pertenencia que ampara en todo momento al sujeto de la decisión 
asociativa. Como afirma RIBELOT
431
, son las normas de más directa aplicación, de 
eficacia ad intra ya que sólo obligan a sus miembros y, por esto mismo, son las más 
conocidas de los hermanos. La redacción de estos estatutos compete a la propia 
hermandad, a medida de cada una de ellas sin ser compartidas por más de una 
asociación, aunque debe hacerlo “a tenor del derecho” y, por tanto, respetando el 
mínimo imprescindible contenido en el Código de Derecho Canónico o Normas de la 
Diócesis en cuestión. Estos textos estatutarios no obligan desde el momento de su 
redacción sino desde que son aprobados por la autoridad competente, como señala el 
                                                 
427
 A. RIBELOT CORTÉS, op. cit., pp. 16-20. 
428
 Ibídem, p. 19. 
429
 Artículo 10.4 LODA: “Sin perjuicio de la responsabilidad de la propia asociación, los promotores de 
asociaciones no inscritas responderán, personal y solidariamente, de las obligaciones contraídas con 
terceros. En tal caso, los asociados responderán solidariamente por las obligaciones contraídas por 
cualquiera de ellos frente a terceros, siempre que hubieran manifestado actuar en nombre de la 
asociación”. 
430
 La autoridad competente para establecer corporaciones es el Obispo Diocesano, tanto para 
asociaciones públicas como privadas (cc. 312§1-3º y 322). 
431
 A. RIBELOT CORTÉS, op. cit., p. 39. 
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mencionado canon 117, que es el Obispo Diocesano como recoge de manera expresa el 
canon 312§1, 3º. 
A partir del ya derogado Código de 1917, se hace especial hincapié en la 
regulación de esta materia en que las asociaciones dispongan de unos estatutos 
aprobados por los que regirse, que el título y nombre de la Corporación sean acordes a 
los fines y objetivos que persiguen, que administren adecuadamente los bienes y que 
queden bajo la jurisdicción y vigilancia de la autoridad eclesiástica competente. 
En el caso de hermandades y cofradías, al no encontrarse explícitamente entre 
las figuras que en virtud del mismo Derecho tienen personalidad jurídica, habrá de 
estarse a lo dispuesto en el decreto de erección o aprobación que determinará su carácter 
de persona pública, en la mayoría de las ocasiones, o privada, de manera excepcional, 
como acabamos de comprobar en el apartado anterior. 
 
2. Personalidad jurídica civil 
 
En el apartado anterior nos hemos referido al Derecho Canónico, ahora nos 
corresponde hablar del Derecho común, es decir, la eficacia de la personalidad de los 
entes asociativos eclesiásticos, creados en el seno de la Confesión católica, en el ámbito 
del ordenamiento jurídico del Reino de España. 
La eficacia en el ordenamiento jurídico del Reino de España de las asociaciones 
de la Iglesia tiene como punto de partida el artículo 38 del Código Civil que, al tratar de 
las personas jurídicas y su régimen matiza que “la Iglesia se regirá en este punto por lo 
concordado entre ambas potestades”, entiéndase Iglesia y Estado. Por su parte el canon 
1290 establece que debe observarse el Derecho Civil de cada territorio con los mismos 
efectos en Derecho Canónico, salvo que sean contrarias al Derecho divino de acuerdo 
con el canon 22. 
En virtud del Concordato español derogado de 27 de agosto de 1953, el Estado 
otorgaba el reconocimiento de la personalidad jurídica y la plena capacidad de obrar a 
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todas las asociaciones religiosas existentes en España constituidas según el Derecho 
Canónico sin la necesidad de constituirse a su vez en asociaciones civiles
432
. 
El Acuerdo vigente entre el Estado español y la Santa Sede sobre Asuntos 
Jurídicos, de 3 de enero de 1979, establece una distinción entre las asociaciones 
canónicas que gozan de personalidad jurídica civil antes de la fecha de entrada en vigor 
del referido Acuerdo, y las que no gocen de ella o bien se constituyan con posterioridad 
a aquel Acuerdo. Estas asociaciones serán reguladas por la Ley Orgánica de Libertad 
Religiosa de 1980 (LOLR). Por el artículo 6.1 de esta Ley se reconoce un régimen de 
plena autonomía normativa a las instituciones religiosas subordinado al requisito previo 
de la inscripción registral a los efectos de su publicidad, no hay asociaciones secretas 
conforme al precepto constitucional del artículo 22.3
433
 y de adquisición de 
personalidad jurídica (art. 5.1 LOLR
434
). Es importante resaltar que esta autonomía 
supone que a efectos de determinar la extensión y límites de la capacidad de obrar de 
estas entidades, es decir, de la facultad de disponer de sus bienes, se estará a lo 
dispuesto en la legislación canónica (art. I.4 del Acuerdo), autonomía que la LOLR 
constriñe a las normas de organización, régimen interno y régimen de su personal (art. 
6.1 y 2).  
Para las Órdenes, Congregaciones religiosas, Instituciones eclesiásticas (todas 
las reconocidas en el artículo I.2 del Acuerdo) y las asociaciones y otras entidades o 
fundaciones con personalidad jurídica reconocida antes del Acuerdo de 1979, este 
reconocimiento es automático si bien deberán inscribirse en el Registro del Estado en el 
plazo de tres años, como dispone la Disposición Transitoria, plazo que finalizó en 
                                                 
432
 Cfr. Núms. 1 y 2 del artículo IV. 
433
 Artículo 22 CE: “3. Las asociaciones constituidas al amparo de este artículo deberán inscribirse en un 
registro a los solos efectos de publicidad”. 
434
 Artículo 5: “1. Las Iglesias, Confesiones y Comunidades religiosas y sus Federaciones gozarán de 
personalidad jurídica una vez inscritas en el correspondiente Registro público, que se crea, a tal efecto, en 
el Ministerio de Justicia. 
2. La inscripción se practicará en virtud de solicitud, acompañada de documento fehaciente en el que 
consten su fundación o establecimiento en España, expresión de sus fines religiosos, denominación y 
demás datos de identificación, régimen de funcionamiento y órganos representativos, con expresión de 
sus facultades y de los requisitos para su válida designación. 
3. La cancelación de los asientos relativos a una determinada Entidad religiosa sólo podrá llevarse a cabo 
a petición de sus órganos representativos o en cumplimiento de sentencia judicial firme”. 
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diciembre de 1982. A partir de esta fecha el único medio por el cual una asociación 
podrá acreditar civilmente su personalidad es la certificación de su inscripción en el 
referido Registro. Si una asociación no ha cumplimentado su inscripción en el Registro 
del Estado dentro del período señalado, la propia disposición preveía que puede 
practicarla en cualquier momento y, de este modo, a través del certificado pertinente, 
podrá acreditar el reconocimiento de su personalidad jurídica. 
En todos los demás casos, el Estado concede la personalidad jurídica civil a las 
asociaciones religiosas inscritas en el correspondiente Registro, concretamente el 
Registro de Entidades Religiosas. La organización y funcionamiento de este Registro 
fue regulado por el Real Decreto 142/1981, de 9 de enero
435
, según el cual son 
susceptibles de inscripción: a) las Iglesias, confesiones y comunidades religiosas; b) las 
órdenes religiosas; c) las entidades asociativas religiosas constituidas como tales en el 
ordenamiento de las Iglesias y confesiones, y d) sus respectivas Federaciones. Para 
evitar discrepancias en el registro de entidades de la Iglesia Católica, y en virtud del 
régimen de autonomía normativa mencionado, se optó por convenir con el Ministerio de 
Justicia la Instrucción sobre la inscripción de asociaciones y fundaciones de la Iglesia 
Católica en el Registro de Entidades Religiosas del Ministerio de Justicia, de 5 de 
febrero de 1999, cuyo contenido legal se pactó entre la Conferencia Episcopal y la 
Dirección General de Asuntos Religiosos, en el que se entiende que son fines religiosos 
los que tienen por objeto el cumplimiento de las funciones propias de la Iglesia 
Católica. Cito, entre otros, el culto, la difusión de la doctrina católica, las labores 
pastorales y evangélicas, la formación religiosa, la enseñanza, la asistencia religiosa y la 
práctica de la caridad
436
. El objetivo de este pacto era ampliar el concepto de fin 
religioso que los Tribunales interpretaban con sumo rigor
437
 identificando fines 
                                                 
435
 Ha sido derogado por el Real Decreto 594/2015, de 3 de julio, por el que se regula el Registro de 
Entidades Religiosas que entra en vigor el 1 de noviembre de 2015. Este nuevo marco jurídico tiene como 
referencia la doctrina derivada de la Sentencia del Tribunal Constitucional 46/2001, de 15 de febrero, y la 
aplicación que de la misma han venido haciendo los Tribunales a partir de la interpretación de la 
naturaleza de la función del Registro de Entidades Religiosas como de “mera constatación, que no de 
calificación”, que se extiende a la comprobación de que la entidad no es alguna de las excluidas por el 
artículo 3.2 de la Ley Orgánica 7/1980, de 7 de julio, ni excede de los límites previstos en el artículo 3.1 
de la misma ley, sin que pueda realizar un control de la legitimidad de las creencias religiosas. 
436
 Cfr. Boletín Oficial de la Conferencia Episcopal española, núm. 16, 1999, pp. 36-40. 
437
 “Una entidad religiosa tiene fines religiosos cuando su objetivo fundamental es agrupar a las personas 
que participan de unas mismas creencias sobre la divinidad, para considerar en común esa doctrina, orar y 
predicar sobre ella, así como realizar los actos de culto que su sistema de creencias establece…” STS de 1 
de marzo de 1994 (RJ 1994\1659). 
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religiosos con fines estrictamente espirituales o de culto y que excluían aquellas 
asociaciones que realizaban, por ejemplo, actividades benéficas o asistenciales. A estas 
asociaciones se les obligaba a incorporarse al régimen general de fundaciones de la 
beneficencia o asistencia privada del régimen civil
438
. Con posterioridad el Secretario 
General de la Conferencia Episcopal española envió a los Obispos unas indicaciones 
sobre una mejor aplicación de aquella Instrucción en la que se recomienda al Obispo 
Diocesano, antes de erigir una asociación o fundación, asegurarse de que los fines se 
ajustan a la Instrucción antes de expedir el certificado de fines religiosos que 
acompañará a la solicitud de inscripción en el Registro de Entidades Religiosas. Sin la 
intención de desviarnos del tema sí creemos conveniente matizar que “se ha impuesto 
en la doctrina la tendencia a considerar que, además de la finalidad puramente espiritual 
o religiosa, han de considerarse fines confesionales los temporales que de modo 
instrumental o indirecto promueven o favorecen la realización de los fines espirituales 
de la Confesión religiosa”
439
, que ampliarían la cantidad de asociaciones religiosas que 
obtendrían tal certificación. 
La inscripción de las asociaciones de carácter religioso en el Registro de 
Entidades Religiosas “surte plenos efectos en el derecho interno español”
440
. Los efectos 
de la inscripción de la asociación religiosa en el Registro de Entidades Religiosas son, 
en primer lugar, el de la publicidad de las normas que aprovecha a todo el que tenga 
interés en conocer su contenido y garantía para la resolución de los posibles conflictos 
acerca de la determinación de la extensión y límites de la capacidad de obrar y disponer 
de los bienes de dichos entes y, también, la eficacia erga omnes, su presunción iuris et 
de iure en cuanto a su conocimiento y su consecuente oponibilidad frente a terceros. 
Esta distinción que realiza el Acuerdo sobre Asuntos Jurídicos de 1979 entre la 
propia Iglesia Católica y sus entidades orgánicas y el establecido para otras entidades 
religiosas católicas, lleva a PÉREZ-MADRID
441
 a concluir que las actividades de estas 
                                                 
438
 M. LÓPEZ ALARCÓN, “La función calificadora en el Registro de Entidades Religiosas” en Anuario de 
Derecho Eclesiástico del Estado XIV, 1998, pp. 433-461. 
439
 M. LÓPEZ ALARCÓN, “Las entidades religiosas”, en Derecho eclesiástico del Estado español, 
Pamplona, 1983, p. 351. 
440
 STS de 9 de diciembre de 1999, ya referenciada. 
441
 F. PÉREZ-MADRID, op. cit., p. 601. 
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entidades quedan enmarcadas dentro de las disposiciones del Derecho estatal, sin 
perjuicio de que se contemplen algunas normas específicas cuando su naturaleza 
religiosa lo requiera. En definitiva, como sostiene RIBELOT, para que el Derecho propio 
de las asociaciones religiosas despliegue eficacia ad extra en el orden secular o civil en 
virtud del artículo I.4 del Acuerdo sobre Asuntos Jurídicos de 3 de enero de 1979, se 
requiere con carácter previo la inscripción de las normas de la asociación en el Registro 
de Entidades Religiosas del Ministerio de Justicia a los efectos de determinar la 
extensión y límites de su capacidad de obrar
442
, lo que conlleva que las hermandades y 
cofradías, como asociaciones constituidas al amparo del ordenamiento de la Iglesia 
Católica, para adquirir personalidad jurídica civil y gozar su actuación de protección 
frente a terceros
443
, habrán de inscribirse en el Registro de Entidades Religiosas del 
Ministerio de Justicia, aportando, además, sus Reglas o Estatutos y documento público 





                                                 
442
 A. RIBELOT CORTÉS, op. cit., pp. 114-126. 
443
 JOAQUÍN GARCÍA MORILLO, en LUIS LÓPEZ GUERRA, y otros: Derecho constitucional, vol. I, Valencia, 
1994, pág. 289. 
444
 Novedad introducida por el artículo 14 del RD 594/2015. 
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Capítulo IV 




a. Concepto: informaciones consideradas datos de carácter personal 
 
Ya hemos mencionado con anterioridad que el objeto del derecho de protección 
de datos es cualquier dato, sea íntimo o no, que se relacione con la persona
445
. Tanto la 
Ley como el Reglamento coinciden de forma exacta y precisa en delimitar el ámbito de 
aplicación de la normativa española vigente a los datos de carácter personal registrados 
en soporte físico, que los haga susceptibles de tratamiento, y a toda modalidad de uso 
posterior de estos datos por los sectores público y privado
446
. Aunque como indica 
PUENTE
447
, la redacción del artículo 2 no es muy acertada puesto que el objeto de las 
normas de protección de datos no son los datos, sino que en realidad se regula cómo y 
cuándo podrán ser tratados o conservados en un fichero, es decir, su objeto consiste en 
establecer las condiciones en las que los datos podrán ser objeto de tratamiento. 
Tanto la Ley como el Reglamento incluyen las definiciones de los diversos 
conceptos y términos relacionados con la protección de datos. Concretamente el artículo 
3 de la LOPD, en su apartado a) define el término dato de carácter personal como 
“cualquier información concerniente a personas físicas identificadas o identificables”, 
                                                 
445
 Como afirma CONDE, la protección a que hace referencia la definición no se reduce sólo a los datos 
más íntimos de la persona, sino a cualquier tipo de dato personal, cuyo conocimiento o empleo por 
terceros pueda afectar a los derechos del que los proporciona, y por consiguiente, afecta también a los 
datos personales públicos, que por el hecho de ser accesibles al conocimiento de terceros, no escapan al 
poder de disposición del afectado porque así lo garantiza su derecho a la protección de datos. Por tanto, 
los datos amparados son aquellos que permitan identificar a la persona, confeccionando su perfil 
ideológico, racial, sexual, económico o de cualquier otra índole. Vide C. CONDE ORTIZ, “Análisis de los 
distintos conceptos recogidos por la ley 15/1999, de 13 de diciembre, de protección de datos de carácter 
personal” en Revista La protección de datos cit., pp. 83-85. 
446
 Artículo 2 apartado 1 tanto de la Ley 15/1999, de 13 de diciembre, como del Real Decreto 1720/2007 
de 21 de diciembre. 
447
 A. PUENTE ESCOBAR, op. cit., p. 47. 
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en la misma línea que lo establecido en la Directiva 95/46/CE, en la letra a) de su 
artículo 2. La sentencia del caso Lindqvist, ya mencionada con anterioridad, 
expresamente afirmaba que el concepto de datos personales incluye “el nombre de una 
persona junto a su número de teléfono o a otra información relativa a sus condiciones de 
trabajo o a sus aficiones”
448
. 
Pero ¿qué información se puede considerar como dato? No es necesario hacer 
una labor ardua, imaginativa y farragosa para delimitar el significado que para el 
legislador tiene la palabra información puesto que la propia ley declara en su artículo 7 
como datos personales todos aquellos que revelan la ideología, la afiliación sindical, la 
religión o creencias de una persona y también los que hacen referencia al origen racial 
de una persona, a su salud o vida sexual. El Reglamento nos da una mayor amplitud de 
manera que podemos definir el concepto de datos personales como cualquier 
información numérica, alfabética, gráfica, fotográfica, acústica o de cualquier otro tipo 
concerniente a personas físicas identificadas o identificables (artículo 5.1 f) RLOPD y 
artículo 3 a) LOPD). 
Para la doctrina esta amplia definición facilita su adaptación a la constante 
evolución de la informática e incluso permite hacer frente a uno de los graves peligros 
que este progreso técnico produce por la acumulación de datos, la facilidad para cruzar 
datos incluidos en distintas bases de datos y en diferentes ordenadores permite conocer, 
a partir de datos aparentemente aislados e insignificantes, información que afecta al 
ámbito de la intimidad o al honor de una persona
449
. 
Estos datos que incorporan información de carácter personal han de estar 
registrados en un soporte físico, el cual podemos entender como aquel objeto físico que 
almacena o contiene datos o documentos, u objeto susceptible de ser tratado en un 
sistema de información y sobre el cual se pueden grabar y recuperar datos. Hablamos 
tanto de información objetiva como subjetiva, cualquiera que sea su amplitud, sobre una 
persona física viva, sin circunscribirse a los nacionales o residentes en un territorio 
                                                 
448
 STJCE de 6 de noviembre de 2003, ya referenciada. 
449
 Cfr. A. ORTÍ VALLEJO, Derecho a la intimidad cit.; P. GRIMALT SERVERA, La responsabilidad civil en 
el tratamiento automatizado de los datos personales, Ed. Comares, Granada, 1999, citado en M. 
VIZCAÍNO CALDERÓN, op. cit., pp. 71-72. 
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determinado, y con independencia del soporte técnico que la contenga
450
. Por tanto, 
cualquier escrito, gráfico, sonido, imagen o cualquier otra clase de información que 
puede ser tratada en un sistema de información como una unidad diferenciada
451
 y 
distinga a una persona dentro de un grupo, es decir, que sea posible identificarla de 




En el ámbito internacional destacamos que en noviembre de 2009 se han 
proclamado en Madrid los denominados Estándares Internacionales, como un intento 
por armonizar la legislación internacional relativa a la protección de datos, que definen 
dato de carácter personal como “cualquier información concerniente a un persona física 
identificada o que pueda ser identificada a través de medios que puedan ser 
razonablemente utilizados”. Y en este nivel internacional nos hemos de referir al  Grupo 
del artículo 29 (en adelante GT 29). Este Grupo de Trabajo fue creado por la Directiva 
95/46/CE y tiene carácter de órgano consultivo independiente y está integrado por las 
Autoridades de Protección de Datos de todos los Estados miembros, el Supervisor 
Europeo de Protección de Datos y la Comisión Europea. La Agencia Española de 
Protección de Datos forma parte del mismo desde su inicio, en febrero de 1997. El GT 
29 se reúne en plenarios con una periodicidad bimensual y se organiza en diversos 
subgrupos de trabajo para analizar todas aquellas cuestiones que inciden, o pueden 
llegar a afectar, a la protección de datos personales. El GT 29 emite sus observaciones a 
través de Decisiones, Dictámenes, Documentos de Trabajo, Informes o 
Recomendaciones. Pues bien, el GT 29 determina que para considerar un dato de 
carácter personal, tienen que converger cuatro elementos: toda información, sobre, 
identificada o identificable y persona física
453
: 
                                                 
450
 Dictamen 4/2007 del Grupo de Trabajo del artículo 29 (GT29) sobre el concepto de dato personal.  
451
 Artículo 5.2 ñ) en relación con la letra ñ) del mismo apartado del RLOPD. 
452
 El GT29 pone como ejemplo la aplicación de la normativa al valor de una vivienda si se relaciona con 
su propietario para el cálculo de sus impuestos. 
453
 Dictamen 4/2007 sobre el concepto de datos personales:  
Vide en http://ec.europa.eu/justice/policies/privacy/docs/wpdocs/2007/wp136_es.pdf.   
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- La expresión “toda información” indica claramente la voluntad del legislador 
de dar un sentido amplio al concepto datos personales. Esta redacción exige una 
interpretación amplia. 
Desde el punto de vista de la naturaleza de la información, el concepto de datos 
personales incluye todo tipo de afirmaciones sobre una persona. Por consiguiente, 
abarca información objetiva como, por ejemplo, la presencia de determinada sustancia 
en su sangre, pero también informaciones, opiniones o evaluaciones subjetivas, como 
por ejemplo, si usted es un buen trabajador o un prestatario fiable. 
- Sobre, este componente de la definición es crucial, ya que es muy importante 
determinar con precisión cuáles son las relaciones, los vínculos, que importan y cómo 
distinguirlos. 
De modo general, se puede considerar que la información versa sobre una 
persona cuando se refiere a ella. Para considerar que los datos versan sobre una persona 
debe haber un elemento contenido, “se proporciona información sobre una persona 
concreta, independientemente de cualquier propósito que puedan abrigar el responsable 
del tratamiento de los datos o un tercero, o de la repercusión de esa información en el 
interesado”, o un elemento finalidad, “cuando los datos se utilizan o es probable que se 
utilicen, teniendo en cuenta todas las circunstancias que rodean el caso concreto, con la 
finalidad de evaluar, tratar de determinada manera o influir en la situación o el 
comportamiento de una persona” o un elemento resultado, “es probable que el uso de 
los datos repercuta en los derechos y los intereses de determinada persona”. 
- Se puede considerar identificada a una persona física cuando, dentro de un 
grupo de personas, se la distingue de todos los demás miembros del grupo. Por 
consiguiente, la persona física es identificable cuando, aunque no se la haya identificado 
todavía, sea posible hacerlo. Así pues, esta segunda alternativa es, en la práctica, la 
condición suficiente para considerar que la información entra en el ámbito de aplicación 
del tercer componente. 
- La protección proporcionada por las normas de la Directiva se aplica a las 
personas físicas, es decir, a los seres humanos. El derecho a la protección de los datos 
personales es, en ese sentido, universal sin circunscribirse a los nacionales o residentes 
en determinado país. El considerando 2 de la Directiva así lo establece explícitamente al 
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afirmar que “los sistemas de protección de datos están al servicio del hombre” y que 
“deben, cualquiera que sea la nacionalidad o la residencia de las personas físicas, 
respetar las libertades y derechos fundamentales”. Los datos personales son, por lo 
tanto, datos relativos a seres vivos identificados o identificables. 
  
b. Referencia a alguna casuística 
 
Detengámonos un momento en aquellas informaciones sobre las que se ha 
planteado su carácter de dato personal y que tienen relación con el objeto de la tesis. 
1. El DNI 
El Documento Nacional de Identidad, DNI, no era considerado por una empresa 
de telefonía como un dato de carácter personal por sí solo ya que entendía que no 
identificaba a la persona. La Audiencia Nacional fue contundente al declarar como 
“primera consideración jurídica elemental” que el “número de DNI es un dato de 
carácter personal y, por tanto, protegido por la ley” precisamente porque en el supuesto 
de autos “el número del DNI erróneamente cedido permitió identificar a la persona de 
D. Fidel, después denunciante del hecho ante la Agencia de Protección de Datos”
 454
; y 
la AEPD en su resolución de 20 de abril de 2005 consideraba “que el número de DNI 
por sí solo, no constituye un dato de carácter personal, sí lo será en cuanto resulte 
adscrito al concreto titular del mismo”
455
.  
La AEPD rectificó con posterioridad esta posición y considera el DNI (y el NIE 
para extranjeros) como un dato personal por sí solo en el informe de su gabinete jurídico 
334/2008. Este cambio de criterio, en opinión de PIÑAR MAÑAS
456
 se debe a la entrada 
en vigor del Real Decreto 1553/2005, de 23 de diciembre, regulador de la expedición 
del documento nacional de identidad y sus certificados de firma electrónica, y el Real 
Decreto 2393/2004, de 30 de diciembre, que aprueba el reglamento de la Ley Orgánica 
                                                 
454
 SAN, sección 1ª, de 27 de octubre de 2004 (JUR\2005\218137). 
455
 La Resolución de 20 de abril de 2005 dictada en el procedimiento E/00561/2004 negaba este carácter 
en solitario. 
456
 J.L. PIÑAR MAÑAS, “Concepto de dato de carácter personal, comentario al artículo 3” en VV.AA. 
TRONCOSO REIGADA (Dir.), op. cit., p. 205. 
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4/2000, sobre derechos y libertades de los extranjeros en España y su integración social 
que establece el NIE, ya que ambos documentos tienen como finalidad esencial 
acreditar la identidad de sus titulares. Y, por tanto, la base de datos que recoge 
solamente el número de DNI o NIE “queda plenamente sometida a la Ley Orgánica y su 
Reglamento de desarrollo, debiendo de adoptarse todas las medidas en dichas normas 
previstas, dado que son números cuya finalidad es identificar a las personas físicas”
 457
, 
conforme a la definición de dato personal contemplada tanto en la LOPD como en el 
RLOPD. 
2. Teléfonos 
En cambio, no parece tan evidente este carácter de dato en otra información 
personal muy común. Desde el punto de vista de la protección de datos personales, 
parecía claro que el número de teléfono de personas físicas
458
 es un dato de carácter 
personal pues constituye información sobre personas físicas. Así lo consideraba la 
AEPD
459
 cuando el número de teléfono resulte adscrito al concreto titular del mismo o 
se asocie a datos identificativos adicionales, como pueden ser la dirección y ésta se 
almacene con el número llamante, que permitan su identificación sin esfuerzos 
desproporcionados, de acuerdo con la definición de datos personales incluida en el 
artículo 3.a) LOPD, que comprende cualquier información concerniente a personas 
físicas identificadas o identificables. En cambio, en 2008 la Audiencia Nacional 
entiende que el número de teléfono móvil será considerado un dato de carácter personal 
siempre y cuando “a través del número de teléfono móvil  se haya identificado al titular 




                                                 
457
 Informe 334/2008 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos. 
Documento disponible en www.agpd.es. 
458
 SAN de 26 de enero de 2005, rec. 1258/2002, lo considera un dato de carácter personal si a través de él 
puede identificarse a su titular (JUR\2005\223032). 
459
 Informe 285/2006 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos. 
Documento disponible en www.agpd.es. 
460
 Expediente E/357/2008, resolución de archivo de 20 de octubre de 2008. Vide SAN, Sala de lo 
Contencioso-Administrativo de 17 de septiembre de 2008 en la que se afirma que el número de móvil por 
sí solo no hace identificable a su titular (JUR\2008\307282). Esta sentencia motivó el Informe 575/2008 
elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos. Documento 
disponible en www.agpd.es. 
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3. Datos profesionales 
La Audiencia Nacional abordó en diversas ocasiones la cuestión del carácter 
personal de los datos relativos al ejercicio de una profesión y afirma que los datos 
referidos “a su actividad profesional no impide la aplicación del régimen jurídico 
sancionador” diseñado por la LOPD y que los datos personales son predicables de todos 
los ciudadanos y que el ejercicio de una actividad profesional “no puede ser equiparado 
a estos efectos a la de una empresa”
461
. Nos aclara la Audiencia Nacional
462
 que 
debemos aplicar dos criterios para diferenciar si un dato del empresario o profesional se 
refiere a la vida privada o a su empresa o profesión. Por un lado, “el criterio objetivo de 
la clase y naturaleza de los datos tratados, según estén en conexión y se refieran a una 
esfera (la íntima y personal) o a otra (la profesional) de la actividad”. Por el otro lado, el 
criterio de “la finalidad del tratamiento” en aquellos casos en que “alguno de los datos 
profesionales coincida con los particulares”. Este último es el caso típico del uso del 
domicilio particular como domicilio de la actividad profesional.  
También nos señala la Audiencia Nacional que lo relevante para la aplicación 
del régimen de protección de datos no es tanto la existencia o no de tratamiento, “sino si 
dicho tratamiento se ha desarrollado en un ámbito o finalidad que no sea 
exclusivamente personal o doméstico” y, por tanto, que no se pretenda una finalidad 
profesional. El caso en cuestión es la elaboración de un fichero para celebrar las bodas 
de plata de una promoción de la Academia General de Zaragoza que es utilizado por la 
agencia de viajes contratada a los efectos de organizar el traslado y alojamiento de los 
participantes. Asimismo confirma que los ficheros mixtos, es decir, aquellos que 
comparten datos personales y profesionales, quedan incluidos en el ámbito de aplicación 
de la normativa de protección de datos
463
.  
Caso particular es la agenda del teléfono móvil, aún cuando se podría considerar 
un fichero con datos de carácter personal, la mayoría de las veces estará excluida del 
ámbito de aplicación de la LOPD, bien por la vía de la excepción prevista en el artículo 
                                                 
461
 SAN, Sección 1ª, de 11 de febrero de 2004, rec. 132/2002 (JUR\2004\138091). Reitera el criterio 
expuesto en la SAN de 21 de noviembre de 2002 (RJCA\2003\40). 
462
 SAN de 29 de marzo de 2006, ya referenciada. 
463
 SAN, Sala de lo Contencioso-Administrativo, Sección Primera, de 15 de junio de 2006, FJ 3º, recurso 
521/2004 (JUR\2006\195237). 
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4a) RLOPD, es decir, los ficheros domésticos en cuyo caso será de uso personal cuando 
los datos tratados afecten a la esfera más íntima de la persona
464
, o bien por la vía de la 
excepción contemplada en el artículo 2.2 RLOPD, ficheros con datos de contacto de 
empresas. En relación a esto último, la AEPD distinguirá entre relaciones business to 
business o business to consumer, de manera que en el caso de las primeras la 
incorporación del nombre de contacto de la persona en las comunicaciones a la empresa 
se entenderá incluido en la excepción de la LOPD; en cambio si es “relevante el sujeto 
cuyo dato ha sido tratado no sólo en cuanto a la posición ocupada sino como 
destinatario real de la comunicación, el tratamiento se encontraría plenamente 
sometido” a la LOPD en el caso de las relaciones business to consumer
465
.  
Por consiguiente, para que sea efectiva esta exclusión
466
 de la normativa de 
protección de datos de los datos relativos a empresarios individuales han de darse dos 
requisitos: que los datos hagan referencia únicamente a su actividad empresarial; y que 
los datos aparezcan exclusivamente vinculados a la actividad empresarial del sujeto de 
forma que si se utilizan los datos del empresario en relación con un ámbito distinto del 




4. Correo electrónico 
La Audiencia Nacional considera que la dirección de correo electrónico es un 
dato de carácter personal aunque no aparezca en la misma el nombre y apellidos del 
titular, ya que se trata de una información que concierne a la persona física, que le 
afecta y que forma parte del ámbito de intimidad protegido por la LOPD. La Agencia 
matiza esta rotundidad en un informe de su gabinete jurídico en el que se basan diversas 
                                                 
464
 “Qué ha de entenderse por personal o doméstico no resulta tarea fácil (…) Será personal cuando los 
datos tratados afecten a la esfera más íntima de la persona, a sus relaciones familiares y de amistad y que 
la finalidad del tratamiento no sea otra que surtir efectos en esos ámbitos”. SAN de 15 de junio de 2006, 
anteriormente referenciada. 
465
 Informe 196/2008 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos. 
Documento disponible en www.agpd.es.  
466
 Completo la inclusión/exclusión de los datos de los empresarios individuales en el epígrafe d afectado 
o interesado de este mismo apartado. 
467
 SAN de 29 de marzo de 2006, STS de 20 de febrero de 2007 (ambas sentencias ya referenciadas) e 
informe nº 371/2008 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos. 
Documento disponible en www.agpd.es. 
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resoluciones
468
. Ésta entiende que cuando el distintivo personal de la dirección, el 
llamado login, está formado por el nombre del titular es cuando se puede determinar que 
estamos ante un dato de carácter personal. En los demás casos, la Agencia Española de 
Protección de Datos considera que la dirección de correo electrónico aparecerá 
necesariamente referenciada a un dominio concreto, de tal forma que podrá procederse a 
la identificación del titular mediante la consulta del servidor en que se gestione dicho 
dominio, sin que ello pueda considerarse que lleve aparejado un esfuerzo 
desproporcionado por parte de quien procede a identificación. 
Sobre la dirección IP, el número que identifica al ordenador dentro de la Red, 
hemos de diferenciar entre la dirección IP estática que no plantea dudas sobre su 
consideración como dato personal; y la IP dinámica sobre la que hay más dudas y 
parece que se requerirá completar esta información con alguna otra que permita 
identificar al usuario
469
. Recientemente parece que el Tribunal Supremo zanja este tema 
al considerar que las direcciones IP son datos personales, en el sentido del artículo 3.a) 
de la LOPD, ya que contienen información concerniente a personas físicas 
“identificadas o identificables” al afirmar que: “no cabe duda que a partir de la dirección 
de IP puede identificarse directa o indirectamente la identidad del interesado, ya que los 
proveedores de acceso a internet tienen constancia de los nombres, teléfono y otros 
datos identificativos de los usuarios a los que han asignado las direcciones IP”
470
. Con 
anterioridad a esta sentencia del Tribunal Supremo, el Supervisor Europeo de 
Protección de Datos recuerda que las direcciones IP son identificadores, de modo que, 
                                                 
468
 SAN, Sección 1ª, de 22 de febrero de 2006 (JUR 2006\119022). Respecto a la Agencia, vide 
Resoluciones números 1131/2009, 1212/2008, 889/2006. Además cfr. Informe 469/2006 elaborado por el 
Gabinete Jurídico de la Agencia Española de Protección de Datos. Todos disponibles en www.agpd.es. 
469
 Dudas que se trasladan a la jurisprudencia, sobre todo en el ámbito penal. A favor de la consideración 
de la IP estática como dato personal vide STS, Sala 2ª, 1297/2009, de 18 de diciembre, rec. 1178/2009 
(RJ\2010\309). En cambio, las SSTS 739/2008, de 12 de noviembre, rec. 10673/2008 (RJ\2009\167), 
236/2008, de 9 de mayo (RJ\2008\4648) y 292/2008, de 28 de mayo (RJ\2008\3241) consideran que hay 
que atender las peculiaridades de cada caso en concreto.  
De la AEPD se pueden confrontar la Resolución 989/2008 de fecha 5 de marzo de 2009 y el informe nº 
327/2003 del Gabinete Jurídico que consideran dato personal tanto la IP estática como dinámica, ambos 
disponibles en www.agpd.es. 
En cambio, el Grupo del Artículo 29 propugna desde hace bastante tiempo que la IP sea considerada dato 
de carácter personal. Dictamen 4/2007 sobre el concepto de datos personales:  
Documento disponible en http://ec.europa.eu/justice/policies/privacy/docs/wpdocs/2007/wp136_es.pdf. 
470
 STS 3896/2014, de 3 de octubre (RJ\2014\4718). 
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por ejemplo, cada vez que un usuario accede a internet puede ser identificado por la 
dirección IP atribuida por el proveedor de acceso a internet y, por consiguiente, la 
dirección IP debe ser considerada un dato personal
471
. En mi opinión, la IP lo que 
permite es identificar al titular de la línea pero no a quién esté utilizando el ordenador de 
esa IP, por lo que la argumentación del Supervisor Europeo tendría que ser matizada. Y 
me apoyo en una reciente Sentencia del Tribunal Supremo, la 987/2012, de 3 de 
diciembre, que procede a anular una condena a dos personas que habían cometido una 
estafa informática en base a que la identificación de los acusados mediante la IP no es 
prueba suficiente para acreditar la comisión de ese delito ya que “las claves 
identificativas IPs no concretan a la persona del usuario, sino sólo el ordenador que se 
ha usado, lo que hace necesario para poder llegar al ulterior conocimiento del número 




Sobre la imagen de una persona se ha llegado a plantear esta cuestión ante el 
Tribunal Constitucional. El Alto Tribunal consideró que la fotografía es un dato de 
carácter personal protegible por la normativa de protección de datos en su sentencia 
14/2003, de 30 de enero
473
, doctrina extensible a todos los medios de reproducción de 
imagen. Asimismo, la AEPD en su Instrucción 1/2006, de 8 de noviembre, relativa al 
tratamiento de datos con fines de videovigilancia señala en su Exposición de Motivos 
que “las imágenes se consideran un dato de carácter personal”, en virtud de lo 
establecido en la LOPD y en su Reglamento, desde el momento en que pueda identificar 
a una persona. 
Últimamente, gracias a los avances técnicos, se pueden utilizar otros medios 
distintos a la imagen para identificar a una persona a través de los denominados datos 
                                                 
471
 Opinión de 22 de febrero de 2010 sobre las negociaciones de la UE con EE.UU. y otros países para 
firmar un acuerdo contra la piratería. 




 STS, Sala de lo Penal, 987/2012 de 3 diciembre, rec. 2429/2011 (RJ\2013\943). Doctrina asentada en 
la reciente sentencia del Tribunal Supremo 16/2014, de 30 de enero (RJ\2014\939).  
473
 El asunto en cuestión es el recurso de amparo presentado por vulneración de los derechos a la propia 
imagen y al honor como consecuencia de la difusión por la policía de la foto de un detenido como 
sospechoso de su implicación en un asesinato, obtenido de los propios archivos policiales (RTC\2003\14). 
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biométricos
474
 como pueden ser las huellas digitales, las de la palma de la mano, el iris 
del ojo… Para APARICIO, los datos biométricos, que garantizan la identificación del 
ciudadano si se utilizan los medios adecuados, al no contener información adicional, no 
tienen mayor incidencia respecto de la intimidad que los métodos más tradicionales y 
que su tratamiento no supone una vulneración del artículo 4.1 de la LOPD, siempre y 
cuando el tratamiento sea proporcionado a la finalidad del mismo
475
. En España, se 
destaca el énfasis en la proporcionalidad, de manera que si es posible, se busque para 
cumplir con la finalidad para la cual se recaban los datos biométricos otro medio que 
sea menos intrusivo con la privacidad del individuo.  
La AEPD ha considerado que era desproporcionado la necesidad de recabar la 
huella dactilar para prestar un servicio comercial a los clientes, cuando dicho servicio 
puede prestarse con otros medios menos intrusivos en los derechos y libertades de los 
clientes, tales como el uso de las tarjetas de fidelización
476
 y también considera 
desproporcional la utilización del reconocimiento facial de los alumnos para el control 
de asistencia e identificación de los mismos para la realización de exámenes en un 
centro universitario por la misma razón esgrimida en el caso anterior
477
. No obstante, sí 
ha sido admitido el uso de la huella para el control horario de los trabajadores en el 
ámbito público, que podríamos extender también al ámbito privado. En este sentido, la 
Sentencia de la Sala de lo Contencioso-Administrativo del Tribunal Supremo de 2 de 
                                                 
474
 Reforzado por el Informe Jurídico nº 368/2006 sobre la huella dactilar elaborado por el Gabinete 
Jurídico de la Agencia Española de Protección de Datos. La Propuesta de Reglamento europeo de 
protección de Datos Personales define por primera vez el concepto de datos biométricos en su artículo 4 
11) como “cualesquiera datos relativos a las características físicas, fisiológicas o conductuales de una 
persona que permitan su identificación única, como imágenes faciales o datos dactiloscópicos”. 
Documento disponible en www.agpd.es. 
475
 J. APARICIO SALOM, Estudio sobre la Ley Orgánica de Protección de Datos de carácter personal, 
Aranzadi, 2000, citado en M. VIZCAÍNO CALDERÓN, op. cit., p. 74. 
476
 Informe 82/2010 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos:  





 Informe 392/2011 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos:  
Documento disponible en 
http://www.agpd.es/portalwebAGPD/canaldocumentacion/informes_juridicos/calidad/common/pdfs/2011
-0392_Reconocimiento-facial-en-acceso-a-clases.pdf.   
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
204 
Felipe García de Pesquera Gago 
julio de 2007
478
 sobre el uso de la huella para el control horario de los empleados 
públicos, fundamenta la proporcionalidad en que otros tradicionales sistemas utilizados 
para ese fin, como son la tarjeta o el ordenador, se ha demostrado el uso fraudulento de 
los mismos. 
Y, por último, una breve mención al concepto de big data
479
 que consiste en 
trabajar sobre datos disociados que se han ido obteniendo de muchos usuarios a lo largo 
de un extenso período de tiempo que permite obtener perfiles de los interesados, sin que 
en muchas ocasiones el mismo tenga conocimiento de dicha actuación. Es un 
tratamiento de datos realizados con máquinas, aunque como es obvio, a su vez siempre 
dependen de alguna persona o empresa. El estudio tanto de los datos biométricos como 
del big data se escapan de nuestro trabajo sobre hermandades.  
 
c. Personas físicas identificadas o identificables 
 
Aparte de la información que se considera dato de carácter personal, la Ley se 
refiere a personas físicas identificadas, es decir, que se conoce su identidad
480
, lo que no 
                                                 
478
 La analizo con más detalle en el Capítulo V.1b) Tratamiento de los datos en el apartado 1. Calidad de 
los datos. 
479
 Ante la reciente irrupción del concepto de Big Data, CAO en su obra Big Data y LOPD ¿Enemigos 
íntimos? se plantea la siguiente pregunta al relacionarlo con la LOPD ¿Tiene sentido hablar de "datos de 
carácter personal" o tenemos que elevar el concepto al de "información de carácter personal"? Parece lo 
mismo pero no lo es y lo intento ilustrar con un ejemplo. Imaginemos que se tiene un fichero vinculado a 
mi persona donde está mi nombre, mi usuario y las coordenadas GPS vinculadas a mi posición a lo largo 
del tiempo durante unos días. Visto de esta forma, efectivamente todos esos elementos son "datos" 
vinculados a mí y, por tanto, de carácter personal. Imaginemos que ahora, aplicando tecnologías de Big 
Data, añadimos a ese fichero una capa de posicionamiento geográfico que nos sirve para conocer de cada 
una de esas coordenadas GPS a qué tipo de sector o negocio pertenece o qué tipo de barrio o zona de la 
ciudad es (zona de negocios, zona de bares, zona de tiendas, etc.). De este cruce interesado de 
información podemos deducir qué compro y dónde, qué tipo de productos consumo… ¿Realmente ese 
fichero de datos sigue siendo "solo eso" o hemos conseguido "correlacionar datos" para poder inferir o 
deducir "informaciones nuevas" que transforman lo que se puede saber sobre mi persona? Yo 
sinceramente creo que se produce esto segundo y, por tanto, al añadir un conjunto de datos no personales 
que sirven para "etiquetar o colorear" los datos existentes conseguimos más que la suma de las partes 
originales. Habrá que seguir minuciosamente la evolución de este fenómeno de reciente aparición y que 
promete largas reflexiones y debates sobre la aplicación de la normativa de protección de datos al big 
data. 
CAO, J., Big Data y LOPD ¿Enemigos íntimos?Documento disponible en  http://seguridad-de-la-
informacion.blogspot.com.es/2012/12/big-data-y-lopd-enemigos-intimos.html. 
480
 “Conjunto de rasgos que la individualiza y la caracteriza y distingue de las demás”. Vide CARLOS 
ROMEO CASABONA, “Persona identificada o identificable, el afectado o interesado y el procedimiento de 
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plantea dudas sobre su concepto, pero la normativa amplía la categoría de dato 
protegible si el dato de carácter personal en cuestión permite la identificación de la 
persona, si es identificable como expresamente afirma la Ley. Sobre lo “concerniente a 
personas identificadas o identificables” podemos afirmar que se trata de un concepto 
funcional que tiene en cuenta el marco en el que se recoge la información: la 
identificación del afectado. Por eso, el tratamiento estadístico de datos no entra en su 
ámbito, ya que no pretende identificar a personas
481
.  
De igual modo que no hemos tenido que hacer un análisis interpretativo del 
significado de dato, tampoco lo hemos de hacer con respecto a persona identificable ya 
que el Reglamento nos aclara que toda persona cuya identidad pueda determinarse, 
directa o indirectamente, mediante cualquier información referida a su identidad física, 
fisiológica, psíquica, económica, cultural o social se entenderá como persona 
identificable. Dicho de otra forma, una persona identificable es aquélla cuya identidad 
no es conocida pero es susceptible de llegar a serlo. En principio, dato y persona no 
están vinculados pero es posible su conexión mediante la utilización de procedimientos 
y medios fácilmente realizables. El Reglamento añade un límite a este procedimiento de 
identificación ya que una persona física no se considerará identificable si dicha 
identificación requiere plazos o actividades desproporcionados
482
. 
En este mismo sentido se pronuncia el artículo 2.a) de la Directiva 95/46/CE del 
Parlamento y del Consejo, de 24 de octubre de 1995, relativa a la Protección de las 
Personas Físicas en lo que respecta al Tratamiento de Datos Personales y a la Libre 
Circulación de estos Datos, según el cual, a efectos de dicha Directiva, se entiende por 
dato personal “toda información sobre una persona física identificada o identificable; se 
considerará identificable toda persona cuya identidad pueda determinarse, directa o 
indirectamente, en particular mediante un número de identificación o uno o varios 
elementos específicos, característicos de su identidad física, fisiológica, psíquica, 
económica, cultural o social”. Asimismo, el Considerando 26 de esta Directiva se 
refiere a esta cuestión señalando que, para determinar si una persona es identificable, 
                                                                                                                                               
disociación en la protección de datos de carácter personal” en VV.AA. A. TRONCOSO REIGADA, (dir.), op. 
cit., p. 227. 
481
 Artículo 5 ñ) RLOPD y artículo, 2 a) de la Directiva 95/46. 
482
 Artículo 5.1 o) del RLOPD. 
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
206 
Felipe García de Pesquera Gago 
hay que considerar el conjunto de los medios que puedan ser razonablemente utilizados 




En consecuencia, en opinión de VIZCAÍNO, el dato o información de carácter 
personal, “cuya posibilidad de tratamiento arrastra la aplicación del sistema tuitivo que 
aparece en la Ley, no exige una actual y concreta identificación”. Basta la posibilidad de 
ser atribuido o imputado a una persona física, es decir, la identificabilidad
484
. 
En opinión de AGÚNDEZ
485
, la utilización del concepto persona identificable, 
concepto jurídico indeterminado, no está exenta de problemas, pues habrá que delimitar, 
supuesto a supuesto, si una actividad resulta desproporcionada para cada responsable, 
pues no es lo mismo que se identifique a una persona utilizando criterios de búsqueda 
en el marco de un sistema automatizado, que a través de los documentos que se 
disponga en soporte papel. 
De lo anteriormente expuesto se desprende que el concepto de dato personal, 
según la definición de la LOPD, requiere la concurrencia de un doble elemento: por una 
parte, la existencia de una información o dato y, por otra, que dicho dato pueda 
vincularse a una persona física identificada o identificable, por lo que, por ejemplo, la 
imagen de una persona física identificada o identificable constituye un dato de carácter 
personal. 
Este criterio ha sido ratificado por la Audiencia Nacional en sentencia de 8 de 
marzo de 2002. Según se cita en la misma, “para que exista un dato de carácter personal 
no es imprescindible una plena coincidencia entre el dato y una persona concreta, sino 
que es suficiente con que tal identificación pueda efectuarse sin esfuerzos 
                                                 
483
 La Propuesta de Reglamento UE considera en su artículo 2 el dato personal como “toda información 
relativa a un interesado”. Concepto muy amplio y abierto sobre todo si se pone en relación con la 
definición de interesado que viene en el mismo precepto: “toda persona física identificada o que pueda ser 
identificada, directa o indirectamente, por medios que puedan ser utilizados razonablemente por el 
responsable del tratamiento o por cualquier otra persona física o jurídica, en particular mediante un 
número de identificación, datos de localización, identificador en línea o uno o varios elementos 
específicos de la identidad física, fisiológica, genética, psíquica, económica, cultural o social de dicha 
persona”. 
484
 M. VIZCAÍNO CALDERÓN, op. cit., p. 73. 
485
 IRENE Mª. AGÚNDEZ LERÍA, “Definiciones, fuentes accesibles al público y principios de calidad de los 
datos” en Protección de datos cit., VV.AA. J. ZABÍA DE LA MATA, (Coord.), op. cit., p. 112. 
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desproporcionados” y “para determinar si una persona es identificable, hay que 
considerar el conjunto de los medios que puedan ser razonablemente utilizados por el 
responsable del tratamiento o por cualquier otra persona, para identificar a dicha 
persona”
486
. Por tanto, la Audiencia Nacional viene considerando que una persona física 
es identificable a los efectos de la ley cuando razonablemente y sin grandes esfuerzos es 
posible asociar los datos en cuestión a una determinada persona. 
 
d. Afectado o interesado 
 
Otro concepto que debemos aclarar es el de afectado o interesado, la persona 
física titular de los datos que sean objeto del tratamiento (artículos 3.e) LOPD y 5.a) 
RLOPD). En principio, el texto legal no contempla como afectado a la persona 
jurídica
487
 en línea con el criterio mantenido en la normativa internacional sobre la 
materia. No puede entenderse que las empresas gocen de intimidad personal y familiar 
y, por tanto, no puede aplicarse la LOPD a éstas aun cuando la actividad empresarial 
necesaria para intervenir en el tráfico jurídico se deba realizar a través de un 
apoderamiento realizado a favor de una persona física
488
. Hablamos de personas físicas 
y no de ciudadanos de un país. El Convenio de 1981 ratificado por España señala 
expresamente en su artículo 1 que su fin es garantizar en el territorio de cada parte el 
respeto de los derechos y libertades fundamentales respecto al tratamiento de datos de 
cualquier persona sea cual fuere su nacionalidad o su residencia. Así que, en definitiva, 
por persona física no sólo hay que entender a la que tenga nacionalidad española.  
Hay, no obstante, casos que plantean algunas dudas. Trataremos muy 
brevemente tres supuestos como son el nasciturus, la persona fallecida y las personas 
físicas que realizan una actividad profesional o mercantil. 
El concebido y no nacido carece de personalidad jurídica y no puede ser titular 
de derechos fundamentales como se entiende de la ya mencionada en este trabajo 
                                                 
486
 SAN de 8 de marzo de 2002, recurso 948/2000 (JUR 2002\143289). 
487
 El artículo 2.2. RLOPD lo excluye, si bien cabe la protección penal ex artículo 200 CP. 
488
 Resolución AEPD E/00126/2005 de fecha 23 de mayo de 2006. 
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sentencia del Tribunal Constitucional 53/1985. Luego, en principio, no podrían ser 
afectados o interesados. Pero el nasciturus puede llegar a nacer y adquirir, en su 
momento, personalidad jurídica y la titularidad de derechos fundamentales, entre ellos, 
el de protección de datos. Los progresos en el campo científico han provocado que sea 
habitual manipular embriones o fetos para, por ejemplo, los tratamientos de fertilidad o 
la obtención de información genética con una finalidad terapéutica.  
Si hay una información relevante sobre la propia constitución de la persona que 
no puede ser modificada por su propia voluntad esa es la información genética. Aunque 
la LOPD no la contempla y menos la puede definir, su Reglamento de desarrollo en su 
artículo 5.1 g) al definir el dato de salud especifica como tal “los referidos a su 
porcentaje de discapacidad y a su información genética”. Por consiguiente, los considera 
un dato de salud y como tal especialmente protegido.  
En Europa
489
, el Tribunal de Derechos Humanos emitió una sentencia
490
 que 
sirve de referencia para todos los Estados miembros. Trata sobre la conservación 
ilimitada en archivos policiales de huellas dactilares, muestras biológicas y ADN de 
ciudadanos británicos sospechosos de comisión de delito después de haber sido 
absueltos o retirados los cargos. El Tribunal señala que las muestras celulares 
“contienen mucha información sensible de la persona, concretamente sobre su salud”; 
que los perfiles de ADN contienen “una cantidad importante de datos de carácter 
personal únicos” y que su “tratamiento automatizado permite a las autoridades ir mucho 
más allá de una identificación neutra” y califica al ADN como dato muy sensible puesto 
que permite “extraer deducciones en cuanto al origen étnico” de una persona; y 
considera que las huellas dactilares contienen “información única de la persona 
afectada” y permite “una identificación precisa”. Más recientemente, este mismo 
                                                 
489
 La Propuesta de Reglamento UE de Protección de Datos define los datos genéticos en su artículo 4.10) 
como “todos los datos, con independencia de su tipo, relativos a las características de una persona que 
sean hereditarias o adquiridas durante el desarrollo prenatal temprano”, en línea con el Documento de 
Trabajo sobre datos genéticos del año 2004, en el cual se define este tipo de datos en similares términos al 
que aparece en la Propuesta: “Todos los datos, con independencia de su tipo, que se refieren a las 
características hereditarias de una persona o al modelo de herencia de estas características de un grupo de 
personas de la misma familia” (Recomendación R (97) 5 del Consejo de Europa).  
Documento de Trabajo sobre datos genéticos, de 27 de marzo de 2004:  
Documento disponible en http://ec.europa.eu/justice/policies/privacy/docs/wpdocs/2004/wp91_es.pdf. 
490
 STEDH Caso S y Marper contra Reino Unido, de 4 de diciembre de 2008 (TEDH\2008\104). 
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Tribunal declara que el interés de las personas afectadas y del conjunto de la comunidad 
de que se protejan los datos de carácter personal y, concretamente, los relativos a las 
huellas dactilares y genéticas, puede desaparecer ante el interés legítimo que constituye 
la prevención del delito
491
. 
Acabamos de afirmar que la información genética es un dato muy sensible 
puesto que lleva incardinada la constitución de la propia persona. La Recomendación 
número R (97) 5, de 13 de febrero de 1997 del Comité de Ministros del Consejo de 
Europa a los Estados miembros relativa a la protección de datos médicos considera los 
datos médicos del nasciturus como datos de carácter personal y les otorga una 
protección equivalente a la de los datos médicos del menor. Es más, los denominados 
datos genéticos, referidos a los datos hereditarios de un individuo, son equiparados a los 
datos relativos a la salud y, por consiguiente, deben gozar de especial protección. Para 
CARLOS LESMES
492
, a falta de previsión legal en nuestro país a este respecto, esta 
recomendación debería ser la pauta a seguir en España. De la misma línea participa 
ROMEO
493
 al afirmar que los todavía no nacidos deben gozar de protección jurídica por 
dos motivos principales: por un lado, como portador de información genética que puede 
revelar datos sobre la salud de sus progenitores o sobre su propia filiación en caso de 
fecundación in vitro; y por otro lado, debe considerarse como digno de protección sus 
datos biológicos como futura persona desde el momento en que exista un proyecto 
procreativo respecto al embrión in vitro, más que en el marco general de una mayor 
protección respecto a su vida y salud.  
 La personalidad civil se extingue por la muerte de las personas como establece 
el Código Civil en su artículo 32 y al tratarse el derecho a la protección de datos como 
un derecho personalísimo entendemos que desaparece lógicamente el mismo objeto de 
protección constitucional. Otra cosa muy distinta es que cuando los datos del fallecido 
afectan a terceros o a un determinado grupo familiar deben considerarse como datos 
                                                 
491
 STEDH Caso Khelili contra Suiza, de 18 de octubre de 2011 (TEDH 2011\85). 
492
 Vide VV.AA. CARLOS LESMES SERRANO (Coord.), La Ley de protección de datos. Análisis y 
comentario de su jurisprudencia, Ed. Lex Nova, Valladolid, 2008, p. 110. 
493
 CARLOS MARÍA ROMEO CASABONA, “Persona identificada o identificable, el afectado o interesado y el 
procedimiento de disociación en la protección de datos de carácter personal” en VV.AA. A. TRONCOSO 
REIGADA, (dir.), op. cit., p. 243. Este autor entre los no nacidos incluye al embrión in vitro, al 
preimplantatorio o implantado en el endometrio materno y al feto humanos.  
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personales protegidos por la ley, conforme al artículo 2.4 RLOPD, que facilita a 
familiares y amigos del difunto a que realicen acciones ante los responsables del fichero 
o del tratamiento que contengan datos de aquél encaminadas tanto a notificar el óbito 
como a solicitar la cancelación de datos del fallecido. En el caso de las hermandades y 
cofradías son los familiares del hermano difunto quienes comunican a la secretaría el 
deceso para que se le dé de baja en el registro de hermanos y con quienes se organiza el 
funeral correspondiente. 
Es obvio que la muerte implica el fin de la personalidad, en el sentido jurídico 
del término. No obstante, la AEPD
494
 recuerda que si bien el derecho a la protección de 
datos desaparecería como consecuencia de la muerte de las personas, no sucede así con 
el derecho de determinadas personas para ejercitar acciones en nombre de las personas 
fallecidas, con el fin de garantizar otros derechos constitucionalmente reconocidos. Por 
ejemplo, los herederos del difunto podrán ejercitar los derechos reconocidos por la 
LOPD para la realización de algunas de las acciones tendentes a la protección del honor, 
la intimidad personal y familiar y la propia imagen de la persona fallecida en 
concordancia con los artículos 4 a 6 de la LO 1/1982 de 5 de mayo
495
. Como afirma la 
AEPD en su Memoria del año 2002
496
 los herederos carecerán de legitimación para el 
ejercicio de los derechos reconocidos por la LOPD, salvo en los supuestos en que esos 
derechos se ejerciten como instrumento para la realización de alguna de las finalidades 
protectoras indicadas que la Ley les atribuye. Fuera de estos supuestos no será posible 
entender que la actividad de los herederos o personas referidas en el artículo 4 de la Ley 
Orgánica 1/1982 se encuentra amparada por la LOPD. En consecuencia, los herederos 
podrán tener acceso a los datos del causante en cuanto ello suponga el ejercicio en su 
nombre de una acción amparada por la Ley Orgánica 1/1982 o en cuanto dicho acceso 
                                                 
494
 Vide Informe 365/2006 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de 
Datos. Documento disponible en www.agpd.es. 
495
 Ley Orgánica 1/1982, de 5 de mayo, de Protección civil de derechos al honor, intimidad personal y 
propia imagen (RCL 1982\1197). 
Artículo 4.1: “El ejercicio de las acciones de protección civil del honor, la intimidad o la imagen de una 
persona fallecida corresponde a quien ésta haya designado a tal efecto en su testamento. La designación 
puede recaer en una persona jurídica”. 
496
 Vide Memoria de la Agencia Española de Protección de Datos correspondiente al año 2002, p. 313. 
Documento disponible en 
https://www.agpd.es/portalwebAGPD/canaldocumentacion/memorias/memorias_2002/common/pdfs/Me
moriaApd2002.pdf.  
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se produzca en defensa de su derecho hereditario (por ejemplo, el acceso a los datos 
necesarios para conocer el caudal relicto o el estado de determinados bienes de la 
herencia). Sin embargo, tales accesos no podrán ser considerados como manifestaciones 
del derecho de acceso, consagrado por el artículo 15 de la LOPD.  
Los empresarios individuales con forma de empresa según el Código de 
Comercio quedan excluidos de la protección de la LOPD
497
. Cuestión más controvertida 
es si las personas físicas que realizan una actividad profesional pueden quedar incluidas 
en el marco protector de la LOPD. Nos referimos concretamente a profesionales no 
organizados bajo la forma de empresa según el Código de Comercio (los llamados 
profesionales liberales) o comerciantes individuales en los que no está claro el límite 
entre actividad mercantil y actividad privada. Para la AEPD habrá que analizarse caso 
por caso para delimitar si los datos objeto de tratamiento están diferenciados de su 
propia actividad privada y sólo inciden en la esfera de la actividad comercial o 




Este criterio es asumido por los tribunales. El Tribunal Supremo aclara que es 
necesario diferenciar cuándo un dato del empresario o profesional se refiere a su vida 
privada y cuándo a la empresa o profesión, pues sólo en el primer caso cabe aplicar la 
protección de la LOPD. De manera que atendiendo a la naturaleza del dato y a la 
finalidad de su tratamiento puede ocurrir que coincidan los datos profesionales con los 
particulares y sea aplicable la normativa de protección de datos
499
.  
                                                 
497
 Se excluye ex artículo 2.2 LOPD y artículo 2.3 RLOPD. 
498
 Los profesionales liberales y determinados comerciantes individuales están protegidos por el régimen 
de la protección de datos. Serán profesionales quienes sean susceptibles de colegiación pero habrá que 
estar a cada caso. Vide Resoluciones de 15 de julio de 2005 (PS/00049/2005) y 4 de noviembre de 2008 
(RR/00348/2008) y el Informe 451/2009 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos. Documento disponible en www.agpd.es. 
499
 STS, Sala Tercera de lo Contencioso, de 20 de febrero de 2007, rec. 732/2003 relativa a arquitectos (ya 
referenciada). La Audiencia Nacional trata otros casos como los promotores de la construcción de su 
propia vivienda (SAN de 25 de junio de 2003, rec. 1099/2000 –JUR\2004\107980-); el lugar de ejercicio 
de la profesión de abogado (SAN de 11 de febrero de 2004, rec. 119/2002, ya referenciada); o el 
tratamiento de datos de un asociado del Colegio Oficial de agentes comerciales (SAN 29 de marzo de 
2006, rec. 348/2004 - ya referenciada -). Más recientemente, el Tribunal Supremo confirma que los datos 
personales de los profesionales liberales están incluidos en la LOPD, vide STS 267/2014, de 21 de mayo 
(RJ\2014\2948). 
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Por consiguiente, el afectado o interesado es el titular de los derechos que sobre 
los propios datos objeto de tratamiento se reconocen en la LOPD. 
Esta definición legal de afectado debe ponerse en relación con las anteriormente 
mencionadas de persona identificable y de dato de carácter personal, de forma que la 
conclusión que obtenemos es que cualquier información relacionada con una persona 
física determinada o que nos permita determinar, tras una serie de actuaciones mediante 
el tratamiento correspondiente, de quien se trata será un dato personal. 
 
e. Tipos de datos: los datos religiosos 
 
Hay autores que distinguen tres grupos de datos personales
500
. 
En un primer grupo encuadraríamos los denominados datos indiferentes, que 
están al alcance de todos (nombre, apellidos, profesión, domicilio…). El conocimiento 
de estos datos, en condiciones normales, no lleva consigo la posibilidad de 
instrumentarlos de forma inmediata para lesionar derechos o libertades. 
En cambio hay otros datos más vulnerables frente a ilegítimas agresiones y que 
son sensibles dentro de un contexto (datos tributarios, sobre la solvencia, datos 
clínicos…). 
Y, por último, existen los datos sensibles por sí mismos que afectan a la esfera 
más íntima y reservada del individuo (a la intimidad stricto sensu), independientemente 
del contexto, uso o tratamiento que se les dé y que representan un mayor nivel de 
riesgo. Son las opiniones políticas, creencias religiosas, vida sexual y origen racial 
regulados en los artículos 7 y 8 de la LOPD. Es una necesidad imperativa de los 
artículos 16 CE y 8.1 Directiva 95/46. Como se refieren a cuestiones íntimamente 
ligadas al núcleo de la personalidad y de la dignidad humana, las posibilidades de ser 
discriminado se van a ver agravadas cuando los datos tratados pertenezcan a la categoría 
de los denominados sensibles lo que se traducirá en un reforzamiento de las medidas 
adoptadas para su garantía y protección. 
                                                 
500
 RAFAEL VELÁZQUEZ BAUTISTA, Protección jurídica de datos personales automatizados, Ed. Colex, 
1993, citado en M. VIZCAÍNO CALDERÓN, op. cit., pp. 124-125. 
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La LOPD diferencia dos tipos de datos especialmente protegidos a los que aplica 
su correspondiente régimen jurídico en cuanto a la legitimación para su tratamiento: 
a) Aquellos datos cuyo carácter especialmente protegido procede del derecho a 
no declarar sobre su ideología, religión o creencias, consagrado por el artículo 16 CE. 
Este reforzamiento de la protección de los datos relativos a ideología, afiliación sindical, 
religión y creencias que establece la ley consiste en dos exigencias: 
1. Sólo podrán ser objeto de tratamiento cuando el afectado preste su 
consentimiento de forma expresa y por escrito. 
2. Cuando se proceda a recabar el consentimiento del interesado, deberá 
advertírsele de su derecho a no prestarlo. 
Además, hay una garantía suplementaria como es la prohibición de creación de 




Las medidas especiales de protección consisten, pues, en fortalecer los derechos 
de información y consentimiento del interesado. Sin embargo, el cumplimiento de los 
requisitos anteriores no se exigirá cuando los datos relativos a ideología, creencias, 
religión o afiliación sindical tengan como destino los ficheros mantenidos por los 
partidos políticos, sindicatos, iglesias, confesiones o comunidades religiosas y 
asociaciones, fundaciones y otras entidades sin ánimo de lucro, cuya finalidad sea 
política, filosófica, religiosa o sindical y se trate de datos relativos a sus afiliados, 
asociados o miembros. Esto es, no será necesario que el consentimiento sea expreso y 
por escrito cuando el tratamiento sea realizado por los propios partidos políticos, 
sindicatos, iglesias, confesiones o comunidades religiosas y asociaciones, fundaciones y 
otras entidades sin ánimo de lucro a los que pertenezca el afectado. El consentimiento, 
en estos casos, sólo será necesario si los datos se comunican a terceros. 
b) Los datos especialmente protegidos relacionados con la salud, origen racial y 
vida sexual de los afectados podrán ser tratados sin el consentimiento del mismo 
“cuando, por razones de interés general, así lo disponga una Ley”, como establece el 
                                                 
501
 Artículo 7 LOPD: “4. Quedan prohibidos los ficheros creados con la finalidad exclusiva de almacenar 
datos de carácter personal que revelen la ideología, afiliación sindical, religión, creencias, origen racial o 
étnico, o vida sexual”. 
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artículo 7.3 LOPD. Aquí es de aplicación el alcance de la habilitación legal que 
analizaremos en su momento
502
.  
Los datos especialmente protegidos se someten al régimen de medidas de 
seguridad de nivel alto que implican revisiones mensuales o el cifrado de datos como se 
desarrolla en el Reglamento. No se puede permitir la existencia de ficheros con datos 
exclusivamente especialmente protegidos, como regla general, porque no se puede tener 
controladas a las personas. 
BATTANER
503
 entiende que la razón por la que estos datos son considerados 
como de mayor sensibilidad y, por tanto, se le asignan mayores obligaciones bien podía 
encontrarse en la alarma social respecto del tratamiento de estos datos y, aunque en 
parte es así pues la suma de esta información constituye la esfera más íntima del 
individuo, lo cierto es que se encuentra en una doble justificación normativa. 
Por una parte, como ya hemos adelantado, cumple el mandato de uno de los 
derechos fundamentales de la Sección 1ª del Capítulo Segundo del Título I de la 
Constitución, ya que el artículo 16.2 de la Carta Magna dispone que "nadie podrá ser 
obligado a declarar sobre su ideología, religión o creencias", por lo que parece obvio 
establecer, al menos una mayor protección jurídica a este tipo de información 
personal
504
. Por otra parte, la Directiva 95/46/CE en el apartado primero del artículo 8 
establece que salvo que exista consentimiento del afectado, se haya hecho público por 
éste o exista otro bien jurídico protegido en juego, "los Estados miembros prohibirán el 
tratamiento de datos personales que revelen el origen racial o étnico, las opiniones 
                                                 
502
 Resolución AEPD de 11 de agosto de 2003. Ver nota 755. 
503
 SANTIAGO BATTANER, “Origen y consecuencias jurídicas del tratamiento de datos especialmente 
protegidos” en la Revista Datos Personales, Núm. 18, Noviembre 2005, pp. 1-2 (Id. vLex: VLEX-
286962). 
504
 Parte de la doctrina critica que existan dos categorías de datos sensibles con diferente protección ya 
que entienden que el fundamento de la tipificación de estos datos como sensibles no debería ser el artículo 
16 CE sino el artículo 14 CE. Cfr. A. PÉREZ LUÑO, “Comentario legislativo: la LORTAD y los derechos 
fundamentales” en Derechos y Libertades, Revista del Instituto Bartolomé de las Casas, núm. 1, febrero-
octubre 1993, Universidad Carlos III, Madrid,  p. 413; ÁLVARO SÁNCHEZ BRAVO, “La regulación de los 
datos sensibles en la LORTAD” en V. CARRASCOSA LÓPEZ (director), La protección de datos 
personales(en la LORTAD y Derecho comparado), Informática y Derecho, 6-7, Universidad Nacional de 
Educación a Distancia, Centro Regional de Extremadura, Mérida, 1994, p. 129; A. I. HERRÁN ORTIZ, La 
violación de la intimidad en la cit., p. 265; J. APARICIO SALOM, op. cit., p. 179; y JESÚS ALBERTO MESSÍA 
DE LA CERDA BALLESTEROS, La cesión o comunicación de datos de carácter personal, Ed. Civitas, 
Madrid, 2003, pp. 276-277.  
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políticas, las convicciones religiosas o filosóficas, la pertenencia a sindicatos, así como 
el tratamiento de los datos relativos a la salud o a la sexualidad". Incluso, BATTANER 
añade una tercera justificación en la Declaración Universal de los Derechos Humanos 
que, en su artículo 18, reconoce la libertad de pensamiento, de conciencia y de religión, 
ofreciéndole la libertad al individuo de ejercer esta libertad de manera pública o privada. 
En virtud de la declaración constitucional del apartado 2 del artículo 16, por la 
que “nadie podrá ser obligado a declarar sobre su ideología, religión o creencias”, entre 
los datos especialmente protegidos por la Ley 15/1999 en su artículo 7, figuran los de 
categoría religiosa e ideológica. Esta mención expresa en el texto constitucional 
justifica, en opinión de OTADUY, la inclusión de los datos religiosos entre los datos 
sensibles de especial protección según la Ley
505
. 
Merece este artículo 7 una atención especial en lo que se refiere a los datos 
personales relativos a la religión. En su apartado primero, y citando el artículo 16.2 CE, 
reproduce la prohibición constitucional de obligar a declarar sobre la ideología, religión 
o creencias, lo que se constituye como fundamento de una protección cualificada. 
Establece, además, el mandato de advertir al interesado, cuando sea requerido a 
manifestarse en estas materias, acerca de su derecho a no prestar el consentimiento en el 
momento de la recogida de datos. 
Obvio es que nadie está obligado a dar sus datos, pero puede ocurrir que si no lo 
hace no podrá celebrar el contrato o relación para la que la recogida y tratamiento sean 
imprescindibles. En estos casos habrá que ponderar su procedencia. Lo que sí parece 
claro es que, en la recogida de datos, no podrá hacerse obligatoria la declaración sobre 
ideología, religión o creencias ni condicionarse, de manera alguna, a dicha información 
la producción de cualquier acto o la celebración de cualquier negocio. 
En el caso concreto de las hermandades, la clave que interpreta su 
constitucionalidad es el carácter voluntario de solicitar el ingreso en este tipo de 
corporaciones, lo que permite eximirse de la prohibición del artículo 16.2 CE. 
Como hemos mencionado ut supra es el apartado 2 del artículo 7 el que afronta 
propiamente el régimen de los datos relativos a las creencias. Su tenor literal es el 
                                                 
505
 Cfr. J. OTADUY GUERÍN, op. cit., p. 531. 
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siguiente: “Sólo con el consentimiento expreso y por escrito del afectado podrán ser 
objeto de tratamiento los datos de carácter personal que revelen la ideología, afiliación 
sindical, religión y creencias. Se exceptúan los ficheros mantenidos por los partidos 
políticos, sindicatos, iglesias, confesiones o comunidades religiosas y asociaciones, 
fundaciones y otras entidades sin ánimo de lucro, cuya finalidad sea política, filosófica, 
religiosa o sindical, en cuanto a los datos relativos a sus asociados o miembros, sin  
perjuicio de que la cesión de dichos datos precisará siempre el previo consentimiento 
del afectado”. 
La excepción implica que no será necesario recabar el consentimiento para el 
tratamiento del dato de la religión o creencias tratado por la iglesia o las distintas 
confesiones religiosas siempre que se refiera a uno de sus miembros y que la actuación 
con los datos se enmarque dentro de sus finalidades. No obstante, la cesión de dichos 
datos ha de realizarse siempre con el consentimiento del afectado. 
Con la Propuesta de Reglamento de Protección de Datos de la Unión Europea 
puede cambiar el tratamiento de categorías especiales de datos personales ya que en su 
artículo 9 se prohíbe “el tratamiento de datos personales que revelen el origen étnico o 
racial, las opiniones políticas, la religión o las creencias, la afiliación sindical, así como 
el tratamiento de los datos genéticos o los datos relativos a la salud, la vida sexual, las 
condenas penales o medidas de seguridad afines”. Esta prohibición no será aplicable, 
luego está permitido si “el tratamiento es efectuado, en el ámbito de sus actividades 
legítimas y con las debidas garantías, por una fundación, una asociación o cualquier otro 
organismo sin ánimo de lucro, cuya finalidad sea política, filosófica, religiosa o 
sindical, siempre que el tratamiento se refiera exclusivamente a sus miembros, a 
antiguos miembros del organismo o a personas que mantengan contactos regulares con 
la fundación, la asociación o el organismo en relación con sus fines y siempre que los 
datos no se comuniquen fuera del organismo sin el consentimiento de los interesados”. 
Por tanto, en el caso de las hermandades estará permitido el tratamiento de datos de 
hermanos siempre y cuando esté relacionado con la finalidad propia de una hermandad 
y, en caso de cesión, cuenten con el consentimiento de los miembros de la Corporación 
religiosa. 
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Volviendo a la normativa española, para VIZCAÍNO
506
 la excepción de la 
necesidad de consentimiento expreso y por escrito del afectado en los casos referidos en 
el párrafo es lógica ya que el afectado es libre de comunicar su ideología, religión o 
creencias al darse de alta en la respectiva asociación o confesión que, por otra parte, el 
tratamiento que hagan de los ficheros será necesario para el propio funcionamiento de la 
entidad en cuestión. Y, también, es lógico que en los supuestos de cesión a terceros de 
esos datos sí se exija dicho consentimiento en cuanto que dicha cesión supone la salida 
de los datos del círculo originario en base al que la Ley exceptuó el consentimiento. 
La norma puede aparecer ante nosotros como una disposición de difícil 
interpretación, según el profesor OTADUY
507
. Dicho autor, uno de los primeros en 
estudiar la cuestión que nos ocupa en nuestro país, llama la atención en su crítica sobre 
tres aspectos del precepto que, en resumen, son los siguientes: 
1.- El carácter objetivista de la norma, que ignora la diferente naturaleza de los 
sujetos a los que se refiere (partidos políticos, sindicatos, iglesias, confesiones, 
comunidades religiosas,…) aunque tengan estatutos jurídicos diferentes, sin dar un 
cierto margen a soluciones especiales. La propia Directiva 1995/46/CE admite el 
tratamiento de datos personales de miembros de asociaciones religiosas por parte de la 
Administración, por motivos de interés público
508
. Lo que, aparentemente, une a todas 
estas organizaciones es la capacidad de afiliar miembros por razones de tipo ideológico 
en el más amplio sentido de la palabra, lo que lleva al autor a pensar, “si a juicio del 
legislador, en todas ellas estaría presente, de alguna manera, el elemento ideológico o 
religioso”
509
. Incluso no es lo mismo la confesión religiosa propiamente dicha que las 
entidades creadas por ellas para la realización de sus fines, como así claramente 
distingue la Ley Orgánica de Libertad Religiosa
510
. El caso concreto de la Iglesia 
                                                 
506
 M. VIZCAÍNO CALDERÓN, op. cit., p. 126. 
507
 Cfr. J. OTADUY GUERÍN, op. cit., pp. 529-555. 
508
 Directiva 1995/46/CE, de 24 de octubre, Considerando nº 35. “Considerando, además, que el 
tratamiento de datos personales por parte de las autoridades públicas, con fines establecidos en el Derecho 
Constitucional o en el Derecho Público, de asociaciones religiosas reconocidas oficialmente, se realiza 
por motivos importantes de interés público”. 
509
 J. OTADUY GUERÍN, op. cit., p. 535. 
510
 Cfr. LOLR artículos 5 “1. Las iglesias, confesiones y comunidades religiosas y sus federaciones 
gozaran de personalidad jurídica una vez inscritas en el correspondiente registro público, que se crea, a tal 
efecto, en el Ministerio de Justicia”. Y apartado 2 artículo 6 “Las Iglesias, Confesiones y Comunidades 
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Católica es paradigmático. Tiene un origen independiente y anterior del Estado y es 
reconocida y expresamente mencionada en la norma suprema del Reino de España
511
 y 
en el Acuerdo sobre Asuntos Jurídicos de 3 de enero de 1979. En cambio, la situación 
de las entidades y asociaciones religiosas católicas es distinta, ya que necesitan 
someterse al ordenamiento civil para adquirir la personalidad jurídica
512
, lo que a juicio 
de OTADUY refleja una clara intencionalidad  de encuadrar a estas entidades en el marco 
del derecho común, sin perjuicio de que puedan establecerse algunas normas especiales 
si su finalidad religiosa lo hiciera conveniente y se estimara oportuno. Concluye el autor 
que este uniformismo legal, en la idea de evitar toda apariencia de discriminación entre 
entidades religiosas y no religiosas, no hace justicia a la compleja realidad socio-
religiosa que, por el contrario, sí encuentra reflejo en otras parcelas de nuestro 
ordenamiento y conllevará una aplicación legal plagada de interpretaciones discutibles y 
poco garantizadora de la seguridad jurídica. 
2.- La dudosa interpretación gramatical del texto, que según el autor no elimina 
la duda acerca de si la excepción se refiere a la aplicación de la ley en su conjunto o 
sólo al requisito del consentimiento expreso y por escrito del interesado siendo objeto 
de aplicación la Ley en su integridad, y ello en contraste con la explícita exclusión del 
ámbito de aplicación de la ley que la LORTAD hacía de las iglesias, confesiones y 
comunidades religiosas. La eliminación en el texto vigente de la excepción contemplada 
en la Ley de 1992 lleva a OTADUY a concluir que la voluntad del legislador es limitar la 
especialidad del régimen de las confesiones religiosas y demás organizaciones 
mencionadas en el apartado 2 del artículo 7 a la obtención del consentimiento expreso y 
                                                                                                                                               
religiosas podrán crear y fomentar, para la realización de sus fines, Asociaciones, Fundaciones e 
Instituciones con arreglo a las disposiciones del ordenamiento jurídico general”. 
511
 Artículo 16.3 de la Constitución: “Ninguna confesión tendrá carácter estatal. Los poderes públicos 
tendrán en cuenta las creencias religiosas de la sociedad española y mantendrán las consiguientes 
relaciones de cooperación con la Iglesia Católica y las demás confesiones”. 
512
 Artículo I.4 del Acuerdo sobre Asuntos Jurídicos, celebrado entre el Estado español y la Santa Sede, 
de 3 de enero de 1979: “Las asociaciones y otras entidades y fundaciones religiosas que, estando erigidas 
canónicamente en la fecha de entrada en vigor del presente acuerdo, no gocen de personalidad jurídica 
civil y las que se erijan canónicamente en el futuro por la competente autoridad eclesiástica podrán 
adquirir la personalidad jurídica civil con sujeción a lo dispuesto en el ordenamiento del estado, mediante 
la inscripción en el correspondiente Registro en virtud de documento auténtico en el que consten la 
erección, fines, datos de identificación, órganos representativos, régimen de funcionamiento y facultades 
de dichos órganos”. Así lo hemos tratado en el Capítulo III Aplicabilidad de la LOPD a la Iglesia Católica 
y a las Hermandades y Cofradías, apartado 2.c Adquisición de personalidad jurídica: canónica y civil. 
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por escrito del afectado por el tratamiento de los datos, siendo objeto de aplicación a los 
sujetos especiales de este apartado el contenido de la Ley en su integridad
513
. 
3.- La inexistente delimitación del ámbito de aplicación de la Ley a la Iglesia 
Católica, que ignora la efectiva vigencia del derecho a la reserva de la intimidad en el 
ordenamiento canónico así como las características del régimen interno de la Iglesia, 
protegido por la libertad de organización y el derecho a la autonomía en sus asuntos 
propios, y que una buena técnica legislativa habría exigido, llevando a cabo una mejor 
distinción de ámbitos y situaciones en la Iglesia a efectos de sujeción a la Ley. 
De la triple crítica que, expuesta aquí de manera sintética, realiza OTADUY, la 
tercera merece nuestra atención. Recuerda el autor que, a lo largo de la historia el 
ordenamiento canónico ha contado con un específico régimen legal para proteger el 
buen nombre de los fieles y que se podría aplicar al caso concreto de la protección de 
los datos de los fieles. De hecho, el Derecho Canónico, cuenta con principios  concretos 
y específicas normas, como es el caso del ya mencionado canon 220 del vigente Código 
de Derecho Canónico, aunque insuficiente para esta materia pero que puede servir como 
apreciable punto de partida de un desarrollo singular dentro del principio de autonomía 
reconocido por el Estado a la Iglesia, como así hemos analizado en el capítulo II. 
Además, a juicio de OTADUY, el ámbito de aplicación de la Ley de Protección de 
Datos es muy amplio, pero no ilimitado. La LOPD excluye de sus competencias una 
serie de actividades públicas en virtud de su naturaleza, y remite en otros casos a 
legislación específica el tratamiento de datos personales al servicio de unos 
determinados intereses públicos
514
. De ahí que llegue a afirmar que “el conocimiento 
del régimen y de la organización interna de la Iglesia permitiría delimitar mejor qué es 
objeto de la ley estatal y qué es lo que queda fuera de ella”
515
, lo que le lleva a concluir 
que no es incongruente que determinadas actividades de la Iglesia, aunque manifiesten 
cierta afinidad con el objeto de la Ley, queden, sin embargo, fuera de su ámbito, asunto 
                                                 
513
 J. OTADUY GUERÍN, op. cit., pp. 539-541. Así lo hemos tratado en el Capítulo III Aplicabilidad de la 
LOPD a la Iglesia Católica y a las Hermandades. 
514
 Cf. J. OTADUY GUERÍN, op. cit., pp. 541 y ss. Entre estos regímenes especiales nombra la seguridad 
nacional, la lucha contra el terrorismo y la delincuencia organizada, el régimen electoral y el Registro 
Civil. 
515
 Ibíd., p. 541. 
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particular que hemos desarrollado en el capítulo III.1.b Ámbito de aplicación de la 




a. Concepto de ficheros 
 
Para que esos datos personales gocen de la protección legal tienen que adoptar la 
forma de fichero. Como recoge la jurisprudencia del Tribunal Constitucional es “sobre 
dichos ficheros donde hay que proyectar en última instancia las medidas destinadas a la 




El concepto de fichero ha ido conociendo variaciones en el ámbito de aplicación 
de las normas, ya que en la primitiva LORTAD eran los datos de carácter personal que 
figuraban en ficheros automatizados los que centraban su atención. Lo importante es 
que los datos figuren en un fichero, adquiriendo gran importancia la delimitación de 
dicho concepto para determinar la inclusión o exclusión de la protección legal. 
La Directiva 95/46/CE nos lo define en su artículo 2 como conjunto estructurado 
de datos personales accesibles con arreglo a criterios determinados, ya sea centralizado, 
descentralizado, repartido de forma funcional o geográfica, y nuestra Ley recoge tal 
concepto, en su artículo 3, apartado b) definiéndolo como todo conjunto organizado de 
datos de carácter personal, cualquiera que fuere la forma o modalidad de su creación, 
almacenamiento, organización y acceso. Es una definición más elemental y simple 
puesto que basta para que nos encontremos ante un fichero con un conjunto organizado 
de datos de carácter personal. En principio, la ley no exige para la definición de fichero 
unos criterios preestablecidos de acceso a esos datos, aunque sea difícil de imaginar un 
conjunto organizado de datos sin esos criterios. El Tribunal Supremo precisa que la 
protección de datos se refiere, según este artículo 3, a todo dato personal registrado en 
soporte físico, cualquiera que sea la forma o modalidad de creación, almacenamiento, 
                                                 
516
 STC 292/2000, de 30 de noviembre, ya referenciada. 
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organización y acceso
517
. Es decir, que no se trata de una pura acumulación de datos 
personales, sino que en este caso concreto “comporta una fácil búsqueda, acceso e 
identificación en cuanto están ordenados alfabéticamente, por fecha de nacimiento y 
demás criterios organizativos” y, por consiguiente, tiene la consideración de fichero. 
De esta forma, la propia Directiva 95/46 refiere el ámbito de la protección que 
regula al tratamiento del dato, y en relación tanto con los tratamientos automatizados 
como respecto a los que no lo estén, siempre que en este caso los datos estén contenidos 
o se destinen a encontrarse contenidos en un fichero, entendido éste como un archivo 
estructurado según criterios específicos relativos a las personas que permitan acceder 
fácilmente a los datos personales. La misma no comprende expresamente en su ámbito 
de aplicación las llamadas carpetas, el equivalente a nuestros expedientes, que no están 
estructuradas conforme a criterios específicos. 
La figura del fichero es clave en el régimen jurídico de protección de datos 
personales; como describimos en el apartado de configuración de este derecho
518
, es su 
posible utilización lo que puede suponer una amenaza para los derechos de la 
personalidad y, por ello, surge la necesidad de garantizar estos derechos ante el riesgo 
de un uso desproporcionado de los datos contenidos en los ficheros. La idea de fichero 
nos lleva a la de conjunto de datos y a su organización. Un solo dato o muchos datos sin 
ordenar no constituyen un fichero a los efectos de protección legal y sin un fichero 
donde se almacenan y organizan datos no es posible realizar un tratamiento. La 
Audiencia Nacional confirma reiteradamente este criterio clave para que un tratamiento 
de datos quede sujeto al régimen jurídico de protección de datos. Tomamos como 
referencia la sentencia de 18 de diciembre de 2006
519
 que trataba sobre la procedencia 
de una sanción impuesta por la Agencia española de protección de datos por tratamiento 
no consentido de datos de carácter personal a una empresa del sector hotelero que había 
recibido por fax el currículo de un solicitante de empleo enviado por otro hotel y le 
                                                 
517
 STS 26 de Junio de 2008 (Rec. 6818/2003) en relación al Auto del TC, Sección Tercera 197/2003, de 
16 de junio de 2003 (RTC\2003\197 AUTO). Inadmisión recurso de amparo por vulneración tanto el 
derecho a la intimidad personal y familiar del artículo 18.1 CE como la previsión del artículo 18.4 CE con 
relación al tratamiento automatizado de los dados de carácter personal (RJ\2008\4302). 
518
 Vide Capítulo I El derecho fundamental a la protección de datos de carácter personal: Marco jurídico 
europeo y constitucional, apartado 1d) El artículo 18.4 CE: su interpretación constitucional. 
519
 SAN, Sección 1ª, de 18 de diciembre de 2006, rec. 241/2005, FJ 3º, ya referenciada. 
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llama para ofrecerle un trabajo. Al no mostrar interés por dicha oferta, el hotel destruye 
el currículum sin que nunca fuera incorporado el mismo a ningún fichero. La Audiencia 
Nacional anula la sanción impuesta por la Agencia al entender que esos datos “no 
fueron incorporados a fichero alguno, ni conservados, siendo destruido dicho 
currículum una vez manifestada la oposición a la utilización de los datos por parte del 
afectado” y que la simple llamada telefónica no podía tener la consideración de 
tratamiento.  
El fichero, según VIZCAÍNO, es el registro en el que se recoge y almacena el 
conjunto de datos que integra la información. Entiende que los datos han de estar 
organizados, aunque responda a criterios sencillos, para facilitar el acceso, localización 
y tratamiento según las circunstancias de cada caso
520
. La Audiencia Nacional indica 
que “es claro para este Tribunal que registro en soporte físico equivale a fichero en los 
términos de la ley. Basta la lectura completa de este artículo 2 (se entiende de la LOPD) 
y su comparación con el artículo 3 de la Directiva (se entiende la 95/46) del que trae 
causa, y que sirve para interpretarlo, para llegar a esta conclusión”
521
. 
En definitiva, según el artículo 5 RLOPD, se entiende como fichero todo 
conjunto organizado de datos de carácter personal registrado en soporte físico, que 
permita el acceso a los datos con arreglo a criterios determinados, cualquiera que fuere 





, esta definición incluida en el Reglamento es una 
formulación amplia en la que la modalidad de creación, almacenamiento, etc. es 
indiferente y neutral; en cambio, no es así sino que resulta esencial a los efectos del 
concepto fichero, el reconocimiento de un sistema de acceso a datos conforme a 
criterios determinados de búsqueda. 
                                                 
520
 M. VIZCAÍNO CALDERÓN, op. cit., p. 76. 
521
 SAN de 16 de febrero de 2006, ya referenciada. 
522
 De acuerdo con el apartado k del artículo 5 del RLOPD. 
523
 ALBERTO PALOMAR OJEDA, “Obligaciones previas al tratamiento de datos” en VV.AA. J. ZABÍA DE 
LA MATA, (coord.), op. cit., p. 64. 
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En cambio DAVARA
524
, critica la referencia al soporte físico únicamente, ya que 
los datos de carácter personal pueden ser sometidos a tratamiento cuando se encuentren 
en otros soportes no tangibles, como pueden ser los impulsos electrónicos en 
transmisiones telemáticas, propios de los avances tecnológicos de nuestros tiempos. 
Una novedad importante es la desaparición del término automatizado en la 
LOPD de casi todos los lugares en los que se encontraba en la LORTAD. Para 
CONDE
525
 la eliminación de una palabra en el objeto de la Ley tiene una enorme 
trascendencia a la hora de analizar ambas leyes. De forma que la LORTAD no tenía en 
cuenta otro tipo de datos que los de carácter personal, y siempre que fuesen tratados de 
forma automatizada. La posesión de este tipo de datos pero en otro soporte, no era 
objeto de la misma. Como garantía de los derechos de los ciudadanos en estos casos 
estaban los otros apartados del artículo 18 CE. Se establecía, por así decirlo, una 
categoría de datos: los automatizados, algo que en la LOPD ha dejado de existir. 
La desaparición de esa distinción de "automatizados" englobando a todos los 
datos de carácter personal en una misma categoría, cambia el panorama, ya que la 
tenencia de nuestros datos por otros en un soporte convencional se acrecienta cuando 
esos mismos datos se encuentran en un soporte informático y la LOPD no hace ninguna 
distinción. Al suprimir esta diferencia, base interpretativa posterior del articulado, las 
definiciones se ven modificadas en cuanto a qué se entiende por fichero, concepto que 
cambia sustancialmente. Por tanto, la LOPD amplía el ámbito de aplicación en relación 
a la LORTAD, suprimiendo el término automatizado y modificando el contenido del 
apartado 2 del artículo 2, en el que se indican los ficheros a los que no será de 
aplicación. 
Por tanto, los ficheros pueden ser automatizados, los que generalmente 
conocemos como informatizados, y también no automatizados o en soporte papel, y da 
igual la manera en que esté organizado, si centralizado o descentralizado en una 
ubicación o lugar geográfico, siempre que permita el acceso a los datos de una persona 
física de manera sencilla. En consecuencia, según AGÚNDEZ
526
, la Ley únicamente se 
                                                 
524
 M.A. DAVARA RODRÍGUEZ, “El concepto de fichero en la normativa sobre protección de datos” en 
VV.AA. A. TRONCOSO REIGADA, (dir.), op. cit., pp. 211 y ss. 
525
 C. CONDE ORTIZ, op. cit., pp. 9-11. 
526
 Ibídem, pp. 119-120. 
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aplica a los tratamientos no automatizados de datos cuando los mismos vayan a ser 
incorporados a un fichero y no en todo caso, sino siempre que se encuentre debidamente 
estructurado y organizado de forma que se permita un acceso fácil a los datos personales 
siguiendo el criterio de la Directiva
527
. 
Lo anterior está corroborado por la definición que se contiene en el artículo 5.1.n 
del Real Decreto 1720/2007, de 21 de diciembre por el que se aprueba el Reglamento de 
la Ley Orgánica 15/1999. En él se define el fichero no automatizado como “todo 
conjunto de datos de carácter personal organizado de forma no automatizada y 
estructurado conforme a criterios específicos relativos a personas físicas, que permitan 
acceder sin esfuerzos desproporcionados a sus datos personales, ya sea aquél 
centralizado, descentralizado o repartido de forma funcional o geográfica”. 
Entiende DAVARA
528
, que el contenido de la definición de fichero supone tres 
características. La primera es que éste debe recoger datos que sean uniformes, en el 
sentido de estar orientados a un determinado fin, que en el ámbito de la protección de 
datos significa que se refieran a una persona y se conviertan, por tanto, en datos de 
carácter personal. Una segunda característica del fichero debe ser su unidad, no puede 
dividirse sin destruir su calidad básica. Y, por último, debe estar organizado, que 
debemos entender como el establecimiento de sus contenidos de una forma determinada 
orientada a un fin específico. 
Por tanto, como afirma APARICIO
529
, la LOPD se aplica a aquellos datos que, sin 
estar incorporados a un fichero, se encuentran organizados en alguna forma de plantilla 
                                                 
527
 Que estén estructurados conforme a criterios específicos relativos a las personas y que permitan 
acceder fácilmente a los datos personales. Vide el Considerando 27 de la misma que dice así: 
“Considerando que la protección de las personas debe aplicarse tanto al tratamiento automático de datos 
como a su tratamiento manual; que el alcance de esta protección no debe depender, en efecto, de las 
técnicas utilizadas, pues lo contrario daría lugar a riesgos graves de elusión; que, no obstante, por lo que 
respecta al tratamiento manual, la presente Directiva sólo abarca los ficheros, y no se aplica a las carpetas 
que no están estructuradas; que, en particular, el contenido de un fichero debe estructurarse conforme a 
criterios específicos relativos a las personas, que permitan acceder fácilmente a los datos personales; que, 
de conformidad con la definición que recoge la letra c) del artículo 2, los distintos criterios que permiten 
determinar los elementos de un conjunto estructurado de datos de carácter personal y los distintos 
criterios que regulan el acceso a dicho conjunto de datos pueden ser definidos por cada Estado miembro; 
que, las carpetas y conjuntos de carpetas, así como sus portadas, que no estén estructuradas conforme a 
criterios específicos no están comprendidas en ningún caso en el ámbito de aplicación de la presente 
Directiva”. 
528
 M.A. DAVARA RODRÍGUEZ, “El concepto de fichero cit.” en VV.AA. A. TRONCOSO REIGADA, (dir.), 
op. cit., pp. 211 y ss. 
529
 J. APARICIO SALOM, Estudio sobre la Ley Orgánica de Protección de Datos cit., pp. 55-56. 
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o esquema, que permita su inclusión en un fichero mediante sistemas, automáticos o 
manuales. 
La distinción entre ambos conceptos ha sido clave en la reforma ya que en la 
LORTAD se atendía de forma casi exclusiva al fichero y al responsable del mismo, sin 
reflejar el fenómeno de las redes de comunicación que difuminan aún más la existencia 
del fichero de datos. 
Como hemos mencionado anteriormente en este mismo apartado los conceptos 
de fichero y tratamiento están estrechamente vinculados entre sí. El tratamiento de los 
datos son las operaciones que se realizan con los datos, y a efectos de la Ley se define el 
"tratamiento de datos" en el artículo 3.c) como las "operaciones y procedimientos 
técnicos de carácter automatizado o no, que permitan la recogida, grabación, 
conservación, elaboración, modificación, bloqueo y cancelación, así como las cesiones 
de datos que resulten de comunicaciones, consultas, interconexiones y transferencias". 
El fichero es el soporte físico contenedor de los datos de carácter personal almacenados 
según un determinado criterio organizativo, mientras que el tratamiento es la operación 
que se realiza en relación a esos datos almacenados: la recogida de datos para su 
incorporación al fichero, su grabación, conservación, ordenación, modificación, etc. En 
opinión de CONDE
530
 para valorar cuándo nos encontramos, o no, ante un tratamiento de 
datos parece que el legislador extiende el ámbito de protección a cualquier operación o 
procedimiento técnico en su más amplio sentido, porque abarca todas las fases de 
manejo de datos, sea de forma automatizada o no. 
En cuanto al concepto de tratamiento de dichos datos que utiliza el artículo 3, 
apartado 1, de la Directiva 95/46, éste comprende, con arreglo a la definición del 
artículo 2, letra b), de dicha Directiva, “cualquier operación o conjunto de operaciones, 
efectuadas o no mediante procedimientos automatizados, y aplicadas a datos 
personales”. Esta última disposición enumera varios ejemplos de tales operaciones, 
entre las que figura la consulta, la comunicación por transmisión, la difusión o cualquier 
otra forma que facilite el acceso a los datos, así como su bloqueo, supresión o 
destrucción. De ello se deriva que la conducta, muy habitual en nuestros días, que 
consiste en hacer referencia en una página web a datos personales debe considerarse un 
                                                 
530
 C. CONDE ORTIZ, op. cit., pp. 9-11. 
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
226 
Felipe García de Pesquera Gago 
tratamiento de esta índole
531
. En España, la AEPD sancionó a una empresa que había 
incluido en su página web el texto completo de una sentencia en la que se condenaba a 
otra empresa pero añadió el nombre y apellidos del administrador único de dicha 
empresa, datos obtenidos del Registro Mercantil. El Tribunal avaló la actuación de la 
Agencia al entender que había existido tratamiento, que la página web es un fichero, que 
el Registro Mercantil no es una fuente accesible al público y que prevalece el derecho a 




En nuestro país, la Audiencia Nacional considera que el ámbito de aplicación de 
la LOPD incluye toda clase de datos de carácter personal registrados en soporte físico y 
cualquier procedimiento o modalidad de uso o tratamiento de tales datos, sean o no 
automatizados
533
. Incluso se establece que la incorporación a la base de datos de una 
compañía de los datos bancarios de una persona junto con su nombre y apellidos, aun de 
manera temporal, implica un tratamiento de datos personales sujeto a la normativa de 
protección de datos puesto que el número de la cuenta corriente es una información 




b. Clases de ficheros 
 
Los ficheros pueden ser de dos clases: 
a) Privados (artículo 5.1 l) RLOPD). Ficheros de los que sean responsables las 
personas, empresas o entidades de derecho privado, con independencia de quién ostente 
la titularidad de su capital o de la procedencia de sus recursos económicos, así como los 
ficheros de los que sean responsables las corporaciones de derecho público, en cuanto 
                                                 
531
 Párrafo 25 de la STJCE, de 6 de noviembre de 2003. Suecia, caso Linqdvist. Decisión prejudicial de 
interpretación de la Directiva 95/46, ya referenciado.  
532
 SAN, Sección 1ª, de 17 de marzo de 2006, rec. 621/2004, ya referenciada. 
533
 SAN, Sección 1ª, de 27 de abril de 2006 (VLEX-20779244). 
534
 SAN, Sección 1ª, de 9 de noviembre de 2005, rec. 90/2004 (JUR\2006\124037). 
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dichos ficheros no se encuentren estrictamente vinculados al ejercicio de potestades de 
Derecho Público que a las mismas atribuye su normativa específica. 
Cualquiera puede crear un fichero privado, siempre y cuando lo haga con una 
finalidad y objeto legítimos y se respeten las garantías que la LOPD establece para la 
protección de las personas y lo notifique previamente a la AEPD. El Director de la 
Agencia inscribirá el fichero en el Registro General de Protección de Datos si la 




b) Públicos (artículo 5 m) RLOPD). La creación, modificación o supresión de 
los ficheros de las Administraciones públicas sólo podrán hacerse por medio de 
disposición general publicada en el BOE o Diario Oficial correspondiente (artículo 20 
LOPD). 
La Agencia de Protección de Datos afirma
536
 que, como punto de partida, debe 
indicarse que la Ley no determina de forma expresa los criterios delimitadores de la 
titularidad pública o privada de los distintos ficheros, si bien en el articulado del 
Capítulo I del Título IV viene a identificar los ficheros de titularidad pública como 
aquéllos cuya responsabilidad corresponde a las Administraciones Públicas (artículos 20 
y 21), estableciendo ciertas especialidades en su régimen jurídico en las restantes 
disposiciones de este capítulo y en el artículo 46, en lo que se refiere al régimen 
sancionador. A partir de estos preceptos, deberá determinarse cuál es la interpretación 
que deba darse al término titularidad pública, contenido en las citadas disposiciones, 
planteándose dos posibles criterios: por un lado, el meramente subjetivo, que atiende a 
la naturaleza pública o privada del responsable del fichero; por otro, el criterio que 
atiende a la función desempeñada por dicho responsable. 
Pues bien, como punto de partida, entendemos que, tal y como se desprende de 
las disposiciones de la LOPD, el criterio que ha de prevalecer en este punto es el 
relativo a la naturaleza pública o privada del responsable, ya que en la Ley no se 
                                                 
535
 Artículos 25 y 26 LOPD y Capítulo II del Título V Obligaciones previas al tratamiento de datos 
RLOPD. En este capítulo II, que incluye los artículos 55 a 64 se desarrolla la notificación e inscripción de 
los ficheros. 
536
 Informe 2001/0000 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos 
(disponible en www.aepd.es). 
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
228 
Felipe García de Pesquera Gago 
diferencia ambas categorías de ficheros con base en criterios relacionados con la 
actividad llevada a cabo por el responsable, sino con el criterio de la titularidad del 
fichero. Así se desprende, no sólo de las rúbricas de los Capítulos I y II del Título IV de 
la Ley, sino de lo dispuesto en el artículo 46, que establece una especialidad en materia 
sancionadora para los supuestos de ficheros de titularidad pública, refiriéndose a los 
mismos como "ficheros de los que sean responsables las Administraciones Públicas", 
añadiendo, en su apartado segundo la posible imposición de las sanciones establecidas 
en la legislación sobre régimen disciplinario de las Administraciones Públicas. Por 
tanto, como indica AGÚNDEZ
537
, el criterio para delimitar el carácter público o privado 
del fichero será la vinculación o no al ejercicio de potestades de derecho público en 
sintonía con las definiciones de los apartados l) y m) del artículo 5.1 del RLOPD
538
. 
No olvidemos antes de terminar este apartado que hay una serie de ficheros de 
los que cualquier persona puede obtener datos tras realizar una consulta, no impedida 
por una norma limitativa o sin más exigencia que el abono de una contraprestación, en 
su caso. Son las denominadas fuentes de acceso al público (apartado j) del artículo 3 
LOPD). Para autores como PUENTE es contradictoria la redacción de este precepto ya 
que en su primer inciso se establece un concepto general de las fuentes accesibles al 
público, por el que se entendería como tal cualquier fichero debidamente publicado, 
para acto seguido realizar una enumeración taxativa de los mismos, como si fuera una 
lista cerrada. La solución que nos ofrece ante la aparente antinomia es considerar que 
sólo serán fuentes accesibles al público las enumeradas taxativamente en el precepto, 
                                                 
537
 I. Mª. AGÚNDEZ LERÍA, “Definiciones, fuentes accesibles al público cit.” en VV.AA. J. ZABÍA DE LA 
MATA, (Coord.), op. cit., pp. 122-123. 
538
 Artículo 5.1 RLOPD: “l) Ficheros de titularidad privada: los ficheros de los que sean responsables las 
personas, empresas o entidades de derecho privado, con independencia de quien ostente la titularidad de 
su capital o de la procedencia de sus recursos económicos, así como los ficheros de los que sean 
responsables las corporaciones de derecho público, en cuanto dichos ficheros no se encuentren 
estrictamente vinculados al ejercicio de potestades de derecho público que a las mismas atribuye su 
normativa específica. 
m) Ficheros de titularidad pública: los ficheros de los que sean responsables los órganos constitucionales 
o con relevancia constitucional del Estado o las instituciones autonómicas con funciones análogas a los 
mismos, las Administraciones públicas territoriales, así como las entidades u organismos vinculados o 
dependientes de las mismas y las Corporaciones de derecho público siempre que su finalidad sea el 
ejercicio de potestades de derecho público”. 
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En conclusión, las normas de protección de datos se aplican a todo tratamiento 
automatizado de datos o al tratamiento no automatizado de datos incluidos o destinados 
a ser incorporados a un fichero, público o privado, considerándose éste como un 
conjunto estructurado de datos personales, accesibles con arreglo a criterios 
determinados, ya sea centralizado, descentralizado o repartido de forma funcional o 
geográfica. Y al contrario, la normativa sobre protección de datos no será aplicable en 
caso de que no exista fichero. 
 
c. Requisitos de los ficheros: necesidad, notificación e inscripción 
 
Una vez creado el fichero, la Ley exige que toda persona que sea responsable de 
un fichero deberá notificar a la AEPD la creación, modificación o supresión
540
, 
mediante los modelos normalizados, en soporte papel, magnético y telemático
541
, para 
que sea debidamente inscrito en el Registro General de Protección de Datos, 
independientemente de su carácter público o privado, en consonancia con lo dispuesto 
en el artículo 19 de la Directiva 95/46 que permite la posibilidad de utilizar modelos 
normalizados para la notificación de ficheros mediante técnicas y medios electrónicos, 
informáticos y telemáticos, siempre y cuando queden garantizadas la seguridad, validez 
y eficacia de la recepción de las comunicaciones y documentos. El RLOPD, en su 
artículo 55, aclara que serán notificados con carácter previo a su creación, por lo que 
desde el momento en que una persona o entidad privada pretenda crear un fichero 
deberá notificarlo a la AEPD. A continuación este precepto nos relaciona la información 
que debe contener la solicitud de inscripción, de manera que en la misma ha de constar 
la identidad del responsable del fichero, nombre del fichero con la finalidad y usos 
                                                 
539
 A. PUENTE ESCOBAR, op. cit., pp. 133-136. 
540
 Artículos 25 y 26 LOPD y artículos 55 a 64 RLOPD. 
541
 Vide artículo 59 RLOPD relativo a modelos y soportes para la notificación. Estos modelos se pueden 
obtener gratuitamente en la página web de la AEPD y se regulan por la Resolución de la AEPD de 30 de 
mayo de 2000, modificada por Resolución de 12 de julio de 2006 por la que se aprueban los formularios 
electrónicos. 
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previstos, procedimiento y procedencia de los datos, colectivo de personas a las que 
agrupa, categorías de datos, estructura y organización, sistema de tratamiento y las 
medidas de seguridad que se deben observar. De igual manera, se debe comunicar 
cualquier modificación que suponga un cambio de especial trascendencia o la supresión 
de un fichero, cuando se deje de tratar definitivamente. 
Hemos de tener en cuenta que la mera declaración de un fichero a la AEPD y su 
posterior inscripción no supone que el fichero y su tratamiento sean conforme a la Ley. 
La inscripción de ficheros es meramente declarativa de la existencia de un fichero 
responsabilidad de una persona o entidad pero con ello no se presume que se cumplan 
con el resto de obligaciones legales. Para ello, es imprescindible que la creación del 
fichero de titularidad privada, como así señala el artículo 25 LOPD, sea necesaria para 
el logro de la actividad u objeto legítimos de la organización y se respeten las garantías 
establecidas en la Ley
 
que, básicamente, se reducen a que cualquier persona que proceda 
a crear un fichero lo comunique a la AEPD con carácter previo a su inscripción en el 
registro general
 
y que la existencia de dicho fichero se va a poder consultar pública y 
gratuitamente por cualquier persona
542
. En opinión de MARTÍNEZ
543
 la Ley no ha optado 
por una autorización previa a la inscripción constitutiva en un registro en aras a evitar 
una perniciosa burocratización. Por consiguiente, la inscripción resultante de la 
notificación no es constitutiva sino declarativa.  
ORTÍ VALLEJO criticaba esta necesidad en la LORTAD cuando afirmaba que 
“…exigir rigurosamente el requisito de la necesidad para la creación de un fichero, nos 
parece una grave cortapisa al derecho-libertad de información que consagra el artículo 
20.1.d) de la Constitución. Significaría que sólo podría crear un fichero allí donde no 
haya otra manera de alcanzar la finalidad pretendida…”
544
. En otras palabras criticaba 
que el precepto de la LORTAD, y que hoy es el artículo 25 LOPD, permita sólo la 
creación de ficheros por necesidad sin contemplar otras posibilidades como la utilidad o 
comodidad. Coincidimos con el autor citado en la necesidad de una interpretación 
razonable de la exigencia. El requisito de la necesidad que impone la norma concurre 
                                                 
542
 Artículos 25 y 26 LOPD y capítulo II del título V del RLOPD. 
543
 MAR MARTÍNEZ SÁNCHEZ, “Creación, notificación e inscripción registral de ficheros de titularidad 
privada” en VV.AA. ANTONIO TRONCOSO REIGADA (director), op. cit., pp. 1457 y ss. 
544
 A. ORTÍ VALLEJO, op. cit. citado en M. VIZCAÍNO CALDERÓN, op. cit., p. 268. 
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cuando el objetivo o finalidad del fichero o tratamiento sea el de alcanzar un menor 
coste, un mayor rendimiento o una mayor eficacia práctica, teniendo en cuenta los 
múltiples factores a tener en cuenta, la mayoría de ellos de carácter técnico. 
La notificación de los ficheros privados se completa, en cuanto al contenido a 
incluir, por el capítulo IV del título IX del RLOPD. Básicamente, se trata de la completa 
información que hay que facilitar a la Agencia respecto de la identificación del 
responsable, indicándose su nombre, denominación o razón social, documento nacional 
de identidad o código de identificación fiscal, dirección y actividad u objeto social del 
mismo; respecto de los datos, se ha de concretar los que se pretendan tratar e 
individualizar los supuestos de datos especialmente protegidos y el origen o procedencia 
de cualquier tipo de dato; respecto del fichero, hay que señalar la dirección de la oficina 
o dependencia ante la cual pueden ejercitarse los derechos de acceso, rectificación y 
cancelación y los sistemas de tratamiento automatizado que se vayan a utilizar
545
. 
Salvo las pocas excepciones que aparecen en el artículo 2.2 de la Ley, todo 
fichero, esto es, todo conjunto organizado de datos de carácter personal, destinado a su 
tratamiento cualquiera que fuere su naturaleza y finalidad, exige la previa comunicación 
a la Agencia de Protección de Datos. 
La LOPD utiliza los conceptos fichero y tratamiento de datos indistintamente en 
muchos de sus preceptos pudiendo producir confusión. Ambos conceptos ya han sido 
delimitados en este trabajo, pero a los efectos de inscripción, ambos términos no 
difieren mucho puesto que como ya sabemos la creación de un fichero exige, con 
carácter previo, la realización de diferentes tratamientos de datos como, por ejemplo, la 
grabación de esos datos en un sistema informático. En un principio, se podrá considerar 
que la declaración de un fichero supondrá la notificación de la información que 
corresponda con el conjunto de datos asociados a un tratamiento y, por ello, cada 
notificación de fichero podrá englobar varias operaciones y procedimientos técnicos que 
permitan la recogida, grabación, conservación, elaboración, etc. de datos personales. Por 
consiguiente y a efectos de la inscripción en el Registro General de Protección de Datos, 
serán indiferentes las operaciones y procedimientos informáticos de los sistemas de 
información. La consecuencia de todo ello es que el artículo 56 del Reglamento en su 
                                                 
545
 L. REBOLLO DELGADO y MARÍA SERRANO PÉREZ, Introducción cit., Ed. Dykinson, Madrid, 2ª reimp., 
2008, pp. 233-234. 
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apartado 1 dispone que “la notificación de un fichero de datos de carácter personal es 
independiente del sistema de tratamiento empleado en su organización y del soporte o 
soportes empleados para el tratamiento de los datos”, lo que supone que sólo será 
precisa una notificación del fichero si los datos están almacenados en diferentes 
soportes, automatizados y no automatizados o exista una copia en soporte no 
automatizado de un fichero automatizado. No obstante, de acuerdo con VILLASECA
546
, a 
estos soportes duplicados le será de aplicación el resto de obligaciones, en especial, las 
relacionadas con el deber de secreto y las medidas de seguridad.  
Como acabamos de comprobar, la Ley introduce el concepto de tratamiento de 
datos, concibiendo los ficheros desde una perspectiva dinámica; dicho en otros 
términos, no los entiende sólo como un mero depósito de datos sino también, y sobre 
todo, como una globalidad de procesos y aplicaciones. 
El Director de la AEPD inscribirá el fichero una vez tramitado el procedimiento 
con anterioridad descrito, en un plazo máximo de un mes. Si en dicho plazo no recae 
resolución expresa, se entenderá como inscrito, modificado o cancelado, en su caso, 
dicho fichero
547
. La inscripción del fichero deberá encontrarse actualizada en todo 
momento como indica expresamente el artículo 58 RLOPD. En consecuencia cualquier 
modificación que afecte al contenido de la inscripción deberá ser previamente notificada 
a la AEPD. 
Por tanto, en opinión de REBOLLO, la Ley opta por un sistema de libre creación 
de ficheros, sometido a un doble control de la Agencia mediante la notificación previa y 
la inscripción en el Registro. La notificación provoca un primer control respecto de la 
creación del fichero, pues permite a la Agencia comprobar que se cumplen todos los 
requisitos necesarios para su creación, mientras que la inscripción en el Registro 
persigue otorgar publicidad a los ficheros y tratamientos de datos de carácter personal, 




                                                 
546
 MANUEL VILLASECA LÓPEZ, “Creación, modificación o supresión de ficheros de titularidad pública” 
en VV.AA. J. ZABÍA DE LA MATA, (Coord.) op. cit., p. 520. 
547
 Vide artículo 134 RLOPD. 
548
 L. REBOLLO DELGADO y Mª. SERRANO PÉREZ, op. cit., p. 231. 
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De acuerdo al contenido que contiene la Propuesta de Reglamento europeo, la 
obligatoriedad de notificar se ha visto sustituida por otra serie de obligaciones 
enmarcadas en lo que se ha bautizado con el nombre de Accountability, basado en el 
principio de responsabilidad. De esta manera, el artículo 22 describe 
pormenorizadamente la obligación de responsabilidad del responsable del tratamiento a 
la hora de cumplir el Reglamento y de demostrar su observancia, incluso mediante la 
adopción de políticas y mecanismos internos que garanticen dicha conformidad. Estas 
medidas consisten básicamente en la conservación de la documentación relativa a las 
operaciones de tratamiento que estén bajo su responsabilidad, en lugar de una 
notificación general a la autoridad de control exigida por el artículo 18, apartado 1, y el 
artículo 19, de la Directiva 95/46/CE, indicada en el artículo 28
549
; la implementación 
de medidas en materia de seguridad de los datos; la realización de una evaluación de 
impacto en relación con la protección de datos; la designación de un delegado de 
protección de datos
550
; la obligatoriedad de notificar las brechas de seguridad, que 
                                                 
549
 Artículo 28 Propuesta de Reglamento UE: “1. Cada responsable y cada encargado del tratamiento, así 
como, en su caso, el representante del responsable, deberán conservar la documentación de todas las 
operaciones de tratamiento efectuadas bajo su responsabilidad. 
2. La documentación deberá contener, como mínimo, la información siguiente: 
a) el nombre y los datos de contacto del responsable del tratamiento, o de cualquier corresponsable o 
coencargado del tratamiento, y del representante, si lo hubiera; 
b) el nombre y los datos de contacto del delegado de protección de datos, si lo hubiera; 
c) los fines del tratamiento, en particular los intereses legítimos perseguidos por el responsable del 
tratamiento, cuando el tratamiento se base en el artículo 6, apartado 1, letra f); 
d) una descripción de las categorías de interesados y de las categorías de datos personales que les 
conciernen; 
e) los destinatarios o las categorías de destinatarios de los datos personales, incluidos los responsables del 
tratamiento a quienes se comuniquen datos personales por el interés legítimo que persiguen; 
f) en su caso, las transferencias de datos a un tercer país o a una organización internacional, incluido el 
nombre de dicho tercer país o de dicha organización internacional y, en el caso de las transferencias 
contempladas en el artículo 44, apartado 1, letra h), la documentación de garantías apropiadas; 
g) una indicación general de los plazos establecidos para la supresión de las diferentes categorías de 
datos; 
h) la descripción de los mecanismos contemplados en el artículo 22, apartado 3. 
550
 El artículo 35 introduce la obligatoriedad de contar con un delegado de protección de datos en el sector 
público y en el sector privado, cuando se trate de grandes empresas o en caso de que las actividades 
principales del responsable o del encargado del tratamiento consistan en operaciones de tratamiento que 
exijan un seguimiento periódico y sistemático. Esta disposición se fundamenta en el artículo 18, apartado 
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supondrá tener que elaborar protocolos de actuación para ello y el cumplimiento de los 
requisitos en materia de autorización o consulta previas de la autoridad de control. 
De todo ello se deduce, que la inscripción de los ficheros en el Registro, salvo lo 
estipulado en el artículo 34 de la Propuesta de Reglamento UE en el que se regulan una 
serie de supuestos de riesgo de lesionar los derechos de los interesados en los que será 
necesario la autorización o consulta previa a la realización de tratamientos de datos 
personales a la Autoridad de Control, como decía parece que se sustituye en la práctica 
por las obligaciones de conservación de diversa documentación que recogen los 
artículos 22 y 28. Sin embargo, la Propuesta de Reglamento UE recoge dos excepciones 
en el apartado 4 del artículo 28 eximiendo de esta obligación de documentar: las 
personas físicas que traten datos personales sin un interés comercial y empresas u 
organizaciones que empleen a menos de doscientas cincuenta personas y que traten 
datos personales solo como actividad accesoria a sus actividades principales. De todas 
maneras el artículo 29 aclara las obligaciones del responsable y el encargado del 
tratamiento de cooperar con la autoridad de control. 
 
d. Los ficheros de las Hermandades 
 
La definición de fichero de datos debe ponerse en relación con la de 
tratamiento
551
, que es siempre una operación o procedimiento técnico, esto es, sujeto a 
criterios preestablecidos, que son los propios del fichero donde los datos personales 
están contenidos o destinados. Así, todo fichero de datos exige para tener esta 
consideración de estructura, una organización con arreglo a criterios determinados. La 
                                                                                                                                               
2, de la Directiva 95/46/CE, que establecía la posibilidad de que los Estados miembros introdujesen este 
requisito en lugar de una obligación general de notificación. 
El artículo 36 crea la figura del delegado de protección de datos. 
El artículo 37 establece las tareas esenciales del delegado de protección de datos. 
551
 Pero como señala CONDE conviene hacer una referencia a la distinción que realiza la Ley entre fichero 
y tratamiento. El fichero se define en el artículo 3 b) de la LOPD, anteriormente comentado, donde 
podemos entender que se trata de una acumulación de datos de carácter personal que se manifiestan por 
medio de un soporte informático o no automático, donde se encuentran los datos personales de forma 
organizada y su tratamiento. La LOPD indica que será de aplicación a los datos de carácter personal 
registrados en soporte físico que los haga susceptible de tratamiento, siendo este término, el de 
tratamiento, una de las claves de la actual regulación. Vide C. CONDE ORTIZ, op. cit., pp. 9-11. 
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existencia de unos ficheros, y la utilización que de ellos pudiera hacerse, justifica la 
necesidad de la nueva frontera de la intimidad y del honor, de forma que la Ley regula 
los ficheros desde una perspectiva dinámica de manera que los concibe no sólo como un 
mero depósito de datos, sino también, y sobre todo, como una globalidad de procesos o 
aplicaciones informáticas que se llevan a cabo con los datos almacenados y que son 
susceptibles si llegasen a conectarse entre sí, de configurar el perfil personal del 
miembro de la hermandad. 
Los Libros de hermanos, por tanto, en la medida en que recogen datos de 
carácter personal, al menos el nombre y apellidos del miembro de la cofradía y el hecho 
mismo de su bautismo ya que se adjunta a la solicitud de pertenencia la certificación del 
mismo emitida por la Parroquia correspondiente, con arreglo a criterios preestablecidos 
que permiten su tratamiento, tienen la consideración de fichero y están sujetos, en 
cuanto tales, a la legislación en materia de protección de datos, en la línea argumental 
de la jurisprudencia de la Audiencia Nacional. 
Como se indicó en su momento
552
, cuando el legislador ha querido excluir del 
ámbito de aplicación de la LOPD determinados ficheros lo ha dicho expresamente 
(artículo 2.2 LOPD), sin que en dichas excepciones se comprendan los Libros y 
Registros de la Iglesia Católica ni de las asociaciones que la conforman, entre las cuales 
se incluyen las hermandades y cofradías. 
Los datos referidos a la condición de miembros de una hermandad y cofradía, 
teniendo en cuenta su propia naturaleza, son datos especialmente protegidos por estar 
relacionados con la religión y creencias de los mismos. Estos datos que contienen los 
ficheros que habitualmente crean y mantienen las hermandades tienen su origen en el 
propio hermano a través de la solicitud de ingreso en la Corporación. Los ficheros que 
manejan suelen ser los siguientes: 
a) Registro de hermanos 
Se trata de una relación de hermanos para la gestión de recibos, derechos y 
obligaciones en varios soportes que tiene su origen en la solicitud de hermano. Los 
                                                 
552
 Capítulo III. Aplicabilidad de la LOPD a la Iglesia Católica y a las Hermandades y Cofradías, apartado 
1.b Ámbito de aplicación de la LOPD. 
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soportes son: base de datos del ordenador de Secretaría; ficha de hermano en papel y 
fichero de solicitudes. 
Los datos personales que incorpora son nombre y apellidos, lugar de nacimiento, 
Parroquia de bautismo, nombre de los padres, domicilio, DNI, fecha de nacimiento, 
datos bancarios, teléfonos, partida de bautismo que a su vez contiene los nombres y 
apellidos de los padres y abuelos tanto paternos como maternos y los datos de 




b) Proveedores.  
Contiene los datos relativos a los proveedores y suministradores de la 
hermandad, tanto personas físicas como personas de contacto de las personas jurídicas, 
para el control, gestión y facturación de los mismos cuya finalidad principal es la 
gestión de compras y tareas de mantenimiento y conservación del patrimonio de la 
corporación religiosa. 
Estos datos, en el ordenador de Mayordomía, son: empresa, CIF, persona de 
contacto, teléfono, domicilio; si el empresario es individual, normalmente el domicilio y 
el teléfono son los particulares. 
c) Contabilidad 
Fichero destinado a la gestión y control del pago de impuestos, retenciones 
fiscales, ingresos a cuenta y todas las transacciones económicas que realiza la 
Hermandad por cuenta de empleados, colaboradores, proveedores y clientes. 
d) Listado de costaleros y hombres de trono. 
En poder del capataz, una vez actualizado se entrega al Consejo de Cofradías 
como anexo a la póliza de accidentes de costaleros. Este listado contiene los siguientes 
datos: nombre y apellidos y su DNI. 
e) Túnicas. 
                                                 
553
 La jurisprudencia considera que el nombre y apellidos junto con el DNI son, sin duda, datos de 
carácter personal. Vid. SAN, Sala de lo Contencioso, 9 de Mayo de 2008, Recurso nº 211/2007 
(JUR\2008\170461). 
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Listado de túnicas propiedad de la hermandad para su alquiler anual a los 
hermanos que está en poder de priostía; constan los siguientes datos: nombre y 
apellidos, altura, teléfono, domicilio. 
f) Listado de cofradía. 
Este listado se expone públicamente el día de la Estación de Penitencia en la 
Iglesia. Datos que contiene: número de antigüedad, nombre y apellidos y lugar que 
ocupa en la cofradía. 
Así pues, puede observarse cómo los ficheros constan en soporte papel y en 
soporte informático. Con respecto al soporte papel, lo verdaderamente importante para 
la existencia de un fichero es que la documentación se encuentra ordenada según los 
criterios recogidos en el artículo 3 b) de la Ley complementados con lo dispuesto en el 
artículo 5.1 k) y n) del Real Decreto 1720/2007, de 21 de diciembre por el que se 
desarrolla la Ley Orgánica 15/1999 que clarifica el concepto de fichero no 
automatizado. 
En efecto, el artículo 5.1 k) recoge la definición de fichero señalando que lo es 
“todo conjunto organizado de datos de carácter personal, que permita el acceso a los 
datos con arreglo a criterios determinados, cualquiera que fuera la forma o modalidad de 
su creación, almacenamiento, organización y acceso”. Por otro lado el apartado n) del 
mismo artículo contempla una definición de fichero no automatizado señalando que es 
“todo conjunto de datos de carácter personal organizado de forma no automatizada y 
estructurado conforme a criterios específicos relativo a las personas físicas, que permita 
acceder sin esfuerzos desproporcionados a sus datos personales, ya sea aquél 
centralizado, descentralizado o repartido de forma funcional o geográfica”. 
El considerando 27 de la propia Directiva 95/46 nos facilita la interpretación al 
afirmar que “por lo que respecta al tratamiento manual, la presente Directiva sólo abarca 
los ficheros, y no se aplica a las carpetas que no están estructuradas; que, en particular, 
el contenido de un fichero debe estructurarse conforme a criterios específicos relativos a 
las personas, que permitan acceder fácilmente a los datos personales;… que, las carpetas 
y conjuntos de carpetas, así como sus portadas, que no estén estructuradas conforme a 
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criterios específicos no están comprendidas en ningún caso en el ámbito de aplicación 
de la presente Directiva”, criterio que asume la AEPD
554
. 
Por consiguiente, si la información contenida en los documentos está 
estructurada conforme a criterios relativos a las personas físicas e implica acceder sin 
esfuerzos desproporcionados a los datos personales, las fichas de hermanos en soporte 
papel, que suelen estar ordenadas alfabéticamente, sí se constituyen en fichero no 
automatizado de datos de carácter personal a los efectos de la LOPD. 
Respecto a si los documentos incorporados a un soporte electrónico se pueden 
considerar como un fichero,  además de acudir a la definición de fichero antes señalada, 
es preciso destacar que el archivo de documentos en un sistema informático lleva 
implícita una organización; así todo sistema informático permite hacer búsquedas de 
documentos, lo que, en definitiva, convierte a la base de datos en la que se incorporen 
los documentos como fichero, dado que se cumple con los criterios de la definición, al 
permitir el acceso a los documentos con independencia de la forma o modalidad de su 
creación, organización, almacenamiento y acceso
555
. En este sentido se ha pronunciado 
la Audiencia Nacional que, en sentencia 16 de febrero de 2006
556
 afirma que “en los 
casos de tratamiento automatizado de datos -siempre sometidos a la ley- es difícil 
imaginar la inexistencia de un fichero (aunque no se exija expresamente) puesto que los 
datos que se tratan mediante sistemas automatizados lo son siempre bajo unos criterios 
de estructura u organización previa”. Y, en fin, este soporte físico ha de permitir su 
tratamiento o, mejor dicho, debemos estar ante datos susceptibles de tratamiento. 
Por consiguiente, las hermandades sí poseen ficheros, siéndoles aplicable la 
normativa de protección de datos a todos los efectos empezando por el deber de 
inscripción de los ficheros ante el Registro General de Protección de Datos de la 
Agencia Española de Protección de Datos conforme a lo dispuesto en el artículo 26 
LOPD. Hemos de resaltar que una hermandad fue sancionada en el año 2008 por no 
                                                 
554
 Cfr. Informe 573/2009 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de 
Datos sobre la necesidad de existencia de fichero para la aplicación de la LOPD al tratamiento manual de 
datos personales. Documento disponible en www.agpd.es. 
555
 Informe 279/2009 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos. 
Documento disponible en www.agpd.es. 
556
 SAN de 16 de febrero de 2006, FJ 3º (JUR\2006\119381). 
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haber inscrito en el Registro de la Agencia Española de Protección de Datos el fichero 
de hermanos, ascendiendo en este caso la multa a 600 euros
557
.  
En los supuestos concretos de los ficheros de contabilidad y facturación cuando 
sólo incluyen datos referidos a las personas previstas en los arts. 2.2 y 2.3 no tienen que 
inscribirse siempre que se ajusten a los términos previstos en los citados artículos: 
colectivos, tipos de datos y finalidades concretos. 
La Agencia Española de Protección de Datos facilita para ello un sistema de 




Es muy importante resaltar que cada uno de los ficheros existentes en las 
hermandades, en función de los datos que contienen referidos a sus hermanos, se verá 
afectado por diversas medidas de seguridad en aplicación del principio de seguridad de 
datos del artículo 9 LOPD, asunto que desarrollaremos con más detalle en el capítulo 
VII La seguridad de los datos contenidos en los ficheros de las hermandades. 
 
e. La problemática de la consideración del Libro de Bautismo como 
fichero de datos según la normativa de protección de datos 
 
1. El conflicto jurídico: la naturaleza del Libro de Bautismo 
 
Desde hace ya algunos años, se vienen recibiendo con cierta regularidad en las 
curias diocesanas y en las parroquias españolas escritos de católicos que, por diferentes 
motivos, solicitan que "se les dé de baja en la Iglesia Católica", o que "se les borre del 
Libro de Bautismos" donde esté registrado su bautismo. También, periódicamente, 
aparecen manifestaciones de algunos grupos, muy aireados por medios de comunicación 
social, en los que se recogen firmas para ser dados de baja en la Iglesia Católica, o para 
apostatar de la misma, como protesta y forma de presión ante alguna enseñanza, 
                                                 
557
 Resolución de la AEPD R/00327/2009, de 24 de febrero de 2009 (PS/00675/2008). 
558
 Disponible en el enlace http://sedeagpd.gob.es/sede-electronica-
web/vistas/formNOTA/servicioNOTA.jsf.  
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manifestación o actuación de la Iglesia. Un grupo político
559
, incluso, ha llegado a 
solicitar al Gobierno español una reforma legal para que se permita acelerar los trámites 
para apostatar de la fe católica ya que, en su opinión, la Iglesia Católica obstaculiza e 
impide estas peticiones, utiliza los registros de bautismo para aumentar artificialmente 
el número de sus fieles en  determinadas estadísticas y obtener así mayores privilegios 
sociales y económicos. También suele suceder que las curias y parroquias españolas 
reciban notificaciones de Obispados extranjeros para que se inscriban notas marginales 
en el Libro de Bautismos haciendo referencia a estas situaciones. 
Estos comportamientos, ciertamente, no son nuevos en la historia de la Iglesia ya 
que, en diversas ocasiones y por diferentes motivos, el católico puede llegar a 
considerar como concluida su pertenencia a la Iglesia Católica porque pretende 
adherirse a otras confesiones religiosas o porque opta por una especie de agnosticismo o 
de ateísmo... Lo peculiar de este comportamiento actual, como señala MOSCONI, radica 
quizá en la exigencia de obtener un reconocimiento autorizado de la voluntad del fiel de 
romper con la Iglesia, es decir, se pide a la misma Iglesia acoger la voluntad de 
abandono eclesial de la persona, y reconocerla oficialmente, no considerando ya a esta 
persona como uno de sus integrantes
560
. 
Singular es el caso de los Libros de Bautismos de la Iglesia Católica que ha 
generado numerosa jurisprudencia relativa a la protección de datos y que merece nuestra 
atención. 
A lo largo de los años 2005 y 2006, numerosos ciudadanos acudieron a los 
arzobispados de sus lugares de nacimiento con la intención de ejercer el derecho de 
oposición, según procedimiento establecido en el artículo 17 LOPD, es decir, se 
negaban a que sus datos contenidos en el Libro de Registro de Bautismo fueran objeto 
de tratamiento por parte de la Iglesia, al no considerarse miembros de la misma y 
                                                 
559
 “Izquierda Unida pide al Gobierno que facilite por ley la apostasía de la fe católica. IU-ICV acusa a la 
Iglesia de utilizar los registros de bautismo para obtener privilegios económicos”, artículo publicado en 
La Razón el 7 de junio de 2006. 
560
 M. MOSCONI, “L'abbandono pubblico o notorio della Chiesa cattolica e in particolare l'abbandono con 
atto formale”, en Quaderni di diritto ecclesiale (QDE) 20, 2007, pp. 35-59. 
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solicitaban la cancelación y, por consiguiente, la supresión de su inscripción como 
católicos en el mencionado Libro, en virtud del artículo 16 LOPD
561
. 
El Arzobispado competente dirigió un escrito a cada ciudadano informándole de 
que los Libros de Bautismos no son un registro de católicos ni una base de datos en el 
sentido previsto por la Ley Orgánica 15/99 y ello pues solo hace referencia al hecho 
histórico del bautismo de una persona y no prejuzgan las creencias posteriores de la 
misma ni lo identifican como miembro de la Iglesia Católica por lo que, entendían, no 
procedía legalmente la destrucción ni la rectificación de sus asientos. 
Ante esta respuesta, el interesado interponía denuncia ante la Agencia Española 
de Protección de Datos por considerar que se obstaculizaba su derecho de cancelación, 
en donde se tramitó el correspondiente expediente, ya que entendía que el responsable 
del fichero, el Arzobispado correspondiente, debe cancelar datos personales inexactos. 
Tras la tramitación de dichos expedientes, se dictaba la oportuna resolución de la 
Agencia de Protección de Datos
562
 que instaba al Arzobispado a fin de que se hiciera 
constar que ha anotado en la partida de bautismo de aquél el hecho de que ha ejercitado 
su derecho a la cancelación o motive las causas que lo impiden pudiendo incurrir, en su 
caso, en alguna de las infracciones previstas en el artículo 44 de la LOPD. Esta 
resolución de la Agencia era objeto del recurso contencioso administrativo presentado 
por el Arzobispado de turno. 
En síntesis, las posturas de ambas partes se basaban en los siguientes 
argumentos: 
Por un lado, la Agencia Española de Protección de Datos afirma: 
a) Reconoce que el Arzobispado recurrente contestó a la solicitud de cancelación 
del denunciante. 
                                                 
561
 Los derechos de acceso, rectificación, cancelación y oposición, los conocidos como derechos ARCO, 
se regulan en los artículos 15 a 17 LOPD y se desarrollan en el Título III, artículos 23 a 36 del RLOPD. 
En esta tesis lo tratamos con profundidad en el epígrafe 3. Derechos de los titulares de los datos del 
Capítulo V. Régimen jurídico de los ficheros de Hermandades. 
562
 Resolución AEPD nº 945/2006, representativa de los cientos de resoluciones sobre este asunto. La 
propia Agencia reconocía en una nota de que a fecha 5 de octubre de 2008 había emitido 650 resoluciones 
y tenía pendientes otras 556 (consulta 2 de enero de 2013 en www.agpd.es). 
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b) Aun reconociendo en virtud de un informe de la Dirección General de 
Asuntos Religiosos del Ministerio de Justicia
563
 que afirma que la Iglesia Católica no 
posee ficheros de sus miembros ni relación alguna con ellos y, por consiguiente, que la 
Iglesia Católica al no poseer ficheros no puede cancelarlos, pasa por alto estas 
conclusiones. 
c) En relación al asiento en el Libro de Bautismos, resulta que, en virtud del 
artículo I.6 del Acuerdo del año 1979 entre el Estado español y la Santa Sede, tanto el 
Estado como la Iglesia deben garantizar la inviolabilidad de los archivos, registros y 
demás documentos pertenecientes a la Conferencia Episcopal y a las parroquias y otras 
instituciones y entidades eclesiásticas por lo que se debe garantizar su confidencialidad 
y no pueden ser cancelados
564
. 
d) Entiende la Agencia que, aunque la Iglesia no posee ficheros de miembros, la 
realidad es que los Libros de Bautismos son bases de datos de carácter personal y no se 
encuentran fuera de la aplicación de la Ley Orgánica 15/99 y, por tanto, le es de 
aplicación el artículo 4.3 LOPD que hace referencia al principio de calidad del dato por 
lo que la exigencia de exactitud obliga a realizar una anotación marginal en la partida de 
bautismo del reclamante con el fin de hacer constar el ejercicio del derecho de 
cancelación. 
En conclusión, la AEPD considera que la solicitud de cancelación de la 
inscripción del bautismo en el Libro correspondiente implica una manifestación de la 
disconformidad del ciudadano con su condición de católico, y que, por ello, debe 
actualizarse el registro con la indicación de que el interesado ha ejercitado tal derecho 
para que el contenido del Libro pueda considerarse completo y responda a la situación 
actual del afectado conforme al principio de calidad del dato. La solicitud de 
                                                 
563
 En el Informe de la Dirección General de Asuntos Religiosos del Ministerio de Justicia, Nota de 6 de 
julio de 2000, se afirma textualmente: “La Iglesia Católica no posee ficheros de sus miembros, ni relación 
alguna de ellos. Las encuestas que organismos especializados pueden, por ejemplo, realizar sobre 
asistencia a misa dominical ni son oficiales ni son nominales, ni son objeto de manipulación o de 
utilización personal por parte de la Iglesia. La Iglesia Católica, al no poseer ficheros de datos no está en 
condiciones de cancelarlos”. 
564
 Es muy llamativo que la AEPD reconozca expresamente que los asientos en el libro de bautismo no se 
cancelan y tomamos como muestra evidente de lo que digo la Resolución de fecha 21 de diciembre de 
2006 que en su FJ 6 se afirma “Es en consecuencia claro que, de una parte, el asiento en el registro 
bautismal no se cancela” para finalmente proponer que se ejercite el derecho de cancelación (Resolución 
ya referenciada). 
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cancelación del dato del bautismo es considerada por la Agencia como un cauce jurídico 




Por el otro lado, la Iglesia Católica entiende: 
a) Los archivos de la Iglesia Católica son inviolables en virtud del artículo I.6 
del Convenio entre el Estado español y la Santa Sede, norma con carácter de Tratado 
Internacional vigente que, de acuerdo con el artículo 96 de la Constitución, resulta que 
prevalece sobre la Ley Orgánica 15/99. 
b) Plena autonomía de la Iglesia conforme al artículo 6 de la Ley de Libertad 
Religiosa por lo que deben establecerse y respetarse sus normas y, en concreto, el canon 
535 que establece cuáles son los libros parroquiales
566
. 
c) Al igual que la AEPD entiende que la Iglesia Católica no posee ficheros, por 
lo que si los Libros de Bautismos no son ficheros, no es aplicable a los mismos la Ley 
Orgánica 15/99. 
d) Por último, entiende que si la inscripción en el Libro de Bautismos sólo 
supone la constancia de un hecho realizado en un determinado momento (el bautismo) 
resulta que no hay necesidad de actualizar o poner al día dicha inscripción como 
determina la resolución de la Agencia en virtud de lo previsto en el artículo 4.3 de la 
LOPD con una nota marginal donde se haga constar que ya no pertenece a la Iglesia 
Católica, que es lo que supone la apostasía. 
A estas posturas hay que añadir la posición de la Abogacía del Estado, que 
entiende que lo procedente es mantener el contenido de la resolución de la Agencia y 
ello pues no se ha afectado el derecho a la inviolabilidad de los archivos y registros de 
la curia episcopal y tampoco se ha ignorado que el Libro de Bautismos no es un fichero 
respecto del que no es posible la cancelación y las exigencias de la resolución recurrida 
no son contrarias ni a la ley ni a los Acuerdos entre el Estado español y la Santa Sede. 
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 Cfr. B. GONZÁLEZ MORENO, “La Ley Orgánica de Protección de Datos y los libros de bautismo” en 
VV.AA. ANTONIO TRONCOSO REIGADA (director), op. cit., pp. 609-610. 
566
 Canon 535.1: “En cada parroquia se han de llevar los libros parroquiales, es decir de bautizados, de 
matrimonios y de difuntos, y aquellos otros prescritos por la Conferencia Episcopal o por el Obispo 
diocesano; cuide el párroco de que esos libros se anoten con exactitud y se guarden diligentemente”. 
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El conflicto se resume en que la Agencia entiende que se debe aplicar la LOPD a 
los Libros de Bautismos de la Iglesia Católica ya que contienen datos de carácter 
personal y, concretamente, es aplicable el artículo 4.3 de la LOPD por lo se debe hacer 
una anotación marginal en la partida de bautismo como evidencia del ejercicio del 
derecho de cancelación, y su incumplimiento podría suponer causa de infracción 
prevista en el artículo 44. Mientras para la Iglesia, si se entiende que los Libros de 
Bautismos no son ficheros y estos recogen un hecho “histórico”, no es aplicable el 
artículo 4.3 ya que si el afectado pretende realmente abandonar la fe católica, existe un 
procedimiento preestablecido que se llama apostasía. Y, además, los archivos y libros 
de la Iglesia Católica son inviolables en virtud de una normativa de rango superior a la 
LOPD. 
El análisis de la cuestión litigiosa debe comenzar, siguiendo el orden lógico, 
analizando la procedencia de la aplicación de la Ley Orgánica 15/1999, de 13 de 
diciembre, de Protección de Datos de carácter personal. Me gustaría reflejar, en síntesis, 




Para que sea aplicable esta Ley, se deben observar los requisitos previstos en el 
artículo 2.1, párrafo primero: 
En primer lugar, ha de tratarse de datos de carácter personal y los que constan en 
el Libro de Bautismo lo son, pues se concretan en el nombre y apellidos del bautizado 
seguido del nombre de sus padres y abuelos, entre otros. En este sentido, el artículo 3.a) 
de la citada LOPD, dispone que son datos de carácter personal "cualquier información 
concerniente a personas físicas identificadas o identificables", y el nombre y apellidos 
relacionado con los demás datos registrados lo son, pues revelan una información de 
identificación del titular de los datos. 
En segundo lugar, deben estar registrados en un soporte físico, y en el caso 
examinado constan en soporte papel, como reconoce el propio Arzobispado recurrente. 
Y, en fin, en tercer lugar, este soporte físico ha de permitir su tratamiento o, 
mejor dicho, debemos estar ante datos "susceptibles de tratamiento". 
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 SAN, Sala de lo Contencioso-Administrativo, sección primera, de 10 de octubre de 2007. Recurso nº 
199/2006, ya referenciada. 
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Para abordar el concepto de "tratamiento de datos personales" la Audiencia 
Nacional acude a la Directiva 95/46, del Parlamento Europeo y del Consejo, de 24 de 
octubre de 1995, relativa a la protección de las personas físicas en lo que respecta al 
tratamiento de datos personales y a la libre circulación de estos datos, y que nos dice, en 
primer lugar, que el concepto de "tratamiento" no puede depender de la técnica utilizada 
para el manejo de los datos, y de ahí que incluya tanto el tratamiento automatizado 
como el manual (Considerando 27 de su Preámbulo). 
Desarrollando este principio, el artículo 2 de la Directiva describe las 
actuaciones que aplicadas a los datos personales constituyen tratamiento, y nuestra 
LOPD define tal tratamiento de datos, de forma muy similar, en el artículo 3.c) como 
"operaciones y procedimientos técnicos de carácter automatizado o no, que permitan la 
recogida, grabación, conservación, elaboración, modificación, bloqueo y cancelación, 
así como las cesiones de datos que resulten de comunicaciones, consultas, 
interconexiones y transferencias". 
Lo relevante, pues, para que estemos ante un "tratamiento de datos personales" 
es la realización de determinadas actuaciones en relación con los mismos, actuaciones 
que en su descripción son muy amplias y variadas. No basta, sin embargo, la realización 
de una de estas actuaciones para que la ley despliegue sus efectos protectores y sus 
garantías y derechos del afectado. Es preciso algo más: que las actuaciones de recogida, 
grabación, conservación, etc... se realicen de forma automatizada o bien, si se realizan 
de forma manual, que los datos personales estén contenidos o destinados a un fichero. 
Surge así un segundo concepto, que constituye también un prius necesario para 
la aplicación de la ley: el fichero, concepto desarrollado ut supra. 
Por tanto, la primera conclusión a la que llega la Audiencia Nacional en su 
sentencia es que los Libros de Bautismo, en la medida en que recogen datos de carácter 
personal, al menos el nombre y apellidos del bautizado y el hecho mismo de su 
bautismo, con arreglo a criterios preestablecidos que permiten su tratamiento, tienen la 
consideración de fichero y están sujetos, en cuanto tales, a la legislación en materia de 
protección de datos. 
La segunda conclusión a la que llega el Tribunal y en relación a lo ya expuesto, 
es que no puede negarse que, por ejemplo, la expedición de una partida de bautismo sea 
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una forma de tratamiento de datos personales y que éstos, al estar contenidos en el Libro 
de Bautismo con arreglo a criterios preestablecidos, determinen que éste tenga la 
consideración legal de fichero. 
En definitiva, afirma la Audiencia Nacional, cuando el legislador ha querido 
excluir del ámbito de aplicación de la LOPD determinados ficheros lo ha dicho 
expresamente (artículo 2.2 LOPD), sin que en dichas excepciones se comprendan los 
Libros y Registros de la Iglesia Católica y, por tanto, sí es aplicable la LOPD, 
conclusión a la que llegamos en el apartado correspondiente de este trabajo. 
En cuanto al punto conflictivo de la aplicación del artículo 4.3 LOPD en lo 
concerniente a la exactitud de los datos de carácter personal contenidos en el Libro de 
Bautismos, la Audiencia Nacional entiende que el hecho de que una persona haya sido 
bautizada o no, no prejuzga las creencias posteriores de las personas ni su pertenencia a 
la Iglesia Católica, así como que el asiento registral de bautismo no es prueba de la 
condición de católico, pero del mismo asiento resulta la presunción de pertenencia. Será 
en consecuencia, una información exacta en todas sus manifestaciones si el afectado, la 
persona a la que viene referido el asiento, manifiesta expresamente su voluntad de no 
pertenecer a la misma. 
Respecto a la pretensión del Arzobispado sobre la inviolabilidad de sus archivos, 
la Audiencia Nacional reconoce que el Acuerdo de 1979 se trata de un Tratado 
Internacional, que forma parte de nuestro ordenamiento jurídico, en un lugar 
subordinado a la Constitución, pero la regulación contenida en el mismo ha de ser 
interpretada conforme a la Constitución, concretamente conforme al derecho 
fundamental a la protección de los datos, derecho fundamental configurado por el 
Tribunal Constitucional que se traduce en un “poder de disposición y de control sobre 
los datos personales que faculta a la persona para decidir cuáles de esos datos 
proporcionan a un tercero, sea el Estado o un particular, o cuáles puede este tercero 
recabar, y que también permite al individuo saber quién posee esos datos personales y 
para qué, pudiendo oponerse a esa posesión o uso.(...) En fin, son elementos 
característicos de la definición constitucional del derecho fundamental a la protección 
de datos personales los derechos del afectado a consentir sobre la recogida y uso de sus 
datos personales y a saber de los mismos. Y resulta indispensable (...) el derecho a 
poder oponerse a esa posesión y uso requiriendo a quien corresponda que ponga fin a la 
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posesión y empleo de los datos. Es decir, exigiendo del titular del fichero que le informe 
de qué datos posee sobre su persona, accediendo a sus oportunos registros y asientos, y 
qué destino han tenido, lo que alcanza también a posibles cesionarios; y, en su caso, 
requerirle para que los rectifique o los cancele”
568
. 
La Audiencia afirma que tal inviolabilidad no es predicable frente al ciudadano 
cuando ejercita el derecho fundamental previsto en el artículo 18.4 de la CE, en cuyo 
contenido esencial se integra el poder de disposición sobre los datos relativos a su 
persona. Lo contrario equivaldría a reconocer una superioridad de la norma contenida 
en un Tratado, frente a la norma constitucional y la Sala no alberga dudas sobre la 
constitucionalidad de la norma internacional transcrita si se interpreta en el sentido 
expresado. Por tanto, la inviolabilidad invocada, en los términos previstos en el citado 
Acuerdo del Estado español con la Santa Sede, no resulta oponible frente al titular de 
los datos. 
 
2. La posición de la jurisprudencia: Audiencia Nacional y Tribunal 
Supremo 
 
En su sentencia de 10 de octubre de 2007, la Audiencia Nacional analiza la plena 
autonomía por parte de la Iglesia en el establecimiento de sus formas de organizarse y 
funcionar, en cuanto manifestación de su derecho fundamental a la libertad religiosa 
(art. 16.1 CE y art. 6 LOLR), argumentando que la llevanza de sus libros y su 
intangibilidad sería, por tanto, una manifestación de ese derecho fundamental, que 
operaría como límite del derecho a la protección de datos del afectado, en cualquiera de 
sus manifestaciones, de suerte que una Administración integrada en el Estado, como es 
la Agencia Española de Protección de Datos, encargada de velar por este último 
derecho, no podría cursarle órdenes que fuesen contrarias a sus propias normas de 
funcionamiento. 
La Audiencia Nacional se remite al Tribunal Constitucional que fija como 
límites a las distintas manifestaciones de la libertad reconocida en el artículo 16 CE, 
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 Fundamento jurídico séptimo de la STC 292/2000, de 30 de noviembre, ya referenciada. 
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cuando se trata de manifestaciones externas que afectan a terceros, tanto los derechos 




Considera que la contestación proporcionada por el Arzobispado, en la que se 
limita a acusar recibo del escrito presentado y a informarle de que no procede ninguna 
oposición, cancelación o rectificación del asiento del Libro de Bautismos, con 
fundamento en que dicho Libro no es un fichero de datos ni sus asientos prejuzgan la 
pertenencia actual a la Iglesia Católica, es insatisfactoria, tanto desde la perspectiva del 
respeto a su derecho fundamental a la protección de datos de carácter personal (artículo 
18.4 CE), como desde la perspectiva de su derecho fundamental a la libertad religiosa y 
de conciencia (artículo 16.1 CE). 
Ya dijimos anteriormente que los asientos registrales del Libro de Bautismos 
constituyen, al menos, una apariencia de pertenencia a la Iglesia Católica por lo que, 
según la Audiencia Nacional, es legítimo que quien se sienta inquietado por el 
contenido de dicho asiento, en el ejercicio de su libertad de conciencia, quiera que de 
alguna manera se deje constancia de su oposición a ser considerado como miembro de 
la misma, “de suerte que lo interesado por el solicitante en la forma en que fue acogido 
por la Agencia Española de Protección de Datos en la parte dispositiva de su resolución 
no puede considerarse, en ese ejercicio de ponderación, ni desproporcionado ni 
constitutivo de una restricción intolerable de la autonomía de la Iglesia para organizarse 
libremente, por lo que ninguna tacha puede hacerse a la Administración desde la 
perspectiva del derecho fundamental consagrado en el artículo 16.1 de la Constitución 
Española”. Como tampoco puede hacerse reparo alguno con la forma con la que la 
Agencia ha amparado el derecho fundamental a la protección de datos de carácter 
personal pues “la resolución garantiza el contenido esencial de dicho derecho sin que se 
derive de su ejecución una alteración sustancial del Libro de Bautismo”. 
En síntesis, la jurisprudencia de la Audiencia Nacional mantenía: 
a) Que los Libros de Bautismo en la medida en que recogen datos de carácter 
personal con arreglo a criterios preestablecidos que permiten su tratamiento, tienen la 
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 Vid. STC 141/2000, de 29 de mayo, ampliamente mencionada. 
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consideración de fichero y están sujetos, en cuanto tales, a la legislación en materia de 
protección de datos. 
b) El principio de calidad del dato se puede infringir si el responsable del fichero 
permanece impasible ante una petición de puesta al día de la información contenida en 
el Registro. 
c) Los asientos registrales del Libro de Bautismos constituyen, al menos, una 
apariencia de pertenencia a la Iglesia Católica por lo que es legítimo que quien se sienta 
inquietado por el contenido de dicho asiento, en el ejercicio de su libertad de conciencia, 
quiera que de alguna manera se deje constancia de su oposición a ser considerado como 
miembro de la misma, de suerte que lo interesado por el solicitante no puede 
considerarse ni desproporcionado ni constitutivo de una restricción intolerable de la 
autonomía de la Iglesia para organizarse libremente. 
Esta doctrina mantenida por la Audiencia Nacional
570
 se ve enmendada por la 
Sentencia del Tribunal Supremo de 19 de septiembre de 2008
571
, que ha sentado 
jurisprudencia y es ampliamente mencionada como referencia en la argumentación de 
las numerosas sentencias que con posterioridad ha fallado nuestro Alto Tribunal sobre 
la cancelación de las hojas de bautismo
572
. 
A partir de esta sentencia se considera que todo fichero de datos exige para tener 
esta consideración una estructura u organización con arreglo a criterios determinados. 
La mera acumulación de datos sin criterio alguno no podrá tener la consideración de 
fichero a los efectos de la ley. Se afirma que “los datos personales recogidos en los 
libros de bautismo no son un conjunto organizado, tal y como exige el artículo 3.b) de la 
Ley Orgánica 15/99, sino que resultan una pura acumulación de éstos que comporta una 
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 SSAN, entre otras, de 10 de octubre de 2007 (ya referenciada), 31 de octubre de 2007 
(JUR\2007\346142), 10 de Enero de 2008 (JUR\2008\29312), 16 de Enero de 2008 (JUR\2008\29277), 
23 de enero de 2008 (JUR\2008\44409), 6 de febrero de 2008 (JUR\2008\71476), 20 de febrero de 2008 
(JUR\2008\97941) y 27 de febrero de 2008 (JUR\2008\87131). 
571
 STS Sala Tercera, de lo Contencioso-Administrativo, de 19 de septiembre de 2008 (RJ\2008\5475). 
Para profundizar en el análisis de esta sentencia cfr. M. ARENAS RAMIRO, “La sentencia del Tribunal 
Supremo de 19 de septiembre de 2008 sobre protección de datos personales y apostasía”, en Revista 
española de protección de datos, nº 4, enero-junio 2009. 
572
 Hasta la STS de 5 de febrero de 2010 (RJ\2010\749), han recaído más de 180 sentencias estimando los 
recursos de casación interpuestos contra las Sentencias de la Sala de lo Contencioso-Administrativo de la 
Audiencia Nacional que confirmaban el criterio mantenido en las resoluciones de la AEPD. 
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difícil búsqueda, acceso e identificación, en cuanto no están ordenados, ni 
alfabéticamente, ni por fecha de nacimiento, sino sólo por las fechas de bautismo, 
siendo absolutamente necesario el conocimiento previo de la parroquia donde aquél 
tuvo lugar, no resultando además accesibles para terceros distintos del bautizado, que no 
podrían solicitar ajenas partidas de bautismo”. Por consiguiente, el Alto Tribunal 
reconoce que en los libros de bautismo sí se recogen datos personales, pero como no 
están organizados ni estructurados, sino simplemente acumulados, lo que conlleva una 
difícil búsqueda de los mismos, sin un criterio de orden y no se permite el acceso a no 
interesados, concluye que no pueden considerarse ficheros a los efectos de la LOPD. 
Por otra parte, en los Libros de Bautismos no cabe apreciar ninguna inexactitud 
de datos, en cuanto en ellos se recoge un dato histórico cierto -salvo que se acredite la 
falsedad-, cual es el referente al bautismo de una persona, por lo que cuando se solicita 
la cancelación de ese hecho no se pretende la corrección de una pretendida inexactitud, 
sino que lo que en definitiva se solicita es un sistema nuevo y diferente de registro de 
nuevos datos personales
573
. Además, está restringido el acceso a esos datos sólo a 
personas relacionadas con el bautizado. 
Por otro lado, los datos conservados en el Libro de Bautismos no hacen sino 
reflejar el hecho histórico de la realización de dicho bautismo en una fecha determinada 
y con respecto a una persona identificada, y no se configuran los Libros de Bautismos 
como una relación de católicos o personas pertenecientes a la religión católica y mucho 
menos como un fichero o relación actualizada de aquéllos. 
En síntesis, la postura mantenida por el Tribunal Supremo en esta materia es: 
a) Los Libros de Bautismo no constituyen ficheros en los términos descritos por 
la LOPD. 
                                                 
573
 “…el registro de bautismo parroquial no contiene ningún criterio, apriorísticamente definido por una 
persona entendida como responsable del fichero, que permita hablar de una estructuración conforme a 
criterios específicos relativos a las personas, toda vez que el asiento se practica por la fecha de bautismo, 
o incluso en la fecha en que se toma constancia del mismo, lo que impide ciertamente el fácil acceso al 
dato, dado que ello exige conocer la parroquia en que el mismo se celebró y, por tanto, se inscribió y la 
fecha en que el bautizo o su anotación se practicó por el párroco”. STS, Sala Tercera, de lo Contencioso-
Administrativo, de 19 de Septiembre 2008, ya referenciada. 
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b) No es aplicable el artículo 4.3 LOPD, relativo a la exactitud y veracidad de 




c) En consecuencia, la Agencia no es competente para resolver las 
reclamaciones relativas a la solicitud de cancelación de las inscripciones de bautismo en 
los libros parroquiales, al no ser aplicable la LOPD sobre tales Libros por carecer estos 
de la condición de ficheros
575
. 
Este criterio lo siguen numerosas sentencias del Tribunal Supremo, entre las que 
enumeramos las de 7 de noviembre de 2008, 26 de enero, 10 de febrero, 16 de febrero o 
6 de noviembre todas de 2009 y 5 de febrero de 2010
576
, y enmienda la plana a los 




3. Valoración crítica 
 
En mi modesta opinión, los Libros de Bautismo sí se pueden considerar como 
ficheros de datos personales en línea con lo argumentado por la doctrina mantenida por 
la Audiencia Nacional. Los Libros de Bautismo recogen el nombre y apellidos del 
bautizado, de sus padres, de sus padrinos y testigos y el hecho mismo de su bautismo
578
. 
El nombre y apellidos son datos que revelan una información de identificación del 
                                                 
574
 Esta doctrina ha sido recogida después en la SAN de 22 de octubre de 2008 (RJCA\2009\92). 
575
 Hay que resaltar que la Agencia interpuso incidente de nulidad de actuaciones al considerar vulnerados 
los derechos a la tutela judicial efectiva (art. 24.1 CE) y a la protección de datos de carácter personal (art. 
18.4 CE) que fue inadmitido por Providencia de la sección Sexta de la Sala de lo Contencioso 
Administrativo del Tribunal Supremo, de 12 de noviembre de 2008. Posteriormente la AEPD interpuso 
recurso de amparo contra dicha Providencia que fue inadmitida mediante el ATC 20/2011 por carecer la 
AEPD de legitimación activa (RTC\2011\20 AUTO). Por consiguiente, esta polémica no se ha zanjado 
definitivamente. 
576
 SSTS de 7 de noviembre de 2008 (RJ 2008\7149), de 26 de enero de 2009 (RJ 2009\107), de 10 de 
febrero de 2009 (RJ 2009\613), de 16 de febrero de 2009 (RJ 2009\1406), de 6 de noviembre de 2009 (RJ 
2009\4920) y 5 de febrero de 2010 (varias sentencias de la misma fecha, de RJ 2010\743 a RJ 2010\749). 
577
 Destaco la SAN de 21 de mayo de 2009 que unifica doctrina al respecto (JUR\2009\268504). 
578
 Véase canon 877.1: “El párroco del lugar en que se celebra el bautismo debe anotar diligentemente y 
sin demora en el libro de bautismo el nombre de los bautizados, haciendo mención del ministro, los 
padres, padrinos, testigos, si los hubo, y el lugar y día en que se administró e indicando asimismo el día y 
lugar de nacimiento”. 
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titular de los datos, permiten identificarlo de forma directa. Según el Derecho Canónico, 
en este mismo libro de bautismo habrá de reflejarse otras circunstancias que afecten a 
los fieles como pueden ser la confirmación o su estado por razón de matrimonio
579
. 
Creo que se trata de información que revela, o como mínimo presume, una creencia 
religiosa y no se trata de un mero hecho histórico, y en consecuencia, debería ser objeto 
de especial protección como dato sensible del artículo 7 de la LOPD. GONZÁLEZ 
MORENO, lleva al extremo las consecuencias de considerar los Libros de Bautismos 
como ficheros y se pregunta si no habría que prohibir los mismos en virtud del apartado 
4 del artículo 7 LOPD
580
 ya que la única finalidad de estos libros es almacenar datos 
sobre la religión católica de la persona que se ha incorporado a la misma y todos estos 
datos son de índole religiosa
581
. 
Además, según la ley han de estar registrados en un soporte físico, y los 
bautismos constan en soporte papel, en los propios libros de registros de bautismos, 
como reconoce la propia Iglesia. 
Por último, estos datos deben ser susceptibles de tratamiento. Luego, la cuestión 
es determinar si estos datos de carácter personal se constituyen en ficheros que permitan 
su posterior tratamiento mediante cualquier tipo de actuación siguiendo criterios 
preestablecidos. Los Libros de Bautismo están ordenados por fecha de recepción del 
bautismo, luego, al menos, existe algún criterio preestablecido que permite su 
tratamiento, y no puede negarse que, si es posible la expedición de una partida de 
bautismo, ésta sea una forma de tratamiento de datos personales y, por consiguiente, los 
Libros de Bautismos tienen la consideración legal de fichero y están sujetos, en cuanto 
tales, a la legislación en materia de protección de datos. Además, desde hace pocos años 
                                                 
579
 Véase canon 535.2: “En el libro de bautizados se anotará también la confirmación, así como lo que se 
refiere al estado canónico de los fieles por razón del matrimonio, quedando a salvo lo que prescribe el 
canon 1133, por razón de la adopción, de la recepción del orden sagrado, de la profesión perpetua emitida 
en un instituto religioso y del cambio de rito; y esas anotaciones han de hacerse constar siempre en la 
partida del bautismo”. 
580
 Artículo 7 LOPD: “4. Quedan prohibidos los ficheros creados con la finalidad exclusiva de almacenar 
datos de carácter personal que revelen la ideología, afiliación sindical, religión, creencias, origen racial o 
étnico, o vida sexual”. 
581
 Cfr. B. GONZÁLEZ MORENO, “La Ley Orgánica de Protección de Datos y los libros de bautismo” en 
VV.AA. ANTONIO TRONCOSO REIGADA (director), op. cit., p. 614. 
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me consta que se están informatizando
582
 estos libros en algunas parroquias, lo que 
permitiría un claro tratamiento de los ficheros automatizados. 
Entendemos que realmente en la base de esta problemática lo que existe es un 
error en el planteamiento por parte de los reclamantes. El bautismo es condición 
necesaria para la incorporación a la Iglesia pero para el pleno ejercicio de los derechos 
del fiel católico, hace falta la "plena comunión con la Iglesia Católica, que comprende 
los vínculos de la profesión de fe, los sacramentos y el régimen eclesiástico"
583
. En ese 
contexto, se debería analizar, si el ejercicio de la apostasía
584
, es decir, el rechazo de la 
fe religiosa en la que una persona ha sido bautizada
585
, está incluido o no en el ámbito 
normativo del derecho fundamental a la protección de datos personales desarrollado en 
la Ley Orgánica. Para NIETO, no tiene sentido mantener que un rechazo actual de la fe 
católica convierte en inexacto el dato del bautismo recibido ni que los asientos 
registrales del Libro de Bautismo constituyen una apariencia de pertenencia a la Iglesia 
Católica, la prejuzga o la presume. En esta misma línea argumental la profesora 
GONZÁLEZ MORENO
586
 insiste en la idea de que el bautismo sólo surte efectos en el 
ámbito eclesiástico por lo que entiende que quien quiera extinguir una relación jurídica 
que sólo despliega efectos en el seno de la Iglesia Católica lo debe hacer según los 
cauces establecidos en el ordenamiento jurídico de la propia Iglesia. Por consiguiente, si 
el recibimiento del bautismo no tiene efectos civiles, la cancelación de ese dato no 
tendría ninguna eficacia civil, ya que precisamente éste es el ámbito en el que la Iglesia 
                                                 
582
 Noticia confirmada al doctorando en reunión mantenida con el Canciller del Arzobispado de Sevilla en 
julio de 2015. 
583
 SILVERIO NIETO NÚÑEZ, director del Servicio Jurídico-Civil de la Conferencia Episcopal española, 
jornada de estudio dedicada a "Declaraciones de apostasía: Aspectos canónicos y jurídico-civiles del 
abandono formal de la Iglesia", 28 de abril de 2009, vid. http://www.upcomillas.es (consulta 7 de 
septiembre de 2010). 
584
 El 13 de marzo de 2006, el Consejo Pontificio para los Textos Legislativos envió una Carta circular en 
el que aclara el significado y requisitos de este acto, así como las formalidades generales que deben 
rodear su realización, y cuyo contenido fundamental se puede resumir en que el abandono de la Iglesia 
Católica, para que pueda ser configurado válidamente como un verdadero "actus formalis defectionis ab 
Ecclesia catholica", debe reunir conjuntamente tres requisitos: a) la decisión interna de salir de la Iglesia 
Católica; b) la actuación y manifestación externa de esta decisión; y c) la recepción por parte de la 
autoridad eclesiástica competente de esta decisión. 
585
 Canon 751. 
586
 B. GONZÁLEZ MORENO, “La Ley Orgánica de Protección de Datos y los libros de bautismo” en 
VV.AA. ANTONIO TRONCOSO REIGADA (director), op. cit., pp. 625-626. 
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reclama para sí plena autonomía organizativa y funcional, dado que estos hechos y actos 
jurídicos registrados tienen un alcance exclusivamente eclesiástico. 
La profesora ARENAS
587
 entiende, de manera prudente, que el Tribunal Supremo 
debería haber remitido una cuestión prejudicial al Tribunal de Justicia de las 
Comunidades Europeas para que delimitara los conceptos fichero y tratamiento de datos 
en aras de aclarar si los libros de bautismo se pueden considerar un conjunto 
estructurado de datos personales y si la fecha de inscripción supone un criterio de 
accesibilidad para considerarlo un fichero. 
En opinión de PÉREZ-MADRID
588
, el Tribunal Supremo resolvió de la manera 
más fácil, ya que si los Libros de Bautismos no son ficheros, no hay conflicto posible 
puesto que no resulta aplicable la LOPD y no entró a valorar ni la inviolabilidad de los 
archivos de la Iglesia reconocida en el artículo I.6 del Acuerdo sobre Asuntos Jurídicos 
ni la vulneración del artículo 6 de la LOLR por no haber respetado el principio de 
autonomía para establecer sus formas de organización. 
La misma autora
589
 critica la anotación o cancelación obligatoria ordenada por la 
AEPD en un fichero de naturaleza y finalidad exclusivamente religiosas, ya que 
entiende que viola la autonomía de la Iglesia Católica en la medida en que la 
Administración se arroga la competencia para decidir qué asientos han dejado de ser 
necesarios en una materia propia de la confesión, lo que conlleva la desnaturalización 
del sentido de la inscripción original de los archivos de la Iglesia Católica en un aspecto 
esencial de su libre organización como es un libro registral, sin que quepa alegar como 
justificación la protección del orden público o del derecho a la intimidad. PÉREZ-
MADRID, ya que el Tribunal Supremo no se ha pronunciado sobre la inviolabilidad de 
los archivos, aplica por analogía el significado de la inviolabilidad del domicilio, 
concluyendo que el reconocimiento de dicha inviolabilidad implica una prohibición de 
acceso e intervención de terceros en los archivos eclesiásticos, que no sea concedida por 
la autoridad eclesiástica competente según el Derecho Canónico. Cree que sería 
                                                 
587
 M. ARENAS RAMIRO, “La sentencia del Tribunal Supremo de 19 de septiembre de 2008 sobre 
protección de datos personales y apostasía”, en Revista española de protección cit., pp. 201-227. 
588
 F. PÉREZ-MADRID, “La autonomía de las confesiones y entidades religiosas en materia de protección 
de datos” en VV.AA. ANTONIO TRONCOSO REIGADA (director), op. cit., pp. 600-604. 
589
 Ibídem, pp. 606-608. 
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deseable que el Tribunal Supremo reconociera la autonomía y la inviolabilidad de las 
Confesiones y entidades religiosas en materia de protección de datos, aun más si cabe 
tras la Sentencia de la Audiencia Nacional de 10 de octubre de 2007 que afirma que tal 
inviolabilidad sólo se puede invocar frente al Estado y no frente a los individuos cuando 
ejercitan el derecho fundamental previsto (sic) en el artículo 18.4 CE. Conclusión que le 




La conclusión a la que llegamos de toda esta problemática es que la 
Administración, y la AEPD es un órgano administrativo, ha considerado a libros-
registros de actas como ficheros, como conjunto organizado de datos personales, y les 
ha aplicado con todo rigor la normativa de protección de datos. En este ámbito, la 
actuación de la Agencia y la utilización de los mecanismos de tutela de derechos 
establecida en el ordenamiento ha ido desorientada a la hora de la protección del 
derecho fundamental de protección de datos puesto que en ninguno de los casos en los 
que se exigía la cancelación del bautismo ha habido denuncia contra el uso ilegítimo de 
estos datos por parte de las entidades eclesiásticas o por un tratamiento contrario a la 
ley. Más bien, como hemos reflejado en este capítulo, la finalidad de los reclamantes era 
exteriorizar una posición ideológicamente contraria a la Iglesia Católica, como forma 
pública de protesta ante los postulados y acciones de la misma, sin que todo esto tenga 
nada que ver con el derecho al honor o a la intimidad personal y familiar ni con el 
contenido esencial del derecho a la protección de datos de carácter personal. 
El abandono de la fe católica, como confesión religiosa que es, no tiene efectos 
civiles y sólo tendrá efectos en su ámbito si cumple con los requisitos establecidos en el 
procedimiento estipulado y garantizado por su propia normativa, el Derecho canónico, 
que en el caso concreto de la Iglesia Católica es la apostasía. Este procedimiento no 
tiene nada que ver con la cancelación de datos registrales que realmente lo que prueban 
es un hecho histórico de carácter exclusivamente eclesial como es el bautismo. Por eso 
mismo, el abandono de la condición de católico carece de eficacia civil. Ante las 
solicitudes de apostasía, la Iglesia Católica tendría que concluir este procedimiento con 
la correspondiente anotación marginal de la declaración de abandono de la confesión 
                                                 
590
 Desarrollo más ampliamente el tema de la inviolabilidad en el epígrafe c. Compatibilidad del artículo 
I.6 del Acuerdo con la Santa Sede y el Estado español de 1979 dentro del Capítulo III. Aplicabilidad de la 
LOPD a la Iglesia Católica y a sus Hermandades, en su apartado 2. Ámbito de aplicación de la LOPD. 
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católica en el acta de bautismo, bloqueando desde ese momento cualquier uso o 
tratamiento del mismo como así se estipula en el Protocolo número 10279/2006 Actus 
formalis defectionis ab ecclesia catholica del Pontificio Consejo para los textos 
legislativos aprobado por el Papa Benedicto XVI en 2006
591
. Otra cosa muy distinta es 
que las diversas Diócesis deberían unificar criterios en esta materia
592
 y que los poderes 
públicos deberían abstenerse de imponer criterios civiles a los órganos eclesiásticos en 
materias de su exclusiva competencia en virtud del principio de autonomía reconocido 
en los Acuerdos sobre Asuntos Jurídicos de 1979. 
Sería recomendable que la Conferencia Episcopal Española promulgara un 
decreto específico sobre tratamiento de datos al estilo de su homóloga italiana, como 
explicamos en el capítulo III de este trabajo. Concretamente y en relación a este 
apartado sobre la problemática de los libros de bautismo, el artículo 2.9 del decreto 
italiano señala expresamente que no se admite la solicitud de cancelación de datos 
cuando se refiera a la celebración de un sacramento o que afecte al estado civil de la 
persona, ya que estos registros y su conservación son necesarios para el desarrollo de las 
funciones institucionales de la Iglesia, por ejemplo, la anotación del bautismo es 
necesaria para la obtención de los sucesivos sacramentos. No tiene efectos en el ámbito 
civil y se respeta la independencia de la Iglesia.  
En Italia no se conceden las cancelaciones del bautismo por la independencia de 
la Iglesia y, además, porque no es sólo un acto confesional sino que significa la 
acreditación de su ingreso en la Iglesia. Se asemeja en su tratamiento legal a los actos 
inscritos en el Registro Civil que no se pueden cancelar. 
 
3. Responsable del fichero 
 
                                                 
591




 La Conferencia Episcopal Española elaboró un documento titulado “Orientaciones sobre el modo de 
proceder en caso de solicitud de abandono formal de la Iglesia Católica o de cancelación de la partida de 
Bautismo” en el que establece las pautas de comportamiento ante estas situaciones que las propias 
Diócesis y parroquias no siguen. El documento se aprobó el 11 de marzo de 2005 pero no ha sido 
publicado. 
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a. Responsable del fichero o tratamiento 
 
Es normal que en todo tratamiento de datos participen diferentes personas en 
cualquiera de las fases desde la recogida y grabación de datos a su almacenamiento y 
borrado. Dadas las obligaciones y responsabilidades que la Ley atribuye al responsable 
del fichero o tratamiento, es básico identificar a esa persona ya que sobre ella, junto al 
encargado del tratamiento
593
, recaerán las sanciones cuando dichas obligaciones no se 
respetan en virtud del artículo 43 LOPD. Para DAVARA, esta persona es quien tiene la 
capacidad de tomar decisiones sobre el objeto, utilización y fin del tratamiento o sobre 
el uso que se va a dar a los datos
594
. 
Todo fichero debe contar con un responsable del mismo o de su tratamiento que 
será la persona física o jurídica, de naturaleza pública o privada, u órgano 
administrativo, que sólo o conjuntamente con otros decida sobre la finalidad, contenido 
y uso del tratamiento, aunque no lo realizase materialmente (artículo 5.1 q RLOPD). La 
LORTAD distinguía entre el titular del fichero y su responsable, provocando gran 
confusión en la Jurisprudencia, dando lugar a diversas sentencias del Tribunal Supremo 
que excluían de esta responsabilidad a entidades financieras que habían facilitado datos 
sobre la solvencia patrimonial de personas físicas a empresas dedicadas a informar 
sobre esta materia
595
. El Tribunal entendía que el banco que suministraba los datos, 
aunque estos fueran inciertos, no tenía responsabilidad por cuanto no era responsable 
formal del fichero sino que lo era la empresa a la que le suministraba esos datos.  
El responsable, actualmente, es siempre el titular del fichero que tiene el poder 
de decisión sobre los fines y uso del tratamiento. Es aquel que solo o con otros, decide 
sobre la finalidad, contenido y uso del tratamiento, aunque no lo realice 
materialmente
596
. Normalmente, el responsable del fichero será también responsable de 
                                                 
593
 Artículo 3 LOPD: “g) Encargado del tratamiento: la persona física o jurídica, autoridad pública, 
servicio o cualquier otro organismo que, sólo o conjuntamente con otros, trate datos personales por cuenta 
del responsable del tratamiento”.  
594
 M. A. DAVARA RODRÍGUEZ, Guía práctica de protección de datos, ASNEF, Universidad Pontificia 
Comillas, 1999. 
595
 Vide SSTS de 13 de abril (RJ\2002\4251) y 3 de diciembre de 2002 (RJ\2003\87). 
596
 Artículo 3 d) LOPD. 
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los tratamientos que posteriormente se efectúen en relación con ese fichero, pero no 
siempre será así. Esa coletilla de “aunque no lo realice” permite identificar a otro sujeto, 
que es el responsable del tratamiento. El responsable del tratamiento decidirá sobre 
concretas actividades del tratamiento, dentro de las instrucciones o servicios que presta 
al responsable del fichero. La Directiva 95/46 define en el artículo 2.d) el responsable 
del tratamiento como “la persona física o jurídica, autoridad pública, servicio o 
cualquier otro organismo que sólo o conjuntamente con otros determine los fines y los 
medios del tratamiento de datos personales; en caso de que los fines y los medios del 
tratamiento estén determinados por disposiciones legislativas o reglamentarias 
nacionales o comunitarias, el responsable del tratamiento o los criterios específicos para 
su nombramiento podrán ser fijados por el Derecho nacional o comunitario”. 
En esta línea es significativa la sentencia de la Audiencia Nacional de 15 de 
diciembre de 2005
597
 que confirma la sanción impuesta a un banco que incluyó en un 
fichero de solvencia patrimonial como crédito impagado una deuda que había sido con 
anterioridad declarada inexistente por un juzgado. Considera que la entidad bancaria es 
la responsable del tratamiento “pues decide sobre la finalidad, contenido y uso del 
tratamiento en los ficheros de responsabilidad patrimonial, que se nutren principalmente 
de los datos proporcionados por las entidades bancarias y éstas son las principales 
usuarias del mismo, decidiendo, por tanto, el contenido y la finalidad del fichero” y, por 
consiguiente, aunque el responsable del fichero, el titular formal, sea la empresa que 
maneja la información patrimonial de personas, concretamente en este caso ASNEF, al 
ser la entidad financiera la suministradora de los datos por el impago en una relación 
contractual, es a la entidad bancaria a quien corresponde cumplir con las exigencias 
derivadas de la calidad del dato, su inexactitud o falsedad, y le es aplicable el régimen 
sancionador previsto en los artículos 43 y siguientes de la LOPD. 
Como decíamos, el responsable del fichero es aquel que tiene el poder de 
decisión sobre su uso y finalidad. El Tribunal Supremo delimita la figura del 
responsable de fichero “a quien decide la creación del fichero, su aplicación, su 
finalidad, contenido y uso” es decir, “quien tiene capacidad de decisión sobre la 
totalidad de los datos registrados en dicho fichero” y responsable del tratamiento “es el 
sujeto al que cabe imputar las decisiones sobre las concretas actividades de un 
                                                 
597
 SAN, de 15 de diciembre de 2005. Recurso 171/2004 (JUR 2006\238282). 
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determinado tratamiento de datos, esto es, sobre una aplicación específica” por tanto, 




En esta línea, GRIMALT contempla este poder de decisión en dos momentos 
distintos: en el momento de la creación del fichero y en el momento del tratamiento de 
los datos. En el primero el responsable es el que decide la creación del fichero ya que en 
ese momento se determina la finalidad, contenido y uso del tratamiento. En el 
tratamiento de datos, el responsable es el sujeto al que cabe imputar las decisiones sobre 
las concretas actividades de un determinado tratamiento de datos. Puede coincidir con el 
anterior pero no necesariamente. Para este autor será responsable quien decida y trate o 
quien, teniendo poder de decisión, encomiende la materialidad del tratamiento a un 
tercero que actuará bajo la dependencia o instrucciones del primero
599
. 
Y esto es así porque la nueva Ley Orgánica, a diferencia de la LORTAD que 
atribuía la potestad de decidir sobre la finalidad, contenido y uso del tratamiento 
únicamente al responsable del fichero, reconoce que esa decisión pueda tomarla, y así 
ocurre muchas veces, el responsable del tratamiento. Como muy bien afirma el Alto 
Tribunal, no se trata de un mero cambio de redacción o de un simple giro gramatical, 
sino que “estamos ante un cambio esencial en el modo de afrontar la regulación de las 




El responsable del fichero tiene la obligación de recoger los datos de manera 
legal y leal, con el respeto a todos los principios de la protección de datos recogidos en 
el Título II y que analizaremos en el siguiente capítulo, recabando la modalidad de 
consentimiento exigida por la Ley. En síntesis, debe observar también en la recogida de 
datos, los principios de adecuación, pertinencia y no recabar más datos de los necesarios 
en relación con la finalidad legítima y ha de haber informado, de manera explícita, en el 
                                                 
598
 STS, Sala Tercera, de lo Contencioso-Administrativo, de 5 de Junio de 2004. (RJ 2004\5849). Sigue la 
línea de la Audiencia Nacional en su SAN de 16 de octubre de 2003, vide último párrafo fundamento 
jurídico 3º (RJCA\2004\271). 
599
 P. GRIMALT, op. cit. 
600
 STS, Sala Tercera, de lo Contencioso-Administrativo, 28 de Febrero de 2005 (RJ 2005\1861). 
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momento de la recogida (artículo 4.1 en relación con el artículo 5 LOPD)
601
. Si los 
datos dejaran de ser necesarios y pertinentes para la finalidad originaria, el responsable 
deberá cancelarlos de oficio (artículo 4.5) y consecuentemente quedarán bloqueados. 
Asimismo, el responsable tiene también la obligación de mantener los datos exactos y 
puestos al día, de manera que responda verazmente a la situación actual del interesado; 
los datos deben ser almacenados y guardados de manera que permitan el ejercicio del 
derecho de acceso y también aunque el artículo 4.6 LOPD no lo afirme expresamente, 
los de rectificación y cancelación. 
Otra obligación del responsable del fichero es la de adoptar las medidas que 
garanticen la seguridad de los datos de carácter personal y se compromete a guardar 
secreto sobre los mismos conforme a los artículos 9 y 10 LOPD. 
No solicitar la inscripción del fichero de datos de carácter personal en el  
Registro de Protección de Datos sin preceder requerimiento de esta, se considera una 
infracción de carácter leve conforme a lo dispuesto en el artículo 44.2 c), sancionable 
con una multa de entre 900 y 40.000€. Constituye infracción grave este comportamiento 
omisivo cuando haya precedido requerimiento para la inscripción por parte del Director 
de la Agencia, conforme a lo dispuesto en el artículo 44.3 i). 
Por último, desde el momento en que se crea un fichero de datos personales y se 
procede a iniciar la recogida de los datos con anterioridad a la inscripción se produce 
una infracción, en principio, leve salvo que la finalidad sea distinta del objeto legítimo 
de la entidad o que no se haya recabado el consentimiento expreso en la recogida de 
datos exigible por la normativa, circunstancias que calificarían de grave dicha 
infracción, quedando sujeto a la correspondiente sanción de 40.001 a 300.000 euros
602
. 
El responsable del fichero y el encargado del tratamiento son las figuras sometidas al 
régimen sancionador de la Ley, conforme al artículo 43.1 LOPD. 
La ley contempla el incumplimiento de la obligación del responsable de atender 
las peticiones de información en una doble perspectiva. Si la conducta omisiva se refiere 
a “aspectos no sustantivos” de la protección de datos, la infracción se califica como 
                                                 
601
 En relación con los datos sensibles de los apartados 1 y 2 del artículo 7 de la LOPD el responsable del 
fichero deberá advertir acerca del derecho del interesado a no declarar sobre la ideología, religión o 
creencias. 
602
 Artículos 44.2 c) y 44.3 b) y c). 
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leve. En otro caso se estimaría como grave en aplicación del apartado i) del epígrafe 3 
que tipifica como tal no proporcionar a la Agencia cuantos documentos e información 
sean requeridos. 
La expresión entrecomillada que constituye la frontera entre la infracción leve y 
la grave entraña, de nuevo, un concepto jurídico indeterminado pero que no parece deba 
tener graves dificultades de apreciación en el caso concreto. Está conectado con la 
trascendencia de la información pedida en el contexto de que se trate.  Por supuesto que 
la apreciación de la Agencia no es discrecional y es perfectamente revisable pudiendo el 
Tribunal formar juicio sobre la cuestión. Una vez inscrito el fichero, no efectuar la 
notificación de los cambios expresados en los asientos de inscripción o la decisión de 
supresión a efectos de cancelación, seria infracción grave a tenor del artículo 44.3i). 
Asimismo, se califica de grave la obstrucción al ejercicio de la actividad inspectora 
(artículo 44.3j). 
Además, no cesar en el uso ilegitimo de los tratamientos de datos, cuando así sea 
requerido el responsable del mismo por la Agencia de Protección de Datos, supone una 
infracción muy grave a tenor del apartado c) del artículo 44.4. En este caso la sanción 
económica podría llegar hasta los 600.000€. 
 
b. Encargado de tratamiento 
 
También está, como hemos comentado, la figura del encargado del tratamiento, 
persona física o jurídica, pública o privada que trate datos personales por cuenta del 
responsable del fichero o de su tratamiento, como consecuencia de la existencia de una 
relación jurídica que le vincula con el mismo y delimita el ámbito de su actuación para 
la prestación de un servicio
603
. Señala VELÁZQUEZ que la entidad que, en muchas 
ocasiones, pidió los datos realizará el tratamiento en sus propias instalaciones con su 
                                                 
603
 Artículo 3 g) LOPD y artículo 5.1 i) del RLOPD. Es especialmente esclarecedor de ambos conceptos 
el Informe 46/2006 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos 
sobre las relaciones existentes entre un Gestor o Administrador que gestiona alquileres y/u otras rentas 
inmobiliarias pertenecientes a la consultante y la propia consultante, en relación con la normativa sobre 
protección de datos personales:  
http://www.agpd.es/portalwebAGPD/canaldocumentacion/informes_juridicos/conceptos/common/pdfs/20
06-0046_Condici-oo-n-de-responsable-del-fichero-de-administradores-y-gestores-de-fincas.pdf. 
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personal. Pero otras veces los datos se tratarán por un tercero, en sus instalaciones y con 
su personal, tras la firma del correspondiente contrato. Quien efectúa el tratamiento para 
el responsable se obliga a prestarlo en el nivel de calidad acordado, observar la 




Entiende VIZCAÍNO que el encargado del tratamiento es un tercero que trata los 
datos personales siguiendo las instrucciones del responsable si bien no bajo la 
dependencia o autoridad del mismo desde el punto de vista laboral, sino que presta sus 
servicios bajo el amparo de un contrato de esta índole
605
. 
El legislador español pretende, con esta delimitación de las dos figuras, 
adaptarse a las exigencias de la Directiva 95/46/CE, que tiene como objetivo dar 
respuesta legal al fenómeno, que cada vez es más frecuente, de la llamada 
externalización de los servicios informáticos, donde actúan múltiples operadores, 
muchos de ellos insolventes, creados con el objetivo de buscar la impunidad o 
irresponsabilidad de los que le siguen en los eslabones siguientes de la cadena. De ahí 
que la LOPD haga responsable no sólo al titular o responsable del fichero, sino también 
al encargado del tratamiento. 
La Directiva 95/46 define en el epígrafe e) la figura del encargado del tratamiento 
como “la persona física o jurídica, autoridad pública, servicio o cualquier otro organismo 
que, solo o conjuntamente con otros, trate datos personales por cuenta del responsable del 
tratamiento”. Para el Grupo del artículo 29, a la hora de determinar quién es el responsable 
del tratamiento hay que distinguir tres elementos fundamentales: el aspecto personal (“la 
persona física o jurídica, autoridad pública, servicio o cualquier otro organismo”); la 
posibilidad de un control plural (“que solo o conjuntamente con otros”); y los elementos 
esenciales para distinguir al responsable del tratamiento606. 
                                                 
604
 R. VELÁZQUEZ BAUTISTA, Protección jurídica de datos personales cit. 
605
 M. VIZCAÍNO CALDERÓN, op. cit., p. 85. 
606
 Grupo de Trabajo de Protección de Datos del Artículo 29. Dictamen 1/2010 sobre los conceptos de 
responsable del tratamiento y encargado del tratamiento.  
Documento disponible en http://ec.europa.eu/justice/policies/privacy/docs/wpdocs/2010/wp169_es.pdf. 
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En consecuencia, la condición de responsable o encargado del tratamiento se 
delimita en virtud de la capacidad de decisión sobre la finalidad, contenido o uso del 
tratamiento que ostentará el responsable, no correspondiendo dicha potestad al 
encargado, habida cuenta del hecho de que el mismo se limitará a actuar en virtud de las 
instrucciones conferidas por el responsable del tratamiento. Va a disponer del fichero 
pero no decide sobre el uso, finalidad o contenido. Existe “encargo de tratamiento 
cuando la transmisión o cesión de los datos está amparada en la prestación de un 
servicio que el responsable del tratamiento recibe de una empresa externa o ajena a su 
propia organización y que le ayuda en el cumplimiento de la finalidad del tratamiento de 
datos consentida por el afectado”
607
. Es una figura externa al responsable del fichero, 
por ejemplo, una gestoría. 
El artículo 12 LOPD que regula el acceso a datos por cuenta de tercero, nos 
ayuda a comprender mejor esta figura. No considera comunicación de datos el acceso de 
un tercero a los datos cuando dicho acceso sea necesario para la prestación de un 
servicio al responsable del tratamiento. Ahora bien, la actuación de este encargado del 
tratamiento deberá estar regulada en un contrato por escrito que acredite su celebración 
y contenido en el que se describirán tanto el servicio contratado como las instrucciones 
realizadas por el responsable del fichero. Se recogerán obligatoriamente: 
- que el encargado del tratamiento únicamente tratará los datos conforme a las 
instrucciones del responsable del fichero, 
- que no aplicará o utilizará los datos con fin distinto al establecido en el 
contrato, 
- que no los comunicará a otras personas, ni siquiera para su conservación, 
- que deberán cumplirse las medidas de seguridad necesarias y exigidas por la 
legislación aplicable, 
- que deberán destruirse los datos una vez cumplida la prestación contractual, o 
bien devolverlos al responsable del fichero, al igual que cualquier soporte o documentos 
en que conste algún dato personal objeto de tratamiento. 
                                                 
607
 SAN de 20 de septiembre de 2002, rec. 150/2000 (JUR 2003\49995). En la misma línea SAN de 28 de 
septiembre de 2005, rec. 954/2003 (JUR 2005\262474). 
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De esta manera, como afirma GARCÍA DEL POYO
608
, la exigencia de un contrato 
para el tratamiento de datos personales por cuenta de tercero conforme a las exigencias 
del artículo 12 LOPD se constituye en un requisito de garantía que sirve para que el 
tratamiento de datos así acordado entre ambas partes del contrato no suponga tanto una 
comunicación no consentida de datos por parte del cedente como un tratamiento ilícito 
por parte del tercero cesionario. Cuando incumpla las condiciones del contrato que 
tenga firmado, con carácter probatorio, destinando los datos a otra finalidad, como 
puede ser comunicándolos a terceros, será considerado también responsable del 
tratamiento respondiendo de las infracciones. 
El Tribunal Supremo trata un caso muy repetido en la práctica. Una empresa 
contrata a otra para realizar una campaña publicitaria consistente en el envío de 
invitaciones para un acto promocional a personas incluidas en un fichero de clientes de 
la primera. La empresa contratada subcontrata con otra empresa dicha tarea. La primera 
empresa es denunciada ante la AEPD por cesión de datos sin contar con el 
consentimiento de las personas afectadas.  Dicha empresa es sancionada y la Audiencia 
Nacional confirma la sentencia. El recurso de casación se resuelve confirmando la 
sentencia de la Audiencia Nacional. En ella se afirma que aunque una entidad no tuviera 
en ningún momento la disponibilidad material de los datos, ello no quiere decir que no 
decidiera sobre la finalidad, contenido y uso del tratamiento, y que no sea responsable 
del tratamiento, “porque precisamente la LOPD viene a efectuar una ampliación 
subjetiva de la responsabilidad, de manera que por efecto de la externalización de los 
servicios informáticos no queden impunes aquellos agentes que con capacidad de 
decisión sobre el tratamiento intervienen en el proceso y aparentemente su actuación 
queda diluida por la relevancia de otras conductas más importantes en el proceso”. En 
definitiva, la Sala entiende, que la entidad actora estaría sujeta, como responsable del 
tratamiento, al régimen sancionador establecido en la Ley Orgánica 15/1999
609
. 
De acuerdo con todo lo anterior, las hermandades y cofradías en cuanto 
entidades eclesiásticas, con personalidad jurídica propia, se consideran a efectos civiles 
como asociaciones de Derecho privado y siendo el criterio de la AEPD el de la 
                                                 
608
 R. GARCÍA DEL POYO VIZCAYA, “Encargado del tratamiento” en VV.AA. ANTONIO TRONCOSO 
REIGADA (director), op. cit., pp. 1082 y ss. 
609
 STS, Sala Tercera, de lo Contencioso-Administrativo, 26 de Abril de 2005 (RJ 2005\3928). 
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titularidad del fichero, no cabe duda que estamos ante ficheros de titularidad privada y 
que, en consecuencia, son las propias hermandades y cofradías las únicas responsables 
de los ficheros con datos personales de sus miembros
610
. Por lo que se refiere a la Junta 
de Gobierno de la misma, ésta tiene la consideración de mera usuaria del fichero. Por 
tanto, las posibles responsabilidades y/o sanciones en que hubiera podido incurrir por 
incumplimiento de la normativa estatal de referencia, afectarían en su totalidad a la 
hermandades y cofradías y no en exclusividad a su Junta de Gobierno. 
En el caso de que las hermandades y cofradías tengan contratados servicios de 
asesoramiento de tipo fiscal-contable o informático esta prestación de servicios deberá 
estar sustentada en un contrato, el cual deberá recoger obligatoriamente el contenido 
establecido en el artículo 12 LOPD. En ningún caso la hermandad podrá excusarse del 
trabajo realizado por estas empresas ya que será el responsable del tratamiento de datos 
de sus hermanos y podrá ser sancionada en caso de incumplimiento de la normativa de 
protección de datos por la empresa de servicios contratada.  
Es importante resaltar que existirá un encargado del tratamiento cuando se 
contrate una prestación externa de servicios que requiera acceder al sistema de 
información. Se define el encargado como persona física o jurídica, pública o privada, u 
órgano administrativo que, solo o conjuntamente con otros, trate datos personales por 
cuenta del responsable del tratamiento o del responsable del fichero, como consecuencia 
de la existencia de una relación jurídica que le vincula con el mismo y delimita el 
ámbito de su actuación para la prestación de un servicio. El artículo 12 LOPD establece 
la necesidad de formalizar un contrato por escrito cuyo contenido hemos desglosado ut 
supra y que el RLOPD añade: 
- Las condiciones de subcontratación de los servicios por el encargado. 
- Eventualmente, cuando resulte necesario se podrá incluir las condiciones de 
conservación por el encargado, cuando exista obligación legal o resulte necesario por 
razones de responsabilidad, y las formas de destrucción o devolución de los datos como 
la entrega a un nuevo encargado. 
                                                 
610
 Informe 334/2008 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos. 
Documento disponible en www.agpd.es. 
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Es fundamental ser diligente en la elección del encargado. Por tanto, éste deberá 
acreditar de algún modo que se encuentra en condiciones de cumplir con los principios 
y requisitos que la LOPD establece para los tratamientos. 
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Capítulo V 
Régimen jurídico de los ficheros de Hermandades 
 
La normativa de referencia que resulta de aplicación con relación a los datos 
personales será la Ley Orgánica 15/1999 de protección de datos de carácter personal 
(LOPD), así como el Real Decreto 1720/2007 (RLOPD) que la desarrolla. Pero, 
además, con relación a los ficheros con datos personales de asociados o miembros de 
los que son responsables las hermandades y cofradías católicas, deberá estarse a lo que 
dispongan las resoluciones e informes jurídicos de la Agencia Española de Protección 
de Datos (AEPD) con relación a esta materia
611
. Por consiguiente, las hermandades y 
cofradías en materia de protección de datos personales deberán estar a lo dispuesto en la 
LOPD y el RLOPD; no existiendo en España normativa canónica tanto en el ámbito de 
la Conferencia Episcopal Española como en el ámbito territorial diocesano sobre esta 
secular materia. 
La entrada en vigor de la Ley y su posterior aplicación al ámbito de los datos 
personales de carácter religioso están suscitando una serie de problemas, que en algunos 
casos pueden tener difícil solución y nosotros nos detendremos en su aplicación a 
ficheros elaborados por entidades eclesiásticas, como son las hermandades, sujetas a la 
legislación del Estado como asociaciones de carácter religioso con personalidad jurídica 
a efectos civiles. 
Pasemos a analizar en este capítulo y en los dos siguientes el enfoque dinámico 
de la protección de datos. 
 




                                                 
611
 Son de interés la lectura de los informes 274/2004, 88/2008, 94/2008 emitidos por el Gabinete Jurídico 
en respuesta a consultas de hermandades (www.agpd.es). 
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Para abordar el concepto de tratamiento de datos personales desde la perspectiva 
legal hemos de partir de la Directiva 95/46, del Parlamento Europeo y del Consejo, de 
24 de octubre de 1995, relativa a la protección de las personas físicas en lo que respecta 
al tratamiento de datos personales y a la libre circulación de estos datos. 
Para esta Directiva europea el centro y eje de la tutela de la protección de datos y 
de la regulación de los mismos es el tratamiento, declarando en su considerando 15 que 
“los tratamientos que afectan a dichos datos sólo quedan amparados por la presente 
Directiva cuando estén automatizados, o cuando los datos a que se refieren se 
encuentren contenidos, o se destinen a encontrarse contenidos, en un archivo 
estructurado según criterios específicos relativos a las personas, a fin de que se pueda 
acceder fácilmente a los datos de carácter personal de que se trate”. 
Y en el Considerando 27 de la citada Directiva se afirma que la protección de las 
personas debe aplicarse tanto al tratamiento automático de datos como a su tratamiento 
manual; “que el alcance de esta protección no debe depender, en efecto, de las técnicas 
utilizadas, pues lo contrario daría lugar a riesgos graves de elusión; que, no obstante, 
por lo que respecta al tratamiento manual, la presente Directiva sólo abarca los ficheros, 
y no se aplica a las carpetas que no están estructuradas; que, en particular, el contenido 
de un fichero debe estructurarse conforme a criterios específicos relativos a las 
personas, que permitan acceder fácilmente a los datos personales”. 
En definitiva, la propia Directiva 95/46 refiere el ámbito de la protección que 
regula al tratamiento del dato, y en relación tanto con los tratamientos automatizados 
como respecto a los que no lo estén, siempre que en este caso los datos estén contenidos 
o se destinen a encontrarse contenidos en un fichero, entendido éste como un archivo 
estructurado según criterios específicos relativos a las personas que permitan acceder 
fácilmente a los datos personales. Recordemos que la anterior legislación española, la 
LORTAD, sólo se aplicaba a los datos de carácter personal incluidos en ficheros que 
fueran tratados de manera automatizada, es decir, no se aplicaba a ficheros, por ejemplo, 
en soporte papel y tratados de forma manual
612
. 
                                                 
612
 Sobre el concepto de fichero y su evolución vide Capítulo IV. Datos y ficheros de las Hermandades, 
apartado 2. Ficheros. 
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Directiva de la que nuestra actual Ley es tributaria en gran medida y que nos 
dice, en primer lugar, que el concepto de "tratamiento" no puede depender de la técnica 
utilizada para el manejo de los datos, y de ahí que incluya tanto el tratamiento 
automatizado como el manual. 
Desarrollando este principio, el artículo 2 de la Directiva describe las 
actuaciones que aplicadas a los datos personales constituyen tratamiento, y nuestra 
LOPD define tal tratamiento de datos, de forma muy similar, en el artículo 3.c) como 
"operaciones y procedimientos técnicos de carácter automatizado o no, que permitan la 
recogida, grabación, conservación, elaboración, modificación, bloqueo y cancelación, 
así como las cesiones de datos que resulten de comunicaciones, consultas, 
interconexiones y transferencias”. 
Lo relevante, pues, para que estemos ante un tratamiento de datos personales es 
la realización de determinadas actuaciones en relación con los mismos, actuaciones que 
en su descripción son muy amplias y variadas y que el apartado 1t) del artículo 5 del 
Reglamento extiende a consulta, utilización o supresión
613
. Quiere ello decir, según 
AGÚNDEZ
614
, que la simple visualización de los datos constituye un tratamiento. La 
conclusión que obtenemos de la redacción tan amplia del contenido del concepto de 
tratamiento de datos es que éste es el fundamento de la Directiva y así se ha recogido en 
el Reglamento que desarrolla la Ley Orgánica de Protección de Datos Personales. 
No basta, sin embargo, la realización de una de estas actuaciones para que la ley 
despliegue sus efectos protectores y las garantías y derechos del afectado. Es preciso 
algo más: que las actuaciones de recogida, grabación, conservación, etc... se realicen de 
forma automatizada o bien, si se realizan de forma manual, que los datos personales 
estén contenidos o destinados a un fichero
615
, de manera que como consecuencia de 
estas actuaciones sea posible configurar el perfil de una persona física titular de los 
datos objeto del tratamiento: el afectado
616
. Esta definición legal de afectado debe 
                                                 
613
 Estos términos se contemplan en la definición de tratamiento de datos incluida en el artículo 2 de la 
Directiva. 
614
 I. AGÚNDEZ LERÍA, “Definiciones, fuentes accesibles al público y principios de calidad de los datos” 
en VV.AA. J. ZABÍA DE LA MATA, (Coord.), op. cit., p. 126. 
615
 SAN de 16 de febrero de 2006, recurso 511/2004, ya referenciada. 
616
 Artículo 3.f) LOPD: “persona física titular de los datos que sean objeto del tratamiento a que se refiere 
el apartado c) del presente artículo”. 
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ponerse en relación con las anteriormente mencionadas de persona identificable y de 
dato de carácter personal
617
, de forma que la conclusión que obtenemos es que será un 
dato personal cualquier información relacionada con una persona física determinada o 
que nos permita determinar de quien se trata, tras una serie de actuaciones mediante el 
tratamiento correspondiente. 
Sin embargo, la LOPD amplía su protección más allá de la mera protección del 
derecho a la intimidad personal y familiar para consagrar el denominado derecho a la 
autodeterminación informativa; lo que es objeto de la Ley es la protección de 
cualesquiera derechos fundamentales y libertades públicas de las personas físicas frente 
al tratamiento automatizado de sus datos de carácter personal. Ello supone que, si bien 
los empresarios individuales, en el ejercicio de su actividad mercantil, pueden carecer 
de un derecho a la intimidad personal y familiar, sin embargo, el tratamiento de los 
datos referidos a los mismos podrá suponer una vulneración de otros derechos que les 
atribuye la Constitución española. Por ello no será posible, dentro de este nuevo marco 
normativo, ofrecer una solución unívoca de la cuestión planteada, debiendo estarse 
estrictamente a los datos que sean objeto de tratamiento en cada caso concreto para 
apreciar si el fichero se encuentra o no sujeto a las normas reguladoras de la protección 
de datos de carácter personal, teniendo en consideración, en todo caso, la reiterada 
jurisprudencia de nuestro Tribunal Constitucional que exige atender en cada caso 




En conclusión, para que una actuación manual sobre datos personales (recogida, 
grabación, cesión, etc.) tenga la consideración de tratamiento de datos personales sujeto 
al sistema de protección de la Ley Orgánica 15/1999, es necesario que dichos datos 
                                                 
617
 Vide apartado correspondiente en IV. Datos y ficheros de las Hermandades, 1 Datos. 
618
 La Audiencia Nacional recoge en su sentencia de 17 de marzo de 2006, sección primera, sala de lo 
Contencioso-Administrativo de la Audiencia Nacional, rec. 621/2004, de manera sintética esta evolución 
del marco normativo y el respeto al principio de proporcionalidad (JUR\2006\140961). Sobre el llamado 
juicio de proporcionalidad vide SSTC 66/1995, de 8 de mayo, sobre prohibición de concentración de 
trabajadores en banca (RTC 1995\66); 55/1996, de 28 de marzo, sobre el régimen penal del 
incumplimiento de la prestación sustitutoria del servicio militar para objetores de conciencia en relación 
con la proporcionalidad de la pena (RTC 1996\55); 207/1996, de 16 de diciembre, intervención corporal 
en la persona del imputado (RTC 1996\207); 161/1997, de 2 de octubre, delito de negativa a someterse al 
test de alcoholemia (RTC 1997\161)  y 136/1999, de 20 de julio, revisión de la condena impuesta por el 
TS a la Mesa de Herri Batasuna por un delito de colaboración con banda armada cometido con ocasión de 
la emisión de un video electoral (RTC 1999\136). 
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estén contenidos o destinados a ser incluidos en un fichero
619
, esto es, en un conjunto 
estructurado u organizado de datos con arreglo a criterios determinados. Si no es así, el 
tratamiento manual de datos quedará fuera del ámbito de aplicación de la ley. 
Entendemos que queda claro que los conceptos de tratamiento y fichero están 
estrechamente vinculados entre sí. Podríamos decir que el fichero es el soporte físico 
(ya sea informático o de otra naturaleza) que almacena los datos con un determinado 
criterio organizativo, en tanto que el tratamiento es la operación que se realiza con los 
datos que se almacenan en dicho soporte. Así, en la medida en que los datos se 
incorporen a ese soporte físico al que pueda accederse conforme a criterios 
determinados, tendremos datos incorporados a un fichero
620
. 
Como advierte la Agencia, la creación de un fichero automatizado exige, con 
carácter previo, diferentes tratamientos de datos personales (grabación, filtrado, 
depuración…). A su vez, un tratamiento de datos supone la realización de una operación 




ORTÍ VALLEJO explica la distinción entre fichero y tratamiento de la siguiente 
forma: “el fichero es el simple conjunto que reúne gran cantidad de información y que 
por estar informatizado es de fácil manipulación y organización. 
El tratamiento comporta, además, posibilidades de reelaboración, de 
modificación de los datos y de intercambio. Asimismo, mientras que el simple fichero a 
lo más que llega es a ordenar y permitir fáciles accesos y localización de información, el 
tratamiento, al posibilitar la interconexión de datos, consigue añadir, obtener resultados, 
reelaborar, en definitiva, al igual que el cerebro humano, puede llegar a conclusiones, 
                                                 
619
 Hay sistemas que no registran imágenes y, por ello, la Instrucción 1/2006, de 8 de noviembre, de la 
Agencia Española de Protección de Datos, sobre el tratamiento de datos personales con fines de vigilancia 
a través de sistemas de cámaras o videocámaras señala que no se considerará fichero el tratamiento 
consistente exclusivamente en la reproducción o emisión de imágenes en tiempo real, como por ejemplo 
los circuitos cerrados de televisión controlados mediante visualización en pantalla. Por tanto, no resulta 
necesario inscribirlos. Sin embargo, esto no exime del cumplimiento del resto de deberes establecido por 
la LOPD y la Instrucción 1/2006. 
620
 Informe 453/2008 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos. 
Documento disponible en www.agpd.es. 
621
 M. VIZCAÍNO CALDERÓN, op. cit., p. 77. 
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En una hermandad es común, en primer lugar, incorporar la información 
contenida en la solicitud de ingreso a una base de datos informatizada, evidente ejemplo 
de fichero, que permite la interconexión de los mismos con rapidez y, posteriormente, 
por ejemplo, relacionar los datos de los hermanos para agruparlos por familias para 
enviarles correspondencia al domicilio común o los recibos a la misma cuenta corriente, 
organizarlos por antigüedad de pertenencia a la hermandad o por edad para convocarlos 
a determinados actos de jura o celebración de efemérides, todos ellos supuestos de 
tratamientos de datos. 
 
b. Principios generales de la protección de datos 
 
La tan mencionada, por fundamental, Sentencia del Tribunal Constitucional 
292/2000 afirma expresamente, como ya sabemos, que el “contenido del derecho 
fundamental a la protección de datos consiste en un poder de disposición y de control 
sobre los datos personales que faculta a la persona para decidir cuáles de esos datos 
proporcionar a un tercero, sea el Estado o un particular, o cuáles puede este tercero 
recabar, y que también permite al individuo saber quién posee esos datos personales y 
para qué, pudiendo oponerse a esa posesión o uso”. Este poder de control sobre los 
datos personales se concreta en una serie de facultades como son “consentir la recogida, 
la obtención y el acceso a los datos personales, su posterior almacenamiento y 
tratamiento, así como su uso o usos posibles, por un tercero, sea el Estado o un 
particular. Y ese derecho a consentir el conocimiento y el tratamiento, informático o no, 
de los datos personales, requiere como complementos indispensables, por un lado, la 
facultad de saber en todo momento quién dispone de esos datos personales y a qué uso 
los está sometiendo, y, por otro lado, el poder oponerse a esa posesión y usos”. El 
desempeño de estas facultades señaladas expresamente por el Alto Tribunal se basa en 
unos principios generales de la protección de datos, que serán expuestos a continuación, 
y que se recogen en la LOPD y su Reglamento. 
                                                 
622
 A. ORTÍ VALLEJO, op. cit. 
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1. Calidad de los datos 
 
1. Concepto y requisitos 
 
La preocupación por asegurar una determinada calidad de los datos personales es 
constante en la legislación sobre protección de datos de carácter personal; así el artículo 
4 de la LOPD regula la calidad de los datos estableciendo los principios básicos que 
deberán respetarse en la recogida, tratamiento, uso y almacenamiento de los datos 
personales, de manera que sólo tendrán una calidad adecuada aquellos datos respecto de 
los cuales se garantice tanto la veracidad de la información contenida en los datos como 
la congruencia y racionalidad de su utilización. Para AGÚNDEZ
623
, los principios 
contenidos en el artículo 4 LOPD constituyen la base del tratamiento de datos de 
carácter personal, de manera que todo aquel que vaya a tratar datos personales deberá 
respetarlos ya que forman parte del contenido esencial del derecho a la protección de 
datos personales.  
La normativa comunitaria es muy clara y nuestro artículo 4 LOPD es tributario 
del artículo 6 de la Directiva 95/46/CE que plasma los principios relativos a la calidad 
del dato. Estos son: el dato ha de ser tratado de manera leal y lícita; recogidos con fines 
determinados, explícitos y legítimos y no sean tratados posteriormente de manera 
incompatible con dichos fines; adecuados, pertinentes y no excesivos con relación a sus 
fines; exactos y actualizados; y, por último, que sean conservados durante el tiempo 
necesario según la finalidad para la que fueron recabados. 
Analicemos separadamente cada uno de estos principios de calidad de los datos. 
 
2. Tratamiento leal 
 
                                                 
623
 I. AGÚNDEZ LERÍA, op. cit., p. 139. 
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En primer lugar, según el artículo 4 LOPD y siguiendo la estructura del artículo 
8 RLOPD, los datos personales deberán recogerse mediante cualquier procedimiento 
que suponga que lleguen los datos del afectado al conocimiento del responsable del 
fichero sin engaños o falsedades por parte de quien los solicita. Al alterarse el orden de 
los principios relativos a la calidad de datos, ya que el primero del artículo 8 RLOPD 
está recogido en el apartado 7º del artículo 4 LOPD, nos permite destacar la importancia 
del modo de tratarse los datos y la forma en que deben recogerse, en línea con el 
artículo 6 de la Directiva, ya que el leal tratamiento de los datos es el fundamento de la 
misma, como así se establece: “los Estados miembros dispondrán que los datos 
personales sean: a) tratados de manera leal y lícita”. La finalidad que se persigue es 
asegurar unas mínimas garantías en el procedimiento establecido para obtener, tratar y 
clasificar los datos sin mediar fraude o engaño. 
La ley prohíbe de forma contundente la utilización de medios fraudulentos, 
desleales o ilícitos
624
. Obligación lógica pero indeterminada. La prohibición legal no se 
limita a una sola conducta sino a tres supuestos diferentes, según APARICIO
625
: en 
primer lugar, el uso de medios fraudulentos ocurre cuando se consigue que alguien 
facilite sus datos mediante el engaño o fraude
626
, es decir, se confunde a la persona para 
obtener datos que de otra manera no facilitaría voluntariamente de conocer la realidad; 
en segundo lugar, tiene que haber una premisa para que haya deslealtad
627
, que exista 
una relación y como consecuencia de ella una de las personas facilite datos con la 
confianza de que la otra los utilizará dentro de unos límites marcados por la propia 
fidelidad o confianza; y el último supuesto prohibido, la obtención de datos por medios 
ilícitos
628
, presupone la existencia de unas normas, distintas de la propia LOPD, que 
prohíban la conducta en cuestión. En conclusión, la LOPD prohíbe que se obtengan 
datos mediante el engaño, el abuso de confianza o la vulneración de normas. 
                                                 
624
 Apartado 7 del artículo 4 LOPD y artículo 8.1 del RLOPD. 
625
 J. APARICIO SALOM, “La calidad de los datos” en VV.AA. ANTONIO TRONCOSO REIGADA (director), 
op. cit., pp. 337 y ss. 
626
 Fraudulento, según la RAE, significa “engañoso, falaz”. 
627
 Deslealtad, según la RAE, significa “falta de observancia de la confianza que alguien debe a otra 
persona”. 
628
 Ilícito, según la RAE, significa “no permitido legal o moralmente”. 
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La Audiencia Nacional considera fundamental diferenciar entre una recogida 
fraudulenta de datos y el hecho de que no se haya podido conocer el modo de obtención 
de los datos ya que la falta de justificación del origen no puede dar lugar a la aplicación 
de la sanción contemplada legalmente. Entiende que fraudulento es sinónimo de 
“engañoso o falaz” y engañar significa “inducir a otro a creer y tener por cierto lo que 
no es valiéndose de palabras o de obras aparentes o fingidas”. La recogida fraudulenta 
exige acreditar un plus y si no hay “acreditación suficiente de la existencia de fraude o 
engaño” no procederá imponer sanción a esa conducta
629
. 
El propio interesado, en ciertas ocasiones, puede suministrar de manera 
voluntaria sus datos aunque bien es cierto que hay otras ocasiones que dicha entrega es 
obligatoria cuando, por ejemplo, nos relacionamos con las Administraciones Públicas. 
La recogida de datos puede efectuarse por diversos medios: teléfono, escrito o a través 
de Internet, lo que sucede cada vez con mayor frecuencia. 
El responsable del fichero de una hermandad debe adecuar su actuación de modo 
que trate los datos de manera adecuada, leal y lícitamente, procurar que éstos se 
encuentren actualizados y utilizarlos exclusivamente para las finalidades para las que se 
recogieron. 
En consecuencia, todo tratamiento de datos debe ser leal y lícito, constituyendo 
una infracción muy grave su incumplimiento conforme a lo estipulado en el epígrafe f) 
del artículo 44 LOPD. También es infracción muy grave, de las previstas en el epígrafe 




Los datos de carácter personal que se recojan para su posterior tratamiento deben 
ser adecuados, pertinentes y no excesivos en relación con el ámbito y las finalidades 
determinadas, explícitas y legítimas para las que se hayan obtenido y que no podrán 
usarse para finalidades incompatibles con aquellas para las que fueron recabados. Estos 
criterios se resumen en el principio de finalidad, que implica que el dato recabado sea 
                                                 
629
 SAN de 23 septiembre de 2008, fundamento jurídico 4 (JUR\2008\336790). 
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necesario para alcanzar la finalidad del tratamiento a realizar y que ésta, la finalidad, no 
puede alcanzarse con otro dato que suponga un menor nivel de intromisión o con menos 
datos. 
Para VIZCAÍNO, desde el principio, la Ley sienta los criterios de adecuación, 
pertinencia y proporcionalidad de los datos y su íntima conexión con el ámbito y 
finalidades para las que se hayan recogido
630
. Finalidades que han de ser determinadas, 
explícitas y legítimas. La aplicación de los datos a una finalidad concreta, para la que 
fueron pedidos, constituye un principio elemental en el sistema de protección de datos. 
En este sentido, la recogida de datos con finalidades indeterminadas o tan genéricas que 
pudieran dar lugar a diversos propósitos carecerían de total validez. En su momento 
veremos que cuando dicha conexión se rompa, los datos habrán de ser cancelados
631
. 
La Sentencia del Tribunal Supremo de 2 de julio de 2007
632
 es esclarecedora a la 
hora de aplicar el juicio de proporcionalidad
633
 a un caso que puede afectar a la 
protección de datos de unos trabajadores. El Gobierno de Cantabria estableció un nuevo 
sistema de control de horarios de los funcionarios públicos que descansa en la lectura 
biométrica de la mano por un escáner mediante rayos infrarrojos y en la transformación 
de su imagen tridimensional en un algoritmo. Entendió que no supone una restricción 
desproporcionada de derechos fundamentales, ni lesiona el derecho a la intimidad, ni el 
derecho a la protección de datos de carácter personal. En este último aspecto, el 
Tribunal afirma que “la finalidad perseguida mediante su utilización es plenamente 
legítima: el control del cumplimiento del horario de trabajo al que vienen obligados los 
empleados públicos. Y, en tanto esa obligación es inherente a la relación que une a estos 
con la Administración Autonómica, no es necesario obtener previamente su 
consentimiento ya que el artículo 6.2 de la Ley Orgánica 15/1999 lo excluye en estos 
casos. Además, no parece que la toma, en las condiciones expuestas, de una imagen de 
                                                 
630
 M. VIZCAÍNO CALDERÓN, op. cit., p. 92. 
631
 Vide Capítulo VI. Derechos de los titulares de los datos que figuran en los ficheros de las 
Hermandades. 
632
 STS de 2 de julio de 2007 (RJ\2007\6598). 
633
 La STC 207/1996 recuerda los requisitos que conforman nuestra doctrina sobre el juicio de 
proporcionalidad, los cuales pueden resumirse en los siguientes: que la medida limitativa del derecho 
fundamental esté prevista por la Ley, que sea adoptada mediante resolución judicial especialmente 
motivada, y que sea idónea, necesaria y proporcionada en relación con un fin constitucionalmente 
legítimo (sentencia ya referenciada).  
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la mano incumpla las exigencias de su artículo 4.1. Por el contrario, puede considerarse 
adecuada, pertinente y no excesiva”. 
El procedimiento de control horario aplicado reduce las personas a un algoritmo, 
a un código de identificación. Este código, al igual que “los números de identificación 
personal, la dirección de correo electrónico o la dirección IP para la transmisión de 
datos en Internet” tiene la consideración de dato de carácter personal. Asimismo 
entiende que el fichero que contiene esos datos está sujeto a las previsiones de la LOPD. 
Todos estos datos se recogen y archivan para su utilización con fines legítimos 
y, aunque es verdad que existen otros procedimientos de control del horario, su uso no 
es excesivo ni denigrante para el fin perseguido que es, precisamente, el control de 
horario y se justifica el cambio, por ley, al nuevo sistema y como muy bien afirma el 
Tribunal Supremo “no hay norma que prohíba el recurso a la tecnología escogida para 
realizar el control del cumplimiento del horario de trabajo. Su novedad o complejidad 
no la convierten en lesiva de los derechos fundamentales invocados. Y el posible 
desequilibrio que pudiera existir entre el uso de la biometría y ese control no es cuestión 
a dirimir jurisdiccionalmente en este proceso”.  
En cambio, este mismo procedimiento de control biométrico de acceso es 
invalidado si los sujetos controlados en vez de trabajadores son los alumnos de un 
centro escolar ya que es una medida excesiva, desproporcionada y contraria a lo 
dispuesto en el artículo 4.1 LOPD puesto que tal finalidad, el control de entradas y 
salidas del centro escolar, puede conseguirse de una manera menos intrusiva en relación 
con los derechos de los alumnos
634
. 
Es decir, los datos deben servir para la finalidad para la que se obtienen de forma 
que exista una “una nítida conexión entre la información personal que se recaba y trata 
informáticamente y el legítimo objetivo para el que se solicita”
635
. Por lo tanto, no van a 
poder solicitarse ni registrarse más datos personales que los estrictamente necesarios 
para llevar a cabo la investigación de que se trate o cumplir la finalidad legítimamente 
encomendada al organismo público o empresa privada solicitante. Además, no podrán 
                                                 
634
 Informe jurídico 368/2006 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de 
Datos sobre la proporcionalidad del tratamiento de la huella dactilar de alumnos de un colegio. 
Documento disponible en www.agpd.es. 
635
 STC 202/1999, de 8 de noviembre, FJ 4º (RTC 1999\202). 
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
278 
Felipe García de Pesquera Gago 
recabarse más datos que aquellos que sean estrictamente necesarios en ese momento, 
aunque fuesen susceptibles de serlo para cumplir objetivos futuros. En opinión de 
ÁLVAREZ CIENFUEGOS, los datos personales no podrán ser objeto de una utilización 




Según esto, los datos sólo podrán recogerse y tratarse de acuerdo con una 
finalidad legítima, explícita informando de la misma al afectado, y determinada en el 
momento de su recogida y, por lo tanto, no podrán recogerse datos para finalidades 
contrarias a las leyes o al orden público ni tampoco se recabarán datos personales para 
el cumplimiento de objetivos imprecisos o inconcretos. El estudio de la finalidad es 
fundamental, ya que ésta define qué datos se pueden recoger y cuáles no, porque unos 
datos pueden ser adecuados para una finalidad pero no para otras. Para TRONCOSO
637
, el 
principio de finalidad exige tres elementos: 
- Legitimidad, que justifica que se puedan recabar y tratar datos personales. La 
finalidad debe ajustarse a la Constitución y a la Ley y no basta con que el tratamiento de 
datos sea adecuado a la finalidad o que el interesado preste su consentimiento si la 
finalidad no es legítima. Por ejemplo, la finalidad de la recogida y tratamiento de datos 
personales destinados a un fichero público será legítima si el órgano administrativo 
tiene atribuidas legalmente competencias para ello. 
- Explícita, la finalidad debe ser manifestada para su conocimiento por el 
interesado lo que permitirá el control de la información personal y la prestación del 
consentimiento. 
- Determinada, no valdrían finalidades tan vagas y genéricas que admitieran 
cualquier propósito. 
El principio de finalidad debe observarse durante todo el proceso de tratamiento 
y debe respetarse durante toda la vida del fichero, tanto en la recogida como en su 
utilización y en la cancelación. 
                                                 
636
 J. M. ÁLVAREZ CIENFUEGOS, La defensa de la intimidad de los ciudadanos cit. 
637
 A. TRONCOSO REIGADA “El principio de calidad de los datos” en VV.AA. ANTONIO TRONCOSO 
REIGADA (director), op. cit., pp. 342 y ss. 
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En esta línea, el Grupo de Trabajo del artículo 29 al tratar el uso de los datos de 
localización con vistas a prestar un servicio con valor añadido, por ejemplo mediante 
GPS, plantea entre una serie de cuestiones que es relevante definir la línea divisoria 
entre la vida laboral y la vida privada y entiende que “el requisito relativo a la finalidad 
implica que un empresario no debería recoger datos de geolocalización en relación con 
un empleado fuera de su tiempo de trabajo” por lo que se debería facilitar un sistema 
que permita desactivar la función de localización
638
. Con posterioridad, la Agencia 
Española emitió un informe sobre el tratamiento por parte de una empresa de seguridad 
de los datos de localización de sus empleados en tareas de escoltas obtenidos a través 
del teléfono proporcionado por la propia empresa que dispone de localizador GPS. Este 
tratamiento estaría legitimado por el Reglamento de Seguridad Privada y la propia 
Agencia resalta que conocer la posición geográfica del escolta durante la prestación del 
servicio no resulta contraria a la finalidad propia del servicio que presta, sino más bien 
todo lo contrario. Ahora bien, la AEPD coincide con el GT29 al señalar que “el 
tratamiento de los datos de localización fuera del tiempo de la prestación laboral resulta 
excesivo en relación a la finalidad perseguida, por lo que vulneraría el principio de 
proporcionalidad y resultaría contrario a la LOPD”
639
. 
En el ámbito comunitario, el TJCE tiene claro desde hace años que los datos 
utilizados para la concesión de una ayuda que identifican al interesado, en el caso 
referenciado, no pueden ser utilizados para averiguar más datos sobre el mismo y si, 
además, los datos son utilizados para otros fines, el interesado podrá exigir 
responsabilidades ante la utilización ilícita de los mismos
640
. No podrán usarse para 
finalidades incompatibles con aquellas para las que los datos hubieran sido recogidos
641
. 
                                                 
638
 Dictamen 5/2005 del GT29, de 25 de noviembre de 2005 (consultado en 
http://ec.europa.eu/justice/policies/privacy/docs/wpdocs/2005/wp115_en.pdf).  
639
 Informe 90/2009 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos 
sobre la proporcionalidad en el tratamiento de datos de localización. Documento disponible en 
www.agpd.es. 
640
 En el primer caso sobre protección de datos, el caso Stauder, el TJCE se pronunció de esta manera 
sobre la finalidad de los datos (STJCE de 12 de noviembre de 1969) y posteriormente en el caso Adidas 
AG estableció la constitución de una garantía ante los daños causados por mal uso de los datos (STJCE de 
14 de octubre de 1999). Ambas sentencias ya referenciadas. 
641
 Directiva 95/46/CE, objeto de transposición en la Ley 15/1999, emplea una expresión semejante. En el 
artículo 6.1.b) se establece que los datos deben registrarse para unos fines determinados, explícitos y 
legítimos y no serán “posteriormente tratados de forma incompatible con dichos fines”. 
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 VIZCAÍNO
642
 señala que el artículo 4 LOPD recoge una sutil diferencia entre 
finalidad de la recogida y finalidad del tratamiento. La recogida sólo puede hacerse con 
fines determinados, explícitos y legítimos. El tratamiento posterior no puede hacerse de 
manera incompatible con dichos fines. El carácter de la expresión incompatible resulta 
absolutamente indeterminada. De acuerdo con el Considerando 29 de la Directiva 
entendemos que no se considerarán incompatibles en la medida en que se establezcan 
las garantías adecuadas para impedir que los datos sean utilizados para tomar medidas o 
decisiones contra cualquier persona. Debe aclararse aquí que la Audiencia Nacional 
partiendo de una interpretación sistemática de este precepto viene considerando la 
expresión “finalidades incompatibles” como sinónimo de “finalidades distintas”
643
. El 
Tribunal Constitucional se pronuncia en la misma línea. Podemos tomar como 
referencia la Sentencia 11/1998, de 13 de enero, que trata sobre la afiliación de un 
trabajador a un determinado sindicato que se realiza con la única y lícita finalidad de 
que la empresa descontara de su retribución la cuota sindical y la transfiriera al 
sindicato. El dato fue objeto de tratamiento automatizado y se retuvo la parte 
proporcional del salario relativa a un período de huelga, finalidad que la sentencia 
considera distinta de la que motivó su recogida. Es cierto que esta sentencia se dicta 
bajo la vigencia de la LORTAD pero su doctrina se reitera en numerosas sentencias con 
la LOPD en vigor
644
. Otro supuesto esclarecedor es el referido a una persona que 
adquiere material docente a una empresa para preparar unas oposiciones. Cuando la 
empresa se entera que dicha persona aprobó con el número 1 no dudó en incluir los 
datos de su cliente para publicitar los buenos resultados de sus alumnos. La Audiencia 
Nacional considera que la empresa denunciada utilizó los datos de la denunciante para 




                                                 
642
 M. VIZCAÍNO, op. cit., pp. 93-95. 
643
 Cfr. SSAN 8 de febrero de 2002 (JUR\2002\143122), 14 de junio de 2002 (JUR\2003\49779), 17 de 
marzo de 2004 (JUR\2004\166152) y 11 de febrero de 2004 (JUR\2004\138091). También existe un 
informe, el nº 78/2005 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos 
en la misma línea de entender “incompatible” como sinónimo de “distinto”. Documento disponible en 
www.agpd.es. 
644
 SSTC 33/1998, 35/1998, 45/1998, 60/1998, 77/1998, 94/1998, 104/1998, 105/1998, 106/1998, 
123/1998, 124/1998, 125/1998, 126/1998, 158/1998, 198/1998, 223/1998 y 44/1999, entre otras (todas 
ellas ya referenciadas). 
645
 SAN de 8 de febrero de 2006, rec. 300/2004 (JUR\2006\119874).  
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Recientemente, el Tribunal Constitucional se ha pronunciado sobre el control 
laboral que un empleador puede realizar sobre sus trabajadores mediante cámaras de 
videovigilancia. En el caso enjuiciado, la Universidad Hispalense tenía colocadas una 
serie de cámaras de video-vigilancia en el recinto universitario, concretamente en los 
vestíbulos y zonas de paso públicos y no en las dependencias donde se desarrolla la 
prestación laboral, cámaras que estaban identificadas, con la debida señalización y 
advertencia públicas y que contaban, además, con la autorización expresa de la AEPD a 
quien la propia Universidad había notificado la creación del fichero. La Universidad 
ante la sospecha de incumplimiento de la jornada laboral por parte de un trabajador 
utiliza la imagen del recurrente captada por estas cámaras para el control de su jornada 
de trabajo. El Alto Tribunal entiende que se vulnera el derecho fundamental de 
protección de datos de dicho trabajador puesto que la responsable del tratamiento de los 
datos utilizó al fin descrito las grabaciones, sin haber informado al trabajador sobre esa 
utilidad de supervisión laboral asociada a las capturas de su imagen. Necesariamente se 
debería haber informado de manera “previa y expresa, precisa, clara e inequívoca a los 
trabajadores de la finalidad de control de la actividad laboral a la que esa captación 
podía ser dirigida. Una información que debía concretar las características y el alcance 
del tratamiento de datos que iba a realizarse, esto es, en qué casos las grabaciones 
podían ser examinadas, durante cuánto tiempo y con qué propósitos, explicitando muy 
particularmente que podían utilizarse para la imposición de sanciones disciplinarias por 
incumplimientos del contrato de trabajo”
646
. Por consiguiente, se vulneran el deber de 
información, ya que no hay una ley habilitadora de la finalidad realmente perseguida, el 
control de la jornada laboral de los trabajadores, y la Sentencia excluye expresamente la 
aplicación a este supuesto de la excepción del artículo 6.2 LOPD por relación laboral de 
los trabajadores con su empresa, y el principio de finalidad determinada del tratamiento 
de los datos personales al ser ésta distinta a la originalmente notificada tanto a los 
trabajadores como a la AEPD
647
. 
                                                 
646
 STC 29/2013, de 11 de febrero. Recurso de Amparo nº 10.522/2009. Tratamiento de los datos sin 
haber informado al trabajador sobre la utilidad de supervisión laboral asociada a las capturas de su 
imagen (RTC\2013\29). 
647
 En esta línea, la AEPD afirma que las medidas de vigilancia y control para verificar el cumplimiento 
por el trabajador de sus obligaciones y deberes laborales deben haber sido hechas constar expresamente al 
trabajador, y de esta forma pasan así a formar parte de la propia relación laboral y siendo el tratamiento 
de los datos necesario para su adecuado desenvolvimiento. Cfr. Informe 495/2009 elaborado por el 
Gabinete Jurídico de la Agencia Española de Protección de Datos sobre la proporcionalidad en la 
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Para CANALES
648
 en aquellos supuestos en los que el responsable de un fichero o 
tratamiento necesita tratar o ceder datos para realizar alguna finalidad de la que no 
informó al interesado en el momento de la recogida de sus datos, no precisaría de volver 
a obtener el previo consentimiento del interesado si el nuevo uso o finalidad encaja en 
lo previsto en el artículo 10.2 a) del RLOPD
649
 interpretado a la luz del artículo 7f)
650
 de 
la Directiva 95/46/CE, es decir, cuando se pretenda satisfacer un interés legítimo del 
responsable del tratamiento o del cesionario amparado por una norma con rango de ley 
o una norma de derecho comunitario siempre que no prevaleciera sobre el derecho 
fundamental a la protección de datos del interesado. Al no existir en España un 
procedimiento de autorización administrativa previa por parte del órgano de control en 
materia de protección de datos a quien consultar si la finalidad del tratamiento se ajusta 
a lo previsto en la Directiva, lo más prudente es que el responsable del fichero o 
tratamiento incluya una cláusula de consentimiento tácito de acuerdo con el 
procedimiento previsto en el artículo 14 RLOPD a fin de evitar una posible sanción por 
tratamiento o cesión de datos sin haber contado con el consentimiento del interesado. 
Por el principio de calidad se prohíbe tratar los datos para una finalidad no 
compatible con aquella para la cual se recabaron, como ya hemos visto. Nuestra 
normativa expresamente acepta, en el apartado 2 del artículo 4 LOPD y artículo 9.1 
                                                                                                                                               
implantación de sistemas de videovigilancia por seguridad y el control laboral. Documento disponible en 
www.agpd.es. 
648
 ÁLVARO CANALES GIL, “Derecho de información en la recogida de datos” en VV.AA. ANTONIO 
TRONCOSO REIGADA (director), op. cit., pp. 423-427. 
649
 Artículo 10.2 RLOPD: “No obstante, será posible el tratamiento o la cesión de los datos de carácter 
personal sin necesidad del consentimiento del interesado cuando: 
a) Lo autorice una norma con rango de ley o una norma de derecho comunitario y, en particular, cuando 
concurra uno de los supuestos siguientes: 
El tratamiento o la cesión tengan por objeto la satisfacción de un interés legítimo del responsable del 
tratamiento o del cesionario amparado por dichas normas, siempre que no prevalezca el interés o los 
derechos y libertades fundamentales de los interesados previstos en el artículo 1 de la Ley Orgánica 
15/1999, de 13 de diciembre. 
El tratamiento o la cesión de los datos sean necesarios para que el responsable del tratamiento cumpla un 
deber que le imponga una de dichas normas”. 
650
 Artículo 7 Directiva 95/46/CE: “f) es necesario para la satisfacción del interés legítimo perseguido por 
el responsable del tratamiento o por el tercero o terceros a los que se comuniquen los datos, siempre que 
no prevalezca el interés o los derechos y libertades fundamentales del interesado que requieran protección 
con arreglo al apartado 1 del artículo 1 de la presente Directiva”. 
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RLOPD, como compatible el tratamiento posterior de los datos con fines históricos, 
estadísticos o científicos, al igual que hace la Directiva en su artículo 6, condiciona 
expresamente este tratamiento posterior a unas garantías establecidas por cada Estado 
miembro, aunque un fichero no tenga como finalidad los estudios históricos, 
estadísticos o científicos. Para el legislador éstas son finalidades compatibles con las de 
cualquier fichero. La regla general es que se procederá a la cancelación de los datos 
cuando dejen de ser necesarios o pertinentes para la finalidad requerida. Pero en caso de 
interés histórico, estadístico o científico la ley permite mantener los datos por un 
período superior al necesario siempre y cuando no se pueda identificar al interesado 
mediante la aplicación de un procedimiento de disociación de la información personal, 
lo que nos permitiría su conservación. Como muy bien señala TRONCOSO, el tratamiento 
con estos fines solo es legítimo si cuenta con la autorización del responsable del fichero, 
tiene un carácter institucional y no se trata de una investigación de carácter particular de 
un empleado
651
. El apartado 2 del artículo 9 RLOPD exceptúa el deber de cancelación 
de los datos una vez terminada la finalidad atendiendo a sus valores históricos, 
estadísticos y científicos. En estos casos se podrá acordar el mantenimiento íntegro de 
ciertos datos conforme al procedimiento establecido en los artículos 157 y 158 del 
RLOPD
652
, previa solicitud a la AEPD o Agencia autonómica correspondiente. 
Para determinar qué se entiende por tratamiento con fines estadísticos, históricos 
o científicos, el Reglamento que desarrolla la LOPD se remite a la legislación aplicable 
a cada caso y, en particular, a lo dispuesto en la Ley 12/1989, de 9 de mayo, reguladora 
                                                 
651
 Cfr. A. TRONCOSO REIGADA, “El principio de calidad de los datos” en VV.AA. A. TRONCOSO 
REIGADA, (director), op. cit.,  pp. 369-370 y 379. 
652
 Artículo 157 RLOPD: “1. El procedimiento para obtener de la Agencia Española de Protección de 
Datos la declaración de la concurrencia en un determinado tratamiento de datos de valores históricos, 
científicos o estadísticos, a los efectos previstos en la Ley Orgánica 15/1999, de 13 de diciembre, y en el 
presente Reglamento, se iniciará siempre a petición del responsable que pretenda obtener la declaración. 
2. En el escrito de solicitud, el responsable deberá: 
a) Identificar claramente el tratamiento de datos al que pretende aplicarse la excepción. 
b) Motivar expresamente las causas que justificarían la declaración. 
c) Exponer detalladamente las medidas que el responsable del fichero se propone implantar para 
garantizar el derecho de los ciudadanos. 
3. La solicitud deberá acompañarse de cuantos documentos o pruebas sean necesarios para justificar la 
existencia de los valores históricos, científicos o estadísticos que fundamentarían la declaración de la 
Agencia. 
Artículo 158 RLOPD: “1. El plazo máximo para dictar y notificar resolución en el procedimiento será de 
tres meses, a contar desde la fecha de entrada en la Agencia Española de Protección de Datos de la 
solicitud del responsable del fichero. 
2. Si en dicho plazo no se hubiese dictado y notificado resolución expresa, el afectado podrá considerar 
estimada su solicitud”. 
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de la función estadística pública, la Ley 16/1985, de 25 de junio, del Patrimonio 
histórico español y la Ley 13/1986, de 14 de abril, para el Fomento y coordinación 
general de la investigación científica y técnica. Estos casos son aplicables a las 
Hermandades puesto que es muy común que los investigadores accedan a los archivos 
de estas Corporaciones para buscar información sobre el autor de tal imagen o retablo, 
hechos históricos, propiedad de capillas, y otras cuestiones sociales o económicas 
relacionadas con hermanos o con la propia hermandad. Por consiguiente, los archivos y 
registros de hermanos y acontecimientos relacionados con la hermandad que puedan 
tener relación con investigaciones de tipo histórico, científico o estadístico se han de 
conservar para favorecer este tipo de trabajos y concederles la autorización pertinente si 
acreditan conforme a las legislaciones específicas anteriormente mencionadas tal 
carácter que lo justifique. 
En conclusión, los datos recogidos han de ser adecuados, es decir, idóneos para 
conseguir el fin perseguido, y usados exclusivamente para la finalidad concreta, para la 
que fueron recabados y ésta deberá ser respetuosa con el Ordenamiento jurídico. 
Recientemente el Grupo de Trabajo del artículo 29 (más conocido por GT29) ha emitido 
un dictamen sobre el principio de finalidad. Según el mismo, partiendo de la base de 
que el principio de finalidad es una garantía para el interesado al saber razonablemente 
para qué van a ser usados sus datos también se debería tener un cierto grado de 
flexibilidad ya que no todas las finalidades distintas a las que motivaron la recogida de 
datos han de entenderse como finalidades incompatibles y, por lo tanto, prohibidas. 
Entiende que pueden existir finalidades compatibles para las que los datos podrán 
tratarse en un momento posterior. Habrá que analizar caso a caso atendiendo: 
- La relación entre las finalidades para las que se han recabado los datos y las 
finalidades del tratamiento posterior. 
- El contexto en el cual se han recabado los datos y las expectativas razonables 
del afectado en cuanto al uso ulterior. 
- La naturaleza de los datos personales y el impacto del tratamiento ulterior 
sobre los afectados. 
- Las medidas adoptadas por el responsable del tratamiento para asegurar que 
éste sea leal y prevenir cualquier impacto indebido sobre los afectados. 
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Este nuevo enfoque matiza la interpretación que hasta ahora viene haciendo la 
AEPD al considerar cualquier finalidad incompatible como distinta de la original y, por 
tanto, prohibida. Tras este dictamen del GT29 entendemos que podríamos diferenciar 
tres escenarios: 1) las finalidades legítimas para las que los datos han sido recabados; 2) 
las finalidades compatibles para cuyo tratamiento el responsable del tratamiento no 
necesitará el consentimiento de los afectados; y 3) las finalidades incompatibles, 
prohibidas legalmente
653
. En esta línea la propuesta de Reglamento UE al tiempo que 
mantiene el principio de finalidad de forma que el tratamiento de datos personales de 
forma incompatible con las finalidades originalmente especificadas es ilegal, añade una 
disposición en su artículo 6, según la cual los datos podrán tratarse para fines no 
compatibles siempre que pueda invocarse otra base legal, con la excepción del interés 
legítimo del responsable. Estos supuestos que legitimarían este tratamiento posterior son 
los indicados en el apartado 1 del mismo precepto, el artículo 6, que relaciono a 
continuación: el interesado ha dado su consentimiento para el tratamiento de sus datos 
personales para uno o más fines específicos; el tratamiento es necesario para la 
ejecución de un contrato en el que el interesado es parte o para la aplicación de medidas 
precontractuales adoptadas a petición del interesado; el tratamiento es necesario para el 
cumplimiento de una obligación jurídica a la que está sujeto el responsable del 
tratamiento; el tratamiento es necesario para proteger intereses vitales del interesado; y 
el tratamiento es necesario para el cumplimiento de una misión de interés público o 
inherente al ejercicio del poder público conferido al responsable del tratamiento. 
Es necesario analizar la finalidad de la recogida de datos como el tipo de datos 
objeto de tratamiento en una hermandad. Habitualmente, la recogida se produce 
mediante un formulario o impreso, tanto en papel como en soporte informatizado. La 
finalidad expresada en el impreso ha de ser la misma que la declarada del fichero. En 
caso contrario, la finalidad será ilegítima. Como en la declaración del fichero sólo se 
incluye la tipología de datos, es necesario analizar estos formularios para que sólo 
recojan la información personal necesaria conforme a los principios de adecuación, 
prohibición de exceso y exactitud de los datos. 
                                                 
653
 Opinión 3/2013 sobre el principio de limitación de la finalidad, elaborado por el GT 29 el 2 de Abril 
de 2013 (00569/13/EN. WP 203, en inglés). 
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No pueden recogerse y tratarse todos los datos que el responsable desee. Debe 
respetarse el principio de proporcionalidad y únicamente se recogerán y tratarán los 
datos que resulten adecuados para la finalidad requerida por una hermandad y, de entre 
ellos, sólo los estrictamente necesarios. No cabe el uso para fines distintos salvo en los 
casos previstos por la Ley o cuando se solicite de nuevo el consentimiento del 
interesado. 
La satisfacción de la finalidad define el momento a partir del cual el responsable 
debe cesar en el tratamiento. Por ello no cabe conservar los datos y, salvo que una 
norma lo autorice, los datos deben cancelarse. La cancelación dará lugar al bloqueo de 
los datos, conservándose únicamente a disposición de las Administraciones públicas, 
Jueces y Tribunales, para la atención de las posibles responsabilidades nacidas del 
tratamiento, durante el plazo de prescripción de éstas. Cumplido el citado plazo deberá 
procederse a la supresión. Este derecho de cancelación, y sus consecuencias, que tienen 
los hermanos como titulares de datos será desarrollado en el apartado de derechos de los 




Los datos de carácter personal serán exactos
654
 y puestos al día de forma que 
respondan con veracidad a la situación actual, entendida como en todo momento, del 
afectado y no a una situación anterior a la de la recogida de los mismos y en este 
momento inexistente. Se trata de garantizar y proteger la calidad de la información 
sometida a tratamiento. El fichero es de calidad cuando la tienen los datos incorporados 
al mismo y los datos tienen calidad cuando son exactos, es decir, reflejan verazmente la 
realidad de la persona. La obligación legal de actualizar de oficio no significa que el 
responsable del tratamiento esté obligado a investigar las posibles modificaciones que 
se produzcan, sino que su responsabilidad, como afirma APARICIO
655
, se limita a reflejar 
en el tratamiento cualquier cambio en la información tratada en el momento en que 
                                                 
654
 Para I. AGÚNDEZ un dato exacto es aquél ajustado a la situación real del afectado y que permite 
identificarlo y, por tanto, deberá ser cierto, actual, preciso y completo. Vide op. cit. p. 144. 
655
 J. APARICIO SALOM, “La calidad de los datos” en VV.AA. ANTONIO TRONCOSO REIGADA (director), 
op. cit., pp. 334 y ss. 
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tenga noticia de ello y no hay incumplimiento de esta obligación legal “si el responsable 
no ha tenido noticia de dicha inexactitud”. El RLOPD introduce una novedad en esta 
cuestión, se presume que los datos aportados directamente por el titular son exactos. Es 
una presunción iuris tantum y exonera al responsable de velar de la exactitud de los 
datos en este supuesto. En caso de no haber sido aportados por él, será el responsable 
del fichero el que garantice la adecuación a la realidad de los datos registrados
656
. Por 
ello, el Real Decreto 1720/2007, en el apartado 5 del artículo 8, exige al responsable del 
fichero que los datos inexactos, en todo o en parte, o incompletos, sean cancelados o 
sustituidos de oficio por los correspondientes datos rectificados o completados en el 
plazo de diez días desde que se tuviese conocimiento de la inexactitud, salvo que la 
legislación aplicable al fichero establezca un procedimiento o un plazo específico para 
ello. No se trata sólo de suprimir las inexactitudes sino de completar la información 
añadiendo los datos veraces y correctos. El deber de actualización supone el deber de 
reflejar las actualizaciones que conozca el responsable del tratamiento por cualquier 
fuente, no de buscar y averiguar los cambios que puedan haberse producido. 
No queremos dejar de mencionar en este apartado de actualizar los datos unos 
ficheros con muy mala imagen entre nosotros, sobre todo si en algún momento de 
nuestra vida nos han incorporado a uno de ellos: los ficheros de información sobre la 
solvencia, regulados en el artículo 29 LOPD, conocidos normalmente como ficheros de 
morosos. Se trata de ficheros creados para prestar servicios con carácter profesional de 
información sobre la solvencia patrimonial y de crédito y, por tanto, este artículo se 
aplica a los titulares de ficheros que se dediquen profesionalmente a esta actividad. Nos 
centramos, más bien, en los tratamientos, regulados en el apartado 2 de este precepto, 
“relativos al cumplimiento o incumplimiento de obligaciones dinerarias facilitados por 
el acreedor o por quien actúa por su cuenta o interés”. La finalidad de los mismos es la 
protección del sistema financiero mediante el acceso a información sobre quienes 
solicitan recursos financieros de forma que se reduzca el riesgo de impago. Ahora bien, 
estando absolutamente de acuerdo con este legítimo objetivo, también es cierto que 
debe garantizarse el derecho fundamental a la protección de datos que gozan las 
personas con el fin de evitar las negativas consecuencias que informaciones erróneas 
                                                 
656
 “se traduce en la necesidad de exigir una especial diligencia a las entidades gestoras de los datos que 
deben mantener éstos al día de conformidad con el principio de calidad de los datos recogido en el 
artículo 4 de la Ley” SAN, Sala de lo Contencioso-Administrativo, de 19 de abril de 2002 (Id. vLex: 
VLEX-18291371). 
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comunicadas a estos ficheros puedan producir sobre la reputación de las mismas o su 
derecho a la protección de datos.  
La particularidad de estos ficheros radica en que se permite al acreedor 
introducir en este tipo de fichero las incidencias que hubieran ocurrido en el 
cumplimiento de los préstamos y se autoriza al titular del fichero a tratar y ceder tanto 
esta información como la que se publique en fuentes accesibles al público, sin que 
pueda el afectado oponerse al tratamiento y comunicación de estos datos. Este 
tratamiento de datos realizado por el titular del fichero no cuenta con el consentimiento 
del afectado, en virtud del artículo 6.1 LOPD que habilita el tratamiento de datos sin 
necesidad de consentimiento del afectado si hay previsión legal (en este caso, el propio 
artículo 29.2 LOPD). Esta inexistente obligación de recabar y obtener el consentimiento 
se compensa con la exigencia de “garantizar el cumplimiento de todos los requisitos 
materiales (exactitud del dato) y formales (requerimiento previo)”
657
. Efectivamente, ya 
que no se exige el consentimiento del interesado, al menos, se justifica con la reiterada 
obligación de informarle con carácter previo a la inclusión de los datos en el fichero o 
incluso con posterioridad. Así el responsable del fichero acreedor deberá advertir al 
afectado de la posibilidad de la incorporación de sus datos a un fichero común de 
morosos (art. 39 RLOPD) mientras que el titular de este fichero de solvencia deberá 
informar de su anotación en sus registros (art. 40 RLOPD).  
No cabe la menor duda en la actualidad  que, en virtud del artículo 3 d) LOPD 
que reconoce las figuras de “responsable del fichero o tratamiento”  como “la persona 
física o jurídica que… decida sobre la finalidad, contenido y uso del tratamiento” y el 
artículo 43 LOPD, será el fichero acreedor quien deberá responder de la actuación 
consistente en la inclusión del dato incorrecto del deudor en un fichero común. En el 
supuesto de que la información provenga directamente del acreedor, por su 
conocimiento sobre la situación crediticia del afectado, será aquél como responsable del 
tratamiento quien deberá comunicar y ordenar al titular del fichero la actualización o 
cancelación del dato no exacto. La sentencia de la Audiencia Nacional de 18 de enero 
de 2006
658
 de reiterada cita por la AEPD en sus resoluciones, señala sin duda alguna 
que “la LOPD comprende bajo su régimen sancionador, al que suministra los datos al 
                                                 
657
 SAN de 14 de diciembre de 2006 (RJCA\2007\176). 
658
 SAN 18 de enero de 2006, fj. 5 (RJCA\2006\601). 
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responsable del fichero, que es quien en realidad sabe la situación en que se encuentra el 
crédito, si ha sido o no satisfecho, en qué condiciones y en qué momento ha tenido 
lugar. En definitiva, es el conocedor de la situación de solvencia en que se encuentra el 
afectado. Y en caso de que se produzca una modificación de dicha situación, debe 
informar al responsable del fichero para que éste refleje con veracidad la situación 
actual del afectado”.  
Los datos de carácter personal incorporados a los ficheros que obran en poder de 
la hermandad provienen de la solicitud cumplimentada por el propio hermano, luego se 
presume que esos datos son exactos y veraces en el momento de su incorporación, sin 
perjuicio de su posterior actualización en el supuesto de que exista una situación que 
suponga la inexactitud de los mismos y se requiera una modificación de los datos del 
hermano.  
Sin necesidad de que lo solicite el interesado, el principio de calidad de los datos 
obliga al responsable a corregir errores cuando se constatan y a cancelar los datos 
cuando dejan de ser necesarios. La hermandad debe establecer un procedimiento para 
ello, sin olvidar que se debe definir adecuadamente, en su caso, el periodo de bloqueo 
de los datos. 
Según la Ley, el tratamiento de datos o su uso posterior, que incumpla los 
principios y garantías establecidos en la misma, constituirá una infracción grave 
(artículo 44.3 en su epígrafe c). 
 
5. Almacenamiento de datos 
 
El principio de calidad también se refleja en el almacenamiento de la 
información, que debe hacerse “de forma que permita el ejercicio del derecho de 
acceso”
659
 como indica el apartado 6 del artículo 4 LOPD. La finalidad del 
almacenamiento no es sólo conservar datos en un fichero sino que aquélla ha de 
realizarse con criterios que permitan facilitar los derechos del interesado, especialmente 
                                                 
659
 Regulado en el artículo 15 LOPD y que desarrollaremos en el Capítulo V. Derechos de los titulares de 
datos. 
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el derecho de acceso puesto que si el interesado puede acceder a la información 
almacenada podrá ejercitar otros derechos como son los derechos de rectificación, 
cancelación y oposición. Hay muchas opciones tanto técnicas como funcionales para 
almacenar información personal pero no se puede elegir un modelo que dificulte o 
impida el ejercicio de los derechos de los interesados puesto que, en este supuesto, 
podría conllevar una infracción muy grave por “obstaculizar, de forma sistemática, el 
ejercicio de los derechos de acceso, rectificación, cancelación y oposición” conforme al 
artículo 44.h LOPD. Luego, el criterio técnico de almacenamiento elegido por el 
responsable del fichero es imprescindible que permita el ejercicio del derecho de acceso 
para que sea legítimo. 
Además, el almacenamiento de la información ha de realizarse de manera 
centralizada como consecuencia del principio de calidad como principio de exactitud, 
plenitud e integridad de la información. Esta centralización permite ejercitar el derecho 
de acceso sobre la totalidad de los datos de carácter personal sometidos a tratamiento. 
En esta línea, como señala TRONCOSO
660
, el legislador ha considerado la centralización 
de las historias clínicas como un elemento necesario para una correcta asistencia al 
favorecer el acceso de los profesionales a la información relevante sobre el estado de 
salud del paciente como señala el artículo 14 de la Ley 41/2002, de 14 de noviembre, de 
autonomía del paciente, cuya redacción, además, reitera que la historia clínica debe 
tener “la máxima integración posible de la documentación posible de cada paciente, al 
menos, en el ámbito de cada centro”. De esta manera se evitarán la repetición 
innecesaria de pruebas y se favorece la seguridad e integridad de la información en un 
solo archivo. 
Generalmente, en las hermandades se utilizan bases de datos informatizadas que 
facilitan, según diversos criterios organizativos, como pueden ser el orden alfabético o 
localidad de residencia, el acceso por parte del hermano interesado a los datos 
almacenados en su hermandad. 
 
                                                 
660
 A. TRONCOSO REIGADA, “El principio de calidad de los datos” en VV.AA. ANTONIO TRONCOSO 
REIGADA (director), op. cit., pp. 364 y 365. 
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De entre el haz de facultades que configuran el derecho a la autodeterminación 
informativa, el derecho a ser informado se nos presenta como un requisito evidente e 
inicial si queremos, en serio, controlar quiénes, cómo, dónde y para qué, tienen nuestros 
datos; pues el “poder de disposición sobre los propios datos personales nada vale si el 
afectado desconoce qué datos son los que se poseen por terceros, quiénes los poseen y 
con qué fin”
661
. Como muy bien afirma SANZ CALVO
662
 “el derecho a la información 
constituye el pilar necesario para el ejercicio de otros derechos que la Ley reconoce” los 
cuales sirven para conseguir la finalidad de controlar y disponer de los propios datos 
personales. Nos parece necesario que para que el interesado se manifieste conforme 
para que se realice un tratamiento de datos conozca, al menos, los usos y finalidades de 
dicho tratamiento. Sólo de esta manera, cuando conoce dichos extremos, podremos 
afirmar que presta un consentimiento válido. De no ser así, el interesado prestará un 
consentimiento desconociendo la extensión del tratamiento de sus datos. 
Históricamente este deber de información, expresamente reconocido en el 
artículo 5 LOPD, “los interesados a los que se soliciten datos personales deberán ser 
previamente informados de modo expreso, preciso e inequívoco…”, trae su causa del 
principio de información por el cual cualquier persona deberá poder “conocer la 
existencia de un fichero automatizado de datos de carácter personal, sus finalidades 
principales, así como la identidad y la residencia habitual o el establecimiento principal 
de la autoridad controladora del fichero” según la redacción del artículo 8a) del 
Convenio 108 del Consejo de Europa, señalado como una de las garantías 




 de la Directiva 
                                                 
661
 STC 292/2000, de 30 de noviembre, fundamento jurídico octavo, ya referenciada.  
662
 L. SANZ CALVO, “Deber de información en la recogida de datos” en VV.AA. LESMES SERRANO 
(director) La Ley de protección de datos. Análisis y comentario cit., p. 166. 
663
 Artículo 10 Directiva 95/46: “Los Estados miembros dispondrán que el responsable del tratamiento o 
su representante deberán comunicar a la persona de quien se recaben los datos que le conciernan, por lo 
menos la información que se enumera a continuación, salvo si la persona ya hubiera sido informada de 
ello: 
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95/46/CE, en los que se distingue el contenido de la información a facilitar en función 
de si los datos han sido obtenidos del propio interesado o no. 
Como acabamos de mencionar, la LOPD, en su artículo 5, establece el deber de 
información, el momento en que se ha de informar al interesado y el contenido de dicha 
información
665
. Podemos entender como recogida de datos aquella comunicación de 
                                                                                                                                               
a) la identidad del responsable del tratamiento y, en su caso, de su representante; 
b) los fines del tratamiento de que van a ser objeto los datos; 
c) cualquier otra información tal como:  
- los destinatarios o las categorías de destinatarios de los datos, 
- el carácter obligatorio o no de la respuesta y las consecuencias que tendría para la persona interesada 
una negativa a responder, 
- la existencia de derechos de acceso y rectificación de los datos que la conciernen, 
en la medida en que, habida cuenta de las circunstancias específicas en que se obtengan los datos, dicha 
información suplementaria resulte necesaria para garantizar un tratamiento de datos leal respecto del 
interesado”. 
664
 Artículo 11 Directiva 95/46: “1. Cuando los datos no hayan sido recabados del interesado, los Estados 
miembros dispondrán que el responsable del tratamiento o su representante deberán, desde el momento 
del registro de los datos o, en caso de que se piense comunicar datos a un tercero, a más tardar, en el 
momento de la primera comunicación de datos, comunicar al interesado por lo menos la información que 
se enumera a continuación, salvo si el interesado ya hubiera sido informado de ello: 
a) la identidad del responsable del tratamiento y, en su caso, de su representante; 
b) los fines del tratamiento de que van a ser objeto los datos; 
c) cualquier otra información tal como: 
- las categorías de los datos de que se trate, 
- los destinatarios o las categorías de destinatarios de los datos, 
- la existencia de derechos de acceso y rectificación de los datos que la conciernen, 
en la medida en que, habida cuenta de las circunstancias específicas en que se hayan obtenido los datos, 
dicha información suplementaria resulte necesaria para garantizar un tratamiento de datos leal respecto 
del interesado. 
2. Las disposiciones del apartado 1 no se aplicarán, en particular para el tratamiento con fines estadísticos 
o de investigación histórica o científica, cuando la información al interesado resulte imposible o exija 
esfuerzos desproporcionados o el registro o la comunicación a un tercero estén expresamente prescritos 
por ley. En tales casos, los Estados miembros establecerán las garantías apropiadas”. 
665
 Artículo 5 LOPD: “1. Los interesados a los que se soliciten datos personales deberán ser previamente 
informados de modo expreso, preciso e inequívoco: 
a) De la existencia de un fichero o tratamiento de datos de carácter personal, de la finalidad de la recogida 
de éstos y de los destinatarios de la información. 
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datos por parte del interesado al responsable del fichero o la obtención de dichos datos 
por otros medios distintos del propio afectado. Hay muchas maneras de obtención de 
estos datos como pueden ser mediante formularios o declaraciones, encuestas, 
entrevistas, transmisión electrónica de datos, páginas web, etc. 
Lo primero que se deduce de lo establecido en el artículo 5 LOPD es que hay 
que diferenciar los datos recabados directamente del afectado y los recogidos de otra 
forma
666
 en aplicación de la Directiva europea, aunque nuestra Ley lo trata en un solo 
artículo y no en los dos de aquélla, en sus artículos 10 y 11, pero supone una mejora 
respecto de la LORTAD que ni siquiera reconocía tal distinción. 
Cualquier sujeto al que se pretenda recabar sus datos personales debe ser 






 de los extremos 
recogidos en el artículo 5 LOPD, de manera que los interesados quedan enterados del 
consentimiento que prestan al responsable del fichero o tratamiento. De no ser así, no 
podría prestarse el consentimiento inequívoco regulado en el artículo 6 LOPD al 
tratamiento de datos, cuestión que desarrollaremos en el epígrafe inmediatamente 
posterior. La manifestación de los requisitos legalmente exigidos al consentimiento del 
afectado se realiza en la práctica a través de la información al afectado, en el momento 
de la recogida de sus datos de carácter personal, de los extremos esenciales relacionados 
con el tratamiento, recabando a tal efecto su consentimiento en relación con los aspectos 
específica e inequívocamente hechos constar en la mencionada información. Para 
VIZCAÍNO, la Ley no requiere expresamente el consentimiento del afectado para la 
                                                                                                                                               
b) Del carácter obligatorio o facultativo de su respuesta a las preguntas que les sean planteadas. 
c) De las consecuencias de la obtención de los datos o de la negativa a suministrarlos. 
d) De la posibilidad de ejercitar los derechos de acceso, rectificación, cancelación y oposición. 
e) De la identidad y dirección del responsable del tratamiento o, en su caso, de su representante”. 
666
 Artículo 5 LOPD: “4. Cuando los datos de carácter personal no hayan sido recabados del interesado, 
éste deberá ser informado de forma expresa, precisa e inequívoca, por el responsable del fichero o su 
representante, dentro de los tres meses siguientes al momento del registro de los datos, salvo que ya 
hubiera sido informado con anterioridad, del contenido del tratamiento, de la procedencia de los datos, así 
como de lo previsto en las letras a), d) y e) del apartado 1 del presente artículo”. 
667
 Expreso significa “claro, patente, especificado”. Diccionario de la RAE. 
668
 Preciso: “conciso y rigurosamente exacto”. Diccionario de la RAE. 
669
 Inequívoco: “no admite duda o equivocación”. Diccionario de la RAE. 
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recogida de datos puesto que si éste comunica los datos, en dicha comunicación va 
implícito el consentimiento. Además, el apartado 1 del artículo 5 de la LOPD precisa  
cómo ha de ser la calidad de la información previa (se ha de informar de “modo 
expreso, preciso e inequívoco”) lo que viene a completar lo previsto en el artículo 4.7 
LOPD que prohíbe la recogida de datos “por medios fraudulentos, desleales o ilícitos”, 







Por tanto, según lo comentado en el apartado inmediatamente anterior, para que 
quepa considerar que el consentimiento es informado será preciso dar cumplimiento al 
artículo 5.1 de la Ley Orgánica 15/1999. El contenido de esta información, amplio y 
fundamental para la defensa de los derechos del afectado, cuando los datos se han 
obtenido directamente del interesado, deberá figurar en los impresos o cuestionarios 
siempre que estos medios sean los utilizados para recoger los datos
671
. La Audiencia 
Nacional refrenda este criterio legal al afirmar que “el contenido de los apartados a) y e) 
del citado artículo (se refiere al artículo 5) son siempre de obligada información a los 
interesados, por imperio del apartado 3º de dicho artículo, sin que quepa su exclusión 
por el hecho de que los datos sean dados voluntariamente por los interesados y 
conociendo su finalidad”
672
. Por consiguiente, se comunicará de manera obligatoria: 
a) la existencia de un fichero o tratamiento de datos de carácter personal, de la 
finalidad de la recogida de éstos y de los destinatarios de la información.  
El Tribunal Supremo se pronunció respecto de la información sobre la existencia 
de un fichero referida a la LORTAD pero es perfectamente aplicable a la vigente Ley. 
Un casino fue condenado por disponer de un fichero automatizado con datos de clientes 
sin que constara el consentimiento de aquéllos. El Alto Tribunal argumentaba que 
                                                 
670
 M. VIZCAÍNO CALDERÓN, op. cit., pp. 104-105. 
671
 Artículo 5 LOPD: “2. Cuando se utilicen cuestionarios u otros impresos para la recogida, figurarán en 
los mismos, en forma claramente legible, las advertencias a que se refiere el apartado anterior”. 
672
 SAN de 31 de enero de 2003 (JUR\2005\190525). 
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difícilmente podía prestarse el consentimiento si el afectado desconocía la propia 
existencia del fichero y su posterior tratamiento por lo que entendía también vulnerado 
el derecho de información
673
. 
También es esencial informar sobre la finalidad y destinatarios para que los 
interesados sean conscientes de los efectos que puedan derivarse de los datos personales 
que va a suministrar. Especialmente relevante nos parece el carácter obligatorio de la 
finalidad del tratamiento y su inclusión en el contenido de la información previa a 
suministrar al interesado puesto que el artículo 12.1 del RLOPD establece que “la 
solicitud del consentimiento deberá ir referida a un tratamiento…con delimitación de la 
finalidad para la que se recaba” lo que trae como consecuencia que los usos y 
finalidades de los que se ha de informar al interesado deben ser lo suficientemente 
concretos para que éste pueda realmente prestar su consentimiento, considerándose 
como inadecuadas las finalidades que no se refieran a una actividad concreta o que la 
finalidad sea tan genérica e indeterminada que no se puede conocer realmente cuál es la 
extensión del consentimiento prestado. Así lo ratifican nuestros Tribunales al señalar 
que se debe informar de manera clara e inequívoca de los destinatarios de la 
información
674
 y su finalidad ha de concretarse, no valiendo conceptos indeterminados 
sino el concreto destino que se persigue con la incorporación del dato en el fichero
675
. 
Todo ello en consonancia con el principio de calidad de datos del artículo 4 LOPD 
analizados en el epígrafe anterior. 
b) la identidad y dirección del responsable del tratamiento o, en su caso, de su 
representante. Se busca una doble finalidad: por un lado, saber quién es el responsable 
del fichero o de su tratamiento, conforme a lo dispuesto en el apartado d) del artículo 3 
                                                 
673
 STS de 1 de julio de 2002, rec. 7999/1998 (RJ\2002\6302). 
674
 Se declara la nulidad de una cláusula informativa, por incluir una referencia genérica que supone una 
vulneración del deber de información, que indicaba que “el solicitante tiene derecho a conocer, cancelar o 
rectificar los datos que le conciernen y que figuren en nuestros ficheros y autoriza su tratamiento 
automatizado y su cesión a otras empresas del grupo SAPE y empresas de la FECEMD, a través de las 
cuales podrá recibir otras ofertas de diversos productos o servicios. Si usted no lo desea, 
comuníquenoslo”, proporcionando una dirección. SAN de 21 de abril de 2004, rec. 488/2002 
(RJCA\2004\836). 
675
 Al igual que la nota anterior, se declara la ilegalidad de una cláusula informativa que incluye una 
referencia genérica a “proporcionarles los mejores servicios” ya que no supone “poner en conocimiento 
de los afectados…el concreto destino que se persigue con la incorporación del dato en el fichero…”, lo 
que implica una vulneración del deber de información. STS de 11 de abril de 2005, rec. 4209/2001 
(RJ\2005\4728).  
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LOPD; por el otro lado, saber a quién dirigirse para ejercitar los derechos de acceso, 
rectificación, cancelación y oposición. Al igual que el primer supuesto, es 
absolutamente necesario sin que quepa exonerarlos porque los datos sean facilitados 
voluntariamente por los interesados y conociendo su finalidad
676
. 
c) Estos dos no son los únicos extremos del contenido del derecho de 
información. El apartado 1 del artículo recoge expresamente otros aspectos de los que 
debe informarse pero en consonancia con el apartado 3 del mismo precepto, estos tres 
supuestos podrían excluirse, es decir, no tendrían el carácter de obligatorio,  siempre 
que el contenido de la información se deduzca claramente de la naturaleza de los datos 
personales que se solicitan o de las circunstancias en que se recaban
677
. Este contenido 
facultativo o voluntario del contenido del derecho de información corresponde a los 
siguientes supuestos: 
- el carácter obligatorio o facultativo de la respuesta a las preguntas que les sean 
planteadas, en consonancia con el principio de calidad. La respuesta será obligatoria si 
los datos recabados son adecuados, pertinentes en relación con el ámbito y las 
finalidades determinadas, explícitas y legítimas para los que se hayan obtenido. Se 
considerarán como facultativas aquellas respuestas que sobrepasen dichos límites. La 
casuística es muy variada y hay supuestos en los que resulta evidente como, por 
ejemplo, la firma de un contrato de servicios o suministros como agua o luz y la compra 
de un producto por Internet en la que en la propia pantalla de recogida de datos de la 
página web se señalan cuáles son obligatorios. Como veremos en el apartado del 
consentimiento, la LOPD, en su artículo 7.1, sólo exige consentimiento expreso y por 
escrito del afectado para tratar sus datos de carácter personal que revelen ideología, 
afiliación sindical, religión y creencias, siempre que se le haya previamente advertido al 
recabar esos datos que de conformidad con lo establecido en el apartado 2 del artículo 
16 CE no está obligado a proporcionarlos. Por tanto, no existe obligación de declarar 
ideología, afiliación sindical, religión y creencias. 
                                                 
676
 SAN de 31 de enero de 2003, ya referenciada. 
677
 Artículo 5.3 LOPD: “No será necesaria la información a que se refieren las letras b), c) y d) del 
apartado 1 si el contenido de ella se deduce claramente de la naturaleza de los datos personales que se 
solicitan o de las circunstancias en que se recaban”. 
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- las consecuencias de la obtención de los datos o de la negativa a suministrarlos. 
Al igual que el supuesto anterior, estas consecuencias son claras ya que si no 
suministramos ciertos datos no se realiza el contrato o la compra del producto, conforme 
al ya analizado principio de calidad del dato.   
- la posibilidad de ejercitar los derechos de acceso, rectificación, cancelación y 
oposición. Al igual que los supuestos anteriores no siempre resulta necesaria. SANZ 
CALVO
678
 critica esta excepción ya que difícilmente se ejercitarán estos derechos si se 
desconoce que se pueden ejercitar. 
Para DÍAZ REVORIO
679
 no se trata de una excepción al contenido de la 
información que se ha de transmitir, sino a la forma expresa, precisa e inequívoca 
exigida por el apartado 1 de este artículo 5 LOPD. Entiende que en el caso contemplado 
en el apartado 3 desaparecería la exigencia de que la información fuera expresa o 
explícita y bastaría con que ésta fuera implícita siempre que de los propios datos o de 
las circunstancias se dedujera de una forma clara. 
Señala ÁLVAREZ CIENFUEGOS que estas informaciones, básicas para la defensa 
de los derechos del afectado, son reflejo del espíritu de lealtad y buena fe que debe regir 
las relaciones con los afectados. Cualquier desconocimiento de estos aspectos esenciales 
de la posición jurídica del afectado constituye un comportamiento indebido
680
. 
Entiende ORTÍ VALLEJO que con esta información obligatoria se pretende que el 
afectado pueda de manera reflexiva prestarse a facilitar o negar su consentimiento. De 
esta forma, en caso de incumplimiento o mal cumplimiento de esta obligación por parte 
del responsable del fichero, el afectado podrá anular el consentimiento prestado ya que 
éste se consideraría prestado en base a un conocimiento falso, inexacto o incompleto
681
. 
En consecuencia, cuando los datos se recaban directamente de los interesados, 
éstos habrán de ser previamente informados de los extremos mencionados en los 
                                                 
678
 L. SANZ CALVO, “Deber de información en la recogida de datos” en VV.AA. LESMES SERRANO 
(director), op. cit. p. 174. 
679
 FRANCISCO JAVIER DÍAZ REVORIO, “Derecho de la información en la recogida de datos. Una 
perspectiva constitucional” en VV.AA. ANTONIO TRONCOSO REIGADA (director), op. cit., p. 444. 
680
 J. M. ÁLVAREZ CIENFUEGOS, op. cit. 
681
 A. ORTÍ VALLEJO, op. cit. 
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párrafos anteriores, es decir, las advertencias referidas en los cinco apartados del 
epígrafe 5.1 LOPD. Basta para este cumplimiento con resumir adecuadamente estas 
advertencias exigidas legalmente en una cláusula informativa si se trata de un modelo o 
formulario estandarizado y si se elige un cartel informativo, éste debe ser fácilmente 
accesible y claramente visible para terceros
682
, además de que la información ha de ser 
clara, legible e inteligible, en consonancia con lo dispuesto en el apartado 2 del artículo 
5 LOPD. Los problemas surgen cuando se recaban datos al margen de estos modelos y 
no contienen leyendas informativas impresas ya que el responsable del fichero o 
tratamiento deberá acreditar el cumplimiento de este deber de información mediante 
cualquier medio de prueba admisible en derecho, según lo señalado por el Tribunal 
Supremo en su sentencia de 15 de julio de 2010
683
. La Audiencia Nacional ha analizado 
el efecto probatorio de la notificación a los interesados del tratamiento de sus datos 
personales en su Sentencia de 24 de enero de 2003, de la que se desprenden las 
siguientes consecuencias:  
– La mera contratación de un medio independiente para la notificación no 
acredita más que la existencia del contrato, pero no que se ha hecho el envío.  
– La prueba del envío de una notificación no acredita por sí misma su recepción 
por el afectado.  
– Si el destinatario niega la recepción, la carga de la prueba del envío recae 
sobre el responsable del tratamiento.  
– El que se hayan efectuado otras notificaciones al afectado no es suficiente para 
probar la notificación del “documento” respecto del cual se niega la recepción.  
En consecuencia, la Audiencia Nacional viene a reconocer que sin perjuicio de 
que la carga de la prueba de la notificación corresponde al responsable del fichero, será 
                                                 
682
 “siempre que el cartel reúna los requisitos exigidos en el número primero del artículo 5 de la Ley 
Orgánica 15/1999 transcrito y los de visibilidad y legibilidad señalados, de manera que se asegure que los 
interesados tengan conocimiento de dicha información y puedan ejercitar sus derechos”. Informe 29/2011 
elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos. Documento 
disponible en www.agpd.es. 
683
 STS de 15 de julio de 2010 (RJ 2010\6272). Desarrollamos la prueba del cumplimiento de este deber 
de información en el siguiente epígrafe 3. Forma. 
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suficiente para lograr esa acreditación la aportación de indicios suficientes que 
coadyuven a entender cumplido el requisito
684
. 
El deber de información en la recogida de los datos es necesario y constituye una 
garantía del derecho fundamental a la protección de datos. Además es un deber previo al 
momento de la recogida. Por ello, la hermandad debe diseñar un procedimiento de 
información previa. 
Por tanto, para cumplir con este deber de información, la solicitud de ingreso en 
una hermandad debe contener obligatoriamente los epígrafes a) y e) del punto 1 del 
artículo 5 de la LOPD, es decir, se debe informar de la existencia de un fichero o 
tratamiento de datos de carácter personal, de la finalidad de la recogida de éstos y de los 
destinatarios de la información, y, por último, se debe identificar al responsable del 
tratamiento de sus datos y su dirección. A modo de ejemplo, se puede incluir una 
cláusula informativa en la solicitud de ingreso como la recogida en Anexos.  
En una hermandad es normal que no se haya cumplido con este deber puesto que 
hay miembros que pertenecen a la misma mucho antes de la entrada en vigor de la 
normativa de protección de datos. En una consulta planteada por un colegio profesional, 
la Agencia Española de Protección de Datos
685
 entendió que se puede subsanar la 
omisión del deber de información que se debió cumplir en el momento de la recogida de 
los datos mediante el envío de una comunicación informativa, que ha de cumplir el 
contenido establecido en el artículo 5.1 LOPD, a los afectados. Pero ello conlleva un 
problema añadido: la prueba de tal notificación a cada uno de los afectados, en nuestro 
caso, a cada uno de los hermanos. Y la Audiencia Nacional, en sentencia de 24 de enero 
de 2003
686
, establece que lo importante no es la prueba del envío de tal notificación sino 
la prueba de la recepción por parte del destinatario y si éste niega tal recepción quién lo 
tiene que probar es el responsable del fichero o del tratamiento. En consecuencia, el 
Tribunal reconoce que, sin perjuicio de que la carga de la prueba de la notificación 
                                                 
684
 Informes jurídicos 111/2005 y 20/2007 elaborados por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos. Éste último informe recoge la doctrina manifestada por la SAN de 24 de enero de 
2003 (JUR 2005\190526). Documentos disponibles en www.agpd.es. 
685
 Informe 20/2007 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos. 
Documento disponible en www.agpd.es. 
686
 SAN 24 de enero de 2003, ya referenciada. 
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corresponde al responsable del fichero, será suficiente para lograr esa acreditación la 
aportación de indicios suficientes que coadyuven a entender cumplido el requisito. 
Ciertamente, los posibles indicios a aportar podrán diferir en cada caso, pero a modo de 
ejemplo, en la Sentencia de 31 de mayo de 2006
687
, se aceptaron como indicios “la 
inclusión en el fichero auxiliar de notificaciones de esta comunicación como realizada” 
y en la sentencia se afirma que el hecho de que “el afectado se dirige a la recurrente 
sabiendo que sus datos están incluidos en el fichero y quién había sido la entidad 
informante de los mismos sin que se haya acreditado mínimamente que dicho 
conocimiento lo obtuvo de forma distinta de la comunicación que dice haber realizado 
la recurrente”, y, finalmente, “el hecho de que al domicilio al que aparece dirigida la 
comunicación que se niega haber recibido, se han remitido otras comunicaciones de las 
que el denunciante ha tenido perfecto conocimiento” serán indicios suficientes que 
coadyuven a entender cumplido el requisito. En otras palabras, se aplica la doctrina de 
actos reiterados de manera que una vez notificado a todos los hermanos el aviso legal 
para cumplir con el deber de información si estos no comunican a la hermandad su 
negativa al tratamiento de datos se podrá entender que la hermandad está al corriente de 
esta obligación y así puede probarlo si sigue comunicando al mismo domicilio del 
hermano correspondencia y otras convocatorias de la hermandad así como la 
domiciliación bancaria de sus cuotas como hermano. 
Además, la Agencia entiende y cree que resultaría aconsejable que la 
acreditación de dichos envíos y las posibles devoluciones las efectuara una persona 
distinta al Secretario General del Colegio; en nuestro caso, distinto a la propia Secretaría 
de la hermandad lo que nos lleva a plantearnos qué otro cargo de la Junta de Gobierno 
realizaría tal control o si debería ser alguien ajeno al propio órgano de gobierno de la 
Corporación. Si aplicáramos esta recomendación por analogía al mundo de las 
cofradías, posiblemente el remedio sea peor que la enfermedad ya que habría que buscar 
a una persona ajena a la hermandad, por cuestiones de independencia, responsable de 
acreditar, ¿de manera remunerada y con acceso al registro de hermanos?, tales acciones. 
Aparte del coste que pudiera tener habría que firmar un contrato con este responsable 
para autorizar que tenga acceso a los datos del registro de hermanos de la Corporación 
sin olvidar la protección máxima que tienen los datos especialmente protegidos como 
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 SAN de 31 de mayo de 2006 (JUR 2006\365). 
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son los de índole religiosa ya que sabría quiénes serían los miembros de la hermandad. 
Creemos que se llegaría a una situación, como vemos, absurda y extrema que no se 
justifica ya que realmente la finalidad es acreditar fehacientemente que se han realizado 
los envíos y entendemos que si para la Audiencia Nacional es suficiente la doctrina de 
actos reiterados no se debería exigir mayor rigor, e innecesario, a las hermandades. 
En la Propuesta de Reglamento comunitario, en su artículo 14, se dota al derecho 
de información en la recogida de datos personales de un mayor contenido que el 
regulado en la actualidad por la LOPD. Así, junto a la tradicional información de la 
identidad del responsable, finalidad del tratamiento, cesiones y lugar donde ejercitar los 
derechos ARCO
688
, se suman:  
- Dar información sobre el representante del responsable y del delegado de 
protección de datos (obviamente, en aquellos supuestos en que se haya designado tal 
figura, ya sea de manera obligatoria o meramente facultativa). 
- Ampliación de los fines del tratamiento, incluyendo cláusulas y condiciones 
generales del contrato si el tratamiento es necesario para la ejecución del contrato en el 
que el interesado es parte o para la aplicación de medidas precontractuales adoptadas a 
petición del interesado
689
, y el interés legítimo perseguido por el responsable del 
tratamiento, siempre que no prevalezca el interés o los derechos y libertades 
fundamentales del interesado que requieran protección de los datos personales, en 
particular, cuando el interesado sea un niño. Ello no será de aplicación al tratamiento 
realizado por las autoridades públicas en el ejercicio de sus funciones
690
. 
- El plazo de conservación de los datos. 
- Si existen transferencias internacionales, que previamente se deberá haber 
solicitado la correspondiente autorización, salvo que sea uno de los supuestos 
exceptuados y que consistirá en incluir los países destinatarios de los datos, o incluso, si 
ha habido una autorización de la Autoridad de Control se podría incluir una referencia a 
la misma (no obstante, el precepto sólo se refiere a la intención de realizar la 
                                                 
688
 Los derechos de Acceso, Rectificación, Cancelación y Oposición son los llamados derechos Arco, que 
desarrollaremos con detalle en el Capítulo VI. 
689
 Artículo 6 apartado 1, letra b) de la Propuesta de Reglamento UE sobre protección de datos. 
690
 Artículo 6 apartado 1, letra f) de la Propuesta de Reglamento UE sobre protección de datos. 
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transferencia internacional, por lo que todavía no ha tenido lugar, es decir, que estamos 
en una etapa previa a efectuar la misma). 
- La posibilidad de reclamar ante la Autoridad de Control correspondiente y los 
datos de contacto de la misma, lo que supone un refuerzo de los derechos de los titulares 
de datos.  
La principal consecuencia de su entrada en vigor es que van a obligar a cambiar 
todas las cláusulas existentes en formularios de recogida de datos, ya que con este 




Volviendo a la realidad vigente, aparentemente, como afirma VIZCAÍNO, la Ley 
obvia que si no hay modelos normalizados, también la información exigida debe ser 
comunicada por quien recaba los datos en iguales términos de precisión, expresión y 
claridad y en este caso nos encontraríamos ante un problema de prueba cuya carga 
incumbe al responsable del fichero. Y si ya están incluidos en un fichero o han sido 
tratados es responsabilidad del mismo acreditar que facilitó la información requerida en 
este precepto. Si no existe tal constancia, no hay forma de acreditar con seguridad el 
cumplimiento legal. En definitiva, en los supuestos en los que no existen cuestionarios o 
modelos normalizados habrá que crear una prueba escrita de la información al afectado, 
cuyo documento habrá de ser firmado por éste
691
. En este sentido, el artículo 18 del 
RLOPD dispone en su primer apartado que el deber de información habrá de llevarse a 
cabo a través de un medio que permita acreditar su cumplimiento, debiendo conservarse 
mientras persista el tratamiento de los datos del afectado. Su apartado 2 precisa que el 
responsable del fichero o tratamiento podrá utilizar medios informáticos o telemáticos 
para el almacenamiento de los soportes en los que conste el cumplimiento del deber de 
informar y admite de manera singular y específica el escaneado de la documentación en 
papel siempre y cuando se garantice que en dicha automatización no se haya alterado el 
soporte original. Sin embargo, este artículo 18 ha sido anulado por Sentencia de 15 de 
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 M. VIZCAÍNO CALDERÓN, op. cit., pp. 107-108. 
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
303 
Felipe García de Pesquera Gago 
julio de 2010, de la Sala Tercera del Tribunal Supremo, en la que se razona al respecto 
que “la Ley reconoce en el artículo 5 el derecho a la información en la recogida de 
datos, concreta el contenido de la información, y advierte de que el deber de informar ha 
de ser previo a la recogida, pero salvo la indicación de que la información ha de ser 
expresa, precisa e inequívoca, ninguna referencia contiene a la forma, abriendo así 
múltiples posibilidades (escrita, verbal, telemática, etc.). Sólo en el apartado 2 del 
artículo de mención prevé la posibilidad de que se utilicen cuestionarios u otros 
impresos para la recogida de datos para advertir, pensando sin duda en medios 
estandarizados, que se han de contener y de forma claramente legible las advertencias 
expresadas en el apartado 1. En consecuencia, debe considerarse que el legislador ha 
optado por la libertad de forma. Pues bien, siendo ello así, cabe concluir que la 




Por consiguiente, rige el principio de libertad de forma, tanto para la prueba de 
la obtención del consentimiento del interesado como para la acreditación del 
cumplimiento del deber de información al mismo. No obstante, el hecho de que dicho 
precepto haya sido anulado, la AEPD
693
 entiende que no invalida la adecuación del 
procedimiento regulado en tal artículo a efectos de prueba, de manera que si bien el 
responsable del fichero podrá demostrar por cualquier medio de prueba admisible en 
derecho el cumplimiento de ambos deberes, el escaneado de los documentos que así lo 
acrediten constituyen un medio válido y apropiado de prueba. 
No obstante, si se procede a la sustitución de los documentos originales en papel 
por un soporte informático, será preciso acreditar, en su caso, que en el proceso de 
automatización aquéllos no han sido alterados conforme a lo establecido en el artículo 9 
LOPD
694
. La normativa vigente no impone la utilización de medios técnicos concretos 
para conseguir dichas finalidades, dejando libertad a los responsables del tratamiento 
                                                 
692
 STS de 15 de julio de 2010, FJ 9º, recurso nº 23/2008, ya referenciada. 
693
 Informe 361/2010 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos. 
Documento disponible en www.agpd.es. 
694
 Artículo 9 LOPD: “1. El responsable del fichero, y, en su caso, el encargado del tratamiento deberán 
adoptar las medidas de índole técnica y organizativas necesarias que garanticen la seguridad de los datos 
de carácter personal y eviten su alteración, pérdida, tratamiento o acceso no autorizado, habida cuenta del 
estado de la tecnología, la naturaleza de los datos almacenados y los riesgos a que estén expuestos, ya 
provengan de la acción humana o del medio físico o natural”. 
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para elegir éstos siempre que se consiga el resultado previsto en dicho precepto. En 
consecuencia, no resulta exigible la utilización de una herramienta tecnológica 
determinada para la digitalización de los documentos, siempre que el responsable pueda 
garantizar la seguridad de los datos. 
Debe señalarse, asimismo, que el Reglamento de desarrollo de la LOPD exige 
que la información al interesado se lleve a cabo a través de un medio que permita 
acreditar su cumplimiento y los documentos o cualquier otro soporte utilizado que 
acredite éste, deberá conservarse mientras dure el tratamiento de los datos personales
695
. 
Por consiguiente, si se trata de un fichero no automatizado, la hermandad ha de guardar 
la solicitud de ingreso en el archivo; y si se trata de un fichero automatizado, sería 
recomendable escanear las solicitudes de ingreso y almacenarlas debidamente en el 
archivo de la hermandad tanto en soporte papel como en soporte informático, para 
acreditar fehacientemente el cumplimiento del deber de información, si así se requiere. 
Finalmente hay que decir que el responsable del fichero o tratamiento tiene que 
cumplir con este deber de información. El Tribunal Supremo en un caso mediático
696
, 
trató el supuesto en el que una productora de televisión había contratado a una empresa 
para que hiciera la labor de recabar datos personales de candidatos a participar en un 
conocido concurso de televisión con el fin de hacer la selección de concursantes. Como 
consecuencia de este proceso se genera un archivo con datos de miles de personas que 
la productora inscribe en el Registro de la AEPD. Ésta considera que se infringen varios 
preceptos de la LOPD. En el caso concreto del deber de información, el responsable del 
fichero, la productora Zeppelín, trata de eludir su responsabilidad desviando la misma a 
la empresa ATENTO que recoge los datos personales de los participantes, empresa que 
no informa a los interesados conforme al artículo 5 LOPD, ya que existe un contrato 
                                                 
695
 Artículo 18 RLOPD: “1. El deber de información al que se refiere el artículo 5 de la Ley Orgánica 
15/1999, de 13 de diciembre, deberá llevarse a cabo a través de un medio que permita acreditar su 
cumplimiento, debiendo conservarse mientras persista el tratamiento de los datos del afectado. 
2. El responsable del fichero o tratamiento deberá conservar el soporte en el que conste el cumplimiento 
del deber de informar. Para el almacenamiento de los soportes, el responsable del fichero o tratamiento 
podrá utilizar medios informáticos o telemáticos. En particular podrá proceder al escaneado de la 
documentación en soporte papel, siempre y cuando se garantice que en dicha automatización no ha 
mediado alteración alguna de los soportes originales”. Este artículo fue anulado por STS de 15 de julio de 
2010, ya referenciada, puesto que el Alto Tribunal entiende que el legislador ha optado por la libertad de 
forma. 
696
 STS de 17 de abril de 2007, rec. 3755/2003 (RJ\2007\3295). 
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entre ambas para esa finalidad concreta, la recogida de datos vía telefónica. El Alto 
Tribunal entiende que la productora, el responsable del fichero, no puede desentenderse 
del cumplimiento de esta obligación invocando una intermediación en la que la otra 
empresa no asume ninguna obligación relativa a la normativa de protección de datos ni 
Zeppelin la exige, por lo que no consta que dicha obligación de información se traslada 
al encargado de solicitar los datos personales. De hecho, Zeppelin es quien decide la 
finalidad, contenido y uso del tratamiento, como responsable del fichero y en sucesivas 
fases posteriores a la recogida de datos es quien convoca directamente a los 
seleccionados a nuevas pruebas “por lo que le es imputable tal incumplimiento”. 
Datos no recabados directamente del interesado 
Hasta aquí hemos analizado el contenido del derecho de información cuando los 
datos han sido recabados directamente del interesado. Pero el precepto legal que 
estamos estudiando también contempla, como en la realidad ocurre, aquellas situaciones 
en las que los datos de carácter personal no han sido recabados del interesado. En este 
supuesto, el interesado deberá ser informado de forma expresa, precisa e inequívoca, 
por el responsable del fichero o su representante, dentro de los tres meses siguientes al 
momento del registro de los datos, siguiendo la pauta marcada por la Directiva del 
contenido del tratamiento, de la procedencia de los datos, de la existencia del fichero o 
tratamiento, así como la finalidad o destinatarios, la posibilidad de ejercitar los derechos 
denominados ARCO y la identidad y dirección del responsable del tratamiento, de 
acuerdo con el apartado 4 del artículo 5 LOPD. Es decir, se sustituye la naturaleza 
previa de esta información por un deber posterior de información cuya finalidad 
principal es la de ejercitar por parte del interesado los derechos de acceso, rectificación, 
cancelación y oposición. 
El caso típico es el de los ficheros creados para realizar informes de solvencia 
patrimonial sobre una determinada persona a petición de un cliente que demanda dicho 
servicio y los datos contenidos en dicho fichero no han sido obtenidos directamente de 
los interesados sino que se han utilizado fuentes accesibles al público como pueden ser 
diarios y boletines oficiales. Este caso se recoge expresamente en el artículo 29.1 
LOPD. 
A diferencia de lo que ocurre con el fichero común de solvencia patrimonial y 
crédito en cuyo caso los datos son facilitados por el acreedor del interesado o por los 
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que actúen por su cuenta e interés, conforme a lo dispuesto en el ya visto artículo 29.2 
LOPD
697
, el artículo 37.1 RLOPD se limita a recordar que “se someterá a lo establecido, 
con carácter general, en dicha Ley Orgánica y en el presente Reglamento”. Con esta 
simple redacción, para CANALES
698
 surge la duda de si será suficiente, de acuerdo con lo 
previsto en el artículo 5.4 LOPD, con que el responsable pueda acreditar el intento de 
notificación de la inclusión en el fichero común o si habrá de proceder a practicar la 
notificación fehaciente al interesado, obligaciones que el RLOPD en su artículo 40 
exige al responsable del fichero común regulado en el artículo 29.2 LOPD. Como hasta 
la fecha no conocemos ninguna reclamación ante la AEPD por presunta vulneración del 
artículo 29.1 LOPD, debido a que difícilmente el interesado conocerá que sus datos han 
sido incluidos en este tipo de fichero ya que este tipo de servicios es demandado por un 
tercero con el fin de saber de su solvencia patrimonial, este autor defiende, lo que 
entendemos que sería razonable, que el responsable de estos ficheros aplicara lo 
dispuesto en el artículo 40 RLOPD, básicamente, por dos razones. Por un lado, porque 
en nuestro país las empresas que se dedican profesionalmente a prestar los servicios de 
solvencia patrimonial y de crédito gestionan ambos tipos de ficheros y no les debería 
suponer ningún problema realizar ambos tipos de notificaciones por el mismo canal y, 
por el otro lado, porque han de “asumir la carga de la prueba de haber implementado 
adecuadamente el deber de información con el fin de probar que el tratamiento de los 




La LOPD prevé excepciones al deber de información cuando la recogida de 
datos no proviene directamente del afectado: 
a) Cuando expresamente una ley lo prevea. Se exonera de la obligación de 
informar, por ejemplo, a los Ayuntamientos a la hora de elaborar el censo electoral al 
amparo del artículo 32 de la Ley Orgánica 8/1999, de 21 de abril, de Régimen Electoral 
                                                 
697
 Vide en Capítulo V. 1 b) Principios generales de la protección de datos, el epígrafe 1.4 exactitud. 
698
 Á. CANALES GIL, “Derecho de información en la recogida cit.” en VV.AA. ANTONIO TRONCOSO 
REIGADA (director), op. cit., pp. 419-421. 
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General
699
 o a las empresas que editan una guía telefónica de ámbito comarcal en 
formato no automatizado conforme a lo dispuesto en el artículo 38.6 de la Ley General 
de Telecomunicaciones. 
b) Cuando el tratamiento tenga fines históricos, estadísticos o científicos no será 
necesario que el responsable del fichero o tratamiento informe a los interesados en el 
plazo de los tres meses siguientes al momento del registro de los datos. 
c) Cuando la información al interesado resulte imposible o exija esfuerzos 
desproporcionados, a criterio de la Agencia de Protección de Datos o del organismo 
autonómico equivalente, en consideración al número de interesados, a la antigüedad de 
los datos y a las posibles medidas compensatorias. En este caso, la Ley utiliza conceptos 
jurídicos indeterminados para la apreciación de la excepción y queda a juicio de la 
Agencia la determinación concreta de la causa, por lo que VIZCAÍNO entiende que en los 
casos en que el responsable del fichero tenga almacenados datos que no fueron 
recabados del interesado y no concurran las otras excepciones, si pretende eximirse de 
la obligación de informar al afectado en los tres meses siguientes al registro, deberá 
someterlo al criterio de la Agencia
700
. Esclarecedora es la Resolución de 17 de enero de 
2007
701
. Una empresa de localizaciones dispone de una base de datos con fotografías 
codificadas y de otra en la que se asignan esos códigos a los datos personales de los 
propietarios para ponerse en contacto con ellos en el caso de que sus localizaciones sean 
elegidas para un rodaje. Cuentan con 30.000 registros. La propia AEPD reconoce que 
cumplir con el deber de información respecto de esos 30.000 registros supone un 
esfuerzo desproporcionado tanto por el volumen como por la identificación de los 
actuales propietarios ya que estos han podido variar a lo largo del tiempo. La AEPD 
considera suficiente para cumplir la obligación del apartado 5 del artículo 5 LOPD el 
                                                 
699
 Artículo 32 LOREG: “1. La inscripción en el censo electoral es obligatoria. Además del nombre y los 
apellidos, único dato necesario para la identificación del elector en el acto de la votación, sin perjuicio de 
lo dispuesto en el artículo 85, se incluirá entre los restantes datos censales el número del Documento 
Nacional de Identidad. 
2. Los Ayuntamientos tramitan de oficio la inscripción de los residentes en su término municipal. 
3. Las oficinas consulares de carrera y secciones consulares de las Misiones Diplomáticas tramitarán de 
oficio la inscripción de los españoles residentes en su demarcación en la forma que se disponga 
reglamentariamente”. 
700
 M. VIZCAÍNO CALDERÓN, op. cit., p. 109. 
701
 Resolución de la AEPD de 17 de enero de 2007 (PR/00001/2007). 
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compromiso de la empresa de informar al propietario en el momento en que su 
localización fuera elegida para un rodaje además de publicar en un periódico un 
concreto domingo de enero la información requerida en el apartado 1 del artículo 5 
LOPD. 
d) Cuando los datos procedan de fuentes accesibles al público, es decir, aquellas 
fuentes que pueden ser consultadas por cualquier persona previo pago, en su caso, de 
una contraprestación y siempre que la accesibilidad no esté impedida o limitada por 
ninguna norma jurídica y que están enumeradas en los artículos 3j) LOPD y 7 
RLOPD
702
, y se destinen a la actividad de publicidad o prospección comercial, en cuyo 
caso, en cada comunicación que se dirija al interesado se le informará del origen de los 
datos y de la identidad del responsable del tratamiento así como de los derechos que le 
asisten, conforme a lo dispuesto en el artículo 30.2 LOPD y al apartado segundo del 
                                                 
702
 Artículo 3 LOPD apartado j) “Fuentes accesibles al público: aquellos ficheros cuya consulta puede ser 
realizada, por cualquier persona, no impedida por una norma limitativa o sin más exigencias que, en su 
caso, el abono de una contraprestación. Tienen consideración de fuentes de acceso público, 
exclusivamente, el censo promocional, los repertorios telefónicos en los términos previstos por su 
normativa específica y las listas de personas pertenecientes a grupos de profesionales que contengan 
únicamente los datos de nombre, título, profesión, actividad, grado académico, dirección e indicación de 
su pertenencia al grupo. Asimismo, tienen el carácter de fuentes de acceso público los diarios y boletines 
oficiales y los medios de comunicación”. 
Artículo 7 RLOPD “1. A efectos del artículo 3, párrafo j) de la Ley Orgánica 15/1999, se entenderá que 
sólo tendrán el carácter de fuentes accesibles al público: 
a) El censo promocional, regulado conforme a lo dispuesto en la Ley Orgánica 15/1999, de 13 de 
diciembre. 
b) Las guías de servicios de comunicaciones electrónicas, en los términos previstos por su normativa 
específica. 
c) Las listas de personas pertenecientes a grupos de profesionales que contengan únicamente los datos de 
nombre, título, profesión, actividad, grado académico, dirección profesional e indicación de su 
pertenencia al grupo. La dirección profesional podrá incluir los datos del domicilio postal completo, 
número telefónico, número de fax y dirección electrónica. En el caso de Colegios profesionales, podrán 
indicarse como datos de pertenencia al grupo los de número de colegiado, fecha de incorporación y 
situación de ejercicio profesional. 
d) Los diarios y boletines oficiales. 
e) Los medios de comunicación social. 
2. En todo caso, para que los supuestos enumerados en el apartado anterior puedan ser considerados 
fuentes accesibles al público, será preciso que su consulta pueda ser realizada por cualquier persona, no 
impedida por una norma limitativa, o sin más exigencia que, en su caso, el abono de una 
contraprestación”. 
Para aclarar este concepto y diferenciarlo de los datos personales públicos cfr. M.N. DE LA SERNA 
BILBAO, “Fuentes accesibles al público” en VV.AA. ANTONIO TRONCOSO REIGADA (director), op. cit.,  
pp. 256-262. 
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
309 
Felipe García de Pesquera Gago 
artículo 45 RLOPD
703
. Por tanto, son fuentes accesibles al público el censo 
promocional, las guías de servicios de comunicaciones electrónicas, las listas de 
personas pertenecientes a grupos de profesionales que contengan únicamente los datos 
de nombre, título, profesión, actividad, grado académico, dirección profesional e 
indicación de su pertenencia al grupo, los diarios y boletines oficiales y, por último, los 
medios de comunicación social. 
En este caso, el interesado podrá ejercitar el derecho de oposición con el fin de 
que el responsable del fichero cese en el tratamiento de sus datos de acuerdo con lo 
establecido en el apartado 4 del artículo 30 LOPD
704
. En este supuesto, sus datos podrán 
integrarse en un fichero común de exclusión, conforme a lo dispuesto en el artículo 49 
RLOPD
705
. Estos ficheros de exclusión se conocen comúnmente como listas Robinson. 
Se trata de ficheros que incluyen datos de personas que no desean recibir 
comunicaciones comerciales en general y su finalidad es alertar a aquellas entidades que 
van a realizar actividades publicitarias para que esas personas no sean destinatarias de 
las acciones comerciales. La LOPD no los contempla específicamente y ante la 
necesidad evidente de regularlos, el RLOPD los trata en los artículos 48, que se dedica a 
los ficheros de exclusión que puede crear cada responsable, y el 49 que se centra en el 
régimen de los ficheros comunes de exclusión. 
                                                 
703
 Artículo 30 LOPD: “2. Cuando los datos procedan de fuentes accesibles al público, de conformidad 
con lo establecido en el párrafo segundo del artículo 5.5 de esta Ley, en cada comunicación que se dirija 
al interesado se informará del origen de los datos y de la identidad del responsable del tratamiento, así 
como de los derechos que le asisten”. 
Artículo 45 RLOPD: “2. Cuando los datos procedan de fuentes accesibles al público y se destinen a la 
actividad de publicidad o prospección comercial, deberá informarse al interesado en cada comunicación 
que se le dirija del origen de los datos y de la identidad del responsable del tratamiento así como de los 
derechos que le asisten, con indicación de ante quién podrán ejercitarse. 
A tal efecto, el interesado deberá ser informado de que sus datos han sido obtenidos de fuentes accesibles 
al público y de la entidad de la que hubieran sido obtenidos”. 
704
 Artículo 30 LOPD: “4. Los interesados tendrán derecho a oponerse, previa petición y sin gastos, al 
tratamiento de los datos que les conciernan, en cuyo caso serán dados de baja del tratamiento, 
cancelándose las informaciones que sobre ellos figuren en aquél, a su simple solicitud”. 
705
 Artículo 49 RLOPD: “1. Será posible la creación de ficheros comunes, de carácter general o sectorial, 
en los que sean objeto de tratamiento los datos de carácter personal que resulten necesarios para evitar el 
envío de comunicaciones comerciales a los interesados que manifiesten su negativa u oposición a recibir 
publicidad. 
A tal efecto, los citados ficheros podrán contener los mínimos datos imprescindibles para identificar al 
afectado”. 
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Sobre los ficheros de exclusión propios, artículo 48 RLOPD, se establece que los 
responsables de ficheros podrán conservar los datos personales de aquellos interesados 
que les hayan manifestado su negativa a recibir comunicaciones comerciales al objeto 
de garantizar que no son destinatarios de la publicidad. Como muy bien afirman 
PENDÓN y GÁLLEGO, nos encontramos ante una excepción al régimen general de 
cancelación de datos justificable en cuanto que no siempre la cancelación es el mejor 
procedimiento para garantizar que el interesado no era destinatario de futuras campañas 
publicitarias en los supuestos de ficheros cuyo uso no está vinculado exclusivamente a 
la publicidad de forma que se mantiene el dato para otros tratamientos. Pensemos en un 
fichero de clientes cuyo uso puede ser evidentemente la publicidad pero también, por 
ejemplo, la facturación. En definitiva, se trata de que el responsable pueda extraer de los 
ficheros de destinatarios de la publicidad a aquellas personas que no desean recibirla
706
. 
En cambio, el artículo 49 RLOPD trata de aquellos ficheros que son 
administrados y gestionados por un responsable y que contiene a todos aquellos 
interesados que han manifestado su deseo de no recibir comunicaciones comerciales. Se 
diferencia del anterior supuesto en que no se requiere acudir de anunciante en 
anunciante manifestando el rechazo a recibir publicidad, lo que aumenta su eficacia a la 
hora de garantizar el derecho a la protección de datos en el contexto de las actividades 
comerciales y publicitarias. Estos ficheros pueden ser de dos tipos: generales, cuando se 
rechaza el envío de cualquier tipo de comunicación comercial con independencia del 
producto, servicio o sector; y los sectoriales, referidos a sectores de actividad concretos. 
El derecho de información en la recogida de datos del artículo 5 de la LOPD, es 
condición indispensable para que se pueda prestar el consentimiento del afectado 
regulado en el artículo siguiente. Es decir, el derecho de información entendido como 
requisito previo a la recogida de datos personales, posibilita determinar al titular de los 
mismos el nivel de protección y reserva que desea para ellos y, por tanto, prestar su 
consentimiento de forma consciente e informada. Quiere ello decir que cuando los datos 
se recogen de los afectados el deber de información al afectado no es posterior al 
tratamiento de sus datos, sino previo, debiendo verificarse en el momento en que el dato 
                                                 
706
 M.A. PENDÓN MELÉNDEZ y G.F. GÁLLEGO HIGUERAS, “Tratamientos con fines de publicidad y de 
prospección comercial” en VV.AA. ANTONIO TRONCOSO REIGADA (director), op. cit., pp. 1686-1687. 
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es recogido, sin que sea admisible considerar que será posible informar posteriormente a 




5. Consecuencias del incumplimiento 
 
La LOPD no especifica expresamente las consecuencias que se pueden derivar 
del incumplimiento del requisito de la información. Siguiendo a DÍAZ REVORIO
708
, al 
considerar este deber de información como parte del contenido esencial del derecho 
fundamental de la protección de datos personales, la ausencia de información afectaría 
al derecho fundamental al suponer una clara vulneración del mismo. Estamos ante un 
“derecho bifásico” porque, en primer lugar, se manifiesta en forma de derecho a una 
información completa y real que debe proporcionarle al interesado el responsable del 
fichero y, a posteriori, como un consentimiento libre y voluntariamente emitido
709
. En 
consecuencia, cuando los datos se obtienen del propio interesado y con su 
consentimiento, la falta de información provocaría la nulidad del consentimiento en 
aplicación del apartado 2 del artículo 12 del RLOPD, relativo al consentimiento para la 
cesión de datos y que el autor considera aplicable a todos los casos en los que los datos 
se obtengan del interesado y la información sea previa a la prestación del  
consentimiento. 
                                                 
707
 Informe 685/2008 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos. 
Documento disponible en www.agpd.es. 
708
 FRANCISCO JAVIER DÍAZ REVORIO, “Derecho de la información en la recogida de datos. Una 
perspectiva constitucional” en VV.AA. ANTONIO TRONCOSO REIGADA (director), op. cit., pp. 447-448. 
709
 Sin desviar la atención sobre el trabajo, estamos ante una figura parecida a la información 
precontractual a los consumidores. La información precontractual que se proporcione al consumidor 
vincula al empresario, de modo que el consumidor puede exigirle las condiciones ofrecidas en la oferta, 
promoción y publicidad previas, incluso aunque no figuren en el contrato. El actual Texto Refundido de 
la Ley General para la Defensa de los Consumidores y Usuarios y otras leyes complementarias 
(modificado por la Ley 3/2014, de 27 de marzo) recoge en su artículo 61.2 que el contenido de la oferta, 
promoción o publicidad, las prestaciones jurídicas o económicas y garantías ofrecidas serán exigibles por 
los consumidores y usuarios aunque no figuren expresamente en el contrato celebrado o en el documento 
o comprobante recibido y deberán tenerse en cuenta en la determinación del principio de conformidad con 
el contrato. No obstante, si el contrato contuviese cláusulas más beneficiosas, éstas prevalecerán sobre el 
contenido de la oferta, promoción o publicidad (art. 61.3). El reconocimiento al consumidor de este 
derecho de recibir del oferente una elevada cantidad de información con carácter previo a la contratación, 
implica para él tanto el deber de exigir al oferente su cumplimiento, como, en segundo lugar, el deber de 
conocer la información a la que debe tener acceso, es decir, el deber de leerla y entenderla y, en su caso, 
el derecho a exigir al oferente cuantas aclaraciones precise hasta que pueda comprender realmente el 
contenido de la oferta contractual antes de prestar su consentimiento. 
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El artículo 44 LOPD distinguirá, en línea con la estructura del artículo 5, si la 
infracción será leve o grave según si los datos provienen del propio interesado, en el 
apartado 2c) o de terceros, apartado 3f), respectivamente, en los supuestos de falta de 
información. Asimismo, el apartado 4a) del artículo 44 considera como infracción muy 
grave “la recogida de datos en forma engañosa o fraudulenta”, considerando DÍAZ-
REVORIO que se podría aplicar este supuesto a algunos casos de grave ausencia de 
información o información falsa, defectuosa o manipulada. DÍAZ-REVORIO entiende que 
la ausencia de cualquier requisito formal o de calidad de la información prevista en la 
ley supone una vulneración de la misma, pero la vulneración del derecho fundamental 
requiere una afectación suficientemente intensa que impida en cada caso concreto el 
ejercicio de la facultad de disposición sobre los datos personales propios. Habrá que 
estar a cada caso para saber si la información defectuosa o parcial es suficiente para 






Este derecho a prestar el consentimiento forma parte del contenido esencial del 
derecho a la autodeterminación informativa que la LOPD garantiza pues, “son 
elementos característicos de la definición constitucional del derecho fundamental a la 
protección de datos personales los derechos del afectado a consentir sobre la recogida y 
uso de sus datos y a saber de los mismos. Y resultan indispensables para hacer efectivo 
ese contenido el reconocimiento del derecho a ser informado de quién posee sus datos y 
con qué fin”
710
. Es decir, corresponde al titular de los datos determinar cuáles de sus 
datos pueden ser registrados y tratados, por quién y para qué y para ello resulta 
imprescindible que previamente se le haya dado cumplimiento a la exigencia de 
información en los términos vistos anteriormente. Es importante insistir en la idea de 
que es condición indispensable para que el interesado pueda prestar el consentimiento a 
que se refiere la Ley, el cumplimiento previo del contenido del derecho de información 
                                                 
710
 STC 292/2000, de 30 de noviembre, fundamento jurídico octavo, ya referenciada. 
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en la recogida de datos. El Tribunal Supremo resalta el “carácter consustancial que el 
elemento de la información tiene con la prestación de consentimiento en relación con la 
disposición de los datos personales”
711
. Pues, para poder autorizar el tratamiento de sus 
datos, ha de conocer las consecuencias que se derivarán del mismo, así como las 
características y naturaleza del fichero o su finalidad, ya que a través del consentimiento 
las personas tienen la posibilidad de determinar el nivel de protección de las 
informaciones personales que les atañen lo que hace necesario que se preste de forma 
consciente e informada, sabiendo cuál será realmente el alcance de sus actos. Además, 
el consentimiento se presta en unas condiciones específicas y para unas finalidades 
determinadas, condiciones y finalidades que el interesado debe conocer anteriormente, 
como hemos visto en el apartado “deber de información”. 
Para VIZCAÍNO, el afectado es muy libre de suministrar o no los datos que le sean 
pedidos, salvo las excepciones previstas en la Ley. Si comunica sus datos se entiende 
que consiente en ello. El afectado tiene el derecho a controlar el flujo de informaciones 
que le afecten en las diversas fases en las que dichas informaciones puedan encontrarse 
y, por consiguiente, el consentimiento para el tratamiento es una manifestación concreta 
de aquel derecho, aunque no será la única manifestación de voluntad de este derecho de 
control (acceso, oposición, rectificación, cancelación…)
712
. 
El Grupo del artículo 29 fijó las condiciones y elementos del consentimiento, 
concretamente, en el Dictamen 15/2011
713
, así como una serie de ejemplos ilustrativos 
sobre su utilización. Así, en primer lugar, se vincula el consentimiento con tres 
conceptos relacionados:  
- Control, relacionado con la autodeterminación, y de forma que el interesado 
pueda controlar esa capacidad de decisión del consentimiento, no sólo con una actividad 
positiva al respecto, sino también por otras vías como pueden ser el ejercicio del 
derecho de oposición o la propia retirada del consentimiento previamente otorgado.  
                                                 
711
 STS de 26 de octubre de 2006, rec. 3390/2002 (RJ\2005\8554). 
712
 M. VIZCAÍNO CALDERÓN, op. cit., p. 85. 
713
 Grupo de Protección de Datos del Artículo 29, Dictamen 15/2011 sobre el consentimiento:  
Documento disponible en http://ec.europa.eu/justice/data-protection/article-29/documentation/opinion-
recommendation/files/2011/wp187_es.pdf.   
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- Transparencia, que exista una información clara sobre la finalidad para la cual 
se recaban los datos. Se conoce también con el nombre de “consentimiento informado”.  
- Actividad/plazo sobre la forma de manifestar el consentimiento: éste debe 
producirse con anterioridad al tratamiento de los datos personales, y además, es 
diferente al ejercicio del derecho de oposición. 
El artículo 6 LOPD, que contempla el principio del consentimiento del afectado, 
comienza por establecer la necesidad del consentimiento con carácter general para todo 
tratamiento de datos personales, recogiendo a continuación los supuestos en los que 
excepcionalmente no será preciso el mismo aunque su redacción es algo confusa y será 
aclarada por el RLOPD. Estas excepciones se pueden reducir a una habilitación legal o 
la existencia de consentimiento implícito. 
La legislación establece una regla general para el tratamiento y cesión de datos: 
el consentimiento del interesado. Así el artículo 10.1 del RLOPD parte de la premisa 
básica de que “los datos de carácter personal únicamente podrán ser objeto de 
tratamiento o cesión si el interesado hubiera prestado previamente su consentimiento 
para ello”, configurándose de este modo, como señala la Sentencia del Tribunal 
Constitucional 292/2000, de 30 de noviembre, el consentimiento como la piedra angular 
del sistema de protección de datos en el derecho español, o como afirma PUENTE “de 
modo que como norma general el tratamiento de los datos deberá basarse en el poder de 
decisión del interesado, que configura según la citada sentencia su derecho fundamental 
a la protección de los datos personales”
714
. Para la Audiencia Nacional, el 
consentimiento, consciente e informado, permite así al afectado ejercer el control sobre 
sus propios datos, constituyéndose en uno de los pilares básicos del tratamiento de 
datos, tan básico que el precepto 6.1 LOPD añade la expresión “inequívoco” para 
resaltar la importancia del consentimiento del afectado
715
.  
El consentimiento es el principio vertebrador del sistema, una garantía 
fundamental del régimen de protección establecido por la Ley en el desarrollo del 
derecho fundamental a la protección de datos. El consentimiento constituye el principal 
                                                 
714
 A. PUENTE ESCOBAR, “Legitimación para el tratamiento” en VV.AA. R. MARTÍNEZ MARTÍNEZ, 
(coord.), Protección de datos. Comentarios al Reglamento de desarrollo de la LOPD, Ed. Tirant lo 
Blanch, Valencia 2009, p. 23. 
715
 SAN de 13 de abril de 2005, rec. 258/2003 (JUR\2006\238672). 
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elemento de legitimación que permite a los responsables de un fichero o tratamiento 
tratar datos de carácter personal. Sólo en los casos en los que la Ley o una norma 
comunitaria de aplicación directa exima del mismo pueden tratarse datos sin 
consentimiento. 
Se entiende por consentimiento “toda manifestación de voluntad, libre, 
inequívoca, específica e informada, mediante la que el interesado consienta el 
tratamiento de datos personales que le conciernen” (artículo 3 h) LOPD y 5.1 d) 
RLOPD). Una novedad importante es el reforzamiento que la Ley da al consentimiento 
de los ciudadanos para que sus datos puedan ser tratados. La LORTAD no definía el 
consentimiento, de lo que sí, en cambio, se ocupa la Ley de 1999 que, por influencia de 
la Directiva europea regula con detalle las cualidades y requisitos para que el 
consentimiento sea válido. La propia Directiva recoge en su artículo 2.b) que el 
consentimiento se refiere a toda manifestación de voluntad, libre, específica e 
informada, mediante la que el interesado consienta el tratamiento de datos personales 
que le conciernan. Como se comprueba no existe exigencia de que la voluntad se 
manifieste por escrito y, por tanto, el consentimiento podrá manifestarse de forma tácita 
mediante cualquier forma que la posibilite, habitualmente mediante un hacer o un no 
hacer. El legislador español copia aquí casi literalmente al comunitario europeo quien 
en el correlativo precepto de la Directiva 95/46/CE (artículo 7)
716
 también define el 
consentimiento del interesado, con la única diferencia de que a los adjetivos, que son 
                                                 
716
 Artículo 7 Directiva 95/46/CE: “Los Estados miembros dispondrán que el tratamiento de datos 
personales sólo pueda efectuarse si: 
a) el interesado ha dado su consentimiento de forma inequívoca, o 
b) es necesario para la ejecución de un contrato en el que el interesado sea parte o para la aplicación de 
medidas precontractuales adoptadas a petición del interesado, o 
c) es necesario para el cumplimiento de una obligación jurídica a la que esté sujeto el responsable del 
tratamiento, o 
d) es necesario para proteger el interés vital del interesado, o 
e) es necesario para el cumplimiento de una misión de interés público o inherente al ejercicio del poder 
público conferido al responsable del tratamiento o a un tercero a quien se comuniquen los datos, o 
f) es necesario para la satisfacción del interés legítimo perseguido por el responsable del tratamiento o por 
el tercero o terceros a los que se comuniquen los datos, siempre que no prevalezca el interés o los 
derechos y libertades fundamentales del interesado que requieran protección con arreglo al apartado 1 del 
artículo 1 de la presente Directiva”. 
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comunes, el legislador español añade el de inequívoca. En definitiva, sin voluntad o 




Del artículo 3.h) de la Ley Orgánica 15/1999, el consentimiento debe ser libre, 
específico, informado e inequívoco, se desprende la necesaria concurrencia para que el 
consentimiento pueda ser considerado conforme a derecho de los cuatro requisitos 
enumerados en dicho precepto
717
: 
a) Libre, lo que supone que el mismo deberá haber sido obtenido sin la 
intervención de vicio alguno del consentimiento en los términos regulados por el 




- Error, es el conocimiento falso de una cosa o un hecho que sirve de 
presupuesto para la realización de un acto jurídico (artículo 1266 Código Civil). 
- Violencia, aquella fuerza irresistible que se emplea para arrancar el 
consentimiento (artículo 1267.1 CC). Para que la violencia invalide el consentimiento se 
requiere que sea irresistible. 
- Intimidación. Esto ocurre cuando se inspira a una persona un temor racional y 
fundado de sufrir un mal inminente y grave en su persona o bienes, o en la persona o 
bienes de su cónyuge, descendientes o ascendientes (artículo 1267.2 CC). Para invalidar 
la declaración de voluntad debe existir un nexo causal entre la intimidación y el 
consentimiento y, además, esta amenaza debe ser injusta o ilícita. 
                                                 
717
 La AEPD precisa estos requisitos, los caracteres del consentimiento, en su Dictamen del año 2000.  




 Sigo en esta materia JUAN PABLO PÉREZ VELÁZQUEZ, “La invalidez del contrato” en la obra VV.AA. 
ÁNGEL LÓPEZ Y LÓPEZ y ROSARIO VALPUESTA FERNÁNDEZ, (editores), Derecho Civil Patrimonial I, Ed. 
Tirant Lo Blanch, Valencia, 2012, pp. 128-134. 
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- Dolo. Maquinación o artificio de que se sirve una persona para engañar a otra. 
Produce la nulidad del consentimiento siempre que sea capaz de hacer caer en el engaño 
a personas sensatas y diligentes, como afirma PÉREZ VELÁZQUEZ. El dolo también 
puede consistir en conductas pasivas que induzcan a terceros a realizar actos que no se 
hubieran llevado a cabo de haber sido advertidos. Se trata de una actitud claramente 
contraria al principio de buena fe. 
El carácter de libre está relacionado con el adjetivo informado. Para que una 
manifestación de voluntad sea plenamente libre tiene que ser informada. 
b) Específico, es decir, referido a una determinada operación de tratamiento y 
para una finalidad determinada, explícita y legítima del responsable del tratamiento, tal 
y como impone el artículo 4.2 de la Ley Orgánica 15/1999 en consonancia con el 
artículo 12.1 párrafo segundo RLOPD. No puede tener la manifestación de voluntad un 
carácter genérico o indeterminado
719
. 
c) Informado, es decir, que el afectado conozca con anterioridad al tratamiento la 
existencia del mismo y las finalidades para las que el mismo se produce. Precisamente 
por ello el artículo 5.1 de la Ley Orgánica impone el deber de informar a los interesados 
de una serie de extremos que en el mismo se contienen. Por ello, es esencial que el 
responsable del fichero de una hermandad informe siempre que se recaban datos 
personales. La información previa no sólo es relevante para conocer para qué tipo de 
tratamiento se consiente sino también quién va a tratar los datos, a quién se 
comunicarán o ante quién ejercer los derechos de acceso, rectificación, cancelación u 
oposición al tratamiento. 
                                                 
719
 La obtención de una dirección de correo electrónico justificada en la prestación de un servicio 
contratado no justifica su uso para enviar un correo electrónico como medio de captación de potenciales 
clientes a cambio de un beneficio, en este caso, un décimo de lotería, Resolución de la AEPD nº 
2036/2013 de fecha 30 de septiembre de 2013 (A/00112/2013); elaborar un listado informático con los 
datos de los miembros de una promoción a efectos de poder comunicar las celebraciones previstas para la 
celebración de sus bodas de plata, obtenidos de sus agendas personales no presupone acreditar el 
consentimiento del interesado para el tratamiento de sus datos con la finalidad descrita y requiere una 
manifestación de la voluntad específica. Resolución de la AEPD nº 260/2004 de fecha 28 de abril de 2004 
(PS/00116/2003); obtener los datos de una persona del buzón de correos de su domicilio no otorga ningún 
consentimiento a terceros para que recojan los datos expuestos y realicen un tratamiento con los mismos 
puesto que “voluntariamente expone sus datos en el buzón de su domicilio con una finalidad concreta: 
identificación de su buzón a efectos de recibir el correo que venga a su nombre”. Resolución de la AEPD 
nº 713/2004 de fecha 30 de diciembre de 2004 (PS/0160/2004). 
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
318 
Felipe García de Pesquera Gago 
d) Inequívoco, significa según consta en el diccionario de la Real Academia de 
la Lengua Española “que no admite duda o equivocación”, lo que implica que no resulta 
admisible deducir el consentimiento de los meros actos realizados por el afectado 
(consentimiento presunto), siendo preciso que exista expresamente una acción u 
omisión que implique la existencia del consentimiento
720
. Por ejemplo, para la 
contratación de servicios, si los datos no son recabados directamente del interesado, la 
empresa ha de confirmar la identidad del contratante y su voluntad de contratar, y en 
caso contrario debe abortar la contratación y no hacer tratamiento alguno de sus datos 
personales
721
, siendo muy común que se exija fotocopia del DNI del contratante como 
prueba de tal consentimiento inequívoco. 
PUENTE
722
 considera que el término viene a ser sinónimo de indubitado, esto es, 
que no deja lugar a dudas
723
. Ello supondrá que el consentimiento manifestado por el 
afectado deberá haber sido precedido por una declaración del responsable del fichero en 
la que se indiquen de forma clara y fácilmente comprensible los datos que van a ser 
objeto de tratamiento y las finalidades a que aquellos van a ser destinados, a fin de que 
el interesado, o bien manifieste, sin ningún género de dudas, su voluntad de que sus 
datos sean tratados, o bien, no se oponga a que se proceda dicho tratamiento en un 
período de tiempo prudencial, no existiendo al propio tiempo duda alguna de que el 
interesado ha tenido conocimiento de la existencia del tratamiento y de la existencia de 
ese plazo para evitar que se proceda al mismo. 
VIZCAÍNO
724
 coincide con quienes consideran que el carácter inequívoco del 
consentimiento no supone que el mismo haya de manifestarse en todo caso de forma 
expresa puesto que, de ser así, carecería de sentido la exigencia de consentimiento 
expreso para el tratamiento de datos especialmente protegidos, siendo posible que el 
afectado consienta tácitamente (v.gr. dejando trascurrir un determinado plazo 
establecido al efecto). Lo que sí considera es que se excluya la posibilidad de que el 
                                                 
720
 I. AGÚNDEZ LERÍA, op. cit., p. 111.  
721
 Resolución de la AEPD R/02864/2012 de 27 de noviembre de 2012 (PS/00262/2012). 
722
 A. PUENTE ESCOBAR, op. cit.  
723
 Ésta es la definición clara y concisa de la palabra indubitado en el Diccionario de la Real Academia de 
la Lengua Española. Consulta en www.rae.es. 
724
 M. VIZCAÍNO CALDERÓN, op. cit., pp. 115-116. 
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consentimiento pueda entenderse prestado de forma presunta, sin una previa declaración 
del responsable del fichero que permita que el afectado consienta de forma inequívoca. 
Para ZABÍA
725
, el consentimiento inequívoco puede equipararse tanto al 
consentimiento expreso como al tácito siempre que la persona que lo presta sea 
perfectamente conocedora de las consecuencias de su silencio. Para la Audiencia 
Nacional inequívoco significa que “no admite duda o equivocación”, de manera que el 
establecimiento de presunciones “equivaldría a establecer un sistema de suposiciones 
que pulverizaría esta exigencia esencial del consentimiento porque dejaría de ser 
inequívoco para ser equívoco, es decir, que su interpretación admitiría varios sentidos” 
y, por consiguiente, desvirtuaría la naturaleza y significado del consentimiento que es 
que “el poder de disposición de los datos corresponde únicamente a su titular”
726
. La 
LOPD no exige que dicho consentimiento inequívoco se manifieste de forma expresa ni 
por escrito
727
, salvo en supuestos muy concretos. 
Estas características del consentimiento son el fundamento de las reglas 
generales previstas en el artículo 12 del RLOPD. En opinión de PUENTE
728
 lo 
establecido en el apartado primero de este artículo, párrafo segundo, “la solicitud del 
consentimiento deberá ir referida a un tratamiento o serie de tratamientos concretos, con 
delimitación de la finalidad para los que se recaba” supone vincular los dos principios 
fundamentales del derecho fundamental a la protección de datos: la finalidad y el 
consentimiento. 
El RLOPD exige en su artículo 12, que el consentimiento se refiera a un 
tratamiento vinculado a una finalidad concreta. De este modo si el interesado no conoce 
qué se va a hacer con los datos y para qué van a ser sometidos a tratamiento no podrá 
prestar su consentimiento en los términos requeridos por la Ley. Por tanto, es preciso 
especificar las finalidades concretas para las que se recaba el consentimiento. En 
                                                 
725
 JUAN ZABÍA DE LA MATA, “El consentimiento para el tratamiento de los datos de carácter personal”, 
en VV.AA. ZABÍA DE LA MATA (Coord.), op. cit.,p. 172. 
726
 SAN de 28 de febrero de 2007, rec. 236/2005 (RJCA\2007\267). 
727
 SSAN de 20 de septiembre de 2006, rec. 626/2004 (JUR\2006\239557) y de 1 de febrero de 2006, rec 
250/2004 (JUR\2006\120223). 
728
 A. PUENTE ESCOBAR, “Consentimiento del afectado y deber de información” en VV.AA. RICARD 
MARTÍNEZ MARTÍNEZ, Protección de datos. Comentarios al Reglamento cit., pp 38-40. 
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opinión de ZABÍA
729
, la interpretación correcta de este precepto pasa por entender que 
cada proceso de recogida de datos por cada responsable ha de ser consentido por el 
titular de los datos, debidamente informado de su finalidad, lo que no implica que si los 
datos se recogen en varios momentos sucesivos en el tiempo, por el mismo responsable 
y con la finalidades iniciales, deba ser nuevamente consentida la recogida de datos. 
El apartado 2 del mismo artículo establece la nulidad del consentimiento para la 
comunicación de datos a un tercero si el interesado no conoce la finalidad a que se 
destinarán los datos cedidos ni la actividad del cesionario de los mismos. Este apartado 
en relación con el artículo 11.3 de la LOPD ha tenido especial relevancia con el ámbito 
del tratamiento de datos para la realización de actividades de publicidad y prospección 






De lo que se ha indicado se desprende que de las características del 
consentimiento no se infiere necesariamente su carácter expreso en todo caso, sino que 
rige el criterio de libertad de forma, razón por la cual en aquellos supuestos en que el 
legislador ha pretendido que el consentimiento deba revestir ese carácter, lo ha indicado 
expresamente; así sucede en el caso de tratamiento de datos especialmente protegidos 
indicando el artículo 7.2 LOPD la necesidad de consentimiento expreso y escrito para el 
tratamiento de los datos de ideología, religión, creencias y afiliación sindical, y el 
artículo 7.3 LOPD señala la necesidad de consentimiento expreso aunque no 
necesariamente escrito para el tratamiento de los datos relacionados con la salud, el 
origen racial y la vida sexual. 
Por tanto, el consentimiento podrá ser tácito en el tratamiento de datos que no 
sean especialmente protegidos (artículos 7.2 y 7.3 de la Ley Orgánica 15/1999), si bien 
                                                 
729
 J. ZABÍA DE LA MATA, op. cit., p. 174. 
730
 A modo de ejemplo vide Resoluciones de la AEPD R/00633/2005 de 5 de septiembre de 2005 
(PS/00013/2005) y 26 de septiembre de 2003 anulada por SAN de 29 de junio de 2005 (JUR 
2005\264576); Informes 295/2009 y 257/2011 elaborados por el Gabinete Jurídico de la Agencia 
Española de Protección de Datos (Documentos disponibles en www.agpd.es); SAN de 13 de abril de 2005 
(JUR 2006\238693), 20 de abril de 2005 (JUR 2006\238659) y 29 de abril de 2005 (JUR 2006\124220); 
STS de 26 de abril de 2005 y 15 de julio de 2010, ambas referenciadas con anterioridad. 
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para que ese consentimiento tácito pueda ser considerado inequívoco será preciso 
analizar “de forma muy estricta y sopesando detenidamente las singularidades de cada 
caso, pues se está hablando de la garantía de un derecho fundamental” de forma que se 
puede admitir esta forma de prestar el consentimiento si existe prueba suficiente que 





 afirma que la Audiencia Nacional señala que la LOPD no exige que el 
consentimiento inequívoco se manifieste de forma expresa y por escrito, requisitos que 
prevé en cambio para datos muy concretos, como los especialmente protegidos. En 
consecuencia, concluye que el consentimiento que con carácter general exige la LOPD 
podrá manifestarse de forma tácita. 
De lo anterior se desprende que hay varias clases de consentimiento:  
a) Expreso: bajo cualquier forma, oral o escrita, siempre y cuando pueda 
probarse su existencia y se referirá a determinados datos personales como los de origen 
racial, salud y vida sexual (artículo 7.3 LOPD). Si se emplea una casilla o check box no 
debe aparecer premarcada ya que si así fuera no se considerará válida como así lo 
señalan tanto la AEPD
733
 y el artículo 15.2 del RLOPD que afirma que en estos casos, 
cuando se solicita el consentimiento en el marco de una relación contractual para fines 
no relacionados con la misma, se entenderá cumplido este deber “cuando se permita al 
afectado la marcación de una casilla claramente visible y que no se encuentre ya 
marcada en el documento que se le entregue para la celebración del contrato o se 
establezca un procedimiento equivalente que le permita manifestar su negativa al 
tratamiento”. 
b) Expreso y escrito: máxima formalidad exigida para datos especialmente 
protegidos, aquellos que revelen ideología, afiliación sindical, religión y creencias. Este 
régimen especial para determinados tipos de datos tiene su fundamento en el artículo 8.1 
                                                 
731
 SAN de 20 de septiembre de 2006, rec. 626/2004, ya referenciada. 
732
 JUAN MANUEL FERNÁNDEZ LÓPEZ, “Principio de consentimiento” en VV.AA. ANTONIO TRONCOSO 
REIGADA (director), op. cit., p. 456. Las sentencias de la Audiencia Nacional que utiliza para reforzar su 
opinión son de la Sección 1ª de 20 de septiembre de 2006 y 1 de febrero de 2006, ya referenciadas. 
733
 La Agencia Española de Protección de Datos admite como válido y, por tanto, se considera que se ha 
prestado expresamente el consentimiento si el cliente acepta validando la correspondiente pestaña. 
Informe 300/2009 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos. 
Documento disponible en www.agpd.es. 
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
322 
Felipe García de Pesquera Gago 
de la Directiva 95/46/CE que prohíbe el tratamiento de ciertos datos personales, 
concretamente aquellos que “revelen el origen racial o étnico, las opiniones políticas, las 
convicciones religiosas o filosóficas, la pertenencia a sindicatos, así como el tratamiento 
de los datos relativos a la salud o a la sexualidad” salvo una serie de excepciones, 
enumeradas en el apartado siguiente, que básicamente se encuadran en la prestación de 
un consentimiento explícito o una habilitación legal.  Concretamente estas excepciones 
son: 
- Si el interesado ha dado su consentimiento explícito a dicho tratamiento, salvo 
que esta posibilidad no esté prevista en la legislación del Estado miembro. 
- Si el tratamiento es necesario para respetar las obligaciones laborales en la 
medida en que esté autorizado por la legislación y ésta prevea garantías adecuadas. 
- Si el tratamiento es necesario para salvaguardar el interés vital del interesado o 
de otra persona y existe incapacidad física o jurídica para la prestación del 
consentimiento. 
- Si el tratamiento responde a la actividad legítima de una asociación, fundación, 
o cualquier otro organismo sin fin de lucro con fines políticos, filosóficos, religiosos o 
sindicales, siempre que se refiera exclusivamente a sus miembros y que los datos no se 
comuniquen a terceros. 
- Si el tratamiento se refiere a datos hechos públicos por su titular o bien son 
necesarios en un procedimiento judicial. 
El elenco de supuestos en los que cabe el tratamiento de las “categorías 
especiales de datos”, denominación dada por la Directiva a los datos sensibles, no 
constituye una lista cerrada. A continuación, en el apartado 5 de este mismo artículo 8 
se prevé la ampliación de las excepciones al tratamiento de estos datos por motivos de 
interés general y siempre que lo prevea la legislación nacional o bien la autoridad de 
control. 
La LOPD reproduce la regulación relativa a estos datos sensibles en los artículos 
7 y 8, como ya hemos desarrollado en este trabajo. El artículo 7 empieza recordando la 
prohibición constitucional de obligar al interesado a declarar sobre su ideología, religión 
o creencias (art. 16.2 CE) si bien con el añadido de que cuando se le requiera para que 
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voluntariamente preste el consentimiento para la captación y tratamiento de datos que 
supongan una revelación de su ideología, religión o creencia, se le advierte que tiene 
derecho a no declarar sobre tales extremos lo que supone un plus complementario de 
protección formal al consentimiento informado exigido en el artículo 5 LOPD. De los 
apartados 1 y 2 del artículo 7 LOPD se deriva la obligatoriedad de exigir un 
consentimiento reforzado ya que se exige una prueba física, “de manera expresa y por 
escrito”, de esta manifestación expresa de voluntad para el tratamiento de los datos 
mencionados y, a su vez, como acabamos de mencionar, existe la obligación por parte 
del responsable del fichero, en el momento de la recogida de datos, de informar al 
interesado acerca de su derecho a no prestarlo y, por lo tanto, a no entregar tal 
información.  
Debe indicarse que los datos referidos a la condición de miembros de una 
hermandad, teniendo en cuenta su propia naturaleza, han de ser considerados como 
datos especialmente protegidos, relacionados con la religión y creencias de los mismos. 
En consecuencia, resulta aplicable lo establecido en el artículo 7.2 de la Ley Orgánica 
15/1999, de 13 de diciembre, de Protección de Datos de Carácter Personal, según el 
cual, sólo con el consentimiento expreso y por escrito del afectado podrán ser objeto de 
tratamiento los datos de carácter personal que revelen la ideología, afiliación sindical, 
religión y creencias. 
Sin embargo, cabrá excepcionar esta norma en el supuesto contemplado en el 
propio precepto, al indicar que no será necesario recabar el consentimiento para el 
tratamiento del dato sobre la ideología utilizado por un partido político, de la religión o 
creencias tratado por la iglesia o las distintas confesiones religiosas, y de la afiliación 
sindical tratado por los sindicatos, siempre que se refiera a uno de sus miembros y que 
el uso de los datos de todas las entidades mencionadas se enmarque dentro de sus 
respectivas finalidades
734
. La Directiva lo considera equivalente al consentimiento 
explícito
735
. Dicha excepción, precisamente, justifica el tratamiento de los datos por 
                                                 
734
 Cfr. L. REBOLLO DELGADO, “Origen y fundamento de la protección de datos: datos especialmente 
protegidos” en VV.AA. ANTONIO TRONCOSO REIGADA (director), op. cit., pp. 594-596. 
735
 Directiva 95/46. Artículo 8. Tratamiento de categorías especiales de datos:  
“1. Los Estados miembros prohibirán el tratamiento de datos personales que revelen el origen racial o 
étnico, las opiniones políticas, las convicciones religiosas o filosóficas, la pertenencia a sindicatos, así 
como el tratamiento de los datos relativos a la salud o a la sexualidad. 
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parte de la hermandad sin necesidad de recabar el consentimiento de los afectados
736
, 
por tanto, aquellas personas que solicitan voluntariamente el ingreso en una hermandad, 
asociación religiosa de fieles católicos, están manifestando expresamente sus creencias 
y prestando su consentimiento explícito a que traten sus datos una vez hayan sido 
admitidos como miembros de la misma.  
c) Tácito: cuando el afectado, tras ser comunicado de la inclusión de sus datos en 
un fichero, no muestra su negativa o realiza actos reiterados que revelan que, 
efectivamente, ha dado ese consentimiento. Por tanto, es una forma de prestar 
consentimiento de carácter presunto que no se deduce de actuaciones, sino de la 
inactividad, del silencio o de la falta de oposición. Sólo puede darse en supuestos de 
datos no especialmente protegidos. Este tipo de consentimiento es el común o general y, 
por ello, el Reglamento en su artículo 14 desarrolla un procedimiento estándar para 
recabarlo. Se otorga un plazo de 30 días hábiles para manifestar su voluntad en contra 
del tratamiento de sus datos personales y advirtiéndole de que en caso de no 
pronunciarse al respecto se entenderá que consiente tal tratamiento
737
. El hecho de que 
se informe al afectado acerca del tratamiento permitirá que el consentimiento sea 
considerado libre, específico e informado. Además, al concederse un plazo 
razonablemente amplio permitirá considerar que la falta de respuesta del afectado 
supone una autorización al tratamiento de sus datos, sin perjuicio de una futurible 
revocación. Se le exige al responsable del tratamiento ciertas garantías de que el 
interesado ha recibido su comunicación para que de esta forma, si lo desea, pueda 
negarse al tratamiento de sus datos, facilitando al interesado un medio sencillo y 
gratuito para manifestar su negativa al tratamiento de sus datos, por ejemplo, mediante 
un envío prefranqueado o la llamada a un número de teléfono gratuito (artículo 14.4 
RLOPD). Una vez solicitado el consentimiento del interesado a través de este 
                                                                                                                                               
2. Lo dispuesto en el apartado 1 no se aplicará cuando:  
a) el interesado haya dado su consentimiento explícito a dicho tratamiento, salvo en los casos en los que 
la legislación del Estado miembro disponga que la prohibición establecida en el apartado 1 no pueda 
levantarse con el consentimiento del interesado”. 
736
 Informe 88/2008 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos. 
Documento disponible en www.agpd.es. 
737
 El RLOPD regula particularmente los supuestos de los responsables que presten al interesado un 
servicio que genere información periódica o reiterada, o de facturación periódica pudiendo, en tales 
supuestos, procederse a la comunicación de forma conjunta a dicha información o facturación, siempre 
que se realice de forma claramente visible (artículo 14.2, último párrafo). 
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procedimiento, el responsable no podrá recabarlo de nuevo en el plazo de un año. Estas 
previsiones reglamentarias suponen que, ahora, la carga para conseguir una 
manifestación tácita de la voluntad del interesado respecto del tratamiento de sus datos 
personales, asegurándose de que de manera inequívoca consiente o se niega, va a 
corresponder claramente a aquél que pretenda tratar dicha información. 
El Tribunal Supremo señala que la declaración de voluntad emitida 
indirectamente o de forma tácita  ha de resultar determinante, clara e inequívoca sin que 
sea lícito deducirla de expresiones o actitudes de dudosa significación, sino por el 
contrario reveladoras del designio de crear, modificar o extinguir algún derecho. Señala 
que en un análisis para determinar el carácter tácito del consentimiento debe tenerse en 
cuenta la finalidad de los actos de los que se deduce esa voluntad del titular de los datos 
para que se realice un tratamiento
738
. Además, el consentimiento tácito ha de emanar de 
actos de positivo valor demostrativo de una voluntad determinada en tal sentido
739
. 
Por esta razón, creemos que se debe considerar que a los hermanos actuales que 
cumplimentaron en su momento el formulario de solicitud que no cumplía debidamente 
con la normativa de protección de datos, se les ha recabado su consentimiento de 
manera tácita y, por consiguiente, se debe exigir al responsable del fichero que facilite a 
los afectados un plazo razonable (treinta días) para que se opongan al tratamiento de sus 
datos mediante un medio sencillo y gratuito tras notificación individual a estos 
hermanos. Si no se oponen aplicaríamos, en consecuencia, la doctrina de actos 
reiterados, conforme a la sentencia de la Audiencia Nacional de 31 de mayo de 2006 
que ya hemos comentado con anterioridad
740
. 
En Europa no es muy común admitir el consentimiento tácito. De hecho el GT29 
se manifiesta categóricamente en contra de su admisibilidad ya que si el punto de 
partida del consentimiento es una “manifestación” como se establece en la Directiva, 
deducir que se ha prestado el consentimiento de una falta de actuación difícilmente se 
podrá encuadrar en tal concepto. Pero, además, si el consentimiento ha de ser 
inequívoco, el GT29 afirma categóricamente que “el silencio o la inacción de una parte 
                                                 
738
 STS de 3 de octubre de 2014, ya referenciada. 
739
 STS de 17 de febrero de 2005 (RJ\2005\1138). 
740
 Vide el epígrafe 2. Requisitos del apartado b)2. Deber de información en este mismo capítulo V. 
Régimen jurídico de los ficheros de las Hermandades. 
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es intrínsecamente equívoco”. No se puede considerar que una persona ha manifestado 
su consentimiento si no contesta a una carta cuando estaba informado que la falta de 
respuesta equivalía a consentir. “El hecho de que la persona no realice una acción 
positiva no permite concluir que ha dado su consentimiento. Por tanto, no cumple el 
requisito de consentimiento inequívoco”
741
. Estamos de acuerdo en que para que el 
consentimiento sea inequívoco no basta con una actitud pasiva pero si a lo largo del 
tiempo nos pasan a nuestra cuenta recibos periódicos previamente domiciliados por 
algún suministro, por ejemplo electricidad o la cuota de hermano, y no lo devolvemos 
se puede entender que estamos prestando el consentimiento al tratamiento de esos datos 
como hemos expresamente comentado ut supra. Ésta es la base de la doctrina de actos 
reiterados que defendemos como apropiada para estos casos. A título meramente 
informativo, puesto que no ha entrado en vigor la Propuesta de Reglamento de la Unión 
Europea, éste considera que el consentimiento sería únicamente expreso y en cambio, a 
diferencia de la regulación contenida en la LOPD, no se contemplan los supuestos de 
consentimiento expreso (origen racial, salud y vida sexual), y consentimiento expreso y 
por escrito (ideología, afiliación sindical y creencias), para los datos especialmente 
protegidos, ya que el artículo 9 de la propuesta de Reglamento europeo referente a la 
regulación de los datos especialmente protegidos parte de una prohibición total del 
tratamiento de este tipo de datos a partir del cual se articulan una serie de excepciones. 
A las excepciones contempladas en la Directiva (consentimiento explícito, tratamiento 
necesario para respetar las obligaciones laborales, tratamiento necesario para 
salvaguardar el interés vital del interesado, tratamiento de datos de miembros conforme 
actividad legítima de una asociación, fundación, o cualquier otro organismo sin fin de 
lucro con fines políticos, filosóficos, religiosos o sindicales, tratamiento de datos hechos 
públicos por su titular o necesarios en un procedimiento judicial
742
) se añaden:  
- Si el tratamiento es necesario para el cumplimiento de una misión de interés 
público, sobre la base del Derecho de la Unión o la legislación de los Estados 
miembros, que establecerán las medidas adecuadas para proteger los intereses legítimos 
del interesado.  
                                                 
741
 Usa expresamente el calificativo de unambiguous. Dictamen 15/2011, WP 187, sobre la definición de 
consentimiento. Documento disponible en http://ec.europa.eu/justice/data-protection/article-
29/documentation/opinion-recommendation/files/2011/wp187_en.pdf.  
742
 Desarrollado en el epígrafe 3. Clases de este apartado. 
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- Si el tratamiento de datos relativos a la salud es necesario a efectos sanitarios.  
- Si el tratamiento es necesario con fines de investigación histórica, estadística o 
científica.  
- Si el tratamiento de datos relativos a condenas penales o medidas de seguridad 
afines se lleva a cabo bajo la supervisión de poderes públicos o si el tratamiento es 
necesario para cumplir una obligación jurídica o reglamentaria a la que esté sujeto el 
interesado o para desarrollar una tarea llevada a cabo por motivos importantes de interés 
público y siempre que lo autorice el Derecho de la Unión o la legislación de los Estados 
miembros que establezca las garantías apropiadas. Solo se llevará un registro completo 
de condenas penales bajo el control de los poderes públicos.  
El responsable del tratamiento responde de que el consentimiento se presta de 
manera libre, inequívoca, específica e informada. Las cosas se complican cuando lo que 
se pretende acreditar es el consentimiento prestado de forma tácita, puesto que no basta 
con alegar que se ha obtenido el mismo sino que hay que probarlo. En Derecho está 
comúnmente aceptado que quien afirma un hecho ha de probar su afirmación. Como así 
señala expresamente el artículo 12.3 del Reglamento, el responsable del tratamiento ha 
de probar la existencia de tal consentimiento mediante “cualquier medio de prueba 
admisible en derecho”. Para FERNÁNDEZ LÓPEZ, la obtención del consentimiento tácito 
según el procedimiento estándar regulado en el Reglamento, como hemos visto ut 
supra, admite prueba en contrario que en su momento habrá de valorarse en los 
tribunales. Pone como ejemplo el supuesto en que se acredite que se envió el 
comunicado por medio de un tercero que no registró ningún incidente respecto de su 
devolución, si el interesado acredita que no lo recibió y que cambió de domicilio hace 
tiempo, el tribunal por regla general considerará nulo el supuesto consentimiento 
tácito
743
. Entiende PUENTE que en los supuestos en los que se habilite legalmente la 
                                                 
743
 Supuestos en los que el interesado niega haber prestado un consentimiento tácito y se exige a quien 
realiza el tratamiento que acredite que ha obtenido el consentimiento inequívoco del afectado, dándole la 
razón al interesado (SSAN de 30 de junio de 2004 -JUR\2004\244235- y 25 de octubre de 2002 -JUR 
2003\25510-). En otras ocasiones, los tribunales le dan la razón a la empresa y no al particular como en la 
SAN de 20 de septiembre de 2006, rec. 626/2004, ya referenciada. Considera que ha existido 
consentimiento inequívoco del afectado producido de forma tácita puesto que recibió durante un año 
cargos en concepto de facturación por suministro eléctrico en una nueva cuenta corriente, recibiendo las 
correspondientes facturas en su domicilio, sin que los rechazara ni mostrara su desacuerdo con esas 
modificaciones de los datos iniciales del contrato (nueva dirección y nueva cuenta), habiendo abonado 
durante todo ese tiempo esos recibos. J.M. FERNÁNDEZ LÓPEZ, “Principio de consentimiento” en VV.AA. 
ANTONIO TRONCOSO REIGADA (director), op. cit., pp. 461-462. 
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posibilidad de contar con el consentimiento del afectado, será el responsable del 
tratamiento quien ha de acreditar que el consentimiento ha sido efectivamente recabado 
conforme a los requisitos legales exigibles para el tratamiento de los datos, es la única 
manera de considerar que el interesado ha prestado inequívocamente su consentimiento 




4. Medios de prueba del consentimiento 
 
Como medios en los que habitualmente se puede recoger el consentimiento del 
interesado, cuya conservación será fundamental para demostrar la existencia del 
consentimiento, podemos enumerar los siguientes: 
- Documentos: En el caso de la utilización de documentación escrita de la 
prestación del consentimiento, por ejemplo de los formularios o cupones en los que el 
interesado rellena sus datos objeto de tratamiento. 
- Grabación de imágenes o de sonido: Es un medio de prueba válido en Derecho 
siempre que no vulnere derechos de las personas y sea conocido por el interesado en el 
momento de prestar el consentimiento. 
- Comercio electrónico: Acreditar la mecánica del proceso o bien la generación 
de un documento electrónico o registro lógico en el que conste el consentimiento 
otorgado. 
- Correo electrónico: Se considera medio de prueba si va acompañado de la 
firma electrónica. Si no es así, pueden plantearse cuestiones relativas a las identidades 
del remitente y destinatario y la integridad de su contenido. 
- Cualquier medio de prueba admitido en Derecho: Los medios de prueba que 
recoge la Ley 1/2000, de 7 de enero, de Enjuiciamiento Civil son el interrogatorio de las 
partes, documentos públicos, documentos privados, dictamen de peritos, 
reconocimiento judicial, interrogatorio de testigos, cualquier otro medio no 
expresamente previsto mediante el que pudiera obtenerse certeza sobre hechos 
                                                 
744
 Vid. A. PUENTE ESCOBAR, op. cit., p 40. 
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relevantes, así como las presunciones legales y judiciales, ex artículos 385 y 386 LEC. 
Además, el artículo 299 reconoce el valor probatorio de los documentos electrónicos y 
de otros medios que permitan la reproducción de la palabra, el sonido y la imagen y los 
instrumentos que permitan archivar y conocer datos, cifras y operaciones.  
La AEPD también se ha manifestado sobre las formas de prestar el 
consentimiento mediante webs, en el que se analiza el consentimiento tácito, mediante 
el Dictamen 93/2008
745
, donde pone de manifiesto que:  
“En el supuesto de que la recogida de datos se realice a través de una página 
web, las obligaciones a las que acabamos de referirnos, suelen cumplirse mediante 
formularios y cláusulas a los que se accede a través de enlaces como pueden ser “aviso 
legal” o “política de protección”. También es importante incluir algún tipo de “link” de 
este tipo en relación con los derechos de los interesados de rectificación, cancelación, 
acceso y oposición.  
En cuanto al consentimiento informado, este habrá de recabarse de tal forma que 
resulte imposible la introducción de dato alguno sin que previamente el afectado haya 
conocido la advertencia que contenga las menciones a las que nos hemos referido, 
pudiendo servir como prueba del consentimiento la acreditación de que el programa 
impide introducir los datos sin antes haber aceptado el aviso legal al que hemos hecho 
referencia. Todo ello tiene por objeto asegurar que el consentimiento de los afectados 
sea efectivamente específico e inequívoco tal y como exige la Ley”.  
Para VIZCAÍNO
746
 es obvio que el responsable del fichero, a quien incumbe la 
prueba del cumplimiento de estas exigencias, será el primer interesado en poder 
acreditar que ha obtenido el consentimiento con todas las garantías por lo que, velando 
por su propio interés, se cuidará de que ese consentimiento, en todos los casos en que 
sea posible, además de libre, inequívoco, especifico e informado, se manifieste por 
escrito y de forma expresa. 
                                                 
745
 Informe 93/2008 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos.  
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Por tanto, según ZABÍA
747
, tres son los problemas a que debe dar solución el 
responsable del fichero cuando recaba datos: en primer lugar, deberá redactar una 
cláusula clara y fácilmente comprensible que dé cumplimiento a las exigencias del 
artículo 5 de la LOPD; en segundo lugar, a la vista de la información contenida en la 
cláusula, el titular de los datos consentirá o no el tratamiento de los mismos, pudiendo 
incluso consentir para determinadas finalidades y no para otras; por último, consentido 
el tratamiento para determinadas finalidades, incumbe al responsable del fichero 
conservar una prueba de dicho consentimiento para el caso de que fuera necesario 
probar ante terceros que en su día se consintió. 
Como ya hemos mencionado con anterioridad, la recogida de datos, también los 
relativos a religión o creencias, se obtienen directamente del interesado mediante un 
formulario de solicitud de ingreso en la Corporación, lo que a su vez garantiza probar 
que se obtuvo el consentimiento. En la solicitud de ingreso en una hermandad se deben 
de completar una serie de datos que identifican al afectado y se verá acompañada de la 
partida de bautismo. Según la Ley, aunque parte de los datos sean susceptibles de la 
especial protección del artículo 7 LOPD, nos encontraríamos en la excepción del 
apartado segundo de dicho precepto ya que la finalidad es estrictamente religiosa y no 
se exigiría el consentimiento expreso y escrito para su recogida y posterior tratamiento 
siempre que el mismo se refiera exclusivamente a los miembros de la hermandad o a las 
personas con las que mantiene contacto dentro de los límites de la actividad legítima de 
aquélla. De todas maneras, entiendo que para evitar problemas posteriores, ya que hay 
que cumplimentar por escrito la solicitud, lo mejor es pedir previamente, en el momento 
de la solicitud de ingreso en la hermandad, el consentimiento expreso y escrito. El 
artículo 3, letra b) LODA en relación con el ingreso de menores de edad en asociaciones 
«ordinarias», dispone que cuando el menor tiene más de 14 años será necesario, además 
de su consentimiento, el consentimiento escrito de sus representantes legales, asunto del 
que nos ocuparemos en el epígrafe 6. El consentimiento de los menores de edad, de este 
mismo capítulo. 
 
                                                 
747
 JUAN ZABÍA DE LA MATA, “El consentimiento para el tratamiento de los datos de carácter personal” en 
VV.AA. ZABÍA (coord.), op. cit., p. 175. 
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5. Excepciones 
 
La regla general es la necesidad del consentimiento del afectado previo al 
tratamiento de sus datos, sin embargo, no menos generales y generosas, van a ser las 
excepciones al requisito de autorización previa del titular de los datos establecidas en el 
artículo 6 de la LOPD. El artículo 10 del RLOPD sistematiza y recoge las excepciones 
contempladas en la LOPD. Siguiendo el enfoque de FERNÁNDEZ LÓPEZ
748
 podemos 
distinguir tres grupos de excepciones: 
a) legitimación para el tratamiento y cesión de datos sin consentimiento cuando 
así sea habilitado por una ley como lo dispone el apartado 1 del artículo 6 LOPD
749
. Se 
consagra el principio de reserva de ley en la determinación de posibles límites al 
ejercicio por los ciudadanos de un derecho fundamental, de acuerdo a lo estipulado en el 
artículo 53.1 CE. De esta forma, cuando una Ley prevea expresamente el tratamiento no 
será necesario requerir el consentimiento del interesado. De hecho, cada vez se utiliza 
más esta reserva legal, sobre todo en leyes sectoriales en las que no se exige el 
consentimiento para el tratamiento de datos personales como las normas tributarias, de 
la Seguridad Social, Seguros Privados, Educación, Universidades, Salud… El artículo 
10.2a) añade una ”norma de derecho comunitario” equiparándola a la Ley
750
. Es un 
añadido del RLOPD puesto que no existe ninguna referencia a una norma de derecho 
comunitario en la LOPD. Esta equiparación es criticable puesto que no todas las normas 
de derecho comunitario tienen el mismo rango al igual que ocurre con las normas 
internas de un Estado. Así los Reglamentos y los Tratados tienen efecto directo en el 
ordenamiento jurídico de los Estados miembros siendo de obligado cumplimiento desde 
el momento de su entrada en vigor. No ocurre así con las Directivas que requieren de 
una transposición dentro de un plazo al Derecho nacional aunque durante el período de 
adaptación sirven de referencia para interpretar la normativa interna sobre la materia en 
                                                 
748
 J.M. FERNÁNDEZ LÓPEZ, “Principio de consentimiento” en VV.AA. ANTONIO TRONCOSO REIGADA 
(director), op. cit., pp. 462 a 469. 
749
 Artículo 6.1 LOPD: “1. El tratamiento de los datos de carácter personal requerirá el consentimiento 
inequívoco del afectado, salvo que la ley disponga otra cosa”. 
750
 Artículo 10 RLOPD: “2. No obstante, será posible el tratamiento o la cesión de los datos de carácter 
personal sin necesidad del consentimiento del interesado cuando: 
a) Lo autorice una norma con rango de ley o una norma de derecho comunitario…”. 
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cuestión
751
. Aparte de estas normas de ámbito comunitario existen, por un lado, la 
Decisión con efecto vinculante pero limitado al Estado miembro o personas físicas o 
jurídicas a las que va dirigidas; y por otro lado, las Recomendaciones y Dictámenes que 
son actos no vinculantes. Para PUENTE, el RLOPD se refiere a las normas de derecho 
comunitario que sean directamente aplicables o que hayan sido traspuestas a nuestro 
ordenamiento como legitimadoras del tratamiento
752
. 
b) Existen dos supuestos concretos expresamente recogidos en el artículo 10.2a) 
RLOPD de exonerar el previo consentimiento
753
: cuando el tratamiento tenga por objeto 
la satisfacción de un interés legítimo del responsable del tratamiento siempre que no 
implique un perjuicio del derecho fundamental a la protección de datos, de acuerdo con 
el epígrafe f) del artículo 7 Directiva 95/46; y cuando el tratamiento sea necesario para 
el cumplimiento de un deber, en línea con el epígrafe c) del mismo artículo de la 
Directiva. Ambos supuestos parten de la premisa de que la excepción al consentimiento 
del interesado ha sido así dispuesta en una norma legal. Sobre esta excepción nos parece 
muy acertada la referencia a los derechos y libertades de los interesados como límite a 
la habilitación legal.  
PUENTE
754
 pone como ejemplo del primer supuesto el tratamiento por un 
abogado de los datos de la parte contraria en un proceso, a fin de garantizar el derecho 
del cliente del abogado en cuestión a la tutela judicial efectiva en lo referente al uso de 
                                                 
751
 Aunque en el caso concreto de la Directiva 95/46 sobre protección de datos, el Tribunal Supremo, en 
su sentencia de 8 de febrero de 2012,  declaró la eficacia directa de un determinado artículo como 
veremos inmediatamente a continuación. 
752
 A. PUENTE ESCOBAR, “Legitimación para el tratamiento de datos” en VV.AA. R. MARTÍNEZ 
MARTÍNEZ (coord.), op. cit., pp. 23-26. 
753
 “2. No obstante, será posible el tratamiento o la cesión de los datos de carácter personal sin necesidad 
del consentimiento del interesado cuando: 
a) Lo autorice una norma con rango de ley o una norma de derecho comunitario y, en particular, cuando 
concurra uno de los supuestos siguientes: 
El tratamiento o la cesión tengan por objeto la satisfacción de un interés legítimo del responsable del 
tratamiento o del cesionario amparado por dichas normas, siempre que no prevalezca el interés o los 
derechos y libertades fundamentales de los interesados previstos en el artículo 1 de la Ley Orgánica 
15/1999, de 13 de diciembre. 
El tratamiento o la cesión de los datos sean necesarios para que el responsable del tratamiento cumpla un 
deber que le imponga una de dichas normas”. 
754
 A. PUENTE ESCOBAR, op. cit., pp. 25-26. 
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los medios de prueba o la defensa. Y como ejemplo en el segundo supuesto, el 
tratamiento amparado en un deber legal, el caso de cesión por un centro sanitario de los 
datos de salud de un accidentado a la compañía aseguradora como consecuencia de la 
existencia de un contrato de seguro de responsabilidad civil amparada en la Ley de 
Ordenación y Supervisión de los Seguros Privados
755
.  
Hemos de aclarar que el Tribunal Supremo mediante su Sentencia de 8 de 
febrero de 2012
756
 anuló el artículo 10.2.b) del Reglamento de desarrollo de la LOPD, 
en virtud del cual, era posible el tratamiento o cesión de los datos de carácter personal 
sin necesidad del consentimiento del interesado cuando “los datos objeto de tratamiento 
o de cesión figuren en fuentes accesibles al público y el responsable del fichero o el 
tercero a quien se comunique los datos tenga un interés legítimo para su tratamiento o 
conocimiento, siempre que no se vulneren los derechos y libertades fundamentales del 
interesado”. Previamente, se había presentado una cuestión prejudicial ante el Tribunal 
de Justicia de la Unión Europea, que dictaminó que el mencionado precepto incumplía 
la Directiva 95/46 sobre protección de datos, al exigir un requisito más que la misma no 
contempla, como es que para alegar un interés legítimo los datos tenían que proceder de 
fuentes accesibles al público. Así, este Tribunal declaró el efecto directo de aplicación 
del artículo 7 f) de la mencionada Directiva. 
En cambio, y como consecuencia de esta sentencia, la AEPD, para aplicar este 
criterio del interés legítimo, de manera que no sea necesario el consentimiento del 
afectado para el tratamiento o cesión de sus datos personales, considera que:  
- Debe existir un interés legítimo del responsable, que además, debe poder 
acreditar; 
- Es necesario hacer una ponderación de manera que no se perjudique los 
derechos y libertades del interesado; 
- El análisis tiene que realizarse caso por caso, de forma que no podemos hablar 
de un catálogo general de criterios que puedan utilizarse para llevar a cabo la 
ponderación.  
                                                 
755
 Resolución AEPD de 11 de agosto de 2003 (PS/00027/2003), confirmada por SAN de 21 de 
septiembre de 2005 (JUR\2005\262828). 
756
 STS de 8 de febrero de 2012, ya referenciada. 
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No obstante lo anterior, la AEPD sí estima que uno de los criterios que se 
pueden utilizar para la ponderación es si los datos figuran en fuentes accesibles al 
público o no, teniendo en cuenta que si la respuesta es afirmativa probablemente 
permitirían declinar la balanza a favor del interés legítimo del responsable para efectuar 
el tratamiento o cesión.  
En este sentido, la fundamentación jurídica de la AEPD se basa en la propia 
Sentencia del Tribunal Supremo de 8 febrero de 2012, que hemos citado anteriormente, 
ya que si bien ha anulado el artículo 10.2.b) del Reglamento de la LOPD, no elimina el 
concepto de “fuentes accesibles al público”
 757
. 
c) legitimación para el tratamiento de datos sin consentimiento. Estas 
excepciones se contemplan en el apartado 3 del artículo 11 RLOPD
758
 que reúne las 
enumeradas en el artículo 6.2 LOPD: 
- Datos personales recogidos para el ejercicio de las funciones propias de las 
Administraciones Públicas en el ámbito de sus competencias. Para excepcionar el 
consentimiento en este supuesto será necesario reunir dos requisitos. Por un lado, los 
datos han de ser recabados para el ejercicio de funciones propias de las 
Administraciones Públicas y por otro lado, que además dichas funciones públicas se 
ejerciten en el ámbito de sus competencias y atribuciones por lo que habrá que estar a la 
normativa específica sobre competencia y atribuciones de las Administraciones 
Públicas. Además, el Reglamento precisa que las funciones propias de las 
Administraciones Públicas en el ámbito de sus competencias “que les atribuya una 
                                                 
757
 STS de 8 de febrero de 2012, ya referenciada, e Informes 178/2012, 233/2012, 261/2012 y 156/2014 
elaborados por Gabinete Jurídico de la Agencia Española de Protección de Datos. Documento disponible 
en www.agpd.es.  
758
 Artículo 11 RLOPD: “3. Los datos de carácter personal podrán tratarse sin necesidad del 
consentimiento del interesado cuando: 
a) Se recojan para el ejercicio de las funciones propias de las Administraciones públicas en el ámbito de 
las competencias que les atribuya una norma con rango de ley o una norma de derecho comunitario. 
b) Se recaben por el responsable del tratamiento con ocasión de la celebración de un contrato o 
precontrato o de la existencia de una relación negocial, laboral o administrativa de la que sea parte el 
afectado y sean necesarios para su mantenimiento o cumplimiento. 
c) El tratamiento de los datos tenga por finalidad proteger un interés vital del interesado en los términos 
del apartado 6 del artículo 7 de la Ley Orgánica 15/1999, de 13 de diciembre”. 
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norma con rango de ley o una norma de derecho comunitario”. De esta forma se limita 
la fuente origen de tal atribución y no vale lo que diga una norma de rango menor. 
- Datos referidos a las partes de un contrato, precontrato o relación laboral o 
administrativa, necesarios para su mantenimiento o cumplimiento. El supuesto más 
común es la existencia de un contrato, por ejemplo, el tratamiento por un empresario de 
los datos de sus empleados. Pero la intención del legislador, en opinión de PUENTE, 
supera la mera existencia del contrato y este precepto amparará el tratamiento de los 
datos del interesado como paso previo a un contrato, la presentación de una oferta o, 
incluso, si surge un vínculo jurídico sin base contractual. Todo ello siempre que sea 
necesario el tratamiento para el mantenimiento, desarrollo o control de la relación 
jurídica
759
. La razón de esta exclusión se halla en que ya se prestó un consentimiento en 
la relación negocial en la que ambas partes han de cumplir o mantener las obligaciones 
acordadas. De lo contrario habría que prestar consentimiento para desarrollar o ejecutar 
las distintas obligaciones o fases de un mismo contrato lo que llevaría a dificultar o 
incluso imposibilitar el buen término de dicha relación. A sensu contrario, no se puede 
entender el tratamiento de datos personales para otra relación distinta de la original 
establecida entre las partes. 
Múltiples y variados son los casos en los que el responsable del tratamiento que 
recabó los datos como consecuencia de una relación, emplea los mismos para supuestos 
distintos de esa relación entre las partes. Los tribunales en esta cuestión son claros: se 
precisa el consentimiento del afectado. Por ejemplo, la Sentencia de la Audiencia 
Nacional, de 20 de octubre de 2004 trata el supuesto en el que el interesado facilita sus 
datos a un banco con la exclusiva finalidad de gestionar el contrato de cuenta corriente 
celebrado con la entidad. El banco emplea también sus datos personales para elaborar 
una tarjeta de crédito y al tratarse de un producto financiero distinto de la cuenta 
corriente el Tribunal declara que la entidad bancaria no estaba amparada para ello por el 
artículo 6.2 LOPD y, por tanto, precisa del consentimiento del afectado
760
. 
                                                 
759
 A. PUENTE ESCOBAR, op. cit., pp. 23-26. 
760
 SAN de 20 de octubre de 2004, rec. 1002/2002 (JUR\2005\232323). 
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En sentencia del 15 de febrero de 2006
761
, la Audiencia Nacional considera 
vulnerado el principio de consentimiento en el supuesto de un agente mediador de 
seguros que contrata en nombre y sin consentimiento de su cliente una nueva póliza de 
seguros ya que conforme a la Ley de mediación de seguros el agente no es un mero 
comisionista sino que es un asesor que debe buscar la mejor cobertura para los intereses 
de su cliente y ello no le habilita para contratar en nombre de aquél una nueva póliza y 
menos emitir la correspondiente factura y cargo bancario. 
Debemos completar lo afirmado hasta ahora respecto a esta excepción con lo 
dispuesto en el artículo 15 RLOPD
762
. Regula el supuesto de solicitud del 
consentimiento en el marco de una relación contractual para fines no relacionados de 
manera directa con la misma. En este supuesto, el Reglamento señala que el responsable 
del tratamiento debe permitir al afectado que manifieste expresamente su negativa al 
tratamiento o comunicación de datos. Expresamente señala el citado artículo que se 
considera cumplido esta obligación cuando se permita la marcación de una casilla 
claramente visible en el documento que se entregue para la celebración del contrato. 
- Interés vital del afectado. Esta excepción está recogida en los mismos términos 
que se utilizan en la LOPD, es decir, se incluye la referencia al artículo 7.6 LOPD, 
donde se regulan las excepciones al tratamiento de los datos especialmente protegidos. 
Para FERNÁNDEZ LÓPEZ la incongruencia que hay en la LOPD se traslada al RLOPD. El 
artículo 6.2 LOPD excepciona del consentimiento para “el tratamiento de los datos que 
tenga por finalidad un interés vital del interesado en los términos del artículo 7, apartado 
6, de la presente Ley…”. La finalidad de protección de un interés vital del interesado es 
la que legitima el tratamiento de datos sin consentimiento y debemos entender que en 
este precepto el legislador se refiere a cualquier tipo de dato personal, a excepción de 
los datos especialmente protegidos que el legislador regula específicamente en los 
                                                 
761
 SAN de 15 de febrero de 2006 (JUR\2006\119479). 
762
 Artículo 15 RLOPD: “Si el responsable del tratamiento solicitase el consentimiento del afectado 
durante el proceso de formación de un contrato para finalidades que no guarden relación directa con el 
mantenimiento, desarrollo o control de la relación contractual, deberá permitir al afectado que manifieste 
expresamente su negativa al tratamiento o comunicación de datos. 
En particular, se entenderá cumplido tal deber cuando se permita al afectado la marcación de una casilla 
claramente visible y que no se encuentre ya marcada en el documento que se le entregue para la 
celebración del contrato o se establezca un procedimiento equivalente que le permita manifestar su 
negativa al tratamiento”. 
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artículos 7 y 8. El artículo 7.6 LOPD permite entre otros supuestos el tratamiento de 
datos especialmente protegidos para garantizar el interés vital del afectado en el 
supuesto de que esté física o jurídicamente incapacitado para dar su consentimiento. En 
su opinión, que compartimos “parece innecesaria y puede inducir a confusión la 
remisión que, para el tratamiento de datos que no tengan la calificación de 
especialmente protegidos, hace el artículo 6.2 LOPD al artículo 7.6 de la misma, que en 
iguales términos encontramos en el Reglamento”. El artículo 10.3c) RLOPD acoge la 
misma excepción y en términos idénticos a los empleados en la LOPD. La referencia al 
artículo 7.6 LOPD, donde se regulan las excepciones al tratamiento de los datos 
especialmente protegidos, incluye el tratamiento que resulte necesario para la 
prevención o el diagnóstico médicos, la prestación de asistencia sanitaria o tratamientos 
médicos o la gestión de servicios sanitarios y también para salvaguardar el interés vital 
del afectado. Como podemos observar contempla más supuestos que el interés vital del 
afectado y el artículo 6.2 debería referirse a todos estos supuestos. En opinión de 
FERNÁNDEZ LÓPEZ, “la excepción del artículo 6.2 LOPD y, por consiguiente, del 
artículo 10.3 RLOPD lo es con respecto de los datos personales del interesado distintos 




En todo caso, atender al interés vital del afectado, ha de primar siempre y ceder 
el derecho fundamental a la protección de datos a otros derechos también fundamentales 
como la vida y la salud. 
- Datos que figuren en fuentes accesibles al público. Ya hemos mencionado que 
el artículo 10.2b) RLOPD agrupa la habilitación para tratar y ceder datos de fuentes 
accesibles al público. En el caso del tratamiento, el artículo 6.2 LOPD señala una última 
excepción a la exigencia del consentimiento: los datos que figuren en fuentes accesibles 
al público. Como ya se ha explicado, las fuentes accesibles al público se definen en el 
artículo 3j LOPD estableciendo un numerus clausus, cosa bastante criticable por otra 
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 J.M. FERNÁNDEZ LÓPEZ, “Principio de consentimiento” en VV.AA. ANTONIO TRONCOSO REIGADA 
(director), op. cit., pp. 462 a 469. 
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parte: ¿por qué los listados de los colegios profesionales sí y los registros públicos no? 
Pero ese es otro tema
764
. 
Lo destacable es que se requieren dos requisitos para que el consentimiento no 
sea necesario. En primer lugar, el tratamiento debe ser necesario para la satisfacción de 
un interés legítimo del responsable del fichero o del tercero al que se comuniquen. La 
doctrina establecida por el Tribunal de Justicia de la Unión Europea en su sentencia del 
24 de noviembre de 2011
765
 afirma que, “a pesar de que el tratamiento de datos de 
carácter personal requiere el consentimiento del afectado, éste no será preciso cuando el 
tratamiento sea necesario para la satisfacción del interés legítimo perseguido por el 
responsable siempre que no prevalezcan los derechos y libertades fundamentales del 
interesado” y por tanto declara la aplicación directa del artículo 7f) de la Directiva 
95/46. El segundo requisito es que no se vulneren con ello los derechos y libertades 
fundamentales del interesado. Estas exigencias obligarán a una ponderación de ambos 
requisitos y nos atrevemos a afirmar que en el supuesto de que se vulneren los derechos 
y libertades fundamentales del interesado quedará vetado el tratamiento. Para ello será 
de gran ayuda el ejercicio del derecho de oposición. 
Hasta la fecha, los Tribunales no han añadido a la lista de fuentes accesibles al 
público ninguna más. A modo ilustrativo señalar que han sido denegadas como tales el 
contenido de los libros y archivos judiciales
766
, el Anuario de un colegio escolar que 
sólo se distribuye entre familiares de los alumnos y profesores
767
 o el buzón de 
correspondencia del domicilio del afectado
768
. 
                                                 
764
 Con respecto a los colegios profesionales tanto la AEPD como la Audiencia Nacional aclaran que “las 
fuentes accesibles al público son aquéllas a través de las cuales podemos conocer en bloque, es decir, no 
mediante consultas puntuales al Colegio Profesional correspondiente a cada colegiado, sino en su 
totalidad, en forma de listado, los pertenecientes a un determinado colectivo (…) por ser dicho 
conocimiento, íntegro, de carácter público. De este modo será preciso que exista una divulgación previa 
del listado de colegiados, de forma que los mismos aparezcan en una publicación divulgada fuera del 
Colegio”. Por lo tanto, podemos consultar los datos de un colegiado en el respectivo listado publicado en 
una guía, repertorio, Internet, etc. Pero los listados usados por el respectivo colegio profesional para fines 
internos no son fuentes accesibles al público. Cfr. Informe de la AEPD 258/2008 y la Sentencia de la 
Audiencia Nacional de 29 de junio de 2001 (JUR\2001\293761). Documento disponible en www.agpd.es. 
765
 STJCE de 24 de noviembre de 2011. Caso ASNEF y otros contra Administración del Estado, 
(TJCE\2011\373). 
766
 SAN de 29 de noviembre de 2001 (JUR\2002\10541). 
767
 SAN de 12 de enero de 2006 (JUR\2006\120944). 
768
 SAN de 18 de mayo de 2006 (JUR 2006\165420). 
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d) legitimación para la cesión de datos sin consentimiento. Numerosas son las 
excepciones recogidas en el punto segundo del artículo 11 aunque lo desarrollaremos en 
el apartado de comunicación de datos en relación con el artículo 10 del Reglamento
769
. 
En todos estos casos en que no es necesario el consentimiento, y siempre que 
una ley no disponga lo contrario, el afectado podrá oponerse a su tratamiento cuando 
existan motivos fundados y legítimos relativos a una concreta situación personal
770
. En 
tal supuesto, el responsable del fichero excluirá del tratamiento los datos relativos al 
afectado (artículo 6.4 LOPD). Es una de las novedades de la LOPD traída de la 
Directiva 95/46/CE que reconoce en su artículo 14 el derecho del interesado a 
“oponerse en cualquier momento y por razones legítimas a que los datos que le 
conciernan sean objeto de tratamiento”, en unos supuestos determinados por ley, y 




6. El consentimiento prestado por menores de edad 
 
Régimen jurídico general 
Antes de entrar en materia detengámonos un momento en el concepto de 
capacidad desde un punto de vista jurídico. Nuestro ordenamiento jurídico distingue una 
capacidad jurídica y una capacidad de obrar. Siguiendo a DE CASTRO
772
, la capacidad 
jurídica es la aptitud o idoneidad abstracta para ser sujeto de derechos y obligaciones, 
esto es, para ser destinatario de las normas jurídicas y titular de los intereses que el 
ordenamiento jurídico protege. La capacidad jurídica consiste en la aptitud para ser 
                                                 
769
 Apartado 2. Comunicación de los datos, de este capítulo. 
770
 Se desarrolla el llamado derecho de oposición en el capítulo VI.4. 
771
 Como es el supuesto contemplado en el artículo 30 LOPD. 
772
 F. DE CASTRO Y BRAVO, Derecho Civil de España. Tomo II, Instituto de Estudios Políticos, Madrid, 
1952, reedición 2008, Ed. Aranzadi, Navarra. 
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titular de derechos y obligaciones, de la que goza toda persona desde el momento de su 
nacimiento como claramente señalan los artículos 29 y 30 CC
773
. 
En cambio, la capacidad de obrar es la posibilidad de actuar o llevar a cabo actos 
jurídicos concretos con plena validez y eficacia, exigiéndose para ello, lógicamente, la 
concurrencia de ciertas condiciones de madurez y autonomía personal que le permitan 
comprender el alcance y significado de las actuaciones que pretende realizar. Se define 
como la aptitud para ejercitar derechos y asumir obligaciones. Requiere una cierta 
madurez del individuo, un mínimo de facultades de discernimiento suficiente para 
entender el significado de los actos que va a llevar a cabo y de las consecuencias de los 
mismos. Es una capacidad graduable, que puede variar a lo largo de los años, no así la 
capacidad jurídica, que se tiene o no se tiene
774
. La regla general es que existe una edad 
legal para adquirir la plena capacidad de obrar, la denominada mayoría de edad. En 
España se sitúa en los dieciochos años, al igual que los países de nuestro entorno
775
, por 
lo que a partir de esta edad podrá realizar cualquier acto jurídico con absoluta validez, 
excepto aquellos para los que el ordenamiento exige una capacidad especial (como la 
adopción, para la que se exige ex artículo 175 CC tener veinticinco años). No obstante, 
conviene aclarar que el Derecho establece una presunción iuris tantum que, en 
consecuencia, admite prueba en contra. Esto es, nada impide que en un caso concreto se 
demuestre que una persona mayor de edad carecía de la capacidad natural suficiente 
para actuar (por ejemplo, por sufrir una enfermedad mental transitoria), afectando a la 
propia validez y eficacia del acto realizado.  
En cambio, se considera menor a todo aquel que no sea mayor de edad, es decir, 
que no haya cumplido los dieciocho años. El menor de edad tiene plena capacidad 
jurídica, Sin embargo, puesto que se asume que carece a priori de la capacidad natural y 
suficiente para querer, comprender y entender los actos jurídicos tanto personales como 
                                                 
773
 Artículo 29 CC: “El nacimiento determina la personalidad; pero el concebido se tiene por nacido para 
todos los efectos que le sean favorables siempre que nazca con las condiciones que expresa el artículo 
siguiente”. 
Artículo 30 CC: ”Para los efectos civiles, sólo se reputará nacido el feto que tuviere figura humana y 
viviere veinticuatro horas enteramente desprendido del seno materno”. 
774
 Para profundizar en el tema de la capacidad jurídica y la de obrar cfr. L. DÍEZ-PICAZO y A. GULLÓN 
BALLESTEROS, Sistema de Derecho Civil, vol. I, Introducción. Derecho de la persona. Autonomía 
privada. Persona jurídica, Madrid, 2002, pp. 212 y ss. 
775
 Artículos 12 CE y 315 CC. 
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patrimoniales en los que puede verse involucrado, se limita su capacidad de obrar y, 
además, es objeto de un sistema de protección específico. Dicha protección se lleva a 
cabo normalmente a través de la llamada patria potestad (arts. 154 y ss. CC) o, en su 
caso, de la tutela (arts. 222 y ss. CC), la adopción (art. 175 CC) y el acogimiento (art. 
173 CC). Antes de los dieciochos años no hay ninguna edad legal reconocida en nuestro 
ordenamiento jurídico que permita al menor salir del régimen de patria potestad o tutela 
al que está sometido con carácter general debido a la falta de madurez del menor, salvo 
que haya sido emancipado. La emancipación permite que el menor que alcanza una 
determinada edad pueda acceder, bajo ciertas condiciones, a un estado civil específico 
que implica tanto la extinción de la patria potestad como una ampliación importante de 
su capacidad de obrar. No obstante, el emancipado no llega a adquirir una capacidad 
plena, por lo que precisará de la asistencia de sus padres o de un curador para llevar a 
cabo ciertos actos, como enajenar bienes inmuebles, tomar dinero a préstamo, etc. (art. 
323 CC). 
Sin embargo, sí se reconocerán otras edades legales que capacitan al menor para 
la realización de determinados actos a medida que el menor madure y alcance el 
conocimiento natural necesario para actuar de forma autónoma y responsable
776
. Esta 
capacidad natural de obrar es la aptitud psíquica para entender y querer el acto concreto 
que se pretende realizar, como así la define DELGADO ECHEVARRÍA
777
. 
El ordenamiento español no fija un criterio uniforme que determine la capacidad 
natural de obrar, es decir, una edad cronológica general. Algunas veces sí se vincula 
esta capacidad a tener cumplida una edad, pero la mayoría de las veces se alude al 
suficiente juicio o las condiciones de madurez del menor para permitir, de acuerdo con 
los usos sociales, su capacidad de obrar sin necesidad de complemento alguno de su 
capacidad, por lo que se obliga a dilucidar caso por caso. El Tribunal Supremo, en su 
sentencia de 10 de junio de 1991, afirma que no se puede negar la capacidad de obrar de 
los menores porque ello contraría “a los usos sociales imperantes en la actualidad ya que 
resulta incuestionable que los menores de edad no emancipados vienen realizando en la 
                                                 
776
 He utilizado como guía para el desarrollo del concepto capacidad de obrar del menor la obra de L. 
VÁZQUEZ-PASTOR JIMÉNEZ, La construcción de la ciudadanía del menor de edad, Ed. Tirant lo Blanch, 
Valencia 2009, pp. 40 y ss. 
777
 J. DELGADO ECHEVARRÍA, en J.L. LACRUZ BERDEJO et al., Elementos del Derecho civil. Parte general, 
I, vol. 2º, Ed. Dykinson, Madrid, 2010, p. 126. 
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vida diaria numerosos contratos para acceder a lugares de recreo y esparcimiento para la 
adquisición de determinados artículos de consumo…e incluso de transporte en los 
servicios públicos, sin que para ello necesite la presencia inmediata de sus 
representantes legales” de forma que cuando el menor celebra estos contratos por sí 
solo, estos no son anulables
778
. 
Durante la minoría de edad, el individuo va ganando en madurez y juicio y, por 
tanto, en capacidad de obrar como la Ley le irá reconociendo a medida que cumpla 
años. Pero no olvidemos que, a pesar de su madurez, el menor sigue sometido a una 
relación especial con sus padres, la patria potestad o, en su defecto, la tutela. Dichas 
instituciones se ejercerán en beneficio del menor y atendiendo a su personalidad 
deberán ser escuchados en función de si poseen juicio suficiente antes de tomar 
decisiones que le afecten (arts. 154.2, 156.2, 166.2, 237.2, 271-273 CC). Como 
consecuencia de esta función garantizadora de ambas instituciones se les concede una 
serie de facultades y deberes entre las que se destaca la representación legal del menor. 
Ahora bien, la facultad representativa de la que gozan los progenitores o tutores no es 
absoluta y arbitraria, esto es, no puede ser ejercida de forma unilateral y basándose 
exclusivamente en sus intereses personales. Muy al contrario, la intervención de los 
representantes legales se encuentra sometida a dos límites fundamentales: el interés 
superior del menor, que condiciona las decisiones que se puedan tomar, así como el 
derecho del menor a ser oído, que garantiza su participación en el proceso de 
determinación de cuál es su propio interés. Por lo tanto, incluso en aquellos casos en 
que la intervención de los representantes legales sea preceptiva, los intereses del menor 
de edad prevalecerán sobre cualquier otro, ya que la representación nace de la ley con el 
objetivo de proteger los derechos de los menores y en su exclusivo beneficio. 
La Ley reconoce expresamente al menor la facultad de realizar actos por sí 
mismo. Podemos distinguir tres grupos: 
a) A partir de los doce años habrá de consentir la adopción de la que sea objeto 
en presencia del juez (art. 177. 1 CC), así como el acogimiento (art. 173.2 CC). 
Igualmente, cuando el menor tenga doce años o más deberá prestar su consentimiento 
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 STS de 10 de junio de 1991, FJ 3º (RJ\1991\4434). 
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para participar en un ensayo clínico (art. 7.3 a) 1º Real Decreto 223/2004, por el que se 
regulan los ensayos clínicos con medicamentos).  
b) Cuando el menor tenga catorce años podrá ejercer la opción por la vecindad 
civil del lugar de nacimiento o por la última de cualquiera de sus padres (art. 14.3 CC), 
optar por la nacionalidad española (arts. 20.2 b y 21.3 b CC), contraer matrimonio con 
dispensa de edad (art. 48.II CC), otorgar capitulaciones matrimoniales (arts. 1329 y 
1338 CC), reconocer hijos (art. 121 CC), ejercer la patria potestad con la asistencia de 
sus padres (art. 157 CC) y otorgar testamento, salvo el ológrafo (arts. 663 y 688 CC). 
Igualmente, según el artículo 13 del Real Decreto de desarrollo de la Ley Orgánica 
15/1999, de 13 de diciembre, de Protección de Datos, el tratamiento de los datos de 
mayores de catorce años sólo podrá realizarse con su consentimiento. Esta norma, en el 
ámbito de las relaciones sanitarias, implica algo tan importante como que los 
representantes legales de un menor mayor de catorce años deberán contar con su 
consentimiento para poder acceder a su historia clínica.  
c) Finalmente, a partir de los dieciséis años puede realizar contratos de trabajo 
con autorización expresa o tácita de su representante legal (art. 7.b.2 Estatuto de los 
Trabajadores), participar en determinados procesos selectivos (art. 56 Ley 7/2007, de 12 
de abril, del Estatuto Básico del Empleado Público), administrar los bienes adquiridos 
mediante su trabajo e industria (art. 164.3 CC), obtener la emancipación (art. 317 y ss. 
CC), ceder derechos de explotación derivados de la propiedad intelectual (art. 44 Real 
Decreto Legislativo 1/1996, de 12 de abril, por el que se aprueba el texto refundido de la 
Ley de Propiedad Intelectual, regularizando, aclarando y armonizando las disposiciones 
legales vigentes sobre la materia) y actuar en los procedimientos de repatriación (art. 
35.6 LO 4/2000, de 11 de enero, de derechos y libertades de los extranjeros en España y 
su integración social).  
Nos encontramos con que la Ley, artículo 162 CC, reconoce expresamente la 
capacidad de los menores para realizar actos relativos a los derechos de la personalidad, 
pero no se establece una edad general a partir de la cual se presume dicha capacidad 
sino que hay que apreciarla en cada caso. Este artículo afirma que “los padres que 
ostenten la patria potestad tienen la representación legal de sus hijos menores no 
emancipados” y, a continuación, exceptúa “los actos relativos a derechos de la 
personalidad u otros que el hijo, de acuerdo con las Leyes y con sus condiciones de 
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madurez, pueda realizar por sí mismo”. Establece dos requisitos legales para excluir la 
representación legal: la madurez del menor y la previsión legal que exista al respecto. 
Es decir, para que el menor pueda realizar eficazmente actos relativos a los derechos 
personalísimos es necesario que no exista una disposición legal específica que exija la 
mayoría de edad legal para su ejercicio y, por supuesto, que el menor tenga la capacidad 
de discernimiento suficiente para entender y querer las consecuencias del acto en 
cuestión. Todo ello, siempre y cuando redunde en beneficio del menor
779
. 
Traemos aquí a colación una Sentencia del Tribunal Supremo
780
 que trataba la 
posible nulidad de la "práctica de contratación" respecto de un menor de edad para la 
formación y aseguramiento de sus servicios como futuro jugador profesional de fútbol 
mediante una relación negocial compleja conformada por la suscripción simultánea de 
un precontrato de trabajo, de un contrato de jugador no profesional y del contrato de 
trabajo, propiamente dicho. En virtud de esta relación el Fútbol Club Barcelona ejercitó 
demanda contra el menor exigiéndole una indemnización en concepto de la cláusula 
penal pactada en el precontrato de fecha 22 de abril de 2002, al haberse integrado en la 
plantilla del Real Club Deportivo Espanyol, SAD incumpliendo los compromisos 
pactados en dicho precontrato. 
Lo primero que reconoce el Tribunal es la especial protección que nuestro 
ordenamiento jurídico reconoce al menor de edad y, por tanto, ha de prevalecer el 
interés superior del menor como criterio predominante a la hora de analizar la compleja 
relación negocial entre ambas partes cuya finalidad principal era asegurar la vinculación 
a una contratación laboral de una duración que sobrepasa, con creces, el derecho de 
decidir el menor por él mismo durante 10 temporadas. Como se afirma en la sentencia 
“la adecuación al interés superior del menor, por tanto, se sitúa como el punto de partida 
y de llegada en que debe fundarse toda actividad que se realice en torno tanto a la 
defensa y protección de los menores, como a su esfera de su futuro desarrollo 
profesional”. 
                                                 
779
 VÁZQUEZ-PASTOR pone como ejemplo de actos relativos a los derechos de la personalidad respecto de 
los cuales la ley, prescindiendo del criterio de la madurez, establece la prohibición de realizar antes de 
haber alcanzado la mayoría de edad legal la extracción y el trasplante de órganos (art. 4 de la Ley 
30/1979, de 27 de octubre, sobre extracción y trasplante de órganos). Vide L. VÁZQUEZ-PASTOR JIMÉNEZ, 
La construcción de la ciudadanía del menor cit., p. 68. 
780
 STS 26/2013, de 5 de febrero (RJ\2013\928). 
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En lo que respecta al poder de representación que ostentan los padres, que nace 
de la ley y que sirve al interés superior del menor, el Tribunal entiende que no puede 
extenderse a “aquellos ámbitos que supongan una manifestación o presupuesto del 
desarrollo de la libre personalidad del menor y que puedan realizarse por él mismo, caso 
de la decisión sobre su futuro profesional futbolístico que claramente puede 
materializarse a los 16 años (artículo 162.1º del Código Civil)”. 
Además, en el contrato se cedían los derechos de imagen para cuando el menor 
fuera jugador profesional. En este sentido, se tiene que “tener en cuenta que el derecho a 
la imagen tiene un ámbito patrimonial, pero dicho ámbito está íntima e 
indisolublemente vinculado a su ámbito personal, ya que el derecho a la propia imagen 
es, en esencia, un derecho a la personalidad, es decir, que dentro del elenco de derechos 
fundamentales, es de aquellos derechos más relevantes y trascendentes, ya que tiene por 
objeto alguno de los aspectos o elementos más esenciales de la persona en sí misma 
considerada. Por eso, como derecho de la personalidad, es un derecho irrenunciable, 
inalienable, imprescriptible, y podrá ser revocado en todo momento”. El Tribunal 
Supremo declara la nulidad del precontrato de trabajo de 22 de abril de 2002 y, en 
consecuencia, la nulidad de la cláusula penal prevista en el mismo, sin que se derive 
derecho alguno de indemnización por dicho concepto. 
En el régimen de protección de datos en el caso concreto de datos de salud, y 
según el criterio de la AEPD fijado en su dictamen 114/2008
781
, mientras tengan la 
patria potestad los padres podrán acceder sin consentimiento del menor a la información 
sanitaria de los hijos ya que “es fundamental para poder velar adecuadamente por la 
salud de los mismos, por ello, entendemos que el Código Civil habilita la cesión de la 
información sanitaria a quienes ostenten la patria potestad. Por otra parte, como se ha 
venido indicando, la habilitación se refiere a los titulares de la patria potestad y no a 
cualesquiera familiares, que únicamente podrían obtener los datos en caso de ejercer la 
tutela, dado que el artículo 269 del Código Civil establece una habilitación legal similar, 
                                                 
781
 Informe 114/2008 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos 
sobre el consentimiento del acceso a la historia clínica de un menor:  
Documento disponible en 
https://www.agpd.es/portalwebAGPD/canaldocumentacion/informes_juridicos/cesion_datos/common/pdf
s/2008-0114_Comunicaci-oo-n-de-los-informes-m-ee-dicos-de-los-menores-a-los-padres.pdf.   
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al disponer que <el tutor está obligado a velar por el tutelado y, en particular (...) a 
educar al menor y procurarle una formación integral>”. 
En conclusión, la minoría de edad no supone una causa de incapacitación por lo 
que aquélla habrá de ser analizada en cada caso concreto a los efectos de calificar la 
suficiencia en la prestación del consentimiento en atención a la transcendencia del acto 
de disposición y a la madurez del disponente. El menor de edad podrá ejercer las 
facultades de los derechos de los que sea titular si tiene capacidad natural de obrar para 
realizar el acto en cuestión según su grado de desarrollo y madurez personal, siempre y 
cuando no exista una norma legal que se lo impida. Si el menor carece de esa capacidad 
natural de obrar, la intervención de sus representantes legales en el ámbito de sus 
derechos fundamentales se limitará a intervenir en los actos necesarios para proteger el 
interés del menor. Podrán intervenir supliendo al menor siempre y cuando una 
disposición legal lo autorice expresamente y esta actuación sea controlada por los 
poderes públicos, si así se dispone legalmente. En todo caso, la actuación de los 
representantes legales estará condicionada por el derecho del menor a ser oído, si gozara 




El consentimiento de los menores en el RLOPD y en el Reglamento UE 
Una novedad significativa que introduce el Reglamento de desarrollo de la 
LOPD, siguiendo la doctrina de la AEPD
783
, es el de regular el consentimiento de los 
menores de edad, distinguiendo entre los mayores de 14 años, a los que la Ley atribuye 
capacidad para la realización de determinados negocios jurídicos, y el consentimiento 
que pudieran dar los menores de dicha edad. Por ejemplo, el artículo 3 b) LODA exige 
                                                 
782
 Clarificadora en este sentido la STC 183/2008, de 22 de diciembre (RTC\2008\183). Trata de la 
repatriación de marroquí menor de edad no emancipado sometido a tutela pública de la Comunidad de 
Madrid, solo en España, instada por la propia Comunidad y así se acuerda por la Delegación del Gobierno 
en Madrid. Esta decisión es impugnada por el menor que contaba 17 años a través de un Letrado que él 
designa y con el apoyo de una Asociación, siendo inadmitido el recurso interpuesto por el Juzgado al 
entender que carecía de capacidad procesal sin la asistencia de la persona que ejerza la patria potestad, 
tutela o curatela del menor de edad. El Tribunal Constitucional le otorga el amparo al considerar que se ha 
impedido de manera definitiva a un menor, “con capacidad y madurez suficiente, instar el control judicial 
de una decisión administrativa, como era la de su repatriación, que afectaba de una manera muy directa a 
su vida y esfera personal, lesionando de esa manera su derecho de acceso a la jurisdicción (art. 24.1 CE), 
para defender intereses personalísimos”. 
783
 Informe 46/2010 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos. 
Documento disponible en www.agpd.es. 
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al menor tener cumplidos 14 años para formar parte de asociaciones con el 
consentimiento documentalmente acreditado, lo que significa que ha de ser expreso y 
por escrito, de las personas que deban complementar su capacidad. Los niños, por ser 
menores de edad, tienen limitada su capacidad de obrar. Por tal motivo, muchas de sus 
actuaciones deben ser realizadas por quienes ostentan su representación legal. 
La propuesta de Reglamento europeo de protección de datos reduce la edad a la 
hora de consentir en el tratamiento de datos personales a los 13 años, ya que según el 
apartado 1 del artículo 8: “A efectos del presente Reglamento, en relación con la oferta 
directa de servicios de la sociedad de la información a los niños, el tratamiento de los 
datos personales relativos a los niños menores de 13 años sólo será lícito si el 
consentimiento ha sido dado o autorizado por el padre o tutor del niño. El responsable 
del tratamiento hará esfuerzos razonables para obtener un consentimiento verificable, 
teniendo en cuenta la tecnología disponible”. Del texto se deduce que esta reducción de 
la edad legal se refiere exclusivamente al ámbito de la sociedad de la información, es 
decir, el mundo virtual en Internet, comercio electrónico y redes sociales. Se propone en 
las enmiendas del Consejo de la Unión Europea, que habrán de debatirse en el 
Parlamento europeo, matizar este consentimiento del menor de 13 años de edad y se 
remite a las legislaciones nacionales ya que este consentimiento será licito si ha sido 
dado o autorizado por el “titular de la autoridad parental sobre el niño, o ha sido dado 
por el niño en circunstancias que se consideren válidas a tenor de la legislación de la 
Unión o del Estado miembro”. 
En consecuencia, a tenor de las normas referidas, cabe considerar que los 
mayores de catorce años disponen de las condiciones de madurez precisas para 
consentir, por sí mismos, el tratamiento automatizado de sus datos de carácter personal 
y así se establece en el artículo 13 del Real Decreto 1720/2007, “podrá procederse al 
tratamiento de los datos de los mayores de catorce años con su consentimiento, salvo en 
aquellos casos en los que la Ley
784
 exija para su prestación la asistencia de los titulares 
                                                 
784
 Entre las excepciones en las que se exige el concurso de los titulares de la patria potestad o tutela las 
recogidas en el artículo 9 de la Ley 41/2002, de 14 de noviembre, básica reguladora de la autonomía del 
paciente y de derechos y obligaciones en materia de información y documentación clínica nos 
encontramos con el tratamiento de los datos de actividades que requieren el consentimiento o autorización 
de los padres, tutores o representantes legales, por ejemplo, en los supuestos de intervención quirúrgica 
del menor cuando no sea capaz intelectual ni emocionalmente de comprender el alcance de la 
intervención; cuando se trate de una actuación de grave riesgo para la vida o salud del menor, según el 
criterio del facultativo; y en los casos de interrupción voluntaria del embarazo de menores de edad. 
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de la patria potestad o tutela”. Sin embargo, el tratamiento de los datos de los menores 
de catorce años requerirá siempre el consentimiento de los padres o tutores. 
Para evitar abusos, se establecen una serie de limitaciones respecto de la 
información que puede obtenerse de los menores de edad pero mayores de 14 años. En 
concreto, se prohíbe la obtención de información relativa a los demás miembros del 
grupo familiar, o sobre las características del mismo, como los datos relativos a la 
actividad profesional de los progenitores, información económica, datos sociológicos o 
cualesquiera otros, sin el consentimiento de los titulares de tales datos; si bien, podrán 
recabarse los datos de identidad y dirección del padre, madre o tutor con la única 
finalidad de recabar su autorización para el tratamiento de los datos de los menores, 
excepción establecida en el apartado 2 del artículo 13 RLOPD. 
También se prevé que el derecho de información previsto en el artículo 5 de la 
LOPD se adapte a los afectados menores de edad con el fin de que la información que 
se les facilite sea fácilmente comprensible por ellos y, por eso, deberá expresarse en un 
lenguaje claro y accesible puesto que la información se dirige a una persona todavía no 
formada. Igualmente, corresponderá al responsable del tratamiento asegurarse de la 




Cuando se trata de menores de edad se establecen en el Reglamento mayores 
exigencias, así conforme al número 4 del artículo 13 “corresponderá al responsable del 
fichero o tratamiento articular los procedimientos que garanticen que se ha comprobado 
de modo efectivo la edad del menor y la autenticidad del consentimiento prestado en su 
caso, por los padres, tutores o representantes legales”. 
                                                                                                                                               
Además, diversas legislaciones específicas requieren la autorización de los titulares de la patria potestad,  
tutores o representantes legales del menor mayor de 14 años como, por ejemplo, en los casos de 
tratamiento de datos de salud en relación con intervenciones que supongan peligro de integridad física o 
mental del menor; temas educativos como el ingreso en un colegio, solicitud de becas o la admisión en 
determinadas instituciones; situaciones de criminalidad del menor; si el tratamiento de los datos llevara 
aparejada algún tipo de disposición patrimonial por parte del menor deberá concurrir al consentimiento 
del menor mayor de 14 años también el de su representante legal (Informe 466/2004 elaborado por el 
Gabinete Jurídico de la Agencia Española de Protección de Datos -Documento disponible en 
www.agpd.es-); y el tratamiento de datos como consecuencia de la organización de actividades 
extraescolares realizadas por terceros ajenos al centro escolar, la toma de fotos y videos para subirlos a 
Internet o a un boletín informativo, etc. 
785
 Artículo 13.4 del RLOPD. 
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El precepto no impone un procedimiento determinado, dejando libertad al 
responsable del fichero para establecer el que considere adecuado. La AEPD
786
 
consideró que era necesario analizar caso a caso y observar la suficiencia del 
consentimiento prestado en atención a la trascendencia del acto y la madurez del menor. 
Algunos ejemplos de procedimientos en los que se sancionan a responsables por el 
tratamiento de datos personales de menores de edad sin su consentimiento pueden ser: 
- Procedimiento sancionador 315/2008
787
 contra Telefónica Móviles por incluir a 
una menor en el fichero de ASNEF, y que según la resolución de la AEPD no se 
aportaron durante el procedimiento “las comprobaciones necesarias que verificaban la 
edad real del comprador del pack, por tanto ni se ha acreditado el consentimiento del 
titular, ni circunstancias que lo dispensen”.  
- Procedimiento sancionador 197/2010
788
 contra un estudio fotográfico por 
exponer en su escaparate fotografías de un menor sin consentimiento de sus padres o 
representantes legales. A los efectos de probar que se ha obtenido el consentimiento, se 
cita la Sentencia de la Sala de lo Contencioso Administrativo de la Audiencia Nacional 
de 31 de mayo de 2006 que afirma que “es el responsable del tratamiento (por todas, 
sentencia de esta Sala de 25 de octubre de 2002) a quien corresponde asegurarse de que 
aquel a quien se solicita el consentimiento, efectivamente lo da, y que esa persona que 
está dando el consentimiento es efectivamente el titular de esos datos personales, 
                                                 
786
 Informe 46/2010 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos, 
por analogía se podría aplicar en este supuesto a los efectos de nuestro trabajo. Documento disponible en 
www.agpd.es. 
787
 Agencia Española de Protección de Datos. Resolución del procedimiento sancionador 315/2008, en el 
que se impone una sanción de 40.000 euros por tratar datos sin consentimiento del menor:  




 Agencia Española de Protección de Datos. Resolución del procedimiento sancionador 197/2010, en el 
que se impone una sanción de 1.500 euros por tratar datos sin consentimiento del menor. Se considera a la 
hora de graduar la cuantía de la sanción que existe un menor grado de intencionalidad del imputado al 
actuar en la creencia de hallarse amparado por el derecho a la propiedad intelectual, y porque no se 
acreditan perjuicios causados, ni reincidencia en la conducta infractora:  
Documento disponible en 
http://www.agpd.es/portalwebAGPD/resoluciones/procedimientos_sancionadores/ps_2010/common/pdfs/
PS-00197-2010_Resolucion-de-fecha-02-11-2010_Art-ii-culo-6.1-LOPD_Recurrida.pdf. 
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debiendo conservar la prueba del cumplimiento de la obligación a disposición de la 
Administración, encargada de velar por el cumplimiento de la ley”.  
- Procedimiento sancionador 339/2011
789
 contra Turner Broadcasting España, 
que organizó un concurso para asistir a una cabalgata de Reyes en el que podían 
participar menores entre 7 y 12 años, cuyos datos fueron recabados a través de un 
formulario sin recabar el consentimiento oportuno y sin cumplir con el artículo 5 de la 
LOPD relativo al “Derecho de información”. En esta resolución la AEPD distingue 
entre la “política de privacidad” que tenía el sitio web, y el formulario de recogida de 
datos para participar en ese concurso, de manera que en el citado formulario deberían 
haberse recogido tanto lo referente al consentimiento como el citado artículo 5 de la 
LOPD: “en la promoción de la Cabalgata de Reyes en Madrid para menores entre 7 y 12 
años, era necesario rellenar un formulario, haciendo constar nombre, apellidos, 
dirección, ciudad, provincia, código postal, edad, email, teléfono etc., no existiendo 
ninguna opción para solicitar la autorización del padre/madre/tutor, ni consta la 
información en relación con lo establecido en el artículo 5 de la LOPD. Por todo ello, ha 
quedado acreditado el tratamiento de datos de menores de edad, sin el consentimiento 
de sus tutores, por parte del denunciado, entre ellos, el nombre, apellidos, dirección, 
ciudad, provincia, código postal, edad, email, teléfono etc. Igualmente ha quedado 
acreditado el alto volumen de registros realizados (1709) de menores de 12 años”.  
Por consiguiente, el consentimiento para el tratamiento de los datos personales 
solamente puede ser otorgado por el interesado, salvo en el caso en que el afectado sea 
menor de 14 años o persona con capacidad modificada judicialmente, en cuyo caso 
deberá ser otorgado por sus padres o tutores, entendiéndose que el menor al alcanzar la 
mayoría de edad podrá revocar el consentimiento prestado por su representante legal. 
Para evitar problemas, sería aconsejable que a una solicitud realizada por el menor de 
                                                 
789
 Agencia Española de Protección de Datos. Resolución del procedimiento sancionador 339/2011, en el 
que se impone una sanción de 20.000 euros por tratar datos sin consentimiento del menor, y en el que el 
sancionado esgrime la posibilidad de que se le aplique la figura del apercibimiento, denegado por la 
AEPD en base a que “no puede atenderse la solicitud de la denunciada de aplicación del artículo 45.6 de 
la LOPD, por cuanto ha de tenerse en cuenta que la actividad de la denunciada es proveer contenidos de 
televisión y que el tratamiento de datos personales realizado sin consentimiento, se refieren a menores”.  
Documento disponible en 
http://www.agpd.es/portalwebAGPD/resoluciones/procedimientos_sancionadores/ps_2011/common/pdfs/
PS-00339-2011_Resolucion-de-fecha-22-12-2011_Art-ii-culo-6.1-LOPD.pdf 94. 
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14 años se acompañe fotocopia del DNI de los padres o tutores a fin de verificar que la 
firma coincide con la solicitud presentada
790
. 
La Propuesta de Reglamento UE, como he comentado en el epígrafe anterior, en 
la regulación referente al tratamiento de datos personales de los menores, realiza una 
doble diferenciación: por una parte, el artículo 4 define al menor en su apartado 18, 
usando para ello la definición establecida en la Convención de Naciones Unidas sobre 
los derechos del niño, de tal forma que se considera como tal a “toda persona menor de 
18 años”; pero por otra parte, a efectos del consentimiento de datos de los calificados 
como niños lo rebaja a 13 años de edad en el artículo 8 de la Propuesta.  
El citado precepto establece lo siguiente:  
“1. A efectos del presente Reglamento, en relación con la oferta directa de 
servicios de la sociedad de la información a los niños, el tratamiento de los datos 
personales relativos a los niños menores de 13 años solo será lícito si el consentimiento 
ha sido dado o autorizado por el padre o tutor del niño. El responsable del tratamiento 
hará esfuerzos razonables para obtener un consentimiento verificable, teniendo en 
cuenta la tecnología disponible. 
2. El apartado 1 no afectará a las disposiciones generales del Derecho 
contractual de los Estados miembros, como son las normas en materia de validez, 
formación o efectos de los contratos en relación con un niño...”  
En este sentido, comparto la opinión de SEMPERE
791
, no se entiende muy bien esa 
diferenciación de los 13 años para el consentimiento y por otra parte, una definición que 
abarca hasta los 18. ¿Sería necesario 13 años para consentir y 18 para el ejercicio de los 
derechos ARCO? No tiene mucha lógica, ya que al prestar el consentimiento se informa 
sobre el ejercicio de los derechos ARCO. Por tanto, creo que lo más adecuado sería 
partir de los 13 ó 14 años para el consentimiento y el resto de actos relativos a la 
protección de datos personales. Además, otras cuestiones que pudiesen afectar al menor 
                                                 
790
 Vide informe 93/2008 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de 
Datos. 
791
 F. J. SEMPERE SAMANIEGO, Comentarios prácticos a la Propuesta de Reglamento de Protección de 
Datos de la Unión Europea, Licencia Creative Commons, pp 128-141.   
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También llama poderosamente la atención, que este precepto relativo al 
consentimiento, sólo se refiere a la sociedad de los servicios de la información, es decir, 
¿estaríamos ante dos edades de consentimiento si hacemos una interpretación conjunta 
con la definición de “niño”? De esta forma, en el mundo físico habría un consentimiento 
de los menores hasta 18 años matizado por el grado de madurez del menor y ligado a lo 
que dispone el Código Civil, y en el mundo virtual, o mejor dicho, en Internet, un 
consentimiento a partir de los 13 años. 
En resumen, este tipo de divergencias de la edad que he expuesto, seguiría 
manteniéndose con la Propuesta de Reglamento UE, por lo que considero que debería 
fijarse una edad común, o bien la edad de 13 años o bien la edad de 14 años, aplicable 
no sólo a los servicios de la sociedad de la información sino a cualquier tipo de relación 
fundamentada en el tratamiento de datos de los menores de edad. Creo que pueden 
existir problemas a la hora de cumplir con la obligación del consentimiento parental, ya 
que la edad de 13 años puede ser contraria a las normas generales de cada país que 
regulan la capacidad de los menores de edad para contratar.  
A este respecto, una cosa es el tratamiento de los datos y otra contratar, pero que 
de ese tratamiento se puede derivar la firma de un contrato. Es decir, una cosa sería dar 
los datos de un menor de 13 a 18 años para participar en un concurso, y otra distinta, 
que sea para la instalación de una App en su teléfono móvil, ya que la aceptación de las 
diferentes cláusulas de la respectiva App deriva en la firma, aunque virtual, de un 
contrato, que en el mundo real requiere la edad de 14 años del menor no emancipado y 
autorización de quien ejerza la patria potestad o representación legal para que sea 
válido.  
En los supuestos en los que el solicitante es menor de edad, la obtención del 
consentimiento por parte del responsable del fichero de una hermandad suele ser 
inadecuada. Las hermandades deben diseñar procedimientos que garanticen que ha 
                                                 
792
 Ley Orgánica 1/1996, de 15 de enero, de Protección Jurídica del Menor, de modificación parcial del 
Código Civil y de la Ley de Enjuiciamiento Civil:  
Documento disponible en http://www.boe.es/buscar/act.php?id=BOE-A-1996-1069. 
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
353 
Felipe García de Pesquera Gago 
verificado la edad del menor y que el padre, madre o tutor legal que ha autorizado el 
tratamiento goza de una representación suficiente. En tal sentido debería disponer de 
copia de un documento oficial que lo identifique así como de copia del Libro de Familia 
o de documento que acredite la capacidad para autorizar el tratamiento de los datos 
personales del menor. Debe establecer un procedimiento que le permita obtener un 
comprobante del consentimiento prestado por el interesado ya que el responsable del 
fichero ha de probar que obtuvo el consentimiento del representante legal del menor. 
Reiteramos que el consentimiento debe ser siempre informado. Al no informar 
se priva al interesado de una de las garantías básicas del derecho fundamental a la 
protección de datos. En este caso no basta con cumplir de modo literal con el artículo 5 
LOPD. El Reglamento de desarrollo de la Ley Orgánica de Protección de Datos de 
Carácter Personal obliga a no usar expresiones que resulten poco comprensibles para los 
menores. Es muy importante asegurarse de que los menores comprenden la información 
relativa a quién trata sus datos, para qué los va a usar, el domicilio del responsable y la 
posibilidad de ejercitar los derechos de acceso, rectificación y cancelación. Por ello, es 
recomendable que se ofrezca a los menores algún método que les permita aclarar las 
dudas que les plantee la información. Por ejemplo, se puede elaborar un folleto 
explicativo, incluso incluir en Internet el mismo, con preguntas frecuentes y ejemplos 
destinado específicamente a los menores de edad. 
 
7. La revocación del consentimiento 
 
El epígrafe 3 del artículo 6 LOPD contempla la posibilidad de revocar el 
consentimiento por parte del afectado que previamente consintió en el tratamiento de 
sus datos personales. El consentimiento es revocable cuando exista causa justificada 
para ello, una vez tratados los datos, si bien la revocación no producirá efectos 
retroactivos, ya que lógicamente la revocación no puede afectar a tratamientos pasados 
realizados en el momento en que el consentimiento estaba vigente. La doctrina entiende 
que la redacción del artículo 6.3 LOPD es confusa y lleva a error. La previsión, en 
cuanto a los efectos, parece lógica pero no la exigencia de la causa justificada para la 
posibilidad de la revocación del consentimiento si por tal causa justificada se entiende 
una razón adicional de singular entidad que tenga que esgrimir el afectado para 
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legitimar la revocación. ZABÍA
793
 entiende que la exigencia de causa justificada se 
refiere al derecho de oposición y que no debería condicionarse la revocación a 
existencia de justa causa pues la misma no ha de motivarse ni justificarse, simplemente 
una vez tratado los datos, el titular cambia de intención y revoca el consentimiento 
previamente otorgado ad nutum. 
ORTÍ VALLEJO
794
 considera desacertada la exigencia de la justa causa para la 
revocación del consentimiento dada la generalidad del concepto, en cuanto concepto 
jurídico indeterminado. Añade que, sin embargo, dado que el legislador ha expresado su 
voluntad de limitar la revocación, se inclina por considerar, exclusivamente, como justa 
causa de la misma los comportamientos del responsable del fichero o de cualquiera de 




 se inclina por una concepción más amplia y flexible de los 
supuestos cobijados bajo la justa causa de la revocación a la  vista del principio básico 
de la libertad en el suministro de los datos que debe tener su lógico corolario en la 
libertad para revocar el consentimiento con carácter general. Así pues, con carácter 
general, si el consentimiento se dio en tales términos de libertad, este autor entiende que 
también debe ser razonablemente libre la revocación, máxime cuando el tratamiento no 
produce especiales beneficios al afectado. 
Volviendo a nuestro tema, lo que está claro, como dice ORTÍ VALLEJO
796
, es que 
la revocación tiene carácter receptivo. No produce efectos hasta que haya llegado a 
conocimiento del responsable del fichero. Eventualmente, habrá de cursarse también al 
cesionario. 
Deberá prestarse por escrito cuando se trate de datos sensibles según lo 
dispuesto en el artículo 7 de la LOPD. La revocación se podrá realizar a través de un 
medio sencillo, gratuito y que no implique ingreso alguno para el responsable del 
fichero o del tratamiento, teniendo éste diez días de plazo máximo para cesar en el 
                                                 
793
 J. ZABÍA DE LA MATA, op. cit. 
794
 A. ORTÍ VALLEJO, op. cit. 
795
 M. VIZCAÍNO CALDERÓN, op. cit., pp. 120-121. 
796
 A. ORTÍ VALLEJO, op. cit. 
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tratamiento de los datos en cuestión y deberá responder al interesado cuando hubiere 
solicitado confirmación
797
. Bastará con verificar que quien revoca el consentimiento es 
el titular de los datos para que se produzca la revocación
798
. 
El RLOPD se refiere a la revocación del consentimiento previamente prestado 
por el afectado como diferenciado del ejercicio por éste del derecho de cancelación. Se 
subsana un error inducido por la propia normativa vigente anterior al RLOPD, 
especialmente la Instrucción 1/1998 de la AEPD, relativa al ejercicio de los derechos de 
acceso, rectificación y cancelación, en la que se indicaba que “en la solicitud de 
cancelación, el interesado deberá indicar si revoca el consentimiento otorgado”, lo que 
lleva a la impresión de que se identificaba cancelación y revocación del consentimiento. 
Como deducimos de esta confusa redacción, se hacía considerar la revocación del 
consentimiento como una modalidad del derecho de cancelación, cuando dicha 
revocación no coincide ni en su fundamento y naturaleza jurídica ni en los requisitos 
exigibles para su ejercicio con el derecho de cancelación. Como hemos visto ut supra, la 
revocación trae su fundamento, como afirma PUENTE
799
, no de la vulneración del 
principio de calidad de datos propio del derecho de cancelación sino que la misma es 
expresamente concedida al afectado por los artículos 6.3 y 11.4 LOPD. Son diferentes 
por cuanto la cancelación supone una subsanación de un dato incorrecto mientras que la 
revocación supone una interrupción de la autorización para el mantenimiento del dato 
de carácter personal. 
Respecto de las posibles infracciones relacionadas con el consentimiento del 
interesado distinguimos en el supuesto de tratamiento de datos sin recabar el 
consentimiento cuando sea necesario del afectado, en datos que no sean sensibles, se 
considera infracción grave de acuerdo con el epígrafe b) del articulo 44.3 LOPD. En 
cambio, si se tratan datos sensibles sin el consentimiento expreso del afectado o se 
almacenan estos datos sensibles en un fichero creado con tal finalidad, nos encontramos 
                                                 
797
 Artículo 17.1 RLOPD. Expresamente señala entre estos medios “un envío prefranqueado o una 
llamada a teléfono gratuito”. 
798
 Si la clienta de un banco cancela su cuenta y solicita que se bloqueen sus datos y que no se le remita 
más publicidad se ha de entender que ha revocado su consentimiento ya que “es claro que la extinción de 
la relación contractual justifica plenamente la revocación” SAN de 25 de julio de 2006, rec. 210/2005 
(JUR\2007\39892). 
799
 A. PUENTE ESCOBAR, “Consentimiento del afectado y deber de información” en VV.AA. R. MARTÍNEZ 
MARTÍNEZ, (coord.), op. cit., pp. 51-52. 
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ante una infracción de carácter muy grave conforme a lo establecido en el apartado b) 
del articulo 44.4 LOPD. 
 




Es frecuente, y cada vez más a menudo, encontrarnos en los medios de 
comunicación con noticias referentes a la aparición de expedientes clínicos en unos 
contenedores de basura o de fichas con datos personales en la vía pública. Estas malas 
prácticas, que generan alarma social por la dejadez a la hora de mantener la 
confidencialidad y un mínimo de seguridad de documentos que contienen datos 
personales de cualquiera de nosotros, vulneran el deber de secreto de los datos 
personales. 
En el artículo 10 LOPD se regula la obligación para el responsable del fichero y 
quienes intervengan en cualquier fase del tratamiento de datos de carácter personal de 
respetar el “secreto profesional respecto de los mismos y el deber de guardarlos”. Este 
deber de secreto pretende que los datos personales no puedan conocerse por terceros. 
Además, estas obligaciones subsistirán aún después de finalizar sus relaciones con el 
titular del fichero o con el responsable del tratamiento, en su caso. Este deber de 
confidencialidad y secreto ha de cumplirse por todos aquellos que tratan datos de 
carácter personal sin necesidad de formalizar un contrato específico sobre dicho 
extremo. Este artículo es igual que el correspondiente de la LORTAD con la supresión 




El precepto se refiere al responsable del fichero en relación con el titular, al 
encargado, caso de existir, al personal de unos y otros…, en definitiva, a todas aquellas 
personas que hayan intervenido de cualquier manera que sea, en la recogida, grabación, 
                                                 
800
 El RLOPD no contiene ningún precepto que desarrolle el deber de secreto del artículo 10 LOPD. El 
artículo 16 de la Directiva 95/46/CE señala: “Las personas que actúen bajo la autoridad del responsable o 
del encargado del tratamiento, incluido este último, solo podrán tratar datos personales a los que tengan 
acceso, cuando se lo encargue el responsable del tratamiento o salvo en virtud de un imperativo legal”. 
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conservación, elaboración, modificación, bloqueo, cancelación, cesiones… y demás 
fases, en el más amplio sentido, del tratamiento. La obligación de secreto profesional 
afecta al responsable del fichero y a quienes intervengan en  cualquiera de las fases del 
tratamiento. Todos ellos deben respetar la confidencialidad de los datos. 
El deber de secreto tiene la misma fundamentación jurídica que el secreto que 
determinadas profesiones deben mantener respecto de sus clientes o pacientes, en el 
caso, por ejemplo, de abogados y médicos respectivamente, pero se refiere al ámbito 
estricto del tratamiento de los datos personales para que el responsable del fichero esté 
obligado a mantener la confidencialidad de los datos personales. En Europa existe una 
norma que expresamente declara el secreto profesional de las personas que trabajan en 
las Instituciones europeas respecto del tratamiento de los datos personales en el artículo 
21 del Reglamento (CE) número 45/2001 del Parlamento Europeo y del Consejo
801
. 
Este deber de secreto debe ser interpretado de forma rigurosa como elemento esencial y 
previo al “propio reconocimiento del derecho fundamental a libertad informática”
 802
 y 
no es absoluto, pudiendo existir situaciones en las cuales la confidencialidad pueda ser 
levantada y se permita el acceso a la misma a terceros ajenos al responsable del fichero 
y al propio afectado, por lo que hay excepciones al deber de secreto. Entre otras, 
destacamos: 
- No todo suministro de un dato aislado supone una infracción del deber de 
secreto, ya que aquél debe estar vinculado a una persona determinada y facilitar su 
identificación. Numerosa es la jurisprudencia que establece que será infracción si 
aparecen asociados el nombre de una persona con un número de cuenta
803
; en caso 
contrario, al no identificarse el titular no constituirá infracción, como así recoge la 
sentencia de la Audiencia Nacional de 24 de febrero de 2003
804
. En el ámbito sanitario, 
                                                 
801
 Artículo 21: “Las personas empleadas en una institución o en un organismo comunitario, así como las 
instituciones u organismos comunitarios que a su vez actúen como encargados del tratamiento, que tengan 
acceso a datos personales, sólo podrán tratarlos cuando se lo encomiende el responsable del tratamiento, a 
no ser que estén obligados a hacerlo con arreglo a la legislación nacional comunitaria” Reglamento CE nº 
45/2001 del Parlamento y del Consejo, de 18 de diciembre de 2000, relativo a la protección de las 
personas físicas en lo que respecta al tratamiento de datos personales por las instituciones y organismos 
comunitarios y a la libre circulación de estos datos (DOCE L de 12 de enero de 2001). 
802
 SAN de 13 de abril de 2005, rec. 230/2003, ya referenciada. 
803
 SAN de 29 de junio de 2005, rec. 1021/2003 (RJCA\2005\963). 
804
 SAN de 24 de febrero de 2003, rec. 1000/2000 (JUR\2007\36869). 
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destacamos la sentencia de la Audiencia Nacional de 18 de enero de 2007
805
, en la que 
se condena por infracción del deber de secreto la aparición de expedientes médicos en 
un contenedor ya que contienen la información suficiente para identificar y evaluar la 
personalidad de una paciente. 
- No hay infracción del deber de secreto cuando se cumple una obligación legal 
de suministrar los datos. Como afirma el Tribunal Supremo el hecho de que la 
Administración de Hacienda iniciase un expediente de declaración de lesividad 
comprensivo de numerosas resoluciones de Tribunales Económico-Administrativos, al 
que adjuntó la documentación de todos ellos y que hizo llegar a cada uno de los 
afectados no supone una vulneración del deber de secreto pues el traslado de la 
documentación comprensiva del expediente se realizó en cumplimiento de un requisito 
legal
806
. Es más, no habrá vulneración del deber de secreto incluso si se ceden datos a 
requerimiento de la propia AEPD para verificar si ha existido la vulneración del deber 
de secreto denunciada como establece la Audiencia Nacional en el caso de que una 
entidad bancaria remite a la AEPD, en el marco de su labor inspectora, información 
sobre los movimientos de una cuenta de la denunciante
807
. 
El deber de secreto es general, tanto para los responsables de los ficheros de 
titularidad pública como para los de titularidad privada. Sin embargo, en el caso de los 
funcionarios públicos, el deber de secreto se ve reforzado al imponerles la legislación 
estatal un deber de sigilo sobre todo aquello que conocen por razón de su cargo
808
 y un 
deber de secreto sobre las materias clasificadas o declaradas secretas por la ley que 




                                                 
805
 SAN de 18 de enero de 2007, rec. 156/2005 (RJCA\2007\44831). 
806
 STS de 26 de octubre de 2005, rec. 5173/2001 (RJ\2005\3928). 
807
 SAN de 30 de noviembre de 2005, rec. 130/2004 (JUR\2006\247061).  
808
 Artículo 53.12 de la Ley 7/2007, de 12 de abril, del Estatuto Básico del Empleado Público: “Guardarán 
secreto de las materias clasificadas u otras cuya difusión esté prohibida legalmente, y mantendrán la 
debida discreción sobre aquellos asuntos que conozcan por razón de su cargo, sin que puedan hacer uso 
de la información obtenida para beneficio propio o de terceros, o en perjuicio del interés público”. 
809
 Tipificado como delito la revelación de secretos por funcionarios artículo 417.2 del Código Penal. 
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Finalmente, aun cuando en principio parece claro el mensaje de la Ley, no está 
de más advertir que el alcance y contenido del deber de sigilo debe ponerse en relación 
con la naturaleza y finalidad del fichero o tratamiento. Como bien dice GRIMALT
810
, 
atendiendo a la  literalidad del precepto se podría deducir que los sujetos que 
intervienen en un tratamiento de datos personales no pueden revelar, en ningún caso, los 
datos a los que han tenido acceso. 
 
2. Consecuencias de su infracción 
 
El deber de secreto trata de salvaguardar o tutelar el derecho de las personas a 
mantener la privacidad de sus datos de carácter personal. Hay que señalar que la 
infracción de este deber es una infracción de resultado y así lo ha establecido la 
Audiencia Nacional, entre otras, en la sentencia de 18 de junio de 2009
811
 donde 
expresamente se señala: “esta Sala tiene establecido como la infracción del deber de 
secreto es una infracción de resultado en la que lo relevante es que se llegue a producir 
la divulgación de un secreto”, o en la sentencia de 7 de mayo de 2009
812
 cuyo tenor 
literal expresa “la infracción tipificada en el art. 44.3 g) es una infracción de resultado 
que exige que los datos personales sobre los que exista un deber de secreto 
profesional…se hayan puesto de manifiesto a un tercero…”. Así pues lo relevante en 
esta infracción es que se produzca el resultado, que se vulnere la confidencialidad de los 
datos cuya custodia corresponde al responsable del fichero. Por ello, la vulneración del 
deber de secreto constituye infracción que puede ser de tipo leve, grave o muy grave a 
tenor de la naturaleza de los datos almacenados que, en función de su mayor o menor 
relación con las exigencias de privacidad, requieren medidas de seguridad distintas. 
Estas medidas de seguridad y de política organizativa son esenciales para salvaguardar 
el deber de secreto y se implantarán de manera que “impidan que el personal al servicio 
del responsable del fichero infrinja dicho deber de confidencialidad. Se trata, en suma, 
de imponer una obligación de sigilo respecto de la información que se obtiene sobre las 
                                                 
810
 P. GRIMALT, op. cit. 
811
 SAN de 18 de junio de 2009, recurso 205/2008 (JUR\2009\319122). 
812
 SAN de 7 de mayo de 2009, recurso 471/2008 (JUR\2009\256137). 
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personas como consecuencia del manejo de datos”
813
. En consecuencia, en caso de que 
el incumplimiento del deber de secreto haya sido realizado por los empleados del 





 entienden que dicho responsable sólo 
podrá exonerarse de dicha responsabilidad acreditando que no existió culpa in eligiendo 
o in vigilando
816
, lo que otorga más importancia a la adopción efectiva de medidas que 
salvaguarden la posible infracción de este deber por los empleados. Todo ello sin 
olvidarnos de la responsabilidad del artículo 19 LOPD en virtud del cual, el afectado 
puede exigir ante los tribunales ordinarios de justicia una indemnización por los daños 
sufridos. 
El deber de secreto subsiste aún después de finalizadas sus relaciones con el 
titular del fichero o con el responsable del tratamiento, sin que la legislación vigente 
haya concretado un período de tiempo máximo al respecto. Para SANZ CALVO se trata 
de una previsión razonable ante el avance de las tecnologías de la información que 
amplían las posibilidades de la conservación de ficheros
817
. 
El deber de secreto no sólo afecta al responsable sino a todas y cada una de las 
personas de la hermandad relacionadas con el tratamiento de datos personales. Es 
fundamental notificar este deber y formar adecuadamente a todos los usuarios de los 
sistemas de información y a cualquier persona de la hermandad que eventualmente 
pueda acceder a datos. 
Este deber se extiende tanto a miembros de Junta de Gobierno como personal al 
servicio de la hermandad y, en su caso, a los empleados de aquellas empresas con las 
que la hermandad tenga externalizado ciertos servicios como contabilidad, nóminas, 
publicidad, entre otros. 
                                                 
813
 Vide SAN de 5 de noviembre de 2003, rec. 1565/2001 (JUR\2004\53629). 
814
 M. VIZCAÍNO CALDERÓN, op. cit., p. 154. 
815
 L. SANZ CALVO, “Deber de secreto” en VV.AA. LESMES SERRANO (director), op. cit., p. 282. 
816
 Artículo 1903.4 CC. 
817
 L. SANZ CALVO, “Deber de secreto” en VV.AA. LESMES SERRANO (director) op. cit. p. 284. 
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Desde la entrada en vigor de la Ley 2/2011, de 4 de marzo, de Economía 
Sostenible, la vulneración del deber de secreto está tipificada como una infracción de 
carácter grave conforme al apartado 3d) del artículo 44 LOPD. 
 
2. Comunicación de los datos 
 
a. Concepto: diferencias con la infracción del deber de secreto 
 
Muy relacionado con el deber de secreto visto en el apartado anterior nos 
encontramos con la cesión de datos, asunto trascendental por la frecuencia de 
situaciones relacionadas con la misma como consecuencia de los avances tecnológicos 
que permiten en un breve espacio de tiempo cruzar datos y ficheros diversos y la fácil 
transmisión de éstos a personas o entidades distintas. La mayoría de las veces que se 
puede vulnerar el secreto o la confidencialidad de la información concerniente a una 
persona es consecuencia de facilitar el acceso a dicha información a terceros que no 
gozan de autorización o habilitación legal para ello. Y también pueden existir 
situaciones en las que la confidencialidad puede ser levantada (recordemos que el deber 
de secreto no es absoluto) y se permita legalmente el acceso a una información personal 
por parte de personas distintas al responsable del fichero de acuerdo con lo dispuesto en 
el artículo 11 LOPD. Por tanto, hay situaciones en las que el responsable del tratamiento 
quedará liberado del mantenimiento del deber de secreto del artículo 10 LOPD. Dos son 
las causas principales de esta exoneración: o bien porque se lo permite el propio 
afectado o bien porque la ley permite la cesión de datos. Estos supuestos legales se 
recogen en el ya mencionado artículo 11, de manera que dicho artículo se convierte en 
la referencia legal para determinar el límite del deber de secreto. 
La cesión de datos se encuentra definida en el artículo 3 i) de la Ley Orgánica 
15/1999, como “toda revelación de datos realizada a persona distinta del interesado”. Se 
da cuando el responsable del fichero entrega los datos a un tercero que no tiene nada 
que ver con su organización y que no es su titular. Este artículo habla indistintamente de 
cesión o comunicación pero ¿es lo mismo? Según el Diccionario de la Real Academia 
de la Lengua la cesión es la “renuncia de algo, posesión, acción o derecho, que alguien 
hace a favor de otra persona”. Mientras que la comunicación, entre varias acepciones es 
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“la acción y efecto de comunicarse”. Como podemos deducir de ambas definiciones nos 
encontramos con dos acciones bien distintas. 
La cesión supone una traslación y, por tanto, la pérdida de aquello que se cede a 
favor de un tercero, pero también puede suponer la transmisión del poder de disposición 
de los datos pero sin que el cedente pierda su condición de responsable del tratamiento. 
En cambio, la comunicación es la acción misma de transmitir, facilitar o revelar una 
información o dato, acción que no comporta una traslación material, una pérdida sino 
que supone la puesta a disposición de un tercero de una información o dato compartido. 
Suponen dos acciones distintas pero ambas son equiparadas en la normativa de 
protección de datos desde la propia definición hasta las consecuencias jurídicas que se 
derivan, al tipificarse ambas conductas como infracción muy grave cuando se realicen 
fuera de los casos en que están permitidas (art. 44.4b) LOPD). En definitiva, y a efectos 
de nuestro trabajo las consideraremos sinónimas. 
La Directiva 95/46/CE se refiere a la cesión dentro de la definición referida al 
tratamiento (articulo 2.b) y la considera como comunicación por trasmisión, difusión o 
cualquier otra forma que facilite el acceso a los datos, cotejo o interconexión. Su 
fundamento jurídico lo encontramos en la Sentencia del Tribunal Constitucional 
292/2000, de 30 de noviembre, al entender que una persona puede ignorar no sólo qué 
datos suyos se hallan recogidos en un fichero sino también si se han trasladado a otro y 
con qué finalidad y, en este supuesto, se trata de “una nueva posesión y un uso que 
requiere el consentimiento del interesado” y éste “debe ser informado tanto de la 
posibilidad de cesión de sus datos personales y sus circunstancias, como del destino de 
éstos” con carácter previo a la prestación del consentimiento. La nueva ley ha optado 
por una definición omnicomprensiva de la cesión aplicable a los ficheros automatizados 
y a los no automatizados. 
De la interpretación conjunta de la normativa y la doctrina constitucional, en 
opinión de BUISÁN
818
, se extraen tres notas esenciales: 
En primer lugar, la cesión de datos es un concepto muy amplio de manera que 
cualquier revelación o manifestación de datos a un tercero distinto del interesado 
                                                 
818
 N. BUISÁN GARCÍA, “Comunicación de datos” en VV.AA. C. LESMES SERRANO (director), op. cit. p. 
288. 
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constituye cesión o comunicación de datos a efectos de la LOPD. Para que haya cesión 
debe existir una voluntad del responsable del fichero de revelar datos a una persona 
distinta del interesado. En cambio, el deber de secreto supone ausencia de voluntad de 
tratamiento de los datos por el destinatario de la revelación. Esta va a ser una de las 




, esta decisión es la 
que diferencia las cesiones de datos personales del incumplimiento de implantar las 
medidas de seguridad por parte del responsable que garanticen la confidencialidad de la 
información personal conforme a la normativa de protección de datos. Por ejemplo, el 
robo de un ordenador con datos tributarios de los contribuyentes de un municipio o un 
fallo de seguridad que permite el acceso por internet a las webs visitadas por los 
empleados de una entidad. En ambos casos, señala el autor, no hay comunicación de 
datos porque no hay intención deliberada de transmitir información. En todo caso habría 
vulneración del principio de seguridad. También esta voluntad del responsable del 
fichero de revelar información la diferencia del deber de secreto ya que esta revelación 
la hace habitualmente una persona que trabaja para el responsable sin su conocimiento y 
sin su autorización. 
Como segunda nota característica en las cesiones se pueden considerar un tipo 
de tratamiento de datos personales que consiste en la revelación de datos a personas 
distintas del interesado como muy bien se define en el artículo 5.1c) del RLOPD. 
Cualquier forma de puesta a disposición de datos personales a un tercero a través de un 
tratamiento, como pueden ser la interconexión de datos mediante medios electrónicos, 
la consulta o publicación de datos personales se considera una cesión de datos. En 
cambio, la vulneración del deber de secreto no implica un tratamiento; basta, por 
ejemplo, una conversación de empleados que revele información a terceras personas. 
Por consiguiente, para que exista cesión de datos personales es necesario que los datos 
de carácter personal se encuentren incorporados a un soporte físico que permita su 
tratamiento, independientemente de si el fichero está informatizado o tiene carácter 
                                                 
819
 Vide SAN de 9 de noviembre de 2005, rec. 371/2003 (JUR\2006\124033) y SAN, sala de lo 
Contencioso Administrativo de 9 de mayo de 2008, que condena a un Ayuntamiento de la provincia de 
Cuenca por infracción del deber de secreto al publicar copia de un escrito de denuncia en el tablón de 
anuncios así como copia del oficio de la Delegación Provincial en el que constan el nombre y apellidos de 
los denunciantes y el número de sus documento nacional de identidad sin que exista norma habilitadora 
para ello (sentencia ya referenciada). 
820
 A. TRONCOSO REIGADA, “La comunicación de datos personales” en VV.AA. ANTONIO TRONCOSO 
REIGADA (director), op. cit., pp. 950 y ss. 
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
364 
Felipe García de Pesquera Gago 
manual estructurado de acuerdo con criterios específicos que faciliten el acceso a los 




Las cesiones requieren la realización de un proceso de transmisión de la 
información independientemente de que el posible receptor reciba efectivamente dicha 
información, es decir, revelar significa enseñar o mostrar algo sin exigir la adopción de 
una actitud activa por parte del destinatario. Como afirma MESSÍA DE LA CERDA
822
, la 
inclusión del término “comunicación” como sinónimo de “cesión” en el artículo 3.i) 
aclara su significado ya que basta la comunicación de una información, o sea, su puesta 
en conocimiento de un tercero para que ese acto quede amparado bajo la LOPD. Lo 
verdaderamente decisivo, para este autor, es el conocimiento de la información y no la 
tenencia material de la misma. 
El consentimiento del interesado es el elemento trascendental en la regulación 
jurídica de esta figura, como tercera característica. Así lo manifiestan numerosas 
sentencias de la Audiencia Nacional
823
 que entienden que el consentimiento ha de ser 
previo. En toda cesión está implícita la existencia de un reproche por la revelación de 
datos a los que no tendría acceso el tercero si no fuese por el hecho mismo de la cesión. 
Para TRONCOSO
824
, la exigencia de consentimiento del interesado como regla 
general para permitir las cesiones de datos personales es coherente con el principio de 
consentimiento para el tratamiento contemplado en el artículo 6 LOPD. No tendrá 
sentido requerir el consentimiento para el tratamiento de datos si no se exigiera para la 
cesión puesto que el titular perdería el control sobre los mismos. Más si cabe si los datos 
que se ceden no proceden directamente del interesado. En el caso de que no sean 
obtenidos de éste, será necesario acreditar el consentimiento expreso del interesado en 
                                                 
821
 Vide análisis detallado en capítulo IV.2 Ficheros. 
822
 J.A. MESSÍA DE LA CERDA BALLESTEROS, “Consideraciones sobre la regulación de los actos de cesión 
o comunicación de datos personales” en VV.AA. A. TRONCOSO REIGADA (director), op. cit., pp. 1009 y 
ss. 
823
 SSAN 10 de noviembre de 2000 rec. 385/1999 (JUR\2001\71844), 21 de junio de 2002 rec. 990/2000 
(JUR\2003\49798), 29 de abril de 2005 rec. 259/2003 (ya referenciada), 9 de noviembre de 2005 rec. 
371/2003 (ya referenciada) y 18 de mayo de 2006 rec. 429/2004 (JUR\2006\169094). Cfr. SAN 11 de 
febrero de 2004, rec. 132/2002 (ya referenciada). 
824
 A. TRONCOSO REIGADA, “La comunicación de datos personales” en VV.AA. A. TRONCOSO REIGADA 
(director), op. cit., p. 959. 
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
365 
Felipe García de Pesquera Gago 
virtud del artículo 11.1 LOPD salvo que estemos en presencia de algunos de los 
supuestos excepcionales que veremos en el epígrafe c) de este apartado. 
La jurisprudencia afirma que no cabe otorgar validez, a efectos del 
consentimiento para la cesión de datos, a las autorizaciones recabadas y obtenidas con 
posterioridad puesto que ha de existir un consentimiento previo del afectado
825
. 
La doctrina resalta la importancia de los peligros que puede suponer la cesión de 
datos. DAVARA ve un doble peligro: por un lado, al ceder los datos a otros ficheros se 
posibilita el cruce de los mismos potenciando el tratamiento de la información; por otro 
lado, la cesión en sí misma tiene el peligro de que los datos se cedan para un uso 
distinto del originario al mismo tiempo que dificulta el conocimiento por parte del 
afectado del tratamiento real al que se ven sometidos sus datos
826
. 
En parecidos términos se refiere ORTÍ VALLEJO, para quien en referencia a los 
ficheros automatizados, recuerda que el mayor peligro de la informática reside en la 
capacidad del ordenador para interrelacionar datos, interconectarse a través de las redes 
telemáticas y llegar a conclusiones
827
. 
Por tanto, de la vulneración del deber de secreto resulta que los datos se revelan 
sin entrar éstos a formar parte de otro fichero y en la cesión el riesgo de uso indebido es 
mayor que en el deber de secreto. En la vulneración del deber de secreto no existe, en 
principio, voluntad de que la información sea utilizada por terceros, elemento volitivo 
que sí está presente en la cesión
828
. 
El artículo 5.1 h) RLOPD define el destinatario o cesionario como “la persona 
física o jurídica, pública o privada u órgano administrativo, al que se revelen los datos” 
y el artículo 5.2 RLOPD define la transmisión de documentos como “cualquier traslado, 
comunicación, envío, entrega o divulgación de la información contenida en el mismo”. 
Como se puede comprobar, el RLOPD no hace, en este caso, alusión alguna a supuestos 
                                                 
825
 SAN de 25 de junio de 2003, rec. 1099/2000. Criterio refrendado por STS de 20 de febrero de 2007, 
rec. 732/2003, ambas sentencias ya referenciadas. 
826
 M.A. DAVARA RODRÍGUEZ, op. cit.  
827
 A. ORTÍ, op. cit. 
828
 SAN de 5 de noviembre de 2003, rec. 1563/2001, ya referenciada. 
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de revelación de la información personal, lo que parece indicar que la “transmisión” 
implica la captación efectiva de los datos personales por parte de su receptor, a 
diferencia de lo que ocurre en los casos de cesión, que admite la divulgación o 
diseminación de la información sin necesidad de que haya un destinatario específico de 
aquéllos. Aunque las cesiones o comunicaciones de datos tienen la finalidad de 
proporcionar información a los cesionarios para su posterior uso (intervienen 3 
elementos: el interesado, el cedente que es quien originalmente recoge y trata los datos 
que conciernen al interesado, y el cesionario que es a quien han sido revelado los datos 
del interesado), tal afirmación no puede mantenerse en absoluto pues, como afirma 
MESSÍA
829
, existen supuestos que no encajan en dicho esquema transmisivo y sí 
constituyen revelación de información: la exposición de un listado de personas al 
público. La definición de la LOPD no pretende proteger únicamente la información 
frente a los actos de captación efectiva por el receptor sino que más bien se pretende 
ampliar tal protección legal al considerarse como supuesto de cesión o comunicación de 
datos la mera posibilidad del conocimiento de los mismos. 
Cuando el Ordenamiento jurídico utiliza el término cesión, en realidad se refiere 
a un acto concluido plenamente de forma que las dos partes de la cesión han satisfecho 
los objetivos que persiguen: el cedente transmite el objeto y el cesionario lo recibe, sean 
bienes tangibles o derechos. En cambio, el concepto de cesión del artículo 3 i) LOPD no 
se corresponde con esta significación que se atribuye a dicha palabra por el Derecho; en 
el caso de las cesiones de datos las posibilidades son más amplias. Quizás por ello, la 
LOPD ha mantenido el término cesión pero acompañado de otro: comunicación. 
Por otra parte, el significado de cesión o comunicación está condicionado por el 
objeto cedido. Cuando se cede una cosa, material o tangible, lógicamente su transmisión 
requiere la recepción o aprehensión física del objeto por parte del receptor. Pero, si 
estamos ante un bien inmaterial, la apropiación y su utilización no suponen 
necesariamente su tenencia física. Más bien su utilización permite alcanzar un objetivo 
intelectual. En estos casos, lo que importa es el contenido más que el continente como 
soporte. Pensemos, por ejemplo, en un programa de ordenador. 
                                                 
829
 J.A. MESSÍA DE LA CERDA BALLESTEROS, “Consideraciones sobre la regulación de los actos de cesión 
o comunicación de datos personales” en VV.AA. A. TRONCOSO REIGADA (director), op. cit., pp. 1009 y 
ss. 
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Pero también puede ocurrir que la captación de información sea de forma directa 
y sin necesidad de la toma de posesión del soporte que la contiene, por ejemplo, en el 
caso de consultar una información en la pantalla de un ordenador o un listado de papel 
expuesto en lugar público, sin necesidad de que la misma se almacene o guarde en 
soporte alguno. Aunque este último supuesto no encaje en el concepto general de 
cesión, respecto de los datos de carácter personal sí se incluye en la definición de 
aquélla. 




, que es un 
acierto del legislador el empleo conjunto de cesión y comunicación en la LOPD. Es 
necesario acoger una posición amplia que incluya todos aquellos supuestos en los que la 
información fluya más allá de los límites de su tenedor oficial y que la protección de la 
misma, la información, no puede quedarse en una mera guarda de sus soportes pues con 
ello no se limita adecuadamente el conocimiento de la información.   
 
b. Requisitos: finalidad de la cesión y consentimiento 
 
En relación con la cesión de datos, el artículo 11.1 de la Ley dispone que “los 
datos de carácter personal objeto del tratamiento sólo podrán ser comunicados a un 
tercero para el cumplimiento de fines directamente relacionados con las funciones 
legítimas del cedente y del cesionario con el previo consentimiento del interesado”. 
La Ley de Protección de Datos Personales limita la comunicación de los datos de 
carácter personal a un tercero a aquellas cesiones que cumplan dos requisitos: la 
autorización previa del interesado y que la comunicación se produzca en razón de fines 
directamente relacionados con las funciones legítimas del cedente y del cesionario.  
Por consiguiente, la cesión implica la transmisión de un dato para su tratamiento 
por un tercero distinto de aquel al que el titular del dato prestó su consentimiento de 
forma que los datos salen del fichero en que han sido registrados y entran en otro 
                                                 
830
 J.A. MESSÍA DE LA CERDA BALLESTEROS, “Consideraciones sobre la regulación de los actos de cesión 
o comunicación de datos personales” en VV.AA. A. TRONCOSO REIGADA (director), op. cit., pp. 1009 y 
ss. 
831
 J. APARICIO SALOM, op. cit., p. 119. 
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El epígrafe 1 del artículo 11 dispone que el responsable del fichero, en el 
momento en que se efectúe la primera cesión de datos, deberá informar de ello a los 
afectados, indicando, asimismo, la finalidad del fichero, la naturaleza de los datos que 
han sido cedidos y el nombre y dirección del cesionario. 
La cesión, así entendida, exige el cumplimiento acumulativo de dos requisitos: 
a) Sólo pueden ser cedidos los datos a un tercero para la consecución de 
finalidades relacionadas con el ámbito funcional o de actividad del cedente y del 
cesionario. La norma quiere ser particularmente precisa. Aquellas finalidades para cuyo 
cumplimiento se permite la cesión, deben estar directamente relacionadas con las 
funciones del cedente y del cesionario. No cabe para fines indirectos o, más o menos, 
remotos. 
Además, estas funciones del cedente y cesionario deben ser legítimas. 
VIZCAÍNO
833
 cree que la norma al usar deliberadamente este adjetivo, pretende algo más 
que impedir funciones ilegitimas en cuanto que éstas, en principio, estarían prohibidas 
en términos generales sin necesidad de la previsión legal. 
En suma, de la conjunción de ambos elementos se desprende que la Ley quiere 
evitar cesiones superficiales, caprichosas o que tengan poco o nada que ver con el 
ámbito de funciones, atribuciones o competencias del cedente o del cesionario, por lo 
que debemos entender que la norma general es la prohibición de cesión o comunicación 
de datos salvo que se cumplan los dos requisitos anteriormente mencionados y no 
concurra ninguna de las excepciones al consentimiento que recoge la ley y que 
desarrollamos en el apartado siguiente. 
Pudiera plantearse el problema de si caben cesiones en alguna medida ajenas a 
los fines relacionados con las funciones legítimas del cedente y cesionario, pero que 
cuenten con el previo consentimiento del interesado. 
                                                 
832
 Implica la voluntad de que la información sea utilizada por terceros, diferencia con el deber de secreto. 
SAN de 5 de noviembre de 2003, rec. 1563/2001, ya referenciada. 
833
 M. VIZCAÍNO CALDERÓN, op. cit., p. 159. 
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ORTÍ VALLEJO
834
 considera que la severa restricción de la Ley ni siquiera puede 
obviarse con el consentimiento del afectado. Sin embargo, entiende VIZCAÍNO
835
 que, en 
el ámbito de la Ley, habida cuenta de que el afectado es el titular de los datos, “no es 
irrazonable pensar que el consentimiento del afectado habilitaría una cesión en la que no 
concurriera el primer requisito”, el de la finalidad. Adviértase, como en este caso, se 
detecta un particular interés del afectado en la referida cesión que apunta a su 
conveniencia explícita o implícita. VIZCAÍNO pone como ejemplo en apoyo de su tesis el 
artículo 34 LOPD referido al movimiento internacional de datos que establece las 
excepciones al artículo 33 en el que se recogen una serie de requisitos necesarios para 
este tipo de cesiones. Pues bien, entre las excepciones en el epígrafe e) se señala 
“cuando el afectado haya dado su consentimiento inequívoco a la transferencia 
prevista”. Si en las cesiones transfronterizas basta el consentimiento inequívoco del 
interesado sin requisito adicional alguno, no parece que deba hacerse de peor condición 
a las cesiones dentro de las fronteras territoriales de un Estado. Aunque pueda parecer 
razonable esta interpretación flexible del autor, no debemos olvidar que la autonomía de 
la voluntad está constreñida por el ejercicio de los derechos fundamentales de las 
personas que actúan como límites a la misma y puesto que estamos ante uno de estos 
derechos fundamentales, como es la protección de datos personales, toda excepción o 
límite a los mismos ha de interpretarse necesariamente de manera restrictiva por lo que 
al encontrarnos ante una restricción legal debemos apoyar la tesis de ORTÍ VALLEJO. 
La Audiencia Nacional considera que no existe consentimiento del interesado si 
se ceden los datos para fines distintos de los señalados y es la entidad cedente la que 
debe garantizar que se emplearán los datos para los fines previstos
836
. 
b) El consentimiento deberá ser otorgado con carácter previo a la cesión y 
suficientemente informado de la finalidad a la que se destinen los datos cuya 
comunicación se autoriza o el tipo de actividad de aquél a quién se pretende 
                                                 
834
 A. ORTÍ VALLEJO, op. cit.  
835
 M. VIZCAÍNO CALDERÓN, op. cit., p. 159. 
836
 Se confirma la sanción por infracción del artículo 44.4.b) LOPD porque se recogieron datos en una 
encuesta general de consumo y, posteriormente, se utilizaron para finalidades diferentes de las que habían 
sido objeto de información al interesado. Vide SAN de 2 de marzo de 2006, rec. 355/2004 
(JUR\2006\118597). 
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comunicar
837
, y que debe recabar el cedente como responsable del fichero que contiene 
los datos que se pretenden ceder. Y si la cesión es de datos especialmente protegidos, 
además de previo, el consentimiento habrá de ser expreso (art. 7.3 LOPD) o expreso y 
por escrito (art. 7.2 LOPD). 
El artículo 11 de la Ley no permite un consentimiento incondicionado y falto de 
requisitos, de forma que el consentimiento será nulo cuando recaiga sobre un cesionario 
indeterminado o indeterminable o cuando al interesado no le sea posible conocer la 
finalidad de la cesión que consiente y, para mayor garantía, el artículo 11.4 establece 
que el consentimiento para la cesión de datos tiene carácter revocable
838
. 
El cesionario se obliga ex lege a cumplir las disposiciones de la LOPD (artículo 
11.5), lo que significa que se convierte en un nuevo “responsable de fichero” que habrá 
de cumplir con todos sus deberes
839
 y, muy especialmente, con el artículo 5.4 y a cuyo 
tenor y cuando los datos no hayan sido recabados directamente del afectado, éste deberá 
ser informado de forma expresa, precisa e inequívoca del contenido del tratamiento, de 
la procedencia de los datos y de lo previsto en las letras a), d) y e) del artículo 5.1. Por 
consiguiente, y así lo establece numerosa jurisprudencia
840
, el cesionario debe 
asegurarse de que en el momento inicial en que se recaban los datos del afectado que le 
han sido comunicados por el cedente, dicho afectado ha sido informado de la forma 
prevista en la normativa de protección de datos personales y que prestó su 
consentimiento conforme al principio general del artículo 6.1. 
Como hemos afirmado con anterioridad, una comunicación de datos es un 
tratamiento que supone su revelación a una persona distinta del interesado. Debe tenerse 
en cuenta que no es necesario apropiarse físicamente de un dato, basta con que sea 
posible su consulta. Debe existir el consentimiento previo o habilitación en una ley que 
exima del mismo. Además, el consentimiento deberá ser informado de forma que se 
conozca inequívocamente la finalidad a la que se destinarán los datos respecto de cuya 
                                                 
837
 Artículo 11.3 LOPD. 
838
 Ténganse por reproducidas aquí todas las consideraciones manifestadas anteriormente sobre el 
significado y alcance del calificativo inequívoco de la definición legal del consentimiento. 
839
 Vid. artículos 4 a 10 LOPD. 
840
 SSAN de 30 de junio de 2004, rec. 619/2002; de 2 de marzo de 2006, rec. 355/2004, ambas ya 
referenciadas; y de 12 de julio de 2006, rec. 104/2004 (JUR 2006\198163), entre otras. 
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comunicación se solicita el consentimiento y el tipo de actividad desarrollada por el 
cesionario. 
El responsable del tratamiento en la hermandad, antes de la recogida de los datos 
personales, tiene que informar de todos los extremos que exige el artículo 5 al 
cesionario de los datos, incluso cuando los datos no hayan sido recabados directamente 
de su titular, en los tres meses siguientes a su obtención. Al tratarse de un fichero de 
titularidad privada, deberá informar al interesado, al hermano de la Corporación, en el 
momento en que se efectúe la primera cesión de datos, de ésta, de la finalidad del 
tratamiento, de la naturaleza de los datos que han sido cedidos y del nombre y dirección 
del cesionario
841
. La consideración de haber cumplido con el deber de informar según 
doctrina reiterada de la Audiencia Nacional corresponde al responsable del fichero la 
prueba del cumplimiento del deber de informar, y dicha prueba no podría obtenerse en 
caso de una mera información verbal. 
El responsable del tratamiento tiene, igualmente, la obligación de notificar al del 
cesionario de los datos personales la rectificación o cancelación efectuada sobre los 
mismos con posterioridad al momento de la cesión. Por ello, se debe establecer algún 
procedimiento en la hermandad para notificar la rectificación o cancelación producida al 
cesionario. Es recomendable disponer de confirmación de la recepción de la notificación 
por éste. 
La cesión sin consentimiento es una infracción muy grave (artículo 44.4 b 
LOPD). En caso de que se prevea la cesión desde el mismo momento de la recogida de 
datos, es conveniente informar en ese mismo instante, sin esperar a la cesión. El 
Tribunal Supremo confirma en casación la sanción impuesta a un Colegio de Médicos 
que cede sus datos a una caja de ahorros, la cual remite publicidad a los colegiados, 
denunciante incluido, sobre diversos productos, con posterioridad a que éste hubiera 
manifestado su voluntad contraria a que se le remitieran envíos publicitarios. Las 
obligaciones de los colegios profesionales no habilitan para que los datos de los 




                                                 
841
 Artículo 27.1 de la LOPD.  
842
 STS de 27 de septiembre de 2005, rec. 6269/2001 (RJ\2005\9958). 
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Al igual que el consentimiento para el tratamiento no es un principio absoluto, 
como ya vimos en el apartado anterior, tampoco lo será el consentimiento para la 
cesión. Las excepciones se recogen en el artículo 11.2 LOPD y son una serie de 
supuestos tasados en los cuales el consentimiento no sería previo:  
a) autorización de la cesión por una ley. Tal como está redactado este precepto, 
nos preguntamos si es necesaria una habilitación específica y precisa para la cesión de 
datos sin consentimiento del afectado o basta que una ley autorice o imponga la cesión. 
Ante las dudas que se pudieran plantear en su aplicación, en principio, sería lógico que 
cuando una comunicación o información autorizada (y, sobre todo, cuando es obligada) 
por una ley conlleve la cesión o revelación de datos personales de los interesados, 
debería bastar la ley habilitante de la primera para que fuese lícita, por el juego de la 
excepción, la innecesariedad del previo consentimiento. 
Sin embargo, como se ha dicho, una interpretación rigurosa y literal del 
precepto, cuando se dice que el consentimiento exigido no será preciso cuando la cesión 
esté autorizada en una ley, llevaría a la conclusión que no bastaría una ley habilitante de 
la cesión sino que, además, requeriría precisar que cuando la cesión (autorizada por la 
ley) llevare consigo la comunicación de datos personales, no sería preciso el 
consentimiento del afectado. 
Para VIZCAÍNO
843
 esta interpretación es excesivamente rigurosa, manifiestamente 
literal y, sobre todo, sumamente peligrosa en cuanto no es difícil encontrar supuestos de 
informaciones obligatorias por la ley en los que no se ha añadido la cautela especifica 
de la no necesidad del previo consentimiento. Dichos supuestos podrían, en teoría y de 
aceptarse la interpretación rigorista, llevar a un conflicto entre dos leyes, la que obliga a 
suministrar la información y la Ley 15/1999 que impediría hacerlo, sin consentimiento 
del interesado, cuando dicha información conllevase la revelación de datos personales. 
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 M. VIZCAÍNO CALDERÓN, op. cit., pp. 160-165. 
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Tenemos que poner de manifiesto que el Real Decreto 1720/2007, en el artículo 
10.2
844
 dispone que, no obstante, será posible el tratamiento o la cesión de los datos de 
carácter personal sin necesidad del consentimiento del interesado cuando una norma con 
rango de ley o una norma de derecho comunitario lo autorice. La referencia a una norma 
de derecho comunitario es una novedad. Para ZABÍA esta referencia es de destacar, ya 
que hay numerosos reglamentos comunitarios que tratan materias relacionadas con la 
protección de datos y, de alguna manera, se facilita que a partir de entonces fuera mejor 
acogido por la AEPD o la jurisdicción contencioso administrativa un argumento basado 
en la Directiva para fundamentar la legitimidad de una cesión. 
Como decíamos no es necesario que la Ley haga concreta referencia a la 
posibilidad de tratar los datos sin consentimiento de los afectados sino que es suficiente 
que la Ley habilite para tratar datos, o comunicación a terceros en su caso. Ahora bien, 
ha de concurrir uno de los requisitos siguientes para dicha habilitación legal: 
- La satisfacción de un interés legítimo. Esta previsión no se incluía en la LOPD 
pero sí venía recogida en la Directiva. En este caso será legítima la cesión siempre que 
con ésta no se vulneren los derechos fundamentales del interesado y que el interés 
legítimo esté amparado por una norma con rango de ley o por una norma de derecho 
comunitario. En consecuencia, se podrá recurrir con naturalidad al interés legítimo 
como fundamento suficiente de la cesión. 
- Para el cumplimiento de un deber. ZABÍA entiende que la previsión legal 
clarifica el régimen jurídico de la cesión de datos. Y cita como ejemplos de este tipo de 
cesión el cumplimiento de obligaciones fiscales, la cesión de datos a los auditores o el 
                                                 
844
 Artículo 10.2 RLOPD: “a) Lo autorice una norma con rango de ley o una norma de derecho 
comunitario y, en particular, cuando concurra uno de los supuestos siguientes: 
El tratamiento o la cesión tengan por objeto la satisfacción de un interés legítimo del responsable del 
tratamiento o del cesionario amparado por dichas normas, siempre que no prevalezca el interés o los 
derechos y libertades fundamentales de los interesados previstos en el artículo 1 de la Ley Orgánica 
15/1999, de 13 de diciembre. 
El tratamiento o la cesión de los datos sean necesarios para que el responsable del tratamiento cumpla un 
deber que le imponga una de dichas normas”. 
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tratamiento de datos del tercero perjudicado por la compañía de seguros para dar 
cumplimiento al deber de satisfacer la indemnización
845
. 
También es de agradecer la exigencia, junto con la excepción legal, de que la 
cesión permita el cumplimiento de un deber, de manera que no es suficiente con que la 
Ley establezca la excepción a la concurrencia de la voluntad conforme del interesado 
sino que se requiere que con la cesión en cuestión se cumpla con el mencionado deber. 
En línea con la opinión de MESSÍA
846
 no es suficiente con que la Ley establezca la 
excepción a la concurrencia de la voluntad conforme del interesado sino que se requiere 
que con la cesión se cumpla un deber, un deber que legitima dicha cesión. 
La jurisprudencia considera, en líneas generales, que basta con que la Ley 
habilite la comunicación o información autorizada para que sea innecesario el previo 
consentimiento. Para la Audiencia Nacional no es exigible el consentimiento de la 
trabajadora denunciante para remitir a la empresa el formulario en la que aquella 
figuraba dada de alta en el Régimen Especial de Trabajadores Autónomos, por existir 
normativa suficiente  que amparaba dicha actuación de la Tesorería
847
.  
b) Cuando se trate de datos recogidos de fuentes accesibles al público, concepto 
definido en el artículo 7 RLOPD. La Sentencia del Tribunal Superior de Justicia de 
Madrid de 8 de Julio de 1998
848
 contemplaba un supuesto muy interesante de aplicación 
del artículo 11.5 LORTAD sobre un cesionario que adquirió una base de datos en la 
creencia, porque así se lo había manifestado el cedente, de que procedía de fuentes 
accesibles al público, que por su importancia y por analogía con la actual Ley en lo 
relativo a las fuentes accesibles al público tratamos aquí. 
Determinada entidad financiera había adquirido de otras compañías, dedicadas a 
la obtención de datos con fines publicitarios, unos ficheros de datos procedentes de 
                                                 
845
 J. ZABÍA DE LA MATA, “El consentimiento para el tratamiento de los datos de carácter personal”, en 
VV.AA. ZABÍA DE LA MATA (Coord.), op. cit., pp. 161-162. 
846
 J.A. MESSÍA DE LA CERDA BALLESTEROS, “Consideraciones sobre la regulación de los actos de cesión 
o comunicación de datos personales” en VV.AA. A. TRONCOSO REIGADA (director), op. cit., pp. 1023. 
847
 SAN de 15 de febrero de 2006, rec. 525/2004, ya referenciada. En la misma línea SAN de 20 de enero 
de 2006, rec. 411/2004 (JUR\2006\120778). En cambio, en sentido contrario, la SAN de 20 de mayo de 
2005, rec. 380/2003 (JUR\2005\249468) entiende que de los preceptos de la Ley de Contrato de Seguro 
no es posible deducir que se permita la cesión de los datos del asegurado sin su consentimiento. 
848
 STSJ de Madrid 9177/1998, de 8 de julio (ECLI:ES:TSJM:1998:9177). 
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fuentes accesibles al público. La entidad creó un fichero de clientes potenciales y quedó 
constatado que los datos procedían del padrón municipal que el Tribunal, en diversas 
sentencias, ha considerado que no constituye fuente accesible al público. 
No se contó con consentimiento del afectado, ni por el cedente, que elaboró la 
base de datos, ni por el cesionario. Como la fuente no era pública, el Tribunal no 
atendió los razonamientos de la actora sobre la excepción del articulo 11.2 b) de la Ley. 
La primera compañía, la que adquirió los datos del padrón, y los trató, incumplió 
la norma en cuanto que el padrón no es fuente accesible al público. Con posterioridad 
cedió los datos a otra empresa que los utilizó en fines publicitarios, sin cerciorarse si su 
captura y tratamiento por la primera habían sido regularmente realizados. Pues bien, 
aplicándose a la cesionaria las disposiciones de la Ley, no podría utilizar los datos ni 
siquiera con fines publicitarios (artículo 30 LOPD) sin consentimiento del interesado. 
La irregularidad originaria se traslada a los posteriores adquirentes que no pueden alegar 
buena fe. Por consiguiente, debe resaltarse que la simple manifestación del cedente de 
que los datos proceden de fuentes accesibles al público no es suficiente para exonerar de 
responsabilidad al cesionario que procede a su tratamiento, siendo necesaria, en opinión 
de ZABÍA, una cierta diligencia del cesionario en la comprobación de este extremo. De 
hecho, el artículo 46.3 RLOPD contiene una previsión para que las empresas que 
encargan a terceros la realización de una campaña publicitaria que consiste en la 
adopción por la entidad de las medidas necesarias que aseguren que la entidad 
contratada ha recabado los datos cumpliendo las exigencias establecidas en la LOPD y 
RLOPD y el autor cree que esta diligencia también es aplicable en los supuestos en los 





 la sensación inicial de exceso de rigor que, a primera vista, 
suscita la sentencia, se mitiga si se advierte que, desde la perspectiva del afectado, las 
anomalías en la captura y tratamiento originario de sus datos no tienen por qué 
purificarse por el hecho de que el primer responsable, incumplidor de la norma, haya 
cedido los datos a un tercero. El cedente trató y cedió los datos indebidamente pero el 
dato en sí continúa sin ser de uso público, por lo que su uso por el cesionario requería el 
                                                 
849
 J. ZABÍA DE LA MATA, “El consentimiento para el tratamiento de los datos de carácter personal”, en 
VV.AA. ZABÍA DE LA MATA (Coord.), op. cit., pp. 163-164. 
850
 M. VIZCAÍNO CALDERÓN, op. cit., pp. 170-172. 
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consentimiento del afectado, fuese o no fuese aquél consciente del vicio inicial. Lo que 
no cabe duda es que, si el cedente los trasmitió como de acceso público no siéndolo, 
quedarán a salvo las acciones del cesionario sancionado para proceder contra el 
primero. 
Más reciente que esta sentencia del Tribunal Superior de Justicia de Madrid es la 
sentencia de la Audiencia Nacional de 26 de enero de 2005
851
, que considera que la 
comercialización de un CD Rom que contenía millones de abonados telefónicos y 
facilitaba la obtención de una dirección a partir de un número de teléfono, la 
denominada búsqueda inversa, era un conjunto organizado de datos de carácter personal 
y permitía realizar un tratamiento más allá del previsto en la fuente accesible al público, 
la guía telefónica, constituye un supuesto de cesión de datos personales sin 
consentimiento del interesado. 
 c) Cuando el tratamiento responda a la libre y legítima aceptación de una 
relación jurídica cuyo desarrollo, cumplimiento y control implique necesariamente la 
conexión de dicho tratamiento con ficheros de terceros. En este caso la comunicación 
sólo será legítima en cuanto se limite a la finalidad que la justifique. 
El supuesto es el de una relación jurídica, en el más amplio sentido: negocial, 
contractual, laboral, administrativa, asociativa, corporativa, etc., en base a la cual obren 
en poder del responsable del fichero determinados datos del afectado o interesado. 
Cuando el desarrollo, cumplimiento y control de esta relación jurídica implique 
necesariamente la conexión de aquel tratamiento con ficheros de terceros, dicha 
conexión, que supone la cesión o comunicación, no exigirá aquel previo 
consentimiento. Es lógico asumir que si una persona acepta una relación jurídica, 
también acepta las cesiones necesarias para el cumplimiento, desarrollo y control de 
ésta. Por ejemplo, la pertenencia a un colegio profesional permite la cesión de los datos 
personales, en este caso de un arquitecto, por parte del Colegio profesional al Consejo 
Superior de Colegios de Arquitectos
852
; la relación laboral que une a unos trabajadores 
con su empresa justifica la comunicación de datos de éstos a la Administración para la 
                                                 
851
 SAN de 26 de enero de 2005, recurso 1258/2002, ya referenciada. 
852
 En este caso concreto existía el amparo del artículo 27 de los Estatutos del régimen de gobierno de los 
Colegios de Arquitectos que se reproduce en la propia sentencia. SAN de 13 de septiembre de 2002, rec. 
1065/1999 (RJCA 2003\102). 
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obtención o control de la ejecución de un contrato o como consecuencia de la 
producción de un siniestro se genera una relación jurídica entre la compañía 
aseguradora del causante del daño y el perjudicado que otorga a éste una acción directa 
contra aquélla para exigir el pago de la indemnización derivada de los daños causados 
por el siniestro, de manera que, la comunicación de los datos referidos al perjudicado y 
a los daños producidos en su vehículo a la compañía de seguros del causante del daño 
resulta amparada por la LOPD
853
; o a una compañía de seguros para la firma de un 
contrato de seguros para los trabajadores siempre que no sea voluntaria dicha firma
854
; 
al contratar cualquier alojamiento, desplazamiento por cualquier medio o un viaje a 
través de una agencia de viajes, las cesiones de los datos personales a los distintos 
establecimientos hoteleros, tour operadores, compañías de viajes aéreos, marítimos o 
terrestres estarían amparados por esta excepción. Incluso, en caso de suspensión de un 
viaje aéreo, la AEPD entiende que la cesión de los datos de los pasajeros de un vuelo 
suspendido a la Dirección General de la Aviación Civil para contactar con los pasajeros 
a fin de ofrecer a los mismos una solución a la situación generada por la cancelación del 
vuelo como consecuencia de la suspensión de la licencia, estaría amparada por esta 
excepción
855
. De igual forma la AEPD establece que la comunicación por el distribuidor 
al productor de los datos de los consumidores finales de los que tenga conocimiento ha 
de considerarse necesaria para el adecuado mantenimiento, seguimiento y control de la 
relación jurídica generada como consecuencia de la adquisición del producto defectuoso 
y, por ello, la cesión se encuentra amparada por el artículo 11.2 c) LOPD
856
. 
d) Cesión a autoridades y órganos jurisdiccionales, como las expresamente 
enumeradas en la ley: Defensor del Pueblo, el Ministerio Fiscal, jueces o tribunales, 
Tribunal de Cuentas o instituciones autonómicas análogas. VIZCAÍNO
857
 entiende que es 
                                                 
853
  Informe 177/2008 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos. 
Documento disponible en www.agpd.es. 
854
 Por ejemplo, en el caso de tener la empresa firmado un acuerdo de colaboración con una compañía de 
seguros médicos se requerirá el consentimiento de los trabajadores para la cesión de sus datos a dicha 
compañía si no es obligatorio acogerse a tal póliza. Vide SAN de 26 diciembre 2013, rec. 402/2012 (JUR 
2014\15014). 
855
 Informe jurídico 526/2006 sobre la cesión de datos de pasajeros a la Dirección General de Aviación 
Civil. Documento disponible en www.agpd.es. 
856
 Informe jurídico 55/2007 sobre comunicación de datos de compradores. Documento disponible en 
www.agpd.es. 
857
 M. VIZCAÍNO CALDERÓN, op. cit., p. 168. 
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una enumeración incompleta que se debe superar por una interpretación amplia, ya que 
existen otros organismos para los que por ley debe darse información sobre datos 
personales, por ejemplo, Servicio ejecutivo del Banco de España, Tribunal de Defensa 
de la Competencia
858
, Comisiones de investigación…y, en consecuencia, aboga por 
eliminar esta enumeración haciendo una interpretación amplia de la excepción “cesión 
autorizada por una ley recogida en el artículo 11.2.a). En cambio, ZABÍA aunque 
básicamente opina igual, añade entre estos organismos la CNMV pero matiza que basta 
con una referencia expresa a este precepto para que la cesión de datos a los organismos 
expresamente mencionados no plantee problemas al responsable del fichero, mientras 
que para los restantes organismos se deberá mencionar la concreta ley que ampara la 
cesión
859
. En el lado opuesto se encuentra APARICIO, quien entiende que no es necesaria 
la inclusión de esta excepción en la LOPD “ya que las leyes de actuación de dichas 
Instituciones establecen la obligación de colaborar con las mismas cuando ejercen sus 
competencias y les atribuyen, asimismo, competencias de investigación e inspección 
para el conocimiento de los hechos que fiscalizan”. Aún así critica la redacción de esta 
excepción al considerar insuficiente la relación de Instituciones citando como caso 
paradigmático que no se incluyan las comunicaciones de datos a la propia Agencia de 
Protección de Datos cuando ésta los requiere para inspeccionar los posibles 
incumplimientos de la LOPD
860
. 
La Sentencia de la Audiencia Nacional de 19 de octubre de 2005
861
, razona que 
concurre la excepción a la necesidad de consentimiento en la comunicación de datos 
personales de una trabajadora al departamento de auditoría interna y al Juzgado de lo 
Social porque todos los tratamientos realizados lo fueron en el marco de las actuaciones 
de investigación realizadas por la entidad bancaria en el procedimiento seguido por 
despido amparados por la relación laboral existente.  
                                                 
858
 La AEPD respalda que la cesión de una base de datos al Tribunal de Defensa de la Competencia está 
amparada en la excepción regulada en el artículo 11.2 a) LOPD.  Informe 243/2008 elaborado por el 
Gabinete Jurídico de la Agencia Española de Protección de Datos. Documento disponible en 
www.agpd.es. 
859
 J. ZABÍA DE LA MATA, “El consentimiento para el tratamiento de los datos de carácter personal”, en 
VV.AA. ZABÍA DE LA MATA (Coord.), op. cit., pp. 166-167. 
860
 J. APARICIO SALOM, Estudio sobre la protección de datos, Ed. Aranzadi, Navarra, 2013, p. 272. 
861
 SAN de 19 de octubre de 2005, recurso 1139/2003 (JUR 2005\268851). 
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El Tribunal Constitucional establece que no basta la previsión legal genérica 
respecto de esta excepción, sino que es necesario que la resolución judicial esté 
especialmente motivada. Trata de la posible inconstitucionalidad de una diligencia 
preliminar consistente en requerir a una entidad bancaria la entrega de datos personales 
de sus clientes, sin el previo consentimiento de los afectados para su posterior entrega a 
una asociación de consumidores que pretendía iniciar un proceso para la defensa de los 
intereses colectivos de consumidores y usuarios, lo que implica un claro límite en el 
derecho fundamental a la protección de datos de carácter personal, es decir, estamos 
ante la genérica habilitación legal a favor del juez para la obtención de datos de carácter 
personal sin el previo consentimiento del interesado, siempre que actúe en el ejercicio 
de las funciones que tiene atribuidas (art. 11.2d LOPD). Entiende el Alto Tribunal que 
dicha medida ha de adoptarse cumpliendo unas reforzadas exigencias de justificación y 
motivación además de someterse a un estricto juicio de proporcionalidad sobre la 
injerencia en el derecho a la protección de datos de carácter personal y, por tanto, no es 
suficiente la genérica habilitación legal
862
. 
e) Cesión entre Administraciones Públicas. La quinta excepción a la necesidad 
de consentimiento del afectado se refiere a que la cesión se produzca entre 
Administraciones Públicas y que tenga por objeto el tratamiento posterior de los datos 
con fines históricos, estadísticos o científicos. El epígrafe c) del artículo 10.4 RLOPD 
añade dos nuevas circunstancias en las que no se exige el consentimiento como son, por 
un lado, que los datos hayan sido recogidos o elaborados por una Administración 
Pública con destino a otra y, por otro lado, que la comunicación se realice en el ejercicio 
de competencias idénticas o que traten sobre las mismas materias en sintonía con la 
habilitación del artículo 21 LOPD. En opinión de ZABÍA, por el principio de 
personalidad jurídica única de la Administración cuando los datos son objeto de 
comunicación entre los distintos departamentos de una Administración no hay 
técnicamente cesión. Además, la cesión de datos entre Administraciones Públicas se 
fundamenta en el principio de colaboración administrativa por lo que esta previsión 
reglamentaria incluye la cesión entre órganos de una misma Administración, por 
ejemplo, de un Organismo Autónomo a un Ministerio
863
. TRONCOSO entiende que sólo 
                                                 
862
 STC 96/2012, de 7 de mayo (RTC 2012\96). 
863
 J. ZABÍA DE LA MATA, “El consentimiento para el tratamiento de los datos de carácter personal”, en 
VV.AA. ZABÍA DE LA MATA (Coord.), op. cit., p. 167. 
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se puede ceder datos sin consentimiento entre Administraciones Públicas que actúan en 
el ámbito de sus competencias sobre las mismas materias, lo que respetará a su vez el 
principio de finalidad. Ejemplo de su tesis sería la comunicación de datos entre las 
diferentes Administraciones educativas de nivel estatal, autonómico y local, ya que 




Además el segundo párrafo de este apartado del mismo artículo del RLOPD 
precisa que las Administraciones Públicas sólo podrán comunicar los datos recogidos de 
fuentes accesibles al público a responsables de ficheros de titularidad privada cuando se 
encuentren autorizados para ello por una norma con rango de Ley, previsión acorde con 
el contenido del artículo 21.3 LOPD. 
En opinión de VIZCAÍNO
865
, este tipo de cesión aparece regulada, con carácter 
general, en el artículo 21
866
 de la Ley por lo que entiende que esta referencia es 
innecesaria, además de incompleta e insuficiente en cuanto a que existen otros casos de 
cesiones entre ficheros administrativos en que no es necesario el consentimiento del 
interesado y no están excepcionados en la letra b) del artículo 11.2. 
Recientemente el Tribunal Constitucional ha fallado que la LOPD no permite la 
comunicación indiscriminada de datos personales entre Administraciones Públicas dado 
que, en principio, estos datos están afectos a finalidades concretas y predeterminadas 
que fueron las que motivaron su recogida y tratamiento. “Por tanto, la cesión de datos 
entre Administraciones Públicas sin consentimiento del afectado, cuando se cedan para 
                                                 
864
 A. TRONCOSO REIGADA, “La comunicación de datos personales” en VV.AA. A. TRONCOSO REIGADA 
(director), op. cit., pp. 980-988. 
865
 M. VIZCAÍNO CALDERÓN, op. cit., p. 168. 
866
 Artículo 21 LOPD: “1. Los datos de carácter personal recogidos o elaborados por las Administraciones 
públicas para el desempeño de sus atribuciones no serán comunicados a otras Administraciones públicas 
para el ejercicio de competencias diferentes o de competencias que versen sobre materias distintas, salvo 
cuando la comunicación hubiere sido prevista por las disposiciones de creación del fichero o por 
disposición de superior rango que regule su uso, o cuando la comunicación tenga por objeto el tratamiento 
posterior de los datos con fines históricos, estadísticos o científicos. 
2. Podrán, en todo caso, ser objeto de comunicación los datos de carácter personal que una 
Administración pública obtenga o elabore con destino a otra”. 
El texto subrayado es la parte de este artículo que fue declarado inconstitucional y nulo por la STC 
292/2000, de 30 de noviembre (RTC\2000\292). 
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el ejercicio de competencias distintas o que versen sobre materias distintas de aquellas 
que motivaron su recogida” será posible si existe previsión legal expresa para ello ya 
que los límites al derecho a consentir la cesión de datos a fines distintos para los que 
fueron recabados están sometidos a reserva de ley. Además esta reserva legal “habrá de 
cumplir los restantes requisitos derivados de nuestra doctrina –esencialmente, basarse 
en bienes de dimensión constitucional y respetar las exigencias del principio de 
proporcionalidad-“ para que no sea necesario contar con el consentimiento del afectado 
para la cesión de sus datos
867
. 
f) Datos de salud y situación de urgencia. La cesión de datos de los pacientes 
requiere de su consentimiento salvo que se trate de una situación de urgencia y que la 
comunicación sea necesaria para la realización de estudios epidemiológicos. El epígrafe 
f) del artículo 11.2 LOPD sólo menciona los datos relativos a la salud lo que nos lleva a 
plantear como consecuencia de la redacción de este precepto la posible existencia de un 
régimen especial de comunicación de datos especialmente protegidos. Es decir, nos 
preguntamos si las previsiones del artículo 11.2 LOPD son aplicables a este tipo de 
datos. La LOPD no deja claro cuál es el régimen de la cesión de datos especialmente 
protegidos. Entendemos, al igual que TRONCOSO
868
, que al existir un régimen específico 
del consentimiento y de excepciones al mismo para el tratamiento de datos sensibles 
(arts. 7 y 8 LOPD), de igual manera será aplicable a la cesión de este tipo de datos. No 
tendría sentido que fuera más exigente la regulación del consentimiento para el 
tratamiento de los datos especialmente protegidos y menos para la cesión. Por tanto, si 
para el tratamiento de datos de ideología, religión o creencias se requiere el 
consentimiento expreso y por escrito con expresa advertencia del derecho a no prestarlo 
(arts. 7.1 y 7.2 LOPD), la regla general para la cesión de estos datos especialmente 
protegidos es el consentimiento expreso y por escrito; y el consentimiento expreso o 
habilitación legal (art. 7.3 LOPD) para los datos relativos a raza, salud y vida sexual. 
Este consentimiento es aplicable cuando las cesiones se van a producir con la finalidad 
de prestar servicios públicos a iniciativa del ciudadano, por ejemplo, en el ámbito de los 
servicios sociales con las cesiones a centros privados de datos especialmente protegidos.  
                                                 
867
 Trata del recurso de inconstitucionalidad presentado contra la Ley de Extranjería que permite la 
comunicación interadministrativa de datos y el acceso a los datos del padrón por parte de la Dirección 
General de la Policía. STC 17/2013, de 31 de enero (RTC 2013\17). 
868
 A. TRONCOSO REIGADA, “La comunicación de datos personales” en VV.AA. A. TRONCOSO REIGADA 
(director), op. cit., pp. 999 y ss. 
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Algunas veces es necesario llevar a cabo cesiones de datos de raza, salud y vida 
sexual sin el consentimiento del interesado. Es de aplicación la previsión del artículo 
11.2 a) LOPD que permite la cesión autorizada por ley. Es frecuente la comunicación de 
datos sin consentimiento del interesado en ámbito de servicios sociales, por ejemplo, en 
la atención al menor en virtud de la Ley Orgánica 1/1996, de 15 de enero, de Protección 
Jurídica del Menor. Es importante la habilitación legal para la cesión de los datos de 
salud, sobre todo cuando se trata de fines no asistenciales, como puede ser el control del 
dopaje por organismos no sanitarios
869
.  
Respecto de la previsión del artículo 11.2 d) LOPD relativa a la comunicación a 
los órganos judiciales y otras instituciones, la Ley 41/2002, de 14 de noviembre, de 
autonomía del paciente, ha previsto también la comunicación de la historia clínica a los 
órganos judiciales, que está vinculada al derecho a una tutela judicial efectiva de todos 
los derechos e intereses legítimos, sin que en ningún caso pueda producirse indefensión 
(art. 24.1 CE). Sin embargo, no existe la misma previsión en la legislación relativa a la 
comunicación de datos de salud al Defensor del Pueblo, Tribunal de Cuentas o al 
Parlamento. Entendemos, como afirma TRONCOSO, que sería razonable esta cesión 
puesto que son órganos de tutela de los derechos fundamentales y de control 
democrático del poder, si bien la comunicación debe limitarse a aquellos datos 
mínimamente indispensables conforme al principio de calidad
870
. 
Volviendo a la previsión del artículo 11.2 f) relativa a los datos de salud, nos 
encontramos con una habilitación para la cesión de datos personales sin consentimiento 
del interesado cuando es necesario para una atención sanitaria de urgencia, e incluso se 
habilita la cesión de datos de otras personas sin su consentimiento para la prestación de 
servicios de atención de llamadas de emergencias a través del número de teléfono 112. 
Ambas autorizaciones tienen su fundamento en Europa. La Directiva 95/46/CE prevé en 
su artículo 8 la posibilidad de tratamiento de categorías especiales de datos cuando el 
mismo sea necesario para “proteger el interés vital del interesado” o “para el 
cumplimiento de una misión de interés público o inherente al ejercicio del poder público 
                                                 
869
 La Ley Orgánica 3/2013, de 20 de junio, de Protección de la salud del deportista y lucha contra el 
dopaje en la actividad deportiva, prevé la comunicación de determinados datos de salud de los deportistas 
a organismos no sanitarios para el control del dopaje. 
870
 A. TRONCOSO REIGADA, “La comunicación de datos personales” en VV.AA. A. TRONCOSO REIGADA 
(director), op. cit., pp. 998 y ss. 
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conferido al responsable del tratamiento o a un tercero a quien se comuniquen los 
datos”. Respecto al número 112 nos remitimos a la Decisión del Consejo de las 
Comunidades Europeas, de 29 de julio de 1991, relativa a la creación del servicio de 
urgencias a través del número 112 y a la Directiva 2002/58/CE, del Parlamento y del 
Consejo, relativa al tratamiento de datos personales y a la protección de la intimidad en 
el sector de las telecomunicaciones, que en su artículo 10 b) establece que los Estados 
cuidarán que existan procedimientos que permitan atender llamadas de urgencia sin 
identificación de la línea de origen “o la ausencia de consentimiento de un abonado o un 
usuario para el tratamiento de los datos de localización”. 
Pero ¿y si la atención sanitaria no es de urgencias? En la mayoría de los casos, si 
alguno de nosotros acude a un centro sanitario, tanto público como privado, para recibir 
asistencia sanitaria, esta comunicación de datos cuenta con el consentimiento expreso 
del interesado aunque en virtud de los artículo 7.6 y 8 LOPD la actividad de prevención, 
de diagnóstico médico o la prestación de una asistencia sanitaria permite el tratamiento 
de datos de salud sin consentimiento. En opinión de TRONCOSO, la cesión de datos de 
salud entre Administraciones Públicas que desarrollan idénticas competencias sobre la 
misma materia requeriría el consentimiento expreso o la habilitación legal. 
Concretamente la Ley 16/2003, de 28 de mayo, de Cohesión y Calidad del Sistema 
Nacional de Salud facilita la comunicación de datos de salud entre los centros sanitarios 
que estén dentro del Sistema Nacional de Salud. Además, el RLOPD establece en su 
artículo 10.5 in fine que “en particular, no será necesario el consentimiento del 
interesado para la comunicación de datos personales sobre la salud, incluso a través de 
medios electrónicos, entre organismos, centros y servicios del Sistema Nacional de 
Salud cuando se realice para la atención sanitaria de las personas, conforme a lo 
dispuesto en el Capítulo V de la Ley 16/2003, de 28 de mayo, de cohesión y calidad del 
Sistema Nacional de Salud”. Por tanto, esta comunicación de datos entre los distintos 
centros sanitarios del Sistema Nacional de Salud o del Servicio de Salud Autonómico 
dispone de una adecuada cobertura legal, cumpliéndose lo previsto en los artículos 
11.2a) y 7.3 LOPD
871
. 
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 A. TRONCOSO REIGADA, “La comunicación de datos personales” en VV.AA. A. TRONCOSO REIGADA 
(director), op. cit., p. 1005. 
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Se justifica esta excepción por la propia naturaleza del supuesto, es decir, la 
preferencia del derecho a la vida y la integridad física (art. 15 CE) sobre el derecho a la 
intimidad y el derecho a la protección de datos personales, aunque VIZCAÍNO
872
 critica 
la excesiva indeterminación de “solucionar una urgencia”.  
g) Si la comunicación se efectúa previo procedimiento de disociación de datos, 
no será aplicable lo establecido en los apartados anteriores (artículo 11.6 LOPD). 
El procedimiento de disociación es todo tratamiento de datos personales de 
modo que la información que se obtenga no pueda asociarse a persona identificada o 
identificable (artículo 3f). Al disociarse el dato y la persona no puede atacarse la 
privacidad del afectado, y en consecuencia no se cumple el requisito de la 
identificabilidad de los datos de carácter personal, artículo 3a) LOPD, ya que lo que se 
pretende es impedir que se identifique a una persona
873
. 
Por consiguiente, concluimos que la regla general es que sólo se podrán 
comunicar datos personales a un tercero previo consentimiento del interesado, salvo que 
la cesión pueda encuadrarse en cualquiera de las excepciones que se señalan en el 
número 2 del artículo 11 LOPD, siendo nulo el consentimiento prestado por el afectado 
cuando la información que se le facilite no le permita conocer la finalidad a la que se 
destinarán los datos o el tipo de actividad de aquel a quien se pretende comunicar 
conforme al número 3 del mismo artículo 11 de la LOPD. El legislador le da una 
especial relevancia a la finalidad, convirtiéndola en pieza angular del tratamiento y 
cesión de datos
874
. Tan es así que los Tribunales declaran como nulo el consentimiento 
prestado a través de cláusulas informativas en las que la finalidad es amplia y genérica 





 entiende que el sistema, complejo, diseñado por la Ley para la 
revelación de datos sin consentimiento del afectado se resume básicamente en: 
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 M. VIZCAÍNO CALDERÓN, op. cit., p. 168.  
873
 SAN de 8 de marzo de 2002, rec. 948/2000, ya referenciada. 
874
 Sobre esta relevancia me remito a lo analizado en el capítulo V.1.b.1 Calidad de los datos. 
875
 SSAN de 29 de abril de 2005, rec. 259/2003 (ya referenciada), 30 de noviembre de 2005, rec. 
133/2004 (JUR\2006\247072)  y 18 de mayo de 2006, rec. 429/2004, también ya referenciada. 
876
 M. VIZCAÍNO CALDERÓN, op. cit. 
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- En los supuestos generales en que sea preciso el consentimiento del afectado 
para la comunicación de sus datos, el responsable del fichero deberá pedir, previamente 
a la cesión, el consentimiento del afectado y, además, informarle de la primera cesión 
que efectivamente lleve a cabo, con las indicaciones del artículo 27.1 LOPD, es decir, 
indicando la finalidad del fichero, la naturaleza de los datos y el nombre y dirección del 
cesionario. 
- En los supuestos en que no sea necesario el consentimiento pueden 
establecerse dos grupos. El primer grupo comprende los supuestos en que la cesión esté 
autorizada por Ley, cuando se trate de datos recogidos de fuentes accesibles al público y 
cuando la cesión de datos relativos a la salud sea necesaria para solucionar una urgencia 
según la letra f) del artículo 11.2 LOPD. En estos casos, el responsable del fichero está 
obligado a suministrar la información en la primera cesión; el segundo grupo 
comprende el resto de excepciones del artículo 11.2, el supuesto de que la comunicación 
se efectúe previo procedimiento de disociación y, finalmente, cuando la comunicación 
venga impuesta por Ley. En estos casos, ni fue necesario recabar el consentimiento del 
afectado para la cesión ni es obligado informarle sobre la primera que realice. 
La AEPD trató el caso de la publicación en el boletín o web de una Hermandad 
de un listado de hermanos en activo con su antigüedad en la corporación. Se deja bien 
claro que es un dato especialmente protegido por tratarse de datos relativos a la 
condición de miembro de una hermandad, que estamos ante una cesión de datos y, por 
tanto, se exigirá el consentimiento expreso y por escrito, de manera que no cabe la 
posibilidad de utilizar un procedimiento por el que el consentimiento se obtendría de 
manera tácita. También trata el supuesto de miembros de Junta de Gobierno, el órgano 
de representación de la Corporación, que participan en medios de comunicación social y 
dan a conocer esta condición de hermanos. La AEPD se plantea si es posible alguna 
excepción a la exigencia de un consentimiento expreso y por escrito. Tras un somero 
análisis recurre al artículo 8.2 de la Directiva 95/46 por el que se establecen unas 
excepciones al régimen general de prohibición de tratamiento de datos sensibles entre 
las que se encuentran que el interesado haya dado su consentimiento explícito a dicho 
tratamiento o que el tratamiento se refiera a datos que el interesado haya hecho 
manifiestamente públicos y entiende que la publicación en medios de comunicación social 
(radio, prensa…) de la condición de dirigente o miembro del órgano de representación de 
una hermandad reviste una trascendencia pública que justifica la licitud del tratamiento de 
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los datos relacionados con estos afectados y se manifiesta públicamente su condición de 
hermanos877.  
Las normas del artículo 11, sin embargo, no serán de aplicación si, antes de que 
se produzca la cesión, se efectúa el procedimiento de disociación; es decir, cuando a los 
datos de carácter personal objeto de la comunicación se les aplique un tratamiento tal, 
que la información obtenida no pueda relacionarse con una persona concreta. 
En este epígrafe hemos mencionado algunos supuestos en los que el RLOPD va 
más allá en cuanto a excepciones al consentimiento en la cesión de datos que la propia 
LOPD que desarrolla. Por ejemplo, el RLOPD incorpora como habilitación para la 
cesión las normas de derecho comunitario y además añade dos supuestos que, al menos, 
uno ha de concurrir cuales eran la satisfacción de un interés legítimo o el cumplimiento 
de un deber. Lógicamente el legislador no es libre ya que cualquier limitación legal a un 
derecho fundamental, como en este caso es el derecho fundamental a la protección de 
datos de carácter personal, como es el establecimiento de una cesión de datos personales 
sin el consentimiento del interesado tiene que respetar el principio de proporcionalidad. 
En todo caso, llama la atención que sea un Reglamento del Gobierno el que recuerde al 
legislador los límites a la potestad legislativa. No le corresponde a un Reglamento 
limitar al legislador, estableciendo determinadas exigencias materiales para que éste 
pueda permitir las cesiones. 
Tras la reforma consecuencia de la Ley de Economía Sostenible, la infracción de 
la cesión de datos sin consentimiento está tipificada como falta grave en el apartado 3.k) 
del artículo 44 LOPD y como muy grave en el apartado 4.b) del mismo artículo. Cabe 
señalar, según compartida opinión de APARICIO
878
, que con esta regulación se ha 
resuelto un grave problema respecto de la cesión de datos puesto que en la anterior 
regulación se tipificaba como muy grave la cesión de datos sin consentimiento o 
habilitación legal pero, si acorde con el artículo 3c) LOPD, la cesión de datos es una 
forma de tratamiento “no tiene sentido que esta infracción se tipifique como 
diferenciada de la de tratamiento de datos sin consentimiento conforme a los apartados 
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 Informe 293/2013 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos. 
Documento disponible en www.agpd.es. 
878
 J. APARICIO SALOM, op. cit., p. 475. 
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44.3b) y 4b) LOPD con idéntica gravedad y supuesto material del tipo de datos que 




El consentimiento para la comunicación de los datos es revocable (artículo 11.4 
LOPD). Para la doctrina, la utilización del adverbio “también” en este precepto ha de 
ponerse en relación con lo dispuesto en el apartado 3 del artículo 6 que regula la 
revocación del consentimiento en el ámbito del tratamiento de datos. Para VIZCAÍNO
879
 
la revocabilidad se refiere a aquellos supuestos en los que el consentimiento del 
afectado deje abierta una posibilidad de cesión que se prolongue a lo largo del tiempo 
de manera que el afectado, en cualquier momento, puede revocar el consentimiento sin 
que esta revocación pueda afectar retroactivamente a las cesiones realizadas en tanto la 
autorización estaba viva por no haberse producido la revocación. Para los tribunales la 
interpretación de esta revocabilidad ha de ser acorde a la mayor y mejor protección de 
un derecho fundamental y, en el caso concreto de un grupo de empresas que incluye 
entre sus ficheros los datos de una persona con la que una empresa del grupo mantiene 
una relación contractual y posteriormente revoca su consentimiento para la cesión de 
sus datos, no puede entenderse restringida tal revocación a los ficheros de la empresa 
con la que tiene la relación jurídica sino que ha de extenderse a todos los ficheros del 
grupo de empresas puesto que “la revocación del consentimiento es referida al uso del 
dato y afecta por lo tanto al dato en el fichero, lo que implica que el dato ha de tener un 
tratamiento homogéneo en el fichero y por ello que todas las entidades del grupo con 
acceso al fichero quedan vinculadas a la revocación del consentimiento y a la forma 
autorizada del tratamiento del dato”
880
. 
En cambio, VIZCAÍNO considera que si la cesión se refiere a un acto concreto que 
se agota por sí mismo, nos encontraríamos ante dos supuestos: por un lado, el interesado 
podrá revocar en cualquier momento tal consentimiento mientras no se realice la cesión, 
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 M. VIZCAÍNO CALDERÓN, op. cit., p. 169. 
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 SAN, sala de lo contencioso-administrativo, sección 1ª, de 11 de enero de 2002, rec. 432/2000 (JUR 
2002\142962). 
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tal como afirma el precepto; por el otro lado, no tendrá sentido hablar de revocación si 
tal cesión se ha llevado a cabo si el consentimiento se prestó para tal ocasión. 
 
e. Cesión de datos en las Hermandades: el singular supuesto de las 
elecciones 
 
No son numerosos los supuestos de cesión de datos en las hermandades. 
Anualmente se comunica a Hacienda los hermanos que voluntariamente incluyen en su 
declaración de la Renta la cuota abonada a su hermandad para el funcionamiento de la 
misma como deducción por donativos. Este supuesto se encuadra en una de las 
excepciones que no requieren consentimiento del interesado puesto que la cesión de 
datos personales para su tratamiento por la Administración Tributaria está expresamente 
recogida en la propia LOPD, concretamente en su Disposición Adicional 4ª que 
modifica el artículo 112.4 de la Ley General Tributaria. 
También se ceden datos de hermanos a las empresas de mensajería para el 
reparto a domicilio de la correspondencia o a compañías de seguros en el caso de los 
costaleros u hombres de trono para ofrecerles cobertura si se lesionan durante los 
ensayos o en plena Estación de Penitencia. Estos casos también se encuadran en las 
excepciones al consentimiento en la cesión de datos puesto que se justifican por una 
relación contractual y los datos son necesarios para el cumplimiento de las obligaciones 
derivadas del mismo.  
Pero hay un caso particular de cesión de datos que requiere nuestra especial 
atención. Cada cierto tiempo la hermandad está convocada a elegir una nueva Junta de 
oficiales que dirija, organice y gestione la vida de la Corporación. Según las Reglas 
tienen derecho a participar en las elecciones todos aquellos hermanos mayores de edad 
y con un año de antigüedad, por lo que se elabora un censo que tiene que ser visado por 
el Arzobispado. Este fichero que se elabora al final de cada mandato incorpora datos 
personales de los hermanos llamados a votar. El problema se plantea al especificar 
generalmente las mismas Reglas que este censo se deberá entregar a todos los 
candidatos a las elecciones. 
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Diversas hermandades han planteado consulta a la AEPD si resulta conforme a 
lo establecido en la Ley Orgánica 15/1999, de 13 de diciembre, de Protección de Datos 
de Carácter Personal, la comunicación de los datos referidos a los miembros de la 
hermandad consultante a los candidatos a su Junta de Gobierno. Como consecuencia de 




En primer lugar, nos parece evidente que los datos personales incluidos en el 
censo de hermanos han de ser considerados como datos especialmente protegidos, 
relacionados con la religión y creencias de los mismos, siendo en consecuencia de 
aplicación lo establecido en el artículo 7.2 de la Ley Orgánica 15/1999, según el cual, 
“sólo con el consentimiento expreso y por escrito del afectado podrán ser objeto de 
tratamiento los datos de carácter personal que revelen la ideología, afiliación sindical, 
religión y creencias”. 
Esta norma será aplicable, en principio, con independencia de que el tratamiento 
o cesión se realice en el entorno o fuera del ámbito de la hermandad. Únicamente cabrá 
excepcionar la misma en el supuesto contemplado en el propio precepto, en que se 
indica que “se exceptúan los ficheros mantenidos por los partidos políticos, sindicatos, 
iglesias, confesiones o comunidades religiosas y asociaciones, fundaciones y otras 
entidades sin ánimo de lucro, cuya finalidad sea política, filosófica, religiosa o sindical, 
en cuanto a los datos relativos a sus asociados o miembros, sin perjuicio de que la 
cesión de dichos datos precisará siempre el previo consentimiento del afectado”. 
Por consiguiente el informe se plantea si es aplicable a los ficheros mantenidos 
por la propia hermandad, en relación con los hermanos que la integran, la excepción 
prevista por el mencionado artículo 7.2. 
De la argumentación de dicho informe se llega a la conclusión clara y precisa de 
que mientras el tratamiento de estos datos sea directamente efectuado por la entidad 
religiosa, entendiéndose sus órganos de gobierno, no se exigirá el previo consentimiento 
del hermano. Sin embargo, dicha habilitación legal no comprendería en ningún caso a 
los tratamientos que pudieran efectuarse por los miembros de la hermandad no 
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 Informe 274/2004 de 10 de junio de 2004 elaborado por el Gabinete Jurídico de la Agencia Española 
de Protección de Datos sobre cesión de datos de cofrades a los candidatos a los órganos de gobierno de la 
hermandad. Documento disponible en www.agpd.es. 
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considerados órganos de la misma, como pueden ser los hermanos candidatos aunque 
sean para formar parte de los órganos de gobierno. De manera que, la transmisión de los 
datos a los hermanos que presenten su candidatura a los órganos de gobierno de la 
hermandad ha de ser necesariamente considerada una cesión o comunicación de datos, 
definida por el artículo 3 i) de la Ley Orgánica 15/1999 como “toda revelación de datos 
realizada a una persona distinta del interesado”, puesto que no cabe ninguna duda de 
que los hermanos-candidatos y la hermandad responsable del fichero han de ser 
considerados personas distintas y no podría operar la excepción a la que se refiere el 
artículo 7.2, toda vez que el mismo, en su inciso final establece tajantemente que en 
todo caso “la cesión de dichos datos precisará siempre el previo consentimiento del 
afectado” que, como se indica en la Ley habrá de ser expreso y por escrito, dada la 
especial naturaleza de los datos a los que se está haciendo referencia y no se admite un 
consentimiento tácito. 
Por otra parte, el hecho de que no sea posible la comunicación de los datos del 
censo electoral a los candidatos a la Junta de Gobierno podría verse suplido por la 
actuación de los órganos de gobierno de la propia hermandad, si por los mismos se 
adoptaran las medidas tendentes a lograr el conocimiento por parte de los hermanos de 
las distintas candidaturas, a través de medidas tales como la difusión entre los hermanos 
(cuyos datos sí puede conocer en su condición de órgano de la hermandad) de la 
documentación que fuera aportada por la propia candidatura. En este caso, no existiría 
un uso indebido de los datos ni una comunicación de los mismos, toda vez que sería la 
propia hermandad la que únicamente tendría conocimiento y acceso a los datos. 
En resumidas cuentas, la AEPD concluye que no procede la cesión de los datos a 
los hermanos que presenten su candidatura a los órganos de gobierno de la hermandad 
consultante, sin perjuicio de que por los órganos de la misma pueda darse difusión a la 
información o documentación de las distintas candidaturas. Algunas hermandades y 
cofradías cuyos estatutos o Reglas den cobertura tácitamente a la comunicación de datos 
personales, precisarán en cualquier caso del previo y expreso consentimiento por escrito 
de los afectados. 
Nosotros discrepamos profundamente de esta posición de la AEPD por 
considerarla en extremo restrictiva. Las candidaturas a la Junta de Gobierno de un 
Colegio Profesional o Cámara de Comercio o a la Junta Directiva de una Federación o 
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de un club de fútbol pueden disponer de un censo con los electores puesto que son 
instituciones donde rige el principio democrático y en aplicación del artículo 41.5 de la 
LOREG se establece la obligación de proporcionar a las candidaturas la copia del censo 
electoral dentro de los dos días siguientes de ser proclamadas como así establece el 
Tribunal Supremo
882
. Además, en estos casos sería aplicable el artículo 11.2c) LOPD ya 
que se trata de un tratamiento que responde a una relación jurídica y que es necesario 
para su cumplimiento y funcionamiento de la institución; relación y necesidad que 
surgen al incorporarse el afiliado al Colegio Profesional o a la Federación. Si una 
persona acepta una relación jurídica, lógicamente también acepta las cesiones necesarias 
para el cumplimiento, desarrollo y control de ésta. En estos casos estamos hablando de 
elecciones en órganos de carácter público. 
En el caso de las Hermandades, aunque estemos hablando de asociaciones de 
carácter privado, entendemos que la comunicación de datos personales a particulares en 
el ámbito interno de la Corporación, como es el caso de un candidato a Hermano 
Mayor, puede estar justificada en el ejercicio de derechos fundamentales tales como el 
derecho de asociación o el derecho de participación. La propia AEPD admite el acceso a 
la relación de asociados por parte de un asociado para conocer si efectivamente una 
persona tiene tal condición
883
. De manera que el ejercicio del derecho de participación 
en una asociación que tiene reconocido en sus propios estatutos un funcionamiento 
democrático ha de ser razón suficiente para que una candidatura disponga del censo de 
hermanos en condiciones de votar durante el período electoral con la finalidad primaria 
de conocer a los integrantes de la propia asociación y, en segundo lugar, darles a 
conocer la propia circunstancia de la candidatura a elecciones. Y más desde que la 
jurisprudencia española, en aras de aplicación de la doctrina comunitaria, en los 
supuestos de cesión de los datos de los colegiados al candidato a encabezar su Colegio 
profesional, considera que el “interés consistente en comunicar las propuestas 
electorales a dichos colegiados y asociados y pedirles el voto” se puede encuadrar en la 
satisfacción de un interés legítimo, una de las excepciones a la necesidad del 
                                                 
882
 Se aplica la Ley Orgánica de Régimen Electoral General a las elecciones a la Cámara Oficial de 
Comercio e Industria de Cáceres, STS de 7 de mayo de 2001 (RJ\2001\4722). 
883
 Informe 217/2005 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos 
sobre el acceso por miembros de una asociación a datos de otros asociados. Documento disponible en 
www.agpd.es. 
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consentimiento previo
884
. De acuerdo con los principios de calidad de los datos, los 
datos personales a incluir en el censo han de ser adecuados, pertinentes y actualizados 
conforme a la finalidad determinada y específica de realizar adecuadamente unas 
elecciones, por lo que consideramos que bastarán con el nombre y apellidos del 
hermano y algún dato que permita el contacto de la candidatura con el mismo. El resto 
de datos personales a incluir en el censo, así como los demás supuestos de 
comunicación de datos requerirán la regla general del consentimiento expreso y por 
escrito del artículo 7.2 LOPD. 
A pesar de todo, creemos conveniente incorporar una cláusula informativa 
previa al tratamiento de los Datos de Carácter Personal en las solicitudes de ingreso en 
la hermandad como reflejamos en el Anexo de este trabajo.  
De igual modo, creemos que es recomendable comunicar por el medio que sea  
una cláusula informativa cuando ya se han recabado los datos de los hermanos, cláusula 
que incorporamos en el Anexo. 
La Ley considera infracción muy grave la comunicación o cesión de los datos de 
carácter personal en aquellos casos en que no está permitida por incumplimiento de lo 
dispuesto en el artículo 11 según lo establecido en la letra b) del artículo 44.4. 
  
                                                 
884
 Sentencia de la Sección Primera de la Sala de lo Contencioso Administrativo de la Audiencia Nacional 
de 31 de mayo de 2012, recurso 793/2010 (JUR\2012\221309) que se analiza en el Informe 233/2012 
elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos. Documento 
disponible en www.agpd.es. 
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Capítulo VI 
Derechos de los titulares de los datos que figuran en los ficheros de las 
Hermandades 
 
1. Concepto y naturaleza 
 
De la misma manera que los derechos de información y a prestar o no el propio 
consentimiento, suponen los instrumentos a priori de control sobre los datos personales, 
anteriores al momento en que estos pasan a formar parte de un fichero, los derechos de 
acceso, cancelación y rectificación
885
 lo son a posteriori, ya que permiten a su titular 
ejercer el control sobre aquellos datos que han sido recabados y registrados en el 
pasado. 
El derecho fundamental a la protección de datos personales reconoce a su titular 
una serie de facultades cuyo objetivo final es hacerlo eficaz. Estas facultades son los 
llamados derechos ARCO. Estos derechos tienen una configuración de carácter legal, 
han sido creados directamente por la propia LOPD que los reconoce y determina su 
alcance y eficacia. Los derechos de acceso, rectificación, cancelación y oposición, 
conocidos como derechos ARCO
886
, son derechos subjetivos de carácter personalísimo, 
                                                 
885
 El desarrollo de estos derechos previsto en la LORTAD se llevó a cabo mediante el RD 1332/1994 y 
en la Instrucción 1/1998, de 19 de enero de la Agencia de Protección de Datos relativa al ejercicio de los 
derechos de acceso, rectificación y cancelación. En la actualidad, el desarrollo de estos derechos se regula 
en los artículos 15 y 16 de la LOPD, así como lo previsto en el Real Decreto 1720/2007, de 21 de 
diciembre, que derogó la normativa anteriormente citada. 
886
 El capítulo III de la Propuesta de Reglamento UE de Protección de Datos regula los derechos de los 
particulares y básicamente, lo que se regula es el contenido y procedimiento de estos derechos pero 
introduciendo dos novedades: el derecho a la portabilidad de los datos regulado en el artículo 18 y el 
conflictivo derecho al olvido regulado en el artículo 17. 
El derecho a la portabilidad de los datos es un nuevo derecho, que al igual que el del olvido, no aparece 
en la Directiva 95/46, y que se caracteriza por dos elementos:  
- Los datos personales deben tratarse por vía electrónica, de manera que no se aplicaría al tratamiento de 
datos personales en formatos manuales o no informatizados;  
- Supone la obtención de una copia de los mismos, y, en su caso, transmisión o cesión a un tercero con 
consentimiento del titular o existencia de contrato.  
Es decir, el derecho a la portabilidad de los datos supone, por un lado, la posibilidad de obtener, “en un 
formato electrónico estructurado y comúnmente utilizado”, una copia de los datos que están siendo objeto 
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como expresamente se declara en el artículo 23.1 RLOPD
887
, por lo que no se pueden 
ejercer por persona distinta a su titular, como veremos más adelante. Estos derechos 
están regulados en los artículos 13 a 19 de la LOPD y son independientes entre sí. Es el 
titular de los datos el que decide si los ejerce de forma conjunta o independiente 
respecto de sus otros derechos, dejándose a su libre arbitrio el ejercicio de uno u otro 
derecho, de tal manera que el ejercicio de cualquiera de ellos no es requisito previo para 
el otro
888
. El ejercicio de estos derechos ha de ser gratuito de forma que el responsable 
no pueda obtener ingresos adicionales por esta vía
889
. 
Los llamados derechos ARCO forman parte del contenido esencial del derecho 
fundamental a la protección de datos como muy acertadamente estableció la Sentencia 
del Tribunal Constitucional 292/2000. Mediante su ejercicio el interesado, la persona 
cuyos datos se tratan, en nuestro caso cada hermano, puede ejercer control sobre los 
tratamientos efectivamente realizados por el responsable. Conocer los derechos ARCO 
resulta esencial para el cumplimiento de la Ley Orgánica 15/1999, de 13 de diciembre, 
de Protección de Datos de Carácter Personal y para garantizar el derecho fundamental a 
la protección de datos. Las hermandades deben realizar un esfuerzo de cumplimiento en 
esta materia. 
                                                                                                                                               
de tratamiento, formato que debe permitir que puedan seguir siendo utilizados por la persona interesada 
(se entiende que en otro sistema o aplicación informática). Y, por otro lado, también podrá optar por 
transmitir esos datos a otro sistema (a otro proveedor o prestador de servicios), siempre que los datos 
sobre los que se pretenda llevar a cabo la trasmisión estén sometidos a tratamiento automatizado, para lo 
que también se prevé que estos sean transmitidos en un “formato electrónico comúnmente utilizado”, todo 
ello sin que el responsable del tratamiento ponga trabas, impedimentos o dificultades para la retirada de 
esos datos. 
Con respecto al derecho al olvido, tan de moda en los últimos tiempos, lo podríamos concretar en la 
aplicación de los derechos de cancelación o de oposición con la finalidad de suprimir los datos personales 
que le conciernen al interesado por parte del responsable del tratamiento y que éste se abstenga de darle 
más difusión. Se ha dado a entender por los medios de comunicación social por un lado que este 
denominado derecho al olvido es ilimitado. Nada más lejos de la realidad. Solicitar y obtener el borrado o 
desaparición de los datos personales en Internet puede afectar a otros derechos fundamentales como 
pueden ser la libertad de información, la libertad de expresión e incluso el principio de transparencia 
administrativa; por otra parte, parece que este derecho al olvido consiste en la desaparición de datos en el 
buscador Google. En ambos casos nos encontramos ante una visión miope del asunto y su desarrollo se 
escapa de este trabajo doctoral puesto que hasta la fecha no aparece regulado como tal en ninguna 
normativa en vigor. 
887
 Artículo 23 RLOPD: “1. Los derechos de acceso, rectificación, cancelación y oposición son 
personalísimos y serán ejercidos por el afectado”. 
888
 Vid. M. VIZCAÍNO CALDERÓN, op.cit., p. 197. 
889
 Esta gratuidad se recoge de manera expresa en el artículo 17.2 LOPD y se desarrolla en los apartados 2 
y 3 del artículo 24 RLOPD. 
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Los datos de carácter personal serán almacenados de forma que permitan el 
ejercicio del derecho de acceso, salvo que sean legalmente cancelados. Lo que 
realmente se exige es que exista siempre la posibilidad de segmentar la información 
relativa a cada persona de manera que una vez consultada por un interesado se acceda a 
toda la información acumulada sobre esa persona. Serán cancelados cuando hayan 
dejado de ser necesarios o pertinentes, a juicio del responsable del fichero, para la 
finalidad para la cual hubieran sido recabados o registrados impidiéndose que puedan 
ser reutilizados para el cumplimiento de objetivos distintos a aquellos que motivó su 
solicitud y registro. Si la finalidad no es única, según APARICIO, “el cumplimiento de 
alguno de los objetivos no impide que se mantenga el tratamiento para los restantes”, 
salvo que los datos “sólo sirvan para la finalidad agotada, sin que pueda utilizarse para 
la pendiente”
890
. La cancelación implica el cese en su uso y el bloqueo de los datos y, 




 se echa en falta la existencia 
de una normativa que fije plazos de conservación de la información, que fije criterios de 
archivo y procedimientos de destrucción. 
No serán conservados en forma que permita la identificación del interesado 
durante un período superior al necesario para los fines en base a los cuales hubieran sido 
recabados o registrados. Atendidos los valores históricos, estadísticos o científicos, 
puede excepcionalmente acordarse el mantenimiento integro de determinados datos 
(artículo 9.2 RLOPD). La redacción del precepto da a entender, según la doctrina, que 
se permite la conservación de los datos, aun cuando se haya producido esta desconexión 
con la finalidad, siempre y cuando se produzca una disociación en los términos 
definidos en el apartado f) del artículo 3 de la LOPD
893
. 
En la actualidad está tipificado como infracción de carácter grave el 
impedimento o la obstaculización del ejercicio de los derechos de acceso, rectificación, 
                                                 
890
 J. APARICIO SALOM, “La calidad de los datos” en VV.AA. A. TRONCOSO REIGADA (director), op. cit., 
p. 327. 
891
 El artículo 4.5 de la LOPD establece que “los datos de carácter personal serán cancelados cuando 
hayan dejado de ser necesarios o pertinentes para la finalidad para la cual hubieran sido recabados o 
registrados”. 
892
 A. TRONCOSO REIGADA, “El principio de calidad de los datos” en VV.AA. A. TRONCOSO REIGADA 
(director), op. cit., pp. 335 y ss. 
893
 M. VIZCAÍNO CALDERÓN, op. cit., p. 99. 
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cancelación y oposición conforme a lo dispuesto en el apartado 3e) del artículo 44 
LOPD. 
El interesado puede obtener información respecto de sus datos mediante la 
consulta al Registro General de Protección de Datos. Por este medio, el derecho de 
información ofrece a los ciudadanos la posibilidad de obtener la información necesaria 
para el ejercicio de los derechos de acceso, rectificación y cancelación si fuese 
necesario. 
Pasemos a desarrollar los distintos derechos de los titulares por separado. 
 
2. Derecho de acceso 
 
Está regulado en el artículo 15 de la LOPD, que especifica con mayor precisión 
y se completa su contenido con los artículos 27 y siguientes del Reglamento, mejorando 
su redacción respecto de su antecesor
894
, el artículo 14 LORTAD. En el ámbito europeo 
encontramos el primer antecedente en el artículo 8 del Convenio que distinguía entre el 
derecho a obtener información sobre la existencia de un fichero de datos personales y el 
derecho a confirmar si en dicho fichero existe un dato de carácter personal que afecte al 
interesado. Distinción lógica puesto que si de la información previa se desprende que el 
fichero no contiene datos personales, no será necesario acceder al mismo. En el ámbito 
comunitario, en el artículo 12 de la Directiva, se reconoce el derecho de los interesados 
a obtener información sobre la existencia del tratamiento de datos que le conciernen, sus 
fines, naturaleza y origen de los datos y destinatarios de las posibles cesiones.  
La diferenciación de derechos del artículo 8 del Convenio se manifiesta en 
nuestro ordenamiento en dos artículos. Por un lado, el artículo 14 LOPD que regula el 
acceso en sentido amplio, en cuanto posibilita obtener información sobre el tratamiento, 
su finalidad y la identidad del responsable; por otro lado, el artículo 15 LOPD que 
permite comprobar la exactitud y veracidad de los datos almacenados en el fichero 
respecto de una situación concreta y determinada. De esta forma, la información general 
                                                 
894
 Introduce en el texto el hecho de que la solicitud y la obtención de información tengan carácter 
gratuito. 
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prevista en el artículo 14 LOPD permitirá, en su caso, el acceso a los datos personales, 
en sentido estricto, regulado en el artículo 15 LOPD. Este derecho se recoge 
expresamente en la Carta de Niza en el apartado 4 in fine de su artículo 8: “toda persona 
tiene derecho a acceder a los datos recogidos que la conciernan y a su rectificación”. 
Del apartado 7 del artículo 8 RLOPD deducimos la importancia de este derecho de 
acceso ya que el tratamiento de datos ha de estar configurado de forma que se posibilite 
el ejercicio del derecho de acceso antes de que proceda la cancelación de los datos
895
. 
La LOPD no señala expresamente la información a suministrar al titular de los 
datos. En cambio, el RLOPD sí la especifica, de manera que el derecho de acceso se 
configura como el derecho de las personas a solicitar y obtener gratuitamente 
información sobre si sus datos personales han sido o están sometidos a tratamiento, de 
la finalidad del mismo, del origen de los datos y de las comunicaciones realizadas o 
previstas, siempre y cuando esta información esté a disposición del responsable del 
fichero.  
Como acabamos de apuntar, el titular de los datos personales debe ser siempre 
informado de la finalidad del tratamiento, del uso que se le va a dar, novedad 
introducida por el RLOPD
896
 ya que la LOPD no hacía referencia a la finalidad del 
tratamiento. Posiblemente la razón de esta incorporación es la continua y asentada 
doctrina del TEDH por la que se afirma que la información obtenida debe ir siempre 
destinada al uso para el que se haya recogido. Entre estas sentencias se encuentran las 
ya conocidas de los casos Leander, Amann y Rotaru
897
, en las que aunque se admite que 
el Estado tenga conocimiento de aspectos de la vida privada de los ciudadanos, se le 
prohíbe registrar esta información o utilizarla para otra finalidad distinta de aquélla para 
la que fue recogida. 
Tanto la LOPD como el RLOPD establecen que el responsable del tratamiento 
deberá facilitar al titular de los datos información sobre el origen de datos obtenidos y 
tratados, incluso en el caso de que los datos fueran obtenidos de fuentes accesibles al 
                                                 
895
 Artículo 8.7 RLOPD: “los datos de carácter personal serán tratados de forma que permitan el ejercicio 
del derecho de acceso en tanto no proceda su cancelación”. 
896
 Artículos 27 y siguientes del Real Decreto 1720/2007, de 21 de diciembre. 
897
 SSTEDH de 26 de marzo de 1987, caso Leander, de 16 de febrero de 2000, caso Amann y de 4 de 
mayo de 2000, caso Rotaru, todas ellas ya referenciadas. 
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público. La AEPD
898
 se pronunció a este respecto en un caso en el que se solicitó a la 
clínica Novoclinic SA el origen de los datos de la afectada que tenían en su poder. 
Respondieron que fueron obtenidos de la guía telefónica (recordemos que es una fuente 
accesible al público según el artículo 3j LOPD), replicando la afectada que no le había 
facilitado exactamente el origen puesto que en las etiquetas de dirección de las cartas 
recibidas aparecían el piso y la letra y referencia de datos familiares. La AEPD 
consideró que hubo una lesión del derecho de acceso por no haber facilitado 
“exactamente” el origen de los datos. 
En palabras de PUYOL
899
, este derecho se configura como un acceso libre, sin 
restricciones, periódico pero razonable, puntual y gratuito. En virtud de este derecho, 
como señala ARENAS, el titular de los datos podrá conocer cuáles son los ficheros 
existentes que pueden contener sus datos personales, pues sólo de esta forma podrá 
tener un verdadero control sobre su información personal y sobre quién y para qué se 
está utilizando. Ésta es la esencia del derecho fundamental a la protección de datos 
personales como así lo estableció el Tribunal Constitucional en su sentencia 292/2000. 
Su existencia se justifica al evitar la pérdida de control sobre la vida privada de su titular 
y la consiguiente lesión que supondría para el libre desarrollo de su personalidad
900
. La 
Exposición de Motivos de la LORTAD, y la LOPD sigue en la misma línea, afirmaba 
que se pretendía evitar que terceras personas tengan un conocimiento exhaustivo de 
todos los aspectos de una persona sin el conocimiento de ella. 
Para la Audiencia Nacional el artículo 15 LOPD contempla el habeas data o 
habeas scriptum, derecho que consiste “en que el afectado puede exigir al responsable 
del fichero una prestación de hacer consistente en la mera exhibición de sus datos y, en 
su caso, rectificación o cancelación” y lo considera indiscutiblemente como núcleo 
esencial del derecho fundamental a la protección de datos de carácter personal
901
. 
                                                 
898
 Resolución AEPD de 10 de marzo de 2009, R/00547/2009, del procedimiento nº TD/01560/2008. 
899
 J. PUYOL MONTERO, “Procedimiento” en VV.AA. J. ZABÍA DE LA MATA, op. cit., p. 280. 
900
 M. ARENAS RAMIRO, “El derecho de acceso” en VV.AA. A. TRONCOSO REIGADA (director), op. cit., 
pp. 1161 y ss. 
901
 De todas resalto la SAN de 9 de febrero de 2006, rec. 321/2004 (JUR\2006\119770). 
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Es importante para el afectado conocer, previamente al ejercicio del derecho de 
acceso, cuáles son los ficheros existentes que pueden contener sus datos personales. Por 
ello una vez más y de forma semejante a como sucedía en el momento de prestar 
consentimiento para el registro de los datos, es vital garantizar el derecho de 
información del afectado. En este caso en su segundo aspecto, el garantizado en el 
artículo 14 de la Ley que posibilita la consulta a este fin del Registro General de 
Protección de Datos. El afectado tendrá derecho a conocer si se han tratado sus datos 
personales o si están siendo tratados o no y, en su caso, podrá obtener del responsable 
del tratamiento información relativa a datos concretos, a datos incluidos en un 
determinado fichero o a la totalidad de sus datos sometidos a tratamiento. Además, 
según establece el Reglamento de desarrollo de la LOPD, cuando existan razones de 
especial complejidad que lo justifiquen, “el responsable del fichero podrá solicitar del 
afectado la especificación de los ficheros respecto de los cuales quiera ejercitar el 
derecho de acceso, a cuyo efecto deberá facilitarle una relación de todos ellos”
902
. Es 
decir, el responsable del fichero en los supuestos de múltiples ficheros y a los efectos de 
poder dar una adecuada satisfacción al derecho del interesado, le proporcionará a éste 
una relación de los ficheros existente a fin de que pueda concretar en cuál de ellos 
pretende llevar a cabo el ejercicio del derecho de acceso. Es muy acertada esta norma, 
pensemos en los supuestos de videovigilancia con varias cámaras en los que será 
necesario concretar un espacio temporal y un origen de la imagen sobre la que se 
pretende ejercitar dicho derecho. La jurisprudencia entiende que cuando el interesado no 
especifica las bases de datos o ficheros sobre los que quiere ejercer el acceso, se refiere 
a todos los que están bajo responsabilidad del titular del fichero y no es necesario que 




3. Derechos de rectificación y cancelación 
 
                                                 
902
 Artículo 27.2 del RLOPD. 
903
 “Ciertamente para que el acceso sea posible es necesario que el afectado realice una petición que 
permita al responsable del fichero la búsqueda de tales datos. Siendo lo esencial no tanto la identificación 
concreta del fichero como la facilitación de los datos precisos para su búsqueda. Lo esencial es, por lo 
tanto, facilitar los datos de los que dispone el afectado de forma que pueda razonablemente accederse a su 
petición”. SAN 21 de abril de 2004, rec. 495/2002 (RJCA\2004\809). 
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Se trata de dos derechos diferentes pero paralelos que junto con el resto de 
elementos característicos conforman el derecho fundamental de protección de datos, 
según afirmó el Tribunal Constitucional en la trascendental sentencia 292/2000, que 
consiste en “el poder de disposición sobre los datos personales”, lo que supone que el 
titular de los datos exija información “de qué datos posee sobre su persona, accediendo 
a sus oportunos registros y asientos, y qué destino han tenido, lo que alcanza también a 
posibles cesionarios; y, en su caso, requerirle para que los rectifique o cancele”
904
. Estos 
derechos están regulados de forma conjunta en el artículo 16 LOPD.  
El Convenio europeo, en su artículo 8 dentro de la Garantías complementarias 
para la persona concernida, ligaba la existencia legal del dato al respeto a los principios 
relativos a la calidad de los datos o a las condiciones de tratamiento de los datos 
sensibles, permitiendo en caso contrario rectificarlos o suprimirlos. La Directiva en su 
artículo 12 reconoce por un lado, el derecho de los interesados a obtener la rectificación, 
supresión o bloqueo de los datos incompletos o inexactos y, por el otro lado, el derecho 
a notificar a los terceros a quienes se hayan comunicado los datos de toda rectificación, 
supresión o bloqueo si no supone un esfuerzo desproporcionado. La Carta de Niza, en 
su artículo 8, reconoce entre las facultades concretas que corresponden al individuo el 
derecho de rectificación. 
En consecuencia, la normativa comunitaria reconoce al interesado el derecho a 
que los datos que figuren de manera inexacta o errónea en un fichero sean corregidos e 
integrados y, también, la facultad de eliminar de un fichero aquellos datos de carácter 
personal que no deban figurar en él, ya sea porque nunca debieron ser registrados, ya 
sea porque habiéndose recogido legalmente, diversas causas exigen su supresión. Es 
decir, los datos serán rectificados, o en su caso cancelados, cuando sean incompletos, 
erróneos, excesivos, no adecuados, se hayan obtenido de manera desleal o engañosa, sin 
el consentimiento del afectado cuando éste sea imprescindible, o se haya vulnerado 
algún otro precepto legal en su recogida o tratamiento. Luego, ambos derechos tienen su 
origen en el incumplimiento del principio de calidad consagrado en el artículo 4 de la 
Ley, como así reitera la jurisprudencia
905
, pero los efectos de su ejercicio son 
                                                 
904
 STC 292/2000, de 30 de noviembre, FJ 6, ya referenciada. 
905
 SSAN de 20 de septiembre de 2002, rec. 980/2000 (JUR\2003\49998), 22 de febrero de 2006, rec. 
335/2004 (JUR\2006\119024), 21 de abril de 2006, rec. 410/2004 (JUR\2006\159164) y 4 de octubre de 
2006, rec. 39/2005 (JUR\2006\278581). 
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completamente distintos. Mientras en el derecho de rectificación el dato seguirá 
existiendo pero corregido, el dato será suprimido o bloqueado tras ejercitarse el derecho 
de cancelación. Ambos derechos se regulan en los artículos 16 y 17 LOPD y en los 
artículos 23 a 26 y 31 a 33 RLOPD. 
El artículo 16 LOPD no define ninguno de los dos conceptos y tal como está 
redactado, “serán rectificados o cancelados…”, se presta a confusión puesto que parece 
que se trata de un único derecho con dos manifestaciones y tenemos que recurrir al 
artículo 31 RLOPD que establece sin confusión alguna, la existencia de dos derechos 
diferenciados, “derechos de rectificación y cancelación…”, definiéndose el primero en 
su primer apartado como el derecho del afectado a que se modifiquen los datos 
inexactos o incompletos.  
El artículo 31.2 RLOPD establece que el ejercicio del derecho de cancelación 
tiene como finalidad la supresión de los datos, su desaparición física, lo que conlleva 
necesariamente el cese en el uso de los mismos. Tanto la rectificación como la 
cancelación, además de derechos del interesado, son operaciones de mantenimiento de 
la calidad del dato que corresponde realizar de oficio al responsable del fichero, 
conforme a lo dispuesto en los apartados 3 y 4 del artículo 4 LOPD, al que se le obliga a 
mantener los datos exactos y puestos al día y a efectuar su rectificación o cancelación 
cuando así proceda, como ya hemos visto en el apartado de calidad de los datos. 
Como afirma SERRANO
906
, la finalidad del derecho de cancelación es evitar que 
los datos almacenados se perpetúen y se conviertan en etiquetas definitivas para el 
individuo, con el peligro que esto supondría para la identidad y los derechos de la 
persona. La consecuencia inmediata del ejercicio del derecho de cancelación es el 
bloqueo de los datos que dará lugar el cese en el uso, pero el bloqueo es una modalidad 
de cancelación, en opinión de la misma autora, o si se quiere un paso previo a la 
supresión definitiva de los datos cuando no se puede proceder a ello por diversos 
motivos. Es decir, la cancelación significará la supresión de los datos, salvo cuando el 
responsable deba proceder a su bloqueo, identificación y reserva de los datos con el fin 
de impedir su tratamiento, de acuerdo con lo establecido en el artículo 5.1.b), esto es, 
“para su puesta a disposición de las Administraciones públicas, Jueces y Tribunales, 
                                                 
906
 Mª M. SERRANO PÉREZ, “Los derechos de rectificación y cancelación” en VV.AA. A. TRONCOSO 
REIGADA (director), op. cit., pp. 1220 y ss. 
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para la atención de las posibles responsabilidades nacidas del tratamiento y sólo durante 
el plazo de prescripción de dichas responsabilidades”, en línea con el apartado 3 del 
artículo 16 de la LOPD. El bloqueo, en palabras de BUISÁN
907
, implica que los datos 
personales se encierran, aíslan o incomunican de tal manera que resulta imposible su 
ulterior tratamiento o utilización. 
En cambio, según SERRANO
908
, la rectificación es una operación que engloba las 
acciones que pueden emprenderse dependiendo del estado de los datos, esto es, se puede 
exigir su rectificación pero también que se completen, aclaren o pongan al día si las 
informaciones fueran inexactas, incompletas, equívocas o atrasadas. 
Según PUYOL
909
, en el Reglamento se hace un planteamiento distinto a la Ley. 
Se prevé el derecho de rectificación en los casos en los que los datos de carácter 
personal resulten inexactos o incompletos, y en lo que atañe al derecho de cancelación, 
en los casos en que los mismos resulten inadecuados o excesivos. 
Como afirma AGÚNDEZ
910
 una vez que haya cesado todo tratamiento se le 
concede a cualquier entidad la posibilidad de mantener los datos bloqueados, pero 
exclusivamente a efectos probatorios, tanto en el procedimiento administrativo 
sancionador como en cualquier procedimiento judicial. 
En nuestra opinión, atendiendo al significado de las palabras, un dato inexacto o 
la carencia del mismo se soluciona mediante la rectificación de ese dato y su sustitución 
por el nuevo, mientras que el incumplimiento de los preceptos de la LOPD relativos al 
tratamiento o los datos conllevan la cancelación de los mismos por ser inadecuados o 
excesivos. 
El bloqueo es una medida necesaria en cuanto dirigida a evitar la imposibilidad 
de que el interesado o el responsable puedan ejercitar sus derechos si se encuentran con 
                                                 
907
 N. BUISÁN GARCÍA, “Derecho de rectificación y cancelación” en VV.AA. C LESMES SERRANO 
(director), op. cit., p. 370. 
908
 Mª M. SERRANO PÉREZ, “Los derechos de rectificación y cancelación” en VV.AA. A. TRONCOSO 
REIGADA (director), op. cit., pp. 1220 y ss. 
909
 J. PUYOL MONTERO, op. cit., p. 304. 
910
 I. Mª. AGÚNDEZ LERÍA, “Definiciones, fuentes accesibles al público” en VV.AA. ZABÍA (coord.), op. 
cit., pp. 107 y 108. 
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la realidad consumada de que la cancelación física ha destruido el elemento probatorio 
en que pudiera fundarse aquel ejercicio. La supresión, entendida como desaparición 
física del dato, debe ser el último paso. Si no se pueden borrar los datos se procede al 
bloqueo ya que equivale a una inutilización del mismo para cualquier procedimiento 
posterior pero el dato se mantiene físicamente. El dato existe en el fichero pero 
permanece inactivo. La cancelación podrá causar o no el bloqueo, pero si así lo hiciere 
será ante la imposibilidad de efectuar la cancelación. 
 
4. Derecho de oposición 
 
La LOPD supone que los principales derechos de los ciudadanos en esta materia, 
hasta ahora circunscritos a los de acceso, rectificación y cancelación de sus datos, se ven 
completados con el derecho de oposición, de acuerdo con lo señalado por la Directiva 
en su artículo 14 que reconoce el derecho del interesado a oponerse a que sus datos sean 
objeto de tratamiento “en cualquier momento y por razones legítimas”, con lo cual se 
viene a posibilitar que el posible tratamiento de datos no llegue a producirse. 
Con la finalidad de compensar al interesado cuando no sea necesario solicitar su 
consentimiento para el tratamiento de sus datos personales, el artículo 6.4 de la LOPD 
recoge el derecho a oponerse al tratamiento de sus datos personales en aquellos casos en 
los que no sea exigible su consentimiento (art. 6.2 LOPD
911
), siempre que una ley no 
disponga lo contrario y existan motivos fundados y legítimos relativos a una concreta 
situación personal. En estos casos el responsable del tratamiento deberá excluir los 
datos relativos al interesado. El apartado 4 del artículo 30 LOPD regula un especial caso 
según el cual el interesado no sólo puede oponerse al tratamiento de sus datos con fines 
publicitarios o comerciales, además puede imponer a terceros su exclusión de listados 
publicitarios o con fines prospectivos comerciales, incluso en el caso de que esos datos 
se hayan obtenido en fuentes accesibles al público. La finalidad de este derecho, según 
PUYOL
912
, es facultar jurídicamente al afectado o titular de los datos bien para que no se 
                                                 
911
 Supuestos desarrollados en el apartado 1.b).3. Consentimiento del capítulo V. Régimen jurídico de los 
ficheros de Hermandades. 
912
 J. PUYOL MONTERO, op. cit., p. 321. 
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lleve a cabo el tratamiento de sus datos de carácter personal o bien que se cese en el 
mismo. 
No existe en la LOPD definición alguna del derecho de oposición aunque 
podemos entender este derecho como un instrumento de defensa que impida el 
vaciamiento legal del derecho a la autodeterminación informativa en los casos en los 
que la Ley establece criterios de legitimación para el tratamiento de datos personales 
distintos de la voluntad o el interés del afectado. SÁNCHEZ BRAVO
913
 lo define como “el 
derecho del interesado a negarse, por motivos legítimos, a que sus datos personales sean 
objeto de tratamiento”. En cambio, el Reglamento, en su artículo 34, define el derecho 
de oposición como el derecho del afectado a que no se lleve a cabo el tratamiento de sus 
datos de carácter personal o se cese en el tratamiento. Sin embargo, el artículo 8 de la 
Carta de Niza nada dice sobre este derecho de oposición. Esta facultad está pensada 
para reaccionar ante el empleo de datos del titular obtenidos y tratados de manera 
legítima pero sin su consentimiento previo o contrario a las reglas del principio de 
calidad de los datos
914
. 
La jurisprudencia del Tribunal Constitucional considera este derecho como 
integrante del contenido esencial del derecho a la protección de datos personales como 
complemento indispensable del derecho a consentir su conocimiento y tratamiento
915
. El 
derecho de oposición deriva del poder de disposición sobre los datos personales en que 
consiste el derecho fundamental. Como muy bien afirma VILLAVERDE
916
, disponer 
plenamente sobre los datos implica poder oponerse a su uso y circulación en los casos 
en que se empleen sin haber recabado previamente el consentimiento. 
Por consiguiente, el objeto del derecho de oposición es impedir el uso de los 
datos por terceros exigiendo el cese inmediato de su empleo. Su peculiaridad, que lo 
distingue del derecho a consentir el uso de los datos y el derecho de cancelación, como 
muy bien afirma VILLAVERDE, estriba en que otorga al titular de los datos la facultad de 
                                                 
913
 A. SÁNCHEZ BRAVO, “La Ley Orgánica 15/1999 de Protección de datos de carácter personal: diez 
consideraciones en torno a su contenido” en Revista de Estudios Políticos, enero-marzo 2001. 
914
 El artículo 31.2 RLOPD expresamente señala datos inadecuados o excesivos. 
915
 SSTC 290 y 292/2000, ambas de 30 de noviembre, ya referenciadas. 
916
 I. VILLAVERDE MENÉNDEZ, “Derecho de oposición” en VV.AA. A. TRONCOSO REIGADA (director), 
op. cit., p. 498. 
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5. Reglas generales para el ejercicio de los derechos ARCO 
 
a. Legitimación activa 
 
Los artículos 23 a 26 RLOPD regulan aspectos comunes a la naturaleza de los 
derechos del afectado. Partiendo del carácter personalísimo de estos derechos como 
hemos señalado ut supra, PUYOL
918
 prevé diversas modalidades para su ejercicio 
conforme al artículo 23.2 RLOPD: 
- deberán ser ejercidos directamente por el afectado frente al responsable del 
fichero, acreditando su identidad
919
. Es el modo normal y más habitual en el ejercicio de 
estos derechos. Los criterios y requisitos para acreditar la personalidad y la identidad se 
contemplan en el artículo 25.1a) RLOPD, básicamente, mediante la presentación del 
DNI o documento similar salvo que se utilice la firma electrónica. 
- salvo que aquél se encuentre en situación de capacidad modificada 
judicialmente o minoría de edad
920
 que le imposibilite el ejercicio de los mismos, en 
cuyo caso podrá actuar su representante legal. Para acreditar tal condición se aplicarán 
las normas correspondientes del Código Civil
921
. En ambos casos el responsable del 
tratamiento está obligado legalmente a realizar una doble comprobación. Por un lado, 
                                                 
917
 Si se ha prestado el consentimiento y no queremos que sigan usando nuestros datos estaremos ante una 
revocación del consentimiento; y el derecho de cancelación es una facultad frente a usos de datos 
contrarios a los principios de calidad de los datos, concretamente si estos son inadecuados o excesivos. 
Cfr. I. VILLAVERDE MENÉNDEZ, “Derecho de oposición” en VV.AA. A. TRONCOSO REIGADA (director), 
op. cit., pp. 499 y ss. 
918
 JAVIER PUYOL MONTERO, “Los derechos de acceso, rectificación, cancelación y oposición” en VV.AA. 
J. ZABÍA DE LA MATA, op. cit., pp. 261-264. 
919
 Bastará cualquier medio válido en derecho: DNI, pasaporte, tarjeta de residencia… 
920
 Se desarrolla la problemática del consentimiento del menor de edad en el apartado 1.b).3 
Consentimiento del capítulo V. Régimen jurídico de los ficheros de Hermandades. 
921
 Me remito a lo desarrollado en el apartado “El consentimiento prestado por menores de edad” dentro 
del apartado 3. Consentimiento del capítulo V. Régimen jurídico de los ficheros de las Hermandades. 
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que exista la situación que da origen a este supuesto, es decir, comprobar si la persona 
está en situación de capacidad modificada judicialmente o minoría de edad que da lugar 
a la representación. Por otro lado, deberá verificar la condición de representante legal de 
quien pretende ejercitar dichos derechos, asegurándose de que cumple tal representación 
las prescripciones legales al efecto. 
- mediante una representación voluntaria convencional
922
. El RLOPD exige que 
sea expresamente designado a los efectos del ejercicio del correspondiente derecho, lo 
que en la práctica supone que no sólo haya un nombramiento sino también un 
apoderamiento especial para realizar con eficacia actos en nombre del representado. En 
la letra a) del apartado 2 de este precepto se prevén expresamente dos condiciones: 
acreditar la identidad del representado para lo que normalmente se exige copia del DNI 
y acreditar la representación conferida a aquél. Por tanto, no son admisibles los 
apoderamientos genéricos, sino que han de ser específicos para realizar estos derechos 
consagrados en la LOPD ante los responsables de los ficheros y precisos, indicando los 
términos de dicho poder sin que se puedan exceder lo dispuesto. PUYOL precisa que en 
este supuesto de representación voluntaria hay que acudir al Código Civil y, 
especialmente, al mandato (artículos 1709-1739). 
Por consiguiente, la Ley Orgánica 15/1999 atribuye al afectado por un 
tratamiento de datos el derecho a utilizar un conjunto de mecanismos reactivos que 
constituyen una parte del contenido esencial del derecho fundamental a la protección de 
datos y que resulta indispensable para hacer efectivo el mismo. 
 Al tratarse de un derecho personalísimo no lo puede ejercer otra persona que no 
sea su titular, salvo su representante debidamente acreditado. En caso de capacidad 
modificada judicialmente o minoría de edad ejercitará este derecho su representante 
legal. El titular podrá voluntariamente nombrar un representante pero este poder no 
tendrá carácter genérico y deberá presentar copia del DNI del representado y el 
apoderamiento específico confiado por aquél
923
. 
                                                 
922
 Artículo 23.2 RLOPD: “c) Los derechos también podrán ejercitarse a través de representante 
voluntario, expresamente designado para el ejercicio del derecho. En ese caso, deberá constar claramente 
acreditada la identidad del representado, mediante la aportación de copia de su Documento Nacional de 
Identidad o documento equivalente, y la representación conferida por aquél”. 
923
 El carácter personalísimo y el régimen de apoderamiento explicado es común para los demás derechos 
ARCO. 
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El artículo 17 LOPD, en su apartado 1º, se remite al Reglamento para desarrollar 
las condiciones y el procedimiento de ejercicio de los denominados derechos ARCO, 
regulación contemplada en sus artículos 24 y 25, respectivamente.  
Como hemos afirmado anteriormente los derechos ARCO son derechos 
independientes entre sí, de forma que el ejercicio de algunos de ellos no es requisito 
previo para el ejercicio de otro. Pero además, el RLOPD exige que el medio ofrecido a 
los interesados para el ejercicio de estos derechos sea, por un lado, sencillo, es decir, 
que no suponga un esfuerzo extraordinario poder ejercitarlo lo que supone la ausencia 
de trabas no necesarias que dificulten o compliquen artificialmente el ejercicio del 
derecho en cuestión; y por otro lado, gratuito, o sea, que no conlleve gastos adicionales 
para el afectado y que no suponga ingreso adicional para el responsable del tratamiento 
ante el que se ejercitan. 
De ambos preceptos, artículos 17 LOPD y 24 RLOPD, se deduce que la 
intención del legislador, como muy bien afirma PUYOL
924
, es facilitar el ejercicio de los 
derechos eliminando los costes que puedan derivarse del mismo para el afectado y 
obligar a que se siga una operativa fácil, sencilla y asequible al ciudadano en línea con 
la rotunda afirmación del segundo párrafo del apartado tercero del artículo 24 RLOPD 
que prohíbe de manera expresa tres medios para ejercitar estos derechos: 
- el envío de cartas certificadas, también se entiende el uso de burofax, 
telegramas o cartas notariales, 
- uso de un servicio de telecomunicaciones que implique una tarificación 
adicional al interesado, como los números de teléfono que implican un mayor coste, 
- cualquier otro medio que suponga un coste excesivo para el interesado. 
Si existen servicios de atención al cliente se podrán ejercitar tales derechos a 
través de este medio. 
En contrapartida, el RLOPD en su artículo 28.5, establece tres supuestos en los 
que el responsable del fichero podrá no atender el ejercicio de los derechos ARCO: 
                                                 
924
 J. PUYOL MONTERO, “Los derechos de acceso, rectificación, cancelación y oposición” en VV.AA. J. 
ZABÍA DE LA MATA, op. cit., pp. 265-269. 
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- si el afectado no ha seguido el cauce predeterminado, 
- si el interesado no ha utilizado un medio que permita acreditar el envío o 
recepción de la solicitud, 
- si la solicitud no cumple los requisitos de forma establecidos en el artículo 25.1 
RLOPD. 
No basta solamente con conocer los derechos que tienen los hermanos, sino que 
hay que hacer posible su ejercicio, para lo cual las personas de su organización 
dedicadas al tratamiento de datos personales deben conocer los derechos ARCO y saber 




La solicitud para ejercitar los derechos de acceso, rectificación, cancelación y 
oposición debe dirigirse al responsable del fichero y contendrá los extremos del artículo 
25.1 RLOPD siendo válida cualquier petición de la que pueda dejarse constancia 
(correo certificado, acuse de recibo), por lo que no se requiere una especial forma
925
. 
Como decíamos la solicitud tiene que contener los elementos recogidos en el artículo 
25.1 RLOPD: 
- Nombre y apellidos del interesado; fotocopia de su documento nacional de 
identidad u otro documento válido. La utilización de firma electrónica identificativa del 
afectado eximirá de la presentación de las fotocopias del DNI o documento equivalente. 
- Petición en que se concreta la solicitud. 
- Dirección a efectos de notificaciones, fecha y firma del solicitante. 
- Documentos acreditativos de la petición que formula, en su caso. 
                                                 
925
 Artículo 24.5 del RLOPD. 
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
409 
Felipe García de Pesquera Gago 
Para PUYOL
926
 el ejercicio de estos derechos debe facilitarse por medios 
sencillos que no supongan un esfuerzo extraordinario para su ejercicio y ausencia de 
trabas innecesarias y de carácter gratuito en el sentido de que no conlleve gastos 
adicionales para el afectado ni un ingreso adicional para el responsable del tratamiento 
ante el que se ejercitan. 
Como decíamos ut supra en el artículo 25 RLOPD se regula el procedimiento 
para ejercitar los llamados derechos ARCO. Este artículo es prácticamente un trasunto 
de la Norma 1ª de la Instrucción 1/1998 de la AEPD. En primer lugar recoge los 
requisitos que ha de reunir la comunicación para su ejercicio, que deberá dirigirse al 
responsable del fichero, en el domicilio que figure inscrito en la AEPD
927
: los datos 
identificativos del solicitante, la petición concreta, dirección a efectos de notificaciones 
y la documentación que justifica la petición que se solicita. Hemos de destacar que se 
reconoce explícitamente el uso de documentos electrónicos y el carácter acreditativo de 
la firma electrónica. 
A esta petición, el responsable del fichero deberá contestar haya o no datos 
personales del afectado en el fichero
928
. Si la petición no reúne los requisitos formales 
especificados en el apartado primero, el responsable del fichero deberá solicitar la 
subsanación de los mismos, según el artículo 25.3 RLOPD, sin que se establezca un 
plazo general para que se lleve a cabo esta subsanación. Esto lleva a PUYOL
929
 a señalar 
que existen dos posibles interpretaciones de este principio de subsanación: 
a) El responsable del fichero puede optar por fijar un plazo razonable y prudente 
transcurrido el cual el responsable podrá entender que el afectado no ha ejercitado el 
derecho en cuestión. Es decir, se tiene por caducada la solicitud si no se subsanan los 
defectos en un plazo, por ejemplo, de 10 días. 
                                                 
926
 J. PUYOL MONTERO, “Los derechos de acceso, rectificación, cancelación y oposición” en VV.AA. J. 
ZABÍA DE LA MATA, op. cit., pp. 265-269. 
927
 Si el escrito va dirigido a este domicilio, la AEPD tiene declarado que resulta indiferente su recepción 
o no por parte del destinatario (R/00322/2006, de 30 de mayo de 2006, TD/00007/2006). 
928
 Artículo 25.2 RLOPD; Resolución R/00320/2007, de 29 de mayo de 2007 (TD/00006/2007). 
929
 J. PUYOL MONTERO, “Procedimiento” en VV.AA. J. ZABÍA DE LA MATA, op. cit., pp. 270-275. 
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b) No se da curso a la solicitud, teniéndose por no presentada mientras el 
afectado no lleve a cabo las modificaciones apuntadas por el responsable. En este 
supuesto, la solicitud no caduca pero quedaría parada mientras no se subsanen los 
defectos encontrados. 
Las consecuencias serán diferentes si hay discrepancias entre el afectado y el 
responsable sobre los defectos apreciados en la solicitud por lo que PUYOL cree que lo 
más razonable en caso de transcurrir un plazo sin respuesta del responsable sería que el 
afectado recurra al cauce de tutela administrativa de derechos prevista en el artículo 18 
LOPD sin más trámite ni dilación. 
La respuesta será conforme con los requisitos establecidos fundamentalmente en 
el artículo 29.3 RLOPD, de manera que la misma estará condicionada a los requisitos 
previstos para cada caso. En el supuesto de solicitud de acceso según lo previsto en 
artículos 29 y 30 RLOPD; si la solicitud afecta a los derechos de rectificación y 
cancelación, de acuerdo con lo previsto en los artículos 32 y 33 RLOPD; y en el caso de 
solicitud de ejercicio del derecho de oposición, según el artículo 35 RLOPD. De todas 
formas, la respuesta habrá de ser legible e inteligible, entendido en el sentido de no 
utilizar claves o códigos que requieran el uso de dispositivos mecánicos específicos. 
PUYOL
930
 añade a estos que, además, la respuesta esté suficientemente motivada y que 
sea veraz. 
El responsable deberá acreditar que se ha procedido a dar satisfacción al 
ejercicio del derecho llevado a cabo por el afectado tanto en tiempo como en forma 
ajustada a derecho, cuya conservación es imprescindible. Además, las personas de la 
organización que tienen acceso a datos de carácter personal pueden informar del 
procedimiento a seguir por el afectado para el ejercicio de sus derechos, lo que es objeto 
de crítica por parte de PUYOL
931
. Este autor entiende que se confunden dos cuestiones 
que no necesariamente tienen que discurrir unidas. Una cosa es que cualquier persona 
de una organización pueda informar a un afectado sobre el procedimiento a seguir y otra 
cuestión es que dicha información se la proporcione de manera necesaria una persona 
que tenga acceso a los datos personales del afectado. Se ha de diferenciar lo que es 
                                                 
930
 J. PUYOL MONTERO, “Procedimiento” en VV.AA. J. ZABÍA DE LA MATA, op. cit., pp. 270-275. 
931
 Ibídem, pp. 270-275. 
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información del procedimiento a seguir del hecho de que necesariamente esa 
información la proporcione única y exclusivamente personas que tengan acceso a datos 
de carácter personal ya que es posible que existan personas en dicha organización cuya 
función sea precisamente facilitar esa información. 
También se señala en este artículo 25, en su apartado 7, que el ejercicio de los 
derechos ARCO podrá modularse por razones de seguridad pública siempre sobre la 
base de lo que en cada caso de manera concreta se encuentre determinado por la ley, lo 
que elimina cualquier posible ejercicio discrecional de la norma ya que la ponderación 
por razones de seguridad pública no queda al libre arbitrio del uso que los poderes 
públicos quieran hacer de la misma en cualquier momento sino que debe existir una 
norma habilitante que limite o restrinja de manera expresa el ejercicio de tales derechos. 
En determinadas ocasiones el legislador ha optado por regular estas cuestiones en 
normas específicas como en materia de blanqueo de capitales o videovigilancia por 
parte de Fuerzas y Cuerpos de Seguridad del Estado. 
En este artículo 25 en su apartado 8, se reconoce la existencia de procedimientos 
específicos para el ejercicio de los derechos de rectificación y cancelación 
contemplados en otras normas ajenas a la LOPD sobre determinados ficheros a los que 
se les da prioridad. Estos procedimientos han de estar recogidos en normas con rango de 
Ley que, además, han de ser expresamente aplicables a los ficheros donde se trate de 
ejercitar tales derechos. En opinión de PUYOL
932
, estos procedimientos sui generis de 
ejercicio de los mencionados derechos deben ser necesariamente diferentes a los 
recogidos tanto en LOPD como RLOPD. 
El precepto contiene otra nueva obligación al responsable, artículo 25.6 RLOPD, 
ya que debe establecer procedimientos en el seno de la organización para proceder a dar 
respuesta cuando se ejerciten estos derechos, y además, en el caso de que el tratamiento 
sea automatizado, la respuesta al interesado podrá facilitarse de manera electrónica por 
lo que se deberá articular algún sistema de manera que quede constancia de la recepción 
y contenido de la respuesta otorgada al interesado que ha ejercitado su derecho. 
En cuanto al plazo para contestar cuando se ejerciten estos derechos, se establece 
un plazo máximo uniforme para todos los derechos de un mes, que concuerda con el 
                                                 
932
 Ibídem, pp. 270-275. 
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referente al derecho de acceso (artículo 29.1 RLOPD) pero no con el del resto de 
derechos de la citada norma que es de diez días. Además, se contempla la posibilidad de 
que el plazo de un mes se extienda a otro más, siempre y cuando se cumplan dos 
elementos que aparece como indisolubles al utilizar el texto la palabra “y”: que sean 
varios los interesados que ejerzan sus derechos así como que la cooperación entre los 
mismos sea necesaria impidiendo un esfuerzo innecesario y desproporcionado del 
responsable. 
La propuesta de Reglamento UE también incluye la posibilidad de exigir una 
tasa para las solicitudes excesivas y, sobre todo, reiterativas, cuya finalidad es 
claramente disuasoria. 
Se trata de derechos cuyo ejercicio es personalísimo, de carácter gratuito y 
sujetos a plazo. Por tanto, es necesario que las hermandades establezcan procedimientos 
para su satisfacción. Para ello, se debe incluir en la solicitud de ingreso los datos 
identificativos del responsable ante quien se pueden ejercitar los derechos denominados 
ARCO. Deben tenerse como mínimo en cuenta los criterios que se indican a 
continuación: 
- Cuando un hermano ejercita el derecho de acceso se debe contestar siempre a 
los mismos dentro de los plazos previstos, con independencia de que se tengan datos 
personales o no en los ficheros. Por tanto, el responsable del fichero de la hermandad 
debe responder en el plazo de un mes y facilitar el acceso en diez días hábiles desde la 
notificación. Si no se responde en el plazo previsto el afectado podrá invocar la tutela de 
la Agencia Española de Protección de Datos. 
- Cuando se ejercen los derechos de rectificación o cancelación debe contestar 
siempre a los hermanos con independencia de que se tengan datos personales o no en 
los ficheros, dentro del plazo previsto de 10 días hábiles. Si se deniega la petición 
deberá motivarlo, indicar la razón de la denegación, e informar al afectado que podrá 
invocar la tutela de la Agencia Española de Protección de Datos. 
- El ejercicio de un derecho de oposición debe resolverse inexcusablemente en el 
plazo de diez días hábiles. Si el derecho se denegase deberá motivarlo, indicar la razón 
de la denegación, e informar al afectado que podrá invocar la tutela de la Agencia 
Española de Protección de Datos. 
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- Cabe oposición a las decisiones basadas únicamente en un tratamiento 
automatizado de datos, aunque el tratamiento es posible si existe una relación 
contractual que lo justifique. 
- Cuando se atiende un ejercicio de los derechos ARCO siempre hay que 
verificar la identidad del interesado. Si fuera planteado por parte de un representante, 
padre, madre o tutor legal del interesado, se requiere un cuidado especial en verificar la 
identidad de representante y representado, y de la representación otorgada. 
 
6. Especialidades de cada derecho ARCO 
 
a. Derecho de acceso 
 
Aunque hayamos afirmado anteriormente, y con razón, que estos derechos 
ARCO son independientes entre sí y que en ningún caso se establece como requisito 
para los ejercicio de uno de estos derechos haber ejercicio previamente otro de ellos, la 
realidad nos lleva a asumir como necesario ejercer en primer lugar el derecho de acceso 
para poder ejercitar el resto de los derechos ARCO. En este sentido, la AEPD ante una 
reclamación contra la empresa Jazztel Telecom SA por no haber atendido los derechos 
de acceso y cancelación de uno de sus clientes y en el que la citada empresa había 
manifestado haber atendido el derecho de cancelación y haber omitido toda referencia al 
derecho de acceso también solicitado, la AEPD, decía, indicó que se había desatendido 
el derecho de acceso y consideró que la argumentación de la empresa de no poder 
atender el derecho de acceso a los datos por haberlos cancelado previamente, no era 
admisible en el sentido de que el artículo 16.3 LOPD dispone el bloqueo de los datos 
tras su cancelación, debiendo conservarse los datos únicamente a disposición de las 
Administraciones Públicas, Jueces y Tribunales durante el plazo de prescripción de 
éstas
933
. Así pues, fuera de estos casos excepcionales habría que considerar que “no 
procede el acceso a los datos bloqueados en tanto el bloqueo es una forma de 
                                                 
933
 Resolución de 12 de mayo de 2009, R/01219/2009 (TD/01674/2008).  
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cancelación de los datos cuyo acceso está restringido a las personas mencionadas al 





 extiende este derecho al conocimiento de si un determinado fichero 
tiene o no datos del interesado para, en su caso, instar la rectificación o cancelación si 
procediera. En suma, ejercitado el derecho de acceso y una vez comprobado por el 
responsable del fichero que no obran en el mismo datos de aquél, no puede el 
responsable abstenerse de dar respuesta formal por esta causa sino que deberá contestar 
al afectado comunicándole las razones por las que no atiende su petición. 
No se ha establecido un procedimiento general para ejercitar este derecho en la 
LOPD, salvo que el responsable del fichero a tratamiento disponga de servicios de 
atención al público o al cliente (art. 24.4 LOPD), remitiéndose su artículo 17 al 
procedimiento reglamentariamente establecido. Aunque sí establece la recomendación 
de que el procedimiento sea claro y sencillo. 
Para hacer efectivo el acceso y siempre que la configuración del fichero lo 
permita, el afectado podrá optar por uno o varios de los siguientes sistemas: 
visualización en pantalla, escrito, copia o fotocopia remitida por correo, certificado o 
no, telecopia, correo electrónico u otros sistemas de comunicaciones electrónicas o 
cualquier otro sistema que sea adecuado a la configuración o implantación material del 
fichero o a la naturaleza del tratamiento, ofrecido por el responsable. En los supuestos 
de videovigilancia se establecen unas reglas concretas sobre cómo ha de atenderse el 
acceso a imágenes grabadas
936
. Sea cual sea el sistema elegido por el afectado, la 
información deberá facilitársele en forma legible e inteligible, transcribiendo los datos 
del fichero si fuera necesario, sin usar códigos o claves que requieran el uso de 
dispositivos mecánicos específicos y siempre bajo un procedimiento gratuito, en el 
sentido de que el responsable del fichero no puede exigir una contraprestación 
                                                 
934
 Informe 182/2003 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos. 
Documento disponible en www.agpd.es. 
935
 M. VIZCAÍNO CALDERÓN, op. cit., p. 194. 
936
 Requiere aportar como documentación complementaria una imagen actualizada que permita al 
responsable verificar y contrastar la presencia del afectado en sus registros; como resulta prácticamente 
imposible acceder a imágenes sin que pueda verse comprometida la imagen de un tercero, puede 
facilitarse el acceso mediante escrito certificado en el que, con la mayor precisión posible y sin afectar a 
derechos de terceros, se especifiquen los datos que han sido objeto de tratamiento. Apartados 1 y 2 del 
Artículo 5 Instrucción de la AEPD 1/2006, de 8 de noviembre, sobre videovigilancia. 
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económica por facilitar el ejercicio de este derecho. En la realidad, con el fin de dejar 
constancia, evitando futuros problemas de prueba, se utiliza la carta certificada. El texto 
reglamentario permite la adopción por parte del responsable del fichero de aquellas 
medidas personales y organizativas que permitan el adecuado ejercicio del derecho de 
acceso. Si el afectado decide, en uso de su libertad, solicitar la información por otro 
medio distinto del establecido por dicho responsable y ello suponga un coste 
desproporcionado, el RLOPD permite al responsable la repercusión de tal coste, 
innecesariamente producido, sobre el afectado considerando que el responsable habría 
establecido otros medios adecuados y razonablemente económicos que permitieran la 
satisfacción de dicho derecho. Además, la información que se le facilite al interesado 
deberá necesariamente referirse a los siguientes extremos: los datos de base del 
afectado, los resultantes de cualquier elaboración o proceso informático, el origen de los 
datos personales, los cesionarios de los mismos y la especificación de los concretos usos 
y finalidades para los que se almacenaron
937
. 
Para su ejercicio la Ley, el número 3 del artículo 15 LOPD, establece un límite 
temporal ya que podrá denegarse el acceso si se ha ejercitado en los doce meses 
anteriores
938
, salvo que se acredite un interés legítimo que justifique un nuevo acceso, 
según lo dispuesto en el apartado 1 del artículo 30 del Reglamento
939
. El sentido de la 
norma es lógico, según VIZCAÍNO
940
, ya que responde a la necesidad de evitar que el 
responsable del fichero se vea acosado por reiteración de peticiones superficiales, 
caprichosas o no debidamente justificadas. De acuerdo con la normativa vigente sobre 
                                                 
937
 Artículo 29.3 del RLOPD: “3. La información que se proporcione, cualquiera que sea el soporte en que 
fuere facilitada, se dará en forma legible e inteligible, sin utilizar claves o códigos que requieran el uso de 
dispositivos mecánicos específicos. 
Dicha información comprenderá todos los datos de base del afectado, los resultantes de cualquier 
elaboración o proceso informático, así como la información disponible sobre el origen de los datos, los 
cesionarios de los mismos y la especificación de los concretos usos y finalidades para los que se 
almacenaron los datos”. 
938
 El artículo fija un plazo a la “periodicidad razonable” del artículo 12 a) de la Directiva. 
939
 La SAN de 9 de noviembre de 2005, rec. 1147/2003 (JUR\2006\122210), confirma la desestimación 
de la reclamación efectuada por una persona que había realizado el acceso ante el mismo organismo 
público en dos ocasiones y no habían transcurrido entre ambas peticiones doce meses y, además, no 
acreditó un interés legítimo bastante para el ejercicio de tal derecho en tan poco espacio de tiempo. 
940
 M. VIZCAÍNO CALDERÓN, op. cit., p. 196. 
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protección de datos personales, el responsable del tratamiento sólo podrá negarse al 
acceso en los supuestos del artículo 30 del Reglamento
941
. 
La redacción del Reglamento permite que el afectado, en virtud de este derecho, 
podrá obtener del responsable del tratamiento información relativa a datos concretos, a 
datos incluidos en un determinado fichero o a la totalidad de sus datos sometidos a 
tratamiento. El afectado tendrá derecho a ser informado de las comunicaciones de sus 
datos personales que se han hecho a terceros
942
, así como de la identidad del cesionario 
y de las finalidades de la cesión. Y ello aunque se hubiera producido el supuesto 
contemplado en el artículo 27 de la Ley. Es decir, aunque el responsable de un fichero 
de titularidad privada hubiese informado de ello al afectado, en el momento en que se 
efectuó la primera comunicación indicando la finalidad del fichero, la naturaleza de los 
datos que han sido cedidos, y el nombre y la dirección del cesionario
943
, deberá 
informarle nuevamente de ello cuando éste decida ejercer el derecho de acceso.  
Además, se denegará este derecho si lo prevé una ley o una norma de derecho 
comunitario de aplicación directa. La norma contempla un tercer supuesto que sería el 
caso en que tanto la ley como la norma comunitaria no deniegue explícitamente el 
derecho de acceso pero de su contenido se deduzca que se impide al responsable del 
tratamiento revelar a los afectados el tratamiento de los datos a los que se refiere el 
acceso. Si el de acceso fuese denegado, parcial o totalmente, el interesado podrá ponerlo 
en conocimiento del Director de la Agencia de Protección de Datos o del organismo 
competente de cada Comunidad Autónoma, para que éste estime la procedencia o 
improcedencia de la denegación, conforme a lo dispuesto en el artículo 18 LOPD. Los 
                                                 
941
 Artículo 30 RLOPD: “1. El responsable del fichero o tratamiento podrá denegar el acceso a los datos 
de carácter personal cuando el derecho ya se haya ejercitado en los doce meses anteriores a la solicitud, 
salvo que se acredite un interés legítimo al efecto. 
2. Podrá también denegarse el acceso en los supuestos en que así lo prevea una Ley o una norma de 
derecho comunitario de aplicación directa o cuando éstas impidan al responsable del tratamiento revelar a 
los afectados el tratamiento de los datos a los que se refiera el acceso. 
3. En todo caso, el responsable del fichero informará al afectado de su derecho a recabar la tutela de la 
Agencia Española de Protección de Datos o, en su caso, de las autoridades de control de las comunidades 
autónomas, conforme a lo dispuesto en el artículo 18 de la Ley Orgánica 15/1999, de 13 de diciembre”. 
942
 Los interesados no sólo pueden ejercer su derecho de acceso para obtener información sobre sus datos 
sino también a quién habían sido comunicados en consonancia con el artículo 15 LOPD. Vide SAN de 9 
de febrero de 2006, ya referenciada. 
943
 Punto primero del artículo 27 LOPD. 
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Tribunales han entendido como no satisfecho el derecho de acceso en todos los casos en 
que no hubo respuesta del responsable ante la petición del afectado
944
.  
El responsable del tratamiento contará con un mes de plazo, desde la recepción 
de la solicitud, para resolver sobre la petición de acceso. Resalto la sentencia de la 
Audiencia Nacional de 26 de enero de 2006 en la que se revoca una resolución de la 
AEPD que otorgaba a un particular la tutela al entender que la entidad recurrente no 
había respondido de manera adecuada al derecho de acceso de aquélla. En este caso, un 
mes y cinco días desde la fecha indicada en la carta, la afectada presenta reclamación de 
tutela de derechos por considerar que la editorial había denegado su derecho de acceso 
al no responder a la petición de información en el plazo de un mes. Cuando la AEPD 
requiere a la editorial, ésta ya ha contestado. La Audiencia considera que la editorial 
contesta de forma adecuada y completa antes del requerimiento de la Agencia. A su vez 
afirma que no se ha demostrado que contestara fuera de plazo
945
. Dicho cómputo se 
efectuará conforme al artículo 6 RLOPD donde se indica que en los supuestos que este 
Reglamento señale un plazo por días se computarán únicamente los hábiles. Cuando el 
plazo sea por meses, se computarán de fecha a fecha. 
La respuesta del responsable del fichero a la solicitud de acceso del afectado 
puede tener dos posibles resultados: el otorgamiento del acceso (artículo 29 RLOPD) o 
la denegación del mismo (artículo 30 RLOPD). Si se otorga el acceso la información 
proporcionada comprenderá todos los datos del afectado, los resultantes de cualquier 
elaboración o proceso informático, así como la información disponible sobre el origen 
de los datos, los cesionarios de los mismos y la especificación de los concretos usos y 
finalidades para los que se almacenaron los datos. Dicha información se facilitará de 
manera que resulte accesible al afectado y legible e inteligible, sin claves o códigos que 
requieran la utilización de dispositivos mecánicos específicos. El acceso se hará efectivo 
en el plazo de los diez días siguientes a la notificación de aquélla
946
. Si no hay respuesta 
expresa a la solicitud, deberá entenderse denegada y el interesado podrá interponer la 
reclamación prevista en el artículo 18 LOPD donde se contempla el proceso especial 
                                                 
944
 Por todas, SAN de 14 de diciembre de 2006, rec. 165/2005 (RJCA\2007\173). 
945
 SAN de 26 de enero de 2006, rec. 441/2004 (JUR\2006\120594). 
946
 Artículo 29.2 RLOPD. 
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relativo a la tutela de derechos. En caso de que el responsable no disponga de datos de 
carácter personal de los afectados deberá igualmente comunicárselo en el mismo plazo.  
 
b. Derechos de rectificación y cancelación: especial consideración de los 
Libros Sacramentales de la Iglesia Católica 
 
El carácter personalísimo e independiente de los derechos, el régimen de 
apoderamiento, la gratuidad y la sencillez en el ejercicio de los derechos y su 
procedimiento es común a todos los denominados derechos ARCO y ya lo hemos 
desgranado en el apartado dedicado a las condiciones de ejercicio y procedimiento de 
estos derechos
947
. Reflejaremos aquí las características específicas de ambos derechos. 
El afectado en su solicitud de rectificación deberá indicar a qué datos se refiere y 
la corrección que haya de realizarse, debiendo acompañarla de la documentación 
justificativa de lo solicitado, conforme a lo dispuesto en el artículo 32.1 RLOPD. 
Igualmente, según este mismo artículo, en la solicitud de cancelación, habrá de indicar a 
qué datos se refiere, aportando al efecto la documentación que lo justifique, en su caso. 
El responsable del fichero deberá hacer efectivo el derecho de rectificación del afectado 
dentro del plazo de los diez días hábiles
948
 siguientes al de la recepción de la solicitud 
(artículo 32.2 RLOPD) y, en idéntico plazo, se notificará al cesionario la rectificación 
operada a través de cualquier medio que acredite su recepción. Este deber de respuesta 
expresa lleva a la AEPD a estimar la tutela de derechos por no haber informado 
debidamente al interesado del acuerdo de rectificación o cancelación al considerar que 
no se ha atendido debidamente el ejercicio del derecho de rectificación y cancelación
949
. 
En cambio, la Ley no prevé plazo alguno para el caso de que tal rectificación o 
cancelación se lleve a cabo de oficio por el responsable del fichero al advertir la 
inexactitud o la no necesidad de los datos. VIZCAÍNO
950
 entiende que dichas 
                                                 
947
 Apartado 5. Reglas generales para el ejercicio de los derechos ARCO de este mismo capítulo. 
948
 Artículo 6 RLOPD: “En los supuestos en que este Reglamento señale un plazo por días se computarán 
únicamente los hábiles”. 
949
 Resolución AEPD R/00437/2007 de 29 de mayo de 2007 (TD/00001/2007). 
950
 M. VIZCAÍNO CALDERÓN, op. cit., p. 203. 
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obligaciones habrán de ser cumplidas en un plazo razonablemente adecuado según las 
circunstancias del caso. Una demora injustificada o una negligente dejadez, serían 
sancionables habida cuenta, además, que debe exigirse al responsable del fichero la 
diligencia profesional correspondiente. Por la rectificación o la cancelación de los datos 
no se le podrá exigir al interesado contraprestación alguna de acuerdo con el artículo 
17.2 de la Ley, pero, además, porque el artículo 4 de la Ley establece para los 
responsables de los tratamientos la carga de mantenerlos en consonancia con la 
situación real del titular de los datos y de cancelarlos cuando hayan dejado de ser 
necesarios o pertinentes para la finalidad para la que fueron obtenidos. 
Si los datos rectificados o cancelados hubieran sido comunicados previamente a 
un tercero, el responsable del tratamiento deberá notificar la rectificación o cancelación 
efectuada a quien se hayan comunicado, en el caso de que se mantenga el tratamiento 
por este último, que deberá también proceder a la rectificación o cancelación en el plazo 
de 10 días, conforme a lo estipulado en el artículo 16.4 de la LOPD. PUYOL
951
 entiende 
que esta exigencia es consecuencia del principio de calidad de los datos que, a su vez, 
exige una actuación positiva del responsable del tratamiento frente a terceros 
cesionarios de manera que los datos que figuren tanto en ficheros propios como de 
terceros sean exactos en todo momento y se encuentren puestos al día, de forma que 
respondan de forma real y efectiva a la situación real del afectado como titular de dichos 
datos. Para VIZCAÍNO
952
 este mandato de notificación no será preciso, a sensu contrario, 
si la persona a quien se cedieron los datos no mantiene el tratamiento. El cesionario no 
debe comunicarse en este caso con el interesado (artículo 32.3. II RLOPD). 
Transcurrido el plazo sin que de forma expresa se responda a la petición, se 
entenderá denegada y el interesado podrá interponer la reclamación prevista en el 
artículo 18 de la Ley Orgánica 15/1999, de 13 de diciembre ante la Agencia Española de 
Protección de datos o, en su caso, ante el organismo competente de cada Comunidad 
Autónoma. 
El artículo 4.5 de la LOPD establece que cuando hayan dejado de ser necesarios 
o pertinentes para la finalidad para la cual hubiesen sido recabados, los datos de carácter 
                                                 
951
 J. PUYOL MONTERO, op. cit., p. 312. 
952
 M. VIZCAÍNO CALDERÓN, op. cit. 
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personal serán cancelados. No podrán conservarse en forma tal que permita la 
identificación del interesado durante un período de tiempo superior al necesario para el 
cumplimiento de los fines en base a los que hubiesen sido recogidos y registrados
953
. De 
oficio, el responsable del fichero cancelará los datos personales cuando se produzca 
alguno de los supuestos de hecho del artículo 4 de la Ley. A sensu contrario y como 
recoge el artículo 31.3 RLOPD no procederá la cancelación cuando los datos de carácter 
personal deban ser conservados durante los plazos previstos en las disposiciones 
aplicables o como consecuencia de una relación contractual que ha dado origen al 
tratamiento de datos, ya que hasta la extinción de la misma será necesario mantenerlos a 
los efectos del propio cumplimiento del contrato. 
En agosto de 2006, una persona que había pertenecido al Opus Dei y que lo 
había abandonado solicitó a la Prelatura del Opus Dei que borrara sus datos de todos los 
archivos. Tras la respuesta dada por la organización que "los únicos datos que se 
refieren a su persona son hechos históricos realizados voluntariamente que no pueden 
anularse", aunque también señalaba que "en anotación marginal se hará constar su deseo 
de que no tengan trascendencia externa", la demandante acudió a la AEPD que, tras 
estudiar el caso, dictó una resolución el 31 de enero de 2007
954
 por la que instaba al 
Opus Dei a que, "en el plazo de 10 días", remitiera a la reclamante una certificación en 
la que hiciera constar que "ha procedido a la cancelación de sus datos que contaban en 
sus archivos". 
En su respuesta, el Opus Dei había argumentado que el Acuerdo sobre Asuntos 
Jurídicos entre la Santa Sede y el Estado español de 1979, "protege la inviolabilidad de 
los archivos, registros y demás documentos de las instituciones y entidades 
eclesiásticas" y acude a los tribunales en desacuerdo con la resolución de la AEPD. La 
                                                 
953
 La LOPD establece determinadas limitaciones y se remite a la legislación aplicable en cada caso. De 
todas formas, podemos dividirlos en dos categorías: 
a) necesidad de conservar los datos sin fijar un límite máximo de tiempo (fines históricos, científicos o 
estadísticos) 
b) se establecen períodos máximos de conservación de datos personales (historia clínica, comunicaciones 
electrónicas, disposiciones fiscales y mercantiles…) 
954
 Resolución de la AEPD de 31 de enero de 2007 (TD/418/2006). 
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Audiencia Nacional
955
 falla en su contra y ratifica la resolución de la AEPD. El Opus 
Dei recurre en casación ante el Tribunal Supremo. 
El Tribunal Supremo, en su sentencia de 10 de noviembre de 2011
956
, analiza los 
tres motivos alegados por el recurrente. El primero, consistente en la inviolabilidad de 
los registros y archivos de las instituciones y entidades eclesiásticas establecido en el 
artículo I.6 del Acuerdo entre la Santa Sede y el Estado español, de 3 de enero de 1979, 
es desestimado ya que esa inviolabilidad "no es predicable frente al ciudadano cuando 
ejercita su derecho fundamental" sobre sus propios datos personales, argumento 
semejante al que se utilizaba en las sentencias sobre los libros de bautismo que 
desarrollamos en otro apartado de este trabajo. 
La sentencia también rebate el argumento esgrimido por el Opus Dei de que los 
datos no están contenidos en un soporte informático, por lo que entendían que en virtud 
de los artículos 2.1 y 3d) LOPD no quedaban protegidos por la normativa de protección 
de datos. El Alto Tribunal entiende que estamos ante un fichero que contiene datos 
personales como son nombre y apellidos de la persona interesada y las fechas de su 
petición de admisión, de su incorporación definitiva y de su baja en la Entidad religiosa 
recurrente que, además, son datos especialmente protegidos por afectar a creencias 
religiosas y que deben estar organizados y estructurados puesto que no se ha necesitado 
de ningún esfuerzo adicional para localizar y acceder a la información solicitada y 
facilitar la misma a la persona interesada. Por cierto, ésta es la diferencia argumental 
según el Tribunal Supremo, entre el Opus Dei, que tiene los datos organizados y 
clasificados hasta el punto de que son fácilmente localizables, y los libros bautismales 
que son "una pura acumulación de datos" que no están ordenados "ni alfabéticamente ni 
por fecha de nacimiento", como analizamos en su momento. 
Y, por último, en relación con el derecho de cancelación de los datos, establece 
que “la necesidad del mantenimiento de los datos ha de relacionarse con la finalidad 
para la cual los datos fueron recogidos” y éstos “dejaron de ser necesarios para la 
finalidad que justificó su tratamiento, al haber decidido la persona afectada dejar de 
pertenecer al Opus Dei, sin que por la parte recurrente se haya desvirtuado tal 
                                                 
955
 SAN de 11 de septiembre de 2008 (JUR 2008\336818). 
956
 STS de 10 de noviembre de 2011, recurso nº 5960/2008 (RJ\2011\7251). 
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conclusión, ni acreditado una finalidad de mantenimiento de los datos merecedora de 
mayor protección”. Por todo ello, el Tribunal Supremo considera que no ha lugar al 
recurso de casación presentado por el Opus Dei.  
El artículo 23 de la LOPD establece específicamente las normas limitadoras de 
los derechos de acceso, rectificación y cancelación, sentando como regla general la 
denegación del acceso a los archivos, entre otros, de las Fuerzas y Cuerpos de Seguridad 
del Estado o de la Hacienda Pública. Tal como se prevé expresamente con relación al 
derecho de acceso, los derechos de rectificación y cancelación deben denegarse en los 
supuestos previstos en una ley o norma comunitaria de aplicación directa o cuando éstas 
impidan al responsable del tratamiento revelar a los afectados el tratamiento de los datos 
a los que se refiere el acceso. De igual forma el responsable del fichero tiene la 
obligación de informar al afectado de su derecho a recabar la tutela de la AEPD o del 
organismo equivalente en las CCAA. Me remito a lo escrito en su momento
957
. 
Por último, indicar que conforme al artículo 2.4 del Reglamento, los familiares 
de una persona fallecida podrán solicitar la cancelación de los datos personales del 
difunto aunque más bien estamos ante la adecuación de los datos a la situación del 
afectado como consecuencia de los principios de calidad de los datos que ante el 
ejercicio de los derechos de una persona por parte de un tercero. 
 
El derecho de cancelación en los libros sacramentales de la Iglesia Católica 
 
No queremos terminar este apartado sin detenernos más detalladamente en 
analizar el posible ejercicio de este derecho de cancelación en los denominados libros 
sacramentales de la Iglesia Católica: libro de bautismo, libro de confirmaciones y libro 
de matrimonio. 
Entendemos que sólo la desaparición de los datos permite al interesado tener la 
completa seguridad de que no van a poder ser recuperados de nuevo y ejercer así un 
completo control y seguimiento de los mismos, como consecuencia del contenido del 
                                                 
957
 Vide apartado 2. Derecho de acceso de este capítulo. 
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derecho de autodeterminación informativa. Es decir, cuando proceda la cancelación es 
porque los datos nunca debieron ser recogidos, porque contravienen las normas sobre 
calidad de los datos –especialmente el principio de finalidad– o porque fueron obtenidos 
de manera ilegal. Esta es la línea de nuestro Tribunal Supremo cuando “afirmamos 
igualmente en dicha sentencia que en los datos reflejados en los libros de bautismo no 
cabe apreciar ninguna inexactitud, en cuanto en los mismos se recoge un dato histórico, 
cierto, salvo que se acredite la falsedad, cual es el referente al bautismo de una persona 
y, cuando ésta solicita la cancelación de ese hecho, no está pretendiendo que se corrija 
una inexactitud en cuanto al mismo, sino que, en definitiva, está intentando y 
solicitando un sistema nuevo y diferente de registro de nuevos datos personales”
958
, que 
modifica el criterio que hasta el momento mantenía la Audiencia Nacional respecto de 
la problemática de los libros de bautismo, asunto al que ya le hemos dedicado un 
específico apartado en esta tesis. 
Para OTADUY, la formalización del abandono de una confesión religiosa carece 
de trascendencia civil. Ello supone que la pretensión de quien solicita el abandono 
formal de la Iglesia de reclamar la cancelación de la inscripción bautismal invocando el 
artículo 16 de la LOPD, referido al derecho de rectificación y cancelación, carezca de 
fundamento y sea desatendida. Recordemos que para este autor, los registros eclesiales 
quedan fuera del ámbito de aplicación de la LOPD. El libro de bautismos no es un 
fichero de miembros de la Iglesia sino un Registro que da fe de un hecho histórico, que 
no puede negarse, y que es una exigencia de seguridad jurídica su conservación. No se 




Como anteriormente afirmé (ver apartado de ficheros), discrepo tanto con la 
AEPD como con la Audiencia Nacional en este punto. No creo que exista un derecho de 
rectificación ni de supresión sobre un dato que en su momento era veraz y exacto por 
ser histórico ya que la propia Iglesia Católica prevé la solución para aquellos bautizados 
que no quieran seguir perteneciendo a la misma: la apostasía o renuncia a la fe 
                                                 
958
 STS de 7 de noviembre de 2008. Recurso nº 5785/2007, ya referenciada. 
959
 Cfr. J. OTADUY GUERÍN, op. cit., pp. 547 y 548. 
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católica
960
. Cuando el acto reúne los requisitos internos y de relevancia externa que 
establece el Derecho, el apóstata incurre en excomunión latae sententiae que supone 
básicamente en la privación de los sacramentos y de la participación en la comunión de 
la Iglesia. Para OTADUY, el abandono o cambio de confesión no requiere de acreditación 
religiosa de ningún tipo para el ejercicio de derechos civiles porque carece de 
trascendencia civil. En cambio, afirma que en aras de la seguridad jurídica, resulta 
necesario establecer un procedimiento que facilite la constancia del acto. 
Este procedimiento viene fijado por el Derecho particular, lo que supone que 
cada diócesis española ha establecido su propia regulación. Hace unos años, la 
Conferencia episcopal elaboró unas Orientaciones que pueden servir para armonizar la 
regulación de esta materia
961
. Se propone simplificar al máximo el procedimiento para 
facilitar la libre declaración del interesado, que se realiza en la diócesis de residencia y 
no en la de bautismo, ante el Ordinario o persona por él designada. Con la intervención 
de la autoridad eclesiástica se pretende facilitar una explicación precisa acerca de la 
naturaleza teológica y canónica del acto de abandono formal de la Iglesia y constatar su 
autenticidad y eficacia. Una vez realizado el acto, el Ordinario manda al párroco a que 
proceda a la modificación del acta de bautismo, mediante anotación marginal que dé fe 
de la declaración de abandono y del lugar y fecha en que se efectuó y se aseguren la 
cancelación de los datos personales del interesado de cualesquiera listados, ficheros o 
bases de datos de organismos eclesiales en los que pudieran constar. Una vez realizada 
la anotación marginal en el Libro de bautismos se comunicará al interesado mediante 
carta certificada con petición de acuse de recibo, que se han tomado todas las medidas 
para que conste su abandono de la Iglesia Católica, de manera que, concluye OTADUY, 
un caso de apostasía resuelto con arreglo al procedimiento canónico y conducente a la 
constatación registral por vía de anotación marginal en el acta de bautismo no podría 
fundamentar demanda alguna ante un tribunal español
962
. 
                                                 
960
 "El ejercicio de la apostasía es un acto vinculado al rechazo de la fe católica que nada tiene que ver 
con la cancelación de datos registrales que no prueban ninguna clase de adhesión a la fe ni son 
manifestación de creencias sino sólo un hecho histórico con relevancia exclusivamente eclesial como es 
el sacramento del bautismo" SILVERIO NIETO, director del Servicio Jurídico-Civil de la Conferencia 
Episcopal Española, jornada de estudio dedicada a "Declaraciones de apostasía: Aspectos canónicos y 
jurídico-civiles del abandono formal de la Iglesia". 28 de abril de 2009. 
961
 Vide nota 592. 
962
 Cfr. J. OTADUY GUERÍN, “Iglesia Católica y ley española de protección de datos: falsos conflictos”, en 
Ius Canonicum, XLVIII, nº 95, 2008, pp. 121-131. 
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Lo que sí existe por parte del afectado es el derecho de acceso a los Libros 
Sacramentales para hacer constar su manifestación de voluntad de no pertenecer a la 
Iglesia Católica mediante una anotación clara e inequívoca en los mismos que, en 
consecuencia, impida el tratamiento futuro de sus datos personales por la Iglesia, es 
decir, el ejercicio de un derecho de cancelación de los datos personales del afectado 
para que estos queden bloqueados pero sin anular el bautismo. Más aún si cabe, cuando 
la Audiencia Nacional y la AEPD reconocen la vigencia e inviolabilidad del contenido 
de los acuerdos jurídicos entre el Estado español y la Santa Sede de 3 de enero de 1979. 
Las diócesis españolas establecen básicamente dos tipos de normas sobre los 
registros de bautismo de los interesados que respetan, en la medida de lo posible, los 
diferentes valores en juego, es decir que, por una parte, refleja el deseo del fiel de no ser 
considerado como tal miembro de la Iglesia y, por otra, que respete la integridad de los 
archivos y libros registros sacramentales. 
Se ha determinado, en primer lugar, que se debe realizar una anotación marginal 
en la partida de bautismo del fiel interesado, recogida en el libro de bautismos 
(c.535§2). Anotación que se realiza a instancia del Vicario General o del Canciller 
Secretario General de la Curia diocesana, exigiéndose además que el párroco 
comunique el cumplimiento de este mandato. 
En segundo lugar, se suele determinar que no se puede expedir la partida de 
bautismo del que haya abandonado la Iglesia por acto formal a no ser que el propio 
interesado lo solicite por escrito, especificando todos sus datos personales y con su 
propia firma, y se obtenga previamente el permiso del Ordinario del lugar. Esta 
advertencia o bien se hace constar en la anotación marginal de la partida de Bautismo, o 
bien se incluye en las indicaciones generales dadas para estas situaciones. La diócesis de 
Santiago de Compostela, además, ha establecido que en estos casos la comunicación al 
sacerdote de otra parroquia se hará del siguiente modo: "Consultados los datos obrantes 
en este archivo parroquial no consta que Don/Dña... pertenezca en la actualidad a la 
Iglesia Católica"
963
. Normas establecidas para tutelar y proteger los datos contenidos en 
la partida de bautismo del interesado. 
                                                 
963
 F. R. AZNAR GIL, La defección de la Iglesia Católica por acto formal: Concepto, consecuencias 
canónicas y regulación en las diócesis españolas (Abril 2008) (Id. vLex: VLEX-37351937). 
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Algunas diócesis, finalmente, han establecido, desde nuestra perspectiva muy 
acertadamente, que se cancelen los datos personales del fiel que ha realizado la 
defección o el abandono de la Iglesia por acto formal de cualesquiera listados, ficheros, 
etc., para que en adelante no reciba correspondencia de la Iglesia: comunicación que se 
hace a la parroquia donde fue bautizado el interesado y, en algunas ocasiones, a la 
parroquia de su residencia actual. 
Finalmente, también se determina que, una vez realizadas todas estas 
actuaciones, la parroquia debe comunicar por escrito a la Cancillería Secretaría General 
de la Curia diocesana que se ha ejecutado todo lo ordenado. 
La propia Agencia en varias resoluciones que dieron lugar al informe jurídico 
419/2008 reconoce que se “procedió a la cancelación de sus datos por medio de una 
“nota marginal”. Posteriormente, el reclamante se dirigió a la citada Parroquia 
solicitando el ejercicio del derecho de acceso. La mencionada Parroquia, al contestar 
que en la partida de bautismo figuraba la anotación marginal “abandonó la fe católica”, 
está, precisamente, constatando que la cancelación fue realizada correctamente, ya que 
tales datos han sido cancelados por medio de la citada nota marginal”, cuyo objetivo es 
que no se pueda tener acceso a los mismos, y, por tanto, se conviertan en inaccesibles, 
alcanzando con ello el deseo del recurrente de que sus datos no sean conocidos y 
queden, por consiguiente, bloqueados
964
. 
En otras palabras, la solución de la Agencia, ratificada después por la Audiencia 
Nacional, afirma encontrar un equilibrio entre la inviolabilidad de los archivos y el 
respeto a los derechos de los interesados, mediante la constancia de la voluntad de no 
pertenecer a la Iglesia en los archivos del Libro de Bautismo, sin proceder a la supresión 
                                                 
964
 Así, el 6 de julio de 2000, la Conferencia Episcopal Española publicó una "Nota sobre la cancelación 
de datos personales en los registros de bautismo de la Iglesia Católica". Allí se afirma que el bautismo es 
un hecho histórico del que queda constancia en el libro de registro parroquial como en otros lugares 
(fotografías, notas de prensa, tarjetas conmemorativas...) que testimonia la realización de un hecho pero 
que no prejuzga las creencias posteriores de las personas ni su pertenencia a la Iglesia, no siendo por ello 
prueba de su condición de católico el asiento registral del bautismo; que la Iglesia Católica no posee 
ficheros de sus miembros ni relación alguna de ellos por lo que no está en condiciones de cancelarlos; 
pero que si el dato de su condición de católico figura en algún fichero organizado como tal, tiene derecho 
a que sea cancelado, así como a que la utilización de la información sobre su condición de antiguo 
católico requiere su consentimiento inequívoco; que, a tenor del Acuerdo entre la Santa Sede y al Estado 
Español sobre Asuntos Jurídicos, del 3 de enero de 1979, tanto el Estado como la Iglesia están obligados 
a garantizar la inviolabilidad y la confidencialidad de los archivos de algunas entidades eclesiásticas que 
no pueden ser cancelados. Concluye la nota señalando que, en suma, "el asiento en el registro bautismal 
no se cancela y, de otra parte, que no es identificable con la pertenencia a la Iglesia Católica", así como 
que todo ello se regula por el ordenamiento propio de la Iglesia. 
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del dato originario como así recoge la sentencia de la Audiencia Nacional de 22 de 
octubre de 2008 siguiendo la jurisprudencia del Tribunal Supremo. 
Entendemos que, aunque la opción de anotación marginal o cancelación 
obligatoria que toma la Agencia, y ratifica la Audiencia, responde sin duda a una 
voluntad real de dar solución a este problema, no deberíamos descartar la posibilidad de 
que estemos ante un verdadero problema de conflicto de derechos entre la 
autodeterminación informativa y la libertad religiosa, ambos de carácter constitucional 
que debería ser ventilado, en el futuro y si ha lugar, por el órgano jurisdiccional 
competente: el Tribunal Constitucional. Esta anotación marginal o cancelación 
obligatoria ordenada por la AEPD en un fichero de naturaleza y finalidad 
exclusivamente religiosa, viola, a mi entender, la autonomía de la Iglesia Católica y de 
las demás Confesiones, en su caso, en la medida en que la Administración Pública se 
arroga la competencia para decidir qué asientos han dejado de ser necesarios en una 
materia confesional y que, como hemos mantenido en este trabajo, corresponde decidir 
a la propia Confesión. Cuando la Administración ordena registrar asientos que atienden 
peticiones particulares referentes a posibles cancelaciones que afectan a libros registros 
o de naturaleza pastoral puede desnaturalizar el sentido del asiento original de los 
archivos de la Iglesia Católica; pero, además, estaría interviniendo en un aspecto 
esencial de la libre organización reconocida por un Tratado Internacional, sin que quepa 
alegar, en este supuesto, como justificación la protección del orden público o el derecho 
a la intimidad. 
La Sentencia del Tribunal Supremo de 19 de septiembre de 2008 que analizamos 
en el apartado correspondiente a la problemática de los libros de bautismo afirmó, 
creemos que acertadamente, que la obligación de practicar la anotación marginal en el 
libro de bautismos en el caso de apostasía no resultaba conforme a derecho por no 
tratarse de un fichero sino de un Registro. Defendemos que la propia Confesión, 
mediante sus procedimientos internos, concretamente, la apostasía, resuelva mediante 
anotación marginal en sus propios Libros de carácter sacramental o pastoral. Creemos 
que sería deseable, ya que no lo hizo aunque eran motivos de casación, que el Tribunal 
Supremo reconociera, además, que la autonomía y la inviolabilidad son títulos más que 
suficientes para que el Estado proteja y garantice la libertad de organización de las 
Confesiones y entidades religiosas en materia de protección de datos. 
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Otro de los Libros sacramentales propios de la Iglesia Católica es el libro de 
Confirmaciones. La AEPD, siguiendo la línea de la Audiencia Nacional, en su informes 
jurídicos 296 y 381 de 2008 considera el Libro de Confirmaciones como un fichero de 
datos personales siempre y cuando éste exista
965
 y en virtud del principio de exactitud, 
consagrado en el artículo 4.3 de la LOPD, se deberá anotar en tal Libro el hecho de que 
el interesado ha ejercido su derecho de cancelación. 
En cambio, en relación a los Libros de Matrimonio, que sería el tercer libro 
sacramental, no procederá la solicitud de cancelación por un interesado por lo siguiente: 
- La inscripción del matrimonio implica la existencia de una relación jurídica 
entre el contrayente que ejercita el derecho y el otro contrayente cuya existencia no 
puede quedar al mero arbitrio de una de ellas. 
- Dicha relación jurídica, sujeta al Derecho Canónico, produce igualmente 
efectos civiles en el momento de la inscripción del matrimonio en el Registro Civil, 
produciendo dichos efectos incluso en el supuesto de disolución civil del vínculo. 
- Las normas aplicables al registro sacramental y las que son de aplicación al 
Registro Civil establecen reglas específicas en relación con la nulidad o disolución, 
respectivamente, del vínculo matrimonial, que serían las aplicables en el supuesto en 
que el afectado desease que se produjese tal nulidad o disolución. 
 
c. Derecho de oposición 
 
El artículo 17 de la LOPD completa la regulación del derecho de oposición, 
cuyo ejercicio será gratuito y remite al posterior desarrollo reglamentario, para la 
determinación del procedimiento de ejercicio, concretado en el Capítulo IV del Título 
III del Real Decreto 1720/2007. Reglamentariamente se configura el derecho de 
                                                 
965
 El propio Código de Derecho Canónico expresamente prevé que el Libro de Confirmaciones no exista 
en todos los casos (Canon 895). Vide Informes 296 y 381 de 2008. Documentos disponibles en 
www.agpd.es. 
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- Cuando su consentimiento no es necesario para que el responsable trate sus 
datos, o sea, en los casos previstos en el apartado 2 del artículo 6 LOPD a saber: el 
ejercicio de las funciones propias de las Administraciones públicas; cuando se refieran a 
las partes de un contrato o precontrato de una relación negocial, laboral o administrativa 
y sean necesarios para su mantenimiento o cumplimiento; cuando el tratamiento de los 
datos tenga por finalidad proteger un interés vital del interesado; o cuando los datos 
figuren en fuentes accesibles al público y su tratamiento sea necesario para la 
satisfacción del interés legítimo perseguido por el responsable del fichero o por el del 
tercero a quien se comuniquen los datos
967
, siempre que exista un motivo legítimo, 
ajustado a derecho, y fundado, suficiente para no haber procedido a recabar el 
consentimiento del afectado, referido a su concreta situación personal, siempre que una 
ley no disponga lo contrario. Este supuesto es el que contempla el artículo 6.4 LOPD. 
- Cuando se trate de ficheros que tengan por finalidad la realización de 
actividades de publicidad y prospección comercial, cualquiera que sea la empresa 
responsable de su creación, en los términos del artículo 51 RLOPD. En este artículo se 
delimita el contenido de este derecho de oposición señalando que su ejercicio 
determinará que los datos serán dados de baja del tratamiento “cancelándose las 
informaciones que figuren en aquél”. Para su solicitud bastará con una “simple 
solicitud” que será gratuita. Este medio sencillo y gratuito para oponerse al tratamiento 
de los datos del interesado puede consistir en poner a disposición del mismo un número 
de teléfono gratuito o la remisión de un correo electrónico. En caso de que el 
responsable del fichero o del tratamiento disponga de servicios para la atención al 
cliente o el ejercicio de reclamaciones, se permitirá al afectado que ejercite su derecho a 
través de ellos. Este artículo prohíbe que el ejercicio del derecho de oposición se 
posibilite a través de servicios de telecomunicaciones que impliquen una tarifa adicional 
al afectado o de cualesquiera otros medios que le supongan un coste excesivo. 
                                                 
966
 Vid. artículos 34 a 36 RLOPD. 
967
 Supuestos desarrollados en este trabajo en el apartado 3. Consentimiento del anterior capítulo. 
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- Por último, cuando el tratamiento tenga por finalidad la adopción de una 
decisión referida al afectado y basada únicamente en un tratamiento automatizado de 
sus datos de carácter personal, en los términos del artículo 36 RLOPD. Este artículo en 
su apartado 1 es una transcripción casi literal del artículo 15.1 de la Directiva. Según 
este artículo 36 “los interesados tienen derecho a no verse sometidos a una decisión con 
efectos jurídicos sobre ellos o que les afecte de manera significativa, que se base 
únicamente en un tratamiento automatizado de datos destinado a evaluar determinados 
aspectos de su personalidad, tales como su rendimiento laboral, crédito, fiabilidad o 
conducta”.  
Nos encontramos con dos elementos básicos que permiten el derecho de 
oposición. En primer lugar, que se trate de una decisión referida de manera principal al 
afectado y, en segundo lugar, que la misma se encuentre basada únicamente en un 
tratamiento informático. Es la conjunción de ambos elementos lo que posibilita por 
parte del afectado el ejercicio de este derecho. 
Con respecto a la primera condición, la redacción del precepto da a entender que 
hay que optar entre “una decisión con efectos jurídicos” sobre el interesado “o” que le 
afecte de manera significativa. Una interpretación sistemática de la norma nos lleva a 
pensar que ambas circunstancias no son incompatibles sino más bien concurrentes de 
forma que se tenga presente el componente jurídico de la afección a la que ha de verse 
sometido el afectado por dicha valoración de carácter personal. 
 La “afección significativa” recogida en este precepto es un concepto jurídico 
indeterminado criticado por la doctrina. PUYOL
968
 entiende que el grado de incidencia 
habrá que valorarlo sobre la base de las circunstancias personales del individuo lo que 
conllevará consecuencias distintas según cada sujeto. Evidentemente cada individuo se 
verá influido por diversos condicionamientos familiares, sociales, económicos o 
culturales. Esta indeterminación jurídica habrá de ser precisada y matizada por los 
tribunales a los efectos de determinar el alcance de la norma. 
Además, el RLOPD señala cómo el otro requisito exigible para ejercitar este 
derecho se refiere al tratamiento automatizado de datos destinado a evaluar 
determinados aspectos de su personalidad y, expresamente, se mencionan el 
                                                 
968
 J. PUYOL MONTERO, op. cit., pp. 320 y ss. 
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rendimiento laboral, crédito, fiabilidad o conducta. Esta segunda condición hace 
referencia a informaciones que se producen a consecuencia del tratamiento de los datos 
del afectado que lleven consigo la obtención de nuevos datos o nuevas valoraciones y 
que afecten precisamente a la vida laboral, al crédito, a su fiabilidad o a su conducta. 
Estas categorías tienen un carácter excesivamente amplio y admiten tantas variantes que 
configuran un derecho con un amplísimo objeto.  
La redacción de la norma nos lleva a considerar las pocas posibilidades de éxito 
que tiene el ejercicio de este derecho ya que estaría supeditado a que el interesado 
pudiera acreditar que las valoraciones obtenidas por el responsable del tratamiento se 
han basado única y exclusivamente en el tratamiento automatizado de datos, es decir, 
que el afectado tiene que acreditar la infracción cometida por el responsable del 
tratamiento consistente en la elaboración de valoraciones personales por medio de un 
tratamiento automatizado que provoque una decisión con efectos jurídicos sobre su 
persona o que le afecte de manera significativa. PUYOL
969
 critica este precepto al 
considerar que esta prueba no está al alcance del afectado ni va a tener posibilidad de 
acceder a esa situación, justo lo contrario que el responsable del tratamiento que va a 
disponer de los elementos para defenderse y neutralizar el ejercicio del derecho de 
oposición por el afectado. 
Conforme al apartado 2 de este precepto las valoraciones personales basadas en 
un tratamiento automatizado de datos, con trascendencia jurídica y con amplias 
repercusiones para la vida del afectado, son plenamente válidas y ajustadas a derecho 
siempre y cuando las mismas tengan su razón de ser en la celebración o ejecución de un 
contrato a petición del interesado. A esta primera excepción se añade una segunda que 
consiste en una habilitación legal que permita la defensa del interés legítimo del 
interesado. Esto es, ha de existir una norma que revista rango de ley y que permita la 
realización de las valoraciones personales, incluso con efectos jurídicos sobre su 
persona o que le afecten de manera significativa. 
El procedimiento es el común al resto de los derechos ARCO aunque presenta 
ciertas particularidades. El derecho de oposición se ejercita mediante solicitud, 
identificando la razón de su oposición, ante el responsable del tratamiento que habrá de 
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 Ibídem, pp. 327-330. 
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contestar en 10 días desde la recepción (artículo 35 RLOPD) excluyendo del tratamiento 
los datos relativos al afectado que ejercite su derecho de oposición o denegando 
motivadamente su solicitud. Si una vez transcurrido este plazo no responde de forma 
expresa a la petición, el interesado podrá interponer la reclamación ante la Agencia 
Española de Protección de Datos de acuerdo con lo establecido en el artículo 18 de la 
LOPD. En el mismo plazo, en el caso de que no disponga de datos personales del 
interesado, habrá de comunicárselo igualmente. 
En conclusión, el afectado por el tratamiento de datos podrá ejercitar los 
derechos que la Ley Orgánica 15/1999 le concede, que no podrán denegarse cuando se 
produzca alguna de las circunstancias en que dicha Ley determina la posibilidad de su 
ejercicio, sin que el hecho de que los datos procedan de una fuente accesible al público 
constituya causa alguna de denegación de dichos derechos. Debe así recordarse que un 
tratamiento de datos hasta ese momento lícito puede devenir ilícito si no se atiende a las 
especiales circunstancias invocadas por el interesado al tiempo de ejercitar su derecho. 
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Capítulo VII 





El desarrollo tecnológico conlleva importantes ventajas y comodidades en el día 
a día de las personas. Realizamos muchas tareas y cumplimos con nuestros deberes de 
ciudadanos desde el sillón de nuestras casas. Incluso se puede, en determinados ámbitos 
trabajar desde casa. Pero estas facilidades acarrean una serie de inconvenientes aunque 
muchas veces no seamos conscientes de ello. El uso cada vez más frecuente de 
buscadores de Internet o de redes sociales, el cloud computing (la famosa nube) suponen 
un riesgo de intromisión en la vida privada de las personas. Seguro que todos hemos 
oído hablar de las cookies, registro que se descarga en nuestro ordenador que almacena 
datos de la navegación por Internet. Nuestra actividad deja un rastro que otros pueden 
utilizar para fines no consentidos por los titulares de los datos o, lo que es peor, para 
prácticas legalmente reprochables. De ahí la importancia de implantar unas medidas de 
seguridad que garanticen el derecho fundamental de protección de datos. 
Antes de entrar España en la Unión Europea, el Convenio de 1981 se refería 
expresamente a la seguridad de los datos y establecía en su artículo 7 que “se tomarán 
las medidas de seguridad apropiadas para la protección de datos de carácter personal 
registrados en ficheros automatizados contra la destrucción accidental o no autorizada, o 
la pérdida accidental, así como contra el acceso, la modificación o la difusión no 
autorizados”. Ya en el ámbito comunitario, la Directiva 95/46 en su artículo 17, dispone 
que el responsable del tratamiento tiene la obligación de aplicar medidas técnicas y de 
organización contra la posible destrucción o pérdida, alteración, difusión o acceso no 
autorizados y contra cualquier tratamiento ilícito. El nivel de seguridad deberá 
corresponderse con la naturaleza de los datos y el riesgo que acarrea su tratamiento. 
En nuestro Derecho, el artículo 9 LOPD regula la seguridad de los datos. Este 
precepto es un trasunto de lo dispuesto en el artículo 17 de la Directiva 95/46/CE y una 
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copia del artículo 9 de la LORTAD. Según dicho artículo, deberán adoptarse las 
medidas necesarias para garantizar la seguridad de los datos personales evitando su 
alteración, pérdida, tratamiento o acceso no autorizados. Por ello “no se registrarán 
datos de carácter personal en ficheros automatizados que no reúnan las condiciones que 
se determinen por vía reglamentaria con respecto a su integridad y seguridad y las de los 
centros de tratamiento, locales, equipos, sistemas y programas”
970
. La importancia del 
principio de seguridad, en orden a garantizar los derechos de los afectados, ha crecido 
en los últimos años. Al mismo tiempo que se ha producido un espectacular desarrollo de 
las capacidades de proceso de los ordenadores, en la electrónica y en el software, lo que 
ha permitido la proliferación de sistemas informáticos potentes y fáciles de utilizar, se 
han incrementado los riesgos que amenazan a los datos almacenados y procesados por 
ellos y, en consecuencia, a los ciudadanos a quienes dichos datos conciernen, pues 
mayores son los medios para atravesar las barreras de seguridad de un fichero
971
. Por 
ello, las medidas de seguridad deben mejorarse y adecuarse a estos avances.  
Como muy bien señala MIRALLES
972
, encontramos una sutil y no poco 
importante diferencia al referirse la Directiva a medidas de seguridad aplicables a 
tratamientos a fin de proteger los datos, mientras que nuestra normativa establece que 
las medidas de seguridad son aplicables a los datos. En realidad y sólo de manera 
excepcional, estas medidas se aplicarán a los datos en sí; lo habitual es que se apliquen a 
operaciones que se realicen sobre los datos. Nos parece obvio, poniendo como ejemplo 
los datos contenidos en soporte papel, que sobre los datos no se aplican medidas de 
seguridad sino que se aplicarán al tratamiento que se hace del papel, es decir, del 
soporte. Por ejemplo, el papel se guardará en un armario o se realizará una copia del 
mismo pero el dato en sí mismo no incorpora ninguna medida de seguridad. 
El artículo 9 LOPD establece unas obligaciones muy concretas, que es 
reproducción del mismo artículo de la LORTAD. El responsable del fichero (o, en su 
caso, el encargado del tratamiento) deberá adoptar las medidas de índole técnica y 
                                                 
970
 Artículo 9.2 de la LOPD. 
971
 Manipulación de programas de datos, accesos no autorizados, apoderamiento de los ficheros, copias 
ilegales, etc., supuestos en los que estaremos ante verdaderos tipos delictivos, por lo que nos remitimos a 
los artículos 197 y siguientes del Código Penal. 
972
 R. MIRALLES LÓPEZ, “Seguridad de la información y protección de datos personales” en VV.AA. A. 
TRONCOSO REIGADA (director), op. cit., pp. 762 y ss. 
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organizativas necesarias que garanticen la seguridad de los datos de carácter personal y 
eviten su alteración, pérdida, tratamiento o acceso no autorizado, habida cuenta del 
estado de la tecnología, ya que se producen continuas innovaciones que hay que tomar 
en consideración, la naturaleza de los datos almacenados y los riesgos a que están 
expuestos, ya provengan de la acción humana o del medio físico o natural
973
. Luego, 
éstos son los parámetros a tener en cuenta en la adopción de las medidas de que se trata. 
Como sabemos, entre la LORTAD y la LOPD, se promulgó la Directiva 95/46 dictada 
para armonizar las legislaciones de los Estados miembros en lo que respecta al 
tratamiento de los datos personales que, en su artículo 17, señala que estas medidas 
habrán de tener en cuenta los conocimientos técnicos existentes y el coste de su 
aplicación a la hora de fijar el nivel de seguridad apropiado a los riesgos del tratamiento 
y naturaleza de los datos que deban protegerse. Del cotejo de la LOPD, en su artículo 9, 
y de la Directiva 95/46, en su artículo 17, podemos deducir que la Ley española no 
recoge un parámetro que establece la Directiva referido al coste de aplicación de las 
medidas para fijar el nivel de seguridad. Con lo anterior, la Ley apunta a distintos 
niveles o grados de seguridad en función de los criterios expuestos. 
Como dice ORTÍ VALLEJO
974
 la obligación del responsable del fichero de 
responder no tiene un carácter ilimitado en el sentido de que, en todo caso, haya de 
responder de cualquier atentado o anomalía y, por consiguiente, no estamos ante una 
responsabilidad objetiva en que es suficiente acreditar el nexo causal, la relación causa-
efecto para que el responsable del fichero responda de un daño causado a tercero. 
Recuerda la doctrina francesa que la obligación de seguridad es una obligación 
de medios que obliga a adoptar las medidas necesarias sin que recaiga sobre el 
responsable la obligación de garantizar la inexistencia de atentados o anomalías. Para 
VIZCAÍNO
975
, es claro que en la medida que el responsable pueda acreditar que 
estableció y siguió las medidas de seguridad exigibles en cada caso, estará en mejores 
condiciones de eximirse de responsabilidad en supuestos de siniestro, pérdida o acción 
ilícita. Su comportamiento será valorado en función de las exigencias y circunstancias 
                                                 
973
 Artículo 9.1 de la LOPD. 
974
 A. ORTÍ VALLEJO, op. cit. 
975
 M. VIZCAÍNO CALDERÓN, op. cit., pp. 141-142. 
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de cada tratamiento, pesando sobre él la prueba de que adoptó las medidas necesarias 
para evitar el daño. 
El principio de seguridad y los demás principios de calidad de los datos 
responden a la finalidad general de encontrar un equilibrio adecuado entre el respeto a 
los derechos de las personas y la utilización y circulación de la información personal. El 
individuo, en la medida en que se desenvuelve dentro de la comunidad social, no posee 
un derecho absoluto e ilimitado sobre sus datos, pero sí es titular del derecho a que la 
utilidad social de sus datos personales respete unos límites que garanticen sus derechos 
fundamentales. Estas razones hacen imprescindible que la obtención y los tratamientos a 
los que sea sometida cualquier información de carácter personal, respete los principios 
anteriores; puesto que si los derechos de los individuos sobre sus datos son limitados, 
también los que otros pudieran tener sobre ellos están sujetos igualmente a límites que 
exigen el cumplimiento impecable de los criterios anteriores que garantizan la suficiente 
calidad de los datos y de su tratamiento. 
 
2. Tipos de medidas 
 
El concepto de seguridad debe abarcar tanto la confidencialidad de la 
información como la disponibilidad e integridad de la misma. Por disponibilidad de la 
información debe entenderse la recepción a tiempo por parte de quienes hayan de ser 
sus destinatarios autorizados, así como la posibilidad de acceso por quienes estén 
autorizados y cuando la necesiten. Es presupuesto necesario para el ejercicio de los 
derechos ARCO. La integridad de la información se ve afectada cuando se producen 
variaciones no autorizadas, añadiendo información, modificándola o borrándola. La 
integridad responde a las exigencias del principio de calidad de los datos que supone 
que éstos sean veraces, adecuados y puestos al día. La confidencialidad, tercer aspecto 
de la seguridad informativa, se cumple cuando el conocimiento de los datos corresponde 
exclusivamente a las personas autorizadas y deriva del propio objeto de la normativa de 
protección de datos, es decir, garantizar y proteger las libertades públicas y los derechos 
fundamentales de las personas físicas en lo concerniente al tratamiento de los datos 
personales. 
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Por tanto, el principio de seguridad de los datos va a estar orientado en tres 
direcciones debiéndose adoptar las medidas necesarias para garantizar, en primer lugar, 
que sólo los usuarios habilitados puedan utilizar la información en la forma y tiempo 
previstos; en segundo lugar, que la información permanezca exacta y completa; y en 
tercero y último lugar, que sólo los usuarios autorizados puedan acceder a los datos de 
carácter personal registrados. 
Este último aspecto se garantiza a través de una doble vía: por un lado, 
adoptando las medidas necesarias para impedir el acceso no autorizado a los datos y, 
por otro, a través del deber del responsable del fichero y las demás personas que 
intervengan en cualquier fase del tratamiento de guardar secreto profesional respecto de 




Actualmente las medidas de seguridad de los ficheros que contengan datos de 
carácter personal se encuentran recogidas en el Título VII del Reglamento de desarrollo 
de la Ley Orgánica 15/1999
977
, regulándose tanto las aplicables a los ficheros y 
tratamientos automatizados como a los no automatizados en los Capítulo III y IV de 
este Título, respectivamente. En los artículos 79 y siguientes del Reglamento se 
establece el marco vigente de referencia obligada para que los responsables del fichero 
adopten las medidas necesarias y adecuadas para garantizar su seguridad, habida cuenta 
del estado de la tecnología, la naturaleza de los datos almacenados y los riesgos a que 
estén expuestos, parámetros establecidos en el artículo 9 LOPD. Las medidas de 
seguridad exigibles se califican en tres niveles distintos –básico, medio y alto
978
–, en 
función del tipo de datos personales almacenados y se distingue entre medidas de 
seguridad aplicables a ficheros y tratamientos automatizados y medidas de seguridad 
aplicables a ficheros y tratamientos no automatizados. Las medidas incluidas en cada 
uno de los niveles tienen la condición de mínimos exigibles y son más estrictas a 
medida que mayor es el nivel (además, son acumulativas entre sí), teniendo en 
                                                 
976
 Aspecto ya desarrollado en el apartado 1.b.4. Deber de secreto del capítulo V. 
977
 Que deroga expresamente el anterior RLOPD de Medidas de seguridad de los ficheros de datos 
personales, aprobado por Real Decreto 994/1999. En la Disposición Transitoria Segunda del Real Decreto 
1720/2007 se establecen los plazos de implantación de las medidas de seguridad. A día de hoy estas 
medidas de seguridad son aplicables a todo tipo de ficheros. 
978
 Artículo 80 RLOPD. 
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consideración, como afirma MARTÍNEZ
979
, que en ningún caso se definen o citan 
tecnologías o mecanismos a utilizar en cada uno de los niveles, ya que en todo caso, se 
pretende que se apliquen aquellas medidas y mecanismos de la tecnología existente que 
puedan mantener y garantizar un equilibrio con respecto a los riesgos a los que puedan 
estar expuestos los datos y los costes de su aplicación. 
Las medidas de seguridad a implantar dependerán del tipo de dato. Así, todo 
fichero o tratamiento de datos personales debe dotarse de medidas de nivel básico
980
. En 
cambio, las de nivel medio se aplicarán a datos relativos a infracciones penales o 
administrativas, solvencia patrimonial o crediticia, aquellos de los que sean 
responsables las Administraciones tributarias o de la Seguridad Social conforme a sus 
competencias y aquellos datos que en conjunto permitan definir o evaluar las 
características, personalidad o comportamiento de los individuos (ésta última previsión 
es muy criticada por la doctrina por su ambigüedad). 
En cuanto a los datos especialmente protegidos a que se refiere el artículo 7 
(ideología, religión, creencias, afiliación sindical, origen racial, salud y vida sexual), el 
artículo 9.3 remite a normación reglamentaria en cuanto a los requisitos y condiciones 
que deben reunir los ficheros y las personas que intervengan en el tratamiento de los 
datos almacenados en dichos ficheros. Respecto del nivel de seguridad, el artículo 81.3 
RLOPD reserva a este tipo de datos la aplicación de medidas de seguridad de nivel alto 
y se añaden los datos recabados para fines policiales sin consentimiento de los afectados 
y los datos derivados de la violencia sexual. Se habla de un cuarto supuesto introducido 
por el RLOPD aunque otros hablan de un nivel medio reforzado: el artículo 81.4 
establece que los ficheros de los que sean responsables los operadores que prestan 
servicio de comunicaciones electrónicas disponible al público, o explotan redes públicas 
de comunicaciones electrónicas se aplicarán a los datos de tráfico
981
 y datos de 
                                                 
979
 M. MARTÍNEZ SÁNCHEZ, “Novedades en relación con las medidas de seguridad”  en VV.AA. ZABÍA 
(Coord.), op. cit., pp. 705 y ss. 
980
 Artículo 91 RLOPD. 
981
 Cualquier dato tratado a efectos de la conducción de una comunicación a través de una red de 
comunicaciones electrónicas o a efectos de su facturación (art. 64 a) del RD 424/2005, de 15 de abril, por 
el que se aprueba el Reglamento sobre las condiciones para la prestación de servicios de comunicaciones 
electrónicas, el servicio universal y la protección de los usuarios). Por ejemplo, el número de visitantes y 
su origen en el acceso a una página web. 
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localización
982
, además de las medidas de seguridad de tipo básico y medio, la de nivel 
alto contenida en el artículo 103 RLOPD, concretamente el establecimiento de un 
registro de acceso. 
En opinión de MARTÍNEZ
983
, una de las innovaciones más destacables del 
Reglamento es la inclusión expresa en su ámbito de aplicación de los ficheros y 
tratamientos de datos no automatizados y fijar criterios específicos sobre medidas de 
seguridad que tendrán que aplicar los responsables de ficheros y los encargados de 
tratamiento a los datos personales con independencia de su sistema de tratamiento. Por 
tanto, el objeto ampliado (al tratamiento de ficheros manuales) de la regulación es 
garantizar la salvaguardia en cualquier fase de tratamiento de los datos personales 
recogidos en soporte no automatizado desde la creación, tramitación, copias, 
destrucción y conservación de los documentos en soporte papel que contengan datos 
personales mediante la aplicación de una serie de medidas de seguridad. Además de las 
medidas especialmente reguladas en el capítulo IV del título VIII del Reglamento para 
ficheros y documentos no automatizados, según esta autora, también se deberán ampliar 
las relativas a ficheros automatizados respecto a la gestión del soporte (documentos), 
políticas y procedimientos de seguridad, procesos de auditoría en los niveles medio y 
alto, los controles por parte del responsable de seguridad, las obligaciones contractuales 
del artículo 12 LOPD
984
, las funciones de personal así como el resto de previsiones 
citadas en el artículo 105 RLOPD
985
. 
Las medidas de nivel básico previstas en el Reglamento para todo tipo de 
ficheros o tratamiento de datos se centran en medidas de tipo organizativo como las 
relativas a las funciones y obligaciones que deberá conocer el personal que trate datos 
                                                 
982
 Cualquier dato tratado en una red de comunicaciones electrónicas que indique la posición geográfica 
del equipo terminal de un usuario de un servicio de comunicaciones electrónicas disponible para el 
público (art 64 b) del RD 424/2005, de 15 de abril, por el que se aprueba el Reglamento sobre las 
condiciones para la prestación de servicios de comunicaciones electrónicas, el servicio universal y la 
protección de los usuarios). Por ejemplo, dónde se encuentra un abonado en relación con el área cubierto 
por una antena telefónica. 
983
 M. MARTÍNEZ SÁNCHEZ, “Novedades en relación con las medidas de seguridad”  en VV.AA. ZABÍA 
(Coord.), op. cit., pp. 697-699. 
984
 En los contratos necesarios para la prestación de un servicio por terceros, entre el responsable y el 
encargado del tratamiento, ha de recogerse expresamente las medidas de seguridad que ha de implementar 
el encargado del tratamiento. 
985
 Registro de incidencias, control de acceso y gestión de soportes. 
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personales. Entre ellas destacamos la definición de perfiles de usuarios y sus funciones, 
un registro de incidencia y un control de acceso y copias de respaldo y recuperación. 
Para los ficheros automatizados se ha de identificar y autenticar a cada persona 
autorizada y hacer una copia semanal. Para los ficheros no automatizados se exige una 
organización que permita el fácil ejercicio de los derechos ARCO por los afectados, y 
los dispositivos de almacenamiento de datos personales que se encuentren incluidos en 
soportes convencionales y la custodia de estos soportes (artículo 89 a 94 RLOPD). 
Entre las medidas de nivel medio a adoptar podemos resaltar, entre otras, el 
nombramiento de un responsable de seguridad, la realización de una auditoría, como 
mínimo cada dos años, y un control de acceso físico al local donde se encuentren 
ubicados los sistemas de información. Tanto la designación de un responsable de 
seguridad como la obligación de realizar auditoría cada dos años son medidas aplicables 
a los ficheros y tratamientos no automatizados de nivel medio (artículos 95 a 100 y 109 
y 110 RLOPD para ficheros manuales). 
Por último, en las de nivel alto se deben adoptar medidas como hacer copias de 
respaldo y recuperación en lugar diferente del que se encuentren los equipos y Registro 
de Acceso, salvo que exista un único usuario persona física. En cambio, para ficheros 
no automatizados se exige que éstos estén guardados en armarios bajo llave, que las 
copias sean realizadas únicamente bajo control de persona autorizada en el documento 
de seguridad; la definición de un protocolo para la destrucción de documentos en 
soporte papel y la toma de medidas para garantizar que durante el traslado de la 
documentación se preserva la información personal que se incluya en la misma 
(artículos 101 a 104 y 111 a 114 RLOPD para ficheros manuales estructurados). 
También las medidas de seguridad se clasifican, atendiendo a su naturaleza, en 
técnicas, administrativas y organizativas, y físicas
986
. Las primeras consisten en 
mecanismos que se implementan en el interior de las redes y sistemas de información y 
tratan de contrarrestar las amenazas que desde dentro de las propias redes y sistemas 
acechan a los programas y datos. El RLOPD contempla expresamente la autenticación  
                                                 
986
 Cfr. A. RIBAGORDA GARNACHO, “Las medidas de seguridad en el Reglamento de desarrollo de la Ley 
Orgánica 15/1999 de protección de datos de carácter personal” en VV.AA. A. TRONCOSO REIGADA 
(director), op. cit., pp. 735 y ss. 
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de usuarios
987
, el control de accesos
988
, el registro de acceso
989
 y el cifrado de datos
990
. 
Pero hay otros muy importantes que el título VIII del RLOPD no ha incluido como 
pueden ser los cortafuegos, programas antivirus y la firma digital. 
Las medidas administrativas y organizativas consisten en normas y 
procedimientos para gestionar la seguridad de la información. Permiten su clasificación, 
asignar responsabilidades y formación de personal, elaborar planes de contingencia, 
análisis de riesgos.  
Y, por último, las medidas físicas que pretenden proteger los equipos de 
amenazas  externas, del entorno como incendios, inundaciones, hurtos, sabotajes, cortes 
de suministro eléctrico. El RLOPD sólo contempla medidas que impiden acceder, salvo 
autorización, a los locales donde se encuentran los equipos informáticos. 
La AEPD  en su informe jurídico 584/2009 afirma que “el registro de accesos ha 
de permitir identificar inequívocamente qué persona ha tenido acceso y a qué 
información contenida en el fichero en cada momento”. Por consiguiente, el responsable 
del fichero deberá contar con las aplicaciones informáticas necesarias que permitan 
cumplir con las exigencias establecidas en el Reglamento de desarrollo de la Ley 
15/1999. 
Puede ocurrir que en un sistema de información, entendido como un conjunto de 
ficheros automatizados, programas, soportes y equipos empleados para el 
almacenamiento y tratamiento de datos de carácter personal según definición del 
artículo 5.2 RLOPD, existan ficheros o tratamientos que en función de su finalidad o 
uso concreto, o de la naturaleza de los datos que contengan, requieran la aplicación de 
un nivel de medidas de seguridad diferente al del sistema principal. El artículo 81.5 
RLOPD establece en relación con los ficheros o tratamiento de datos de ideología, 
                                                 
987
 Procedimiento de comprobación de la identidad de un usuario, artículo 5.2.b) RLOPD. Es decir, 
actuación mediante la cual el usuario corrobora ser quien dice que es. 
988
 Una vez autenticado el usuario, el sistema “permite acceder a datos o recursos”, artículo 5.2 RLOPD. 
989
 Mecanismo que sirve para recoger los datos de los accesos, intentos de acceso y tratamientos 
realizados y, por tanto, es posible detectar quiénes y desde dónde acceden, cuándo y cómo lo han hecho y 
qué acciones se han realizado. 
990
 Instrumento para encubrir información que en la era tecnológica se utiliza para mantener la integridad 
de la información. 
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afiliación sindical, religión, creencias, origen racial, salud o vida sexual que será 
suficiente la implantación de las medidas de seguridad de nivel básico cuando concurran 
los siguientes requisitos: 
- Que los datos se utilicen con la única finalidad de realizar una transferencia 
dineraria a las entidades de las que los afectados sean asociados o miembros. 
- Que se trate de ficheros o tratamientos no automatizados en los que de forma 
incidental o accesoria se contengan aquellos datos sin guardar relación con su finalidad. 
Es decir, la finalidad del fichero no debe ser tratar este tipo de datos personales. 
Normalmente es el propio titular de los datos el que, sin que el responsable se los haya 
solicitado, lo aporta voluntariamente. 
Era común que las empresas por el simple hecho de realizar una transferencia 
económica a otra organización, por ejemplo a un sindicato, y además a petición del 
propio trabajador, veían como sus ficheros de personal pasaban de un nivel básico de 
protección a un nivel alto, lo que nos parece a todas luces desproporcionado. Este es el 
caso del tratamiento del dato de la cuota sindical en el que la empresa realiza la 
deducción de la misma en la nómina del trabajador y realiza la transferencia al sindicato 
correspondiente en virtud de la obligación legal derivada del artículo 11 de la Ley 
Orgánica 11/1985, de 2 de agosto, de Libertad Sindical. 
Pues bien, estos datos continúan siendo datos especialmente protegidos aunque 
las medidas de seguridad que se pueden implantar sean las de nivel básico. Lo mismo 
ocurrirá en el caso de domiciliaciones bancarias para el pago de cuotas a sindicatos, 
partidos, confesiones, asociaciones y, en nuestro caso, hermandades, en las que el banco 
trata los datos con la única finalidad de realizar la gestión consistente en un pago.  
De esta manera, si se pueden delimitar tanto los datos afectados como los 
usuarios con acceso a los mismos, podrá efectuarse una segregación de los ficheros 
limitando las medidas de seguridad de nivel alto a aquellos ficheros que por la 
naturaleza de los datos que contienen requieren la adopción de este tipo de medidas, 
caso de los datos especialmente protegidos como son los relativos a religión o creencias, 
mientras que a los restantes se aplicarían aquéllas que, conforme a lo dispuesto en el 
artículo 81 del Reglamento, les correspondan. Es decir, una posible solución a los casos 
en los que hay datos especialmente protegidos podría suponer la creación de dos 
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ficheros: por un lado, el fichero sin los datos sensibles, limitándose a una referencia a 
otro fichero. En este caso, el fichero podría sujetarse a las medidas de nivel básico, al no 
incluirse dato especialmente protegido; por otro lado, los datos de esa naturaleza 
podrían incluirse en otro fichero en el que expresamente se incorporen dichos datos, 
evitándose la necesidad de extender las medidas de seguridad de nivel alto al fichero 
que incorpore los datos de la totalidad de los afectados
991
. 
En cuanto a las medidas de seguridad que pudieran resultar exigibles a las 
hermandades, el artículo 81.3 del Reglamento de desarrollo de la Ley Orgánica 
15/1999, aprobado por Real Decreto 1720/2007, de 21 de diciembre, dispone que 
deberán implantarse las medidas de seguridad de nivel alto en aquellos ficheros que 
contengan datos especialmente protegidos como son religión y creencias, teniendo en 
cuenta que es requisito imprescindible para pertenecer a las mismas el hallarse 
bautizado y que los datos del censo de cofrades son empleados para diversos fines no 
exclusivamente vinculados al pago de las cuotas que los mismos han de sufragar. En 
consecuencia, como regla general, el citado precepto impondría la adopción de las 
medidas de nivel alto a los ficheros de las hermandades y cofradías de la Iglesia 
Católica, en cuanto se refirieran a sus miembros. No obstante, el artículo 81.5 dispone 
que “en caso de ficheros o tratamientos de datos de ideología, afiliación sindical, 
religión, creencias, origen racial, salud o vida sexual bastará la implantación de las 
medidas de seguridad de nivel básico cuando (...) los datos se utilicen con la única 
finalidad de realizar una transferencia dineraria a las entidades de las que los afectados 
sean asociados o miembros”. Esta excepción únicamente sería aplicable en el supuesto 
de tratamiento por parte de una entidad distinta a aquélla de la que los afectados sean 
asociados o miembros como afirma la AEPD. En particular, podría considerarse 
amparado en este precepto el tratamiento efectuado por las entidades financieras en las 
que el cofrade o hermano domiciliase el pago de su contribución a la hermandad. 
Además habrá que atender a la finalidad del tratamiento, como en el supuesto 
que se ha señalado debería ser precisamente facilitar el pago de dicha contribución, sin 
que los datos fueran empleados para ninguna otra finalidad, lo que obviamente no 
sucederá en el caso de que los datos sean tratados por la propia hermandad, en que las 
                                                 
991
 Informe 376/2008 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos 
sobre medidas de seguridad de nivel alto en Universidades. Documento disponible en www.agpd.es. 
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finalidades se encontrarán vinculadas a otro tipo de relaciones que excederían de las 
referidas únicamente al pago de la correspondiente contribución. 
En consecuencia, hay tres niveles de seguridad a adoptar respecto a los ficheros 
de las hermandades: 
- Nivel básico. Las medidas de seguridad de este nivel básico se aplicarán a los 
ficheros con los datos identificativos, indispensables si se quiere formar parte de una 
asociación de personas, como en este caso las hermandades. 
- Nivel medio. Este tipo de medidas se aplicará a los ficheros que contengan 
datos económicos y financieros. En las hermandades, en ocasiones, se hacen listas con 
los hermanos que no pagan la cuota, o la relación comercial que tienen con los distintos 
proveedores. 
- Nivel alto. Los ficheros mantenidos por la cofradía o hermandad en que se 
contengan los datos personales de los cofrades o hermanos, que revelan su religión y 
creencias, deberán someterse a las medidas de seguridad de nivel alto, de conformidad 
con lo dispuesto en el artículo 81.3 a) del Reglamento, no siendo aplicable a los mismos 
la especialidad prevista en el artículo 81.5 a)
992
. También se les aplicaría medidas de 
nivel alto, en caso de existencia y en cuanto datos sanitarios, a los ficheros relativos al 
estado físico de los hermanos costaleros. 
Las medidas de seguridad no pueden ser las mismas en caso de que el encargado 
acceda como un simple usuario del sistema de información de la hermandad que en el 
caso de que se almacenen datos en soportes propios del encargado. Éste deberá elaborar 
un documento de seguridad o completar el existente, en su caso, identificando el fichero 
o tratamiento y el responsable del mismo e incorporando las medidas de seguridad a 
implantar en relación con dicho tratamiento (artículo 82 RLOPD). 
En las siguientes tablas trataremos de manifestar gráficamente las medidas a 
implantar según niveles conforme a lo ya expuesto con anterioridad. 
Esta primera tabla representa las medidas de seguridad a implantar en ficheros y 
tratamientos automatizados. 
                                                 
992
 Informe 94/2008 elaborado por el Gabinete Jurídico de la Agencia Española de Protección de Datos. 
Documento disponible en www.agpd.es. 
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Ficheros y tratamientos automatizados Nivel básico Nivel medio Nivel alto 
Funciones y obligaciones del personal 
(art. 89 RLOPD) 
      
Registro de incidencias (art. 90 RLOPD)       
Control de acceso (art. 91 RLOPD)       
Gestión de soportes y documentos (art. 
92 RLOPD) 
      
Identificación y autenticación (art. 93 
RLOPD) 
      
Copias de respaldo y recuperación (art. 
94 RLOPD) 
      
Responsable de seguridad (art. 95 
RLOPD) 
     
Auditoría (art. 96 RLOPD)      
Gestión de soportes y documentos (art. 
97 RLOPD) 
     
Identificación y autenticación (art. 98 
RLOPD) 
     
Control de acceso físico (art. 99 RLOPD)      
Registro de incidencias (art. 100 
RLOPD) 
     
Gestión y distribución de soportes (art. 
101 RLOPD) 
    
Copias de respaldo y recuperación (art. 
102 RLOPD) 
    
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Registro de accesos (art. 103 RLOPD)     
Telecomunicaciones (art. 104 RLOPD)     
 
La segunda tabla representa las medidas de seguridad a implantar en ficheros y 
tratamientos manuales. 
Ficheros y tratamientos manuales Nivel básico Nivel medio Nivel alto 
Obligaciones comunes (art. 105 RLOPD)       
Criterios de archivo (art. 106 RLOPD)       
Dispositivos de almacenamiento (art. 107 
RLOPD) 
      
Custodia de los soportes (art. 108 
RLOPD) 
      
Responsable de seguridad (art. 109 
RLOPD) 
     
Auditoría (art. 110 RLOPD)      
Almacenamiento de la información (art. 
111 RLOPD) 
    
Copia o reproducción (art. 112 RLOPD)     
Acceso a la documentación (art. 113 
RLOPD) 
    
Traslado de documentación (art. 114 
RLOPD) 
    
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3. Documento de seguridad 
 
El responsable del fichero debe realizar el documento de seguridad (artículo 88 
RLOPD). Se trata de un documento técnico, una especie de protocolo, que contiene las 
medidas, tanto las estándares como las singulares que se deberán implantar en cada 
organización, sistema de información o fichero, que debemos cumplir como entidad 
para que nuestra actuación, en este sentido, sea conforme con lo dispuesto en la 
normativa de protección de datos. Recordemos que este documento de seguridad es 
obligatorio para todo tipo de ficheros o tratamientos, sea automatizado o no. 
Las medidas de seguridad aplicables para proteger los ficheros y tratamientos de 
datos se plasman en el documento de seguridad que ha de elaborar, mantener y revisar 
el responsable del fichero. Es evidente que este documento contiene información 
sensible para la entidad en cuestión por lo que tendrá el carácter de documento interno 
de la organización y deberá ser celosamente custodiado. 
Este documento contendrá medidas, normas, procedimientos, reglas y estándares 
de seguridad que se aplicarán a los datos personales en una determinada organización y, 
expresamente, las medidas singulares que se deberán implantar en cada organización, 
sistema de información o fichero. Como afirma MARTÍNEZ
993
, la obligación de disponer 
de un documento de seguridad parte de la idea de que es preferible tener regladas y 
determinadas las medidas de seguridad aplicables a una organización en concreto para 
garantizar la protección de datos. 
Para las hermandades adoptar medidas de seguridad es esencial, las resoluciones 
de la Agencia Española de Protección de Datos y la jurisprudencia indican con claridad 
que forman parte de la garantía del derecho a la protección de datos.  
Cada hermandad ha de elaborar el documento de seguridad. El documento de 
seguridad es un documento interno de la hermandad, que debe mantenerse siempre 
actualizado. Disponer del documento de seguridad es una obligación para todos los 
responsables de ficheros y, en su caso, para los encargados del tratamiento, con 
independencia del nivel de seguridad que sea necesario aplicar. 
                                                 
993
 M. MARTÍNEZ SÁNCHEZ, “Novedades en relación con las medidas de seguridad”  en VV.AA. ZABÍA 
(Coord.), op. cit., p. 738. 
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En este documento se establecerán las medidas de índole técnica y organizativa 
acordes a la normativa de seguridad vigente que será de obligado cumplimiento para el 
personal con acceso a los sistemas de información. Este documento podrá ser único y 
comprensivo de todos los ficheros o tratamientos; individualizado para cada fichero o 
tratamiento; o agrupando ficheros o tratamientos según el sistema de tratamiento 
utilizado para su hermandad, o bien atendiendo a criterios organizativos del 
responsable. 




- Ámbito de aplicación del documento con especificación detallada de los 
recursos protegidos. 
- Medidas, normas, procedimientos de actuación, reglas y estándares 
encaminados a garantizar el nivel de seguridad exigido en el RLOPD. 
- Funciones y obligaciones del personal en relación con el tratamiento de los 
datos de carácter personal incluidos en los ficheros. 
- Estructura de los ficheros con datos de carácter personal y descripción de los 
sistemas de información que los tratan. 
- Procedimiento de notificación, gestión y respuesta ante las incidencias. 
- Los procedimientos de realización de copias de respaldo y de recuperación de 
los datos en los ficheros o tratamientos automatizados. 
- Las medidas que sea necesario adoptar para el transporte de soportes y 
documentos, así como para la destrucción de los documentos y soportes, o en su caso, la 
reutilización de estos últimos. 
Además, por las especiales características de los datos que se tratan en una 
hermandad habrá de: 
a) Identificarse un responsable o responsables de seguridad. 
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 Apartados 3 y 4 del artículo 88 RLOPD. 
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b) y se realizarán controles periódicos que se deban realizar para verificar el 
cumplimiento de lo dispuesto en el propio documento. 
La persona encargada de controlar y coordinar las diversas medidas de seguridad 
es el responsable de seguridad aunque se le exigirán responsabilidades, en su caso, al 
responsable del fichero. 
Deberá mantenerse en todo momento actualizado y será revisado siempre que se 
produzcan cambios relevantes en el sistema de información, en el sistema de 
tratamiento empleado, en su organización, en el contenido de la información incluida en 
los ficheros o tratamientos o, en su caso, como consecuencia de los controles periódicos 
realizados. Se entenderá que un cambio es relevante cuando pueda repercutir en el 
cumplimiento de las medidas de seguridad implantadas. 
En caso de haber contratado la prestación de servicios por terceros para 
determinados ficheros, en el documento de seguridad se debe hacer constar esta 
circunstancia, indicando una referencia al contrato y su vigencia, así como los ficheros 
objeto de este tratamiento. 
Si se ha contratado la prestación de servicios en relación con la totalidad de los 
ficheros y tratamientos de datos del responsable, y dichos servicios se prestan en las 
instalaciones del encargado del tratamiento se podrá delegar en éste la llevanza del 
documento de seguridad. La delegación se indicará de modo expreso en el contrato 
celebrado al amparo del artículo 12 LOPD, con especificación de los ficheros o 
tratamientos afectados. 
Todos los ficheros o tratamientos de datos de carácter personal deberán adoptar 
las siguientes medidas de seguridad: 
1. Funciones y obligaciones del personal 
Todo el personal que acceda a los datos de carácter personal está obligado a 
conocer y observar las medidas, normas, procedimientos, reglas y estándares que 
afecten a las funciones que desarrolla. 
Constituye una obligación del personal notificar al responsable del fichero o de 
seguridad en su caso las incidencias de seguridad de las que tengan conocimiento 
respecto a los recursos protegidos, según los procedimientos establecidos en el 
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documento de seguridad, y en concreto en el apartado de "Procedimientos de 
notificación, gestión y respuesta ante las incidencias". 
Todas las personas deberán guardar el debido secreto y confidencialidad sobre 
los datos personales que conozcan en el desarrollo de su trabajo. 
Debe detallarse adecuadamente las funciones y obligaciones de los perfiles que 
afectan a todos los ficheros, como por ejemplo, administradores de los sistemas, 
responsables de informática, responsables de seguridad si existen, responsables de 
seguridad física, etc. Es importante que se concrete la persona o cargo que corresponde 
a cada perfil. También deben contemplarse los procedimientos de actuación o 
delegación de funciones para casos de ausencia. Este apartado se propone 
principalmente como un recopilatorio que agrupe las medidas que en el resto del 
documento se asignan a perfiles concretos. 
El personal que realice trabajos que no impliquen el tratamiento de datos 
personales tendrán limitado el acceso a estos datos, a los soportes que los contengan o a 
los recursos del sistema de información. 
Cuando se trate de personal ajeno, el contrato de prestación de servicios recogerá 
expresamente la prohibición de acceder a los datos personales y la obligación de secreto 
respecto de aquellos datos que hubiera podido conocer durante la prestación del 
servicio. 
Se debe especificar, por parte del responsable del fichero, las delegaciones de 
cualquier autorización que se realice a otros usuarios. 
2. Registro de incidencias 
La obligación de establecer un procedimiento de notificación y gestión de las 
incidencias que afecten a los datos de carácter personal, así como establecer un registro 
en el que se hagan constar los detalles de dichas incidencias, se encuentra regulados en 
los artículos 90 y 100 del Reglamento, dependiendo que el nivel de medidas de 
seguridad requeridas sea básico o medio. 
El objetivo final perseguido por el Reglamento a este respecto, tal y como lo 
señala en el artículo 90 citado, es que se adopten las medidas correctoras para que dicha 
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incidencia sea controlada, por lo que debe mantenerse una acción permanente de 
control, revisión y actuación sobre las medidas implantadas y las incidencias detectadas. 
Se considerarán como "incidencias de seguridad", entre otras, cualquier 
incumplimiento de la normativa desarrollada en el documento de seguridad, así como 
cualquier anomalía que afecte o pueda afectar a la seguridad de los datos de carácter 
personal de la entidad responsable del fichero. 
Se deberá indicar el procedimiento de notificación y gestión de las incidencias, 
indicando la persona que tiene que notificar la incidencia, a quién y de qué modo, así 
como quién gestionará la incidencia. 
Se deberá indicar la forma en la que se almacenará y gestionará el registro de 
incidencias, que puede ser manual o informático, y en el que deberán constar, al menos, 
el tipo de incidencia, el momento en que se ha producido y, en su caso, la persona que 
realiza la notificación, a quién se comunica, los efectos que se hubieran derivado de la 
misma y las medidas correctoras aplicadas. En caso de gestión automatizada se indicará 
el sistema informático utilizado. 
3. Control de acceso 
El personal sólo accederá a aquellos datos y recursos que precise para el 
desarrollo de sus funciones. El responsable del fichero establecerá mecanismos para 
evitar que un usuario pueda acceder a recursos con derechos distintos de los 
autorizados. 
Exclusivamente la persona autorizada podrá conceder, alterar o anular el acceso 
sobre los datos y los recursos, conforme a los criterios establecidos por el responsable 
del fichero. 
En el supuesto de ficheros automatizados con medidas de seguridad de nivel alto 
el registro de accesos seguirá el siguiente funcionamiento: 
a) De cada intento de acceso se guardarán, como mínimo, la identificación del 
usuario, la fecha y hora en que se realizó, el fichero accedido, el tipo de acceso y si ha 
sido autorizado o denegado. 
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b) En el caso de que el acceso haya sido autorizado, será preciso guardar la 
información que permita identificar el registro accedido. 
c) Los mecanismos que permiten el registro de accesos estarán bajo el control 
directo del responsable de seguridad competente sin que deban permitir la desactivación 
ni la manipulación de los mismos. 
d) El período mínimo de conservación de los datos registrados será de dos años. 
e) El responsable de seguridad se encargará de revisar, al menos, una vez al mes 
la información de control registrada y elaborará un informe de las revisiones realizadas 
y los problemas detectados. 
No será necesario el registro de accesos definido en caso de que concurran las 
siguientes circunstancias: 
- Que el responsable del fichero o del tratamiento sea una persona física. 
- Que el responsable del fichero o del tratamiento garantice que únicamente él 
tiene acceso y trata los datos personales. 
La concurrencia de las dos circunstancias a las que se refiere el apartado anterior 
deberá hacerse constar expresamente en el documento de seguridad. 
De existir personal ajeno al responsable del fichero con acceso a los recursos 
deberá estar sometido a las mismas condiciones y obligaciones de seguridad que el 
personal propio. 
En el caso de los ficheros no automatizados con nivel alto de medidas de 
seguridad, el Reglamento de la LOPD establece, en su artículo 113, las medidas que han 
de adoptarse para controlar el acceso a la documentación a la que deba implantarse las 
medidas de nivel alto. El acceso a la documentación se limitará exclusivamente al 
personal autorizado y se establecerán mecanismos que permitan identificar los accesos 
realizados en el caso de documentos que puedan ser utilizados por múltiples usuarios. Si 
éstos no están registrados deberá quedar adecuadamente registrado de acuerdo con el 
procedimiento establecido al efecto en el documento de seguridad. 
Para implantar este control de acceso a la documentación se podrán utilizar, por 
ejemplo: 
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- Plantillas básicas en soporte papel incorporadas al inicio del expediente. 
- Registros automatizados en la gestión de entradas y salidas al archivo. 
- Cualquier otro sistema o procedimiento que permita alcanzar la finalidad 
perseguida por el Reglamento. 
4. Gestión de soportes y documentos 
Los soportes que contengan datos de carácter personal deberán permitir 
identificar el tipo de información que contienen, ser inventariados y serán almacenados 
en un lugar de acceso restringido al que sólo tendrán acceso las personas con 
autorización. En el caso de los ficheros automatizados con datos sensibles se deberá 
establecer un etiquetado críptico. Así, la identificación de los soportes se deberá realizar 
utilizando sistemas de etiquetado comprensibles y con significado que permitan a los 
usuarios con acceso autorizado a los citados soportes y documentos identificar su 
contenido, y que dificulten la identificación para el resto de personas. 
La distribución de los soportes se realizará cifrando dichos datos o bien 
utilizando otro mecanismo que garantice que dicha información no sea accesible o 
manipulada durante su transporte. 
En el caso de que se usen dispositivos portátiles se cifrarán los datos que 
contengan tales dispositivos cuando éstos se encuentren fuera de las instalaciones que 
están bajo el control del responsable del fichero. Y deberá evitarse el tratamiento de 
datos de carácter personal en dispositivos portátiles que no permitan su cifrado. En caso 
de que sea estrictamente necesario se hará constar motivadamente en el documento de 
seguridad y se adoptarán medidas que tengan en cuenta los riesgos de realizar 
tratamientos en entornos desprotegidos. 
Los soportes se almacenarán de acuerdo a las normas de etiquetado que se 
establezcan especificando el procedimiento de inventariado y almacenamiento de los 
mismos. Los ficheros no automatizados con datos sensibles deberán almacenarse en 
armarios o archivadores que se encuentren en áreas en las que el acceso esté protegido 
con puertas de acceso dotadas de sistemas de apertura mediante llave u otro dispositivo 
equivalente. Dichas áreas deberán permanecer cerradas cuando no sea preciso el acceso 
a los documentos incluidos en el fichero. Si, atendidas las características de los locales 
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no fuera posible disponer de áreas cerradas el responsable adoptará medidas alternativas 
que, debidamente motivadas, se incluirán en el documento de seguridad. 
La salida de soportes y documentos que contengan datos de carácter personal, 
incluidos los comprendidos en correos electrónicos, fuera de los locales bajo el control 
del responsable del tratamiento, deberá ser autorizada por el responsable del fichero o 
aquel en quien se hubiera delegado de acuerdo al procedimiento que se establezca. 
Tener en cuenta, también, los ordenadores portátiles y el resto de dispositivos móviles 
que puedan contener datos personales. 
En el documento de seguridad se incluirán los documentos de autorización 
relativos a la salida de soportes que contengan datos personales. 
Los soportes que vayan a ser desechados deberán seguir el procedimiento que se 
establezca para su destrucción o borrado de forma que no sea posible el acceso a la 
información contenida en ellos o su recuperación posterior. En el traslado de la 
documentación se adoptarán las medidas y procedimientos previstos para evitar la 
sustracción, pérdida o acceso indebido a la información. 
5. Identificación y autenticación 
En el contexto del Reglamento de desarrollo de la LOPD (artículo 5.2 apartados 
b y h) se entiende por autenticación el procedimiento de comprobación de la identidad 
del usuario y por identificación el procedimiento de reconocimiento de la identidad de 
un usuario. 
La identificación y autenticación se encuentran reguladan en el Reglamento de 
desarrollo de la LOPD, en sus artículos 93 (nivel básico) y 98 (nivel medio) y 
establecen las medidas y normas relativas a la identificación y autenticación del 
personal autorizado para acceder a los datos personales. 
Para ficheros automatizados se especificarán las políticas de identificación y 
autenticación de los usuarios con acceso a los datos personales. La identificación de los 
usuarios se deberá realizar de forma inequívoca y personalizada, verificando su 
autorización (cada identificación debe pertenecer a un único usuario). 
Si la autenticación se realiza mediante contraseñas se deberá detallar el 
procedimiento de asignación, distribución y almacenamiento que deberá garantizar su 
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
455 
Felipe García de Pesquera Gago 
confidencialidad e integridad e indicar la periodicidad con la que se deberán cambiar, en 
ningún caso superior a un año. También es conveniente incluir los requisitos que deben 
cumplir las cadenas utilizadas como contraseña. 
6. Copias de respaldo y recuperación 
En el contexto del Reglamento de desarrollo de la LOPD (art. 5.2 apartado e) se 
entiende por copia de respaldo la copia de los datos de un fichero automatizado en un 
soporte que posibilite su recuperación. 
Las copias de respaldo y recuperación se encuentran reguladas en los artículos 
94 (nivel básico) y 102 (nivel alto, en este caso únicamente podrá ser realizada bajo el 
control del personal autorizado en el documento de seguridad) y establecen los 
procedimientos de actuación para la realización de las copias de respaldo, así como los 
procedimientos para la recuperación de los datos. Es recomendable realizar una copia, 
como mínimo semanal, de copias de respaldo, salvo que en dicho período no se hubiera 
producido ninguna actualización de los datos 
Para los ficheros con datos de carácter personal sujetos a la obligación de 
implantar las medidas de nivel alto, el Reglamento de desarrollo de la LOPD prevé la 
obligación de conservar una copia de respaldo de los datos de estos ficheros y de los 
procedimientos de recuperación de los mismos en un lugar diferente del que se 
encuentran los equipos informáticos que los tratan (art. 102 RLOPD), con el fin de que 
no se encuentren sometidos a las mismas contingencias que pudiera sufrir el lugar 
habitual de almacenamiento en caso de un accidente o desastre, como por ejemplo, un 
incendio o una inundación. 
En el caso de que no sea posible guardar una copia de los ficheros en un lugar 
distinto y no sujeto a los mismos riesgos, se deberán adoptar medidas complementarias 
para paliar el riesgo, tales como ubicar la copia en armarios ignífugos, implantación de 
sistemas antiincendio, etc. En estos casos, cuando la sede del responsable cuente con 
distintas estancias o niveles de edificación se entenderá por lugar distinto una estancia 
diferenciada del lugar principal en el que se ubiquen los sistemas de información, 
preferiblemente en planta distinta y más protegida y se deberá hacer constar estas 
circunstancias en el documento de seguridad. 
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Debe hacerse notar que la obligación de realizar copias de respaldo no es 
aplicable a los ficheros no automatizados con independencia del resto de medidas 
aplicables a este tipo de ficheros entre las que deberán observarse las previsiones 
establecidas en el Reglamento de la LOPD, entre otras, en lo relativo a la custodia de los 
soportes y dispositivos de almacenamiento, así como a la copia o reproducción de los 
documentos con datos de carácter personal. 
7. Delegación de autorizaciones 
La delegación de autorizaciones, a la que se refiere el artículo 84 del 
Reglamento, es una posibilidad que permite flexibilizar la gestión de la seguridad en 
materia de protección de datos de carácter personal. 
Esta previsión habilita al responsable para delegar en otras personas las 
funciones que el Reglamento atribuye al responsable del fichero. Estas delegaciones 
deben estar recogidas en el documento de seguridad y no suponen, en ningún caso, 
trasladar a la persona en quien se delega la responsabilidad en la que pudiera incurrir la 
hermandad o persona responsable del fichero. 
8. Régimen de trabajo fuera de los locales de la ubicación del fichero 
El artículo 86 RLOPD establece que cuando los datos personales se almacenen 
en dispositivos portátiles o se traten fuera de los locales del responsable del fichero o 
tratamiento, o del encargado del tratamiento, será preciso que exista una autorización 
previa del responsable del fichero o tratamiento y, en todo caso, deberá garantizarse el 
nivel de seguridad correspondiente al tipo de fichero tratado. 
Esta autorización tendrá que constar en el documento de seguridad y podrá 
establecerse para un usuario o para un perfil de usuarios y determinando un período de 
validez para las mismas. 
9. Encargado de tratamiento 
Tanto las prestaciones de servicios realizadas por los encargados de tratamiento 
en los locales del responsable del fichero como las realizadas en los propios locales del 
encargado se encuentran sujetas a la normativa de protección de datos. 
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Con carácter general, las obligaciones del encargado del tratamiento en materia 
de implantación de las medidas de seguridad se encuentran reguladas en los artículos 82 
y 88 RLOPD. Además, el documento de seguridad de un encargado debe tener un 
contenido adicional específico que permita identificar sus encargos indicando: 
- La identificación de los ficheros o tratamientos que se traten en concepto de 
encargado. 
- Referencia expresa al contrato o documento que regule las condiciones del 
encargo y la identificación del responsable. 
- Período de vigencia del encargo. 
En todo caso, el acceso a los datos por el encargado del tratamiento estará 
sometido a los restantes requisitos establecidos en el Reglamento de la LOPD. 
Por último, el encargado de tratamiento debe implantar las medidas de seguridad 
adecuadas para sus propios ficheros. Entre ellas, debe mantener actualizado su 
documento de seguridad, fijar las obligaciones de su personal, etc. 
10. Prestación de servicio sin acceso a datos personales 
El artículo 83 del Reglamento de desarrollo de la LOPD establece que el 
responsable del fichero o tratamiento adoptará las medidas adecuadas para limitar el 
acceso del personal a datos personales a los soportes que los contengan o a los recursos 
del sistema de información para la realización de trabajos que no impliquen el 
tratamiento de datos personales. 
Cuando se trate de personal ajeno, el contrato de prestación de servicios recogerá 
expresamente la prohibición de acceder a los datos personales y la obligación de secreto 
respecto a los datos que el personal hubiera podido conocer con motivo de la prestación 
del servicio. 
Se deberá tener en cuenta que la mayoría de las actividades que supongan un 
contacto directo o indirecto con el sistema de información y/o con su entorno físico o 
lógico puede ser susceptible de poner en riesgo la seguridad de los datos. 
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Así, por ejemplo, el servicio de seguridad que custodia las llaves de las 
instalaciones debe ser advertido de las políticas de control de acceso físico a las 
instalaciones y de las eventuales restricciones de acceso que se hayan fijado. 
Del mismo modo, los servicios de limpieza deberían ser informados de aspectos 
relacionados con las prohibiciones relacionadas con el desechado de documentos, por 
ejemplo, utilizar medios convencionales como el contenedor de basuras, o de la 
necesidad de que en determinadas salas se mantengan condiciones de refrigeración que 
garanticen la estabilidad de las máquinas que soportan el sistema de información. Es 
destacable que cuando las acciones de los servicios de mantenimiento pueden poner en 
peligro un sistema han de advertir, por ejemplo, si una reparación hace necesario 
desconectar la red eléctrica obligando a un copiado y/o apagado preventivo.  
En estos casos, para la realización de trabajos que no impliquen el tratamiento de 
datos personales, y de conformidad con lo establecido en el artículo 83 RLOPD, el 
responsable del fichero debe adoptar las medidas adecuadas para limitar el acceso del 
personal a los datos personales. 
Cuando se trate de personal ajeno, el contrato de prestación de servicios deberá 
recoger expresamente la prohibición de acceder a los datos personales y la obligación de 
secreto que el personal debe observar. 
11. Ficheros temporales o copias de trabajo de documentos 
Los ficheros temporales o copias de documentos creados exclusivamente para 
trabajos temporales o auxiliares deberán cumplir el nivel de seguridad que les 
corresponda con arreglo a los criterios expresados en el RLOPD de medidas de 
seguridad y serán borrados o destruidos una vez que hayan dejado de ser necesarios para 
los fines que motivaron su creación. 
12. Acceso a datos a través de redes de comunicaciones 
Los accesos a través de redes de telecomunicaciones deben garantizar un nivel 
de seguridad equivalente al de los accesos en modo local. 
Los datos personales correspondientes a los ficheros de nivel alto que se 
transmitan a través de redes públicas o inalámbricas de comunicaciones electrónicas se 
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realizará cifrando previamente estos datos, de manera que se garantice que la 
información no sea inteligible ni manipulada por terceros. 
13. Criterios de archivo 
El archivo de los soportes o documentos se realizará de acuerdo con los criterios 
previstos en su respectiva legislación. Estos criterios deberán garantizar la correcta 
conservación de los documentos, la localización y consulta de la información y 
posibilitar el ejercicio de los derechos de oposición al tratamiento, acceso, rectificación 
y cancelación. 
En aquellos casos en los que no exista norma aplicable, el responsable del 
fichero deberá establecer los criterios y procedimientos de actuación que deban seguirse 
para el archivo. 
14. Almacenamiento de la información 
Los dispositivos de almacenamiento de los documentos que contengan datos de 
carácter personal deberán disponer de mecanismos que obstaculicen su apertura. 
Cuando las características físicas de aquéllos no permitan adoptar esta medida, el 
responsable del fichero o tratamiento adoptará medidas que impidan el acceso de 
personas no autorizadas (art. 107 RLOPD). 
15. Custodia de soportes 
En tanto los documentos con datos personales no se encuentren archivados en 
los dispositivos de almacenamientos previstos, por estar en proceso de tramitación, las 
personas que se encuentren a su cargo deberán custodiarlos e impedir el acceso a 
personas no autorizadas (art. 108 RLOPD). 
Para todas las organizaciones formar en seguridad es estratégico. Debe 
asegurarse de que los usuarios conozcan y entiendan cuáles son las políticas de 
seguridad de la hermandad. 
La hermandad debe asegurarse de que el software que adquiere, o el que diseñan 
sus programadores, tiene en cuenta los requerimientos del Reglamento de desarrollo de 
la Ley Orgánica de Protección de Datos de Carácter Personal. Ello es particularmente 
necesario en el nivel alto o en aspectos como la captación de datos online o el acceso 
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remoto a los ficheros. No prever desde el inicio el cumplimiento de las medidas de 
seguridad no sólo puede generar la comisión de infracciones sino también incrementar 
los costes para la hermandad. 
El incumplimiento de estos deberes, es decir, mantener los ficheros locales, 
programas o equipos que contengan datos de carácter personal sin las debidas 
condiciones de seguridad que reglamentariamente se determinen constituye una 
infracción grave (artículo 44.3 h), sancionada con una multa que puede alcanzar los 
300.000 euros según el apartado 2 del artículo 45 de la LOPD. 
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Conclusiones generales 
 
I. Nuestra Constitución reconoce la libertad religiosa, en su artículo 16, que 
consiste en la libertad de todo individuo o colectividad de profesar unas 
creencias religiosas y de manifestarlas públicamente mediante prácticas o 
culto que deben ser respetadas y amparadas por el Estado y sin que 
ninguna tenga la consideración de oficial por el Estado.  
II. El Estado se declara aconfesional y neutral ante el hecho religioso, pero 
no indiferente, pues debe cooperar con las confesiones religiosas para 
que éstas puedan desarrollar libremente sus actividades y sus miembros 
puedan ejercitar su libertad religiosa. Constitucionalmente no se 
predetermina ningún instrumento, por lo que una de las posibilidades es 
el acuerdo. Esta cooperación se ha encauzado preferentemente mediante 
acuerdo bilateral entre el Estado y las diversas confesiones. 
III. El Estado reconoce autonomía organizativa a las confesiones. Esta 
autonomía es para las confesiones religiosas y sus asociaciones lo que 
para los individuos es la libertad religiosa. Esta libertad religiosa como 
principio fundamental del ordenamiento jurídico español no tiene más 
límites que el mantenimiento del orden público y el respeto a la ley y los 
derechos de los demás.  
IV. La libertad declarativa es un derecho absoluto ya que nadie puede exigir 
que una persona declare cuáles son sus convicciones. Las creencias de la 
persona pertenecen a ese ámbito o reducto en el que se veda que otros 
penetren, por lo que su manifestación sólo resulta exigible en aquellos 
supuestos en los que sea necesario para el ejercicio de la propia libertad 
religiosa o de actividades relacionadas con ella. Por ello, nos parece que 
la libertad declarativa consagrada en el artículo 16.2 CE debe conectarse 
con el derecho a la intimidad del artículo 18 CE. 
V. La Constitución española de 1978 no reconoce explícitamente el derecho 
de protección de datos por lo que su configuración ha sido una 
construcción jurisprudencial y doctrinal, que ha evolucionado desde una 
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concepción derivada del derecho a la intimidad personal y familiar del 
artículo 18.1, a un derecho fundamental, independiente y autónomo del 
derecho a la intimidad, que encuentra su sustento en el artículo 18.4. En 
consecuencia, el bien tutelado por el sistema de protección de datos no es 
la intimidad en su sentido estricto y físico sino la intimidad informativa o 
autodeterminación informativa. 
VI. La Carta de los Derechos Fundamentales de la Unión Europea reconoce 
expresamente en su artículo 8 el derecho a la protección de datos a toda 
persona y posteriormente se incorporó literalmente al Tratado de 
Funcionamiento de la Unión Europea en el apartado 1 del artículo 16, por 
lo que nos encontramos que la configuración del derecho a la protección 
de datos no descansa solamente en un pronunciamiento judicial, sino que 
se plasma en normas jurídicas vinculantes en el ordenamiento 
comunitario.  
VII. El derecho de protección de datos consiste en la facultad del individuo de 
controlar el uso de los datos de carácter personal que pueden recogerse y 
tratarse por terceros ejercitando las acciones pertinentes para garantizar 
la exactitud y puesta al día de esos datos y que la finalidad del uso y 
tratamiento de los mismos sea legítima y conforme al fin que justificó su 
obtención en su momento. Es el propio individuo el que determina lo que 
debe o no quedar reservado al conocimiento público.  
VIII. El mandato constitucional de cooperar entre el Estado y la confesión 
religiosa, en el caso de la Iglesia Católica se materializó en la firma de 
los Acuerdos entre el Estado español y la Santa Sede de 3 de enero de 
1979, que tienen carácter de Tratado Internacional y tras su publicación 
en el BOE, pasan a formar parte del ordenamiento jurídico español en un 
lugar subordinado a la Constitución y, por consiguiente, su contenido 
debe interpretarse conforme a las disposiciones constitucionales. El 
derecho de protección de datos es un derecho fundamental derivado del 
artículo 18.4 CE y, por tanto, el Acuerdo no se vulnera por la aplicación 
de la normativa civil de protección de datos. 
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IX. Asimismo, el Código de Derecho Canónico, norma fundamental del 
ordenamiento jurídico de la Iglesia Católica, nos parece insuficiente 
como base jurídica para reconocer explícitamente un derecho de 
protección de datos a los fieles católicos, por lo que entendemos que, sin 
vulnerar la autonomía de la Iglesia, sus miembros pueden ejercitar su 
derecho fundamental a la protección de datos en los Tribunales 
ordinarios.  
X. La LOPD regula en su artículo 2 su ámbito de aplicación y, 
concretamente, en su apartado 2 menciona expresamente los archivos 
excluidos, y en su apartado 3 reconoce expresamente la aplicación de una 
regulación específica a determinados ficheros. En ninguno de ambos 
casos se encuentran los ficheros de la Iglesia Católica. Por tanto, si no 
están excluidos ni se reconoce expresamente una legislación específica 
directamente aplicable, los ficheros de la Iglesia Católica están sometidos 
al régimen general de la normativa de protección de datos. Ahora bien, 
entendemos que se podría contemplar como única excepción aquellos 
ficheros de sacerdotes, miembros de Institutos de vida consagrada, de 
cargos eclesiales…relacionados con la organización interna de las 
entidades religiosas, a los que se les aplicaría las disposiciones canónicas 
al amparo del principio de autonomía y, por tanto, quedarían fuera del 
ámbito de aplicación de la LOPD. 
XI. Sería recomendable adoptar la que hemos denominado solución italiana, 
de manera que la Conferencia Episcopal española promulgue una 
normativa de protección de datos específica para sus ficheros, en sintonía 
con la normativa civil, de forma que, previa institución de las garantías 
precisas, el tratamiento de datos contenidos en sus registros y que 
acreditan la celebración de un sacramento o se relacione con el estado 
civil de una persona, siempre que esos datos no sean comunicados o 
divulgados fuera del ámbito canónico, se le aplicará las disposiciones de 
tal Decreto. En caso contrario, se aplicará la normativa estatal. Es decir, a 
los datos incluidos en archivos no referidos a sacramentos o al estado de 
la personas se les aplicará directamente la ley civil. 
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XII. Las hermandades y cofradías son expresión del derecho que tienen los 
fieles católicos de asociarse libremente y su naturaleza es generalmente 
pública, y excepcionalmente privada. Desde su constitución, las 
hermandades se rigen por el Código Canónico, como Derecho universal, 
sin perjuicio de la legislación diocesana, como Derecho común 
cofradiero y por sus estatutos propios, que generalmente se denominan 
Reglas. Tras su inscripción en el Registro de Entidades Religiosas, 
conforme a los Acuerdos entre el Estado español y la Santa Sede sobre 
Asuntos Jurídicos de 3 de enero de 1979 y al artículo 6 de la Ley 
Orgánica de Libertad Religiosa, gozan de personalidad jurídica civil a 
todos los efectos y asumen la normativa del Estado. Por consiguiente, la 
LOPD también es aplicable a las hermandades y cofradías y, además, 
deberá estarse a lo que dispongan las resoluciones e informes jurídicos de 
la Agencia Española de Protección de Datos con relación a esta materia.  
XIII. La información que manejan las hermandades, como son nombre y 
apellidos, DNI, domicilio, teléfono, la partida de bautismo, se puede 
considerar como datos de carácter personal a los efectos de la LOPD 
puesto que se trata de información relativa a personas físicas 
identificables. Los datos personales de sus miembros se incluyen en 
bases organizadas que permiten un fácil acceso a los mismos y, por tanto, 
las hermandades poseen ficheros sujetos a la normativa de protección de 
datos. 
XIV. Los datos en disposición de las hermandades revelan la confesión o 
creencias del titular por lo que al considerarse estos datos como sensibles 
(artículo 7 LOPD), el legislador los ha dotado de una especial protección. 
Por un lado, se prohíbe la existencia de ficheros que almacenen 
exclusivamente datos religiosos. Por otro lado, se va a exigir que el 
titular de los datos preste un consentimiento expreso y por escrito para el 
uso de los mismos, previamente informado de la posibilidad de no 
facilitar estos tipos de datos. 
XV. En el caso de las hermandades, como asociaciones de carácter religioso, 
no será necesario para el tratamiento de los datos este consentimiento 
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expreso y por escrito de los hermanos, ya que la Ley excluye de esta 
obligación a los entes religiosos que posean ficheros con finalidades 
religiosas, aunque aconsejamos que así se requiera. Si el solicitante es 
menor de 14 años de edad, se requerirá el consentimiento expreso y por 
escrito de quienes ejerzan la patria potestad o tutela del mismo. En los 
demás casos es recomendable requerir el consentimiento expreso y por 
escrito del solicitante también, puesto que será necesario para toda cesión 
de datos del hermano. 
XVI. Una de las primeras obligaciones que tiene la Hermandad, como titular 
de ficheros de carácter privado, es notificar su existencia y, 
posteriormente, proceder a su inscripción en el registro de la AEPD. 
XVII. El responsable del fichero de una hermandad tratará los datos de los 
hermanos, obtenidos siempre directamente del interesado y en impreso a 
tal efecto, de manera adecuada, leal y lícitamente, procurando que estos 
datos estén actualizados y utilizar aquellos que sean necesarios y 
proporcionales a la finalidad para la que fueron recabados. 
XVIII. Los hermanos tienen derecho a utilizar los procedimientos establecidos 
legalmente para controlar el uso que de sus datos puede realizar la 
hermandad. Para ello, el responsable de los ficheros de la hermandad 
habrá de facilitar el ejercicio de los derechos de acceso, para que el 
hermano sepa qué datos tiene la Corporación y qué tratamientos realiza 
sobre ellos; rectificación, para modificar los datos inexactos o 
incompletos; cancelación, en caso de que estime que no se deben tratar 
determinados datos que le afectan por considerarlos inadecuados o 
excesivos y, por consiguiente, serán bloqueados; y oposición, por el que 
el hermano expresa su voluntad de que sus datos no se traten o dejen de 
usarse por la hermandad. 
XIX. Las medidas de seguridad a implantar en los ficheros de las hermandades 
serán por regla general de nivel básico para los ficheros con los datos 
identificativos de los integrantes de la Corporación. Ahora bien, 
determinados ficheros requerirán mayores medidas de seguridad. Es el 
caso, por un lado, de aquellos ficheros que contengan datos económicos 
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y financieros, como un listado de hermanos morosos, a los que se 
aplicarán medidas de nivel medio; por otro lado, en los ficheros 
mantenidos por la cofradía o hermandad en que se contengan los datos 
personales de los cofrades o hermanos que revelan su religión y creencias 
por tratarse de datos especialmente protegidos y, también, si existieran, 
ficheros relativos al estado físico de los hermanos costaleros, en cuanto 
datos sanitarios, se aplicarán medidas de nivel alto. 
XX. La cesión a un tercero de los datos personales de los miembros de una 
hermandad por parte de su Junta de Gobierno, precisará siempre del 
previo consentimiento por escrito del afectado. En el caso concreto de las 
elecciones para nombrar nuevo Hermano Mayor y Junta de Gobierno no 
se puede ceder el censo de hermanos a los candidatos, según la AEPD. 
Nosotros discrepamos profundamente de esta desproporcionada medida 
puesto que entendemos que este caso concreto se puede encuadrar en la 
satisfacción de un interés legítimo, una de las excepciones a la necesidad 
del consentimiento previo contempladas en el artículo 10.2a) RLOPD. 
XXI. Las hermandades y cofradías en cuanto entidades eclesiásticas, con 
personalidad jurídica propia, son las únicas responsables de los ficheros 
con datos personales de sus miembros. Por lo que se refiere a la Junta de 
Gobierno de la misma, ésta tiene la consideración de mera usuaria del 
fichero. Por tanto, las posibles responsabilidades y/o sanciones en que 
hubiera podido incurrir por incumplimiento de la normativa estatal de 
referencia, afectarían en su totalidad a las hermandades y cofradías y no 
en exclusividad a su Junta de Gobierno. 
XXII. Y, por último, como conclusión final del trabajo de campo realizado y 
que adjunto a continuación, las hermandades deben cumplir la normativa 
de protección de datos pero por las respuestas enviadas, entiendo que no 
se sienten obligadas a ello aunque saben que les afecta. 
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Anexos 
1. Documentación Protección de Datos en Hermandades 
 
 
Resumen del trabajo de campo 
Las Hermandades que responden al cuestionario formado por 41 preguntas son 
las siguientes: 
Hermandad de Los Negritos, Hermandad del Prendimiento, Hermandad de Santa 
Marta, Hermandad de la Paz, Hermandad de Santa Cruz, Hermandad de la Santa 
Caridad, Hermandad de la Carretería, Hermandad de la Anunciación, Hermandad de 
Santa Genoveva, Hermandad del Amor, Hermandad de penitencia (sin especificar 
denominación), Hermandad Sacramental de la Parroquia de la Magdalena, 
Archicofradía Sacramental de Pasión, Sacramental de la Soledad de San Lorenzo, 
Hermandad del Rocío de Sevilla, Hermandad de las Cigarreras, Hermandad de Santa 
Catalina, Hermandad Divina Pastora de Santa Marina, Hermandad de la Quinta 
Angustia, Hermandad de la Salud de San Isidoro, Hermandad de los Estudiantes 
(Málaga), Hermandad de San Roque, Hermandad de Jesús Nazareno (Silencio), 
Hermandad de la Esperanza de Triana, Hermandad del Cautivo (Tiro de Línea), 
Hermandad del Calvario, Hermandad de la Estrella, Hermandad del Gran Poder, 
Hermandad Sacramental de los Gitanos, Hermandad de Las Palmas (Ciudad Real), 
Reales Cofradías Fusionadas (Ciudad Real), Hermandad de la Sentencia (Ciudad Real), 
Hermandad del Cristo del Amor en su Santo Descendimiento (Ciudad Real), 
Hermandad de la Sagrada Cena (Ciudad Real), Hermandad de Zamarrilla (Málaga) y 
Hermandad anónima. 
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A. Datos personales 
Identificación de ficheros y tratamiento 
1. ¿Ha oído hablar de la Ley Orgánica de Protección Datos Personales? 
 
2. ¿Se han hecho esfuerzos en su Hermandad por adaptarse a lo exigido por 
la LOPD? 
 
3. ¿Se incluyen los datos recabados en ficheros electrónicos o físicos? 
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B. Información y consentimiento 
5. ¿Cómo se obtienen los datos? 
 
6. ¿Se obtienen directamente los datos del hermano contando con su 
consentimiento? 
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8. ¿En el proceso de obtención de datos informa de manera previa sobre 
aspectos básicos de la normativa sobre protección de datos, por ejemplo el tipo de 
tratamiento, quién va a tratar los datos, si se comunican a terceros y ante quien 
ejercitar los derechos ARCO? 
 
9. ¿Se recaban datos especialmente protegidos? 
 
10. ¿Trata datos de hermanos menores de 14 años? 
 
11. ¿Solicita el consentimiento del padre o tutor legal para el tratamiento de 
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C. Principios tratamiento 
12. ¿La recogida y tratamiento de datos de los hermanos se ciñe a su 
carácter necesario y adecuado a la finalidad propia de una Hermandad? 
 
13. ¿Se conservan los datos de los hermanos que se dan de baja por causas 
naturales o voluntarias? 
 
14. En caso afirmativo, ¿se cancelan y bloquean los datos de los hermanos 
dados de baja? 
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16. ¿Se actualizan los datos cuando el hermano lo pide o existe un 
procedimiento establecido? 
 
17. ¿Ceden sus datos a terceros en alguna ocasión? 
 
18. En caso de cesión de datos, ¿existe un procedimiento de notificación por 
rectificación o cancelación de los mismos? 
 
19. En caso de tener empleados la Hermandad, ¿guardan estos el exigible 
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D. Derechos ARCO 
20. ¿Conoce la existencia de los derechos de acceso, rectificación, 
cancelación y oposición de que gozan los hermanos? 
 
21. ¿Existe un procedimiento establecido para ejercitar dichos derechos? 
 
22. ¿Existe un procedimiento establecido para revocar un consentimiento 
prestado en su momento? 
 
23. ¿Existe un procedimiento establecido para verificar la titularidad de los 
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E. Relaciones con terceros 
24. ¿El tratamiento de datos lo realiza personal de la propia hermandad o 
una empresa ajena? 
 
25. ¿Existe un procedimiento para realizar esta prestación? 
 
26. ¿Existe un procedimiento establecido para la comunicación de datos a 
terceros? 
 
27. ¿Existe un procedimiento establecido para externalizar servicios que la 
Hermandad presta a sus hermanos? 
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28. ¿Existe un contrato que soporte dicha externalización? 
 
29. ¿Es posible que en algún momento la Hermandad realice una 
transferencia internacional de datos? 
 
F. Seguridad 
30. ¿Sabe cuál es el máximo nivel de seguridad que deben mantener los 
ficheros de la Hermandad? 
 
31. ¿Se han adoptado alguna de las medidas de seguridad adecuadas 
conforme al Reglamento de protección de datos? 
 
32. ¿Los equipos informáticos están conectados en red? 
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33. ¿Existen limitaciones para que el personal acceda a las bases de datos de 
los hermanos? 
 
34. ¿Existe un registro de salida (física o por vía telemática) de documentos 
que contengan datos personales fuera del local de la Hermandad? 
 
35. ¿Se realizan periódicamente copias de seguridad de los ficheros 
automatizados? 
 
36. ¿Existe un documento de seguridad? 
 
37. ¿Se imparte la debida formación al personal de la Hermandad en 
obligaciones de seguridad? 
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38. ¿El software utilizado en los equipos informáticos cumple el nivel de 
seguridad correspondiente? 
 
39. ¿Si existen ficheros no automatizados, se adoptan medidas de seguridad 
en ficheros con soporte de papel? 
 




41. ¿Sabía Vd. que el incumplimiento de la normativa de protección de 
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2. Análisis y valoración crítica del trabajo de campo 
 
Todas las hermandades y cofradías que han respondido el anterior cuestionario 
tienen conocimiento de la existencia de la normativa de protección de datos y un 
porcentaje pequeño de ellas no ha hecho ningún esfuerzo por adaptarse a la misma. 
Lo primero que nos llama la atención es que no todas dicen tener ficheros. Esto 
nos parece incongruente ya que todas afirman obtener los datos directamente del 
interesado y aunque no se les ha preguntado, por mi conocimiento y experiencia en este 
mundo de las cofradías, sabemos que todas disponen de un modelo de solicitud de 
ingreso en el que se hacen constar los datos del postulante. Por lo que, en consecuencia, 
estos datos han de volcarse en algún tipo de fichero. Todas deben tener un fichero de 
hermanos, sea manual o automatizado. Posiblemente no sepan qué es un fichero según 
la LOPD. Esta cuestión tan fácil de resolver me lleva a sospechar que la realidad de las 
hermandades respecto de la protección de datos es distinta a los resultados obtenidos. 
Menos de la mitad de las hermandades han inscrito en el correspondiente 
Registro de la Agencia Española de Protección de Datos sus ficheros. Obligación que 
deberían cumplir absolutamente todas ellas. Es el trámite más fácil de cumplir y, 
además, gratuito. Se confirman mis sospechas. A nadie le gusta que se sepa que no 
cumple la ley y más si lo reconoce por escrito. 
Como he mencionado, las hermandades disponen de un modelo de solicitud que 
se cumplimenta por escrito y en el que consta la firma del aspirante a ingresar por lo que 
llama la atención que una tercera parte de las hermandades afirmen que no cuentan con 
el consentimiento expreso y por escrito de sus hermanos al obtener sus datos, lo que me 
lleva a preguntar cómo si no obtienen los datos directamente del interesado si no es por 
escrito. Además, más de una tercera parte de las hermandades no verifica la identidad 
del solicitante y no tienen previsto ningún procedimiento para ello. 
Una tercera parte de las hermandades no informa con carácter previo al 
solicitante de los aspectos básicos que la normativa de protección de datos obliga al 
responsable de un fichero entre los que destacan la finalidad de la recogida de esos 
datos de carácter personal y el tipo de tratamiento que se puede realizar sobre los 
mismos. Prácticamente la mitad de las hermandades consultadas desconoce el carácter 
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sensible de los datos que manejan de sus hermanos y todas, salvo tres, tratan datos de 
menores de 14 años aunque no aplican un régimen especial a los mismos ya que el 40% 
no exige el consentimiento del padre o tutor de tales menores. Una de estas 
hermandades exige 25 años como edad mínima para ingresar en la misma por lo que me 
consta que no trata datos de menores de edad. 
Los resultados obtenidos en la sección de la encuesta relativa a ficheros, 
información y consentimiento, me lleva a confirmar mi temor inicial. Creo que las 
hermandades desconocen la normativa, ya que procedimientos fáciles y gratuitos no los 
hacen aunque afirmen que han hecho esfuerzos para adaptarse. Además, no informan ni 
obtienen el consentimiento de los hermanos por escrito. Entiendo que no añaden en las 
solicitudes las cláusulas de información y de prestación del consentimiento. Por otro 
lado, la mitad de las hermandades afirma que no recoge datos sensibles desconociendo 
tal carácter de los datos religiosos. 
Asimismo, las cofradías afirman que la finalidad del uso de los datos obtenidos 
es la adecuada a una asociación religiosa como es la hermandad y que los datos 
obtenidos son necesarios para su correcto tratamiento. Curiosamente hay dos que 
reconocen que recogen más datos de los que deberían según la naturaleza religiosa de 
una hermandad. 
Cuando un hermano se da de baja se conservan sus datos, no se destruyen, ya 
que pasan al histórico de la hermandad pero, eso sí, se bloquea el acceso a los mismos 
tras su cancelación del fichero de hermanos. Llama la atención que dos hermandades no 
guardan datos de los hermanos que causan baja y que otras hermandades no bloqueen el 
acceso a los datos de los hermanos que ya no figuran en la nómina de la hermandad. En 
cambio, es congruente que si se conservan los datos de los hermanos dados de baja se 
bloqueen o cancelen sus datos y que las hermandades no procedan a la destrucción de 
sus datos. Ahora bien, es recomendable tener aprobado un procedimiento de destrucción 
de tales datos.  
Los datos de los hermanos en activo se actualizan en la mayoría de los casos 
porque el propio hermano así lo comunica aunque algunas de las hermandades 
consultadas cuentan con procedimientos para detectar la inexactitud de los datos, 
fundamentalmente el domicilio, por las cartas devueltas, o la cuenta corriente de 
domiciliación de cuotas por devoluciones bancarias. 
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La gran mayoría de las hermandades afirma que no cede los datos de sus 
hermanos pero sabemos que eso no es cierto. Debido a la normativa electoral y a las 
Normas diocesanas, cada vez que hay elecciones la hermandad ha de enviar el censo 
electoral a la Vicaría del Arzobispado para su aprobación y ésta lo devuelve visado una 
vez comprobado y verificado (aunque bien es cierto que se trata de una cesión amparada 
en el artículo 11.2a) LOPD) y todavía sigue siendo habitual entregar este censo a los 
hermanos candidatos a Hermano Mayor. Por experiencia, es también bastante habitual 
ceder datos de hermanos al Consejo de Cofradías de la localidad o a compañías de 
seguros. Sería muy recomendable incluir en la solicitud una cláusula informativa de esta 
línea para contar con el consentimiento expreso y escrito del hermano. Y, en 
consecuencia de lo afirmado, no cuentan con procedimientos de rectificación y 
cancelación respecto de los datos cedidos ni procedimientos de comunicación de datos a 
terceros. 
Las hermandades que cuentan con personal ajeno a la propia corporación 
religiosa para labores administrativas, en la mayoría de los casos, exigen el deber de 
secreto a este personal contratado respecto de los datos de los hermanos tratados aunque 
una tercera parte reconoce que no lo exige. Habría que verificar si en los contratos de 
personal se incluye una cláusula de exigencia de este deber de sigilo. 
Las hermandades saben de la existencia de los denominados derechos ARCO 
pero casi la mitad no ha previsto ningún procedimiento de ejercicio de estos derechos 
por parte de los hermanos por lo que difícilmente los interesados podrán ejercitar estos 
derechos. Ni tampoco la mitad de las hermandades consultadas ha elaborado 
procedimiento alguno para recabar la revocación del consentimiento del hermano al uso 
y disposición de sus datos por parte de la hermandad. 
1 de cada 10 hermandades afirma que tiene contratado los servicios de una 
empresa para el tratamiento de datos y dos terceras partes no externalizan ningún 
servicio. Nos parece bastante incongruente ya que todas las hermandades envían 
correspondencia bien utilizando la empresa de Correos bien contratando cualquier 
empresa de mensajería. Posiblemente desconozcan el concepto de tratamiento de datos. 
Además, una tercera parte de las hermandades participantes reconoce que externaliza 
servicios prestados a sus hermanos. Las hermandades que reconocen esta 
externalización de servicios tienen un contrato para soportar tal prestación. 
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Ninguna hermandad realiza transferencia internacional de datos. En principio, es 
bastante creíble que no cedan los datos de los miembros de la corporación a entidades 
radicadas en el extranjero pero sería bueno verificar que aquellas hermandades que 
externalizan servicios en la conocida “nube”, ésta no sea soportada tecnológicamente 
por un servidor que se encuentre localizado en un territorio ajeno el Espacio Económico 
Europeo, ya que en este caso sí existiría una transferencia internacional de los datos de 
sus hermanos.  
En cuanto a la seguridad adoptada por las hermandades respecto de los datos y 
ficheros, casi la mitad desconoce el nivel máximo que han de implantar pero es que casi 
una tercera parte no ha adoptado medidas que garanticen la integridad de los ficheros y 
datos que manejan. Lo que se refleja en que casi la mitad no dispone del obligado 
documento de seguridad. Para mí este es el dato evidente de que las hermandades no 
cumplen la normativa de protección de datos. El 70% de las hermandades tiene 
configurado en red sus equipos informáticos y sólo la mitad refleja en un registro la 
salida de datos de sus hermanos fuera del local de la hermandad. Curiosamente es 
prácticamente unánime la afirmación de que limitan el acceso por parte del personal a 
los datos de los hermanos pero casi la mitad no forma al personal en esta materia de 
seguridad. Las hermandades creen que el software informático cumple con los 
estándares de seguridad respecto de la normativa de protección de datos personales y, en 
cambio, una tercera parte no tiene adoptada ninguna medida de seguridad sobre los 
ficheros manuales y sólo el 15% guarda bajo llave los ficheros manuales de hermanos. 
Para terminar, destaco que el 20% de las hermandades desconoce los importes 
de las multas que acarrean el incumplimiento de la normativa de protección de datos de 
carácter personal. 
La conclusión a la que llego es que por regla general aunque, en un principio, las 
hermandades afirmen que cumplen con la normativa de protección de datos como 
consecuencia de las respuestas obtenidas, entiendo que desconocen los conceptos 
básicos de tal normativa aplicable y que, por consiguiente, aún sabiendo que la LOPD y 
su RLOPD son aplicables a las hermandades, éstas no las cumplen. 
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3. Formularios y cláusulas 
 
Cláusula en la solicitud de ingreso 
Recomiendo que se incluya una cláusula informativa en la solicitud de ingreso 
de la hermandad de este tenor 
“De conformidad con lo establecido en la Ley Orgánica 15/1999, de 13 de 
diciembre, de Protección de Datos de Carácter Personal, y la normativa que la 
desarrolla, el interesado queda informado y presta su consentimiento a la incorporación 
de sus datos a los ficheros, automatizados o no, de <NOMBRE HERMANDAD>, para 
su tratamiento con fines pastorales y de gestión. 
El firmante consiente expresamente la cesión de los mismos a la Autoridad 
Eclesiástica de la Archidiócesis de <NOMBRE DIÓCESIS> con fines pastorales, de 
gestión, vigilancia o cualesquiera otros que le reserve la normativa canónica. 
Igualmente consiente la comunicación de determinados datos a los restantes hermanos 
de la Corporación a efecto meramente informativo. Además, consiente la cesión de sus 
datos personales a las entidades de servicios de mensajería designadas a tal efecto por la 
propia Hermandad para el envío de informaciones y boletines de la misma. 
Igualmente se informa de que el solicitante, en los términos establecidos en la 
legislación vigente, podrá ejercer sus derechos de acceso, rectificación, cancelación y 
oposición, sin carácter retroactivo, bien de manera presencial en la sede de la 
Hermandad identificándose con el Documento Nacional de Identidad o bien dirigiendo 
una comunicación, con fotocopia de dicho documento identificativo, y escrito 
exponiendo el derecho que se ejercita a: 
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Nota informativa a los hermanos antes de adaptarse a la normativa de 
protección de datos 
La nota informando de las obligaciones propias de la normativa de protección de 
datos que se puede enviar a los ya hermanos antes de la adaptación podría ser  
“De acuerdo con lo establecido por la Ley Orgánica 15/1999, de 13 de 
diciembre, de Protección de Datos de Carácter Personal, se solicita el consentimiento 
para que sus datos de (señalar el tipo de datos) sean incluidos en un fichero 
automatizado del que es titular XXX, con domicilio en..., cuya actividad es... (señalar de 
forma precisa la actividad de la entidad XXX), con el fin de que sus datos puedan ser 
utilizados para (indicar inequívocamente las finalidades determinadas, explícitas y 
legítimas). 
Por este motivo le agradeceremos que, si no está de acuerdo en el tratamiento 
que se realizará de sus datos, nos manifieste en un plazo de treinta días desde la 
recepción de esta carta, su deseo de no continuar utilizando sus datos para los fines 
descritos a/por medio... (envío prefranqueado, llamada a un número de teléfono gratuito, 
servicios de atención al público). En caso contrario, entenderemos que presta su 
consentimiento (para...) en las condiciones señaladas. 
No obstante le informamos que para el ejercicio de los derechos de acceso, 
rectificación, cancelación y oposición, deberá remitir un escrito identificado con la 
referencia "Protección de Datos", en el que se acompañe fotocopia del Documento 
Nacional de Identidad y en el que conste la petición en que se concreta la solicitud, 
dirección a efectos de notificaciones, fecha y firma, a la siguiente dirección... o correo 
electrónico”. 
 
Nota informativa a los hermanos una vez inscritos los ficheros 
Y la nota informativa una vez inscritos los ficheros en el registro de la AEPD 
podría ser  
“XXX, con domicilio en..., cuya actividad es... es responsable de un fichero con 
los datos de carácter personal de todos sus hermanos. Este fichero ha sido debidamente 
notificado a la Agencia Española de Protección de Datos, conforme a lo que establece la 
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Ley Orgánica 15/1999 de 13 de diciembre, de Protección de Datos de Carácter Personal, 
inscrito con el número.... 
En concreto, en este fichero contamos con sus datos de (tipos de datos que 
contiene el fichero), los cuales venimos tratando con la finalidad de (indicar 
inequívocamente las finalidades determinadas, explícitas y legítimas). En este sentido, y 
queremos contar con su consentimiento para tratar tales datos con la finalidad de 
(determinar inequívocamente las finalidades con las que se pretenden tratar los datos) 
conforme a la normativa de protección de datos vigente. 
Por este motivo le agradeceremos que, si no está de acuerdo en el tratamiento 
que se realizará de sus datos, nos manifieste en un plazo de treinta días desde la 
recepción de esta carta, su deseo de no continuar utilizando sus datos para los fines 
descritos a/por medio... (envío prefranqueado, llamada a un número de teléfono 
gratuito). En caso contrario, entenderemos que presta su consentimiento (para...) en las 
condiciones señaladas. 
No obstante, en cualquier momento puede ejercitar sus derechos de acceso, 
rectificación, oposición y cancelación. A estos efectos le informamos que para el 
ejercicio de los derechos de acceso, rectificación, cancelación y oposición, deberá 
remitir un escrito identificado con la referencia «Protección de Datos», en el que se 
acompañe fotocopia del Documento Nacional de Identidad y en el que conste la petición 
en que se concreta la solicitud, dirección a efectos de notificaciones, fecha y firma, a la 
siguiente dirección (...)”. 
 
4. Diagrama funciones miembros de Junta de Gobierno 
 
Hermano Mayor, es quien representa a la Hermandad en todos los actos públicos 
y privados, con plena eficacia jurídica y a todos los efectos. 
Mayordomo, administra todos los bienes de la Hermandad, y se encarga de hacer 
frente a los pagos y obligaciones contraídas y de gestionar los cobros. Suele estar 
ayudado por un Tesorero o Contador. 
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Secretario, autentifica con su presencia los actos de gobierno de la Hermandad, 
levanta acta de los mismos y certifica los acuerdos adoptados, lleva la correspondencia 
y gestiona el libro de hermanos. También puede ser el encargado de los archivos de la 
Hermandad. Si hay Archivero, será éste el encargado de custodiar los archivos. 
Prioste, su principal misión es el mantenimiento, limpieza, montaje y decoración 
de los bienes patrimoniales de la Corporación, Imágenes Sagradas incluidas. 
Diputado Mayor de Gobierno, es el responsable de organizar las procesiones y 
de cuidar de su orden y compostura. 
Fiscal/Censor, su obligación principal es velar por el cumplimiento riguroso de 
lo dispuesto en las Reglas y Reglamentos de la Hermandad. 
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Ley 4/2006, de 23 de junio, de Asociaciones de Andalucía. LAN 2006\333. 
Ley 7/2007, de 12 de abril, del Estatuto Básico del Empleado Público. RCL 
2007\768. 
Ley Orgánica del Tribunal Constitucional 6/2007, de 24 de mayo.  
RCL\2007\1000. 
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Real Decreto 696/2007, de 1 de junio, que regula la relación laboral de los 
profesores de religión. RCL 2007\1120. 
Ley 14/2007, de 3 de julio, de investigación biomédica. RCL 2007\1301. 
Ley Orgánica 10/2007, de 8 de octubre, de Base de Datos Policial de 
Identificadores Obtenidos a partir del ADN. RCL 2007\1843. 
Ley 39/2007, de 19 de noviembre, de Carrera Militar. RCL 2007\2094. 
Tratado de la Unión Europea y Tratado de Funcionamiento de la Unión Europea, 
versión consolidada tras la firma del Tratado de Lisboa, de 13 de diciembre de 2007. 
RCL 2009\2289. 
Real Decreto 1720/2007, de 21 de diciembre por el que se aprueba el 
Reglamento de desarrollo de la ley orgánica de protección de datos de carácter personal. 
RCL 2008\150. 
Ley Orgánica 1/2008, de 30 de julio, que autoriza la ratificación por España del 
Tratado de Lisboa, por el que se modifican el Tratado de la Unión Europea (RCL 
1999\1205 bis) y el Tratado Constitutivo de la Comunidad Europea (RCL 1999\1205 
ter), firmado en la capital portuguesa el 13 de diciembre de 2007. RCL 2008\1437. 
Ley Orgánica 2/2010, de 3 de marzo, de salud sexual o reproductiva y de la 
interrupción voluntaria del embarazo. RCL 2010\534. 
Ley 2/2011, de 4 de marzo, de Economía Sostenible. RCL 2011\384. 
Ley Orgánica 3/2013, de 20 de junio, de Protección de la salud del deportista y 
lucha contra el dopaje en la actividad deportiva. RCL 2013\943. 
Ley 3/2014, de 27 de marzo que modifica el Texto Refundido de la Ley General 
para la Defensa de los Consumidores y Usuarios y otras leyes complementarias (RD 
Legislativo 1/2007, de 16 de noviembre). RCL 2014\466. 
Propuesta de Reglamento del Parlamento Europeo y del Consejo relativo a la 
protección de las personas físicas en lo que respecta al tratamiento de datos personales y 
a la libre circulación de estos datos (Reglamento general de protección de datos). 
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Expediente interinstitucional: 2012/0011 (COD). Número de documento 9565/15. 
Bruselas, 11 de junio de 2015. 
Ley 15/2015, de 2 de julio, de la Jurisdicción Voluntaria. RCL 2015\1016. 
Real Decreto 594/2015, de 3 de julio, del Registro de Entidades Religiosas. 
Ley 26/2015, de 28 de julio, de modificación del sistema de protección a la 
infancia y a la adolescencia. RCL 2015\1181. 
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Sentencia del Tribunal Constitucional de la República de Alemania de 15 de 
diciembre de 1983 que declara parcialmente inconstitucional la Ley del Censo de 
Población (Volkszählungsgesetz). 
 
Tribunal de Derechos Humanos 
Sentencia del Tribunal Europeo de Derechos Humanos. Caso Isländisches Hund, 
de 4 de marzo de 1976.  
Sentencia del Tribunal Europeo de Derechos Humanos. Caso Brüggeman and 
Scheuter, de 12 de julio de 1977. Recurso nº 7805/77. DR 16/68. Disponible en pdf, en 
inglés. 
Sentencia del Tribunal Europeo de Derechos Humanos. Caso X e Iglesia de la 
Cienciología c. Suecia, de 5 de mayo de 1979. Recurso nº 7805/77. DR 16/68. 
Disponible en pdf, en inglés. 
Sentencia del Tribunal Europeo de Derechos Humanos. Caso Iglesia de la 
Cienciología c. Suecia, de 14 de julio de 1980. Recurso nº 8282/78. DR 21/109. 
Disponible en pdf, en inglés. 
Sentencia del Tribunal Europeo de Derechos Humanos. Caso Leander, de 26 de 
marzo de 1987. TEDH\1987\4. 
Sentencia del Tribunal Europeo de Derechos Humanos. Caso Funke, de 25 de 
febrero de 1993. TEDH\1993\7. 
Sentencia del Tribunal Europeo de Derechos Humanos, de 25 de mayo de 1993. 
Caso Kokkinakis contra Grecia. TEDH\1993\21. 
Sentencia del Tribunal Europeo de Derechos Humanos. Caso Hoffmann contra 
Austria, de 23 junio de 1993. TEDH\1993\27. 
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Sentencia del Tribunal Europeo de Derechos Humanos. Caso Otto-Preminger-
Institut contra Austria, de 20 septiembre de 1994. TEDH\1994\29. 
Sentencia del Tribunal Europeo de Derechos Humanos. Caso los Santos 
Monasterios contra Grecia, de 9 de diciembre de 1994. TEDH\1994\49. 
Sentencia del Tribunal Europeo de Derechos Humanos. Caso Z, de 25 de febrero 
de 1997. TEDH\1997\3. 
Sentencia del Tribunal Europeo de Derechos Humanos. Caso Iglesia Católica de 
la Canea contra Grecia, de 16 de diciembre de 1997. TEDH\1997\102. 
Sentencia del Tribunal Europeo de Derechos Humanos, de 24 de febrero de 
1998. Caso Larissis y otros contra Grecia. TEDH\1998\8. 
Sentencia del Tribunal Europeo de Derechos Humanos. Caso Buscarini y otros 
contra San Marino, de 18 febrero de 1999. TEDH\1999\4. 
Sentencia del Tribunal Europeo de Derechos Humanos. Caso Serif contra 
Grecia, de 14 diciembre de 1999. TEDH\1999\70. 
Sentencia del Tribunal Europeo de Derechos Humanos. Caso Amann contra 
Suiza, de 16 febrero de 2000. TEDH\2000\87. 
Sentencia del Tribunal Europeo de Derechos Humanos (Gran Sala). Caso Rotaru 
contra Rumanía, de 4 mayo de 2000. TEDH\2000\130. 
Sentencia del Tribunal Europeo de Derechos Humanos (Gran Sala). Caso 
Chaare Shalom Ve Tsedek contra Francia, de 27 junio de 2000. TEDH\2000\144. 
Sentencia del Tribunal Europeo de Derechos Humanos. Caso Iglesia 
Metropolitana de Besarabia contra Moldavia, de 13 de diciembre de 2001. 
TEDH\2001\859. 
Sentencia del Tribunal Europeo de Derechos Humanos. Caso Smirnova contra 
Rusia, de 24 de julio de 2003. JUR 2003\162895. 
Sentencia del Tribunal Europeo de Derechos Humanos (Sección 4ª). Caso Leyla 
Çahin contra Turquía, de 29 junio de 2004. TEDH\2004\46. 
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Sentencia del Tribunal Europeo de Derechos Humanos (Sección 1ª). Caso Santo 
Consejo Supremo de la Comunidad Musulmana contra Bulgaria, de 16 diciembre de 
2004. TEDH\2004\100. 
Sentencia del Tribunal Europeo de Derechos Humanos. Caso Antunes Rocha 
contra Portugal, de 31 mayo de 2005. TEDH\2005\60. 
Sentencia del Tribunal Europeo de Derechos Humanos (Sección 1ª). Caso 
Delegación de Moscú del Ejército de Salvación contra Rusia, de 5 octubre de 2006. 
TEDH\2006\54. 
Sentencia del Tribunal Europeo de Derechos Humanos. Caso Perry contra 
Letonia, de 8 de noviembre de 2007. TEDH\2007\76. 
Sentencia del Tribunal Europeo de Derechos Humanos. Caso I. contra Finlandia, 
de 17 julio de 2008. JUR\2008\232658. 
Sentencia del Tribunal Europeo de Derechos Humanos (Sección 5ª). Caso 
Kervanci contra Francia, de 4 diciembre de 2008. TEDH\2008\98. 
Sentencia del Tribunal Europeo de Derechos Humanos. Caso S. y Marper contra 
Reino Unido, de 4 diciembre de 2008. TEDH\2008\104. 
Sentencia del Tribunal Europeo de Derechos Humanos (Sección 2ª). Caso 
Lombardi Vallauri contra Italia, de 20 octubre de 2009. TEDH\2009\109. 
Sentencia del Tribunal Europeo de Derechos Humanos (Sección 5ª). Caso 
Siebenhaar contra Alemania, de 3 febrero de 2011. TEDH\2011\18. 
Sentencia del Tribunal Europeo de Derechos Humanos. Caso Wasmuth contra 
Alemania, de 17 febrero 2011. TEDH\2011\24. 
Sentencia del Tribunal Europeo de Derechos Humanos (Gran Sala). Caso 
Bayatyan contra Armenia, de 7 julio de 2011. TEDH\2011\61. 
Sentencia del Tribunal Europeo de Derechos Humanos. Caso Khelili contra 
Suiza, de 18 de octubre de 2011. TEDH 2011\85. 
Sentencia del Tribunal Europeo de Derechos Humanos. Caso Fernández 
Martínez contra España, de 15 de mayo de 2012. TEDH 2012\47. 
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Tribunal de Justicia de la Unión Europea 
Sentencia del Tribunal de Justicia de las Comunidades Europeas de 12 de 
noviembre de 1969. Caso Stauder. Id. vLex: VLEX-52431763, disponible en inglés. 
Sentencia del Tribunal de Justicia de las Comunidades Europeas, de 7 de 
noviembre de 1985. Caso Stanley George Adams. Id. vLex: VLEX-52457338, 
disponible en inglés. 
Sentencia del Tribunal de Justicia de las Comunidades Europeas, 140/86, de 7 de 
octubre de 1987. Caso Strack. Disponible en Vlex en formato pdf, sin referencia. 
Sentencia del Tribunal de Justicia de las Comunidades Europeas (Sala Quinta), 
de 17 de octubre 1989. Dow Chemical Ibérica S. A. y otros contra Comisión de las 
Comunidades Europeas. TJCE\1990\40. 
Sentencia del Tribunal de Justicia de las Comunidades Europeas (Sala Quinta), 
de 8 de abril 1992. Caso Comisión de las Comunidades Europeas contra República 
Federal de Alemania. TJCE\1992\83. 
Sentencia del Tribunal de Justicia de las Comunidades Europeas (Sala Quinta), 
de 21 de abril de 1994. Asunto C-22/93 P. Caso Campogrande. Disponible en Vlex en 
formato pdf, sin referencia. 
Sentencia del Tribunal de Justicia de las Comunidades Europeas (Sala Quinta), 
de 5 de octubre 1994. Caso X contra Comisión de las Comunidades Europeas. 
TJCE\1994\174. 
Sentencia del Tribunal de Justicia de las Comunidades Europeas (Sala Quinta), 
de 14 de octubre 1999. Caso Adidas AG contra Administración de Aduanas sueca de 
Arlanda. TJCE\1999\239. 
Sentencia del Tribunal de Justicia de las Comunidades Europeas de 14 de 
septiembre de 2000. Caso The Queen and the Ministry of Agriculture, Fischeries and 
Food. TJCE\2000\194. 
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Sentencia del Tribunal de Justicia de las Comunidades Europeas de 31 de mayo 
de 2001. Caso D. y Reino de Suecia contra Consejo. TJCE\2001\152. 
Sentencia del Tribunal de Justicia de las Comunidades Europeas de 9 de octubre 
de 2001. Caso Países Bajos contra Parlamento y Consejo. TJCE\2001\267. 
Sentencia del Tribunal de Justicia de las Comunidades Europeas (Sala Quinta), 
de 15 de octubre 2002. Caso Limburgse Vinyl Maatschappij NV (LVM) y otros contra 
Comisión de las Comunidades Europeas. TJCE\2002\283. 
Sentencia del Tribunal de Justicia de la Comunidad Europea de 20 de mayo de 
2003. Austria, litigios pendientes ante órganos jurisdiccionales entre Rechnungshof y 
Österreichischer Rundfunk y otros. Decisión prejudicial de interpretación de la 
Directiva 95/46. TJCE\2003\148. 
Sentencia del Tribunal de Justicia de las Comunidades Europeas, de 6 de 
noviembre de 2003. Suecia, caso Linqdvist. Decisión prejudicial de interpretación de la 
Directiva 95/46. TJCE\2003\368. 
Sentencia del Tribunal de Justicia de la Unión Europea, Gran Sala. Caso Volker 
und Markus Schecke y otros contra Land Hessen, de 9 noviembre de 2010. 
TJCE\2010\334. 
Sentencia del Tribunal de Justicia de la Unión Europea. Caso Asociación 
Nacional de Establecimientos Financieros de Crédito (ASNEF) y otros contra 
Administración del Estado, de 24 de noviembre de 2011. TJCE\2011\373. 
 
2. Tribunal Constitucional 
 
Sentencia del Tribunal Constitucional 2/1981, de 30 de enero, Recurso de 
Amparo nº 90/1980. El derecho a la intimidad personal no padece cuando los Tribunales 
determinan la intención subjetiva necesaria para apreciar una figura delictiva, elemento 
subjetivo del injusto penal, o pasa a integrar alguna de las formas de la culpabilidad de 
la conducta exteriorizada por el autor. RTC 1981\2. 
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Sentencia del Tribunal Constitucional, Pleno, 11/1981, 8 de Abril, Recurso de 
Inconstitucionalidad nº 192/1980. Contenido esencial y servicios esenciales de los 
derechos fundamentales. RTC 1981\11. 
Sentencia del Tribunal Constitucional 16/1981, de 18 de mayo, Recurso de 
Amparo nº 124/1980. Las consecuencias objetivas de una Sentencia no pueden 
constituir una lesión al honor protegido por el artículo 18.1 de la Constitución. RTC 
1981\16. 
Sentencia del Tribunal Constitucional, Pleno, 22/1981, de 2 de julio de 1981. 
Cuestión de Inconstitucionalidad nº 223/1980. RTC 1981\22. 
Sentencia del Tribunal Constitucional, Pleno, 25/1981, de 14 de julio de 1981. 
Recurso de inconstitucionalidad nº 25/1981. RTC 1981\25. 
Sentencia del Tribunal Constitucional, Sala Segunda, 26/1981, 17 de Julio, 
Recursos de Amparo nº 203 y 216/1980 (acumulados). Contenido esencial y servicios 
esenciales de los derechos fundamentales. RTC 1981\26. 
Sentencia del Tribunal Constitucional, Pleno, 33/1981, 5 de Noviembre, 
Conflicto Positivo de competencia nº 197/1981. RTC 1981\33. 
Sentencia del Tribunal Constitucional 24/1982, de 13 de mayo, Recurso de 
Amparo nº 68/1982. El principio de libertad religiosa reconoce el derecho de los 
ciudadanos a actuar con plena inmunidad de coacción del Estado y de cualesquiera 
grupos sociales. RTC 1982\24. 
Sentencia del Tribunal Constitucional, Sala Primera, 62/1982, de 15 de octubre, 
Recurso de Amparo nº 185/1980 y 402/1981. Límites del ejercicio del derecho 
fundamental a la libertad religiosa. RTC 1982\62. 
Sentencia del Tribunal Constitucional 66/1982, de 12 de noviembre, Recurso de 
Amparo nº 131/1982. El reconocimiento legal de eficacia en el orden civil de las 
resoluciones dictadas por los Tribunales eclesiásticos sobre nulidad de matrimonio 
canónico y decisiones pontificias sobre matrimonio rato y no consumado. RTC 1982\66. 
Sentencia del Tribunal Constitucional 73/1982, de 2 de diciembre, Recurso de 
Amparo nº 197/1982. La intimidad es un ámbito o reducto en el que se veda que otros 
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penetren y que no guarda por si solo relación directa con la libertad de relacionarse con 
otras personas o derecho a tener amistades. RTC 1982\73. 
Sentencia del Tribunal Constitucional, Sala Primera, 93/1983, de 8 de 
noviembre. Recurso de Amparo nº 497/1982. Eficacia civil y declaración de las 
resoluciones eclesiásticas como ajustadas al Derecho español. RTC 1983\93. 
Sentencia del Tribunal Constitucional, Sala Primera, 122/1983 de 16 de 
diciembre. Recurso de Amparo nº 25/1983. Derecho fundamental a acceder en 
condiciones de igualdad a las funciones y cargos públicos. RTC 1983\122. 
Auto del Tribunal Constitucional 195/1983, de 4 de mayo de 1983. Inadmisión 
del recurso de amparo 62/1983.  
http://hj.tribunalconstitucional.es/HJ/es/Resolucion/Show/7811#. 
Auto del Tribunal Constitucional, Sala Primera, 119/1984, de 22 de febrero. 
Relaciones de cooperación con la Iglesia Católica. RTC 1984\119 AUTO. 
Auto del Tribunal Constitucional, Sala Primera, 616/1984, de 31 de octubre. 
Recurso de Amparo nº 280/1984. Relaciones de cooperación con la Iglesia Católica. 
RTC 1984\616 AUTO. 
Auto del Tribunal Constitucional 617/1984, de 31 de octubre. Declara que el 
carácter plural y aconfesional del Estado le impide admitir en el ámbito jurídico los 
principios y valores católicos. RTC 1984\617 AUTO. 
Sentencia del Tribunal Constitucional, Sala Segunda, 107/1984, de 23 
noviembre. Recurso de Amparo nº 576/1983. Derechos y libertades de extranjeros. RTC 
1984\107. 
Sentencia del Tribunal Constitucional, 110/1984, de 26 de noviembre. Recurso 
de Amparo nº 575/1983. Derecho a la intimidad abarca las intromisiones que por 
cualquier medio puedan realizarse. RTC 1984\110. 
Sentencia del Tribunal Constitucional 114/1984, de 29 de noviembre. Recurso 
de Amparo nº 167/1984. Atentados al derecho garantizado en el artículo 18.1 de la CE. 
RTC 1984\114. 
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Sentencia del Tribunal Constitucional, Sala Segunda, 8/1985, de 25 de enero. 
Recurso de Amparo nº. 507/1983. Derecho fundamental a acceder en condiciones de 
igualdad a las funciones y cargos públicos. RTC 1985\8. 
Sentencia del Tribunal Constitucional, 19/1985, de 13 de febrero. Recurso de 
Amparo nº  98/1984. Vulneración del derecho fundamental de libertad religiosa. RTC 
1985\19. 
Sentencia del Tribunal Constitucional 47/1985, de 27 de marzo. Recurso de 
Amparo nº 811/1983. Despido causalmente ideológico. RTC 1985\47. 
Sentencia del Tribunal Constitucional 53/1985, de 11 de abril. Recurso previo de 
inconstitucionalidad nº 800/1983. Derechos fundamentales y libertades públicas 
también incluyen deberes positivos por parte del Estado. RTC 1985\53. 
Sentencia del Tribunal Constitucional 99/1985, de 30 de septiembre. Recurso de 
amparo 14/1985. Igualdad en algunos derechos entre españoles y extranjeros. RTC 
1985\99. 
Auto del Tribunal Constitucional, Sala Segunda, 359/1985, de 29 de mayo. 
Recurso de Amparo nº 185/1985. Limitación del orden público del derecho fundamental 
de libertad religiosa y de culto. RTC 1985\359 AUTO. 
Auto del Tribunal Constitucional, Sala Segunda, 551/1985, de 24 de julio. 
Recurso de Amparo nº 448/1985. Protección por parte del Estado del derecho 
fundamental de libertad religiosa y de culto. RTC 1985\551 AUTO. 
Sentencia del Tribunal Constitucional, Sala Segunda, 159/1986, de 12 de 
diciembre. Recurso de Amparo nº 57/1984. La fuerza expansiva de todo derecho 
fundamental restringe el alcance de las normas limitadoras que actúan sobre el mismo. 
RTC 1986\159. 
Auto del Tribunal Constitucional, Sala Primera, 180/1986, de 21 de febrero. 
Recurso de Amparo nº 189/1984. Vulneración inexistente del derecho fundamental de 
libertad religiosa y de culto. RTC 1986\180 AUTO. 
Auto del Tribunal Constitucional, 642/1986, de 23 de julio. Recurso de Amparo 
nº 1135/1985. La privacidad cubierta por el art 18 CE no puede extenderse de tal modo 
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que constituya un impedimento del cumplimiento del deber establecido en el art 31 CE. 
RTC 1986\642 AUTO. 
Sentencia del Tribunal Constitucional, Sala Segunda, nº 29/1987, de 6 de marzo. 
Recurso de Amparo nº 265/1986. Principio de igualdad. RTC 1987\29. 
Sentencia del Tribunal Constitucional, Pleno, 160/1987, de 27 de octubre. 
Recurso de Inconstitucionalidad nº 263/1985. Límites del derecho a la objeción de 
conciencia. RTC 1987\160. 
Sentencia del Tribunal Constitucional, Pleno, 161/1987, de 27 de octubre. 
Cuestión de Inconstitucionalidad nº 34/1986, 35/1986, 600/1986 y 702/1986. Contenido 
derecho fundamental. RTC 1987\161. 
Sentencia del Tribunal Constitucional, Sala Primera, 64/1988, de 12 de abril. 
Recurso de Amparo nº 1375/1986. Derecho fundamental a obtener tutela efectiva de 
Jueces y Tribunales. RTC 1988\64. 
Sentencia del Tribunal Constitucional, Sala Primera, 109/1988, de 8 de junio. 
Recurso de Amparo nº 453/1987. El principio de igualdad no impide que el legislador 
pueda valorar situaciones y regularlas distintamente mediante trato desigual. RTC 
1988\109. 
Sentencia del Tribunal Constitucional, Sala Segunda, 177/1988, de 10 de 
octubre. Recurso de Amparo nº 450/1985. Doctrina constitucional sobre actos privados 
que puedan lesionar derechos fundamentales o libertades públicas. RTC 1988\177. 
Sentencia del Tribunal Constitucional, Sala Segunda, 218/1988, de 22 de 
noviembre. Recurso de Amparo nº 1.008/1986. Control judicial de la potestad de 
autoorganización de las Asociaciones. RTC 1988\218. 
Sentencia del Tribunal Constitucional 231/1988, de 2 de diciembre. Recurso de 
Amparo nº 1247/1986. Los derechos a la imagen y a la intimidad personal y familiar 
reconocidos en el artículo 18 CE aparecen como derechos fundamentales estrictamente 
vinculados a la propia personalidad, derivados sin duda de la «dignidad de la persona» 
que reconoce el artículo 10 CE. RTC 1988\231. 
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Sentencia del Tribunal Constitucional 265/1988, de 22 de diciembre. Recurso de 
Amparo nº 1468/1987. Automatismo de la concesión de efectos civiles a decisión de la 
jurisdicción canónica contrario a la plenitud y exclusividad de los Jueces y Tribunales 
en el ejercicio de su potestad jurisdiccional. RTC 1988\265. 
Auto del Tribunal Constitucional, Sala Segunda, 480/1989, de 2 de octubre. 
Recurso de Amparo nº 864/1989. Discriminación por razón de religión. RTC 1989\480 
AUTO. 
Sentencia del Tribunal Constitucional, Sala Primera, 20/1990, de 15 de Febrero. 
Recurso de Amparo nº 1503/1987. RTC 1990\20. 
Sentencia del Tribunal Constitucional, Pleno, 119/1990, de 21 de junio. Recurso 
de Amparo nº 507/1990.  Vulneración de los derechos fundamentales a acceder en 
condiciones de igualdad a las funciones y cargos públicos. RTC 1990\119. 
Sentencia del Tribunal Constitucional, Pleno, 120/1990, de 27 de Junio. Recurso 
de Amparo nº 443/1990. RTC 1990\120. 
Sentencia del Tribunal Constitucional, Pleno, 137/1990, de 19 de Julio. Recurso 
de Amparo nº 397/1990. RTC 1990\137. 
Sentencia del Tribunal Constitucional, Pleno, 28/1991, 14 de Febrero, Recurso 
de Inconstitucionalidad nº 852/1987. Tratado internacional como parte del 
ordenamiento interno. RTC 1991\28. 
Sentencia del Tribunal Constitucional, Sala Primera, 214/1991, 11 de 
noviembre. Recurso de Amparo nº 101/1990. La Constitución no otorga legitimación 
activa exclusivamente a la «víctima» o titular del derecho fundamental infringido, sino a 
toda persona que invoque un «interés legítimo». RTC 1991\214. 
Sentencia del Tribunal Constitucional, Sala Segunda, 59/1992, de 23 de abril, 
Recurso de Amparo nº 1776/1989. Vulneración del derecho fundamental a obtener la 
tutela efectiva de Jueces y Tribunales. RTC 1992\59. 
Sentencia del Tribunal Constitucional, Pleno, 142/1993, 22 de Abril, Recurso de 
Inconstitucionalidad nº 190/1991. Tratado internacional no puede erigirse en normas 
fundamentales y criterios de constitucionalidad. RTC 1993\142. 
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Sentencia del Tribunal Constitucional, Sala Primera, 254/1993, de 20 de julio. 
Recurso de Amparo nº 1827/1990. Denegación relativa a los datos de carácter personal 
existentes en ficheros automatizados de la Administración del Estado. RTC 1993\254. 
Sentencia del Tribunal Constitucional, Sala Segunda, 292/1993, de 18 octubre. 
Recurso de Amparo nº 2410/1990. Vulneración de los derechos fundamentales de 
libertad sindical y libertad ideológica. RTC 1993\292. 
Sentencia del Tribunal Constitucional, Pleno, 340/1993, de 16 de noviembre. 
Cuestión de Inconstitucionalidad nº 1658/1988, 1254/1990, 1270/1990, 1329/1990 y 
2631/1990. El Tribunal declara la inconstitucionalidad del artículo 76.1 en cuanto a la 
mención de «la Iglesia Católica». RTC 1993\340. 
Sentencia del Tribunal Constitucional, Pleno, 341/1993, de 18 de noviembre. 
Cuestión de Inconstitucionalidad nº 1045/1992, 1279/1992 1314/1992 2810/1992 y 
1372/1993 Contenido esencial de los derechos fundamentales. RTC 1993\341. 
Sentencia del Tribunal Constitucional 57/1994, de 28 de febrero. Recursos de 
Amparo  nº 2.303/1990 y 1.445/1991 (acumulados). El artículo 10.1 CE proyectada 
sobre los derechos individuales. RTC 1994\57. 
Sentencia del Tribunal Constitucional 96/1994, de 21 de marzo. Recurso de 
Amparo  nº 482/1992. Procedencia del establecimiento de causas de expulsión de 
asociados por la propia Asociación. RTC 1994\96. 
Sentencia del Tribunal Constitucional 143/1994, de 9 de mayo. Recurso nº 
3192/1992. Limitación del uso de la informática. Derechos a la intimidad y a la 
igualdad. Garantías individuales para la protección de las personas en el tratamiento de 
datos de carácter personal. RTC 1994\143. 
Sentencia del Tribunal Constitucional 66/1995, de 8 de mayo. Recurso de 
Amparo nº 1693/1992. RTC 1995\66. 
Sentencia del Tribunal Constitucional, Sala Segunda, 77/1995, de 22 de Mayo. 
Recurso de Amparo nº 634/1992. RTC 1995\77. 
Sentencia del Tribunal Constitucional, Sala Segunda, 135/1995, de 29 de 
septiembre. Recurso de Amparo nº 3241/1992. RTC\1995\135. 
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Sentencia del Tribunal Constitucional, Sala Segunda, 176/1995, de 11 de 
diciembre. Recurso de Amparo nº 1421/1992. Colisión con otros derechos 
fundamentales que actúan como límites. RTC 1995\176. 
Sentencia del Tribunal Constitucional 55/1996, de 28 de marzo. Cuestión de 
Inconstitucionalidad , núms. 961/1994, 1125/1995 y 2736/1995. (RTC 1996\55). 
Sentencia del Tribunal Constitucional, Sala Segunda, 166/1996, de 28 de 
Octubre. Recurso de Amparo nº 3.164/1994. RTC 1996\166. 
Sentencia del Tribunal Constitucional 177/1996, de 11 de noviembre, sobre la 
libertad religiosa en al ámbito castrense. RTC 1996\177. 
Sentencia del Tribunal Constitucional 207/1996, de 16 de diciembre. Actos de 
investigación o medios de prueba. RTC 1996\207. 
Sentencia del Tribunal Constitucional 161/1997, de 2 de octubre. Cuestión de 
Inconstitucionalidad nº 4198/1996 .RTC 1997\161. 
Sentencia del Tribunal Constitucional 11/1998, de 13 de enero. Recurso de 
Amparo nº 2264/1996. El derecho a la libertad sindical. RTC 1998\11. 
Sentencia del Tribunal Constitucional 33/1998, de 11 de febrero. RTC 1998\33.  
Sentencia del Tribunal Constitucional 35/1998, de 11 de febrero. RTC 1998\35.  
Sentencia del Tribunal Constitucional 45/1998, de 24 de febrero. RTC 1998\45.  
Sentencia del Tribunal Constitucional 60/1998, de 16 de marzo. RTC 1998\60. 
Sentencia del Tribunal Constitucional 77/1998, de 31 de marzo. RTC 1998\77. 
Sentencia del Tribunal Constitucional 94/1998, de 4 de mayo. RTC 1998\94 
Sentencia del Tribunal Constitucional 104/1998, de 18 de mayo. RTC 1998\104.  
Sentencia del Tribunal Constitucional 105/1998, de 18 de mayo. RTC 1998\105.  
Sentencia del Tribunal Constitucional 106/1998, de 18 de mayo. RTC 1998\106. 
Sentencia del Tribunal Constitucional 123/1998, de 15 de junio. RTC 1998\123.  
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Sentencia del Tribunal Constitucional 124/1998, de 15 de junio. RTC 1998\124.  
Sentencia del Tribunal Constitucional 125/1998, de 15 de junio. RTC 1998\125. 
Sentencia del Tribunal Constitucional 126/1998, de 15 de junio. RTC 1998\126. 
Sentencia del Tribunal Constitucional 158/1998, de 13 de julio. RTC 1998\158.  
Sentencia del Tribunal Constitucional 198/1998, de 13 de octubre. RTC 
1998\198. 
Sentencia del Tribunal Constitucional 223/1998, de 24 de noviembre.  RTC 
1998\223.  
Sentencia del Tribunal Constitucional 30/1999, de 8 de marzo. RTC 1999\30.  
Sentencia del Tribunal Constitucional 44/1999, de 22 de marzo. RTC 1999\44.  
Sentencia del Tribunal Constitucional, Sala Segunda, 45/1999, de 22 de Marzo. 
Recurso de Amparo nº 2.460/1996. RTC 1999\45. 
Sentencia del Tribunal Constitucional, Sala Segunda, 104/1999, de 14 de junio. 
Recurso de Amparo nº 2.236/1994. Regulación por la propia organización de las causas 
y procedimientos para la admisión y expulsión de socios. RTC 1999\104. 
Sentencia del Tribunal Constitucional, Sala Primera, 134/1999, de 15 de Julio. 
Recurso de Amparo nº 209/1996. RTC 1999\134. 
Sentencia del Tribunal Constitucional 136/1999, de 20 de julio. Recurso de 
Amparo nº 5459/1997. RTC 1999\136. 
Sentencia del Tribunal Constitucional, Sala Segunda, 144/1999, de 22 de Julio. 
Recurso de Amparo electoral nº 3.460/1996. RTC 1999\144. 
Sentencia del Tribunal Constitucional, Sala Segunda, 202/1999, de 8 noviembre. 
Recurso de Amparo nº 4138/1996. RTC\1999\202. 
Sentencia del Tribunal Constitucional 141/2000, de 29 de mayo. Vulneración del 
derecho a la libertad ideológica y religiosa. RTC 2000\141. 
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Sentencia del Tribunal Constitucional, Pleno, 235/2000, 5 de Octubre, Recursos 
de inconstitucionalidad acumulados nº 830/1992 y 2351/1993. RTC 2000\235. 
Sentencia del Tribunal Constitucional 290/2000, de 30 de noviembre. Recursos 
de inconstitucionalidad contra diversos artículos de la Ley Orgánica 5/1992, de 29 de 
octubre, de regulación del tratamiento automatizado de datos de carácter personal. RTC 
2000\290. 
Sentencia del Tribunal Constitucional 292/2000, de 30 de noviembre. Recurso 
de inconstitucionalidad respecto de los arts. 21.1 y 24.1 y 2 de la Ley Orgánica 15/1999, 
de 13 de diciembre, de Protección de Datos de Carácter Personal. RTC 2000\292. 
Sentencia del Tribunal Constitucional, Pleno, 46/2001, 15 de Febrero, Recurso 
de Amparo nº 3083/1996. Vulneración del derecho a la libertad religiosa. RTC 2001\46. 
Sentencia del Tribunal Constitucional, Sala Segunda, 128/2001, de 4 de junio. 
Recurso de Amparo nº 5303/1997. Relaciones de cooperación con la Iglesia Católica y 
demás confesiones religiosas: ordena a los poderes públicos el mantenimiento de 
relaciones especiales de cooperación introduciendo una idea de confesionalidad o 
laicidad positiva que veda cualquier tipo de confusión entre fines religiosos y estatales. 
RTC 2001\128. 
Sentencia del Tribunal Constitucional 156/2001, de 2 de julio. Vulneración de 
los derechos a la intimidad personal y a la propia imagen. RTC 2001\156. 
Sentencia del Tribunal Constitucional, Sala Segunda, 180/2001, de 17 
septiembre. Recurso de Amparo nº 1434/1998. Derecho fundamental a la igualdad ante 
la ley. RTC 2001\180. 
Sentencia del Tribunal Constitucional, Sala Primera, 83/2002, de 22 de abril. 
Recurso de Amparo nº 182/1998. Intromisión en el derecho a la intimidad personal y 
familiar y a la propia imagen. RTC 2002\83. 
Sentencia del Tribunal Constitucional, Sala Primera, 99/2002, de 6 de mayo. 
Recurso de Amparo nº 403/1997. Derecho a la intimidad personal y al honor como 
límite al derecho fundamental a la libertad de expresión. RTC 2002\99. 
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Sentencia del Tribunal Constitucional, 123/2002, de 20 de mayo. Recurso de 
Amparo nº 5546/1999. Derecho a la intimidad personal y secreto de las comunicaciones 
no se vulnera siempre que sea mediante resolución judicial. RTC 2002\123. 
Sentencia del Tribunal Constitucional, Pleno, 154/2002, de 18 de Julio. Recurso 
de Amparo avocado nº 3468/97. RTC 2002\154. 
Sentencia del Tribunal Constitucional, 14/2003, de 30 de enero. Recurso de 
Amparo nº 4184/2000. Intromisión ilegítima en el derecho fundamental a la intimidad 
personal. RTC 2003\14. 
Auto del Tribunal Constitucional, Sección Tercera, 197/2003, de 16 de junio de 
2003. Recurso de amparo nº 3799/2000. Inadmisión recurso de amparo por vulneración 
tanto el derecho a la intimidad personal y familiar del artículo 18.1 CE como la 
previsión del artículo 18.4 CE con relación al tratamiento automatizado de los dados de 
carácter personal. RTC 2003\197 AUTO. 
Sentencia del Tribunal Constitucional, Sala Primera, 101/2004, de 2 junio. 
Recurso de Amparo nº 2563/2002. Derecho fundamental a la libertad religiosa y de 
culto. RTC 2004\101. 
Sentencia del Tribunal Constitucional, Pleno, 38/2007, de 15 de Febrero. 
Conflicto positivo cuestión de inconstitucionalidad 4831/2002. RTC 2007\38. 
Sentencia del Tribunal Constitucional, Pleno, 80/2007, de 19 de abril. Cuestión 
de Inconstitucionalidad nº 4126/2003. Procedimiento de selección y contratación en 
régimen laboral y temporal del profesorado de enseñanza de religión católica en centros 
docentes públicos por la Administración educativa, a propuesta exclusiva y vinculante 
de la Iglesia Católica. RTC 2007\80. Sentencias con misma fecha y mismo asunto 81,  
82, 83, 84, 85, 86, 87, 88, 89 y 90/2007. 
Sentencia del Tribunal Constitucional 128/2007 (Sala segunda), de 4 de junio de 
2007. Recurso de amparo núm. 1656/2001. RTC 2007/38. 
Sentencia del Tribunal Constitucional, Pleno, 235/2007, de 7 de noviembre. 
Cuestión de Inconstitucionalidad nº 5152/2000. Constitucionalidad de la inclusión de la 
expresión «justifiquen» en el primer inciso artículo 607.2 del CP. RTC 2007\235. 
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Auto del Tribunal Constitucional 29/2008, de 28 de enero. Recurso de amparo nº 
2216/2005. Cesión masiva de datos a representante sindical vulnera derecho protección 
de datos. RTC 2008\29 AUTO. 
Sentencia del Tribunal Constitucional, Pleno, 183/2008, de 22 de diciembre. 
Recurso de Amparo nº 3319/2007. Derecho de tutela efectiva del menor a defender sus 
intereses. RTC 2008\183. 
Sentencia del Tribunal Constitucional, 43/2009, de 12 de febrero. Recurso de 
Amparo nº 1245/2009. No hay poder de disposición del candidato electoral sobre su 
adscripción política al ser un dato público. Derecho de tutela efectiva del menor a 
defender sus intereses. RTC 2009\43. 
Auto del Tribunal Constitucional 20/2011, de 28 de febrero. Recurso de amparo 
nº 9929/2008. Falta de legitimación activa de la Agencia Española de Protección de 
Datos en recurso de amparo por ausencia de interés legítimo. RTC 2011\20 AUTO. 
Sentencia del Tribunal Constitucional 51/2011, Pleno, de 14 abril. Recurso de 
amparo núm. 3338/2002. RTC 2011/51. 
Sentencia del Tribunal Constitucional, 96/2012, de 7 de mayo. Recurso de 
Amparo nº 8640/2010. Requerimiento para la cesión inconsentida de datos de clientes 
de una entidad financiera a una asociación de consumidores. RTC 2012\96. 
Sentencia del Tribunal Constitucional, 17/2013, de 31 de enero. Recurso de 
inconstitucionalidad nº 1024/2004. Acceso a datos del padrón por la Policía. RTC 
2013\17. 
Sentencia del Tribunal Constitucional, Sala Primera, 29/2013, de 11 de febrero. 
Recurso de Amparo nº 10.522/2009. Tratamiento de los datos sin haber informado al 
trabajador sobre la utilidad de supervisión laboral asociada a las capturas de su imagen. 
RTC 2013\29. 
Sentencia del Tribunal Constitucional, Sala Segunda, 186/2013, de 4 de 
noviembre. Recurso de Amparo nº 2022/2012. Orden de expulsión de ciudadana 
argentina, madre de una niña de tres años nacida en España. RTC 2013\186. 
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Sentencia del Tribunal Constitucional, Sala Primera, 28/2014, de 24 de febrero. 
Recurso de Amparo nº 9192/2009. Inadmisión de recurso por falta de legitimación 
activa de la parte actora. RTC 2014\28. 
Sentencia del Tribunal Constitucional, Pleno, 145/2015, de 25 de junio. Recurso 
de Amparo nº 412/2012. Vulneración del derecho a la objeción de conciencia, vinculado 
al derecho fundamental a la libertad ideológica (art. 16.1 CE). JUR\2015\191268. 
 
3. Tribunal Supremo 
 
Sentencia 229/1980 de Tribunal Supremo, Sala Cuarta, de lo Social, 17 de 
Noviembre de 1980. RJ 1980\4346. 
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, 12 de Diciembre de 1980. RJ 1981\1116. 
Sentencia del Tribunal Supremo, Sala de lo Contencioso-Administrativo, de 2 
noviembre 1987. RJ 1987\8764. 
Sentencia del Tribunal Supremo, Sala de lo Contencioso-Administrativo, de 25 
de junio de 1990. RJ 1990\5700. 
Sentencia del Tribunal Supremo, Sala de lo Mercantil, de 10 de junio de 1991. 
Recurso nº 1119/1989. RJ 1991\4434. 
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, 26 de Noviembre de 1991, Recurso nº 454/1989. Acuerdos Santa Sede 
como Tratado Internacional. RJ 1991\8772. 
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, 18 de junio de 1992, recurso nº 2183/1990. Limitaciones lugar de culto. 
RJ 1992\6004. 
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, 1 de Marzo de 1994. RJ 1994\1659. 
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Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, 30 de junio de 1994. RJ 1994\5277. 
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, 7 de Julio de 1994, Recurso nº 2347/1991. Acuerdos Santa Sede como 
Tratado Internacional. RJ 1994\5780. 
Sentencia del Tribunal Supremo, Sala de lo Contencioso-Administrativo, de 14 
de junio de 1996. RJ 1996\5082. 
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, 23 de Enero de 1997, Recurso nº 8442/1992. Acuerdos Santa Sede 
como Tratado Internacional. RJ 1997\234. 
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, 16 de Enero de 1998, Recurso nº 6/1987. Naturaleza jurídica de la 
objeción de conciencia. RJ\1998\566. 
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, 14 de Abril de 1998, Recurso nº 225/1995. Enseñanza en centros 
docentes de la religión católica. RJ 1998\3634. 
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, 9 de Diciembre de 1999, Recurso nº 778/1994. Acuerdos Santa Sede 
como Tratado Internacional. RJ 1999\9459. 
Sentencia de Tribunal Supremo, Sala Cuarta, de lo Social, 5 de junio de 2000. 
Recurso nº 3809/1999. Legislación aplicable a los contratos de profesores de religión y 
moral católicas en centros públicos. RJ 2000\4650.  
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, 16 de junio de 2000. Recurso nº 6960/1999. Exenciones tributación 
bienes inmuebles de la Iglesia Católica. RJ 2000\6842. 
Sentencia de Tribunal Supremo, Sala Cuarta, de lo Social, 7 de Julio de 2000, 
Recurso nº 2828/1999. Legislación aplicable a los contratos de profesores de religión y 
moral católicas en centros públicos. RJ 2000\6295. 
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Sentencia de Tribunal Supremo, Sala Cuarta, de lo Social, 17 de Julio de 2000, 
Recurso nº 3390/1999. Legislación aplicable a los contratos de profesores de religión y 
moral católicas en centros públicos. RJ 2000\7184. 
Sentencia de Tribunal Supremo, Sala Cuarta, de lo Social, 28 de Julio de 2000, 
Recurso nº 3973/1999. Acuerdos Santa Sede como Tratado Internacional. RJ 
2000\7196. 
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, 23 de septiembre de 2000. Recurso de casación nº 1382/2000. 
Exenciones tributación bienes inmuebles de la Iglesia Católica. RJ 2000\7819.  
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 21 de noviembre de 2000. Recurso de Casación nº 5416/1994. 
Exenciones de tributación de bienes inmuebles de la Iglesia Católica. RJ 2001\958. 
Sentencia de Tribunal Supremo, Sala de lo contencioso-administrativo, de 7 de 
mayo de 2001, recurso nº 3608/1994.  RJ 2001\4722. 
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 13 de abril de 2002. Recurso de casación nº 3372/2001. 
Limitaciones al uso de la informática. RJ 2002\4251. 
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-Administrativo 
de 1 de julio de 2002. Recurso nº 7999/1998. Dato existente en fichero sin 
consentimiento del interesado. RJ 2002\6302. 
 Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 3 de diciembre de 2002. Recurso de casación nº 7050/2001. Sujeto 
responsable por el suministro de datos erróneos. RJ 2003\87. 
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 26 de abril de 2004. RJ 2004\2652. 
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 5 de Junio de 2004. Recurso nº 39/2004. Diferenciación entre el 
responsable del fichero y el responsable del tratamiento. Posición del beneficiario de la 
publicidad. RJ 2004\5849. 
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Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, 25 de Enero de 2005, Recurso de Casación nº 2636/2000. Régimen 
jurídico del profesorado de religión católica. RJ 2005\1572. 
Sentencia de Tribunal Supremo, Sala Primera, de lo Civil, de 17 de febrero de 
2005, Recurso de Casación nº 3838/1998. Requisitos consentimiento tácito en los 
contratos. RJ 2005\1138. 
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 28 de Febrero de 2005, Recurso nº 247/2004. Diferenciación entre el 
responsable del fichero y el responsable del tratamiento. RJ 2005\1861. 
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 11 de abril de 2005. Recurso nº 4209/2001. Falta de información en 
la integración en ficheros a clientes de entidad telefónica. RJ 2005\4728. 
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 23 de abril de 2005. Recurso nº 6154/2002. Objeción de conciencia 
sanitaria. RJ\2005\6382. 
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 26 de Abril de 2005, Recurso nº 217/2004. Diferenciación entre el 
responsable del fichero y el responsable del tratamiento. RJ 2005\3928. 
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 27 de septiembre de 2005. Recurso nº 6269/2001. RJ 2005\9958. 
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, 26 de octubre de 2005, Recurso nº 5173/2001. RJ 2005\3928. 
Sentencia del Tribunal Supremo, Sala Tercera de lo Contencioso-
Administrativo, de 26 de octubre de 2006. Recurso nº 3390/2002. RJ 2005\8554. 
Sentencia del Tribunal Supremo, Sala Tercera de lo Contencioso-
Administrativo, de 20 de febrero de 2007. Recurso nº 732/2003. RJ 2007\2790. 
Sentencia del Tribunal Supremo, Sala Tercera de lo Contencioso-
Administrativo, de 17 de abril de 2007. Recurso nº 3755/2003. RJ 2007\3295. 
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Sentencia del Tribunal Supremo, Sala Tercera de lo Contencioso-
Administrativo, de 2 de julio de 2007. RJ 2007\6598. 
Sentencia del Tribunal Supremo, Sala Tercera de lo Contencioso, de 20 de 
diciembre de 2007. Recurso nº 5998/2003. RJ 2007\9034. 
Sentencia del Tribunal Supremo, Sala Segunda de lo Penal, 236/2008, de 9 de 
mayo. RJ 2008\4648. 
Sentencia del Tribunal Supremo, Sala Segunda de lo Penal, 292/2008, de 28 de 
mayo. RJ 2008\3241. 
Sentencia del Tribunal Supremo, Sala Tercera de lo Contencioso-
Administrativo, de 26 de Junio de 2008. Recurso nº 6818/2003. Derecho fundamental a 
la protección de datos personales. RJ 2008\4302. 
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 19 de Septiembre de 2008. Recurso nº 6031/2007. Los datos 
personales recogidos en los Libros de Bautismo no son ficheros. RJ 2008\5475. 
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 15 de Octubre de 2008. Recurso nº 6137/2007. Solicitud de 
cancelación de la inscripción de bautismo. RJ 2008\5836. 
Sentencia de Tribunal Supremo, Sala Tercera de lo Contencioso-Administrativo, 
de 7 de Noviembre de 2008. Recurso nº 5785/2007. Solicitud de cancelación de la 
inscripción del bautismo. RJ 2008\7149. 
Sentencia del Tribunal Supremo, Sala Segunda de lo Penal, de 12 de noviembre 
de 2008. Recurso nº 10673/2008. RJ 2009\167. 
Sentencia del Tribunal Supremo, Sala Tercera, de lo Contencioso-
administrativo, 10 de Diciembre de 2008, Recurso nº 36/2007. Recurso contra el Real 
Decreto 1630/2006, de 29 de diciembre, que estableció las enseñanzas mínimas del 
segundo ciclo de Educación infantil. RJ 2008\8097. 
Sentencia de Tribunal Supremo, Sala Tercera de lo Contencioso-Administrativo, 
de 26 de enero de 2009. Recurso nº 1892/2008. Solicitud de cancelación de la 
inscripción del bautismo. RJ 2009\107. 
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Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 27 de Enero 2009, Recurso nº 9722/2004. Necesidad de 
consentimiento para cesión de datos. RJ 2009\110. 
Sentencia de Tribunal Supremo, Sala Tercera de lo Contencioso-Administrativo, 
de 10 de febrero de 2009. Recurso nº 2194/2008. Solicitud de cancelación de la 
inscripción del bautismo. RJ 2009\613. 
Sentencia de Tribunal Supremo, Sala Tercera de lo Contencioso-Administrativo, 
de 11 de febrero de 2009. Recurso nº 1013/2008. Denegación objeción de conciencia 
para estudiar la asignatura de educación para la ciudadanía. RJ 2009\1877. 
Sentencia de Tribunal Supremo, Sala Tercera de lo Contencioso-Administrativo, 
de 16 de febrero de 2009. Recurso nº 2349/2008. Solicitud de cancelación de la 
inscripción del bautismo. RJ 2009\1406. 
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 19 de Febrero 2009. Recurso nº 1835/2008. Solicitud de cancelación 
de la inscripción del bautismo. RJ 2009\1417. 
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, 7 de Mayo de 2009, Recurso nº 4155/2008. Los libros de bautismo no 
son ficheros. RJ 2009\3793. 
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, 14 de Mayo de 2009, Recurso nº 4336/2008. Los libros de bautismo no 
son ficheros. RJ 2009\6330. 
Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
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son ficheros. RJ 2009\5638. 
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Sentencia del Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, 12 de Junio de 2009. Recurso nº 2258/2008, sobre derecho de 
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Administrativo, 25 de septiembre de 2009. Recurso nº 5828/2008, sobre derecho de 
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Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 6 de Noviembre de 2009. Recurso nº 5889/2008. Solicitud de 
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Sentencia de Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 6 de Noviembre de 2009. Recurso nº 3866/2008. Solicitud de 
cancelación de la inscripción del bautismo. RJ 2009\4921. 
Sentencia del Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 11 de diciembre de 2009. Recurso nº 5923/2008. Los libros de 
bautismo no son ficheros. RJ 2010\1897. 
Sentencia del Tribunal Supremo, Sala Segunda de lo Penal, 1297/2009, de 18 de 
diciembre, Recurso nº 1178/2009.  RJ 2010\309. 
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Sentencia del Tribunal Supremo, Sala Segunda de lo Penal, 1215/2009, de 30 de 
diciembre, que resuelve un recurso de casación sobre un delito continuado de acceso a 
datos de carácter personal. RJ 2010\437. 
Sentencia del Tribunal Supremo, Sala Segunda de lo Penal, 1328/2009, de 30 de 
diciembre, Recurso nº 1142/2009. Acceso a historial médico por un médico. RJ 
2010\435. 
Sentencia del Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 5 de febrero de 2010. Recurso nº 2794/2008. Los libros de bautismo 
no son ficheros. RJ 2010\743. 
Sentencia del Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 5 de febrero de 2010. Recurso nº 223/2009. Los libros de bautismo 
no son ficheros. RJ 2010\744. 
Sentencia del Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 5 de febrero de 2010. Recurso nº 3880/2008. Los libros de bautismo 
no son ficheros. RJ 2010\745. 
Sentencia del Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 5 de febrero de 2010. Recurso nº 5719/2008. Los libros de bautismo 
no son ficheros. RJ 2010\746. 
Sentencia del Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 5 de febrero de 2010. Recurso nº 2192/2008. Los libros de bautismo 
no son ficheros. RJ 2010\747. 
Sentencia del Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 5 de febrero de 2010. Recurso nº 4932/2008. Los libros de bautismo 
no son ficheros. RJ 2010\748. 
Sentencia del Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 5 de febrero de 2010. Recurso nº 1787/2008. Los libros de bautismo 
no son ficheros. RJ 2010\749. 
Sentencia del Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 15 de julio de 2010. Recurso nº 23/2008. RJ 2010\6272. 
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Sentencia del Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 10 de noviembre de 2011. Recurso nº 5960/2008. RJ 2011\7251. 
Sentencia del Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 8 de febrero de 2012. Recurso nº 25/2008. Anulación de la exigencia 
relativa a que los datos provengan de fuentes accesibles al público contemplada en el 
artículo 10.2 b) del RD 1720/2007, de 21 de diciembre por exceder de la normativa 
europea. RJ 2012\291. 
Sentencia del Tribunal Supremo, Sala de lo Penal, 987/2012, de 3 diciembre. 
Recurso nº 2429/2011. Consideración de dirección IP como dato de carácter personal. 
RJ 2013\943.  
Sentencia del Tribunal Supremo, Sala de lo Civil, 26/2013, de 5 de febrero de 
2013. Recurso nº 1440/2010. Contratación de menores de edad para la práctica del 
fútbol. RJ\2013\928. 
Sentencia del Tribunal Supremo, Sala de lo Penal, 16/2014, de 30 de enero. 
Recurso nº 824/2013. Consideración de dirección IP como dato de carácter personal. RJ 
2014\939. 
Sentencia del Tribunal Supremo 267/2014, de 21 de mayo. Recurso nº 
2959/2012. Responsabilidad de la empresa titular del fichero de morosos ante el 
legítimo derecho de cancelación del interesado. RJ 2014\2948. 
Sentencia del Tribunal Supremo, Sala Tercera, de lo Contencioso-
Administrativo, de 3 de octubre de 2014. Recurso nº 6153/2011. Consideración de 
dirección IP como dato de carácter personal. RJ 2014\4718. 
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29 de junio de 2001. Recurso nº 66/2000. JUR 2001\293761. 
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20 de septiembre de 2002. Recurso nº 980/2000. JUR 2003\49998. 
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Nacional, de 25 de octubre de 2002. Recurso nº 185/2001. JUR 2003\25510. 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, de 
21 de noviembre de 2002. Recurso nº 881/2000. Protección de datos personales de 
profesionales que no ejercen su actividad bajo forma de empresa. RJCA 2003\40. 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, de 
24 de enero de 2003. Recurso nº 51/2001. RJCA 2005\190526. 
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Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, de 
31 de enero de 2003. Recurso nº 534/2001. Incumplimiento del deber de información. 
JUR 2005\190525. 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, de 
24 de febrero de 2003. Recurso nº 1000/2000. JUR 2007\36869. 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, de 
25 de junio de 2003. Recurso nº 1099/2000.  Tratamiento y cesión de datos de asociados 
a un colegio profesional. JUR 2004\107980. 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, de 
16 de octubre de 2003. Recurso nº 1539/2001. RJCA 2004\271. 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo de 5 
de noviembre de 2003. Recurso nº 1565/2001. JUR 2004\53629. 
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2004\421. 
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Sección 1ª, de 11 de febrero de 2004. Recurso nº 132/2002. JUR 2004\138091. 
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Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, de 
21 de abril de 2004. Recurso nº 495/2002. Información incorrecta que impide el derecho 
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Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, de 
21 de abril de 2004. Recurso nº 488/2002. Utilización de datos para finalidades 
incompatibles. RJCA 2004\836. 
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Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, 
Sección 1ª, de 12 de mayo de 2004. Recurso nº 599/2002. Sanción por datos inexactos. 
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30 de junio de 2004. Recurso nº 619/2002. JUR 2004\244235. 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, de 
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Sentencia de la Sala de lo Contencioso-Administrativo, de la Audiencia 
Nacional, de 21 de septiembre de 2005. Recurso nº 1171/2003. JUR 2005\262828. 
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Sección 1ª, de 18 de diciembre de 2006. Recurso nº 241/2005. Tratamiento de datos 
conculcando principios y garantías. RJCA 2007\99. 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, 
Sección 1ª, de 18 de enero de 2007. Recurso nº 156/2005. RJCA 2007\44831. 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, 
sección primera, de 28 de febrero de 2007. Recurso nº 236/2005. RJCA 2007\267. 
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Cancelación de datos. Partida de bautismo. JUR 2007\346142. 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, 
sección primera, de 10 de Enero de 2008. Recurso nº 55/2007. Tutela de derechos. 
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Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, 
sección primera, de 23 de Enero de 2008. Recurso nº 82/2007. Tutela de derechos. 
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Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, 
sección primera, de 12 de marzo de 2008. Recurso nº 331/2007. Tutela de derechos. 
Cancelación de datos. Partida de bautismo. JUR 2008\105614. 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, 
sección primera, de 27 de marzo de 2008. Recurso nº 361/2007. Tutela de derechos. 
Cancelación de datos. Partida de bautismo. JUR 2008\113008 (2 sentencias iguales con 
la misma fecha). 
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Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, 
sección primera, de 2 de abril de 2008. Recurso nº 250/2007. Tutela de derechos. 
Cancelación de datos. Partida de bautismo. JUR 2008\121214  (3 sentencias iguales con 
la misma fecha). 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, 
sección primera, de 14 de abril de 2008. Recurso nº 388/2007. Tutela de derechos. 
Cancelación de datos. Partida de bautismo. JUR 2008\150112. 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, 
sección primera, de 17 de abril de 2008. Recurso nº 169/2007. Tutela de derechos. 
Cancelación de datos. Partida de bautismo. JUR 2008\150049 (2 sentencias iguales con 
la misma fecha). 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, 
sección primera, de 29 de abril de 2008. Recurso nº 488/2007. Tutela de derechos. 
Cancelación de datos. Partida de bautismo. JUR 2008\160551. 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, 
sección primera, de 7 de Mayo de 2008. Recurso nº 397/2007. Tutela de derechos. 
Cancelación de datos. Partida de bautismo. JUR 2008\214610. 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, de 
9 de Mayo de 2008. Recurso nº 211/2007. JUR 2008\170461. 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, 
sección primera, de 22 de Mayo de 2008. Recurso nº 271/2007. Tutela de derechos. 
Cancelación de datos. Partida de bautismo. JUR 2008\195331. 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, 
sección primera, de 28 de Mayo de 2008. Recurso nº 285/2007. Tutela de derechos. 
Cancelación de datos. Partida de bautismo. JUR 2008\195126 (2 sentencias iguales con 
la misma fecha). 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, 
sección primera, de 30 de Mayo de 2008. Recurso nº 311/2007. Tutela de derechos. 
Cancelación de datos. Partida de bautismo, JUR 2008\195071 (2 sentencias iguales con 
la misma fecha). 
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
542 
Felipe García de Pesquera Gago 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, 
sección primera, de 4 de junio de 2008. Recurso nº 321/2007. Tutela de derechos. 
Cancelación de datos. Partida de bautismo. JUR 2008\195051. 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, de 
11 de septiembre de 2008. Recurso nº 78/2007.  JUR 2008\336818. 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, 
sección primera, de 17 de septiembre de 2008, sobre la suscripción de un particular a un 
servicio de politonos. Recurso nº 353/2007. JUR 2008\307282. 
Sentencia de la Sala de lo Contencioso-Administrativo de la Audiencia 
Nacional, de 23 de septiembre de 2008. Recurso nº 212/2006. JUR 2008\336790. 
Sentencia de la Sala de lo Contencioso-Administrativo de la Audiencia 
Nacional, de 22 octubre de 2008. Recurso nº 402/2007. RJCA 2009\92. 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, 
sección primera, de 22 de octubre de 2008. Recurso nº 319/2007. Tutela de derechos. 
Cancelación de datos. Partida de bautismo. JUR 2008\343568. 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, 
sección primera, de 29 de octubre de 2008. Recurso nº 492/2007. Tutela de derechos. 
Cancelación de datos. Partida de bautismo. JUR 2008\366844. 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, 
sección primera, de 5 de noviembre de 2008. Recurso nº 420/2007. Tutela de derechos. 
Cancelación de datos. Partida de bautismo. JUR 2008\366795. 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, 
sección primera, de 12 de noviembre de 2008. Recurso nº 575/2007. Tutela de derechos. 
Cancelación de datos. Partida de bautismo. JUR 2008\375553. 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, 
sección primera, de 26 de noviembre de 2008. Recurso nº 592/2007. Tutela de derechos. 
Cancelación de datos. Partida de bautismo. JUR 2008\387590. 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, 
sección primera, de 3 de diciembre de 2008. Recurso nº 195/2008. Tutela de derechos. 
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Cancelación de datos. Partida de bautismo. JUR 2009\3225 (2 sentencias iguales con la 
misma fecha). 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, 
sección primera, de 22 de abril de 2009. Recurso nº 520/2008. Solicitud de cancelación 
de la inscripción del bautismo. JUR 2009\231828. 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, 
sección primera, de 7 de mayo de 2009. Recurso nº 471/2008. JUR\2009\256137. 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, 
sección primera, de 21 de mayo de 2009. Recurso nº 472/2008. Solicitud de cancelación 
de la inscripción del bautismo. JUR 2009\268504. 
Sentencia de la Audiencia Nacional, Sala de lo Contencioso-Administrativo, 
sección primera, de 18 de junio de 2009. Recurso nº 205/2008. JUR\2009\319122. 
Sentencia de la Audiencia Nacional, de 31 de mayo de 2012. Recurso nº 
793/2010. JUR 2012\221309.  
Sentencia de la Audiencia Nacional, de 26 de diciembre de 2013. Recurso nº 




Sentencia del Tribunal Superior de Justicia de Madrid 9177/1998, de 8 de julio. 
Recurso nº 1293/1995. ECLI:ES:TSJM:1998:9177.  
Sentencia del Tribunal Superior de Justicia de Castilla y León, de 23 de 
septiembre de 2009. Recurso nº 2348/2008. Objeción de conciencia en la asignatura de 
educación para la ciudadanía. RJ\2009\896. 
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Resolución de 11 de agosto de 2003 sobre el tratamiento de datos de salud sin el 
consentimiento del afectado. PS/00027/2003. 
Resolución R/00260/2004, de 28 de abril de 2004. PS/00116/2003. 
Resolución R/00713/2004, de 30 de diciembre de 2004. PS/00160/2004. 
Resolución de 20 de abril de 2005 por el que no es necesario el consentimiento 
de los alumnos para exponer listado que contengan sólo DNI del alumno y 
calificaciones. E/00501/2004. 
Resolución de 15 de julio de 2005, por la que no que una determinada actividad 
mercantil no queda encuadrada en el ámbito de aplicación de la LOPD. PS/00049/2005. 
Resolución R/00621/2005, de 5 de septiembre, acceso a historial clínico. 
TD/00278/2005. 
Resolución R/00633/2005, de 5 de septiembre de 2005, artículo 5 LOPD 
(PS/00013/2005). 
Resolución E/00126/2005, de 23 de mayo de 2006 sobre el ámbito de aplicación 
de la LOPD respecto de personas jurídicas. 
Resolución R/00322/2006, de 30 de mayo de 2006 TD/00007/2006 sobre lugar 
de ejercicio de los derechos de las personas, 
Resolución de 12 de julio de 2006 por la que se aprueban los formularios 
electrónicos, que modifica la Resolución de 30 de mayo de 2000. 
Resolución R/00889/2006, de 23 de noviembre de 2006, sobre dirección de 
correo electrónico. PS/00037/2006. 
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Resolución R/00945/2006, de 21 de diciembre, representativa de los cientos de 
resoluciones sobre el derecho de cancelación de la partida de bautismo. TD/00365/2006. 
Resolución de 17 de enero, sobre aplicación excepción deber de información del 
artículo 5.5 LOPD. PR/00001/2007. 
Resolución R/00978/2006, de 31 de enero de 2007, derecho de cancelación de 
una exmiembro de organización religiosa. TD/418/2006. 
Resolución R/00154/2007, de 29 de mayo de 2007, sobre inclusión de una 
persona en un fichero de morosos. TD/00007/2007. 
Resolución R/00437/2007, de 29 de mayo de 2007. TD/00001/2007. 
Resolución R/00320/2007, de 29 de mayo de 2007 sobre el ejercicio de derechos 
por parte una persona de la que no se disponen datos.  TD/00006/2007. 
Resolución R/01212/2008, de 17 de septiembre de 2008, sobre dirección de 
correo electrónico. PS/00139/2008. 
Expediente E/00357/2008, resolución de archivo de 20 de octubre de 2008, 
sobre la consideración del número de teléfono como dato personal. 
Resolución de 4 de noviembre de 2008 que resuelve recurso de reposición sobre 
el ámbito de aplicación de la LOPD en el caso de un dentista (RR/00348/2008). 
Resolución R/01349/2008, de 11 de noviembre, sobre tratamiento de datos sin 
consentimiento del menor. PS/00315/2008. 
Resolución R/01294/2008, de 17 de noviembre, sobre derecho de cancelación de 
datos personales. TD/00228/2008. 
Resolución R/00327/2009, de 24 de febrero de 2009, sobre inscripción de 
ficheros de una Cofradía en el registro de la AEPD. PS/00675/2008. 
Resolución E/00989/2008, de 5 de marzo de 2009, archivo de actuaciones sobre 
direcciones IP. 
Resolución R/00547/2009, de 10 de marzo de 2009. TD/01560/2008. 
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Resolución R/01131/2009, de 22 de abril de 2009, sobre dirección de correo 
electrónico. PS-00155-2009. 
Resolución R/01219/2009, de 12 de mayo de 2009. TD/01674/2008. 
Resolución R/01854/2009, de 10 de noviembre de 2009, sobre derecho de 
oposición al tratamiento de imágenes. TD/00338/2009. 
Resolución R/2738/2009, de 22 de abril de 2010. TD/01755/2009. 
Resolución R/02174/2010, de 2 de noviembre, sobre tratamiento de datos sin 
consentimiento del menor. PS/00197/2010. 
Resolución R/02636/2011, de 22 de diciembre, sobre tratamiento de datos sin 
consentimiento del menor. PS/00339/2011. 
Resolución R/02864/2012, de 27 de noviembre de 2012. PS/00262/2012. 
Resolución E/01143/2012, de 14 de febrero de 2013, sobre archivo de 
actuaciones deber previo de información. 
Resolución R/02036/2013, de 30 de septiembre de 2013. A/00112/2013. 
Resolución R/00976/2014, de 20 de mayo de 2014, inclusión de una persona en 




Instrucción 1/1998, de 19 de enero de la Agencia de Protección de Datos relativa 
al ejercicio de los derechos de acceso, rectificación y cancelación. 
Memoria año 2002. 
Informe 2000/0000 elaborado por el Gabinete Jurídico de la AEPD sobre 
caracteres del consentimiento definido por la LOPD. 
Informe 2001/0000 elaborado por el Gabinete Jurídico de la AEPD sobre el 
ámbito subjetivo de la aplicación de la LOPD. 
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Informe 182/2003 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos. 
Informe 327/2003 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre direcciones IP. 
Informe 274/2004 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre cesión de datos de cofrades a los candidatos a los órganos de 
gobierno de la Hermandad. 
Informe 466/2004 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos. 
Informe 78/2005 del Gabinete Jurídico de la Agencia Española de Protección de 
Datos sobre el significado de la finalidad incompatible. 
Informe 111/2005 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre cumplimiento del deber de información. 
Informe 167/2005 del Gabinete Jurídico de la Agencia Española de Protección 
de Datos sobre naturaleza y alcance del Derecho de Acceso. 
Informe 217/2005 del Gabinete Jurídico de la Agencia Española de Protección 
de Datos sobre acceso por miembros de una asociación a datos de otros asociados. 
Informe 486/2005 del Gabinete Jurídico de la Agencia Española de Protección 
de Datos sobre acceso a fichero con datos de representantes de entidades religiosas. 
Instrucción 1/2006, de 8 de noviembre, sobre videovigilancia. 
Informe 34/2006 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre el encargado de tratamiento y devolución de documentación. 
Informe 46/2006 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre la condición de responsable de fichero de administradores y 
gestores de fincas. 
Informe 285/2006 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre el número de teléfono y concepto de dato personal. 
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Informe 287/2006 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre delimitación del responsable de fichero y del encargado del 
tratamiento. 
Informe 365/2006 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre tratamiento y cesión de datos de personas fallecidas. 
Informe 368/2006 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre la proporcionalidad del tratamiento de la huella dactilar de 
alumnos de un colegio. 
Informe 425/2006 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre matrículas de vehículos y concepto de dato de carácter 
personal. 
Informe 469/2006 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre tratamiento de datos en web de contactos. 
Informe 526/2006 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre cesión de datos de pasajeros a la Dirección General de la 
Aviación Civil. 
Informe 20/2007 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre cumplimiento del deber de información. 
Informe 55/2007 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre comunicación de datos de compradores. 
Informe 42/2008 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre novedades del Reglamento respecto a empresarios 
individuales. 
Informe 78/2008 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre acceso a archivos históricos universitarios. 
Informe 88/2008 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre el nivel de seguridad que debe implantarse en los ficheros de 
los que es responsable una hermandad católica. 
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Informe 92/2008 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre cesión de datos de socios a candidatos en asociaciones. 
Informe 93/2008 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre las formas de obtener el consentimiento mediante web: 
consentimiento tácito. 
Informe 94/2008 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre el nivel de seguridad que debe implantarse en los ficheros de 
los que es responsable una hermandad católica. 
Informe 114/2008 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre el consentimiento del acceso a la historia clínica de un 
menor. 
Informe 173/2008 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre el uso de la huella digital a los alumnos de un colegio. 
Informe 177/2008 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre cesión de los daños sufridos en el vehículo del perjudicado 
en accidente a la aseguradora del causante. 
Informe 196/2008 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre fichero de prospección comercial, artículo 2.2 RLOPD. 
Informe 221/2008 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre deber de informar en cesión al CGPJ por colegios 
profesionales. 
Informe 243/2008 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre cesión de datos de SGAE por acuerdo de defensa de la 
competencia. 
Informe 258/2008 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre listado de colegiados profesionales como fuente accesible al 
público. 
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Informe 268/2008 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre recogida de datos de carácter personal y cumplimiento del 
deber de informar. 
Informes 296 y 381/2008 elaborado por el Gabinete Jurídico de la Agencia 
Española de Protección de Datos sobre el derecho de cancelación de datos de los libros 
de confirmaciones y matrimonios de la Iglesia Católica. 
Informe 334/2008 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre la creación de una base de datos en la que sólo aparezca el 
DNI o el NIF queda sometida a toda la normativa de Protección de Datos. 
Informe 346/2008 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre necesidad de mantener la confidencialidad y secreto de los 
datos. 
Informe 371/2008 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre  datos relativos a empresarios individuales, cuando hagan 
referencia a ellos en su calidad de  comerciantes, industriales o navieros, también se 
entenderán excluidos del régimen de aplicación de la protección de datos de carácter 
personal. 
Informe 376/2008 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre medidas de seguridad de nivel alto en Universidades. 
Informe 419/2008 elaborado por el Gabinete Jurídico de la AEPD sobre acceso a 
datos bloqueados en libros de bautismo. Improcedencia. 
Informe 453/2008 elaborado por el Gabinete Jurídico de la AEPD sobre 
consentimiento al tratamiento de datos especialmente protegidos incorporados a fichero. 
Informe 472/2008 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre encargado de tratamiento de datos sensibles de fichero 
público. Derecho de cancelación. 
Informe 541/2008 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre el carácter de responsable o encargado. 
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Informe 575/2008 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre listados con números de teléfono móvil. 
Informe 685/2008 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre plazos históricos para el cumplimiento del deber de informar. 
Informe 56/2009 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre cesión de datos sin conocer la finalidad. Calidad de los datos.  
Informe 90/2009 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre la proporcionalidad en el tratamiento de datos de 
localización.  
Informe 194/2009 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre publicación fotos de un menor en la web de un centro 
escolar. Ejercicio derecho de cancelación.  
Informe 279/2009 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre constitución y creación de ficheros en soporte papel y 
automatizados. 
Informe 292/2009 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre Acceso a datos de propietarios morosos por empleados de la 
finca. Convocatoria entregada en sobre abierto. 
Informe 295/2009 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre selección de perfiles en campañas. 
Informe 300/2009 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre el consentimiento otorgado en Internet mediante el click en la 
pestaña acepto.  
Informe 451/2009 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre fichero accesible al público que contiene datos de 
profesionales autónomos. 
Informe 495/2009 elaborado por el Gabinete jurídico de la Agencia Española de 
Protección de Datos sobre la proporcionalidad en la implantación de sistemas de 
videovigilancia por seguridad y el control laboral. 
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Informe 514/2009 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre acceso de socios a listado de socios, contabilidad y acuerdos 
de órganos de la asociación. 
Informe 534/2009 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre comunicación de los listados de asociados por parte de las 
sociedades integrantes en una federación. 
Informe 549/2009 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre cesión de datos de colegiados a Compañía aseguradora. 
Seguro colectivo de responsabilidad civil suscrito por Colegio. 
Informe 573/2009 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre la necesidad de existencia de fichero para la aplicación de la 
LOPD al tratamiento manual de datos personales. 
Informe 584/2009 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre medidas de seguridad de nivel alto. Registro de accesos. 
Informe 645/2009 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre cesión de datos personales de los socios por el responsable 
del fichero. 
Informe 46/2010 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre tratamiento de datos de menores. 
Informe 70/2010 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre videovigilancia. Deber de informar. 
Informe 82/2010 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre creación de una base de datos a través de la huella dactilar 
queda sometido a LOPD y es desproporcionado. 
Informe 361/2010 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre acreditación del cumplimiento del deber de información. 
Informe 29/2011 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre cumplimiento del deber de información mediante cartel 
informativo. 
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Informe 257/2011 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre tratamiento de datos en campañas publicitarias. 
Informe 392/2011 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre reconocimiento facial en acceso a clases. 
Informe 178/2012 elaborado por Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre uso de datos por empresa de recobro. Interés legítimo. 
Informe 233/2012 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre cesión de datos de los asociados. Interés legítimo. 
Informe 261/2012 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre interés legítimo para antipiratería. 
Informe 293/2013 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre publicación de listado de cofrades. 
Informe 46/2014 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre cesión de datos de afiliados a un militante del partido. 
Informe 156/2014 elaborado por el Gabinete Jurídico de la Agencia Española de 
Protección de Datos sobre interés legítimo. Acceso a imágenes de robo por razones de 
seguridad. 
 
3. Grupo de Trabajo artículo 29 
 
Documento de trabajo sobre datos genéticos de 17 de marzo de 2004. WP91 (en 
inglés). 
Dictamen 5/2005, de 25 de noviembre, sobre el uso de datos de localización por 
proveedores de servicio de valor añadido (en inglés). 
Dictamen 4/2007 del Grupo de Trabajo del artículo 29 (WP29) sobre el concepto 
de dato personal. 
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Dictamen 1/2010 sobre los conceptos de responsable de tratamiento y encargado 
del tratamiento. 
Dictamen 15/2011 (WP 187) sobre la definición de consentimiento. 
Informe 3/2013, de 2 abril de 2013, sobre el principio de finalidad (en inglés). 
Opinión del Supervisor Europeo de protección de datos, de 22 de febrero de 
2010, sobre las negociaciones de la UE con EE.UU. y otros países para firmar un 
acuerdo contra la piratería. 
  
Régimen jurídico de la protección de datos de carácter personal: aplicación a las Hermandades y Cofradías 
 
555 
Felipe García de Pesquera Gago 
Otros 
 
Dictamen nº 38990 del Consejo de Estado, de 4 de abril de 1974. 
Decisión del Consejo de las Comunidades Europeas, de 29 de julio de 1991, 
relativa a la creación del servicio de urgencias a través del número 112. 
Recomendación del Comité de Ministros del Consejo de Europa R (97) 5, de 13 
de febrero de 1997 relativa a la protección de datos médicos. 
Informe de la Dirección General de Asuntos Religiosos del Ministerio de 
Justicia, Nota de 6 de julio de 2000. 
Centro de Investigaciones Sociológicas. Barómetro de diciembre de 2013 
publicado el 8 de enero de 2014. 
