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Semakin besar suatu institusi, semakin banyak pula data        
yang harus dikelola. Tidak terkecuali Institut Teknologi Sepuluh        
Nopember. Oleh karena itu Unit Pengelolaan dan Pengendalian        
Program (UP3) - Institut Teknologi Sepuluh Nopember Surabaya        
sedang mengembangkan sebuah sistem input untuk data kinerja        
berbasis web untuk membantu menyelesaikan persoalan tersebut. 
 
Dalam kerja praktek ini kami ditugaskan oleh Unit        
Pengelolaan dan Pengendalian Program (UP3) - Institut       
Teknologi Sepuluh Nopember Surabaya untuk membuat      
pengaman API (API Security) untuk web KONTRAK KINERJA        
UP3 ITS. Sistem ini dibangun menggunakan JSON Web Token         
(JWT). 
 







Puji syukur kami haturkan kepada Allah SWT karena berkat         
rahmat-Nya kami dapat melaksanakan salah satu kewajiban kami        
sebagai mahasiswa Departemen Informatika, yakni Kerja praktek       
(KP). 
 
Kami menyadari masih ada kekurangan baik dalam       
pelaksanaan kerja praktek maupun penyusunan buku laporan ini.        
Namun, kami berharap buku laporan ini dapat menambah        
wawasan pembaca dan dapat menjadi sumber referensi. Kami        
mengharapkan kritik dan saran yang membangun untuk       
kesempurnaan buku laporan kerja praktek ini. 
 
Melalui buku ini, kami juga ingin menyampaikan rasa terima         
kasih kepada orang-orang yang telah membantu, baik langsung        
maupun tidak langsung, dalam pelaksanaan kerja praktek hingga        
penyusunan laporan. Orang-orang tersebut antara lain adalah: 
 
1. Kedua orang tua penulis. 
2. Bapak Royyana Muslim Ijtihadie,S.Kom.,    
M.Kom., Ph.D. ​selaku dosen pembimbing kerja      
praktek. 
3. Bapak Ary Mazharuddin Shiddiqi S.Kom., M.Comp.,      
Ph.D, selaku koordinator Kerja praktek. 
4. Bapak Ridho Rahman Hariadi S.Kom, M.Sc selaku       
pembimbing lapangan kami di Unit Pengelolaan dan       
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BAB I  
PENDAHULUAN 
 
1.1. Latar Belakang 
Saat ini dunia telah berkembang menjadi era digital.        
Banyak sekali layanan yang bisa disajikan secara online dengan         
adanya teknologi yang dapat dimanfaatkan untuk mempermudah       
manusia dalam melakukan layanan tersebut. Dengan web dan        
aplikasi manusia bisa melakukan berbagai macam hal dari        
berbagai macam tempat. Institut Teknologi Sepuluh Nopember       
memiliki unit khusus yang berfungsi untuk memantau kinerja        
setiap unit yang bekerja pada Institut Teknologi Sepuluh        
Nopember, yaitu Unit Pengelolaan dan Pengendalian Program,       
atau disingkat sebagai UP3. Untuk menjalankan tugasnya, UP3        
ITS mengembangkan sistem informasi data kinerja berbasis web. 
 
Aplikasi yang dikembangkan oleh UP3 ini adalah aplikasi        
berjenis ​Single Page Application atau SPA. SPA adalah sebuah         
konsep aplikasi web yang memiliki satu halaman saja dimana         
terdiri dari 2 aplikasi, yaitu client app dan juga server, namun           
client app tidak bisa secara langsung terhubung dengan server.         
Oleh karena itu untuk mengakses backend dari aplikasi tersebut         
dibutuhkan API untuk melakukannya. API atau Application       
Programming Interface itu sendiri adalah sebuah interface yang        
dapat menghubungkan aplikasi satu dengan aplikasi lainnya. Jadi,        
API berperan sebagai perantara antar berbagai aplikasi berbeda,        
baik dalam satu platform yang sama atau lintas platform. Dalam          
SPA, API dibutuhkan untuk melakukan suatu request pada server.         
Karena pentingnya API tersebut dibutuhkan pembatasan akses       
agar API tidak bisa diakses oleh sembarang orang.  
 
Pada kerja praktek ini, kami ditugaskan untuk membuat        
suatu pengaman API (API ​Security​) pada web KinerjaITS. Hal ini          
diperlukan karena sangat pentingnya informasi yang dapat       




dilihat oleh pihak tertentu dan juga informasi yang tidak dapat          
diubah atau diedit oleh orang yang tidak bersangkutan. Karena         
alasan tersebut pihak UP3 membutuhkan suatu pengaman API        
agar dapat membatasi akses tersebut. 
 
1.2. Tujuan 
Tujuan kerja praktek ini adalah untuk menyelesaikan       
kewajiban kuliah kerja praktek di Institut Teknologi Sepuluh        
Nopember dengan beban dua SKS.  
 
Tujuan berikutnya adalah membuat suatu metode      
pengaman API untuk aplikasi berbasis web yang digunakan untuk         
melakukan input data kinerja dan melihat capain dari program         
kerja yang ada di ITS bagi para karyawan di Unit Pengelolaan           
dan Pengendalian Program (UP3) ITS dan civitas akademik        
Institut Teknologi Sepuluh Nopember. 
 
1.3. Manfaat 
Manfaat dari Kerja praktek yang kami lakukan adalah        
terjaganya akses API di web KinerjaITS sehingga tidak        
sembarang orang dapat melihat dan mengubah data yang ada di          
web tersebut, hanya orang yang sudah terdaftar dan memiliki hak          
yang dapat mengakses. 
 
1.4. Rumusan Masalah 
Berikut ini rumusan masalah pada kerja praktek pembuatan        
pengaman API  website KinerjaITS : 
 
1. Bagaimana cara membuat token yang berisi data dari user         
dan ​unique key​ saat user melakukan login pada web? 
2. Bagaimana cara mengimplementasikan API untuk     
melakukan autorisasi dan autentikasi menggunakan token      




3. Bagaimana cara mengimplementasikan API untuk     
melakukan pengecekan token dengan membandingkannya     
dengan data dari user yang ingin mengakses API tersebut?  
 
1.5. Lokasi dan Waktu Kerja praktek 
Dikarenakan adanya pandemi, kerja praktek ini dikerjakan       
di kediaman masing-masing mahasiswa dan waktu kerja tidak        
ditentukan. 
 
1.6. Metodologi Kerja praktek 
Tahapan pengerjaan kerja praktek dapat dijabarkan sebagai       
berikut: 
 
1. Perumusan Masalah 
Untuk mengetahui permasalahan apa yang harus      
diselesaikan, diberikan penjelasan mengenai alasan mengapa      
fungsi-fungsi tersebut dibutuhkan. Dijelaskan juga secara rinci       
mengenai bagaimana alur sistem itu akan berjalan. Penjelasan        
mengenai hal ini dijelaskan oleh pembimbing lapangan kerja        
praktek. Dari penjelasannya, dihasilkan catatan-catatan penting      
mengenai gambaran sistem berbasis web yang akan dibuatkan        
pengaman API untuk mencegah hal yang tidak diinginkan.        
Dengan begitu dapat diputuskan menggunakan JSON web Token        
(JWT), dengan tools pendukung postman dan Visual Studio        
Code. 
 
2. Studi Literatur 
Setelah ditentukan cara pengamanan dan serta ​tools       
tambahan yang akan digunakan, dilakukan studi literatur       
mengenai cara implementasinya dalam pengamanan API. Pada       
tahap ini dilakukan proses pencarian, pembelajaran, dan       
pemahaman informasi serta literatur yang berkaitan untuk       
membantu dalam implementasinya. Informasi bisa didapat dari       





3. Analisis dan Perancangan 
Tahap ini meliputi penjelasan tentang API Security       
berdasarkan studi literatur dan pembelajaran pembuatan API       
Security yang sudah ada. Tahap ini mendefinisikan alur dari         
implementasi.  
Langkah-langkah yang di kerjakan juga didefinisikan      
ditahap ini sebagai berikut: 
a. Memahami Alur akses dari user 
b. Memahami data apa saja yang dimiliki user  
c. Memahami batasan hak akses untuk setiap role user 
d. Memahami tools postman sebagai tools pendukung yang       
digunakan dalam memeriksa keberhasilan program 
 
4. Implementasi Sistem 
Implementasi sistem didasarkan karena adanya kebutuhan      
untuk membatasi akses dari user yang mengakses web sekaligus         
menghalangi adanya akses suatu API oleh orang yang tidak         
memiliki hak akses. Pada tahap ini kami membuat fungsi yang          
memberikan token sebagai bukti akses kepada user. Kami juga         
melakukan pembuatan fungsi pengecekan untuk token yang       
dimiliki user. Pengerjaan dilakukan selama kurang lebih tiga        
bulan.  
 
5. Pengujian dan Evaluasi 
Pengujian dilakukan dengan menguji fungsi yang telah       
dibuat. Tahap awal setelah fungsi jadi dilakukan testing secara         
lokal dan didemokan kepada pembimbing lapangan kerja praktek        
apakah fungsi yang dibuat sudah sesuai dengan kebutuhan dan         
berjalan sesuai yang diinginkan. Dengan ini akan dihasilkan hasil         
evaluasi apakah fungsi sudah sesuai dengan tujuan dan kebutuhan         
atau belum. 
 
6. Kesimpulan dan Saran 
Kesimpulan yang kami dapatkan diantaranya adalah      




dibutuhkan untuk membuat suatu fungsi dan dibutuhkan       
komunikasi yang rutin dengan klien agar tidak terjadi kesalahan         
dalam memahami permasalahan yang diberikan, karena akan       
berpengaruh terhadap fungsi yang dibuat terlebih fungsi yang        
dibuat mempengaruhi pekerja dari kelompok lain. 
 
1.7. Sistematika Laporan 
Laporan kerja praktek ini terdiri dari tujuh bab dengan         
rincian sebagai berikut: 
 
1. Bab I Pendahuluan 
Pada bab ini dijelaskan tentang latar belakang       
permasalahan, tujuan, waktu pelaksanaan, serta sistematika      
pengerjaan kerja praktek dan juga penulisan laporan kerja        
praktek. 
 
2. Bab II Profil Perusahaan 
Pada bab ini, dijelaskan secara rinci tentang profil        
perusahaan tempat kami melaksanakan kerja praktek, yakni Unit        
Pengelolaan dan Pengendalian Program (UP3) - Institut       
Teknologi Sepuluh Nopember Surabaya. 
 
3. Bab III Tinjauan Pustaka 
Pada bab ini, dijelaskan mengenai tinjauan pustaka dan        
literatur yang digunakan dalam penyelesaian kerja praktek di Unit         
Pengelolaan dan Pengendalian Program (UP3) - Institut       
Teknologi Sepuluh Nopember Surabaya. 
 
4. Bab IV Implementasi Sistem 
Pada bab ini, berisi penjelasan tahap-tahap yang dilakukan        
untuk proses implementasi pengamanan API. 
 
5. Bab V Pengujian dan Evaluasi 
Pada bab ini, dijelaskan tentang hasil pengujian dan        




pelaksanaan kerja praktek di Unit Pengelolaan dan Pengendalian        
Program (UP3) - Institut Teknologi Sepuluh Nopember Surabaya. 
 
6. Bab VI Kesimpulan dan Saran 
Pada bab ini, dipaparkan kesimpulan yang dapat diambil        




BAB II  
PROFIL PERUSAHAAN 
 
2.1. Profil Unit Pengelolaan dan Pengendalian Program (UP3)       
- Institut Teknologi Sepuluh Nopember Surabaya 
Unit Pengelolaan dan Pengendalian Program (UP3) Institut       
Teknologi Sepuluh Nopember (ITS) Surabaya adalah sebuah unit        
yang dibentuk oleh ITS yang sesuai namanya dibentuk untuk         
mengelola dan mengendalikan program-program yang dijalankan      
oleh ITS. 
 
2.1.1. Tugas Unit Pengelolaan dan Pengendalian Program      
(UP3) - Institut Teknologi Sepuluh Nopember Surabaya 
● Membantu merumuskan kebijakan dalam subbidang     
pengelolaan dan pengendalian program 
● Membina, mengarahkan, dan mengembangkan    
kompetensi dan talenta personil dalam unit kerja 
● Menyelenggarakan program kerja dan kegiatan yang      
selaras dengan kebijakan dala subbidang pengelolaan dan       
pengendalian program 
● Mengevaluasi kinerja hasil program kerja dan kegiatan       
dalam subbidang pengelolaan dan pengendalian program 
● Menyelenggarakan pelayanan prima dalam subbidang     
pengelolaan dan pengendalian program dengan prinsip      
reformasi birokrasi dan zona integritas 
 
2.1.2. Fungsi Unit Pengelolaan dan Pengendalian Program      
(UP3) - Institut Teknologi Sepuluh Nopember Surabaya 
● Penyiapan penyusunan rencana induk pengembangan,     
rencana strategis organisasi, dan rencana operasional      
organisasi 
● Pengordinasian penyusunan rencana kegiatan dan     
anggaran 





● Penyelarasan program kerja ITS dengan seluruh unit di        
bawah Rektor 
● Pengoordinasian perancangan pangkalan data terpadu ITS 
● Pengelolaan data stewardship dari berbagai sumber secara       
terpadu yang diperlukan untuk pengambilan kebijakan      
ITS dan pelaporan 
● Pengukuran dan pelaporan kinerja organisasi untuk      
semua level organisasi 
● Pengoordinasian dan penyusunan pelaporan organisasi     
secara berkala 
● Penyelenggaraan sistem pengendalian intern ITS 
● Perancangan dan pemantauan strategi organisasi terkait      
pemeringkatan ITS di level nasional 
● Penyelenggaraan survei kepuasan stakeholder terhadap     
layanan organisasi 
● Pelaksanaan identifikasi dan penelusuran hambatan dan      
penyimpangan pelaksanaan program kerja ITS, serta      
memberikan alternatif usulan-usulan perbaikan 
● Pelaksanaan evaluasi dan pelaporan penyelenggaraan     

















BAB III  
TINJAUAN PUSTAKA 
 
Pada bab ini, akan dijelaskan mengenai dasar teori yang         
digunakan selama proses kerja praktek. 
 
3.1. Pemrograman Web 
Pemrograman web merupakan suatu proses pembuatan      
website untuk keperluan internet. Orang banyak mengenal web        
dengan istilah WWW atau World Wide Web. World Wide Web          
adalah halaman-halaman website yang terkoneksi satu dengan       
lainnya atau disebut juga dengan hyperlink yang membentuk        
samudera informasi yang berjalan dengan protokol HyperText       
Transfer Protocol (HTTP). 
 
3.2. Visual Studio Code 
Visual Studio Code adalah editor source code yang tersedia         
untuk Windows, macOS, dan Linux. Program ini tersedia dengan         
built-in support untuk JavaScript, TypeScript dan Node.js dan        
memiliki ekosistem yang melimpah akan ekstensi untuk bahasa        
pemrograman lain (seperti C++, C#, Java, Python, PHP, Go).  
 
3.3 Postman 
Postman adalah sebuah aplikasi yang berfungsi sebagai       
REST Client untuk uji coba REST API. Postman biasa digunakan          
oleh developer pembuat API sebagai tools untuk menguji API         
yang telah mereka buat.  
Postman merupakan tool untuk melakukan proses      
development API, dan memiliki banyak fitur-fitur yang sangat        
membantu dalam proses development API 
 
3.4 Javascript 
Javascript adalah sebuah bahasa tingkat tinggi yang       
dinamis. Javascript memiliki banyak fungsionalitas seperti web       




Javascript juga memiliki banyak library yang dapat digunakan        
contohnya nodejs, expressjs, vuejs, angularjs, reactjs, dan lain -         
lain. 
 
3.5 JSON Web Token (JWT) 
JSON Web Token atau JWT adalah standar Internet        
untuk membuat data dengan signature opsional atau enkripsi        
opsional yang muatannya menampung JSON yang menyatakan       
sejumlah klaim. 
Dimana JWT atau Token ini seperti password jadi ketika         
users berhasil melakukan Login maka server akan memberikan        
sebuah Token. Nanti Token tersebut akan disimpan oleh users         
pada Local Storage atau Cookies Browser dan bila users ingin          
mengakses halaman halaman tertentu maka harus menyertakan       
token tersebut. Untuk itu users akan mengirim balik token yang          




Express adalah kerangka kerja modul untuk Node yang        
dapat diunakan untuk aplikasi yang didasarkan pada server yang         
akan mendengarkan setiap permintaan input atau koneksi dari        
klien. Express juga dapat digunakan untuk mengembangkan       















BAB IV  
IMPLEMENTASI SISTEM 
 
Pada bab ini menjelaskan tahap implementasi yang       
dilakukan. Implementasi akan dibagi menjadi beberapa bagian,       
yaitu bagian Create Token, Verify Token. 
 
 
Diagram  1 : Diagram Komponen yang menunjukkan hubungan antar komponen 
pada implementasi sistem 
 
Komponen ​Web Kinerja membutuhkan komponen     
login.js dan ​Kinerja API​. ​login.js ​digunakan untuk menyediakan        
interface untuk melakukan login, sedangkan ​Kinerja API       
digunakan untuk mengakses resource. 
 
Komponen ​auth.js digunakan oleh ​Kinerja API untuk       
autentikasi dan autorisasi. ​auth.js akan mengecek token dan        
mengekstrak role pada token. Kemudian role akan dibandingkan        
dengan level akses pada resource yang diminta. 
 
4.1. Create Token  
 
4.1.1 Deskripsi 
JWT digunakan untuk mengautentikasi dan     




menggunakan ​library json web token, ​user yang telah        
terdaftar di ​database di ​sign dengan ​key​. Hasilnya adalah         
token yang akan dikirimkan ke ​user​. Alur dari create token          
ini bisa dilihat pada diagram 2. 
 
 
Diagram 2 :  Activity Diagram Create Token 
 
4.1.2. Data 
Data yang digunakan adalah hasil dari query terhadap        


















Gambar 4.1 Code Create Token 
Pada Code ini kami menggunakan library atau modul        
jsonwebtoken ​untuk membantu melakukan generate token untuk       
user. Dapat dilihat pada baris 4, variabel ​jwt berisi fungsi ​require           
untuk menggunakan modul ​json web token​. Lalu pada baris 35          
jika user berhasil melakukan login, program akan melakukan        
generate token menggunakan fungsi ​sign​, dimana data ​user akan         
digabungkan dengan variable ​secret yang memuat key unik. Pada         
baris 38 token yang telah tergenerate tadi akan diberikan kepada          
user. 
4.2. Verify Token 
 
4.2.1  Deskripsi 
Token yang diberikan oleh user akan diverifikasi. Dengan        
menggunakan library jsonwebtoken, token yang dikirimkan      
oleh user di setiap request akan diperiksa. Karena token         




dibuat-buat/dipalsukan oleh user akan gagal di sini. Alur        




Diagram 3 : Activity Diagram Verify Token dan Access 
 
4.2.2. Data 





4.2.3. Source Code 
 
 
Gambar 4.2 Code Verify Token 
 
Pertama kami memeriksa apakah token memiliki token       
header atau tidak, hal ini bisa dilihat pada baris 6. Jika token yang             
diterima memiliki token header, kami akan memeriksa token yang         
dimiliki oleh user valid atau tidak dengan menggunakan fungsi         
verify dari library ​jsonwebtoken​. pada baris 11 fungsi ​verify akan          
melakukan decode pada token jika hasil decode sama seperti         
token yang diberikan saat berhasil melakukan login maka user         
akan bisa melakukan akses, namun jika token tidak sama, user          
akan mendapatkan status 403 atau forbidden. 
 






Akses untuk user akan dicek di sini. Setiap user         
mempunyai role masing-masing. Role tersebut membatasi      
akses yang dipunyai oleh user. Dengan melakukan cek role         
tersebut user dapat dilihat apakah memiiki akses untuk        
suatu API atau tidak. Alur verify access ini dapat dilihat          
pada gambar 4.4 sebelumnya. 
 
4.3.2​ ​Data 
Data yang dipakai adalah hasil dekode token yang        
dilakukan di tahap verify token. 
 
4.3.3 Source code 
 
 





Pada fungsi ini kami melakukan pengecekan role yang        
dimiliki oleh user. Pada baris 28 kami memeriksa apakah role          
dimiliki itu role 1 atau bukan, dimana role 1 itu sendiri           
menunjukkan kalau user tersebut adalah admin yang dapat        
mengakses semua API. Sama seperti pada baris 42 dan 45 dimana           
melakukan cek apakah role user itu 3 yaitu user UP3 atau role 4             
yaitu validator dimana mereka juga bisa mengakses semua API.         
Untuk baris 31, kami memeriksa apakah user memiliki role 2          
yaitu user biasa atau tidak. Jika user benar memiliki role 2 kami            
akan membatasi akses API user dengan hanya dapat mengakses         











































BAB V  
PENGUJIAN DAN EVALUASI 
 
Bab ini menjelaskan tahap uji coba dilakukan terhadap        
pengaman API yang telah kami buat. 
 
5.1. Tujuan Pengujian 
Pengujian dilakukan terhadap pengaman API yang telah       
dibuat agar mengetahui apakah program yang telah kami buat         
sudah memenuhi kriteria dan sesuai dengan apa yang diinginkan 
 
5.2. Kriteria Pengujian 
Penilaian atas pencapaian tujuan pengujian didapatkan      
dengan memperhatikan beberapa hasil yang diharapkan berikut       
ini: 
a. User mendapatkan Token 
b. User yang memiliki hak akses dapat mengakses API 
c. User yang tidak memiliki akses tidak dapat mengakses API 
 
5.3. Skenario Pengujian 
Skenario pengujian dilakukan pada saat program pengaman       
API telat selesai dibuat. Program akan diuji dengan 3 cara yaitu           
melakukan login dan melihat apakah user telah mendapatkan        
token, mengakses API yang user tersebut memiliki hak akses, dan          
mencoba melakukan akses pada API yang tidak dapat diakses         
oleh user tersebut. Alur atau langkah-langkah untuk melakukan        
pengujian adalah sebagai berikut : 
 
Create Token : 
1. Membuka Postman 
2. Mengakses api login menggunakan option POST 
3. Pada bagian body memasukkan username dan      
password 





Verify Token  : 
1. Melakukan login pada postman 
2. Melakukan akses API untuk memanggil     
data-dasar dengan option GET 
3. Pada bagian header tambahkan authorization     
terus masukkan token yang terbuat pada saat       
login 
4. Melakukan SEND 
5. Melakukan akses API data-dasar lagi tetapi pada       
authorization token diubah 




5.4. Hasil Pengujian 
Terdapat hasil dari program yang telah dibuat pada Bab IV          
sebelumnya: 
 
5.4.1. Create Token 
Berikut merupakan tampilan pada postman ketika user       
melakukan login. User mendapatkan token yang memuat data        
user sebagai tiket untuk mengakses API. Hal tersebut dapat dilihat          
pada gambar 5.1 berikut. 
 








Berikut merupakan hasil jika user mengakses suatu API        
yang tidak bisa diakses user tersebut dan hasil jika bisa          








Gambar 5.3 Hasil Pengujian Jika Bisa Akses API 
 
 
Pada saat user gagal mengakses, user akan diberikan        
status ​error 403 atau ​forbidden​. Lalu jika berhasil mengakses API          




5.5. Evaluasi Pengujian 
Hasil evaluasi pengujian fungsi query dapat dilihat pada        
tabel 5.1. 
 
Tabel 5.1 Hasil Evaluasi Pengujian Fungsi Pengamanan API 
 
Dengan hasil pengujian pada tabel di atas, dapat        
disimpulkan bahwa secara keseluruhan pengaman API telah       







No. Kriteria Pengujian Hasil 
Pengujian 
1 User mendapatkan Token Terpenuhi 
2 User yang memiliki akses dapat mengakses      
API 
Terpenuhi 





KESIMPULAN DAN SARAN 
 
6.1. Kesimpulan 
Kesimpulan yang didapat setelah melakukan pembuatan      
pengaman API pada kegiatan kerja praktek di Unit Pengelolaan         
dan Pengendalian Program (UP3) - Institut Teknologi Sepuluh        
Nopember Surabaya adalah sebagai berikut: 
 
● Kami mengembangkan program untuk melakukan     
pengamanan API dengan mengenerate token lalu      
memberikan kepada user sebagai alat seperti identitas       
untuk memeriksa apakah user dapat mengakses suatu API        
atau tidak. 
● Kami telah mengimplementasikan API untuk melakukan      
autorisasi dan autentikasi menggunakan token pada saat       
karyawan UP3 ITS dan para civitas akademika di unit-unit         
ITS mengakses API. 
● Kami telah mengimplementasikan API untuk melakukan      
pengecekan token dengan membandingkannya dengan data      
dari karyawan UP3 ITS dan para civitas akademika di         
unit-unit ITS yang ingin mengakases API tersebut. 
 
6.2. Saran 
Saran untuk pengembangan sistem pengaman API aplikasi       
web Kontrak Kinerja adalah sebagai berikut: 
 
● Mengintegrasikan dengan authentication platform MyITS     
untuk mempermudah melakukan pengecekan API karena      
yang sekarang database untuk user terpisah sehingga API        
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