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ABSTRAKT 
Diplomová práce se zaměřuje na oblast systému pro řízení vztahu se zákazníky a jeho 
plnohodnotnou modernizaci. Má za úkol sestavit projekt a vyřešit potřebný upgrade 
systému v konkrétním podniku včetně všech dopadů na chod a procesy podniku a 
technologické řešení. 
ABSTRACT 
Diploma thesis focuses on the system for Customer Relationship Management and its full 
modernization. Its task is to build the project and resolve needed to upgrade the system 
in a particular company, including any impact on its operations and processes of the 
business and technology solutions. 
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ÚVOD 
Skoro každý podnik se v dnešní potýká s problémem, jakým způsobem řídit obchodní 
cyklus a jak nabídnout zákazníkům přidanou hodnotu k jejich nákupu. Kromě toho musí 
také řídit marketingové strategie nebo komunikaci se zákazníky. Pro veškerou evidenci 
obchodních a marketingových dat slouží systémy označené zkratkou CRM. Na trhu 
informačních systémů zaujímají tyto systémy komplementární komoditu k systémům 
ERP a jsou vnímány jako důležitá součást podnikových ICT prostředků. 
Informační systémy většinou vynikají krátkým inovačním cyklem díky pokroku 
technologií, zapracovávání legislativních změn a také díky změnám priorit a požadavků 
managementu podniku. Proto je nutné přistupovat k upgrade systému na vyšší verzi, 
případně obměnu celého informačního systému. Práce se zaměřuje právě na upgrade 
systému, který vyvstal z požadavků uživatelů a prezentace nových funkcionalit v nové 
verzi.  
14 
 
CÍLE PRÁCE, METODY A POSTUPY ZPRACOVÁNÍ 
Cílem této práce je popsat upgrade systému CRM z verze 2011 na verzi 2016 včetně 
všech dopadů. V práci tedy bude zahrnut celkový návrh projektu včetně sestavení 
projektového týmu, školení a projektové dokumentace včetně analýzy rizik. Dále zde 
budou popsány technologické požadavky a začlenění do současného ICT. 
Práce je rozdělena na teoretickou část, analytickou část a část vlastního návrhu řešení. 
V teoretické části jsou položeny teoretické základy informačních systémů a metod pro 
sledování efektivnosti informačních systémů. Analytická část se věnuje analýze podniku 
z obecného i IT pohledu, analýzy jsou prováděny pomocí metod SLEPT, Porterova 
modelu pěti sil, SWOT a také HOS8 pro analýzu současného IS. Vlastní návrh řešení už 
popisuje samotný upgrade, který bude vystavěn na požadavcích z předchozí kapitoly a 
bude zahrnovat metodické i technické postupy pro úspěšné zvládnutí upgrade. 
  
15 
 
1 TEORETICKÁ ČÁST PRÁCE 
 Informační strategie 
„Informační strategií obecně rozumíme soustavu cílů a způsobů jejich dosažení“(1, s.21). 
Mělo by vždy platit, že navržená infrastruktura popsaná v informačním strategickém 
plánu vždy předbíhá současný stav IS/ICT. Mezi komponenty informační strategie patří 
především: hardware (počítače, servery apod.), software (operační, databázové a 
aplikační systémy), dataware (správné datové zdroje), peopleware (počítačová 
gramotnost uživatelů) a v neposlední řadě také orgware (systém řízení podniku závislý 
na použitých technologiích) (1). 
Při vytváření informační strategie je nutné uskutečnit tyto kroky (2): 
 Analýza a zhodnocení současného stavu IS/ICT, 
 Definování cílového stavu IS/ICT a 
 Návrh nového postupu, jak dosáhnout dohodnutého cílového stavu IS/CT za 
současných podmínek. 
Informační strategie by měla být vytvářena vedoucím pracovníkem IT společně 
s nejvyšším vedením podniku a měli by s ní být seznámeni a řídit se ji všichni 
zaměstnanci podniku. Hlavním cílem informační strategie by mělo být nalezení přidané 
hodnoty našich technologií, řízení zdrojů pro IS/ICT a organizační záležitosti - například 
pravomoce, odpovědnosti, bezpečnostní zásady apod. (1).  
Globální strategie je postavena na základech analýz externího a interního okolí podniku. 
Proto je třeba v prvním kroku udělat SWOT analýzu, poté je nutné definovat poslání 
podniku a následně sestavit globální cíle, priority a kritické faktory úspěchu. Dílčí 
strategie globálních funkcí nastává až po fázi sestavení globální funkce a rozvojových 
programů (3). 
 Informační systém 
Pojem Informační Systém nemá jednotnou definici. Lze jej ale vymezit jako soustavu 
zdrojů, informací, technických prostředků a systému práce. Obecně vzato má sloužit pro 
komplexní řešení podnikových procesů a toku dat, stejně tak pro vytváření smysluplných 
databází a práce s nimi. Role IS v podnicích dnes zastává zásadní roli, protože se používá 
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pro podnikové řízení a rozhodování managementu. I proto by dnes některá manažerská 
rozhodnutí nebyla možná realizovat bez něj (4). 
Ještě v 80.letech 20.století zastávaly informační systémy spíše úlohu podpory 
jednotlivých úrovní podnikového řízení. Například vznikaly programy na řízení logistiky, 
výroby, financí nebo obchodu. Tyto aplikace se souhrnně nazývaly Automatizované 
Systémy Řízení (od toho je odvozena zkratka ASŘ). Od devadesátých let tyto systémy 
ale nahrazovaly již dnes známé informační systémy, které dokážou tyto oblasti navzájem 
propojovat a přinášet ucelené informace o podnikových datech (4). 
Mezi hlavní oblasti řešené informačním systémem patří například (4): 
 Business Intelligence (označované jako BI), 
 Customer Relationship Management (označované jako CRM), 
 Supply Chain Management (označované jako SCM), 
 E-business, e-commerce, m-commerce, 
 Enterprises Content Management (označované jako ECM), 
 Product Lifecycle Management (označované jako PLM), 
 Digitální podnik (označované jako digital factory), 
 Competitive Intelligence (označované jako CI), 
 a další. 
Informační systémy se mohou dělit na dva typy podle jejich specializace (4): 
1. All-in-One 
Jedná se o systém, který pokrývá většinu podnikových aplikací a procesů. Pro takový 
systém je charakteristické nespecifické zaměření, ale tím pádem také menší detailnost 
procesů. 
2. Best-of-Breed 
Takový systém se zaměřuje pouze na určité vybrané procesy, proto je charakteristická 
vysoká detailní funkcionalita. Nevýhodou ale je složitější integrace s dalšími 
systémy. 
17 
 
 
Obrázek 1: Hodnototvorný řetězec (2) 
 Procesní pohled na IS 
Existuje velmi úzká vazba mezi podnikovým informačním systémem a podnikovými 
procesy. Podnikový informační systém by totiž měl zlepšovat podnikové procesy. 
Procesní pohled je ostatně zakomponován přímo v normě ISO. Norma ČSN EN ISO 
9001:2001 definuje proces jako „soubor vzájemně souvisejících nebo vzájemně 
působících činností, které přeměňují vstupy na výstupy“ (4, s.114). 
Podnikové procesy mohou být (4): 
 Klíčové – podporují naplnění poslání firmy či uspokojují potřeby zákazníka 
podniku, 
 Podpůrné – sloužící pro podporu zaměstnanců v podniku a 
 Vedlejší – taktéž sloužící pro podporu zaměstnanců v podniku, nelze je ale 
vyčlenit mimo organizaci (outsourcovat). 
 Finanční aspekty IS 
Výdaje na informační systém můžeme dělit dle několika hledisek. Prvním hlediskem je 
čas. Z hlediska času výdaje dělíme na (1): 
 plánovací, 
 pořizovací, 
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 implementační, 
 udržovací a 
 likvidační. 
Pokud se management podniku rozhodne pro tzv. dodavatelské řešení, je nutné brát ohled 
na strukturu výdajů. Ta může vypadat následovně: 
 
Obrázek 2: Struktura výdajů na IS (1) 
Důležitý ukazatel, který by měl management každé společnosti sledovat, je Total Cost of 
Ownership. Zavedla jej společnost Gartner Group a zkrácený název ukazatele je TCO. 
Můžeme jej dělit podle 4 kategorií: investice, technická podpora, řízení (administrace) a 
činnost konečného uživatele. Ukazatel slouží především pro benchmarking, tedy pro 
porovnání nákladů s ostatními podniky v odvětví či s celým odvětvovým průměrem (1). 
Při posuzování TCO musí management zohledňovat následující elementy (5): 
 Počet uživatelů, 
 Náklady na jednu licenci, 
 Komunikační náklady včetně nákladů na webové stránky, 
 Náklady na systémovou integraci, 
 Náklady na podporu či upgrade systému, 
 Náklady na implementaci a uzpůsobení (customizaci), 
 Náklady na IT/HW infrastrukturu či hostování HW prostředků, 
Maintenance (4 
roky)
18%
Implementace
29%
Hardware
16%
Software
37%
Struktura výdajů na IS
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 Interní náklady IT personálu na udržování systému v provozu, 
 Náklady na případnou změnu interních procesů, 
 Náklady na školení uživatelů a 
 Ostatní náklady spojené s IS. 
Každý z těchto bodů by se dal ještě podrobněji rozebrat. Například HW/IT infrastruktura 
jistě zahrnuje nákup aplikačního serveru a databázového serveru, případně webového 
serveru. (5). 
 Technický pohled na IS 
Informační systém je nutné vnímat z několika hledisek. Prvním hlediskem je manažerské, 
které určuje, jakým způsobem by měl informační systém napomáhat cílům podniku. 
Druhé hledisko je ale technické, potažmo datové. To určuje finální podobu uložení dat a 
technické požadavky na informační systém. 
Každý informační systém je postaven na nějaké architektuře a platformě. Některé 
systémy mají vlastní platformy (například Oracle), jiné systémy využívají existující 
platformy (například MS SQL). 
Jedním z nejdůležitějších technických požadavků na systém bývají databáze pro uložení 
dat ze systému. Ve většině případů se používají relační databáze, protože nejvíce vyhovují 
požadované struktuře dat. Relační databáze využívají dotazovací SQL jazyk, který se 
využívá pro ukládání nebo zobrazování dat. Mohou se s ním i mazat data a upravovat, 
většina těchto funkcí je ale v podnicích zakázána z důvodu historie dat. Nad samotnými 
relačními databázemi pak bývá vystavěn také systém pro zobrazování dat. Například ERP 
nebo CRM systémy používají ve většině případů systém RDBMS (4). 
Podniková data můžeme rozdělovat na (6): 
 Kategorii klíčových referenčních dat, kterou tvoří údaje o podniku, jeho lidských 
zdrojích, charakteristiky znalostí jednotlivých osob, vlastnosti strojů a zařízení, 
 Kategorii kmenových dat, která je složena z charakteristik podniku, dodávaného 
materiálu, nebo třeba kusovníku, 
 Kategorii podmíněných kmenových dat, kterou tvoří podmínky a pravidla 
určitých situací – pokud se jedná například o určitého zákazníka, bude mít nárok 
na slevu, apod, 
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 Kategorii transakčních dat, kterou tvoří data vznikající při transakci určité operace 
– může se jednat například o standard EDI a jeho datové zprávy a 
 Kategorii reportů, která slouží pro sestavování hlášení a reportů. 
V poslední době častěji začínají vystupovat webově orientované aplikace, které poskytují 
rozhraní přímo ve webovém prohlížeči. Jsou založeny na 5 pilířích (5): 
 XML – eXtensible Markup Language – jedná se o „meta jazyk“, který je nezávislý 
na použité platformě; zásadní výhodou je jeho jednoduchost, nevýhodou použití 
různého standardu XML v různých vertikálách, 
 SOAP – Simple Object Access Protocol – série procedur napsaných v jazyce 
XML, které povolují použití objektů a jejich přenos pomocí HTTP do jiného 
operačního systému pomocí portu 80, 
 WSDL – Web Services Definition Language – služba pro popis rozhraní mezi 
webovými službami, 
 UDDI – Universal Description, Discovery and Integration – registr využívaný pro 
publikování webových služeb a 
 BPEL4WS – Business Process Execution Language for Web Services – tagovaná 
XML zpráva, která definuje podnikové procesy a funkcionalitu ve webových 
službách. 
      Rozhodování o pořízení nového IS 
Při rozhodování o novém systému má podnik 3 možnosti: 
 Rozvoj existujícího řešení, 
 Vývoj nového systému na míru a 
 Nákup hotového softwarového systému. 
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V následující tabulce je popis výhod a nevýhod jednotlivých možností: 
Varianty řešení Výhody Nevýhody 
Rozvoj existujícího řešení 
 Maximální využití 
existujících zdrojů a investic 
 Z krátkodobého hlediska 
lacinější a rychlejší 
 Uspokojení okamžitých 
potřeb 
 Nemusí odpovídat všem 
budoucím požadavkům 
 Celkové náklady mohou být 
vyšší 
 Výsledným produktem 
může být méně kvalitní 
systém 
Vývoj nového systému na 
míru 
 Může přesně odpovídat 
potřebám podniku 
 Řízený vývoj 
 Celkově dražší řešení 
 Časově náročné řešení 
 Riziko negarantovaného 
konečného produktu a jeho 
dalšího vývoje 
Nákup hotového softwarového 
systému 
 Z dlouhodobého hlediska 
finančně méně náročný 
 Rychlejší zavedení 
 Zaručená funkčnost a další 
vývoj 
 Nemusí přesně splňovat 
všechny požadavky 
uživatele 
 Závislost na dodavateli 
Tabulka 1: Varianty řešení IS (vlastní zpracování dle 4) 
Pokud se podnik rozhodne pro provozování informačního systému na vlastních 
prostředcích, jedná se o tzv. on premise aplikaci, v opačném případě má aplikace podobu 
SaaS cloud domputingu a nazývá se jako on demand aplikace (6). 
 Outsourcing IS/ICT 
Veškeré informační systémy se dají také tzv. outsourcovat. V praxi to znamená, že se 
využívají cizí zdroje namísto vlastních zdrojů. Není tedy potřeba nakupovat nový 
hardware, servery či jiný software a vše se provozuje na prostředcích dodavatele. Vždy 
by se v tomto způsobu mělo jednat o opakovanou a trvalou službu dodávky. Jedním ze 
speciálních případů outsourcingu je tzv.cosourcing. Jedná se o způsob, kdy společnost 
s dodavatelem a systémovým integrátorem vytváří vyšší formu spolupráce a dodavatel je 
ve velké míře motivován, aby jím spravovaný systém přinášel vysokou užitnou hodnotu 
u zákazníka. Je totiž plně začleněn do tvorby přidané hodnoty. Outsourcing většinou bývá 
ošetřen servisní nebo SLA smlouvou. Díky tomu je pro podniky lehčí vymáhat případnou 
škodu po dodavateli. Pokud by totiž spravoval a vyvíjel systém nějaký zaměstnanec 
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podniku, zřejmě by na něho nebyla uplatněna škoda v plném rozsahu, zatímco u 
dodavatele tomu tak většinou je. Outsourcovat jde několik věcí – celý informační systém 
či jeho části a moduly, správu, údržbu a provoz systému či jen některé etapy životního 
cyklu informačního systému (1). 
Outsourcing můžeme rozdělovat na následující úrovně (1): 
 Vnitřní outsourcing (Inhouse outsroucing), kdy dodavatel je výhradním 
poskytovatelem služby pro danou společnost (příkladem mohou být některé 
divize společností), 
 Závislý outsourcing (Subordinate outsourcing), kdy jsou vytvořeny společnosti 
s majoritním podílem zákazníka (příkladem mohou být některé společnosti, které 
jsou zřízeny speciálně pro potřeby IT služeb jiné společnosti) a 
 Nezávislý outsourcing (Independent outsourcing), kdy službu poskytuje 
absolutně nezávislý subjekt. 
Při posuzování výdajů na outsourcing je potřeba si uvědomit, že zde vystupují dva druhy 
výdajů (1): 
1. Kooperační (transakční) výdaje, které se platí při pořízení, při uzavření smlouvy 
a dalších smluvních podmínkách, a 
2. Platby za služby, které jsou brány jako paušální výdaje, které se platí průběžně za 
celou dobu délky kontraktu. 
 Projekt zavádění IS do podniku 
Pro projekty IS/ICT jsou specifické zejména tyto věci (4): 
 Jsou v úzkém spojení s podnikovou strategií, 
 Přinášejí do podniku inovace s krátkým inovačním cyklem změn, 
 Zasahují do všech oblastí podniku, 
 Vytvářejí nové výrobky nebo služby či nové kanály pro komunikaci se zákazníky, 
 Jsou velmi úzce závislé na zkušenostech uživatelů organizace a konzultantů a 
 Velmi často se podílí na zlepšování podnikových procesů potvrzených certifikací 
ISO 9000 nebo pomocí Business Process Reengineering (BPR). 
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Do životního cyklu IS patří následující kroky (4): 
 Provádění analýzy současného stavu, 
 Vytvoření návrhu řešení, 
 Sestavení projektového plánu realizace, 
 Realizace projektu a provoz a 
 Údržba a další rozvoj, upgrade a aktualizace. 
Životní cyklus se dá pojmout jako nekonečný PDCA cyklus, který počítá s obměnou či 
vylepšováním systému. 
Každý projekt musí být rozdělen do jednotlivých etap, které se budou provádět v sérii po 
sobě. 1. nutným krokem je rozhodnutí pro změnu podnikového IS. Bez tohoto rozhodnutí 
nelze žádný projekt realizovat. Projekty změny IS jsou obvykle schvalovány nejvyšším 
vedením na návrh CIO (Chief Information Officer – manažer IT). 2. krokem je pak 
vytvoření řešitelského týmu, který bude zodpovídat za správné nasazení IS. Oba dva 
zmíněné kroky se řadí do etapy s názvem Rozhodnutí pro změnu podnikového IS a 
vytvoření týmu (4). 
Druhou etapou je výběr vhodného řešení. Obvykle vychází dodavatel z dvoukolového 
výběrového řízení, které se dělí na hrubý výběr a jemný výběr. Hrubý výběr zahrnuje 
zhodnocení nabídky podle kritérií výběru porovnáním s poptávkou. Zvolí se zde klíčové 
komponenty, které musí systém zahrnovat a podle ohodnocení dalších komponent pak 
dodavatel se svým řešením postupuje/je vyřazen z výběrového řízení. Jemný výběr pak 
většinou zahrnuje také osobní konzultace nebo předvedení ukázkového řešení v jiné 
organizaci. Po výběrovém řízení je s dodavatelem uzavřena smlouva na zavedení a 
většinou také dohoda o SLA (4). 
Třetí etapa zahrnuje vlastní implementaci systému podle zadání. V této etapě už je nutná 
osobní konzultace s členy implementačního týmu a na této etapě velmi závisí z hlediska 
funkčnosti systému. Neměla by tedy být podceňována (4). 
Poslední etapou je provoz a údržba stávajícího IS. Pro efektivní provozování mohou 
sloužit metodiky ITIL nebo COBIT (4). 
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 ITIL 
ITIL je označení pro knihovnu infrastruktury IT. Všeobecně je tato knihovna vnímána 
jako soubor nejlepších metod (tzv. best-practises). ITIL neobsahuje konkrétní postupy, 
jak řídit danou problematiku na konkrétní infrastruktuře. Dává pouze doporučení, jakým 
způsobem lze danou problematiku vylepšit. ITIL rozlišuje tři úrovně procesů (4): 
1. Strategická úroveň – zahrnuje řízení IT služeb, bezpečnost, řízení kvality či 
organizační řízení, 
2. Taktická úroveň – zahrnuje plánování a kontrolu IT služeb a 
3. Operační úroveň – zahrnuje podporu IT služeb a servisní zajištění. 
ITIL se dělí především na následující publikace: Service Strategy, Service Design, 
Service Transition, Service Operation a Continual Service Improvement (6). 
 
Obrázek 3: ITIL procesy (7) 
 COBIT 
COBIT je zkratkou sousloví Control Objectives for Information and Related Technology. 
Na rozdíl od knihovny ITIL, COBIT je plnohodnotnou metodikou, která popisuje 
konkrétní opatření pro správné nasazení IS/ICT v podnikové praxi. I přesto je ale 
nezávislý na použitých technologických platformách (4). 
COBIT rozděluje procesy do 5 oblastí: Vazba strategií, Dodávka hodnoty, Řízení zdrojů, 
Řízení rizika a Měření výkonnosti (6). 
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 Inovace stávajícího IS 
Každý informační systém podléhá životnímu cyklu. V první fázi přichází etapa růstu, kdy 
se IS implementuje a postupně se management snaží o maximální využití IS. Poté nastává 
etapa nasycení, kdy IS poskytuje nejvyšší přidanou hodnotu a uživatelé s ním pracují bez 
větších překážek. Poslední fází je etapa poklesu, při které se v IS objevují technologické 
a procesní trhliny a je nutné jej inovovat (8). 
 
Obrázek 4: Inovace podnikového IS (8) 
Mezi největší důvody k inovaci patří zejména technologické trendy. V poslední době se 
objevují technologie, jako například Cloud Computing, Sociální sítě nebo Green ICT. 
Pod pojmem Green ICT se skrývá snaha ušetřit na odběru energie a využívat obnovitelné 
zdroje energie. Příkladem pro zlepšení Green ICT může být zlepšení účinnosti ICT 
infrastruktury, využívání nových nízkonapěťových technologií či zlepšení chování 
koncových uživatelů a jejich školení vůči plýtvání energie (8). 
 Efektivnost informačního systému 
Efektivnost informačního systému se hodnotí na základě jeho přínosů. Přínosy pak 
můžeme dělit podle peněžní podstaty na (1): 
 Finanční – tedy měřené v peněžních jednotkách – typicky se může jednat o 
finanční ukazatele, které vyplynou z finanční analýzy, a 
 Nefinanční – jsou měřené jinými jednotkami, jako jsou například čas, počet a jiné 
– například produktivita. 
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Další dělení spočívá v rozčlenění jeho přínosů na (1): 
 Kvantitativní přínosy – jsou měřeny nějakou stupnicí a 
 Kvalitativní přínosy – ty jsou pro změnu měřeny pořadím či takzvaným 
semaforem Splněno-Nesplněno. 
Důležité dělení je také na přímé a nepřímé přínosy. Do tohoto problému se dostávají 
manažeři podniku, pokud chtějí hodnotit efektivnost investice do informačního systému. 
Neumí totiž rozlišit, co vše se váže k novému informačnímu systému a jaké nepřímé 
přínosy umožnil (1). 
Posledním dělením, které stojí za zmínku, je dělení na krátkodobé a dlouhodobé přínosy. 
Krátkodobé se obvykle uvádějí jako přínosy do půl roku po projektu implementace 
IS/ICT, zatímco dlouhodobé se počítají minimálně po půl roce, ale častěji až několik let 
po uvedení IS do provozu (1). 
 Finanční ukazatele 
První velkou skupinou ukazatelů přínosu jsou takzvané finanční ukazatele. Tyto 
ukazatele jsou důležité především v období plánování investice do IS/ICT. Mají za úkol 
totiž zdůvodnit, že se investice podniku vyplatí. Do finančních ukazatelů řadíme 
především dva ukazatele – návratnost kapitálu a dobu obratu (1). 
Návratnost kapitálu 
Ukazatel návratnosti kapitálu dokáže ukázat na rentabilitu vloženého kapitálu. Proto se 
nejčastěji uvádí rentabilita aktiv, která se vypočítá pomocí následujícího vzorečku (1): 
𝑅𝑉 =
𝐸𝐴𝑇
𝑉𝐾
∙ 100, 
kde EAT je roční zisk po zdanění (Earnings after Taxes) a VK je zkratka pro Vlastní 
Kapitál. 
Snahou je, aby se renatibilita aktiv neustále zvyšovala a napomáhala tak ke snižování 
nákladů a zvyšování výnosů. 
Doba obratu 
Tento ukazatel se používá především u podniků, které vyrábí určité výrobky a potřebují 
informačním systémem snížit právě dobu obratu zásob. U společností podnikajících 
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v oblasti služeb se pak využívá ukazatel doby obratu pohledávek. Cílem u obou ukazatelů 
je snížit jej na co nejnižší úroveň (1). 
𝑇𝑂𝐵 =
𝑃𝑆𝑂𝑀
𝑄
∙ 360, 
kde PSOM je Průměrný stav oběžného majetku a Q značí roční výkony, které vyčteme 
ve výkazu zisku a ztráty. 
 Nefinanční ukazatele 
Mezi nefinanční ukazatele můžeme řadit například produktivitu. Sledování produktivity 
je velice obtížné, proto si většinou vystačíme s jednoduchou definicí, že produktivita 
značí podíl mezi vstupy a výstupy. Cílem je snižovat vstupy a zvyšovat výstupy tak, aby 
bylo dosaženo optimálního výsledku. Můžeme takto sledovat například počet vyrobených 
výrobků jedním pracovníkem nebo jedním strojem za jeden den, počet zákazníků 
v určitých časových rozmezích apod. Je zde ale důležité dbát na to, aby se srovnávaly 
metriky ve srovnatelných časových úsecích. Mezi další nefinanční ukazatele patří 
například zkrácení doby vývoje a výroby, zvýšení počtu zákazníků, zkrácení doby 
obsluhy zákazníka, zvýšení podílu na trhu a mnoho dalších. Veškeré vyjmenované 
nefinanční ukazatele se dají převést na finanční ukazatele, je ale potřeba zapojit statistický 
aparát a odborné odhady. Tím se celý proces výpočtu komplikuje (1). 
Typickými přínosy můžeme označovat ve výrobním podniku například redukci zásob, 
snížení materiálových nákladů, snížení mzdových nákladů, zlepšení služeb zákazníkům 
nebo zlepšení kontroly peněžních toků. Veškeré zmíněné přínosy jsou lehce měřitelné a 
dokazují, že se zlepšily procesy uvnitř podniku. Na základě těchto přínosů je můžeme 
kvantifikovat a sestavit zjednodušenou rozvahu, respektive výsledovku. Ta pak odhalí 
reálné úspory a ty pak můžeme porovnat s celkovými náklady na vlastnictví – TCO (1). 
Celou oblast efektivnosti a efektivity popsal výstižně Peter Drucker, který nadefinoval 
tzv. Druckerův model. Podle něj se lze každý systém zařadit do jednoho ze čtyř kvadrantů 
podle účelnosti a účinnosti (1): 
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Obrázek 5: Druckerův pohled na prosperitu podniku (vlastní zpracování dle 1) 
 
 McFarlanův model aplikačního portfolia 
Z hlediska aplikační efektivnosti vytvořil McFarlan model, který se podobá Bostonské 
matici a má za úkol ukázat kvadrant, do kterého podnikové aplikace spadají. Tyto 
aplikace dělí na podpůrné, klíčové, strategické a potenciální (1). 
b
u
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o
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STRATEGICKÉ POTENCIÁLNÍ 
Aplikace, které jsou kritické pro 
dosažení cílů společnosti, např. 
marketingový IS, manažerské IS, 
finanční analýza apod. 
Aplikace, které mohou být důležité 
pro dosažení cílů společnosti, např. 
expertní systémy, elektronické 
prototypy, EDI apod. 
so
u
ča
sn
o
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KLÍČOVÉ PODPŮRNÉ 
Aplikace, které jsou kritické pro chod 
společnosti, např. saldokonta, 
kalkulace, řízení výroby, řízení 
skladů apod. 
Aplikace, které jsou důležité, ale ne 
kritické pro chod společnosti, např. 
účetnictví, mzdy, elektronická pošta, 
zpracování textů apod. 
nutnost možnost 
Tabulka 2: MacFarlanův model aplikačního portfolia (vlastní zpracování dle 1) 
Podpůrné aplikace 
Do podpůrných aplikací řadíme především takové aplikace, které sice mohou podporovat 
chod podniku, nejsou ale nezbytně nutné a kriticky potřebné pro chod podniku. 
V Bostonské matici jsou takové aplikace přirovnávány ke psům. Takové aplikace mají 
přínosy měřitelné v krátkodobém horizontu (1). 
29 
 
Klíčové aplikace 
Jak lze vidět z obrázku, klíčové aplikace řadíme do aplikací pro současnost, ovšem 
nutnost. Je tedy nutné zajistit jejich provoz, protože jsou nezbytně nutné pro chod podniku 
a při jejich zastavení dojde velmi rychle k zastavení celého provozu podniku. 
V Bostonské matici jsou takovým ekvivalentem tzv. dojné krávy. Přínosy jsou sice pouze 
v krátkodobém horizontu, zčásti se ale těžko měří (1). 
Strategické aplikace 
Strategické aplikace už řadíme do aplikací pro budoucnost. Jsou tedy vždy závislé na 
cílech podniku. Z toho vyplývá, že přínos těchto aplikací je také přímo úměrný cílům 
organizace. Pokud má organizace malé cíle, tak i přínos strategických aplikací bude malý. 
Obdobně je tomu u velkých cílů. V Bostonské matici odpovídají strategické aplikace 
případu hvězd (1). 
Potenciální aplikace 
Posledním typem aplikací jsou tzv. potenciální aplikace. Ty řadíme do budoucích 
aplikací, které představují možnost pro podnik. Znamená to tedy, že jsou ve většině 
případů spojeny s uvedením nějakých nových produktů či služeb na trh. Do těchto 
aplikací bychom měli zařadit především inovace procesů. V Bostonské matici odpovídají 
tzv. problémovým dětem, které mohou, ale nemusí mít užitek (1). 
    Metody hodnocení efektivnosti informačního systému 
V českých podnicích se uplatňují především metody založené na přidané hodnotě 
informačního systému. Patří mezi ně (4): 
 TCO (Total Cost of Ownership – celkové náklady na vlastnictví), 
 ROI (Return on Investement – návratnost investice), 
 BSC (Balanced Scorecard) a 
 EVA (Economic Value Added – ekonomická přidaná hodnota) či TEI (Total 
Economy Impact). 
Metoda celkových nákladů na vlastnictví se snaží vyhodnotit celkové náklady 
prostřednictvím cen a technických parametrů. Nezohledňuje ale obchodní procesy 
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v organizaci. Metodu uplatňují manažeři a výrobci IS/ICT při kontrole a plánování výdajů 
za služby IS/ICT (4). 
Metoda návratnosti investice se hojně využívá při jakýchkoliv ekonomických investicích 
podniku. Nejinak je tomu i v oblasti IS/ICT. Tato metoda porovnává příjmy a náklady na 
investici (v tomto případě náklady na pořízení). Výhodou této metody je snadná 
dohledatelnost nákladů na pořízení, proto ji využívají zejména finanční manažeři nebo 
ekonomové. S informačním systémem ale souvisí také mnoho relativně skrytých nákladů, 
které nejsou v této metodě zohledněny, proto tato metoda není příliš vhodná pro 
hodnocení IS/ICT projektů (4). 
Metoda BSC je hojně rozšířena především v zahraničí. Do českých podniků už ale také 
zvolna proniká. Je založena na propojení obchodní strategie a finančního procesu. Závisí 
tedy na úspěšném propojení čtyř oblastí: financí, spokojenosti zákazníka, stavu interních 
procesů a schopnosti provádět inovace (4). 
Grafické znázornění metody BSC je možno vidět níže: 
 
Obrázek 6: Balanced Scorecard (9) 
Metoda EVA je přímo závislá na určení přidané hodnoty pro podnik. Používá se 
především u vrcholového managementu na strategické úrovni (4). 
Poslední zmíněnou metodou je TEI, neboli Total Economy Impact. Jedná se o způsob 
hodnocení zahrnující také rizika a přínosy. Výhodou této metody je možnost hodnocení 
stability dodavatelů IT produktů, velikosti nebo časování projektů (4). 
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Podle průzkumu z roku 2012 je většinou podniků využívána metoda TCO nebo ROI 
(dohromady v 66 %). Více ukazuje následující graf: 
 
Obrázek 7: Používané metody hodnocení efektivnosti IS (vlastní zpracování dle 4) 
 Metoda HOS8 
Metoda HOS 8 poskytuje ucelený pohled na IS na základě osmi oblastí (10): 
 Hardware (HW) – zkoumá fyzické vybavení nutné pro provoz IS, 
 Software (SW) – zkoumá programové vybavení, 
 Orgware (OW) – zahrnuje pravidla a postupy pro provoz IS, 
 Peopleware (PW) – zkoumá kvalitu schopností uživatelů IS, 
 Dataware (DW) – zahrnuje oblast ukládání dat z IS a jakým způsobem jsou 
využívána, 
 Customers (CU) – zkoumá přidanou hodnotu poskytovanou zákazníkům díky IS, 
 Suppliers (SU) – zahrnuje nutné dodavatelské předpoklady pro provoz IS a 
 Management IS (MA) – má za cíl posoudit strategii, pravidla a vnímání IS jako 
celku. 
Jednotlivé zmíněné oblasti se pak rozpadají na tzv. kontrolní otázky. Metoda počítá s 10 
různými otázkami ke každé z oblastí. Na tyto otázky se odpovídá stupni: Ano, Spíše ano, 
Částečně, Spíše ne a Ne. Jednotlivé odpovědi jsou pak transformovány do číselné 
stupnice 1-5 a je vypočítán jejich aritmetický průměr (10). 
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Model podrobného stavu informačního systému popisuje veškeré oblasti zmíněné v HOS 
8. Jedná se tedy o vektor 8 hodnot (10): 
𝑚 = (𝑢ℎ𝑤, 𝑢𝑠𝑤 , 𝑢𝑜𝑤 , 𝑢𝑝𝑤, 𝑢𝑑𝑤 , 𝑢𝑐𝑢, 𝑢𝑠𝑢, 𝑢𝑚𝑎), 
Kde každá z 8 oblastí může nabývat 5 hodnot (1-5). 
Souhrnný stav IS se určuje podle nejnižší složky zmíněného vektoru. Pokud je souhrnný 
stav roven 5, má IS velmi vysokou souhrnnou úroveň, pro souhrnný stav roven 1 má IS 
velmi nízkou souhrnnou úroveň. Souhrnný stav informačního systému podle HOS 8 se 
vykresluje do grafu. Výsledná úroveň pak může vypadat následovně (10): 
 
Obrázek 8: Souhrnný stav IS podle HOS 8 (10) 
V grafu je také zaznačen kruh znázorňující význam IS podle doporučeného stavu a model 
vyváženého IS. Pro vyvážený IS platí, že ui = u, tedy každá oblast IS je ohodnocena stejně. 
Posledním krokem metody je interpretace výsledků a formulace závěrů a doporučení pro 
celek, i pro každou oblast. Obecně platí, že je cílem, aby byl informační systém lépe 
ohodnocen, než jak je ohodnocen jeho význam. Pokud je v nějaké oblasti podhodnocen, 
je důležité se zaměřit na danou oblast a nějak ji vylepšit. Doporučení pak obsahuje 
základní 3 strategie (10): 
 Strategii expanze – zacílení na skokové zlepšení stavu IS, 
 Strategii stability – postupné zvyšování efektivity IS a 
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 Strategii omezení – postupné snižování nákladu a významu IS. 
 Metoda PQM 
PQM vychází ze zkratky Process Quality Management. Tato metoda vychází z toho, že 
úspěch je vždy tvořen týmovou prací. Proto je nutné dbát na to, aby všechny důležité 
procesy sestavoval tým odborníků, kteří mají ke každému procesu co říct. Zavádí se zde 
pojmy jako sponzor nebo koordinátor, přičemž každá role je v něčem důležitá (1). 
Celý proces sestavování procesů je dílem brainstormingu všech členů týmu. Ti také 
stanovují tzv. kritické faktory úspěchu. Ty nám určují, které oblasti je nutné pokrýt 
procesy, bez nichž se to neobejde. Každý kritický faktor úspěchu musí být ovlivnitelný, 
měřitelný, vyzývající k aktivitě, reálný a v souladu s posláním a cíli. Kritické faktory se 
dále přiřazují podnikovým procesům a vzniká tzv. matice vazeb procesů a kritické faktory 
úspěchu. Na základě této matice pak uvidíme, které kritické faktory úspěchu jsou 
nejčastěji využity, či mnohem důležitější údaj, které procesy mají nejvíce kritických 
faktorů úspěchu. Na tyto procesy bychom se měli zaměřit, protože ty budou tvořit 
nejvyšší přidanou hodnotu systému (1). 
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1.Marketing X     1 C  
2.Kontraktační jednání X   X X 3 D  
3.Zpracování objednávek  X    1 A  
         
atd.         
         
11.Kalkulace zakázky X   X  2 B * 
         
atd.         
         
19.Arbitrážní řízení      0 D  
20.Finanční analýza      0 C  
Pokrytí CSFs procesy 10 8 0 12 6    
Tabulka 3: Matice vazeb procesů a kritické faktory úspěchu (vlastní zpracování dle 1) 
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 Řízení obchodních vztahů (CRM) 
Systém CRM vznikl především pro udržení vztahu se zákazníkem. CRM systém může 
sloužit například pro zasílání různých publikací či zpráv o podniku, zasílání elektronické 
pošty, pro různé konference na webu nebo pro používání callcenter. V roce 2012 bylo na 
trhu podnikových informačních systémů přibližně 90 systémů CRM (4). 
CRM systém se považuje jako rozšíření ERP systémů, řadí se tedy mezi tzv. „xRP“ nebo 
„extended ERP“ systémy. Systémy CRM nemají žádnou obecnou definici. V průzkumu 
z roku 2000 jej každý respondent definoval jinak. Například pro 27 procent respondentů 
představuje CRM systém pro kvalitní interakci se zákazníkem, pro 29 procent 
respondentů je systém 360° pohled na životní cyklus zákazníka nebo pro 20 procent 
respondentů se jedná o nástroj změny orientace z produktového zaměření na zákaznické 
zaměření (5). 
 Dělení CRM Systémů 
CRM systémy můžeme dělit podle několika hledisek. Základní dělení představuje 
rozdělení podle způsobu použití. Jedná se o analytické CRM, operativní CRM a 
kooperační CRM. Další dělení může být podle vertikalizace nebo podle oboru podnikání 
organizace (4,5).  
 Analytické CRM 
Analytické CRM jsou určeny především pro analýzu chování zákazníků. Umožňují 
například návrh a realizaci marketingových kampaní včetně technik cross-selling a up-
selling, finanční předpovědi a analýzy ziskovosti zákazníků, či sledování vzorců chování 
jednotlivých zákazníků k podpoře rozhodování o produktech či službách (4). 
Analytické CRM bývá často využíváno v těch případech, kdy má podnik uchovávány 
informace o zákaznících ve více zdrojích a management si tak nemůže dělat komplexnější 
analýzy. Proto musí analytické CRM obsahovat stovky různých algoritmů pro analýzu a 
interpretaci potřebných dat. U těchto systémů se nerozlišuje, zda podnik využívá 
prediktivní nebo deskriptivní analýzy (5). 
Analytické CRM vzniká zejména spojením kooperačního a operativního CRM, kdy se 
využívá technologií CRM a BI. Někdy se označuje také jako customer intelligence (6). 
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Analytické CRM má za úkol zejména řešit problémy se získáváním a udržením klíčových 
zákazníků pomocí cross-sellingu, up-sellingu nebo anti-attrition programů. Pro určení 
klíčových zákazníků se uplatňuje marketingová segmentace (2). 
 Operativní CRM 
Operativní CRM je klasická aplikace in-house, kde s databází pracují především 
obchodníci nebo pracovníci marketingového oddělení. Interakce se zákazníkem je 
pokaždé zaznamenána do aplikace CRM a každý pracovník si pak může vytáhnout 
z databáze odpovídající údaje (4). 
Operativní CRM je využíváno především korporacemi, které zaměstnávají velké 
množství obchodníků. Může zde být zaznamenávána historie objednávek, faktur, 
zákaznický servis, případně historie call center, označované jako CIC (5). 
Cílem operativního CRM by měla být podpora těchto oblastí (6): 
 Oblast automatizace prodejních činností (Sales Force Automation – SFA) – 
podpora agendy obchodních zástupců společnosti, 
 Oblast automatizace marketingových aktivit (Enterprise Marketing Automation – 
EMA) – podpora marketingu, marketingových kampaní a one-to-one marketingu 
a 
 Oblast podpory zákazníků a servis (Customer Service and Support – CSS) – 
poskytování detailních informací o produktech zákazníkům a řízení reklamací a 
servisu. 
 Kooperační CRM 
Kooperační CRM předpokládají on-line interakci se zákazníkem. Typickým příkladem 
mohou být takové systémy, které zaznamenávají hovory a při každém hovoru vystupují 
s tzv. automatizovanou hlasovou odpovědí. Většinou nepotřebují další lidskou interakci, 
proto se označují jako self-service systémy (4). 
Tyto systémy mohou mít portál, přes který může probíhat kooperace zákazníka s jeho 
dodavatelem. Stejně může probíhat i komunikace pomocí e-mailu. V těchto případech se 
jedná o systémy Partner Relationship Managementu (PRM) nebo Customer Interaction 
Center - CIC (5). 
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Kooperační CRM využívají funkce transakčního zpracování dat a funkce 
infrastrukturních aplikací (6). 
U kooperačních CRM systémů se uplatňuje princip tahu a tlaku. Princip tahu je založen 
na dřívějším kontaktování organizace zákazníkem, naopak u principu tlaku se uplatňují 
různé marketingové strategie, které mají za úkol vybídnout zákazníka ke koupi (k akci) 
(2). 
   Systémová integrace 
Systémová integrace se může definovat jako „komplex činností směřujících k integraci 
jednotlivých komponent IS/IT a služeb externích dodavatelů do výsledného produktu – 
integrovaného informačního systému podniku“ (3, s. 60). 
Systémová integrace si zakládá především na principu, že každý komplexní integrovaný 
systém se skládá z těchto komponent (3): 
 Počítače a další přídavná zařízení, 
 Sítě LAN a WAN (popřípadě MAN), 
 Operační systémy, software pro řízení a další základní software (ZSW), 
 Technologicky orientovaný typový software (TESW) a další kancelářský 
software, 
 Aplikační software a 
 Interní a externí zdroje. 
Systémová integrace může být (3): 
 Datová – využívá jednotné úložiště nebo si předává data mezi systémy, 
 Aplikační – využívá aplikačních vazeb mezi systémy pro nastavení procesů, 
 Metodická – chápe se jako využívání jednotné metodiky tvorby dokumentace a 
rozvoje systémů, 
 Hardwarová a technologická – využívá jednotné HW zdroje pomocí centralizace 
a virtuálních serverů 
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Obrázek 9: Integrace IS/IT (3) 
 Service Level Agreement 
Pod zkratkou SLA rozumíme Service Level Agreement. Jedná se o formu smlouvy, či 
dohody, která definuje kvantitativní a kvalitativní parametry IS/IT a podmínky jejich 
dodávky. Hlavní částí SLA bývají především dohody o dostupnosti dat, doby odezvy při 
zpracování požadavku, počet zpracovaných transakcí za časovou jednotku, doby úpravy 
aplikace při změně informačních potřeb, ochraně dat, ceny za transakci, odbornosti či 
vlídnosti informatiků a především postizích při nedodržení dohodnutých úrovní služeb. 
Hlavními požadavky uživatelů jsou především doba odezvy či bezpečnost dat (1). 
SLA smlouvy obvykle zahrnují (6): 
 Základní údaje o službě, 
 Obsah a rozsah služby, 
 Provozní specifikace služby a 
 Cenu služby, bonusy a sankce pro zajištění vyšší nebo nižší kvality služby. 
Servisní služby obecně můžeme rozdělit do tří kategorií: poskytované záruky, služby 
pozáruční a služby dodatečné. Do dodatečných služeb můžeme zařadit například upgrade 
systému nebo update systému. Upgrade systému znamená přechod systému na vyšší 
verzi, zatímco update systému zajišťuje jeho inovaci (2). 
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 Projektové řízení 
Projektový management (neboli projektové řízení) je disciplínou vyvinutou za účelem 
řízení projektů. Projekt je charakterizován tzv. trojimperativem. Ten zahrnuje cíle, čas a 
náklady. Trojimperativ vychází z provázanosti těchto tří veličin, přičemž se logicky 
nemůže dosáhnout všech tří veličin v nejvyšší kvalitě. Je nutné vždy definovat tzv. 
základnu, která bude sloužit pro rozhodování o úspěšnosti projektu (11). 
 
Obrázek 10: Trojimperativ projektu (11) 
Aby byl projekt úspěšný, musí splňovat tzv. kritéria úspěchu projektu. Kritéria úspěšnosti 
se mohou dále dělit na tvrdé a měkké faktory. Do tvrdých faktorů řadíme například 
finanční kritéria. Do měkkých faktorů pak řadíme například motivaci projektového týmu 
nebo řešení konfliktů s okolím (11). 
Pod pojmem magický trojúhelník se skrývá graf velmi podobný tzv. trojimperativu 
projektu. Při pořizování IS se vždy musí management rozhodnout, zda chce pořídit IS 
rychle, levně nebo kvalitně. Logicky většinou neplatí, že pokud je informační systém 
levný, tak je zároveň i kvalitní nebo pokud je rychle vytvořený, tak je i levný (1). 
Důležitým bodem pro projektové řízení je také řízení rizik. Proces řízení rizik můžeme 
dělit následovně (11): 
 Analýza rizik v projektu, 
o Identifikace rizik projektu, 
o Posouzení rizik projektu – kvantitativně nebo kvalitativně, 
 Odezvy na zjištěná rizika projektu a 
 Sledování rizik projektu. 
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Vhodná metoda pro řízení rizik projektu se jeví RIPRAN. Ta počítá s popsáním hrozby, 
následně scénáře, poté pravděpodobnosti hrozby a její dopad. Poté je nutné navrhnout 
opatření na eliminaci nebo snížení rizika a popsat výslednou sníženou hodnotu rizika 
(11). 
Po spuštění projektu je nutné jej sledovat. Pro to slouží tzv. Ganttův diagram, který 
popisuje jednotlivé aktivity, milníky a předpokládaný čas dokončení těchto aktivit. 
Ganttův diagram jednoduše zobrazuje také časové rezervy v kritické cestě. Zjednodušený 
Ganttův diagram může vypadat následovně (11): 
 
Obrázek 11: Ganttův diagram (16) 
Každý projekt má svoje projektové fáze a tzv. životní cyklus projektu, ten popisuje sadu 
projektových fází. V každé fázi životního cyklu projektu je nutné dodat konkrétní 
výstupy. Do fází životního cyklu projektu se obvykle řadí: návrh, plánování, 
implementace a dokončení (12). 
 Bezpečnost IS 
Informační systém ohrožují interní a externí hrozby. Do interních hrozeb patří zejména 
zneužití dat pracovníky organizace, do externích hrozeb pak řadíme například útoky na 
databázi, viry, živly, či fyzický útok. Bezpečnost informačního systému souvisí také 
s dalšími oblastmi, jako jsou internetová bezpečnost, síťová bezpečnost, aplikační 
bezpečnost nebo bezpečnost OS (10). 
Bezpečnost IS by měla být vždy součástí celku ISMS (Information Security Management 
Systém). ISMS se skládá z následujících fází (13): 
 Ustanovení ISMS, 
 Zavádění a provozování ISMS, 
 Monitorování a přezkoumání ISMS a 
 Udržování a zlepšování ISMS. 
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Jedná se o PDCA cyklus, který se neustále opakuje a vylepšuje stávající procesy uvnitř 
podniku. ISMS počítá především s dodržováním norem ISO/IEC 27k, také s normou ČSN 
ISO/IEC 20000, která je označovaná jako Management služeb pro informační 
technologie, označovaný zkratkou ITSM (13). 
 Internetová bezpečnost 
Aktuálně se používá až 2048-bit SSL šifrování webových stránek. Je vhodné zabezpečit 
i platební brány jako PayPal nebo Amazon.com. Microsoft nabízí certifikační autoritu 
Verisign, která zajišťuje ověřování na podvrhnuté IP adresy (5). 
 Síťová bezpečnost 
Klíčem k zajištění síťové bezpečnosti je především používání zabezpečených síťových 
prvků. CISCO například nabízí PIX hardwarové firewally, které zabezpečují i služby 
NAT. Důležitá je také zpráva logů. Tu můžeme zajistit pomocí SIEM protokolu (5). 
 Aplikační bezpečnost 
Všechny hesla musí využívat hash MD-6 (nejnovější), přičemž hesla nesmí být 
k dispozici v nekryptované podobě. Heslo musí obsahovat několik pravidel komplexivity 
pro jeho sestavování. Po několikerém špatném zadání se musí zablokovat účet pro 
přihlašování. Důležité je také správné přidělení práv a bezpečná autorizace (5). 
 Bezpečnost OS 
Základním stavebním kamenem pro bezpečnost OS musí být používání aktualizovaných 
operačních systémů. OS také musí mít všechny porty uzavřené kromě portu 80 nebo 443 
pro zabezpečené připojení. Dalším krokem je také ochrana proti rootkitům (5). 
 Bezpečnostní politika 
Bezpečnost organizace je nutné chránit pravidly. Proto je nutné udělat studii bezpečnosti, 
následně z ní vytvořit bezpečnostní politiku a tu popsat v bezpečnostním projektu. 
V bezpečnostní politice se popisují strategická opatření a v bezpečnostním projektu se 
nastaví už konkrétní postupy a procedury pro zajištění bezpečnosti. Vždy je nutné 
odpovědět na tyto klíčové otázky (10): 
 Co má být chráněno? 
 Kdo nese odpovědnost? 
 Kdy to bude efektivní? 
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 Jak to bude vynuceno? 
 Kdy a jak to bude realizováno? 
Po zodpovězení těchto otázek je už na řadě nastavení konkrétních bezpečnostních 
opatření. Součástí bezpečnostní politiky by také mělo být nastavení postupu po havárii 
(Disaster Recovery Plan – DRP), zajištění kontinuity činností (Business Continuity 
Management – BCM) a řízení incidentů (10). 
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2 ANALÝZA SOUČASNÉHO STAVU 
 Charakteristika podniku 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 Organizační struktura podniku 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 Výrobní program 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 Finanční informace 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 Doplňkové finanční informace 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 Porterův model pěti sil 
 Stávající konkurence 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 Nová konkurence 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 Vliv odběratelů (zákazníků) 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 Vliv dodavatelů 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 Substituční produkty 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 Analýza SLEPT 
Analýza SLEPT popisuje vnější okolí podniku a má za úkol rozdělit faktory ovlivňující 
chod podniku podle jednotlivých kategorií. 
 Sociální faktory 
Informace jsou dle dotčeného subjektu utajovaného charakteru 
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 Legislativní faktory 
 Omezování činnosti skládek 
Informace jsou dle dotčeného subjektu utajovaného charakteru  
 Elektronizace a centralizace údajů o pohybu odpadu 
Informace jsou dle dotčeného subjektu utajovaného charakteru  
 Ekonomické faktory 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 Politické faktory 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 Technologické faktory 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 Analýza 7S 
Analýza 7S popisuje vnitřní faktory, které ovlivňují interní procesy uvnitř podniku. 
 Strategie 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 Struktura 
Informace jsou dle dotčeného subjektu utajovaného charakteru.  
 Systémy řízení 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 Styl řízení 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 Spolupracovníci 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 Sdílené hodnoty 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 Schopnosti 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
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 SWOT analýza 
SWOT analýza popisuje silné a slabé stránky systému s přihlédnutím ke vnějším 
faktorům, které mohou ovlivňovat chod systému. 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 Informační systémy ve společnosti 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 HOS 8 
Další analýza se týká konkrétních prvků systému CRM podle analýzy HOS 8. 
 Hardware 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 Software 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 Orgware 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 Peopleware 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 Dataware 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 Customers 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 Suppliers 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 Management IS 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
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 Hodnocení analýzy HOS 8 
U analýzy bylo u každé kategorie zodpovězeno 10 otázek, na základě kterého bylo 
rozhodnuto o aktuálním souhrnném stavu systému. Zodpovězené otázky jsou přiloženy 
v příloze I. 
Ohodnocení odpovědí je v následující tabulce: 
Hardware Software Orgware Peopleware Dataware Customers Suppliers 
Management 
IS 
1 4 1 2 1 4 1 4 1 4 1 3 1 4 1 5 
2 4 2 3 2 3 2 4 2 5 2 3 2 4 2 5 
3 4 3 3 3 5 3 4 3 3 3 4 3 4 3 5 
4 3 4 3 4 5 4 3 4 3 4 4 4 1 4 5 
5 5 5 5 5 5 5 4 5 2 5 4 5 2 5 2 
6 5 6 4 6 5 6 3 6 4 6 3 6 4 6 3 
7 2 7 4 7 5 7 5 7 5 7 5 7 5 7 5 
8 5 8 4 8 5 8 4 8 5 8 2 8 4 8 5 
9 4 9 4 9 3 9 3 9 5 9 3 9 4 9 4 
10 5 10 4 10 4 10 3 10 5 10 1 10 3 10 4 
Tabulka 4: Hodnocení odpovědí HOS 8 (vlastní zpracování) 
Z tabulky vyplývají následující hodnoty pro každou oblast: 
 HW SW OW PW DW CU SU MIS 
SUMA 41 36 44 37 41 32 35 43 
MAX 5 5 5 5 5 5 5 5 
MIN 2 2 3 3 2 1 1 2 
ui 4 4 5 4 4 3 4 5 
Tabulka 5: Hodnoty odpovědí oblastí HOS 8 (vlastní zpracování) 
Vzhledem k tomu, že souhrnný stav informačního systému určuje stav jeho nejnižší 
složky, má informační systém souhrnný stav roven hodnotě 3, proto jej můžeme 
interpretovat jako střední souhrnnou úroveň informačního systému. Cílem managementu 
je dostat informační systém na vysokou nebo velmi vysokou souhrnnou úroveň. 
  
46 
 
Aktuální stav Informačního Systému pomocí metody HOS vyjadřuje následující 
pavučinový graf: 
 
Obrázek 12: Hodnocení IS pomocí HOS 8 (vlastní zpracování) 
 
 Projektové řízení 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
 Souhrnné hodnocení aktuální situace 
Podnik se potýká s problémem roztříštěnosti svých poboček po celé ČR, což mimojiné 
přináší také složité sledování prodejního procesu. Za tímto účelem byl implementován 
informační systém CRM, který ale nebyl dostatečně přijat zaměstnanci a jak také 
z analýzy HOS vyplývá, tak souhrnný stav IS je na střední úrovni. 
Informační systém nebyl přijat z několika důvodů: 
 Špatná komunikace směrem od manažerů k uživatelům systému a 
nerespektování požadavků ze strany uživatelů, 
 Složité sledování toku prodejního procesu, roztříštěnost do jednotlivých entit, 
 Nerelevantní údaje uvnitř systému pro rozhodování a 
 Technologické překážky uvnitř systému (například pomalejší odezva, špatná 
provázanost s kalendáři, nemožnost připojení v terénu apod.). 
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Management podniku vnímá také riziko zneužití souborů v systému neoprávněnými 
uživateli. Proto apeluje na možnost změny tak, aby bylo možné automatizovaně 
zabezpečit ukládané soubory na základě vlastníka těchto záznamů v CRM. 
Vzhledem k nepřijetí pak pramení i problém s relevantností vkládaných údajů. Z tohoto 
důvodu se management podniku rozhodl k upgrade systému, který zároveň bude 
obsahovat technické i metodické postupy a vylepšení. 
  
48 
 
3 NÁVRH ŘEŠENÍ 
 Popis změny 
Z předchozí kapitoly vyplývá, že největší slabinou současného systému je složité a 
těžkopádné propojení jednotlivých entit v rámci systému Microsoft Dynamics CRM 
2011. Vzhledem k tomu, že Microsoft od verze 2013 podporuje právě tok obchodního 
procesu pomocí lišty v horní části obrazovky, rozhodl se management podniku pro 
upgrade na vyšší verzi. Mezi další vylepšení patří například synchronní (real-time) 
zpracování formulářů, které lze využít pro lepší správu procesů na pozadí informačního 
systému nebo možnost úpravy formulářů přímo při vyplňování uživateli. To celkově 
přinese zrychlení práce se systémem. 
Dalšími změnami bude provázanost s Outlookem a v návrhu bude i nastíněno, jakým 
způsobem by se mohla udržovat aplikace přímo v telefonu nebo jak se připojit v terénu 
pomocí IFD (Internet Facing Deployment). Tyto změny by měly přinést lepší mobilitu 
uživatelů. Microsoft tyto funkce v nových verzích plně podporuje. 
Pro maximální efektivitu přistoupil podnik k upgrade systému na verzi 2016, která 
obsahuje nejnovější funkcionality. Pro upgrade na tuto verzi ale bude nutné jít cestou 
několikastupňového upgrade přes verze 2013, 2015, až na verzi 2016. Upgrade bude 
bezplatný, protože bude pokryt servisní smlouvou uzavřenou na aktuální verzi systému. 
V následujících kapitolách budou detailněji rozebrány veškeré kroky, které s upgradem 
budou souviset, včetně nutného upgrade souvisejícího MS Sharepoint pro ukládání 
souborů, návrhu projektového plánu včetně analýzy rizik, popisu implementačních prací 
pomocí implementační metodiky, návrhu nových metodik pro používání a bezpečnost IS 
a závěrečného zhodnocení. 
 Nové funkcionality systému Microsoft Dynamics CRM 2013/2016 
Systém bude upgradován na novou verzi, která obsahuje následující nové funkcionality: 
 Synchronní procesy – možnost provádění procesů na pozadí systému podle 
předpřipravených scénářů, 
 Tok obchodního procesu pomocí horní lišty s grafickým znázorněním obchodního 
případu (tzv. Business Process Flow), 
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 Lepší grafické GUI pro větší přehlednost a možnost grafické úpravy menu 
uživateli pomocí témat (od verze 2015), 
 Rychlé vyhledávání napříč entitami, 
 Propojení se sociálními sítěmi (Yammer) a možnost psaní poznámek ke každému 
záznamu (pro on-premise instalace od verze 2015), 
 Mobilní klient – možnost připojení pomocí mobilního telefonu nebo tabletu 
pomocí IFD, 
 Poslední shlédnuté položky – přístup k naposledy shlédnutým a upravovaným 
záznamům (od verze 2015), 
 Automatické ukládání  záznamů, 
 Přístup k dokumentům i z telefonu (složka Documents od verze 2016) a 
 Další technické úpravy (například import dat pomocí předpřipravené šablony, 
podpora pro Windows 10 klienty nebo zvýšení počtu položek při exportu do MS 
Excel na 100 000 a maximální velikosti souboru na 32 MB – od verze 2015). 
Veškeré funkcionality jsou provázeny také rychlejší odezvou a většími možnostmi pro 
správu systému. Jednou z nových možností je vytvořit tzv. Business Rule. Jedná se o 
funkcionalitu, která umožňuje průběžně skrývat a zobrazovat nová pole na základě již 
vyplněných polí. 
Aby byl CRM systém ve velké míře využíván, je nutné integrovat následující funkčnosti 
(podle 5): 
 Integrace s nástrojem MS Outlook, 
 Možnost off-line připojení přes mobilní prostředí, případně speciální aplikaci, 
 Uživatelsky konfigurovatelné úvodní obrazovky a 
 Jednoduchá práce se systémem. 
Tyto oblasti a funkčnosti budou v návrhu také řešeny. 
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 Technické požadavky na nový systém 
Microsoft Dynamics CRM od verze 2013 lze implementovat třemi způsoby: 
1. On-premise instalací, 
2. Online/Cloud aplikací a 
3. Partnerskou hostovanou aplikací. 
On-premise instalace předpokládá nainstalování přímo uvnitř podniku na vlastních 
prostředcích. Je sice potřeba mít vlastní personál, který se o tyto servery stará, ale výhody 
jako vysoká rozšířitelnost a vlastní servery, které máme pod správou, tuto nevýhodu lehce 
vyváží. 
Online/cloud aplikace má výhodu, že je systém dostupný odkudkoliv, protože je 
nainstalován mimo organizaci. Partnerská hostovaná aplikace představuje hybridní 
řešení, neboť se jedná o on-premise verzi, ale umístěnou mimo organizaci. 
Vzhledem k tomu, že aktuálně má podnik vlastní zakoupené servery a vyškolený 
personál, zůstane nadále u on-premise verze Microsoft Dynamics CRM. Nepůjde tedy 
cestou online verze, která se čím dál více prosazuje. 
Systém má tyto základní požadavky na provoz: 
 Aplikační server musí mít nainstalovaný Microsoft Windows Server 2012 s .NET 
4.5, 
 Databázový server musí mít nainstalovaný také Microsoft SQL Server s podporou 
SQL Server Reporting Services ve verzi alespoň 2012, 
 Prostředí IIS a Microsoft Windows Server Active Directory infrastrukturu, 
 Microsoft SharePoint Server 2010 a vyšší pro dokumentový management, 
 Microsoft Exchange Server (verze alespoň 2010) nebo přístup k POP3 pro e-
mailové trasování a odesílání e-mailů přímo z aplikace, 
 Microsoft Office pro propojení s Outlookem a další integrace s Office aplikacemi 
(alespoň verze 2010), 
 Token service nástavbu na AD pro propojení s IFD a v neposlední řadě také 
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 Aplikaci pro přístup k systému nebo webový prohlížeč, nejnovější verze 
prohlížečů Internet Explorer, MS Edge, Apple Safari, Google Chrome nebo 
Mozilla Firefox se zapnutým JavaScriptem a 
 ADFS ve verzích 2.0, 2.1 nebo 2.2 
Vzhledem k tomu, že má podnik uzavřenou smlouvu Enterprise Agreement 
s Microsoftem, bude upgrade bezplatný na nejvyšší verzi 2016. Licence budou plně 
přenositelné, proto nebude potřeba řešit problémy s jejich kompatibilitou. Projekt bude 
dále rozplánován na dílčí úseky, které budou zahrnovat postupný upgrade na verze 2013, 
2015 a 2016 tak, aby byla zachována metodika Microsoft. 
 Porovnání platforem Sharepoint 
V této části porovnám platformy Sharepoint ze stávající verze 2010 na verzi 2013 a 
Online a porovnám výhody a nevýhody obou verzí. Faktem je, že k upgradu MS 
Sharepoint bude muset dojít kvůli možnosti pokročilého řízení práv nad dokumenty. 
Sharepoint slouží v podniku také jako firemní portál pro sdílení dokumentů. Proto bude 
nutné posuzovat upgrade SHP jako komplexní záležitost. Momentálně využívá podnik 
verzi 2010 Server. 
Microsoft nabízí svoji službu Sharepoint také v několika verzích: 
 Server, 
 Foundation a 
 Online. 
Server a Foundation jsou verze založené na on-premise instalaci, zatímco Online počítá 
s pronájmem v cloudovém prostředí. Výhodou Online verze je především možnost 
propojení s již stávající službou O365. 
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Následuje porovnání verze Foundation vs Server: 
Položky Foundation 
Server Enterprise 
Edition 
Cena licence ZDARMA 
Přibližně 200 000 Kč bez 
DPH 
Nutnost CAL licencí NE ANO 
Podpora Office ANO ANO 
Podpora Workflows NE ANO 
Integrace OneDrive NE ANO 
Vyhledávání ANO ANO 
Uzpůsobení stránek a 
webů 
NE ANO 
Podpora Dashboardů NE ANO 
Komunitní stránky NE ANO 
Osobní stránky NE ANO 
Mobilní zobrazení ANO ANO 
Tabulka 6: Porovnání verzí SHP Foundation vs Server (vlastní zpracování) 
Jak je vidět v tabulce výše, SHP Server Enterprise Edition nabízí mnohem více možností 
pro správu podnikového obsahu. Především pro potřeby managementu je důležitá 
integrace a podpora dalších nástrojů a služeb Microsoft, jako například Office 365, 
OneDrive apod. z důvodu jejich využívání. Dalším důležitým faktem pro rozhodování je 
možnost využít smlouvu Enterprise Agreement, která zaručuje bezplatný přechod na 
novou verzi. Bude tedy vhodné zůstat u aktuálního modelu s verzí SharePoint Server 
Enterprise Edition.  
S tím souvisí také rozhodnutí o verzi instalace, zda podnik zůstane u verze on-premise 
instalace nebo půjde do Cloud prostředí a zakoupí verzi Online. Níže jsou nastíněny 
základní výhody a nevýhody jednotlivých prostředí: 
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Funkčnosti 
On-premise 
(Foundation/Server) 
Online 
Součástí O365 NE ANO 
Dostupnost pro uživatele V rámci podnikové sítě Odkudkoliv 
Update Ručně Automaticky 
Dostupnost 
Závislá na dostupnosti 
podnikové sítě 
99,9 % (podle SLA) 
Cena předplatného HW + SW + license Zahrnuta v O365 plánu 
Business Continuity 
Management (BCM) 
Závislé na bezpečnostních 
politikách 
Failover management MS 
Vyhledávání 
Plně konfigurovatelné 
s možností využití 
pokročilých dotazů 
Omezené 
Přístup k SHP 
Řízen na základě SQL, 
LDAP a AD autentizace 
Řízen jen na základě AD 
autentizace 
Správa logů 
Log systém + Reporting 
systém 
Nedostupná 
Upgrade V případě potřeby Automatický 
Tabulka 7: Porovnání verzí SHP on-premise vs online (vlastní zpracování) 
Důležitý je zde především bod přístupu k SHP. O upgrade se totiž uvažuje hlavně 
z důvodu efektivnějšího řízení práv pomocí LDAP a SQL. Active Directory totiž 
neposkytuje důležité údaje o právech k systému CRM. 
Dalším bodem je rozhodnutí o verzi, na kterou by se měl systém upgradovat. Porovnání 
opět nabízí tabulka: 
Funkcionalita SHP 2010 SHP 2013 SHP 2016 
Weby a pracovní 
prostory 
ANO ANO ANO 
Sdílení souborů ANO ANO ANO 
Podpora 
workflow 
ANO 
ANO, s možností 
Workflow Manager 
ANO, s možností 
Workflow Manager 
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Osobní a 
komunitní 
stránky s integrací 
sociálních sítí 
NE ANO ANO 
Drag&Drop 
upload souborů 
NE ANO ANO 
Integrace 
OneDrive 
NE ANO ANO 
Přehrávání 
multimédií 
Klientská aplikace 
Zabudovaný 
přehrávač 
Zabudovaný 
přehrávač 
Podpora ODF 
formátů 
NE NE ANO 
Limit počtu webů 15 000 20 000 100 000 
Limit velikosti 
souboru 
2 GB 2 GB 10 GB 
Tabulka 8: Porovnání verzí SHP 2010,2013 a 2016 (vlastní zpracování) 
Následují minimální systémové HW a SW požadavky pro systémy SHP 2013 a 2016: 
 Operační paměť 12 GB RAM DDRII (16 GB RAM DDRII pro SHP 2016), 
 64-bitový čtyřjádrový procesor, 
 Pevný disk s alespoň 80 GB volného místa na disku (SHP 2016 navíc vyžaduje 
druhý disk pro logy s alespoň 100 GB volného místa), 
 Operační systém 64-bitový Windows Server 2008 R2 SP1 (2012 R2 pro SHP 
2016), 
 MS SQL Server 2008 R2 SP1 64-bitový (2014 SP1 pro SHP 2016), 
 .NET Framework 4.5 (4.5.2 pro SHP 2016), 
 Windows Identity Foundation v1.1 (jen pro SHP 2016) a 
 Klientský operační systém Windows 7 a vyšší. 
Z důvodu větší finanční a technické zátěže na nákup nových operačních systémů a SQL 
Server systémů je vhodné přejít pouze na verzi 2013. Verze 2016 fakticky neobsahuje 
nové funkcionality, které by byli schopni uživatelé v podniku využít. 
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Celkově tedy podnik bude upgradovat svůj systém CRM na verzi 2016 on-premise při 
současném upgrade SharePoint na verzi 2013 Server Enterprise on-premise. 
 Výběr implementační metodiky 
Management podniku má na výběr několik implementačních metodik. Jako nejvhodnější 
metodika se jeví Microsoft SureStep Methodology, kterou byl implementován už 
stávající systém Microsoft Dynamics CRM 2011. 
Součástí této metodiky pro upgrade je především: 
 Plánování, 
 Analýzy, 
 Komplexní upgrade a správa všech závislostí, 
 Projektové plánování, 
 Schválení návrhu, 
 Technické provedení upgrade, 
 Testování a 
 Go Live (nasazení). 
Některým etapám se věnuje další text. 
 Projektový plán 
Informace jsou dle dotčeného subjektu utajovaného charakteru. 
Nejdříve je nutné stanovit jednotlivé role v týmu. MS SureStep metodologie definuje dvě 
skupiny rolí: 
 Konzultační role – Projektový manažer, Angažovaný manažer, Aplikační 
konzultant, Vývojový konzultant, Technologický konzultant a 
 Zákaznické role – Odpovědný manažer zodpovědný za rozhodování businessu, 
Projektový manažer, IT manažer, Klíčoví uživatelé a Koncoví uživatelé. 
Síťová analýza je poskytnuta v příloze II. Má dvě kritické cesty a určuje celkovou dobu 
trvání projektu ve výši 125 dní. Ukončení projektu se tedy očekává 9.12. Doby pro 
jednotlivé činnosti jsou zadány v jednotkách dnů, ale očekává se menší zapojení, 
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v jednotkách hodin. Jednotky dnů jsou zde použity jen kvůli komunikaci s dodavatelem 
a možné prodlevě při této komunikaci. 
Pro projekt upgrade byly stanoveny následující činnosti (aktivity): 
 
Obrázek 13: Projektový plán upgrade systému CRM (vlastní zpracování) 
 Návrh školení 
Návrh projektu počítá také se školením uživatelů. To by mělo probíhat dvoustupňově, 
tedy nejprve vyškolit klíčové uživatele, kteří by měli být nápomocní při školení dalších 
koncových uživatelů. 
Školení klíčových uživatelů provede pracovník IT oddělení, který bude po celou dobu 
projektu přítomen u úprav integrátorem a bude dohlížet na správnou funkčnost všech 
požadovaných úprav. Školení by mělo probíhat jeden den na jednom místě v trvání asi 5 
hodin. Bude rozděleno do následujících bloků: 
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Náročnost Název 
1 hodina 
Základní orientace v novém prostředí 
(zakládání nových firem, vytváření a 
generování nabídek) 
2 hodiny 
Vysvětlení nových funkcionalit a 
praktické vyzkoušení 
1 hodina 
Vzdálené připojení, poučení o 
bezpečnosti 
1 hodina Dotazy a diskuze 
Tabulka 9: Plán školení (vlastní zpracování) 
Součástí školení by mělo být také vytvoření nových manuálů, kde bude popsána základní 
orientace v systému a bude vytvořeno několik manuálů pro jednotlivé skupiny uživatelů. 
Vytvoření manuálů není součástí projektu, manuály budou vytvářeny v období po 
spuštění nového systému, z důvodu prvotního osobního zaškolení všech uživatelů 
systému. 
 Instalace a konfigurace systému 
Instalace systému bude probíhat ve virtualizovaném prostředí na vyhrazeném prostoru 
záložního serveru. Do spuštění nového systému bude plně funkční starší systém, využije 
se zde souběžné strategie. Po ověření funkčnosti bude vypnut produktivní systém a 
migrován nový systém místo staršího. Součástí bude také migrování dat, která vznikla od 
plné migrace v rámci projektu do úplného odstavení systému. 
Konfigurace systému zahrnuje konfiguraci ze strany integrátora a ze strany zákazníka. Ze 
strany integrátora bude zajištěn technický upgrade, kde se bude validovat kód a postupně 
nasazovat veškeré služby. Každá nová instalace bude muset projít validací kódu, která 
ověří, zda není v XML kódu obsažena nějaká nestandardní funkce. Validace se provádí 
pomocí nástroje Microsoft CRM Custom Code Validation Tool, který ověřuje jednak 
kompatibilitu s prohlížečem Internet Explorer, ale také s dalšími prohlížeči. Po validaci a 
případných úpravách customizací lze pokračovat na další instalace novějších verzí 
systému. 
Při nasazení systému bude nutné ze strany IT oddělení ještě nastavit vzdálený přístup 
k síti, ale také drobné konfigurace. Jednou z nich je například funkcionalita 
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automatického ukládání záznamů. Ta bude počítat s automatickým uložením 
rozepsaného záznamu po každých 30 sekundách. Uživatelé tak nebudou muset záznam 
průběžně ukládat pro případ zhavarování počítače. Další změny budou například změna 
licenčního kódu systému pro novou verzi nebo kontrola nastavení povolení JavaScriptu 
spouštěného na klientských stanicích pomocí GPO. Posledním krokem bude nastavení 
klienta v MS Outlook, který bude nově obsahovat více položek, a také například nové 
vyhledávací políčko pro vyhledávání záznamů v CRM napříč entitami (full-text). 
 Přístup z vnější sítě 
Jedním z požadavků při upgrade systému byl, aby se dalo k systému přistupovat i zvenčí. 
K tomu je nutné, aby byl využíván pracovní notebook s připojením do domény, který 
obsahuje platný aktivní účet v Active Directory (samozřejmě také povolený účet v CRM 
systému). 
Součástí návrhu je také využití speciální aplikace do mobilního telefonu, která přistupuje 
k vnitřní adrese pomocí DNS záznamů a ověřuje se zde uživatel pomocí Active Directory 
Federation Services. 
 Internet Facing Deployment 
Internet Facing Deployment (zkráceně IFD) funguje jako SSO pro Windows. Ověřuje se 
zde uživatel přihlašovacími údaji do počítače se vzdáleným serverem Kerberos nebo 
NTLM. Celý proces ověření se nazývá Integrated Windows Authentication (IWA). Pro 
implementaci je nutné mít Active Directory Federation Services verze 2.0 nebo vyšší. 
Konfigurace bude probíhat pomocí nástroje Microsoft CRM Deployment Manager, kde 
se zvolí externí připojení k serveru CRM pro všechny uživatele. Internet Facing 
Deployment bude umístěn na stejném serveru jako CRM. Proto při nastavování bude 
potřeba do konfigurace zadat úplnou adresu CRM serveru. 
 Mobilní aplikace 
Od verze Microsoft Dynamics CRM 2013 nabízí výrobce mobilní aplikaci, která 
poskytuje základní entity k prohlížení a editaci. Práva se zde řídí pomocí rolí v aplikaci a 
přihlašuje se zde pomocí přihlašovacích údajů do domény. Data se průběžně ukládají do 
mezipaměti, proto je možné k datům přistupovat i částečně offline, bez zobrazení 
některých online grafů. 
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Mobilní aplikace má dva zásadní požadavky na provoz: 
1. Mobilní telefony by měly být dotykové (tzv. smartphony) a měly by mít 
nainstalován operační systém Windows – tento požadavek je splněn, neboť 
firemní politika počítá se zapojením pouze telefonů Microsoft Lumia a 
2. Mobilní telefon musí mít povolená mobilní data, jinak bude možné k záznamům 
v systému přistupovat pouze na sítích WiFi. 
Aplikaci je nutné nainstalovat a nastavit – zde se bude počítat se součinností uživatelů, 
kde každý uživatel bude osloven s nabídkou pomoci ze strany IT oddělení. Při každém 
spuštění aplikace pak bude vyžadovat pouze přihlašovací údaje do systému (respektive 
do domény). 
 Analýza rizik 
Provedená změna bude mít vždy nějaká rizika. V následujícím textu tedy bude rozebrána 
analýza rizik s možnými opatřeními. 
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Každé riziko jsem zároveň ohodnotil pravděpodobností a dopadem dle následující 
tabulky: 
Hodnota 
pravděpodobnosti/dopadu 
Slovní hodnocení 
pravděpodobnosti 
Slovní hodnocení 
dopadu 
1 Nízká pravděpodobnost Zanedbatelný dopad 
2 Malá pravděpodobnost Malý dopad 
3 Střední pravděpodobnost Střední dopad 
4 Vysoká pravděpodobnost Vysoký dopad 
Tabulka 10: Slovní hodnocení pravděpodobnosti/dopadu (vlastní zpracování) 
Dopad zde vyjadřuje míru nákladů, které bude potřeba vynaložit, pokud udané riziko 
nastane. 
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Následuje tabulka, která vyjadřuje možné hrozby a její scénáře: 
Poř. č. Hrozba Scénář 
1 
Prodloužení termínu 
trvání projektu 
Nebude dodržen další časový harmonogram a bude 
docházet k navyšování nákladů 
2 
Nepřijetí změny 
zaměstnanci 
Zaměstnanci nebudou akceptovat navržené změny a 
nezískají důvěru v nový systém – nebudou se 
systémem pracovat korektně 
3 
Překročení 
finančního rozpočtu 
projektu 
Překročení limitu, možné pozastavení projektu 
4 
Obtížná komunikace 
s dodavatelem 
Prodloužení projektu, možné nedorozumění a 
následné špatné provedení projektu 
5 
Nedostatečné 
proškolení klíčových 
uživatelů 
Předávání chybných informací o nové verzi 
systému, možná nedůvěra v systém a přenášení 
nedůvěry na ostatní uživatele 
6 
Nedostatečné 
proškolení 
koncových uživatelů 
Nedůvěra v nový systém a chybné nebo žádné 
vyplňování klíčových ukazatelů 
7 
Nepochopení 
systému uživateli 
Chybné vyplňování záznamů, nedostatečné 
využívání nových funkcí a následné obtížné 
vyhodnocování práce obchodníků 
8 
Nefunkční prototyp 
systému (testovací 
verze) 
V systému nebudou fungovat základní 
funkcionality nebo customizované applety, systém 
nebude dostatečně programově odladěn 
9 
Nefunkční 
dokumentová 
knihovna 
Po upgrade SharePointu nebude plně funkční nebo 
nebude možné provázat nová verze CRM systému 
s novou verzí SharePointu 
Tabulka 11: Hrozby a scénáře projektu (vlastní zpracování) 
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Následuje tabulka, která ukazuje ohodnocení hrozeb a rizik (hodnota se zde vypočítá 
vynásobením pravděpodobnosti a dopadu): 
Poř. č. Hrozba Pravděpodobnost Dopad 
Hodnota 
rizika 
1 
Prodloužení termínu trvání 
projektu 
2 2 4 
2 Nepřijetí změny zaměstnanci 3 4 12 
3 
Překročení finančního 
rozpočtu projektu 
2 3 6 
4 
Obtížná komunikace s 
dodavatelem 
1 3 3 
5 
Nedostatečné proškolení 
klíčových uživatelů 
2 4 8 
6 
Nedostatečné proškolení 
koncových uživatelů 
2 4 8 
7 
Nepochopení systému 
uživateli 
2 3 6 
8 
Nefunkční prototyp systému 
(testovací verze) 
1 2 2 
9 
Nefunkční dokumentová 
knihovna 
2 2 4 
Tabulka 12: Ohodnocení rizik (vlastní zpracování) 
Posledním krokem při analýze rizik je odvodit slovní hodnocení podle celkové hodnoty 
rizika. Proto je ke každé hodnotě přiřazeno slovní hodnocení. 
Hodnota rizika Slovní hodnocení 
1-3 Zanedbatelné riziko 
4-5 Malé riziko 
6-9 Střední riziko 
10-16 Velké riziko 
Tabulka 13: Slovní hodnocení rizik (vlastní zpracování) 
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Pro podnik je důležité se zaměřit na střední a velká rizika. Management se rozhodl 
akceptovat zanedbatelná a malá rizika. Proto následuje výčet rizik, která se řadí mezi 
střední nebo vysoká: 
 Nepřijetí změny zaměstnanci, 
 Překročení finančního rozpočtu na projekt, 
 Nedostatečné proškolení klíčových uživatelů, 
 Nedostatečné proškolení koncových uživatelů a 
 Nepochopení systému uživateli. 
Tato rizika bude nutné ošetřit nějakým opatřením. Proto následuje tabulka s opatřením a 
odhadovanou hodnotou rizika po uplatnění opatření. 
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Riziko 
Hodnota 
rizika 
Opatření 
Snížená hodnota 
pravděpodobnosti 
Snížená 
hodnota 
dopadu 
Celková 
snížená 
hodnota 
rizika 
Náklady na snížení 
hodnoty rizika 
Nepřijetí změny 
zaměstnanci 
12 
Zpracování připomínek 
obchodníků před 
upgradem, prezentace 
nových výhod pro ulehčení 
práce 
2 2 4 
Interní náklady ve 
výši 5 ČD 
(člověkodnů) 
Překročení 
finančního 
rozpočtu na 
projekt 
 
6 
Dostatečná konzultace 
s dodavatelem, řízení 
pomocí objednávek 
1 2 2 
Interní náklady ve 
výši 1 ČD 
(člověkodne) 
Nedostatečné 
proškolení 
klíčových 
uživatelů 
 
8 
Zahnutí praktických 
ukázek a možnost osobní 
konzultace 
2 2 4 
Interní náklady ve 
výši 2 ČD 
(člověkodny) 
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Nedostatečné 
proškolení 
koncových 
uživatelů 
8 
Při větších školeních 
možná osobní přítomnost 
IT specialisty, podpora 
manuály 
2 2 4 
Interní náklady ve 
výši 4 ČD 
(člověkodnů) 
s možným 
rozšířením 
Nepochopení 
systému uživateli 
 
6 
Vytvoření manuálů, 
využití systém HelpDesk 
1 2 2 
Interní náklady ve 
výši 5 ČD 
(člověkodnů) 
s možným 
rozšířením 
Tabulka 14: Opatření pro snížení hodnoty rizik (vlastní zpracování)
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Posledním krokem při analýze rizik je vykreslení pavučinového grafu, který graficky 
dokládá snížení hodnoty rizik: 
 
Obrázek 14: Pavučinový graf rizik (vlastní zpracování) 
Jak je vidět na obrázku, podařilo se snížit veškerá rizika pomocí vhodných opatření. 
Náklady na snížení těchto opatření budou ve výši 17 člověkodnů, přičemž u posledních 
dvou opatření se dále očekává podpora pomocí interního HelpDesku. 
 Bezpečnost CRM 
Přihlašování z vnitřní sítě bude řízeno pomocí účtů Active Directory v kombinaci s účty 
v samotném systému. Každý uživatel má přiřazeny určité role, jejich rozdělení se řídí 
vnitřním předpisem schváleným bezpečnostním manažerem. Role jsou rozděleny tak, aby 
uživatel nemohl měnit nastavení těchto rolí a převzít tak kontrolu nad systémem. Ve verzi 
CRM 2015 je také přidáno tzv. field-level security, které umožňuje pomocí nastavení rolí 
zobrazit uživatelům jen určitá pole. Správa uživatelů je povolena pouze systémovým 
administrátorům, kteří jsou přesně stanoveni v organizaci. Při spuštění systému pomocí 
konkrétní adresy serveru se uživatel přihlásí bez nutnosti zadávat další přihlašovací údaje, 
systém totiž využije přihlášení do domény při každém zapnutí počítače. 
Z vnější sítě bude přihlašování probíhat také pomocí údajů z počítače, ale bude se řídit 
pomocí nově nastavené funkce Internet Facing Deployment. Tato funkce povolí přístup 
k systému pomocí Claims Based Authentication pouze pro port 443, tedy protokol 
HTTPS. Systém využívá interního certifikátu, který ověřuje uživatele na základě 
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příslušnosti k podnikové síti. Je zde využito Active Directory Federation Services pro 
každé ověření uživatele. Po přihlášení do systému platí stejná pravidla, jako v případě 
přihlášení z interní sítě. 
Aby se do systému nedostal útočník, jsou data chráněna dvojím způsobem. Na aplikační 
vrstvě je využit dvojnásobný aplikační firewall, který odděluje zónu s umístěným 
systémem, databáze je pak chráněna pomocí přístupových práv. Na databázi je zřízen 
univerzální účet, který má pouze právo čtení, a pod tímto účtem jsou spuštěny reportovací 
služby. Všichni ostatní uživatelé přistupují k databázi pouze pomocí aplikační vrstvy. 
 Zhodnocení projektu 
Projekt upgrade CRM počítá se zapojením všech uživatelů do rozhodování o budoucí 
podobě tohoto systému. Z toho důvodu se neočekává, že by zaměstnanci tuto změnu 
nepřijali. Vzhledem ke smlouvě Enterprise Agreement je možné upgrade provést bez 
dodatečných nákladů na nový systém, přičemž se počítá s dostatečným využitím interních 
zdrojů a dalších zainteresovaných osob. 
Projekt by měl přinést důvěru uživatelů a je vystaven na základě jejich požadavků 
s přihlédnutím k možnostem nových verzí systému. Mezi hlavní požadavky patřila 
neprovázanost entit. Ta je v nových verzích již vyřešena a uživatel má možnost na jedné 
obrazovce vidět informace z více entit, dokonce může některé údaje na této obrazovce 
měnit a upravovat tak záznamy v jiných entitách. Mezi další výhody spojené s novou 
verzí systému patří například větší přehled o vlastních aktivitách nebo možnost připojení 
k systému odkudkoliv pomocí telefonu nebo mobilního připojení notebooku. 
V neposlední řadě přinese systém také větší bezpečnost dat (díky současnému upgrade 
dokumentové knihovny a lepším možnostem zabezpečení), což ocení zejména 
management společnosti. 
Projekt by měl trvat krátce přes 5 měsíců, ale změna bude většího charakteru. Proto se 
očekává maximální součinnost všech zainteresovaných osob, aby celý projekt proběhl 
hladce bez větších komplikací. 
Jádro projektu je vystavěno na metodice Microsoft Sure Step Methodology, která se 
osvědčila již při implementaci systému v roce 2012, proto podnik přistoupil i tentokrát 
k této metodice. 
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Po uskutečnění projektu bude rozesláno dotazníkové šetření, které bude mít za úkol zjistit, 
nakolik byla splněna očekávání jednotlivých uživatelů, a kam by se měl dále systém 
ubírat. Tím bude zajištěna návaznost i do budoucna a zaměstnanci se tak budou přímo 
podílet na podobě informačních technologií uvnitř podniku. 
 Zkrácené hodnocení kritických oblastí HOS analýzy 
Z HOS analýzy před započetím projektu vyplynulo, že souhrnný stav informačního 
systému je na střední úrovni díky oblasti Customers. Aby se zlepšil souhrnný stav, bylo 
tak nutné se zaměřit právě na tuto oblast, která mohla zapříčinit i zlepšení ostatních 
oblastí. Nově by se měla oblast Customers zlepšit na vysokou úroveň, což posune i 
souhrnnou úroveň informačního systému na vysokou úroveň. 
Další zkoumanou oblastí je Dataware, která se zaměřuje také na bezpečnost dat. Ta je 
nově zajištěna pomocí IFD a CBA. 
 Ekonomické zhodnocení 
Pro ekonomické zhodnocení využiji ukazatel návratnosti investice ROI: 
𝑅𝑂𝐼 =
𝑝ř𝑒𝑑𝑝𝑜𝑘𝑙á𝑑𝑎𝑛ý 𝑧𝑖𝑠𝑘 − 𝑝𝑜čá𝑡𝑒č𝑛í 𝑖𝑛𝑣𝑒𝑠𝑡𝑖𝑐𝑒
𝑝𝑜čá𝑡𝑒č𝑛í 𝑖𝑛𝑣𝑒𝑠𝑡𝑖𝑐𝑒
∙ 100 % 
Počáteční investice bude počítána v celém objemu finančního limitu, tedy 300 000 Kč. 
Předpokládaný zisk pak bude představovat peněžní vyjádření přínosů systému po 
provedení upgrade. Mezi přínosy patří: 
 Větší věrohodnost dat, 
 Lepší sledování prodejního procesu, 
 Možnost úspory finančních prostředků na správu systému, 
 Větší bezpečnost dat, 
 Vyšší konkurenceschopnost a 
 Lepší informace pro rozhodování. 
Celý proces by měl napomoci efektivnějšímu prodejnímu procesu, kde se uspoří náklady 
obchodníkům, nebudou se muset využívat další externí nástroje pro správu 
marketingových kampaní a uspoří se také čas, který budou moci obchodníci využít pro 
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kontaktování dalších zájemců a vypracovávání lépe cílených nabídek na základě větší 
informovanosti. 
Management podniku očekává díky zlepšení prodejního procesu zvýšení tržeb o 0,1 % 
ročně, což činí asi 200 000 Kč zisku ročně. 
Nové licence nebude nutné nakupovat, pouze bude nutné přihlédnout k nutnosti použití 
tzv. CAL licencí. Jedná se o Client Access License, které nutí veškeré uživatele 
přistupující k systému mít také speciální licence na přístup k serveru, na kterém je 
umístěn systém CRM. Tyto licence a jejich počet se budou nadále sledovat a v měsíčních 
intervalech vyhodnocovat a v blízké době se neočekává jejich navýšení. Servisní poplatky 
se s novou verzí nezvýší. 
Systém pro řízení vztahu se zákazníky by měl mít životní cyklus obnovy po 5 letech, 
proto se bude dále počítat s obdobím 5 let. 
Po dosazení nákladů na investici a zisku z investice v období 5 let do vzorečku 
dostaneme: 
𝑅𝑂𝐼 =  
1000000 − 300000
300000
= 233,34 % 
Návratnost investice je tedy už po dvou letech používání a celkově návratnost investice 
dosahuje 233 %. Nutno ovšem připomenout, že upgrade je vystavěn na již fungujícím 
systému, který přinesl mnohem více nákladů a nižší ROI. Proto výsledné ROI po upgrade 
se sníží o hodnotu ROI z původního výpočtu při zavádění systému do podniku. 
Po ekonomickém zhodnocení tedy doporučuji realizaci upgrade, protože je ROI větší než 
100 %. 
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ZÁVĚR 
Cílem diplomové práce bylo detailně popsat upgrade systému pro řízení vztahů se 
zákazníky, označovaného jako CRM, v konkrétním podniku. Z analýzy vyplynulo, že 
uživatelé se systémem pracují jen velmi málo, protože v něj nemají důvěru a neodpovídá 
jejich požadavkům. Nová verze tyto požadavky nabídla v jejím základu, proto 
management podniku přistoupil k upgrade. Zároveň byl upgrade nutný díky požadavku 
ze strany managementu na větší bezpečnost dat, což přineslo další požadavek na upgrade 
souvisejícího systému MS SharePoint. 
V práci byl popsán výběr systému z nových verzí (na výběr byl systém ve verzích 2013, 
2015 a 2016), zároveň jsem provedl výběr i na základě způsobu nasazení (on-premise vs 
cloud), a zároveň jsem vybral i vhodný systém MS SharePoint, který s tímto upgradem 
také souvisí. V dalším textu jsem se zaměřil na popis projektu provedení upgrade, kde 
jsem postupoval pomocí doporučené metodiky Microsoft Sure Step Methodology, kde 
jsem určil odpovědné osoby, projektový plán a provedl jsem časovou analýzu projektu. 
V neposlední řadě jsem udělal analýzu rizik včetně popisu opatření a popsal jsem 
bezpečnost dat v novém systému. Součástí systému je také nově přístup zvenčí, který je 
nutné řešit zabezpečeným spojením, o které se stará tzv. Internet Facing Deployment a 
Claims Based Authentication. 
Součástí práce je také zhodnocení projektu a ekonomické zhodnocení, kde jsem doporučil 
realizaci, na základě očekávaných přínosů provedení upgrade. 
Aby byl projekt úspěšný i po jeho ukončení, bude nutné nadále sledovat požadavky ze 
strany uživatelů systému, což bude mít na starosti metodička systému. 
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