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Abstrakt 
Posuzujíc informační systém firmy, tato práce pojednává o analýze a návrhu změn, 
vedoucí ke zlepšení stávající situace podniku. V úvodní části práce se nachází 
seznámení s teorií týkající se problematiky informačních systémů a také popis 
některých analytických nástrojů. V další části je uvedeno seznámení s firmou a analýza 
současného stavu IS/ICT několika metodami. Výsledky této analytické části pak slouží 
k navržení změn včetně zhodnocení přínosů, kterých firma může využít a zlepšit  
si tak své současné postavení na trhu. 
 
Klíčová slova 
Informační systém, hotelový systém, outsourcing, cloud computing, SLA, informační 
strategie, efektivnost, metoda HOS
8, inovace, bezpečnost. 
 
 
Abstract 
Assessing the company’s information system, this thesis deals with an analysis  
and proposal to changes, that lead to improvement of a company‘s current situation.  
In the introductory part there is a theoretic explanation regarding the issue  
of information systems and also a description of some analytical tools. In the next part 
there is an acquaintance with a company and an analysis of a current state of IS/ICT 
using several methods. The results of this analytical part then serve as proposal  
to changes including benefits evaluation, which the company can use and therefore 
improve its current position on the market. 
 
Key words 
Information system, hotel system, outsourcing, cloud computing, SLA, information 
strategy, effectiveness, HOS
8
 method, innovation, security. 
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Úvod 
Již od pradávna jsou informace pro naši společnost velice důležité. Po příchodu lidí  
se začaly objevovat v podobě opisů, záznamů či otisků. To se však změnilo s výskytem 
informačních technologií. Informace se transformovaly z hladkého, analogového, 
spojitého světa na kousky bitů. A tak se z naší společnosti stala společnost informační, 
kde informace představují nejdůležitější majetek ze všech. Jedná se o přirozený vývoj 
vyplývající z rostoucího využívání komunikačních technologií při získávání, 
uchovávání a zpracovávání informací.  
 
Informační systém (dále jen IS), který lze definovat jako „soubor vzájemně 
provázaných prvků, které shromažďují (či získávají), zpracovávají, uchovávají  
a distribuují informace za účelem podpory rozhodování, koordinace a řízení 
v organizaci. Mimo podpory rozhodování, koordinace a kontroly, informační systémy 
mohou také napomáhat manažerům a pracovníkům analyzovat problémy, zobrazit 
složité subjekty a vytvářet nové produkty.“ [20], se začal objevovat především 
díky průmyslovým, vojenským a vládním potřebám, kde je nezbytné shromažďovat, 
řídit a využívat veliké množství informací. IS není však pouze o počítačích.  
Je především o tom, jak jsou podniky a organizace schopny co nejlépe využít výpočetní 
techniku k tomu, aby mohly zajistit potřebné informace pro dosažení jejich cílů.  
Tak, jako má každý jedinec své jedinečné potřeby a priority, i každá organizace  
má různé cíle a požadavky. Úspěšné nasazení IS vyžaduje pochopení podnikatelských 
otázek, stejně tak jako různých dostupných technologií. 
 
V dnešním světě a jeho postupné globalizaci, díky Internetu a neustále  
se vyvíjejícím technologiím, nadále vzniká ustavičná potřeba kvalitnějších informací, 
zejména kvůli rozvíjejícím se trhům, celosvětové konkurenci a stále více náročnějším 
zákazníkům. Správně zvolený IS může podnikům přinést nespočet výhod včetně 
plynulosti činností v organizaci. Díky vyvíjejícím se technologiím je možné vybírat  
si z nekonečného množství nejen samostatných IS, ale i způsobů jejich implementace  
a provozu. Ne každá organizace si však může zvolit jakýkoliv IS a kterékoliv 
informační technologie. Měla by zvážit především náklady, efektivitu, důležitost 
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informací a systému, složitost a v neposlední řadě kombinaci se správnou výpočetní 
technikou.  
 
Stejně tak jako organizace nadále operují v neustále se zvětšujícím konkurenčním 
prostředí a světovém trhu, pracovníci ve všech oblastech podnikání, včetně účetnictví, 
financí, řízení lidských zdrojů, marketingu, operačního managementu a produkce, musí 
být dobře připraveni vytvářet přínosy nezbytné pro dosažení požadovaných cílů. 
Správně zvolený IS napomáhá všem pracovníkům provádět řádně jejich práci.  
Je nezbytné dívat se na IS z pohledu jak podnikatelských tak organizačních potřeb. 
Rovněž je důležité vědět jaký dopad má IS na spolupracovníky, zákazníky, dodavatele  
a ostatní klíčové obchodní partnery. 
 
Při řešení efektivity IS lze postupovat různě. Od minulosti, poučení se z chyb  
(jak vlastních, tak cizích), přes analýzu současného stavu, potřeb, nabídky trhu, nákladů, 
srovnání s konkurencí, atd. V neposlední řadě je taktéž dobré využít metodik 
vzdělaných expertů, které v tomto ohledu velmi napomáhají. 
 
Asi nejlepším způsobem, kterým je možné dokázat důležitost správně nasazeného, 
efektivního a fungujícího IS, je zamyšlení se nad svým každodenním životem.  
Jaký by byl bez informačních systémů? Mohli by lidé přežít bez faxů, mobilů, letecké 
dopravy, bankovnictví, Internetu? Mohla by mládež, ale i začínající moderní podniky 
přežít bez sociálních sítí? Zejména ve velikých organizacích je správný chod 
efektivního informačního systému stěžejní a kritický. Avšak i v malých podnicích  
na něm může záviset fungování celé organizace. 
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1. Cíle práce, metody a postupy zpracování 
Hlavním cílem této diplomové práce je posouzení stávající situace, návrh změn, 
následné implementace, včetně finančního vyčíslení, které povedou ke zlepšení  
a posílení podnikových procesů díky navrženému IS. 
 
V první části se nachází seznámení s teoretickými východisky potřebnými k pochopení 
dílčích souvislostí. Jelikož se jedná o IS, je zde úvod do této problematiky. Poněvadž  
je praktická část zaměřena na hotelové informační systémy, jsou taktéž vymezeny 
pojmy jako cloud computing a outsourcing, jakožto možnosti pořízení a implementace 
IS, či hotelové IS. Dále jsou popsány metodiky analýzy a implementace. Zejména se 
jedná o metodu HOS
8, SWOT analýzu a Lewinův model řízené změny. 
 
Třetí část je věnována analýze problému a rovněž tomu, které informace jsou potřebné 
ke studii stávajícího stavu, jež napomůžou ke zlepšení. V této fázi se též nachází 
seznámení s organizací, v rámci které je praktická část prováděna. Jedná se o firmu R.C. 
HOTELS, s.r.o., ve které byla autorka zaměstnankyní a tudíž toto prostředí velmi dobře 
zná, má k němu vztah a tedy i motivaci napomoci svými vědomostmi a dovednostmi. 
Analýza stavu je provedena pomocí osvědčených metod uvedených v teoretické části. 
Největší důraz je přitom kladen na metodu HOS8, která ukazuje efektivitu současného 
systému. Pro vypracování analýz bylo použito poznatků ze studia, praxe a také zdravý 
selský rozum. 
 
V poslední fázi přichází návrh řešení, implementace a opatření, které by vedly  
ke zlepšení situace a v neposlední řadě zhodnocení výsledků, pro a proti. Tato řešení  
a opatření by měla sloužit managementu pro představu, jakým způsobem je možné 
využít IS/ICT (Informační systémy/Informační a komunikační technologie) pro zlepšení 
současné situace a rozvoj podniku. 
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2. Teoretická východiska práce 
2.1 Informační systémy – od historie po současnost 
2.1.1 Informační společnost 
V současnosti, kdy největší cenu pro jedince, společnosti, organizace, státní sektory, 
vlády i státy mají informace, je naše společnost označována jako „Informační“, jelikož 
jsou to právě informace, které nám dávají výhodu a přináší nové příležitosti.  
 
Ještě před popisem vývoje informační společnosti by mohlo býti vhodné vysvětlit 
spojení data – informace – znalosti, pro přiblížení významu informací. Data jsou 
prvotní, nijak nezpracované údaje, které mohou existovat v jakékoliv formě a nemají 
žádný význam. Informace jsou data, kterým již byl přiřazen určitý význam.  
No a znalosti jsou vhodný výběr informací, který je nějakým způsobem užitečný. 
 
Dnes hojně užívané sousloví „informační společnost“, se poprvé objevilo v japonských 
společenských vědách na počátku 60. let minulého století. V roce 1971 se v této zemi 
objevil i první slovník na téma informační společnost. Neznamená to však,  
že by neexistoval anglický výraz. Jen se tomu říkalo jinak – „post-industriální 
společnost“ či „revoluce bílých límečků“ [20]. 
 
Názvy se měnily od roku 1950 až po rok 1980, kdy se sjednotily pod pojmem 
„informační společnost“. Nakonec zůstal tedy tento pojem, který popisoval základní 
společenské změny druhé poloviny 20. století. Rychle však pronikl do politické sféry  
a jazyku médií a používá se dodnes. Nyní nastává období globalizace, kdy se svět mění 
velmi rychlým tempem. A s ním i informační společnost. Zejména díky vzniku a rozvoji 
Internetu (tj. celosvětová počítačová a komunikační síť), kterým dnešní svět doslova 
žije. 
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Graf 1: Uživatelé internetu na 100 obyvatel v letech 1997 - 2013. 
Zdroj: http://www.itu.int/ 
 
 
Obrázek 1: Digitální domorodci (pojem pro označení populace narozené po roce 1980, která začala 
žít v digitálním světě) jako procento populace v roce 2012. 
Zdroj: http://www.itu.int/ 
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2.1.2 Informační systémy 
K tomu, aby mohlo cokoliv správně fungovat, jsou za potřebí informace.  
A aby jejich zprostředkování bylo co nejjednodušší, nejúčinnější a nejrychlejší, 
napomáhají informační technologie. Nicméně pro vznik uspořádaného systému, který 
správně funguje, je zapotřebí většího množství komponent. Jak již bylo řečeno v úvodu, 
IS je dle [8] „definovaná množina prvků a vazeb mezi nimi s určenými vlastnostmi, 
jejímž účelem je zajištění vhodného vyjádření informací, jejich zpracování a přenášení 
v rámci nějakého systému. Je tvořen lidmi, nástroji a metodami. Tvoří pevnou 
systematickou množinu složek, jež spolupracují za účelem vytváření, shromažďování, 
zpracování, přenášení a šíření informací. Součástmi informačního systému jsou lidé, 
respektive uživatelé informací, prostředky, nástroje a informatické prameny.“ A jelikož 
hrají informace v každodenním světě velikou roli a jsou tím nejcennějším zdrojem také 
v podnicích, je relevantní lehce přiblížit důležitost a integraci IS. 
 
Prvky informačního systému dle [4]: 
 Hardware, jakožto nejvíce zjevná část IS, kterou tvoří počítače a další periferie, 
jako monitory, tiskárny, routery atd. 
 Software, někdy nazýván jako páteř hardwaru, jelikož bez něj by se nemohl 
používat. Říká hardwaru, jak má fungovat. Je to programové vybavení počítače. 
 Data, bez kterých by software nemohl fungovat, jelikož díky datům vkládáme 
do systému informace, které potřebuje pro funkce, procedury a rozhodování. 
 Procedury jsou pro lidi to stejné co software pro hardware. Tvoří pravidla 
popisy a pokyny pro to, jak se věci dělají. 
 Lidé, kteří systémy vytváří, spravují, vkládají do nich data a dále je využívají  
a jsou jeho nezbytnou součástí. Jsou to totiž právě oni, kteří rozhodují o tom,  
zda bude systém fungovat či nikoliv. 
 Komunikace – jelikož je zapotřebí více než jeden kus hardwaru, je komunikace 
mezi nimi i mezi lidmi nezbytná. 
 
Informační systémy se v podnicích objevují již od první půlky dvacátých let minulého 
století. Jen se ještě nevyužívali počítačově, jelikož počítače (tak jak je známe dnes - 
elektronické) zatím neexistovaly. Například, samotnému panu Baťovi přinesla kvalitní 
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analýza dostupných informací záchranu při změnách podnikatelského prostředí  
při oslabení poptávky díky nevlídnému sociálnědemokratickému vlivu vlády České 
Republiky počátkem 20. let [29]. První systémy pro monitorování a management 
financí a účetnictví přišly s nástupem počítačů koncem 40. let 20. století a staly  
se tak prvními softwarovými aplikacemi [28].  
 
ERP čili Enterprise Resource Planning je podnikový IS, jehož účelem je integrovat 
všechny útvary a činnosti napříč podnikem na jednom počítačovém systému, který 
slouží všem těmto oddělením a který umožňuje užívat systém integrovaných aplikací, 
což napomáhá řízení podniku. ERP systém integruje všechny procesy v podniku.  
 
 
 
 
 
 
 
 
 
 
 
 
 
Obrázek 2: Podstata ERP systémů. 
Zdroj: www.lerablog.org 
 
Tyto systémy přichází počátkem 60. let jakožto systémy pro automatizované plánování 
spotřeby materiálu – MRP – Material Requirements Planning. O deset let později 
vstupují na trh první společnosti zabývající se softwarovými aplikacemi (SAP, Lawson 
Software), které umožňovaly integrovat stěžejní podnikové procesy. Toto dává půdu 
pro vznik IS. Na konci 70. let tak vznikají systémy MPR II – Manufacturing Resource 
Planning, které plánují všechny výrobní zdroje podniku. V 80. letech přichází CIM – 
Computer Integrated Manufacturing – počítačem integrovaná výroba, která navrhovala 
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ucelenou databázi pro podporu produkce, jež zaručovala flexibilitu produkce, zkrácení 
času a pokles výloh vztahujících se k informacím. Na konci 80. let se objevuje další 
významná společnost – PeopleSoft. Ta vytváří software pro podporu správy lidských 
zdrojů [28]. 
 
Od počátku 90. let začíná progresivní evoluce v oblasti podnikového softwaru a začíná 
se prosazovat název Enterprise Resource Planning. Koncem 90. let, se vznikem 
a rozšiřováním internetu dochází k rozvoji IT služeb. Objevují se různé typy ERP 
systémů v závislosti na způsobu jejich pořízení (viz kapitola 2.2) [28]: 
 Tradiční nasazení ERP systémů - budování a modifikace firemních aplikací  
na míru. 
 Přednastavená řešení – sjednocená aplikace pro více zákazníků. Zakoupení 
licence pro využívání systému. 
 ASP (Appllication Service Provider) čili využití služeb poskytovatele a 
pronájem systému. Nejčastěji nabírá podobu SaaS – Software as a Service (viz 
2.2.4) forma outsourcingu (využití služeb třetí strany), která je poskytovaná 
dodavatelem prostřednictvím internetu. 
 
Mezi nejvýznamnější kvality ERP náleží schopnost: 
 automatizovat a sjednocovat základní firemní procesy; 
 sdílet data a metody skrze celou firmu; 
 formovat a zpřístupňovat informace ve skutečném čase [28]. 
 
Dle [8] by správně nasazené ERP (IS) měly: 
 poskytovat funkcionalitu čili podporovat veškeré firemní procesy; 
 přispívat ke zjednodušování náročnosti jednotlivých procesů; 
 zajistit přístup k informacím ve správném čase; 
 fungovat bez odezvy, za určité požadované bezpečnosti a spolehlivosti; 
 přinášet výhody a přidanou hodnotu; 
 napomáhat ke zvyšování schopností uživatelů i pracovníků. 
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2.1.3 Přínosy a výhody nasazení IS 
Pokud se podnik rozhodne pro správný IS, (je nutné podoktnout správný, poněvadž 
špatný výběr IS může mít za následek úbytek přínosů či spíše přísun nákladů) může to 
znamenat nespočet přínosů. Pro čtenářovu představu je zde následující seznam: 
 Poskytování informací – základní a stěžejní výhoda IS. 
 Poskytování potřebných informací – každý uživatel si v IS najde přesně to,  
co potřebuje. 
 Informace v reálném čase. 
 Přizpůsobivost. 
 Integrace procesů. 
 Centrální databáze bez duplikací dat. 
 Celkový, sjednocený pohled na procesy. 
 Úspora peněz – vše vykonává jeden systém. 
 Zvýšená produktivita – uživatelé snadněji naleznou potřebné informace  
a tím šetří čas i svou práci. 
 Zjednodušení rutinních procesů a díky tomu zvýšená efektivita. 
 Podpora strategického plánování – jelikož management má možnost  
jak individuálního, tak i celkového pohledu na podnik a procesy. 
 Spokojenost zákazníků díky včasným dodávkám. 
 Úspora nákladů při obstarávání zásob díky dobrému plánování, předpovídání  
a kontrole zásob.
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2.2 Způsoby pořízení IS 
Podniky se při výběru způsobu pořízení informačních systémů mohou vydat třemi 
hlavními cestami. Záleží na charakteru podniku, financích, které mohou  
do pořízení investovat, na povaze služeb či produktů, které poskytují, na klíčových 
aplikacích a procesech, informační a business strategii, na znalostech a zkušenostech 
managementu, který o pořízení IS rozhoduje, no a v neposlední řadě  
na tom, zdali by chtěli jít s dobou, věřit novým technologiím a trendům a spoléhat  
na to, že jim přinesou dobré výsledky.  
 
2.2.1 Vlastní IS 
Výhody: Tím, že si podnik vytvoří svůj vlastní IS, vzniká IS na míru. Je originální,  
a tím, že se utváří uvnitř společnosti, je v souladu s její politikou a bezprostředně 
v kontaktu s podnikovou strategií i samotnými tvůrci, čili zaměstnanci. Je bezpečný  
co se dat, informací a záloh týče. Vzniká kompletní nezávislost, jelikož si systém 
nekupujeme či nepronajímáme. 
 
Nevýhody: Při nedostatečných znalostech můžou nastat komplikace. Mimo zapojení 
managementu vzniká nutnost sestavit tým IT specialistů a programátorů. Vlastní vývoj 
IS trvá dlouhou dobu a je finančně velice náročný. Složité řešení, které ubírá pozornost 
a orientaci na cíl podniku. Vhodné pro inovativní IT společnosti, které si jej dokáží 
vyvinout sami.  
 
2.2.2 Zakoupení IS (jako SW, licence) 
Výhody: Zavedení již ověřeného IS. Je podstatně levnější a rychlejší variantou  
než vlastní vývoj. Je poměrně vysoce bezpečný. Větší výběr řešení díky vyššímu počtu 
dodavatelů. Představuje neutrální závislost na dodavateli, který systém pouze prodává. 
 
Nevýhody: Horší aktualizace aplikací a údržba. Není tak přizpůsobený podniku  
jako vlastní IS. Systém se může lehce státi zastaralým. Vysoká odpovědnost podniku  
za systém. Nutné investice do této oblasti. Nekompatibilita s různým SW. Špatná 
flexibilita. 
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2.2.3 Outsourcing IS 
Organizace si tedy mohou vytvářet a spravovat IS samy, pořídit si již vytvořené 
systémy, anebo mohou zcela přenechat provoz a správu na třetí straně, čemuž se říká 
outsourcing. Outsourcing je obstarávání určitých aktivit, funkcí či služeb externími 
dodavateli – třetí stranou. U informačních systémů může mít outsourcing podobu 
například SaaS. 
 
 
 
Obrázek 3: Hlavní výhody outsourcingu. 
Zdroj: http://mdsonline.co.in/blogs/wp-content/uploads/2013/08/Top-Reasons-for-Outsourcing-
Corporate-Secretarial-Services1.jpg 
 
Výhody: Přesun zodpovědnosti na ASP. Možnost orientace a soustředění se na hlavní 
cíl a poslání podniku. Nízká cena. Přísun a uvolnění zdrojů. Taktéž přísun nových 
technologií a aktualizací. Personální výhody. Poruchy řeší dodavatel. Flexibilita. Veliký 
výběr dodavatelů. Rozložení nákladů. Sdílení rizik. Získání času. Konkurenční výhoda. 
Možnost ovládat odkudkoliv, pokud je to tak nastaveno a umožněno. 
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Nevýhody: Nižší bezpečnost – nutnost pojištění. Potřeba záložních prostředků. Nutný 
24hodinový HelpDesk. Nutný velice dobře vypracovaný SLA dokument. Nutnost řízení 
vztahu s dodavatelem a také nutnost neustálého připojení. 
 
ASP, čili Application Service Provider, je poskytovatel služeb stavěných na odloučení 
vlastnictví jisté aplikace od jejího užívání. Poskytovatel tedy službu vlastní a provozuje 
skrze širokou síť ze svého centrálního data centra. Poskytovatel tak nabízí své služby 
nespočtu zákazníků a tak rozkládá náklady, což má za výsledek nižší cenu  
pro zákazníky [8]. 
 
SaaS (Software as a Service) navazuje na ASP, kde je služba poskytována několika 
uživatelům, většinou prostřednictvím internetu. Rozdíl mezi SaaS a ASP spočívá  
v tom, že prostředí ASP aplikace lze většinou v jisté míře upravit dle požadavků  
a parametrů. U SaaS je modifikace do velké míry omezena. Také financování se liší  
tím, že u ASP je užívání zajištěno licencí, kdežto SaaS se předplácí většinou na několik 
let. [8] ASP je vlastně předchůdcem SaaS. Uživatel dostane přímo aplikační výkon 
daných aplikací, včetně provozu a služeb. Poskytovatel také zajišťuje bezpečnost, 
archivaci, fakturaci a hlavně smluvní záležitosti [3]. SaaS je popsána blíže v následující 
podkapitole. SaaS musí mít dobře sestavenou SLA – Service Level Agreement. 
 
SLA je fakticky dohoda, která má podobu smlouvy, kde se poskytovatel a uživatel 
dohodnou na všech aspektech poskytované služby. Od doby trvání, přes úroveň, cenu, 
podmínky, až po závěrečná ustanovení a bezpečnost. Jedná se o smlouvu spojenou  
s využíváním služeb od externích dodavatelů. Je důležitá zejména pro outsourcing, 
jelikož dodavatel zajišťuje určitou úroveň svých služeb, u kterých se předpokládá,  
že budou dostupné nepřetržitě. Uvádí se v nich rozsah, úroveň a intenzita 
poskytovaných služeb. Vytváří se pro zajištění partnerského vztahu mezi oběma 
stranami. Mění se dle poskytovatele i dle zákazníka. Některé složky však mají smlouvy 
stejné. Minimálně by měla obsahovat předmět smlouvy, smluvní strany, definici pojmů 
(např. události, které mohou nastat), podmínky a pravidla služby, rozsah služeb, ceník, 
podmínky smlouvy, platební podmínky, práva a povinnosti, tvrdé a měkké metriky. 
Vzor takovéto dohody se nachází v přílohách na konci práce.  
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2.2.4 Cloud Computing 
V dnešním světě, kdy většina domácností má připojení k internetu a kde žádná 
organizace či podnik by se bez připojení neobešla, dochází k průniku nového termínu 
jménem „cloud computing“. Jedná se zejména o služby poskytované skrze síť -  
internet.  
 
 
Obrázek 4: Princip cloud computingu. 
Zdroj: www.allaboutcloud.com 
 
Cloud computing spojuje dva hlavní aspekty informační technologie. Hovoří se zejména 
o efektivitě IT, kdy díky HW a SW technologiím jsou zdroje lépe dosažitelné  
a přenositelné a také o obchodní hbitosti, jenž přináší podnikům konkurenční výhodu 
díky rychlému jednání skrze IT. Cloud computing je vlastně propojení sítě počítačů, 
serverů a internetu a poskytnutí velkého množství úložišť a aplikací skrze toto spojení. 
Koncovému uživateli, ať už je to konkrétní člověk či organizace, pak stačí pouze 
telekomunikační zařízení s možností připojení k internetu, připojení a webový 
prohlížeč. Tímto se mimo jiné přenáší odpovědnost a náklady na tohoto cloudového 
zprostředkovatele. Příkladem takovéto služby je google drive, ale i gmail, Hotmail,  
či jiný poskytovatel internetové poštovní schránky. Může však nabírat více 
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sofistikovanějších forem s větším množstvím aplikací a služeb, avšak ty už jsou 
placené. 
 
Typy Cloudů 
 Veřejný (Public) cloud  computing - výpočetní infrastruktura se nachází 
v prostorách firmy, která nabízí cloudové služby široké veřejnosti. Služby jsou 
dostupné všem. Patří mezi ně například Amazon či Google. 
 Soukromý (Private) cloud computing - infrastruktura je v tomto případě 
věnována konkrétní organizaci a provozována je interně či externě, samotnou 
organizací či poskytovatelem. 
 Hybridní (Hybrid) cloud computing je kombinací veřejného a soukromého 
cloud computingu, například tak, že komunikace s klienty je zajišťována 
cloudem veřejným, přičemž uchovávání jejich dat je zabezpečeno cloudem 
privátním. 
 Komunitní (Comunity) cloud  computing – je typ cloud computingu,  
kde je více nájemců pro určitou cloudovou službu, je sdílený mezi několika 
organizacemi podporující určitou „komunitu“. Provozovatel je buď součástí této 
komunity anebo je externí. Jsou hybridní formou soukromých cloudů 
postavených a provozovaných pro cílovou skupinu. 
 
Distribuční modely 
Dle toho, co je nabízeno, jaká služba a jaké prostředky jsou cloud computingem 
poskytovány, dělíme distribuční modely na IaaS, PaaS, SaaS. Všechny 3 modely mohou 
být poskytovány zadarmo anebo za peníze. Záleží na rozsahu jejich využití a také  
na poskytovateli. 
 
IaaS - "Infrastructure as a Service" česky infrastruktura jako služba. Poskytovatel 
služeb vytváří jeden z více virtuálních serverů umístěných na fyzickém počítači a celý 
tento server se zavazuje poskytnout. Mimo jiné služby do této infrastruktury spadá také 
sledování a správa vzdálených datových center, vytváření sítí a síťových služeb  
jako například firewall (zabezpečení sítě). Místo toho, aby podnik utrácel za HW, 
kupuje si IaaS podobně jako přísun elektrické energie. Uživatelé této služby jsou 
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zodpovědní za správu aplikací, dat, běhu systému, operačního systému a middlewaru 
(SW, který spojuje více aplikací). Mezi IaaS patří Amazon Web Service či Google 
Compute Engine. IaaS slouží především pro systémové administrátory. 
 
PaaS - "Platform as a Service" neboli platforma jako služba. V tomto případě poskytuje 
poskytovatel platformu pro vývoj aplikací včetně operačního systému, programovacího 
jazyka, databáze a webového serveru. Vývojáři vyvíjí webové aplikace na platformě 
poskytovatele prostřednictvím internetu. Mezi PaaS patří například GoogleApps. 
 
SaaS - "Software as a Service" čili software jako služba. Tento model představuje 
největší trh co se cloud computingu týče a neustále se zvětšuje. Poskytovatel využívá 
web pro poskytování různých aplikací, které sám spravuje a jejichž rozhraní je přístupné 
na straně klientů. Eliminuje tak nutnost instalovat a spouštět aplikace na jednotlivých 
počítačích. Údržba a podpora je pro podniky efektivnější, jelikož se o nic nemusí starat 
– veškeré věci zabezpečuje poskytovatel. Tvoří jej většina aplikací na internetu, ať už 
zpoplatněné či nezpoplatněné. Mezi SaaS patří například Google Gmail, Google Docs, 
Google Drive, Google Analytics, Drop Box či hotelový IS HotelTime, který bude blíže 
popsán ve 4. kapitole. 
 
Jelikož jsou při tomto propojení možnosti neomezené, dává to uživatelům jakousi iluzi 
o nekonečnosti počítačových zdrojů. Nejedná se však až tak o samostatnou technologii 
než spíše o kombinaci již existujících technologií. Ty se vyvinuly a dozrály, aby daly 
prostředí pro vznik cloud computingu.  
 
Výhody cloud computingu [18]: 
 Snížení prvotních nákladů pro malé podniky, které chtějí těžit z dostupných IT 
zdrojů, ke kterým mívali přístup pouze větší podniky. 
 Možnost rozvoje pro země 3. světa, kde technologický vývoj není až tak rapidní. 
 Téměř bezprostřední přístup k HW zdrojům a přednostem bez počátečních 
nákladů. 
 Eliminuje inovační bariéry ICT. Sociální sítě jsou toho příkladem. 
 Je lehčí pro podniky zhodnocovat stav SW a sloučit se s ustavičným rozvojem.  
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 Přináší moderní podoby aplikací a služeb, dříve nedostupné. 
 Pro uživatele není nezbytné vlastnit technologii, SW či jej umět spravovat.  
 Při nastavení možnost ovládat odkudkoliv, kdykoliv, bez ohledu na používané 
zařízení (PC, notebook, mobilní telefon, tablet). 
 Sdílení HW zdrojů znamená lépe dělit výkon mezi dílčí klienty/uživatele. 
 Rozšiřování funkcí probíhá přímo u poskytovatele. 
 Poskytovatel spravuje vyšší výkon než běžný počítač. A naopak v případě,  
že výkon nepotřebuje, umí šetřit zdroje. 
 Zvýšená bezpečnost, jelikož prostředí poskytovatele je obyčejně profesionálně 
zajištěno a chráněno lépe než ICT prostředí v menších firmách. 
 
Nevýhody cloud computingu 
 Bezpečnost a soukromí 
Jelikož se jedná o novou formu technologie, stále ještě existuje obrovské množství 
nejistot týkajících se bezpečnosti na všech stupních tohoto modelu. Různé podniky mají 
různé požadavky týkající se bezpečnosti jejich informací a stále není zcela jasné, zdali 
je cloud computing úplně bezpečným řešením. Nejpodstatnější újmou je ztráta 
soukromí. Pokud využíváme programů umístěných na internetu a u jejich 
poskytovatelů ukládáme data, přináší to určité možné riziko zneužití těchto dat 
shromážděných na jednom místě. 
 Připojení 
Hlavní princip cloud computingu spočívá v rychlém a spolehlivém připojení k internetu. 
Toto přináší nátlak na průmysl a nové technologie zabezpečující tento požadavek.  
Je nutné mít záložní zdroj energie a také záložní možnost připojení k internetu. 
 Spolehlivost 
Spousta firemních procesů a aplikací jsou v dnešním světě tak kritické, že je potřeba 
udržovat je v chodu 24 hodin 7 dní v týdnu. A pokud se stane nějaká nehoda na straně 
poskytovatele cloud computingu, je důležité mít v pohotovosti záložní a obnovující 
systémy a aplikace. Jinak mohou nastat kritické situace, mající za následek ztrátu dat  
a přínos vysokých nákladů. Z tohoto důvodu je nutné mít sestavenou SLA smlouvu. 
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 Ekonomická hodnota 
Je důležité se dívat na cloud computing z krátkodobého i dlouhodobého hlediska. 
Krátkodobé hledisko přináší hlavně výhody a snížení financí. Avšak z dlouhodobého 
hlediska je důležité zvažovat náklady jako podpora, obnova po nehodách, modifikace 
aplikací, pojištění proti ztrátě dat, apod.  
 Změny v IT 
Informační technologie se mění s rapidní rychlostí a to přináší jak výhody,  
tak i náklady. 
 Politické problémy 
I když se cloud computing zdá zejména virtuální, ta opravdová data musí být opravu 
fyzicky uložena. Díky globalizaci však nemusí být zrovna ve státě koncového uživatele. 
Proto je důležité, aby tato fakta byla politicky oddělena a zabezpečena proti možným 
změnám v politické situaci daných zemí. 
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2.3 Hotelové IS 
Pro hotel, jakožto firmu, obchod či organizaci, je IS jeho základnou. Jeho hlavní role 
spočívá ve vylepšení procesů zahrnující výkon, management a strategické plánování 
podnikových operací. Vylepšuje nehmotné vlastnosti služeb a zvyšuje kvalitu procesů  
a služeb skrze zlepšování a inovace. Mimo jiné výhody poskytuje snížení rizika chyb  
a z toho plynoucí nespokojenosti hostů. Napomáhá manažerům řídit chod celého hotelu. 
Vytváří to tak příjemné prostředí pro hosta, šetří čas a zajišťuje efektivitu v úseku 
úklidů.  Rysem moderního a kvalitního hotelu, jakožto podniku, je integrovaný hotelový 
systém. 
 
Hotel sám o sobě je systémem, jelikož se skládá z několika částí (subsystémů), které 
mají jednotlivě znaky systému. Z funkčního hlediska mohou být tyto subsystémy 
například poskytování ubytování, prodej ubytování, nákup, příprava a poskytování 
nápojů a jídel, další služby, údržba hotelu, lidské zdroje, účetnictví, atd.  
Je to dynamický systém charakterizovaný stálými změnami, vývojem a rozvojem. Celý 
tento systém velmi závisí na procesech a službách. A proto, aby se zajistil plynulý chod 
těchto procesů a služeb, je za potřebí kvalitního IS. 
 
Hotelové služby mají mnoho zvláštností, díky nimž vyžadují jiný marketingový přístup. 
Je to například: nehmotný charakter služeb, místní a časová vázanost nabídky služeb, 
proměnný charakter služeb, fyzická neexistence distribučního systému, nestálost 
nákladů a vázanost služeb na poskytovatele. Proto je důležité, aby se organizace 
věnovala CRM – Customer Relationship Management – řízení vztahů se zákazníky.  
Je to zejména proto, že životnost a prosperita hotelu závisí na spokojenosti zákazníků. 
Mimo to i díky kratší expozituře služeb, velkému vlivu psychiky při nákupu služeb, 
vnější stránce poskytování služeb, reprezentativní úrovni poskytovatele, proměnlivých 
distribučních cestách, snazším automatizacím a standardizacím služeb a propagaci 
mimo sezónu. Proto je důležité sledovat:  
8P marketingu = 4P 
 Product – produkt (služba) 
 Price – cena 
 Promotion – marketingová komunikace 
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 Place - místo 
 +  
 People – lidé 
 Package – balík služeb 
 Programming – tvorba programů – procesy poskytování doplňkových služeb 
 Partnership - spolupráce  
 
Marketing je označení nástroje uvedení správného produktu na správném místě za 
správnou cenu ve správný čas. Marketingový mix je pak soubor opatření a taktik, které 
podnik využívá k propagaci svého produktu či služby na trhu. Marketing cestovního 
ruchu se však liší, jelikož si zákazník sice zakoupí spoustu produktů – služeb, ale 
odchází s velice malou zůstatkovou hodnotou. V důsledku toho vzniká marketingová 
iniciativa jak co nejvíce zdůraznit hodnotu vzpomínek tak, aby byl balík služeb 
jednoduše přístupný a přidat na hodnotě díky doplňkovým programům a dalším 
faktorům. Hlavním úkolem je přesvědčit potencionální zákazníky o tom, že služba, 
kterou nakupují, jim dává hodnotu za dobrou cenu a že služby budou takové,  
jak jim bylo slíbeno a jak si je představovali. 8P marketingu cestovního ruchu  
tak shrnují tento speciální přístup, který je zapotřebí [28]. 
 
K tomu jim napomáhají například online rezervace, CRM aplikace, hromadné 
propagační materiály - direct marketing – elektronická pošta, slevy, podpora na 
sociálních sítích. 
 
Nejen že hotelové IS sjednocují hotelové činnosti, udržují hladký provoz  
a tím i spokojenost hostů, ale také napomáhají manažerům při rozhodování, díky 
statistikám vytíženosti, využívání služeb a sledování zásob. 
 
Vzájemné vztahy mezi hotelem a jeho hosty je velmi důležitý a CRM vyvíjí způsoby 
jejich vylepšování. Je důležité si hosty udržet a k tomu může napomoci například 
databáze hostů, kteří hotel již navštívili. Zde se uvádí informace, které napomůžou 
personálu při jeho další návštěvě. Host totiž může mít specifické požadavky,  
jako například vanu místo sprchy, domácího mazlíčka, výhled na stromy  
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či upřednostnění jídla v jídelníčku. Tyto informace by měly být dostupné veškerému 
personálu. Hotelové informační systémy ve spojení s CRM napomáhají poznat 
potencionální i stávající hosty a nabízet jim tak kvalitní, nadstandardní a také doplňkové 
služby. Touto cestou je možné nabízet také slevy a partnerské programy. 
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2.4 Informační strategie 
Informační strategie je komplexní plán, který IT manažeři používají k vedení  
své organizace. Je to dlouhodobý akční plán k dosažení podnikových cílů, 
odehrávajících se v rychle se měnícím technologickém prostředí. Skládá se z úkolů, 
zásad a taktik, týkajících se používání technologií napříč určitou organizací. Zahrnuje 
však i lidi, kteří tyto technologie používají. Aby byla strategie efektivní, musí být úzce 
spjata a napojena na business (celopodnikovou strategii). Je důležitá napříč celým 
podnikem, skrze všechny činnosti a procesy, a proto je důležité tyto dvě strategie 
„sladit“.  
 
Firemní strategie spočívá ve formulaci toho, co chceme (poslání), kam směřujeme 
(vize) a jak toho dosáhneme (strategie). Informační strategie plní nezbytnou součást 
dílčích strategií tvořících strategii firemní. Informační strategie je tak formulována vizí, 
cíli a charakteristikami budoucího stavu IS/ICT firmy.  
 
Dle [28] je stěžejní pro realizaci úspěšné celopodnikové strategie zejména:  
1. Celiství přístup se zaměřením se na výsledky jako na celek, v souvislosti 
s požadavky zákazníků. 
2. Zásady odměňování s motivací. 
3. Vybudování procesních skupin. 
4. Změna postavení informační strategie v hierarchii strategií. 
5. Využití procesně orientovaných rozhodujících plánů. 
 
Jelikož podnik i jeho strategie závisí na procesech a procesním řízení, je relevantní  
tyto pojmy vysvětlit. Proces je „soubor vzájemně souvisejících nebo vzájemně 
působících činností, které přeměňují vstupy na výstupy. Cílem procesního řízení je 
rozvíjet a optimalizovat fungování organizace.“ [26] K tomuto, logicky, napomáhá IS. 
 
Dle [26] IS v rámci procesního řízení:  
a) umožňuje nové procesy – procesní změny pomocí IS/ICT, 
b) podporuje řízení projektů a následnou analýzu projektů, 
c) umožňuje úzkou spolupráci lidí, 
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d) pomáhá integrovat procesy. 
 
Informační strategie je opakující se proces propojování možností informačních 
technologií s požadavky podniku: 
 Je to proces, ne událost. 
 Je to opakující se cyklus na principu „opakování je matka moudrosti“,  
„proveď a uč se“. 
 Klíčem úspěchu je sladění obchodních činností s kapacitou IT spíše  
než navrhování IT k řešení požadavků podniku. 
 Dřívější teorie předpokládaly to, že obě strategie se řídí navzájem. Nyní  
se předpokládá, že podniková řídí strategii informační a ne naopak. 
 Informační strategie stanovuje směr pro účel informačních prostředků 
v podniku. 
 Zajišťuje to, aby maximum výdajů na IT bylo vynaloženo tak, aby přinášely 
podniku přidanou hodnotu. 
 Napomáhá maximalizovat návratnost investic do IT. 
 
Hlavní body Informační strategie [18]: 
 vymezení spojitostí mezi souhrnnou strategií firmy a informační strategií  
 rozbor dosavadního vývoje IT v organizaci  
 analýza a předpověď všeobecného vývoje IT 
 stanovení informačních zdrojů pro informační podporu managementu 
 plán rozvoje IS ve střednědobém a dlouhodobém horizontu  
 objem finančních a nefinančních zdrojů pro zajištění realizace strategie  
 souhrn norem, které budou při provádění uplatňovány  
 návrh organizačních reforem a metrik dosažení cílů  
 plán kvalifikačních a rekvalifikačních programů  
 principy pro vyhodnocování efektivity uskutečnění strategie  
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Podmínky úspěšné strategie [18]: 
 Je zapotřebí zapojit management a majitele do tvorby či alespoň podpory 
informační strategie. 
 Myslet strategicky – nenechat se příliš ovlivnit přítomnými operativní problémy. 
 Identifikovat rozhodující faktory úspěchu podniku. 
 Sledovat situaci a vývoj interního i externího prostředí. 
 Ztotožnit se s dlouhodobým závazkem i za cenu ztráty úspěchů krátkodobých  
 Nadmíru se nezabývat detaily.  
 Dbát na to, aby všichni pracovníci organizace byli seznámeni s informační 
strategií. 
 
Cílem strategie informačního systému je účinným využitím informačních prostředků 
docílit důležitých cílů podniku a spokojenosti zákazníků. Pokud podnik postrádá 
informační strategii, může to vést ke zbytečným investicím do IS/ICT, špatného výběru 
IS a v některých případech až k zániku podniku. Dle [22] jsou to především odpovědi  
na tyto základním otázky, jak s pomocí IS/ICT: 
 vylepšovat schopnosti zaměstnanců organizace 
 přispívat k dosahování strategických cílů firmy 
 zabezpečit pro podnik konkurenční výhodu 
 vytvářet pro firmu možnosti dalšího rozvoje 
 
Hlavní problém informačních systémů je problém efektivnosti. Mnoho vedoucích 
pracovníků se může shodnout na tom, že do IS jsou investovány velké peníze  
i když se to občas nevyplácí. Pokud firma postrádá řádnou informační strategii,  
má to za důsledek neefektivnost. Jedním z hlavních důvodů špatného investování do IS 
je zejména zmatené řízení IS bez informační strategie. [18] 
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2.5 Efektivnost IS 
Užitek znamená uspokojení jisté potřeby, jako například potřeby jíst, spát, pít. Aby však 
byla potřeba uspokojena, je nezbytné vynaložit nějaké prostředky. Pokud bylo těmito 
prostředky úspěšně zajištěno uspokojení potřeby a nastává „spokojenost“, lze říci,  
že to bylo efektivní. A takto se dá hovořit také o informačním systému. Vzniká potřeba 
informací, ze které, když je uspokojena, bude plynout užitek. Pokud je poté úroveň 
uspokojení potřeby informací vysoká, je taktéž vysoká i efektivnost vynaložených 
prostředků [22]. Přičemž tyto výdaje by měly mít 3 vlastnosti – měly by být tak akorát - 
ani ne moc ani málo, měly by mít vyváženou strukturu a měly by se zohledňovat 
s konkurencí. 
 
Efektivnost řádně implementovaného IS v podniku by měla působit celkem na 4 typy 
subjektů [22]: 
 Majitelé – jim IS přináší stálé zhodnocování vloženého vlastnictví 
 Šéfové – možnost úspěšně řídit podnik 
 Zaměstnanci – dobré pracovní prostředí, pocit sounáležitosti s organizací 
 Klienti – získání kvalitních výrobků/služeb za rozumnou cenu 
 
Pokud nám IS přináší výnosy, je logicky také efektivní. Pro představu managementu  
o tom, jak je IS účinný, existuje několik indikátorů. Například: 
 Finanční x nefinanční  
 Kvantitativní x kvalitativní  
 Krátkodobé x dlouhodobé 
 
Je jich však více a mohou se kombinovat. Záleží na managementu, kterou metodu  
a ukazatele si zvolí [22]. 
 
Pokud se IS hodnotí z kvalitativního hlediska, kdy kvalita rovná se efektivnost,  
měl by splňovat požadavky, či odpovídat zamýšlenému úmyslu. V tomto okamžiku  
se většinou hodnotí funkčnost, použitelnost, efektivita, spolehlivost, bezpečnost, dlouhá 
životnost a přizpůsobitelnost [22]. 
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Organizace závisí na svých informačních systémech, poněvadž právě ty provádějí 
každodenní úkoly, organizují potřebné informace a poskytují nutné funkce související 
s podniky. Vzhledem k tomu, že IS mají podstatný smysl a většinou jsou nákladné, 
organizace potřebují získat ze svých investic nejvíce [10]. 
 
Zásadní efekty informačního systému podniku:  
 strategický přínos – kvalita poznání potřeb zákazníků;  
 dílčí konkurenční výhoda – zkrácení doby zakázky;  
 zvýšení konkurenceschopnosti – komunikace s partnery; 
 posilování dobrého jména;  
 zvýšení výkonnosti a kvality podnikového řízení – zkracování interních procesů; 
 zajištění provozuschopnosti podniku; 
 zvýšení produktivity; 
 zrychlení komunikace; 
 pružné zpracování informací. 
 
V této práci bude především hodnocena efektivnost dle metody HOS8. 
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2.6 Metoda HOS8 
Tato metoda, jejíž hlavní vlastnost spočívá v hodnocení efektivnosti informačního 
systému organizace, vznikla ve spolupráci Doc. Ing. Miloše Kocha, CSc. s Ing. Mgr. 
Janem Dovrtělem, Ph.D. na Fakultě Podnikatelské, VUT v Brně. Je přístupná  
na internetu prostřednictvím on-line systému ZEFIS, na adrese http://zefis.cz. Je vhodná 
zejména pro manažery v malých podnicích, kde není pro hodnocení IS potřeba složitých 
metrik. Je jednoduchá a poněkud neurčitá, jelikož má za účel spíše pomoci si uvědomit 
hlavní potíže týkající se neúčinnosti IS. Její úvaha leží ve vyváženosti systému a hlavní 
myšlenkou je, že nevyvážený systém je většinou dražší. Spočívá v kladení dotazů  
a odpovědích na otázky z 8 částí systému [18]: 
 
Tabulka 1: Oblasti metody HOS
8
. 
Zkratka oblasti Označení oblasti Popis oblasti 
HW Hardware Fyzické vybavení IS 
SW Software Aplikační vybavení a funkce 
OW Orgware Pravidla pro provoz IS, pracovní postupy 
PW Peopleware Zahrnuje uživatele IS 
DW Dataware Uložená a používaná data v IS 
CU Customers Vztah mezi IS a zákazníky 
SU Suppliers Vztah IS k dodavatelům 
MA Management IS Oblast řízení IS 
Zdroj: [18] 
 
Při hodnocení složek je možno použít expertní odhad, porovnání s jinými dostupnými 
IS, osobní posouzení manažera či přímo navštívit stránky a nechat si metodu provést 
experty, kteří ji vyvinuli. 
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2.7 Podnikové procesy 
Pokud nám data a informace poskytují neměnný čili statický pohled na IS, pružný 
pohled se pak projevuje v procesech, které zahrnuje a jak se odehrávají. Proces je 
možno definovat jako sled událostí, které něco vyprodukují či vedou k určitému 
výsledku. No a podnikový, anebo můžeme nazývat také business proces, je činnost či 
soubor činností vykonávaných za účelem dosažení určitého organizačního cíle. Je to 
sbírka mezi sebou propojených úkolů, jež ústí v doručení služby či produktu 
zákazníkovi. Proces musí obsahovat jasně definované vstupy a jeden výstup. Tyto 
procesy jsou tvořeny všemi faktory, které přispívají (ať už přímo či nepřímo) k přidané 
hodnotě produktu či služby.  
 
Dělení těchto faktorů (procesů) [26]: 
 Základní anebo také operační (anglicky core) procesy anebo také operační 
představují hlavní činnosti organizace. 
 Řídící procesy řídí provoz dané organizace. 
 Podpůrné procesy slouží pro podporu základních neboli klíčových organizačních 
činností. 
 
Dále můžeme procesy dělit na interní, které probíhají uvnitř jedné organizace a externí, 
které se vztahují k podniku a jeho okolí, konkurenci, zákazníkům a dalším subjektům, 
se kterými je v kontaktu. 
 
Definice pojmu podnikový proces a vývoj od původní koncepce Adama Smitha roku 
1776, vedl k takovým oblastem studia a výzkumu jako je operační vývoj, operační 
management a také k vývoji a rozvoji různých systémů řízení podniku. Tyto systémy 
pak měli za následek vytvoření kolébky pro aplikace řízení podnikových procesů 
(Business Process Management – BPM), které se snaží o automatizaci procesního řízení 
tím, že zapojují různé aktéry pomocí technologií.  
 
Vztah IS a podnikových procesů 
S nástupem Internetu a rozvojem dalších informačních systémů se automatizace  
a zlepšování podnikových procesů za účelem snížení nákladů, zvýšení produktivity  
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a zlepšení kvality staly hlavním cílem podniků po celém světě. Produktoví manažeři  
se snaží zavést do podnikových procesů nové technologie. A právě informační 
technologie mají za následek úspěch těchto počinů a projektů. Navíc také otevřely 
podnikům zcela novou cestu k tomu, jak dokázat obchodovat s informacemi  
a informačními technologiemi jako službami a produkty. Informační technologie,  
ale i lidé, kteří s nimi pracují, mají za úkol nacházet způsoby, jak nejlépe využívat data 
a informace shromážděné různými systémy k tomu, aby napomáhaly organizacím  
ke splnění právě těch cílů, jako jsou nízké náklady, zvýšená produkce a standardy 
kvality. 
 
Informační systémy zasahují do podnikových procesů a samotné informační strategie. 
Podnikové procesy spojují a optimalizují. Navíc jim napomáhají přizpůsobovat se 
neustále se měnícímu obchodnímu a informačnímu prostředí. Automatizací procesů, 
které doposud byly manuální, napomáhají efektivitě, a přísunem zcela nových procesů 
zlepšují toky informací, nahrazují postupné kroky akcemi souběžnými, odstraňují 
prodlevy při rozhodování a podporují nové obchodní modely. 
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2.8 Zavádění a bezpečnost IS 
Jelikož se praktická část práce týká malé organizace - SME (Small and Medium sized 
Enterprises – malých a středně velkých firem), která si většinou nepotřebuje  
a ani nemůže dovolit náročné IS a snaží se vybrat finančně co nejméně vyčerpávající 
řešení, protože nedisponuje dostačujícími peněžními zdroji, vzdělanými lidmi a 
informacemi, je rozhodování o budoucím IS na managementu. Ten musí provést 
výchozí analýzu před navržením a realizací implementace nového systému. Je důležité 
zhodnotit současný stav IS/ICT a porovnat jej s aktuálními trendy a konkurencí, zvážit 
náročnost podnikových procesů a jejich sjednocení, určit budoucí náklady a výnosy 
implementace nového IS/ICT a porovnat nasazení se strategickými cíli podniku [28]. 
 
Přibližný plán zavádění IS [3] 
1. Úvod – dokumentace a obsah 
2. Požadavky na systém  
3. Popis současného stavu 
4. Standardní funkční struktura zaváděných modulů IS 
5. Popis HW  
6. Technologické prostředí – servery, software, databáze 
 
Implementace nového IS je vlastně projekt nasazení strategické části podniku. Projekt 
může být definován jako dočasná snaha, která je podniknuta za účelem vytvoření 
určitého produktu, služby či výsledku. Jeho hlavními vlastnostmi jsou [27]: 
 má jasně stanovený začátek a konec,  
 má jednoznačný účel a cenu,  
 je dočasný,  
 vyžaduje zdroje avšak je s ním spojena i jistá nejistota.  
 
Jeho hlavní součásti tvoří takzvané trojité omezení – čas, cíl a náklady. 
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Obrázek 5: Troj imperativ projektového řízení. Vztah mezi cílem, dobou a náklady projektu. 
Zdroj: http://www.odbornecasopisy.cz/imagesold/a0705051.gif 
 
Projektové řízení (projektový management) je využití vědomostí, umů, prostředků a 
technik do projektových činností s cílem dosažení požadavků projektu [27].  
Je to osvědčená metoda, která se ve všech typech organizací začíná stále více objevovat, 
jelikož její účinnost lze jasně zpozorovat. 
 
Projekt IS/ICT je soubor činností prováděných s úmyslem dosažení stanovených cílů, 
v daném čase a ceně. Tudíž vše okolo implementace, restrukturalizace, renovace, 
inovace či rozvoje IS/ICT podniku. Je důležité, aby byly v souladu s informační,  
ale i celkovou podnikovou strategií. 
 
Kritické faktory úspěchu projektů IS/ICT [22]: 
 IS/ICT nepředpokládá vlastnické a organizační změny v podniku. Změna 
vlastníka či managementu může způsobit nechtěnou změnu systému. 
 Podcenění významnosti IS a zaměření se na přímé úspory. 
 Nízké zapojení vrcholového managementu -  ústí v krátkozrakost a neplnění 
závažných cílů. 
 Koncentrace na pořízení IS/ICT a ne strategické výhody. 
 Informační strategie neexistuje. 
 Nekvalitní projektové řízení. 
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Nicméně díky zvyšující se počítačové gramotnosti a odstraňování nekvalitních 
dodavatelů IS se omezuje počet projektů, u kterých dochází k těmto faktorům. 
 
Životní cyklus IS/ICT projektu [28]: 
1. Provedení analýzy současného stavu a výběr rozhodnutí – zda je zapotřebí nový 
IS nebo stačí třeba inovace. Zde je nezbytné vycházet z podnikové i informační 
strategie. 
2. Výběr informačního systému a poskytovatele – volba produktu (HW, SW, 
infrastruktura, služby) – minimální přizpůsobování = bez časové prodlevy  
a dodatečných nákladů. Výběrové řízení či výzkum vedení. Při výběru IS  
je mimo jiné důležité dávat pozor na [3]:  
a. funkčnost systému,  
b. dodavatele,  
c. cenu,  
d. IT  
e. integraci. 
3. Uzavření smluvního vztahu – zajišťuje SLA. 
4. Implementace – přizpůsobení a školení uživatelů. 
5. Užívání a údržba. 
6. Rozvoj, inovace (např. CRM či jiné moduly). 
 
2.8.1 Bezpečnost IS 
V současné době, kdy prostřednictvím telekomunikačních sítí se šíří téměř celý svět  
a celý svět je také propojen, vzniká nutnost informace chránit před zneužitím, 
poškozením, odcizením, nepřístupnosti či ztrátou. Bezpečnost informačního systému 
patří k jeho kvalitám. Je však nutné ji chránit. Proto musí být jeho součástí. 
 
Jak znázorňuje následující obrázek bezpečnost IS/ICT je stěžejní pro bezpečnost celého 
podniku. 
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Obrázek 6: Bezpečnost IS/ICT ve vztahu k bezpečnosti podniku. 
Zdroj: [18] 
 
 
Bezpečnost by měla být fyzická (vlivy počasí, nehody, technologie, lidský faktor – 
umístění, záložní zdroj energie), ale i softwarová (ztráta, zneužití, poškození, únik  
a nepřístupnost informací - antivir, firewall, šifrování, zálohování a archivace). Avšak 
nejúčinnější ochranou je prevence. Nejedná se o nalezení dokonalé ochrany, spíše o 
implementaci odpovídajících opatření. 
 
 
 
 
 
 
 
 
 
 
Graf 2: Zvažování rizik a opatření (analýza nákladů a přínosů). 
Zdroj: [9] 
 
Bezpečnostní projekt IS - cílem je analyzovat, vymezit a zdokumentovat předpoklady 
bezpečnosti nových informačních systémů.  
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Stupně bezpečnostního projektu IS [9]: 
1. Analýza rizik IS 
2. Bezpečnostní politika IS 
3. Bezpečnostní projekt IS - požadavky na dodavatele IS 
4. Bezpečnostní provozní dokumentace IS 
5. Bezpečnostní požadavky musí být, stejně jako funkční požadavky, nedílnou 
součástí zadání nově budovaného informačního systému 
 
Dle normy ISO 27001 patří mezi oblasti bezpečnosti informací části popsané v tabulce: 
 
Tabulka 2: Oblasti bezpečnosti informací. 
 
 
 
 
 
 
 
 
 
 
 
 
 
Zdroj: www.iso27001security.com 
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2.9 Inovace IS/ICT 
Neustále se vyvíjející technologie nutí vše kolem vyvíjet se podobným tempem. Někdy 
to bývá ze zvědavosti, touhy po něčem novém, dozvědět se více, být s technologiemi 
v harmonii. Jindy je to na druhou stranu potřeba. Zastaralý a nekompatibilní software  
i hardware může být pro podnik velmi neúčinný a nákladný fakt. Proto je potřeba 
inovovat. 
 
Jedním z hlavních kroků je inovace informačního systému. K takové aktivitě přispívá 
mono faktorů, jako například tlak na zvyšování konkurenceschopnosti, nutnost 
automatizace procesů či podpora pořizování IS v rámci dotací. 
 
Jelikož je možností, jak inovovat, nespočet, je důležité provést určité kroky, než k celé 
aktivitě dojde. 
 
Nejprve je důležitá analýza stávajícího stavu IS/ICT podniku a stanovení potřeb.  
Také přichází na řadu informační strategie (pokud již neexistuje). Následuje porovnání 
stavu s budoucími očekávanými potřebami podniku a srovnání s konkurencí. 
V neposlední řadě by měly být analyzovány firemní procesy se záměrem jejich zlepšení. 
Dále by se měly určit přínosy a náklady dané inovace a ke konci není na škodu 
celkovou modernizaci zhodnotit ve vztahu k podnikové strategii. 
 
Inovace se liší z pohledu velikosti podniku. U velkých organizací se IS vyvíjí na míru  
a investují se do něj veliké peníze. U středních a malých podniků je to horší, jelikož 
rozpočet je poněkud menší. I přesto však existuje pestrý výběr řešení. Avšak z důvodu 
malého rozpočtu je volba a nastavení správného systému kritickým faktorem. Je tudíž 
nutné zaměřit se na tato rizika a snažit se jim vyhnout. Zejména správným zapojením 
managementu, znalostmi a analýzou. Mezi hlavní rizika inovace IS/ICT v malých  
a středních podnicích patří zejména: 
 podceněná analýza současného informačního systému,  
 nesprávná volba a implementace nákladného SW,  
 nevyužití všech, funkcí které systém poskytuje,  
 nesprávné začlenění do firemních procesů,  
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 implementace špatných technologií,  
 neškolenost a špatná vzdělanost v podniku, 
 špatně stanovené náležitosti ve smluvních podmínkách (SLA). 
 
Klíčovým faktorem úspěchu inovace je znalost možných rizik, které by mohly nastat. 
Ty nám pak pomůže analyzovat znalost současné situace bezpečnosti IS/ICT v podniku 
a návrh na zlepšení. 
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2.10 Další analytické nástroje 
2.10.1 SWOT Analýza 
Tato analýza má svůj původ na Stanfordské Univerzitě, kde v 60. a 70. letech minulého 
století pan Albert Humphrey vedl projekt na základě údajů špičkových podniků. Cílem 
bylo zjistit, proč selhalo jejich podnikové plánování. Výsledný výzkum identifikoval 
několik klíčových oblastí a nástroj použitý ke zkoumání každé z nich nazvali SOFT 
analýzou. Mezi klíčové kategorie v tomto výzkumu patřila zkoumaná prohlášení,  
že „Co je dobré v současnosti je uspokojující („Satisfactory”, později „Strength“),  
co je dobré v budoucnosti je příležitost („Opportunity“), špatné v současnosti je vada 
(„Fault“, později „Weakness) a špatné v budoucnosti je hrozba („Threat“). 
 
SWOT analýza (Strengths and Weaknesses, Opportunities and Threats) čili analýza 
silných a slabých stránek, příležitostí a hrozeb, vznikla za účelem napomáhat 
podnikům vydobýt si trvale udržitelné místo na trhu. 
 
Při hodnocení informačních systémů však stejně tak tato užitečná analýza pomáhá 
pochopit silné a slabé stránky systému, jeho příležitosti, které může přinést  
a také hrozby, které s implementací systému mohou nastat.  
 
2.10.2 Lewinův model řízené změny 
Model vytvořil v roce 1940 Kurt Lewin původně jako rozhodovací nástroj používaný 
v psychologii. V dnešní době se však používá také v podnikání a jako pomoc učinit 
rozhodnutí a jednoduše je sdělit důležitým stranám. 
 
Slouží jako užitečná rozhodovací technika. Pomáhá učinit rozhodnutí na základě 
analýzy sil působící pro a proti změně a také napomáhá předat úvahy vedoucí 
k tomuto rozhodnutí. Je možné ji využít k tomu, aby se určilo, zda změnu podstoupit  
a také pro zvýšení šancí na úspěch posílením sil, které změnu podporují a oslabování 
těch, které hovoří proti ní. 
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3. Analýza problému 
V této části je popsána současná situace řešeného problému ve společnosti  
RC HOTELS, s.r.o., analýza stavu IS/ICT ve firmě a jsou uvedeny důvody pro zavedení 
změny ve firmě, která povede ke zlepšení situace. 
 
3.1 Základní informace o firmě 
Název společnosti RC HOTELS s.r.o. 
Sídlo   Praha 4 - Nusle, náměstí Bratří Synků 477/10, PSČ 140 00 
IČO   29019478 
Právní forma  Společnost s ručením omezeným 
 
3.1.1 Předmět podnikání 
Výroba obchod a služby neuvedené v přílohách 1-3 Živnostenského Zákona. Firma  
RC HOTELS s.r.o. se zabývá provozováním hotelu, tudíž ubytovacími službami, včetně 
provozování hostinských činností čili stravovacích služeb v tomto zařízení  
a doplňkovými službami. 
 
3.1.2 Popis společnosti 
Hlavní činností společnosti je provoz hotelu, jakožto ubytovacího zařízení s názvem 
Hotel Europa, který je situován v centru Brna. O provozu budoucího hotelu se vedení 
společnosti rozhodlo v roce 2007. Začal pečlivý dozor nad stavebními činnostmi na 
tomto hotelu. V roce 2008 čekala budovu kolaudace. Slavnostní otevření hotelu 
proběhlo na začátku roku 2009. Hotel se od ostatních liší v tom, že je po prostorách 
hotelu různě rozmístěno několik děl umělců z Itálie a ČR a tím z něj vytváří zajímavé 
umělecké dílo. Proto je také bývá nazýván „Arthotel“ Europa. Díky tomu tak mohou 
hosté vidět díla dvou odlišných kultur spojených právě tímto hotelem. Díky tomu se stal 
propojením mezi turismem a uměním.  
 
V hotelu se nachází 45 3 a 4 hvězdičkových prostorných dvoulůžkových pokojů 
s možností přistýlky, s kabelovým připojením k vysokorychlostnímu internetu, satelitní 
televizí, klimatizací, minibarem a telefonem. Za hotelem se nachází dvůr s 15 
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parkovacími místy. Hotel se skládá se z recepce s posezením a barem v přízemí, dále  
z ubytovací části, kterou tvoří 4 patra a 2 pokoje v přízemí, kanceláře, místnosti pro 
personál a kuchyně v suterénu. Hotel je bezbariérový a je vybaven dvěma výtahy. 
 
3.1.3 Organizační struktura firmy 
Jedná se o malý podnik s 12 stálými zaměstnanci a 4 brigádníky. Čtyři zaměstnankyně 
se starají o recepci a bar, přičemž mají k dispozici 2 brigádnice na záskok a dovolené. 
Dále jsou zde 3 pokojské a jedna brigádnice, starající se o úklid pokojů a hotelových 
prostor, čili lůžkovou část. Dvě zaměstnankyně plus jedna brigádnice se starají  
o stravovací úsek. Ekonomický úsek obstarává jedna zaměstnankyně,  
jež má v kompetenci také marketing a propagaci. V neposlední řadě je zde údržbář, 
obstarávající technický úsek. Firma nemá žádného interního či externího zaměstnance 
se specializací na IS/ICT. O tuto problematiku se stará pouze vedení hotelu, které  
je tvořeno jedním ze zakladatelů společnosti. Vedení představuje jedna osoba, která 
patří zároveň mezi majitele firmy. 
 
 
 
 
 
 
 
 
 
 
Obrázek 7: Organizační struktura firmy. 
Zdroj: Vlastní zpracování 
 
3.1.4 Hlavní firemní procesy 
Mezi hlavní podnikové procesy patří: 
 Rezervace  
 Příjem hostů a ubytování hostů 
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 Check-out hostů 
 Účty, platby a fakturace 
 Úklid 
 Údržba 
 Stravování (snídaně) 
 Občerstvení (bar na recepci) 
 Administrativa & informační služby 
 Marketing a propagace, důraz na spokojenost zákazníků, CRM 
 Vedení personálu 
 
Požadavky na IS se odvíjí od firemních procesů, systémy totiž do procesů i informační 
strategie přímo zasahují. IS je musí podporovat, automatizovat, zefektivňovat, 
zjednodušovat, zkvalitňovat a vylepšovat. Jak již bylo uvedeno v kapitole 2.7, zavádění 
nových technologií a systémů do podnikových procesů tyto podmínky podporuje. 
Informační systémy a také i lidé, kteří s nimi pracují, pomáhají nacházet způsoby,  
jak nejlépe využívat shromážděná data a informace k tomu, aby napomáhaly 
organizacím ke splnění právě těch cílů, stanovených v celopodnikové strategii. 
Napomáhají podnikovým procesům se přizpůsobovat proměnlivému prostředí. Zlepšují 
toky informací. Nahrazují postupné kroky akcemi souběžnými, odstraňují prodlevy  
při rozhodování a podporují nové obchodní modely. 
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3.2 Poslání a vize firmy, podniková strategie 
Jak již bylo uvedeno v kapitole 2.4, firemní strategie spočívá ve formulaci toho,  
co chceme (poslání), kam směřujeme (vize) a jak toho dosáhneme (strategie). 
 
3.2.1 Poslání firmy 
Poslání firmy znamená sepsání a prohlášení toho, proč firma existuje. Je zde 
zaznamenán nejen postoj k zákazníkům, ale i k zaměstnancům. Poslání firmy by mělo 
lidi motivovat. Vymezuje se zde i vztah k majitelům firmy a také k veřejnosti  
a společnosti obecně. Mělo by mít omezený počet cílů, zdůrazňovat firemní hodnoty  
a politiku a vymezovat pole působnosti. [16]  
 
Z důvodu krátkého působení firmy a jejímu stálému rozvoji neexistuje firemní poslání, 
vize a strategie. Proto nastává nutnost vše vypracovat. Poslání bylo navrženo takto: 
„Naším posláním je poskytovat komfort, pohodlí a kvalitu pro spokojenost našich 
zákazníků, kteří se k nám budou rádi vracet. Díky krásnému prostředí a našemu 
proškolenému, profesionálnímu a vstřícnému personálu zajistíme zákazníkům příjemný 
zážitek, který bude stát za zopakování, sdílení a doporučení.“ 
 
3.2.2 Vize firmy 
Vize znamená určení toho „čím chce firma býti“. Je základem pro cíle podniku. 
Znamená specifikaci poslání a navazuje na ni strategie, která určuje, jak bude dosaženo 
cílů, které jsou v této oblasti stanoveny. Je to vize budoucího vývoje organizace. Pokud 
správně sestavena, přispívá tak k loajalitě zákazníků. [16] 
 
Vize firmy RC HOTELS, s.r.o. stejně jako poslání neexistuje. Proto byl vytvořen  
její návrh: 
„Vizí naší firmy je přinášet majitelům zisk tím, že naši zákazníci dostávají  
ty nejkvalitnější služby v oboru hotelnictví a ubytování a díky tomu jsou k nám loajální  
a šíří tak oblíbenost a dobrou pověst hotelu. Chceme být vyhledávanou destinací  
s co nejplnější obsazeností hotelu po celý rok. V budoucnu bychom rádi zaujali vysoké 
postavení na trhu cestovního ruchu a stali se tak vyhledávaným hotelem v Brně a jeho 
okolí. Chceme zajistit hladký chod hotelových služeb.“ 
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3.2.3 Podniková strategie 
Jak již bylo řečeno, firemní strategie je tedy specifikace toho, jak má být cílů, 
stanovených ve vizi podniku, dosaženo.  
 
Firma RC HOTELS, s.r.o. firemní strategii opět postrádá. Tudíž vzniká její návrh: 
„Zajišťovat obsazenost hotelu v méně žádaná období kvalitním marketingem,  
ale i správným vedením lidí. Každý rok předcházet nespokojenosti zákazníků kvalitním, 
proškoleným a profesionálním personálem. Denně zajišťovat plynulý chod hotelových 
procesů správným IS, údržbou, zaměstnanci. Celoročně si udržovat zákazníky 
nadstandardními službami, vstřícným přístupem, bonusovými programy a slevami. 
Neustále se zlepšovat ve službách a propagaci díky správným analýzám a informacím. 
Dávat hostům to, o co si žádají. Každý měsíc motivovat zaměstnance slovním  
i finančním ohodnocením. Díky celoroční obsazenosti tak zaujmout vysoké postavení  
na trhu cestovního ruchu. Pomocí dobré propagace a hodnocení hostů se tak stát 
vyhledávaným hotelem v Brně a okolí.“ 
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3.3 Informační strategie 
Jelikož podnik postrádá celopodnikovou strategii, není vytvořena ani ta informační.  
Jak již bylo uvedeno v kapitole 2.4, je informační strategie komplexní plán k dosažení 
podnikových cílů, které se odehrávají jeho IS/ICT úseku, avšak prochází napříč celou 
organizací a je úzce spjat se strategií firemní. Zahrnuje nejen technologie, ale i lidi,  
kteří jsou s nimi v kontaktu. A ve výsledku se dotýká i koncového zákazníka, čili 
v našem případě hosta. 
 
Management hotelu si o IS/ICT rozhoduje sám, avšak nesprávným způsobem.  
Proto je v informační strategii navrženo intenzivnější zapojení a stanovení plánů, lepší 
komunikace s personálem a využití služeb externího pracovníka. 
 
Řešení a sestavení informační strategie, která je napojena na strategii firemní  
a také odráží současnou situaci včetně nutných opatření a změn, se nachází v kapitole  
4.1 Návrh informační strategie. 
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3.4 Současná situace ICT a analýza stávajícího IS 
V této části jsou popsány stávající informační technologie využívané v podniku. Jelikož 
autorka zde byla zaměstnankyní, informace jsou pravdivé a vysvětlují důvody návrhu 
změny stavu. Od otevření hotelu v roce 2010 uplynulo 5 let a za tuto dobu  
se situace s IS/ICT nijak nezměnila. Ve skutečnosti je dosti nevyhovující. 
 
3.4.1 Hardware 
Jelikož se jedná o podnik malý a počet zaměstnanců je také nevelký, nachází  
se v podniku pouze 3 počítačové stanice a jeden notebook.  
 
Na recepci hotelu se nachází HP compaq dc7900 convertible s monitorem HP V193, 
klávesnicí a myší, s procesorem INTEL Core 2 Duo E7300 s pracovní frekvencí 2,66 
GHz, operační pamětí s velikostí 1 GB a pevným diskem s kapacitou 80GB. Používá  
jej personál recepce. Jelikož je tato stanice pro hotel nejdůležitějším stěžejním HW 
článkem, současná situace je špatná. Počítač se často zasekává (činnosti zamrznou), 
přehřívá a nepracuje správně. To má negativní vliv na hlavní podnikové procesy  
a odráží se to v nespokojenosti jak zákazníků, tak i zaměstnanců. Má na tom svůj podíl  
i nevyhovující software, popisovaný v další podkapitole. 
 
Dále se na recepci nachází HP Compaq 6000 Pro All-in-One PC, počítač integrovaný 
do monitoru. Slouží především hostům pro vyhledávání informací a tisk dokumentů, 
jako jsou mapy, jízdenky apod. Počítač je vybaven procesorem INTEL Atom D410, 
s frekvencí 1,66 GHz, operační pamětí 1 GB a pevným diskem s kapacitou 80GB. 
 
V kanceláři, která slouží vedení hotelu a ekonomickému úseku se nachází počítačová 
stanice stejná jako na recepci, čili HP compaq dc7900 convertible, a notebook HP 
ProBook 4540s s procesorem INTEL Core i5-2430M s frekvencí 2,4 GHz, operační 
pamětí 4 GB a pevným diskem o kapacitě 750 GB. Jelikož vedení používá notebook  
i pro osobní účely, je to nejsilnější počítač v podniku. 
 
Dále se na recepci nachází dvě tiskárny. Jedna je připojena k počítačové stanici recepce, 
konkrétně tiskárna Canon i-sensys MF4270 a druhá, HP photosmart 5510, slouží  
53 
 
pro hosty a je napojená na HP Compaq 6000 Pro All-in-One. V kanceláři se nachází 
tiskárna HP LaserJet Pro 1000. 
 
A v neposlední řadě je na recepci umístěn elektronický zámkový systém Onity HT22, 
sloužící pro přístup do hotelových pokojů. Přístroj je však zastaralý a kabel, který slouží 
pro napájení, je poškozený. 
 
Obrázek 8:  Zámkový systém Onity. 
Zdroj: http://en.onity.com/products/Pages/HT22-Demo.aspx 
 
3.4.2 Hotelová síť   
Hotelová síť je sestavena na principu LAN (ethernet) - Local Area Network neboli 
místní síť. Internet je do hotelu dodáván pomocí ISP (Internet Service Provider) 
poskytovatele internetových služeb. Modem, do kterého je zavedena internetová 
přípojka poskytovatele, je umístěn v místnosti za recepcí. Na něj je pak připojen  
1 switch (neboli přepínač, fungující jako síťová rozdvojka) s 8 porty, do kterého je 
připojeno dalších celkem 5 switchů značky HP, které se nachází v jednotlivých patrech 
hotelu. Swtiche v patře nultém, kde se nachází recepce a kancelář a v patře posledním, 
kde je pouze 8 pokojů, mají 8 portů a ve zbylých 3 patrech jsou switche se 16 porty. 
Z těch jsou poté navedeny kabely do každého z pokojů a pomocí zásuvek je takto 
nainstalován internet na pokojích. Hosté mají na každém pokoji k dispozici kabel 
(kroucená dvoulinka), kterým se můžou připojit. Tímto odpadá nutnost použití hesel a 
dalšího šifrování. Bohužel se hosté, kteří nevlastní zařízení s možností kabelového 
připojení k internetu, nemohou na pokojích připojit. 
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Toto síťové řešení bylo zvoleno při rekonstrukci budovy, tudíž rozvedení kabeláže 
nebylo problémové. 
 
Mimo to je v přízemí u hotelového baru umístěn Wi-Fi router D-link, taktéž napojen  
na modem, jenž vysílá bezdrátové připojení. Tohoto mohou využít právě hosté, kteří 
nemají možnost připojení kabelu. I když je signál celkem slabý, není připojení nijak 
zabezpečeno a hosté se mohou připojit bez zadávání jakéhokoliv hesla. 
 
3.4.3 Software 
Nejdůležitější počítač v podniku, který se nachází na recepci a odvíjí se od něj hlavní 
podnikové procesy, má nainstalovaný operační systém Windows XP. Jelikož společnost 
Windows ukončila oficiální podporu tohoto operačního systému, je velmi nevhodný  
a měl by se nahradit aktuálnějším systémem. Stejně tak je tento operační systém 
nainstalován v počítači pro ekonomický úsek a stejně tak je doporučeno přejít na vyšší 
verzi. Počítač určený pro hosty a notebook HP mají nainstalovaný operační systém 
Windows 7, což je vhodné a adekvátní. 
 
Dále se v hotelu hojně využívá kancelářský balík MS Office 2003. V počítači na recepci  
je využíván zejména MS Word, zejména pro různé dokumenty a MS Excel jako 
objednávkový formulář pro praní hotelového prádla, napojený a odesílaný přes internet 
přímo na dodavatelskou prádelnu. MS Office 2003 se nachází také v počítači určeném 
pro hosty a pro ekonomický úsek.  Notebook HP má nainstalován balík MS Office 
2007.   
 
Do počítače na recepci je také nainstalován software pro ovládání zámkového systému 
Onity, pomocí kterého se nastavují karty, sloužící jako klíče k otevírání hotelových 
pokojů. Dále jsou všechny počítače vybaveny internetovými prohlížeči Internet 
Explorer, Mozilla Firefox a Google Chrome, antivirovým programem Avast a Adobe 
Acrobat reader, který slouží k zobrazování dokumentů PDF.  
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Vedení používá ke komunikaci s recepcí zejména program Skype a také je pro tyto 
účely zřízená privátní skupinu na facebooku. 
 
3.4.4 Stávající IS 
Páteří veškerých hlavních podnikových procesů je hotelový IS. V současnosti  
je využíván systém Hores firmy Hores Plus, s.r.o, která se vyskytuje  
na trhu s hotelovým softwarem již přes 20 let.  
 
Jedná se hotový systém, kdy je zakoupena licence a program je nainstalován na počítači 
na recepci. Je to komplexní systém se základními prvky, nastavitelnými moduly  
a možností propojení s dalšími subsystémy, jako například platební terminály  
či ovládání klimatizace [12]. 
 
Cena se odvíjí od počtu pokojů a přidaných modulů. Základní cena za systém, který 
operuje se 45 pokoji je 55 515 Kč. Instalace systému činila 3000 Kč a školení 1 den 
5000 Kč. Servis a údržba systému se platí zvlášť každý měsíc, a to 1600 Kč. Veškeré 
ceny jsou bez DPH a cestovních nákladů. Toto základní nastavení v sobě obsahuje 
správu těchto částí a procesů [12]: 
 Interaktivní štafle pokojů 
 Rezervace 
 Práce s hosty 
 Pokladna 
 Pokoje 
 Banku hostů 
 Reporty a statistiky 
 Závěrka 
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Obrázek 9: Interaktivní štafle pokojů Hores. 
Zdroj: http://www.horesplus.cz/hotelovy-software/jadro-systemu 
 
 
Obrázek 10: Založení nové rezervace Hores. 
Zdroj: Hores demo verze 
 
Navíc byly zakoupeny moduly „Doplňkový prodej“ v ceně 12 500 Kč, jelikož  
je na recepci i bar s občerstvením a „fakturace“ v hodnotě 10 000 Kč, aby bylo možné 
vystavovat hostům a firmám faktury. 
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Celkové náklady na pořízení tedy činily 86 015 Kč (bez DPH). A navíc se měsíčně 
platí a správu a údržbu 1 600 Kč (opět bez DPH). [12] 
 
3.4.5 SWOT analýza současného IS 
Jelikož je zapotřebí ucelený pohled na stávající IS, z hlediska  
jeho silných a slabých stránek, příležitostí a ohrožení, byla zvolena metoda analýzy 
z názvem SWOT.  
 
Tabulka 3: SWOT analýza informačního systému Hores. 
Silné stránky (Strengths) Slabé stránky (Weaknesses) 
 komplexní a vyčerpávající systém 
 export dat pro účetnictví, fakturace 
 statistiky včetně grafických výstupů,  
prognózy obsazenosti a tržeb 
 systém školení a zákaznické podpory 
 zavedení již ověřeného IS 
 levnější a rychlejší varianta než vlastní 
vývoj.  
 bezpečnost  
 neutrální závislost na dodavateli, který 
systém pouze prodává 
 zázemí stabilní společnosti 
 
 při výpadku HW nemožnost fungování – 
instalován pouze na 1 stanici 
 příliš komplexní a složitý systém 
 nutnost školení nových zaměstnanců  
 vysoká cena 
 zastaralé a nepřehledné UI (uživatelské 
rozhraní) 
 složité ovládání 
 horší aktualizace aplikací a údržba 
 není tak přizpůsobený podniku jako vlastní IS  
 vysoká odpovědnost za systém 
 nutné investice do této oblasti 
 špatná flexibilita 
 složité opravy a storna při chybách 
 dlouhá odezva systému 
 zatěžuje operační systém 
Příležitosti (Opportunities) Hrozby (Threats) 
 nové moduly 
 propojení se subsystémy 
 školení zaměstnanců při aktualizacích 
 
 nekompatibilita 
 zastaralost 
 snížení produktivity zaměstnanců z důvodů 
zastaralosti a složitosti používání 
 výpadek systému 
 zabezpečení 
Zdroj: Vlastní zpracování 
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3.4.6 Lewinův model řízené změny 
Tento nástroj funguje tak, že se doprostřed napíše návrh změny, kterou je v plánu 
provést a nalevo se sepíšou síly, které působí pro plánovanou změnu a napravo síly 
působící proti ní. Jednotlivé síly se také ohodnotí číslem od 1 do 5, 1 znamená, že síla 
má nízkou váhu a 5, že má váhu vysokou. Zároveň je důležité brát v úvahu tyto otázky: 
 Jakou výhodu podniku změna přinese? 
 Kdo je pro a kdo je proti změně? 
 Jak jednoduché bude provedení změny? Máme na ni dostatek zdrojů a času? 
 Jaké náklady přinese? 
 Jaké další podnikové procesy budou změnou ovlivněny? 
 Jaká rizika může změna přinést? 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Obrázek 11: Lewinův model řízené změny – Nový IS. 
Zdroj: Vlastní zpracování 
 
Nový 
Informační 
Systém 
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3.5 Hodnocení stávajícího IS metodou HOS8 
Nyní nastává čas na hodnocení stávajícího systému metodou HOS8. Jedná  
se o hodnocení efektivity celého IS se všemi jeho prvky. Nehodnotil se tedy pouze 
systém Hores, ale i HW, SW, orgware, peopleware, dataware, zákazníci, dodavatelé  
a management IS. 
 
Autorka, jakožto zaměstnankyně firmy, odpovídala na otázky na webovém portálu 
zefis.cz. Jako uživatel informačního systému a zároveň student problematiky se snažila 
o co nejpřesnější a nejobjektivnější odpovědi. Studuje to, co by měl správný IS 
splňovat, jaké bezpečnostní opatření zaujmout, jaké jsou možnosti, použitelnosti, 
výhody a nevýhody a v neposlední řadě také přístup vedení ke stavu IS/ICT. 
  
3.5.1 Posouzení jednotlivých oblastí 
Jako první se hodnotí jednotlivé prvky neboli oblasti informačního systému [18]:  
 Hardware – zde se hodnotí fyzické vybavení systému vzhledem k použití, 
kompatibilitě se softwarem a jeho spolehlivost a bezpečnost. 
 Software – tato oblast zahrnuje hodnocení programové vybavenosti systému, 
jednoduchost použití a ovládání, funkcí programů. 
 Orgware – org – čili organizace, zahrnuje systémy ve vztahu k organizaci.  
Zde se hodnotí pravidla a postupy používání hardwaru a softwaru, jelikož  
by se neměli používat volně a nezávisle na okolním dění. 
 Peopleware – jak lze vidět, tato část zahrnuje lidi, kteří jsou v kontaktu  
se systémem, neboli jeho uživatelé. Hodnotí se rozvoj jejich způsobilostí, 
podpora při užívání IS a chápání jejich významu. Metoda nehodnotí odbornost 
uživatelů či rozsah jejich dovedností. 
 Dataware – zde jsou zkoumána data zpracovávána systémem a uložená v něm. 
Hodnotí se jejich přístupnost, správa, bezpečnost, způsob jejich využívání. 
 Zákazníci – v této oblasti se zkoumá to, co má IS dávat zákazníkům a jak je tato 
sféra spravována. Mohou to být klasičtí zákazníci organizace, anebo zákazníci 
jakožto uživatelé hodnot a výstupu systému. 
 Dodavatelé – zde se hodnotí požadavky systému na dodavatele a správa této 
oblasti. Stejně jako u oblasti zákazníků zde mohou dodavatelé znamenat 
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obchodní pojetí dodavatelů, anebo to mohou být dodavatelé služeb a informací 
uvnitř podniku. 
 Management – předmětem zkoumání této oblasti není hodnocení znalosti 
managementu IS, ale jeho správu IS v souladu s informační strategií, důslednost 
používání určených pravidel a vnímání koncových uživatelů IS. 
 
Úroveň každé z oblastí je ohodnocena pomocí čtyřbodové škály jako:  
 1 - špatná,  
 2 - spíše špatná,  
 3 - spíše dobrá,  
 4 - dobrá. 
 
Výsledky dopadly takto: 
 
Tabulka 3: Úroveň oblastí systému. 
Hardware 2 spíše špatná úroveň 
Software 3 spíše dobrá úroveň 
Orgware 2 spíše špatná úroveň 
Peopleware 2 spíše špatná úroveň 
Dataware 2 spíše špatná úroveň 
Zákazníci  2 spíše špatná úroveň 
Dodavatelé 2 spíše špatná úroveň 
Management IS 2 spíše špatná úroveň 
Zdroj: [17] 
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Graf 3: Úroveň částí systému. 
Zdroj: [17] 
 
3.5.2 Celkový stav IS 
Celková úroveň IS je stanovena jeho nejslabší oblastí a je v grafu zakreslena červenou 
barvou. 
 
Graf 4: Celková úroveň systému. 
Zdroj: [17] 
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Aby byl IS pro podnik přínosem a vyplatilo se do něj investovat, musí být vyvážený. 
Není totiž dostatečné, aby úroveň jen některých oblastí byla výborná, zatímco  
u ostatních je špatná. Funkčnost systému je pokaždé stanovena nejhorší oblastí. 
Zkoumaný systém je nevyvážený. 
 
3.5.3 Doporučená podoba informačního systému 
Doporučený stav je založený na přikládaném významu. Jelikož je IS pro chod 
organizace nezbytný, je doporučená úroveň systému 4 – dobrá úroveň. Je důležité 
vnímat doporučený stav jako nejnižší požadovanou úroveň.  
 
Doporučený stav: 4 (dobrá úroveň) 
Doporučená úroveň informačního systému je znázorněna růžovým osmiúhelníkem  
v grafu. 
 
Graf 5: Doporučená úroveň IS. 
Zdroj: [17] 
 
3.5.4 Informační bezpečnost 
Zde se hodnotila jak fyzická bezpečnost - ochrana proti vlivům počasí, před odcizením, 
poškozením zaměstnanci, atd., ale také i softwarová – ztráta, zneužití, únik  
a nepřístupnost dat. Úroveň informační bezpečnosti: 2 (spíše špatná úroveň). 
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3.6 Shrnutí poznatků a nedostatků - Závěry z analýz 
3.6.1 SWOT analýza 
Silné stránky stávající IS sice má, ale slabých stránek je mnohem více a je možné říci, 
že jsou závažnější a nevěstí dobrou budoucnost. Je teda potřeba zvolit takový IS, který 
bude mít současné silné stránky a slabé bude eliminovat, případně se učiní potřebná 
opatření, které je omezí a oslabí. 
 
Příležitosti, které přináší stávající systém, jsou sice přínosné, avšak změna jich přinese 
mnohem více. Je nejdůležitější získat z nich co nejvíce.  
 
Nový IS eliminuje hrozby systému stávajícího. Ty, které přijdou s pořízením nového,  
se buď minimalizují, nebo se jim podnik musí vyhnout. Stejně jako u slabých stránek  
je možné přijmout opatření, která jim zabrání. 
 
3.6.2 Lewinův model řízené změny 
Síly působící pro změnu  27     
Síly působící proti změně  21 
 
Tyto výsledky nám říkají, že je dobré změnu podstoupit. Můžeme však také ještě 
podpořit síly hovořící pro změnu a oslabit ty, které jsou proti ní a tak učinit změnu ještě 
efektivnější.  
 
Například je možné řádně vyškolit personál a tím snížit strach z nových technologií. 
Nebo ukázat zaměstnancům, že změna je důležitá pro rozvoj podniku – nová síla 
působící pro změnu a zároveň oslabení síly proti – „zvyk zaměstnanců“. 
  
3.6.3 Metoda HOS8 
Jelikož je správná funkce IS v podniku klíčová, jeho význam je stěžejní a krátkodobý 
výpadek by mohl znamenat značné škody (nespokojenost přijíždějících zákazníků, 
chaos v rezervacích, neznalost neuklizených pokojů, atp.). Proto je důležité, aby byla 
celková úroveň systému 4, a zároveň je nezbytné, aby v této úrovni byli všechny jeho 
součásti, protože pouze vyvážený systém může být efektivní. 
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A jelikož je současná úroveň 2, je nezbytné okamžitě reagovat, přijmout opatření, zvýšit 
souhrnný stav, více investovat a neustále kontrolovat a zachovávat vyváženost systému. 
 
Jak je možné poznat z popisu současné situace a také z výsledků analýz, stav IS/ICT 
v podniku je velmi kritický a změna je více než důležitá. Nezbytné však je zvolit tu 
správnou strategii. 
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3.7 Požadavky na budoucí IS 
Jelikož všechny faktory mluví pro změnu IS, je od věci shrnout si důležité faktory, které 
by měl IS zahrnovat. Proto, že stěžejním článkem podniku je recepce a odtud přichází 
důležité informace tak, aby hotel mohl hostům poskytovat co nejlepší služby  
a tak vytvářet zisk, je důležitý správný hotelový systém. Než přijde na řadu návrh 
řešení, je důležité určit, které prvky by měl systém splňovat. 
 
Měl by obsahovat tyto moduly [17]: 
 Evidence pokojů a recepce 
 Rezervace hostů 
 Databáze hostů 
 Pokladna 
 Fakturace 
 Stravování  
 Úklid pokojů 
 Údržba 
 Propojení s rezervačními servery 
 Doplňkový prodej 
 Administrativa 
 Statistiky a reporty 
 CRM 
 
Mezi jeho hlavní vlastnosti by měly patřit například [17]: 
 Stabilita 
 Kompatibilita 
 User-friendly  
 Rychlost 
 Spolehlivost 
 Bezpečnost 
 Usnadnění práce 
 Aktualizace 
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 Dostupnost 
 Adekvátní cena 
 Rychlá odezva 
 Jednoduchá konfigurace 
 Propojení s ubytovacími servery 
 Doplňkové služby 
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4. Vlastní návrhy řešení 
Nyní přichází na řadu návrh zlepšení současné situace firmy. V první řadě je sestavena 
informační strategie, kterou podnik postrádá, a od ní se odvíjí celá kapitola, celkové 
řešení. Jsou navrženy ty nejvhodnější způsoby tak, aby změna přinesla  
co nejefektivnější výsledky. 
 
4.1 Informační strategie 
I když je existence kvalitního IS v podniku stěžejní, není zapotřebí složitá komplexní 
informační strategie, jelikož se jedná o podnik malý, ve kterém oddělení IS/ICT plní 
pouze podpůrnou funkci. 
 
Hlavní body podnikové informační strategie: 
 Obsazenost v méně žádaná období zajišťovat sledováním trendů pomocí 
internetu a sociálních sítí.  
 Slevové a věrnostní programy pro stálé zákazníky – nutnost vedení databanky, 
CRM. 
 Denně zajišťovat plynulý chod hotelových procesů správným IS, údržbou, 
zaměstnanci. 
 Intenzivnější zapojení managementu a všech zaměstnanců do podnikové  
i informační strategie – nutné komunikovat hlavní cíle. 
 Stanovení informačních plánů, jejich dodržování a kontrola. 
 Lepší komunikace managementu s personálem, zjišťování jejich spokojenosti  
a kompatibility s IS, školení zaměstnanců 
 Využití služeb externího pracovníka pro správu IS/ICT dle potřeby. 
 Sestavení pravidel, návodů a norem týkajících se procesů a používání IS/ICT, 
jeho bezpečnosti. 
 Front Office Management – důraz na management recepce, hodnocení 
pracovních výkonů, statistiky, reporty. 
 Zvyšování výkonnosti pracovníků díky lepším technologiím, usnadnění práce. 
 Rozvoj hotelu v technologickém směru. 
 Zapojení Customer Relationship Management do procesů podniku. 
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 Kvalitním IS pomoci dosažení strategických cílů uvedených v prvních bodech, 
jako je vysoká obsazenost, spokojenost hostů a plynulý chod hotelu. 
 Pořízení nového IS outsourcingem. 
 Kalkulace nákladů na IS. 
 Celková restrukturalizace ICT pro kompatibilitu s novým IS. 
 Nasazení nového IS, stanovení plánu, jeho kontrola a hladký chod. 
 Správa ICT díky externímu pracovníkovi. 
 Pravidelná aktualizace obsahu webové prezentace hotelu, profilu na sociálních 
sítí, sledování trendů. 
 Bezpečnosti ISO dle norem ČSN. 
 Zhodnocení přínosů jak kvalitativně tak kvantitativně. 
69 
 
4.2 Návrh a výběr řešení 
Dle [8] je možné vidět, že velikosti firmy většinou koresponduje síla jeho IS/ICT 
technologií a rozsah databází. Firma RC HOTELS, s.r.o. tím pádem nepotřebuje 
velkolepý a obsáhlý IS, náročné technologie, ani data centrum. 
 
Z důvodu proměnlivosti a neustálému zlepšování a vývoji hotelových služeb odpadá 
možnost vlastního vývoje IS. Nejen že by to bylo pro hotel nákladné, ale z tohoto úhlu 
pohledu také zbytečné. Bylo by těžké navazovat na online rezervační systémy, vznikaly 
by problémy s kompatibilitou s novými aplikacemi a časovou náročnost projektu  
si chod hotelu nemůže dovolit. 
 
Dále přichází na řadu hodnocení zakoupení licence. Jelikož tuto variantu hotel doposud 
využíval a zkušenosti včetně provedených analýz naznačují, že to nebyla moc dobrá 
volba, odpadá i toto řešení. 
 
Zbývá tedy outsourcing IS neboli pořízení skrze externího poskytovatele. Jelikož těchto 
řešení na českém trhu není mnoho, výběr byl celkem snadný. Hlavní dodavatelé jsou 
Mervis Group s.r.o. a HotelTime, a.s. Oba systémy byly porovnány z hlediska 
informační strategie, požadavků na vlastnosti systému a modulů systému. Zvítězil 
systém HotelTime i přes jeho lehce vyšší cenu. 
 
Hoteltime 
Jedná se o SaaS cloudový IS, což znamená, že je přístupný pomocí internetu  
a prohlížeče. Je možné se k němu připojit odkudkoliv přes počítač, mobilní telefon  
i tablet. Avšak pro zajištění bezpečnosti je také možné nastavit si konkrétní IP adresy 
(jedinečný řetězec čísel, který identifikuje každý počítač pro komunikaci přes síť), které 
mají do systému přístup. Takto je určeným osobám neustále k dispozici. 
 
 Obsahuje funkce vyhovující organizační struktuře, rozdělení pravomocí. 
Hardwarové prostředky jako počítače a servery jsou zcela v kompetenci 
dodavatele. Správa systému je taktéž na straně dodavatele.  
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 Dále jsou možnosti napojení na různá počítačová rozhraní a aplikace, jako třeba 
zámkový systém, Internetové Rezervační Systémy, centrální vytápění. 
 Součástí je také online rezervační formulář, který lze umístit na existující web. 
Je propojen se systémem, tudíž se rezervace ihned promítnou do systému. 
 Vyžaduje minimální požadavky na HW a SW, jelikož stačí jakékoliv zařízení, 
internetové připojení a prohlížeč. 
 Dohled a školení jsou bezplatnou součástí systému. Nulové náklady na instalaci, 
implementaci a školení.  
 Možnosti oprav chybných kroků při používání systému.  
 User-friendly a přehledné UI, lehce ovladatelný systém. Jeho součástí  
jsou podrobné a přehledné návody použití. Intuitivní ovládání. 
 Systém je stabilní a bezporuchový a jeho nedílnou součástí je 24/7 HelpDesk – 
zákaznická podpora, která je tvořena odborníky z hotelnictví a gastronomie. 
 Je kompatibilní s běžně používaným softwarem. Výstupy jsou buď v PDF,  
nebo MS Excelu. 
 Jelikož v dnešní době zajišťují téměř všichni poskytovatelé internetu spolehlivé 
a rychlé připojení k internetu, má systém velmi rychlou odezvu. 
 Spolehlivost v tom smyslu, že pokud nám odejde počítač, je možné se připojit 
přes jakékoliv jiné zařízení, které má přístupovou IP adresu a tak zajistit plynulý 
chod. 
 Bezpečnost v rámci nastavení přístupu dle IP adres. Taktéž rozdělení přístupu 
k jednotlivým modulům dle funkce v tom smyslu, že administrátor je správce, 
který může nastavit přístup do jednotlivých částí svým zaměstnancům. Taktéž 
bezpečnost dat je zcela v kompetenci poskytovatele a díky dobře propracované 
SLA smlouvě jsou také právně zajištěny pokutami a penály.   
 Usnadnění práce díky jednoduché použitelnosti a rychlosti systému. Je možné 
opravovat chyby samotnými zaměstnanci a předejít tak nespokojenosti hostů. 
K dispozici je manuál pro provoz na recepci. 
 Aktualizace systému probíhají na samotných stanicích poskytovatele  
bez zatěžování a obtěžování uživatelů. 
 Adekvátní cena díky rozložení nákladů. Počáteční náklady nejsou žádné a platí 
se měsíční paušál. 
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 Jednoduchá počáteční konfigurace systému, nastavení dat, vložení důležitých 
informací. Toto nastavení je vysvětleno během školení a stejně tak je k dispozici 
podrobný manuál, který prochází konfiguraci systému krok po kroku. 
 Doplňkové služby, jako například modul CRM, který je implicitně součástí 
systému, avšak za poplatek je zpřístupněn a lze ho využít pro lepší spokojenost 
zákazníků. 
 
Obsahuje tyto moduly a funkce: 
 Funkce nezbytné pro fungování recepce a rezervací 
 Evidence pokojů a recepce 
 Rezervace hostů 
 Databáze hostů 
 Vedení pokladny 
 Fakturace 
 Doplňkový prodej 
 Stravování 
 Pokojská 
 Směnárna 
 Statistiky 
 Reporting 
 CRM 
 Administrativa pro pokojské a restauraci 
 Adresář 
 Sestavy hostů 
 Údržba 
 Propojení s rezervačními servery 
 
72 
 
 
Obrázek 12: Náhled systému HotelTime. 
Zdroj: http://www.hoteltime.cz/provider/Reception.aspx 
 
Obrázek 13: Bližší náhled systému HotelTime. 
Zdroj: http://www.hoteltime.cz/provider/Reception.aspx
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4.3 Implementace řešení 
Implementace systému má 4 kroky – rozhodnutí o změně IS, výběr vhodného řešení, 
uzavření smlouvy a samotná implementace [18]. Jelikož první dva kroky již byly 
učiněny, přichází na řadu zbylé dva.  
 
Uzavření smlouvy 
Service Level Agreement - Jedná se o smlouvu spojenou s využívání služeb  
od externího dodavatele. Dodavatel zajišťuje určitou úroveň svých služeb, u kterých  
se předpokládá, že budou dostupné nepřetržitě. Uvádí se v ní rozsah, úroveň a intenzita 
poskytovaných služeb. Vytváří se pro zajištění partnerského vztahu mezi oběma 
stranami. Vzor takové smlouvy pro systém HotelTime se nachází v přílohách. [19] 
 
Samotné zavedení systému 
Nárazová strategie zavádění IS k 1.1.2016. Jelikož se jedná o zcela jiný způsob  
a typ IS než je dosavadní a jednotlivé funkčnosti, moduly a prvky a nelze používat oba 
IS zároveň a ani se nemohou nijak doplňovat, je nutné ukončit činnost prvního systému 
a ihned navázat spuštěním systému druhého. Tomuto se říká nárazová strategie 
zavádění systému. 
 
Fáze Implementace systému HotelTime: 
1. Objednávka systému 
2. Nastavení zařízení a systému dle požadavků objednávajícího 
3. Školení zaměstnanců 
4. Získání dat ze stávajícího systému 
5. Příprava stávajícího systému k vyřazení 
6. Příprava nového systému k použití 
7. Zařazení systému do používání  
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Zajištění provozu 
K tomu, aby systém správně fungoval, nevypadával, nenastaly poruchy, atd.  
jsou potřebná určitá opatření pro zajištění provozu IS. 
 
1. Nutno zajistit správný HW i SW pro plynulý přechod systému a následný 
provoz a údržbu provozu. Systém HotelTime nemá příliš značné požadavky na 
HW vybavení uživatele a bude kompatibilní s každým novým počítačem, který 
je aktuálně v prodeji. Nejnižší, čili základní nároky na HW, SW a internetové 
připojení pro nepřetržité používání systému jsou: 
 Klasický počítač a notebook nebo počítače značky Apple s HW 
vybavením procesor min. 1,6GHz 
 RAM o velikosti min. 512MB. 
 Operační systém počítače Windows XP a vyšší nebo u Apple MacOS 10 
a vyšší. 
 Prohlížeč Internet Explorer 7.0 a vyšší nebo FireFox 2.0 a vyšší, 
standardní nastavení zabezpečení s vypnutým blokováním cookies  
a automaticky otevíraných oken. 
 Prohlížeč PDF dokumentů Acrobat Reader 8.0 nebo vyšší. 
 Připojení k internetu o minimální rychlosti 512kbit/s. 
Minimální nastavení lze využít jedině, pokud používáme počítač výhradně  
pro ovládání systému. [16] Jelikož je ale potřeba na recepci používat i další 
aplikace a ne jen systém, je nutná doporučené nastavení počítače, což se 
promítne i do návrhu inovace IS/ICT v další kapitole. Doporučené nastavení 
počítače a internetové připojení pro pohodlné ovládání systému a pro 
počítač, na kterém budou spouštěny i další programy a systémy, je: 
 PC nebo Apple s procesorem min. 2GHz. 
 RAM minimálně 1GB. 
 Operační systém Windows XP a vyšší nebo MacOS 10 a vyšší. 
 Internetový prohlížeč Internet Explorer 7.0 a vyšší nebo FireFox 2.0 
(doporučeno) a vyšší, standardní nastavení zabezpečení s vypnutým 
blokováním cookies a automaticky otevíraných oken. 
 Prohlížeč PDF dokumentů Acrobat Reader 8.0 nebo vyšší. 
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 Pevné vysokorychlostní připojení k internetu 2Mbit/s, s průměrnou 
dobou odezvy do 50ms, včetně záložního mobilního připojení pro případ 
výpadku. [16] 
 
2. Zabezpečení systému proti napadení ze strany uživatele, ze strany připojení, 
proti ztrátě, zneužití či krádeži dat, proti neoprávněnému vniknutí. Více viz 
kapitola 4.5 Bezpečnost IS/CT hotelu. 
 
3. Nutnost kvalitního HelpDesku v případě poruchy. Jelikož je správa serveru, 
systému a dat na straně poskytovatele, klient si může být jistý, že pokud systém 
či nějaká z komponent a modulů selže a pokud je připojení v pořádku,  
je problém na straně poskytovatele. V tomto případě se kontaktuje HelpDesk  
a ten poradí jak postupovat, případně kdy nastane oprava systému. 
 
4. Pravidelná záloha dat. Opět, jelikož jsou data ukládána u poskytovatele,  
je vhodné vytvářet si vlastní zálohu pro potřeby celé organizace. 
 
5. Návody pro uživatele. Jelikož se jedná o systém nový a čerstvě zavedený,  
je nutné mít manuály ještě před spuštěním provozu a je nezbytné je uchovávat 
v dobrém dosahu a nejlépe mít zálohu v počítači. 
 
6. Dokumentace spojená s provozem a jeho pravidelné hodnocení. Nejen manuály 
a návody jsou důležité pro provoz systému, ale i provozní dokumenty jsou 
potřeba. Díky tomu se můžeme dozvědět jak je systém kvalitní a stabilní, kde se 
nachází nejčastější výpadky a chyby, kde je systém málo srozumitelný či lehce 
napadnutelný a tím tak přispět ke zlepšování. 
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4.4 Návrh inovace ICT 
Požadavky na inovaci HW, SW a internetové připojení vzhledem k novému IS a 
budoucímu vývoji ICT: 
 Počítač s procesorem 2,40GHz. 
 RAM 4GB.  
 Operační systém Windows 8 (64 bitový). 
 Internetový prohlížeč FireFox 34.0.5 se standardním nastavením zabezpečení 
s vypnutým blokováním cookies a automaticky otevíraných oken. 
 Prohlížeč PDF dokumentů Acrobat Reader verze 11.0. 
 Pevné vysokorychlostní připojení k internetu 10Mbit/s, s průměrnou dobou 
odezvy do 50ms, včetně záložního mobilního připojení (backup mobile 
connection) pro případ výpadku, čili USB modem pro počítač na recepci.  
Je doporučen například internet od Vodafone, z důvodu spolehlivosti velkého 
jména dodavatele. 
 
Jelikož je dosavadní počítač na recepci a v ekonomickém úseku zastaralý a jednotlivé 
komponenty by bylo složitější vyměnit než pořídit nový, je doporučeno nakoupit zcela 
nové stolní počítače. Je dobré zůstat loajální vůči značce HP. Počítač na recepci by měl 
být výkonnější než ten pro ekonomický úsek. Pro recepci je tedy doporučen počítač HP 
ProDesk 400 G2 MT jehož výbavou je procesor Intel Pentium G3240 s frekvencí 3.1 
GHz a 3MB vyrovnávací pamětí. RAM disponuje kapacitou 4 GB. Pro ekonomický 
úsek poslouží počítač HP 280 G1 MT. Oba stolní počítače by měli mít Wi-Fi USB Mini 
Adapter, který slouží k přijímání Wi-Fi bezdrátového připojení k internetu. 
 
Hotel je vybaven LAN sítí pro připojení k internetu v pokojích, na recepci a v kanceláři. 
Kabelové připojení je v pořádku, co se bezpečnosti týče, avšak nepřispívá  
ke spokojenosti hostů. V dnešní době totiž stále méně lidí cestuje s notebookem, který 
má možnost kabelového připojení. S vývojem IS/ICT totiž přišli tablety a chytré 
telefony s možností bezdrátového připojení k internetu. A proto, aby měli hosté  
na pokojích pohodlné připojení, vzniká nutnost zavést bezdrátové připojení místo 
kabelového. To nám však poslouží jako základ. Kabelové vedení zůstane, jen switche 
na jednotlivých podlažích a také na recepci nahradí routery. Hlavní switch, který  
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je přímo napojen na modem, však zůstane a z něj povedou kabely do routerů, které  
se umístí na jednotlivých podlažích. V přízemí budou umístěny routery dva, jeden  
na recepci a jeden vzadu v kaceláři, z důvodu zvýšené potřeby stálosti internetu.  
Jeden router značky D-link, který bude umístěn v kanceláři, již na hotelu je, tudíž bude 
nutné pořídit dalších 5 routerů stejné značky - D-Link DIR-655. 
 
Přichází však potřeba celou síť zaheslovat, proti nežádoucímu vstupu neoprávněných 
osob. Každému routeru se nastaví zabezpečení heslem. To zabezpečí externí IT 
specialista. Heslo pak bude na vyžádání poskytnuto hostům. Je doporučeno, aby hesla 
pro připojení na recepci a v kanceláři byla jiná než pro připojení na pokojích k zajištění 
ještě většího bezpečí. To se může zajistit například vytvořením VLAN (virtuální LAN 
sítě), pro oddělení sektoru recepce a ekonomického úseku od přístupu hostů k LAN. 
 
Nakonec je nutné pořídit pro stolní počítače na recepci a v kanceláři Wi-Fi USB Mini 
Adapter, jelikož stolní počítače sice síťové karty obsahují, avšak nemohou přijímat 
bezdrátový Wi-Fi signál. 
 
Dále je doporučena kompletní inovace IS/ICT prvků pro informační podporu procesů 
(služeb), pro spokojenější zaměstnance i klienty, pro kompatibilitu s novými 
technologiemi, pro podporu inovativního myšlení. 
 
Notebook na recepci 
Pokud by selhalo cokoliv z HW vybavení počítače na recepci, existuje na recepci ještě 
jeden počítač, který slouží pro hosty. Je však umístěn na baru a recepce by u něj musela 
stát, což nepřipadá v úvahu. Byla by tu možnost BYOD – Bring Your Own Device,  
což znamená, že by si recepční nosily svůj vlastní notebook. Toto řešení by se však 
muselo zabezpečit proti ztrátě a zneužití dat, neoprávněným přístupům do sítě  
a k programům, což stojí mnoho času a úsilí. Místo toho vzniká návrh pořízení nového 
notebooku, který bude sloužit zcela pro případ selhání osobního počítače. Jelikož  
má vedení dobré zkušenosti také s notebooky značky HP, je doporučeno pořídit 
notebook HP ProBook 455 G2. 
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Zámkový systém 
Jelikož fyzické zařízení zámkového systému nefunguje správně, je doporučeno  
jej vyměnit. I když je poněkud těžší sehnat náhradní součást, náklady jsou nižší  
a je to méně pracné než zavádět nový zámkový systém. 
 
Dále se doporučuje využívat online rezervační formulář, který je zdarma součástí 
systému HotelTime na hotelových www stránkách. Mimo formulář je doporučeno 
externím pracovníkem aktualizovat SEO optimalizaci stránek pro přední místa ve 
vyhledávání na webu. 
 
Vzniká také doporučení využít CRM modul, který napomáhá spokojenosti zákazníků, je 
implementován v systému, a za měsíční paušál je výrobcem spuštěn.  
 
Aktuální SW je potřeba proto, aby nevznikla nutnost dalších aktualizací  
za krátkou dobu v důsledku zastaralosti a nekompatibility aplikací. Proto je důležité mít 
nainstalované ty nejaktuálnější verze programů.  
 
 MS Office 2013 – nutnost zakoupit tento SW pro stolní počítače a notebook  
na recepci. 
 Firefox verze 34.0.5, prohlížeč je zdarma. 
 Adobe Acrobat Reader verze 11.0 taktéž k dispozici zdarma. 
 Skype, jakožto komunikační článek mezi zaměstnanci, verze 7.00.0.100, opět  
je software zdarma. 
 Přechod na antivirový software Avast Endpoint Protection Plus. 
 
Dále se doporučuje pravidelná záloha ukládaných dat, jako jsou různé dokumenty, 
návody, pokyny, atd. do cloudu, jako například Google Drive, což je opět zdarma.  
A mimo jiné také pravidelné sledování trendů na sociálních sítích, recenzí  
u rezervačních společností na internetu, internetový marketing. 
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4.5 Bezpečnost IS/ICT hotelu 
Přechod na lepší IS a inovace ICT přináší spoustu výhod. Přichází s nimi ale také určitá 
rizika. Investice se nemusí vyplatit, externí dodavatelé mohou z různých důvodů 
krachovat, atd. V této části je však řešeno riziko, kterému se dá předejít. Tím rizikem  
je myšlena bezpečnost. Proto je doporučeno managementu prostudovat normu ISO/IEC 
27001:2013 a přijmout opatření, která se v ní nachází. Jelikož by však veškeré srovnání 
současného stavu a navržení doporučení bylo velmi obsáhlé, na celou vlastní práci,  
je zde uveden krátký popis této normy včetně výčtu jejích částí. Tímto vzniká návrh  
a doporučení zařadit normu jako součást podniku. S vývojem IS/ICT totiž přišla  
i potřeba veliké ochrany dat a implementace efektivního systému řízení bezpečnosti 
informací. Informace, které mají velikou hodnotu je nutno chránit tak, aby byly 
autentické, aby k nim přistupovaly pouze osoby kompetentní, aby bylo možné zjistit, 
kdo informace vytvářel či pozměňoval, aby byly přístupné v ten čas,  
kdy je potřebujeme. Zavedení a splňování požadavků dle normy  ISO/IEC 27001:2013 
vede k implementaci systému řízení bezpečnosti informací. V příloze A této normy  
se nachází jednotlivé oblasti opatření, cíle a dílčí body, které vysvětlují, jakým 
způsobem se opatření a cílů opatření dosáhne. 
Tabulka 4: Příloha A ISO/IEC 27001:2013 Katalogu Opatření 
A.5 Politiky informační bezpečnosti informací 
A.6 Organizace bezpečnosti informací 
A.7 Bezpečnost lidských zdrojů 
A.8 Management aktiv 
A.9 Opatření k přístupu a řízení přístupových práv 
A.10 Technologie kryptování 
A.11 Fyzická bezpečnost pracovišť a zařízení 
A.12 Bezpečnost provozu 
A.13 Bezpečná komunikace a přenos dat 
A.14 Bezpečná akvizice, vývoj a podpora informačních systémů 
A.15 Bezpečnost pro dodavatele a třetí strany 
A.16 Management incidentů 
A.17 Kontinuita podnikání s ohledem na informační bezpečnost 
A.18 Shoda s interními i externími požadavky 
Zdroj: [23] 
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Mimo přijetí této normy jsou uvedena některá nezbytná doporučení pro bezpečnost 
hotelu a plán obnovy, které se nachází mimo jiné ve výše uvedené normě. 
 
Požáry, přírodní katastrofy či krádeže HW mohou mít za následek poškozená  
či nenávratně ztracená data. Avšak s rozvojem IS/ICT přichází také další přímá hrozba 
v podobě ilegálního přístupu do hotelových počítačů a softwaru. Ta může mít  
za následek narušení finanční stability hotelu či databáze zákazníků. 
 
Hotely by měly pravidelně provádět prověrku hodnocení rizik všech počítačů, systémů 
a softwaru a odhalovat jednotlivé zranitelnosti. Tato prověrka by měla přicházet 
s každým novým HW či SW. Základním pilířem je aktuální operační systém, jelikož 
jeho výrobci pravidelně napravují mezery v bezpečnostech. 
 
Odpovědnost 
Za prvé by měla jedna osoba nést zodpovědnost za celkovou bezpečnost IS/ICT hotelu. 
V našem případě by to byl externí specialista, který by prováděl pravidelné návštěvy  
a kontroly a také by se staral o již zmíněnou bezpečnost. Nicméně, každý uživatel musí 
nést odpovědnost za ochranu informačních zdrojů majetku a podniku. Šíření hesel  
do systému či složek či poskytování dalších informací, které by mohlo mít za následek 
neoprávněný přístup do systému je rovno sabotáži či krádeži firemního majetku. 
Tomuto se dá zabránit systémem přístupu do systémů. 
 
Uživatelské rozdělení přístupu do operačního systému počítačů – admin, user, guest  
u 3 počítačů – recepční, notebook na recepci a počítač pro hosty – řízení přístupu  
dle rolí. Roli administrátora a taktéž jeho přístup by měl externí pracovník  
a management hotelu, kteří by měli přístup ke všem aplikacím a jejich správě. Roli user 
by měly recepční s přístupem ke všem důležitým programům, které využívají, avšak  
by neměli přístup k jejich správě a guest neboli host by byl pro všechny ostatní, kteří  
by chtěli počítač(e) využívat s omezeným přístupem pouze k základním aplikacím  
jako je prohlížeč, Adobe či MS Office. Toto rozdělení je nezbytné a doposud takové 
v hotelu nebylo. Různé úrovně přístupu určuje dostupnost pouze potřebných 
informacím těm, kteří je potřebují. 
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Ověřitelnost 
Je odpovědností správce systému sledovat pohyb uživatelů, kdy se do systémů připojují, 
kdy přistupují k určitým informacím, do kterých částí vstupují a modifikují  
a kdy dochází k pokusům o neoprávněný přístup. Jednou z možností jak neoprávněným 
přístupům předcházet je použití unikátních hesel. Přičemž by uživatelé a zaměstnanci 
měli předcházet tomu, aby si je zapisovali někam na papír či například na plochu 
počítače. 
 
Protokol 3A neboli Autentizace, Autorizace, Audit. Je princip inteligentního řízení 
přístupu k informacím. Aplikací tohoto protokolu se splní první dva body a navíc  
se zajistí další bezpečnost. Jako první nastupuje proces autentizace. Tímto se uživatel 
identifikuje většinou tak, že zadá platné uživatelské jméno a heslo před tím, než je mu 
umožněn přístup. Každý uživatel má jedinečnou sadu kritérií pro získání přístupu  
do počítače a systému. Po věření jsou porovnána, a pokud se shodují, uživateli je udělen 
přístup a pokud ne, přístup je odepřen. Po ověření musí uživatel nabít autorizaci neboli 
povolení pro učinění jím požadovaných kroků. Proces autorizace určuje, zdali má 
uživatel pravomoc učinit kroky, které požaduje. Uživatelům tak může být povolen 
různý typ přístupu či činností. A nakonec přichází audit, tedy účtování ve smyslu 
sledování účtů, který měří například zdroje (čas, množství dat), které uživatel 
spotřebovává v průběhu relace. 
 
Počítačové viry 
Počítačové viry jsou ničivé programy, které mohou „nakazit“ počítač a poškodit datové 
a systémové soubory a aplikace. Viry se mohou replikovat a mohou se přenášet jako 
skryté soubory či programy z jednoho počítače na druhý. Nejčastěji se viry přenáší 
z USB flash disků, kdy uživatel přenáší různá data z počítače na počítač bez jakékoliv 
vědomosti či uvědomění toho, že by data mohla být infikována. Dále jsou nejčastěji viry 
součástí příloh emailových zpráv. Také se objevují ve stahovaných souborech a aplikací 
a také na webových stránkách v podobě různých výherních reklam či reklam s erotickou 
tematikou. Nejúčinnějším způsobem jak se proti počítačovým virům chránit je mít 
nainstalovaný dobrý antivirový program, který funguje jako štít proti virům, kdy 
stahované soubory skenuje a vyhledává známé viry. Pokud je virus objeven, je ihned  
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ze systému odstraněn. Navíc program provádí pravidelné kontroly celého počítače  
na výskyt virů. Extrémně účinné jsou, pokud je naistalujeme na servery. Jelikož hotel 
server nemá a veškerá tato zodpovědnost je přenesena na poskytovatele, jak hotelového 
systému, tak i internetového připojení, a tito poskytovatelé mají velice dobré antiviry  
na svých serverech, postačí instalace antivirů na všech počítačových stanicích  
a noteboocích, které jsou využívány. 
 
Internetové připojení 
Jelikož je hotelu zavedena a rozvedena internetová síť a hotel využívá připojení skrze 
modem, je nezbytné mít v síti firewall. Je to komunikační filtr, umožňující pouze 
oprávněný přístup a přenos dat. V hotelu je (či bude) několik routerů, které fungují jako 
fyzický firewall. Softwarový firewall má nainstalovaný každý operační systém. Navíc  
je součástí antivirového programu. Tímto je zabráněno neoprávněnému vniknutí do sítě, 
k programům a informacím hotelu. 
 
Fyzické zabezpečení 
Zvenčí je hotel střežen kamerovým systémem a dveře vzadu se dají otevřít pouze 
zevnitř. Hlavní dveře na recepci se uzamykají po 8 hodině a do hotelu jsou vpuštěny  
jen oprávněné osoby a hosté. Všechny vchody jsou chráněny poplašným zařízením. 
Každé patro je vybaveno hasicím přístrojem a na recepci se nachází náhradní. Vzniká 
doporučení umístit veškeré routery a modemy na suché, veřejně nepřístupné místo,  
kde přístup budou mít pouze externí pracovník IT, management a popřípadě údržba. 
Dále je potřeba postarat se o veškerou kabeláž tak, aby nebyla viditelná, napadnutelná  
či zničitelná. V hotelu je záložní zdroj elektrické energie, jelikož vše, včetně vstupů  
do hotelových pokojů, funguje na elektřinu. V místnosti za recepcí se nachází i dokument  
k tomuto zdroji a návod jak postupovat v případě výpadku elektrického proudu. Záložní 
zdroj energie se nachází také v místnosti za recepcí a je zabezpečen zámky. 
 
Zálohování dat 
Všechna důležitá data by měla být zálohována. Navíc by mělo docházet k jejich 
fyzickému tisku v pravidelných intervalech z důvodů nouze či výpadku systému. Každý 
den dochází k pravidelnému tisku všech důležitých dokumentů, tudíž zde je požadavek 
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splněn. Pouze databanka hostů, která se nachází v systému a také na serverech 
poskytovatele by měla být právě poskytovatelem pravidelně zálohována. Navíc  
by se měl vytvořit lepší plán ukládání tištěných dokumentů, jelikož recepce není 
opatřena žádným zámkem a přístup má „kdokoliv“. Tudíž je navrženo použít stůl  
se zamykacími přihrádkami. Zbytek starších dokumentů se nachází v zamknuté 
místnosti za recepcí a dokumenty pro management v zamknuté kanceláři. 
 
Dokumentace 
Všechny postupy, činnosti a změny týkající se bezpečnosti by měly být 
zdokumentovány a měla by být vytvořena a sepsána pravidla pro bezpečnost, se kterými 
by měli být seznámeni všichni zaměstnanci a ke kterým by měli mít přístup. 
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4.6 Ekonomické zhodnocení změny IS 
4.6.1 Náklady 
K tomu, aby se mohl zhodnotit ekonomický přínos změny informačního systému,  
je důležité si vyčíslit, kolik zdrojů je nutné investovat do požadované změny.  
Má to význam hlavně pro management, který si tak utvoří pohled na finanční stránku 
změny a může tak potřebné zdroje zarezervovat či naopak zvážit nemožnost 
financování. 
 
Struktura nákladů na IS/ICT  
 HW 
o Nový PC na recepci 11 390,- a pro ekonomický úsek 7 490,-.  
o Wi-Fi USB Mini Adapter 2 x 399,- 
o Onity krabička zámkový systém 12 600,- 
o Notebook na recepci 11 990 Kč 
o Routery 5 x 1 949,-. 
 SW 
o Licence MS Office 3 x 6 799,- 
o Antivir Avast 3 095 Kč = 5x619 Kč za počítač/rok 
 Připojení k internetu 
o Pevný internet 1299,-/měsíc 
o Záložní mobilní internet (3 měsíce) – 999,- 
 Outsourcing IS - HotelTime  
o Pořízení 0,- 
o Paušál 7 600,-/měsíc 
o CRM modul +1 200/měsíc 
 Externí služby (mzdové, režijní a provozní náklady) 
o Externí pracovník 1 580,-/měsíc 
o Poradenství ohledně ISO normy 450,- - 800,-/hodina 
 
Počáteční náklady celkem 72 411,- 
Měsíční náklady celkem 14 774,- 
 
85 
 
4.6.2 Přínosy 
Jelikož je při restrukturalizaci IS/ICT velice těžké peněžně vyčíslit a předpovědět jaké 
opravdové finanční přínosy a výhody nám investice přinese (kupříkladu metodou TCO - 
Total Cost of Ownership či ROI - Return of Infestment) z důvodu toho, že zde nehrají 
roli pouze pořizovací náklady, ale i ty, které se například sníží či ušetří, není v této práci 
zvolena žádná taková metoda hodnocení. Jinými slovy, čistý přínos se nedá v této fázi 
přesně finančně vyčíslit. Podnik navíc nezveřejňuje důležité účetní listiny, ze kterých  
by se vývoj dal lépe předpovědět.  
 
Hlavní přínosy změny IS 
Splnění strategických cílů, jako je vysoká obsazenost, vyšší objem služeb, zkvalitnění 
služeb, spokojenost hostů, lepší postavení na trhu, dlouhodobá prosperita, rozvoj 
organizace, veřejný úspěch, finanční výhody, spokojení majitelé, management, 
zaměstnanci i zákazník, uspokojení z práce, dosažení firemních cílů, lepší 
informovanost managementu, zkrácení průměrné doby poskytování služeb, snížení 
počtu nespokojených hostů, zvýšení počtu spokojených hostů, rozšiřování služeb, díky 
orientaci na spokojenost zákazníka a lepší znalosti jeho potřeb možnost vycházet vstříc 
speciálním jeho požadavkům. 
 
Konkurenční výhoda oproti ostatním podnikům se zastaralými prostředky IS/ICT. 
Možnost ovládat IS odkudkoliv, bez ohledu na používané zařízení – úspěšnější řešení 
krizových situací. Redukce počátečních nákladů na IS. Poskytuje téměř okamžitý 
přístup k HW zdrojům a výhodám. Snižuje překážky pro inovaci prvků IS/ICT. 
Možnost sloučit se s neustálým vývojem. Přísun nových aplikací a služeb, které dříve 
nebyly možné. Rozšíření funkcí / zvýšení výkonu probíhá přímo u poskytovatele. Šetří 
čas, náklady, dopravu i životní prostředí. Zvýšená bezpečnost - zázemí poskytovatele  
je profesionálně zabezpečeno a chráněno lépe než IS/ICT vybavení menších firem. 
 
Rozdělení podle rolí [18]: 
 vlastníci – zvyšování hodnoty investovaného majetku 
 vedení – efektivně řídit podnik s minimem zdrojů a maximem výkonů  
86 
 
 pracovníci – spokojenost díky většímu zapojení do podnikových procesů, pocit 
důležitosti, zlepšení pracovního prostředí  
 zákazník – dostává se mu požadované služby s vysokou přidanou hodnotou  
 
Seznam přínosů jakožto splnění stěžejních bodů z informační strategie: 
 Obsazenost v méně žádaná období. 
 Plynulý chod hotelových procesů. 
 Využití služeb externího pracovníka pro správu IS/ICT jednou za rok anebo  
dle potřeby – uvolnění zdrojů. 
 Zvyšování výkonnosti pracovníků díky lepším technologiím, usnadnění práce. 
 Pořízení nového IS outsourcingem – uvolnění zdrojů. 
 Bezpečnosti ISO dle norem ČSN – úspora nákladů díky bezpečnému zacházení 
s IS/ICT majetkem společnosti. 
 Spolehlivost a nepřetržitost provozu. 
 Monotónní práci provádí systém, zatímco zaměstnanci se mohou věnovat 
zlepšování služeb a jsou spokojenější. 
 Snížení počtu lidských chyb díky lepší přehlednosti a možností oprav. 
 Předpovědi a statistiky využitelné managementem pro rozhodování. 
 Okamžitý přístup ke správným a kvalitním informacím. 
 Lepší image zpracovávaných dokumentů pro klienty a hosty. 
 Zrychlení procesů a vedení databáze hostů zvyšuje jejich spokojenost. 
 Prostor pro rozvoj podniku. 
 Přesun zodpovědnosti na poskytovatele, řeší poruchy, sdílí rizika.  
 Možnost orientace a soustředění se na hlavní cíl a poslání podniku, větší 
flexibilita procesů.  
 Rozložení nákladů, nízká cena - přísun a uvolnění zdrojů, lepší kontrola nad 
výdaji, získání času.  
 Personální výhody – zaměstnanci jsou spokojenější, práce je usnadněna.  
 Zvýšení efektivity a produktivity práce, lepší kvalita procesů 
 Úspora nákladů díky zrychlení a zefektivnění procesů. 
 Zkrácení odezvy zákazníkům, zrychlení dodání služeb. 
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 Vyšší objem služeb. 
 Větší zisk díky většímu objemu služeb a nižším nákladům. 
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Závěr  
V současném světě, kdy během chvilky například i ekonomika může nabrat jiný směr, 
je rychlost a přizpůsobení se měnícím se podmínkám jedna z nejcennějších vlastností. 
Podniky musí využít veškeré možné prostředky, aby na celosvětovém konkurenčním 
trhu přežily. K tomu jim mohou posloužit lepší, rychlejší, úspornější či více produktivní 
technologie. 
 
Mimo tento fakt se stává pro většinu lidí čím dál tím důležitější být stále online.  Proto 
byla navržena změna současného stavu IS/ICT, který byl v několika směrech  
až kritický. Neexistence informační strategie byla následkem neexistence vize, cílů  
a firemní strategie obecně. Podnik fungoval, vytvářel zisky i hosté byli do jisté míry 
spokojeni. Jenže nejen technologie a procesy jsou stále náročnější na vylepšování,  
ale také zákazníci mají vyšší nároky, co se kvality služeb týče. Z tohoto důvodu byl 
vybrán systém HotelTime, fungující na principu cloud computingu, jenž umožňuje 
dostupnost systému skrze internet. Díky tomu je kdykoliv k dispozici, je nenáročný  
na údržbu a umožňuje jak technologický rozvoj, tak rozvoj hlavních cílů, procesů  
a činností podniku. Mimo to je navržena také restrukturalizace hotelové sítě 
internetového připojení z kabelového na Wi-Fi a tak zajištění maximálního pohodlí  
a spokojenosti hostů, kteří se rádi vracejí a šíří dobré jméno. 
 
Správný návrh, výběr a implementace IS v podniku je složitý a velice soustředěný 
proces, kdy je potřeba důkladné znalosti prostředí firmy, její strategie a cílů, zázemí, 
hlavních a podpůrných procesů, informační strategie a mnoho dalších. Aby systém 
napomáhal dosažení strategie a záměrů společnosti, je nezbytné, aby správně 
podporoval a optimalizoval firemní procesy, které jsou důležité pro správný chod 
organizace. Také by měl být flexibilní, reagovat na firemní změny a nezabraňovat 
podniku v rozvoji. Musí zjednodušovat práci a eliminovat lidské chyby. Správně 
zvolený IS rovná se hladkému chodu podniku. A to, co dělá podnik úspěšným  
je kombinace těch správných lidí a správného systému. I když došlo k mnoha 
vynálezům a pokrokům, počítače stále nemohou nahradit lidský faktor. Proto i při 
výběru, přes používání informačního systému, až po konečného hosta, hrají lidé velikou 
roli.  
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Pokud podnik správně pojme, pochopí a sdělí firemní cíle, vizi a strategii  
a k tomu toto konání podpoří úspěšně přijatou strategií informační, čeká ho konkurenční 
výhoda, spokojení hosté, vysoká obsazenost a zisk. Tím se také naplní cíl této práce. 
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 Přílohy 
Příloha 1: Service Level Agreement - HotelTime 
I. ÚČASTNÍCI SMLOUVY: 
Poskytovatel: (dále už jen Poskytovatel) 
HOTEL TIME, a.s. 
Sídlo: Vinohradská 1899/112, Vinohrady, 130 00 Praha 3, Česká Republika 
IČ: 26710382, DIČ: CZ 26710382 
 
Zákazník: (dále už jen Účastník) 
RC HOTELS, s.r.o. 
Sídlo: Nusle, náměstí Bratří Synků 477/10, 14000 Praha 4, Česká Republika 
IČ: 22569965, DIČ: CZ22569965 
 
II. PŘEDMĚT SMLOUVY 
HotelTime je rezervační, recepční a provozní systém pro ubytovací zařízení (převážně 
hotely), poskytovaný online (outsourcing v cloudu). Jedná se o kompletní vedení běžné 
agendy hotelů a penzionů libovolné velikosti. Flexibilnější nástroje pro kontrolu a 
management. Rozšíření možností pro obchodování volných kapacit hotelu. Předmětem 
této smlouvy je verze systému s názvem FULL. 
 
III. DEFINICE POJMŮ 
V rámci systému používáme následující pojmy: 
Požadavek 
Požadavek odběratele na provedení změny či opravy. Odběratel je povinen kontaktovat 
HelpDesk. 
Doba odezvy (Reaction)  
Znamená, že zhotovitel registruje žádost odběratele a začíná pracovat na jejím řešení. 
Dokončení (Workaround) 
Znamená, že zhotovitel navrhne, příp. již realizuje v součinnosti s dalšími stranami, 
nezbytné řešení problému minimalizující nedostupnost či nefunkčnost systému. 
Variantou je také převedení problému do méně závažné kategorie vady. 
 
 Kategorizace vad 
 Kritická vada - „Kritická vada – kategorie A“ je vada znemožňující práci 
všem uživatelům systému a ohrožující  podnikatelskou činnost odběratele. 
 Závažná vada - „Závažná vada – kategorie B“ je vada znemožňující práci 
více než jedné skupině uživatelů  systému a omezující podnikatelskou činnost 
objednatele. Za odstranění vady se považuje i  nalezení náhradního postupu 
v rámci systému. 
 Běžná vada - „Běžná vada - kategorie C“ je vada komplikující práci 
uživatelům systému a znemožňující  plnohodnotné užití systému. Za odstranění 
vady se považuje i nalezení náhradního postupu v rámci systému. 
 
IV. POŽADAVKY NA KONFIGURACI 
 PC nebo Apple s procesorem min. 2GHz a 1GB RAM 
 Windows XP a vyšší nebo MacOS 10 a vyšší 
 Internet Explorer 8.0 a vyšší nebo FireFox 3.0 a vyšší, standardní nastavení 
zabezpečení s vypnutými blokováním cookies a automaticky otevíraných oken 
 Acrobat Reader 9.0 nebo vyšší 
 pevné internetové připojení 2Mbit/s (s výjimkou mobilních technologií), plně 
dostačují běžná aDSL připojení 
 V případě výpadku hlavního připojení doporučujeme mít k dispozici záložní 
připojení jakékoliv rychlosti, včetně mobilních technologií jako např. GPRS. 
 
V. VERZE SYSTÉMU 
 HotelTime Full - plná verze systému pro hotely 
 HotelTime Lite - omezená verze systému především pro menší ubytovací 
zařízení jako jsou pensiony, priváty a rodinné ubytování, případně hotely 
nejmenší velikosti 
 HotelTime Start - verze sloužící pouze pro zprovoznění on-line rezervačního 
systému např. pro vlastní webové stránky nebo pro napojení na rezervační 
systémy (např. Expedia.com), systém pak slouží jako jakýsi  
 
 
 ZVOLENÁ VERZE SYSTÉMU 
Dle smlouvy a souhlasu obou stran je poskytovaná verze systému verze FULL  
 
VERZE SYSTÉMU HOTELTIME 
funkce Full Lite Start 
ŠTAFLE 
štafle pokojů - recepce x x x 
štafle skupin x     
významné dny x x   
REZERVACE 
manipulace s rezervací v historii-volitelně   x x 
waiting list x     
check in x x   
rooming list x x x 
editace ceny a termínu x x x 
podrobné účty x     
vyúčtování / check out x x   
storno rezervace x x x 
obnova smazaných rezervací x     
obnova smazaných opcí x     
 konfirmační dopisy x     
kategorie segmentů x     
POKLADNÍ DENÍK 
pokladna CZK x x   
pokladna EUR x x   
kategoie dokladů x x   
manažerská pokladna x     
pokladna sportoviště x     
pokladna směnárenská x     
pokladna USD x     
FAKTURAČNÍ MODUL 
faktury x x   
dobropisy x x   
hotelové účty x x   
proforma faktury x x   
DPP x x   
stálé účty x     
přehled neodbydlených záloh x     
přijaté faktury x     
 INTERFACES 
telefonní ústředna x x   
www.expedia.com x     
www.booking.com x     
skladový (gastro) systém x     
účetní systém x     
zámkový systém x     
SMĚNÁRNA 
směnárenský modul x     
SPORTOVIŠTĚ 
modul sportoviště x     
ON-LINE REZERVACE 
on-line rezervační modul x x x 
platby kartou přes internet x     
SKLAD A DROBNÝ PRODEJ 
prodeje x     
výrobky a služby x x   
stav skladu- zrcadlo x     
ALOKACE 
 modul alokací x     
PROVIZE 
modul provizí x x x 
PROFIL ZÁKAZNÍKA 
historie x     
forecast x     
follow ups x     
kategorie partnera x x   
spojování profilů x x   
CRM 
narozeniny - seznam x x   
narozeniny - mailing x     
odeslání emailů x     
odeslané emaily x     
REPORTING 
účetní report x x   
statistika počtu noclehů x x   
pouze přehled stravování x x   
výkony hotelu dle středisek x     
 vytíženost x x   
vytíženost dle národností x x   
analýza obsazenosti x x   
denní uzávěrka x     
forecasty x     
SEZNAMY 
hotelové účty a úhrady x x   
platby kartou x x   
platby převodem x x   
seznam úhrad x x   
přihlášení do systému x x   
SESTAVY a EXPORTY 
cizinecká policie x x   
kniha hostů x x   
export pokladního deníku x x   
exporty adresáře x     
 
 
 
 
 
 
  
Schéma programů 
Model, doba nahlášení a způsob kontaktu 
Program Model Nahlášení Kontakt 
FULL 7 x 24 
Po – Pá 9:00 – 17:00 
Helpdesk 
Telefon 
Po – Ne ostatní časy 
LITE 5 x 8 Po – Pá 9:00 – 17:00 Helpdesk 
START 5 x 8 Po – Pá 9:00 – 17:00 Helpdesk 
Reakční doby dle kategorie vad 
Program Kategorie Doba odezvy Dokončení 
FULL 
A ihned 1 hodina 
B 4 hodiny 12 hodin 
C 12 hodin 1 pracovní den 
LITE 
A 4 hodiny 12 hodin 
B 1 pracovní den 5 pracovních dní 
C 5 pracovních dní 10 pracovních dní 
START 
A 2 pracovní dny 4 pracovní dny 
B 5 pracovní dny 10 pracovní dny 
C 14 pracovní dny 21 pracovní dny 
 
 
 
 VI. CENA 
Instalace 
Cena za instalaci systému činí 0,– Kč (nebude účtováno). Instalací se rozumí 
především následující body: 
● Kompletní nastavení ubytovacího zařízení dle požadavků klienta a jeho obchodních 
podmínek v rámci systému, předání přístupových kódů, konzultace o možnostech 
využití systému a online funkcí. 
● Instalace a konfigurace případných interfaců (s výjimkou software třetích stran)  
● Odborný dohled při nasazování systému po dohodě obou stran 
Měsíční licenční poplatek 
Měsíční poplatek je konečný, je kalkulován vždy podle velikosti ubytovacího 
zařízení (pohybuje se cca od 1.000,– Kč bez DPH a výše) a obsahuje kromě licence 
také: 
● Provoz a servis systému  
● Veškeré moduly systému  
● Školení na místě dle dohody a potřeby, telefonickou a e-mailovou podporu při 
využívání systému  
● Uživatelská hotline k dispozici 7 dní v týdnu 
● Provoz na základě smluvních podmínek včetně garance dostupnosti  
● Možnost pravidelného zasílání veškerých záloh a dat hotelu ve srozumitelné podobě 
(Excel), např. e-mailem nebo na CD  
● Veškeré upgrady (nové verze) systému včetně případných budoucích interfaců a 
modulů 
 
Cena plnění a způsob úhrady 
Cena za služby poskytované dle této smlouvy činí 7600,- Kč bez DPH měsíčně, za 
systém nastavený pro 50 pokojů. V dohodnuté ceně jsou započítány veškeré náklady, 
které souvisejí s poskytováním služeb dle této smlouvy. Smluvenou cenu zaplatí 
Objednatel oproti daňovému dokladu Zhotovitele, vystavenému vždy k poslednímu dni 
v měsíci se splatností čtrnácti (14) dnů ode dne doručení Objednateli. K ceně za služby 
dohodnuté v této smlouvě bude připočtena sazba DPH ve výši platné ke dni uskutečnění 
zdanitelného plnění.  
 Garantované parametry a ceny 
Přehled o úrovni SLA 
Poskytovatel službou SLA garantuje zaručenou měsíční dostupnost služby jednotlivé 
služby. Ve Smlouvě o SLA, Ustanovení o SLA ve smlouvě o poskytování služeb 
internetu nebo dodatku je potřeba stanovit, ke které respektive kterým službám se SLA 
vztahuje popř. s jakou hodnotou. 
 
Přehled úrovní SLA a příslušných parametrů je uveden v následující tabulce: 
Měsíční dostupnost služby Vrácená částka za nedodržení dostupnosti služby 
SLA 99,5 % SLA 99,7 % SLA 99,9 % 
dostupnost ≥ 99,90%  
 
 
0 % 
 
0 % 
0 % 
99,90 % >dostupnost ≥ 99,70% 12 % 
99,70 % >dostupnost ≥ 99,50 % 8 % 16 % 
99,50 % >dostupnost ≥ 99,20% 3 % 12 % 20 % 
99,20 % >dostupnost ≥ 99,00% 6 % 16 % 24 % 
99,00 % >dostupnost ≥ 98,50% 9 % 20 % 28 % 
98,50 % >dostupnost ≥ 98,00% 12 % 24 % 32 % 
98,00 % >dostupnost ≥ 97,50% 15 % 28 % 36 % 
97,50 % >dostupnost ≥ 97,00% 18 % 32 % 40 % 
97,00 % >dostupnost ≥ 96,50% 21 % 36 % 44 % 
96,50 % >dostupnost ≥ 96,00% 24 % 40 % 48 % 
96,00 % >dostupnost…………. 27 % 44 % 52 % 
 
VII. OBCHODNÍ PODMÍNKY PRO „SLA“ (DÁLE JEN „OP-SLA“) 
1. Výklad pojmů použitých v těchto Všeobecných obchodních podmínkách 
1.1 Poskytovatel je obchodní společnost HOTEL TIME, a.s.  Se sídlem ve Vinohradská 
1899/112, Vinohrady, 130 00 Praha 3, Česká Republika, IČ: 26710382, DIČ: CZ 
26710382, zapsaná v obchodním rejstříku vedeném Městským soudem v Praze. 
Poskytovatel je na základě osvědčení o poskytování software v oblasti hardware a 
 software a zpracování dat, služby databank a správy sítí oprávněn k poskytování těchto 
služeb. 
1.2 Smlouva je smlouva o poskytování software v oblasti hardware a software a 
zpracování dat, služby databank a správy sítí oprávněn k poskytování těchto služeb. 
1.3 Účastník je jakákoli fyzická nebo právnická osoba, která s Poskytovatelem uzavřela 
Smlouvu. 
1.4 Služba je poskytovaná na základě Smlouvy. 
1.5 Cena je cena za poskytnutou Službu vyúčtovaná ve výši platné v době poskytnutí 
Služby. 
1.6 Vyúčtování je daňový doklad splňující náležitosti stanovené zákonem, které slouží k 
vyúčtování Ceny za Službu či jiné služby poskytnuté Poskytovatelem Účastníkovi. 
1.7 Porucha Služby je stav, kdy není Službu možno částečně nebo vůbec užívat pro 
závadu technického nebo provozního charakteru na straně Poskytovatele. 
1.8 Reklamace je právní úkon, kterým se Účastník domáhá svých práv založených 
Poruchou služby či vadným Vyúčtováním. 
1.9 SLA (dle zvyklostí na trhu elektronických komunikací „Service Level Agreement“) 
znamená ve smyslu těchto OP-SLA  „Dohoda o sjednané úrovni poskytovaných 
služeb“.  Písemná podoba SLA je tvořena dokumentem tvořícím součást smluvní 
dokumentace té které Smlouvy, nazvaným „Dohoda o SLA“. Platí, že Poskytovatel 
bude Účastníkům nabízet několik druhů a úrovní SLA, které budou vždy popsány v 
propagačních a obchodních materiálech Poskytovatele, na www stránkách 
Poskytovatele a v provozovně Poskytovatele. 
2. Úvodní ustanovení 
2.1 Tyto OP-SLA blíže upravují a rozvádějí vzájemná práva a povinnosti smluvních 
stran založené na základě SLA ve spojení s již uzavřenou Smlouvou o poskytování 
služeb elektronických komunikací. 
3. Předmět SLA, charakter SLA, sjednání SLA 
3.1 Dle SLA se Poskytovatel zaváže, že jím poskytované Služby budou Účastníkovi 
poskytovány vždy nejméně s dostupností, kterou mezi sebou Účastník a Poskytovatel 
dohodnou (dále jen „Dostupnost“), a v případě, že nebude sjednaná dostupnost 
dodržena, Poskytovatel poskytne Účastníkovi sjednanou peněžní slevu z Ceny za 
poskytnuté Služby. 
 3.2 Smluvní strany se dohodly, že SLA budou považovat za atribut Smlouvy, resp. 
Služby poskytované na základě Smlouvy. 
3.3 Smluvní strany se dohodly, že SLA bude v rámci té které Smlouvy sjednáno tak, že 
obě smluvní strany podepíší Dohodu o SLA, osvědčující jejich úmysl uplatit pro režim 
té které Smlouvy SLA. Dohoda o SLA bude tvořit součást smluvní dokumentace, 
přičemž obvykle bude obsažena v Příloze č. 1 ke Smlouvě. 
4. Funkční ujednání 
4.1 Platí, že závazná úroveň Dostupnosti Služeb bude vždy sjednána v Dohodě o SLA 
(dále jen „Závazná úroveň dostupnosti Služby“).   
4.2 Dostupnost  Služby  bude  posuzována  vždy  v příslušném  kalendářním  měsíci  
(zúčtovacím období dle Obchodních podmínek DI).  
4.3 Měsíční dostupnost se určí následujícím způsobem: 
Měsíční dostupnost (v %) = [(počet hodin v měsíci) – (součet trvání všech poruch v 
měsíci)] / (počet hodin v měsíci) x 100 
4.4 Platí, že: 
4.4.1 za Poruchu pro účely SLA se nepovažují závady technického nebo provozního 
charakteru na straně Účastníka, jakožto i veškeré další jevy, které nespočívají výlučně v 
závadě technického nebo provozního charakteru na straně Poskytovatele, tj. události, 
které je možné zařadit pod pojem „vyšší moc“, tj. zejména přírodní katastrofy, revoluce, 
nepokoje, konflikty.  
4.4.2 za Poruchu pro účely SLA se rovněž nepovažuje výpadek Služby způsobený 
nedostupností Služby způsobenou výpadkem napájení, které nezajišťuje Poskytovatel a 
rovněž poruchy technologických celků sloužících k poskytování Služby, které 
nezajišťuje Poskytovatel (typicky zařízení ve vlastnictví Účastníka či třetích osob). 
4.4.3 za Poruchu pro účely SLA se nepovažuje omezení či přerušení poskytování 
Služeb po dobu plánovaných technologických odstávek provozu na straně 
Poskytovatele, pokud tyto byly oznámeny Účastníkovi 72 hodin předem formou e-
mailu. Za Poruchu pro účely SLA se rovněž nepovažuje oprávněné omezení nebo 
přerušení poskytování Služby ze strany Poskytovatele. 
4.5 Platí, že časová délka Poruchy se počítá od okamžiku, kdy Účastník poruchu řádně 
nahlásí na kontaktním bodu Poskytovatele, do okamžiku, kdy bude Účastníkovi 
obnovena plná dostupnost Služby dle technické specifikace Služby ve Smlouvě, 
 přičemž za čas obnovení dostupnosti Služby se považuje čas zaznamenaný v protokolu 
o odstranění Poruchy zpracovaném technickým oddělením Poskytovatele. Do délky 
Poruchy se nezapočítává doba potřebná pro získání spolupráce Účastníka, bude-li tato 
potřebná, tj. zejména doba potřebná pro získání přístupu do místa poskytování Služby 
Účastníkovi. 
4.6 Platí, že při nahlášení poruchy musí Účastník uvést: 
4.6.1. číslo Smlouvy, 
4.6.2 specifikaci Služby dle typologie Poskytovatele, 
4.6.3 identifikaci kontaktní osoby na straně Účastníka (vč. aktuálního tel. kontaktu na 
tuto osobu), 
4.6.4 popis Poruchy. 
4.7 Platí, že jeden každý Účastník, který má s Poskytovatelem sjednánu SLA, obdrží od 
Poskytovatele kartu s kontaktními údaji (tel. číslem, e-mailem), na kterých budou 
Poskytovatelem přijímána hlášení Poruch. 
4.8 Platí, že dostupnost služby [DS] v jednom každém uplynulém kalendářním měsíci 
bude Poskytovatelem hodnocena a počítána vždy bezprostředně po skončení 
předmětného zúčtovacího období (kalendářního měsíce), přičemž do výpočtu 
dostupnosti Služby se zahrnují pouze Účastníkem řádně nahlášené Poruchy Služby 
splňující kritéria dle tohoto článku OP-SLA. Platí, že Poskytovatel je oprávněn zahrnout 
do výpočtu dostupnosti Služby i Poruchy Služby, které Účastník samostatně nenahlásil. 
5. Peněžní slevy 
5.1 Platí, že pokud úroveň dostupnosti Služby nedosáhne v průběhu kalendářního 
měsíce Závazné úrovně dostupnosti Služby, Poskytovatel poskytne Účastníkovi slevu z 
Ceny za poskytnutou Službu elektronických komunikací v daném měsíci ve výši, která 
bude mezi Poskytovatelem a Účastníkem sjednána v Dohodě o SLA (dále jen „Peněžní 
sleva“). 
5.2 Platí, že jednotlivé výše Peněžních slev jsou vždy Poskytovatelem stanoveny 
závazně pro jednu každou úroveň SLA nabízenou Poskytovatelem. 
 
6. Příplatek za SLA 
6.1 Za plnění SLA náleží Poskytovateli příplatek k Ceně za Službu ve výši sjednané 
mezi Poskytovatelem a Účastníkem v Dohodě o SLA (dále jen „Příplatek za SLA“).  
 6.2 Platí, že jednotlivé sazby Příplatků za SLA jsou uvedeny v Ceníku SLA dostupném 
v provozovně Poskytovatele. 
7. Trvání SLA 
7.1 SLA je sjednáváno na dobu neurčitou. 
7.2 Jeden každý účastník Smlouvy je oprávněn SLA písemně vypovědět s účinností od 
prvního dne měsíce následujícího po dni doručení výpovědi druhému účastníkovi. 
8. Závěrečná ujednání  
8.1 Poskytovatel je oprávněn změnit jednostranně tyto OP-SLA. Poskytovatel je 
povinen na své náklady nejméně 1 měsíc před nabytím účinnosti podstatné změny 
těchto OP-SLA, která pro Účastníka znamená zhoršení smluvních podmínek, odeslat 
Účastníkovi oznámení o zamýšlené změně s upozorněním, že je Účastník oprávněn 
SLA písemně vypovědět, pokud s plánovanou změnou těchto OP-SLA nesouhlasí, a to 
ke dni účinnosti zamýšlené změny těchto OP-SLA.   
8.2 Tyto OP-SLA jsou platné a účinné ode dne jejich uveřejnění poskytovatelem a 
podepsání smlouvy. 
 
