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Perancangan program pengamanan pesan menggunakan kombinasi sistem 
kriptografi dan steganografi bertujuan untuk mengamankan substansi data rahasia 
apapun dengan cara menyamarkannya ke dalam media-media tertentu. Dengan cara ini 
keaslian data dapat dipercaya. Program ini dibuat sesuai dengan metode System 
Development Life Cycle (SDLC). Dengan metode ini, program dievaluasi langsung 
ketika dirancang. Sampel yang diuji lewat beberapa tes menunjukkan bahwa program 
aplikasi berjalan dengan baik. Kriptografi menggunakan metode cipher. Sedangkan 
metode cipher dibagi lagi menjadi dua metode dasar, yaitu metode cipher substitusi 
yang mengganti setiap karakter teks dengan karakter lain, dan metode cipher transposisi 
yang menggunakan sistem permutasi karakter. Dengan kedua metode tersebut, 
pengacakan plaintext menjadi ciphertext maupun pemulihan data bisa dilakukan. 
Steganografi dengan metode Least Significant Bit (LSB) yaitu menyisipkannya pada bit 
rendah atau bit yang paling kanan pada data pixel yang menyusun file tersebut. Hasil 
yang dicapai dari program aplikasi ini adalah mampu menyembunyikan data hingga sulit 
dideteksi dan sudah diuji. Lewat tahapan extract, file yang disembunyikan bisa dideteksi 
dan dikeluarkan kembali dari bit rendah. Kombinasi kedua sistem membuat sistem 
sekuritas bisa ditingkatkan sehingga pesan tidak mudah terdeteksi oleh orang lain. 
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