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A. Algemene principes 
 
Onderstaande tekst beoogt het toetsen van informatie-uitwisseling door de lokale 
politiediensten in het kader van twee casussen (overlast en voetbal) aan de wet verwerking 
persoonsgegevens van 8 december 1992 (WVP).  
 
De verhouding tussen het informatiebeheer door de politie en de WVP vindt zijn wettelijke 
grondslag in artikel 44/1 Wet Politieambt (WPA).  
 
Volgens art. 44/1 mogen de politiediensten persoonlijke gegevens en inlichtingen over 
gebeurtenissen, groeperingen en personen die een concreet belang vertonen voor de 
uitoefening van de opdrachten van gerechtelijke en bestuurlijke politie, inzamelen en 
verwerken. Het artikel bepaalt verder dat deze gegevens en inlichtingen enkel kunnen 
worden medegedeeld aan de politieoverheden en politiediensten, aan de inlichtingen- en 
veiligheidsdiensten en aan de algemene inspectie van de federale politie en van de lokale 
politie die ze nodig hebben voor de uitoefening van hun opdrachten.  
 
De Wet Politieambt bepaalt op algemene wijze dat de inzameling, de verwerking en de 
overdracht van informatie (bedoeld in artikel 44/1) overeenkomstig de wetgeving op de 
bescherming van de persoonlijke levenssfeer moeten gebeuren. Volgens artikel 44/2  
moeten deze gegevens en inlichtingen in rechtstreeks verband staan met de bestaansreden 
van het gegevensbestand en beperkt blijven tot de vereisten die eruit voortvloeien. Deze 
vereiste gaat in wezen terug op de algemene finaliteitvoorwaarde bepaald in artikel 4 § 2 
WVP.  
 
Volgens artikel 5 WVP is de verwerking van persoonsgegevens slechts toelaatbaar in een 
limitatief aantal gevallen. Voor de bespreking van de huidige casussen is artikel 5,e 
toepasselijk, wat bepaalt dat persoonsgegevens mogen verwerkt worden wanneer de 
verwerking noodzakelijk is voor de vervulling van een taak van openbaar belang of die 
deel uitmaakt van de uitoefening van het openbaar gezag, die is opgedragen aan de 
verantwoordelijke voor de verwerking of aan de derde aan wie de gegevens worden 
verstrekt.  
 
De informatiestroom tussen (gerechtelijke en bestuurlijke) politiediensten onderling wordt 
wettelijk geregeld door artikel 44/5 Wet Politieambt. Dit artikel bepaalt enerzijds dat 
politiediensten die in het kader van de uitoefening van opdrachten van bestuurlijke politie 
kennis krijgen van informatie die voor de uitoefening van gerechtelijke politie van belang is, 
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zij daarvan onverwijld en zonder enige beperking de bevoegde gerechtelijke overheden in 
kennis van stellen. Anderzijds mogen de politiediensten die in het raam van de uitoefening 
van hun opdrachten van gerechtelijke politie kennis krijgen van informatie die voor de 
uitoefening van de bestuurlijke politie van belang is en aanleiding kan geven tot 
beslissingen van bestuurlijke politie, de bevoegde bestuurlijke overheden daarvan slechts in 
kennis stellen als dit de uitoefening van de strafvordering niet in het gedrang kan brengen, 
onverminderd de voor de bescherming van personen noodzakelijke maatregelen. Met 
andere woorden: gerechtelijke informatie mag slechts aan het bestuurlijke niveau worden 
doorgespeeld als er een functioneel verband bestaat tussen deze informatie en de openbare 
ordehandhaving.  
 
De specifieke artikelen van de WVP inzake de rechten van de personen wiens 
persoonsgegevens verwerkt worden (o.a. de verplicht te verstrekken informatie, toegang tot 
de informatie en het recht op verbetering) zijn volgens artikel 3 § 5 WVP niet van toepassing  
voor de verwerkingen van persoonsgegevens beheerd door openbare overheden of 
politiediensten met het oog op de uitoefening van hun opdrachten van gerechtelijke of 
bestuurlijke politie. Een andersluidende regeling zou, evident, niet werkbaar zijn in de 
praktijk.  
 
B. Toetsing van de cases aan het wettelijk kader inzake informatiebehandeling 
 
CASE OVERLAST 
 
1. Overlapping bestuurlijk-gerechtelijk (cf. p. 10) 
 
Het rapport toont duidelijk aan dat de grens tussen bestuurlijke en gerechtelijke informatie 
moeilijk te trekken is in de praktijk. Het rapport getuigt meermaals van overlappingen. Een 
illustratie van deze vermenging is het feit dat uit de praktijk blijkt dat zachte bestuurlijke 
informatie ook wel eens op een RIR terecht komt (dat in principe bedoeld is om niet-
concrete gerechtelijke informatie op vast te leggen) en concrete bestuurlijke informatie door 
mensen op het terrein amper wordt vastgelegd maar veelal gebeurt door een dienst die zich 
specifiek bezighoudt met openbare orde.  
 
Net op dit punt ligt echter een cruciaal vraagstuk. De wettelijke voorschriften voor 
uitwisseling van informatie verschillen namelijk afhankelijk of het gaat om bestuurlijke 
informatie of gerechtelijke informatie. Waar bestuurlijke informatie zonder veel probleem 
op het gerechtelijke niveau kan gebruikt worden, zijn de voorwaarden voor doorgifte van 
gerechtelijke informatie naar het bestuurlijke niveau veel strenger (cf. supra). De 
vermenging tussen beide niveaus waar het rapport van getuigt zorgt dus voor problemen 
inzake de verenigbaarheid met de toepasselijke regelgeving (WPA en WVP).  
 
2. Wettelijk kader 
 
Zoals de onderzoeker aangeeft vormen de wettelijke voorschriften de krijtlijnen voor het 
politiewerk in de praktijk. Het is dan ook ontstellend te lezen dat wanneer gevraagd werd 
naar de wettelijke richtlijnen omtrent de informatiestroom in de praktijk, enkel melding 
gemaakt werd van “de omgang met de bron van informatie” en “het beroepsgeheim”.  
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Het is niet duidelijk wat bedoeld wordt met “regels betreffende de omgang met de bron van 
informatie”. Slaat dit op de loutere (mondelinge) overeenkomst met verstrekkers van 
informatie of tips om hun identiteit niet kenbaar te maken? Er bestaat hieromtrent in ieder 
geval geen wettelijk kader. Misschien bedoelt men de regels betreffende de 
informantenwerking bij het opsporen van strafbare feiten(artikel 47decies Sv.), hoewel het 
volgende citaat dit weinig realistisch maakt: “Bij elke bestuurlijke informatie die we krijgen, 
vragen we meestal aan de mensen of we de bronnen mogen contacteren, dat is eigenlijk de 
enige regel die we toepassen”.  
 
Doorheen het rapport wordt veelvuldig gesproken over het “beroepsgeheim”. Hier dient 
vooreerst toch verduidelijkt dat politieambtenaren niet onderworpen zijn aan een 
“beroepsgeheim” zoals geneesheren of advocaten. Hoogstens kan men hier spreken van een 
ambtsgeheim, wat echter niets te maken heeft met het in artikel 458 Sw. beschermde 
beroepsgeheim. Wat de bevraagde politieambtenaren wellicht bedoelden is dat het hen 
verboden is om informatie uit een opsporingsonderzoek of gerechtelijk onderzoek aan 
derden mee te delen. Het geheim van het onderzoek wordt beschermd door artikel 
28quinqies § 1 Sv. (artikel 57 § 1 Sv. voor het gerechtelijk onderzoek) waar bepaald is dat 
eenieder die beroepshalve zijn medewerking dient te verlenen aan het opsporingsonderzoek 
en die het geheim hiervan schendt, gestraft wordt met de straffen bepaald in artikel 458 Sw. 
Hier ligt een mogelijke oorzaak van een verwarring tussen het geheim van het onderzoek en 
het beroepsgeheim.  
 
Bij de vraag naar het wettelijk kader inzake informatiebehandeling en –uitwisseling, slaan 
zowat alle bevraagde politiemensen dus de bal nagenoeg volledig mis, hetgeen geïllustreerd 
wordt door volgend citaat: “Ik denk niet dat wij specifieke regels hebben. Vooreerst is er het 
beroepsgeheim dat sowieso toch wel al een basisregel is en de gegevens die wij gebruiken 
vallen algemeen al onder hetgeen wij dus wettelijk toe gekaderd zijn”. Vage, nietszeggende 
en vooral volstrekt verkeerde uitlatingen over de basisprincipes van de eigen 
beroepsactiviteit… 
 
Bij het lezen van dergelijke antwoorden, verbaast het dan ook niet dat niemand van de 
bevraagde personen melding maakte van het werkelijk toepasselijke wettelijk kader. De 
artikelen 44/1-11 van de Wet op het Politieambt noch de Wet tot bescherming van de 
persoonlijke levenssfeer ten opzicht van de verwerking van persoonsgegevens, de twee 
kernteksten inzake het politionele informatiebeheer, behoren blijkbaar tot de parate kennis 
van de bevraagde politieambtenaren.  
 
Dat er “nood zou zijn aan vorming” lijkt dan ook een understatement.  
 
Een laatste opmerking omtrent het wettelijk kader betreft de MFO 3 richtlijn. Hoewel 
bestempeld als de “bijbel” van het politionele informatiebeheer, komt de onderzoeker tot 
de bevinding dat slechts sommigen dit erkennen als belangrijke richtlijn en dat kennis van de 
inhoud van de richtlijn allesbehalve wijdverspreid is onder de politieambtenaren. Citaten als 
“We weten dat MFO 3 bestaat, in ieder geval” of “Ik heb daar al eens van gehoord. Dat is iets 
te geleerd. Dat is geen algemene kennis bedoel ik”, zijn een typisch (doch schrijnend) 
voorbeeld daarvan.  
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Nochtans is de Gemeenschappelijke richtlijn MFO 3 van de Ministers van Justitie en van 
Binnenlandse zaken betreffende het informatiebeheer inzake gerechtelijke en bestuurlijke 
politie van 14 juni 2002 van groot belang. Zo wordt door deze richtlijn invulling gegeven aan 
het begrip ‘concreet belang’ – zijnde het voornaamste referentiecriterium voor de 
inzameling en verwerking van informatie door politieambtenaren. Niet om het even welke 
informatie  mag geregistreerd worden of blijven. Volgens de richtlijn is het concreet belang 
gebonden aan “het wettelijk gerechtvaardigde karakter van de inhoud, van de vorm en van 
de exploitatietermijnen van de gegevens bij elke stap van de informatieverwerking in het 
raam van de uitoefening van welbepaalde opdrachten van gerechtelijke of bestuurlijke 
politie”. De essentie van het begrip ligt dus in de doelstellingen waarvoor de informatie door 
de politie verwerkt wordt. Een afwezigheid van of vage kennis van de inhoud van deze 
richtlijn onder de politieambtenaren is bijgevolg een onmiskenbare oorzaak van het feit dat 
deze ambtenaren onvoldoende doordrongen zijn van principes zoals doelbinding en 
privacybescherming.  
 
Terloops dient vermeld dat de MFO 3 richtlijn slechts bedoeld was als een overgang naar een 
volledige wettelijke regeling van het politionele informatiebeheer (in uitvoering van artikel 
44/4 lid 1) via Koninklijke en Ministeriële besluiten. Misschien zou de kennis van 
politiemensen op het terrein van deze essentiële beginselen er op vooruitgaan mocht de 
concrete uitwerking en operationalisering van het informatiebeheer eindelijk zijn (vereiste) 
wettelijke basis krijgen, in plaats van een thans weinig gekende richtlijn… 
 
3. Opslaan van de informatie 
 
Het rapport vermeldt een fotodatabank met allerlei zachte informatie in het kader van 
overlast veroorzaakt door jongeren (p. 22). Deze zou goedgekeurd zijn door de 
privacycommissie. Het is een soort deelbestand van het ANG want alle jongeren die in het 
bestand opgenomen zijn, staan ook in de ANG. Het bestand zou enkel toegankelijk zijn voor 
de cel jongerencriminaliteit en in het kader van het project ’t Kiel ook voor de gerichte 
wijkwerking.  
 
Niet het houden op zich van deze databank is problematisch, wel de vermelding in het 
rapport dat “andere diensten” de cel zouden kunnen contacteren om zo onrechtstreeks de 
databank te gebruiken.  
 
Wie zijn deze andere diensten? Gaat het uitsluitend om politiediensten, waarbij dan nog de 
vraag rijst voor welke doeleinden (bestuurlijk/gerechtelijk) de data opgevraagd wordt? Of 
gaat het ook om niet-politionele diensten, waarbij dan evident ernstige bedenkingen 
moeten gemaakt worden naar privacybescherming toe. Verder onderzoek hiernaar (bv. ook 
de vraag waar deze foto’s vandaan komen) is nodig om een oordeel te kunnen vormen 
omtrent de verenigbaarheid met de privacywetgeving.  
 
4. Koppeling van informatie (p 22)  
 
Hoewel koppeling van informatie een essentieel onderdeel is van het informatiebeheer (dit 
wordt ook aangegeven in het rapport), bevat het rapport bijzonder weinig informatie 
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hieromtrent. Wat voor informatie wordt gekoppeld? Hoe gebeurt deze koppeling? Tussen 
welke diensten wordt er gekoppeld en voor welke doeleinden? Er blijkt te weinig uit het 
rapport om uitspraak te kunnen doen over de wettelijkheid hiervan, zodat dit voorlopig als 
twijfelachtig beschouwd moet worden. Ook hier is dit verder onderzoek nodig.  
 
5. Uitwisselen van informatie met interne politiediensten  
 
Bij het lezen van het rapport ontstaat de indruk dat vele politieambtenaren zeer licht 
omspringen met interne informatie-uitwisseling. Hoewel politiemensen op basis van de Wet 
Politieambt informatie aan elkaar kunnen doorspelen, bestaan hier toch belangrijke 
beperkingen. Vooreerst zijn er de verschillende voorwaarden inzake uitwisseling van 
bestuurlijk naar gerechtelijk en omgekeerd (cf. supra). Daarnaast lijkt men ook nauwelijks 
doordrongen van de finaliteitgedachte. Wanneer gezegd wordt (p. 24) dat bepaalde 
informatie op onrechtstreekse manier kan verkregen worden via een politiedienst die meer 
in contact treedt met externe partners, dan rijst vooreerst de vraag om welke 
politiediensten het hier gaat. Bovendien is het ook niet duidelijk met welk doel de externe 
partner deze informatie aan de ene politiedienst heeft doorgegeven. Strookt dit doel met 
het doel waarmee dezelfde informatie later tussen politiediensten onderling gewisseld 
wordt?  
 
Bijzonder problematisch is het citaat “Willen zij iets weten, eender waar hun personeel mee 
werkt: is dat rond scholen, overlast rond scholen, alles dat met jongeren te maken heef. Mail, 
bel ons, spreek ons aan, spring binnen, de deur staat open, ons fotobestand, eventueel voor 
confrontaties,… Alles kan geregeld worden, overleg met dossiers. Wij staan open voor alles 
met wie wij kunnen samenwerken.” Dergelijke uitlatingen zijn ver verwijderd van alles wat 
met privacy te maken heeft, en daarom absoluut onaanvaardbaar.  
 
6. Uitwisselen met andere politiediensten   
 
AIK 
 
De taak voor interzonale en lokaal-federale informatie-uitwisseling berust in principe bij de 
AIK’s. Los van de klachten van politieambtenaren over het gebrek aan wederzijdse 
informatiedoorstroming via het AIK (“eenrichtingsverkeer”) zijn er ook enkele fundamentele 
juridische bedenkingen bij deze informatiekruispunten 
 
In het bijzonder dient de vraag gesteld of de praktische werking van het AIK thans een 
voldoende wettelijke basis heeft, waarbij in het bijzonder dient nagegaan of deze 
(wettelijke) basis compatibel is met de algemene wettelijke bepalingen van de Wet 
Politieambt en de privacywetgeving. De oprichting van het AIK vindt zijn grondslag in artikel 
93 van de Wet Geïntegreerde Politiedienst (wet 7 december 1998). Artikel 105bis van 
dezelfde wet bepaalt in grote lijnen de verantwoordelijkheden inzake het beheer van het 
AIK. Krachtens dit artikel dienen de regels betreffende de samenstelling en de nadere 
werkingsregels van het AIK bij Koninklijke en Ministeriële besluiten verder uitgewerkt te 
worden. Bij ontstentenis aan dergelijke besluiten, werden de basisfunctionaliteiten en de 
werkingsmodaliteiten (“voorlopig”) geregeld in een Gemeenschappelijke en dwingende 
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richtlijn van de ministers van Justitie en Binnenlandse zaken van 9 januari 2003 (MFO 6 
richtlijn).  
 
Een lezing van deze richtlijn doet besluiten dat er geen invulling gegeven wordt aan de 
voorwaarden van artikel 44/5 van de wet Politieambt inzake de informatie-uitwisseling van 
het gerechtelijke naar het bestuurlijke niveau. Hoewel artikel 44/5 bepaalt dat informatie 
vergaard in het kader van de uitoefening van gerechtelijke politie slechts aan de bevoegde 
bestuurlijke overheden mag doorgegeven worden als dit van belang is voor de uitoefening 
van bestuurlijke politie en dit tot beslissingen van bestuurlijke politie aanleiding kan geven, 
vindt deze voorwaarde geen uitwerking in de voornoemde richtlijn. Bovendien is in de 
richtlijn niet de minste verwijzing te vinden naar de privacywetgeving of naar enige garantie 
om fundamentele beginselen zoals het finaliteitbeginsel na te leven.  Dit doet de (gegronde) 
vrees ontstaan dat het AIK thans een grabbelbak is waar informatie uit alle soorten kanalen 
gecentraliseerd en opnieuw naar andere kanalen doorgestuurd wordt, zonder een effectieve 
controle op de verenigbaarheid hiervan met de vereisten van artikel 44/5 WPA of (bepaalde 
cruciale principes uit) de privacywetgeving.  
 
Invulfiches 
 
Een bijzondere aandacht in het kader van de privacywetgeving verdient het systeem van de 
invulfiches waarop gerechtelijke informatie ingevuld wordt die in de bestanden van andere 
politiezones of arrondissementen besloten ligt (cf. de praktijk waarbij verdachten die in een 
bepaald gerechtelijke arrondissement strafbare feiten gepleegd hebben op het justitiepaleis 
ondervraagd worden door politieambtenaren uit andere gerechtelijke arrondissementen, p. 
26).  
 
De te onderzoeken vraag betreft hier niet zozeer de finaliteit van de aanvankelijke vergaring, 
maar wel de vraag wat nadien met deze informatie gebeurt. Wordt deze informatie bv. ook 
naar het bestuurlijke niveau doorgespeeld? En hoe worden deze invulfiches bijgehouden? 
Louter manueel of (deels) geautomatiseerd? Is er met andere woorden geen aangifteplicht 
voor dergelijke bestanden? Meer informatie hierover is vereist vooraleer conclusies kunnen 
getrokken worden.  
 
7. Uitwisselen met externe partners 
 
De mogelijke problemen inzake privacy bij uitwisseling van informatie tussen politiediensten 
en externe partners situeren zich in de eerste plaats bij het doorgeven van informatie door 
politie naar de externen. In het omgekeerde geval beschikken politiediensten namelijk over 
een algemeen recht om informatie in te winnen indien dit een concreet belang vertoont 
voor de uitoefening van hun taak (artikel 44/1 WPA). Wanneer echter informatie op 
systematische (gestructureerde) wijze aan de politie wordt doorgegeven door bv. 
straathoekwerkers of buurtbegeleiders, dan rijst de vraag of de politie door het mede-
organiseren van deze overlegmomenten (p. 27) zich niet medebezondigt aan de inbreuk van 
die externe partners op de privacywetgeving (finaliteitbeginsel) wanneer persoonsgegevens 
worden meegedeeld die in eerste instantie voor andere doeleinden waren vergaard.  
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Dat het structureel houden van overlegmomenten ruimte laat voor het wederzijds 
uitwisselen van informatie (dus ook van politie naar externen toe) is vanzelfsprekend 
problematisch, aangezien er geen enkele controle is op wat er nadien gebeurt met de hier 
verstrekte informatie. Voorzichtigheid is dus geboden bij het samenwerken met externe 
partners. Informatie uitwisselen kan natuurlijk een grote hulp bieden bij het gezamenlijk 
aanpakken van problemen. Wanneer het echter gaat over concrete personen is een 
algemene bewustwording van de privacybeginselen essentieel.  
 
8. Privacy 
 
Dat er in de praktijk een onmiskenbaar gebrek is aan kennis van de privacywet (impliciet dus 
ook van de artikelen van de WPA betreffende het informatiebeheer) en dat (grove) 
schendingen van de privacybeginselen legio zijn, blijkt uit het laatste stuk van de case waar 
het specifiek over privacy gaat. De uitspraak waarbij er kennelijk van uitgegaan wordt dat 
privacybescherming slechts geldt als het gaat om minderjarigen (“bij minderjarigen ga je mij 
nooit namen horen noemen, maar dat is het ook het enigste”) en de droge mededeling dat 
“aan buurttoezichters wel eens namen gegeven worden, maar nooit gerechtelijke feiten”, 
leggen deze gebreken op pijnlijke wijze bloot. Bovendien lijken de privacybeginselen slechts 
aangevoeld te worden als een obstakel en het respect ervoor ingegeven te zijn door angst 
om “op de vingers te worden getikt”, eerder dan door de wil om recht te doen aan de eisen 
op het stuk van privacybescherming als grondrecht binnen een democratische rechtstaat.  
 
Dat over privacy en informatiebeheer vaak gesproken wordt vanuit volkomen 
onwetendheid, blijkt afdoende uit volgend citaat: “Zijn dat ook beëdigde mensen die 
bepaalde bevoegdheden hebben, dan kan er meer gegevensdoorstroming plaatsvinden. En is 
dat niet, dan moeten we met heel summiere gegevens werken. Zoals bijvoorbeeld met 
mensen die met doelgroepregie samenwerken. Wij kunnen wel zeggen van “wij hebben hier 
een persoon die veroorzaakt wel problemen”, maar je kan moeilijk zeggen welke problemen. 
Want dan zitten we met ons beroepsgeheim. Als dat zou opgegeven worden, dan zouden die 
mensen meer informatie hebben. Waar die mensen nuttiger werk zouden kunnen leveren als 
ze bij die klanten terecht komen”.  
 
CASE VOETBAL 
 
1. Overlapping bestuurlijk-gerechtelijk 
 
De hoger gemaakte opmerking in verband met de vermenging tussen de bestuurlijke en 
gerechtelijke opdrachten geldt ook voor het politieoptreden rond een voetbalmatch. Hoewel 
het voetbalgebeuren in hoofdorde betrekking heeft op openbare ordehandhaving, wordt het 
hele politiegebeuren rond voetbalwedstrijden in de besproken case blijkbaar ingevuld door 
ambtenaren uit de gerechtelijke dienst.  
 
In dezelfde lijn situeert zich de praktijk waarbij zachte informatie in het algemeen (dus ook 
bestuurlijke) op een RIR terecht komt (wat in wezen bestemd is voor gerechtelijke 
informatie). Dit maakt het nog moeilijker de grens te trekken tussen (niet-concrete) 
gerechtelijke en (niet-concrete) bestuurlijke informatie. Dit komt evident de naleving van de 
beginselen inzake privacybescherming niet ten goede.  
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2. Uitwisseling tussen politiediensten 
 
Een kritische bedenking dient gemaakt rond de B.I.O. bestanden. Het Bureau d’Information 
Opérationelle bevindt zich in het gerechtelijk bureau en is de draaischijf voor al de 
operationele informatie die aanwezig is in de politiezone. Naast de B.I.O.-fiches bestaat er 
ook een B.I.O.-bestand. In het rapport wordt meermaals aangegeven dat dit bestand door 
iedere politieambtenaar te raadplegen is. Informatie aangaande gerechtelijke feiten zou met 
andere woorden vrij beschikbaar zijn voor bestuurlijke politie. Dit lijkt moeilijk verzoenbaar 
met de vereisten van artikel 44/5 WPA. Bovendien bevat het rapport geen indicatie over het 
feit of er een aangifte gedaan werd van dit bestand aan de Privacycommissie en of er een 
goedkeuring verleend werd.  
 
Het doorgeven van informatie via TV’s. Uit het rapport blijkt dat informatie betreffende 
personen, inclusief foto’s, continu verspreid wordt via TV schermen die voor iedereen 
zichtbaar zijn, bijvoorbeeld vanuit de cafetaria (p. 34). Vanuit het oogpunt van 
privacybescherming zou het wenselijk zijn hier meer informatie over te krijgen teneinde de 
wettelijkheid ervan te beoordelen. Wie zet de informatie in het systeem? Welke diensten 
hebben er zicht op? Voor welke doeleinden wordt dit systeem gebruikt?  
 
Een uitlating waarbij gezegd wordt dat “alle politiemedewerkers deel uitmaken van de 
politie, gebonden zijn aan hun beroepsgeheim en er dus gerust meer informatie van de 
recherche naar de andere diensten zou kunnen/moeten vloeien” getuigt – net zoals 
herhaaldelijk voorkwam in de eerste case – van weinig voeling met de privacywetgeving en 
het ruimer wettelijk kader waarin de politiediensten functioneren.  
 
Infofoot-systeem 
 
Inzake de informatie-uitwisseling tussen de politiezones bestaat er in het rapport 
onduidelijkheid over de inhoud van het Infofoot systeem. De omzendbrief OOP 27 stelt dat 
elke politiezone een beschrijvend dossier omtrent de voetbalploeg dient aan te leggen. In 
het rapport (p. 41) staat dat de informatie die in dit beschrijvend dossier zou moeten 
opgenomen worden, met uitzondering van informatie betreffende personen, vandaag 
opgenomen is in Infofoot, te raadplegen via intranet. Hoewel hieruit af te leiden is dat 
Infofoot geen (bestuurlijke) persoonsinformatie bevat, staat verder in het rapport te lezen 
dat Infofoot politionele strategische informatie bevat omtrent het Belgische voetbal (eerste, 
tweede en derde klasse), waaronder informatie omtrent risicosupporters.  
 
In elk geval is meer duidelijkheid hieromtrent gewenst, onder meer om de verenigbaarheid 
met de privacywetgeving (o.a. aangifteplicht) te kunnen beoordelen.  
 
AIK 
 
Inzake de informatie-uitwisseling tussen het lokaal en federaal niveau, wordt in eerste 
instantie verwezen naar het AIK. Net zoals bij de eerste case zijn er in het rapport meerdere 
indicaties dat via het AIK ‘alles kan’: “Als wij informatie nodig hebben, dan bellen we, dat is 
geen probleem”. In het rapport staat bovendien te lezen dat AIK’s zouden uitgesloten 
worden bij de informatie-uitwisseling omtrent voetbalmatchbeheer. De informatie zou, 
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behalve bij vraag tot versterking, rechtstreeks van de spotters naar de cel ‘Foot’ van DAO 
(cel integrale voetbalveiligheid binnen de Directie Bestuurlijke operaties en 
Informatiehuishouding van de Algemene Bestuurlijke Politie van de federale politie) gaan, 
zonder AIK als tussenschakel. Verder in het rapport wordt echter aangegeven dat in de 
praktijk de lokale politie de informatie wel degelijk aan het AIK doorgeeft en zelf niet 
rechtreeks informatie doorgeeft aan DAO.  
 
Opnieuw is enige opheldering hieromtrent aangewezen vooraleer uitspraak kan gedaan 
worden inzake de verenigbaarheid met de privacywetgeving.  
 
3. Uitwisseling met externe partners 
 
Een merkwaardige vaststelling in het rapport is dat een groot deel van de informatie die van 
externe partners naar de (bestuurlijke) politie stroomt, via de gerechtelijke dienst gaat. 
Informatie van externen betreffende zuiver bestuurlijke aangelegenheden (bv. 
manifestaties, voetbalwedstrijd) raakt dus slechts via een omweg op het bestuurlijke niveau. 
Dit doet vragen rijzen naar de verenigbaarheid met artikel 44/5.  
 
4. Privacy 
 
In het stuk uit het rapport rond privacy merken we dat er, in vergelijking met de eerste case, 
een groter bewustzijn is van de privacyreglementering en de noodzaak om hier aandacht aan 
te besteden. Wellicht is dit ook te wijten aan het feit dat er een overvloed aan 
reglementering is inzake het politionele en bestuurlijke optreden rond het voetbalgebeuren. 
Zo is er bijvoorbeeld het Ministerieel Besluit van 24 oktober 2002 (OOP 38) betreffende de 
efficiënte inzet van de ordediensten naar aanleiding van voetbalwedstrijden en betreffende 
de informatiehuishouding en de taken van spotters en de Omzendbrief van 30 juli 1998 
(OOP 27) betreffende de handhaving van de openbare orde naar aanleiding van 
voetbalwedstrijden die telkens bepalingen bevatten inzake de informatiestromen en het 
beheer daarvan.  
 
Inzake de uitwisseling met bijvoorbeeld stewards is er in het rapport een besef te vinden van 
het onderscheid tussen informatie die wel en niet kan meegedeeld worden. Zo krijgen 
stewards de namen en foto’s van de personen met een stadionverbod aangezien ze in de 
praktijk de naleving van deze verboden moeten uitvoeren. Overige informatie betreffende 
deze personen wordt echter niet meegedeeld. Het meedelen van gepersonaliseerde 
gegevens aan veiligheidsverantwoordelijken met het oog op het toepassen van de regeling 
van burgerrechtelijke uitsluitingen gebeurt onder meer via een fotobestand. De modaliteiten 
van dit fotobestand dienen nog door de Koning bepaald te worden, na advies van de 
Commissie voor de bescherming van de persoonlijke levenssfeer.  
