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Tato práce se v první části zabývá národním zdravotnickým datovým standardem České 
republiky DaSta. Popisuje tento standard a porovnává ho se zahraničním standardem  HL7. 
V další  části  se  zabývá  zabezpečením datové  elektronické  komunikace  mezi  jednotlivými 
zdravotnickými zařízeními  v Internetu.  Poslední  část  se  věnuje přístupu do nemocničního 
informačního  systému  CLINICOM  ve  výukové  instalaci  a  zdravotnickým  registrům. 
Následuje realizace přístupu do databáze CLINICOMu pomocí CSP pro zobrazení diagnóz 
a hlášení  do  Národního  registru  hospitalizovaných.  Na  závěr  je  diskutována  funkčnost 
navržené aplikace.
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Abstract
This magister's project deals with national data standard of Czech republic DaSta. First 
part describes this standard and its compare to foreign standard HL7. Next part of this project 
deals with security of the data electronic communication between health facilities in Internet. 
Last  part  applies  to  acces  to  medical  information  system  CLINICOM  in  educational 
instalation and health registers followed by implementation of database CLINICOM via CSP 
for display diagnosis and for reports to the Nation Medicine Registry of Inpatients. Lastly 
program utilities are discussed.
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 1 Úvod
Datové  standardy  slouží  k  ulehčení  komunikace  mezi  zdravotnickými  systémy  při 
předávání zdravotnických údajů. Při standardizaci dochází k výběru a sjednocování postupů 
a technologií.  To přináší užitek jak pro vývoj, který může být zjednodušen a zrychlen, tak 
i pro efektivnější využití systémů. Zrychluje se a zjednodušuje se tak komunikace, obsluha 
i provoz. Pro pracovníky standardizované systémy znamenají snazší orientaci i obsluhu.  
Celkově se celý systém ubírá směrem standardizace veškerých systémů. To je důležité 
hlavně při integraci jednotlivých zdravotních systémů v rámci Evropské unie. Systémy by 
měly být slučitelné a kompatibilní.
Vzhledem k neustálému rozšiřování a narůstání zdravotnické agendy a snaze o integraci 
jednotlivých světových zdravotnických systémů se rozvíjí potřeba po jednotném standardu, 
který  by  definoval  všechny  systémy.  Česká  republika  se  ale  vydala  opačným  směrem, 
zatímco celosvětovým trendem je sjednocování, vsadila na vývoj vlastního zdravotnického 
datového standardu. Ten se dosti výrazně liší od nejčastěji používaného světového standardu 
HL7. 
Propojení  systémů  je  možné  jedině  tehdy,  pokud  oba  systémy  podporují  stejný 
komunikační a datový standard. V oblasti zdravotnictví vznikla celá řada dílčích a národních 
standardů, což komplikuje proces globalizace zdravotní péče. To je příklad i České republiky, 
kde v devadesátých letech vznikl dodnes používaný národní  datový standard ministerstva 
zdravotnictví  DaSta.  Z  mezinárodních  standardů  se  mezi  nejrozšířenější  řadí  HL7  pro 
předávání  informací  (i  mezi  zdravotnickými  zařízeními)  o  pacientech,  především 
identifikačních údajů, informací pro pojišťovny a informací důležitých pro zdraví pacienta. 
Datový  standard  dnes  umožňuje  objednávání  do  informačních  systémů,  sdělování 
výsledků pacientů z IS nebo zasílání dat do databází (ÚZIS, ČSSZ).
Účelem datových standardů je sjednotit komunikaci v klinické praxi. Má dovolit přenos 
dat  na  úrovni  zadanou  uživatelem/zařízením  pouze  v  rozsahu  nezbytně  nutném  (pouhá 
objednávka vyšetření a co nejjednodušší příjem výsledků) nebo naopak komplexní zasílání 
rozsáhlých  datových  bloků  (formalizované  sdělování  výsledků,  předávání  zpráv  včetně 
souvisejících podkladů, obrazů atd.).
6
Díky datovému standardu  lze  také  podávat  hlášení.  Nejčastěji  se  jedná  o  hlášení  do 
nejrůznějších  registrů  (Národní  onkologický  registr,  Národní  registr  hospitalizovaných, 
Národní registr nemocí z povolání...). Díky tomu, že jsou hlášení standardizovaná, dají se 
rychle převádět a zpracovávat za požadovanými účely.
Pro přenos citlivých informací je třeba tyto informace řádně zabezpečit. Proto se nemalá 
část práce věnuje šifrování, HTTP a HTTPS. 
Aplikace má sloužit  pro zobrazení diagnóz podle MKN-10 a pro hlášení  do registru. 
Proto  zde  není  popsaná  pouze  přímo  aplikace  ale  i  přístup  do  CLINICOMu  pomocí 
CareCenter, registry a požadavky na hlášení do Národního registru hospitalizovaných. 
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 2 DaSta
Jedná se o standardy, které vznikly za účasti  odborníku příslušných klinických oborů 
v ČR  a  ČLK,  čímž reflektují  požadavky  praxe.  Vycházejí  z  tuzemských  podmínek 
a požadavků, což je ale i nevýhodou v rámci EU.
Výhody a základní vlastnosti DaSta:
• Je zabudován do všech významných zdravotnických informačních systémů.
• Respektuje datové struktury NIS, prvky, číselníky (především NČLP).
• Podpora NIS znamená snadné předávání dat.
• Význam pro LIS.
• Snadná údržba (pružně reaguje na změny).
• Je možný automatický upgrade číselníků.
• Lze doplnit bloky pro komunikaci se zahraničím.
• Standardizované propojení firemních bloků.
Datový  standard  MZ  ČR  verze  3  a  4  neboli  DaSta  slouží  k  předávání  dat  mezi 
zdravotnickými informačními systémy a používá se více než deset let.  Používá se přitom 
nejenom v České republice ale i na Slovensku.
Součástí  datových standardů je  i  národní  číselník  laboratorních položek NČLP, který 
přiřazuje  specifická  číslování  pro  oblasti  biochemie,  nukleární  medicíny  nebo  třeba 
imunologie a informatiky. Toto číslování vychází z mezinárodních standardů. 
DaSta dává také možnost předávání komplexních dat systémům třetích stran - například 
komplexní datové bloky do systému IZIP zahrnující textové zprávy i formalizované datové 
bloky jednotlivých vyšetření, formalizované diagnózy, urgentní informace atd..
Standard  díky  své  komplexnosti  a  formalizovanému  sdělování  přináší  i  možnost 
využívání pro archivaci dat.
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 2.1 Vývoj DaSta
Z iniciativy Ministerstva zdravotnictví ČR a lékařských fakult  započal již v roce 1989 
vývoj  prvního  standardu.  V  roce  1992  se  začalo  pracovat  na  oficiální  verzi  datového 
standardu hledáním vzorů a směrů. Po zamítnutí evropské normy EDIFACT, standardu HL7, 
nomenklatur  SNOMED  i  IFCC  a  číselníku  LOINC  byla  zvolena  vlastní  cesta.  První 
jednoduchá  verze  ''Datový  standard  ministerstva  zdravotnictví  verze  1''  byla  publikována 
v roce 1994 ve Věštníku MZ ČR a položila základy pro datové standardy v ČR. Tato verze 
ovšem ještě neobsahovala datové bloky a neřešila laboratorní propojení. Postupným vývojem 
se  řešilo  doplnění  datových  bloků a  doplnění  komunikace  s  laboratorním  informačním 
systémem LIS. Byl  také zahájen vývoj  Národního  číselníku laboratorních položek NČLP. 
V roce  1997  byla  zavedena  do  praxe  první  oficiální  verze  DaSta  1,  která  jako  jediná 
vycházela  z textových souborů,  ostatní  verze již vycházejí  z  XML. Podstatný pokrok pro 
praxi znamenala verze DaSta 2.01, která již obsahovala širokou paletu datových bloků včetně 
komplexního  řešení obousměrné formalizované komunikace s LIS. Verze DaSta 3.01 byla 
obohacena o číselníky NZIS ale jinak se neliší od předchozí verze. Verze 2 a 3 používají DTD 
soubory, DaSta 4 již plně využívá výhod jmenných prostorů XML. DaSta 4.01 znamenala 
pokrok zavedením klinických událostí, jejich formalizací a jednoznačnou identifikací.
V současné době je nejnovější datový standard 4.06.05.
Přehled verzí DS a jejich vydání:
• verze 1.19.01 v roce 1997 - TXT
• verze 1.20.01 v roce 2001 - TXT
• verze 2.01.01 v roce 2002 - DTD
• verze 3.01.01 v roce 2003 - DTD
• verze 4.01.01 v roce 2007 - XML schéma
• verze 3.15.01 v roce 2011 - DTD
• verze 4.06.03 v roce 2011 - XML schéma
• verze 4.06.05 v roce 2012 – XML schéma
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Roku 2004 byly zkušebně spuštěny webové služby http://ciselniky.DaSta.mzcr.cz a od 
roku 2006 se dostaly do oběhu oficiálně. Lze zde najít kompletní oficiální verze, oficiální 
číselníky atd.. 
Datové standardy se neustále vyvíjejí a jsou upgradovány. Čtyřikrát do roka je vydáváno 
CD s  upgrade DaSta 3 a  DaSta  4 i  s  číselníky (především NČLP a ŮZIS).  To je  potom 
v kompletním tvaru na oficiálních stránkách včetně všech nástrojů pro IS (s texty i číselníky). 
Informace jsou pravidelně sdělovány i na konferencích DaSta.
Dlouhodobě se řeší problematika harmonizace DS MZ ČR a standardu HL7 [12].
 2.2 Národní číselník laboratorních položek
NČLP  je součástí DaSta od roku 1997, jeho vývoj ovšem začal už roku 1993 na základě 
nomenklatury IFCC.  V současnosti  je  jediným standardem pro  komunikaci  informačních 
systémů pro doménu laboratorních oborů. Je propojen s datovou nadstavbou, tím umožňuje 
vyšší úroveň standardizace v laboratorní medicíně. 
Slouží  k  realizaci  objednávek  směrem  do  laboratorních  informačních  systémů 
a ke sdělování laboratorních výsledků a jejich předávání mezi  IS.  Je součástí  jak LIS tak 
i Laboratorní příručky klinických laboratoří. Obsahuje přes 17 tisíc položek ze všech oblastí 
laboratorní medicíny a je průběžně doplňován. Jeho upgrade se provádí typicky 4x do roka.
NČLP je unikátní, každá oblast má přiřazený svůj kód:
• 7000 - imunologie
• 5200 - biochemie
• 1600 - hematologie
• 1200 - sérologie
• 1100 - nukleární medicína
• 850   -  informatika
• 450   -  mikrobiologie
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• 200   -  transfuzní medicína
• 16     - antropometrie
Číslování vychází z oficiální nomenklatury IFCC, která definuje příslušné pojmy. Podle 
této se vyšetřují  komponenty (analyty) v systémech (možno chápat jako biologický materiál), 
určuje se druh veličiny s jednotkou SI, vyšetření se realizuje procedurou. Pětice čísel definuje 
položku. Každá položka je určena klíčem NČLP. K těm je i  řada dalších údajů pro DaSta 
i LIS např. : 
• pro preanalytickou fázi
• informace o stabilitách
• údaje pro klinickou interpretaci, referenční meze
• podklady pro tvorbu Laboratorních příruček
 2.3 Datový standard MZ ČR 04.06.05
Jedná se o datový standard závazný od začátku roku 2007, kdy nahradil předešlou verzi 
DaSta 3. Z pacientských dat umožňuje DaSta předávat informace z mnoha oblastí. Standard 
reflektuje  na potřeby a  nutnost  předávat  informace o pacientech a  to  především o osobě 
pacienta, jeho anamnéze a vývoji zdravotního stavu. 
Slouží  zároveň i  jako  důkazní  prostředek  při  sporech  zejména  mezi  pacientem 
a zdravotnickým zařízením. 
Informace předávané o pacientovi:
• identifikační údaje pacienta (rodné číslo, adresy...)
• platební vztahy, pojišťovny, pracovní neschopností
• urgentní informace (krevní skupina, alergie)
• anamnéza, očkování, diagnozy (trvalé i aktuální)
• léky podávané, léky vydané lékárnou
• klinické události (objednávky, výsledky, zprávy - laboratoře, speciální vyšetření podle 
číselníku klinických událostí atd.)
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• podklady pro vyúčtování a manažerský informační systém
• nástroje pro vkládání účelových firemních bloků
Příklady klinických událostí:
• laboratorní vyšetření (včetně veškerých specifikací)
• RDG vyšetření (RTG, CT, SONO,...)
• spirometrická vyšetření
• operační zprávy
• propouštěcí zprávy, ambulantní zprávy atd.
DaSta se ve svých datových blocích odvolává na číselníky (ať už interní nebo externí). 
Těch je přes 300 a aktualizují se. Nejvýznamnějšími číselníky jsou blok číselníků pro NZIS 
a blok pro laboratorní komplement NČLP. 
DaSata rozlišují povinné a nepovinné bloky.
Povinné bloky a jejich označení:
• adresát (pm) - identifikační číslo příjemce (zdravotnického zařízení, pracoviště,        
lékaře)
- pořadové číslo příjemce
- oddělení příjemce...
• identifikace odesílajícího(is) – identifikační číslo (zdravotnického zařízení, pracoviště 
odesilatele)
- pořadové číslo 
- oddělení odesilatele...
• základní  identifikace  pacienta  (ip)  –  blok  s  daty  vztaženými  pouze  k  jednomu  
konkrétnímu pacientovi
- identifikace pacienta i IS odesilatele
- rodné číslo, jméno, příjmení
- datum narození
Nepovinné bloky:
• adresy vázané k pacientovi (a)
• údaje pro NZIS (n)
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• anamnéza (an)
• trvalé a přechodné diagnozy (dg) atd. [1]
 2.4 Popis DaSta
Ve standardu se vyskytuje několik set bloků přičemž do každého se dá vnořit další. Bloky 
obsahují 3 druhy vět – s pevnou délkou, s proměnnou délkou, obsahující nestrukturovaný 
text.
 2.4.1 Struktura bloků a souborů
Standard je tvořen bloky.
Každý z bloků je definován:
• textovým popisem ve formě tabulek a poznámek 
• přepisem do tvaru DTD (v DS3) nebo XML schéma (v DS4)
• příkladem použitého bloku
Textový popis a DTD nebo XML schéma jsou nedílnou součástí definice DaSta. Textový 
popis je nadřazený vyjádření DTD nebo XML schéma. 
Struktura bloku:
• Označení  bloku  –  pojmenování  příslušného  elementu  XML,  jehož struktura  dále 
následuje.
 - Používají se malá písmena bez diakritiky.
• Základní informace bloku – stručná informace o bloku obsahuje max. několik řádků.
• Tabulka – má pevně definované sloupce, jejichž šířka je ale variabilní.
              - V řádcích je uveden výčet jednotlivých atributů a elementů.




   Kód - identifikátor pro potřeby XML
• odkaz na bloky
   T : typ pro XML
• a = atribut (povinný, nepovinný)
• e  =  element  –  vnořený  element  (blok)  –  Datový  obsah  tvořen  jednoduchým 
elementem nebo jde o vnořenou strukturu dalších elementů (tzv. vnořený blok – jeho 
kód je zvýrazněn tučně s dvojitým podtržením, hypertextu jako odkaz na uvedený 
blok).
• d = data – Datový obsah je přímo obsahem elementu.
                    - Blok nemůže obsahovat vnořené struktury ale může obsahovat atributy.
  D: délka položky – pro potřebu databází
• Číslo znamená pevnou délku položky.
• Je-li před číslem ''-'' potom délka položky nesmí překročit toto číslo.
• V případě, že není uvedeno číslo, délka může být jakákoliv.
  V: výskyt  (pro XML)
• ? nepovinný, výskyt max. 1x
• * povinný výskyt možný opakovaně
• 1 povinný – výskyt jen 1 x 
• + povinný – výskyt alespoň 1 x 
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Obrázek 1: Základní struktura bloku
Plný název: volný text i s charakteristikou, případný odkaz na podrobnější popis se uvádí 
v poznámce nebo ve sloupci ''viz''.
Hodnota: 
• nevyplněná
• výčet hodnot bez popisu s čárkou
• odvolání na tabulku hodnot uvedenou pod
• odvolání na číselník [12]
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 3 Zahraniční datové standardy
DaSta je používána jako ''národní''  vybavení tuzemských informačních systémů,  čímž 
se komplikuje  vstup  zahraničním  firmám  na  tuzemský  trh.  Důsledkem  je  nízká 
konkurenceschopnost  českých  výrobců klinických  a  nemocničních  systémů v  zahraničí. 
S otevíráním pracovního trhu Evropské unie nastává i problém s neschopností jednotlivých 
systémů komunikovat (české se zahraničními).V jiných zemích nebyl DaSta dosud nabízen 
hlavně díky své specifitě. Obdobně propracovaný systém v rámci  EU nemá obdobu. Datové 
struktury  a  číselníky  pro  obousměrnou  komunikaci  s  laboratorním  komplementem  jsou 
v rámci  DaSta  propracovanější  a  rozsáhlejší  než v  jiných  zahraničních  standardech 
(např. HL7).  Pro  zahraniční  produkty  je  problémem  zapracování  tuzemské  zdravotní 
pojišťovny a specifických agend.
Českou verzi DaSta používají i  na Slovensku. DaSta je tam používána včetně NČLP. 
Nejedná se tedy o národní standard jako u nás, ale je český, přenesený informačními systémy 
z ČR. Realizuje se tak většina komunikace. Pro Slovensko byly do DaSta vloženy speciální 
datové bloky, zejména pro komunikaci s pojišťovnou. 
 3.1 HL7
Datový standard pro přenos informací HL7 se používá především v Kanadě a v USA. 
Standard HL7 byl vyvinut v USA a nyní se využíván jako oficiální standard ANSI.
HL7 je v současné době nejrozpracovanějším a celosvětově nejpoužívanějším datovým 
standardem ve zdravotnictví.  
HL7 se začal vyvíjet roku 1987 v důsledku poptávky po dokonalejší komunikaci mezi 
počítačovými systémy ve zdravotnictví. Byla založena i nezisková organizace Health Level 
Seven  (HL7)  která  zastřešuje  a  koordinuje  vývoj  a  publikuje  standard  HL7.  To  vede 
ke svobodě uživatelů rozhodnout se pro řešení, které nejlépe odpovídá jeho potřebám. 
HL7 byl  vyvinut  speciálně pro prostředí  zdravotní  péče.  Umožňuje komunikaci  mezi 
téměř všemi institucemi v této oblasti.  Tímto způsobem lze  řešit mnoho důležitých úkolů 
v rámci nemocničních zařízení, čímž se zlepšuje účinnost komunikace.
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Jeho propracovanost dokládá,  že se používá v 26 zemích po celém světě. Kromě USA 
a Kanady je to například i  Německo, Polsko, Rakousko,  Švýcarsko, Austrálie nebo Velká 
Británie. 
 3.1.1 Verze HL7
V současné době je nejvyšší verze 4, ovšem nejnižší běžně používanou je verze 2.3, která 
byla schválena jako ANSI standard v roce 1997. Hlavním záměrem verze 2 byla podpora 
pracovních procesů v lůžkových zařízeních. S postupným vývojem dokáže vytvářet zprávy 
pro sledování zdravotního stavu obyvatelstva. Ve verzi 3 už má za úkol podporovat veškeré 
postupy ve zdravotnictví.
Standard HL7 používá textovou kódovací syntaxi založenou na užití oddělovačů, nikoliv 
XML.  Zprávy  umožňují  vzájemnou  spolupráci  a  datovou  kompatibilitu  pacientských 
administrativních  a  řídících  systémů,  laboratorních  IS,  stravovacích  provozů,  lékáren, 
systémů účtování  lékařské  péče  i  klinických  systémů založených  na  využití  elektronické 
pacientské dokumentace [8].
 3.1.2 Struktura HL7 
HL7 striktně využívá sedmou aplikační vrstvu ISO OSI Referenčního modelu. Z tohoto 
vyplývá  název  ''Health  Level  Seven''.  Standard  je  ale  nezávislý  na  ostatních  vrstvách 
Referenčního modelu OSI, ty považuje za podpůrné.
Jsou definovány oblasti a typy datových zpráv:
• administrace pacientů – jejich přijetí, propuštění, přeložení
• dotazy 
• zadávání žádanek
• hlášení výsledků vyšetření
• výsledky s grafickým výstupem (EEG, EKG, …)
• péče o pacienta
• plánování léčby a péče




• základní datové soubory
Obsah zprávy může být definován:
• v tabulkách definovaných standardem
• v tabulkách definovaných uživatelem
• pomocí odkazů na číselníky nebo jiné standardy
• pouze jako datový typ (jméno pacienta, identifikátor pacienta atd.)
Hierarchie struktury: 
• Zpráva  se  sestává  ze  segmentů,  začíná  záhlavím  a  je  definovaná  typem  zprávy 
a inicializačních událostí.
• Segmenty jsou uspořádané posloupnosti polí.
 - povinné/ volitelné/s možným opakováním
                      - identifikace třemi znaky na začátku – identifikátorem segmentu
• Pole  přenáší sémantický obsah zprávy.
             - Mohou mít proměnnou délku, jsou oddělovány oddělovači polí.
             - Pro každé pole je definován datový typ (řetězec znaků, datum, číslo).
HL7 představuje z hlediska přenosu zpráv otevřenou architekturu. Aby byla zabezpečena 
otevřenost  komunikace  pro  HL7  mezi  různými  aplikacemi,  byla  vyvinuta  různá  řešení 
ochrany dat , která se ale liší svými základními principy:
• Výměna  předem  zabezpečené  informace,  která  pak  může  být  přenášena 
v nezabezpečených sítích.
• Přenos  nechráněných,  ale  certifikovaných  a  autentizovaně  vytvořených  informací 
pomocí zabezpečeného přenosového kanálu. 




Úspěch  této  verze  lze  přičíst  jeho  flexibilitě.  Obsahuje  mnoho  datových  elementů 
a segmentů,  díky čemuž ho lze adaptovat  do téměř jakéhokoliv zdravotnického prostředí. 
Používá objektově orientované metodologie a Referenční informační model RIM pro tvorbu 
zpráv. RIM poskytuje jasnou reprezentaci sémantických a lexikálních spojení, které existují 
mezi informacemi.
Mezi základní komponenty patří informační modely, slovníky, datové typy, specifikace 
implementační technologie:
• informační  model  –  dokumenty  této  části  popisují  jednotlivé  typy  informačních 
modelů včetně RIM
• RIM   je  strukturovaná  specifikace  informací,  která  se  používá  pro  vyjádření 
informačního obsahu tříd  a  datových typů pro  společnou práci  pracovních  skupin 
HL7. Jde o soudržný sdílený informační model, který je zdrojem všech zpráv HL7. 
RIM je záměrně abstraktní, tím umožňuje reprezentovat bohatost informací sdílených 
v rámci zdravotního systému.
• Objekt reprezentuje fyzické objekty, které se zabývají nebo jsou součástí 
zdravotní péče.
• Úlohy určují role, jaké objekty hrají při účasti na akcích zdravotní péče.
• Účast  vyjadřuje  kontext  dané  akce  (kdo  ji  prováděl,  pro  koho  byla 
prováděna, kde byla prováděna)
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Obrázek 2: Základní schéma referenčního informačního modelu RIM
• Akce reprezentuje vykonávané akce, které je třeba zdokumentovat.
• Vztah mezi akcemi reprezentuje vazbu jedné akce na druhou (například 
vztah mezi objednávkou vyšetření a vyšetřením).
• Vztah mezi úlohami reprezentuje vztah mezi jednotlivými rolemi.
• Doménový  informační  model  zpráv  D-MIM   je  zpřesněnou  podmnožinou  RIM, 
obsahující množinu odvozených tříd, atributů a vztahů, které mohou být použity při 
tvorbě zpráv pro určitou doménu. Používá se jako společný základ, na kterém jsou 
vystaveny všechny R- MIM (zpřesněné informační modely zpráv)  v rámci domény.
• slovníky – možnosti využití definovaných slovníků a přístup ke správě slovníků
• Specifikace implementační technologie  (ITS) 
- Popisuje ITS a její specifikace.
-  Definuje  způsob  jak  reprezentovat  objekty  RIM  pro  přenos  ve  zprávách. 
Pokrývá úrovně 5 a 6 modelu ISO/OSI. ITS obvykle poskytuje kódování pro 
všechny typy komponent ve zprávě HL7 (stejně jako XML schéma v XML).
• datové typy  – principy datových typů
▪ základní datové typy:
• Text – obsahuje textové řetězce a zapouzdřená data.
• Kvantita – obsahuje čísla, datum/čas, finanční částky apod. 
• Identifikátory, názvy, kódy
▪ složené typy
• SET - množina – prvek se nevyskytuje dvakrát, neseřazená.
• LIST – seznam – záleží na pořadí.
• INTERVAL – interval mezi nastavenými hranicemi.
• BAG – jako množina, prvek se může vyskytovat opakovaně [1].
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 3.1.3 Použití v ČR
V České republice je obecně malé povědomí o standardech HL7, ač zde existuje sdružení 
HL7.
O uplatňování standardů HL7 a podporu lokalizace se stará sdružení Idea. To má také 
výhradní licenci na území ČR. V současné době má 12 členů.
Licence má za úkol chránit duševní vlastnictví a zároveň shromažďovat prostředky pro 
financování vývoje. Umožňuje i spravedlivý přístup ke standardům.
Při koupi licence si mohou zdravotnická zařízení vytvářet vlastní implementace. Výrobci 
nemocničních informačních systémů mohou používat téměř neomezeně. 
Pro  plnohodnotné  použití  v  Česku  by  bylo  třeba  celou  edici  přeložit.  Vzhledem 
k odlišnosti americké verze a evropské je zde potřeba přizpůsobení:
• textových dokumentů
• způsobu a definice spolupráce zdravotnických zařízení a institucí
• použitých zpráv a domén
• významu položek ve zprávě, jejich definice
Datovým  standardem  HL7  se  může  české  prostředí  inspirovat,  vzhledem  k  jeho 
nepoměrně  větší  tradici  než  má  vývoj  české  DaSta  [12].  Mezinárodní  standardy  navíc 
přinášejí větší  užitek nejen výrobcům software ale i uživatelům ve větší  míře než lokální 
standardy.
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 4 Nemocniční informační systém CLINICOM
Jedná se o integrovaný, robustní, stabilní NIS s centrální postrelační databází Caché. Je 
to systém s individuální a účinnou ochranou dat. Data se do něj zadávají pouze jednou, čímž 
se  omezuje  chybovost  s  duplicitami  a  přístup  k  nim  je  možný  z jakéhokoliv  místa 
v nemocnici.  Software  pracuje  v  prostředí  mezinárodních  standardů  (HL7,  EDIFACTS 
apod.). Z hlediska administrace se tento systém snaží o zjednodušení a kontrolu opakujících 
se standardních úkonů, tím že vede uživatele předepsaným formulářem, kontroluje hodnoty 
zadaných údajů, nabízí vhodné možnosti a upozorňuje na nesrovnalosti. Jakmile údaj, který je 
na dokumentu vyplňován je již znám, pak je systémem opsán a šetří tak čas obsluhy. Další 
předností tohoto systému je zpřehlednění uložených dat, která jsou na jednom místě a systém 
umožňuje rychlé přehledy a informace z různých úhlů pohledů. Dále se snaží zjednodušit 
a zrychlit přístup k uloženým datům - lze je vyvolat a zobrazit z kteréhokoliv pracoviště.
CLINICOM poskytuje ochranu uložených dat - má k nim přístup pouze uživatel, který se 
na pracovní  stanici  přihlásí  a  pokud nemá v systému uloženo své jméno a heslo,  přístup 
k potřebným datům mu není umožněn. Každému pracovníkovi je možné nastavit individuální 
přístupová práva - bez nich nemůže provádět úkony, ke kterým nemá oprávnění.
Systém  umožňuje  zpětnou  kontrolu  práce  jednotlivých  uživatelů,  kdy  ke  každému 
požadavku a jeho řešení připojuje ''visačku'', která dokáže identifikovat kdo, kdy a z jakého 
místa prováděl příslušný výkon pomocí systému.
Složitost a variabilita organizačních struktur, rozsah  a množství služeb předurčují, že 
zařízení  musí  používat  souhrnné  informační  systémy.  Ty  slouží  ke  sběru,  uchovávání, 
zpracování a přenosu pacientských dat a administrativních informací souvisejících se všemi 
činnostmi nemocničních zařízení
V  komplexním  nemocničním  informačním  systému  je  zřejmě  nejdůležitější  část 
pacientská, to je sběr dat, jejich uchovávání a zpracovávání. Ovšem neméně potřebné jsou 
i části  ostatní,  pro  zajištění  komplexní  péče  o  pacienta.  Pro  toto  je  nezbytně  nutné,  aby 
jednotlivé části systému byly vzájemně provázány. 
Tento systém  je koncipován a postaven na proměnných položkách  a číselnících. 
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Komunikační  část  umožňuje  vystavování  žádanek,  jejich  odesílání,  příjem výsledků. 
CLINICOM představuje zároveň i administrativní část,  usnadnění archivace dokumentace. 
Z vedených  údajů  dokáže  CLINICOM  i  sledovat  ekonomiku  nemocnice,  výkazy  pro 
pojišťovnu atd.. Jedním z pilířů  je správa pacientských databází. 
Základní pilíře CLINICOM:
• správa pacientských databází – centrální správa pacientů
- všechna data v systému pouze jednou → snížení chybovosti při 
zadávání
• správa výkonů – vkládání pouze uskutečněných výkonů
- Systém se stará o vkládání v souladu s legislativou.
• komunikace – vystavování a odesílání žádanek, příjem výsledků
Samozřejmostí jsou moduly pro laboratoře, radiodiagnostická oddělení...
 4.1  Přístup do CLINICOM pomocí databázové platformy CACHÉ
Databázové prostředí NIS je založeno na postrelační objektové databázi CACHÉ. Tyto 
databáze ukládají do vícerozměrného datového modelu, což umožňuje efektivní popis dat. 
Díky své architektuře jsou data snadno dostupná přes internet jednoduchou správou. 
Databáze  CACHÉ  byla  optimalizována  pro  efektivní  tvorbu  transakčních  aplikací 
s možností růstu.
Postrelační databáze využívá kombinaci objektové databáze a SQL jazyk spolu s rychlým 
přístupem k vícerozměrným datům.
Caché obsahuje  několik  skriptovacích  jazyků  Caché  ObjectScript,  Caché Basic.  Java 
nebo C ++ jsou podporovány přímým voláním z jiných rozhraní (ODBC).
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 4.2 Přístup pomocí uživatelského rozhraní NetAccess
Toto  rozhraní  představuje  zabezpečený  externí  přístup  k  lékařským  informacím 
prostřednictvím Internetu případně Intranetu.  NetAccess  je  klient,  umožňující  pracovat  se 
stejnými daty CLINICOMu jako CareCenter a to způsobem, kdy koncové pracoviště slouží 
pouze  k  zadávání  požadavků  na  zobrazení  vybraných  údajů.  Je  podporován  prohlížeči 
Internet Explorer a Netscape Navigator. O všech přístupech je automaticky vytvářen soubor 
do databáze NIS [13].
Pro zabezpečení se používá protokol SSL.
 4.3 Uživatelské rozhraní CareCenter
CareCenter  je  grafické  uživatelské  rozhraní  systému  CLINICOM  realizované  pro 
prostředí Windows. Zprostředkovává okamžitý přístup k veškerým modulům. To znamená 
přístup k žádankám, nálezům, lékařské dokumentaci pacientů.  Poskytuje přehled,  uživatel 
zjistí  informace o zvoleném pacientovi,  může vytisknout plán péče,  již zmíněné žádanky, 
nálezy.  To  vše   se  dá  nastavit  podle  požadavků  uživatele.  Po  přihlášení  do  systému  se 
uživateli  zobrazí  data  o  pacientovi  od  přijetí  přes  ordinované  léky,  předepsaná  vyšetření 
a provedené operace až po výsledky vyšetření a ukončení léčby. 
Dostupné  urgentní  výsledky  se  automaticky  indikují,  číselné  výsledky  vyšetření  lze 
zobrazit v grafech či trendech. Je ale možný i přístup k textovým editorům, například MS 
Word je plně integrován stejně jako i jiné aplikace. Do nich jsou přenášena pacientská data 
k dalšímu zpracování. Jejich zpracování může být řízeno přímo modulem CareCenter. 
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 4.4 Přístup do výukové instalace CLINICOMu
Výuková instalace  CLINICOM využívá  přístupu pomocí  CareCenter.  Do systému se 
přihlašuje pomocí přihlašovacího jména a hesla. 








 Přitom lze pacienty vytřídit (muž/žena, podle věku).
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Obrázek 3: Přihlašovací aplikace do CareCenter
Po otevření karty pacienta je k dispozici kompletní pacientský záznam:
• aktivní žádanky i s výpisem
• nálezy, laboratoře
• požadavky
Lékař také může přehledně  vidět všechny vyplněné diagnózy (obrázek č. 4).
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Obrázek 4: Výběr pacienta
Při zadávání žádanky si lékař může vybírat ze zaklikávacího seznamu výkonů z různých 
oblastí jako je na obrázku č.5. Kromě záložky nejčastěji používaných se zde nachází také 
výkony z oblasti hematologie, RTG, sono, endoskopie atd..
Na obrázku č.6 je konkrétní rozpis vyšetření na ALP. 
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Obrázek 6: Žádanka na laboratorní vyšetření
Obrázek 5: Seznam diagnóz pacienta
 5 Zabezpečení komunikace
Při přenosu důvěrných lékařských informací je důležité, aby tato data byla chráněna. Při 
tom záleží na tom, zda jsou data přenášena pouze v rámci zdravotnického zařízení, kde lze 
použít zabezpečení SSL. V rámci WWW sítě se jedná například o přenos e-mailem, vzdálený 
přístup k nemocniční síti. Nejrozšířenějším zabezpečením INTERNETu je protokol HTTPS 
vyvinutý  z  původního  HTTP.  Komunikace  mezi  uživatelem  a  serverem  pomocí  HTTP 
probíhá otevřeně a to včetně požadavků, kdy stránka požaduje pro přístup jméno a heslo. 
Zabezpečený informační systém je základem bezpečné komunikace. Samozřejmostí by měla 
být  tzv.  fyzická  bezpečnost.  Servery  by  měly  být  uzamčené  v  místnosti  s  omezeným 
přístupem. S kontrolovaným zabezpečeným vstupem. 
Jedním ze stavebních kamenů bezpečnosti je šifrování. O zašifrování prostého textu se 
stará  šifrovací  algoritmus.  Šifrovací  schémata  mají  dvě  primární  klasifikační  hlediska. 
Používají  metodu založenou na veřejném klíči  (asymetrické),  nebo symetrickém klíči.  Při 
šifrování pomocí veřejného klíče se používají dva klíče, veřejný a soukromý. Tyto klíče jsou 
jednoznačně  přiřazeny  konkrétním  uživatelům.  Data  zašifrovaná  veřejným  klíčem  umí 
rozšifrovat  pouze  ten,  kdo  má  soukromý  klíč.  Data  zašifrovaná  soukromým klíčem umí 
rozšifrovat každý, kdo má veřejný klíč.  Metoda symetrického klíče obsahuje pouze jeden 
klíč, který mají obě strany, které spolu komunikují a tento klíč je tajný. Veřejné klíče mají  
obvykle délku do 2048 bitů, symetrické mají rozsah mezi 64 a 512 bity. Čím lepší šifrování, 
tím jsou ovšem vyšší náklady.
Šifrování pomocí veřejného klíče je mnohem pomalejší než symetrické. Soukromý klíč 
musí být dobře uložen, dostane-li se do rukou třetí osobě, může tato osoba šifrovat, dešifrovat 
a podepisovat  zprávy a předstírat, že je vlastníkem klíče. Při ztrátě nebo zničení klíče jsou 
ztraceny i všechny zprávy tímto klíčem zašifrované. Velmi nesnadno se určuje původ klíče. 
Šifrování pomocí symetrického klíče je rychlé. Nejprve je třeba odsouhlasit s přítelem 
šifrovací algoritmus a sdílené klíče.  Potom mohou oba stejným klíčem rozšifrovat nějaký 
soubor. Toto šifrování je ale do značné míry závislé na úrovni zabezpečení kanálu, kterým se 
posílá klíč příteli. Hrozí únik například při posílání elektronickou poštou [4].
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Nejvíce  zranitelná  místa  jsou  komunikační  cesty.  Ty mohou  být  napadeny  pasivním 
útokem (napíchnutím) nebo aktivním  útokem. Mezi nejčastější útoky patří:
• ukládání falešných zpráv
• změna informace během přenosu
• vymazání přenášené informace
• zadržení nebo přerušení  komunikace
• fyzické přerušení komunikační cesty
• změna komunikační trasy 
 5.1 Hypertext Transfer Protocol Secure - HTTPS
Zabezpečené  připojení  zabezpečuje  protokol  HTTPS.  Vypadá  téměř  stejně  jako  již 
zmíněný HTTP, jen před odesláním jsou data zašifrována a elektronicky podepsána.  Jako 
šifrovací a podpisový protokol se dnes používá SSL nebo TLS. Šifrování zabraňuje tomu, aby 
data mohl po cestě kdokoliv prohlížet nebo stahovat. Elektronický podpis má zajišťovat, že 
příjemcem je právě ten, komu jsou informace určeny.
HTTPS sice data při přenosu zašifruje a jsou tak chráněna před náhodným zachycením, 
ale ani to nestačí. Aby byl přenos chráněn také před záměrným útokem je nutné, abychom 
dokázali  určit  identitu příjemce zpráv.   Opačném případě se může stát,  že  přenos je sice 
dokonale zašifrován, ale bez našeho vědomí komunikace může probíhat přímo s útočníkem. 
Prohlížeče  při  určování,  zda  je  komunikace  bezpečná,  hledí  na  to,  jestli  je  certifikát 
vydaný  důvěryhodnou  autoritou  a  obsahuje  v  sobě  jméno  WWW  serveru,  se  kterým 
komunikujeme.  V  dodávaných  prohlížečích  je  po  instalaci  předdefinovaná  sada  tzv. 
certifikačních  autorit,  které  jsou  označeny  za  důvěryhodné  –  za  důvěryhodné  jsou  tak 
považovány  také  všechny  klíče  těmito  autoritami  ověřené.  O  této  důvěryhodnosti  však 
nerozhodl uživatel, o jehož data jde, ale dodavatel software. 
Tento protokol je nadstavbou HTTP, která umožňuje zabezpečit spojení mezi webovým 
prohlížečem a webovým serverem před odposloucháváním nebo podvržením dat a umožňuje 
ověřit identitu protistrany. Základy HTTPS položila společnost Netscape Communications, 
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když přišla s první verzí protokolu SSL. Ten potom umožnil aplikačním protokolům možnost 
šifrovaného přenosu. 
HTTPS využívá asymetrické šifrování, tzn. že každá strana používá svůj klíč. Obě strany 
před  zahájením  komunikace  vygenerují  pár  klíčů  –  privátní  a  veřejný.  Před  zahájením 
komunikace  si  vymění  veřejné  klíče,  které  by  obě  strany  měly  ověřit  pomocí  jiného 
komunikačního  kanálu.  Ověření  může  proběhnout  kontrolou  výtahu  veřejného  klíče 
u protistrany nebo lze předat veřejný klíč, který je digitálně podepsaný (certifikační metodou) 
Digitální certifikáty jsou základem zabezpečení poskytovaného právě SSL/TLS. 
Bez ověření autenticity veřejných klíčů je ovšem uživatel  vystaven útoku. Certifikáty 
vydané certifikačními autoritami a mají svůj veřejný klíč v úložišti jsou placené [4].
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 6 Národní zdravotní registry
V roce 2002 byly zřízeny MZ ČR na základě zmocnění v zákoně o péči o zdraví lidu. 
Ovšem až v roce 2004 bylo uvedeno v novele zákona třináct Národních zdravotních registrů 
i s vymezením údajů, které lze bez souhlasu subjektů údajů v registrech zpracovávat. Roku 
2006 byl počet registrů rozšířen o Národní registr asistované reprodukce. Národní registry 
vznikly  zvláště z popudu odborných lékařských společností, které také stanovily odbornou 
náplň. Každý registr tak má na starosti určená státní instituce, která garantuje metodickou 
a obsahovou jednotu registru, jeho účel a odbornost.. Poradním orgánem správce registru je 
Rada registru složená z reprezentantů navržených příslušnou odbornou lékařskou společností, 
zástupců MZ, pracovníků správce. Řada registrů již má určitou tradici, například onkologický 
registr vznikl v roce 1976  a registr hospitalizovaných roku 1960. 
Správcem  a  zpracovatelem  registrů  je  Ústav  zdravotnických  informací  a  statistiky 
ČR (ÚZIS).
Roku  2012  začal  platit  nový  zákon  o  zdravotních  službách  a  podmínkách   jejich 
poskytování, který uvádí již pouze10 registrů. Některé registry byly zrušeny nebo sloučeny 
jiné nově zavedeny. 
V současné době tedy existují registry:
• Národní onkologický registr
• Národní registr hospitalizovaných 
• Národní registr reprodukčního zdraví
• Národní registr kardiovaskulárních operací a intervencí
• Národní registr kloubních náhrad
• Národní registr nemocí z povolání
• Národní registr léčby uživatelů drog
• Národní registr úrazů
• Národní registr osob trvale vyloučených z dárcovství krve
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• Národní registr pitev a toxikologických vyšetření prováděných na oddělení soudního 
lékařství
Účelem  registrů  je  sledovat  vývoj,  příčiny  a  důsledky  onemocnění  i  s  jejich 
ekonomickými  důsledky,  jejich  dopady do sociální  sféry,  ekonomiky sociálního  systému, 
evidence a sledování pacientů (i zemřelých). Registry sledují i vybraná společensky závažná 
onemocnění, jejich výskyt, vývoj, příčiny a důsledky s návazností na další péči. Registry také 
slouží  pro  statistická  a  vědecká  zpracování  dat  zaměřená  na  analýzy  zdravotního  stavu 
obyvatel a kvalitu a využívání zdravotní  péče s cílem zlepšovat zdraví populace. 
Registry  mají  význam  pro  možnost  monitorování  současných  trendů  v  kvalitě 
poskytování zdravotní péče v ČR ve srovnání s ostatními evropskými státy. Informace slouží 
pro databáze zdravotnických ukazatelů Eurostatu, Světové zdravotnické organizace (WHO) 
nebo   Organizace pro evropskou spolupráci a rozvoj (OECD).
Záznamy v  registrech  neobsahují  jména,  adresy  ani  žádná  jiné  detailní  osobní  data. 
Individuální data z registrů tedy nejsou veřejně přístupná. Údaje z registrů jsou poskytovány 
pouze  v  agregované  podobě  např.  Za  druhy  zdravotnických  zařízení,  za  skupiny 
diagnóz,jednotlivé diagnózy. 
Pro  vědecké  a  výzkumné  účely  lze  poskytovat  neagregované  anonymizované  osobní 
údaje.  To znamená,  že  jsou  odstraněny veškeré  přímé  identifikátory (jména,  rodná  čísla, 
adresy...),  ty  lze  v  některých  případech  nahradit  anonymními  kódy.  Dalším  způsobem 
anonymizace  může  být  odstranění  nebo  nahrazení  propojení  s  jinými  dostupnými 
neanonymními databázemi. Riziko identifikace osob na základě atypických či výjimečných 
hodnot  lze  eliminovat  zavedením spodních  a  horních limitů rozsahu znaků [15].  Kromě 
případů, kdy data registru jsou využívána přímo při poskytování zdravotní péče není důležitá 
identifikace osoby. Podstatné je, zda nahlášené případy v registrech náleží ke stejné osobě či 
nikoliv. 
Přístup k individuálním údajům mají pouze pověření pracovníci správce, zpracovatele 
registrů  a  poskytovatelé  zdravotních  služeb.  Oprávněnými  pracovníky  jsou  obvykle 
zdravotničtí pracovníci, kteří vkládají data, vidí ale pouze svá vložená data. Jinak se počet 
oprávněných  počítá  na  jednotlivce.  Pouze  správce  databáze  má  přidělena  jednoznačná 
a jedinečná přístupová práva k datům a tak má plnou zodpovědnost za jejich ochranu. Při 
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zpracování osobních údajů v registrech,  jejich ochraně a poskytování je dodržován zákon 
o ochraně osobních údajů. Po uplynutí zákonem dané lhůty dochází u jednotlivých registrů 
k anonymizaci údajů jednosměrným šifrovacím algoritmem. 
 6.1 Národní registr hospitalizovaných (NRHOSP)
Tento  registr  poskytuje  podklady  pro  kvalitativní  i  kvantitativní  hodnocení  činnosti 
jednotlivých lůžkových zařízení a jejich oddělení. Data z NRHOSP mohou být nástrojem pro 
řízení zdravotnictví a stanovení koncepce a realizace zdravotní politiky státu k definování 
optimální  sítě  lůžkových  zdravotnických  zařízení.  Výsledné  informace  se  předávají  do 
databáze WHO a jiných mezinárodních organizací. V NRHOSP jsou evidovány osoby, které 
byly  hospitalizované  na  lůžkových  odděleních  a  jejichž  hospitalizace  byla  ukončena 
ve sledovaném období. 
Registr obsahuje:
1. Údaje o lůžkovém zdravotnickém zařízení 
• IČO/PČZ zařízení
• kraj, okres sídla zařízení
• druh zařízení
• oddělení, pořadové číslo oddělení
• pracoviště
2. Údaje o pacientovi




• obec místa trvalého pobytu
• příslušnost k EU
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3. Údaje týkající se přijetí a pobytu pacienta v zařízení ústavní péče
• přijetí doporučil
• datum přijetí (den, měsíc, rok)
• čas přijetí (hod., min.)
• důvod přijetí 
• přijetí 
• začátek příznaků - datum (den, měsíc, rok) - platnost pro přijetí neodkladné 
• začátek příznaků - čas (hod., min.) - platnost pro přijetí neodkladné
• základní  diagnóza  -  diagnóza  základního  onemocnění,  které  je  příčinou 
hospitalizace  podle  Mezinárodní  statistické  klasifikace  nemocí  a  přidružených 
zdravotních problémů ve znění desáté revize (MKN-10)
• pro základní diagnózu hospitalizován poprvé v životě
• vnější příčina úrazu, diagnóza (MKN-10)
• další diagnózy (MKN-10)
• datum operace (den, měsíc, rok)
• čas operace (hod., min.)
• hlavní  operační  diagnóza,  diagnóza  onemocnění,  které  je  hlavní  příčinou 
provedení operace podle MKN-10 
• seznam dalších provedených výkonů (výkonová větě)
• nemocniční nákaza - platnost pro operované pacienty
• druh operace
• reoperace (opakovaná operace pacienta v souvislosti s hlavní operační diagnózou)
• pooperační komplikace 
• počet dnů na jednotce intenzivní péče (JIP)
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• hlavní operační výkon (podle Seznamu zdravotních výkonů)
• skupina DRG - klasifikace pacienta podle diagnostické skupiny DRG 
• počet dnů přerušení hospitalizace
• datum propuštění (úmrtí)
• hodina, min. propuštění (úmrtí)
• kategorie pacienta (počty dnů v určitém stavu)
• základní příčina smrti (Ic) - diagnóza (MKN-10) prvotní příčiny smrti převzatá 
z Listu o prohlídce mrtvého
• bezprostřední příčina smrti (Ia) - diagnóza (MKN-10) bezprostřední příčiny smrti 
převzatá z Listu o prohlídce mrtvého
• ukončení hospitalizace
• náhrady
• potřeba další péče po propuštění [14]
 6.1.1 Pokyny pro hlášení do NRHOSP
Statistickou jednotkou pro toto hlášení je ukončený pobyt hospitalizovaného na oddělení, 
nepatří  sem tedy jednodenní  péče  –  ambulantní.  Povinně  hlásit  se  musí  každá  ukončená 
hospitalizace, ať už je ukončená jakkoliv (překlad, propuštění, úmrtí...). Tuto povinnost mají 
všechna  zdravotnická  zařízení  poskytující  ústavní  péči  vyjma  lázeňských  léčeben 
a ozdravoven. Hlášení se podává elektronickou formou ve formátu .xml a vzhledem ke stavu 
současných NIS také lze předávat požadované údaje ve formátu .txt případně i na stanoveném 
papírovém formuláři.  Datové rozhraní je definováno Datovým standardem MZ ČR DaSta 
ve formátu  .xml.  Toto  datové  rozhraní  je  zdravotnickými  zařízeními  předávané  za  každý 
kalendářní měsíc nejpozději do konce následujícího kalendářního měsíce .
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 7 Realizace aplikace – Caché Server Pages (CSP)
Aplikace pro přístup do nemocničního informačního systému CLINICOM pro zobrazení 
diagnóz a hlášení do registru je realizována v programu CACHÉ. Pro přístup k databázím 
slouží  standardní  jazyk  SQL (Structured  Query  Language).  Tento  jazyk  se  používá  pro 
dotazování  a  lze  s  ním zajistit  správu celé  databáze.  Při  samotné  realizaci  je  tedy hojně 
využit. Pro dotazování dat je využit příkaz SELECT. Ten ''vytáhne'' k dotazu jednu výstupní 
tabulku, která je složena z dat z různých tabulek (podle potřeb).Tímto způsobem je složena 
například  tabulka  k  zobrazení  diagnóz.  Ta  obsahuje  data  jako  je  název  diagnózy,  kód 
diagnózy, jméno pacienta, jeho rodné číslo a datum propuštění pacienta. Tato data ale nejsou 
v systému umístěna v jedné tabulce. 
SQL je dotazovací jazyk databáze Caché,  který podporuje v plném rozsahu možnosti 
relační  databáze  včetně  jazyka  DDL,  transakcí,  referenční  integrity,  triggerů,  uložených 
procedur a dalších funkcí. Systém Caché podporuje přístup prostřednictvím rozhraní ODBC 
a JDBC (pomocí ovladače založeného čistě na jazyku JAVA) [16].
Pro samotné vytváření webových stránek slouží technologie CSP. Umožňuje informace 
z databáze použít ve webovém prohlížeči. CSP podporuje jak HTML tak i XML (využito pro 
hlášení  do  registru).  Stránky  na  aplikačním  serveru  jsou  vytvářeny  dynamicky,  kódem 
aplikace (server nevrací statické stránky ve formátu HTML), proto mohou aplikace rychle 
odpovídat na požadavky a přizpůsobovat výsledné stránky zasílané zpět do prohlížeče.
V  případě,  že  server  dostane  požadavek  na  stránku  .csp,  zašle  tento  požadavek 
aplikačnímu  serveru  Caché  (ten  nemusí  být  na  stejném  počítači).  Po  přijetí  požadavku 
aplikační server spustí stránku. Vše se potí odešle zpět do prohlížeče.  
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Obrázek 7: Princip zpracování stránek v CSP [16]
 7.1 Aplikace pro přístup do CLINICOMu
Přístup do aplikace je možný na adrese:
 http://CLINICOM1.ubmi.feec.vutbr.cz:57772/csp/trn/BPSedlackova/BPSedlackova.csp 
Povolení pro vstup uživatel dostane po přihlášení.
Po zadání jména a hesla se tyto údaje zkontrolují v tabulce. Pro vstup je možné použít 
několik přihlašovacích jmen : as, lekar, student. Stejná jsou i příslušná hesla. V případě shody 
s tabulkou je přístup povolen a uživatel se dostane na úvodní stranu. Zde si může vybrat, zda 
chce pouze zobrazit diagnózy či vyrobit hlášení. 
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Obrázek 8: Přihlašovací stránka do aplikace
 7.2 Zobrazení diagnóz
Při výběru položky  Zobrazení diagnóz  pro zobrazení diagnóz podle MKN má uživatel 
opět několik možností. Může zadat období a potom se mu zobrazí veškeré diagnózy, které 
v systému za tuto dobu jsou. Má také možnost vybrat si diagnózu a ta se mu zobrazí za celé 
období, ve kterém je systém vedený. 
V případě, že uživatel nezadá ani období ani nevybere diagnózu, zobrazí se výpis všech 
diagnóz za období vedené v CLINICOMu. Nejnižší rok je 2007 a nejvyšší je momentálně 
2012  (duben).  Také  stačí  zadat  počáteční  interval  a  vyhledají  se  všechny  diagnózy 
(či vybraná). 
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Obrázek 9: Výběr kritérií pro výběr diagnózy
 U vyhledaných pacientů se v základním výběru vypíše kód diagnózy, její název, příjmení 
a jméno pacienta s jeho rodným číslem a datem a časem propuštění jednotlivých pacientů. 
Pacienti  se  vyhledávají  právě  podle  data  propuštění.  Veškerá  zobrazená  data  lze  zobrazit 
v datovém standardu. 
 7.3 Hlášení do registru hospitalizovaných (NRHOSP)
Hlášení do registru funguje podobným způsobem jako zobrazení diagnóz. Do Národního 
registru hospitalizovaných se hlášení podávají  každý měsíc.  Proto se vyhledávají  pacienti 
právě za toto období.
Po kliknutí na položku menu  Hlášení do registru hospitalizovaných  se zobrazí úvodní 
obrazovka s instrukcemi.  Po kliknutí  na tlačítko  Zobrazit  seznam pro hlášení  se zobrazí 
pacienti propuštění za poslední období, za které se má podávat hlášení (v únoru se zobrazují 
pacienti propuštění v lednu). To znamená od 1. dne do posledního dne předchozího měsíce.
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Obrázek 10: Ukázka výběru diagnózy - paratyfus C v celém období
Po  kliknutí  na  Zobrazit  nalezené  výsledky  v  DS  se  automaticky  převedou  do  XML 
formátu a do DaSta .
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Obrázek 11: Příklad výpisu pacientů k hlášení za měsíc únor
 7.4 Zobrazení údajů v DaSta
Hlášení  do  registru  se  podle  zákona  podává  v  XML formátu.  Podle  zákona  se  také 
podává ve formátu DaSta. To znamená, že každé hlášení obsahuje identifikaci zařízení, které 
hlášení  odesílá  a  poté  následují  informace o  jednotlivých pacientech  s  potřebnými  údaji. 
V hlášení  z CLINICOMu nejsou vždy zobrazená všechna data (uživatelé nevyplňují  vše), 
proto  tato  hlášení  nejsou  úplně  kompletní.  Přesto  hlášení  obsahuje  identifikaci  pacienta 
(jméno, příjmení, rodné číslo), číslo pacienta v systému, jeho adresu a informace o diagnóze 
(kód diagnózy, název diagnózy a datum). 
42
Obrázek 12: Příklad hlášení do registru za jednoho pacienta
 7.5 Zhodnocení
Realizovaná  aplikace  je  z  hlediska  svého  účelu  funkční.  Vyhledávání  diagnóz  podle 
časových intervalů, diagnóz i obou těchto kritérií funguje bez větších problémů. 
Zobrazení  hlášení  do  registru  funguje  bez  problémů  pro  všechny  předchozí  měsíce, 
hlášení  za  duben se  ale  automaticky nevyhledá.  Patrně  je  to  způsobeno  tím,  že  pacienti 
v CLINICOMu  byli  všichni  propuštěni  až  dodatečně  a  ačkoliv  fakticky  jsou  propuštěni 
v dubnu, zobrazuje se u nich květnové datum. Proto se nenačte žádný propuštěný pacient 
a není koho hlásit. Možná CLINICOM, aniž by nahlásil chybovou hlášku, nepovoluje zpětné 
propouštění. 
Webová aplikace funguje a bezchybně se zobrazuje v internetovém prohlížeči Google 
Chrome. V ostatních prohlížečích, konkrétně Internet Explorer, Opera, Mozzila Firefox, může 
docházet ke špatnému zobrazení funkcí pod záložkou Hlášení do registru hospitalizovaných.  
Na funkci této záložky to ovšem nemá vliv.
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 8 Závěr
V práci jsem se nejprve zaměřila na český zdravotnický datový standard a jeho podstatné 
rozdíly  od  evropských  standardů,  respektive  odlišnosti  od  HL7.  S  postupným  vývojem 
se nezbytnou součástí DaSta stal Národní číselník laboratorních položek, jehož popisu je také 
věnovaná část práce. Samozřejmou součástí práce je popis struktury standardu. Významnou 
změnou ve vývoji DaSta je přechod od TXT souboru přes DTD až k nejnovějšímu XML 
schématu. V rámci porovnání zahraničních standardů je rozebrán standard HL7. HL7 a DaSta 
se liší celým svým konceptem a strukturou. Právě jejich odlišnost nedává moc prostoru pro 
využití DaSta v zahraničí a naopak používání HL7 v Česku. 
Další část je zaměřena na NIS CLINICOM, způsoby, které se dají použít k přístupu do 
tohoto  systému.  Nejvíce prostoru je  věnováno rozhraní  CareCenter,  přes  které  je  zajištěn 
přístup do CLINICOMu na ÚBMI. CLINICOM pracuje v prostředí mezinárodních datových 
standardů. Jedná se tedy o událostní aplikaci s postrelační databází Caché.
Zabezpečení komunikace v rámci internetu je realizováno vícero způsoby. Při přenosu pouze 
v  rámci  zdravotnického  zařízení  lze  využít  SSL.  Ovšem na  internetu  je  nejrozšířenějším 
zabezpečením protokol HTTPS, což je zabezpečený základní protokol HTTP. K bezpečnému 
přenosu hesel a prostého textu pro zabezpečené připojení se používá šifrování, kterému je 
také věnován prostor spolu s nejčastějšími útoky.
Teoreticky  jsou  rozebrány  Národní  zdravotnické  registry,  podrobněji  Národní  registr 
hospitalizovaných a také parametry hlášení právě do Národního registru hospitalizovaných. 
V závěru je rozebrána aplikace vyrobená v Caché, konkrétně v CSP. Aplikace po přihlášení 
slouží k zobrazení diagnóz jednotlivých propuštěných pacientů podle období, podle diagnóz 
nebo podle obou kritérií zároveň. Takto vyhledaná data lze převést do DaSta v XML formátu. 
Druhou  funkcí  aplikace  je  výpis  pacientů  pro  hlášení  do  Národního  registru 
hospitalizovaných.  Aplikace  vyhledá  pacienty  propuštěné  za  poslední  měsíc  a  ty  potom 
jedním kliknutím na tlačítko převede do DaSta.
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 10 Seznam zkratek
CSP Caché server pages
ČLK Česká lékařská komora
ČSSZ Česká správa sociálního zabezpečení
D-MIM Domain Message Information Model
DaSta Datový standard Ministerstva zdravotnictví ČR
DTD Document type definition
EDIFACT Electronic Data Interchange For Administration, Commerce and 
Transport
EU Evropská unie
EUROSTAT Statistický úřad evropských společenství
HL7 Health level seven
HTTPS Hypertext Transfer Protocol Secure
IFCC International Federation of Chemistry and Laboratory Medicine
LIS Laboratorní informační systém
LOINC Logical Observation Identifiers Names and Codes
MZ ČR Ministerstvo zdravotnictví České Republiky
NČLP Národní číselník laboratorních položek
NIS Nemocniční informační systém
NRHOSP Národní registr hospitalizovaných
OECD Organizace pro evropskou spolupráci a rozvoj
SNOMED Systematized Nomenclature of Medicine
SQL Structured Query Language
ÚZIS Ústav zdravotnických informací a statistiky
WHO Světová zdravotnická organizace
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