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MitteilungenDes URZ Nr. 3Juni1992Technische Universitat Chemnitz
TU ChemnitzUniversitatsrechenzentrumStr. der Nationen 62O-9001 Chemnitzkommissarischer Leiter:Prof. U. HubnerE-mail:huebner@hrz.tu-chemnitz.deRedaktion:Dipl.-Math. Ursula RiedelTel.: 668 425E-mail:u.riedel@hrz.tu-chemnitz.de
THEMEN Service{Angebot : : : : : : : : : : : : : : 2 Neues aus dem PS/2{ABZ : : : 3 Sicherheit in Unix{Systemen 4 IBM 4381 : : : : : : : : : : : : : : : : : : : : : : 7 DOS{Rechner am Netz : : : : : : : 8 Kostenfreie Software fur dieLehre : : : : : : : : : : : : : : : : : : : : : : : : : 10 Software{Information : : : : : : : 11Anmerkung:Bezeichnungen hier genannter Erzeugnisse, die auch eingetragene Warenzeichen sind, wurden nicht besonders gekenn-zeichnet. Eine fehlende Kennzeichnung heit nicht, da die Bezeichnung ein freies Warenzeichen ist.1
Disketten{Einlese{ServiceDas Universitatsrechenzentrum bietet ab sofort eine neue Dienstleistung anden Disketten{Einlese{Service!Was heit das?Alle Nutzer, die an ihrem Arbeitsplatzuber kein Diskettenlaufwerk aber Netzan-schlu (Mail{Zugang!) verfugen und in ei-ner Unix{Umgebung arbeiten konnen, ha-ben die Moglichkeit, im URZ Disketteneinlesen zu lassen.Formate:5 1/4" 1,2MB und 360K ,3 1/2" 1,44MB und 720KDer Inhalt der Disketten wird mit demUnix-Kommando dd eingelesen und in ei-nem File abgelegt. Dieses File wird perElectronic Mail (mailsplit) an den Nut-zer verschickt. Es entstehen Mails mit demSubject "./disk.... { part 1 of 12\. ZumRuckerstellen des Ausgangsles sind allezusammengehorigen parts in einem Filebzw. Folder abzuspeichern, beginnend mitpart 1 und fortfuhrend in beliebiger Rei-henfolge. Dafur kann vom Programm elmdas Kommando s genutzt werden. Der part1 mu am Beginn des Files stehen, da die-ser mit einem Shellscript und einer Be-schreibung fur die Ruckerstellung des Aus-gangsles beginnt. Auerdem ist der vomelm erzeugte Header zu entfernen (z.B. mitvi) und das File einer Shell als Komman-dole zu ubergeben (sh lename ). DasAusgangsle steht anschlieend im aktuel-
len Verzeichnis. Das entstandene File kannnun statt der Diskette fur die weitere Ar-beit benutzt werden:z.B. tar -xvf disk. . .dosdir -D disk. . .dosread -d disk. . . le1 [le2]cpio -i < disk. . .Zu beachten ist:Das entstandene Diskettenimage hat im-mer die Groe einer Diskette und ist inden meisten Fallen wesentlich groer alsdie enthaltenen Daten. Deshalb solltendie Daten aus dem Image ausgelesen unddieses anschlieend geloscht werden. Tar{Archive, die sich uber mehrere Diskettenerstrecken, konnen auf diese Weise nichtverarbeitet werden.Auftrage bzw. Disketten werden in unse-rem Nutzerservice Strae der Nationen,Zi. R017, von Frau Honicke und HerrnLang, entgegengenommen.Bei Problemen melden sie sich bitte perE{Mail (j.vogel@hrz.tu-chemnitz.de) oderTelefon (668 525) bei Joachim VogelGruppe System2
Neues aus unserem PS/2{AusbildungszentrumDer Studienvertrag zwischen der IBMDeutschland GmbH und der TU Chem-nitz wurde verlangert. Der PS/2{Pooldes Ausbildungs{ und Beratungszentrums (ABZ) kann demzufolge auch im bevor-stehenden Herbstsemester von allen TU{Angehorigen genutzt werden.Lehrkrafte, die beabsichtigen auf dieser Technik lehr-begleitende Praktika durchzufuhren, werden gebeten,den voraussichtlichen Bedarf in unserem Nutzerservice(Zi. R017, Tel. 668 656), bzw. beim verantwortlichenDispatcher (Tel. 668 425) anzumelden.TERMIN: 15. September '92Angebot fur die SommerpauseWie bereits im vergangenen Jahr stehtdas PS/2{Ausbildungszentrum in der Se-mesterpause wieder zur individuellen Wei-terbildung zur Verfugung. Dazu konnenSie z.B. aus der groen Anzahl von Lern-software auswahlen oder individuell Ih-re Kenntnisse im Umgang mit MS DOS,versch. Programmiersprachen, den Netz-diensten, Datenbanken (Oracle), Grakan-wendungen, dem vi bzw. verschiedenenTextbearbeitungssystemen (WordPerfect,LATEX, Interleaf, . . . ) erweitern.Zur Lernsoftware gehoren unter vielen an-deren interessante Kurse uber Vertrags-recht, Zahlungsverkehr, Steuern u.a.Eine Liste der vorhandene Software liegtim PS/2{Ausbildungszentrum bzw. beiden Dispatchern aus und wurde auch im
Jahresbericht des Universitatsrechenzen-trums 1991 veroentlicht.Interessenten mit einem gultigen Nutzer-kennzeichen des URZ konnen freie Termi-nals jederzeit nutzen. Andere interessier-te TU{Angehorige weisen sich bitte miteinem gultigen Haus{ bzw. Studentenaus-weis beimDispatcher (Tel. siehe oben) aus.Dort erhalten Sie auch alle notigen Infor-mationen.Eine Reservierung bestimmter Termi-nals zu bestimmten Zeiten ist ebenfallsmoglich. Dietmar GrunewaldGruppe SystemVerantw. fur das PS/2{ABZ3
Wie sicher sind UNIX{Rechner?Spatestens seit dem Michelangelo{Virus,der im Marz vor allem in den Medien einesteile Karriere machte, ist bei vielen Rech-neranwendern der Begri "Security\ zumReizwort geworden. Manchmal hat manden Eindruck, da schon das Wort "Vi-rus\ DOS{Anwendern einen kalten Schau-er uber den Rucken jagt. UNIX{Nutzerdagegen haben fur solche Probleme meistnur ein kuhles Lacheln ubrig, in der gefahr-lichen Annahme, sich in Sicherheit wiegenzu konnen.Zweifelsohne sind UNIX{Nutzer und derenDaten, Software, etc. besser geschutzt, weilgrundlegende Schutzmechanismen einfachzu den Basiskonzepten des UNIX{Systemsgehoren. Leider verfuhrt diese Gewiheitoft zu Sorglosigkeit, denn letztendlichnutzen die besten Sicherheitsmechanismennichts, wenn sie nicht oder nicht richtigeingesetzt werden. Auerdem kann mansehr schnell vergessen, da man mit derIntegration seines Rechners in das Univer-sitatsnetz nicht nur selbst Netzdienste wiee{mail, remote login, Filetransfer, newsetc. weltweit in Anspruch nehmen kann,sondern der eigene Rechner genauso welt-weit erreichbar ist und somit einen An-grispunkt fur Hacker/Cracker und derar-tige Leute darstellt. Besonders kritisch istdie Situation dann, wenn UNIX{Systememit Sicherheitslucken, die lange bekanntsind, von den Herstellern ausgeliefert wer-den.Wir wollen mit diesem Beitrag beginnen,das Problem der Sicherheit von UNIX{Systemen zu diskutieren und versuchen,die Aufmerksamkeit auf dieses Problem zulenken.Die einfachste Losung, die Daten auf ei-nem Rechner sicher zu machen, besteht
darin, den Rechner auszuschalten, ihnvom Netz zu trennen und irgendwo si-cher zu verschlieen. Dieser Weg ist aller-dings nicht sehr nutzlich, also mu mannach Varianten suchen, um es potentiel-len Angreifern moglichst schwer zu ma-chen. Kompliziert dabei ist, da man als"normaler\ Anwender gegenuber Angrei-fern meist recht hilos dasteht, weil dieseLeute meist uber sehr spezielles Wissenverfugen und sich in den Systemen undihren Schwachstellen gut auskennen.Die wichtigsten Angrispunkte sindtatsachlich Nutzerkennzeichen, zu denenein simples oder gar kein Pawort gehortund Netzdienste, die in Form von ir-gendwelchen standig laufenden Prozes-sen (sogenannten Damonen) bereitgestelltwerden und ggf. aufgrund einer Anfor-derung bereitwillig Informationen uberdas System liefern oder sogar Aktionenausfuhren. Ist es einem Angreifer erst ein-mal gelungen, in ein System einzudrin-gen, ndet er meist weitere Moglichkeiten,um sensible Informationen zu erlangen, zuzerstoren oder die Ressourcen des Rech-ners und des Netzes unberechtigt zu be-nutzen.Im folgenden wollen wir das Pawort{Problem naher beleuchten, die anderenAngrispunkte sollen Sto fur weitere Bei-trage dieser Art liefern, die in loser Folge inden nachsten Ausgaben der Mitteilungendes URZ erscheinen werden.Um zu einemUNIX{SystemZugang zu be-kommen, braucht man ein Nutzerkennzei-chen und ein dazugehoriges Pawort. DerBequemlichkeit wegen werden oft Pawor-te gewahlt, welche man sich leicht mer-ken kann und deshalb in irgendeiner Be-ziehung zu dem Nutzer stehen. Dabei geht4
man davon aus, da das Pawort nur inverschlusselter Form abgespeichert wirdund der verwendete Verschlusselungsalgo-rithmus nicht umkehrbar ist. Selbst wennman also an das verschlusselte Pawortherankommt, ist es nicht moglich, diesesverschlusselte Pawort zu entschlusseln.Wahrend des Login{Vorgangs wird dasvom Nutzer eingegebene Pawort ver-schlusselt und dann mit dem im Systemabgespeicherten verglichen.Da ein Nutzerkennzeichen, welches nichtdurch ein Pawort geschutzt ist, eineSicherheitslucke darstellt, ist oensicht-lich. Wenn man sich vor Augen fuhrt,wie Paworte verschlusselt werden, scheintes zunachst unmoglich zu sein, sie mitHilfe irgendwelcher Programme zu knak-ken. Von dem Pawort, welches ein Nut-zer wahlt, werden tatsachlich nur die er-sten acht Zeichen verwendet, wobei jedesZeichen aus sieben Bit besteht (ASCII{Code). Demzufolge werden vom Ver-schlusselungsalgorithmus 56 Bit mit Hil-fe eines sogenannten salts verschlusselt.Das salt besteht aus zwei Zeichen des Al-phabets der Gro{ und Kleinbuchstaben,der Ziern und der beiden Sonderzeichen'.' und '/'. Es sind also 4096 verschie-dene salts moglich, die die Arbeitswei-se des Verschlusselungsalgorithmus bein-ussen. Grundlage dieses Algorithmus istder Data Encryption Standard { DES , derdurch das salt 4096 verschiedene Modi-kationen besitzt. Das verschlusselte Pa-wort ist dann 13 Zeichen lang, es enthaltnur Zeichen des salt{Alphabets und als er-ste zwei Zeichen das salt selbst. Das saltwird bei der Vergabe des Pawortes perZufallsgenerator ermittelt. Die Modikati-on des Verschlusselungsalgorithmus durchdie Verwendung des salt verhindert, daVerschlusselungshardware eingesetzt wer-
den kann und bewirkt weiterhin, da es furein und dasselbe Klartext{Pawort 4096verschiedene verschlusselte Varianten gibt.Damit kann man anhand des verschlussel-ten Paworts nicht erkennen, da zweioder mehrere Nutzer dasselbe Klartext{Pawort verwenden.Eine einfache Rechnung macht nun deut-lich, da es sehr aufwendig ist, alle mogli-chen Paworte auszurechnen und zu uber-prufen. Die 56 Bit, die der Verschlusse-lungsalgorithmus als Ausgangsbasis be-nutzt, ermoglichen demzufolge 256 Pa-worte, das sind etwa 72  1015 verschie-dene Paworte. Nimmt man nun an, daein Rechner in der Lage ist, pro Sekundezehn Paworte zu verschlusseln, dann sinddas 315.360.000 Paworte im Jahr und eswurde 2,28 Milliarden Jahre dauern, allemoglichen 56{Bit{Kombinationen zu ver-schlusseln. Wenn man bedenkt, da dabeidas salt noch gar nicht berucksichtigt ist,klingen diese Zahlen doch sehr beruhigend.Bleibt die Frage, wie nun angesichtsdieser Tatsache, Paworte erraten wer-den konnen. Im einfachsten Fall wer-den sie tatsachlich erraten, d.h. der An-greifer probiert einfach ein paar gangi-ge Begrie, wie das Nutzerkennzeichenselbst, Vor{ und Familiennamen, oderahnliche mit dem Nutzer im Zusammen-hang stehende Worte aber auch "Stan-dards\, wie "password\, "guru\, "sesam\und dergleichen. Naturlich wird diesesProbieren nicht sehr viele Erfolge brin-gen, aber es reicht ja bereits aus, ei-ne einzige Nutzerkennzeichen{/Pawort{Kombination zu erraten, um in ein Systemeinzudringen und bei einer Vielzahl vonNutzern, wie das in Universitaten der Fallist, wird man schon eine solche "Schwach-stelle\ nden.Profesionelle Angreifer gehen jedoch an-5
ders vor. Zuerst beschaen sie sich dieDatenbasis, die die Zuordnung Nutzer-kennzeichen/Pawort enthalt. Das ist re-lativ einfach, da es Netzdienste (tftp, NIS )gibt, die die Datenbasis bereitwillig zurVerfugung stellen. Auf diese Dienste istman als "gutwilliger\ Nutzer jedoch ange-wiesen, so da das Abstellen dieser Dien-ste auch keine Losung darstellt. Auerdemkann jeder Nutzer, der in einem System ar-beiten kann, ohnehin an diese Informatio-nen heran. Hat man einmal diese Informa-tionen, kann man nun mit Hilfe von Pro-grammen diese Datenbasis gezielt unter-suchen. Ausgangspunkt fur diese Untersu-chungen ist die Uberlegung, da bestimm-te Zeichen des ASCII{Zeichensatzes ohne-hin nicht fur Paworte verwendet werden.Die dann ubrig bleibenden Zeichen wer-den aber auch nicht willkurlich zu einemPawort kombiniert, sondern es werdenWorte benutzt, die auch sonst ublich sind,d.h. in einem Worterbuch vorkommen, al-so auch Namen jeder Art. Manchmal wirdan ein solches Wort eine Zier oder einSonderzeichen angehangen bzw. es wird ir-gendein Zeichen vorangestellt. Genau die-se Dinge kann auch ein Programm versu-chen. Allerdings ist ein solches Programm,wenn es groe Worterbucher moglichstschnell verarbeiten soll, recht kompliziert.Das ist allerdings auch kein Hindernis,denn uber Netze sind die Quelltexte sol-cher Programme leicht beschabar, da sieauf ftp{Servern bereitgestellt werden. Ge-nau solche Programme sollten von den Ad-ministratoren genutzt werden, um die ei-genen Nutzer{Datenbasen zu uberprufenund dann entsprechende Manahmen ein-zuleiten, die die Nutzerkennzeichenmit ge-knackten Paworten wieder sicher machen.Die Nutzer{Datenbasen auf den vom URZverwalteten UNIX{Rechnern werden re-
gelmaig uberpruft und es war fur uns ver-bluend festzustellen, da wir ca. 10% derPaworte knacken konnten.Abschlieend noch ein paar Regeln, wie einPawort aufgebaut sein sollte. Aus folgen-den Dingen sollte ein Pawort nicht be-stehen: Namen (Vornamen, Familienna-men, Eigennamen, Produktna-men, . . . ) auch nicht in verander-ter Schreibweise (gemischte Gro{/Kleinschreibung, ruckwarts, ange-hangene/eingemischte Ziern, . . . ) Worter, die in Worterbuchern(auch fremdsprachigen) vorkommenkonnen Informationen, die mit Ih-rer Person zusammenhangen(Geburtsdatum, Name der/desFrau/Mannes, Freundin/Freundes,Oma/Opas, . . . , Wohnort, bevor-zugte Urlaubsorte/{gegenden, be-vorzugte Getranke/Speisen, . . . )Ein sicheres Pawort ist mindestens sechsZeichen lang und enthalt: Sonderzeichen gemischte Gro{/Kleinschreibung ZiernAm besten eignen sich die Anfangsbuch-staben von leicht zu merkenden Satzen.Beispiele: (diese Beispiele nicht verwen-den, Phantasie ist gefragt!!)1. NsvmPzk! (Niemand sollte versu-chen mein Pawort zu knacken!)2. ..,-dM (Punkt, Punkt, Komma,Strich, fertig ist das Mondgesicht)6
3. mmKla4sk (man mute Klavier spie-len konnen)Allerdings sollte man beachten, da mannicht solche Sonderzeichen verwendet, dienur durch Fingerakrobatik auf der Tasta-tur zu erreichen sind bzw. erst nach Um-stellen des Tastaturtreibers zur Verfugungstehen, da bei einigen Systemen die Ta-statur zum Login{Zeitpunkt anders be-legt ist als wahrend der Arbeit mit demSystem. Insbesondere sollte man die Zei-chen a, o, u, . . . nicht verwenden. Falls Ih-
re Nutzerdatenbasis uber NIS verwaltetwird, sollten Sie das Zeichen : ebenfallsnicht in Ihrem Pawort angeben, da einigeyppasswdd(8) Paworte, die dieses Zeichenenthalten, nicht andern konnen, oenbarist das ein Implementationsfehler.Spater mehr zum Thema "UNIX und Si-cherheit\, bis dahin Anfragen anThomas MullerGruppe System(Tel.: 668 548), E{mail:Thomas.Mueller@hrz.tu-chemnitz.deZentraler Rechner IBM 4381Im Rahmen eines Studienprojektes zwi-schen der TU Chemnitz und IBMDeutsch-land wurde vor ungefahr einem Jahr eineAnlage IBM 4381 installiert.Dies ist Anla, ein kurzes Resumee zu zie-hen.Wesentliche Charakteristika dieser An-lage sind einmal die 370{iger Archi-tektur, vergleichbar mit den fruherenESER{Anlagen, und zum anderen 15GByte Plattenstrecke. Diese Plattenka-pazitat und eine relativ hohe Ein{/Ausgabegeschwindigkeit, im Gegensatzzu einer niedrigen Prozessorgeschwindig-keit, haben den vorrangigen Einsatz derIBM 4381 als Fileserver im Universitats-netz favorisiert. Uber das Subbetriebssy-stem AIX/370 (UNIX), die Integration insRechnernetz der Universitat und den Netz-dienst NFS werden Filesysteme und Dien-ste sowohl im Bereich Strae der Nationenals auch im Bereich Reichenhainer Stra-
e angeboten. Der verfugbare Plattenspei-cherplatz wird hauptsachlich genutzt fur die Bereitstellung allgemeinzuganglicher Softwarepakete, fur ein elektronisches Konferenzsy-stem, als Nutzerdatenbasis (HOME{Verzeichnisse), zur Testung umfangreicher Software-systeme.Die Nutzung der oben genannten Dienstekann im System aix370 erfolgen, aber auchuber andere oentlich zugangliche Rechner(obelix, dionysos, asterix, . . . ).Die Dienste des Betriebssystems VM wer-den explizit im Zusammenhangmit Daten-bankpraktika genutzt. Christoph ZieglerGruppe System7
MS-DOS-PC am UniversitatsnetzDas Rechnernetz an der TU Chemnitz hatin den vergangenen Monaten beachtlich anAusdehnung zugenommen.Nicht nur Workstations und Mainfra-mes haben damit die Moglichkeit, amNetzbetrieb teilzunehmen, sondern auchdie PC-Technik. Angefangen von lokalerRechnerkommunikation in den einzelnenFachbereichen, uber die universitatsweiteMoglichkeit des Datenaustausches, bis hinzum Anschlu an das Internet mittels ei-nes WIN-Anschlusses, existieren damit be-achtliche Moglichkeiten der Datenkommu-nikation auch fur den PC.Welche Dienste stehen nun unterMS-DOS zur Verfugung?TELNETTerminalemulation fur das Einloggen aufentfernten RechnernFTPFile Transfer fur das Kopieren von Dateienuber das NetzTRUMPETNewsreader, womit NetNews gelesen wer-den konnenVoraussetzungen fur die Nutzungdieser Dienste{ IBM PC, PC/XT, PC/AT, IBM PS/2model30 (AT-Bus) oder kompatibleRechner{ Ethernet-Karte, empfehlenswert sindWestern Digital Karten (8-Bit ode16-Bit), NE2000-, Magix-, und longshine-Karten sind auch schon erfolgreich ander Uni eingesetzt{ 384 KByte RAM{ Ethernet{Anschlu{ PC-DOS, MS-DOS ab Version 2.0Unabhangig davon, ob der PC bisher stan-dalone oder als Workstation in einem
Novell-Netz betrieben wurde, ist die An-bindung an das Universitatsnetz moglich.Problemlos lat sich also parallel derZugri auf einen Novell-Fileserver uberIPX/SPX und der Zugri auf einen UNIX-Host uber TCP/IP realisieren.Um eine Vorstellung von der Funktionund Leistungsfahigkeit der oben erwahn-ten Dienste zu erhalten, folgt nun an dieserStelle eine nahere Betrachtung:TELNETTELNET dient dazu, Zugri auf einenam Netz angeschlossenen Rechner in Formeiner Terminalsession (remote login bzw.virtuell terminal) zu liefern.(Hierfur ist auf dem gewunschten Zielrech-ner, an der Uni in der Regel ein UNIX{Host, ein entsprechendes Nutzerkennzei-chen erforderlich.)Fur PCs mit dem Betriebssystem MS-DOS existiert hierfur aus dem Bereich Pu-blic Domain das sogenannte NCSA-Telnet.NCSA steht fur National Center for Super-computing Applications (University of Il-lionois at Urbana-Champaign). Neben derVersion 2.2TN ist nun auch die neuesteVersion 2.03 im Einsatz. Diese ist durchfolgende Eigenschaften gekennzeichnet:{ VT100-emulation{ gleichzeitiges LOGIN an einer Vielzahlvon Rechnern (max. 20){ File transfer server eingeschlossen{ Remote copy server eingeschlossen{ Domain name lookup{ Scrollback mit Mausunterstutzung{ Moglichkeit der Nutzung der vollen PC-Farbmoglichkeit8
{ Topview/Windows Kompatibilitat{ Tektronix 4014 emulation{ lokale Druckerunterstutzung fur VT100-emulation{ Moglichkeit, Texte auf disk oder Druk-ker zu erfassen{ zusatzliche Applikationen wie: lpr, lpq,lprm, rexec, rsh, nger, setclock (alleahnlich den UNIX-Utilities){ cut and paste Moglichkeit fur Text zwi-schen den sessions{ Moglichkeit fur screendumps in ein cap-tureleNeben der Moglichkeit, sich mittels TEL-NET unter UNIX zu tummeln, bietet sichdabei gleich die Nutzung interessanter undwichtiger Dienste, zum Beispiel Electronicmail und das Lesen von NetNews (sieheauch TRUMPET), an.FTPFile Transfer Program - wie der Nameschon vermuten lat, handelt es sich hier-bei um ein Programm, welches die Nut-zerschnittstelle zum File Transfer Proto-col darstellt und Dateien uber das Netz-werk von Rechner zu Rechner kopiert.NCSA-Telnet beinhaltet einen File Trans-fer Server womit der File Transfer gunstigwahrend einer Telnetsession durchgefuhrtwerden kann. Daneben existiert aber auchein eigenstandiges FTP, ebenfalls vomNC-SA, womit die gleiche Funktionalitat er-reicht wird.Ein interessanter Anwendungsfall fur die-ses Programm ist die Moglichkeit, welt-weit auf extra eingerichtete Fileserver (an-onymous login) zugreifen zu konnen. Dortkann dann in den mehr oder weniger um-fangreichen Datenbestanden gesucht und
bei Bedarf kopiert werden. Bei dieser Soft-ware handelt es sich grotenteils um PublicDomain Software.Auch im Rechenzentrum der TU-Chemnitz existiert ein solcher Fileser-ver. Interessant fur PC-Nutzer durf-ten hier wohl die umfangreichen DOS-Verzeichnisse sein.TRUMPETNetNews ist ein weltweiter Informations-service, der zahlreiche sogenannte News-groups beinhaltet. Angefangen von wissen-schaftlichen uber philosophische Themenbis hin zu Themen des alltaglichen Lebensist es moglich, die entsprechenden Diskus-sionen zu verfolgen bzw. auch aktiv daranteilzunehmen.Mittels TRUMPET, ein NewsReader furMS-DOS-PC, ist ein Zugang zu den Net-News moglich. Im Gegensatz zu TELNETund FTP ist hierfur keinerlei Einloggen aufirgendeinem Host notwendig.Zur Zeit steht TRUMPETVersion 1.05 zurVerfugung. Nach Aufruf des Programmswird man uber Menu, auch mit Mausun-terstutzung, durch das Programm selbstund durch die uber 1000 NewsGroupsgefuhrt.Mit diesem Artikel sollte ein kleiner Uber-blick zu den Moglichkeiten der Rechner-netznutzung mittels PC gegeben werden.Damit existiert eine preiswerte Moglich-keit zur weltweiten Rechnerkommunikati-on.Anfragen sind an Thomas Schier (Tel.: 668423, E-mail: t.schier@hrz.tu-chemnitz.de)zu richten. Thomas SchierGruppe Datenkommunikation9
Software fur die LehreAn der Universitat Karlsruhe werden imRahmen der Akademischen Softwareko-operation (ASK), initiiert vom Bundesmi-nisterium fur Bildung und Wissenschaftsowie dem Verein zur Forderung einesDeutschen Forschungsnetzes (DFN), ko-stenlos Programme fur den Lehrbereich anHochschulen angeboten. Dies sind nicht-kommerziell vertriebene Programme so-wohl fur Vorlesungen als auch fur Ubun-gen und Praktika.Zur Zeit umfat das Angebot aus Karlsru-he grotenteils Lehrprogramme unter demBetriebssystemMS-DOS, die meisten Pro-gramme stammen aus den FachbereichenPhysik und Chemie. Weitere enthalteneFachbereiche sind E-Technik, Informatik,Rechtswissenschaften u.a.Wie kann der ASK-Server in Karls-ruhe genutzt werden?Die bekannteste Losung ist wohl dieNetzsoftware FTP, eine andere TEL-NET. Wahrend mittels FTP selbstnach den Programmen gesucht werdenmu, bietet TELNET uber eine Spezial-schnittstelle eine menugesteuerte online-Recherche. Nachteil beider Varianten istdie Abhangigkeit von der Belastung derverfugbaren Datenleitungen und somitu.U. eine Zeitfrage. Eleganter und mit ge-ringerem Zeitaufwand realisierbar ist dieVariante uber E-Mail.Ein spezielles Software Informations SY-stem (SISY) der ASK ermoglicht so-wohl das Recherchieren als auch das Sen-den/Empfangen von Software per elektro-nischer Post.Nachfolgend ein paar Hinweise zur Hand-
habung der dritten Variante, die lediglichdie Anmeldung an einem Mail-Server derTUCh voraussetzt. E-Mail-Adresse der ASK:leserv@ask.uni-karlsruhe.dbp.de Subjekt: SISY-Kommando ange-ben (siehe unten)Die Mail enthalt keinen Text (nurnotwendig beim Senden von Softwa-re/Informationen).Einige SISY-Kommandos:INDEX EDUSOFT! Katalog aller Files des Bereiches Lehr-softwareGET HEGRAPH ERHEBUNG EDU-SOFT! liefert das angeforderte ProgrammDiese und weitere SISY-Kommandos sindin dem File /pub/urz/ask/cmd auf demFTP{Server ftp.hrz.tu-chemnitz.de be-schrieben. Weitere Informationen werdenebenfalls im Verzeichnis /pub/urz/ask de-poniert.Die Variante per E-Mail erfordert also le-diglich das Absenden von Anfragen bzw.das Empfangen von Informationen desASK-Servers.Sollte das Interesse an Software vom ASK-Server sehr hoch sein, wird ein Teil dieserSoftware auf dem Server der TUCh instal-liert werden.Mit Fragen konnen Sie sich jederzeit andas Universitatsrechenzentrum wenden.Christoph ZieglerGruppe System10
Softwareinformation: Neue Version von DeLiteAb sofort steht die Version 2.1 des Pro-gramms DeLite { Programmieren von gra-schen Oberachen auf TurboPascal { zurVerfugung. Registrierte Nutzer von DeLi- te 2.0 konnen eine Beschreibung der Ande-rungen und die Software im URZ erhalten.Dr. Wolfgang RiedelLtr. Gruppe Anwendungen
Termine Termine Termine TermineTermine19. Juni 92 10.00 Uhr Raum 1/017Vortrage von Herrn Hartwig und Herrn KohlerIBM Deutschland zum Thema:CASE { Software{Toolsspeziell:ADW { CASE{Tool fur Planung, Analyse und Entwurf von InformationssystemenENFIN { Entwicklungswerkzeug fur den OS/2 Presentation ManagerTIRS { Entwicklungswerkzeug fur regelbasierte ExpertensystemeAm 30. 6. 92 ndet wieder derUnix-Stammtisch in Sachsenin der Mensa, Str. der Nationen statt.(Bitte Mitte Juni Aushange beachten.)Meldungen fur die erste Veranstaltung bitte an Rosita Pudlat, URZ, Tel. 668 656
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Wir wunschen allen unseren Lesern erlebnisreiche underholsame Urlaubstageund da Sie uns auch in Zukunft als Leser erhalten bleiben.
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