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RESUMEN

En Colombia, durante los últimos cinco años, empresas del sector público y privado han
adquirido o desarrollado sistemas de gestión documental implementados en plataforma
SharePoint. En consecuencia del debido cumplimiento que trajo la implementación de
sistemas de gestión documental bajo el decreto colombiano 2609 de 2012 y de lograr
una adecuada integración con la suite office, adquirida por las organizaciones. De esta
manera, inició una revolución de gran demanda de soluciones, aplicativos, módulos,
sistemas, y consultoría a la medida para implementar funcionalidades de gestión de
documentos sobre la plataforma de Microsoft. Por tanto, en esta investigación, se
formuló una metodología de evaluación denominada por el autor como metodología en
espiral. Soportada en un análisis de la familia ISO 30300 de gestión de documentos y la
familia ISO 25000 de evaluación de software, conjuntamente con un diagnóstico de
cumplimiento de la plataforma en norma internacional. Creando una perspectiva a los
profesionales de información y documentación, ingenieros de software e ingenieros de
sistemas, en la manera de abordar la decisión de adquirir, desarrollar y/o evaluar un
sistema de gestión documental en SharePoint Server.

Palabras Clave: sistemas de gestión documental, Microsoft SharePoint server, gestión
de contenido empresarial (ECM), metodología de evaluación, evaluación de software.

ABSTRACT

In Colombia during the five-year period, public and private sector companies have
acquired or developed document management systems in SharePoint Server with the
growth brought by Colombian decree 2609 of 2012. Therefore a revolution in demand for
solutions, applications, modules, systems, and consulting to implement document
management capabilities on the Microsoft platform has initiated. In this research, an
evaluation methodology was formulated supported by an analysis of the ISO 30300 series
of document management and the ISO 25000 series of software evaluation, together with
a diagnostic of platform compliance of international standards to generate a new
perspective for software engineers and information and documentation professionals on
how to approach the decision to acquire and evaluate the document management
systems developed in SharePoint server.

Key words: document management system, Microsoft SharePoint Server, enterprise
content management, evaluation methodology, software evaluation.
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INTRODUCCIÓN

Una imperiosa necesidad de establecer la calidad de un producto de Sistema de Gestión
Documental (en adelante SGD) en las organizaciones, fue el origen de esta
investigación: ¿Cuál es el adecuado para mi negocio?, ¿Cómo debería abordar la
compra o desarrollo?, ¿Por qué seleccionar un sistema de código abierto o de código
cerrado?
Dadas las condiciones que enmarcan el quehacer de un Bibliotecólogo y
Archivista, y la necesidad de las organizaciones públicas y privadas de tener un SGD
para tomar decisiones, gestionar sus proyectos y atender funciones propias del negocio.
Propendieron a contemplar la preparación de un esquema o metodología para evaluar
un producto en SGD.
En el mercado de la compra, venta y desarrollo de los SGD ingresó a Colombia la
plataforma de Microsoft denominada SharePoint Server, bajo compra de licenciamiento
y gran despliegue de desarrollos e implementaciones en entidades públicas y privadas
desde el año 2012 y con un sinfín de propuestas asociadas al control y gestión de
documentos, pero con la ausencia de una reflexión crítica sobre los requerimientos
normativos de SGD.
Lo anterior implicó un cambio conceptual y metodológico, además de una ardua
labor del investigador al realizar una propuesta para perfiles como archivistas,
desarrolladores, compradores y evaluadores para la adquisición y venta de productos de
SGD construidos en plataforma SharePoint.
Enmarcar una metodología que sea de aporte no solo para las organizaciones hoy
en día, sino para profesionales de la información, puede llegar a ser sustento para
asegurar la calidad de los SGD de los próximos años. Bajo esta perspectiva la
investigación se estructuró inicialmente en proporcionar el escenario donde se enmarca
la investigación definiendo el problema a tratar, la delimitación de la investigación, aclarar
conceptos claves como SGD, evaluación de software, plataforma Microsoft SharePoint y

la metodología de investigación que orienta hacia el resultado de
propuesta congruente de evaluación de SGD.

entregar

una

1. PLANTEAMIENTO DEL PROBLEMA

La dificultad que actualmente tienen las organizaciones tanto públicas o privadas en
Colombia para ejercer un control de los documentos electrónicos, digitales y físicos tanto
recibidos y producidos, ha dejado como consecuencia grandes impactos legales 1,
económicos y sociales2 que afectan el desarrollo, la economía y bienestar del país y
ponen en riesgo también documentos de importancia histórica.
El Archivo General de la Nación desde la ley general de archivos 594 de 2000
(Congreso de la República de Colombia, 2000) y sus leyes y decretos asociados con
Sistemas de gestión documental (SGD), ha intentado reglamentar y abordar
grandes descalabros de las entidades públicas y privadas. Rescatando

esos
en la

administración pública términos como: transparencia, rendición de cuentas, antitrámites,
gestión en línea que plenamente provienen de una adecuada gestión documental
durante todo el ciclo del documento.
Entendiendo que el concepto de gestión documental debe revisarse a la luz de
la definición del Archivo General de la Nación como: “Un conjunto de actividades
administrativas y técnicas tendientes a la planificación, manejo y organización de la
documentación producida y recibida por las entidades, desde su origen hasta su destino
final, con el objeto de facilitar su utilización y conservación” (Congreso de la República
de Colombia, 2000).

Obliga a considerar la gran inversión que deben hacer las

organizaciones en la selección y puesta en marcha de SGD que cumplan los requisitos
que obliga el actual decreto 1080 de 2015.

1

Interbolsa es un ejemplo de los grandes impactos legales que se tienen al no contemplar un sistema
robusto de gestión documental que ayude a monitorear y dejar rastros de fraudes contables, lavado de
recursos,
etc,
Url:
http://www.dinero.com/edicion-impresa/caratula/articulo/los-23-secretosinterbolsa/164758
2 El impacto social se ve reflejado en la mayoría de desfalcos a la nación en salud, cajas de compensación,
empresas públicas y pensiones como la Caja Nacional de Previsión (Cajanal) con un desfalco de 3.400
millones de pesos en el 1989 a 1991. Url: http://www.eltiempo.com/archiv
o/documento/MAM916951

A partir de esta obligación todas las entidades públicas y paulatinamente las
privadas deberán cumplir con la implementación de un SGD con las características
sintetizadas en el decreto 1080 de 2015 Capitulo. VI.
Conviene destacar que con un SGD hace más fácil trabajar con los documentos.
Teniendo en cuenta que cada funcionario sabe que documentos debe guardar en el
sistema, cuándo, cómo y dónde. Esta actividad depende de la plataforma de gestión
documental que use, también encontrar en poco tiempo los documentos que necesita
para desarrollar sus actividades. En segundo lugar, debe facilitar que la información se
comparta y se aproveche como un recurso colectivo, evitar que se duplique, evitar dobles
grabaciones de datos, etc. Y por último, conserva la memoria institucional (Bañuls
Silvera, 2011) más allá de los funcionarios que laboran en ella y aprovechar el valor
documental en los que queda plasmada la experiencia, evitando empezar de cero sobre
aspectos en los que hay experiencia acumulada de demás funcionarios de la
organización.

Es importante aclarar que el avance informático actual es muy alto comparado
con lo que se tenía en los año 2000 por tanto los SGD empiezan a seguir un proceso de
evolución y perfección día a día. El hecho de pasar de una programación de línea a
línea, a un método de programación grafico orientado a objetos donde el desarrollo es
mucho más rápido y atractivo (Diseño intuitivo) para el cliente pero en algunos casos
olvidando la calidad del producto3.

Así que la calidad y los productos (aplicativos) de los SGD es en general el mayor
problema cuando se selecciona, compra, e implementa en una organización.

3

Un ejemplo de esta problemática es el caso del producto Orfeo que fue implementado y creado por la
Superintendencia de Servicios Públicos Domiciliarios (SSDP) que luego del desarrollo e impacto alrededor
de 40 entidades públicas tuvo que detener el crecimiento y realizar una reingeniería que supone
deficiencias en la adquisición y desarrollo. Para ampliar información consultar la circular 02 de 2010 del
Archivo General de la Nación.

Sobre el año 2001 Microsoft Corporation puso en el mercados de los SGD un
producto denominado SharePoint Server que llego a Colombia en 20124 con la versión
SharePoint Server 2010 a entidades públicas y privadas5 como una plataforma de SGD
arribando bajo el boom que trajo el decreto 2609 de 2012 de gestión documental, por
tanto diversas organizaciones tanto públicas como privadas iniciaron a comprar licencias,
contratar expertos, configurar servidores, desarrollar soluciones a la medida para la
puesta en marcha de SGD bajo esta plataforma sin ninguna aproximación o evaluación
de las bondades y debilidades de esta nueva tecnología.
Por consiguiente, se pretende dar solución a la siguiente pregunta de investigación:
¿Qué metodología se debe usar para evaluar sistemas de gestión documental
desarrollados bajo la plataforma Microsoft SharePoint, teniendo en cuenta que se debe
evaluar en tres frentes: estándares de producto, estándares de proceso y normatividad
archivística?

4

Información tomada de la página web del sistema electrónico de contratación pública, con la búsqueda
de contratos asociados al producto SharePoint y sistemas de gestión documental.
https://www.contratos.gov.co
5

En entidades privadas en mayor medida empresas multinacionales con alto impacto de licenciamiento
de Microsoft.

2. JUSTIFICACIÓN
Las organizaciones dependen de la información que está custodiada por los SGD para
tomar decisiones, gestionar sus proyectos, procesar sus transacciones, atender sus
clientes y a su vez generar ingresos. A pesar de su vital importancia, las entidades no
realizan un proceso de evaluación del software antes de comprarlo y/o implementarlo.
Bajo el Decreto 2609 de 2012 y posteriormente con la integración de la gestión
documental en el Decreto 1080 de 2015, las organizaciones públicas y privadas6 con
función pública se ven obligadas a implementar un SGD que es el soporte del programa
de gestión documental y sus instrumentos archivísticos.
De tal manera, desde 2012 se inicia en Colombia una revolución tecnológica en la
archivística debido a la demanda de soluciones, plataformas, aplicaciones, módulos,
sistemas, como se le quiera denominar para la construcción de SGD, que encierren todo
el ciclo vital del documento tanto físico como electrónico.
Por consiguiente, llegaron al mercado de la gestión de documentos productos
denominados como ERMS7, EDMS8, EDRMS9, SGDEA10 y/o ECM11 como sistemas de
información asociados al control y gestión de documentos que querían llevar propuestas
frescas y dinámicas para la demanda en SGD. En general y en palabras del AGN en su
guía de Implementación de un Sistema de Gestión de Documentos Electrónicos: “les es
más fácil incorporar un nuevo concepto para describir una nueva variante de las
tecnologías básicas que se producen, es decir una moda” (Archivo General de la Nación,
2017, p. 11).
Dentro de la oferta disponible para las entidades públicas y privadas se consolidó
el producto SharePoint Server, el cual es una plataforma desarrollada por Microsoft

6

Para entidades privadas que son vigiladas por la Superintendencia de Industria y Comercio (SIC) también
aplica la implementación de Sistemas de Gestión Documental de acuerdo a sus instrumentos archivísticos.
7 Electronic Records Management System
8 Electronic Documents Management System
9 Electronic Document and Records Management System
10 Sistema de Gestión de Documentos Electrónicos de Archivos
11 Enterprise Content Management

sobre el año 2001. En entidades públicas colombianas es muy utilizada desde el 2012,
iniciando acercamientos con esta tecnología en la construcción de páginas web e
intranet, continuando gradualmente con el desarrollo y/o compra de SGD (ver Tabla 1
Entidades representativas con SGD desarrollados en SharePoint Server
Tabla 1 Entidades representativas con SGD desarrollados en SharePoint Server12.

Entidad Colombiana
Ministerio de Agricultura en el año 2013

No. de Contrato
Contrato 268-2013 de 2013

Auditoría General de la República

Contrato 11 de 2013

Agencia Nacional de Contratación Pública (Colombia
Compra Eficiente)
Dirección General de la Policía Nacional
Corporación Autónoma regional del centro de Antioquia
(CORANTIOQUIA)
Contraloría general de Medellín
Departamento Administrativo de la Presidencia de la
República(DAPRE)

Contrato 105-4G-2014 DE 2014
Contrato 06-2-10084-13 de 2013
Contrato 1410-257 de 2014
Contrato 091 de 2014
Contrato 042 de 2014

Institución universitaria de Envigado

Contrato 085-2015 de 2015

Fondo Nacional de Garantías (FNG)

Contrato OF-065-16 de 2016

Fondo Rotatorio del Ministerio de Relaciones Exteriores

Contrato 173-2016 de 2016

Agencia Nacional de Defensa Jurídica del Estado (ANDJE)

Contrato 185-2016 de 2016

Cámara de Comercio de Cúcuta

Contrato 015-16 de 2016

Fuente: Tomado y ajustado de página web contratación publica

Según la investigadora Carlota Pérez en su libro el futuro de la tecnología
(Standage, 2008, p. 18) las revoluciones tecnológicas tienen dos periodos consecutivos.
El primero, llamado “periodo de instalación”

el cual comprende la exploración y

exuberancia, por lo cual ingenieros, empresarios, inversionistas y archivistas, intentan
hallar las mejores oportunidades que genera la implementación del decreto 1080 de 2015
en SGD en las organizaciones.
El segundo es el “periodo de despliegue” el cual es un lapso aburrido en el cual
los profesionales asociados a la revolución tecnológica ya han obtenido todo el dinero
fácil y el énfasis ya no se encuentra en la tecnología cruda sino en cómo hacerla más
ágil de utilizar, confiable y segura. Esto lleva a desarrollar herramientas y metodologías

12

Datos tomados de la
https://www.contratos.gov.co

página

web

del

sistema

electrónico

de

contratación

pública.

de evaluación acorde con las necesidades de la organización y requerimientos
normativos internacionales en SGD.
Es por ello que el tener una metodología que explique las etapas y detalle los
requerimientos para evaluar un software en gestión documental ayuda con el desarrollo,
compra o la auditoría. Considerando que es vital evaluar la inversión y todo el recurso
humano que cuesta la adopción de un sistema, dado que en algunas ocasiones se
verifica la calidad del producto en las organizaciones a la hora de entrar a producción,
donde en ese momento se detectan las falencias y la

inoperancia de algunas

funcionalidades.
Por tanto, bajo la normatividad archivística tomada en cuenta para esta
investigación la Ley 594 de 2000, Decreto 1080 de 2015, NTC-ISO 15489, Serie ISO
30300, NTC-ISO 16175 se evidencia que es deber de todos los entes públicos y privados
tener un SGD que responda afirmativamente a las características planteadas en el
decreto: conformidad, interoperabilidad, seguridad, metadescripción, adición de
contenidos, diseño y funcionamiento, gestión distribuida, disponibilidad y acceso,
neutralidad tecnológica (Ministerio de Cultura, 2015).
Una metodología para evaluar un SGD ofrecerá a las organizaciones públicas y
privadas una herramienta apropiada con la tipificación para tomar una buena decisión al
adquirir o evaluar un software en gestión documental, además de transcender en el
cumplimiento de la norma colombiana en archivística a normas internacionales que
anticipan el entendimiento de la dinámica de los SGD.
Por consiguiente se debe proveer un marco de evaluación alrededor del cual se
implementa el proceso de aseguramiento de la calidad del producto que se quiere
adquirir. Puesto que estas herramientas de evaluación ya han capturado las mejores
prácticas. Formular una metodología de evaluación de SGD desarrollados en SharePoint
Server conllevará a dar una herramienta de trabajo para archivistas, desarrolladores,
compradores y evaluadores para la adquisición, y venta de una plataforma o producto
de SGD. OBJETIVOS

2.1. Objetivo General
Formular una metodología para la evaluación de un sistema de gestión documental
desarrollados bajo la plataforma Microsoft SharePoint.

2.2. Objetivos Específicos.


Analizar la normatividad archivística y métodos de evaluación de software
aplicables a los sistemas de gestión documental.



Determinar el nivel de cumplimiento de la normativa en gestión documental de la
plataforma Microsoft SharePoint mediante un diagnóstico integral.



Plantear las estrategias, las fases y los principales componentes de

la

metodología para la evaluación de sistemas de gestión documental desarrollados
bajo la plataforma SharePoint.

3. ANTECEDENTES

El establecimiento de términos, métricas y vocabulario centrado en la evaluación de
software inicio en el año 1991 con el Comité de ISO WG6 en Kanazawa (Japón) y
posteriormente en Madrid en el año 2000 (International Organization for Standarization,
2014). Originalmente la necesidad de estandarizar la calidad de software se materializó
en la norma ISO 9126 (1991) y luego del análisis por el comité y de grandes mejoras se
publicaron las Series ISO 14598 Evaluación de Productos (1999-2001).
Después de varias jornadas de reuniones del Comité ISO en Nagoya (Japón) y
Busan (Corea) permitieron llegar a la mayoría de versiones de la familia ISO 25000, un
total de 15 normas iniciando en el año 2005 y finalizando en 2016, particularmente para
realizar la visión total de métodos de evaluación y calidad de software, revisando un total
de 26 normas realizadas desde el año 1991 al año 2016 (Ver Anexo 1).
La necesidad de evaluar software de gestión documental, ha generado diversos
trabajos (J., M., L., & O., 2008), particularmente estudios que valoran partes de un SGD,
como por ejemplo la característica de gestión de tesauros (Martinez & Leiva, 2001),
también iniciativas para evaluación de software libre para gestión de archivos
administrativos (Moreiro, Sánchez-Cuadrado, Palacios, & Barra, 2011), y evaluaciones
de software para ayudar a entes gubernamentales a tomar una decisión dependiendo
del tamaño de la organización (Stevens, 2008); a su vez, factores como los criterios base
para la selección del sistema y descripción de la necesidad organizacional (Spiro, 2009).
En paralelo del desarrollo de la familia ISO 25000: requisitos de calidad de
sistemas y software, la Organización Internacional de Normalización ISO promovió el
perfeccionamiento conceptual para formular los requisitos de diseño e implementación
de SGD, definido como el sistema que estructura la política, objetivos y directivas para
controlar los documentos, además de los procesos y controles de los documentos
(International Organization for Standarization, 2011).
Originalmente se utilizó como punto de partida la norma australiana AS4390
(Australian Standard, 1996), la cual fue diseñada durante los años 1993 - 1996, para

llegar a finales del año 2001, luego de un arduo trabajo por el Comité en Ottawa (Canadá)
a la aprobación por el comité de las Normas ISO15489-1 y ISO15489-2.
Durante el año 2004 fue aprobada la norma ISO 23081-1 para estandarizar la
creación, gestión y uso de los metadatos para la gestión de documentos que está incluida
en el marco de regulación de la última actualización de la norma ISO15489 (2001).
De igual manera finalizando el año 2008 fue aprobada la norma ISO/TR26122
que orienta el análisis de los procesos de trabajo desde la perspectiva de la creación,
captura y control de los documentos siguiendo el marco de regulación de la norma
ISO15489.
Paulatinamente el Comité de ISO /TC 46 Información y Documentación siguió
preparando normas que estructuraran la columna vertebral de la gestión de documentos
y en especial directrices prácticas para el desarrollo y construcción de metadatos a lo
largo de vida de los documentos como los son ISO23081-2 del año 2009 y ISO23081-3
del año 2011. En conjunto con el comité ISO/TC 171 en el año 2010 preparó y publicó
la norma para el procedimiento para el análisis, selección e implementación asociada
con EDMS13.
A su vez el Consejo Internacional de Archivos (ICA) en 2009 preparó un
documento de iniciativa de principios y requerimientos funcionales para documentos en
ambientes electrónicos que fue posteriormente adoptado por el Comité de ISO /TC 46 y
aprobado bajo la norma ISO16175, la cual fue divida en tres partes: ISO16175-1 (2010)
Información general y la declaración de principios, ISO16175-2 (2011) directrices y
requisitos funcionales para documentos electrónicos en entornos de oficina y la norma
ISO16175-3 (2010) directrices y requisitos funcionales para documentos en los sistemas
empresariales.
En consecuencia de las 13 normas citadas anteriormente en gestión de
documentos el Comité de ISO /TC 46 diseñó y conformó una serie de estándares bajo el
título Información y Documentación – Sistemas de Gestión de Documentos
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La primera norma publicada fue la ISO30300 Sistemas de gestión documental,
fundamentos y vocabulario, del año 2011, que especifica la terminología, objetivos, y
beneficios de un sistema de gestión de documentos.
Subsiguientemente se publicó la norma ISO30301 Sistemas de gestión de
documentos-Requisitos. La cual especifica los requisitos de una organización para
demostrar su capacidad para crear y controlar los documentos durante el tiempo en el
que se está obligado conservarlos.
Por último, a finales del año 2015 se publicó la norma ISO30302 Sistemas de
gestión de documentos- Guía para la implementación: Esta norma provee la guía para la
implementación del Sistema.

4. MARCO TEÓRICO

4.1. Marco Teórico
Dado que este trabajo de investigación centra su atención en la construcción de una
metodología de evaluación de SGD en la plataforma SharePoint server, es preciso
profundizar y aclarar algunos conceptos centrales que sirven de soporte sobre los cuales
fue apoyada la investigación y dan forma a su visión. En primer lugar el concepto de
SGD, en segundo lugar la plataforma Microsoft SharePoint Server y finalmente los
métodos de evaluación de software.

4.1.1. Sistemas de Gestión Documental (SGD)
Los SGD son la columna vertebral para la gestión de la

información en las

organizaciones, por tanto estos sistemas se deben desarrollar bajo criterios base para
la gestión y conservación de la memoria corporativa.
En este mismo sentido, Zapata (2011, p. 79) afirma que el SGD es el conjunto de
elementos que interactúan de manera sincronizada, compartida y controlada en la
creación, conservación, uso y disposición de los documentos. Más adelante en su escrito
denota que los SGD son los facilitadores de la gestión administrativa general, en la
integración de diferentes tecnologías y la aplicación de principios básicos de la
archivística.
Es decir que un SGD debe abarcar todo el ciclo de vida del documento
garantizando principios de economía, eficacia, eficiencia y calidad en la gestión o trámite
documental.
Ahora bien, bajo la norma internacional NTC-ISO 15489-1 sistema de gestión de
documentos es: “un sistema de información que incorpora, gestiona y facilita el acceso
a los documentos a lo largo del tiempo” (Instituto Colombiano de Normas Técnicas y
Certificación, 2010). Esta definición es

homologada muy bien con la definición de

sistema de información abarcando las personas, maquinas, métodos organizados de

recolección de datos, procesamiento, transmisión y diseminación de datos que
representa información para el usuario.
Dentro de todo sistema se pueden separar dos conceptos: en primer lugar lo que
el sistema es, y lo asociamos con su estructura. En segundo lugar, lo que el sistema
hace, y lo asociamos con sus procesos funcionales. (Bañuls Silvera, 2011)
Para el caso de esta investigación, es el primer concepto relacionado directamente
con los aspectos tecnológicos, y el segundo es el resultado de la adecuación de
plataforma Microsoft SharePoint a la normatividad archivística y a la interacción con el
usuario final.
La idea general de un SGD debe iniciar con la necesidad de construir la
infraestructuras de la futura sociedad de la información para permitir que todas las
empresas, escuelas, hogares, etc., estén interconectadas por estas nuevas redes
suministrando información a todos los ciudadanos (democracia participativa) (Abadal
Falgueras, 2001).
El antecedente para la masificación de SGD coincidió también con que el saber
ya no está concentrado en unos pocos documentos difíciles de interpretar, si no que se
han extendido en las organizaciones con miles de documentos que se relacionan entre
si y dan significado y testimonio a la vida de una empresa o entidad.
Para continuar con el desarrollo de la conceptualización se delimitará que un
sistema de información es un conjunto de componentes interrelacionados –hardware,
software, comunicaciones, datos, procesos, y personal que reúne, procesa, almacena, y
distribuye información para el apoyo de la toma de decisiones y el control de la
organización. (Bañuls Silvera, 2011, p. 30). Este concepto es el más claro para ilustrar
todos los componentes que se desarrollan para la definición de requerimientos, diseño,
implementación, y evaluación de los sistemas de gestión de documentos.
De acuerdo con las características del Decreto 1080 de 2015 (Ministerio de
Cultura, 2015) fue categorizada la metodología en espiral, la cual vincula las
características con las subcaracterísticas del estándar ISO25010 (2011):

A. Conformidad: Los sistemas de información, incluyendo los sistemas de gestión de
documentos electrónicos (SGDE), respaldan la gestión de la información a partir
de los procesos administrativos.
B. Interoperabilidad: El sistemas de gestión documental permiten la Interoperabilidad
con otros sistemas de información, a lo largo del tiempo, basado en el principio de
neutralidad tecnológica, el uso de formatos abiertos y estándares nacionales o
internacionales adoptados por las autoridades o instancias competentes.
C. Seguridad: El sistemas de gestión documental mantienen la información
administrativa en un entorno Seguro.
D. Metadescripción: El sistema genera de metadatos normalizados, sean manuales
o automatizados.
E. Adición de contenidos: El SGD permite agregar nuevos contenidos a los
documentos, en forma de metadatos, sin que se altere la autenticidad, valor
evidencial e integridad de los documentos.
F. Diseño y funcionamiento: La creación y captura de documentos en el sistema es
de fácil manejo para los usuarios.
G. Gestión distribuida. Los sistemas de gestión documental ofrecen capacidades
para importar y exportar masivamente los documentos (series, subseries y
expedientes) y metadatos asociados desde y hacia otros sistemas de gestión
documental.
H. Disponibilidad y acceso: El sistema de gestión de documentos electrónicos
asegura la autenticidad, integridad, inalterabilidad, accesibilidad, interpretación y
compresión de los documentos electrónicos en su contexto original, así como su
capacidad de ser procesados y reutilizados en cualquier momento.
I. Neutralidad tecnológica: El sistema garantiza la libre adopción de tecnologías,
teniendo en cuenta recomendaciones, conceptos y normativas de los organismos
internacionales competentes e idóneos en la materia, que permiten fomentar la
eficiente prestación de servicios, contenidos y aplicaciones que usan tecnologías
de la información y las comunicaciones y garantizan la libre y leal competencia, y
que su adopción es armónica con el desarrollo ambiental sostenible (Ministerio de
Cultura, 2012).

Cada característica de este decreto se enlaza con la metodología planteada para
el diseño y la implementación de sistemas de gestión de documentos en la norma técnica
NTC-ISO 15489, que presenta ocho (8) pasos: investigación preliminar, análisis de las
actividades de la organización, identificación de los requisitos, evaluación de los sistemas
existentes, identificación de estrategias para cumplir los requisitos, diseño del sistema
de gestión de documentos, implementación del sistema y revisión posterior a la
implementación.
Es por ello, que la evaluación de software de SGD se centrara en los siguientes
pasos de la metodología de la NTC-ISO 15489 que a continuación se explican:


Evaluación de los sistemas existentes: Identificación y análisis de los sistemas
de gestión documental existentes y otros sistemas de información para medir
su rendimiento de acuerdo a los requisitos para los documentos.



Revisión posterior a la implementación. Recolección de información acerca del
rendimiento del SGD como un proceso integral y actual. Revisión y evaluación
del rendimiento del sistema, iniciando y monitoreando la acción correctiva y
estableciendo un régimen de monitoreo continuo y evaluación regular (Instituto
Colombiano de Normas Técnicas y Certificación, 2010).

En conclusión, la cimentación del concepto de SGD fue demarcado en dos
conceptos: el primero de Daniel Noonan tomado en cuenta por el AGN en su guía de
implementación de un SGDEA como: “un sistema de Software que controla y organiza
los documentos en toda la organización, independientemente de que se hayan declarado
como documentos electrónicos de archivo o no” (2017, p. 12) 14. El segundo por parte de
Gartner en su estudio de ECM definido como: “un conjunto de servicios o microservicios,
incorporados ya sea como un conjunto de productos integrados o como aplicaciones
separadas que comparten APIs y repositorios comunes, para explotar diversos tipos de
contenido y para múltiples grupos de usuarios y múltiples casos de uso en la
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El documento presentado por el AGN no hace referencia que también en la misma referencia Daniel
Noonan también presenta el ECM como el sucesor evolutivo de un EDMS.

organización” (Hobert, Gavin, & Joe, 2016). Generando como resultado del autor de la
investigación la siguiente definición de un SGD:
Un Sistema de Gestión Documental es un conjunto de aplicaciones, productos,
servicios y/o soluciones integradas que gestionan el ciclo vital de los documentos en
ambiente físico y electrónico, de forma que se comparten conectores, repositorios y
APIs15 comunes para múltiples grupos de usuarios y múltiples casos de uso,
explotando el potencial de todos los activos de información que tiene la organización.

4.1.2. Evaluación de Software
De acuerdo con la norma internacional ISO 1459816 y la adopción en Colombia con la
serie de normas colombianas NTC 5415-1 Evaluación del producto de software: visión
general, NTC5415-2 Planificación y gestión, NTC5415-3
desarrolladores,

NTC 5415-4

Procedimiento para

Procedimiento para

compradores,

NTC 5415-5

Procedimiento para evaluadores, NTC 5415-6 Documentación de los módulos de
evaluación, fundamentan y proporcionan la carta de navegación para medir, valorar y
evaluar la calidad del producto de software, para este ejercicio investigativo la calidad
de los SGD desarrollados con la plataforma SharePoint Server.
En este sentido, la norma NTC 5415-1 (2006, p. 3) detalla cuatro partes esenciales
de la evaluación de la calidad del software: el modelo de calidad, el método de
evaluación, la medición del software, y las herramientas de apoyo. Durante el proceso
de desarrollo del software, se deben levantar los requisitos de calidad, incluir el proceso
de aseguramiento de la calidad y también deben ser evaluados los productos intermedios
como los finales. Por tanto los atributos deben ser evaluados con las métricas propuestas
en esta serie de normas para alcanzar evaluaciones de calidad.
Durante el recorrido de la evaluación de un software se recopilan datos cualitativos
acerca del él y de sus procesos. Los valores de estas métricas se utilizan para hacer
15

Application Programming Interface: Una API representa la capacidad de comunicación entre
componentes de software.
16 La Norma es tomada para la investigación como guía porque es la base de la familia ISO 25000 la cual
proporciona una guía para el uso de la serie de estándares internacionales de requisitos de evaluación de
calidad de productos de software(SQuaRE)

inferencias de la calidad del producto y del proceso. (Sommerville, 2002, p. 555). La
evaluación consiste en probar el software tanto para saber si funciona correctamente y
si cumple con las expectativas o no.
Según el Decreto 1080 (Ministerio de Cultura, 2015) en su apartado de capítulo
de SGD enfatiza que “además de los criterios para la selección expedidos por el AGN,
debe enfocarse en las necesidades de la entidad, la estructura organizacional, el modelo
de gestión documental y la capacidad financiera y tecnológica para su implementación y
mantenimiento”. No obstante, cuando se diseña un producto o SGD se está más
preocupado de la funcionalidad de las Tablas de Retención Documental (TRD) o del
proceso de correspondencia etc., que de la usabilidad o de la accesibilidad, y en algunas
ocasiones los diseñadores y/o desarrolladores asumen que si ellos y su equipo de
gestión documental pueden utilizar el software y lo encuentran atractivo ya es suficiente.
Asimismo, prefieren evitar evaluar el producto con usuarios finales o expertos porque
incrementaría el tiempo de desarrollo, cuesta más dinero y sobretodo porque temen al
trabajo adicional que pueda derivar la actualización y puesta a punto.
Las empresas y las entidades públicas son grandes consumidores de software por
tanto la calidad del software debe ser un aspecto obligatorio en su evaluación. Es por
ello que no existen evaluaciones estandarizadas y aplicables universalmente. Las
organizaciones seleccionan la herramienta de evaluación de acuerdo al objeto del
software y analizan los resultados basados en el conocimiento y las circunstancias
locales, por lo cual durante la recolección de información para la creación de la
herramienta de evaluación se podrá tener una mejor comprensión del método
seleccionado.
Es imprescindible definir los parámetros, indicadores y criterios de evaluación para
obtener resultados certeros en errores en el funcionamiento, parametrización y su
administración; como los siguientes ejemplos: errores en la definición de requisitos en
las primeras etapas, fallas entre la comunicación entre cliente (la organización) y
desarrollador (contratista), desviaciones deliberadas de los requisitos del software,
errores de diseño, incumplimiento de las políticas de documentación y programación,

dificultades en el proceso de pruebas, errores de procedimiento, errores de
documentación, y falta de experiencia en el equipo desarrollador17.
Según el Instituto Nacional de Estándares y Tecnología de los Estados Unidos
(NIST, 2002) detalla que los errores de software son tan comunes y graves que cuestan
alrededor de $59.5 Billones anuales, y en el desarrollo de software gasta el 80% del costo
de desarrollo en identificar y corregir defectos. Por tanto la evaluación de software toma
valor en el proceso de hoy en la optimización de recursos y en tomar la mejor decisión
frente a implementar software junto con el proceso de errores de proceso.
Normalmente los errores del software se observan al final del proceso o después
de la venta del software o del recibido a satisfacción del desarrollo. Por tanto para
evaluar un software se toman los dos tipos de estándares que nombra Ian Sommerville
en el proceso de aseguramiento de calidad: los estándares del producto y los estándares
del proceso (Sommerville, 2002, p. 539)
Los estándares del producto son todas las normas y estándares que aplican al
producto de software a desarrollar, incluyendo los requerimientos internacionales
describiendo la clase de objetos, codificación y el lenguaje de programación usado.
Los estándares de proceso que son los que definen los procesos a seguir durante
el desarrollo del software entendiéndose como las actividades, tareas, entrada, salida,
procedimientos, etc.
En esta investigación fue desarrollada más los estándares de proceso especifican
las definiciones de proceso, especificaciones de la organización, especificaciones del
entorno normativo (archivística), y el levantamiento de los documentos a generar en el
transcurso de los procesos.
Existen una variedad de métodos de evaluación y cada uno utiliza determinados
medios y técnicas que intentan medir diferentes aspectos. (Granollers i Saltiveri, 2004)
La elección de un método en la mayoría de ocasiones no depende del resultado que se
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Este apartado está en consonancia con las necesidades que documenta la familia ISO25000 de
evaluación de software.

quiere conocer si no de múltiples factores que pueden resumirse en: costo de la
evaluación, evaluar después de la implementación, evaluar antes de la compra.
Los modelos y estándares de calidad de software recopilados han sido tema de
discusión para gran cantidad de autores (Scalone, 2006). Dada la transcendencia del
tema en el ámbito archivístico en la forma de cumplimiento de calidad del software del
SGD pretende integrar en la metodología a proponer las pautas más acogidas en gran
parte de los autores consultados.
Para evaluar un software se tomará los dos tipos de estándares que nombra Ian
Sommerville en el proceso de aseguramiento de calidad: los estándares del producto
y los estándares del proceso (Sommerville, 2002, p. 539) añadiendo una tipificación de
impacto en el negocio donde se implementa este tipo de software. A continuación,
fueron definidas las categorías de estándares de evaluación tenidas en cuenta en esta
investigación (Tabla 2 Categorías de estándares de evaluación de software.
Tabla 2 Categorías de estándares de evaluación de software.

Estándares de Producto

Estándares del Proceso

Impactos del Software en
el Negocio

Los parámetros en los cuales Los parámetros en los cuales Son

posibles

impactos

fue diseñado y construido el se describen los procesos y positivos o negativos que
producto organizados para la funciones y la manera en pueden afectar los fines del
herramienta de evaluación cómo se emplea la tecnología negocio como: Reducción de
como: utilización del software y la información para cumplir costos

del

para la automatización de los las metas de la organización adopción
procesos
compañía,

claves

de

facilidad

la como:

fácil

en información,

acceso

a

del

la sistema,

procesos de riesgos,

Área

de

TI,

usuario

al

reducción
agiles

de

y mejores

implementación de SGD y automatización, velocidad en decisiones, disminuir tiempos
seguridad en la información.

procesos de SGD, errores y de respuesta, tiempos de
reprocesos.

capacitación, reducción de
costos del autoservicio.

Fuente: Tomado y ajustado de (Ingeniería de Software, 2002)

4.1.3. Plataforma Microsoft SharePoint Server
Los productos y tecnologías de SharePoint de Microsoft son aplicaciones de servidor y
de servicios en la nube que facilitan la colaboración, gestión y administración de
contenido empresarial, implementar procesos de negocio y proporcionar acceso a la
información que es esencial para los objetivos y procesos de la organización.
De acuerdo con el especialista de SharePoint Stephen Cawood (2010, p. 2) la
primera marca oficina de los productos y tecnología SharePoint fueron presentados en
el año 2001 como SharePoint Portal Server 2001 y SharePoint Team Services (STS). El
primer producto fue posicionado como un producto portal que ayuda a las empresas a
organizar y publicar su información a través de navegación y búsquedas. SharePoint
Team Services fue habilitado como un grupo de sitios para organizar documentos,
eventos, y demás información digital.
Después de unos años estos dos productos fueron trabajando en conjunto,
integrando una plataforma común. En el año 2003 nació SharePoint Portal Server 2003
(SPS) y Windows SharePoint Services (WSS) 2.0. Estos dos productos fueron
construidos con una plataforma base con SharePoint 2003 ofreciendo Servicios
compartidos.
En octubre de 2006, Microsoft presentó Microsoft Office SharePoint Server
2007(MOSS) y Windows SharePoint Services 3.0 los cuales fueron construidos sobre
Windows Server, SQL Server y .Net Framework esto confluyó en una plataforma más
madura y con más funcionalidad como paginas maestras y web parts.
SharePoint 2007 fue tremendamente exitoso de acuerdo con las ventas de
Microsoft (Cawood, 2010, p. 4) más de 17.000 clientes, 100 millones de licencias, 4000
integradores de sistemas y más de $ 1.3 millones de dólares al año en ingresos.
Por consiguiente, Microsoft continúo innovando y adquiriendo productos para
mejorar y generar mayor valor a sus clientes y socios. En Mayo de 2010 según Ken
Withee (Microsoft Sharepoint 2013 for Dummies, 2013, p. 11), Microsoft lanzo SharePoint

2010 el cual fue diseñado para mejorar la productividad de las organizaciones agregando
nuevas funcionalidades como RSS, Blogs, Wikis y combinación de características para
la administración de contenido.
Figura 1. Línea de tiempo del producto Microsoft SharePoint

Fuente: Elaboración a partir Technet Sharepoint Server 2016 (2016)

Oficialmente, Microsoft presenta a SharePoint 2013 lanzado en mayo de 2013
(Withee, 2013, p. 10) como una plataforma de colaboración empresarial. Aunque en
publicaciones de carácter técnico se contempla a SharePoint como:


Producto: Un producto con muchas características que se integran entre sí.



Plataforma: Una Plataforma que provee todo lo que se necesita para realizar una
robusta solución de negocio.



Kit de Herramientas: Un conjunto de componentes y controles que pueden
combinarse

para

proveer

una

solución

adecuada

a

las

necesidades

empresariales.
Para la versión de SharePoint 2016 lanzada a finales del año de 2015, Microsoft
definió el producto como un “entorno de colaboración que pueden usar las

organizaciones de todos los tamaños para incrementar la eficacia de los procesos
empresariales” (Technet Sharepoint Server 2016, 2016).
De acuerdo con el análisis anual presentado por la organización Gartner, entre
los años 2012 y 2015. Microsoft SharePoint fue un líder18 en el mercado de los ECM, no
obstante el estudio de 2016 publicado el 31 de octubre del mismo año (Hobert, Gavin, &
Joe, 2016) posicionó al producto en el Cuadrante Mágico de ECM en la sección de
“Challengers”19 junto a productos como representativos como Alfresco, Lexmark y
Oracle. Esto quiere decir que el producto, aunque tiene una alta venta mundialmente en
producto ECM, ha iniciado un periodo clave para sostenerse en el mercado. Esto permite
reafirmar la necesidad de realizar una metodología de evaluación para SGD
desarrollados en SharePoint Server.
Ciertamente Microsoft Corporation, la cual tiene sede en Redmond, Washington,
en el año 2017 entrega a sus usuarios un producto maduro con tecnología que soporta
la configuración de una plataforma para desarrollar páginas web, intranet corporativa,
capacidad de gestionar

trabajo colaborativo, gestión de procesos automatizados y

procesos de gestión documental.

18

Entiéndase Leaders como los líderes con mayores puntajes con la habilidad de ejecutar y la integridad
de la visión. Están preparados para el futuro con una visión claramente articulada. En el contexto de ECM,
tienen socios de canal fuerte, presencia en múltiples regiones, desempeño financiero consistente, soporte
de plataforma amplia y buen soporte al cliente (Hobert, Gavin, & Joe, 2016).
19 Challengers son los productos que ofrecen una buena funcionalidad y tienen un número considerable
de instalaciones en el mundo, pero les falta visión del cuadrante de Leaders (Hobert, Gavin, & Joe, 2016).

5. METODOLOGÍA

5.1. Tipo de Investigación
El presente trabajo de investigación, se ubica en la modalidad de proyecto factible
por tanto tiene un carácter propositivo de utilización inmediata. También son
denominadas investigaciones proyectivas (Hurtado Barrera, 2000, p. 325) las cuales
consisten en la investigación, elaboración y desarrollo de una propuesta sobre un modelo
operativo viable, para solucionar problemas, requerimientos o necesidades, que sólo
tienen sentido en el ámbito de sus necesidades.
Diversos autores, entre ellos, Hurtado (2000), Dubs de Moya (2002), Sierra Bravo
(1994) definen al proyecto factible como una elaboración de una propuesta o de un
modelo como solución a un problema o necesidad de un grupo social o de una
organización, en un área particular del conocimiento en congruencia con la problemática
archivística que tienen las entidades u organizaciones durante la adquisición y

el

desarrollo de SGD desarrollados en SharePoint Server.
Aunque el proyecto factible es usado generalmente en aspectos contables e
ingenieriles, fue tomado para enfrentar una investigación capaz de realizar cambios en
la forma tradicional de seleccionar y evaluar los SGD, que son la columna vertebral del
quehacer archivístico.
Según Hurtado (2000, p. 327) concibe a la investigación proyectiva como “la
capacidad de descubrir relaciones entre eventos, y esto es lo que propicia la posibilidad
de encontrar procesos explicativos que permitan comprender mejor los eventos a
modificar”, de forma que esta investigación está directamente relacionada la invención
de una metodología que permita transformar la situación actual de los SGD en Colombia
y el establecimiento de líneas que conduzcan a un cambio en la forma de afrontar la
adquisición y/o evaluación de un SGD.

5.2. Enfoque
A partir de un diagnóstico preciso de las necesidades del momento en SGD, los procesos
explicativos o generadores involucrados y las tendencias del futuro en la archivística,
conllevan a esclarecer el concepto del proyecto factible como un conjunto de actividades
vinculadas entre sí, cuya ejecución permita el logro de objetivos en atención a las
necesidades de las organizaciones. Es decir, que la finalidad de un proyecto factible será
el diseño de una propuesta de acción, dirigida a un problema o necesidad, en este caso
la metodología de evaluación de un SGD desarrollado en Microsoft SharePoint en el
entorno colombiano.
Ahora bien, aunque la investigación proyectiva involucre creación, diseño,
elaboración de planes, o de proyectos. (Hurtado Barrera, 2000) No todo proyecto se
considera un proyecto factible. Para que un proyecto sea factible, la propuesta debe ser
enfocada en un proceso sistemático de búsqueda e indagación que siguen los pasos de
la espiral holística. El estadio descriptivo, estadio comparativo, y el estadio predictivo.
Que llevará al investigador a diseñar o crear una propuesta capaz de producir los
cambios deseados.
Este proyecto factible está apoyado en una descripción de requerimientos y
características de evaluación de los sistemas y de los SGD sobre la plataforma
SharePoint Server con un enfoque cualitativo. Comprendiendo las etapas de
fundamentación teórica ya lograda en los anteriores apartados. Un diagnóstico integral
de SGD, además de: un procedimiento metodológico, actividades, recursos para su
ejecución, análisis, conclusiones de la viabilidad y realización del proyecto. Se espera
que para una segunda fase de esta investigación se pueda realizar la ejecución de la
propuesta y la evaluación tanto del proceso como de sus resultados.

5.3. Técnicas de Recolección de Información
Durante el desarrollo del proceso de investigación se acató la selección del marco de
investigación como proceso de sumar todos los factores como el tiempo disponible del

investigador, los recursos limitados, el conocimiento del investigador en temas referentes
a evaluación de software, gestión documental, el grado de encadenamiento de estudios
realizados y referenciados en el apartado de marco teórico y referencial.
Por tanto además del instrumento empleado (entrevista), fue apoyado en un
diagnóstico de cumplimiento de la plataforma en los requisitos de los SGD, permitiendo
ampliar y profundizar el conocimiento de su naturaleza, con apoyo, principalmente en
trabajos previos, información y requisitos

divulgados por entidades y autores

reconocidos en el ámbito archivístico.
Esta investigación tuvo el fin de revisar posibles vías para la solución del problema
de investigación, enfocándose en la técnica de la consistencia de la teoría y la
conceptualización. En general las técnicas de recolección de información en los
proyectos factibles son muy variadas, es por ello que el investigador tomo en cuenta que
para sus instrumentos de recolección de información debía obtener información de
expertos como ingenieros de software, ingenieros de sistemas y profesionales de
sistemas de información para validar los componentes de su propuesta de metodología
de evaluación.

5.4. Instrumentos de Recolección de Información
El instrumento fue un guion empleado por la entrevista semiestructurada que es propia
de la investigación cualitativa también llamada entrevista dirigida, (Humberto, Elias, &
Eliana, 2014, p. 219). Estas entrevistas fueron realizadas del 08 de noviembre de 2016
al 11 de noviembre del mismo año, partieron de lo simple a lo complejo, continuando
con lo descriptivo como edad, profesión, experiencia y luego a desarrollarse el análisis
e interpretación. La guía de pregunta para las entrevistas se construyó desde la pregunta
de investigación hacia los objetivos específicos como se observa en la Anexo 11 para
un total de cinco (5) preguntas las cuales pueden observarse a detalle en el Anexo 4.

5.5. Fases de la Investigación Proyectiva
En la mayoría de documentos de investigación donde se define las fases de la
investigación del proyecto factible enmarcan un diagnóstico, planteamiento de la

propuesta, metodología, recursos y un apartado de viabilidad. En el libro de Hurtado
Barrera (2000, p. 329) amplia estas fases a ocho (8) que permiten desarrollar un ciclo
metodológico más completo para cumplir el objetivo general y los específicos de esta
investigación. De las fases 1 a la 2 son el proceso inicial de toda investigación y las fases
de 3 a la 8 son las determinantes en las cuales se refleja la propuesta y las decisiones
que tomo el investigador para lograr el éxito de su trabajo.
A continuación la descripción de cada fase de la investigación:
Fase 1. Determinación del enunciado holopráxico20: Esta fase consistió en delimitar el
tema y formular el enunciado holopráxico (Hurtado Barrera, 2000, p. 330). Para ello se
formuló el enunciado en el estudio exploratorio que realizó el investigador como pregunta
de investigación en el apartado de Planteamiento del Problema. Y se indica que existen
eventos en los cuales se requiere producir cambios para evaluar la adquisición de SGD
desarrollados en SharePoint Server los cuales

fueron descritos en la sección

JUSTIFICACIÓN en la página 18.
Fase 2. Desarrollo de la justificación y plantear los objetivos. Esta fase correspondio a
la fase descriptiva del proceso metodológico. Para ello se realizó la Justificación y fijación
de objetivos de la necesidad de desarrollar actividades para la generación de

la

metodología de evaluación. Durante esta fase se hace alusión a todos los procesos
evolutivos de la Gestión Documental, Evaluación de Software y la Plataforma SharePoint
Server para llegar al estado actual y la necesidad de introducir los cambios a futuro.
En este caso se inició desde un estadio descriptivo21 por lo cual se detalla las
metodologías de evaluación más utilizadas y se realiza una comparación de estas
metodologías junto con los procesos de gestión documental (Estadio comparativo22)

20

El enunciado holopráxico se refiere a una expresión mediante el investigador sintetiza lo que desea
saber con el estudio que está elaborando.
21 El estado descriptivo va dirigido a identificar cuáles son las necesidades que debe llenar la propuesta y
exige indagar hasta qué punto es requerido el invento, programa o diseño que se intenta proponer y cuáles
son las necesidades que va a resolver. (Hurtado Barrera, 2000, p. 337)
22 En este estadio comparativo el investigador precisa semejanzas y diferencias entre grupos o situaciones
que participan de diferentes niveles del evento deseado. Como resultado, el investigador es capaz de
señalar los eventos que aparecen consistentemente cuando está presente. (Hurtado Barrera, 2000, p. 338)

Fase 3. Desarrollo del sintagma gnoseológico23: Esta fase comprendió las fases
comparativa, analítica y explicativa del proceso metodológico (Hurtado Barrera, 2000, p.
331). Durante la revisión documental fue identificado y se seleccionó la información que
permitió conceptualizar la metodología de evaluación de SGD y las condiciones que
pudieron afectar la realización de la metodología.
Sobre esta fase se desarrolló la Metodología en Espiral que explica y plantea la
estrategia, fases y los principales componentes de la evaluación de SGD, ampliando y
profundizando las ideas que justificaron la necesidad de investigar y proponer esta
metodología.
Fase 4. Revisión de la factibilidad de la investigación: Esta fase comprendió la etapa
predictiva del proceso de investigación. Luego de la revisión bibliográfica realizada y
construida la pregunta de investigación fue estimada la pertinencia, comprensión de
metodologías de evaluación y estimar las posibilidades reales de llevar a cabo una
metodología de evaluación de SGD: estrategias, fases, dificultades, instrumentos y
diseños.
Fase 5. Detalle de los lineamientos metodológicos: Esta fase implicó parte de una etapa
proyectiva del proceso de investigación donde fue evidenciada la descripción del medio
en el cual se presenta la oportunidad de realizar una metodología de evaluación en el
entorno archivístico colombiano, señalando los conceptos y los indicios que permitieron
identificar desde el punto de vista conceptual (Archivística -Ingeniería de Software) y el
punto de vista operacional. Este proceso explicativo o generador esta expresado en las
causas que devienen el no tener una metodología archivística ágil y expeditiva para
evaluar los sistemas que se están desarrollando o adquiriendo por las entidades públicas
y privadas de Colombia. En esta etapa también fueron seleccionadas las técnicas y se
construyeron los instrumentos de recolección de datos (referidos en el apartado 5.3)
Fase 6. Recolectar los datos Esta es una fase interactiva del proceso metodológico,
consistió en aplicar los instrumentos de recolección de datos, aquí el investigador recogió
la información para alcanzar los tres objetivos específicos. La investigación documental
23

El sintagma gnoseológico son teorías y conceptos que el investigador formula y desarrolla una tesis.

de la serie ISO 25000, la entrevista semiestructurada con expertos, la evolución de las
normas ISO 30300, y la normativa referente a SGD que permitió identificar los procesos
explicativos y la existencia de algunas variables intervinientes en la construcción de la
metodología de evaluación.
Fase 7. Analizar, integrar y presentar los resultados: Es una fase confirmatoria del
proceso investigativo, donde se involucró la utilización de diversas técnicas de análisis
de la información recolectada y la elaboración de resultados bajo sus conclusiones, esta
fase condujo a la configuración del plan de acción para el desarrollo de los niveles de la
metodología de evaluación y así alcanzar el logro de los objetivos específicos y a su vez
el objetivo general.
Fase 8. Evaluar el proceso: El investigador en esta fase evaluó su proceso investigativo
y determinó en qué medida ha alcanzado sus objetivos, esto implicó criticar la propuesta
en termino de sus aportes a la sociedad y sus limitaciones durante el desarrollo.

6. PROCESAMIENTO DE LA INFORMACIÓN

6.1. Resultados de la aplicación de la entrevista semiestructurada.
La entrevista semiestructurada fue aplicada del 08 de noviembre al 12 de noviembre de
2016 a profesionales de ingeniería de software, ingeniería de sistemas y profesionales
de sistemas de información para un total de seis (6) personas, agrupados en dos perfiles:
tres (3) Ingenieros con más de siete años de experiencia en el desarrollo y evaluación
de SGD sobre plataforma SharePoint Server y tres (3) profesionales de sistemas de
información con más de ocho años de experiencia en el levantamiento de requisitos para
la construcción de SGD.
Los expertos fueron escogidos por ser considerados conocedores de la plataforma
SharePoint como especialistas en la implementación y evaluación de SGD, de modo que
pudieran proporcionar información vital para la propuesta de metodología de evaluación.
Debido a la estrecha vinculación de los entrevistados con la temática objeto de
estudio, todos han contestado a las preguntas establecidas. No obstante, en función de
los conocimientos y de la experiencia de los expertos, han profundizado en mayor o
menor medida. Asimismo, el guion fue adaptado según los dos perfiles seleccionados.
Conviene destacar que el instrumento contiene cinco preguntas que permitieron
mayor profundidad y facilitar la cooperación y la empatía para obtener la mayor
información posible. Con este instrumento se ha recabado información acerca de tres
bloques de contenido: características de evaluación, debilidades y fortalezas de un SGD
desarrollado en SharePoint y el entendimiento de los profesionales de las características
de la evaluación. (Ver

ANEXO 4. Guía de preguntas para la entrevista semiestructuradas).
En cuanto al procedimiento de recolección de información, este consistió en la
grabación de las entrevistas en soporte digital, las tareas de análisis comenzaron con la
escucha activa de la entrevista grabada y la lectura detenida del contenido transcrito,
proporcionando como resultado el análisis de cada pregunta cómo es evidenciado a
continuación:
Análisis de la información Pregunta #1. Pregunta: De acuerdo con su criterio priorice
las siguientes características24 para realizar una evaluación de un sistema de gestión
documental desarrollado sobre la plataforma SharePoint, en el caso que usted considere
que falta alguna característica por favor menciónela.
Según la priorización de los entrevistados del perfil ingeniero fue evidenciado que
la característica más importante para realizar una evaluación de SGD es la Seguridad,
también es de destacar que el perfil ingeniero (Ing1) y el perfil ingeniero (Ing2) perciben
el Diseño y Funcionamiento (Ver Figura 4) como la cuestión menos importante en la
evaluación de un SGD. Por el contrario para los profesionales de información es valorada
como la más esencial para realizar una evaluación. Se puede inferir que el alto contacto
que tiene los profesionales de información con los usuarios finales de los SGD,
propenden a enfocarse en las necesidades propias del usuario como el diseño y
funcionamiento. A continuación, se presentan los resultados de la priorización realizada
por el perfil Ingeniero de Sistemas/ Software de las características de SGD.
Figura 2. Resultados priorización SGD Perfil 1 Ingeniero de Sistemas/software.

24

Características tomadas del Decreto 1080 de 2015 Articulo 2.8.2.6.2
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En cambio, en lo que sí están de acuerdo cinco (5) de los seis (6) entrevistados
es que la menor característica para evaluar un SGD desarrollado en SharePoint Server
es la Neutralidad Tecnológica.
En definitiva para la mayoría de entrevistados las más importantes características
para la evaluación son: (1). Diseño y Funcionamiento, (2) Seguridad, y (3)
Disponibilidad y Acceso. Este resultado permitió incluir estas características con un
alto grado de puntaje dentro de la propuesta de metodología de evaluación. Sin embargo
estas características fueron adaptadas frente a la norma ISO 2501025 (2011) ya que el
significado referido en el decreto 1080 de 2015 es solo visto desde el ámbito archivístico
más no incluido desde la visión de la ingeniería de software26.
A continuación, se presenta los resultados de la priorización realizada por el perfil
de profesionales de la información de las características de SGD.
Figura 3 Resultados priorización SGD Perfil 2 Profesional Sistemas de Información.

25

El estándar ISO25010 define un modelo de calidad de producto compuesto en 8 características, el cual
puede ser aplicado tanto a sistemas de computador y productos de software.
26 El detalle de la priorización está localizado en el ANEXO 6. Resultados priorización de las características
de SGD
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Fuente: Elaboración Propia

Análisis de la información Pregunta #2 y 3.

2. ¿Enumere

las cinco

principales fortalezas de un sistema de gestión

documental desarrollados en SharePoint Server?
3. ¿Enumere las cinco

principales debilidades de un sistema de gestión

documental desarrollados en SharePoint Server?
El procedimiento para hacer el análisis de contenido del discurso de los
entrevistados, inició con el registro en una plantilla que detalló el modelo de la calidad
del producto de software, agrupando las fortalezas formuladas por los entrevistados en
las ocho características de la norma ISO 25010 (ISO/IEC 25010 Software Product Quality
Requirements and Evaluation(SQuaRE) - Quality Models, 2011, p. 12), permitiendo
analizar en mayor medida las fortalezas y debilidades (Ver Tabla 3)27 frente a las
características y subcaracterística de acuerdo a la información recolectada.

27

La tabla detallada se puede observar en el

ANEXO 5. Reporte pregunta 2. Fortalezas y

debilidades.
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El objetivo fundamental fue la búsqueda y sistematización de las categorías
utilizadas por los entrevistados en las debilidades y fortalezas, permitiendo codificar toda
la conversación a través de conceptos; seguidamente continuó el proceso deductivo que
consistió en:
1. Segmentar la información recolectada sujeta a las características y
subcaracterísticas de la norma ISO 25010.
2. Codificar cada división realizada permitiendo establecer las relaciones entre
las diferentes características (equivalencia, contradicciones, consensos…); y
señalar los conceptos y la importancia del resultado para la propuesta de
metodología de evaluación.
Como primera afirmación del análisis se concluye que para la característica
eficacia en el rendimiento los entrevistados no formularon ninguna fortaleza y/o debilidad,
por tanto es uno de los resultados base en los que la metodología se centra y se incluye
como apartado en la propuesta de metodología de evaluación.
En otro aspecto relevante, las características con mayor concentración de
fortalezas de SGD desarrollados en SharePoint son la Adecuación Funcional y la
Seguridad que concentran su atención en autenticación de usuarios en el sistema y el
correcto funcionamiento de metadatos y gestión de contenido.
Tabla 3 Fortalezas y debilidades agrupadas por características de la norma ISO25010

ISO25010 Quality Models

CARACTERISTICAS

FORTALEZAS

DEBILIDADES

REGISTRADAS

REGISTRADAS

1. Funtional Suitability (Adecuación Funcional)

8

4

2. Reliability (Confiabilidad)

3

0

3. Usability (Usabilidad)

5

13

4. Compatibility (Compatibilidad)

2

2

5. Performance Efficiency (Eficiencia del rendimiento)

0

0

6. Portability (Portabilidad)

3

4

7. Maintainability (Mantenibilidad)

3

6

8. Security (Seguridad)

6

1
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Fuente: Elaboración Propia

En cambio, la mayor agrupación de debilidades se enfoca en la característica de
Usabilidad, la cual, los entrevistados la perciben con un bajo grado de facilidad de
aprendizaje por los administradores del sistema, además de una descuidada estética de
la interfaz del usuario, con la mención por los entrevistados de los términos navegación
y menús contextuales.
De igual manera la subcaracterística Operabilidad es vinculado con el alto costo
y tiempo de tener poco personal experto y la administración demandante del sistema al
realizar labores diarias.
A continuación los resultados a detalle del análisis de cada una de las debilidades
y fortalezas expresadas por los entrevistados y su asociación con las características y
subcaracterísticas de la norma ISO 2501028:
1. Functional Suitability (Adecuación Funcional)
Definición: Degree to which a product or system provides functions that meet stated and implied
needs when used under specified conditions. {Grado en que un producto o sistema proporciona
funciones que satisfacen las necesidades declaradas e implícitas cuando se usan bajo condiciones
especificadas29}.
Subcaracterística: Functional Correctness (Correcto Funcionamiento)
Definición: Degree to which a product or system provides the correct results with the needed
degree of precision. {Grado en que un sistema productor proporciona los resultados correctos con
el grado necesario de precisión30}.
8

Fortalezas

entrevistados:

expresadas
Descripción

por
referencia

los 4

Debilidades

expresadas

por

los

a entrevistados: Costos de certificados digitales

metadatos (Prof.Sis2), Facilidad en la carga (Ing2), Longevidad de la información (Prof.Sis1),
de documentos (Prof.Sis3), Flujos de Trabajo Es limitada a cumplir requerimientos en gestión
(Prof.Sis1), Gestión de contenido y metadatos documental (Prof.Sis1), Falta de Facilidad en
(Ing2), Gestión de Información (Ing1), Gestión administrar el Modelo de metadatos (Ing1)
de

metadatos

(Ing2),

Metadescripción

28

Los términos y conceptos de las características y subcaracterísticas fueron traducidos por el autor.
Traducción realizada por el autor.
30 Traducción realizada por el autor.
29
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(Prof.Sis3), Parametrizable para las tablas de
retención x proceso y áreas (Prof.Sis1).
Resultado del análisis: De acuerdo con el análisis de contenido realizado, fueron agrupadas en
la característica Adecuación Funcional ocho (8) fortalezas formuladas por los entrevistados, que
son propias de la ciencia de la información enfocándose como las grandes fortalezas de la
plataforma SharePoint el correcto funcionamiento de la gestión de contenido y la gestión de
metadatos.
Entorno a las cuatro (4) debilidades no se presenta un consenso por los entrevistados, pero ellos
presentan debilidades asociadas a requerimientos propios de un funcionamiento normal de un
gestor documental. Aunque es importante analizar las ideas enfrentadas de los ingenieros 1 y 2
sobre la gestión de metadatos como una fortaleza y el Ingeniero 2 lo vea como una gran debilidad,
calificando a la plataforma de SGD como: “falta de facilidad en administrar el modelo de metadatos”.
Este resultado es recolectado para constatar este requerimiento en el diagnóstico de la plataforma
en el Objetivo 3 de esta investigación y como apartado de discusión para la inclusión en la prioridad
del requerimiento en la metodología de evaluación.

2. Reliability (Confiabilidad)
Definición: Degree to which a system, product or component performs specified functions
under specified conditions for a specified period of time. {Grado en que un sistema, producto o
componente realiza funciones especificadas bajo condiciones especificadas durante un
período de tiempo especificado31}.
Subcaracterística 1: Recoverability (Capacidad de recuperación)
Definición: Degree to which. In the event of an interruption or a failure, a product or system
can recover the data directly affected and re-establish the desired state of the system. {Grado
en que, en caso de interrupción o falla, un producto o sistema puede recuperar los datos
directamente afectados y restablecer el estado del sistema32}.
1

Fortaleza

expresada

por

los 0

Debilidades

expresadas

entrevistados: Recuperación de información entrevistados: Ninguna registrada.
fácil

en

caso

de

alguna

emergencia.

(Prof.Sis2)

31
32

Traducción realizada por el autor.
Traducción realizada por el autor.
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por

los

Resultado del análisis: La fortaleza de la característica capacidad de recuperación fue
expresado por un perfil de profesional de la información que enfatiza a la plataforma como un
producto que puede recuperar fácilmente un sitio o colección de sitios en caso de alguna falla.
Aunque solo un entrevistado evidenció esta fortaleza, dentro del desarrollo de la propuesta
esta subcaracterística es transcendental para uno de los primeros requerimientos de exclusión
de compra y/o desarrollo de sistemas de gestión documental sobre la plataforma SharePoint
Server.
Subcaracterística 2: Availability (Disponibilidad)
Definición: Degree to which a system, product or component is operational and accessible
when required for use. {Grado en que un sistema, producto o componente es operacional y
accesible cuando se requiere para su uso33}.
2

Fortalezas

expresadas

por

los 0

Debilidades

expresadas

por

los

entrevistados: Disponibilidad y escalabilidad entrevistados: Ninguna registrada.
(Ing3), Disponibilidad (Ing1).
Resultado del análisis: La primera percepción que surge frente a este tema es que los
profesionales aceptan como fortaleza la disponibilidad al referirse de tiempos de espera al abrir
una página y/o documento, además de asociar la disponibilidad con la escalabilidad en la forma
en que la plataforma SharePoint crece en sitios y colecciones de sitio sin afectar la operación
y acceso de los usuarios.
Es necesario reconocer la consideración de la característica disponibilidad por el Ing1 como
pieza elemental para la construcción de metodología de evaluación:
“Estoy completamente convencido que la mejor fortaleza de SharePoint en sistemas de
gestión documental es la disponibilidad, ya que los usuarios siempre piden agilidad en la
carga de documentos y velocidad al realizar alguna tarea” (Ing1)

3. Usability (Usabilidad)
Definición: Degree to which a product or system can be used by specified users to achieve
specified goals with effectiveness, efficiency and satisfaction in a specified context of use.
{Grado en el cual un producto o sistema puede ser usado por usuarios específicos para lograr
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los objetivos especificados con efectividad, eficiencia y satisfacción en un contexto específico
de uso34}.
Subcaracterística 1: User interface aesthetic (Estética de la interfaz de usuario)
Definición: Degree to which a user interface enables pleasing and satisfying interaction for the
user. {Grado en el que una interfaz de uso permite una interacción agradable y satisfactoria
para el usuario35}.
1

Fortaleza

expresada

por

los 2

Debilidades

expresadas

por

los

entrevistados: Usabilidad, una plataforma entrevistados: Alto conocimiento para la
limpia y atractiva a la vista (Ing1).

Personalización

(Prof.

Sis3),

la

personalización genera alta expectativa frente
a lo desarrollado (Prof. Sist2)
Resultado del análisis: En general, los académicos profesionales de sistemas de información
no comparten la visión del Ing1 de la estética de la interfaz de usuario, por el contrario
consideran que es una gran debilidad frente a otro SGD desarrollados en otras plataformas el
alto tiempo de desarrollo y experiencia del desarrollador o diseñador gráfico para llegar a un
espacio funcional y atractivo a la vista.
Aunque en palabras del entrevistado Ing1 considera que una de las mayores fortalezas es el
aspecto limpio y fresco de los sitios sin impactar el nivel de aprendizaje de los usuarios:
“Lo más terrible es entrar a una herramienta y tener muchos botones que impacta mucho
visualmente y no es de ayuda para el usuario, prefiero la plataforma SharePoint por el alto
grado de usabilidad y percibo una plataforma limpia y atractiva a la vista” (Ing1).

La subcaracterística de estética de la interfaz de usuario para los entrevistados se encuentra
estrechamente vinculado con la personalización de la herramienta al ambiente organizacional
de cada empresa.
Subcaracterística 2: Learnability (Facilidad de aprendizaje)
Definición: Degree to which a product or system can be used by specified users to achieve
specified goals of learning to use the product or system with effectiveness, efficiency, freedom
from risk and satisfaction in a specified context of use. {Grado en que un producto o sistema
puede ser utilizado por usuarios específicos para lograr los objetivos específicos de
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aprendizaje del uso del producto o sistema con eficacia, la eficiencia, y la libertad frente al
riesgo y la satisfacción en el contexto de uso36}.
3

Fortalezas

expresadas

por

los 4

Debilidades

expresadas

por

los

entrevistados: Facilidad de uso y de acceso entrevistados: Difícil entendimiento de la
(Prof.Sis1), Facilidad de Uso por los usuarios arquitectura de información(Prof. Sist3),
(Prof.Sis2), Facilidad de uso- poco tiempo de falta de expertos en SharePoint (Ing3)
capacitación (Prof.Sis3)

falta de personal experto (Prof. Sis2),
requiere

alto

conocimiento

para

los

administradores del sistema (Ing3)
Resultado del análisis: La dificultad de aprender el uso de la plataforma para administradores
funcionales y de infraestructura es una debilidad señalada en mayor parte a la falta de
expertos, y el alto conocimiento que debe tener el profesional para solucionar cualquier error
o incidencia de la plataforma. Lo revelador de la anterior afirmación, es la vinculación que
tienen las debilidades emitidas con la asociación con expertos más no a los usuarios finales,
los cuales se refieren los profesionales en las fortalezas.
Frente a las fortalezas el perfil Profesional de Sistemas de Información retrato dos aspectos
importantes de la subcaracterística facilidad de aprendizaje:
“Hay una gran frustración en general para los profesionales el no poder administrar la
plataforma funcionalmente sin tanta dependencia de TI, pero la facilidad de uso que tienen
los usuarios finales para el uso de la herramienta es espléndido en menos de dos horas los
usuarios ya tiene los conocimientos para la carga y gestión de documentos”.(Prof.Sis3)
Subcaracterística 3: Operability (Operabilidad)
Definición: Degree to which a product or system has attributes that make it easy to operate
and control. {Grado en que un producto o sistema tiene atributos que lo hacen fácil de operar
y controlable37}.
3

Fortalezas

expresadas

por

los 4

Debilidades

expresadas

por

los

entrevistados: Facilidad de uso y de acceso entrevistados: Administración Demandante
(Prof.Sis1), Facilidad de Uso (Prof.Sis2), (Ing3), Administración Demandante
Facilidad de uso (Prof.Sis3)
36
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(Prof.

Sis2), Metadatos no fácil de configurar (Prof.
Sis1), Permisos granulares (Ing3).
Resultado del análisis: Sobre esta subcaracterística, los entrevistados captaron la facilidad
de uso de la plataforma para los usuarios finales como gestores de información y personal en
general de las organizaciones. Cabe aclarar que 4 debilidades se centraron en la alta
administración que demanda el día a día de las actividades del administrador.
Este análisis reafirma la contradicción de los usuarios finales al decir que les es fácil usar la
plataforma y para los administradores se convierte en un dolor de cabeza para afrontar las
actividades diarias. Este resultado también es constatado en el diagnóstico de la plataforma,
el cual tiene un resultado contrario, esta subcaracterística es tratada en la metodología como
parte fundamental para su evaluación.
Subcaracterística 4: Accesibility (Accesibilidad)
Definición: Degree to which a product or system can be used by people with the widest range
of characteristics and capabilities to achieve a specified goal in a specified context of use.
{Grado en que un producto o sistema puede ser utilizado por personas con la más amplia gama
de características y capacidades para lograr un objetivo específico en un contexto específico
de uso38}.
Fortalezas

expresadas

por

los 2

entrevistados: Ninguna registrada.

Debilidades

expresadas

por

los

entrevistados: Conectividad con dispositivos
moviles (Ing2), Navegación entre sitios (Prof.
Sis3).

Resultado del análisis: En la subcaracterística de Accesibilidad se presenta una debilidad
referente a la conectividad con dispositivos, centrada en el proceso de diversificar la manera
de acceder a la información desde tabletas y celulares. Este es un hallazgo representativo
debido a que Microsoft (ver apartado pág. 33) con su nuevo visión de su plataforma le apuesta
a la conectividad. Frente a la segunda debilidad de navegación entre sitios, es de destacar que
el Prof.Sis3, menciona a esta debilidad como: “falta de una arquitectura y una interfaz fácil de
subir y bajar en su búsqueda de información”.

4. Compatibility (Compatibilidad)
Definición: Degree to which a product, system or component can exchange information with
other products, systems or components, and/or perform its required functions, while sharing
38
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the same hardware or software environment. {Grado en que un producto, sistema o
componente puede intercambiar información con otros productos, sistemas o componentes y
/ o realizar las funciones requeridas, compartiendo el mismo entorno de hardware o software39}.
Subcaracterística 1: Interoperability (Interoperabilidad)
Definición: Degree to which two or more systems, products or components can exchange
information and use the information that has been exchanged. {Grado en el que dos o más
sistemas, productos o componentes pueden intercambiar información y utilizar la información
que se ha intercambiado40}.
2

Fortalezas

entrevistados:

expresadas
Integración

por
con

los 1

Debilidades

expresadas

por

los

otros entrevistados: Falta de conexión con otros

sistemas (Ing3), Permite integración con los sistemas empresariales Microsoft (Prof. Sist2)
productos de office (Prof.Sis1).
Resultado del análisis: La interoperabilidad definido en la norma ISO 25010 tiene ciertas
diferencias con el Decreto 2609 de 2012 del Ministerio de Cultura de Colombia en su artículo
17 puesto que esta subcaracterística de SGD no se enfoca en la neutralidad tecnológica y el
uso de formatos abiertos. Para los entrevistados que realizaron aportes de debilidades y
fortalezas para esta subcaracterística advirtieron que el SGD sobre plataforma SharePoint
solo contiene la conexión con productos de office.
“La fortaleza fuerte que tiene el producto SharePoint es la rápida integración que se puede
hacer con los sistemas y/o software de Windows en especial los de la suite office, si se
puede generar y guardar un documento desde la aplicación base como un Word es más
fácil que el usuario lo describa y vea el valor real tiene un sistema de gestión documental en
sus procesos”.(Ing3)

La anterior observación entra en contradicción con el Prof. Sist2 que centra su atención en la
falta de interoperabilidad entre el SGD de SharePoint Server y el CRM de la misma casa
producto (Microsoft Dynamics). Cabe aclarar que ningún entrevistado especificó la
interoperabilidad a lo largo del tiempo solo para los procesos diarios de conexión entre
sistemas para compartir vínculos, relaciones, y la gestión de procesos (Subcaracterística de
Coexistencia).
Subcaracterística 2: Co-existence (Coexistencia)
39
40

Traducción realizada por el autor.
Traducción realizada por el autor.

53

Definición: Degree to which a product can perform its required functions efficiently while
sharing a common environment and resources with other products, without detrimental impact
on any other product. {Grado en que un producto puede desempeñar sus funciones requeridas
de manera eficiente, compartiendo un ambiente y recursos comunes con otros productos, sin
afectar a ningún otro producto41}.
Fortalezas

expresadas

por

entrevistados: Ninguna registrada.

los 1

Debilidad

entrevistados:

expresada

por

los

Compatibilidad

con

otros

sistemas (Prof. Sis1)
Resultado del análisis: Esta subcaracterística no registró ninguna fortaleza; respecto a las
debilidades, el entrevistado Prof.Sis1 denotó que existe un vacío frente a la compatibilidad que
debe tener un SGD con otros sistemas que conectan con datos y recursos de la organización.
El Principio de neutralidad tecnológica de la que refiere la característica de SGD en el decreto
2609 de 2012 no puede existir, puesto que es una lucha entre las empresas de software
privado y de software libre. No pueden existir organizaciones que trabajen con solo un tipo de
tecnologías en sus sistemas. Por tanto todas deben buscar la interoperabilidad sin importar si
es de código abierto o cerrado. En la plataforma SharePoint está disponible para el trabajo de
interoperabilidad el servicio CMIS42 el cual habilita la integración entre repositorios de
SharePoint server y otros ECM.

6. Portability (Portabilidad)
Definición: Degree of effectiveness and efficiency with which a system, product or component
can be transferred from one hardware, software or other operational or usage environment to
another. {Grado de eficacia y eficiencia con el que un sistema, producto o componente puede
transferirse de un hardware, software y otro entorno operativo o de uso a otro43}.
Subcaracterística 1: Adaptability (Adaptabilidad)
Definición: Degree to which a product or system can effectively and efficiently be adapted for
different or evolving hardware, software or other operational or usage environments. {Grado en
que un producto o sistema puede adaptarse de manera efectiva y eficiente a diferentes
hardware y software44}.
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2

Fortalezas

expresadas

por

los Debilidades

expresadas

por

los

entrevistados: Entorno WEB- no instalación entrevistados: Ninguna registrada.
(Ing2), Portabilidad (Ing2).
Resultado del análisis: En la subcaracterística de adaptabilidad se agrupan dos fortalezas
especificados por el entrevistado Ing2, el cual se refiere a que la plataforma puede adaptarse
a diferentes exploradores web además de tener una interfaz fácil para la carga y generación
de documentos desde la suite de office. Además de adaptarse al nuevo lenguaje HTML 5 que
ha sido reconocido por la forma de trabajar con nueva etiquetas y así trabajar mejor con las
características propias que requiere un SGD.
Subcaracterística 2: Replaceability (Reemplazabilidad)
Definición: Degree to which a product can replace another specified software product for the
same purpose in the same environment. {Grado en que un producto puede reemplazar a otro
producto o software específico para el mismo propósito en el mismo ambiente45}.
1

Fortaleza

expresada

entrevistados: Migración (Ing1)

por

los 3

Debilidades

expresadas

por

los

entrevistados: Migración entre versión de
SharePoint (Prof. Sist2), Nube dependiente
de

Microsoft

(Ing1),

Obsolescencia

tecnológica (Prof. Sist1).
Resultado del análisis: Los entrevistados plasmaron tres debilidades y una fortaleza con
enfoque en la migración a otras versiones de SharePoint y servicios en la nube. Para esta
subcaracterística es de vital importancia considerar de acuerdo con la norma 25010 los
siguientes tres escenarios: la reemplazabilidad de una nueva versión de productos de
software, cuando se incluye atributos como la capacidad de instalación y la adaptabilidad, y al
reducir el riesgo de ingreso de otro producto con las mismas características.
Todas las referencias de debilidades y fortalezas estas concentradas en las versiones de
SharePoint Onpremise y SharePoint Online(Nube), por ejemplo:
“Se debe procurar la gestión de procedimientos dentro del SGD para la entrega posterior
del contenido organizacional a un sistema con una nueva versión o un sistema diferente al
entregado por Microsoft”.
Subcaracterística 3: Installability (Capacidad de Instalación)
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Definición: Degree of effectiveness and efficiency with which a product or system can be
successfully installed and/or uninstalled in a specified environment. {Grado de eficacia y
eficiencia con el que un sistema, producto puede ser instalado y/o desinstalado en un ambiente
específico46}.
Fortalezas

expresadas

por

entrevistados: Ninguna registrada.

los 1

Debilidades

entrevistados:

expresadas
Infraestructura

por

los

costos

(Alusión a tiempos y costos de instalar y tener
un sistema listo para usar) (Ing1)
Resultado del análisis: La debilidad registrada en la subcaracterística de capacidad de
instalación tiene un alto impacto en los SGD: en este caso el entrevistado Ing1 centra su
atención en la preparación de recursos junto con los costos y el tiempo de configuración de la
plataforma: “para que un SGD esté listo para usarse es de más de 1 mes dependiendo de la
organización”.
Puede ser atribuida esta experiencia a lo retratado en la subcaracterística de capacidad de
aprendizaje, por consiguiente si experto en la solución toma mucho tiempo en realizar la
configuración puede ser que desde el inicio la arquitectura de información fue mal realizada.
Si la plataforma es instalada por un personal no tan idóneo, esto repercute en el resultado
funcional y la operabilidad del sistema.

7. Maintainability (Mantenibilidad)
Definición: Degree of effectiveness and efficiency with which a product or system can be
modified by the intended maintainers. {Grado de eficacia y eficiencia con que un producto o
sistema puede ser modificado por el personal encargado47}.
Subcaracterística 1: Modifiability (Modificabilidad)
Definición: Degree to which a product or system can be effectively and efficiently modified
without introducing defects or degrading existing product quality. {Grado en que un producto o
sistema puede ser modificado eficaz y eficientemente sin introducir defectos o degradar la
calidad del producto existente48}.
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Traducción realizada por el autor.
Traducción realizada por el autor.
48 Traducción realizada por el autor.
47

56

2

Fortalezas

expresadas

por

los 2

Debilidades

entrevistados: Infraestructura (Ing1), Muy entrevistados:
configurable (Ing3).

expresadas
Mantenimiento

por
de

los
la

plataforma (Ing2), solución costosa en SGD
(Ing3).

Resultado del análisis: La Modificabilidad incluye conceptos como diseño, desarrollos,
documentación y verificación de cambios. También es relacionada con la estabilidad del
sistema después de realizar personalizaciones y cambios en su estructura. En este caso los
entrevistados registraron en fortalezas, la infraestructura robusta que tiene la plataforma y la
fácil configuración para modificar algunos aspectos básicos de la herramienta.
Frente a las debilidades los entrevistadores asociaron la Modificabilidad al alto costo y tiempo
de realizar algún cambio en la plataforma y al costo de realizar ajustes en el SGD.
Subcaracterística 2: Modularity (Modularidad)
Definición: Degree to which a system or computer program is composed of discrete
components such that a change to one component has minimal impact on other components.
{Grado en que un sistema o programa de computadora está compuesto de componentes
discretos, de modo que un cambio de un componente tiene un impacto mínimo en otros
componentes49}.
1

Fortaleza

expresada

por

los 1

Debilidad

expresada

por

los

entrevistados: La plataforma es fácilmente entrevistados: Bajo rendimiento cuando
escalable (Prof.Sis3).

crece la plataforma (Ing2)

Resultado del análisis: El resultado en esta subcaracterística contiene contrastes en las
respuestas de un perfil ingeniero y un perfil profesional de la información. La fortaleza que
registra Prof.Sis3 es de tener una plataforma que crece de acuerdo a las necesidades y
requerimientos de la organización, haciendo escalable el sistema.
No obstante, el Ing2 referencia una debilidad cuando la plataforma crece en información y
procesos de SGD que realiza y anuncia que la plataforma cuando más pasa el tiempo le es
más difícil mantener el rendimiento adecuado.
Subcaracterística 3: Analysability (Analizabilidad)
Definición: Degree of effectiveness and efficiency with which it is possible to assess the impact
on a product or system of an intended change to one or more of its parts, or to diagnose a
product for deficiencies or causes of failures, or to identify parts to be modified. {Grado de
efectividad y eficiencia con el que es posible evaluar el impacto en un producto o sistema de
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un cambio previsto en una o más de sus partes o diagnosticar un producto por deficiencias o
causas de fallas o identificar partes para ser modificadas50}.
Fortalezas

expresadas

por

entrevistados: Ninguna registrada.

los 2

Debilidades

entrevistados:
implementación

expresadas
Altos

por

Costos

los
de

(Ing2), Software adicional

para procesos de migración y diagnostico
(Prof. Sist3)
Resultado del análisis: Las debilidades registradas por los entrevistados están asociadas, en
primer lugar con los altos costos de la implementación de SGD citando como ejemplo el tiempo
considerado para analizar algunos errores de proceso que puede afrontar la plataforma
durante la salida en vivo. En segundo lugar a los escenarios en que se deben adquirir
productos no incluidos en el proyecto para analizar y diagnosticar errores al realizar algún
cambio dentro de la plataforma. Este resultado es primordial dentro de la metodología cuando
en algunas ocasiones el SGD debe adaptarse a los cambios normativos y cambios
organizacionales.
Subcaracterística 4: Testability (Capacidad de prueba)
Definición: Degree of effectiveness and efficiency with which test criteria can be established
for a system, product or component and tests can be performed to determine whether those
criteria have been met. {Grado de efectividad y eficiencia con el que es posible evaluar el
impacto en un producto o sistema de un cambio previsto en una o más de sus partes o
diagnosticar un producto por deficiencias o causas de fallas o identificar partes para ser
modificadas51}.
Fortalezas

expresadas

por

entrevistados: Ninguna registrada.

los 1

Debilidad

expresada

por

los

entrevistados: Altos tiempos y Costos en
implementación

(tiempos

de

test

funcionamiento, pruebas) (Ing1)
Resultado del análisis: La característica de Capacidad de Prueba es medible en conjunto
con Analizabilidad. El entrevistado Ing1 presentó como debilidad los altos tiempos y costos de
implementación representados en tiempos de pruebas de funcionalidades y pruebas de
rendimiento.
Debido a los altos requerimientos de SGD es indispensable tener un alto grado de efectividad
y eficiencia el detectar fallas o deficiencias de funcionalidades antes de salir en vivo con un
50
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producto. El modo de insertar un cambio en el sistema y la gestión del cambio es primordial
para el entrevistado.

8. Security (Seguridad)
Definición: Degree to which a product or system protects information and data so that persons
or other products or systems have the degree of data access appropriate to their types and
levels of authorization. {Grado en que un producto o sistema protege la información y los datos
para que las personas u otros productos o sistemas tengan el grado de acceso a los datos
adecuados a sus tipos y niveles de autorización52}.
Subcaracterística 1: Authenticity (Autenticidad)
Definición: Degree to which the identity of a subject or resource can be preved to be the one
claimed. {Grado en que la identidad de un sujeto o recurso puede ser identificado con
antelación53}.
6

Fortalezas

entrevistados:

expresadas
Acceso

por

los Debilidades

expresadas

por

los

(Prof.Sis2), entrevistados: Ninguna registrada.

Autenticación - seguridad (Ing2), Seguridad
(Ing3), Seguridad de información de la
arquitectura (Prof.Sis2), Seguridad de la
información , grupos de usuarios, roles,
auditoria

(Prof.Sis1),

Seguridad

de

la

información (Prof.Sis3).
Resultado del análisis: La subcaracterística de autenticidad es una de las cuales agrupo más
fortalezas nombrando usuarios y recursos. Es de destacar que los entrevistados ven en la
plataforma un sitio seguro para guardar la información. Además que el perfil Ingeniero como
el Prof.Sis asegura que el SGD desarrollado en SharePoint Server tiene los controles de
autenticación para la protección de información privilegiada.
Subcaracterística 2. Integrity (Integridad)
Definición: degree to which a system, product or component prevents unauthorized access
to, or modification of, computer programs or data. {Grado en que un sistema, producto o
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componente impide el acceso no autorizado o la modificación de programas informáticos o
datos54}.
Fortalezas

expresadas

por

entrevistados: Ninguna registrada.

los 1

Debilidad

expresada

por

los

entrevistados: Roles de administradores no
bien desarrollados (Ing1)

Resultado del análisis: En la subcaracterística de Integridad hay una sola debilidad asociada
a roles de administración que en palabras del entrevistado Ing1 no cumplen con una política
clara de seguridad, además de no puede ser parametrizable en la herramienta. El entrevistado
toma como ejemplo que en algunas organizaciones el mismo administrador de la granja tiene
permisos también para ajustar la estructura documental de los sitios.

54
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Análisis de la información Pregunta #4 Características de evaluación aplicables.
4. Según su experiencia describa cuáles son las características más importantes
para evaluar la calidad y la efectividad de un sistema de gestión documental
desarrollados en SharePoint Server.
Los resultados de esta pregunta fueron analizados según la norma de evaluación
de software ISO 25010 en su modelo de calidad de producto, agrupando el discurso del
entrevistado por ejes temáticos, características y subcaracterísticas de evaluación. De
este modo, las características más importantes por los entrevistados ofrecieron la base
para ponderar el modo de evaluar un producto de acuerdo a los perfiles de Ingeniero de
Software/ Sistemas y el Profesional de Sistemas de Información. A continuación se
presenta los resultados generales de cada perfil profesional (Figura 4 Resultados de
características para evaluar la calidad y la efectividad el detalle del análisis se encuentran
en el Anexo 9:
Figura 4 Resultados de características para evaluar la calidad y la efectividad

Características de Evaluación vitales en SGD

Características de Evaluación vitales en SGD

Perfil Prof. Sistemas de Información

Perfil Ingeniero.

Usabilidad
(Usability)
27%
Seguridad
(security)
7%

Adecuación
Funcional
(Funtional
Suitability)
53%

Adecuación
Funcional
(Funtional
Suitability)
34%

Usabilidad
(Usability)
27%

Eficiencia en
el
rendimiento
(Performance
efficiency)
7%

Seguridad
(security)
13%
Eficiencia en el
rendimiento
(Performance
efficiency)
13%

Mantenibilidad
(Maintainability)
13%

Confiabilidad
(reliability)
6%

El perfil Prof. Sistemas de información según El perfil Ingeniero según su experiencia en
la experiencia brindó mayor importancia en la SGD, ratificó la apreciación del Prof. Sis
evaluación de SGD a la adecuación funcional proporcionando

a

la

característica

de

adecuación funcional un 34% y en segundo
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Características de Evaluación vitales en SGD

Características de Evaluación vitales en SGD

Perfil Prof. Sistemas de Información

Perfil Ingeniero.

con un 53% y en segundo lugar la usabilidad lugar también posicionó a la característica de
de un SGD con un 27%.

usabilidad con un 27%.

Características como seguridad, eficiencia en Con menor porcentaje, pero no con menor
rendimiento y confiabilidad también denotaron importancia al evaluar un SGD, el perfil
importancia para los entrevistados al evaluar ingeniero posicionó a las características
un SGD.

seguridad, mantenibilidad y eficiencia en el
rendimiento con un 13%.
Fuente: Elaboración Propia
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6.2. Análisis de la normatividad archivística y métodos de evaluación.
El análisis de la normativa archivística fue realizado para la familia ISO 30300 y normas
relacionadas junto con la familia ISO 25000 y normativas asociadas para un total de
cuarenta y un (41) normas analizadas. Para ello fue elaborado un instrumento de la
investigación documental (ficha de trabajo) que recolectó y analizó información como:
nombre de la norma, categoría de la norma, tipo, estado de la norma, revisiones,
propósito, normas relacionadas, contenido relevante, y el sustento de la disyuntiva si
debería o no incluirse en la metodología de evaluación propuesta. (Ver detalle del análisis
Anexo 7)
Figura 5 Número de normas internacionales analizadas por estado.

Evaluacion de
software; 17

Sistema de Gestion
Documental; 14

18

Número de Normas

16
14

Evaluacion de
software; 9

12
10
8

Sistema de Gestion
Documental; 1

6

Activas Analizadas

4
2

Inactivas Analizadas

0
Evaluacion de software

Sistema de Gestion
Documental

Fuente: Elaboración Propia

En total por la categoría de evaluación de software fueron analizadas 26 normas
de las cuales 17 están activas y 9 inactivas. En la categoría de sistema de gestión
documental fueron analizadas 15 normas: 14 activas y 1 inactiva (Figura 5 Número de
normas internacionales analizadas por estado.). Bajo la investigación fue evidenciado el
alto grado de complejidad al construir una panorama de la normativa y en algunos casos
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disruptivas en la producción de normas de la Organización ISO tanto para la familia de
normas de evaluación de software como en la normas de gestión documental (Ver Anexo
2 y Anexo 3).
En el desarrollo del análisis de la documentación puede evidenciarse el logro de
concatenar y realizar una armonía de los estándares por el comité ISO/TC 46. Esto es
reflejado en las 16 normas que afectaron directamente la creación de la metodología de
evaluación de software. Normas como ISO 15489-1:2016, ISO 30302:2015 e ISO
30300:2011 revistieron a la metodología con fundamentos para priorizar y eliminar
requerimientos de los SGD para obtener la adecuada herramienta de evaluación. A
continuación las normas organizadas de mayor a menor bajo el nivel de importancia y
transcendencia en el desarrollo de la propuesta metodológica.
Tabla 4 Normas con mayor transcendencia en la propuesta de metodología de evaluación

Título de la norma

Descripción.

ISO 30300:2011

Information and documentation -- Management systems for records -Fundamentals and vocabulary
Information and documentation -- Management systems for records –
Requirements
Information and documentation -- Managing metadata for records -- Part 3: Selfassessment method
Information and documentation -- Management systems for records -- Guidelines
for implementation
Information and documentation -- Records management -- Part 1: Concepts and
principles
Information and documentation -- Guidelines for standards drafters for stating
records management requirements in standards
Information and documentation -- Records management processes -- Metadata
for records -- Part 1: Principles
Information and documentation -- Managing metadata for records -- Part 2:
Conceptual and implementation issues
Information and documentation -- Principles and functional requirements for
records in electronic office environments -- Part 2: Guidelines and functional
requirements for digital records management systems
Information and documentation -- Work process analysis for records

ISO 30301:2011
ISO/TR 23081-3:2011
ISO 30302:2015
ISO 15489-1:2016
ISO 22310:2006
ISO 23081-1:2006
ISO 23081-2:2009
ISO 16175-2:2011

ISO/TR 26122:2008
ISO 16175-1:2010

ISO 16175-3:2010

ISO/TR 13028:2010

Information and documentation -- Principles and functional requirements for
records in electronic office environments -- Part 1: Overview and statement of
principles
Information and documentation -- Principles and functional requirements for
records in electronic office environments -- Part 3: Guidelines and functional
requirements for records in business systems
Information and documentation - Implementation guidelines for digitization of
records
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ISO/TR 18128:2014

Information and documentation -- Risk assessment for records processes and
systems
Information and documentation -- Digital records conversion and migration
process
Information and documentation - Trusted third party repository for digital records

ISO 13008:2012
ISO/TR 17068:2012

Fuente: Elaboración a partir del análisis de los Estándares ISO.

Asimismo, la selección de estas normas fue el resultado de la lectura y el análisis
de tratar de dirimir el conflicto de si la norma en un porcentaje de más de un 20% contenía
la temática a trabajar en la investigación. Bajo los anexos 2 y 3 se puede apreciar en la
línea de tiempo las normas inactivas y activas. Aunque las marcadas en rojo están
inactivas también brindaron pautas y mejoras en la metodología de evaluación
propuesta.
Hay que mencionar, además que fue realizado una correspondencia de las
normas que sustentan los 41 documentos analizados. Dando como resultado una
coexistencia entre normas de calidad, requisitos técnicos, métricas, modelos, y guías.
Bajo un total de 313 normas relacionadas. (Figura 6 Normas relacionadas con las normas
analizadas)
Figura 6 Normas relacionadas con las normas analizadas

Evaluación de
software; 153
160
140

Evaluación de
software; 104

120

Sistema de Gestión
Documental; 48

100
80
60
40

Sistema de Gestión
Documental; 8

20

Activa

0
Inactiva
Evaluación de software
Sistema de Gestión Documental

Fuente: Elaboración Propia
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No obstante, para ayudar a hacer más enriquecedora el desarrollo de las 8 etapas
de la metodología de evaluación en espiral, es recomendable adecuar aún más la ficha
de recolección de información para agregar un espacio de términos mayores y menores
utilizados en las normas y así enlazar requisitos.

6.3. Diagnóstico de la plataforma Microsoft SharePoint Server
El análisis del diagnóstico fue elaborado mediante una lista de chequeo, la cual ayudó
a evidenciar el nivel de cumplimiento según el Modelo de Requisitos para la
Implementación de un SGDE del Archivo General de la Nación Colombiano (2017) con
un total de doscientos seis (206) requisitos categorizados por las características y
subcaracterísticas de la norma 25010.
Así, la suma de todas las puntuaciones de cada categoría se evidencia en el
cuadro resumen de resultados (ver Figura 7 Diagnóstico de la plataforma SharePoint
frente a los requisitos del Modelo SGDE AGN) en el cual se aprecia la variabilidad del
cumplimiento de la plataforma SharePoint Server de forma nativa55 (sin ninguna ayuda
de terceros que desarrollen aplicaciones o soluciones personalizadas para el
cumplimiento de los requisitos). Este tipo de diagnóstico del producto de Microsoft hace
visible los requisitos en los que se debe concentrar en mayor medida el esfuerzo de
evaluar un SGD desarrollado en SharePoint Server.
Para ello, los expertos analistas identificaron las capacidades críticas y
posteriormente calificaron los requisitos oscilando la puntuación de 1.0 a 4.0 de la
siguiente manera:
Tabla 5 Criterios de Calificación de requisitos de diagnostico

No. Calificaciones.
1

Pobre o Ausente: El requisito de SGD definido no se alcanza.

2

Regular: Algunas características del requisito de SGD no se alcanzan.

3

Bueno: Cumple con el requisito de SGD.

4

Excelente: Cumple y excede el requisito de SGD.

55

SharePoint Server de forma Nativa se refiere a los servicios y funcionalidades básicas de la plataforma.
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Fuente: Elaboración Propia

De esta manera, la lista de chequeo fue diligenciada el cuatro (04) de abril de 2017
en conjunto de dos (2) ingenieros de sistemas y software y un (1) profesional de sistemas
de información quienes son expertos en implementaciones en SGD.
Como resultado de los doscientos seis (206) requisitos estudiados y analizados
en la lista de chequeo se obtuvo un nivel de cumplimiento excelente del ochenta y seis
(86%) con un total de 178 requisitos cumplidos y un nivel de incumplimiento de requisitos
de un ocho (8%) como se evidencia a continuación (Figura 7 Diagnóstico de la plataforma
SharePoint frente a los requisitos del Modelo SGDE AGN:
Figura 7 Diagnóstico de la plataforma SharePoint frente a los requisitos del Modelo SGDE AGN

C1. Pobre
o Ausente
8%

C2.
Regular
4%

C3.
Bueno
2%

Calificación por Requisito
C1. Pobre o Ausente

No. Req.
17

C2. Regular

8

C3. Bueno

3

C4. Excelente

178

Total de Requisitos

206

Observaciones: Cuatro (4) de los
requisitos calificados como pobre o
ausente, desde la perspectiva de los
expertos ningún proveedor de sistemas
o plataformas puede llegar al resultado
esperado.

C4.
Excelente
86%

Fuente: Elaboración Propia

Asimismo, se refleja de acuerdo a la clasificación de los requisitos del modelo
SGDE del AGN que la plataforma SharePoint nativamente es ampliamente destacable
en las siguientes características: requisitos de control y seguridad (38/40), requisitos de
metadatos (8/8), requisitos de flujos Electrónicos (19/20), requisitos de flujos de trabajo
(19/20) y búsqueda y presentación (15/15). Como resultado vital de soporte a la
metodología propuesta los requisitos que SharePoint Nativamente no pudo cumplir o
cumplió parcialmente son: requisitos de retención y disposición (6/13), requerimientos no
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funcionales (17/20), requerimientos de clasificación y organización documental (31/41),
y finalmente requerimientos de captura e ingreso de documentos (25/30). Estos
resultados se pueden ver en mayor detalle en la Figura 9.
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Número de Requisitos Modelo SGDE AGN

Figura 8 Resultados de diagnóstico por requisitos del modelo SGDE AGN
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Fuente: Elaboración Propia

Para cerrar, los requisitos no cumplidos a cabalidad por la plataforma SharePoint
Server son en total veintiocho (28) que por lo general son cumplidos por terceros de
diferentes ramas del desarrollo de aplicaciones, no obstante cuatro (4) de estos
requisitos los expertos los calificaron en la categoría Pobre o Ausente pero en sus
observaciones lo consideraron como un requerimiento no alcanzable por ninguna
herramienta en el mercado de los SGD (Ver detalle Anexo 10).
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15

Me

6.4. Propuesta de Metodología de Evaluación.
6.4.1. Presentación
La siguiente metodología es un recurso abierto a
todos los actores interesados en evaluar un SGD
desarrollado sobre plataforma SharePoint Server.
Está diseñado como un soporte de carácter
metodológico para quienes pretenden embarcarse
en el trabajo de evaluar un SGD, con gran utilidad
para archivistas, desarrolladores, compradores y
evaluadores en la adquisición, venta o evaluación
luego del desarrollo e implementación del sistema.
El autor invita a los actores que estén interesados en esta propuesta a abordar su
lectura, confiando en que les resultará una herramienta de trabajo decisiva para evaluar
un SGD desarrollado en SharePoint Server de manera integral.
6.4.2. Justificación
Al emprender la evaluación de un SGD desarrollado en SharePoint Server en cualquier
organización pública o privada, se espera obtener información vital acerca del
desempeño de las acciones y procesos para alcanzar los objetivos de un SGD. Por lo
cual el autor de esta propuesta delimito el concepto de SGD como: un conjunto de
aplicaciones, productos, servicios y/o soluciones integradas que gestionan el ciclo vital
de los documentos en ambiente físico y electrónico, de forma que se comparten
conectores, repositorios y APIs56 comunes para múltiples grupos de usuarios y múltiples
casos de uso, explotando el potencial de todos los activos de información que tiene la
organización.
Evaluar un SGD

supone aplicar técnicas de indagación y recolección de

información a las que se suma emplear un paso a paso y emitir un juicio a partir del cual
el evaluador ofrece unas recomendaciones en función de los resultados.

56

Application Programming Interface: Una API representa la capacidad de comunicación entre
componentes de software.
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Por consiguiente, la propuesta de esta investigación es la metodología de
evaluación en espiral, la cual ofrece a las organizaciones una herramienta apropiada,
con la tipificación para tomar una buena decisión al adquirir o evaluar

un SGD

desarrollado en SharePoint Server, además de transcender en el cumplimiento de la
norma colombiana en archivística a normas internacionales que anticipan el
entendimiento de la dinámica de los SGD.
6.4.3. Estrategia
La evaluación de un SGD debe tener una metodología concreta, que permita evidenciar
si el sistema y sus procesos son correctos y también si son eficaces. Así, la evaluación
no es solo un acto de validar el cumplimiento de requisitos funcionales, si no es un
proceso de mejora continua del SGD. Por tanto se debe visualizar como un proceso,
permitiendo una constante retroalimentación.
6.4.4. Etapas
La metodología de evaluación en espiral para SGD desarrollados en SharePoint fue
diseñada mediante el análisis de cuatro aspectos: normativa en archivística, normativa
en evaluación de software, experiencia de usuarios avanzados en plataforma
SharePoint, experiencia de profesionales en el diseño e implementación de SGD sobre
SharePoint Server.
De igual forma estos aspectos permitieron identificar una serie de afectaciones
que revisten de interés en la medida que pueden ayudar a proporcionar mayor peso en
algún requerimiento de SGD, y que por ende pueden dinamizar la evaluación tanto
interna como externa (Tabla 6 Afectaciones internas y externas en la evaluación de
SGD):
Tabla 6 Afectaciones internas y externas en la evaluación de SGD

Afectación Interna

Afectación Externas

Aspectos organizacionales

Sector económico

Cultura de la organización

Requisitos legales y regulatorios

Infraestructura tecnológica

Amenazas Externas

Amenazas internas

Avances de la tecnología

Nivel de madurez organizacional

Estándares de la Industria
Fuente: Elaboración Propia
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En efecto, esta propuesta contiene una metodología para abordar la evaluación de SGD,
por consiguiente en la Figura 9 Presentación de Metodología de Evaluación en espiral
se puede observar el modelo en espiral el cual se divide en ocho etapas que tiene un
orden expresado de acuerdo a los resultados de los análisis de información y la
recolección de información de entrevistas a expertos en esta investigación.
Figura 9 Presentación de Metodología de Evaluación en espiral

Portabilidad

Seguridad

Adecuación
Funcional

Eficiencia en el
rendimiento
Usabilidad
Compatibilidad
Confiabilidad
Mantenibilidad

Fuente: Elaboración Propia

Inicialmente la propuesta estaba destinada para el profesional de sistemas de
información y documentación que en su práctica como profesional realiza procesos de
evaluación de SGD, no obstante luego de un recorrido conceptual y de ver los procesos
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de gestión documental como un núcleo inicial de evaluación se procedió adaptar la
metodología para cubrir las necesidades de diferentes concepciones al cumplimiento de
requisitos de la gestión documental.
Ahora es perfectamente aplicable para la evaluación de los SGD de forma integral,
además de aplicar la metodología en diferentes situaciones como: evaluación externa,
evaluación después de implementado el SGD, evaluación antes de adquirir el SGD,
autoevaluación de los SGD a comercializar.
Por lo tanto, a continuación se explica a detalle cado uno de los peldaños de la
metodología de evaluación en espiral:
Tabla 7 Etapas de la metodología en espiral y sus subniveles

Etapa 1- Adecuación Funcional

En esta etapa de evaluación se mide el SGD en los requerimientos fijados por las
normativas de gestión documental, la etapa debe cubrir todas las tareas orientadas al
cumplimiento de las siguientes características:

clasificación y organización

documental, captura e ingreso de documentos, flujos Electrónicos, flujos de Trabajo,
metadatos y retención y disposición.

En especial la evaluación de características que nativamente SharePoint no puede
cumplir sin el apoyo de desarrollos a la medida o soluciones de terceros como:


Importación y exportación de plantillas de TRD, archivos planos para
automatizar TRD y CCD.



Administración y gestión de índices electrónicos.



Administración y gestión de firmas electrónicas



Alertas y procesos automatizados para validar la integridad de expedientes.



Captura masiva de documentos, importación de metadatos con la carga masiva.



Estampado cronológico.
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Integridad Funcional

El SGD debe evaluarse de forma integral por tanto la
etapa 1 es un peldaño decisivo porque si el sistema no
cumple con los requerimientos de esta etapa no debería
ser evaluado en las demás etapas.

Correcto funcionamiento

El SGD debe además de validar si cumple o no el
requisito, validar en qué grado proporciona los
resultados correctos en sus procesos y con qué grado
de precisión los realiza.

Apropiado

El SGD debe ser evaluado por el cumplimiento en la

funcionamiento

facilidad de cumplir las tareas y los procesos
relacionados a gestión documental.

Etapa 2- Usabilidad

En esta etapa se realiza la evaluación de SGD midiendo el grado de uso por usuarios
específicos y categorizados, estableciendo la efectividad, eficiencia y la satisfacción
del usuario en el uso del sistema.
Reconocimiento

Este apartado de la etapa 2 evalúa los SGD que ya
fueron implementados, el cual permite determinar si los
usuarios reconocen que el sistema es apropiado para
sus necesidades.

Facilidad de aprendizaje

En este apartado se evaluar el grado mediante el SGD
puede ser asimilado y aprendido, evaluado mediante la
eficacia, eficiencia y la satisfacción del usuario frente al
sistema

Operabilidad

La evaluación de este apartado determina qué tan fácil
los usuarios operan y controlan el SGD. También el
error de tolerancia y la conformidad con las expectativas
del usuario.
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Protección contra errores Durante la evaluación de un SGD es determinante los
de usuario

métodos y ayudas para la protección del usuario en
minimizar el riesgo de cometer errores

Estética de la interfaz de La interfaz del SGD puede ser evaluado de modo que
usuario

el usuario califique si el sistema tiene una interacción
agradable y satisfactoria en su diseño gráfico.

Accesibilidad

La evaluación de accesibilidad permite medir el grado
en que el SGD puede ser utilizado por personas con la
más amplia gama de características y capacidades para
lograr los objetivos organizacionales.

Etapa 3- Confiabilidad

La evaluación de esta etapa enfoca sus esfuerzos en medir el grado de cumplimiento
en que el SGD realiza sus funciones específicas bajo condiciones especificadas
durante un período de tiempo especificado. Esta etapa genera dependencia de la
evaluación de las etapas seguridad y disponibilidad.
Madurez

En la etapa 3 la metodología también evalúa las
condiciones de fiabilidad en las condiciones normales
de funcionamiento del SGD. Esto quiere decir que el
indicador es el grado en el cual los requerimientos de
SGD son cubiertos bajo una normal operación del
sistema.

Disponibilidad

La disponibilidad se evalúa bajo el grado en que el SGD
es operacional y accesible cuando se requiera. Esta
disponibilidad pueden en algunos casos ser la
combinación del resultado de madurez, tolerancia a
fallos, y capacidad de recuperación.
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Tolerancia a Fallos

En la evaluación de la etapa 3 es importante determinar
el grado en el que un SGD funciona según lo previsto a
pesar de la presencia de fallos de hardware o software

Capacidad de

La capacidad de recuperación enfoca su evaluación en

recuperación

el grado que en caso de interrupción o falla del SGD, el
sistema puede recuperar los datos directamente
afectados y restablecer el estado del sistema

Etapa 4. Mantenibilidad

En la Etapa 4, evalúa el grado en el cual el SGD puede eficaz y eficientemente ser
modificado por el personal encargado. Esto puede incluir correcciones, adaptaciones,
nuevos requerimientos funcionales, nuevas instalaciones, actualizaciones y mejoras.
Modularidad

El SGD debe ser evaluado en el grado en que los
componentes del sistema al realizarse algún cambio de
un componente, tienen un impacto mínimo en sus
demás componentes.

Reutilización

Es la evaluación de como el SGD y sus componentes
pueden ser utilizados en más de un sistema o en la
construcción de otros.

Analizabilidad

La Analizabilidad es evaluada de acuerdo al grado de
efectividad y eficiencia con el que es posible evaluar el
impacto en el SGD de algún cambio previsto en algunos
de sus partes o componentes. En detalle el nivel de
diagnóstico de la fallas o la identificación de partes para
ser modificadas. En las implementaciones de un SGD
esta característica es evaluada por el mecanismo
creado por el productor del software.
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Modificabilidad

Este apartado debe evaluar si el SGD puede ser
modificado eficaz y eficientemente sin introducir
defectos o degradar la calidad del sistema.
Para la evaluación durante la implementación se evalúa
el código, diseño, documentación, y el mecanismo de
gestión de cambios.

Testabilidad

La capacidad de pruebas es vinculante al grado de
efectividad y eficiencia con que puede establecerse los
criterios de ensayo del SGD y se pueden realizar
pruebas para determinar si se han cumplido dichos
criterios.

Etapa 5. Compatibilidad

Evaluación del método y grado en el cual el SGD puede intercambiar información o
realizar procesos con otros sistemas, productos, componentes, compartiendo el mismo
entorno de hardware o software.
Coexistencia

Calificación del nivel de cumplimiento en que el SGD
puede desempeñar sus funciones y cumplir sus
requerimientos de manera eficiente, compartiendo un
ambiente y recursos comunes con otros sistemas 0
productos, sin afectar al SGD o al sistema vinculado.

Interoperabilidad

Calificación de nivel de intercambio de información
entre el SGD y demás sistemas, productos o
componentes a los cuales esta o estará vinculado.

Etapa 6. Eficiencia en el rendimiento

77

La etapa 6 evalúa el Rendimiento del SGD en relación con la cantidad de recursos
utilizados en las condiciones indicadas. Estos recursos incluyen los productos de
software, configuración de software y hardware del sistema.
Comportamiento
tiempo

en

el Nivel de cumplimiento de los tiempos de respuestas,
procesamiento, y velocidades de producción de un
SGD, al realizar sus funciones, cumplen con los
requisitos.

Utilización de los recursos Calificación de cumplimiento de las cantidades y los
tipos de recursos utilizados por el SGD para
desempeñar sus funciones. Incluyendo las personas
que administración y gestionan el sistema.
Capacidad

Evaluación del Grado en que los límites máximos del
SGD o parámetro, espacio, o procesos del sistema
cumplen los requisitos.
Estos parámetros pueden incluir el número de ítems o
documentos a almacenar, numero de flujos de trabajo,
número de personal concurrente en el SGD, tamaño de
la base de datos.

Etapa 7. Portabilidad

Evaluación del SGD respecto a su eficacia y eficiencia al transferirse de un hardware,
software y otro entorno operativo o de uso a otro.
Adaptabilidad

Calificación respecto a cómo el SGD puede adaptarse
de manera efectiva y eficiente a diferentes hardware y
software. Incluyendo la capacidad de escalabilidad,
capacidad interna, cambios en la operación de la
organización, adaptación de usuarios finales.
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Capacidad de Instalación

Evaluación de la eficacia y la eficiencia del SGD para
ser instalado y/o desinstalado en un ambiente
especifico. En algunos casos si componentes de ayuda
o mejoras del SGD deben ser instalados por usuarios
finales esto puede afectar el resultado de esta
evaluación.

Reemplazabilidad

Grado en que el SGD puede reemplazar a otro producto
o software específico para el mismo propósito en el
mismo ambiente.

Etapa 8. Seguridad

Evaluar el grado en que el SGD protege la información y los datos para que las
personas u otros productos o sistemas tengan el grado de acceso a los datos
adecuados a sus tipos y niveles de autorización. Esta calificación es dependiente de
la evaluación de la integridad de la información.
Confidencialidad

Valoración del grado en que el SGD garantiza que los
datos sólo sean accesibles a los usuarios autorizados.

Integridad

Evaluación del SGD respecto al impedir el acceso no
autorizado o la modificación de programas informáticos
o datos.

No Repudio

Valoración del grado en que se puede haber prevenido
acciones o eventos para que los hechos o acciones no
puedan ser repudiados más tarde.

Responsabilidad

Evaluación del grado en el cual las acciones en el SGD
de una entidad pueden ser rastreadas exclusivamente
a la entidad.
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Autenticidad

Evaluación del grado en que la identidad de un sujeto o
recurso puede ser identificado con antelación.

6.4.5. Perfiles requeridos
Identificar aquellos roles que son indispensables e inciden en la implementación de la
metodología de evaluación fue el proceso desarrollado por el investigador aunado con
las experiencias de los entrevistados, concluyó en el resultado evidenciado en la Figura
10 Identificación de perfiles. En casos donde la evaluación se realice después de la
implementación se debe incluir en los perfiles mínimos como apoyo los roles: Records
Manager, Compliance Officer, y Content Manager.
Figura 10 Identificación de perfiles

Fuente: Elaboración Propia
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CONCLUSIONES

A la luz de los resultados obtenidos en el trabajo de investigación, es imprescindible
trabajar en conjunto con profesionales como ingenieros de software, ingenieros de
sistemas, ingenieros industriales para lograr un mejor resultado y así entregar una
propuesta de valor a la evaluación de SGD.
Considerando los resultados de las entrevistas y el análisis de la normativa archivística,
se presentan requisitos de SGD Colombianos de forma general, ambiguos (no claros,
imprecisos, y con múltiples interpretaciones), y no alcanzables (no son realistas frente a
los recursos tecnológicos actuales disponibles), debido a la no interrelación entre
disciplinas como la ingeniería de software/sistemas y la archivística.
Las características referidas en la normativa archivística y en el modelo de requisitos
colombiano para evaluar si un SGD cumple con sus objetivos, desconocen los
componentes básicos de las técnicas de evaluación de software SQuaRE (System and
Software Quality Requirements and Evaluation), por ende, cuando se definen los
requisitos funcionales y no funcionales, no es fácil utilizar métricas e indicadores para
ponderar el cumplimiento.
Considerando los resultados obtenidos, la mayoría de requerimientos de SGD
colombianos no tienen un vínculo importante

con las buenas prácticas en gestión

documental a nivel internacional. En ciertos aspectos se presentan requisitos no
alcanzables por ningún SGD actualmente en el mercado por lo cual los Profesionales de
Sistemas de Información deben realizar estudios de mercado y traducir en algunos casos
los requisitos internacionales para llevarlos a ser calificables y medibles.
En primera medida para realizar una evaluación de SGD de acuerdo a la metodología
propuesta es primordial enfocar la revisión en los requerimientos que la plataforma/
producto o aplicativo de gestión documental no cumple nativamente (Necesita a terceros
para poder cumplir). Estos requerimientos son los que tienen mayores inconvenientes en
las implementaciones de SGD.
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El hecho que el volumen de documentos electrónicos actualmente este incrementando y
el documentos en formato papel este disminuyendo es una excelente noticia para los
SGD, puesto que el aseguramiento de SGD para ambientes híbridos conlleva a fuertes
inversiones en medidas de seguridad, custodia de documentos y almacenamiento.
Reducir los costos de funcionamiento y de gestión de las entidades públicas y privadas
es uno de los frutos de la puesta en marcha de un SGD, por la tanto la metodología de
evaluación en espiral propuesta, beneficiara en gran medida a ahorrar costos en fracasos
en adquisición de licencias, horas de desarrollo a la medida, procesos de reingeniería, e
implementaciones fallidas.
Los profesionales de sistema de información cumplen un papel fundamental en todo el
proceso de elección y/o construcción de un SGD, en especial en el desarrollo de la
evaluación de los requerimientos de adecuación funcional donde el profesional debe
centrarse en explotar todo sus conocimientos y experiencias para afrontar el proceso de
automatización de los instrumentos archivísticos (CCD, TRD, Índices, inventarios,
bancos terminológicos).

RECOMENDACIONES

Extender el uso de una metodología de evaluación de SGD y adaptarla a las necesidades
de la organización y al entorno cambiante. Fijará el rumbo de un nuevo concepto de para
la adquisición y desarrollo de productos de gestión documental. Además repercute en
como la sociedad, las organizaciones y la industria de software de los SGD reconocen
a los profesionales de sistemas de información.
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Es importante considerar el alto peso que contiene las necesidades propias de las
entidades/empresas en la elección y compra de un SGD. Adoptar 100% la normativa
archivística, estándares de gestión documental y evaluación software, sin tener en
cuenta requerimientos del negocio pueden llevar a generar molestias y reprocesos en
implementaciones de SGD.
Trabajar en conjunto con varias disciplinas es vital para desarrollar un SGD adecuado
para las organizaciones. El enfoque de ingenieros, abogados, expertos informáticos,
profesionales expertos en el negocio son trascendentales para hacer un excelente
producto de gestión documental.
En la construcción o adopción de normativas y estándares de gestión documental
internacionales,

es esencial entablar relaciones con los modelos y estándares de

evaluación de software aplicados en el mundo, puesto que en algunos casos, el
profesional de la información afronta requisitos incumplibles por esta no conversación
entre la archivística y las nuevas tecnologías.
De los requerimientos archivísticos y de características de evaluación de software es
importante reflexionar sobre las nuevas pautas que traen la integración y el contenido
social que debe constituir los SGD (interfaces con blogs, ERP, wikis, colaboración y
aseguramiento de contenido, etc.)
Los criterios para la selección de SGD deben tener en cuenta las necesidades de la
entidad y la articulación con el PGD con sus metas a corto, mediano y largo plazo. Por
consiguiente el cronograma de implementación deberá estar en concordancia con los
objetivos esperados por la alta dirección en el PGD.
Durante el proceso de evaluación para la compra de SGD es recomendable para nuevos
trabajos de investigación orientar métodos y criterio de evaluación a profundidad en
los siguientes aspectos: requisitos de retención y disposición, captura e ingreso de
documento, clasificación y organización documental.
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ANEXOS

ANEXO 1. Desarrollo Lineal de la Serie ISO 25000 y Serie 30300
Desarrollo de la Serie ISO 25000 Evaluación de Software y Serie 30300 Sistema de
Gestión Documental

1991
Evaluación de Software
ISO9126
Software enginnering -- Product quality
Estado: Inactiva

1998
Evaluación de Software
ISO14598-5
Software product evaluation -- Part 5: Process for evaluators
Estado: Activa

1999
Evaluación de Software
ISO14598-1
Software product evaluation -- Part 1: General overview
Estado: Inactiva
ISO14598-4
Product evaluation -- Part 4: Process for acquirers
Estado: Inactiva

2000
Evaluación de Software
ISO14598-2
Product evaluation -- Part 2: Planning and management
Estado: Inactiva
ISO14598-3
Product evaluation -- Part 3: Process for developers
Estado: Inactiva

2001
Evaluación de Software
ISO14598-6
Product evaluation -- Part 6: Documentation of evaluation modules
Estado: Activa
ISO9126-1
Software engineering -- Product quality -- Part 1: Quality model
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Estado: Inactiva
Sistema de Gestión Documental
ISO15489-1
Records management -- Part 1: Concepts and principles
Estado: Activa
ISO15489-2
Records management -- Part 2: Guidelines
Estado: Inactiva

2003
Evaluación de Software
ISO9126-2
Software engineering -- Product quality -- Part 2: External metrics
Estado: Inactiva
ISO9126-3
Software engineering -- Product quality -- Part 3: Internal metrics
Estado: Inactiva

2004
Evaluación de Software
ISO9126-4
Software engineering -- Product quality -- Part 4: Quality in use metrics
Estado: Inactiva
Sistema de Gestión Documental
ISO23081-1
Records management processes -- Metadata for records -- Part 1 Principles
Estado: Activa

2005
Evaluación de Software
ISO25000
Systems and software Quality Requirements and Evaluation (SQuaRE) -- Guide to SQuaRE
Estado: Activa

2006
Evaluación de Software
ISO25051
Software product Quality Requirements and Evaluation (SQuaRE) -- Requirements for
quality of Commercial Off-The-Shelf (COTS) software product and instructions for testing
Estado: Activa

2007
Evaluación de Software
ISO25001

89

Systems and software Quality Requirements and Evaluation (SQuaRE) -- Planning and
management
Estado: Activa
ISO25020
Software product Quality Requirements and Evaluation (SQuaRE) -- Measurement
reference model and guide
Estado: Activa
ISO25021
Software product Quality Requirements and Evaluation (SQuaRE) -- Quality measure
elements
Estado: Activa
ISO25030
Software product Quality Requirements and Evaluation (SQuaRE) -- Quality requirements
Estado: Activa

2008
Evaluación de Software
ISO25012
Software product Quality Requirements and Evaluation (SQuaRE) -- Data quality model
Estado: Activa
Sistema de Gestión Documental
ISO/TR26122
Work process analysis for records
Estado: Activa

2009
Sistema de Gestión Documental
ISO23081-2
Managing metadata for records -- Part 2: Conceptual and implementation issues
Estado: Activa

2010
Evaluación de Software
ISO25045
Systems and software Quality Requirements and Evaluation (SQuaRE) -- Evaluation
module for recoverability
Estado: Activa
ISO25060
Systems and software product Quality Requirements and Evaluation (SQuaRE) -- Common
Industry Format (CIF) for usability: General framework for usability-related information
Estado: Activa
Sistema de Gestión Documental
ISO/TR13028
Implementation guidelines for digitization of records
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Estado: Activa
ISO16175-1
Principles and functional requirements for records in electronic office environments -Part 1: Overview and statement of principles
Estado: Activa
ISO16175-3
Principles and functional requirements for records in electronic office environments -Part 3: Guidelines and functional requirements for records in business systems
Estado: Activa

2011
Evaluación de Software
ISO25010
Systems and software Quality Requirements and Evaluation (SQuaRE) -- System and
software quality models
Estado: Activa
ISO25040
Systems and software Quality Requirements and Evaluation (SQuaRE) -- Evaluation
process
Estado: Activa
Sistema de Gestión Documental
ISO16175-2
Principles and functional requirements for records in electronic office environments -Part 2: Guidelines and functional requirements for digital records management systems
Estado: Activa
ISO23081-3
Managing metadata for records -- Part 3: Self-assessment method
Estado: Activa
ISO30300
Management systems for records -- Fundamentals and vocabulary
Estado: Activa
ISO30301
Management systems for records -- Requirements
Estado: Activa

2012
Evaluación de Software
ISO25041
Systems and software Quality Requirements and Evaluation (SQuaRE) -- Evaluation guide
for developers, acquirers and independent evaluators
Estado: Activa
Sistema de Gestión Documental
ISO13008
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Digital records conversion and migration process
Estado: Activa

2015
Evaluación de Software
ISO25024
Systems and software Quality Requirements and Evaluation (SQuaRE) -- Measurement of
data quality
Estado: Activa
Sistema de Gestión Documental
ISO30302
Management systems for records -- Guidelines for implementation
Estado: Activa

2016
Evaluación de Software
ISO25022
Systems and software quality requirements and evaluation (SQuaRE) -- Measurement of
quality in use
Estado: Activa
ISO25023
Systems and software Quality Requirements and Evaluation (SQuaRE) -- Measurement of
system and software product quality
Estado: Activa
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ANEXO 2. Línea de Tiempo Normas Analizadas en Evaluación de Software



Norma Inactiva



Norma Activa
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ANEXO 3. Línea de Tiempo Normas Analizadas en SGD



Norma Inactiva



Norma Activa
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ANEXO 4. Guía de preguntas para la entrevista semiestructurada
Recolectar información relevante para la formulación de una

Objetivo

metodología de evaluación de sistemas de gestión documental
desarrollados en una plataforma SharePoint Server.

Profesión
Edad

20-25

26-30

31-35

36-40

41-45

>45x

Ultimo Título Profesional Adquirido
Cargo Actual
Años de Experiencia Profesional en
SGD

1. De acuerdo con su criterio priorice las siguientes características57 para realizar
una evaluación de un sistema de gestión documental utilizando la plataforma
SharePoint., en el caso que Usted considere que falta alguna característica por
favor menciónela. Clasifique con 10 la más importante y con 1 la menos
importante.
2. Conformidad
3. Interoperabilidad
4. Seguridad
5. Meta descripción
6. Adición de Contenidos
7. Diseño y Funcionamiento
8. Gestión Distribuida
9. Disponibilidad y Acceso
10. Neutralidad Tecnológica
11. Otro. Cual?

2. Enumere las cinco principales fortalezas de un sistema de gestión documental
desarrollados en SharePoint Server?
3. Enumere

las cinco

principales debilidades de un sistema de gestión

documental desarrollados en SharePoint Server?

57

Tomado de Decreto 1080 de 2015 Articulo 2.8.2.6.2
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4. Según su experiencia describa cuáles son las características más importantes
para evaluar la calidad y la efectividad de un sistema de gestión documental
desarrollados en SharePoint Server.
5. De acuerdo con las buenas prácticas existen las siguientes ocho (8)
características para la evaluación de la calidad interna y externa de un
producto de software. Defina que entiende por cada una de las ocho (8)
características.



Califique el cumplimiento de cada una de las características siendo 100% si el
software cumple totalmente y 0% el no cumplimiento.
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ANEXO 5. Reporte pregunta 2. Fortalezas y debilidades.
Característica
1. Funtional
Suitability
(Adecuación
Funcional)

Subcaracterística

Fortalezas

Debilidades

Adecuación funcional (Funtional appropriateness)

No Registra

No Registra

Correcto funcionamiento(Functional correctness)

8

4

Integridad Funcional (Functional completeness)

No Registra

No Registra

8

4

Capacidad de recuperación (Recoverability)

1

No Registra

Disponibilidad (Availability)

2

No Registra

No Registra

No Registra

No Registra
3

No Registra
0

No Registra

2

1

2

Facilidad de aprendizaje (Learnability)

3

5

Operabilidad (operability)
Protección contra errores de usuario (User error
protection)
Reconocimiento (Appropriateness Recognizability)

1

4

No Registra
No Registra

No Registra
No Registra

5

13

No Registra

1

2

1

2

2

No Registra

No Registra

No Registra

No Registra

No Registra

No Registra

0

0

2

No Registra

No Registra

1

1

3

3

4

No Registra

2

2

2

1

1

No Registra

No Registra

No Registra

1

3

6

1. Funtional Suitability (Adecuación Funcional) Total
2. Reliability
(Confiabilidad)

Madurez (Maturity)

Tolerancia a Fallos (Fault tolerance)
2. Reliability (Confiabilidad) Total
Accesibilidad (Accesibility)
Estética de la interfaz de usuario (User interface
aesthetic)
3. Usability
(Usabilidad)

3. Usability (Usabilidad) Total
4. Compatibility Coexistencia (co-existence)
(Compatibilidad) Interoperabilidad (Interoperability)
4. Compatibility (Compatibilidad) Total
5. Performance Capacidad (Capacity)
efficiency
(Eficiencia en el Comportamiento en el tiempo (Time behaviur)
rendimiento) Utilización de los recursos (Resources utilization)
5. Performance efficiency (Eficiencia en el rendimiento) Total
6. Portability
(Portabilidad)

Adaptabilidad (Adaptability)
Capacidad de Instalación (Installability)
Reemplazabilidad (Replaceability)

6. Portability (Portabilidad) Total
Analizabilidad (Analysability)
Modificabilidad (Modifiability)
7.
Maintainability Modularidad (Modularity)
(Mantenibilidad)
Reutilización. (Reusability)
Capacidad de Prueba (Testability)
7. Maintainability (Mantenibilidad) Total
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Autenticidad (authenticity)

6

No Registra

Confidencialidad (confidentiality)

No Registra

No Registra

Integridad (integrity)

No Registra

1

Non-Repudiation (No Repudio)

No Registra

No Registra

Responsabilidad ( accountability)

No Registra

No Registra

8. Security (Seguridad) Total

6

1

Grand Total

30

30

8. Security
(Seguridad)
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ANEXO 6. Resultados priorización de las características de SGD
Análisis de la información Pregunta # 2 - 3 Debilidades y Fortalezas

Grupo 2 Perfil Profesional de Sistemas de
Información59

Grupo 1 Perfil Ingeniero58

Ingeniero 1

Seguridad
Interoperabilidad
Metadescripción
Gestión Distribuida
Adición de
Contenidos
Disponibilidad y
Acceso
Conformidad
Neutralidad
Tecnológica
Diseño y
Funcionamiento
Prof. Sist
Información 1
Seguridad
Interoperabilidad
Metadescripción
Gestión Distribuida
Adición de
Contenidos
Disponibilidad y
Acceso
Conformidad
Neutralidad
Tecnológica
Diseño y
Funcionamiento

Priorida
d

Ingeniero 2

Prioridad Ingeniero 3

9
8
7
6

Administración de
múltiples esquemas
organizacionales y de
información
Seguridad
Interoperabilidad
Metadescripción
Gestión Distribuida

5

Adición de Contenidos

7

4

Disponibilidad y Acceso

3

3

Conformidad

5

2

Neutralidad Tecnológica

9

1

Diseño y
Funcionamiento

1

Priorida
d

Prof. Sist Información 2

Prioridad

5
4
3
6
9
7
2
1
8

Prioridad

10
2
4
6
8

Seguridad
Interoperabilidad
Metadescripción
Gestión Distribuida
Adición de Contenidos
Disponibilidad y Acceso
Conformidad
Neutralidad Tecnológica
Diseño y
Funcionamiento

5
3
2
8
7
6
4
1
9

Seguridad
Interoperabilidad
Metadescripción
Gestión Distribuida
Adición de
Contenidos
Disponibilidad y
Acceso
Conformidad
Neutralidad
Tecnológica
Diseño y
Funcionamiento
Prof. Sist
Información 3
Arquitectura
Seguridad
Interoperabilidad
Metadescripción
Gestión Distribuida
Adición de
Contenidos
Disponibilidad y
Acceso
Conformidad
Neutralidad
Tecnológica
Diseño y
Funcionamiento

7
2
5
4
3
8
6
1
9

Prioridad
10
7
6
8
4
5
3
2
1
9

Fuente: Elaboración Propia

58

El perfil ingeniero permite referirse a los entrevistados ingenieros de sistemas e ingenieros de software.
El perfil Profesional de Sistemas de Información permite referirse a los entrevistados profesionales de
sistemas /ciencias de la información y la documentación Bibliotecología y Archivística.
59
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ANEXO 7. Análisis de la Normatividad

ISO 9126
NOMBRE DE LA

Software enginnering -- Product quality

NORMA
CATEGORIA

DE Evaluación de Software

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Inactiva

REVISIONES

1991, 2011
PROPÓSITO

El propósito de esta norma es definir:
A) Un modelo de calidad de uso compuesto de cinco características (algunas de las cuales se
subdividen en subcaracterísticas) que se relacionan con el resultado de la interacción cuando
un producto se utiliza en un contexto particular de uso. Este modelo de sistema es aplicable al
sistema humano-ordenador completo, incluyendo tanto los sistemas informáticos en uso como
los productos de software en uso.
B) Un modelo de calidad del producto compuesto de ocho características (que se subdividen
en subcaracterísticas) que se relacionan con las propiedades estáticas del software y las
propiedades dinámicas del sistema informático. El modelo es aplicable tanto a sistemas
informáticos como a productos de software.

Esta norma fue revisada, anulada y reemplazada por la norma ISO / IEC 25010
NORMAS RELACIONADAS
- IEC 60050-191 Ed.2.0, International Electrotechnical Vocabulary — Part 191: Dependability.
- IEEE 610.12-1990, IEEE Standard Glossary of Software Engineering Terminolog
- IEEE 1517-1999(R2004), IEEE Standard for Information Technology — Software Life Cycle
Processes — Reuse Processes.
- ISO/IEC 2382-1:1993, Information technology — Vocabulary — Part 1: Fundamental terms
- ISO/IEC 2382-14:1997, Information technology — Vocabulary — Part 14: Reliability, maintainability
and availability
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- ISO/IEC 2382-20:1990, Information technology — Vocabulary — Part 20: System development
- ISO 7498-2:1989, Information processing systems — Open Systems Interconnection — Basic
Reference Model — Part 2: Security Architecture
- ISO 9001:2000, Quality management systems — Requirements
- ISO/IEC 9126-1:2001, Software engineering — Product quality — Part 1: Quality model
- ISO/IEC TR 9126-2:2003, Software engineering — Product quality — Part 2: External metrics
- ISO/IEC TR 9126-3:2003, Software engineering — Product quality — Part 3: Internal metrics
- ISO/IEC TR 9126-4:2004, Software engineering — Product quality — Part 4: Quality in use metrics
- ISO 9241-11:1997, Ergonomic requirements for office work with visual display terminals (VDTs) —
Part 11: Guidance on usability
- ISO 9241-14:1997, Ergonomic requirements for office work with visual display terminals (VDTs) —
Part 14: Menu dialogues
- ISO 9241-110:2006, Ergonomics of human-system interaction — Part 110: Dialogue principles
- ISO/IEC 12207:2008, Systems and software engineering — Software life cycle processes

- ISO/IEC 13335-1:2004, Information technology — Security techniques — Management of information
and communications technology security — Part 1: Concepts and models for information and
communications technology security management.
- ISO 13407:1999, Human-centred design processes for interactive systems
- ISO/IEC 14598-2:2000, Software engineering — Product evaluation — Part 2: Planning and
management
- ISO/IEC 14598-3:2000, Software engineering — Product evaluation — Part 3: Process for developers
- ISO/IEC 14598-4:1999, Software engineering — Product evaluation — Part 4: Process for acquirers
- ISO/IEC 14598-5:1998, Information technology — Software product evaluation — Part 5: Process for
evaluators
- ISO/IEC 14598-6:2001, Software engineering — Product evaluation — Part 6: Documentation of
evaluation modules
- ISO/IEC 15026:1998, Information technology — System and software integrity levels
- ISO/IEC 15504 (parts 1 to 5), Information technology — Process assessment
- ISO/IEC 15288:2008, Systems and software engineering — System life cycle processes
- ISO/IEC/IEEE 24765:Systems and software engineering — Vocabulary

- ISO/IEC 25000:2005, Software Engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Guide to SQuaRE
- ISO/IEC 25012:2008, Software engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Data quality model
- ISO/IEC 25020:2007, Software engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Measurement reference model and guide
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- ISO/IEC 25030:2007, Software engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Quality requirements
- ISO/IEC 25040: Systems and software engineering — Systems and software Quality Requirements
and Evaluation (SQuaRE) — Evaluation process
- ISO/IEC TR 25021:2007, Software engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Quality measure elements.

CONTENIDO

Esta norma denominada Software enginnering -- Product quality
es utilizada para la evaluación de calidad de software, en ella se
describen

las

Confiabilidad,

siguientes
Usabilidad,

características:
Eficiencia,

Funcionalidad,

Mantenibilidad,

y

Portabilidad.
¿DEBERIA

SER Si, debería ser incluida porque es una evaluación de software que

INCLUIDA

EN

PROPUESTA

LA abarca distintas características de un software.
DE

METODOLOGÍA?

ISO 14598-5
NOMBRE

DE

LA Software product evaluation -- Part 5: Process for evaluators

NORMA
CATEGORIA

DE Evaluación de Software

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

activa

REVISIONES

1998
PROPOSITO

El objetivo principal de esta norma es proporcionar resultados cuantitativos relacionados con
la calidad del producto de software que sean comprensibles, aceptables y puedan ser
dependidos por cualquier parte interesada.
NORMAS RELACIONADAS
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- ISO/IEC 9126:1991, Information technology — Software product evaluation — Quality
characteristics and guidelines for their use.
- ISO/IEC 14598-1:—1), Information technology — Software product evaluation — Part 1:
General overview.
- ISO/IEC 14598-6:—1), Information technology — Software product evaluation — Part 6:
Evaluation modules.
CONTENIDO

Esta parte de la norma contiene las actividades que se necesitan para
analizar los requisitos de evaluación, especificar, diseñar y realizar
acciones de evaluación y concluir la evaluación de cualquier tipo de
producto de software.

¿DEBERIA

SER Esta norma debería ser incluida ya que proporciona resultados

INCLUIDA

EN

PROPUESTA

LA cuantitativos relacionados con la calidad del producto de software que
DE sean comprensibles, aceptables

METODOLOGÍA?

ISO 14598-1
NOMBRE

DE

LA Software product evaluation -- Part 1: General overview

NORMA
CATEGORIA

DE Evaluación de Software

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Inactiva

REVISIONES

1999
PROPOSITO

Esta parte de la norma introduce las otras partes. Esta parte de ISO / IEC 14598 define los
términos técnicos utilizados en las otras partes, contiene los requisitos generales para la
especificación y Evaluación de la calidad del software y aclara los conceptos generales.
Además, proporciona un marco para evaluar la calidad de todos los tipos de productos de
software y establece los requisitos para los métodos de medición y evaluación de productos
de software.
Fue revisada y reemplazada por la norma ISO 25040
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NORMAS RELACIONADAS
- ISO/IEC 2382-1:1993, Information technology — Vocabulary — Part 1: Fundamental
terms.
- ISO 8402:1994, Quality management and quality assurance — Vocabulary.
- ISO/IEC 9126-1:—1), Information technology — Software quality characteristics and metrics
— Part 1: Quality characteristics and sub-characteristics.
- ISO/IEC 12207:1995, Information technology — Software life cycle processes.
CONTENIDO

Esta parte de la norma es básicamente una introducción de las
demás partes. Ofrece una visión general de estas y define los
términos técnicos utilizados, contiene requisitos generales para
la especificación y evaluación de la calidad del software y
clarifica los conceptos generales.

¿DEBERIA

SER Si debería ser incluida debido a que contiene los requisitos generales

INCLUIDA

EN

PROPUESTA

LA para la especificación y evaluación de la calidad del software y aclara
DE los conceptos generales

METODOLOGÍA?

ISO 14598-4
NOMBRE

DE

LA Product evaluation -- Part 4: Process for acquirers

NORMA
CATEGORIA

DE Evaluación de Software

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Inactiva

REVISIONES

1999
PROPOSITO

Ayuda a cumplir los objetivos de decidir sobre la aceptación de un solo producto o para
seleccionar un producto entre productos alternativos. El proceso de evaluación puede
adaptarse a la naturaleza e integridad de la aplicación. También es suficientemente flexible
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para acomodar la amplia gama de formas y usos de productos de software de una manera
rentable.
Esta parte de ISO / IEC 14598 está destinada a, pero no limitado a, gerentes de proyecto,
ingenieros de sistemas, personal de ingeniería de software de desarrollo y mantenimiento y
usuarios finales que planean adquirir productos de software, y también proveedores que
proporcionan dichos productos.
NORMAS RELACIONADAS
- ISO/IEC 9126-1, Information technology - Software quality characteristics and metrics – Part
1: Quality characteristics and subcharacteristics.
- ISO/IEC 12207:1995, Information technology - Software life cycle processes.
- ISO/IEC 14598-1:1999, Information technology – Software product evaluation - Part 1:
General overview.
- ISO/IEC 14598-5: 1998, Information technology – Software product evaluation - Part 5:
Process for evaluators.
- ISO/IEC 15026:1998, Information technology – System and software integrity levels.
CONTENIDO

Esta parte de la norma contiene requisitos, recomendaciones y
directrices para la medición y evaluación sistemática de la calidad de
los productos de software durante la adquisición de productos de
software

"fuera

de

la

plataforma",

productos

de

software

personalizados o modificaciones a productos de software existentes.
¿DEBERIA

SER Si debería ser incluida debido a que es un apoyo al momento de dar

INCLUIDA

EN

PROPUESTA

LA solución a los objetivos de decidir sobre la aceptación de un solo
DE producto o para seleccionar un producto entre productos alternativos

METODOLOGÍA?

ISO 14598-2
NOMBRE

DE

LA Product evaluation -- Part 2: Planning and management

NORMA
CATEGORIA

DE Evaluación de Software

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐
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ESTADO

Inactiva

REVISIONES

2000
PROPOSITO

Esta parte de ISO / IEC 14598 tiene como objetivo clarificar los requisitos que deben ser
proporcionados por la organización para asegurar el éxito de la evaluación. Esta función de
soporte puede formar parte de la organización (por ejemplo, un grupo técnico) o una función
de gestión especialmente creada.
NORMAS RELACIONADAS
- ISO 8402:1994, Quality management and quality assurance — Vocabulary.
- ISO/IEC 9126:1991, Information technology — Software product evaluation — Quality
characteristics and guidelines for their use.
- ISO/IEC 9126-2, Information technology — Software product quality — Part 2: External
metrics.
- ISO/IEC 9126-3, Information technology — Software product quality — Part 3: Internal
metrics.
- ISO/IEC 14598-1:1999, Information technology — Software product evaluation — Part 1:
General overview
- ISO/IEC 14598-5:1998, Information technology — Software product evaluation — Part 5:
Process for evaluators.
- ISO/IEC 14598-6, Software engineering — Product evaluation — Part 6: Documentation of
evaluation modules.
CONTENIDO

Esta parte de la Norma contiene requisitos, recomendaciones y
directrices para la función de apoyo que es responsable de la
gestión de la evaluación del producto software y de las
tecnologías necesarias para la evaluación.

¿DEBERIA
INCLUIDA

SER Si debería ser incluida ya que da una perspectiva más clara de los
EN

PROPUESTA

LA requisitos que deben ser proporcionados por la organización para
DE asegurar el éxito de la evaluación.

METODOLOGÍA?

ISO 14598-3
NOMBRE

DE

LA Product evaluation -- Part 3: Process for developers

NORMA
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CATEGORIA

DE Evaluación de Software

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Inactiva

REVISIONES

2000
PROPOSITO

El objeto de esta norma es proporcionar pautas para aclarar requisitos de calidad y para
implementar y analizar medidas de calidad de software. Esta parte de ISO / IEC 14598 se
aplica a todos los programas informáticos en todas las fases del ciclo de vida del desarrollo.
Se centra en la selección e información de los indicadores que son útiles para predecir la
calidad del producto final mediante la medición de la calidad de los productos intermedios.
También se centra en la medición de la calidad del producto final.
NORMAS RELACIONADAS
- ISO/IEC 9126-1, Information technology - Software product quality - Part 1: Quality model.
- ISO/IEC 12207, Information technology - Software life cycle processes.
- ISO/IEC 14598-1:1999, Information technology - Software product evaluation - Part 1:
General overview.
- ISO/IEC 14598-2:2000, Information technology - Software product evaluation - Part 2:
Planning and management.
- ISO/IEC 14598-6, Software engineering - Product evaluation - Part 6: Documentation of
evaluation modules.
CONTENIDO

Esta parte de la Norma proporciona en su contenido requisitos y
recomendaciones para la implementación práctica de la evaluación
de productos de software. El proceso descrito en esta parte define las
actividades necesarias para analizar los requisitos de evaluación,
especificar, diseñar y realizar acciones de evaluación y concluir la
evaluación de cualquier tipo de producto de software.

¿DEBERIA
INCLUIDA

SER Si, debe ser incluida ya que clarifica y proporciona requisitos y ayuda
EN

PROPUESTA

LA al implante y análisis de calidad en la evaluación de software
DE

METODOLOGÍA?
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ISO 9126-1
NOMBRE

DE

LA Software engineering -- Product quality -- Part 1: Quality model

NORMA
CATEGORIA

DE Evaluación de Software

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Inactiva

REVISIONES

2001
PROPOSITO

Esta parte de ISO / IEC 9126 permite especificar y evaluar la calidad de los productos de
software desde diferentes perspectivas por aquellos asociados con la adquisición, requisitos,
desarrollo, uso, evaluación, soporte, mantenimiento, garantía de calidad y auditoría de
software. Puede ser utilizado, por ejemplo, por desarrolladores, adquirentes, personal de
aseguramiento de la calidad y evaluadores independientes, en particular los responsables de
especificar y evaluar la calidad de los productos de software.
NORMAS RELACIONADAS
- ISO/IEC 14598-1:1999, Information technology Software product evaluation Part 1: General
overview.
CONTENIDO

Esta parte de ISO / IEC 9126 Contiene y describe un modelo de dos
partes para la calidad del producto de software: a) calidad interna y
calidad externa, y b) calidad en uso.
También proporcionan un marco para especificar los requisitos de
calidad para el software y hacer concesiones entre las capacidades
del producto de software.

¿DEBERIA
INCLUIDA

SER Debería ser incluida ya que permite especificar y evaluar la calidad
EN

PROPUESTA
METODOLOGÍA?

LA de los productos de software desde diferentes perspectivas por
DE aquellos asociados con la adquisición, requisitos, desarrollo, uso,
evaluación, soporte, mantenimiento, garantía de calidad y auditoría
de software.
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ISO 14598-6
NOMBRE

DE

LA Product evaluation -- Part 6: Documentation of evaluation modules

NORMA
CATEGORIA

DE Evaluación de Software

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2001
PROPOSITO

Los módulos de evaluación proporcionan un enfoque flexible y estructurado para hacer
métricas o indicadores aplicables a la evaluación de productos intermedios y terminados. El
uso de módulos de evaluación producidos de acuerdo con esta parte de ISO / IEC 14598 ayuda
a asegurar que las evaluaciones de productos de software puedan ser repetibles,
reproducibles y objetivas.
NORMAS RELACIONADAS
- ISO/IEC 9126-1, Software engineering — Product quality — Part 1: Quality model.
- ISO/IEC 12207, Information technology — Software life cycle processes.
- ISO/IEC 14598-1, Information technology — Software product evaluation — Part 1: General
overview.
- ISO/IEC 14598-2, Product evaluation — Part 2: Planning and management.
- ISO/IEC 14598-3, Product evaluation — Part 3: Process for developers.
- ISO/IEC 14598-4, Software engineering — Product evaluation — Part 4: Process for
acquirers.
- ISO/IEC 14598-5, Information technology — Software product evaluation — Part 5: Process
for evaluators.
CONTENIDO

En el contenido de esta norma se define la estructura y el contenido
de la documentación que se utilizará para describir un módulo de
evaluación. Esta parte de la norma permite especificar y evaluar la
calidad de los productos de software desde diferentes perspectivas
por aquellos asociados con la adquisición, requisitos, desarrollo, uso,
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evaluación, soporte, mantenimiento, garantía de calidad y auditoría
de software.
¿DEBERIA

SER Si debería ser incluida ya que da un enfoque flexible y estructurado

INCLUIDA

EN

PROPUESTA

LA para hacer indicadores aplicables a la evaluación de productos
DE intermedios y terminados.

METODOLOGÍA?

ISO 9126-2
NOMBRE

DE

LA Software engineering -- Product quality -- Part 2: External metrics

NORMA
CATEGORIA

DE Evaluación de Software

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Inactiva

REVISIONES

2003

PROPOSITO
El objeto de esta norma es proporcionar métricas o indicadores externos para medir atributos
de seis características de calidad externas definidas en ISO / CEI 9126-1. ISO / IEC TR 91262: 2003 define métricas externas, ISO / IEC TR 9126-3 define las métricas internas y ISO / IEC
9126-4 define métricas de calidad en uso, para la medición de las características o las
subcaracterísticas. Las métricas internas miden el software en sí, las métricas externas miden
el comportamiento del sistema basado en computadora que incluye el software y las métricas
de calidad en uso miden los efectos del uso del software en un contexto específico de uso.
ISO / IEC TR 9126-2: 2003 está diseñado para ser utilizado junto con ISO / IEC 9126-1.
NORMAS RELACIONADAS
- ISO/IEC 9126-1:2001, Software engineering — Product quality — Part 1: Quality model
- ISO/IEC TR 9126-31), Software engineering — Product quality — Part 3: Internal metrics
- ISO/IEC 9126-41), Software engineering — Product quality — Part 4: Quality in use metrics.
- ISO/IEC 14598-1:1999, Information technology — Software product evaluation — Part 1:
General overview.
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- ISO/IEC 14598-2:2000, Software engineering — Product evaluation — Part 2: Planning and
management.
- ISO/IEC 14598-3:2000, Software engineering — Product evaluation — Part 3: Process for
developers.
- ISO/IEC 14598-4:1999, Software engineering — Product evaluation — Part 4: Process for
acquirers.
- ISO/IEC 14598-5:1998, Information technology — Software product evaluation — Part 5:
Process for evaluators.
- ISO/IEC 14598-6:2001, Software engineering — Product evaluation — Part 6:
Documentation of evaluation modules.
- ISO/IEC 12207:1995, Information technology — Software life cycle processes.
- ISO/IEC 14143-1:1998, Information technology — Software measurement — Functional
size measurement — Part 1: Definition of concepts.
- ISO/IEC 2382-20:1990, Information technology — Vocabulary — Part 20: System
development.
- ISO 9241-10:1996, Ergonomic requirements for office work with visual display terminals
(VDTs) — Part 10: Dialogue principles.
CONTENIDO

Este informe técnico define las métricas externas para medir
cuantitativamente la calidad del software externo.
Este Informe Técnico contiene:
I. una explicación de cómo aplicar métricas de calidad de software
II. Un conjunto básico de métricas para cada subcaracterística
III. Un ejemplo de cómo aplicar métricas durante el ciclo de vida del
producto de software

¿DEBERIA
INCLUIDA

SER Si debería ser incluida debido a que facilita indicadores para medir de
EN

PROPUESTA

LA forme cuantitativa la calidad del software externo
DE

METODOLOGÍA?

ISO 9126-3
NOMBRE

DE

LA Software engineering -- Product quality -- Part 3: Internal metrics

NORMA
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CATEGORIA

DE Evaluación de Software

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Inactiva

REVISIONES

2003
PROPOSITO

El propósito de la norma es proporcionar métricas internas para medir atributos de seis
características de calidad externas definidas en ISO / IEC 9126-1. ISO / IEC TR 9126-2 define
métricas externas, ISO / IEC TR 9126-3: 2003 define métricas internas y ISO / IEC 9126-4
define las métricas de calidad en uso, para la medición de las características o las
subcaracterísticas. Las métricas internas miden el software en sí, las métricas externas miden
el comportamiento del sistema basado en computadora que incluye el software y las métricas
de calidad en uso miden los efectos del uso del software en un contexto específico de uso.
ISO / IEC TR 9126-3: 2003 está diseñado para ser utilizado junto con ISO / IEC 9126-1.
NORMAS RELACIONADAS
- ISO/IEC 9126-1:2001, Software engineering — Product quality — Part 1: Quality model
- ISO/IEC TR 9126-21), Software engineering — Product quality — Part 2: External metrics
- ISO/IEC 9126-41), Software engineering — Product quality — Part 4: Quality in use metrics.
- ISO/IEC 14598-1:1999, Information technology — Software product evaluation — Part 1:
General overview.
- ISO/IEC 14598-2:2000, Software engineering — Product evaluation — Part 2: Planning and
management.
- ISO/IEC 14598-3:2000, Software engineering — Product evaluation — Part 3: Process for
developers.
- ISO/IEC 14598-4:1999, Software engineering — Product evaluation — Part 4: Process for
acquirers.
- ISO/IEC 14598-5:1998, Information technology — Software product evaluation — Part 5:
Process for evaluators.
- ISO/IEC 14598-6:2001, Software engineering — Product evaluation — Part 6:
Documentation of evaluation modules.
- ISO/IEC 12207:1995, Information technology — Software life cycle processes.
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- ISO/IEC 14143-1:1998, Information technology — Software measurement — Functional
size measurement — Part 1: Definition of concepts.
- ISO 2382-20:1990, Information technology — Vocabulary — Part 20: System development.
- ISO 9241-10:1996, Ergonomic requirements for office work with visual display terminals
(VDTs) — Part 10: Dialogue principles.
CONTENIDO

Este informe técnico define en su contenido las métricas internas para
medir cuantitativamente la calidad del software externo.
Este Informe Técnico contiene:
I. una explicación de cómo aplicar métricas de calidad de software
II. Un conjunto básico de métricas para cada subcaracterística
III. Un ejemplo de cómo aplicar métricas durante el ciclo de vida del
producto de software

¿DEBERIA

SER Si debería ser incluida debido a que facilita indicadores para medir de

INCLUIDA

EN

PROPUESTA

LA forme cuantitativa la calidad del software interno
DE

METODOLOGÍA?

ISO 9126-4
NOMBRE

DE

NORMA
CATEGORIA

LA Software engineering -- Product quality -- Part 4: Quality in use
metrics
DE Evaluación de Software

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Inactiva

REVISIONES

2004
PROPOSITO

Esta norma proporciona métricas de calidad en el uso para medir los atributos definidos en
ISO / IEC 9126-1. ISO / IEC TR 9126-2 define métricas externas y ISO / IEC TR 9126-3 define
métricas internas para la medición de las subcaracterísticas definidas en ISO / IEC 9126-1.
Las métricas internas miden el software en sí, las métricas externas miden el comportamiento
del sistema basado en computadora que incluye el software y las métricas de calidad en uso
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miden

los

efectos

del

uso

del

software

en

un

contexto

específico

de

uso.

ISO / IEC TR 9126-2 está diseñado para ser utilizado junto con ISO / IEC 9126-1.
NORMAS RELACIONADAS
- ISO 8402, Quality management and quality assurance — Vocabulary.
- ISO/IEC 9126, Software engineering — Product quality.
- ISO/IEC 9126-1, Software engineering — Product quality — Part 1: Quality model.
- ISO/IEC TR 9126-2, Software engineering — Product quality — Part 2: External metrics
[Technical Report].
- ISO/IEC TR 9126-3, Software engineering — Product quality — Part 3: Internal metrics
[Technical Report].
- ISO 9241-11:1998, Ergonomic requirements for office work with visual display terminals
(VDTs) — Part 11: Guidance on usability.
- ISO/IEC 14598-1, Information technology — Software product evaluation — Part 1: General
overview.
- ISO/IEC 14598-3, Software engineering — Product evaluation — Part 3: Process for
developers.
- ISO/IEC 14598-5:1998, Information technology — Software product evaluation — Part 5:
Process for evaluators.
- ISO/IEC 12207:1995, Information technology — Software life cycle processes.
- ISO/IEC 14143-1, Information technology — Software measurement — Functional size
measurement — Part 1: Definition of concepts.
CONTENIDO

Este informe técnico contiene métricas de calidad en uso para las
características definidas en la norma ISO / CEI 9126-1 y está
diseñado para ser utilizado junto con ISO / IEC 9126-1.
Este Informe Técnico contiene:
• una explicación de cómo aplicar métricas de calidad de software;
• un conjunto básico de métricas para cada característica;
• un ejemplo de cómo aplicar métricas durante el ciclo de vida del
producto de software.

¿DEBERIA
INCLUIDA

SER Es pertinente incluir esta norma ya que explica cómo aplicar
EN

PROPUESTA
METODOLOGÍA?

LA indicadores de calidad de software, muestra un conjunto básico de
DE indicadores y da ejemplos de cómo aplicarlos durante el ciclo de vida
del producto.
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ISO 25000
NOMBRE

DE

LA Systems and software Quality Requirements and Evaluation

NORMA
CATEGORIA

(SQuaRE) -- Guide to SQuaRE
DE Evaluación de Software

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Activo

REVISIONES

2005, 2014

PROPOSITO
El propósito de la ISO / IEC 25000: 2014 es proporcionar una visión general de los contenidos
de SQuaRE60, modelos de referencia y definiciones comunes, así como la relación entre los
documentos, permitiendo a los usuarios de la guía un buen entendimiento de dichas series de
estándares, de acuerdo a su propósito de uso.
NORMAS RELACIONADAS
- ISO 9000:2005, Quality management systems — Fundamentals and vocabulary.
- ISO 9001:2008, Quality management systems — Requirements.
- ISO 9004:2009, Managing for the sustained success of an organization — A quality
management approach.
- ISO/IEC 9126-1:2001, Software engineering — Product quality — Part 1: Quality model.
- ISO/IEC TR 9126-2:2003, Software engineering — Product quality — Part 2: External
metrics.
- ISO/IEC TR 9126-3:2003, Software engineering — Product quality — Part 3: Internal
metrics.
- ISO/IEC TR 9126-4:2004, Software engineering — Product quality — Part 4: Quality in use
metrics.
- ISO 9241-11:1998, Ergonomic requirements for office work with visual display terminals
(VDTs) — Part 11: Guidance on usability
- ISO/IEC 12207:2008, Systems and software engineering — Software life cycle processes.

60

Systems and software Quality Requirements and Evaluation
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- ISO/IEC 14598-1:1999, Information technology — Software product evaluation — Part 1:
General overview ISO/IEC 14598-2:2000, Software engineering — Product evaluation — Part
2: Planning and management.
- ISO/IEC 14598-3:2000, Software engineering — Product evaluation — Part 3: Process for
developers.
- ISO/IEC 14598-4:1999, Software engineering — Product evaluation — Part 4: Process for
acquirers.
- ISO/IEC 14598-5:1998, Information technology — Software product evaluation — Part 5:
Process for evaluators.
- ISO/IEC 14598-6:2001, Software engineering — Product evaluation — Part 6:
Documentation of evaluation modules.
- ISO/IEC 15288:2008, Systems and software engineering — System life cycle processes.
- ISO/IEC 15504-1:2004, Information technology — Process assessment — Part 1: Concepts
and vocabulary.
- ISO/IEC 15504-2:2003, Information technology — Process assessment — Part 2:
Performing an assessment.
- ISO/IEC 15504-3:2004, Information technology — Process assessment — Part 3: Guidance
on performing an assessment.
- ISO/IEC 15504-4:2004, Information technology — Process assessment — Part 4: Guidance
on use for process improvement and process capability determination.
- ISO/IEC 15504-5:2012, Information technology — Process assessment — Part 5: An
exemplar software life cycle process assessment mode.
- ISO/IEC 15504-6:2013, Information technology — Process assessment — Part 6: An
exemplar system life cycle process assessment model.
- ISO/IEC TR 15504-7:2008, Information technology — Process assessment — Part 7:
Assessment of organizational maturity.
- ISO/IEC TS 15504-8:2012, Information technology — Process assessment — Part 8: An
exemplar process assessment model for IT service management.
- ISO/IEC TS 15504-9:2011, Information technology -- Process assessment -- Part 9: Target
process profiles.
- ISO/IEC TS 15504-10:2011, Information technology -- Process assessment -- Part 10:
Safety extension.
- ISO/IEC 15939:2007, Systems and software engineering — Measurement process.
- ISO 19011:2011, Guidelines for auditing management systems
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- ISO/IEC 25001:2007, Software engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Planning and management.
- ISO/IEC 25010:2011, Systems and software engineering — Systems and software Quality
Requirements and Evaluation (SQuaRE) — System and software quality models.
- ISO/IEC 25012:2008, Software engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Data quality model.
- ISO/IEC 25020:2007, Software engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Measurement reference model and guide.
- ISO/IEC 25021:2012, Systems and software engineering — Systems and software Quality
Requirements and Evaluation (SQuaRE) — Quality measure elements.
- ISO/IEC 25022, Systems and software engineering — Systems and software Quality
Requirements and Evaluation (SQuaRE) — Measurement of quality in use (in development).
- ISO/IEC 25023, Systems and software engineering — Systems and software Quality
Requirements and Evaluation (SQuaRE) — Measurement of system and software product
quality (in development).
- ISO/IEC 25024, Systems and software engineering: Systems and software Quality
Requirements and Evaluation (SQuaRE) — Measurement of data quality (in development).
- ISO/IEC 25030:2007, Software engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Quality requirements.
- ISO/IEC 25040:2011, Systems and software engineering — Systems and software Quality
Requirements and Evaluation (SQuaRE) — Evaluation processISO/IEC 25041:2012,
Systems and software engineering — Systems and software Quality Requirements and
Evaluation (SQuaRE) — Evaluation guide for developers, acquirers and independent
evaluators.
- ISO/IEC 25045:2010, Systems and software engineering — Systems and software Quality
Requirements and Evaluation (SQuaRE) — Evaluation module for recoverability.
- ISO/IEC 25051:2014, Software engineering — Systems and software Quality Requirements
and Evaluation (SQuaRE) — Requirements for quality of Ready to Use Software Product
(RUSP) and instructions for testing.
- ISO/IEC 25062:2006, Software engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Common Industry Format (CIF) for usability test reports.
CONTENIDO

Este documento contiene una explicación del proceso de transición
entre las viejas series ISO / IEC 9126 y 14598 y SQuaRE y también
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presenta información sobre cómo utilizar las series ISO / IEC 9126 y
14598 en su forma anterior.
¿DEBERIA

SER Si, ya que proporciona una visión general de los contenidos de

INCLUIDA

EN

PROPUESTA

LA SQuaRE, modelos de referencia y definiciones comunes, así como la
DE relación entre los documentos.

METODOLOGÍA?

ISO 25051
NOMBRE

DE

NORMA

LA Software product Quality Requirements and Evaluation (SQuaRE) -Requirements for quality of Commercial Off-The-Shelf (COTS)
software product and instructions for testing.

CATEGORIA

DE Evaluación de Software

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2006, 2014
PROPOSITO

Esta norma se ocupa únicamente de proporcionar al usuario la confianza de que la RUSP
(Requisitos para la calidad del producto de software listo para usar) funcionará según se
ofrezca y se entregue. No se ocupa de la realización de la producción (incluidas las actividades
y los productos intermedios, por ejemplo, las especificaciones). El sistema de calidad de un
proveedor está fuera del alcance de ISO / IEC 25051: 2014.
NORMAS RELACIONADAS
- ISO/IEC 25000, Systems and software engineering — Systems and software Quality
Requirements and Evaluation (SQuaRE) — Guide to SQuaRE
- ISO/IEC 25010, Systems and software engineering — Systems and software Quality
Requirements and Evaluation (SQuaRE) — System and software quality models
CONTENIDO

Esta Norma Internacional establece:
A) Requisitos de calidad de los productos de software COTS;
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B) Requisitos para la documentación de la prueba para los ensayos
de productos de software COTS, incluidos los requisitos de prueba,
los casos de prueba y los informes de prueba;
C) Instrucciones para la evaluación de la conformidad de los
productos de software COTS (Commercial Off-TheShelf – Comercial
fuera de plataforma).
¿DEBERIA

SER Sí, porque proporcionar al usuario la confianza de que los requisitos

INCLUIDA

EN

PROPUESTA

LA para la calidad del producto de software listo para usar funcionarán
DE según se ofrezca y se entregue.

METODOLOGÍA?

ISO 25001
NOMBRE

DE

NORMA
CATEGORIA

LA Systems and software Quality Requirements and Evaluation
(SQuaRE) -- Planning and management
DE Evaluación de Software

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2007, 2014
PROPOSITO

El objetivo de la presente es proporcionar requisitos y recomendaciones para una organización
responsable de implementar y administrar la especificación de requisitos de calidad de
productos de sistemas y software y actividades de evaluación a través del suministro de
tecnología, herramientas, experiencias y habilidades de gestión.
NORMAS RELACIONADAS
- ISO/IEC 25000:2014, Software Engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Guide to SQuaRE
- ISO/IEC 25010:2011, Systems and software engineering — Systems and software Quality
Requirements and Evaluation (SQuaRE) — System and software quality models
- ISO/IEC 25020:2007, Software engineering — Software product Quality Requirements and
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Evaluation (SQuaRE) — Measurement reference model and guide
- ISO/IEC 25021:2012, Systems and software engineering — Systems and software Quality
Requirements and Evaluation (SQuaRE) — Quality measure elements
- ISO/IEC 25022, Systems and software engineering - Systems and software Quality
Requirements and Evaluation (SQuaRE) – Measurement of quality in use 1
- ISO/IEC 25023, Systems and software engineering: Systems and software Quality
Requirements and Evaluation (SQuaRE) – Measurement of system and software product
quality 2
- ISO/IEC 25024, Systems and software engineering: Systems and software Quality
Requirements and Evaluation (SQuaRE) – Measurement of data quality 3
- ISO/IEC 25030:2007, Software engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Quality requirements
- ISO/IEC 25040:2011, Systems and software engineering - Systems and software Quality
Requirements and Evaluation (SQuaRE) – Evaluation process
- ISO/IEC 25041:2012, Systems and software engineering — Systems and software Quality
Requirements and Evaluation (SQuaRE) — Evaluation guide for developers, acquirers and
independent evaluators
- ISO/IEC 25045:2010, Systems and software engineering — Systems and software Quality
Requirements and Evaluation (SQuaRE) — Evaluation module for recoverability
- ISO/IEC 25051, Software engineering — Systems and software Quality Requirements and
Evaluation (SQuaRE) — Requirements for quality of Ready to Use Software Product (RUSP)
and instructions for testing
- ISO/IEC 15288:2008, Systems and software engineering — System life cycle processes
- ISO/IEC 12207:2008, Systems and software engineering — Software life cycle processes
CONTENIDO

Esta norma contiene información sobre gestión tecnológica la cual
está relacionada con la planificación y gestión de una especificación
de requisitos de calidad de software y un proceso de evaluación,
medidas y herramientas. Esto incluye la gestión del desarrollo, la
adquisición, la normalización, el control, la transferencia y la
retroalimentación de las especificaciones de los requisitos y las
experiencias de la tecnología de evaluación dentro de la
organización.

¿DEBERIA
INCLUIDA

SER Debería ser incluida debido a que proporciona requisitos y
EN

LA recomendaciones al momento de implementar y administrar la
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PROPUESTA
METODOLOGÍA?

DE especificación de requisitos de calidad de productos de sistemas y
software y actividades de evaluación.

ISO 25020
NOMBRE

DE

NORMA
CATEGORIA

LA Software product Quality Requirements and Evaluation (SQuaRE) -Measurement reference model and guide
DE Evaluación de Software

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2007
PROPOSITO

El propósito de esta norma es proporcionar un modelo de referencia de medición y una guía
para medir las características de calidad definidas en ISO / IEC 2501n, Quality Model División.
ISO / IEC 25020: 2007 establece requisitos para la selección y construcción de medidas de
calidad. También contiene anexos informativos que abordan los siguientes temas: criterios
para seleccionar medidas de calidad de software y elementos de medida de calidad, demostrar
validez predictiva y evaluar confiabilidad de medición y un formato de ejemplo para documentar
medidas

de

calidad

de

software.

El propósito de la serie SQuaRE de Normas Internacionales es ayudar a aquellos
desarrollando y adquiriendo productos de software con la especificación y evaluación de
requisitos de calidad. Establece criterios para la especificación de los requisitos de calidad de
los productos de software y su evaluación.
NORMAS RELACIONADAS
- ISO/IEC 25000, Software Engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Guide to SQuaRE.
- ISO/IEC 15939:2002, Software engineering — Software measurement process.
CONTENIDO

Contiene la selección y construcción de medidas de calidad de
producto de software, con respecto a su uso junto con otros
documentos de la serie SQuaRE.
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Esta Norma Internacional también contiene los siguientes anexos
informativos (de A a C) y Bibliografía:
- Criterios para la selección de medidas de calidad de software y
elementos de medida de calidad
- Demostración de la validez predictiva y evaluación de la fiabilidad
de medición
- Formato de ejemplo para documentar las medidas de calidad del
software
- Bibliografía
¿DEBERIA

SER Si, porque aporta a la hora de seleccionar y construir medidas de

INCLUIDA

EN

PROPUESTA

LA calidad de producto de software, con respecto a su uso junto con
DE otros documentos de la serie SQuaRE.

METODOLOGÍA?

ISO 25021
NOMBRE

DE

LA Software product Quality Requirements and Evaluation (SQuaRE) --

NORMA
CATEGORIA

Quality measure elements
DE Evaluación de Software

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2007, 2012
PROPOSITO

El propósito de esta Norma Internacional es definir y / o diseñar un conjunto inicial de
Elementos de Medida de Calidad (QME61) que se utilizarán a lo largo del ciclo de vida del
producto con el propósito de (SQuaRE). El documento también proporciona un conjunto de
reglas para diseñar un QME o verificar el diseño de un QME existente. El contenido de este
documento constituye el vínculo entre la serie de normas ISO / IEC 9126 y la serie subsiguiente
de normas SQuaRE.

61

Quality measure elements
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NORMAS RELACIONADAS
- ISO/IEC 25000:2005, Software engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Guide to SQuaRE
- ISO/IEC 25010:2011, Systems and software engineering — Systems and software product
Quality Requirements and Evaluation (SQuaRE) — System and software quality models
- ISO/IEC 25020:2007, Software engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Measurement reference model and guide
- ISO/IEC 15939:2007, Systems and software engineering — Measurement process
- ISO/IEC Guide 99:2007, International vocabulary of metrology — Basic and general
concepts and associated terms (VIM)
CONTENIDO

Este Informe Técnico contiene
A) una descripción del concepto de elementos de medida de calidad,
B) consideraciones para el uso de elementos de medida de calidad,
C) un conjunto de elementos de medida de calidad.

¿DEBERIA

SER Si es adecuado incluirla debido a que ayuda a definir y / o diseñar un

INCLUIDA

EN

PROPUESTA

LA conjunto inicial de elementos de medida de calidad aplicables a todo
DE el ciclo de vida del producto.

METODOLOGÍA?

ISO 25030
NOMBRE

DE

NORMA
CATEGORIA

LA Software product Quality Requirements and Evaluation (SQuaRE) -Quality requirements
DE Evaluación de Software

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2007
PROPOSITO
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Esta Norma Internacional tiene por objeto mejorar la calidad de los requisitos de calidad del
software. Para ello, proporciona requisitos y recomendaciones para los requisitos de calidad y
guía para los procesos utilizados para definir y analizar los requisitos de calidad.
NORMAS RELACIONADAS
- ISO/IEC 9126-1:2001, Software engineering — Product quality — Part 1: Quality model 1).
- ISO/IEC 25020, Software engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Measurement reference model and guide.
CONTENIDO

Contiene requisitos y recomendaciones para la especificación de
requisitos de calidad de software. Se aplica tanto a los adquirentes
como a los proveedores. Se centra en los requisitos de calidad del
software, pero adopta una perspectiva del sistema ya que el software
se desarrolla y aplica normalmente como parte de un sistema más
amplio.

¿DEBERIA

SER Es adecuado incluirla ya que ayuda a mejorar los requisitos de calidad

INCLUIDA

EN

PROPUESTA

LA del software, proporcionando requisitos recomendaciones y guías
DE para el proceso de definición y análisis del software.

METODOLOGÍA?

ISO 25012
NOMBRE

DE

NORMA
CATEGORIA

LA Software product Quality Requirements and Evaluation (SQuaRE) -Data quality model
DE Evaluación de Software

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2008

PROPOSITO
Esta norma tiene por objeto definir un modelo general de calidad de datos para los datos
conservados en un formato estructurado dentro de un sistema informático. Puede utilizarse
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para establecer requisitos de calidad de datos, definir medidas de calidad de datos o
planificar y realizar evaluaciones de calidad de datos
NORMAS RELACIONADAS
- ISO/IEC 25000, Software engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Guide to SQuaRE.
CONTENIDO

Esta Norma Internacional se centra en la calidad de los datos como
parte de un sistema informático y define características de calidad
para los datos objetivo utilizados por seres humanos y sistemas.

¿DEBERIA

SER Sí, ya que en su definición muestra un modelo general de calidad para

INCLUIDA

EN

PROPUESTA

LA los datos conservados en un formato estructurado dentro de un
DE sistema informático.

METODOLOGÍA?

ISO 25045
NOMBRE

DE

NORMA
CATEGORIA

LA Systems and software Quality Requirements and Evaluation
(SQuaRE) -- Evaluation module for recoverability
DE Evaluación de Software

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2010
PROPOSITO

Esta norma es una de las series de estándares internacionales de SQuaRE, que proporciona
un marco para los requisitos de calidad de los productos de software y la evaluación incluyendo
los requisitos para los métodos de medición y evaluación de productos de software.
NORMAS RELACIONADAS
- ISO/IEC 25000:2005, Software Engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Guide to SQuaRE.
CONTENIDO

Esta Norma contiene requisitos generales para la especificación y
evaluación de sistemas y calidad de software y aclara los conceptos
generales asociados. SQuaRE proporciona un marco para evaluar la
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calidad de los productos de software y establece los requisitos para
los métodos de medición y evaluación de productos de software.
¿DEBERIA

SER Es viable aplicar esta norma ya que es una base que establece y

INCLUIDA

EN

PROPUESTA

LA proporciona requisitos para la evaluación de sistemas y calidad de
DE software.

METODOLOGÍA?

ISO 25060
NOMBRE

DE

NORMA

LA Systems and software product Quality Requirements and Evaluation
(SQuaRE) -- Common Industry Format (CIF) for usability: General
framework for usability-related information

CATEGORIA

DE Evaluación de Software

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2010
PROPOSITO

El propósito de este Informe Técnico es definir un marco y una terminología coherente para la
especificación y evaluación de la usabilidad de un sistema interactivo. La especificación y la
evaluación de la usabilidad ayudarán a los que desarrollan y adquieren sistemas interactivos.
Describe un marco que define un conjunto de elementos de información como parte de un
enfoque centrado en el ser humano para el diseño de un sistema interactivo. El marco pretende
ayudar a documentar y comunicar la información relacionada con la usabilidad a través del
ciclo de vida del desarrollo del sistema.
NORMAS RELACIONADAS
- ISO/IEC 9126-1, Software engineering — Product quality — Part 1: Quality model.
- ISO 9241-11, Ergonomic requirements for office work with visual display terminals (VDTs)
— Part 11: Guidance on usability.
- ISO 9241-110, Ergonomics of human-system interaction — Part 110: Dialogue principles.
- ISO 9241-171, Ergonomics of human-system interaction — Part 171: Guidance on software
accessibility.
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- ISO 9241-210 Ergonomics of human-system interaction — Part 210: Human-centred
design for interactive systems.
- ISO 9241-303, Ergonomics of human-system interaction — Part 303: Requirements for
electronic visual displays.
- ISO 11064-5, Ergonomic design of control centres — Part 5: Displays and controls.
- ISO/IEC TR 11580, Information technology — Framework for describing user interface
objects, actions and attributes.
- ISO/IEC 15288, Systems and software engineering — System life cycle processes.
- ISO/IEC 15289, Systems and software engineering — Content of systems and software life
cycle process information products (Documentation).
- ISO/IEC 15504-2, Information technology — Process assessment — Part 2: Performing an
assessment.
- ISO/IEC 15504-5, Information technology — Process Assessment — Part 5: An exemplar
Process Assessment Model.
- ISO/IEC TR 15504-6, Information technology — Process assessment — Part 6: An
exemplar system life cycle process assessment model.
- ISO/TR 16982, Ergonomics of human-system interaction — Usability methods supporting
human-centred design.
- ISO/IEC 17000, Conformity assessment — Vocabulary and general principles.
- ISO/PAS 18152, Ergonomics of human-system interaction — Specification for the process
assessment of human-system issues.
- ISO/TR 18529, Ergonomics — Ergonomics of human-system interaction — Human-centred
lifecycle process descriptions.
- ISO 20282-1, Ease of operation of everyday products — Part 1: Design requirements for
context of use and user characteristics.
- ISO/TR 22411, Ergonomics data and guidelines for the application of ISO/IEC Guide 71 to
products and services to address the needs of older persons and persons with disabilities.
- ISO/IEC TR 24774, Software and systems engineering — Life cycle management —
Guidelines for process description.
- ISO/IEC 25062, Software engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Common Industry Format (CIF) for usability test reports.
CONTENIDO

Este Informe Técnico contiene una posible familia de Normas
Internacionales, denominadas Formatos Comunes de la Industria
(FCI), que documentan la especificación y evaluación de la usabilidad
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de los sistemas interactivos. Proporciona una visión general del
marco FCI y su contenido, definiciones y la relación de los elementos
del marco.
¿DEBERIA

SER Si, debido a que pretende ayudar a documentar y comunicar la

INCLUIDA

EN

PROPUESTA

LA información relacionada con la usabilidad a través del ciclo de vida
DE del desarrollo del sistema.

METODOLOGÍA?

ISO 25010
NOMBRE

DE

NORMA
CATEGORIA

LA Systems and software Quality Requirements and Evaluation
(SQuaRE) -- System and software quality models
DE Evaluación de Software

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2011
PROPOSITO

Esta norma tiene como propósito definir un modelo de calidad de uso compuesto de cinco
características (algunas de las cuales se subdividen en subcaracterísticas) que se relacionan
con el resultado de la interacción cuando un producto se utiliza en un contexto particular de
uso. Este modelo de sistema es aplicable al sistema humano-ordenador completo, incluyendo
tanto los sistemas informáticos en uso como los productos de software en uso.
Un modelo de calidad del producto compuesto de ocho características (que se subdividen en
subcaracterísticas) que se relacionan con las propiedades estáticas del software y las
propiedades dinámicas del sistema informático. El modelo es aplicable tanto a sistemas
informáticos como a productos de software.
NORMAS RELACIONADAS
- IEC 60050-191 Ed.2.0, International Electrotechnical Vocabulary — Part 191:
Dependability1).
- IEEE 610.12-1990, IEEE Standard Glossary of Software Engineering Terminology.
- IEEE 1517-1999(R2004), IEEE Standard for Information Technology — Software Life Cycle
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Processes — Reuse Processes.
- ISO/IEC 2382-1:1993, Information technology — Vocabulary — Part 1: Fundamental terms.
- ISO/IEC 2382-14:1997, Information technology — Vocabulary — Part 14: Reliability,
maintainability and availability.
- ISO/IEC 2382-20:1990, Information technology — Vocabulary — Part 20: System
development.
- ISO 7498-2:1989, Information processing systems — Open Systems Interconnection —
Basic Reference Model — Part 2: Security Architecture.
- ISO 9001:2000, Quality management systems — Requirements
- ISO/IEC 9126-1:2001, Software engineering — Product quality — Part 1: Quality model.
- ISO/IEC TR 9126-2:2003, Software engineering — Product quality — Part 2: External
metrics.
- ISO/IEC TR 9126-3:2003, Software engineering — Product quality — Part 3: Internal
metrics.
- ISO/IEC TR 9126-4:2004, Software engineering — Product quality — Part 4: Quality in use
metrics.
- ISO 9241-11:1997, Ergonomic requirements for office work with visual display terminals
(VDTs) — Part 11: Guidance on usability.
- ISO 9241-14:1997, Ergonomic requirements for office work with visual display terminals
(VDTs) — Part 14: Menu dialogues.
- ISO 9241-110:2006, Ergonomics of human-system interaction — Part 110: Dialogue
principles.
- ISO/IEC 12207:2008, Systems and software engineering — Software life cycle processes.
- ISO/IEC 13335-1:2004, Information technology — Security techniques — Management of
information and communications technology security — Part 1: Concepts and models for
information and communications technology security management2).
- ISO 13407:1999, Human-centred design processes for interactive systems2).
- ISO/IEC 14598-2:2000, Software engineering — Product evaluation — Part 2: Planning and
management.
- ISO/IEC 14598-3:2000, Software engineering — Product evaluation — Part 3: Process for
developers.
- ISO/IEC 14598-4:1999, Software engineering — Product evaluation — Part 4: Process for
acquirers.
- ISO/IEC 14598-5:1998, Information technology — Software product evaluation — Part 5:
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Process for evaluators.
- ISO/IEC 14598-6:2001, Software engineering — Product evaluation — Part 6:
Documentation of evaluation modules.
- ISO/IEC 15026:1998, Information technology — System and software integrity levels.
- ISO/IEC 15504 (parts 1 to 5), Information technology — Process assessment.
- ISO/IEC 15288:2008, Systems and software engineering — System life cycle processes.
- ISO/IEC/IEEE 24765:—3), Systems and software engineering — Vocabulary.
- ISO/IEC 25000:2005, Software Engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Guide to SQuaRE
- ISO/IEC 25012:2008, Software engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Data quality model.
- ISO/IEC 25020:2007, Software engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Measurement reference model and guide.
- ISO/IEC 25030:2007, Software engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Quality requirements.
- ISO/IEC 25040:—3), Systems and software engineering — Systems and software Quality
Requirements and Evaluation (SQuaRE) — Evaluation process.
- ISO/IEC TR 25021:2007, Software engineering — Software product Quality Requirements
and Evaluation (SQuaRE) — Quality measure elements.
North Texas Net Centric Systems Consortium (2008), Dependability definitions.
http://csrl.unt.edu/~kavi/NetCentric/Dependability-Defn.doc Retrieved 2 June 2008.
CONTENIDO

Esta Norma Internacional define en su contenido: un modelo de
calidad de uso y un modelo de calidad del producto.
El alcance de la aplicación de los modelos de calidad incluye el apoyo
a la especificación y evaluación de software y sistemas informáticos
intensivos de software desde diferentes perspectivas por aquellos
asociados con su adquisición, requisitos, desarrollo, uso, evaluación,
soporte, mantenimiento, aseguramiento y control de calidad y
auditoría.

¿DEBERIA
INCLUIDA

SER Si, ya que define un modelo de calidad de uso y un modelo de calidad
EN

PROPUESTA
METODOLOGÍA?

LA del producto para evaluar el producto de software desde diferentes
DE perspectivas como las relacionadas con su adquisición, requisitos,
desarrollo, uso, evaluación, soporte, mantenimiento, aseguramiento
y control de calidad y auditoría.
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ISO 25040
NOMBRE

DE

NORMA
CATEGORIA

LA Systems and software Quality Requirements and Evaluation
(SQuaRE) -- Evaluation process
DE Evaluación de Software

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2011
PROPOSITO

Esta norma establece la relación del modelo de referencia de evaluación con los documentos
SQuaRE, así muestra cómo se debe utilizar cada documento SQuaRE durante las actividades
del proceso de evaluación.
NORMAS RELACIONADAS
- ISO 9000:2005, Quality management systems — Fundamentals and vocabulary.
- ISO/IEC TR 9126-2:2003, Software engineering — Product quality — Part 2: External
metrics.
- ISO/IEC TR 9126-3:2003, Software engineering — Product quality — Part 3: Internal
metrics.
- ISO/IEC TR 9126-4:2004, Software engineering — Product quality — Part 4: Quality in use
metrics.
- ISO 9241-11:1998, Ergonomic requirements for office work with visual display terminals
(VDTs) — Part 11: Guidance on usability.
- ISO/IEC 12207:2008, Systems and software engineering — Software life cycle processes.
- ISO/IEC 13407:19992), Human-centred design processes for interactive systems.
- ISO/IEC 14598-1:1999, Information technology — Software product evaluation — Part 1:
General overview.
- ISO/IEC 14598-2:2000, Software engineering — Product evaluation — Part 2: Planning and
management.
- ISO/IEC 14598-3:2000, Software engineering — Product evaluation — Part 3: Process for
developers.
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- ISO/IEC 14598-4:1999, Software engineering — Product evaluation — Part 4: Process for
acquirers.
- ISO/IEC 14598-5:1998, Information technology — Software product evaluation — Part 5:
Process for evaluators.
- ISO/IEC 14598-6:2001, Software engineering — Product evaluation — Part 6:
Documentation of evaluation modules.
- ISO/IEC 15026, Information technology — System and software integrity levels.
- ISO/IEC 15288:2008, Systems and software engineering — System life cycle processes.
- ISO/IEC 15504-2, Software engineering — Process assessment — Part 2: Performing an
assessment.
- ISO/IEC 15939:2007, Systems and software engineering — Measurement process.
- ISO/IEC 25000:2005, Software engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Guide to SQuaRE.
- ISO/IEC 25001, Software engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Planning and management.
- ISO/IEC 25010, Systems and software engineering — Systems and software Quality
Requirements and Evaluation (SQuaRE) — Systems and software quality model.
- ISO/IEC 25020, Software engineering — Software product quality Requirements and
Evaluation (SQuaRE) — Measurement reference model and guide.
- ISO/IEC TR 25021:2007, Software engineering — Software product Quality Requirements
and Evaluation (SQuaRE) — Quality measure elements.
- ISO/IEC 25030, Software engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Quality requirements.
- ISO/IEC 250413), Systems and software engineering — Systems and software Quality
Requirements and Evaluation (SQuaRE) — Evaluation modules.
- ISO/IEC 25051:2006, Software engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Requirements for quality of Commercial Off-The-Shelf (COTS)
software product and instructions for testing.
- ISO/IEC 25062:2006, Software engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Common Industry Format (CIF) for usability test reports.
- ISO Guide 99:1993, International vocabulary of basic and general terms in metrology (VIM).
- IEEE 610.12-1990, IEEE Standard Glossary of Software Engineering Terminology —
Description.
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CONTENIDO

Esta Norma Internacional contiene requisitos y recomendaciones
para la evaluación de la calidad del producto de software y aclara los
conceptos generales. Proporciona una descripción del proceso para
evaluar la calidad del producto de software y establece los requisitos
para la aplicación de este proceso.

¿DEBERIA

SER Si, pues proporciona una descripción del proceso para evaluar la

INCLUIDA

EN

PROPUESTA

LA calidad del producto de software y establece los requisitos para la
DE aplicación de este proceso.

METODOLOGÍA?

ISO 25041
NOMBRE

DE

NORMA

LA Systems and software Quality Requirements and Evaluation
(SQuaRE) -- Evaluation guide for developers, acquirers and
independent evaluators

CATEGORIA

DE Evaluación de Software

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2012
PROPOSITO

El objetivo general de crear el conjunto de estándares SQuaRE es pasar a una serie
organizada, enriquecida y unificada lógicamente organizada que abarca dos procesos
principales: la especificación de requisitos de calidad de software y la evaluación de calidad
de software, soportada por un proceso de medición de calidad de software. El objetivo del
conjunto de normas SQuaRE es ayudar a los que desarrollan y adquieren productos con la
especificación y evaluación de los requisitos de calidad. Establece criterios para la
especificación de los requisitos de calidad del producto, su medición y evaluación.
NORMAS RELACIONADAS
- ISO/IEC 25000, Software Engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Guide to SQuaRE.
- ISO/IEC 25001, Software engineering — Software product Quality Requirements and
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Evaluation (SQuaRE) — Planning and management.
- ISO/IEC 25030, Software engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Quality requirements.
- ISO/IEC 25040, Systems and software engineering — Systems and software Quality
Requirements and Evaluation (SQuaRE) — Evaluation process.
CONTENIDO

Esta Norma Internacional en su contenido facilita requisitos,
recomendaciones y directrices para la evaluación de la calidad del
producto específicamente para desarrolladores, compradores y
evaluadores independientes. No se limita a ningún área de aplicación
específica y puede utilizarse para la evaluación de calidad de
cualquier tipo de producto.

¿DEBERIA

SER Si, debería estar en la metodología pues establece criterios para la

INCLUIDA

EN

PROPUESTA

LA especificación de los requisitos de calidad del producto, su medición
DE y evaluación.

METODOLOGÍA?

ISO 25024
NOMBRE

DE

NORMA
CATEGORIA

LA Systems and software Quality Requirements and Evaluation
(SQuaRE) -- Measurement of data quality
DE Evaluación de Software

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2015
PROPOSITO

Esta Norma Internacional forma parte de la serie SQuaRE de Normas Internacionales. Su
propósito es dar un conjunto de medidas de calidad de datos que pueden utilizarse para medir
y evaluar la calidad de los datos remitiendo otras series de estándares SQuaRE,
especialmente ISO / IEC 25012.
NORMAS RELACIONADAS
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- ISO/IEC 25000, Systems and software engineering — Systems and software Quality
Requirements and Evaluation (SQuaRE) — Guide to SQuaRE.
- ISO/IEC 25012:2008, Software engineering — Software product Quality Requirements and
Evaluation (SQuaRE) — Data quality model.
- ISO/IEC 25021, Systems and software engineering — Systems and software Quality
Requirements and Evaluation (SQuaRE) — Quality measure elements.
CONTENIDO

Esta Norma Internacional contiene las medidas de calidad de los
datos para medir cuantitativamente la calidad de los datos en
términos de las características definidas en ISO / IEC 25012.
Esta Norma Internacional contiene lo siguiente:
- un conjunto básico de medidas de calidad de los datos para cada
característica;
- un conjunto básico de entidades objetivo a las que se aplican las
medidas de calidad durante el ciclo de vida de los datos;
- una explicación de cómo aplicar las medidas de calidad de los datos;
- una guía para las organizaciones que definen sus propias medidas
para los requisitos de calidad de los datos y la evaluación.

¿DEBERIA

SER Si, debería incluirse porque da un conjunto de medidas de calidad de

INCLUIDA

EN

PROPUESTA

LA datos que pueden utilizarse para medir y evaluar la calidad de los
DE datos remitiendo otras series de estándares SQuaRE.

METODOLOGÍA?

ISO 25022
NOMBRE

DE

NORMA
CATEGORIA

LA Systems and software quality requirements and evaluation (SQuaRE)
-- Measurement of quality in use
DE Evaluación de Software

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2016
PROPOSITO
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Esta Norma Internacional forma parte de la serie SQuaRE de Normas Internacionales.
Proporciona un conjunto de medidas para las características de calidad de uso (definidas en
ISO / IEC 25010) que pueden usarse para especificar requisitos de calidad de uso (junto con
ISO / IEC 25030) y medir y evaluar la calidad en uso Con ISO / IEC 25040 e ISO / IEC 25041).
NORMAS RELACIONADAS
- ISO/IEC 25010, Systems and software engineering — Systems and software Quality
Requirements and Evaluation (SQuaRE) — System and software quality models.
CONTENIDO

Esta Norma contiene medidas de calidad en uso para las
características definidas en la norma ISO / IEC 25010.
Esta Norma Internacional además contiene lo siguiente:
- un conjunto básico de medidas para cada característica de calidad
de uso;
- una explicación de cómo se mide la calidad en uso.

¿DEBERIA

SER Si debería incluirse porque proporciona un conjunto de medidas para

INCLUIDA

EN

PROPUESTA
METODOLOGÍA?

LA las características de calidad de uso que pueden usarse para
DE especificar requisitos de calidad de uso y medir y evaluar la calidad
en uso, tratando como complemento las normas ISO IEC 25010,
25030, 25040 y 25041.

ISO 25023
NOMBRE

DE

NORMA
CATEGORIA

LA Systems and software Quality Requirements and Evaluation
(SQuaRE) -- Measurement of system and software product quality
DE Evaluación de Software

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2016
PROPOSITO

El objetivo de esta norma es proporcionar un conjunto de medidas de calidad para las
características de los productos de sistema / software que pueden usarse para especificar
requisitos, medir y evaluar la calidad del producto del sistema / software, junto con otras series
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internacionales de estándares, especialmente ISO / IEC 25010, ISO / IEC 25030, ISO / IEC
25040 e ISO / IEC 25041.
NORMAS RELACIONADAS
- ISO/IEC 25000, Systems and software engineering — Systems and software Quality
Requirements and Evaluation (SQuaRE) — Guide to SQuaRE
- ISO/IEC 25010:2011, Systems and software engineering — Systems and software Quality
Requirements and Evaluation (SQuaRE) — System and software quality models.
- ISO/IEC 25021:2012, Systems and software engineering — Systems and software Quality
Requirements and Evaluation (SQuaRE) — Quality measure elements.
CONTENIDO

Esta

Norma

contiene

medidas

de

calidad

para

evaluar

cuantitativamente la calidad de los productos de software y sistemas
en términos de características y subcaracterísticas definidas en la
norma ISO / IEC 25010.
Esta Norma Internacional contiene lo siguiente:
- un conjunto básico de medidas de calidad para cada característica
y subcaracterística;
- una explicación de cómo aplicar las medidas de calidad del producto
y del sistema de software.
¿DEBERIA

SER Es pertinente tener en cuenta esta norma ya que facilita medidas de

INCLUIDA

EN

PROPUESTA

LA calidad para las características de los productos de software,
DE permitiendo así medir y evaluar la calidad del producto de software.

METODOLOGÍA?

AS 4390
NOMBRE

DE

LA

NORMA
CATEGORIA

DE Sistema de Gestión Documental

NORMA
TIPO

Estándar☐

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Inactiva

REVISIONES

1993
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PROPOSITO
NORMAS
RELACIONADAS
CONTENIDO
¿DEBERIA

SER

INCLUIDA

EN

PROPUESTA

LA
DE

METODOLOGÍA?

ISO 15489-1
NOMBRE

DE

LA Records management -- Part 1: Concepts and principles

NORMA
CATEGORIA

DE Sistema de Gestión Documental

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2001, 2016
PROPOSITO

Esta parte de ISO 15489 establece los conceptos y principios básicos para la creación, captura
y gestión de registros. Se encuentra en el corazón de una serie de Normas Internacionales e
Informes Técnicos que proporcionan más orientación e instrucción sobre los conceptos,
técnicas y prácticas para la creación, captura y gestión de documentos.
NORMAS RELACIONADAS
- ISO 5127:—2), Information and documentation — Vocabulary.
- ISO 9001, Quality management systems — Requirements.
- ISO 14001, Environmental management systems — Specification with guidance for use.
CONTENIDO

Esta parte de ISO 15489 en su contenido describe conceptos y
principios relacionados con lo siguiente:
A) Documentos, metadatos para sistemas de documentos y registros;
B) políticas, responsabilidades asignadas, monitoreo y capacitación
que apoyen la gestión eficaz de los registros;
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C) análisis recurrente del contexto empresarial y la identificación de
requisitos de registros;
D) controles de registros;
E) procesos de creación, captura y gestión de registros.
¿DEBERIA

SER Si, ya que establece conceptos y principios básicos para la creación,

INCLUIDA

EN

PROPUESTA

LA captura y gestión de documentos, lo cual genera un mejor control y
DE manejo más eficaz en el ámbito documental de la empresa.

METODOLOGÍA?

ISO 15489-2
NOMBRE

DE

LA Records management -- Part 2: Guidelines

NORMA
CATEGORIA

DE Sistema de Gestión Documental

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Inactiva

REVISIONES

2001
PROPOSITO

Esta parte de ISO 15489 está encargada de proporcionar directrices que son complementarias
a la norma ISO 15489-1. Tanto la ISO 15489-1 como esta parte de ISO 15489 se aplican a los
registros en cualquier formato o medio, creados o recibidos por cualquier organización pública
o privada durante el curso de sus actividades. Por lo tanto, en esta parte de ISO 15489, a
menos que se indique lo contrario, los sistemas pueden interpretarse como papel / manual o
electrónico, y un documento puede ser papel, micro forma o electrónico.
NORMAS RELACIONADAS
- ISO 690-2, Information and documentation — Bibliographic references — Part 2: Electronic
documents or parts thereof.
- ISO 2788, Documentation — Guidelines for the establishment and development of
monolingual thesauri.
- ISO 15489-1, Information and documentation — Records management — Part 1: General.
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CONTENIDO

Contiene una metodología que facilitará la implementación de ISO
15489-1 en todas las organizaciones que tengan la necesidad de
administrar sus registros. Proporciona una visión general de los
procesos y factores a considerar en las organizaciones que deseen
cumplir con la norma ISO 15489-1.

¿DEBERIA

SER Sí, porque facilita la implementación de su complementaria ISO

INCLUIDA

EN

PROPUESTA

LA 15489-1 para así generar una mejor administración a los documentos
DE

METODOLOGÍA?

ISO 23081-1
NOMBRE

DE

NORMA
CATEGORIA

LA Records management processes -- Metadata for records -- Part 1
Principles
DE Sistema de Gestión Documental

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2004, 2006
PROPOSITO

Esta parte de ISO 23081 establece un marco para crear, administrar y utilizar metadatos de
gestión de documentos y explica los principios que los rigen.
NORMAS RELACIONADAS
- ISO/IEC 11179-1:2004, Information technology — Metadata registries (MDR) — Part
1:Framework
CONTENIDO

Esta parte de ISO 23081 tiene por objeto cubrir los principios que
sustentan y gobiernan los metadatos de gestión de documentos.
Estos principios se aplican a través del tiempo para:
⎯ Documentos y sus metadatos;
⎯ Todos los procesos que los afectan;
⎯ Cualquier sistema en el que residan;
⎯ Cualquier organización responsable de su gestión.
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¿DEBERIA

SER Si debería ser incluida pues ayuda a crear, administrar y utilizar

INCLUIDA

EN

PROPUESTA

LA metadatos de gestión de documentos y explica los principios que los
DE rigen.

METODOLOGÍA?

ISO/TR 26122
NOMBRE

DE

LA Work process analysis for records

NORMA
CATEGORIA

DE Sistema de Gestión Documental

NORMA
TIPO

Estándar☐

Norma☐

Guía☐

Informe técnico☒

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2008
PROPOSITO

El propósito de esta norma es describir una aplicación práctica de la teoría descrita en ISO
15489. Como tal, es independiente de la tecnología (es decir, se puede aplicar
independientemente del entorno tecnológico), aunque puede utilizarse para evaluar la
adecuación de las herramientas técnicas Que apoyan los procesos de trabajo de una
organización.
NORMAS RELACIONADAS
- ISO 15489-1:2001, Information and documentation — Records management — Part 1:
General.
- ISO/TR 15489-2:2001, Information and documentation — Records management — Part 2:
Guidelines.
- ISO 23081-1:2006, Information and documentation — Records management processes —
Metadata for records — Part 1: Principles.
- ISO/TS 23081-2:2007, Information and documentation — Records management processes
— Metadata for records — Part 2: Conceptual and implementation issues.
CONTENIDO

Este Informe Técnico proporciona orientación sobre el análisis de
procesos de trabajo desde la perspectiva de la creación, captura y
control de registros. Identifica dos tipos de análisis, es decir:
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A) análisis funcional (descomposición de funciones en procesos), y
B) análisis secuencial (investigación del flujo de transacciones).
¿DEBERIA

SER Si, ya que ayuda al sobre el análisis de procesos de trabajo desde la

INCLUIDA

EN

PROPUESTA

LA perspectiva de la creación, captura y control de documentos.
DE

METODOLOGÍA?

ISO 23081-2
NOMBRE

DE

NORMA
CATEGORIA

LA Managing metadata for records -- Part 2: Conceptual and
implementation issues
DE Sistema de Gestión Documental

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2009
PROPOSITO

El propósito de este marco es permitir la descripción estandarizada de registros y entidades
contextuales críticas para registros, proporcionar una comprensión común de los puntos fijos
de agregación para permitir la interoperabilidad de los registros y la información pertinente a
los registros entre sistemas organizativos, y permitir la reutilización y normalización de los
metadatos para la gestión de registros en el tiempo, el espacio y las aplicaciones.
Identifica además algunos de los puntos críticos de decisión que necesitan ser abordados y
documentados para permitir la implementación de metadatos para la gestión de registros.
NORMAS RELACIONADAS
- ISO/IEC 11179-1, Information technology — Metadata registries (MDR) — Part 1:
Framework.
- ISO 15489-1:2001, Information and documentation — Records management — Part 1:
General.
- ISO 23081-1:2006, Information and documentation — Records management processes —
Metadata for records — Part 1: Principles.
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CONTENIDO

El contenido de esta norma se basa en facilitar un razonamiento
extendido para los metadatos para la gestión de documentos en
organizaciones, modelos conceptuales de metadatos y un conjunto
de elementos de alto nivel de tipos de metadatos genéricos
adecuados para cualquier entorno de documentos que abarque, por
ejemplo, implementaciones de documentos o registros actuales.

¿DEBERIA

SER Sí, porque facilita un razonamiento extendido para los metadatos

INCLUIDA

EN

PROPUESTA
METODOLOGÍA?

LA para la gestión de documentos en organizaciones, es decir
DE proporciona una descripción especializada en los documentos para
una mejor comprensión de estos.

ISO/TR 13028
NOMBRE

DE

LA Implementation guidelines for digitization of records

NORMA
CATEGORIA

DE Sistema de Gestión Documental

NORMA
TIPO

Estándar☐

Norma☐

Guía☐

Informe técnico☒

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2010
PROPOSITO

El propósito de esta norma es establecer directrices para la creación y mantenimiento de
documentos en formato digital únicamente, en los que se ha copiado el documento original u
otro registro de fuente no digital mediante digitalización; Establece directrices de buenas
prácticas para la digitalización para garantizar la fiabilidad de los documentos y permitir la
consideración de la eliminación de los documentos de fuentes no digitales; Establece
directrices sobre las mejores prácticas para la fiabilidad de los registros digitalizados que
pueden afectar a la admisibilidad legal y el peso probatorio de dichos documentos; Establece
directrices sobre las mejores prácticas para la accesibilidad de los registros digitalizados
durante el tiempo que sea necesario.
NORMAS RELACIONADAS
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- ISO 15489-1:2001, Information and documentation — Records management — Part 1:
General.
- ISO/TR 15801:2009, Document management — Information stored electronically —
Recommendations for trustworthiness and reliability.
- ISO 23081-1:2006, Information and documentation — Records management processes —
Metadata for records — Part 1: Principles.
- ISO 23081-2:2009, Information and documentation — Managing metadata for records —
Part 2: Conceptual and implementation issues.
CONTENIDO

Especifica estrategias para ayudar a crear documentos digitalizados
aptos para la retención a largo plazo; Y establece directrices de
buenas prácticas para la gestión de documentos de fuentes no
digitales después de la digitalización.

¿DEBERIA

SER Si debería ser incluida pues establece directrices que se encargan

INCLUIDA

EN

PROPUESTA
METODOLOGÍA?

LA de la creación y mantenimiento de los documentos en formato digital
DE y guía hacia las mejores prácticas para manejar un documento en el
ámbito digital, brindando así más seguridad y fiabilidad.

ISO 16175-1
NOMBRE

DE

NORMA
CATEGORIA

LA Principles and functional requirements for records in electronic office
environments -- Part 1: Overview and statement of principles
DE Sistema de Gestión Documental

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2010
PROPOSITO

La aplicación de este conjunto de requisitos funcionales tiene por objeto no sólo informar al
desarrollo de software de gestión de documentos electrónicos, sino también ayudar a la
incorporación de la funcionalidad de documentos en los sistemas genéricos de software de
información empresarial, así como sistemas específicos de línea de negocio.
NORMAS RELACIONADAS
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- ISO 15489, which sets out the records management requirements that also apply when
records are captured and managed within electronic records management systems.
- ISO 23081 — 1: 2006, Information and Documentation — Records Management Processes
— Metadata for Records, Part 1 — Principles.
- ISO 23081 — 2: 2009, Information and Documentation — Records Management Processes
— Metadata for Records, Part 2 — Conceptual and Implementation Issues provides the basis
for the requirements.
- ISO/TR 15489 — 2: 2001, Information and Documentation &#x2014: Records Management
— Part 2: Guidelines
- ISO/TR 26122:2008 Information and Documentation — Work Process Analysis for Records.
CONTENIDO

El conjunto de directrices y requisitos funcionales se organiza en tres
módulos; el primer módulo es de información de antecedentes, el
segundo contiene una declaración global de alto nivel de requisitos
básicos y opcionales, incluyendo pautas de aplicación y una lista de
verificación de cumplimiento y el ultimo modulo habla de directrices y
requisitos

básicos

genéricos

y

funcionales

opcionales

para

documentos en sistemas empresariales.
¿DEBERIA

SER Debería estar en la metodología porque ayudar a la incorporación de

INCLUIDA

EN

PROPUESTA
METODOLOGÍA?

LA la funcionalidad de documentos en los sistemas genéricos de
DE software de información empresarial, así como sistemas específicos
de línea de negocio.

ISO 16175-3
NOMBRE

DE

NORMA

LA Principles and functional requirements for records in electronic office
environments -- Part 3: Guidelines and functional requirements for
records in business systems

CATEGORIA

DE Sistema de Gestión Documental

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2010
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PROPOSITO
El propósito de la norma ISO 16175-3: 2010 es especificar los requisitos generales y las
directrices para la gestión de documentos y proporciona directrices para la identificación y
gestión apropiadas de las pruebas (registros) de las actividades empresariales realizadas a
través de sistemas empresariales.
NORMAS RELACIONADAS
- International Standards Organization, ISO 15489 – 1: 2001, Information and
documentation–Records management – Part 1: General.
- International Standards Organization, ISO 23081 – 1: 2006, Information and
documentation–Records management processes – Metadata for records, Part 1 – Principles.
- International Standards Organization, ISO TR 15489 - 2: 2001 Information and
Documentation–Records Management – Part 2: Guidelines.
- International Standards Organization, ISO/ TR 26122: 2008 Information and
documentation–Work process analysis for records. International Standards Organization, ISO
23081 – 2: 2009, Information and documentation – Records management processes –
Metadata for records, Part 2 – Conceptual and implementation Issues.
CONTENIDO

Describe una serie de requisitos clave de gestión de documentos, con
niveles recomendados de obligación, que pueden utilizarse como
punto de partida para un mayor desarrollo. Como se señala en el
documento, las organizaciones todavía tendrán que evaluar,
enmendar y seleccionar sus requisitos en función de sus negocios,
entornos técnicos y jurisdiccionales y restricciones.

¿DEBERIA

SER Sí, porque especifica requisitos y directrices de gestión documental

INCLUIDA

EN

PROPUESTA

LA para facilitar una gestión de documentos e identificación y gestión
DE apropiada de los registros de las actividades de la empresa.

METODOLOGÍA?

ISO 23081-3
NOMBRE

DE

LA Managing metadata for records -- Part 3: Self-assessment method

NORMA
CATEGORIA

DE Sistema de Gestión Documental

NORMA
TIPO

Estándar☒

Norma☐
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Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2011
PROPOSITO

El objeto de este informe técnico es proporcionar a los profesionales de documentos y a los
profesionales de TI un método de autoevaluación para evaluar el estado actual de la captura
y administración de metadatos de documentos en su organización y proporciona orientación
sobre cómo mejorar el estado actual. El método de autoevaluación se alinea con ISO 230811 e ISO 23081-2. Una herramienta de software (hoja de cálculo) que apoya el método de
autoevaluación se adjunta al presente Informe Técnico.
NORMAS RELACIONADAS
- ISO 15489-1:2001, Information and documentation — Records management — Part 1:
General.
- ISO 23081-1:2006, Information and documentation — Records management processes —
Metadata for records — Part 1: Principles.
- ISO 23081-2:2009, Information and documentation — Managing metadata for records —
Part 2: Conceptual and implementation issues.
- ISO/IEC 11179-1, Information technology — Metadata registries (MDR) — Part 1:
Framework.
CONTENIDO

Este informe técnico facilita orientación sobre la realización de una
autoevaluación de los metadatos de los documentos en relación con
la creación, captura y control de los documentos.

¿DEBERIA
INCLUIDA

SER Sería bueno incluirla pues proporciona un método de auto evaluación
EN

PROPUESTA

LA y orientación para mejorar el registro y administración de metadatos.
DE

METODOLOGÍA?

ISO 16175-2
NOMBRE
NORMA

DE

LA Principles and functional requirements for records in electronic office
environments -- Part 2: Guidelines and functional requirements for
digital records management systems
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CATEGORIA

DE Sistema de Gestión Documental

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2011
PROPOSITO

Esta norma es aplicable a productos que se denominan a menudo "sistemas de gestión de
documentos electrónicos" o "sistemas de gestión de contenidos empresariales". ISO 16175-2:
2011 utiliza el término sistemas de gestión de documentos digitales para aquellas aplicaciones
de software cuya función principal es la gestión de documentos. No busca establecer requisitos
para documentos aún en uso y mantenidos dentro de los sistemas empresariales.

NORMAS RELACIONADAS
- ISO 15489-1:2001, Information and documentation — Records management — Part
1: General
- ISO/TR 15801:2009, Document management — Information stored electronically —
Part 2: Recommendations for trustworthiness and reliability
- ISO16175-1:2010, Information and documentation — Principles and functional
requirements for records in electronic office environments — Part 1: Overview and
statement of principles.
- ISO1617-3:2010, Information and documentation - Principles and functional
requirements for records in electronic office environments – Part 3: Guidelines and
functional requirements for records in business systems.
- ISO 23081-1:2006, Information and documentation — Records management
processes — Metadata for records — Part 1: Principles
- ISO 23081-2:2009, Information and documentation — Managing metadata for
records — Part 2: Conceptual and implementation issues.
- ISO 2788:1986, Documentation — Guidelines for the establishment and
development of monolingual thesauri.
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- ISO 5964:1985, Documentation — Guidelines for the establishment and
development of multilingual thesauri.
CONTENIDO

Contiene una base para la prestación de servicios eficientes.
También

proporciona

el

mecanismo

mediante

el

cual

las

organizaciones pueden dar cuenta de sus decisiones y acciones y
retener la memoria corporativa.
¿DEBERIA

SER Debería ser aplicada ya que utiliza el término sistemas de gestión de

INCLUIDA

EN

LA documentos digitales para aquellas aplicaciones de software cuya

PROPUESTA

DE función principal es la gestión de documentos.

METODOLOGÍA?

ISO 30300
NOMBRE

DE

LA Management systems for records -- Fundamentals and vocabulary

NORMA
CATEGORIA

DE Sistema de Gestión Documental

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Activo

REVISIONES

2011
PROPOSITO

El propósito de esta norma es aplicable a cualquier tipo de organización que desee:
· Establecer, implementar, mantener y mejorar una MSR para apoyar sus negocios;
·

Asegurarse

de

estar

en

conformidad

con

su

política

de

documentos;

· Demostrar conformidad con esta Norma Internacional.
NORMAS RELACIONADAS
- ISO 704:2009, Terminology work — Principles and methods
- ISO 9000:2005, Quality management systems — Fundamentals and vocabulary
- ISO 10241-1, Terminological entries in standards — Part 1: General requirements and
examples of presentation
- ISO 15489-1:2001, Information and documentation — Records management — Part 1:
General
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- ISO/TR 26122:2008, Information and documentation — Work process analysis for records
- ISO/IEC 27000:2009, Information technology — Security techniques — Information security
management systems — Overview and vocabulary
- GB/T 19100-2003 (China), Terminology work — Establishment of concept system
- ISO/TMB/TAG13-JTCG Final draft High Level Structure and identical text for MSS and
common MS terms and core definitions, February 2011
CONTENIDO

Esta Norma Internacional contiene términos y definiciones aplicables
a las normas sobre SGD preparadas por ISO / TC 46 / SC 11.
También establece los objetivos para el uso de un SGD, proporciona
principios para un SGD, describe un enfoque de proceso y especifica
las funciones de la alta dirección.

¿DEBERIA

SER Debería ser incluida porque esta norma rige el modo en que se debe

INCLUIDA

EN

PROPUESTA

LA establecer, aplicar y mejorar el sistema de gestión documental dentro
DE de una organización.

METODOLOGÍA?

ISO 30301
NOMBRE

DE

LA Management systems for records -- Requirements

NORMA
CATEGORIA

DE Sistema de Gestión Documental

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2011
PROPOSITO

Esta Norma Internacional es aplicable a cualquier organización que desee:
A) establecer, implementar, mantener y mejorar un SGD para apoyar sus negocios;
B) asegurarse de la conformidad con su política de documentos;
C) demostrar conformidad con la presente Norma
NORMAS RELACIONADAS
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- ISO 30300, Information and documentation — Management systems for records —
Fundamentals and vocabulary.
CONTENIDO

Esta Norma Internacional especifica los requisitos que debe cumplir
un SGD. Aborda el desarrollo y la implementación de una política y
objetivos de registros y proporciona información sobre la medición y
el monitoreo del desempeño.

¿DEBERIA

SER Si debería ser aplicada debido a que es el encargado de proporcionar

INCLUIDA

EN

PROPUESTA

LA los requisitos necesarios para implementar, mantener y mejorar un
DE sistema de gestión documental.

METODOLOGÍA?

ISO 13008
NOMBRE

DE

LA Digital records conversion and migration process

NORMA
CATEGORIA

DE Sistema de Gestión Documental

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2012
PROPOSITO

Esta Norma Internacional proporciona orientación para la conversión de documentos de un
formato a otro y la migración de documentos de una configuración de hardware o software a
otra. Contiene los requisitos de gestión de registros aplicables, el marco organizativo y de
negocio para llevar a cabo el proceso de conversión y migración, cuestiones de planificación
tecnológica y supervisión / controles para el proceso. También identifica los pasos,
componentes y metodologías particulares para cada uno de estos procesos, cubriendo temas
como flujo de trabajo, pruebas, control de versiones y validación.
NORMAS RELACIONADAS
- ISO 15489-1, Information and documentation — Records management — Part 1: General.
- ISO 23081-2, Information and documentation — Managing metadata for records — Part 2:
Conceptual and implementation issues.
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CONTENIDO

Esta Norma Internacional especifica los problemas de planificación,
requisitos y procedimientos para la conversión y / o migración de
documentos digitales con el fin de preservar la autenticidad, fiabilidad,
integridad y usabilidad de dichos registros como evidencia de
transacciones comerciales.

¿DEBERIA

SER Sí, ya que es una ayuda al momento de convertir documentos de un

INCLUIDA

EN

PROPUESTA

LA formato a otro y migrarlos de alguna configuración de hardware o
DE software a otra de una forma correcta y ordenada.

METODOLOGÍA?

ISO 30302
NOMBRE

DE

LA Management systems for records -- Guidelines for implementation

NORMA
CATEGORIA

DE Sistema de Gestión Documental

NORMA
TIPO

Estándar☒

Norma☐

Guía☐

Informe técnico☐

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2015
PROPOSITO

El propósito de esta Norma Internacional es proporcionar una guía práctica sobre cómo
implementar un sistema de gestión de documentos (MSR) dentro de una organización de
acuerdo con la ISO 30301. Esta Norma Internacional cubre lo que se necesita para establecer
y mantener un MSR.
NORMAS RELACIONADAS
- ISO 30300, Information and documentation — Management systems for records —
Fundamentals and vocabulary.
- ISO 30301:2011, Information and documentation — Management systems for records —
Requirements.
CONTENIDO

Esta Norma Internacional está destinada a ser utilizada por los
responsables de liderar la implementación y mantenimiento del MSR.
También puede ayudar a la alta dirección a tomar decisiones sobre el
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establecimiento, alcance e implementación de los sistemas de
gestión en su organización. Debe ser utilizado por personas
responsables de liderar la implementación y mantenimiento del MSR.
Los conceptos de cómo diseñar los procesos de registros operativos
se basan en los principios establecidos por la ISO 15489-1.
¿DEBERIA

SER Sí, porque brinda una guía práctica sobre cómo implementar un

INCLUIDA

EN

PROPUESTA

LA sistema de gestión de documentos dentro de una organización.
DE

METODOLOGÍA?

ISO 22957
NOMBRE

DE

NORMA

LA Document management—Analysis, selection and

implementation of electronic document management systems
(EDMS)

CATEGORIA

DE Sistema de Gestión Documental

NORMA
TIPO

Estándar☐

Norma☐

Guía☐

Informe técnico☒

Metodología☐

Legislación
Colombiana☐

ESTADO

Activa

REVISIONES

2009
PROPOSITO

Este Informe Técnico tiene como objetivo proporcionar información detallada asociada con los
procedimientos de análisis, selección e implementación asociados con los sistemas
electrónicos de gestión de documentos (EDMS62).
NORMAS RELACIONADAS
- ISO 12651:1999, Electronic imaging — Vocabulary
- ISO 15489-1, Information and documentation — Records management — Part 1: General
- ISO/TR 15489-2, Information and documentation — Records management — Part 2: Guidelines

CONTENIDO

Este Informe Técnico presenta un conjunto recomendado de
procedimientos y actividades que son aconsejables cuando se

62

Electronic Document Management System
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realizan análisis, selección e implementación de fases de proyectos
asociados con tecnologías de sistemas de gestión de documentos
electrónicos. Este informe técnico proporciona información a nivel de
usuario que describe las actividades específicas recomendadas que
se completarán a lo largo de las diversas fases del proyecto
típicamente realizadas al implementar estas tecnologías.
¿DEBERIA
INCLUIDA

SER Si debería estar en la metodología porque proporciona información
EN

PROPUESTA
METODOLOGÍA?

LA detallada asociada con los procedimientos de análisis, selección e
DE implementación asociados con los sistemas electrónicos de gestión
de documentos
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ANEXO 8. Traducción propia de las características y subcaracterísticas norma 25010
Característica/Subcaracterística
Serie 25000

Traducción realizada por el autor

Adecuación Funcional (Funtional
Suitability)

Grado en que un producto o sistema proporciona funciones que
satisfacen las necesidades declaradas e implícitas cuando se usan
bajo condiciones especificadas.

Integridad Funcional (Functional
completeness)

Grado en que el conjunto de funciones cubre todas las tareas
especificadas y los objetivos del usuario.

Correcto
funcionamiento(functional
correctness)

Grado en que un sistema productor proporciona los resultados
correctos con el grado necesario de precisión.

Apropiado funcionamiento (
Funtional appropriateness)

Grado en que las funciones facilitan el cumplimiento de tareas y
objetivos específicos

Eficiencia en el rendimiento
(Performance efficiency)

Rendimiento en relación con la cantidad de recursos utilizados en
las condiciones indicadas

Comportamiento en el tiempo
(Time behaviur)

Grado en el que los tiempos de respuesta, procesamiento, y
velocidades de producción de un sistema, al realizar sus funciones,
cumplen con los requisitos.

Utilización de los recursos
(Resources utilization)

Grado en que las cantidades y los tipos de recursos utilizados por
un producto o sistema, al desempeñar sus funciones, cumplen los
requisitos.

Capacidad (Capacity)

Grado en que los límites máximos de un producto o parámetro del
sistema cumplen los requisitos

Compatibilidad (Compatibility)

Grado en que un producto, sistema o componente puede
intercambiar información con otros productos, sistemas o
componentes y / o realizar las funciones requeridas, compartiendo
el mismo entorno de hardware o software.

Coexistencia (co-existence)

Grado en que un producto puede desempeñar sus funciones
requeridas de manera eficiente, compartiendo un ambiente y
recursos comunes con otros productos, sin afectar a ningún otro
producto.

Grado en el que dos o más sistemas, productos o componentes
pueden intercambiar información y utilizar la información que se
Interoperabilidad (Interoperability) ha intercambiado.

Usabilidad (Usability)

Grado en el cual un producto o sistema puede ser usado por
usuarios específicos para lograr los objetivos especificados con
efectividad, eficiencia y satisfacción en un contexto especifico de
uso.
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Reconocimiento (Appropriateness
Recognizability)

Grado en que los usuarios pueden reconocer si un sistema de
producto o sistema es apropiado para sus necesidades.

Facilidad de aprendizaje
(Learnability)

Grado en que un producto o sistema puede ser utilizado por
usuarios específicos para lograr los objetivos específicos de
aprendizaje del uso del producto o sistema con eficacia, la
eficiencia, y la libertad frente al riesgo y la satisfacción en el
contexto de uso.

Operabilidad (operability)

Grado en que un producto o sistema tiene atributos que lo hacen
fácil de operar y controlable.

Protección contra errores de
usuario (User error protection)

Grado en que un sistema protege a los usuarios contra cometer
errores.

Estética de la interfaz de usuario
(User interface aesthetic)

Grado en el que una interfaz de uso permite una interacción
agradable y satisfactoria para el usuario.

Accesibilidad (Accesibility)

Grado en que un producto o sistema puede ser utilizado por
personas con la más amplia gama de características y capacidades
para lograr un objetivo específico en un contexto específico de
uso.

Confiabilidad (reliability)

Grado en que un sistema, producto o componente realiza
funciones específicas bajo condiciones especificadas durante un
período de tiempo especificado.

Madurez (Maturity)

Grado en que un sistema, producto o componente satisface las
necesidades de fiabilidad en condiciones normales de
funcionamiento.

Disponibilidad (availability)

Grado en que un sistema, producto o componente es operacional
y accesible cuando se requiere para su uso.

Grado en el que un sistema, producto o componente funciona
según lo previsto a pesar de la presencia de fallos de hardware o
Tolerancia a Fallos (Fault tolerance) software
Capacidad de recuperación
(Recoverability)

Grado en que, en caso de interrupción o falla, un producto o
sistema puede recuperar los datos directamente afectados y
restablecer el estado del sistema

Seguridad (security)

Grado en que un producto o sistema protege la información y los
datos para que las personas u otros productos o sistemas tengan
el grado de acceso a los datos adecuados a sus tipos y niveles de
autorización

Confidencialidad (confidentiality)

Grado en que un producto o sistema garantiza que los datos sólo
sean accesibles a los usuarios autorizados.
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Integridad (integrity)

Grado en que un sistema, producto o componente impide el
acceso no autorizado o la modificación de programas informáticos
o datos.

Non-Repudiation (No Repudio)

Grado en que se pueden haber prevenido acciones o eventos para
que los hechos o acciones no puedan ser repudiados más tarde

Responsabilidad ( accountability)

Grado en el cual las acciones de una entidad pueden ser
rastreadas exclusivamente a la entidad

Autenticidad (authenticity)

Grado en que la identidad de un sujeto o recurso puede ser
identificado con antelación.

Mantenibilidad (Maintainability)

Grado de eficacia y eficiencia con que un producto o sistema
puede ser modificado por los personal encargado.

Modularidad (Modularity)

Grado en que un sistema o programa de computadora está
compuesto de componentes discretos, de modo que un cambio
de un componente tiene un impacto mínimo en otros
componentes.

Reutilización. (Reusability)

Grado en que un activo puede ser utilizado en más de un sistema,
o en la construcción de otros activos.

Analizabilidad (Analysability)

Grado de efectividad y eficiencia con el que es posible evaluar el
impacto en un producto o sistema de un cambio previsto en una o
más de sus partes o diagnosticar un producto por deficiencias o
causas de fallas o identificar partes para ser modificadas.

Modificabilidad (Modifiability)

Grado en que un producto o sistema puede ser modificado eficaz y
eficientemente sin introducir defectos o degradar la calidad del
producto existente.

Testabilidad (Testability)

Grado de efectividad y eficiencia con que puede establecerse
criterios de ensayo para un sistema, producto o componente y se
pueden realizar pruebas para determinar si se han cumplido
dichos criterios.

Portabilidad (Portability)

Grado de eficacia y eficiencia con el que un sistema, producto o
componente puede transferirse de un hardware, software y otro
entorno operativo o de uso a otro.

Adaptabilidad (Adaptability)

Grado en que un producto o sistema puede adaptarse de manera
efectiva y eficiente a diferentes hardware y software.

Capacidad de Instalación
(Installability)

Grado de eficacia y eficiencia con el que un sistema, producto
puede ser instalado y/o desinstalado en un ambiente especifico.

Reemplazabilidad

Grado en que un producto puede reemplazar a otro producto o
software específico para el mismo propósito en el mismo
ambiente.
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ANEXO 9. Análisis detallado entrevista semiestructurada pregunta 4.

Subcaracterística: Funcionamiento Apropiado (funtional appropriateness)
En esta subcaracterísticas se agruparon todas las contribuciones de los entrevistados que
facilitaran el cumplimiento de requerimientos básicos de SGD y el cumplimiento de tareas y
objetivos específicos de un sistema asociado al funcionamiento apropiado. Un total de seis

Adecuación funcional (funtional suitability)

(6) aportes fueron realizados en esta subcaracterística.
Perfil Prof. Sistemas de Información

Perfil Ingeniero

1. Búsqueda de documentos (prof.sis3)

1. Búsqueda y recuperación (ing2)

2. Parametrización del cuadro de
clasificación y TRD (Prof. Sis1)
3. Automatización de tiempos de flujos de
trabajo (Prof. Sis2)
4. Modelo de metadatos recuperación de
información (Prof. Sis2)
5. Filtros por tipos de contenido o campos
específicos (Prof.sis3)
Subcaracterística: Correcto funcionamiento (functional correctness)
En este apartado se agruparon los aportes de los entrevistados que aportaran al SGD los
resultados correctos con el grado de necesario de precisión. Un total de seis (6) aportes fueron
realizados en esta subcaracterística.
Perfil Prof. Sistemas de Información
Perfil Ingeniero
1. Gestión distribuida (Prof. Sis1)

1. Disposición final (ing3)

2. Procesos de gestión documental (Prof.
Sis2)

2. Gestión de documentos (ing3)
3. Retención (ing3)

4. Modelo de metadatos cantidad de
metadatos (ing2)
Integridad funcional (functional completeness)
Definición: Grado en que el conjunto de funciones cubre todas las tareas especificadas y los
objetivos del usuario.
Perfil Prof. Sistemas de Información
Perfil Ingeniero
Retención de los documentos (Prof. Sis1)
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Confiabilidad
(reliability)
Eficiencia en el
rendimiento (performance
efficiency)

Capacidad de recuperación (recoverability)
Definición: Grado en que, en caso de interrupción o falla, un producto o sistema puede
recuperar los datos directamente afectados y restablecer el estado del sistema
Perfil Prof. Sistemas de Información

Perfil Ingeniero

1. Recuperación de información (prof. Sis2)

Comportamiento en el tiempo (time behaviur)
Definición: Grado en el que los tiempos de respuesta, procesamiento, y velocidades de
producción de un sistema, al realizar sus funciones, cumplen con los requisitos.
Perfil Prof. Sistemas de Información
Perfil Ingeniero
1. Velocidad en la carga de páginas y
1. Creación y carga de documentos (ing3)
documentos (prof.sis3)
Utilización de los recursos (resources utilization)
Definición: Grado en que las cantidades y los tipos de recursos utilizados por un producto o
sistema, al desempeñar sus funciones, cumplen los requisitos.
Perfil Prof. Sistemas de Información

Perfil Ingeniero
1. Disponibilidad, velocidad latencia del
sistema (ing2)

Mantenibilidad
(maintainability)

Reutilización. (reusability)
Definición: Grado en que un activo puede ser utilizado en más de un sistema, o en la
construcción de otros activos.
Perfil Prof. Sistemas de Información

Perfil Ingeniero
1. Integración con la capa del negocio
(ing1)
2. Integración con suite office (ing1)

Seguridad (security)

Integridad (integrity)
Definición: Grado en que un sistema, producto o componente impide el acceso no
autorizado o la modificación de programas informáticos o datos.
Perfil Prof. Sistemas de Información

Perfil Ingeniero
1. Seguridad de la información, estructura
de permisos (ing2)

No repudio (Non-repudiation)
Definición: Grado en que se pueden haber prevenido acciones o eventos para que los
hechos o acciones no puedan ser repudiados más tarde.
Perfil Prof. Sistemas de Información
1. Seguridad (prof. Sis2)

Perfil Ingeniero
1. Seguridad (ing3)
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Estética de la interfaz de usuario (user interface aesthetic)
Definición: Grado en el que una interfaz de uso permite una interacción agradable y
satisfactoria para el usuario.

Usabilidad (usability)

Perfil Prof. Sistemas de Información
1. Navegación (prof.sis3)
Facilidad de aprendizaje (learnability)

Perfil Ingeniero

Definición: Grado en que un producto o sistema puede ser utilizado por usuarios
específicos para lograr los objetivos específicos de aprendizaje del uso del producto o
sistema con eficacia, la eficiencia, y la libertad frente al riesgo y la satisfacción en el contexto
de uso.
Perfil Prof. Sistemas de Información
Perfil Ingeniero
1. Facilidad en el uso (prof. Sis1)
1. Curva de aprendizaje (ing1)
2. Fácil aprendizaje para usuario finales
(prof.sis3)
Operabilidad (operability)
Definición: Grado en que un producto o sistema tiene atributos que lo hacen facil de operar
y controlable.
Perfil Prof. Sistemas de Información
Perfil Ingeniero
1. Usabilidad carga y creación de
1. Fácilmente administrable (ing1)
documentos (prof. Sis1)
Protección contra errores de usuario (user error protection)
Definición: Grado en que un sistema protege a los usuarios contra cometer errores.
Perfil Prof. Sistemas de Información

Perfil Ingeniero
1. Facilidad de uso (ing1)
Reconocimiento (appropriateness recognizability)
Definición: Grado en que los usuarios pueden reconocer si un sistema de producto o
sistema es apropiado para sus necesidades.
Perfil Prof. Sistemas de Información

Perfil Ingeniero
1. Coherencia de la arquitectura, usabilidad
muy intuitivo, sepa dónde encontrar los
documentos (ing2)
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ANEXO 10. Detalle del diagnóstico plataforma SharePoint de requisitos del Modelo
SGDE AGN.
CATEGORIA DEL
MODELO SGDE
AGN

REQUISITO

Clasificación y
organización
documental

El SGDEA debe permitir la
creación, importación,
parametrización, automatización,
administración y versionamiento
de las Tablas de Retención
Documental – TRD, a
partir de plantillas predefinidas,
asistentes de configuración,
cargue de archivos planos
o a través de la incorporación de
otros mecanismos que faciliten la
administración y la
gestión de la TRD.

Clasificación y
organización
documental

El SGDEA debe permitir que las
Tablas de Retención Documental
tengan asociados
los siguientes campos de manera
opcional:
• una descripción y/o
justificación;
• Versión de la TRD
• Fecha de actualización de la
TRD en el sistema
• Identificador único cuando se
crea.

Clasificación y
organización
documental

El SGDEA debe garantizar que los
documentos producidos y
asociados a una TRD,
mantendrán los criterios de
tiempos y de disposición final de
la versión correspondiente

Clasificación y
organización
documental

El SGDEA debe representar la
organización de los expedientes y
documentos, incluyendo
sus metadatos, a partir del
esquema del cuadro de
clasificación documental.

POBRE O
AUSENTE

REGULAR

BUENO

EXCELENTE

OBSERVACIONES

1

Un tercero debe
realizar un
desarrollo o
solución para
cumplir el
requerimiento

1

Un tercero debe
realizar un
desarrollo o
solución para
cumplir el
requerimiento

1

1
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Un tercero debe
realizar un
desarrollo o
solución para
cumplir el
requerimiento

Clasificación y
organización
documental

El SGDEA debe incorporar
múltiples niveles para el
esquema del Cuadro de
Clasificación Documental.

Clasificación y
organización
documental

El SGDEA debe validar la
información que se ingresa en el
esquema de la Tabla de
Retención Documental a través
de generación de alertas o
incorporación de opciones que
incluyan asistentes paso a paso
(listas desplegables, alertas, listas
de chequeo, ventanas
de ayuda, entre otras) que
indiquen si existe información
similar o igual en el sistema.

Clasificación y
organización
documental

El SGDEA debe permitir la
importación y exportación total o
parcial de la Tabla de
Retención Documental, en un
formato abierto y editable,
teniendo en cuenta:
• Para la importación:
* Permitir la importación de los
metadatos asociados.
* Cuando se importen la TRD ó
TVD y sus metadatos, el SGDEA
debe validar
y arrojar los errores de
estructura y formato que se
presenten.
• Para la exportación:
* Permitir la exportación de
metadatos asociados, incluyendo
pistas
de auditoría.
Los procesos de importación y
exportación deben generar
reportes y estas acciones
deben quedar registradas en las
pistas de auditoria

Clasificación y
organización
documental

El SGDEA debe permitir a
usuarios autorizados la selección
y uso de las diferentes
versiones de la Tabla de
Retención Documental-

1

1

1

1
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Clasificación y
organización
documental

El SGDEA debe permitir la
integración con los diferentes
servidores de correo
electrónico de acuerdo a las
necesidades o políticas de cada
organización.

1

Clasificación y
organización
documental

Los documentos dentro del
SGDEA deberán heredar los
metadatos de su serie o subserie

1

Clasificación y
organización
documental

El SGDEA debe permitir exportar
el directorio, de todos los
expedientes y/o carpetas
clasificadas en una serie
específica y su contenido.

1

Clasificación y
organización
documental

Una vez finalizado el trámite
administrativo, el SGDEA debe
incorporar opciones para
el cierre del expediente. (manual
o automático)

1

Clasificación y
organización
documental

Una vez cerrado el expediente se
deberá restringir la adición o
supresión de carpetas
o documentos.

1

Clasificación y
organización
documental

»» Excepciones: Cuando por
disposiciones legales o
administrativas sea
necesario reabrir un expediente,
esta acción deberá realizarse
mediante un perfil
administrativo y debe quedar
registro de ello en las pistas de
auditoria, con la
explicación del motivo por el cual
se realizó la acción.

1

Clasificación y
organización
documental

El SGDEA debe hacer accesible el
contenido de los expedientes de
acuerdo con los
roles y permisos.

1
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Clasificación y
organización
documental

El SGDEA debe impedir la
eliminación de un expediente
electrónico o de su contenido.
Sin embargo, existen dos
excepciones a este requisito:
1. La eliminación de acuerdo con
lo establecido en las TRD ó
2. Eliminación por un rol
administrativo como parte de un
procedimiento auditado.

1

Clasificación y
organización
documental

El SGDEA debe permitir la
asignación de un vocabulario
controlado y normalizado
compatible con las normas
nacionales y estándares
internacionales

1

Clasificación y
organización
documental

El SGDEA debe proporcionar a los
administradores herramientas
para informes
estadísticos de la actividad
dentro de la Tabla de Retención
Documental.

1

Clasificación y
organización
documental

El SGDEA debe permitir la
generación de expedientes
electrónicos y sus componentes
(documento electrónico, foliado,
índice firmado y metadatos)

1

Clasificación y
organización
documental

El SGDEA debe permitir que los
documentos que componen el
expediente, hereden
los tiempos de conservación
establecidos en la TRD.

1

Clasificación y
organización
documental

El SGDEA debe permitir
diligenciar metadatos de
ubicación, que luego van a
permitir su
ubicación a nivel de unidades
documentales, para el caso de
los expedientes híbridos.

1
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Clasificación y
organización
documental

El SGDEA debe permitir que
todas las acciones efectuadas
sobre el expediente, deben
ser registradas en un historial de
eventos que puede ser
consultado por usuarios que
tengan acceso al expediente
electrónico.

1

Clasificación y
organización
documental

El SGDEA debe permitir que el
historial de eventos del
expediente electrónico pueda
ser exportado.

1

1

Un tercero debe
realizar un
desarrollo o
solución para
cumplir el
requerimiento

1

Un tercero debe
realizar un
desarrollo o
solución para
cumplir el
requerimiento

1

Un tercero debe
realizar un
desarrollo o
solución para
cumplir el
requerimiento

Clasificación y
organización
documental

El SGDEA debe permitir exportar
el índice electrónico a formato
XML.

Clasificación y
organización
documental

El SGEDEA debe permitir la
transferencia de la estructura la
TRD mediante un
archivo XML.

Clasificación y
organización
documental

El SGDEA debe permitir la
incorporación de la firma
electrónica para la generación
del
índice del expediente
electrónico.

Clasificación y
organización
documental

El SGDEA debe permitir cotejar la
composición de los documentos
electrónicos que
integran el expediente
electrónico, asegurando su
integridad y autenticidad.

Clasificación y
organización
documental

El SGDEA debe registrar como
metadatos la fecha y la hora de
registro de la carga de
un documento al expediente
electrónico.

1

Clasificación y
organización
documental

El SGDEA debe permitir realizar
la trazabilidad de los documentos
electrónicos en
el cuadro de clasificación
documental mostrando
información como mínimo de
que,
quien, cuando y como realizó
acciones en el mismo.

1

1
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Clasificación y
organización
documental

El SGDEA debe permitir que el
CCD y las TRD sean controladas
únicamente por un
rol administrador y que pueda
agregar, modificar y reorganizar
la estructura.

1

Clasificación y
organización
documental

El SGDEA debe permitir la
reubicación de una carpeta (o
conjunto de carpetas) o
documento, a un lugar distinto
dentro de la estructura de
clasificación, y garantizar que
se mantenga los metadatos y
demás atributos (permisos)

1

Clasificación y
organización
documental

El SGDEA debe registrar en la
pista de auditoría, cuando se
realice la reubicación de
una carpeta (o conjunto de
carpetas) o documento.

1

Clasificación y
organización
documental

El SGDEA debe permitir registrar
las razones por las que se realiza
la reubicación de
cualquier elemento de la
estructura de clasificación y
almacenarlo como una
propiedad
o metadato ?

1

Clasificación y
organización
documental

El SGDEA debe permitir que un
documento pueda estar ubicado
en diferentes partes
de la estructura de clasificación,
sin que esto signifique la
duplicación del documento.

1

Clasificación y
organización
documental

El SGDEA debe garantizar que los
documentos electrónicos de
archivo que se
capturen se asocien a una TRD
configurada en el sistema.

1

Clasificación y
organización
documental

El SGDEA debe permitir
establecer niveles de seguridad
del expediente de acuerdo
con los niveles de seguridad
establecidos por la entidad.

1
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Clasificación y
organización
documental

El SGDEA debe permitir otorgarle
un número único de
identificación a un documento
cuando es cargado al expediente.

Clasificación y
organización
documental

El SGDEA debe permitir múltiples
firmas electrónicas o digitales en
los
documentos electrónicos

Clasificación y
organización
documental

El SGDEA debe disponer de una
opción o servicio para la
conversión de documentos
a los formatos establecidos por el
Archivo General de la Nación.

1

Clasificación y
organización
documental

El SGDEA debe permitir modificar
los tiempos de retención para un
conjunto de series
y/o expedientes.

1

Clasificación y
organización
documental

“El SGDEA debe permitir ingresar
los datos de localización de un
expediente híbrido
(referencia cruzada al expediente
físico).
El sistema debe permitir
diligenciar metadatos de
ubicación, que luego van a
permitir su
ubicación a nivel de unidades
documentales, para el caso de
los expedientes híbridos. “

1

Retención
y disposición

El SGDEA debe permitir sólo al
rol administrador crear y/o
gestionar tiempos de
retención y disposición.

1

Retención
y disposición

El SGDEA debe mantener una
historia inalterable de
modificaciones (pistas de
auditoría) que se realizan en los
tiempos de retención y
disposición, incluida la fecha
del cambio o eliminación y el
usuario que lo registra.

1

1

Un tercero debe
realizar un
desarrollo o
solución para
cumplir el
requerimiento

1
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Retención
y disposición

El SGDEA debe garantizar que
cualquier cambio a un tiempo de
retención y disposición
se aplique inmediatamente a
todas las series, subseries a las
que se asigna.

Retención
y disposición

Los SGDEA deben permitir como
mínimo las siguientes acciones
de disposición para
cualquier regla de retención y
disposición:
• Conservación permanente
• Eliminación automática
• Eliminación con autorización
del rol administrativo;
• Transferencia
• Selección

Retención
y disposición

El SGDEA no debe limitar la
duración de los tiempos de
retención.

1

Retención
y disposición

El SGDEA debe activar
automáticamente un alerta al rol
administrador cuando el
período de retención aplicable
está a punto de cumplir el
tiempo establecido.

1

Retención
y disposición

El SGDEA debe permitir a un
usuario autorizado aplazar la
eliminación de una serie,
subserie, expediente
determinado. Cuando esto
ocurra, el SGDEA debe solicitar y
almacenar como mínimo la
siguiente información en la pista
de auditoría:
• La fecha de inicio de la
interrupción;
• La identidad del usuario
autorizado;
• El motivo de la acción

1

1

Un tercero debe
realizar un
desarrollo o
solución para
cumplir el
requerimiento

1
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Retención
y disposición

Cuando el SGDEA está
transfiriendo o exportando
expedientes y/o documentos y
alguno
de ellos incluye referencias a
documentos almacenados en
otros expedientes, el SGDEA
deberá transferir o exportar el
documento completo, no solo la
referencia y almacenarlos
de acuerdo al flujo de trabajo
correspondiente.

Retención
y disposición

“El SGDEA debe emitir un alerta
al administrador en el caso en
que un expediente
electrónico esté listo para ser
eliminado y alguno de sus
documentos esté vinculados
a otro expediente. El proceso de
eliminación, debe aplazarse para
permitir una de las
siguientes acciones correctivas:
• Solicitar confirmación para
continuar o cancelar el proceso;
• Esta acción deberá quedar en
las pistas de auditoria relacionan
do mínimo
los siguientes datos: fecha de
inicio; identidad del usuario
autorizado; motivo
de la acción.
• Deberá permitir copiar el
documento a un expediente
determinado y actualizar
las referencias correspondientes,
con el fin de garantizar la
integridad del
expediente.

1

1
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Un tercero debe
realizar un
desarrollo o
solución para
cumplir el
requerimiento

Retención
y disposición

Cuando por motivos de
obsolencia tecnológica,
seguridad de la información,
causal
administrativo o judicial, se
requiera exportar, transferir o
migrar los documentos se debe
garantizar la integridad de los
expedientes, respecto a:
• Componentes del expediente
(documento electrónico, foliado,
índice firmado y
metadatos);
• Estructura de los documentos,
preservando las relaciones
correctas entre ellos.

Retención
y disposición

Durante un proceso de migración
entre diferentes sistemas o
plataformas tecnológicas
se debe garantizar que:
• Exportar o transferir los
documentos correspondientes
con las reglas de retención
y disposición y sus respectivos
controles de acceso (seguridad
para consulta)
para que puedan seguir
aplicándose en el sistema de
destino;
• Imprimir uno o más informes o
reportes que muestren las reglas
que se aplicarán
a cada conjunto de documentos
con sus características.
• Garantizar la estructura del
expediente garantizando que los
vínculos
archivísticos se conserven en
todo momento.

Retención
y disposición

El SGDEA deberá generar un
reporte del estado de la
transferencia o exportación
realizada y guardar datos de la
acción realizada en las pistas de
auditoria.

1

Requerimiento
No realizable

1

1
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Retención
y disposición

Conserva todos los Documentos
Electrónicos de Archivo (DEA)
que se hayan
transferido, al menos hasta que
se reciba la confirmación de que
el proceso de
transferencia ha concluido
satisfactoriamente.

Captura e
ingreso
de documentos

El SGDEA debe permitir la
definición y parametrización de
formatos de captura y el
mantenimiento de los mismos,
teniendo en cuenta las
necesidades del negocio, los
estándares, formatos abiertos y
formatos recomendados por el
AGN

1

Captura e
ingreso
de documentos

El SGDEA debe permitir gestionar
contenidos como: videos, audio,
imagen, entre otros,
de la misma forma que los
documentos electrónicos de
texto

1

Captura e
ingreso
de documentos

El proceso de captura de
documentos del SGDEA debe
contar con los controles y la
funcionalidad adecuados para
garantizar que los documentos se
asocian con la Tabla
de Retención Documental.

1

Captura e
ingreso
de documentos

El SGDEA no debe limitar el
número de documentos que
pueden ser capturados
en cualquier serie, subserie,
expediente ni sobre el número
de documentos que se
pueden almacenar.

Captura e
ingreso
de documentos

Para la captura de documentos
que tienen anexos el SGDEA
deberá gestionarlos
como unidad, restringiendo el
uso de formatos comprimidos.

1

Requerimiento
No realizable

1

1
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Captura e
ingreso
de documentos

Cada vez que un archivo adjunto
se captura como un documento
por separado, el
sistema debe permitir asignar el
vínculo archivístico en el registro
de metadatos.

1

Captura e
ingreso
de documentos

El SGDEA debe restringir y
generar una alerta cuando se
importe un documento en un
formato no configurado en el
sistema e indicar al usuario los
formatos permitidos.

1

Captura e
ingreso
de documentos

El SGDEA debe ofrecer opciones
de gestión de notificaciones y
avisos por medio de
correo electrónico.

1

Captura e
ingreso
de documentos

Cuando el usuario captura un
documento que tiene más de
una versión, el SGDEA
debe permitir al usuario elegir:
• Que todas las versiones son de
un solo documento;
• Una sola versión como
documento oficial;
• Cada versión como un
documento individual.

1

Captura e
ingreso
de documentos

El SGDEA debe generar una
alerta al intentar capturar un
registro que este
incompleto o vacío.

1

Captura e
ingreso
de documentos

El SGDEA debe cumplir como
mínimo con los siguientes
estándares de interoperabilidad:
OAI-PMH y CMIS-OASIS, para
garantizar la interoperabilidad
con otros sistemas.

1

Captura e
ingreso
de documentos

Cuando se realiza captura masiva
de documentos, el SGDEA debe
permitir la
administración de las colas de
entrada. A través de servicios
como:
• Ver cola;
• Pausar la cola de un
documento o de todos;
• Reiniciar la cola;
• Eliminar la cola.

1
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Un tercero debe
realizar un
desarrollo o
solución para
cumplir el
requerimiento

Captura e
ingreso
de documentos

El SGDEA debe integrarse como
mínimo con una solución de
digitalización y debe permitir:
• El escaneo monocromático, a
color o en escala de grises
• El escaneo de documentos en
diferentes resoluciones
• Manejar diferentes tamaños de
papel estándar
• Debe reconocer y capturar
documentos individuales en un
proceso de
digitalización masiva
• Debe tener la funcionalidad de
reconocimiento óptico de
caracteres (OCR)
(optical character recognition) e
ICR (intelligent character
recognition).
• Guardar imágenes en formatos
estándar.
• El SGDEA debe incluir
tecnologias de reconocimiento
de datos, (de acuerdo a
las necesidades y las que sean
requeridas por la entidad):
• (OCR) Reconocimiento óptico
de caracteres
• (HCR) Huella de la mano de
reconocimiento de caracteres
• (ICR) Reconocimiento
inteligente de caracteres
• (OMR) Reconocimiento óptico
de marcas
• Reconocimiento de código de
barras”

1

Captura e
ingreso
de documentos

El SGDEA debe permitir la
captura automática de
metadatos pertenecientes a
mensajes de correo electrónico y
sus archivos adjuntos.

1

Captura e
ingreso
de documentos

El SGDEA debe permitir al
usuario capturar un mensaje de
correo electrónico
asignándolo dentro de una serie,
subserie o expediente.

1

Captura e
ingreso
de documentos

El SGDEA debe tener la opción de
capturar en una sola operación,
varios correos
electrónicos seleccionados
manualmente.

1
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Captura e
ingreso
de documentos

El SGDEA debe permitir
parametrizar firmas individuales,
múltiples firmantes, firmas
masivas de documentos y firmas
por lotes de documentos.

Captura e
ingreso
de documentos

El SGDEA debe permitir la
integración con mecanismos
tecnológicos tales como:
firmas digitales, estampado
cronológico, mecanismos de
encriptación, marcas
digitales electrónicas, estampado
cronológico y cualquier otro
procedimiento
informático que se cree a futuro.

1

Un tercero debe
realizar un
desarrollo o
solución para
cumplir el
requerimiento

1

Un tercero debe
realizar un
desarrollo o
solución para
cumplir el
requerimiento

1

Un tercero debe
realizar un
desarrollo o
solución para
cumplir el
requerimiento

Captura e
ingreso
de documentos

El SGDEA debe soportar formatos
de firma digital tales como
CADES, PADES Y XADES

Captura e
ingreso
de documentos

El SGDEA debe permitir vistas de
los Documentos Electrónicos de
Archivo DEA que
carecen de la aplicación utilizada
para generarlos.

1

Captura e
ingreso
de documentos

El SGDEA debe permitir que los
registros almacenados
temporalmente sean
modificados y completados para
continuar con su proceso.

1

Captura e
ingreso
de documentos

El SGDEA debe permitir la
configuración de una lista de
correos con el fin de identificar
las cuentas que serán
gestionadas de manera
automatizada cada vez que se
envíen y
se reciban mensajes en las
mismas.

1

Captura e
ingreso
de documentos

El SGDEA debe permitir la
activación o desactivación de las
cuentas de correo que
serán gestionadas de manera
automatizada.

1
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Captura e
ingreso
de documentos

El SGDEA debe permitir la
captura de correos electrónicos
de entrada y de salida que
contengan o no archivos
adjuntos, considerándolos como
un solo DEA, respetando su
contenido, contexto y estructura.

1

Captura e
ingreso
de documentos

El SGDEA debe permitir el
registro de información básica de
contexto (metadatos)
automáticamente obteniéndola
del encabezado del correo
electrónico.

1

Captura e
ingreso
de documentos

El SGDEA debe contar con una
plataforma estándar compatible
con la definición
de estructuras de datos (XML),
que brinden la posibilidad de
realizar importación de
información del mismo y de otros
sistemas garantizando su
interoperabilidad.

1

Captura e
ingreso
de documentos

El SGDEA debe permitir a un
perfil administrador, actualizar y
adicionar información de
contexto (metadatos) a los datos
importados que presenten
inconsistencias o que lo
requieran, y se debe llevar un
registro detallado de auditoría de
estas operaciones en
una estructura independiente.

1

Captura e
ingreso
de documentos

En el proceso de captura el
SGDEA debe permitir la
conversión de formato de
archivo
del documento a un formato
previamente parametrizado en el
sistema.

1

Captura e
ingreso
de documentos

El SGDEA debe permitir crear
documentos basados en
plantillas prestablecidas
y formularios

1
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Captura e
ingreso
de documentos

El SGDEA debe proporcionar una
herramienta de edición / diseño
de plantillas
que permite a administradores
de sistema, crear plantillas de
acuerdo a las
necesidades de la entidad

1

Búsqueda y
presentación

El SGDEA debe permitir al
usuario buscar y recuperar
información que se
encuentre dentro de
documentos, listas de
documentos y metadatos, de
acuerdo
al perfil de acceso.

1

Búsqueda y
presentación

El SGDEA debe proporcionar una
función de búsqueda que
permita utilizar
combinaciones de criterios de
búsqueda:
• Operadores booleanos (y, o,
exclusivo, o, no);
• Coincidencias aproximadas;
• Intervalos de tiempo;
• Permitir búsqueda con
comodines (*, ? , $ , = , + , - );
• Por agrupaciones (Código,
Serie, subseries, asunto, usuario,
área responsable,
palabras clave...);
• Tipos de formatos
• Cualquier combinación valida
con un número limitado de
criterios de búsqueda,
utilizando cualquier combinación
de contenido textual o de
metadatos.
• Opción de autocompletar.

1
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Búsqueda y
presentación

El SGDEA debe permitir:
• Ver la lista de resultados de
una búsqueda,
• Listar documentos que
componen un resultado de la
búsqueda,
• Ver la lista de todos los
expedientes y documentos
relacionados a cualquier
serie determinada, con su
respectivo contenido.
• Incluir funciones para presentar
en los medios adecuados la
salida de los
documentos que no se pueden
imprimir. Por ejemplo,
documentos de audio y video.
• Mostrar miniaturas de
imágenes digitalizadas como una
ayuda para la
navegación y búsqueda.

1

Búsqueda y
presentación

El SGDEA debe proporcionar
herramientas para la generación
de informes y reportes.

1

Búsqueda y
presentación

El SGDEA debe permitir generar
informes que incluyan como
mínimo gráficos y tablas.

1

Búsqueda y
presentación

El SGDEA debe permitir generar
informes sobre los errores
presentados en el sistema
(Cargue de documentos fallidos,
procesos y procedimientos
incompletos, número de
intentos fallidos al sistema,….)

1

Búsqueda y
presentación

El SGDEA debe permitir la
búsqueda dentro de los niveles
de jerarquía d el cuadro
de clasificación.

1

Búsqueda y
presentación

El SGDEA debe proporcionar al
usuario maneras flexibles de
imprimir los
documentos de archivo y sus
correspondientes metadatos.

1

Búsqueda y
presentación

El SGDEA debe permitir que se
impriman listas de los resultados
de búsquedas.

1

177

Búsqueda y
presentación

El SGDEA debe permitir visualizar
los documentos de archivo
recuperados como
resultado de la búsqueda sin
necesidad de cargar la aplicación
de software asociada.

1

Búsqueda y
presentación

El SGDEA debe permitir la
búsqueda de texto libre y
metadatos de forma integrada
y coherente.

1

Búsqueda y
presentación

El SGDEA debe permitir que en
los resultados de búsqueda se
presenten únicamente
las carpetas y documentos a los
que el usuario tiene acceso de
acuerdo a los niveles
de permisos definidos.

1

Búsqueda y
presentación

El SGDEA debe ofrecer una
clasificación de los resultados de
la búsqueda, según
su pertinencia, relevancia,
fechas, nombre, autor, creador,
modificador, tipo de
documento, tamaño, entre otros.

1

Búsqueda y
presentación

El SGDEA debe permitir que
ninguna función de búsqueda
revele jamás al usuario
información como contenido o
metadatos, que se le tengan
restringidos por
permisos de acceso.

1

Búsqueda y
presentación

El SGDEA debe permitir la pre
visualización de documentos del
expediente, sin que eso
implique la descarga del
documento

1

Metadatos

El SGDEA debe permitir
incorporar diferentes esquemas
de metadatos.

1

Metadatos

El SGDEA debe permitir al
usuario autorizado parametrizar
modificar y aplicar las
reglas de los elementos del
esquema de metadatos.

1

178

Metadatos

El SGDEA debe permitir que los
valores de los metadatos se
hereden
automáticamente de forma
predeterminada desde el nivel
inmediatamente
superior en la jerarquía de
clasificación.

1

Metadatos

El SGDEA debe presentar en
pantalla los metadatos de los
documentos capturados.

1

Metadatos

El SGDEA debe permitir la
asignación previa de palabras
clave a las series,
subseries, expedientes y/o
documentos, basados en bancos
terminológicos,
tesauros, taxonomías, entre
otros.

1

Metadatos

El SGDEA debe permitir que al
momento de la captura o en una
etapa posterior
de procesamiento, se puedan
ingresar metadatos adicionales.

1

Metadatos

El SGDEA debe validar y controlar
la entrada de los metadatos
mínimos obligatorios

1

Metadatos

El SGDEA permite la extracción
automática de metadatos de los
documento s al
momento de la captura o cargue
al sistema.

1

Control y
Seguridad

El SGDEA debe permitir la
creación y administración de
usuarios, roles y permisos.

1

Control y
Seguridad

El SGDEA debe permitir revocar
privilegios de un grupo o
usuarios seleccionados.

1

Control y
Seguridad

El SGDEA debe ofrecer opciones
de configuración para asignar o
eliminar roles
después de un período
predefinido automáticamente.

1

Control y
Seguridad

El SGDEA debe permitir
configurar controles restringir el
acceso de acuerdo a los
perfiles configurados por el
administrador del sistema.

1
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Control y
Seguridad

El SGDEA debe soportar
diferentes mecanismos de
autenticación.

1

Control y
Seguridad

El SGDEA debe generar y
mantener pistas de auditoria
inalterables de las
acciones realizadas por cada uno
de los usuarios que ingresan a l
sistema.

1

Control y
Seguridad

El SGDEA debe capturar y
almacenar en las pistas de
auditoria, como mínimo
información sobre:
• Toda acción realizada sobre
cada documento, expediente,
usuario y metadatos;
• Toda acción realizada en los
parámetros de administración;
• Usuario que realiza la acción;
• Fecha y hora de la acción;
• Cambios realizados a los
metadatos;
• Cambios realizados a los
permisos de acceso;
• Creación, modificación o
eliminación de usuarios, grupos o
roles del sistema;
• País, navegador, dirección ip,
tipo de dispositivo, sistema
operativo, desde
donde fue abierta la sesión del
sistema.

1

Control y
Seguridad

El SGDEA debe mantener las
pistas de auditoría en el sistema
durante el tiempo
que se haya establecido en las
políticas de la Entidad y las no
rmas aplicables.

1

Control y
Seguridad

Cualquier intento de violación de
los mecanismos de control de
acceso deberá ser
registrado en las pistas de
auditoria.

1

Control y
Seguridad

El sistema debe impedir
desactivar la generación y
almacenamiento to de las pistas
de auditoria.

1
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Control y
Seguridad

Las pistas de auditoria del SGDEA
deben permitir identificar los
errores en la
ejecución de los procesos.
(Mantenimiento en menor
tiempo)

1

Control y
Seguridad

El SGDEA debe permitir a un
usuario autorizado parametrizar
el número de
intentos fallidos de ingreso a la
sesión.

1

Control y
Seguridad

El SGDEA deberá bloquear al
usuario una vez se hayan
completado el neme ro de
intentos fallidos configurados por
el usuario autorizado para e l
inicio de sesión y
notificar mediante un mensaje
de alerta.

1

Control y
Seguridad

El SGDEA debe permitir generar
informes con los datos
almacenados en la s
pistas de auditoria, permitiendo
filtros y selección de criterios
establecidos por el
usuario solicitante.

1

Control y
Seguridad

El SGDEA debe permitir
programar rutinas de copia de
seguridad (backup) y su
recuperación cuando sea
necesario.

1

Control y
Seguridad

El SGDEA debe permitir la
parametrización de copias de
seguridad de los
documentos en conjunto con los
metadatos.

1

Control y
Seguridad

EL SGDEA debe notificar al
usuario encargado, fallas críticas
en los se rvicios del
sistema en el instante en que se
presentan.

1
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Control y
Seguridad

EL SGDEA debe permitir la
creación, gestión y configuración
de niveles de clasificación
de información a que haya lugar
(Clasificada, reservada,
confidencial, de acuerdo a la
normatividad existente) y
permitir acceso a esta
dependiendo el rol de usuario.

1

Control y
Seguridad

EL SGDEA debe garantizar que las
operaciones realizadas en el
sistema deben estar
protegidas contra adulteración,
supresión, ocultamiento y demás
operaciones que
atenten contra la autenticidad,
integridad y disponibilidad de la
información.

1

Control y
Seguridad

EL SGDEA debe contar con
mecanismos de recuperación de
credenciales de
acceso obedeciendo las políticas
de ingreso seguro.

1

Control y
Seguridad

El SGDEA debe permitir
configurar y ejercer controles
sobre tiempos de
inactividad y bloqueo.

1

Control y
Seguridad

EL SGDEA debe garantizar que las
transacciones u operaciones que
realice el sistema las
cuales presenten fallos en su
ejecución deben reversarse al
estado inicial en la ejecución
del proceso. (rollback) (evita
envío de información incompleta
y perdida de la misma).

1

Control y
Seguridad

EL SGDEA debe aplicar técnicas
criptográficas en las operaciones
y/o
transacciones críticas o sensibles
para la organización.

1

182

Un tercero debe
realizar un
desarrollo o
solución para
cumplir el
requerimiento

Control y
Seguridad

Cuando el SGDEA realice
procesos de importación o
exportación de información,
deberá realizarse a través de
interfaces seguras y aplicar
protocolos y
mecanismos de seguridad.

1

Control y
Seguridad

El SGDEA no debe limitar el
número de roles o grupos que se
puedan configurar.

1

Control y
Seguridad

El SGDEA debe permitir marcar
un usuario individual como
inactivo, sin eliminarlo
del sistema.

1

Control y
Seguridad

El SGDEA debe permitir la
generación de registros de
control o hashes que permitan
validar la integridad de los
registros de seguridad
generados.

1

Control y
Seguridad

El SGDEA debe permitir la
inclusión en los reportes
generados de un rótulo que
permita identificar su nivel de
clasificación (clasificado, reserv
ado, restringido, entre
otros), de acuerdo con la
clasificación asignada mediante
parámetro al momento de
su creación.

1

Control y
Seguridad

El SGDEA debe permitir la
definición por parámetro y
controlar la longitud mínima y
máxima de las contraseñas.

1

Control y
Seguridad

El SGDEA debe permitir la
definición por parámetro y
controlar el número de
contraseñas a recordar (Histórico
de contraseñas).

1

Control y
Seguridad

El SGDEA debe permitir la
definición de un diccionario de
contraseñas no válidas y
controlar que las contraseñas no
coincidan con las existentes en
dicho diccionario.

1
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Control y
Seguridad

El SGDEA debe controlar
mediante parámetro la
complejidad de la contras eña.
Cuando se habilita la
complejidad, la contraseña debe
tener una combinación
de caracteres numéricos,
alfabéticos (Mayúsculas y
Minúsculas) y signos o
caracteres especiales.

1

Control y
Seguridad

El SGDEA debe permitir que las
contraseñas nunca pueden ser
almacenadas en
formato texto. Deben ser
almacenadas por medio de un
algoritmo de encripción
de una sola vía reconocido por la
industria como MD5 y SHA. Para
estos procesos
de cifrado se deben utilizar llaves
cuya longitud mínima sea de 128
bits.

1

Control y
Seguridad

El SGDEA debe desconectar los
usuarios que hayan permanecido
inactivos en el
sistema durante un tiempo
definido mediante un parámetro
que especifique este tiempo.

1

Control y
Seguridad

El SGDEA debe permitir definir
por parámetro y controlar la
vigencia mínima, vigencia
máxima y tiempo de aviso de
vencimiento, de las contraseñas:

1

Control y
Seguridad

El SGDEA debe permitir manejar
los siguientes estados para las
cuentas de usuario:
Habilitado, deshabilitado,
bloqueado, suspendido.

1

Control y
Seguridad

El SGDEA debe permitir rastrear
de forma automática y sin
ninguna intervención
manual todas las acciones
realizadas en el sistema, y
almacenar los datos sobre estas
en la pista de auditoría.

1
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Control y
Seguridad

El SGDEA debe permitir contar
con procedimientos automáticos
para copias de
seguridad y restauración
encaminados a realizar copias
periódicas de seguridad de
todos elementos dentro del
sistema (carpetas, documentos,
metadatos, usuarios, roles,
permisos, configuraciones
específicas).

1

Control y
Seguridad

El SGDEA en caso de presentarse
fallas durante la restauración de
las copias de
seguridad debe permitir notificar
sobre el fallo y los detalles del
mismo, para que el
administrador tome las
decisiones necesarias para
subsanar los errores.

1

El SGDEA debe permitir la
Flujos de Trabajo creación, administración y
ejecución de flujos de trabajo.

1

El SGDEA debe permitir
Flujos de Trabajo diagramar y modelar flujos de
trabajo.

1

El SGDEA debe permitir
Flujos de Trabajo diagramar tareas que componen
un proceso y/o procedimiento.

1

El SGDEA debe permitir
parametrizar los tiempos de
Flujos de Trabajo
ejecución y respuesta de los
procesos ejecutados.

1

El SGDEA debe permitir
incorporar un mecanismo de
Flujos de Trabajo
simulación para analizar los
flujos de trabajo modelados.

1

El SGDEA debe permitir la
parametrización de Reglas para
la configuración y gestión
de:
Flujos de Trabajo
• Estados del Flujo de Proceso
• Validación de Actividades
• Definición y asignación de
usuarios.

1
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El SGDEA debe permitir la
administración y control de los
Flujos de Trabajo procesos por lotes y los
procesos automáticos
programados.

1

El SGDEA debe permitir
parametrizar los accesos,
Flujos de Trabajo creación, modificación o control
total para usuarios o grupos de
usuarios de los flujos de trabajo.

1

El SGDEA debe permitir al
usuario del flujo de trabajo:
• Visualizar las actividades que
tiene pendientes por realizar
Flujos de Trabajo • Priorizar por diferentes
criterios
• Visualizar información en
tiempo real sobre el desempeño
de sus procesos

1

El SGDEA debe permitir visualizar
Flujos de Trabajo de manera gráfica el estado de
cada flujo de trabajo.

1

El SGDEA no debe limitar el
Flujos de Trabajo ingreso de acciones que
componen cada flujo de trabajo.

Requerimiento
No realizable

1

El SGEDEA debe permitir
contener múltiples versiones de
un mismo proceso y/o
Flujos de Trabajo
procedimiento. Debe permitir al
administrador seleccionar la
última versión.

1

El SGDEA debe generar los flujos
Flujos de Trabajo de trabajo en un formato
estándar

1

El SGDEA debe generar un
Flujos de Trabajo identificador único para cada
flujo de trabajo.

1

El SGDEA debe generar una
trazabilidad de las acciones de
Flujos de Trabajo los flujos de trabajo e
incluirla en las pistas de
auditoria.

1
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El SGDEA debe permitir solo a un
rol administrador autorizado a
crear, parametrizar,
administrar y poner en ejecución
flujos de trabajo.
Flujos de Trabajo
• Duración real de los procesos
versus el tiempo estimado de
duración
• Actividades que tienen mayor
porcentaje de retraso.

1

El SGDEA debe permite definir
Flujos de Trabajo los flujos de trabajo basado en
plantillas.

1

El SGDEA debe permitir detener
un flujo de trabajo

1

Definir los tiempos límite de
ejecución de los flujos y de cada
Flujos de Trabajo una de sus actividades
enviando notificaciones de
incumplimiento.

1

Contar con semáforos que
muestran el cumplimiento de
Flujos de Trabajo
tiempos en cada una de las
actividades de un flujo.

1

Flujos de Trabajo

Flujos
Electronicos

El SGDEA debe permitir la
creación, administración y
ejecución de flujos.

1

Flujos
Electrónicos

El SGDEA debe permitir
diagramar y modelar flujos
electrónicos.

1

Flujos
Electrónicos

El SGDEA debe permitir
diagramar tareas que componen
un proceso y/o procedimiento.

1

Flujos
Electrónicos

El SGDEA debe permitir
parametrizar los tiempos de
ejecución y respuesta de los
procesos ejecutados.

1

Flujos
Electrónicos

El SGDEA debe permitir
incorporar un mecanismo de
simulación para analizar los
flujos de trabajo modelados.

1

Flujos
Electrónicos

El SGDEA debe permitir la
parametrización de Reglas para
la configuración y gestión de:
• Estados del Flujo de Proceso
• Validación de Actividades
• Definición y asignación de
usuarios.

1
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Flujos
Electrónicos

El SGDEA debe permitir la
administración y control de los
procesos por lotes y los
procesos automáticos
programados.

1

Flujos
Electrónicos

El SGDEA debe permitir
parametrizar los accesos,
creación, modificación o control
total para usuarios o grupos de
usuarios de los flujos de trabajo.

1

Flujos
Electrónicos

El SGDEA debe permitir al
usuario del flujo electrónico:
• Visualizar las actividades que
tiene pendientes por realizar
• Priorizar por diferentes
criterios
• Visualizar información en
tiempo real sobre el desempeño
de sus procesos

1

Flujos
Electrónicos

El SGDEA debe permitir visualizar
de manera gráfica el estado de
cada
flujo electrónico.

1

Flujos
Electrónicos

El SGDEA no debe limitar el
ingreso de acciones que
componen cada
flujo electrónico.

Flujos
Electrónicos

El SGEDEA debe permitir
contener múltiples versiones de
un mismo proceso y/o
procedimiento. Debe permitir al
administrador seleccionar la
última versión.

1

Flujos
Electrónicos

El SGDEA debe generar los flujos
de trabajo en un formato
estándar.

1

Flujos
Electrónicos

El SGDEA debe generar un
identificador único para cada
flujo electrónico.

1

Flujos
Electrónicos

El SGDEA debe generar una
trazabilidad de las acciones de
los flujos electrónicos
e incluirla en las pistas de
auditoria.

1

Requerimiento
No realizable

1
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Flujos
Electrónicos

El SGDEA debe permitir solo a un
rol administrador autorizado a
crear, parametrizar,
administrar y poner en ejecución
flujos electrónicos.
• Duración real de los procesos
versus el tiempo estimado de
duración
• Actividades que tienen mayor
porcentaje de retraso.

1

Flujos
Electrónicos

El SGDEA debe permite definir
los flujos de trabajo basado en
plantillas.

1

Flujos
Electrónicos

El SGDEA debe permitir detener
un flujo electrónico.

1

Flujos
Electrónicos

Definir los tiempos límite de
ejecución de los flujos y de cada
una de sus
actividades enviando
notificaciones de
incumplimiento.

1

Flujos
Electrónicos

Contar con semáforos que
muestran el cumplimiento de
tiempos en cada una de
las actividades de un flujo.

1

Requerimientos
no Funcionales

El tiempo de inactividad no
prevista del SGDEA, no debe
superar las 10 horas al
trimestre y 40 horas al año.

1

Requerimientos
no Funcionales

El SGDEA deberá estar disponible
las 24 horas del día, 7 días de la
semana, 365
días del año.

1

Requerimientos
no Funcionales

Cuando se produzca un fallo del
software o del hardware, debe
resultar posible
devolver el sistema a un estado
conocido (más reciente que la
copia de seguridad
del día anterior) en menos de 02
horas de trabajo con el hardware
disponible.

1
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Requerimientos
no Funcionales

El SGDEA debe ser capaz de
realizar una búsqueda sencilla en
3 segundos
y una búsqueda compleja
(combinando criterios) en
máximo 5 segundos, con
independencia de la capacidad
de almacenamiento y el número
de documentos
en el sistema.

1

Requerimientos
no Funcionales

Toda funcionalidad del sistema y
transacción de negocio realizada
en el SGDEA
debe responder al usuario en
menos de 5 segundos.

1

Requerimientos
no Funcionales

El SGDEA debe ser escalable y no
permitir ninguna característica
que impida
su uso en organización de
pequeño o gran tamaño,
permitiendo aumentar la
capacidad del sistema para
ofrecer más servicios a un mayor
número de usuarios
sin degradar la calidad del
servicio.

1

Requerimientos
no Funcionales

El SGDEA debe ser 100% web y
su administración y
parametrización debe
realizarse desde el navegador. Se
deben proveer interfaces de
escritorio opcionales.

1

Requerimientos
no Funcionales

El SGDEA debe ofrecer soporte
para sistemas de
almacenamiento tipo NAS,
DAS y SAN.

1

Requerimientos
no Funcionales

El SGDEA debe permitir la fácil
instalación y despliegue de
plugins y
desarrollos personalizados.

1

Requerimientos
no Funcionales

El SGDEA debe ser diseñado y
construido con los mayores
niveles de
flexibilidad en cuanto a la
parametrización de los tipos de
dat os, de tal manera
que la administración del sistema
sea realizada por un
administrador funcional
del sistema.

1
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Requerimientos
no Funcionales

El SGDEA debe proveer al menos
dos intefaces para la Gestión del
ECM y
sus componentes:
• Interface de comandos
• Interface gráfica de usuario

1

Requerimientos
no Funcionales

El SGDEA debe proporcionar en
todo momento al usuario final y
al administrador
funciones de uso fácil e intuitivo.

1

Requerimientos
no Funcionales

El SGDEA debe contar con
manuales de usuario
estructurados adecuadamente.

1

Requerimientos
no Funcionales

El SGDEA debe contar con un
módulo de ayuda en línea.

1

Requerimientos
no Funcionales

El SGDEA debe poseer un diseño
“Responsive” a fin de garantizar
la adecuada
visualización en múltiples
computadores personales,
dispositivos, tabletas y
teléfonos inteligentes.

1

Requerimientos
no Funcionales

El SGDEA debe ser diseñado y
construido con los mayores
niveles de
flexibilidad en cuanto a la
parametrización de los tipos de
datos, de tal manera
que la administración del sistema
sea realizada por un
administrador funcional
del sistema.

1

Requerimientos
no Funcionales

El SGDEA debe permitir que los
usuarios modifiquen o
configuren la interfaz gráfica
a su gusto. Con elementos de
personalización sencillos, que
abarquen, al menos las
siguientes opciones, sin limitarse
necesariamente a estas:
• Contenidos de los menús,
• Disposición de las pantallas,
• Uso de teclas de funciones y
atajos de teclado,
• Colores y tamaño de las
fuentes que se muestran en
pantalla.

1
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Requerimientos
no Funcionales

El SGDEA debe permitir acceso a
todas las funcionalidades y a
cualquier interfaz
de la aplicación a través del
teclado.

Requerimientos
no Funcionales

El SGDEA debe proveer
información de contexto e
información del estado del
usuario en todo momento.

Requerimientos
no Funcionales

El SGDEA debe permitir al
usuario gestionar las ventanas
(modificar el tamaño
y posición, minimizar, maximizar,
cerrar la ventana, etc.), y que se
guarden
estas especificaciones en un
perfil de usuario.

1

1
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ANEXO 11. Construcción guía de preguntas entrevista semiestructurada

Fuente: Elaboración Propia
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