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Re´sume´ : Les syste`mes pair-a`-pair permettent de
de´velopper des syste`mes distribue´s de grande taille. Ces
syste`mes construisent un re´seau logique recouvrant le
re´seau physique existant. Par opposition au mode`le clas-
sique dit de client-serveur, chaque nœud joue a` la fois
le roˆle de client et de serveur et est connecte´ logique-
ment a` un sous-ensemble du syste`me. La plupart des
syste`mes existants optimisent le re´seau recouvrant en mi-
nimisant la distance ge´ographique (ou physique) entre
chaque nœud. L’exploitation des inte´reˆts communs entre
pairs repre´sente un axe de recherche re´cent dans l’op-
timisation de ces syste`mes. Ceci consiste a` ajouter des
liens refle´tant cette similarite´ d’inte´reˆt en sus du re´seau
recouvrant. L’objectif de nos recherches dans ce do-
maine est de prendre en compte cette localite´ d’inte´reˆt
dans la construction meˆme du re´seau recouvrant. Cet ar-
ticle pre´sente d’abord le paradigme de la communication
e´pide´mique, permettant de construire des re´seaux pair-a`-
pair. Ensuite nous exposons des techniques permettant de
prendre en compte une localite´ d’inte´reˆt.
Mots-cle´s : Syste`mes distribue´s, re´seaux pair-a`-pair,
protocoles e´pide´miques, profil se´mantique, proximite´
d’inte´reˆt.
1 INTRODUCTION
De nombreuses approches permettant de construire
un re´seau reposant sur le paradigme pair-a`-pair ont
re´cemment e´merge´s, formant des syste`mes distribue´s de
grande taille permettant de passer a` l’e´chelle. Contrai-
rement aux approches client-serveur, les nœuds sont
connecte´s entre eux au-dessus du re´seau physique et
jouent a` la fois les roˆles de client et serveur. Ces
syste`mes permettent d’agre´ger des ressources et des ser-
vices entre les diffe´rents nœuds du syste`me. Ces derniers
ne posse`dent qu’une connaissance locale du syste`me
permettant ainsi de de´velopper des applications a` large
e´chelle.
La majeure partie de ces re´seaux est optimise´e en
fonction de la localite´ ge´ographique des nœuds. Cela
dit, derrie`re chaque machine se trouve un utilisateur.
Les pre´fe´rences des utilisateurs peuvent aussi eˆtre ex-
ploite´es pour optimiser l’efficacite´ de l’application mise
en œuvre sur un re´seau pair-a`-pair. Certaines e´tudes ont
montre´s la pertinence de la prise en compte de ces as-
pects [Handurukande, 2004b]. Dans le contexte de cette
e´tude, nous analysons comment prendre en compte ceux-
ci via une proximite´ que nous qualifierons de se´mantique.
La recherche de nouvelles me´thodes dans les syste`mes
pair-a`-pair est actuellement un axe d’e´tude tre`s actif.
Nous pre´sentons dans la section 2, les diffe´rentes classes
de re´seaux pair-a`-pair. Nous nous concentrons sur l’une
d’elles ainsi que sur une classe de protocoles permettant
de construire de tels re´seaux pour ces syste`mes : les pro-
tocoles e´pide´miques. Nous introduisons ensuite le prin-
cipe de proximite´ se´mantique dans la section 3, ainsi que
des re´sultats pre´liminaires sur les diffe´rents impacts de la
prise en compte de cette dernie`re. Enfin, nous concluons
cet article dans la section 4.
2 LES R ´ESEAUX PAIR- `A-PAIR NON-
STRUCTUR ´ES
Les syste`mes pair-a`-pair se sont popularise´s ces dernie`res
anne´es avec les syste`mes de partage de fichiers sur
Internet. Par exemple, les syste`mes populaires comme
Gnutella [Gnutella, WWW] et KaZaA [KaZaA, WWW]
supportent des millions d’utilisateurs partageant des
pe´taoctets de donne´es sur Internet. Ces syste`mes sont
dits non-structure´s car les applications n’imposent pas
de structure au re´seau sous-jacent. Ils sont simples et
mettent en œuvre des techniques de recherche reposant
sur l’inondation du re´seau. Cela conduit cependant a`
des proble`mes de performance en terme d’encombrement
du re´seau. Il existe e´galement des syste`mes pair-a`-pair,
dits hie´rarchiques, tels eMule [eMule, WWW], eDon-
key [eDonkey, WWW] ou Napster [Napster, WWW] re-
posant sur l’existence de super-pairs – sorte de nœuds
controleurs. Certaines e´tudes se sont penche´es sur des
syste`mes hybrides tel que [Castro, 2003]. Dans la suite,
nous ne conside´rerons que les re´seaux pair-a`-pair non-
structure´s, e´tant donne´ leur simplicite´ de mise en œuvre
et leur application potentielle a` la localite´ d’inte´reˆt.
2.1 Pre´sentation ge´ne´rale
De manie`re ge´ne´rale, les re´seaux pair-a`-pair posse`dent
des capacite´s d’auto-organisation et de tole´rance aux
de´faillances. En effet, a` chaque arrive´e et de´part de
nœud le syste`me est capable de re´organiser les liens
entre les nœuds restant, en fonction des contraintes im-
pose´es a` celui-ci. De plus, la syme´trie entre les nœuds,
l’e´quilibrage de charge et la connaissance uniquement lo-
cale du syste`me fournissent aux re´seaux pair-a`-pair une
capacite´ inhe´rente de passage a` l’e´chelle.
Les applications pour les syste`mes pair-a`-pair ne se li-
mitent pas au partage de fichiers. Par exemple, de nom-
breuses applications ont e´te´ de´veloppe´es telles que l’ar-
chivage de donne´es, la gestion de cache, la diffusion, etc.
Plusieurs domaines de recherche sont en cours d’explo-
ration tels que la distribution de donne´es ou le monito-
ring. Ces domaines donnent lieu a` de nombreux travaux
portant sur l’organisation des nœuds, la se´curite´, les algo-
rithmes de routage et de recherche, etc. Une optimisation
courante consiste a` essayer de connecter les pairs voisins
ge´ographiquement entre eux.
Les re´seaux pair-a`-pair non-structure´s reposent sur une
construction ale´atoire du graphe de connexions. Un nœud
se joint au re´seau par l’interme´diaire d’un autre nœud
de´ja` connecte´. Chaque nœud tient a` jour une liste de
voisins. Cette liste, que l’on appellera vue par la suite,
repre´sente les liens logiques entre les diffe´rents nœuds
du syste`me, formant ainsi le re´seau recouvrant. Une fois
inse´re´, le nœud sonde de manie`re pe´riodique son voisi-
nage afin de maintenir et de´couvrir un certain nombre de
connections, de ressources ou de services. La recherche
de ressources (physique ou logique) dans un tel re´seau
peut se faire selon une technique d’inondation : un nœud
de´sirant localiser une ressource r demande a` ses voi-
sins, inclus dans sa vue, s’ils la connaissent. `A leur tour,
ces voisins demandent a` leurs voisins s’ils ont connais-
sance de cette ressource r et ce, jusqu’a` une profon-
deur fixe´e par le syste`me. Un nœud posse´dant la res-
source r avertit l’auteur de la requeˆte en lui envoyant une
re´ponse qui parcourt le chemin initial en sens inverse.
Nous pre´senterons uniquement une classe de protocoles
permettant de construire, de re´organiser ou de maintenir
le re´seau recouvrant selon une heuristique particulie`re.
2.2 Les protocoles e´pide´miques
Cette classe regroupe les protocoles dits e´pide´miques.
Chaque nœud met pe´riodiquement a` jour sa liste de voi-
sins en e´changeant de l’information avec l’un d’entre
eux choisi selon une me´thode particulie`re. Ces pro-
tocoles e´pide´miques peuvent eˆtre mode´lise´s selon le
mode`le pre´sente´ dans [Jelasity, 2004a]. Celui-ci repose
sur trois appels de fonctions, spe´cifie´s et analyse´s
dans [Jelasity, 2004a], permettant de parame´trer le pro-
tocole en fonction du graphe requis. Leur efficacite´ est
e´value´e dans ce meˆme article. Ces trois fonctions se
de´clinent de la manie`re suivante :
Se´lection du voisin Elle de´termine l’heuristique
du choix du nœud participant a` l’e´change
(ale´atoirement, teˆte de la liste de voisins, ...)
Propagation de sa vue L’information peut se propager
de trois fac¸ons diffe´rentes : l’envoi de sa vue au
nœud se´lectionne´ (push), la demande de la vue du
nœud se´lectionne´ (pull) ou l’e´change des vues entre
ces deux nœuds (push/pull).
Se´lection de sa vue La liste est ordonne´e suivant des
crite`res donne´s (proximite´ ge´ographique, ordre d’ar-
rive´e). Le choix des nœuds qui composent la liste
Apre`s 3 cycles Apre`s 5 cycles
Apre`s 8 cycles Apre`s 15 cycles
FIG. 1 – T-MAN : EXEMPLE ILLUSTRANT LA
CONSTRUCTION D’UN TORE SUR 50 * 50 = 2500
NŒUDS RELIE´S A` 4 VOISINS
des voisins peut se faire soit ale´atoirement (se´lection
de c e´le´ments de la vue), soit en prenant les c pre-
miers nœuds apparaissant en teˆte de sa liste de voi-
sins, soit en prenant les c derniers nœuds apparais-
sant en queue de celle-ci.
Afin d’illustrer l’efficacite´ de ce type de proto-
coles, nous pre´sentons dans la figure 1 les re´sultats
du protocole de re´organisation e´pide´mique appele´ T-
Man [Jelasity, 2004b]. Dans cet article, les auteurs op-
timisent selon la localite´ ge´ographique des nœuds du
syste`me. La vue de chaque nœud est ordonne´e selon un
crite`re de proximite´ ge´ographique. Le nœud participant
a` l’e´change est choisi ale´atoirement dans la premie`re
moitie´ de la liste de voisins. La propagation est de type
push/pull et la vue mise a` jour correspond aux c nœuds
les plus proches ge´ographiquement du nœud en question.
L’expe´rience mode´lise´e sur la figure 1 illustre la rapi-
dite´ de convergence de cette classe de protocole. En ef-
fet, 2500 nœuds ont e´te´ place´s sur un tore de dimen-
sion (50, 50) et chaque nœud s’est vu attribuer une vue
ale´atoire. En moins de 15 cycles, plus de 99% des liens
sont optimaux. Nous nous inte´ressons a` ces protocoles
e´tant donne´ la possibilite´ d’y appliquer d’autres crite`res,
notamment se´mantiques.
3 LA S ´EMANTIQUE DANS LES R ´ESEAUX PAIR-
`A-PAIR
De nombreux travaux se penchent aujourd’hui sur des
techniques similaires pour capturer non plus une localite´
ge´ographique mais une localite´ d’inte´reˆt (ou se´mantique)
dans les re´seaux pair-a`-pair. Ces syste`mes exploitent des
similitudes d’inte´reˆts entre les utilisateurs d’une appli-
cation donne´e. De manie`re ge´ne´rale, une couche addi-
tionnelle est de´veloppe´e au dessus du re´seau recouvrant
prenant en compte ce type de localite´. Des e´valuations
sont conduites sur ces syste`mes [Handurukande, 2004a,
Voulgaris, 2004]. Les re´sultats de cette e´tude offrent une
comparaison entre l’efficacite´ de la recherche avec une
liste de voisins ale´atoires et l’efficacite´ au sein d’un grou-
pement de nœuds (Clustering) base´e sur des inte´reˆts com-
muns.
3.1 Description
Les aspects se´mantiques peuvent eˆtre expose´s ou non au
sein de l’application. Afin d’e´viter un investissement im-
portant de la part de l’utilisateur, nous nous inte´ressons
aux syste`mes utilisant une se´mantique dite implicite ou
non-intrusive. Ici, les applications cherchent a` de´tecter les
inte´reˆts et les pre´fe´rences de chacun des utilisateurs. Sou-
vent, ces syste`mes se basent sur l’utilisation d’un histo-
rique re´cent afin de capturer la proximite´ d’inte´reˆt des
nœuds du re´seau pair-a`-pair. En effet, diffe´rentes tech-
niques implicites de groupement de nœuds axe´es sur
la similarite´ des inte´reˆts de chacun des participants ont
e´te´ propose´es et e´value´es [Handurukande, 2004a]. Ainsi,
une recherche exploitant cette se´mantique ame´liore les
chances de succe`s d’une requeˆte dans les syste`mes de
partage de fichiers. En effet, pour une recherche sur
20 nœuds, alors que la strate´gie ale´atoire posse`de un
taux de succe`s de 1%, les me´thodes prenant en compte
la se´mantique via l’analyse d’un historique re´cent ob-
tiennent des taux autour de 45%.
Un choix de conception de ces mises en œuvre pro-
vient de leur localisation. Se situant dans une couche
supe´rieure au re´seau recouvrant, elles n’interviennent
pas, ou tre`s peu, dans la construction de celui-ci. Nous
proposons une alternative : remplacer les liens existants
par des liens se´mantiques. Afin de prendre en compte
les aspects se´mantiques directement au sein du re´seau re-
couvrant, nous nous sommes appuye´s sur les excellents
re´sultats des protocoles e´pide´miques.
Afin de pouvoir utiliser ceux-ci, il est ne´cessaire de
de´finir une relation d’ordre. En effet, chaque nœud doit
pouvoir ordonner sa vue en fonction de l’heuristique
choisie. Dans T-Man [Jelasity, 2004a], la relation d’ordre
est induite par une mesure de distance ge´ographique
entre deux nœuds du syste`me. Afin de pouvoir exploiter
cette classe de protocoles, nous devons donc de´terminer
une mesure de distance permettant d’e´valuer une proxi-
mite´ d’inte´reˆt. Ainsi, nous pourrons comparer le profil
se´mantique de diffe´rents utilisateurs de l’application, et
classer les nœuds d’une vue selon un crite`re se´mantique
(et non plus ge´ographique).
Conside´rons un utilisateur d’un syste`me de partage de fi-
chiers. Celui-ci posse`de un ensemble de fichiers auxquels
tous les utilisateurs de l’application ont acce`s. Nous ap-
pellerons cet ensemble le cache d’un noeud. Par la suite,
nous prenons pour hypothe`se qu’il n’y a qu’un utilisateur
FIG. 2 – TAUX DE SUCCE`S MOYEN D’UNE REQUEˆTE EN
FONCTION DU CYCLE DU PROTOCOLE E´PIDE´MIQUE
par nœud. Afin de de´terminer la proximite´ se´mantique
entre deux nœuds, il est ne´cessaire de connaıˆtre les
centres d’inte´reˆts des utilisateurs. Aussi, e´tant donne´
l’orientation non-intrusive de l’approche dans la prise
en compte de la se´mantique, ces travaux sont base´s sur
l’e´tude du contenu des caches. Deux nœuds ayant beau-
coup de fichiers en commun dans leur cache sont plus
proches se´mantiquement que deux nœuds en ayant tre`s
peu. Ainsi, la mesure de proximite´ se´mantique entre deux
nœuds du syste`me est de´termine´e en fonction du cardi-
nal de l’intersection des deux caches. La figure 2 illustre
l’efficacite´ de cette mesure par rapport a` une se´lection de
voisins ale´atoires. En effet, de`s les premiers cycles du
protocole, le taux de succe`s d’une requeˆte aux voisins
d’un nœud est bien supe´rieur comparativement au taux
dans un syste`me ayant une structure ale´atoire. Nous ob-
tenons ces re´sultats par simulation sur une trace du lo-
giciel eDonkey [eDonkey, WWW] datant de novembre
2003 [Handurukande, 2004a].
3.2 Effets de bords et proble`mes ouverts
Malgre´ les bons re´sultats en terme de taux de succe`s
d’une requeˆte, cette me´thode induit divers effets de bords
qui peuvent biaiser les re´sultats et donc, re´duire son ef-
ficacite´. Nous pre´sentons ci-dessous les diffe´rents points
potentiellement a` prendre en compte a` terme dans la me-
sure de proximite´.
Ge´ne´rosite´ d’un nœud La ge´ne´rosite´ d’un nœud biaise
les re´sultats obtenus par la mesure introduite dans la
partie 3.1. En effet, un nœud tre`s ge´ne´reux a une pro-
babilite´ plus importante de posse´der dans son cache
un grand nombre des fichiers partage´s par un autre
nœud. Un nœud ge´ne´reux posse`de donc une forte
probabilite´ d’eˆtre choisi comme voisin se´mantique
– a` tort. Ce biais se re´ve`le en effet un biais posi-
tif mais induit potentiellement une forte charge sur
le nœud ge´ne´reux. En effet, la charge de ce nœud a
une forte probabilite´ d’eˆtre nettement supe´rieure a` la
moyenne. La ne´cessite´ de limiter le choix d’un nœud
ge´ne´reux par rapport a` un autre moins ge´ne´reux,
mais plus proche se´mantiquement, doit eˆtre inte´gre´e
dans notre mesure de proximite´.
Popularite´ des fichiers De meˆme, la popularite´ des fi-
chiers entraıˆne un biais sur notre proximite´. Un
nœud posse´dant dans son cache une majorite´
de fichiers populaires risque d’eˆtre plus souvent
choisi comme voisin se´mantique. Cependant, les fi-
chiers rares de´finissent plus pre´cise´ment le profil
se´mantique d’un utilisateur que les fichiers popu-
laires. La mesure de proximite´ doit donc limiter les
liens vers des nœuds posse´dant beaucoup de fichiers
populaires, afin de conserver une valuation de la
distance se´mantique correcte. Cependant, la popu-
larite´ d’un fichier est une information globale et le
proble`me consistant a` obtenir une information glo-
bale de manie`re locale est encore ouvert.
Non-connexite´ du re´seau recouvrant Une pre´ce´dente
e´tude a montre´ que la prise en compte des
inte´reˆts des utilisateurs dans le partage de fi-
chier induit un regroupement des nœuds (cluste-
ring) [Handurukande, 2004a]. En effet, les nœuds
proches se´mantiquement vont se choisir mutuelle-
ment en tant que voisins. Ainsi, le risque de perdre
la connexite´ du re´seau recouvrant devient important.
En effet, certains groupes peuvent ne plus posse´der
aucun lien avec le reste du re´seau. D’apre`s le fonc-
tionnement des protocoles e´pide´miques, ces groupes
ne peuvent alors plus recre´er de liens vers le syste`me
et restent donc exclus. Afin d’e´viter de partitionner
le re´seau recouvrant, il est donc indispensable que
chaque nœud conserve quelques liens vers d’autres
nœuds choisis ale´atoirement.
Pertinence de la mesure de proximite´ dans les requeˆtes
L’observation des traces disponibles met en
e´vidence une diffe´rence entre le profil se´mantique
refle´te´ par l’e´tude du cache d’un nœud et celui
refle´te´ par l’e´tude des requeˆtes vers les autres
nœuds. De manie`re ge´ne´rale, ce comportement est
assez difficile a` prendre en compte directement dans
la mesure de proximite´ et pourra faire l’objet de
prochaines e´tudes.
4 CONCLUSION
Dans cet article, nous avons commence´ par introduire
les re´seaux pair-a`-pair non-structure´s. Cette classe de
syste`mes distribue´s permet de de´velopper des applica-
tions a` tre`s grande e´chelle dans lesquelles chaque nœud
ne posse`de qu’une vision locale du re´seau recouvrant.
Apre`s avoir introduit les protocoles e´pide´miques, nous
avons pre´sente´ comment adapter leur efficacite´ a` notre
proble`me. En effet, nous cherchons a` inte´grer des aspects
se´mantiques directement dans la couche du re´seau recou-
vrant. Ces protocoles permettant de construire et de main-
tenir ce type de re´seau selon une proximite´ donne´e, nous
avons pre´sente´ une mesure de distance se´mantique simple
mais efficace.
Nos travaux de recherche actuels portent sur
l’ame´lioration et l’optimisation de cette mesure afin
de prendre en compte les divers biais et effets de bords
induits par la prise en compte d’aspects se´mantiques et
non ge´ographiques. Notre objectif principal est d’e´tablir
une mesure de proximite´ efficace, prenant en compte la
majorite´ des points pre´sente´s dans la section 3.2 et ne
ne´cessitant qu’une connaissance restreinte et locale du
syste`me.
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