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Dalam sebuah perusahaan yang mengandalkan jaringan internet untuk kegiatan bisnis, 
tentunya perusahaan tersebut membutuhkan koneksi yang stabil. Per Connection Classifier 
(PCC) adalah metode load balancing yang mengelompokkan trafik koneksi yang melalui router 
berdasarkan src-address, dst-address, src-port, dan dst-port. Failover adalah teknik 
memindahkan koneksi yang putus ke koneksi yang tersedia. Dalam penelitian ini digunakan 
metode penelitian Study Literature dan Action Research. Action Research memiliki tahapan 
yaitu Planning, Acting, Observing, dan Reflecting. Penelitian ini menggunakan tiga ISP dengan 
menggabungkan teknik load balancing menggunakan metode PCC, teknik failover, dan 
menambahkan fitur notifikasi email apabila salah satu koneksi putus. Penggabungan tiga fitur 
tersebut dihasilkan sebuah sistem manajemen koneksi yang memiliki informasi realtime ketika 
salah satu koneksi yang putus dan sebuah jaringan yang stabil. Hasil dari pengujian QoS untuk 
load balancing didapatkan rata-rata packet loss sebesar 0.006%, delay sebesar 0.409 ms, 
throughput sebesar 1586.381 Kbps, dan rata-rata jitter sebesar 0 ms. 
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Abstract 
In a company that using internet connection for bussiness activity, It needs a stable 
internet connection. Per Connection Classifier (PCC) is a load balancing methods that group 
connection traffic through router based src-address, dst-address, src-port, and dst-port. 
Failover is a technique to move down connection to available connection. This research use 
Action Research as research methods.Action research has some stages. That is Study Literature 
and Action Research. Action research has some stages. That is Planning, Acting, Observing and 
Reflecting. This research use three ISP that combined with load balancing using PCC methods, 
failover technique, and add email notification features when the connection is down. Combining 
these features produce a connection management system that has realtime information when a 
connection down and a stable connetion. From QoS testing for load balancing obtain packet 
loss average 0.006%, delay 0.409 ms, throughput 1586.381 Kbps, and jitter 0 ms. 
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aringan internet menjadi sangat berpengaruh pada kehidupan manusia. Saat ini penyampaian 
informasi menjadi sangat cepat dengan menggunakan internet. Mulai dari informasi 
mengenai teknologi dan bisnis sampai dengan informasi tentang tempat-tempat yang sangat 
jauh. Penggunanya pun tidak mengenal usia, mulai dari anak-anak sampai ke orang tua sudah 
dapat menggunakan internet. 
Dengan munculnya berbagai macam merk penyedia jasa layanan internet atau biasa kita 
kenal dengan ISP (ISP), memberikan keleluasaan pengguna jasa internet dalam memilih ISP 
yang diinginkan. Kadang beberapa ISP memiliki masalah dengan koneksi, mulai dari 
dikarenakan perbaikan perangkat jaringan ataupun sedang adanya bencana. Untuk pengguna 
ataupun perusahaan yang selalu membutuhkan akses internet, hal ini pasti mengganggu kinerja. 
Sehingga muncul ide untuk menggunakan lebih dari satu ISP. 
Terdapat istilah yang dinamakan Load Balancing untuk penggunaan ISP lebih dari satu. 
Load balancing adalah sebuah teknik untuk mendistribusikan beban kerja melalui dua jaringan 
atau lebih dengan tujuan untuk memaksimalkan kinerja, memperpendek response time, dan 
menghindari overload.  
Load balancing bisa dimaksimalkan dengan teknik Failover dan ditambahkan fitur 
notifikasi via email. Failover adalah teknik untuk memindahkan jaringan secara otomatis 
apabila jaringan utamamemiliki kendala koneksi. Sedangkan, notifikasi tersebut berfungsi 
sebagai pemberitahuan kepada administrator saat terjadi perpindahan koneksi dari ISP yang 
bermasalah ke ISP yang lain. 
 
2. METODE PENELITIAN 
 
2.1 Study Literature 
Penelitian yang dilakukan menggunakan metode pengumpulan data yang di mana pada 
tahap ini dilakukan pencarian jurnal-jurnal dan buku yang berkaitan dengan implementasi 
Per Connection Classifier dengan failover dan fitur notifikasi email [1]. 
2.2 Action Research 
Selain menggunakan metode pengumpulan data, penelitian ini juga menggunakan 
metode penelitian Action Research yang meliputi tahap Planning, Acting, Observing, dan 
Reflecting [2]. 
2.3 Load Balance 
Load balance dalam jaringan komputer adalah teknik membagi beban (load) kedalam 2 
jalur (link) atau lebih. Seperti yang dikatakan sebelumnya bahwa teknik ini hanya bisa 
dilakukan apabila dalam suatu network terdapat beberapa link. Tujuan dari load balance di 
sini adalah agar tidak ada link yang kelebihan beban dibandingkan dari link yang lain. 
Dengan maksud agar tercapai kesimbangan (balance) penggunaan link-link tersebut [3]. 
2.4 Failover 
Failover merupakan teknik untuk membuat link cadangan pada sebuah jaringan 
komputer. Umumnya jika dilakukan teknik load balancing maka akan disertai pula dengan 
teknik failover. Tetapi untuk menerapkan teknik failover tanpa load balancing, harus 
memilih satu jalur yang akan menjadi jalur utama dan jalur yang lainnya menjadi 
cadangan. Pada jalur utama, nilai distance dari jalur yang lain harus lebih rendah. Distance 
di sini merupakan parameter yang akan menentukan jalur utama [3]. 
J
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2.5 Per Connection Classifier 
Per Connection Classfier atau biasa disingkat PCC adalah metode pengelompokkan 
trafik koneksi yang melalui atau keluar masuk router menjadi beberapa kelompok. 
Pengelompokkan ini bisa dibedakan berdasarkan src-address, dst-address, src-port, dan 
dst-port. Router akan mengingat-ingat jalur gateway yang dilewati di awal trafik koneksi, 
sehingga pada paket-paket selanjutnya yang berkaitan dengan koneksi sebelumnya akan 
dilewatkan pada gateway yang sama juga [4]. 
2.6 Winbox 
Winbox adalah utility untuk melakukan remote ke router mikrotik dalam mode GUI. 
Untuk melakukan konfigurasi router mikrotik menggunakan text biasanya menggunakan 
sebuah PC. Sedangkan dengan winbox kita bisa melakukan konfigurasi menggunakan GUI 
ataupun text [5]. 
 Gambar 1Tampilan Winbox 
2.7 Wireshark 
Wireshark adalah tool yang digunakan untuk melakukan pengawasan paket data 
jaringan secara waktu nyata dan menampilkan data yang ditangkap serinci mungkin. 
Wireshark bisa digunakan secara gratis pada sistem operasi windows, linux dan mac karena 
bersifat open source [6]. 
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 Gambar 2 Tampilan Wireshark 
2.8 Quality of Service 
Quality of Service dibutuhkan untuk memperhitungkan kualitas atau jaminan terhadap 
layanan yang akan diberikan sehingga didapat kualitas layanan yang baik untuk pengguna. 
Parameter yang dikendalikan pada saat implementasi Quality of Service meliputi Delay, 
Packet Loss, Jitter, dan Throughput [3]. 
 
 
3. HASIL DAN PEMBAHASAN 
 
3.1 Pengujian Packet Loss 
Packet loss adalah parameter yang digunakan untuk mengetahui jumlah paket yang 
hilang. Untuk mengetahui packet loss bisa menggunakan aplikasi wireshark. Pada Tabel 1 
dapat dilihat kategori degradasi untuk parameter packet loss. 
 
Tabel 1 Kategori Degradasi Packet Loss 
Kategori Degradasi Persentase Packet Loss 
Sangat Bagus 0% - 2% 
Bagus 3% - 14% 
Sedang 15% - 24% 
Jelek >25% 
 
Untuk menentukan nilai rata-rata packet loss dapat menggunakan rumus: 
ࡾࢇ࢚ࢇ െ ࢘ࢇ࢚ࢇ	ࡼࢇࢉ࢑ࢋ࢚	ࡸ࢕࢙࢙ ൌ 	 ࢚࢕࢚ࢇ࢒	࢖ࢇࢉ࢑ࢋ࢚	࢒࢕࢙࢙࢈ࢇ࢔࢟ࢇ࢑	࢖ࢋ࢔ࢍ࢛࢐࢏ࢇ࢔ 
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Adapun hasil pengujian berdasarkan packet loss dapat dilihat pada Tabel 2. 
Tabel 2 Hasil Pengujian Packet Loss 
Percobaan ke- Besar Packet Loss Kategori 
1 0 % Sangat Bagus 
2 0 % Sangat Bagus 
3 0 % Sangat Bagus 
4 0 % Sangat Bagus 
5 0 % Sangat Bagus 
6 0 % Sangat Bagus 
7 0 % Sangat Bagus 
8 0.06 % Sangat Bagus 
9 0 % Sangat Bagus 
10 0 % Sangat Bagus 
Rata-rata packet loss 0.006% Sangat Bagus 
 
3.1 Pengujian Delay 
Delay adalah jumlah seluruh waktu tunda sebuah paket pada saat proses pengiriman 
paket dari satu titik ke titik tujuannya.Untuk mengetahui nilai delay dapat menggunakan 
aplikasi wireshark. Rumus menghitung delay adalah sebagai berikut : 
ࡰࢋ࢒ࢇ࢟ ൌ 	࢈ࢋ࢚࢝ࢋࢋ࢔	ࢌ࢏࢙࢚࢘	ࢇ࢔ࢊ	࢒ࢇ࢙࢚	࢖ࢇࢉ࢑ࢋ࢚࢖ࢇࢉ࢑ࢋ࢚࢙  
 
Pada Tabel 3 dapat dilihat standarisasi latency untuk parameter delay. 
Tabel 3 Standarisasi Delay atau Latency 
Kategori Latency Besar Delay 
Sangat Bagus <150ms
Bagus 150ms – 299ms 
Sedang 300ms – 450ms 
Jelek >450ms 
 
Untuk menentukan nilai rata-rata delay dapat menggunakan rumus: 
ࡾࢇ࢚ࢇ െ ࢘ࢇ࢚ࢇ	ࡰࢋ࢒ࢇ࢟ ൌ 	 ࢚࢕࢚ࢇ࢒	ࢊࢋ࢒ࢇ࢟࢈ࢇ࢔࢟ࢇ࢑	࢖ࢋ࢔ࢍ࢛࢐࢏ࢇ࢔ 
 
Adapun hasil pengujian berdasarkan delay dapat dilihat pada tabel 4. 
Tabel 4 Hasil Pengujian Delay 
Percobaan ke- Besar Delay Kategori 
1 0.925 ms Sangat Bagus 
2 0.487 ms Sangat Bagus 
3 0.458 ms Sangat Bagus 
4 0.269ms Sangat Bagus 
5 0.318 ms Sangat Bagus 
6 0.342 ms Sangat Bagus 
7 0.373 ms Sangat Bagus 
8 0.303 ms Sangat Bagus 
9 0.288 ms Sangat Bagus 
10 0.332 ms Sangat Bagus 
Rata-rata Delay 0.409 ms Sangat Bagus
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3.2 Pengujian Throughput 
Throughput adalah kemampuan sebuah jaringan untuk melakukan pengiriman data.  
Untuk mengkonversi nilai throughput dari Mbps menjadi Kbps, gunakan rumus sebagai 
berikut:  




Untuk menentukan nilai rata-rata throughput dapat menggunakan rumus : 
ࡾࢇ࢚ࢇ െ ࢘ࢇ࢚ࢇ	ࢀࢎ࢘࢕࢛ࢍࢎ࢖࢛࢚ ൌ 	 ࢚࢕࢚ࢇ࢒	࢚ࢎ࢘࢕࢛ࢍࢎ࢖࢛࢚࢈ࢇ࢔࢟ࢇ࢑	࢖ࢋ࢔ࢍ࢛࢐࢏ࢇ࢔ 
 
Adapun hasil pengujian berdasarkan troughput dapat dilihat pada Tabel 5. 
Tabel 5 Hasil Pengujian Throughput 
Percobaan ke- Besar Throughput 
1 240.64 Kbps 
2 753.664 Kbps 
3 1015.808 Kbps
4 2494.464 Kbps 
5 1974.272 Kbps 
6 1641.472 Kbps 
7 1567.744 Kbps 
8 1973.248 Kbps 
9 2153.472 Kbps 
10 2049.024 Kbps 
Rata-rata Throughput 1586.381 Kbps 
 
3.3 Pengujian Jitter 
Jitter adalah variasi dari nilai delay yang dapat dipengaruhi oleh berbagai faktor 
seperti peningkatan trafik secara tiba-tiba. Pada Tabel 6 dapat dilihat kategori degradasi 
berdasarkan parameter jitter.  
Tabel 6 Kategori Degradasi Jitter 
Kategori Degradasi Peak Jitter 
Sangat Bagus 0ms 
Bagus 1ms – 75ms 
Sedang 76ms – 125ms
Jelek 126ms – 225ms 
 
Untuk menentukan nilai rata-rata jitter dapat menggunakan rumus : 
ࡾࢇ࢚ࢇ െ ࢘ࢇ࢚ࢇ	ࡶ࢏࢚࢚ࢋ࢘ ൌ 	 ࢚࢕࢚ࢇ࢒	࢐࢏࢚࢚ࢋ࢘࢈ࢇ࢔࢟ࢇ࢑	࢖ࢋ࢔ࢍ࢛࢐࢏ࢇ࢔ 
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Adapun hasil pengujian berdasarkan jitter dapat dilihat pada Tabel 7. 
Tabel 7 Hasil Pengujian Jitter 
Percobaan ke- Besar Jitter Kategori 
1 0 ms Sangat Bagus 
2 0 ms Sangat Bagus 
3 0 ms Sangat Bagus 
4 0 ms Sangat Bagus 
5 0 ms Sangat Bagus 
6 0 ms Sangat Bagus 
7 0 ms Sangat Bagus 
8 0 ms Sangat Bagus 
9 0 ms Sangat Bagus 
10 0 ms Sangat Bagus 
Rata-rata Jitter 0 ms Sangat Bagus 
 
4.1 Hasil Pengujian Failover Notifikasi Email 
Pengujian failover dan notifikasi email dilakukan dengan memutuskan interface yang 
dianggap sebagai salah satu ISP di routerboard RB951Ui-2HnD. Berikut langkah-langkah 
pengujian failover notifikasi email. 
1. Kondisi awal routerboard RB941-2nD (hAP Lite) sebelum salah satu koneksi 
terputus dapat dilihat pada Gambar 3, dimana setiap interface masih dengan status 
running. 
 Gambar 3 Kondisi Interface Terhubung 
 
2. Login ke routerboard RB951Ui-2HnD dan pilih menu interfaces. Lalu putuskan 
interface yang dianggap sebagai salah satu ISP. 
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 Gambar 4 Kondisi Salah Satu Interface Terputus 
 
3. Maka kondisi interface pada routerboard RB941-2HnD seperti Gambar 5, dan pada 
kondisi ini, netwatch menjalankan script notifikasi email pada Gambar 6. 
 Gambar 5 Kondisi ISP 2 Terputus 
 
 Gambar 6 Kondisi Netwatch pada Saat ISP 2 Terputus 
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4. Lalu cek email yang telah dijadikan sebagai tempat untuk menampung notifikasi. 
 
 Gambar 7 Tampilan Notifikasi Email 
 





Berdasarkan hasil penelitian “Implementasi Metode Per Connection Classifier 
dengan Failover dan Fitur Notifikasi Email” yang telah dibahas pada bab sebelumnya. 
Sehingga, dapat ditarik kesimpulan sebagai berikut : 
1. Kinerja sebuah jaringan komputer yang menerapkan metode per connection 
classifier akan menjadi lebih baik. Karena dapat, memperpendek response time, 
dan menghindari overload. Dengan hasil dari pengujian QoS untuk load 
balancing didapatkan rata-rata packet loss sebesar 0.006 %, delay sebesar 0.409 
ms, throughput sebesar 1586.381 Kbps, dan rata-rata jitter sebesar 0 ms. 
2. Menghindari putusnya koneksi internet karena failover dapat memindahkan ISP 
bermasalah ke ISP yang lain secara otomatis dengan waktu delay yang singkat. 
3. Fitur notifikasi yang telah diterapkan dapat mendukung administrator jaringan 





Berdasarkan kesimpulan yang telah diuraikan berdasarkan hasil dari pengujian, maka 
dapat diberikan saran untuk mengembangkan sistem ini yaitu sebagai berikut : 
1. Penelitian diterapkan dengan menggunakan tiga ISP yang sesungguhnya. 
2. Menggunakan lebih dari tiga ISP. 
3. Penelitian menggunakan metode load balancing dan teknik fail over berbeda. 
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