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1.  Zielstellung der Umfrage 
Der Arbeitskreis IT-Security der IT-Initiative Mecklenburg-Vorpommern hat mit 
Unterstützung des Landesbeauftragten für den Datenschutz und der PLANET IC 
GmbH vom 10.-31. Mai 2006 eine Umfrage zum Datenschutz in der Informa-
tionstechnik durchgeführt. Ziel dieser Erhebung ist es, den Kenntnisstand sowie 
den Bedarf an Normen, Standards und Zertifikaten zum Datenschutz in 
Mecklenburg-Vorpommern zu ermitteln und daraus Empfehlungen für das Land 
und die hier ansässigen Unternehmen, die auf dem Gebiet der Informations-
technologie ihr Geschäftsfeld haben, abzuleiten. Ein besonderer Schwerpunkt 
der Befragung ist die Ermittlung der Haltung der Unternehmen zu einem eigenen 
Datenschutzsiegel des Landes Mecklenburg-Vorpommern. 
Die Befragung richtet sich sowohl an Anwender als auch an Unternehmen der 
Informationstechnologie-Branche. Im Rahmen der Arbeit wird verkürzt von IT-
Anbietern sowie IT-Anwendern gesprochen. Für jede Gruppen wurde ein 
eigener Fragebogen entwickelt. Dieser wurde versand und stand zudem auch für 
eine Online-Beantwortung zur Verfügung. 
Erste Ergebnisse der Befragung sind am 13. Juni 2006 auf der Veranstaltung 
„Datenschutz durch Technik in Rostock“ präsentiert worden. 
In dieser Arbeit werden die Ergebnisse ausführlich dokumentiert. Parallel 
dazu werden die Ergebnisse den Umfrageteilnehmern, so gewünscht, zur 
Verfügung gestellt. 
Kapitel 2 stellt beide Fragebögen, sowohl die für die IT-Anbieter, als auch die 
für die IT-Anwender vor. Die Auswertung der Antworten der Anbieter von 
Informationstechnologie erfolgt im Kapitel 3. In analoger Weise werden die 
Ergebnisse der Befragung der IT-Anwender im Kapitel 4 erläutert. Soweit es die 
Fragen zulassen, wurde eine gemeinsame Betrachtung der Antworten vorgenom-
men, Kapitel 5. Die Zusammenfassung mit Fokus auf ein Datenschutzsiegel des 
Landes Mecklenburg-Vorpommern findet sich im abschließenden Kapitel 6. 
2.  Die Fragebögen 
Es wurden zwei Fragebögen, jeweils zugeschnitten auf IT-Anbieter beziehungs-
weise IT-Anwender erarbeitet. Die Adressen der Unternehmen der Anbieter von 
Informationstechnologie wurden für die Unfrage von einem Mitarbeiter der IT-
Initiative Mecklenburg-Vorpommern recherchiert. Die PLANET IC GmbH 
erstellte die Adressliste für die Befragung der IT-Anwender.  
Die Fragebögen sind so angelegt, dass zu deren Beantwortung kein hoher 
Aufwand notwendig ist. Anhand dreier Testkandidaten wurde ermittelt, dass für 
die Beantwortung der Fragen nicht mehr als fünf bis maximal zehn Minuten 
benötigt werden.    6 
2.1.  Der Fragebogen für die Anbieter von Informationstechnologie 
Es wurden Fragebögen an 512 IT-Unternehmen mit Sitz im Lande versendet. 
Der zweiseitige Fragebogen für die Anbieter von Informationstechnologie 
enthält elf Fragen zum Datenschutz und zu Zertifizierungen sowie drei Fragen 
zum Unternehmen, Region, Größe und Tätigkeitsschwerpunkt. Im Folgenden 
werden alle Fragen mit ihren Antwortmöglichkeiten aufgezählt: 
Ver- oder Bearbeiten Sie in Ihrer Einrichtung / ihrem Unternehmen per-
sonenbezogene oder sicherheitskritische Daten elektronisch (z. B. Lohn-
abrechnung im eigenen Hause)? 
  Nein. 
  Ja, unternehmenseigene, personenbezogene Daten. 
  Ja, Daten Dritter (z. B. Abrechnungsdaten als Internet Provider). 
  Ja, sonstige, besonders schutzbedürftige Daten. 
Haben Sie einen Datenschutzbeauftragten nach BDSG §4f / DSG M-V §20 
eingesetzt? 
  Wir haben einen Datenschutzbeauftragten im Unternehmen. 
  Wir nutzen einen externen Dienstleister. 
  Wir benötigen keinen Datenschutzbeauftragten, da 
   weniger als 10 (oder keine) Mitarbeiter mit personenbezogenen Daten 
arbeiten. 
   diese Gesetze nicht für unser Unternehmen / unsere Einrichtung gelten. 
   weil, .......................................................................................................... 
  Wir kennen diese Gesetze nicht. 
Woran orientieren Sie sich bei der eigenen Auswahl von IT-Lösungen 
(Hardware, Software, Dienstleistungen) in Bezug auf den Datenschutz? 
  An Zertifikaten der Hersteller oder Lieferanten. 
  An Empfehlungen Dritter. 
  An eigenen Audits. 
  Durch vorrangige Nutzung von zertifizierten Dienstleistern/Lieferanten. 
  Durch vorrangige Nutzung von langjährigen Dienstleistern/Lieferanten. 
   Durch vorrangige Nutzung von Dienstleistern, die allgemein als vertrauens-
würdig gelten. 
  Sonstiges: ......................................................................................................... 
Woran orientieren Sie sich Ihre Kunden bei der Auswahl von IT-Lösungen 
(Hardware, Software, Dienstleistungen) in Bezug auf den Datenschutz? 
  An Zertifikaten der Hersteller oder Lieferanten. 
  An Empfehlungen Dritter. 
  Unsere Kunden führen eigene Audits durch. 
  Durch vorrangige Nutzung von zertifizierten Dienstleistern/Lieferanten. 
  Durch vorrangige Nutzung von langjährigen Dienstleistern/Lieferanten.   7
   Durch vorrangige Nutzung von Dienstleistern, die allgemein als 
vertrauenswürdig gelten. 
  Sonstiges: …..................................................................................................... 
Welche der nachfolgenden Verordnungen, Standards, Zertifikate, Empfeh-
lungen zum Datenschutz sind Ihnen bekannt? 
  Siegel des unabhängigen Landeszentrums für Datenschutz Schleswig-Holstein 
  ips - internet privacy standards (Gütesiegel für Online-Dienstleistungen) 
  TÜViT/quid! (Zertifikat für Qualität im Datenschutz) 
  ISO 17799, ISO 27001 
  Common Criteria for Information Technology Security Evaluation (CC) 
   IT-Grundschutz-Handbuch des Bundesamtes für Sicherheit in der 
Informationstechnik 
   IT-Grundschutz-Zertifikat des Bundesamtes für Sicherheit in der 
Informationstechnik 
  Sonstige: …....................................................................................................... 
Welchen der folgenden Äußerungen (nicht nur in Bezug auf den Daten-
schutz) stimmen Sie zu? 
  Zertifizierungen/Audits  ermöglichen uns die Kontrolle unserer eigenen 
Qualität. 
   Mit einen Zertifikat kann ich meine Leistungsfähigkeit auch meinen Kunden 
dokumentieren. 
   Mit Zertifikaten kann ich Wettbewerbsvorteile gegenüber der Konkurrenz 
erreichen. 
  Anbieter mit entsprechenden Zertifikaten genießen ein höheres Vertrauen. 
  Zertifikate sind meist zu teuer (erkauft). 
  Zertifikate können sich fast ausschließlich große Unternehmen leisten. 
  Wir bevorzugen Normen und Standards statt Verordnungen und Gesetze. 
  …….................................................................................................................. 
Bitte nennen Sie alle, Ihnen erteilten Zertifikate bzw. durch Ihr Unter-
nehmen bestandene Zertifizierungen / Audits (bitte nur aus dem Bereich 
Informationstechnik oder Datenschutz): 
Es wurden Felder für bis zu 6 Antworten vorgegeben. 
Wie hoch waren Ihre Ausgaben für Zertifizierungen und Audits in den 
letzten 12 Monaten? 
  Wir haben keine Zertifizierungen angestrebt. 
  0 bis 1.000 Euro 
  > 1.000 bis 2.000 Euro 
  > 2.000 bis 5.000 Euro 
  > 5.000 bis 10.000 Euro 
  > 10.000 bis 30.000 Euro 
  > 30.000 Euro   8 
So Sie Zertifizierungsstelle sind (nur Angaben zu Informationstechnik oder 
Datenschutz), geben Sie bitte an, wofür Sie Zertifikate erteilen: 
Es wurden Felder für bis zu 4 Antworten vorgegeben. 
Kennen Sie den Entwurf des Landesbeauftragten für den Datenschutz für 
ein Datenschutzsiegel Mecklenburg-Vorpommerns? 
   Ja.       Nein. 
Sehen Sie Bedarf für ein Datenschutzsiegel des Landes Mecklenburg-
Vorpommern? 
  Ja, weil …......................................................................................................... 
  Nein, weil …..................................................................................................... 
Zur Einordnung der Antworten wurden ein paar statistische Angaben zum 
Unternehmen erfragt: 
Wo haben Sie Ihren Unternehmenssitz (nur Angabe der Postleitzahl)? 
Unternehmenszentrale: ....... Niederlassung in Mecklenburg-Vorpommern: ....... 
Welcher Branche ist Ihr Unternehmen / Ihre Einrichtung zuzuordnen? 
  Informationstechnik 
   IT-Dienstleister     Softwarehersteller       Hardwarehersteller 
   Rechenzentrum    Händler (Soft-/Hardware)    ....................................... 
  andere Branche: ................................................................................................ 
  kein Unternehmen, sondern: .............................................................................. 
Wie viele Mitarbeiter hat Ihr Unternehmen / Ihre Einrichtung? 
  1-5 Mitarbeiter        21-50 Mitarbeiter        >200 Mitarbeiter 
  6-10 Mitarbeiter       51-100 Mitarbeiter 
  11-20 Mitarbeiter      101-200 Mitarbeiter 
2.2.  Der Fragebogen für die Anwender von Informationstechnologie 
Der Fragebögen für die Anwender von Systemen der Informationstechnologie 
enthält neun Fragen zu verschiedenen Aspekten des Datenschutzes sowie vier 
Fragen zu statistischen Angaben des Unternehmens oder der Einrichtung. Die 
345 Adressaten wurden entsprechend der Kundenverteilung eines typischen IT-
Dienstleisters ausgewählt. Dazu gehören neben Unternehmen auch öffentliche 
Einrichtungen und Behörden. Hier alle Fragen des zweiseitigen Fragebogens: 
Ver- oder Bearbeiten Sie in Ihrer Einrichtung / ihrem Unternehmen perso-
nenbezogene oder sicherheitskritische Daten elektronisch (z. B. Lohn-
abrechnung im eigenen Hause)? 
  Nein. 
  Ja, unternehmenseigene, personenbezogene Daten. 
  Ja, Daten Dritter  
   (z. B. als Steuerbüro, Abrechnungsdienstleister für Versorger, ...).   9
  Ja, sonstige, besonders schutzbedürftige Daten. 
Haben Sie einen Datenschutzbeauftragten nach BDSG §4f / DSG M-V §20 
eingesetzt? 
  Wir haben einen Datenschutzbeauftragten im Unternehmen. 
  Wir nutzen einen externen Dienstleister. 
  Wir benötigen keinen Datenschutzbeauftragten, da 
    weniger als 10 (oder keine) Mitarbeiter mit personenbezogenen Daten 
arbeiten. 
    diese Gesetze nicht für unser Unternehmen / unsere Einrichtung gelten. 
   weil,  ............................................................................................................ 
  Wir kennen diese Gesetze nicht. 
Woran orientieren Sie sich bei der Auswahl von Informationstechnik-
Lösungen (Hardware, Software, Dienstleistungen) in Bezug auf den 
Datenschutz? 
  An Zertifikaten der Hersteller oder Lieferanten. 
  An Empfehlungen Dritter. 
  An eigenen Audits. 
  Durch vorrangige Nutzung von zertifizierten Dienstleistern/Lieferanten. 
  Durch vorrangige Nutzung von langjährigen Dienstleistern/Lieferanten. 
   Durch vorrangige Nutzung von Dienstleistern, die allgemein als 
vertrauenswürdig gelten. 
  Sonstiges:.......................................................................................................... 
Welche der nachfolgenden Verordnungen, Standards, Zertifikate, Empfeh-
lungen zum Datenschutz sind Ihnen bekannt? 
  Siegel des unabhängigen Landeszentrums für Datenschutz Schleswig-Holstein 
  ips - internet privacy standards (Gütesiegel für Online-Dienstleistungen) 
  TÜViT/quid! (Zertifikat für Qualität im Datenschutz) 
  ISO 17799, ISO 27001 
  Common Criteria for Information Technology Security Evaluation (CC) 
   IT-Grundschutz-Handbuch des Bundesamtes für Sicherheit in der 
Informationstechnik 
   IT-Grundschutz-Zertifikat des Bundesamtes für Sicherheit in der 
Informationstechnik 
  Sonstige: ........................................................................................................... 
Welchen der folgenden Äußerungen (nicht nur in Bezug auf den Daten-
schutz) stimmen Sie zu? 
   Wir wünschen uns verlässliche Kriterien zur Auswahl einer datenschutz-
gerechten IT-Lösung. 
   Zertifikate schaffen Vertrauen in die Qualität und Kompetenz des Lieferan-
ten/Herstellers. 
   Zertifikate dokumentieren meist nur die finanzielle Leistungsfähigkeit eines   10 
Herstellers, kaum/nie die fachliche Kompetenz. 
  ……................................................................................................................ 
Kennen Sie den Entwurf des Landesbeauftragten für den Datenschutz für 
ein Datenschutzsiegel Mecklenburg-Vorpommerns? 
   J a .             Nein. 
Sehen Sie Bedarf für ein Datenschutzsiegel des Landes Mecklenburg-
Vorpommern? 
  Ja, weil ............................................................................................................. 
  Nein, weil ......................................................................................................... 
Um die Antworten einordnen zu können, werden ein paar wenige statistische 
Angaben zum Unternehmen oder zur Einrichtung erfragt. 
Wo haben Sie Ihren Unternehmenssitz (nur Angabe der Postleitzahl)? 
Unternehmenszentrale: ......Niederlassung in Mecklenburg-Vorpommern: ........ 
Welcher Branche ist Ihr Unternehmen / Ihre Einrichtung zuzuordnen? 
(z. B. Maschinenbau, Medizin, Informationstechnik, Groß- oder Einzelhandel, 
Bau, Möbel, Nahrungsmittel, Tourismus, Versorger, ....) 
  Industrie: ...................................................................................... 
  Handel: ......................................................................................... 
  Dienstleistungen: .......................................................................... 
  Land-, Forstwirtschaft / Fischerei: ................................................. 
  Öffentliche Einrichtung: ................................................................. 
(z. B. Bund, Land Mecklenburg-Vorpommern, Kreis, Amt, Kommune, ....) 
  Sonstige: ............................................................................. 
Wie viele Mitarbeiter hat Ihr Unternehmen / Ihre Einrichtung (in 
Mecklenburg-Vorpommern)? 
  1-5 Mitarbeiter        21-50 Mitarbeiter          > 200 Mitarbeiter 
  6-10 Mitarbeiter       51-100 Mitarbeiter 
  11-20 Mitarbeiter      101-200 Mitarbeiter 
Haben Sie eine eigene IT-Abteilung? 
  Ja, wir haben einen eigenen IT-Mitarbeiter. 
  Ja, wir haben eine eigene IT-Abteilung. 
  Nein, wir nutzen externe Dienstleister. 
Wie viel haben Sie in den letzten 12 Monaten in Informationstechnik (Hard-
ware, Software, Dienstleistungen) investiert? 
  Wir haben in den letzten 12 Monaten nicht in Informationstechnik investiert. 
  1 bis 5.000 Euro 
  > 5.000 bis 10.000 Euro 
  > 10.000 bis 25.000 Euro 
  > 25.000 bis 50.000 Euro   11
  > 50.000 bis 100.000 Euro 
  > 100.000 bis 250.000 Euro 
  > 250.000 Euro 
3.  Die Antworten der Anbieter von Informationstechnologie 
Von den 512 versendeten Fragebögen sind 26 ausgefüllte Antworten einge-
gangen. Das entspricht einer Rücklaufquote von 5 Prozent. Eine Rücklaufquote 
von etwa 15% wird bei schriftlichen Erhebungen als ein gutes Ergebnis 
betrachtet. Aufgrund der geringen Rücklaufquote sind alle Schlussfolgerungen 
hinsichtlich ihrer Signifikanz als fraglich einzuschätzen. 
In diesem Kapitel werden nach einer kurzen Auswertung der Teilnehmer 
(Abschnitt 3.1) die Antworthäufigkeiten dargestellt (Abschnitt 3.2). Im 
Abschnitt 3.3 werden einige Zusammenhänge untersucht. Mittels eines 
Entscheidungsbaum-Generierungsverfahrens (vergleiche Witten/Frank 2001) 
werden die Daten auf Beziehungen untereinander analysiert, um daraus 
Schlussfolgerungen ableiten zu können.  
Ziel der Befragung ist die Ermittlung der Haltung der Unternehmen zum 
Datenschutzsiegel des Landes Mecklenburg-Vorpommern. 42% der Umfrage-
Teilnehmer kennen bisher diesen Entwurf. Einen Bedarf für ein solches Siegel 
sehen 35% aller Unternehmen, 46% sieht keinen Bedarf, 19% haben keine 
Meinung geäußert. Von den Unternehmen, die den Entwurf (15/58%) nicht 
kennen, sehen 4 (27% von 15) einen Bedarf für ein solches Siegel.  
Von den Unternehmen, die den Entwurf kennen (11/42%), sehen 5 (45%) 
einen Bedarf, genauso viele 5 (45%) sehen keinen Bedarf, bei einer Stimm-
enthaltung. 
3.1.  Umfrageteilnehmer 
Die Fragen 12 (Unternehmenssitz), 13 (Branche) und 14 (Mitarbeiterzahl) 
charakterisieren die Unternehmen. Aus den Antworten ergibt sich folgende 
Verteilung der Branchen: 
-  IT-Dienstleister: 20  /  77% 
-  Software-Hersteller:  11   / 42% 
-  Händler:  3   / 12% 
-  Sonstige (Werbung/Forschung)   2   /  8% 
Hardware-Hersteller sowie Rechenzentren haben sich nicht an der Umfrage 
beteiligt. Die überwiegende Zahl der Unternehmen beschäftigt nur wenige 
Mitarbeiter: 
-  1-5 Mitarbeiter:  14   / 54% 
-  6-10 Mitarbeiter:   5   / 19% 
-  11-20 Mitarbeiter:   2   /  9%   12 
-  21-50 Mitarbeiter:   4   / 17% 
-  über 200 Mitarbeiter:   1   /  4% 
Der Sitz der Unternehmen nach PLZ ergibt folgendes Bild: 
-  PLZ-Bereich 17 :   4   / 15% 
-  PLZ-Bereich 18:  12   / 46% 
-  PLZ-Bereich 19:    8   / 31% 
-  PLZ-Bereich 23:   1   /  4% 
-  Ausland   1   /  4% 
3.2.  Die Antworten 
In diesem Abschnitt werden die Antworten nach ihren Häufigkeiten dargestellt.  
3.2.1.  Frage 1: Bearbeitung schutzbedürftiger Daten 
Aufgrund der Mehrfachantworten ergeben sich in der Summe nicht 100 Prozent. 
Der Rücklauf ist als ein guter Querschnitt zu werten. Unternehmen mit unter-
schiedlichen schutzbedürftigen Daten haben sich beteiligt. 









Quelle: Uwe  Lämmel. 
3.2.2.  Frage 2: Datenschutzbeauftragter 
Die Gesetze sind allen Unternehmen bekannt. Einen Datenschutzbeauftragten 
haben 9 Unternehmen eingesetzt. 14 benötigen aufgrund ihrer Unternehmens-
größe keinen Datenschutzbeauftragten. Zwei Unternehmen bearbeiten keine 
personenbezogenen Daten und haben deshalb keinen Datenschutzbeauftragten   13
(nein, weil … keine personenbezogenen Daten). 
Abbildung 2:   Antworten  zur  Frage  2  nach einem Datenschutzbeauftragten 













Quelle: Uwe  Lämmel. 
Die Antworten zu diesen Fragen korrelieren mit den Angaben zur Unter-
nehmensgröße. Alle Unternehmen mit mehr als 10 Beschäftigten haben einen 
Datenschutzbeauftragten eingesetzt. 
Hinzuweisen ist auf einen Sonderfall: Dieses Unternehmen kennt die Gesetze 
nicht, kennt keine der in Frage 5 aufgeführten Zertifikate und betrachtet sich als 
IT-Dienstleister. 
3.2.3.  Frage 3: Orientierung bei der eigenen Auswahl von IT-Lösungen 
Die Unternehmen orientieren sich bei der Auswahl von IT-Lösungen durchaus 
an mehreren Angaben. 
-  An Zertifikaten der Hersteller  
  oder Lieferanten:  12   / 46% 
-  An Empfehlungen Dritter:  11   / 42%   14 
-  An eigenen Audits:
1   7   / 27% 
-  Nutzung zertifizierter Dienstleister:  4   / 15% 
-  Nutzung langjähriger Dienstleister:   7   / 27% 
-  Nutzung von Dienstleistern, die all- 
  gemein als vertrauenswürdig gelten:  6   / 23% 















Quelle: Uwe  Lämmel. 
3.2.4.  Frage 4: Orientierung der Kunden bei der Auswahl von IT-Lösungen 
Das Verhalten der Kunden ist ebenso heterogen, wie das der IT-Unternehmen. 
Es wird sich orientiert … 
-  An Zertifikaten der Hersteller  
  oder Lieferanten:  8   / 35% 
-  An Empfehlungen Dritter:   7   / 30% 
-  An eigenen Audits:    5   / 22% 
-  Nutzung zertifizierter Dienstleister:   1   /  4% 
-  Nutzung langjähriger Dienstleister:    5   / 22% 
-  Nutzung von Dienstleistern, die all- 
  gemein als vertrauenswürdig gelten:  5   / 22% 
Die Antwort unter Sonstiges, dass sich der Kunde an der Beratung des IT-
Unternehmens orientiert, kann unter den zweiten oder auch den 5 Punkt ein-
geordnet werden.  
                                           
1  Die Angabe unter Sonstiges: „eigene Tests“ wurde mitgezählt.   15
Abbildung 4:  Antworten zur Frage 3: Orientierung der Kunden bei der 















Quelle:  Uwe Lämmel. 
3.2.5.  Frage 5: Bekannte Richtlinien zum Datenschutz 
Auffallend bei der Beantwortung dieser Frage ist, dass keine der aufgeführten 
Richtlinien bei einer Mehrheit der Unternehmen bekannt ist. Einzig das IT-
Grundschutz-Handbuch des Bundesamtes für Sicherheit in der Informations-
technik ragt in seinem Bekanntheitsgrad heraus. 













Quelle: Uwe  Lämmel 
Neben der Frage, welche Richtlinien bekannt sind, ist darüber hinaus von 
Interesse, wie viele Unternehmen wie viele Richtlinien kennen. Dem folgenden 
Diagramm ist zu entnehmen, dass 7 Unternehmen (27%) nicht eine Richtlinie 
kennen.   16 
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Quelle:  Uwe Lämmel. 
3.2.6.  Frage 6: Aussagen zum Datenschutz 
Die angegeben Aussagen treffen alle auf mehr oder weniger große Zustimmung. 
Die Hälfte der Unternehmen ist der Meinung, dass Zertifizierungen/Audits die 
Kontrolle der eigenen Qualität ermöglichen. Mit einem Zertifikat kann die Leis-
tungsfähigkeit gegenüber dem Kunden dokumentiert werden, meinen 62%. 
Wettbewerbsvorteile mittels Zertifikaten sehen 42%. Etwa die Hälfte (eine 
Antwort mehr) der Unternehmen meinen, dass Anbieter mit entsprechenden 
Zertifikaten ein höheres Vertrauen genießen. Ebenso ist etwa die Hälfte der 
Meinung, dass Zertifikate meist zu teuer erkauft sind.    17





















Quelle:  Uwe Lämmel. 
Unter Beachtung, dass sich sehr viele kleine Unternehmen an der Befragung 
beteiligt haben, ist bemerkenswert, dass nur 23% der Aussage zustimmen, nur 
große Unternehmen können sich Zertifikate leisten. Allerdings haben alle Unter-
nehmen, die dieser Aussage zustimmen, nur 1-5 Mitarbeiter. Betrachtet man alle 
kleinen Unternehmen mit nur 1-5 Mitarbeitern (14), so stimmt etwa die Hälfte 
(6) der Aussage zu, acht jedoch nicht. 
Normen und Standards erhalten für etwa die Hälfte der Unternehmen den 
Vorzug gegenüber Verordnungen und Gesetze. Hierbei gibt es keinen Zusam-
menhang zur Unternehmensgröße. 
3.2.7.  Frage 7: Erteilte Zertifikate 
Hier wurden keine Angaben gemacht.  
3.2.8.  Frage 8: Ausgaben für Zertifizierungen 
Die Ausgaben für Zertifizierungen/Audits wurden überwiegend mit unter 1.000 
Euro angegeben. Kosten von mehr als 10.000 Euro wurden in keinem Falle 
angegeben.   18 
Abbildung 8:   Antworten zur Frage 8 nach den Ausgaben für Zertifizierungen 
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Quelle:  Uwe Lämmel. 
3.2.9.  Frage 9: Zertifizierungsstellen 
Es wurden keine Angaben gemacht. 
3.2.10.  Die Fragen 10 und 11 zum Datenschutzsiegel 
58% der Unternehmen kennen nicht den Entwurf des Datenschutzsiegels für das 
Land Mecklenburg-Vorpommern. Von diesen 15 sehen nur vier Unternehmen 
(27%) den Bedarf für ein Datenschutzsiegel. Von den 42% der Unternehmen 
(11), die den Entwurf kennen, sehen 45% (5) den Bedarf für ein Datenschutz-
siegel. Man könnte daraus schlussfolgern, dass die Kenntnis des Entwurfs für ein 
Datenschutzsiegel den Wunsch nach diesem Siegel erhöht. Allerdings ist hierbei 
zu beachten, dass bereits eine Stimme mit etwa 4% ins Gewicht fällt, eine 
derartige Schlussfolgerung demzufolge nicht mit Sicherheit zu belegen ist. 
Die Hälfte der Unternehmen (46%/12) sieht keinen Bedarf für ein derartiges 
Siegel. Die Unternehmen, die keine Angaben (19%/5) gemacht haben, sind eher 
dieser Gruppe zuzurechnen, so dass nur mit einer Befürwortung von 35% (9) der 
Unternehmen auszugehen ist. Die häufigen Begründungen für eine Ablehnung 
eines Datenschutzsiegels für Mecklenburg-Vorpommern sind einerseits, dass 
überregionale Regelungen wichtiger sind (3), und es andererseits bereits genug 
Richtlinien (4) gibt. 
Unter den Befürwortern werden einzelne Aussagen wie höheres Kunden-
vertrauen (1) oder erhöhte Sicherheit (2) sowie die öffentliche Anerkennung 
eines Siegels (1) als Vorteile genannt.   19








Quelle: Uwe  Lämmel. 
3.3.  Zusammenhänge 
Trotz vieler Bemühungen lassen sich aus den Daten kaum verwertbare Zusam-
menhänge erkennen. Zur Veranschaulichung wird hier eine Übersicht eingefügt, 
die die Verteilung der Antworten in Bezug auf die Beantwortung der Frage 11 
nach dem Bedarf für ein Datenschutzsiegel in Mecklenburg-Vorpommern angibt 
(vgl. Abbildung 10). 
Rot (hellgrau) signalisiert ein Nein, blau (dunkelgrau) ein Ja und schwarz 
steht für keine Angabe. Für jede Antwortmöglichkeit ist nun eine Säule zu 
sehen, deren Farbverteilung die Beantwortung der Frage nach dem Bedarf eines 
Siegels visualisiert.   20 
Abbildung 10:  Zusammenhang der einzelnen Antworten zur Antwort nach dem 
Bedarf eines DS-Siegels für Mecklenburg-Vorpommern 
 
Quelle:  Uwe Lämmel, erstellt mit WEKA
2  
Auch der Versuch des Aufbaus eines Entscheidungsbaumes hat zu keinem 
                                           
2   WEKA: Waikato Environment for Knowledge Analysis, Version 3.8., © 1999-2005 
Univeristy of Waikato, New Zealand.   21
verwertbaren Ergebnis geführt. Zur Veranschaulichung wird hier der mittels des 
J4.8 Algorithmus aus dem WEKA-Data-Mining-System ermittelte Baum 
angeführt: 
Abbildung 11:   Entscheidungsbaum für die Frage nach dem Bedarf eines Daten-
schutz-Siegels für Mecklenburg-Vorpommern 
 
Quelle:  Uwe Lämmel, erstellt mittels WEKA. 
Dieser Baum enthält zu viele Entscheidungsknoten, um daraus einfache, 
praktisch verwertbare Aussagen generieren zu können. Natürlich lassen sich 
einige Regeln erkennen: 
-  Falls das TÜViT-Zertifikat bekannt ist, wird kein Bedarf für ein DS-Siegel 
Mecklenburg-Vorpommern gesehen. (gilt für 5 von 13 Nein-Fällen, 38%). 
-  Falls das TÜViT-Zertifikat unbekannt ist und das Unternehmen sonstige 
schutzwürdige Daten verarbeitet, wird ein Bedarf für ein DS-Siegel 
Mecklenburg-Vorpommern gesehen. (gilt für 3 von 8 Ja-Fällen, 38%). 
Erkennbar ist, dass die Kenntnis des Entwurfs des Siegels bei der Entwicklung 
des Baumes keine Rolle spielte, der Informationsgewinn durch dieses Merkmal 
zu gering ist.  
Die Untersuchung der Antworten auf die Frage 6 nach der Zustimmung zu 
Aussagen ergibt einige darstellbare Zusammenhänge. Die Abbildung 12 zeigt, 
unter welchen Bedingungen ein Wettbewerbsvorteil gesehen wird. Die Regeln 
können leicht wie vorher dargestellt abgeleitet werden.   22 
Abbildung 12:   Entscheidungsbaum für die Antwort „Zertifikate erbringen einen 
Wettbewerbsvorteil“ 
 
Quelle:  Uwe Lämmel, erstellt mittels WEKA. 
Abbildung 13:   Entscheidungsbaum für die Antwort „Anbieter mit Zertifikaten 
genießen ein höheres Vertrauen“ 
 
Quelle:  Uwe Lämmel, erstellt mittels WEKA. 
In analoger Weise können aus der Abbildung 13 Regeln zur Aussage „Anbieter 
mit Zertifikaten genießen ein höheres Vertrauen“ abgeleitet werden, zum 
Beispiel:   23
Wenn die These „Zertifikate schaffen Wettbewerbsvorteile“ befürwortet wird, 
dann wird auch die These „Anbieter mit Zertifikaten genießen ein höheres 
Vertrauen“ befürwortet (11 von 15 Ja-Antworten, 73%). 
Die Klassifikation nach der Antwort „Zertifikate sind meist zu teuer erkauft“ 
ergibt einige Zusammenhänge, siehe Abbildung 14: 
Unternehmen, die keine IT-Dienstleister sind (Frage 13, Antwort IT-Dienst-
leister nicht angekreuzt), empfinden Zertifikate nicht als zu teuer erkauft. 
Abbildung 14:   Entscheidungsbaum für die Antwort „Zertifikate sind zu teuer 
erkauft“ auf Frage 6 
 
Quelle:  Uwe Lämmel, erstellt mittels WEKA. 
Alle weiteren Versuche einer Klassifikation nach den jeweiligen Antworten 
führen zu größeren Entscheidungsbäumen, deren abgeleitete Regeln zu viele 
Bedingungen enthalten und damit wenig relevant sind. 
3.4.  Schlussbemerkungen 
Die Antworten geben ein recht uneinheitliches Bild. Zieht man dazu die geringe 
Rücklaufquote in Betracht, so stehen alle Aussagen auf wackeligen Füßen. Es 
scheint, dass ein Datenschutz-Siegel für Mecklenburg-Vorpommern als nicht 
notwendig erachtet wird. Allein die Frage 5 nach den Kenntnissen über Verord-
nungen und Richtlinien zeigt, dass es bereits mehrere derartige Ansätze gibt. Die 
Entwicklung bundeseinheitlicher Richtlinien oder die Übernahmen von de-facto-
Standards erscheint vielen Firmen der erfolgversprechendere Ansatz, insbeson-
dere da aus den Antworten auch die überregionale Tätigkeit der Unternehmen 
deutlich wird.   24 
4.  Die Antworten der Informationstechnologie-Anwender 
Die Struktur der Ausführungen folgt der Struktur des Kapitels 3. Wie bereits im 
vorangegangen Kapitel werden anfangs die Umfrageteilnehmer kurz charakteri-
siert (Abschnitt 4.1), um anschließend (Abschnitt 4.2) die Antworthäufigkeiten 
ausführlich darzustellen. Es schließen sich die Untersuchungen unter Nutzung 
des Entscheidungsbaum-Generierungsverfahrens ab (Abschnitt 4.3). Abschlie-
ßend werden die Ergebnisse mit Blick auf die Haltung zum Datenschutzsiegel 
zusammengefasst. 
Es wurden Fragebögen an 345 Unternehmen und weitere Einrichtungen mit 
Sitz im Lande versendet. Eingegangen sind 41 ausgefüllte Fragebögen. Das 
entspricht einer Rücklaufquote von 12 Prozent. Damit wird beinahe die bereits 
im Kapitel 3 erwähnte erstrebenswerte Rücklaufquote von etwa 15% erreicht. 
4.1.  Umfrageteilnehmer 
Die Fragen nach dem Unternehmenssitz, der Branche, der 14 Mitarbeiterzahl 
charakterisieren die Unternehmen. 20% (8) haben hierzu keine Angaben 
gemacht. Für die Branche ergibt sich folgende Verteilung: 
-  Industrie:  6   / 15% 
-  Handel:  1   /  2% 
-  Dienstleistung:   19   / 46% 
-  Land-, Forst-, Fischerei-Wirtschaft:   0   /  0% 
-  Öffentliche Einrichtung:  7   / 17% 
Es haben sich Unternehmen unterschiedlicher Größe an der Umfrage beteiligt. 
Auffallend ist die recht hohe Zahl der Unternehmen mit mehr als 200 Mitarbei-
tern. 2 mal (5%) wurden keine Angaben gemacht. 
-  1-5 Mitarbeiter:   8   / 20% 
-  6-10 Mitarbeiter:   4   / 10% 
-  11-20 Mitarbeiter:   5   / 12% 
-  21-50 Mitarbeiter:   5   / 12% 
-  51-100 Mitarbeiter:   4   / 10% 
-  101-200 Mitarbeiter:   4   / 10% 
-  mehr als 200:   9   / 22% 
Der Sitz der Unternehmen nach PLZ ergibt folgendes Bild: 
-  PLZ-Bereich 10:   1   /  2% 
-  PLZ-Bereich 17:   4   / 17% 
-  PLZ-Bereich 18:  11   / 27% 
-  PLZ-Bereich 19:   20   / 49% 
-  PLZ-Bereich 23:   1   /  2% 
-  PLZ-Bereich 48:   1   /  2% 
7% (3) haben keine Angaben gemacht.   25
4.2.  Die Antworten 
4.2.1.  Frage 1: Bearbeitung schutzbedürftiger Daten 
Aufgrund der Mehrfachantworten ergeben sich in der Summe nicht 100 Prozent. 
Der Rücklauf ist als ein guter Querschnitt zu werten. Unternehmen mit unter-
schiedlichen schutzbedürftigen Daten haben sich beteiligt. Die meisten Unter-
nehmen bearbeiten unternehmenseigene, personenbezogene Daten. 





keine eigene Daten dritter sonstige
 
Quelle:  Uwe Lämmel. 
4.2.2.  Frage 2: Datenschutzbeauftragter 
Die Gesetze sind bis auf einem allen Unternehmen bekannt. Einen Datenschutz-
beauftragten haben 22 Unternehmen (54%) eingesetzt. 15 (37%) benötigen 
keinen Datenschutzbeauftragten, da weniger als zehn Mitarbeiter mit schutz-
bedürftigen Daten arbeiten. Zwei Unternehmen (5%) nutzen einen externen 
Dienstleister und für ein Unternehmen haben die entsprechenden Gesetze keine 
Geltung.   26 
Abbildung 16:   Verteilung der Antworten zur Frage 2 nach einem Datenschutz-




















Quelle:  Uwe Lämmel. 
4.2.3.  Frage 3: Orientierung bei der eigenen Auswahl von IT-Lösungen 
Die Unternehmen orientieren sich bei der Auswahl von IT-Lösungen durchaus 
an mehreren Angaben. Die unter Sonstiges gemachten Angaben konnten unter 
einem Punkt „Zentrale Vorgaben für die Beschaffung“ zusammengefasst 
werden. 
-  An Zertifikaten der Hersteller  
  oder Lieferanten:  12   /   29% 
-  An Empfehlungen Dritter:  9  /   22% 
-  An eigenen Audits:    7   /   17% 
-  Nutzung zertifizierter Dienstleister:  10   /   24% 
-  Nutzung langjähriger Dienstleister:   15   /   37% 
-  Nutzung von Dienstleistern, die all- 
  gemein als vertrauenswürdig gelten:  7   /   17% 
-  Zentrale Vorgaben (z. B. Konzern)  4   /   10%   27
Abbildung 17:   Verteilung der Antworten zur Frage 3 nach der Orientierung bei 












Quelle:  Uwe Lämmel. 
4.2.4.  Frage 4: Bekannte Richtlinien zum Datenschutz 
Das IT-Grundschutz-Handbuch des Bundesamtes für Sicherheit in der Informa-
tionstechnik ragt in seinem Bekanntheitsgrad heraus. Der Hälfte aller Unter-
nehmen ist diese Richtlinie bekannt. 















Quelle:  Uwe Lämmel. 
Neben der Frage, welche Richtlinien bekannt sind, ist darüber hinaus von 
Interesse, wie viele Unternehmen wie viele Richtlinien kennen. Dem folgenden 
Diagramm ist zu entnehmen, dass 11 Unternehmen (27%) keine der aufgeführten 
Richtlinien kennen. Hieraus könnte ein Bedarf an Aufklärung abgeleitet werden. 
Allerdings gilt, dass 9 dieser 11 Unternehmen (82%) einen externen Dienst-  28 
leister (Frage 11) nutzen, somit die Kenntnis im eigenen Hause nicht unbedingt 
erforderlich ist.  
Von den 12 Unternehmen (29%), die genau eine Richtlinie kennen, kennt 
genau die Hälfte (6/50%) das IT-Grundschutz-Handbuch des Bundesamtes für 
Sicherheit in der Informationstechnik (BSI Handbuch). Damit wird die beson-
dere Stellung des BSI-Handbuchs unterstrichen.  
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Quelle:  Uwe Lämmel. 
4.2.5.  Frage 5: Aussagen zum Datenschutz 
Der Wunsch nach verlässlichen Kriterien zur Auswahl datenschutzgerechter IT-
Lösungen ist ausgeprägt hoch (28/68%). Demgegenüber ist eine deutliche Mehr-
heit (27/66%) nicht der Ansicht, dass Zertifikate Vertrauen in die Qualität und 
Kompetenz des Herstellers oder Lieferanten schaffen. Lediglich 5 Unternehmen 
(12%) sind der Ansicht, dass Zertifikate nur die finanzielle Leistungsfähigkeit 
nicht aber die Fachkompetenz widerspiegeln.   29












Quelle:  Uwe Lämmel. 
4.2.6.  Die Fragen 6 und 7 zum Datenschutzsiegel für das Land Mecklenburg-
Vorpommern 
Nur 6 der 41 Unternehmen (15%) kennen den Entwurf des Datenschutzsiegels 
für Mecklenburg-Vorpommern. Nur zwei dieser sechs Unternehmen sehen einen 
Bedarf für ein Datenschutz-Siegel für Mecklenburg-Vorpommern. Insgesamt 
sehen nur weniger als ein Drittel aller Unternehmen einen Bedarf für ein 
derartiges Siegel. Die Ablehnung eines derartigen Siegels wird überwiegend 
damit begründet, dass der Datenschutz keine regionale Besonderheit darstellt, 
sondern länderübergreifende, besser sogar europaweite Regelungen erfordert.   30 








Quelle:  Uwe Lämmel. 
4.3.  Zusammenhänge 
Außer der deutlichen Ablehnung eines Datenschutzsiegels für Mecklenburg-
Vorpommern sind leider keine Zusammenhänge zwischen der Haltung zum 
Datenschutzsiegel und anderen Antworten zu erkennen. Zur Veranschaulichung 
wird eine Übersicht eingefügt, die die Verteilung der Antworten in Bezug auf die 
Beantwortung der Frage  7 nach dem Bedarf für ein Datenschutzsiegel in 
Mecklenburg-Vorpommern aufzeigt Abbildung 22).    31
Abbildung 22:   Zusammenhang der einzelnen Antworten zur Antwort nach dem 
Bedarf eines DS-Siegels für Mecklenburg-Vorpommern 




Quelle:  Uwe Lämmel, erstellt mittels WEKA. 
Rot (hellgrau) signalisiert ein Nein, blau (dunkelgrau) ein Ja und schwarz steht 
für keine Angabe. Für jede Antwortmöglichkeit ist nun eine Säule zu sehen, 
                                           
3 Es werden Kurzbezeichnungen verwendet, die sich aus der Nummer der Frage, 
gegebenenfalls gefolgt von einem Buchstaben der Antwortmöglichkeit sowie einem 
Begriff zusammensetzen.    32 
deren Farbverteilung die Beantwortung der Frage nach dem Bedarf eines Siegels 
visualisiert. Es ist zu erkennen, dass in jeder Frage eine ähnliche Farbverteilung 
zu erkennen ist. Das heißt, bei jeder dieser Antworten, ist ein ähnliches 
Verhältnis in der Antwort der Frage nach dem Bedarf des Datenschutz-Siegels 
zu erkennen.  
Der Versuch des Aufbaus eines Entscheidungsbaumes, um Zusammenhänge 
zur Frage 7 ableiten zu können, verlief ergebnislos.  
Für die Haltung zu den Thesen der Frage 6 lassen sich einige Zusammenhänge 
ermitteln. Zur Veranschaulichung wird in Abbildung 23 der mittels des J4.8 
Algorithmus aus dem WEKA-Data-Mining-System ermittelte Baum für den 
Wunsch nach verlässlichen Kriterien zur Auswahl von datenschutzgerechten IT-
Lösungen angeführt.  
Abbildung  23:    Entscheidungsbaum für das Klassifikations-Merkmal: Wunsch 
nach verlässlichen Kriterien 
 
Quelle:  Uwe Lämmel, erstellt mittels WEKA. 
Aus diesem Baum können Regeln aufgestellt werden, die die Zusammenhänge 
zur These „Wir wünschen uns verlässliche Kriterien für die Auswahl daten-
schutzgerechter IT-Lösungen“ charakterisieren, wie zum Beispiel: 
-  Ist das ips-Siegel unbekannt, die These „Zertifikate schaffen Vertrauen“ nicht 
befürwortet sowie der Entwurf des Datenschutzsiegels  ist unbekannt, dann 
wird die These unterstützt.  
-  Wer das ips-Siegel kennt, unterstützt die These nicht. 
Dieser Zusammenhang wird einzig aus den Daten unter Beachtung eines 
größtmöglichen Informationsgewinns pro Entscheidung aufgebaut. Eine inhalt-
liche Wertung erscheint schwierig, eine Schlussfolgerung für weitere Maßnah-  33
men nicht möglich. 
Die Aussage „Zertifikate schaffen Vertrauen“ kann aus der Beantwortung der 
anderen beiden Thesen derselben Frage abgeleitet werden: 
-  Wenn die Thesen„Zertifikate zeigen nur finanzielle Leistungsfähigkeit“ sowie 
„Wir wünschen uns verlässliche Kriterien für die Auswahl datenschutzge-
rechter IT-Lösungen“ nicht unterstützt werden, dann wird „Zertifikate schaf-
fen Vertrauen“ unterstützt. 
Diese Regel unterstreicht, dass die meisten Teilnehmer (76%) nur genau eine 
These ausgewählt haben.  
Abbildung 24:   Entscheidungsbaum für das Klassifikations-Merkmal: Zertifikate 
schaffen Vertrauen 
 
Quelle:  Uwe Lämmel, erstellt mittels WEKA. 
Eine Analyse mit dem Apriori-Algorithmus zum Auffinden von Assoziations-
regeln bringt zwar einige Beziehungen mit einer hohen Konfidenz zu Tage, 
jedoch sind diese Regeln von geringem praktischen Nutzen: 
-  f04_a_bekannt_lz_sh=nein 34 ==> f04_c_tüvit=nein 33; conf:(0.97)   
Wenn das Datenschutzsiegel Schleswig-Holstein unbekannt ist, dann ist auch 
das TÜVit-Zertifikat unbekannt (Konfidenz 97%). 
Weitere Assoziationsregeln mit einer Konfidenz über 0,9 sind im folgenden der 
Vollständigkeit halber angegeben. Diese Regeln behandeln im Wesentlichen nur 
Zusammenhänge zwischen den Fragen 4 (Kenntnis von Zertifikaten) und 5 
(Aussagen zu Zertifikaten). 
-  f04_b_ips=nein 37 ==> f04_c_tüvit=nein 35; conf:(0.95) 
-  f03_Konzernvorgaben=nein 37 ==> f04_c_tüvit=nein 35; conf:(0.95) 
-  f05_f_nur_finanzielle_leistung=nein 36 ==> f04_c_tüvit=nein 34; conf:(0.94) 
-  f04_e_cc=nein 36 ==> f04_c_tüvit=nein 34; conf:(0.94)   34 
-  f01_a_daten_nein=nein 35 ==> f04_c_tüvit=nein 33; conf:(0.94) 
-  f04_e_cc=nein 36 ==> f05_f_nur_finanzielle_leistung=nein 33; conf:(0.92) 
-  f05_f_nur_finanzielle_leistung=nein 36 ==> f04_e_cc=nein 33; conf:(0.92) 
-  f05_f_nur_finanzielle_leistung=nein 36 ==> f04_b_ips=nein 33; conf:(0.92) 
-  f04_e_cc=nein 36 ==> f04_b_ips=nein 33; conf:(0.92) 
Somit ist davon auszugehen, dass es keine praktisch verwertbaren Beziehungen 
zwischen den Antworten der Umfrage-Teilnehmer existieren. 
4.4.  Schlussbemerkungen 
Betrachtet man die Fragen zum Datenschutzsiegel des Landes Mecklenburg-
Vorpommern als Ziel der Befragung, so kennen nur 15% diesen Entwurf. Einen 
Bedarf für ein solches Siegel sehen 29% aller Unternehmen, mehr als die Hälfte 
(61%) sieht keinen Bedarf, 10% haben keine Meinung geäußert. Aus der 
Befragung sind keine besonderen Unternehmensgruppen weder für Befürworter 
noch für Gegner des Siegels auszumachen. Die Haltung zum Datenschutz-Siegel 
für Mecklenburg-Vorpommern zieht sich durch alle Branchen und Unterneh-
mensgrößen. 
Es scheint, dass ein Datenschutz-Siegel für Mecklenburg-Vorpommern als 
nicht notwendig erachtet wird. Allein die Frage 5 nach den Kenntnissen über 
Verordnungen und Richtlinien zeigt, dass es bereits mehrere derartige Ansätze 
gibt. Die Entwicklung bundeseinheitlicher Richtlinien oder die Übernahmen von 
de-facto-Standards erscheint vielen Firmen der erfolgversprechendere Ansatz, 
insbesondere da aus den Bemerkungen auch die überregionale Tätigkeit der 
Unternehmen deutlich wird.  
Der Wunsch nach verlässlichen Kriterien für die Auswahl datenschutz-
gerechter IT-Lösungen wird deutlich geäußert. Zertifikate sehen die Anwender 
dabei nicht als einen Weg an, der besonderes Vertrauen schafft.  
Die Assoziationsregeln unterstreichen, dass die Antworten keine signifikanten 
Beziehungen zwischen den statistischen Angaben zu den Unternehmen und 
deren Meinungen zu den Datenschutz- beziehungsweise IT-Sicherheitsfragen 
enthalten. 
5.  Anbieter und Anwender gemeinsam betrachtet 
Betrachtet man die Umfrage unter den IT-Anbietern und den Anwendern ge-
meinsam, so wurden Fragebögen an 857 Unternehmen mit Sitz im Lande ver-
sendet. Eingegangen sind 67 ausgefüllte Fragebögen. Das entspricht einer Rück-
laufquote von 8  Prozent. Aufgrund dieser insgesamt geringen Rücklaufquote 
sind auch die in diesem Kapitel gezogenen Schlussfolgerungen hinsichtlich ihrer 
Signifikanz als fraglich einzuschätzen. 
Analog zu den vorangegangen Kapiteln werden anfangs die Antworthäufig-  35
keiten dargestellt. Daran schließen sich einige Untersuchungen an, die mittels 
des Entscheidungsbaum-Generierungsverfahrens (vergleiche Kapitel 3 und 4) 
durchgeführt wurden.  
Wie bereits im Kapitel 1 formuliert, ist das Ziel der Befragung, die Ermittlung 
der Haltung der Unternehmen zu einem Datenschutzsiegel des Landes 
Mecklenburg-Vorpommern. 42% der Umfrage-Teilnehmer kennen bisher den 
Entwurf eines solchen Siegels. Einen Bedarf dafür sehen 35% aller 
Unternehmen, 46% sehen keinen Bedarf und 19% haben keine Meinung 
geäußert. Von den Unternehmen, die den Entwurf (15/58%) nicht kennen, sehen 
4 (27% von 15) einen Bedarf für ein solches Siegel. Von den Unternehmen, die 
den Entwurf kennen (11/42%), sehen 5 (45%) einen Bedarf, genauso viele 5 
(45%) sehen keinen Bedarf, bei einer Stimmenthaltung. 
5.1.  Die gemeinsamen Fragen der beiden Fragebögen 
Für eine gemeinsame Auswertung kommen nur die Fragen bzw. die Antwort-
möglichkeiten in betracht, die sowohl den IT-Firmen, den Anbietern, als auch 
den Anwendern gestellt wurden. Das betrifft die folgenden Fragen: 
1.  Frage nach den Daten, die verarbeitet werden 
2.  Frage zum Einsatz eines Datenschutzbeauftragten 
3.  Frage zur Auswahl von datenschutzgerechten IT-Lösungen 
4.  Frage nach den bekannten Zertifikaten und Standards 
5.  Es wurden mehrere Aussagen formuliert und gefragt, ob die Umfrageteil-
nehmer diesen Aussagen zustimmen können: Hierbei wurden die Aussagen 
„Anbieter mit entsprechenden Zertifikaten genießen ein höheres Vertrauen.“ 
(Umfrage Anbieter) sowie „Zertifikate schaffen Vertrauen in die Qualität 
und Kompetenz des Lieferanten/Herstellers.“ (Umfrage Anwender) als 
gleichwertig angesehen und in die gemeinsame Auswertung einbezogen. 
6.  Frage, ob der Entwurf für ein Datenschutzsiegel für das Land Mecklenburg-
Vorpommern bekannt ist. 
7.  Frage, ob ein Bedarf für ein derartiges Siegel gesehen wird. 
8.  Frage nach der Anzahl der Mitarbeiter 
Hinzugefügt wurde ein Merkmal, welches die Unterscheidung in Anbieter 
beziehungsweise Anwender im Sinne dieser Umfrage repräsentiert. 
5.2.  Antworten 
5.2.1.  Frage 1: Bearbeitung schutzbedürftiger Daten 
Aufgrund der Mehrfachantworten ergeben sich in der Summe nicht 100 Prozent. 
Der Rücklauf ist als ein guter Querschnitt zu werten. Unternehmen mit unter-
schiedlichen schutzbedürftigen Daten haben sich beteiligt. Die meisten Unter-
nehmen bearbeiten unternehmenseigene, personenbezogene Daten.   36 
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Quelle:  Uwe Lämmel. 
5.2.2.  Frage 2: Datenschutzbeauftragter 
Es ist eine klare Aussage erkennbar, entweder das Unternehmen hat einen ei-
genen Datenschutzbeauftragten eingesetzt oder es sind weniger als 10 Mit-
arbeiter mit personenbezogenen Daten befasst. Von den 29 Unternehmen, die 
mit „nein, da weniger als 10 Mitarbeiter mit personenbezogenen Daten arbeiten“ 
geantwortet haben, sind bereits 79% (23) den Kleinstunternehmen von 1-10 
Beschäftigten zuzuordnen, zwei haben keine Angaben zur Unternehmensgröße 
gemacht. Damit bleiben nur 4 (14%) Unternehmen, die mehr als 10 Beschäftigte 
haben und keinen Datenschutzbeauftragten eingesetzt haben. 















Quelle:  Uwe Lämmel.   37
5.2.3.  Frage 3: Orientierung bei der eigenen Auswahl von IT-Lösungen 
Die Unternehmen orientieren sich bei der Auswahl von IT-Lösungen durchaus 
an mehreren Angaben. Die unter Sonstiges gemachten Angaben konnten unter 
einem Punkt „Zentrale Vorgaben für die Beschaffung“ zusammengefasst 
werden. 


















Quelle:  Uwe Lämmel. 
Im Einzelnen orientieren sich die Unternehmen an:  
-  Zertifikaten:   24   / 36% 
-  Empfehlungen:   20   / 30% 
-  Eigenen Audits:    14   / 21% 
-  zertifizierten Dienstleistern:   14   / 21% 
-  langjährigen Dienstleistern   22   / 33% 
-  allgemein vertrauenswürdigen DL:  13   / 19% 
-  zentralen Vorgaben:   4   /  6% 
5.2.4.  Frage 4: Bekannte Richtlinien zum Datenschutz 
Das IT-Grundschutz-Handbuch des Bundesamtes für Sicherheit in der Informa-
tionstechnik ragt in seinem Bekanntheitsgrad heraus. Der Hälfte aller Unterneh-
men ist diese Richtlinie bekannt.   38 












Quelle:  Uwe Lämmel. 
Neben der Frage, welche Richtlinien bekannt sind, ist darüber hinaus von 
Interesse, wie viele Unternehmen wie viele Richtlinien kennen. Dem folgenden 
Diagramm ist zu entnehmen, dass 18 Unternehmen (27%) keine der aufgeführten 
Richtlinien kennen. Hervorzuheben ist, dass dieser Prozentsatz sich sowohl für 
IT-Anbieter als auch für die Gruppe der Anwender ergibt.  
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Quelle:  Uwe Lämmel. 
Von den 17  Unternehmen (25%), die genau eine Richtlinie kennen, kennen 
9  Unternehmen (53%) das IT-Grundschutz-Handbuch des Bundesamtes für 
Sicherheit in der Informationstechnik (BSI Handbuch). Damit wird die 
besondere Stellung des BSI-Handbuchs unterstrichen.    39
5.2.5.  Antworten zur Aussage: „Zertifikate schaffen Vertrauen“ 
Von den unterschiedlichen Aussagen, die den IT-Anbietern beziehungsweise 
den Anwendern gestellt wurden, kann nur eine in eine gemeinsame Betrachtung 
einbezogen werden: Die Aussagen „Anbieter mit entsprechenden Zertifikaten 
genießen ein höheres Vertrauen.“ (Umfrage Anbieter) sowie „Zertifikate 
schaffen Vertrauen in die Qualität und Kompetenz des Lieferanten/Herstellers.“ 
(Umfrage Anwender) werden als gleichwertig angesehen und in die gemeinsame 
Auswertung einbezogen. 
Diese Aussage wird von insgesamt 28 (42%) befürwortet, 39 (58%) sehen das 
nicht so. Auffallend hierbei, dass unter den IT-Anbietern die Befürwortung 
überwiegt: 14/54% gegen 12/46% während bei den Anwendern die Aussage 
überwiegend abgelehnt wird: 14/44% stimmen zu aber 27/66% nicht.  
5.2.6.  Die Fragen zum Datenschutzsiegel für das Land Mecklenburg-
Vorpommern 
17 der 67 Unternehmen (25%) kennen den Entwurf des Datenschutzsiegels für 
Mecklenburg-Vorpommern. Von diesen sehen 6 (35%) einen Bedarf für ein 
Siegel, 10 (59%) nicht, bei einer Stimmenthaltung. Von den 50 Unternehmen 
(75%), die das Siegel nicht kennen, wird von 21 (31%) ein Bedarf gesehen, 39 
(58%) befürworten das Siegel nicht. 
Unter den IT-Anbietern gibt es ein indifferentes Bild, 9 (35%) sehen den 
Bedarf für ein Landessiegel, 12 (46%) dagegen nicht. 5 (19%) haben keine 
Meinung geäußert. Dagegen ist die Ablehnung auf der Seite der Anwender 
deutlich. 
Insgesamt sehen nur weniger als ein Drittel aller Anwender einen Bedarf für 
ein derartiges Siegel. Die Ablehnung eines derartigen Siegels wird überwiegend 
damit begründet, dass der Datenschutz keine regionale Besonderheit darstellt, 
sondern länderübergreifende, besser sogar europaweite Regelungen erfordert.   40 

















Legende: oben: alle Unternehmen; unten links: IT-Anbieter; unten rechts: Anwender. 
Quelle:  Uwe Lämmel. 
5.3.  Zusammenhänge 
Abbildung 31 zeigt die Verteilung der Antworten in Bezug auf die Beantwor-
tung der Frage nach dem Bedarf für ein Datenschutzsiegel in Mecklenburg-
Vorpommern. Rot signalisiert ein Nein, blau ein Ja und schwarz steht für keine 
Angabe. Für jede Antwortmöglichkeit ist nun eine Säule zu sehen, deren Farb-
verteilung die Beantwortung der Frage nach dem Bedarf eines Siegels visua-
lisiert. Es ist zu erkennen, dass in jeder Frage eine ähnliche Farbverteilung zu 
erkennen ist. Das heißt, bei jeder dieser Antworten, ist ein ähnliches Verhältnis 
in der Antwort der Frage nach dem Bedarf des Datenschutz-Siegels zu erkennen.  
Der bereits vorher diskutierte Unterschied zwischen IT-Anbietern und 
Anwendern in der Haltung zum Datenschutzsiegel wird hier in der Grafik 
deutlich (siehe f09_anbieter in Abbildung 31). Die linke Säule repräsentiert die 
Antworten der Anbieter, die rechte die der Anwender. Die Zahl der Befürworter 
ist in beiden Gruppen gleich, die Zahl der Ablehnungen bei den Anwendern   41
deutlich höher. 
Abbildung 31:   Verteilung der Ja-Antworten (blau/dunkelgrau), Nein-Antworten 




Quelle:  Uwe Lämmel, erstellt mittels WEKA. 
Auf der Suche nach weiteren Zusammenhängen wurden wiederum die zwei 
Verfahren eingesetzt: Entscheidungsbäume, konkret der erweiterte ID3-
                                           
4  Es werden die Kürzel aus der Datenbank verwendet. Diese bestehen aus der Nummer der 
Frage, einem fortlaufenden Buchstaben der Antwortmöglichkeit sowie einem Stichwort.   42 
Algorithmus J4.8 des Systems WEKA
5, sowie der Apriori-Algorithmus zum 
Finden von Assoziationsregeln ebenfalls aus dem System WEKA. 
Beim Einsatz des Entscheidungsbaum-Verfahrens wurden verschiedene Merk-
male als Klassifikationsziel untersucht. Für die These „Zertifikate schaffen Ver-
trauen“ als Klassifikationsziel ergibt sich der Entscheidungsbaum aus Abbildung 
32. Daraus können einige Regeln abgeleitet werden: 
1. Wenn sowohl eigene schutzbedürftige Daten und Daten dritter (Frage 1) 
bearbeitet werden und die Zahl bekannter Siegel oder Zertifikate (Frage 4) 
kleiner gleich drei ist, dann wird die These „Zertifikate schaffen Vertrauen“ 
unterstützt. (10 Fälle) 
2. Wenn Daten dritter bearbeitet werden und mehr als drei Zertifikate/Siegel 
bekannt sind, dann wird die These nicht unterstützt. 
3. Wenn keine Daten Dritter bearbeitet werden und die ISO nicht bekannt ist, 
dann wird die These „Zertifikate schaffen Vertrauen“ nicht unterstützt. Dies 
trifft für 38 Fälle von 67 zu. 
Abbildung 32:  Entscheidungsbaum zur These „Zertifikate schaffen Vertrauen“ 
 
Quelle:  Uwe Lämmel, erstellt mittels WEKA. 
Weitere Regeln können in analoger Weise aufgestellt werden, indem man vom 
Startknoten beginnend alle Verzweigungen bis zu einem Blatt des Baumes als 
Aussage formuliert. 
Abbildung 33 zeigt einen Entscheidungsbaum für die Klassifikation nach der 
Frage „Ist der Entwurf des Siegels für Mecklenburg-Vorpommern bekannt“. 
Auch hier können einige Aussagen abgeleitet werden, da der Baum eine 
übersichtliche Größe besitzt. 
                                           
5  WEKA: Waikato Environment for Knowledge Analysis, University of Waikato, New 
Zealand, Version 3.4.4.   43
Abbildung 33:   Entscheidungsbaum zur Frage „Ist der Entwurf des Siegels für 
Mecklenburg-Vorpommern bekannt?“  
 
Quelle:  Uwe Lämmel, erstellt mittels WEKA. 
1. Wenn das Datenschutzsiegel Schleswig-Holsteins nicht bekannt ist und auch 
kein eigenes Audit zur Auswahl von Software vorgenommen wird, dann ist 
der Entwurf des Siegels für Mecklenburg-Vorpommern unbekannt. Diese 
Regel trifft auf 44 Fälle zu. 
Wiederum können weitere Regeln aufgestellt werden, die jedoch nur eine 
geringere Relevanz aufweisen. 
Leider ergibt sich für eine Klassifikation nach dem Bedarf eines Landessiegels 
für Mecklenburg-Vorpommern kein Baum mit wenigen Entscheidungen, siehe 
Die Regel mit der höchsten Relevanz betrifft gerade 13 von 60 Fällen (6 
Unternehmen haben keine Antwort gegeben): 
2. Wenn das Unternehmen nur ein bis fünf Mitarbeiter hat und sich die Auswahl 
der Software an Zertifikaten der Hersteller oder Lieferanten orientiert, dann 
wird kein Bedarf für ein Datenschutzsiegel für das Land Mecklenburg-
Vorpommern gesehen. 
6.  Das Datenschutzsiegel für Mecklenburg-Vorpommern  
Bereits im Vorfeld der Befragung führte der Landesbeauftragte für den Daten-
schutz Mecklenburg-Vorpommerns individuelle Gespräche mit IT-Unternehmen 
des Landes. In diesen wurde vereinzelt der Wunsch nach einem, auf die 
Bedürfnisse der regionalen IT-Unternehmen zugeschnittenen, Datenschutzsiegel 
geäußert. 
Im Rahmen der Gründung eines Arbeitskreises IT-Security innerhalb der IT-
Initiative Mecklenburg-Vorpommern (dem Branchenverband der IT-Unter-
nehmen dieses Bundeslandes) stellte Herr Schulz, Mitarbeiter des Landesbeauf-
tragten für den Datenschutz, am 9.2.2006 in Rostock den Entwurf zum Daten-
schutzsiegel vor.   44 
Da ein Großteil der regionalen IT-Unternehmen Dienstleister sind, gab es den 
Wunsch nach der Zertifizierung von Lösungen und Verfahren. Der bisherige 
Entwurf sah nur eine Erteilung von Zertifikaten für Produkte vor. 
Neben den IT-Dienstleistungen, steht die Softwareentwicklung an zweiter 
Stelle der Geschäftstätigkeit der regional ansässigen Unternehmen. 
Ein wichtiger Punkt bei allen Gesprächen war die gegenseitige Anerkennung 
von Datenschutzsiegeln der einzelnen Bundesländer. 
Unter den vorgenannten Gesichtspunkten hatte die Umfrage zusätzlich die 
Aufgabe, die Bedürfnisse der potentiellen Interessenten zu ermitteln und 
eventuell zu quantifizieren. 
Die Umfrage stellt eine Entscheidungshilfe für den Landesbeauftragten für 
den Datenschutz dar, sie kann keine Abstimmung über die Einführung eines 
Datenschutzsiegels sein. Eine Entscheidung über die Einführung ist bislang noch 
nicht gefallen. 
Zusätzlich geben die Ergebnisse der Befragung den regional ansässigen IT-
Unternehmen eine Orientierung zur Interessenlage Ihrer Kunden. Die Umfrage-
ergebnisse stehen den Mitgliedern der IT-Initiative kostenfrei zur Verfügung. 
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