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Tato bakalářská práce se zabývá analýzou stromu poruchových stavů (FTA) 
a určováním kritičností základních událostí v této analýze. 
V teoretické části je představena analýza stromu poruchových stavů, její historie vzniku, 
postupy při vytváření této analýzy, události a logická hradla. V druhé polovině teoretické části 
jsou popisovány výpočty kritičností základních událostí. 
V praktické části jsou uvedeny dva modelové příklady stromu poruch, na kterých jsou 
demonstrovány výpočty kritičností základních událostí (Birnbaumova funkce kritičnosti, 
kritičnost míry důležitosti, Fussel-Veselý, Barlow-Proschan).  
Klíčová slova: Analýza stromu poruchových stavů (FTA), Birnbaumova funkce 







This work presents fault tree analysis (FTA) and basic events criticalities determination 
of this analysis. The theoretical part presents a fault tree analysis, the history, procedures for 
making this analysis, events and logic gates. In the second half of the theoretical part basic 
events criticalities calculations are described.  
Practical part presents two examples of fault-tree on which criticalities of the basic 
events calculations are demonstrated (Birnbaum’s measure, Criticality measure of importance, 
Fussel-Vesely, Barlow-Proschan).  
Keywords: Fault Tree Analysis (FTA), Birnbaum’s measure, Criticality measure of 
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Tématem bakalářské práce je analýza stromu poruchových stavů. Úkolem této práce je 
popsat kroky při tvorbě této analýzy a hlouběji představit určení kritičností základních 
událostí. Budou představeny různé typy kritičností základních událostí, postupy jejich 
výpočtu a rozdíly mezi jednotlivými kritičnostmi. V praktické části budou na jednoduchém 
příkladu stromu poruchových stavů předvedeny výše zmíněné výpočty kritičností základních 
událostí, budou porovnávány mezi sebou a s výsledky vypočtenými spolehlivostním 
softwarem Item Toolkit. 
Jelikož při tvorbě této práce bylo čerpáno většinou z cizojazyčných zdrojů, které 
používají mezinárodní označení spolehlivostních veličin, rozhodl se autor tyto veličiny 
nepřepisovat podle českých norem. Hlavním důvodem je software Item Toolkit, který taktéž 
používá mezinárodní označení. Tímto by nemělo dojít ke zmatení čtenáře. Jedná se o veličinu 






2 Analýza stromu poruchových stavů - základní informace a postupy 
Fault tree analysis (FTA), jak se mezinárodně označuje analýza stromu poruchových 
stavů, je jedním z nástrojů oboru spolehlivosti. Jedná se o grafické vyobrazení poruchových 
stavů, které jsou různě pospojovány logickými hradly, směřujících k jedné vrcholové události. 
Proto se používá přirovnání ke stromu. Grafická vizualizace, jak bude níže vyobrazeno, 
skutečně připomíná strom. Podle charakteru dostupnosti vstupních dat a výstupních 
požadavků může být strom poruch analyzován kvalitativně nebo kvantitativně. Většinou je 
tato analýza aplikována na systémy, u nichž se vyžaduje vyhodnocení bezpečnosti jejich 
provozu. Jejím cílem je odhalit příčiny poruch a jejich kombinace vedoucí ke vzniku námi 
předem určené události (viz vrcholová událost), analyzovat možnosti vedoucí k zlepšení 
bezporuchovosti či pohotovosti systému. 
2.1 Historie analýzy FTA 
Analýza stromu poruchových stavů byla vytvořena a poprvé použita H.A. Watsonem 
v roce 1962, který pracoval pro společnost Bell Laboratories na armádní zakázce. Jednalo se 
o startovací řídicí systém mezikontinentální balistické rakety Minuteman 1. Analýza byla 
efektivní, a proto byla o rok později aplikována na celý systém projektu rakety Minuteman 2. 
Ve veřejné (komerční) sféře byla poprvé analýza FTA použita společností Boeing v roce 
1966, a to pro civilní letectví. Analýza FTA dokáže obsáhnout i složité systémy, používá se 






2.2 Norma ČSN EN 61025 
Analýza stromu poruchových stavů hodnotí poruchové stavy většinou technických 
zařízení, a to především zařízení, jejichž poruchy mohou mít fatální dopad na zdraví 
obyvatelstva či životní prostředí (letectví, jaderná energetika, atd.). Z tohoto a mnoha dalších 
důvodů bylo zapotřebí sjednotit postupy a terminologii této analýzy. Tak vznikla překladem 
evropské normy česká technická norma ČSN EN 61025. Předmětem této normy je popis FTA 
v podobě vymezení základních principů, popisu a vysvětlení příslušného matematického 
modelování, vztahů k dalším technikám modelování bezporuchovosti, popisu jednotlivých 
kroků při analyzování, identifikace aktivních členů, identifikace a popis používaných značek. 
2.3 Postup vytváření analýzy FTA 
Podle výše zmíněné normy, se postup analýzy FTA skládá ze sedmi kroků. Prvním 
krokem je vymezení předmětu a rozsahu analýzy. V tomto kroku se určuje hranice 
analyzovaného systému. Zde musí být analytici opatrní, aby omylem nevyloučili nějaký 
ovlivňující člen. Poté by mohly vznikat nepřesnosti. Druhým krokem je seznámení se 
s návrhem, funkcemi a provozem systému. Většinou kvůli velkému rozsahu systému provádí 
analýzu tým odborníků s různým zaměřením. Další kroky (vymezení vrcholové události, 
sestavení stromu poruchových stavů, analýza logiky, závěrečná zpráva, zpětná vazba) jsou 







Obrázek 1: Sedm kroků analýzy FTA 
2.4 Události analýzy stromu poruchových stavů 
V FTA analýze se rozlišují čtyři základní a další méně užívané typy událostí. Mezi 








Vrcholová událost, mezinárodně označovaná jako Top event, tvoří kořen celého stromu 
analýzy FTA. To znamená, že v jednom stromu může být pouze jedna vrcholová událost. 
Vrcholová událost je zpravidla porucha systému nebo nedostupnost definované funkce. 
Vrcholovou událostí může však být i vznik nebezpečí, např. pro životní prostředí či lidské 
zdraví. Aby nedocházelo k nejasným výsledkům FTA analýzy, musí být vrcholová událost 
definována jednoznačně. 
 
Obrázek 2: Vrcholová událost 
Mezilehlá událost 
Mezilehlá událost (intermediate event) je událost předcházející vrcholové události nebo 
událostem mezilehlým události vrcholové. Mezilehlá událost představuje stav určité 
komponenty systému nebo stav systému mající vliv na zkoumaný systém a jeho vrcholovou 
událost. 
 






Základní událost a dále nerozvíjená událost 
Základní událost je definována jako událost, která už dále není dělená na dílčí události, 
jelikož to není možné. Dále nerozvíjená událost, je událost, u níž další rozšíření není možné 
např. z důvodu nedostatku podrobnějších informací, anebo je to událost, jejíž strom 
poruchových stavů je zpracovaný v jiné analýze. 
 
Obrázek 4: Základní událost 
  






2.5 Logická hradla analýzy FTA 
Logická hradla analýzy FTA jsou v cizojazyčné literatuře označována jako gates. 
S termínem logické hradlo se nejčastěji setkáme v elektrotechnice a informatice. V analýze 
stromu poruchových stavů mají logická hradla v podstatě totožnou funkci jako ve 
zmíněných oborech. Logické hradlo spojuje nejčastěji dvě události, s nimiž realizuje předem 
danou logickou funkci, jejíž výsledek je předán na výstup. Existují však i logická hradla 
spojující více než dvě události např. výběrové hradlo. Nejpoužívanější logická hradla jsou 
hradla AND, OR a výběrové hradlo m z n. 
Logické hradlo AND 
Toto logické hradlo se dvěma vstupy a jedním výstupem je zcela ekvivalentní 
s binárním násobením dvou jednobitových čísel, kde log. 1 představuje poruchu. Aby nastala 
na výstupu porucha (tj. log. 1), musí do tohoto hradla vstoupit najednou dvě log. 1, což 
znamená na obou vstupech zároveň porucha. Z toho vyplývá, že AND se dá zobrazit jako 
paralelní zapojení dvou událostí. Pravděpodobnost, že na výstupu ANDu bude porucha, se 
vypočte vynásobením nepohotovostí vstupů tj. 21 OOI QQQ ⋅= . Existují i vícevstupé 
alternativy ANDu, u nichž počet vstupů může být libovolný. Logika u těchto alternativ však 
zůstává stejná jako u dvouvstupého ANDu. Další alternativou je hradlo NAND, což znamená 
negovaný AND. Stále však platí pravidlo, že co lze zapsat NANDy, lze zapsat ANDy.  
Tabulka 1: Pravdivostní tabulka AND 











Obrázek 6: Schématická značka AND, podle amerického standardu ANSI/IEEE 
Logické hradlo OR 
Dalším používaným hradlem o dvou vstupech a jednom výstupu je logické hradlo OR. 
Aby nastala vrcholová událost (log. 1) stačí, když alespoň na jednom vstupu ze dvou vstupů je 
log. 1 neboli porucha. OR se dá zobrazit jako sériové zapojení dvou událostí. 
Pravděpodobnost, že výstup bude v poruše, se vypočítá jako doplněk součinu pohotovostí 
vstupů ( )Q−1  tj. ( )[ ])1(11 21 OOI QQQ −⋅−−= . Stejně jako u hradla AND i zde existují další 
alternativy hradla OR, např.: NOR (negovaný OR), XOR (exkluzivní OR), XNOR (negovaný 
exkluzivní OR). 
Tabulka 2: Pravdivostní tabulka OR 











Obrázek 7: Schématická značka OR, podle amerického standardu ANSI/IEEE 
Výběrové hradlo m z n 
Výběrové hradlo m z n má tři a více vstupů. Událost (porucha) na výstupu nastane 
tehdy, když alespoň m vstupů z n celkových vstupů se ve stejný čas vyskytuje v poruchovém 
stavu. Výběrové hradlo m z n se používá pro zálohování funkcí systému, zvyšuje celkovou 
spolehlivost systému. Pokud všechny vstupy mají stejnou pravděpodobnost výskytu 























Obrázek 8: Schématická značka majoritního hradla m z n, podle amerického standardu ANSI/IEEE 
2.6 Kvalitativní analýza FTA 
Kvalitativní analýza FTA se provádí pomocí kritických cest neboli kritických řezů 
(cut set), konkrétněji pomocí minimálních kritických řezů (minimal cut set). Termínem 
kritického řezu je označena množina základních událostí, které při souběhu vyvolají 
vrcholovou událost. Z této definice je odvozena definice minimálního kritického řezu. Je to 
minimální množina poruchových stavů, při kterých ve stejný okamžik nastane vrcholová 
událost. Určení kritických řezů, následně i minimálních kritických řezů, může být 
u rozsáhlých systémů časově náročné, proto je vhodné použít specializovaný software. 
2.7 Kvantitativní analýza FTA 
Kvantitativní analýza stromu poruchových stavů je aplikovatelná jen tehdy, pokud jsou 
k dispozici vybrané spolehlivostní ukazatele k základním událostem vyskytujícím se ve 
stromu poruchových stavů. Těmito ukazateli jsou míněny pravděpodobnost poruchového 
stavu, střední doba do poruchy (MTBF), intenzita poruch (λ), doba do obnovy, nepohotovost 
atd. Jakmile jsou k dispozici údaje o spolehlivosti základních událostí, je možno postupně 






První metodou je metoda přímého výpočtu. Jak už název napovídá, postupuje se 
jednotlivě od základních událostí až po událost vrcholovou. Druhá metoda je metoda 
minimálních kritických řezů. Zde se vezmou všechny kritické řezy a společně se propojí 
v blokovém diagramu, z tohoto diagramu se poté vypočítá pravděpodobnost vzniku vrcholové 
události. Třetí metodou je metoda Monte Carlo. Tato dynamická metoda je založená na 
opakování pokusů, při níž pravděpodobnost vypočtená touto metodou konverguje při 
dostatečném počtu pokusů k pravděpodobnosti skutečné. 
2.8 Závěrečná zpráva analýzy 
Podle normy závěrečná zpráva nemá žádný předepsaný formát. Měla by však vždy 
obsahovat určité položky. Jako v jiných závěrečných zprávách i zde musí být uveden předmět 
a cíle analýzy, popis analyzovaného systému, seznam pracovníků podílejících se na analýze. 






2.9 Určení přijatelnosti vrcholové události 
S pojmem kritičnost je možné se setkat především v oboru hodnocení rizik. 
Je definována jako součin důsledku poruchy a pravděpodobnosti vzniku poruchy. Kritičnost 
je využívána také v matici rizika (nebo matici kritičnosti), kde je rozhodováno o přijatelnosti 
rizika. 
 
Obrázek 9: Matice rizika 
Na předchozím obrázku byl vytvořen příklad matice rizika. Důsledky (D) byly 
rozděleny do tří kategorií: méně závažný, kritický a katastrofický. Tyto důsledky byly 
kvantifikovány stupni 1 (méně závažný) až 3 (katastrofický). Stejný postup byl proveden 
u frekvence (f). Kategorií může být více, jinak pojmenované i jinak kvantifikované. To záleží 
na analyzovaném systému a na pracovnících provádějících analýzu. V některých případech 
jsou kategorie a jejich kvantifikace určeny dokumentem (např.: směrnicí, normou, zákonem, 
atd.). Červeně jsou v matici označené nepřijatelné kritičnosti. Pro stanovení rozsahu přijatelné 







3 Analýza stromu poruchových stavů - míra důležitosti 
Míra důležitosti (Importance measures) vyjadřuje, jakou mírou se každá událost 
systému podílí na vrcholové (poruchové) události systému. Je to závislost vrcholové události, 
jako celkové poruchy analyzovaného systému, na jednotlivých základních a mezilehlých 
událostech. U těchto událostí je potřeba znát kvantitativní údaje o spolehlivosti 
např. nepohotovost, pravděpodobnost poruchy, dobu do obnovy atd. Míra důležitosti sděluje 
informace o citlivosti vrcholové události na poruchy základních událostí. Míra důležitosti se 
dělí na deterministickou a stochastickou. Stochastická míra důležitosti se pak dále dělí na 
pohotovostní a spolehlivostní.  
3.1 Deterministická míra důležitosti  
Deterministická míra důležitosti (Deterministic importance measures) nepočítá s žádnou 
mírou pravděpodobnosti, což se samo o sobě dá považovat za méně přesné než 





I = , kde AN  představuje počet stavů události A, kdy tato událost je v provozu 
neschopném stavu, CN pak celkový počet stavů pro (n-1) zbylých komponent.  




=AI , za předpokladu dvoustavového systému, přičemž jeden je kritický 
(provozu neschopný) a počet zbylých stavů jsou zbylé dva stavy komponenty B. Obdobným 









3.2 Stochastická míra důležitosti - pohotovostní 
Birnbaumova funkce kritičnosti  
Birnbaumova funkce kritičnosti (Birnbaum’s measure) je pravděpodobnost vzniklá 
rozdílem dvou dílčích pravděpodobností. První )1( iSYSQ  je pravděpodobnost, že systém je 
v poruchovém stavu, když je v poruše komponenta i . Od této pravděpodobnosti je odečtena 
druhá )0( iSYSQ . To je pravděpodobnost, že systém je v poruchovém stavu, i přestože 
komponenta i  není v poruše. Birnbaumova funkce kritičnosti je definována jako 
pravděpodobnost toho, do jaké míry je i -tá komponenta kritická pro selhání systému. 
Pravděpodobnost iG , jak se označuje Birnbaumova funkce kritičnosti, se vyjádří takto:  
)0()1( iSYSiSYSi QQG −=   
Pro sériově zapojené komponenty A a B platí : 
BABASYS qqqqQ −+=  
BBA qqQ −+=1)1(  
BA qQ =)0(  






Pro paralelně zapojené komponenty A a B platí : 
BASYS qqQ =  
BA qQ =)1(  
0)0( =AQ  
BA qG =  
Výše uvedeným způsobem se dá odvodit, jak by vypadalo GA například pro systém dva 
ze tří. Kde: CBACBCABASYS qqqqqqqqqQ 2−++=  
 
Obrázek 10: Grafické odvození QSYS pro systém 2 ze 3 
Aplikací booleovké algebry na vzorec pro získání Birnbaumovy funkce kritičnosti 














Kritičnost míry důležitosti  
Kritičnost míry důležitosti (Criticality measure of importance) je pravděpodobnost, že 
se systém nachází v kritickém stavu a zároveň s tím je komponenta i  v poruše. Výpočet 












Kde ))(( tqGi  je Birnbaumova funkce kritičnosti komponenty i . )(tqi  je nepohotovost 
komponenty i . )(tQSYS nepohotovost systému. 
Takže v sériovém zapojení dvou komponent A a B se kritičnost míry důležitosti pro 











U paralelního zapojení dvou komponent A a B se kritičnost míry důležitosti pro 













Míra důležitosti Fussel-Veselý 
Míra důležitosti podle metody Fussell-Veselý (Fussell-Vesely measure of importance) 
je podíl pravděpodobnosti vzniku poruchy sjednocením minimálních kritických řezů 











Sériové zapojení dvou komponent A a B má dva minimální kritické řezy {A}{B}, avšak 
komponentu A, pro níž zkoumáme míru důležitosti Fussel-Veselý, obsahuje pouze ten první.  
Výpočet míry důležitosti Fussel-Veselý komponenty A pro sériové zapojení komponent A a B 









Paralelní  zapojení dvou komponent A a B má pouze jeden minimální kritický řez {AB} 
a ten obsahuje komponentu A, takže míra důležitosti Fussel-Veselý pro komponentu A 













3.3 Stochastická míra důležitosti - spolehlivostní 
Intenzita nepodmíněné poruchy systému 
Aby systém selhal musí být v kritickém stavu pro některou z událostí a poté selhává 
i tato událost. Intenzita nepodmíněné poruchy (Unconditional Failure Intensity) pro 
komponentu i  je vyjádřena takto: dttwtqG ii )())(( ⋅ . Součtem všech intenzit nepodmíněných 
poruch komponent je získána intenzita nepodmíněné poruchy systému pro poslední 
vyskytující se událost, tudíž i pro celý systém: 
∑ ⋅=
i
iisys twtqGw )())((  
Zde se opět vyskytuje Birnbaumova funkce kritičnosti v součinu s )(twi , což je 
intenzita nepodmíněné poruchy komponenty. Intenzita nepodmíněné poruchy komponenty je 
definována jako pravděpodobnost výskytu poruchy za jednotku času. Pokud není intenzita 
nepodmíněné poruchy základní události známa, může se vypočíst pomocí 
intenzity poruch )(tλ  a nepohotovosti )(tQ  dané základní události, a to následujícím 
způsobem: [ ])(1)()( tQttw −⋅= λ . Z intenzity nepodmíněné poruchy systému vychází další 






Předpokládaný počet poruch systému 
Jak už samotný název napovídá, tato veličina udává předpokládaný počet poruch 
systému (Expected Number of System Failures). Předpokládaný počet poruch systému je 














ii duuwuqGttW  
Barlow-Proschanova míra důležitosti iniciátoru  
Posledním souvisejícím ukazatelem ze skupiny pohotovostní stochastické míry 
důležitosti  je Barlow-Proschanova míra důležitosti iniciátoru (Barlow-Proschan Measure of 
Initiator Importance). Iniciátor je iniciační událost, která vyvolá pád systému. Vychází 
z předpokládaného počtu poruch systému a z intenzity nepodmíněné poruchy systému. 
Barlow-Proschanova míra důležitosti iniciátoru je pravděpodobnost, že v intervalu ),0( t  

















4 Analýza stromu poruchových stavů - určení kritičností – aplikace 
Tato práce měla za úkol dle původního zadání aplikovat výše uvedené postupy na 
vybrané funkce z jaderné energetiky. Zjištěný rozsah stromů poruch příslušících k daným 
funkcím je však natolik rozsáhlý, že by výpočet bylo možné provést pouze pomocí softwaru 
bez kontroly vlastním výpočtem. Z tohoto důvodu byly navrženy jednodušší modelové úlohy, 
na kterých se postupy popsané v teoretické části práce vhodným způsobem ověřily. 
4.1 Spolehlivostní software ITEM 
O společnosti ITEM software 
ITEM software je společnost s celosvětovou působností zabývající se softwarem pro 
spolehlivostní inženýrství. Společnost vznikla v roce 1984, kdy vytvářela software pro 
ministerstvo obrany Velké Británie. Jednalo se o software pro záznam a správu knihoven 
elektronických součástek a zařízení, který se řídí podle normy Military handbook 
(MIL HDBK-217) vydané ministerstvem obrany USA. Od této doby ITEM software 
poskytuje svoje služby v oblasti inženýrství RAMS (Reliability, Availability, Maintainability, 
Safety – Spolehlivost, pohotovost, udržovatelnost, bezpečnost) i pro firmy zabývající se 
letectvím, jaderným průmyslem, obranou, telekomunikacemi. 
 






4.2 Příklad 1  
Popis systému v příkladu 1 
V tomto stromu poruchových stavů je zkoumána vrcholová událost Odstavení bloku. 
Vrcholová událost Odstavení bloku je zálohovaná výběrovým hradlem 2 ze 3 obvodů. Jestli 
nastane porucha obvodu, závisí na dvou základních událostech propojených logickým 
hradlem AND. Obvody 1 až 3 jsou totožné. Do softwaru Item byla zadána nepohotovost  
1,0=Q (software Item používá značení podle americké normy) a intenzita poruchy 001,0=w  
pro všechny základní události (porucha karty 1 až 3, porucha elektromotoru 1 až 3). 





















































































































































































































































































































































Výpočet nepohotovosti obvodu 1 ( IQ ) 
Nepohotovost obvodu 1 (stejně tak i nepohotovosti obvodu 2 a 3) se vypočte 
01,01,01,0 =⋅=⋅= EKI QQQ , kde KQ  je nepohotovost karty a EQ  je nepohotovost 
elektromotoru.  
Výpočet nepohotovosti celého systému ( CQ ) 



































Birnbaumova funkce kritičnosti ( 1KG ) 
1Kq  – nepohotovost karty 1. obvodu (např. 3Eq  je nepohotovost elektromotoru 3. 
obvodu) 










)1( 1KQ  – pravděpodobnost, že systém je v poruchovém stavu, když je v poruše 
komponenta 1K  






)0( 1KQ  – pravděpodobnost, že systém je v poruchovém stavu, i přestože komponenta 
1K  není v poruše 
33221)0( EKEKK qqqqQ =  




−−− ⋅=−⋅=−= KKK QQG  




I  – pravděpodobnost, že se systém nachází v kritickém stavu a zároveň s tím je 


























 je sjednocení všech minimálních kritických řezů, které obsahují Poruchu 
karty 1. 












































Barlow-Proschanova míra důležitosti iniciátoru ( 1KINI ) 

















































1KINI  –  pravděpodobnost, že v intervalu ),0( t  způsobí pád systému iniciační 

























Tabulka 4: Tabulka kritičností ITEM - příklad 1 
 
V tabulce (Tabulka 4: Tabulka kritičností ITEM - příklad 1) jsou uvedeny výsledky 
kritičností z programu ITEM Toolkit. Výsledky Birnbaumovy funkce kritičnosti (Marginal) 
a kritičnosti míry důležitosti (Diagnostic) se shodují s výsledky vypočtenými výše. Míra 
důležitosti Fussel-Veselý je rozdílná. V této práci je uveden postup nalezený v odborné 
literatuře a tento stejný postup je uveden i v nápovědě programu. Naproti tomu v příkladu 2 
nevznikají žádné rozdíly mezi hodnotou vypočtenou v této práci a v ITEM Toolkit. U Barlow-
Proschanovy míry důležitosti software ITEM nemá uvedený postup výpočtu této veličiny pro 
analýzu stromu poruchových stavů. Avšak podle literatury je výše uvedený výpočet korektní. 






4.3 Příklad 2 
Popis systému v příkladu 2 
Stejně jako v příkladu 1 i v tomto stromu poruchových stavů je zkoumána vrcholová 
událost Odstavení bloku. Vrcholová událost Odstavení bloku je zálohovaná výběrovým 
hradlem 2 ze 3 obvodů. To, jestli nastane porucha obvodu, závisí na dvou základních 
událostech propojených logickým hradlem OR. Obvody 1 až 3 jsou totožné. Do softwaru Item 
byla zadána nepohotovost 1,0=Q  (software Item používá značení podle americké normy) 
a intenzitu poruchy 001,0=w  pro všechny základní události (porucha karty 1 až 3, porucha 
























































































































































































































































































































































Výpočet nepohotovosti obvodu 1 ( IQ ) 
Nepohotovost obvodu 1 (stejně tak i nepohotovosti obvodu 2 a 3) se vypočte 
( )[ ] ( )[ ] 19,0)1,01(1,011)1(11 =−⋅−−=−⋅−−= EKI QQQ , kde KQ  je nepohotovost karty 
a EQ  je nepohotovost elektromotoru. 
Výpočet nepohotovosti celého systému ( CQ ) 



































Birnbaumova funkce kritičnosti ( 1KG ) 
1Kq  – nepohotovost karty 1. obvodu (např. 3Eq  je nepohotovost elektromotoru 3. 
obvodu).  



























)1( 1KQ  – pravděpodobnost, že systém je v poruchovém stavu, když je v poruše 

















)0( 1KQ  – pravděpodobnost, že systém je v poruchovém stavu, i přestože komponenta 






















1KG  – pravděpodobnost toho, do jaké míry je komponenta 1K  kritická pro selhání 
systému 
27702,006688,03439,0)0()1( 111 =−=−= KKK QQG  




I  – pravděpodobnost, že se systém nachází v kritickém stavu a zároveň s tím je 


























 je sjednocení všech minimálních kritických řezů, které obsahují Poruchu 
karty 1. 














































Barlow-Proschanova míra důležitosti iniciátoru 
Jelikož vyjádření Barlow-Proschanovy míry důležitosti iniciátoru pomocí nepohotovostí 
základních událostí by bylo značně rozsáhlé, bude zde použito obecnější vyjádření. 




















































































1KINI  –  pravděpodobnost, že v intervalu ),0( t  způsobí pád systému iniciační 




































Tabulka 6: Tabulka kritičností ITEM - příklad 2 
 
V tabulce (Tabulka 6: Tabulka kritičností ITEM – příklad 2) jsou uvedeny výsledky 
kritičností z programu ITEM Toolkit. Výsledky Birnbaumovy funkce kritičnosti (Marginal) 
a kritičnosti míry důležitosti (Diagnostic) se shodují s výsledky vypočtenými výše. Míra 
důležitosti Fussel-Veselý je shodná, i když tomu tak nebylo v příkladu 1. U Barlow-
Proschanovy míry důležitosti software ITEM nemá uvedený postup výpočtu této veličiny pro 
analýzu stromu poruchových stavů. Podle výpočtu softwaru ITEM je hodnota stejná jako 






Tabulka 7: Srovnání příkladů 
 Příklad 1 (AND) Příklad 2 (OR) 
CQ  
41098,2 −⋅  094582,0  
1KG  
31098,1 −⋅  27702,0  
1MCKI  66442953,0  29288871,0  
1FVKI  667785234,0  36359984,0  
1INKI  661,0  661,0  
 
5 Závěr 
V této práci byla představena analýza stromu poruchových stavů FTA, její postupy 
a pravidla, kterými se řídí. Dále bylo představeno určování kritičností základních událostí 
v této analýze, druhy kritičností a výpočty. Je to jeden z mála česky psaných dokumentů 
věnující se tomuto tématu a mohl by tedy sloužit jako výukový text či jako „odrazový 






V praktické části byly poznatky z teoretické části aplikovány na dvou modelových 
příkladech. V tabulce (Tabulka 7: Srovnání příkladů) byly proti sobě postaveny výsledky 
z příkladu 1 a z příkladu 2. Systém ve druhém příkladu má vyšší nepohotovost, což plyne už 
ze samotné podstaty hradla OR, jehož poruchu na výstupu vyvolá alespoň jedna porucha na 
vstupu. Birnbaumova funkce kritičnosti je opět vyšší u příkladu 2, protože komponenty 
spojené hradlem OR jsou pro celý systém více kritické, než je tomu u hradla AND.  
U kritičnosti míry důležitosti je vypočtena vyšší hodnota u prvního příkladu. Když se 
systém porouchá, tak je u prvního příkladu pravděpodobné, že musí být v poruše komponenta 
K1 (karta v obvodu jedna). To vyplývá i z tabulky minimálních kritických řezů (Tabulka 3: 
Minimální kritické řezy - příklad 1). Naopak u druhého příkladu porucha karty prvního 
obvodu nemusí být nutně příčinou pádu systému. Stejné vysvětlení jako u kritičnosti míry 
důležitosti se použije i pro míru kritičnosti metodou Fussel-Veselý, která se vypočítá právě 
pomocí minimálních kritických řezů.  
Barlow-Proschanova míra důležitosti iniciátoru vyšla v obou příkladech stejná, protože 
všechny základní události měly stejnou nepohotovost a intenzitu poruchy, čehož bylo využito 
při zjednodušení výpočtů. Pokud by byly v příkladu 2 pro každou základní událost zadány 
různé hodnoty, byl by výpočet Barlow-Proschanovy míry důležitosti iniciátoru už 
i u takového systému velice rozsáhlý. Právě proto se výpočty kritičností základních událostí 
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