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Resumen  
En esta tesis se investiga y complementa el diseño, desarrollo y funcionamiento de la 
comunicación corporal por acoplamiento galvánico, además de orientar este tipo de 
comunicación corporal a aplicaciones de seguridad, junto con realizar el análisis, 
evaluación y diseño de un sistema complementario de autenticación de usuarios a través 
de la huella dactilar y el envío de un código de autenticación personal para cada usuario 
que utilice este este tipo de tecnología. Para poder concretar el funcionamiento se 
realizaron diferentes pruebas en el modelo de comunicación corporal por acoplamiento 
galvánico, a través de ellos se puede observar el rango de frecuencias, comprobar el 
ancho de banda adecuado, así como también verificar la conductividad del cuerpo 
humano. De esta forma se puede obtener un modelo de autenticación de usuarios más 
seguro, confiable y sencillo para los usuarios.  
Además de ello se analizó, diseñó e implementó el método del doble anillo para poder 
limitar la propagación de la señal transmitida a una sola parte del cuerpo, en este caso 
se limitó la señal solo al dedo índice de la mano derecha que se coloca en el detector de 
huella dactilar que actualmente se utiliza las instituciones para realizar el registro de cada 
uno de los usuarios o personal que en ellas trabajan, de esta forma se obtiene la señal 
transmitida en una parte del cuerpo, y así se evita que se propague la información hacia 
otras partes del cuerpo humano. También en el proceso de investigación se vio que el 
método de comunicación corporal por acoplamiento galvánico excluye la emisión de 
campos electromagnéticos, debido al poco voltaje inducido en el cuerpo, lo cual reduce 
la posibilidad del hurto de la información.  
Abstract  
This thesis investigates and complements the design, development and operation of 
body communication through galvanic coupling, as well as orienting this type of body 
communication to safety applications, together with the analysis, evaluation and design 
of a complementary authentication system users through the fingerprint and sending a 
personal authentication code for each user use this type of technology. In order to 
complete the operation, various tests were carried out on the body communication 
model by the galvanic coupling, through which the frequency range can be observed, 
the appropriate bandwidth can be checked, as well as the conductivity of the body. This 
way you can get a more secure, reliable and simple users authentication model for users.  
In addition, the double ring method was analyzed, designed and implemented to limit 
the propagation of the transmitted signal to a single part of the body, in this case the 
signal was only limited to the index finger of the right hand that is placed in the 
fingerprint detector that is currently used by institutions to perform the registration of 
each of the users or personnel who work in them. The transmitted signal is obtained in 
a part of the body, thus preventing propagation of the information to other parts of the 
body. Also in the research process it was seen that the method of body communication 
by galvanic coupling excludes the emission of electromagnetic fields, due to the little 
voltage induced in the body, which reduces the possibility of information theft for them.  
 
