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ABSTRAK
Dinas Komunikasi dan Informasi Kota Pekalongan salah satu tujuannya menjamin keamanan informasi
organisasi pemerintah kota Pekalongan. Berdasarkan hasil penelitian yang dilakukan masih terjadi
kehilangan data informasi karena proses back-up data tidak dilakukan secara berkala dan juga kehilangan
informasi yang disebabkan virus atau malware. Maka diperlukan analisis tata kelola TI terkait proses
pengelolaan keamanan informasi yang berguna untuk meningkatkan keamanan informasi organisasi. Hasil
analisa tata kelola akan menghasilkan temuan dan strategi perbaikan yang dapat digunakan organisasi
sebagai rujukan untuk meningkatkan pengelolaan TI dalam aspek keamanan informasi agar dapat
mendukung tujuan organisasi dengan baik. Dari permasalahan tersebut maka akan dilakukan analisa
menggunakan metode COBIT 5 domain DSS07 dengan mengumpulkan informasi pendukung melalui studi
dokumen, wawancara, kuisioner. Proses selanjutnya akan dilakukan analisa untuk mengetahui nilai tingkat
kapabilitas proses. Hasil analisa nilai tingkat kapabilitas proses diperoleh hasil yaitu 77,18% atau sebanding
dengan 2,89 dengan status Largely Achieved, yang berati level kapabilitas proses saat ini ada pada level 2
dimana panduan dan prosedur dari pengelolaan keamanan informasi masih belum sepenuhnya dikelola
dengan baik. Untuk mencapai level kapabilitas proses 3. Diskominfo dapat melakukan strategi perbaikan
yang dilakukan secara bertahap pada proses atribut level 1 hingga level 3.
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ABSTRACT
Dinas Komunikasi dan Informasi Pekalongan city is to ensure that the  informations of the government of
pekalongan city are save. Based on undergo research there are still a few data that lost because of
un-periodic back-up activity, and also caused by virus or malware. So, it needs an IT analysis to make sure
the informations of  the government are save.  The result of these analysis would be a repairing strategies to
the problem that could be used by Dinas Komunikasi dan Informasi  Pekalongan city as a reference to
increase IT management that can support organization's objectives. As stated above, the analysis will be use
COBIT 5 domain DSS07 method, by collecting supportive information from documents, interviews, and
questioners. The next analysis will be conducted to know the value of process capability. The analysis
obtained a result of 77,18% which can be comparable to 2,89 with "largely achieved" status. It means that
capability process are at level 2, that is not well managed. to reach level 3 , Departement of information and
communication of Pekalongan city may conduct a periodic repairing process in stages from level 1 until level
3. 
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