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and Accountability Act of 1996 （HIPAA; Pub.
L.104–191）」が制定され，さらに，2009年の「ア
メリカ復興・再投資法（American Recovery and 
Reinvestment Act of 2009（ARRA; Pub.L.111–5）」
の一部に HIPAA 法を拡張した「経済的および臨
床的健全性のための医療情報技術に関する法律
（Health Information Technology for Economic 


































































Breach submission date : 2013/1/1- 2015/12/31 
Covered Entity Type : Healthcare Provider 
Web Description :  
US Department of Health and 
Human Services
HITECH
500 PHI Protected 
Health Information
※　US Department of Health and Human Services.




































































































































































フィッシング 従業員が，フィッシングメールに応答してしまい，PHI を開示（暴露）してしまった． 2014（KY）














※1　ePHI: electronic protected health information








































※3　 アメリカでは有体物，無体物に限らず ID 情報となるが，ここでは，不正取得した情報の移転，使用，所持といっ
た犯罪に関連した行為があったものを不正アクセスの「identity theft 関連」とし，財物に対するもので identity 
theft 以外のものを「盗難」とした．
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た「Identity Theft and Assumption Deterrence 
Act of 1998（Pub.L.105-318）」，2004年に制定され
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