






























































P = { 1 , 2 , 3 , 4 , 5 ,・・} 
なぜ基本的かというと、自然数は素数の積に分
解されるからである。 




































































かる（図-１）。   
 
      図-1：素数定理を実測値で検証   
  





















この式は s＞1の場合のみ収束する。ｓ≤ 1 では




























  （第一積分表示） 































































これによりζ(s)の零点は s ＝－2、－4、－6 ・・・
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∑ は𝜌 ゼータ関数の零点（ζ(ρ)＝0 ）の和。  
𝐿𝑖(𝑥)は対数積分で 





   。 
μ(m)はメビウス関数と呼ばれ 
   μ(m)＝{
   1 ⋯ mは偶数個の相異なる積または1
−1 ⋯ mは奇数個の相異なる積    































































































鍵 A と解読する鍵 B である。これの長所は鍵 A
が分かっても暗号が解読できないということであ
る。（図-4参照） 

















































   x𝑝−1 ≡ 1 (𝑚𝑜𝑑 𝑝) 
（x 𝑚𝑜𝑑 y：xを yで割った余り） 」 
オイラーはこの定理を更に一般化し、n = p×q （p、
q素数）の二次元上でφ(n) = (p－1)×(q－1)とす
ると 
                    xφ(n) ≡ 1 (𝑚𝑜𝑑 n) 
を証明した。一般に 𝑎𝑏 = 𝑐 ( 𝑚𝑜𝑑 n ) において
 a𝑏  から cを求めるのは簡単であるが、aと cから












 図-5：暗号化システムRSAの仕組み (文献6) 





その積n = p×q を公開鍵の 1つとする。 
(2) オイラーの関数φ(n) ＝ (p－1)×(q－1)と素
な数m (1以外の約数を持たない）を公開する。 
(3) m×k ＝ 1 ( 𝑚𝑜𝑑 φ(n) ) なるkを求める。 
m、nは公開鍵でp、q、kは秘密鍵となる。 
ユーザー側のパソコンで xを暗号化し yを作成。 
(4) xm ≡ 𝑦 (𝑚𝑜𝑑 𝑛) で暗号化する。計算は簡単
であるが、y → x の復元は難しい。         
（m回シャッフルしてカードを隠す） 
(5) 管理者側で秘密鍵kを使って y → xに復元。         
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