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Pravni ureditvi EU in ZDA se na področju varstva osebnih podatkov močno razlikujeta. Medtem ko 
je v EU vzpostavljen eden najbolj zaščitnih sistemov, kjer pravica do varstva osebnih podatkov 
predstavlja eno izmed temeljnih pravic, je v ZD1A varstvo osebnih podatkov še vedno bolj ali manj 
neurejeno področje. Kljub vsemu pa sta njuni gospodarstvi povezani do te mere, da ob vedno večji 
uporabi storitev svetovnega spleta brez čezatlantskih prenosov osebnih podatkov preprosto ne gre. 
Zato obstajajo različni mehanizmi, kot so sklepi o ustreznosti, standardne pogodbene klavzule in 
zavezujoča poslovna pravila, ki se osebnim podatkom iz EU trudijo zagotoviti ustrezno raven varstva 
tudi v ZDA. Do nedavnega se je daleč največ podatkov prenašalo na podlagi sheme Varnega pristana, 
potrjene z odločbo o ustreznosti iz leta 2000, a 15 let kasneje je Sodišče Evropske unije v zadevi 
Maximillian Schrems proti Data Protection Commissioner to shemo spoznalo kot neustrezno in 
odločbo razveljavilo. Sodba je predstavljala pričakovan odgovor na razkritja Edwarda Snowdena o 
programih množičnega nadzora, ki jih uporabljajo ameriške obveščevalne službe, ki lahko na tak 
način neovirano dostopajo do osebnih podatkov iz EU, prenešenih v podjetja na območju ZDA. 
Shemo Varnega pristana je tako nadomestil nov sporazum, imenovan Zasebnostni ščit EU-ZDA. Po 
eni strani ta sporazum odraža velik napredek v smeri učinkovitega varstva osebnih podatkov, po drugi 
pa ameriškim obveščevalnim službam z določenimi omejitvami še zmeraj dopušča dostop do osebnih 
podatkov iz EU. Če se bo Zasebnostni ščit EU-ZDA uveljavil tudi v praksi, bo pokazal čas. Prva 
izziva bosta nedvomno presoja njegove ustreznosti s strani enega izmed sodišč EU ter začetek 
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Approaches to data protection in the legal orders of EU and US are significantly different from each 
other. EU has established one of the most protective legal data protection systems in the world where 
right to data protection is considered to be a fundamental right whereas in the US data protection is 
still barely even regulated. However, its economies are, especially with increased use of internet 
services, connected to the point where transatlantic data transfers represent an everyday necessity. 
Therefore there are many mechanisms established, such as adequacy decisions, standard contract 
clauses and binding corporate rules, that seeks to enable an adequate level of data protection in the 
US. Until recently, the largest amount of data had been transferred on the basis of Safe Harbour 
framework, established by adequacy decision in 2000, which was 15 years later declared invalid by 
European Court of Justice in the case Maximillian Schrems v Data Protection Commissioner. The 
judgment was a response to the Edward Snowden’s revelation regarding mass surveillance programs, 
used by American intelligence services. The latter had an unlimited access to EU data, transferred to 
and stored in companies, located within the US territory. Therefore Safe Harbour framework was 
replaced by new agreement called EU-US Privacy Shield. On one hand, this agreement reflects a 
massive progress towards more effective data protection. On the other hand however, under certain 
limitations American intelligence services are still able to access the EU data. The effectiveness of 
the EU-US Privacy Shield in practice can be determined only by time. First challenges will 
undoubtedly be judicial review by one of the EU courts and the compliance with the legislation of 
EU data protection reform. 
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Razsežnosti problematike varstva osebnih podatkov sem se zavedela šele pred nekaj leti, ko sem med 
študijsko izmenjavo na pravni fakulteti Univerze v Leidnu na Nizozemskem začela obiskovati 
predavanja pri predmetu Cyberspace and Cyberlaw. Nekaj mesecev kasneje so bili svetovni mediji 
polni razkritij Edwarda Snowdena, ki sta jim sledili še sodbi v zadevah Digital Rights Ireland z 
razveljavitvijo retencijske direktive in Google Spain s pravico do pozabe. 
Med razmišljanjem, o čem naj pišem svojo magistrsko nalogo, sem se zato precej nagibala k nečemu, 
povezanim s pravom varstva osebnih podatkov, in prav oktobra 2015, ko je napočil rok za prijavo 
teme, je prišla odmevna sodba v zadevi Maximilliam Schrems proti Data Protection Commissioner. 
Tako sem se odločila pisati o tem in ker je bila razveljavljena shema imenovana Varni pristan, sem 
svojo magistrsko nalogo naslovila “Varstvo osebnih podatkov v nevarnem pristanu EU in ZDA”. Ker 
pa je šlo za zelo aktualno problematiko, je bila čez slabo leto, ko sem se z nalogo dejansko tudi začela 
ukvarjati, situacija na tem področju že precej drugačna. Varni pristan je nadomestil Zasebnostni ščit 
EU-ZDA in v EU je bila sprejeta reforma zakonodaje varstva osebnih podatkov. Nekaj časa sem se 
igrala z mislijo, da bi zaradi neaktualnosti (ne)varnega pristana naslov spremenila v “Varstvo osebnih 
podatkov ob iznosu v ZDA” ali nekaj podobnega, a sem se nazadnje odločila, da naslov ostane, kot 
je bil prvotno zamišljen. V nalogi namreč obravnavam tok dogodkov in spremembe, ki jih je sprožila 
prav shema Varnega pristana s svojimi pomanjkljivostmi, ki še zmeraj niso v celoti odpravljene. Tako 
Varni pristan na nek način še zmeraj ostaja osrednja problematika naloge. 
V osnovi se bom osredotočila na težave, ki nastanejo ob prenosu osebnih podatkov med različnimi 
pravnimi redi, natančneje med EU in ZDA. Pravna ureditev na področju varstva osebnih podatkov v 
EU se namreč močno razlikuje od tiste v ZDA. Medtem ko je v EU vzpostavljen eden najbolj 
zaščitnih sistemov, kjer pravica do varstva osebnih podatkov predstavlja eno izmed temeljnih pravic, 
je v ZDA varstvo osebnih podatkov še zmeraj bolj ali manj neurejeno področje, ki se obravnava 
pretežno v okviru potrošniškega prava. Zanemariti ne gre tudi dejstva, da je v ZDA po 11. septembru 
varnost postala nesporna politična prioriteta. 
Kljub vsemu pa sta gospodarstvi EU in ZDA povezani do te mere, da ob vedno večji digitalizaciji in 
tehnološkemu napredku brez čezatlantskih prenosov osebnih podatkov preprosto ne gre. Zato so  bili 
vzpostavljeni različni mehanizmi, kot so sklepi o ustreznosti, standardne pogodbene klavzule in 
zavezujoča poslovna pravila, preko katerih se poskušajo premostiti kulturne in politične razlike v 
razumevanju varstva osebnih podatkov ter osebnim podatkom iz EU zagotoviti ustrezno raven 
varstva tudi na ozemlju ZDA. Do nedavnega se je daleč največ podatkov prenašalo na podlagi sheme 
Varnega pristana iz leta 2000, ki jo je z odločbo o ustreznosti na podlagi Direktive Evropskega 
parlamenta in Sveta 95/46/ES z dne 24. oktobra 1995 o varstvu posameznikov pri obdelavi osebnih 
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podatkov in o prostem pretoku takih podatkov (v nadaljevanju Direktive 95/46) potrdila Evropska 
komisija. Shema Varnega pristana je imela mnoge pomanjkljivosti, a celotna razsežnost le-teh se je 
pokazala šele po odmevnih razkritjih Edwarda Snowdena. Kljub temu da je bilo vsem jasno, da so 
spremembe nujne, je bil Varni pristan spoznan za neustreznega šele oktobra 2015 s sodbo SEU v 
zadevi Maximilliam Schrems proti Data Protection Commissioner. 
V nalogi bom najprej predstavila pravico do varstva osebnih podatkov na splošno in veljavno 
zakonodajo EU s tega področja. Sledile bodo osnove čezmejnega prenosa osebnih podatkov, pravna 
ureditev varstva osebnih podatkov v ZDA in različne možnosti čezatlantskega prenosa osebnih 
podatkov. Nato se bom osredotočila na sprejetje odločbe o ustreznosti, s katero je bila potrjena shema 
Varnega pristana, pomanjkljivosti te ureditve ter niz dogodkov, ki je pripeljal do razveljavitve 
odločbe s strani Sodišča Evropske unije. Analizirana bo tudi sodba v zadevi Maximilliam Schrems 
proti Data Protection Commissioner ter njene pravne in dejanske posledice. V zadnjem delu bo 
predstavljen nov sporazum, imenovan Zasebnostni ščit EU-ZDA, ki je pred nekaj meseci nasledil 
Varni pristan, ter izzivi, ki ga čakajo, vključno z začetkom veljavnosti prvega dela zakonodajne 
reforme EU na področju varstva osebnih podatkov. 
Moja hipoteza od vsega začetka predpostavlja, da osebni podatki posameznikov iz EU v okviru 
obstoječe pravne ureditve v ZDA ne uživajo primerne varnosti, kar ostaja nespremenjeno tudi z 





1. Pravica do varstva osebnih podatkov 
 
1.1. Razvoj pravice do varstva osebnih podatkov v Evropi 
 
Pravica do varstva osebnih podatkov se je razvila iz pravice do varstva posameznikovega zasebnega 
življenja. Slednja je bila v mednarodnem pravu prvič priznana v 12. členu Splošne deklaracije o 
človekovih pravicah1 iz leta 1948, ki je nastala pod okriljem Združenih narodov. Dve leti kasneje je 
Svet Evrope sprejel Evropsko konvencijo o človekovih pravicah in temeljnih svoboščinah (v 
nadaljevanju EKČP)2, nedvomno najpomembnejši dokument na področju varstva človekovih pravic 
v evropskem pravnem prostoru. 3  EKČP v 8. členu ureja pravico do spoštovanja zasebnega in 
družinskega življenja, katere sestavni del je skozi sodno prakso Evropskega sodišča za človekove 
pravice (v nadaljevanju ESČP) postala tudi pravica do varstva pred zbiranjem in uporabo osebnih 
podatkov.4  EKČP sicer pravice do varstva osebnih podatkov eksplicitno ne omenja. 
Prvi in hkrati edini mednarodni pravno zavezujoči instrument, ki izrecno obravnava varstvo osebnih 
podatkov, je Konvencija Sveta Evrope št. 108 o varstvu posameznika glede na avtomatsko obdelavo 
osebnih podatkov (v nadaljevanju Konvencija št. 108)6 iz leta 1981. Ratificirale so jo vse države 
članice EU.7 
V okviru EU je konec 90. let med snovanjem Listine Evropske unije o temeljnih pravicah (v 
nadaljevanju Listina) prevladalo prepričanje, da je v varstvu osebnih podatkov potrebno prepoznati 
samostojno pravico.8 
Ob tem se postavlja vprašanje, zakaj so zakonodajalci EU ocenili, da varstvo v okviru pravice do 
zasebnosti po vzoru iz EKČP ne zadošča in je zato potrebna konstrukcija samostojne pravice. Kot 
prvo je to gotovo rezultat naraščajočega pomena, ki se pripisuje varstvu osebnih podatkov. Kot drugo 
se na tak način lažje razširi krog subjektov varstva iz posameznikov na pravne osebe. 
                                                 
1 Splošna deklaracija človekovih pravic, http://www.varuh-rs.si/pravni-okvir-in-pristojnosti/mednarodni-pravni-akti-s-
podrocja-clovekovih-pravic/organizacija-zdruzenih-narodov/splosna-deklaracija-clovekovih-pravic/. 
2 Zakon o ratifikaciji Konvencije o varstvu človekovih pravic in temeljnih svoboščin (EKČP), spremenjene s protokoli 
št. 3, 5 in 8 ter dopolnjene s protokolom št. 2, ter njenih protokolov št. 1, 4, 6, 7, 9, 10 in 11 (Uradni list RS – Mednarodne 
pogodbe, št. 7/94). 
3  Agencija Evropske unije za temeljne pravice, Svet Evrope (2014) Priročnik o evropskem pravu varstva osebnih 
podatkov. 14-15. 
4 EU Network of Independent Experts on Fundamental Rights (2006) Commentary of the Charter of Fundamental Rights 
of the European Union. 90. 
6 Zakon o ratifikaciji konvencije o varstvu posameznikov glede na avtomatsko obdelavo podatkov (Konvencija št. 108), 
Uradni list RS, št. 11/1994 z dne 28. februarja 1994. 
7  Agencija Evropske unije za temeljne pravice, Svet Evrope (2014) Priročnik o evropskem pravu varstva osebnih 
podatkov. 15-16. 
8 EU Network of Independent Experts on Fundamental Rights (2006) Commentary of the Charter of Fundamental Rights 
of the European Union. 90-92. 
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Sodišče Evropske unije (v nadaljevanju SEU) je to namreč označilo kot možno, kadar to dopušča 
narava pravice.9 
Nenazadnje pa ne gre prezreti možnosti, ki izhajajo iz razmerja med sodno prakso SEU in ESČP v 
zvezi z interpretacijo vsebine in obsega pravic. V 52. členu Listina določa, da “kolikor ta listina 
vsebuje pravice, ki ustrezajo pravicam, zagotovljenim z Evropsko konvencijo o varstvu človekovih 
pravic in temeljnih svoboščin, sta vsebina in obseg teh pravic enaka kot vsebina in obseg pravic, ki 
ju določa navedena konvencija. Ta določba ne preprečuje širšega varstva po pravu Unije”. Vezanost 
na odločitve ESČP je potrdilo tudi SEU v zadevi Roquette10. In ker 8. člen Listine ustvarja novo, 
samostojno pravico, bi se to dalo razumeti kot možnost večje svobode pri interpretaciji dometa 
pravice s strani SEU z utemeljitvijo, da ne gre za pravico, ki docela ustreza tisti iz EKČP, kar bi v 
najslabšem primeru lahko privedlo tudi do nižje ravni varstva. 
 
1.2. Izrazi s področja varstva osebnih podatkov 
 
1.2.1. Osebni podatki 
 
Osebni podatki so informacije, ki se nanašajo na določeno ali določljivo fizično osebo.11 Določena 
oseba je tista, katere istovetnost je očitna, določljivo osebo pa se “lahko neposredno ali posredno 
identificira, predvsem s sklicevanjem na identifikacijsko številko ali na enega ali več dejavnikov, ki 
so značilni za njeno fizično, fiziološko, duševno, ekonomsko, kulturno ali socialno identiteto.”12 
Osebni podatki lahko vsebujejo tako informacije o posameznikovem zasebnem življenju kot tudi 
tiste, ki se nanašajo na njegovo poklicno ali javno življenje.13 
Čeprav po mnenju Delovne skupine za varstvo posameznikov pri obdelavi osebnih podatkov iz 29. 
člena Direktive 95/46 (v nadaljevanju Delovna skupina) objekt varstva evropske zakonodaje o 
varstvu osebnih podatkov predstavljajo le osebni podatki fizičnih oseb, torej živečih posameznikov, 
to ne vpliva na možnost širitve varstva na pravne osebe v nacionalnih pravnih redih. V izjemnih 
primerih je celo pravila Direktive 95/46 mogoče posredno uporabljati za informacije, povezane s 
podjetji ali pravnimi osebami. Delovna skupina namreč meni, da se osebni podatki pravnih oseb v 
določenih primerih morajo obravnavati enako kot osebni podatki fizičnih oseb, če se “lahko šteje, kot 
                                                 
9 Ehlers (2007) General Principles. V: European Fundamental Rights and Freedoms. 385. 
10 SA Roquette Freres proti Svetu Evropskih skupnosti, zadeva 138/79 z dne 29. oktobra 1980. 
11 2/a. člen Direktive Evropskega parlamenta in Sveta 95/46/ES z dne 24. oktobra 1995 o varstvu posameznikov pri 
obdelavi osebnih podatkov in o prostem pretoku takih podatkov (Direktiva 95/46), Uradni list EU, L 281/31 z dne 23. 
novembra 1995. 
2/a. člen Konvencije št. 108. 
12 2/a. člen Direktive 95/46. 
13 Bignami (2015) The US legal system on data protection in the field of law enforcement. 40. 
 
 9 
da se „nanašajo na“ fizične osebe same po sebi. To se lahko zgodi, kadar je ime pravne osebe 
izvedeno iz imena fizične osebe. Drugi primer je lahko elektronska pošta podjetja, ki jo običajno 
uporablja določena zaposlena oseba, ali informacija o malem podjetju (v pravni terminologiji bolj 
„predmet“ kot pravna oseba), ki lahko opisuje vedenje njenega lastnika.”14 
Posebna kategorija osebnih podatkov so občutljivi osebni podatki. Gre za osebne podatke, “ki kažejo 
na rasni ali etnični izvor, politična mnenja, verska ali filozofska prepričanja, pripadnost sindikatu” 
ali so “v zvezi z zdravjem ali spolnim življenjem.”15 Obdelava teh podatkov je zato dovoljena samo s 
posebnimi zaščitnimi ukrepi.16 
 
1.2.2. Obdelava osebnih podatkov 
 
Obdelava osebnih podatkov “pomeni kakršen koli postopek ali niz postopkov, ki se izvajajo v zvezi z 
osebnimi podatki z avtomatskimi sredstvi ali brez njih, kakršno je zbiranje, beleženje, urejanje, 
shranjevanje, prilagajanje ali predelava, iskanje, posvetovanje, uporaba, posredovanje s prenosom, 
širjenje ali drugo razpolaganje, prilagajanje ali kombiniranje, blokiranje, izbris ali uničenje.”17 
Pojem po pravu EU ni omejen na avtomatsko obdelavo, temveč se lahko nanaša tudi na ročno 
obdelavo v strukturiranih zbirkah.18 
 
1.2.3. Uporabniki osebnih podatkov 
 
Uporabniki osebnih podatkov so upravljalci in obdelovalci ter prejemniki in tretje osebe.19 
Upravljavec je “fizična ali pravna oseba, javni organ, agencija ali katerikoli drug organ, ki sam ali 
skupaj z drugimi določa namene in sredstva obdelave osebnih podatkov.”20 Če je upravljavcev več 
in imajo skupen namen, gre za skupne upravljavce.21 
Obdelovalec je pravno ločen subjekt; “fizična ali pravna oseba, javni organ, agencija ali kateri koli 
drug organ, ki obdeluje osebne podatke v imenu upravljavca.”22 Tako upravljavce kot obdelovalce 
zavezujejo določbe zakonodaje o varstvu osebnih podatkov.23 
                                                 
14 Delovna skupina za varstvo podatkov iz člena 29 (2007) Mnenje 4/2007 o pojmu osebnih podatkov. 21-23. 
24. točka uvodnih izjav Direktive 95/46/ES. 
15 8/1. člen Direktive 95/46. 
16 Bignami (2015) The US legal system on data protection in the field of law enforcement. 41. 
17 2/b. člen Direktive 95/46. 
18 Bignami (2015) The US legal system on data protection in the field of law enforcement. 44. 
19 Bignami (2015) The US legal system on data protection in the field of law enforcement. 46-47. 
20 2/d. člen Direktive 95/46. 
21 Bignami (2015) The US legal system on data protection in the field of law enforcement. 49. 
22 2/e. člen Direktive 95/46. 
23 Bignami (2015) The US legal system on data protection in the field of law enforcement. 46-47. 
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Prejemnik je širši pojem od tretje osebe in predstavlja vsakogar, ki mu upravljavec posreduje osebne 
podatke.24 
Tretja oseba ali tretja stranka “pomeni katero koli fizično ali pravno osebo, javni organ, agencijo ali 
kateri koli drug organ, ki ni posameznik, na katerega se osebni podatki nanašajo, upravljavec, 
obdelovalec in oseba, ki je pod neposredno oblastjo upravljavca ali obdelovalca pooblaščena za 
obdelavo podatkov.”25 
 
1.3. Varstvo osebnih podatkov v zakonodaji Evropske unije 
 
1.3.1. Splošno o varstvu osebnih podatkov v EU 
 
EU ima enega najbolj zaščitnih sistemov varstva osebnih podatkov v svetovnem merilu, ki temelji na 
Konvenciji Sveta Evrope št. 108, instrumentih EU ter sodni praksi ESČP in SEU.26 Pravica do varstva 
osebnih podatkov v Evropski uniji predstavlja temeljno pravico. Pravno podlago za ureditev tega 
področja predstavljata 16. člen Pogodbe o delovanju Evropske Unije ter 7. in 8. člen Listine Evropske 
unije o temeljnih pravicah. Najpomembnejši akt sekundarne zakonodaje EU je Direktiva 95/46. 
V EU se vsakršna obdelava osebnih podatkov v odsotnosti izrecne pravne podlage šteje za 
prepovedano. Znatno omejena je tudi pogodbena svoboda na tem področju.27 SEU in ESČP sta razvili 
obsežno sodno prakso v zvezi z varstvom zasebnosti, njune odločitve pa zavezujejo tudi nacionalna 
sodišča. Dodaten mehanizem uveljavljanja posameznikovih pravic predstavljajo posebni organi za 
varstvo osebnih podatkov, ki delujejo tako v državah članicah kot na ravni EU. 
Temeljna načela evropske zakonodaje o varstvu osebnih podatkov izhajajo iz 5. člena Konvencije št. 
108. in 6. člena Direktive 95/46. Med najpomembnejša sodijo načelo poštene in zakonite obdelave, 
načelo določenosti in omejitve namena, načelo kakovosti osebnih podatkov ter načelo odgovorne 
obdelave. Pomembna so z vidika skladnosti in razlage zakonodaje s tega področja.28 
 
1.3.2. Pogodba o delovanju Evropske unije 
 
                                                 
24 Agencija Evropske unije za temeljne pravice, Svet Evrope (2014) Priročnik o evropskem pravu varstva osebnih 
podatkov. 52. 
25 2/f. člen Direktive 95/46. 
26  Agencija Evropske unije za temeljne pravice, Svet Evrope (2014) Priročnik o evropskem pravu varstva osebnih 
podatkov.3. 
27 Tourkochoriti (2014) Snowden Revelations. UALR Law Review 36 in 2. 164-165. 
28 Agencija Evropske unije za temeljne pravice, Svet Evrope (2014) Priročnik o evropskem pravu varstva osebnih 
podatkov. 59-75. 
6. člen Direktive 95/46.  
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Pogodba o delovanju Evropske unije vsakomur zagotavlja “pravico do varstva osebnih podatkov, ki 
se nanašajo nanj. Evropski parlament in Svet po rednem zakonodajnem postopku določata pravila o 
varstvu fizičnih oseb pri obdelavi osebnih podatkov s strani institucij, organov, uradov in agencij 
Unije ter držav članic v okviru dejavnosti s področja uporabe prava Unije, in o prostem pretoku takih 
podatkov. Upoštevanje teh pravil nadzirajo neodvisni organi.”29 
 
1.3.3. Listina Evropske unije o temeljnih pravicah 
 
Listina je bila slovesno razglašena leta 2000, a je pravno veljavo dobila šele 1. decembra 2009, ko je 
z Lizbonsko pogodbo tudi uradno postala eden izmed aktov primarne zakonodaje EU.30 
Določbe o varstvu osebnih podatkov so umeščene v drugo poglavje Listine z naslovom “Svoboščine”. 
Listina v 7. členu določa pravico do spoštovanja zasebnega in družinskega življenja, stanovanja ter 
komunikacij, v 8. členu pa pravico do varstva osebnih podatkov. 
“Vsakdo ima pravico do varstva osebnih podatkov, ki se nanj nanašajo. Osebni podatki se morajo 
obdelovati pošteno, za določene namene in na podlagi privolitve prizadete osebe ali na drugi 
legitimni podlagi, določeni z zakonom. Vsakdo ima pravico dostopa do podatkov, zbranih o njem, in 
pravico zahtevati, da se ti podatki popravijo. Spoštovanje teh pravil nadzira neodvisen organ.”31 
Pomembnost obeh omenjenih pravic je večkrat poudarilo tudi SEU.32 
Listina določa v okviru sodnega varstva tudi pravico do učinkovitega pravnega sredstva in 
nepristranskega sodišča. “Vsakdo, ki so mu kršene pravice in svoboščine, zagotovljene s pravom 
Unije, ima pravico do učinkovitega pravnega sredstva pred sodiščem v skladu s pogoji, določenimi 
v tem členu. Vsakdo ima pravico, da o njegovi zadevi pravično, javno in v razumnem roku odloča 
neodvisno, nepristransko in z zakonom predhodno ustanovljeno sodišče. Vsakdo ima možnost 
svetovanja, obrambe in zastopanja.”33 
 
1.3.4. Direktiva 95/46/ES o varstvu posameznikov pri obdelavi osebnih podatkov in o prostem 
pretoku takih podatkov 
 
Najpomembnejši akt na področju varstva osebnih podatkov v EU je Direktiva 95/46. Sprejeta je bila 
leta 1995, ko je komunikacija na daljavo pretežno temeljila na pismih in telefonskih pogovorih. V 
tistem času je večina držav članic že imela takšno ali drugačno zakonodajo o varstvu osebnih 
                                                 
29 16. člen PDEU. 
30 Hartley (2010) The Foundations of the European Union. 154. 
31 8. člen Listine. 
32 3. točka uvoda k Izvedbenemu sklepu 2016/1250. 
33 2. in 47/1. člen Listine. 
 
 12 
podatkov, zato je bilo za prost pretok vseh štirih svoboščin na notranjem trgu nujno tudi poenotenje 
zakonodaje s tega področja. To pa je bilo mogoče doseči le ob skupnem izhodišču, ki je zagotavljalo 
visoko raven varstva osebnih podatkov. 
To izhaja tudi iz uvodnih izjav direktive, kjer je poudarjeno, da približevanje zakonodaj držav članic 
“ne sme povzročiti zmanjšanja varstva, ki ga zagotavljajo, ampak mora imeti za cilj zagotovitev 
visoke ravni varstva.”34 
Namen direktive je varstvo temeljnih pravic in svoboščin posameznikov, zlasti pravice do zasebnosti 
pri obdelavi osebnih podatkov, ter prost pretok osebnih podatkov med državami članicami EU. 
Direktiva se nanaša le na osebne podatke fizičnih, ne pa tudi pravnih oseb.35 
Direktiva določa, da mora imeti vsaka država članica svoj nadzorni organ za varstvo posameznikov 
pri obdelavi osebnih podatkov, ki je na njenem ozemlju odgovoren “za spremljanje uporabe 
predpisov, ki so jih sprejele države članice v skladu s to direktivo.” Nadzorni organ pri tem deluje 
povsem samostojno, država pa se je ob pripravi zakonodajnih in upravnih aktov s tega področja z 
njim dolžna posvetovati. 36  Zgoraj omenjena Delovna skupina je sestavljena prav iz nadzornih 
organov držav članic. 
Slovenski nacionalni nadzorni organ je Informacijski pooblaščenec; od leta 2014 to vlogo opravlja 
gospa Mojca Prelesnik. 
 
2. Prenos osebnih podatkov v Združene države Amerike in Varni pristan 
 
2.1. Čezmejni prenos osebnih podatkov in tretje države 
 
Kot čezmejni prenos osebnih podatkov je definiran vsak prenos osebnih podatkov prejemniku, ki je 
na ozemlju oziroma pod pristojnostjo druge države. Iz sodbe SEU v zadevi Bodil Lindqvist37 izhaja, 
da se zgolj objava osebnih podatkov na spletni strani, ki je dostopna v drugi državi, ne šteje za 
čezmejni prenos osebnih podatkov. To velja tudi za javne registre in sredstva javnega obveščanja, 
dostopne na spletu.38 
Teritorialna veljavnost Direktive 95/46/ES se izven meja EU razteza tudi na države, ki spadajo v 
Evropski gospodarski prostor (v nadaljevanju EGP) pod pogojem, da je namen prenosa povezan z 
                                                 
34 Točka 10 uvodnih izjav Direktive 95/46. 
35 1. člen Direktive 95/46. 
36 28/1 in 28/2. člen Direktive. 
37 Göta hovrätt proti Bodil Lindqvist, C-101/01 z dne 6. novembra 2003. 




notranjim trgom. To so Islandija, Liechtenstein in Norveška.39 Osebne podatke pa je v skladu z 
določbami direktive mogoče prenašati tudi v ostale, tako imenovane tretje države. Za razvoj 
mednarodne trgovine je slednje namreč izjemnega pomena.40 Tretje države so torej tiste države, ki 
niso države EU oziroma jih ne zavezujejo določbe Direktive 95/46/ES na kakšni drugi podlagi (kot 
na primer Islandijo, Liechtenstein in Norveško). 
Prenos podatkov v tretje države je urejen v četrtem poglavju Direktive 95/46/ES; 25. člen ureja načela 
prenosa podatkov v tretje države, 26. člen pa odstopanja od le-teh. 
Direktiva 95/46/ES jasno razlikuje med tretjimi državami, ki zagotavljajo ustrezno raven varstva 
osebnih podatkov in tistimi, ki ne. Na tem mestu je potrebno poudariti, da ustrezno varstvo ni nujno 
tudi enakovredno varstvo. 
“Ustreznost ravni varstva, ki jo nudi tretja država, se oceni glede na vse okoliščine, ki so povezane s 
postopkom prenosa ali z nizom postopkov prenosa podatkov; predvsem je treba upoštevati značaj 
podatkov, namen in trajanje predlaganega postopka ali postopkov obdelave, državo izvora in ciljno 
državo, pravno ureditev, bodisi splošno ali sektorsko, ki je v veljavi v tretji državi, ter strokovne 
predpise in varnostne ukrepe, ki se uporabljajo v tej državi.”41 Iz določbe je razvidno, da okoliščine 
niso naštete niti taksativno, niti hierarhično. 
Komisija lahko ugotovi, da določena tretja država zagotavlja ustrezno raven varstva zaradi svoje 
nacionalne zakonodaje ali prevzetih mednarodnih obveznosti.42 Ugotovitev se objavi v Uradnem listu 
EU in tako postane pravno zavezujoča za vse države članice EU in EGP ter njihove organe. 
Posledično se lahko osebni podatki v ustrezno tretjo državo prenašajo brez sodelovanja nacionalnih 
organov za varstvo osebnih podatkov ali drugih dodatnih jamstev.43 
Držav, za katere je Komisija odločila, da zagotavljajo ustrezno raven varstva, je trenutno 12, med 
njimi Andora, Argentina, Ferski Otoki, Izrael, Kanada, Nova Zelandija, Švica, Urugvaj in ZDA.44 
Odločba Komisije pa ni edina pravna podlaga, ki omogoča prenos osebnih podatkov v tretje države. 
Ta je mogoč tudi na podlagi odstopanj iz 26. člena direktive, standardnih pogodbenih klavzul ali 
zavezujočih poslovnih pravil. Vse tri alternative bodo podrobneje predstavljene v nadaljevanju 
naloge. 
 
2.2. Združene države Amerike kot ustrezna tretja država 
 
                                                 
39 1. člen Sklepa o sklenitvi Sporazuma o EGP. 
40 56. točka uvodnih izjav k Direktivi 95/46. 
41 25/2. člen Direktive 95/46. 
42 25/6. člen Direktive 95/46. 
43 Agencija Evropske unije za temeljne pravice, Svet Evrope (2014) Priročnik o evropskem pravu varstva osebnih 
podatkov. 132. 




2.2.1. Gospodarsko razmerje med EU in ZDA ter čezatlantski prenosi podatkov 
 
EU in ZDA sta največji svetovni gospodarstvi, ki skupaj tvorita 50% svetovnega BDP, 25% izvoza 
in več kot 30% uvoza na globalni ravni. Gospodarstvi si medsebojno predstavljata največji trg blaga 
in storitev ter glavni vir neposrednih naložb v tujino. Od leta 2000 do 2014 je 56% vseh ameriških  
globalnih naložb končalo v EU (za primerjavo naj omenim, da le 1.2% na Kitajskem). Čezatlantska 
trgovina je svoj razcvet doživela šele z razvojem interneta, kar je povezano tudi s čezatlantskimi 
prenosi podatkov.45 
Transatlantski prenos podatkov fizično poteka po podmorskih kablih pod Atlantskim oceanom. Ti 
prenašajo občutno več podatkov kot tisti, ki povezujejo ZDA z ostalimi kontinenti; kar 55% več kot 
tisti pod Pacifikom in 40% več kot povezava z Latinsko Ameriko, kar je dodaten indikator 
pomembnosti teh prenosov. Na osebo to pomeni celo 400% več podatkov kot med EU in Azijo.46 
Obseg prenosa podatkov bo v tem desetletju močno narasel, saj je v veliki meri pogojen z dostopom 
do interneta, ta pa se veča z uporabo pametnih telefonov, ki ljudem omogočajo, da v vsakem trenutku 
dostopajo do storitev svetovnega spleta. Do leta 2018 bi naj bilo 83% mobilnih telefonov v EU 
pametnih. Dodatne možnosti bodo nastale tudi z razvojem tako imenovanega “interneta stvari” (The 
Internet of Things). V prihodnosti torej lahko pričakujemo eksponentno povečevanje obsega in 
pomena čezatlantskih prenosov podatkov, še zlasti v komercialne in raziskovalne namene.47 
 
2.2.2. Pravna ureditev varstva osebnih podatkov v Združenih državah Amerike pred letom 2015 
 
V ZDA je stanje na področju pravne ureditve varstva osebnih podatkov bistveno drugačno kot v EU. 
Medtem ko varstvo osebnih podatkov v EU predstavlja eno izmed temeljnih človekovih pravic,  se v 
ZDA pretežno obravnava v okviru prava varstva potrošnikov.48 
Koncept spoštovanja zasebnosti sicer v ZDA uživa široko ustavnopravno varstvo.49 Najpomembnejši 
pravni vir je četrti amandma k Ustavi ZDA, ki prepoveduje nerazumne preiskave in zasege s strani 
države. Domet četrtega amandmaja je v kontekstu varstva osebnih podatkov relativno omejen zaradi 
koncepta pričakovane zasebnosti in doktrine “third-party records”. Leta 1970 je Vrhovno sodišče 
ZDA odločilo, da posamezniki ne morejo legitimno pričakovati zasebnosti v zvezi z osebnimi 
                                                 
45 Meltzer (2015) The Importance of the Internet and Transatlantic Data Flows for U.S. and EU Trade and Investment. 
4-5. 
46 Meltzer (2015) The Importance of the Internet and Transatlantic Data Flows for U.S. and EU Trade and Investment. 
5-7. 
47 Meltzer (2015) The Importance of the Internet and Transatlantic Data Flows for U.S. and EU Trade and Investment. 
5-7. 
48 Get off my cloud (2015), The Economist 417 in 8959. 59. 
49 Weiss, Archick (2016) U.S.-EU Data Privacy: From Safe Harbor to Privacy Shield. 3. 
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podatki, ki so jih prostovoljno posredovali tretjim strankam, kot so banke in ponudniki 
telekomunikacijskih storitev. Posledično tako velik del obdelave osebnih podatkov s strani države 
poteka izven dometa četrtega amandmaja.50 
Edini pomembnejši zakon na področju varstva osebnih podatkov je “Privacy Act” iz leta 1974, a se 
njegove določbe nanašajo le na varstvo osebnih podatkov državljanov ZDA in oseb, ki imajo tam 
stalno prebivališče.51 Osebni podatki državljanov EU so tako izvzeti. 
V pravu ZDA velja domneva, da je obdelava osebnih podatkov dovoljena, kadar ni izrecno 
prepovedana z zakonom ali ne povzroča škode. Država na tak način dejansko vzpodbuja podjetja, da 
poskušajo najti nove načine avtomatskih obdelav osebnih podatkov, ki nato vodijo do novih načinov 
poseganja v zasebnost posameznikov. Standardi varstva osebnih podatkov so v veliki meri odvisni 
od pogodbenih in tržnih mehanizmov, kar pomeni, da se ravni varstva lahko razlikujejo od primera 
do primera. Vloga organa za varstvo osebnih podatkov je dodeljena Zvezni trgovinski komisiji in 
kljub temu da se je njeno delovanje na tem področju v zadnjih desetletjih okrepilo, so njene 
pristojnosti še zmeraj omejene.52 
Iz opisanega je jasno razvidno, da se evropski in ameriški sistem varstva osebnih podatkov močno 
razlikujeta. Vzrok je mogoče iskati v različnem razumevanju vloge države v pravnem redu. V EU je 
država tista, ki ima poleg varstvene vloge tudi pozitivne obveznosti za uresničevanje človekovih 
pravic in temeljnih svoboščin, medtem ko v ZDA velja nasprotno, saj se država v svobodno ravnanje 
posameznikov vmešava le, kolikor je to nujno potrebno. Temeljna vrednota je svoboda posameznika 
nasproti državi, kar pomeni, da če posegi v zasebnost prihajajo s strani drugih privatnih subjektov, se 
informacijska zasebnost razume za tako pomembno vrednoto, ki bi odtehtala državno intervencijo.53 
NedavnoLetos so bile v ZDA na področju varstva osebnih podatkov končno uvedene nekatere 
zakonodajne spremembe, ki bodo podrobneje analizirane v nadaljevanju naloge, ko bo v celoti jasno, 
kaj je botrovalo njihovemu nastanku. 
 
2.2.3. Varni pristan in Odločba 2000/520 
 
EU in ZDA so leta 2000 sprejele sporazum, poimenovan Varni pristan, z namenom zagotavljanja 
enostavnega prenosa in ustrezne ravni varstva osebnih podatkov iz EU v organizacijah s sedežem v 
ZDA, kar je olajšalo trgovinske in gospodarske stike. 
                                                 
50 Bignami (2015) The US legal system on data protection in the field of law enforcement. 10. 
51 Bignami (2015) The US legal system on data protection in the field of law enforcement. 5. 
52 Tourkochoriti (2014) Snowden Revelations. UALR Law Review 36 in 2. 164-170. 
53 Tourkochoriti (2014) Snowden Revelations. UALR Law Review 36 in 2. 170-171. 
 
 16 
Varni pristan sestavljata dva dela; načela zasebnosti Varnega pristana za zaščito podatkov, ki se 
prenašajo iz države članice v Združene Države in iz najpogosteje zastavljenega vprašanja. Oba 
dokumenta je 21. julija 2000 izdalo Ministrstvo za trgovino ZDA.54 
26. julija 2000 je Komisija izdala odločbo o ustreznosti, Odločbo 2000/520, v kateri je ugotovila, da 
shema Varnega pristana zagotavlja primerno raven zaščite osebnih podatkov, ki se prenašajo iz EU 
v organizacije s sedežem v ZDA. 
Načela zasebnosti Varnega pristana obsegajo sedem načel; obvestilo, možnost izbire, prenos 
tretjemu, varnost, neokrnjenost podatkov, dostop in izvajanje. 
Organizacija, ki želi prenašati osebne podatke iz EU na podlagi Varnega pristana, mora svojo 
zavezanost načelom in najpogosteje zastavljenim vprašanjem samocertificirati pri Ministrstvu za 
trgovino ZDA.55 To lahko storijo samo organizacije, ki nedvomno in javno razglasijo zavezanost k 
spoštovanju Varnega pristana ter so hkrati pod nadzorom Zvezne trgovinske komisije.56 Varni pristan 
tako ne zavezuje državnih organov ZDA. 
Postopek samocertifikacije poteka tako, da organizacija, ki pristopa k Varnemu pristanu, pošlje 
Ministrstvu za trgovino ZDA pristopno pismo, v katerem navede osnovne podatke organizacije, opis 
dejavnosti v zvezi z osebnimi podatki iz EU in opis politike varstva zasebnosti.57 
Posameznikom so v primeru kršitev s strani organizacij na voljo pritožbeni mehanizmi. Skladno z 
načelom izvajanja mora učinkovito varstvo zasebnosti “vključevati mehanizme, ki zagotavljajo 
skladnost z načeli, pritožbene mehanizme za posameznike, na katere se podatki nanašajo in jih 
neizpolnjevanje načel prizadene, in posledice za organizacije, kadar ne spoštujejo načel. Ti 
mehanizmi morajo vključevati vsaj (a) lahko dostopne in stroškovno ugodne neodvisne pritožbene 
mehanizme, ki omogočajo, da se pritožbe in spori vsakega posameznika preiščejo in rešijo s 
sklicevanjem na načela ter prisodi odškodnina, kadar veljavno pravo ali pobude zasebnega sektorja 
tako predvidevajo; (b) postopke za preverjanje resničnosti izjav in zatrjevanj podjetij glede njihove 
prakse varovanja zasebnosti ter preverjanje izvajanja praks varstva zasebnosti na naveden način; in 
(c) obveznosti odpravljanja težav, ki nastanejo, ker organizacije, ki so javno razglasile svojo 
zavezanost k načelom, teh ne spoštujejo, in posledice za te organizacije. Sankcije morajo biti dovolj 
stroge, da zagotovijo spoštovanje načel.”58 
                                                 
54 1. člen Odločbe 2000/520. 
55 1/3. člen Odločbe 2000/520. 
56 1/2. člen Odločbe 2000/520. 
57 Priloga II k Odločbi 2000/520. 
58 Priloga I k Odločbi 2000/520. 
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Pritožbe bi naj prizadeti posamezniki v prvi vrsti naslovili na ustrezno organizacijo in šele nato 
uporabili neodvisne pritožbene mehanizme. Obravnava kršitev je sicer v pristojnosti Zvezne 
trgovinske komisije.59 
Komisija v Odloćbi 2000/520 tudi pooblašča nacionalne nadzorne organe, da lahko zaradi zaščite 
posameznikov prekinejo prenos podatkov v samocertificirano organizacijo, če ta krši Varni pristan. 
Ob izpolnitvi nekaterih drugih pogojev je dovolj že, da obstaja precejšnja verjetnost kršitve.60 
Zavezanost k Varnemu pristanu je v določenih primerih lahko omejena. 
“(a) če je to potrebno za izpolnjevanje zahtev nacionalne varnosti, javnega interesa ali odkrivanja in 
pregona; (b) z zakonom, vladnim podzakonskim aktom ali sodno prakso, ki ustvarijo nezdružljivost 
obveznosti ali izrecnih pooblastil, pod pogojem, da lahko organizacija pri izvajanju takih pooblastil 
dokaže, da je njeno neizpolnjevanje načel toliko omejeno, kolikor je potrebno za izpolnitev 
prednostnih zakonitih interesov na podlagi takšnih pooblastil; ali (c) če direktiva ali pravo države 
članice dovoljuje izjeme in odstopanja, če da se te izjeme in odstopanja uporabljajo v primerljivih 
okoliščinah.”61 
V memorandumu o odškodnini za kršitve zasebnosti in izrecnih pooblastilih v pravu ZDA je v zvezi 
z izrecnimi zakonskimi pooblastili pojasnjeno še, da Varni pristan vsebuje “izjemo, ko zakoni, 
predpisi in sodna praksa ustvarijo ‘kolizijo obveznosti ali izrecna pooblastila, pod pogojem, da lahko 
organizacija pri izvajanju takih pooblastil dokaže, da njeno neizpolnjevanje načel sega le tako daleč, 
kolikor je potrebno za izpolnitev prednostnih zakonitih interesov, ki jih taka pooblastila podpirajo.’ 
Povsem jasno je, da kadar ameriško pravo odreja nasprotno obveznost, morajo ameriške 
organizacije, ne glede na to, ali so udeleženke varnega pristana ali ne, ravnati v skladu z zakonom.” 
Komisija se je pred izdajo Odločbe 2000/520 posvetovala z Delovno skupino za varstvo 
posameznikov pri obdelavi osebnih podatkov in Evropskim parlamentom. 5. julija 2000 je Evropski 
parlament sprejel kritično resolucijo o osnutku odločbe Komisije, v kateri se je postavil na stališče, 
da ustrezna raven zaščite še ni dosežena in da so potrebne spremembe. Ker pa v tej resoluciji ni bilo 
ugotovljeno, da bi Komisija s sprejetjem odločbe presegla svoja pooblastila, je odločbo kljub vsemu 
sprejela.62 
 
2.3. Drugi mehanizmi čezatlantskega prenosa osebnih podatkov 
 
                                                 
59 Priloga II k Odločbi 2000/520. 
60 3/1. člen Odločbe 2000/520. 
61 Priloga I k Odločbi 2000/520. 
62 10-12. točka Odločbe 2000/520. 
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2.3.1. Splošno o alternativnih pravnih podlagah čezmejnega prenosa osebnih podatkov v tretje 
države 
 
Kljub temu da Direktiva 95/46 v uvodnih določbah prepoveduje prenos v tretjo državo, ki ne 
zagotavlja primerne ravni varstva, to ne pomeni, da prenos v tretje države, ki niso spoznane kot 
ustrezne s strani Komisije, ni mogoč. Zakonodaja EU predvideva alternativne mehanizme, ob uporabi 
katerih bi bili osebni podatki ob prenosu prav tako deležni želene ravni varstva. 
Pravno podlago za prenos v EU zakonodaji lahko tako predstavljajo standardne pogodbene klavzule, 
zavezujoča poslovna pravila in 26. člen Direktive 95/46, ki ureja prenos osebnih podatkov  v posebnih 
primerih. 
 
2.3.2. Standardne pogodbene klavzule 
 
Gre za pogodbeno rešitev; to so tipske pogodbe, pripravljene s strani Komisije. Skleneta jih 
upravljavec iz EU in pogodbeni obdelovalec iz tretje države, ki na tak način zagotovita ustrezno raven 
varstva osebnih podatkov v tretji državi. 63  Pogodbene klavzule morajo “zadovoljivo odtehtati 
neobstoj splošne ravni ustreznega varstva, tako da vključijo bistvene elemente varstva, ki manjkajo v 
danem položaju.”64 
Pogodbeni stranki navadno določita medsebojne obveznosti in dolžnosti na področju varstva osebnih 
podatkov ter pogoje zavarovanja.65 Komisija je izdala štiri sklope standardnih pogodbenih klavzul; 
dva sklopa se nanašata na prenose med upravljavci, dva pa na prenose med upravljavcem in 
obdelovalcem, ki deluje po njegovih navodilih.66 
“Sklepi Komisije so v državah članicah v celoti zavezujoči, zato so ob vključitvi standardnih 
pogodbenih klavzul v pogodbo nacionalni organi načeloma dolžni te sprejeti. Posledično ne smejo 
zavrniti prenosa podatkov v tretjo državo izključno zato, ker te standardne pogodbene klavzule ne 
zagotavljajo zadostnih zaščitnih ukrepov.” Zakonodaje večine držav članic tako ne zahtevajo 
predhodne odobritve s strani nacionalnih nadzornih organov.67 Pri nas, tako kot tudi v Avstriji, 
Franciji in na Irskem, mora tovrstne klavzule odobriti nacionalni nadzorni organ za varstvo podatkov. 
V Belgiji in Španiji imajo sistem uradnega obveščanja.68 
 
                                                 
63 Informacijski pooblaščenec (2012) Smernice glede iznosa osebnih podatkov v tretje države. 9-10. 
64 Working Party on the Protection of Individuals with regard to the Processing of Personal Data (1998) Transfers of 
personal data to third countries. 16. 
65 Informacijski pooblaščenec (2012) Smernice glede iznosa osebnih podatkov v tretje države. 9-10. 
66 Evropska komisija (2015) Sporočilo COM(2015) 566 final. 6. 
67 Evropska komisija (2015) Sporočilo COM(2015) 566 final. 6. 
68 Tracol (2016) “Invalidator” strikes back. Computer Law & Security Review 32 in 2. 15. 
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2.3.3. Zavezujoča poslovna pravila 
 
Zavezujoča poslovna pravila omogočajo prenos znotraj skupine povezanih podjetij. Gre torej za 
interne akte, sprejete v okviru več medsebojno povezanih podjetij, ki prenašajo osebne podatke iz 
podjetij v EU v njihove podružnice s sedežem v državah izven EU. Ti interni akti težijo k prostemu 
pretoku osebnih podatkov tako, da natančno določajo politiko podjetja v zvezi s prenosom v tretje 
države. Za njihovo veljavnost je potrebna odobritev s strani nacionalnega nadzornega organa.69 
Pomembno je, da je tak kodeks ravnanja lahko podlaga izključno za prenose znotraj skupine podjetij, 
ki jih zavezuje ta interni akt. “Enoten sklop pravil tvori enostavnejši in učinkovitejši sistem, ki ga 
uslužbenci lažje izvajajo, osebe, na katere se nanašajo osebni podatki, pa ga lažje razumejo.” V 
pomoč podjetjem je Delovna skupina za varstvo pri obdelavi osebnih podatkov opredelila materialne 
in postopkovne zahteve za zavezujoča poslovna pravila.70 
Tako zavezujoča poslovna pravila kot standardne pogodbene klavzule so izvršljiva v EU, kar pomeni, 
da lahko upravičene tretje osebe v primeru kršitev vložijo pritožbo pri nacionalnem nadzornem 
organu ali tožbo pred sodišči držav članic.71  
Slabo stran obeh instrumentov pa predstavljajo dolgotrajni postopki odobritve s strani nacionalnih 
nadzornih organov, ki so navadno tudi precej dragi, zato se tovrstnih rešitev večinoma poslužujejo 
samo multinacionalne korporacije, ki si jih lahko privoščijo.72 Uporaba zavezujočih poslovnih pravil 
in standardnih pogodbenih klavzul tudi ni primerna za vse primere prenosov osebnih podatkov. Za 
nekatera podjetja, kot na primer Mastercard, ki posluje s tisoči bank, je namreč zaradi izjemno 
velikega obsega poslovnih partnerjev praktično nemogoče zamenjati shemo Varnega pristana z enim 
izmed omenjenih instrumentov.73 
 
2.3.4. Prenos osebnih podatkov v posebnih primerih 
 
Nadaljnje možnosti ponuja tudi 26. člen direktive, v katerem so opredeljena odstopanja od splošne 
prepovedi prenosa osebnih podatkov v tretjo državo, ki ne zagotavlja ustrezne ravni varstva. 
Prenos se lahko izvede pod naslednjimi pogoji: 
• “je posameznik, na katerega se osebni podatki nanašajo, nedvoumno dal svojo privolitev k 
predlaganemu prenosu; 
                                                 
69 Informacijski pooblaščenec (2012) Smernice glede iznosa osebnih podatkov v tretje države. 11. 
70 Evropska komisija (2015) Sporočilo COM(2015) 566 final. 6-7. 
71 Evropska komisija (2015) Sporočilo COM(2015) 566 final. 8. 
72 Tracol (2016) “Invalidator” strikes back. Computer Law & Security Review 32 in 2. 15. 
73 Evropska komisija (2013) Sporočilo COM(2013) 847 final. 4. 
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• je prenos potreben za izvedbo pogodbe med posameznikom, na katerega se nanašajo osebni 
podatki, in upravljavcem ali za izvajanje predpogodbenih ukrepov, sprejetih kot odgovor na 
zahtevo posameznika, na katerega se nanašajo osebni podatki; 
• je prenos potreben za sklenitev ali izpolnitev pogodbe med upravljavcem in tretjo stranko, ki je v 
korist posameznika, na katerega se osebni podatki nanašajo; 
• je prenos potreben oziroma ga zahteva zakon na temelju pomembnega javnega interesa ali pa za 
uveljavitev, uresničevanje ali varstvo pravice do vlaganja pravnih zahtevkov; 
• je prenos potreben, da bi zaščitili življenjske interese posameznikov, na katere se osebni podatki 
nanašajo; 
• se prenos opravi iz registra, ki je skladno z zakoni ali predpisi namenjen zagotavljanju informacij 
javnosti in je na voljo za vpogled javnosti na splošno ali kateri koli osebi, ki lahko izkaže zakoniti 
interes, če so v posameznem primeru izpolnjeni pogoji, ki jih za vpogled določa zakon.” 
Pogoji so določeni alternativno. Razvidno je, da gre za izjeme, utemeljene na interesih posameznika 
in zakonitih interesih drugih, kot je na primer javni interes. “Izvozniku podatkov dejansko ni treba 
zagotoviti, da bo uvoznik podatkov zagotovil ustrezno varstvo, in mu za prenos običajno ni treba 
pridobiti predhodne odobritve ustreznih nacionalnih organov.”74 
Vseeno pa interesi posameznika ne morejo predstavljati ustrezne podlage za množične, ponavljajoče 
se prenose podatkov.75 Tudi delovna skupina za varstvo posameznikov pri obdelavi osebnih podatkov 
opozarja, da je treba za primere iz 26. člena zaradi njihove izjemnosti uporabiti zožujočo razlago.76 
Priporočajo tudi, da se večkratni, množični ali strukturni prenosi podatkov izvajajo skupaj z 
zaščitnimi ukrepi in vedno, kadar je to mogoče, v okviru standardnih pogodbenih klavzul ali 
zavezujočih poslovnih pravil.77 
 
2.3.5. Ustanovitev podružnice, ki ohrani vse osebne podatke na ozemlju EU. 
 
Ta alternativa ni ravno alternativa prenosa osebnih podatkov v ZDA, je pa dodatna možnost, kako 
lahko podjetja nemoteno poslujejo na območju EU, ne da bi prenašala podatke na matično družbo v 
ZDA. 
Podjetje Microsoft se je na primer nedavno odločilo, da bo podatke evropskih strank shranjevalo v 
Nemčiji, kljub temu da se sedež družbe nahaja v ZDA. Skrbnik podatkov bo Deutsche Telekom, 
                                                 
74 Evropska komisija (2015) Sporočilo COM(2015) 566 final. 9. 
75 Burnik (2015) Bodo podatki iz EU res našli varnejši pristan v ZDA? Pravna praksa 34/1213 in 41. 3. 
76 Article 29 Working Party (2005) Working document on a common interpretation of Article 26(1) of Directive 95/46/EC 
of 24 October 1995. 7, 17. 
77 Article 29 Working Party (2005) Working document on a common interpretation of Article 26(1) of Directive 95/46/EC 
of 24 October 1995. 9.  
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ameriški Microsoft pa do podatkov ne bo imel dostopa brez predhodnega dovoljenja operaterja ali 
strank.78 Podobno je storil tudi Amazon.79 
 
3. Nevarni pristan 
 
3.1. Razkritja Edwarda Snowdena 
 
Junija 2013 so svet pretresla odkritja Edwarda Snowdena, objavljena s strani treh zelo vplivnih 
časopisov: The Guardian, The Washington Post in Der Spiegel. Gre za razkritja v zvezi z dejavnostmi 
ameriških obveščevalnih služb, še zlasti Agencije za nacionalno varnost (National Security Agency, 
v nadaljevanju NSA) in obstojem programov obsežnega nadzora. 
Prvi objavljen dokument je bila tajna sodna odredba, iz katere je razvidno, da je NSA zbirala posnetke 
telefonskih klicev, pridobljenih od enega največjih ameriških telekomunikacijskih ponudnikov. 
Takoj naslednji dan je sledilo razkritje programa PRISM, ki je NSA omogočal dostop do besedilnih, 
glasovnih in video sporočil, shranjenih na strežnikih podjetij, dejavnih na področju interneta in 
tehnologije, kot so recimo Facebook, Google, Apple in Yahoo. Podatki so se nanašali tako na 
Američane kot tudi na tujce. Iz nekaterih dokumentov izhaja celo, da je imela NSA neposreden dostop 
do njihovih serverjev, kar pa dotična podjetja ostro zanikajo.80 
Kot zanimivost velja omeniti, da je iz razkritih dokumentov razvidno, da je NSA v enem samem 
dnevu uspela samo iz Facebookovih serverjev zbrati kar 82.857 zbirk naslovov.81 
NSA in ameriška vlada sta v odgovor na obtožbe izjavili, da uporaba programa ni nezakonita in da 
se je do sedaj izkazala za nepogrešljivo orožje v boju proti terorizmu. Vseeno so razkritja močno 
vplivala tudi na ameriško javno mnenje. Raziskave so konec julija 2013 prvič po desetih letih 
pokazale, da večino Američanov bolj skrbijo posegi v zasebnost s strani države kot potencialni 
teroristični napad. To odraža ogromen preobrat v dojemanju problematike posegov v zasebnost v 
ZDA na splošno.82 
Nacionalni organi za varstvo osebnih podatkov so se na razkritja odzvali zelo različno. V Nemčiji so 
komisarji za varstvo osebnih podatkov v okviru konference izdali resolucijo, v kateri so izrazili skrb, 
                                                 
78  Microsoft bo podatke evropskih strank shranjeval v Nemčiji, http://www.rtvslo.si/svet/microsoft-bo-podatke-
evropskih-strank-shranjeval-v-nemciji/378484. 
79 Tracol (2016) “Invalidator” strikes back. Computer Law & Security Review 32 in 2. 16. 
80 NSA Files, https://www.theguardian.com/world/interactive/2013/nov/01/snowden-nsa-files-surveillance-revelations-
decoded#section/2. 
81 NSA zbira telefonske imenike, http://www.mladina.si/149451/nsa-zbira-telefonske-imenike/. 




da obstaja znatna verjetnost kršitve načel Varnega pristana. Nekateri nemški področni komisarji za 
varstvo osebnih podatkov so od podjetij, ki prenašajo osebne podatke na tej podlagi, celo zahtevali, 
da jih obvestijo o ukrepih za preprečevanje dostopa osebnih podatkov NSA. Po drugi strani pa so 
nacionalni organi za varstvo osebnih podatkov na Irskem in v Luxembourgu, ki so prejeli pritožbe v 
zvezi z Varnim pristanom, te zavrnili z utemeljitvijo, da je prenos osebnih podatkov v ZDA skladen 
z njunima nacionalnima zakonodajama.83 
Odmevnost Snowdenovih razkritij se je navsezadnje odrazila tudi v spremembah ameriške 
zakonodaje. Januarja 2014 je Obama izdal predsedniško direktivo, ki obveščevalnim službam nalaga, 
da mora biti zbiranje podatkov praviloma potekati osredotočeno, in omejuje uporabo velikih 
podatkovnih zbirk na primere uporabe zaradi enega od šestih namenov nacionalne varnosti (nasprotna 
grožnja z vohunstvom, terorizem, orožja za množično uničevanje, grožnje kibernetski varnosti ali 
oboroženim silam ter mednarodne grožnje s kaznivimi dejanji). Od leta 2015 zakonske omejitve 
postavlja tudi “Freedom Act,” ki omejuje zbiranje velikih količin podatkov in podjetjem omogoča, 
da izdajo poročila o transparentnosti glede tega, kolikokrat so ameriške oblasti zahtevale dostop do 
podatkov.84 
 
3.2. Sporočili Komisije v povezavi z Varnim pristanom 
 
3.2.1. Sporočilo Komisije Evropskemu parlamentu in Svetu glede obnovitve zaupanja v prenose 
podatkov med EU in ZDA (Sporočilo COM(2013) 846 final)85 
 
Sporočilo COM(2013) 846 final je prvo izmed dveh precej kritičnih sporočil, ki jih je Komisija 
sprejela 27. novembra 2013 v povezavi z Varnim pristanom. 
Komisija v sporočilu ocenjuje, da so imela Snowdenova razkritja izjemno negativen vpliv na 
zaupanje v strateško partnerstvo med EU in ZDA, saj je množično nadzorovanje zasebnih 
komunikacij posameznikov, podjetij ali političnih vodij preprosto nesprejemljivo. 
Kot zanimivost velja omeniti tudi ugotovitev, da je iz sporočila razvidno, da postajajo osebni podatki 
vir visokih zaslužkov; leta 2011 je vrednost podatkov državljanov EU znašala 315 milijard evrov in 
še naprej eksponentno raste. Že leta 2020 bo vrednost predvidoma rasla za bilijon evrov na letni ravni. 
Tudi obseg trga za analiziranje velikih zbirk podatkov se letno povečuje za 40%. 
Komisija ugotavlja, da se ni povečala samo zaskrbljenost glede varstva osebnih podatkov v ZDA na 
splošno, temveč tudi v povezavi s shemo Varnega pristana. Zato se je, še zlasti zaradi prostovoljne in 
                                                 
83 Evropska komisija (2013) Sporočilo COM(2013) 847 final. 5. 
84 EU-U.S. Privacy Shield: Frequently Asked Questions, http://europa.eu/rapid/press-release_MEMO-16-2462_en.htm. 
85 Povzeto po: Evropska komisija (2013) Sporočilo COM(2013) 846 final. 
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deklaratorne narave sheme, povečala potreba po preglednosti in nadzoru nad uveljavljanjem njenih 
načel. Domet razkritih programov v povezavi z neenakim obravnavanjem državljanov EU postavlja 
pod vprašaj raven varstva, zagotovljeno z Varnim pristanom. Ameriške oblasti namreč lahko 
dostopajo in nadalje obdelujejo osebne podatke državljanov EU, ki so v ZDA na podlagi Varnega 
pristana na način, ki ni združljiv z nameni, zaradi katerih so bili ti podatki zbrani in poslani v ZDA. 
Velika večina ameriških internetnih podjetij, povezanih s spornimi programi množičnega nadzora, je 
namreč certificirana pod Varnim pristanom. 
Odločba 2000/520 ima tako dve osnovni pomanjkljivosti. Prvič; že certificirane ameriške 
organizacije naj v veliki meri sploh ne bi spoštovale sheme Varnega pristana in drugič; preko Varnega 
pristana se prenašajo osebni podatki do podjetij, od katerih se zahteva, da jih posredujejo naprej 
ameriškim obveščevalnim službam. 
Komisija je ti pomanjkljivosti spoznala kot tako resni, da izvajanja Varnega pristana ni več mogoče 
nadaljevati. Vseeno pa v nadaljevanju ugotavlja, da bi takojšnji preklic sheme negativno vplival na 
interese podjetij v EU in ZDA, zato bi bilo ustrezneje v shemo vnesti spremembe in tako okrepiti 
varstvo prenosov. Še zlasti se je potrebno osredotočiti na strukturne pomanjkljivosti, povezane s 
transparentnostjo in izvrševanjem, načela in ureditev izjeme državne varnosti. Komisija namerava o 
teh vprašanjih čimprej začeti razpravo z ameriškimi oblastmi. 
 
3.2.2. Sporočilo Komisije Evropskemu parlamentu in Svetu o delovanju Varnega pristana z vidika 
državljanov EU in družb, ustanovljenih v EU (Sporočilo COM(2013) 847 final)86 
 
V svojem drugem sporočilu Komisija prihaja do podobnih zaključkov kot v prvem ter ponudi 
priporočila, v katerih predlaga konkretne spremembe, s katerimi bi bilo mogoče okrepiti raven 
varstva. 
Komisija ponovno ugotavlja, da v praksi znatno število podjetij delno ali v celoti ne spoštuje Varnega 
pristana. Če je bilo v prvem poročilu še govora o veliki večini internetnih podjetij pod shemo Varnega 
pristana v programu PRISM, zdaj Komisija ocenjuje, da so čisto vsa podjetja pod to shemo tudi 
vključena v omenjeni program nadzora. Varni pristan tako ameriškim obveščevalnim službam 
predstavlja enega izmed načinov pridobitve osebnih podatkov iz EU. 
Glede pravnega varstva po pravu ZDA Komisija ugotavlja, da je tovrstno varstvo praviloma 
zagotovljeno le Američanom in tistim, ki tam dejansko prebivajo. Niti njim pa ni omogočeno, da bi 
lahko do podatkov dostopali, jih popravljali ali izbrisali ali imeli dostop do upravnega ali sodnega 
varstva zaradi prekomernih posegov ameriških obveščevalnih služb. 
                                                 
86 Povzeto po: Evropska komisija (2013) Sporočilo COM(2013) 846 final. 
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Komisija v sporočilu navede 13 priporočil v zvezi z morebitnimi izboljšavami sheme v povezavi s 
transparentnostjo, pravnimi sredstvi, izvrševanjem in dostopom s strani ameriških oblasti. 
Za večjo transparentnost bi morala samocertificirana podjetja javno objaviti svojo politiko zasebnosti, 
na svojih spletnih straneh ponuditi povezavo do evidence vseh podjetij, ki uporabljajo shemo ter 
javno objaviti pogoje zasebnosti v pogodbah, ki jih sklepajo. Nadalje bi moralo Ministrstvo za 
trgovino na svoji spletni strani jasno označiti tista podjetja, ki niso certificirana pod Varnim 
pristanom. 
V zvezi s pravnimi sredstvi Komisija priporoča, da bi morala samocertificirana podjetja na svojih 
spletnih straneh ob politiki zasebnosti objaviti še povezavo do ponudnika storitev alternativnega 
reševanja sporov, ki je pripravljen prevzeti primer in ki si ga stranke tudi dejansko lahko privoščijo. 
Nadzor nad delovanjem teh ponudnikov bi bil v pristojnosti Ministrstva za trgovino. 
Izvrševanje sheme bi lahko izboljšali na način, da bi se pri določenem odstotku organizacij po 
samocertifikaciji ali obnovitvi le-te po uradni dolžnosti izvršila preiskava upoštevanja sheme in v 
primeru, da se ugotovijo kršitve in pomanjkljivosti, bi sledili nadaljnji ukrepi. 
Kar se tiče posegov s strani ameriških oblasti, bi morale politike zasebnosti vključevati tudi 
informacije v zvezi z dostopom obveščevalnih agencij. Pomembno je namreč, da se izjema 
nacionalne varnosti uporablja izključno v obsegu, ki je nujen in sorazmeren. 
 
3.3. Sodni odločitvi v zadevah Digital Rights Ireland in Google Spain 
 
3.3.1. Digital Rights Ireland87 
 
SEU je v sodbi v zadevi Digital Rights Ireland zaradi nesorazmernega poseganja v zasebnost za 
neveljavno spoznalo Direktivo 2006/24/ES o hrambi podatkov, pridobljenih ali obdelanih v zvezi z 
zagotavljanjem javno dostopnih elektronskih komunikacijskih storitev ali javnih komunikacijskih 
omrežij. 
Pri odločanju je združilo dve zadevi, irsko in avstrijsko sodišče sta nanj naslovili predhodna vprašanja 
v zvezi z veljavnostjo Direktive 2006/24 ter njeno interpretacijo v luči 7. in 8. člena Listine. 
Pred irskim sodiščem je potekal spor med družbo Digital Rights Ireland Ltd in irskimi oblastmi v 
zvezi z zakonitostjo ukrepov hrambe podatkov, pridobljenih preko elektronskih komunikacij. 
Avstrijsko ustavno sodišče pa je obravnavalo veliko število pritožb, ki zahtevajo ugotovitev ničnosti 
zakonskih določb, ki omenjeno direktivo implementirajo v nacionalni pravni red. 
                                                 
87 Povzeto po: Digital Rights Ireland Ltd proti Minister for Communications, Marine and Natural Resources, Minister for 
Justice, Equality and Law Reform, Commissioner of the Garda Síochána, Ireland, The Attorney General, C-293/12 z dne 
8. aprila 2014. 
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SEU je ocenilo, da je mogoče iz vseh podatkov, ki se hranijo na podlagi direktive, izpeljati zelo 
natančne ugotovitve o zasebnem življenju oseb. To, da se podatki hranijo in pozneje uporabljajo, ne 
da bi bile zadevne osebe o tem obveščene, jim lahko vzbuja občutek, da je njihovo zasebno življenje 
pod stalnim nadzorom. Iz tega izhaja, da omenjeno ravnanje predstavlja poseg v 7. in 8. člen Listine. 
Pri presojanji utemeljenosti posega je SEU ugotovilo, da ne gre za poseg v bistveno vsebino pravice, 
saj direktiva ne dopušča seznanitve s samo vsebino elektronskih komunikacij, temveč le dostop do 
obsežnih podatkovnih zbirk (metadata). Poseg stremi k legitimnemu cilju v splošnem interesu in to 
je zagotavljanje dostopnosti teh podatkov za namene preiskovanja, odkrivanja in pregona hudih 
kaznivih dejanj. Zato je sodišče zaključilo, da je poseg utemeljen in prešlo na fazo presojanja 
sorazmernosti. Poseg je bil ugotovljen za nesorazmernega na podlagi identifikacije petih glavnih 
pomanjkljivosti direktive. Direktiva na splošno zajema vse osebe, ki uporabljajo elektronske 
komunikacijske storitve brez kakršnihkoli razlikovanj, omejitev ali izjem, ki bi se nanašale na 
povezavo s hudimi kaznivimi dejanji. Splošnemu neobstoju omejitev je treba dodati dejstvo, da 
direktiva ne določa objektivnih kriterijev, pod katerimi lahko pristojni organi do podatkov dostopajo, 
temveč le referenco na huda kazniva dejanja. Tretjo pomanjkljivost predstavlja enoten časovni okvir 
hrambe podatkov; ti se namreč v vsakem primeru hranijo od 6 do 24 mesecev, ne pa toliko, kolikor 
je nujno potrebno. Četrta pomanjkljivost je pomanjkanje jamstev, ki bi omogočala zagotovitev 
učinkovitega varovanja hranjenih podatkov s strani zasebnih ponudnikov telekomunikacijskih 
storitev. Kot zadnje pa direktiva sploh ne zahteva, da se podatki hranijo na ozemlju EU.88 Zaradi 
vsega navedenega je sodišče odločilo, da direktiva presega meje, ki jih določa spoštovanje načela 
sorazmernosti z vidika 7. in 8. člena Listine. 
 
3.3.2. Google Spain 
 
Samo mesec zatem je Sodišče sprejelo še drugo prelomno odločitev na področju informacijske 
zasebnosti. V zadevi Google Spain je bila namreč konstruirana tako imenovana “pravico do 
pozabe”The .89 
Vse se je začelo, ko je nekega španskega odvetnika zmotilo, da je prvi zadetek v Google iskalniku, 
ko je vtipkal svoje ime, star časopisni članek z dokaj nepomembno vsebino, ki pa je nanj in na njegov 
profesionalni ugled metala slabo luč, ter zahteval odstranitev te spletne strani iz seznama zadetkov. 
Sodišče je razsodilo, da “pravica do spoštovanja zasebnosti pri obdelavi varstva podatkov lahko od 
upravljavcev spletnih iskalnikov terja, da na zahtevo prizadetega posameznika iz seznama zadetkov 
                                                 
88 Fabbrini (2015) Human Rights in the Digital Age. Harvard Human Rights Journal 28. 80-81. 
89 Google Spain SL, Google Inc. proti Agencia Española de Protección de Datos (AEPD), Mariu Costeji Gonzálezu, 
C‑131/12 z dne 13. maja 2014. 
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po iskanju njegovega imena odstrani povezave na spletne strani s podatki, ki niso več potrebni za 
namene, zaradi katerih so bili prvotno zbrani ali obdelani; med drugim zlasti tedaj, ko so neprimerni, 
neustrezni ali ne več ustrezni ali pretirani glede na te namene in pretečen čas. Na kratko, da naj 
imajo posamezniki po določenem času pravico do pozabe njim neljubih podatkov iz njihovega 
življenja.”90 
  
3.4. Izvrševanje sheme Varnega pristana do 6. oktobra 2015 
 
V 15 letih od vzpostavitve sheme Varnega pristana, se je vanjo vključilo več kot 4500 podjetij,91 med 
njimi tako znana imena kot Facebook, Google, Microsoft, Apple in Yahoo!, kakor tudi veliko 
majhnih podjetij. Samocerfiticirala so se podjetja z zelo različnih področij, od omenjenih internetnih 
podjetij pa vse do predstavnikov farmacevtske industrije in turističnih storitev. Večinoma je šlo za 
ameriška podjetja, ki ponujajo storitve na notranjem trgu EU, z izjemo nekaterih podjetij iz EU, kot 
sta recimo Nokia in Bayer, ki sta podatke prenašali iz EU v svoje podružnice ali hčerinske družbe v 
ZDA. Varnega pristana niso uporabljale edino organizacije s področja finančnih in 
telekomunikacijskih storitev, saj te niso pod nadzorom Zvezne trgovinske komisije, kar je eden izmed 
pogojev za pristop k shemi.92 
Uporaba sheme Varnega pristana pa ni bila omejena zgolj na podjetja v zasebni lasti, četudi so ta 
prevladovala. Tudi nekatere organizacije EU, vključno s Komisijo in Evropsko centralno banko, so 
v ZDA prenašale osebne podatke, zbrane zaradi raziskav in pokojninskih evidenc nekdanjih 
zaposlenih. Več kot polovica podatkov, ki so se prenašali, je bila vsebovana na dokumentih o 
človeških virih v zvezi z zaposlenimi v EU podružnicah, socialnih omrežjih in pay-roll information.93 
Kmalu se je začelo opozarjati na pomanjkljivosti v zvezi z obravnavo kršitev sheme s strani Zvezne 
trgovinske komisije. Celo Komisija je leta 2002 in 2004 objavila dve poročili o uporabi in 
implementaciji Varnega pristana. V prvem poročilu Komisija ugotavlja, da občutno število 
samocertificiranih organizacij ne zagotavlja zadostne ravni transparentnosti pri izpolnjevanju svojih 
obveznosti in vsebini njihovih politik zasebnosti ter opaža, da obstoječi mehanizmi za reševanje 
sporov ne zagotavljajo zadostnega pravnega varstva. V drugem poročilu je bilo natančneje preiskanih 
10% podjetij pod Varnim pristanom, kar je vodilo do zaskrbljujočih rezultatov. Ugotovili so, da 
nekateri alternativni mehanizmi reševanja sporov še zmeraj ne dosegajo ravni, ki jo zahteva shema, 
                                                 
90 Acceto (2014) Prava mera pozabe. 
91 Weiss, Archick (2016) U.S.-EU Data Privacy: From Safe Harbor to Privacy Shield. 9 
92 Evropska komisija (2013) Sporočilo COM(2013) 846 final. 4-5. 
93 Tracol (2016) “Invalidator” strikes back. Computer Law & Security Review 32 in 2. 3-4. 
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in da manj kot polovica organizacij objavila politiko zasebnosti, ki spoštuje vseh sedem načel 
Varnega pristana.94 
Avstralsko podjetje Galexia, ki se ukvarja s pravnim svetovanjem glede internetne zasebnosti, je leta 
2008 objavilo študijo, iz katere je izhajalo, da se je v tistem času vsaj 206 podjetij lažno izdajalo za 
člane Varnega pristana.95 Septembra 2013 je to število zraslo na 427, kar pomeni, da je vsako sedmo 
samocertificirano podjetje dvomljivo. Zagovorniki varstva zasebnosti so leta in leta prepričevali 
Zvezno trgovinsko komisijo, naj se posveti obravnavi kršitev, ki več kot očitno obstajajo.96 Zato je 
še toliko bolj nenavadno, da je do avgusta 2015 Zvezna trgovinska komisija vsega skupaj obravnavala 
le 24 primerov kršitev.97 
Tudi Evropski parlament je bil od samega začetka Varnemu pristanu izrazito nenaklonjen. Svoje 
zadržke je izrazil že pred sprejetjem Odločbe 2000/520, leta 2014 pa je na podlagi mnenja posebnega 
parlamentarnega preiskovalnega odbora nenazadnje le sprejel resolucijo, v kateri je pozval Komisijo 
k suspenzu sporne odločbe.98 
Določeni pomisleki v zvezi s shemo Varnega pristana so se pojavljali tudi v samih državah članicah, 
še zlasti po Snowdenovih razkritjih. Kljub vsemu naj bi “nadzorni organi za varstvo osebnih 
podatkov v državah članicah EU dogovor upoštevali in ponudnikov, ki so ga spoštovali, niso sami 
posebej preverjali, čeprav so imeli nekateri glede njegove ustreznosti pomisleke.”99 
 
4. Zadeva Schrems - Varni pristan pred Sodiščem Evropske Unije 
 
4.1. Dejansko stanje in predhodna vprašanja 
 
Da je o shemi Varnega pristana nazadnje odločalo tudi SEU, je v prvi vrsti zaslužen avstrijski pravnik 
in aktivist na področju varstva zasebnosti, Maximillian Schrems. 
Schrems, ki je Facebook uporabljal od leta 2008, je moral, kot vsi drugi uporabniki v EU, ob 
registraciji podpisati pogodbo z družbo Facebook Ireland, hčerinsko družbo Facebook Inc., ki ima 
sedež v ZDA. Posledično so se njegovi osebni podatki (kot tudi tisti vseh drugih uporabnikov 
Facebooka na ozemlju EU) v celoti ali delno prenesli na ameriške strežnike, kjer so se obdelovali.100 
                                                 
94 Connoly (2008) The US Safe Harbor - Fact or Fiction? 5-6. 
95 Connoly (2008) The US Safe Harbor - Fact or Fiction? 8-9. 
96 Hundreds of US companies make false data protection claims, https://euobserver.com/justice/121695. 
97 Tracol (2016) “Invalidator” strikes back. Computer Law & Security Review 32 in 2. 4. 
98 Tracol (2016) “Invalidator” strikes back. Computer Law & Security Review 32 in 2. 4. 
99 Burnik (2015) Bodo podatki iz EU res našli varnejši pristan v ZDA? Pravna praksa 34/1213 in 41. 3. 
100 Maximillian Schrems v Data Protection Commissioner, para 27. 
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Med študijsko izmenjavo v Silicijevi dolini v ZDA je poslušal predavanje predstavnika ameriškega 
tehnološkega podjetja, ki se je hvalil, kako si EU pod Varnim pristanom zatiska oči pred nizkimi 
ameriškimi standardi varstva osebnih podatkov, kar ga je spodbudilo, da je začel razmišljati o tem, 
kaj se da v zvezi s tem storiti.101 
Schrems je junija 2013 pri irskem pooblaščencu za varstvo osebnih podatkov vložil pritožbo, s katero 
je zahteval, naj v skladu s pooblastili družbi Facebook Ireland prenos osebnih podatkov v ZDA 
prepove z utemeljitvijo, da veljavno ameriško pravo in praksa nista sposobna zaščititi osebnih 
podatkov pred mehanizmi nadzora obveščevalnih služb v razkritjih Edwarda Snowdena.102 
Pooblaščenec je pritožbo zavrgel kot očitno neutemeljeno iz dveh razlogov. Kot prvo je ocenil, da ni 
dokazov, da bi NSA dostopala točno do Schremsovih podatkov in kot drugo je menil, da tovrstnih 
očitkov ni mogoče veljavno uveljavljati, ker je Komisija v Odločbi 2000/520 ugotovila ustrezno 
raven varstva.103 
Schrems je zoper to odločbo vložil tožbo na irsko sodišče (High Court), ki je pred SEU predložilo 
dve predhodni vprašanji;104 
“1. Ali je neodvisni nosilec funkcije, ki ima po zakonu nalogo, da izvaja zakonodajo o varstvu 
podatkov in jo uveljavlja, pri odločanju o pritožbi, da se osebni podatki prenašajo v tretjo državo (v 
tem primeru Združene države Amerike), za katero pritožnik trdi, da njena zakonodaja in praksa ne 
vsebujeta ustreznega varstva za posameznike, na katere se nanašajo podatki, absolutno zavezan 
upoštevati nasprotno ugotovitev Skupnosti iz Odločbe [2000/520] ob upoštevanju členov 7, 8 in 47 
[Listine], ne glede na določbe člena 25(6) Direktive [95/46]? 
2. Ali pa lahko nosilec funkcije opravi in/ali mora opraviti lastno preiskavo zadeve glede na dejanski 
razvoj dogodkov v času od prvotne objave Odločbe Komisije?”105 
 
4.2. Mnenje generalnega pravobranilca Yvesa Bota v zadevi Maximillian Schrems proti Data 
Protection Commissioner 
 
4.2.1. Analiza mnenja generalnega pravobranilca 
 
V svojem mnenju se generalni pravobranilec Yves Bot ni omejil zgolj na predloge odgovorov na 
zastavljeni predhodni vprašanji, ki sta se navezovali na obseg pristojnosti nacionalnih nadzornih 
organov, temveč se je opredelil tudi do veljavnosti Odločbe 2000/520. Podobno je to storil že njegov 
                                                 
101 Privacy Shield Will Not Survive Legal Challenges, https://euobserver.com/digital/134322. 
102 Maximillian Schrems proti Data Protection Commissioner, C-362/14, para 28. 
103 Maximillian Schrems proti Data Protection Commissioner, C-362/14, para 29. 
104 Maximillian Schrems proti Data Protection Commissioner, C-362/14, para 30-36. 
105 Maximillian Schrems proti Data Protection Commissioner, C-362/14, para 36. 
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predhodnik v zadevi Digital Rights Ireland, ki je Sodišču predlagal, naj direktivo o hrambi podatkov 
razveljavi, čeprav to ni bil predmet predhodnih vprašanj.106 
Bot se je v mnenju najprej opredelil do pooblastil nacionalnih nadzornih organov v primeru odločbe 
Komisije o ustreznosti, nato pa do veljavnosti Odločbe 2000/520. 
Glede pooblastil nacionalnih nadzornih organov Bot ugotavlja, da iz uvodnih izjav k Direktivi in 
sodne prakse izhaja, da so nacionalni nadzorni organi varuhi temeljnih pravic in svoboščin ter da je 
njihovo delovanje neodvisno od Komisije. Zato morajo imeti “zaradi svoje bistvene vloge pri varstvu 
osebnih podatkov imeti možnost preiskave, kadar je pri njih vložena pritožba, v kateri so navedeni 
dokazi, s katerimi bi bilo mogoče izpodbijati raven varstva v tretji državi, tudi če je Komisija v 
odločbi, sprejeti na podlagi člena 25(6) Direktive 95/46, ugotovila, da zadevna tretja država 
zagotavlja ustrezno raven varstva. Če nacionalni nadzorni organ na koncu svojih preiskav meni, da 
sporni prenos podatkov posega v varstvo, ki ga je treba zagotoviti državljanom Unije pri obdelavi 
njihovih podatkov, ima pooblastilo, da prekine prenos zadevnih podatkov, in to ne glede na splošno 
presojo Komisije v njeni odločbi.”107 
Poudarja tudi, da ugotovitev ustrezne ravni varstva v tretji državi ni v izključni pristojnosti Komisije, 
saj iz sistematike 25. člena Direktive 95/46 izhaja, da lahko to storijo tudi države članice. To pomeni, 
da je ta ugotovitev pravzaprav v deljeni pristojnosti Komisije in držav članic.108 
Presoja veljavnosti Odločbe 2000/520 se utemelji na odpravi dvomov, ki se v zvezi s tem porajajo v 
postopku, saj lahko SEU le na tak način predložitvenemu sodišču zagotovi celovit odgovor. A pri 
presoji veljavnosti se Bot omejuje na očitke, o katerih se je razpravljalo v okviru tega postopka in ne 
na vse možne pomanjkljivosti ureditve. Bot tako presoja veljavnost izključno v okviru vprašanja, “ali 
vsesplošen in neusmerjen dostop ameriških obveščevalnih služb do prenesenih podatkov lahko 
posega v zakonitost Odločbe 2000/520.”109 
Odločbe Komisije je navadno treba presojati glede na dejanske in pravne elemente, ki so obstajali ob 
sprejetju odločbe, in ne glede na okoliščine, nastale po tem datumu. A odločba o ustreznosti je 
odločba posebne vrste, saj je njen namen presoja ustreznosti, ki se lahko s časom spreminja, zato je 
potrebno zgornje pravilo v obravnavanem primeru prilagoditi.110 
Ker Direktiva 95/46 nikjer ne definira ustrezne ravni varstva, termin interpretira generalni 
pravobranilec in v mnenju tako postavi relativno visoke standarde s trditvijo, da ustreznost ne zahteva 
samo enakosti v praksi, ampak je pomembna predvsem enakost v samem bistvu pravice. Generalni 
pravobranilec ostro kritizira Varni pristan, predvsem zaradi razkritij o množičnem in 
                                                 
106 Tracol (2016) “Invalidator” strikes back. Computer Law & Security Review 32 in 2. 5-6. 
107 Sklepni predlogi generalnega pravobranilca Yvesa Bota, para 70, 73, 80, 81. 
108 Sklepni predlogi generalnega pravobranilca Yvesa Bota, para 86. 
109Sklepni predlogi generalnega pravobranilca Yvesa Bota, para 128-130. 
110 Sklepni predlogi generalnega pravobranilca Yvesa Bota, para 131-135. 
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nediskriminatornem nadzoru ter prestrezanju podatkov s strani NSA. Bot ocenjuje, da je do tega 
prišlo predvsem zaradi preširoke uporabe derogacij, ki jih dovoljuje Odločba 2000/520 ter zaradi 
odsotnosti ustreznega neodvisnega organa, ki bi to obravnaval. Ameriški nadzor je po temeljiti presoji 
argumentov ocenil kot neutemeljen, saj ogroža samo bistvo pravice do varstva osebnih podatkov.111 
Za konec še poudari, da bi Komisija, ki je vedela za nepravilnosti pri izvajanju Odločbe 2000/520, 
morala začasno zadržati njeno izvajanje ali jo prilagoditi in tako onemogočiti nadaljnje kršitve 
temeljnih pravic. Takšno neukrepanje po njegovem mnenju predstavlja le še dodaten razlog za 
razveljavitev sporne odločbe.112 
 
4.2.2. Odzivi na mnenje generalnega pravobranilca 
 
Mnenje je bilo objavljeno 23. septembra 2015 in še istega dne je generalni direktor 
DIGITALEUROPE, John Higgins, napovedal hude motnje mednarodnih podatkovnih tokov v 
primeru, da SEU sledi mnenju generalnega pravobranilca. Nekaj dni kasneje je diplomatska misija 
ZDA v EU podala uradno izjavo, v kateri je izrazila upanje, da bo SEU vzelo v obzir nedoločnosti, 
daljnosežne posledice in škodo, ki jo lahko upoštevanje mnenja povzroči varstvu posameznikovih 
pravic.113 Nekateri so v mnenju prepoznali zgolj odziv na nejevoljo in jezo, ki sta ob Snowdenovih 
odkritjih preplavili svet.114 
V nasprotnem taboru pa je Informacijski center za elektronsko zasebnost podal izjavo, da opaža 
povečan pomen 7. in 8. člena Listine ter pravno varnost kot ključni element zaupanja pri trgovini.115 
The Economist poroča tudi, da se je do 6. oktobra 2015 močno povečalo povpraševanje po pravnih 
strokovnjakih, specializiranih za varstvo osebnih podatkov.116 
 
4.3. Analiza sodbe Sodišča Evropske unije v zadevi Maximillian Schrems proti Data 
Protection Commissioner 
 
Veliki senat SEU  je v zadevi C-362/14 Maximillian Schrems proti Data Protection Commissioner  
dokončno razsodil 6. oktobra 2015, kar je nenavadno hitro, glede na dejstvo, da je bilo mnenje 
generalnega pravobranilca podano šele 23. septembra istega leta. Presenetljivo hitrost postopka bi 
                                                 
111 Tracol (2016) “Invalidator” strikes back. Computer Law & Security Review 32 in 2. 6-7. 
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115 Tracol (2016) “Invalidator” strikes back. Computer Law & Security Review 32 in 2. 7. 
116 Get off my cloud (2015), The Economist 417 in 8959. 59. 
 
 31 
bilo mogoče pripisati dejstvu, da se je mandat predsednika sodišča, ki je bil tudi član velikega senata, 
končal ravno dan po razglasitvi sodbe.117 
Veliki senat je vprašanji za predhodno odločanje preučil skupaj. V prvem delu Sodišče obravnava 
pooblastila nacionalnih nadzornih organov, kadar Komisija sprejme odločbo o ustreznosti. Uvodoma 
poudari, da je potrebno v skladu z dosedanjo sodno prakso Sodišča “določbe Direktive 95/46, ki 
urejajo obdelavo osebnih podatkov, ki lahko ogroža temeljne svoboščine ter zlasti pravico do 
spoštovanja zasebnega življenja, nujno razlagati ob upoštevanju temeljnih pravic, ki jih zagotavlja 
Listina.” Ugotavlja tudi, da je ustanovitev neodvisnih nadzornih organov v državah članicah bistveni 
element spoštovanja varstva oseb pri obdelavi osebnih podatkov.118 Kljub temu da ti organi nimajo 
pooblastil v zvezi z obdelavo teh podatkov na ozemlju tretjih držav, Sodišče ocenjuje, da že sam 
prenos teh podatkov iz države članice v tretjo državo pomeni obdelavo na ozemlju države članice.119 
Veliki senat sicer opozori, da dokler Sodišče odločbe Komisije ne razglasi za neveljavno, ima ta 
zavezujoč učinek za države članice in njihove organe, kar pomeni, da ti ne smejo sprejemati ukrepov 
v nasprotju s to odločbo. To pa nikakor ne pomeni, da nacionalni državni organ ne sme preučiti zahtev 
posameznika v zvezi z varstvom svojih pravic pri prenosu podatkov v tretje države. Prav nasprotno, 
te zahteve morajo biti preučene z vso potrebno skrbnostjo, saj bi bilo drugače posamezniku odvzeto 
pravno varstvo, zagotovljeno z Listino. Nacionalna zakonodaja mora omogočati pravna sredstva, ki 
nacionalnemu nadzornemu organu učinkovito omogočajo, da utemeljene očitke predloži nacionalnim 
sodiščem, ki imajo nato možnost sprožiti postopek predhodnega odločanja pred SEU.120 
V drugem delu sodbe se je Veliki senat posvetil vprašanju veljavnosti Odločbe 2000/520. Kljub temu 
da le-ta ni neposredni predmet predhodnih vprašanj, Sodišče sledi mnenju generalnega pravobranilca 
in o tem odloča na podlagi tega, da sta tako Schrems kot predložitveno sodišče v svojih navedbah 
posredno izrazila tudi dvome o veljavnosti odločbe. 
Najprej Sodišče presoja zahteve, ki izhajajo iz šeste točke 25. člena Direktive 95/46. Vsebinsko je 
preučilo pojem ustrezne ravni varstva in izpostavilo dejstvo, da direktiva nikjer ne vsebuje 
opredelitve ustrezne ravni varstva, ampak le ohlapno napotuje na “vse okoliščine, povezane s 
postopkom.” 
Ob interpretaciji je poudarilo, da ustrezne ravni varstva ni mogoče povsem izenačiti s tisto, 
zagotovljeno v EU, a ga je treba razumeti tako, “da se z njim zahteva, da ta tretja država zaradi svoje 
nacionalne zakonodaje ali mednarodnih obveznosti dejansko zagotavlja raven varstva temeljnih 
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svoboščin in pravic, ki je v bistvenem enaka ravni, zagotovljeni v Uniji na podlagi Direktive 95/46, 
razlagani ob upoštevanju Listine.”121 
Poudarjeno je tudi, da se raven varstva vedno lahko spremeni in da mora zato Komisija po sprejetju 
odločbe o ustreznosti redno preverjati, ali je ugotovitev še zmeraj tako dejansko kot tudi pravno 
utemeljena. “Vsekakor je taka preveritev potrebna, kadar je na podlagi indicev mogoče o tem 
dvomiti.” Diskrecijska pravica Komisije se zmanjša še toliko bolj, če pride do možnosti kršitve pravic 
tako velikega števila posameznikov.122 
V zvezi s 1. členom Odločbe 2000/520 Sodišče ugotavlja, da odločba obravnava samo ustreznost 
zaščite, ki jo v ZDA zagotavlja shema Varnega pristana, ne vsebuje pa ničesar o ukrepih, s katerimi 
bi ZDA zagotavljale ustrezno raven varstva zaradi svoje nacionalne zakonodaje ali mednarodnih 
obveznosti. Ameriški javni organi namreč niso zavezani k spoštovanju sheme. Jasno je tudi določena 
“prevlada zahtev nacionalne varnosti, javnega interesa ali odkrivanja in pregona nad načeli 
zasebnosti varnega pristana.” Izjema nacionalne varnosti in javnega interesa je zastavljena tako 
splošno, da omogoča posege v temeljne pravice oseb, katerih osebni podatki se prenašajo iz EU v 
ZDA. Odločba ne vsebuje niti ugotovitev o morebitnih ameriških predpisih, ki bi tovrstne posege 
omejili ali o obstoju učinkovitega sodnega varstva, če do njih pride.123 
Iz opisanega izhaja, da takšna “ureditev, ki javnim organom omogoča splošen dostop do vsebine 
elektronskih komunikacij, pomeni poseg v bistvo temeljne pravice do spoštovanja zasebnega 
življenjs. “Ureditev, ki ne določa nobene možnosti, da bi posameznik lahko uporabil pravna sredstva 
za pridobitev dostopa do osebnih podatkov, ki se nanj nanašajo, ali dosegel popravo ali izbris takih 
podatkov, posega v bistvo temeljne pravice do učinkovitega sodnega varstva.”124 
Veliki senat je zato zaključil, da je 1. člen Odločbe 2000/520 neveljaven, saj krši zahteve, določene 
v 6. točki 25. člena Direktive 95/46, razlagane ob upoštevanju Listine. Vsebina načel Varnega 
pristana je v tem pogledu irelevantna.125 
Zanimivo je, da je sodišče štelo, da že sam dostop do vsebine podatkov konstruira poseg v  bistvo 
pravice do spoštovanja zasebnega življenja in se zato skladno z 52. členom Listine ne more šteti za 
utemeljenega. Posledično tako odpade potreba po nadaljnjem izvajanju testa sorazmernosti.126 
Prav to je ena izmed ključnih razlik med sodbama v zadevi Schrems in tisti v Digital Rights Ireland. 
V slednji je namreč Sodišče spoznalo, da je bilo bistvo pravice do zasebnosti spoštovano, ker 
Direktiva 2006/24 ni omogočala dostopa do same vsebine podatkov, temveč le do obsežnih 
                                                 
121 Maximillian Schrems proti Data Protection Commissioner, para 70-73. 
122 Maximillian Schrems proti Data Protection Commissioner, para 76-78. 
123 Maximillian Schrems proti Data Protection Commissioner, para 82-89. 
124 Maximillian Schrems proti Data Protection Commissioner, para 94-95. 
125 Maximillian Schrems proti Data Protection Commissioner, para 98. 
126 Tracol (2016) “Invalidator” strikes back. Computer Law & Security Review 32 in 2. 13. 
 
 33 
podatkovnih zbirk (metadata). Zato je sodišče ob ugotovitvi utemeljenosti posega nadaljevalo z 
izvajanjem testa sorazmernosti.127 Razlikovanje med vsebino podatkov in obsežnimi podatkovnimi 
zbirkami se sicer zdi vprašljivo, saj prav strukturna analiza telekomunikacijskih podatkovnih zbirk 
dopušča pridobitev poglobljenega znanja o subjektih teh podatkov.128 
Za konec se je Sodišče posvetilo še obravnavi 3. člena Odločbe 2000/520, ki določa, da lahko 
nacionalni nadzorni organ v določenih primerih kršitve sheme pod zelo “restriktivnimi pogoji , ki 
zagotavljajo visok prag za poseg,” prekine prenos podatkov. “Čeprav ta določba ne posega v 
pooblastila teh organov, da sprejmejo ukrepe za zagotovitev spoštovanja nacionalnih predpisov, 
sprejetih za izvajanje te direktive, pa navedenim organom odvzema možnost sprejeti ukrepe za 
zagotovitev spoštovanja člena 25 te direktive” in tako oži njihova pooblastila. Ker je Komisija z 
zožitvijo pooblastil nacionalnih nadzornih organov prekoračila svoje pooblastilo, podeljeno v 
Direktivi 95/46, je ta člen neveljaven.129 
“Ker sta člena 1 in 3 Odločbe 2000/520 neločljivo povezana s členoma 2 in 4 ter s prilogami k tej 
odločbi, njuna neveljavnost vpliva na veljavnost te odločbe v celoti.”130 Sodišče je tako razveljavilo 
Odločbo 2000/520 in posledično kot neustrezno spoznalo tudi shemo Varnega pristana. 
Iz analize sodbe je razvidno, da je Veliki senat pretežno sledil mnenju generalnega pravobranilca. 
Sodba se je v veliki meri tudi naslanjala na ugotovitve v zadevi Digital Rights Ireland. Zanimivo je, 
da je slednja podprta z obširno sodno prakso ESČP, medtem ko v zadevi Schrems ni eksplicitno 
omenjen noben primer tega sodišča.131 
Kot zanimivost velja omeniti, da je bila gospodarska družba Digital Rights Ireland Ltd. stranski 
udeleženec v postopku. 
Vseeno se sodba in mnenje generalnega pravobranilca na določenih točkah razhajata. Najprej o 
razlagi 8. člena Listine. Veliki senat se namreč večidel sklicuje na osebne podatke in podrobneje ne 
obravnava pravice do varstva osebnih podatkov kot samostojne temeljne pravice. zKot drugo se zdi, 
da se je Veliki senat bolj kot s vprašanjem legitimnosti nadzora s strani ameriških obveščevalnih 
služb, ukvarjal skladnostjo odločbe o ustreznosti z Direktivo 95/46. V sodbi se Veliki senat namreč 
nikjer ni opredelil do ameriške pravne ureditve, Snowdenovih razkritij ali pravne podlage za 
dejavnosti obveščevalnih služb, čemur se je generalni pravobranilec obsežno posvetil.132 
 
4.4. Pravne in dejanske posledice sodbe 
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4.4.1. Pravni učinki sodbe 
 
Sodba učinkuje retroaktivno, kar v bistvu pomeni, da Odločba 2000/520 nikoli ni bila pravno 
veljavna. To praktično pomeni, da so od leta 2000 nezakoniti vsi prenosi podatkov iz EU v ZDA, ki 
temeljijo izključno na tej odločbi, kar v realnosti predstavlja daleč največ prenosov. Sodba ima učinke 
erga omnes, zato zavezuje tako vse institucije EU kot tudi sodišča v državah članicah. Nenavadno je, 
da Komisija ali države članice, ki so bile stranke v postopku, niso predlagale Velikemu senatu, da v 
primeru ugotovljene neveljavnosti odločbe časovni učinek sodbe odloži do sprejetja nove odločbe s 
strani Komisije. Sodišče o tem po ustaljeni sodni praksi namreč ne more odločati po uradni dolžnosti, 
ob podanem predlogu pa bi se do njega moralo opredeliti.133 
 
4.4.2. Prvi odzivi v Evropski uniji 
 
Zagovorniki varstva zasebnosti in osebnih podatkov so sodbo sprejeli z navdušenjem, saj je prinesla 
upanje, da bodo osebni podatki pri prenosu v ZDA v prihodnosti dejansko uživali varstvo, skladno s 
temeljnimi pravicami v evropskem prostoru. 
Kljub vsemu je po razglasitvi sodbe zavladala velika negotovost zaradi odsotnosti instrumentov, ki 
bi lahko takoj nadomestili Varni pristan in tako omogočili nemoteno nadaljevanje prenosov na drugi 
podlagi. Ker ZDA niso edina tretja država, v katero se iz EU prenašajo osebni podatki na podlagi 
odločbe Komisije o ustreznosti ali drugih dogovorov, kot so na primer Evidence podatkov o potnikih 
in Podatki o sporočilih glede finančnih poročil, se odpirajo vprašanja tudi v zvezi z veljavnostjo le-
teh.134 
ZDA je sodba postavila v enak pravni položaj s tretjimi državami, za katere Komisija ni izdala 
odločbe o ustreznosti. To nikakor ne pomeni popolne blokade prenosa osebnih podatkov, saj , kot že 
omenjeno, dogovor Varni pristan ni predstavljal edine pravne podlage za prenos, kljub temu da je šlo 
brez dvoma za najbolj uporabljano. Še vedno ostajajo alternative, kot so standardne pogodbene 
klavzule, zavezujoča poslovna pravila in 26. člen Direktive 95/46. 
26. oktobra 2016 je Delovna skupina podala uradno izjavo, v kateri je naslovila pravno negotovost, 
ki je nastala zaradi razveljavitve Odločbe 2000/520. Poudarila je, da prenos podatkov v tretje države, 
kjer pooblastila javnih organov v zvezi z dostopom do osebnih podatkov presegajo, kar je nujno v 
demokratični družbi, ne bo več dovoljen. Delovna skupina je EU in ZDA postavila rok treh mesecev 
za dokončanje pogajanj in vzpostavitev nove sheme za prenos osebnih podatkov. Za obdobje do 
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konca tega roka je predlagala že obstoječe alternative prenosa. Vseeno je trimesečni rok zgolj 
instrukcijski, saj mu nobena pravna podlaga ne podeljuje zavezujočega učinka. 135 Nekaj dni kasneje, 
6. novembra 2016, je tudi Komisija izdala pojasnila s podrobnim opisom možnih alternativ prenosa 
osebnih podatkov in opisom pravnih posledic sodbe.136 
Novembra je bila sprejeta tudi odločitev, da podjetja, ki bodo nadaljevala s prenosom podatkov na 
podlagi Varnega pristana ne bodo preganjana.137 To je verjetno posledica ameriškega odziva na 
sodbo, saj Ministrstvo za trgovino ni upoštevalo odločitve SEU in je takoj po izdaji sodbe podalo 
uradno izjavo, da bodo nadaljevali z izvrševanjem sheme.138 
 
4.4.3. Okrepljen položaj nacionalnih nadzornih organov 
 
Sodba je okrepila vlogo in pristojnosti nadzornih organov držav članic za varstvo posameznikov pri 
obdelavi osebnih podatkov. Sodišče je nadzornim organom podelilo skoraj popolno samostojnost nad 
nadzorom prenosa osebnih podatkov v tretje države. 
V tem kontekstu je potrebno omeniti še sodbo zadevi Weltimmo 139 , sprejeto nekaj dni pred 
Schremsom, ki nakazuje, da sodišče namerava nadzornim organom tudi olajšati nadzor nad 
podjetji.140 V zadevi Weltimmo se je SEU ukvarjalo z vprašanjem, ali lahko nacionalni nadzorni organ 
nadzoruje upravljavca podatkov iz tujine, ki se večidel ukvarja z zbiranjem in obdelavo podatkov, ki 
izhajajo iz države članice tega nadzornega organa. Izključna poslovna dejavnost slovaške družbe 
Weltimmo je bila namreč upravljanje spletne strani za oglaševanje madžarskih nepremičnin. Ob 
nastanku spora v zvezi z izbrisom osebnih podatkov so se prizadeti posamezniki, ki so oglaševali 
nepremičnine, obrnili na madžarskega varuha osebnih podatkov, ki se je na podlagi nacionalnega 
prava štel za pristojnega. SEU je kot ključno merilo razmejitve določilo osredotočenost interesov 
ponudnika in tako razsodilo, da ima nacionalni nadzorni organ v takem primeru dolžnost obravnave 
tovrstnih pritožb, kar praktično pomeni širitev njegove pristojnosti onkraj meja domače države.141 
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4. Zasebnostni ščit EU-ZDA 
 
4.1. Pot do Zasebnostnega ščita EU-ZDA 
 
Že leta 2014, ko je Komisija sprejela Sporočilo COM(2013) 847 final, se je med EU in ZDA začela 
razprava o okrepitvi sheme Varnega pristana v skladu s 13. priporočili iz tega sporočila. Po sodbi v 
zadevi Schrems so se ti pogovori še okrepili in usmerili v sprejetje novega sklepa o ustreznosti.142 
Hitra priprava novega dogovora in posledično sprejetja novega sklepa o ustreznosti zaradi 
razveljavitve Odločbe 2000/520 verjetno za nikogar ni predstavljala presenečenja, saj sta 
gospodarstvi EU in ZDA tako povezani, da nujno potrebujeta ustrezno podlago za množičen prenos 
osebnih podatkov. Delovna skupina je sicer, kot že omenjeno, za vzpostavitev nove sheme prenosa 
osebnih podatkov, ki bi nasledila Varni pristan, določila instrukcijski rok treh mesecev. 
2. februarja 2016, 2 dneva po preteku trimesečnega roka Delovne skupine, je bil objavljen osnutek 
novega sporazuma, imenovanega Zasebnostni ščit EU-ZDA (v nadaljevanju Zasebnostni ščit). 29. 
februarja 2016 je bilo uradno objavljeno besedilo sporazuma v celoti, vključno s spremno 
dokumentacijo. Ob potrditvi Komisije bi naj nova shema predstavljala podlago za prenos osebnih 
podatkov državljanov EU v ZDA, skladno z zahtevami, ki izhajajo iz sodbe v zadevi Schrems.143 
Izdani dokumenti prvič vsebujejo podrobni opis vseh dejanskih zahtev, ki bodo izhajale iz 
sporazuma.144 
13. aprila 2016 je Delovna skupina objavila Mnenje o osnutku odločbe o ustreznosti Zasebnostnega 
ščita EU-ZDA s poudarkom na komercialnih vidikih sheme in odstopanjih zaradi interesov državne 
varnosti. 
Delovna skupina po preučitvi osnutka opaža, da se Zasebnostni ščit na trenutke zdi nejasen, saj so 
načela in varovalke določene tako v sklepu o ustreznosti kot tudi v njegovih prilogah, kar posledično 
pripelje do tega, da je informacije težko najti in na trenutke tudi do nekonsistenčnosti. Besedilo bi se 
moralo zato prestrukturirati in poenostaviti.145 
V zvezi s komercialnimi vidiki Zasebnostnega ščita Delovna skupina opaža, da določena ključna 
načela varstva osebnih podatkov niso izrecno omenjena. Tak primer je načelo hrambe osebnih 
podatkov, ki ga ni mogoče niti jasno izpeljati iz opisa načela celovitosti podatkov in omejitve namena. 
Nadalje ni nikjer omenjeno varstvo, zagotovljeno odločitvam posameznikov, ki temeljijo izključno 
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na avtomatski obdelavi osebnih podatkov. Delovna skupina zaradi teh in podobnih nejasnosti 
predlaga dodatek z razlago pojmov, ki bi vsebovala jasne in natančne opredelitve.146 
Delovna skupina opozarja tudi, da kljub temu da Zasebnostni ščit posameznikom ponuja nove 
mehanizme pravnega varstva, so ti še zmeraj občutno preveč kompleksni in zahtevni za uporabo, kar 
posledično pomeni, da pravno varstvo ni učinkovito. Ti postopki morajo tako postati bolj jasni, 
Delovna skupina predlaga tudi, da bi lahko nacionalni nadzorni organi imeli možnost ta pravna 
sredstva uveljavljati namesto posameznikov.147  
V zvezi z možnostmi dostopa do osebnih podatkov na podlagi odstopanj zaradi državne varnosti 
Delovna skupina ugotavlja, da je množično in nediskriminatorno zbiranje podatkov iz EU ameriškim 
obveščevalnim službam še zmeraj omogočeno pod pogojem, da je poseg nujen in sorazmeren. 
Delovna skupina poudarja, da takšen poseg prav zaradi svoje množične in nediskriminatorne narave 
v demokratični družbi nikoli ne more biti smatran kot nujen in sorazmeren, zato je zelo verjetno, da 
bo o tem v bližnji prihodnosti spet prisiljeno odločati SEU. Ob tem opozarja še, da bi bilo nujno 
narediti pregled vseh obstoječih programov nadzora, saj se zdi, da se bo v okviru boja proti terorizmu 
na tak način zbiralo vedno več osebnih podatkov. Kljub temu da bo ustanovitev Ombudsmana s strani 
ZDA, velik korak naprej k zagotavljanju učinkovitega pravnega varstva, se po predvideni pravni 
ureditvi zdi, da ta institucija ne bo uživala dovoljšne mere neodvisnosti in ne bo imela ustreznih 
pooblastil za učinkovito izvrševanje svojih nalog.148 
Tudi Evropski nadzornik za varstvo osebnih podatkov je v svojem mnenju z dne 30. maja 2016 
Zasebnostni ščit sicer označil kot “korak v pravo smer”, ki pa v trenutni verziji ne zagotavlja 
zadovoljivega varstva temeljnih pravic iz 7. in 8. člena Listine. Za sprejetje dokončne odločbe o 
ustreznosti bodo tako potrebne korenite spremembe. Kot prvo mora EU dobiti dodatna zagotovila v 
zvezi z dostopom do podatkov s strani ameriških obveščevalnih služb predvsem v smislu 
zagotavljanja standarda nujnosti in sorazmernosti posegov. Če je Varni pristan vsaj v teoriji tak 
dostop smatral kot izjemo, se v osnutku Zasebnostnega ščita zdi, da skoraj že postaja pravilo. 
Zanimivo je, da se je Evropski nadzornik za varstvo osebnih podatkov dotaknil tudi problematike 
sistema samoreguliranja, kar do tega trenutka ni veljalo za sporno, saj je samoreguliranje SEU v 
zadevi Schrems celo označilo kot neproblematično. Evropski nadzornik za varstvo osebnih podatkov 
za razliko od SEU meni, da se tak sistem dandanes za uspešnega lahko izkaže le kratkoročno, 
dolgoročno pa bodo potrebne spremembe v sami sistemski zasnovi.149 
                                                 
146 Article 29 Data Protection Working Party (2016) Opinion 01/2016. 3. 
147 Article 29 Data Protection Working Party (2016) Opinion 01/2016. 3-4. 
148 Article 29 Data Protection Working Party (2016) Opinion 01/2016. 4. 
149 European Data Protection Supervisor (2016) Opinion 4/2016. 2-3. 
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Pogajanja o spremembah, ki bi okrepila raven zaščite skladno s prejetimi mnenji, so se tako 
nadaljevala. Čez dober mesec je ameriško Ministrstvo za trgovino predstavilo novo verzijo 
sporazuma, posodobljeno z dodatnimi zahtevami EU, o kateri je Evropski parlament glasoval 7. julija 
2016, ko je bil Zasebnostni ščit EU-ZDA tudi uradno potrjen.150 Kljub vsemu se potrjeni sporazum 
od kritiziranega osnutka žal v bistvenem ne razlikuje. 
12. julija 2016 je Komisija sprejela izvedbeni sklep na podlagi Direktive Evropskega parlamenta in 
Sveta 95/46/ES o ustreznosti varstva, ki ga zagotavlja Zasebnostni ščit EU-ZDA.151 Gre za novo 
odločbo o ustreznosti, ki implementira potrjeni sporazum. 
Izvedbeni sklep je stopil v veljavo z avgustom 2016, kar je pomenilo dokončen konec uporabe sheme 
Varnega pristana in začetek implementacije in uporabe Zasebnostnega ščita. Že 12. avgusta so bila 
prva podjetja uradno certificirana pod novo shemo.152 Član Zasebnostnega ščita je septembra 2016 
postal tudi Facebook, ki pa bo od zdaj naprej podatke prenašal le na podlagi dveh aplikacij znotraj 
družbenega omrežja (“Workplace” in “Ads and Measurement”). Podatki v ostalih aspektih 
družbenega omrežja se tako ne bodo prenašali na podlagi Zasebnostnega ščita, kar pa seveda ne 
izključuje drugih možnosti prenosa.153 
 
4.2. Načela Zasebnostnega ščita EU-ZDA 
 
Shema Zasebnostnega ščita je v osnovi precej podobna Varnemu pristanu, saj prav tako temelji na 
sistemu samocertificiranja organizacij, ki to želijo in ki imajo politiko varstva zasebnosti skladno z 
načeli zasebnosti, opredeljenimi v odločbi o ustreznosti. 
Za upravljanje in izvajanje Zasebnostnega ščita ter preverjanje, ali samocertificirana podjetja ravnajo 
skladno s prevzetimi obveznostmi, je pristojno Ministrstvo za trgovino ZDA, ki vodi tudi evidenco 
vseh organizacij, ki so se s samocertifikacijo zavezala k spoštovanju načel zasebnosti. “Članstvo” v 
Zasebnostnem ščitu je potrebno vsako leto obnavljati.154 
Evropska komisija poudarja, da bo Zasebnostni ščit temeljil na strogih obveznostih za podjetja, ki 
uporabljajo podatke, jasnih zaščitnih ukrepih in obveznostih glede preglednosti za dostop vlade ZDA, 
učinkoviti zaščiti individualnih pravic ter mehanizmu skupnega letnega pregleda.155 
                                                 
150 Privacy Shield Timeline, https://www.privacytrust.com/privacyshield/privacy-shield-timeline.html. 
151 Izvedbeni sklep 2016/1250. 
152 Privacy Shield Timeline, https://www.privacytrust.com/privacyshield/privacy-shield-timeline.html. 
153 Facebook signs up to Privacy Shield data treaty, http://www.telegraph.co.uk/technology/2016/10/15/facebook-signs-
up-to-privacy-shield-data-treaty/. 
154  Vodnik po Zasebnostnem ščitu EU-ZDA, http://ec.europa.eu/justice/data-protection/files/eu-
us_privacy_shield_guide_sl.pdf. 1. 




Načela Zasebnostnega ščita sicer vsebujejo enakih 7 načel varstva osebnih podatkov kot načela 
Varnega pristana, se pa njihova konkretizacija v marsičem razlikuje od prvotne. 
Posebej pomembne so spremembe v zvezi s pravnim varstvom na splošno in specifično v primeru 
dostopa ameriških javnih organov ter z varstvom podatkov ob nadaljnjih prenosih. 
Če pride do kršitve pravil Zasebnostnega ščita, ima prizadeti posameznik na voljo več dostopnejših 
in stroškovno sprejemljivejših mehanizmov za reševanje sporov ter brezplačno odpravo ugotovljenih 
kršitev. Vsako podjetje mora zagotavljati neodvisen pritožben mehanizem, ki obravnava pritožbe; 
najpogosteje gre za obliko alternativnega reševanja sporov. Poleg tega se lahko posameznik obrne 
tudi na nacionalni nadzorni organ, Ministrstvo za trgovino ZDA, Zvezno trgovinsko komisijo ter ob 
izčrpanju ostalih pravnih sredstev tudi na Senat Zasebnostnega ščita. Senat je pravzaprav arbitražni 
mehanizem, čigar odločitve so zavezujoče in izvršljive pred ameriškimi sodišči. Arbitražo pred 
senatom lahko sproži le prizadeti posameznik, podjetje pa te možnosti nima, saj je ta mehanizem v 
prvi vrsti namenjen varstvu posameznikovih interesov.156 
Zasebnostni ščit uvaja tudi nov neodvisen mehanizem varuha človekovih pravic, ki bo državljanom 
EU zagotavljal pravno varstvo na področju nacionalne obveščevalne dejavnosti. 157  Nov varuh 
človekovih pravic, imenovan tudi Ombudsman, je višji uradnik na ameriškem ministrstvu za 
trgovino, ki naj bi deloval v celoti neodvisno od ameriških obveščevalnih služb. Zagotavlja, da se 
pritožbe preučijo v razumnem roku in nato odpravijo morebitne kršitve. Čeprav je bil ustanovljen 
zaradi varstva v okviru sheme Ščita zasebnosti, se lahko nanj naslovi kakršnekoli pritožbe v zvezi z 
domnevnimi kršitvami, ki se nanašajo na osebne podatke in na komercialni prenos le-teh iz EU v 
ZDA. Tako obravnava tudi kršitve standardnih pogodbenih klavzul in zavezujočih poslovnih 
pravil.158 
Ameriške obveščevalne službe sicer lahko še zmeraj dostopajo do osebnih podatkov v organizacijah 
pod shemo Zasebnostnega ščita, a so ZDA EU zagotovile, “da za dostop javnih organov za namene 
kazenskega pregona in nacionalne varnosti veljajo jasne omejitve, zaščitni ukrepi in nadzorni 
mehanizmi” ter da v prihodnosti ne bo več prihajalo do neselektivnega množičnega nadzora osebnih 
podatkov. Množično zbiranje podatkov se bo tako uporabljalo le ob izpolnjenosti posebnih pogojev 
in še takrat čim bolj ciljno usmerjeno in osredotočeno.159 Do tega naj bi tako prihajalo “le v obsegu, 
                                                 
156  Vodnik po Zasebnostnem ščitu EU-ZDA, http://ec.europa.eu/justice/data-protection/files/eu-
us_privacy_shield_guide_sl.pdf. 4-5. 
Evropska komisija uvaja zasebnostni ščit EU-ZDA: večja zaščita za čezatlantski pretok podatkov, 
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http://europa.eu/rapid/press-release_IP-16-2461_sl.htm. 
158  Vodnik po Zasebnostnem ščitu EU-ZDA, http://ec.europa.eu/justice/data-protection/files/eu-
us_privacy_shield_guide_sl.pdf. 8-9. 




ki je potreben za doseganje ciljev v splošnem interesu, kakršna sta državna varnost ali preprečevanje, 
odkrivanje in preiskovanje kaznivih dejanj.”160 
Nadalje je dobrodošla novost tudi zaostritev varstva osebnih podatkov ob nadaljnjih prenosih tretjim 
osebam. Zasebnostni ščit namreč predstavlja tudi podlago za nadaljnje prenose podatkov izven ZDA, 
zato mora biti tudi ob teh nadaljnjih prenosih in obdelovanju osebnih podatkov v tretjih državah 
zagotovljena enaka raven varstva. Tako mora vsaka ameriška organizacija, vključena v shemo 
Zasebnostnega ščita, ki prenaša osebne podatke naprej, oceniti, ali bodo osebni podatki tudi v 
prihodnje, še zlasti glede na nacionalno zakonodajo države, kamor se prenašajo, uživali enako raven 
varstva.161 
 
4.3. Tendence za prihodnost Zasebnostnega ščita EU-ZDA 
 
4.3.1. Reforma zakonodaje varstva osebnih podatkov v EU 
 
Reforma zakonodaje EU na področju varstva osebnih podatkov se je pripravljala že lep čas. Direktiva 
95/46, ki je osrednji zakonodajni akt tega področja, je stara več kot 20 let in do danes je napredek 
znanosti in tehnologije prinesel korenite spremembe v načinu komunikacije. Pisma in telefonski 
pogovori, na katerih je temeljilo naše sporazumevanje na daljavo pred letom 1995 v času nastajanja 
Direktive 095/46, so namreč že zdavnaj preseženi. 
25. januarja 2012, po skoraj treh letih pogajanj, je Komisija končno objavila zajetno dokumentacijo 
osnutka prvega dela predloga reforme zakonodaje EU na področju varstva osebnih podatkov, ki naj 
bi “okrepila pravice državljanov in jim omogočila boljši nadzor nad njihovimi podatki, obenem pa 
zagotovila varstvo njihove zasebnosti v digitalni dobi.” Nova pravila so bila dokončno sprejeta 25. 
maja 2016, v veljavo pa stopajo čez dve leti, torej maja 2018.162 
Od izjemno ambiciozno zastavljenih prvih zakonodajnih predlogov je ostalo bolj malo. Na prvotno 
besedilo Uredbe je bilo vloženih 4000 amandmajev, ki so vedno bolj ožili in omejevali varstvo 
posameznika na račun koristi multinacionalk, ki upravljajo velike zbirke osebnih podatkov.163 Šlo naj 
bi celo za enega najhuje lobiranih zakonodajnih aktov EU. 
Prvi del reforme zajema 3 zakonodajne akte, ki naj bi predstavljali “odgovor EU na sodobne izzive 
varstva osebnih podatkov” 164 ; Uredbo 2016/679 o varstvu posameznikov pri obdelavi osebnih 
                                                 
160 Burnik (2016) Kako varno bo za ščitom zasebnosti? Pravna praksa  35/1236 in 14. 3. 
Vodnik po Zasebnostnem ščitu EU-ZDA, http://ec.europa.eu/justice/data-protection/files/eu-
us_privacy_shield_guide_sl.pdf. 5. 
161  Evropska komisija uvaja zasebnostni ščit EU-ZDA: večja zaščita za čezatlantski pretok podatkov, 
http://europa.eu/rapid/press-release_IP-16-2461_sl.htm. 
162 Varstvo osebnih podatkov, http://www.europarl.europa.eu/atyourservice/sl/displayFtu.html?ftuId=FTU_5.12.8.html. 
163 Prelesnik (2016) Evropska reforma varstva osebnih podatkov. Pravna praksa 35/1242-1243 in 20-21. 3. 
164 Podpečan (2016) Nazaj v informacijsko prihodnost. Pravna praksa 35/1242-1243 in 20-21. 6-8. 8. 
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podatkov in prostem pretoku takih podatkov (v nadaljevanju Uredba 2016/679), Direktivo 2016/679 
o varstvu posameznikov pri obdelavi osebnih podatkov, ki jih pristojni organi obdelujejo za namene 
preprečevanja, preiskovanja, odkrivanja ali pregona kaznivih dejanj ali izvrševanja kazenskih 
sankcij, in o prostem pretoku takih podatkov ter Direktivo 2016/681 o uporabi podatkov iz evidence 
podatkov o potnikih za preprečevanje, odkrivanje, preiskovanje in pregon terorističnih in hudih 
kaznivih dejanj. 
Uredba 2016/679, ki nadomešča Direktivo 95/46, nekatera področja ureja bistveno drugače kot njena 
predhodnica. Med novostmi prinaša zlasti pravico do pozabe, jasnejšo opredelitev posameznikovega 
soglasja, obveznost obveščanja o kršitvah in pravila glede obravnave kršitev, ki presegajo meje ene 
države članice. Globe za kršitelje so znatno višje kot poprej; znašajo lahko tudi do štirih odstotkov 
skupnega svetovnega letnega prometa podjetja v preteklem proračunskem letu.165 
V luči te magistrske naloge pomemben napredek predstavljajo zlasti določbe, ki k spoštovanju novih 
določb med obdelavo osebnih podatkov evropskih uporabnikov vežejo velike tuje ponudnike storitev 
informacijske družbe, kot sta Facebook in Google. Uredba 2016/679 uvaja tudi pravico do 
prenosljivosti podatkov, ki posameznikom omogoča prenos podatkov ob zamenjavi ponudnika 
elektronskih storitev. Največkrat bo šlo prav za ponudnike storitev elektronske pošte in družabnih 
omrežij.166 Če se torej odločim, da bom namesto Facebooka uporabljala kakšno drugo družbeno 
omrežje, kot je na primer Google Plus, lahko od Facebooka zahtevam, da vse moje osebne podatke 
prenese h Googlu. 
Uredba redefinira pojem čezmejnega obdelovanja osebnih podatkov. Po novem se bo za iznos 
osebnih podatkov štelo tudi obdelovanje, pri katerem ima upravljavec ali pogodbeni obdelovalec le 
eno poslovno enoto, ki je osebni podatki ne zapustijo, bi pa lahko takšno obdelovanje pomembno 
prizadelo posameznike v večih državah članicah.167 
Uredba vsebuje tudi odziv na sodbo v zadevi Schrems, saj predvideva, da se “sodbe ali druge 
odločitve tretjih držav, ki od upravljavca ali pogodbenega obdelovalca osebnih podatkov zahtevajo, 
da prenese ali razkrije osebne podatke, priznajo in izvršijo le pod pogojem, da so utemeljene na 
uveljavljenem mednarodnem sporazumu.”168 
Obveznost držav članic do ustanovitve neodvisnih nacionalnih nadzornih organov za varstvo osebnih 
podatkov ostaja nespremenjena. Ti bodo po novem po načelu vse na enem mestu lahko v določenih 
primerih delovali tudi na ozemlju druge države članice. Kadar bo obdelava podatkov potekala v več 
                                                 
165 Prelesnik (2016) Evropska reforma varstva osebnih podatkov. Pravna praksa 35/1242-1243 in 20-21. 3. 
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državah članicah, bo za celoten postopek pristojen en nacionalni nadzorni organ in sicer od tiste 
države, kjer se nahaja glavna poslovna enota upravljavca.169 
Kar se tiče prenosa podatkov na podlagi odločbe o ustreznosti, sistem v osnovi ostaja nespremenjen, 
so pa veliko bolj konkretizirane okoliščine oziroma elementi, ki jih Komisija upošteva ob presoji.170 
Slovenska terminološka sprememba je, da se izdajajo sklepi namesto odločb o ustreznosti. 
 
4.3.2. Usoda Zasebnostnega Ščita EU-ZDA 
 
Ker se je Zasebnostni ščit šele nedavno začel izvajati, je za oceno njegove učinkovitosti v praksi še 
precej zgodaj. Šele prihodnje leto bosta EU in Ministrstvo za trgovino ZDA pripravila prvo skupno 
poročilo o izvajanju sheme Zasebnostnega ščita.171 
Kljub temu pa kaže, da bo o novem sporazumu kaj kmalu odločalo SEU. Maximillian Schrems, ki je 
pokopal že Varni pristan, je takoj ob izdaji novega sklepa o ustreznosti napovedal, da bo sporazum 
kratkega veka, saj naj ne bi zdržal preizkusa pred Sodiščem.172 Če ima prav, bo očitno jasno prej, kot 
je bilo pričakovati. 
Že septembra 2016, skoraj nemudoma po začetku izvrševanja sporazuma, je organizacija Digital 
Rights Ireland, ki je, kot že omenjeno, sodelovala v mnogih uspešnih sodnih postopkih v zvezi z 
varstvom osebnih podatkov, prevzela pobudo in primer predložila Splošnemu sodišču EU.173 Oviro 
za obravnavo bi utegnil predstavljati neposredni interes kot splošna procesna predpostavka za 
vložitev tožbe. Digital Rights Ireland bo tako morala izkazati, da se izpodbijani akt nanjo neposredno 
nanaša.174 Lizbonska pogodba je sicer omilila tako imenovan Plaumannov test, ko je ničnostno tožbo 
pred Splošnim sodiščem EU lahko vložila le stranka, na katero se je izpodbijani akt neposredno in 
posamično nanašal. Zlasti slednje je bilo v praksi praktično nemogoče dokazati, kar je bilo dobro 
razvidno iz sodbe v zadevi Inuit 175 . Če se predpisi na pritožnika neposredno nanašajo in ne 
potrebujejo izvedbenih ukrepov, posamičnega nanašanja zdaj ni več potrebno izkazovati.176 
                                                 
169 Reforma evropskega zakonodajnega okvira za varstvo osebnih podatkov, https://www.ip-rs.si/zakonodaja/reforma-
evropskega-zakonodajnega-okvira-za-varstvo-osebnih-podatkov/. 
170 45. člen Uredbe 2016/679. 
171 Privacy Shield Timeline, https://www.privacytrust.com/privacyshield/privacy-shield-timeline.html. 
172 Privacy Shield Will Not Survive Legal Challenges, Says Schrems, https://euobserver.com/digital/134322. 
173  Privacy shield data agreement challenged before EU court, http://www.politico.eu/article/privacy-shield-data-
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174  Digital Rights Ireland Challenges EU-US Privacy Shield, http://www.williamfry.com/newsandinsights/news-
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Nedolgo za Digital Rights Ireland je ničnostno tožbo vložila še francoska aktivistična skupina za 
digitalne pravice La Quadrature du Net.177 
Vprašanja se postavljajo tudi glede razmerja med Zasebnostnim ščitom in novo Uredbo, ki bo v 
veljavo stopila maja 2018. Kljub temu da je Zasebnostni ščit sprejet na podlagi Direktive 95/46, to 
ne bi smelo vplivati na njegovo veljavnost po uveljavitvi Uredbe. 
Evropski nadzornik za varstvo osebnih podatkov je poudaril, da Uredba upravljavcem osebnih 
podatkov nalaga obveznosti, ki so strožje od tistih, zajetih v načelih zasebnosti sheme Zasebnostnega 
ščita, kar definitivno ne pripomore k stabilnemu čezatlantskemu okvirju za iznos osebnih podatkov. 
Ta odstopanja so nenavadna zlasti zato, ker je bilo dokončno besedilo Uredbe sprejeto pred 
sporazumom in bi tako lahko sporazum v ta namen še prilagodili. 
Usodo sporazuma je tako nemogoče napovedati in kljub temu da je jasno, da je posameznikom po 
novi ureditvi zagotovljena višja raven varstva od Varnega pristana, ne kaže, da bi Zasebnostni ščit 
užival občutno večjo podporo stroke in širše javnosti kot slednji. To je najverjetneje posledica dejstva, 
da je dostop s strani ameriških obveščevalnih služb še vedno dovoljen in da Uredba zagotavlja višjo 
raven varstva osebnih podatkov. Prej kot slej bo očitno o njegovi usodi, kot pri njegovem 
predhodniku, očitno spet prisiljeno odločati SEU. 
  
                                                 







Očitno je, da pravna ureditev prenosa osebnih podatkov iz EU v ZDA v zadnjih letih doživlja korenite 
spremembe in vse kaže na to, da ta proces še zdaleč ni končan. Kljub temu da Zasebnostni ščit 
osebnim podatkom iz EU v ZDA zagotavlja neprimerljivo višjo raven varstva kot shema Varnega 
pristana, se zdi, da pomanjkljivosti, na katere je opozorilo SEU v zadevi Schrems v celoti niso bile 
odpravljene.v,se zdi. 
Vir vseh težav so zlasti velike, včasih se že zdi, da nepremostljive, kulturne in politične razlike v 
dojemanju varstva osebnih podatkov in dejstvo, da se v ZDA zaradi strahu pred terorizmom v imenu 
državne varnosti na široko odpirajo vrata množičnemu nadzoru s strani ameriških obveščevalnih 
služb. to,jeoVseeno pa si je zaradi naraščajoče pomembnosti čezatlantskih gospodarskih stikov in 
vedno večje digitalizacije življenje brez tovrstnih prenosov podatkov skoraj nemogoče predstavljati, 
zato bo nujno najti ustrezno rešitev. Če je to Zasebnostni ščit EU-ZDA, bo pokazal čas, a zdi se, da 
bodo prej ali slej pomembne nove spremembe na tem področju. 
Pomemben napredek, ki ga je prinesel tok dogodkov, opisan v tej nalogi, pa po mojem mnenju ni 
zgolj višja raven varstva osebnih podatkov, temveč predvsem vloga, ki jo je pri tem odigralo SEU. 
Sodbe v zadevah Digital Rights Ireland, Google Spain in Schrems so potrditev, da SEU temeljne 
pravice in svoboščine, v tem kontekstu zlasti pravice do zasebnosti, varstva osebnih podatkov ter 
učinkovitega sodnega varstva, jemlje zelo resno ter vedno bolj izrazito prevzema pomembno vlogo 
sodnega varuha človekovih pravic, ki jo imajo sicer v državah članicah ustavna sodišča, na širšem 
evropskem prostoru pa ESČP. 
Kar se tiče varstva osebnih podatkov, menim, da podatki so oziroma bodo po uveljavitvi nove 
zakonodaje primerno varovani, vse dokler ostajajo v okviru ozemlja EU. Ob prenosu v ZDA se 
zaenkrat, kljub poskusom, zdi nemogoče zagotoviti popolnoma enako raven varstva zaradi razlogov 
na strani ZDA, kjer pač niso pripravljeni sprejeti evropskih zahtev. Osebno tudi ne vidim razloga, 
zakaj bi jih, vse dokler bo EU pripravljena iznašati podatke pod zdajšnjimi pogoji, saj ZDA nimajo 
interesov za kakršnekoli spremembe. Četudi pa bi do teh na papirju prišlo, je njihovo dejansko 
izvrševanje v praksi zelo vprašljivo. 
Glavni problem ostaja dostop do osebnih podatkov s strani ameriških obveščevalnih služb, a tudi, če 
bi bil ta popolnoma prepovedan, dvomim, da bi osebni podatki v ZDA v vseh pogledih uživali povsem 
enako varstvo, kot jim je zagotovljeno v EU, saj sta si pravni ureditvi preprosto preveč različni in bi 
zato na neki točko gotovo prišlo do konfliktov. Zato menim, da bi bila daleč najboljša rešitev, če bi 
podjetja (po vzoru Microsofta in Amazona po razveljavitvi Varnega pristana) podatke iz EU obdržala 
na ozemlju EU in jih skladiščila v tukajšnjih podatkovnih centrih, kar pa si je zaradi interesov 
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po sodbi Sodišča v zadevi C-362/14 (Schrems). http://eur-lex.europa.eu/legal-
content/SL/TXT/PDF/?uri=CELEX:52015DC0566&from=EN. 
Fabbrini, Federico (2015) Human Rights in the Digital Age: The European Court of Justice Ruling 
in the Data Retention Case and Its Lessons for Privacy and Surveillance in the United States. 




Facebook signs up to Privacy Shield data treaty, 
http://www.telegraph.co.uk/technology/2016/10/15/facebook-signs-up-to-privacy-shield-data-
treaty/ (6.11.2016). 
Get off my cloud (2015). The Economist 417 in 8959. 59-60. 
Hartley, TC (2010) The Foundations of the European Union (7. izdaja). New York: Oxford 
University Press. 
I. Mekina, NSA zbira telefonske imenike, http://www.mladina.si/149451/nsa-zbira-telefonske-
imenike/ (24.10.2016). 




M. Acceto, Prava mera pozabe, http://www.iusinfo.si/DnevneVsebine/Kolumna.aspx?id=121552 
(27.10.2016). 
Meltzer Joshua P. (2015) The Importance of the Internet and Transatlantic Data Flows for U.S. and 
EU Trade and Investment. Washington: The Brookings Institution. https://www.brookings.edu/wp-
content/uploads/2016/06/internet-transatlantic-data-flows-version-2.pdf. 
Microsoft bo podatke evropskih strank shranjeval v Nemčiji, http://www.rtvslo.si/svet/microsoft-
bo-podatke-evropskih-strank-shranjeval-v-nemciji/378484 (31.10.2016). 




Podpečan, Mitja (2016) Nazaj v informacijsko prihodnost. Pravna praksa 35/1242-1243 in 20-21. 
6-8. 
Prelesnik (2016) Evropska reforma varstva osebnih podatkov. Pravna praksa 35/1242-1243 in 20-
21. 3. 




Privacy Shield Timeline, https://www.privacytrust.com/privacyshield/privacy-shield-timeline.html 
(4.11.2016). 
Privacy Shield Will Not Survive Legal Challenges, Says Schrems, 
https://euobserver.com/digital/134322 (7.11.2016). 
Reforma evropskega zakonodajnega okvira za varstvo osebnih podatkov, https://www.ip-
rs.si/zakonodaja/reforma-evropskega-zakonodajnega-okvira-za-varstvo-osebnih-podatkov/ 
(4.11.2016) 
Sklepni predlogi generalnega pravobranilca Yvesa Bota, predstavljeni 23. septembra 2015 v zadevi 




Skubic, Zoran (2015) Meje čezmejne pristojnosti nacionalnega varuha osebnih podatkov po pravu 
EU. Pravna praksa 34/1221-1222 in 49-50. 33-34. 
Swire, Don’t Strike Down the Safe Harbour Based on Inaccurate Views About U.S. Intelligence 
Law, https://iapp.org/news/a/dont-strike-down-the-safe-harbor-based-on-inaccurate-views-on-u-s-
intelligence-law/. 
Tourkochoriti, Ioanna (2014) Snowden Revelations, the Transatlantic Trade and Investment 
Partnership and the Divide Between U.S.- EU in Data Privacy Protection. University of Arkansas at 
Little Rock Law Review 36 in 2. 161-176. 
http://lawrepository.ualr.edu/cgi/viewcontent.cgi?article=1133&context=lawreview. 
Tracol, Xavier (2014) Legislative genesis and judicial death of a directive: The European Court of 
Justice invalidated the data retention directive (2006/24/EC) thereby creating a sustained period of 
legal uncertainty about the validity of national laws which enacted it. Computer Law & Security 
Review 30 in 6. 736-746. 
Tracol, Xavier (2016) “Invalidator” strikes back: The harbour has never been safe. Computer Law 
& Security Review 32 in 2. 345-362. 





Vodnik po Zasebnostnem ščitu EU-ZDA, http://ec.europa.eu/justice/data-protection/files/eu-
us_privacy_shield_guide_sl.pdf (1.11.2016). 
Weiss, Martin A., Archick, Kristin, U.S.-EU Data Privacy: From Safe Harbor to Privacy Shield. 
Congressional Research Service Report. https://www.fas.org/sgp/crs/misc/R44257.pdf. 
Working Party on the Protection of Individuals with regard to the Processing of Personal Data 
(1998) Transfers of personal data to third countries: Applying Articles 25 and 26 of the EU data 
protection directive. http://ec.europa.eu/justice/policies/privacy/docs/wpdocs/1998/wp12_en.pdf. 
 
Direktiva Evropskega parlamenta in Sveta 95/46/ES z dne 24. oktobra 1995 o varstvu 
posameznikov pri obdelavi osebnih podatkov in o prostem pretoku takih podatkov, Uradni list EU, 
L 281/31 z dne 23. novembra 1995. http://eur-lex.europa.eu/legal-
content/SL/TXT/PDF/?uri=CELEX:31995L0046&from=sl. 
Izvedbeni sklep Komisije (EU) 2016/1250 z dne 12. julija 2016 na podlagi Direktive Evropskega 
parlamenta in Sveta 95/46/ES o ustreznosti varstva, ki ga zagotavlja zasebnostni ščit EU-ZDA, 
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