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1. UVOD 
 
Moderni sustavi videonadzora omogućavaju praćenje događaja u zadanom miljeu. 
Snimke se digitalno pohranjuju u centralni server. Sustav videonadzora obično je 
zamišljen tako da su nadzorne kamere razmještene na ključnim mjestima te su sve 
povezane u jednu cjelinu putem centralnog uređaja. Mogućnost prenošenja slike i zvuka 
putem interneta dopušta nam gledanje, snimanje i pretragu materijala s PC računala i 
mobilnih telefona. Najvažnije vrste videonadzora su: „Sustav klasičnog videonadzora“ 
(CCTV ; eng. Close Circuit TeleVision) te IP sustavi video nadzora – IP kamere. Sustav 
klasičnog video nadzora projektiran je klasičnim digitalnim ili analognim kamerama. 
Njihova je osnovna karakteristika klasični video izlaz te da su koaksijalnim kablom, ili 
uparenom paricom, spojene na uređaje za obradu slike, ili direktno na monitor. IP 
sustav videonadzora baziran je na digitalnim kamerama gdje se komunikacija ostvaruje 
putem IP veze između kamere i baznog uređaja. Mogućnost povezivanja IP kamera i 
baznog uređaja je višestruka, od UTP kabla, svjetlovoda, do bežičnog povezivanja. 
TCP/IP mrežni protokol omogućava jednostavno definiranja adresa kamera, neovisno o 
tipu računalne i mrežne opreme, te omogućava povezivanje s internetom. 
Cilj ovog rada je razvoj aplikacije, odnosno, konkretna implementacija programskog 
koda, prikaz arhitekture pomoću metoda objektno orijentirane analize i oblikovanja 
(OOA/ D; eng Object oriented analysis and design), te prikaz rada i rezultat testiranja 
osmišljenog programskog sustava. 
U radu su objašnjene tehnologije koje se koriste, te koraci u domeni problema 
oblikovanja sustava. Posebna pažnja posvećena je objektno orijentiranoj analizi i 
oblikovanju problema, kojom je, kroz njenu metodologiju, nastala paradigma 
programskog sustava. Predstavljena je arhitektura izrađene web i mobilne aplikacije, s 
modulima, razredima i operacijama nad njima. Arhitekturom sustava u objektno 
orijentiranoj analizi i oblikovanju omogućava se implementacija sustava u bilo kojem 
programerskom jeziku. 
 U završnom radu podrobno je objašnjena struktura izrađene aplikacije po njenim 
modulima, njene mogućnosti, osnovni princip rada te korištene metode i tehnologije. 
Sustav je zamišljen u dva dijela: Web dio, ili internet stranica, zadužen je za 
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administraciju korisnika, s pravom pristupa odobrenim kamerama, i administraciju 
video izvora i IP kamera za prijenos video i audio sadržaja putem interneta, te za prikaz 
videa u web pregledniku. Mobilni dio, ili mobilna aplikacija, zamišljena je kao 
jednostavni sustav, koji koristi bazu podataka prije spomenutog internetskog dijela, za 
prikaz video sadržaja na mobilnom uređaju, te za pristup video izvorima koristi jednu 
od odabranih metoda objašnjenih u ovom radu. 
Također, u radu su objašnjene tehnologije korištene u razvoju programskog koda 
(engl. Source code), od korištenih programskih jezika, razvojnih programa i alata, 
razvojnih okvira (engl. Framework) i platforma za izradu aplikacija, do prezentacije i 
objašnjenja kardinalnih dijelova programskog koda. Predstavljen je način i rezultat 
testiranja spomenutih aplikacija te metode korištene prilikom testnog rada aplikacije. 
Predstavljen je i TCP/IP model koji omogućava žično i bežično povezivanje uređaja 
na temelju IP adresa. 
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2. MATERIJALI I METODE 
2.1 TCP/IP protokol 
 
TCP/IP (engl. Transmission Control Protocol / Internet Protocol) je višeslojni set 
protokola od kojih su najvažniji mrežni IP i transportni TCP protokol. Sve više 
današnjih računalnim mreža temelje se na tom skupu protokola zbog jednostavnosti 
definiranja adresa, neovisnosti o tipu računalne i mrežne opreme, te mogućnosti 
povezivanja s internetom. Mrežni model u toj grupi protokola je četveroslojni: 
 Razina pristupa mreži- sloj je ekvivalentan fizičkoj i podatkovnoj razini ISO OSI 
modela 
 Internet razina- razina koja korelira s mrežnom razinom  
 Prijenosna razina- objedinjuje sjedničku i prijenosnu razinu 
 Korisnička razina- spoj predodžbene i korisničke razine ISO OSI modela [1]. 
 
Tablica 1. Relacija između OSI i TCP/IP modela 
 
OSI model TCP/IP model 
1. Fizički razina 
1. Razina pristupa 
mreži 
2. Podatkovna razina 
3. Mrežna razina 
2. Internet razina 
4. Prijenosna razina 
 
3. Prijenosna razina 
1) Sjednička razina 
2) Predodžbena razina 
4. Korisnička razina 
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Razina pristupa mreži (engl. Network access layer) odgovorna je za realizaciju 
komunikacije između dva uređaja u mreži. Osnovne protokole koje koristi su: 
 SLIP (engl. Serial Line Internet Protocol) - koristi se kao standard za slanje 
IP paketa putem modemske veze koja podržava TCP/IP protokol 
 Ethernet protocol- protokol kojim je definirano povezivanje lokalnih mreža 
neovisno o fizičkim svojstvima mreže, trenutno se koriste četiri formata Ethernet 
okvira- Ethernet II, Ethernet 802.3, Ethernet 802.4 i SNAP Ethernet 
 PPP (engl. Point to Point Protocol ) - protokol koji omogućuje prijenos 
podataka upotrebom modemske veze 
Internet razina (engl. Internet layer) služi za uspostavu logičke veze te adrese 
između uređaja koji se nalaze u mreži. Osnovni protokoli te razine su:  
 IP (engl. Internet Protocol) 
 ICMP (engl. Internet Control Message Protocol) - protokol sa zadaćom 
nadzora i kontrole prijenosa podataka do odredišta 
 ARP/RARP (engl. Address Resolution Protocol / Revers ARP) - protokoli 
koji omogućuju određivanje adrese odredišta kao fizičkog uređaja na osnovi njegove 
IP adrese (ARP) i obratno (RARP) 
 DHCP (engl. Dynamic Host Configuration Protocol) - koristi se za 
dinamičku dodjelu IP adresa uređajima koji su povezani na mrežu 
Prijenosna razina (engl. Transport layer) služi za osiguravanje veze između dva 
uređaja te predstavlja vezu u komunikacijskom modelu internet razine i korisničke 
razine. Dva su najvažnija protokola, TCP (engl. Transmission Control Protocol) i 
UDP (engl. User Datagram Protocol). TCP je spojevni protokol, pouzdani, s 
mogućnošću detekcije i korekcije pogrešaka, omogućuje dvosmjeran prijenos 
podataka, osigurava pravilan tok podataka te se njegov PDU
1
 naziva segmet, dok se 
UDP-ov PDU naziva datagram i on je bespojni i bez mogućnosti detekcije i korekcije 
pogrešaka. 
  
                                                 
1
 PDU (engl. protocol data unit)-protokolna podatkovna jedinica koja se formira na svakom sloju OSI 
modela 
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Korisnička razina (engl. Application layer) su programi koji svoje podatke 
prosljeđuju protokolima prijenosne razine. Protokoli se dijele u dvije skupine ovisno 
koji protokol koriste na prijenosnoj razini ( TCP/ UDP). U TCP skupinu protokola 
pripadaju: FTP protokol (engl. File Transfer Protocol), Telnet, SNMP (engl. Simple 
Mail Transfer Protocol), HTTP (engl. HyperText Transfer Protocol). FTP protokol 
služi za prijenos datoteka, Telnet nam omogućava uspostavu dvosmjernog 
komunikacijskog kanala između dva uređaja, SNMP protokol za pouzdan prijenos 
elektroničke pošte, HTTP protokol omogućava prijenos datoteka koje u sebi sadrže 
vezu na drugi dokument. U UDP skupinu protokola pripadaju: DNS (engl. Domain 
Name System), RIP (engl. Routing Information Protocol), NFS (engl. Network File 
System). DNS (engl. Domain Name System) se koristi za povezivanje numeričkih IP 
adresa s njihovim simboličkim imenima, RIP protokol (engl. Routing Information 
Protocol) je protokol koji usmjerava informacije, NFS protokol (engl. Network File 
System) služi za istodobni pristup datotekama od strane više korisnika. 
Internet Protocol (IP) osnovni je protokol TCP/IP modela te ga koriste svi protokoli 
viših razina. Osnovne funkcije su mu definiranje adresiranja i paketa, podjela i 
sastavljanje paketa te prosljeđivanje podataka između prijenosne i razine pristupa mreži. 
IP adrese (engl. Internet protocol address) su jedinstvene oznake računala na mreži. 
Zapisuju se kao četiri polja veličine jednog okteta ( u granici od 0 od 255). Veličina je 
32 bita i sastoji se od mrežnog broja koji identificira jednu internet podmrežu te broja 
računala. Postoje tri klase IP adrese verzije 4, a to su klasa A koja se koristi kod mreža s 
velikim brojem računala, klasa B koja se koristi kod srednjih mreža, te klasa C koja se 
koristi za male mreže [1]. 
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2.2 IP videostream tehnologija 
 
Postoje tri kategorije audio/video internet servisa: Streaming (engl. Streaming) 
snimljenog audio/video zapisa, interaktivni audio/video i live streaming. Kod prvog, 
snimljeni audio/video materijali su komprimirani i čuvaju se na serveru. Klijent 
preuzima zapise i pregledava ih tijekom ili nakon preuzimanja. Primjer su glazbeni 
spotovi, TV emisije, muzika, filmovi. Kod live streaming-a, uživo se prati neki objekt 
kao internet radio, internet televizija, digitalni video nadzor, interaktivni audio/video. 
Interaktivni audio/video koristi se kod komunikacije na daljinu. Za  streaming 
audio/video zapisa potrebna je digitalizacija zvuka i slike. Digitalizacija je proces 
pretvaranja analognog signala u digitalni [2]. 
Za streaming snimljenog audio/video zapisa postoje četiri različita pristupa. Prvi 
pristup je „Web Server“.  To je najjednostavniji proces i ne zahtijeva streaming, već se 
zapis direktno skida na tvrdi disk te se pregledava s aplikacijom predviđenom za 
određenu vrstu zapisa. Klijent koristi HTTP (engl. Hypertext Transfer Protocol) i šalje 
GET zahtjev serveru koji  onda šalje traženi materijal. Kod drugog pristupa, na Web 
serveru se uz zapis nalazi i metafile (engl. Metafile, datoteka koja sadrži informacije o 
materijalu koji se preuzima sa servera). Klijent i server prolaze kroz četiri koraka: 
1. HTTP klijent pristupa serveru naredbom GET; 
2. Kao odgovor, server šalje metafile koji se predaje media player-u (engl. 
Media player); 
3. Media player koristi URL metafile-a za pristup audio/video zapisu na serveru; 
4. Server šalje video zapis.  
Budući da HTTP koristi TCP protokol koji prati tok podataka i ponovo šalje 
izgubljene pakete, to ujedno predstavlja i problem jer krši srž streaming-a. Web serveri 
upotrebljavaju isključivo TCP protokol. Radi korištenja UDP skupine protokola 
potrebno je uvesti dodatni server: Media Server (engl. Media Server). To je ujedno i 
treći pristup, koji koristi Media Server. Komunikacija se ostvaruje u nekoliko koraka:  
1. HTTP klijent pristupa serveru naredbom GET; 
2. Kao odgovor server šalje metafile koji se predaje media player-u; 
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3. Media player koristi URL metafile-a za pristup Media Serveru koji koristi 
UDP protokol za slanje zapisa; 
4. Media Server zatim odgovara slanjem audio/video zapisa. 
Četvrti pristup je Media Server i RTSP (engl. Real Time Streaming Protocol). RTSP 
se koristi kod potpune kontrole nad audio/video zapisom. Sljedećim koracima se 
ostvaruje komunikacija: HTTP klijent pristupa serveru naredbom GET, kao odgovor 
server šalje metafile koji se predaje media player-u.  Media player šalje zahtjev setup 
request za uspostavu veze s Media Server-om koji odgovara. Zatim Media player šalje 
play request za početak reprodukcije. Prekid streaming-a ostvaruje TEARDOWN 
request-om. 
Kod live streaming-a moguća je komunikacija multicast (engl. Multicast) ili 
višestruki unicast (engl. Unicast), za razliku od snimljenog streaming-a koji koristi 
samo unicast. Ta dva načina omogućuju odvijanje komunikacije u stvarnom vremenu. 
Multicast i unicast su dva standardna načina kojim Media Server-i šalju podatke prema 
Media player-u. Unicast vrsta prijenosa je jedan prema jedan između klijenta i servera, 
konekcijski je orijentiranog tipa, te koristi TCP i UDP skupinu protokola za 
komunikaciju. Unicast veza između klijenta, Media Player-a i Media Servera je 
direktna. Svaki klijent koji se priključi na server zauzima dodatnu propusnost (engl. 
Bandwidth, količina podataka koji se mogu prenijeti mrežom u sekundi), npr. ako je 10 
klijenata priključeno na stream sa 100 Kbps (Kilobita po sekundi), tada klijenti kao 
grupa uzimaju 1000 Kbps, a ako je samo jedan klijent priključen sa 100 Kbps po 
streamu, tada on uzima 100 Kbps. Multicast je vrsta prijenosa kad više izvora šalje 
informacije na više klijenata. Nema direktne veze između klijenata i Media Servera. 
Oslanja se na routere
2
 koji imaju omogućen multicast. Paketi multicasta i unicasta su 
identični, razlika je u tome da unicast upotrebljava TCP protokol dok multicast 
upotrebljava UDP protokol [2]. 
  
                                                 
2
 Router- mrežni uređaj specijaliziran za prijenos paketa između računala i drugih uređaja u nekoj 
računalnoj mreži 
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2.3 Android platforma 
 
Android, Inc., mala kompanija osnovana 2003. godine zaslužna je za primarnu fazu 
razvoja Android operacijskog sustava. Nakon dvije godine tajnog rada financiranog od 
strane Google-a, Google kupuje Android, Inc. te započinje drugu fazu razvoja Androida 
u kojoj Google, zajedno s Android, Inc. timom, radi nekoliko preinaka radi poboljšanja 
Android operacijskog sustava. Android je baziran na monolitnom Linux sustavu, 
temeljen je na sustavu otvorenog koda (engl. Open Source), te zbog toga postiže veliki 
uspjeh. Eksponencijalni rast započinje krajem 2007. godine kada tvrtke koje se bave 
razvojem mobilnih tehnologija i uređaja, koje nemaju vlastiti operacijski sustav,  na 
inicijativu Googla, stvaraju konzorcij Open Handset Alliance (OHA) s ciljem 
postavljanja javnog standarda operacijskog sustava za mobilne uređaje. Najznačajniji 
članovi OHA-e su: Google, HTC, Motorola, Intel, Sony, Samsung Electronics, LG 
Electronics, Sprint Corporation, T-Mobile, Qualcomm... Danas OHA okuplja preko 
osamdeset članova. Osnivanjem tog udruženja,  Android se uključuje u utrku s ostalim 
mobilnim platformama kao što su iOS (Apple), Symbian (Nokia), Windows Phone 
(Microsoft). Google uviđa prednost Linux jezgre, te radom velikog razvojnog tima 
vođenog dugogodišnjim iskustvom rada na Linux-u, Android doživljava ubrzani razvoj 
[8]. 
 
Slika 1. Logo kompanije Android 
 
Izvor: http://library.trafford.ac.uk/wp-content/uploads/Android.png 
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2.3.1 Arhitektura Android sustava 
 
Android je baziran na monolitnom Linux kernelu
3
 verzije Linux 2.6 pisane u C/C++ 
programskom jeziku. Linux kernel je jezgra Android sustava i koristi se za osnovne 
funkcionalnosti kao što su višenitnost ili višedretvenost (engl. Threading). Jezgra sadrži 
driver-e za upravljanje hardverskim komponentama, upravljanje napajanja, memorije, 
međuprocesne komunikacije, i tako dalje, sadrži biblioteke pisane u C/C++ 
programskom jeziku i virtualni stroj Dalvik, DVM (engl. Dalvik Virtual Machine). 
DVM visoko je optimiziran stroj koji omogućuje da se svaka Android aplikacija 
izvršava u zasebnom procesu na vlastitoj dretvi DVM-a. Većina današnjih aplikacija za 
Android pisana je u programskom jeziku Java koristeći Android Software Development 
Kit (SDK). Prevedene Java klase aplikacije spremaju se u Dalvik Executable (.dex) 
format koji je visoko optimiziran, a rezultat je minimalno zauzimanje radne memorije, 
odnosno, brže izvršavanje programskog koda. .dex format se naknadno prevodi u strojni 
kod pomoću Just-in-time (JIT) prevodioca (engl. Compiler). 




                                                 
3
 Kernel (engl. Kernel)- jezgra operacijskog sustava 
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Biblioteke koje Android koristi su: 
• Surface manager – biblioteka zadužena za izgled grafičkog sučelja 
• OpenGL | ES – biblioteka koja služi za visoku optimizaciju 2D i 3D grafičkog 
prikaza 
• SGL (engl. Scene graph library) – koristi se za 2D i 3D prikaz; 
• Media Framework – biblioteka temeljena na OpenCORE  i odgovorna za 
reprodukciju, snimanje i rad s multimedijskim datotekama; 
• Free Type – biblioteka fontova; 
• SSL (engl. Secure Socket Layer) – omogućuje sigurnosnu komunikaciju 
preko interneta; 
• SQLite – biblioteka koja se koristi za upravljanje bazom podataka (engl. Database 
engine); 
• WebKit –služi kao jezgra web preglednika i koristi poznate internet standarde kao 
što je JavaScript, etc.; 
• Libc (System C library) – standardna C biblioteka koja se upotrebljava za izvođenje 
svih C programa s mogućnošću izvođenja programa pisanih drugim jezicima. 
 
Sljedeća razina operacijskog sustava je radno okruženje (engl. Android runtime). 
Sastoji se od već spomenutog virtualnog stroja Dalvik i jezgrene biblioteke (engl. Core 
libraries). Jezgrene biblioteke sadrže osnovne Java klase (engl. Java class). Te klase 
sadrže većinu biblioteka programskog jezika: klase namijenjene za podršku raznim 
strukturama podataka, klase za pristup internetu, klase za komunikaciju s okolinom i sl. 
One se jednim djelom preklapaju s Java SE (engl. Java Standard Edition) i Java ME 
(engl. Java Mobile Edition) knjižnicama ali nisu kompatibilne. 
Aplikacijski okvir (engl. Application framework) sastoji se od alata i mehanizama koje 
koriste programeri u razvoju aplikacija. Programske komponente Android aplikacijskog 
okvira pisane su u Java jeziku i imaju mogućnost proširenja prema potrebi autora 
aplikacije. Najvažnije komponente ovog sloja su: 
• Activitiy Manager – služi za upravljanje životnim ciklusom aplikacije; 
• Window manager – upravlja prozorima aplikacije; 
• Content Provider – standardno sučelje koje omogućuje povezivanje podataka 
između više različitih procesa, odnosno aplikacija; 
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• View System – sadrži osnovne  grafičke elemente i njihova svojstva (engl. Widget); 
• Package Manager – sadrži  informacije o aplikacijama koje su trenutno instalirane 
na sustav; 
• Telephony Manager –omogućuje pristup podacima za upravljanje pozivima; 
• Resource Manager – omogućuje pohranu elemenata aplikacije koji nisu dijelovi 
izvornog koda, kao na primjer multimedijske datoteke, podatkovne datoteke...; 
• Location Manager – služi za upravljanje lokacijskim uslugama; 
• Notification Manager – služi za upravljanje obavijestima i događajima (engl. 
Event). 
 
Jedini sloj koji je vidljiv krajnjem korisniku je aplikacijski sloj (engl. Application). 
Svaki Android operacijski sustav dolazi s već ugrađenim aplikacijama za osnovnu 
funkcionalnost mobilnog uređaja, kao što su: web preglednik, lista kontakata, e-mail, 
Andoid trgovina, kalendar, bilješke i tako dalje [3]. 
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2.3.2 Razvojno okruženje 
 
Za izradu Android mobilne aplikacije potrebno je imati Android SDK (engl. 
Software Development Kit – SDK). Razvoj Android aplikacija omogućen je na svim 
računalnim operacijskim sustavima, Linux, Microsoft Windows i Mac OS (Apple). On 
obuhvaća niz razvojnih alata kao što je emulator, virtualni stroj, dokumentacija, 
čarobnjak i primjere izvornog koda, debugger ili alat za otkrivanje grešaka (engl. Dalvik 
Debug Monitor Server – DDMS). Sva razvojna okruženja koja podržavaju Java 
programski jezik imaju mogućnost proširenja s Android SDK. 
Android aplikacija završnog rada napravljena je u Eclipse razvojnom okruženju.  Za 
razvoj mobilne Android aplikacija korišten je Eclipse IDE s integriranim  ADT-om 
(engl. Android development tools). ADT omogućuje razvoj Android aplikacije, pristup 
SDK alatima, prevođenje aplikacije i pronalaženje eventualnih pogrešaka u kodu te 
publiciranje aplikacije [4]. 
2.3.3 PHP 
 
PHP je skriptni programski jezik za izradu samostalnih stranica, ili može služiti kao 
potpora u izradi HTML (engl. HyperText Markup Language) web stranica. On je jedan 
od najpopularnijih skriptnih jezika za izradu web aplikacija. Nije ga potrebno prevoditi 
u izvršni oblik, već se on izvodi prilikom pokretanja u interpreteru (engl. Interpreter). 
Unutar HTML-a započinje oznakom „<?PHP“, dok završava „?>“. Korisnik koji 
pristupa internet aplikaciji pisanoj u PHP-u vidi samo rezultat njegovog izvršavanja, te 
je zbog toga izrazito siguran. Područja primjene PHP jezika su široka, od mogućnosti 
rada na vizualnom dizajnu, do rada s bazom podataka. Jezik je objektno orijentiran, 
generičkog je tipa, te je podržan od većine servera. Temelji se na C i Perl jezicima, 
raspolaže brojnim programerskim knjižnicama te podržava širok pojas internet 
protokola i različitih baza podataka.  
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 programersko inženjerstvo je inženjerska disciplina koja se bavi 
svim vidovima aktivnosti povezanim s proizvodnjom softvera od ranih faza 
specificiranja sustava do njegovog održavanje tijekom cijelog vremena primjene.  
Glavna svojstva kvalitetnog softvera su: održivost razvoja (engl. Maintanability), 
pouzdanost (engl. Dependability), učinkovitost (engl. Efficency), upotrebljivost (engl.  
Usability). Redom, održivost razvoja se odnosi na to da je softver stvaran tako da je 
podložan evoluciji i promjenama koje će biti potrebno implementirati. Pouzdanost 
označava sigurnost i stabilnost softvera. Učinkovitost se odnosi na racionalno korištenje 
softverskih resursa, dok upotrebljivost omogućava korisniku jednostavno učenje rada na 
gotovoj aplikaciji, te lakoću obavljanja zadataka. 
Proces stvaranja softvera sadrži korake koje treba proći prilikom stvaranja samog. 
Generalne faze stvaranja su specifikacija, razvoj, vrednovanje, evolucija. Te faze se 
razliku kroz pojedini model procesa stvaranja softvera. Postoje četiri osnovna modela 
stvaranja softvera po Pressann-u
5
, a to su : Linearni sekvencijalni model ( Vodopadni 
model), Razvoj temeljen na prototipovima, Evolucijski model i Softversko inženjerstvo 
temeljno na komponentama.  Ukratko o svakome: 
Vodopadni model: Faze su odvojene aktivnosti: Analiza i definiranje zahtjeva, 
oblikovanje sustava i softvera, implementacija i ispitivanje sustava, integracija i 
testiranje sustava,  rad sustava i održavanje.  Sljedeća faza započinje tek kad prethodna 
završava. Generira se kvalitetna dokumentacija. Kod modela temeljenog na 
prototipovima ne postoji precizna specifikacija, već se definira globalni cilj te započinje 
brzo oblikovanje. Prototip se prilagođava kroz uzastopne iteracije: prototip-
vrednovanje-daljnja razrada specifikacija. Evolucijski razvoj je iterativan, softver 
evoluira kroz vrijeme. Ne stvara se mnogo dokumentacije, specifikacija se razvija u 
hodu. Softversko inženjerstvo temeljno na komponentama temelji se na integraciji 
postojećih dijelova sustava naspram stvaranja dijelova iz početka.  
                                                 
4
 I. Somerville: Software Engineering, Addison Wesley, 8/e, 2007 
5
 IPressman, R.S., Software Engineering: A Practitioner's Approach, MGHISE, 7th Edition, 2010 
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OOA/D- Object oriented analysis and design (objektno orijentirana analiza i 
oblikovanje) je objektno orijentirana metodologija za projektiranje sustava. Prezentiran 
je kao skup široko definiranih smjernica geneze softvera. Koraci: 
 Određivanje Use Case ; 
 Definiranje modela domene ; 
 Definiranje dijagrama interakcije; 
 Definiranje dijagrama razreda; 
 Definiranje sekvencijskog dijagrama. 
Use Case-ovi opisuju način korištenja dijelova sustava, odnosno scenariji, niz akcija 
između sustava i njegovih uloga. Sastoji se od sudionika (engl. Actor) te scenarija koji 
određuje slijed radnji i interakcija između sudionika i sustava.  
Use Case Diagram je opis sustava koji izvodi niz akcija, a svaka od njih daje 
rezultat, vizualni prikaz funkcionalnosti u sustavu. Svaki Use Case Diagram opisuje niz 
događaja sudionika u interakciji sa sustavom.  
Model domene (engl. Domain Model Diagram) predstavlja vokabular domene 
(konceptualne razrede iz stvarne domene problema). Sadrži konceptualne razrede, 
njihova svojstva te poveznice između njih. Ponašanja razreda (metode) se izostavljaju. 
Dijagram razreda prikazuje razrede te njihova sučelja. To je statički pogled na 
model. Sastavljen je od naziva razreda, njihovih svojstava, te operacija [5]. 
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2.5 UML (engl. Unified Modeling Language) 
 
Unified Modeling Language (UML) je standardizirani „jezik“ za modeliranje 
softvera; način zapisivanja oblikovanja softverskog sustava; reprezentacija onog što se 
opisuje. Vrlo je fleksibilan, omogućuje modeliranje hardvera, poslovnih sustava, 
organizacije, ne-objektno orijentiranih softvera. Metodologija za UML nije definirana 
već se može koristiti uz raznovrsne metodologije [6]. 
Postoje strukturni i ponašajni UML dijagrami.  
1. Strukturni: 
1.1. Class diagram – Dijagram razreda, logički i fizički oblik sustava 
1.2. Component diagram – Dijagram komponenti, organizacija skupa komponenti 
1.3. Object diagrams – Dijagram objekata, veze između objekata 
1.4. Deployment diagrams – Dijagram fizičke arhitekture (hardvera i softvera) 
1.5. Composite structure–unutarnja struktura elemenata 
1.6. Package diagrams–grupiranje elemenata  
2. Ponašajni: 
2.1. Activity diagram – Dijagram aktivnosti 
2.2. Use case diagram – Dijagram procesa, opis procesa koji se implementira 
2.3. Statechart diagram–stanja objekata  
2.4. Collaboration diagram–način na koji objekti komuniciraju 
2.5. Sequence diagram 
2.6. Timing diagram 
2.7. Interaction overview digram 
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2.5.1 Korištena UML metodologija 
 
Use Case Diagram  određuje koji elementi stupaju  u interakciju s kojim procesima. 
Elementi su Actori a procesi Use Case-ovi. On je opis sustava koji izvodi akcije, a 
svaka od njih daje rezultat te opisuje niz događaja gdje element stupa u interakciju sa 
sustavom.  Actor pokreće procese, a sustav izvršava funkcionalnost procesa za Actor. 
UCD relacije označavaju međuovisnost. „Include“ označava da proces koristi 
funkcionalnost nekog drugog procesa. „Extend“ znači da čvor dijete poboljšava 
funkcionalnost roditelja. „Generalization“ je poboljšanje funkcionalnost roditeljskog 
čvora čvorom djeteta.  
Domain Model Dijagram je korak unutar objektno orijentirane analize (OOA/D). 
Dijagram predstavlja koncept iz stvarne domene problema. On je vokabular domene.  
Sadržava konceptualne razrede, poveznice među njima te njihova svojstva. Veze 
između razreda prikazuju smisleno povezivanje. Ne preslikavaju se izravno u softver 
već označavaju da su razredi smisleno povezani. Svojstva razreda su podaci koje je 
potrebno pamtiti. Oni imaju ime, tip (ne mora biti nužno podatkovni već može biti i 
apstraktni) , vidljivost sučelja (javno, vidljivo, privatno, sakriveno) te brojnost. 
Dijagram razreda prikazuje razrede i njihova sučelja. On je statički pogled na model 
koji se razvija. On označava osnovne konceptualne razrede i njihove uloge te se 
prikazuje struktura razreda. Razred se sastoji od naziva koji mora biti jedinstven, 
svojstva te metoda (operacija). Poveznice između njih vizualno prikazuju povezanost 
razreda. Operacije mogu biti privatne, javne, zaštićene i paket (Javno (+);  zaštićeno (#); 
Privatno (-) ; Paket (~)). 
Sekvencijski dijagram je dijagram interakcije koji opisuje na koji način grupe 
objekata surađuju. On prikazuje izvršavanje jednog scenarije, primjere komunikacije 
između objekata.  Usredotočen je na događaje i njihov slijed, a logika sustava prikazana 
je nizanjem poruka. Objekti su u vodoravnom slijedu, a okomito od njih prema dolje 
naznačena je linija života objekta. Poruke su vodoravne linije, okomite na liniju života 
objekta [6]. 
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2.5.2 Use case 
 
ID:#1 
Naziv: Registracija korisnika 
Opis: Za korištenje web i mobilnog sustava potrebna je registracija korisnika. Na 
naslovnici web stranice pritiskom na tipku „registracija“ ulazi se u formu za registraciju 
korisnika. Korisnik treba unijeti tražene podatke te pritiskom na gumb „registracija“ 
potvrditi svoju registraciju. 
Pozitivni slučaj: Registracija uspješna te je potrebno javiti administratoru da potvrdi 
potonju. 
Negativni slučaj: Registracija neuspješna zbog krivo unesenih podataka, potrebno je 
ponoviti registraciju i pomno pratiti upozorenja i ograničenja kod unosa podataka. 
 
ID:#2 
Naziv: Potvrda registracije 
Opis: U dijelu web sustava „kontakt“ administratoru se može poslati poruka da 
aktivira račun korisnika. Ukoliko je osoba autentična, administrator aktivira račun. 
Pozitivni slučaj: Račun je aktiviran. 
Negativni slučaj: Račun nije aktiviran. 
 
ID:#3 
Naziv: Aktivacija računa 
Opis: Pročitanu poruku administrator  uvažava ili ne uvažava. Ukoliko je poruka 
uvažena, račun se aktivira u prostoru web sustava predviđenog za aktivaciju korisničkih 
računa od strane administratora. 
Pozitivni slučaj: Račun je aktiviran i moguća je prijava korisnika. 
Negativni slučaj: Poruka nije uvažena zbog neautentičnosti. 
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ID: #4 
Naziv: Prijava korisnika 
Opis: Dolaskom korisnika na web stranicu ponuđene su labele za unos korisničkog 
imena i lozinke. Pritiskom na gumb „prijava“, podaci se šalju na provjeru 
vjerodostojnosti s podacima u bazi. Korisnici su podijeljeni u dvije kategorije: 
administrator i korisnik. 
Pozitivni slučaj: 
Podaci su poslani serveru te se vrši provjera istinitosti podataka. 
Negativni slučaj:  
Zbog kvara servera ili nepostojanja internetske veze nije moguće pristupiti serveru 
radi provjere podataka. 
 
ID:#5 
Naziv: Provjera podataka  
Opis: Nakon uspostavljene veze sa serverom, poslani podaci uspoređuju se s 
podacima spremljenim u bazi podataka. U bazi postoji posebna tablica korisnika s 
kojom se provjerava istinitost korisničkog imena i lozinke.  
Pozitivni slučaj: 
Ukoliko se podaci podudaraju šalje se poruka web aplikaciji, te ona automatski 
prijavljuje korisnika. 
Negativni slučaj:  
Podaci se ne podudaraju te se šalje poruka da web aplikaciji. Web aplikacija 
obavještava korisnika koji se pokušava prijaviti da je ono neuspješno, te je potrebna 
registracija ili ponoviti korak ID:#4. 
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ID:#6 
Naziv: Promjena vlastitih podataka 
Opis: Svi korisnici imaju mogućnost promjene vlastitih podataka. Pritiskom na tipku 
„Korisničke postavke“ ulazi se u formu web stranice koja to omogućuje. Iz baze se 
iščitaju postojeći podaci „Ime“, „Prezime“, „Email“ u predviđena polja te je tu moguća 
promjena.  
Pozitivni slučaj: Pritiskom na gumb „Ažurirati“ stari podaci se zamjenjuju novima. 
Negativni slučaj: Zbog pogrešno unesenih podataka, potrebno je ponoviti i pomno 




Opis: Korisnici imaju mogućnost kreiranja zahtjeva IP kamere. Forma za to sastoji se 
od polja za unos podataka o kameri: „Ime videa“, „Url videa“, „Url mobilne verzije“, 
„Tip mobilne verzije“, „kategorija“, „podkategorija“, „Opis videa“, „Status privatnosti“. 
Obavezna polja su „Ime videa“, „Url videa“, „Status privatnosti“. Pritiskom na gumb 
„Zahtjev“ zahtjev se prosljeđuje administratoru na provjeru i ažuriranje. 
Pozitivni slučaj: Podaci su uspješno poslani na provjeru i ažuriranje. 
Negativni slučaj: Zbog pogrešno unesenih podataka, potrebno je ponoviti i pomno 
pratiti upozorenja te graničenja prilikom unosa podataka. 
 
ID:#8 
Naziv: Administracija korisnika 
Opis: Prijavom administratora u web sustav postoji mogućnost administracije 
korisnika. U formu predviđenu za to ulazi se pritiskom na vezu „Administracija 
korisnika“. Korisnici su prikazani u drop-down popisu. Odabirom korisnika u drop-
down popisu ispisuju se podaci. Korisnički podaci se učitavaju iz baze u polja 
predviđena za svaki od podataka. Administrator ih može promijeniti u predviđenom 
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polju te pritiskom na gumb „Promjeni“ ažurirati u bazi. Pritiskom na gumb „Izbriši“ 
korisnik se uklanja iz baze podataka. 
Pozitivni slučaj: Pritiskom na gumb „Promjeni“ podaci se ažuriraju u bazi, dok se 
pritiskom na gumb „Izbriši“ korisnik briše iz baze podataka. 
 
ID:#9 
Naziv: Administracija IP kamere 
Opis: U administratorski dio za kontrolu i promjenu videa ulazi se pritiskom na tipku 
„Administracija IP kamere“. U tom djelu nalazi se drop-down popis korisnika. 
Odabirom korisnika otvara se lista njegovih IP kamera te odabirom kamere otvara se 
nova forma. U njoj postoje polja za promjenu podataka o kameri i videu kao što su „Ime 
videa“, „Url videa“, „Url mobilne verzije“, „Tip mobilne verzije“, „kategorija“, 
„podkategorija“, „Opis videa“, „Korisnik videa“, „Status privatnosti“ te „Status“. U 
polja su upisani podaci iz baze koje kamera sadrži te se oni mogu mijenjati. Pritiskom 
na gumb „Ažurirati“ podaci se spremaju u bazu. Pritiskom na gumb „Izbrisati“  kamera 
se briše. 
Pozitivni slučaj: Podaci su uspješno spremljeni ili izbrisani. 
Negativni slučaj: Neuspješan unos zbog krivo unesenih podataka, potrebno ponoviti i 
pomno pratiti upozorenja i ograničenja kod unosa podataka.  
 
ID:#10 
Naziv: Administracija zahtjeva 
Opis: U administratorski dio za kontrolu zahtjeva ulazi se pritiskom na vezu 
„Administracija zahtjeva“. U tom djelu nalazi se lista korisničkih zahtjeva te odabirom 
kamere otvara se nova forma. U njoj postoje polja za promjenu podataka o kameri i 
videu kao što su „Ime videa“, „Url videa“, „Url mobilne verzije“, „Tip mobilne 
verzije“, „kategorija“, „podkategorija“, „Opis videa“, „Korisnik videa“, „Status 
privatnosti“ te „Status“. U polja su upisani podaci iz baze koje zahtjev sadrži te se oni 
mogu mijenjati. Polje „Status“ označava da li je kamera aktivna ili neaktivna. 
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Aktiviranjem kamere ona postaje vidljiva korisniku i briše se iz zahtjeva. Pritiskom na 
gumb „Ažurirati“ podaci se spremaju u bazu. Pritiskom na gumb „Izbrisati“ zahtjev se 
briše. 
Pozitivni slučaj: Podaci su uspješno spremljeni ili izbrisani. 
Negativni slučaj: Neuspješan unos zbog krivo unesenih podataka, potrebno ponoviti i 
pomno pratiti upozorenja i ograničenja kod unosa podataka.  
 
ID:#11 
Naziv: Pregled kamera 
Opis: S desne strane web stranice postoje dva popisa: popis privatnih IP kamera i 
video link na njih te popis javnih kamera korisnika. Klikom na javnu il privatnu kameru 
pokreće se forma u kojoj se učitava video. 
Pozitivni slučaj: U novoj formi započinje učitavanje videa. 
 
ID:#12 
Naziv: Pogled kamere 
Opis: U formi predviđenoj za pogled IP kamera, video se učitava te prikazuje. 
Prikazivanje videa vrši se u realnom vremenu (engl. Real time). 
Pozitivni slučaj: U formi predviđenoj za učitavanje IP kamera, video se uspješno 
prikazuje. 
Negativni slučaj: Video se ne pokreće, kvar na mreži ili kameri. 
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ID:#13 
Naziv: Popis i pretraga IP kamera 
Opis: Pritiskom na gumb sadržaja „Popis videa“ otvara se tablica sa svim javnim IP 
kamerama i poljem za pretragu željene IP kamere. Pretraga se vrši po kriteriju: ime 
kamere, opis, kategorija i podkategorija. Unosom traženog pojma i pritiskom na gumb 
„Traži“ tablica kamera se obnavlja i prikazuju se kamere dobivene prolaskom kroz 
filtar.  
Pozitivni slučaj: Pritiskom na ime tražene IP kamere pokreće se video. 
 
ID:#14 
Naziv: Pokretanje mobilne aplikacije 
Opis: Pokretanjem mobilne aplikacije učitavaju se kategorije i podkategorije iz 
online baze podataka. Odabirom kategorije otvara se izbor podkategorije. Klikom na 
željenu podtkategoriju na zaslonu mobilne aplikacije prikazuje se filtrirani popis 
kamera. U polje za unos može se unijeti željeni pojam koji dobiveni popis još više 
sužava. 
Pozitivni slučaj: Odabirom kategorije i podkategorije učitava se lista filtriranih IP 
kamera. Unosom željenog obrasca u polje za unos i pritiskom gumba „Predaj upit“ 
dobivena lista se dodatno filtrira. 
 
ID:#15 
Naziv: Popis kamera 
Opis: Pritiskom na naziv kamere iz popisa otvara se dio za pregled tog videa. 
Kamere su u listi  navedene imenom i ispod imena kratkim opisom. Odabirom željene 
kamere aplikaciji se šalje adresa kamere i tip standarda koji se koristi. 
Pozitivni slučaj: U novom se prozoru video počinje učitavati. 
Negativni slučaj: Video sadrži grešku, ispisuje se poruka i aplikacija se vraća na 
popis kamera.  
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ID:#16 
Naziv: Privatni mobilni dio 
Opis: Pritiskom na tipku „Meni“ na mobilnom telefonu ili tabletu otvara se izbor 
„privatno“. Pritiskom na gumb „privatno“ otvara se prozor za prijavu korisnika. 
Korisnici upisuju korisničko ime i lozinku te pritiskom na gumb „Prijava“ prijavljuju se 
u sustav. 
Pozitivni slučaj: Uspješna prijava 
Negativni slučaj: Neuspješna prijava, pogrešno korisničko ime ili lozinka 
 
ID:#17 
Naziv: Privatna lista 
Opis: Nakon uspješne prijave bazi se šalje zahtjev za popisom privatnih kamera 
prijavljenog korisnika. U popisu su navedeni nazivi kamera s kratkim opisom. 
Odabirom kamere s popisa aplikaciji se šalje adresa kamere i tip standarda koji se 
koristi. 
Pozitivni slučaj: Video se uspješno pokreće. 




Naziv: Mobilni pogled kamere 
Opis: U prozoru predviđenom za pogled videa, video se učitava te prikazuje. 
Prikazivanje videa vrši se u realnom vremenu (engl. Livestream). 
Pozitivni slučaj: U prozor predviđenom za učitavanje videa video se pokreće. 
Negativni slučaj: Video sadrži grešku, ispisuje se poruka i aplikacija se vraća na 
popis kamera. 
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2.5.3 Use case dijagram 
 
Prvi korak u izradi Use case dijagrama je definiranje sudionika. Oni predstavljaju 
vrstu korisnika, ulogu u sustavu, neki drugi sustav ili uređaj priključen na sustav. 
U ovom sustavu sudionici su: 
• Korisnik: On je najviše zainteresiran za pregled videostream-ova čiji se izvori 
nalaze u bazi podataka. Korisnik pristupa tablici video izvora putem svog jedinstvenog 
ID-a, koji je brojevnog tipa i ujedno strani ključ u tablici „video“. Metode za pristup 
izvorima koji se prikazuju na web modulu i mobilnoj aplikaciji su veoma slične. Pristup 
izvorima je omogućen putem web modula i mobilne aplikacije. Korisniku je također 
omogućen pristup i održavanje vlastitih podataka, kontaktiranje administratora te slanje 
zahtjeva za novu IP kameru. 
• Web modul: Uloga web modula je uloga posrednika u prikazu i administraciji 
video izvora. On koristi online bazu podataka sa spremljenim podacima izvora i 
podacima korisnika. Administrator pomoću web modula može administrirati podatke o 
video izvorima i korisnicima . Korisniku je omogućena komunikacija s administratorom 
i održavanje vlastitih osobnih podataka koji su spremljeni u bazi, pregled privatnih i 
javnih video linkova, te slanje zahtjeva za novi video izvor. Omogućena je i prijava 
novih korisnika u sustav. Potrebno je kontaktiranje administratora da se novi korisnički 
račun aktivira. Privatni video je vidljiv samo korisniku koji je zatražio to svojstvo. 
Samo administrator ima pristup tablici baze podataka koja sadrži video izvore. 
 Mobilna aplikacija: Ona je pisana za android platformu. Aplikacija omogućava 
pogled javnih IP kamera. Za pristup privatnim izvorima potrebna je prijava koju 
podržava mobilna aplikacija. Korisnička prijava se ostvaruje unosom korisničkog imena 
i lozinke kojom se prijavljuje na web modul. Aplikacija podržava pogled dva najčešća 




                                                 
6
 M3U8- standard za HTTP live streaming kojeg koristi Android i IOS sustav 
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 IP kamera: Pristup IP kamera je indirektan, putem url-a ili IP adrese kamere. IP 
kamera je priključena na server koji ima pristup internetu. Osobine poslanog stream-a 
ovise o svojstvima kamere i korištene mreže. 
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2.5.4 Domain model dijagram 
 
Domain model diagram predstavlja vokabular problema te sadrži konceptualne 
razrede, poveznice među njima, te njihova svojstva. To nisu razredi koji se preslikavaju 
u softver već smisleni prikaz problema. Svojstva razreda su podaci koje oni mogu 
pamtiti. 
Razred korisnik ima svojstva id, type i active brojevnog tipa te username, password, 
first_name, last_name i email tekstovnog tipa. Web modul sadrži bazu podataka- 
database, korisnikove i video podatke. Svojstva mobilne aplikacije su apstraktne klase 
koji mogu sadržavati podatke o videu („Video class“), privatnom korisniku 
(„PrivateUser class“), te dvije klase koje se brinu o prikazu videostream-ova 
(„ViewM3u8“, „ViewMjpeg“). Razred Video može pamtiti svojstva IP kamere. 
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2.5.5 Dijagram razreda 
 
To je statički pogled na model koji se razvija. Sastoji se od razreda te operacija koje 
oni provode. Te operacije se kasnije implementiraju u osnovne metode na kojima sustav 
funkcionira. Uz ovaj zapis može se, ili ne mora, koristiti zapis koji je sintaksno jednak 
bilo kojem programskom jeziku. Razred korisnik koristi metode send() za provjeru 
korisničkog imena s bazom. Web modul provjerava podatke, sprema podatke, 
manipulira s njima na temelju uvjeta koje postavlja korisnik ili administrator. Modul 
koristi metode: provjeraBaze() za usporedbu podataka koji su zapisani u bazi, 
autorizacija() za prijavu korisnika, OdabirVidea() i PogledVidea() za odabir i pregled 
video izvora, Zahtjev() za slanje zahtjeva, Administracija() za administraciju zahtjeva, 
IP kamera i korisnika. Mobilna aplikacija funkcionira slično kao i web server. Razred 
Video sadrži podatke o video izvoru. Njemu pristupaju web modul i mobilna aplikacija 
radi dohvaćanja podataka o video izvoru. 
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2.5.6 Sekvencijski dijagram 
 
Na vrhu dijagrama, vodoravno su nanizani objekti. Od svakog objekta, okomito se 
nalazi linija života objekta. Linija života predstavlja postojanje objekta. Poruke se 
prikazuju vodoravnim linijama između objekata. To su pozivi operacija. Objekt Video 
sadrži podatke o video izvoru te mu se pristupa putem zadanog imena. Korisnik se 
prijavljuje na web modul ili mobilnu aplikaciju vlastitim pristupnim podacima. U bazi 
na web modulu se nalaze podaci o video izvoru. Web modul direktno pristupa podacima 
koji se učitavaju u objekt Video kojima se vrši daljnja manipulacija prikaza ili 
administracije. Mobilna aplikacija mora zatražiti od web modula pristup podacima 
objekta Video. Nakon učitavanja podataka, omogućen je pristup izvoru videostream-a te 
se pristupa IP kameri. 
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2.6 Baza podataka 
 
Baza podataka je skup međusobno povezanih podataka. Unutar te definicije spadaju i 
neelektronske baze podataka. Točnija definicija računalne baze podataka je da je baza 
podataka zbirka sustavno pohranjenih zapisa u računalu, tako da softver može 
komunicirati s njom. S bazom se komunicira preko upita. Upit (engl. query) je objekt 
baze podataka koji koristimo kada želimo manipulirati podacima u bazama. Računalni 
program korišten za upravljanje bazom podataka naziva se DBMS (engl. Database 
management system). Baze podataka se kategoriziraju prema modelu podataka koji 
podržavaju (relacijski, objektno orijentirani, mrežni, hijerarhijski...). 
Modeli su sredstvo pojednostavljivanja i analize problema. Većina sustava baze gradi 
se prema jednom modelu. Za bilo koji logički model postoje različite strukturno fizičke 
provedbe. Oni također definiraju skup operacija. Model mora imati barem tri 
komponente: skup objekata kao osnovni element baze, skup operacija koje izvodimo 
nad objektima te skup općih pravila integriteta. 
Kod relacijskog modela baza podataka sastoji se od pravokutnih tabela- relacija. 
Svaka relacija ima svoj identifikator. Stupci tablice sadrže vrijednost atributa relacije. 
Atribut ima svoje ime koje ga opisuje. Redak relacija predstavlja entitet ili vezu između 
njih. 
Mrežni i hijerarhijski modeli su slični. Hijerarhijski model je specijalna vrsta 
mrežnog.  Razlika između relacijskog modela je u prikazu i korištenju veza. Kod njih je 
moguće izravno prikazati vezu te omogućuje samo jednostavne operacije s jednim 
zapisom te kretanje kroz shemu putem veza. Prednost takvog pristupa je u brzini i 
efikasnosti, a mana je da korisnik može upotrijebiti samo one veze koje su predviđene 
shemom [7]. 
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Baza podataka, stvorena i korištena za potrebe ovog sustava, pisana je u SQL (engl. 
Structured Query Language) standardu. Baza se nalazi na serveru zajedno uz web 
aplikaciju. Koristi ju također i mobilna aplikacija. Baza podataka se sastoji od tablica 
„users“, „video“, „kategorija“ i „podkategorija“. Atributi u tablicama su navedeni na 
slici 7. Tablica „users“ namijenjena je korisničkim podacima. Tablica „video“ sadrži 
podatke IP kamere, dok tablice „kategorija“ i podkategorija“ služe kao podrška tablici 
„video“. Podacima IP kamere se pristupa po kriteriju „type“ koji označava privatnost. 
Javne su vidljive svima dok su privatne vidljive samo korisniku čije su, te im se pristupa 
putem „user_id“ atributa koji je ekvivalentan „user_video“ atributu. 
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3. NAČIN KOMUNIKACIJE INTERNETSKOG I MOBILNOG 
MODULA 
 
U ovom dijelu radnje opisan je način povezivanja internetskog i mobilnog modula. 
Mobilni pristup bazi ostvaruje se pomoću pomoćnih PHP skripta na serveru. Mobilna 
aplikacija koristi šest  jednostavnih PHP skripta, a to su: „get_kategorija.php“ koja služi 
za dobivanje svih kategorija iz baze podataka, „get_podkategorija.php“ kojom 
dobivamo podkategorije koje sadrži odabrana kategorija, „get_videos_kate.php“ kojom 
se pristupa javnim IP kamerama po kriteriju kategorije i njene podkategorije, 
„login_user.php“ kojom se prijavljuje korisnik u sustav i koja vraća ID korisnika radi 
pristupa IP kamerama, te „get_video_user.php“, odnosno „get_video_user_2.php“ 
kojima se pristupa javnim, odnosno privatnim IP kamerama korisnika. Nadalje je 
detaljnije objašnjen izvorni kod za dohvaćanje podataka mobilnom aplikacijom 
koristeći spomenute PHP skripte. Sve metode mobilne aplikacije u ovom dijelu koriste 
„HttpClient“ i „HttpPost“ ugrađene klase za pristup HTTP serveru, odnosno,  za slanje 
HTTP zahtjeva i primanje HTTP odgovora. Također, sve klase koriste InputStream 
klasu kod slanje HTTP zahtjeva i „BufferedReader“ klasu za čitanje dobivenih HTTP 
odgovora. Neke od klasa koriste „NameValuePair“ listu za slanje HTTP POST 
zahtjeva. 
 
Izvorni kod 1: Prikaz metode getKategorija()  
public ArrayList<String> getKategorija(){ 
  String result="";InputStream isr=null; 
  try{HttpClient httpclient=new DefaultHttpClient(); 
   HttpPost httpost = new 
HttpPost("http://elimgarak.eu.pn/mobile/get_kategorija.php"); 
HttpResponse response = httpclient.execute(httpost); 
HttpEntity entity= response.getEntity();isr=entity.getContent(); 
   try{BufferedReader reader = new 
BufferedReader(new InputStreamReader(isr, "utf-8"),8); 
    StringBuilder sb = new StringBuilder(); 
    String line = null; 
while((line=reader.readLine())!=null){ sb.append(line+"\n");} 
isr.close();result=sb.toString();} 
catch(Exception e){}} catch(Exception e){} 
  try{String s=""; 
   JSONArray jArray = new JSONArray(result); 
   kategorije.add(0, "Odaberite kategoriju"); 
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   for(int i=0;i<jArray.length();i++){ 
    JSONObject json = jArray.getJSONObject(i); 
    s=json.getString("kategorija"); 
    kategorije.add(s); }} (Exception e){} 
  return kategorije; } 
Izvor: Autor 
 
Sustav za provjeru i dohvat podataka osmišljen je da radi tako da se provjera vrši 
na strani servera. Izvorni kod 1. prikazuje metodu getKategorija(), koja se učitava pri 
pokretanju aplikacije, ali nakon izvršene provjere da li postoji internetska veza. 
Metoda getKategorija() služi za dohvaćanje svih kategorija aktiviranih i javnih IP 
kamera. Ukoliko se kategorije ponavljaju, one se ispisuju samo jednom. Za prihvat 
kategorija iz baze podataka, metoda getKategorija() koristi PHP skriptu 
get_kategorija.php. Nakon što su kategorije pročitane i ispisane skriptom 
get_kategorija.php, mobilna aplikacija ih čita i sprema u listu kategorije. 
 
Izvorni kod 2: Prikaz PHP skripte get_kategorija.php 
<?php 
$conn=mysql_connect('fdb12.freehostingeu.com','1711876_elim','
32134560II') or die($connect_error); 
$connect_error =  'srry'; 
mysql_select_db('1711876_elim') or die($connect_error);  
mysql_query("SET NAMES 'utf8'"); 
$result=mysql_query("SELECT DISTINCT kategorija FROM video 





Pri pokretanju skripte get_kategorija.php vrši se konekcija na bazu podataka. Iz 
tablice „video“ dohvaćaju se sve kategorije svih javnih i aktiviranih IP kamerama. 
MySQL iskaz DISTINCT služi nam da se kategorije ne ponavljaju već se svaka 
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dohvaća samo jednom. Ispis kategorija vrši se funkcijom print u json tipu šifriranja 
čitljivog Android aplikacijama. 
 
Izvorni kod 3: Prikaz metode getPodkategorija(String kategorija)  
public ArrayList<String> getPodkategorija(String kategorija){ 
  String result="";InputStream isr=null; 
  try{HttpClient httpclient=new DefaultHttpClient(); 
   HttpPost httpost = new 
HttpPost("http://elimgarak.eu.pn/mobile/get_potkategorija.php"); 





HttpResponse response = httpclient.execute(httpost); 
(...) 
  catch(Exception e){ } 
  try{ String s=""; 
   potkategorije.add(0, "Odaberite potkategoriju"); 
   JSONArray jArray = new JSONArray(result); 
   for(int i=0;i<jArray.length();i++){ 
    JSONObject json = jArray.getJSONObject(i); 
    s=json.getString("potkategorija"); 
    potkategorije.add(s); }} 
  catch(Exception e){ }return potkategorije; } 
Izvor: Autor 
 
Metoda getPodkateogrija(String kategorja) koristi se za dohvaćanje podkategorija 
pojedine kategorije. Jedna kategorija može sadržavati više podkategorija, dok svaka 
podkategorija može pripadati skupu kategorija. Kategorija je ovom slučaju općenitiji 
pojam te je ona kriterij pri dobivanju podkategorija. Metoda getPodkategorija(String 
kategorija) po strukturi je identična metodi getKategorija(), razlika je u korištenju 
skripte get_podkategorija.php i prosljeđivanja kategorije kao kriterija u pretrazi baze 
podataka. Izvorni kod 4.  
 
Izvorni kod 4: Prikaz PHP skripte get_podkategorija.php 
<?php 
$kategorija=$_POST['kategorija']; 
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$result=mysql_query("SELECT DISTINCT podkategorija FROM video WHERE 
kategorija='$kategorija' and type='0' and active='1'"); 
while($row=mysql_fetch_assoc($result)){ $output[]=$row; }print(json_encode($output));?> 
Izvor: Autor 
 
Izvorni kod 5: Prikaz metode postKateAndReturnList()  
public ArrayList<PublicVideo> postKateAndReturnList() { 
  String result=""; 
  InputStream isr=null; 
   Spinner kate = (Spinner)findViewById(R.id.spinner1); 
         String kategorija = kate.getSelectedItem().toString(); 
         Spinner potkate = (Spinner)findViewById(R.id.spinner2); 
         String potkategorija = 
potkate.getSelectedItem().toString(); 
  try{HttpClient httpclient=new DefaultHttpClient(); 
   HttpPost httppost = new 
HttpPost("http://elimgarak.eu.pn/mobile/get_videos_kate.php"); 
   List<NameValuePair> nameValuePairs = new 
ArrayList<NameValuePair>(2); 
   nameValuePairs.add(new 
BasicNameValuePair("kategorija", kategorija)); 




 HttpResponse response = httpclient.execute(httppost); 
   HttpEntity entity= response.getEntity(); 
   isr=entity.getContent(); 
   try{BufferedReader reader = new  
(...) 
   result=sb.toString();} 
   catch(Exception e){}} 
  catch(Exception e){ }  
        try{ JSONArray jArray = new JSONArray(result); 
   for(int i=0;i<jArray.length();i++){ 
    JSONObject json = jArray.getJSONObject(i); 
    PublicVideo video= new PublicVideo(); 
   video.setNaziv(json.getString("video_name")); 
   video.setOpis(json.getString("video_opis")); 
   video.setUrl(json.getString("mobile_url")); 
   video.setType(json.getString("mobile_type")); 
    videos.add(video);}} 
  catch(Exception e){}return videos;} 
Izvor: Autor 
 
Metoda postKateAndReturnList() služi kao filter pri čitanju podataka IP kamere. 
Kriterij filtriranja je kategorija i podkategorija koje se prosljeđuju PHP skripti 
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get_videos_kate.php. Izvorni kod 6. Skripta čita podatke iz baze te ih ispisuje u json tipu 
koji čita mobilna aplikacija te sprema atribute IP kamere u objekt video. Objekti video 
se spremaju u listu videos te se prikazuje u mobilnoj aplikaciji. 
 





video_name,mobile_url,video_opis,mobile_type FROM video WHERE 
type='0' and active='1' and kategorija='$kategorija' and 
potkategorija='$potkategorija'"); 
while($row=mysql_fetch_assoc($result)){ 
  $output[]=$row;}print(json_encode($output));?> 
Izvor: Autor 
 
Izvorni kod 7: Prikaz metode postLoginData()  
 
public String postLoginData() { 
         HttpClient httpclient = new DefaultHttpClient(); 
         HttpPost httppost = new 
HttpPost("http://elimgarak.eu.pn/mobile/login_user.php"); 
         String str = null;  
         try {EditText uname = 
(EditText)findViewById(R.id.editTextK); 
          String username = uname.getText().toString(); 
          EditText pword = 
(EditText)findViewById(R.id.editTextL); 
          String password = pword.getText().toString(); 
List<NameValuePair>nameValuePairs=new 
ArrayList<NameValuePair>(2);          
nameValuePairs.add(newBasicNameValuePair("username",username));             
nameValuePairs.add(newBasicNameValuePair("password",password));             
httppost.setEntity(newUrlEncodedFormEntity(nameValuePairs)); 
             HttpResponse response = 
httpclient.execute(httppost);          
str=inputStreamToString(response.getEntity().getContent()).toStr
ing(); 
 } catch (ClientProtocolException e) {e.printStackTrace(); 
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} catch (IOException e) {e.printStackTrace();}return str; }  
private StringBuilder inputStreamToString(InputStream is){ 
String line = ""; StringBuilder total = new StringBuilder(); 
BufferedReader rd = new BufferedReader(new 
InputStreamReader(is)); try { 
          while ((line = rd.readLine()) != null) { 
            total.append(line);}}catch (IOException e) 
{e.printStackTrace();}return total; } 
Izvor: Autor 
 
Izvorni kod 7. prikazuje metodu postLoginData() koja se koristi kod prijave 
korisnika. Atributi koji se prosljeđuju PHP skripti login_user.php kao POST zahtjev su 
korisničko ime (username) i lozinka (password). PHP skripta koristi nekoliko funkcija 
za provjeru vjerodostojnosti podataka. Prva funkcija user_exsist($username) koristi se 
za provjeru da li postoji korisničko ime u bazi te ako ne mobilna aplikacija prikazuje 
poruku o nepostojećem korisničkom imenu. Ako korisničko ime postoji, lozinka u bazi 
se uspoređuje s proslijeđenom lozinkom. Ukoliko se lozinke podudaraju, funkcijom 
user_id_from_username($username) se dohvaća ID korisnika te se šalje mobilnoj 
aplikaciji. Ako se lozinke ne podudaraju, mobilna aplikacija javlja poruku o krivoj 
lozinki. Izvorni kod 8. 
 
Izvorni kod 8: Prikaz PHP skripte login_user.php 
<?php function user_exists($username) { 
  $query = mysql_query("SELECT COUNT(user_id) FROM users WHERE 
username = '$username'"); 
   return (mysql_result($query,0) == 1) ? true : false; } 
$username=$_POST['username'];$password=$_POST['password']; 
function user_id_from_username($username){ 
   return mysql_result(mysql_query("SELECT user_id FROM users 
WHERE username = '$username'"),0,'user_id');} 
function login($username, $password){ 
      $user_id = user_id_from_username($username); 
      $password = md5($password); 
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      $query = mysql_query("SELECT COUNT(user_id) FROM users 
WHERE username = '$username' AND password = '$password'"); 






Izvorni kod 9: Prikaz metode getData(String id) 
 
public ArrayList<PublicVideo> getData(String id){ 
  progressDialog = ProgressDialog.show(this, "", 
"Učitavanje podataka...", true); 
(...) 
  try{HttpClient httpclient=new DefaultHttpClient(); 
   HttpPost httppost = new 
HttpPost("http://elimgarak.eu.pn/mobile/get_video_user_2.php"); 
   List<NameValuePair> nameValuePairs = new 
ArrayList<NameValuePair>(); 
nameValuePairs.add(new BasicNameValuePair("id_user", id));         
httppost.setEntity(new UrlEncodedFormEntity(nameValuePairs)); 
HttpResponse response=httpclient.execute(httppost); HttpEntity 
entity=response.getEntity();isr=entity.getContent(); 
   try{BufferedReader reader =  
(...) 
   isr.close();result=sb.toString();} 
   catch(Exception e){ }}catch(Exception e){ } 
  try{ JSONArray jArray = new JSONArray(result); 
   for(int i=0;i<jArray.length();i++){ 
    JSONObject json = jArray.getJSONObject(i); 
    PublicVideo videos= new PublicVideo(); 
   videos.setNaziv(json.getString("video_name")); 
   videos.setOpis(json.getString("video_opis")); 
   videos.setUrl(json.getString("mobile_url")); 
   videos.setType(json.getString("mobile_type")); 
    video.add(videos);} 
   progressDialog.dismiss(); 
   }catch(Exception e){ }return video; } 
Izvor: Autor 
 
Metoda mobilne aplikacije getData(String id) koristi se za dohvaćanje podataka o IP 
kamerama prijavljenih korisnika. Metoda se poziva dva puta, za dohvaćanje privatnih i 
javnih IP kamera. Kod privatnih IP kamera poziva se PHP skripta get_video_user.php 
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dok se kod javnih koristi get_video_user_2.php. Izvorni kod 10. Izvorni kod 11. Njima 
metoda getData(String id) prosljeđuje ID korisnika kao kriterij dohvaćanja IP kamera. 
Skripte čitaju podatke iz baze te ih ispisuju u json tipu koji čita mobilna aplikacija te 
sprema atribute IP kamere u objekt video. Objekti video se spremaju u listu videos te se 
prikazuje u mobilnoj aplikaciji. 
 
Izvorni kod 10: Prikaz PHP skripte get_video_user_2.php  
<?php $id_user=$_POST['id_user']; 
$result=mysql_query("SELECT 
video_name,mobile_url,video_opis,mobile_type,type FROM video 





Izvorni kod 11: Prikaz PHP skripte get_video_user.php 
<?php $id_user=$_POST['id_user']; 
$result=mysql_query("SELECT 
video_name,mobile_url,video_opis,mobile_type,type FROM video 
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4. RAD I TESTIRANJE APLIKACIJE  
4.1 Web aplikacija 
 
U ovom poglavlju opisan je rad web aplikacije. Također je prezentirano testiranje 
sustava, od registracije korisnika, do prikaza IP kamere. Objašnjen je pojedini dio 
funkcionalnosti web aplikacije: registracija, kontaktiranje administratora, slanje zahtjeva 
za dodavanje nove kamere te njen prikaz od strane korisnika, te administracija zahtjeva, 
IP kamera i korisnika od strane administratora. Za potrebe testiranja korišten je novi 
korisnik „korisnik1“ s pripadajućim podacima i testnom lozinkom „123456“. 
 




Na slici 8. prikazan je izgled forme registracije korisnika. Polja u formi, koja su 
označena zvjezdicom, obavezna su za unos podataka. Pritiskom na gumb 
„Registracija“, korisnik se upisuje u bazu podataka, ali njegov račun još nije aktiviran. 
Ukoliko je korisničko ime zauzeto, lozinka manja od šest znakova ili se lozinke ne 
podudaraju, nevjerodostojni email, ili neko polje označeno zvjezdicom neispunjeno, 
javlja se upozorenje. 
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Na slici 10. predstavljena je forma za kontaktiranje administratora. Polja u formi, 
koja su označena sa zvjezdicom, su obavezna za unos podataka. Obavezno je također 
ispuniti polje ispod sličice s četiri brojke, odnosno CAPTCHA-e (engl. Completely 
Automated Public Turing test to tell Computers and Humans Apart). Ukoliko nisu 
ispunjeni svi kriteriji, ili se upisani brojevi ne podudaraju s brojevima na sličici, 
javlja se upozorenje. Kontaktiranju administratora mogu pristupiti i registrirani i 
neregistrirani korisnici. Ukoliko mu pristupa prijavljeni korisnik, u polje za ime i 
email se automatski upisuju korisničko ime prijavljenog korisnika i email. 
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Forma za administraciju korisnika prikazana je na slici 11. te joj pristupa samo 
administrator. Pri dolasku na formu, svi korisnici su prikazani u dropdown listi. 
Odabirom korisnika učitavaju se njihovi podaci. Ne učitava se korisnička lozinka. Ona 
se individualno mijenja odabirom opcije menija „Promjena lozinke“. Testni korisnik 
„korisnik1“ nema aktiviran račun te je potrebno u dropdown listi „Aktivacija“ 
promijeniti u „Aktivirano“. Pritiskom na gumb „Promijeni“ uneseni podaci se ažuriraju 
s onima u bazi podataka, odnosno, u ovom slučaju, račun se aktivira. 
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U formi Zahtjev za IP kameru nalaze se polja za atribute pojedine IP kamere. 
Slika 12. Polja u formi, koja su označena sa zvjezdicom, su obavezna za unos 
podataka. Predviđeno je da korisnik  zna URL  kamere. Polja „URL mobilne verzije“ 
i „Tip mobilne verzije“ su opcionalna, te ga unose ili korisnik ukoliko je upoznat, ili 
administrator. Također vrijedi i za polja „Kategorija“ i „Podkategorija“. Nakon što 
je zahtjev kreiran, on se upisuje u bazu, IP kamera još nije aktivirana i potrebna je 
administracijska kontrola. 
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Na slici 13. prikazana je forma za administraciju zahtjeva. Na njoj su izlistani 
zahtjevi korisnika. Pritiskom na željeni naziv IP kamere otvara se forma za 
administraciju IP kamere zahtjeva. 
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Na slici 14. nalazi se prikaz forme za administraciju IP kamere zahtjeva. 
Pritiskom na link „Provjera IP kamere“ administrator ima uvid u sadržaj kamere. On 
se otvara u novom prozoru. Ukoliko je kamera autentična i nije eksplicitna, te 
ukoliko su podaci vjerodostojni, odabirom statusa u „Aktivno“ i pritiskom na gumb 
„Ažurirati“ kamera postaje aktivirana. Ako kamera nije autentična i podaci nisu 
vjerodostojni, pritiskom na gumb „Izbrisati“ zahtjev se briše iz baze. 
 




Pritiskom na „Popis videa“ u glavnom meniju otvara se forma popisa IP kamera. 
Slika 15. Ona se sastoji od liste svih javnih IP kamera, polja za upis filtra, gumba 
„Traži“ te liste kategorija. Odabirom kategorije prikazuju se pripadajuće IP kamere. 
Algoritam za traženje radi na principu traženja unesenog uzorka u atributima: Naziv, 
opis, kategorija i podkategorija. Uneseni uzorak „panorama grada“ filtrira listu i 
ispisuje IP kameru koja sadrži taj uzorak u spomenutim atributima. Slika 16. 
Pritiskom na „Naziv IP kamere“ odabrane kamere pokreće se stream. Slika 17. 
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Slika 17. prikazuje izgled forme prikaza IP kamere. S desne strane navigacijskog 
menija postoji lista privatnih i javnih IP kamera korisnika. Odabirom IP kamere iz 
liste također se pokreće forma za prikaz IP kamere s odabranom kamerom. Stream se 
učitava u iframe okviru i počinje prikaz. 
 




Pritiskom na „Dodavanje IP kamere“ desnog, sporednog menija, Administrator 
može dodati IP kameru korisniku koji zatraži na nekonvencionalan način, odnosno, 
ne pošalje zahtjev za IP kameru. Forma je slična kao i forma „Zahtjev za IP 
kameru“. Slika 12. Razlika je u tome što administrator odabire korisnika i može 
odmah aktivirati IP kameru. 
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4.2 Mobilna aplikacija 
 
Zadaća mobilne aplikacije je prikaz IP kamera na android mobilnim uređajima ili 
tabletima. Osmišljena je kao jednostavan sustav koji filtrira javne IP kamere po kriteriju 
kategorije i njenih podkategorija. Također, postoji filter dobivene liste koji traži uzorak 
na temelju opisa i naziva IP kamere. Svaki registrirani korisnik ima mogućnost prijave u 
sustav i pregled svojih privatnih i javnih IP kamera. 
   




Dino Vlahek Mobilna i internet aplikacija za IP video nadzor 
Međimursko veleučilište u Čakovcu  51 
Kod otvaranja mobilne aplikacije, provjerava se postojanje internet veze. Ukoliko 
internet veza ne postoji, mobilna aplikacija ispisuje upozorenje te se isključuje. Slika 
19. Ukoliko postoji veza na internet, aplikacija učitava kategorije u padajući izbornik 
(engl. Spinner), te nudi njihov odabir kategorije. Slika 20. Odabirom kategorije, 
pripadajuće podkategorije se učitavaju u drugi padajući izbornik. Slika 21.  
Odabirom podkategorije pojedine kategorije šalje se zahtjev za dohvaćanje IP 
kamera koje sadrže odabranu kategoriju i podkategoriju. Svakom promjenom 
padajućeg izbornika kategorija automatski se ažurira izbornik podkategorija, 
odnosno, učitavaju se podkategorije koje sadrži odabrana kategorija. Svakom 
promjenom padajućeg izbornika podkategorija, šalje se novi zahtjev za dohvaćanje 
IP kamera. Podaci o kameri se spremaju u objekt te se prikazuju u listi. Slika 22. 
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Slika 22: Prikaz IP kamera po kriteriju kategorija 
 
Izvor: Autor 
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Slika 23: Prikaz liste IP kamera nakon filtriranja po unešenom uzorku 
 
Izvor: Autor 
Aplikacija sadrži mogućnost filtriranja dobivenih IP kamera. Unosom uzorka i 
pritiskom na gumb „Predaj upit“, pokreće se metoda traženja IP kamera iz dobivene 
liste, kojoj pod nazivom i opisom, pripada odgovarajući uzorak. U ovom slučaju 
uzorak je riječ „panorama“. Pritiskom na pojedini naziv u listi, u novom se prozoru 
aplikacije (engl. Activity) pokreće prikaz odabrane IP kamere. Mobilna aplikacija 
podržava vertikalno i vodoravno zaokretanje zaslona. Slika 24. 
Slika 24: Zaokrenuti prikaz live videostream-a odabrane kamere 
 
Izvor: Autor 
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Registrirani korisnici imaju pravo prijave u mobilnu aplikaciju. Kao testni korisnik, 
korišten je prije spomenuti „korisnik1“ s lozinkom „123456“. Odabirom tipke „settings“ 
mobilnog uređaja otvara se meni s gumbom „Privatno“. Slika 25. Pritiskom na taj gumb 
otvara se nova aktivnost koja traži unos korisničkih podataka. 
 




Slika 26: Prikaz prijave korisnika 
 
Izvor: Autor 
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Upisom traženih podataka te pritiskom na gumb „Prijava“, korisnik se prijavljuje 
u sustav. Slika 26. Ukoliko korisnik ne postoji ili je lozinka pogrešna, mobilna 
aplikacija prikazuje upozorenje te se unos mora ponoviti. Prijavom korisnika 
dohvaćaju se njegove javne i privatne IP kamere, otvara se novi prozor aplikacije, te 
se one učitavaju u predviđene liste za javno i privatno. Slika 27. Odabirom željene IP 
kamere započinje prikaz njenog sadržaja, odnosno live stream. Ukoliko ne postoji 
stream neke odabrane IP kamere, aplikacija ispisuje upozorenje te se vraća na listu 
kamera. 
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5. ZAKLJUČAK I REZULTAT TESTIRANJA 
 
Projektiranje sustava za video nadzor krenulo je od jednostavne ideje realizirane 
pomoću metoda objektno orijentirane analize i oblikovanja (OOA/D), do njegove 
implementacije i kodiranja. Objašnjene su tehnologije koje se koriste te proces 
apstraktnog stvaranja sustava. Prikazana je arhitektura budućeg sustava sa svojim 
modulima, razredima i operacijama. Pomoću apstraktnog modela napravljenog objektno 
orijentiranom analizom i oblikovanjem krenulo se u implementaciju i kodiranje sustava. 
Upotrebom spomenutih razvojnih alata i paradigmom drugih sustava za video nadzor 
olakšana je implementacija same ideje. Procesom kodiranja, koji je zauzeo najviše 
vremena u stvaranju projekta, ostvarena je funkcionalnost razrađenih dijelova sustava, 
te se ostvario cilj dobivanja žive slike s odabrane kamere na Android sustavu. 
 Postavljeni ciljevi web aplikacije, od registracije novog korisnika, aktivacije 
korisničkog računa, slanja zahtjeva za novom IP kamerom, administracije korisnika, 
postojećih IP kamera i zahtjeva, do filtriranja liste, pretrage i prikaza IP kamera, su 
ostvareni. Rad i testiranje web sustava prikazan je u poglavlju 4.1. Postavljeni su ciljevi 
mobilne aplikacije, prikaz i filtriranje IP kamera te prijava korisnika u sustav i prikaz 
njegovih IP kamera, također ostvareni. Rad i testiranje mobilne aplikacije prikazan je u 
poglavlju 4.2.  
Opisani su krucijalni dijelovi programskog koda zaduženog za spajanje mobilne 
aplikacije s bazom podataka. Objašnjen je i TCP/IP model povezivanja mreža i uređaja 
sa svojim najvažnijim protokolima. Opisan je koncept baze podataka, te je prikazana 
njena logička i statička shema. Razrađena je arhitektura Android sustava, objašnjena je 
paradigma IP videostream-inga, te razvojno okruženje aplikacije. 
Funkcionalnost i preglednost web aplikacije su solidni. Estetski doživljaj je 
zadovoljavajući. Sučelje i mobilne i web aplikacije je simplificirano radi lakšeg 
korištenja laičkim korisnicima. Sučelje administratora je također jednostavno, međutim, 
potrebno je informatičko znanje administratora radi upravljanja tim sustavom.  
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