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Abstrak 
Penyimpanan data dalam bentuk digital dinilai lebih efektif dan efisien dari penyimpanan data 
dalam bentuk konvensional, baik data yang bersifat umum maupun rahasia. Hal ini menjadi 
masalah ketika data yang bersifat rahasia tidak disertai dengan sistem keamanan yang baik. 
Sistem keamanan yang baik adalah sistem keamanan yang memiliki algoritma yang tidak dapat 
ditemukan plaintext-nya. Trans Semarang adalah layanan angkutan umum masyarakat yang 
memiliki sistem BRT (Bus Rapid Transit). Pengguna layanan Trans Semarang semakin hari 
semakin bertambah, oleh karena itu dibuatlah website Trans Semarang yang digunakan untuk 
menyimpan data-data, baik data yang bersifat umum, maupun rahasia. Sementara itu, website 
Trans Semarang belum memiliki sistem keamanan yang baik. Maka, penulis membuat “Sistem 
Verifikasi Token pada Website Trans Semarang Jawa Tengah dengan menggunakan Algoritma 
OTP (One Time Pad)” guna meningkatkan keamanan pada website tersebut. Pada tugas akhir 
ini penulis membuat sebuah sistem keamanan dalam bentuk aplikasi android bernama “Login 
Bus Trans” dan sebuah halaman login pada website Trans Semarang Jawa Tengah. Sistem 
keamanan ini menggunakan algoritma OTP (One Time Pad). Algoritma OTP merupakan 
algoritma yang sederhana dan unbreakable. Aplikasi “Login Bus Trans” digunakan untuk 
mendapatkan kode token yang nantinya akan digunakan ketika login ke website admin Trans 
Semarang. Sistem keamanan ini juga telah lolos uji black box dan white box testing. Pada 
laporan tugas akhir ini, diuraikan cara kerja algoritma OTP dan pengaplikasian pada sistem 
verifikasi token. Tahap akhir dari laporan ini akan dilakukan evaluasi terhadap proses dan 
pengembangan perangkat lunak, baik dari hal yang telah dilakukan, maupun hal yang belum 
dilakukan. 
 
Kata Kunci: sistem verifikasi, sistem keamanan komputer, token, algoritma OTP (One Time 
Pad), trans semarang   
 
 
Abstract 
Digital data storage is considered to be more effective and efficient than conventional data 
storage, including general and confidential data. It becomes a problem when the confidential 
data does not have good security system. The suitable security system is security system that has 
algorithms that could not be found its plaintext. Trans Semarang is a public transport services 
with BRT (Bus Rapid Transit) system. Trans Semarang users are increasing significantly day by 
day, therefore Trans Semarang  Website was made to save the data, including general and 
confidential data. Meanwhile, Trans Semarang website does not have a good security system. 
As a result, the writer makes “Token Verification System at Trans Semarang Jawa Tengah 
Website using OTP (One Time Pad) Algorithm” in order to increase the security at the website. 
At the end of this report, writer made a security system in the form of android application called 
“Login Bus Trans” and a login page on Trans Semarang Jawa Tengah website. This security 
system uses OTP (One Time Pad ) algorithm. OTP algorithm is a simple and unbreakable 
algorithm. This application is used to get the token codes that will be used further to login to the 
Trans Semarang Administrator  ebsite.The security system has also passed the black box and 
white box testing. At the end of this report, how OTP algorithm works and its application at 
token verification system are described.At the final stage of this report, there will be an 
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evaluation on the process and software development, include things which have been and have 
not been done.  
 
Keywords: verification system, computer security system, token, OTP (One Time Pad) 
algorithm, trans semarang 
 
 
1. PENDAHULUAN 
 
Saat ini penyimpanan data menjadi 
salah satu hal yang penting seiring 
dengan perkembangan dunia digital. 
Penyimpanan data berupa data digital 
dinilai lebih praktis karena tidak terlalu 
menghabiskan sumber daya daripada 
menggunakan data dalam bentuk nyata 
(buku, berkas). Begitu pula dengan 
Trans Semarang. Selama ini data 
keuangan pada Trans Semarang masih 
menggunakan penyimpanan data dalam 
bentuk nyata. Semakin bertambahnya 
pengguna BRT Trans Semarang 
menjadikan perusahaan tersebut 
membuat penyimpanan dalam bentuk 
database pada website. Namun website 
Trans Semarang belum memiliki sistem 
keamanan yang baik. Dari 
permasalahan diatas perlu dibuat sebuah 
sistem verifikasi yang berguna untuk 
menjamin keamanan dari aplikasi 
sistem keuangan BRT Trans Semarang. 
Verifikasi token dianggap perlu karena 
memberikan keamanan yang baik dan 
mudah dalam pengoperasiannya. Admin 
hanya memasukkan kode verifikasi 
token sistem website login BRT Trans 
Semarang untuk melakukan kegiatan 
penginputan data keuangan yang 
menjadi tugas bagian sarana dan 
prasarana setiap hari. Oleh karena itu, 
penulis bermaksud merancang sebuah “ 
Sistem Verifikasi Token pada Website 
Trans Semarang Jawa Tengah dengan 
Menggunakan Algoritma OTP (One 
Time Pad)” yang dapat membantu 
dalam keamanan data pada website 
Trans Semarang sehingga data pada 
website tersebut menjadi lebih aman. 
Tujuan yang ingin dicapai dalam 
mengerjakan tugas akhir ini adalah 
membuat sistem verifikasi token yang 
baik dan aman agar data keuangan pada 
website Trans Semarang Jawa Tengah 
dapat tersimpan dengan baik. 
Tugas akhir ini juga diharapkan 
bermanfaat sebagai sebuah sistem 
keamanan pada website Trans 
Semarang yang dapat memberikan 
keamanan data yang bersifat rahasia  
 
2. LANDASAN TEORI 
 
2.1 Pengertian Sistem 
 
Terdapat dua kelompok didalam 
mendefinisikan sistem, yaitu yang 
menekankan pada prosedurnya dan 
yang menekankan pada komponen atau 
elemennya. Pendekatan sistem yang 
menekankan pada prosedur, 
mendefinisikan bahwa sistem adalah 
suatu jaringan kerja dari prosedur-
prosedur yang saling berhubungan, 
berkumpul bersama-sama untuk 
melakukan suatu kegiatan atau untuk 
menyelesaikan suatu sasaran tertentu. 
Pendekatan sistem yang menekankan 
pada elemen atau komponennya 
mendefinisikan bahwa sistem adalah 
kumpulan dari elemen-elemen yang 
berinteraksi untuk mencapai suatu 
tujuan tertentu. [3] 
 
2.2 Konsep Dasar Informasi 
 
Informasi sangat penting dalam suatu 
organisasi terutama bagi manajemen 
dalam mengambil keputusan. Informasi 
adalah data yang diolah menjadi bentuk 
yang lebih berguna dan lebih berarti 
bagi yang menerimanya. [4]. Kualitas 
dari suatu informasi tergantung tiga hal 
yaitu informasi harus akurat (accurate), 
tepat pada waktunya (timeliness) dan 
relevan (relevance). Menurut Gordon B 
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Davis, sistem informasi adalah suatu 
sistem yang menghubungkan pengguna 
(individu dan organisasi) dengan 
komputer yang dirancang secara 
integrasi guna menyediakan informasi 
yang mendukung fungsi operasional, 
manajemen, analisis serta fungsi 
pengambilan keputusan dalam suatu 
organisasi. [4] 
 
2.3 Pengembangan Sistem 
 
Pengembang sistem dapat berarti 
menyusun sistem yang baru untuk 
menggantikan sistem yang lama secara 
keseluruhan atau memperbaiki sistem 
yang telah ada. Sistem yang lama perlu 
diperbaiki karena adanya permasalahan-
permasalahan yang timbul di sistem 
yang lama. 
Siklus hidup Pengembangan Sistem 
(System Development Life Cycle) atau 
SDLC merupakan suatu bentuk yang 
digunakan untuk menggambarkan 
tahapan dan langkah-langkah didalam 
tahapan tersebut dalam proses 
pengembangannya. 
 
2.4 Algoritma OTP (One Time Pad) 
 
Algoritma OTP merupakan algoritma 
berjenis symmetric key yang artinya 
bahwa kunci yang digunakan untuk 
melakukan enkripsi dan dekripsi 
merupakan kunci yang sama. agar 
ciphertext sulit untuk di pecahkan maka 
pemakaian kunci seharusnya jangan 
mengunakan kunci yang berulang, pilih 
kunci yang random. Rumus One Time 
Pad adalah sebagai berikut: 
 
Enkripsi : E(x) = (P(x) + K(x) ) Mod 26 
Dekripsi : D(x) = (C(x) – K(x) ) Mod 26 
 
Sebagai contoh: 
Sebuah pesan ”MADYA” akan 
dienkripsi dengan kunci ”VWXYZ” 
dengan perhitungan sebagai berikut, 
maka akan diperoleh hasil enkripsi 
”HWAWZ”. 
 
Pesan : 12(M) 0(A)  3(D) 24(Y) 0(A)  
Kunci : 21(V)22(W)23(X)24(Y)25(Z)  
 
Pesan 
    +     : 33      22     26      48      25 
Kunci     
 
Pesan 
   +      : 7(H) 22(W) 0(A) 22(W) 25(Z)     
kunci  
mod 26 
 
Untuk mendeskripsinya, maka 
dilakukan proses kebalikannya, yaitu: 
 
Cipher 
text  : 7(H) 22(W) 0(A) 22(W) 25(Z) 
 
Kunci : 21(V)22(W)23(X)24(Y)25(Z) 
 
Ciper 
text 
    -     :  -14      0       -23     -2      0 
Kunci 
 
Ciper 
text 
    -     :  12(M) 0(A)  3(D) 24(Y) 0(A) 
Kunci 
Mod 26 
 
2.5 Perancangan Sistem 
 
Menurut George M. Scott Perancangan 
sistem menentukan bagaimana suatu 
sistem akan menyelesaikan dari 
komponen-komponen perangkat lunak 
dan perangkat keras dari suatu sistem 
sehingga setelah instalasi dari sistem 
akan benar-benar memuat rancang 
bangun yang telah ditetapkan pada akhir 
tahap analisis sistem. [7] 
 
2.6 Pemrograman Aplikasi Android 
 
Awalnya dikembangkan oleh 
perusahaan kecil di Silicon Valley yang 
bernama Android.inc. Selanjutnya 
google mengambil alih sistem operasi 
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tersebut pada tahun 2005 dan 
merancangnya sebagai sistem operasi 
yang bersifat open source. Aplikasi 
android adalah sistem operasi untuk 
perangkat bergerak yang dapat 
diterapkan pada ponsel dan piranti-
piranti yang lain seperti smartphone, 
tablet, netbook, dan TV internet. 
Pertumbuhan pasar perangkat berbasis 
Android tentu saja mendorong 
pertumbuhan pengembangan aplikasi 
berbasis android. Bagi sisi 
pengembangan, piranti yang 
memudahkan pembuatan aplikasi tentu 
saja diharapkan. Situs Android 
developers menyediakan Android SDK 
yang memudahkan siapa pun untuk 
membuat aplikasi Android. 
 
2.7 PHP dan MySQL 
 
Menurut dokumen resmi PHP, PHP 
merupakan singkatan dari PHP 
HypertextPreprocessor. PHP merupakan 
bahasa berbentuk skrip yang 
ditempatkan dalam server dan diproses 
di server. Saat ini PHP cukup popular 
sebagai piranti pemograman web, 
terutama di lingkungan Linux. Namun 
demikian PHP sebenarnya juga dapat 
berfungsi pada server-server yang 
berbasis UNIX, Windows NT dan 
Macintosh. Bahkan versi untuk 
Windows 95/98 pun tersedia. Pada 
awalnya PHP dirancang untuk 
diintegrasikan dengan web server 
Apache. Namun saat ini PHP juga dapat 
bekerja dengan web server seperti PWS 
(Personal Web Server), IIS (Internet 
Information Server) dan Xintami. PHP 
dapat di-download secara bebas dan 
gratis melalui situs www.php.net.[10] 
MySQL adalah salah satu dari sekian 
banyak sistem database yang 
merupakan terobosan solusi yang tepat 
dalam aplikasi database. MySQL 
merupakan turunan salah satu konsep 
utama dalam database sejak lama yaitu 
SQL (Structured Query Language).[11] 
 
3. METODOLOGI PENELITIAN 
 
3.1 Tahap-tahap Pengembangan 
Sistem 
 
Metode pengembangan sistem yang 
digunakan dalam tugas akhir ini adalah 
dengan menggunakan model proses 
pengembangan perangkat lunak 
Prototyping melalui paradigma / 
pendekatan berorientasi objek yang 
dimodelkan menggunakan Unified 
Modeling Language (UML). Metode 
prototyping merupakan metode yang 
menyajikan gambaran yang lengkap 
tentang sistemnya, metode ini banyak 
digunakan karena pengembang 
mungkin tidak memiliki kepastian 
terhadap efisiensi algoritma, 
kemampuan penyesuaian dari sebuah 
sistem operasi, atau bentuk-bentuk yang 
harus dilakukan oleh interaksi manusia 
dengan mesin sehingga paradigma 
prototyping ini merupakan pendekatan 
terbaik yang ditawarkan. Keunggulan 
dari penggunaan paradigma prototyping 
adalah pengembang dapat bekerja lebih 
baik dalam menentukan kebutuhan, 
lebih menghemat waktu dalam 
pengembangan sistem, dan penerapan 
menjadi lebih mudah karena pemakai 
mengetahui apa yang diharapkannya. 
Tahapan-tahapan dalam prototyping 
sebagai berikut: 
 
 
Gambar 1. Siklus model Prototyping 
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4. RANCANGAN SISTEM DAN 
IMPLEMENTASI 
 
4.1 Analisa Sistem 
 
Analisis sistem merupakan penguraian 
dari suatu sistem yang utuh ke dalam 
bagian-bagian komponennya dengan 
maksud untuk kesempatan-kesempatan, 
hambatan-hambatan yang terjadi dan 
kebutuhan-kebutuhan yang diharapkan 
sehingga dapat diusulkan perbaikan-
perbaikannya. Perangkat Lunak yang 
akan di bangun  oleh penulis adalah 
Sistem Verifikasi Token pada Website 
Trans Semarang Jawa Tengah dengan 
Menggunakan Algoritma OTP (One 
Time Pad). Dari hasil analisa awal, 
kebutuhan aplikasi yang akan dibuat 
adalah mampu memberikan kode 
verifikasi token yang aman bagi user 
dan mampu menampilkan halaman dari 
web Trans Semarang Jawa Tengah 
sebagai akses user dengan keamanan 
tingkat tinggi menggunakan algoritma 
One Time Pad. 
 
4.2 Pengembangan Sistem 
 
a. Use Case Diagram 
 
Merupakan permodelan dari perilaku 
sistem informasi  yang akan dibuat. 
Sebuah use case mempresentasikan 
sebuah interaksi antara aktor dengan 
sistem . 
 
 
 
 
 
 
 
 
 
 
 
 
 
Gambar 2. Use Case Diagram 
Pada gambar diatas terdapat satu aktor 
yaitu user (Admin Trans Semarang). 
Untuk membuka halaman admin pada 
website Trans Semarang, user harus 
memasukkan Token yang didapat dari 
android. Setelah user memasukkan 
username dan password, maka token 
akan muncul otomatis di aplikasi 
“Login Bus Trans” pada android, lalu 
kode tersebut dimasukkan ke halaman 
login web Trans Semarang untuk masuk 
ke halaman admin web Trans 
Semarang. Kemudian akan diproses 
oleh sistem untuk menentukan 
informasi apa yang diperlukan user. 
 
b. Use Case Narrative 
 
USE CASE NAME: Use-Case Narrative Login Bus Trans Android 
PRIMARY  ACTOR: Admin Trans Semarang 
GOAL Menampilkan Kode Token 
DESCRIPTION: Use case ini berjalan pada saat admin akan 
membuka Back-End-System 
PRE-CONDITION: 1. Memasukkan Username Admin 
2. Memasukkan Password Admin 
3. Menekan Tombol Generate  
TRIGGER: Admin ingin menampilkan kode token 
SCENARIO 1. Admin membuka Aplikasi “Login Bus 
Trans” di Android 
2. Admin memasukkan username 
3. Admin memasukkan password 
4. Admin menekan tombol “GENERATE” 
untuk mendapat kode token 
ALTERNATE 
FLOW: 
Admin keluar dari aplikasi 
CONCLUTION: Use case ini selesai saat admin mendapat kode 
token di aplikasi android 
POST-CONDITION: Admin masuk ke menu login pada website 
IMPLEMENTATION 
CONTRAINTS AND 
SPECIFICATIONS: 
Username dan password sudah ditentukan oleh 
Super Admin 
  
USE CASE NAME: Use-Case Narrative Login Bus Trans Website 
PRIMARY ACTOR: Admin Trans Semarang 
GOAL: Masuk ke halaman admin pada website Trans 
Semarang 
DESCRIPTION: Use case ini berjalan ketika admin membuka 
menu login di website Trans Semarang 
PRE-CONDITION: 1. Memasukkan Username 
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Admin 
2. Memasukkan Password 
Admin 
3. Memasukkan Kode Token 
yang diperoleh dari Aplikasi “Login 
Bus Trans” di Android  
TRIGGER: Admin ingin masuk ke halaman Admin Trans 
Semarang 
SCENARIO: 1. A
dmin membuka website Trans 
Semarang dan masuk ke menu login 
2. A
dmin mengisi Username 
3. A
dmin mengisi Password 
4. A
dmin mengisi Kode token 
ALTERNATE 
COURSE: 
Keluar dari website Trans Semarang 
CONCLUTION: Use case ini selesai saat admin dapat masuk ke 
halaman admin pada website Trans Semarang 
POST-CONDITION: Admin dapat masuk ke halaman admin Trans 
Semarang 
IMPLEMENTATION 
CONTRAINTS AND 
SPECIFICATIONS: 
Kode token berlaku hanya 30 detik sejak klik 
tombol generate di aplikasi android “Login Bus 
Trans” 
Tabel 1. Use-Case Narrative Login Bus Trans  
 
c. Activity Diagram 
 
Gambar 3. Activity Request Token Android 
 
Pada activity request token android, 
aplikasi “Login Bus Trans” akan 
menampilkan form login untuk diisi 
oleh user. Jika pengisian data username 
dan password tidak sesuai, maka login 
gagal dan kembali ke menu form. Jika 
pengisian data username dan password 
sudah sesuai maka aplikasi akan 
menampilkan token yang diperlukan 
untuk masuk ke website Trans 
Semarang. 
Gambar 4. Activity Login Website Trans 
Semarang 
 
 
Pada Activity Login Website Trans 
Semarang, user mengisi form login web 
Trans Semarang yang telah disediakan. 
Kemudian kesesuaian data informasi 
akan diperiksa. Jika data tidak sesuai, 
maka akan kembali ke form login user. 
Jika username dan password serta token 
sudah sesuai, maka aplikasi akan 
memproses data informasi dan 
menampilkan halaman web Trans 
Semarang. 
 
d. Class Diagram 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Gambar 5. Class Diagram Algoritma OTP 
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Pada class diagram, digunakan 4 
macam kelas, yaitu Plaintext, Kunci, 
Operasi, dan Hasil. Kelas yang satu 
dengan yang lain memiliki hubungan 
dan mempunyai keterkaitan. Berikut 
adalah class diagram dari algoritma 
OTP (One Time Pad). 
 
e. Perancangan Database 
 
Tabel User digunakan untuk mengelola 
data informasi pada login Trans 
Semarang. Spesifikasi dari tabel sebagai 
berikut: 
Nama tabel : User 
Jumlah field : 5 
Field kunci : id_user 
 
 
Gambar 6. Rancangan Tabel User 
 
 
5. HASIL DAN PEMBAHASAN  
 
5.1 Pembahasan 
Dalam pembuatan aplikasi sistem 
verifikasi token website BRT Trans 
Semarang, terlebih dahulu dilakukan 
komunikasi dengan pihak BRT Trans 
Semarang mengenai apa saja yang 
diinginkan. Hal ini bertujuan agar 
aplikasi sistem verifikasi token website 
BRT Trans Semarang yang dihasilkan 
dapat efektif dan tepat sasaran. Berikut 
ini adalah penggunaan aplikasi sistem 
verifikasi token website BRT Trans 
Semarang: 
 
 
Gambar 7. Login Token Via Android 
 
Setelah login token berhasil dan user 
mandapatkan kode token android yang 
akan digunakan user untuk masuk 
kedalam website BRT Trans Semarang. 
User harus login terlebih dahulu untuk 
masuk kedalam website BRT Trans 
Semarang adalah sebagai berikut : 
 
 
Gambar 8. Login Token Via Website BRT 
Trans Semarang 
 
Setelah user mendapatkan kode token 
dari android, selanjutnya user harus 
mengisikan username, password dan 
kode verifikasi token yang telah didapat 
dari login android sebelumnya. Setelah 
itu user bisa masuk kedalam webiste 
resmi BRT Trans Semarang. Adapun 
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tampilannya sebagai berikut : 
 
 
 
Gambar 9. Login Sukses masuk Website 
Admin BRT Trans Semarang 
 
 
5.2 Pengujian 
 
Program yang telah berhasil 
diimplementasikan akan diuji fungsi 
kerjanya. Metode pengujian yang 
digunakan untuk menguji program 
adalah black box dan white box testing.  
 
a. Hasil Pengujian Black Box 
Pengujian dilakukan untuk memastikan 
respons atas suatu event atau masukan 
agan menjalankan proses yang tepat dan 
menghasilkan output sesuai dengan 
rancangan. Uji blackbox ini dilakukan 
pada program Front End pada Sistem 
Verifikasi Token Website Trans 
Semarang dengan hasil sebagai berikut : 
 
Tujuan Test 
Melakukan uji coba 
Front-endUser 
Input/event 
Prosedur 
Pengujian 
Output Hasil Uji 
Pilih 
Aplikasi 
“Login Bus 
Trans” di 
Android 
User 
mengisi 
Username 
dan 
Password 
dengan 
benar, 
kemudian 
klik 
“GENERA
TE”. 
Menampilk
an kode 
token pada 
aplikasi 
android 
Sesuai  
Pilih menu 
login website 
BRT Trans 
Semarang 
User 
mengisi 
username, 
password, 
Menampilk
an halaman 
admin 
website 
Sesuai  
dan kode 
token 
dengan 
benar 
BRT Trans 
Semarang 
dan 
menampilk
an data 
informasi 
mengenai 
BRT Trans 
Semarang 
 
Tabel 2. Pengujian Black Box  
 
b. Hasil Pengujian White Box 
 
Pengujian white box adalah pengujian 
yang didasarkan pada pengecekan 
terhadap detail perancangan, 
menggunakan struktur kontrol dari 
desain program secara procedural untuk 
membagi pengujian ke dalam beberapa 
kasus pengujian. Secara sekilas dapat 
diambil kesimpulan white box testing 
merupakan petunjuk untuk 
mendapatkan program yang benar 
secara 100%. Uji white box testing 
algoritma OTP pada website Trans 
Semarang adalah sebagai berikut: 
 
 
Gambar 10. Skrip Algoritma OTP pada PHP 
 
Dari penggalan kode program One 
Time Pad di atas didapatkan graph 
seperti gambar dibawah ini: 
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Gambar 11. Graph White Box Testing 
Algoritma OTP (One Time Pad) 
 
Dari graph tersebut didapat sebuah 
chipertext. Chipertext tersebut 
kemudian dijadikan kode token pada 
website Trans Semarang. 
 
6. KESIMPULAN DAN SARAN 
 
6.1 Kesimpulan 
Berdasarkan hasil kegiatan analisis data 
dalam penelitian ini, yang berjudul 
Sistem Verifikasi Token Pada Website 
Trans Semarang Jawa Tengah dengan 
Menggunakan Algoritma OTP (One 
Time Pad), dapat disimpulkan menjadi 
2 (dua) poin yang dapat disesuaikan 
dengan rumusan masalah yang telah 
ditentukan oleh peneliti. Kesimpulan 
yang diperoleh adalah sebagai berikut: 
1. Dalam penelitian ini penulis telah 
berhasil membangun Sistem Verifikasi 
Token Pada Website Trans Semarang 
Jawa Tengah dengan Menggunakan 
Algoritma OTP (One Time Pad) dan 
telah lolos uji black box dan white box 
testing. 
2. Dengan adanya aplikasi sistem 
verifikasi token website ini, maka 
berbagai jenis informasi BRT Trans 
Semarang dapat diakses dengan tingkat 
keamanan yang lebih baik. Selain itu, 
website Trans Semarang diharapkan 
dapat digunakan lebih  optimal, karena 
pihak Admin Trans Semarang dapat 
menyimpan data yang bersifat rahasia 
dengan aman. 
 
6.2 Saran 
Berdasarkan kesimpulan diatas, penulis 
ingin memberikan saran guna 
pengembangan suatu sistem selanjutnya 
agar sistem yang dibuat lebih baik lagi 
dari yang sudah ada. Saran-saran yang 
dapat penulis berikan yaitu:  
1. Diharapkan untuk menambahkan 
fitur yang lebih lengkap seperti menu 
untuk menambah username dan 
password agar penambahan dan 
pegubahan username dan password 
tidak dilakukan secara manual pada 
database. 
2. Tampilan sistem diharapkan menjadi 
lebih baik dan tidak kaku.   
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