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Отказ от новорожденного ребенка – это преступление с моральной точки зрения. Родители, вне 
зависимости от социального статуса и образования, совершают это по тем причинам, по которым для 
других они не являются поводом для того, чтобы оставить ребенка в родильном доме, или социальном 
приюте. Но преступление с моральной точки зрения может перерасти в уголовное преступление с отяг-
чающими обстоятельствами, если государство не создаст альтернативных условий.  
Заключение. Государство берет на себя полностью ответственность за содержание, воспитание 
оставленного ребенка. Хочется заметить, что любые денежные траты нельзя сравнить с одной спасенной 
жизнью. Уровень защиты государством таким образом новорожденных малышей оправдывается тем, что 
смертность среди новорожденных, которых матери убивают при рождении по тем же причинам, что и 
соглашаются на анонимные роды, в Германии ниже, чем в тех государствах, в которых закрывают глаза 
на проблему, не обсуждают ее в обществе, а только приводят статистические данные о смертности ново-
рожденных детей. В Германии до сих пор существуют «беби-бокса», службы психологической поддерж-
ки, религиозные приюты и союзы, которые стараются найти подход к каждой женщине, не осуждая их 
такой страшный выбор, а помогая разобраться в сложившейся ситуации. Спустя три года после принятия 
закона Федеральное министерство по делам семьи заявило, что он принес положительные результаты. В 
подтверждение эффективности и применения его на практике глава Федерального министерства по де-
лам семьи, пожилых граждан, женщин и молодёжи Германии Катарина Барлей (Katarina Barley) сосла-
лась на статистические данные: с мая 2014 года в ФРГ зарегистрировано 335 конфиденциальных родов, 
то есть в среднем более 100 в год, что по показателям до 2014г. выше на 30% [1]. Вот такие цифры на 
наш взгляд являются показателем эффективности проведения политики в государстве.  
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В настоящее время перехода к информационному обществу Глобальная сеть «Интернет» приобре-
тает все большее значение в жизни общества и личности. Интернет-пространство стало неотъемлемой 
частью жизни многих людей во всех регионах Земли. «Интернет», как самый простой способ мгновенной 
передачи данных любого формата вне зависимости от расстояния и государственных границ, является 
основой цифровой экономики, базой для социальных сетей и выполняет множество других функций. 
Глобальная сеть «Интернет» играет существенную роль и в политико-правовой сфере жизни общества. 
Примером влияния информационных технологий на данную область может служить идея электронного 
правительства. Кроме того, Интернет упростил информационное взаимодействие между гражданами и 
политическими лидерами.  
Целью данного исследования является анализ современных проблем защиты персональных дан-
ных высших должностных лиц государства в онлайн-пространстве. 
Материал и методы. В качестве материалов были использованы Федеральный закон Российской 
Федерации «О персональных данных» от 27 июля 2006 г., Уголовный Кодекс Российской Федерации от 
13 июня 1996 года. Конституция Соединенных Штатов Америки и другие источники. При подготовке 
материала использованы сравнительно-правовой, аналитический, формально-юридический методы. 
Результаты и их обсуждение. Не всегда использование Глобальной сети «Интернет» в политиче-
ской сфере жизни общества направленно на достижение законных целей. Интернет может использовать-
ся в период избирательных кампаний для привлечения электората на сторону одного из кандидатов пу-
тем распространения недостоверной информации либо опубликования персональных данных. Именно 
несанкционированный доступ и распространение конфиденциальных данных политических лидеров со-
провождает многие избирательные кампании последних лет.  
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Например, в 2016 году незадолгодо выборов Президента Соединенных Штатов Америки был 
совершен взлом серверов Демократической партии США, в результате которого в открытом доступе 
появились персональные данные кандидата в Президенты США Хиллари Клинтон (информация о ее 
здоровье, частных коммуникациях), а также данные, на основании которых данному кандидату можно 
было предъявить обвинение в несоблюдении федерального законодательства, регулирующегопорядок 
ведения секретной дипломатической переписки. Данные были опубликованы организацией WikiLeaks и 
привели к падению рейтингов госпожи Х. Клинтон и, возможно, ее поражению на президентских выбо-
рах. В результате расследования и судебного разбирательства,за данную хакерскую атаку был осужден и 
приговорен к 52 месяцам тюремного заключения румынский хакер Марсель Лазар, полностью признав-
ший свою вину [1; 4]. 
В Соединенных Штатах Америки защита персональных данных, на наш взгляд, не имеет доста-
точной правовой базы. Данное право не предусмотрено Конституцией США, однако, согласно IX по-
правке «перечисление в Конституции определённых прав не должно толковаться как отрицание или ума-
ление других прав, сохраняемых народом» [5].Принят ряд федеральных законов о защите персональных 
данных, однако все они направлены на защиту персональных данных в конкретной сфере (информация о 
состоянии здоровья, кредитной истории, финансовом состоянии, криминальной истории). Единого феде-
рального закона о защите персональных данных и предотвращении несанкционированного доступа к 
ним в США не существует, специальные законы приняты лишь в отдельных штатах. 
Подобный прецедент имел место и в период президентских выборов во Франции в 2017 году. Той 
же организацией WikiLeaks были опубликованы данные, полученные в результате хакерской атаки на 
предвыборный штаб кандидата от движения «Вперед!» Э. Макрона. По данному факту во Франции воз-
буждены уголовные дела о «мошенническом доступе к системе автоматизированной обработки данных», 
а также по факту «нарушения тайны корреспонденции», ведется расследование [2; 6]. 
В Российской Федерации в 2006 г. был принят ФЗ «О персональных данных», в соответствии с ко-
торым «операторы и иные лица, получившие доступ к персональным данным, обязаны не раскрывать 
третьим лицам и не распространять персональные данные без согласия субъекта персональных данных, 
если иное не предусмотрено федеральным законом» [7]. Кроме того, УК России предусмотрена уголов-
ная ответственность за нарушение неприкосновенности частной жизни (ст. 137), неправомерный доступ 
к компьютерной информации (ст.272) и др. [8]. 
В современном интегрирующем мире онлайн-пространство является дополнительной информаци-
онной площадкой, на которой стало возможным непосредственное взаимодействие политиков с миллио-
нами собственных и иностранных граждан. Соцсети широко используются политическими лидерами для 
обращения к ним с посланиями и для создания эффективной обратной связи. Одним из наиболее актив-
ных политиков в соцсетях является Президент США Д. Трамп. Однако, с момента избрания господина 
Трампа неоднократно обсуждался вопрос удаления или рецензирования его записей в Twitter и Facebook. 
Данные требования были обусловлены содержанием постов политика: его инициативами об ограничении 
въезда в США мусульман, угрозами уничтожить КНДР и т.д. Руководство данных социальных сетей от-
казывало в удалении постов Президента, несмотря на то, что они нарушают правила Twitter и Facebook. 
Тем не менее, в ноябре 2017 года аккаунт Трампа в Twitter был удален на 11 минут (согласно заявлению 
руководства социальной сети, аккаунт был удален сотрудником по ошибке), а в феврале 2018 года по-
явились сообщения о том, что Twitter будет рецензировать посты Трампа и приводить их в соответствие 
с правилами социальной сети [3; 9]. 
Заключение. На основании вышесказанного можно сделать выводы о том, что онлайн-
пространство, с одной стороны, облегчает профессиональную деятельность политиков, позволяя непо-
средственно взаимодействовать с гражданами, в доступной форме доносить свои идеи в любое время без 
посредничества СМИ. С другой стороны, широкое использование политиками сети «Интернет» создает 
ряд новых угроз, связанных с возможностью распространения персональных данных и другой конфи-
денциальной информации о них, а также незаконного использования ими личной переписки для своей 
служебной деятельности, что ставит под угрозу интересы национальной безопасности.  
Таким образом, политики в Интернет-пространстве нуждаются в правовой защите для предотвра-
щения возможных негативных последствий пользования сетью «Интернет». Очевидно, существует недо-
статочно разрешенный на законодательном уровне вопрос о соотношении свободы слова и неприкосно-
венности частной жизни, гарантированной большинством конституций современных государств, а также 
правил, устанавливаемых администраторами Интернет-ресурсов. Данные вопросы могут стать одним из 
перспективных направлений законотворческой деятельности в различных странах. 
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Актуальность темы исследования заключается в том, что в последнее время развивается такая 
форма развлекательных игр как «квесты в реальности». При наборе определенного количества участни-
ков в специальном помещении организуется театрально-зрелищное мероприятие с интерактивными воз-
можностями игроков разрешить поставленную задачу и дойти до конкретной цели. В силу предписания 
Федерального закона от 29.12.2010 №-436-ФЗ «О защите детей от информации, причиняющей вред их 
здоровью и развитию» одним из методов обеспечения защиты детей является определение возрастной 
категории лиц, имеющих доступ к данной продукции. В связи с этим хотелось бы обратить внимание на 
проблему оценивания «квестов» на предмет наличия информации, являющейся вредоносной, а также на 
особенности деятельности органов прокуратуры при осуществлении надзора за исполнением законода-
тельства о защите детей от информации, причиняющей вред их здоровью и развитию.  
Материал и методы. В процессе исследования был изучен следующий материал: Федераль-
ный закон от 17.01.1992 № 2202-1 – ФЗ «О прокуратуре Российской Федерации», Федеральный закон от 
29.12.2010 №-436-ФЗ «О защите детей от информации, причиняющей вред их здоровью и развитию», 
«Кодекс Российской Федерации об административных правонарушениях» от 30.12.2001 № 195-ФЗ, «Се-
мейный кодекс Российской Федерации» от 29.12.1995 № 223-ФЗ, Постановление суда Октябрьского рай-
она г. Саратова № 5-5/2017 (5-343/2016), локальные акты юридических лиц. При подготовке были ис-
пользованы сравнительно-правовой анализ и аналитический методы.  
Результаты и их обсуждение. При изучении судебной практики был выявлен факт инициирова-
ния прокурором привлечения к административной ответственности по ч. 1 ст. 6.17 КоАП РФ индивиду-
ального предпринимателя, осуществляющего развлекательную деятельность по проведению «хоррор-
квестов». В одном из сюжетов такой игры загримированные актеры разыгрывали сцены убийства для 
вселения страха в участников. В ходе прохождения игры лицом, достигшим возраста пятнадцати лет, 
был получен доступ к информации, содержащей сцены жестокости и насилия, натуралистического пока-
за процесса лишения жизни или нанесения увечий. Районным судом было установлено, что такая ин-
формация способна оказать вредоносное влияние как на физическое, так и нравственное состояние несо-
вершеннолетнего, либо спровоцировать на потенциально опасные поступки. Постановлением суда пред-
приниматель привлечен к административной ответственности. 
Деятельность предпринимателя по проведению указанного развлекательного мероприятия высту-
пила объектом прокурорского надзора, что не вызывает сомнений, однако есть ряд вопросов, требующих 
разъяснения. В числе доказательств по делу не было получено и не исследовалось заключение специали-
ста об отнесении информации, используемой в «квесте», к оказывающей негативное влияние на подрост-
ка. Следовательно, постановление суда основывалось на субъективной оценке происходящего прокуро-
ром и судом, не обладающих специальными знаниями в психологической, педагогической сфере, что в 
свою очередь ставит под сомнение объективность постановления суда.  
Также возникают вопросы относительно порядка определения возрастной классификации «кве-
стов», а также самостоятельной проверки администраторами «квестов» паспортных данных участников.  
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