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Abstrak 
 
 Small Web Format atau yang lebih dikenal dengan SWF saat ini sangat banyak 
sekali digunakan dalam dunia teknologi informasi khususnya internet. Format SWF ini 
dapat digunakan untuk membuat animasi, situs web dan juga aplikasi yang powerful 
berkat adanya bahasa pemrograman ActionScript yang digunakan dalam file SWF. 
Sayangnya, SWF ini memiliki kelemahan yaitu bentuknya yang berupa open format yang 
mengakibatkan informasi atau elemen-elemen termasuk ActionScript didalamnya dapat 
dengan mudah dibongkar dan diplagiat dengan menggunakan program decompiler. 
 Tujuan dari skripsi ini adalah untuk merancang sebuah program aplikasi 
obfuskator ActionScript yang dapat lebih meningkatkan keamanan publikasi file SWF di 
internet dengan cara mengacak nama-nama variabel serta objek yang ada didalam 
ActionScript sehingga sulit dibaca dan dimengerti oleh pihak-pihak yang bermaksud 
melakukan plagiat sehingga ini akan meminimalisasi tindakan plagiarisme terhadap file 
SWF. 
Teknik yang digunakan untuk melakukan obfuskasi / pengacakan ini adalah 
dengan mengenkripsi nama-nama variabel dan objek didalam ActionScript dengan 
algoritma enkripsi Blowfish. 
 Dari perancangan ini menghasilkan file SWF baru yang berjalan dengan normal, 
dan juga source code-nya menjadi tidak mudah dibaca atau dimengerti walaupun sudah 
di-decompile atau di-reverse-engineer. 
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