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Мета: у статті розкривається питання захисту персональних даних у сфері охорони здоров’я, 
законодавче закріплення такого захисту та відповідальності у разі порушення норм законодавства. 
Методи дослідження: аналізу, синтезу, узагальнення, дедуктивний метод, ототожнення, логічний 
підхід, визначення, опис. Результати: визначаються положення чинного законодавства щодо 
захисту персональних даних у сфері охорони здоров’я та робиться висновок про необхідність 
доопрацювання деяких з них. Узагальнені норми законів, відповідно до яких встановлена 
адміністративна, кримінальна та цивільно-правова відповідальність за порушення законодавства 
щодо обробки персональних даних у сфері охорони здоров’я. Обговорення: існуючий механізм 
захисту персональних даних у сфері охорони здоров’я та новели законодавства у зв’язку з 
впровадженням електронної системи охорони здоров’я.  
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Постановка проблеми та її актуальність. 
Численні реформи в сфері охорони здоров’я 
викликають велику кількість запитань у нау-
ковців та практиків щодо окремих аспектів її 
функціонування. Зміни в законодавстві та впро-
вадження електронної системи охорони здо-
ров’я з численним реєстрами породжують вели-
ку площину для наукових досліджень в сфері 
захисту персональних даних в сфері охорони 
здоров’я. 
Аналіз досліджень і публікацій. До-
слідженню захисту персональних даних, поряд-
ку обробки персональних даних у сфері охорони 
здоров’я, відповідальності за порушення зако-
нодавства у вказаній сфері присвячені наукові 
праці як вітчизняних, так і зарубіжних вчених, 
зокрема: З. С. Гладуна, М. Г. Гончарова, 
О. С. Каретник, Н. В. Коробцової, Д. В. Ланде, 
Р. А. Майданика, І. Я. Сенюти, О. Д. Сидєльникова, 
Р. О. Стефанчука, С. Г. Стеценка та інших. 
Мета наукової статті полягає у з’ясуванні 
порядку захисту персональних даних у сфері 
охорони здоров’я на підставі вивчення чинних 
нормативно-правових актів. 
Виклад основного матеріалу. Стаття 32 
Конституції України встановлює: «Не допус-
кається збирання, зберігання, використання та 
поширення конфіденційної інформації про осо-
бу без її згоди, крім випадків, визначених зако-
ном, і лише в інтересах національної безпеки, 
економічного добробуту та прав людини» [1]. 
Зрозуміло, що кожна особа прагне належної ре-
алізації усіх прав, які надані їй законом. Особ-
ливої уваги заслуговує сфера охорони здоров’я, 
куди звернувшись за медичною допомогою чи 
консультацією, людина переслідує мету не тіль-
ки отримання кваліфікованих послуг, а й захи-
сту відповідної інформації про неї. 
Так, ст. 39-1 Основ законодавства України 
про охорону здоров’я закріплює право пацієнта 
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«на таємницю про стан свого здоров’я, факт 
звернення за медичною допомогою, діагноз, а 
також про відомості, одержані при його медич-
ному обстеженні» [2]. Таке положення є важли-
вим для забезпечення особі її природного 
невід’ємного права та повинно належним чином 
втілюватись працівниками медичних установ.  
У Рішенні ЄСПЛ у справі «М.С. проти 
Швеції» (1997) визначено, що захист особистих 
даних, зокрема медичних, є фундаментальним 
принципом у реалізації права на повагу до осо-
бистого (приватного і сімейного) життя. Захист 
даних у сфері охорони здоров’я покладений як 
для охорони особистого життя хворих, так і для 
забезпечення їхньої довіри до медперсоналу та 
закладів охорони здоров’я в цілому. Законодав-
ство кожної країни повинно сформувати такі 
умови, за яких було б неможливим розголошен-
ня персональних даних в сфері охорони здо-
ров’я [3, с. 15]. Таким чином, обґрунтовано 
необхідність існування гарантій захисту персо-
нальних даних в сфері охорони здоров’я, за-
кріплення яких в національному законодавстві є 
першочерговим для реалізації права людини на 
недоторканність приватного життя. 
Згідно до Закону України «Про захист пер-
сональних даних», «персональні дані – це відо-
мості чи сукупність відомостей про фізичну 
особу, яка ідентифікована або може бути кон-
кретно ідентифікована» [4]. В свою чергу, ст. 2 
Конвенції про захист осіб у зв’язку з автомати-
зованою обробкою персональних даних від 
28.01.1981 р. (ратифікована 06.07.2010 р.), 
термін «персональні дані» визначає як «будь-
яку інформацію, яка стосується конкретно 
визначеної особи або особи, що може бути кон-
кретно визначеною» [5]. 
На підставі цих положень слід з’ясувати, що 
собою являють персональні дані у сфері охоро-
ни здоров’я. Зрозуміло, що ними є медичні дані 
про особу. 
Рекомендація Комітету міністрів Ради Євро-
пи R (97)5 щодо захисту медичних даних від 
13.02.1997 визначає медичними даними – «усі 
особисті дані про стан здоров’я фізичної особи, 
а також дані, які чітко та тісно пов’язані з дани-
ми про стан здоров’я і генетичними даними». В 
свою чергу, генетичні дані трактуються як всі 
дані, незалежно від типу, стосовно спадкових 
властивостей особи або способу успадкування 
таких характеристик в межах відповідної групи 
людей [6]. Тобто при оперуванні поняттям 
«персональні дані у сфері охорони здоров’я» 
потрібно враховувати у його змісті і генетичні 
дані про особу. 
Важливо, що Уповноважений Верховної Ра-
ди України з прав людини відомості про стан 
здоров’я відносить до «персональних даних, 
обробка яких становить особливий ризик для 
прав і свобод суб’єктів персональних даних». А 
стан здоров’я особи визначає як «медичну ін-
формацію про особу, що містить не лише свід-
чення про стан здоров’я, а й про історію її хво-
роби, про запропоновані дослідження і ліку-
вальні заходи, прогноз можливого розвитку за-
хворювання, в тому числі і про наявність ризику 
для життя і здоров’я (виняток становлять 
медичні довідки, листи працездатності і т. д., які 
обробляються володільцем при реалізації тру-
дових відносин)» [7]. Такі формулювання слід 
врахувати при визначення змісту поняття «пер-
сональні дані у сфері охорони здоров’я». 
У Порядку функціонування електронної си-
стеми охорони здоров’я трактування медичної 
інформації наступне – це «інформація про стан 
здоров’я пацієнта, його діагноз, відомості, 
одержані під час медичного обстеження, у тому 
числі відповідні медичні документи, що стосу-
ються здоров’я пацієнта» [8]. 
Таким чином, персональними даними у сфері 
охорони здоров’я слід вважати сукупність відо-
мостей про особу (пацієнта), які дозволяють її 
ідентифікувати та інформацію про її стан здо-
ров’я, медичні обстеження, лікувальні заходи, 
прогноз розвитку захворювання, а також відо-
мості, які пов’язані з генетичними даними.  
Як відомо, законодавство щодо захисту пер-
сональних даних може бути порушене в процесі 
обробки таких даних. З метою розуміння змісту 
такого поняття доцільно навести його визначен-
ня у законі: «Обробка персональних даних – 
будь-яка дія або сукупність дій, здійснених по-
вністю або частково в інформаційній (автомати-
зованій) системі та/або в картотеках персональ-
них даних, які пов’язані зі збиранням, реєстра-
цією, накопиченням, зберіганням, адаптуван-
Ямненко Т. М., Літвінова І. Ф. 
Юридичний вісник 1 (50) 2019 187 
ням, зміною, поновленням, використанням і 
поширенням (розповсюдженням, реалізацією, 
передачею), знеособленням, знищенням відомо-
стей про фізичну особу» [4]. У цьому визна-
ченні наведені усі можливі дії, які можуть 
здійснювати передбачені певним нормативно-
правовим актом особи залежно від сфери діяль-
ності. Такі дії повинні вчинятись відповідно до 
вимог чинного законодавства та сприяти ре-
алізації особою конституційного права на осо-
бисте життя. 
Відповідно до Закону України «Про захист 
персональних даних», Закону України «Про 
державні фінансові гарантії медичного обслуго-
вування населення», постанови Кабінету 
Міністрів України від 25 квітня 2018 р. № 411 
«Деякі питання електронної системи охорони 
здоров’я», наказу Уповноваженого Верховної 
Ради України з прав людини № 1/02-14 від 
08.01.2014 р. «Про затвердження документів у 
сфері захисту персональних даних» та інших 
нормативно-правових актів, важливими є 
наступні положення щодо захисту персональних 
даних у сфері охорони здоров’я. 
Обробка персональних даних володільцем 
персональних даних неможлива без згоди 
суб’єкта персональних даних, за виключенням 
якщо така згода не є потрібною відповідно до 
Закону (п. 2.7 Типового порядку обробки пер-
сональних даних, затвердженого наказом Упов-
новаженого Верховної Ради України з прав лю-
дини № 1/02-14 від 08.01.2014 р.) [7]. 
Зазначимо, що І. Я. Сенюта взявши до уваги 
положення законодавства справедливо трактує 
володільця персональних даних у сфері охорони 
здоров’я як «заклад охорони здоров’я, фізичну 
особу-підприємця (ФОП), яка (який) здійснює 
господарську діяльність із медичної практики» 
[9], тобто таким володільцем може бути як дер-
жавний медичний заклад, так і приватний, за-
реєстрований відповідно до чинних норматив-
но-правових актів та одержав ліцензію на право 
провадження діяльності в сфері охорони здо-
ров’я. 
Як зазначалося вище, відомості про стан здо-
ров’я є такими, що становлять особливий ризик 
для прав і свобод суб’єктів персональних даних. 
У зв’язку з цим відповідно до чинного законо-
давства володільцям персональних даних по-
трібно повідомляти Уповноваженого Верховної 
Ради України з прав людини про обробку таких 
даних. 
Важливим кроком у розвитку сфери охорони 
здоров’я в цілому є створення електронної си-
стеми охорони здоров’я, збір та обробка персо-
нальних даних суб’єкта даних у якій відбуваєть-
ся з додержанням положень Закону України 
«Про захист персональних даних», Закону 
України «Про державні фінансові гарантії 
медичного обслуговування населення», поста-
нови Кабінету Міністрів України «Деякі питан-
ня електронної системи охорони здоров’я». 
Задекларовано, що на електронну систему 
охорони здоров’я покладений обов’язок щодо 
забезпечення: «можливість надання пацієнтами 
(їх законними представниками) згоди у пись-
мовій формі або у формі, що дає змогу зробити 
висновок про надання згоди, на доступ до даних 
про себе (про пацієнта для законних представ-
ників), що міститься в електронній системі охо-
рони здоров’я, лікарям, третім особам; отри-
мання пацієнтами відомостей про осіб, які пода-
вали запити щодо надання інформації, що 
міститься в електронній системі охорони здо-
ров’я, про таких пацієнтів; здійснення пошуку 
та перегляду відомостей у центральній базі да-
них відповідно до прав доступу користувача з 
дотриманням вимог Закону України «Про за-
хист персональних даних» [8]. Таке положення 
щодо функціонування електронної системи охо-
рони здоров’я є необхідним та спрямовано за-
безпечити реалізацію особистих прав особи при 
зверненні до медичної установи будь-якої фор-
ми власності. 
Однією з реформ у системі охорони здоров’я 
є введення декларації про вибір лікаря, який 
надає первинну медичну допомогу (затверджена 
наказом Міністерства охорони здоров’я України 
19.03.2018 № 503) [10]. Заповнюючи її пацієнт 
(його законний представник) надає необхідні 
персональні дані про себе, а підписуючи її 
підтверджує, що йому роз’яснено положення 
Закону України «Про захист персональних да-
них» і він розуміє мету збирання та обробки йо-
го персональних даних. Таким чином особа по-
годжується, щоб її персональні дані перебували 
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в електронній системі охорони здоров’я та пе-
ребували у доступі для обробки обраним декла-
рацією лікарем та іншими лікарями, за медич-
ною допомогою до яких вона буде звертатись в 
подальшому по направленню. 
Декларація може заповнюватись пацієнтом 
(його законним представником) як в письмово-
му, так і в електронному вигляді. Заповнення в 
письмовому вигляді відбувається на бланку і у 
разі його зіпсування бланк підлягає знищенню 
будь-яким способом, що не дозволить прочита-
ти документ або його відновити згідно з нака-
зом Міністерства Юстиції України від 
18.06.2015 № 1000/5 «Про затвердження Правил 
організації діловодства та архівного зберігання 
документів у державних органах, органах 
місцевого самоврядування, на підприємствах, в 
установах і організаціях». Це гарантує пацієнту 
відсутність можливості у сторонніх осіб 
ознайомитись з його персональними даними у 
разі зіпсування бланку декларації про вибір 
лікаря, який надає первинну медичну допомогу. 
Законодавчо закріплено, що «доступ до да-
них про пацієнта, що містяться в електронній 
системі охорони здоров’я, можливий лише у 
разі отримання згоди такого пацієнта (його за-
конного представника) у письмовій формі або у 
формі, що дає змогу зробити висновок про 
надання згоди». Однак у трьох випадках мож-
ливо отримати доступ до такої інформації без 
надання згоди пацієнтом: коли є ознаки безпо-
середньої загрози життю пацієнта; якщо немож-
ливо отримати згоду пацієнта чи його законних 
представників (до моменту можливості отрима-
ти згоду); за рішенням суду (ч. 2 ст. 11 Закону 
України «Про державні фінансові гарантії 
медичного обслуговування населення») [11]. 
Як бачимо, формулювання «форма, що дає 
змогу зробити висновок про надання згоди» на-
явне як у Законі України «Про державні фінан-
сові гарантії медичного обслуговування насе-
лення», так і в постанові Кабінету Міністрів 
України «Деякі питання електронної системи 
охорони здоров’я». Однак така конструкція по-
роджує питання – що можна вважати формою, 
яка дає змогу зробити висновок про надання 
згоди пацієнтом на доступ до даних про нього? 
Чи можна віднести до неї усне погодження, же-
сти, міміку? Вважаємо за необхідне в подаль-
шому на законодавчому рівні розтлумачити це 
поняття з метою усунення багатозначності в йо-
го трактуванні. 
Без згоди суб’єкта персональних даних 
обробка персональних даних можлива якщо 
«необхідна в цілях охорони здоров’я, встанов-
лення медичного діагнозу, для забезпечення 
піклування чи лікування або надання медичних 
послуг, функціонування електронної системи 
охорони здоров’я» (п. 6 ч. 2 ст. 7 Закону 
України «Про захист персональних даних») [4].  
Однак в чинному законодавстві прямо не пе-
редбачено, що ж слід вважати цілями охорони 
здоров’я, лише звернувшись до трактування по-
няття «охорона здоров’я», зазначене в Основах 
законодавства України про охорону здоров’я, 
можемо визначити такими «збереження та 
відновлення фізіологічних і психологічних 
функцій, оптимальної працездатності та 
соціальної активності людини при максималь-
ній біологічно можливій індивідуальній трива-
лості її життя» [2]. Це дозволяє зробити висно-
вок, що «встановлення медичного діагнозу, для 
забезпечення піклування чи лікування або 
надання медичних послуг, функціонування 
електронної системи охорони здоров’я» [4] по-
кликані сприяти визначеним цілям охорони здо-
ров’я, тому необхідність вказівки на такі дії у 
п. 6 ч. 2 ст. 7 Закону України «Про захист пер-
сональних даних» позбавлена доцільності і, на 
нашу думку, з метою забезпечення логічності 
змісту цього Закону потребує вилучення.  
Обробка персональних даних без згоди 
суб’єкта персональних даних можлива виключ-
но у випадках, коли її здійснює визначене коло 
осіб, чітко передбачене законом: «медичний 
працівник або інша особа закладу охорони здо-
ров’я чи фізична особа-підприємець, яка одер-
жала ліцензію на провадження господарської 
діяльності з медичної практики, та її працівни-
ки, на яких покладено обов’язки щодо забезпе-
чення захисту персональних даних та на яких 
поширюється дія законодавства про лікарську 
таємницю, працівники центрального органу ви-
конавчої влади, що реалізує державну політику 
у сфері державних фінансових гарантій медич-
ного обслуговування населення, на яких покла-
дено обов’язки щодо забезпечення захисту пер-
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сональних даних» (п. 6 ч. 2 ст. 7 Закону України 
«Про захист персональних даних»).  
Із запровадженням функціонування елек-
тронної системи охорони здоров’я в її цен-
тральній базі даних ведеться ряд реєстрів, ве-
дення яких передбачає обробку персональних 
даних. Таку обробку можуть здійснювати крім 
вищеперелічених категорій осіб, визначених 
Законом України «Про захист персональних да-
них», також працівники Національної служби 
здоров’я України, на яких покладено обов’язки 
щодо забезпечення захисту персональних даних 
(п. 23 Порядку функціонування електронної си-
стеми охорони здоров’я від 25 квітня 2018 р.) 
[8].  
Тобто обробка персональних даних у сфері 
охорони здоров’я без згоди суб’єкта даних буде 
визнаватись законною лише якщо проводиться в 
цілях охорони здоров’я встановленим колом 
осіб.  
Обов’язком таких осіб є недопущення розго-
лосу персональних даних, які стали їм відомі у 
зв’язку з професійною чи службовою діяль-
ністю, за виключення випадків, які передбачені 
законодавством. Про нерозголошення зазначе-
них даних відповідні працівники дають письмо-
ве зобов’язання (п. 3.7 Типового порядку 
обробки персональних даних, затвердженого 
наказом Уповноваженого Верховної Ради 
України з прав людини № 1/02-14 від 
08.01.2014 р.). 
Контроль за дотриманням нормативно-
правових актів про захист персональних даних у 
межах повноважень, визначених законодав-
ством, здійснюють: а) Уповноважений Верхов-
ної Ради України з прав людини; б) суди (ст. 22 
Закону України «Про захист персональних да-
них»).  
Уповноважений Верховної Ради України з 
прав людини та/або уповноваженими ним поса-
дові особи здійснюють зазначений контроль в 
тому числі і шляхом проведення перевірок: пла-
нових, позапланових, виїзних та безвиїзних [12]. 
За порушення законодавства щодо обробки 
персональних даних встановлена адміністра-
тивна відповідальність, передбачена ст. 188-39 
«Порушення законодавства у сфері захисту пер-
сональних даних» КУпАП.  
За незаконне збирання, зберігання, викори-
стання, знищення, поширення конфіденційної 
інформації про особу або незаконна зміна такої 
інформації передбачена кримінальна 
відповідальність у ст. 182 «Порушення недотор-
каності приватного життя» КК України; 
Медичну установу можуть притягнути до 
цивільно-правової відповідальності за заподіян-
ня суб’єкту даних моральної шкоди внаслідок 
порушення правил обробки персональних да-
них. Так, ст. 286 Цивільного кодексу України 
[13] закріплює право на таємницю про стан здо-
ров’я, а ч. 3 цієї статті передбачає, що фізична 
особа, якій стала відома інформація про стан 
здоров’я, факт звернення за медичною допомо-
гою, діагноз, а також про відомості, одержані 
при медичному обстеженні іншої особи у 
зв’язку з виконанням службових обов’язків або 
з інших джерел, зобов`язана утримуватися від її 
поширення. 
Висновки. Проведене дослідження дозволяє 
констатувати, що персональними даними у 
сфері охорони здоров’я слід вважати сукупність 
відомостей про особу (пацієнта), які дозволяють 
її ідентифікувати та інформацію про її стан здо-
ров’я, медичні обстеження, лікувальні заходи, 
прогноз розвитку захворювання, а також відо-
мості, які пов’язані з генетичними даними. На 
даний час механізм захисту персональних даних 
регулюється численним нормативно-правовими 
актами, однак є положення, які потребують до-
опрацювання та уточнення. Реформи в системі 
охорони здоров’я щодо функціонування елек-
тронної системи породжують необхідність у до-
даткових заходах щодо захисту персональних 
даних, які вносяться до неї. За порушення зако-
нодавства щодо обробки персональних даних у 
сфері охорони здоров’я встановлена адміністра-
тивна, кримінальна та цивільно-правова 
відповідальності. 
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Objective: the research paper discloses the issue of personal data protection in the field of healthcare, 
legislative consolidation of such protection and liability in case of violation of the legislation. Research 
methodology: analysis, synthesis, generalization, deductive method, identification, logical approach, 
definition, description. Findings: the provisions of the current legislation on the personal data protection in 
the field of healthcare are determined and it is concluded that some of them need to be improved. The rules 
of the laws are generalized, according to which administrative, criminal and civil liability for violation of the 
legislation on personal data processing in the field of healthcare are established. Discussion: the existing 
mechanism for personal data protection in the field of healthcare and legislative novelties in connection with 
the implementation of the electronic healthcare system. 
The conducted research allows to state that personal data in the field of health care should be considered 
as a collection of information about the person (patient) that allows her to identify and information about 
her state of health, medical examinations, therapeutic measures, prognosis of the disease, as well as 
information, which are related to genetic data. Currently, the mechanism for protecting personal data is 
regulated by numerous legal acts, but there are provisions that need to be finalized and clarified. Reforms in 
the health system regarding the functioning of the electronic system generate the need for additional 
measures to protect the personal data that are being added to it. Administrative, criminal and civil liability 
has been established for violation of the legislation on the processing of personal data in the field of health 
care. 
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