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El presente trabajo tiene la finalidad de realizar un estudio de diseño y simulación de 
una red de un Wireless Internet Service Provider que pueda brindar el servicio de 
acceso a Internet en la ciudad de Pedernales en la Provincia de Manabí, Ecuador. 
 
 Uno de los objetivos del presente proyecto es   reducir la brecha tecnológica, y hacer 
que más personas tengan el acceso apropiado hacia redes convergentes, así como a 
nuevos productos creando con esto de forma local la autosuficiencia, empleo y 
recursos que se invertirán para poder lograr un mejor posicionamiento, en especial, 
del turismo en esta ciudad. 
 
El diseño de la red inalámbrica, la selección del equipamiento necesario y el área de 
cobertura en la que se pueda ofrecer el servicio son las necesidades por cubrir; así 
como los niveles de señal para ofrecer un servicio que cumpla con los requerimientos 
de la Arcotel. 
 
El proyecto de diseño y simulación   de la red se complementa con un estudio del 














This paper has the purpose of performing a study of the design and simulation of a 
network that can provide the Internet access service in the city of Pedernales in 
Manabí Ecuador. 
 
One of the objectives of this project is to reduce the technological gap, and to make 
more people have the appropriate access to convergent networks as well as new 
products, thereby creating locally the self-sufficiency, employment and resources 
that will be invested in order to achieve a better positioning tourism in this city. 
 
The design of the wireless network, the selection of the necessary equipment and the 
area of coverage in which the service can be offered are the needs to be covered as 
well as the signal levels to offer a service that meets the requirements of the Arcotel. 
 
The project design and simulation of the network is complemented by a study of the 















La Empresa SOCIEDAD CIVIL M&S TELEVISIÓN Y SERVICIOS es una 
empresa dedicada a la distribución de servicios de televisión por suscripción y en su 
afán de dar un mejor servicio a la ciudadanía necesita realizar el estudio y simulación 
de un Wireless Internet Service Provider WISP para la ciudad de Pedernales en la 
Provincia de Manabí, Ecuador. 
 
Este proyecto en base a los requerimientos de la empresa, se presenta como una 
solución viable que integra los servicios de televisión con servicios de valor 
agregado como lo es el acceso a Internet. 
 
El grupo objetivo al cual se pretende brindar esta solución es la ciudad de Pedernales, 
pues con el desastre natural ocurrido en el año 2016, el número de redes de acceso a 
internet se ha visto reducida, razón por la cual la empresa hace un esfuerzo para 
poder brindar este servicio a la ciudadanía y así mejorar la calidad de vida de la 
población y reducir la brecha tecnológica existente. 
 
El proyecto de titulación se encuentra dividido en cuatro capítulos. El primer capítulo 
reúne información acerca de la situación inicial como son: definición de objetivos, 
antecedentes del planteamiento, limitación geográfica, grupo objetivo, propuesta de 
solución entre otros aspectos. 
 
El segundo capítulo recopila información acerca de medios y modelos de 
propagación, así como también cita las principales características de las redes 
inalámbricas para conocer el tipo de soluciones que se pueden brindar para ofrecer el 
servicio de acceso a internet utilizando tecnología inalámbrica, colocando 
definiciones y nociones básicas acerca de los tópicos tratados. 
 
El tercer capítulo está orientado, enteramente, a la simulación de la red inalámbrica y 
la implementación de los distintos servicios que un ISP puede brindar, cabe señalar 
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que también se hace referencia a la seguridad que se debe prestar para que la red no 
sufra ataques ni intromisiones. 
 
En el cuarto capítulo se hace un análisis de la simulación realizada y las 
comparaciones entre el uso de distintas frecuencias de transmisión, para con este 
análisis elegir el fabricante con cuyos equipos se implementará el WISP, así como 
también se hace un estudio de un costo aproximado para el equipamiento del Core 
del WISP. 
 
Todo este proyecto está orientado en ayudar a la empresa en la toma de decisiones, 
para su implementación inmediata, dando una solución eficaz y viable tanto en el 





CAPÍTULO 1  
1. ANTECEDENTES 
 
 Planteamiento del problema 
Los fenómenos naturales provocaron en la ciudad de Pedernales la reducción de 
infraestructura en redes de acceso a Internet, la ausencia de estos servicios resulta en 
grandes pérdidas de espacios de bienestar de la población y de los turistas que son la 
principal fuente de ingresos económicos de la región. 
 
La importancia de tener una red de acceso a Internet en la ciudad de Pedernales hace 
que surja la necesidad de contar con el diseño y simulación de una red de acceso a 
ser implementada, con lo que se tomara la decisión del tipo de tecnología a utilizar 
para ofrecer el servicio a la población que en este momento no cuenta con redes de 
acceso físicas a Internet por los fenómenos citados anteriormente. 
 
Este proyecto tiene la intención de proponer un diseño de red inalámbrica para 
disminuir el tiempo de implementación y puesta en operación de la red de acceso 
para ofrecer el servicio de internet por parte del concesionario SOCIEDAD CIVIL 
M&S TELEVISION. Cuya principal motivación y esfuerzos están enfocados en 
contribuir a la pronta recuperación de la cuidad de Pedernales. 
 Justificación 
Los fenómenos naturales en la ciudad de Pedernales han reducido la infraestructura 
en redes físicas de acceso y distribución a Internet; por lo que es indispensable 
realizar el diseño y simulación de una infraestructura de red de acceso inalámbrica a 
Internet y los parámetros a considerarse en su implementación en un plazo estimado 
de seis meses.  
 
Debido a la falta de infraestructura en lo referente a postes de la empresa eléctrica de 
la ciudad y redes de fibra óptica, surge la necesidad de diseñar una red de acceso a 
Internet mediante, para su implementación en un plazo estimado de seis meses 




En lo referente a la situación geográfica y climatológica que tiene la ciudad de 
Pedernales hace que se analice los efectos de la presencia del mar en el extremo este 
de la ciudad para delimitar el área de cobertura que se pretende brindar, así como la 
influencia que tiene la humedad y la salinidad presentes en el medio que influirán 
directamente en la distancia a la que se pueda brindar el servicio de acceso a Internet. 
 
El proyecto tiene la finalidad de realizar el estudio de diseño y propagación de una 
red de acceso a Internet, tomando en cuenta el tipo de tecnología a utilizar y las 
características del medio, para dar cumplimiento a la concesión otorgada a la 
Empresa “SOCIEDAD CIVIL M&S TELEVISIÓN Y SERVICIOS” de servicios de 
valor agregado por parte de la ARCOTEL, pues existe la falta de esta infraestructura 
por los fenómenos citados anteriormente 
 
 Objetivos 
 Objetivo general 
Realizar el diseño y simulación de una red de acceso de Internet inalámbrico para la 
ciudad de Pedernales en Manabí Ecuador, para su implementación y puesta en 
operación. 
 
 Objetivos específicos 
- Diseñar y dimensionar los enlaces y la infraestructura inalámbrica que pueda 
prestar el servicio de acceso a Internet. 
- Definir la cobertura de los distintos enlaces para poder ofrecer acceso a Internet. 
- Definir los parámetros de ancho de banda máximos y mínimos que se van a 
ofertar en la ciudad de Pedernales en el servicio de acceso a Internet. 
- Proponer un modelo de calidad de servicio QoS para los servicios red. 
- Simular el diseño propuesto de la red a utilizarse para proporcionar acceso a 
Internet y a futuros servicios de valor agregado autorizados por la Agencia de 
Regulación y Control de las Telecomunicaciones. 
- Comparar los resultados de la simulación en las frecuencias no licenciadas de 
2.4GHz y 5GHz en sus distintos estándares de transmisión. 
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- Elaborar un presupuesto estimado de la infraestructura a utilizarse para una 
implementación inicial en un plazo aproximado de seis meses. 
 Delimitación espacial 
El presente proyecto se diseñará y simulará para ajustarse a la situación de la ciudad 
de Pedernales en la Provincia de Manabí, Ecuador (Ver Figura 1.1), en lo referente a 
la situación geográfica y climatológica que tiene la ciudad de Pedernales hace que se 
analice los efectos de la presencia del mar en el extremo este de la ciudad para 
delimitar el área de cobertura que se pretende brindar, así como la influencia que 
tiene la humedad y la salinidad presentes en el medio que influirán directamente en 
la distancia a la que se pueda brindar el servicio de acceso a Internet. 
 
Figura 1.1.- Ciudad de Pedernales en Manabí – Ecuador 
Zona Geográfica de la ciudad de Pedernales para ubicación de WISP.  Fuente (Google Maps 2017) 
 
 Grupo objetivo 
La ciudad de Pedernales y su población se verán directamente beneficiadas con el 
diseño y la simulación de la red planteada en este proyecto a ser implementado 
La población de la ciudad tendrá la oferta de servicios de acceso a Internet con un 
WISP local, con lo que se reduce el tiempo de servicio técnico y atención al cliente al 
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encontrarse la empresa ubicada geográficamente en la misma ciudad donde se 
ofrecerá el servicio. 
 
Los clientes de los servicios de audio y video por suscripción serán los beneficiarios 
directos de los servicios de Valor agregado ofertados por la Empresa SOCIEDAD 
CIVIL M&S TELEVISIÓN Y SERVICIOS 
 
 Propuesta de solución 
Para el diseño de la red de acceso se pretende utilizar una topología mallada 
inalámbrica con lo que se tiene redundancia en la misma y una mejor administración 
de los recursos de red. 
 
Se simularán los distintos servidores que se implementan en un ISP como son 
servidor de Seguridad, Servidor Web, Servidor DNS, Servidor de Cacheo, Firewall, 
para la operación del ISP. 
 
En la simulación se tomará en cuenta que el método de acceso para la infraestructura 
estará basado en una autenticación de servidor para que pueda proveer los 
parámetros básicos de configuración con lo son DNS, DHCP, FTTP con lo que se 
podrán tener distintas mediciones basadas en el software que se va a utilizar. 
 
Las simulaciones de la red se realizarán con los estándares inalámbricos IEEE 
802.11a, IEEE 802.11b, IEEE 802.11n, con lo que se trabaja en las frecuencias de 
2,4GZ y 5GHz, que son frecuencias no licenciadas dentro del espectro radioeléctrico 
con lo que no se necesita adjudicación de frecuencias adicionales. Para la simulación 
de la topología red y propuesta se utilizará el software de simulación GNS3, con los 
equipos que se encuentran en el mercado. 
 
Para la obtención del área de cobertura se utilizará el software de simulación Radio 
Mobile y Matlab para realizar los cálculos respectivos utilizando el modelo de 
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propagación ITU-R 1546 conjuntamente con el modelo de propagación de Longley-
Rice. 
 
Se propone utilizar antenas sectoriales para simular el área de cobertura y el 
rendimiento de la red de acceso inalámbrica, así como la reducción de los costos en 


























CAPÍTULO 2  
2. MARCO CONCEPTUAL 
 Modelos de propagación 
Un modelo de propagación es una representación simplificada de la realidad por 
medio de un conjunto de representaciones e hipótesis. 
Podemos diferenciar varios tipos de modelos según la precisión que estos tienen 
como los siguientes: 
- Modelos matemáticos 
- Modelos empíricos o estadísticos 
- Modelos teóricos 
- Modelos deterministas 
- Modelos estocásticos 
- Modelos de caja negra 
 Modelos matemáticos:  
Son procedimientos matemáticos que mediante el uso de fórmulas describen el 
comportamiento de un fenómeno físico, dependen del nuero de parámetros a tomarse 
en cuenta por lo que se requiere de una gran potencia de computación para obtener 
resultados. 
 Modelos empíricos o estadísticos: 
 Se basa en la extrapolación estadística de resultados obtenidas a partir de las 
medidas de un fenómeno realizadas sobre el terreno. 
La precisión de este modelo no depende solamente de la precisión de las medidas, 
sino de la similitud entre las características físicas, ambientales y de entorno entre los 
dos ambientes de prueba. 
 Modelos teóricos:  
Se basan en los principios fundamentales del fenómeno que se intenta representar. 
Requieren de una gran cantidad de bases de datos de características relativas al 
entorno a representar, generalmente los algoritmos utilizados son muy complejos y 
computacionalmente poco eficientes 
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 Modelos deterministas 
 Modelo en el cual los resultados obtenidos de la simulación no tienen ninguna 
distribución de probabilidad y solo dependen de las condiciones de la simulación. 
 Modelos estocásticos 
Son modelos en los que los resultados obtenidos tienen una distribución de 
probabilidad.  
 
Los resultados de la simulación no dependen solamente de las condiciones de entrada 
por lo que se obtienen distintos resultados para una misma simulación. 
 Modelos caja negra 
 Son modelos en los que reproducen la entrada y salida del fenómeno sin tomar en 
cuenta el proceso realizado para la obtención de los resultados. 
 
Los modelos mencionados anteriormente se pueden emplear en muchas aplicaciones 
como, por ejemplo: 
- Física y química 
- Estadística 
- Medicina 
- Procesos industriales 
- Propagación y redes 
 Modelos de propagación en redes inalámbricas 
Los modelos de propagación de radio se pueden clasificar según la zona de cobertura 
en dos tipos: 
- Modelos outdoor 
- Modelos indoor 
 Modelos outdoor 
Los modelos outdoor se diferencian por el área de cobertura por lo que se las puede 
dividir en 
- Grandes zonas de cobertura (Macroceldas) 
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- Pequeñas zonas de cobertura (Microceldas) 
 
Existen varios modelos de propagación para sistemas inalámbricos outdoor debido a 
que la comunicación inalámbrica outdoor se la viene utilizando desde hace mucho 
más tiempo por lo que existen varios modelos de simulación. 
Los modelos de propagación son un conjunto de expresiones matemáticas, 
algoritmos y diagramas usado para representar las características del medio ambiente 
en el cual se va a realizar la transmisión de información. 
 
Cabe destacar que los modelos de propagación pueden ser clasificados dentro de los 
modelos empíricos o estadísticos como lo son HOKUMURA que es uno de los más 
utilizados dentro de zonas urbanas, HATA que se trata de una formula empírica de 
las gráficas del modelo de HOKUMURA, el COST-231-Walfisch-Ikegami que hace 
uso del modelo Walfisch-Bertoni o el de Dual-Slope que está basado en el modelo de 
dos rayos muy utilizado cuando la antena transmisora está varias longitudes de onda 
por encima de la horizontal del plano del suelo. 
 
Todos estos modelos se pueden traducir mediante la utilización de procesos 
matemáticos simples de implementar, pero su utilización está destinada cuando no se 
requiere una precisión elevada. 
 
Con la utilización de estos modelos de propagación se pueden predecir la pérdida en 
la trayectoria que una señal de RF pueda tener entre una estación base y un receptor 
sea móvil o fijo. 
 
La ventaja de modelar radiocanales al tomar en cuenta las distintas características 
entre transmisor (Tx) y receptor (Rx), es conocer la viabilidad para la 
implementación de proyectos que se van a implementar en un futuro en determinados 
sectores, con lo que se podrá   hacer una estimación de las siguientes necesidades: 
 
- Costo de implementación 
- Capacidad de los radioenlaces 
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- Ubicación de Tx y Rx 
 
Ligado íntimamente a estas consideraciones hay que tomar en cuenta que al realizar 
una simulación en este caso para ambientes outdoor debemos tomar en cuenta 
características de propagación como las siguientes: 
- Ambiente de área de propagación (área urbana, suburbana, abierta) 
- Tipo de terreno (montañoso, ondulado, cordillera, llanura…. etc.) 
- Características del ambiente (lluvia, vegetación, temperatura) 
- Características de la atmósfera (índice de refracción, intensidad de las lluvias) 
- Propiedades eléctricas del suelo (conductividad terrestre) 
 
Dentro de los distintos modelos de propagación que existen vamos a tomar en cuenta 
el modelo ITU-R P.1411-9 para la estimación de características como los siguientes 
- Área de cobertura 
- Frecuencias a utilizarse 
- Estándares a utilizarse 
- Estimación de potencia de trasmisión 
- Estimación de potencia de Recepción 
 
 Modelo ITU-R P.1411-9 
Esta recomendación se la puede utilizar tomando en cuenta los datos de propagación 
y los distintos métodos de predicción que se utilizan para la implementación de 
sistemas de radiocomunicaciones en exteriores y en redes de área local en el rango de 
frecuencia comprendido entre 300 MHz a 100GHz. 
Cabe indicar que en este modelo de propagación se ve afectada principalmente por 
obstáculos como edificios y la vegetación antes que por la elevación y el perfil del 
terreno. La interferencia provocada por los edificios es predomínate pues los enlaces 
radioeléctricos de trayecto corto se dan en áreas urbanas y suburbanas. Los modelos 
de propagación tomados en cuenta son utilizan métodos que son simétricos, pues 
tratan a los terminales radioeléctricos de los extremos de la misma manera. Desde el 
punto de vista del modelo, es indiferente cuál de los terminales es el transmisor Tx y 
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cuál es el receptor Rx. Por esta razón, se usan los términos «Estación 1» y «Estación 
2» para indicar, respectivamente, los terminales al inicio y al final del trayecto de 
propagación radioeléctrica (ITU, 2017). 
 
Por el área de cobertura que proporcionan las celdas radioeléctricas se clasifican de 
la siguiente manera: 
- Microcélula 
- Microcélula urbana densa 
- Picocélula. 
 
En la Tabla 2.1 se muestra las características de los tipos de células de transmisión. 
Tabla 2.1. Definición de tipos de célula (ITU, 2017) 
Tipo de célula 
Radio de 
la célula 
Posición típica de la antena de la estación de base 
Microcélula 0,05 - 1 km Exteriores; instalada por encima del nivel medio de 
los tejados; las alturas de algunos edificios que se 
encuentran alrededor pueden ser superiores a la de la 
antena de la estación de base 
Microcélula 
urbana densa 
0,05 - 0,5 km Exteriores; instalada por debajo del nivel medio de 
los tejados 
Picocélula 0 - 50 m Interiores o exteriores (instalada por debajo del nivel 
máximo de los tejados) 
Definición de tipos de célula (ITU, 2017), Fuente: (ITU, 2017) 
En la Tabla 2.2 se muestran cada uno de los cinco ambientes distintos, se consideran 
dos casos posibles de los móviles. De esta manera, se dividen los usuarios según se 







Tabla 2.2.- Entornos de funcionamiento físico  




– Valle urbano profundo con una gran actividad, caracterizado por 
avenidas con edificios en alta densidad y varias decenas de pisos, hecho 
que da como resultado un valle urbano profundo 
– La cantidad considerable de edificios y los rascacielos se alternan, 
hecho que da como resultado trayectos de propagación con abundante 
dispersión sin visibilidad directa 
– Las hileras de edificaciones de considerable altura hacen posible la 
existencia de retardos muy largos de trayecto 
– El tráfico intenso y el elevado flujo de visitantes en la zona actúan como 
reflectores, lo que añade un efecto Doppler a las ondas reflejadas 




 Valle urbano, caracterizado por avenidas con edificios altos con altura 
considerable 
 La altura de las edificaciones reduce la probabilidad de la existencia de 
una contribución significativa de la propagación que pasa por encima de 
los tejados 
 Las hileras de edificaciones altas hacen posible la existencia de largos 
retardos de trayecto 
 El gran número de vehículos en movimiento en la zona actúa como 





 Se presenta en las calles anchas 
 Las alturas de las edificaciones suelen ser menores a tres pisos, lo que 
hace probable la difracción por tejados 
 Pueden producirse en ocasiones reflexiones y ensombrecimientos 
producidos por los vehículos en movimiento 




 Construcciones comprendidas entre uno y dos pisos 
 Las calles suelen ser de doble sentido con vehículos estacionados a los 
lados de la misma 
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 Es posible que exista la presencia de vegetación densa a ligera 
 Tráfico motorizado generalmente ligero 
Rural  Pequeñas casas rodeadas de amplios espacios verdes 
 Influencia de topografía (perfil topográfico) 
 Posibilidad de vegetación densa a ligera 
 Tráfico motorizado poco denso 
Entornos de funcionamiento físico – Degradaciones de la propagación (ITU, 2017) Fuente: (ITU, 
2017) 
 
En la Figura 2.1 se muestran diferentes situaciones transmisión que se pueden 
presentar 









 Situaciones típicas de propagación en ambiente urbano (ITU, 2017). Fuente: (ITU, 2017) 
En la Figura 2.1 se muestran situaciones de transmisión 
- Con línea de vista LoS tramos AC, AB, BD, BE, DF 
- Sin línea de vista NLoS tramos ED, EF 
Donde  
- A, D antena Tx 
- B, C, F, E antena Rx 
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El modelo general es aplicable para el caso en que las antenas tanto transmisor (Tx) 
como receptor (Rx) se encuentran bajo una azotea o techo y está dado por la 
Ecuación Ec.(2.Ec. (2.1) (ITU, 2017). 
PL(d, f) = 10α log10(d) + β + 10γ log10(f) + N(0, σ)  dB           Ec. (2.1) 
Donde tenemos: 
 𝑑 :  Distancia directa entre Tx y Rx (m) 
  𝑓 :  Frecuencia de operación (GHz) 
  α :  Coeficiente asociado a la perdida en función de la distancia 
  β :  Coeficiente asociado a la perdida por trayecto 
  γ :  Coeficiente asociado a la perdida por trayecto en función de la 
frecuencia 
  𝑁(0, σ):  variable aleatoria Gaussiana cero con desviación estándar σ 
(dB). 
 
Los valores recomendados para situaciones LoS y NLoS representados en la Figura 
2.1 se muestran en la Tabla 2.3 (ITU, 2017). 
 










NLoS 𝜶 𝜷 𝛄 𝝈 
0.8-73 5-660 
Urbano de 








NLoS 4.00 10.2 2.36 7.60 





Coeficientes de pérdidas por trayecto para propagación bajo cubierta Fuente: (ITU, 2017) 
 
Para analizar los tramos con línea de vista LoS que operan con una frecuencia UHF 
(ondas decimétricas), como se definen en la recomendación UIT-R P.341 se analizan 
utilizando dos pendientes y un único punto de inflexión. El tramo inferior está dado 
por la Ecuación Ec. (2.2). 




















-   : longitud de onda (m) 
- h1: altura antena Tx 
- h2: altura antena Rx 
El valor superior LLoS,u está dado por la Ecuación Ec. (2.4) (ITU, 2017): 












)         para  d > Rbp
 
 Ec. (2.4) 
 
Lbp es el valor de las pérdidas básicas de transmisión para el segundo punto de 
inflexión se define por la Ecuación Ec. (2.5) (ITU, 2017): 
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 Ec. (2.5) 
 
Cabe recalcar las siguientes consideraciones 
- Margen desvanecimiento superior 20 dB 
- Coeficiente atenuación antes del punto de inflexión 2,5 (distancia corta 
implica bajo apantallamiento) 
 
El valor medio LLoS,m viene dado por la Ecuación Ec.(2.6). (ITU, 2017): 












)         para  d > Rbp
  Ec. (2.6) 
Para frecuencias centimétricas de hasta 15 GHz la distancia del punto de inflexión se 
determina mediante la Ecuación Ec. (2-7) (ITU, 2017): 
Rbp = 4
(h1 − hs)(h2 − hs)
λ
 
 Ec. (2.7) 
Donde tenemos: 
- hs: Altura de la calle debida a obstáculos como vehículos y peatones cercanos 
a la calzada 
hs depende del tráfico y de las dimensiones de la calle. 
En las siguientes Tablas se muestran los valores de hb y hs tomando en cuenta el tipo 
de tráfico que puede existen un medio urbano (ITU, 2017). 
 
En las Tablas 2.4 y 2.5 se muestran las alturas equivalentes de la calle hs 


















Fuente: (ITU, 2017) 
(1) El punto de inflexión está más allá de 1 km. 
(2) No existe punto de inflexión. 
 
Frecuencia (GHz) h1 (m) 
hs  (m) 
h2 = 2,7 h2 = 1,6 
3,35 
4 1,3 (2) 
8 1,6 (2) 
8,45 
4 1,6 (2) 
8 1,6 (2) 
15,75 
4 1,4 (2) 




 Tabla 2.5.- Altura equivalente de la calle, hs (tráfico ligero) (ITU, 2017) 
Frecuencia (GHz) h1 (m) hs (m) 
  
h2 = 2,7 h2 = 1,6 
3,35 4 0,59 0,23 
 
8 (1) (1) 
8,45 4 (2) 0,43 
 
8 (2) (1) 
15,75 4 (2) 0,74 
 
8 (2) (1) 
Altura equivalente de la calle, hs (tráfico ligero) (ITU, 2017) Fuente: (ITU, 2017) 
(1) No se tomaron medidas 
(2) El punto de inflexión está más allá de 1 km. 
 Situaciones de altura 
Se analizan las siguientes situaciones 
Para h1 
Si h2 > hs, los valores aproximados de los límites superior e inferior de la pérdida 
básica de transmisión para la banda de ondas centimétricas pueden calcularse 
utilizando las ecuaciones (1) y (3), viniendo dado Lbp por la Ecuación Ec. (2.8) (ITU, 
2017): 
Si h1  hs o h2  hs no existe punto de inflexión. Cuando el transmisor Tx y El 
receptor Rx están próximos (d < Rs) la pérdida básica de propagación es similar a 
que se tiene cuando se trabaja con ondas decimétricas. Cuando el transmisor Tx y El 
receptor Rx están alejados entre sí, las características de propagación producen que el 
Lbp = |20log10 (
λ2
8π(h1 − hs)(h2 − hs)
)|
 
 Ec. (2.8) 
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coeficiente de atenuación se eleve al cubo. Por tanto, el límite inferior aproximado 
para d  Rs está dado por la Ecuación Ec. (2.9) (ITU, 2017): 





 Ec. (2.9)  
El límite superior aproximado para d  Rs viene dado por la Ecuación Ec. (2.10) 
(ITU, 2017): 





 Ec. (2.10)  
La pérdida básica de propagación, Ls se define por la Ecuación Ec. (2.11) (ITU, 
2017): 





   Ec. (2.11) 
Experimentalmente el valor de   Rs de las ecuaciones 9 a 11 es de 20 m. 
Con estas consideraciones, el valor mediano está dado por la Ecuación Ec. (2.12) 
(ITU, 2017): 





                        Ec. (2.12) 
 Modelo Longley-Rice 
El modelo Longley-Rice conocido también como Modelo de Tierra Irregular ITM 
(Irregular Terrain Model), fue desarrollado en 1968 y es aplicable para frecuencias 
de 20MHz a 20GHz. 
 
El modelo de propagación de Longley-rice está basado en la teoría electromagnética 
y en el análisis estadístico de del terreno, así como las medidas radioeléctricas 
tomadas por lo que se lo puede considerar un modelo empírico-estadístico o semi-
empírico en el cual se predice la mediana de la atenuación de la señal radioeléctrica 
en función de los siguientes parámetros: 
- Distancia de transmisión 
- Topografía del terreno 
- Variabilidad de la señal en el tiempo 
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- Variabilidad de la señal en el espacio 
 
El algoritmo para la implementación del modelo de propagación Longley-Rice en la 
versión 1.2.2 se encuentra en el Anexo 7 (Institute for Telecommunication , 2014). 
Este modelo de transmisión puede trabajar en dos modos de predicción: 
- Modo de predicción área de cobertura 
- Modo de predicción punto – punto 
 Modo de predicción área de cobertura 
En este modo se deben ingresar los siguientes parámetros: 
- Frecuencia de operación 
- Polarización de antenas de transmisión 
- Alturas de los terminales sobre el suelo (Ht, Hr) 
- Propiedades eléctricas de la tierra (εr, σ) 
- Irregularidad del terreno (Δh) 
- Refractividad de la superficie 
- Modo de variabilidad 
- Características climáticas de transmisión 
 
Las alturas efectivas de las antenas de transmisión (het, her), las distancias 
horizontales (dLt, dLr) y los ángulos de elevación (θet, θer) que se muestran en la 
Figura 2.2, son determinados a partir de medidas observadas empíricamente 




Parámetros ITM modo área de cobertura. Fuente: (Institute for Telecommunication Sciences, 2016) 
 
 Modo de predicción área Punto-Punto 
En este modo de predicción se deben ingresar los siguientes parámetros: 
- Frecuencia de operación 
- Polarización de antenas de transmisión 
- Alturas de los terminales sobre el suelo (Ht, Hr) 
- Perfil de terreno con espaciad equidistante entre los terminales 
- Propiedades eléctricas de la tierra (εr, σ) 
- Irregularidad del terreno (Δh) 
- Refractividad de la superficie 
- Modo de variabilidad 
- Características climáticas de transmisión 
 Trayectoria sin línea de vista NLOS 
En este modo de transmisión se deben tomar en cuenta los siguientes parámetros: 
- Variación entre la altura (Δh) de los terminales 
- Alturas efectivas de las antenas de transmisión (het, her) 
- Distancias horizontales (dLt, dLr) 
- los ángulos de elevación (θet, θer) desde el perfil del terreno 
 
 Trayectoria con línea de vista LOS 
En este modo de transmisión se deben tomar en cuenta los siguientes parámetros: 
- Variación entre la altura (Δh) de los terminales. 
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- Alturas efectivas de las antenas de transmisión (het, her). 
- Las alturas efectivas de las antenas de transmisión deben ser obtenidas en 
base al perfil topográfico del terreno, así como se recomienda utilizar el modo 
de predicción área de cobertura para determinar las distancias horizontales 
entre los terminales y los ángulos de elevación, como se muestra en la Figura 
2.3. 
Figura 2.3.- Parámetros ITM modo área de cobertura 
 
Parámetros ITM modo área de cobertura. Fuente: (Institute for Telecommunication Sciences, 2016) 
 
 
- En el caso de no contar con línea de vista NLOS hay que elevar las alturas 
efectivas (het, her) hasta que se obtenga una línea de vista LOS y sin 
obstrucción. 
El modelo de transmisión de Longley-Rice es el modelo más utilizado por los 
distintos softwares de simulación como, por ejemplo: Radio Mobile, Path Los, Atoll, 
entre otros, por lo que cumple con los requerimientos tanto en frecuencia como en 
distancias en los que el modelo es aplicable 
 Modelo energético de transmisión 
El análisis del modelo energético de transmisión en sistemas de radiocomunicación 
tiene la finalidad de establecer el presupuesto energético del radio-enlace tomando en 
cuenta los siguientes aspectos: 
- Potencia de transmisión 
- Umbral de recepción 
- Ganancia de antenas 
- Perdidas en espacio libre 
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- Perdidas en acoplamiento 
El diagrama del modelo energético se muestra en la Figura 2.4 donde se muestran los 
siguientes elementos e interfaces. 
















































Representación Modelo Energético. Fuente: (Hernando, 2015, pág. 80) 
 
Donde tenemos: 
- Lb: Perdidas en espacio libre 
- Ltt /Ltr: Perdidas en líneas de transmisión 
- Lat /Lar: Pérdidas en acoples de Tx y Rx 
- Gt /Gr: Ganancias de antenas de Tx y RX 
- PIRE: Potencia Isotrópica Radiada Efectiva 
- URx: Umbral de Recepción 
 
 
Donde el valor del PIRE se calcula con la Ecuación Ec. (2.13) (Hernando, 2015). 
PIRE = PT(dBw) + GT
 
 Ec. (2.13) 
El valor de la Potencia Radiada Aparente Para esta dado por la Ecuación Ec. (2.14) 
(Hernando, 2015) 
PRA = PIRE − 2,15(dB)
 
 Ec. (2.14) 
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La potencia efectiva radiada PER está dada por la Ecuación Ec. (2.15) (Hernando, 
2015) 
PER = Pt(dB) + Gt(dB) − Lat(dB)
 
 Ec. (2.15) 
La Ecuación Ec. (2.16) indica la potencia de transmisión para el modelo energético 
(Hernando, 2015) 
PT = URx + Ltt + Lat − Gt + Lb − Gr + Lar + Ltr
 
 Ec. (2.16) 
Donde la perdida básica en espacio libre Lb está dada por las Ecuaciones Ec. (2.17) y 
Ec. (2.18) (Hernando, 2015) 
𝐿𝑏 = 32,45 + 20 log(𝑓(𝑀𝐻𝑧)) + 20log (𝑑(𝑘𝑚))
 
 Ec. (2.17) 
𝐿𝑏 = 92,45 + 20 log(𝑓(𝐺𝐻𝑧)) + 20log (𝑑(𝑘𝑚))  Ec. (2.18) 
 Redes inalámbricas 
Las actuales redes de comunicación pueden utilizar medios conductores como cobre, 
fibra óptica o a su vez utilizar ondas electromagnéticas teniendo como medio de 
transmisión el espacio, las comunicaciones inalámbricas pueden ser utilizadas en 
múltiples aplicaciones de corto alcance para un limitado número de usuarios, así 
como en servicios masivos de alcance extendido como radio, televisión, telefonía 
móvil etc. 
 Clasificación de redes inalámbricas 
Las redes inalámbricas en relación al área de cobertura se clasifican según los 
estándares IEEE que utilices para la transmisión en  
  Redes WPAN  
Wireless Personal Area Network (Redes de área personal inalámbrica) entre la cuales 
podemos encontrar Bluetooth (especificación IEEE 802.15.1), Zigbee (especificación 
IEEE 802.15.4), estas redes tienen un alcance limitado e interconectan dispositivos 
para interactuar entre si (James F. Kurose, 2013, pág. 544). 
  Redes WLAN 
Wireless Local Area Network (Redes de área local inalámbrica) utiliza un estándar 
de comunicación basada en la norma IEEE 802.11x y otros protocolos no 
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normalizados propios de algunos fabricantes, con lo que se tiene una significativa 
mejora en la velocidad y la distancia del enlace (James F. Kurose, 2013, pág. 545). 
  Redes WMAN 
Wireless Metropolitan Area Network (Redes de área metropolitana inalámbrica) 
utilizan estándares de comunicación basados en la norma IEEE 802.16 (Wimax que 
mejora sustancialmente lo referido al ancho de banda y área de cobertura) (James F. 
Kurose, 2013, pág. 547). 
 Redes WWAN   
Wireless Wide Area Network (Red de área extendida inalámbrica), utilizada 
mayormente por los operadores de telefonía celular brindan un área de cobertura 
muy extensa, así como un ancho de banda móvil considerable (en el caso de redes 
LTE y LTE+) (James F. Kurose, 2013, pág. 547) . 
 Estándares Wi-Fi 
El estándar IEEE 802.11 x fue definido en 1997 y aprobado en 1999 para varias 
frecuencias de operación y los rangos con los rangos de trabajo, muchos de estos 
estándares en la actualidad se encuentran obsoletas y solo algunos se encuentran en 
uso. Este estándar es la base para el diseño y desarrollo de las redes inalámbricas 
WLAN. 
  IEEE 802.11a 
Estándar aprobado en 1999 denominado IEEE 802.11a opera en el rango de 
frecuencia de 5Ghz con un ancho de banda de 20 MHz, utiliza multiplexación por 
división de frecuencias ortogonales OFDM como esquema de modulación con lo que 
alcanza una velocidad de hasta 54 Mbps, con antenas con tecnología SISO entrada 
simple y salida simple. Es menos propenso a la interferencia en comparación con 
802.11b debido a la alta frecuencia de funcionamiento de 5GHz ((IOSR-JCE), 2015). 
 
  IEEE 802.11b  
Aprobado por la IEEE en 1999, este estándar brinda una transmisión de 11Mbps (con 
un repliegue a 5.5, 2 y 1 Mbps) en una frecuencia de operación de 2,4GHz en un 
ancho de banda de 22MHz, usa una técnica de modulación DSSS (Direct Sequence 
Spread Spectrum) y utiliza antenas con tecnología SISO comparable con Ethernet, es 
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un estándar propenso a una mayor interferencia debido a la frecuencia de operación. 
((IOSR-JCE), 2015) 
 
 IEEE 802.11g 
Aprobada en el año 2003, es una combinación de sus predecesores 802.11 a y b, pues 
toma las mejores características de sus predecesores, opera en la banda de frecuencia 
de 2.4Ghz con un ancho de banda de 20MHz utiliza modulación OFDM como 
técnica de transmisión con soporte para DSSS lo que lo hace compatible con 
dispositivos 802.11b, utiliza antenas con tecnología SISO ((IOSR-JCE), 2015). 
 
 IEEE 802.11n 
Ratificado en septiembre del 2009, utiliza arreglo de antenas con tecnología MIMO 
que se obtiene gracias a un desfase de la señal que se transmite, lo que permite tener 
múltiples entradas y multiplex salidas se utiliza modulación OFDM con un ancho de 
canal de 20MHz o 40MHz (canal agregado) lo que se refleja en mayor número de 
subportadoras OFDM 108 en total que incrementan la cantidad de datos que se 
pueden transportar, con lo que se obtiene teóricamente una transmisión de 600 Mbps  
(Hucaby, 2014, pág. 57). 
 
 IEEE 802.11ac 
Estándar ratificado en enero del 2014, es conocido como Wifi 5G o Wifi Gigabit este 
estándar es una evolución de 802.11n mejora muchas de sus características. Utiliza el 
espectro de 5Ghz con tasas de transferencia teóricas de 1.3Gbps en su primer 
lanzamiento con 6.9Gbps en su versión final aun en desarrollo que posee canales más 
amplios de 80+80 y 160Mhz y establece hasta 8 flujos de datos espaciales, cada flujo 
espacial aumenta proporcionalmente el rendimiento (Thornycroft, 2013, págs. 5-12). 
 
Implementa modificaciones a las capas PHY y MAC del estándar 802.11. La 
tecnología de transmisión Beamforming (TxBF) detecta la ubicación de los 
dispositivos e incrementa la intensidad de la señal al focalizar el haz de la señal en 
dirección del dispositivo suplicante mediante procesamiento digital de la señal, a su 




El anexo 1 muestra la Tabla MCS de 802.11ac con tres flujos de datos, canales de 20, 
40, 80 y 160 MHz y los 23 primeros modos empleados comercialmente de 802.11n 
Los dispositivos 802.11ac transmiten alrededor de 75 mil paquetes por segundo, 
superando los 35 mil paquetes por segundo de 802.11n, para soportar este tráfico los 
puntos de acceso incorporan una memoria DRAM en cada radio para la entrega de 
paquetes su hardware es más sofisticado ya que el procesamiento es mayor (Cisco, 
2014).  
 
 IEEE 802.11ad 
Aprobado en 2014, es el primer estándar tri-banda aún se encuentra en desarrollo, 
presenta inconvenientes de alcance relacionados con la banda de operación ISM 
60Ghz, su área de cobertura se limita a unos pocos metros. La velocidad de 
transmisión de 7Gbps, su objetivo es eliminar cables en la interconexión de 
dispositivos a distancias cortas. 802.11ad introduce la transferencia rápida de sesión 
que permite a los equipos el intercambio de banda de frecuencia de 60 a 5 y 2,4Ghz 
sin perder conexión basándose en criterios como desempeño óptimo y distancia con 
el punto de acceso (IEEE, 2013). 
 
En la Figura 2.5 se muestran la clasificación de las redes inalámbricas, los estándares 
y las tecnologías utilizadas y la distancia de acción de las mismas. 
Figura 2.5-.  Tecnologías inalámbricas por área de acción 
 
Tecnologías inalámbricas por área de acción. Fuente: (Ferrero & de la Cuesta, 2007, pág. 19) 
 
El incremento del número de usuarios, así como el ancho de banda requerido en las 
redes de acceso inalámbricas se han logrado mediante la utilización de bandas que en 
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la mayor parte de naciones son declaradas libre y no presentan mayor número de 
requerimientos para la utilización de radio frecuencias de las bandas de 2,4 GHz y 
5GHz, que son conocidas como bandas no licenciadas o bandas libres. 
La evolución de las redes inalámbricas en cuanto al número de usuarios de este tipo 
de redes de acceso, así como al ancho de banda requerido y los estándares utilizados 
ha tenido lugar en los últimos quince años como se muestra en la Figura 2.6 
Figura 2.6. Evolución de los estándares inalámbricos 
 
Evolución de los estándares inalámbricos. Fuente: (Cisco, 2014) 
 
Una comparación entre los distintos estándares 802.11x aprobados por la IEEE se 
muestran en la Tabla 2.6 
 
 
Tabla 2.6.-Comparación de estándares inalámbricos IEEE. 










1997 2.4 22 DSSS, FHSS DBPSK, 
DQPSK 
N/A 2 Mbps 
802.11a 1999 5 22 DSSS BPSK, 
64QAM 
No 54 Mbps 
802.11b 1999 2.4 20 OFDM CCK 802.11 11 Mbps 
802.11g 2003 2.4 22 DSSS BPSK, 
64QAM 
B 54 Mbps 
802.11n 2009 2.4/5 20, 40 OFDM BPSK –      
64QAM 
a/b/g 600 Mbps 
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802.11ac 2012 5 20,40,
80,160 
OFDM BPSK –     
256QAM 
a/ b/g/n 6.9 Gbps 
802.11ad 2013 60 20,40,
80,160 
OFDM BPSK –     
256QAM 
a/b/g/n/ac 7 Gbps 
          Comparación de estándares inalámbricos IEEE. Elaborado por Patricio Caisaguano 
 
 Protocolo NV2 
Protocolo desarrollado por la empresa Mikrotik que tiene dos protocolos propietarios 
NSTREME que sondea tanto el transmisor como el receptor, esto puede incrementar 
la seguridad, pero reduce la eficiencia. 
NV2 es un protocolo que utiliza una multiplexación TDMA para asignar tiempos de 
acceso a los clientes para su ingreso a la red controlando el tiempo en que el cliente 
pueda acceder a la red evitando los conocidos problemas de nodos ocultos. 
 
Al ser un protocolo propietario los equipos tanto de transmisión como de recepción 
deben ser de una misma marca por lo que equipos que trabajen con estándar 802.11x 
es compatible con equipos NSTREME Y NV2, pero no de manera inversa (Burgess, 
2012, pág. 232). 
 
Las características principales del protocolo NV2 son las siguientes 
- El acceso al medio está controlado por el AP, lo que permite una política 
centralizada de acceso. 
- Reducción en el retardo de propagación del encabezado lo que se mejora 
significativamente el rendimiento. 
 
La calidad de servicio QoS en equipos Mikrotik se implementa considerando el 
número de colas de prioridad, una cola se considerará para transmitir, sólo si todas 
las colas de mayor prioridad están vacías, basándose en las recomendaciones de 
802.1D-2004 (Burgess, 2012, pág. 233). 
 
La implementación de la seguridad en redes Nv2 tiene las siguientes características: 
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- Encriptación de datos acelerada por hardware usando AES-CCM con 
llaves de 128 bits. 
- Saludo a 4 vías para acordar la llave (similar al de 802.11i). 
- Método de autenticación de llave compartida (similar al de 802.11i). 
- Actualización periódica del grupo de llaves (Usadas para datos de 
broadcast y multicast). 
 
Al ser Nv2 un protocolo propietario, no hace uso de los mecanismos de seguridad de 
802.11, por lo tanto, la configuración de la seguridad es diferente. La interfaz que usa 
el protocolo Nv2 ignora los parámetros de security-profile. En su lugar, la seguridad 
se configura desde los siguientes parámetros de la interfaz. (Burgess, 2012, pág. 234) 
 Infraestructura de red inalámbrica 
Las redes inalámbricas de área metropolitana WMAN tienen un alcance más amplio 
que las redes de área local inalámbrica WLAN, por esta razón la topología a utilizar 
está definida por el estándar 802.11 y establece tres modelos: 
- Modo Ad-Hoc 
- Modo Infraestructura 
- Modo Mesh 
 Topologías Ad-Hoc 
En esta topología cada dispositivo se puede comunicar con los demás. Cada nodo 
forma parte de una red peer to peer P2P, para lo cual se necesita disponer de un SSID 
igual para todos los nodos y no sobrepasar el número de dispositivos que pueden 
saturar a la red. Dependiendo de la dispersión geográfica cada nodo más dispositivo 
pueden formar parte de la red, aunque algunos no se lleguen a verse entre sí como se 
muestra en la Figura 2.7 (Stallings, 2004, pág. 561). 
 




Fuente: (Stallings, 2004, pág. 561) 
 
 
 Topología en infraestructura 
 Se basa en un nodo central AP Access Point (punto de acceso) que sirve de enlace 
para todos los demás CPE (Customer Premises Equipment) que puede ser propiedad 
del cliente o suministrado por el proveedor de internet. 
 
Para poder establecer comunicación todos los CPE deben estar dentro de la zona de 






Figura 2.8-. Topología en infraestructura 
 
Fuente: (Microsoft, 2017) 
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 Topología Mesh 
Las redes Mesh conocidas como redes acopladas combinan las dos topologías de 
redes inalámbricas. Básicamente son redes con topología de infraestructura, pero 
permiten que se unan a la red dispositivos que no están dentro del área de cobertura 
del AP, pero está dentro del rango de alcance de algún Tx que directa o 
indirectamente se encuentra conectado al AP como se muestra en la Figura 2.9 
 
Figura 2.9-. Red topología Mesh 
 
Fuente: (Aruba, 2015) 
 
 Elementos de red inalámbrica: 
Son los componentes que conforman la red inalámbrica WLAN y son los 
dispositivos finales y los puntos de acceso que son los que se enlazan con los AP 
presentes en la infraestructura para tener acceso a Internet. 
 
  Dispositivos finales 
son los dispositivos mediante los cuales los usuarios tienen acceso a la red 
inalámbrica están provistos de una NIC inalámbrica o mediante dispositivos USB. 
Los dispositivos finales generalmente son computadores, impresoras y objetos de uso 




  Puntos de acceso 
es el centro de comunicaciones de la mayoría de las redes inalámbricas. El AP no es 
solamente el medio de acceso de los terminales inalámbricos, sino que es el puente 
de interconexión entre los dispositivos finales una red LAN y el Internet.  
Las funciones principales de los puntos de acceso AP son: 
- Ampliar el área de cobertura entre los dispositivos móviles (cliente) y el 
receptor de señal o punto de acceso. 
- Es un gestor del tráfico de red inalámbrica entre los terminales 
inalámbricos más próximos al punto de acceso AP. 
- Gestionar varios clientes terminales dependiendo a la capacidad del 
punto de acceso. 
 
 Modos de operación de AP 
Los puntos de acceso pueden ser configurados para funcionar en modo root, modo 
repetidor y modo puente. 
 
  Modo root 
Modo por defecto en el que pasa a formar parte de un sistema de distribución 
mediante la interface ethernet los usuarios inalámbricos pueden acceder a la red a 
través de un solo AP compartiendo la conexión. Se pueden comunicar con otros AP 
conectados a la red cableada permitiendo roaming (Butler, y otros, 2013, pág. 133) 
 
  Modo repetidor 
Modo que se utiliza para incrementar el ares de cobertura permitiendo la 
interconexión de AP de manera inalámbrica, la desventaja de este sistema es que el 
ancho de banda se divide a la mitad al atravesar cada repetidor y las celdas deben 





  Modo Puente 
Modo bridge (puente) que permite interconectar AP mediante un enlace punto-punto 
que permiten únicamente el intercambio de información entre los AP, se pueden 
utilizar antenas directivas para reducir las pérdidas de propagación en espacio libre y 
focalizar la señal en el siguiente AP. 
 
 Seguridad en redes 
Hay que tomar en cuenta que las redes usan un procesamiento distribuido entre los 
múltiples usuarios que están conectados a la misma, por lo que es necesario tomar en 
cuenta muchos aspectos para que la red sea considerada efectiva y eficiente, entre los 





  Rendimiento 
El rendimiento se puede medir de muchas formas, incluyendo el tiempo de tránsito y 
de respuesta. El tiempo de tránsito es la cantidad de tiempo necesario para que un 
mensaje viaje desde un dispositivo al siguiente. El tiempo de respuesta es el tiempo 
que transcurre entre una petición y su respuesta. El rendimiento de una red depende 
de varios factores, incluyendo el número de usuarios, el tipo de medio de 
transmisión, la capacidad del hardware conectado y la eficiencia del software. 
 
El rendimiento se mide a menudo usando dos métricas: ancho de banda y latencia. A 
menudo hace falta. 
 
más ancho de banda y menos latencia. Sin embargo, ambos criterios son a menudo 
contradictorios. Si se intenta enviar más datos por la red, se incrementa el ancho de 
banda, pero también la latencia debido a la congestión de tráfico en la red (Forouzan, 




  Fiabilidad 
Además de por la exactitud en la entrega, la fiabilidad de la red se mide por la 
frecuencia de fallo de la misma, el tiempo de recuperación de un enlace frente a un 
fallo y la robustez de la red ante una catástrofe (Forouzan, 2007, pág. 8). 
 
  Seguridad 
Los aspectos de seguridad de la red incluyen protección de datos frente a accesos no 
autorizados, protección de datos frente a fallos y modificaciones e implementación 
de políticas y procedimientos para recuperarse de interrupciones y pérdidas de datos 
(Forouzan, 2007, pág. 8). 
 
La seguridad en redes se consigue principalmente mediante el uso de criptografía, 
pero es sola la base de la seguridad por lo que se hace necesario la implementación 
de servicios de seguridad de privacidad y autenticación en los niveles de red, 
transporte y aplicación de Internet como son los protocolos IPSec, que añaden 
autenticación y confidencialidad a IP y SSL o (TLS) que hace lo mismo para el 
protocolo TCP, además de cortafuegos (firewall) que es un elemento fundamental 
para controlar el acceso a la red. 
 
  Servicios de seguridad 
La seguridad de red puede proporcionar típicamente, cinco servicios de los cuales 
cuatro de ellos están relacionados con los mensajes que se intercambian usando la 
red: confidencialidad, autenticación, integridad y no repudio, el quinto proporciona 
autenticación de identidad o identificación para el acceso a la red como se muestra en 
la Figura 2.10 (Forouzan, 2007, pág. 767). 
 












Servicios de Seguridad. Elaborado por: Patricio Caisaguano 
 
 Filtrado MAC 
La capa Medium Access Control (MAC), capa inferior base de la Conexión de datos, 
constituye el núcleo de Wi-Fi. 
 
Esta capa debe administrar los canales de comunicación o, más bien, la ausencia de 
canales de comunicación físicos, caracterizados por una frecuencia de radio. Este 
canal debe compartirse entre los distintos nodos de la red. Cada uno posee su propia 
dirección MAC, como en Ethernet. 
El mecanismo de gestión de los soportes de comunicación no puede utilizar la 
detección de colisiones, impensable en una red inalámbrica. Por ello se utiliza una 
solución que evita las tramas de tipo CSMA/CA. La gestión de la división del ancho 
de banda no es, ni mucho menos, la única utilización de la capa MAC. Antes de 
emitir datos hacia un punto de acceso, un equipo debe conectarse a Basic Service Set 
(BSS), la red del equipo administrador. Pero antes será necesario un proceso de 
asociación, y antes de eso, puede que el punto de acceso pida la autentificación del 
equipo. También pueden presentarse otras problemáticas a este nivel. 
 
Se gestionan la fragmentación/desfragmentación de las tramas transmitidas, así como 
la administración de la capacidad para comunicar a distintas velocidades. Tampoco 
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se deben olvidar los controles de error y el ahorro de energía. La seguridad también 
se puede administrar en la capa MAC (Dordoigne, 2015, pág. 192). 
 
En equipamientos de la marca Mikrotik es sencillo realizar esta tarea pues cuenta con 
una herramienta gráfica que facilita implementar este y muchos servicios más. 
 
 Protocolos AAA 
Conjunto de procedimientos desarrollados para tener autenticación, autorización y 
auditoría a control de las actividades realizadas por los diferentes usuarios que tienen 
acceso a la infraestructura de red. Las siglas AAA representan autenticación, 
autorización y auditoría que se describen a continuación. 
- Autenticación (Authentication): determina si la identidad y credenciales 
proporcionados por el usuario se encuentran registrados en la base de datos 
del servidor AAA, el servidor evalúa los datos recibidos y resuelve permitir 
o restringir el acceso a la red (López, 2015). 
- Autorización (Authorization): se encarga de la concesión de servicios 
específicos a un usuario según el grado de privilegios con los que cuenta 
basándose en reglas establecidas por el administrador de red (López, 2015).  
- Auditoría (Accounting): se encarga registrar los eventos que ocurren en la 
red (López, 2015). 
Existen diferentes protocolos que desempeñan servicios AAA entre ellos RADIUS, 
DIAMETER, TACACS, TACACS+. 
 
 IPSec 
Es un conjunto de protocolos definidos por el Internet Engineering Task Force 
(IETF) para asegurar el intercambio de paquetes sobre redes IP / IPv6 sin protección 
como Internet. 
 
IPSec está diseñado para asegurar diferentes tipos de seguridad: 
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- Confidencialidad y protección contra el análisis del tráfico, a través del 
cifrado. 
- Autenticidad de los datos y control de acceso a través de la autentificación 
mutua de los dos extremos de la comunicación, la firma, así como cálculos de 
integridad. 
- Protección contra la inyección de paquetes. 
 
La repetición (replay) es una técnica que puede utilizar un intruso y que consiste en 
reenviar paquetes capturados durante una comunicación de red. El servidor recibe así 
la misma información repetida y sistemáticamente tiene que volver a procesarla y 
puede malinterpretar estos paquetes idénticos. Para evitar esta relectura, esta función 
anti repetición añade un número de secuencia a la información. Así, el servidor es 
capaz de distinguir los paquetes que ya ha recibido y no volverá a tratarlos. 
 
IPSec distingue dos niveles de protección a través de dos protocolos: 
- Authentication Header (AH), que solo se ocupa de la autentificación, el 
control de integridad y la anti repetición. 
- Encapsulating Security Payload (ESP), que agrega la función de 
confidencialidad. 
 
AH y ESP se pueden utilizar de manera conjunta o por separado, en función del nivel 
de protección deseado (Dordoigne, 2015, pág. 257). 
CAPÍTULO 3  
3. DISEÑO DE RED 
 Criterio de diseño 
En el presente capítulo se analizarán y establecerán los parámetros técnicos que se 
deben cumplir para un correcto funcionamiento y la simulación del WISP (Wireless 




El diseño está basado en una infraestructura inalámbrica de marca MIKROTIK por 
su facilidad de instalación como de administración de la red, debemos tomar en 
cuenta los principales tipos de topologías de red inalámbrica que se pueden 
implementar, como lo son en infraestructura y Mesh para redes inalámbricas de 
cobertura extendida. 
 
Las consideraciones a tomarse en cuenta en cuanto al diseño del WISP son las 
siguientes: 
- Calidad de servicio 
- Escalabilidad 
- Seguridad 
- Número de usuarios 
- Manejo de ancho de banda 
- Aplicaciones a implementar 
- Administración  
- Interoperabilidad 
- Área de cobertura 
 Tecnología 
La tecnología propuesta para el diseño y la simulación de la red es tecnología 
inalámbrica que cumpla con los estándares inalámbricos anteriormente citados 
802.11 a y 802.11n para un trabajo en la banda de 5GHz, al ser esta una banda no 
licenciada debemos tomar en cuenta los siguientes aspectos: 
- No se necesita un permiso para el uso de esta frecuencia en el espectro 
radioeléctrico 
- Se integra fácilmente a redes cableadas 
- Multitud de fabricantes de equipamiento 
- Costos de implementación menor 
- Compatibilidad entre los estándares 802.11.a y 802.11n 




 Infraestructura de red  
En el diseño de la infraestructura de red del WISP para la ciudad de Pedernales se lo 
realizará mediante el modelo de niveles jerárquicos, donde se describe las 
características y el comportamiento de cada uno de los niveles en los que se divide el 
ISP como se muestra en la Figura 3.1. 

















CPE 1 CPE 2 CPE 3 CPE 4 CPE 5
USUARIO 1 USUARIO 2 USUARIO 3 USUARIO 4 USUARIO 5
JERARQUIA DE RED DE WISP PERERNALES
                                                                                                                
Elaborado por: Patricio Caisaguano P. (2018) 
 Modelo jerárquico 
El diseño planteado será descrito utilizando un modelo jerárquico como el descrito 
en la Figura 3.2, para cada nivel se describen las características de comportamiento y 
rendimiento presentes en el diseño en los que se divide la red del WISP, en cada uno 
de los niveles se pueden implementar diferentes configuraciones en las distintas 
capas L2, L3, con lo que se permite un mejoramiento en la escalabilidad, 
rendimiento, redundancia, incremento en el número de usuarios en la red,  
monitorización de los recursos y poder implementar nuevos cambios tecnológicos 




 Nivel 1 
Nivel superior en el cual se tiene el acceso a Internet proporcionado por el proveedor 
NEDETEL S.A., el cual brinda un Clear Chanel para implementar el servicio de 
acceso a Internet que será comercializado por la empresa. El equipamiento es 
provisto por la empresa que provee el servicio, el cual utiliza como medio de 
transporte fibra óptica mono modo y un tranceiver de F.O. a Fast Ethernet que utiliza 
el Router proporcionado por la empresa para cumplir la función de Gateway de la red 
a implementarse en el WISP, como se muestra en la Figura 3.2. 






















Elaborado por:  Patricio Caisaguano (2018) 
 
 
El pool de direcciones IP públicas asignadas se muestran en la Tabla 3.1 
Tabla 3.1.- Pool Direccionamiento IP público 
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Elaborado por:  Patricio Caisaguano P. (2018) 
 
 Nivel 2 
En este nivel del modelo jerárquico, corresponde al núcleo o Core del WISP pues es 
aquí donde se permite alternativas para poder segmentar, tanto los dominios de 
colisión como los de broadcast, mediante el uso de Routers y switches de capa 3 que 
forman parte del backbone de la red principal, es en este nivel donde se provee el 
control de calidad QoS, enrutamiento estático y dinámico, clasificación y 
priorización de tráfico mediante el uso de equipos de marca Mikrotik como se 
muestra en la Figura 3.3. 
Figura 3.3-. Equipamiento Nivel 2 CORE WISP 
 





DNS 1 200.93.192.148 
DNS 2 200.93.192.161 




El direccionamiento para el Router de CORE es proporcionado mediante el uso de 
las direcciones publicas otorgadas por el proveedor de Internet NEDETEL y se lo 
aplica en la interfaz Fast Ethernet 1 FE0 teniendo así el enlace WAN, como se 
muestra en la Tabla 3.2: 
Tabla 3.2-. INTERFAZ WAN 
INTERFAZ WAN 
DIRECCION IP 181.39.39.178 
MASCARA 255.255.255.248 
GATEWAY 181.39.39.177 
DNS 1 200.93.192.148 
DNS 2 200.93.192.161 
Elaborado por:  Patricio Caisaguano P. (2018) 
 
La configuración de la interface WAN se la realiza mediante el programa WINBOX 
de Mikrotik como se muestra en la Figura 3.4. 
Figura 3.4-. Configuración ROUTER CORE 
 




La configuración del SWITCH CORE es similar a la del ROUTER CORE 
diferenciándose entre los servicios que cada uno de estos equipos ofrecen para la 
implementación y la mejora del rendimiento de la red. 
El Router Core provee el servicio de DHCP para el Switch Core como se muestra en 
la Figura 3.5. 
Figura 3.5-. Configuración SWITCH CORE 
 
Elaborado por:  Patricio Caisaguano (2018) 
 Enrutamiento 
En el Core de WISP se realiza un enrutamiento estático para interconectar las redes 
que lo conforman, como se muestran en las Figuras 3.6 y 3.7 tanto para el Router 
Core y para el Switch Core. 
Figura 3.6-. Tabla enrutamiento Router Core 
 




La configuración de enrutamiento estático del Router Core es el siguiente: 
Figura 3.7-. Tala enrutamiento Switch Core 
 
Elaborado por:  Patricio Caisaguano (2018) 
 
 Redirección de puertos 
Conocido como port-fordwarding permite la redirección hacia un puerto cuando se 
accede a la administración de un dispositivo en la red mediante un explorador de 
internet o utilizando la herramienta de administración WINBOX propiedad de 
Mikrotik como se muestra en la Figura 3.8. 
 
Figura 3.8-. Port-Fordwarding ROUTER CORE 
Elaborado por:  Patricio Caisaguano (2018) 
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 Nivel 3 
 En este nivel el equipamiento está encargado de realizar la conmutación de los 
paquetes a nivel de capa 2 del modelo OSI para obtener acceso a cada uno de los 
servicios del ISP. 
 
Aquí se realiza el control y monitoreo de los recursos de la red y el acceso de los 
enlaces de radio que se realiza mediante el AP con lo que se tiene acceso a cada uno 
de los CPE terminales que se encuentran en la ubicación del usuario final. 
 
Los servicios a implementarse en el servidor son: 
- Catching 
- Monitoreo 
Los servicios de DNS, firewall, DNS, control de ancho de banda, control de acceso 
serán implementados en el equipamiento de la marca Mikrotik anteriormente 
detallados. 
 
Los servicios de Catching y Monitoreo serán implementados en un Servidor HP-
Proliant DL120 9Gen en un sistema operativo Linux Centos 7.0. 
 
El servicio de monitoreo de los recursos de la red será realizado utilizando la 
herramienta DUDE que será instalada un equipo Mikrotik, el servicio de Catching se 
lo realizara utilizando Squid en el servidos Linux. 
 
El equipamiento que se utiliza para esto se muestra en la Figura 3.9. 
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Figura 3.9-. Equipamiento Distribución 
 
Elaborado por:  Patricio Caisaguano (2018) 
 
 Control de ancho de banda 
El control de ancho de banda se lo realiza utilizando un árbol de colas simple 
QUEUE en el AP lo que permite asignar a cada cliente un ancho de banda AB 
determinado como se muestra en la Figura 3.10. 
Figura 3.10-. Control de ancho de banda
 
Elaborado por:  Patricio Caisaguano (2018) 
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 Nivel 4 
Este nivel corresponde a la capa de acceso al usuario a los distintos servicios que 
provee el WISP mediante enlaces inalámbricos como se muestra en la Figura 3.11. 
Figura 3.11-. Equipamiento Acceso 
 
Elaborado por:  Patricio Caisaguano (2018) 
 




- Switch (RB1100AHX2) 
La selección del equipamiento en la marca Mikrotik se debe a su fácil instalación y 
administración centralizada. 
 Área de cobertura 
El área de cobertura hace referencia al área geográfica en la que el servicio puede ser 
prestado, tomando en cuenta las perdidas en el espacio libre, vegetación lluvias y el 
modelo urbano en el que la red va a trabajar. 






Latitud: 0o 04' 6,6" S 
Longitud: 80o  03' 11,2" W 
Altura:  27 msnm. 
La antena encargada de irradiar la señal estará elevada 33 m. desde el piso con lo que 
la atura resultante para el cálculo de los enlaces punto multipunto es de 60 msnm, se 
tomarán 5 ubicaciones para realizar los cálculos y los gráficos sobre el área de 
cobertura resultante utilizando la banda de 5GHz, al ser esta una banda no licenciada. 
Se utilizará una antena omnidireccional cuyos patrones de radiación se muestran en 
la Figura 3.12 
Figura 3.12-. Patrón de radiación antena omnidireccional 
 
Fuente: Mikrotik 2018 
 Radio Mobile 
Radio Mobile es un software de distribución libre para el cálculo de radio enlaces de 
larga distancia en terreno irregular al utilizar el modelo de propagación de Longley- 
Rice. Para ello utiliza perfiles geográficos combinados con la información de los 
equipos (potencia, sensibilidad del receptor, características de las antenas, pérdidas, 
etc.) que quieren simularse. 
49 
 
 Ubicación AP 
La ubicación del AP se ha escogido por razones de facilidad de abastecimiento 
eléctrico, ubicación de los servidores e infraestructura del CORE del WISP 
Los parámetros de ubicación geográfica se muestran en la Figura 3.13: 
Ciudad: Pedernales 
Latitud: 0o 04' 6,6" N 
Longitud: 80o  03' 11,2" W 
Altura:  43 msnm 
 
Figura 3.13-. Coordenadas AP 
 
Elaborado por:  Patricio Caisaguano (2018) Radio Mobile 
 
El punto de acceso AP se lo ubica en este software como se muestra en la Figura 3.14:  
Figura 3.14-. Ubicación AP (Pedernales) 
 
Elaborado por:  Patricio Caisaguano (2018)  
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 Ubicación clientes 
El cliente se encuentra ubicado en una posición diferente del AP, las coordenadas del 
cliente son las siguientes: 
Ciudad: Pedernales 
Latitud: 0o 04' 15,8" N 
Longitud: 80o  02' 50,9" W 
Altura:  43 msnm 
Las coordenadas ingresadas en el software de simulación Radio Mobile se muestran 
en la Figura 3.15. 
Figura 3.15-. Ubicación CPE1 Pedernales 
 
Elaborado por:  Patricio Caisaguano (2018) Radio Mobile 
 
Se tomó en cuenta la recomendación del modelo de propagación Longley-Rice con 
lo que se elevan las alturas efectivas de las antenas de transmisión y recepción de la 
siguiente manera: 
- Se utiliza una torre no auto-soportada de 30m. con lo que la altura efectiva de 
transmisión es de 60m. 
- Se eleva la altura efectiva de recepción mediante la utilización de un mástil 
que se coloca sobre la parte más elevada de la infraestructura de recepción 
 
Mediante la elevación de las alturas efectivas tanto de transmisión y recepción se 
logra tener una línea de vita LOS sin obstrucción, pues las alturas efectivas están 





La primera zona de Fresnel se encuentra despejada pues no existen obstrucciones ni 
físicas ni topográficas para realizar el radio enlace con línea de vista LOS. 
  
Se cuenta con línea de vista LOS con lo que se tiene la siguiente ubicación y el 
enlace de radio punto-punto como se muestra en la Figura 3.16: 
 
Figura 3.16.- Radio enlace AP-CPE1 
 
Elaborado por:  Patricio Caisaguano (2018) Radio Mobile 
 
 Perfil de terreno  
El trazo del perfil topográfico del terreno se lo realiza mediante el uso de cartas 
topográficas y tomando en cuenta las correcciones que se deben realizar por la 
curvatura de la tierra, estos cálculos y consideraciones son tomadas en cuenta por el 







Figura 3.17-. Perfil topográfico y zona de Fresnel enlace AP-CPE1 
 
Elaborado por:  Patricio Caisaguano (2018) Radio Mobile 
 
 Parámetros técnicos equipamiento 
Las características de le equipos de transmisión se muestran en la Tabla 3.3 
Tabla 3.3.-Parámetros equipo Transmisión 
EQUIPO TRANSMISION 
POTENCIA TRANSMISION 26dBm 
GANANCIA ANTENA 5.5dBi 
FRECUENCIA 5280MHz 
Elaborado por:  Patricio Caisaguano P. (2018) 
Las características de le equipos de recepción se muestran en la Tabla 3.4 
Tabla 3.4.-Parámetros equipo Recepción 
EQUIPO RECEPCION 
UMBRAL RECEPCION -96dBm 
GANANCIA ANTENA 16dBi 
FRECUENCIA 5280MHz 
Elaborado por:  Patricio Caisaguano P. (2018) 
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 Presupuesto de energía 
Tomando en cuenta el modelo energético tenemos el siguiente presupuesto 
energético en la realización del radio enlace 
𝑃𝑇 = 𝑈𝑅𝑥 + 𝐿𝑡𝑡 + 𝐿𝑎𝑡 − 𝐺𝑡 + 𝐿𝑏 − 𝐺𝑟 + 𝐿𝑎𝑅 + 𝐿𝑡𝑟 
Donde tenemos: 
f=5,180GHz, d=0,59km 
))(log(20))(log(2045,92 kmdGHzfLb   
Lb=111,48dB 
Luego tenemos: 




Con este valor de potencia presente en el receptor el enlace es factible 





Con este valor de potencia presente en el receptor el enlace es factible 
 
 Confiabilidad del enlace 
El parámetro de confiabilidad está regulado por la Agencia de Regulación y Control 
de las Telecomunicaciones ARCOTEL por lo que se establece en un porcentaje del 




 Indisponibilidad del servicio 
La indisponibilidad total del servicio hace referencia a la sumatoria de los intervalos 
de tiempo de indisponibilidad dividida por el tiempo de observación como se expresa 






 Ec. (3.1) 
Para el enlace se tiene el siguiente la siguiente proyección de indisponibilidad 
Tind =8 h 
TT= 1año = 8760 h 
U=0,0913% 
 
 Zona de Fresnel 


















Figura 3.18-. Zona de Fresnel de enlace AP-CPE1 
 
Elaborado por:  Patricio Caisaguano (2018) Radio Mobile 
El servicio se lo puede brindar tomando en consideración que el equipo receptor CPE 
cuenta con línea de vista directa con el punto de acceso AP con un umbral de 
recepción de -79 dBm para que pueda transmitir de una manera eficiente. 
 
El área de cobertura con una señal de -79dBm que garantizan un correcto 
funcionamiento del radioenlace y del servicio de acceso a Internet se muestra en la 
Figura 3.19. 
Figura 3.19-. Zona obertura AP Pedernales 
 
Elaborado por:  Patricio Caisaguano (2018)   
 
 Proyección de demanda 
La proyección de demanda del servicio de acceso a internet se lo realiza mediante la 
Ecuación Ec. (3.3) que corresponde a una tasa de crecimiento geométrico. 
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𝐶𝑓=𝐶𝑖 ∗ (1 + 𝑋)
𝑛  Ec. (3.3) 
Donde tenemos: 
Cf: capacidad dentro de n años 
Ci: capacidad inicial 
X: tasa de crecimiento 
n: número de años 








Con las proyecciones de crecimiento propuesto por la empresa se tiene los siguientes 










− 1 = 2.16 







CAPÍTULO 4  
4. SIMULACIÓN DE PROYECTO 
 Simuladores 
Existen varios tipos de simulaciones que buscan imitar el comportamiento de muchas 
topologías y tecnologías utilizadas en el mundo real para reproducir los fenómenos 
sin producirse el fenómeno en sí. 
 
La simulación es un método para acercar a situaciones y elementos similares a la 
realidad, pero en forma artificial, a fin de obtener conocimientos y habilidades 
prácticas operativas que se podrán utilizar en la realidad. 
 
Los simuladores de redes de comunicaciones permiten observar el comportamiento 
que tienen bajo distintas configuraciones y situaciones que se presentan dentro del 
funcionamiento de las mismas, como por ejemplo NetSim, Jimsim, KivaNS, 
Network Simulator, OMNET ++, Packet Tracer, OPNET Modeler, RouterSim 
Network Simulators, Toggit y WebNMS Simulación Toolkit, CORE, IMUNES. 
 
 Cálculo y simulación de radioenlaces 
El cálculo de los radioenlaces hace referencia a la utilización de enlaces de radio para 
la transmisión de ondas electromagnéticas con lo que se tiene el aire como medio de 
transporte no guiado, mediante la utilización de la herramienta informática Matlab 
para el desarrollo de un modelo energético de transmisión en el cual se ven los 
distintos parámetros a tomar en cuenta como lo son: 
- Frecuencia de transmisión 
- Distancia entre el transmisor Tx y el Receptor Rx 
- Altura de las antenas 
- Potencia de transmisión 
- Pedidas en la transmisión 
- Zona de Fresnel 
- Perfil de terreno 
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Para el cálculo de estimación del área de cobertura se utilizará el modelo energético 
de transmisión donde se toma en cuenta las distintas perdidas en la transmisión de 
datos 
Los tipos de pérdidas en la transmisión a tomarse en cuenta son los siguientes. 
- Desvanecimiento 
- Perdida en espacio libre 
- Perdidas por lluvia y vegetación 
- Perdidas por acople 
 
Todas estas pérdidas han sido tomadas en base al modelo Longley-Rice, pues se 
toma en cuenta la irregularidad del terreno para poder realizar la simulación del 
enlace punto a punto en la ciudad de Pedernales. 
 
En la Figura 4.1 se muestra la interface del programa Radio Mobile para el ingreso 
de datos del punto de acceso AP 
Figura 4.1.- Interface Ingreso de datos Radio Mobile 
 
Elaborado por:  Patricio Caisaguano (2018) 
 
Se ingresa las coordenadas en las cuales se ubica nuestro AP y una distancia de 
estimación de 5 Km y se toma un Angulo de barrido de 1o para proceder a obtener el 
área de cobertura mediante la utilización del modelo de propagación de Longley-




Figura 4.2.- Interface Calculo Area de Cobertura Radio Mobile 
 
Elaborado por:  Patricio Caisaguano (2018) 
En la Tabla 11 se muestran las coordenadas del punto de acceso AP y del cliente 
CPE1 y la distancia que existe entre los dos para la realización del radio enlace 
 
Tabla 4.1-. Coordenadas de radioenlace Prueba 
 
LATITUD LONGITUD 
ACCESS POINT AP 0o 04' 6,6" N 80o  03' 11,2" W 
CPE1  0o 04' 15,8" N 80o  02' 50,9" W 
DISTANCIA 0,68 km 
 Elaborado por:  Patricio Caisaguano (2018) 
 
Utilizando el programa radio Mobile se puede visualizar el área de cobertura donde 




Figura 4.3-. Zona obertura AP Pedernales 
 
Elaborado por:  Patricio Caisaguano (2018) Radio Mobile 
El radio enlace de prueba se muestra en la Figura 4.4 así como los distintos 
parámetros que se obtienen 
Figura 4.4-. Radio enlace AP-CPE1 Pedernales 
 
Elaborado por:  Patricio Caisaguano (2018) 




Figura 4.5-. Zona obertura AP Pedernales 
 
Elaborado por:  Patricio Caisaguano (2018)  
 
 Emulación de red 
Para la emulación de la red implementada en el WISP se ha utilizado los siguientes 
programas para obtener un resultado lo más cercano posible a situaciones con 
equipos reales  
- GNS3 
- QEMU 
- VIRTUAL BOX 
 
 Configuraciones básicas 
La instalación de una imagen MIKROTIK EN QEMU se la realiza de la siguiente 
manera 
- obtener la imagen de Mikrotik .iso 
- copiar la imagen en C:\Program Files\GNS3\qemu-2.4.0 
- ejecutar cmd 
- cambiar cd c:\Program Files\GNS3\qemu-2.4.0 
- Luego ejecutar los siguientes comandos 
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- qemu-img.exe create -f qcow2 mikrotik.img 256m 
- qemu-system-i386w.exe mikrotik.img -boot d -cdrom mikrotik.iso 
- qemu-system-i386w.exe mikrotik.img -boot c 
 
Para comunicarse con el programa WINBOX es necesario instalar la interface de 
Loopback para poder interactuar con los dispositivos como se muestra en la Figura 
4.6 
Figura 4.6-. Adición de interface Loopback (Windows) 
 
Elaborado por:  Patricio Caisaguano (2018) 
 
Para conectar entre el portátil y el dispositivo virtual de Mikrotik, debemos seguir los 
siguientes pasos: 
- Configurar la nube que nos permite la salida a internet de nuestros 
dispositivos Mikrotik de la siguiente manera 
- En GNS3 elegir el tipo de dispositivo de nube y arrastrar y soltar al área de 
trabajo 
- Haga clic derecho dos veces en el dispositivo para configurarlo 
- Elegir la interfaz de Loopback creada anteriormente 
- Ubicar un Switch para realizar las conexiones pues este dispositivo permite la 




En la Figura 4.7 se muestra la forma de configuración de nuestra interface de 
Loopback en GNS3 
Figura 4.7-. Configuración Cloud  GNS3 
 
Elaborado por:  Patricio Caisaguano (2018) 
 
Mediante la realización de la configuración anterior se logra que nuestros 
dispositivos virtuales interactúen con nuestro equipo, para esto hay que asignar una 
dirección IP valida a nuestra interface de Loopback y añadir una ruta estática en 
nuestro equipo como se nuestra en la Figura 4.8. 
Figura 4.8.- Configuración de interface Loopback y establecimiento de ruta estática 
 
Elaborado por:  Patricio Caisaguano (2018) 
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Para la realización de esta simulación se debe tomar en cuenta un mapa de distribución de las redes y 
subredes conjuntamente con las interfaces a utilizar en cada segmento de red como se muestra en la 
topología mostrada en la Figura 4.9: 
Figura 4.9.-Topología de red de WISP 
 
Elaborado por:  Patricio Caisaguano (2018) 
 
La simulación se la realiza utilizando el emulador QEMU con máquinas virtuales 
con una versión del sistema operativo RUOTEROS para realizar la configuración de 
cada uno de los dispositivos como se muestra en la Figura 4.10 
Figura 4.10-. Consolas de configuración de equipos de red 
 




Con la utilización de la aplicación WINBOX se puede configurar cada uno de los 
equipos utilizando una interfaz gráfica con la utilización de la herramienta RoMON 
como se muestra en la Figura 4.11. 
 
Figura 4.11-. Lista de dispositivos Mikrotik presentes en la red 
 
Elaborado por:  Patricio Caisaguano (2018) 
 
En la Figura 4.12 se muestran los equipos presentes en la red a los cuales se puede 
ingresar para realizar todas las configuraciones para la prestación de los servicios 
ofertados por el WISP 
 
 Configuración CORE ISP,  
El núcleo o CORE del ISP es el encargado de conectar las redes utilizadas por el ISP 
con la Internet y poder brindar acceso a los clientes a los que se presta servicio 
Dentro de la configuración de los equipos del núcleo debemos considerar: 
- Pool direcciones ISP fijas otorgada por el Carrier 
- Gateway del servicio 
- Servidores DNS que se van a transmitir con el servicio de DHCP 
implementado 
 
La configuración del Router de Core se muestra en la Figura 4.12 
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Figura 4.12-. Configuración de acceso Router de Core 
 
Elaborado por:  Patricio Caisaguano (2018) 
 
Se debe contar con un enrutamiento estático para poder alcanzar las redes utilizadas 
las cuales son provistas por el servicio de DHCP implementado en el Router Core, 
como se muestra en la Figura 4.13: 
 
Figura 4.13-. Tabla enrutamiento estático Router Core 
 
Elaborado por:  Patricio Caisaguano (2018) 
 
 Redirección de puertos 
La redirección de puertos es una utilidad que nos ayudan en el control de cada uno de 
los dispositivos terminales presentes en la red, mediante la asignación de un único 
puerto a cada uno de los dispositivos con una sola dirección IP que ha sido asignada 
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por el CARRIER utilizando la herramienta Winbox provista por el fabricante 
Mikrotik como se muestra en la Figura 4.14: 
Figura 4.14-. Redireccionamiento de puertos Router Core 
 
Elaborado por:  Patricio Caisaguano (2018) 
 
 Monitoreo de red 
El monitoreo de la red implementada se lo realiza mediante la utilidad DUDE 
implementarle en ciertos equipos Mikrotik por lo que para la simulación se ha 
implementado un servidor DUDE en una imagen CHR con licencia básica nivel 1 
La configuración del servidor de monitoreo DUDE se muestra en la Figura 4.15 
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Figura 4.15.- Configuración Servidor DUDE 
Elaborado por:  Patricio Caisaguano (2018) 
Mediante la utilización de esta herramienta se puede obtener un diagrama de nuestra 
red, así como muchos aspectos informativos como los siguientes: 
- Dirección Ip 
- Velocidad de transmisión 
- Gráficas de rendimiento 
Los datos de red obtenidos mediante el servidor DUDE se muestra en la Figura 4.16: 
 
Figura 4.16.- Datos proporcionados por servidor DUDE 
 




El mapa de red obtenido por DUDE se muestra en la Figura 4.17: 
 
Figura 4.17 -. Mapa de red obtenido con DUDE 
 
Elaborado por:  Patricio Caisaguano (2018) 
 
 Configuración distribución ISP 
Dentro del modelo la configuración de los equipos Será realizada tomando en cuenta 
que en este nivel se realizará conmutación de paquetes de capa 2 del modelo OSI, Es 
en este nivel donde se realiza el monitoreo de los recursos de red. 
 
En este nivel se recibe la configuración DHCP otorgado por el equipo del nivel 
superior y a su vez este brinda el servicio de DHCP para el Access Point. 
 
La configuración se la realiza manera similar a la configuración de los equipos del 
nivel de CORE como se muestra en la Figura 4.18: 
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Figura 4.18-. Configuración de switch Distribución de WISP. 
 
Elaborado por:  Patricio Caisaguano (2018) 
 
La configuración del AP se muestra en la Figura 4.19 donde se muestra que es 
cliente de DHCP provisto por el Switch de Distribución y también brinda el servicio 
de DHCP para el nivel de acceso 
Figura 4.19-. Configuración de AP nivel Distribución en WISP 
 
Elaborado por:  Patricio Caisaguano (2018) 
 
 Configuración acceso WISP 
Los equipos utilizados en la simulación son de marca MIKROTIK y utilizan el 
sistema operativo RouterOS por lo que la configuración de los mismos es similar a la 
mostrada en la configuración de equipos en los dos niveles superiores 
 
Las funciones que el AP cumple en el nivel de acceso son las siguientes: 
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- DHCP para cada cliente 
- Control de ancho de banda 
- Control de acceso a la red 
La configuración del AP de acceso se muestra en la Figura 4.20 
 
Figura 4.20-. Configuración AP de Acceso de WIPS, control de ancho de banda y 
control de acceso 
 
Elaborado por:  Patricio Caisaguano (2018) 
 
La configuración de los equipos que brindan el acceso a la Internet al ser este del 
mismo fabricante y utilizar el mismo sistema operativo RouterOS se la realiza de 
manera similar a la de los equipos de los niveles anteriores como se muestra en la 
Figura 4.21. 
Figura 4.21 -. Configuración CPE usuario final 
 




En la simulación se utilizó solamente 2 CPE debido a limitaciones de memoria y 
recursos del PC utilizado para realizar la simulación 
 
 Pruebas de conectividad 
Las pruebas de conectividad se realizarán desde un terminal virtual implementado en 
QUEMU para realizar las siguientes pruebas: 
- Conectividad total y acceso a internet 
- Reglas de acceso 
- Control de ancho de banda del usuario final 
Para la realización de las pruebas de conectividad se muestran en la Tabla 4.2 las 
direcciones IP utilizadas. 
 
Tabla 4.2-. Direcciones IP Pruebas 
DESTINO DIRECCION IP 
INTERNET 8.8.8.8 
GATEWAY ISP 192.168.137.1/24 
IP ISP DINAMICO 
ROUTER CORE 10.10.0.1 /24 
SWITCH DISTRIBUCION 10.10.1.1/24 
AP ACCESO 192.168.150.1/24 
CPE CLIENTE 192.168.88.1/24 
Elaborado por:  Patricio Caisaguano (2018) 
 Pruebas reglas de acceso 
Las políticas de acceso se implementan mediante una regla de firewall en el AP de 
acceso con lo que se reduce la cantidad de procesamiento que realizan los equipos 
tanto en los niveles superiores, la configuración de las reglas y la lista de los clientes 




Figura 4.22 -. Configuración reglas de Acceso 
 
Elaborado por:  Patricio Caisaguano (2018) 
 
 Prueba control ancho de banda 
 El control de ancho de banda esta implementado para limitar el ancho de banda 
asignado a cada cliente como se muestra en la Figura 4.23. 
Figura 4.23.- Control de ancho de banda en AP 
 
Elaborado por:  Patricio Caisaguano (2018) 
 
 Análisis de simulación 
La simulación realizada se la realizo utilizando 2,4 GHz tanto como la banda de los 
5GHz, con lo que se observa que la transmisión en una frecuencia menor nos da un 
mejor rendimiento en el alcance o la distancia a la que se puede realizar un enlace en 
comparación con los enlaces realizados con una frecuencia de 5GHz. 
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Los resultados de muestran en la Tabla 4.3. 







2,4 96,01 20 
5 111,48 40 
Elaborado por:  Patricio Caisaguano (2018) 
 
La utilización de la frecuencia de 2,4GHz nos brinda una menor pérdida en la 
transmisión al aire libre como se indica en la Figura 4.24. 
Figura 4.24.- Comparación entre 2,4GHz y 5GHz Frecuencia 
 
Elaborado por:  Patricio Caisaguano (2018) 
 
En la Figura 4.25 se muestra la perdida en la transmisión en el espacio libre. 
Figura 4.25.- Comparación entre 2,4GHz y 5GHz. Perdida en espacio libre 
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En la Figura 4.26 se muestra la comparación del ancho de canal que se utilizan en las 
dos frecuencias. 
Figura 4.26.- Comparación entre 2,4GHz y 5GHz. Ancho de Canal 
 
Elaborado por:  Patricio Caisaguano (2018) 
  
Los resultados de la simulación de conectividad dentro de nuestra red se muestran en 
las Tablas 4.4 y 4.5: 
  Tabla 4.4.- Pruebas de conectividad PC1 
 
 ORIGEN DESTINO OBSERVACION 
PC1 INTERNET OK 
PC1 GATEWAY ISP OK 
PC1 IP ISP OK 
PC1 ROUTER CORE OK 
PC1 SWITCH DISTRIBUCION OK 
PC1 AP ACCESO OK 
PC1 CPE CLIENTE OK 
Elaborado por:  Patricio Caisaguano (2018) 
 
Tabla 4.5.- Pruebas de conectividad PC2 
 
 ORIGEN DESTINO OBSERVACION 
PC2 INTERNET OK 
PC2 GATEWAY ISP OK 
20
40
0 10 20 30 40 50
ANCHO DE BANDA (MHz)
2,4 GHz vs 5GHz
5 GHz 2,4 GHz
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PC2 IP ISP OK 
PC2 ROUTER CORE OK 
PC2 SWITCH DISTRIBUCION OK 
PC2 AP ACCESO OK 
PC2 CPE CLIENTE OK 
Elaborado por:  Patricio Caisaguano (2018) 
 
 Análisis de Rendimiento 
El análisis del rendimiento de los distintos tipos de modulaciones y del rendimiento 
de los mismos se muestran en la Tabla 4.6. 
Tabla 4.6.- Pruebas de conectividad PC1 
Frecuencia No Canales Alcance 
Ancho de 
Canal 
2,4 GHz MENOR MAYOR MENOR 
5 GHz MAYOR MENOR MAYOR 
Elaborado por:  Patricio Caisaguano (2018) 
 
La desventaja de realzar simulaciones con GNS3 es el alto consumo de recursos en la 
maquina en la que se realiza la simulación. 
 
El servidor de monitoreo de red se lo puede implementar en equipos CHR o CCR 
que tienen un costo más elevado, la versión que puede implementarse en x86 es 
gratuita, pero necesita una licencia para tener funcionales todas sus opciones pues 
caso contrario tiene limitado el número de dispositivos con los que se puede 
interconectar y carece de protocolos de enrutamiento como OSPF. 
 
La utilización del protocolo NV2 propiedad de Mikrotik nos permite mejorar el área 
de cobertura que se puede brindar y reducir el tiempo de respuesta entre el transmisor 




 Selección del fabricante 
 Al analizar las características que presentan cada uno de los equipos de la marca 
utilizada para realizar la simulación nos permiten seleccionar al fabricante Mikrotik 
para una futura implementación de un WISP pues tiene la ventaja de una 
administración y montaje sencillos, ofreciendo las mismas prestaciones de otras 
marcas a un costo menor. 
 Análisis de costos 
En el análisis de los costos se toma en cuente el valor de los equipos, costo de la 
solución, cableado, configuración, licenciamiento y capacitación del personal 
responsable de realizar la instalación y la administración de la red. 
 Elementos de interconexión 
Son los materiales necesarios para generar los puntos de acceso para los dispositivos 
inalámbricos desde el rack a su ubicación designada. En la Tabla 4.7 se muestran los 
elementos necesarios para la implementación de la red del WISP. 
Tabla 4.7.- Costo referencial de elementos de interconexión 
Descripción Cantidad Precio Valor 
Cable SIEMON UTP cat 6 bobina 305m 2 340,00 680,00 
Jack RJ-45 cat 6 20 4 80 
Patch Cord 3pies 6 36 10 360,00 
 Total 1120,00 
Elaborado por:  Patricio Caisaguano (2018) 
 
 Equipamiento  
El Core de ISP estará formado por los siguientes equipos de los cuales detallamos los 





Tabla 4.8.- Precio referencial de equipamiento de Core 
Descripción Cantidad           
Costo 
   Total 
Mikrotik Router Cloud Core 
CCR1036-12G-4S+ 
1 1346,9 1346,90 
Mikrotik Switch CRS226-24G-2S-
RM, Ram 
1 369,01 369,10 
Rack de Sala Cerrado, 37UR 
600X960X1833 







Elaborado por:  Patricio Caisaguano (2018) 
 
 Equipamiento clientes 
El equipamiento para el usuario final será de la marca Mikrotik como se muestra en 
la Tabla 4.9. 
 






OmniTik U-5HnD 1000MW / 600MHZ / 1 120 120 







Elaborado por:  Patricio Caisaguano (2018) 
 
El proyecto tiene como objetivo implementar en corto plazo el WISP para poner a 






El proyecto de diseño y simulación de una red de Wireless Internet Service Provider 
WISP para la empresa SOCEDAD CIVIL M&S TELEVISION Y SRVICIOS hacen 
notar la necesidad de contar con una red para ofrecer servicios de valor agregado 
como lo es el acceso a Internet en la ciudad de Pedernales, pues su infraestructura de 
red se ha visto reducida desde el año 2016 por causas de fenómenos naturales. 
 
La implementación del proyecto en corto plazo asegura el acceso a redes de 
información y transmisión de datos de última tecnología, brindando así a la 
población de la ciudad de Pedernales el acceso a estas redes y a la Internet. 
 
El diseño y la simulación de una red de acceso permitió que se obtenga información 
documentada correspondiente a la configuración de cada equipo a emplearse en una 
implementación en corto plazo. 
 
La simulación del área de cobertura ayudará a que en la etapa de implementación se 
tome en cuenta los sectores en los que no se podrá ofrecer el servicio de acceso a 
Internet de forma inalámbrica, dando así cumplimiento a lo requerido por la Agencia 
de Regulación y control de las Telecomunicaciones Arcotel. 
 
La selección de la tecnología inalámbrica hace que los costos de infraestructura y el 
tiempo de implementación se reduzcan, debido a que no es necesario extender un 
medio guiado de transmisión, beneficiando así a los pobladores de la ciudad de 
Pedernales. 
 
La simulación ha sido realizada tomando en consideración los aspectos técnicos 
ofrecidos por la marca Mikrotik, permitirá la implementación de varias 
características que se traducen en ventajas para la administración de la red y en el 
control de recursos. 
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La utilización de GNS3 como plataforma para emular el comportamiento de la red 
tiene la ventaja de proveer al administrador de red las herramientas necesarias para el 
manejo de los distintos equipos a utilizarse en la implementación del WISP. 
 
La ventaja de virtualizar los equipos para la simulación permite que se tome la 
decisión de utilizar la marca con la que se realizaron las pruebas en la plataforma 
virtual como lo es GNS3 y poder optimizar el uso de los recursos de la red. 
 
La metodología utilizada en la elaboración de este proyecto permitió preparar los 
recursos que serán necesarios para la implementación del WISP, en la etapa de 
implementación se toman en cuenta todas las experiencias obtenidas mediante el 
diseño y simulación de la infraestructura de red inalámbrica. 
 
Se diseñó un plan estratégico para el control y monitoreo de la red y sus recursos, 
generando así informes del funcionamiento y el rendimiento de la red obteniendo así 
una medida de valor en lo que corresponde a los posibles riesgos a los que la red 
puede estar expuesta. 
 
Se obtiene mejor rendimiento de la red simulando condiciones extremas de tráfico, 
obteniendo información confiable, procesada y con estadísticas de lo ocurrido en la 
red. Evaluando la operación de los servicios, los servidores, los equipos de red y la 
red en general para detectar errores en configuraciones de los agentes de recolección, 










Para la implementación del Nivel Core del WISP se recomienda utilizar tranceivers 
de fibra óptica a cable UTP Cat 6 pudiendo alcanzar la velocidad de 1Gbps. 
 
Para la expansión de la cobertura de red se recomienda utilizar enlaces de fibra 
óptica para montar nuevos nodos o puntos de acceso AP con lo que el rendimiento de 
la red no será afectado. 
 
Para la implementación de la red inalámbrica se recomienda utilizar equipamiento 
que trabaje en la frecuencia de 5GHz pues presenta mayor inmunidad a la 
interferencia electromagnética, y poder aumentar el ancho del canal obteniendo así 
un mejor rendimiento de los recursos de red. 
 
El protocolo inalámbrico a utilizarse será NV2 propietario del fabricante Mikrotik, 
teniendo así un esquema de acceso TDMA, con lo que se obtiene un mayor 
rendimiento en el área de cobertura y el tiempo de respuesta en el acceso a Internet. 
 
Realizar un site survey para poder optimizar el nivel de señal y garantizar el acceso a 
Internet con niveles que permitan el acceso a la red sin ningún tipo de dificultades. 
 
Implementar políticas de seguridad tanto físicas como lógicas evitando así los 
ataques y la intrusión en la red. 
 
Deshabilitar puertos que pueden ser vulnerables como FTP, Telcel, evitando así que 
los dispositivos de nuestra red sean atacados o pierdan el control de la misma. 
 
Montar una torre para elevar la antena de transmisión AP evitando así la perdida de 
línea de vista con los clientes a los que se presta el servicio, reduciendo así la perdida 




Se recomienda la utilización de antenas directicas para sectorizar la cobertura de la 
red inalámbrica reduciendo así el mal gasto de potencia de transmisión. 
Incluir en el nivel de Core un servidos de Catching y de monitorización de red para 
reducir la carga de tráfico en los dispositivos como el Router Core y el Switch de 
Distribución. 
 
Centralizar la administración para poder realizar mantenimiento y verificación de la 
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ANEXO  7-. Certificado de ACEPTACIÓN DE PROYECTO 
 
