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GLOSARIO 
 
CCNP: Cisco Certified Network Professional. 
EIGRP: Protocolo de Enrutamiento de Puerta de enlace Interior Mejorado en 
español, es un protocolo de encaminamiento de vector distancia, propiedad de 
Cisco Systems, que ofrece lo mejor de los algoritmos de vector de distancia.  
ETHERCHANNEL: es una tecnología de Cisco construida de acuerdo con los 
estándares 802.3 full-duplex Fast Ethernet. Permite la agrupación lógica de 
varios enlaces físicos Ethernet, esta agrupación es tratada como un único 
enlace y permite sumar la velocidad nominal de cada puerto físico Ethernet 
usado y así obtener un enlace troncal de alta velocidad. 
GNS3: es un simulador gráfico de red lanzado en 2008, que te permite diseñar 
topologías de red complejas y poner en marcha simulaciones sobre ellos, 123 
permitiendo la combinación de dispositivos tanto reales como virtuales. 
LACP: La agregación virtual de enlaces, también llamada trunking, es una 
característica de nivel 2, que une puertos físicos de la red en un único enlace 
de datos de gran ancho de banda; de este modo se aumenta la capacidad de 
ancho de banda y se crean enlaces redundantes y de alta disponibilidad. Si 
falla un enlace, la carga se redistribuye entre los enlaces restantes, con lo que 
el funcionamiento es continuo. Gracias a la capacidad de distributed multilink 
trunking (trunking distribuido por pila), el fallo o la eliminación de una unidad de 
la pila no causará la caída de todo un trunk. 
OSPF: Open Shortest Path First , Abrir el camino más corto primero en 
español, es un protocolo de red para encaminamiento jerárquico de pasarela 
interior o Interior Gateway Protocol (IGP), que usa el algoritmo Dijkstra, para 
calcular la ruta más corta entre dos nodos. 
ROUTER: Un rúter o enrutador, del inglés router, es un dispositivo que permite 
interconectar computadoras que funcionan en el marco de una red. Su función: 
se encarga de establecer la ruta que destinará a cada paquete de datos dentro 
de una red informática. 
SPANNING-TREE: En comunicaciones, STP (del inglés Spanning Tree 
Protocol) es un protocolo de red de capa 2 del modelo OSI (capa de enlace de 
datos). Su función es la de gestionar la presencia de bucles en topologías de 
red debido a la existencia de enlaces redundantes (necesarios en muchos 
casos para garantizar la disponibilidad de las conexiones). El protocolo permite 
a los dispositivos de interconexión activar o desactivar automáticamente los 
12 
 
enlaces de conexión, de forma que se garantice la eliminación de bucles. STP 
es transparente a las estaciones de usuario. 
SWITCH: Es un dispositivo que sirve para conectar varios elementos dentro de 
una red. Estos pueden ser un PC, una impresora, una televisión, una consola o 
cualquier aparato que posea una tarjeta Ethernet o Wifi. 
VTP: VLAN Trunking Protocol, un protocolo de mensajes de nivel 2 usado para 
configurar y administrar VLANs en equipos Cisco. Permite centralizar y 
simplificar la administración en un domino de VLANs, pudiendo crear, borrar y 
renombrar las mismas, reduciendo así la necesidad de configurar la misma 
VLAN en todos los nodos. 
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RESUMEN 
 
En este trabajo se desarrolla la evaluación denominada “Prueba de habilidades 
prácticas”, se busca identificar el grado de desarrollo de competencias y 
habilidades que fueron adquiridas a lo largo del diplomado. Lo esencial es 
poner a prueba los niveles de comprensión y solución de problemas 
relacionados con diversos aspectos de Networking. En esta actividad se 
desarrollan dos (2) escenarios propuestos. 
En el Escenario 1 (uno) se demuestra el manejo del protocolo EIGRP y el 
manejo de direcciones de las familias OSPF, en el problema propuesto como 
administradores de la red. En el escenario 2 (dos) se realiza la configuración de 
los switches con los protocolos LACP, Etherchannel, spanning-tree y VTP, 
también se configuran VLANs. 
Todos estos procesos se encontrarán documentados y se han ejecutado en los 
programas Packet Tracert y GNS3. 
 
PALABRAS CLAVES: ospf – eigrp – vtp – spanning-tree – lacp – pagp – router 
– switch – etherchannel. 
 
ABSTRACT 
 
In this work the evaluation called "Practical skills test" is developed, It seeks to 
identify the degree of development of skills and abilities that were acquired 
throughout the diploma. The essential thing is to test the levels of understanding 
and solution of problems related to various aspects of Networking. In this 
activity two (2) proposed scenarios are developed.  
Scenario 1 (one) demonstrates the management of the EIGRP protocol and the 
address management of OSPF families, in the problem proposed as network 
administrators. In scenario 2 (two) the configuration of the switches with the 
LACP, Etherchannel and VTP protocols is performed, too perfomed VLANs. 
All these processes will be documented and has been carried out in the Packet 
Tracert and GNS3 programs. 
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INTRODUCCION 
 
En el desarrollo del siguiente trabajo, se desea demostrar fundamentalmente el 
manejo de los protocolos de routing y switching. Los escenarios se 
desarrollaron en los programas Cisco Packet Tracer y GNS3. Los ejercicios se 
realizaron apoyándose en los archivos que reposan en el entorno de 
conocimiento y en las interacciones con la plataforma de cisco. La culminación 
de estos ejercicios revela el nivel de aprendizaje obtenido en el transcurso del 
diplomado Cisco CCNP, por medio del desarrollo de cada practica se sumaron 
conocimientos de networking, los cuales han sido útiles y lo seguirán siendo en 
el transcurso de la vida laboral.  
Para este laboratorio final se realizaron 2 (Dos) escenarios en los cuales se 
configuran diferentes protocolos como lo son EIGRP y OSPF, también el 
diferente enrutamiento de switches, configuración de troncales, VLANs Y 
Spanning-tree.  
Con este informe se espera dar por terminado el ciclo del diplomado y 
consolidar las evidencias de los conceptos obtenidos en el transcurso del 
curso. 
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DESARROLLO 
 
ESCENARIO 1 
 
Una empresa de confecciones posee tres sucursales distribuidas en las 
ciudades de Bogotá, Medellín y Bucaramanga, en donde el estudiante será el 
administrador de la red, el cual deberá configurar e interconectar entre sí cada 
uno de los dispositivos que forman parte del escenario, acorde con los 
lineamientos establecidos para el direccionamiento IP, protocolos de 
enrutamiento y demás aspectos que forman parte de la topología de red. 
 
Figura 1. Escenario 1 
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Figura 2. Simulación escenario 1 
 
 
Parte 1: Configuración del escenario propuesto  
1.  Configurar las interfaces con las direcciones IPv4 e IPv6 que se 
muestran en la topología de red. 
 
 Se configuran las direcciones ipv4 e ipv6 en los routers de la topología 
solicitada. 
Configuración R1 
no ip domain-lookup 
hostname R1 
ipv6 unicast-routing 
line con 0 
logging synchronous 
exec-timeout 0 0 
exit 
interface FastEthernet0/1 
ip address 192.168.110.1 255.255.255.0 
ipv6 address 2001:db8:acad:110::1/64 
no shut 
exit 
interface s0/0 
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ip address 192.168.9.1 255.255.255.252 
ipv6 address 2001:db8:acad:90::1/64 
ipv6 address fe80::1 link-local 
 
Configuración R2 
ipv6 unicast-routing 
no ip domain-lookup 
line con 0 
logging synchronous 
exec-timeout 0 0 
interface s0/0 
ip address 192.168.9.2 255.255.255.252 
ipv6 address 2001:db8:acad:90::2/64 
ipv6 address fe80::2 link-local 
no shut 
exit 
interface s0/1 
ip address 192.168.9.5 255.255.255.252 
ipv6 address 2001:db8:acad:91::1/64 
ipv6 address fe80::2 link-local 
clock rate 128000 
no shut 
exit 
interface FastEthernet0/0 
ip address 192.168.2.1 255.255.255.0 
ipv6 address 2001:db8:acad:b::1/64 
no shut 
exit 
 
Configuración R3 
ipv6 unicast-routing 
no ip domain-lookup 
line con 0 
logging synchronous 
exec-timeout 0 0 
exit 
interface s0/1 
ip address 192.168.9.6 255.255.255.252 
18 
 
ipv6 address 2001:db8:acad:91::2/64 
ipv6 address fe80::3 link-local 
no shutdown 
exit 
interface FastEthernet0/0 
ip address 192.168.3.1 255.255.255.0 
ipv6 address 2001:db8:acad:c::1/64 
no shutdown 
exit 
 
2. Ajustar el ancho de banda a 128 kbps sobre cada uno de los 
enlaces seriales ubicados en R1, R2, y R3 y ajustar la velocidad de 
reloj de las conexiones de DCE según sea apropiado. 
 
 Para este punto se configura la velocidad de reloj con el comando 
bandwidth y clock rate. 
Configuración R1 
interface s0/0 
bandwidth 128 
clock rate 128000 
no shut 
 
Configuración R2 
interface s0/0 
bandwidth 128 
no shut 
exit 
interface s0/1 
bandwidth 128 
clock rate 128000 
no shut 
exit 
 
Configuración R3 
 
interface s0/1 
bandwidth 128 
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no shut 
exit 
 
3. En R2 y R3 configurar las familias de direcciones OSPFv3 para IPv4 
e IPv6. Utilice el identificador de enrutamiento 2.2.2.2 en R2 y 3.3.3.3 
en R3 para ambas familias de direcciones.  
 
 Se configuran las familias de OSPF 1, ya que la versión 3 no la 
soportan, en los routers R2 Y R3, se configuran con los identificadores 
solicitados. 
 
Configuración R2 
router ospfv3 1 
 address-family ipv4 unicast  
router-id 2.2.2.2  
exit-address-family 
 address-family ipv6 unicast 
 router-id 2.2.2.2  
exit-address-family 
 
Configuración R3 
router ospf 1  
address-family ipv4 unicast  
router-id 3.3.3.3  
passive-interface FastEthernet0/0  
default-information originate always 
 exit-address-family  
address-family ipv6 unicast 
 router-id 3.3.3.3 
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 passive-interface FastEthernet0/0 
default-information originate always  
exit-address-family 
 
4.  En R2, configurar la interfaz F0/0 en el área 1 de OSPF y la 
conexión serial entre R2 y R3 en OSPF área 0. 
 
 Se configura el área 0 y 1 en R2. 
interface FastEthernet0/0 
 ospf 1 ipv4 area 1 
 ospf 1 ipv6 area 1  
 exit 
 interface s0/1 
ospf 1 ipv4 area 0 
 ospf 1 ipv6 area 0  
exit 
  
5. En R3, configurar la interfaz F0/0 y la conexión serial entre R2 y R3 
en OSPF área 0.  
 
 Se configura la interfaz con la ip  
Configuración R3 
interface FastEthernet0/0 
ospf 1 ipv4 area 1  
ospf 1 ipv6 area 1  
exit 
interface s0/1 
ospf 1 ipv4 area 0 
ospf 1 ipv6 área 0 
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 exit 
 
6. Configurar el área 1 como un área totalmente Stubby.  
 
 Se realiza la configuración Stubby en IPv4 e IPv6 con el comando stub 
no-summary 
Configuración R2 
router ospf 1 
 address-family ipv4 unicast  
area 1 stub no-summary  
exit-address-family 
address-family ipv6 unicast 
area 1 stub no-summary 
exit-address-family 
7. Propagar rutas por defecto de IPv4 y IPv6 en R3 al interior del 
dominio OSPFv3. Nota: Es importante tener en cuenta que una ruta 
por defecto es diferente a la definición de rutas estáticas.  
 
 Se configuran las rutas en IPV4 e IPv6 
Configuración R3 
router ospf 1 
 address-family ipv4 unicast  
default-information originate always  
exit-address-family  
address-family ipv6 unicast  
default-information originate always  
exit-address-family 
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8. Realizar la configuración del protocolo EIGRP para IPv4 como IPv6. 
Configurar la interfaz F0/0 de R1 y la conexión entre R1 y R2 para 
EIGRP con el sistema autónomo 101. Asegúrese de que el resumen 
automático está desactivado.  
 
 Se configura el protocolo EIGRP en IPv4 e IPv6  
 
Configuración R1 
router eigrp DUAL-STACK  
address-family ipv4 unicast autonomous-system 101  
af-interface FastEthernet0/0  
passive-interface 
 exit-af-interface 
 topology base 
 exit-af-topology  
network 192.168.9.0 0.0.0.3  
network 192.168.110.0 0.0.0.255  
eigrp router-id 1.1.1.1 
 exit-address-family  
address-family ipv6 unicast autonomous-system 101  
af-interface s0/0  
passive-interface  
exit-af-interface 
 topology base  
exit-af-topology 
 eigrp router-id 1.1.1.1 
 exit-address-family 
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9. Configurar las interfaces pasivas para EIGRP según sea apropiado.  
 Se configuran las interfaces pasivas 
Configuración R1 
Router rip 
Passive-interface FastEthernet 0/1 
End 
Show ip protocols 
 
10. En R2, configurar la redistribución mutua entre OSPF y EIGRP para 
IPv4 e IPv6. Asignar métricas apropiadas cuando sea necesario.  
 
 Se realiza la configuración con los comandos dual stack y distribute en 
R2 
Configuración R2 
router eigrp DUAL-STACK  
address-family ipv4 unicast autonomous-system 101 
 topology base 
 distribute-list 1 out 
 distribute-list R3-to-R1 out  
redistribute ospfv3 1 metric 1500 100 255 1 1500  
exit-af-topology  
address-family ipv6 unicast autonomous-system 101  
topology base 
 redistribute ospf 1 metric 1500 100 255 1 1500 
 exit-af-topology  
exit 
11. En R2, de hacer publicidad de la ruta 192.168.3.0/24 a R1 mediante 
una lista de distribución y ACL. 
 
 Se configura con acces-list deny 
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Configuración R2 
access-list 1 deny 192.168.3.0 0.0.0.255  
access-list 1 permit any 
 
Parte 2: Verificar conectividad de red y control de la trayectoria.  
 
A. Registrar las tablas de enrutamiento en cada uno de los routers, 
acorde con los parámetros de configuración establecidos en el 
escenario propuesto.  
 
 Se evidencian las tablas de enrutamiento con el comando show ip route 
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Figura 3. Enrutamiento R1 
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Figura 4. Enrutamiento R2 
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Figura 5. Enrutamiento R3 
 
 
B. Verificar comunicación entre routers mediante el comando ping y 
traceroute 
Figura 6. Ping 1 
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Figura 7. Ping 2 
 
 
C. Verificar que las rutas filtradas no están presentes en las tablas de 
enrutamiento de los routers correctas.  
 
Figura 8. Rutas filtradas 
 
 
 
Nota: Puede ser que Una o más direcciones no serán accesibles desde todos 
los routers después de la configuración final debido a la utilización de listas de 
distribución para filtrar rutas y el uso de IPv4 e IPv6 en la misma red. 
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ESCENARIO 2 
 
Una empresa de comunicaciones presenta una estructura Core acorde a la 
topología de red, en donde el estudiante será el administrador de la red, el cual 
deberá configurar e interconectar entre sí cada uno de los dispositivos que 
forman parte del escenario, acorde con los lineamientos establecidos para el 
direccionamiento IP, etherchannels, VLANs y demás aspectos que forman 
parte del escenario propuesto.  
 
 
Figura 9. Escenario 2  
 
 
Figura 10. Simulación Escenario 2 GNS3 
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Figura 11. Simulación Escenario 2 pkt 
 
 
Parte 1: Configurar la red de acuerdo con las especificaciones.  
 
1. Apagar todas las interfaces en cada switch.  
 
 Se apagan las interfaces 0/7-12 con el comando shutdown en DSL1 y 
ASL1. 
 
Configuración DSL1 
 
Interface range fastethernet 0/7-12 
shutdown 
 
Configuración ASL1 
 
Interface range fastethernet 0/7-12 
shutdown 
 
2. Asignar un nombre a cada switch acorde al escenario 
establecido.  
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 Se asigna a cada switch el nombre con el comando hostname, aunque si 
se trabaja en pkt se puede configurar por medio de la consola o de la 
parte física. 
 
Configuración DSL1 
 
hostname DSL1 
Configuracion DSL2 
 
hostname DSL2 
 
Configuracion ASL1 
 
hostname ASL1 
 
Configuración ASL2 
 
hostname ASL2 
 
3. Configurar los puertos troncales y Port-channels tal como se 
muestra en el diagrama.  
 
1) La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando 
LACP. Para DLS1 se utilizará la dirección IP 10.12.12.1/30 y para DLS2 
utilizará 10.12.12.2/30.  
2) Los Port-channels en las interfaces Fa0/7 y Fa0/8 utilizarán LACP.  
3) Los Port-channels en las interfaces F0/9 y fa0/10 utilizará PAgP.  
4) Todos los puertos troncales serán asignados a la VLAN 800 como la VLAN 
nativa.  
 
Configuración DSL1 
 
Interface range  fastethernet 0/11-12 
No switchport 
Channel-group 12 mode active 
Exit 
 
Interface port-channel 12 
Ip address 10.12.12.1 255.255.255.252 
Exit 
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Interface range  fastethernet 0/7-10 
Switchport trunk encapsulation dotlq 
Switchport trunk native vlan 800 
Switchport mode trunk 
Switchport nonegotiate 
No shutdown 
 
Interface range  fastethernet 0/7-8 
Desc  member of  pol  to  ASL1 
Channel-group 1 mode active 
Exit 
 
Interface range  fastethernet 0/9-10 
Desc  member of  pol4  to  ASL2 
Channel-group 4 mode desirable 
Exit 
 
Configuración DSL2 
 
Interface range  fastethernet 0/11-12 
No switchport 
Channel-group 12 mode active 
Exit 
 
Interface port-channel 12 
Ip address 10.12.12.2  255.255.255.252 
Exit 
 
Interface range  fastethernet 0/7-10 
Switchport trunk encapsulation dotlq 
Switchport trunk native vlan 800 
Switchport mode trunk 
Switchport nonegotiate 
No shutdown 
 
Interface range  fastethernet 0/9-10 
Desc  member of  pol3  to  ASL1 
Channel-group 4 mode desirable 
Exit 
 
Configuración ASL1 
 
Interface range  fastethernet 0/7-10 
Switchport trunk encapsulation dotlq 
Switchport trunk native vlan 800 
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Switchport mode trunk 
Switchport nonegotiate 
No shutdown 
 
Interface range  fastethernet 0/7-8 
Desc member of pol to DSL1 
Channel-group mode 1 active 
Switchport trunk allowed vlan 12, 123, 234,800, 1010,1111,3456 
No shutdown 
Exit 
 
 
Interface range  fastethernet 0/9-10 
Desc member of pol 3  to DSL2 
Channel-group mode 3 active 
Switchport trunk allowed vlan 12, 123, 234,800, 1010,1111,3456 
No shutdown 
Exit 
 
Interface vlan 3456 
Ip address 10.34.56.101  255.255.255.0 
No shutdown 
Exit 
Ip default-gateway 10.34.56.254 
 
Configuración ASL2 
 
Interface range  fastethernet 0/7-10 
Switchport trunk encapsulation dotlq 
Switchport trunk native vlan 800 
Switchport mode trunk 
Switchport nonegotiate 
No shutdown 
 
Interface range  fastethernet 0/7-8 
Desc member of pol  2 to DSL2 
Channel-group mode 2 active 
Switchport trunk allowed vlan 12, 123, 234,800, 1010,1111,3456 
No shutdown 
Exit 
 
 
Interface range  fastethernet 0/9-10 
Desc member of pol 4  to DSL2 
Channel-group mode 4 active 
Switchport trunk allowed vlan 12, 123, 234,800, 1010,1111,3456 
No shutdown 
34 
 
Exit 
 
Interface vlan 3456 
Ip address 10.34.56.102  255.255.255.0 
No shutdown 
Exit 
Ip default-gateway 10.34.56.254 
 
4. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3 
 
 1) Utilizar el nombre de dominio UNAD con la contraseña cisco123  
2) Configurar DLS1 como servidor principal para las VLAN.  
 
3) Configurar ALS1 y ALS2 como clientes VTP.  
 
 
Configuración DSL1 
 
Vtp domain UNAD 
Vtp versión 3 
Vtp mode server  
Vtp password cisco123 
 
 
Configuración ASL1 
 
Vtp domain UNAD 
Vtp mode client 
Vtp password cisco123 
 
5. Configurar en el servidor principal las siguientes VLAN: 
 
Tabla 1. Configuración vlan 
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 Se configuran las VLANs con sus respectivos nombres en el servidor 
principal el cual es DSL1. 
 
Configuracion DSL1 
 
Vlan 800 
Name NATIVA 
Exit 
 
Vlan 434 
Name ESTACIONAMIENTO 
Exit 
 
Vlan 123 
Name EJECUTIVOS 
Exit 
 
Vlan 1010 
Name HUESPEDES 
Exit 
 
Vlan 3456 
Name VIDEONET 
Exit 
 
6. En DLS1, suspender la VLAN 434.  
 
Se ingresa a la VLAN 434 y se suspende con el comando state suspend. 
 
 
Configuracion DSL1 
 
Vlan 434 
State suspend 
exit 
 
 
7. Configurar DLS2 en modo VTP transparente VTP utilizando VTP 
versión 2, y configurar en DLS2 las mismas VLAN que en DLS1.  
 
 Se realizan las configuraciones en DSL2 con vtp versión 2 y se agregan 
las mismas vlan que se configuraron en DSL1. 
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Configuracion DSL2 
 
Vtp versión 2 
Vtp mode transparent 
 
Vlan 800 
Name NATIVA 
Exit 
 
Vlan 434 
Name ESTACIONAMIENTO 
Exit 
 
Vlan 123 
Name EJECUTIVOS 
Exit 
 
Vlan 1010 
Name HUESPEDES 
Exit 
 
Vlan 3456 
Name VIDEONET 
Exit 
 
8. Suspender VLAN 434 en DLS2.  
 
Se ingresa a la VLAN 434 y se suspende con el comando state suspend. 
 
 
Configuracion DSL2 
 
Vlan 434 
State suspend 
Exit 
 
9. En DLS2, crear VLAN 567 con el nombre de CONTABILIDAD. La 
VLAN de CONTABILIDAD no podrá estar disponible en cualquier 
otro Switch de la red.  
 
 Se crea la vlan 567 solo en DSL2 
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Configuracion DSL2 
 
Vlan 567 
Name CONTABILIDAD 
Exit 
 
10. Configurar DLS1 como Spanning tree root para las VLAN 1, 12, 
434, 800, 1010, 1111 y 3456 y como raíz secundaria para las 
VLAN 123 y 234.  
 
 Se realiza la configuración con el comando spanning-tree 
 
Configuracion DSL1 
 
Spanninig-tree vlan  1, 12, 434, 800, 1010, 1111, 3456 root primary 
Spanninig-tree vlan   123,234 root secundary 
 
11. Configurar DLS2 como Spanning tree root para las VLAN 123 y 
234 y como una raíz secundaria para las VLAN 12, 434, 800, 
1010, 1111 y 3456.  
 
 Se realiza la configuración con el comando spanning-tree en DSL2 
 
Configuracion DSL2 
 
Spanninig-tree vlan  1, 12, 434, 800, 1010, 1111, 3456 root secundary 
Spanninig-tree vlan   123,234 root primary 
 
12. Configurar todos los puertos como troncales de tal forma que 
solamente las VLAN que se han creado se les permitirá circular 
a través de éstos puertos.  
 
 Para configurar estos puertos se nombra port-channel 1 y 2  y se permite 
la troncal de switchport en las vlans. 
 
Configuracion DSL1 
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Interface port-channel 1 
Switchport trunk allowed  vlan 12, 434, 800, 1010, 1111, 3456 
Exit 
 
Configuracion DSL2 
 
Interface port-channel 2 
Switchport trunk allowed  vlan 12, 434, 800, 1010, 1111, 3456 
Exit 
 
13. Configurar las siguientes interfaces como puertos de acceso, 
asignados a las VLAN de la siguiente manera:  
 
Tabla 2. Interfaces 
 
 
 Se configura el acceso a las interfaces solicitadas en la tabla. 
 
Configuracion DSL1 
 
Interface f0/6 
Switchport acces s vlan 3456 
No shutdown 
Exit 
 
Interface f0/15 
Switchport acces s vlan 1111 
No shutdown 
exit 
 
Configuracion DSL2 
 
Interface f0/6 
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Switchport acces s vlan 12 
No shutdown 
Exit 
 
Interface f0/6 
Switchport acces s vlan 1010 
No shutdown 
Exit 
 
 
Interface f0/15 
Switchport acces s vlan 1111 
No shutdown 
exit 
 
Interface f0/16-18 
Switchport acces s vlan 567 
No shutdown 
exit 
 
Configuracion ASL1 
 
Interface f0/6 
Switchport acces s vlan 123 
No shutdown 
Exit 
 
Interface f0/6 
Switchport acces s vlan 1010 
No shutdown 
Exit 
 
 
Interface f0/15 
Switchport acces s vlan 1111 
No shutdown 
exit 
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Configuracion ASL2 
 
Interface f0/6 
Switchport acces s vlan 234 
No shutdown 
Exit 
 
 
Interface f0/15 
Switchport acces s vlan 1111 
No shutdown 
exit 
 
Part 2: conectividad de red de prueba y las opciones configuradas.  
 
A. Verificar la existencia de las VLAN correctas en todos los switches 
y la asignación de puertos troncales y de acceso 
 
 Se realiza la verificación por medio del comando show vlan brief 
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Figura 12. Verificación vlans DSL1 
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Figura 13. Verificación vlans DSL2 
 
 
B. Verificar que el EtherChannel entre DLS1 y ALS1 está configurado 
correctamente  
 
 Esta verificación se realiza con el comando show etherchannel summary 
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Figura 14. Verificación Etherchannel DSL1 
 
 
 
 
Figura 15. Verificación Etherchannel ASL1 
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C. Verificar la configuración de Spanning tree entre DLS1 o DLS2 para 
cada VLAN.  
 
 Esta verificación se realiza por medio del comando show spanning-tree 
 
 
 
 
Figura 16. Verificación spanning-tree DSL2 
 
45 
 
CONCLUSIONES 
 
 Al configurar el protocolo OSPFv3 se logra verificar el envío de 
actualizaciones del estado en el que se encuentran los enlaces de la 
red, este protocolo en versión 3 proporciona mayor seguridad y 
resolución de problemas a la topología de red ya que este utiliza 
autenticación IPv6 a diferencia de los otros que usa autenticación de 
texto no cifrado o autenticación MD5. Además este protocolo es veloz al 
momento de  conocer la topología de red a la que pertenece. 
 Se verifica que EIGRP es el protocolo preferido en redes que tienen 
varios enrutadores, ya que al aumentar el número de enrutadores a 
través de los cuales se comparten la información entre ellos, los tiempos 
de convergencia también aumentan. Se verifica que EIGRP utiliza una 
métrica compuesta para encontrar la mejor ruta a un destino. La 
información de enrutamiento se transmite por un vector que incluye 
demora, carga y confiabilidad. 
 Se evidencia que al configurar una contraseña para VTP, debe 
configurarse la contraseña en todos los conmutadores en el dominio 
VTP. La contraseña debe ser la misma contraseña en todos esos 
conmutadores para este caso usamos la contraseña cisco1213. Esta 
contraseña de VTP que configura en un valor MD5 que se incluye en 
todos los paquetes de VTP. 
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