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Actualment, els dispositius mòbils han aconseguit molta popularitat gràcies als seus 
baixos costos, a les mides reduïdes i a la capacitat per actuar com els computadors 
en qualsevol moment. 
 
S’ha incrementat l’ús de dispositius mòbils, actualment tothom disposa d’un 
dispositiu mòbil en el qual realitza tot tipus d’activitats. Ja siguin socials, lúdiques, 
personals, etc. 
 
Degut aquest increment, la majoria d’empreses han intentat fer-se un forat dins 
d’aquest gran mercat. 
 
En aquest cas un dels bancs més importants d’Europa va optar per la possibilitat de 
desenvolupar una aplicació mòbil. 
 
Aquesta aplicació està pensada per ser publicada en el mercat italià. El mercat italià 
és un dels mercats que realitza més pagaments a través dels dispositius mòbils. 
 
L’aplicació és tracta d’una aplicació per realitzar pagaments a través del mòbil.  
 
Aquest projecte no es un projecte final i té una durada de 3 mesos, és una POC 
(Prova de Concepte). És van realitzar 2 mesos aproximadament de 
desenvolupament i un de correcció d’errors. L’aplicació estava operativa en els 
principals sistemes operatius mòbils del mercat: Android, iPhone i Windows Phone. 
 
La metodologia de desenvolupament utilitzada en aquest projecte és Agile, 
involucrant a tres desenvolupadors, un Scrum Master i un Product Owner. El 










2.1 Les aplicacions mòbils 
 
2.1.1 Què és una aplicació mòbil? 
 
Una aplicació és un software dissenyat per ser arrencada en un dispositiu mòbil per 
poder realitzar una tasca específica. L’aplicació es descarregada i instal·lada al 




2.1.2 Frameworks per aplicacions mòbils 
 
Des del punt de vista del desenvolupament de software, un framework és una 
estructura de suport definida, en la que un altre projecte de software pot ser 
organitzat i desenvolupat. 
 
Els frameworks solen incloure: 
 
• Suport de programes 
• Biblioteques 
• Llenguatges d’scripting 
• Software per a desenvolupar i unir diversos components d’un projecte de 
desenvolupament de programes 
 
Els frameworks permeten facilitar el desenvolupament del software.  
 
 
2.1.3 Tipus d’aplicacions mòbils 
 
2.1.3.1 Aplicació nativa 
 
Una aplicació nativa és una aplicació desenvolupada únicament per un sistema 
operatiu en concret. Es necessari desenvolupar i mantenir una aplicació per cada 
plataforma. Construir i mantenir múltiples aplicacions pot comportar un consum de 





2.1.3.2 Aplicació híbrida 
 
Una aplicació híbrida és una aplicació desenvolupada amb la combinació del 
llenguatge HTML5 i tecnologia nativa. Una aplicació híbrida es construeix amb 
tecnologia web i Javascript. Existeixen molts frameworks, que permeten accedir al 
hardware del dispositiu a través de Javascript. 
Tenim un ampli ventall a l’hora d’escollir frameworks per desenvolupar aplicacions 
híbrides. 
Una de les opcions més utilitzades és la combinació de AngularJS i Ionic. 
Actualment Angular està disponible fins a la versió v4.0. A partir de la versió v2, 
AngularJS canvia totalment la seva forma de programació.  
La versió 2 deixa la nomenclatura “JS” i passa a anomenar-se Angular, ja que ara 
suporta TypeScript , JavaScript i Dart. 
En aquest projecte hem utilitzat la versió 1.6.4 de AngularJS i la v1 de Ionic, ja que 






AngularJS és un projecte de codi obert, realitzat en JavaScript que conté un conjunt 
de llibreries útils per al desenvolupament d'aplicacions web i proposa una sèrie de 
















Apache Cordova és framework de desenvolupament mòbil de codi obert. Permet 
utilitzar les tecnologies estàndard web com HTML5, CSS3 i JavaScript per al 
desenvolupament multiplataforma, evitant haver de fer servir el llenguatge de 
desenvolupament natiu per cada plataforma mòbil. Apache Cordova suporta la 
majoria de sistemes operatius, Android, Ios, Blackberry 10 , Windows Phone +, entre 







És un framework gratuït i open source, funciona sobre Cordova. Té un aspecte 
visual atractiu i una bona documentació. Ionic utlitza una sèrie de directives pròpies 
basades en les de AngularJS. Gracies a aquest software es pot compilar els codi 
JavaScript a qualsevol plataforma suportada, ja sigui Android, iPhone o Windows 
Phone. Ionic inclou un conjunt de controls (o components) de GUI (Interfície Gràfica 
d’Usuari), fàcils d’incorporar a les aplicacions. Els components que s’ofereixen són 
botons amb temes i efectes específics per cada dispositiu, formularis, icones, 
lliscants, selectors i camps d’opció múltiple, barres i menús, entre d’altres. Tots 
aquests components poden tenir estils diferents mitjançant SASS, un llenguatge 














Sencha Touch és el primer framework d’aplicacions construït per fer ús dels 
llenguatges HTML5, CSS3 i JavaScript pel seu alt nivell de potencialitat, flexibilitat i 
optimització, en la web mòbil.  
Sencha Touch té com a objectiu permetre als desenvolupadors crear d’una forma 
ràpida i fàcil aplicacions basades en HTML5 que funcionen sobre dispositius Android 
2.1+ , iOS 3+  i BlackBerry 6+. 
Sencha Touch és un producte de Sencha, desenvolupat arran de la creació dels 
projectes de llibreries JavaScript EXT JS, JQTouch i Raphäel. 
Com a framework de components, al igual que Ionic, Sencha Touch inclou un 
conjunt de controls (o components) basats en GUI, fàcils d’incorporar a les 
aplicacions. Els components que s’ofereixen són botons amb temes i efectes 
específics per cada dispositiu, formularis, lliscants, selectors i camps d’opció 
múltiples, barres i menús, entre d’altres. Tots aquests components poden tenir estils 






















2.2 Notificacions Push 
2.2.1 Què són? 
 
Les notificacions push són missatges que s’envien als dispositius mòbils 
(smartphones o tablets) independentment del sistema operatiu que utilitzi l’usuari. 
Les notificacions s’utilitzen per informar l’usuari. S’informa l’usuari de l’arribada d’un 
nou missatge, un nou esdeveniment o tot tipus d’informació útil per l’usuari. En el 
cas de l’aplicació White Wallet és realitza la notificació push quan l’usuari a finalitzat 








2.2.2 Funcionament de les notificacions push 
 
En el cas de White Wallet utilitzem un proveïdor extern per rebre les notificacions, 
en aquest cas UbiPush. No entraré molt en detall ja que aquest proveïdor no ens va 
facilitar una manera precisa per realitzar les notificacions. Al tractar-se de una PoC 
(Proof of concepts) no vam entrar en detall en aquest conceptes, vam realitzar unes 
proves conceptuals.  
El funcionament vindria a ser el següent: 
Activació de les notificacions:  
▪ Inicialment el product owner crida el mètode appAdd a la plataforma UbiPush 
i retorna el appId. 
▪ Després el client envia una request per activar les notificacions push a un 
proveïdor de servei de notificacions push específic. 
▪ L’app realitza el login i retorna el accountId cap a l’app. 
▪ L’app afegeix un user al ubiPush 
▪ L’app emmagatzema el deviceToken. 
 
 










Enviament de les notificacions:  
▪ El product owner envia les notificacions. 
▪ Aleshores el deviceToken i altres característiques de les notificacions , 
s’envien al service provider i després cap a l’aplicació. 
 
 





3.1 L’aplicació White Wallet 
3.1.1 Què és i per a què serveix? 
 
L’aplicació White Wallet és una aplicació híbrida per la realització de pagaments 
MasterPass. El pagament MasterPass és un pagament en línia a traves d’una 
targeta MasterCard, aquest mètode és pioner en Italia. l’usuari pot realitzar 
pagaments a través de l’aplicació un cop realitzat el registre previ. 
Pot registrar totes les targetes a l’aplicació i realitzar el pagament a través d’ella. 
El funcionament és el següent: l’usuari realitza un registre previ a l’aplicació , un cop 
registrat, l’usuari s’autentica. Un cop realitzada l’autenticació, l’usuari introdueix les 
seves targetes. 
A través de la web de compra, l’usuari realitza l’opció de pagament mitjançant 
MasterPass. Introdueix el numero de telèfon i l’usuari rep una notificació per realitzar 
el pagament amb l’aplicació. 
Si l’usuari està conforme amb l’operació, selecciona una targeta per realitzar el 
pagament o selecciona la marcada prèviament com a opció per defecte. Un cop 
seleccionada la targeta, l’usuari procedeix a finalitzar la transacció. 
 
 
3.1.2 Diagrama de navegació 
 
 






Figura 4.2 Visió general registre i login 
 
Figura 4.3 Visió general registre i login 
 
 
Figura 5.1 Visió general flux aplicació i notificacions 
 





3.1.3 Arquitectura  
 








3.1.4 Arquitectura alt nivell 
 
 
Figura 6 Arquitectura alt nivell 
 
 
Els mòduls són: 
• APP: aplicació que s'instal·la en els dispositius IOS i Android  
• Pàgina web de pagament MasterPass: aplicació que permet el pagament en 
l'aplicació (mitjançant l'enviament d'una notificació) i el tancament al 
navegador  
• Servidor mòbil: un component de servidor que exposa serveis a l'APP i 
gestiona la seguretat de les comunicacions 
• Wallet Engine: mòdul que gestiona tota la lògica de negoci. Es comunica amb 
tots dos sistemes i amb el banc (per recuperar informació relacionada amb 
els moviments).  
• Notificacions Push: serveis per a la gestió d'enviar notificacions push per a 
l'aplicació  
• SMS/Mail notification: Serveis utilitzades per enviar SMS i correu electrònic 
per a la certificació de correu electrònic, dispositiu mòbil i verificació OTP 
(One Time Password) - missatge de verificació que s’envia al dispositiu mòbil 
• Cloud SIA Wallet: mòdul que gestiona els usuaris MasterPass  
• INFOCERT: mòdul s'utilitza per gestionar la seguretat del PIN  
• WS Banca: serveis prestats pel banc per recuperar la informació de l’usuari 









3.2.1 Taules base de dades 
Tant la part de base de dades, com els serveis REST, van ser desenvolupats per un 
altre equip de GFT Italià. 
A continuació és mostrà les taules de al base de dades: 
 
 





3.2.2 Serveis REST 
 
El Product Owner era el responsable de facilitar-nos els serveis REST 
desenvolupats per l’equip de backend d’Italia. Rebíem unes taules amb el nom del 
servei, el mètode HTTP (POST o GET), la request del missatge, el response del 
missatge i una breu descripció. El Product Owner estava amb contacte directe amb 
l’equip de Backend. 
La següent taula mostra exemples de crides a l’API sobre la que s’ha desenvolupat 
White Wallet: 
 
Nom del servei Mètode 
HTTP  
Request Response 
enrollment/createUser POST { 
  codiceFiscale 
  cellulare 
  email 
  idDispositivo 
} 
esito:{ 
  esito 
  messages 
} 
data:{ 
   cliente: { 
      id 
      idWallet 
      codFiscale 
      codGruppo 
      codIstituto 
      cellulare 
      email 
      stato 




















  questions: [{ 
    id, 
    description 






Degut a que l’aplicació és de pagaments en línia, requereix uns mecanismes de 
seguretat superiors als d’altres aplicacions. 
Per evitar el robatori d’identitat o la pèrdua del dispositiu mòbil, es van implantar dos 
sistemes de seguretat, detallats a continuació: 
 
Verificació OTP (One Time Password) 
Per evitar un robatori d’identitat, es procedeix a fer una validació de l’usuari. En 
aquest cas s’envia un SMS a l’usuari amb un codi de 5 dígits. 
En aquest cas el missatge s’envia quan s’ha completat el registre. 
En cas de no rebre el missatge al dispositiu es pot tornar a reenviar. 
 
 
Figura 8 Missatge enviat al dispositiu 
 
Infocert Pin Page 
Aquests sistema de seguretat s’integra a l’aplicació per a evitar l’accés en cas d’una 
pèrdua del dispositiu. 
Aquest PIN de seguretat es un component proporcionat per l’equip italià. 
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El PIN de seguretat és mostrar al iniciar l’aplicació. 
Quan l’aplicació passa a segon pla i aquesta és torna a arrancar, també és 
requereix introduir aquest PIN de seguretat. 
El pin de seguretat es introduït en el moment de la finalització del registre.  
 
 







4.1 Disseny i implementació 
4.1.1 Diagrames de seqüencia 
 
En aquest cas el Product Owner ens va facilitar els digrames de seqüencia per tal 
de poder entendre i desenvolupar l’aplicació. A continuació es mostra el diagrama 























4.1.2 Dissenys de pantalles 
 
Prèviament aquesta pantalla, l’usuari visualitza una Splash Screen mostrant el 
logotip de la companyia. 
En aquesta pantalla és mostra un “slide” d’imatges on s’informa de les utilitats de 
l’aplicació. 
També apareixen els botons per realitzar el registre i accedir a l’aplicació. 
 
 
Figura 12 Pantalla First acces home 
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Figura 11.3 Verificación  SMS 
Les pantalles de registre, mostren un seguit de camps referents a l’usuari. El codi 
fiscal de l’usuari , el numero de telèfon i el correu. 
Un cop introduïts, l’aplicació realitza una validació. 
L’aplicació envia un codi SMS al terminal introduït prèviament per realitza la pròpia 
validació  
 
Figura 12.1 Registro (Enrollment)      Figura 12.2 Registro completado    
En cas de no rebre el SMS l’usuari pot tornar a força la crida del reenviament del 
missatge. És prem l’enllaç de “No ha rebut el codi?” i és mostrar la mateixa pantalla, 
però permetent canviar el número de telèfon. 
Un cop verificat el codi SMS l’aplicació mostrarà la pantalla de la Figura 12.4. 
 




 Finalitzat el procés de registre del telèfon, és realitza el registre de dades personal: 
• Nom 
• Cognom 
• Codi Fiscal 
• Adreça  
  
 
Figura 12.1 Registre usuari              Figura 13.1.1 Registre usuari            Figura 13.2 Registre usuari 
 
 




Finalitzat tot el procés de registre, l’usuari accedeix a la pàgina de Login. 
El telèfon està com predeterminat i no es pot modificar. L’usuari introduirà la 
contrasenya i accedirà a la pantalla amb el llistat de targetes. 
 
 
       Figura 13.1 – Login                           Figura 14.1 – Cartera targetes         Figura 15.1.1 – Menú home 
Per afegir una targeta al llistat es mostrarà una pantalla externa mitjançant un 
iframe. amb una pàgina de verificació de targetes. Si la targeta s’ha introduït 
correctament, mostrem el següent missatge Figura 15.3 
 
                              Figura 15.2 Iframe targeta                  Figura 15.3 Targeta afegida correctament 
27 
 
És mostrà la targeta o targetes al moneder virtual, és poden visualitzar desplaçant el 
dit horitzontalment. 
 
 Figura 15.1.2 – Cartera targetes 
 
  
En el cas que tinguem més d’una targeta, tenim la possibilitat d’escollir la targeta 
preferida. Per afegir una targeta preferia, haurem de clicar l’estrella i aquesta ens 
portarà a una pàgina per confirmar l’operació.  
 
 




Procés de pagament: 
Un cop el usuari hagi realitzat la comprat per la web desitjada, escollirà el mètode de 
pagament. En aquest cas escollirà el pagament MasterPass.  
El usuari rebrà una notificació al dispositiu mòbil de la compra efectuada. Si l’usuari 
ho desitja, procedirà a efectuar el pagament. 
Si el pagament és realitza correctament, mostrem el missatge de confirmació. 
 
 
                                   Figura 16.1 Pagament MaterPass   Figura 16.2 Missatge pagament MasterPass 
 
Abans d’efectuar el pagament podem modificar la direcció de facturació i la targeta 
que volem realitzar el pagament. 
 
 
Figura 17.1.1 Canviar targeta                      Figura 17.1.2 Canviar direcció facturació 
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És mostraran missatges d’error igual que la Figura 18 en el cas que no s’introdueixin 
correctament els camps. 
 
Figura 18 Missatges validació 
 
En el cas que falli una operació, mostrem la pantalla següent amb la descripció de 
l’operació fallada. 
Mostrem un loader en el moment de realitzar crides que requereixen molt de temps. 
 
 







4.1.3.1 Programari utilitzat 
 
4.1.3.1.1 Llenguatges de programació 
 
L’aplicació White Wallet està desenvolupada per mitjà de l’ús dels llenguatges 
següents: 
 
• HTML5 (HyperText Markup Language, versió 5) és l’especificació que 
defineix la cinquena versió d’aquest llenguatge, la primera versió més petita 
del llenguatge essencial de la World Wide Web.  
 
• JavaScript és un llenguatge de programació interpretat basat en el concepte 
de prototipus. És conegut sobretot pel seu ús en pàgines web, entre d’altres 
aplicacions. 
 
• CSS3 (Cascading Style Sheets) és un llenguatge de fulls d’estil, la seva 
funció més comuna és dissenyar pàgines web escrites en HTML i XHTML. 
Les especificacions de CSS3 aporten novetats que permeten fer webs més 
elaborades i dinàmiques, amb una major separació d’estils i continguts. 
Aquestes especificacions donen suport a moltes necessitats de les webs 
actuals, sense haver de recórrer als llenguatges de programació. CSS3 
ofereix noves funcions que poden ser implementades en qualsevol pàgina de 
Firefox, Chrome, Opera o Safari. 
 
4.1.3.1.2 Framework AngularJS  
 
AngularJS és el framework amb el qual hem desenvolupat l’aplicació. Tal i com s’ha 
mencionat anteriorment en les nocions prèvies, hem utilitzat la versió 1.6.4 per a 
realitzar el desenvolupament de l’aplicació. 
Com a entorn de desenvolupament (IDE) s’ha utilitzat Brackets, preparat per a 
desenvolupadors de front-end, open source i amb una interfície molt intuïtiva i fàcil 










4.1.3.1.2.1 Components AngularJS  
 
En la següent imatge apareixen la majoria de components que formen part d’una 
aplicació AngularJS, detallats a continuació. 
 
 
Figura 21 Codi enrollment 
4.1.3.1.2.1.1 Controladors 
 
Un controlador és una de les parts fonamentals de l’aplicació. 
Mitjançant un controlador ens permet implementar tota la lògica en AngularJS. A 
traves del controlador enllacem la lògica, mitjançant el $scope, amb la vista. En 
aquest $scope tindrem totes les dades de que tenim que utilitzar en la vista. 
El controlador és l’encarregat de gestionar els events de l’aplicació.  
Tot controlador té un $scope associat, el qual podem injectar al controlador. Apart 





Les factories bàsicament són components de AngularJS que permeten preservar les 
dades i poder-les compartir entre controladors. 
Una factoria seria un contenidor de codi que podem utilitzar a qualsevol lloc de 
l’aplicació amb AngularJS.  









Una directiva és un component de AngularJS que permet encapsular codi HTML, 





Els states son mòduls de AngularJS, s’utilitzen per definir la navegació entre vistes. 
També es pot definir el controlador que utilitzarà la vista. 
 
 
4.1.3.1.2 Framework Ionic 
 
Tal i com he comentat a les nocions prèvies, el framework que hem utilitzat per a 
gestionar l’aplicació híbrida és Ionic. La versió utilitzada ha sigut la versió 1. 
Actualment es troba a la versió 2, ja que també s’ha tingut que adaptar a la nova 





Per tal de poder compartir el projecte amb el propi equip s’utilitza un repositori comú, 
en el qual és compateix el codi font de l’aplicació en aquest cas un projecte 
AngularJS + Ionic. 
Hem utilitzat un repositori privat dins de Appverse. 
 
 





4.1.3.3 Maquinari utilitzat 
 
Els computadors utilitzats per a desenvolupar l’aplicació i realització de les proves 
d’emulació tenen les següents característiques:  
• Sistema Operatiu: Microsoft Windows 7 Enterprise 
• Processador: Intel Core i5 a 3.10 GHz 
• Memòria RAM: 8GB 
 
A part dels computadors de sobre taula també hem disposat d’un conjunt de 
dispositius mòbils. Per tal de poder provar l’aplicació en els tres S.O demanats pel 
client, disposàvem d’un terminal amb el sistema operatiu iOS, un amb Windows i 





Així com la gran varietat de plataformes de desenvolupament mòbil que podem 
trobar en el mercat, el ventall de possibilitats pel que fa a emuladors/simuladors dels 
diferents dispositius (smartphones i tables) que existeix és molt gran. En el nostre 
cas utilitzem el propi de GFT, Appverse. 
 
 
4.1.3.3.1 Projecte Appverse 
 
GFT Appverse va ser un projecte iniciat per GFT IT Iberia SLU que porta un grup 
d’enginyers dedicats en diferents àrees d’innovació. 
GFT Appverse va ser creada per treballa amb una comunitat open source i grups 
especials d’interès per habilitar un avanç més ràpid en la col·laboració. 
 
GFT Appverse ha publicat dos projectes ben diferenciats: 
• Appverse Web: Consisteix en un framework per desenvolupar aplicacions 
web que incorpora els aspectes més destacats del software open source per 
assolir els reptes de desenvolupament. 
• Appverse Mobile: Consisteix en un framework de desenvolupament mòbil 
multiplataforma que permet als desenvolupadors utilitzar HTML5 , JavaScript 
i CSS3 i fer ús de les funcionalitats natives dels dispositius mòbils per 
construir aplicacions. En el cas de la nostra aplicació hem incorporat el 
framework de Appvese Mobile. 
 
Appverse Mobile és una plataforma estable amb mes de 5 anys de 
desenvolupament darrera. Aquesta plataforma és àmpliament utilitzada per 
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empreses i és fàcil d’usar, gestionar i mantenir. La seva capacitat de permetre el 
desenvolupament d’aplicacions per a diferents sistemes operatius. 
 
 











En aquest projecte la metodologia utilitzada es Agile. El equip es diferenciava amb 
els següents rols; 
 
• Product Owner: és l’encarregat de parlar amb el client i assegurar que l el 
equip compleixi amb les expectatives. Es “el cap” responsable del projecte. 
En aquest cas estava situat a GFT Itàlia 
• Scrum Master:  lidera les reunions i ajuda al equip si tenen problemes. 
També es el que s’encarrega d’introduir les tasques a Jira, a continuació es 
detallada en que consisteix. En aquest cas el Scrum Master estava localitzat 
en GFT Lleida. 
• Developers: són els encarregats de desenvolupar. El equip estava format per 
3 developers situats a  GFT Lleida. 






És una aplicació web amb la que és realitza el seguiment del projecte. En aquesta 
web hi ha un taulell tipus Kanban on es mostren tres columnes de progrés  : 
• To Do 
• In Progess 
• Done 
 
Aquesta taula es pot personalitzar i si els developers creuen oportú, es pot afegir 
més columnes. 







5.1.3.1 Que significa? 
És una iteració en un interval prefixat previament. Cada Sprint reprensenta un mini-
projecte de durada curta, de no mes d’un mes. El Scrum Master es l’encarregat de 
minimitzar els obstacles per complir el objectiu del Sprint. 
En aquest projecte realitzavem Sprints de 2 setmanes. Avans de cada Sprint és 
realitzava un Sprint Planning Meeting. 
Un Sprint Planning Meeting es una reunió que es realitza abans de comensar el 
Spring. En aquesta reunió es planifiquem les tasques demanades per client i 
proporcionades pel product owner. El Scrum Master és el mediador d’aquesta 
reunió. 
També es prioritzen les tasques i es decideix el temps que pot dur a terme cada 
tasca. En aquest cas utilizavem les cartes d’Scrum per indicar el temps que ens 
duria a terme cada tasca. 
 
Funcionalitat cartes Scrum: 
Son cartes compostes per numeros de la succesió Fibonnacci 
Cada developer té una baralla Scrum i segons el que estimi el developer ficarà boca 
a terra una carta que sumi el esforç estimat. Un cop tots els developers tinguin la 
carta triada es girarà i es visualitzaran les estimacions. En cas de que els nombres 
siguin molt dispars es procedeix a comentar la tasca i a “desgranar-la” si fes falta. 
 
 
Figura 154 Cartes Scrum 
 
 
Cada dia realitzàvem una Daily Meeting. És una reunió de 15 minuts en la que 
cada developer reporta el seu treball realitzat el dia anterior i el treball que realitzarà 
el mateix dia. També si ha tingut algun impediment a l’hora de realitzar les tasques. 
El Scrum Master ajuda a solucionar els problemes o obstacles. 
 
Finalitzat el Sprint, realitzàvem un Sprint Review. Un Sprint Review consisteix en 




Un cop fet el Sprint Review, realitzàvem la Sprint Retrospective, que consisteix en 
revisar els objectius complerts. Comentar les possibles mancances de cada un dels 




5.1.4 Tasques Sprint  
 
El projecte és divideix en quatre Sprints amb una durada de dos setmanes cada un. 
El primer i el segon Sprint es realitzen la majoria de tasques de programació, 
implementació de frontal, configuració del projecte, crides al backend, etc. 
El Sprint tres i quatre es estan centrants el la fixació de bugs o errors. 
Les tasques de desenvoolupament les vam dividir en dos fases, com es detalla a 
continuació: 
A continuació es mostren un les impressions amb les tasques de cada Sprint, més 




























Enrollment (premendo su "ho già fatto enrollment") 
 
Login (su web) 1 
Cambio password 2 
Aggiungi carta a Wallet 1 
Seleziona carta di default masterpass 2 
Pagamento masterpass 1 
Cambio PIN 2 
Richiesta recupero password 2 
Cambio numero di telefono 2 
Lista movimenti 2 
Revoca 2 
Blocco/Sblocco 2 












Story: Censimento Nuevo Cliente 
Priority: Major 













Story: Aggiungi carta a wallet 
Priority: Major 




Story: Pagamento MasterPass 
Priority: Major 




















Description: : As a new User ,once I have already logged into the application, I 









En aquest Sprint ens vam centrar en la resolució de bugs i amb la finalització de les 




Too much loading when going back to home page. 
Indietro button should not validate forms. 
Select fiel is not validated in Login Page. 
Scroll visible under questions select. 
Prosegui link appears for an instant. 
Scroll in home page 






Últim Sprint del projecte en el qual bàsicament resolem tots els bugs per tal de 




Sliding on the wallet menu option. 
Review the Splash screen load. 
Registrati button vibrates on slide movement. 
Keyboard disapperars in a wrong way. 
Background color in clickable items is grey in Windows Phone. 








5.1.4.5 Tasques detallades 
 
Tal i com he anomenat, en el primer i segon Sprint es una posta apunt del projecte, 
en aquest cas aquest tasca consisteix en configurar el projecte amb la 























La següent tasca forma part del Sprint tres, tal i com he comentat aquest Sprint es 
resolen els bug de l’aplicació. El bug consistia en que amb Windows Phone 
l’aplicació mostrava un fons gris . En les altres versions(Android,Ios) el 












Aquesta tasca va ser creada degut a que el lliscant de la selecció de les targetes 










L’aplicació per defecte és en italià. 
També està desenvolupada en anglès. 
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