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Abstract  -  Device  monitoring  tool  on  a  computer
network is required by the administrator  to  perform
management  of  the  device.  This  research  produces
web  applications  using  PHP  that  is  capable  of
monitoring and collecting device information on the
network. This app uses SNMP and syslog protocols to
perform monitoring on the device. Device information
will be collected on the monitor server and displayed
in web-based applications. This app using crontab to
be able to monitor every minute. This application can
also send a warning message in the form of SMS and
email  to the administrator when an error occurs on
the  device  so  that  handling  is  expected  to  be  faster
done.  This  web  application  can  make  it  easier  for
administrators to monitor devices anywhere.
Keywords –  Monitoring; SNMP; syslog; SMS;  PHP;
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Abstrak - Pemantauan perangkat pada suatu jaringan
komputer sangat diperlukan oleh administrator untuk
melakukan manajemen perangkat tersebut. Penelitian
ini  menghasilkan  aplikasi  web  menggunakan  PHP
yang  mampu  melakukan  pemantauan  dan
pengumpulan  informasi  perangkat  di  jaringan.
Aplikasi ini menggunakan protokol SNMP dan syslog
untuk  melakukan  pemantauan  pada  perangkat.
Informasi  perangkat akan dikumpulkan pada server
monitor dan ditampilkan pada aplikasi berbasis web.
Aplikasi menggunakan crontab agar dapat melakukan
pemantauan  setiap  menit.  Aplikasi  juga  dapat
mengirimkan  pesan  peringatan  berupa  SMS  dan
email  kepada  administrator  saat  terjadi  kesalahan
pada  perangkat  server  sehingga  penanganan
diharapkan dapat lebih cepat dilakukan. Aplikasi web
ini  dapat  mempermudah  administrator  dalam
memantau perangkat dimana saja. 
Kata Kunci - Pemantauan; SNMP; syslog; SMS;  PHP;
crontab
I. PENDAHULUAN 
Administrator jaringan komputer bertugas untuk
melakukan  pemantauan  terhadap  suatu  jaringan
komputer. Kesalahan atau kerusakan pada server rentan
untuk terjadi pada perangkat jaringan atau server yang
mengakibatkan masalah pada akses  client. Server yang
bekerja  terus-menerus  dapat  mencapai  ambang  batas
seperti pemakaian CPU, RAM, atau penyimpanan yang
tersedia.  Manajemen  perangkat  yang  efisien  dan
otomatis diperlukan dalam jaringan yang besar karena
sangat  sulit  untuk mengelola perangkat  hanya dengan
usaha  manusia  [1].  Kerusakan  pada  aplikasi  sering
terjadi  yang  disebabkan  oleh  konfigurasi  yang  tidak
sesuai dengan aplikasi. Terkadang pesan kesalahan yang
ditampilkan  oleh  sistem  mengarahkan  pada  file  log
aplikasi.
Informasi log dapat digunakan oleh administrator
untuk melihat dan memantau  aktivitas perangkat. Log
file berisi satu atau lebih log atau aktivitas yang telah
dijalankan oleh aplikasi yang setidaknya terdapat waktu
ketika  aktivitas  dijalankan  [2].  Manajemen  log
sangatlah  dibutuhkan  oleh  administrator,  guna  untuk
mempermudah  melihat  log  pada  setiap  perangkat.
Protokol syslog menyediakan jalur yang memungkinkan
perangkat mengirimkan pesan log melaui jaringan IP ke
event collector [3].
Pemantauan  bukan  hanya  melihat  aktivitas
jaringan melalui log saja, namun juga dapat mengetahui
kondisi perangkat. RAM, storage, dan availability perlu
dilakukan pemantauan untuk menjaga perangkat dalam
kondisi  yang  optimal.  Simple  Network  Management
Protocol (SNMP)  adalah  sebuah  protokol  yang
digunakan  untuk  memonitor  perangkat  pada  jaringan,
seperti  memonitor  peralatan  jaringan  (seperti  switch),
peralatan komputer, dan perangkat lainnya [4].
Pradikta  dkk.  [5] memaparkan  perancangan
sistem  pemantauan  menggunakan  protokol  SNMP.
Protokol SNMP digunakan untuk mengumpulkan data
perangkat  dengan  melakukan  permintaan informasi
pada perangkat. Informasi yang dikumpulkan digunakan
untuk  menghitung  nilai  availability pada  perangkat.
Basis  data  digunakan  untuk  menampung  hasil  dari
permintaan SNMP.
Syuhada  [6] memaparkan  perancangan  sebuah
prototipe perangkat yang dapat mengirim pesan laporan
jika  terjadi  kesalahan  pada  perangkat.  Pendeteksian
kesalahan  dilakukan  dengan  menggunakan  ping pada
setiap  perangkat  dan  service.  Penelitian  tersebut
menggunakan  syslog  sebagai  protokol  untuk
mengumpulkan  log  perangkat.  Rsyslog digunakan
sebagai aplikasi untuk menyimpan log pada basis data
yang telah ditentukan.
Taufan dkk. [7] memaparkan perancangan sistem
pemantauan  secara  berkala  setiap  10  menit.  Sistem
menggunakan  script  yang akan melakukan PING pada
server  perangkat.  Script  dijalankan  dengan
menggunakan crontab setiap 10 menit secara otomatis.
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Jika  terjadi  kesalahan  pada  server,  sistem  akan
mengirimkan pesan peringatan pada administrator.
Peringatan  kesalahan  dapat  membantu
administrator  dalam  mengatasi  masalah  yang  terjadi
pada  server  dengan  cepat.  Administrator  tidak  dapat
setiap waktu memantau seluruh aktivitas perangkat pada
jaringan, sehingga diperlukan sebuah sistem peringatan
untuk  lebih  menghemat  waktu.  Sistem  peringatan  ini
dapat  ditingkatkan  fasilitasnya  dengan  pengiriman
pesan peringatan melalui  media SMS (Short  Message
Service) yang langsung terkirim ke administrator [8]. 
Prakdikta dkk. [5] menggunakan protokol SNMP
untuk  melakukan  pemantauan namun  tidak  terdapat
peringatan  kondisi  perangkat.  Syuhada  [6]
menggunakan  protokol  syslog untuk  mengumpulkan
log. Sistem melakukan peringatan dengan menggunakan
PING  pada  setiap  server.  Namun,  sistem  tidak  dapat
mendeteksi  kesalahan  dalam  penggunaan  RAM  dan
storage pada server. Taufan dkk. [7] membangun sistem
yang  dapat  memonitor  server  setiap  10  menit.
Pendeteksian  masalah  menggunakan  PING  ke  server
tujuan.  Awaj  dkk.  [8]  memantau  kondisi  lingkungan,
yaitu  suhu  dan  kelembaban,  di  ruang  server  dan
mengirimkan pesan peringatan melalui SMS. Penelitian
ini  menghasilkan  aplikasi  berbasis  web yang  dapat
diakses  oleh administrator  melalui  berbagai  perangkat
elektronik  seperti  smartphone,  laptop,  dan  gadget
lainnya yang mendukung untuk mengakses web. Sistem
dapat  melakukan  pemantauan  penggunaan  RAM  dan
storage  pada  perangkat.  Sistem  dapat  melakukan
peringatan  kesalahan  melalui  SMS  kepada
administrator.  Sistem  dapat  mendeteksi  penggunaan
RAM,  storage  dan  availability server  dengan
menggunakan  permintaan SNMP.  Protokol  Syslog
digunakan  untuk  menganalisis  kesalahan  yang  terjadi
pada perangkat.
II. METODE DAN BAHAN
Metode  penelitian  yang  digunakan  dalam
mengembangkan sistem pemantauan jaringan komputer
terdiri  dari  4  tahap  yaitu  identifikasi  masalah,  desain
aplikasi dan sistem, pembuatan sistem dan aplikasi,  dan
implementasi. Beberapa sistem pemantauan yang telah
ada dikaji, seperti Cacti dan LogAnalyzer. Cacti adalah
aplikasi  open  source  network  monitoring dan  grafik
dengan menggunakan PHP, MySQL, dan RDDTool [9].
LogAnalyzer adalah sebuah aplikasi berbasis  web yang
digunakan untuk menampilkan  data  log pada  Rsyslog
[10]. 
Kebutuhan  fungsional  dari  aplikasi  pemantau
yang dikembangkan adalah sistem dapat mengumpulkan
log  aktivitas  dari  perangkat  remote dengan
menggunakan  syslog.  Server  pemantauan  dapat
mengambil  dan  mengumpulkan  informasi  komputer
agent menggunakan  protokol  SNMP  dalam  interval
setiap  satu  menit.  Server  pemantauan  dapat
mengirimkan pesan peringatan melalui SMS dan email.
Kebutuhan  fungsional  yang  terakhir  yaitu  sistem
aplikasi  dapat  menampilkan  log  dan  informasi
perangkat yang telah dikumpulkan oleh sistem.
Perangkat keras digunakan sebagai wadah sistem
dan penunjang agar sistem berjalan,  yaitu berupa  dua
unit  komputer  dengan  pembagian  1  sebagai  server
pemantauan dan  1  sebagai  server  untuk  dilakukan
pemantauan.  Perangkat  komputer  memiliki  spesifikasi
pada  Tabel  1. Unit  Mikrotik  Routerboard digunakan
sebagai  perangkat  jaringan  untuk  pemantauan dan
sebagai  switch  yang menghubungkan antar  perangkat.
Sebuah  modem  untuk  mengirimkan  pesan  peringatan
berupa  SMS.  Laptop  Asus  A43SJ  difungsikan  untuk
melakukan  konfigurasi  sistem,  membuat  aplikasi  dan
sebagai klien. Media fisik komunikasi antar perangkat
menggunakan kabel UTP.
Perangkat  server  pemantauan  dan  server  yang
dipantau  menggunakan  sistem  operasi  Debian  8
(wheezy).  Aplikasi  untuk  mendukung  fungsi
menyentralisasi  log  setiap  perangkat  ke  server
pemantauan dan disimpan pada basis data menggunakan
Rsyslog. Net SNMP digunakan untuk  untuk mengambil
informasi dari setiap perangkat.
Pembuatan  aplikasi  pemantauan  menggunakan
bahasa  pemrograman  PHP.  Pengembangan  aplikasi
menggunakan  framework CodeIgniter.  Apache2
digunakan  sebagai  server  web  untuk  menampung
aplikasi  agar  dapat  diakses.  Basis  data  pada  server
pemantauan  menggunakan  MySQL.  MySQL  tersedia
sebagai  perangkat  lunak gratis  di  bawah lisensi  GNU
GPL (General Public License).
Sistem  pemantauan  terdapat  fungsi  peringatan
dengan mengirimkan pesan SMS dan email. Pesan SMS
dikirimkan  dengan  menggunakan  aplikasi  SMS
gateway GAMMU.  Sedangkan  pengiriman  email
menggunakan  mail  server SSMTP  melalui  Gmail.
Konfigurasi  pada  server  dilakukan  secara  remote
dengan  menggunakan  aplikasi  Putty.  Putty  adalah
perangkat  lunak  remote  console/terminal yang
digunakan untuk melakukan remote access ke komputer
dan  perangkat  jaringan  dengan  menggunakan  SSH,
Telnet, atau serial. Melakukan percobaan pada aplikasi
menggunakan Mozilla Firefox sebagai penjelajah web.
Desain  topologi  sistem  pemantauan ini  terdiri
dari berbagai entitas yang terlibat dalam pembangunan
sistem.  Entitas-entitas  tersebut  dihubungkan
menggunakan  suatu  topologi  star.  Topologi  star
mempunyai kontrol terpusat, semua link harus melewati
pusat yang menyalurkan data tersebut kesemua simpul
atau  client  yang  dipilihnya  [11].  Topologi  ini
memungkinkan  server  pemantauan (manager)  untuk
menerima  dari  agent  dan  client  (agent) untuk
mengirimkan informasi  perangkat  ke  manager seperti
Tabel 1. Spesifikasi Komputer
Komponen Server




NIC 1 Fast Ethernet
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pada  Gambar  1.  Setiap  perangkat  memiliki  fungsi
masing-masing  sebagai  manager,  agent,  atau  client
yang menggunakan aplikasi sistem pemantauan. 
Gambar 2 menunjukkan desain sistem  perangkat
lunak  pada  server  dapat  berkomunikasi  sehingga
membentuk sebuah sistem. Perangkat lunak terdiri atas
komponen  software  yang  digunakan  dalam  sistem
pemantauan.  Perancangan  dilakukan  pada  dua  tahap
yaitu penggunaan protokol  SNMP dan  Syslog sebagai
pengumpul  informasi.  Sistem  dirancang  untuk
menjalankan  proses  permintaan SNMP  dan
pendeteksian  kesalahan  pada  perangkat. Pengumpulan
log pada aplikasi sistem pemantauan ini menggunakan
syslog. Rsyslog (Rocket-fast System for log Processing)
adalah  sebuah  sistem  logger yang  menggunakan
protokol syslog berfungsi mengumpulkan log pada basis
data  yang  ada  [12].  Pendeteksian  pada  ketersediaan
service  menggunakan  port  aplikasi.  Port  merupakan
bagian  dari  pengalamatan  yang telah  ditentukan  yang
berfungsi sebagai jalur dari aplikasi ke  transport layer
atau  dari  transport  layer ke  aplikasi  [13].  Data  ini
kemudian disimpan ke database Mysql.
Proses  kerja  sistem  pemantauan  ditunjukkan
pada Gambar 3. Diagram alir tersebut menjelaskan ng
proses pengumpulan informasi perangkat menggunakan
SNMP. Informasi yang dikumpulkan disimpan ke dalam
basis  data dan informasi  digunakan untuk mendeteksi
kesalahan. Diagram tersebut menjelaskan pemprosesan
data  yang  dikumpulkan  untuk  dijadikan  sebagai
informasi  perangkat  dalam  kondisi  baik  atau  tidak
sesuai  dengan  parameter  yang  telah  ditentukan.
Peringatan  berupa  SMS  akan  dikirim  jika  perangkat
dalam kondisi tidak baik. 
Perancangan basis data membahas tentang basis
data yang digunakan oleh sistem aplikasi ini. Beberapa
tabel  basis  data  yang  digunakan  default dari  aplikasi
pihak kedua seperti Gammu dan syslog. Basis data akan
menyimpan hasil dari pengumpulan data menggunakan
protokol  SNMP.  Basis  data  digunakan  untuk
mempermudah  dalam  melakukan  pengolahan  serta
penyimpanan  data  dalam  jumlah  banyak. Entity
Relationship Diagram (ERD) dari aplikasi pemantauan
ditunjukkan pada Gambar 4.
III. HASIL DAN PEMBAHASAN
Pengujian  sistem  dilakukan  untuk  memeriksa
kinerja antar komponen sistem yang diimplementasikan.
Tujuan  pengujian  sistem  adalah  untuk  memastikan
bahwa  elemen-elemen  atau  komponen-komponen  dari
sistem telah berfungsi sesuai dengan yang diharapkan.
Pengujian  tersebut  meliputi  pengujian  syslog,  sistem
pemantauan  SNMP,  sistem  peringatan  perangkat,
pengujian  service,  dan  pengujian  aplikasi  secara
keseluruhan.
Kebutuhan  fungsional  pada  sistem pemantauan
adalah  server  dapat  mengumpulkan  log aktivitas  dari
perangkat  agent dengan  menggunakan  syslog.
Pengumpulan  log yang  dimaksud  adalah  menampung
log dari perangkat  agent yang terdapat  syslog kedalam
basis  data  yang  telah  dibuat  secara  realtime.  Sistem
yang  diinginkan  adalah  ketika  perangkat  agent
menghasilkan  log,  kemudian  log dikirim  ke  server
pemantauan dan  sistem  menyimpan  pada  basis  data.
Berdasarkan Gambar 5, setelah dilakukan aktifitas pada
tiap perangkat  agent terdapat data baru pada basis data
tabel  SystemEvents.  Data tersebut  adalah  log aktifitas
yang dihasilkan oleh perangkat agent dan dikirimkan ke
manajer server untuk disimpan dalam basis data. Hasil
pengujian  syslog  menunjukkan  sistem  dapat
mengumpulkan  log tiap  perangkat  dan disimpan pada
basis data.
Berdasarkan  kebutuhan  fungsional  pada  sistem
pemantauan adalah  server  pemantau dapat  mengambil
dan  mengumpulkan  informasi  komputer  agent
menggunakan  protokol  SNMP  dalam  waktu  interval
satu  menit.  Pengumpulan  informasi  komputer
menggunakan protokol SNMP yang dijalankan pada file
PHP.  Program  PHP  bertugas  untuk  menyimpan  data
hasil  dari  permintaan SNMP  ke  dalam  basis  data.
Sistem  yang  diinginkan  adalah  dapat  melakukan
penambahan data pada basis data tiap menit. Gambar 6
menunjukkan  hasil  pengujian  bahwa  sistem  dapat
melakukan  permintaan SNMP  pada  perangkat  agent.
Request dilakukan  oleh  sistem  pada  setiap  perangkat
dalam  interval  waktu  satu  menit.  Informasi  yang
dikumpulkan disimpan pada basis data tabel tb_monitor.
Gambar 1. Desain topologi fisik
Gambar 2. Desain perangkat lunak sistem
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Gambar 3.Diagram alir proses pemantauan
Gambar 4. ERD basis data pemantauan
Gambar 5. Tabel SystemEvents Gambar 6. Tabel tb_monitor
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Berdasarkan  kebutuhan  fungsional  pada  sistem
pemantauan  adalah  aplikasi  dapat  mengirimkan pesan
peringatan  melalui  SMS dan  email.  Pesan  peringatan
berupa  informasi  perangkat  dalam  keadaan  melebihi
batas  yang  telah  ditentukan.  Sistem  hanya  akan
mengirimkan  pesan  sekali  jika  tidak  ada  perubahan
terjadi.  Gambar  8  menunjukkan  kondisi  awal  ketika
perangkat dalam keadaan normal. Selanjutnya dilakukan
pengaturan penggunaan RAM pada aplikasi pemantauan
sistem. Setiap  perangkat  dilakukan  pengaturan  batas
penggunaan RAM 2% dari jangkauan 1% sampai 100%
seperti  pada  Gambar  8  dan  Gambar  9.  Sistem  akan
memberi peringatan jika penggunaan RAM sampai 2%
atau lebih dari total kapasitas RAM.
Untuk  setiap  perubahan  status,  aplikasi  hanya
mengirimkan  1  buah  SMS  saja.  Gambar  10
menunjukkan bahwa nilai berubah menjadi “1” karena
terjadi kesalahan pada perangkat. Perubahan nilai akan
membuat sistem untuk mendeteksi, jika perubahan dari
nilai  “0”  menjadi  “1”  berarti  terjadi  kesalahan  sistem
dan sistem mengirimkan pesan peringatan, sedangakan
jika  nilai  berubah  dari  “1”  menjadi  “0”  maka  sistem
tidak akan melakukan pengiriman pesan.
Hasil  pengujian  pada  setiap  perangkat
menunjukkan  sistem  dapat  mengirimkan  pesan
peringatan ke nomor dan email yang terdaftar.  Ketika
perangkat terjadi kesalahan status akan berubah menjadi
nilai 1, namun ketika perangkat dalam kondisi normal
status akan bernilai 0. Pesan peringatan dikirim hanya
sekali selama belum terjadi perubahan nilai status pada
perangkat.
Berdasarkan  kebutuhan  fungsional  pada  sistem
pemantauan  adalah  dapat  mengirimkan  pesan
peringantan melalui SMS dan email. Pesan peringatan
berupa informasi availability service yang berjalan pada
perangkat.  Service  yang  dimaksud  adalah  aplikasi
seperti web server, mail server, basis data, dan aplikasi
lainnya.  Service  yang  akan  dilakukan  pemantauan
sesuai  dengan  yang  terdaftar  pada  basis  data.
Berdasarkan Gambar 11 setelah diberikan kondisi pada
tiap  perangkat  pesan  peringatan  terkirim  melalui  sms
dan email. Pesan dikirimkan hanya sekali selama tidak
terjadi  perubahan  pada  kondisi  sebelumnya.  Tabel  2
menunjukan hasil pengujian terhadap pemakaian RAM,
disk,  dan  ketersediaan  perangkat
(offline/online).Pengujian  dilakukan  dengan
Gambar 7.  Kondisi awal status perangkat
Gambar 8. Pengaturan pada perangkat Monitoring Server
Gambar 9. Pengaturan pada perangkat Server 1
Gambar 10. Kondisi status RAM perangkat melebihi batas
  
Gambar 11. Pesan peringatan SMS dan email
Tabel 2. Hasil pengujian pesan peringatan




Server 1 Berhasil Berhasil Berhasil
Gambar 12. Pemambahan service pada basis data
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menambahkan  service yang  terdapat  pada  perangkat
“server  1”  ke  dalam  basis  data.  Penambahan  service
meliputi  nama dan port  yang digunakan oleh  service.
Port digunakan untuk mendeteksi service dalam kondisi
tersedia  atau  tidak.  Penambahan  service dilakukan
seperti pada Gambar 12.  
Setelah  service ditambahkan,  dilakukan
penonaktifan  service perangkat  “server  1” yang sudah
terdaftar.  Dalam pengujian ini, service yang dilakukan
pengujian  adalah  service IMAP2  yang  digunakan
sebagai  server  mail  pada  perangkat  “server  1”.
Penonaktifan dilakukan pada “server 1”.
Setelah  service nonaktif,  maka  sistem
pemantauan akan medeteksi port yang digunakan oleh
IMAP2  tidak  tersedia.  Sistem  akan  mengubah  nilai
status pada basis data menjadi “1” seperti pada Gambar
13.  Aplikasi  akan  menampilkan  status  “close”  pada
tabel service seperti pada Gambar 14. Selain perubahan
status  pada  aplikasi,  juga  terdapat  pesan  peringatan
melalui SMS dan email.
Berdasarkan  hasil  pengujian  sistem  peringatan
service, sistem mendeteksi melalui kesalahan pada port
yang digunakan service. Ketika port tidak tersedia atau
tidak  dapat  diakses  oleh  sistem,  maka  sistem  akan
mengubah nilai  menjadi  “1” pada  basis  data.  Tabel  3
menunjukan hasil  pengujian  sistem terhadap  beberapa
service aplikasi pada perangkat.
Tampilan  awal  pada  aplikasi  menampilkan
“dashboard” yang menyediakan informasi dan aktifitas
log setiap  perangkat.  Aplikasi  mempunyai  beberapa
menu,  di  antaranya  dashboard,  device,  dan  send
message seperti  pada  Gambar  15.  Menu  “device”
mempunyai submenu berisi  manajemen perangkat  dan
daftar perangkat yang telah disimpan. Menu manajemen
perangkat  terdapat  form untuk  menambah  dan
mengubah  informasi  perangkat.  Pada  sebelah  kanan
terdapat tabel yang berisi data perangkat yang terdaftar
pada  aplikasi.  Gambar  16  menunjukkan  tampilan
manajemen perangkat pada aplikasi.
Fitur detail menampilkan informasi rinci tentang
perangkat  yang  dipilih.  Informasi  yang  ditampilkan
adalah  OS  perangkat,  hostname,  kapasitas  RAM,
kapasitas  disk,  total  uptime perangkat,  grafik CPU on
load, grafik RAM, grafik disk, dan log perangkat seperti
pada Gambar 17.
Menu  pengaturan  alert dan  log terdapat  pada
detail  device  dan  manajemen  perangkat.  Menu
pengaturan alert dan log terdapat pengaturan RAM dan
disk berupa  jangkauan antara  0  sampai  100  dalam
satuan persen. Jika nilainya 0 maka sistem peringatan
akan  menjadi  tidak  aktif.  Pengaturan  log digunakan
untuk  menseleksi  log  yang  ditampilkan  pada  menu
detail  device.  Gambar  18  menunjukkan  tampilan
pengaturan alert dan log perangkat.
Gambar 13. Perubahan basis data tb_service pada
service imap2 
Gambar 14. Perubahan status pada aplikasi menjadi
close
Tabel 3. Hasil Pengujian Service
Service Server Monitoring Server 1





Gambar 15. Tampilan Dashboard
Gambar 16. Tampilan manajemen perangkat
Gambar 17. Tampilan detail perangkat
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Gambar 18. Tampilan pengaturan alert dan log
perangkat
Gambar 19. Tampilan pesan alert sistem
Menu send message menampilkan riwayat pesan
peringatan  yang  dikirimkan  oleh  sistem.  Pada  menu
send  message terdapat  form  email dan  nomor  yang
dapat  digunakan  untuk  mengubah  email  dan  monor
tujuan  pesan  peringatan  dikirimkan.  Gambar  19
menunjukkan  tampilan  menu  send  message pada
aplikasi sistem pemantauan.
Aplikasi  pemonitor  server  telah  dapat
mengumpulkan  informasi  perangkat-perangkat  yang
tersambung  ke  jaringan  dan  menganalisis  kesalahan
sistem yang terjadi di perangkat tersebut serta mampu
menampilkan hasilnya di web. Proses pengumpulan log
dilakukan dengan menggunakan protokol SNMP [5] dan
memonitor  sistem  menggunakan  syslog di  perangkat
tersebut  [2],[3],[6].  Deteksi  kesalahan  atau  peringatan
dalam  penggunaan   RAM  dan  storage  di  perangkat
dapat dilakukan oleh aplikasi, yang berbeda dengan [6].
Proses  pemantauan  dan  deteksi  dilakukan  secara
periodik  menggunakan  crontab [7].  Sistem  dapat
melakukan peringatan  kesalahan  melalui  SMS kepada
administrator [8].
IV. KESIMPULAN
Aplikasi  pemonitor  server  berhasil  dapat
mengumpulkan  informasi  perangkat-perangkat  yang
tersambung  jaringan.  Proses  pengumpulan  log dari
berbagai  perangkat  pada  jaringan  berhasil  dilakukan
dengan menggunakan rsyslog dan dapat disimpan pada
basis  data.  Kode  PHP  dapat  melakukan  permintaan
informasi  perangkat  dengan  menggunakan  protokol
SNMP pada jaringan. Data yang diambil menggunakan
PHP  dan  protokol  SNMP  dapat  dikumpulkan  dalam
basis data.  Aplikasi  web mampu mengelola perangkat
serta  menampilkan  log,  informasi  perangkat,  grafik
penggunaan RAM, disk, dan CPU. 
Saran untuk penelitian lanjutan dapat dilakukan
pengembangan aplikasi dengan penambahan OID secara
dinamis.  Penelitian  lanjutan  dapat  melakukan
pengumpulan data menggunakan protokol SNMP pada
berbagai  jenis  perangkat  seperti  CISCO,  Windows,
Mac, dan perangkat lainnya.
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