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В четвертом блоке моделируется лента конвейера – производится изменение координат 
сброшенных на ленту объектов в соответствии со скоростью ленты. 
В пятом и последнем в цикле-блоке выполняется обратное включение обработанных объектов в 
цикл моделирования, а именно им присваиваются нулевые координаты. 
Визуализация произведена посредством использования семи объектов, сбрасываемых на ленту 
конвейера и возвращаемых в исходную позицию после обработки роботом. 
В процессе моделирования возможно плавное изменение скорости, как робота, так и ленты 
конвейера. Так же предусмотрено три варианта времени сброса объектов  и  времени, между двумя 
последовательными сбросами объектов. Для наблюдения за значениями угла поворота робота и 
координаты текущего обрабатываемого объекта на панель управления добавлены два индикатора. 
Аналогично индицируется время до следующего сброса объекта на конвейерную линию. 
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Информационные и коммуникационные технологии по признанию специалистов являются 
одним из приоритетных направлений науки и техники, которые в XXI веке станут решающими, 
критическими. Под критическими понимают такие технологии, которые носят межотраслевой 
характер, создают существенные предпосылки для развития многих технологических областей или 
направлений исследований и разработок, дают в совокупности главный вклад в решение ключевых 
проблем развития и прогресса. В образовании роль критических несомненно принадлежит базовым 
информационным технологиям, т.е. таким, которые являются основой образовательных технологий, 
использующих средства информационно-вычислительной техники и в совокупности образующих 
технологическую инфраструктуру учебного заведения.  
Критические образовательные технологии обеспечивают создание на основе инфраструктуры 
корпоративных телекоммуникационных сетей образовательных учреждений распределенных баз 
образовательных технологий, которые благодаря этой инфраструктуре могут использоваться в 
любом месте образовательного пространства, в том числе и в процессе реализации идеологии 
дистанционного образования.  
В этой связи важнейшими направлениями информатизации образования являются: реализация 
виртуальной информационно-образовательной среды на уровне учебного заведения, 
предусматривающая выполнение комплекса работ по созданию и обеспечению технологии его 
функционирования; системная интеграция информационных технологий в образовании, 
поддерживающих процессы обучения, научных исследований и организационного управления; 
построение и развитие единого образовательного информационного пространства. По существу речь 
идет о решении проблемы качественного изменения состояния всей информационной среды 
системы образования, о представлении новых возможностей как для опережающего, развивающего 
образования каждой личности, так и для роста совокупного общественного интеллекта.  
Важным и эффективным условием прогресса любого общества являлось и является создание и 
расширение единого интерактивного информационного пространства. Именно единые 
информационные пространства исторически в значительной степени способствовали ускорению 
развития всего человечества в целом, являлись решающим фактором совершенствования 
цивилизации во всех сферах (духовной, профессиональной, телесной, культурной и других). Обмен 
знаниями, объединение усилий по дальнейшему познанию природы, по развитию науки, техники, 
культуры – всё это способствует эффективному повышению материального уровня. Поэтому 
создание единого интерактивного информационного пространства можно считать стратегической 
целью внедрения современных и перспективных информационных технологий во все сферы 
человеческой деятельности.  
Основные цели построения единого информационного пространства в образовании связаны с 
предоставлением принципиально новых возможностей для познавательной творческой деятельности 
человека. Это может быть достигнуто благодаря современному информационному и техническому 
оснащению основных видов деятельности в образовании: учебной, педагогической, научно-
исследовательской, организационно-управленческой, экспертной и др. Построение единого 
информационного пространства в образовании позволит добиться: повышения эффективности и 
качества процесса обучения; интенсификации процесса научных исследований в образовательных 
учреждениях; сокращения времени и улучшения условий для дополнительного образования и 
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образования взрослых; повышения оперативности и эффективности управления отдельными 
образовательными учреждениями и системой образования в целом; интеграции национальных 
информационных образовательных систем в мировую сеть, что значительно облегчит доступ к 
международным информационным ресурсам в области образования, науки, культуры и в других сферах.  
Основные направления и проблемы создания и развития единого информационного 
образовательного пространства:  
− техническое оснащение учебных заведений; 
− организация подготовки специалистов; 
− организационные мероприятия; 
− перевод информационных ресурсов общества на электронные носители; 
− интеграция национальных информационных ресурсов в мировую информационную среду. 
К важнейшим направлениям перехода к новой образовательной концепции, которая станет 
основой необходимой для условий XXI века перспективной системы образования, относятся, в 
частности, фундаментализация образования на всех его уровнях; реализация концепции 
опережающего образования; широкое использование методов инновационного и развивающего 
образования на основе применения перспективных информационных технологий; повышение 
доступности качественного образования путем развития системы дистанционного обучения и 
средств информационной поддержки учебного процесса современными информационными и 
телекоммуникационными технологиями. 
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С развитием рынка информационных и коммуникационных технологий актуальной стала 
проблема несанкционированного распространения программных продуктов (попросту, «пиратство»).  
Электронный ключ (dongle) – это небольшое устройство, предназначенное для защиты 
программного обеспечения от несанкционированного копирования. Основная функциональность 
состоит в хранении небольшого количества данных и преобразования данных по встроенному 
алгоритму.  
Один ключ можно использовать для защиты нескольких приложений. При этом каждое 
защищаемое приложение может использовать различные данные, хранящиеся в памяти ключа и 
различные аппаратные алгоритмы. Под аппаратными алгоритмами в данном случае понимаются 
алгоритмы, реализующие специальные функции вида Y=F(X), способные преобразовывать 
информацию таким образом, что по значению Y невозможно определить аргумент X, то есть 
функции не имеют обратных.  
Практически все существовавшие ранее электронные ключи предоставляли лишь возможность 
для проверки своего наличия, шифрования и расшифровки данных универсальным для всех ключей 
алгоритмом или для хранения данных. В общих чертах схема работы с электронными ключами 
описывалась так:  
− приложение «привязывается» к ключу при помощи специального ПО; 
− во время работы защищенное приложение обменивается с ключом информацией, с помощью 
которой ключ «опознается»; 
− если ключ отсутствует или имеет неверные параметры, то приложение не работает. 
Таким образом, защищенную программу нет смысла копировать, т. к. без ключа она будет 
неработоспособна. Однако такая схема позволет как просто отключать проверку ключа в программе, 
так и создать «универсальные» программные эмуляторы, которые создавали видимость полной 
функциональности ключа для программного обеспечения. При использовании современных 
электронных ключей принцип защиты кардинально изменяется.  
После вынесения функций из программы в ключ, подобные технологии взлома становятся 
невозможными, так как для этого взломщику необходимо знать программный код, который был 
помещен в ключ и является абсолютно уникальным для каждого разработчика. Исполняемый в 
ключе код не может быть извлечен для анализа и последующей эмуляции благодаря используемому 
высокозащищенному микропроцессору, выполненному по технологии смарткарт. 
Есть два способа защиты с использованием электронных ключей – автоматическая (или 
навесная) защита и защита при помощи функций API. В первом случае защищается исполняемый 
программный модуль, во втором – функции защиты встраиваются в исходный код программы. 
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