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ИСПОЛЬЗОВАНИЕ АРИФМЕТИЧЕСКИХ ВЗВЕШЕННЫХ КОНТРОЛЬНЫХ СУММ  
ДЛЯ КОРРЕКЦИИ ОШИБОК В КАНАЛАХ СО СПЕКТРАЛЬНОЙ МОДУЛЯЦИЕЙ 
 
В работе предлагается новый подход к повышению эффективности коррекции ошибок в кана-
лах со спектральной модуляцией за счет использования арифметических взвешенных контрольных 
сумм. На основе исследования свойств ошибок, вызванных внешними помехами, разработано две 
процедуры их коррекции. Первая из них ориентирована на коррекцию одного символа, а вторая – на 
исправление двух смежных. Доказано, что предложенные технологии коррекции ошибок обеспечи-
вают большую производительность и требуют меньшего числа контрольных разрядов по сравнению с 
корректирующими кодами.  
   
In this paper a new approach is proposed to increase the effectiveness of error correction in spectrum 
modulation channel by using of arithmetic weighed check sums. Based on a study of the properties of data 
transmission errors caused by external noises a two new error correction prosedures is developed    which 
use arithmetic weighed check sums. First of proposed procedures is oriented for one symbol correction and 
second – for two contiguous  symbols. It is shown that the proposed error coorection techniques is more per-
formance and demanded control bits less than error correcting codes.   
 
Введение  
Развитие технологий передачи цифровых 
данных является основой глобальных про-
цессов информационной интеграции. Важ-
ное место в таких технологиях играет обес-
печение надежности передачи данных. В со-
временных условиях объективно действуют 
ряд факторов, снижающих надежность пере-
дачи данных. В частности, расширение ис-
пользования беспроводных линий и систем 
мобильной связи имеет следствием заметный 
рост интенсивности внешних помех [1]. Ус-
корение скорости передачи вызывает рост 
числа ошибок, вызванных межсигнальной 
интерференцией. Применение спектральной 
модуляции, позволяющей повысить скорость 
передачи за счет кодирования группы бит 
одним канальным сигналом, приводит к  
резкому росту кратности возникающих оши-
бок. 
Действие перечисленных факторов требу-
ет адекватного совершенствования средств 
обнаружения и коррекции ошибок, возни-
кающих при передаче цифровых данных в 
компьютерных сетях и системах телекомму-
никаций. Достигнутый в последние годы 
прогресс в области интегральных технологий 
открывает новые возможности создания эф-
фективных средств контроля и коррекции 
ошибок. При этом важным направлением 
повышения эффективности средств контроля 
и исправления ошибок является учет специ-
фики их возникновения в различных каналах 
передачи данных, в частности, в каналах со 
спектральной модуляцией (КСМ).     
Таким образом, задача совершенствова-
ния средств контроля и коррекции ошибок 
передачи данных в КСМ является актуаль-
ной и значимой для  практики.  
 
Модели возникновения ошибок в КСМ  
и анализ средств их коррекции 
Для повышения пропускной способности 
в интерфейсах компьютерных систем и сетей 
широко используются линии с фазовой, амп-
литудно-фазовой и амплитудно-импульсной 
модуляцией цифровых данных [1]. Основной 
особенностью такой модуляции является то, 
что передача группы битов контролируемого 
блока осуществляется одним канальным сиг-
налом.  В частности, спектральная модуля-
ция цифровых данных применяется в теле-
фонных, кабельных и беспроводных линиях 
компьютерных сетей. При спектральной мо-
дуляции каждые k смежных битов, которые 
можно рассматривать как канальный символ 
Х, кодируются одним несущим (канальным) 
сигналом.  Использование спектральной мо-
дуляции позволяет за счет более полного ис-
пользования полосы пропускания линии в k 
раз повысить скорость передачи цифровой 
информации. Соответственно значение k на-
зывается эффективностью передачи сигна-
лов.  
Наиболее известным видом спектральной 
модуляции является квадратурно-
амплитудная модуляция (quadrature ampli-
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tude modulation-QAM). При использовании 
этого вида спектральной модуляции каждый 
канальный символ кодируется изменением 
фазы и амплитуды несущего синусоидаль-
ного 2-х до 10. Так, стандартизированный 
протокол телефонных модемов V.32 предус-
матривает использование  QAM с k=4, про-
токол V.90 предусматривает применение 
QAM со значением k равным 10 [1].  
При использовании спектральной моду-
ляции контролируемый блок В состоящий из 
m бит: B={b1,b2,…,bm}, bl∈{0,1}, l=1,…,m 
можно рассматривать состоящим из q = m/k  
канальных символов: B={X1,…,Xq}. Каждый 
j-тый из символов Хj, j∈{1,…,q} включает k 
смежных бит контролируемого блока 
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В результате ошибок передачи канальных 
сигналов, соответствующие им кодовые гру-
ппы (символы) искажаются, то есть при воз-
никновении ошибки передачи j–то символа 
Xj их коды на приемнике и передатчике не 
одинаковы: Xsj ≠ Xrj. Очевидно, что при этом 
могут изменить значение от одного до k бит, 
которые составляют  j–тый символ Xj.   
Выбор эффективного способа коррекции 
ошибок определяется их характером. Для 
беспроводных каналов основной причиной 
искажения канальных сигналов являются 
внешние помехи [2].  
Существует несколько моделей возник-
новения ошибок передачи данных в каналах 
со спектральной модуляцией под воздейст-
вием внешних помех.  
Если считать поток внешних помех пуас-
соновским (с интенсивностью λ), то длина m 
блока выбирается такой, чтобы за период τ 
его передачи вероятность появления иска-
жающей данных помехи была достаточно 
мала. Это означает, что вероятность  Р0 = 
exp(-λ⋅τ) отсутствия помех за время τ пере-
дачи блока  существенно (на порядки) выше 
вероятности P1= λ⋅τ⋅exp(-λ⋅τ) появления од-
ной, искажающей данные помехи. В свою 
очередь, вероятность P2= (λ⋅τ)2⋅exp(-λ⋅τ)/2 
появления за период передачи блока двух, 
искажающих данные помех на 2-3 порядка 
ниже Р1. 
При таких условиях способ коррекции до-
лжен обеспечивать эффективное гаранти-
рованное исправление битовых искажений 
передаваемого блока, вызванных одной по-
мехой и надежное обнаружение битовых ис-
кажений, обусловленных двумя и более по-
мехами.  
Другая модель [1] возникновения ошибок 
в каналах со спектральной модуляцией под 
воздействием внешних помех учитывает 
длительность ν внешней помехи. Длитель-
ность ν воздействия внешней помехи являет-
ся случайной величиной и для большинства 
реальных каналов передачи данных ее мате-
матическое ожидание меньше периода τ/m 
следования канальных сигналов: M(ν)<τ/m. 
При этом существует отличная от нуля веро-
ятность того, что длительность ν воздейст-
вия внешней помехи может превысить τ/m. В 
этом случае, искажению могут подвергнуть-
ся несколько смежных символов информа-
ционного блока. Для большинства реальных 
каналов вероятность искажения одного сим-
вола на 1-2 порядка больше вероятности ис-
кажения пары смежных символов, а так, в 
свою очередь, на 1-2 порядка меньше вероя-
тности искажения трех смежных символов. 
Поэтому на практике достаточно учитывать 
возможность искажения под воздействием 
помехи не более 2-х смежных символов.     
Исходя из приведенной модели возник-
новения ошибок под воздействием внешних 
помех, необходимо обеспечить возможность 
коррекции  битовых искажений в паре смеж-
ных символов блока. 
 Основными критериями эффективности 
средств коррекции ошибок являются: 
- надежность адекватной классифи-
кации исправляемого класса битовых иска-
жений; 
- вероятностью обнаружения бито-
вых искажений, вызванных более чем одной 
внешней помехой; 
- числом контрольных разрядов: 
- вычислительной сложностью фо-
рмирования контрольного кода, проверки 
правильности передачи и исправления выяв-
ленных ошибок. 
С ростом скорости передачи данных зна-
чимость последнего из перечисленных фак-
торов эффективности неуклонно растет, пос-
кольку важным является выполнение конт-
роля в темпе передачи данных. 
Обычно, для коррекции ошибок передачи 
данных используются корректирующие коды 
[1], наиболее известными из которых являю-
тся коды Рида-Соломона, БЧХ, турбо-коды. 
При использовании перечисленных коррек-
тирующих кодов число контрольных разря-
дов экспоненциально растет с увеличением 
кратности исправляемых ошибок. Такой же 
экспоненциальный характер носит  зависи-
мость вычислительной сложности процеду-
ры формирования синдрома ошибок. Это 
означает, что при использовании корректи-
рующих кодов для КСМ при имеющейся те-
нденции к увеличению числа k бит модули-
руемых одним канальным сигналом, резко 
возрастает число контрольных разрядов и 
время контроля. Другими словами, эффекти-
вность использования корректирующих ко-
дов для КСМ с увеличением  k снижается. 
Для увеличения эффективности применения 
корректирующих кодов в КСМ предложены 
специальные технологии [1]. Их суть состоит 
в том, что блок В разбивается на h субблоков 
B={S1,S2,…,Sh}, каждый u-тый, u∈{1,..,h} из 
которых - Su включает в себя m/h бит, отсто-
ящих друг от друга в блоке на h бит: 
Su={bu,bu+m/h,…,b(h-1)⋅m/h+u}. Для каждого суб-
блока вычисляется свой контрольный код. 
При возникновении ошибки в передаче сим-
вола, искаженные биты “рассеиваются” по 
разным субблокам, так, что в рамках каждо-
го из них присутствует только один иска-
женный бит. Такая технология позволяет 
уменьшить суммарное число контрольных 
разрядов, но не позволяет производить конт-
роль в темпе передачи блока, поскольку ко-
ды субблоков формируются после передачи 
всего блока. Это заметно увеличивает время 
контроля ошибок и требует больших аппара-
тных затрат для реализации параллельной 
работы h специализированных вычислителей 
корректирующих кодов.   
С точки зрения контроля ошибок в темпе 
передачи блока, более эффективным являет-
ся использование взвешенных контрольных 
сумм [2]. Предложенный в работе  [2] метод 
коррекции ошибок в КСМ предполагает 
применение взвешенных контрольных сумм, 
при вычислении которых используются ло-
гические операции. Метод рассчитан на кор-
рекцию битовых искажений, вызванных па-
рой ошибок передачи канальных сигналов и 
не учитывает специфику ошибок, вызванных 
внешними помехами. Соответственно, ос-
новным его недостатком является большое 
число r контрольных разрядов, определяемое 
формулой [2]: 
)1(log 2 +⋅= k
mkr  (1) 
Вместе с тем, существует возможность 
уменьшить число контрольных разрядов за 
счет учета, в рамках метода формирования 
взвешенной контрольной суммы, особенно-
стей возникновения ошибок в КСМ. 
Целью исследования является повышение 
эффективности коррекции многократных би-
товых искажений, возникающих при переда-
че цифровых данных в КСМ под действием 
внешних помех. 
 
Организация коррекции битовых искаже-
ний одного символа блока 
Для решения задачи эффективной кор-
рекции ошибок передачи данных возникаю-
щих при искажении под воздействием внеш-
ней помехи одного канального сигнала пред-
лагается использовать арифметическую 
взвешенную контрольную сумму (АВКС). 
Сущность предлагаемого подхода состоит в 
следующем.  
Символам Х1, Х2,…, Хq информационного 
блока ставятся в соответствие весовые  коэ-
ффициенты  W1,W2,…,Wq разрядностью по 
log2q бит. При этом значение j-того весового 
коэффициента Wj определяется его порядко-
вым номером, то есть  Wj = j. Например, при 
передаче блока данных, состоящего из 7-ми 
символов (q=7) 3-битовые весовые коэффи-
циенты равны W1 = 1, W2=2,…,W7 =7.   
Контрольный код блока вычисляется в 
виде двух компонент. Первая компонента С1 
представляет собой арифметическую сумму 
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Вторая компонента С2 представляет собой 
арифметическую сумму произведений кодов 








2  (3) 
Например, пусть контролируемый блок В 
объемом 28 бит состоит из 7-ми (q=7) 4-х 
битовых символов (k = 4): X1={1111}, 
X2={0011}, X3={1101}, X4={1010}, 
X5={0010}, X6={0101}, X7={0100}. Z1=15, 
Z2=12, Z3 =11, Z4=5, Z5=4, Z6=10, Z7 = 2. Зна-
чение С1 = 59, а С2 = 186.  
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Двухкомпонентный контрольный код СS 
={СS1,СS2} вычисляется передатчиком и от-
сылается приемнику. Последний по полу-
ченному блоку вычисляет код СR ={СR1,СR2} 
и формирует двухкомпонентный код разнос-
ти  ∆={∆1, ∆2}, компоненты которого вычис-
ляются как арифметическая разность однои-
менных компонент контрольных кодов пере-
датчика и приемника:  ∆1=CR1-CS1,   ∆2 = CR2 – 
CS2. 
Если обе компоненты разности контроль-
ных сумм равны нулю: ∆1=0 и ∆2=0, то блок 
считается переданным без ошибок. 
При ошибочной передаче одного каналь-
ного сигнала, например j–го, j∈{1,…, q},  
искажению подвергаются биты одного кана-
льного символа Xj. Соответственно, коды j-
го символа на передатчике - ZSj и приемнике 
- ZRj будут отличными. Пусть α - разность 
этих кодов: α = ZRj - ZSj, очевидно, что  -(2k-
1)≤ α ≤(2k-1).  
Тогда компоненты разности арифметиче-
ских взвешенных контрольных сумм равны: 
∆1 = α, ∆2 = α⋅Wj. Коррекция ошибок выпол-
няется следующим порядком: 
1. Осуществляется операция целочислен-
ного деления ∆2 на ∆1. Если остаток от деле-
ния не равен нулю, то произошло искажение 
более, чем одного символа блока. В этом 
случае, коррекция не производится, а фор-
мируется сигнал на повторную передачу 
блока.  
2. Если остаток деления ∆2 на ∆1 равен 
нулю, то частное равно значению весового 
коэффициента искаженного символа - Wj. 
Коррекция производится последовательным 
нахождением номера j искаженного символа 
по значению Wj и определением истинного 















Описанная процедура коррекции символа 
блока может быть  проиллюстрирована сле-
дующим образом. Пусть в рамках приведен-
ного выше примера ошибочно передан 3-й 
символ блока – Х3={1101} так, что на прием-
нике получен код XR3={1110}. Соответствен-
но, ZR3 = 7. Компоненты контрольного кода, 
вычисленные на приемнике равны: CR1 = 55, 
CR2 = 174. Компоненты разности контроль-
ных кодов приемника и передатчиков опре-
деляются в виде: ∆1 = CR1-CS1= α = 55-59= -4, 
∆2 = CR2-CS2 = 174-186 = -12. Поскольку оста-
ток от деления  ∆2/∆1 равен нулю, то ситуа-
ция классифицируется как искажение одного 
символа. Вычисляется его весовой коэффи-
циент: Wj = ∆2/∆1= -12/(-4)= 3. Определяется 
номер символа:  j=Wj=3 и исходный код: Z3 = 
ZR3-α = 7-(-4) = 11.        
Важным аспектом является оценка веро-
ятности Q2 ложной классификации исправ-
ляемых ошибок. При искажении, в процессе 
передачи, двух канальных сигналов, возни-
кают ошибки в двух символах блока. Пусть в 
процессе передачи искажению подверглись 
два символа: Xj и Xe, j,e∈{0,..,q-1}, j<e, при-
чем ZRj-ZSj = α,  ZRe-ZSe = γ. Тогда ∆1=α+γ, ∆2 
= α⋅Wj+ γ⋅We. Неверная классификация неис-
правимой ошибки в двух символах как исп-
равимой в одном символе имеет место, если 
остаток от деления ∆2/∆1 равен нулю, то есть 
существует целое N такое, что: 
)( γαγα +⋅=⋅+⋅ NWW ej  (4) 
Проведенные экспериментальные иссле-
дования показали, что вероятность Q2 в 
определяющей степени зависит от длины k 
символа. Эта зависимость носит экспонен-
циальный характер и выражается следующей 
эмпирической зависимостью при  k>4 : Q2 ≈ 
0.1⋅24-k. Это означает, что для современных 
систем передачи данных, которые характе-
ризуются относительно большими значени-
ями k, вероятность неадекватной классифи-
кации типа ошибки невелика. Например, при 
передаче блока длиной  1 Кбайт и длине си-
мвола в один байт, вероятность Q2  составля-
ет 0.0043. При этом следует иметь ввиду, что 
вероятность появления ошибки в паре сим-
волов на 2-3 порядка меньше вероятности 
искажения одного символа. 
Число R контрольных разрядов определя-
ется максимальной разрядностью первой С1 
и второй С2 компонент арифметической 
взвешенной контрольной суммы. Поскольку 
максимальное значение С1 равно q⋅(2k-1), то 
разрядность этой компоненты не превышает 
k + log2q. Максимальное значение компонен-









k qi . Соответ-
ственно, число бит для представления С2 ра-
вно k+2⋅log2q-1. Таким образом:  
1log32 2 +⋅+⋅= qkR  (5) 
При использовании корректирующих ко-
дов нижняя граница G числа контрольных 
разрядов определяется объемом информа-
ции, необходимым для локализации k иска-
женных бит в m-битовом блоке.  














lmG  (6) 
Например, при разрядности символа k=8 и 
числе символов в блоке  q=1024, число конт-
рольных разрядов, обеспечивающих коррек-
цию одного символа с использованием ари-
фметической взвешенной контрольной сум-
мы составляет R=45, а нижняя граница числа 
контрольных разрядов корректирующих ко-
дов - G = 65. Таким образом, использование 
арифметической взвешенной контрольной 
суммы позволяет уменьшить число контро-
льных разрядов в 1.45 раза. С развитием тех-
нологии спектральной модуляции увеличи-
вается разрядность символа и, соответствен-
но, отношение числа контрольных разрядов 
при применении корректирующих кодов и 
АВКС. Так, при  k=10, q=1024, соотношение  
G/R = 1.67. 
 
Модификация АВКС для коррекции пары 
смежных символов 
 Важную проблему обеспечения надежно-
сти передачи цифровых данных в компьюте-
рных сетях и системах телекоммуникаций 
представляет воздействие внешних помех 
большой длительности, которое может выз-
вать искажение нескольких смежных симво-
лов. Для каналов передачи данных со спект-
ральной модуляцией наибольшее значение 
имеет случай воздействия помехи на пару 
смежных канальных сигналов. 
При воздействии помехи на пару смеж-
ных символов, число потенциально подвер-
женных искажению битов резко возрастает, 
что имеет следствием существенно снижение 
эффективности использования корректиру-
ющих кодов.  
Гораздо эффективнее представляется ис-
пользование для коррекции таких битовых 
искажений специальных модификаций 
АВКС. 
Ниже предлагается одна из таких модифи-
каций АВКС, которая предполагает форми-
рование контрольного кода блока в виде че-
тырех компонент. Каждая пара смежных 
символов информационного блока имеет 
одинаковый весовой коэффициент, так, что 
для j–го символа блока j∈{1,…,q}, весовой 
коэффициент Wj  для четных значений j ра-
вен j/2, а для нечетных значений  j  вычисля-
ется в виде: Wj = j/2 + 1. В частности, пер-
вый и второй символы имеют весовые коэф-
фициенты равные единице, для третьего и 
четвертого символов – W3=W4=2.    
Первая компонента С1 представляет собой 
арифметическую сумму кодов символов с 













Вторая компонента С2 вычисляется как  
арифметическая сумма кодов символов с не-














Третья компонента С3 представляет собой 
арифметическую сумму произведений кодов 
символов с четными номерами в блоке на их 














⋅⋅−+⋅=  (9) 
Четвертая  компонента С4 вычисляется 
как арифметическая сумма произведений ко-
дов символов с нечетными индексами их ве-











j jZC  (10) 
Например, пусть контролируемый блок В 
объемом 32 бит состоит из 8-ми (q=8) 4-х 
битовых символов (k = 4): X1={0001}, 
X2={1010}, X3={1100}, X4={0101}, 
X5={1000}, X6={0010}, X7={1001}, 
X7={0110}. Z1=8,  Z2=5, Z3=3, Z4 =10, Z5=1, 
Z6=4, Z7=9, Z8= 6. В этом случае, значения 
компонент контрольной суммы на передат-
чике: Сs1=25, Сs2=21, Сs3=61, Сs4=53.  
Четырехкомпонентный контрольный код 
СS ={СS1, СS2, СS3, СS4} вычисляется передат-
чиком и отсылается приемнику. Последний 
по принятому блоку вычисляет код СR ={СR1, 
СR2, СR3, СR4} и формирует четырехкомпо-
нентный код разности контрольных кодов 
приемника и передатчика: ∆={∆1, ∆2, ∆3, ∆4}, 
компоненты которого вычисляются как 
арифметическая разность одноименных ком-
понент контрольных кодов передатчика и 
  Использование арифметических взвешенных контрольных сумм… 6
приемника:  ∆1=CR1-CS1,   ∆2 = CR2 – CS2,  
∆3=CR3-CS3,   ∆4 = CR4 – CS4.  
Процесс коррекции ошибок формально 
описывается следующим образом: 
1. Если ∆1=∆2=∆3=∆4=0, то блок считается 
принятым без ошибки. Переход на конец.  
2. Если ∆1≠0, ∆3 ≠ 0,  а ∆2=∆4 = 0 , то клас-
сификация типа ошибки производится ана-
лизом кодов ∆1 и ∆3 . Если ∆3 не делится на-
цело на ∆1, то это значит, что ошибка отно-
сится к классу неисправляемых и тогда фор-
мируется запрос на повторную передачу 
блока и переход на конец. Если результатом 
деления ∆3/∆1 является целое число, то 
ошибка произошла в одном символе, причем 
этот символ находится на четной позиции в 
информационном блоке. Целое частное от 
деления ∆3/∆1 определяет весовой коэф-
фициент Wj искаженного символа. Номер j 
этого символа вычисляется как удвоенное 
значение весового коэффициента:  j = 2⋅Wj . 
Коррекция идентифицированного описан-
ным способом j–го символа осуществляется 
путем арифметического вычитания кода ∆1 
от   кода j-го символа в блоке, полученном 
приемником. Формально процесс коррекции 











3. Если ∆2≠0, ∆4 ≠ 0,  а  ∆1=∆3 = 0, для 
классификации типа ошибки необходимо 
анализировать коды ∆2 и ∆4. Если ∆4 не де-
лится нацело на ∆2, то это значит, что ошиб-
ка относится к классу неисправляемых и то-
гда формируется запрос на повторную пере-
дачу блока и переход на конец.  
Если результатом деления ∆4/∆2  является 
целое число,  то искажению подверглись би-
ты одного символа с нечетным порядковым 
номером r в блоке.  При этом частное от де-
ления ∆4/∆2 соответствует весовому коэффи-
циенту Wr искаженного символа. Вычисле-
ние порядкового номера r искаженного сим-
вола в блоке по значению весового коэффи-
циента Wr осуществляется в виде: r = Wr⋅2-1. 
Процесс коррекции символа аналогичен 
описанному выше. Формально процесс кор-
рекции одного символа с нечетным порядко-












4. Если ∆1≠0, ∆2 ≠ 0,  ∆3≠ 0 и ∆4 ≠ 0 , то 
классификация типа ошибки осуществляется 
путем анализа остатков от деления ∆3/∆1 и 
∆4/∆2. Если хотя бы один из остатков не ра-
вен нулю: ∆3 mod ∆1≠0 или  ∆4 mod ∆2≠0, то 
ситуация классифицируется как ошибка, ко-
торая не может быть исправлена. Формиру-
ется запрос на повторную передачу и пере-
ход на конец. В противном случае, то есть 
если ∆3 mod ∆1=0 и  ∆4 mod ∆2=0, ситуация 
классифицируется как искажение, под воз-
действием внешней помехи большой дли-
тельности, пары смежных символов переда-
ваемого блока. В этом случае определяются 
весовые коэффициенты Wj и Wr, j,r∈{1,…,q}, 
пары искаженных символов c порядковыми 
номерами j и r: Wj=∆3/∆1 и Wr=∆4/∆2. Если Wj 
= Wr или Wj=Wr+1, то номер r первого из ис-
каженных символов r = 2⋅Wr -1, а второго – 
j=2⋅Wr.  В этом случае, коррекция j–го и r–го 
символов на приемнике выполняется путем 
вычитания из них кодов ∆1 и  ∆2 соот-
ветственно. Формально процесс коррекции 




















Если разница Wj  и Wr превышает едини-
цу, то есть Wj ≠ Wr и Wj ≠ Wr+1, то ситуация 
классифицируется, как возникновение неис-
правимой ошибки.  
Процедура коррекции пары смежных сим-
волов блока может быть  проил-
люстрирована следующим образом. Пусть в 
рамках приведенного выше примера оши-
бочно переданы 4-й и 5-й символы блока 
(j=4,r=5), так, что на приемнике вместо сим-
волов XS4={0101} и XS5={1000} получены 
искаженные их значения: XR4={1000} и 
XR5={1110}. Компоненты контрольного ко-
да, вычисленные на приемнике равны: CR1 = 
16, CR2 = 27, CR3 = 43, CR4 = 71.   Компоненты 
разности контрольных кодов приемника и 
передатчика вычисляются в виде: ∆1 = CR1-
CS1 = 16-25= -9,    ∆2 = CR2-CS2 = 27-21 = 6, ∆3 
= CR3-CS3 =43-61= -18, ∆4 = CR4-CS4 =71-
53=18. Поскольку все значения ∆1, ∆2, ∆3 и ∆4  
отличны от нуля и ∆1≠∆3, то в соответствии с 
пп.2 и 3 анализируется остаток от деления  
∆3/∆1 = (-18)/(-9)=2 и ∆4/∆2 =18 /6 =3. Так как 
остатки равны нулю: ∆3 mod ∆1 =(-18) mod (-
9)=0 и ∆4 mod ∆2 =18 mod 6 =0, то ситуация 
классифицируется как искажение пары 
смежных символов блока. Весовой коэффи-
циент Wj искаженного символа с четным но-
мером j определяется как  Wj = ∆3/∆1=2,  а 
весовой коэффициент Wr искаженного сим-
вола с нечетным номером r в блоке равен Wr 
= ∆4/∆2=3. Соответственно, четный номер j 
искаженного символа вычисляется как j=2⋅Wj 
= 4, а  нечетный номер r искаженного симво-
ла равен  r = 2⋅Wr-1= 2⋅3-1=5. В соответствии 
с (13) осуществляется восстановление 4-го и 
5-го символов: ZS4=ZR4-∆1= 1-(-9)=10,  
ZS5=ZR5-∆2=  7-6 = 1. 
Оценка разрядности контрольного кода 
предлагаемой модификации АВКС может 
быть  произведена следующим образом. Ка-
ждая из компонент С1 и С2 представляет со-
бой арифметическую сумму q/2 положитель-
ных чисел, не превышающих 2k-1. Соответ-
ственно, требуемое число разрядов для пред-
ставления каждого кодов С1 и С2 равно  
k+log2q-1. Каждая из компонент С3 и С4 яв-
ляется арифметической суммой q/2 положи-
тельных произведений кодов символов на 
весовые коэффициенты, образующие ряд: 
1,2,…, q/2. Как было показано выше, число 
бит для представления такой суммы равно 
3log21
2
log2 22 −⋅+=−⋅+ qk
qk . Таким об-
разом, разрядность R′ контрольного кода 
предложенной модификации АВКС опреде-
ляется формулой:  
8log64' 2 −⋅+⋅= qkR  (14) 
При использовании корректирующих ко-
дов нижняя граница G′ числа контрольных 
разрядов определяется объемом информа-
ции, необходимым для локализации 2⋅k ис-
каженных бит в m-битовом блоке. Соответ-













lmG  (15) 
Например, при разрядности символа k=8 и 
числе символов в блоке q=1024, число конт-
рольных разрядов, обеспечивающих коррек-
цию пары смежных символов с использова-
нием предложенной модификации АВКС со-
ставляет R′ = 84, корректирующих кодов - G′ 
= 116, а логической взвешенной контрольной 
суммы – r =89. Таким образом, использова-
ние АВКС позволяет уменьшить число кон-
трольных разрядов в 1.4 раза по сравнению с 
корректирующими кодами. 
Изложенный подход к исправлению пары 
смежных искаженных символов информаци-
онного блока достаточно просто может быть 
обобщен на случай воздействия внешней 
помехи большой длительности на тройку 
или четверку смежных символов. Для кор-
рекции тройки смежных символов контроль-
ный код состоит из 6-ти компонент, а для 
восстановления четверки смежных  
символов – восьми компонент.    
 
Выводы 
В результате проведенных исследований 
предложены два варианта использования 
АВКС для коррекции ошибок в КСМ.  
Доказано, что применение АВКС позво-
ляет уменьшить число контрольных разря-
дов как по сравнению с корректирующими 
кодами, так и по сравнению с логической 
взвешенной контрольной суммой.  Вычисле-
ние АВКС достаточно просты и осуществ-
ляются  в темпе передачи данных в канале, а 
операции, связанные с коррекцией выпол-
няются только при обнаружении ошибки.      
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