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Abstrakt 
Cílem práce je analýza a konceptualizace trvalé udržitelnosti digitálního dědictví. Tato nová 
forma kulturního dědictví je velmi zranitelná a čelí řadě problémů, jako jsou například 
zastarávání informačních technologií, komplexita digitálních formátů nebo trvalá integrita 
a autenticita digitálních dokumentů. Pro konceptualizaci těchto problémů a hledání jejich 
praktických řešení vznikl nový obor, digitální archivace (digital preservation), též 
dlouhodobá ochrana digitálních dokumentů. Tato rigorózní práce se zabývá jak analýzou 
všech rizik spjatých s trvalou udržitelností digitálního dědictví, tak oborem digitální archivace 
a jeho praktickými výstupy (ochranná opatření). Součástí práce je přehledné shrnutí 
základních východisek a cílů digitální archivace, uvedení speciální terminologie oboru do 
českého prostředí, jakožto i konceptualizace digitálního dokumentu a dalších klíčových entit. 
Analyzována je norma OAIS a koncept digitálního repozitáře. Nejrozsáhlejší část práce je 
věnována praktickým výstupům výzkumu oboru digitální archivace – ochranným opatřením 
vyvinutým pro zajištění trvalé udržitelnosti digitálního dědictví. Mezi ně patří migrace, 
emulace, infrastruktura trvalé identifikace, systém metadat, autentifikace a řada dalších. 
Ochranná opatření digitální archivace jsou vztažena ke kontextu kulturních institucí, se 
zvláštním zřetelem na národní knihovny, které jsou často vedoucími subjekty usilujícími 
o zajištění trvalé udržitelnosti digitálního dědictví v jednotlivých zemích. Užití ochranných 
opatření v institucích jsou dokumentována na příkladech evropské a anglosaské praxe. 
V závěru je naznačeno jak směřování současných relevantních výzkumných aktivit, tak další 
perspektivy trvalé udržitelnosti digitálního dědictví. 
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 PŘEDMLUVA 
Předkládaná rigorózní práce se zabývá problematikou trvalé udržitelnosti digitálního 
dědictví. Navazuje na moji diplomovou práci Strategie ochrany digitálních dokumentů [Cubr, 
2009], kterou jsem rozšířil o některé další informační celky (zejména o konceptualizaci 
digitálního dokumentu a přehled výzkumných aktivit v oboru digitální archivace). Původní 
text jsem zrevidoval a provedl řadu strukturálních (jiná strukturace výkladu a konfigurace 
některých kapitol), formálních (úprava některých formulací), obsahových (úpravy nebo 
změny některých definic, doplnění nebo aktualizace některých informací aj.) a stylistických 
úprav. 
Dlouhodobé uchovávání a zpřístupňování digitálního dědictví, tedy zajištění jeho 
trvalé udržitelnosti, se stává v posledních letech jedním z hlavních předmětů zájmu národních 
knihoven a celé řady dalších institucí. Výsledkem (nejen) těchto snah je mj. vznik nového 
oboru (digitální archivace) zabývajícího se trvalou udržitelností digitální univerza. Jasnou 
analýzu a konceptualizaci problému považuji za základní předpoklad veškerých digitálních 
aktivit provozovaných současnými knihovnami, počínaje digitalizací a konče budováním 
digitálních knihoven. Vzhledem k tomu, že pracuji v Národní knihovně ČR na projektu 
chystané Národní digitální knihovny a současně jsem doktorandem informační vědy na 
Univerzitě Karlově, je má motivace výběru tématu nasnadě. 
V českém knihovnickém prostředí se dosud často setkáváme s přístupem, že výzkum 
v oblasti trvalé udržitelnosti digitálního dědictví je „zbytečným filozofováním“, které zdržuje 
praktické činnosti s okamžitě viditelnými výsledky (například digitalizaci). Dalším 
rozšířeným přesvědčením je názor, že vývoj digitálního světa je relativně bezproblémový 
a případné komplikace jsou jen krátkodobého technického rázu. Opak je však pravdou. Bez 
důkladného promyšlení problému se všemi jeho souvislostmi a důsledky jsou veškeré 
digitální aktivity knihoven jen spontánními projevy dobře míněné snahy, která je 
z dlouhodobého hlediska odsouzena k nezvratnému nezdaru. Digitální svět totiž kromě řady 
velkých výhod výrazně komplikuje trvalou udržitelnost národního kulturního dědictví. 
Kulturní dědictví bylo vždy potřeba pečlivě chránit. Vzhledem k jeho rozsahu a objemu to 
také nebyl nikdy úkol lehký. Nová forma kulturního dědictví, digitální dědictví, však tento již 
tak dost náročný úkol ještě více znesnadňuje. Zatímco v evropské, potažmo anglosaské oblasti 
se problematice trvalé udržitelnosti digitálního univerza věnují výzkumy již více než jedno 
desetiletí, české prostředí je v tomto ohledu poměrně zaostalé. Zatím u nás nevyšly žádné 
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 přehledné monografie o digitální archivaci, ani nebyl veden soustavnější výzkum, který by 
objasnil jádro problému a naznačil cestu k trvalé udržitelnosti digitálního dědictví.  
Cílem této rigorózní práce je proto představit a popsat problematiku trvalé 
udržitelnosti digitálního dědictví, včetně všech hlavních rizik, kterým je vystavena. Tímto 
textem bych se chtěl pokusit o příspěvek k úvodu do problematiky trvalé udržitelnosti 
digitálního dědictví v českém prostředí, k lepšímu chápání významu digitální archivace 
a k analýze jednotlivých problémových okruhů. Aby výklad splnil svůj cíl, bylo v některých 
místech nutné přistoupit k jistému zjednodušení, především při popisu technických aspektů 
problému.  
Práce je složena ze dvou základních částí. První je soustavná konceptualizace 
problému (teoretická dimenze), druhá analýza praktických řešení trvalé udržitelnosti 
digitálního dědictví (aplikovaná dimenze). Text jsem strukturoval do deseti kapitol, z nichž 
první až šestá kapitola představuje první část práce a sedmá až devátá kapitola druhou část. 
První kapitola se věnuje obecnému úvodu do problematiky z hlediska širšího kontextu. Druhá 
kapitola podává přehled obecné historie problému. Třetí kapitola představuje historii a 
současnost oboru digitální archivace, přičemž podrobnější přehled nejvýznamnějších 
výzkumných aktivit oboru je uveden v příloze. Čtvrtá, resp. pátá kapitola analyzuje 
problematiku digitálního dědictví, resp. digitálního dokumentu. Šestá kapitola kategorizuje 
a tematizuje hlavní východiska trvalé udržitelnosti digitálního dědictví, podává definice 
klíčových termínů, které umožňují konzistentní užívání speciální terminologie v této práci, 
a reflektuje některé nepřesnosti nebo nejednoznačnosti české i zahraniční literatury. V sedmé 
kapitole je představen základní strategický rámec digitální archivace, jímž je hlavní norma 
v této oblasti. Osmá kapitola podává systematický přehled a analýzu všech základních 
ochranných opatření, která byla vyvinuta nebo jsou dosud vyvíjena pro řešení všech rovin 
problému trvalé udržitelnosti digitálního dědictví. Devátou kapitolu věnuji analýze vývoje 
praktických ochranných opatření a pokouším se o nastínění možného budoucího vývoje. 
Závěr (desátá kapitola) shrnuje problematiku z hlediska širšího kontextu a prezentuje některá 
má stanoviska k problému. 
Celkový rozsah práce je 153 stran a 15 stran příloh. Kapitoly jsou vzhledem k rozsahu 
dílčích témat členěny zpravidla do několika úrovní oddílů pro lepší orientaci při výkladu 
problematiky.  
Práce se řídí Pravidly a metodickými pokyny pro zpracování a odevzdání 
bakalářské/diplomové práce Filozofické fakulty Univerzity Karlovy v Praze, vzorem pro 
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 úpravu a řazení stránek rigorózní práce Ústavu informačních studií a knihovnictví téže fakulty 
a doporučeními obsaženými v publikaci Jak psát závěrečné a kvalifikační práce [Katuščák, 
2008].  
Cizojazyčné termíny jsou, až na výjimky, překládány do češtiny, v některých 
případech, kdy termín není v českém jazyce užíván nebo ustálen, navrhuji vlastní překlad. 
V případě prvního použití speciální terminologie oboru uvádím v závorce za ním termín 
v původním jazyce formátovaný kurzivou. Všechny cizojazyčné názvy korporací a projektů 
jsou v práci z gramatických důvodů překládány do češtiny a při jejich prvním výskytu v textu 
jsou za nimi v kulatých závorkách uvedeny jejich názvy v původním jazyce, případně pak 
v hranatých závorkách za názvy také jejich zkratky. V dalším textu je pak užíván český 
překlad, případně jen zkratka. Výjimkou jsou případy, kdy je zvykem uvádět názvy korporací 
a projektů primárně ve formě zkratek. V tomto případě dodržuji tento zvyk a při prvním 
výskytu zkratky uvádím v závorce za ní celý název v původním jazyce. Český překlad již 
nedoplňuji, protože se jedná výhradně o názvy v angličtině, jejíž znalost musí být ve 
vysokoškolském kontextu samozřejmostí. Výjimku tvoří pouze speciální výrazy, jejichž 
překlad je obtížný a je potřebný pro porozumění dalšímu textu. Totéž platí v případě zkratek 
užívaných pro obecná podstatná jména (např. pro formáty). U běžně užívaných zkratek 
neuvádím jejich celý název při prvním výskytu v textu, ale pouze v seznamu zkratek v úvodu 
práce. V případě názvů výzkumných projektů uvádím v závorce jako poslední údaj adresy 
internetových sídel institucí nebo projektů, které pak již znovu neuvádím v seznamu použité 
literatury z důvodu nadbytečného množení citovaných zdrojů.  
Citace v textu jsou uváděny podle tzv. harvardského systému citování, kdy je 
vstupním prvkem první údaj záznamu a datum vydání, a jsou ohraničeny hranatými 
závorkami pro větší přehlednost. Použitá literatura a zdroje jsou citovány podle norem 
ISO 690 a ISO 690-2 a řazeny abecedně podle prvního vstupního údaje, v případě shody 
podle dalších údajů následujících. 
Za pomoc při psaní práce děkuji PhDr. Evě Bratkové, Ph.D., Mgr. Janu Hutařovi, 
Mgr. Marku Melicharovi a profesoru Juhovi Hakalovi z Univerzity v Helsinkách (University 
of Helsinki). 
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 1 ÚVOD 
Informační revoluce, jíž jsme nyní svědky, není v dějinách lidstva jevem novým. Také 
vynález knihtisku, abychom uvedli jeden příklad, znamenal zásadní technologické inovace 
a velké sociokulturní změny. Co je na současné revoluci jedinečné, je nárůst objemu 
a významu specifické reprezentace informací: digitální elektronické reprezentace.1 
Digitalizace i elektronizace informací se sice objevily ve společnosti již dříve,2 nikoliv však 
v současném spojení a významu. Digitální informace umožnily, aby se klasické procesy 
vytváření, šíření, shromažďování, zpracovávání, ukládání a zpřístupňování informací 
diametrálně zrychlily, zautomatizovaly a sofistikovaly způsobem, který nemá v lidských 
dějinách obdoby. Nová reprezentace informací přináší donedávna nepředstavitelné funkce, 
jako jsou šíření velkého množství dat rychlostí blížící se rychlosti světla, možnost 
komunikace odkudkoliv s kýmkoliv, okamžitý přístup k dokumentům nebo automatizace 
vyhledávání. Tato nesporná evoluce v oblasti lidské komunikace a efektivity využívání 
informací však také přinesla celou řadu vážných hrozeb, již méně reflektovaných. Ochrana 
digitálních informací se stává výrazně náročnějším úkolem, než tomu bylo v případě ochrany 
tradičních informačních zdrojů, jakými jsou tištěné knihy nebo papírové časopisy. Změna 
reprezentace informací si tak žádá nové paradigma jejich ochrany a stanovení nových 
výzkumných úkolů. 
1.1 Ochrana tradičních dokumentů 
Ochrana klasických dokumentů je tradiční doménou paměťových institucí, které mají 
s touto činností mnohaleté dobré zkušenosti a těší se relativně vysoké důvěře uživatelů. 
Klasická ochranná opatření se zaměřují na dvě základní oblasti – systematickou správu sbírek 
a ochranu jejích jednotlivých dokumentů.3 Ochrana dokumentů se pak soustřeďuje na 
ochranu datových nosičů (např. tištěných knih), které reprezentují kulturně cenný 
intelektuální obsah (např. literární dílo). Nosič musí být uchováván takovými metodami, které 
jej ochrání před všemi negativními vlivy prostředí, špatného zacházení atd., jinými slovy 
o nosič musí být pečováno tak, aby jej nepoznamenal „zub času“ a aby zůstal pokud možno 
v původním stavu.  
                                                 
1 Blíže o „digitálním“ a „elektronickém“ pojednáme v podkapitole 5.1. 
2 Viz papírové děrné štítky, resp. telegrafická komunikace. 
3 Srv. např. [Cordeiro, 2004]. 
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 Zároveň však platí, že v tomto klasickém kurátorském pojetí je sám nosič hodnotou, 
kterou je třeba chránit. Pokud bychom vytvořili přesnou napodobeninu starého rukopisu  
a zničili originál, nebyl by takový akt považován za ochranné opatření, ale porušení 
autenticity dokumentu nebo přímo padělatelskou praktiku. Vytváření přesných kopií je 
považováno pouze za náhražkové řešení v případě, že chceme ochránit originál uchováváním 
v optimálních podmínkách a s omezeným přístupem k němu a současně uživatelům 
zpřístupnit alespoň intelektuální obsah. V tradičním pojetí ochrany tedy nelze oddělovat 
fyzický nosič a jeho intelektuální obsah, protože nosič sám představuje specifickou hodnotu  
a společně s intelektuálním obsahem, který zaznamenává, vytváří jeden nerozlučný kulturní 
artefakt, onu „auru originálu“, řečeno slovy filozofa Waltera Benjamina.4  
1.2 Ochrana digitálních dokumentů 
Ochrana digitálních dokumentů mění tradiční paradigma na nosič zaměřené ochrany 
dokumentů, a tak vyžaduje jinou konceptualizaci, nové zkušenosti a odlišná řešení. 
V digitálním světě je totiž bez jakéhokoli narušení autenticity možné oddělit nosič  
od informace (protože nosič sám žádnou nenahraditelnou informaci nepředstavuje) 
a přenesením na jiný elektronický nosič uchovávat pouze samotné informace. Z tohoto 
hlediska přestává být hlavním cílem ochrany životnost konkrétního nosiče. Elektronický nosič 
sám (obvykle) není kulturním artefaktem a náležité zkopírování informací na nový nosič není 
vytvářením padělků nebo druhořadých napodobenin, ale plnohodnotným zajištěním ochrany. 
V tomto smyslu lze také říci, že digitální informace jsou teoreticky vzato věčné, protože je lze 
stále znovu a znovu překopírovávat jinam a prodlužovat jejich životnost donekonečna. 
Nejzávažnější otázky trvalé udržitelnosti digitálních dokumentů tedy leží jinde.  
Digitální elektronické informace nejsou člověku přímo přístupné. Zatímco tištěnou 
knihu můžeme přečíst pouhým zrakem, digitální informace přijímáme pouze 
zprostředkovaně, neboť bity na elektronických nosičích vidět nemůžeme, a i kdyby to bylo 
možné, nedokázali bychom je převést do smysluplného intelektuálního celku. Digitální 
informace jsou tak vždy neodlučně svázány s informačním prostředím (hardware, síťové 
technologie, software apod.) a veškeré komunikační procesy na nich založené jsou 
fundamentálně závislé na funkční a adekvátní počítačové konfiguraci (včetně příslušného 
softwaru), která „změť jedniček a nul“ dokáže převést (reprodukovat) do lidem srozumitelné 
podoby. Bez technologického zprostředkování jsou digitální informace zcela nepoužitelné. 
                                                 
4 Srv. Dílo a jeho zdroj [Benjamin, 1979]. 
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 Tento fakt sám o sobě, v mnoha ohledech triviální, je sice problémem, ale hlavní překážkou je 
skutečnost, že se příslušné technologie mění (zejména v posledních dvaceti letech) enormním 
tempem a toto tempo se ještě dále zrychluje. Prudký vývoj technologií tak vede k velmi 
rychlému zastarávání hardwarových a softwarových systémů a ohrožuje dostupnost funkčního  
a adekvátního technologického prostředí. Pokud nejsou podniknuta velmi včasná a dobře 
promyšlená opatření, stává se neuskutečnitelným udržovat věčnost digitálních informací 
překopírováním informací na nové nosiče, a to i v případě, že původní nosič vydrží: v nové 
počítačové konfiguraci totiž nemusí být čitelný (např. v jednu dobu populární laserdisk dnes 
nespustíme prakticky v žádném zařízení) nebo nebude možné data na něm uložená otevřít 
v žádném existujícím softwaru (viz zastaralost formátu T602).  
Dalším problémem ochrany je relativní nezávislost digitálních dokumentů na 
konkrétním nosiči a z toho plynoucí možnost jejich snadných úprav. Tato nezávislost je 
nepochybně velkou výhodou pro zpracování informací, ale současně s ní vzniká nebezpečí, že 
dokument bude změněn nežádoucím způsobem, ať již omylem (selhání technologie nebo 
lidského faktoru), nebo jako výsledek úmyslného poškození. Proto je třeba poskytnout nové 
záruky pro zachování autenticity, tedy zajistit, aby nikoliv nosič, ale intelektuální obsah na 
něm uložený byl zachován v adekvátní podobě. Výzkum těchto a řady dalších rizik je 
předmětem nového oboru, digitální archivace. 
1.3 Ochrana digitálního dědictví 
Udržovat všechny digitální informace dlouhodobě využitelné a chránit je před 
zánikem nemusí být samozřejmě smysluplné ve všech případech. Řada těchto informací 
patrně jinou než momentální hodnotu nemá a archivovat je by bylo ztrátou času a peněz. Na 
druhou stranu se během posledních dvaceti let objevuje značný počet dokumentů, které jsou 
digitální a zároveň dostatečně cenné na to, aby byly dlouhodobě archivovány 
i zpřístupňovány knihovnami a dalšími zainteresovanými institucemi jako součást kulturního 
dědictví. Kulturní instituce5 tak musejí vyvíjet a implementovat nová ochranná opatření, která 
zajistí trvalou udržitelnost cenného intelektuálního obsahu reprezentovaného v digitální 
formě.  
Na první pohled působí paradoxně, že ze třech oblastí průniku mezi paměťovými 
institucemi a digitálními technologiemi (digitální knihovny, digitalizace, digitální archivace) 
                                                 
5 Pojem „kulturní instituce“ zahrnuje všechny instituce pečující o kulturní dědictví. Definice tohoto výrazu a vysvětlení jeho 
užívání v této rigorózní práci se nalézá v podkapitole 4.2.  
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 je to právě digitální archivace, které se dostává pozornosti jako poslední. Boom digitálních 
knihoven začal v 90. letech a ve stejné době byla v řadě zemí zahájena masová digitalizace 
knihovních fondů. Digitální archivaci se dostalo první větší pozornosti až počátkem nového 
milénia, především v souvislosti s vydáním hlavní normy v této oblasti. Přitom je ochrana 
informací nezbytnou podmínkou pro trvalou udržitelnost digitálních knihoven  
i digitalizačních aktivit.  
Důvodů pozdního nástupu konceptualizace ochrany digitálních informací  
a z ní odvozeného vývoje nových ochranných opatření je více. Jedním z nich je nepochybně 
malé povědomí o této problematice v dřívějších letech. Další důvod je vážnější: lákadlo 
okamžitého efektu. Rychlé zdigitalizování fondu a jeho zpřístupnění v nově založené digitální 
knihovně zajisté zvýší hodnocení knihovnických služeb v očích veřejnosti i politiků. Na 
atraktivnější a rychlejší zpřístupňovací služby se také lépe shání finanční prostředky. Tyto 
služby však nebudou moci knihovny provozovat déle než několik let, pokud neimplementují 
náležitá ochranná opatření, a ze zisku se stane velká ztráta. 
Povědomí o nutnosti ochranných opatření k zajištění trvalé udržitelnosti digitálního 
dědictví naštěstí v posledních letech vzrůstá. Podle výzkumu z roku 2005 považuje 76 % 
z 330 dotazovaných evropských knihoven dlouhodobou ochranu digitálních fondů za velmi 
důležitou. 91 % z nich se domnívá, že má být úkolem samotných knihoven, přičemž 86 % 
z těchto knihoven ji považuje za úkol své vlastní knihovny [Krimbacher, 2005, s. 30-40]. Toto 
povědomí je nezbytným předpokladem pro podporu vývoje oboru digitální archivace, jehož 
hlavním předmětem je vytváření nových opatření pro ochranu informací v novém kontextu. 
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 2 OBECNÁ GENEZE PROBLÉMU  
2.1 Situace do 90. let 
Digitální elektronické informace bylo vždy třeba pečlivě chránit. Se selháváním 
datových nosičů nebo počítačových technologií se setkáváme již od samých počátků rozvoje 
výpočetních center a prvních digitálních repozitářů. Vědecké repozitáře a další instituce 
využívaly již na přelomu šedesátých a sedmdesátých let jako praktické ochranné opatření 
zálohování digitálních dat na magnetické pásky a udržování dokumentace o těchto datech, 
například v podobě kartoték [Beedham, 2004, s. 6]. Celkový objem digitálních dokumentů byl 
však v těch dobách v porovnání se současným stavem velmi malý a k velké části digitálních 
dat buď existoval analogový zdroj, nebo byly vytvořeny k tomu, aby byly následně převedeny 
do tištěné podoby. Digitální svět byl tedy do značné míry zálohován v analogové formě.  
Do 90. let také platilo, že digitální objekty byly relativně jednoduché (obvykle se 
jednalo o textová nebo numerická data). Jednoduché digitální objekty bylo snadné 
interpretovat a dokumentovat a nároky na jejich softwarovou podporu nebyly vysoké [Fresko, 
1999]. Všechny tyto skutečnosti však doznaly v posledních dvaceti letech radikálních změn. 
2.2 Změny od 90. let 
V devadesátých letech se (již tak rychlý) vývoj informačně-komunikačních 
technologií ještě zrychlil a digitální technologie postupně pronikly do všech oblastí života. 
Nejvýrazněji je tento jev patrný na zvyšující se penetraci internetu a osobních počítačů do 
velké části západních domácností. Digitální technologie postupně pronikly do všech oblastí 
života, od obchodního sektoru nebo umění (např. digitální triky ve filmu) přes státní správu 
(např. digitální verze sněmovních tisků) až po soukromou komunikaci (viz nárůst e-mailové 
komunikace) nebo digitalizaci televizního vysílání, abychom uvedli aktuální příklad.  
Všechny tyto události měly za následek, že vzrostl význam digitálních informací ve 
společnosti a jejich objem se exponenciálně zvýšil na úkor analogových dokumentů, jako jsou 
tištěné knihy, noviny, firemní oběžníky nebo dopisová korespondence. Celkový objem 
digitálního univerza byl v roce 2007 odhadován na 281 miliard gigabajtů digitálních dat 
a v roce 2011 by měl dosáhnout dokonce desetinásobku stavu z roku 2006 [Gantz, 2008,  
s. 2-3]. 
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 V současnosti se již většina nových informací vytváří primárně v digitální podobě 
a značná část z nich není nikdy vytištěna. Velká část odborných periodik přešla v druhé 
polovině tohoto desetiletí do výhradně digitální podoby [Gladney, 2007, s. 50]. Digitální 
informace již dnes často nemají žádný analogový protějšek a informační tok ve společnosti se 
stává čím dál víc výhradně digitálním. S nárůstem objemu digitálních informací roste i jejich 
komerční význam, a tedy také cena práv duševního vlastnictví vážícího se k digitálním 
objektům, včetně softwaru. Všechny tyto okolnosti zvyšují očekávání, která se vztahují 
k zárukám trvalé udržitelnosti digitálních informací.  
Souběžně se zdokonalováním digitálních technologií rostou i nároky jejich uživatelů. 
Sofistikovanější funkcionality zvyšují komplexitu a diverzitu digitálních dat. Typickým 
příkladem komplexity informací jsou webové stránky: přinášejí interaktivitu (volba pohybu 
mezi jednotlivými stránkami), multimedialitu (texty doplněné o obrázky, zvuky a videa), 
hypertextualitu (souvztažnost různých informačních zdrojů) a vysokou míru granularity6 
(jeden webový dokument může být strukturován do stovek souborů ve formátu HTML apod.). 
Příkladem zvyšující se diverzity dat jsou stovky různých formátů, které vznikly během vývoje 
internetu a reprezentovaly všechny typy dat (textová, obrazová, zvuková, audiovizuální). 
Komplexní digitální objekty je již obtížné interpretovat a dokumentovat. K tomu, aby mohly 
být adekvátně zpřístupňovány uživatelům, jsou často nutné speciální a zároveň rychle 
zastarávající softwarové aplikace [Fresko, 1999].  
2.3 Potřeba nových ochranných opatření  
Exponenciální nárůst objemu digitálních dat, zvýšení jejich významu ve společnosti 
a nárůst jejich komplexity a diverzity, jakožto i čím dál rychlejší zastarávání datových nosičů, 
softwaru, hardwaru a dalších technologických komponentů značně komplikují původní 
ochranná opatření aplikovaná v počátcích digitálního světa. Pouhé zálohování přestává být 
dostatečným řešením.7  
Zainteresované instituce tedy musejí od 90. let začít vymýšlet nová praktická opatření, 
která zajistí nejen přežití informací navzdory selháním technologií, ale která také umožní 
trvalé zpřístupňování digitálních dat v kontextu rychlých technologických změn a celé řady 
                                                 
6 Blíže o granularitě pojednává podkapitola 5.3. 
7 Mnoho uživatelů však dodnes nevyužívá ani tohoto základního řešení, jak dobře víme z každodenních případů ztrát dat na 
soukromých počítačích nebo v různých organizacích. Nejsou nám známy konkrétní statistiky, ale lze očekávat, že významná 
část uživatelů digitálních informačních systémů přišla o své cenné informace v míře, která by nikdy předtím v dějinách 
nebyla možná.  
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 dalších nově vznikajících rizik. Stará opatření se stávají pouze krátkodobými řešeními, a tak 
se objevuje potřeba ustanovit nový obor, který by konceptualizoval potřeby trvalé 
udržitelnosti digitálních informací a hledal opatření pro jejich naplnění. Tím se začíná psát 
historie oboru digitální archivace, o které pojednává následující kapitola. 
 26  
 
 
 3 OBOR DIGITÁLNÍ ARCHIVACE 
3.1 Digitální archivace 
Jedna z nejznámějších definic oboru digitální archivace8 (digital preservation, digital 
archiving, long-term digital preservation)9 uvádí, že jde o „všechna opatření nutná pro 
udržování přístupu k digitálním dokumentům navzdory degradaci datových nosičů nebo 
technologickým změnám“ [Beagrie, 2008a, s. 24]. Gladney definuje obor jako „systematická 
opatření zajišťující mnohaletou využitelnost digitálních objektů“ [Gladney, 2007, s. 270]. 
Tento autor dále uvádí, že takováto opatření musejí zajistit, aby digitální objekty nebyly nikdy 
ztraceny nebo zničeny, aby byly důvěryhodné a trvale vyhledatelné a srozumitelné, a to bez 
ohledu na negativní dopady technologické zastaralosti nebo lidského faktoru (např. slábnoucí 
lidské paměti). Někdejší Sdružení vědeckých knihoven (Research Libraries Group [RLG]) 
uvedlo, že digitální archivace představuje „takové řízené aktivity, které jsou nutné pro 
zajištění dlouhodobé údržby bajtového toku (bytestream) a trvalé zpřístupnitelnosti jeho 
obsahu“ [RLG, 2002, s. 3].  
Všechny tři definice jsou konzistentní s normou OAIS (Open Archival Information 
System),10 která definuje dlouhodobou ochranu11 jako „činnost udržující informace ve 
správné a nezávisle srozumitelné podobě v dlouhodobém horizontu“ [Consultative 
Committee, 2002, s. 1-11]. 12 
3.1.1 Digitální kurátorství 
V roce 2002 zavedlo britské Středisko pro digitální kurátorství (Digital Curation 
Centre [DCC]) výraz „digitální kurátorství“ (digital curation) jako označení pro „procesy 
                                                 
8 V českém prostředí se někdy užívá překlad „dlouhodobé uchovávání digitálních dokumentů“, např. v českých překladech 
dokumentů Evropské unie (viz [Evropská komise, 2006b]). Národní knihovna ČR užila termín „digitální ochrana“ v názvu 
jednoho ze svých odborů (Odbor digitální ochrany). Termín „digitální ochrana“ však může být zavádějící a v této rigorózní 
práci nebude užíván. Jako nejvhodnější české překlady se nám zdají být překlady „digitální archivace“ a „dlouhodobá 
ochrana digitálních dokumentů“. Oba tyto výrazy také budeme v této práci používat jako synonyma, přičemž z hlediska 
kratšího rozsahu i větší výstižnosti upřednostňujeme termín „digitální archivace“.  
9 V anglicky psané literatuře se nejčastěji vyskytuje termín „digital preservation“. Výraz „digital archiving“ se někdy užívá 
v americkém prostředí (srv. např. [Task Force, 1996]). Často se také užívá termín „long-term digital preservation“ (srv. např. 
[Klett, 2008]). Termín „digital archiving“ se někdy v anglicky psané literatuře (z oblasti výpočetní techniky) užívá ve zcela 
jiném významu, a sice pro označení dočasné zálohy počítačových souborů (srv. např. [Gladney, 2007, s. 266]). Tento význam 
není pro tuto práci relevantní. 
10 Česky „otevřený archivační informační systém“. 
11 Tato definice se vztahuje na dlouhodobou ochranu nejen digitálních dokumentů, ale také ostatních forem reprezentací 
informací. 
12 I z toho příkladu vyplývá vhodnost užívání výrazu „trvalá udržitelnost“ v této rigorózní práci pro aktivity s cílem 
dlouhodobě archivovat a zpřístupňovat digitální informace. 
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 udržování a zvyšování hodnoty důvěryhodné sbírky digitálních informací pro potřeby 
současného i budoucího využití“ [Digital Curation Centre, 2007]. Podle tohoto pojetí je 
digitální archivace jednou ze složek digitálního kurátorství. Další složkou jsou například 
ekonomické aspekty dlouhodobé ochrany. Existují však i značně odlišná užití tohoto termínu. 
Například jedna z významných studií federace IFLA označuje naopak digitální kurátorství za 
jednu z oblastí digitální archivace [Verheul, 2006]. Vzhledem k tomu, že obor digitální 
archivace je oborem novým a teprve se vyvíjejícím, nemůžeme zde řešit tyto nejasnosti, ani 
otázky, co všechno je, nebo ještě není přidanou hodnotou (např. ekonomické otázky se běžně 
uvádějí jako jeden z problémů v literatuře věnované digital preservation). V naší práci tak 
čerpáme informace ze zdrojů věnovaných jak digital preservation, tak digital curation a oba 
proudy považujeme za rovnocenné informační zdroje digitální archivace. 
3.2 Vznik oboru digitální archivace 
Mezi zainteresovanými subjekty zprvu panovaly značné nejasnosti, kam až sahá 
rozsah problému a jaké všechny problémy musí nový obor řešit. V první polovině 90. let je 
odborná literatura věnující se této problematice velmi skromná a diskuzí mezi odborníky není 
mnoho [Ross, 2003a, s. 1]. Celá 90. léta charakterizuje neexistence všeobecně uznávaného 
rámce pro digitální archivaci, který by jasně konceptualizoval všechny hlavní problémové 
okruhy, a poskytl tak základ pro výzkum a vývoj praktických opatření pro jejich řešení. V této 
době neexistuje žádná obecně přijímaná speciální terminologie oboru, ani konsensus 
o funkcích, které by měl systém pro digitální archivaci vykonávat. Chybí také konceptuální 
model pro hlavní předmět digitální archivace, digitální objekt, resp. digitální dokument 
[Lavoie, 2004].  
Je zřejmé, že za tohoto stavu nebylo možné ustanovit svébytný obor s teoretickou 
a aplikovanou dimenzí. Situaci mohla vyřešit jen existence nějaké základní normy. 
Nejdůležitější aktivitou 90. let se tak pro obor digitální archivace stal vývoj referenčního 
modelu OAIS. Mezinárodní organizace pro normalizaci (International Organization for 
Standardization [ISO]) požádala Poradní výbor pro datové systémy vesmírného výzkumu 
(Consultative Commitee for Space Data Systems [CCSDS]), aby vytvořil normu pro 
dlouhodobou ochranu digitálních dat získaných z výzkumu vesmíru. Práce na vytváření 
normy byly zahájeny v roce 1995. Již brzy se ukázalo, že základní koncept ochrany 
digitálních informací je společný pro všechny komunity, které mají za úkol dlouhodobě 
archivovat digitální informace, a není tedy specifický pro kontext vesmírného výzkumu. Proto 
bylo učiněno rozhodnutí rozšířit zadání na vývoj univerzálního rámce, který by byl 
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 aplikovatelný pro jakoukoli komunitu spravující digitální informace. Na práci výboru CCSDS 
se tak začala podílet celá řada heterogenních komunit, včetně kulturních institucí.13 V červnu 
2000 byl OAIS schválen jako návrh normy. Následovala připomínkovací fáze a poslední 
menší úpravy. V lednu 2002 zveřejnil výbor CCSDS konečnou verzi, která byla následně 
schválena jako norma ISO 14721:2002. Norma OAIS se tak stala základním pilířem nového 
oboru – digitální archivace. 
3.3 Výzkumné projekty 
V této podkapitole popíšeme stručnou historii výzkumných aktivit v oboru digitální 
archivace. Podrobnější přehled těchto aktivit se nalézá v příloze.  
První výzkumné projekty věnované konceptualizaci problémů a praktickým opatřením 
pro zajištění trvalé udržitelnosti digitálního dědictví se objevují zhruba ve druhé polovině 
90. let. Nepočítáme-li vývoj modelu OAIS, objevuje se jen velmi málo iniciativ. Většinou se 
jedná o aktivity v anglosaském světě, které lze označit za pionýrské ve svých výzkumných 
záměrech, například projekty CAMiLEON (Creative Archiving at Michigan & Leeds: 
Emulating the Old on the New; http://www.si.umich.edu/CAMILEON/) nebo InterPARES 
(International Project on Permanent Authentic Records in Electronic Systems; 
http://www.interpares.org/). První projekty pro archivaci webových zdrojů se objevují již 
v roce 1996 v Austrálii a v USA. 
Vzhledem k tomu, že se na vývoji modelu OAIS podílelo mnoho kulturních institucí 
evropského a anglosaského světa, není překvapivé, že se již během dokončovací fáze rychle 
rozšířil mezi komunity pečující o digitální dědictví a poskytl obecný rámec pro první 
konkrétní výzkumné úkoly. V novém miléniu tak, v souvislosti se znalostí modelu, 
exponenciálně vzrostl počet výzkumných projektů. Rozličné projekty se zabývají novými 
specifickými výzkumnými úkoly a posunují vývoj oboru do dalších fází. Evropa začíná jenom 
pozvolna dohánět náskok anglosaského světa. 
V několika zemích jsou na nejvyšší politické úrovni iniciovány a financovány 
komplexní programy pro výzkum digitální archivace a realizování konkrétních opatření 
v celonárodním kontextu. Kongres USA (United States Congress) zřídil na období 2000-2010 
Národní program pro ochranu a infrastrukturu digitálních informací (National Digital 
                                                 
13 Výraz „otevřený systém“ (open system) označuje právě skutečnost, že model vznikal na základě odborných diskuzí, 
kterých se mohl zúčastnit jakýkoli zainteresovaný subjekt. Neznamená to, že jde o systém, který by nutně poskytoval volný 
přístup ke svému obsahu. 
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 Information Infrastructure and Preservation Program; NDIIPP; 
http://www.digitalpreservation.gov/). Německo od roku 2003 financuje národní program 
nestor (Network of Expertise in Long-term STOrage of Digital Resources; 
http://www.langzeitarchivierung.de/). V roce 2004 zahájila Novozélandská národní knihovna 
(National Library of New Zealand) za velmi příznivé státní podpory program pro vývoj 
celonárodního digitálního repozitáře. 
Přístup Evropské unie k digitální archivaci byl dlouhou dobu spíše jen rétorický.  
Až do vyhlášení iniciativy i2010: Digitální knihovny (i2010: Digital Libraries) [Evropská 
komise, 2006a] financovala pouze dva menší projekty specializované na digitální archivaci. 
Situace se změnila až v posledních čtyřech letech, kdy EU postupně spustila  
8 nových výzkumných projektů, s celkovými náklady ze zdrojů EU přesahujícími 40 milionů 
eur.  
Velkou část projektů iniciují významné kulturní instituce daných zemí a poskytování 
finančních prostředků je řešeno na základě grantů nebo podobných modelů nebo 
přerozdělováním vlastních zdrojů. Australská národní knihovna (National Library  
of Australia) a nizozemská Královská knihovna (Koninklijke Bibliotheek) vyvinuly první 
praktická softwarová řešení pro digitální repozitáře a již od konce 90. let vedou nebo se 
podílejí na nejvýznamnějších projektech oboru. Úzce spolupracují také s organizací 
UNESCO, která se od počátku nového milénia aktivně zasazuje o propagaci podpory 
dlouhodobé ochrany digitálního dědictví v jednotlivých zemích. Britská organizace JISC 
(Joint Information Systems Committee) financuje již více jak deset let velké množství 
projektů, zkoumajících široké spektrum aktuálních problémů digitální archivace ve Velké 
Británii. JISC je velmi aktivní i v mezinárodním kontextu. Sdružení vědeckých knihoven 
iniciovalo v první polovině tohoto desetiletí několik projektů věnujících se konkrétní 
implementaci modelu OAIS v knihovnickém sektoru. Velmi aktivní jsou také velké americké 
univerzity, které vytvářejí řadu softwarových řešení pro dílčí potřeby komunit kulturních 
institucí.  
3.4 Institucionalizace oboru 
Do doby, než byly známy první návrhy modelu OAIS, nelze hovořit o digitální 
archivaci jako o novém autonomním oboru. Oboru digitální archivace chyběla speciální 
a konzistentní terminologie, nezávislá na tradičních pojmech z jiných oblastí, a postrádal 
základní konceptualizaci objektů a systému digitální archivace. To vše přinesla norma OAIS, 
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 která novou terminologií popisuje dva základní modely: první věnovaný digitálním objektům, 
druhý systému, který by zaručil jejich dlouhodobou ochranu. Nabízí tak obecný strategický 
rámec pro konceptualizaci konkrétních rizik trvalé udržitelnosti digitálních informací a základ 
pro další výzkum a vývoj vhodných praktických opatření v různých komunitách. Norma 
OAIS dala oboru digitální archivace terminologický a konceptuální základ.  
V roce 1997 začalo Sdružení vědeckých knihoven vydávat časopis RLG DigiNews, 
první odborný časopis věnovaný speciálně digitalizaci a digitální archivaci. Druhým 
významným odborným časopisem je D-Lib Magazine, který je sice primárně věnován 
výzkumu a vývoji digitálních knihoven, ale od konce 90. let v něm vychází celá řada 
důležitých studií a výzkumů digitální archivace. Dalším relevantním zdrojem informací je 
portál PADI (Preserving Access to Digital Information; http://www.nla.gov.au/padi/), který 
v roce 1996 založila a udržuje Australská národní knihovna. V roce 2007 sice zanikl časopis 
RLG DigiNews, ale o rok dříve byl založen nový seriál International Journal of Digital 
Curation, recenzovaný vědecký časopis věnovaný již výhradně digitální archivaci.  
Na počátku milénia byly založeny první dvě instituce věnující se výhradně digitální 
archivaci: Koalice pro digitální archivaci (Digital Preservation Coalition [DPC];  
http://www.dpconline.org/) v roce 2001 a Středisko pro digitální kurátorství 
(http://www.dcc.ac.uk/) v roce 2003.  
V roce 2004 se v Číně konal první ročník mezinárodní konference specializované  
na problematiku digitální archivace s názvem iPRES : International Conference on 
Preservation of Digital Objects. Pátého ročníku konference, který se konal v září 2008 
v Londýně, se zúčastnilo přes 250 delegátů z 33 zemí čtyř kontinentů [iPRES, 2008]. 
Poslední, šestý ročník konference se konal v roce 2009 v San Francisku. 
Začátek prvního desetiletí nového milénia lze tedy označit za období legitimního 
ustanovení oboru digitální archivace. Odborná literatura již čítá tisíce článků a webových 
zdrojů a stovky odborníků po celém světě se podílejí na výzkumných aktivitách (srv. [Ross, 
2003a]). V současnosti obor digitální archivace disponuje základním konceptuálním 
a terminologickým rámcem (norma OAIS), dvěma odbornými časopisy, specializovanou 
konferencí a stovkami výzkumných aktivit nejen v anglosaské a evropské oblasti, ale také již 
v řadě dalších geopolitických oblastí (Japonsko, Čína, Malajsie aj.). 
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 4 DIGITÁLNÍ DĚDICTVÍ  
Jednou z mnoha oblastí, kterou výrazně ovlivnil nárůst objemu, komplexity a diverzity 
digitálních dat, byla komunita institucí pečujících o kulturní dědictví. Lze říci, že do 90. let 
obsahovaly sbírky kulturních institucí téměř výhradně klasické dokumenty. V průběhu 90. let 
se tento stav zásadně změnil a tyto sbírky se začaly rychle rozšiřovat o digitální dokumenty. 
Mezi hlavní důvody této extenze patřily: 
• masová digitalizace knihovních sbírek, 
• rozšíření produkce vydavatelů o digitální verze tištěných knih, 
• nástup produkce nových typů digitálních dokumentů (multimediální 
encyklopedie na optických nosičích apod.), 
• nárůst objemu a významu webových dokumentů.  
Digitální dokumenty začaly být chápány jako plnohodnotná součást národního 
kulturního dědictví a kulturní instituce se musely začít vážně zabývat navrhováním 
a vytvářením nových praktických opatření, která by mohla zajistit dlouhodobou ochranu 
jejich nově vznikajících digitálních fondů.  
Kulturní instituce však provázelo stejné tápání, jako v této době všechny ostatní  
instituce snažící se ochránit své digitální fondy. Studie firmy Applerace z roku 1998 ukazuje, 
že jen velmi malá část tehdejších evropských kulturních institucí disponovala nějakými 
směrnicemi, které by obsahovaly praktická doporučení pro dlouhodobou ochranu [Fresko, 
1998]. Zjištěné směrnice byly značně neúplné a zabývaly se jen některými aspekty 
dlouhodobé ochrany. Studie nenalezla žádné směrnice pro dlouhodobou ochranu digitálního 
dědictví, které by byly všeobecně přijímané. Ze studie navíc vyplývá, že neexistovala ani 
jasná konceptualizace toho, jaká praktická opatření by byla vlastně potřebná. V USA byla 
situace podobná, první praktická opatření vznikala až koncem milénia, zejména 
v univerzitních knihovnách [McGovern, 2007]. 
Z hlediska analýzy potřeb a návrhu prvních řešení pro trvalou udržitelnost kulturně 
cenného digitálního obsahu byla nejvýznamnější výzkumnou aktivitou 90. let činnost 
Pracovní skupiny pro digitální archivaci (Task Force on Digital Archiving), kterou v USA 
založily Komise pro ochranu a zpřístupňování (Commission on Preservation and Access) 
a Sdružení vědeckých knihoven. Tato pracovní skupina zveřejnila v roce 1996 studii, která 
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 patří mezi nejcitovanější ve své oblasti a jejíž pronikavá analýza problému je dodnes v mnoha 
ohledech užitečná.  
Ve studii byly předloženy čtyři hlavní závěry obecného charakteru [Task Force, 1996, 
s. 40]: 
• Ochranná opatření jsou v první řadě v rukou tvůrců, poskytovatelů a vlastníků 
informací. 
• Dlouhodobá ochrana digitálních informací bude vyžadovat komplexní infrastrukturu 
postavenou na distribuovaném systému digitálních repozitářů.  
• Klíčovým prvkem takové infrastruktury musí být dostatečný počet důvěryhodných 
institucí schopných dlouhodobě archivovat a zpřístupňovat digitální obsah. 
• Je nutné zavést systém certifikace digitálních repozitářů, který vytvoří prostředí 
celkové důvěry v možnosti digitální archivace. 
Studie také uvádí, že na rozdíl od jiných oblastí (např. vědecký sektor), kde již byly 
v procesu hledání řešení podniknuty první kroky, disponuje komunita kulturních institucí 
zatím jen velmi malým množstvím dobrých zkušeností. Digitální dědictví je přitom již značně 
rozsáhlé a rychle si žádá vytvoření nejvhodnějších ochranných opatření [Task Force, 1996, 
s. 43]. 
V roce 2001 vydala organizace UNESCO na své 31. generální konferenci prohlášení, 
ve kterém uvedla, že trvalá ochrana digitálního dědictví je logickým pokračováním tradičního 
úkolu národních knihoven, archivů a muzeí [Lusenet, 2007]. Organizace UNESCO následně 
pověřila Australskou národní knihovnu, aby vypracovala doporučení týkající se dlouhodobé 
ochrany digitálního dědictví. Národní knihovna úkol splnila a v březnu 2003 zveřejnila 
Směrnice pro ochranu digitálního dědictví (Guidelines for the preservation of digital 
heritage), jednu z prvních publikací obsahujících praktická doporučení, jak zajistit trvalou 
udržitelnost digitálních dokumentů v kulturních institucích. Publikace obsahuje také slovníček 
základních termínů.14 
4.1 Digitální dědictví 
Australská národní knihovna definuje digitální dědictví jako „takové digitální 
dokumenty, které jsou dostatečně cenné na to, aby byly uchovávány pro účely budoucího 
                                                 
14 Viz [National Library of Australia, 2003]. 
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 zpřístupňování a využívání“ [National Library of Australia, 2003, s. 157]. Jiná definice, 
užívaná v dokumentech UNESCO, uvádí, že digitální dědictví představuje „v digitální podobě 
vytvořené nebo digitalizované zdroje lidského poznání nebo vyjádření, jež mají trvalou 
hodnotu a význam“ [Lusenet, 2007, s. 1]. V roce 2003 vydalo UNESCO Chartu ochrany 
digitálního dědictví (Charter on the Preservation of the Digital Heritage), důležitý dokument 
v historii úsilí o zajištění trvalé udržitelnosti digitálního dědictví. Charta vyšla záhy po 
zveřejnění konečné verze normy OAIS. Upozorňuje na rostoucí objem nové formy dědictví, 
digitálního dědictví, varuje před jeho rychlou pomíjivostí a vyzývá k nutnosti vytvářet 
praktická opatření pro tvorbu, údržbu a správu digitálních dokumentů [UNESCO, 2003]. 
Podle Charty zahrnuje digitální dědictví jak kulturní, tak vědecký obsah a řadu dalších typů 
obsahu, např. naučné, právní nebo technické digitální informace. Charta dále uvádí, že 
digitální dědictví může existovat v jakémkoliv jazyce, v jakékoliv části světa a v jakékoliv 
oblasti lidského poznání nebo vyjádření. 
Vzhledem k tomu, že jsme v žádném relevantním zdroji nenalezli přesnou definici 
digitálního kulturního dědictví, která by kulturní dědictví jasně odlišovala od vědeckého 
dědictví, případně od dalších podoblastí, a vzhledem k tomu, že do klasického kulturního 
dědictví se nepochybně začleňují všechny zdroje lidského poznání nebo vyjádření, jež mají 
trvalou hodnotu a význam, nebudeme se zde zabývat spekulacemi, co vše je, či není digitální 
kulturní dědictví, a budeme užívat podobně jako UNESCO pojem „digitální dědictví“. Je 
zřejmé, že hranice mezi různými typy dědictví nejsou jasné, stejně tak se zdá být přirozenou 
skutečnost, že jakékoliv dědictví musí být z povahy věci kulturně cenné a mělo by být 
předmětem ochranných aktivit kulturních institucí. Nicméně vzhledem k tomu, že tato 
rigorózní práce se zaměřuje na kulturní instituce, zejména knihovny, můžeme relevantní 
oblast digitálního dědictví pro účely tohoto textu pracovně vymezit jako takový souhrn 
digitálních dokumentů, které spravují tyto – a ne jiné – instituce. 
Po schválení Charty zahájila organizace UNESCO aktivity pro větší informovanost 
o problému v různých částech světa (konference, vydávání doporučení a studií ad.). V Evropě 
jsou tyto aktivity řízeny nizozemskou Královskou knihovnou. 
4.2 Kulturní instituce 
Oblast ochrany digitálního dědictví přesahuje tradičně vymezený institucionální rámec 
paměťových institucí (knihovny, muzea, archivy). Čím dál častěji se na ní začíná podílet řada 
institucí univerzitního, vědeckého či komerčního sektoru. Jedním z příkladů jsou konsorcia 
 34  
 
 
 vydavatelů a knihoven, jako je Sdružení LOCKSS (LOCKSS Aliance) [LOCKSS, 2008]. 
Z tohoto důvodu se v anglicky psané odborné literatuře anglosaské i evropské provenience 
věnované trvalé udržitelnosti digitálního dědictví užívá mnohem častěji termínu „kulturní 
instituce“ (cultural institutions, též cultural heritage institutions), a ne „paměťové instituce“ 
(memory institutions). Kulturní instituce jsou v této literatuře chápány jako veškeré instituce 
(včetně paměťových), které shromažďují a ochraňují kulturní dědictví,15 a v tomto významu 
užíváme výraz v této práci i my.  
4.3 Nové paradigma ochrany 
Elektronické digitální prostředí rekontextualizuje klasické pojmy, jako jsou „originál“ 
nebo „konzervace“.  
Pokud bychom konzervovali digitální dokument podobným způsobem jako klasický 
artefakt (muzejní exponát, tištěná kniha apod.), tedy omezili k němu přístup a uchovávali 
pouze datový nosič, na kterém je dokument uložen, stal by se dokument po nějakém čase 
vlivem technologické zastaralosti nezpřístupnitelným, a to i v případě, že by nosič sám 
vydržel v nepoškozeném a funkčním stavu. Jedna z prvních známých negativních zkušeností 
s tímto fenoménem sahá do 70. let, kdy se data ze sčítání lidu v USA (archivovaná od roku 
1960) stala nepřístupnými nikoliv z důvodu degradace nosičů, ale právě kvůli zastaralosti 
počítačové technologie. Následná záchranná opatření byla velmi nákladná a časově náročná 
(přesun všech dat na nové nosiče trval tři roky) a část dat se přes veškerou snahu nepodařilo 
zachránit vůbec [Borghoff, 2005, s. 124]. Termín „konzervace“ tedy nemůže mít v digitálním 
prostředí stejný význam jako v tradičním prostředí. Tento posun paradigmatu ochrany nebyl 
zpočátku jasně konceptualizován, jak ukazuje původní poslání evropského Fóra DLM (DLM 
Forum)16 z roku 1994, které si kladlo za cíl správu, ukládání, konzervaci a zpřístupňování 
digitálních dat veřejných archivů [Council conclusions, 1994]. Význam, který tehdy 
vyjadřovaly termíny „správa“, „ukládání“, „konzervace“ a „zpřístupňování“, by se dnes 
de facto dal vyjádřit jediným výrazem: „dlouhodobá ochrana“, resp. „trvalá udržitelnost“. 
Termín konzervace se v literatuře věnované digitální archivaci již prakticky neužívá, neboť 
zde pozbyl smyslu.  
                                                 
15 Srv. např. [Lusenet, 2007], [Ross, 2003b], [National Library of Australia, 2003]. 
16 Zkratka „DLM“ původně znamenala „données lisibles par machine“ (strojově čitelná data), nyní znamená „Document 
Lifecycle Management“ (řízení životního cyklu dokumentu). 
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 Podobně je tomu s termínem „originál“. V digitálním světě není žádný originál v tom 
smyslu, v jakém existuje v klasickém archivářském pojetí. Jsou zde pouze identické instance 
téhož digitálního objektu. Zatímco časté užívání analogových dokumentů snižuje jejich 
kvalitu (opotřebovávání materiálu atd.), stálé využívání digitálního dokumentu naopak může 
zvýšit vyhlídky na jeho dlouhodobé přežití. Každé jedno užití digitálního dokumentu vytváří 
novou identickou instanci téhož objektu, který není tímto užitím nijak opotřeben, ale naopak 
je rozmnožen v digitálním univerzu, což mj. zvyšuje pravděpodobnost, že odolá selhání 
konkrétních nosičů nebo technologií. Originálem se v digitálním světě tedy nerozumí 
jedinečný a nenapodobitelný fyzický objekt, ale množina identických instancí téhož 
digitálního objektu, která se každým dalším užitím může rozšiřovat.17 Tyto změny nejsou jen 
konceptuální, ale mají dalekosáhlý praktický dopad, jak je zřejmé v potřebách redefinice 
legislativy (např. otázka autorských práv) a autentifikačních opatření pro digitální svět.18  
Dlouhodobá ochrana digitálních informací tedy zahrnuje jak aspekt ochrany 
digitálního objektu samotného, tak aspekt ochrany jeho zpřístupnitelnosti, a tyto dva elementy 
nelze – na rozdíl od světa klasických dokumentů – oddělovat. Je však možné říci, že druhý 
aspekt, přístup, logicky předpokládá ten první: ochrana přístupu k digitálním datům na 
elektronickém nosiči implikuje, že nosič musí zůstat v neporušeném stavu. Z toho důvodu se 
některé definice digitální archivace omezují pouze na tento druhý aspekt. Příkladem je 
definice digitální archivace od Australské národní knihovny, která uvádí, že jde o „procesy 
trvalého udržování zpřístupnitelnosti digitálních objektů“ [National Library of Australia, 
2003, s. 157]. 
4.4 Obecné cíle trvalé udržitelnosti digitálního dědictví 
Na základě všech uvedených definic můžeme cíle všech praktických opatření digitální 
archivace popsat ve čtyřech konceptuálně odlišných kategoriích velmi obecného charakteru: 
uchovávání, zpřístupnitelnost, srozumitelnost a dlouhodobý horizont. Toto členění uvádíme 
pouze pro lepší znázornění podstaty problému. V praxi digitální archivace nelze s žádnou 
z kategorií pracovat izolovaně.19  
                                                 
17 Srv. např. [Consultative Committee, 2002]. 
18 Podrobněji viz 8.3.3 a 8.3.6. 
19 Podrobnějšímu popisu celé řady dílčích problémů (např. integrita nebo autenticita digitálních dokumentů), jež musejí být 
řešeny konkrétními opatřeními digitální archivace, je věnována šestá kapitola této práce. 
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 4.4.1 Uchovávání  
Trvalé uchovávání předpokládá procesy soustavného zálohování a údržby nejen 
digitálních dokumentů, ale také přidružených počítačových technologií a datových nosičů 
[Verheul, 2006, s. 20]. Dlouhodobé uchovávání musí čelit zejména rychlým změnám 
hardwarových technologií a nosičů a zajistit, že budou vždy k dispozici vhodná čtecí a další 
elektronická zařízení, která umožní digitální objekty z elektronických nosičů načítat 
a kopírovat. Tento úkol není jednoduchý. Stačí si uvědomit, jak je dnes již obtížné nalézt 
zařízení pro čtení disket, a přitom byly disketové mechaniky ještě před několika lety nedílnou 
součástí většiny osobních počítačů. 
4.4.2 Zpřístupnitelnost  
Ochránit dlouhodobou zpřístupnitelnost digitálních dokumentů znamená především 
zachovat jejich adekvátní reprodukci příslušným softwarem. Pouhé bity na elektronických 
nosičích nemají pro člověka žádný význam. Každý digitální objekt musí být nejprve vždy 
znovu zpracován určitou softwarovou aplikací, a pak teprve může být zpřístupněn lidskému 
uživateli v té podobě, pro jakou byl původně vytvořen. Například vědecký článek, vytvořený 
ve formátu PDF, bude za sto let nutné zobrazit stejným způsobem, jakým jej dnes reprodukují 
aplikace, jako je Adobe Acrobat Reader, včetně zachování původního typu písma, ilustrací 
apod.  
Hlavními překážkami trvalé zpřístupnitelnosti jsou zejména prudký vývoj v oblasti 
softwaru a formátů, který způsobuje jejich rychlou zastaralost, a tedy nepoužitelnost v nových 
technologických kontextech. Trvalé zpřístupňování digitálních dokumentů v adekvátní formě 
je v současnosti považováno za komplexní problém, jehož řešení je náročnějším úkolem než 
pouhé dlouhodobé uchovávání digitálního objektu [Hodge, 2004, s. 8].  
4.4.3 Srozumitelnost  
V otázce srozumitelnosti se dlouhodobá ochrana digitálních dokumentů zásadně neliší 
od požadavků ochrany dokumentů tradičních. Norma OAIS vyžaduje „nezávislou 
srozumitelnost“ informací. To znamená, že archivované dokumenty musejí být opatřeny 
dostatečnou dokumentací, která umožní uživatelům, aby jim rozuměli, aniž by museli 
vyhledávat takové dodatečné informace, které nejsou široce dostupné [Consultative 
Committee, 2002, s. 1-10]. Tento úkol je však velmi obtížný. Je těžké stanovit, jaké všechny 
informace nebudou z dlouhodobého hlediska široce dostupné, a proto je náročné zjistit, co 
všechno by měla taková dokumentace obsahovat [Higgins, 2006]. Je pravděpodobné, že 
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 v současnosti považujeme některé informace za natolik samozřejmé a rozšířené, že vůbec 
nereflektujeme potřebu je dokumentovat.  
4.4.4 Dlouhodobý horizont ochrany  
Požadavek dlouhodobosti je parametrem cílů uchovávání, zpřístupňování  
i srozumitelnosti. Časová vymezení pro dobu, během níž se technologie nezbytné pro trvalou 
zpřístupnitelnost digitálního objektu stanou zastaralými, a je tedy potřeba se před nimi 
chránit, se stále mění. Například již zmíněná studie IFLA, která pochází z roku 2006, 
označuje za dlouhodobý horizont období pěti a více let [Verheul, 2006, s. 20]. O čtyři roky 
starší studie Evropské unie však uvádí interval v rozpětí již od dvou až pěti let [Evropská 
komise, 2002, s. 222]. 
Nezdá se být proto rozumné vymezovat dlouhodobou ochranu nějakými konkrétními 
časovými údaji. To jasně reflektuje norma OAIS, která definuje dlouhodobý horizont 
neurčitě. Dlouhodobá ochrana dle OAIS musí trvat tak dlouho, jak dlouho je nutné řešit 
dopady relevantních změn na archivované dokumenty [Consultative Committee, 2002,  
s. 1-11]. Relevantními změnami se rozumí nejen technologické změny (např. nástup nových 
datových nosičů nebo nových formátů souborů), ale také změny mezi uživateli (vyšší 
uživatelské požadavky, mizející znalosti v oblastech, které bývaly natolik všeobecně známé, 
že neexistovala potřeba je zdokumentovat apod.). Ohrožující změny jsou zrádné, protože se 
v praxi obvykle neprojevují hned, ale až několik let po uložení digitálního objektu [Gladney, 
2007, s. 4].  
4.4.4.1 Krátkodobá a střednědobá ochrana 
Na tomto místě je třeba odlišit dlouhodobou ochranu digitálních dokumentů  
od ochrany krátkodobé a střednědobé. Střednědobá ochrana digitálních dokumentů sice 
zajišťuje zpřístupňování digitálních dokumentů navzdory změnám v technologiích, ale je 
vymezena jen na určité časové období. Krátkodobá ochrana digitálních dokumentů je buď 
vymezena na tak dlouhý časový úsek, po který se predikuje využívání dokumentů  
(za podmínky, že tato predikce nepřesahuje předvídatelnou budoucnost), nebo je ukončena 
v okamžiku, kdy se kvůli technologickým změnám stanou dokumenty nezpřístupnitelnými 
[Beagrie, 2008a, s. 24]. Ochranná opatření vykonávaná do 90. let tak lze z dnešního hlediska 
nazvat krátkodobými nebo střednědobými. 
Mezi opatření krátkodobé nebo střednědobé ochrany patří udržování vhodných 
klimatických podmínek, vhodné zacházení s datovými nosiči, zabezpečení proti krádežím aj. 
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 [Beagrie, 2008a, s. 103]. Mezi opatřeními krátkodobé, střednědobé a dlouhodobé ochrany 
digitálních dokumentů existuje přirozeně jistý překryv (např. udržování vhodných 
klimatických podmínek je základním předpokladem všech ochranných opatření digitální 
archivace), ale v naší práci se primárně soustřeďujeme na problémy a praktická opatření 
ochrany dlouhodobé.  
4.5 Digitální repozitář 
V oblasti ochrany kulturního dědictví, podobně jako v mnoha dalších oblastech (např. 
ve vědeckém sektoru), platí implicitní předpoklad, že digitální archivace je činnost 
institucionalizovaná. Model OAIS definuje tuto institucionalizovanou formu digitální 
archivace jako „archiv tvořený organizací lidí a systémů, jenž přijal odpovědnost za ochranu 
a zpřístupňování informací pro designovanou komunitu“ [Consultative Committee, 2002,  
s. 1-1]. Designovanou komunitou (designated community) se zde rozumí předem stanovená 
skupina všech potenciálních uživatelů, která disponuje znalostmi dostatečnými pro 
porozumění archivovaným informacím.20 Tento speciální termín byl v normě OAIS zaveden 
proto, aby vytvořil distinkci k běžně užívanému termínu „uživatelská komunita“, neboť 
designovanou komunitu může tvořit více různých uživatelských komunit [Consultative 
Committee, 2002, s. 1-10]. 
Definice OAIS zahrnuje dlouhodobou ochranu a zpřístupňování všech typů 
dokumentů, digitálních i nedigitálních, a používá termín „archiv“ (archive). Pro označení 
takové instituce, která se zabývá ochranou a zpřístupňováním pouze digitálních dokumentů, 
se často synonymicky užívají výrazy „digitální archiv“ (digital archive) a „digitální repozitář“ 
(digital repository). Poslední dobou se však v komunitě kulturních institucí stále častěji 
preferuje termín „digitální repozitář“ [Higgins, 2006, s. 5]. V souladu s tímto trendem budeme 
v naší práci dále užívat výhradně termínu digitální repozitář. Digitální repozitář lze definovat 
jako „systém, ve kterém lze trvale archivovat a zpřístupňovat digitální dokumenty“ 
[Krimbacher, 2005, s. 96].  
                                                 
20 O znalostech také pojednává podkapitola 5.2. 
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 Závěrem upozorňujeme, že mohou existovat odlišná chápání termínu repozitář. 
Gladney je kategorizuje takto:  
1) repozitář jako instituce, 
2) repozitář jako služba, 
3) repozitář jako sbírka archivovaných dokumentů [Gladney, 2007, s. 80]. 
V našem případě tedy vycházíme z prvního pojetí. 
4.6 Příbuzné obory 
V následující části popíšeme základní vztahy mezi digitální archivací a dvěma 
příbuznými disciplínami – digitalizací a digitálními knihovnami. Také tyto obory jsou  
předmětem zájmu kulturních institucí. 
4.6.1 Digitalizace 
Ochranná opatření nejsou jen předmětem digitální archivace. Ochrana dokumentů je 
rovněž jednou z hlavních motivací digitalizace. V tomto případě však nejde o ochranu 
digitálních, nýbrž tradičních dokumentů, kterým hrozí degradace kvůli jejich datovým 
nosičům. Digitalizace je využívána jako jeden z prostředků záchrany novin a dalších 
materiálů z 19., potažmo 20. století, které byly vytištěny na kyselém papíře a dnes jim hrozí 
rozpad nebo chemická degradace (srv. [Hutař, 2007, s. 153-155]). Z těchto důvodů se také 
často digitalizují knihovní sbírky v českém prostředí, jako příklad uveďme projekt Kramerius 
Národní knihovny ČR [Národní program, 2004]. Digitalizace může také zajistit ochranu těch 
klasických dokumentů, které jsou ohroženy častým užíváním. Mezi další důvody 
digitalizačních aktivit se udávají lepší formy zpřístupňování a vyšší funkcionality 
z uživatelského hlediska, včetně možnosti rychlejšího vyhledávání. Tyto důvody byly 
v 90. letech hlavní příčinou digitalizace v mnoha knihovnách světa. 
V této souvislosti je třeba zdůraznit, že sám anglický výraz „digital preservation“ se 
někdy užíval, zejména v 90. letech, zcela odlišným způsobem, a sice ve významu „ochrana 
digitalizací“, tzn. ochrana informací z ohrožených analogových artefaktů jejich převedením 
do digitální podoby. Toto chápání termínu bylo časté v americkém prostředí. Například v roce 
1990 vytvořilo několik významných amerických univerzit konsorcium, jehož úkolem bylo 
zkoumat vhodnost digitalizace pro ochranu a zpřístupňování klasických knihovních sbírek, 
a toto konsorcium bylo nazváno „Digital Preservation Consortium“ [Waters, 1994]. V tomto 
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 případě není možné přeložit název jako „Konsorcium pro digitální archivaci“, nýbrž jako 
„Konsorcium pro digitalizační ochranu“. 
Digitalizační ochrana sice přispěla k řešení problémů s ochranou starých novin 
a dalších ohrožených analogových materiálů, ale zároveň přinesla nový, pravděpodobně 
palčivější problém: problém, jak ochránit samotné výstupy digitalizace. O reflexi posunu 
v chápání rizik hrozících dokumentům svědčí skutečnost, že Britská knihovna (The British 
Library) v současnosti již nepovažuje digitalizaci (na rozdíl od mikrofilmování) za prostředek 
zajištění trvalé ochrany, ale pouze za způsob, jak minimalizovat manipulaci s křehkými 
analogovými dokumenty [MacDonald, 2006, s. 8]. Podstatnou část problémů spojených 
s ochranou digitálního dědictví způsobila nekoordinovaná a nestandardizovaná hromadná 
digitalizace, typická pro Evropu 90. let. Přibližování zájmu o digitalizaci se zájmy o jasně 
konceptualizovanou a realizovatelnou trvalou ochranu digitalizačních výstupů je jevem teprve 
nedávným. Evropská unie se o něj začala aktivně zasazovat až v druhé polovině tohoto 
desetiletí, kdy postavila význam digitální archivace na úroveň vývoje digitálních knihoven 
a online zpřístupňování dokumentů a začala podnikat první významnější praktické kroky 
v tomto směru [Evropská komise, 2006a]. V anglosaském světě, zvláště v USA, Velké 
Británii a Austrálii, započal tento trend již koncem devadesátých let a jeho hlavním podnětem 
byly otázky dlouhodobé ochrany nikoliv digitalizovaných, ale výhradně digitálních 
dokumentů, zejména cenných webových nebo vědeckých dat.21 Dosud však neexistují žádné 
obecně přijímané směrnice pro digitalizaci, které by zohledňovaly otázky trvalé udržitelnosti 
digitalizačních výstupů, a iniciativy vytvořené pro vývoj těchto směrnic zatím jednoznačné 
výstupy nevyprodukovaly [Federal Agencies, 2010].  
4.6.2 Digitální knihovny 
V souvislosti s digitálními knihovnami je nejdůležitější upozornění, že ne vždy je 
v knihovnické literatuře správně chápán nebo jasně konceptualizován rozdíl mezi digitálním 
repozitářem a digitální knihovnou. Službou klasické digitální knihovny je totiž pouze zaručení 
(maximálně) střednědobé ochrany. V 90. letech se literatura věnovaná vývoji digitálních 
knihoven zabývala otázkami dlouhodobé ochrany jimi zpřístupňovaných dokumentů jen 
sporadicky (srv. [Task Force, 1996, s. 8]). Tato situace se změnila k lepšímu až počátkem 
nového milénia, kdy se vývoj digitálních repozitářů stává jedním z předmětů výzkumu 
v oblasti digitálních knihoven [Ross, 2003a, s. 3].  
                                                 
21 Srv. např. [Task Force, 1996] nebo [Library of Congress, 2002]. 
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 V ideálním případě by měl digitální repozitář fungovat jako subsystém digitální 
knihovny zajišťující ochranu a zpřístupnitelnost jejího obsahu v dlouhodobém horizontu 
[Krimbacher, 2005, s. 96]. To neznamená, že by digitální repozitář a digitální knihovna 
musely být vždy provozovány toutéž institucí. Například digitální repozitář e-Depot 
nizozemské Královské knihovny zajišťuje dlouhodobou ochranu digitálních publikací 
nizozemských a mezinárodních vydavatelství, ale jejich zpřístupňování si obstarávají 
vydavatelé sami prostřednictvím vlastních digitálních knihoven nebo jiných služeb [Ras, 
2009]. 
Na druhou stranu je třeba dodat, že různé sofistikované formy zpřístupňování nebo 
doplňkové služby poskytované digitálními knihovnami nejsou předmětem činnosti digitálních 
repozitářů. Digitální repozitáře ochraňují „pouze“ zpřístupnitelnost dokumentů, tedy zajišťují, 
aby digitální knihovny mohly trvale získávat a využívat digitální dokumenty, uložené 
a ochraňované v digitálních repozitářích. Další operace s těmito dokumenty, jako jsou 
facilitace nebo diverzifikace forem zpřístupňování (např. nabídky několika typů náhledů nebo 
různých rozlišení) nejsou posláním digitálních repozitářů, zato patří mezi hlavní předměty 
činnosti digitálních knihoven.  
Dosud žel platí, že směrnice pro projektování a implementaci digitálních repozitářů do 
digitálních knihoven se nalézají v počáteční fázi vývoje. V roce 2005 pouze třetina 
zkoumaného vzorku knihoven Evropské unie disponovala vlastním digitálním repozitářem, 
další třetina jej alespoň plánovala [Krimbacher, 2005, s. 50].  
4.7 Webarchivace  
Webarchivace (web archiving, též webarchiving) je zvláštním typem digitální 
archivace. Její specifikum spočívá ve dvou bodech. Zaprvé, předmětem její činnosti jsou 
výhradně dokumenty volně zpřístupňované internetovou sítí. Zadruhé, akvizice těchto 
digitálních dokumentů se provádí formou jejich automatického vyhledávání a získávání 
z internetových serverů, které se nazývá sklízení (harvesting). Sklízení obvykle praktikují 
samy kulturní instituce, což z něj činí novou aktivitu jdoucí zcela mimo tradiční rámce typu 
povinný výtisk. Vzhledem k rozsáhlosti webu je při archivaci klíčovou otázka výběru. 
Technologie sklízení webového obsahu není specifickou činností digitální archivace  
a je hojně využívána a vyvíjena v řadě jiných oblastí, zejména v komerčním sektoru (viz 
internetové vyhledávače typu Google), většinou však bez zájmu o dlouhodobou ochranu. 
Webarchivace je jednou z oblastí aktivit pro trvalou udržitelnost digitálního dědictví, nicméně 
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 v této práci se jí nebudeme zabývat podrobněji.22 Pro základní úvod do této problematiky 
doporučujeme velmi podrobně zpracovanou tematickou monografii Web archiving [Masanés, 
2006]. 
                                                 
22 V této práci se věnujeme jen některým ochranným opatřením webarchivace (viz 8.4.6.2). 
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 5 DIGITÁLNÍ DOKUMENT 
Ať již uvažujeme o trvalé udržitelnosti digitálního dědictví, nebo o dlouhodobé 
ochraně digitálních dat spadajících do jiných oblastí, je nezbytné konceptualizovat základní 
předmět zájmu digitální archivace, a sice digitální dokument. Co přesně označuje výraz 
digitální dokument? V čem se liší od počítačového souboru? V čem je konceptualizace 
digitálního dokumentu odlišná od dokumentu tradičního? Tyto a podobné otázky budou nutně 
hrát roli pro zvažování jakýchkoliv operací prováděných s digitálními dokumenty 
v knihovnách, získáváním a zpracováním těchto dokumentů počínaje a jejich 
zpřístupňováním nebo ochranou konče. V této kapitole se proto pokusíme nastínit základní 
odpovědi na výše uvedené otázky nebo alespoň naznačit možnou cestu, kudy by se řešení 
těchto otázek mohlo ubírat. Upozorňujeme, že v zahraniční literatuře není tento problém 
dosud zcela systematicky zpracován. 
5.1 Adjektivum „digitální“ 
Nejprve je potřeba osvětlit užívání základního adjektiva celé této práce, slova 
„digitální“. Slovo „digitální“ je v případě digitální archivace (a obecně ve většině případů 
současného užívání tohoto adjektiva) označením pro to, co je digitální i elektronické. Vše, 
o čem je řeč v případě (nejen) digitální archivace, je nejen digitální, ale zároveň také 
elektronické. Adjektivum „digitální“ odkazuje k reprezentaci informace v podobě dvou znaků 
(bitů nebo jedniček a nul apod.), adjektivum „elektronický“ vyjadřuje fakt, že tyto bity jsou 
zpracovávány elektronickými zařízeními. Jiné formy digitálních reprezentací informací, 
například papírové děrovací štítky z dob „počítačového pravěku“, nejsou pro digitální 
archivaci relevantní, ačkoliv se také jedná o digitální data.23 Elektronizace a digitalizace 
informací jsou spojeným fenoménem současnosti, který se stal jádrem naší informační 
revoluce i všech problémů s ní spojených, včetně trvalé udržitelnosti digitálního dědictví.  
5.2 Informace a jejich reprezentace 
Mezi základní potřeby konceptualizace digitálního dokumentu patří stanovení vztahu 
mezi informacemi a jejich reprezentacemi. Existuje několik pojetí tohoto vztahu, některá 
                                                 
23 V případě děrovacích štítků jde o data uložená nikoliv na elektronických, nýbrž (obvykle) papírových nosičích (bity jsou 
reprezentovány např. dírkami). 
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 z nich patří mezi základní pilíře výzkumu informační vědy.24 Zde si představíme pojetí podle 
normy OAIS.  
Informace (information) jsou v normě OAIS definovány jako jakýkoliv typ znalostí 
(knowledge), které mohou být předmětem výměny (exchange), přičemž informace jsou vždy 
vyjádřeny v určitém typu dat (data) [Consultative Committee, 2002, s. 2-3]. Podmínkou 
komunikace takto reprezentovaných informací je znalostní základna (knowledge base) 
uživatelů, kteří tyto informace přijímají. To znamená, že pro komunikaci informací jsou vždy 
potřebná nejen data, ale také adekvátní znalosti na straně příjemců. Vztahem mezi 
informacemi a znalostmi se zde zabývat nebudeme a přistoupíme k osvětlení vztahu mezi 
informacemi a daty.25  
Data norma OAIS definuje jako takové reprezentace informací, které lze komunikovat, 
interpretovat a zpracovávat [Consultative Committee, 2002, s. 1-9]. Jinými slovy, data 
a reprezentace jsou zde synonyma. Toto pojetí vychází z klasické teorie reprezentace (znak je 
vždy něco, co vyjadřuje něco jiného).  
Data jsou abstraktní entita. V praxi vždy pracujeme s konkrétními entitami, 
tj. datovými objekty. Podle normy OAIS existují dva typy datových objektů (data object) – 
fyzický objekt (physical object) a digitální objekt (digital object). Fyzický (datový) objekt je 
objekt s fyzicky pozorovatelnými vlastnostmi, který reprezentuje to, co lze adekvátně 
zdokumentovat pro účely ochrany, šíření nebo nezávislého využití [Consultative Committee, 
2002, s. 1-12]. Digitální (datový objekt) je „soubor bitových posloupností“ [Consultative 
Committee, 2002, s. 1-10]. Zde se dostáváme k problematice rozdílů mezi granularitou 
analogové (fyzické) a digitální reprezentace. 
5.3 Granularita 
Další bod, ve kterém se digitální kontext výrazně odlišuje od analogového světa 
(nejen) tradičních knihoven, je komplexita granularity. Granularita (granularity) je „relativní 
velikost, rozsah, úroveň detailu nebo hloubka průniku, které charakterizují nějaký objekt nebo 
činnost“ a mírou granularity lze popisovat míru zaměření v hierarchii nebo míru specifičnosti 
popisu [PREMIS, 2008, s. 212]. Jednodušší definice uvádí, že granularita je míra podrobnosti, 
                                                 
24 Pro základní přehled problematiky doporučujeme z původních českých publikací Cejpkovu přehledovou práci [Cejpek, 
2005]. 
25 Ani norma OAIS se tematikou znalostí nezabývá detailněji, není to ostatně ani jejím předmětem. Pro přehled problematiky 
znalostí a jejich vztahu k informacím můžeme opět odkázat na již zmíněnou Cejpkovu publikaci [Cejpek, 2005]. Dále však 
upozorňujeme, že zákonitosti a procesy, kterými se znalosti transformují do informací, nejsou, navzdory některým 
přetrvávajícím názorům o bezproblémovosti tohoto jevu, zcela známé (srov. např. [Gladney, 2007, s. 18 ]). 
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 v rámci které jsou určité datové objekty přístupné nebo řízené nějakým procesem nebo 
programem [Gladney, 2007, s. 272].  
Granularita tedy určuje, co je základní entitou informačních toků a procesů v daném 
kontextu a z jakého bodu lze dále vytvářet a strukturovat vyšší celky nebo jaké jsou možnosti 
pro kombinace a konfigurace základních entit. V analogovém světě tradičních knihoven je 
typickým příkladem základní entity jedna tištěná kniha.26 Knihovníci pracují s knihou jako 
základním celkem v rámci svých tradičních aktivit, jakými jsou akvizice, katalogizace, 
deponování do sbírky nebo zpřístupňování (půjčování knih čtenářům apod.). Jedna kniha 
zpravidla reprezentuje jeden samostatný celek informačního obsahu z hlediska správy 
a popisu dokumentů v knihovně (např. vydání Babičky z roku 1931). Není obvyklé označovat 
za dokument samostatnou stránku této knihy. Jednotlivá tištěná stránka není v knihovnické 
praxi považována za samostatný objekt, podobně jako v běžném životě zpravidla 
nepovažujeme za samostatný objekt nohu od stolu: objektem je pro nás celý stůl, který je 
souhrnem desky, nohou atd. Podobně není obvyklé, aby byly spravovány, zpracovávány 
a dodatečně identifikovány jednotlivé stránky knihy. Listy knihy drží pohromadě ve vazbě 
a běžného uživatele ani knihovníka ani nenapadne, že by na knihu mohl pohlížet jako na 
soubor samostatných listů, z nichž každý by měl svoji autonomní existenci. Proto je ve 
většině případů stanovena knihovnickou praxí granularita na úroveň knihy, jinými slovy, 
granularita analogových reprezentací informací je poměrně nízká.  
V digitálním světě je základní jednotkou pro identifikaci a správu v operačních 
systémech zpravidla jeden počítačový soubor. Vzhledem k možnostem vyšší komplexity 
digitální reprezentace může jeden počítačový soubor představovat právě tak celou knihu 
(např. tištěná kniha zdigitalizovaná do jednoho souboru ve formátu PDF), jako dvoustranu 
nebo jednu stránku (např. jeden soubor ve formátu TIFF představující právě jednu 
naskenovanou stránku Babičky). Tato komplexita granularity přináší stejně tolik výhod jako 
nevýhod.27  
Granularita digitálních reprezentací informací může být tedy relativně vysoká. 
Neexistuje žádné univerzálně platné a dodržované pravidlo, které by přesně stanovovalo 
                                                 
26 Pro zjednodušení výkladu ponecháváme stranou složitější případy (vícesvazková vydání apod.). 
27 Výhoda může spočívat například v tom, že v případě pomalého internetového připojení se může uživatel digitální knihovny 
podívat jen na některé počítačové soubory a nemusí stahovat všechny. Tím v řadě případů výrazně ušetří svůj čas (viz 
donedávna ještě velmi palčivé téma poplatků za dobu internetového připojení vázaného na telefonní síť, dnes již naštěstí 
aktuální jen v některých oblastech). Mezi nevýhody lze počítat náročnější správu digitálních dat. Při vysoké granularitě 
reprezentace informací je nutné udržovat všechny počítačové soubory pohromadě v jednom celku, a to při všech operacích 
s nimi prováděnými (přesunování dat, zpřístupňování apod.).  
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 granularitu pro digitální reprezentace. Proto je potřeba stanovit, jaký je vztah mezi 
granularitou a digitální reprezentací informací. 
5.4 Digitální objekt 
V zahraniční literatuře se většinou synonymicky k výrazu „digitální dokument“ 
(digital document, digital material) uvádějí termíny jako „digitální objekt“ (digital object), 
„digitální data“ (digital data) nebo „digitální informace“ (digital information). 
Pravděpodobně nejčastěji se vyskytujícím výrazem je „digitální objekt“.28 
Různé významné odborné texty definují digitální objekt různě. Definici podle OAIS 
jsme již uvedli výše – digitální (datový) objekt je podle OAIS „soubor bitových posloupností“ 
[Consultative Committee, 2002, s. 1-10]. Podle standardu PREMIS je digitální objekt 
„diskrétní jednotka informace v digitální podobě“ [PREMIS, s. 6]. Podle definice 
vypracované pro UNESCO jde o „data uložená ve formě počítačových souborů, pro jejichž 
prohlížení, poslouchání atd. jsou nutné softwarové aplikace“ [National Library of Australia, 
1998, s. 139]. Heterogenita těchto definic ještě neznamená, že by byly v rozporu. V mnoha 
užitích, zejména v obecných formulacích, to nepředstavuje problém. V případě, že 
potřebujeme stanovit granularitu reprezentace, je však potřeba přidat další zpřesnění.  
Každá definice je součástí určitého modelu a výraz sám o sobě nelze definovat bez 
prezentace celého modelu. V naší práci si volíme datový model standardu PREMIS. 
Domníváme se, že vyhovuje knihovnickému kontextu nejvíce.29 Tento model blíže 
specifikuje vztah mezi digitální reprezentací a granularitou (tedy přesněji vymezuje diskrétní 
jednotku informace).  
5.5 Datový model podle PREMIS 
Z výše uvedeného výkladu je zřejmé, že počítačové soubory samy o sobě nemohou 
tvořit digitální dokument. Pro stanovení modelu pro digitální dokument je důležité vzít 
v potaz několik skutečností: 
a) jednotlivé počítačové soubory v určitém digitálním formátu nebo ve skupině či 
skupinách určitých digitálních formátů, 
                                                 
28 Srv. např. [Klett, 2008] nebo [iPRES, 2008]. 
29 Dodejme, že ačkoliv je norma OAIS určena všem institucím archivujícím digitální informace, přece jen je její aplikace 
poněkud snazší pro vědecký sektor. Knihovny se svým specifickým přístupem k pořádání informací potřebují další zpřesnění. 
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 b) intelektuální obsah reprezentovaný těmito počítačovými soubory, 
c) jednotka intelektuálního obsahu, která je vyjádřením granularity, 
d) vztah mezi jednotkou intelektuálního obsahu a počítačovými soubory. 
Datový model PREMIS bere v potaz všechny tyto skutečnosti popisem intelektuální 
entity, digitální reprezentace a jejich vzájemných vztahů. 
Intelektuální entita (intellectual entity) je podle PREMIS množina informací, která je 
považována za jednu intelektuální jednotku z hlediska správy a popisu [PREMIS, 2008, s. 6]. 
Jako příklad je uvedena konkrétní kniha nebo mapa. To, co je intelektuální entita, si stanovují 
instituce v daných kontextech samy. Jedna intelektuální entita se může skládat z nižších 
intelektuálních entit, například seriál z jednotlivých ročníků, čísel atd.  
Digitální reprezentace (representation)30 je taková množina počítačových souborů 
(včetně strukturálních metadat, obvykle uložených v textovém souboru v jazyce XML), která 
je nutná k tomu, aby mohla být danou softwarovou aplikací (nebo více softwarovými 
aplikacemi) plně a smysluplně reprodukována, a to právě v podobě jedné intelektuální entity 
[PREMIS, 2008, s. 7]. To znamená, že za předpokladu, že jeden soubor ve formátu PDF 
obsahuje jeden vědecký článek (který je v rámci nějakého knihovnického nebo akademického 
kontextu chápán jako jedna intelektuální entita) a že ve formátu PDF může být zpracován 
adekvátním softwarem bez potřeby metadat obsažených v dalších souborech, je digitální 
reprezentace tvořena právě a jen tímto jedním počítačovým souborem. V případě, že 
k softwarové reprodukci téhož článku potřebujeme například 10 souborů ve formátu TIFF 
(článek je tvořen deseti stranami textu, přičemž každá strana je reprezentována právě jedním 
souborem ve formátu TIFF) a jeden textový soubor představující dokument METS (tedy 
metadata, která poskytují údaje o vazbách a vztazích mezi těmito jednotlivými počítačovými 
soubory), pak je takováto digitální reprezentace tvořena právě 11 počítačovými soubory.  
Je zřejmé, že v knihovnickém světě se bude stanovení toho, co je intelektuální entita, 
odvíjet od dosavadní knihovnické praxe, takže jedné intelektuální entitě bude zpravidla 
odpovídat entita (např. kniha), která má jeden katalogizační záznam v katalogu dané knihovny 
(v případě národních knihoven v národní bibliografii). Digitální reprezentací pak bude 
například zdigitilizovaná verze dané knihy. Model intelektuální entity a na ní vázaných 
                                                 
30 Jako český překlad anglického slova „representation“ volíme záměrně delší výraz „digitální reprezentace“, protože výraz 
„reprezentace“ je užíván v sémiotice a dalších disciplínách v širším významu, a ne pouze pro označení digitálních dat. 
Reprezentací se označují i analogová vyjádření informace (viz 5.2). Z definice standardu PREMIS je zřejmé, že se jedná 
vždy o digitální reprezentace: počítačové soubory existují výhradně digitálně. Náš překlad je tedy zcela na místě. 
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 digitálních reprezentací, který vytvořila pracovní skupina PREMIS, tedy vyhovuje 
knihovnické praxi, a tak můžeme digitální reprezentaci podle modelu PREMIS považovat za 
synonymum pro digitální dokument. Model PREMIS určuje vztahy mezi počítačovými 
soubory a intelektuálním obsahem na základě vazby mezi intelektuální entitou a její digitální 
reprezentací, čímž stanovuje granularitu reprezentace, a tak tvoří koncept digitálního 
dokumentu. Jen takové množiny počítačových souborů, které jako celek mohou poskytnout 
čtenáři nějaký smysluplný (a současně diskrétní) celek intelektuálního obsahu, lze považovat 
za digitální dokumenty.  
5.6 Technický model digitálního objektu 
Datový model PREMIS nám posloužil ke konceptualizaci digitálního dokumentu 
z hlediska granularity a vazby na knihovnickou praxi. Pro lepší pochopení komplexity 
digitálního objektu z technického hlediska a pochopení předpokladů pro jeho archivaci, nám 
může pomoci technický model digitálního objektu teoretika Thibodeaua [Thibodeau, 2002]. 
Každý digitální objekt je podle tohoto modelu současně fyzickým, logickým a konceptuálním 
objektem, jak znázorňuje Obrázek 1. 
 
 
 
Obrázek 1 – Technický model digitálního objektu [Thibodeau, 2002] 
Každý digitální objekt je tedy tvořen třemi vrstvami. Fyzický digitální objekt 
představuje první přístupovou vrstvu. Je to prostý zápis znaků na konkrétním elektronickém 
datovém nosiči. Přístup k němu je možný pouze prostřednictvím počítačové technologie. Bez 
náležitých čtecích a dalších elektronických zařízení není fyzikální datový objekt přístupný. 
Ochránit možnosti tohoto přístupu odpovídá cíli uchovávání (viz 4.4.1).  
Pokud získáme přístup k fyzickému objektu, nalézá se před námi logický digitální 
objekt. To je takový objekt, který je rozpoznán a zpracován softwarem. Přístup k němu je tedy 
možný pouze prostřednictvím příslušných softwarových aplikací. Ochránit tento přístup 
odpovídá cíli zpřístupnitelnost (viz 4.4.2).  
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 Pokud postoupíme přes tyto dvě vrstvy, nalézá se před námi konceptuální digitální 
objekt, tedy jádro našeho zájmu. Jde o objekt, který dokáže lidský uživatel rozpoznat 
a rozumět mu. Nazývá se také intelektuální obsah. Ochránit tuto možnost přístupu odpovídá 
cíli srozumitelnost (viz 4.4.3).  
Pouze přístup ke všem vrstvám současně vytváří úplný digitální objekt, tedy objekt, 
který může být pro člověka smysluplný a člověkem využitelný. Předmětem digitální 
archivace je ochrana přístupu ke všem těmto vrstvám a selhání ochrany jediné z vrstev 
znemožňuje trvalou využitelnost informací člověkem.31 
5.7 Typologie digitálních dokumentů 
Podle původu lze digitální dokumenty rozdělit do tří skupin: digitalizované 
dokumenty, výhradně digitální dokumenty a elektronické záznamy.32 
5.7.1 Digitalizované dokumenty 
Digitalizované dokumenty (digital surrogates, digital copies) jsou typem 
reformátovaných dokumentů. Vznikly digitalizací analogových dokumentů (tištěné knihy, 
mapy, staré rukopisy apod.). Z hlediska dlouhodobé ochrany je určitou výhodou, že k nim 
existuje analogový protějšek, reprezentující (víceméně) tentýž intelektuální obsah. V případě 
nevratné ztráty digitalizovaného dokumentu tak existuje možnost získat informace ještě 
z analogového zdroje (pokud je ovšem ještě dostupný, i analogové zdroje degradují).  
5.7.2 Výhradně digitální dokumenty 
Výhradně digitální dokumenty (born digital) jsou takové digitální dokumenty, které 
byly vytvořeny s tím, že nebudou mít analogový protějšek. Nepatří sem tedy digitalizované 
dokumenty (protože ty mají svůj analogový zdroj), ani dokumenty, které byly vytvořeny jako 
podklad pro tvorbu analogových materiálů (např. pro tisk knih). Absence analogového 
protějšku je důvodem, proč jsou výhradně digitální dokumenty považovány za nejzranitelnější 
oblast digitálního dědictví a vyžadují si zvláštní pozornost.  
                                                 
31 Jen dodejme, že ačkoliv jsou trvalá zpřístupnitelnost a nezávislá srozumitelnost náročnějšími cíli než uchovávání, lze tyto 
dvě vrstvy – alespoň v teoretické rovině – zrekonstruovat („rozkódovat“), podobně jako neznámé písmo. Pokud však bude 
zničena fyzická vrstva digitálního objektu (např. spálení nosiče), neexistuje již žádný způsob, jak informace získat zpět.  
I po požáru nebo povodni zachráníme z klasické knihovny velké množství informací. Ze zničených elektronických nosičů 
nikoliv. 
32 Tento oddíl je zčásti zpracován podle [Beagrie, 2008a, s. 24-25] a [Verheul, 2006, s. 21]. 
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 5.7.2.1 Digitální publikace 
Digitální publikace (digital publication) jsou takové výhradně digitální dokumenty, 
které byly vydány za účelem všeobecného rozšiřování. Mohou být zpřístupňované 
či distribuované zdarma nebo za poplatek.  
Podle dostupnosti lze digitální publikace dělit do dvou kategorií. Online publikace 
(online publications) jsou zpřístupňované komunikační sítí (např. internetem) nebo 
počítačovým systémem (např. databáze na CD zpřístupňovaná výhradně z počítače 
umístěného v budově knihovny). Off-line publikace (offline publications) jsou distribuované 
na samostatně přenosných datových nosičích (encyklopedie na DVD apod.).  
Podle proměnlivosti obsahu se digitální publikace dělí na statické digitální publikace 
(static digital publications) a dynamické digitální publikace (dynamic digital publications). 
V prvním případě se obsah publikací nemění (příkladem je tzv. e-book, kniha vydaná 
v digitální podobě jako jedna z verzí tištěného vydání), v druhém ano (např. stránky 
internetových serverů, pravidelně aktualizované). 
5.7.3 Elektronické záznamy 
Elektronické záznamy (electronic records) jsou digitální dokumenty, které vznikly 
v rámci každodenního chodu nějaké organizace. Elektronické záznamy mají formální status, 
jejich vytváření, správa nebo ochrana jsou obvykle stanoveny legislativou. Tato kategorie 
zahrnuje například e-maily, podnikové databáze nebo intranetové webové stránky organizace. 
Pokud je praxí organizace převádět elektronické záznamy do tištěné podoby, nejedná se  
o výhradně digitální dokumenty.  
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 6 PŘEKÁŽKY TRVALÉ UDRŽITELNOSTI 
V této kapitole podrobněji popíšeme problémové okruhy, které představují rizika pro 
naplňování cílů trvalé udržitelnosti digitálního dědictví. Jejich popis je z konceptuálního 
hlediska členěn do čtyř rovin podle stupně komplexity. Na nejnižším stupni je technologická 
rovina, která obsahuje překážky cíle uchovávání. Každá následující rovina pak předpokládá 
rovinu předcházející. Informační rovina zahrnuje rizika pro cíle zpřístupnitelnost 
a srozumitelnost. Systémová rovina se zabývá digitálním repozitářem, tedy systémem, jehož 
posláním je naplňovat tyto cíle v kontextu digitálních sbírek. Nejvyšší rovina tematizuje širší 
institucionální kontext, v jehož rámci se veškeré snahy o zajištění trvalé udržitelnosti 
digitálního dědictví odehrávají.  
6.1 Technologická rovina 
Na této rovině digitální archivace se primárně řeší fyzická vrstva digitálních objektů. 
Hlavními riziky technologické roviny jsou tedy přežití digitálních informací uložených na 
konkrétních elektronických datových nosičích (degradace nosičů) a zastarávání a selhávání 
hardwarových technologií.  
6.1.1 Degradace nosičů 
Není předmětem naší práce klasifikovat a popisovat jednotlivé typy elektronických 
datových nosičů (magnetické a optické nosiče). Zde se zaměříme pouze na problémy spojené 
s těmito nosiči z hlediska digitální archivace, tedy degradaci elektronických nosičů. Fyzická 
a chemická degradace jsou nevyhnutelným přírodním procesem dosahování rovnovážného 
stavu jakéhokoliv fyzického objektu s jeho okolím [Hutař, 2007, s. 7]. Také digitální objekty 
mají svoji fyzickou vrstvu, kterou představuje elektronický datový nosič, na kterém jsou 
digitální informace zapsány (viz 5.6). V tomto smyslu jsou také digitální objekty ohroženy 
fyzickou a chemickou degradací. Zatímco tradiční nosiče vydrží stovky let (např. kvalitní 
papír) a některé dokonce tisíciletí (papyrus, kamenné desky ap.), životnost elektronických 
nosičů je diametrálně kratší.  
Predikovat životnost fyzických objektů a podle toho vytvářet odpovídající praktická 
opatření je přirozenou potřebou každé technické disciplíny. Mnohé chemické procesy 
způsobující degradaci elektronických nosičů jsou však dosud takřka neznámé. Zatímco 
praktické zkušenosti s mnoha typy klasických nosičů se pohybují v řádech stovek let, 
magnetické nosiče se užívají pouze několik desítek let a u optických nosičů je tento horizont 
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 ještě kratší. Krátká praxe s užíváním nosičů a nedostatečné znalosti o nich (včetně nedostatku 
informací o podmínkách jejich výroby) jsou důvodem, proč jsou navzdory množství již 
vykonaných nejrůznějších testů jakékoliv predikce životnosti elektronických nosičů 
z principu složité a problematické [Gladney, 2007, s. 210]. Velká křehkost elektronických 
nosičů je pak hlavní příčinou jejich fyzické degradace. Elektronické nosiče jsou velmi citlivé 
na vlivy prostředí a špatné zacházení. Je mnohem snadnější nevratně zničit několik pevných 
disků s uloženými digitálními daty než sbírku tištěných knih jedné knihovny, přitom v obou 
případech mohou nosiče uchovávat stejný objem intelektuálního obsahu.  
Přes čtyřicet let se pro archivaci digitálních objektů hojně využívají magnetické pásky, 
které v 60. letech nahradily papírové děrné štítky. Na přelomu milénia se v mnoha institucích 
staly populární metodou archivace i zpřístupňování digitálního kulturního dědictví optické 
nosiče. Část kulturních institucí té doby dokonce spatřovala v archivaci digitální dat na CD 
jedinou možnost, jak zajistit jejich dlouhodobou ochranu [Fresko, 1998, s. 22]. Popularita 
optických nosičů trvá dodnes.33   
                                                 
33 V současném českém prostředí viz např. projekt hromadné digitalizace Ad fontes [Archiv hlavního města Prahy, 2009]. 
 53  
 
 
 Tabulka 1 srovnává vybrané aspekty magnetických a optických nosičů z hlediska 
digitální archivace v kulturních institucích.34 
Typ nosiče / 
aspekty Magnetické nosiče Optické nosiče 
užívané 
subtypy magnetické pásky, magnetické pevné disky jednou zapisovatelné CD / DVD / UDO 
zcela 
nevhodné 
subtypy  
diskety přepisovatelné optické nosiče (CD-RW apod.) 
základní 
rizika  
Problémy s čtecím zařízením jsou obvykle 
nejčastějšími důvody zničení magnetických 
nosičů. Dalším velkým rizikem je vystavení 
silnému magnetickému poli, které může 
všechny uložené informace smazat. 
Čtecí zařízení není v přímém fyzickém kontaktu s 
datovým nosičem, mechanické poškození je proto méně 
pravděpodobné. Magnetizace těmto nosičům nehrozí. 
Hlavními riziky jsou zejména špatné zacházení a 
skladování. 
životnost řádově roky (obvykle se měří podle počtu kontaktů se čtecím zařízením) 
řádově desítky let v případě užití kvalitnějších materiálů 
při výrobě 
dostupnost 
Magnetické pevné disky byly v minulosti 
nákladné, poslední roky jejich cena prudce 
klesá a současně výrazně narůstá jejich 
kapacita. 
Téměř od počátku svého rozšíření byly optické nosiče 
relativně finančně dostupné a jejich výroba je 
jednoduchá. Růst kapacity těchto nosičů se však již 
zpomalil. 
poznámka 
Profesionální úložná zařízení jsou dnes 
dostupná i malým a špatně financovaným 
institucím a jejich užití se rozšiřuje. 
Užívání optických nosičů pro účely digitální archivace 
v kulturních institucích klesá. 
 
Tabulka 1 – Elektronické nosiče z hlediska digitální archivace  
6.1.2 Technologická selhání  
Součástí technologických problémů jsou přirozeně i všechna rizika technologických 
dysfunkcí krátkodobého horizontu.35 Ochrana před technologickými selháními je nezbytným 
předpokladem pro splnění cílů digitální archivace. Mezi nejčastější příčiny technologických 
selhání se řadí hardwarové nebo systémové dysfunkce (výpadky elektrického proudu, 
selhávání čtecích zařízení aj.) a lidský faktor (chybný úkon, úmyslné poškození atd.). Dalšími 
častými riziky jsou selhávání zálohovacích procesů, poškození počítačovými viry nebo 
přírodní katastrofy. Jednou z příčin technologických selhání je také používání levnějších, ale 
méně stabilních výrobních materiálů [Ross, 1999].  
                                                 
34 Tabulka je vytvořena na základě údajů ze dvou významných studií v této oblasti [Beagrie, 2008a] a [Bradley, 2006]. 
35 Tato rizika jsou známá již dlouho před vznikem oboru digitální archivace (viz Kapitola 2), proto se jim budeme věnovat 
jen stručně. 
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 6.1.3 Technologická zastaralost 
Vývoj informačních technologií se od 90. let stále zrychluje. Na počátku našeho 
desetiletí se udával horizont pro nástup nového technologického prostředí v rozmezí dvou až 
pěti let, v poslední době se hovoří již jen o 18 měsících, a tato hranice se může dále zkracovat 
[Chen, 2007, s. 206]. Zastaralost technologie způsobuje ztrátu funkcionalit, nečitelnost 
datových nosičů, nekompatibilitu zařízení atd. I kdyby elektronický nosič vydržel 
v neporušeném stavu desítky let a původní informace na něm uložené by se zachovaly, je 
takřka jisté, že již nebude existovat žádné hardwarové zařízení, které by jej dokázalo přečíst, 
takže nebude možné ani překopírovat informace na nový nosič a digitální objekty se stanou 
navždy nepřístupnými. Tento problém je jedním z nejdéle reflektovaných problémů v oblasti 
digitálního dědictví. Projekt stanice BBC Domesday z počátku 80. let, jehož digitální výstupy 
byly uloženy na speciální videodisky, skončil fiaskem, protože technologie nutná k jejich 
přehrání velmi brzy zastarala a nosiče se staly nečitelnými.36  
Mezi příčiny, které se podílejí na rychlém zastarávání původních technologií, patří 
také nové uživatelské požadavky, potřeba výkonnějších a rychlejších systémů nebo vyšší 
ekonomičnost provozu. Zatímco degradace nosičů a selhávání technologií představují rizika 
pro digitální informace od počátků jejich implementace v počítačovém světě a jsou řešena již 
několik desítek let, prudce se zrychlující technologický vývoj je klíčovým problémem 
technologické roviny nového oboru digitální archivace.  
6.2 Informační rovina 
Samotný fakt, že digitální objekty přežijí na datových nosičích a budou čitelné 
v současných hardwarových konfiguracích, ještě zdaleka nezaručuje jejich dlouhodobou 
ochranu. Je nutné ochránit také způsoby jejich adekvátní reprodukce softwarovými 
aplikacemi a možnosti jejich zpřístupňování lidským uživatelům v nezávisle srozumitelné 
podobě. Rizika a okruhy problémů informační roviny se tedy týkají ochrany logické 
a konceptuální vrstvy digitálního objektu (konkrétně formátů a softwaru na straně jedné 
a dostatečné dokumentace na straně druhé).  
                                                 
36 Řešením tohoto problému se následně zabýval projekt CAMiLEON (podrobněji v Příloha 1). 
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 6.2.1 Formátová rizika 
 Kulturní instituce (a nejen ony) spravují počítačové soubory, které jsou vždy uloženy 
v nějakém konkrétním formátu. Každý takový soubor obsahuje strukturální a datové prvky. 
Jedinečné a specifické uspořádání těchto strukturálních a datových prvků se nazývá formát 
[Lawrence, 2000, s. 2]. Jiná definice formátu říká, že jde o „deterministickou specifikaci 
určující, jak lze vlastnosti digitálních objektů reverzibilně převést do lineárního bajtového 
toku“ [Thaller, 2008b, s. 15]. V následujícím textu popíšeme podrobněji základní formátová 
rizika z hlediska digitální archivace.37  
6.2.1.1 Zastaralost formátu 
Kdyby existoval pouze jeden formát pro všechny digitální objekty, patrně by velká 
část úskalí jejich dlouhodobé ochrany odpadla. V praxi však existuje velké množství 
heterogenních formátů různých typů. S konkrétním formátem umějí pracovat pouze speciální 
softwarové aplikace nebo nástroje. Problémem je, že formáty i software jsou vystaveny stejně 
rychlému vývoji a zastarávání jako datové nosiče nebo hardwarové technologie. Důvodem 
zastarávání není však jen technologická evoluce, ale také obchodní důvody. Firmy totiž 
vývojem nových formátů a malou podporou jejich zpětné kompatibility vytvářejí tlak na 
uživatele, aby si kupovali novější softwarové produkty.  
6.2.1.2 Vlastnictví formátu 
Dalšími významnými riziky jsou omezení plynoucí z práv duševního vlastnictví, která 
se pojí s formáty i softwarem. Proprietární formáty jsou chráněny právy duševního vlastnictví 
(copyright, patenty) a jejich užívání je tak různými způsoby omezeno (licenční smlouvy, 
omezení možností jejich využívání nebo modifikací aj.), což výrazně ohrožuje nebo dokonce 
znemožňuje ochranná opatření. Neproprietární formáty lze užívat neomezeně, neboť nejsou 
vázány žádnými právy duševního vlastnictví, nevztahují se na ně licenční či jiné poplatky a je 
možné je dále modifikovat. Naneštěstí pro digitální archivaci je velká část hojně užívaných 
formátů právě proprietárních.  
6.2.1.3 Specifikace formátu 
Dokumentace konkrétního formátu bývá uvedena v tzv. formátové specifikaci. 
Otevřená dokumentace je taková specifikace formátu, která je volně dostupná, zpravidla na 
                                                 
37 Oddíl 4.2.1 je zpracován podle [Cornell University Library, 2009] a [Moehle, 2004], pokud není uvedeno jinak. 
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 internetovém serveru vlastníka formátu nebo normalizační organizace. V případě, že se 
formát stane zastaralým a neužívaným a neexistuje již vhodná softwarová aplikace, která by 
jej dokázala adekvátně reprodukovat, může otevřená dokumentace formátu poskytnout 
informace, jak tento starý formát převést do nového nebo jak pro něj znovuvytvořit adekvátní 
software. Vlastníci některých proprietárních formátů jejich specifikace zveřejňují. Mezi 
nejužívanější proprietární formáty s otevřenou dokumentací v kulturních institucích patří 
formáty PDF/A a TIFF (oba ve vlastnictví softwarové firmy Adobe).  
Uzavřená dokumentace, tedy taková specifikace formátu, kterou vlastník práv 
nezveřejnil, představuje pro trvalou udržitelnost vysoké riziko. Formáty s uzavřenou 
dokumentací jsou závislé na konkrétním produktu nebo firmě, a podléhají tak změnám trhu, 
obchodní politiky apod. Nejužívanější softwarové aplikace žel používají formáty s uzavřenou 
specifikací (příkladem jsou formáty softwarové sady Microsoft Office). Zánikem firmy, která 
je vlastníkem určitého formátu, ale nezveřejnila jeho dokumentaci, dochází pravděpodobně 
k nevratné ztrátě možnosti, jak digitální objekt v daném formátu v budoucnosti adekvátně 
reprodukovat a zpřístupňovat uživatelům. Dalším velkým problémem je, že pro mnoho typů 
dat dosud neexistují neproprietární formáty.38  
6.2.1.4 Podpora formátu 
Významným rizikovým faktorem je také míra podpory formátu, a to jak z hlediska 
podpory dalšího vývoje formátu, tak rozšířenosti mezi uživateli. Hodnota některých slibných 
formátů klesá, pokud není investováno do jeho dalšího vývoje. Klasickým případem je formát 
TIFF, jehož vývoj se zastavil v roce 1992.  
6.2.1.5 Robustnost formátu 
Často se uvádí, že zatímco v analogovém světě dochází k postupné degradaci 
dokumentů (mnohaletý rozpad novin na kyselém papíře apod.), v digitálním světě probíhá 
zkáza skokově (buď lze počítačový soubor načíst softwarem v pořádku celý, nebo jej 
v případě poškození nelze otevřít vůbec). Není to tak úplně pravda. Do určité míry záleží na 
tom, zda jsou zničeny bity v strukturálních nebo datových prvcích souboru, a také na 
robustnosti daného formátu, tedy odolnosti proti zničení několika bitů souboru („bit rot“). 
Míra robustnosti se u různých formátů může poměrně dosti lišit [Thaller, 2008a].  
                                                 
38 Např. pro průmyslový design, pro nějž se užívá proprietárních formátů, jako je CAD aj. 
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 6.2.2 Dokumentace 
K tomu, aby mohl být digitální dokument trvale využíván, musí být zachována jeho 
srozumitelnost, tedy musí být trvale rozpoznatelným a srozumitelným pro lidského uživatele. 
Z hlediska Thibodeauova modelu musíme ochránit přístup ke konceptuální vrstvě digitálního 
objektu. Nestačí proto dlouhodobě ochraňovat pouze digitální objekty. Je nutné chránit 
informace o všech postupech a prostředcích pro jejich adekvátní reprodukci, zpřístupňování, 
využívání a nezávislou srozumitelnost. Role podrobné dokumentace je pro digitální svět 
daleko závažnější než pro správu a ochranu klasických sbírek. Digitální objekty velmi špatně 
naplňují funkci autoreference [Deegan, 2007, s. 225]. Zatímco tištěnou knihu si můžeme 
snadno přečíst sami a jejím zkoumáním mohou odborníci s určitou mírou úspěšnosti zjistit 
mnoho dodatečných informací (např. stáří knihy nebo její pravost), digitální objekty lze tímto 
způsobem zkoumat jen stěží. Samy o sobě nemohou podat důkaz vlastní autenticity, ani 
poskytnout další informace (informace o obsahu dokumentu, vztahu s dalšími dokumenty 
apod.). Proto je zásadní dlouhodobá archivace všech informací, které dokumentují obsah 
a původ dokumentu, jeho vztahy s jeho okolím, technické informace o požadavcích pro 
adekvátní softwarovou reprodukci, pro práci s formáty apod. Specifickou oblastí 
dokumentace v oblasti digitálních dat jsou digitální metadata, deskriptivní informace 
popisující obsah, vlastnosti a další charakteristické vlastnosti digitálních objektů [Gladney, 
2007, s. 273]. 
6.3 Systémová rovina 
Digitální objekty se nevyskytují izolovaně. Na systémové rovině je tak třeba řešit 
dlouhodobou ochranu fyzické, logické a konceptuální vrstvy digitálních objektů, které jsou 
seskupeny v organizovaných sbírkách. Systémy pro takto organizované sbírky, digitální 
repozitáře, musejí čelit řadě specifických problémů.  
6.3.1 Správa enormního počtu souborů  
Exponenciální nárůst počtu objektů v repozitářích je náročným úkolem pro jejich 
dlouhodobou správu. Zatímco do 90. let byly informace reprezentovány v relativně malém 
počtu velkých počítačových souborů, od 90. let dochází k zásadní změně granularity 
reprezentace.39 Sbírky repozitářů se začínají naplňovat velkým množstvím malých souborů 
[Fresko, 1998, s. 8]. Již v polovině našeho desetiletí obsahovaly sbírky digitalizovaných 
                                                 
39  Viz podkapitola 5.3. 
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 dokumentů některých evropských národních knihoven desítek milionů souborů (Španělsko, 
Francie) [Knoll, 2006]. Spravovat sbírku s enormním množstvím souborů je technologicky 
a organizačně dosti složité. Pokud je čas potřebný k tomu, aby systém načetl celou digitální 
sbírku, delší než dva dny, nelze již digitální sbírku řídit a spravovat [Gladney, 2007, s. 211].  
6.3.2 Identifikace dokumentů 
Identifikátor objektu je takové označení objektu, které je v daném kontextu 
jedinečné.40 V oblasti analogového kulturního dědictví je typickým požadavkem, aby 
identifikátor byl také globální (jedinečný ve všech kontextech) a trvalý (označoval objekt 
v podobně dlouhodobém horizontu, v jakém je vymezen úkol digitální archivace). Existuje již 
několik trvalých a globálních identifikačních systémů pro tradiční dokumenty, které fungují 
spolehlivě a relativně dlouho.41 Speciální funkcionality digitálního světa rozšiřují možnosti 
identifikace objektů, a tak identifikátory digitálních dokumentů mohou být současně 
i digitálními lokátory.42 Vyšší funkcionality vytvářejí i vyšší očekávání: prostřednictvím 
identifikátoru lze nejen trvale identifikovat digitální dokument, ale také získávat sám jeho 
referent.43 Tato očekávání do určité míry naplňuje každodenní praxe s webovými 
vyhledávači, od počátku internetu se však ukazuje, jak je toto přímé získávání dokumentů 
prostřednictvím identifikátoru nestabilní.44 Přitom požadavek dlouhodobosti ochrany úzce 
souvisí s požadavkem dlouhodobé funkčnosti identifikátoru. Trvalé identifikátory jsou 
klíčové pro dlouhodobou správu velkého množství digitálních objektů, zvláště pokud jsou 
uloženy v různých digitálních repozitářích.45 Podílejí se také na zjištění autenticity 
dokumentu a spolehlivosti citování, jež je nezbytná pro efektivní (nejen) vědeckou práci 
[Jantz, 2007, s. 205]. V digitálním prostředí existuje vyšší riziko, že se identifikátory užívané 
pro citování informačních zdrojů stanou brzy nepoužitelnými, což výrazně ohrožuje 
                                                 
40 V podstatě se dají rozlišit dva typy identifikátorů digitálního objektu: interní identifikátory, které jsou vlastní samotné 
technologii uložení objektů a systému, který je spravuje (např. speciální databáze), a externí identifikátory, které slouží 
identifikaci objektů v širších kontextech, než je jen samotný technický rámec konkrétního repozitáře. V tomto textu jde 
především o identifikátory druhého typu. Ačkoliv interní identifikátory mohou být také globálně jednoznačné, nejsou 
obvykle trvalé. Proto se mimo vlastní technický systém daného repozitáře zpravidla nepoužívají.  
41 Typickým příkladem je ISBN nebo identifikátor LCCN, který využívá Kongresová knihovna již od konce 19. století. 
42 Digitální lokátor je znakový řetězec, který označuje konkrétní adresu v rámci počítačového systému nebo sítě [Gladney, 
2007, s. 121]. Nejznámějším digitálním lokátorem je URL (Universal Resource Locator), označující aktuální umístění 
digitálního objektu v internetové síti.  
43 Referent je objekt označený identifikátorem. 
44 Nejčastějším problémem je nefunkční internetový odkaz, tzv. link rot. 
45 Dodejme, že správa velkého množství identifikátorů je podobně náročná jako správa velkého množství digitálních objektů. 
Tento fakt zakusila nedávno například Norská národní knihovna (Nasjonalbiblioteket), když jí spadla databáze identifikátorů 
(označujících objekty norského webarchivu) z důvodu neschopnosti spravovat desítky milionů položek [Hakala, 2009]. 
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 referenční integritu dokumentů. Pokud vědecký článek obsahuje řadu nefunkčních adres, jak 
jej pak lze posuzovat nebo verifikovat?46  
                                                
6.3.3 Digitální práva  
Digitálními právy (digital rights) zde rozumíme práva copyrightu a všechna další 
práva duševního vlastnictví vztahující se k digitálním dokumentům. Digitální repozitář musí 
zajistit nejen ochranu všech vrstev digitálního objektu, ale také ochranu vztahu mezi 
digitálními objekty a vlastníky literárních, vědeckých a dalších děl, které tyto digitální objekty 
reprezentují. Vzhledem k snadnosti kopírování digitálních informací a současně nárůstu jejich 
ceny a významu ve společnosti mají vlastníci digitálních práv větší obavy o ochranu svých 
práv než kdykoli předtím. Digitální svět je vystavuje riziku, že první kopie, kterou prodají, 
může být zároveň kopií poslední [Task Force, 1996, s. 6]. Internetové pirátství je dnes již 
široce známý fenomén. Digitální repozitář tak musí zajistit, že digitální práva budou 
udržována, ochraňována a respektována podle existujících legislativních, smluvních a dalších 
rámců. Tento úkol se přirozeně týká i všech aktivit pro krátkodobou ochranu klasických 
digitálních knihoven a podobných služeb. Z hlediska digitální archivace spočívá jeho 
specifičnost ve dvou rysech. Jednak se obsah omezení vyplývajících z vlastnictví duševních 
práv v delším časovém horizontu výrazně proměňuje (některá práva zanikají, mění se jejich 
vlastníci, mění se i zákony atd.). Druhým rysem je fakt, že legislativní rámec pomaleji odráží 
změny vyvolané rozvojem počítačových technologií a navíc je pravděpodobné, že vzhledem 
k pokračující technologické evoluci bude právo stát vždy o krok pozadu za aktuální situací.  
Digitální práva musejí být udržována a ochraňována, zároveň však sama tato práva 
představují pro dlouhodobou ochranu řadu rizik. Všechna ochranná opatření vykonávaná na 
digitálních dokumentech (včetně těch nejjednodušších, jako je kopírování dat na nové nosiče) 
se totiž dotýkají digitálních práv. Legislativní ustanovení jsou dobře zavedena pro klasické 
dokumenty, ale v digitálním světě jsou často zastaralá z hlediska archivních výjimek. Je tak 
nutné hledat nové dohody a disponovat novými legislativními oprávněními, která umožní 
manipulaci s digitálními dokumenty pro potřeby digitální archivace [Task Force, 1996,  
s. 6-7].47  
 
 
46 Naproti tomu spolehlivý, trvalý a široce užívaný identifikátor by usnadnil náročnost přípravy citací a snížil míru 
příslušných normalizačních požadavků na jejich správnou tvorbu.  
47 Podobně zastaralými mohou být ustanovení týkající se zpřístupňování digitálních sbírek. I v případě dokumentů, které si 
vytvořily kulturní instituce samy digitalizací vlastních analogových sbírek, může existovat řada omezení, např. omezení 
zpřístupňovat tyto digitální informace pouze v budově instituce. Podobná omezení se týkají sklizeného webového obsahu. 
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 6.3.4 Integrita 
Integrita (integrity) digitálního dokumentu znamená jeho úplnost a neporušenost 
a měří se z hlediska jeho charakteristických vlastností [Strathmann, 2008a, s. 10]. 
Neporušeností se rozumí vyloučení modifikací, které nejsou součástí ochranných procedur 
prováděných repozitářem. Digitální prostředí značně znesnadňuje úkol zachovat integritu 
objektu, zejména vzhledem k faktu, že v porovnání s tištěnými zdroji lze digitální dokumenty 
změnit nežádoucím způsobem diametrálně snadněji a rychleji [Barwell, 2005]. Může jít 
o nežádoucí změny náhodné, způsobené například selháním technologií nebo chybou 
softwaru, nebo záměrné změny, jakými jsou falšování, sabotáž apod. Změny digitálních 
objektů, které jsou prováděny repozitářem v rámci ochranných opatření (např. konverze 
souboru z jednoho formátu do druhého), se za narušení integrity nepovažují, pokud jsou 
taková opatření řádně zdokumentována [National Library of Australia, 2003, s. 158].  
6.3.5 Autenticita 
Autenticita (authenticity) je důvěryhodnost (trustworthiness) digitálního dokumentu 
jako dokumentu, tedy vlastnost dokumentu, který je tím, za co se označuje nebo je označován 
[Duranti, 2001, s. 44].48 Základní podmínkou autenticity je zachování integrity objektu. 
V tomto smyslu se požadavek autenticity neliší od tradičního archivářského světa. Podle 
některých názorů však autenticitu digitálních objektů nelze oddělovat od jejich užití [Cullen, 
2000, s. 51]. Pro zachování autenticity je pak nezbytné, aby byl digitální objekt autenticky 
zpřístupňován lidskému uživateli, tj. v souladu s původními záměry tvůrců, kteří jej vytvořili 
za jistými účely a v jistém technologickém prostředí, které však rychle zastarává. Podle 
výzkumu projektu NEDLIB musejí být při každém jednotlivém zpřístupnění digitálních 
objektů udrženy vždy tytéž funkcionality, vztahy k dalším digitálním objektům a vizuální 
a interakční charakteristické vlastnosti [Rothenberg, 2000]. Autenticita je považována za 
nejvyšší cíl digitální archivace z perspektivy digitálních objektů [Caplan, 2008, s. 8-9]. 
                                                                                                                                                        
Velkým problémem je také zpřístupňování tzv. osiřelých děl, tedy děl, u kterých je obtížné nebo de facto nemožné dohledat 
držitele práv. Tyto problémy však nejsou předmětem této práce. 
48 Naproti tomu důvěryhodnost dokumentu z hlediska jeho intelektuálního obsahu se označuje jako hodnověrnost (reliability) 
a týká se pravdivosti obsahu. Hodnověrnost není předmětem dlouhodobé ochrany digitálních dokumentů [Duranti, 2001, 
s. 44].  
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 6.4 Institucionální rovina 
Poslední rovina digitální archivace se primárně nezabývá digitálními objekty, ale 
širším kontextem, ve kterém se digitální repozitář nalézá a který zásadně ovlivňuje to, jak 
bude nebo může fungovat (ekonomické faktory jsou nejtypičtějším příkladem). V praxi je 
každý digitální repozitář součástí širší instituce (např. národní knihovny), která jej provozuje 
jako jednu nebo jedinou ze svých služeb. Nejen kulturní instituce, ale obecně jakákoliv 
organizace musí řešit celou řadu institucionální otázek, jako jsou právní otázky, řízení 
lidských zdrojů atd. Zde se budeme zabývat pouze vybranými institucionálními problémy, 
které jsou specifické pro kulturní instituce dlouhodobě pečující o digitální dědictví.49 
6.4.1 Důvěryhodnost repozitáře 
Důvěryhodnost je definována jako schopnost systému fungovat v souladu s jeho cíli 
a ustanoveními, tedy vykonávat přesně to, co deklaruje, že vykonává [nestor, 2006, s. 3]. 
Požadavek prokazování důvěryhodnosti není požadavkem obvyklým v oblasti tradičních 
činností kulturních institucí. Knihovny, muzea a další instituce mají v trvalé ochraně tištěných 
dokumentů a dalších analogových objektů dlouhou a úspěšnou praxi a těší se vysokému 
renomé. Uživatelé zákonitě očekávají, že tyto instituce se podobně dobře zhostí také úkolů 
v digitální oblasti.50 Vyšší komplexita dlouhodobé ochrany v digitálním světě a krátké 
zkušenosti kulturních institucí v této oblasti však vyžadují nové formy prokazování 
důvěryhodnosti před zainteresovanými stranami. Již na počátku historie výzkumů digitální 
archivace byla reflektována nově vzniklá nutnost nezávislého programu pro certifikaci 
důvěryhodných repozitářů [Task Force, 1996, s. iii]. Digitální repozitáře proto musejí umět 
prokázat v širším kontextu svého působení, že jsou schopny dostát závazkům dlouhodobé 
ochrany svých digitálních sbírek, jinými slovy, musejí dokázat, že jsou důvěryhodnými. 
Sdružení vědeckých knihoven definovalo důvěryhodný digitální repozitář (trusted digital 
repository) jako takový repozitář, jehož posláním je poskytovat své designované komunitě 
spolehlivý a dlouhodobý přístup k organizovaným digitálním zdrojům, a to v současnosti 
i budoucnosti [RLG, 2002, s. i].  
                                                 
49 Vynecháváme příbuzné otázky legislativního rámce, jako je potřeba povinného výtisku pro digitální publikace, zákonné 
úpravy webarchivace nebo zpřístupňování osiřelých děl, které patří spíše do roviny politických řešení, a ne do oblasti 
opatření vytvářených oborem dlouhodobé ochrany digitálních dokumentů. 
50 Např. v britském výzkumu z roku 2005 označili uživatelé informačních služeb paměťové instituce za nejdůvěryhodnější 
poskytovatele webových informací. Důvěřovalo jim 89 % respondentů. Knihovny, archivy a muzea tak předstihly stanici 
BBC, která skončila na druhém místě (84 %) nebo služby veřejného sektoru (např. zdravotnických organizací), které skončily 
na místě čtvrtém (73 %) [Strathmann, 2008b, s. 15].  
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 Mezi obecné cíle důvěryhodnosti digitálního repozitáře patří vyhovění požadavkům 
normy OAIS,51 administrativní odpovědnost, organizační životaschopnost, trvalá finanční 
udržitelnost, adekvátnost technologických a procedurálních řešení, systémová bezpečnost 
a procedurální odpovědnost [RLG, 2002, s. 13]. Zatímco norma pro popis základních funkcí 
a služeb digitálního repozitáře již existuje (OAIS) a je hojně užívána, norma pro jejich 
certifikaci, která by také byla schválena organizací ISO, se nachází teprve v počáteční fázi 
vývoje a její první návrh se plánuje na konec roku 2009.52 
Důvěryhodnost je považována za nejvyšší cíl digitální archivace z institucionální 
perspektivy. 
6.4.2 Ekonomická rizika 
Ekonomické problémy, jako je podfinancování nebo nejasnost budoucího vývoje 
poskytování finančních prostředků, jsou často palčivým problémem řady kulturních institucí. 
Dá se říci, že digitální svět tyto problémy prohlubuje. Sbírky kulturních institucí se od 90. let 
rozrůstají o digitální dokumenty, a tím se rozšiřuje předmět jejich činnosti. Tato skutečnost se 
však příliš neprojevila v jejich financování. I v zemích, ve kterých je dosaženo největšího 
pokroku ve výzkumu a vývoji digitální archivace, jako jsou Austrálie nebo Velká Británie, 
jsou kulturní instituce spíše špatně financovány a dostávají malé nebo vůbec žádné dodatečné 
finanční prostředky. Jsou tak často odkázány na přerozdělování svých původních finančních 
zdrojů [Beagrie, 2003, s. 2].  
Zatímco existuje obecná shoda, že digitální informace mají zásadní význam pro 
moderní výzkum, vzdělávání, podnikání nebo veřejný sektor a na jejich trvalém 
zpřístupňování je závislý úspěšný budoucí vývoj společnosti, neexistuje žádná obecná shoda 
v tom, kdo je odpovědný za dlouhodobou ochranu cenných současných i budoucích 
digitálních informací a kdo by ji měl financovat [Blue Ribbon, 2008, s. 2-3]. Mezi hlavní 
ekonomická rizika patří:  
• nejasná nebo neexistující rovnováha mezi úlohami a odpovědnostmi stakeholderů53 (je 
běžné, že digitální dokumenty vytvářejí a využívají jiné organizace než ty, které pečují 
o jejich archivaci, přičemž náklady nesou jen kurátoři); 
                                                 
51 Podrobněji o tomto cíli pojednává pátá kapitola této práce. 
52 Pracuje na ní Spřízněná skupina pro audit a certifikaci digitálního repozitáře (Birds of a Feather Group on Digital 
Repository Audit and Certification; http://wiki.digitalrepositoryauditandcertification.org/). 
53 Termín „stakeholder“ (stakeholder) označuje jednotlivce nebo organizace (např. řešitele projektu nebo veřejnost), kteří se 
aktivně účastní nějakého projektu nebo „jejichž zájmy mohou být, ať již pozitivně nebo negativně, ovlivněny výsledky nebo 
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 • nedostatečné podněty pro podporu vzájemné spolupráce mezi kulturními institucemi 
komerčním sektorem nebo uživateli;  
• samolibé přesvědčení, že stávající postupy jsou dostatečně dobré; 
• obavy, že digitální archivace je příliš náročný úkol. 
6.4.3 Organizační a procedurální překážky 
Digitální prostředí také výrazně rekontextualizuje procedurální a organizační aspekty 
tradiční ochrany dokumentů. Změny zasahují ochranný horizont, formy akvizice nebo 
rozložení odpovědností a představují významné problémové okruhy. Proto musejí kulturní 
instituce hledat strategie pro nové formy spolupráce a nové metody selekce a akvizice, aby se 
vypořádaly s organizačními a procedurálními překážkami kladenými před jejich cíle 
dlouhodobé ochrany digitálního dědictví. 
6.4.3.1 Změna ochranného horizontu  
V případě digitálních dokumentů se ukazuje jako velmi důležité podnikat ochranná 
opatření v mnohem kratším časovém horizontu, než u klasických dokumentů, kde je časové 
rozmezí mezi akvizicí dokumentu a aktivitami zahájenými na jeho ochranu poměrně dlouhé. 
Proto je zapotřebí těsnější spolupráce mezi kulturními institucemi a tvůrci nebo distributory 
dokumentů [Beagrie, 2003, s. 3]. Zvláštní zřetel je třeba brát na výhradně digitální 
dokumenty. Včasnost ochranných opatření může výrazně ušetřit práci budoucím kurátorům. 
6.4.3.2 Akviziční změny 
Po staletí platilo, že produkce a distribuce tištěných dokumentů byla relativně pomalá 
a malá, a tak bylo možné snažit se archivovat veškerou produkci. Dnes je objem digitálních 
dokumentů tak velký a rychlost jejich šíření natolik závratná, že se ukazuje, že úkol 
archivovat veškerý digitální obsah není realizovatelný. Nelze již ani spoléhat na tradiční 
selektivní a editorskou úlohu vydavatelů, neboť na internetu dnes může publikovat kdokoliv 
a jakkoliv, jak o tom svědčí rozptyl kvality současných webových zdrojů [Beagrie, 2003, 
s. 4]. Jsou tak nutné nové mechanismy pro zvážení výběru dokumentů a nových oblastí 
rozvoje knihovního fondu. Rozhodnutí, co bude jako součást digitálního dědictví dlouhodobě 
uchováváno a zpřístupňováno, se tak často stává specifickou aktivitou samotných kulturních 
institucí. Výběr bývá označován za nejobtížnější úkol kulturních institucí vůbec [Gladney, 
                                                                                                                                                        
dokončením projektu“ nebo kteří „mohou ovlivňovat projekt a jeho výstupy“ [Project Management Institute, 2004, s. 376]. 
Termín „stakeholder“ je v českém prostředí již zaveden v této nepřekládané podobě (srv. např. [Jedličková, 2007]). 
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 2007, s. 3]. Neroste však jen objem informací, ale také množství typů dokumentů, o které se 
rozšiřují sbírky kulturního dědictví. Například Národní knihovna Francie (Bibliothèque 
nationale de France [BNF]) významně rozšiřuje svůj fond o audiovizuální digitální data, 
Britská knihovna archivuje obrovské množství sklizeného internetového obsahu. 
6.4.3.3 Změny rolí a odpovědností 
Novým problémem je stanovení rolí a odpovědností vážících se k akvizici a využívání 
digitálního obsahu. Tradiční metody pro katalogizaci, akvizici a ochranu byly predikovány na 
základě praxe s fyzicky drženými dokumenty, které je možné mít pevně pod kontrolou. 
V současnosti však stále více kulturních institucí nedrží kopie digitálních děl na svých 
datových nosičích, ale získává pouze licence na jejich zpřístupňování z jiných fyzických 
lokací. Míra odpovědnosti za archivaci je v tomto případě nejasná [Beagrie, 2003, s. 3]. 
Podobně platí, že větší potřeba spolupráce mezi institucemi na ochraně digitálních 
informací zároveň zvyšuje její komplexitu. Ne vždy jsou slučitelné obchodní zvyklosti 
soukromého a kulturního sektoru. Pro některé kulturní instituce nevytvářející žádný zisk může 
být velmi obtížné provádět účetní operace běžné v komerčním sektoru a překážky pro 
spolupráci se mohou objevovat i v rámci samotného sektoru kulturních institucí [Anderson, 
2008].  
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 7 OAIS  
Norma OAIS poskytuje základní strategický rámec pro vytváření konkrétních 
praktických opatření. Jasně konceptualizuje základní prvky, které tvoří potřeby informační 
a systémové roviny digitální archivace (informační, resp. funkční model OAIS) a nastiňuje 
základní rámec jejich řešení. Dále popisuje a kategorizuje první významné ochranné opatření 
digitální archivace (koncept migrace). A nakonec také definuje postavení repozitáře54 v širším 
kontextu včetně jeho vztahů s okolím (model širšího kontextu), čímž poskytuje velmi obecný 
základ pro řešení institucionální roviny problému.  
7.1 Obecné povinnosti repozitáře 
Podle normy OAIS musí repozitář vykonávat šest funkcí, nezbytných pro plnění všech 
hlavních cílů digitální archivace [Consultative Committee, 2002, s. 3-1]:  
• Uzavírat dohody s producenty informací a přijímat od nich patřičné informace. 
• Dosáhnout takového stupně kontroly, která zaručí dlouhodobou ochranu. 
• Samostatně nebo ve spolupráci s dalšími stranami stanovit, jaké uživatelské komunity 
budou tvořit designovanou komunitu. 
• Zajistit, aby informace v repozitáři byly nezávisle srozumitelné. 
• Řídit se zdokumentovanými pravidly a postupy, které ochrání informace před všemi 
možnými riziky a umožní je zpřístupňovat ve formě autentifikovaných kopií originálu 
nebo ve formě, ze které lze originál odvodit.55 
• Zpřístupňovat informace designované komunitě. 
7.2 Model širšího kontextu  
Repozitář vymezený normou OAIS je součástí širšího kontextu. Každý repozitář je 
jednak součástí nějaké (širší) instituce (univerzity, národní knihovny, výzkumného centra, 
veřejného archivu apod.), jednak je jeho posláním interagovat s externími subjekty. Tyto 
                                                 
54 Norma OAIS užívá výraz „archive“, který v této práci překládáme jako „repozitář“, což je v souladu s již avizovaným (viz 
oddíl 3.6) důsledným překladem anglického výrazu „digital archive“ jako „digitální repozitář“. 
55 Originálem se zde samozřejmě nemyslí originál v tom významu, ve kterém je užíván v kontextu tradičních dokumentů 
a o kterém bylo pojednáno v oddíle 3.2. Vysvětlení užívání termínu „originál“ v normě OAIS je uvedeno dále v textu (oddíl 
5.5.4). 
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 skutečnosti vyjadřuje OAIS v modelu tří externích rolí. Tyto role jsou institucionalizovány 
a jsou vykonávány třemi odlišnými externími subjekty: management (management), 
producent (producer) a klient56 (consumer). Obrázek 2 znázorňuje vztahy těchto tří rolí 
s repozitářem. 
 
Obrázek 2 - Model širšího kontextu repozitáře [Consultative Committee, 2002] 
Management reprezentuje instituci, jejíž je repozitář součástí, a určuje celkovou 
strategii repozitáře. Mezi hlavní úkoly managementu patří formální schvalování konkrétních 
povinností repozitáře a jeho dohod s producenty a klienty. Management obvykle dále 
zajišťuje financování repozitáře, revizi jeho výkonu a pokroku v oblasti dlouhodobé ochrany, 
stanovuje nebo schvaluje cenovou politiku nebo řeší případné konflikty mezi producenty, 
klienty a repozitářem. 
Producenti jsou osoby nebo systémy, které dodávají repozitáři informace se záměrem 
nechat je zde dlouhodobě archivovat a zpřístupňovat. Uzavírají s managementem nebo 
repozitářem tzv. depozitní dohody (submission agreement).  
Klienti jsou osoby nebo systémy (např. digitální knihovny), které využívají 
zpřístupňovacích služeb repozitáře. Vyhledávají a získávají informace uchovávané 
v repozitáři na základě dohody o objednaných službách (order agreement), sjednané mezi 
klienty a repozitářem. Specifickou třídou klientů je designovaná komunita, což je skupina 
klientů, která by měla rozumět archivovaným informacím (srv. 3.6). 
                                                 
56 Norma OAIS ještě využívá – v částech, které zde nepředstavujeme – výraz „client“. Ten však neodkazuje k institucionální 
roli, ale pouze k počítačovému systému. „Klientský systém“ je proto jedním z možných překladů výrazu „client“. 
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 7.3 Informační model OAIS 
Základním prvkem informačního modelu OAIS je informační objekt (information 
object), tedy objekt, který je srozumitelný designované komunitě.  
Obrázek 3 znázorňuje tři prvky, které informační objekt konstruují: digitální datový 
objekt (digital data object), interpretační informace (representation information) a znalostní 
základnu (knowledge base) [Consultative Committee, 2002, s. 1-10].  
 
Obrázek 3 - Informační objekt [Consultative Committee, 2002] 
V kapitole o digitálním dokumentu jsme již uvedli definici digitálního datového 
objektu, kterým je podle OAIS „soubor bitových posloupností“ [Consultative Committee, 
2002, s. 1-10]. Aby se digitální datový objekt stal objektem informačním, jsou potřeba další 
dva prvky. Jednak dodatečné informace dodané k digitálnímu datovému objektu (interpretační 
informace), jednak dostatečná znalostní základna designované komunity. Znalostní základna 
tak determinuje míru srozumitelnosti informací uživatelům.  
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 7.3.1 Interpretační informace 
Koncept interpretačních informací je jedno z největších specifik normy OAIS.57 Jsou 
definovány jako „informace, které datový objekt převádějí do smysluplnějšího celku“ 
[Consultative Committee, 2002, s. 1-13].58 Jinými slovy jde o informace, které umožňují 
úplnou interpretaci objektu do podoby srozumitelné designované komunitě.  
Obrázek 4 znázorňuje dva typy interpretačních informací: strukturální informace a sémantické 
informace.  
 
Obrázek 4 - Interpretační informace [Consultative Committee, 2002] 
7.3.1.1 Strukturální informace 
Strukturální informace potřebné pro převod digitálních datových objektů do 
informačních objektů lze popsat jako dva typy technických informací, které jsou nezbytné pro 
adekvátní softwarovou reprodukci a zpřístupňování digitálních objektů [Brown, 2008, s. 7]. 
Prvním typem jsou informace popisující, jak má softwarová aplikace interpretovat digitální 
data (tj. formátová specifikace). Druhým typem interpretačních informací jsou softwarové 
aplikace, které dokáží digitální data samy interpretovat. Tento druhý případ odkazuje na 
skutečnost, že v takovém informačním prostředí, v němž se nějaký formát běžně užívá a je 
mu poskytována dostatečná podpora, není nutné znát jeho kompletní formátovou specifikaci. 
Relevantní softwarové aplikace totiž v sobě již mají zabudované informace (instrukce), jak 
formát adekvátně reprodukovat. V současném digitálním světě nepředstavuje problém 
                                                 
57 OAIS neužívá ve svých modelech termín „metadata“. Ten se vyskytuje v samotném textu normy pouze šestkrát, nikdy jako 
klíčový pojem.  
58 Norma OAIS umožňuje aplikovat koncept interpretačních informací jak na digitální datové objekty, tak na datové objekty 
nedigitální. Tento druhý typ objektů nazývá norma OAIS fyzickými datovými objekty (physical objects). Zde se však 
zabýváme výhradně konsekvencemi normy pro digitální objekty.  
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 zobrazení dokumentu ve formátu JFIF,59 neboť je podporován široce užívanými webovými 
prohlížeči a celou řadou dalších běžně užívaných a snadno dostupných softwarových aplikací 
nebo nástrojů. Z hlediska dlouhodobé ochrany ale existuje riziko, že JFIF jednoho dne 
zastará, přestane být podporován softwarovým prostředím a nahradí jej formát modernější. 
Pak již nebude možné adekvátně reprodukovat a zpřístupňovat informace uložené ve formátu 
JFIF. Pokud digitální repozitář s takovým scénářem počítá, bude již nutné interpretační 
informace, kterými disponuje současný software, uchovávat speciálně spolu s digitálními 
objekty [Brown, 2008]. Bude tedy nezbytné uchovávat také formátové specifikace, které 
budou vodítkem pro případnou rekonstrukci adekvátní reprodukce formátu v budoucnosti.60 
7.3.1.2  Sémantické informace 
Sémantické informace představují další interpretační informace, které nejsou 
technické povahy a přidávají další význam k digitálním datovým objektům již opatřeným 
strukturálními informacemi. Sémantické informace zajišťují, že digitální datové objekty 
budou „srozumitelné“ nejen softwarovým aplikacím, ale také lidským uživatelům 
designované komunity. Z hlediska Thibodeauova modelu lze říci, že strukturální informace 
zhruba odpovídají logické vrstvě digitálního objektu a sémantické konceptuální vrstvě. Pokud 
například soubor bitových posloupností reprezentuje text napsaný v albánštině, technické 
informace poslouží k tomu, aby byly tyto bity správně zobrazeny v určitém textovém editoru. 
To však ještě nezaručuje, že designovaná komunita bude obsahu rozumět. Pokud nedisponuje 
znalostí albánštiny, je nutno spolu s digitálním objektem a strukturálními informacemi 
udržovat ještě sémantické informace. V současnosti bude patrně stačit, že sémantická 
informace vyjádří údaj, že jazykem textu je albánština, protože znalost albánštiny je široce 
dostupná a není třeba většího úsilí pro zajištění překladu. Je ale možné, že za sto let tento 
jazyk zanikne a jeho znalost přestane být široce dostupná. Pro tento případ by musela 
sémantická informace obsahovat také albánskou gramatiku a slovník. Oblast toho, co vše je 
třeba dlouhodobě archivovat, je proto nutné jasně vymezit v dohodách mezi designovanými 
komunitami a repozitáři. OAIS tuto oblast označuje jako „informační obsah“ (content 
information) a definuje ji jako „množinu informací, která je původním předmětem ochrany“ 
[Consultative Committee, 2002, s. 1-8]. Digitální datový objekt spolu se strukturálními 
                                                 
59 Soubory ve formátu JFIF jsou soubory s příponou „.jpg“. 
60 Jinou variantou je uchovávat alespoň informace o dostupnosti těchto specifikací, např. ve formě odkazů na internetové 
servery normalizačních organizací atd. 
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 a sémantickými interpretačními informacemi vytváří digitální informační objekt. Teprve tento 
objekt poskytuje designované komunitě informace v nezávisle srozumitelné podobě.  
7.3.2 Archivační informace  
Vedle interpretačních informací specifikuje informační model ještě skupinu informací, 
které je nutné uchovávat pro podporu ochranných opatření. Tyto informace nemusejí být 
důležité z krátkodobého hlediska, ale jsou nezbytné v dlouhodobém horizontu. Tato skupina 
se nazývá „archivační informace“ (preservation description information) a tvoří ji čtyři typy 
informací, znázorněné v Obrázku 5. 
 
 
Obrázek 5 - Archivační informace [Consultative Committee, 2002] 
Identifikační informace (reference information) označují a popisují mechanismy 
přidělování identifikátorů a zajišťují jednoznačnou identifikaci i mimo systém repozitáře. 
Příkladem jsou bibliografický popis nebo trvalé identifikátory. Cílem identifikačních 
informací je jednoznačná identifikace dokumentu.  
Informace o provenienci (provenance information) dokumentují historii digitálních dat 
(původ nebo zdroj dokumentu a všechny změny na něm vykonávané). Příkladem jsou 
technická metadata o digitalizačním procesu, odkazy na původní analogový zdroj (např. 
tištěnou knihu, která byla zdigitalizována), odkazy na starší verze dokumentů nebo historie 
změn. Cílem informací o provenienci je podpora autenticity informací nebo ochrany 
digitálních práv. 
Kontextuální informace (context information) dokumentují vztahy digitálních 
dokumentů k širšímu kontextu (důvod vytvoření dokumentu, vztahy s jinými dokumenty 
apod.). Příkladem jsou informace o požadavcích na softwarové nebo hardwarové prostředí, 
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 odkazy na podobné dokumenty nebo předmětové třídění. Cílem kontextuálních informací je 
podpora úplné interpretace digitálních dat. 
Informace o neporušenosti (fixity information) přispívají k zajištění integrity a mohou 
specifikovat minimální úroveň servisních požadavků pro zabezpečovací mechanismy 
repozitáře. Příklady jsou digitální podpis (digital signature) nebo kontrolní součet 
(checksum). Cílem tohoto typu informací je podpora integrity a autentifikace dokumentu 
a podpora zabezpečovacích mechanismů. 
7.3.3 Informační balíček 
Informační balíček (information package) je dalším specifikem OAIS. Obrázek 6 
znázorňuje prvky informačního balíčku.  
 
Obrázek 6 - Informační balíček [Consultative Committee, 2002] 
Informační balíček je logická jednotka, která seskupuje informační obsah (vymezené 
informační objekty) spolu s archivačními informacemi. Informační balíček musí být popsán 
balíčkovými deskriptivními informacemi (descriptive information [DI]).61 Tyto informace 
jsou odvozeny z archivačních informací a informačních objektů obsažených v informačním 
balíčku. Účelem balíčkových deskriptivních informací je indexovat obsah informačního 
balíčku pro potřeby jeho lokalizace ze strany systému repozitáře nebo vyhledávání ze strany 
uživatelů. V okamžiku, kdy klienti vyhledávají dokumenty v repozitáři na základě svých 
dotazů (např. autor nebo název dokumentu), hledá systém repozitáře tyto dokumenty obvykle 
v balíčkovacích deskriptivních informacích.  
Pro informační balíček jsou dále nezbytné balíčkovací informace (packaging 
information), což jsou informace o tom, jakým způsobem je seskupen. Balíčkovací informace 
je například informace o tom, že informační balíček je komprimován ve formátu PKZIP nebo 
je seskupen v konkrétním adresáři v úložišti repozitáře atd. Vzhledem k tomu, že informační 
obsah se obvykle skládá z mnoha různých počítačových souborů (např. stovky souborů 
                                                 
61 V původním anglickém textu normy se neužívá žádná zkratka. Pro potřeby našeho textu však tuto zkratku zavádíme. 
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 reprezentujících jednu zdigitalizovanou knihu), balíčkovací informace hraje klíčovou roli  
pro vymezení a vyjádření vztahů mezi nimi.  
OAIS rozlišuje tři typy informačních balíčků, jak znázorňuje Obrázek 7. 
 
Obrázek 7 - Typy informačních balíčků [Consultative Committee, 2002] 
7.3.3.1 Dodavatelský balíček 
Dodavatelský balíček (submission information package [SIP]) je balíček, který 
producent informací poskytuje repozitáři. Podoba dodavatelských balíčků a forma jejich 
poskytování je předmětem úmluv mezi repozitářem a producentem a je specifikována 
v depozitních dohodách, které mj. obsahují informace o tom, jaké všechny dodatečné 
informace budou producenti v dodavatelských balíčcích spolu s informačním obsahem 
poskytovat. Dodavatelské balíčky zpravidla již obsahují některé archivační informace. Formy 
dodávání balíčků do repozitáře mohou být různé (např. zasílání dat na DVD nebo soubory ve 
formátu PKZIP ukládané na FTP apod.). 
7.3.3.2 Archivní balíček 
Z dodavatelských balíčků si repozitář vytváří svůj vlastní typ balíčku, tzv. archivní 
balíček (archival information package [AIP]). Repozitář v zásadě nemění informace z balíčků 
dodaných producenty, pouze k nim připojuje další archivní informace (administrativní 
metadata, informace o duševních právech atd.) tak, aby balíček AIP obsahoval všechny 
náležité informace potřebné pro dlouhodobou ochranu informačního obsahu. 
7.3.3.3 Uživatelský balíček 
Klienti repozitáře (uživatelé jako osoby anebo instituce, např. digitální knihovny) 
získávají z repozitáře tzv. uživatelský balíček (dissemination information package [DIP]). 
Ten by měl obsahovat veškerý archivovaný informační obsah (tedy požadované digitální 
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 dokumenty), ale nemusí obsahovat všechny archivní informace. Klienty obvykle nezajímají 
záznamy všech ochranných opatření provedených s uloženými informacemi během jejich 
životního cyklu v repozitáři. Na druhou stranu mohou uživatelské balíčky obsahovat některé 
informace navíc (např. čas vygenerování), které nejsou podstatné z hlediska digitální 
archivace, ale mohou být důležité pro uživatele. Podobu uživatelských balíčků specifikuje 
dohoda o objednaných službách (order agreement), uzavřená mezi repozitáři a jeho klienty. 
7.4 Funkční model OAIS 
Funkční model je nejznámějším modelem normy OAIS a někdy se členové 
knihovnických komunit mylně domnívají, že obsahem normy je pouze tento model. Funkční 
model je klíčovým rámcem pro implementaci konkrétních digitálních repozitářů. Popisuje 
funkce a služby repozitáře v šesti základních logických jednotkách, které se nazývají funkční 
entity (functional entities). Obrázek 8 je jejich zjednodušeným znázorněním. 
 
Obrázek 8 - Funkční entity [Consultative Committee, 2002] 
Deponovací entita (ingest) přijímá dodavatelské balíčky od producentů a vytváří 
z nich archivní balíčky. Je vnějším rozhraním systému OAIS (mezi repozitářem 
a producenty). Mezi její funkce patří příjem dodavatelských balíčků a kontrola jejich kvality, 
vytvoření archivních balíčků odpovídajících interním požadavkům repozitáře (směrnice pro 
formáty a metadata apod.), extrakce balíčkových deskriptivních informací z archivních 
balíčků do interní databáze nebo koordinace aktualizací pro archivační entitu a datovou entitu. 
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 Archivační entita (archival storage) ukládá, uchovává a poskytuje archivní balíčky. Je 
vnitřním rozhraním systému OAIS. Tato entita přijímá archivní balíčky z deponovací entity 
a zajišťuje jejich trvalou archivaci, provádí správu hierarchie a zálohování, kontroluje chyby 
atd. Poskytuje také archivní balíčky zpřístupňovací entitě. 
Datová entita (data management) shromažduje, udržuje a zpřístupňuje jednak 
balíčkové deskriptivní informace, jednak administrativní údaje, které jsou potřebné pro správu 
repozitáře. Datová entita také zajišťuje správu databázových funkcí, vytváření uživatelských 
statistik, zajišťuje zabezpečení systému a řadu dalších služeb.  
Administrativní entita (administration) zajišťuje celkový provoz repozitáře. Mezi její 
úkoly patří sjednávání depozitních dohod, kontrola vhodnosti formátů počítačových souborů 
seskupených v dodavatelských balíčcích, inventarizace obsahu, migrace nebo aktualizace 
obsahu repozitáře. Administrativní entita také zavádí a udržuje interní normy a pravidla. 
Plánovací entita (preservation planning) monitoruje prostředí repozitáře a poskytuje 
doporučení, která zajistí kontinuitu dlouhodobého zpřístupňování informací bez ohledu na 
zastarávání počítačových technologií a další rizika. 
Zpřístupňovací entita (access) je vnějším rozhraním systému OAIS (mezi repozitářem 
a klienty). Hlavními službami této entity jsou příjem uživatelských požadavků, řízení přístupu 
k speciálně chráněným informacím a zejména zpřístupňování uživatelských balíčků, případně 
dalších informací klientům. 
7.5 Migrace 
Migrace je prvním významným ochranným opatřením digitální archivace. Na tomto 
místě si musíme nejdříve vyjasnit odbornou terminologii. Dosud jsme se v textu zmiňovali 
o kopírování informací (z jednoho nosiče na nový atd.) jako o ochranném opatření. V odborné 
literatuře oboru se nemluví o kopírování dat, ale užívá se termín „migrace“ (migration) nebo 
„digitální migrace“ (digital migration).62 Migrace vykazuje několik odlišností od běžného 
kopírování. OAIS definuje migraci jako „takový přesun digitálních informací v rámci systému 
repozitáře, který je vykonáván s úmyslem zajistit jejich ochranu“ [Consultative Committee, 
2002, s. 5-1].  
Od jiných datových přesunů se migrace liší ve třech bodech: 
                                                 
62 Z důvodu krácení budeme také v této práci používat výraz „migrace“ synonymicky k výrazu „digitální migrace“. 
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 • zaměřuje se na ochranu úplného informačního obsahu, 
• nová archivní implementace informací nahrazuje starou, 
• digitální repozitář má plnou kontrolu a odpovědnost za všechny aspekty tohoto 
přesunu.  
Upozorňujeme, že termínem „migrace“ se v komunitě kulturních institucí často míní 
pouze formátová migrace.63 Koncept migrace v OAIS je širší. OAIS definuje čtyři typy 
migrací. Jsou jimi renovační (refreshment), duplikační (replication), balíčkovací 
(repackaging) a transformační (transformation) migrace [Consultative Committee, 2002, 
 s. 5-4]. Formátová migrace je v tomto pojetí jen jedním subtypem transformační migrace.64  
7.5.1 Renovační migrace 
Renovační migrace je zkopírování jednoho nebo více archivních balíčků nebo částí 
těchto balíčků z jedné instance datového nosiče na jinou instanci datového nosiče stejného 
typu. Po provedení technologické migrace dokáže stávající infrastruktura archivační entity 
digitálního repozitáře bez jakýchkoliv dalších úprav nadále archivovat, lokalizovat 
a zpřístupňovat tyto archivní balíčky.   
7.5.2 Duplikační migrace 
Při duplikační migraci jsou bity uložené na jedné instanci datového nosiče přesunuty 
na jinou instanci nosiče stejného nebo nového typu. Ani při této migraci nedochází ke 
změnám bitů reprezentujících informační obsah, archivační informace a balíčkovací 
informace, může být však nezbytné provést změny stávající infrastruktury archivační entity. 
Jinými slovy, může docházet ke změně balíčkové deskriptivní informace, a tedy archivního 
balíčku jako celku. 
7.5.3 Balíčkovací migrace 
Při balíčkovací migraci dochází k změnám bitů reprezentujících balíčkovací informaci. 
Hlavním cílem balíčkovací migrace jsou potřeby systémové roviny dlouhodobé ochrany 
(např. změna způsobu správy dat). 
                                                 
63 Srv. např. [Lawrence, 2000]. 
64 Termín „migrace“ v tomto širším pojetí užíváme v této práci užívat i my. 
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 7.5.4 Transformační migrace 
Při transformační migraci dochází ke změnám bitových sekvencí reprezentujících 
digitální objekt nebo archivační informace, ovšem s cílem ochránit maximální možné 
množství informací. To také znamená, že se mění strukturální interpretační informace 
potřebné k adekvátní reprodukci digitálního objektu. Výstupem transformační migrace je 
nový archivní balíček, který se stává novou verzí balíčku předchozího. První archivní balíček 
v řetězci transformačních migrací se označuje jako originální archivní balíček a repozitář jej 
může dále udržovat pro potřeby verifikace všech následujících ochranných opatření. 
Transformační migrace může být reverzibilní, nebo ireverzibilní. Příkladem prvního podtypu 
migrace je zabalení souborů do zipového archivu, příkladem druhého formátová migrace. 
Ireverzibilní transformační migrace s sebou přirozeně nese riziko, že bude ohrožena integrita 
a autenticita dokumentu. 
7.6 OAIS jako strategický rámec 
Výše uvedené modely OAIS poskytují několik základních rámců pro vytváření 
konkrétních ochranných opatření pro trvalou udržitelnost nejen digitálního dědictví, ale 
digitálních dokumentů vůbec, ať již pocházejí z jakékoliv oblasti. Informační model poskytuje 
konceptuální základ pro ochranná opatření informační roviny (zejména archivační metadata 
a formátové strategie). Funkční model nabízí v odborné literatuře dosud nejvýznamnější 
uchopení systémové roviny digitální archivace a poskytuje základní rámec pro konkrétní 
implementaci digitálních repozitářů. Průzkum z roku 2004, tedy pouhé dva roky po zveřejnění 
modelu OAIS, ukázal, že všech padesát dotazovaných kulturních institucí z celého světa jej 
využívá jako základ pro návrh vlastního digitálního repozitáře [PREMIS Working Group, 
2004]. Model širšího kontextu vytváří základ pro zvažování otázek institucionální roviny, 
ačkoliv je v tomto ohledu velmi strohý. Koncept migrace je pak základem pro implementaci 
prvních ochranných opatření digitální archivace.  
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 8 OCHRANNÁ OPATŘENÍ DIGITÁLNÍ ARCHIVACE 
V této kapitole představíme praktická opatření pro trvalou udržitelnost digitálního 
dědictví. Tato opatření jsou v zahraniční literatuře uváděna pod celou řadou specifických 
označení, například strategie (strategies), techniky (techniques) nebo metody (methods). 
Praktickými opatřeními rozumíme všechna specifická ochranná opatření vyvinutá nebo 
vyvíjená pro dosahování cílů digitální archivace. Tato opatření jsou jádrem výzkumu a vývoje 
oboru digitální archivace. V této části nabízíme přehled jak všech základních ochranných 
opatření běžně uváděných v příslušné odborné literatuře evropské a anglosaské provenience, 
tak řadu dalších specifických technik, které jsou uváděny méně často. Vzhledem k rychlému 
vývoji oboru představujeme i řadu ochranných opatření, která jsou natolik nová, že dosud 
nejsou uváděna v žádné z přehledových monografií. Na uvedená ochranná opatření lze 
pohlížet ze dvou hledisek. Jednak je každé takové praktické opatření konceptuálně 
samostatnou jednotkou (např. emulace), jednak většina těchto autonomních opatření může být 
součástí jiných, komplexnějších opatření (např. emulace může být jednou ze složek soustavné 
autentifikace).  
Ochranná opatření digitální archivace jsou rozdělena do čtyř kategorií, které 
korespondují s rovinami problémů: jsou jejich úplnými nebo částečnými řešeními. Popisu 
dílčích ochranných opatření předcházejí v úvodu podkapitol stručné přehledy všech dále 
popisovaných opatření spolu se specifickými problémovými okruhy, na jejichž řešení jsou 
primárně (ale ne nutně výhradně) zaměřeny.  
8.1 Ochranná opatření technologické roviny 
Ochranné opatření Problémový okruh 
výběr vhodných nosičů degradace nosičů 
bitová ochrana technologická rovina obecně 
technologická renovace technologická zastaralost, degradace nosičů 
vzdálené zálohování degradace nosičů, technologická selhání 
konzervace technologie technologická zastaralost 
digitální archeologie degradace nosičů, technologická zastaralost 
analogové zálohování degradace nosičů, technologická selhání 
Tabulka 2 – Ochranná opatření technologické roviny 
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 8.1.1 Výběr vhodných nosičů 
Ačkoliv se optické nosiče, jako jsou CD, stále užívají v některých kulturních 
institucích k digitální archivaci, podle studie vypracované v roce 2006 Australskou národní 
knihovnou pro UNESCO vytváří využívání tohoto typu nosičů v kulturních institucích 
signifikantní riziko [Bradley, 2006]. Studie na základě výsledků vlastních testů nedoporučuje 
další užívání optických nosičů pro dlouhodobou ochranu digitálního dědictví. K tomuto účelu 
doporučuje užívat pouze magnetické nosiče v profesionálních úložných zařízeních 
využívajících například metodu RAID pro pevné disky nebo magnetické pásky.  
Vzhledem k exponenciálnímu růstu kapacity, klesající ceně a rychlému přístupu 
k uloženým datům se v současnosti jeví jako nejlepší volba ze všech subtypů nosičů 
magnetické pevné disky [Gladney, 2007, s. 211]. Mezi jejich výhody dále patří možnost 
snadné automatizace testování chyb a opravných opatření a odhalování blížící se degradace 
nosiče.  
8.1.2 Bitová ochrana  
Bitová ochrana (bit-level preservation) je taková forma migrace, při které nedochází 
ke změně bitových posloupností digitálních objektů. Jde o nejjednodušší opatření digitální 
archivace, jejímž jediným cílem je zajistit, že nedojde ke změně integrity digitálního objektu 
a že objekt bude z datového nosiče možné migrovat na jiný datový nosič nebo do nového 
technologického prostředí [PREMIS, 2008, s. 209]. Bitová ochrana nezaručuje, že objekt 
bude také možné adekvátně reprodukovat v budoucím softwarovém prostředí. Zaručuje pouze 
přežití digitálního objektu jako fyzického objektu. Bitová ochrana je v současnosti nejčastěji 
užívaným ochranným opatřením mezi nejvýznamnějšími národními knihovnami světa 
[Verheul, 2006, s. 51].  
8.1.2.1 Technologická renovace  
Zatímco krátkodobá ochrana vytváří pouze dočasné zálohy souborů pro zajištění 
plynulého chodu počítačových systémů v běžném užití, technologická renovace (odpovídá 
konceptu renovační migrace OAIS) vyžaduje režim pravidelných přesunů dat na nové 
elektronické nosiče nebo do nových technologických prostředí. Režimy přesunů si stanovuje 
obvykle každý repozitář sám na základě vlastních interních směrnic v takových časových 
horizontech, ve kterých očekává zastaralost technologií nebo degradaci nosičů. Renovace 
migrace však může být vykonána i dříve než v tomto režimu, a to v případě, že monitorovací 
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 systém repozitáře zjistí, že se blíží dřívější degradace nosiče nebo zastarávání 
technologického prostředí, než se predikovalo [Gladney, 2007, s. 211].  
8.1.2.2 Vzdálené zálohování 
Zálohování (backup) odpovídá konceptu duplikační migrace OAIS. Úkolem tohoto 
ochranného opatření je duplikovat nebo multiplikovat informační obsah repozitáře na několik 
fyzicky oddělených míst a někdy se též nazývá „kopírování bitového toku“ (bitstream 
copying). Aby byl její potenciál větší, rozmnožuje se archivovaný digitální obsah do 
geograficky relativně vzdálených úložných zařízení (uložených např. v jiné části státu), která 
jsou ovšem všechna pod společnou správou jednoho digitálního repozitáře. Geograficky 
vzdálené zálohování velkých objemů dat je díky vývoji síťových technologií v současnosti 
snáze uskutečnitelné než kdykoliv předtím. Toto opatření může být velmi užitečná zejména 
jako ochrana před přírodními katastrofami nebo jinými většími nehodami v místě fyzického 
uložení technologického zařízení. 
8.1.3 Vedlejší technologická opatření  
Následující opatření bývala zvažována jako varianty k bitové ochraně, ale dnes již 
zastarala a nelze je považovat za skutečná ochranná opatření digitální archivace. Za určitých 
okolností však mohou pomoci jako nouzová řešení pro záchranu cenných informací. 
8.1.3.1 Konzervace technologie 
Konzervace technologie (technology preservation) je udržování hardwarových  
a softwarových platforem včetně operačního systému, ve kterých byl digitální objekt původně 
využíván [Deegan, 2007, s. 226-227]. Konzervaci technologie lze použít pouze jako opatření 
krátkodobé ochrany, neboť udržovat počítačové systémy dlouhodobě funkční se ukázalo jako 
technicky nemožný úkol [Borghoff, 2005, s. 14-16]. Základní příčiny jsou dvě. Technická 
podpora pro všechny hardwarové a softwarové komponenty původního technologického 
prostředí je poskytována třetími stranami (výrobci hardwaru, softwaru apod.) a jak ukazuje 
dosavadní praxe, je velmi rychle ukončována. Druhým faktorem je sama životnost hardwaru, 
která je velmi krátká. Toto opatření je dosud uváděno ve většině přehledů oboru, ačkoliv je již 
delší dobu zřejmé, že se jedná o opatření z dlouhodobého hlediska utopické. 
8.1.3.2 Digitální archeologie 
Digitální archeologie (digital archaeology) je krizovým řešením pro záchranu 
digitálních objektů, které se staly aktuálně nepřístupnými kvůli zastaralosti nebo degradaci 
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 datových nosičů [Ross, 1999]. Digitální archeologie je specifickou doménou činnosti 
komerčních firem, které k ní využívají také konzervaci technologie (např. skladují stará čtecí 
zařízení, jako jsou disketové mechaniky atd.). Je poslední nadějí, jak získat zpět alespoň část 
dat ze zastaralých nebo poškozených technologií a nosičů a firmy provádějící digitální 
archeologii dokáží být v některých případech velmi úspěšné. Jejich služby jsou však také 
velmi drahé. Je zřejmé, že pro kulturní instituce nemůže být toto opatření řešením jejich 
závazku zajistit trvalou udržitelnost digitálního dědictví a ideálně by v případě těchto institucí 
nikdy neměla vzniknout potřeba použít digitální archeologii ani jako poslední nouzové řešení.  
8.1.3.3 Analogové zálohování 
Analogové zálohování (analogue backups) je konverze digitálních objektů na 
trvanlivé analogové nosiče, např. archivní mikrofilm nebo permanentní papír [Beagrie, 2008a, 
s. 118-119]. Takováto konverze je přirozeně ztrátová, nicméně v některých jednodušších 
případech (textové nebo monochromatické digitální dokumenty) dokáže zachovat významnou 
část intelektuálního obsahu, a to v dlouhodobém horizontu, protože životnost mikrofilmů 
nebo kvalitního papíru je mnohonásobně vyšší než elektronických nosičů. Nevýhod 
analogového zálohování je však celá řada. Je velmi náročná a nákladná (vytvořit analogovou 
zálohu velké digitální sbírky je v praxi takřka nerealizovatelné), nelze ji použít pro komplexní 
digitální data (konverzí by ztratila svoje charakteristické vlastnosti, např. webové stránky by 
ztratily své interaktivní charakteristiky) a nenabízí typické vymoženosti digitálního světa, 
jako jsou velmi rychlá zpřístupnitelnost obsahu nebo efektivnost využití prostoru. Z hlediska 
digitální archivace kulturního dědictví se jedná o doplňkové řešení, které však lze relativně 
úspěšně použít pro vybraný úzký segment nejcennějších (a zároveň jednodušších) digitálních 
dokumentů sbírky.65 
                                                 
65 V řadě jiných oblastí (v různých zemích) je však analogové zálohování jedinou zákonem uznanou formou archivace 
elektronických záznamů (případ archivace lékařských zpráv aj.). 
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 8.2 Ochranná opatření informační roviny 
Ochranné opatření Problémový okruh 
zapouzdření zastaralost formátu, dokumentace 
DRS technologická zastaralost, specifikace a zastaralost formátu, 
dokumentace 
emulace zastaralost a specifikace formátu, technologická zastaralost 
modulární emulace technologická zastaralost 
UVC zastaralost a specifikace formátu, technologická zastaralost 
výběr vhodných formátů formátová rizika obecně 
formátová migrace formátová rizika obecně, zejména zastaralost formátu 
formátová normalizace formátová rizika obecně, zejména vlastnictví formátu 
vývoj nových formátů formátová rizika obecně, zejména vlastnictví a specifikace 
formátu 
charakterizace formátová rizika obecně (zejména specifikace formátu), 
dokumentace 
formátové registry formátová rizika obecně, dokumentace 
online formátové registry formátová rizika obecně, dokumentace 
signifikantní vlastnosti specifikace formátu 
kanonikalizace specifikace formátu 
metadatová opatření informační rovina obecně  
Tabulka 3 – Ochranná opatření informační roviny 
8.2.1 Zapouzdření  
Zapouzdření (encapsulation) je opatření, kdy se dohromady, v jednom „pouzdru“, 
archivují digitální objekty a všechny příslušné softwarové aplikace a dokumentace. Účelem 
zapouzdření je, aby v jednom „pouzdru“ bylo obsaženo vše, co je potřeba k udržení trvalé 
zpřístupnitelnosti digitálního objektu [Beagrie, 2008a, s. 117]. Metoda zapouzdření, která 
konceptuálně poněkud připomíná vytvoření informačního balíčku podle normy OAIS, 
zajišťuje, že nedojde ke změnám bitů reprezentujících archivovaný informační obsah, protože 
v „pouzdru“ je uchováván původní objekt, a tak se může teoreticky podílet na záruce integrity 
a autenticity digitálního dokumentu, ovšem pouze za předpokladu, že repozitář nepřistoupí 
k formátovým migracím. Jedním z vážných problémů tohoto ochranného opatření je však 
proprietární omezení vztahující se k zapouzdřenému softwaru.  
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 8.2.2 DRS 
Strategie DRS (Digital Rosetta Stone) je založena na myšlence, že archivací znalostí 
o technologickém prostředí jej bude možné v budoucnosti, kdy toto původní prostředí zastará, 
zase znovu rekonstruovat [Heminger, 1998]. Konceptuálně jde o dávný přístup, aplikovaný 
v případě slavné staroegyptské kamenné desky, na níž byl zaznamenán tentýž text vedle sebe 
ve třech jazycích, a tato pomůcka později umožnila rozluštění hieroglyfů. Technika DRS 
nearchivuje znalost přirozeného jazyka, ale „jazyka“ technologického prostředí a jejím 
úkolem je archivace kompletní dokumentace tohoto prostředí (včetně specifikace softwaru 
a čtecích zařízení), na základě které by bylo možné v budoucnosti provést jeho úplnou 
rekonstrukci. Všechny interpretační informace potřebné k reprodukci digitálního objektu se 
navíc archivují odděleně od těchto objektů, aby se zabránilo enormnímu nárůstu objemu dat. 
Toto ochranné opatření bylo navrženo v 90. letech, ale záhy bylo označeno za 
nerealizovatelné s tím, že zdokumentovat veškeré prvky technologického prostředí by 
vyžadovalo enormní úsilí a sebemenší chyba v dokumentaci by způsobila ztrátu možnosti 
budoucí rekonstrukce archivovaného prostředí [Fresko, 1999]. Zdokumentovat technologické 
prostředí je mnohem náročnější úkol než zdokumentovat přirozený jazyk. Není známo, že by 
technika DRS byla dosud někde s úspěchem aplikována. Nicméně nedávná „delfská studie“ 
zainteresovaných odborníků došla k závěru, že metoda DRS sice vyžaduje další výzkum a 
vývoj, ale technologicky uskutečnitelná je [Heminger, 2005]. Navíc je podle této studie 
ekonomicky výhodná, a to vzbuzuje naděje v její potenciál pro možné budoucí využití. 
8.2.3 Emulace 
Emulace (emulation) je „proces vytvoření systému, který bude fungovat stejným 
způsobem jako jiný systém odlišného typu a bude schopen spouštět stejné programy [Clavel-
Merrin, 2000, s. 7]. Jinými slovy: jde o znovuvytvoření původního hardwarového 
a softwarového prostředí nutného k adekvátnímu zpřístupňování digitálního objektu. Emulace 
je založena na předpokladu, že je možné simulovat jakýkoliv hardware a software. Ve světě 
dlouhodobé ochrany digitálního dědictví proslavil emulaci jako druhé navrhované ochranné 
opatření Jeff Rothenberg. 66 Rothenberg ve své dnes již klasické studii vytvořil obecný model 
emulátorů, softwarových nástrojů schopných simulovat původní technologickou platformu na 
budoucích počítačích [Rothenberg, 1999]. Základem tohoto původního modelu je technika 
zapouzdření. V rámci zapouzdření se v jednom balíčku uchovávají tři složky: digitální 
                                                 
66 Připomínáme, že prvním takovým opatřením byla migrace. 
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 objekty reprezentující intelektuální obsah, původní software určený k jejich reprodukci 
a původní softwarové prostředí (operační systém). Dalším prvkem modelu je specifikace pro 
emulátor, která popisuje všechny signifikantní vlastnosti původního hardwarového prostředí 
nezbytné pro rekonstrukci funkcionalit původního softwaru. Na základě Rothenbergova 
modelu je možné naprogramovat emulátor. Primárním úkolem emulátoru je simulovat 
hardwarovou platformu, nikoliv operační systém nebo softwarové aplikace. Třetím prvkem 
modelu je podrobná dokumentace popisující software, emulované hardwarové prostředí 
a některé další informace, které musejí být zaznamenané ve formě srozumitelné lidem. 
Rothenbergovo původní řešení je komplexním modelem hledajícím univerzální řešení, nikoliv 
aplikovaným praktickým řešením. První funkční emulátory se začaly používat v jiných 
oblastech a z jiných důvodů (staré počítačové hry nebo provoz několika operačních systémů 
na jednom serveru) [Verheul, 2006, s. 52]. Emulátory pro digitální dědictví se začínají ve 
větší míře aplikovat v kulturních institucích až od druhé poloviny tohoto desetiletí, zejména 
pro emulaci webových stránek. Prvními výzkumnými projekty testujícími možnosti emulace 
byly projekty NEDLIB a CAMiLEON. 
8.2.4 Modulární emulace  
Modulární emulace (modular emulation) je novější variantou emulace. Simuluje 
hardwarové prostředí tak, že každá komponenta hardwarové architektury imituje samostatný 
emulátor a synchronizací jednotlivých emulátorů vzniká výsledný emulační proces [Hoeven, 
2005b]. Modulární emulátory byly původně vyvinuty pro nizozemské kulturní instituce. 
V minulém roce vydal evropský projekt PLANETS (Preservation and Long-term Access to 
Our Cultural and Scientific Heritage; http://www.planets-project.eu/) modulární emulátor 
Dioscuri, který dokáže simulovat staré počítačové prostředí 80. let.  
8.2.5 UVC  
UVC (Universal Virtual Computer) je technika, kterou vyvinul počítačový expert IBM 
Raymond A. Lorie. Klíčovým elementem jeho modelu je virtuální počítač, což je počítač, 
který nepotřebuje hardware a odpovídá základní jednoduché architektuře navržené 
v počátcích počítačové doby [Lorie, 2001]. Virtuální počítač pracuje pouze s pamětí, registry 
a nízkoúrovňovými instrukcemi (low-level instructions). Sekundární vlastnosti, jako jsou 
výkon, jsou vynechány. Dalším prvkem modelu je jednoduché logické schéma dokumentu, 
které je možné interpretovat na všech počítačích a je zapsáno v XML. Zjednodušeně řečeno, 
UVC neemuluje konkrétní hardwarové nebo softwarové prostředí, ale obecné funkcionální 
požadavky archivovaného dokumentu. Cílem tak není rekonstrukce původního prostředí, ale 
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 rekonstrukce původního chování dokumentu. K tomu je třeba pro každý formát vytvořit 
speciální program, který zaznamená chování dokumentu uloženého v daném formátu 
a v budoucnosti jej pomůže zrekonstruovat v novém prostředí. Hlavními výhodami UVC je 
skutečnost, že se obejde bez techniky zapouzdření (čímž odpadají rizika spjatá 
s proprietárností softwaru) i bez dokumentace konkrétních hardwarových platforem 
a formátových specifikací.  
Prototyp UVC byl implementován pro operační systém Windows NT v roce 2002. 
Rozšířením modelu UVC vytvořila firma IBM v roce 2005 emulátor pro nizozemskou 
Královskou knihovnu, který byl vyvinut a testován pro zpřístupňování některých obrazových 
formátů [Hoeven, 2005a]. Další verzi emulátoru UVC vydal v roce 2008 projekt 
PLANETS.67  
8.2.6 Formátové strategie 
8.2.6.1
i dvěma hlavními kritérii výběru, 
dostupností formátové specifikace a vlastnictvím formátu. 
proprietá í formát neproprietární formát 
 Výběr vhodných formátů 
Lze stanovit několik základních kritérií, která musí formát splňovat, aby byl vhodný 
pro digitální archivaci. Tabulka 4 znázorňuje vztahy mez
 rn
uzavřená dokumentace - - 
otevřená dokumentace ++ + 
Tabulka 4 – Hlavní kritéria pro výběr formátu 
Nejdůležitějším kritériem pro výběr vhodného formátu je dostupnost otevřené 
dokumentace formátu. Formáty s uzavřenou dokumentací není možné využít pro potřeby 
digitální archivace, proto také nezáleží na tom, zda jsou či nejsou proprietární [Moehle, 
2004]. Jedinou možností, jak informace uložené v souborech v uzavřených formátech 
dlouhodobě archivovat, je jejich konverze do formátů (formátová normalizace, viz 8.2.6.3) 
s otevřenou dokumentací, která musí být provedena před jejich deponováním do archivní 
entity repozitáře. Ideální volbou ze čtyř výše uvedených možností jsou neproprietární formáty 
s otevřenou dokumentací. Problémem však je, že pro některé typy informací nejsou žádné 
neproprietární formáty k dispozici a že některé neproprietární formáty mají nízkou 
                                                 
67 Partnerem projektu PLANETS je nizozemská pobočka firmy IBM. 
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 uživatelskou podporu. Například formátu PNG se nikdy nepodařilo vytlačit populární GIF, 
kvůli jehož proprietárním omezením byl navržen. Na druhou stranu proprietární formát PDF 
se stal jedním z nejužívanějších formátů (ne-li nejužívanějším) pro digitální publikace. Proto 
může být v některých případech vhodnější učinit kompromis a vybrat široce užívaný 
proprietární formát s otevřenou dokumentací. Proprietární formáty však zůstanou navždy 
jistým rizikem, jelikož jejich vlastník se může kdykoliv rozhodnout formátovou specifikaci 
stáhnout nebo formát z komerčních nebo jiných důvodů zanechat. Klasickým případem je 
formát DjVu, jehož vlastník změnil obchodní strategii, a zatímco se formát začal hojněji 
užívat 
y s nejmenším rizikem 
z doporučení tohoto repozitáře (z vybraných pěti kategorií formátů). 
Kategorie y řípona 
v digitálních knihovnách,68 dokumentaci stáhnul.  
Floridský digitální repozitář (Florida Digital Archive) nabízí malý, ale užitečný 
seznam formátů klasifikovaných do tří kategorií podle míry rizika pro digitální archivaci 
[Florida Center, 2008]. V Tabulce 5 uvádíme formáty ze skupin
Nejvhodnější formát Poznámka P
prostý text (plain text) pouze kódování USASCII, UTF-8 nebo UTF-16 
OM) 
- 
(B
XML  - 
text 
-1  f PDF/A norma ISO 19005-1 pd
TIFF  pouze nekomprimovaný - 
JPEG2
bitmapová grafika 
000  ouze bezztrátový p jp2 
PNG   png 
vektorová grafika ouze bez vnořeného JavaScriptu SVG  p svg 
AIFF (PCM)   aif, aiff zvuk 
WAV (PCM)   wav 
Motion JPEG2000  norma ISO/IEC 15444-4 mj2 
AVI  nekomprimovaný, motion JPEG avi 
video 
mov QuickTime Movie  nekomprimovaný, motion JPEG 
Tabulka 5 – Nejvhodnější formáty pro digitální archivaci [Florida Center, 2008] 
Jako další kritéria se v literatuře uvádějí standardizace formátu uznávanou 
normalizační organizací (např. ISO), míra zpětné kompatibility formátu, možnosti exportu do 
                                                 
68  Formát DjVu je užíván např. v digitální knihovně Kramerius Národní knihovny ČR. 
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 jiných formátů, míra nezávislosti formátu na specifických hardwarových a softwarových 
platformách nebo přiměřená rovnováha mezi podporou různých funkcionalit na straně jedné 
a přimě
n 
jako vůbec nejvhodnější obrazový formát pro digitální archivaci [Buonora, 2008]. 
8.2.6.2
 je nezbytné 
důkladně analyzovat a připravit proces migrace z jednoho formátu do druhého.  
8.2.6.3
 je 
druhým nejužívanějším ochranným opatřením národních knihoven [Verheul, 2006, s. 51]. 
8.2.6.4
řenou komplexitou formátu na straně druhé [Beagrie, 2008a, s. 155]. 
Důležitým kritériem výběru je také robustnost formátu. Naneštěstí dosud neexistuje 
žádný autoritativní seznam nejrobustnějších formátů [Thaller, 2008a]. Nicméně podle 
posledního významného výzkumu je z hlediska robustnosti nový formát JPEG2000 lepší než 
klasický formát TIFF a tato skutečnost je jedním z několika důvodů (dalšími je např. jeho 
neproprietárnost), proč právě JPEG2000 začíná být v komunitě kulturních institucí zvažová
 Formátová migrace 
Formátová migrace (format migration, někdy jen migration) je typem transformační 
migrace. Jde o „proces nového uspořádání původní sekvence strukturálních a datových prvků 
(zdrojový formát) na základě jiné konfigurace (cílový formát)“ [Lawrence, 2000, s. 2]. Ve 
většině případů v praxi repozitáře jsou formátové migrace ireverzibilní, proto
 Formátová normalizace  
Specifickým typem formátové migrace je formátová normalizace (normalization), při 
níž jsou všechny soubory určitého typu (např. barevné obrazové dokumenty) konvertovány do 
jednoho vybraného formátu [Cornell University, 2009, s. 6]. Je prováděna před uložením dat 
do repozitáře, kdy se v procesu vytváření archivních balíčků z balíčků dodavatelských 
konvertují v nich obsažené soubory do jednoho nového formátu. Formátová normalizace
 Vývoj nových formátů  
Vývoj nových formátů, které nejsou omezeny právy duševního vlastnictví a zároveň 
splňují požadavky široké interoperability, jsou předmětem řady významných iniciativ pro 
rozvoj internetové komunikace. Organizace W3C například vyvinula neproprietární formáty 
PNG (pro bitmapovou grafiku) a SVG (pro vektorovou grafiku). Nezávislá skupina pro 
formát JPEG (Independent JPEG Group [IJG]) vyvinula formát JFIF, který patří mezi 
nejužívanější formáty vůbec a jehož základní verze není omezena žádnými patenty. 
Nezisková organizace OASIS (Organization for the Advancement of Structured Information 
Standards) vytvořila skupinu otevřených formátů pro kancelářské použití OpenDocument, 
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 jejichž specifikace se v roce 2006 stala normou ISO / IEC 26300. Poměrně rozšířeným se 
stává i opensourcový softwarový balík OpenOffice, který tyto formáty využívá. Dokumentace 
všech t
ní verze 
formátu PDF (PDF/A) [Association for Information and Image Management, 2008]. 
8.2.6.5
hoto modelu PLANETS je 
jazyk XCDL (Extensible Characterisation Definition Language).  
                                                
ěchto formátů jsou volně k dispozici.  
Patrně nejaktivnější kulturní institucí ve vývoji vhodných archivačních formátů je 
Kongresová knihovna USA (Library of Congress), která se podílí na vývoji několika 
významných otevřených formátů. Jedním z nich je formát OpenXML (Office Open XML) pro 
textové a tabulkové dokumenty a prezentace, který byl v roce 2008 schválen jako norma ISO / 
IEC 29500 [European Association, 2006].69 Kongresová knihovna je také členem Výboru pro 
archivní PDF (PDF-Archive-Committee), jehož cílem je pokračovat ve vývoji archiv
 Charakterizace 
Charakterizace (characterisation) je definována jako „automatická extrakce 
charakteristických vlastností souboru“ [Thaller, 2008c]. Tyto vlastnosti jsou obvykle 
extrahovány z informací obsažených v hlavičce počítačového souboru. Charakterizace zjistí 
některé technické informace o formátu souboru, jako je například verze. Jinými slovy, 
charakterizace zjišťuje strukturální interpretační informace. Neposkytuje ovšem kompletní 
formátovou specifikaci. Charakterizace je technika v případě kulturních institucí velmi 
potřebná, protože tyto instituce nemají tvorbu formátů pod svou kontrolou.70 Charakterizace 
umožňuje srovnání signifikantních vlastností digitálního objektu před a po skončení 
formátové migrace a přispívá tak k validaci ochranných opatření prováděných s digitálními 
objekty v repozitáři a k autentifikaci. Charakterizace je jedna ze služeb nabízených online 
formátovými registry. V takovém případě je její kvalita závislá na kompletnosti informací 
v databázi těchto registrů. Výzkum digitální archivace posledních dvou let však přinesl novou 
metodu charakterizace. Odborníci z projektu PLANETS vytvořili abstraktní model pro 
textové, obrazové a zvukové formáty, který umožňuje porovnat různé formáty téhož typu, 
a evaluovat tak provedené formátové migrace. Implementací to
 
69 Vývoj této normy vedla Evropská asociace pro normalizaci informačních a komunikačních systémů (European Association 
for Standardizing Information and Communication Systems [ECMA]) za účasti významných zástupců komerčního sektoru 
(např. Apple, Microsoft).  
70 Na rozdíl od jiných komunit, které si samy vytvářejí pravidla pro formáty. Srv. např. Hierarchical Data Format Group 
(http://www.hdfgroup.org/). 
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 8.2.6.6 Formátové registry 
Projekty registrů formátů (format registries) se objevily v souvislosti s normou OAIS 
a jejím důrazem na potřebu strukturálních interpretačních informací. Formátové registry jsou 
službou, která se zaměřuje zejména na poskytování technických informací o formátu 
digitálního objektu. Hlavními funkcemi těchto registrů jsou identifikace, validace 
a charakterizace formátu [Abrams, 2003]. Identifikace formátu znamená určení formátu 
digitálního objektu v určitém stupni spolehlivosti. Postupy mohou být různé, například 
pomocí přípony souboru nebo jeho interních charakteristických vlastností, jako tzv. „magické 
číslo“ [magic number] aj. Validace určuje stupeň shody předpokládaného formátu s jeho 
oficiální specifikací. Charakterizace byla popsána výše (viz 8.2.6.5). Formátový registr může 
dále nabízet informace o rizicích spojených s konkrétními formáty (stupeň zastarávání, 
proprietární omezení aj.), o možnostech převodu do jiného formátu nebo o softwarových 
požadavcích pro adekvátní reprodukci formátu. Informace, které poskytuje formátový registr, 
slouží k plánování a evaluaci ochranných opatření. Každý digitální repozitář může spravovat 
vlastní formátový registr. Vzhledem k finanční a organizační náročnosti vytváření spolehlivé 
databáze technických informací o formátech však velká část kulturních institucí využívá 
online formátové registry. 
8.2.6.7 Online formátové registry 
Online formátové registry provozují větší kulturní instituce nebo konsorcia 
ve spolupráci s řadou dalších subjektů. Tyto registry jsou zpřístupňované internetovou sítí 
a jejich služeb může bez poplatků využívat jakákoliv kulturní instituce, buď prostřednictvím 
webového rozhraní, nebo automatizovaně (s využitím softwarových nástrojů, které se po 
lokální instalaci k online registru připojí a získávají z něj požadované informace). 
Nejstarším a neužívanějším online formátovým registrem je britský PRONOM 
(http://www.nationalarchives.gov.uk/PRONOM/) provozovaný britskými Národními archivy 
(National Archives). PRONOM nabízí identifikaci, validaci a charakterizaci formátů, dále 
informace o softwarových aplikacích, komerčních firmách a některé další technické 
informace. Databáze registru obsahuje informace o velkém množství formátů, ale tyto 
informace nejsou příliš podrobné.  
DROID (Digital Record Object Identification; http://droid.sourceforge.net/) je 
softwarový nástroj poskytovaný registrem PRONOM, který slouží k automatizované dávkové 
identifikaci formátů. Tato funkce pomáhá zrychlit práci deponovací entity digitálních 
repozitářů (verifikace formátů souborů z dodavatelských balíčků). Výstupem programu jsou 
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 informace v XML. DROID je opensourcový software, který je volně dostupný, stejně jako 
jeho plná dokumentace.  
JHOVE (JSTOR/Harvard Object Validation Environment; 
http://hul.harvard.edu/jhove/) je softwarový nástroj vyvinutý Harvardskou univerzitou 
(Harvard University), který je určen pro identifikaci, validaci a charakterizaci několika 
nejužívanějších formátů (GIF, JPEG, TIFF, PDF aj.). Poskytuje detailnější informace než 
registr PRONOM (jeho databáze je však mnohem menší). 
Formátový registr amerického programu NDIIPP 
(http://www.digitalpreservation.gov/formats/) nabízí menší, ale velmi precizně zpracovanou 
databanku o několika nejužívanějších formátech v oblasti digitálního dědictví. Obsahuje 
základní technické informace o formátech, informace o uložení formátových specifikací nebo 
vlastní analýzu vhodnosti formátu pro digitální archivaci. Registr však nenabízí žádné 
automatizované služby.  
8.2.6.8 Signifikantní vlastnosti  
Knight a Pennock definují signifikantní vlastnosti jako „charakteristické vlastnosti 
informačního objektu, které musejí být udržovány, aby bylo dlouhodobě zajištěno jeho 
zpřístupňování, využívání a význam, a to i po migraci do nových technologií“ [Knight, 
2008b, s. 99]. Zatímco interpretační informace OAIS se vztahují k reprezentaci informace 
(digitální datový objekt), signifikantní vlastnosti informačního objektu se vztahují 
k abstraktnímu konceptu, informačnímu objektu OAIS.  
Výčtem všech signifikantních vlastností (který je ovšem chápán jako subjektivní), 
vyjadřuje repozitář záměr tyto vlastnosti dlouhodobě archivovat a v přijatelné míře je 
zachovávat i po vykonaných ochranných opatřeních, zejména po formátové migraci 
[PREMIS, 2008, s. 39]. Signifikantní vlastnosti mohou být přisuzovány celé třídě objektů 
(repozitář si např. stanoví, že u všech souborů ve formátu TIFF je podstatné pouze zobrazení 
ve stupních šedi), nebo individuálně jednotlivým digitálním objektům (např. speciálním 
multimediálním dílům). Stanovení signifikantních vlastností je důležitá podpůrná formátová 
strategie vzhledem k rostoucí nezbytnosti formátových migrací, a tedy potřebě evaluovat 
jejich ireverzibilní změny. Ukazuje se, že bude sehrávat klíčovou roli při autentifikaci 
informací. Minulý rok skončil britský projekt InSPECT 
(http://www.significantproperties.org.uk/), jehož výstupy jsou nejnovějším příspěvkem k této 
problematice a jsou implementovány do formátového registru PRONOM. Projekt vyvinul 
rámec pro stanovení signifikantních vlastností [Knight, 2008a]. Rámec zohledňuje vztahy 
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 mezi intelektuálními entitami a digitálními daty, včetně souvislostí s modelem FRBR, 
navrhuje vlastní metodologii pro stanovování signifikantních vlastností a analyzuje některé 
typy formátů z hlediska signifikantních vlastností.   
Na druhou stranu existují názory, že vzhledem ke krátké existenci oboru nemá v tuto 
chvíli smysl stanovovat, co jsou a nejsou signifikantní vlastnosti, protože zatím neexistuje 
dostatek dobrých zkušeností v oboru a takováto stanovování jsou předčasná a mohla by 
způsobit řadu komplikací v budoucnosti [Ball, 2008, s. 100]. 
8.2.6.9  Kanonikalizace 
Kanonikalizace (canonicalization) je technika, při níž je pro určitou třídu digitálních 
objektů vytvořena idealizovaná forma, zachycující podstatné charakteristické vlastnosti 
objektů této třídy [Lynch, 1999]. Tato forma (kanonická forma) slouží jako pravidla pro 
určení toho, jaké informace jsou nepodstatné a je možné je odstranit (příkladem jsou mezery 
v dokumentu v XML). Na rozdíl od určení signifikantních vlastností se jedná o objektivní 
determinaci. Kanonikalizace byla jako ochranné opatření digitální archivace navržena již 
koncem 90. let, nicméně dlouho na ni nenavazoval žádný aplikovaný výzkum. To se změnilo 
v roce 2006, kdy Manfred Thaller a jeho kolegové z projektu PLANETS začali pracovat na 
praktické realizaci konceptu kanonikalizace. Jejich cílem je vytvořit obecný model pro 
všechny typy formátů, který vychází z předpokladu, že jakýkoliv formát počítačového 
souboru lze vyjádřit jako skupinu hierarchií datových bloků [Thaller, 2008c]. Model by měl 
umožnit extrakci informací z libovolného formátu. Pro jeho implementaci byl vytvořen jazyk 
XCEL (Extensible Characterisation Extraction Language). Kanonikalizace by tak měla přispět 
k zachování autenticity informací během formátových migrací. 
8.2.7 Metadatová řešení  
Digitální metadata jsou klíčovým konceptem nejen pro digitální archivaci, ale pro 
jakoukoliv práci s digitálními daty obecně. Zatímco klasická metadata mají v knihovnictví 
dlouhou tradici, pro digitální svět je nutné tento koncept výrazně modifikovat a rozšířit 
[Gladney, 2007, s. 129]. Existují různé klasifikace digitálních metadat.  
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 Tabulka 6 znázorňuje jednu možných typologií digitálních metadat [Gilliland, 2008, 
 s. 9]. 
Typ metadat Funkce Příklady užití 
administrativní správa a administrace dat informace o lokaci dat 
deskriptivní identifikace a popis dat záznamy v katalogu, specializované 
rejstříky 
archivační řízení ochrany dat dokumentace ochranných opatření 
technická popis funkce systémů nebo chování 
metadat 
dokumentace hardwaru a softwaru 
uživatelská úroveň a forma užívání dat uživatelské statistiky, přístupová práva  
Tabulka 6 – Typologie digitálních metadat [Gilliland, 2008] 
Typologií digitálních metadat se nebudeme blíže zabývat.71 Gladney uvádí následující 
hlavní funkce digitálních metadat pro správu sbírek digitálních dokumentů [Gladney, 2007, 
s. 129]: 
• popis jednotek sbírky (např. informace o autorovi nebo kontextu), 
• podpora vyhledávání a identifikace, 
• seskupování jednotek v repozitáři, 
• záznam důkazu autenticity, 
• podpora integrity jednotek, 
• záznam přístupových omezení,  
• podpora výměny informací mezi autonomními repozitáři, 
• záznam technických informací.  
Digitální metadata podporují veškerá opatření digitální archivace v oblasti dlouhodobé 
ochrany digitálního dědictví. Zejména pak plní potřebu dokumentace a jsou základem pro 
většinu ostatních ochranných opatření digitální archivace. Digitální metadata se nalézají buď 
                                                 
71 Typologie Harvardské univerzitní knihovny (Harvard University Library) uvádí navíc např. kategorii strukturálních 
metadat, což jsou metadata popisující strukturu digitálních dokumentů [Harvard University, 2008]. 
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 mimo digitální objekt (v jiném souboru, databázi apod.), nebo jsou zabudována do jasně 
vymezené části tohoto objektu [Gladney, 2007, s. 273].72 
8.2.7.1 Archivační metadata 
Pro kulturní instituce jsou hlavní oblastí zájmu archivační metadata. Archivační 
metadata podporují ochranná opatření vykonávaná na digitálních dokumentech ve sbírkách 
digitálních dokumentů, zaznamenávají údaje o duševních právech spojených s jejich užíváním 
a řadu dalších důležitých funkcí. Za nejvhodnější postup pro ukládání archivačních metadat se 
považuje redundance. Jedna instance metadat je uložena do databáze, druhá společně 
s archivovanými digitálními dokumenty do informačního balíčku. První způsob umožňuje 
rychlé vyhledávání informací, druhý přispívá k sebeidentifikaci archivovaných digitálních 
objektů [PREMIS Working Group, 2004, s. 7].  
Základní rámec pro implementaci konkrétních standardů archivačních metadat 
poskytuje informační model OAIS. Obrázek 9 shrnuje celý tento rámec do jednoho diagramu.  
 
Obrázek 9 - Informační model OAIS [Consultative Committee, 2002] 
                                                 
72 Typickým příkladem druhého typu je formát HTML. 
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 Informační model OAIS však neposkytuje žádné detailní informace o obsahu, 
kontextu a struktuře archivačních metadat. Archivační informace podle modelu OAIS 
(identifikační informace, informace o provenienci, kontextuální informace a informace 
o neporušenosti) jsou pouze logické jednotky, které vymezují čtyři základní funkce, které 
musejí archivační metadata plnit. Informační model je určen k tomu, aby byl rozpracován do 
specifických prostředí, v nichž si instituce samy definují množiny konkrétních položek, 
o kterých musejí metadata podávat informace, tedy své vlastní standardy pro konkrétní 
implementaci. V komunitě kulturních institucí proto záhy po zveřejnění normy OAIS vzniklo 
několik významných standardizačních iniciativ pro vytvoření metadatových schémat pro 
potřeby dlouhodobé ochrany digitálního dědictví. Stručně si představíme výstupy dvou 
nejvýznamnějších aktivit v této oblasti, jimiž jsou PREMIS (Preservation Metadata 
Implementation Strategies; http://www.loc.gov/standards/premis/) a METS (Metadata 
Encoding and Transmission Standard; http://www.loc.gov/standards/mets/).73 
8.2.7.1.1  METS 
METS je schéma pro zakódování deskriptivních, administrativních a strukturálních 
metadat popisujících digitální objekty v repozitáři [METS, 2007]. Slouží jako šablona pro 
všechny tři typy informačních balíčků OAIS (dodavatelský, archivní, uživatelský). Podporuje 
flexibilní lokalizaci archivních balíčků v konkrétním repozitáři a umožňuje interoperabilitu 
metadat mezi digitálními repozitáři nebo digitálními knihovnami. Implementací standardu 
METS je dokument (nazývaný též „kontejner“) v textovém formátu, napsaný v jazyce XML. 
Základními komponenty standardu METS jsou primární schéma, schéma pro extenzi 
a řízené slovníky. Primární schéma obsahuje hlavičku (metadata pro samotný dokument 
METS, která informují o vzniku dokumentu METS apod.), strukturální mapu pro jednotlivé 
soubory informačního balíčku (pro vyjádření hierarchie a soupis odkazů na soubory a jejich 
metadata), informace o chování souborů (pro strukturální interpretační informace), 
administrativní metadata (pro informace o provenienci nebo digitálních právech) 
a deskriptivní metadata (pro interní popis souborů, nebo odkazy na externí deskriptivní 
metadata). Schéma pro extenzi umožňuje rozšířit standard METS o další standardy, například 
často užívaný MODS (Metadata Object Description Schema; 
                                                 
73 Třetím nejužívanějším standardem pro archivační metadata v kulturních institucích je strukturální standard Dublin Core, 
vytvořený v jiné oblasti a původně určený pro metadatový popis webových zdrojů. Je již dostatečně známý a nebudeme jej 
zde představovat. 
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 http://www.loc.gov/standards/mods/). Řízený slovník obsahuje známé typy jiných 
metadatových standardů.  
METS se rychle rozšířil a již v roce 2004 se stal nejčastěji užívaným standardem pro 
strukturální, deskriptivní a administrativní metadata v evropských a anglosaských kulturních 
institucích [PREMIS Working Group, 2004, s. 45]. V roce 2005 byl již tento standard užíván 
ve všech významných národních knihovnách světa a díky jeho schématu pro extenzi do něj 
začaly být implementovány další standardy [Verheul, 2006, s. 48]. Hlavní význam METS 
spočívá v tom, že dokáže vyjádřit vztahy mezi jednotlivými soubory téhož informačního 
balíčku, které sice reprezentují jednu jednotku intelektuálního obsahu (např. digitalizovaná 
Babička), ale v praxi mohou být umístěny v různých lokacích (v různých adresářích atd.).  
8.2.7.1.2 PREMIS 
Standard PREMIS specifikuje archivační metadata zejména pro potřeby knihoven. 
Nabízí jednak vlastní datový model, jednak řízený slovník převádějící prvky obecného 
modelu OAIS (logické jednotky) do konkrétnější podoby (sémantické jednotky) [PREMIS, 
2008]. Datový model PREMIS pracuje s pěti základními entitami: intelektuální entita 
(intellectual entity), objekt (object), událost (event), činitel (agent) a duševní práva (rights). 
Intelektuální entita je intelektuální obsah, který je považován za základní jednotku pro účely 
správy a popisu (např. kniha). Objekt je samostatná informační jednotka v digitální podobě. 
Událost je činnost, kterou vykonává alespoň jeden objekt nebo činitel, nebo která ovlivňuje 
alespoň jeden objekt nebo činitele. Činitel je osoba, organizace nebo software spojený 
s událostmi nebo duševními právy vztahujícími se k objektům. Duševní práva jsou to, co 
náleží objektu nebo činiteli. Každá sémantická jednotka popsaná v řízeném slovníku PREMIS 
pak představuje vlastnost jedné z těchto pěti entit. Sémantické jednotky zaznamenávají různé 
detailní technické informace (softwarový systém, datový nosič, šifrování, komprese, digitální 
podpis apod.), informace o historii nebo původu digitálních objektů, deskriptivní metadata, 
identifikátory nebo strukturální metadata popisující komplexní objekty.  
Datový model jde v některých ohledech za rámec informačního modelu OAIS. Podle 
datového modelu PREMIS se objekt dále dělí do tří úrovní – bitový tok (bitstream), soubor 
(file) a digitální reprezentace (representation). Ačkoliv byl model OAIS vytvořen pro 
jakoukoliv komunitu, přece jen je jeho terminologie v některých případech snadněji 
aplikovatelná pro vědecké komunity, jejichž úkolem je archivace speciálních informací 
z výzkumu, které vznikají přímo v digitální podobě. Knihovnická komunita, která často 
pracuje s digitalizovanými tištěnými publikacemi, potřebuje rekontextualizaci tradiční 
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 bibliografické praxe. V tomto směru je terminologie PREMIS pro některé kulturní instituce 
jednodušeji implementovatelná, jelikož umožňuje lépe zohlednit požadavky vyšší granularity 
digitálně reprezentovaného intelektuálního obsahu.  
8.2.7.2 Metadatová migrace 
Metadatová migrace je typem transformační migrace, při které nedochází ke změnám 
bitů reprezentujících intelektuální obsah dokumentů, ale jsou změněny bity reprezentující 
archivační informace. U metadatové migrace dochází stejně jako v případě formátových 
migrací ke změnám v archivních balíčcích. Metadatové migrace plní tři základní funkce: 
úprava metadat (metadata refinement), obohacení metadat (metadata enrichment) 
a dokumentace nových ochranných opatření.74  
K úpravám metadat dochází obvykle při evaluaci obsahu repozitáře, na které se 
podílejí administrativní a plánovací entita OAIS. Může se jednat o opravy faktických chyb 
nebo změny metadatového standardu (např. konverze do standardu PREMIS). Cílem 
obohacování metadat může být přizpůsobování repozitáře novým uživatelským požadavkům 
(obohacování metadat se týká zejména identifikačních a kontextuálních informací). Doplnění 
pouhého bibliografického popisu o podrobnější údaje o intelektuálním obsahu a jeho vztazích 
s širším kontextem určitě vylepší vyhledatelnost archivovaných informací a více zviditelní 
obsah repozitáře před designovanou komunitou. Záznamy nových ochranných opatření jsou 
nejčastější formou metadatové migrace v digitálních repozitářích. Je povinností repozitáře 
dokumentovat veškerou historii týkající se archivovaných digitálních dokumentů (záznamy 
vykonaných ochranných opatření, změny v digitálních právech apod.). To také znamená, že 
celkový objem v repozitáři bude stále narůstat nejen o nové informace dodané producenty, ale 
také o nová metadata. Při zvážení výše uvedených fakt není překvapivé zjištění, že v praxi 
jsou metadatové migrace mnohem častějším typem migrace než formátové migrace (srv. 
[Verheul, 2006]). 
                                                 
74 Srv. [Verheul, 2006], [PREMIS Working Group, 2004] nebo [Baca, 2008]. 
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 8.3 Ochranná opatření systémové roviny 
Ochranné opatření Problémový okruh 
softwarová řešení pro digitální repozitáře systémová rovina obecně (zejména správa enormního počtu 
souborů, integrita a autenticita) 
infrastruktura trvalé identifikace identifikace dokumentů 
dlouhodobý management digitální práv digitální práva 
distribuovaný přístup správa enormního počtu souborů, též ekonomická rizika 
gridové technologie správa enormního počtu souborů 
soustavná autentifikace autenticita, integrita 
Tabulka 7 – Ochranná opatření systémové roviny 
8.3.1 Softwarová řešení pro digitální repozitáře 
Pro reálné fungování systému repozitáře je nezbytností disponovat adekvátními 
softwarovými aplikacemi a nástroji. Výběr nebo vývoj vhodného softwarového řešení je tak 
samozřejmým ochranným opatřením pro řešení problémů systémové roviny dlouhodobé 
ochrany digitálního dědictví. Zatímco vývoj softwarových řešení pro digitální knihovny 
zažívá od 90. let prudkou dynamiku, kompletní softwarové řešení, které by splňovalo 
požadavky normy OAIS a dokázalo si poradit se správou stovek milionů až miliard 
digitálních objektů, je stále ve fázi vývoje. Od přelomu milénia jsou vyvíjeny první 
komplexní komerční i opensourcové systémy, které dokáží alespoň zčásti naplnit velmi 
heterogenní potřeby digitálních sbírek kulturních institucí. Jednou z prvních významných 
aktivit v tomto směru byl evropský projekt NEDLIB, který vytvořil v letech 1998-2000 model 
a směrnice pro elektronické depozitní systémy a zkoumal možnosti praktického využití 
emulace a formátové migrace v těchto systémech. Mezi nejužívanější softwarová řešení 
užívaná v národních knihovnách současnosti patří systémy DIAS (Digital Information 
Archiving System), DSpace a Fedora [Verheul, 2006, s. 41]. Mezi univerzitními a vědeckými 
knihovnami je nejčastěji užívaným softwarovými řešením opensourcový DSpace 
[Krimbacher, 2005, s. 65].  
8.3.1.1 Komerční softwarové systémy 
Mezi tři nejvýznamnější komerční softwarové systémy současnosti patří již zmíněný 
DIAS a dále Rosetta a SDB (Safety Deposit Box). Všechny tři aplikace vyhovují základním 
požadavkům normy OAIS a podporují metadatové standardy Dublin Core a METS. Každý 
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 z těchto systémů přichází s nějakým vlastním specifickým řešením dlouhodobé ochrany. SDB 
a Rosetta jsou relativně novější než DIAS. DIAS a Rosetta také podporují certifikační nástroj 
TRAC (Trustworthy Repositories Audit & Certification). Další funkcionality systémů jsou 
uvedeny v následujících podrobnějších popisech.  
DIAS je produktem firmy IBM [IBM, 2009]. Byl vyvinut ve spolupráci s nizozemskou 
Královskou knihovnou a za podpory projektu NEDLIB. Původně byl určen jako software pro 
repozitář e-Depot a zprovozněn byl v roce 2003. Stal se prvním softwarovým systémem světa, 
který byl schopen vykonávat funkce na podporu digitální archivace [Ras, 2009]. DIAS 
pracuje zejména s digitálními publikacemi a periodiky. Využívají jej také významné německé 
kulturní instituce: Německá národní knihovna (Deutsche Nationalbibliothek [DNB]) a Státní 
a univerzitní knihovna v Göttingenu (Staats- und Universitätsbibliothek Göttingen [SUB]). 
DIAS však nepodporuje deponovací entitu OAIS. K tomuto účelu byl v německém prostředí 
vyvinut opensourcový software koLibRI (Kopal library for retrieval and ingest; 
http://kopal.langzeitarchivierung.de/). V současné době se zdá, že se vývoj systému DIAS 
téměř zastavil v roce 2006. 
Rosetta je novým produktem izraelské firmy ExLibris [Ex Libris, 2008]. Firma 
ExLibris sice již v minulosti nabízela softwarové nástroje podporující některé požadavky 
digitální archivace (např. DigiTool), ale teprve koncem roku 2008 vytvořila svůj první 
komplexní systém pro dlouhodobou ochranu. Původně byl nazván DPS (Digital Preservation 
System) a na jeho vývoji se podílela také firma Sun Microsystems (hardwarové řešení) 
a Novozélandská národní knihovna. V roce 2009 dostal systém název Rosetta a jeho vývoj 
dále pokračuje. Obsahem, s kterým Rosetta dokáže pracovat, jsou webové zdroje, 
digitalizované noviny, zvukové nahrávky a videoobsah. Ze standardů a nástrojů, které 
využívá, uveďme PREMIS, JHOVE a DROID. 
SDB je produktem britské firmy Tessella, která jej začala nabízet v roce 2006 
[Tessella, 2009]. Zatím se využívá v Malajských národních archivech (Arkib Negara 
Malaysia, http://arkib.gov.my/) a testuje se v Britské knihovně. Kompletní instalace systému 
byla zatím implementována pouze v Knihovně Welcome (Welcome Library, 
http://library.wellcome.ac.uk/).75 Systém SDB umí implementovat standard PREMIS. 
Tessella je v oblasti digitální archivace velmi aktivní. Podílela se na vytváření formátového 
registru PRONOM a nástroje DROID, které jsou také integrovány do systému SDB. 
                                                 
75 Významná britská soukromá knihovna sídlící v Londýně. 
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 8.3.1.2 Opensourcové softwarové systémy 
Systém DSpace (http://www.dspace.org/) byl vyvinut univerzitou MIT (Massachusetts 
Institute of Technology) a firmou Hewlett-Packard v letech 2000-2002 jako softwarové řešení 
pro dynamický digitální repozitář uchovávající intelektuální obsah výzkumných organizací. 
DSpace nabízí speciální deponovací entitu, která umí zpracovávat heterogenní dodavatelské 
balíčky, a je tak primárně určen pro multidisciplinární komunity, které musejí spravovat velmi 
různorodé typy dat. Od svého uvedení v roce 2002 měl software masivní ohlas v komunitě 
institucionálních repozitářů. Federace pro DSpace (DSpace Federation), která se podílí na 
dalším vývoji systému DSpace, je nejaktivnější opensourcovou vývojářskou komunitou pro 
digitální repozitáře [Aschenbrenner, 2005, s. 11].  
Softwarová platforma Fedora (http://www.fedora.info/) je založená na stejnojmenné 
otevřené a flexibilní architektuře pro digitální knihovny a vyvíjí ji organizace Fedora 
Commons. Fedora umožňuje ukládat, zpřístupňovat a spravovat digitální obsah. Od roku 2003 
do dneška bylo vydáno více jak deset verzí Fedory a letošní verze Fedora 3.2 obsahuje 
pluginy pro hardwarovou implementaci do systému Sun Honeycomb, a podporuje tak 
archivační entitu OAIS.  
SPAR (Système de Préservation et d’Archive Réparti) je opensourcové softwarové 
řešení Národní knihovny Francie, která si jej vyvíjí sama za pomoci firmy Atos Origin 
[Bermes, 2008]. Systém SPAR je založen na Fedoře a je vytvářen pro francouzský národní 
digitální repozitář, který bude sloužit digitálním knihovnám provozovaným Národní 
knihovnou Francie, včetně digitální knihovny Gallica. SPAR by měl podporovat standardy 
OAIS, Dublin Core, METS nebo PREMIS a umět zpracovávat zejména digitalizované 
materiály a elektronické záznamy. Od roku 2009 již pracuje s digitalizovanými dokumenty. 
8.3.2 Infrastruktura trvalé identifikace 
Infrastruktura trvalé identifikace je komplexní řešení potřeb trvalé identifikace 
v oblasti obrovského objemu a rozsahu digitálního dědictví. Toto ochranné opatření zahrnuje 
tři klíčové elementy: globální jedinečnost identifikátorů (globální identifikační systémy), 
zajištění trvalého vztahu mezi identifikátorem a jeho referentem (registry identifikátorů) 
a spolehlivé služby pro dlouhodobou správu a využívání identifikátorů (resolvery)76 [PILIN, 
2007]. Infrastruktura trvalé identifikace odděleně spravuje identifikaci dokumentu (název) a 
                                                 
76 Termín „resolver“ (resolver) je beze změny přejat z angličtiny a je v této podobě užíván v celé této práci, protože vzhledem 
k složitosti pojmu patrně není možné nalézt žádný vhodný český ekvivalent, který by se mohl ujmout v běžné praxi lépe.  
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 jeho lokalizaci (identifikace adresy nebo zdroje), čímž se významně podílí na dlouhodobé 
správě a ochraně digitálního dědictví v celonárodním, potažmo globálním kontextu. 
Infrastruktura založená na globálních identifikačních systémech, registrech a resolverech 
podporuje trvalou udržitelnost digitálního dědictví těmito funkcemi:  
• dlouhodobé zpřístupňování dokumentu (zpřístupnitelnost digitálního dokumentu 
i v případě, že bude přesunut z jednoho repozitáře do jiného), 
• vyhledávání (možnost trvalé lokalizace dokumentů, poskytování nejen metadat, ale též 
samotných zdrojových dokumentů), 
• sofistikovaný management (možnost výběru z identických instancí téhož dokumentu 
uložených v různých lokacích, rozlišování mezi různými verzemi dokumentu),  
• management digitálních práv (identifikace duševních práv vážících se k digitálním 
objektům, sledování vztahů mezi dokumentem a odvozenými díly). 
8.3.2.1 Globální identifikační systémy 
Vzhledem k požadavkům jedinečnosti identifikátorů v globálním kontextu je 
nezbytné, aby byl zaveden globální identifikační systém, který bude všeobecně vyžíván 
a uznáván (podobně jako ISBN ve světě analogovém). Během uplynulých zhruba patnácti let 
bylo vyvinuto několik stabilních a relativně hojně užívaných globálních identifikačních 
systémů pro digitální kulturní dědictví. Mezi nejznámější patří systémy URN:NBN,77 Handle, 
DOI (Digital Object Identifier) a PURL (Persistent Uniform Resource Locator). Žádný 
z těchto systémů nevyužívá pro identifikační proces URL a všechny podporují 
interoperabilitu identifikátorů (tj. integraci jiných identifikátorů). Výjimkou v obou případech 
je PURL. 
8.3.2.1.1 URN:NBN 
Globální systém URN:NBN slouží pro identifikaci těch dokumentů národní 
bibliografie, které mají digitální podobu, a je registrovaný v systému URN.78 Užívání 
identifikátorů URN:NBN je delegováno výhradně do pravomoci národních knihoven [Hakala, 
2001]. Základní syntax identifikátoru je následující: 
                                                 
77 URN je zkratka pro „Uniform Resource Name“, NBN pro „National Bibliography Number“.  
78 Cílem systému URN je zaručit univerzální a jedinečnou identifikaci zdrojů, která je nezávislá na jejich lokaci. Systém 
URN je spravován korporací ICANN (Internet Corporation for Assigned Names and Numbers). Identifikátory NBN jsou 
identifikátory určené národním knihovnám pro identifikaci publikací, kterým chybí ISBN nebo podobný identifikátor. 
Identifikátor NBN však nemůže být použit k identifikaci digitálních zdrojů, proto byl zaveden nový identifikátor, URN:NBN. 
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 URN:NBN:<kód země podle ISO 3166>-<vlastní přidělený řetězec> 
Konkrétní implementace systému URN:NBN v jednotlivých zemích záleží na 
pravidlech stanovených místní národní knihovnou. Existuje několik implementací 
v evropských zemích. Největší zkušenosti s využíváním systému mají národní knihovny 
skandinávských zemí a německy mluvících oblastí.79 V obou případech platí stejná 
restriktivní pravidla: identifikátory URN:NBN se zde mohou přidělovat pouze statickým 
digitálním publikacím a pouze těm z nich, které jsou dostupné online. Nejčastějším typem 
identifikovaného obsahu jsou digitální publikace klasických vydavatelů nebo digitální verze 
závěrečných vysokoškolských nebo vědeckých prací. Skandinávská a německy mluvící oblast 
se však liší v míře, v jaké se trvalá identifikace dokumentů podílí na integritě a autenticitě 
digitálních objektů. V německé oblasti je zavedeno pravidlo, že jakmile se digitální objekt 
změní, byť nepatrně (měřeno kontrolním součtem), musí mu být přidělen nový identifikátor. 
Pravidla Finské národní knihovny (National Library of Finland) povolují menší změny 
bitových posloupností digitálních objektů (např. oprava chyby v textu), aniž by se muselo 
měnit číslo URN:NBN. V prvním případě je tak infrastruktura trvalé identifikace zároveň 
jedním z autentifikačních mechanismů, v druhém případě se trvalé identifikátory na 
uchovávání autenticity dokumentu pouze podílejí. Nevýhodou německého modelu je 
skutečnost, že migrací objektu do nového formátu bude změněna identifikace intelektuálního 
obsahu. 
Hlavní výhodou systému URN:NBN je, že pravomoc jej zavádět mají národní 
knihovny, tedy instituce tradičně považované za důvěryhodné. Národní knihovny si do značné 
míry mohou stanovovat vlastní pravidla pro konkrétní národní implementaci tohoto systému, 
mezi jehož další výhody patří skutečnost, že není zpoplatněn.  
8.3.2.1.2 Handle 
Centrální institucí, která řídí systém Handle (http://www.handle.net/), je americká 
korporace CNRI (Corporation for National Research Initiatives). Ta spravuje vlastní 
kořenový server (root server), tvořící páteř architektury systému [Lannom, 2008]. Služeb 
tohoto identifikačního systému může využívat jakákoliv kulturní instituce a implementovat jej 
pro své prostředí pomocí softwarového řešení, které nabízí také CNRI. Systém Handle je 
velmi stabilní, jeho vyhledávací služby fungují již od roku 1994 a využívá jej řada knihoven 
                                                 
79 Následující část je částečně zpracována na základě osobní komunikace autora této práce s prof. Juhou Hakalou, tvůrcem 
standardu pro URN:NBN [Hakala, 2009]. 
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 a dalších kulturních institucí v Evropě i anglosaské oblasti. V českém prostředí je využíván 
např. v digitální knihovně Kramerius Národní knihovny ČR. Hlavní nevýhodou systému 
Handle je jeho zpoplatnění, zčásti možná též netransparentnost identifikátorů na národní 
úrovni (neobsahují kód země).  
8.3.2.1.3 DOI 
Systém DOI (http://www.doi.org/) je založen na architektuře Handle (má přidělen 
jeden z jeho subsystémů). Nabízí však mnohem více funkcí a služeb. Dokáže identifikovat 
nejen digitální publikace, ale také různé další typy digitálních informací (např. obchodní 
transakce, jako jsou licence) nebo korporace a osoby [Paskin, 2006]. Správcem systému je 
Mezinárodní nadace pro DOI (International DOI Foundation [IDF]). DOI je hojně užíván 
vydavatelskou a vědeckou komunitou (velká část vědeckých článků v digitální podobě je 
označována právě tímto identifikátorem) a je nejpropracovanějším systémem trvalé 
identifikace v kulturním a vědeckém sektoru. Na rozdíl od komunit užívajících URN:NBN 
vytvořila IDF rozsáhlou konceptualizaci identifikace, včetně podrobného seznam pravidel a 
datového modelu, a dále jej vyvíjí. Systém DOI je ovšem primárně určen pro podporu 
elektronického obchodování a poplatky za jeho využívání se odvíjejí od počtu 
identifikovaných objektů. Vzhledem k tomu, že objem sbírek digitálního dědictví se často 
pohybuje v řádech desítek milionů objektů, není využití systému DOI kulturními institucemi 
ekonomicky schůdným řešením. 
8.3.2.1.4 PURL 
PURL (http://purl.org/) je systém trvalé identifikace internetových zdrojů vyvinutý 
v OCLC. PURL je funkčně založen na URL: je to de facto klasická internetová adresa, která 
ovšem neodkazuje přímo k souboru, ale na resolver, který provede okamžité přesměrování na 
aktuální adresu URL. Kulturní instituce mohou buď využít přímo resolver, který provozuje 
a udržuje OCLC, nebo implementovat vlastní resolver prostřednictvím softwarového řešení, 
které OCLC nabízí zdarma pro registrované uživatele. PURL je jednoduchý systém, který 
nenabízí mnoho funkcí, ale vzhledem k jeho bezplatnosti může být jistým řešením. Často se 
užívá jako trvalý odkaz na katalogizační záznamy, například v Australské národní knihovně. 
8.3.2.2 Registry identifikátorů 
Základem infrastruktury trvalé identifikace je založení registru identifikátorů a jeho 
dlouhodobá správa. Registr přiděluje digitálním objektům trvalé identifikátory a udržuje 
informace o aktuální lokaci těchto objektů (zpravidla internetová adresa) [Bellini, 2008]. 
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 K těmto informacím je vhodné přidat další metadata, jako jsou bibliografické údaje, 
informace o verzi dokumentu apod. Míra obohacení identifikátorových metadat záleží na 
konkrétní implementaci. Registr pak musí v dlouhodobém horizontu spravovat databázi 
základní triády trvalé identifikace (identifikátor – referent – aktuální lokace objektu), spolu 
s dalšími metadaty. Speciální podmínkou registru je, aby trvalý identifikátor byl uchováván 
i v případě, že jeho referent přestane existovat (např. digitální objekt bude smazán a nahrazen 
jiným objektem). Jedině výše popsané funkcionality registru zajistí jedinečnost (tentýž 
identifikátor nebude nikdy znovu přidělen jinému objektu) a trvalost identifikace (dlouhodobá 
údržba identifikátorů). Samy identifikátory jsou zapsány v digitálních objektech, proto je 
potřeba je chránit stejně jako samotné dokumenty. Údržba a ochrana trvalých identifikátorů je 
tak specifickou součástí dlouhodobé ochrany. Očekávání spjatá s trvalými identifikátory jsou 
v komunitě kulturních institucí velká, proto se na registr identifikátorů, podobně jako na 
systém digitálního repozitáře, musí vztahovat požadavek důvěryhodnosti.80  
8.3.2.3 Resolvery  
Podobně jako lze rozdělit digitální archivaci na aspekty uchovávání 
a zpřístupnitelnosti, lze i v oblasti trvalé identifikace provést podobné rozdělení mezi registry 
a resolvery. Resolvery poskytují službu zvanou dereference (dereference). Dereference je 
„proces, při kterém je identifikátor vstupem (požadavkem) do síťové služby, která jako 
odpověď poskytne specifický výstup (zdroj, metadata atd.)“ [Bellini, 2008, s. 2]. Resolvery 
jsou obvykle sloučeny s registry do jedné služby. Resolver čerpá z pravidelně aktualizované 
databáze registru informace o aktuálním umístění digitálních objektů a na základě těchto 
údajů zajišťuje jejich zpřístupňování z příslušných lokací digitálních repozitářů, ve kterých 
jsou tyto objekty aktuálně uloženy. Robustnost infrastruktury trvalé identifikace je důvodem, 
proč služby resolverů a registrů zpravidla zajišťují jen velké a významné kulturní instituce 
v jednotlivých zemích. Zpravidla jsou jimi národní knihovny, které na tomto úkolu často 
spolupracují s řadou dalších kulturních institucí. Například Německá národní knihovna 
spravuje registr identifikátorů, provozuje resolver (http://www.persistent-identifier.de/) a ve 
spolupráci s autorizovanými institucemi zajišťuje trvalé zpřístupňování vybraných sbírek 
digitálních objektů německého kulturního dědictví (zejména digitálních verzí závěrečných 
vysokoškolských prací). 
                                                 
80 V českém prostředí jsou tato očekávání možná až příliš velká [Hutař; Coufal, 2007]. 
 103  
 
 
 8.3.3 Dlouhodobý management digitálních práv 
Management digitálních práv (digital rights management) je rozšířenou formou 
kontroly přístupu (access control), kdy se přístupová práva pro jednotlivé uživatele repozitáře 
řídí komplexními pravidly, která zohledňují práva duševního vlastnictví, přístupnost obsahu, 
licencování zpřístupňovacích služeb nebo širší legislativní rámec [Gladney, 2007, s. 172]. 
V komerčním sektoru se management digitálních práv prudce rozvíjí, neboť podporuje 
elektronické obchodování (zpřístupňování obsahu databázových center, internetový prodej 
digitální hudby apod.).  
Dlouhodobý management digitálních práv je dalším rozšířením kontroly přístupu 
z hlediska potřeb digitální archivace. Takovýto management se musí vypořádávat s řadou 
specifických úskalí. Je nutno přihlédnout k faktu, že v dlouhodobém horizontu nedochází jen 
ke změnám technologií, datových nosičů nebo formátů, ale také ke změnám zákonů, vládních 
nařízení a dalších předpisů (změny nebo vypršení copyrightu, nové zákonné úpravy archivace 
atd.). Rozhodující roli pro dlouhodobý management digitálních práv hrají metadata, která 
zajišťují dokumentování všech příslušných právních informací. Na základě těchto informací 
pak musí repozitář dlouhodobě spravovat a ochraňovat práva vztahující se k archivovaným 
dokumentům a souvisejícímu softwaru, řídit se právními výjimkami udělenými pro ochranná 
opatření, jako je migrace, zajistit mechanismy na ochranu copyrightu, vytvořit pravidla pro 
zpřístupňování dokumentů, udržovat práva a zájmy autorů, vydavatelů a dalších stakeholderů 
včetně osobnostních práv,81 zabezpečit důvěrné informace a ochranu soukromí jednotlivců 
a institucí a ochranu dobré pověsti a další služby [Beagrie, 2008a, s. 54-56]. Specifikace 
konkrétních metadatových položek pro dlouhodobý management digitálních práv nabízejí 
standardy PREMIS a METS. PREMIS obsahuje více jak dvacet položek pro dokumentaci 
práv a omezení přístupu z hlediska archivovaných objektů (ochranná opatření) [PREMIS, 
2008, s. 157-194]. METS umožňuje rozšíření o standardy pro metadata zaznamenávající 
údaje o digitálních právech.  
Dlouhodobý management digitálních práv úzce souvisí s autentifikací dokumentů. 
Narušení identity nebo integrity dokumentů ohrožuje nejen jejich trvalou udržitelnost, ale také 
narušuje práva vlastníků. I v případě, že jsou formátové migrace vykonávané se souhlasem 
vlastníků práv nebo v souladu s legislativou, stále hrozí, že budou digitální práva vážící se 
                                                 
81 Například právo autora na uvedení jména u jeho díla nezaniká - na rozdíl od práva copyrightu - nikdy. 
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 k intelektuálnímu obsahu narušena, pokud neexistuje jasný konsensus mezi stakeholdery na 
tom, co jsou signifikantní vlastnosti uchovávaných informačních objektů.  
Dlouhodobý management digitálních práv je strategie, která stojí teprve na počátku 
svého vývoje. Návrh nové verze normy OAIS reflektuje tuto situaci a rozšiřuje svůj koncept 
archivačních informací o pátou kategorii, nazvanou informace o přístupových právech (access 
rights information) [Consultative Committee, 2009, s. 4-28]. Jejím účelem je dokumentace 
přístupových omezení vážících se k informačnímu obsahu (právní rámec, licenční podmínky, 
kontrola přístupu). Tato dokumentace musí zaznamenat podmínky sjednané mezi repozitářem 
a producenty dat v depozitních dohodách, které zohledňují jak ochranná opatření prováděná 
repozitářem na archivovaných objektech, tak možnosti jejich užívání klienty repozitáře, 
včetně specifikace opatření na vymáhání práv. Právě probíhající evropský projekt CASPAR 
(Cultural Artistic and Scientific Knowledge for Preservation, Access and Retrieval; 
http://www.casparpreserves.eu/) si klade jako jeden z cílů dále vyvíjet dlouhodobý 
management digitálních práv a vytvářet pro něj podpůrné softwarové nástroje. 
8.3.4 Distribuovaný přístup 
Trvalá udržitelnost digitálního dědictví je tak rozsáhlým úkolem, že její splnění 
nebude možné bez zapojení celé řady institucí do jednoho společně spravovaného ochranného 
systému. Tuto skutečnost zmiňuje již Pracovní skupina pro digitální archivaci, podle které je 
z hlediska efektivnosti a finanční dostupnosti vhodným systémem distribuovaná struktura, 
nikoliv centralizované řešení [Task Force, 1996, s. 21]. Takováto struktura může dle této 
pracovní skupiny využívat stávajících komunikačních sítí (zejména internetové sítě) 
a spojovat řadu různých repozitářů, které mají největší zájem na dlouhodobé ochraně 
ohroženého digitálního dědictví. Distribuovaná struktura může také přispět k rozložení 
ekonomických a kulturních pobídek a zvýšit ostražitost jednotlivých institucí vůči rychlým 
změnám digitálního prostředí. 
Základem pro distribuovanou architekturu je interoperabilita, která umožňuje 
vzájemné fungování autonomních repozitářů v distribuovaném systému. Základní rámec pro 
interoperabilitu repozitářů poskytuje model OAIS, podle kterého mohou být klienty 
digitálních repozitářů i jiné digitální repozitáře, pokud implementují stejný model. Další 
vývoj interoperability pro účely distribuované ochrany digitálního dědictví je jedním z cílů 
nového evropského projektu SHAMAN (Sustaining Heritage Access through Multivalent 
Archiving; http://shaman-ip.eu/), který se pokusí své výstupy integrovat do nové normy 
OAIS.  
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 Nejdelší praktické zkušenosti s vývojem distribuovaného přístupu pro digitální 
archivaci má americké prostředí. V roce 1999 spustily Knihovny Stanfordské univerzity 
(Stanford University Libraries) projekt LOCKSS (Lots of Copies Keep Stuff Safe; 
http://www.lockss.org/lockss/), který vytvořil opensourcové softwarové řešení pro 
distribuovanou ochranu založené na webových technologiích. Z uživatelů aplikace se stala 
mezinárodní komunita (Aliance LOCKSS), jejíž členové (knihovny a vydavatelé) společnými 
silami archivují online publikace odborných periodik, čímž jednak zvyšují účinnost 
ochranných opatření (duplikování obsahu do lokalit po celém světě), jednak snižují své 
náklady. Program NDIIPP buduje celonárodní síť kulturních institucí, které v distribuovaném 
systému archivují ohrožené americké digitální dědictví. Pro vývoj a testování distribuované 
architektury byly v rámci NDIIPP financovány dva významné výzkumné projekty. Projekt 
nazvaný Test deponování a správy v repozitáři (Archive Ingest and Handling Test; 
http://www.digitalpreservation.gov/partners/aiht/aiht.html) zkoumal proveditelnost přesunu 
celého obsahu digitálních repozitářů v rámci distribuované sítě z jedné instituce do druhé a 
testoval k tomu potřebné nástroje a technologie. Výstupy projektu ukázaly, že je vhodnější 
založit interoperabilitu distribuovaného systému na datech, nikoliv systémech, tedy vyvarovat 
se používání jednoho domněle univerzálního nástroje, neboť takový nástroj zpravidla 
obsahuje nežádoucí skryté předpoklady [Anderson, 2008, s. 12]. Sandiegské superpočítačové 
centrum (San Diego Supercomputer Center) vedlo Projekt pro přesuny a ukládání dat (Data 
Transfer and Storage Project; http://www.digitalpreservation.gov/library/challenge/sdsc.html), 
který testoval důvěryhodnost přenosů dat v distribuovaném systému a vyvíjel metody pro 
zajištění integrity a důvěryhodné vzdálené správy a analýzy obsahu. 
8.3.5 Gridové technologie 
Gridové technologie jsou novou oblastí výzkumu informačních technologií. Jejich 
funkce lze popsat v následujících bodech [Barateiro, 2008, s. 227]: 
• schopnost spravovat a zpřístupňovat enormní množství dat (v řádech petabajtů), 
• virtualizace pojmenování zdrojů, souborů a uživatelů pro potřeby škálovatelnosti, 
• vysoká dostupnost a redundance, 
• posílení autentifikačních a autorizačních mechanismů. 
Tyto funkce činí gridové technologie také předmětem zájmu nových výzkumných 
aktivit digitální archivace, zvláště vzhledem k potřebě kulturních institucí spravovat obrovské 
objemy dat v enormním množství počítačových souborů. Jednou z prvních takových 
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 výzkumných aktivit byl americký projekt Robustní technologie pro automatizované 
deponování a dlouhodobou ochranu digitálních informací (Robust Technologies for 
Automated Ingestion and Long-Term Preservation of Digital Information), financovaný 
programem NDIIPP, který v letech 2005-2006 zkoumal automatizaci deponování a správy 
digitálních objektů pomocí gridových technologií [Jaja, 2006]. Současný americký projekt 
Chronopolis (http://chronopolis.sdsc.edu/), financovaný stejným programem, má za cíl 
vytvořit rámec pro gridové technologie, který podpoří geograficky distribuovanou ochranu 
digitálních dokumentů. Jeho testování probíhá na několikaterabajtové digitální sbírce 
programu NDIIPP. Využít gridové technologie pro vlastní rámec pro příští generaci systémů 
digitální archivace si také klade za cíl již zmíněný projekt SHAMAN. 
8.3.6 Soustavná autentifikace  
Soustavná autentifikace je komplexní opatření, na kterém se podílí řada dalších 
ochranných opatření digitální archivace. Termín autentifikace (authentication) se v digitální 
archivaci používá pro mechanismy, které prokazují autenticitu digitálních dokumentů 
v určitém časovém okamžiku [Duranti, 2001, s. 51]. Prokázání autenticity digitálního 
dokumentu se tak váže k jeho přenosu v komunikačních procesech a ke způsobům jeho 
ochrany a správy. Poskytování autentifikovaných kopií digitálních dokumentů designované 
komunitě je jedním z šesti základních cílů repozitáře podle normy OAIS. Vzhledem k tomu, 
že některá opatření digitální archivace způsobují ireverzibilní změny v  bitových 
posloupnostech původně deponovaných digitálních objektů (typicky formátová migrace), je 
autentifikace nezbytná nejen pro účely poskytování autentifikovaných informací designované 
komunitě, ale též pro autorizaci všech změn vykonávaných s digitálními dokumenty. Tento 
širší koncept autentifikace nazveme soustavnou autentifikací. Formátové a metadatové 
strategie, potažmo emulace, jsou nezbytnou součástí soustavné autentifikace, která je 
primárně systémovým opatřením – může ji zajistit pouze systém pro digitální archivaci. 
8.3.6.1 Základní opatření soustavné autentifikace 
Autentifikace musí zajistit a prokázat identitu a integritu digitálních informací, musí 
být schopna prokázat jejich provenienci a umožnit zjištění verze dokumentu, který je aktuálně 
uchováván v repozitáři, resp. zpřístupňován uživatelům [Duranti, 2001]. Základem soustavné 
autentifikace jsou zabezpečovací služby (security services), což jsou schopnosti 
a mechanismy systému digitálního repozitáře, které ochraňují zacházení s informacemi 
v informačním systému [Consultative Committee, 2002, s. 4-4]. Technologie pro 
zabezpečovací služby (patří mezi ně např. ochrana před neautorizovaným přístupem nebo 
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 hackerskými útoky) jsou vysoce rozvinutou oblastí informačního průmyslu. Pro účely 
digitální archivace není potřeba vyvíjet žádná nová řešení, postačí implementovat stávající 
technologie z jiných oblastí [Gladney, 2007, s. 163].  
Procesy zajištění integrity digitálních dokumentů úzce souvisí s procesy zajištění 
jejich identity. Zabezpečovací technologie umožňují implementovat mechanismy digitální 
certifikace, které poskytují technologickou záruku, že digitální objekt nebyl změněn 
neautorizovaným způsobem. Obvykle se užívají kryptografické mechanismy, jako je MD5 
(Message Digest 5) nebo SHA-1 (Secure Hash Algorithm 1), které podporují zajištění 
neporušenosti digitálního dokumentu. K zajištění integrity je dále třeba zabezpečit úplnost 
digitálního dokumentu. Vzhledem k možnostem vysoké granularity digitální reprezentace 
kulturního dědictví (viz Kapitola 5) je potřeba nejprve identifikovat, z jakých všech objektů se 
intelektuální entita skládá a jaké jsou mezi nimi vztahy, k čemuž slouží archivační metadata. 
Archivační metadata v tomto případě zdokumentují všechny jednotlivé digitální objekty 
a vztahy mezi nimi (např. soupis a lokaci všech počítačových souborů vytvářejících jednu 
intelektuální entitu). Systém repozitáře pak na základě těchto metadat a prostřednictvím 
mechanismů digitální certifikace ověřujících neporušenost jednotlivých souborů dokáže 
zaručit integritu intelektuální entity, tedy neporušenost a úplnost všech dílčích počítačových 
souborů.  
Na prokázání identity dokumentu se rovněž podílejí archivační metadata 
(viz identifikační informace v OAIS) a infrastruktura trvalé identifikace. V některých 
případech infrastruktura sama poskytuje mechanismy digitální certifikace (např. německá 
infrastruktura využívá MD5 pro záruku neporušenosti digitálních objektů).  
Archivační metadata jsou také dílčím opatřením v případě prokazování provenience 
digitálních informací. Informují jak o zdroji dokumentu (odkazy na původní analogové 
zdroje, informace o vlastnících autorských práv apod.), tak o původní formě archivního 
balíčku a jeho historii, včetně všech jeho změn a informací o jeho různých verzích. Jak 
vidíme, archivační metadata jsou základními dílčími opatřeními autentifikačních procesů. 
Prokazování integrity, identity a provenience digitálních objektů nelze uskutečnit bez 
existence těchto metadat. Jen s jejich pomocí je možné zjistit aktuální verzi uchovávaných 
digitálních informací.82  
                                                 
82 Archivační metadata mohou např. obsahovat informace o tom, že původně byl archivovaný informační obsah 
reprezentován formátem TIFF a později byl migrován do formátu JPEG2000, ve kterém je v současnosti zpřístupňován atd.  
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 8.3.6.2 Autentifikace formátových migrací  
Vzhledem k tomu, že formátové migrace mění původně deponovaný objekt (mění jeho 
původní bitové sekvence), rozlišuje se někdy mezi absolutní a relativní autenticitou. 
Kompletní autenticita může být zaručena pouze tehdy, pokud je zachován původní digitální 
objekt. Na takovémto objektu je možné vykonávat pouze bitovou ochranu nebo taková 
speciální ochranná opatření (jako je emulace), která nemění původní bity. Formátové migrace 
tedy narušují absolutní autenticitu. Relativní autenticita naproti tomu připouští změny bitů 
původního digitálního objektu, a tedy i formátovou migraci. Musí však být zároveň zaručeno, 
že bude zachována dlouhodobá dostupnost a využitelnost digitálního objektu [Strathmann, 
2008a, s. 9] nebo signifikantní vlastnosti intelektuálního obsahu [PREMIS, 2008, s. 39-40]. 
Z tohoto důvodu je třeba prokázat, že současná verze digitálního objektu je 
odvoditelná z originálního archivního balíčku, jak vyžaduje jeden ze základních cílů 
repozitáře v normě OAIS [Consultative Committee, 2002, s. 3-1]. Proto je nutné ke všem výše 
uvedeným ochranným opatřením připojit ještě speciální opatření, která autentifikují proces 
formátových migrací. Metoda signifikantních vlastností stanovuje prostřednictvím směrnic 
(na základě dohod s producenty nebo interních pravidel repozitáře), jaké vlastnosti digitálních 
dat musejí být udržovány napříč formátovými migracemi. Na základě těchto směrnic lze 
autentifikovat intelektuální obsah (nikoliv digitální objekt). Výzkum kanonikalizace se 
pokouší objektivizovat autentifikaci digitálních informací vytvořením abstraktního modelu 
pro informace obsažené v digitálních datech určitých formátů. Charakterizace poskytuje 
technické údaje o formátech, které se zaznamenávají do archivačních metadat a mohou sloužit 
k evaluaci formátových migrací.  
8.3.6.3 Autentifikace původního kontextu 
Ještě o stupeň výše sahají požadavky na autentické využívání digitálních dokumentů, 
tedy udržení jejich využitelnosti v souladu s původními záměry jejich tvůrců nebo 
producentů. Procesy autentifikace původního kontextu jsou však nejasné a stále ještě spíše ve 
fázi teorie než praxe. Hlavní roli v nich patrně může sehrát emulace, jejíž užití je v kulturních 
institucích zatím nevelké [Verheul, 2006, s. 52]. 
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 8.4 Ochranná opatření institucionální roviny 
Ochranná opatření Problémový okruh 
certifikační a auditní nástroje důvěryhodnost repozitáře 
ekonomické modely ekonomická rizika 
motivační mechanismy organizační a procedurální překážky, ekonomická rizika 
obchodní modely ekonomická rizika, organizační a procedurální překážky 
komplexní plánování institucionální rovina obecně 
řízení digitálního životního cyklu informační, systémová a institucionální rovina obecně 
Tabulka 8 – Ochranná opatření institucionální roviny 
8.4.1 Certifikační a auditní nástroje 
Certifikace digitálního repozitáře je proces, který na základě určitých předem 
stanovených a jasně zdokumentovaných kritérií stanovuje, zda digitální repozitář splňuje 
požadavky důvěryhodnosti. Skutečnost, že repozitář vyhovuje modelu OAIS, pro 
konstatování důvěryhodnosti nestačí, jde o minimální požadavek, který je dnes již považován 
za samozřejmost. Je potřeba zjistit, zda repozitář odpovídá řadě dalších, konkrétních 
a podrobně definovaných podmínek. Audit repozitáře je revizní opatření, které na základě 
kontrolních otázek a příkladů sleduje, zda repozitář zůstává důvěryhodným a upozorňuje na 
jeho případné nedostatky. Certifikaci a audit v optimálním případě vykonávají externí 
subjekty.  
V druhé polovině tohoto desetiletí vznikly v komunitě kulturních institucí tři hlavní 
nástroje pro certifikaci a audit důvěryhodných digitálních repozitářů. První dva nástroje, 
TRAC, vyvinutý Střediskem pro vědecké knihovny (Center for Research Libraries [CRL]) ve 
spolupráci s OCLC, a Katalog kritérií pro důvěryhodné digitální repozitáře (Catalogue 
of Criteria for Trusted Digital Repositories) německého programu nestor, jsou určeny 
primárně pro externí subjekty, které pomocí těchto nástrojů provedou certifikaci nebo audit 
v té kulturní instituci, která je o to požádá. DRAMBORA (Digital Repository Audit Method 
Based on Risk Assessment), společný výstup projektu DPE a Střediska pro digitální 
kurátorství, je nástrojem pro audit, který si provádí instituce sama.  
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 8.4.1.1 TRAC 
V současnosti patrně nejuznávanějším certifikačním nástrojem v oblasti ochrany 
digitálního dědictví je TRAC [Center for Research Libraries, 2007]. Jeho první testování 
proběhlo v několika institucích v letech 2006 a 2007. TRAC konceptualizuje certifikační 
proces, poskytuje nástroje pro audit a posouzení digitálního repozitáře, podává souhrn 
požadavků na dokumentaci repozitáře a stanovuje metody, jak určit schopnost jeho trvalé 
udržitelnosti. Obsahuje řadu konkrétních návodů a příkladů, které usnadňují certifikační 
proces a audit. 
8.4.1.2 Katalog nestoru 
Katalog kritérií pro důvěryhodné digitální repozitáře programu nestor [nestor, 2006] 
specifikuje kritéria pro důvěryhodné digitální repozitáře pro německé prostředí, ale v mnoha 
ohledech je užitečný i pro globální kulturní komunitu. Katalog formuluje abstraktní kritéria 
pro certifikaci důvěryhodných repozitářů a doplňuje je o příklady a vysvětlivky. Základní 
principy pro aplikaci těchto kritérií jsou dokumentace (cílů, pracovních postupů, norem), 
transparentnost (zveřejnění dokumentace a možnost jejího připomínkování), přiměřenost 
(absolutní normy pro všechny případy nejsou podle nestoru dosažitelné) a měřitelnost (určitý 
stupeň důvěryhodnosti). První verze Katalogu byla vydána v roce 2006 v německé i anglické 
verzi. Druhá verze vyšla v listopadu 2008 v němčině, anglický překlad dosud není k dispozici.  
8.4.1.3 DRAMBORA 
Nástroj DRAMBORA (http://www.repositoryaudit.eu/) je auditním nástrojem 
založeným na řízení rizik (risk management). Od nástroje TRAC jej odlišují dva základní 
body. Jednak primárním cílem nástroje DRAMBORA není odhalování aktuálních nedostatků 
repozitáře, ale zjištění potenciálních rizik, které mohou v budoucnosti repozitáři hrozit. 
DRAMBORA je primárně zamýšlena jako interní audit, který si provádí repozitář sám pro 
sebe, aby odhalil svá slabá místa, a mohl je po skončení auditu napravit. Cílem tedy není 
prokázat důvěryhodnost navenek. Druhým rozdílem je, že pro usnadnění celkové analýzy 
rizik byl nástroj DRAMBORA implementován do interaktivní webové podoby. Na rozdíl 
od předchozích dvou nástrojů tedy nejde jen o pomůcku ve formě instruktážního textu, ale 
o softwarový prostředek pomáhající automatizovat a usnadňovat poměrně náročné 
vyhodnocování všech rizik a vztahů mezi nimi. Testovací audity jsou prováděny od roku 2007 
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 po celém světě (např. ve Velké Británii, USA, Japonsku nebo České republice) a zdá se, že 
nástroj se těší čím dál větší oblibě.83 
8.4.2 Ekonomické modely 
V praxi je velmi obtížné zjistit celkové náklady na digitální archivaci, protože 
obsahuje řadu skrytých položek, které obvykle nejsou zjevné v krátkodobém horizontu. 
Ekonomický model pomáhá spočítat počáteční investice do digitální archivace a její průběžné 
náklady. Tím poskytuje vodítko pro uvážlivá a ekonomicky racionální rozhodnutí a pomáhá 
spočítat celkové náklady z dlouhodobého hlediska [Beagrie, 2008a, s. 61]. Mezi 
nejvýznamnější výzkumné projekty v této oblasti patří britské projekty LIFE1 a LIFE2.  
8.4.2.1 Modely projektů LIFE 
Britský projekt LIFE (Lifecycle Information For E-Literature; http://www.life.ac.uk/) 
byl jedním z prvních projektů v oblasti vývoje ekonomických modelů. Probíhal ve dvou 
fázích (LIFE1 v letech 2005-2006 a LIFE2 v letech 2007-2008) a vypracoval metodiku pro 
kalkulaci nákladů na digitální archivaci pro období pěti, deseti nebo sta let. Náklady 
rozpočítal podle šesti různých časových období v digitálním životním cyklu archivovaných 
dokumentů a na jejich základě pak vypočítal celkové náklady digitální archivace. Model byl 
testován na několika případových studiích. Projekt LIFE1 se zaměřil na ekonomické aspekty 
výhradně digitálních objektů, projekt LIFE2 zkoumal náklady na ochranu digitalizovaných 
dokumentů a poskytnul důležité komparační mechanismy, umožňující srovnat náklady na 
ochranu intelektuálního obsahu v digitalizované a klasické verzi. 
8.4.3 Motivační mechanismy 
Vzhledem k finanční a organizační náročnosti digitální archivace a nedostatečnému 
chápání jejího významu mezi všemi stakeholdery je důležitou strategií vytvoření motivačních 
mechanismů, které pobídnou zainteresované stakeholdery (v případě kulturních institucí se 
jedná zejména o vydavatele digitálních publikací, tvůrce a producenty webových informací, 
státní sektor rozhodující o financování a politickém rámci pro ochranu digitálního dědictví 
nebo držitele digitálních práv) k větší spolupráci nebo finanční angažovanosti v ochranných 
aktivitách. Stakeholderům je třeba podat důkazy o tom, že hodnota „digitálního jmění“ je 
                                                 
83 Dodejme, že nástroj DRAMBORA odhalil při testech v Národní knihovně České republiky v roce 2007 65 potenciálních 
rizik pro digitální sbírky, v následujícím roce pak v Ústavu výpočetní techniky Univerzity Karlovy v Praze 18 rizik [Hutař, 
2008]. Je ovšem třeba upozornit, že tento český test byl primárně určen pro testování nástroje samotného, nikoliv digitálních 
repozitářů, protože obě instituce v té době svůj důvěryhodný digitální repozitář teprve začínaly připravovat.  
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 vyšší nebo rovna nákladům na jeho dlouhodobou ochranu, a tím je motivovat k většímu 
sdílení nákladů digitální archivace. Každý stakeholder však má jiné zájmy, a je proto nutné 
motivační mechanismy diferencovat.  
Britský projekt Espida (http://www.gla.ac.uk/espida/) vytvořil model, který dokazuje, 
že dlouhodobé investice do digitální archivace se vyplatí a vložené náklady se vrátí ve formě 
zisku, ačkoliv se nemusí jednat o zisk ryze finanční povahy. Model projektu Espida je určen 
osobám veřejného sektoru (např. politikům), které rozhodují o financování digitální archivace 
a potřebují získat podklady dokazující její přínos a zhodnotit negativní důsledky selhání 
digitální archivace z hlediska nedostatečného financování, špatného organizačního řešení 
apod. [Currall, 2007]. Model je také určen kulturním institucím, které navrhují nové projekty 
a potřebují efektivně prokázat výhodnost jejich financování. Konečně model pomáhá 
hlubšímu porozumění vztahů mezi financovateli a navrhovateli projektů. 
Jedním z hlavních úkolů programu NDIIPP je vytváření motivačních mechanismů, 
které podnítí instituce zavádět ochranná opatření a tvůrce deponovat svůj digitální obsah 
do jejich sbírek [Library of Congress, 2002, s. 6]. Jeden z projektů programu, nazvaný 
Pobídky pro producenty dat k vytváření archivovatelných digitálních (Incentives for Data 
Producers to Create Archive-Ready Data Sets, http://www.si.umich.edu/incentives/), měl za 
úkol vytvořit alternativní motivační mechanismy, které by přiměly producenty informací 
poskytovat repozitářem přesnější a úplnější digitální data a metadata, a snížit tak procedurální 
náročnost jejich archivace.  
8.4.4 Obchodní modely 
Stále častěji se ukazuje, že úzká spolupráce mezi producenty informací (zejména 
vydavateli), vlastníky práv a kulturními institucemi je klíčová pro úspěšné plnění cílů 
digitální archivace. Vypracování nových obchodních modelů pro ochranu digitálního dědictví 
je základem pro takovou spolupráci. Nové obchodní modely musejí hledat rovnováhu mezi 
zájmy ochrany a zájmy zpřístupňování zastupované příslušnými stakeholdery [Library 
of Congress, 2002, s. 16]. Jednou z hlavních funkcí obchodních modelů může být podpora 
formátových strategií. Speciální dohody mezi kulturními institucemi a vydavateli 
o preferovaných formátech digitálních dokumentů pomáhají redukovat značnou část úsilí 
vkládaného kulturními institucemi do formátových strategií. Vydavatelé v poslední době jeví 
o tyto dohody větší zájem a začínají poskytovat dodavatelské balíčky obsahující takové typy 
formátů, které byly vybrány jako vhodné pro archivaci na základě příslušných depozitních 
dohod [Verheul, 2006, s. 51]. Podobná opatření se začínají objevovat i v případě poskytování 
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 metadat. V roce 2007 spustil program NDIIPP iniciativu Ochrana tvůrčí Ameriky (Preserving 
Creative America), určenou pro komerční, neziskové a profesní organizace, které vytvářejí, 
produkují nebo spravují audiovizuální digitální data (digitální fotografie, filmy, videohry aj.). 
Jejím cílem bylo zaangažovat dané subjekty na tvorbě a propagaci formátových 
a metadatových standardů, které budou vyhovovat požadavkům archivace audiovizuálních dat 
[Library of Congress, 2007a]. 
Počátky nových obchodních modelů mezi kulturními institucemi a vydavateli sahají 
do 90. let, kdy nizozemská Královská knihovna vytvořila vlastní obchodní model, určený pro 
spolupráci s vydavateli digitálních publikací na ochraně národního digitálního dědictví [Ras, 
2009]. Knihovna se zavázala zajistit dlouhodobou archivaci publikací a vydavatelé zase 
poskytovat veškerou svou digitální produkci k deponování do svého repozitáře e-Depot. 
Tento repozitář primárně zajišťuje dlouhodobou ochranu dat, o jejich zpřístupňování se starají 
vydavatelé sami. Tento nový model je významnou strategií v situaci, kdy velká část 
paměťových institucí drží pouze licence pro zpřístupňování dokumentů z jiných institucí 
a nedisponuje fyzickými digitálními objekty (viz 6.4.3.3). Modely tohoto typu umožňují 
knihovnám a dalším relevantním institucím rozšířit plnění svého poslání i na digitální oblast, 
bez ohledu na existující legislativní rámce, které jen pomalu reflektují potřebu rozšíření 
rozsahu povinného výtisku o nové formy publikací, čímž komplikují kulturním institucím 
poslání ochraňovat kulturní dědictví.84 
Jedním z nejcitovanějších příkladů vhodného obchodního modelu pro digitální 
archivaci v celosvětovém kontextu je model neziskové organizace Portico 
(http://www.portico.org/), která spustila v roce 2005 stejnojmenný digitální repozitář určený 
pro archivaci jakýchkoli recenzovaných akademických periodik v digitální podobě. Obchodní 
model Portica slaďuje zájmy vydavatelů a knihoven. Portico od vydavatelů přijímá 
dodavatelské balíčky, které mohou obsahovat digitální publikace v různých formátech (např. 
v PDF nebo v XML). Všechny příchozí formáty pak normalizuje do vlastního archivního 
formátu Journal Archiving and Interchange DTD (http://dtd.nlm.nih.gov/), vyvinutého 
speciálně pro archivaci odborných digitálních publikací v repozitáři Portica. Vydavatelé 
poskytují Porticu finanční podporu, která se pohybuje od několika stovek do desítek tisíc 
dolarů ročně a za to jim odpadají finanční, intelektuální a organizační náklady na vykonávání 
ochranných opatření. Druhým zdrojem příjmů Portica jsou knihovny, které mají na oplátku 
zaručeno zpřístupňování periodik za určitých okolností (např. když vydavatel ukončí svoji 
                                                 
84 Připomínáme, že v Nizozemsku existuje pouze institut dobrovolného výtisku, což výchozí situaci činí ještě obtížnější.  
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 činnost nebo přestane nabízet starší čísla). Součástí dohod s Porticem je stanovení 
signifikantních vlastností, které se repozitář zavazuje dlouhodobě ochraňovat navzdory 
migracím [Kirchoff, 2006]. 
Nové obchodní modely jsou vzhledem k řadě organizačních nebo právních problémů 
často nutné i k tomu, aby byla vůbec možná spolupráce mezi kulturními institucemi samými. 
Řešením, které využívá program NDIIPP, je vytváření nových společných neziskových 
organizací, které usnadňují vzájemnou spolupráci mezi členskými institucemi v daném 
právním rámci [Anderson, 2008, s. 11]. 
8.4.5 Komplexní plánování 
Vzhledem k množství různých opatření, specifičnosti kontextu jednotlivých repozitářů 
a celkové heterogenitě problémů se stává nezbytnou strategií komplexní plánování. 
Komplexní plánování znamená vybrat si skupinu dílčích ochranných opatření a stanovit 
celkovou strategii repozitáře. Plánovací procesy můžeme rozdělit na dvě základní skupiny: 
plánování založení repozitáře a plánovací procesy uskutečňované v již existujícím repozitáři. 
8.4.5.1 Plánování repozitáře 
Certifikační a auditní nástroje jsou určeny k posuzování a hodnocení již existujících 
repozitářů, ovšem kulturní instituce, které ještě nemají vlastní repozitář, potřebují strategii, 
která jim pomůže naplánovat jeho založení. Základní strategický rámec pro implementaci 
digitálního repozitáře poskytuje funkční model OAIS. Pro zvážení celé řady konkrétních 
aspektů, včetně právních a ekonomických otázek, které jsou spojeny se zakládáním repozitáře 
ve specifickém prostředí s různými stakeholdery a cíli, je však potřeba konkrétních nástrojů. 
Jeden z nich vyvinul projekt DPE a nazývá se PLATTER (Planning Tool for Trusted 
Electronic Repositories). PLATTER je příručka, která umožňuje ještě před zahájením 
budování repozitáře zvažovat otázky jeho důvěryhodnosti, přizpůsobovat tomu aktivity již 
v raném stádiu implementace, a vyhnout se tak řadě budoucích problémů. Následující popis je 
krátkým shrnujícím přehledem příručky, která před několika měsíci vyšla i v českém překladu 
[Rosenthal, 2009], a stala se tak pravděpodobně první publikací v češtině, která podrobněji 
a soustavněji přibližuje problematiku digitálních repozitářů.85  
Prvním krokem plánování podle příručky PLATTER je klasifikace plánovaného 
repozitáře na základě jeho účelu a funkcí (zdroj mandátu, neziskový charakter), rozsahu 
                                                 
85 Na překladu příručky se podílel také autor této rigorózní práce. 
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 (objem a množství dat, počet zaměstnanců a uživatelů designované komunity), procedur 
(akvizice, komplexita, specializace, citlivost a přístupnost dat) a technické implementace 
(zdroj metadat, interoperabilita, management softwaru). Druhým krokem je vytvoření 
strategického plánu (širší institucionální rámec, obecné funkce a cíle), formulování 
konkrétních cílů, stanovení aktivit pro jejich plnění a jejich realizace. Po ní následuje revize 
procesů a případná reformulace cílů. Třetím krokem je stanovení několika dílčích plánů 
v konkrétních oblastech (financování, lidské zdroje, ochrana, zpřístupňování aj.) 
[DigitalPreservationEurope, 2008]. 
V krajním případě může PLATTER pomoci kulturním institucím rozhodnout se zrušit 
svůj původní záměr a žádný digitální repozitář nezakládat, protože zjistí, že nemohou 
zabezpečit jeho trvalou udržitelnost. Ačkoliv se na první pohled může takové rozhodnutí jevit 
jako paradoxní, může to být rozhodnutí vysoce užitečné, neboť v opačném případě by hrozila 
nevratná ztráta informací i důvěry stakeholderů. V případě velkých kulturních institucí, 
jakými jsou národní knihovny, by byla taková ztráta obzvláště bolestivá, protože jejími 
stakeholdery jsou prakticky všichni občané země. 
8.4.5.2 Plánování procesů v repozitáři 
Základní rámec pro plánování v repozitáři poskytuje funkční model OAIS a jeho 
plánovací entita [Consultative Committee, 2002, s. 4-2]. Mezi její základní funkce patří 
evaluace obsahu repozitáře, pravidelná doporučení pro migraci, vytváření a navrhování 
ochranných opatření a norem, sledování změn v technologiích, požadavcích a znalostech 
designované komunity, navrhování šablon pro informační balíčky nebo plánování migrace. 
Plánovací entita se rozhoduje na základě informací pocházejících ze soustavného 
monitorování vnitřního (např. nástroj na průběžné monitorování kvality pevných disků) 
i vnějšího technologického kontextu repozitáře (vývoj nových technologií, formátů 
a datových nosičů).  
Praktické plánování v repozitáři však vyžaduje mnohem konkrétnější a podrobnější 
instrukce, než jaké poskytuje norma OAIS. Je potřeba vybrat a evaluovat nejvhodnější 
ochranná opatření, vzít v potaz konkrétní charakteristiky archivovaných digitálních objektů, 
zohlednit specifické institucionální požadavky a řadu dalších aspektů. Samo plánování 
zahrnuje tolik dílčích aspektů a složitých vztahů mezi nimi, že je obtížné plánovat bez pomoci 
speciálních nástrojů, jako jsou kontrolní seznamy, rozhodovací stromy nebo myšlenkové 
mapy. Obecným trendem všech plánovacích procesů je však využívat specializované 
softwarové nástroje a tento trend se začíná aplikovat i v komunitě kulturních institucí. 
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 Nejznámější softwarový nástroj pro plánování v této oblasti je PLATO, vyvinutý nedávno 
v projektu PLANETS. 
PLATO je založen na pracovním postupu pro plán ochrany, který je rozdělen do čtyř 
základních bodů: definice požadavků, evaluace potenciálních ochranných opatření, analýza 
výsledků a vytvoření archivačního plánu [Becker, 2008]. PLATO využívá webového 
rozhraní, implementuje tento základní pracovní postup a integruje online služby poskytované 
dalšími subjekty (např. online formátové registry). V nástroji je třeba nejprve definovat 
základní charakteristiky digitálních objektů, které jsou předmětem dlouhodobé ochrany 
(obsah, kontext, struktura, forma a chování), základní požadavky (autenticita, integrita, 
využitelnost, archivační metadata) a zvažovaná ochranná opatření. Dalším krokem je výběr 
konkrétních typů digitálních objektů (textové dokumenty, zvukové nahrávky apod.). Třetím 
krokem je definice relevantních cílů, obvykle ve čtyřech kategoriích (obsah a metadata; 
kontext a vzájemné vztahy; procesuální charakteristiky, například škálovatelnost; náklady na 
technologie, lidské zdroje atd.) a hierarchizace jejich vzájemných vztahů. Nástroj pak pomáhá 
vyhodnocovat vztahy mezi jednotlivými požadavky a relevantními stakeholdery 
prostřednictvím rozhodovacích stromů, které poskytují evaluaci všech možných variant. 
Výstupem jsou doporučení pro plán ochrany, která jsou vytvořena na základě analýzy 
výsledků. Výsledný plán je nutné vyzkoušet na určitém vzorku objektů a následně jej 
vyhodnotit. 
8.4.6 Řízení digitálního životního cyklu 
Řízení digitálního životního cyklu (life-cycle management of digital resources) je 
technika aktivního řízení digitálních objektů v každé jednotlivé fázi jejich životního cyklu, 
počínaje fází vytváření těchto objektů a konče jejich využíváním designovanou komunitou 
[Arts and Humanities Data Service, 2001]. Základními dílčími opatřeními pro řízení 
digitálního životního cyklu jsou formátové strategie a metadata. Účelem soustavného řízení je 
rozpoznat vzájemné závislosti mezi jednotlivými fázemi digitálního životního cyklu a zahájit 
ochranná opatření tak brzy, jak je to jen možné. Toto ochranné opatření není známé ve světě 
klasických dokumentů, kde je aktivní řízení vykonáváno až mnoho let po akvizici knih či 
jiných analogových dokumentů a jejich tvůrci nejsou jeho účastníky. Důvodem, proč je 
soustavné řízení klíčové pro dlouhodobou ochranu digitálních dokumentů, je fundamentální 
závislost perspektiv trvalé udržitelnosti digitálního dědictví na rozhodnutích vykonaných 
v různých fázích digitálního životního cyklu. Tato rozhodnutí mají dopad na zaručení 
kontinuity integrity, identity a autenticity digitálních dokumentů.  
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 Higginsová vypracovala model digitálního životního cyklu, který usnadňuje 
organizační a procedurální aktivity v kulturních institucích a pomáhá plánovat ochranná 
opatření [Higgins, 2008]. Ochranná opatření rozděluje do tří kategorií: soustavná, sériová 
a příležitostná opatření. Soustavná opatření musejí být vykonávána po celý digitální životní 
cyklus a skládají se ze čtyř částí:  
• deskriptivní a interpretační informace (všechna archivační metadata a dokumentace 
nezbytná pro adekvátní popis, reprodukci a srozumitelnost digitálního objektu a jeho 
metadat), 
• plánování ochranných opatření,  
• monitorování a spolupráce s designovanou komunitou, 
• vykonávání ochranných opatření.   
Sériová opatření představují soubor aktivit, které musejí být vykonávány 
ve specifickém pořadí za sebou. Jsou jimi: 
• konceptualizace a plánování vytvoření a uložení dat,  
• vytváření nebo přijímání dat a nezbytných metadat,  
• zhodnocení dat na základě zdokumentovaných směrnic a zákonných požadavků,  
• deponování dat do repozitáře,  
• vykonání všech potřebných ochranných opatření (např. validace dat nebo vytvoření 
archivačních metadat),  
• bezpečné uchovávání dat,  
• zajištění dostupnosti dat pro designovanou komunitu 
• zpřístupňování dat v různých formátech a sledování jejich oblíbenosti. 
Konečně příležitostná opatření jsou taková opatření, která nejsou vykonávána často, 
například formátové migrace nebo opětovné hodnocení dat, která neprošla validací. 
8.4.6.1 Řízení raných fází digitálního cyklu  
Obzvláště důležitá jsou rozhodnutí týkající se prvních fází digitálního životního cyklu, 
mezi která patří vytváření, výběr a akvizice digitálních dokumentů [Arts and Humanities Data 
Service, 2001, s. 2].  
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 Zmínili jsme motivační mechanismy, které mají za úkol podnítit zájem producentů dat 
vytvářet digitální dokumenty ve formátech vhodných pro archivaci. V případě, že si kulturní 
instituce vytvářejí digitální data samy (což je obvyklý případ, především vzhledem 
k digitalizaci vlastních sbírek), je nezbytné vybrat takový formát (strategie výběru vhodného 
formátu, viz 8.2.6.1), který nabízí nejvyšší možnou záruku trvalé udržitelnosti digitalizačních 
výstupů.  
Výběr je patrně nejnáročnější otázkou digitální archivace vůbec. V řadě případů se 
musí kulturní instituce rozhodnout, o jaké digitální dokumenty rozšíří své sbírky. Výběr může 
zahrnovat rozhodnutí, jakou část analogového fondu digitalizovat nebo rozhodnutí, jakou část 
webového obsahu bude instituce sklízet, s jakými vydavateli budou sjednány speciální 
depozitní dohody apod. Součástí výběru je také rozhodnutí, co vše má trvalou hodnotu 
a význam a spadá do digitálního dědictví, a co nikoliv. Je zřejmé, že takové rozhodnutí 
nemůže být nikdy zcela objektivní, ačkoliv přizváním odborníků z různých oblastí mohou 
knihovny a další instituce svá selektivní rozhodnutí alespoň zčásti legitimizovat. Dalším 
kritériem jsou finanční, organizační a právní možnosti instituce. 
Třetím prvkem řízení fáze digitálního životního cyklu je akvizice obsahu. V případě 
dohod s producenty informací (jak je vymezuje norma OAIS) je nutné sjednat s producenty 
takový způsob dodávání informací, který co nejvíce usnadní vytváření archivních balíčků 
a minimalizuje náklady kulturních institucí na jejich přijímání86 [DigitalPreservationEurope, 
2008, s. 32-34]. Součástí takových dohod mohou být restrikce vztahující se na dodavatelské 
balíčky (neakceptování jakýchkoliv formátů). Tato restrikce je druhým nejčastějším 
ochranným opatřením aplikovaným v národních knihovnách světa [Verheul, 2006, s. 51]. 
8.4.6.2 Řízení webarchivace 
Speciálním případem výběru a akvizice digitálního obsahu je webarchivace. Zejména 
národní knihovny využívají tři různé strategie pro výběr a akvizici webového obsahu 
[Celbová, 2008, s. 22-29]. 
Celoplošné sklizně se zaměřují na zachycení veškeré národní volně přístupné webové 
produkce v daném časovém okamžiku (čas sklizně). Provádějí se automatizovaně podle 
předem stanovených technických parametrů (maximální velikost nebo počet souborů apod.), 
                                                 
86  Dodávání informačních balíčků přenosem na FTP nepochybně ve většině případů usnadní repozitáři práci, na rozdíl  
od zasílání dat na DVD klasickou poštou apod. 
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 přičemž národní produkce je určována internetovou doménou země. Tuto strategii vykonává 
například Národní knihovna ČR nebo národní knihovny skandinávských států. 
Výběrové sklizně získávají webové zdroje na základě předem stanovených 
obsahových parametrů s cílem vytvořit korpus reprezentativních informací. Tyto sklizně tak 
logicky vyžadují více lidské práce, protože obsahový výběr zatím nelze plně automatizovat. 
Strategie zahrnuje nalezení zdroje, jeho evaluaci na základě daných kritérií, získání licence 
pro archivaci a zpřístupňování, proces sklízení a zpětnou kontrolu kvality sklízení. Vybírá se 
nejen z domény dané země, ale i z jiných domén, pokud vybrané zdroje splňují příslušná 
kritéria (např. zdroj je v českém jazyce, autor je Čech, předmět se týká ČR nebo českého 
národa). Zdroje se klasifikují podle Konspektu. Výběrové sklizně využívá například 
australský digitální repozitář PANDORA (Preserving and Accessing Networked 
Documentary Resources in Australia; http://pandora.nla.gov.au/). Možnostmi automatizace 
výběru se zabývá evropský projekt LiWA (Living Web Archives; http://www.liwa-
project.eu/). 
Tematické sklizně jsou podtypem výběrových sklizní. Jejich účelem je shromáždit 
pouze informace o některých významných událostech. Tato strategie vyžaduje správné 
načasování sklizně. Příkladem implementace tematických sklizní je projekt WebCapture 
(http://www.loc.gov/webcapture/) Kongresové knihovny, příkladem významné události 
je „11. září 2001“. 
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 9 ANALÝZA VÝVOJE DIGITÁLNÍ ARCHIVACE 
9.1 Technologická rizika 
Již delší dobu se ukazuje, že rizika technologické roviny nepatří mezi hlavní problémy 
digitální archivace. Neznamená to, že by již nebylo třeba se jimi zabývat. Jejich řešení jsou 
však nejlépe zvládnutou oblastí digitální archivace, a tak těžiště největších výzev leží jinde. 
V komunitě kulturních institucí existovala silná tendence hledat elektronický nosič, jehož 
trvanlivost by se alespoň zčásti blížila trvanlivosti nosičů klasických. Známé jsou snahy 
knihoven přimět firmy, aby vyráběly nosiče z kvalitnějších materiálů, například „zlaté optické 
disky“ [Cornell University, 2009, s. 14]. Dnes se však již nepočítá s tím, že by elektronické 
nosiče mohly být stabilní a informace uložené na jejich konkrétních instancích by mohly 
přežít delší časový úsek. Výběr vhodných nosičů nebo technologií může snížit frekvenci 
renovačních opatření nebo usnadnit správu dat, ale to nic nemění na skutečnosti, že nosiče 
i technologie rychle selhávají a zastarávají, a nic nenasvědčuje tomu, že by se tento trend 
v blízké budoucnosti změnil. Proto je základním ochranným opatřením soustavná bitová 
ochrana, která je nyní díky vysokému pokroku v síťových technologiích, velké internetizaci 
a prosperujícímu trhu s informačními technologiemi technicky i finančně snáze realizovatelná 
než kdykoliv předtím. Jednoduchost i dostupnost bitové ochrany je také hlavním důvodem, 
proč jde o zatím nejužívanější ochranné opatření pro trvalou udržitelnost digitálního dědictví. 
9.2 Emulace a migrace 
Bitová ochrana však sama o sobě zdaleka nestačí. Je pouze prvním krokem na dlouhé 
cestě k plnění cílů digitální archivace. Tuto skutečnost si kulturní instituce uvědomují již od 
konce 90. let, kdy se začíná jejich pozornost přesouvat k prvním ochranným opatřením 
informační roviny. V souvislosti s rostoucí komplexitou a diverzitou formátů začínají 
instituce reflektovat fakt, že formáty představují závažnější problémy než elektronické nosiče. 
Nejen že zastarávají podobně jako technologie, ale přinášejí řadu dalších problémů (zejména 
proprietárních omezení). Objevuje se proto snaha vytvořit novou ochrannou techniku, která 
by poskytla (společně s již užívanými technologickými opatřeními) kompletní řešení 
problémů. Prvními významnými ochrannými opatřeními navrhovanými v tomto směru jsou 
pak formátová migrace a emulace. Současně s tím se objevují první vážné odborné polemiky, 
které z těchto praktických opatření je tím vhodnějším.  
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 Jedna linie, která v čele s Rothenbergem propagovala emulaci, varovala před tím, že 
formátová migrace narušuje integritu digitálních objektů, protože změnou formátu, ve kterém 
jsou reprezentovány digitální informace, dochází k ireverzibilní změně bitových posloupností 
objektu, a tyto změny zbavují informace jejich autenticity [Rothenberg, 1999]. Formátová 
migrace byla kritizována také proto, že je náchylná k chybám transformačního procesu, který 
je finančně i organizačně náročný, protože každá nová konverze vyžaduje vytvoření nových 
směrnic (např. pro nastavení komprese apod.). Navíc nejen formátová, ale ani renovační 
migrace (při které nedochází ke změnám bitových posloupností) nedokáže zaručit, že 
v novém technologickém prostředí bude objekt adekvátně reprodukován a zpřístupňován 
uživateli. Charakteristické vlastnosti a funkcionality digitálního objektu, který byl vytvořen 
pro užití v konkrétním informačním prostředí, nemusejí být v novém prostředí podporovány. 
Příkladem je počítačová hra.87 I když budou všechny bity tohoto původního digitálního 
objektu, počítačové hry, zachovány, nebude možné využívat je v novém prostředí, například 
v nových operačních systémech.  
Emulace naproti tomu eliminuje náklady opakovaných migrací (včetně nákladů na 
pracovní sílu) a představuje největší realizovatelnou záruku autenticity, zejména proto, že 
původní digitální objekt zůstává nezměněn. Emulací je v novém prostředí znovuvytvořeno 
původní prostředí digitálního objektu, a tak nejsou ohroženy ani jeho funkcionality.  
S ostrou kritikou konceptu emulace vystoupil Bearman [Bearman, 1999]. Emulace je 
podle něj nepochopením požadavku digitální archivace. Soustřeďuje se na archivaci 
původního prostředí, ovšem tím v žádném případě nemůže zaručit autenticitu dokumentu. 
K udržení autenticity dokumentu jsou nezbytné informace o jeho obsahu, struktuře 
a kontextu. Bearman tak jako jeden z prvních zdůrazňuje nezastupitelnou úlohu metadat 
v procesech digitální archivace. Další jeho kritická připomínka směřuje k faktu, že 
zapouzdření softwaru (součást techniky emulace) představuje významné riziko z hlediska 
digitálních práv vážících se k softwarovým aplikacím. Emulace se tak může stát rovněž velmi 
nákladnou, v některých případech (nesouhlas držitele práv) dokonce zcela nemožnou. A ani 
emulace není podle Bearmana organizačně nenáročná, protože podrobně dokumentovat 
hardwarové a softwarové prostředí je velmi obtížný úkol.88  
                                                 
87 Ochrana počítačových her nebývá předmětem zájmu kulturních institucí – tento příklad uvádíme pro lepší názornost. 
88 Upozorňujeme, že v 90. letech nebylo zvykem firem poskytovat podrobné dokumentace k hardwaru ani softwaru (srv. 
[Beagrie, 2008a, s. 114]).  
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 Tento spor, typický pro přelom 90. let, přestává být počátkem prvního desetiletí 
nového milénia podstatným. Jednak se výrazně změnil kontext, ve kterém původní úvahy 
o emulaci a formátové migraci vznikly. Výrobci začínají poskytovat podrobnější hardwarové 
dokumentace, nastává boom opensourcových aplikací, formátové specifikace jsou obecně 
dostupnější atd. Druhým faktorem bylo, že zmizela původní (z dnešního hlediska již naivní) 
představa, že by jedna jediná nová ochranná technika (ať již by to byla emulace, či migrace) 
mohla poskytnout jedno kompletní řešení digitální archivace. Zainteresované instituce si 
začínají uvědomovat, že jedna ochranná technika nestačí, ale že bude potřeba využívat 
několika heterogenních ochranných opatření. Emulace i migrace, jakožto základní ochranná 
opatření informační roviny, však rozhodně nejsou zavrženy. Naopak jsou dále vyvíjeny (např. 
emulace konceptem UVC) a rozšiřovány o nové prvky. Je ovšem nutno dodat, že 
k praktickému užití formátových migrací nebo emulačních technik se kulturní instituce dosud 
staví poměrně zdrženlivě.89 
9.3 Formátové a metadatové techniky  
V souvislosti s dokončováním normy OAIS se výzkum ochranných technik informační 
roviny začíná ubírat dvěma dalšími směry. Prvním směrem jsou formátové strategie, které 
nacházejí základní konceptuální oporu v pojetí interpretačních informací modelu OAIS. 
Druhou oblastí jsou metadatová opatření, která řeší Bearmanovy výtky směřované technice 
emulace a které navazují na koncept archivačních informací OAIS.  
Mezi nové formátové strategie patří online formátové registry (automatizované služby 
poskytující technické informace o formátech) nebo vývoj nových formátů vhodných pro 
digitální archivaci, řešící problémy duševního vlastnictví spjatého s formáty a další formátová 
rizika. Základním předpokladem pro trvalou udržitelnost se ukazuje být archivace digitálních 
dat pouze v takových formátech, které mají otevřenou specifikaci.  
Co se týče metadat, nejvýznamnější výzkumy probíhají v oblasti implementace 
konceptu archivačních informací pro potřeby dlouhodobé ochrany digitálního dědictví. 
Vznikají standardy, které rozšiřují model OAIS a nabízejí specifikaci konkrétních položek, 
které podporují jak archivaci technických informací, tak digitálních práv nebo záznamy 
ochranných opatření. Metadata se stávají klíčovými pro záruku ochrany duševních práv, 
                                                 
89 Srv. [Verheul, 2006, s. 52]. 
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 integrity i autenticity dokumentů. Bez digitálních metadat nelze dokázat, že uchovávaný 
objekt je objektem, který lze odvodit od objektu, jenž byl do repozitáře původně vložen.  
Metadatové a formátové techniky se také významně podílejí na dalším vývoji 
a výzkumu v oblasti formátové migrace a emulace. Novější opatření, jako jsou signifikantní 
vlastnosti nebo kanonikalizace, pomáhají řešit rizika, která přinášejí formátové migrace. 
Dostatečná dokumentace, zajišťovaná metadatovými opatřeními, pomáhá legitimizovat 
operace v rámci emulace. 
9.4 Posun ke komplexním ochranným opatřením 
Nejvýznamnějším výstupem normy OAIS je koncept digitálního repozitáře. Ukázalo 
se, že klasický koncept digitální knihovny není trvale udržitelným. Zveřejněním normy v roce 
2002 se otevřel prostor pro budování nových systémů pro správu digitálních informací, který 
zohledňuje požadavky digitální archivace. Ochranná opatření technologické a informační 
roviny nemohou sama o sobě poskytnout komplexní řešení, pokud není zohledněna 
systémová rovina problému. Tu nabídla až tato nová norma, která vytváří rámec pro 
jednotlivá dílčí ochranná opatření a dává je do souvislosti se základními funkcemi a službami, 
které musejí být vykonávány jako celek. Záhy po zveřejnění normy začínají vznikat první 
praktické implementace digitálních repozitářů, včetně nezbytných softwarových řešení. 
Teprve v roce 2003 je spuštěn první funkční digitální repozitář na světě (e-Depot). Vývoj 
konkrétních implementací je však pomalý, v roce 2005 disponují pouze dvě národní knihovny 
světa plně funkčním digitálním repozitářem [Verheul, 2006, s. 65]. Vedle komerčních 
softwarových řešení (e-Depot využívá software firmy IBM) vzniká od roku 2002 celá řada 
opensourcových vývojářských iniciativ jak pro komplexní řešení pro repozitáře (DSpace, 
Fedora aj.), tak pro řadu dílčích autonomních funkcí, jakými jsou softwarové nástroje pro 
charakterizaci nebo deponování heterogenních dodavatelských balíčků.  
Současně se objevuje snaha rozvést model OAIS do širšího kontextu kulturních 
institucí a vznikají první výzkumné aktivity vyvíjející ochranná opatření institucionálního 
rámce. Mezi nejvýznamnější patří opatření prokazující důvěryhodnost institucí pečujících 
o digitální dědictví, které je nezbytná pro nastolení důvěry ve vyhlídky digitální archivace 
v době, kdy je výzkum a vývoj oboru teprve ve své počáteční fázi a velmi proměnlivé 
digitální prostředí významně ohrožuje přežití jednotlivých národních dědictví 
reprezentovaných v digitální podobě. Vzhledem ke komplexitě organizačních procesů 
v institucích spravujících digitální repozitář se v druhé polovině našeho desetiletí začíná také 
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 klást čím dál větší důraz na potřebu plánovacích strategií. Všechny varianty řešení nabízené 
různými ochrannými opatřeními a různé lokální specifikace je nutné důkladně zvážit, 
zanalyzovat a otestovat, protože chybná rozhodnutí způsobí mnohem větší škody, než ke 
kterým by došlo při ochraně tradičních forem kulturního dědictví. Nástroje jako PLATO nebo 
PLATTER jsou prvními vlaštovkami v tomto směru.  
9.5 Perspektivy digitální archivace 
Celkově můžeme evoluci ochranných opatření shrnout do konstatování, že se jejich 
vývoj a výzkum přesouvá od relativně jednoduché technologické roviny a základních 
praktických opatření informační roviny ke komplexnějším řešením. Vývoj digitální archivace 
se v současnosti ubírá dvěma hlavními směry. První jde po ose formátová/metadatová 
opatření a soustředí se na problémy primárně spojené s digitálními dokumenty. Druhý směr 
digitální archivace zkoumá problémy v kontextu institucionálního rámce, který zohledňuje 
organizační, procedurální a ekonomické aspekty trvalé udržitelnosti digitálního dědictví 
a ukazuje na nezbytnost jejich integrace do kooperativních institucionálních aktivit (nové 
obchodní modely, motivační mechanismy apod.). 
V oblasti metadat se již vývoj posunul výrazně kupředu. Standardy METS a PREMIS 
se osvědčují jako efektivní nástroje, které se rychle rozšířily do většiny kulturních institucí. 
Vývoj formátových strategií však stojí teprve na počátku. Formátové registry nabízejí jen 
omezené množství informací a procesy zjišťování podrobných informací o formátech jsou 
velmi náročné. Projekt, snažící se o vytvoření globálního registru, který by poskytoval 
co nejúplnější informace o co největším počtu formátů a na kterém by spolupracovaly 
kulturní instituce celého anglosaského a evropského světa, skončil prozatím neúspěchem.90 
Jedním z důležitých směrů dalšího vývoje bude vývoj komplexních ochranných 
opatření, jako je řízení digitálního životního cyklu informací. Pro realizaci soustavného řízení 
bude nutná větší úroveň spolupráce s producenty dat (dohody o formátech). V případě, že jsou 
producenty dat samy kulturní instituce, je nezbytný vývoj standardů pro digitalizaci. 
V současnosti žádné takové obecně uznávané standardy však nejsou k dispozici.  
Většího vývoje je potřeba i v oblasti emulace, která se zdá být nenahraditelnou pro 
trvalou zpřístupnitelnost komplexních objektů, zejména webových zdrojů. V této oblasti je 
zatím aktivních jen několik institucí, především národní knihovny v Nizozemsku a Francii. 
                                                 
90 Jednalo se o projekt GDFR (Global Digital Format Registry; http://gdfr.info/), který byl letos z nedostatku financí ukončen. 
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 Vyvinout emulátory přizpůsobené požadavkům kulturních institucí je hlavním cílem 
evropského projektu KEEP (Keeping Emulation Environments Portable;  
http://www.keep-project.eu/), který byl zahájen počátkem roku 2009. 
Obrovské množství objektů digitálního dědictví vyžaduje rozvoj komplexních 
ochranných opatření pro zajištění jejich trvalé udržitelnosti, tedy zajištění dlouhodobé 
ochrany a udržení stálé zpřístupnitelnosti digitálního dědictví. V tomto směru vzbuzují velká 
očekávání gridové technologie a infrastruktura trvalé identifikace. Nejvýznamnějším aktuálně 
probíhajícím projektem zkoumajícím využití gridových technologií pro digitální archivaci je 
evropský SHAMAN. Jeho výstupy však budou známé až v roce 2011. S oblastí infrastruktury 
trvalé identifikace jsou navíc spjata i velká uživatelská očekávání – představa snadného 
zpřístupňování digitálních dokumentů v celonárodním, případně globálním měřítku je velmi 
lákavá. Nejvhodnější systém pro tuto infrastrukturu v kontextu digitálního dědictví je patrně 
URN:NBN. Ten se zatím výrazně rozšířil jen v některých částech Evropy a i v nich se teprve 
nalézá v počátečních fázích implementace. V americkém prostředí panuje k možnostem 
trvalých identifikátorů jistá skepse. Výzkumníci systému INFO-URI považují požadavky 
trvalosti a dereference za příliš složité pro trvale udržitelnou implementaci globálních 
identifikátorů a soustřeďují se výhradně na aspekt jedinečnosti identifikátoru [Library 
of Congress, 2007b].  
Také se potvrzují již dlouho známé předpovědi, že na správě objemného digitálního 
dědictví se musí podílet síť partnerských institucí [Task Force, 1996]. Distribuované řešení 
bude patrně jednou z hlavních oblastí výzkumu a praktických aplikací v příštích letech. Velké 
zkušenosti v této oblasti již získala Kongresová knihovna, která v programu  NDIIPP testuje 
podmínky spolupráce desítek různých kulturních institucí na společném úkolu digitální 
archivace. Ukázalo se však také, že čím je vyšší diverzita dat a partnerů, tím vyšší jsou nároky 
na správu obsahu a datovou interoperabilitu [Anderson, 2008].   
Mechanismy autentického zpřístupňování digitálních objektů jsou zatím nejasné. 
Nejvýznamnější iniciativa v této oblasti, mezinárodní projekt InterPARES, zatím 
k jednoznačným závěrům nedošla [MacNeil, 2001]. Někteří autoři navíc považují úkol 
zpřístupňovat digitální objekty v jejich původním autentickém kontextu v některých 
případech za principiálně nesplnitelný [Gladney, 2007, s. 90]. O rostoucím úsilí najít nový 
rámec pro autentifikaci v digitálním kontextu svědčí fakt, že zatímco model OAIS z roku 
2002 s pojmem autenticity pracuje pouze implicitně, v návrhu nové normy OAIS představuje 
konceptualizace autenticity jednu z jeho hlavních aktualizací [Consultative Committee, 2009].  
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 V oblasti softwarových řešení pro repozitáře je třeba říci, že ani v roce 2010 neexistuje 
jedno kompletní softwarové řešení, které by plnilo všechny aktuální požadavky digitální 
archivace. Z komerčních řešení se zdá být nejslibnějším vývoj systému Rosetta (Ex Libris). 
V současnosti však neexistují softwarové systémy, které by dokázaly spravovat miliardy 
digitálních objektů, což bude běžný počet objektů například ve webarchivech. I v tomto 
ohledu se pojí velká očekávání s aplikací gridových technologií.  
Klíčovou oblastí výzkumu se ukazuje být, nikoliv překvapivě, ekonomická stránka 
dlouhodobé ochrany digitálního dědictví. Od roku 2007 financují americké instituce NSF 
(National Science Foundation) and Nadace Andrew W. Mellona (Andrew W. Mellon 
Foundation) speciální projekt pro vývoj trvale udržitelného ekonomického modelu.91 Je 
patrně reakcí na selhání financování nejambicióznější světové iniciativy, amerického 
programu NDIIPP, jehož slibný rozvoj zbrzdilo dramatické snížení financí změnou 
rozhodnutí Kongresu USA v roce 2007 [Barksdale, 2007]. Úkolem tohoto projektu NSF je 
vymyslet nový model, který by mohl přimět příslušné orgány k většímu uvědomění si 
významu digitální archivace a nezbytné potřeby začít ji lépe a soustavněji financovat. 
Příkladem, jak by takový model mohl vypadat, je novozélandský národní program pro 
digitální archivaci. Novozélandská národní knihovna získala před šesti lety zákonný mandát 
vytvořit model pro dlouhodobou ochranu národního digitálního dědictví a implementovat jej 
v praxi. Na základě tohoto zadání již několik let Novozélandská národní knihovna soustavně 
buduje nový ekonomický a organizační rámec pro koordinaci a synchronizaci veškerých 
digitálních aktivit, zahrnujících jak digitální archivaci, tak digitalizaci i vývoj digitálních 
knihoven. Novozélandský model vychází z teze, že je potřeba změnit celkový přístup 
k akvizici, správě a ochraně kulturního dědictví, zahrnující jak analogové, tak digitální zdroje, 
a redefinovat tradiční role v kulturních institucích. Praktickou implementaci tohoto modelu 
spustila Novozélandská národní knihovna v letošním únoru [Knight, 2009].  
Zároveň je však nezbytné, aby ve vnitřním organizačním rámci kulturních institucí 
spravujících digitální repozitáře existovaly celoinstitucionální strategie pro jednotnou 
koordinaci všech digitálních (digitální archivace, digitální knihovny, digitalizace) a tradičních 
aktivit (správa klasických knihovních sbírek apod.). V tomto směru je i na konci prvního 
desetiletí vývoj pozadu, neboť takových strategií je v kulturních institucích implementováno 
zatím jen málo [Beagrie, 2008b]. V reflexi této potřeby založily federace IFLA a Konference 
                                                 
91 Projekt nese název „Elitní pracovní skupina pro trvale udržitelnou ochranu a zpřístupnitelnost digitálních dokumentů“ 
(Blue Ribbon Task Force on Sustainable Digital Preservation and Access; http://blueribbontaskforce.sdsc.edu/). 
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 ředitelů národních knihoven (Conference of Directors of National Libraries [CDNL]) v roce 
2008 Sdružení pro digitální strategie v rámci IFLA-CDNL (IFLA-CDNL Alliance for Digital 
Strategies [ICADS]; http://www.ifla.org/icads/), které nahradilo původní iniciativu těchto 
dvou korporací věnovanou otázkám bibliografických standardů.92 Nový úkol vyjadřuje 
potřebu celoinstitucionálních koordinačních strategií jasně: cílem ICADS je poskytnout rámec 
pro strategický vývoj v oblasti tvorby, budování, správy, ochrany a zpřístupňování digitálních 
sbírek kulturního dědictví národních knihoven [IFLA, 2009]. Na nejvyšší mezinárodní 
knihovnické úrovni se tak začíná projevovat – pomalu, ale přece jen – naléhává potřeba nalézt 
ochranná opatření pro zaručení trvalé udržitelnosti digitálního dědictví.  
                                                 
92 Jednalo se o Sdružení pro bibliografické standardy v rámci IFLA-CDNL (IFLA CDNL Alliance for Bibliographic 
Standards [ICABS]). 
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 10 ZÁVĚR 
Digitální svět se stává čím dál významnější sférou moderní západní společnosti. 
Digitální reprezentace informací přináší celé spektrum funkcionalit, které jsou v dějinách 
lidstva zcela nové a digitální revoluce změnila svět podobně jako nukleární fyzika. 
Digitalizace komunikace však zvyšuje komplexitu ochranných opatření nutných k trvalé 
udržitelnosti digitálního informačního univerza, bez něhož není možný žádný další 
technologický, hospodářský nebo kulturní vývoj.  
Od 90. let minulého století, kdy digitální svět postupně penetroval téměř veškeré 
komunikační procesy v západní společnosti, vznikla potřeba ustanovit nový specifický obor, 
který by hledal řešení pro zajištění dlouhodobé ochrany digitálních dat. Ukázalo se, že 
tradiční postupy užívané v oblasti ochrany klasických zdrojů informací, jako jsou tištěné 
knihy nebo periodika, nemohou fungovat v digitálním prostředí. Bylo nezbytné 
rekontextualizovat klasické koncepty konzervace nebo autenticity originálního dokumentu. 
Digitální informace nejsou vázány na konkrétní datové nosiče a současně jsou fundamentálně 
závislé na technologii, bez které jsou lidským uživatelům nepřístupné.  
Digitální objekt na rovině bitového záznamu není objektem, který je možné okamžitě 
využívat. Dokument v digitální podobě je vždy nutné reprodukovat v nějaké hardwarové 
a softwarové konfiguraci a každému jeho využití tak předchází proces  
informačně-technologického zpracování, bez nějž nemohou digitální elektronické informace 
poskytnout lidem intelektuální obsah. V kontextu velmi rychlých změn počítačového světa, 
síťových technologií apod. se tak stává klíčovým paradigmatem nikoliv dlouhodobá ochrana 
bitů uložených na pevném disku nebo na jiném elektronickém nosiči, ale ochrana možnosti 
trvalé zpřístupnitelnosti těchto bitů. Pro vznik oboru digitální archivace se v této souvislosti 
stala zásadní nová konceptualizace dokumentu a jeho ochrany pro digitální kontext. Jejím 
hlavním zdrojem je norma OAIS, která vznikla na počátku nového milénia a která odstranila 
nedostatek základního porozumění nové situaci a zároveň poskytla rámec pro vytváření 
nových ochranných opatření digitální archivace.  
Pro kulturní instituce byly zpočátku digitální technologie prostředkem, jak zatraktivnit 
poskytování informací uživatelům (digitální knihovny) a digitalizace byla využívána jako 
řešení problémů ochrany tradičních dokumentů ohrožených degradací nosičů nebo častým 
užíváním. S nárůstem fondů digitálních dokumentů a zvyšováním informačního potenciálu 
internetu vyvstala pro tyto instituce (stejně jako pro mnoho jiných institucí vědeckého sektoru 
 129  
 
 
 nebo jiných oblastí) nutnost zabývat se ochranou cenných informací v nové formě 
reprezentace. Počátkem milénia tak vyvstává ze stínu digitálních knihoven nový koncept 
digitálního repozitáře, institucionalizovaného a konceptuálně jasně definovaného systému 
digitální archivace. Norma OAIS, která je tohoto systému původcem, podnítila velký rozvoj 
výzkumných aktivit v oboru digitální archivace, které zkoumají specifické aspekty této nové 
oblasti výzkumného zájmu. 
První desetiletí tohoto milénia přineslo návrhy, první implementace a testování nových 
ochranných opatření pro řešení otázky dlouhodobé zpřístupnitelnosti digitálního dědictví. 
Výzkum ochranných opatření se přesouvá od relativně jednoduchých technologických 
problémů, jako je degradace elektronických nosičů nebo zastaralost hardwaru, ke 
komplexnějším problémům, které ovšem vyžadují také komplexnější řešení. V současnosti již 
existuje řada důležitých standardů a nástrojů nových ochranných opatření. Mezi 
nejvýznamnější patří PREMIS a METS pro archivační metadata, PRONOM pro formátové 
služby nebo certifikační a auditní nástroje TRAC a DRAMBORA. Jako hlavní problémy 
současnosti se ukazují formátová rizika, mechanismy autentifikace, nedostatek komplexních 
softwarových řešení a širší institucionální problémy, jako jsou špatné financování nebo 
nedostatečná spolupráce s producenty dat.  
Dnes je již zřejmé, že žádný formát nevydrží věčně. Výběrem vhodného formátu se 
však sníží potřeba častých migrací. V komunitě kulturních institucí ale doposud nebyla přijata 
žádná jednoznačná doporučení, jaké formáty jsou z hlediska digitální archivace nejvhodnější, 
a tedy do jakých formátů by měly instituce digitalizovat své sbírky. Výběr by nepochybně 
usnadnil vývoj formátů dosahujících nejvyšších možných archivních kvalit. V tomto směru 
existuje několik iniciativ, z nichž nejvýznamnější je vývoj formátu JPEG2000. Kulturní 
instituce jsou však limitovány finančními omezeními a relativním nedostatkem lidských 
zdrojů, které by zajistily možnost dostatečných vývojářských aktivit v tomto směru. Navíc 
v řadě případů, zejména pokud se jedná o národní knihovny, které ochraňují široké spektrum 
digitálních sbírek, není výběr formátu v kompetenci kurátorské instituce, ale externích 
producentů dat. V tomto směru jsou klíčové institucionální strategie, jako je řízení digitálního 
životního cyklu, které směřují k užší spolupráci mezi těmi, kdo data produkují, a těmi, kteří 
dlouhodobě ochraňují jejich zpřístupnitelnost. Optimální řešení by představovaly dohody 
s vydavateli digitálních publikací o dodávání dokumentů v preferovaných formátech. 
Podobně důležitá je formátová normalizace přijatých počítačových souborů před tím, než 
budou uloženy do archivních balíčků repozitáře.  I v tomto případě se zdají být nezbytnými 
dohody s producenty dat o stanovení signifikantních vlastností, tedy charakteristik digitálních 
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 dat, které musejí být udržovány navzdory formátovým migracím. Takovéto dohody jsou 
evidentně nutným základem pro metody soustavné autentifikace. 
Velkým problémem je webarchivace. Sjednat dohody se všemi tvůrci a producenty 
webového obsahu je nerealizovatelné. Významnou roli tak mohou sehrát motivační 
mechanismy, které zvýší povědomí o potřebě vytvářet digitální data takovým způsobem, 
který zajistí jejich trvalou udržitelnost (např. v archivních formátech nebo s dostatečnými 
digitálními metadaty). Je ovšem jasné, že celkový způsob produkce webového obsahu není 
možné ovlivnit.   
Co se týče soustavné autentifikace, domníváme se, že nejen v případě normalizace 
počítačových souborů z dodavatelských balíčků, ale obecně pro jakoukoliv autentifikaci 
v digitálním životním cyklu informací je fundamentálním konsensus mezi producenty, tvůrci, 
kurátory i uživateli, který stanoví rámec, co je v našem sociokulturním kontextu považováno 
za autentické zpřístupňování digitálního dokumentu, tedy co se vlastně přesně rozumí pod 
autenticitou digitálních dokumentů. Bez tohoto konsensu nelze vyvinout žádné efektivní 
autentifikační mechanismy.  
V současnosti také neexistuje nabídka kompletních softwarových balíčků, které by 
splňovaly nároky všech aktuálních potřeb digitální archivace. Domnívat se ovšem, že takové 
softwarové systémy vyřeší všechny problémy, je představa naivní, ačkoliv v mnoha 
institucích přetrvává. Stejně důležitá jako nabídka softwaru je totiž také jeho trvalá 
softwarová podpora ze strany výrobců, stejně jako jeho další vývoj a přizpůsobování se nově 
vznikajícím potřebám dlouhodobé ochrany digitálního dědictví. Celou řadu problémů 
(metadata, autentifikace apod.) navíc nedokáže vyřešit žádný software. 
Velkým problémem většiny kulturních institucí je nedostatečná finanční podpora. 
Zatímco kulturní instituce vykonaly již od 90. let pokrok v porozumění rizikům hrozícím 
digitálním informacím a mají velký zájem jim čelit, podobný vývoj nelze konstatovat 
v případě jejich financovatelů. Politická podpora digitální archivace není velká, ačkoliv za 
poslední desetiletí se v tomto směru mnohé zlepšilo. Přitom digitální dědictví je ohroženo 
mnohem více než sbírky tradičních dokumentů a pokud nebudou učiněna patřičná rozhodnutí 
včas, hrozí nevratná a nerekonstruovatelná ztráta významné části kulturního dědictví.  
Dlužno však kriticky dodat, že část problémů s digitální archivací si způsobují kulturní 
instituce samy. Masová digitalizace knihovních sbírek započala v době, kdy problémy 
digitální archivace nebyly ještě jasně konceptualizovány a povědomí o nich bylo nízké. 
V tomto případě musejí kulturní instituce řešit problémy dlouhodobé ochrany digitalizačních 
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 produktů 90. let, tedy dat pocházejících z dob, ve které se ještě nedala dost dobře 
předpokládat závažnost problému. V tomto směru jim tedy nelze nic vytýkat. Pokud však 
v současnosti, kdy je povědomí o rizicích trvalé zpřístupnitelnosti digitálního dědictví mezi 
komunitou kulturních institucí ve většině evropského a anglosaského světa již velké, a přesto 
řada kulturních institucí pokračuje v hromadné digitalizaci, aniž by měla jasně stanovené 
standardy a vyzkoušena konkrétní ochranná opatření, může být takové počínání přinejmenším 
nerozumné. I ohrožené analogové zdroje patrně přežijí déle, než jejich digitalizované verze 
vznikající bez dostatečného testování vhodných postupů, formátů a technik. Finanční 
prostředky vynaložené na takovéto neuvážené digitalizační aktivity by bylo vhodnější raději 
investovat do dalšího vývoje praktických opatření digitální archivace a jejich testování. Pokud 
se stanou v budoucnosti výstupy nepromyšlených digitalizací nezpřístupnitelnými, může být 
již těžké získat znovu další finanční zdroje na novou digitalizaci ohrožených analogových 
sbírek. V tomto směru se zdá být racionálnějším americký přístup, realizovaný v programu 
NDIIPP, jehož primárním cílem není masová digitalizace a ochrana jejích výstupů, ale 
ochrana výhradně digitálních dokumentů, tedy takových, které nemají žádný analogový 
protějšek a jejichž trvalá udržitelnost by měla být nejvyšší prioritou pro digitální archivaci 
v oblasti kulturního dědictví. 
Digitální archivace je úkol nesmírně náročný. Finanční prostředky poskytované 
kulturním institucím se nedají srovnávat s prostředky, kterými disponují komerční databázová 
centra a jiné subjekty zajišťující zpřístupňování informací za úplatu. Přitom úkol dlouhodobě 
ochránit digitální dědictví je podobně náročný, možná ještě náročnější, protože sbírky 
digitálního dědictví patří svým objemem a diverzitou a komplexitou dat mezi největší 
a nejobtížněji spravovatelné sbírky současného digitálního univerza. Následující léta ukáží, 
zda vývoj ochranných opatření – ať již na úrovni formátů, institucionálních otázek nebo 
distribuovaného přístupu – přinese celkové zlepšení situace, nebo dojde ke změnám poslání 
kulturních institucí, které se v budoucnosti mohou začít zaměřovat pouze na ochranu 
vybraných segmentů digitálního dědictví. V každém případě bude však nevyhnutelné, aby 
kulturní instituce začaly ve větší míře než dosud využívat, testovat a dále vyvíjet stávající 
ochranná opatření digitální archivace.  
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SEZNAM PŘÍLOH 
Příloha 1 – Výzkumné iniciativy 
 
 
 
 
 PŘÍLOHA 1 – VÝZKUMNÉ INICIATIVY 
Cílem textu této přílohy je podat podrobnější přehled nejvýznamnějších výzkumných 
iniciativ digitální archivace v evropské a anglosaské oblasti. Jedná se o ty iniciativy, které 
byly nebo jsou zaměřeny na dlouhodobou ochranu digitálního dědictví a jejichž výstupy 
významně přispěly k rozvoji praktických ochranných opatření pro trvalou udržitelnost 
digitálního dědictví. Z historického hlediska můžeme pro zajímavost uvést, že pravděpodobně 
první mezinárodní iniciativou na světě, která tematizovala trvalou udržitelnost digitálního 
dědictví, byl malý seminář pořádaný v roce 1993 ve Velké Británii Britskou knihovnou (The 
British Library; http://www.bl.uk/), Britskou akademií (British Academy) a Mezinárodní 
asociací pro historii a výpočetní techniku (International Association for History and 
Computing).93  
Následující text je rozdělen do tří základních úseků. První představuje výzkumné 
iniciativy financované Evropskou unií, druhý mezinárodní výzkumné iniciativy a třetí 
nejvýznamnější národní iniciativy. V mnoha případech se jedná o velké výzkumné projekty 
vedené příslušnými národními knihovnami. 
                                                 
93 Srv. [Ross, 2003a]. 
 I  
 
 
 Iniciativy Evropské unie 
 Za zcela první iniciativu Evropské unie, která se zabývala digitální archivací, lze 
pravděpodobně označit založení Fóra DLM v polovině 90. let. Tato iniciativa se však 
věnovala výlučně elektronickým záznamům evropských národních archivů a otázka 
dlouhodobé ochrany byla jen jedním z několika jejích cílů. Do roku 2006 byly v Evropské 
unii vypsány pouze dva projekty věnované výhradně digitální archivaci: NEDLIB (1998-
2000) v rámci programu Telematics Application Programme a ERPANET (2001-2004) 
v rámci programu FP5 (Fifth Framework Programme). Po vyhlášení iniciativy  
i2010: Digitální knihovny se přístup Evropské unie zásadně změnil. V páté výzvě  
FP6 (Sixth Framework Programme), tedy na samém konci FP6, byly najednou financovány tři 
nové projekty: PLANETS (2006-2010), CASPAR (2006-2010) a DPE (2006-2009). 
V navazujícím programu FP7 (Seventh Framework Programme) vypsala Evropská unie 
dalších pět projektů. V rámci první fáze programu FP7 šlo o projekty PROTAGE  
(2007-2010), SHAMAN (2007-2011) a LiWA (2008-2011), v druhé fázi projekty KEEP 
(2009-2012) a PRESTOPRIME (2009-2012). Ve čtyřech z evropských projektů měly nebo 
mají zastoupení české organizace, a sice Národní knihovna České republiky (DPE, LiWA), 
CIANT – Mezinárodní centrum umění a nové technologie v Praze (CASPAR), Moravská 
zemská knihovna (LiWA) a poradenská firma Cross Czech (KEEP). V následujícím textu je 
uveden podrobnější popis těchto projektů. 
 
V roce 1994 založila Evropská komise Fórum DLM (DLM Forum; 
http://dlmforum.typepad.com/) jako mezioborový rámec sloužící ke zlepšení spolupráce mezi 
veřejnou správu, národními archivy a komerčním a výzkumným sektorem. Jedním z cílů této 
iniciativy byla také digitální archivace. Speciálně nejvhodnějším postupům a řešením pro 
dlouhodobou ochranu elektronických záznamů se věnovalo až třetí zasedání Fóra, konané 
v roce 2002 v Barceloně.  
Cílem projektu NEDLIB (Networked European Deposit Library; http://nedlib.kb.nl/) 
bylo vytvořit základní infrastrukturu pro evropskou depozitní knihovnu, která by sloužila pro 
dlouhodobou archivaci digitálních publikací. Projekt vytvořil směrnice a modely pro digitální 
repozitáře a jeho výstupy posloužily nizozemské Královské knihovně při budování repozitáře 
e-Depot. Dalšími výstupy projektu NEDLIB byly studie věnující se možnostem emulace nebo 
podíl na vývoji modelu OAIS (návrh plánovací entity).  
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 Projekt ERPANET (Electronic Resource Preservation and Access Network 
of Excellence; http://www.erpanet.org/) připravil půdu pro pozdější výzkumné projekty EU 
tím, že vytvořil virtuální referenční středisko a znalostní bázi obsahující poznatky 
o nejnovějším vývoji v oblasti digitální archivace. Prozkoumal a vyhodnotil tehdy dostupné 
informační zdroje, analyzoval aktuální vývoj a provedl několik případových studií.  
Projekt DPE (DigitalPreservationEurope; http://www.digitalpreservationeurope.eu/) 
byl evropskou koordinační aktivitou a jeho hlavními cíli bylo zvyšovat informovanost 
o problému trvalé udržitelnosti digitálního univerza (včetně pořádání vzdělávacích aktivit), 
koordinovat evropské kulturní instituce a vytvořit nástroje sloužící pro další rozvoj digitálních 
repozitářů (hlavními výstupy v tomto směru jsou nástroje DRAMBORA a PLATTER).  
Tento rok končící projekt PLANETS (Preservation and Long-term Access to Our 
Cultural and Scientific Heritage; http://www.planets-project.eu/) vyvíjí praktické služby 
a nástroje pro zajištění dlouhodobého zpřístupňování digitálních kulturních a vědeckých 
zdrojů se zvláštním zaměřením na knihovny a archivy. Předmětem výzkumu jsou plánovací 
nástroje, charakterizace a výzkum signifikantních vlastností digitálních objektů. Dalším 
zaměřením výzkumu je testovací prostředí pro objektivní hodnocení nástrojů a služeb 
digitálních repozitářů. Dosavadními výstupy projektu jsou například plánovací nástroj 
PLATO, jazyky XCDL a XEDL nebo nástroje pro charakterizaci.  
CASPAR (Cultural, Artistic and Scientific Knowledge Preservation, for Access and 
Retrieval; http://www.casparpreserves.eu/) je projekt, který rovněž končí tento rok. Projekt 
CASPAR vytváří distribuovanou, asynchronní a volně propojenou architekturu 
s autonomními komponenty pro infrastrukturu digitální archivace. Výzkum se zaměřuje na 
rozšíření modelu OAIS, vývoj nástrojů pro získávání interpretačních informací přímo 
z digitálních objektů, virtualizační služby, management digitálních práv, autentifikační nebo 
certifikační opatření. 
Cílem projektu PROTAGE (Preservation Organizations Using Tools in Agent 
Environments; http://www.protage.eu/) je vyvinout nástroje pro producenty digitálních dat 
(nástroje pro vytváření a publikování digitálních dat v archivovatelné podobě), pro digitální 
repozitáře (větší automatizace procesů dlouhodobé ochrany) a pro přesuny dat 
(bezproblémová interoperabilita mezi poskytovateli obsahu, kulturními institucemi 
a koncovými uživateli). 
SHAMAN (Sustaining Heritage Access through Multivalent Archiving;  
http://shaman-ip.eu/) je integrujícím výzkumným projektem, jehož partnerem je – vedle osmi 
evropských zemí – také americké Sandiegské superpočítačové centrum (San Diego 
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 Supercomputer Center). Cíle projektu jsou nejambicióznější ze všech dosavadních 
evropských projektů: vytvořit vlastní rámec pro příští generaci systémů a nástrojů s využitím 
gridových, virtualizačních a distribuovaných technologií a zaručit ochranu digitálních 
dokumentů na dobu více než jednoho století v síti distribuovaných repozitářů, která dokáže 
zabezpečit jejich trvalou autenticitu a integritu. 
LiWA (Living Web Archives; http://www.liwa-project.eu/) je prvním evropským 
projektem věnovaným speciálně webarchivaci. Cílem této iniciativy je nabídnout uživatelům 
novou formu zpřístupňování obsahu ve webarchivech, lepší vyhledávací služby a vyšší 
kvalitu obsahu (odflitrování spamu a dalších nežádoucích informací). 
Prvním evropským projektem věnovaným výhradně výzkumu emulace je projekt 
KEEP (Keeping Emulation Environments Portable; http://www.keep-project.eu/). Jeho cílem 
je vytvořit takové nástroje pro emulaci, které umožní přesné zobrazení statických 
i dynamických digitálních objektů všech typů (textová, zvuková, obrazová a multimediální 
data, webové stránky, databáze, videohry), a integrovat tyto nástroje do systémů digitálních 
repozitářů. 
PRESTOPRIME (http://www.prestoprime.eu) je prvním evropským projektem 
věnovaným speciálně dlouhodobé ochraně digitálních audiovizuálních dat. Účastní se jej 
přední evropští rozhlasoví a televizní vysílatelé (včetně BBC). Cílem projektu je vytvořit 
rámec pro ochranu a kvalitnější zpřístupňování audiovizuálních dat a poskytnout nástroje 
a služby pro migrace, tvorbu archivačních metadat nebo management digitálních práv. Jedním 
z výstupů PRESTOPRIME má být také integrace audiovizuálních digitálních repozitářů do 
infrastruktury evropských digitálních knihoven. 
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 Mezinárodní iniciativy 
Nejvýznamnější mezinárodní iniciativou digitální archivace byla a dosud nepochybně 
je práce na normě OAIS. Dodejme, že v současnosti probíhají práce na revizi této normy 
a nejvýznamnějšími aktéry jsou v tomto směru týmy z evropských projektů CASPAR 
a SHAMAN a britského Střediska pro digitální kurátorství. V následujícím oddíle 
představíme další mezinárodní aktivity. Dodejme, že vyjma mezinárodních iniciativ v rámci 
Evropské unie, které byly představeny výše, není zatím na globálním poli mnoho velkých 
počinů v tomto směru. Mezi nejvýznamnější z nich (nepočítáme-li OAIS) patří iniciativy 
organizace UNESCO. 
 
InterPARES (International Project on Permanent Authentic Records in Electronic 
Systems; http://www.interpares.org/) je multidisciplinární mezinárodní projekt zabývající se 
autenticitou elektronických záznamů, vedený kanadskou Univerzitou Britské Kolumbie 
(University of British Columbia) a financovaný z kanadských zdrojů. Na projektu se podílejí 
výzkumné týmy z celého světa, včetně Austrálie, Číny, Nizozemska a USA. První fáze 
projektu byla řešena v letech 1999-2001 s cílem zkoumat konceptuální požadavky na 
posuzování a udržování autenticity elektronických záznamů a srovnat kritéria pro tradiční 
a elektronické záznamy s použitím východisek klasické archivní vědy. Navazující projekt 
InterPARES 2 (2002-2006) měl za cíl testovat validitu výsledků první fáze z hlediska tvůrce 
elektronického záznamu. Výstupem byly směrnice pro tvorbu, evaluaci a ochranu 
elektronických záznamů určené jak pro tvůrce, tak pro zainteresované archivní instituce. 
Poslední fáze, projekt InterPARES 3 (2007-2012), má za cíl testovat předchozí výstupy 
v praktických podmínkách. 
Britsko-americký projekt CAMiLEON (http://www.si.umich.edu/CAMILEON/) vedly 
v letech 1999-2002 společně Leedská univerzita (University of Leeds) a Michiganská 
univerzita (University of Michigan). V letech 2002-2003 pokračoval výzkum již jen na 
Michiganské univerzitě. Cílem projektu CAMiLEON bylo vyvinout a evaluovat základní 
praktická ochranná opatření pro digitální archivaci. Jedním z výstupů této anglosaské 
iniciativy byla komparace strategií emulace a migrace. 
Národní knihovna Francie založila v roce 2003 Mezinárodní konsorcium pro archivaci 
internetu (International Internet Preservation Consortium [IIPC]; 
http://www.netpreserve.org/). Konsorcium bylo zpočátku otevřeno pouze pro několik 
vybraných organizací. Po roce 2006 se členem IIPC může stát jakákoli kulturní instituce. 
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 Cílem konsorcia je podpora společných aktivit národních knihoven v oblasti webarchivace 
a podpora vývoje a využívání společných nástrojů, technik a standardů. V současnosti patří 
mezi členy IIPC desítky knihoven a dalších institucí z celého světa, včetně české národní 
knihovny. Koordinátorem IIPC jsou Knihovna a archivy Kanada (Bibliothèque et Archives 
Canada; Library and Archives Canada) a technickou podporu mu zajišťuje francouzská 
národní knihovna. 
V září 2006 bylo v Asolo v Itálii vydáno memorandum Dlouhodobá ochrana 
digitálních dokumentů: mezinárodní hledisko (Long Term Digital Preservation: An 
International Focus) jako závěr setkání odborníků z oblasti digitální archivace z celého světa. 
Odborníci se shodli na základních bodech výzkumu a vývoje digitální archivace: důležitost 
a aktuálnost problému, zvyšování povědomí o problému, složitost problému, technologicky 
neutrální řešení, principy pro ochranu, potřeba výzkumu, potřeba šíření dosavadních znalostí 
a návrh vzniku mezinárodní iniciativy. Za principy ochrany označili experti z Asolo 
následující body: strategie organizací pro zajištění autenticity a integrity digitálních 
dokumentů, adekvátní metadata, používání opensourcových softwarových aplikací, používání 
otevřených formátů, výběr důvěryhodných správců a záruky ochrany pro budoucí generace. 
Navzdory návrhu expertů však dosud žádná taková mezinárodní iniciativa nevznikla. 
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 Národní projekty 
 Mezi nejvýznamnější země anglosaské a evropské oblasti z hlediska podpory 
národních výzkumných iniciativ v oblasti digitální archivace patří Spojené státy americké, 
Austrálie a Velká Británie. Iniciativy těchto zemí mají velký mezinárodní vliv. Mezi další 
aktéry velké podpory národních iniciativ patří ještě Německo, Nový Zéland, Nizozemsko 
nebo Francie.94 
USA 
Jelikož jsou Spojené státy americké nejaktivnější zemí v oblasti digitální archivace, je 
text věnovaný USA rozdělen do šesti dílčích částí: Projekty do roku 1999, NDIIPP, Projekty 
pro důvěryhodné repozitáře, Portico, Metadatové projekty a Univerzitní projekty.  
Projekty do roku 1999 
V roce 1994 založily tehdejší Komise pro ochranu a zpřístupňování (Commission on 
Preservation and Access) a Sdružení vědeckých knihoven (Research Libraries Group) 
Pracovní skupinu pro digitální archivaci (Task Force on Digital Archiving) pro první 
konceptualizaci trvalé udržitelnosti digitálního dědictví v USA. 
Korporace CNRI (Corporation for National Research Initiatives) se v devadesátých 
letech podílela na vývoji dvou významných systémů pro trvalou identifikaci digitálních 
objektů, tedy na jedné ze základních dílčích oblastí digitální archivace. V letech 1992-1996 
vyvinula v rámci projektu CS-TR (Computer Science Technical Reports; 
http://www.cnri.reston.va.us/cstr.html) identifikační systém Handle, jehož první verze byla 
implementována již v roce 1994. Projekt CS-TR financovala vojenská organizace DARPA 
(Defense Advanced Research Projects Agency). 
Korporace CNRI se následně (v letech 1996-1998) ve spolupráci s mezinárodními 
vydavatelskými asociacemi podílela také na projektu DOI (Digital Object Identifier; 
http://www.doi.org/), jehož cílem bylo rozšířit systém Handle o funkcionality potřebné pro 
elektronické obchodování a management digitálních práv v oblasti komerčních digitálních 
publikací. První aplikace systému DOI byla spuštěna v roce 2000.  
V San Francisku byla v roce 1996 založena nezisková organizace Internetový archiv 
(Internet Archive; http://www.archive.org/) s cílem sklízet a archivovat internetové zdroje 
                                                 
94 Tato sekce je zčásti zpracována podle [Evropská komise, 2002], [Beagrie, 2002] a [iPRES, 2008]. 
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 různých typů (textová, zvuková, obrazová a audiovizuální data, software) a nabízet badatelům 
a studentům trvalé zpřístupňování historických webových zdrojů, často již zaniklých.  
V roce 1999 zahájily Knihovny Stanfordské univerzity (Stanford University Libraries) 
projekt LOCKSS (Lots of Copies Keep Stuff Safe; http://www.lockss.org/lockss/) s cílem 
vytvořit opensourcovou softwarovou aplikaci založenou na webových technologiích, která 
umožní archivovat online odborná periodika ve vzájemně sdílené síti.  
Z uživatelů aplikace LOCKSS se stala mezinárodní komunita nazvaná Sdružení 
LOCKSS (LOCKSS Alliance; http://lockss.stanford.edu/lockss/LOCKSS_Alliance), jejímiž 
členy jsou knihovny a vydavatelé, kteří v rámci vzájemné spolupráce archivují digitální data, 
čímž zvyšují perspektivy jejich trvalé udržitelnosti (duplikační migrace) a snižují náklady na 
jejich archivaci. 
NDIIPP 
V prosinci 2000 zřídil Kongres USA (United States Congress) program Národní 
program pro ochranu a infrastrukturu digitálních informací (National Digital Information 
Infrastructure and Preservation Program [NDIIPP]; http://www.digitalpreservation.gov/), 
jehož vedením byla pověřena Kongresová knihovna USA (Library of Congress; 
http://www.loc.gov/). Původně bylo jeho trvání stanoveno na dobu pěti let, později bylo 
prodlouženo do konce roku 2010. Původní rozpočet činil 100 milionů dolarů z federálních 
zdrojů, čímž se NDIIPP stal největší světovou iniciativou pro digitální archivaci. Později byl 
rozpočet snížen na polovinu. Cílem NDIIPP je získávat, archivovat, spravovat a zpřístupňovat 
ohrožený kulturně cenný digitální obsah (převážně výhradně digitální dokumenty) 
v celonárodní sítí kulturních institucí, stanovit opatření a strategie pro jeho dlouhodobou 
ochranu, vytvořit potřebnou technologickou architekturu a být hlavní národní americkou 
aktivitou pro vývoj norem a celonárodních strategií pro výběr sbírky a budování 
celonárodního repozitáře ohrožených digitálních dokumentů. V roce 2002 vydala Kongresová 
knihovna strategický plán pro program NDIIPP, který obsahuje pět klíčových oblastí zájmu: 
rozvoj sbírky, duševní vlastnictví, ekonomické aspekty, standardizace, technická architektura 
a propagace výsledků programu [Library of Congress, 2002]. V rámci NDIIPP byly spuštěny 
v letech 2004-2008 čtyři velké podprogramy.  
Podprogram Partnerství pro digitální archivaci (Digital Preservation Partnerships) 
zahrnuje osm menších projektů s cílem získávat, shromažďovat a archivovat ohrožené 
výhradně digitální dokumenty klíčové z hlediska americké kultury a vytvořit modely pro 
partnerskou spolupráci při budování národní archivační infrastruktury (včetně právních 
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 a ekonomických otázek). Dalším cílem je vytvářet a testovat potřebné nástroje a metadata 
[Smith, 2006]. Jeden z projektů tohoto podprogramu, nazvaný MetaArchive Project 
(http://www.metaarchive.org/), měl za úkol vytvořit distribuovaný repozitář spravovaný 
několika geograficky vzdálenými institucemi. 
Podprogram DIGIARCH (Digital Archiving and Long-Term Preservation Research 
Program; http://www.digitalpreservation.gov/partners/digarch/) byl první americkou 
výzkumnou iniciativou na federální úrovni, která byla věnovaná výhradně problematice 
digitální archivace. V programu DIGIARCH bylo celkem deset výzkumných projektů, které 
vedly univerzitní výzkumné týmy ve třech oblastech. První oblastí byly modely digitálního 
repozitáře, druhou nástroje, technologie a procesy a třetí organizační, ekonomické 
a strategické otázky digitální archivace. Mezi cíli jednotlivých projektů byly archivace 
technických dat typu CAD, zabezpečovací mechanismy repozitářů, autenticita a integrita 
digitálního videa nebo budování digitálního repozitáře pro geoprostorová data. 
Partnery podprogramu nazvaného Ochrana tvůrčí Ameriky (Preserving Creative 
America) byly komerční i nekomerční organizace produkující nebo spravující audiovizuální 
digitální data. Tento podprogram tvořilo 8 projektů, jejichž cíli byla standardizace formátů 
a metadat v oblasti digitálního audiovizuálního umění a doporučení strategií pro archivaci 
profesionálních i amatérských fotografií, komerčních i nezávislých filmů, zvukových 
nahrávek, videoher, literárních děl a komiksů v digitální podobě [Library of Congress, 
2007a]. Vedoucím jednoho z projektů byla Americká akademie filmových věd a umění 
(Academy of Motion Picture Arts and Sciences [AMPAS]), tedy instituce, která každý rok 
uděluje světoznámé filmové ceny.  
Ochrana informací ze státní správy (Preserving State Government Information; 
http://www.digitalpreservation.gov/partners/states.html) je zatím posledním podprogramem 
v rámci NDIIPP. Skládá se ze čtyř projektů zahrnujících partnery z 23 členských států USA, 
jejichž cílem je vytvářet nástroje, služby a metody pro získávání, archivaci a zpřístupňování 
kulturně cenných digitálních dokumentů z oblasti státní a místní správy USA (katastrální 
a geoprostorová data, legislativní záznamy apod.). 
Iniciativu WebCapture (http://www.loc.gov/webcapture/) spustila Kongresová 
knihovna již v roce 2000. Jejím cílem je pravidelné provádění tematických webových sklizní. 
Od roku 2006 zpřístupňuje Kongresová knihovna v rámci programu NDIIPP takto sklizený 
obsah ve své digitální knihovně. WebCapture v současnosti sklízí více jak 2 tisíce webů 
a zpřístupňuje je v 17 tematických sbírkách.  
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 V programu NDIIPP bylo spuštěno také několik projektů zaměřených na testování 
technické architektury: patří sem projekty Test deponování a správy v repozitáři (Archive 
Ingest and Handling Test; http://www.digitalpreservation.gov/partners/aiht/aiht.html) 
a Projekt pro přesuny a ukládání dat (Data Transfer and Storage Project; 
http://www.digitalpreservation.gov/library/challenge/sdsc.html). 
V letech 2006-2009 financoval program NDIIPP také projekt Stanfordské univerzity 
nazvaný CLOCKSS (Controlled Lots of Copies Keep Stuff Safe; 
http://www.clockss.org/clockss/), jehož cílem bylo rozšířit služby stávajícího LOCKSS 
o funkci tzv. „dark archive“ (speciální distribuovaná ochrana digitálních dokumentů, kdy 
z hlediska práv duševního vlastnictví není možné, aby měli všichni účastníci volný přístup 
k archivovanému obsahu). 
Projekty pro důvěryhodné repozitáře  
 Sdružení vědeckých knihoven se v letech 2000-2002, resp. 2003-2005 podílelo na 
dvou prvních významných světových projektech pro certifikaci důvěryhodných repozitářů 
s cílem definovat požadavky důvěryhodnosti repozitářů a stanovit proces jejich certifikace. 
Prvním z nich byl projekt Atributy důvěryhodných digitálních repozitářů (Attributes 
of Trusted Digital Repositories; http://www.oclc.org/programs/ourwork/past/trustedrep/), 
který Sdružení vědeckých knihoven vedlo spolu s OCLC. Druhým byl projekt Certifikace 
digitálního repozitáře (Digital Repository Certification; 
http://www.oclc.org/programs/ourwork/past/repositorycert.htm), vedený Sdružením 
vědeckých knihoven a organizací NARA (National Archives and Records Administration). 
Výstupem prvního projektu byl seznam obecných kritérií, druhý přinesl již konkrétnější 
soupis požadavků s kontrolními otázkami a příklady. 
 V započatém výzkumu Sdružení vědeckých knihoven a organizace NARA 
pokračovalo Středisko pro vědecké knihovny (Center for Research Libraries). Toto odborné 
středisko vedlo v letech 2005-2006 Projekt certifikace digitálních repozitářů (Certification of 
Digital Archives Project; http://www.crl.edu/content.asp?l1=13&l2=58&l3=142) s cílem 
vytvořit postupy a metriku pro certifikaci důvěryhodných digitálních repozitářů. Výstupem 
projektu je nástroj TRAC, dnes patrně nejuznávanější certifikační nástroj pro digitální 
repozitáře, v první verzi vydaný počátkem roku 2007. 
Portico 
Projekt Portico (http://www.portico.org/) byl spuštěn v roce 2002 jako aktivita 
organizace JSTOR zaměřená na archivaci elektronických verzí vědeckých časopisů, 
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 spravovaných touto organizací. Později se z Portica stala služba nabízená jakýmkoli 
vědeckým periodikům vycházejícím v digitální podobě. V současnosti Portico archivuje více 
jak deset milionů článků. V lednu 2010 udělilo Středisko pro vědecké knihovny Porticu 
certifikaci důvěryhodného repozitáře.  
Metadatové projekty 
 V letech 2003-2005 vedly OCLC a Sdružení vědeckých knihoven pracovní skupinu 
nazvanou Archivační metadata: implementační strategie (Preservation Metadata: 
Implementation Strategies; http://www.oclc.org/research/projects/pmwg/), s cílem vyřešit 
otázku implementace archivačních metadat, konceptualizovaných v normě OAIS. Výstupem 
byl metadatový standard PREMIS, obsahující řízený slovník a datový model pro 
implementaci metadat. Od roku 2005 udržuje, podporuje a koordinuje další vývoj tohoto 
standardu Kongresová knihovna (http://www.loc.gov/standards/premis/). V roce 2008 byla 
vydána jeho druhá verze.  
 Federace pro digitální knihovny (Digital Library Federation [DLF]) iniciovala v roce 
2001 projekt METS (Metadata Encoding and Transmission Standard; 
http://www.loc.gov/standards/mets/) s cílem vytvořit standard pro balíčkování archivačních 
metadat vyhovující požadavkům na dodavatelské, archivační a uživatelské balíčky podle 
modelu OAIS. Projekt METS je nyní udržován Kongresovou knihovnou a dále vyvíjen 
Federací pro digitální knihovny. 
Univerzitní projekty 
 Významné americké univerzity vedly tři velké projekty digitální archivace, na jejichž 
financování se většinou podílela Nadace Andrew W. Mellona (Andrew W. Mellon 
Foundation). 
Harvardská univerzitní knihovna (Harvard University Library) ve spolupráci 
s organizací JSTOR vytvořila softwarový nástroj pro charakterizaci několika hojně užívaných 
typů formátů, nazvaný JHOVE (JSTOR/Harvard Object Validation Environment; 
http://hul.harvard.edu/jhove/). Od roku 2005 se tato knihovna také podílela na projektu GDFR 
(Global Digital Format Registry; http://www.gdfr.info/) s cílem vytvořit decentralizovanou síť 
autoritativních, interoperabilních formátových registrů a zavést trvale udržitelné distribuované 
služby pro uchovávání, zjišťování a poskytování informací o digitálních formátech. Projekt 
vydal formátový a datový model a klasifikaci formátů. Dále vyprodukoval betaverze 
softwarových nástrojů pro charakterizaci. V dubnu 2009 byl projekt GDFR ukončen 
z nedostatku finančních prostředků a v jeho snaze pokračuje nový projekt UDFR (Unified 
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 Digital Formats Registry; http://www.udfr.org/), vedený několika významnými kulturními 
institucemi z celého světa. Cílem UDFR je vytvořit nový formátový registr založený na 
dosavadních výstupech GDFR a britské iniciativy PRONOM. 
Výzkumný tým z Virginské univerzity (University of Virginia) vyvíjel v letech 2001-
2003 v rámci projektu Fedora (http://www.fedora.info/) softwarový systém pro digitální 
repozitáře založený na architektuře Fedora. V současnosti ve výzkumu a vývoji pokračuje 
nezisková organizace Fedora Commons. 
Knihovny Massachusettského technologického institutu (Massachusetts Institute 
of Technology Libraries) vytvořily v letech 2000-2002 softwarový systém pro digitální 
repozitáře výzkumných organizací, nazvaný DSpace (http://www.dspace.org/). Systém dále 
vyvíjí Federace pro DSpace (DSpace Federation).  
V roce 2009 se obě výše uvedené vývojářské organizace spojily a vytvořily společný 
projekt DuraSpace (http://duraspace.org/), který bude vytvářet nový opensourcový software 
pro digitální repozitáře, založený na produktech Federace pro DSpace a Fedory Commons.  
Austrálie 
 V Austrálii je hlavním hráčem na poli digitálních iniciativ Australská národní 
knihovna (National Library of Australia; http://www.nla.gov.au/), která patří mezi 
nejcitovanější příklady dobré praxe v digitální archivaci vůbec. Již v roce 2000 
spolupracovala s Konferencí ředitelů národních knihoven (Conference of Directors 
of National Libraries [CDNL]) na manifestu pro digitální archivaci a o tři roky později to byla 
právě ona, která vypracovala směrnice pro digitální archivaci pro organizaci UNESCO. 
Austrálie patří společně s USA mezi země, které se jako vůbec první na světě začaly zabývat 
trvalou udržitelností digitálního dědictví.  
 
Vzhledem k faktu, že Austrálie má od devadesátých let jednu z nejvyšších úrovní 
internetového připojení na světě, není překvapivé, že také patřila mezi první země, které se 
začaly zabývat webarchivací. Již v roce 1996 spustila Australská národní knihovna projekt 
PANDORA (Preserving and Accessing Networked Documentary Resources in Australia; 
http://pandora.nla.gov.au/) s cílem zkoumat strategie a zavádět postupy pro získávání online 
zdrojů (seriály, noviny, knihy, webové stránky) v australské národní doméně a vytvořit 
digitální repozitář pro jejich ukládání, ochranu a zpřístupňování. Společně s Internetovým 
archivem se stal projekt PANDORA první velkou iniciativou pro webarchivaci na světě 
 XII  
 
 
 a úspěšně funguje dodnes. V současnosti zpřístupňuje přes 17 tisíc archivovaných online 
zdrojů.  
 Ve stejném roce založila tatáž knihovna webový portál PADI (Preserving Access to 
Digital Information; http://www.nla.gov.au/padi/). Portál shromažďuje a udržuje informace 
o všech významných událostech a výzkumech v oblasti dlouhodobé ochrany a je hlavním 
autoritativním zdrojem sekundárních informací o dlouhodobé ochraně digitálního dědictví. 
V letech 2003-2005 vedlo dnes již zaniklé australské výzkumné středisko DSTC 
(Distributed Systems Technology Centre) projekt PANIC (Preservation Webservices 
Architecture for Newmedia and Interactive Collections; http://www.metadata.net/panic/) 
s cílem vyvíjet nástroje pro archivaci multimediálních dat. Jedním z výstupů projektu byl 
nástroj PREMINT (PREservation Metadata INput Tool), vyvinutý pro shromažďování 
informací o digitálním objektu, které usnadní jeho dlouhodobou ochranu.  
Projekt PILIN (Persistent Identifier and Linking Infrastructure; 
http://www.pilin.net.au/) probíhal v rámci australského národního programu pro výzkumné 
repozitáře ARROW II v letech 2006-2007 a jeho cílem bylo vytvořit základ pro jednotnou 
národní infrastrukturu identifikátorů. Za výchozí architekturu byl vybrán systém Handle. 
Dalším z cílů projektu bylo najít konsensus v otázce trvalé identifikace mezi kulturním 
a vzdělávacím sektorem a vydat přehledové publikace. 
Velká Británie 
Velká Británie patří mezi lídry digitální archivace. Jednou z příčin je skutečnost, že 
v Británii existuje silný vydavatelský sektor produkující digitální publikace, a tak existuje 
i silná poptávka po vývoji ochranných opatření k zajištění jejich trvalé udržitelnosti. Druhou 
významnou oblastí zájmu britské digitální archivace jsou webové zdroje: britské webarchivy 
jsou svým objemem největší na světě. V Británii také fungují dvě nejvýznamnější organizace 
věnující se výhradně digitální archivaci: Koalice pro digitální archivaci a Středisko pro 
digitální kurátorství. 
Mezi hlavní poskytovatele financí pro digitální archivaci zde patří poradní výbor JISC 
(Joint Information Systems Committee; http://www.jisc.ac.uk/), který rozhoduje o distribuci 
veřejných finančních prostředků určených britským vysokým školám. Od června 2000 vede 
tento výbor iniciativu na podporu britské digitální archivace nazvanou DPF (Digital 
Preservation Focus). Mezi hlavní úkoly iniciativy DPF patří ochrana digitálních publikací 
využívaných v britském výzkumu a výuce, na které se nevztahuje britská legislativa pro 
povinný výtisk. Dalšími cíli iniciativy je rozvoj institucionálních repozitářů a specifický 
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 výzkum v oblasti digitální archivace. JISC ještě před spuštěním DPF financoval první 
výzkumné projekty digitální archivace na světě: CEDARS (1998-2002) a CAMiLEON (1999-
2002). Dále financoval většinu významných iniciativ pro digitální archivaci v Británii, 
například projekty DAAT (2004-2007), LIFE (první fáze 2005-2006, druhá fáze 2007-2008) 
nebo Espida (2005-2007). Výbor se též podílel na založení Koalice pro digitální archivaci 
(2001), Střediska pro digitální kurátorství (2003) a konsorcia UKWAC (2004).  
Druhým významným institucionálním hráčem v Británii jsou britské Národní archivy 
(National Archives), které již v roce 2002 vytvořily nejvýznamnější formátový registr světa 
(PRONOM).  
 
 Projekt CEDARS 
(http://www.webarchive.org.uk/wayback/archive/20050409230000/http://www.leeds.ac.uk/ce
dars/index.html) byl prvním britským výzkumným projektem v oblasti digitální archivace. 
Byl veden Leedskou univerzitou a zkoumal základní otázky digitální archivace, jako jsou 
akvizice, archivační metadata nebo digitální práva. Jeho velkým přínosem pro vývoj oboru je 
zavedení konceptu signifikantních vlastností.  
 PRONOM (http://www.nationalarchives.gov.uk/PRONOM/) je iniciativa britských 
Národních archivů, která byla spuštěna na jaře roku 2002. Cílem bylo vytvořit repozitář 
technických informací vztahujících se k archivovaným digitálním objektům. Součástí projektu 
je také vývoj softwarové aplikace pro automatickou identifikaci formátů nazvané DROID 
(Digital Record Object Identification). 
 Projekt DAAT (Digital Asset Assessment Tool; http://www.ulcc.ac.uk/daat.html) 
vedla Londýnská univerzita (University of London) s cílem vytvořit nástroje pro identifikaci 
potřeb heterogenních digitálních sbírek. 
 Projekt LIFE (Lifecycle Information For E-Literature; http://www.life.ac.uk/) vedly 
UCL (University College London) a Britská knihovna s cílem kvantifikovat skutečnou cenu 
digitální archivace (rozvaha nad náklady a zisky). LIFE byl patrně prvním projektem na světě 
v této oblasti. V první fázi byly testovány náklady na archivaci výhradně digitálních 
dokumentů, v druhé fázi byla provedena komparace nákladů na archivaci digitalizovaných 
a tištěných dokumentů.  
 Projekt Espida (http://www.gla.ac.uk/espida/) vedla Glasgowská univerzta (Univerzity 
of Glasgow) s cílem vytvořit trvale udržitelný obchodní model digitální archivace pro oblast 
vzdělávání.  
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 Členská organizace Koalice pro digitální archivaci (Digital Preservation Coalition;  
http://www.dpconline.org/) byla založena s cílem podporovat digitální archivaci ve Velké 
Británii a účastnit se mezinárodních aktivit. Mezi její hlavní úkoly patří produkce, 
poskytování a rozšiřování informací o současném vývoji digitální archivace. Členy této 
koalice jsou významné britské kulturní instituce včetně Britské knihovny nebo stanice BBC. 
Koalice pro digitální archivaci vydává od roku 2001 (ve spolupráci s portálem PADI) 
informační zpravodaj přinášející novinky z oblasti vývoje digitální archivace ve světě. Tento 
zpravodaj je nejvýznamnějším zdrojem informací o probíhajícím výzkumu a iniciativách 
v oblasti dlouhodobé ochrany digitálního kulturního dědictví. 
Středisko pro digitální kurátorství (Digital Curation Centre; http://www.dcc.ac.uk/) je 
organizace spravovaná několika britskými výzkumnými institucemi a jejím cílem je stát se 
střediskem nejlepších odborných znalostí v oblasti digitálního kurátorství a digitální archivace 
ve Velké Británii. Středisko se podílí na řadě výzkumných aktivit.  
Konsorcium UKWAC (UK Web Archive Consortium; 
http://www.webarchive.org.uk/ukwa/) je tvořeno šesti britskými kulturními institucemi, v čele 
s Britskou knihovnou, které archivují čtyři tisíce vybraných a pravidelně sklízených 
internetových zdrojů. Od roku 2005 je také volně zpřístupňují v uživatelsky velmi přívětivém 
rozhraní vlastní digitální knihovny (zatím v betaverzi). 
Nizozemsko 
Nizozemsko je podobně jako Velká Británie zemí, v níž je značný objem digitálního 
dědictví tvořen komerčními digitálními publikacemi. V Nizozemsku totiž sídlí přední světová 
vydavatelství, jako jsou Kluwer nebo Elsevier. Hlavní iniciativy v zemi jsou institucionální 
iniciativy, které vede nizozemská Královská knihovna (Koninklijke Bibliotheek; 
http://www.kb.nl/). V Nizozemsku neexistují právní předpisy pro povinný výtisk publikací, 
ale funguje zde institut dobrovolného výtisku. Z tohoto důvodu nemusela Královská knihovna 
– na rozdíl od národních knihoven jiných zemí – spekulovat o tom, zda ji čekají legislativní 
změny v oblasti povinného elektronického výtisku, a mohla začít rovnou konat sama. Již 
v roce 1998 uzavřela dohodu s Asociací nizozemských nakladatelů (Dutch Publishers 
Association), která rozšiřovala institut dobrovolného výtisku o off-line digitální publikace (na 
nosičích CD-ROM). Později tyto dohody rozšířila o další typy digitálních publikací 
a nenizozemské vydavatele. Nizozemsko se tak stalo zemí, která archivuje největší počet 
komerčních digitálních publikací na světě. V této oblasti je hlavní nizozemskou iniciativou 
vývoj digitálního repozitáře e-Depot.  
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 V letech 1999-2003 vyvíjela Královská knihovna společně s IBM digitální repozitář  
e-Depot (http://www.kb.nl/dnp/e-depot/e-depot-en.html). Byl zprovozněn v lednu 2003 
a vystaven na softwarovém systému DIAS (IBM). Stal se prvním systémem na světě, který 
dokázal zajistit dlouhodobou ochranu digitálních dokumentů. Původně byl  
e-Depot navržen pro archivaci digitálních publikací nizozemských vydavatelů, později byl 
vyvinut nový mezinárodní rámec a do e-Depotu začala ukládat své digitální publikace také 
většina velkých mezinárodních vědeckých vydavatelství (např. Springer, Blackwell, Oxford 
University Press nebo Sage). Na konci roku 2008 bylo v e-Depotu archivováno již 12 milionů 
digitálních dokumentů. 
Nizozemská Královská knihovna se také výrazně podílí na výzkumu emulace jako 
jedné ze strategií digitální archivace (modulární Dioscuri, vývoj konceptu UVC) a hraje 
klíčovou roli v mezinárodních aktivitách, jakými jsou práce pro UNESCO nebo evropské 
projekty věnované digitálním knihovnám (například Europeana) a digitální archivaci. Již 
v 90. letech vedla Královská knihovna evropský projekt NEDLIB.  
S výjimkou projektu CASPAR jsou nizozemské kulturní instituce, resp. komerční 
firmy (konkrétně firma PHILIPS a nizozemská pobočka firmy IBM) zastoupeny ve všech 
projektech Evropské unie pro digitální archivaci (jde o projekty ERPANET, PLANETS, DPE, 
SHAMAN, KEEP, PRESTOPRIME a LiWA). 
Německo 
Německo bylo po USA druhou zemí, kde se digitální archivace začala řešit na úrovni 
celonárodní iniciativy financované ze státního rozpočtu. Spolkové ministerstvo pro 
vzdělávání a výzkum (Bundesministerium für Bildung und Forschung) financovalo dvě 
významné národní iniciativy: v letech 2002-2005 to byl projekt EPICUR a od roku 2003 až 
do současnosti velký národní program nestor. Nestor nyní vstoupil do své druhé fáze  
(2006-2009). 
 
Německý národní program nestor (Network of Expertise in Long-term STOrage 
of Digital Resources; http://www.langzeitarchivierung.de/)95 je celonárodní kooperativní 
iniciativa pro německé knihovny, archivy, muzea a odborníky vedená Německou národní 
knihovnou (Deutsche Nationalbibliothek; http://www.d-nb.de/). Cílem nestoru je vytvořit 
                                                 
95 Německý název programu je „Kompetenznetzwerk Langzeitarchivierung und Langzeitverfügbarkeit digitaler Ressource“. 
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 expertní síť a trvalý rámec pro všechny dílčí otázky digitální archivace. V rámci programu 
funguje několik pracovních skupin se specifickými cíli (důvěryhodné repozitáře, multimédia, 
kooperativní práce, normy, e-věda, gridové technologie). Nestor publikuje řadu významných 
studií a standardů, včetně standardů pro certifikaci digitálních repozitářů nebo doporučení pro 
systémy trvalé identifikace.  
Projekt EPICUR (Enhancement of Persistent Identifier Services-Comprehensive 
Method for Unequivocal Resource Identification;  
http://www.d-nb.de/wir/projekte/epicur.htm) vedla Německá národní knihovna s cílem 
vytvořit systém pro trvalou identifikaci a vyhledávání plnotextových digitálních verzí 
závěrečných vysokoškolských prací a jiných online publikací, založený na systému 
URN:NBN. Výstupem projektu jsou služby německého národního resolveru 
(http://www.persistent-identifier.de/) pro přidělování a správu trvalých identifikátorů 
a zpřístupňování takto identifikovaných dokumentů v německé i zahraniční oblasti 
(Švýcarsko, Rakousko aj.). 
Francie 
 Ve Francii existuje silný důraz na zpřístupňování digitalizovaných sbírek z veřejné 
domény (digitalizace zde začala již v roce 1992). Digitální knihovnou, která tuto službu 
provozuje, je Gallica. Národní knihovna Francie (Bibliothèque nationale de France; 
http://www.bnf.fr/) jako jedna z mála národních knihoven již vykonala formátovou migraci 
své sbírky. Od roku 2000 tato národní knihovna také zahajuje výzkum webarchivace (pod 
vedením Juliena Masanése, který je pravděpodobně největším současným odborníkem na 
webarchivaci), v roce 2002 začíná digitalizovat také videosbírky a v roce 2003 zakládá 
konsorcium pro webarchivaci (IIPC). Jelikož pro archivaci a zpřístupňování webového 
obsahu se zvažuje využití strategie emulace, není překvapivé, že se Národní knihovna Francie 
také významně podílí na výzkumu v této oblasti a nový evropský projekt pro emulaci 
spuštěný začátkem roku 2009 (KEEP) vede právě tato instituce.  
Nový Zéland 
 Nový Zéland se těší výjimečné podpoře ze strany tamní legislativy i vlády. Zákon 
z roku 2003 dal Novozélandské národní knihovně (National Library of New Zealand; 
http://www.natlib.govt.nz/) mandát zajistit dlouhodobou ochranu digitálního kulturního 
dědictví. Novozélandské Ministerstvo pro komunikaci a informační technologie (Minister for 
Communications and Information Technology) národní knihovnu plně podporuje v rámci své 
„digitální strategie“. Díky tomu se Nový Zéland dostal do situace, ve které dosud nebyla 
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žádná jiná země – má vhodný ekonomický i organizační rámec pro to, aby od samého začátku 
koordinoval a synchronizoval digitalizační aktivity, vývoj digitálních knihoven a výzkum 
v oblasti digitální archivace. Novozélandská národní knihovna má tak jedinečnou možnost 
vytvářet jednotnou a komplexní strategii pro trvale udržitelné digitálního dědictví a vyvarovat 
se problémů, které způsobovalo budování digitálních knihoven nebo digitalizace bez 
perspektivy dlouhodobého řešení v celém západním světě od 90. let. 
 Novozélandská národní knihovna si také vytvořila řadu vlastních archivačních 
nástrojů, například Metadata Extraction Tool pro charakterizaci formátů, nástroj INDIGO 
(nástroj pro deponovací entitu) nebo Web Curator Tool pro sklízení a archivaci webových 
zdrojů. V současnosti buduje národní digitální repozitář NDHA (National Digital Heritage 
Archive; http://ndha-wiki.natlib.govt.nz/ndha/), na kterém pracuje spolu s firmami Ex Libris 
(softwarový systém, nazvaný původně Digital Preservation System, v roce 2009 
přejmenovaný na „Rosetta“) a SunMicrosystem (hardwarové řešení). 
Evidence výpůjček 
 
Prohlášení: 
Dávám svolení k půjčování této rigorózní práce. Uživatel potvrzuje svým podpisem, že bude 
tuto práci řádně citovat v seznamu použité literatury. 
 
V Praze, 1. 3. 2010 
                           Ladislav Cubr  
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