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Вопрос обеспечения безопасности крупных объектов всегда имел особое значение как в обще-
государственном масштабе, так и в сфере частного бизнеса. Под крупными объектами подразумеваются: 
промышленные предприятия, крупные склады и хранилища, объекты энергетического и химического 
комплексов, аэропорты и испытательные полигоны, т. е. объекты, которые расположены на значительных 
площадях и включают в себя большое число зданий и сооружений. Такие объекты обычно имеют повышенные 
требования к обеспечению физической защиты от несанкционированного проникновения и недопущению 
проведения несанкционированных мероприятий, к обеспечению пожарной, экологической и техногенной 
безопасности. 
Одним из важных аспектов в решении вопроса безопасности этих объектов является создание 
электронных систем охраны их периметров, которые обеспечивают как контроль несанкционированного 
проникновения на территорию объекта, так и контроль прохода или проезда на его территорию субъектов и 
транспортных средств, при непосредственном функционировании этих объектов. 
Для систем охраны периметра, в зависимости от типа объекта и основных требований к обеспечению его 
безопасности, определяется перечень основных функциональных задач, для решения которых разрабатывается 
комплекс электронных и радиотехнических средств: 
— комплекс устройств раннего предупреждения на подступах к периметру; 
— один или несколько рубежей электронной защиты от несанкционированного проникновения; 
— охранное периметровое освещение и служебная связь вдоль тропы контролеров; 
— электронный рубеж противодействия и рубеж предупреждения подкопов; 
— пункты для обеспечения контроля участков периметров и подсистема видеонаблюдения; 
— контрольно-пропускные пункты и центральный пульт управления системой. 
Таким образом, учитывая наличие различных технических средств, важное значение имеет задача 
оптимизации решений по построению систем охраны периметров объектов. 
Основными критериями оптимизации решений по построению систем охраны периметров крупных 
объектов является повышение эффективности и надежности их работы, снижение стоимости, повышение 
уровня автоматизации контроля процессов и принятия решений при условии повышения степени 
персональной ответственности за принятие решений и общей информативности. 
Авторы в течение последних десяти лет, занимаясь практической реализацией систем охраны 
периметров объектов, выполнили более десятка рабочих проектов. Практическая реализация на сегодняшний 
день ряда предложенных решений подтверждает эффективность метода и позволяет на основе обобщения 
результатов проведенной работы получить некоторые методологические рекомендации, которые могут быть 
полезны при решении аналогичных задач. 
По данному направлению работы авторы имеют патентные решения и ряд публикаций. 
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