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Республика Корея в условиях цифровых угроз 
XXI в. стал веком прорывных информационных технологий, которые 
привнесли в жизнь современного общества как новые возможности раз-
вития, так и новые проблемы и угрозы. Развитые информационные техно-
логии изменили стиль жизни общества, соответственно, и общественные 
ценности. Одним из основных последствий глобальной информатизации 
государственных и военных структур стало возникновение новой среды – 
киберпространства [1].
По мере увеличения числа пользователей Интернета возрастают угро-
зы в сфере кибербезопасности, связанные с нарушением конфиденциаль-
ности и утечкой персональных данных [2]. Неправомерное использование 
информационно-коммуникационных технологий (ИКТ) ведет к появле-
нию таких угроз, как возможность манипулирования информацией част-
ных лиц или других государств; дезинформация и сокрытие информации; 
искажение традиционных культурных, нравственных, этических и эстети-
ческих ценностей [3].
По данным комиссии ООН, лидером по уровню проникновения ши-
рокополосного Интернета стала Республика Корея – 98,8 % [4]. Страна 
сталкивается с угрозой внешних кибератак, что вынуждает ее концентри-
ровать все усилия на защите своего киберпространства. Правительствен-
ные организации и финансовые фирмы стали зависимыми от веб-сайтов и 
веб-приложений, следовательно, они более подвержены кибератакам [5].
Одна из самых масштабных кибератак последних лет в Республике 
Корея произошла 20 марта 2013 г. Согласно отчету Корейского агентства 
по интернет-безопасности (KISA), в Республике Корея атакам типа DDoS 
(отказ в обслуживании) подверглись 48 тыс. компьютеров. Экономиче-
ский ущерб кибератаки был оценен в 750 млн долларов [6]. Вредоносное 
программное обеспечение (ПО), в результате которого прекратили работу 
национальные корейские компьютерные сети на телевизионных станци-
ях KBS, MBC, YTN, а также были прекращены операции в трех банках – 
Shinhan, NongHyup и Jeju, называется DarkSeoul [7].
Правительство Республики Корея заявило, что злоумышленники по-
лучили контроль над персональными компьютерами или серверными 
компьютерами в целевых организациях. После выполнения действий по 
мониторингу злоумышленники отправили команду на удаление данных, 
хранящихся на сервере, и распространили вредоносное ПО на отдельные 
компьютеры через центральный сервер [7].
Эксперты до сих по не могут выяснить, кто виноват в ряде кибератак, 
совершенных в отношении Южной Кореи. В Республике Корея экспер-
ты по кибербезопасности связали инцидент с китайским IP-адресом, что 
усилило подозрения в отношении Северной Кореи, так как «эксперты по 
разведке считают, что Северная Корея обычно использует китайские ком-
пьютерные адреса, чтобы скрыть свои кибератаки» [8]. 
Из вышесказанного можно сделать вывод о том, что система обеспе-
чения кибербезопасности Республики Корея нуждается в усовершенство-
вании. С развитием ИКТ растет и необходимость в проведении политики, 
регулирующей и ограничивающей деятельность в киберпространстве, 
так как сегодня мир очень зависим от бесперебойного функционирова-
ния информационной инфраструктуры, именно от ее работы зависит как 
моральное, так и материальное благосостояние людей, а иногда даже их 
жизнь.
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Ценности, которые транслировала Япония: 
основные сюжеты росписи экспортной керамики Сацума 
второй половины XIX в.
Необыкновенному интересу к культуре и произведениям искусства 
Японии во второй половине XIX в. способствовала реставрация Мэйдзи, 
а также успех в 1867 г. на Всемирной выставке в Париже промышлен-
ных и ремесленных товаров, представляющих разные провинции Японии. 
Среди потока хлынувших на Запад предметов декоративно-прикладного 
искусства особо можно выделить «сацумскую керамику», которая, поко-
рив сердца европейцев, стремительно становится объектом собиратель-
ства и коллекционирования, а позже и музейных коллекций. Однако стоит 
отметить, что в понятие «сацумская керамика» входят не только работы 
гончарных мастерских провинции Сацума (после 1872 г. – префектура Ка-
госима) с фамильным гербом клана Симадзу, но также и изделия, выпол-
ненные в Киото и Иокогама, которые активно подражали художественным 
особенностям декора этого керамического центра. Этот нехитрый прием 
помогал мастерским увеличить сбыт своей продукции на Западе и под-
нять стоимость изделия на внешнем рынке [1]. 
Предметы, известные за пределами страны-производителя и вошед-
шие в группу, объединенную понятием «сацумская керамика», в большин-
стве случаев можно описать как «выполненные из светлой керамической 
массы, покрытые полупрозрачной кремовой глазурью с тонкой сетью тре-
щин-кракле»; вместе с тем, «богато декорированные, ярко расписанные 
изделия поражали искусностью исполнения, экзотическим видом, увле-
кательностью сюжетов росписи» [2]. «Сацумская керамика», какой мы ее 
знаем, была исключительно экспортным продуктом, не имевшим призна-
ния на внутреннем рынке Японии и даже не воспринимавшимся как часть 
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