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POVZETEK 
V magistrski diplomski nalogi raziskujem možnosti pogodbenega urejanja razmerja med ponudnikom 
in naročnikom določenih storitev računalništva v oblaku kot so opredeljene v nadaljevanju - kadar sta 
pogodbeni stranki gospodarska subjekta slovenskega prava in razmerje ne vsebuje mednarodnih 
elementov. Zanima me katere zakonske določbe so relevantne za opredelitev takega razmerja, za 
kakšen tip pogodbe gre in kako ter v kolikšni meri lahko stranki avtonomno oblikujeta pogodbeno 
razmerje. Ugotavljam kateri elementi pogodbe pomembno zavarujejo ali ogrožajo interese 
pogodbenih strank, katere določbe pogodbene stranke običajno vnašajo v pogodbo in ali je izrecno 
urejanje posameznih elementov potrebno, ali le prispeva k jasnosti pravnega razmerja. V zadnjem delu 
ugotavljam ali so pravne značilnosti pogodbe o zagotavljanju storitev računalništva v oblaku v praksi 





Ključne besede: računalništvo v oblaku, gospodarsko pravo, pogodba, javni oblak, poslovanje v oblaku 
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ABSTRACT 
In my master's thesis I explore possibilities for contractual regulation of relationship between 
subscriber and provider of cloud computing services as defined below - where the contracting parties 
are economic entities established under slovenian law and the relationship does not contain 
international elements. I try to determine what applicable legal provisions define such a relationship, 
what type of contract it is, how and to what extend the parties can autonomously form the contractual 
relationship. I search for contractual elements that significantly protect or threaten the interests of 
contractual parties, I summarize what clauses the contracting parties usually insert in the contract and 
try to discern which are necessary, and which only additionally clarify rights and obligations of the 
parties. In the last part I'm trying to determine whether the legal features of the contract type have 
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1 UVOD 
Računalništvo v oblaku postaja vse bolj razširjen in ekonomičen način zagotavljanja osnovnih 
informacijsko-tehnoloških pogojev za izvajanje glavne profitne dejavnosti gospodarskih subjektov. Ob 
številnih prednostih kot so: varnostne kopije podatkov, nižji stroški in fleksibilnost,1 se za oddaljeno 
shranjevanje in dostop do podatkov odloča vse več družb in podjetnikov. 
Storitve računalništva v oblaku zagotavljajo ponudniki informacijskih tehnologij. Računalništvo v 
oblaku poslovnim uporabnikom omogoča shranjevanje podatkov, lahko pa celo prepustitev upravljanja 
celotnega informacijskega sistema v zunanje izvajanje ponudniku, odvisno od izbranega modela 
storitev.  
Glede na izbiran model mora biti prilagojena vsebina pogodbe med ponudnikom in naročnikom. 
Izhodiščno mora biti jasno določena narava pogodbe, da lahko razberemo katera relevantna pravila, 
razmerje med pogodbenima strankama že opredeljujejo.  
Po opredelitvi bistvenih sestavin pogodbe (pravic in obveznosti) je pomembno, da se obe stranki 
ustrezno zavarujeta z dodatnimi določbami v pogodbi, posebej kadar pomembni vidiki pravnega 
razmerja z zakonom niso urejeni. Da se lahko stranki ustrezno zavarujeta morata najprej razumeti 
naravo storitev. 
  
                                                          
1 Odvisno od ponujenih storitev. 
   
9 od 45 
1.1 Pojmi in izhodišča 
1.1.1 Računalništvo v oblaku 
Računalništvo v oblaku ni inovacija, je združitev že uveljavljenih IT konceptov in drugačen način njihove 
uporabe. Gre za skupek tehnologij kot so virtualizacija strojne opreme in omrežij, avtomatizacija in 
orkestracija, ter druge spletne tehnologije.2 Zajema lahko več storitev npr. shranjevanje podatkov, 
zagotavljanje varnostnih kopij, upravljanje, vzdrževanje, posodabljanje programske opreme in 
podporo pri uporabi.3 V svoji osnovni obliki je računalništvo v oblaku dostop do oddaljenega 
računalnika4 preko internetne povezave. Je IT storitev, ki jo opredeljuje pet lastnosti:  
- je samopostrežna5 storitev na zahtevo,6 ki več uporabnikom hkrati kadarkoli omogoča 
enostranski dostop do storitev;7 
- računalniški viri so uporabniku dosegljivi preko omrežja8 z različnih mrežnih naprav 
(računalnik, pametni telefon, ipd.);9 
- omogoča združevanje virov in »večnajemniški« model (angl. multi-tenant), kar pomeni, da so 
vsi računalniški viri ponudnika in funkcionalnosti oblaka izhodiščno zbrani v homogeno celoto  
in nato v večini primerov deljeni med različne končne uporabnike oblaka,10 v skladu z njihovimi 
potrebami;  
- hitra elastičnost storitve omogoča dinamično dodajanje in odstranjevanje kapacitet glede na 
trenutne potrebe – fleksibilnost storitev;11  
- merljivost porabe storitev v času in zmogljivosti.12 
Uporabnik se mora pred sklenitvijo pogodbe za dobavo storitev računalništva v oblaku informirati o 
storitvi: kako deluje, od česa je odvisna oz. kateri so pogoji za delovanje in zagotavljanje storitev, kdo 
                                                          
2 Sraka, Andraž:  Smernice za varen prehod v zasebni oblak (Diplomsko delo), 2014, str. 19. 
3 Rohrmann, Carlos A.; Juliana Falci Sousa Rocha Cunha: Some Legal Aspects of Cloud Computing Contracts, v: 
Journal of International Commercial Law and Technology, (2015) 1, str. 37. 
4 Berglez, Uroš; Zimšek, Danilo: Virtualizacija strežnikov in zasebni oblak, URL: https://www.ntf.uni-lj.si/igt/wp-
content/uploads/sites/8/2015/10/ZIT_11_2016_Virtualizacija-strez%CC%8Cnikov-in-zasebni-oblak.pdf 
(2.4.2020). 
5 Sraka, Andraž:  Smernice za varen prehod v zasebni oblak (Diplomsko delo), 2014, str. 23-24. 
6 Prav tam. 
7 Weber, Rolf H; Staiger, Dominic Nicolaj: Cloud Computing: A cluster of complex liability issues, v: European 
journal of current legal issues, (2014) 1, str. 1. 
8 Sraka, Andraž:  Smernice za varen prehod v zasebni oblak (Diplomsko delo), 2014, str. 23-24. 
9 Weber, Rolf H; Staiger, Dominic Nicolaj: Cloud Computing: A cluster of complex liability issues, v: European 
journal of current legal issues, (2014) 1, str. 1. 
10 Sraka, Andraž:  Smernice za varen prehod v zasebni oblak (Diplomsko delo), 2014, str. 23-24. 
11 Prav tam. 
12 Prav tam. 
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so akterji pri zagotavljanju storitev in kakšna so varnostna tveganja. Informacije (najlažje) pridobi od 
ponudnika.13 Zavedati se mora, da bodo storitve občasno morda nedostopne, kar pa ni nujno 
(posledica) kršitev pogodbenih obveznosti s strani ponudnika,14 ter da ima ponudnik računalništva v 
oblaku v vsakem trenutku možnost vpogleda v delovanje virov, omogočen (ne pa nujno pravno 
dovoljen) dostop do vseh podatkov na virih,  možnost upravljanja z viri računalništva v oblaku in 
določanja uporabe teh virov.15 
1.1.1.1 Izvedbeni modeli 
Poznamo več izvedbenih modelov storitev računalništva v oblaku. Gre za razvrstitev v kategorije, glede 
na razporeditev lastništva računalniških virov in s tem za izhodiščno razporeditev pravic in 
odgovornosti v zvezi z upravIjanjem virov med udeležence.16  
Osnovne oblike izvedbenih modelov so: 
- javni oblak (angl. public cloud), kjer je infrastruktura navadno v upravljanju in lasti ponudnika 
računalništva v oblaku, računalniški viri so deljeni med več uporabnikov, storitve so dosegljive 
preko interneta,17 komunikacija med opremo uporabnika in virtualizirano računalniško 
opremo lahko zaradi zagotavljanja večje varnosti poteka preko navideznega zasebnega 
omrežja,18 za usmerjanje prometa se lahko zagotovi tudi redundantna pot,19 s strani ponudnika 
so storitve lahko zaračunane glede na dejansko porabo,20 enake storitve so dostopne komur 
koli, ki ima uporabniški račun, vire si uporabniki delijo, vendar so za njih virtualno ločeni21;  
                                                          
13 Pirnat Batelli, Tadeja: Pravna analiza pogodbe o računalništvu v oblaku, v: Pravnik, (2015) 9-10, str. 692. 
14 Rohrmann, Carlos A.; Juliana Falci Sousa Rocha Cunha: Some Legal Aspects of Cloud Computing Contracts, v: 
Journal of International Commercial Law and Technology, (2015) 1, str. 39. 
15 Modeli računalništva v oblaku; URL: http://www.geministyle.si/print/racunalnistvo/splosno/racunalnistvo-v-
oblaku-4.html (2.4.2020). 
16 Pirnat Batelli, Tadeja: Pravna analiza pogodbe o računalništvu v oblaku, v: Pravnik, (2015) 9-10, str. 685. 
17 Sraka, Andraž:  Smernice za varen prehod v zasebni oblak (Diplomsko delo), 2014, str. 24. 
18 Jeraj, Dejan: Migracija stranke Avto Center Lovše d.o.o. v računalništvo v oblaku Mcloud (Diplomsko delo), 
2018, str. 26. 
19 Prav tam, str. 29. 
20 Sraka, Andraž:  Smernice za varen prehod v zasebni oblak (Diplomsko delo), 2014, str. 24. 
21 Modeli računalništva v oblaku; URL: http://www.geministyle.si/print/racunalnistvo/splosno/racunalnistvo-v-
oblaku-4.html (2.4.2020). 
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Slika 1: Pot prenosa podatkov med lokacijo uporabnika in oblakom ponudnika, Jeraj 2018 
- hibridni oblak (angl. hybrid cloud), kjer so storitve računalništva v oblaku sestavljene iz storitev 
javnega in zasebnega oblaka, uporabniki svoje procese razdelijo in jih del gostijo v zasebnem 
(lastnem) oblaku, ločen del pa v javnem oblaku, notranji viri ostanejo pod nadzorom 
uporabnika, zunanje vire pa priskrbi ponudnik storitev, občutljivi podatki so shranjeni pri 
uporabniku, hkrati je podjetju na voljo skalabilnost javnega oblaka za določen del procesov;22 
- zasebni oblak (angl. private cloud), kjer so infrastruktura oblaka in viri v zasebni lasti 
uporabnika ali druge pravne osebe,23 zasebni oblak namreč lahko gostuje tako v podjetju kot 
zunaj podjetja,24 fizična infrastruktura je ločena oziroma uporabljena zgolj in samo za 
določenega uporabnika, storitve so dostopne preko interneta, preko navideznih zasebnih 
omrežij25 ali zasebnega omrežja, do storitev ima dostop omejeno število internih 
uporabnikov.26   
1.1.1.2 Storitveni modeli 
Poznamo tri storitvene modele storitev računalništva v oblaku: infrastrukturo kot storitev (IaaS), 
platformo kot storitev (PaaS) in programsko opremo (angl. software) kot storitev (SaaS). 
Z infrastrukturo kot storitvijo je uporabniku zagotavljen dostop do in upravljanje računalniške 
infrastrukture oblaka (strojne opreme). Omogoča največ fleksibilnosti pri vzpostavitvi samih storitev in 
oblikovanju nadaljnjih komponent glede na lastne potrebe in želje. Na uprabniku ostaja vsa 
                                                          
22 Modeli računalništva v oblaku; URL: http://www.geministyle.si/print/racunalnistvo/splosno/racunalnistvo-v-
oblaku-4.html (2.4.2020). 
23 Pirnat Batelli, Tadeja: Pravna analiza pogodbe o računalništvu v oblaku, v: Pravnik, (2015) 9-10, str. 685. 
24 Modeli računalništva v oblaku; URL: http://www.geministyle.si/print/racunalnistvo/splosno/racunalnistvo-v-
oblaku-4.html (2.4.2020). 
25 Sraka, Andraž:  Smernice za varen prehod v zasebni oblak (Diplomsko delo), 2014, str. 25. 
26 Modeli računalništva v oblaku; URL: http://www.geministyle.si/print/racunalnistvo/splosno/racunalnistvo-v-
oblaku-4.html (2.4.2020). 
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odgovornost postavitve in vzdrževanja komponent od operacijskega sistema dalje.27 Zagotovljene so 
mu le funkcionalnosti strojne opreme. Uporabnik od ponudnika običajno pričakuje tudi vzdrževanje 
opreme. 
S platformo kot storitvijo so uporabniku preko oddaljenega dostopa običajno zagotovljene dodatne 
funkcionalnosti.28 Platforma omogoča delovanje programske opreme - razvoj, obratovanje in 
upravljanje aplikacij.29 Je sistemska programska oprema30 (operacijski sistem in podporni programi31), 
ki omogoča upravljanje datotek, informiranje o stanju sistema, spreminjanje datotek, podporo 
programskim jezikom, nalaganje in izvajanje programov in komuniciranje.32 
S programsko opremo kot storitvijo je uporabniku zagotovljen celovit dostop do računalniških 
zmogljivosti, vključno z aplikacijami. Uporaba računalniške opreme je mogoča brez nameščanja 
dodatne programske opreme na načunalnik.33 
 
Slika 2: Storitveni modeli računalništva v oblaku, Sraka 2014 
Uporabnik lahko hkrati uporablja storitve več ponudnikov računalništva v oblaku z več storitvenimi 
modeli za različna delovna področja. Za osnoven sistem tako lahko uporablja infrastrukturo kot storitev 
(strojna oprema). Za določen del dejavnosti lahko sam namešča ustrezni programski vmesnik s 
                                                          
27 Sraka, Andraž:  Smernice za varen prehod v zasebni oblak (Diplomsko delo), 2014, str. 27. 
28 Prav tam, Weber, Rolf H; Staiger, Dominic Nicolaj: Cloud Computing: A cluster of complex liability issues, v: 
European journal of current legal issues, (2014) 1, str. 1. 
29Modeli računalništva v oblaku, URL: http://www.geministyle.si/print/racunalnistvo/splosno/racunalnistvo-v-
oblaku-4.html (2.4.2020). 
30 https://www.pronid.si/resitve/oblak/ (18.4.2020). 
31 https://sl.wikipedia.org/wiki/Programska_oprema (18.4.2020). 
32http://colos.fri.uni-lj.si/ERI/RACUNALNISTVO/OS/uporabnika_in_sistemska_programska_oprema.html 
(18.4.2020). 
33 Weber, Rolf H; Staiger, Dominic Nicolaj: Cloud Computing: A cluster of complex liability issues, v: European 
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platformo in se za preostali del odloči za platformo kot storitev. Na platformi lahko uporablja aplikacije, 
ki so direktno nameščene na platformi, lahko pa so ponujene kot programska oprema kot storitev. Pri 
ponudniku IaaS lahko včasih uporabnik naroči tudi programsko opremo drugih ponudnikov, pri čemer 
je ponudnik IaaS S le posrednik pri prodaji te opreme.  
1.1.2 Izbrani primer storitev računalništva v oblaku, omejitve teme in predpostavke 
Delo obravnana storitve računalništva v oblaku, s katerimi uporabnik, ki je gospodarski subjekt, 
prenese večji del svojega poslovanja v enega od storitvenih modelov javnega oblaka. Ponudnik, 
gospodarski subjekt, ponuja lastne (oz. zakupljene) infrastrukturne kapacitete skupaj z vzpostavitvijo, 
vzdrževanjem in običajno tudi podporo pri uporabi. Po potrebi zagotavlja tudi platformo in drugo 
programsko opremo v oblaku. 
1.1.2.1 Omejitve in predpostavke 
V magistrskem diplomskem delu so zajete le: 
 storitve računalništva v javnem oblaku (glej zgoraj »Izvedbeni modeli«), 
 razmerja med gospodarskimi subjekti slovenskega prava,  
 le najbolj tipični in osnovni primeri pogodb o zagotavljanju storitev računalništva v oblaku s 
poudarkom na izbranem primeru, pri čemer delo ne upošteva morebitnih posebnosti pri 
poslovanju posameznih uporabnikov, katerih način poslovanja morda urejajo posebni predpisi 
(borzni posredniki, ipd.). 
Delo ne zajema: 
 pogodb z mednarodnimi elementi, kot tudi ne prenosa in hrambe podatkov v drugi državi, 
 neodplačnih pravnih poslov, 
 globlje obravnave varstva osebnih podatkov in potrošniške zakonodaje, 
 obravnave same sklenitve pogodbe. 
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2 HIPOTEZA 
Pravne značilnosti pogodbe o zagotavljanju storitev računalništva v oblaku - s katero gospodarski 
subjekt prenaša večji del poslovanja v javni oblak ponudnika  - so se v praksi že dovolj izoblikovale in 
so take, da bi bilo pogodbeni tip na njihovi podlagi smiselno urediti z zakonom kot posebno nominatno 
pogodbo. 
3 PRAVNA UREDITEV 
3.1 Predpisi, ki urejajo področje računalništva v oblaku 
3.1.1 Predpisi Evropske Unije 
Predpisi EU, ki v omejenem obsegu zelo splošno regulirajo del storitev računalništva v oblaku, se 
nanašajo na varstvo podatkov posameznikov s poudarki na različnih pravicah. 
Delo v ožjem obsegu obravnava le Uredbo (EU) 2016/679 o varstvu posameznikov pri obdelavi osebnih 
podatkov in o prostem pretoku takih podatkov (Splošna uredba o varstvu podatkov)34 (znano tudi kot 
GDPR), saj se omejuje na obveznosti gospodarskih subjektov, ki običajno izhajajo iz pogodbe o 
računalništvu v oblaku. Zbiratelji in upravljavci osebnih podatkov so običajno uporabniki storitev 
računalništva v oblaku, ne ponudniki. Večina obveznosti iz predpisov o varstvu osebnih podatkov je 
tako obveznosti uporabnikov v razmerju do posameznikov - fizičnih oseb in ne obveznosti ponudnikov 
storitev računalništva v oblaku. GDPR določa nekaj klavzul, ki jih mora pogodba o računalništvu v 
oblaku  med upravljavcem in obdelovalcem  osebnih podatkov vsebovati (glej spodaj »Zasebnost oz. 
varstvo osebnih podatkov«), ne zaradi specifičnosti te pogodbe, temveč zaradi narave storitev, ki lahko 
zajemajo obdelavo tudi osebnih podatkov. Pri zagotavljanju storitev računalništva v oblaku se lahko 
osebni podatki obdelujejo ali ne. 
Direktiva 2000/31/ES o nekaterih pravnih vidikih storitev informacijske družbe, zlasti elektronskega 
poslovanja na notranjem trgu (Direktiva o elektronskem poslovanju)35 v zvezi z zagotavljanjem storitev 
                                                          
34 Uredba (EU) 2016/679 Evropskega parlamenta in Sveta z dne 27. aprila 2016 o varstvu posameznikov pri 
obdelavi osebnih podatkov in o prostem pretoku takih podatkov ter o razveljavitvi Direktive 95/46/ES (Splošna 
uredba o varstvu podatkov) 
35 Direktiva 2000/31/ES Evropskega parlamenta in Sveta z dne 8. junija 2000 o nekaterih pravnih vidikih storitev 
informacijske družbe, zlasti elektronskega poslovanja na notranjem trgu (Direktiva o elektronskem poslovanju). 
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računalništva v oblaku določa še odgovornost za nedovoljene objave. V pravni red RS je prevzeta z 
Zakonom o o elektronskem poslovanju na trgu (ZEPT).36 
3.1.2 Predpisi Republike Slovenije 
Pogodba o računalništvu v oblaku je pravni posel, torej mora biti dogovorjena v skladu z določbami 
splošnega dela Obligacijskega zakonika (OZ).37 OZ je posebej ne ureja. Gre za moderni tip pogodbe, ki 
se do danes razvija v praksi v skladu z načelom prostega urejanja obligacijskih razmerij in načelom 
dispozitivnosti. 
Kadar se pri zagotavljanju storitev računalništva v oblaku obdelujejo osebni podatki na njihovo 
izvajanje vpliva Zakon o varstvu osebnih podatkov (ZVOP-1).38  
Na področju elektronskega poslovanja sta bila sprejeta še Zakon o elektronskem poslovanju in 
elektronskem podpisu (ZEPEP)39 in Zakon o elektronskem poslovanju na trgu (ZEPT). V okviru te ga dela 
so relevantne določbe ZEPT, ki določajo: 
- da ponudnik storitev informacijske družbe (računalništva v oblaku) ni dolžan nadzirati ali 
hraniti podatkov, ki jih pošilja ali hrani, ali dejavno raziskovati okoliščin, nakazujočih na 
protipravnost podatkov, ki jih zagotavlja prejemnik storitve40 (uporabnik); 
- da ponudnik storitve informacijske družbe (računalništva v oblaku) ni odgovoren za podatke, 
ki jih zagotovi prejemnik storitve (uporabnik), ki jih je shranil na zahtevo prejemnika storitve, 
ki ne deluje v okviru njegovih pooblastil ali pod njegovim nadzorom, kadar se storitev 
informacijske družbe nanaša na shranjevanje podatkov in pod pogojem, da ponudnik storitev 
ne ve za protipravno dejavnost ali podatek in mu v zvezi z odškodninsko odgovornostjo niso 
znana dejstva ali okoliščine, iz katerih izhaja protipravnost, ali nemudoma, ko mu je 
protipravnost znana, ukrepa tako, da podatke odstrani ali onemogoči dostop do njih.41 
Slovenska zakonodaja pravnega razmerja med strankama pogodbe o zagotavljanju storitev 
računalništva v oblaku z drugimi predpisi ne ureja. 
                                                          
36 Zakon o elektronskem poslovanju na trgu, Uradni list RS, št. 96/09 – uradno prečiščeno besedilo in 19/15 
37 Obligacijski zakonik, Uradni list RS, št. 97/07 – uradno prečiščeno besedilo, 64/16 – odl. US in 20/18 – OROZ631 
38 Zakon o varstvu osebnih podatkov, Uradni list RS, št. 94/07 – uradno prečiščeno besedilo 
39 Zakon o elektronskem poslovanju in elektronskem podpisu, Uradni list RS, št. 98/04 – uradno prečiščeno 
besedilo, 61/06 – ZEPT in 46/14 
40 ZEPT, tretji odstavek 8. člena. 
41 ZEPT, prvi odstavek 11. člena. 
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3.2 Moderni pogodbeni tipi 
Pogodba o računalništvu v oblaku je relativno nov pogodbeni tip. Ker s predpisi samostojno (še) ni 
urejen, moramo, da bi ugotovili katere določbe OZ pogodbo vendarle opredeljujejo, ugotoviti pod 
katero nominatno pogodbo bi pogodbo o računalništvu v oblaku lahko uvrstili. Če pogodbe o 
računalništvu v oblaku ne bi uspeli opredeliti kot normirano, mešano ali zloženo pogodbo, bi morali 
ugotoviti, da gre za pogodbo sui generis. Zložene pogodbe so pogodbe sestavljene iz več (tipov) 
pogodb, ki so med seboj v odvisnosti in v katerih obstajajo značilnosti vsake posamezne pogodbe, ki bi 
lahko obstajale tudi ločeno. Pogodbeni stranki pogodbene tipe v zloženi pogodbi tako medsebojno 
prepleteta, da so pogodbe med seboj odvisne. Če ena od pogodb v zloženi pogodbi ni veljavna, tudi 
celotna zložena pogodba ni veljavna.  
Moderni tip pogodbe lahko podrejamo pravilom določene nominatne pogodbe glede na podobnost 
pravnih značilnosti. Tako določanje je smiselno, saj je rezultat podobna obravnava podobnih dejanskih 
stanj. Pri podrejanju pogodbe pravnim pravilom določene nominatne pogodbe moramo slediti tudi 
pravilom za zapolnjevanje pravnih praznin, splošnim pravnim načelom, relevantnim kogentnim 
pravilom in volji strank.42  
4 OSNOVNE ZAČILNOSTI POGODBE O RAČUNALNIŠTVU V OBLAKU V OBSTOJEČEM 
PRAVNEM OKVIRU 
Pogodba o računalništvu v oblaku v praksi obsega več vsebinskih sklopov in zaradi široke svobode pri 
urejanju (za stranke pomembnih vidikov) razmerja precej natančno opredeljuje pravice in obveznosti 
pogodbenih strank. Običajno jo vsebinsko lahko razdelimo na: 
- pogoje storitve (angl. Terms of Service), ki v grobem zajemajo namen, ter pravice in obveznosti 
pogodbenih strank;43 
- raven storitve (angl. Service Level Agreement - SLA), ki opredeljuje običajno razpoložljivost storitve 
na merljiv način, opisuje razpoložljivo podporo pri uporabi storitev, opredeljuje povračila naročniku v 
primeru slabšega delovanja, ipd.;44 
                                                          
42 Grilc, Peter: Tipologija pogodb, v: Podjetje in delo, (1995) 5-6, str. 666. 
43 Pirnat Batelli, Tadeja: Pravna analiza pogodbe o računalništvu v oblaku, v: Pravnik, (2015) 9-10, str. 695. 
44 Pirnat Batelli, Tadeja: Pravna analiza pogodbe o računalništvu v oblaku, v: Pravnik, (2015) 9-10, str. 695, 
Univerzalni standardi ravni posameznih storitev še niso razviti. 
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- sprejemijivo uporabo (angl. Acceptable Use Policy), ki določa omejitve uporabe storitev in povezanih 
pravic uporabnika;45 
- varstvo podatkov oz. zasebnost (angl. Privacy Policy), ki v obravnavanem primeru zajema predvsem 
določitev ravnanja z osebnimi podatki, ki jih ponudnik storitev prejme od naročnika kot upravljavca 
osebnih podatkov in druge izrecno dogovorjene obveznosti glede obdelave vseh kategorij podatkov.46 
4.1 Pogodba o zagotavljanju infrastrukture kot storitve (Pogodba za IaaS) 
4.1.1 Obveznosti pogodbenih strank 
Iz pogodb o zagotavljanju računalništva v oblaku s predpostavljenimi značilnostmi, s katero naročnik 
naroča le infrastrukturo oz. strojno opremo kot storitev (tudi: pogodba za IaaS) lahko običajno 
izluščimo naslednje osnovne (pravice in) obveznosti pogodbenih strank, ki opredeljujejo predmet 
pogodbe: 
- obveznosti ponudnika: 
o tehnična vzpostavitev sistema (virtualizacija, omrežje, strežniki, shramba),47 
o omogočanje dostopa do funkcionalnosti virtualizirane strojne opreme (infrastrukture 
ponudnika - strežniki in diski) in podatkov,48 
o hramba podatkov,49 
o vzdrževanje sistema.50 
- obveznosti naročnika: 
o plačilo (običajno vzpostavitveni strošek in naročnina).51 
Karakteristične oz. za pogodbo značilne obveznosti so obveznosti ponudnika. Če pogodba ne vsebuje 
vseh naštetih obveznosti, ne gre za pogodbo o računalništvu v oblaku kot je opredeljena v tej nalogi. 
Če osnovne pravice in obveznosti strank obravnavamo kot pravice in obveznosti iz več pogodb, ki bi 
lahko obstajale samostojno, jih je mogoče uvrstiti pod nominatne pogodbe. 
4.1.1.1 Tehnična vzpostavitev sistema za IaaS 
Ponudnik se za naročnika zaveže tehnično vzpostaviti sistem za delovanje storitev računalništva v 
oblaku. V tem delu gre nedvomno za pogodbo o delu, saj se ponudnik zavezuje opraviti določen posel 
                                                          
45 Pirnat Batelli, Tadeja: Pravna analiza pogodbe o računalništvu v oblaku, v: Pravnik, (2015) 9-10, str. 695. 
46 Pirnat Batelli, Tadeja: Pravna analiza pogodbe o računalništvu v oblaku, v: Pravnik, (2015) 9-10, str. 695. 
47 Lastna opažanja iz prakse Mega M d.o.o. (razmerja s strankami, razmerja s poslovnimi partnerji). 
48 Lastna opažanja iz prakse Mega M d.o.o. (razmerja s strankami, razmerja s poslovnimi partnerji). 
49 Lastna opažanja iz prakse Mega M d.o.o. (razmerja s strankami, razmerja s poslovnimi partnerji). 
50 Lastna opažanja iz prakse Mega M d.o.o. (razmerja s strankami, razmerja s poslovnimi partnerji). 
51 Lastna opažanja iz prakse Mega M d.o.o. (razmerja s strankami, razmerja s poslovnimi partnerji). 
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oz. določeno delo (vzpostavitev sistema), naročnik pa se zavezuje, da mu bo za to plačal. Gre za 
enkratno obveznost rezultata. 
4.1.1.2 Dostop do funkcionalnosti strojne opreme in podatkov 
Ponudnik s pogodbo za Iaas prevzema obveznost omogočanja dostopa do funkcionalnosti strojne 
opreme in s tem tudi podatkov. Recipročni obveznosti pogodbenih strank (omogočanje dostopa in 
plačilo) bi na prvi pogled lahko uvrstili v okvir najemne pogodbe, pogodbe o delu ali mandatne 
pogodbe.  
V okvir najemne pogodbe, ker naj bi ponudnik najemniku dal določeno stvar v rabo, najemnik pa se 
zavezal, da mu bo za to plačeval »najemnino.«52 Vendar ponudnik naročniku pri zagotavljanju storitev 
v javnem (in tudi hibridnem, včasih tudi zasebnem) oblaku opreme ne »izroči« (fizično ne prepusti) v 
rabo in mu do nje niti ne omogoča fizičnega dostopa, večinoma naročniku niti ne razkrije točne lokacije 
in drugih informacij o tej opremi, lahko jo celo zamenja brez vednosti naročnika. Naročniku omogoča 
le oddaljen dostop do podatkov in uporabo dogovorjenih tehničnih zmogljivosti (funkcionalnosti) 
strojne opreme. V praksi gre za golo storitev, torej ne pridejo v poštev določbe Obligacijskega zakonika 
o najemni pogodbi.53 
V zvezi z obveznostjo zagotavljanja dostopa do funkcionalnosti strojne opreme in podatkov je pogodba 
za IaaS bližje pogodbi o delu kot najemni pogodbi. Zagotavljanje dostopa do tehničnih zmogljivosti 
strojne opreme bi bila, če bi šlo za pogodbo o delu, obveznost uspeha. Zagotavljanje dostopa je trajne 
narave – obveznost ponudnik aktivno izpolnjuje neprestano v času trajanja pogodbenega razmerja. 
Zaradi nepredvidljivih dogodkov kot so naravne nesreče, požari, izpadi elektrike, izpadi internetne 
povezave, in do določene mere neizogibne ranljivosti računalniških storitev, posebej v primeru 
napadov oz. vdorov,  človeških napak, tehničnih okvar opreme, itd. je stalnost dostopa praktično 
nemogoče zagotoviti, mogoče pa je minimizirati tveganja pred nedelovanjem oz. nepravilnim 
delovanjem ter nepooblaščenim dostopom.54 Le redki ponudniki storitev, se bodo zavedno pripravljeni 
zavezati k uspehu, posebej glede na zakonske meje omejitve pogodbene odškodninske odgovornosti v 
slovenskem pravu (glej spodaj »Raven storitve«). Če je takega ponudnika sploh mogoče najti, bodo 
njegove storitve gotovo dražje, saj se mora za primer, da pogodbenih obveznosti ne uspe izpolniti, 
ustrezno zavarovati. 
                                                          
52 OZ, 587. člen. 
53 Lastna opažanja iz prakse Mega M d.o.o. (razmerja s strankami, razmerja s poslovnimi partnerji). 
54 Rohrmannn Carlos A.; Falci Sousa Rocha Cunha, Juliana: Some Legal Aspects of Cloud Computing Contracts, v: 
Journal of International Commercial Law and Technology, (2015) 1, str. 40. 
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Obravnavana obveznost zagotavljanja dostopa bo zato, da jo bo ponudnik ob polni ozaveščenosti 
pripravljen sprejeti (izražena bo prava volja strank in dosežen bo sporazum o naravi pogodbe), običajno 
obveznost prizadevanja.  Obveznost zagotavljanja dostopa to postavlja pod okrilje mandatne pogodbe. 
Ponudnik storitve, ki je po svoji naravi obligacija prizadevanja, krši obveznost pravilne izpolnitve, če 
ravna v nasprotju z ustrezno zahtevano profesionalno skrbnostjo.55  
Ponudnik se zavezuje za naročnika opravljati določene posle – prevzeti urejanje dostopa do 
funkcionalnosti strojne opreme in podatkov.  Ponudnik mora izvrševati naročilo po prejetih navodilih 
kot dober gospodar oz. strokovnjak,56 pri tem mora ostati v mejah naročila in paziti na naročiteljeve 
interese. Ponudnik ima pravico do plačila za svoj trud.57 Smiselna je tudi uporaba ostalih določb OZ o 
mandatni pogodbi. 
4.1.1.3 Hramba podatkov 
Za pravice in obveznosti v zvezi s hrambo podatkov ob zagotavljanju ostalih storitev računalništva v 
oblaku bodo prav tako (glede na zgoraj povedano) le izjemoma veljale določbe o pogodbi o delu - 
običajno bo treba za njihovo presojo uporabiti določbe OZ o mandatni pogodbi. Ponudnik se zavezuje 
za naročnika opravljati določene posle – (relativno varno) shranjevati podatke za čas trajanja 
pogodbenega razmerja. V takem primeru gre za obveznost prizadevanja. Obveznost je trajne in 
neprestane narave. Ponudnik ima pravico do plačila za svoj trud. Smiselna je tudi uporaba ostalih 
določb OZ o mandatni pogodbi. 58 
4.1.1.4 Vzdrževanje sistema 
Vzdrževanje sistema je obligacija uspeha. Ponudnik odgovarja za neustrezno vzdrževanje ali opustitev 
vzdrževanja sistema. Obveznosti med pogodbenima strankama lahko subsumiramo pod določbe OZ o 
pogodbi o delu. Ponudnik se zavezuje opravljati določen posel za naročnika – vzdrževanje sistema, 
naročnik pa se zavezuje, da mu bo za to plačal. Gre za več posameznih konkretnih obveznosti, ki v času 
trajanja pogodbenega razmerja nastajajo ob pojavu napake na sistemu ali ob primernem času za 
opravo vzdrževalnih del v skladu s strokovnimi standardi.  
                                                          
55 VSL sklep I Cpg 1690/2015. 
56 Pri izpolnjevanju obveznosti iz svoje poklicne dejavnosti mora ravnati z večjo skrbnostjo, po pravilih stroke in 
po običajih. OZ, 766. člen, 6. člen. 
57 OZ, 766. člen, 768. člen. 
58 Glede na poimenovanje bi se lahko spraševali tudi o morebitni ustreznosti shranjevalne pogodbe za ureditev 
razmerja, vendar je predmet shranjevalne pogodbe lahko samo premična stvar. Tudi če bi digitalizirane podatke 
šteli za premično stvar, pa navedena pogodba ne ustreza realnosti obravnavanega razmerja. 
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4.1.2 Značilnosti pogodbe za IaaS 
Glede na to, da lahko vsako osnovno pogodbeno obveznost in pravico pogodbenih strank pogodbe za 
IaaS posebej uvrstimo pod določen tip pogodbe, so te pogodbe med seboj v odvisnosti in v pogodbi 
obstajajo značilnosti vsakega posameznega tipa, je pogodba za IaaS kot je definirana v tej nalogi, 
zložena pogodba.59 Pogodbe so medsebojno odvisne in so veljavne le ob veljavnosti vseh pogodb, ki jo 
sestavljajo, saj pogodbe pogodbeni stranki v nasprotnem primeru ne bi sklenili. Pogodbeno razmerje 
za IaaS vsaj za eno od pogodbenih strank ni smiselna, če katera od pogodb, ki jo sestavlja, ni veljavna.  
Pogodba za IaaS je zložena iz pogodbe o delu in mandatne pogodbe. Posamezne pravice in obveznosti 
iz pogodbe za IaaS se bodo presojale v skladu s pravili za ustrezen tip pogodbe. 
Pogodba je sklenjena, ko se stranki sporazumeta o bistvenih sestavinah. Soglasje pogodbenih strank o 
bistvenih sestavinah pogodbe je podano le takrat, kadar pogodbeni stranki soglašata glede 
pogodbenega tipa, saj sicer ni mogoče določiti relevantnih bistvenih sestavin pogodbe.60 Bistveni 
sestavini pogodbe o delu sta dogovorjena storitev in plačilo,61 bistvena sestavina mandatne pogodbe 
pa je dogovorjena storitev, pri čemer se pogodbeni stranki sicer lahko dogovorita tudi za plačilo.62 Ko 
se ponudnik in naročnik dogovorita o storitvah (vzpostavitev, dostop do funkcionalnosti strojne 
opreme, hramba podatkov, vzdrževanje), ki naj jih ponudnik zagotavlja in za ceno, je pogodba o 
računalništvu v oblaku za IaaS sklenjena.  
Pogodba navadno natančneje opredeljuje vsaj še čas vzpostavitve storitev, raven storitve, način 
izvedbe dostopa do storitev in podatkov, način varovanja podatkov, velikost razpoložljivega 
podatkovnega prostora in obseg vzdrževanja. Plačilo je običajno dogovorjeno posebej za vzpostavitev 
storitev in skupaj za dostop do funkcionalnosti strojne opreme in podatkov, hrambo, ter vzdrževanje 
sistema.63 
Pogodba o računalništvu v oblaku za zagotavljanje infrastrukture kot storitve je brezoblični pravni 
posel. Obličnost je priporočljiva le zaradi lažjega dokazovanja obstoja in vsebine pravnega posla (forma 
ad probationem). 
                                                          
59 Če bi v primeru zagotavljanja dostopa in hrambe podatkov šlo za pogodbo o delu, bi celotno pogodbo 
subsumirali pod določbe o pogodbi o delu. 
60 Sodba II Ips 772/2007. 
61 VSM sodba I Cp 430/2016. 
62 VSRS sodba II Ips 19/2014. 
63 Lastna opažanja iz prakse Mega M d.o.o. (razmerja s strankami, razmerja s poslovnimi partnerji). 
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4.2 Pogodba o zagotavljanju platforme kot storitve (Pogodba za PaaS) 
4.2.1 Obveznosti pogodbenih strank 
Pogodba o zagotavljanju računalništva v oblaku kot je bila predstavljena v začetku, s katero naročnik 
naroča platformo kot storitev (tudi: pogodba za PaaS) v osnovi za pogodbeni stranki določa naslednje 
(pravice in) obveznosti, ki opredeljujejo predmet pogodbe: 
- obveznosti ponudnika: 
o tehnična vzpostavitev sistema z namestitvijo dogovorjene platforme (na 
virtualizirano strojno opremo),64 
o omogočanje dostopa do funkcionalnosti virtualizirane strojne opreme, platforme 
(sistemske programske opreme – operacijski sistem, podporni programi) in do 
podatkov,65 
o hramba podatkov,66 
o vzdrževanje celotnega sistema in posodabljanje platforme,67 
o zagotavljanje licenc za uporabo platforme (ponudnika ali tretjih subjektov).68 
- obveznosti naročnika: 
o plačilo (običajno vzpostavitveni strošek, naročnina in licenčnina).69 
4.2.1.1 Namestitev platforme na virtualizirano strojno opremo 
Obveznost namestitve platforme na virtualizirano strojno opremo lahko tako kot tehnično 
implementacijo sistema iz istih razlogov zajamemo v okviru pogodbe o delu. Gre le za dopolnitev 
omenjene enkratne obveznosti rezultata. 
4.2.1.2 Omogočanje dostopa do funkcionalnosti platforme (sistemske programske opreme) 
Obveznost omogočanja dostopa do funkcionalnosti platforme lahko zajamemo v okviru mandatne 
pogodbe, saj je dostop do funkcionalnosti virtualizirane strojne opreme predpogoj za izpolnitev te 
obveznosti. Gre za trajno  in neprestano obveznost prizadevanja v času trajanja pogodbenega razmerja.  
4.2.1.3 Posodabljanje in vzdrževanje platforme 
Obveznost posodabljanja in vzdrževanja platforme lahko kot vzdrževanje sistema iz istih razlogov 
zajamemo v okviru pogodbe o delu. Gre za več posameznih konkretnih obveznosti, ki nastanejo ob 
                                                          
64 Lastna opažanja iz prakse Mega M d.o.o. (razmerja s strankami, razmerja s poslovnimi partnerji). 
65 Lastna opažanja iz prakse Mega M d.o.o. (razmerja s strankami, razmerja s poslovnimi partnerji). 
66 Lastna opažanja iz prakse Mega M d.o.o. (razmerja s strankami, razmerja s poslovnimi partnerji). 
67 Lastna opažanja iz prakse Mega M d.o.o. (razmerja s strankami, razmerja s poslovnimi partnerji). 
68 Lastna opažanja iz prakse Mega M d.o.o. (razmerja s strankami, razmerja s poslovnimi partnerji). 
69 Lastna opažanja iz prakse Mega M d.o.o. (razmerja s strankami, razmerja s poslovnimi partnerji). 
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pojavu napake na platformi ali ob primernem času za opravo vzdrževalnih del v skladu s strokovnimi 
standardi ali ob izidu posodobljene verzije sistemske programske opreme. K izpolnjevanju sproti 
nastajajočih konkretnih obveznosti je ponudnik zavezan v času trajanja pogodbe. 
4.2.1.4 Zagotavljanje licenc za uporabo licenčne platforme 
Sistemska programska oprema je najmanj avtorskopravno zavarovana kot računalniški program, od 
njene uporabe pa so lahko tretji izključeni tudi s patentom.70 Pogodba za PaaS mora zato vsebovati 
tudi določbe licenčne pogodbe, s katero ponudnik naročniku upravičeno podeli pravico izkoriščanja oz. 
uporabe dogovorjene sistemske programske opreme. 
Da lahko naročnik od ponudnika pridobi veljavno licenco, mora biti ponudnik sam imetnik ustreznih 
materialnih avtorskih pravic oz. patentnih pravic. Te pridobi s stvaritvijo sistemske programske opreme 
oz. prijavo patenta ali z licenčno pogodbo sklenjeno z imetnikom pravic, ki mu omogoča nadaljnji 
prenos pravic (podlicenciranje). Običajno bo ponudnik pravice pridobil na slednji način. 
Ponudnik se zavezuje, da bo naročniku delno odstopil pravico izkoriščanja sistemske programske 
opreme – običajno mu dovoli le uporabo, naročnik pa se zavezuje, da mu bo za to dal določeno plačilo. 
Načeloma gre v tovrstnih pravnih razmerjih za neizključno licenco. Ponudnik odgovarja naročniku za 
tehnično izvedljivost in tehnično uporabnost sistemske programske opreme.71 Naročnik lahko izkorišča 
sistemsko programsko opremo na dogovorjeni način, v dogovorjenem obsegu in v dogovorjenih 
mejah.72  
4.2.2 Značilnosti pogodbe za PaaS 
Pogodba o računalništvu v oblaku za zagotavljanje platforme kot storitve (tudi: pogodba za PaaS) je 
pravzaprav le nadgradnja pogodbe za zagotavljanje infrastrukture kot storitve (IaaS). Ponudnik in 
naročnik tudi v tem primeru prevzameta vse obveznosti iz pogodbe za IaaS, dodatno pa ponudnik 
zagotavlja naročniku še namestitev, dostop do funkcionalnosti, vzdrževanje sistemske programske 
opreme in licenco za njeno uporabo, kar naročnik dodatno plača.  
Pogodba za Paas je kot pogodba za IaaS zložena pogodba. Sestavljena je iz pogodbe o delu, mandatne 
pogodbe in licenčne pogodbe. 
                                                          
70 Pohar, Klemen: Patentiranje računalniških programov v praksi Evropskega patentnega urada, v: Pravna praksa 
(2016) 6, str. 15-16. 
71 OZ, 710. člen. 
72 OZ, 713. člen. 
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Bistvene sestavine pogodbe za PaaS so opredeljene, ko se stranki dogovorita o storitvah (vzpostavitev, 
dostop do funkcionalnosti opreme in podatkov, hramba podatkov, vzdrževanje, platforma), licenci za 
uporabo programske opreme in plačilu.73  
Pogodba o računalništvu v oblaku (PaaS), s katero se podeljuje tudi licenca, mora biti sklenjena v pisni 
obliki. Veljavna lahko postane tudi z realizacijo74 (v tem primeru se razlaga v korist avtorja).75 
4.3 Programska oprema kot storitev (Pogodba za SaaS) 
4.3.1 Obveznosti pogodbenih strank 
Pogodba o zagotavljanju računalništva v oblaku kot je bila predstavljena v začetku, s katero naročnik 
naroča programsko opremo kot storitev (tudi: »pogodba za SaaS«) v osnovi za pogodbeni stranki 
določa naslednje (pravice in) obveznosti, ki opredeljujejo predmet pogodbe: 
- obveznosti ponudnika: 
o tehnična vzpostavitev sistema z namestitvijo dogovorjene platforme in programske 
opreme (na virtualizirano strojno in sistemsko programsko opremo),76 
o omogočanje dostopa do funkcionalnosti strojne opreme, platforme, programske 
opreme (podatki, aplikacije) in do podatkov,77 
o hramba podatkov,78 
o vzdrževanje celotnega sistema, posodabljanje platforme in programske opreme,79 
o zagotavljanje licenc za uporabo licenčne platforme in druge programske opreme 
(ponudnika ali tretjih subjektov).80 
- Obveznosti naročnika: 
o plačilo (običajno vzpostavitveni strošek, naročnina in licenčnina).81 
Dodatne obveznosti (glede na PaaS) lahko razporedimo pod različne pogodbene tipe smiselno enako 
kot za PaaS, gre le za namestitev, vzdrževanje, posodabljanje, omogočanje dostopa do funkcionalnosti 
dodatne programske opreme, ter zagotavljanje licenc za to dodatno opremo. 
                                                          
73 VSL sodba I Cpg 111/2012, 7. odstavek. 
74 VSL sodba I Cpg 111/2012. 
75 Zakon o avtorski in sorodnih pravicah, Uradni list RS, št. 16/07 – uradno prečiščeno besedilo, 68/08, 110/13, 
56/15, 63/16 – ZKUASP in 59/19, 80. člen. 
76 Lastna opažanja iz prakse Mega M d.o.o. (razmerja s strankami, razmerja s poslovnimi partnerji). 
77 Lastna opažanja iz prakse Mega M d.o.o. (razmerja s strankami, razmerja s poslovnimi partnerji). 
78 Lastna opažanja iz prakse Mega M d.o.o. (razmerja s strankami, razmerja s poslovnimi partnerji). 
79 Lastna opažanja iz prakse Mega M d.o.o. (razmerja s strankami, razmerja s poslovnimi partnerji). 
80 Lastna opažanja iz prakse Mega M d.o.o. (razmerja s strankami, razmerja s poslovnimi partnerji). 
81 Lastna opažanja iz prakse Mega M d.o.o. (razmerja s strankami, razmerja s poslovnimi partnerji). 
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4.3.2 Značilnosti pogodbe za SaaS 
Pogodba o računalništvu v oblaku za zagotavljanje programske opreme kot storitve je nadaljnja 
nadgradnja pogodbe za zagotavljanje infrastrukture kot storitve in pogodbe za zagotavljanje platforme 
kot storitve. Ponudnik tudi v tem primeru prevzame vse obveznosti iz pogodbe za (IaaS in) PaaS, 
dodatno pa zagotavlja naročniku na smiselno enak način kot platformo še programsko opremo 
(aplikacije in podatke v njih), kar naročnik dodatno plača.  
Pogodba za Saas je kot pogodba za PaaS zložena pogodba. Sestavljena je iz pogodb o delu, mandatnih 
pogodb in licenčnih pogodb. 
Bistvene sestavine pogodbe za SaaS so dogovorjene storitve (vzpostavitev, dostop do funkcionalnosti 
strojne opreme, platforme, hramba podatkov, vzdrževanje, programska oprema), licence za 
programsko opremo (sistemsko in drugo), ter plačilo. Kot pogodba za PaaS mora biti sklenjena v pisni 
obliki. 
S pravnega vidika v smislu narave pogodbe in osnovnih pogodbenih obveznosti med pogodbo za PaaS 
in pogodbo za SaaS ni bistvenih razlik.  
5 VSEBINA POGODBE O ZAGOTAVLJANJU STORITEV RAČUNALNIŠTVA V OBLAKU 
5.1 Pogoji storitve (angl. Terms of service) 
Pogodbeni stranki morata v izhodišču opredeliti izvedbeni in storitveni model storitev računalništva v 
oblaku, ter pravno naravo pogodbe – predvsem je pomembno ali gre za obveznosti uspeha ali 
prizadevanja. Poleg obveznih sestavin pogodb za posamezen storitveni model računalništva v oblaku 
je priporočljivo, da stranki pogodbe uredita tudi nekatera druga razmerja oz. da nekatera razmerja, 
kadar je to dovoljeno, uredita drugače od izhodiščne zakonske ureditve. Ker pogodbeni tip ni posebej 
zakonsko urejen, je toliko bolj pomembno kako pogodbeno razmerje uredita pogodbeni stranki. Kot 
ugotavlja tudi sodišče, je presoja pravic in obveznosti pogodbenih strank ter posledic kršitve pogodbe 
v precejšnjem delu odvisna od vsebine pogodbe in njenih sestavnih delov kot avtonomne ureditve 
pogodbenega razmerja in s tem materialnega prava.82 Pri določitvi storitev, ki so predmet pogodbe, je 
potrebna precej razdelana opredelitev.  
                                                          
82 VSL sklep I Cpg 435/2011. 
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Agencija Evropske unije za varnost omrežij in informacij (ENISA), je opredelila nekaj osnovnih področij, 
ki naj bodo urejena v pogodbi za zagotavljanje storitev računalništva v oblaku,83 ki so tudi zajeta v 
nadaljevanju. Koliko bo naročnik lahko prilagajal samo vsebino pogodbe svojim potrebam in željam je 
odvisno od razporeditve »moči« med ponudnikom in naročnikom, posebej ker pogodbeno razmerje ni 
zakonsko urejeno. Običajno bodo manjši ponudniki bolj pripravljeni spreminjati vsebino vnaprej 
pripravljene pogodbe, večji naročniki pa bodo spremembe lažje dosegli.  
5.1.1 Migracija v oblak 
Pred migracijo v oblak se mora naročnik predvsem zavedati tveganj, ki jim je izpostavljen pri uporabi 
storitvev računalništva v oblaku kot so: potencialna nerazpoložljivost storitev, izguba in odtekanje 
podatkov, ter nadzora  nad njimi, možnost zlorab,  zlonamernost ali malomarnost ponudnika oz . 
njegovih zaposlenih, ipd. 84 Pred tveganji se mora naročnik čim bolje zavarovati tudi s pogodbo.  
Poudariti je treba, da je veliko navedenih tveganj pri uporabi storitev računalništva v oblaku za 
naročnika običajno manjših, kot pri uporabi lastne opreme na lokaciji. Odvisna so predvsem tudi od 
premišljene izbire ponudnika in storitev. Ponudnik storitev si mora namreč v času trajanja 
pogodbenega razmerja vsaj s skrbnostjo dobrega strokovnjaka prizadevati, da bi neprestano 
zagotavljal dostop do delujočih storitev in do podatkov, hkrati pa da bi izključil čim več varnostnih 
tveganj - jih omejil na minimum,85 za kar ima običajno na voljo več kapacitet kot naročnik. 
                                                          
83 Rohrmann, Carlos A.; Juliana Falci Sousa Rocha Cunha: Some Legal Aspects of Cloud Computing Contracts, v: 
Journal of International Commercial Law and Technology, (2015) 1, str. 42. 
84 Davidovic, Vlatka; Ilijevic, Denis; Luk, Vanja; Pogarcic, Ivan: Private Cloud Computing and Delegation of Control, 
URL: https://www.daaam.info/Downloads/Pdfs/proceedings/proceedings_2014/023.pdf (30.9.2019). 
85 Davidovic, Vlatka; Ilijevic, Denis; Luk, Vanja; Pogarcic, Ivan: Private Cloud Computing and Delegation of Control, 
URL: https://www.daaam.info/Downloads/Pdfs/proceedings/proceedings_2014/023.pdf (30.9.2019). 
Slika 3: Prikaz tveganj pri uporabi storitev računalništva v oblaku, Sraka, 2014 
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V pogodbi naj bi bil definiran časovni okvir migracije sistema v oblak kot tudi obseg sistema oz. 
podatkov, ki ga naročnik prenaša v oblak.86 Naročnik se mora zavedati, da bo v primeru migracije 
storitev k drugemu ponudniku v času izvajanja te migracije moral plačevati izvajanje storitev 
dotedanjemu in novemu ponudniku, da bo lahko nemoteno dostopal do podatkov.87  
5.1.2 Hramba, varnost in zaupnost podatkov 
Obveznost hrambe podatkov je v bistvenem že opredeljena z zakonskimi določbami o mandatni 
pogodbi. Pogoba o zagotavljanju storitev računalništva v oblaku lahko v okviru opredelitve obveznosti 
ponudika, da hrani naročnikove podatke, posebej določa obveznost ponudnika, da zagotavlja varnost 
podatkov naročnika in zaupnost.88 Iz določb o mandatni pogodbi, ki opredeljuje obveznost ponudnika 
sicer ne izhaja pravica ponudnika do uporabe naročnikovih podatkov oz. to možnost izključuje z 
določbo, da mora ponudnik izvršiti naročilo po prejetih navodilih kot dober gospodar oz. strokovnjak, 
pri tem pa mora ostati v mejah naročila in paziti na naročnikove interese. Kadar sta stranki obveznost 
opredelili kot obveznost prizadevanja, torej dodatna opredelitev ni potrebna. 
Naročnik mora pred naročilom storitev preveriti kakšne podatke bo shranjeval v oblaku. Če gre za 
občutljive informacije, osebne podatke ali mogoče za poslovne skrivnosti, jih bo običajno želel bolje 
zavarovati.89 Pogodba naj določa ukrepe za varovanje podatkov (glej spodaj »Omejevanje tveganj«).90 
Naročnika morajo zanimati tudi previdnostni ukrepi za varovanje podatkov, ki jih lahko oz. jih mora 
izvajati sam.91 
Pogodbeni stranki se lahko dogovorita, ali je ponudniku nadzor oz. pregled nad podatki dovoljen in v 
kakšni obliki oz. na kakšen način. Dogovorita se npr. lahko, da ponudnik nadzoruje podatke le za namen 
urejanja oblaka v skladu z naročnikovimi potrebami – torej najmanj za revidiranje podatkovnega 
prostora glede obsega, za preverjanje odzivnega časa in primernosti pasovne širine, ipd.92 Naročnik 
mora biti pozoren na to ali pogodba morda omogoča ponudniku dostop do programske opreme ali 
                                                          
86 Davidovic, Vlatka; Ilijevic, Denis; Luk, Vanja; Pogarcic, Ivan: Private Cloud Computing and Delegation of Control, 
URL: https://www.daaam.info/Downloads/Pdfs/proceedings/proceedings_2014/023.pdf (30.9.2019). 
87 Stiven, Janet A.: Preparing and Advising Your Clients on Cloud Usage, v: Depaul business & commercial law 
journal, (2014) 12, str. 435. 
88 Rohrmann, Carlos A.; Juliana Falci Sousa Rocha Cunha: Some Legal Aspects of Cloud Computing Contracts, v: 
Journal of International Commercial Law and Technology, (2015) 1, str. 42. 
89 Stiven, Janet A.: Preparing and Advising Your Clients on Cloud Usage, v: Depaul business & commercial law 
journal, (2014) 12, str. 428-429. 
90 Davidovic, Vlatka; Ilijevic, Denis; Luk, Vanja; Pogarcic, Ivan: Private Cloud Computing and Delegation of Control, 
URL: https://www.daaam.info/Downloads/Pdfs/proceedings/proceedings_2014/023.pdf (30.9.2019). 
91 Pirnat Batelli, Tadeja: Pravna analiza pogodbe o računalništvu v oblaku, v: Pravnik, (2015) 9-10, str. 693. 
92 Rohrmann, Carlos A.; Juliana Falci Sousa Rocha Cunha: Some Legal Aspects of Cloud Computing Contracts, v: 
Journal of International Commercial Law and Technology, (2015) 1, str. 43. 
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drugih medijev na virtualizirani strojni opremi, ki jo naročnik uporablja.93 Ponudniki si včasih zagotovijo 
pravico obdelave nekaterih podatkov z namenom izboljševanja storitev, zaradi varnostnih zahtev, 
pravic za izvedbo revizije, odzivanja na prijave napak, ukrepov za varovanje zaupnosti podatkov ipd.94 
Stranki lahko določita, da ima ponudnik tudi več pravic za obdelavo podatkov naročnika. Če ima 
ponudnik pravico do take obdelave (včasih so storitve posledično cenejše za naročnika), bi pogodba 
morala definirati obseg obdelave in postopek v primeru prenosa podatkov, ki omogoča, da med 
prenosom pravice na podatkih niso ogrožene.95 S pogodbo je lahko tudi prepovedano kakršno koli 
rudarjenje podatkov naročnika brez njegove izrecne (pisne) privolitve.96 Priporoča se izrecno 
opredeljevanje pravic na podatkih,97 predvsem v izogib nesporazumom. Za naročnika je namreč 
posebej pomembno, da do tovrstnih kršitev pogodbe sploh ne pride, saj mu razpoložljiva kurativna 
sredstva dejansko ne nudijo popolne kompenzacije. Pogodbeni stranki lahko z istim ciljem posebej 
opredelita avtorske pravice na delih shranjenih v oblaku, znamke in poslovne skrivnosti.98  
Osebe zaposlene pri ponudniku oz. morebitni podizvajalec in njegovi zaposleni lahko imajo zaradi 
samega izvajanja storitev dostop do občutljivih naročnikovih informacij. Z določitvijo obveznosti v 
pogodbi lahko naročnik od ponudnika zahteva, da te subjekte pisno obvesti o naravi teh podatkov in o 
predpisanem ravnanju z njimi.99 Dogovor o zaupnosti podatkov med naročnikom in ponudnikom naj 
obsega tudi izmenjane dokumente, pogovore, dogovore in poslovni model sodelovanja.100 
Priporočljivo je, da pogodba vsebuje določilo, da podatki ne bodo razkriti hčerinskim družbam ali 
drugim povezanim osebam brez pridobitve predhodnega pisnega soglasja naročnika.101 V pogodbi je 
sicer lahko opredeljena možnost ponudnika za angažiranje podizvajalcev izvajanja storitev. Po zakonu 
                                                          
93 Weber, Rolf H; Staiger, Dominic Nicolaj: Cloud Computing: A cluster of complex liability issues, v: European 
journal of current legal issues, (2014) 1, str. 5. 
94 Prav tam. 
95 Davidovic, Vlatka; Ilijevic, Denis; Luk, Vanja; Pogarcic, Ivan: Private Cloud Computing and Delegation of Control, 
URL: https://www.daaam.info/Downloads/Pdfs/proceedings/proceedings_2014/023.pdf (30.9.2019). 
96 Foster, T. Noble: Navigating through the Fog of Cloud Computing Contracts, v: John Marshall journal of 
information technology and privacy law, (2013) 30, str. 25. 
97 Stiven, Janet A.: Preparing and Advising Your Clients on Cloud Usage, v: Depaul business & commercial law 
journal, (2014) 12, str. 429. 
98 Rohrmann, Carlos A.; Juliana Falci Sousa Rocha Cunha: Some Legal Aspects of Cloud Computing Contracts, v: 
Journal of International Commercial Law and Technology, (2015) 1, str. 43. 
99 Prav tam, str. 42-43. 
100 Prav tam, str. 43. 
101 Foster, T. Noble: Navigating through the Fog of Cloud Computing Contracts, v: John Marshall journal of 
information technology and privacy law, (2013) 30, str. 25. 
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mora ponudnik storitve načeloma opraviti sam, razen če mu angažiranje podizvajalca dovoli 
naročnik.102  
Stranki se lahko v pogodbi dogovorita kaj naj se zgodi s podatki v primeru kršitve pogodbe s strani 
naročnika – npr. neplačilo ali nesprejemljiva uporaba. Čas hrambe podatkov s strani ponudnika je v 
tem primeru običajno krajši.103 Naročnik si lahko izgovori obveznost ponudnika, da ga pred 
onemogočanjem dostopa do storitev predhodno obvesti in mu omogoči odpravo kršitve.104 Smotrno 
je določiti tudi, kaj se zgodi, kadar ponudnik kot pravna oseba preneha obstajati. Priporočljivo je, da se 
pogodbeni stranki dogovorita, da bo naročnik pred izvedbo združitve ali prevzema o tem obveščen in 
lahko od pogodbe predčasno odstopi.105 
Pomembna je določitev obdobja v katerem naj bodo naročniku podatki na voljo po prekinitvi pogodbe, 
da mu bo omogočena priprava na ustrezen prenos podatkov. Naročnik mora imeti pri migraciji in 
integraciji podatkov v nov oblak možnost prenosa podatkov v obliki, kompatibilni s sistemi drugih 
ponudnikov.106 Izpolnitev obveznosti ob prekinitvi pogodbe lahko ponudnik pogojuje s popolnim 
poplačilom zapadlih obveznosti (za osebne podatke velja ureditev po GDPR). Pogodbeni stranki se 
lahko dogovorita, da bodo podatki po zaključku sodelovnja uničeni, npr. po poteku določenega 
obdobja, lahko pa tudi na zahtevo naročnika (po prenosu podatkov iz oblaka). 
Ponudnik mora, kadar to določa zakon, podatke na zahtevo posredovati državnim organom.  
Obveznost razkritija podatkov je v slovenski zakonodaji določena tudi za inšpekcijske postopke.107 
Pogodbeni stranki se lahko dogovorita, da bo ponudnik naročnika obveščal o zahtevah za izročitev 
podatkov naročnika, takoj ko mu zakonodaja to možnost dopušča.108 V pogodbi je smiselno zapisati, 
da mora ponudnik upravičenca za pridobitev podatkov usmerit na naročnika, kadar mu zakon tega ne 
prepoveduje. Dogovorjeno je lahko, da je ponudnik naročniku dolžan zagotavljati določeno pomoč, 
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kadar se naročnik odloči v postopku nasprotovati razkritju podatkov.109 Tovrstnim obveznostim 
ponudnika bi se lahko pogodbeni stranki verjetno v veliki meri izognili oz. bi jih lahko vsaj omejili z 
določilom, da ponudnik brez avtorizacije naročnika do vsebine podatkov ne sme dostopati.110 Z 
enkripcijo (šifriranjem) podatkov mu je dostop tudi praktično onemogočen, vendar pa otežuje izvajanje 
podpore pri uporabi storitev. Taka ureditev razmerja bi vplivala tudi na izključitev odgovornosti 
ponudnika po 11. členu ZEPT.111  
Za primere ko je razkritje naročnikovih podatkov shranjenih v oblaku od ponudnika zahtevana v okviru 
civilnopravnega postopka v katerem je udeležen tudi naročnik, in naročnik takemu razkritju ne 
nasprotuje, si lahko ponudnik zagotovi pravico do povračila stroškov že v pogodbi.112 V izogib sporu o 
višini teh stroškov je lahko ta določena tudi vnaprej. 
5.1.3 Omejevanje tveganj 
Naročnika lahko z vidika zmanjševanja tveganj in delovanja storitve zanimajo predvsem: ustreznost in 
varovanje podatkovnega centra, redundatne poti, geografska lokacija strojne opreme na kateri se 
obdelujejo in so shranjeni podatki,113 morebiten obstoj »rezervnih« lokacij,  kvaliteta strojne opreme 
preko katere se storitve zagotavljajo, politika vzdrževanja opreme,  možnosti dostopa do podatkov 
(naročnika, zaposlenih pri ponudniku, tretjih oseb), postopek odziva na incidente, postopek ponovne 
vzpostavitve storitev in možnost obnove podatkov, ipd. Naročnik bi lahko od ponudnika z določilom v 
pogodbi zahteval, da beleži vse aktivnosti v zvezi z dobavo storitev naročniku. To naj bi omogočalo hiter 
in natančen odziv v primeru incidenta, saj so dnevniki (anlg. logs) enostavno dostopni. Dogovorjeno je 
lahko tudi, da bo ponudnik naključno testiral dostopnost dnevnikov in bo rezultate pošiljal 
naročniku.114 
Varnost podatkov, ki se prenašajo med strankama preko interneta, je pomemben vidik zagotavljanja 
storitev računalništva v oblaku. Predvsem ponudniki z več podatkovnimi centri običajno razvijajo lastne 
varnostne mreže.115 Enega varnejših načinov prenosa predstavlja prenos podatkov preko virtualnega 
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zasebnega omrežja (angl. virtual private network). Najučinkovitejši način zavarovanja podatkov naj bi 
bila enkripcija podatkov. Ker se v javnem oblaku podatki več naročnikov shranjujejo na istem strežniku, 
je enkripcija podatkov pomembnejša. Priporočljivi so tudi konkretni dogovori o načinih ločevanja 
podatkov na strežnikih.116 V okviru storitev je mogoče zahtevati tudi dodatno preverjanje avtentičnosti 
uporabnika, ki vstopa v oblak. 
Naročnik lahko zmanjša tveganje za izgubo podatkov, s podvajanjem podatkov v oblaku in 
shranjevanjem na različnih strežnikih, po možnosti na različnih lokacijah. V primeru incidenta bo na tak 
način podatke mogoče obnoviti. Pogodbeni stranki se morata dogovoriti, ali bo ponudnik zagotavljal 
ustvarjanje varnostnih kopij (ter njihovo hrambo), kako pogosto117 in koliko časa bo hranil shranjene 
verzije. Sčasoma prihaja do okvar strežniko, na katerih se izvajajo oblačne storitve. Tveganje za izgubo 
podatkov, ki je posledica okvare strežnika, se lahko zmanjša z zagotavljanjem varnostnih kopij na 
različnih strežnikih.118 
5.1.4 Nadzor 
Za zagotovitev nadzora nad podatki in njihovo obdelavo si lahko naročnik v pogodbi izgovori možnost 
nadzora nad izvajanjem storitev z določitvijo pravice do pregleda in revizije dela ponudnika.119 Če se 
želi uporabnik prepričati ali mu lahko ponudnik zagotavlja najvišjo raven storitev, si mora zagotoviti 
pravico, da preveri opremo, s katero mu bo ponudnik storitev zagotavljal, varnost programske opreme 
in postopke.120 Za ponudnika lahko izpolnjevanje tovrstnih obveznosti predstavlja precejšnje težave, 
saj je breme ob večjem številu naročnikov obsežno. Dodatno obremenjuje ponudnika pri izvajanju 
procesov, predstavlja varnostno tveganje za podatke ostalih naročnikov (ki se nahajajo na isti lokaciji), 
lahko pa je tudi finančno zahtevno.121 Za ponudnika prijaznejši alternativi sta zagotavljanje neodvisnih 
revizorskih mnenj (financiranje lahko, posebej kadar ni ugotovljenih nepravilnosti, bremeni naročnika) 
in pridobitev certifikatov, kot je ISO 27001 ipd.122 Izvedba revizije bi morala biti mogoča tako nad delom 
neposrednega ponudnika storitev kot tudi nad delom morebitnega podizvajalca. Če taka pogodbena 
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obveznost ne obstaja, se ponudnik z izvedbo revizije ni dolžan strinjati.123 V pogodbi je lahko določen 
izvajalec revizije in pogostost izvajanja.124 
5.1.5 Kršitve pogodbenih obveznosti in omejitve odgovornosti 
Podlaga pogodbene odškodninske odgovornosti je ponudnikova (naročnikova) kršitev pogodbene 
obveznosti, iz katere nastane naročniku (ponudniku) škoda. Ponudnikova (naročnikova) odgovornost 
za kršitev in s tem tudi za škodo se domneva, naročnik (ponudnik) pa se je lahko razbremeni, če dokaže, 
da so mu izpolnitev preprečile naknadne in nepredvidljive okoliščine, ki jih ni mogel preprečiti, 
odpraviti oziroma se jim izogniti. Odgovornost za kršitev pogodbe ni krivdne (subjektivne) narave, saj 
se ponudnik (naročnik) ne more razbremeniti z dokazom, da ni kriv, ampak mora dokazati 
nepredvidljive okoliščine, ki niso pod njegovim nadzorom.125 Krivda namreč ni predpostavka 
pogodbene odškodninske odgovornosti.126 OZ kot merilo obsega odškodnine določa predvidljivost. 
Omejitev ne velja, če je prišlo do kršitve pogodbe zaradi prevare, namerne neizpolnitve ali neizpolnitve 
iz hude malomarnosti. Takrat lahko naročnik (ponudnik) zahteva povrnitev celotne škode.127  
Vnaprejšnji dogovor o višini nadomestila škode – lahko tudi pogodbene kazni - za  primer kršitve 
pogodbe zmanjša možnosti kasnejšega nastanka spora med strankama. Če gre za obveznost uspeha 
stranki sicer lahko določita najvišji znesek odškodnine, vendar le če tako določen znesek ni v očitnem 
nesorazmerju s škodo (ali če za posamezen primer zakon ne določa kaj drugega).128 
Vprašanje je tudi, ali bo pogodbena stranka zmožna, v primeru kršitve pogodbe, povrniti dogovorjeno 
škodo oz. plačati pogodbeno dogovorjeno kazen. Naročnik (ponudnik) se pred nezmožnostjo plačila v 
določeni meri lahko zavaruje z zavezo ponudnika (naročnika), da bo za kritje tovrstnih obveznosti 
sklenil ustrezno zavarovanje.129 
Ponudniki običajno niso pripravljeni sprejeti večjega obsega odgovornosti, kot ga od njih zahteva 
zakonodaja. Naročnik ima po OZ pravico do povračila navadne škode in izgubljenega dobička, ki bi ju 
ponudnik moral pričakovati ob kršitvi pogodbe kot možni posledici kršitve pogodbe glede na dejstva, 
ki so mu bila takrat znana ali bi mu morala biti znana.130 Ponudnik bo želel omejiti svojo odgovornost 
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za morebitno nedelovanje storitev in druge morebitne napake,131 zaradi nepredvidljivosti možnih 
incidentov in visokih odškodninskih zahtevkov. 
Stranki včasih v pogodbi določita, da so storitve dobavljene takšne kot so (angl. as is), torej da ponudnik 
storitev ne prevzema nikakršne odgovornosti za nemoteno delovanje storitve, delovanje brez napak 
ali brez spornih vsebin (za SaaS). Storitev je ponujena v stanju, v kakršnem je v času sklenitve 
pogodbe.132 Včasih so v splošnih pogojih uporabljene klavzule o prevzemu odgovornost s strani 
ponudnika izključno za kršitve temeljnih jamstev. V nekaterih pogojih je določeno npr. da bo ponudnik 
izvajal razumne in ustrezne ukrepe za varstvo podatkov naročnika in da za izgubo podatkov ali 
nedelovanje storitve računalništva v oblaku ponudnik storitve onkraj razumnih varnostnih ukrepov 
torej ni odgovoren.133 V skladu z 242. členom OZ odgovornosti ponudnika za naklep ali hudo 
malomarnost ni mogoče s pogodbo vnaprej izključiti. Sodišče lahko na zahtevo zainteresirane stranke 
razveljavi tudi pogodbeno določilo o izključitvi odgovornosti za lahko malomarnost, če takšen 
sporazum izhaja iz monopolnega položaja ponudnika ali sploh iz neenakopravnega razmerja med 
pogodbenima strankama.134 V skladu z OZ  mora ponudnik sicer pri izpolnjevanju obveznosti iz svoje 
poklicne dejavnosti ravnati z večjo skrbnostjo, po pravilih stroke in po običajih (skrbnost dobrega 
strokovnjaka).135 
Razširjena je tudi omejitev odgovornosti za škodo na določeno zgornjo mejo. 136 Veljavno je le 
pogodbeno določilo, ki določa najvišji znesek odškodnine, ki ni v očitnem nesorazmerju s škodo (ali če 
za posamezen primer zakon ne določa kaj drugega). Sorazmernost določila je odvisna od konkretnega 
primera.  
Ponudniki, ki se zavedajo navedenih zakonskih mej pri omejevanju pogodbene odškodninske 
odgovornosti, bodo v pogodbah obveznost zagotavljanja dostopa do dogovorjenih funkcionalnosti in 
obveznost hrambe podatkov običajno opredelili kot obveznost prizadevanja.  
Kadar bi bile obveznosti opredeljene kot obveznosti uspeha, bi ponudnik naročniku odgovarjal za 
škodo, ki bi mu nastala, tudi če pogodbe ni kršil namenoma ali iz malomarnosti – kot rečeno se njegova 
krivda domneva.  Kadar bosta stranki v takem primeru sklenili dogovor o ravni storitve, bo ponudnik 
kršil pogodbene obveznosti šele ob prekoračitvi dovoljene nerazpoložljivosti, v odsotnosti dogovora pa 
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do kršitve pride že ob prvi napaki v delovanju storitev. Ob kršitvi pogodbe bi naročnik lahko zahteval 
izplačilo v višini škode in ne le morebitne pogodbene kazni. Višine škode običjano ne bo mogoče 
učinkovito omejiti na manjši znesek, saj je obseg škode, posebej kadar je naročnik poslovni subjekt, ki 
je v oblak prenesel svoje poslovanje, lahko zelo velik. 
Jamstva so običajno predmet vsaj nekaterih omejitev. Nekateri ponudniki zaradi jasnosti 
pogodbenenih obveznosti v splošnih pogojih naštejejo nekaj izjemnih primerov, ko izvedba storitev ni 
mogoča in je odgovornost ponudnika sama po sebi izključena, ker na okoliščine nima vpliva. V izogib 
kasnejšim nesporazumom je določba v praksi precej smiselna.  
Ponudniki v splošnih pogojih včasih izrecno navedejo, da v nobenem primeru niso odgovorni za 
nedosegljivost storitev, kadar je ta posledica prekinitve ali zadržanja izvajanja pogodbe oz. 
zagotavljanja dostopa do storitev, ali posledica prenehanja zagotavljanja tovrstnih storitev, ali 
posledica kakršnega koli nepričakovanega oz. nenačrtovanega nedelovanja storitev (angl. downtime), 
posebej v primeru izpada električne energije, okvare sistema ali drugih motenj. Poleg tega tudi, da ne 
odgovarjajo za stroške nabave nadomestnih sredstev ali storitev, stroške investicij, razširitev ali zavez 
naročnika v povezavi s pogodbo oz. storitvami.137 Izključitev te odgovornosti sicer izhaja že iz 
opredelitve ponudnikove obveznosti kot obveznosti prizadevanja, če je ponudnik seveda ravnal kot 
dober strokovnjak. 
Najbolj enostavna in za ponudnika prijazna določba je nedvomno, da ponudnik naročniku ne daje 
nobenih jamstev, razen tistih, ki jih kot obvezna določa zakon. Določba sicer pokriva vse ponudnikove 
potrebe, zaradi njene enostavne formulacije, pa lahko v praksi prihaja do več nesporazumov med 
strankama, ki ob podpisu pogodbe morda nista dobro seznanjeni z relevantno zakonodajo. Še vedno 
velja omejitev 6. člena OZ. 
Ponudniki radi izključujejo tudi odgovornost za kršitve pravic intelektualne lastnine – kršitve avtorskih 
pravic, patentnih pravic, licenc. 138 Kadar gre za morebitno kršitev pogojev licence s strani naročnika, je 
ponudnikova odgovornost nasproti tretjim osebam pod določenimi pogoji izključena z zakonom.139 
Nasproti naročniku take odgovornosti nima smisla izključevati. Pogodba učinkuje le med pogodbenima 
strankama in z njo odgovornosti nasproti tretjim osebam ni mogoče izključiti. Smiselna je izključitev 
odgovornosti ponudnika, kadar bi naročnikove pravice intelektualne lastnine kršila tretja 
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nepooblaščena oseba (npr. po vdoru v sistem). Ta izključitev je pravična, kadar je ponudnik ustrezno 
izpolnjeval svoje pogodbene obveznosti. Odgovornosti za neupravičeno podelitev licence naročniku 
ponudnik ne more izključiti, saj je podelitev ustreznih licenc eno od njegovih temeljnih obveznosti 
(pogodba za Paas in SaaS). Kadar bi šlo za kršitve naročnikovh pravic intelektualne lastnine s strani 
ponudnika (npr. zloraba naročnikovih podatkov) naj naročnik zahteva povrnitev škode in ne pristane 
na omejitev ponudnikove odgovornosti.  
Dogovorjena je lahko tudi odgovornost ponudnika za namerna ali malomarna dejanja njegovih 
zaposlenih, s katerimi je kršena obveznost ponudnika zagotavljati varnost in zaupnost podatkov. Tako 
odgovornost za dejanja zaposlenih določa že zakon v 147. členu OZ.140 Za tovrstna dejanja morebitnega 
podizvajalca odgovornost opredeljuje zakon v okviru mandatne pogodbe.141 
Ponudniki večinoma ne zagotavljanjajo varnosti pred izgubo podatkov.142 Obveznost hrambe podatkov 
je v izbranem primeru obveznost prizadevanja in ne uspeha. Naročnik bo v takem primeru 
neupravičeno pričakoval, da so njegovi podatki v oblaku varni pred vsemi tveganji oz. da bo v primeru 
varnostnega incidenta ponudnik nujno odgovarjal za nastalo škodo. 
Nekatere določbe o omejitvi odgovornosti so v slovenskem pravnem sistemu sicer odveč, potrebne pa 
so lahko v nekaterih drugih pravnih sistemih. 
5.1.6 Spremembe splošnih pogojev 
Ker se s pogodbo o zagotavljanju storitev računalništva v oblaku običajno sklepajo dalj časa trajajoča 
pravna razmerja, lahko vsebuje izrecno možnost enostranskega spreminjanja splošnih pogojev s strani 
ponudnika tekom veljavnosti pogodbenega ramerja za naprej.143 Naročnik si v praksi verjetno težko 
privošči zavrnitev sprememb, saj do sprejema novih pogojev (v nekaterih primerih) ne more dostopati 
do svojih podatkov v oblaku oz. ga v primeru zavrnitve čaka precej zahteven postopek menjave 
ponudnika storitev. Pomembno vprašanje je, kakšne pravice ima naročnik v primeru spremembe 
pogodbenih pogojev. 
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5.1.7 Pristojnost za reševanje sporov 
Stranki lahko v pogodbo vključita tudi prorogacijsko klavzulo, s katero določita pristojno sodišče ali 
drug subjekt, ki naj odloči v primeru spora. 
Dostop do storitev računalništva v oblaku je za naročnika esencialnega pomena, neupravičeno 
onemogočanje dostopa do storitev pa bi lahko povzročilo obsežno odškodninsko odgovornost 
ponudnika. Zato je priporočljivo, da se stranki dogovorita katere kršitve pogodbe lahko ponudnik 
sankcionira z onemogočanjem dostopa do storitev ali celo izbrisom podatkov, ter za hiter in učinkovit 
način odločanja o tem ali je tako sankcioniranje upravičeno. Pooblastita lahko neodvisnega 
odločevalca, ki mora o vprašanju odločiti v kratkem roku. Odločitev lahko velja le za čas, do rešitve 
spora s strani pristojnega sodišča oz. drugega pristojnega organa.144 
5.1.8 Prenehanje pogodbe 
Ponudniki si navadno zagotovijo plačilo stroškov prekinitve pogodbe, saj jih predvsem izvedba 
migracije storitev dodatno obremeni. Naročnik se mora prepričati v kakšni višini so ti določeni, saj 
ponudniki včasih zahtevajo tudi precej visoka izplačila. Za primere, ko bi naročnik pogodbo predčasno 
odpovedal, lahko ponudniki v pogodbi določijo pogodbeno kazen, saj so v obdobju vezave naročnika 
upravičeno pričakovali določen dohodek.145 
5.1.9 Določbe o programski opremi (PaaS, SaaS) 
Običajno ponudniki naročniku dajejo le licenco za uporabo programske opreme. Pogodba mora izrecno 
določati, da bo ponudnik programsko opremo posodabljal in da so v licenci zaobsežene tudi 
posodobitve zadevne programske opreme,146 sicer naročnik tega nima pravice zahtevati. Opredeljena 
morata biti obseg in način vzdrževanja ter podpore pri uporabi dogovorjene programske opreme.147 
Ponudnik naročniku običajno omogoči dostop do standardnega programskega okolja. Nekateri 
naročniki raje uporabljajo odprtokodno programsko opremo, ki jo ponudnik oz. naročnik lahko 
prilagodi naročnikovim potrebam in željam. Ponudnik bo morda imel interes modificirano programsko 
opremo ponujati ostalim naročnikom, s čimer bi lahko bile kršene avtorske pravice naročnika.148 
                                                          
144 Carpenter, Robert H. Jr.: Walking from cloud to cloud: The portability issue in cloud computing, v: Washington 
journal of law, technology & arts, (2010) 1, str. 14. 
145 Primer – Splošni pogoji mCloud: URL: https://www.megatel.si/inc/files/splosni_pogoji_mcloud_megatel.pdf, 
točka 9.9 (19.7.2020), glede na obdobje so navadno določene tudi cene ipd. 
146 Rohrmann, Carlos A.; Juliana Falci Sousa Rocha Cunha: Some Legal Aspects of Cloud Computing Contracts, v: 
Journal of International Commercial Law and Technology, (2015) 1, str. 43. 
147 Prav tam, str. 42. 
148 Weber, Rolf H; Staiger, Dominic Nicolaj: Cloud Computing: A cluster of complex liability issues, v: European 
journal of current legal issues, (2014) 1, str. 6. 
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Tovrstna razmerja je najbolje urediti vnaprej. Mogoče je tudi, da želi naročnik pogodbo za Paas ali SaaS 
za dostop do individualizirane odprtokodne oblačne programske opreme skleniti le zato, da si zagotovi 
dostop do določenega »know how-a« ponudnika.149 Ta se pred takim izkoriščanjem njegovih storitev 
lahko zavaruje z določitvijo minimalnega trajanja pogodbe in z ustrezno določitvijo sprejemljive 
uporabe (glej spodaj »Sprejemljiva uporaba«). 
Včasih želi naročnik na virtualizirano strojno opremo namestiti programsko opremo, ki je ponudnik 
storitev ne zagotavlja oz. ni pooblaščen za nadaljnje podeljevanje licenc. V tem primeru si mora 
naročnik sam zagotoviti ustrezno licenco in programsko opremo,150 ponudnik pa bo opremo po 
dogovoru le namestil na opremo za naročnika. 
5.2 Raven storitve (angl. Service level agreement - SLA) 
Dogovor o ravni storitve običajno določa pravice in obveznosti vezane na razpoložljivost storitev, 
predvsem ciljno razpoložljivost, višino povračila in postopek  izplačila za primer nedoseganja ciljne 
razpoložljivosti. Ciljna razpoložljivost bo običajno opredeljena z določeno odstotno ali časovno 
omejitvijo nemotenega delovanja storitev na nižjo od stoodstotnega oz. neprestanega delovanja.151 
 Dejanska razpoložljivost znotraj časa 
zagotavljanja delovanja storitev: 
Znižanje mesečne naročnine za: 
Kritične napake 97,00% - 99,79% 
96, 00% - 96,99% 
95,00% - 95,99% 
92,00% -  94,99% 
85,00% - 91,99% 









Pomembne napake 85,00% - 98,39% 









Slika 4: Primer določila znižanja plačila zaradi nedelovanja storitev računalništva v oblaku, Mega M d.o.o. 
                                                          
149 Weber, Rolf H; Staiger, Dominic Nicolaj: Cloud Computing: A cluster of complex liability issues, v: European 
journal of current legal issues, (2014) 1, str. 6. 
150 Prav tam. 
151 Lastna opažanja iz prakse Mega M d.o.o. (razmerja s strankami, razmerja s poslovnimi partnerji). 
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Dogovor o ravni storitev, čeprav ponudnik z njim naročniku zagotavlja določeno kompenzacijo v 
primeru, ko razpoložljivost storitve ne bi dosegala določenega deleža v razmerju z obračunskim 
obdobjem, ponudnikove obveznosti zagotavljanja dostopa, kadar je ta opredeljena kot obveznost 
prizadevanja, ne spreminja – gre za neodvisno obveznost in je v interesu naročnika. Do povračila oz. 
zmanjšanja plačila je naročnik upravičen vedno, kadar delež ne dosega ciljne razpoložljivosti storitve, 
ne glede na morebitno kršitev pogodbenih obveznosti. Zato tudi ne gre za dogovor o pogodbeni kazni. 
Gre za delni prevzem rizika za primer nedelovanja storitev s strani ponudnika, nikakor pa ne za prevzem 
odškodninske odgovornosti.  Kadar ponudnik storitev ne bi zagotavljal s skrbnostjo dobrega 
strokovnjaka, bi odgovarjal za škodo, ne glede na dogovor o ravni storitve. 
Če bi se stranki dogovorili, da je zagotavljanje dostopa obveznost uspeha, potem dogovor o ravni 
storitev omejuje ponudnikove obveznosti na sprejemljivejšo raven. Ponudnik v tem primeru ni dolžan 
zagotavljati višje razpoložljivosti od dogovorjene. Gre za dogovor o pogodbeni kazni ob morebitni 
kršitvi pogodbenih obveznosti ponudnika. Glede na izhodišče je dogovor v interesu ponudnika. 
Za različne tipe napak v delovanju storitev je lahko določen različen čas odprave oz. delež delovanja 
brez tovrstnih napak, prav tako so lahko določena različna povračila. Naročnik mora biti pozoren na to 
kako je opredeljen čas razpoložljivosti storitev (kateri dnevi oz. deli dneva se upoštevajo pri določanju 
stoodstotnega delovanja storitev)  in ali ponudniku druge določbe morda ne omogočajo širših možnosti 
za onemogočanje dostopa (npr. zaradi vzdrževanja, …). Pomembno je, kako pogosto in ob katerem 
času ponudnik izvaja posodobitve in drugo vzdrževanje. Takrat storitve običajno niso dostopne, tako 
onemogočen dostop pa običajno ni zajet v delež nerazpoložljivosti.152 Pogodbeni stranki lahko določita 
tudi urnik vzdrževanja, izboljševanja in posodabljanja storitev, da je izvajanje teh čim manj moteče za 
naročnika.153 
Pomembna je tudi odzivnost ponudnika. Ponudniki navadno naročnikom nudijo tehnično podporo 
lastnega tehničnega oddelka, zato naročnik nima potreb po tehničnih kadrih, ki ne opravljajo nalog 
neposredno povezanih z njegovo primarno dejavnostjo. Zato je še bolj pomembno, da je tehnična 
podpora ponudnika dosegljiva, po telefonu, drugih komunikacijskih sredstvih ali fizično, da odpravi 
morebitne napake ali nejasnosti oz. naročniku ažurno svetuje pri uporabi ponudnikovih storitev.154 
Pogodbeni stranki lahko določita še čas sprejema prijavljene napake v reševanje in čas v katerem mora 
                                                          
152 Stiven, Janet A.: Preparing and Advising Your Clients on Cloud Usage, v: Depaul business & commercial law 
journal, (2014) 12, str. 434-435. 
153 Rohrmann, Carlos A.; Juliana Falci Sousa Rocha Cunha: Some Legal Aspects of Cloud Computing Contracts, v: 
Journal of International Commercial Law and Technology, (2015) 1, str. 42. 
154 Prav tam, str. 40. 
   
38 od 45 
biti napaka določenega tipa rešena.155 Priporočljivo je, da stranki pogodbe tudi opredelita način 
eskaliranja prijave napake, če npr. ni prevzeta v reševanje ali ni rešena v določenem času.156 
5.3 Sprejemljiva uporaba (angl. Acceptable use) 
V dokumentu o sprejemljivi uporabi ponudnik navadno določi, na kakšen način naročnik njegovih 
storitev ne sme uporabljati. Ponudniki lahko posebej izpostavijo, da naročnik storitev ne sme 
uporabljati za nelegalne aktivnosti, aktivnosti, ki so škodljive drugim in aktivnosti, ki bi lahko ponudnika 
izpostavile odškodninski odgovornosti. Take aktivnosti so npr. poskus kraje identitete, kršenje pravic 
intelektualne lastnine, uporaba ali distribucija orodij za ogrožanje varnosti storitev, prenašanje datotek 
z računalniškim virusom oz. drugih škodljivih datotek, dostopanje do drugih omrežij brez dovoljenja, 
njihovo pregledovanje ali nadziranje.157 ZEPT sicer že določa, da ponudnik ni dolžan nadzirati ali hraniti 
podatkov, ki jih pošilja ali hrani, ali dejavno raziskovati okoliščin, nakazujočih na protipravnost 
podatkov, ki jih zagotavlja uporabnik,158 in da ponudnik ni odgovoren za podatke, ki jih zagotovi 
uporabnik, ki jih je shranil na zahtevo uporabnika (ki ne deluje v okviru njegovih pooblastil ali pod 
njegovim nadzorom) - pod pogojem, da ponudnik ne ve za protipravno dejavnost ali podatek in mu v 
zvezi z odškodninsko odgovornostjo niso znana dejstva ali okoliščine, iz katerih izhaja protipravnost, ali 
če nemudoma, ko mu je protipravnost znana, ukrepa tako, da podatke odstrani ali onemogoči dostop 
do njih.159 Odgovornosti ponudnika nasproti tretjim osebam pogodbeni stranki ne moreta izključiti, saj 
pogodba učinkuje le inter partes.  
Naročnik storitev običajno ne sme uporabljati v pretiranem obsegu (v obsegu, ki močno odstopa od 
povprečja) ali na način, ki bi lahko povzročal težave v delovanju storitev. Take aktivnosti so npr. 
namerni poskusi preobremenitve storitev, druge aktivnosti, ki bi zmanjševale uporabnost in izvajanje 
storitev, ponarejanje podatkov o izvoru sporočil, ipd.160 Določeno je lahko še npr. da lahko naročnik 
uporablja storitve le v skladu z namenom doseganja namena pogodbe. Naročnik ne sme izvajati 
obratnega inženiringa, razstavljati, odstranjevati ali nadomeščati tehničnih omejitev, onemogočati, 
posegati ali drugače obiti katerega od mehanizmov za obračun storitev, storitev dajati v najem, jih 
                                                          
155 Dogovor o ravni storitve ponudnika Mega M d.o.o. 
156 Stiven, Janet A.: Preparing and Advising Your Clients on Cloud Usage, v: Depaul business & commercial law 
journal, (2014) 12, str. 435. 
157 Acceptable Use Policy - IBM FIRST Risk Case Studies, URL: https://first.op.ibmcloud.com/acceptable-use/ 
(12.4.2020). 
158 ZEPT, tretji odstavek 8. člena. 
159 ZEPT, prvi odstavek 11. člena. 
160 Acceptable Use Policy - IBM FIRST Risk Case Studies, URL: https://first.op.ibmcloud.com/acceptable-use/ 
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posojati, preprodajati, prenašati ali gostovati storitev tretjim osebam, brez izrecnega soglasja 
ponudnika.161 
5.4 Zasebnost oz. varstvo osebnih podatkov (angl. Privacy policy) 
Zakon o varstvu osebnih podatkov (ZVOP-1)162 in predvsem Splošna uredba o varstvu podatkov 
(GDPR)163 določata nekaj razmerij, ki jih morata naročnik in ponudnik  storitev računalništva v oblaku 
medsebojno urediti, ne zaradi specifičnosti pogodbe o računalništvu v oblaku, temveč zaradi narave 
storitve, ki lahko zajema obdelavo (tudi) osebnih podatkov. Če se pri zagotavljanju storitev osebni 
podatki ne obdelujejo, ureditev  razmerij v skladu z ZVOP-1 in GDPR ni potrebna. Kadar pa se obdelujejo 
oz. obstaja verjetnost, da se bodo obdelovali osebni podatki, mora biti pogodba sestavljena tudi v 
skladu z ZVOP-1 in GDPR oz. morajo biti razmerja ustrezno urejena z drugim pravnim aktom med 
pogodbenima strankama. Urejena morajo biti v pisni obliki.  
Kot ponudnik storitev računalništva v oblaku je ponudnik obdelovalec, naročnik pa upravljavec osebnih 
podatkov, ki se obdelujejo v okviru zagotavljanja storitev, ker jih naročnik shranjuje na ponudnikovi 
tehnični opremi.164 Naročnik in ponudnik storitev pisno določita vsebino in trajanje obdelave, naravo 
in namen obdelave, vrsto osebnih podatkov, ki se obdelujejo, kategorije posameznikov, na katere se 
nanašajo osebni podatki,  ter obveznosti in pravice upravljavca.165 
Pogodbeni obdelovalec sme opravljati posamezna opravila v zvezi z obdelavo osebnih podatkov v 
okviru naročnikovih pooblastil in osebnih podatkov ne sme obdelovati za noben drug namen.166 
Obdelovalec osebne podatke obdeluje samo po dokumentiranih navodilih upravljavca, razen če to od 
njega zahtevajo predpisi.167 Zagotovi, da so osebe, ki so pooblaščene za obdelavo osebnih podatkov, 
zavezane k zaupnosti ali jih k zaupnosti zavezuje ustrezen zakon; sprejme vse ukrepe, potrebne za 
varnost obdelave podatkov; spoštuje pogoje za angažiranje drugega obdelovalca; pomaga upravljavcu 
z ustreznimi tehničnimi in organizacijskimi ukrepi; v skladu z odločitvijo upravljavca izbriše ali vrne vse 
osebne podatke upravljavcu po zaključku storitev v zvezi z obdelavo ter uniči obstoječe kopije, razen 
če je predpisano shranjevanje osebnih podatkov; upravljavcu ali drugemu revizorju, ki ga pooblasti 
                                                          
161 Microsoft Online Subscription Agreement, https://azure.microsoft.com/en-us/support/legal/subscription-
agreement/ (12.4.2020). 
162 Zakon o varstvu osebnih podatkov, Uradni list RS, št. 94/07 – uradno prečiščeno besedilo (ZVOP-1). 
163 Uredba (EU) 2016/679 Evropskega parlamenta in Sveta z dne 27. aprila 2016 o varstvu posameznikov pri 
obdelavi osebnih podatkov in o prostem pretoku takih podatkov ter o razveljavitvi Direktive 95/46/ES (Splošna 
uredba o varstvu podatkov). 
164 Rovšek Srše, Nastja: Računalništvo v oblaku in zasebnost, v: TFL Glasnik, (2015) 6, str. 2. 
165 Splošna uredba o varstvu podatkov, 28. člen, tudi ZVOP-1 11. člen. 
166 ZVOP-1 11. člen. 
167 Splošna uredba o varstvu podatkov 28. člen, 29. člen. 
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upravljavec, omogoči izvajanje revizij, tudi pregledov, in pri njih sodeluje; nemudoma obvesti 
upravljavca, če po njegovem mnenju navodilo krši predpise.168 Če obdelovalec krši svoje obveznosti, 
tako da določi namene in sredstva obdelave, se obdelovalec šteje za upravljavca v zvezi s to 
obdelavo.169 Tudi obdelovalci podatkov morajo v skladu z GDPR vzpostaviti evidence vseh vrst 
dejavnosti obdelave, ki jih izvajajo v imenu upravljavca,170 zagotavljati morajo varnost podatkov z 
ustreznimi ukrepi,171 upoštevati predpisane postopke v primeru kršitev172 in ob določenih pogojih 
pooblastiti pooblaščeno osebo za varstvo podatkov.173 
Obdelovalec je odgovoren za škodo, ki jo povzroči obdelava le, kadar ne izpolnjuje obveznosti, ki so 
posebej naslovljene nanj, ali kadar je prekoračil zakonita navodila upravljavca ali ravnal v nasprotju z 
njimi. Obdelovalec je izvzet od odgovornosti, če dokaže, da v nobenem primeru ni odgovoren za 
dogodek, ki je povzročil škodo.174  
GDPR obsega več pravil o obdelavi osebnih podatkov, ki lahko pridejo v poštev pri nekaterih pogodbah 
o računalništvu v oblaku, vendar zaradi izrecnih omejitev tega dela tu niso zajete. 
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6 ZAKLJUČEK 
Pogodba o računalništvu v oblaku je v splošnem pogodba, s katero se ponudnik zaveže za naročnika 
izvajati storitve računalništva v oblaku, naročnik pa se zaveže, da mu bo za to plačal.  
Običajno gre za pogodbo, ki je formalizirana v pisni obliki. Karakteristične obveznosti, torej obveznosti 
ponudnika, se nanašajo na uporabo in delo, ne na odsvojitev. Je dvostranski pravni posel, za njen 
nastanek in učinkovanje sta potrebni izjavi volj ponudnika  in naročnika, ki se ujemata – soglasje. Gre 
za zavezovalni pravni poslel, saj se ponudnik zaveže k določenemu ravnanju in je relativne narave, 
učinkuje med strankama. Podrobnejša določitev obveznosti in s tem pravne narave pogodbe je v okviru 
omejitev tega dela odvisna od dogovorjenega storitvenega modela. 175 
Pogodba o zagotavljanju storitev računalništva v oblaku (še) ni posebej zakonsko urejena, posledično 
imata pogodbeni stranki ob vstopu v tovrstno pogodbeno razmerje precej maneverskega prostora. Z 
večjim obsegom svobode nosita pogodbeni stranki tudi večjo odgovornost pri definiranju recipročnih 
pravic in obveznosti. 
Pogodbo o zagotavljanju storitev računalništva v oblaku - s katero gospodarski subjekt prenaša večji 
del poslovanja v javni oblak ponudnika - je mogoče subsumirati pod obstoječe določbe posebnega dela 
OZ. Gre za zloženo pogodbo, ki je običjano sestavljena iz pogodbe o delu, mandatne pogodbe in 
(kadar gre za storitve PaaS ali SaaS) licenčne pogodbe. Obveznost tehnične vzpostavitve sistema je 
najbolje urediti po pravilih pogodbe o delu, obveznost omogočanja dostopa do funkcionalnosti in do 
podatkov po pravilih mandatne pogodbe, obveznost hrambe podatkov po pravilih mandatne pogodbe, 
obveznost vzdrževanja  sistema po pravilih pogodbe o delu in obveznost zagotavljanja licenc za 
programsko opremo po pravilih licenčne pogodbe. 
Kadar obveznosti omogočanja dostopa in obveznost hrambe podatkov opredelimo kot obveznosti 
prizadevanja, bo ponudnik pripravljen sprejeti rizike, ki jih pogodbeno razmerje zanj prinaša, naročnik 
pa bo lahko od ponudnika zahteval skrbnost dobrega strokovnjaka pri ravnanju z njegovimi podatki in 
zagotavljanju zanj esencialnih storitev. 
V praksi so osnovne pravne značilnosti  pogodbe v računalništvu v oblaku do določene mere že 
izoblikovane, vendar ne dovolj, da bi bilo pogodbo na tej podlagi smiselno urediti z zakonom kot 
poseben pogodbeni tip. Ni mogoče trditi, da se v praksi stranke zavedno odločajo za ureditev razmerij 
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na način, ki je kot priporočljiv izpostavljen v tej nalogi. Poleg tega še ni ustaljen večji del vsebine 
pogodbenega razmerja, ki odnos v drugih pomembnih pogledih natančneje opredeljuje - iz prakse še 
ni mogoče enoznačno razbrati, kaj vse lahko naročnik od ponudnika upravičeno pričakuje.  
Pomembno je, da se naročnik o storitvah ponudnika predhodno ustrezno informira, izbere ustrezen 
storitveni model, ustrezno prilagodi svoja pričakovanja in druga razmerja. Posebno pozornost mora 
posvetit razpoložljivosti storitev, zaupnosti in varnosti podatkov, omejevanju tveganj z redundanco in 
alternativnimi rešitvami, možnostim nadzora, omejitvam odgovornosti, možnostim sprememb 
pogodbenih pogojev, licenčnim pogojem, postopkom v primeru spora in prenehanju pogodbe. 
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