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Природним еволюційним етапом розвитку сучасного суспільства є 
входження до інформаційної ери, де основними стратегічними ресурсами є 
знання та інформація. 
У рамках ідеології інформаційного суспільства існують різні напрями і 
тенденції, від позитивних можливостей державного управління економікою, 
створення законодавчої бази для вільного доступу міжнародної спільноти до 
інформації – до запобігання загрозі політичного контролю за націями з 
використанням високих технологій. Одним з перших концептуальних 
документів, що визначав стратегію побудови інформаційного суспільства, є 
прийнятий на 29 сесії Генеральної Конференції ЮНЕСКО в 1996році документ 
під назвою «Інформаційне суспільство для всіх». Згідно з ним магістральним 
напрямом міжнародного співробітництва є побудова глобального 
інформаційного суспільства за особливої ролі ЮНЕСКО. У цьому документі 
задекларовано, що забезпечення кожній людині міжнародного співтовариства 
широкого та вільного доступу до інформаційних ресурсів є необхідним для 
рівноправної участі у житті нової суспільної формації. 
Для побудови глобального інформаційного суспільства необхідно 
подолати ряд проблем: 
1) інформаційно-технологічний дисбаланс та інформаційну ізоляцію 
окремих регіонів і країн; 
2) негативний вплив комунікаційних та інформаційних технологій; 
3) незабезпеченість інформаційних прав та свобод людини (громадянина), 
включаючи право на доступ до інформації і конфіденційність тощо. 
Серед основних європейських нормативно-правових актів, що регулюють 
суспільні відносини у сфері побудови інформаційного суспільства – Окінавська 
хартія глобального інформаційного суспільства від 22 липня 2000 року. 
Отже, особливе значення для безпеки інформаційного суспільства має 
забезпечення саме інформаційно-технічної безпеки інформаційного 
суспільства, зокрема мінімізації шкідливих наслідків від інформаційних 
зловживань, що загрожують цілісності мережі, та комп’ютерної злочинності. 
