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INTRODUZIONE
Grazie ad una evoluzione costante, la normativa antiriciclaggio è divenuta 
sempre più complessa e penetrante, rivolgendosi ora a un pubblico di destinatari 
notevolmente più vasto rispetto agli albori della sua introduzione.
Gli istituti bancari rimangono comunque il perno fondamentale nella missione di 
contrasto  al  riciclaggio  e  al  finanziamento  al  terrorismo  e  per  evitare 
coinvolgimenti  che  potrebbero  danneggiarne  l'immagine  devono  diffondere 
costantemente nella cultura aziendale i principi cardine della normativa in vigore, 
tramite opportune politiche di rafforzamento delle procedure, di formazione e di 
incentivazione del personale.
In Italia la disciplina antiriciclaggio ha avuto nuovo impulso grazie all’attuazione 
della III direttiva europea in materia (n.60/2005/CE), recepita ed attuata dal d.lgs. 
n. 231 del 2007; il sistema bancario ha presto preso coscienza della possibilità 
che una inadeguata applicazione della complessa  normativa potrebbe portare alla 
cosiddetta  responsabilità  amministrativa  dell’ente,  con  evidenti  danni 
d’immagine oltre che a probabili sanzioni e altre perdite pecuniarie. 
Mentre si può dire che in origine la normativa si concretizzava in un controllo 
abbastanza acritico delle  movimentazioni  effettuate  dai  clienti  degli  istituti  di 
credito,  con  l’introduzione  della  II  e  III  direttiva  europea  in  materia  di 
antiriciclaggio,  soprattutto  con  quest’ultima,  si  assiste  ad  un  radicale 
cambiamento:  la  disciplina  ora  impatta  profondamente  su  gli  stessi  modelli 
organizzativi degli intermediari finanziari,  diventando quasi centrale nella loro 
struttura,  ispirando  in  modo  notevole  l’intero  apparato  di  vigilanza  e 
influenzando il modo d’investigare dei soggetti preposti a contrastare tali reati, 
ossia forze di polizia ed autorità giudiziaria.
Il  riciclaggio  appare  come  un  complicato  fenomeno  criminale  che  presenta 
profonde  implicazioni  di  natura  finanziaria,  economica  e  persino  sociale:  se 
infatti  esso cagiona un sicuro ed ingiusto arricchimento a chi lo mette in atto 
(riciclatori),  contemporaneamente  mina  nel  suo  profondo  la  stessa  struttura 
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economica di un distretto, in quanto altera i normali rapporti basati sulla giusta 
concorrenza, il corretto funzionamento dei mercati e i meccanismi fisiologici di 
allocazione  delle  risorse,  permettendo  alla  criminalità  organizzata  d’infiltrarsi 
profondamente nel tessuto sano dell’economia locale e consentendole un sempre 
maggior controllo del territorio.
Le  masse  di  capitali  illegali,  così  come  quelli  leciti,  di  massima  non  hanno 
ovviamente  altra  destinazione se  non l’intermediazione di  operatori  altamente 
qualificati, come appunto gli istituti di credito e gli altri professionisti del settore.
Inoltre  è  noto  che  le  organizzazioni  criminali  più  rilevanti  e  ben  strutturate 
cerchino di  ripulire il  denaro d’illecita  provenienza attraverso una pluralità  di 
operazioni internazionali, sfruttando le lacune normative e organizzative di alcuni 
paesi  e  le  differenze  in  essere  tra  i  diversi  stati  in  tema  di  controlli  e  di 
ordinamenti giuridici. 
Per tutto ciò si è reso necessario implementare una serie di strumenti preventivi 
di analisi e di controllo posti a difesa del sistema finanziario, che si vanno ad 
affiancare ai più tradizionali mezzi repressivi utilizzati per combattere ogni altra 
forma di criminalità.
L’azione di prevenzione e di lotta al riciclaggio si concretizza quindi in una serie 
di misure atte ad approfondire la completa conoscenza della propria clientela, a 
rendere sempre più monitorabili e quindi ricostruibili le transazioni finanziarie, 
ad  evidenziare  e  segnalare  quelle  operazioni  che  per  le  loro  caratteristiche 
sembrano essere sospette.
Il presente lavoro ha come obiettivo quello di analizzare la complessa materia 
“antiriciclaggio” con particolare riguardo al settore bancario.
La prima parte tratta le fonti normative comunitarie, nazionali ed internazionali.
La seconda affronta il rischio di riciclaggio nel settore bancario e si sofferma sul 
ruolo dell'Autorità di Vigilanza, con l'incarico di monitorare procedure e sistemi 
implementati  per  limitare  il  rischio  di  riciclaggio.  Gli  intermediari  sono  così 
costretti a mantenere una forte e continua attenzione per individuare e denunciare 
le situazioni anomale, con lo scopo di proteggere il mercato e l’intera collettività, 
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non dimenticando i  diritti  dei  consumatori,  la  necessaria  trasparenza  del  loro 
operato e preservando il loro buon nome. 
Infine l'ultima parte approfondisce l'applicazione della disciplina antiriciclaggio 
nell'aspetto pratico e operativo di una struttura bancaria.
6
CAPITOLO PRIMO
EXCURSUS NORMATIVO IN MATERIA DI “ANTIRICICLAGGIO”
1.1 La legislazione sopranazionale
1.1.1 Premessa
Il riciclaggio di denaro proveniente da azioni illegali costituisce un fattore 
di distorsione per l’intero sistema economico e costituisce un reato sempre più 
diffuso  e  globale,  che  richiede  leggi  e  controlli  sempre  più  adeguati,  per 
combattere uno dei principali rischi del sistema finanziario. Gli operatori onesti 
vengono ingiustamente penalizzati a vantaggio di quelli che cedono alle lusinghe 
o alle minacce della criminalità. Ciò spiega l’adozione, da parte della comunità 
internazionale,  di  misure  sempre  più  incisive  di  prevenzione  e  contrasto  del 
riciclaggio:  non si  tratta  solo di  tutelare l’ordine  pubblico,  occorre  preservare 
anche il corretto funzionamento della concorrenza nei mercati e l’integrità del 
sistema  economico  e  finanziario  che  rischia  di  essere  contaminato,  anche 
inconsapevolmente, da attività criminali.
La dimensione sempre più internazionale delle transazioni rende cruciali, ai fini 
di  una  lotta  efficace,  la  cooperazione  fra  Paesi  e  l’omogeneità  delle  norme 
adottate dai singoli Stati. Organismi internazionali e nazionali sono impegnati in 
un’azione  coordinata  contro  il  riciclaggio  di  denaro  di  provenienza  illecita, 
attraverso un affinamento delle tecniche di prevenzione e di contrasto e attraverso 
ripetuti miglioramenti dei sistemi normativi, di controllo e sanzionatori.
Sembra opportuno richiamare gli esiti di alcuni studi elaborati dal FATF-GAFI 
(Gruppo  d'Azione  Finanziaria  Internazionale)  per  cui  il  riciclaggio  si  articola 
essenzialmente in tre fasi fondamentali1:
• nella prima,  detta  di  “collocamento”  (placement  stage),  avviene 
1 Cfr.  Ufficiali frequentatori del 34° Corso Superiore di Polizia Tributaria, “Il contrasto patrimoniale  
alla criminalità organizzata”, Scuola di Polizia Tributaria della Guardia di Finanza, 2007. 
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l'introduzione dei  proventi  delle  varie  attività  criminali  nel  sistema dei 
pagamenti. Così facendo si persegue l'obbiettivo di trasformare il contante 
in “moneta  scritturale”, rappresentata dai saldi attivi dei rapporti costituiti 
presso  intermediari  finanziari.  Tale  fase  è  particolarmente  delicata,  in 
quanto espone in prima linea un soggetto agente, al quale viene affidato 
l'incarico di entrare in diretto contatto con un intermediario finanziario. E', 
infatti, in tale ambito che si è sviluppata la tecnica dello smurfing, ossia 
del frazionamento dell'operazione in più tranches, in modo da eludere i 
rigori della vigente disciplina antiriciclaggio.
• Nella seconda fase detta di “dissimulazione” o “stratificazione” (layering 
stage) si completa il “camuffamento” in modo da impedire il collegamento 
tra il denaro e la sua origine criminale tramite una pluralità di ulteriori 
trasferimenti. Essa consiste nel compimento di una più o meno vasta serie 
di operazioni, commerciali ma per lo più finanziarie, dirette a far perdere 
la traccia della provenienza illecita del denaro.
• Nella terza fase detta di “integrazione” (integration stage) il denaro, così 
“centrifugato” con trasferimenti elettronici, modificazioni e transiti da un 
conto corrente o da un rapporto ad un altro, viene reimmesso nel sistema 
economico legale.
Di  conseguenza,  l'azione  di  prevenzione  e  contrasto  del  riciclaggio si  esplica 
attraverso  l'introduzione  di  presidi  volti  a  garantire  la  piena  conoscenza  del 
cliente,  la  tracciabilità  delle  transazioni  finanziarie  e  l'individuazione  delle 
operazioni sospette.
Il  sistema  bancario  è  stato  per  lungo  tempo  il  settore  privilegiato  per  il 
collocamento del denaro proveniente da reato e lo è ancora in quei paesi dove i 
controlli non sono efficaci.
Le  indagini  della  magistratura  e  delle  forze  di  polizia  hanno  rivelato  che  i 
meccanismi utilizzati  per  il  reimpiego di  denaro sono in  continua evoluzione 
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anche  perché  la  criminalità  cerca  sempre  di  sfruttare  sia  le  innovazioni 
tecnologiche sia le innovazioni finanziarie: spesso il riciclatore utilizza il sistema 
del frazionamento delle operazioni, con versamenti che non superino la soglia 
oltre la quale parte il  controllo oppure emigra verso intermediari non bancari, 
meno  controllati  o  meno  attenti  nell'applicazione  delle  disposizioni 
antiriciclaggio. In ogni caso il  mondo del credito e della finanza è uno snodo 
cruciale per il riciclaggio perché può essere utilizzato per l'attuazione di tutte e 
tre le fasi del modello. Il sistema bancario è quindi da considerarsi fondamentale 
nella missione di contrasto al riciclaggio e al finanziamento del terrorismo2.
1.1.2 Accordi e convenzioni internazionali 
La  percezione  che  il  riciclaggio  fosse  un  fenomeno  trasnazionale  che 
minava  la  stabilità  dei  mercati  e  che  quindi  doveva  essere  fronteggiato  con 
politiche di contrasto a livello internazionale risale agli inizi degli anni ottanta.
Gli interventi  di  matrice  internazionale  hanno  avuto  la  finalità  di  creare  una 
disciplina comune a tutti gli stati per la lotta al riciclaggio.
Il primo atto ufficiale in cui si affrontava il problema del riciclaggio era infatti la 
Raccomandazione  del  Comitato  dei  Ministri  del  Consiglio  d'Europa  del  27 
giugno 1980, titolata “Misure contro il  trasferimento e la custodia di fondi di 
origine criminale”. Il documento, pur essendo privo di forza vincolante, invitava i 
paesi  membri  del  Consiglio  d'Europa  a  mettere  in  primo piano  l'esigenza  di 
accertare l'identità dei clienti da parte degli operatori bancari, oltre a instaurare 
una maggiore collaborazione tra gli istituti bancari stessi. Non si parlava ancora 
esplicitamente di riciclaggio.
La raccomandazione del 1980 è comunque significativa, perché segnava l'inizio 
della collaborazione del sistema bancario con l'autorità giudiziaria e le forze di 
polizia: si richiedeva, infatti, di sviluppare la cooperazione in tema di scambio di 
informazioni sia a livello nazionale sia sovranazionale.
2 Cfr. M. D'Agostino, “Antiriciclaggio, vademecum per l'operatore”, Bancaria Editrice, 2011.
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Tuttavia  il  cardine  di  tutta  la  successiva  elaborazione  della  normativa 
internazionale  concernente  l'affermazione  dei  principi  di  prevenzione  del 
riciclaggio è stata la Dichiarazione di Principi del “Comitato di Basilea” del 12 
dicembre  1988,  titolata  “Dichiarazione  di  principi  concernenti  la  prevenzione 
dell'uso criminale del sistema bancario a fini di riciclaggio di denaro” articolata 
in cinque punti, che costituivano gli obiettivi comuni ai quali avrebbero dovuto 
allinearsi le istituzioni creditizie dei paesi sottoscrittori.
Questo documento è stato infatti elaborato dal Comitato di Basilea, istituito alla 
fine del 1974, in seguito alle crisi bancarie nei mercati interni ed internazionali 
con il fine di favorire lo scambio di informazioni sulle pratiche di vigilanza tra i 
paesi  aderenti  e  sviluppare  la  collaborazione  tra  le  autorità  di  vigilanza  per 
istituire sistemi di preallarme in caso di crisi bancarie con riflessi internazionali. 
Tale  Comitato  era  composto  dai  rappresentanti  delle  banche  centrali  e  dagli 
organi di vigilanza del “Gruppo dei dieci”3.
La Dichiarazione, da riguardarsi come mera raccomandazione perché non aveva 
alcuna forza giuridica vincolante, esponeva principi comuni, rilevanti ai fini di 
contrasto al  riciclaggio.  Infatti,  in  essa  troviamo per  la  prima volta  enunciati 
alcuni  principi  che  costituiranno  l'asse  portante  della  successiva  normativa 
internazionale,  quali  l'obbligo  di  identificazione  della  clientela  bancaria, 
l'impegno  delle  banche  ad  evitare  il  proprio  coinvolgimento  in  operazioni 
sospette, l'obbligo degli istituti di credito a prestare la massima collaborazione 
con le autorità inquirenti.
Dello stesso anno è la Convenzione di Vienna, adottata il 19 dicembre del 1988. 
Si trattava della “Convenzione delle Nazioni Unite contro il traffico illecito di 
stupefacenti  e  sostanze  psicotrope”,  un  documento  redatto  al  termine  della 
Conferenza dell'ONU tenutasi a Vienna, proprio in tema di traffico di droga.  Si 
può  affermare  che  sia  il  primo  importante  atto  internazionale  in  materia  di 
riciclaggio giuridicamente vincolante.
3 I paesi facenti parte del “Gruppo dei dieci” erano in realtà dodici: Belgio, Canada, Francia, Germania, 
Giappone, Lussemburgo, Italia, Olanda, Regno Unito, Svezia, Svizzera e Stati Uniti.
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La  Convenzione  imponeva  l’obbligo  ai  Paesi  aderenti  di  assumere  i 
provvedimenti necessari per l’attribuzione del carattere di reato ad una serie di 
azioni, tra le quali figuravano la conversione, il trasferimento, la contraffazione 
dell’origine  di  beni  che  costituivano  proventi  di  reati  relativi  al  traffico  di 
stupefacenti e sostanze psicotrope (art. 3)4.
Nel concreto, i paesi membri dell'ONU che sottoscrissero tale Convenzione si 
impegnarono ad osservare uno standard minimo di condotta comune nella lotta al 
traffico  di  stupefacenti,  con  l'obbligo  di  prevedere,  nelle  proprie  legislazioni 
penali, alcune fattispecie di reato. 
Il  ventaglio  dei  reati  presupposto  sarà  successivamente  ampliato,  ma  la 
Convenzione ha avuto l’importante funzione di qualificare per la prima volta il 
riciclaggio come reato.
L'Italia aderì alla Convenzione con la legge 5 novembre 1990, n. 328.
Un altro prezioso contributo è stato fornito dal Consiglio d'Europa che tornava ad 
occuparsi  del  riciclaggio  a  Strasburgo  nel  1990  con  la  “Convenzione  sul 
riciclaggio, l'identificazione, il sequestro e la confisca dei proventi di reato” dell'8 
novembre 1990. 
L’innovatività  della  Convenzione  stava  quindi  nella  circostanza  che  essa  non 
limitava  l’ambito  di  applicazione  del  reato di  riciclaggio  ai  proventi  di 
determinati reati, come ad esempio il traffico di stupefacenti, ma lo riferiva ai 
proventi di qualsiasi condotta criminosa.
Inoltre  tale  nuova  convenzione  ha  assunto  notevole  rilievo  sotto  il  profilo 
dell’armonizzazione  della  procedura  penale  in  materia:  infatti  descriveva  gli 
obblighi  reciproci  di  cooperazione  per  la  prevenzione  e  il  contrasto  del 
riciclaggio con riferimento sia all'aspetto procedurale sia alle motivazioni di un 
eventuale rifiuto.
Nel  tempo,  tuttavia,  la  Convenzione  ha  evidenziato  alcune  lacune  sotto  due 
profili:
4 “Convenzione delle Nazioni Unite contro il  traffico illecito di stupefacenti e sostanze psicotrope”, 
adottata a Vienna il 19 dicembre 1988. 
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• parlava di prevenzione e non della mera repressione del riciclaggio;
• l’assenza del concetto di contrasto al finanziamento del terrorismo.
Pertanto venne avviato un processo di  aggiornamento con l’istituzione,  a  fine 
2003, di un Comitato di esperti, incaricato di redigere una bozza del nuovo testo 
della Convenzione, al fine di colmare le  mancanze descritte;  da qui deriva la 
Convenzione del Consiglio d’Europa del 3 Maggio 2005, c.d. “Convenzione di 
Varsavia”.
Questa convenzione presentava, a sua volta, alcuni elementi di rilievo: 
• era  l’unico  atto  internazionale  a  carattere  vincolante,  il  cui  campo 
applicativo  ricomprendeva  sia  la  prevenzione  del  riciclaggio  sia  il 
finanziamento del terrorismo; 
• estendeva  l’area  della  cooperazione  a  tutti  gli  istituti  tipici  della 
prevenzione del  riciclaggio (verifica  dell’identità  della  clientela,  analisi 
delle transazioni, obbligo di segnalazione di operazioni sospette, ecc); 
• recepiva la  definizione di  Financial  Intelligence Unit  (FIU),  stabilendo 
l’obbligo per gli Stati firmatari di istituirla e dotarla di tutte le risorse e le 
informazioni necessarie per il suo buon funzionamento. 
Tra le due Convenzioni (quella di Vienna del 1988 e quella di Strasburgo 1990) si 
pongono le “40 raccomandazioni” del GAFI, pubblicate nel primo rapporto del 7 
febbraio del 1990. Le raccomandazioni possono raggrupparsi in quattro parti:
a) Struttura generale delle raccomandazioni (1-3).
Contiene  le  prime  tre  raccomandazioni,  nelle  quali  si  prevede  un  generale 
obbligo di sanzionare il reato di riciclaggio e l'adeguamento degli ordinamenti 
giuridici dei vari Paesi al fine di dare attuazione alle raccomandazioni.
b) Fattispecie del reato di riciclaggio di capitali (raccomandazioni 4-7).
Queste raccomandazioni riguardano le misure necessarie, anche legislative, che i 
vari paesi dovrebbero adottare al fine di criminalizzare il riciclaggio e contrastare 
l'attività delle organizzazioni criminali.
c) Ruolo del  sistema finanziario nella  lotta  contro il  reimpiego di  capitali 
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( raccomandazioni 8-29).
Viene sottolineata l'importanza di estendere l'applicazione delle raccomandazioni 
non solo alle banche, ma anche ad altri soggetti operanti nel settore finanziario, 
chiedendo  a  costoro  una  maggiore  attenzione  nel  porre  in  essere  operazioni 
insolite. Viene rilevato che dovrebbe essere bandita ogni forma di anonimato e gli 
istituti  finanziari  dovrebbero  essere  obbligati  a  registrare  l'identità  dei  propri 
clienti  e  a  conservare  la  documentazione  sulle  transazioni,  sia  nazionali  che 
internazionali.
d) Rafforzamento  della  cooperazione  internazionale  (raccomandazioni  30-
40).
La  quarta  sezione  del  documento  esorta  le  amministrazioni  nazionali  al 
coordinamento  e  alla  collaborazione  internazionale,  facendo  perno  sulle 
organizzazioni internazionali esistenti, quali Fondo Monetario Internazionale, la 
Banca  per  i  Pagamenti  Internazionali,  l'Interpol  e  l'Organizzazione  Doganale 
Mondiale5.  
L'Europa ormai era pronta ad affrontare il problema del riciclaggio. La necessità 
di  un  fronte  comune  trasnazionale  era  un  fatto  acquisito,  le  strutture  della 
Comunità erano solide e la tutela del libero mercato era al centro dell'attenzione.
Gli  anni novanta sono stati  cruciali  nella lotta al  riciclaggio,  soprattutto per i 
paesi  europei.  Le  Convenzioni  di  Vienna  e  di  Strasburgo,  le  40 
“raccomandazioni”  del  GAFI,  che  analizzeremo  nei  prossimi  paragrafi, 
promossero una rapida modificazione delle normative nazionali di  contrasto a 
tale problematica.
1.1.3 Il Gruppo di Azione Finanziaria Internazionale (GAFI)
Nel  1989,  al  vertice  di  Parigi  dei  capi  di  governo  dei  paesi  più 
industrializzati  del  mondo,  il  “G7”6,  fu  istituita  una  task  force,  il  Gruppo  di 
5 Cfr.  A.  Scialoja  –  M. Lembo,  “Antiriciclaggio”,  Maggioli  Editore,  IV edizione,  Santarcangelo di 
Romagna (RN), 2012, cit., pp. 53-57.
6 I “grandi” allora erano sette: Canada, Francia, Giappone, Germania, Italia, Regno unito, Stati Uniti; 
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Azione Finanziaria Internazionale, GAFI7, con lo scopo di analizzare il fenomeno 
del riciclaggio e di suggerire ai governi le misure più opportune per combatterlo. 
Il GAFI, il cui acronimo in lingua inglese è FATF (Financial Action Task Force), 
è  dunque  l'unico  organismo  intergovernativo  con  lo  scopo  di  elaborare  e 
promuovere strategie di contrasto al riciclaggio di capitali e al finanziamento del 
terrorismo a livello internazionale, incoraggiando a livello mondiale l'adozione e 
l'attuazione  di  adeguate  misure.  Nell'esercizio  delle  proprie  attività,  il  GAFI 
collabora con i vari organismi internazionali impegnati nella medesima lotta.
Queste finalità vengono perseguite attraverso la realizzazione di tre obiettivi:
1) la diffusione a livello mondiale del messaggio di lotta contro il riciclaggio;
2) il controllo del rispetto delle raccomandazione nei paesi membri;
3) l'esame dell'evoluzione del fenomeno del riciclaggio e delle contromisure 
da attuarsi per contrastarlo.
Il  primo grande contributo fornito dal GAFI risale al 1990 quando realizzò la 
stesura  delle  famose “40 Raccomandazioni”,  che ancora  oggi costituiscono la 
piattaforma sulla quale si articolano le politiche sia nazionali che internazionali 
di  contrasto  al  riciclaggio.  Queste  raccomandazioni  vengono  corrette 
periodicamente, per offrire un quadro completo ed aggiornato, a livello mondiale, 
delle strategie di lotta al riciclaggio8. Inoltre sono accompagnate da alcune note 
interpretative destinate a rendere più chiara la loro applicazione.
mancava ancora la Russia.
7 Attualmente il  GAFI conta 34 paesi  membri  oltre  alla  Commissione europea e  il  Consiglio  della 
Cooperazione del Golfo. Tra gli altri, hanno la qualità di osservatori il Fondo monetario internazionale 
(IMF), la Banca mondiale (WB) ed il Gruppo Egmont.    
Il  GAFI  è  composto  da  Argentina,  Australia,  Austria,  Belgio,  Brasile,  Canada,  Danimarca, 
Commissione europea, Finlandia, Francia, Germania, Grecia, Consiglio della Cooperazione del Golfo, 
Hong Kong, Cina, Islanda, Irlanda, Italia, Giappone, Lussemburgo, Messico, Olanda, Nuova Zelanda, 
Norvegia, Portogallo, Federazione Russa, Singapore, Sud Africa, Spagna, Svezia, Svizzera, Turchia, 
Regno Unito e Stati Uniti. 
L'India è diventata osservatore il 27 novembre 2006, per poi diventare anch'essa un membro a pieno 
titolo;  anche  la  Repubblica  di  Corea  è  tra  le  ultime  nazioni  diventate  membro.  Il  Ministero 
dell'Economia  con  decreto  12  agosto  2008  ha  elencato  gli  Stati  extracomunitari  che  impongono 
attualmente  obblighi  equivalenti  alla  direttiva  2005/60/CE  e  analogamente  i  territori  d'Oltremare 
olandesi e francesi, quali Antille e la Polinesia. Tali elenchi vengono periodicamente aggiornati sulla 
base delle valutazioni espresse dal GAFI.
8 Le “40 Raccomandazioni”, presentate per la prima volta il 7 Febbraio del 1990, sono state rivisitate ed 
integrate nel 1996, nel 2003 e nel 2012.
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Successivamente nel 2001 il GAFI elaborò altre 8 raccomandazioni speciali  (a 
cui in seguito è stata aggiunta la Raccomandazione Speciale 9)  per  la lotta al 
finanziamento  del  terrorismo,  che  si  aggiunsero  alle  40  originarie.  In  quella 
occasione si precisò come riciclaggio e terrorismo fossero due fenomeni distinti, 
che hanno in comune l'utilizzazione del libero mercato dei capitali.
Infine nel 2012 le Raccomandazioni hanno introdotto per la prima volta misure 
per contrastare il  finanziamento dei programmi di proliferazione delle armi di 
distruzione  di  massa,  e  nuovi  e  migliori  strumenti  contro  il  riciclaggio  dei 
proventi dei reati di corruzione e degli illeciti fiscali. Gli aggiornamenti hanno 
rafforzato  gli  adempimenti  da  seguire  in  situazioni  di  maggiore  rischio, 
consentendo ai paesi di applicare in maniera più mirata il cosiddetto risk-based 
approach (RBA). 
Queste raccomandazioni costituiscono un vero e proprio punto di riferimento da 
parte dei legislatori nazionali considerato che,  pur non avendo forza di vere e 
proprie  norme  giuridicamente  vincolanti,  sono  state  concepite  per  essere 
applicate nelle diverse legislazioni. Infatti tale documento fornisce i principi su 
cui basarsi.
Inoltre il GAFI prevede l'attuazione di una duplice procedura di valutazione della 
corretta  applicazione,  da  parte  dei  paesi  membri,  delle  raccomandazioni.  La 
prima  procedura  di  autovalutazione  (self  assessment) consiste  nell'obbligo  di 
compilazione annuale di un questionario,  da parte di ciascun paese membro, che 
riguarda gli aspetti legali e finanziari, in modo da permettere di valutare il grado 
di  applicazione  delle  raccomandazioni.  L'altra  procedura  (mutual  evaluation) 
consiste in vere e proprie ispezioni, effettuate da un gruppo di esperti del GAFI 
scelti in campo giuridico, finanziario e operativo. Sulla base di queste indagini 
viene  redatto  un  rapporto  nel  quale  si  valuta  il  grado  di  adeguamento  della 
legislazione del paese alle Raccomandazioni9.
Altra  attività  di  rilievo  del  GAFI  nella  lotta  al  finanziamento  delle  attività 
9 Cfr.  A.  Scialoja  –  M. Lembo,  “Antiriciclaggio”,  Maggioli  Editore,  IV edizione,  Santarcangelo di 
Romagna (RN), 2012.
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terroristiche  e  nel  riciclaggio  del  denaro  sporco  è  data  da  una  informazione 
periodica  sui  paesi  e  territori  non collaborativi.  Questi  paesi  presentano delle 
gravi deficienze in  materia di normativa antiriciclaggio e una spiccata mancanza 
di  volontà  di  collaborazione,  tali  da  costituire  un  ostacolo  alla  cooperazione 
internazionale nel settore specifico.
Il GAFI ha costituito un gruppo di lavoro al fine di individuare questi paesi non 
cooperativi, prendendo in esame nel giudizio di non cooperazione quattro aree 
disciplinari, ossia:  la legislazione bancaria, il diritto societario, la cooperazione 
internazionale e, infine, le risorse destinate al contrasto del riciclaggio.
A seguire è stato avviato il processo di identificazione dei paesi non cooperativi 
che ha consentito la formazione di una prima black list10 , pubblicata nel rapporto 
del 22 giugno 2000, che conteneva ben 15 paesi, tra i quali spiccavano Russia e 
Israele.
Negli  anni  a  seguire  il  GAFI  ha  annualmente  aggiornato  la  black  list  e 
commentato per  ogni  paese  segnalato gli  eventuali  miglioramenti  realizzati  o 
meno: quindi l'entrata e l'uscita di alcuni paesi da tale lista dipende dalle analisi 
sempre più estese che il GAFI va effettuando nel tempo.
1.1.3.1 Le nuove Raccomandazioni del GAFI - FATF 
Nel  2012  il  GAFI  ha  completato  il  processo  di  revisione  delle  “40 
Raccomandazioni”,  indirizzate  a  tutti  i  paesi  del  mondo.  La  rivisitazione  e 
l’aggiornamento  sono  stati  realizzati  anche  con  l'apporto  di  governi,  aziende 
private e semplici cittadini, fornendo così una nuova struttura di riferimento più 
efficace per agire contro il riciclaggio e affrontare le nuove minacce al sistema 
finanziario.  Hanno  partecipato  attivamente  ai  lavori  anche  l’ONU,  il  Fondo 
monetario internazionale e la Banca mondiale. 
10 La black list comprende solo quei paesi (paesi “non cooperativi”) che, monitorati dal GAFI, risultano 
privi  di  ogni  normativa  anche  solo  formalmente  rispettosa  dei  principi  contenuti  nelle 
raccomandazioni  ed  esplicitamente  contrari  ad  ogni  forma  di  collaborazione  con  le  autorità 
internazionali.
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Le  nuove  Raccomandazioni,  adottate  il  16  febbraio  2012,  sono  una  struttura 
robusta  che  integra  le  misure  contro  il  finanziamento  del  terrorismo, 
introducendo  per  la  prima  volta  misure  per  contrastare  il  finanziamento  del 
commercio delle  armi  di  distruzione di  massa  e  permettono di  affrontare  nel 
modo migliore anche il riciclaggio proveniente da corruzione e reati fiscali. In 
questo  modo  viene  data  la  possibilità  alle  autorità  nazionali  di  adottare  una 
azione più efficace contro il riciclaggio di denaro e finanziamento del terrorismo 
a  tutti  i  livelli:  dalla  identificazione  dei  clienti  delle  banche  che  aprono  un 
rapporto  fino  alle  indagini  della  magistratura  e  delle  forze  dell'ordine  con  la 
relativa confisca dei beni. 
Gli standard sono da considerarsi come  soft law, non avendo valore di vere e 
proprie norme giuridicamente vincolanti. Tuttavia prevedono un forte impegno 
politico dei Paesi membri, che si sottoporranno a una valutazione dei loro sistemi 
da parte del GAFI, il quale potrà monitorare l'attuazione delle raccomandazioni e 
intraprendere azioni per promuoverne l'adozione. 
Le  Raccomandazioni  prevedono  adempimenti  efficaci  per  offrire  maggiori 
garanzie al settore finanziario, il potenziamento degli strumenti investigativi e 
una  migliore  cooperazione  internazionale.  Lo  scambio  di  informazioni  tra  le 
autorità investigative dei diversi paesi assume un ruolo decisivo per rintracciare i 
flussi di denaro, che si muovono sempre più velocemente tra i confini nazionali. 
Queste, in sintesi, le principali novità: 
• lotta contro il finanziamento del commercio e della proliferazione delle 
armi di distruzione di massa mediante una coerente attuazione di sanzioni 
finanziarie mirate;
• una  maggiore  trasparenza per  rendere  più  difficile  ai  criminali  e  ai 
terroristi nascondere la loro identità o mascherare i propri beni per mezzo 
di entità o persone giuridiche;
• adempimenti  rafforzati  e  più  stringenti  per  le  persone  esposte 
politicamente (PEP); 
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• ampliamento  della  sfera  dei  reati  presupposto  di  riciclaggio di  denaro 
compresi gli illeciti fiscali (es. evasione);
• il rafforzamento dell'approccio basato sul rischio, che consente ai governi 
e al settore privato di agire in modo più efficiente concentrandosi sulle 
situazioni ad alto rischio;
• una più efficace collaborazione internazionale che comprende lo scambio 
di informazioni tra le autorità competenti, indagini congiunte anche per la 
tracciabilità, il sequestro e la confisca dei proventi illeciti; 
• maggiori  poteri  e  strumenti  operativi  sia  per  le  unità  d’informazione 
finanziaria sia per le forze dell'ordine, al fine di potenziare le indagini sul 
riciclaggio di denaro e sul finanziamento del terrorismo.
Le  nuove raccomandazioni  introducono un maggior  grado di  flessibilità  sulle 
modalità  applicative,  prevedendo  obblighi  diversificati  per  varie  categorie  di 
soggetti: registri pubblici per le informazioni di base, obblighi sulle società che 
dovranno favorire l’accesso alle loro informazioni e tenere registri aggiornati dei 
loro azionisti e soci. 
Da rilevare che una cospicua parte delle informazioni da analizzare è costituita 
dai  già  esistenti  database  degli  operatori  finanziari  e  dei  professionisti  che, 
secondo normativa,  sono comunque obbligati  alla  c.d.  adeguata  verifica  della 
clientela. 
Per quanto riguarda il discorso della trasparenza, si rende necessaria un'azione 
congiunta da parte delle camere di commercio, dei registri pubblici in generale, 
da  parte  di  banche,  assicurazioni,  professionisti  e  delle  società  stesse,  che 
dovranno presentare un assetto proprietario chiaro, ben individuabile e in ogni 
caso facilmente controllabile11.
1.2 La disciplina comunitaria 
I principi e le regole proposti in ambito internazionale trovano una loro 
11 Cfr. Ministero dell'Economia e delle Finanze, “Relazione antiriciclaggio”, anno 2011.
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regolamentazione  organica  a  livello  europeo  con  l’emanazione  di  alcune 
Direttive  e  dei  rispettivi  Regolamenti  integrativi,  la  cui  principale  funzione  è 
quella di promuovere un ambiente normativo armonizzato tra gli Stati membri in 
virtù del loro recepimento negli ordinamenti domestici. 
Sotto il profilo tecnico, la disciplina comunitaria può suddividersi in due ambiti 
legislativi distinti: 
• per  la  prevenzione del  riciclaggio di  denaro sporco sono “utilizzati  gli 
strumenti  giuridici  tipici  della  cooperazione  istituzionale,  attuata 
attraverso gli organi delle Comunità europee, con Direttive, Regolamenti e 
altri  atti  aventi  forza  giuridica  più  o  meno  vincolante.  In  tale  campo 
pertanto  il  diritto  comunitario  esercita  il  suo  normale  ruolo  di 
armonizzazione”; 
• “quanto  all’aspetto  repressivo,  risultano  utilizzati  i  metodi  tipici  della 
cooperazione intergovernativa”12.
Di seguito analizzeremo le tre Direttive comunitarie, adottate rispettivamente nel 
1991, nel 2001 e nel 2005, aventi come unico obiettivo la lotta al riciclaggio.
1.2.1 Le Direttive europee
Il  Consiglio  dei  ministri  della  CEE,  il  10 giugno 1991,  ha  emanato la 
Direttiva 91/308/CEE “relativa alla prevenzione dell'uso del sistema finanziario a 
scopo  di  riciclaggio  dei  proventi  di  attività  illecite”  (c.d.  prima  direttiva 
antiriciclaggio),  con  la  quale  si  è  inteso  affidare  al  sistema  finanziario  (alle 
banche  e  agli  intermediari  finanziari)  un  ruolo  di  prevenzione  del  crimine 
attraverso il compito di esaminare le transazioni finanziarie.
L’obiettivo era duplice: incrementare la trasparenza del mercato finanziario e dei 
suoi flussi e intercettare l’operazione “sospetta di riciclaggio”.
Per  raggiungere  tale  obiettivo  sono  stati  imposti  diversi  livelli  di  obblighi: 
12 Cfr. E. Cassese,  “Il sistema delle fonti”,  in Quaderni di Ricerca Giuridica della Consulenza Legale 
della Banca d’Italia, n. 60, Febbraio 2008. 
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l’identificazione della clientela e la registrazione dei dati relativi ad essa ed alle 
operazioni  da  questa  effettuate,  quindi  la  segnalazione  ad  un’autorità 
appositamente designata delle operazioni “sospette di riciclaggio”.
La  caratteristica  di  questa  prima  direttiva  ed  in  un  certo  senso  anche  la  sua 
debolezza è quella di perseguire la stabilità del mercato più che l'analisi delle 
strategie di lotta al riciclaggio.
Ben  presto  ne  emersero  i  limiti,  che  spinsero  gli  organismi  comunitari  ad 
apportare al documento alcune modifiche, che si realizzarono con l'adozione di 
un secondo documento, la Direttiva 2001/97/CE del 4 dicembre 2001, “recante 
modifica  della  direttiva  91/308/CEE  del  Consiglio  relativa  alla  prevenzione 
dell'uso  del  sistema finanziario  a  scopo di  riciclaggio  dei  proventi  di  attività 
illecite” (c.d. seconda direttiva antiriciclaggio).
La seconda direttiva ha adottato una serie di contromisure volte ad accrescere il 
sistema di protezione del settore finanziario e di altre attività suscettibili di essere 
interessate  da  attività  criminose;  infatti  ha  ampliato  l’ambito  soggettivo  dei 
destinatari degli obblighi antiriciclaggio (identificazione dei clienti, registrazione 
delle  operazioni  e  segnalazione  delle  operazioni  sospette),  che  vengono  così 
estesi anche ad alcune attività e professioni di carattere non finanziario (tra cui 
avvocati, notai, dottori commercialisti, ragionieri, consulenti del lavoro).
Inoltre si stabilisce l'ampliamento  del numero degli illeciti che costituiscono il 
presupposto del riciclaggio: non solo traffico di droga ma anche i reati propri 
della criminalità organizzata. Si introduce il concetto di “reato grave”, ossia si 
prevede la possibilità  di controllare non solo i profitti  derivanti dal traffico di 
stupefacenti  ma anche quelli  derivanti  da tutti  i  reati  gravi,  quali  la  frode,  la 
corruzione, e qualsiasi reato che possa fruttare consistenti proventi e sia punibile 
con severe pene detentive in base al diritto penale dello Stato membro13.
13 Cfr.  R.  RAZZANTE,  “La  regolamentazione  antiriciclaggio  in  Italia”,  G.  Giappichelli  Editore, 
seconda edizione, Torino, 2011.
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1.2.1.1 La Direttiva 2005/60/CE
Ad oggi la disciplina comunitaria è costituita dalla Direttiva  2005/60/CE 
del  Parlamento europeo e del  Consiglio relativa alla  prevenzione dell’uso del 
sistema finanziario a scopo di riciclaggio dei proventi di attività criminose e di 
finanziamento del terrorismo (c.d. terza direttiva antiriciclaggio).
La  terza  Direttiva,  approvata  il  26 ottobre  2005,  ha  segnato una  svolta  nelle 
regole stabilite in materia dal Consiglio della Comunità Europea:  consolida il 
diritto  esistente,  abrogando  le  due  direttive  precedenti  (91/308/CEE,  come 
modificata dalla Direttiva 2001/97/CE) ed introduce significative novità.
La Direttiva considerando la gravità della presenza di criminali che utilizzano il 
sistema bancario e finanziario e altre attività economiche per occultare l’origine 
dei  proventi  di  attività  criminose  o  per  canalizzare  “fondi  di  origine  lecita  o 
illecita a scopo di finanziamento del terrorismo” ha introdotto misure comuni al 
fine  di  garantire  la  “solidità,  l’integrità  e  la  stabilità  degli  enti  creditizi  e 
finanziari” e la “fiducia nel sistema finanziario nel suo complesso”.
“Essa, infatti, è largamente ispirata al principio della valutazione discrezionale 
del  rischio  e  commisura  a  quest’ultimo  la  portata  di  alcuni  obblighi 
antiriciclaggio ed il livello delle misure di prevenzione e di contrasto, propone 
così un’ampia definizione della condotta di riciclaggio, riordina l’ambito degli 
enti e dei soggetti sottoposti alla sua applicazione”14. 
Il suo nucleo centrale è costituito dal rafforzamento delle regole e delle pratiche 
operative  che  presiedono ai  rapporti  con  la  clientela.  Viene  così  introdotto  il 
principio che l’obbligo di identificazione e verifica della clientela sia assolto con 
il  ricorso a  procedure  e  misure  correlate  con la  valutazione discrezionale  del 
rischio proprio del caso concreto, applicabili non solo all’avvio del rapporto ma 
in tutti i momenti in cui si articola lo sviluppo della relazione. Ne consegue che il 
rigore degli obblighi di verifica è calibrato in funzione del rischio associato al 
tipo  di  cliente,  rapporto  e  prodotto  finanziario  trattato.  La  Direttiva  stessa  in 
14 Cfr. Banca d’Italia – Unità di Informazione Finanziaria,  “Rapporto annuale 2008”, Roma, maggio 
2009. 
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alcuni casi fornisce esemplificazioni o classificazioni di rischio; in altri casi la 
valutazione è affidata agli stessi destinatari, dando luogo a procedure diverse di 
“customer due diligence”.
La Direttiva non definisce esplicitamente le fattispecie di reato o di illeciti di 
diversa natura e prevede l’obbligo per ogni Stato membro di istituire una FIU, 
ossia una unità nazionale centrale di investigazione finanziaria. Essa è incaricata 
di ricevere e richiedere le informazioni finanziarie che riguardano casi potenziali 
di riciclaggio o finanziamento del terrorismo.
Inoltre  viene  introdotto  anche  un  sistema  di  collaborazione  nella  vigilanza 
antiriciclaggio tra  la  FIU e le  autorità  di  vigilanza di  settore,  per quei  settori 
sottoposti a vigilanza.
Le prime disposizioni di attuazione sono state emanate e sono contenute nella 
Direttiva della  Commissione Europea 2006/70/CE del  1° agosto 2006 recante 
appunto “Misure di attuazione della terza Direttiva antiriciclaggio”. Le materie 
regolate  attengono  alla  definizione  della  nozione  di  “Persone  Politicamente 
Esposte”, alla formulazione di criteri per l’individuazione di situazioni di rischio 
limitato, alla indicazione di casi nei quali l’attività finanziaria svolta può essere 
considerata limitata ovvero occasionale.
1.2.2 Verso la IV direttiva antiriciclaggio 
La direttiva 2005/60/CE (terza direttiva antiriciclaggio) ha riorganizzato  i 
poteri e le competenze delle diverse istituzioni al fine di preservare l’integrità, la 
stabilità  e  la  credibilità  del  sistema  finanziario  dai  rischi  di  riciclaggio  e 
finanziamento del terrorismo. Le norme comunitarie sono in larga parte basate 
sugli standard internazionali del GAFI ed hanno costituito la base comune per il 
successivo recepimento negli ordinamenti nazionali, poiché si segue un criterio 
di armonizzazione minima. 
La  Commissione  europea  ha  effettuato  una  valutazione  dell’efficacia  della 
normativa  esistente,  basandosi  sull’analisi  dell’applicazione  della  direttiva 
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60/2005 da parte dei vari Stati membri. Lo studio è stato effettuato con l’ausilio 
di  consultazioni con il  settore privato e con le  istituzioni pubbliche coinvolte 
nella regolamentazione e vigilanza in materia di antiriciclaggio. Il  rapporto di 
valutazione,  presentato  dalla  Commissione  europea  nell’aprile  2012,  ha 
individuato alcuni temi centrali che sono stati  rivisti nel corso della preparazione 
della quarta direttiva. 
Il 5 Febbraio 2013 la Commissione europea, tenuto conto dell'attività di revisione 
della  terza  Direttiva  antiriciclaggio  e  anche  delle  nuove  raccomandazioni 
emanate  dal  GAFI,  ha  adottato  la  proposta  della  quarta  direttiva relativa  alla 
prevenzione dell’uso del sistema finanziario a scopo di riciclaggio dei proventi di 
attività criminose e di finanziamento del terrorismo, che dovrà essere adottata dal 
Parlamento europeo e dal Consiglio dei Ministri, in sostituzione della direttiva 
2005/60/CE.
L'obiettivo dei nuovi interventi è quello di rafforzare la normativa antiriciclaggio 
di  fronte alle  sempre maggiori  vulnerabilità  alle  quali  il  sistema finanziario è 
esposto in modo da estendere il campo di applicazione anche a quei settori ad 
oggi esclusi e migliorare la chiarezza e l'uniformità delle norme di contrasto al 
riciclaggio negli Stati membri.
In particolare le principali modifiche alla terza direttiva antiriciclaggio sono le 
seguenti:
• estensione del suo ambito di applicazione includendo i reati fiscali come 
reato presupposto di riciclaggio e anche il settore del gioco d'azzardo (non 
più esclusivamente le case da gioco come previsto dalla terza Direttiva);
• abbassamento  della  soglia  per le  persone che negoziano beni di  valore 
elevato con pagamento in contanti da 15.000,00 euro a 7.500,00 euro;
• l'approccio basato sul rischio dovrà essere ampliato e ridefinito: gli Stati 
membri saranno tenuti a individuare, comprendere e mitigare i rischi cui 
devono  far  fronte.  La  valutazione  del  rischio  dovrà  quindi  essere 
approfondita  e  documentata  da  parte  dei  governi,  delle  autorità  di 
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vigilanza e del settore privato;
• proposta di  nuove misure allo scopo di  conferire  maggiore chiarezza e 
accessibilità alle informazioni sulla titolarità effettiva;
• l'inasprimento dell'obbligo rafforzato e semplificato di adeguata verifica 
della clientela: in base alla proposta gli enti obbligati sarebbero tenuti ad 
adottare  misure  rafforzate  in  presenza  di  rischi  maggiori  e  potrebbero 
adottare misure semplificate nelle situazioni di basso rischio;
• rafforzare  la  collaborazione  tra  le  differenti  unità  di  informazione 
finanziaria.
Dunque si può arrivare alla conclusione che tutti  i  destinatari della normativa 
antiriciclaggio  saranno  tenuti  a  rispettare  obblighi  sempre  più  stringenti  che 
mirano  a  garantire  un  maggiore  livello  di  trasparenza  delle  operazioni  in 
un’ottica di armonizzazione di regole a livello europeo.
Tali  provvedimenti  ancora  in  proposta,  dovranno  ricevere  l’approvazione  dal 
Parlamento Europeo e dal Consiglio, con procedura legislativa ordinaria, affinché 
possano tradursi in Legge15. 
1.3 L'evoluzione della normativa italiana 
Partendo  dalle  linee  guide  tracciate  dalle  strategie  internazionali,  la 
normativa del nostro Paese si è evoluta di pari passo con la presa di coscienza a 
livello  globale  dei  gravissimi  problemi  che  il  fenomeno  del  riciclaggio  può 
portare all'intero sistema economico.
Con il passare del tempo, l'Italia si è quindi dotata di un corpus normativo che 
può essere considerato tra i più completi ed avanzati nel panorama mondiale e 
che affida buona parte delle azioni di contrasto e repressione del fenomeno in 
tema, all'azione degli intermediari finanziari, in chiave soprattutto preventiva.
15 Cfr. L. Starola, “La proposta di IV direttiva antiriciclaggio: novità e conferme”, Corriere Tributario n. 
15, 2013. 
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1.3.1 Il reato di riciclaggio
Il  reato  di  riciclaggio  è  stato  regolamentato  per  la  prima  volta  dalla 
normativa  italiana  dall’articolo  3  del  decreto  legge  21  marzo  1978,  n.  59, 
convertito,  con  modificazioni,  dalla  legge  18  maggio  1978,  n.  191,  intitolato 
“Norme penali e processuali per la prevenzione e la repressione di gravi reati”.
Il  decreto  legge,  che  introduceva  nel  codice  penale  e  di  procedura  penale 
importanti  modifiche  ed  integrazioni,  riformulando,  tra  l'altro,  l'articolo  630 
“Sequestro  di  persona  a  scopo  di  estorsione,  di  terrorismo  o  di  evasione”, 
aggiunse nel codice penale, dopo l'articolo 648 in tema di ricettazione, l'art. 648-
bis “Sostituzione di denaro o valori provenienti da rapina aggravata, estorsione 
aggravata o sequestro di persona a scopo di estorsione”.
Il legislatore nel 1978 ha pertanto provveduto a definire una fattispecie tipica del 
reato di trasferimento di denaro derivante da attività illecite con l’introduzione 
nel codice penale dell’art. 648-bis, il quale originariamente recitava:
“Fuori dei casi di concorso nel reato, chiunque sostituisce denaro, beni o altre  
utilità provenienti dai delitti di rapina aggravata, di estorsione aggravata o di  
sequestro di persona a scopo di estorsione, con altro denaro o altri valori, al fine  
di procurare a sé o ad altri un profitto o di aiutare gli autori dei delitti suddetti  
ad assicurasi il profitto del reato è punito con la reclusione da quattro a dieci  
anni e con la multa da lire un milione a lire venti milioni.”
Veniva così introdotta l'ipotesi criminosa del delitto di “riciclaggio”, nella quale 
venivano individuate però quattro  tipologie  di  reato presupposto quali:  rapina 
aggravata, estorsione, sequestro di persona e traffico di stupefacenti.
Altro importante intervento legislativo si ebbe con il decreto 15 dicembre 1979, 
n. 625, convertito nella legge 6 febbraio 1980, n.15, intitolato “Misure urgenti 
per la tutela dell'ordine democratico e della sicurezza pubblica”. Si tratta della 
prima legge antimafia.
Con tale legge ci troviamo di fronte all'obbligo di identificazione della clientela: 
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l’obbligo consiste nel rilevare, ed iscrivere in un apposito registro da conservarsi 
per  dieci  anni,  gli  estremi  anagrafici  (le  complete  generalità)  del  cliente  e  le 
caratteristiche  essenziali  (data  e  importo)  dell’operazione.  Salvo  che  il  fatto 
costituisca reato più grave, i contravventori sono puniti con l’arresto sino a sei 
mesi o con l’ammenda da duecentomila lire a due milioni di lire.
A distanza  di  dieci  anni  fu  emanata  la  legge  19  marzo  1990,  n.55,  “Nuove 
disposizioni per la prevenzione della delinquenza di tipo mafioso e di altre gravi 
forme di manifestazione di pericolosità sociale”, la cosiddetta “antimafia due”, 
con la quale fu modificato l'art. 648-bis del codice penale – si parla per la prima 
volta di riciclaggio – e fu introdotto l'art 648-ter, titolato “Impiego di denaro, beni 
o utilità di provenienza illecita”. Inoltre fu rivisitato l'art. 13 della prima legge 
antimafia,  precisando  gli  obblighi  di  identificazione  della  clientela  ed 
estendendoli a chi effettuava qualsiasi tipo di movimentazione.
Nella  nuova  formulazione,  posta  dall’articolo  23  della  legge  ultima  citata, 
l’articolo  648-bis  (Riciclaggio) recita:  “Fuori  dei  casi  di  concorso nel  reato,  
chiunque sostituisce denaro, beni o altre utilità provenienti dai delitti di rapina  
aggravata,  di  estorsione  aggravata,  di  sequestro  di  persona  a  scopo  di  
estorsione  o  dai  delitti  concernenti  la  produzione  o  il  traffico  di  sostanze  
stupefacenti  o  psicotrope,  con  altro  denaro,  altri  beni  o  altre  utilità,  ovvero  
ostacola l’identificazione della loro provenienza dai delitti suddetti, è punito con  
la reclusione da quattro a dodici anni e con la multa da lire due milioni a lire  
trenta milioni. La pena è aumentata quando il fatto è commesso nell’esercizio di  
un’attività professionale”.
Il  nuovo  articolo  648-ter  del  Codice  penale  (introdotto  dall’articolo  24  della 
Legge 55/90) punisce l’impiego di denaro, beni o utilità di provenienza illecita: 
“Chiunque, fuori dei casi di concorso nel reato e dei casi previsti dagli articoli  
648 e 648-bis, impiega in attività economiche o finanziarie denaro, beni o altre  
attività provenienti dai delitti di rapina aggravata, di estorsione aggravata, di  
sequestro di persona a scopo di estorsione o dai delitti concernenti la produzione  
o il traffico di sostanze stupefacenti o psicotrope, è punito con la reclusione da  
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quattro a dodici anni e con la multa da lire due milioni a lire trenta milioni. La  
pena  è  aumentata  quando  il  fatto  è  commesso  nell’esercizio  di  un’attività  
professionale”.
Si sanzionò così il riciclaggio inteso non solo come lavaggio dei proventi illeciti, 
ma anche come reimpiego dei proventi.
Le due norme sopra esaminate sono state nuovamente modificate dagli articoli 4 
e 5 della Legge 9 agosto 1993, n. 328, adeguando le disposizione della normativa 
a  quelle  della  Convenzione  di  Strasburgo  stipulata  l'8  novembre  1990.  Tale 
Convenzione  rappresenta  l'acquisita  e  dichiarata  consapevolezza  della 
preoccupante dimensione del riciclaggio a livello mondiale.  
La modifica è di grande importanza in quanto vengano ampliate le tipologie dei 
reati-presupposti16 (art  648-bis):  ogni  delitto  non  colposo  può  essere  il 
presupposto del reato di riciclaggio17.
1.3.2 La normativa nazionale
Il corpus normativo del nostro Paese in tema di lotta al riciclaggio è stato 
totalmente informato dalle tre direttive europee sul tema.
Dopo  la  già  citata  introduzione  del  delitto  di  riciclaggio  nel  1978  e  la  sua 
successiva modifica nel 1990, che ha introdotto nel nostro ordinamento penale la 
fattispecie del tutto nuova intitolata al “Riciclaggio”, si passa alla prima legge 
articolata e completa in materia.
Infatti, con il d.lgs. n. 143 del 1991, convertito poi con modificazioni nella Legge 
n.  19718 del  medesimo  anno,  il  nostro  ordinamento  ha  recepito  i  principi 
16 Nelle  precedenti  formulazioni  i  delitti  presupposti  erano  determinati  in  modo  tassativo:  rapina 
aggravata, estorsione aggravata, sequestro di persona a scopo di estorsione secondo la legge 101/1978, 
ai quali furono aggiunti dalla legge 55/1990 i delitti concernenti la produzione e il traffico di sostanze 
stupefacenti o psicotrope.
17 Cfr.  F.  Belli  –  F.  Mazzini,  “Lotta  al  riciclaggio  del  denaro  sporco:  una  breve  panoramica 
dell'evoluzione legislativa”, Studi e Note di Economia n.1, 1998.
18 La 197/91 è comunemente chiamata “legge antiriciclaggio”, e tale viene comunemente considerata. In 
realtà  la  197  è  solo  una  legge  di  conversione,  anche  se  apportatrice  di  importanti  modifiche  al 
provvedimento originario, per cui sarebbe più corretto, parlando di “legge antiriciclaggio”, riferirsi al 
decreto legge 3 maggio 1991, n. 143.
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contenuti  nella  prima  Direttiva  Europea  sulla  materia  dell'antiriciclaggio  (n. 
1991/308/CE), relativa alla prevenzione dell’uso del sistema finanziario a scopo 
di riciclaggio dei proventi di attività illecite, la quale costituisce la “legge base” 
antiriciclaggio,  legge  ancora  in  vigore  sia  pure  con  diverse  parti  abrogate, 
numerose integrazioni e modifiche.
Il  legislatore con tale intervento ha voluto coinvolgere direttamente il  sistema 
creditizio  italiano,  così  come  quello  para-bancario,  nell'attività  di  esame  e 
controllo delle transazioni finanziarie che passano per i suoi canali. 
Per  sintetizzare  il  contenuto  fortemente  innovativo  portato  dalla  nuova 
normativa, possiamo semplificare dicendo che la legge ha voluto essenzialmente 
raggiungere tre diversi, ma complementari obbiettivi:
1. limitare la circolazione del denaro contante e degli altri titoli al portatore, 
ottenendo di conseguenza che tutte le attività di più cospicua consistenza 
venissero canalizzate presso gli intermediari finanziari, con la possibilità, 
in caso contrario difficilmente perseguibile, di un monitoraggio e di una 
tracciabilità di tali operazioni;
2. costituire per ciascun soggetto obbligato un archivio unico antiriciclaggio 
di tipo informatico, che garantisca la rilevazioni delle operazioni superiori 
ad un certo ammontare e  gli eventi relativi alla costituzione, le importanti 
modifiche e l'estinzione di (alcuni) rapporti continuativi;
3. l'obbligo, sanzionato in caso di inosservanza, di effettuare la segnalazione 
delle operazione ritenute sospette di riciclaggio.
La legge ha introdotto quindi una serie di disposizioni di carattere preventivo, 
indirizzate appunto a contrastare sul nascere il fenomeno del riciclaggio, accanto 
ad alcune regole e misure “coadiuvanti” di natura repressiva.
Ha stabilito il limite per la trasferibilità di denaro ed altri titoli al portatore ad un 
valore  complessivamente  inferiore  a  20  milioni  di  lire,  permettendo  il 
trasferimento per somme maggiori  solo per il  tramite di  intermediari  abilitati, 
elencati dall'articolo 4 della legge stessa; il divieto di emettere assegni bancari e 
circolari  non recanti  la  clausola  non trasferibile per  importi  superiori  a  detta 
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cifra,  imponendo  per  importi  superiori  che  i  titoli   siano  obbligatoriamente 
nominativi; il limite massimo per i libretti al portatore sempre a 20 milioni di lire.
Nell'occasione, specificando il termine di  valore complessivamente superiore a 
20  milioni  di  lire,  la  legge  ha  introdotto  anche  il  concetto  di  operazioni 
frazionate, cioè quelle operazioni che, pur avendo un singolo valore inferiore alla 
soglia  limite,  possono  essere  configurate  come  un'unica  operazione  e  quindi 
cumulate in un arco di tempo relativamente ristretto (7 giorni di calendario).
Sono stati peraltro individuati una serie di soggetti esentati da tali limitazioni, in 
sintesi gli intermediari abilitati, oltre allo Stato e alla Pubblica Amministrazione; 
le  sanzioni  previste  sono  state  fissate  in  una  pena  pecuniaria  fino  al  40% 
dell'importo trasferito oltre la soglia limite.
Per  quanto  riguarda  gli  obblighi  di  identificazione  e  registrazione  delle 
operazioni e il relativo Archivio Unico, abbiamo già scritto che in precedenza la 
legge n.ro 15 del 1980 obbligava le banche e gli istituti postali ad identificare 
coloro che avessero effettuato operazioni di prelievo, riscossione o versamento 
superiori ai 20 milioni.
La legge n.ro 191 del 1997 ricalca tale disposto ed impone al personale incaricato 
di procedere all'identificazione di chi compia operazioni superiori a tale soglia, 
oltre all'obbligo di registrare i dati relativi (data, causale, importo con distinzione 
dei singoli mezzi di pagamento usati, generalità complete, comprensive anche di 
codice  fiscale,  e  estremi  dei  documenti  di  riconoscimento  sia  del  soggetto 
materialmente  operante  che  di  colui  per  conto  del  quale  viene  posta  in  atto 
l'operazione) sull'Archivio Unico Informatico (AUI) entro 30 giorni dalla data 
dell'operazione, registrazioni da conservarsi per un lasso di tempo non inferiore a 
10 anni. 
Stessi obblighi sono nati per le operazioni frazionate di cui sopra, per le quali è 
stata infine individuata in seno all'ABI la soglia di 6 milioni per le registrazioni 
provvisorie,  da  aggregarsi  poi  nell'arco di  sette  giorni  di  calendario  (5 giorni 
lavorativi, tipicamente una settimana di banca aperta) e da registrare in AUI, con 
tutti  i  dati  richiesti,  al  superamento  della  soglia  limite,  nonché  per  le  c.d. 
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operazioni contestuali, ossia quelle compiute presso  lo stesso intermediario nella 
stessa  giornata  sul  medesimo  rapporto,  pur  se  ciascuna  di  ammontare  anche 
inferiore alla soglia di frazionamento. 
Nel registro unico devono inoltre essere registrati i dati dei rapporti continuativi 
al momento della loro apertura, all'atto dell'estinzione ed in caso di sostanziali 
modifiche dei soggetti collegati, come ad esempio le variazioni societarie o le 
nuove cointestazioni.
Sono esentati  i  rapporti  aperti  agli  intermediari abilitati,  allo Stato e agli Enti 
pubblici  in  generale,  i  rapporti  inerenti  le  garanzie  e  quelli  relativi  alle 
assicurazioni del ramo danni.
Infine,  il  concetto  forse  più  importante,  in  quanto  di  valore  programmatico, 
introdotto dalla legge 191, è quello della così detta “collaborazione attiva”: gli 
intermediari,  prima  solo  chiamati  ad  agevolare  l'autorità  investigativa  nel 
reperimento delle informazioni finanziarie dei soggetti indagati, iniziano ora ad 
avere un ruolo attivo, che li porta a dover effettuare le segnalazioni di operazione 
sospetta  in  base  a  valutazioni  critiche  di  carattere  oggettivo  (caratteristiche 
intrinseche,  ammontare,  natura  dell'operazione)  e  di  elementi  soggettivi  delle 
persone  coinvolte  (ad  es.  attività  svolta,  capacità  economica,  ricorrenza 
dell'operazione), oltre ad ogni ulteriore valutazione derivante dalla complessiva 
conoscenza del cliente e, se si può passare il termine, dal proprio intuito. 
Questa fondamentale novità esplicitata nell'articolo 3 della legge in parola, ha poi 
avuto una riscrittura totale nel 1997 con il d.lgs. n.ro 157, il quale ha riordinato il 
regime delle segnalazioni, cercando di garantire maggiormente l'anonimato e la 
riservatezza dei segnalatori, gettando le basi per la creazione di una procedura 
informatica univoca con dati e campi obbligatori (software SOS) in sostituzione 
delle precedenti segnalazioni cartacee e sottraendo le stesse alla competenza dei 
questori  locale,  affidandole  viceversa,  in  ossequio  ai  principi  internazionali, 
all'UIC - Unione Italiana Cambi in qualità di Financial Investigation Unit. 
Sostanzialmente, e non a caso abbiamo parlato al verbo presente di buona parte 
degli adempimenti citati, la legge 191 del 1997 conserva comunque, a distanza di 
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oltre  20  anni,  una  influenza  notevole  sull'impianto  normativo  nazionale  in 
materia di antiriciclaggio.
Per alcuni obblighi da essa introdotti (fondamentalmente per quelli relativi alla 
clausola  di  non trasferibilità)  si  è  infatti  assistito  ad  interventi  del  legislatore 
improntati  ad  una  costante  riduzione  della  soglia  limite,  pur  se  con  alcuni 
sporadici passi indietro e ripensamenti di vario tipo (ad es. l'introduzione solo per 
breve periodo dell'obbligo di apporre nelle girate degli assegni il codice fiscale 
del beneficiario-giratario), che hanno portato l'attuale soglia a  mille euro, mentre 
per  quanto  riguarda  l'AUI  si  può  affermare  che  la  normativa,  pur  più  volte 
ritoccata,  non si è poi molto trasformata rispetto alla scrittura originale.
Nel 2004, il nostro Paese ha poi recepito e attuato la seconda direttiva in materia 
di riciclaggio (n.2001/97/CE) con il D.Lgs. n.56/2004; da notare che tale direttiva 
ridefinisce il concetto di attività criminosa in modo molto più vasto rispetto alla 
precedente  direttiva  del  1991,  parlando  di  “qualsiasi  tipo  di  coinvolgimento 
criminale nella perpetrazione di un reato grave”  e definendo come “reato grave” 
quelli  ricompresi  in  un elenco assai  vasto di  attività  criminali,  che  in  pratica 
abbracciano tutti i reati connessi con la criminalità organizzata, aggiungendo poi 
in maniera esplicita la corruzione, la frode e chiudendo poi con un generico, ma 
assai  interessante  riferimento  a  tutti  quei  reati  che  possano  fruttare  cospicui 
introiti e che sono puniti, nei singoli stati, da pene particolarmente severe. 
Il D.Lgs. n.56 ha quindi di certo accresciuto gli strumenti di contrasto del reato, 
introducendo un discreto aumento delle pene, anche in riferimento a violazioni 
amministrative,  inasprendo  quelle  relative  ai  casi  di  violazione  della  c.d. 
“collaborazione  attiva”  dei  soggetti  obbligati  alle  segnalazioni  di  operazioni 
sospette, ha ampliato in modo notevole la platea di tali soggetti, introducendo tra 
gli altri professionisti quali notai e avvocati, ed ha introdotto importanti norme in 
materia di strumenti monetari.
Specificamente,  per  quanto  riguarda  i  libretti  bancari  e  postali  con  saldo 
superiore alla soglia di euro 12.500,00, ha introdotto l'obbligo di ricondurli entro 
il saldo predetto o di estinguerli, con sanzioni fino al 20%  per importi fino a 
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250.000,00 euro e dal 20% al 40% per importi superiori a tale limite.
Per concludere l'excursus, la direttiva 2005/60/CE (III direttiva antiriciclaggio), 
recepita in Italia con il decreto legislativo n. 231 del 2007 (che analizzeremo in 
seguito),  ha  abrogato  direttamente  la  prima  direttiva  (91/308  CEE)  e 
indirettamente  la  seconda  (2001/97/CE),  immettendo  notevoli  cambiamenti 
nell'impianto legislativo. 
Tra i punti di maggior importanza, ricordiamo sinteticamente:
• maggior  protezione  del  segnalante  nella  segnalazione  delle  operazioni 
sospette;
• l'enunciazione  dei  reati  collegati  con  il  riciclaggio,  in  particolare  il 
terrorismo; 
• l'introduzione di nuove nozioni relative alla disamina e alla classificazione 
della  propria  clientela  quali  la  “adeguata  verifica  (sia  semplificata  che 
rafforzata)" e la definizione di “persone politicamente esposte”19;
• controlli e sanzioni più penetranti;
• nuovi interventi sulla raccolta e conservazione dei dati rilevanti.
Una delle novità più importanti che questa direttiva contiene è quella di inserire 
un  forte  cambiamento  nell’impostazione  complessiva:  non  deve  essere 
combattuto solamente il riciclaggio di denaro derivante dalle attività di natura 
criminale,  ma  anche  la  semplice  raccolta  di  denaro  ed  altri  beni  lecitamente 
acquisiti ma poi utilizzati per il finanziamento del terrorismo.
Abusare del sistema finanziario per trasferire e ripulire i beni di origine criminale 
o  anche  per  convogliare  denaro  pulito  a  scopo  di  sovvenzionamento  del 
terrorismo  minaccia  l’integrità,  il  funzionamento  regolare,  la  reputazione  e 
persino la stabilità stessa del sistema. 
Altra rilevante innovazione è che la nuova direttiva impone di determinare quelle 
circostanze che comportano un maggiore rischio di riciclaggio o di finanziamento 
19 Definizione tratta dall’articolo 1, comma 2, lettera o) del D.Lgs. 231/2007: le persone fisiche residenti 
in altri Stati comunitari o in Stati extracomunitari, che occupano o hanno occupato importanti cariche 
pubbliche, nonché i loro familiari diretti o coloro con i quali tali persone intrattengono notoriamente 
stretti legami, individuate sulla base dei criteri di cui all'allegato tecnico al presente decreto.
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al terrorismo: partendo dal principio che è necessario appurare l’identità effettiva 
ed il  profilo economico dell'intera clientela,  ci  sono casi nei  quali  si  rendono 
indispensabili  processi  d’identificazione  e  di  verifica  dell'attività  dei  clienti 
particolarmente severi e puntigliosi20. 
I principi generali ispiratori del d.lgs. 231/2007 sono stati proprio il “risk based 
approach” e il “know your customer”, rafforzando questo secondo principio di 
“presunta  conoscenza” del  cliente  con l’introduzione dell’obbligo  di  adeguata 
verifica ovvero “customer due diligence”.
Vogliamo  ora  ricordare  in  breve  due  provvedimenti  che  hanno  apportato 
integrazioni e modifiche al  d.lgs. 231/2007.
Innanzitutto  il  d.lgs  151/2009  ridefinisce  l’Unità  di  Informazione  Finanziaria 
(UIF), con riferimento in particolar modo ai suoi compiti,  ai suoi poteri ed ai 
rapporti con le altre Autorità. Si stabilisce tra l’altro che alla relazione presentata 
al Parlamento ogni anno dal Ministro dell’economia e delle finanze, sia allegato 
il  rapporto  del  Direttore  della  UIF sull’attività  da  questa  svolta;  l’UIF dovrà 
inoltre,  in  materia  di  segnalazioni  sospette,  emanare  istruzioni  da  pubblicarsi 
nella Gazzetta Ufficiale della Repubblica sui dati e le informazioni che devono 
essere contenuti nelle segnalazioni stesse. Il legislatore ha quindi mostrato grande 
sensibilità nei confronti delle succursali e filiazioni degli intermediari situate in 
Stati  extracomunitari,  anche in ragione della crescente attenzione ai cosiddetti 
“paradisi fiscali”. Infatti gli intermediari che abbiano tali tipologie di dipendenze, 
dovranno applicare misure equivalenti o supplementari rispetto a quelle stabilite 
dalla direttiva antiriciclaggio in materia di adeguata verifica e conservazione dei 
dati  raccolti.  Nuovi  adempimenti  sono  stati  previsti  con  riguardo  al  “titolare 
effettivo” del rapporto o dell’operazione: è diventato obbligatorio l'inserimento 
dei dati relativi a tale figura nell'Archivio Unico Informatico (AUI). Novità di 
rilievo sono state introdotte anche per quanto riguarda i professionisti soggetti 
alla disciplina antiriciclaggio, con assoggettamento agli obblighi della disciplina 
delle Associazioni di categoria di imprenditori e commercianti,  dei CAF e dei 
20 Cfr. R. Razzante, “La regolamentazione antiriciclaggio in Italia”, Giappichelli Editore, 2011.
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patronati.  Si  è  poi  modificata  la  disciplina  delle  operazioni  collegate  e 
frazionate:  la  novità  del  correttivo  sta  nell’eliminazione  della  fattispecie 
dell’operazione collegata, in quanto il legislatore ha valutato la stessa ridondante 
rispetto alla fattispecie dell'operazione frazionata, ormai da tempo accolta nelle 
disposizioni in ambito bancario e nell'operatività degli intermediari finanziari.   
Infine, ricordiamo il decreto n.169/2012, con il quale si è integrata la disciplina 
sull'obbligo  di  astensione  dalle  operazioni,  introducendo,  dopo  il  comma  1 
dell’articolo 23, il  comma 1-bis,  che disciplina la procedura di restituzione al 
cliente delle eventuali disponibilità finanziarie di sua spettanza nel caso in cui 
non sia possibile rispettare gli  obblighi di adeguata verifica.  Tra le novità più 
importanti  apportate  si  segnala  anche  l’inasprimento  delle  sanzioni  per  la 
violazione alle norme antiriciclaggio.
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CAPITOLO SECONDO
IL  RISCHIO  DI  RICICLAGGIO  NEL  SETTORE  BANCARIO  E 
L'AUTORITA' DI VIGILANZA
Il concetto di rischio  di riciclaggio è stato per lungo tempo considerato 
dagli  intermediari  come  un  elemento  denigratore  intrinseco  al  sistema 
economico,  in  parte  tollerato  come  un  malcostume  di  fronte  al  quale  essere 
impotenti, quasi fosse un male necessario imprescindibilmente legato alla natura 
stessa dell'attività esercitata.
Il  principio  derivante  dall'antica  locuzione  latina  “pecunia  non  olet”  poteva 
ritenersi quasi pedissequamente applicato nel sistema bancario italiano. 
In effetti, prima dell'avvento della normativa del 1991, le previsioni del codice 
penale si limitavano all'articolo 648 bis, datato 1978, che introduceva il  reato di 
riciclaggio, ma solo laddove lo stesso fosse derivato dalla consumazione di delitti 
assai gravi e poco ricorrenti, quali la rapina aggravata, l'estorsione aggravata e il 
sequestro di persona a scopo di estorsione.
Il  problema  non  veniva  quindi  percepito  se  non  in  misura  trascurabile  ed  il 
sistema bancario non necessitava di controlli capillari formulati ad hoc, tanto che 
le aziende bancarie italiane  avvertirono l'introduzione della legge 197/91 come 
un cambiamento drastico assai arduo da affrontare, anche e  sopratutto dal punto 
di vista concettuale.
Gli istituti di credito si trovarono di colpo a dover mutare la propria prospettiva, 
iniziando a doversi preoccupare in modo profondo di fenomeni che fino a quel 
momento erano quasi del tutto lasciati all'iniziativa delle forze dell'ordine.
Possiamo affermare che l'introduzione della c.d. “legge antiriciclaggio” del 1991, 
che ha recepito la  prima direttiva CE n.308/91,  ha implicato un vero e proprio 
cambio di mentalità nel sistema bancario, che ha dovuto farsi carico, con non 
poca difficoltà e quasi riluttanza, di attività di analisi e di approfondimento nei 
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confronti della clientela attuale e potenziale, in apparente contrasto con i principi 
di riservatezza che sino ad allora avevano ispirato il suo agire.
Lo  scenario  è  di  nuovo  profondamente  cambiato  con  l’approccio  basato  sul 
rischio (c.d. risk based approach) entrato in vigore nell’attività bancaria nel 2008 
in seguito al “Nuovo Accordo sui requisiti minimi di capitale” firmato a Basilea e 
meglio noto come  Basilea II, che ha in estrema sintesi lo scopo di adeguare la 
solidità patrimoniale degli istituti di credito ai rischi che si trovano ad affrontare 
nel momento attuale ed in prospettiva.
In  particolare,  Basilea  II  introduce  come  nuovo  parametro  per  il  calcolo  dei 
requisiti minimi patrimoniali il concetto di rischio operativo, ossia  il rischio di 
perdite  dovute  ad  errori,  infrazioni,  interruzioni  di  attività  e  danni  causati  da 
processi  interni,  dal  personale  o  da  sistemi,  oppure causato da  eventi  esterni, 
concetto cui il rischio di riciclaggio è profondamente collegato.
Tutta l'evoluzione successiva della normativa bancaria è influenzata da questa 
impostazione,  che  vede  al  centro  il  concetto  di  rischio  nella  sua  più  ampia 
definizione.
Gli intermediari hanno così implementato un  modus operandi  imperniato sulla 
rischiosità,  ed  hanno  sempre  più  preso  atto  del  fenomeno  del  riciclaggio  in 
parallelo con l'evolversi della relativa normativa.
Si  è  così  passati  dall'impostazione  rigida,  derivante  da  obblighi  dall'indubbia 
natura di adempimenti cui gli intermediari erano stati sottoposti dalla disciplina 
del 1991, ai contenuti del d.lgs. 231/07 che ha recepito la terza direttiva europea 
in tema di antiriciclaggio (2005/60/CE del 26 ottobre 2005), in cui accanto al 
riproporsi di precetti di natura strettamente cogente, si accompagnano norme che 
l'intermediario deve realizzare nella sostanziale auto-regolamentazione, godendo 
quindi  di  ampi  margini  di  discrezionalità,  in  quanto  gli  obblighi  sono 
sostanzialmente di natura organizzativa, di controllo e procedurale.
Per  questi  ultimi,  le  disposizioni  individuano  essenzialmente  gli  scopi  da 
perseguire,  mentre  la  specifica  organizzazione  deve  originarsi  da  un  delicato 
processo di auto-analisi, al fine di creare meccanismi di gestione del rischio che, 
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alla prova dei fatti, e quindi ad un successivo controllo da parte dell'organo di 
Vigilanza, devono dimostrarsi in ogni caso adeguati.
Ovviamente, mentre per le norme di natura cogente ci troviamo di fronte a dati 
incontrovertibili e prefissati (si faccia riferimento agli articoli 36, 37, 40, 49, 50 e 
51 del D.Lgs 231/07 e si prenda come esempio il divieto di aprire conti correnti e 
depositi non intestati o intestati a nomi di fantasia, oppure gli obblighi inerenti la 
limitazione della circolazione del contante, o infine gli adempimenti in tema di 
registrazione delle operazioni o di segnalazione delle violazioni al Mef per le 
infrazioni sull'obbligo dell'intrasferibilità), viceversa per quello che attiene alle 
seconde siamo al cospetto a misure che sono soggette a mutevolezza nel tempo e 
a un continuo processo di affinamento e controllo, interno ed esterno.
Se guardiamo infatti agli obblighi ex articoli 3, 15, 18, 19, 20, 41, 52 e 54 del 
D.Lgs 231/07 e quindi,  per  esempio,  a  quelli  derivanti  dall'adeguata  verifica, 
dalla  segnalazione  di  operazioni  sospette  oppure  a  quelli  di  formazione  del 
personale, ci troviamo davanti ad una notevole flessibilità in cui le aziende si 
possono muovere in base alla stima del loro specifico rischio di riciclaggio, in 
relazione alle proprie dimensioni, all'area geografica di riferimento, alla tipologia 
di attività svolta ed ai prodotti erogati.
Soprattutto in tema di adeguata verifica (customer due diligence), se tutto ciò 
responsabilizza l'intermediario lasciandogli libertà di organizzazione, d'altra parte 
non  deve  far  credere  che  le  scelte  possano  essere  improntate  ad  una  totale 
autonomia: in ogni caso l'intermediario deve rispettare i requisiti di idoneità ed 
appropriatezza e di dimostrabilità dell'adeguatezza fissati dall'articolo 3 e 20 del 
D.Lgs. 231/07.
Tornando alla definizione del rischio di riciclaggio, possiamo dire che lo stesso 
possa  essere  caratterizzato  da  alcune  specifiche  figure:  rischio  di  mancato 
funzionamento  di  procedure  informatiche,  con  la  perdita  di  dati  e  di  archivi, 
rischio di mancanza di adeguatezza del sistema di controlli, dell'organizzazione e 
delle  procedure  interne,  rischio  di  ricorrenza  del  reato  da  parte  di  terzi  che 
utilizzano  l'istituzione  finanziaria  per  i  propri  scopri  criminali,  sia 
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autonomamente che con la collaborazione consapevole di dipendenti collusi.    
In tutti questi casi, si potrebbe avere l'omissione di segnalazione di operazioni 
sospette,  sia  in  termini  colposi,  con  varie  gradazioni  di  colpa,  sia  in  termini 
dolosi, in particolare per l'ultima ipotesi.
Quindi  si  può  senza  dubbio  dire  che  il  rischio  di  riciclaggio,  nella  sua 
componente  legale,  sia  inquadrabile  nella  categoria  dei  rischi  operativi  come 
prima definita.
Allo stesso tempo, appare palese come lo stesso possa arrecare all'intermediario 
gravi danni di natura reputazionale, ossia a perdite o flessioni degli utili o della 
quotazione  del  titolo,  derivanti  da  una  percezione  negativa  dell'immagine 
dell'intermediario da parte di clienti, controparti, azionisti, investitori o autorità di 
vigilanza21.
2.1 La Compliance e il rischio di reputazione 
La Banca d'Italia ha avvertito il bisogno di tutelare il valore reputazionale 
dell'intermediario.
E' infatti innegabile come uno degli effetti più gravi della partecipazione seppur 
involontaria a fenomeni di riciclaggio sia il danno di immagine, visto che nel 
settore  dell'intermediazione  finanziaria  la  fiducia  che  la  clientela  gode  nella 
specchiata  integrità  dell'intermediario  è  uno  dei  valori  discriminanti  e  ne 
rappresenta probabilmente il patrimonio principale.
Con questo scopo, il 10 Luglio 2007 la Banca d'Italia ha emesso le disposizioni 
definitive  di  vigilanza per  le  Banche in  materia  di  conformità  alle  norme,  la 
cosiddetta Compliance. 
Fondamentalmente,  è  stato  istituito  un  obbligo  per  le  banche  e  gli  altri 
intermediari  che  offrono  servizi  di  investimento  di  dotarsi  di  una  specifica 
funzione di Compliance.
21 Cfr.  R.  Razzante  –  E.  Dellarosa,  “La normativa  antiriciclaggio  e  il  nuovo  Sistema  dei  controlli  
interni”, Bancaria n.1, 2010.
38
Secondo la definizione di Banca d'Italia, il termine "rischio di Compliance nelle 
banche" definisce "il rischio di incorrere in sanzioni, perdite finanziarie o danni 
di reputazione in conseguenza di violazioni di norme legislative, regolamentari o 
di autoregolamentazione". 
La Compliance ha responsabilità su fattori che hanno un impatto rilevante sul 
cliente esterno e che nascondono un alto rischio reputazionale. 
Le sue aree di competenza coprono le normative tipiche di Banking Services (es. 
Antiriciclaggio, Trasparenza, Privacy) e Financial Services (es. Market Abuse).
Entrando nel dettaglio, la funzione Compliance è fondamentale per la definizione 
dei nuovi processi e per l'eventuale adeguamento di quelli  già in essere, onde 
rendere ogni singolo passaggio conforme alle norme; stesso discorso vale per i 
nuovi prodotti, strutture ed il contenuto dei contratti.
Con la predisposizione di pareri, la Compliance è quindi fonte di supporto e di 
consulenza; inoltre essa collabora con le funzioni preposte alla formazione delle 
risorse  umane  al  fine  di  mantenere  un  adeguato  livello  di  conoscenza  della 
normativa  in  vigore  da  parte  di  tutto  il  personale  con  conseguente  elevato 
standard di correttezza operativa.
Ha altresì  il  compito  di  dare  una interpretazione alle  norme,  di  controllare  e 
segnalare l'esistenza di conflitti d'interesse e di emanare policy e linee generali di 
comportamento a livello di Gruppo. 
Uno  dei  doveri  senza  dubbio  più  delicati  è  quello  di  individuare  i  punti  di 
debolezza dell'organizzazione su cui insistono i maggiori rischi di Compliance, 
con lo scopo di programmare periodicamente gli   interventi di ripristino della 
conformità.
Non secondario è il rapporto di periodica relazione agli Organi di vertice della 
Banca, tipicamente il consiglio di amministrazione, e agli Organi di Vigilanza 
sulle rispettive materie di competenza. 
Essa fa parte del sistema dei controlli di secondo livello; realizzare i suo scopi 
vuol  dire  contribuire  in  maniera  determinante  a  preservare  la  reputazione 
dell'azienda, il così detto “buon nome”, nell'ottica di tenere elevato il livello di 
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fiducia degli stakeholder, contribuendo così al mantenimento e soprattutto alla 
crescita di valore aziendale, servendosi della continua attività di monitoraggio, 
finalizzata  alla  definizione  del  rischio  nelle  varie  aree  dell'organizzazione  ed 
indirizzandone  l'attività  grazie  ai  pareri  e  alla  preventiva  costituzione  di  una 
policy che faccia da guida di riferimento.
La reputazione altro non è che il giudizio di apprezzamento che collaboratori e 
dipendenti, azionisti, fornitori, investitori, clienti in essere e potenziali, ma anche 
Autorità  di  vigilanza  e  pubblica  amministrazione  hanno  nei  confronti 
dell'intermediario,  nella  sua  idoneità  a  soddisfare  la  loro  aspettativa  di 
correttezza, trasparenza e responsabilità di comportamento nei loro confronti. 
Tutto il discorso si può sintetizzare con un solo termine: fiducia.
E' questo lo scopo principale della Compliance: mantenere elevato il livello di 
fiducia che la società intera percepisce nei confronti dell'intermediario e delle sue 
politiche di affari e di relazione con i portatori d'interesse.
Soprattutto nel campo dell'intermediazione finanziaria e soprattutto nei confronti 
dei clienti retail, il fattore fiducia è fondamentale per far sì che l'intermediario 
possa esplicare in maniera positiva la propria azione commerciale.
Questo  è  dovuto  a  due  fattori  che  si  muovono  parallelamente:  da  un  lato  i 
prodotti  finanziari  (o anche di banca-assicurazione, settore a cui  gli  istituti  di 
credito si rivolgono in maniera sempre crescente negli ultimi anni) presentano 
spesso caratteristiche di complessità tali da non permettere una loro immediata 
comprensione e hanno non di rado un alto profilo di incertezza della prestazione. 
Essi  spesso  richiedono  un  medio  o  lungo  periodo  di  verifica  affinché  il 
consumatore entri in possesso delle informazioni necessarie per comprenderne a 
pieno la qualità. Dall'altro lato è senza dubbio vero che è ancora assai basso il 
livello  di  cultura  finanziaria  dei  consumatori,  così  come  la  loro  personale 
propensione ad accrescerlo.
Risulta  allora  evidente  come in  questa  situazione  la  conclusione  di  affari  sia 
basata essenzialmente sul livello di fiducia che il consumatore ha nei confronti 
dell'intermediario, ossia la sua propensione ad approcciare la relazione in modo 
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positivo affidandosi a quello che è il giudizio pregresso sulla correttezza della 
controparte.
Questo è tanto più decisivo se si pensa alla complessità e gravità delle scelte che 
deve esercitare il consumatore medio, che costituisce il maggior patrimonio degli 
intermediari e la prima fonte di raccolta: si tratta infatti di investire capitali che 
possono derivare da molti anni di risparmi e di conseguenti sacrifici, oppure dal 
trattamento di fine rapporto, e che possono indirizzare in un modo o nell'altro il 
proprio livello futuro di benessere e di qualità della vita.
Senza entrare nello specifico, la prova definitiva del valore di queste teorie è 
dimostrata dai vari gravissimi scandali finanziari che hanno investito in tempi 
recentissimi  il  nostro  paese,  che  nell'opinione  pubblica  hanno  diminuito  in 
maniera per così dire trasversale la credibilità dell'intero comparto finanziario, 
sottolineando così l'importanza del rispetto dei valori etici aziendali nel tempo e 
della difesa costante della reputazione dell'azienda.
La perdita di reputazione si è trasformata in una vera e propria debacle per gli 
istituti  che  ne  sono  stati  direttamente  colpiti,  con  un  impatto  devastante  sui 
bilanci e sul patrimonio rappresentato dalla clientela attuale e potenziale, tanto da 
comprometterne alle radici l'autonomia o la stessa capacità di sopravvivenza.
L'esistenza e la corretta esplicazione delle funzioni di Compliance garantiscono 
quindi la correttezza nella gestione del business, laddove per correttezza s'intenda 
il rispetto delle prescrizioni normative ed il realizzarsi nelle pratiche operative 
dei principi proclamati nel codice etico o di condotta, costituendo un indubbio 
valore positivo nel giudizio degli stakeholder. Esse sono sicuramente un valido 
freno verso atti illegali e comportamenti non retti, e sono di ostacolo al verificarsi 
di situazioni che possono diminuire o addirittura demolire la fiducia dell'opinione 
pubblica nell'azienda. 
La  Compliance  deve  quindi  preoccuparsi  che  l'intermediario  rispetti,  oltre  a 
normative  sulla  privacy,  MIFID,  trasparenza,  ovviamente  anche  le  normative 
sull'antiriciclaggio.
Storicamente,  a  partire  dai  mercati  anglosassoni,  l'antiriciclaggio  ha  sempre 
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goduto di grandissima considerazione nei consigli di amministrazione soprattutto 
a  seguito  degli  attentati  dell'11 settembre 2001 negli  Stati  Uniti,  in  quanto il 
contrasto del terrorismo spesso si è tradotto con la lotta al riciclaggio finanziario. 
Di conseguenza, specie in questi mercati dove la Compliance di fatto è nata come 
funzione specifica all'interno dell'organizzazione aziendale,  l'antiriciclaggio e la 
Compliance spesso coincidono.
In Italia, a seguito dell'entrata in vigore del  Provvedimento  emanato da  Banca 
d’Italia del 10 marzo 2011 contenente le regole sull’organizzazione, le procedure, 
le articolazioni e le competenze delle funzioni aziendali di controllo, miranti a 
prevenire l’utilizzo degli intermediari e degli altri soggetti che svolgono attività 
finanziaria a fini  di  riciclaggio  e di  finanziamento del terrorismo, deve essere 
prevista  la  Funzione  Antiriciclaggio.  Per  la  stessa  la  scelta  delle  soluzioni 
organizzative e gestionali più idonee per il contrasto al riciclaggio deve avvenire 
attraverso  un  forte  coinvolgimento  degli  organi  aziendali  di  vertice,  ai  quali 
spetta innanzitutto la scelta del modello da adottare: creazione di una funzione 
dedicata,  attribuzione  di  nuove  responsabilità  a  strutture  esistenti,  ovvero 
sviluppo  di  un  modello  misto  caratterizzato  da  un  parziale  decentramento  di 
attività22.
Abbiamo  precedentemente  parlato  degli  scandali  finanziari  e  di  come  questi 
hanno contribuito a diminuire la fiducia dell'opinione pubblica negli intermediari.
Pur se nella realtà dei fatti non si sono manifestati casi altrettanto eclatanti quanto 
quelli  in  campo  finanziario,  risulta  quindi  evidente  come  il  rischio  di  non 
conformità  alla  normativa  antiriciclaggio  e  l'emergere  addirittura  di 
comportamenti  non  onesti  e  collusivi  di  componenti  dell'organizzazione 
aziendale  in  tema  di  riciclaggio  possano  far  derivare  gravissimi  danni  di 
immagine  e  quindi  compromettere  il  livello  reputazionale  dell'intermediario 
coinvolto.
I  costi  della  Compliance  e  delle  funzioni  di  antiriciclaggio  in  particolare 
22 P. Pogliaghi. – G. Dramis, “Guida ai presidi antiriciclaggio in banca. Modelli organizzativi, processi,  
compliance normativa nei grandi gruppi e nelle piccole banche”, Bancaria Editrice, Roma, 2013.
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dovrebbero quindi essere intesi come investimenti atti  a garantire in futuro la 
stabilità dell'azienda, contribuendo gli stessi a creare e mantenere un portafoglio 
“pulito” di clientela non compromesso da attività illecite.
E'  infatti  innegabile che tra  le  componenti  di  rischiosità  nella  valutazione del 
merito creditizio della clientela deve senza dubbio essere inserito il  profilo di 
rischio  di  riciclaggio  e  come  le  due  funzioni,  quella  antiriciclaggio  e  quella 
crediti, debbano interagire scambiandosi i dati a disposizione23.
2.2 Gli organi di Vigilanza
In Italia ci sono diversi organi che hanno il compito di vigilare in base al 
decreto legislativo sull'antiriciclaggio e sono: 
 la Banca d'Italia, 
 il Ministero dell'Economia e delle Finanze, 
 l'Unità di Informazione Finanziaria (U.I.F), 
 il Nucleo Speciale di Polizia Valutaria (N.S.P.V.), 
 la Direzione Investigativa Antimafia (D.I.A).
Un ruolo particolare viene assegnato alle Autorità di Vigilanza di settore (Banca 
d'Italia,  CONSOB, IVASS),  le  quali  sovrintendono al  rispetto  delle  norme da 
parte dei propri vigilati24.
Da non dimenticare, però, che il decreto legislativo n.231, definendo l'apparato di 
vigilanza, assegna un ruolo apicale al Ministro dell'Economia e delle Finanze in 
quanto  “responsabile  delle  politiche  di  prevenzione  del  riciclaggio  e  del 
finanziamento del terrorismo”. In tale veste esso promuove la collaborazione tra 
UIF,  le  Autorità  di  vigilanza  di  settore,  gli  ordini  professionali  e  le  forze  di 
polizia. 
23 R. Limentani – N. Tresoldi,  “La funzione antiriciclaggio in banca: adempimento o investimento?”, 
Bancaria, n.5/2013.
24 Cfr. A. Tarantola,  “Il contributo della Banca d'Italia nella lotta al riciclaggio”, Rimini, 29 Gennaio 
2010.
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Nella definizione delle propria sfera d’azione e di indirizzo il Ministro si avvale 
del  Comitato  di  Sicurezza  Finanziaria  (CSF),  ormai  affermatosi  come  il  più 
importante  punto di  raccordo  e  coordinamento  tra  le  autorità  preposte  alla 
salvaguardia della funzionalità dell’intero sistema. Il Comitato ha il compito di 
monitorare  il  funzionamento  del  sistema  di  prevenzione  e  di  sanzioni  del 
finanziamento del terrorismo e del riciclaggio. 
Un  ruolo  incisivo  è  quello  svolto  dal  Comitato  antiriciclaggio,  istituito  con 
decreti del Ministro del Tesoro in data 8 giugno 1993 per sopperire all’esigenza 
di riunire attorno ad un unico tavolo di confronto e discussione tutte le Autorità 
impegnate  in  via  prioritaria  nella  lotta  di  contrasto  al  riciclaggio  del  denaro 
sporco: Ministero dell’Economia e delle Finanze, Banca d’Italia, UIF e Guardia 
di Finanza. 
Al Comitato sono conferiti i seguenti compiti: 
• risolvere  le  problematiche  poste  dall’applicazione  della  disciplina 
sull’antiriciclaggio  nonché  dirimere  le  questioni  di  ordine  generale 
insorgenti sul piano operativo; 
• formulare proposte di modifica o integrazione dell’ordinamento in vigore 
nonché emissione di nuove norme; 
• proporre  rettifiche  della  normativa  in  vigore,  alla  luce  delle  esigenze 
emerse nel sistema finanziario. 
Infine Il Nucleo Speciale di Polizia Valutaria (N.S.P.V.) e Direzione Investigativa 
Antimafia  (D.I.A.)  rappresentano  gli  Organi  Investigativi  che  indagano  sui 
fenomeni di riciclaggio. 
2.3 Il ruolo della Banca d'Italia
Come già ricordato, la collaborazione attiva degli intermediari nella lotta 
al riciclaggio comporta l’adozione di politiche, procedure e sistemi di controllo 
finalizzati  alla  realizzazione  di  un  modello  organizzativo  incardinato  sulla 
valutazione interna del rischio.
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Se l’adozione di tali misure organizzative rappresenta da un lato l’adempimento 
delle prescrizioni  del  D.Lgs.  231/07,  dall’altro  lato  essa  si  caratterizza  – 
soprattutto  per  gli  intermediari  bancari  -  come  elemento  di  confronto  con  le 
Autorità nell’ambito dei più generali principi della nuova vigilanza prudenziale.
In  tale  contesto  la  Vigilanza  interagisce  con  gli  intermediari,  stimolando  il 
miglioramento  delle  strutture  organizzative,  dei  processi  e  del  sistema  dei 
controlli, favorendo la diffusione di buone pratiche: l'obiettivo fondamentale è la 
protezione  dell'integrità  del  sistema  bancario  e  finanziario  e  il  mantenimento 
della stabilità dello stesso.
Possiamo senza dubbio dire che c'è una convergenza di intenti tra i “controllati” 
(gli  intermediari  finanziari)  ed  il  “controllore”  (la  Banca  d'Italia  nelle  sue 
funzioni di Vigilanza), in quanto risulta ormai patrimonio comune che la sana e 
prudente  gestione  sia  uno degli  elementi  cardini  per  garantire  la  stabilità  del 
sistema  e  come  essa  divenga  contemporaneamente  un  elemento  specifico  di 
governo aziendale per il management 25.
Il  rischio  di  riciclaggio  è  stato  riconosciuto  dalla  Vigilanza  di  Banca  d’Italia 
come una minaccia insita nell’attività tipica degli intermediari, prevedendo che 
“al fine di assicurare l’integrità e l’autonomia gestionale, alcune discipline di  
settore  richiedono  agli  intermediari  sottoposti  a  vigilanza  di  predisporre  un 
efficace sistema dei controlli interni per la rilevazione e la gestione dei rischi; in 
tale ambito rientra anche il “rischio di riciclaggio”26.
Il decreto legislativo n. 231/07, come già ricordato ha ridefinito la normativa di 
prevenzione del riciclaggio di denaro, individuando il ruolo della Banca d'Italia 
sotto diversi aspetti.
Innanzitutto, ha previsto la creazione al suo interno dell’Unità di Informazione 
Finanziaria (UIF), che ha spiccati requisiti di indipendenza ed autonomia, avendo 
risorse economiche e  dotazioni tecniche e di personale attribuite dalla Banca 
25 Recepito nelle “Nuove Disposizioni di vigilanza prudenziale per le banche”,  Banca  d’Italia,  Circ. 
263/06.
26 Cfr.  Banca d'Italia,  “Istruzioni operative per l'individuazione delle operazioni sospette”, Roma, 12 
Gennaio 2001, cit.
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d'Italia.
Le  sue  attività  e  funzioni  sono  disciplinate  da  apposito  regolamento;  con  la 
creazione della UIF è stato soppresso l'Ufficio Italiano dei Cambi, che esercitava 
precedentemente le funzioni di Financial Intelligent Unit.
Il predetto decreto legislativo ha attribuito alla Vigilanza Bancaria e Finanziaria 
facoltà  regolamentari  e  poteri  di  controllo  e  sanzionatori  nei  confronti  dei 
soggetti vigilati.
In particolare, nel mutato quadro legislativo, la Vigilanza è chiamata a emanare 
disposizioni  in  tema  di  adeguata  verifica  della  clientela,  di  registrazione  dei 
relativi  dati  e  di  organizzazione  su  procedure  e  controlli  interni  finalizzati 
all’assolvimento degli obblighi antiriciclaggio27. 
La  specifica  azione  di  supervisione  in  materia  di  antiriciclaggio  è  svolta  in 
funzione della prevedibile intensità del rischio potenziale: infatti la Banca d'Italia 
attraverso  ispezioni  deve  verificare  l'adeguatezza  degli  assetti  organizzativi  e 
procedurali degli intermediari vigilati ed effettua i relativi interventi correttivi e 
sanzionatori.
Più  precisamente  i  controlli  antiriciclaggio  vengono  effettuati  sia  a  distanza 
(verifiche  cartolari,  esercitate  sulla  base  di  informazioni  trasmesse  dagli 
intermediari)  sia  presso  gli  intermediari  (verifiche  ispettive,  ossia  presso  le 
dipendenze ad esempio le filiali). 
La Banca d'Italia è anche autorità di supervisione sui sistemi di pagamento28  e 
nell'esercizio di questa funzione stimola la creazione di un sistema dei pagamenti 
nazionale  ed  europeo  moderno,  efficiente  ed  affidabile,  promuovendo  così  le 
condizioni per il contenimento del rischio di riciclaggio.
27 Cfr.,  Banca  d'Italia,  “Provvedimento  recante  disposizioni  attuative  in  materia  di  organizzazione,  
procedure e controlli interni volti a prevenire l'utilizzo degli intermediari e degli altri soggetti che 
svolgono attività finanziaria a fini di riciclaggio e di finanziamento del terrorismo, ai sensi dell'art.7  
comma 2 del Decreto Legislativo 21 novembre 2007, n.231”.
28 L'art. 146 del d.lgs 1° settembre 1993, n. 385, testo unico delle leggi in materia bancaria e creditizia, 
riconosce le competenze della Banca d'Italia in materia di sistemi di pagamento. L'offerta diretta dei 
servizi  di  pagamento  è  una  delle  leve  a  disposizione  delle  banche  centrali,  insieme  alla 
regolamentazione  del  sistema  (funzione  di  sorveglianza)  e  alla  cooperazione  con  il  mercato,  per 
promuovere il  regolare funzionamento  del  sistema dei  pagamenti.  La  Banca  d'Italia,  nel  ruolo di 
gestore di sistemi di pagamento, definisce gli indirizzi di policy per innalzare i livelli di efficienza, 
affidabilità e sicurezza nell'offerta diretta dei servizi di pagamento a livello domestico. 
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La Banca d'Italia, in particolare, si sta adoperando per ridurre l'utilizzo del denaro 
contante,  tipicamente diffuso in  Italia  rispetto  ad altri  paesi  sviluppati,  la  cui 
gestione  comporta  per  l'economia  costi  relativamente  elevati:  un  maggiore 
ricorso  ai  pagamenti  elettronici  si  tradurrebbe  inoltre  in  una  più  estesa 
tracciabilità delle operazioni.
Nondimeno, tale impostazione vede diverse criticità legate all'ancora eccessivo 
costo  dell'utilizzo  della  moneta  elettronica  nel  nostro  paese  rispetto  ad  altre 
nazioni  e  alla  scarsa  propensione  alla  dematerializzazione  della  moneta 
soprattutto  nelle  fasce  di  età  più  elevata  e  negli  strati  di  popolazione  meno 
alfabetizzati.
Il primo punto sembrerebbe di agevole soluzione, visto che con ogni probabilità 
la maggiore diffusione della moneta elettronica porterebbe ad una riduzione dei 
costi  unitari  per  transazione  in  base  alle  normali  leggi  di  mercato; invece il 
modello  culturale  è  senza  dubbio  più  difficilmente  superabile,  se  non  con 
adeguati mezzi di propaganda istituzionale ed incentivi specifici. 
Di contro, è fatto noto che in alcuni paesi europei (ad es. la Germania), dove non 
esistono  norme  tanto  stringenti  quanto  in  Italia  sulla  limitazione  dell'uso  del 
contante,  l'evasione  fiscale,  che  è  l'illecito  maggiormente  connesso  all'uso  di 
mezzi di pagamento non tracciabili, sia stimata in misura assai inferiore, per cui 
potrebbe sembrare eccessivo mettere in diretta relazione i due fenomeni senza 
estendere l'analisi ad altri componenti, di natura culturale, fiscale ed economica. 
E'  comunque  innegabile  che  la  trasparenza  e  la  stessa  tracciabilità  delle 
transazioni siano uno strumento essenziale per il contrasto del riciclaggio e di 
altri rilevanti rischi di illegalità come quelli connessi con la gestione dei flussi 
finanziari  degli  appalti  pubblici,  con l'evasione fiscale e,  più in  generale,  con 
l'economia sommersa29.
Accenniamo a  tal  proposito  ai  dati  del  dossier  ISTAT del  2010,  denominato 
“L'economia  sommersa:  stime  nazionali  e  regionali”  presentato  alla 
29 Cfr. A. M. TARANTOLA, “Riciclaggio, evasione fiscale ed abuso dei beni sociali: la responsabilità  
degli intermediari”, Milano, 28 novembre 2011.
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Commissione parlamentare di  vigilanza sull’Anagrafe tributaria dal Presidente 
dell’Istituto nazionale di statistica nel luglio del 2010, che rappresenta tuttora lo 
studio più approfondito ed autorevole del problema. Nello stesso si stima che nel 
2008  in  Italia  il  valore  aggiunto  prodotto  nell’area  del  sommerso  economico 
fosse compreso tra un minimo di 255 e un massimo di 275 miliardi di euro, cifre 
senza  dubbio  impressionanti.  Il  peso  dell’economia  sommersa  nel  2008  era 
quindi compreso tra il 16,3 per cento e il 17,5 per cento del Pil, mentre nel 2000 
era tra il 18,2 per cento e il 19,1 per cento.
L'andamento del fenomeno nel tempo è rappresentato nel grafico (figura 1)30.
Figura  1  -  Quota  del  valore  aggiunto  prodotto  dall’area  del  sommerso 
economico sul Pil. Anni 2000-2008 
Fonte: Ministero dell'Economia e delle Finanze (Gruppo di lavoro),  “Economia non osservata e flussi  
finanziari”, Roma, 2011.
Nel luglio del 2013 una ricerca dell'Ufficio Studi confederale di Confcommercio 
30 Il grafico è tratto dal Rapporto Finale sull'attività del Gruppo di lavoro su “Economia non osservata e  
flussi finanziari” istituito dal Ministero dell’Economia e delle Finanze in vista della riforma fiscale, 
che ha operato nel corso del periodo gennaio-maggio 2011 grazie all’impegno dei rappresentanti di 
numerose amministrazioni pubbliche, tra cui appunto l'ISTAT, e dei rappresentanti delle parti sociali e 
che ha in parte ha ripreso e rielaborato i dati contenuti  nel già citato Dossier.
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conferma tendenzialmente quanto evidenziato dai dati ISTAT del 2010, mettendo 
in risalto una correlazione con la pressione fiscale reale, che raggiunge il 54%, al 
top tra le economie avanzate. Secondo tale ricerca, il sommerso economico in 
Italia  è  ad oltre  il  17,4% del  Pil  nel  biennio 21012-2013,  con un imponibile 
sfuggito  al  fisco  di  circa  272  miliardi  di  euro  annui.  Il  sommerso  in  Italia 
risulterebbe così più alto che nella maggior parte delle economie sviluppate: in 
Messico vale l'11,9% del Pil, in Spagna il 9,5%, nel Regno Unito il 6,7%, negli 
Stati Uniti il 5,3%,in Francia il 3,9%, in Irlanda il 3,3%, in Canada il 2,2% e in 
Danimarca l'1,9%31.
Con  specifico  riferimento  all'attività  di  Vigilanza,  è  da  considerarsi  che 
l'infiltrazione  delle  attività  illecite  nel  sistema  bancario  e  finanziario  mette  a 
rischio la stabilità degli intermediari e il corretto svolgimento della loro funzione 
economica, potendo  condizionarne la gestione aziendale, piegandola a interessi 
impropri.
Come già  accennato,  i  rischi  di  natura  legale  e  reputazionale,  conseguenti  al 
coinvolgimento, anche inconsapevole,  in fatti  di  criminalità,  possono generare 
perdite economiche, anche rilevanti, e quindi potenzialmente capaci di intaccare 
la  redditività  e,  in  ultima  analisi,  la  stessa  stabilità  patrimoniale  degli 
intermediari. Quindi l'integrità del sistema bancario e finanziario costituisce un 
presupposto essenziale per il conseguimento delle finalità proprie della Vigilanza.
La forte correlazione tra  contrasto della  criminalità  economica e attività  della 
Vigilanza  si  riflette  nel  modo  stesso  in  cui  è  organizzata  la  funzione 
antiriciclaggio all'interno della Banca d'Italia. Essa è strutturata come funzione 
specialistica  che  riguarda  trasversalmente  tutti  gli  intermediari,  è  collocata 
all'interno  della  Vigilanza  ed è  integrata  con l'attività  di  controllo  sui  singoli 
operatori,  attraverso  una  stretta  interconnessione  di  scambi  informativi  e  di 
coordinamento operativo.
Il profilo dell'antiriciclaggio viene ormai considerato una componente essenziale 
31 Cfr. AA.VV., “Fiscalità ed economia sommersa”, a cura dell'Ufficio Studi, Confcommercio – Imprese 
per l'Italia, 2013.
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ai fini del rilascio dei provvedimenti autorizzativi di vigilanza. In caso di criticità 
il rilascio del provvedimento si associa a specifici richiami all'intermediario al 
rispetto della normativa, all'effettuazione di apposite verifiche e all'adozione di 
misure correttive; nei casi di maggiore gravità si può anche negare o rimandare il 
provvedimento32.
2.4 L'attività normativa della Banca d'Italia
La legge antiriciclaggio valorizza il ruolo della Banca d'Italia e le affida 
compiti regolamentari e di controllo sul rispetto degli obblighi antiriciclaggio. 
In particolare la Banca d'Italia ha costituito con riferimento al proprio ambito 
l'Unità di Informazione Finanziaria, equivalente per il nostro paese alla Financial 
Intelligence Unit  richiamata dalle  direttive europee e destinata nello specifico 
all'analisi delle operazioni sospette pervenute.
Con il supporto di quest'ultima e delle altre autorità di vigilanza, Banca d'Italia ha 
emanato  un’articolata  disciplina  secondaria  in  materia  di  registrazione  dei 
rapporti  e  delle  operazione  nell'Archivio  Unico  Informatico  (AUI)  e  di 
organizzazione e controlli interni; ha definito gli indicatori di anomalia attraverso 
i  quali  gli  intermediari  possono  individuare  più  accuratamente  le  operazioni 
potenzialmente sospette. Inoltre con l’ultimo Provvedimento del 11 aprile 2013, 
si  sono chiarite  le  disposizioni  attuative  in  materia  di  adeguata  verifica  della 
clientela,  che  banche  ed  intermediari  finanziari  devono  adottare  a  fini  di 
prevenzione e contrasto del  riciclaggio e del  finanziamento al  terrorismo; tali 
nuove disposizioni  entreranno a  pieno regime dal  1°  gennaio 2014.  Le citate 
Disposizioni  completano così  la  normativa  di  rango secondario  in  materia  di 
antiriciclaggio.
32 Cfr. A. M. Tarantola,  “La prevenzione del riciclaggio nel settore finanziario. Il ruolo della Banca 
d'Italia”, Roma, 10 maggio 2011.
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2.4.1 L’adeguata verifica
L'adeguata verifica della clientela è probabilmente il più importante dei 
compiti  in materia,  dato il  rilievo che assume in ragione delle fasi successive 
dell'iter  antiriciclaggio.  Infatti  attraverso  la  formula  di  “adeguata  verifica”  il 
Legislatore ha voluto sottolineare come l'identificazione del cliente debba essere 
sufficientemente  esauriente,  non  limitandosi  al  dato  oggettivo  desumibile  dai 
documenti  ma  indagando  quanto  ritenuto  opportuno  in  merito  al  soggetto 
operante ed al rapporto intrattenuto. 
Le nuove Disposizioni chiariscono le modalità di applicazione del principio dell' 
“approccio basato sul rischio”, sancito all’art. 20 del Decreto antiriciclaggio, per 
cui gli obblighi di adeguata verifica della clientela vanno modulati  secondo il 
grado di rischio di riciclaggio e di finanziamento del terrorismo. 
In  particolare,  per  applicare  operativamente  tale  principio,  le  Disposizioni 
sanciscono l’obbligo  per  i  destinatari  di  adottare  sistemi valutativi  e  processi 
decisionali chiari,  oggettivi e periodicamente verificati e aggiornati (anche per 
mezzo  di  procedure  informatiche),  volti  ad  assicurare  l’omogeneità  di 
comportamento all’interno dell’intera struttura aziendale e la tracciabilità delle 
verifiche svolte e  delle  valutazioni effettuate,  anche al  fine di  dimostrare alle 
Autorità competenti che le specifiche misure assunte siano adeguate rispetto ai 
rischi rilevati. 
L’applicazione del principio “approccio basato sul rischio” porta ad attribuire a 
ciascun  cliente  un  profilo  di  rischio  di  riciclaggio  e  di  finanziamento  del 
terrorismo, al quale associare un diverso grado di profondità ed estensione degli 
adempimenti agli obblighi previsti dalla normativa.  
La stessa prevede diverse fasi dell’adeguata verifica: identificazione, verifica dei 
dati  acquisiti,  informazione  sulla  natura  e  lo  scopo  del  rapporto,  controllo 
costante nel corso della relazione. E’ essenziale che tali attività siano considerate 
non  come  il  fine  da  raggiungere,  ma  come  strumenti  di  un  processo  il  cui 
obiettivo ultimo è la conoscenza piena e aggiornata del cliente.
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In merito all'identificazione della clientela un aspetto molto importante è quello 
che si concretizza nell'identificazione del titolare effettivo del rapporto,  definito 
come il soggetto fisico per conto del quale è stata concretizzata l'operazione o 
altresì  la  persona  fisica  (o  le  persone  fisiche)  che  in  ultima  istanza  possiede 
(controlla, o risulta beneficiaria) del soggetto giuridico che intrattiene rapporti 
con l'intermediario.
La ratio di questa disposizione affonda le proprie radici nel concetto di rischio, 
impedendo alle banche di relazionarsi con soggetti che non rappresentano la vera 
espressione dei rapporti posti in essere.
L’intensità della verifica e gli obblighi da parte dell'intermediario sono misurati 
in relazione al grado di potenziale esposizione ai fatti di riciclaggio: la verifica è 
rafforzata nei rapporti con soggetti situati in Stati privi di un’adeguata disciplina 
antiriciclaggio, quando il cliente opera con mezzi di comunicazione a distanza o 
risiede  in  Stati  esteri  dove  ricopra,  o  abbia  ricoperto,  rilevanti  incarichi 
istituzionali;  la  verifica  può,  invece,  essere  semplificata  nei  rapporti  con 
amministrazioni  pubbliche,  con  intermediari  sottoposti  agli  stessi  standard 
normativi, ovvero quando l’operatività riguarda prodotti ritenuti a basso rischio 
(es. assicurativi o previdenziali)33.
2.4.2 L’Archivio Unico Informatico
L’AUI  è  lo  strumento  per  la  registrazione  e  conservazione  delle 
informazioni inerenti  ai  rapporti  continuativi  e  alle  operazioni poste in essere 
dalla clientela acquisite in sede di adeguata verifica. 
La registrazione consente di accentrare le informazioni in un'apposita base dati, 
costituita secondo modalità standardizzate e quindi uniche per tutti gli operatori, 
facilitando così il conseguimento degli obiettivi cui tende la registrazione. Infatti 
l'uniformità di archiviazione consente una più rapida, agevole e completa ricerca 
33 Cfr. A. M. TARANTOLA,  “Prevenzione e contrasto del riciclaggio: l'azione della Banca d'Italia”, 
Milano, 28 novembre 2011, cit.
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delle informazioni rilevanti dagli archivi aziendali34.
L’esigenza di assicurare omogeneità e coerenza ai diversi complessi normativi ha 
condotto a prevedere anche modifiche alle norme concernenti l’Archivio Unico 
Informatico35, alla luce delle modifiche introdotte dalle Disposizioni attuative in 
materia di adeguata verifica.
La  ratio  che sostiene la  tenuta  di  tale  archivio  è  da  ricercarsi  nel  più ampio 
concetto di “collaborazione attiva”. In particolare gli istituti di credito assolvono 
gli  obblighi  di   registrazione  allo  scopo  di  mettere  a  disposizione  il  proprio 
patrimonio informativo ai soggetti che materialmente operano per il contrasto del 
riciclaggio e del finanziamento al terrorismo. Si tratta in particolare della Guardia 
di  Finanza,  della  Magistratura,  nonché dell'Unità di  Informazione Finanziaria; 
inoltre  la  normativa  prevede  l'utilizzo  dei  dati  raccolti  anche  a  supporto  di 
verifiche fiscali.
2.4.3 L’organizzazione e i controlli interni
L'organizzazione di una struttura in grado di contrastare in modo efficace 
il  fenomeno  del  riciclaggio  non  deve  essere  vista  solo  come  adempimento 
normativo ma come un investimento e una garanzia per la stabilità del contesto in 
cui opera la banca stessa.
Le banche devono quindi adottare sotto la propria responsabilità, che sarà oggetto 
di  vigilanza,  soluzioni  organizzative  efficaci  ed idonee procedure di  controllo 
interno con cui presidiare e contenere il rischio di riciclaggio.
Con  delibera  del  10  marzo  2011  la  Banca  d'Italia  ha  emanato  la  versione 
definitiva  del  “Provvedimento  recante  disposizioni  attuative  in  materia  di  
organizzazione,  procedure  e  controlli  interni  volti  a  prevenire  l'utilizzo  degli  
34 Cfr.  A.M. Tarantola,  “La prevenzione del  riciclaggio nel  settore finanziario.  Il  ruolo della Banca 
d'Italia”, Roma, 10 maggio 2011.
35 Si ricorda che sono state apportate alcune modifiche al “Provvedimento recante disposizioni attuative 
per la tenuta dell'Archivio Unico Informatico e per le modalità semplificate di registrazione di cui 
all'articolo  37,  commi  7  e  8,  del  decreto  legislativo  21  novembre  2007,  n.  231”.  Tali  nuove 
disposizioni entreranno in vigore dal 1° gennaio 2014.
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intermediari  e  degli  altri  soggetti  che  svolgono  attività  finanziaria  a  fini  di  
riciclaggio e di finanziamento del terrorismo, ai sensi dell'art. 7, comma 2, del  
Decreto Legislativo 21 novembre 2007, n. 231” entrato in vigore dal 1° settembre 
2011.
Le nuove istruzioni  della Banca d'Italia sugli assetti organizzativi a salvaguardia 
dai  rischi  di  riciclaggio  e  finanziamento  del  terrorismo,  propongono  le  linee 
guida per meglio definire  i compiti dei vari organi aziendali coinvolti.
Il  contenimento  del  rischio  di  riciclaggio  assume  rilievo  sotto  il  profilo  del 
rispetto  della  regolamentazione  prudenziale36 che  impone  agli  intermediari  di 
fronteggiare,  con  un  idoneo  assetto  organizzativo  e  un'adeguata  dotazione 
patrimoniale, tutti i rischi cui sono esposti. 
Il documento è strutturato in principi e linee guida, e rimette all'autonomia degli 
intermediari la concreta individuazione delle soluzioni organizzative più idonee a 
realizzare gli obiettivi della disciplina tenuto conto della forma giuridica, delle 
dimensioni e dell'operatività  scelta dell'intermediario stesso, dettando specifiche 
disposizioni per i gruppi bancari (principio di proporzionalità).
Al fine di definire gli assetti organizzativi necessari vengono precisati il ruolo e 
le  funzioni  degli  organi  aziendali  distinguendo  tra  organo  di  supervisione 
strategica, organo con funzione di gestione, organo con funzione di controllo e 
organismo di  controllo  ai  sensi  del  d.lgs.  231/200137.  Assume,  quindi,  rilievo 
prioritario il coinvolgimento degli organi aziendali, i quali sono tenuti a definire 
politiche aziendali coerenti  con i principi e le regole antiriciclaggio, adottare 
linee  di  policy  idonee  a  preservare  l'integrità  aziendale,  porre  in  atto  misure 
organizzative  e  operative  per  evitare  eventuali  coinvolgimenti  in  episodi  di 
riciclaggio  o  di  finanziamento  al  terrorismo  ed  infine  svolgere  controlli  sul 
36 Cfr. Banca d'Italia, Circolare n. 263, “Nuove disposizioni di vigilanza prudenziale per le banche”, 27 
Dicembre 2006.
37 Il D. Lgs. 231 dell'8 giugno 2001, introduce nell'ordinamento italiano, a carico delle società (persone 
giuridiche), un regime di responsabilità penale per alcuni reati commessi o tentati da amministratori, 
dipendenti e soggetti sottoposti alla direzione o vigilanza delle società, nell'interesse o a vantaggio 
delle  stesse;  tale  responsabilità  si  aggiunge  a  quella  della  persona  fisica  che  ha  realizzato 
materialmente il fatto. 
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rispetto della normativa e sull'adeguato presidio dei rischi38. 
La novità principale del suddetto provvedimento è la previsione ed istituzione di 
una  apposita  “Funzione  Antiriciclaggio”  incaricata  di  verificare  in  maniera 
continuativa tanto l'idoneità dei modelli organizzativi adottati, quanto l'effettiva 
applicazione dei controlli previsti sulle procedure, proponendo, dove necessario, 
le  opportune  modifiche  organizzative  e  procedurali,  al  fine  di  assicurare  un 
adeguato presidio del rischio.
Tale  funzione  viene  collocata  nell'organigramma  aziendale  prendendo  in 
considerazione  anche  la  tipologia  del  gruppo  bancario39 ed  è consentita  la 
possibilità  di  esternalizzarla,  ossia  affidarla  a  soggetti  esterni  dotati  di  idonei 
requisiti  in  termini  di  professionalità,  autorevolezza  e  indipendenza.  In  tale 
fattispecie l'intermediario dovrà comunque  provvedere a nominare un soggetto 
interno che provveda a controllare le attività conferite all'outsourcer.
Dal punto di vista organizzativo la funzione antiriciclaggio deve:
• essere indipendente e non deve avere commistioni o responsabilità dirette 
di aree operative;
• essere dotata di risorse quali/quantitative adeguate ai compiti da svolgere;
• non essere collocata all'interno dell'internal audit;
• essere messa in condizione di svolgere attività di sinergia con tutte le altre 
funzioni di controllo;
• collaborare con l'Autorità di settore (UIF);
• riportare direttamente ai vertici aziendali.
La figura del Responsabile Antiriciclaggio, invece, deve essere in possesso di 
38 Cfr.  Banca  d'Italia,  “Provvedimento  recante  disposizioni  attuative  in  materia  di  organizzazione,  
procedure e controlli  interni volti a prevenire l'utilizzo degli intermediari e degli alti soggetti che  
svolgono attività finanziaria a fini di riciclaggio e di finanziamento del terrorismo, ai sensi dell'art. 7 
comma 2 del Decreto Legislativo 21 novembre 2007, n.231”, Roma, 10 marzo 2011.
39 Una verosimile articolazione organizzativa è la seguente: 1. Consiglio di amministrazione (politiche 
dei  rischi,  attribuzione compiti  e  responsabilità,  definisce i  presidi  di  controllo),  2.  Alta  direzione 
(definisce i flussi informativi,  cura la formazione),  3.  Responsabile dell'antiriciclaggio (presidia la 
funzione), 4. Funzione antiriciclaggio (presta consulenza aziendale, identifica le norme applicabili e 
l'impatto  organizzativo,  verifica  l'applicazione  dei  controlli),  5.  Delegato  alla  segnalazione  di 
operazioni sospette (valuta le operazioni sospette e procede alla loro segnalazione all'U.I.F.). 
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requisiti di indipendenza, autorevolezza e professionalità; tuttavia, nel rispetto al 
principio di proporzionalità, il  responsabile della funzione può ricoprire anche 
altri incarichi, purché non operativi: infatti non può appartenere ad aree operative 
o essere subordinato a soggetti appartenenti a tali aree. 
Altro  soggetto  che  entra  in  gioco  è  il  responsabile  delle  segnalazioni  di 
operazioni  sospette  che,  in  assenza  di  designazione,  coincide  con  il  legale 
rappresentante della banca. 
Al  riguardo,  va  considerato  che  il  D.Lgs.  231/2007 si  limita  a  individuare  il 
responsabile  delle  segnalazioni  di  operazioni  sospette  nel  titolare  dell'attività 
ovvero nel legale rappresentante o in un suo delegato (art. 42, comma 4). 
Le  disposizioni  in  materia  di  organizzazione,  procedure  e  controlli  interni 
definiscono il ruolo e le caratteristiche del delegato aziendale, con l'indicazione, 
tra  l'altro,  dei  requisiti  che  deve  possedere  la  persona  cui  sia  assegnata  tale 
responsabilità. 
Secondo  il  provvedimento  il  responsabile  delle  segnalazioni  di  operazioni 
sospette comunica, con le modalità organizzative ritenute più appropriate, l'esito 
della propria valutazione al responsabile della dipendenza che ha dato origine 
alla segnalazione. 
La nuova disciplina, inoltre, fissa specifici compiti e responsabilità in capo alla 
funzione  di  Internal  Audit  chiamata  a  verificare  nel  continuo  il  grado  di 
adeguatezza  dell'assetto  organizzativo  nonché  a  vigilare  sul  rispetto  degli 
adempimenti antiriciclaggio da parte delle competenti funzioni aziendali40.
Inoltre  viene  anche  sottolineata  l’importanza  di  un’attenta  opera  di 
addestramento  e  di  formazione  del  personale  dipendente  e  dei  collaboratori 
esterni degli intermediari coinvolti.
Un'efficace applicazione della normativa antiriciclaggio richiede infatti la piena 
consapevolezza  delle  finalità  e  dei  principi  che  ne  sorreggono  l'impianto,  la 
conoscenza  approfondita  delle  norme  e  delle  procedure  nonché  dei  connessi 
40 Cfr.  A.  Scialoja  –  M. Lembo,  “Antiriciclaggio”,  Maggioli  Editore,  IV edizione,  Santarcangelo di 
Romagna (RN), 2012, p. 347 ss., cit.
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obblighi  e  responsabilità:  tutto  il  personale  deve  essere  sensibilizzato  e  deve 
sentirsi “parte attiva” del processo di contrasto al riciclaggio ed al finanziamento 
del terrorismo.
2.4.4 Le segnalazioni di operazioni sospette
Nel  contesto  generale  di  prevenzione  dei  reati  di  riciclaggio  e 
finanziamento del terrorismo, gli istituti di credito quali soggetti coinvolti in via 
principale nelle transazioni finanziarie sono chiamati a collaborare attivamente 
con gli organi che materialmente svolgono azioni di contrasto. 
La collaborazione attiva si realizza nell'attività di segnalazione delle operazioni 
sospette:  l'operazione  consiste  nell'invio  di  una  segnalazione  all'Unità  di 
Informazione Finanziaria  (UIF)  ogni  qualvolta  vi  sia  il  sospetto  in  merito  ad 
operazioni compiute dalla clientela.
Per  il  perseguimento  di  una  migliore  qualità  delle  segnalazioni,  sono  state 
introdotte le indicazioni operative della Banca d'Italia, destinate a ridurre così i 
margini  d'incertezza  connessi  alle  valutazioni  soggettive  o  ai  comportamenti 
discrezionali  da  parte  degli  intermediari,  agevolando  in  questo  modo 
l'adempimento  dell'obbligo  legale  di  segnalazione  alle  autorità  preposte  alla 
prevenzione del riciclaggio.
In sostanza, per dare omogeneità al comportamento degli intermediari abilitati, il 
12  gennaio  2001  la  Banca  d'Italia  ha  emanato  le  “Istruzioni  operative  per 
l'individuazione di operazioni sospette” (c.d. “Decalogo-ter”)41.
Le istruzioni dell'Istituto Centrale sono ispirate dalla convinzione che affinché le 
attività coinvolte nella lotta al riciclaggio di denaro sporco (banche, finanza e 
assicurazioni)  possano  contrastarlo  in  maniera  efficace,  debbano  dotarsi 
necessariamente  di  idonei  strumenti  organizzativi,  seguire  delle  efficienti 
procedure di riscontro e soprattutto approfondire la conoscenza della clientela.
41 Il Decalogo aggiornava le precedenti disposizioni diffuse dalla Banca d'Italia per la prima volta nel 
1993  e  adeguate  nel  1994,  titolato  “Indicazioni  operative  per  la  segnalazione  delle  operazioni 
sospette”.
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Tali  finalità  sono  ribadite  anche  nella  “versione  aggiornata”  delle  istruzioni, 
emanata dall'Autorità di Vigilanza con delibera del 24 agosto 2010 e pubblicata 
nella G.U. n. 230 del 1 ottobre 2010.
Il  “nuovo Decalogo” è suddiviso in due parti:  la  prima parte,  composta da 7 
articoli, fornisce una serie di precisazioni indirizzate agli organismi di vertice ed 
alle aree preposte ai controlli degli intermediari che dovrebbero ispirare il loro 
atteggiamento in materia, dando particolare risalto alla formazione del personale, 
descrivendo  quale  dovrebbe  essere  il  corretto  iter  per  le  segnalazioni  di 
operazione  sospetta  e  sottolineando  (se  mai  ce  ne  fosse  ancora  bisogno)  la 
fondamentale  importanza  di  una  approfondita  conoscenza  e  profilatura  della 
clientela;  nella  seconda  parte  vengono  invece  mostrate  tutta  una  serie  di 
casistiche particolari, veri e propri indici di anomalia, che dovrebbero mettere in 
allarme l'operatore e portarlo a considerare l'ipotesi di effettuare una segnalazione 
di operazione sospetta. 
2.4.5 Gli “indicatori di anomalia”
Gli indicatori  di  anomalia  sono stati  predisposti  al  fine di  agevolare la 
valutazione  da  parte  degli  intermediari  sugli  eventuali  profili  di  sospetto  di 
riciclaggio  o  di  finanziamento  del  terrorismo,  nonché  di  contribuire  al 
contenimento degli oneri ed al corretto e omogeneo adempimento degli obblighi 
di segnalazione di operazioni sospette.
L’elenco citato nel decreto è volutamente non esaustivo, considerando la continua 
evoluzione delle modalità stesse di svolgimento delle operazioni di riciclaggio.
Viene  specificato,  per  evitare  interpretazioni  eccessivamente  rigide,  che  il 
semplice ripetersi  di comportamenti  elencati  come anomalia non deve indurre 
l'operatore a ritenere l'operazione sicuramente sospetta e quindi da segnalare.  
Analogamente,  l'assenza  di  indicatori  previsti  nell'allegato  può  non  essere 
sufficiente  a  escludere  che  l'operazione  sia  sospetta:  pertanto  gli  intermediari 
dovranno,  con  attenzione,  valutare  tutti  gli  ulteriori  comportamenti  e  tutte  le 
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caratteristiche che possano, in qualche modo, rilevare profili di sospetto. 
In  sostanza,  il  fatto  che  un'operazione  presenti  connotazioni  classificate  nel 
Decalogo come anomalie rappresenta solo un indizio. Per la corretta valutazione 
dell'operazione,  la  presenza  di  fattispecie  anomale  deve  essere  utilizzata  in 
maniera  logica  e  coerente   con  tutti  gli  altri  elementi  di  giudizio  in  proprio 
possesso:  non  esiste  pertanto  nessun  rapporto  di   consequenzialità  tra  il 
configurarsi  di  una  fattispecie  presente  tra  gli  indicatori  e  l'attivazione 
dell'obbligo di segnalazione. 
Come è ovvio, Banca d'Italia evidenzia che il rischio maggiore di incorrere nel 
riciclaggio si  ha  laddove si  possegga una poco approfondita  cognizione della 
controparte, per cui si sollecita una maggiore e particolare cura nelle operazioni 
effettuate con la clientela scarsamente conosciuta. 
La seconda parte del Decalogo, come già osservato precedentemente,  è dedicata 
agli  indici  di  anomalia.  Tale  elenco  non  tassativo,  fornisce  indicazioni 
esemplificative  che  devono  fungere  da  “campanello  di  allarme”  per  gli 
intermediari. La casistica non deve essere intesa come un semplice manuale per 
eseguire  controlli  meramente  formali,  bensì  uno  stimolo  allo  spirito  di 
osservazione degli operatori bancari  delle  operazioni poste in essere, al fine di 
valutare, integrando con altre informazioni di cui si dispone, se procedere o meno 
alla segnalazione dell'operazione all'UIF.
E' da specificare che quando viene utilizzato il termine “operazione” non si deve 
intendere un'unica attività auto-concludente, ma che lo stesso si potrebbe riferire 
ad  una serie di attività tra loro connesse in quanto strettamente legate dal punto 
di vista economico e in funzione l'una dell'altra.
Il  metodo valutativo muove dalla  considerazione che,  nella maggior parte dei 
casi, la configurazione oggettiva dell'operazione è di per sé neutra e quindi non 
consente di individuare con immediatezza le finalità sottostanti. 
Si può quindi sostenere che operazioni che per ammontare, luogo in cui vengono 
realizzate, modo di esecuzione sono perfettamente coerenti e normali se riferite 
ad un determinato cliente, viceversa, se effettuate da un altro, possono apparire 
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assolutamente anomale e non giustificabili, in quanto sproporzionate nell'importo 
o del tutto non in linea con il suo comportamento usuale.
Allo  stesso  modo,  comportamenti  in  linea  con  la  capacità  economica  e 
l'operatività  svolta  possono  risultare  anomali  alla  luce  di  altre  notizie  di  cui 
l'intermediario dispone in virtù della propria attività42. 
In particolare, Banca d'Italia individua complessivamente 21 indici di anomalia, 
ricondotti in 5 macro-categorie: in parte sono ripresi ed attualizzati, altri invece 
sono del tutto nuovi,  come quelli sul finanziamento del terrorismo, fattispecie 
introdotta dal decreto 109/2007. 
Gli  indicatori,  di  norma  sono  disaggregati  in  vari  "sub-indici";  quest’ultimi 
costituiscono un’esemplificazione dell’indicatore di riferimento, facilitandone la 
lettura  e comprensione,  e  devono essere valutati  congiuntamente  al  contenuto 
dello stesso.
Riportiamo qui di seguito le cinque macro-categorie43:
1) INDICATORI DI ANOMALIA CONNESSI AL CLIENTE
• Il cliente si rifiuta o si mostra riluttante a fornire le informazioni richieste, 
ovvero  fornisce  informazioni  false  o  contraffatte  ovvero  varia 
ripetutamente e senza apparente giustificazione le informazioni fornite.
• Il  cliente,  senza  fornire  alcuna  plausibile  giustificazione,  adotta  un 
comportamento del tutto inusuale rispetto a quello comunemente tenuto 
dalla clientela.
• Il cliente effettua operazioni in contanti di significativo ammontare ovvero 
con  modalità  inusuali  quando  è  noto  per  essere  stato  sottoposto  a 
procedimento  penale,  a  misure  di  prevenzione  o  a  provvedimenti  di 
sequestro, ovvero quando è notoriamente contiguo (ad esempio familiare) 
a soggetti sottoposti a misure della specie ovvero effettua tali operazioni 
con controparti note per le medesime circostanze.
42 Cfr.  R.  RAZZANTE,  “La  regolamentazione  antiriciclaggio  in  Italia”,  G.  Giappichelli  Editore, 
seconda edizione, 2011.
43 Cfr., Banca d'Italia, “Provvedimento recante gli indicatori di anomalia per gli intermediari”, Delibera 
n. 616 del 24.8.2010 (allegato).
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• Il cliente risiede ovvero opera con controparti situate in Paesi o territori a 
rischio  ed  effettua  operazioni  di  significativo  ammontare  con  modalità 
inusuali, in assenza di plausibili ragioni.
2)  INDICATORI  DI  ANOMALIA CONNESSI  ALLE  OPERAZIONI  O  AI 
RAPPORTI
• Operazioni con configurazione illogica, soprattutto se economicamente o 
finanziariamente  svantaggiose  per  il  cliente,  che non risultano in  alcun 
modo giustificate.
• Operazioni che risultano inusuali rispetto alla prassi corrente di mercato 
ovvero sono effettuate con modalità e strumenti significativamente diversi 
da  quelli  utilizzati  dagli  altri  operatori  attivi  nello  stesso  comparto, 
soprattutto  se  caratterizzate  da  elevata  complessità  ovvero  dal 
trasferimento  di  somme  di  importo  significativo,  qualora  non  siano 
giustificate da specifiche esigenze.
• Operazioni che risultano non coerenti - anche per gli strumenti utilizzati - 
con  l’attività  svolta  ovvero  con  il  profilo  economico,  patrimoniale  o 
finanziario del cliente ovvero, in caso di persona giuridica,  del relativo 
gruppo  di  appartenenza,  ove  non  siano  adeguatamente  giustificate  dal 
cliente.
• Operazioni  effettuate  frequentemente  o  per  importi  significativi  da  un 
cliente in nome o a favore di terzi ovvero da terzi in nome o a favore di un 
cliente qualora i rapporti personali,  commerciali o finanziari tra le parti 
non risultino giustificati, soprattutto se volte a dissimulare il collegamento 
con altre operazioni.
3) INDICATORI DI ANOMALIA CONNESSI AI MEZZI E ALLE MODALITA’ 
DI PAGAMENTO
• Utilizzo ripetuto e ingiustificato di denaro contante, specie se per importi 
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rilevanti o qualora implichi il ricorso a banconote di elevato taglio.
• Ricorso  a  tecniche  di  frazionamento  dell’operazione  con  presumibili 
finalità elusive degli obblighi di adeguata verifica o di registrazione, in 
assenza  di  giustificate  esigenze  rappresentate  dal  cliente,  soprattutto  se 
volte a dissimulare il collegamento con altre operazioni.
• Utilizzo di strumenti di pagamento (carte di debito, carte di credito, carte 
prepagate, moneta elettronica, nella loro evidenza fisica e virtuale) che, 
per modalità, ricorrenza o rilevanza economica, non risulta coerente con la 
normale operatività del cliente ovvero con l’operatività del distributore o 
dell’esercente (c.d. Merchant).
• Utilizzo  ripetuto  e  per  importi  complessivi  rilevanti  dei  servizi  di 
pagamento nella forma dell’incasso e del trasferimento fondi (c.d. money 
transfer),  laddove  l’operatività  risulti  incoerente  con  le  condizioni 
economiche e finanziarie del cliente e non sia adeguatamente giustificata.
4)  INDICATORI  DI  ANOMALIA  RELATIVI  ALLE  OPERAZIONI  IN 
STRUMENTI FINANZIARI E AI CONTRATTI ASSICURATIVI
• Operazioni  in  strumenti  finanziari  incoerenti  con  il  profilo  economico, 
finanziario  o  patrimoniale  del  cliente  ovvero,  nel  caso  di  persone 
giuridiche,  del  gruppo  di  appartenenza,  oppure  effettuate  con  modalità 
inusuali  o  illogiche,  soprattutto  se  di  ammontare  complessivamente 
rilevante, non adeguatamente giustificate da specifiche esigenze.
• Operazioni aventi a oggetto strumenti finanziari che si caratterizzano per 
l’intestazione a favore di terzi ovvero per l'intervento di soggetti diversi, 
qualora non siano in alcun modo giustificati dai rapporti tra le parti.
• Operazioni  frequenti  o  di  importo  significativo  effettuate  su  strumenti 
finanziari non dematerializzati,  soprattutto se al portatore, in assenza di 
plausibili giustificazioni.
• Stipula di polizze assicurative vita o di rapporti  di capitalizzazione che 
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risultano incoerenti con il profilo del cliente o che presentano modalità 
inusuali,  specie  se  di  ammontare  rilevante,  ove  non  giustificate  da 
specifiche esigenze rappresentate dal cliente.
• Operazioni  attinenti  a  polizze  assicurative  vita  o  a  rapporti  di 
capitalizzazione  effettuate  frequentemente  o  per  importi  rilevanti  dal 
contraente in nome o a favore di terzi ovvero da terzi in nome o a favore 
del contraente, qualora i rapporti personali, commerciali o finanziari tra le 
parti non risultino giustificati.
• Pagamenti  di  premi  relativi  a  polizze  assicurative  vita  o  a  rapporti  di 
capitalizzazione con modalità  inusuali  o  illogiche,  specie  se  di  ingente 
ammontare,  non  giustificati  da  specifiche  esigenze  rappresentate  dal 
cliente.
• Riscatto  o  liquidazione  di  polizze  assicurative  vita  o  di  rapporti  con 
modalità  inusuali  o  illogiche,  non  giustificati  da  specifiche  esigenze 
rappresentate dal cliente.
5)  INDICATORI  DI  ANOMALIA RELATIVI  AL FINANZIAMENTO  DEL 
TERRORISMO
• Operazioni che, per il profilo soggettivo di chi le richiede ovvero per le 
modalità  inusuali  della  movimentazione,  appaiono  riconducibili  a 
fenomeni di finanziamento del terrorismo.
• Operazioni  che,  per  le  modalità  inusuali  della  movimentazione  o 
l’incoerenza  con  il  profilo  economico  di  chi  le  richiede,  appaiono 
riconducibili  all’abuso  di  organizzazioni  non  profit  a  scopo  di 
finanziamento del terrorismo.
2.4.5.1 I Generatori di Indici di Anomalia. Cenni su GIANOS
Il sistema bancario italiano si è prodigato sin dall'inizio per adeguarsi alle 
disposizioni  antiriciclaggio  ed  a  tal  fine  ha  anche  sviluppato  dei  sistemi 
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informatici  innovativi  volti  ad  aiutare  i  dipendenti  bancari  nell'attività  di 
“collaborazione attiva” con le autorità inquirenti.
In particolare, la grande maggioranza delle banche italiane ha adottato l'utilizzo 
di  GIANOS (acronimo  di  “Generatore  di  Indici  di  Anomalia  per  Operazioni 
Sospette”), che consiste in un programma informatico di ausilio che fornisce una 
procedura di rilevazione automatica delle operazioni anomale.
Il software venne sviluppato da un gruppo di lavoro interbancario nel 1993 al 
fine di aiutare e supportare l'operatore bancario nell'adempimento delle sempre 
più  complesse  normative  antiriciclaggio  e  di  assicurare  un  comportamento 
uniforme da parte delle banche nella valutazione delle anomalie, quantomeno dal 
punto  di  vista  oggettivo  dell'operazione.  Il  progetto  venne  approvato 
dall'Associazione Bancaria Italiana e, dopo una prima fase di sperimentazione e 
di  collaudo,  con  circolare  del  3  gennaio  1995,  si  dispose  l'avvio  di  tutte  le 
procedure necessarie e renderlo operativo44.  
GIANOS è un sistema software, basato su avanzate tecnologie informatiche, che 
prende  in  esame  tutte  le  registrazioni,  anche  quelle  relative  ad  operazioni 
frazionate, contenute nell'Archivio Unico Informatico, costituito presso tutti gli 
intermediari finanziari, al quale è collegato per poterne utilizzare i dati.
Ad ogni operazione vengono assegnati dei codici alfanumerici di identificazione, 
che  costituiscono  l'elemento  di  base  per  la  creazione  di  tabulati  codificati, 
anonimi e riservati, a fronte dei quali può scattare l'analisi di eventuali anomalie, 
sia  a  livello  di  singole  operazioni  che  di  comportamento  complessivo  del 
soggetto. 
Il  sistema,  infatti,  opera  attraverso la  trasformazione di  tabelle  algoritmiche - 
fissate in sede ABI da un apposito Comitato, coperte dal più assoluto riserbo e 
periodicamente aggiornate - dei parametri operativi ricavati dai profili contenuti 
nel Decalogo.
Il programma Gianos consente di analizzare tutte le operazioni effettuate da un 
44 Cfr.  F.  BERGHELLA,  in  AA.  VV.,  “Nuova  guida  agli  adempimenti  antiriciclaggio:  manuale  
operativo per le banche e gli intermediari”, Bancaria Editrice, Milano, 1998, p.379 ss.
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singolo cliente sia nella filiale dove intrattiene i  rapporti  che in tutte le filiali 
dell'intermediario  e  di  poterle  poi  confrontare  con  il  profilo  economico- 
finanziario già definito.
L'arco  temporale  preso  in  esame  dall'operatore  bancario  è  il  mese  solare  e 
l'operatività del cliente, registrata in tale periodo, viene confrontata con la serie 
storica dell'operatività dello stesso cliente relativa ai 12 mesi precedenti45.
Così la procedura consente l'individuazione automatica di operazioni “anomale”, 
in  quanto “atipiche” o “inattese” per  il  singolo cliente che le  pone in essere, 
rispetto  alla  normale  operatività  che  lo  caratterizza.  L'evidenziazione  delle 
anomalie  avviene  definendo  i  “comportamenti  attesi”  del  singolo  cliente  e 
confrontandoli con le operazioni “in corso”. 
Quando  un  soggetto  supera  i  valori  di  anomalia  previsti  dal  sistema,  viene 
evidenziato in apposite liste; la cosa però non costituisce elemento sufficiente 
per   la  segnalazione,  in  quanto  l'operatore  incaricato (normalmente  il  titolare 
della filiale) esamina le operazioni così filtrate, tenendo in considerazione tutti i 
dati  in  suo  possesso,  cercando  di  capire  se  l'operazione  ha  o  non  ha  una 
giustificata motivazione. Solo a quel punto lo stesso operatore  può decidere se 
procedere o meno alla effettiva segnalazione di operazione sospetta all'UIF con 
l'iter  previsto  dall'intermediario,  avendo  appunto  una  sostanziale  libertà  di 
scelta46.
In coerenza con le Istruzioni di vigilanza, GIANOS svolge, quindi, funzioni di 
ausilio alla valutazione, senza sostituire o deresponsabilizzare gli operatori dagli 
obblighi di conoscenza del cliente e di ogni valutazione di rischio e sospettabilità 
delle operazioni svolte.
Il  programma GIANOS è realizzato in più versioni,  non analoghe tra loro, in 
relazione all'operatività dell'intermediario ed inoltre nella pratica le funzioni di 
tale  software  sono sottoposte  ad un costante  processo di  revisione.  Dalla  sua 
nascita  ad oggi è  stato realizzato almeno un aggiornamento all’anno che,  nel 
45 Cfr.  R. RAZZANTE,  La regolamentazione antiriciclaggio in Italia,  Giappichelli  Editore,  seconda 
edizione, Torino, 2011.
46 Cfr. ABI, “Antiriciclaggio: una disciplina da migliorare”, in Bancaria, n.4, 2000, pp. 30-31.
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tempo, anche in relazione alle modifiche della normativa, hanno caratterizzato 
quattro diverse generazioni dell’applicativo:
• la prima, dal 1995 al 2000, (GIANOS); 
• la seconda, dal 2001 al 2006, (€-GIANOS); 
• la terza, dal 2007 al 2009, (GIANOS-GPR-3D); 
• la quarta, dal 2010 (GIANOS-3D e CONTROLLI INTERNI).
Con la  quarta  generazione  del  programma GIANOS ha  assunto  una  multipla 
valenza,  diventando  contemporaneamente  un’articolata  applicazione  che 
consente di elaborare indici di anomalia per operazioni sospette, generare profili 
di  rischio  di  riciclaggio,  organizzare  le  informazioni  per  la  conoscenza  del 
cliente, controllare gli iter valutativi interni.
Possiamo affermare che GIANOS, nel suo insieme, non è più considerabile un 
programma  a  latere  dei  processi  di  funzionamento  aziendale,  ma  costituisce 
un'articolata  procedura  informatica  e  organizzativa  integrata  nei  sistemi 
informativi della banca e nel più ampio sistema dei controlli interni.
Da  ricordarsi  però  che  questa  procedura  automatica  non  deresponsabilizza  le 
attività che l'elemento umano deve continuare ad effettuare, essendo solo un utile 
supporto di analisi, garantendo la corretta applicazione delle disposizione atte ad 
evidenziare  le  operazioni  sospette  e  ad  assicurare  comportamenti  uniformi 
all'interno degli istituti di credito. 
2.5 L'Unità di Informazione Finanziaria (UIF)
Il  d.lgs.  231/2007  ha  istituito  presso  la  Banca  d'Italia  l'Unità  di 
Informazione Finanziaria (UIF), che rappresenta l'organismo nazionale deputato 
in via esclusiva a ricevere, analizzare e trasmettere agli organi investigativi le 
segnalazioni di operazioni sospette. 
Fra i diversi possibili modelli di Financial Intelligence Units (FIU) presenti nel 
panorama  internazionale  -  amministrativa,  di  polizia,  giudiziaria,  mista  -  il 
legislatore italiano ha optato per quello amministrativo, dotato di indipendenza 
funzionale.
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Nel  prescrivere  l'istituzione  di  una  FIU  in  ogni  ordinamento,  gli  standard 
internazionali ne hanno individuato le seguenti caratteristiche essenziali:
• l'autonomia operativa e gestionale, che dovrebbe assicurare efficienza ed 
escludere conflitti di interesse tra diverse finalità pubbliche;
• l'unicità,  che garantisce  una visione accentrata delle  segnalazioni  e  dei 
fenomeni che se ne deducono;
• la  specialità  della  funzione  di  analisi  finanziaria  rispetto  a  quelle 
investigativa e giudiziaria;
• la  capacità  di  scambiare  informazioni  in  modo diretto  e  autonomo nel 
circuito delle FIU, senza necessità di trattati internazionali o di relazioni 
intergovernative;
• l'eterogeneità  delle  informazioni  disponibili,  che  possono  avere  natura 
finanziaria,  amministrativa  e  investigativa  ed  essere  utilizzate  sia  per 
l'approfondimento finanziario sia per la collaborazione internazionale47.
In  sintesi,  possiamo  dire  che  nel  nostro  Paese  si  è  scelto  di  differenziare  il 
momento  dell'analisi  esclusivamente  finanziaria  delle  segnalazioni  rispetto  a 
quello di vera e propria investigazione, attribuendo alla FIU un compito molto 
importante di filtro, scindendo in modo netto l'azione di prevenzione rispetto a 
quella  successiva  di  repressione  e  confidando  in  maniera  chiave  sulla  c.d. 
“collaborazione attiva” del settore bancario e finanziario.
Ci sembra che questo sia un modello del tutto congruente con i compiti tipici 
della  UIF,  che  non  deve  effettuare  un'azione  di  repressione  dei  reati  ma  di 
prevenzione,  con  lo  scopo  di  conservare  la  salute  del  sistema  economico  e 
finanziario e di mantenerne l'integrità dei comportamenti.
Essa è stata  istituita  presso la  Banca d'Italia  il  1° gennaio 2008,  subentrando 
nell'attività che fino a quel momento era stata svolta dall'Ufficio Italiano Cambi 
(UIC). La UIF esercita le proprie funzioni in piena autonomia e indipendenza; 
47 Cfr.  G.Castaldi.  “L'Unità  di  Informazione  Finanziaria  (UIF)  nel  sistema  italiano  antiriciclaggio:  
l'attività svolta ; i problemi aperti”, Napoli, 2 Luglio 2009, cit.
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l'organizzazione e  il  funzionamento sono disciplinate  dalla  Banca d'Italia  con 
proprio regolamento. 
2.5.1 Le funzioni e la struttura organizzativa della UIF
L’organizzazione  e  il  funzionamento  della  UIF  sono  disciplinati  dal 
Regolamento  del  Governatore  del  dicembre  2007,  titolato  “Regolamento  per 
l’organizzazione  e  il  funzionamento  della  Unità  di  Informazione  Finanziaria  
(UIF), ai sensi dell’art. 6, comma 2, del d.lgs. 21 novembre 2007, n. 231”.
La  Banca  d’Italia  è  impegnata  a  fornire  mezzi  finanziari,  beni  strumentali  e 
risorse umane e tecniche per l’efficace perseguimento dei fini istituzionali.
Nell'apparato  antiriciclaggio,  la  UIF svolge  un  delicato  e  complesso  ruolo  di 
raccordo  tra  i  soggetti  privati  sui  quali  grava  l'obbligo  delle  segnalazioni 
(intermediari  finanziari,  professionisti  e  operatori  non  finanziari)  e  l'autorità 
investigativa e giudiziaria. 
Nell'ambito dell'approfondimento finanziario sulle segnalazioni ricevute, la UIF 
acquisisce  ulteriori  informazioni  presso  gli  stessi  soggetti,  utilizza  le 
informazioni e i dati in suo possesso, si avvale degli archivi ai quali può accedere 
ai sensi del d.lgs. n. 231/07 o sulla base di protocolli di collaborazione stipulati 
con  altre  autorità  di  nazionali,  scambia  informazioni  con  omologhe  autorità 
antiriciclaggio estere48.
Tra i compiti fondamentali della UIF, emerge quello di analisi finanziaria delle 
operazioni segnalate come sospette dai soggetti a questo tenuti per legge, tra cui 
ovviamente  gli  Istituti  di  Credito,  gli  altri  intermediari  finanziari  ed  i 
professionisti. Inoltre, la UIF ha il compito di acquisire, a scopo di prevenzione 
del  riciclaggio o del  finanziamento del  terrorismo,  ulteriori  altre  informazioni 
presso i soggetti predetti, servendosi anche di poteri ispettivi, collaborando con le 
autorità giudiziarie e di polizia e con analoghe F.I.U. Estere. 
Essa si occupa tra l'altro di effettuare analisi statistiche sui dati che mensilmente 
48 Cfr. G. CONFORTI, “Guida all'antiriciclaggio in banca”, Bancaria Editrice, edizione 2011.
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banche ed intermediari hanno l'obbligo di trasmetterle, allo scopo di far risaltare 
possibili  fenomeni  di  riciclaggio  localizzati  in  determinate  aree  geografiche, 
nonché di studiare eventuali anomalie su determinati strumenti di pagamento o su 
settori economici.
In  relazione  all'esito  delle  proprie  analisi,  la  UIF  trasmette  le  segnalazioni 
ritenute  meritevoli  di  un  seguito  investigativo  al  Nucleo  Speciale  di  Polizia 
Valutaria  della  Guardia  di  finanza  (NSPV)  e  alla  Direzione  Investigativa 
Antimafia (DIA), poiché alla base ci sono rapporti  di cooperazione e forme di 
integrazione informativa sempre più stringenti ed avanzate.
Per  quanto  riguarda  l'assetto  organizzativo49,  entrato  in  vigore  il  1°  Gennaio 
2008, è costituito da sei Divisioni operative (figura 2), disciplinate in conformità 
del Regolamento Generale della Banca d'Italia,  da  alcune strutture collegiali di 
coordinamento orizzontale e un nucleo di dirigenti in staff, impegnati anche in 
compiti ispettivi.
Presso la UIF è costituito e opera, inoltre, un Comitato di esperti, composto dal 
Direttore  della  UIF,  che lo presiede,  nonché da quattro  membri  nominati  con 
decreto del Ministro della economia e delle finanze, sentito il Governatore della 
Banca d’Italia (art. 4). 
Il Comitato – i cui componenti restano in carica per tre anni, rinnovabili per altri 
tre  –  svolge  funzioni  consultive  sull’individuazione  dei  criteri  generali  per 
l’archiviazione  delle  segnalazioni  operazioni  sospette,  sui  protocolli  di  intesa 
stipulati  con le  altre Autorità  impegnate nella prevenzione e nel contrasto del 
riciclaggio e del finanziamento del terrorismo. 
Infine il Titolare dell’UIF (art 3) è nominato con provvedimento del Direttorio 
della Banca d’Italia e resta in carica cinque anni, rinnovabili per altri cinque. Egli 
ha la responsabilità del funzionamento della struttura,  della quale programma, 
dirige e controlla l’attività.  
49 Cfr. M. Draghi, “Regolamento per l’organizzazione e il funzionamento della Unità di Informazione  
Finanziaria (UIF),  ai sensi dell’art. 6, comma 2, del d.lgs. 21 novembre 2007, n. 23”,  Roma, 21 
Dicembre 2007.
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Figura 2 - Organigramma UIF 
Fonte: www.Bancad'Italia.it
2.5.2 Attività in materia di operazioni sospette
Dal  bollettino  semestrale  del  periodo  di  osservazione  Gennaio-Giugno 
2012  dell'Unità  di  Informazione  Finanziaria  si  può  osservare  che  nel  primo 
semestre  del  2012  è  proseguita  la  cospicua  crescita  delle  segnalazioni  di 
operazioni  sospette  (SOS)  di  riciclaggio  inoltrate  all'UIF:  sono  state  infatti 
34.375  (figura  3)  con  un  incremento  cospicuo  rispetto  allo  stesso  periodo 
dell’anno 2011 (tabella 1). 
Si osserva una costante crescita delle SOS facendo riferimento ai dati in nostro 
possesso,  considerando  che  nei  primi  anni  di  vigenza  della  legge  197/91  le 
segnalazioni erano costituite da pochi sporadici casi. Si può accostare la notevole 
impennata  di  segnalazioni  degli  anni  2009 e  2010 alla  riduzione  della  soglia 
massima di utilizzo del contante, oltre che ovviamente ad una sempre maggiore 
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presa  di  coscienza  degli  operatori  del  settore  e  ad  una  penetrante  attività  di 
stimolo dell'Organo di Vigilanza. 
Figura 3 – SOS di riciclaggio (anni 1997 – 2012)
Fonte: Unità di Informazione Finanziaria, “Bollettino Semestrale – periodo Gennaio/Giugno 2012”
Tabella 1 - SOS di riciclaggio (anni 1997 – 2011)
Fonte: Unità di Informazione Finanziaria, “Bollettino Semestrale – periodo Gennaio/Giugno 2011”
Si può osservare che le banche continuano ad essere di gran lunga le più attive 
dal punto di vista segnaletico (figura 4), anche se per la prima volta si è assistito 
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ad una elevata crescita delle segnalazioni inoltrate dai professionisti e operatori 
non  finanziari,  passate  da  223  nel  primo  semestre  2011  a  1.113  nel  primo 
semestre del 2012. 
  
Figura 4 - SOS di riciclaggio da intermediari finanziari 
Fonte: Unità di Informazione Finanziaria, “Bollettino Semestrale – periodo Gennaio/Giugno 2012”
Infine si può osservare che il  71,3% delle segnalazioni inviate da banche trae 
origine  da  rilevazioni  di  sportello,  mentre  l’11,6% da  controlli  delle  strutture 
centrali antiriciclaggio (tabella 2).
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Tabella 2 – SOS pervenute da banche per origine del sospetto
Fonte: Unità di Informazione Finanziaria, “Bollettino Semestrale – periodo Gennaio/Giugno 2012”
Sul piano generale, l'attività di monitoraggio ed intervento ha portato nel tempo 
risultati incoraggianti: nel primo semestre 2012 l’Unità ha ricevuto 96 richieste di 
informazioni da parte dell’Autorità Giudiziaria.
L’attività ispettiva e le verifiche cartolari hanno fatto emergere sia violazioni di 
possibile  rilievo  penale  sia  infrazioni  di  natura  amministrativa:  nel  corso  del 
semestre  sono  state  avviate  10  procedure  amministrative  sanzionatorie  e 
individuate 55 fattispecie di rilevanza penale tradottesi in 51 denunce ex art. 331 
c.p.p.50 e 4 informative utili a fini di indagine.
50 Articolo 331 codice di procedura penale: Salvo quanto stabilito dall'articolo 347, i pubblici ufficiali 
(c.p. 357) e gli incaricati di un pubblico servizio (c.p. 358) che, nell'esercizio o a causa delle loro funzioni 
o del loro servizio, hanno notizia di un reato perseguibile di ufficio, devono farne denuncia per iscritto, 
anche quando non sia individuata la persona alla quale il reato è attribuito. (omissis) 
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CAPITOLO TERZO
L'APPLICAZIONE  DELLA  DISCIPLINA  ANTIRICICLAGGIO  AGLI 
INTERMEDIARI BANCARI: GESTIONE E ADEMPIMENTI
3.1 Il principio di collaborazione
Nel dicembre 2007, in attuazione della terza direttiva 2005/60/CE, è stato 
pubblicato  il  d.lgs.  n.231,  che  ha  voluto  dettare  norme  più  severe,  anche  se 
modulate in relazione al rischio di riciclaggio, a tutela dell'integrità del sistema. Il 
fine  perseguito  è  di  prevenire  l'utilizzo  del  sistema  finanziario  a  scopo  di 
riciclaggio e di finanziamento del terrorismo e congelare le risorse economiche 
illecite.
Il  decreto  legislativo  231/07  impone  obblighi  di  collaborazione  per  la 
prevenzione ed il contrasto del riciclaggio, ossia:
• collaborazione passiva finalizzata a garantire la conoscenza approfondita 
della clientela e a prescrivere la conservazione dei documenti relativi alle 
transazioni effettuate; 
• collaborazione  attiva  volta  all'individuazione  e  segnalazione  delle 
operazioni sospette di riciclaggio. Si può definire, quindi, come tutti quei 
comportamenti  autonomi  volti  a  segnalare  le  situazioni  anomale 
riscontrate nella gestione dei flussi finanziari.
Il  concetto di collaborazione attiva informa tutta la disciplina e la caratterizza 
rispetto a quella precedente: con il d.lgs 231, gli intermediari devono prestare la 
loro  opera  positiva  per  impedire  che  ci  siano  pericolose  e  destabilizzanti 
infiltrazioni  criminali,  o  addirittura  terroristiche,  all'interno  del  sistema 
finanziario, non semplicemente limitandosi a raccogliere in modo ordinato dati e 
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documentazioni concernenti le operazioni e l'instaurarsi dei rapporti bancari, da 
mettere poi a disposizione dell'Autorità inquirente51.
3.1.1 Definizione di riciclaggio e di finanziamento al terrorismo
Nel d.lgs. 21 novembre 2007, n.231 (art.2), ai soli fini della applicazione 
delle  disposizioni  del  decreto  stesso,  le  seguenti  azioni,  se  commesse 
intenzionalmente, costituiscono riciclaggio:
a) la conversione o il trasferimento di beni, effettuati essendo a conoscenza che 
essi provengono da un'attività criminosa o da una partecipazione a tale attività, 
allo scopo di  occultare o dissimulare l'origine illecita  dei  beni medesimi o di 
aiutare  chiunque  sia  coinvolto  in  tale  attività  a  sottrarsi  alle  conseguenze 
giuridiche delle proprie azioni;
b) l'occultamento o la dissimulazione della reale natura, provenienza, ubicazione, 
disposizione, movimento, proprietà dei beni o dei diritti  sugli stessi,  effettuati 
essendo a conoscenza che tali beni provengono da un'attività criminosa o da una 
partecipazione a tale attività; 
c)  l'acquisto,  la  detenzione o l'utilizzazione  di  beni  essendo a  conoscenza,  al 
momento della loro ricezione, che tali beni provengono da un'attività criminosa o 
da una partecipazione a tale attività;
d) la partecipazione ad uno degli atti di cui alle lettere precedenti, l'associazione 
per commettere tale atto, il tentativo di perpetrarlo, il fatto di aiutare, istigare o 
consigliare qualcuno a commetterlo o il fatto di agevolarne l'esecuzione.
Presupposto quindi necessario, perché possa concretizzarsi l'azione di riciclaggio, 
è che vi sia a monte un'attività criminosa,  che abbia fruttato beni o diritti sugli 
stessi. Da evidenziare che tali definizioni non coincidono con quella contenuta 
nel  codice  penale  (agli  artt.  648-bis  e  648-ter  c.p.)  ed  infatti  il  decreto 
inizialmente sottolinea all'art.2 “Ai soli fini del presente decreto...”
51 Cfr.  G.Castaldi,  “L'attività  della  UIF.  Risultati  e  prospettive”,  Convegno  su  “La  normativa 
antiriciclaggio: l'evoluzione del quadro regolamentare e i connessi aspetti  procedurali e operativi”, 
Sassari, 18 Febbraio 2011.
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L'obbligo della segnalazione dell'operazione sospetta è necessaria anche quando 
il  reato  presupposto  e  quello  di  riciclaggio  sono  commessi  dal  medesimo 
soggetto (c.d. autoriciclaggio52).
Con riguardo invece al finanziamento al terrorismo, il quarto comma dell'art. 2 
del D.lgs 231/2007 rinvia alla definizione fornita dal d.lgs. n. 109/200753,  che 
individua il fenomeno in:  «qualsiasi attività diretta, con qualsiasi mezzo, alla  
raccolta,  alla  provvista,  all'intermediazione,  al  deposito,  alla  custodia  o 
all'erogazione di fondi o di risorse economiche, in qualunque modo realizzati,  
destinati ad essere, in tutto o in parte, utilizzati al fine di compiere uno o più  
delitti con finalità di terrorismo o in ogni caso diretti a favorire il compimento di  
uno  o  più  delitti  con  finalità  di  terrorismo previsti  dal  codice  penale,  e  ciò  
indipendentemente dall'effettivo utilizzo dei fondi e delle risorse economiche per  
la commissione dei delitti anzidetti».
A differenza  del  reato  di  riciclaggio  per  cui  assume  primaria  importanza  la 
provenienza dei fondi o dei beni, che deve essere illecita, per il finanziamento del 
terrorismo si ha riguardo esclusivamente alla loro destinazione, che è quella di 
compiere,  o  di  favorire  il  compimento  di  uno  o  più  delitti  con  finalità  di 
terrorismo54.
3.2 Il rapporto banca-cliente
Il principio di collaborazione attiva, che abbiamo più volte ricordato, ha 
fortemente  condizionato la  relazione che gli  intermediari  intrattengono con la 
loro clientela,  obbligandoli  ad un approfondimento della  conoscenza sia  della 
consistenza  patrimoniale,  sia  delle  abitudini  finanziarie  della  loro  clientela 
52  Ricordiamo che, contrariamente a quanto previsto nel codice penale, nella nozione amministrativa di 
riciclaggio introdotta dal d.lgs 231/2007 vengono comprese anche le violazioni fiscali di rilevanza 
penale, che invece in passato venivano escluse in quanto considerate "autoriciclaggio".
53 Decreto  Legislativo  22  giugno  2007,  n.109:  "Misure  per  prevenire,  contrastare  e  reprimere  il 
finanziamento del terrorismo e l'attività dei Paesi che minacciano la pace e la sicurezza internazionale, 
in attuazione della direttiva 2005/60/CE"  pubblicato nella  Gazzetta Ufficiale n. 172 del 26 luglio 
2007.
54 A.A.V.V., “Newsletter sull'antiriciclaggio” n.1, Uilca – Uil credito, esattorie e assicurazioni, 2011.
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dall'instaurarsi del rapporto e durante l'intera vita dello stesso.
Mentre il cliente può e deve pretendere assoluta trasparenza per quanto riguarda 
le  principali   clausole dei  contratti  bancari,  l'istituto di  credito deve essere in 
grado  di  conoscere  l'effettivo  scopo  dei  rapporti  di  cui  viene  chiesta 
l'instaurazione, con la finalità di poter profilare il cliente dal punto di vista del 
suo possibile coinvolgimento in attività di riciclaggio, a scopo cautelativo e di 
diminuzione del rischio. 
Solo quando il cliente sia correttamente identificato e quando siano note le sue 
caratteristiche  patrimoniali  e  finanziarie,  sarà  possibile  decidere  se  la  sua 
operatività  presenti  delle  zone  d'ombra,  che  possano  portare  all'iter  per  una 
segnalazione di  operazione sospetta,  sempre nel  caso in  cui  queste non siano 
giustificate in maniera idonea.
In generale, tali cautele e attenzioni, dal punto di vista della disciplina in analisi, 
devono essere adottate per l'intera clientela, indipendentemente dall'esistenza o 
meno di affidamenti, e quindi del grado di rischio di eventuale insolvenza del 
cliente.
L'esistenza degli specifici adempimenti introdotti dalla legge ha portato all'inizio 
ad alcune difficoltà di carattere relazionale con la stragrande maggioranza della 
clientela che, rispetto alle abitudini del passato, si  è trovata sottoposta ad una 
serie di quesiti e specificazioni, anche con la richiesta di evidenze documentali, 
per operazioni ed aperture di rapporti che prima venivano eseguiti senza nessun 
tipo di problema.
Questo  soprattutto  in  presenza  di  ingenti  movimentazioni  patrimoniali,  come 
quelle ad esempio dovute al ricevimento di eredità: i clienti si sono spesso sentiti 
oggetto  di  indagine  e  proprio  da  parte  di  chi,  per  sua  natura  istituzionale, 
dovrebbe essere controparte in cui riporre la massima fiducia.
Come  è  ovvio,  con  il  tempo  la  nuova  disciplina  è  stata,  anche  se  non 
completamente,  assimilata  dai  clienti,  pur  continuandosi  a  riscontrare,  nella 
operatività  ordinaria,  sporadici  spiacevoli  fraintendimenti,  in quanto a volte  il 
cliente,  ferma restando l'assoluta estraneità  a  condotte  criminali,  risulta  molto 
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restio  a  rivelare  in  pieno  le  proprie  motivazioni  finanziarie  e  il  suo  profilo 
patrimoniale, adducendo spesso generici motivi di riservatezza, fino ad arrivare a 
categoriche dichiarazioni di assoluta autonomia gestionale sulle proprie risorse.   
Accanto  a  questi  elementi  negativi,  si  può  affermare  che  la  normativa 
antiriciclaggio  ha  comunque  portato  alcune  opportunità  positive  agli 
intermediari, vuoi in termini di competitività con i concorrenti, vuoi nel rapporto 
stesso con la clientela.
La  disciplina  antiriciclaggio,  puntando  molto  sull'approfondimento  della 
conoscenza della clientela, ha condotto ad una migliore e più capillare possibilità 
di segmentazione della stessa, favorendo il collocamento di prodotti mirati ed una 
personalizzazione dei rapporti,  soprattutto da parte di quegli istituti  che hanno 
spinto a fondo su tali indagini, con innegabili vantaggi patrimoniali.
Anche sotto il  profilo prudenziale, è palese che una maggiore conoscenza del 
cliente conduca ad innegabili benefici nel contenimento dei rischi e quindi alla 
riduzione di potenziali perdite. 
3.3 Gli effetti della materia antiriciclaggio sull'operatività delle strutture
Stabilito  che  l'attività  antiriciclaggio  è  imperniata  sulla  collaborazione 
dell'intero  sistema  bancario  e  finanziario,  passiamo ad  esaminare  brevemente 
quali siano i risvolti concreti sull'organizzazione e gli investimenti di un istituto 
di credito.
Innanzitutto, rimarchiamo che per ogni banca è stato necessario istituire e poi 
alimentare  correttamente  l'Archivio  Unico  Informatico,  collegandolo  in  modo 
logico ai registri  contenenti  i  dati  della clientela e sottoponendolo a periodica 
manutenzione e revisione, soprattutto a seguito dei cambiamenti normativi.
Accanto all'AUI, le banche hanno dovuto introdurre delle procedure specifiche in 
tema  di  questionario  KYC  e  schede  antiriciclaggio,  con  la  necessità  di 
conservazione della  documentazione cartacea a supporto,  costituita  da  moduli 
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controfirmati dalla clientela oltre che da copie di documenti di identità, codice 
fiscale ed altro.
Ricordiamo gli investimenti relativi al sistema Gianos o a programmi similari, 
alla loro manutenzione ed ai periodici aggiornamenti di versione.
Accenniamo poi  alla  necessaria  opera  di  formazione  di  tutto  il  personale,  in 
particolare  di  quello  a  contatto  con  la  clientela,  formazione  esplicitamente 
richiesta  dalla  normativa  vigente,  ed  al  generale  appesantimento  di  alcune 
procedure,  già  per  loro  stessa  natura  complicate,  che potrebbe determinare  la 
necessità di integrare il personale con altre unità a supporto. 
Altri  costi  derivano dalla  necessità  di  comunicazione  al  pubblico  (con avvisi 
esposti  nei  locali,  mailing  indifferenziato  o  personalizzato)  dei  principali 
adempimenti  antiriciclaggio,  soprattutto  in  funzione  dell'introduzione  di 
cambiamenti di operatività (si pensi alla necessaria riduzione, richiesta per due 
volte in tempi assai ristretti, dei saldi dei libretti di deposito al portatore), che 
molto spesso rallentano se non addirittura ingessano ogni altra attività delle filiali 
anche per discreti lassi di tempo.
La stessa creazione iniziale di una funzione in azienda dedicata all'antiriciclaggio 
può essere considerata, almeno a prima indagine, come un costo puro e semplice, 
vista l'assenza di corrispondenti palesi ricavi.
Ci preme qui sostenere che l'esistenza di tale funzione non deve certo svuotare di 
responsabilità  il  resto  dell'organizzazione  aziendale,  in  quanto  la  stessa  deve 
essere intesa come un centro di controllo, di verifica, di valutazione per i casi più 
complessi  e di assistenza alla rete, ma non può certo sostituirsi ai compiti che le 
unità operative devono assolvere in prima istanza.
Visti i sistematici cambiamenti della legge, gli istituti sostengono quindi notevoli 
costi  dovuti  all'adeguamento della  policy aziendale alle  nuove istruzioni della 
vigilanza: devono così essere costituiti e tenuti aggiornati nuovi specifici uffici, 
con un certo dispendio per la formazione del personale, effettuate periodicamente 
rivisitazioni alla modulistica e mantenute efficienti e regolari le procedure per 
l'inoltro delle segnalazioni sospette. 
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Accanto a questi costi, esistono poi quelli che l'ABI ha più volte definito come 
“oneri impropri” nelle sue relazioni sistematiche sui costi degli istituti di credito, 
ossia quelli derivanti dalla collaborazione alle indagini della magistratura, tanto 
che la maggior parte delle banche, con lo scopo di efficientare,  hanno demandato 
tali  adempimenti  a  specifiche strutture centralizzate,  che attingono dalle  unità 
operative la documentazione di supporto, ma svolgono poi in autonomia il resto 
dei compiti55. 
Tutti questi costi devono però essere analizzati come contropartita dell'aumento 
di  efficienza,  del  miglioramento  dell'immagine,  della  reputazione  aziendale  e 
della mancata irrogazione di possibili sanzioni penali o amministrative in caso di 
violazione di specifiche incombenze.
Una  struttura  che  sia  in  grado  di  combattere  efficacemente  il  riciclaggio  del 
denaro sporco, non può e non deve essere guardata solo come il mero frutto di un 
adempimento normativo, ma come un vero e proprio investimento per il futuro, 
in quanto garanzia della stabilità  del proprio business, basato su una clientela 
non inquinata da attività criminose e quindi sana e vitale.
Nel momento stesso in cui tutte le banche dovessero far proprie tali istanze, si 
assisterebbe  di  sicuro  ad  un  cospicuo  miglioramento  dell'intero  sistema 
finanziario,  costituito  appunto  da  intermediari  e  clientela,  con  un  innegabile 
positivo ritorno all'intera collettività.
La solidità patrimoniale delle banche e l'attitudine a generare utili in modo stabile 
nel tempo dipende anche in buona parte dal saper cogliere i messaggi di allarme 
nel comportamento della clientela56.
Di seguito affronteremo gli obblighi antiriciclaggio con cui una struttura bancaria 
deve convivere ogni giorno.
55 Cfr.  R.  RAZZANTE,  “La  regolamentazione  antiriciclaggio  in  Italia”,  seconda  edizione,  G. 
Giappichelli Editore, Torino, 2011.
56 Cfr. R. N. Limentani – Normanna Tresoldi,  “La funzione antiriciclaggio in banca: adempimento o  
investimento?”, Bancaria, n.5/2013.
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3.3.1 La limitazione all'uso del contante e dei titoli al portatore
La limitazione imposta all'uso del contante è la misura tra quelle previste 
dalla normativa antiriciclaggio che forse più di tutte ha inciso, in maniera diretta, 
sui comportamenti della clientela bancaria. 
Infatti, il suo scopo è quello di contenere fortemente l'utilizzo del denaro contante 
e di altre determinate tipologie di titoli al portatore nell'operatività quotidiana del 
sistema dei pagamenti, introducendo degli stretti vincoli alla libera circolazione 
di tali strumenti e rimandando di conseguenza a forme obbligatorie di transazioni 
tracciabili  per movimenti superiori alla soglia massima accettabile tra soggetti 
non abilitati.
La tracciabilità  è,  per  sua  stessa  definizione,  nemica del  riciclaggio:  bonifici, 
ordini di accredito e titoli nominativi sono facilmente riconducibili ai soggetti 
che hanno disposto o che beneficiano delle operazioni e possono rendere assai 
agevole la loro identificazione.
Oggetto della limitazione sono appunto il contante, i libretti di deposito bancari o 
postali al portatore e gli altri titoli al portatore (ad es. certificati di deposito e 
buoni fruttiferi postali).
Per  essi,  il  primo  comma  dell'art.  49  del  D.lgs  231/2007,  con  le  successive 
modifiche che hanno più volte ridefinito la soglia massima su cui è possibile 
operare liberamente,  prevede al  momento un divieto di  passaggio  tra  soggetti 
diversi  che  non siano intermediari  abilitati  quando il  loro  importo  sia  pari  o 
superiore ai 1.000,00 Euro57:  "è vietato il trasferimento di denaro contante o di  
libretti di deposito bancari o postali al portatore o di titoli al portatore, in euro o  
in valuta estera, effettuato a qualsiasi titolo, tra soggetti diversi, quando il valore 
57 A tale  proposito,  il  D.L.  2  marzo  2012 n°  16  (art.  3  comma 1)  ha  introdotto  una  deroga  a  tale 
disposizione: il suddetto divieto può non operare nei confronti dei soggetti che svolgono attività di 
commercio al dettaglio e assimilate ovvero di agenzia di viaggi e turismo, qualora:
- effettuino operazioni legate al turismo nei confronti di persone fisiche non residenti in Italia e 
aventi  cittadinanza  al  di  fuori  dell’Italia,  dell’Unione  Europea  e  dello  Spazio  Economico  
Europeo;
-presentino specifica richiesta all’Agenzia delle Entrate a conferma dell’adesione alla disciplina 
di deroga;
-rispettino le disposizioni specifiche emanate dall’Agenzia delle Entrate.
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oggetto di trasferimento è complessivamente pari o superiore a 1.000,00 euro". 
Non si è voluto abolire la circolazione del contante, ma solo limitarla per importi 
superiori ad una certa soglia, che con il tempo si è andata sempre più abbassando, 
passando dai 20 milioni della originale formulazione della legge 197/1991 fino al 
(modesto) limite attuale, dopo l'innalzamento a 12.500,00 euro e il successivo 
abbassamento a 5.000,00 e poi a 2.500,00 euro. Si ricorda comunque che soggetti 
privati  possono scambiarsi  denaro  contante  e  titoli  al  portatore,  con qualsiasi 
motivazione – ad es. compravendite o anche per semplice regalia - ma solo per 
somme complessivamente inferiori ai 1.000,00 euro. Al di sopra di tale importo 
bisogna far intervenire un intermediario abilitato che certifichi la regolarità del 
passaggio oppure si devono utilizzare altri mezzi di pagamento.
Per quanto ovvio le richieste di prelevamento di importo superiore a 1.000,00 
euro  possono  essere  validamente  accolte  in  quanto  la  limitazione  riguarda 
esclusivamente soggetti privati e non il rapporto fra banca e cliente, essendo la 
prima intermediario abilitato.
Il  contenimento  così  drastico  della  soglia  ha  portato  come  conseguenza 
immediata  -  senza  far  qui  riferimento  a  tutte  le  caratteristiche  oggettive  e 
soggettive  che  ogni  singola  operazione  presenta  e  che  dovrebbero  essere 
accuratamente valutate - ad una maggiore “apprensione” degli operatori bancari 
rispetto alle movimentazioni effettuate in contanti, anche soltanto per valori di 
poco  superiori  al  limite  consentito  o  addirittura  inferiori,  con  una  certa 
proliferazione  di  operazioni  individuate  come “sospette”  e  poi  rivelatesi  falsi 
positivi.
Sono  state  introdotte  anche  norme  più  rigorose  per  la  limitazione  della 
circolazione  degli  assegni,  sia  bancari  che  circolari:  la  clausola  di  non 
trasferibilità  va  apposta su ogni  singolo assegno,  bancario o circolare,  all'atto 
dell'emissione quando equivalga o superi  la  soglia di 1.000,00 euro.  Inoltre è 
prevista  la  nominatività  obbligatoria  per  gli  assegni  pari  o superiori  a  tale 
importo, ed è quindi sempre necessario indicare il nome o la ragione sociale del 
beneficiario del titolo.
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Gli assegni bancari emessi a favore dello stesso traente (quindi con l'indicazione 
"me stesso",  "me medesimo" o similari)  non potranno circolare ma dovranno 
essere  girati  per  l'incasso  ad  una  banca  o  a  Poste  Italiane  Spa  (e  non  sarà 
necessario, date le loro intrinseche caratteristiche, che presentino la clausola di 
“non trasferibile”).
I  carnet  di assegni bancari e  gli  assegni circolari  sono già prestampati  con la 
clausola di non trasferibile. Il cliente ha comunque la possibilità di richiedere, per 
iscritto, il rilascio di moduli di assegni bancari e circolari in forma libera; in tal 
caso dovrà però corrispondere un'imposta di bollo di 1,50 euro per ciascun titolo. 
Inoltre la banca è obbligata a tenere un archivio a disposizione dell’Agenzia delle 
Entrate  e  degli  altri  soggetti  istituzionali  autorizzati,  contenente  i  dati 
identificativi ed il codice fiscale di coloro che hanno richiesto o posto all’incasso 
moduli di assegni bancari, circolari, vaglia postali e cambiari in forma libera.
Nei  casi  in  cui  tali  disposizioni  vengano  violate,  la  banca  che  le  riscontri  è 
obbligata  ad  effettuare  delle  segnalazioni  d'infrazione  attraverso  un'apposita 
procedura, che comporta la compilazione e l'inoltro di determinati moduli.
In particolare, per l'inosservanza dell'apposizione della clausola di intrasferibilità 
e l'inosservanza dell’indicazione del nome o della ragione sociale del beneficiario 
per  gli  assegni  d'importo  pari  o  superiore  ai  1.000,00  euro  e  per  gli  assegni 
bancari emessi all’ordine del traente e non girati unicamente per l’incasso a una 
banca o a Poste Italiane SpA (commi 5,6,7 art. 49 D. Lgs. 231/07).
I  moduli  vanno inviati,  insieme alla  fotocopia  del  titolo fronte-retro,  al  MEF 
entro  trenta  giorni  dalla  scoperta  dell'irregolarità  a  mezzo  raccomandata  con 
avviso di  ricevimento,  mantenendo in  evidenza copia  del  tutto  in attesa  della 
cartolina  di  ritorno;  non  appena  la  stessa  tornerà  al  mittente,  tutte  le  copie 
andranno archiviate in apposito fascicolo antiriciclaggio58.
E'  in  uso  presso  gli  istituti  bancari  la  prassi  di  far  richiamare  alla  banca 
negoziatrice gli assegni pervenuti alla banca trattaria privi della clausola “non 
trasferibile” quando prevista, al fine appunto di farli regolarizzare dando vita ad 
58 M. D'Agostino, “Antiriciclaggio, Vademecum per l'operatore”, Bancaria Editrice, Roma, 2011.
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una  seconda  negoziazione:  tutto  ciò,  oltre  a  costituire  ovviamente  un 
comportamento contro la legge, è in ogni caso facilmente rilevabile in fase di 
eventuali  successivi  accertamenti,  in  quanto  di  norma  i  titoli  sono  stati  già 
microfilmati, privi della clausola in questione, presso lo sportello dove sono stati 
originariamente negoziati.
Per  importi  degli  assegni  fino a 250.000,00 euro,  le  segnalazioni  d'infrazione 
vanno spedite alle Ragionerie Territoriali dello Stato di competenza, basandosi 
sul  luogo  in  cui  la  violazione  è  stata  compiuta  o,  nel  caso  in  cui  non  sia 
conosciuto, sul luogo in cui la stessa è stata rilevata.
Appare  utile  puntualizzare  che,  se  la  segnalazione  dipende  dalla  mancata 
apposizione  del  non trasferibile  o  dalla  mancata  indicazione  del  beneficiario, 
viene  preso  in  considerazione  il  luogo  di  emissione  dell'assegno,  sia  esso 
circolare o bancario; se invece la stessa è relativa alla irregolare circolazione di 
assegno non trasferibile, dal momento che non è quasi mai possibile appurare il 
luogo dove materialmente tale trasferimento è avvenuto, ci si riferirà al luogo in 
cui ha sede la dipendenza che ha accertato tale irregolarità.
Nel  caso  d'importi  superiori  ai  250.000,00  euro,  le  segnalazioni  vanno  tutte 
inoltrate  al  Dipartimento  del  Tesoro,  Direzione  valutario,  antiriciclaggio  e 
antiusura di Roma.
Per ciascuna segnalazione d'infrazione è necessario compilare e spedire un unico 
modulo e per stabilire quale sia il corretto destinatario della segnalazione non è 
ammesso cumulare gli importi delle violazioni, anche se le stesse afferiscono allo 
stesso soggetto e fanno parte di un unico atto di segnalazione59. 
Per quanto riguarda i libretti di deposito al portatore, oltre al dover rispettare la 
soglia  antiriciclaggio60,  per  gli  stessi  viene  imposta  una  tracciabilità  dei  vari 
59 Cfr. Ministero dell' Economia e delle Finanze, “Decentramento dell'esercizio di funzioni connesse ai  
procedimenti  amministrativi  sanzionatori  antiriciclaggio ex legge 5 luglio 1991, n.  197 e decreto  
legislativo 21 novembre 2007, n. 231”, Circolare n. 80414 del 01 agosto 2008.
60 In  relazione  alle  modifiche intervenute dall’entrata  in  vigore  del  d.lgs.  231/07,  ricordiamo qui  di 
seguito i limiti e le decorrenze entro cui i saldi dei libretti di deposito al portatore dovevano essere 
adeguati: saldo inferiore a 12.500,00 euro entro 30/6/2009; saldo inferiore a 5.000,00 euro entro il 
30/6/2011; saldo inferiore a 2.500,00 euro entro il 30/9/2011; saldo inferiore a 1.000,00 euro entro il 
31/3/2012.
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trasferimenti (indipendentemente dal loro saldo).
Pertanto  in  occasione  di  qualsiasi  movimentazione  contabile  eseguita  da  un 
soggetto diverso dal soggetto al quale il rapporto risulta “collegato” in anagrafe, 
l’operatore di sportello deve attivarsi come segue:
• effettuare il trasferimento del rapporto dal “vecchio” titolare al soggetto 
presente allo sportello e quindi attuale possessore del libretto di deposito 
al portatore;
• acquisire una dichiarazione di trasferimento da parte del cedente mediante 
la compilazione di un apposito modello (vedi esempio in figura 5) dove 
dovranno essere indicati i dati identificativi (nome, cognome, data e luogo 
di  nascita,  indirizzo,  codice  fiscale  ed  estremi  del  documento  di 
riconoscimento)  del  cessionario  e  la  data  del  trasferimento.  La 
dichiarazione in questione può essere consegnata sia dal cedente che dal 
cessionario,  brevi  manu  o  per  posta,  entro  i  trenta  giorni  successivi 
all’operazione contabile;
• con riferimento ai  titoli  emessi  e trasferiti  ante 30 aprile  2008 si  ha la 
possibilità di far sottoscrivere  una “autocertificazione” del trasferimento 
del rapporto in questione da parte del cessionario;
• qualora  al  momento  dell’operazione  contabile  il  cessionario  non  abbia 
consegnato l’autocertificazione o la certificazione del cedente, e nel caso 
in cui, entro i termini indicati,  il cedente od il cessionario non abbiano 
comunque  presentato  la  documentazione  necessaria,  l'operatore  dovrà 
segnalare  l’irregolarità  al  Ministero  dell’Economia  e  delle  Finanze 
mediante l'apposito modulo di  segnalazione,  conservandone copia nella 
relativa pratica da riporre nell'archivio delle segnalazioni di irregolarità ai 
sensi della normativa antiriciclaggio.
Nel caso in cui venga presentato un libretto avente saldo pari o superiore al limite 
previsto di  1.000,00 euro,  dovrà essere fatta  una segnalazione,  a  meno che il 
superamento dipenda esclusivamente dall'accredito degli interessi, che dovranno 
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essere immediatamente prelevati, riportando il saldo nel limite.
Oltre alla segnalazione, si dovrà procedere all'immediata riconduzione sotto al 
limite o alla estinzione totale del titolo. 
Il modulo di segnalazione dovrà contenere gli estremi identificativi del portatore, 
oltre a quelli del titolo, ed essere corredato dalla fotocopia leggibile dello stesso; 
indipendentemente dall'importo, avendo cura di conservarne copia completa, la 
documentazione  dovrà  essere  inviata  tramite  raccomandata  con  ricevuta  di 
ritorno sempre al Dipartimento del Tesoro, Direzione valutario, antiriciclaggio e 
antiusura di Roma.
Mentre prima era possibile denominare i libretti al portatore con nomi di pura 
fantasia,  l'art.  50 del  D.  Lgs.  231/2007 vieta l'accensione e la  circolazione in 
Italia di depositi in forma anonima o con intestazione fittizia, sia che vengano 
aperti nel nostro Paese o che provengano dall'estero.
Pertanto  ciascun  libretto  di  deposito  al  portatore  dovrà  essere  intestato  al 
nominativo in nome e per conto del quale è stata effettuata l'apertura, riportando 
il nome stesso nella eventuale legenda.
E' interessante specificare quanto previsto nel caso che un certificato di deposito 
al portatore, d'importo pari o superiore a 1.000,00 euro, venga posto all'incasso 
da soggetto diverso da quello originariamente richiedente.
L'operazione sarà lecita  solo quando il  soggetto che chiede il  rimborso possa 
esibire idonea documentazione che ne giustifichi il trasferimento; in pratica, ciò è 
possibile nel caso in cui egli dimostri di essere il legittimo erede del soggetto 
richiedente (consegnando quindi la documentazione successoria), oppure abbia 
idonea attestazione da  parte  di  intermediario  abilitato  che il  trasferimento sia 
stato effettuato per suo tramite, o infine sia in possesso di una regolare delega 
firmata dal soggetto che originariamente ha chiesto l'emissione del titolo.
In quest'ultimo caso, si dovrà segnalare in AUI l'operazione in capo al soggetto 
delegante,  inserendo il  soggetto  presente  fisicamente  come  delegato 
dell'operazione61.
61 R.  Razzante,  “La  regolamentazione  antiriciclaggio  in  Italia”,  G.  Giappichelli  Editore,  seconda 
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Nel caso in cui  non venga fornita  idonea giustificazione,  la  banca è  tenuta  a 
effettuare una segnalazione d'infrazione al MEF con procedura del tutto analoga 
a quella prevista nel caso di superamento del limite di 1.000,00 euro per assegni 
privi della clausola di non trasferibile (diversi destinatari per violazioni inferiori 
o superiori  ai  250.000,00 euro,  inoltro  con raccomandata a.r.  entro 30 giorni, 
conservazioni  copie  complete  in  fascicolo  dedicato,  divieto  di  cumulo  degli 
importi, ecc.).
Per  tutte  le  segnalazioni  delle  varie  infrazioni,  le  diverse  filiali  della  banca 
devono inoltrare la relativa documentazione alla  Funzione Antiriciclaggio che è 
tenuta a rendicontare gli organi apicali.
edizione, Torino, 2011.
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Figura 5 -  Esempio di Comunicazione di trasferimento di libretto di deposito a 
risparmio al portatore62
Comunicazione  di  trasferimento  di  libretto  di  deposito  a  risparmio  al 
portatore (D.Lgs. 231/07 art. 49 comma 14)
FAC SIMILE
Spett.le Banca 
IL SOTTOSCRITTO...............................................................................................
NATO A..................................................IL ............................................................
E RESIDENTE IN.............................................VIA ............................................
QUALE  CEDENTE  DEL  LIBRETTO  DI  DEPOSITO  A  RISPARMIO  AL 
PORTATORE N.........................................…….CON SALDO APPARENTE DI 
EURO  ….........................................................................EMESSO  DA 
BANCA.......................................DIPENDENZA…………………...........……
CON LA PRESENTE
DICHIARA
DI AVER CEDUTO IN DATA ……………………IL SUDDETTO LIBRETTO 
DI  DEPOSITO  A  RISPARMIO  AL  SIG.  ..........................................NATO 
A……………………IL……………………..
CODICE  FISCALE  …………………………………….DOCUMENTO  DI 
RICONOSCIMENTO  TIPO…………......……..N………………..RILASCIATO 
IL ……………….DA………….SCADENZA…………………………………(1)
.........................................lì...........................................
FIRMA DEL CEDENTE
.................................................................
 FIRMA DEL CESSIONARIO
…..............…...........................................
(1) Pregasi allegare fotocopia del documento di riconoscimento e del codice  
fiscale
62 Circolare del Ministero dell’Economia e delle Finanze, prot. 33124, 20 marzo 2008.
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3.3.2 Gli obblighi di adeguata verifica della clientela
Il mondo bancario è sempre più consapevole dell’importanza di porre in 
atto  adeguati  controlli  e  procedure  per  conoscere  i  clienti  con  cui  opera. 
L’esercizio  della  dovuta  diligenza  nei  confronti  della  clientela  esistente  e  di 
nuova acquisizione costituisce un elemento essenziale di tali controlli, in assenza 
del  quale le  banche possono esporsi  a rischi  reputazionali,  operativi,  legali,  e 
conseguentemente incorrere in costi finanziari considerevoli.
Uno dei più importanti obblighi introdotti dalla d.lgs n.231/2007, in particolare 
dall'articolo 15, è quello di adeguata verifica della clientela, in quanto dalla sua 
efficace  esecuzione  dipendono  la  correttezza  e  la  qualità  degli  altri  due  più 
importanti  adempimenti  antiriciclaggio:  la  registrazione  nell’Archivio  unico 
informatico e la segnalazione delle operazioni sospette.
La  novità  rispetto  alla  precedente  disciplina  è  sostanziale:  mentre  prima  era 
soltanto  necessario  acquisire  dei  documenti  identificativi  del  cliente  (carta  di 
identità,  codice  fiscale,  ecc.)  da  utilizzare  per  la  corretta  e  completa 
identificazione  e  l'inserimento  dei  dati  relativi  nel  database  aziendale,  oltre 
ovviamente  alla  loro  conservazione  agli  atti,  ora  viene  introdotta  anche  la 
necessità di individuare quale sia lo scopo dell'instaurazione del rapporto (o della 
singola operazione, quando previsto).
Tra i vari adempimenti che un intermediario deve rispettare, l'adeguata verifica 
della clientela è certamente quello fondamentale sia perché è cronologicamente il 
primo da mettere  in  atto,  ma anche perché,  in  relazione alla  sua  conclusione 
positiva o meno, bisogna attivare altri obblighi e processi.
Gli obblighi di verifica e identificazione della clientela scattano in relazione ai 
rapporti  e  al  compimento  delle  operazioni  rientranti  nell'attività  istituzionale 
dell'intermediario quando:
• si instaura un nuovo rapporto continuativo; 
• si  eseguono  operazioni  occasionali  di  movimentazione  di  mezzi  di 
pagamento di importo pari o superiore a 15.000 euro, siano effettuate in 
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unica operazione o in più operazioni che appaiono collegate per realizzare 
un'operazione frazionata (in tale ambito s'intende come cliente occasionale 
anche  quel  soggetto  che,  pur  essendo già  registrato  nella  banca  dati  e 
titolare di rapporto continuativo, esegue un’operazione fuori conto o per 
cassa per importi pari o superiori a 15.000,00 euro, - ad es. il cambio di un 
assegno senza farlo transitare dal conto corrente -);
• vi  sia  sospetto  di  riciclaggio  o  di  finanziamento  al  terrorismo, 
indipendentemente da qualsiasi deroga, esenzione o soglia;
• vi sono dubbi sulla veridicità o sull’adeguatezza dei dati precedentemente 
ottenuti ai fini dell’identificazione di un cliente;
• banche, Poste o IMEL (Istituto di Moneta Elettronica Europeo) facciano 
da tramite o siano comunque parte nel trasferimento di denaro o altri titoli 
al  portatore in euro o in valuta estera,  tra  soggetti  diversi,  per importo 
complessivamente pari o superiore a 15.000 euro.
Occorre specificare come il principio “Know Your Customer” (conoscenza della 
clientela)  è declinato con modalità  fortemente diverse rispetto  alla  precedente 
previsione normativa. Le differenze si possono cogliere in particolar modo dal 
passaggio  dal  semplice  obbligo  di  identificazione,  consistente  essenzialmente 
nell’acquisizione di  informazioni sull’identità,  ad un dovere di  verifica.  In  tal 
modo la normativa si articola facendo perno sulla buona e costante conoscenza 
del cliente e del contesto in cui opera: viene così richiesta l'acquisizione di un 
numero più elevato di informazioni, sia in termini quantitativi che qualitativi.
Da non dimenticare che l'obbligo di adeguata verifica della clientela è legato al 
concetto  di  risk  based  approach  (approccio  basato  sul  rischio),  ossia  viene 
richiesto di procedere all'attribuzione di un “profilo di rischio di riciclaggio” in 
modo da adeguare l'attività  di  verifica da adoperare,  calibrata in funzione del 
rischio associato al  tipo di  cliente  (profilo  soggettivo)  e  al  rapporto di  affari, 
prodotto o transazione di cui trattasi (profilo oggettivo).
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Nello specifico, quando si parla di profilo soggettivo e con riferimento al cliente, 
sono  da  tener  presente:  natura  giuridica;  prevalente  attività  svolta; 
comportamento  tenuto  all’atto  del  compimento  dell’operazione  o 
dell’instaurazione del rapporto continuativo; area geografica di residenza o sede 
del cliente o della controparte.
Per quanto riguarda il profilo oggettivo e quindi con riferimento all’operazione o 
al rapporto continuativo, si deve tener conto di: tipologia dell’operazione o del 
rapporto continuativo posto in essere; modalità di svolgimento dell’operazione o 
rapporto continuativo; ammontare dell’operazione; frequenza delle operazioni e 
durata del rapporto continuativo; ragionevolezza dell’operazione o del rapporto 
continuativo  in  relazione  all’attività  svolta  dal  cliente;  area  geografica  di 
destinazione del prodotto, oggetto dell’operazione o del rapporto continuativo63.
Le banche devono quindi adottare sistemi valutativi e processi decisionali chiari, 
oggettivi,  periodicamente  verificati  e  aggiornati,  che  devono  assicurare 
omogeneità di comportamento all'interno dell'intera struttura aziendale.
3.3.2.1 Le diverse tipologie di obblighi
La disposizione legislativa prevede obblighi diversificati  in relazione al 
grado  di  rischio  potenziale  del  cliente:  adeguata,  semplificata  e  rafforzata 
verifica.
Gli  obblighi  di  adeguata  verifica  della  clientela,  come  già  ribadito,  non  si 
traducono in uno specifico adempimento quale identificazione,  registrazione e 
segnalazione;  al  contrario  consistono  in  un  comportamento,  in  un'attività  di 
costante monitoraggio della condotta della clientela.
L'obbligo di adeguata verifica della clientela consiste nelle seguenti attività:
1. identificazione del cliente e verifica dell'identità sulla base di documenti, 
dati o informazioni ottenuti da una fonte affidabile e indipendente;
63 Cfr. M. D'Agostino, “Antiriciclaggio, Vademecum per l'operatore”, Bancaria Editrice, Roma, 2011.
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2. identificazione dell'eventuale “esecutore”64 e “titolare effettivo” e verifica 
dell'identità;
3. reperimento  di  informazioni  sullo  scopo  e  sulla  natura  prevista  del 
rapporto continuativo;
4. monitoraggio  costante  nel  corso del  rapporto  continuativo,  attraverso l' 
analisi delle transazioni concluse durante tutta la durata di tale rapporto, in 
modo  tale  da  verificare  che  tali  transazioni  siano  compatibili  con  la 
conoscenza  che  l'ente  o  la  persona  tenuta  all'identificazione  hanno del 
proprio cliente, delle sue attività commerciali e del suo profilo di rischio.
L'identificazione e la verifica dell'identità del cliente vengono svolte in presenza 
del  cliente  stesso dai  dipendenti  bancari  prima dell'instaurazione del  rapporto 
continuativo  o  nel  momento  in  cui  viene  conferito  l'incarico  di  svolgere  una 
prestazione o viene eseguita una operazione. 
In generale, l'intermediario è dotato di specifiche procedure e modulistica che 
consentono in modo “quasi automatico” l'assolvimento senza particolari errori. E' 
necessario, però, che il personale incaricato sia adeguatamente formato.
Tali obblighi sulla clientela riguardano sia i clienti classificabili come “persone 
fisiche” che quelli diversi dalle persone fisiche, ovvero gli enti, le associazioni, le 
società, le fondazioni  e tutte le altre tipologie di persone giuridiche.
Nel procedere all'assolvimento degli obblighi nel caso di persona fisica, è quindi 
necessario  procedere  alla  identificazione  della  stessa,  ottenendo  come  dati  il 
nome e il cognome, il luogo e la data di nascita, l'indirizzo, il codice fiscale e gli 
estremi del documento di identificazione (in originale e non in fotocopia) non 
scaduto all'atto della sua esibizione. Il documento principale per l'identificazione 
64 Novità introdotta dal “Provvedimento recante disposizioni attuative in materia di adeguata verifica 
della clientela, ai sensi dell’art. 7, comma 2, del Decreto Legislativo 21 novembre 2007, n. 231” che 
entrerà  in  vigore  dal  1°  Gennaio  2014.  Secondo  tale  Disposizione  è  stato  aggiunto  l’obbligo  di 
identificare  non  solo  il  cliente  ma  anche  l’eventuale  “esecutore”  dell’operazione  o  del  rapporto 
continuativo,  acquisendo  anche  tutte  le  informazioni  relative  alla  sussistenza  del  potere  di 
rappresentanza da parte  del  cliente.  Il  riferimento nelle  Disposizioni  ai  poteri  di  rappresentanza è 
generico al fine di eliminare ogni dubbio sul fatto che è considerato esecutore chiunque abbia il potere 
di agire in nome del cliente .
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è sempre la carta di identità, anche se è considerato valido ogni altro documento 
munito di fotografia rilasciato, su supporto cartaceo, magnetico o informatico, da 
una Pubblica amministrazione competente dello  Stato italiano o di  altri  Stati, 
purché abbia come finalità prevalente quella di dimostrare l'identità personale del 
suo titolare.
In  termini  pratici  sono  da  considerarsi  validi  per  l'identificazione  i  seguenti 
documenti:
• carta di identità in corso di legale validità;
• patente auto, rilasciata dal prefetto, in corso di legale validità;
• passaporto in corso legale di validità;
• libretto di pensione;
• attestato di identità (rilasciato da soggetti a ciò abilitati, es. Notaio);
•  altri documenti emessi dalla Pubblica Amministrazione e muniti di fotografia, 
come i tesserini ministeriali.
Da far presente che ai fini della adeguata verifica della clientela occorre anche  la 
card del codice fiscale (anche se non munito di fotografia).
Sempre  in  riferimento  all'assolvimento  degli  obblighi  deve  essere  anche 
verificato se la persona ha le caratteristiche per essere classificata nella categoria 
delle  “Persone  Politicamente  Esposta”  (PEP)65:  qualora  tale  verifica  dia  esito 
positivo, si devono seguire le indicazioni contenute tra gli obblighi rafforzati di 
adeguata verifica della clientela.
Nel  caso  di  soggetti  diversi  da  persona  fisica,  si  dovranno  ottenere:  la 
denominazione, la sede legale, il codice fiscale dell'ente; la documentazione che 
attesti l'effettiva esistenza del potere di rappresentanza da parte della persona o 
delle  persone  che  opereranno  per  conto  del  soggetto  stesso,  oltre  a  dover 
individuare gli eventuali “titolari effettivi” (vedi paragrafo seguente).
65 Si tratta di persone fisiche residenti in altri Stati comunitari o in Stati extracomunitari, che occupano o 
hanno occupato importanti cariche pubbliche, nonché i loro familiari diretti o coloro con i quali tali 
persone intrattengono notoriamente stretti legami, individuati sulla base dei criteri di cui all’allegato 
tecnico del decreto antiriciclaggio.
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Per le Società italiane ciò potrà avvenire tramite accesso a banca dati ufficiali 
della Camera di Commercio (ad esempio con visure Cerved).
In  base  al  rischio,  gli  obblighi  di  adeguata  verifica  della  clientela  possono 
assumere forme semplificate o rafforzate.
In altre parole la legge prevede casi in cui la banca (e gli altri soggetti obbligati) 
è tenuta ad applicare gli obblighi di adeguata verifica in modo semplificato, nei 
confronti di determinate tipologie di clienti e di determinate categorie di prodotti 
che presentano un basso rischio di riciclaggio di proventi di attività criminose o 
di finanziamento del terrorismo.   
A titolo esemplificativo,  degli obblighi semplificati beneficiano gli intermediari 
finanziari  e  altri  soggetti  esercenti  attività  finanziaria66,  gli  enti  creditizi  o 
finanziari comunitari soggetti alla Direttiva Comunitaria in materia di riciclaggio 
e  lotta  al  terrorismo  o  gli  enti  finanziari  o  creditizi  situati  in  uno  stato 
extracomunitario  che  imponga  obblighi  equivalenti  alla  Direttiva  (tali  stati, 
espressamente individuati dal Ministero dell’Economia e delle Finanze, sono i 
c.d. paesi extracomunitari con normativa antiriciclaggio equivalente); gli uffici 
della Pubblica Amministrazione; società o altro organismo quotato i cui strumenti 
finanziari  sono ammessi  alla  negoziazione sul  mercato regolamentato ai  sensi 
della direttiva MIFID (2004/39/CE) in uno o più Stati membri, ovvero società o 
altro organismo quotato di Stato Estero soggetto ad obblighi di comunicazione 
conformi alla normativa comunitaria.
Inoltre la semplificata verifica può essere effettuata per tutta una serie di prodotti 
che presentano in sé un basso profilo di rischio:
• contratti  di assicurazione-vita il  cui premio annuale non ecceda i 1.000 
euro o il cui premio unico sia d’importo non superiore a 2.500 euro;
• forme  pensionistiche  complementari  disciplinate  dal  D.lgs.  2005/252, 
purché  non  prevedano  clausole  di  riscatto  diverse  da  quelle  di  cui 
all’articolo 14 del medesimo decreto e che non possano essere utilizzate a 
garanzia per un prestito al di fuori delle ipotesi previste dalla normativa 
66 Nello specifico sono quelli elencati all'art. 11, commi 1 e 2, lettera b.
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vigente;
• regimi  di  pensione  obbligatoria  e  complementare  o  sistemi  simili  che 
versino  prestazioni  di  pensione,  per  i  quali  i  contributi  siano  versati 
tramite deduzione dal reddito e le cui regole non permettano ai beneficiari, 
se non dopo il decesso del titolare, di trasferire i propri diritti;
• in presenza di moneta elettronica, nel caso in cui, se il dispositivo non e' 
ricaricabile, l'importo massimo non ecceda 250 euro, oppure nel caso in 
cui, essendo il dispositivo ricaricabile, sia imposto un limite di 2.500 euro 
sull'importo totale trattato in un anno civile, fatta eccezione per i casi di 
rimborsi al detentore pari o superiori a 1.000 euro nello stesso anno civile 
(ai sensi dell'articolo 11 della direttiva 2009/110/CE), ovvero sia effettuata 
una singola transazione superiore a 1.000 euro (ai sensi  dell'articolo 3, 
paragrafo 3, del regolamento (CE) n.1781/2006).
Relativamente  all’applicazione  del  regime  semplificato,  è  di  fondamentale 
importanza raccogliere e mantenere agli atti la documentazione e le informazioni 
acquisite  per  accertare  che  il  cliente  possa  beneficiare  di  tale  regime.  Se 
necessario si devono svolgere specifici approfondimenti tramite acquisizione di 
visure,  certificazioni,  iscrizioni  ad  albi,  pubblici  registri,  ecc.,  anche  tramite 
Internet.  Nell'ipotesi  di  verifica  semplificata,  non si  applicano gli  obblighi  di 
registrazione67.
Infine la banca si deve astenere dall'applicazione del regime semplificato nei casi 
in  cui  vi  sia  il  sospetto  di  riciclaggio  o  di  finanziamento  al  terrorismo, 
indipendentemente da qualsiasi deroga, esenzione o soglia applicabile; oppure vi 
siano dubbi sulla veridicità o sull'adeguatezza dei dati precedentemente ottenuti 
ai fini dell'identificazione del cliente oppure il cliente non consente l'acquisizione 
delle informazioni necessarie. 
Di contro il legislatore ha ritenuto opportuno individuare alcune casistiche più 
delicate su cui porre maggiore attenzione, poiché si ipotizza che in relazione ad 
67 Ai sensi dell'art. 36, comma 6 bis del d.lgs. n. 231/2007.
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un profilo di rischio di riciclaggio o finanziamento al terrorismo più elevato, sia 
necessario un più puntuale approfondimento.
La banca, quindi, è tenuta ad applicare obblighi rafforzati di adeguata verifica in 
presenza  di  clienti  o  situazioni  che  presentano  un  più  elevato  rischio  di 
riciclaggio di denaro o di finanziamento del terrorismo e comunque nei casi in 
cui:
• il cliente non sia fisicamente presente,  in quanto l’operatività a distanza 
realizzata attraverso i sistemi di comunicazione telefonica o informatica 
(ad esempio,  Internet  banking  e  phone banking)  richiede una specifica 
attenzione da parte dell'istituto bancario, dovuta all'assenza di un contatto 
diretto sia con il  cliente che con i soggetti eventualmente incaricati dal 
medesimo;
• in caso di accensione di conti di corrispondenza con enti corrispondenti di 
Stati extracomunitari ovvero intermediari finanziari che non fanno parte 
dei Paesi aderenti all'UE, né a quelli inseriti nella White List del Ministero 
dell'Economia come paesi equivalenti68;
• vi  siano  operazioni  e  rapporti  continuativi  con  Persone  Politicamente 
Esposte (PEP); le nuove disposizioni stabiliscono un ulteriore obbligo per 
cui le banche (ed i soggetti destinatari della normativa) devono definire 
adeguate  procedure  per  verificare  se  il  cliente  o  il  titolare  effettivo, 
residenti  sul  territorio  nazionale,  siano  persone  che  occupano  o  hanno 
occupato importanti cariche pubbliche;
• casistiche particolari di volta in volta emanate dalle autorità competenti 
68  Si riporta l'elenco, emanato dal Ministro dell'Economia e delle Finanze, degli Stati extracomunitari 
che  impongono  obblighi  equivalenti  a  quelli  previsti  dalla  Direttiva  2005/60/CE  relativa  alla 
prevenzione dell'uso del sistema  finanziario a scopo di riciclaggio dei proventi di attività criminose e 
di  finanziamento del  terrorismo e  che prevedono il  controllo  del  rispetto  di  tali  obblighi:  Aruba, 
Australia,  Bonaire Sint  Eustatius e Saba, Brasile,  Canada, Curacao, Giappone, Hong Kong, India, 
Islanda (*), Liechtenstein (*), Mayotte, Messico, Norvegia (*), Nuova Caledonia, Polinesia Francese, 
Repubblica del, Sudafrica, Repubblica di Corea, Saint-Pierre e Miquelon, Singapore, Sint Maarten, 
Stati Uniti d’America, Svizzera, Wallis e Futuna.
(*): Fonte decreto MEF 28/9/2011 pubblicato in GU n. 232 del 5/10/2011. L’Islanda, Liechtenstein e 
la  Norvegia  vengono  equiparati,  ai  fini  della  white-list,  ai  Paesi  Europei  in  quanto  appartenenti 
all’Area Economica Europea e – come tali – Paesi non considerati “terzi” in relazione all’obbligo di 
dare applicazione alle misure di cui alla Direttiva 2005/60/CE.
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(ad es. contrasto del finanziamento dei programmi di sviluppo di armi di 
distruzione di massa).
A seguito  della  emanazione da  parte  della  Banca d'Italia  del  “Provvedimento 
recante disposizioni attuative in materia di adeguata verifica della clientela, ai 
sensi dell’art. 7, comma 2, del Decreto Legislativo 21 novembre 2007, n. 231”, 
che  entrerà  in  vigore  il  1°gennaio  2014,  sono  state  introdotte  alcune  novità 
relativamente  al  regime  degli  obblighi  rafforzati  di  adeguata  verifica  della 
clientela.  Tali  disposizioni  hanno  indicato  situazioni  ulteriori  nelle  quali 
adempiere agli obblighi di verifica della clientela in maniera rafforzata, quali:
 operazioni di  versamento di  contanti  o valori  provenienti da altri  Stati; 
ossia nel caso si  ritiene che il  cliente stia effettuando un’operazione di 
versamento  di  contanti,  strumenti  finanziari  o  altri  valori  mobiliari  di 
importo  complessivo  pari  o  superiore  al  controvalore  di  10.000  euro, 
provenienti  da  uno  Stato  estero,  comunitario  o  extracomunitario,  il 
destinatario  è  tenuto  ad  acquisire  copia  della  dichiarazione  di 
trasferimento di contante prevista dall’articolo 3 del decreto legislativo 19 
novembre 2008 n. 195.  Nel caso in cui non sia stato possibile acquisire 
copia della predetta dichiarazione, la banca non dà corso all’operazione e 
valuta se inviare una segnalazione di operazione sospetta;
 si  prevede  una  specifica  attenzione  all'utilizzo  di  banconote  di  grosso 
taglio  (500  e  200  euro):  la  banca  è  tenuta  ad  acquisire  specifiche 
informazioni  (adeguata  verifica  rafforzata)  in  caso  di  operazioni  con 
utilizzo di dette banconote, in presenza di qualsiasi operazione per importi 
unitari  superiori  a  2.500  euro,  atte  ad  escludere  che  l'utilizzo  delle 
banconote stesse sia dovuto ad attività connesse al riciclaggio; 
 operazioni o clienti per i quali sia stata inviata alla UIF la segnalazione di 
operazione sospetta; in tal caso, vengono applicate misure rafforzate fino a 
quando non si ritenga di poter escludere l’esistenza di un elevato pericolo 
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di riciclaggio;
 prodotti,  operazioni  o  tecnologie  che  possano  aumentare  il  rischio  di 
riciclaggio  e/o  finanziamento  del  terrorismo  (ad  esempio,  favorendo 
l’anonimato)69. 
3.3.2.2 Concetto di “Titolare effettivo”
Per titolare  effettivo s'intende la  persona fisica  per conto della  quale  è 
realizzata  un'operazione  o  un'attività,  ovvero,  nel  caso  di  entità  giuridica,  la 
persona o le persone fisiche che, in ultima istanza, possiedono o controllano tale 
entità, ovvero ne risultano beneficiari secondo i criteri di cui all'Allegato tecnico 
al decreto 231/07 e successive modificazioni.
Pertanto, il titolare effettivo è:
nel caso di società:
• la persona fisica o le persone fisiche che, in ultima istanza, possiedano o 
controllino un'entità giuridica, attraverso il possesso o il controllo diretto o 
indiretto  di  una  percentuale  sufficiente  delle  partecipazioni  al  capitale 
sociale o dei diritti di voto in seno a tale entità giuridica, anche tramite 
azioni  al  portatore,  purché  non  si  tratti  di  una  società  ammessa  alla 
quotazione  su  un  mercato  regolamentato  e  sottoposta  a  obblighi  di 
comunicazione  conformi  alla  normativa  comunitaria  o  a  standard 
internazionali  equivalenti;  tale  criterio  si  ritiene  soddisfatto  ove  la 
percentuale  corrisponda  al  25%  più  uno  di  partecipazione  al  capitale 
sociale. Nel caso in cui la suddetta quota di partecipazione sia nelle mani 
di  più  persone  fisiche  si  dovrà  provvedere  ad  indicare,  quali  titolari 
effettivi,  tutti  i  soggetti  detentori,  salvo  che  negli  approfondimenti  di 
rafforzata verifica non emergano altri elementi (di natura contrattuale, di 
fatto, ecc) che individuano un ulteriore soggetto in grado di esercitare un 
69 Cfr.  Banca d'Italia,  “Provvedimento recante disposizioni  attuative in materia di  adeguata verifica  
della clientela, ai sensi dell'art. 7, comma 2, del decreto legislativo 21 novembre 2007, n.231”, Roma, 
3 aprile 2013.
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reale controllo sulla società;
• la  persona  fisica  o  le  persone  fisiche  che  esercitano  in  altro  modo  il 
controllo sulla direzione di un'entità giuridica;
in caso di entità giuridiche quali le fondazioni e di istituti giuridici quali i trust, 
che amministrano e distribuiscono fondi:
• se  i  futuri  beneficiari  sono già  stati  determinati,  la  persona fisica  o  le 
persone  fisiche  beneficiarie  del  25% o  più  del  patrimonio  di  un'entità 
giuridica;
• se le persone che beneficiano dell'entità giuridica non sono ancora state 
determinate, la categoria di persone nel cui interesse principale è istituita o 
agisce l'entità giuridica;
• la persona fisica o le persone fisiche che esercitano un controllo sul 25% o 
più del patrimonio di un'entità giuridica;
nei  consorzi  o  altra  organizzazione  connotata  da  una  struttura  proprietaria 
analoga  o  altra  organizzazione  o  associazione  di  qualsiasi  natura,  il  titolare 
effettivo va individuato:
• nei  soggetti  che  detengano  una  quota  superiore  al  25%  del  fondo  o 
patrimonio dell’organizzazione;
• e  –  se  diversi  –  nei  soggetti  che,  in  forza  del  contratto  costitutivo 
dell’organizzazione (e successive modifiche e integrazioni) ovvero di altri 
atti  o  circostanze,  siano  titolari  di  una  percentuale  dei  voti  all’interno 
dell’organo decisionale dell’organizzazione superiore al 25% o del diritto 
di esprimere la maggioranza dei preposti all’amministrazione;
in caso di persone fisiche:
• la persona per conto della quale è realizzata un'operazione o un'attività o 
nel cui interesse viene richiesta l'instaurazione del rapporto continuativo;
Considerando il quadro normativo prospettato dal Decreto, è possibile effettuare 
le seguenti osservazioni:
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• nel caso in cui il cliente dichiari che non esiste un titolare effettivo, perché 
nessuno dei partecipanti raggiunge e supera la prevista soglia del 25%, 
oppure il socio che detiene tale percentuale non è persona fisica (si pensi 
al caso che si tratti di un ente pubblico), l’operatore deve acquisire in tal 
senso una formale ed esplicita dichiarazione da inserire nel questionario 
ex art.21, instaurando così il rapporto (o mantenendo quello esistente o 
eseguendo l'operazione occasionale). Per le società possiamo affermare in 
generale  che  l’inesistenza  del  titolare  effettivo  sia  un  caso  veramente 
eccezionale.  Tra  i  pochissimi  casi  possibili,  rientra  quello  di  società 
quotata su mercati regolamentati (le società quotate sono già sottoposte a 
obblighi  di  comunicazione  conformi  alla  normativa  comunitaria  o  a 
standard  internazionali  equivalenti). E’ palese  che  in  questo  frangente 
l’operatore dovrà allegare agli  atti  tutta  la documentazione in base alla 
quale è stata ricostruita la catena di partecipazioni e con la quale sono 
state riscontrate le dichiarazioni del cliente, così da escludere, in ultima 
analisi,  l’esistenza effettiva di una persona fisica che abbia il  controllo 
societario. 
• Qualora  non sia  possibile  conoscere  l’esistenza  o  l’identità  del  titolare 
effettivo, perché non è stato dichiarato dal cliente, oppure il dato non è 
evincibile  in  altro  modo,  come  ad  esempio  tramite  l’accesso  e  la 
consultazione di banche dati pubbliche (Cerved o equivalenti), oppure il 
cliente,  pur  conoscendolo,  non  vuole  rivelarlo,  allora  l’operatore  non 
instaura  il  rapporto  (oppure  interrompe  quello  esistente  o  non  esegue 
l’operazione occasionale d’importo rilevante).  In ogni caso, sempre per 
avere una piena tracciabilità del corretto operato, deve essere acquista una 
dichiarazione in tal senso sottoscritta da parte del cliente, in cui egli attesti 
la non esistenza o la non identificabilità del titolare effettivo, o la volontà 
di non volerlo dichiarare.
• Infine, pur nel caso normale in cui il cliente dichiari l’esistenza del titolare 
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effettivo  e  sia  possibile  procedere  alla  sua  corretta  identificazione, 
l’operatore  dovrà  sempre  acquisire  idonea  documentazione  a  riscontro, 
tanto più approfondita quanto è più rischiosa la tipologia di operatività 
messa in atto dal cliente.  
E' palese che tali attività di individuazione del titolare effettivo possono a volte 
rappresentare difficoltà elevate per gli operatori dell'unità a contatto diretto con il 
pubblico, per cui in questi casi sembrerebbe inevitabile il ricorso alle funzioni 
specialistiche di antiriciclaggio dell'organizzazione aziendale. 
Come  stabilito  nel  decreto  antiriciclaggio,  anche  le  nuove  disposizioni 
richiamano la percentuale di partecipazione al 25% come elemento rilevante per 
l’individuazione del titolare effettivo; tuttavia, l’Autorità di vigilanza specifica 
che il controllo può sussistere anche senza una partecipazione  del 25% e, a tal 
fine, i destinatari sono chiamati a interpretare la nozione di controllo in modo 
sistematico considerando tanto l’art. 2359 del codice civile quanto l’art. 93 del 
Testo Unico della Finanza. 
In particolare, nelle situazioni in cui manchi un socio di riferimento, carattere di 
novità assume la possibilità di considerare titolare effettivo uno o più soggetti 
preposti  all’amministrazione  della  società,  in  considerazione  dell’eventuale 
influenza da questi esercitata sulle decisioni riservate ai soci, con riguardo, in 
particolare, alle decisioni relative alla nomina degli amministratori70.
Inoltre,  è  possibile  astenersi  dal  proseguire  nella  ricerca  del  titolare  effettivo 
quando, risalendo la catena di controllo, venga individuato come controllante un 
soggetto diverso da una persona fisica che, se fosse cliente, sarebbe sottoposto al 
regime di adeguata verifica semplificata (ad. es. uffici Pubblica Amministrazione, 
banche). 
70 Cfr.  Banca d'Italia,  “Provvedimento recante disposizioni  attuative in materia di  adeguata verifica  
della clientela, ai sensi dell'art. 7, comma 2, del decreto legislativo 21 novembre 2007, n.231”, Roma, 
3 aprile 2013.
101
ESEMPIO DI TITOLARE EFFETTIVO:
Cliente X – persona giuridica (PG)
I suoi azionisti sono:
• A(PF- persona fisica) 40%
• B (PF) 5%
• C (PF) 5%
• D (PG) 50%;  D è una srl con i seguenti soci: K (PF) 70% - Z (PF)30%
I titolari effettivi sono le PF che hanno una quota pari al 25% più uno e cioè:
A (PF) 40%  (controllo diretto)
K (PF) 35% (controllo indiretto tramite la controllata D che detiene il 50% di X 
(70%*50%)=35%
3.3.2.3 Esecuzione degli obblighi di adeguata verifica da parte di terzi 
Al  fine  di  evitare  la  duplicazione  nella  raccolta  delle  informazioni 
necessarie  per  l’adeguata  verifica,  gli  intermediari  possono  fare  affidamento 
sull’assolvimento  degli  obblighi  effettuati  da  terzi,  fermo  restando  che  la 
responsabilità per l’assolvimento dei relativi obblighi continua a permanere su 
colui che a tale modalità ha fatto ricorso.
Tale obbligo, quindi, può considerarsi assolto  anche in  assenza del cliente  ove 
venga fornita idonea attestazione da parte di uno dei seguenti soggetti:
• intermediari di cui all’articolo 11, comma 1 (banche, poste, IMEL, ecc..), 
nonché le loro succursali insediate in Stati Extracomunitari che applicano 
misure equivalenti a quelle della Direttiva;
• enti creditizi e finanziari degli Stati membri UE;
• banche aventi sedi legale ed amministrativa  in Stati extracomunitari che 
applicano misure equivalenti a quelle della direttiva;
• professionisti di cui agli articoli 12, comma 1 e 13, comma 1, lettera b)41, 
nei confronti di altri professionisti.
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L’attestazione rilasciata dai “terzi” deve “confermare l’identità tra il soggetto che 
deve essere identificato e il soggetto titolare del conto o del rapporto instaurato 
presso  l’intermediario  o  il  professionista  attestante,  nonché  l’esattezza  delle 
informazioni comunicate a distanza”.
La norma precisa inoltre che l'attestazione può consistere:
• in un bonifico eseguito a valere sul conto per il  quale il cliente è stato 
identificato di persona;
• nell’invio,  per  mezzo  di  sistemi  informatici,  dei  dati  identificativi  del 
cliente  da  parte  dell’intermediario  che  abbia  provveduto 
all’identificazione mediante contatto diretto;
• non può mai essere rilasciata da soggetti che non hanno insediamenti fisici 
in alcun paese;
• può  essere  rilasciata  in  forme  e  modalità  ulteriori,  in  considerazione 
dell’evolversi delle tecniche di comunicazione a distanza, purché ciò sia 
previsto dalle autorità di vigilanza di settore.
L'attestazione deve inoltre contenere alcuni elementi fondamentali, quali: i dati 
identificativi del cliente, dell’esecutore e del titolare effettivo per l’adempimento 
dell’obbligo di identificazione; l’indicazione delle tipologie delle fonti utilizzate 
per l’accertamento e per la verifica dell’identità; le informazioni sulla  natura e 
sullo scopo del rapporto continuativo o dell’operazione.
La  copia  dei  documenti  e  delle  informazioni  acquisite  deve  essere  resa 
disponibile in sede di verifica ovvero inviata tempestivamente da parte dei terzi 
su richiesta del destinatario e spetta all’intermediario responsabile dell’adeguata 
verifica valutare se gli elementi raccolti e le verifiche effettuate dai soggetti terzi 
siano idonei e sufficienti ai fini dell’assolvimento degli obblighi di legge.
Le nuovi disposizioni introducono ulteriori  innovazioni in tema di  esecuzione 
degli obblighi di adeguata verifica della clientela da parte di terzi, consentendo di 
distinguere tra i soggetti ai quali possono essere demandate tutte le fasi consentite 
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dell’adeguata  verifica  ed  i  soggetti71 ai  quali  possono  essere  demandati  solo 
l’identificazione del cliente, dell’esecutore e del titolare effettivo e l’acquisizione 
e  l’invio  al  destinatario,  ai  fini  della  verifica  dei  relativi  dati,  di  copia  dei 
documenti di identità originali. 
3.3.2.4 Adeguata verifica in occasione della distribuzione di prodotti di Terzi
Le nuovi Disposizioni regolano per la prima volta i “Rapporti di clientela 
con destinatari intermediati da altri destinatari”. In particolare, la fattispecie in 
esame è quella in cui un intermediario (“controparte”) entra in contatto con un 
altro  destinatario  delle  disposizioni  antiriciclaggio  (“committente”),  il  quale 
agisce su mandato e nell’interesse di propri clienti ("investitori"), richiedendo, 
per loro conto, l’effettuazione di un’operazione o la costituzione di un rapporto 
con la "controparte". 
A titolo  esemplificativo la  banca  in  fase  di  distribuzione  di  prodotti  di  altro 
intermediario,  quali  polizze,  fondi  comuni,  ecc.,  assume  nei  confronti  di 
quest’ultimo  la  qualità  di  “terzo”  al  quale  l’altro  intermediario  emittente  dei 
prodotti si affida per l’acquisizione dei dati necessari per l’esecuzione dei suoi 
obblighi di adeguata verifica.
Quindi, accanto agli impegni in proprio derivanti dalla normativa antiriciclaggio 
nei confronti della profilazione della clientela, il fatto di assumere tale ruolo crea 
il dovere di acquisire tutte le informazioni necessarie alla adeguata o rafforzata 
verifica e l’onere di trasmetterle all’ente emittente per conto del quale la banca 
opera.
I soggetti che effettuano le sottoscrizioni sono normalmente clienti condivisi e lo 
diventano in ogni caso al momento della sottoscrizione dei prodotti in questione. 
Pertanto, laddove tali  clienti non fossero stati ancora sottoposti  al processo di 
valutazione,  è  obbligatoria  l’esecuzione  dell’adeguata  verifica  da  parte  della 
71 Tali soggetti sono:gli intermediari assicurativi operanti nel ramo vita, i mediatori creditizi, gli agenti 
attività finanziaria; i collaboratori esterni che operano in nome e per conto dei predetti intermediari in 
virtù di apposita convenzione (credito al consumo, leasing, factoring, ecc.).
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banca (questionario KYC) prima di provvedere alla conclusione dei contratti per 
conto terzi.
Questa operazione soddisfa un obbligo cui l’intermediario deve assoggettarsi in 
proprio, ossia valutare tutta la clientela esistente, e permette di raccogliere i dati 
da fornire all’altro intermediario per compiere correttamente il proprio processo 
di  adeguata  verifica.  Non  è  necessario  alcun  particolare  adempimento  per  la 
trasmissione all’emittente dei dati acquisiti a tal fine dai clienti.
In  caso  di  richiesta  documentale  da  parte  dell'ente  emittente  si  prevede  che 
l’intermediario  che  interviene  in  qualità  di  “terzo”  rilevante,  fornisca  nel  più 
breve tempo possibile copia dei documenti e delle informazioni acquisite in sede 
di verifica a dimostrazione dell’esecuzione conforme alle norme del processo. 
Eventuali  mancanze o eccessivi  ritardi  comporterebbero di  certo  ripercussioni 
negative  nei  confronti  del  partner  commerciale,  tali  da  compromettere  anche 
l’intero rapporto di collaborazione.
3.3.2.5 Gli adempimenti operativi per la valutazione della clientela
In base allo spirito della normativa in vigore, la banca deve prestare la sua 
collaborazione, in conformità ai principi di  risk based approach  e Know your 
customer (customer due dilegence). 
Qui di seguito faremo riferimento all'analisi della procedura di valutazione della 
clientela che viene adottata in modo più o meno similare dai vari istituti bancari, 
a meno di piccole differenze di terminologia o altre lievi variazioni.
Gli  addetti  alle  unità  operative  assolvono  agli  obblighi  dell'adeguata  verifica 
servendosi di applicativi che genericamente vengono individuati con l'acronimo 
KYC o similari, i quali permettono di inserire le risposte a un questionario da 
sottoporre al cliente relativamente al profilo soggettivo ed oggettivo, consentendo 
così di raccogliere le informazioni che i clienti sono tenuti a fornire sotto la loro 
responsabilità  e, al termine del processo, di stampare la dichiarazione ai sensi 
dell'art. 21 del D.Lgs. 231/07 (si veda figura 6).
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L’adozione di appositi applicativi informatici è indispensabile  nelle diverse fasi 
del processo di analisi, anche se le risultanze dei processi automatizzati dovranno 
essere sempre sottoposti alla valutazione e al controllo degli operatori.
Tali adempimenti vengono espletati in alcuni momenti particolari della relazione 
con la clientela, ad esempio:
• all'accensione di nuovo rapporto continuativo, sia esso con persona fisica 
che con soggetto diverso da persona fisica, pur in presenza di altri rapporti 
già intrattenuti e non solo nel caso di nuova clientela; 
• all'esecuzione di operazioni occasionali di importo uguale o superiore a 
15.000,00  euro,  laddove  per  occasionali  si  intendono  quelle 
movimentazioni  effettuate  da  non  clienti  oppure  da  clienti  ma  senza 
transito  su  rapporti  continuativi accesi  (ad  es.  richiesta  di  assegno 
circolare con pagamento per cassa, o cambio assegno bancario sempre con 
pagamento per cassa).
In entrambi i casi è obbligatorio effettuare il processo di adeguata verifica e far 
sottoscrivere la predetta dichiarazione ex art. 21.
Esiste  poi  un  procedimento  periodico  di  adeguata  verifica  della  clientela  già 
esistente, che prescinde quindi dall'instaurarsi di nuovi rapporti diversi da quelli 
già presenti, ma che è rivolto a mantenere costantemente aggiornato nel tempo 
l'insieme delle informazioni necessarie per il corretto processo di valutazione.
Tale  attività  è  supportata  sia  dalla  continuativa  attenzione  del  gestore  della 
relazione,  con  tutti  gli  elementi  informativi  che  dalla  stessa  possono  essere 
desunti,  sia  dalle  procedure  automatiche  di  analisi  della  movimentazione 
effettuata. 
Grazie alla  combinazione di  questi  fattori,  il  cliente viene classificato con un 
profilo di rischio di riciclaggio che può assumere vari livelli di pericolosità, e 
possono essere evidenziati comportamenti anomali.
Anche  le  strutture  intermedie  dell'organizzazione  aziendale  a  ciò  preposte 
contribuiscono alla  rivalutazione periodica delle varie posizioni, con un operato 
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tendente ad aggiornare i dati assunti durante l'iniziale fase di adeguata verifica 
per  controllare che ciò che il cliente aveva a suo tempo dichiarato sia davvero in 
linea e compatibile con il tipo di operatività poi effettivamente adottata. 
Nel caso appunto che, in fase di periodica rivalutazione, si  riscontrasse che il 
cliente abbia messo in atto un'operatività  difforme da quella  desumibile  dalle 
dichiarazioni effettuate all'instaurarsi  del rapporto,  l'operatore dovrà richiedere 
adeguate  giustificazioni,  che  dovranno  essere  sottoscritte,  eventualmente 
documentate e adeguatamente conservate dall'intermediario. 
Nel caso tali giustificazioni non siano fornite in tempi ragionevoli o non siano 
ritenute sufficienti,  si  dovrà tenere in considerazione l'eventualità di effettuare 
una segnalazione di operazione sospetta.
Per la clientela già in essere all'entrata in vigore della normativa, le banche sono 
obbligate  ad  effettuare  il  processo  di  adeguata  verifica  e  conseguente 
determinazione del profilo di rischio di riciclaggio alla “prima occasione utile”; 
dato il tempo trascorso, è evidente che al momento il caso di clienti titolari di 
rapporti continuativi ancora non profilati ai fini del rischio di riciclaggio possa 
ritenersi del tutto residuale.
Terminato  il  questionario  in  modo  positivo,  e  quindi  avendo  ultimato 
correttamente la procedura di adeguata verifica, si potrà procedere con la stampa 
della dichiarazione ex art. 21, da mantenere agli atti dopo la sottoscrizione del 
cliente, con conseguente possibilità di operare (apertura rapporto o effettuazione 
dell'operazione occasionale).
Nel caso contrario, il cliente rimane sottoposto a blocco operativo, che impedisce 
le fasi successive dell'operatività, salvo sua rimozione.
Il  sistema KYC serve quindi  ad estrapolare  un punteggio che rappresenta  un 
indice sintetico del grado di rischio, in base ai dati digitati durante l'effettuazione 
del questionario ed a quelli reperiti dall'anagrafica aziendale, quando già presenti.
Il  punteggio  ottenuto  serve  a  individuare  la  fascia  di  rischio  cui  il  cliente 
appartiene, tra le seguenti: I=irrilevante, B=Bassa, M=Media, A=Alta.
Tali fasce di rischio corrispondono a caratteristiche sia soggettive che oggettive 
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del  cliente  esaminato,  determinate  quindi  dal  tipo  di  operatività  e  dai 
comportamenti rilevati dall'applicativo Gianos (oppure altro applicativo) tramite 
modelli di riferimento inseriti nel sistema, dalle anomalie che si sono verificate 
nell'ultimo  anno  nell'applicativo  stesso, da  altri  dati  costituiti  dalla  forma 
societaria  del  cliente,  dalle  masse  movimentate,  dalla  numerosità  dei  rapporti 
esistenti, dai settori merceologi in cui opera in base alla classificazione SAE e 
RAE – codice Ateco, dalle zone geografiche di residenza. 
A ciascuna fascia di rischio corrisponde un programma di controlli periodici, di 
estensione e intensità variabili e proporzionate al livello di rischio, che consente 
di soddisfare nel tempo l’obbligo di controllo costante prescritto dalla legge.
Quindi l'insieme delle risposte fornite al questionario e il punteggio risultante, 
con  l'attribuzione  della  fascia  di  rischio  tra  le  quattro  prima  evidenziate, 
determina  il  successivo  percorso  della  pratica,  attivando  così  una  procedura 
interna di approfondimento e di richiesta di autorizzazione in linea gerarchica. 
Nel caso di fascia “media”, sarà necessaria una ulteriore valutazione da parte del 
responsabile dell'unità operativa, mentre nel caso di fascia “alta” sarà necessario 
l'intervento della valutazione della Funzione Antiriciclaggio (comparto Adeguata 
verifica e profilazione della clientela).
Aldilà del risultato automatico, l'operatore può sempre scegliere, sulla base delle 
proprie  personali  considerazioni  basate  su  elementi  soggettivi  non  rilevabili 
informaticamente, di sottoporre la pratica alla valutazione del titolare della filiale. 
Quando il profilo risulti “irrilevante” o “basso” si da vita al rapporto continuativo 
o viene eseguita l'operazione occasionale, non essendo necessarie altre cautele. 
Quando viceversa risulti un profilo medio, l'apertura del rapporto (o l'operazione 
occasionale) è subordinata alla rafforzata verifica che consisterà nell'esecuzione 
di  un  ulteriore  e  maggiormente  specifico  questionario,  con  lo  scopo  di 
approfondire la conoscenza del soggetto.
Tale questionario,  sottoscritto dal cliente,  viene sottoposto poi alle valutazioni 
dal responsabile dell'unità, che ha il compito di decidere se accettare il nuovo 
cliente (o far eseguire l'operazione occasionale), o mantenere il cliente, se già 
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esistente.
A supporto della valutazione finale, in casi particolarmente complessi, può essere 
fatta intervenire la Funzione Antiriciclaggio. 
Quando invece la verifica determini un profilo di rischio alto da parte del cliente, 
in  linea  con le  indicazioni  del  Provvedimento  Banca  d'Italia  10 marzo  2011, 
l'analisi della posizione e l'eventuale sblocco potrà essere effettuata soltanto dalla 
Funzione Antiriciclaggio e l'operatore dovrà  compilare l'apposita sezione della 
“rafforzata verifica”, facendola firmare al cliente.
Tale  Funzione  è  chiamata  quindi  ad  effettuare  le  proprie  considerazioni  per 
giungere ad un parere definitivo da inoltrare senza indugio all'unità  operativa 
interessata72. 
E' importante che tutta l'attività relativa all'adeguata verifica sia documentata e 
dimostrabile,  in  particolare  le  informazioni  acquisite,  i  riscontri  effettuati,  le 
valutazioni  e  le  motivazioni  che  hanno  indotto  ad  attribuire  un  determinato 
profilo di rischio e a decidere conseguentemente, con diligenza e buona fede, un 
determinato  livello  di  profondità,  estensione  e  frequenza  dei  controlli 
sull’operatività del cliente73.
72 Cfr.  P.  Pogliaghi  –  G.  Dramis,  “Guida ai  presidi  antiriciclaggio in  banca.  Modelli  organizzativi,  
processi, compliance normativa nei grandi gruppi e nelle piccole banche”, Bancaria Editrice, Roma, 
2013.
73 Cfr. G. Castaldi, “L'adeguata verifica della clientela bancaria e il recente provvedimento della Banca 
d'Italia”, Bancaria, n. 10, 2013.
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Figura 6 -  Esempio Questionario KYC
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Fonte: www.bnl.it/SupportingFiles/Questionario_KYC.pdf 
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3.3.3 Obbligo di astensione
Nel caso in  cui  la  banca non sia  in  grado di  rispettare  gli  obblighi  di 
adeguata verifica della clientela o qualora sospetti connessioni con il riciclaggio 
di denaro o con il finanziamento del terrorismo, non può instaurare un rapporto 
continuativo, né eseguire un'operazione.
Nei casi in cui l'astensione non sia possibile (per obbligo di legge, ovvero in 
quanto la stessa per sua natura non possa essere rinviata, od ancora nei casi in cui 
l'astensione  possa  ostacolare  le  indagini  della  competente  autorità)  permane 
l'obbligo di immediata segnalazione al UIF di tali operazioni ai sensi dell'art. 41 
d.lgs 231; tale obbligo sussiste anche nel caso di rifiuto dell'operazione.
Inoltre se le banche non possono adempiere agli obblighi di adeguata verifica sui 
rapporti continuativi già in essere, devono non solo astenersi dall’operatività ma 
devono anche restituire al cliente tutte le disponibilità finanziarie, liquidando gli 
importi rivenienti con un bonifico ad hoc su un conto corrente presso un altro 
istituto, indicato dal cliente. Il bonifico dovrà contenere una causale che indichi 
espressamente che le somme sono bonificate stante l'impossibilità di rispettare 
l'adeguata  verifica  (modifica  introdotta  con   decreto  legislativo  19  settembre 
2012, n. 169). 
Nello  scorso  ottobre  l’attuazione  operativa  del  decreto  apparve  subito  di 
difficoltosa  esecuzione,  tanto  da  costringere  il  MEF  stesso  a  sospenderne 
l’attuazione, in attesa dell’emanazione di suoi ulteriori chiarimenti. 
Diversi  aspetti  hanno,  infatti,  sin  da  subito  destato  fortissime  perplessità, 
soprattutto tra gli operatori bancari, per l'applicazione pratica della disposizione. 
Basti pensare ad un soggetto che non possiede un altro conto corrente bancario, o 
al caso in cui anche l'altra controparte bancaria abbia i  medesimi problemi di 
adeguata verifica del cliente. 
Il  30 luglio 2013 il  Ministero dell’Economia, sentito il  Comitato di Sicurezza 
Finanziaria (CSF) e con la condivisione della Banca d’Italia,  dell’UIF e della 
Guardia  di  Finanza,  ha  emanato  la  circolare  con  le  precisazioni  sull’ambito 
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applicativo della disposizione e sulle modalità operative idonee a dare attuazione 
alla procedura di astensione e di restituzione dei fondi in caso d'impossibilità  di 
adeguata verifica.
Per la clientela già acquisita, si prevede l’applicazione degli obblighi di adeguata 
verifica al momento del primo contatto utile con il cliente, oppure, in base alle 
informazioni disponibili, al rilievo che assume il profilo di rischio della clientela. 
Per  l’instaurazione  di  nuovi  rapporti  continuativi  o  per  l’effettuazione  di 
prestazioni occasionali si impedisce, nel caso in cui non sia possibile procedere 
all’adeguata  verifica  della  clientela,  sia  la  costituzione  ex  novo  del  rapporto 
continuativo, sia l’effettuazione dell’operazione occasionale, imponendo quindi 
alla banche un preciso obbligo di astensione.
Va inoltre sottolineato che, nel caso sussistano gli estremi per l'attivazione della 
procedura di restituzione delle disponibilità finanziarie,  la banca dovrà valutare 
l'opportunità  di  effettuare  una  segnalazione  di  operazione  sospetta  laddove 
sussistano gli elementi di cui all’articolo 41 del decreto 231/2007. Se, infatti, si 
arriva a chiudere un rapporto continuativo oppure a non iniziarlo in assenza di 
informazioni  essenziali  quali  la  natura  e  scopo  del  rapporto  e/o  in  ordine  al 
titolare  effettivo,  si  dovrà  valutare  con  grande  attenzione  la  necessità  di 
effettuare la segnalazione di operazione sospetta. 
La prima novità è quella dell’interlocuzione iniziale con il cliente.
Allo  scopo  di  fornire  una  completa  informazione  sulla  legislazione 
antiriciclaggio,  sin  dalla  nascita  del  rapporto le  banche dovranno ricordare  al 
cliente  le  ripercussioni  discendenti  dall’impossibilità  di  effettuare  l’adeguata 
verifica. 
Nel caso l'adeguata verifica non sia stata ancora completata e prima di attivare la 
restituzione  delle  disponibilità  finanziarie  al  cliente,  le  banche  dovranno 
contattarlo per cercare di avere ulteriori  informazioni atte allo scopo entro un 
lasso  di  tempo  ragionevole  (informazioni  che  potrebbero  essere  costituite  da 
integrazioni documentali o altro) oppure per avere la definitiva risposta negativa 
che tali informazioni non potranno essere fornite. 
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La  banca  dovrà  nell'occasione  ricordare  al  cliente  tutte  le  conseguenze  della 
eventuale  impossibilità  dell'adeguata  verifica  (rinuncia  obbligatoria 
all'operazione, resa dei  fondi, revoca unilaterale della convenzione di assegno se 
presente e estinzione del conto). 
A tale proposito il MEF ha introdotto l'obbligo da parte dell'intermediario di tener 
traccia  di  tutte  le  comunicazioni  avute  con  il  cliente,  anche  tramite  mezzi 
telematici, come corrispondenza e-mail, o con i più tradizionali formulari cartacei 
e missive postali.
Quando  non  c'è  più  modo  di  avere  le  informazioni  mancanti  e  quindi  si 
concretizza  l'impossibilità  di  terminare  positivamente  l'adeguata  verifica,  la 
banca dovrà inviare al cliente una comunicazione a mezzo lettera che avrà lo 
scopo  di  renderlo  consapevole  dell'obbligo  di  astensione  e  della  necessità  di 
fornire  entro  il  termine  di  60  giorni  le  coordinate  di  un  conto  presso  altro 
intermediario  sul  quale  bonificare  le  disponibilità  di  pertinenza  del  cliente, 
ovviamente se presenti.  
Nella  stessa  comunicazione  si  specificherà  che,  fino  a  quando  non  verranno 
forniti gli estremi di tale conto e fino al termine previsto, verranno effettuate solo 
le operazioni determinate da obbligazioni prese dal cliente o giunte alla naturale 
scadenza (ad esempio il  rimborso di un BOT scaduto) e tutti  quegli ordini di 
accredito o di addebito forniti antecedentemente alla comunicazione stessa, come 
i RID per il pagamento di utenze o tasse, gli accrediti di pensione o di stipendi. 
Inoltre, vi sarà specificato che, spirato il termine suddetto, non sarà più effettuato 
alcun tipo di movimento e che saranno avvisati i terzi interessati ad operazioni di 
addebito ed accredito automatico ricorrenti (ad esempio INPS o datore di lavoro, 
oppure società telefonica o del gas). 
Con decorrenza questa volta dalla ricezione della comunicazione, il cliente viene 
informato  che  non  saranno  pagati  gli  assegni  che  dovessero  rientrare 
successivamente a tale data, essendo decaduta la convenzione di assegno, e che 
dovrà restituire tutti i moduli di assegno in bianco in suo possesso; in mancanza 
di tale adempimento gli stessi assegni verranno segnalati alla Centrale di Allarme 
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Interbancaria ai sensi dell’articolo 10-bis lettera b della legge 15 dicembre 1990, 
n. 386.
Infine, il cliente viene avvisato che non appena la banca riceverà gli estremi del 
conto  corrente  di  cui  sopra,  essa  effettuerà  la  restituzione  di  tutti  i  fondi, 
strumenti finanziari e altre liquidità giacenti presso di lei e che il rapporto sarà 
quindi da considerarsi estinto.
Il conto corrente indicato dal cliente dovrà essere a lui intestato e/o cointestato.
Nel caso in cui il cliente avesse un dossier titoli su cui siano custoditi strumenti 
finanziari, egli potrà indicare un rapporto analogo su cui trasferirli, senza quindi 
doversi  procedere  alla  delicata  operazione  della  liquidazione  dei  titoli  stessi, 
trattandosi di un semplice trasferimento da un dossier ad un altro ugualmente 
intestato (o cointestato).
Tali rapporti, conto corrente e/o dossier titoli, devono essere intrattenuti presso 
un intermediario nazionale, comunitario o soggetto al regime proprio dei paesi 
terzi equivalenti.
Quando il  conto  (o  il  dossier  titoli)  oggetto  di  trasferimento  obbligatorio  sia 
cointestato,  i  nuovi  rapporti  su  cui  effettuare  i  trasferimenti  dovranno  essere 
indicati  entro  sessanta  giorni  in  maniera  univoca  dai  cointestatari  (quindi  un 
unico conto, con le caratteristiche di cui sopra).
Qualora ci sia divergenza (indicazione di conti diversi per ciascun cointestatario), 
la banca dovrà attendere che sia effettuata una indicazione univoca o, nel caso 
fosse  indicato  un  rapporto  per  ciascun  cointestatario,  gli  stessi  cointestatari 
dovranno specificare in maniera uniforme le quote da ripartire.
Nel caso non si arrivi a quanto sopra previsto, la banca trattiene le somme e le 
versa in un conto infruttifero, in attesa che tutte le condizioni siano soddisfatte.
Delle operazioni di restituzione ai sensi di tale normativa, l'intermediario dovrà 
tenere traccia, in quanto l'UIF potrà richiedere informazioni su tali eventi con le 
modalità da essa disposte, e quindi anche in via periodica o sistematica, ai sensi 
dell'articolo 6, comma 6, lettera c) del decreto 231/2007. 
In  merito  a tale  ultimo punto,  con una circolare  del  6  agosto 2013,  l'UIF ha 
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stabilito  quali  siano  i  dati  da  acquisire  e  conservare  in  caso  di  operazioni  di 
restituzione di cui all’art. 23, comma 1-bis, del d.lgs. n. 231 del 2007. 
All'articolo 4 di tale circolare, per ogni operazione di restituzione l’UIF impone 
di acquisire data, importo e tipologia dell’operazione, nonché i dati identificativi 
del cliente e degli eventuali cointestatari; se la casistica lo prevede, l'eventuale 
esecutore; i dati dei titolari effettivi, ovviamente solo laddove l'astensione e la 
restituzione non siano stati determinati dall'impossibilità di verificare l'esistenza 
degli stessi titolari effettivi.
Andranno inoltre conservati i dati completi del rapporto su cui viene effettuata la 
restituzione,  tra  cui  la  denominazione  dell'intermediario  ed  il  paese  di 
appartenenza  e,  laddove  esistano  e  siano  conosciuti,  i  dati  identificativi  di 
eventuali cointestatari74.
3.3.4 Obblighi di conservazione e di registrazione nel AUI (Archivio Unico 
Informatico)
Gli  intermediari  bancari  hanno  l'obbligo  di  conservare  i  documenti 
acquisiti per adempiere agli obblighi di adeguata verifica della clientela. Questo 
affinché tali dati possano essere comunicati  per qualsiasi indagine su eventuali 
operazioni di riciclaggio o di finanziamento del terrorismo o per analoghe analisi 
effettuate dalla UIF o da qualsiasi altra Autorità competente.
In  riferimento  all'adeguata  verifica  della  clientela  e  del  titolare  effettivo,  gli 
intermediari  hanno  l'obbligo  di  conservare  la  copia  dei  documenti  richiesti 
(documenti identificativi, codice fiscale, visure camerali, verbali e delibere per 
gli enti non persona fisica ecc.) per un periodo di dieci anni dalla conclusione del 
rapporto continuativo.
Secondo quanto indicato dall’art.  36 D.Lgs. 231/07, i dati concernenti tutte le 
operazioni  contabili  soggette  all'obbligo  di  registrazione  e  quelli  dei  conti, 
74 Cfr. Fiba-Cisl, Federazione Italiana Bancari Assicurativi, Segreteria Nazionale, Circolare n. 184 del 12 
Agosto 2013.
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depositi, rapporti continuativi instaurati con la clientela e legami, devono essere 
introdotti nell’Archivio Unico Informatico, di seguito AUI75. 
La  mancata,  ritardata  o  errata  registrazione  è  sanzionata  penalmente  (art.  55 
comma 4 d.lgs. 231/07).
In  riferimento  alle  singole  operazioni  contabili,  gli  intermediari  devono 
conservare le relative scritture, la documentazione (siano essi documenti originali 
ovvero  copie  aventi  stessa  efficacia  probatoria  nei  procedimenti  giudiziari) 
nonché le  registrazioni,  per  un periodo di  dieci  anni  a  partire  dall'esecuzione 
dell'operazione.
Le informazioni che sono richieste in fase di registrazione in archivio AUI sono 
così distinte:
• in  relazione  ai  rapporti  continuativi,  vanno  registrate  la  data76 di 
instaurazione,  il  punto  operativo  in  cui  è  stato  instaurato,  i  dati 
identificativi del cliente, del titolare effettivo e le generalità dei soggetti 
che sono delegati ad operare per conto del titolare del rapporto, il numero 
del  rapporto,  il  codice  inerente  all'attività  economica  del  cliente 
intestatario del rapporto;
• in  relazione  a  tutte  le  operazioni  d'importo  pari  o  superiore  a  euro 
15.000,00,  sia  che  si  tratti  di  un'unica  operazione  o  di  operazioni  che 
appaiono tra di loro collegate per realizzare un'operazione frazionata77, la 
data, il punto operativo in cui è stata disposta, la causale che codifica la 
tipologia dell'operazione, l'importo (l’ammontare complessivo dei mezzi 
75  Si ricorda che,  con la delibera n.  895 del  23 dicembre 2009, la Banca d'Italia ha pubblicato  il 
“Provvedimento recante disposizioni attuative per la tenuta dell'archivio unico informatico e per le  
modalità  semplificate di  registrazione di  cui  all'art.  37,  comma 7 e 8,  del  decreto legislativo 21  
novembre  2007,  n.  231”(ad  oggi  modificato  e  tali  nuovi  disposizioni  entreranno  in  vigore  il  1° 
Gennaio 2014).
76 Per  “data”  si  intende:  con  riferimento  ai  rapporti  continuativi,  quella  di  apertura,  variazione  o 
chiusura;  con  riferimento  al  titolare  effettivo quella  in  cui  il  destinatario  viene  a  conoscenza  del 
legame con il cliente intestatario del rapporto; con riferimento alle operazioni, quella di effettuazione 
della  transazione  direttamente  presso  uno  dei  destinatari  del  provvedimento  ovvero  presso  altri 
soggetti di cui all’art. 11, comma 3 del decreto antiriciclaggio;
77  Si intendono per “frazionate” quelle operazioni di importo pari o superiore a 5.000,00 euro (importo 
convenzionalmente fissato dall'ABI), imputabili al medesimo soggetto, che nell'arco di sette giorni di 
calendario, sommate tra di loro, superino l'importo di 14.999,99 euro.
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di pagamento utilizzati, con evidenza della parte in contanti), il numero 
dell’eventuale rapporto continuativo movimentato, i dati identificativi del 
cliente,  i  dati  identificativi  dell’eventuale  soggetto  esecutore,  i  dati 
identificativi di eventuali titolari effettivi;
• legami tra soggetti:  la data, i dati identificativi del cliente o del  soggetto 
per  conto  del  quale  un’operazione  è  effettuata,  i  dati  identificativi  dei 
titolari effettivi.
L'AUI, costituito da sistemi informatici, deve essere creato e gestito in modo tale 
da assicurare la chiarezza, la completezza e l'immediatezza delle informazioni, la 
loro  conservazione  secondo  criteri  uniformi  (stabiliti  di  volta  in  volta  con  i 
provvedimenti  attuativi  delle  autorità  competenti:  Banca  d'Italia  e  UIF),  il 
mantenimento della storicità delle informazioni, la possibilità di estrarre evidenze 
integrate e la facilità di consultazione.
La registrazione è un adempimento essenziale per assicurare la  tracciabilità  e 
quindi la ricostruibilità delle operazioni disposte dalla clientela.
L'inserimento dei dati nel AUI può avvenire contestualmente all'operazione o in 
un momento successivo; in ogni caso, l'art. 36 del D. Lgs. 231/07 prevede un 
termine  di  30  giorni  dalla  data  dell'operazione  ovvero  dall'apertura,  dalla 
variazione o dalla chiusura del rapporto continuativo.
Inoltre la normativa prevede che tutti i dati e le informazioni registrate possano 
essere utilizzate dagli organi istituzionali autorizzati anche ai fini fiscali, secondo 
le disposizioni di legge vigenti.
Ciascun intermediario registra le operazioni disposte dalla clientela nel rispetto 
dei principi della normativa stessa secondo le causali analitiche stabilite da Banca 
d'Italia e contenute in tabelle diverse a seconda della tipologia dei destinatari.
Vanno  sottoposti  alle  formalità  in  questione  sia  i  depositi  in  denaro  -  conti 
correnti e  depositi a risparmio al portatore o nominativi - che quelli in titoli, i 
mutui ed i finanziamenti in genere, i contratti di richiesta di rilascio di garanzie 
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fideiussorie a favore di terzi, il rilascio di carte di credito, le cassette di sicurezza, 
i  depositi  chiusi,  nonché ogni altro rapporto avente per oggetto prestazioni di 
natura finanziaria, ancorché comporti una sola movimentazione di denaro.
La  registrazione  va  effettuata  a  prescindere  dall'importo  movimentato  all'atto 
dell'apertura.
Gli obblighi sono esclusi per i conti,  i depositi e gli altri rapporti continuativi 
intrattenuti dai destinatari con le sezioni di tesoreria provinciale dello Stato e con 
la Banca d’Italia.
Prendendo a riferimento le causali utilizzate da banche e Poste Italiane S.p.A, 
specifichiamo che la determinazione del segno (dare o avere) della registrazione 
va  effettuata  considerando i  flussi  che si  attivano da o verso gli  intermediari 
stessi. Di norma esso è attribuito a seconda che il cliente effettui l’operazione a 
valere  su  conti  correnti  ("operazioni  eseguite  su  conto")  oppure  utilizzi 
esclusivamente altri mezzi di pagamento e/o titoli al portatore che non transitano 
su rapporti continuativi ("operazioni eseguite per cassa"). Per le operazioni del 
primo tipo si dovrà valorizzare il rapporto continuativo movimentato. In alcuni 
casi l’attribuzione del segno è univoca per esigenze specifiche di rilevazione78.
Riportiamo qui di seguito alcuni esempi:
Causale 
analitica
Descrizione operazione Segno
D1 Versamento contante A
52 Prelievo con modulo di 
sportello
D
48 Bonifico in arrivo A
10 Emissione assegni 
circolari e titoli similari, 
vaglia
D
BV Estinzione certificati di 
deposito, Buoni Fruttiferi
D/A
DG Cambio taglio banconote A
78 Cfr. Banca d'Italia,  “Provvedimento recante disposizioni attuative per la tenuta dell'archivio unico 
informatico e per le modalità semplificate di registrazione di cui all'art. 37, comma 7 e 8, del decreto  
legislativo 21 novembre 2007, n. 231”, Allegato n. 1 “Causali Analitiche”, Roma, 3 Aprile 2013.
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Entro  il  31/12/1993  i  conti,  depositi  e  rapporti  continuativi  dovevano  essere 
integrati  con  gli  elementi  identificativi  completi;  con  apposito  decreto 
ministeriale si è successivamente stabilito che "l'intermediario non dovrà eseguire 
operazioni  disposte,  dopo  tale  data,  dal  cliente  che  non  abbia  reso  possibile 
l'integrazione dei dati".
Questo obbligo è stato ulteriormente rafforzato dall’entrata in vigore dell’art. 23 
del  D.  Lgs.  231/07  che  stabilisce  che,  qualora  la  banca  non  sia  in  grado  di 
rispettare gli obblighi di adeguata verifica della clientela, non può instaurare il 
rapporto continuativo né eseguire operazioni ovvero deve estinguere il rapporto 
continuativo già in essere, valutando nel contempo se effettuare una segnalazione 
di operazione sospetta.
L'integrazione dei dati riguarda sia gli intestatari che i soggetti ad essi collegati a 
qualunque  titolo,  in  quanto  il  rapporto  non  potrebbe  altrimenti  dirsi 
"compiutamente integrato".
Pertanto,  in  caso  di  conti  cointestati,  la  mancata  integrazione  di  tutti  i 
cointestatari  comporta  l'indisponibilità  del  rapporto  anche  nei  confronti  dei 
titolari che abbiano prodotto i propri dati. Lo stesso criterio deve essere seguito 
nell'ipotesi di rapporti intestati a persone non fisiche.
Nelle registrazioni, non devono essere effettuate compensazioni tra operazioni di 
segno opposto attuate  dallo  stesso  soggetto;  quindi  con un  solo atto  possono 
essere disposte anche più operazioni, che sono da iscrivere in modo distinto in 
AUI  in  quanto  di  segno  opposto  (ad  esempio,  versamento  di  assegni  e 
prelevamento  di  contanti  con  proprio  assegno,  entrambi  d'ammontare  pari  o 
superiore a 15.000,00 euro).
Si ha "effettiva movimentazione" anche nell'ipotesi di rinnovo titoli al portatore o 
nominativi (ad esempio, certificati di deposito, obbligazioni) per cassa, dovendo 
tale  atto  essere  ricostruito  come  un  incasso  del  titolo  scaduto  ed  una 
sottoscrizione o un acquisto del nuovo titolo per contanti; gli interessi pagati in 
sede di rinnovo vanno sommati all'ammontare dei titoli.
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Precisiamo che ai fini di una corretta registrazione per operazioni in "contante 
reale"  si  intendono  esclusivamente  quelle  che  riflettono  una  movimentazione 
fisica di banconote. 
Infine per "ordini di pagamento o di accreditamento"  si intendono i bonifici in 
partenza  o  in  arrivo,  anche  fra  conti  correnti  della  stessa  banca:  sono  le 
operazioni di "moneta scritturale" effettuate su conti correnti che rappresentino 
un trasferimento di flussi finanziari tra soggetti diversi, ivi compresi quelli fra la 
banca e la clientela; per gli stessi l'attività identificativa deve essere svolta sia 
dalla  banca  dell'ordinante  che  da  quella  del  beneficiario  e  ciascuno  degli 
intermediari del trasferimento in questione è tenuto ad identificare il soggetto per 
il quale interviene, nonché ad indicare gli estremi della "controparte" e della sua 
banca79.
Devono essere registrati  anche i  trasferimenti di denaro contante o di titoli  al 
portatore tra soggetti  diversi non abilitati  in cui l'intermediario abbia agito da 
tramite e la consegna o il ritiro di titoli al portatore allo sportello.
È necessario sottolineare l’importanza dell’attribuzione delle esatte causali alle 
operazioni  che  vengono  svolte  sia  perché  sussiste  un  obbligo  di  esatta 
registrazione,  ovvero di  reale rappresentazione della  movimentazione posta in 
essere,  sia  perché  causali  inidonee  determinano  la  composizione  di  flussi 
informativi da rimettere all'UIF inesatti e, in quanto tali, oggetto di sanzione80.
Ricordiamo che le banche hanno l'obbligo di trasmettere alla UIF periodicamente 
79 Rispetto a quanto previsto dall'art.  7 comma 1 lettera b)  del  “Provvedimento recante disposizioni 
attuative per la tenuta dell'archivio unico informativo e per le modalità semplificate di registrazione di 
cui all'art. 37, comma 7 e 8, del decreto legislativo 21 novembre 2007, n. 231” viene, altresì, richiesto 
di  integrare  i  dati  con  ulteriori  specifiche  informazioni,  differenziandole  per  le  operazioni  di 
addebitamento e quelle di accreditamento. Nelle operazioni eseguite sulla base di ordini di pagamento, 
le  informazioni  aggiuntive  da  registrare  sono  nome  e  cognome  o  denominazione  sociale  del 
beneficiario e, ove noti, il numero del rapporto, l’indirizzo e la sede o il paese estero del beneficiario 
nonché denominazione e paese estero o comune del punto operativo dell’intermediario che effettua 
l’accredito dell’importo o il pagamento al soggetto beneficiario. Nelle operazioni eseguite sulla base 
di  ordini  di  accreditamento,  le  informazioni  aggiuntive  da  registrare  sono  nome  e  cognome  o 
denominazione sociale dell’ordinante e, ove noti, il  numero del rapporto, l’indirizzo e la sede o il 
paese  estero  dell’ordinante  nonché  denominazione  e  paese  estero  o  comune  del  punto  operativo 
dell’intermediario presso il quale l’ordine è stato disposto.
80 Cfr. Banca d'Italia,  “Provvedimento recante disposizioni attuative per la tenuta dell'archivio unico 
informatico e per le modalità semplificate di registrazione di cui all'art. 37, comma 7 e 8, del decreto  
legislativo 21 novembre 2007, n. 231”, Roma, 3 Aprile 2013.
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(nell'attualità  con  cadenza  mensile)  attraverso  il  “software”  S.A.R.A.  (ossia 
Segnalazioni Antiriciclaggio Aggregate) i  dati  aggregati concernenti le proprie 
registrazioni in AUI, con lo scopo di consentire l'effettuazione di analisi atte a far 
emergere  eventuali  fenomeni  di  riciclaggio  o  di  finanziamento  al  terrorismo 
nell'ambito di determinate zone territoriali. 
3.3.5 Obbligo di segnalazione di operazioni sospette
Possiamo sicuramente sostenere che il perno su cui si basa la legislazione 
in materia di antiriciclaggio sia la segnalazione delle operazioni sospette.
Tutti  i destinatari della disciplina, e le banche per quello che più ci interessa, 
devono inviare all'UIF una segnalazione di operazione sospetta "quando sanno,  
sospettano o hanno motivi ragionevoli per sospettare che siano in corso o che 
siano  state  compiute  o  tentate  operazioni  di  riciclaggio  o  finanziamento  al  
terrorismo”81. 
Prima di poter stabilire che una operazione sia effettivamente sospetta, bisogna 
tener conto di tutti i dati a propria disposizione, mettendoli in correlazione tra 
loro,  con  riferimento  alla  natura  dell'operazione,  al  suo  ammontare,  alle  sue 
caratteristiche  peculiari,  così  come  a  tutte  le  circostanze  che  l'intermediario 
conosce grazie alle funzioni esercitate, tenendo presente la tipologia di attività 
svolta e la capacità economica di coloro su cui l'analisi è incentrata.  
L'intermediario possiede una conoscenza del cliente basata sulla storicità della 
relazione, per cui nel definire un'operazione come sospetta (ovviamente a parte il 
caso in cui sia da eseguire con un nuovo cliente) si dovrà tener presente non solo 
il momento d'instaurazione o di conclusione del rapporto, ma tutta la completa 
durata dello stesso.  
Per favorire il certo non facile compito degli operatori, sono stati individuati e 
resi  noti  da  parte  del  UIF  una  serie  di  particolari  “indici  di  anomalia”,  che 
vengono periodicamente integrati ed aggiornati.
81 Ai sensi art. 41, d.lgs. n.231 del 2007.
122
Bisogna tener presente che è il solo sospetto, e non la certezza della violazione 
della  legge  antiriciclaggio,  il  cui  accertamento  è  eventualmente  demandato  a 
successive fasi di indagini effettuate da soggetti ben distinti dell'intermediario, a 
poter dare inizio all'intero processo di segnalazione82, senza che ciò implichi per i 
dipendenti  coinvolti  o  per  l'intermediario  stesso  alcun  tipo  di  responsabilità 
amministrativa,  civile  o  penale,  o  violazioni  dell'obbligo  di  segretezza  nei 
confronti della clientela.
Le  segnalazioni  di  operazioni  sospette  devono  essere  effettuate  senza  alcun 
ritardo, in quanto la legge usa il termine “tempestivamente”; inoltre, se possibile, 
anche prima che l'operazione venga effettuata. In tale ultimo caso, l'UIF, qualora 
questa  scelta  non  porti  nocumento  alle  indagini  in  corso,  può  imporre 
all'operatore di sospendere l'operazione fino a un massimo di 5 giorni lavorativi.
Non esistono importi minimi prestabiliti perché una operazione possa definirsi 
sospetta (ad esempio potrebbe essere anche prossima o addirittura inferiore al 
limite massimo previsto per la trasferibilità tra soggetti non abilitati, attualmente 
1.000,00 euro).
Vanno segnalate non solo le operazioni compiute, ma anche quelle che dovessero 
essere state non eseguite (rifiutate dall'intermediario, interrotte o soltanto tentate 
dal cliente) o quelle che vedono l'intera o la parziale sottostante movimentazione 
finanziaria  a  carico  di  altro  intermediario,  sul  quale  incombono  specifici  e 
assolutamente autonomi obblighi di segnalazione83.
La  procedura  della  segnalazione  di  operazioni  sospette  può  essere 
funzionalmente  distinta  in  due  parti,  una  che  si  esplica  all'interno 
dell'intermediario  ed  una  che  inizia  nel  momento  in  cui  la   segnalazione  sia 
giunta all' UIF, definibile quindi come fase esterna.
Per  quanto  riguarda  la  prima  fase,  ossia  quella  all'interno  dell'intermediario, 
bisogna  specificare  che  non  esiste  nessun  dovere,  ma  nemmeno  potere  di 
82 La segnalazione di operazione sospetta è un atto distinto dalla denuncia di fatti penalmente rilevanti e 
va effettuata indipendentemente dall’eventuale denuncia stessa all’autorità giudiziaria.
83 In  tal  senso è  opportuno sottolineare come gli  intermediari  siano chiamati,  in  particolar  modo,  a 
valutare con attenzione l'operatività  posta  in  essere con altri  intermediari  (siano essi  nazionali  ed 
esteri), specie se di dubbio profilo reputazionale ovvero operanti in paesi o territori a rischio.
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indagine da parte del segnalante, che dovrà basarsi solo sui dati derivanti dalla 
normale  attività  istituzionale  esplicata  nei  confronti  della  clientela  e  delle 
valutazioni relative agli elementi soggettivi e oggettivi desumibili dall'operazione 
stessa e dalla conoscenza del rapporto: per questo, ai fini della segnalazione, non 
è consentita la valutazione di fatti conosciuti privatamente, ed in ogni caso che 
eccedano i normali rapporti economici con l'autore dell'operazione soggetta ad 
approfondimenti.
Si  può dire quindi  che la  procedura  interna preveda la  partecipazione di  vari 
soggetti  e  funzioni  dell'organizzazione  aziendale  dell'intermediario  e  che  la 
decisione finale di effettuare o meno la segnalazione nasca da una serie di scambi 
informativi  tra  vari  livelli,  ognuno  con  la  propria  competenza  e  grado  di 
approfondimento,  non  essendo  quindi  mai  frutto  della  semplice  valutazione 
soggettiva legata al mero intuito di un solo operatore84.
Schematizzando,  si  può  concludere  che  nella  stragrande  maggioranza  degli 
intermediari la procedura sia così articolata:
Indipendentemente dalla modalità  con cui viene rilevata,  l'operazione sospetta 
dovrà  sempre  essere  preceduta  da  un  congruo  percorso  di  valutazione  prima 
84 Cfr. R. Razzante, “La regolamentazione antiriciclaggio in Italia”, seconda edizione, G. Giappichelli 
Editore, Torino, 2011. 
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Livello 
intermedio
Responsabile 
Antiriciclaggio
Unità 
operative
UIF
dell'inoltro al UIF85.
Ovviamente,  il  personale  a  diretto  contatto  con  la  clientela,  vale  a  dire  gli 
operatori di sportello (o cassieri, come un tempo erano semplicemente definiti) 
ed in genere il personale di front-office, ha normalmente il primo impatto con il 
pubblico e può e deve dare il primo input generico all'iter di segnalazione. 
La successiva valutazione delle operazioni da segnalare come sospette è specifico 
obbligo a partire dai responsabili delle singole strutture o sedi operative (titolare 
di filiale, preposto all'unità operativa), per poi giungere al legale rappresentante 
della banca o a soggetto da lui specificamente delegato per la funzione (il c.d. 
delegato aziendale).
Il  responsabile  dell’unità  operativa  interessata,  dovrà  quindi  esaminare  con 
sollecitudine, contemperando tale esigenza di rapidità con quella di effettuare una 
valutazione comunque adeguata delle operazioni, tutte le evidenze che derivino 
sia  dalle  rilevazioni  per  così  dire  manuali,  ovvero  quelle  comunicate  dal 
personale bancario, sia dalle rilevazioni frutto di procedure automatizzate, ad es. 
dal software Gianos.
Quest'ultimo  è  uno  strumento  informativo  realizzato  a  livello  interbancario, 
continuamente implementato e migliorato, che mette a disposizione delle banche 
un mezzo informativo normalizzato per  la  esatta  applicazione della  disciplina 
antiriciclaggio e per l'inserimento e la valutazione delle operazioni sospette.
L'intero processo di  valutazione deve essere  improntato all'analisi  di  elementi 
oggettivi e soggettivi, avente lo scopo di misurare la congruità tra l’operazione 
considerata “anomala” ed il normale profilo del cliente: è necessario rilevare e 
collegare tutti gli elementi disponibili relativi alle caratteristiche, all'entità, alla 
natura dell'operazione mettendoli in relazione sia alla capacità economica sia alla 
tipologia di attività svolta dai soggetti  interessati  (ovvero tutti  quelli  coinvolti 
nella operazione).
Passando ad alcuni esempi, che di sicuro devono intendersi come tali e quindi 
non  esaustivi,  elenchiamo  dei  processi  logici  e  degli  elementi  che  possono 
85 Cfr. M. D'Agostino, “Antiriciclaggio, vademecum per l'operatore”, Bancaria Editrice, 2011.
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contribuire all'approfondimento della congruità dell'operazione:
a) analisi della compatibilità tra importi movimentati e la capacità patrimoniale e 
economica del cliente, soprattutto in relazione al tipo di attività svolta;
b) esistenza di rilevanti e ricorrenti ricezioni o trasferimenti di flussi finanziari 
con  altri  soggetti  residenti  in  Paesi  che  hanno  un  regime  fiscale  privilegiato 
rispetto a quello nazionale;
c) apparente illogicità tra il modo di eseguire l'operazione e la sottostante finalità 
economica;
d) analisi delle origini dei redditi o degli altri flussi finanziari in entrata;
e)  utilizzo  frequente  di  assegni  bancari  e  circolari  d'importo  a  cifra  tonda  e 
contemporaneamente inferiori alla soglia di non trasferibilità.
Per una esaustiva valutazione dell’operatività sotto osservazione è fondamentale 
acquisire quindi specifica documentazione, in primo luogo elementi già presenti 
nel sistema informativo aziendale, poi anche altre informazioni utili sul cliente, 
assumibili  da  fonti  esterne  pubbliche,  derivanti  da  pregresse  richieste  da  enti 
esterni o da autorità inquirenti.
Come già accennato, gli indicatori di anomalia forniti dalla Banca d’Italia sono 
un prezioso strumento di aiuto del processo valutativo, in quanto utili a condurre 
il valutatore ad un corretto processo decisionale. 
E'  da  sottolineare  che  non  esiste  però  alcuna  automaticità  dell'obbligo  di 
segnalazione collegata alla presenza di uno o addirittura di più indici di anomalia 
per l'operazione o il comportamento sotto osservazione, in quanto ribadiamo che 
lo  stesso  obbligo  nasce  esclusivamente  dall’attenta  e  complessiva  valutazione 
dell’operatore e delle varie funzioni coinvolte.
In ogni caso gli indicatori hanno un’importanza sostanziale nell'evidenziare quei 
profili,  siano essi oggettivi  che soggettivi,  che contribuiscono a selezionare le 
operazioni da segnalare come sospette.
L'iter  valutativo  finisce  con  la  decisione  da  parte  del  responsabile  dell'unità 
operativa  di  far  pervenire  o  meno  per  iscritto,  in  maniera  riservata,  la 
comunicazione con le motivazioni che lo hanno portato alla scelta  alla funzione 
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dedicata.
La pratica sarà posta quindi in: “da segnalare” oppure  “da non segnalare”.
Lo step seguente è l'analisi da parte della Funzione Antiriciclaggio86 (costituente 
quindi l'elemento intermedio) di tutte le movimentazioni che sono state in origine 
classificate come inattese/anomale, indipendentemente dal giudizio espresso dal 
responsabile  dell'unità  operativa,  potendo  autonomamente  la  stessa  funzione 
scegliere di cambiare lo stato fino ad allora assunto dalla pratica.
In particolare la Funzione si serve di un apposito settore addetto alle valutazioni 
delle operazioni sospette,  che osserva senza ritardi le segnalazioni provenienti 
dalle unità operative, nonché quelle residuali segnalate dalla funzione controlli di 
rete o analoga struttura.
Raccoglie  quindi  tutte  le  ulteriori  informazioni  necessarie  per  una  corretta 
valutazione  dell'operazione  e  del  soggetto  coinvolto,  utilizzando  le  fonti 
informative interne ed esterne.
Viene tempestivamente controllata la completezza dei dati, della documentazione 
(ad  es.  questionario  kyc,  evidenze  contabili  relative  all'operatività  in  esame, 
informazioni anagrafiche, collegamenti, cointestazioni, ecc.) e delle informazioni 
fornite dall'unità, richiedendo eventuali integrazioni per gli approfondimenti del 
caso.
Alla conclusione dell'iter, la Funzione Antiriciclaggio fornisce il proprio parere al 
Delegato  aziendale,  che  è  colui  che  decide  definitivamente  se  effettuare  la 
segnalazione di operazione sospetta.
Quando egli ritiene fondato il sospetto, trasmette la pratica senza alcun indugio 
alla  UIF,  senza  l'indicazione  dei  dipendenti  che  hanno  rilevato  l'operazione 
stessa, in ottemperanza al principio di anonimato delle segnalazioni previsto dalla 
vigente normativa.
In caso opposto, il delegato aziendale procede all'archiviazione, inserendo delle 
86 Spesso  nelle  strutture  bancarie  per  quanto  attiene  il  presidio  operativo,  la  citata  Funzione 
Antiriciclaggio  svolge  le  attività  per  l'esercizio  della  delega  del  Direttore  Generale  e  del  Legale 
Rappresentante  o  loro  delegato,  nell'ambito  dei  processi  relativi  all'antiriciclaggio  e  contrasto  al 
terrorismo.
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note esplicative il motivo per cui ha ritenuto non dar seguito alla segnalazione.
Tutta  la  relativa  documentazione,  anche  le  pratiche  che  non  sono  state  poi 
segnalate al UIF, deve essere mantenuta in apposita raccolta conservata in luogo 
custodito e sicuro, a disposizione per gli eventuali successivi accertamenti.
A questo punto,  terminato l'iter  interno,  UIF riceve le  segnalazioni e  avvia il 
percorso successivo, ossia l'iter esterno.
Innanzitutto  valuta  e  analizza  adeguatamente,  in  particolare  sotto  il  profilo 
tecnico-finanziario,  le  segnalazioni  sospette  ricevute,  e  valuta  se  ritenerle 
infondate  o  meno;  nel  primo  caso,  ne  dispone  l'archiviazione,  mentre  nel 
secondo, dopo averle eventualmente arricchite con altri  elementi (ad esempio, 
segnalazioni  avute  da  altre  banche  per  lo  stesso  soggetto)  ed  allegando  una 
relazione tecnica,  le  trasmette senza indugio  agli  organi di  Polizia competenti 
(D.I.A.  -  Dipartimento  Informativo Antimafia  –  e  Nucleo  Speciale  di  Polizia 
Valutaria della Guardia di Finanza). 
Tali organi effettuano ulteriori attività propriamente investigative e inoltrano, se 
lo  ritengono opportuno,  denuncia  all'Autorità  Giudiziaria,  nella  quale  saranno 
omessi tutti i riferimenti alle persone e all'intermediario segnalante, riferimenti 
che  solo  la  stessa  Autorità  Giudiziaria  potrà  poi  richiedere  con  decreto 
motivato87.
3.3.6 Le sanzioni
Il sistema sanzionatorio dell'antiriciclaggio è articolato in sanzioni penali 
ed amministrative, modulate tra limiti massimi e minimi. Sono previste sia per i 
privati  che  non  ottemperano  alle  disposizioni  in  materia  di  circolazione  del 
denaro contante e degli  altri mezzi di pagamento, ai sensi degli artt.  49 e 50, 
oppure che violino i precetti specificatamente previsti ai fini degli obblighi di 
collaborazione di  cui  al  decreto 231/2007;  sia  per  i  destinatari  degli  obblighi 
87 Cfr.  P.  Pogliaghi  –  G.  Dramis,  “Guida ai  presidi  antiriciclaggio in  banca.  Modelli  organizzativi,  
processi, compliance normativa nei grandi gruppi e nelle piccole banche”, Bancaria Editrice, Roma, 
2013.
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antiriciclaggio  che  non  adempiono  correttamente  agli  adempimenti  di 
collaborazione con le Autorità competenti. 
Sanzioni amministrative:
CONDOTTA VIETATA SANZIONE PREVISTA
Inosservanza di obbligo di formazione 
del  personale,  di  trasferimento  di 
fondi  e  delle  disposizioni 
regolamentari emanate  dalle autorità 
di vigilanza
Da 10.000,00 a 200.000,00 euro
Mancato  rispetto  del  provvedimento 
di  sospensione  ex  art.  6,  comma  7, 
lettera c)
Da 5.000,00 a 200.000,00 euro
Divieto  di  apertura  o  mantenimento 
anche  indirettamente  di  conti  di 
corrispondenza  con  una  Banca  di 
comodo
Da 10.000,00 a 200.000,00
Omessa  istituzione  dell’Archivio 
Unico Informatico
Da 50.000,00 a 500.000,00 euro
Omessa  istituzione  del  registro  della 
clientela  o  mancata  adozione  delle 
modalità di registrazione
Da 5.000,00 a 50.000,00 euro
Omessa  segnalazione  di  operazioni 
sospette
Dall’1 al 40% dell’operazione non
segnalata
Violazioni degli obblighi informativi
nei confronti dell’UIF
Da 5.000,00 a 50.000,00 euro
• Trasferimento  di  denaro 
contante,  libretti  di  deposito  o 
titoli  al  portatore  per  importi 
pari  o  superiori  ai  limiti  di 
legge in vigore
• Emissione di assegni bancari o 
postali  portatore  per  importi 
pari  o  superiori  ai  limiti  di 
legge in vigore, in forma libera
• Emissione di assegni bancari o 
postali  all’ordine  del  traente 
Dall’1 al 40% dell’importo 
trasferito,
per un importo pari ad almeno
3.000,00 euro.
Se l’importo trasferito è superiore a
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con  ulteriori  girate  oltre  a 
quella per l’incasso alla banca
• Emissione  di  assegni  circolari, 
vaglia  postali  e  cambiari  privi 
dell’indicazione  del  nome  o 
ragione sociale del beneficiario 
e/o privi della clausola di “non 
trasferibilità”
50.000,00 euro la sanzione minima 
è
aumentata di 5 volte.
Saldo di libretti di deposito bancari o 
postali  al  portatore  pari  o  superiore 
portatore per importi pari o superiori
ai limiti di legge in vigore
Dal 20 al 40% del saldo, per un
importo pari ad almeno 3.000,00
euro.
Se il saldo è superiore a 50.000,00
euro le sanzioni minima e massima
sono aumentate del 50%.
Mancata  estinzione  o  riduzione  del 
saldo per libretti bancari al portatore 
per importi pari o superiori ai limiti 
di  legge  in  vigore;  omessa 
comunicazione  dell’avvenuto 
trasferimento di libretti di deposito al 
portatore
Dal 10 al 20% del saldo, per un
importo pari ad almeno 3.000,00
euro.
Se il saldo è superiore a 50.000,00
euro le sanzioni minima e massima
sono aumentate del 50%.
Se la violazione riguarda libretti al
portatore con saldo inferiore a
3.000,00 euro, la sanzione è pari al
saldo del libretto stesso.
Apertura  di  conti  o  libretti  di 
risparmio  in  forma  anonima  o  con 
intestazione fittizia
Dal 20 al 40% del saldo, per un
importo pari ad almeno 3.000,00
euro.
Utilizzo in qualunque forma di conti o 
libretti  di  risparmio  in  forma 
anonima o con intestazione fittizia
Dal 10 al 40% del saldo, per un
importo pari ad almeno 3.000,00
euro.
Omessa  segnalazione  al  ministero 
dell’economia delle violazioni alle
norme previste dagli articoli 49 e 50 in 
materia di utilizzo di denaro contante, 
di  assegni  o  libretti  al  portatore  per 
importi  pari  o  superiori  ai  limiti  di 
legge in vigore
Dal 3 al 30% dell’importo
dell’operazione, per un importo pari
ad almeno 3.000,00 euro.
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Sanzioni penali:
CONDOTTA VIETATA SANZIONE PREVISTA
Violazione degli obblighi di adeguata 
verifica della clientela
Multa da 2.600,00 a 13.000,00 euro
Omessa  o  falsa  indicazione  delle 
generalità del soggetto per il quale si
esegue una operazione
Reclusione da 6 mesi a 1 anno e 
multa da
500,00 a 5.000,00 euro
Rifiuto  di  fornire  informazioni  o 
false informazioni fornite su scopo e 
natura dell’operazione
Arresto da 6 mesi a 3 anni e 
ammenda da
5.000,00 a 50.000,00 euro
Omissione  degli  obblighi  di 
registrazione  ex  art.  36  o  loro 
esecuzione  in  modo  tardivo  e 
incompleto
Multa da 2.600,00 a 13.000,00 euro
Omissione  delle  comunicazioni 
previste  per  gli  organi  di  controllo 
dall’art. 52 comma 2
Reclusione fino a 1 anno e multa da
100,00 a 1.000,00 euro
Identificazione  e  registrazione  con 
mezzi  fraudolenti  idonei  ad 
ostacolare  l’individuazione  del 
soggetto operante
Raddoppio delle pene 
rispettivamente
previste dai commi 1, 2 e 4 dell’art. 
55
Violazione  dei  divieti  di 
comunicazione  stabiliti  per  chi  è  a 
conoscenza  dei  dati  afferenti  le 
operazioni sospette
Arresto da 6 mesi a 1 anno o 
ammenda da 5.000,00 a 50.000,00 
euro
Indebito utilizzo di carte di credito o 
di  pagamento;  alterazione  o 
falsificazione di moneta elettronica
Reclusione da 1 a 5 anni e multa da
310,00 a 1.550,00 euro
3.4 Il personale bancario
3.4.1 Doveri e obblighi dei lavoratori
L'intero apparato della normativa antiriciclaggio, come più volte ribadito, 
si basa sulla “collaborazione attiva” tra gli intermediari finanziari e le autorità 
preposte:  tale  presupposto  ha  un  riflesso  immediato  sull'attività  svolta  dai 
lavoratori che operano per conto dell'intermediario, complessivamente coinvolti 
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nel dare attuazione ai  dispositivi  di  legge secondo il  loro ruolo gerarchico,  il 
livello di competenze e le funzioni svolte.
Innanzitutto  la  legge  individua,  all'articolo  3,  comma  2  Dlgs  2007/231,  nel 
responsabile  della  dipendenza,  dell'ufficio  o  di  altro  punto  operativo  in  cui 
l'attività  dell'intermediario  è  organizzata,  l'obbligo  della  segnalazione  delle 
operazioni sospette, segnalazione che va effettuata, senza alcun ritardo, al titolare 
dell'attività o al legale rappresentante dell'Istituto, o a un suo delegato.
Parlando della tipica organizzazione di un istituto di credito, con articolazione in 
succursali, filiali e agenzie di città, tale figura collima con quella del titolare di 
filiale, che nelle sue funzioni rappresenta l'Azienda, salvo i limiti di autonomia 
stabiliti dalle specifiche procure notarili. Inoltre, nel momento in cui l'articolo 31 
della  suddetta  legge  precisa  che  il  sospetto  su  cui  è  basata  la  segnalazione 
dell'operazione  deve  essere  desunto  dalle  caratteristiche,  ammontare  e  natura 
dell'operazione stessa o da qualsivoglia altra circostanza conosciuta in ragione 
delle  funzioni  esercitate,  tenendo conto  dell'attività  svolta  dal  soggetto  cui  si 
riferisce e dalle sue condizioni economiche,  in base agli elementi  che sono a 
disposizione  del  segnalante,  emerge  ancora  di  più  l'assoluta  centralità  del 
personale addetto alle strutture operative dell'intermediario creditizio, ossia gli 
sportelli bancari come genericamente denominati.
Da rilevare che a tal proposito la Corte di Cassazione, nella sentenza 25134 del 
2008 (Cassazione Civile), specifica che “il legislatore ha inteso impegnare non 
già l'intermediario “impersonalmente inteso”,  bensì  il  funzionario dipendente  
dell'istituto di credito a un'attività, per così dire istituzionale di “collaborazione  
attiva”.
Specificato il principale ruolo dei responsabili delle dipendenze come segnalatori 
delle  operazioni sospette  agli  organi preposti  secondo l'organizzazione interna 
dell'Azienda,  evidenziamo come tutti  gli  altri  operatori  della  filiera produttiva 
siano comunque coinvolti negli obblighi imposti dalla legge antiriciclaggio.
Per i lavoratori degli istituti di credito possiamo sintetizzare gli stessi in quattro 
punti  salienti:  valutazione  del  profilo  di  rischio  della  clientela,  correttezza  e 
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completezza  nella  registrazione  delle  operazioni  sull'AUI,  riconoscimento  e 
segnalazione  delle  operazioni  sospette,  astensione  dal  compiere  le  operazioni 
sospette,  tranne  i  casi  in  cui  ciò  non  sia  possibile  (ossia  quando sussiste  un 
obbligo di legge di  effettuare l'operazione, oppure l'esecuzione dell'operazione 
non possa essere rinviata per la sua stessa natura o l'astensione possa ostacolare 
le  indagini,  permanendo  di  certo  l'obbligo  di  immediata  segnalazione  di 
operazione sospetta).
Facendo riferimento alla tipica struttura di uno sportello bancario, impiegati e 
quadri  di  vario  livello  a  diretto  contatto  con  il  pubblico  effettuano 
quotidianamente  le  più  frequenti  operazioni  e  concludono  i  tipici  contratti 
bancari, come ad esempio: aperture di rapporti continuativi quali conti correnti, 
depositi  a  risparmio,  cassette  di  sicurezza,  custodie titoli,  stipula  e riscatto  di 
polizze  assicurative,  concessione  di  mutui,  crediti  speciali  e  affidamenti  vari, 
incasso e sconto di effetti e ricevute, operazioni in titoli,  emissioni di carte di 
credito  e  di  debito,  bonifici  nazionali  ed  esteri,  operazioni  di  import-export, 
pagamento di effetti, tributi e utenze, versamenti di contanti e di assegni, prelievi, 
emissione  di  assegni  circolari,  emissione e  rimborso di  certificati  di  deposito 
(queste ultime attività svolte di norma direttamente alla cassa).
In relazione a tutte le tipologie di operazioni, il lavoratore dovrà quindi eseguire, 
quando  previste,  le  apposite  registrazioni  sull'AUI  ed  effettuare  ponderate 
riflessioni sulla “pulizia” delle stesse, valutandone la conformità o meno con la 
normativa vigente e l'eventuale ricorso alla segnalazione di operazione sospetta, 
da  comunicare  tempestivamente  al  responsabile  dell'unità  operativa  per  il 
successivo vaglio ed eventuale inoltro agli organi intermedi.
Bisogna rilevare come l'operatore sia spesso condizionato in questi suoi delicati 
compiti da problemi relativi alla presenza di code o al loro possibile formarsi, 
dalla ritrosia alquanto diffusa nella clientela a sottoporsi a lunghe procedure  di 
profilatura e di acquisizione di informazioni sullo scopo delle operazioni (che si 
sovrappongono  a  quelle  necessarie  per  la  corretta  conclusione  tecnica  delle 
operazioni stesse e che sono spesso percepite come una indebita ingerenza nella 
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propria  sfera  privata),  dalla  difficoltà  interpretativa  di  alcune  norme,  spesso 
acuita  dalla  non  completa  chiarezza  delle  procedure  e  dalla  sua  intrinseca 
complessità, per arrivare a volte alla mancanza di una adeguata formazione e, 
probabilmente più spesso, a un aggiornamento della stessa88.
3.4.2 I rischi degli operatori
Possiamo  quindi  affermare  che  ognuna  delle  quattro  attività  sopra 
sintetizzate  presenta  dei  rischi,  in  relazione  alle  possibili  imprecisioni  nelle 
causali  delle  registrazioni,  alla  incompletezza  dei  dati  raccolti,  al  non  aver 
rilevato  infrazioni  sulla  intrasferibilità  o  sul  superamento  dei  limiti  per  gli 
strumenti al portatore, alla mancata segnalazione di operazioni sospette, fino ad 
arrivare ai comportamenti più gravi, sconfinanti nel dolo eventuale o addirittura 
nella  vera  condotta  criminale  qualora  si  rinvengano  gli  estremi  di  una 
consapevole e fattiva collaborazione con soggetti che tentano di riciclare proventi 
da reati non colposi.
A carico dei dipendenti delle aziende di credito e degli altri intermediari possono 
perciò  configurarsi  delle  responsabilità  di  tipo  penale,  amministrativo, 
disciplinare e civile.
In particolare, avremo responsabilità penale per la violazione degli obblighi di 
verifica e di registrazione delle operazioni o per concorso nel reato di riciclaggio; 
amministrativa,  per  omessa segnalazione di  operazioni sospette89;  disciplinare, 
88 Cfr. A.A.V.V., “Newsletter sull'antiriciclaggio” n.6, Uilca – Uil credito, esattorie e assicurazioni, 2013.
89 Passando in rassegna le pene e sanzioni previste nei confronti del personale, evidenziamo che l'omessa 
segnalazione  di  operazioni  sospette  comporta  una  sanzione  amministrativa  dall’1  al  40% 
dell’operazione  non  segnalata  (Articolo  57  comma  4 Dlgs  231/2007);  l'omessa  segnalazione  al 
Ministero  dell’Economia delle  violazioni  alle  norme previste  dagli  articoli  49 e  50 in  materia  di 
utilizzo di denaro contante, di assegni o libretti al portatore per importi pari o superiori ai limiti di 
legge in vigore comporta una sanzione amministrativa dal 3 al 30% dell’importo dell’operazione, per 
un importo pari ad almeno 3.000,00 euro (Articolo 58 comma 7 e 7bis Dlgs 231/2007); la violazione 
degli obblighi di adeguata verifica della clientela è punita con una multa da 2.600,00 a 13.000,00 euro 
(articolo 55 comma 1 Dlgs 231/2007); l'omissione degli obblighi di registrazione ex art. 36 o loro 
esecuzione in modo tardivo e incompleto prevede una multa da 2.600,00 a 13.000,00 euro (articolo 55 
comma 4 Dlgs 231/2007); la violazione dei divieti di comunicazione stabiliti per chi è a conoscenza 
dei dati  afferenti le operazioni sospette è punita con l'arresto da 6 mesi  a 1 anno o ammenda da 
5.000,00 a 50.000,00 euro (articolo 55 comma 8 Dlgs 231/2007). 
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per  mancato  rispetto  della  normativa  aziendale  in  materia;  civile,  per 
comportamenti  che  risultano  dannosi  per  singoli  clienti,  colleghi  e  l'azienda 
stessa90.
Con riguardo all'aspetto penale e amministrativo, ci preme ricordare due sentenze 
importanti e relativamente recenti della Corte di Cassazione.
La prima è la sentenza n. 15304 del 12 luglio 2011 che ha rigettato il ricorso di 
un funzionario di banca preposto ad una filiale il quale, nel caso concreto, non 
aveva effettuato la prevista segnalazione di infrazione per trasferimento tra due 
soggetti privati sopra la soglia massima consentita di mezzi al portatore senza 
l'intervento di intermediario abilitato.
Egli  è  stato condannato al  pagamento in  solido con l'Istituto di  Credito  della 
sanzione irrogata dal ministero, poiché la Suprema Corte sostiene che l'infrazione 
in questione è di carattere solo formale e pertanto non esige il concorso di altri 
elementi,  in  particolare  del  sospetto  di  illecito  riciclaggio  a  carico  dei  clienti 
coinvolti. 
La seconda sentenza, la n. 37098 del 26 settembre 2012, è ancora più importante 
perché getta solide basi per un decisivo orientamento nei processi che abbiano 
come  imputati  soggetti  tenuti  al  rispetto  degli  obblighi  della  normativa 
antiriciclaggio.
La  sentenza  riguarda  il  direttore  di  un  piccolo  istituto  di  credito,  dotato  di 
un'unica  filiale,  che,  non  avendo  provveduto  alla  segnalazione  di  operazioni 
sospette, aveva permesso ad una curatrice fallimentare d'impadronirsi di circa 35 
milioni  di  euro,  prelevati  con  vari  artifici  dai  conti  correnti  delle  procedure 
affidatale.
In primo grado, il funzionario era stato condannato ai sensi degli articoli 648 bis 
e 40 codice penale per avere avuto un ruolo effettivo nella ripulitura del denaro. 
Dopo  il  ribaltamento  nella  sentenza  di  appello,  una  prima  decisione  della 
90 Cfr.  G. Castaldi,  “La segnalazione delle operazioni  sospette all'Unità di  informazione finanziaria  
(UIF).  Obblighi  e  responsabilità”,  convegno  “Legalità,  antiriciclaggio  e  rischi  professionali:  il 
fenomeno, il ruolo delle imprese e degli operatori del settore finanziario”, organizzato da Fiba Cisl, 
Federazione Italiana Bancari Assicurativi, Castelnuovo del Garda (VR), 31 Gennaio 2012.
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Cassazione  aveva  annullato  la  stessa  e  rinviato  di  nuovo  in  appello,  dove  il 
direttore era stato questa volta condannato (“Omettendo di agire, pure a fronte di  
evidenti anomalie, l'imputato ha dimostrato di accettare il rischio che il cliente  
utilizzasse  la  banca per  ripulire  i  proventi  illeciti,  consentendogli  di  operare  
senza ostacoli” si può leggere nella sentenza della Corte d'Appello di Milano del 
9 maggio 2011).
Infine il definitivo giudizio di annullamento della Suprema Corte, che in sostanza 
afferma  che  il  direttore  della  banca  potesse  non  conoscere  ogni  operazione 
sospetta,  dovendosi  verificare  in  concreto  l’omesso  controllo.  Non  è  prevista 
quindi  una generica  responsabilità  oggettiva  dovuta alla  posizione apicale del 
soggetto. 
Il reato di riciclaggio può di certo manifestarsi in forma omissiva: è il caso in cui 
l'intermediario, a perfetta conoscenza della rilevanza illecita delle somme su cui 
operare, pur essendovi tenuto, non sospende l'operazione.
Il codice penale, all'articolo 40, equipara infatti il non impedire un evento che si 
ha l'obbligo giuridico di impedire all'averlo cagionato.
Se si parte da questi assunti, ci si deve chiedere se non segnalare un'operazione 
sospetta, implicando tale azione il rischio che venga commessa un'azione illecita, 
possa comportare l'accusa di riciclaggio a carico del soggetto che sarebbe stato 
tenuto alla segnalazione.
Alcuni orientamenti sembrano sostenere la configurabilità del reato anche a titolo 
di dolo eventuale (si veda la Cassazione n. 25960 1 luglio 2011).
In rapporto alla mancanza di segnalazioni di operazioni sospette, il  magistrato 
dovrebbe però valutare  il  grado di  intenzionalità  di  colui  che ha  permesso le 
operazioni stesse: il discrimine tra sanzione amministrativa e violazione penale è 
dato  proprio  dalla  valutazione  dell'elemento  soggettivo  che  ha  determinato  la 
mancata segnalazione dell'operazione.
Nella  sentenza  della  Cassazione  37098,  si  afferma che  la  corte  d'Appello  ha 
evidenziato  la  presenza  di  sole  prove  indiziarie  dalle  quali  non  è  possibile 
dedurre che l'imputato fosse conscio di consentire il riciclaggio. 
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Possiamo  concludere  che  l'omessa  segnalazione  di  operazioni  sospette  in 
relazione  a  delitti  può  sconfinare  nel  penale  solamente  quando  l'illegittimità 
dell'origine del denaro sia caratterizzata da qualcosa in più del mero sospetto.
“Il dolo eventuale richiede un atteggiamento psicologico che, pur non attingendo 
il  livello della certezza,  si  colloca un gradino immediatamente più in alto  di  
quello del mero sospetto” (Cassazione n. 12433 30 marzo 2010).
Si  vuole  ora  brevemente  accennare  al  rapporto  tra  eventuali  violazioni  delle 
norme antiriciclaggio e quanto previsto dagli  articoli  2104 e 2105 del  codice 
civile in tema di diligenza  e obbligo di fedeltà del lavoratore.
La diligenza del lavoratore bancario deve essere una diligenza qualificata, ossia 
una diligenza che deve essere valutata in relazione alle particolari conoscenze 
tecniche e operative richieste al lavoratore stesso. 
La Suprema  Corte  in  diverse  sue  decisioni  rimanda  proprio  al  concetto  di 
diligenza  per  poter  rinvenire  una  presunta  responsabilità  disciplinare  del 
dipendente. 
Deve  essere  fatta  una  valutazione  del  grado  di  diligenza  richiesto,  che  è 
proporzionale alla natura della prestazione, alla mansione e grado di  qualifica 
professionale  del  soggetto  coinvolto,  ma  anche  al  contesto  ambientale  in  cui 
queste mansioni si estrinsecano (Cassazione Civile 22 maggio 2000 n. 6664).
Sempre esaminando le decisioni della Cassazione e in particolare la n. 23017 del 
2009 (Cassazione Civile), notiamo che la tendenza giurisprudenziale è quella di 
prevedere per il personale degli istituti di credito un obbligo di collaborazione 
attiva  che  si  spinge  al  punto  di  non  poter  esimersi  dalla  segnalazione  di 
operazione sospetta a meno che non si abbia l'assoluta certezza della regolarità 
delle operazioni effettuate e quindi anche quando si intraveda soltanto l’esistenza 
di un minimo sospetto circa la trasparenza delle operazioni.
Sempre con  riferimento a decisioni della Cassazione, si evidenzia che la tacita 
consuetudine tramite cui a volte si accetta la reiterazione di condotte illegali non 
può essere addotta a scusante per la responsabilità del lavoratore.  Infatti  sono 
state  considerate  punibili con  provvedimenti  disciplinari  anche  gravi  le 
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operatività  scorrette,  pur  se  in  presenza  di  prassi  e  disposizioni  interne 
indubbiamente contra legem. 
In  tale  contesto  nell'apprezzamento  della  condotta  del  dipendente  appare 
ininfluente la mancanza di irrogazione di sanzioni nei confronti della banca da 
parte  di  Banca  d'Italia  o  del  Ministero  per  l'infrazione  della  normativa 
antiriciclaggio, in quanto ai fini della censurabilità del dipendente basta essersi 
prodotta la mera eventualità delle stesse.
In sostanza, il dipendente che espone l’azienda e i propri superiori al rischio di 
sanzioni,  indipendentemente  dal  fatto  che  poi  si  concretizzino,  compromette 
comunque il vincolo fiduciario che è la colonna portante del rapporto di lavoro 
subordinato.
L’obbligo di fedeltà è inoltre da considerasi direttamente proporzionale al livello 
che il lavoratore ricopre all'interno dell'organizzazione, per cui esso si accresce 
man mano che si sale nella scala gerarchica, come d'altronde affermato già da 
tempo dalla Suprema Corte (Cassazione civile sez. lav. 1986 n. 2372)91.
3.4.3 La formazione
Data la complessità della materia ed i molti riferimenti a valutazioni di 
carattere soggettivo,  che rendono estremamente complicato e delicato il  ruolo 
degli operatori, è assai importante che le aziende svolgano in modo specifico e 
continuativo  l'attività  di  formazione,  peraltro  esplicitamente  prevista  dal  Dlgs 
231/2007 (art.54)  e  ribadita  dalle  "Disposizioni  in  materia  di  organizzazione, 
procedure  e  controlli  antiriciclaggio" emanate  dalla  Banca  d'Italia  l'11  marzo 
2011. Un'intera  sezione  delle  disposizioni  (sez.  V,  Cap.  II)  è  dedicata  alla 
formazione  antiriciclaggio.  Banca  d'Italia  sostiene:  "L'addestramento  e  la 
formazione del personale devono riservare particolare cura allo sviluppo di una 
specifica preparazione dei dipendenti e dei collaboratori che sono a più diretto 
contatto con la clientela. Specifici programmi di formazione appaiono opportuni 
91 Cfr. A.A.V.V., “Newsletter sull'antiriciclaggio” n.6, Uilca – Uil credito, esattorie e assicurazioni, 2013
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per il  personale appartenente alla funzione antiriciclaggio. A tali  dipendenti si 
richiede  un  continuo aggiornamento in  merito  all'evoluzione  dei  rischi  di 
riciclaggio e agli  schemi tipici  delle  operazioni finanziarie  criminali."  Inoltre: 
"l'attività di qualificazione del personale deve rivestire carattere di continuità e di 
sistematicità e va svolta nell'ambito di programmi organici. Annualmente deve 
essere  sottoposta  all'organo con  funzione  di  gestione  una  relazione  in  ordine 
all'attività  di  addestramento  e  formazione  in  materia  di  normativa 
antiriciclaggio." 
L'inottemperanza  dell'obbligo  di  formazione  del  personale  è  punita 
esplicitamente dal Dlgs 231,  art. 56 comma 1, con una sanzione amministrativa 
da 10.000,00 a 200.000,00 euro.
Bisogna  quindi  ritenere  la  formazione  un  vero  e  proprio  pilastro  per 
l'organizzazione di un'azienda bancaria e una fondamentale misura di protezione 
contro le  problematiche di natura legale in cui i dipendenti potrebbero incorrere.
Ovviamente  la  formazione  esplica  in  pieno la  sua  funzione  solo  dove  venga 
vissuta  in  maniera  attiva  e  propositiva  da  parte  dei  fruitori,  che  dovrebbero 
parteciparvi  alacremente,  facendo  propri  i  concetti  più  funzionali  alle  loro 
mansioni in azienda.
Sarebbe necessario che tutti i dipendenti comprendessero che quanto fatto per la 
lotta al riciclaggio e al finanziamento del terrorismo sia qualcosa che li riguarda 
molto  direttamente,  in  quanto  esplica  effetti  positivi  sull'immagine  e  sulla 
reputazione aziendale, rinforza la loro tutela e accresce la loro professionalità. 
La  normativa  dovrebbe  essere  non  soltanto  conosciuta,  ma  effettivamente 
compresa  e  assimilata,  e  la  formazione  dovrebbe  servire  anche  a  mettere  in 
evidenza l'importante ruolo che gli operatori esplicano nella società, in quanto 
una loro corretta  azione può contribuire a  limitare il  fenomeno distorsivo del 
riciclaggio.
Di contro, si assiste molto spesso a corsi di formazione assai frettolosi, molto 
nozionistici e poco motivazionali, magari esplicati in buona parte su piattaforme 
on – line, tendenti ad adempiere in modo rapido a quelli che sono gli obblighi di 
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legge per le aziende di credito92.
3.4.4 Il ruolo della contrattazione sindacale
Per  completezza  espositiva  è  necessario  mettere  in  luce  come  la 
contrattazione  collettiva  abbia  cercato  di  mitigare  i  rischi  derivanti  dalla 
violazione della normativa antiriciclaggio da parte dei lavoratori del credito.
In particolare, il rinnovo del Contratto Collettivo Nazionale dei Lavoratori delle 
aziende  di  credito  facenti  parte  dell'ABI,  siglato  nel  gennaio  2012,  apporta 
sostanziali modifiche all’articolo 38 del precedente contratto; esso dice infatti che 
le aziende si faranno carico anche delle eventuali sanzioni pecuniarie, oltre che 
delle spese giudiziali  e di assistenza legale già previste,  in caso di notifica al 
lavoratore di informazione di garanzia o provvedimento analogo o azione penale 
in relazione a fatti commessi nell’esercizio delle sue funzioni.
Questa nuova garanzia avrà validità anche successivamente alla cessazione del 
rapporto  di  lavoro,  solo nel  caso si  tratti  di  fatti  accaduti  durante  il  rapporto 
stesso; si attiverà solo nei casi in cui il comportamento del lavoratore non risulti 
in conflitto con l’azienda o in violazione di  istruzioni o disposizioni aziendali; 
queste tutele riguardano anche i lavoratori nei cui confronti sia stata esercitata 
azione  penale  per  fatti  commessi  nell’esercizio  delle  loro  funzioni,  per 
l’adempimento di obblighi posti a carico dell’azienda, per antiriciclaggio, lotta 
all’usura, Mifid e Privacy. 
Viene quindi esplicitamente introdotto il  dovere dell'azienda di farsi carico di 
sanzioni  dovute  alla  violazione  delle  norme  antiriciclaggio  da  parte  dei 
dipendenti, pur se il richiamo alle istruzioni aziendali mette in chiaro quanto il 
codice  civile  stabilisce  rispetto  alla  natura  del  lavoratore  subordinato 
nell'osservare le disposizioni impartite dall'imprenditore  (art. 2104 c.c.).
Inoltre  sempre  nel  CCNL all'articolo  10  è  previsto  un  incontro  annuale  tra 
92 P. Pogliaghi – G. Dramis, “Guida ai presidi antiriciclaggio in banca. Modelli organizzativi, processi,  
compliance normativa nei grandi gruppi e nelle piccole banche”, Bancaria Editrice, Roma, 2013.
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azienda  e  organizzazioni  sindacali  in  cui  l’impresa  fornisce  agli  organismi 
sindacali aziendali una informativa su una serie di argomenti,  che saranno poi 
oggetto di valutazione fra le parti, tra cui,  per quello che ci interessa, “le misure 
tecniche o organizzative adottate - compatibilmente con le necessarie esigenze di 
riservatezza  -  e  interventi  informativi  e  formativi  svolti  nei  confronti  del 
personale  interessato,  in  ordine  ai  meccanismi  introdotti  dalla  legislazione  in 
materia di antiriciclaggio” .
Per il rinnovo del Contratto Nazionale le OO.SS. avevano avanzate delle ampie e 
ben più penetranti  richieste, che se soddisfatte avrebbero condotto probabilmente 
ad  un  vero  e  proprio  salto  qualitativo  nell'intera  materia:  formazione in  aula 
secondo metodologie e con strumentazioni idonee alla massima comprensione da 
parte dei lavoratori, che devono avere la possibilità di interloquire con il docente 
e di potere chiarire ogni dubbio; aggiornamento sulla materia costante e puntuale, 
in modo da garantire ai lavoratori il superamento di ogni lacuna conoscitiva e ciò 
anche  in  ragione  della  continua  evoluzione  della  normativa;  la  necessità  di 
costituire nelle aziende un “help desk” a cui rivolgersi in casi particolarmente 
complessi; nel caso di procedimento giudiziario che coinvolga il lavoratore per 
fatti relativi all’esercizio delle sue funzioni, e che lo veda costretto a rivolgersi a 
un legale per la difesa in sede processuale, l'intervento dell’Azienda, che è già 
tenuta a sostenere le spese legali,  tempo per tempo e non solo al termine del 
procedimento,  in  modo  da  non  costringere  il  dipendente  ad  affrontare  oneri 
imprevisti e di lunga durata; una informazione alle Organizzazioni Sindacali da 
parte dell’Azienda circa le modalità di formazione somministrata sul tema e sugli 
eventuali procedimenti in corso a carico dei lavoratori.
E' da rilevare che molto spesso le diverse organizzazioni sindacali si sono fatte 
carico di completare (o almeno hanno tentato di completare) le lacune formative 
che sono state lamentate dai lavoratori in molte aziende bancarie sul territorio 
nazionale,  organizzando convegni con la  partecipazione di  esperti  del  settore, 
quali ufficiali delle Guardia di Finanza, magistrati  e funzionari della UIF, con 
pubblicazioni periodiche sia cartacee che distribuite on-line (come newsletters 
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sulle principali  novità sulla materia, le casistiche ricorrenti,  la spiegazione dei 
punti più ardui della normativa), con la creazione di intere sezioni dei loro siti 
dedicate all'argomento, fino ad arrivare a veri  e propri corsi di formazione in 
aula.
Infine, le polizze sui rischi professionali che annualmente i sindacati contrattano 
con i principali brokers nazionali nell'interesse dei propri iscritti sono state via 
via arricchite anche con coperture  sui rischi di sanzioni pecuniarie derivanti dal 
mancato rispetto della normativa antiriciclaggio.
Tutto questo a testimonianza dell'alto grado di attenzione che il mondo sindacale 
pone  sulla  materia  nel  settore  bancario,  con  il  duplice  scopo  di  una  sempre 
maggiore tutela dei lavoratori e di una più efficace realizzazione delle finalità 
della normativa di specie93.
93 Cfr. A.A.V.V., “Newsletter sull'antiriciclaggio” n.2, Uilca – Uil credito, esattorie e assicurazioni, 2011.
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CONCLUSIONI
Il  complesso  delle  norme  in  materia  di  antiriciclaggio  costituisce  un 
insieme  assai  variegato  e  composito,  che  tocca  aspetti  di  carattere  sociale, 
economico e legislativo.
Il riciclaggio è un problema globale e che, come abbiamo evidenziato, richiede la 
cooperazione fra  Paesi  e  Autorità  investigative  internazionali:  questo  spiega i 
numerosi interventi che si sono avuti nel corso degli anni a livello comunitario, 
internazionale e nazionale.
In base alle considerazioni sull’evoluzione della normativa in Italia,  possiamo 
senza dubbio sostenere che il problema del riciclaggio e quello del finanziamento 
al  terrorismo  hanno  avuto  una  sempre  crescente  attenzione  da  parte  del 
legislatore, sia di primo che di secondo livello, con una accelerazione dal 2007 in 
poi.
Sul  piano nazionale  e  su quello  internazionale,  il  sistema si  è  quindi  via  via 
sempre  più  attrezzato  con  strumenti  volti  alla  prevenzione  e  alla  successiva 
repressione  del  fenomeno  in  oggetto,  dando  un’impronta  sempre  meno 
permissiva alla normativa in essere, grazie ad una costante revisione della stessa.
Le basi tracciate dalla normativa europea sono state essenziali per far dotare gli 
Stati di adeguati strumenti per la tutela della propria economia, colpita alle radici 
da un male che crea una distorsione nella concorrenza, rendendo gli operatori 
sani in condizioni di evidente inferiorità rispetto a coloro che invece violano le 
norme contro la “ripulitura del denaro”.  
Nel corso degli anni siamo passati da una serie di precetti che tendevano a colpire 
solo reati di rilevante pericolosità sociale, come ad es. la rapina aggravata o il 
sequestro di persona, a delle norme che vanno ad impattare su tutti i più svariati 
settori nei quali troviamo annidata la criminalità organizzata. 
In ogni caso, sarebbe fuorviante asserire che l’attuale normativa antiriciclaggio  è 
in grado di combattere il fenomeno in modo radicale, anche se è innegabile che la 
stessa di  sicuro rende più difficile,  complessa,  rischiosa ed anche più costosa 
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l’attività criminale.
Ci sembra altresì innegabile che una sempre più articolata e penetrante normativa 
non sia sufficiente a ostacolare efficacemente il fenomeno, se non  accompagnata 
da un’azione di controllo e di segnalazione sempre più responsabile ed accurata 
da  parte  degli  intermediari  finanziari  e  dalla  collaborazione  degli  utenti,  che 
dovrebbero  rispondere  in  maniera  completa  ed  esaustiva  alle  richieste  di 
informazioni cui sono sottoposti in tema di adeguata verifica. 
Bisogna  osservare  come  l'antiriciclaggio  sia  da  lungo  tempo  al  centro 
dell'attenzione  degli  istituti  bancari,  ritenendo  essi  l'osservanza  delle  relative 
disposizioni prioritaria per la corretta gestione dei loro affari  e il contenimento 
dei rischi; non a caso sono la categoria più impegnata nella collaborazione attiva.
La Banca d’Italia riserva speciale importanza alla prevenzione e al contrasto del 
riciclaggio  ed  assume  dunque  un  ruolo  essenziale,  in  tale  contesto,  la 
responsabilizzazione e la trasparenza dei controlli. Proprio per questo continuerà 
a seguire con attenzione le iniziative dirette al rafforzamento dei presidi in questo 
settore,  esercitando  una  funzione  di  sensibilizzazione  e  stimolo  nei  confronti 
degli intermediari, anche attraverso un’attività di controllo ad ampio raggio, che 
riguarderà non solo le strategie, gli assetti organizzativi, le procedure, ma anche i 
concreti comportamenti con la clientela. 
Di  grande  importanza  la  pubblicazione  della  nuove  istruzioni  per  l'adeguata 
verifica, emanate nell'aprile del 2013 dalla Banca d'Italia, che danno ancor più 
risalto al principio del Know Your Client (KYC), definendolo punto basilare per 
la  lotta  al  fenomeno  del  riciclaggio.  In  tal  modo  si  dovrebbe  migliorare  la 
completezza e la  qualità  delle  informazioni acquisite  sul  profilo  economico e 
finanziario del cliente nonché l'analisi e la valutazione critica delle stesse. Da non 
sottovalutare  che  le  informazioni  e  i  dati  assunti  durante  l'analisi  ai  fini 
antiriciclaggio  potrebbero  essere  utilizzati  per  scopi  che  vanno  oltre  la  mera 
attività  di  prevenzione.  E'  da  immaginare  ad  esempio  come  gli  stessi  dati 
potrebbero essere sfruttati in sede di scrutinio del merito creditizio.
Ricordiamo inoltre come nella struttura organizzativa delle banche abbia ormai 
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una rilevante importanza la Funzione Antiriciclaggio, che tra gli altri compiti ha 
quello di monitorare nel corso del tempo l'efficienza del tipo di organizzazione 
adottata  nonché  la  reale  efficacia  dei  controlli  cui  i  processi  operativi  sono 
sottoposti,  dovendo eventualmente suggerire  le  dovute variazioni  sia  a  livello 
organizzativo sia sulle procedure,  in modo ci sia la costante rispondenza tra  il 
modello di business scelto dall'azienda e, appunto, quello di antiriciclaggio. Tutto 
ciò  al  fine  di  assicurare  nel  tempo  l'efficacia  di  tale  importante  processo, 
operativo e gestionale, ed evitare l'insorgere di un rischio reputazionale generato 
dal coinvolgimento involontario della banca in fenomeni di riciclaggio.
Con l'aumento costante delle segnalazioni di operazioni sospette si assiste inoltre 
ad  un  grande  arricchimento  delle  basi  di  dati  in  possesso  della  UIF,  e  di 
conseguenza  una  crescita  d'importanza  dell’intera  struttura,  e  questo  anche  a 
livello trasnazionale, grazie agli scambi di dati effettuati con le FIU di altri paesi. 
Non  per  questo  si  deve  dimenticare  che  il  fenomeno  ha  un  rovescio  della 
medaglia:  avere  un  numero  spropositato  di  segnalazioni  non  significa  che  il 
sistema funzioni. 
Infatti, una miriade di segnalazioni non è spesso sintomo di reale efficacia delle 
procedure,  perché  viceversa  potrebbe  dare  a  intendere  che  gli  intermediari, 
pressati dalla possibilità di essere sanzionati a posteriori laddove non avessero 
individuato  come  sospette  alcune  transazioni  poi  rivelatesi  tali,  effettuino  le 
segnalazioni  di  operazioni  sospette  non  sulla  base  di  una  serie  articolata  di 
valutazioni sull’operato di un soggetto, ma molto spesso sulla scorta di una sola 
operazione.  Non  di  meno,  sembrerebbe  che  il  timore  di  sanzioni,  anche  di 
carattere  penale,  impattino  in  modo  negativo  sui  responsabili  delle  unità 
operative,  che  potrebbero  affrontare  la  materia  sotto  il  profilo  cautelativo 
piuttosto  che  secondo  lo  spirito  di  collaborazione  attiva  che  la  disciplina 
richiederebbe.
I soggetti  coinvolti nel processo valutativo, in buona parte discrezionale, sono 
costretti a muoversi in uno spazio sempre più angusto, delimitato da un lato dalla 
richiesta  di  “collaborazione”  e  dall'altro  da  una  costante  minaccia  di  pesanti 
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sanzioni. 
Proprio perché a livello operativo tali regole e obblighi da osservare, sempre più 
complessi, sono molto impattanti sul lavoro quotidiano, sembra essenziale che si 
punti sulla preparazione del personale bancario, non solo mediante un'accurata 
formazione normativa, ma anche  tecnico-operativa.
La normativa  antiriciclaggio è per  sua  natura  estremamente complicata e  con 
risvolti assai insidiosi e gli operatori bancari molto spesso se ne rendono conto, 
purtroppo,  solo  quando  è  troppo  tardi,  ossia  quando  vengono  riscontrate 
inesattezze o omissioni nelle procedure seguite.
Nella  quotidianità  del  lavoro  allo  sportello,  infatti,  i  lavoratori,  stretti  fra  le 
pressioni commerciali  e il  dettato delle norme di legge, si trovano di fronte a 
circolari lunghe e spesso farraginose che, invece d’essere d’aiuto, creano altri 
dubbi e lasciano spazi interpretativi che possono portare a gravi errori operativi 
ed esporre così il dipendente a rischi elevati anche sul piano penale.
E' sempre troppo alto il gap che esiste tra normativa ed operatività: i lavoratori 
affrontano  di  frequente  difficoltà  applicative  di  difficile  superamento.  Ad 
esempio l’individuazione e l’identificazione del “beneficiario economico finale” 
di un’operazione, di una prestazione professionale o di un rapporto continuativo 
costituisce uno degli aspetti più problematici della normativa antiriciclaggio. Ci 
troviamo al cospetto di una definizione di Titolare effettivo non sufficientemente 
chiara e conseguenti problemi applicativi per i soggetti tenuti al rispetto degli 
obblighi antiriciclaggio.
Altro  esempio  che  ci  fa  capire  come  i  dipendenti  bancari  dovrebbero  essere 
sempre supportati da una buona e continuativa formazione, riguarda la diffusione 
tra  gli  operatori,  dopo l'entrata in vigore della nuova soglia di 1.000,00 euro, 
della convinzione che non si potesse procedere ad effettuare prelievi e versamenti 
in conto corrente per somme superiori a tale cifra. E’ evidente che si tratta di una 
forzatura interpretativa sconfinante nel ridicolo, ma purtroppo si parla di vicende 
realmente accadute a causa delle quali ci sono state molte lamentele da parte di 
cittadini che sono stati  costretti  ad effettuare operazioni del tutto lecite in più 
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soluzioni.
Appare,  altresì,  di  fondamentale  importanza  che  il  personale  bancario  sia 
supportato  da  procedure  informatiche  (registrazioni,  segnalazioni)  semplici, 
lineari e di facile apprendimento, tali da aiutare il dipendente nei mille obblighi e 
attenzioni che la recente normativa puntualizza. Questo purtroppo spesso non si 
verifica  ed  i  lavoratori  si  trovano  invece  ad  utilizzare  programmi  poco 
comprensibili o comunque non di facile intuizione, che di frequente prevedono 
integrazioni manuali di dati obbligatori sulla scorta di tabelle cartacee di difficile 
consultazione.
Possiamo senza  dubbio  sostenere  che  uno  strumento  essenziale  sia  quindi  la 
formazione  del  personale,  che  però  dovrebbe  essere  ampia,  approfondita, 
possibilmente interattiva, in modo da tentare di risolvere i mille dubbi che una 
disciplina così complessa ed articolata può ingenerare negli  operatori.  Non di 
meno, essa dovrebbe stimolare profonde motivazioni nei soggetti  coinvolti,  in 
modo che essi si sentano parte di un importante progetto a favore della legalità.  
Per quanto riguarda i limiti imposti all'utilizzo di denaro in banconote e metallo, 
essi costituiscono un incentivo alla diffusione di altri più moderni e controllabili 
mezzi di pagamento, quali i trasferimenti di fondi on line, i bonifici bancari, le 
carte  di  credito,  con  la  dichiarata  finalità  di  aumentare  la  tracciabilità  delle 
movimentazioni finanziarie per contrastare non solo il riciclaggio dei capitali di 
provenienza illecita, ma anche l’evasione e l’elusione fiscale.
Questo si può affermare anche a seguito delle risultanze estrapolate da I-Com, 
l’Istituto per la Competitività, che ha calcolato che una crescita di 10 milioni di 
unità  di  carte  di  ogni  tipo,  con  conseguente  aumento  proporzionale  delle 
operazioni tracciabili,  porterebbe ad una emersione del 3,6% dell’economia in 
“nero”,  con un abbattimento dell’evasione fiscale  di  quasi  5  miliardi,  somma 
superiore di un miliardo al gettito dell’IMU sulla prima casa, argomento tanto di 
moda in questo periodo.
Sicuramente,  se  si  vuole  incentivare  l'utilizzo della  moneta  elettronica  è  però 
necessario un taglio delle commissioni bancarie sulle transazioni, anche se fino 
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ad oggi le banche e gli altri intermediari non si sono mossi in questo senso. 
Proprio  su  questo  argomento  il  Ministero  dello  Sviluppo  Economico  ed  il 
Ministero  dell'Economia  e  delle  Finanze  hanno  annunciato  più  volte 
l'emanazione di un decreto ad hoc che porterebbe al taglio delle commissioni 
bancarie per favorire così i pagamenti con moneta elettronica. 
E' importante inoltre affermare che nel nostro Paese il limite all'uso del contante 
è  molto  basso  (in  nessun  altro  stato  comunitario  è  stabilito  un  limite  così 
stringente) e che ciò potrebbe penalizzare le transazioni economiche al minuto, 
fatto che si aggiungerebbe all'attuale congiuntura economica oltremodo negativa. 
Anzi,  come sostengono alcuni  studiosi,  per  contrastare  il  riciclaggio potrebbe 
essere più efficace  innalzare tale soglia  in  quanto ciò permetterebbe in  modo 
assai più agevole di individuare coloro che “sforano” con effettivi scopi illeciti. 
In  una  miriade  di  casi,  fisiologici  dato  il  basso  limite  imposto  dalla  legge, 
diventerebbe assai arduo distinguere le normali transazioni da quelle sospette.
Con tale bassa soglia si rischia così di frenare l'economia al minuto, senza invece 
contrastare l'economia mafiosa, che di sicuro non disdegna la raccolta di grosse 
quantità  di  contanti,  frutto  di  attività  quali  lo  spaccio  di  stupefacenti,  le 
scommesse clandestine e lo sfruttamento della prostituzione, che di fatto sono 
sicuramente poi reinserite nel normale circuito economico. Non di meno appare 
criticabile la differenza di trattamento tra cittadini residenti nel nostro paese e 
non residenti (o meglio persone fisiche, non residenti in Italia, con cittadinanza 
diversa  da  quella  di  uno  Stato  Ue  o  dello  Spazio  Economico  Europeo):  per 
costoro la normativa prevede la possibilità di spendere somme in contanti ben 
superiori al limite previsto per i residenti, con l'evidente possibilità di sfruttare 
tale prerogativa  a  scopo illecito.  E'  da  ritenere poi che esistano veri  e  propri 
accordi di collaborazione tra organizzazioni criminali tradizionalmente operanti 
sul territorio italiano (mafia, camorra, ndrangheta, sacra corona unita) e le nuove 
organizzazioni infiltrate di recente nel nostro paese (mafia russa,  triadi  cinesi, 
mafia  albanese,  ecc.)  che  portano  ad  una  spiccata  internazionalizzazione  del 
fenomeno e a nuovi sbocchi distanti dalle zone di origine del denaro illecito, il 
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tutto favorito dall'unione monetaria.
Concludendo,  possiamo  sostenere  che  nel  corso  del  tempo  le  banche  hanno 
affrontato ingenti investimenti sia in capitali finanziari che in risorse umane per 
fronteggiare  l'evolversi  della  normativa  antiriciclaggio  e  rimanere  così  un 
baluardo nella lotta a tale fenomeno. Poco però esse possono fare da sole.
La loro azione, pur se molto importante, non può infatti prescindere dalla crescita 
di  una  cultura  della  legalità  diffusa  nell'intero  Paese,  cominciando  dalle 
istituzioni pubbliche fino ad arrivare a tutti gli strati della società civile.
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