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ABSTRAKT
Diplomová práca sa zaoberá predovšetkým systémom doménových mien (DNS) a jeho
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mentácie autoritatívnych a rekurzívnych DNS serverov. Bola popísaná virtualizácia, kon-
tajnery a iné nástroje využiteľné v laboratórnych úlohách. V práci boli navrhnuté a vypra-
cované dva laboratórne scenáre vo virtualizovanom prostredí s návodmi pre študentov.
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ABSTRACT
The master’s thesis deals with Domain Name System (DNS) and its practical use. It desc-
ribes hierarchy of domain names, resource record types, protocol used, as well as DNSSEC
extension. The most utilized implementations of authoritative and recursive DNS servers
are presented. Virtualization, containers and other tools with potential use in labs are
described. Two lab scenarios in virtualized environment with instructions for students
were designed and developed in this thesis.
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ÚVOD
Systém doménových mien (DNS) je pre ľudí v súčasnosti samozrejmosťou a mnohí
si ani nevedia predstaviť, ako by to v dnešnej internetovej dobe vyzeralo bez tohto
veľmi užitočného „nástroja“. Systém DNS začal vznikať ešte pred érou internetu,
tak ako ho poznáme dnes. Bolo to už za čias ARPANET-u, kedy sa začali používať
názvy mapované na adresy. To je podstata systému DNS dodnes. Nemusíme si pa-
mätať enormné množstvo IP adries serverov, ktoré navštevujeme denne, a dokonca
keď sa ešte tieto adresy tak často menia. O začínajúcom rozmachu IPv6 nehovo-
riac. Za systémom DNS dnes stojí mnoho medzinárodných organizácií, ktoré okrem
iného, prevádzkujú 13 koreňových serverov po celom svete, bez ktorých by tento
systém nemohol fungovať. V skutočnosti ich je ale omnoho viac. To len odzrkadľuje
dôležitosť systému DNS.
Táto práca sa v úvode venuje práve systému DNS, jeho štruktúre, hierarchii
doménových mien a ďalším veciam, ktoré sú so systémom DNS úzko späté. Práca
rozoberá súčasné možnosti DNS a popisuje najpopulárnejšie implementácie.
Ďalšia časť je venovaná rôznym technológiám, ktoré by mohli napomôcť študen-
tovi komunikačných technológií ľahko pochopiť spôsob, akým tento systém funguje.
K tomu určite prispieva dobre navrhnuté laboratórne prostredie, aj keď iba virtuálne.
Záver práce je venovaný realizácii samotných laboratórnych úloh, vrátane po-
stupu pre študenta a stručný popis možného riešenia.
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