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ABSTRAK
Perkembangan jaringan komputer memerlukan pengelolaan yang baik oleh administrator
jaringan Permasalahan yang sering terjadi dalam jaringan komputer adalah masalah keamanan.
Satah satunya adalah masa/ah penyusupan datam jaringan komputer. Untuk menangani adanya
penyusupan diperiukan suatu Sistem Pendeleksi Penyusup (SPP) SPP melakukan deteksi
penyusupan datam jaringan komputer.
Agen bergerak merupakan salah satu ktasifikasi dari agen perangkat tunak yang memitiki
kemampuan untuk bergerak dari sualu tempat ke tempal lain, dan secara mandiri melakukan
tugas di tempat barunya tersebuI, dalam lingkungan jaringan komputer
Tulisan ini membahas tentang teknologi agen bergerak untuk melakukan deteksi penyusupan
dalam Local Area Network (LAN). Agen bergerak akan melakukan proses pengumpulan data
kondisi jaringan yang lerdistribus/. Dari data tersebut kemudian akan disimpan di basis data dan
dapat dianalisis oleh administrator jaringan dalam mengambil keputusan berdasarkan informasi
yang diterima.
Aplikasi ini memanfaalkan Aglet Perangkat lunak Development Kit (ASDK) untuk membangun
aplikasi agen bergerak dan bahasa pemrograman Java. Penggunaan agen bergerak sebagai
Sistem Deleksi Penyusupan dapat dengan cepat dalam memperolah data yang ada di setiap
komputer.
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PENOAHULUAN
Perkembangan Janngan komputer
telah membawa peningkatan yang sangat
berarti bagi lalu Iintas komunikasi data baik
dari segi skalabilitas, reliabilitas maupun
teknologi yang diterapkan.
Tugas pengelolaan jaringan yang
dilakukan administrator jaringan memiliki
banyak permasalahan, di antaranya yang
berkaitan dengan keamanan jaringan
komputer. Keamanan jaringan komputer yang
baik dapat menyediakan jaminan mengenai
ketersediaan jaringan, kerahasiaan, integritas,
dan ketersediaan suatu objek seperti data,
proses, atau jasa. Lemahnya keamanan
jaringan komputer dapat menimbulkan
adanya penyusupan.
Penyusupan adalah usaha seseorang
untuk merusak atau menyalahgunakan
sistem, atau setiap usaha yang melakukan
kompromi integritas, kepercayaan atau
ketersediaan suatu sumber daya komputer.
Untuk menangani adanya penyusupan perlu
adanya suatu Sistem Pendeteksi Penyusup
(SPP). SPP adalah sistem komputer (bisa
merupakan kombinasi perangkat lunak dan
perangkat keras) yang berusaha melakukan
deteksi penyusupan. SPP akan mendeteksi
adanyz penyusupan atau sesuatu yang
dianggap sebagai mencurigakan atau
tindakan ilegal dan melaksanakan tindakan
ketika suatu penyusupan dideteksi. SPP tidak
melakukan pencegahan ketika terjadinya
penyusupan. Pengamatan untuk melakukan
pemberitahuan itu bergantung pada
bagaimana melakukan konfigurasi SPP.
Suatu jaringan komputer harus selalu
dijaga keamananya oleh administrator
jaringan agar bebas dari penyusupan. Oi
samping itu, seorang administrator jaringan
tidak mungkin sepanjang waktu selalu berada
di dekat jaringan komputer yang dikelolanya.
Hal ini memberikan kesulitan dalam
menangani jaringan komputer yang tidak
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