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GLOSARIO 
DT P: Todos los switches Cisco, usan un protocolo patentado de punto a punto 
llamado Protocolo de enlace dinámico (DTP) en puertos troncales para negociar 
el estado de enlace. DTP negocia el modo operativo de los puertos del 
conmutador directamente conectados a un puerto troncal y selecciona un 
protocolo de enlace apropiado. Se recomienda negociar el enlace troncal. 
 
VT P: Es un protocolo que se utiliza para distribuir y sincronizar información sobre 
bases de datos VLAN configurado a través de una red conmutada. VTP minimiza 
las configuraciones y configuraciones erróneas inconsistencias que pueden dar 
lugar a varios problemas, como nombres de VLAN duplicados, incorrectos. 
Especificaciones de tipo VLAN y violaciones de seguridad. Esta sección discute 
en detalle cómo planificar, implementar y verificar VTP en las redes del campus. 
 
VLAN: Debido a que el router decide cuadro por cuadro qué puertos 
intercambian datos, es natural extensión para poner lógica dentro del 
conmutador y permitirle elegir puertos para agrupaciones especiales. Esta 
agrupación de puertos se denomina red de área local virtual (VLAN). El Switch 
se asegura de que el tráfico desde un grupo de puertos nunca se envía a otros 
grupos de puertos (lo que sería enrutamiento). Los grupos de puertos (VLAN) 
pueden considerarse un segmento LAN individual. 
 
EIGRP: (Enhanced Interior Gateway Routing Protocol) es una versión mejorada 
de IGRP. La tecnología de vector distancia que se usa en IGRP también se emplea 
en EIGRP. Además, la información de la distancia subyacente no presenta 
cambios. Las propiedades de convergencia y la eficacia de operación de este 
protocolo han mejorado significativamente. Esto permite una arquitectura 
mejorada y, a la vez, retiene la inversión existente en IGRP. 
 
RST P:  El protocolo de árbol de expansión rápido (IEEE  802.1w, también 
conocido como RSTP) acelera significativamente recálculo del árbol de 
expansión cuando  cambia la topología de la red. RSTP define funciones 
adicionales de puerto de alternativa y copia de seguridad y define los estados de 
puerto como descarte, aprendizaje o reenvío. Esta La sección describe las 
diferencias entre STP (802.1D) y RSTP (802.1w). 
 
OSPF: es un protocolo de enrutamiento open source, por lo tanto, puede 
ser utilizado por equipos que no pertenezcan a la marca Cisco. Ha sido pensado 
para el entorno de Internet y su pila de protocolos TCP/IP, como un protocolo de 
routing interno, es decir, que distribuye información entre routers que pertenecen 
al mismo Sistema Autónomo.
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RESUMEN 
 Este documento presenta el desarrollo de la evaluación denominada prueba de 
habilidades, actividad que hace parte del del Diplomado de Profundización CCNP 
, consta del desarrollo de los escenarios número 1y 2 de configuración de 
redes a través de software de simulación Packet  Tracer,  en e s t o s  escenarios  
se presenta  la implementación de EIGRP y OSPF en 5 routers, también la 
configuracion de una estructura Core, entre lo que resalta el uso de cuatro interfaces 
Loopback y el uso de configuraciones direccionamiento IP, etherchannels, VLANs. 
 
La intención de estos ejercicios comprende el uso de los conocimientos 
adquiridos a lo largo del diplomado CCNP el cual nos suministra el 
conocimiento que será aplicado en el desarrollo de este trabajo de grado. 
Palabras Clave: CISCO, CCNP, Conmutación, Enrutamiento, Redes, Electrónica. 
 
ABSTRACT 
This document presents the development of the evaluation called skills test, an 
activity that is part of the CCNP Deepening Diploma, consists of the development of 
scenarios number 1 and 2 of network configuration through Packet Tracer 
simulation software, in these scenarios presents the implementation of EIGRP and 
OSPF in 5 routers, also the configuration of a Core structure, among which 
highlights the use of four Loopback interfaces and the use of IP addressing 
configurations, etherchannels, VLANs. 
 the intention of these exercises includes the use of the knowledge acquired 
throughout the CCNP diploma which provides us with the knowledge that will be 
applied in the development of this degree work 
. 
 
 
 
Keywords: CISCO, CCNP, Routing, Swicthing, Networking, Electronics. 
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INTRODUCCIÓN 
 
La seguridad es un motivo de preocupación cuando se utiliza Internet pública para 
realizar negocios, en el presente documento se, plantean 2 escenarios en los cuales 
es necesario realizar configuraciones de enrutamiento y seguridad aplicando los 
conocimientos adquiridos durante el desarrollo del diplomado CCNP, estos 
problemas planteados se asemejan a los que podríamos encontrar en cualquier 
momento de nuestra vida laboral. 
 
En el desarrollo del primer escenario se realizó toda la configuración de 
enrutamiento por medio de configuraciones propias de sus protocolos y 
comportamiento, con EIGRP y OSPF protocolos de enrutamiento interno, se 
realizará la integración para redistribuir las rutas entre estos protocolos mostrando 
la interoperabilidad entre dos protocolos diferentes. 
 
En el desarrollo del segundo escenario se utilizará los conocimientos adquiridos 
sobre Switching, donde se abordará la temática de Canales Etherchanel que 
permiten la adición de uno o más interfaces con el fin de entregar más ancho de 
banda y redundancia de canales a través de protocolos como LACP o PAgP. 
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DESARROLLO  
ESCENARIO 1 
Figura 1. Escenario 1  
 
 
Figura 2. Simulación de escenario 1  
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1. Aplique las configuraciones iniciales y los protocolos de enrutamiento para los 
routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en los 
routers.  Configurar las interfaces con las direcciones que se muestran en la 
topología de red.  
Router R1 
Router>en                                      ingresar al modo privilegiado comando enable 
Router# config t                              ingreso al modo configuracion terminal 
Router(config)# hostname R1        cambio el nombre del dispositivo a R1 
R1(config)#                                     una vez se cambia el nombre podemos iniciar 
R1(config)# no ip domain-lookup   desactiva la traducción de nombres 
R1(config)# line con 0                    modo de configuración de línea de la consola 
R1(config-line)# logging synchronous evita que aparezcan mensajes inesperados 
R1(config-if)# interface serial 0/0/0    configuracion de interfaz serial  
R1(config-if)# ip address 10.113.12.1 255.255.255.0  ip y mascara asignadas  
R1(config-if)# no shutdown          habilita la interfaz  
 
Figura 3. Aplicando código R1  
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Router 2  
Router>en 
Router# config t 
Router(config)# hostname R2 
R2(config)#  
R2(config)# no ip domain-lookup  
R2(config)# line con 0  
R2(config-line)# logging synchronous  
R2(config-if)# interface serial 0/0/0  configuracion s0/0 que viene de R1 
R2(config-if)# ip address 10.113.12.2 255.255.255.0  
R2(config-if)# no shutdown   habilita la interfaz 
R2(config-if)# interface serial 0/1/0  configuracion s1/0 que va hacia de R3 
R2(config-if)# ip address 10.113.13.1 255.255.255.0  
R2(config-if)# no shutdown     habilita la interfaz 
 
 
Figura 4. Aplicando código R2  
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Router 3  
Router>en 
Router# config t 
Router(config)# hostname R3 
R3(config)#  
R3(config)# no ip domain-lookup  
R3(config)# line con 0  
R3(config-line)# logging synchronous  
R3(config-if)# interface serial 0/0/0   configuracion s0/0 que viene de R2 
R3(config-if)# ip address 10.113.13.2 255.255.255.0  
R3(config-if)# no shutdown     habilita la interfaz 
R3(config-if)# interface serial 0/1/0  configuracion s1/0 que va hacia R4 
R3(config-if)# ip address 172.19.34.1 255.255.255.0  
R3(config-if)# no shutdown    habilita la interfaz 
 
  
Figura 5. Aplicando código R3  
13 
 
Router 4  
Router>en 
Router# config t 
Router(config)# hostname R4 
R4(config)#  
R4(config)# no ip domain-lookup  
R4(config)# line con 0  
R4(config-line)# logging synchronous  
R4(config-if)# interface serial 0/0/0         configuracion  s0/0 que viene de R3 
R4(config-if)# ip address 172.19.34.2 255.255.255.0  
R4(config-if)# no shutdown                  habilita la interfaz 
R4(config-if)# interface serial 0/1/0      configuracion s1/0 que va hacia R5 
R4(config-if)# ip address 172.29.45.1 255.255.255.0  
R4(config-if)# no shutdown     habilita la interfaz 
 
Figura 6. Aplicando código R4 
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Router 5  
Router>en 
Router# config t 
Router(config)# hostname R5 
R5(config)#  
R5(config)# no ip domain-lookup  
R5(config)# line con 0  
R5(config-line)# logging synchronous  
R5(config-if)# interface serial 0/0/0  
R5(config-if)# ip address 172.19.45.2 255.255.255.0  
R5(config-if)# no shutdown  
  
 
Figura 7. Aplicando código R5 
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Configuración de protocolo de enrutamiento OSPF entre R1, R2 y R3  
  
R1(config)#router ospf 1   
R1(config-router)#network 10.113.12.0 0.0.0.255 area 5  
 
R2(config)#router ospf 1   
R2(config-router)#network 10.113.12.0 0.0.0.255 area 5   
 
R3(config)#router ospf 1   
R3(config-router)#network 10.113.13.0 0.0.0.255 area 5   
R3(config)#router eigrp 15   
R3(config-router)#network 172.19.34.0  
  
Configuración de enrutamiento entre R5 y R4  
   
R5(config)# router eigrp 15 
R5(config-router) #network 172.19.45.0  
 
2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación de 
direcciones 10.1.0.0/22 y configure esas interfaces para participar en el área 5 
de OSPF.   
Creación de las interfaces Loopback en R1 y configuración de participación en 
area 5 OSPF  
R1(config)# interface loopback 1  
R1(config-if)# description Engineering Department  
R1(config-if)# ip address 10.1.0.1 255.255.252.0  
R1(config)# interface loopback 2  
R1(config-if)# ip address 10.1.4.1 255.255.252.0  
R1(config)# interface loopback 3  
R1(config-if)# ip address 10.1.8.1 255.255.252.0  
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R1(config)# interface loopback 4  
R1(config-if)# ip address 10.1.12.1 255.255.252.0  
R1(config-if)# exit  
R1(config)# router ospf 5  
R1(config-router)# router-id 1.1.1.1   
R1(config-router)# network 10.1.0.0 255.255.252.0 area 0.0.0.0  
R1(config-router)# exit  
  
R1(config)# interface loopback 1  
R1(config-if)# ip ospf network point-to-point  
R1(config-if)# exit  
R1(config)# interface loopback 2  
R1(config-if)# ip ospf network point-to-point  
R1(config-if)# exit  
R1(config)# interface loopback 3  
R1(config-if)# ip ospf network point-to-point  
R1(config-if)# exit  
R1(config)# interface loopback 4  
R1(config-if)# ip ospf network point-to-point  
R1(config-if)# exit  
17 
 
 
Figura 8. Interfaces de Loopback en R1 
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2. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación de 
direcciones 172.5.0.0/22 y configure esas interfaces para participar en el 
Sistema Autónomo EIGRP 15. 
Creación de interfaces loopback en Router 5  
R5(config)# interface loopback 1  
R5(config-if)# description Engineering Department  
R5(config-if)# ip address 172.5.10.1 255.255.252.0  
R5(config-if)# exit  
R5(config)# interface loopback 2  
R5(config-if)# ip address 172.5.20.1 255.255.252.0  
R5(config-if)# exit  
R5(config)# interface loopback 3  
R5(config-if)# ip address 172.5.30.1 255.255.252.0  
R5(config-if)# exit  
R5(config)# interface loopback 4  
R5(config-if)# ip address 172.5.40.1 255.255.252.0  
R5(config-if)# exit  
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Figura 9. Interfaces de Loopback en R5 
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Configuración para participar en EIGRP 15  
  
R5(config)# router eigrp 15  
Router(config-router)#auto-summary  
R5(config-router)# network 172.5.0.0 255.255.255.0  
R5(config-if)# exit  
  
 
 
 
Figura 10. Rutas EIGRP en OSPF 
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4. Analice la tabla de enrutamiento de R3 y verifique que R3 está 
aprendiendo las nuevas interfaces de Loopback mediante el comando show ip 
route.  
 
Figura 11. Comando show ip route 
En la tabla de enrutamiento del router 3 se evidencia que está aprendiendo de 
las nuevas interfaces loopback 
5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo 
de 50000 y luego redistribuya las rutas OSPF en EIGRP usando un ancho de 
banda T1 y 20,000 microsegundos de retardo.  
Configuración de rutas  
R3(config)# router eigrp 15  
R3(config-router)# redistribute ospf 1 metric 50000 100 255 1 1500  
R3(config-router)# exit  
R3(config)# exit  
22 
 
R3(config)# router ospf 1  
R3(config-router)# log-adjacency-changes  
R3(config-router)# redistribute eigrp 15 subnets  
R3(config-router)# exit  
R3(config)# router eigrp 15  
R3(config-router)# redistribute ospf 1 metric 1544000 22000 255 1 1500 
R3(config-router)# exit  
 
6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen 
en su tabla de enrutamiento mediante el comando show ip route  
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Tabla enrutamiento R1  
 
 
Tabla de enrutamiento R5  
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ESCENARIO 2 
Una empresa de comunicaciones presenta una estructura Core acorde a la 
topología de red, en donde el estudiante será el administrador de la red, el cual 
deberá configurar e interconectar entre sí cada uno de los dispositivos que 
forman parte del escenario, acorde con los lineamientos establecidos para el 
direccionamiento IP, etherchannels, VLANs y demás aspectos que forman parte 
del escenario propuesto. Topología de red  
 
 
 
Figura 12 Escenario 2 
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Parte 1: Configurar la red de acuerdo con las especificaciones.  
a. Apagar todas las interfaces en cada switch.  
DLS1(config)#int range giga1/0/1 - 24 
DLS1(config-if-range)#shutdown 
  
 ALS1(config)#int range fa0/1 - 24 
ALS1(config-if-range)#shutdown 
 DLS2(config)#int range giga1/0/1 - 24 
DLS2(config-if-range)#shutdown 
            ALS2(config)#int range fa0/1 - 24 
ALS2(config-if-range)# shutdown 
b. Asignar un nombre a cada switch acorde al escenario establecido.  
Switch(config)#hostname DLS1 
DLS1(config)# 
 Switch(config)#hostname DLS2 
 DLS2(config)# 
 
            Switch(config-if-range)#hostname ALS1 
 ALS1(config)# 
  
Switch(config)#hostname ALS2 
ALS2(config)# 
c. Configurar los puertos troncales y Port-channels tal como se muestra en el 
diagrama.   
DLS1(config-if)#int range giga1/0/7 - 12 
DLS1(config-if-range)#no shutdown 
 
 DLS2(config-if-range)#int range giga1/0/7 - 10 
DLS2(config-if-range)#no shutdown 
 ALS1(config)#int range fa0/7 - 10 
ALS1(config-if-range)#no shutdown 
 
 ALS2(config-if-range)#int range fa0/7 - 10 
ALS2(config-if-range)#no shutdown 
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1) La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando 
LACP. Para DLS1 se utilizará la dirección IP 10.12.12.1/30 y para DLS2 
utilizará 10.12.12.2/30.  
DLS1(config-if)#int range giga1/0/11 - 12 
DLS1(config-if-range)#no switchport  
DLS1(config-if-range)#no shutdown 
      DLS1(config-if-range)#channel-group 12 mode active 
Creating a port-channel interface Port-channel 12 
      DLS1(config-if-range)#int po12 
      DLS1(config-if)#no sh 
DLS1(config-if)#ip addr 10.12.12.1 255.255.255.252 
 
                 DLS2(config-if-range)#int range giga1/0/11 - 12 
                 DLS2(config-if-range)#no switchpor 
                 DLS2(config-if-range)# 
           Creating a port-channel interface Port-channel 12 
                 DLS2(config-if-range)#int po12 
                 DLS2(config-if)#no sh 
           DLS2(config-if)#ip addr 10.12.12.2 255.255.255.252 
 
2) Los Port-channels en las interfaces Fa0/7 y Fa0/8 utilizarán LACP.  
DLS1(config)#int range giga1/0/7 – 8 
DLS1(config-if-range)#switchport trunk encapsulation dot1q 
DLS1(config-if-range)#switchport mode trunk 
DLS1(config-if-range)#channel-group 1 mode active 
       DLS1(config-if-range)#int po1 
                  DLS1(config-if)#switchport trunk encapsulation dot1q  
DLS1(config-if)#switchport mode trunk 
 
                  DLS2(config)#int range giga 1/0/7 - 8 
                  DLS2(config-if-range)#switchport trunk encapsulation dot1q 
                  DLS2(config-if-range)#switchport mode trunk 
                  DLS2(config-if-range)# 
                  DLS2(config-if-range)#channel-group 2 mode active 
                  DLS2(config-if-range)#Creating a port-channel interface Port-channel 2 
                  DLS2(config-if-range)#int po2 
                  DLS2(config-if)#switchport trunk encapsulation dot1 
                  DLS2(config-if)#switchport mode trunk 
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       ALS1(config-if-range)#int range fa0/7 - 8 
ALS1(config-if-range)#switchport mode trunk 
ALS1(config-if-range)#channel-group 1 mode active 
ALS1(config-if)#sw mode trunk 
 
                 ALS2(config-if-range)#int range fa0/7 - 8 
                 ALS2(config-if-range)#switchport mode trunk 
                 ALS2(config-if-range)#channel-group 2 mode active 
                 ALS2(config-if-range)#int po2 
                 ALS2(config-if)#switchport mode trunk 
           ALS2(config-if)# 
 
3) Los Port-channels en las interfaces F0/9 y fa0/10 utilizará PAgP.  
     DLS1(config)#int range giga1/0/9 - 10 
     DLS1(config-if-range)#switch trunk encap dot1 
     DLS1(config-if-range)#sw mode trunk 
     DLS1(config-if-range)#channel-group 4 mode desirable  
     Creating a port-channel interface Port-channel 4 
     DLS1(config-if-range)#int po4 
     DLS1(config-if)#sw trunk encap dot 
     DLS1(config-if)#sw mode trun 
     DLS1(config-if)# 
 
                 DLS2(config-if)#int range giga1/0/9 - 10 
                 DLS2(config-if-range)#switch trunk encap dot1 
                 DLS2(config-if-range)#sw mode trunk 
                 DLS2(config-if-range)#channel-group 3 mode desirable 
                 DLS2(config-if-range)#int po3 
                 DLS2(config-if)#switch trunk encap dot1 
     DLS2(config-if)#sw mode trunk 
 
     ALS1(config-if)#int range fa0/9 - 10 
     ALS1(config-if-range)#sw mode trunk 
     ALS1(config-if-range)#channel-group 3 mode desirable  
     ALS1(config-if-range)#int po3 
     ALS1(config-if)#sw mode trunk 
 
                 ALS2(config-if)#int range fa0/9 - 10 
                 ALS2(config-if-range)#sw mode trunk 
                 ALS2(config-if-range)#channel-group 4 mode desirable  
                 ALS2(config-if-range)#int po4 
                 ALS2(config-if)#sw mode trun 
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4) Todos los puertos troncales serán asignados a la VLAN 500 como la 
VLAN nativa.  
DLS1(config)#int range giga1/0/7 – 10 
DLS1(config-if-range)#switchport trunk native vlan 500 
 DLS1(config-if)#int po1 
DLS1(config-if)#switchport trunk native vlan 500 
 DLS1(config-if)#int po4 
DLS1(config-if)#switchport trunk native vlan 500 
 
 DLS2(config-if)#int range giga1/0/7 - 10 
DLS2(config-if-range)#switchport trunk native vlan 500 
 DLS2(config-if-range)#int po2 
 DLS2(config-if)#switchport trun native vlan 500 
 DLS2(config-if)#int po3 
DLS2(config-if)#switchport trun native vlan 500 
 
 
 ALS1(config-if-range)#int range fa0/7 - 10 
ALS1(config-if-range)#switchport trun native vlan 500 
ALS1(config-if-range)#interface Port-channel1 
ALS1(config-if)#switchport trun native vlan 500 
ALS1(config-if)#interface Port-channel3 
ALS1(config-if)#switchport trun native vlan 500 
 
           ALS2(config-if)#int range fa0/7 - 10 
           ALS2(config-if-range)#switchport trun native vlan 500 
           ALS2(config-if-range)#interface Port-channel2 
           ALS2(config-if)#switchport trun native vlan 500 
           ALS2(config-if)#interface Port-channel4 
           ALS2(config-if)#switchport trun native vlan 500 
 
 
d. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3  
DLS1(config)# vtp domain CISCO vtp ver 3 
DLS1(config)# vtp password ccnp321 
 DLS2(config)#vtp version 3 
 ALS1(config)#vtp version 3 
 ALS2(config)#vtp version 3 
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1) Utilizar el nombre de dominio CISCO con la contraseña ccnp321 
             2) Configurar DLS1 como servidor principal para las VLAN.  
DLS1(config)#vtp domain CISCO 
DLS1(config)#vtp password ccnp321 
 DLS1(config)#vtp mode server  
Device mode already VTP SERVER. 
 
3) Configurar ALS1 y ALS2 como clientes VTP.  
 
ALS2(config)#vtp domain CISCO 
Domain name already set to CISCO 
ALS2(config)#vtp password ccnp321 
Setting device VLAN  
database password to ccnp321 
ALS2(config)#vtp mode client 
Setting device to VTP CLIENT mode. 
 
 ALS1(config)#vtp domain CISCO 
 Domain name already set to CISCO 
 ALS1(config)#vtp password ccnp321 
 Setting device VLAN database password to ccnp321 
 ALS1(config)#vtp mode client 
Setting device to VTP CLIENT mode 
 
e)   Configurar en el servidor principal las siguientes VLAN:  
Número de 
VLAN  
Nombre de VLAN  
Número de 
VLAN  
Nombre de 
VLAN  
500  NATIVA  434  PROVEEDORES  
12  ADMON 123  SEGUROS  
234  CLIENTES  1010  VENTAS  
1111  MULTIMEDIA  3456  PERSONAL  
            DLS1(config)# 
            DLS1(config-vlan)#name nativa 
            DLS1(config-vlan)#do wr 
            DLS1(config-vlan)#vlan 12 
            DLS1(config-vlan)#name admon 
            DLS1(config-vlan)#vlan 234 
            DLS1(config-vlan)#name clientes 
            DLS1(config-vlan)#vlan 1111 
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            DLS1(config-vlan)#name multimedia 
            DLS1(config)#vlan 434 
            DLS1(config-vlan)#name proveedores  
            DLS1(config-vlan)#vlan 123 
            DLS1(config-vlan)#name seguros 
            DLS1(config-vlan)#vlan 1010 
            DLS1(config-vlan)#name ventas 
            DLS1(config)#vlan 3456 
            DLS1(config-vlan)#name personal 
 
f) En DLS1, suspender la VLAN 434.  
DLS1(config-vlan)#vlan 434 
DLS1(config-vlan)#state suspend 
 
g) Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, y 
configurar en DLS2 las mismas VLAN que en DLS1.   
DLS2(config)#vtp version 2 
DLS2(config)#vtp mode transparent  
Setting device to VTP TRANSPARENT mode. 
 
            DLS2(config)#vlan 500 
            DLS2(config-vlan)#name nativa 
            DLS2(config-vlan)#do wr 
DLS2(config-vlan)#vlan 12 
DLS2(config-vlan)#name admon 
DLS2(config-vlan)#vlan 234 
DLS2(config-vlan)#name clientes 
DLS2(config-vlan)#vlan 1111 
DLS2(config-vlan)#name multimedia 
DLS2(config)#vlan 434 
DLS2(config-vlan)#name proveedores  
DLS2(config-vlan)#vlan 123 
DLS2(config-vlan)#name seguros 
DLS2(config-vlan)#vlan 1010 
DLS2(config-vlan)#name ventas 
DLS2(config)#vlan 3456 
DLS2(config-vlan)#name personal 
 
h) Suspender VLAN 434 en DLS2.  
DLS2(config-vlan)#vlan 434 
DLS2(config-vlan)#state suspend 
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i) En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de 
PRODUCCION no podrá estar disponible en cualquier otro Switch de la red.  
DLS2(config)# 
DLS2(config)#vlan 567 
DLS2(config-vlan)#name produccion 
 
Figura 14 creación vlan 567 
 
j) Configurar DLS1 como Spanning tree root para las VLAN 1, 12, 434, 500, 
1010, 1111 y 3456 y como raíz secundaria para las VLAN 123 y 234.  
DLS1(config)#spanning-tree vlan 1,12,434,500, 1010, 1111,3456 root 
primary  
 DLS1(config)#spanning-tree vlan 123,234 root secondary  
 
k) Configurar DLS2 como Spanning tree root para las VLAN 123 y 234 y como 
una raíz secundaria para las VLAN 12, 434, 500, 1010, 1111 y 3456.  
DLS2(config)#spanning-tree vlan 1,12,434,500, 1010, 1111,3456 root 
secondary  
DLS2(config)#spanning-tree vlan 123,234 root primary 
 
l) Configurar todos los puertos como troncales de tal forma que solamente las 
VLAN que se han creado se les permitirá circular a través de estos puertos.  
DLS1(config-if-range)#switchport trunk allowed vlan all  
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m) Configurar las siguientes interfaces como puertos de acceso, asignados a las 
VLAN de la siguiente manera:  
Interfaz  DLS1  DLS2  ALS1  ALS2  
Interfaz Fa0/6  3456  12 , 1010  123, 1010  234  
Interfaz Fa0/15  1111  1111  1111  1111  
Interfaces F0 /16-18    567      
 
DLS1(config)#int giga1/0/6 
DLS1(config-if)#switchport mode access  
DLS1(config-if)#sw access vlan 3456 
DLS1(config-if)#int giga1/0/15 
DLS1(config-if)#switchport mode access  
DLS1(config-if)#sw access vlan 1111 
DLS1(config-if)#int range giga1/0/16 - 18 
DLS1(config-if-range)#switchport mode access  
DLS1(config-if-range)#sw access vlan 567 
 
DLS2(config)#int giga1/0/6 
DLS2(config-if)#switchport mode access 
DLS2(config-if)#sw access vlan 12 
DLS2(config-if)#switchport access vlan 1010 
 
ALS1(config)#int fa0/6 
ALS1(config-if)#no sh 
ALS1(config-if)#switchport mode access  
ALS1(config-if)#sw access vlan 123 
ALS1(config-if)#sw access vlan 1010 
ALS1(config-if)#int fa0/15 
ALS1(config-if)#switchport mode ac 
ALS1(config-if)#switchport mode access  
ALS1(config-if)#sw access vlan 1111 
ALS2(config)#int fa0/6 
ALS2(config-if)#no sh 
ALS2(config-if)#sw mode access  
ALS2(config-if)#sw access vlan 234 
ALS2(config-if)#sw access vlan 1111 
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Part 2:  conectividad de red de prueba y las opciones configuradas.   
a. Verificar la existencia de las VLAN correctas en todos los switches y la 
asignación de puertos troncales y de acceso   
 
 
                            Figura 15 configuracion de las VLAN 
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b. Verificar que el EtherChannel entre DLS1 y ALS1 está configurado 
correctamente  
 
Figura 16 configuracion EtherChannel  
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c. Verificar la configuración de Spanning tree entre DLS1 o DLS2 para 
cada VLAN
 
                            Figura 17 Spanning tree entre VLAN3456 
 
 
                            Figura 18 Spinning tree entre VLAN 12 
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                            Figura 19 Spanning tree VLAN 434 
 
 
                            Figura 20 Spanning tree VLAN 500 
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CONCLUSIONES  
 
Se logra adquirir conocimiento mas amplio en el manejo del simulador Packet 
tracer y se evidencia la amplia utilidad que posee esta herramienta en el 
desarrollo del conocimiento 
Para el escenario 1 se aplicaron las configuraciones básicas y los protocolos de 
enrutamiento indicados, se crean interfaces loopback con asignación de 
direcciones, se implementan anchos de banda con tiempo de retardo de 
microsegundos, se verifican los resultados obtenidos por medio de los comandos 
show ip route. 
A nivel de Switching se pudo realizar la integración entre dispositivos core L3 y 
Dispositivos de agregación para poder realizar una administración centralizada de 
VLANs, entre todo ellos a través de VTP, donde nos permite a través de un 
dispositivo crear VLANs y propagarlas hacia los demás. Por medio de STP, 
protocolo de protección de bucles, podemos a nivel de VLANs, determinar quién es 
el root bridge principal y secundario para poder determinar y evitar loops en los 
dominios de colisión segmentados. 
El comportamiento habitual de un enrutador o router cuando recibe un paquete es 
la de reenviarlo en función de la dirección IP destino incluida en el paquete, que 
utiliza para comparar con su tabla de enrutamiento, el PBR permite reenviar el 
tráfico según otros criterios, como la dirección origen del paquete, el tipo de tráfico 
o cualquier otra información contenida en el paquete. 
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