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“Uno degli aspetti più controversi delle cure mediche è la capacità di causare disabilità e disagi. 
Ovunque cure mediche vengano dispensate il paziente corre il rischio di essere vittima di un danno 
in conseguenza involontaria di quelle stesse cure. Per questo oggi la percentuale di danni iatrogeni 
causati è diventata un importante indicatore della qualità delle cure.”1 
 
In questi ultimi anni numerosi osservatori del settore sanitario, pur muovendo da prospettive 
differenti, hanno concordato nell’affermare l’esistenza di un singolare paradosso: sebbene in 
presenza di un progresso scientifico e tecnologico della medicina inarrestabile e innegabile, 
aumentano i casi di malpractice medica, con conseguente incremento esponenziale delle azioni 
giudiziarie intentate da pazienti e loro congiunti nei confronti dei medici e/o delle strutture sanitarie. 
Viene quindi a parlarsi sempre più spesso di aumento del “rischio sanitario” e di necessità di 
interventi finalizzati a studiarlo, identificarlo, razionalizzarlo, gestirlo e ridurlo. 
A questo complesso di attività si da il nome di Risk Management. Questo strumento, nel settore 
della sanità, è definito come l’insieme di varie azioni complesse messe in atto per migliorare la 
qualità delle prestazioni sanitarie e garantire la sicurezza del paziente attraverso la riduzione del 
rischio clinico.2 
Il sistema sanitario è un sistema complesso per diverse variabili (specificità dei singoli pazienti, 
modelli gestionali diversi, esperienze professionali multiple), al pari di altri sistemi quali le centrali 
nucleari, l’aviazione, la difesa militare. 
Data la complessità dell’organizzazione, l’errore e la possibilità di un incidente non sono 
eliminabili; devono essere quindi utilizzati tutti gli strumenti possibili perché siano, almeno, 
controllabili. 
                                                          
1 Cfr,Thomas E. J., Studdert David M., Burstin Helen R., et. al, Incidence and Types of Adverse Events and Negligent 
Care in Utah and Colorado, March 2000, Med Care forthcoming. 
2 Cfr, http://www.salute.gov.it. 
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È  fondamentale favorire le condizioni lavorative ideali e porre in atto un insieme di azioni che 
renda difficile per l’uomo sbagliare3 ed attuare difese in grado di arginare le conseguenze venutesi a 
creare dal verificarsi di un errore. 
È importante considerare l’errore come fonte di conoscenza e miglioramento per evitare il ripetersi 
delle circostanze che lo hanno generato e mettere in atto iniziative capaci di presidiare la sicurezza 
dell’assistenza sanitaria. 
In quest’ottica la gestione del rischio clinico, voluta dai recenti Piani Sanitari Nazionali e sempre 
più richiamata nei diversi Piani Sanitari Regionali, rappresenta l’insieme delle azioni messe in atto 
per migliorare la qualità delle prestazioni sanitarie e garantire la sicurezza del Paziente. 
L’obiettivo di questa tesi è quello di fornire una panoramica dello strumento del Risk Management 
applicato alla sanità, focalizzandosi non solo sulle assicurazioni, sui reclami o sui casi più gravi, ma 
su una vera e propria prevenzione del rischio con la finalità di ridurre sia i rischi per l’utente che il 
danno economico, di immagine e di mercato per l’azienda. In particolare ci andremo a focalizzare 
sul processo di gestione operativa del rischio clinico e relativi strumenti, per poi analizzare la realtà 
operativa della Regione Toscana e, nello specifico, l’Azienda USL 5 di Pisa. 
Il presente elaborato si compone di quattro capitoli: il primo capitolo descrive innanzitutto il 
contesto sanitario nel quale si va ad inserire il Risk Management, il quale diviene un patrimonio 
culturale che deve essere condiviso da tutti gli attori coinvolti e a tutti i livelli in quanto permette di 
attuare strategie innovative, atte a ridurre l’incidenza di eventi avversi nell’esercizio professionale. 
Si analizza il concetto di errore umano attraverso il contributo di Rasmussen e di Reason e viene 
introdotto il tema del Clinical Risk Management o gestione del rischio clinico: vengono descritti i 
principali rapporti ed interazioni con la Clinical Governance e il sistema di Control Assurance, 
nonché i due approcci per la gestione del rischio clinico, ovvero la difesa del medico e la tutela del 
paziente. 
Nel secondo capitolo affrontiamo il tema della mappatura del rischio clinico inteso come quella fase 
della gestione del rischio che consente di identificare le priorità di intervento ovvero un’analisi 
preliminare che definisce, attraverso tecniche diverse, dove intervenire e con quale ordine di 
priorità. 
                                                          
3 Cfr, Beltrammi G., I Quaderni dello Strumentista – Principi generali, lulu.com, 2012, p.95. 
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Successivamente andremo a descrivere il processo di gestione del rischio clinico nelle sue diverse 
fasi, fornendo una panoramica sui principali strumenti utilizzati e/o utilizzabili per la sua gestione e 
riduzione. Al fine di consentire una scelta consapevole e un corretto utilizzo degli strumenti, 
vengono trattate le logiche che stanno alla base del loro diverso utilizzo: come vedremo, infatti, 
FMEA e RCA non sono tra loro alternativi ma sottendono a specifiche finalità e contesti di utilizzo. 
Il terzo capitolo affronta una delle attività del risk manager: la scelta e la gestione del rapporto 
assicurativo. L’assicurazione viene definita come “extrema ratio e strumento opportuno” per trattare 
le conseguenze finanziarie del rischio. Vengono forniti alcuni aspetti informativi sull’articolato 
mercato assicurativo illustrando brevemente gli attori che lo animano: compagnie, agenti e broker. 
Vengono infine illustrate le caratteristiche del contratto di assicurazione in ambito sanitario e le 
clausole più discusse nelle polizze relative alla responsabilità civile (RC). 
Per concludere, nel quarto capitolo viene analizzato un caso Aziendale: l’Azienda USL 5 di Pisa. 
Grazie alla collaborazione del Dott. Stefano Lelli, Clinical Risk Manager dell’Azienda USL 5 di 
Pisa, viene descritto il modello sanitario della Regione Toscana e quindi il Centro Regionale di 
Gestione del Rischio Clinico, il quale ha il compito di promuovere e coordinare le attività di GRC 
delle diverse strutture sanitarie toscane. 
Viene illustrato il modello organizzativo di gestione del rischio clinico dell’Azienda ed i relativi 
metodi e strumenti applicati. 
Viene inoltre fornito un quadro delle problematiche rilevate nell’introduzione di questa recente 




1. Il Risk Management in sanità 
1.1. Riduzione delle risorse e garanzie per i pazienti 
I temi del contenimento della spesa, della riduzione delle risorse disponibili e della conseguente 
necessità di eliminare gli sprechi e pervenire ad una migliore allocazione sono dominanti in 
Italia ed in quasi tutti i Paesi europei industrializzati. 
Questi devono essere analizzati alla luce del mutamento dei bisogni della popolazione 
determinato da vari fattori, tra i quali: il progressivo innalzamento dell’età media della 
popolazione, con incremento delle aspettative di vita; l’aumento di fasce della popolazione 
riconducibili alla categoria della non autosufficienza o con bisogni di sostegno, non solamente 
sanitario ma anche sociale; il livello di conoscenza, delle aspettative e del contenzioso dei 
cittadini utenti nei confronti dei servizi sanitari più elevato rispetto al passato, dato il maggior 
accesso alle informazioni scientifiche e l’innalzamento dello stato socio – culturale medio della 
popolazione.1 Si assiste ad un cambio di percezione che l’utenza ha di sé: da “paziente” a 
“cliente” del sistema sanitario: ciò può essere dimostrato dal rinvigorimento del sistema di 
rappresentanza degli stessi interessi dei consumatori (associazioni di pazienti, parenti, Tribunale 
del malato) che sono in grado di attivarsi con modalità nuove ed estremamente efficienti.2 
L’obiettivo, quindi, consiste nel contenimento della spesa e contemporaneamente 
nell’innalzamento della qualità dei servizi intendendo con qualità dei servizi la capacità di 
soddisfare, in un contesto specifico, i bisogni di assistenza e salute della popolazione, secondo 
le evidenze scientifiche e le risorse disponibili. 
E’ importante prendere coscienza del fatto che le carenze di qualità dei servizi spesso non 
dipendono esclusivamente dalla scarsezza di risorse, ma da un loro cattivo impiego e quindi da 
una mancata caccia e lotta agli sprechi; è quindi condivisibile il teorema del Servizio Sanitario 
Sicuro  (Fig. 1) che coniuga e mette in stretto rapporto di causalità l’eliminazione o riduzione 
degli sprechi, il miglioramento della qualità e la diminuzione dei rischi per il paziente: 
meno sprechi = più qualità = più sicurezza per l’utente 
 
                                                          
1 Cfr,  Perrella G., Leggeri R., La gestione del rischio clinico. La sicurezza del paziente e la lotta agli sprechi nelle 
strutture pubbliche e private, FrancoAngeli, Milano, 2007, p.11 
2 Cfr, Cosmi L.,  Del Vecchio M., Lo sviluppo della funzione Risk Management nelle aziende sanitarie: Una prospettiva 
economico aziendale, CERGAS, in Difesa sociale, n.1, 2004, p.4. 
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L’approccio migliore all’analisi del teorema è muovere dalla necessità di migliorare la sicurezza 
per l’utente e quindi erogare un servizio che abbia un valore aggiunto, consistente nella 
minimizzazione dei rischi clinici ed organizzativi che possano provocare danni al paziente e 
portino, di conseguenza, ad una diminuzione del contenzioso con vantaggi economici per la 
struttura.3 Vantaggi che si tradurranno in un risparmio diretto in termini di accantonamento di 
somme collegate alle richieste di risarcimento danni giudiziali e risparmio legato ai premi 
assicurativi, attualmente in costante aumento.4 
Teorema del Servizio Sanitario Sicuro 
Spreco Qualità Sicurezza 
Attività che assorbe risorse e tempo senza 
creare valore per il cittadino utente e per le 
altre parti interessate 
Capacità di soddisfare i bisogni di salute di una 
popolazione, secondo le evidenze scientifiche e 
le risorse disponibili 
Minimizzazione della probabilità di errore, dei 
rischi potenziali e dei conseguenti possibili 




Fig. 1 – Teorema del Servizio Sanitario Sicuro5 
 
E’ fondamentale quindi, per le strutture sanitarie, coniugare efficienza e sicurezza dell’utente 
essendo consapevoli che si generano sprechi anche in presenza di una cattiva o mancata 
gestione dei rischi clinici. 
Il primo step da compiere consiste nell’individuazione e mappatura degli errori che hanno 
causato o possono causare situazioni di rischio clinico, dando particolare importanza agli eventi 
che causano danni ai pazienti e intervenendo sulle fasi di individuazione delle cause, siano esse 
dovute all’operato dei professionisti o riconducibili a fattori organizzativi, gestionali, strutturali 
o tecnologici. 
                                                          
3 Cfr, Degani L., Rinaldi O., Monturano M., Lopez A., Ubezio M., Principi di Risk Management nei servizi sanitari e socio-
sanitari. Casi, metodologie, applicazioni, possibili sviluppi, Maggioli Editore, 2013, p.42 
4 Il Ministero della salute nel mese di settembre 2006 ha emanato il Rapporto sulla 1° rilevazione nazionale relativa 
agli “Aspetti assicurativi in ambito di gestione aziendale del rischio clinico” dove si evidenzia come, con riferimento 
all’anno 2004, l’ammontare totale dei premi assicurativi versati dichiarati (77% del totale nazionale) dalle Strutture era 
pari a € 412.464.690, mentre la stima totale, considerando anche i non rispondenti all’indagine proposta, era pari a € 
538.076.789. Le Regioni con l’ammontare di premi versati più alti sono risultate essere Lombardia (€ 89.876.775), 
Lazio (€77.043.898) e Piemonte (€41.217.230) 
5 Perrella G., Leggeri R., La gestione del rischio clinico. La sicurezza del paziente e la lotta agli sprechi nelle strutture 
pubbliche e private, cit., p.13. 
TEOREMA 
MENO SPRECHI = PIU’ QUALITA’ = PIU’ SICUREZZA 
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Questo processo rappresenta la fase iniziale del processo di gestione del rischio clinico o 
Clinical Risk Management. 
 
1.2. Il concetto di Risk Management 
Negli ultimi anni il tema del Risk Management sembra riscontrare un interesse sempre più 
ampio nel mondo aziendale. In un numero crescente di imprese si assiste all’introduzione di 
metodologie e di tecniche per l’individuazione e la valutazione dei rischi, alla costituzione di 
unità di risk management, alla divulgazione nel report di bilancio di informazioni sui rischi e 
sulle azioni intraprese per mitigarli. 
Nella letteratura economico-aziendale il rischio è oggetto di studio in quanto fenomeno 
caratterizzante le manifestazioni di vita dell’azienda ed in grado di modificarne le condizioni di 
equilibrio economico, finanziario e patrimoniale.6 
In ambito sanitario, come in ogni organizzazione complessa, l’errore e la possibilità di un 
incidente non sono eliminabili.7 Il controllo dell’errore si applica con politiche volte alla 
sicurezza dei pazienti e quindi alla gestione di quanto viene definito come rischio clinico; 
quest’ultimo viene tradotto nella  probabilità che un paziente sia vittima di un evento avverso, 
cioè subisca un qualsiasi danno o disagio imputabile, anche se in modo involontario, alle cure 
mediche prestate durante il suo periodo di degenza, che causa un prolungamento del periodo di 
permanenza nella struttura sanitaria e quindi un peggioramento delle condizioni di salute o la 
morte.8 
Il Risk Management è di conseguenza un insieme di attività coordinate per gestire all’interno 
dell’organizzazione i rischi ad essa connessi poiché ogni rischio è uguale a un pericolo. Le 
politiche di questo strumento propongono una gestione del rischio sia a livello strategico che a 
livello operativo. 
È l’insieme degli strumenti, dei metodi e delle azioni attivate, mediante cui si stima il rischio e 
successivamente si sviluppano strategie per governarlo. 
                                                          
6 Cfr, D’Onza G., Il sistema di controllo interno nella prospettiva del Risk Management, Giuffrè Editore, Milano, 2008, 
p.93. 
7 Degani L., Rinaldi O., Monturano M., Lopez A., Ubezio M., Principi di Risk Management nei servizi sanitari e socio-
sanitari. Casi, metodologie, applicazioni, possibili sviluppi, cit., p.43 
8 Cfr, Kohn L. T. et al., To err is human, Institute of Medicine, Washington, 1999. 
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L’introduzione di una metodologia logica e sistematica che consenta di identificare, valutare, 
comunicare, eliminare e monitorare i rischi associati ad una qualsiasi attività sanitaria, dovrà 
essere promossa da una cultura del rischio fondata sul principio che gli errori rappresentano, se 
ben analizzati, preziose opportunità di miglioramento e correzione delle prassi operative; non si 
deve perseguire un approccio punitivo ma promuovere l’analisi approfondita e la ricerca delle 
cause con l’obiettivo di prevenire il ripetersi delle stesse condizioni di rischio o di limitare il 
danno quando questi si è ormai verificato. 
La conoscenza dei problemi collegati al rischio sono finalizzati al miglioramento 
dell’organizzazione stessa e della qualità delle cure: se un paziente che si rivolge alla struttura 
sanitaria con una domanda di assistenza che migliori la sua condizione di salute, riceve, al 
contrario, un danno dall’atto sanitario, si assiste al fallimento non solo della singola prestazione, 
ma dell’intero sistema.9 
Come abbiamo visto Risk Management significa letteralmente “gestione del rischio”, dove per 
rischio si intende la probabilità di accadimento di tutti quegli eventi che possono comportare 
perdite o danni per l’azienda e le persone coinvolte (danni alle strutture, alle persone fisiche, 
danni economici o di immagine, contenzioso, danni al personale sanitario ecc.). 
Una metodologia efficace di gestione del rischio permette alle organizzazioni non solo di 
minimizzare il rischio nel momento in cui un evento negativo accade, ma essere anche in grado 
di sfruttare in maniera attiva le opportunità che potrebbero presentarsi nel raggiungimento dei 
propri obiettivi. In altre parole, si può desumere che le organizzazioni stanno iniziando a 
comprendere che il rischio non è più un onere da sopportare, ma, se ben gestito, può diventare 
un fattore critico di successo e dare un vantaggio competitivo.10 
1.2.1 Il caso Stati Uniti 
Si inizia a discutere dell’errore in medicina e della sua prevenzione piuttosto tardi rispetto ad 
altri settori lavorativi ad alto rischio come i sistemi di trasporto ferroviario e aereo, le 
centrali nucleari, gli impianti chimici. 
Il primo studio sul tema è stato condotto nel 1974 in California ed è denominato California 
Medical Insurance Feasibility Study; tale studio esaminava gli eventi dovuti a un trattamento 
                                                          
9 Cfr, Buscemi A., Il risk management in sanità. Gestione del rischio, errori, responsabilità professionale, aspetti 
assicurativi e risoluzione stragiudiziale delle controversi, FrancoAngeli, Milano, 2015, pp.15-16 
10 Ivi, pp. 16-17 
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medico che causavano una disabilità o un prolungamento del ricovero ospedaliero11; sulla 
base della sua metodologia sono state realizzate successivamente le indagini più recenti. 
I primi studi sistemici sull’argomento risalgono agli inizi degli anni Novanta, ma è con il 
rapporto To Err is Human del 2000 da parte dell’Institute of Medicine che il tema dell’errore 
umano in medicina è messo al centro dell’attenzione sia degli studiosi di temi 
dell’affidabilità e degli errori, sia della comunità professionale dei medici. In questo 
rapporto venne evidenziato l’inquietante fenomeno delle malpractice e delle morti 
prevenibili negli ospedali americani. La commissione focalizzò l’attenzione, attraverso due 
ricerche condotte nel Colorado e nell’Utah nel 1992 e nello Stato di New York nel 1984, 
come su 100 pazienti ricoverati, ben il 2,9% incorreva in un evento avverso e nel 6,6% dei 
casi tale evento ne causava il decesso. Tali tassi, proiettati su 33,6 milioni di ricoveri/anno 
negli Stati Uniti, stimavano in 44.000 il numero di pazienti deceduti per eventi avversi, il 
53% dei quali evitabili attraverso un’attenta analisi preventiva. Nello stato di New York i 
risultati erano ancora più preoccupanti: su 100 pazienti ricoverati, il 3,7% incorreva in un 
evento avverso che nel 13,6% dei casi causava il decesso; la proiezione dei tassi stimava in 
98.000 i pazienti deceduti per eventi avversi, di cui il 58% prevenibili e solo il 29% 
attribuibili alla negligenza dell’operatore sanitario.12 
Questi numeri evidenziarono il fatto che non si trattava di casi sporadici e isolati, ma di 
qualcosa addirittura di “epidemico”.13 
Questo rapporto dell’Institute of Medicine portò in superficie, con dati drammatici, un 
fenomeno invisibile e nascosto nelle organizzazioni e promosse una nuova prospettiva di 
analisi dell’errore: si superò una concezione dell’errore umano centrata sulla ricerca delle 
responsabilità individuali e derivanti da fattori quali negligenza, superficialità dell’operatore, 
inosservanza di regole o protocolli, dimenticanze o disattenzione, demotivazione, fino 
all’incompetenza professionale. Questa concezione sanzionatoria da un lato rassicurava il 
management e dava un senso di sicurezza all’opinione pubblica e al sistema organizzativo 
perché individuava e puniva il responsabile dell’evento, dall’altro non eliminava né riduceva 
il problema che continuava a persistere. 
                                                          
11 Cfr, Mills D. H., Report on the Medical Insurance Feasibility Study, California Medical Association/California Hospital 
Association, San Francisco, 1977. 
12 Cfr, Kohn L. T., Corrigan J. M., Donaldson M. S., To Err is Human. Building a Safer Health System, National Academy 
Press, Washington, 2000. 
13 Cfr, QUIC Agency, Federal Actions to reduce medical errors and their impact, The Quality Interagency Coordination 
Task Force (QuIC), USA, 2000. 
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Il rapporto americano proponeva un approccio integrato, cognitivo e organizzativo 
all’analisi degli errori, con le finalità di comprenderne i processi mentali alla base e le 
disfunzioni del sistema che li favoriscono; l’errore, quindi, non viene più soltanto 
interpretato come un errore dell’individuo, ma come una caduta delle difese del sistema.14 
Il focus si sposta dalla ricerca dell’errore attivo a quella dell’errore latente o, in altre parole, 
dal fallimento della prestazione dell’operatore a quello delle attività normative e 
organizzative del management. 
Nel 1992 venne condotta un’ulteriore importante ricerca denominata “The Quality in 
Australian Healthcare Study” in cui il focus era centrato sugli eventi avversi prevenibili con 
l’obiettivo di dare informazioni per le future strategie per migliorare la qualità. 
In questo studio veniva esaminato un campione casuale di 14.179 pazienti scelto da un 
campione di 8 ospedali in South Australia e New South Wales e i principali risultati 
potevano essere sintetizzati come segue: 
a. eventi avversi si verificavano nel 18,6% dei ricoveri; 
b. il 13,7% di questi aveva causato disabilità permanente e il 4,9% la morte del paziente 
c. il 50,3% degli eventi avversi era correlato al trattamento chirurgico; 
d. il 13,6% degli eventi avversi era dovuto a errori diagnostici; 
e. il 12% a errori terapeutici; 
f. il 24,1% altri eventi. 
Gli eventi avversi prevenibili rappresentavano il 51% del totale degli eventi avversi; si 
evidenziava che l’11% degli errori erano dovuti a mancanza di assistenza o insufficiente 
attenzione al paziente.15 
I dati riportati in letteratura comprendono soprattutto ricerche sui tassi di errori in ambito 
ospedaliero; solo recentemente sono stati intrapresi studi volti all’analisi dell’errore al di 
fuori, outpatient, del percorso nosocomiale16, dai quali si è accertato che anche in questa fase 
del percorso assistenziale del paziente vengono commessi errori. Se da un lato appare 
                                                          
14 Buscemi A., Il risk management in sanità. Gestionde del rischio, errori, responsabilità professionale, aspetti 
assicurativi e risoluzione stragiudiziale delle controversie., cit., p.18 
15 Cfr, Wilson R. M., Harrison B. T., Hamilton J. D., The Causes of Adverse Events from the Quality in Australian Health 
Care Study, The medical Journal of Australia, 1999. 
Cfr, Wilson R. M., Runciman W. B., Harrison B. T., Newsby L., Hamilton J. D., The Quality in Australian Health Care 
Study, The Medical Journal of Australia, 1995, pp.458-71 
16 Cfr, Forster A. J., Murff M. D., Peterson J. F., Gandhi T. K., Bates D. W., The incidence and severity of adverse events 
affecting patients after discharge from the hospital, 2003, pp. 138-167 
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difficoltoso analizzare l’errore all’interno di una struttura sanitaria, delimitata spazialmente 
ma caratterizzata da un’organizzazione complessa, risulta più difficoltoso esaminare il 
percorso dei pazienti al di fuori dell’ambiente ospedaliero. Gli studi condotti riguardano, in 
modo particolare, la compliance terapeutica: gli errori sono frequenti e si concentrano 
prevalentemente nell’area dell’uso dei farmaci.17 
 
 
1.2.2 I dati della realtà italiana 
Il tema dell’errore in medicina è sempre stato in Italia di competenza della medicina legale e 
l’attenzione era focalizzata sulla ricerca della responsabilità professionale, derivante da 
errore professionale. 
Negli ultimi anni questo approccio si è ampliato sulla prevenzione dei conflitti anche al fine 
di contenere la crescente spesa assicurativa delle aziende sanitarie.18 
Alcuni dati italiani che possono fornire un quadro generale della situazione sono quelli delle 
morti prevenibili pubblicati nel 2002 nell’Atlante della Sanità Italiana: nel 1995 sono state 
calcolate 85.000 morti evitabili nel caso fossero stati realizzati interventi di prevenzione 
primaria, diagnosi precoce e terapia e igiene oltre ad assistenza sanitaria adeguata; tale 
numero si è ridotto a 80.000 nel 1997; per gruppi di malattie dal 1995 al 1997 si sono ridotti 
dell’8,2% i casi letali, evitabili, di malattie correlate al sistema cardiocircolatorio e del 5,4% 
quelle correlate ai tumori.19 
Nel 2003 l’UNI (Ente Nazionale Italiano di Unificazione) ha effettuato un indagine per 
valutare il grado di interesse, conoscenza e applicazione del Risk Management nelle aziende 
italiane: è emerso che la conoscenza teorica e pratica dello strumento è ancora limitata e 
assimilata al concetto di sicurezza nei luoghi di lavoro; solo un terzo delle aziende 
intervistate svolge attività di Risk Management consistente in una gestione del programma 
assicurativo. I rischi riconosciuti sono quindi, quasi esclusivamente, quelli assicurabili e 
                                                          
17 Cfr, Ministero della salute, Commissione Tecnica sul Rischio Clinico, Risk Management in Sanità. Il problema degli 
errori, 2003. 
18 Buscemi A., Il risk management in sanità. Gestione del rischio, errori, responsabilità professionale, aspetti 




l’obiettivo principale è quello di risparmiare il più possibile sulle polizze, il cui costo è 
considerato un’uscita infruttifera dalle casse dell’azienda.20 
Nel novembre del 2006 in Italia si è realizzato il primo forum sul Risk Management dal 
quale sono emersi i problemi connessi alla “medical malpractice”, i quali hanno fatto sì che 
le coperture assicurative per le strutture sanitarie diventassero un costo eccessivo per 
l’azienda stessa: in sintesi, negli ultimi anni, per ogni euro incassato in premi, le compagnie 
di assicurazione hanno sostenuto un costo superiore ai due euro per il risarcimento dei 
sinistri. Di conseguenza è sorta la necessità di attuare progressivamente e mettere in pratica 
il know-how acquisito teoricamente in materia di Risk Management a livello aziendale.21 
E’ quindi evidente che in Italia il primo approccio ad una gestione sistematica del rischio 
nasce come esigenza di tipo assicurativo. 
1.2.3 Il quadro normativo: la Regione Lombardia 
La continua evoluzione della normativa si è avvicinata alla tematica del rischio partendo da 
un’eterogenea base legislativa formata da: regolamenti internazionali, direttive comunitarie, 
norme tecniche (UNI, ISO, IEC, CEN e nazionali), linee guida e codici di pratica settoriali. 
Con riferimento alle piccole e medie imprese la prima necessità è stata quella di elaborare un 
documento generale, sotto forma di linee guida, capace di inquadrare in modo efficace gli 
aspetti trasversali intersettoriali della tematica (concetti e principi generali, terminologia 
fondamentale, guida per il supporto all’attuazione), armonizzare l’esistente normativa e 
gettare le basi per le successive specifiche attività di correzione. 
Nel settore sanitario, i primi passi verso una normativa che riguardi il Risk Management si 
sono incentrati, più che sulla qualità del servizio, sugli aspetti concernenti la gestione del 
rischio stesso.22 
In questi anni sono state intraprese alcune iniziative attraverso le quali viene ribadita con 
convinzione la necessità di raggiungere un livello omogeneo di competenze e conoscenze al 
fine di attuare delle strategie per la sicurezza dei pazienti a livello nazionale; nel periodo 
2004-2006 il Gruppo tecnico della Commissione tecnica (2003) del Ministero della salute ha 
                                                          
20 Buscemi A., Il risk management in sanità. Gestione del rischio, errori, responsabilità professionale, aspetti 
assicurativi e risoluzione stragiudiziale delle controversie., cit., p.20 
21 Cfr, Manzato R., Tavola rotonda responsabilità e assicurazioni, I Forum Risk Management in sanità, Atti Convegno, 
Arezzo, Istituto Superiore Sanità, 2007. 
22 Buscemi A., Il risk management in sanità. Gestione del rischio, errori, responsabilità professionale, aspetti 
assicurativi e risoluzione stragiudiziale delle controversie., cit., p.21. 
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sviluppato un sistema per la segnalazione degli eventi sentinella, alcune raccomandazioni 
per la prevenzione e la gestione degli stessi ed altre iniziative presenti nel portale del 
Ministero della salute.23 
A seguire l’elenco completo delle raccomandazioni ministeriali24: strumenti efficaci per 
mettere in atto azioni in grado di ridurre i rischi e promuovere l’assunzione di responsabilità 
da parte degli operatori per favorire il cambiamento di sistema. 
 
Da un punto di vista legislativo non si hanno norme nazionali precise rivolte esplicitamente 
al tema del Risk Management, ma diverse realtà basate su disposizioni emanate a livello 
regionale. 
La regione Lombardia risulta essere una tra le regioni più all’avanguardia in tema di 
politiche di Risk Management: il 27 dicembre 2004 ha emesso la “Circolare n. 
46/SAN/2004 della Regione” nella quale ha fornito le linee di indirizzo prioritarie in merito 
alla gestione del rischio sanitario, condivise dal gruppo di lavoro misto costituitosi tra 
Direzione Generale della Sanità, aziende sanitarie e compagnie assicurative per una migliore 
applicazione del Risk Management. 
                                                          
23 Degani L., Rinaldi O., Monturano M., Lopez A., Ubezio M., Principi di Risk Management nei servizi sanitari e socio-




Al suo interno troviamo i seguenti obiettivi: 
1. mappatura dei rischi attraverso un flusso informativo; 
2. creazione della funzione propria del Risk Management attraverso la costituzione di 
un gruppo di lavoro che garantisca la raccolta della documentazione clinica relativa 
all’evento pericoloso, la sua analisi e la valutazione degli effetti sulla qualità 
aziendale. Il gruppo deve essere formato da diverse professionalità presenti 
nell’azienda stessa: professioni sanitarie, tecniche, amministrative e legali; 
3. attenzione basata sul rapporto struttura/paziente. 
Questo è necessario per raggiungere le finalità del Risk Management, che possiamo 
sintetizzare nei seguenti step: 
1. identificare il rischio tramite la mappatura; 
2. quantificare, analizzare, comunicare, eliminare e monitorare tramite il gruppo di 
lavoro; 
3. valorizzare il rispetto di terzi, sia esso operatore che paziente. 
Questa circolare ha avuto negli ultimi 4 anni diverse modifiche di cui l’ultima nel mese di 
novembre 2007. 
Con la circolare 46/SAN del dicembre 2004 è stato introdotto un approccio innovativo per il 
Sistema Sanitario Regionale Lombardo che si è confermato un modello consolidato e 
funzionale per migliorare la sicurezza dei pazienti e degli operatori sanitari. Con la 
definizione delle linee strategiche e delle azioni da intraprendere in ambito di gestione del 
rischio, si garantisce la continuità del percorso intrapreso. Si evidenziano a seguire le 
priorità di intervento che troveranno riferimento negli obiettivi delle aziende per l’anno 
2008: 
1. Piano Annuale Attività Risk Management; 
2. Monitoraggio rischi RCT/O; 
3. Monitoraggio cadute e infortuni; 
4. Gruppo di Coordinamento per la gestione del rischio; 
5. Comitato Valutazione Sinistri (CVS); 
6. Gestione del consenso informato. 
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Come si può intuire, il programma pianificato dalla Regione Lombardia per l’anno 2008 è 
una prosecuzione dei lavori per il miglioramento della gestione del rischio, sulla base della 
necessità di affrontare il problema efficacemente.25 
 
1.2.4 I fattori che hanno spinto verso l’introduzione di questo strumento 
Possiamo classificare i fattori che hanno portato alla necessità di introdurre una metodologia 
per la gestione del rischio, in fattori esogeni ed endogeni. 
Per fattori esogeni si intendono tutti gli elementi che riguardano le motivazioni esterne alle 
aziende sanitarie e alla sanità in generale che determinano il bisogno di un’attenta e accurata 
gestione del rischio. 
Il primo elemento da prendere in considerazione è la tendenza giurisprudenziale che 
influisce sulle scelte delle aziende ospedaliere costrette a contenere i costi in generale ed in 
particolare quelli assicurativi; un altro fattore da aggiungere va ricercato nella maggiore 
consapevolezza da parte dei cittadini su questioni inerenti la propria salute e integrità fisica; 
un ulteriore punto che concorre all’esigenza di individuare un Piano di Risk Management è 
data dal contributo dei mass media. 
E’ infatti sufficiente navigare in rete per trovare frasi di questo genere: “Italia il paese della 
malasanità”; “morti per infezioni evitabili”. 
Accade spesso anche di leggere notizie riguardanti casi di malasanità che vengono 
enfatizzate dai giornalisti estremizzando i fatti per suscitare scalpore nell’ascoltatore o 
lettore, tendendo talvolta a far rimanere increduli noi stessi della  possibilità che ciò possa 
essere realmente accaduto. Alcuni esempi sono di seguito riportati. 
                                                          







Per fattori endogeni, invece, si intendono tutti gli elementi che riguardano le motivazioni 
interne alle aziende sanitarie e alla sanità in generale che determinano l’urgenza di una 
gestione del rischio attenta e accurata; nel dettaglio, possiamo individuare: 
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 fattori tecnologici; 
 singole professionalità che devono collaborare tra loro per l’omogeneizzazione dei 
processi; 
 la difficoltà da parte delle aziende nel conciliare il bene del cittadino e la salute pubblica 
con il riscontro economico.26 
 
1.2.5 Il Risk Management: rapporti e interazioni con la Clinical Governance e il 
sistema di Control Assurance 
Il Risk Management è, come abbiamo visto, la metodologia che permette la riduzione del 
rischio sanitario attraverso l’individuazione e la valutazione dei rischi, la gestione dei 
processi decisionali ed il controllo delle procedure necessarie, dei progetti e dei protocolli 
individuati per tale scopo. E’ necessario pianificare azioni che migliorino la qualità dei 
servizi erogati eliminando gli errori o gli eventi indesiderati. 
Questo programma deve inserirsi nella gestione dei processi clinici e nel loro 
coordinamento, ossia in quella logica di gestione sanitaria chiamata governo clinico. 
Il termine clinical governance, ovvero governo clinico, è stato utilizzato per la prima volta 
nel 1983 dall’Organizzazione Mondiale della Sanità (OMS) ed indica tutte quelle attività di 
costruzione delle relazioni funzionali tra le differenti componenti che hanno responsabilità 
cliniche e organizzative di un’azienda sanitaria. 
Il Governo clinico ha alla sua base le evidenze scientifiche, senza le quali ogni decisione o 
scelta può diventare arbitraria e soggettiva. I sei pilastri su cui esso poggia sono 
rappresentati dall’efficienza, dalla gestione delle conoscenze e degli strumenti, dal rischio 





                                                          
26 Buscemi A., Il risk management in sanità. Gestione del rischio, errori, responsabilità professionale, aspetti 
assicurativi e risoluzione stragiudiziale delle controversie., cit., pp.34-35. 
27 Cfr, Health Clinical Department U.K., A First Class Service, 1998. 
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Fig.2 – I sei pilastri della Clinical Governance 
 
Può essere definito come il collante su cui si innestano le diverse professionalità presenti in 
un’azienda sanitaria e il conduttore di trasmissione delle scelte strategiche aziendali, che 
veicola sui professionisti gli obiettivi prescelti dall’azienda. 
Tra il governo clinico e la gestione del rischio si instaura un rapporto di interazione 
dinamica: la clinical governance veicola il programma di gestione del rischio clinico verso la 
periferia affinchè possa essere operativo ed, al contempo, le unità periferiche coordinate dal 
governo clinico sono la base della costruzione di un programma di gestione del rischio reale 
e credibile. 
Il risk management, quindi, deve nutrirsi della clinical governance sfruttando quelli che sono 
gli aspetti specifici, peculiari e basilari di un efficace governo clinico: la messa a confronto 
delle varie discipline e la contemporanea affermazione di responsabilizzazione dei 
professionisti. 
La responsabilità del governo clinico può essere affidata al direttore di presidio ospedaliero 
o al direttore sanitario: nel primo caso, la clinical governance assumerà un aspetto 
prettamente operativo volto alla diffusione, applicazione e verifica di applicazione nelle 
diverse strutture del presidio di quelle che sono le attività individuate adatte per il 
raggiungimento degli obiettivi prefissati dalla direzione aziendale; nel secondo caso, essa 
assumerà prevalentemente funzione di indirizzo delle linee da seguire perdendo quel 
carattere operativo che il termine governance include implicitamente. 
In entrambi i casi la funzione di Risk Management ha il ruolo di individuare le strategie 
aziendali di gestione del rischio e le modalità da applicare per l’individuazione dei rischi 
aziendali e la loro prevenzione, nonché coordinarne e sorvegliarne l’applicazione e 
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verificarne i risultati. Per fare questo la funzione deve essere assunta da un gruppo di figure 
con competenze diversificate (la capacità di costruzione di profili di rischio, di elaborare 
protocolli applicativi, di elaborazione statistica, di rapporto con i clinici e gli operatori 
sanitari, di conoscenze legali e amministrative ed economiche che ne permettano un 
rapporto efficace con le assicurazioni). 
Nella composizione del gruppo devono essere divisi i compiti di definizione delle strategie e 
delle modalità da adottare nel processo di gestione del rischio da quelli di applicazione dei 
processi individuati e di analisi dei risultati: il primo aspetto può essere esternalizzato come 
attività, mentre il secondo deve basarsi sull’attività interna dei professionisti dell’azienda. 
All’interno del gruppo deve essere individuata una figura responsabile nei confronti della 
direzione aziendale, del corretto svolgimento del programma di gestione del rischio: il risk 
manager. Quest’ultimo non deve necessariamente possedere competenze mediche o cliniche 
ma occorre che abbia buonissime capacità di coordinamento, di programmazione, di 
relazioni personali e di leadership. 
Risulta fondamentale un effettivo coinvolgimento delle persone e delle funzioni operative 
dell’azienda attraverso l’applicazione di tecniche di autovalutazione che assicurino il 
raggiungimento dei risultati e un controllo appropriato dei rischi. La  costruzione di un 
sistema adeguato per il controllo dei rischi e della loro gestione deve fornire le prove che 
un’azienda sanitaria sta facendo del proprio meglio nella propria gestione per raggiungere 
gli obiettivi previsti e proteggere da ogni tipo di rischio i pazienti, il proprio personale e gli 
altri attori interessati, tra cui le assicurazioni o le Regioni, oggi in veste di enti finanziatori. 
Questo sistema, o control assurance, ha l’obiettivo di assistere tutto il personale, identificare 
i rischi ed aiutare nella determinazione dei rischi accettabili per poi decidere su quali è 
meglio allocare le risorse per la loro eliminazione o riduzione. 
Possiamo quindi affermare che il risk management costruisce il profilo del rischio in cui il 
paziente è esposto all’interno di un’organizzazione sanitaria partendo dal processo clinico e 
dalle sue interazioni nella clinical governance e costituisce per il paziente la garanzia di 
trasparenza della cura erogata; mentre il sistema di control assurance si indirizza 
prevalentemente agli operatori sanitari e rappresenta per essi la garanzia offerta 
dall’organizzazione per cui lavorano di quanto viene fatto per la riduzione dei rischi e di 
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quali sono i rischi sui quali non si interviene, nonché le conseguenze alle quali vengono 
esposti operatori e pazienti nel caso in cui questi ultimi si verifichino.28 
 
1.3. Il concetto di errore umano 
Come abbiamo già accennato in precedenza l’errore e la possibilità di un incidente, in ogni 
organizzazione complessa, non sono eliminabili. 
Innanzitutto è opportuno analizzare cosa si intende per errore e che cosa comporta: un errore è 
definito come il fallimento nel portare a termine un’azione precedentemente pianificata, errore 
di esecuzione, o come l’uso di una pianificazione sbagliata per raggiungere un obiettivo, errore 
di pianificazione. Per evento sfavorevole si intende un danno causato ad un paziente dalla 
gestione sanitaria e non dipendente dalla sua malattia oppure un incidente, mancato infortunio, 
di particolare rilevanza per le conseguenze che avrebbe potuto avere per il paziente.29 
Nell’ambito degli studi sul tema degli errori in medicina, si sono sviluppate numerose teorie; 
una delle più accreditate risulta essere quella formulata da Rasmussen. 
1.3.1 La teoria di Rasmussen 
Nel 1987 Rasmussen elaborò una teoria, secondo la quale si può suddividere il 
comportamento dell’uomo in tre tipologie: 
o Skill based dove skill sta per abilità nell’eseguire un compito. Con questo termine ci 
si riferisce a compiti svolti in modo automatico e semplice per chi abbia acquisito 
particolare abilità. All’individuo si propone uno stimolo cui reagisce 
meccanicamente senza porsi problemi d’interpretazione della situazione stessa; dopo 
che lo stimolo si è ripetuto più volte e sempre nello stesso modo, si sviluppa questa 
abilità. Si tratta di un comportamento riscontrabile in situazioni di routine; 
o Rule based: si tratta di azioni basate sul seguire una regola conseguente a una 
precedente esperienza o a una istruzione specifica. Questi processi entrano in azione 
quando fallisce lo skill based e il soggetto ha bisogno di far riferimento ad istruzioni 
esplicite o regole che ha a disposizione. Il problema che si pone all’individuo è 
                                                          
28 Cfr, Del Vecchio M., Cosmi L., Il risk management nelle aziende sanitarie, McGraw-Hill, Milano, 2003, pp.6-9 
29 Buscemi A., Il risk management in sanità. Gestione del rischio, errori, responsabilità professionale, aspetti 




identificare la giusta norma per ogni specifica situazione, attenendosi ad un modello 
mentale di tipo causale; 
o Knowledge based: azioni basate sul ragionamento, inferenza, giudizio e 
valutazione. Sono comportamenti messi in atto quando ci si trova davanti ad una 
situazione nuova o poco conosciuta o quando le regole di cui si dispone non sono 
sufficienti e adeguate. Richiede un elevato impiego di conoscenza e l’attivazione di 
una serie di processi mentali che dai simboli porteranno all’elaborazione di un piano 
per raggiungere gli obiettivi. 
Inoltre si hanno le violazioni, ovvero quelle azioni che vengono eseguite anche se una 
direttiva o un regolamento ne impedisce l’esecuzione. Il motivo per cui questo avviene va 
ricercato nel fatto che spesso, nelle organizzazioni, le direzioni stabiliscono delle regole che 
entrano in conflitto con il corretto svolgimento del proprio lavoro.30 
Gli esseri umani preferiscono situazioni preimpostate, fare uso di schemi o eventualmente di 
regole, prima di ricorrere ad un faticoso funzionamento knowledge-based. Gli esperti, in 
qualsiasi campo, possiedono infatti un repertorio molto vasto di schemi e regole rispetto a 
chi si è approcciato da poco a quel campo.31 
I tipi di comportamento/performance sopra descritti non sono innati nei singoli soggetti, ma 
ognuno dovrà arrivare ad acquisirli come propri gradualmente e in sequenza: i 
comportamenti skill based derivano dalla pratica in situazioni che all’inizio hanno richiesto 
impiego di conoscenza e capacità di problem solving, ovvero knowledge based. 
Non vi è una tipologia di comportamento che può considerarsi esente dal rischio di 
commissione di errore, ed ogni errore può essere riconducibile ad una specifica causa.32 
 
1.3.2 Il Modello di Reason 
Sulla base di quanto proposto da Rasmussen, lo psicologo inglese J. Reason33 formula 
un’ulteriore classificazione degli errori. 
                                                          
30 Cfr, Rasmussen J., New Technology and Human Error, Wiley, New York, 1987, pp. 64 e ss.. 
31 Cfr, Leape L. L., Error in medicine, in Journal of American Medical Association, 1994. 
32 Degani L., Rinaldi O., Monturano M., Lopez A., Ubezio M., Principi di Risk Management nei sevizi sanitari e socio-
sanitari. Casi, metodologie, applicazioni, possibili sviluppi., cit., p.50 
33 James Reason è professore emerito di Psicologia all’Università di Manchester. Laureato all’Università di Manchester, 
nella stessa ha avuto la cattedra di Psicologia dal 1977 al 2001. Ha scritto numerosi libri sulle assenze fisico-mentali, 
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Il modello supera la visione tecnicistica della prevenzione degli incidenti, caratterizzata da 
forme di protezione oggettiva e tesa ad assicurare l’incolumità della persona, attraverso 
misure di tipo tecnico e normativo, lasciando all’individuo il compito di gestire la sicurezza 
dove i progressi della tecnica non possono arrivare. 
L’errore, quindi, deve essere considerato non in relazione alla componente meccanica o a 
quella umana, ma in una prospettiva globale che prenda in considerazione il modo in cui la 
presenza di elementi tecnici, umani e organizzativi può impedire o favorire il verificarsi di 
incidenti.34 
In corrispondenza di azioni skill based possiamo individuare degli errori di tipo slips e 
lapsus; in relazione ad azioni rule based si possono avere dei rule based mistakes e a livello 
knowledge based si verificano knowledge based mistakes. 
Di seguito la classificazione proposta da Reason: 
 Slip (distrazioni), ovvero errori di azione commessi nello svolgimento di attività 
routinarie. L’automatismo dell’azione fallisce quando un qualcosa di non previsto 
interferisce con l’azione stessa; 
 Lapses (lapsus), ovvero errori dovuti a difetti della memoria che non si manifestano 
necessariamente nel comportamento oggettivo e che risultano evidenti solo per la 
persona che li commette. Es. se, avendo cambiato la disposizione dei farmaci su un 
tavolo, si cercassero di nuovo nel luogo originario, si commetterebbe un lapsus; 
 Mistake, ovvero errore nella pianificazione. Le azioni si realizzano come sono state 
pianificate ma è il piano stesso a non essere valido. Si tratta di errori di intenzione 
(giudizio, inferenza, valutazione) conseguenti a giudizi e valutazioni sbagliate da 
cui ne consegue una pianificazione delle azioni non idonea al raggiungimento 
dell’obiettivo. I mistake possono essere di due tipi: 
                                                                                                                                                                                                
classiche in chi si definisce perso nei propri pensieri, sull’errore umano, sulla gestione del rischio di incidente nelle 
organizzazioni complesse e sul ruolo del fattore umano in aviazione. Il suo libro più famoso è Human Error del 1990, 
considerato uno dei libri di riferimento sull’argomento. Nel 2003 è stato nominato Commander of the British Empire 
per i suoi servizi rivolti alla riduzione del rischio in sanità. Attualmente è consulente del Chief Medical Officer, Liam 
Donaldson, per la National Patient Safety Agency, agenzia inglese che ha il compito di promuovere la sicurezza del 
paziente e degli operatori del sistema sanitario inglese ed è consigliere dell’Organizzazione Mondiale della Sanità 
(WHO) nel progetto sulla sicurezza del paziente. 
34 Buscemi A., Il risk management in sanità. Gestione del rischio, errori, responsabilità professionale, aspetti 
assicurativi e risoluzione stragiudiziale delle controversie., cit., pp.36-37 
22 
 
o rule based, ossia quando è scelta la regola sbagliata a causa di un’errata 
percezione della situazione. Es. somministrazione di un farmaco sbagliato 
rispetto alla patologia da trattare; 
o knowledge based, in conseguenza o alla mancanza di conoscenze o alla loro 
scorretta applicazione.35 
Si possono inoltre configurare due tipi differenti di azioni che possono violare la sicurezza: 
a. azioni non secondo le intenzioni, alle quali appartengono gli slips e i lapses; 
b. azioni secondo le intenzioni, tra le quali rientrano i mistakes e le violazioni vere e 
proprie. Tra le violazioni si possono individuare le violazioni di routine, conseguenti a 
norme e regole difficili da applicare o osservare, le violazioni eccezionali e gli atti di 
sabotaggio, di rara evenienza.36 
Cercare di comprendere il contesto in cui avviene l’azione ci aiuta a capire la causa di 
quell’avvenimento ed a prevenirne la successiva ripetizione. Tutto ciò è possibile solo a 
fronte di una trasparenza nelle segnalazioni di eventi: la mancata segnalazione di errori o 
violazioni è spesso dovuta ai sensi di colpa e timori, oppure alla paura di sfociare nel 
contenzioso.37 
È quindi fondamentale diffondere la cultura della sicurezza, dove per cultura si intende la 
potente influenza delle forze sociali nel modellare il comportamento: siamo influenzati dalle 
regole circostanti nel consolidare buone o cattive abitudini.38 
Reason si spinge al di là della teoria dell’errore umano abbracciando un approccio sistemico 
allo studio degli errori, ovvero la teoria degli errori attivi o latenti. 
Gli errori “attivi” si riferiscono a quelli che provocano immediate conseguenze, sono 
imputabili alla persona e possono essere ricondotti a vari momenti: la dimenticanza, la 
distrazione, lo stress, la stanchezza, l’abitudinarietà a svolgere alcune attività, la 
demotivazione, la negligenza e la mancanza di conoscenze. 
Gli errori “latenti” si riferiscono a tutti quegli sbagli che restano silenti nel sistema finchè un 
evento scatenante non li renderà manifesti, causando danni più o meno gravi. 
                                                          
35 Leape L. L., Error in medicine,cit. 
36 Buscemi A., Il risk management in sanità. Gestione del rischio, errori, responsabilità professionale, aspetti 
assicurativi e risoluzione stragiudiziale delle controversie., cit., p.38. 
37 Cfr, Vincent C., Patient safety, Esse Editrice s.r.l., Cecchina, 2007. 
38 Degani L., Rinaldi O., Monturano M., Lopez A., Ubezio M., Principi di Risk Management nei servizi sanitari e socio-
sanitari. Casi, metodologie, applicazioni, possibili sviluppi., cit., p 52. 
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Il presupposto di tale teoria è che per ogni incidente che si verifica, ce ne sono stati molti 
altri che non sono avvenuti solo perché l’operatore, un controllo, o una casualità fortunata, 
ha impedito che si verificassero. Questi mancati errori vengono definiti near miss events.39 
Il modello di analisi organizzativa di Reason, rappresentato in Fig. 3, descrive un processo 
di sviluppo dell’incidente che parte dalle conseguenze negative di processi organizzativi e 
manageriali, passa attraverso i luoghi di lavoro tramite percorsi correlati all’individuo, al 
gruppo, al compito e/o al paziente, e crea le condizioni favorevoli all’accadimento di errori e 
violazioni. Solo poche azioni superano le barriere di difesa del sistema; tuttavia alcuni 
sistemi di sicurezza (come allarmi e procedure) possono risultare inefficienti per fallimenti 
latenti e/o attivi e quindi superare tutte le fasi approdando direttamente dai processi 
organizzativi a quelli difensivi. 
Se un evento avverso si verifica, significa che vi sono stati errori attivi, cioè commessi da 
operatori che sono in contato diretto con il paziente, ed errori latenti, cioè remoti nel tempo e 
riferibili a decisioni di progettazione del sistema, ad errori di pianificazione. 
 
Fig.3 – Modello organizzativo dell’incidente, Reason 2001 (modificato da Vincent 2006) 
 
Gli errori attivi non possono, per loro natura, essere eliminati definitivamente, perciò per 
aumentare la sicurezza di un sistema è necessario agire sulle criticità latenti, sulle quali si 
innestano gli errori attivi. 
                                                          
39 Cfr, Reason J., Human Error: Models and Management”, British Medical Journal, 2000, p.70. 
Cfr, Reason J., Uderstanding Adverse Events: the Human Factor, Clinical Risk Management. Enchancing patient safety, 
BMJ Books, 2001. 
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Nel modello descritto in Fig. 3 si potrebbe evincere una totale rimozione della responsabilità 
individuale: il compito di un’organizzazione, invece, dovrebbe essere quello di promuovere 
una cultura aperta e giusta, che si discosti dalla colpevolizzazione immediata ed eccessiva, 
ma che favorisca la responsabilità e affidabilità delle persone, nel momento in cui si 
scoprono consapevoli della fallibilità umana ed organizzativa. 
Le persone e le organizzazioni imparano attraverso l’identificazione e la riflessione sugli 




1.4. La gestione del rischio clinico o Clinical Risk Management 
In una gestione integrata del rischio occorre identificare quali sono gli ambiti d’intervento da 
gestire in maniera integrata, ovvero: 
 i rischi per i ricoverati e gli assistiti, direttamente o indirettamente collegati all’attività 
assistenziale e clinica svolta dalla struttura o dall’organizzazione (rischio clinico); 
 la sicurezza ambientale, derivante dallo stato fisico della struttura e dagli impianti, con il 
rischio di incendi, esplosione, esposizione a radiazioni, rumori, campi magnetici ecc. 
(rischio ambientale); 
 la sicurezza del personale, che include i rischi ambientali ma anche quelli più 
direttamente legati all’attività svolta: infezioni, malattie professionali (tutela del 
lavoratore); 
 i rischi economico-finanziari conseguenti allo svolgimento dell’attività specifica 
(assicurazione). 
Questi aspetti devono essere affrontati all’interno di un programma di risk management di 
una struttura sanitaria in maniera globale e integrata, nel rispetto delle competenze e delle 
responsabilità specifiche.41 
All’interno del più ampio risk management, abbiamo visto che il rischio clinico è la 
probabilità di eventi avversi che incombono sulle attività cliniche di una struttura sanitaria; è 
                                                          
40 C. Vincent C., Patient safety, cit. 
41 Del Vecchio M., Cosmi L., Il risk management nelle aziende sanitarie, cit., pp.5-6. 
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la tipologia di rischio più specifica e si configura come la più attinente al trattamento medico 
diretto sul paziente e quella che vede implicati i comportamenti degli operatori e la loro 
organizzazione. 
Gli approcci che si possono adottare nell’affrontare il tema del rischio clinico sono due: 
1. la tutela del paziente 
2. la difesa del medico (o della struttura in maniera globale).42 
 
1.4.1 La tutela del paziente 
L’aspetto di tutela del paziente trova oggi una maggiore attenzione da parte dei 
professionisti sanitari. Di recente in Italia questo tema si è sviluppato all’interno dei 
programmi di qualità delle aziende sanitarie: il clinico ha percorso i programmi di qualità 
dell’erogazione delle cure avendo alla base l’esigenza di voler offrire la migliore cura 
possibile per il tempo storico in cui opera; su questo principio vengono costruite le linee 
guida e i protocolli terapeutici. 
La cura erogata secondo le più recenti linee guida e protocolli accreditati è per il paziente la 
migliore garanzia di trattamento appropriato e la migliore tutela del suo stato di salute. Le 
linee-guida possono essere definite come il bisogno teorico del paziente in funzione delle 
conoscenze scientifiche del momento, indipendentemente dalla reale disponibilità delle 
risorse necessarie, dalla valutazione costi/benefici e da valutazioni inerenti all’impatto sulla 
comunità in conseguenza alla sua applicazione. 
L’adattamento delle linee-guida al contesto reale in cui si opera porta alla costruzione dei 
percorsi diagnostico-terapeutici, ovvero i processi a cui il paziente sarà sottoposto nella 
struttura a cui si è rivolto, tenendo conto della reale disponibilità di risorse; rappresenta il 
punto di incontro tra il bisogno espresso dal paziente e la capacità di risposta 
dell’organizzazione.43 
Si potrebbe dedurre che più l’organizzazione eroga prestazioni vicine alle linee-guida e ai 
protocolli, più si riduce il rischio a cui il paziente viene esposto; in realtà non è così, poiché 
l’applicazione corretta delle linee-guida e la pratica di una buona medicina non elimina il 
                                                          
42 Ivi, pp.12-13. 
43 Cfr, Lega F., Logiche e strumenti di gestione per processi in sanità, McGraw-Hill, Milano, 2001. 
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rischio insito nella pratica medica. Come abbiamo affermato precedentemente, se il rischio 
è definito come la combinazione della probabilità di un evento e delle sue conseguenze, e 
l’evento è l’errore che può verificarsi in una procedura o qualsiasi cosa possa considerarsi 
“evento avverso” in quanto dannoso per il paziente, è facile intuire come non si potrà mai 
eliminare la probabilità intrinseca che quanto previsto non si realizzi. 
Il ruolo reale di un corretto programma di gestione del rischio clinico è quello di condurre 
all’identificazione dei rischi intrinsechi al processo (il rischio legato al caso), di 
identificare, eliminare o ridurre quelli legati ad una cattiva organizzazione o gestione del 
processo. Contemporaneamente deve provvedere a comunicare al paziente quanto si fa per 
minimizzare il rischio a cui potrebbe essere esposto e qual è la parte di rischio non 
eliminabile. Deve essere ben chiaro all’operatore e ben chiarito al paziente che esiste 
sempre una quota di rischio ineliminabile, in qualsiasi procedura e nella condizione più 
ottimale. 
La tutela del paziente passa dalla “protezione” dello stesso, ovvero il cosiddetto 
“paternalismo medico” caratterizzato da una relazione medico-paziente sbilanciata nei 
confronti del medico, il quale è padrone di qualsiasi scelta e decide egli stesso che cosa è 
meglio per il paziente, al rendere il paziente “consapevole”, ossia cosciente dei rischi in cui 
può incorrere e delle alternative che gli si presentano, capace di decidere. 
L’obiettivo che si vuole raggiungere è quello del “paziente esperto”. Prima di intraprendere 
un trattamento e nel corso dello stesso, occorre produrre un’informazione tale per cui il 
paziente stesso è in grado di prendere decisioni inerenti il proprio stato di salute: stiamo 
parlando del consenso informato e dei programmi di “autogestione” del paziente. 
Il consenso informato costituisce l’atto primario del processo di cura  poiché la costituzione 
(art.32) impone l’assenso del paziente a qualsivoglia intervento diagnostico e terapeutico. 
Con il consenso informato si perfeziona il contratto tra il paziente ed i sanitari che lo 
assistono, legittimando le cure e gli interventi a cui sarà sottoposto; in assenza di tale atto, 
ogni azione sanitaria, benchè eseguita in maniera ineccepibile, è illegittima ed espone il 
sanitario alle sanzioni di legge (risarcimento del danno in sede civile e alle conseguenze 
penali).44 
                                                          
44 Cfr, Ministero della Salute, Direzione generale della programmazione sanitaria “Sicurezza dei pazienti e gestione del 
rischio clinico: manuale per la formazione degli operatori sanitari”, Dipartimento della Qualità 2007, p. 92. 
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L’atto medico, di per sé illecito, è reso lecito dal consenso informato del paziente alle 
procedure di diagnosi e cura. 
A differenza dei tradizionali programmi educativi rivolti ad accrescere le specifiche 
conoscenze sulla malattia o ad incoraggiare l’adesione ad uno specifico regime terapeutico, 
il focus nei programmi di autogestione è sui problemi e la soluzione di quest’ultimi 
sperimentati dal paziente, poiché imparare a risolvere i propri problemi è molto diverso 
dall’avere il medico che li risolve. 
Una tale prospettiva è oggi percorribile per i pazienti affetti da patologie croniche, mentre 
la sua traduzione risulta più difficile per gli stati patologici acuti. 
Possiamo affermare, quindi, che non basta l’applicazione di linee-guida e protocolli a 
eliminare i rischi per il paziente e che la migliore tutela dello stesso è l’informazione 
corretta ed esaustiva, l’acquisizione del suo consenso realmente “informato” fino alla sua 
“autogestione”.45 
 
1.4.2 La difesa del medico 
Come abbiamo già osservato, i primi studi sistematici sull’errore medico si sviluppano in 
grandi ospedali americani e australiani ed hanno innescato un interesse da parte della 
società in generale, delle associazioni dei pazienti e dei singoli pazienti, nonché delle loro 
compagnie di assicurazione. 
La diffusione delle conoscenze in termini di errore medico e delle possibilità di prevenirlo 
ha portato negli ultimi anni ad una massiccia diffusione della pratica di richiesta di 
risarcimento del danno subito, che oggi ha raggiunto dimensioni preoccupanti: sono 
aumentate le azioni legali ed anche quelle che vanno a buon fine per i pazienti, con 
conseguenze economiche che si ripercuotono su più fronti. Le assicurazioni delle 
organizzazioni sanitarie, sommerse dalle domande di risarcimento, non stipulano nuovi 
contratti alle condizioni imposte dalle strutture pubbliche; quindi le gare d’appalto per le 
polizze assicurative sono deserte e le organizzazioni sanitarie e gli ospedali in particolare 
sono obbligati a contrattare direttamente con le compagnie di assicurazione, ma con 
clausole decisamente più onerose. 
                                                          
45 Del Vecchio M., Cosmi L., Il risk management nelle aziende sanitarie, cit., pp.13-16. 
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Gli operatori sanitari, in particolare i medici e gli addetti all’assistenza, sono sempre più 
preoccupati dall’eventualità di essere coinvolti in richieste di risarcimento ed azioni legali 
da parte di pazienti da essi trattati. 
La necessità di ridurre lo stress emotivo che tutto questo genera ha portato i medici e gli 
altri operatori sanitari ad adottare comportamenti difensivi: alcuni sono vere e proprie 
negazioni dell’evento, altri riguardano l’adozione di strumenti tecnici con l’obiettivo di 
cercare di scaricarsi di ogni responsabilità. 
Il medico ricerca una difesa del proprio operato, ricorrendo alla giustificazione della fatalità 
dell’evento, negando la disponibilità di ricorrere ad una revisione del percorso per 
identificarne i punti critici, invocando consensi acquisiti al proprio operato. 
La colpevolizzazione del singolo, la tendenza a ricercare la causa dell’errore nella pigrizia, 
la disattenzione, l’incompetenza e comunque in aspetti negativi del comportamento umano, 
costituiscono le barriere che fino ad ora hanno impedito la diffusione di sistemi di analisi 
dell’errore finalizzati al suo superamento. 
Un grande cambiamento culturale in campo sanitario e, più specificatamente, medico è 
rappresentato dal passaggio dalla medicina difensiva all’uso degli errori come fonte di 
apprendimento per migliorare la qualità; questo cambiamento si basa sul principio secondo 
cui la maggior parte degli errori non è realmente imputabile al solo operatore, ma si tratta di 
errori di sistema, risultato di deficit dell’organizzazione. Occorre, quindi, passare dal 
biasimo verso i singoli per gli errori passati alla prevenzione degli errori futuri progettando 
un sistema sicuro. 
Un programma di gestione dei rischi non deve promuovere la medicina difensiva, non deve 
portare a provvedimenti disciplinari né nascondere ai pazienti gli errori, ma deve favorire 
una cultura non punitiva e coinvolgere il personale nell’identificazione degli errori, 
dandogli la sicurezza di ricevere aiuto in caso di danno iatrogeno procurato: l’errore diviene 
opportunità di miglioramento della qualità della prestazione erogata.46 
                                                          




2. La gestione operativa del rischio clinico 
2.1. Una fase preliminare: la mappatura del rischio clinico aziendale 
La mappatura del rischio clinico può essere definita come quella fase della gestione del rischio 
che consente di identificare le priorità di intervento; si tratta dell’analisi preliminare che 
permette di definire, attraverso tecniche diverse, dove intervenire e con quale ordine di priorità. 
Il dove intervenire, ossia le aree e/o strutture organizzative in cui sviluppare la mappatura dei 
rischi, può essere determinato attraverso l’identificazione delle aree prioritarie di intervento 
evidenziate in letteratura; in base ai dati relativi ai danni subiti dai pazienti, la letteratura 
individua come aree prioritarie ortopedia, anestesia, ginecologia e ostetricia ecc.. 
Non si ritiene però sufficiente prendere come riferimento le priorità d’intervento indicate dalla 
letteratura scientifica per i seguenti motivi: 
 i dati sono privi di elementi di contesto e quindi possono far riferimento a priorità 
d’intervento non veritiere. La situazione locale caratterizzata da cultura, evoluzione 
organizzativa, rischio intrinseco sanitario non viene compresa; 
 la valutazione non segue un criterio di tendenza poiché i dati non sono correlati ai dati 
storici di epidemiologia del rischio relativi a quella specifica organizzazione e all’ultimo 
periodo; 
 gli studi sono eseguiti dove sono noti i casi di errori mentre non sono prese in 
considerazione le aree di lavoro per le quali non sono presenti dati in letteratura.1 
 
2.1.1. Le tecniche di mappatura dei rischi 
Le tecniche di mappatura dei rischi sono state sviluppate per un utilizzo diverso in funzioni 
di alcuni aspetti e caratteristiche che contraddistinguono le varie organizzazioni. Le tecniche 
che intendiamo analizzare sono rappresentate dalla mappatura dei rischi tramite: 
o l’analisi dei dati presenti in azienda relativi ai diversi aspetti del rischio clinico, ad 
esempio dati su sinistri, farmacovigilanza, cadute, schede di incident reporting. E’ 
una tecnica consigliata per le grandi organizzazioni come le ASL pubbliche o le 
                                                          
1 Cfr, Bizzarri G., Farina M., Strategia e gestione del rischio clinico nelle organizzazioni sanitarie. Approcci, modalità, 
strumenti e risultati, FrancoAngeli, Milano, 2012, pp.29-30. 
30 
 
grandi organizzazioni private, il cui pre-requisito è la presenza di dati a livello di 
azienda; 
o la consultazione del personale, quando non vi siano dati strutturati oppure vi siano 
ma si voglia coinvolgere il personale. E’ un approccio adatto per piccole 
organizzazioni senza un numero elevato di dati, quando si vuole coinvolgere una 
parte dell’azienda come l’Unità Operativa singola, un dipartimento o un’area di 
degenza come quella chirurgica o medica; 
o l’adozione delle buone pratiche ovvero, a titolo di esempio, le raccomandazioni del 
Ministero della Salute, le pratiche obbligatorie dell’Ente quale standard appartenente 
al modello di accreditamento di eccellenza Canadese (Accreditation Canada), gli 
obiettivi relativi alla sicurezza del paziente appartenente al modello di 
accreditamento di eccellenza Americano (Joint Commission).2 
La mappatura dei rischi attraverso l’analisi dei dati 
Prima di procedere con l’illustrazione del processo, dobbiamo far presente che il modello 
sviluppato si basa su 2 assunzioni: 
 la prima è la teoria di H. W. Heinrich (Fig.4) la quale prevede che per la mappatura dei 
rischi possano essere presi in considerazione gli effettivi accadimenti all’interno 
dell’organizzazione (eventi o eventi avversi). Questa teoria è rappresentata graficamente 
dall’Iceberg: quando un evento avverso emerge significa che non è l’unico ma 
rappresenta un segnale che vi sono altri rischi che potranno accadere con buona 
probabilità. Nelle organizzazioni sanitarie la punta dell’iceberg è rappresentata dai 
sinistri, dai casi di errori di somministrazione della terapia, dalle cadute dei pazienti e da 
tutti gli eventi conosciuti all’organizzazione. La teoria sostiene che la mappatura può 
essere sviluppata per quei dati ed eventi conosciuti perché rappresentano la punta di un 
iceberg e quindi i singoli eventi rappresentano una situazione da gestire per ridurre il 







                                                          
2 Ivi, pp.31-32. 
3 Cfr, Heinrich H. W., Industrial accident prevention: a scientific approach, McGraw-Hill, 1931. 
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Fig. 4 – La piramide di Heinrich 
 
Secondo il modello di H.W.Heinrich, esiste un rapporto ben definito tra gli eventi che possono 
avvenire in una organizzazione: la logica dell’1-29-300, ciò significa che, per ogni evento molto 
grave, ne esistono 29 di gravità minore e 300 senza danno; nell’analisi dei dati storici è stato applicato 
il modello di Heinrich per “pesare” e rendere confrontabili gli eventi accaduti e rilevati. 
 
 la seconda è la teoria di Reason (Fig. 5): i buchi nelle fette di formaggio rappresentano le 
insufficienze latenti presenti nei processi; quando si modificano più fattori che 
normalmente agiscono come barriere protettive, i buchi si possono allineare e permettere 
il concatenarsi delle condizioni che portano al verificarsi dell’evento avverso. Questa 
teoria ci permette di comprendere che per la gestione del rischio è opportuno che le 
organizzazioni sviluppino ed implementino delle barriere con l’obiettivo di ridurre il 
rischio che si verifichino degli accadimenti.4 
Questo modello si distingue per la necessità di analizzare da un lato i dati aziendali relativi 
all’epidemiologia del rischio, dall’altro la necessità di individuare le barriere presenti 
nell’organizzazione; come ultimo aspetto vi è l’esigenza di normalizzare i dati raccolti con 









                                                          
4 Crf, Reason J., Human Error, Cambridge University Press, 1990. 
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Fig. 5 – La traiettoria delle opportunità – Il modello del formaggio svizzero di Reason 
 
L’approccio metodologico che ora andremo a illustrare si compone di cinque fasi: 
 
1. Analisi dei dati (eventi storici), ovvero si tratta dell’individuazione delle diverse 
tipologie di dati presenti in azienda che riguardano accadimenti di eventi associabili 
al rischio clinico, i quali possono essere a loro volta rapportati ai costi sostenuti 
dall’azienda per la loro gestione (es. costi assicurativi). Si suggerisce di raccogliere i 
dati ed analizzare le tendenze storiche e il benchmark su particolari indicatori, tra cui 
il costo assicurativo per residente/per dipendente/per posto letto/per ricovero 
ordinario, il premio assicurativo annuo lordo, il numero di sinistri denunciati e pagati 
ecc.. L’analisi di questi dati porta a conclusioni significative in termini di gestione 
del rischio e di costi sostenuti; le analisi di benchmark mettono invece in evidenza il 
posizionamento rispetto ad altre organizzazioni simili. Questa prima fase è 
caratterizzata da un’ analisi dei dati aziendali e dei costi assicurativi con la finalità di 
individuare eventuali azioni da mettere in atto come per esempio il cambio di 
strategia per la gestione della gara d’appalto per il servizio assicurativo, oppure la 
tipologia di servizio richiesto (ad es. con o senza franchigia). Tornando 
all’epidemiologia del rischio, si devono raccogliere tutti i dati relativi ai flussi 
informativi obbligatori ed anche quelli relativi ai flussi non cogenti: i sinistri 
denunciati, la farmacovigilanza, le cadute, l’incident reporting ecc.. I dati raccolti 
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devono essere catalogati in base ad un principio di gravità per poi inserirli nelle tre 
categorie della piramide di Heinrich. 
2. Mappatura iniziale dei rischi ossia, dopo aver catalogato i dati in funzione della 
loro gravità, viene attribuito un punteggio di “pesatura” per normalizzare i dati stessi. 
Ad esempio: 
 1 per eventi molto gravi che hanno causato o hanno contribuito al decesso del 
paziente o che hanno provocato gravi disabilità permanenti (≥ 30%); 
 0,3 per un evento grave che ha provocato un danno che può produrre un 
ricovero in ambiente ospedaliero con esiti alla dimissione, un danno che può 
produrre un ricovero in ambiente ospedaliero, un danno che necessiti 
trattamenti con farmaci importanti ecc.; 
 0,03 per un evento non grave, senza conseguenze per il paziente. 
La scelta del punteggio rispecchia la proporzione di accadimento come dimostrato 
dallo studio di Heinrich. Gli eventi, opportunamente pesati, devono essere classificati 
e correlati a tutte le strutture organizzative, Unità Operative, Dipartimenti e Strutture 
Operative che costituiscono l’azienda al fine di poter rappresentare il livello di 
rischio per le diverse articolazioni organizzative. Quindi per ogni Unità Operativa si 
attribuiscono gli eventi, derivanti da diverse fonti informative, con il loro peso: 
questi, classificati in funzione della gravità, generano ed alimentano il punteggio 
finale di priorità (Fig.6).  
Quest’ultimo rappresenta la prima mappatura che dovrà essere revisionata per 
prendere in considerazione barriere e fattori di contenimento presenti ed 






                                                          
5 Bizzarri G., Farina M., Strategia e gestione del rischio clinico nelle organizzazioni sanitarie. Approcci, modalità, 
strumenti e risultati, cit., pp.33-37. 
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Fig.6 – Esempio di punteggi della mappatura 
 
Unità operative Punteggio 
Centro Salute Mentale 0,29 
Medicina Fisica e Riabilitazione 0,29 
Chirurgia Generale prima 0,32 
Chirurgia Generale CN 0,32 




Medicina Generale 1 1,19 
Ostetricia e Ginecologia 1,29 
Trasfusionale e Immunologia 1,45 
Ortopedia e Traumatologia 1,48 
Ostetricia e Ginecologia 1,58 
Chirurgia Generale Seconda 1,90 
Medicina Generale 2 2,57 
 
3. Scelta delle barriere/difese che si intende analizzare per comprendere il grado di 
maturità relativo alle fonti di riduzione del rischio presenti in azienda, in modo tale 
da modulare i punteggi ottenuti sulla base dell’effettiva gestione sistemica del 
rischio. Esempi di barriere possono essere le raccomandazioni del Ministero della 
Salute (vedi cap.1,par. 1.2.3). Le barriere possono avere un’applicazione a livello di 
azienda oppure in alcune strutture organizzative e non in altre. Per la valutazione 
dello stato di maturità delle barriere è stato sviluppato un punteggio (Fig.7), 
verificabile attraverso l’intervista con gli operatori, in modo da ottenere informazioni 
precise ma veloci.  
Fig.7 – Scala del livello di maturità di applicazione delle barriere 
 
Al termine di questa fase avremo, quindi, il punteggio complessivo dello stato di 




4. Mappatura dei rischi con barriere: si tratta del conteggio e della correzione dei 
dati di mappatura delle singole Unità Operative per un fattore moltiplicativo, 
ottenuto dalla valutazione dell’applicazione delle barriere. Questo aspetto è 
rappresentativo dei seguenti ambiti relativi alla gestione del rischio clinico: 
 se la struttura organizzativa ha adottato in modo adeguato le barriere allora il 
punteggio della mappatura non subirà variazioni poiché verrà moltiplicato per 
un coefficiente pari a uno: il punteggio della mappatura è quello derivato 
dagli eventi che si sono verificati e non subisce cambiamenti in quanto 
l’organizzazione adotta una serie di barriere che riducono la probabilità di 
accadimento dell’evento; 
 se la struttura organizzativa ha adottato solo parzialmente le barriere il 
punteggio relativo allo stato di maturità sarà maggiore di uno: le barriere che 
l’azienda ha chiesto di adottare non sono adottate in modo sistematico, per 
cui il valore della mappa subisce un’amplificazione tramite il coefficiente di 
maturità.  
Da questi calcoli, otteniamo la mappatura dei rischi definitiva (Fig.8) che consente di 
classificare le strutture organizzative nelle tre macro-categorie: alto, medio e a basso 
rischio. 
Fig. 8 – Rappresentazione grafica della mappatura dei rischi 
 
5. Piani e strumenti per il contenimento dei rischi ovvero si definisce cosa fare e 
dove all’interno dell’azienda: si suggerisce sempre di prendere in considerazione 
prima le aree ad alto rischio, sulle quali intervenire applicando strumenti pro-attivi 
della gestione come la FMEA; mentre per le aree a medio-rischio è suggerita 
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l’applicazione di strumenti re-attivi come l’Incident Reporting. Questo modo di 
procedere ci porta all’identificazione delle aree prioritarie, degli strumenti da 
analizzare e dei risultati da ottenere.6 
La mappatura dei rischi attraverso la consultazione interna 
Come abbiamo già affermato, questa metodologia è indicata per identificare le priorità di 
intervento di una porzione di struttura sanitaria o in organizzazioni più semplici e 
caratterizzate da un patrimonio informativo esiguo rispetto all’azienda sanitaria. 
Le assunzioni di base per l’applicazione di questo approccio sono descritte di seguito: 
o il personale ha tutte le informazioni necessarie per identificare le aree o i processi 
maggiormente esposti al rischio dato che conosce e vede ciò che accade 
quotidianamente. E’ necessario definire le problematiche che possono emergere nella 
raccolta delle informazioni (ad es. il fatto che il personale non considera alcuni 
accadimenti come parti della gestione del rischio clinico) e prenderle 
opportunamente in considerazione per lo sviluppo della metodologia; 
o è possibile prendere in esame tutti gli aspetti dei diversi eventi in modo completo ed 
esaustivo, poiché le diverse professionalità riescono a cogliere aspetti diversi della 
gestione del rischio e rischi diversi nello stesso evento. 
L’approccio metodologico è composto dalle seguenti fasi: 
1. Elenco dei processi a rischio ovvero dei “processi critici”. Si riporta un esempio di 
mappa dei processi di Area Medica nella Fig.9.  
I processi critici sono da ricercarsi nel contesto dei processi principali, poiché quelli 
di supporto rappresentano in realtà le barriere al rischio clinico (ad esempio la 
formazione del personale e la manutenzione delle apparecchiature evitano gli 
accadimenti e/o limitano la gravità del danno per il paziente). I processi di supporto 




                                                          




Fig.9 – Esempio di mappa dei processi di Area Medica 
 
2. Esecuzione delle interviste: si definisce il personale della struttura che è necessario 
intervistare e come farlo. Una volta elencati i processi critici, viene avviata la 
“consultazione”, ovvero un’intervista al personale che lavora nei processi in modo 
individuale o a piccoli gruppi, con lo scopo di ottenere informazioni sulla frequenza 
degli incidenti e dei quasi incidenti. I criteri utilizzati nella consultazione sono: 
 la frequenza dei quasi incidenti, ossia l’accadimento di un’attività che poteva 
generare un danno, anche lieve, per il paziente. Un esempio di quasi incidente 
può essere: si è rischiato di operare il paziente sbagliato (es. a causa del 
cambio lista); 
 la frequenza degli incidenti, ovvero l’accadimento di un’attività che ha 
generato un danno, anche lieve, per il paziente. Un esempio di incidente è il 
seguente: si è eseguita la somministrazione errata di un farmaco (es. per 
dosaggio o per tipologia). 
Per ogni processo critico identificato, al singolo intervistato o al piccolo gruppo per 
le interviste di gruppo viene chiesta la frequenza dei casi di quasi incidenti ed 
incidenti rilevati in un dato periodo; si richiede di esprimere una frequenza 
utilizzando le scale riportate nella figura successiva (Fig. 10) e di illustrare i casi 







Fig. 10 – Esempio di criteri per l’attribuzione di punteggi di quasi incidente ed incidente 
 
3. Elaborazione dati e identificazione delle priorità. Con la fase precedente abbiamo, 
per ogni processo critico identificato, un punteggio che rappresenta la frequenza 
degli incidenti e dei quasi incidenti. In questa fase si andranno ad analizzare questi 
valori e per ogni processo viene determinato il punteggio medio degli incidenti e dei 
quasi incidenti che consente di posizionare i processi nella matrice riportata in 
Fig.11. Il posizionamento dei processi consente di identificare quali cadono nell’area 
di priorità uno della matrice; una volta identificati i processi prioritari, si decide 
come intervenire e con quali strumenti. 
 





4. Piani e strumenti per il contenimento dei rischi. Dobbiamo definire cosa fare 
all’interno dei processi che sono emersi come prioritari. Si suggerisce l’applicazione 
di strumenti pro-attivi della gestione del rischio coma la FMEA poiché consente di 
sviluppare azioni mirate solo ed esclusivamente ai processi prioritari; potrebbe essere 
utile anche l’applicazione dell’incident reporting per monitorare gli eventi, dato che 
la maggior parte delle Regioni lo richiedono.7   
 
 
La mappatura dei rischi attraverso l’adozione delle buone pratiche 
Le buone pratiche più note sono quelle del Ministero della Salute e le Pratiche Obbligatorie 
per l’Ente (POE) dell’Accreditation Canada, uno degli elementi obbligatori di tale modello 
di accreditamento all’eccellenza. Un’altra serie di buone pratiche integrate negli standard del 
modello di accreditamento all’eccellenza è quella rappresentata dal modello di Joint 
Commission. Alla base di questo approccio di mappatura dei rischi c’è la seguente 
assunzione: le buone pratiche rappresentano delle modalità che, adeguatamente messe in 
atto, aiutano l’organizzazione a ridurre il rischio e aumentare la sicurezza del paziente.8 
 
2.2. La correlazione tra accadimenti/quasi eventi, eventi e le loro conseguenze 
Nei processi di diagnosi, ricovero e cura possono avvenire diversi “accadimenti” quali ad 
esempio: la mancata somministrazione di un farmaco, la mancata identificazione di allergie, la 
mancata lettura di un dato ecc.; molto spesso gli “accadimenti” vengono intercettati perchè si 
infrangono su barriere più o meno strutturate, ed in questo caso si parla di “quasi-eventi” o near 
miss. Possiamo definire un near miss come un errore che ha la potenzialità di causare un evento 
avverso che non si verifica per caso fortuito o perché intercettato o perché non ha conseguenze 
avverse per il paziente. 
                                                          




La segnalazione di quasi eventi è fondamentale poiché incoraggia una condotta proattiva e 
preventiva per la sicurezza attraverso una costante attenzione verso le condizioni di pericolo 
presenti nelle organizzazioni, anche quelle già molto sicure rispetto a ogni standard.9 
Quando invece gli “accadimenti” non sono intercettati diventano degli “eventi”. Per evento si 
intende ogni accadimento che nei riguardi del paziente ha causato un danno o ne aveva le 
potenzialità, ovvero ogni evento che riguarda il malfunzionamento, il danneggiamento o la 
perdita di attrezzature o proprietà, ossia che potrebbe dar luogo a contenzioso. 
È importante sottolineare che la presenza di un evento non è necessariamente correlata a un 
danno: abbiamo infatti i così detti “eventi senza danno”, ovvero eventi che avevano la 
potenzialità di dare origine ad un evento avverso/danno ma, per condizioni particolari, non lo 
hanno generato (ad esempio non è stata sospesa la terapia ma il paziente non ha avuto una 
conseguenza clinica). 
Quando un evento, invece, provoca ripercussioni sul paziente, si generano gli “eventi avversi”, 
ovvero che hanno prodotto un danno per il paziente come ad esempio la sospensione 
dell’intervento chirurgico o il suo rinvio, uno shock anafilattico ecc.. Una definizione diffusa di 
evento avverso è quella di “danno causato dalla gestione clinica piuttosto che dal processo della 
malattia, che si traduce in un prolungamento della degenza o in una disabilità al momento della 
dimissione”; questa definizione si riferisce prevalentemente al paziente ricoverato, ma 
ovviamente le condizioni di rischio possono essere presenti anche in attività non in regime di 
ricovero dove avvengono atti medici e/o assistenziali. Le logiche di rischio clinico infatti si 
stanno estendendo sempre più dall’ambito ospedaliero a quello territoriale, anche in ottica della 
continuità assistenziale. 
Nel seguente schema (Fig.12) può essere sintetizzata la relazione che si viene a creare tra 




                                                          
9 Degani L., Rinaldi O., Monturano M., Lopez A., Ubezio M., Principi di risk management nei servizi sanitari e socio-
sanitari. Casi, metodologie, applicazioni, possibili sviluppi., cit., pp.48-49. 
10 Bizzarri G., Farina M., Strategia e gestione del rischio clinico nelle organizzazioni sanitarie. Approcci, modalità, 




Fig. 12 – Correlazione tra accadimenti “quasi eventi e eventi” e loro conseguenze: le gravità dei danni 
 
 
2.3. Il processo di gestione del rischio clinico e i principali strumenti 
Come noto, un “processo” presenta la caratteristica di ciclicità, ovvero ha un punto di inizio e un 
punto di fine ma non è limitato nel tempo: ciò si ricollega al carattere di dinamicità che connota 
il sistema dei rischi e che determinano la necessità di ripetere sistematicamente 
l’individuazione, l’analisi, il trattamento e il monitoraggio dei rischi.11 Secondo questa logica, il 
processo di gestione del rischio clinico è dato da quattro fasi: 
a. identificazione del rischio; 
b. analisi del rischio; 
c. trattamento del rischio; 
d. monitoraggio. 
 
Gli strumenti per la gestione del rischio clinico possono essere classificati secondo diverse 
prospettive: 
 possono essere cogenti, la cui applicazione è richiesta per legge oppure volontari, quindi 
adottati e applicati per libera scelta; 
                                                          
11 D,Onza G., Il sistema di controllo interno nella prospettiva del Risk Management, cit., p. 125. 
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 possono essere retrospettivi, quando l’evento è già avvenuto o di tipo prospettico, 
utilizzabili prima che l’evento accada in modo da evitare l’accadimento e le relative 
conseguenze per il paziente. 
Tra i principali strumenti per la gestione del rischio clinico, che successivamente verranno 
illustrati, possiamo trovare: 
 l’Incident Reporting; 
 la gestione degli Eventi Sentinella; 
 la Root Cause Analysis; 
 la FMEA – Failure Mode and Effect Analysis; 
 l’analisi del contenzioso e dei sinistri; 
 la farmacovigilanza, dispositivovigilanza ed emovigilanza; 
 l’analisi delle cartelle cliniche. 
Qui di seguito è schematizzata la correlazione tra questi strumenti, gli ambiti di 
regolamentazione cogente/volontario e l’approccio prospettico/retrospettico; inoltre sono 
evidenziate le fasi del processo coperte da ogni strumento.12 





                                                          
12 Ivi, pp. 51-53. 
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Fig. 14 – Correlazione degli strumenti e fasi del processo di gestione del rischio clinico 
 
È necessario mettere in evidenza il fatto che l’unico strumento di carattere prospettico è la 
FMEA – Failure Mode and Effect Analysis, che agisce in termini preventivi ovvero si propone 
di individuare ed eliminare le criticità del sistema prima che avvengano i possibili accadimenti, 
mentre tutti gli altri sono di carattere retrospettivo, ossia studiano a posteriori gli incidenti e 
sono mirati ad individuare le cause che hanno permesso il loro verificarsi.13 
Alcuni strumenti possono essere al contempo cogenti e/o volontari come nel caso della FMEA: 
è solitamente di carattere volontario, ma diventa cogente se l’organizzazione sanitaria intende 
adottare specifici modelli di accreditamento all’eccellenza (es. Joint Commission o 
Accreditation Canada) i quali prevedono la FMEA tra i requisiti di accreditamento, o nel caso di 
specifiche direttive regionali (es. la DGR n.1831/08 della regione del Veneto) che prevedono 
l’applicazione di questo specifico strumento nel proprio modello di gestione del rischio clinico. 
Anche la Root Cause Analysis può essere cogente, se vista come strumento da applicare 
nell’ambito della gestione degli eventi sentinella, e volontaria se non applicata in questo 
specifico contesto. 
Occorre precisare che non esiste lo “strumento ideale” per la gestione del rischio clinico ma che, 
nel rispetto delle indicazioni legislative vigenti anche in ambito Regionale, dovrebbe essere 
adottato lo strumento più idoneo al contesto aziendale ed alle caratteristiche delle 
                                                          
13 Degani L., Rinaldi O., Monturano M., Lopez A., Ubezio M., Principi di risk management nei servizi sanitari e socio-
sanitari. Casi, metodologie, applicazioni, possibili sviluppi., cit., p.54. 
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organizzazioni, principalmente in termini di conoscenza, consapevolezza e disponibilità al 
cambiamento. 
L’obiettivo a cui si mira è quello di attivare una gestione integrata dei diversi strumenti che 
possono risultare tra loro sinergici. 
Andiamo ora ad approfondire gli strumenti che, dai riscontri internazionali come per esempio le 
indicazioni della IEC/ISO 31010 “Risk management - Risk assessment techniques” 2009, si 
sono dimostrati maggiormente efficaci.14 
 
2.3.1. Incident Reporting 
È uno degli strumenti più frequentemente indicati come fondamentale per una corretta 
gestione dei rischi sia in ambito sanitario che a livello di altri settori come per esempio 
l’aeronautica dove è ampiamente utilizzato da anni.15 
È uno strumento retrospettivo di rilevazione di un evento (Incident) o di un quasi-evento 
(Near miss) che consiste nella raccolta volontaria di schede anonime aventi l’obiettivo di 
tracciare l’accadimento e le sue conseguenze in modo strutturato. 
Le informazioni che la struttura ricava mediante la raccolta di queste segnalazioni sono 
fondamentali per la costruzione di un sistema di Risk Management che vada a prevenire 
l’accadere di eventi avversi che realmente possono manifestarsi in un determinato contesto. 
È necessario che le azioni preventive siano calibrate sulle reali esigenze della struttura. 
La scheda di registrazione dell’Incident Reporting contiene informazioni relative a: 
 contesto, quindi luogo dell’accadimento; 
 dati del paziente e tipologia di rilevazione; 
 le conseguenze dell’evento;16  
 la gravità dell’evento;17 
                                                          
14 Bizzarri G., Farina M., Strategia e gestione del rischio clinico nelle organizzazioni sanitarie. Approcci, modalità, 
strumenti e risultati., cit., pp. 54-55. 
15 Buscemi A., Il risk management in sanità. Gestione del rischio, errori, responsabilità professionale, aspetti 
assicurativi e risoluzione stragiudiziale delle controversie, cit., p.40. 
16 Degani L., Rinaldi O., Monturano M., Lopez A., Ubezio M., Principi di risk management nei servizi sanitari e socio-
sanitari. Casi, metodologie, applicazioni, possibili sviluppi., cit., pp. 54-55. 
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 fattori che possono aver contribuito all’evento, distinti tra umani (distrazione, 
stanchezza, stress ecc.), organizzativi (comunicazioni, procedure, personale di turno 
ecc.), tecnologici (cattivo funzionamento dei macchinari, mancata idonea formazione 
ecc.) o infrastrutturali (impianti, spazio, rumore, temperatura);18 
 informazioni su come si poteva prevenire l’evento; 
 ecc. 
La struttura del modello è proposta solitamente a livello delle singole Regioni, generalmente 
per l’ambito ospedaliero, talvolta personalizzato anche per il contesto territoriale.19 
 
Quando utilizzare lo strumento 
L’Incident Reporting è uno strumento utilizzato nella fase di identificazione del rischio e 
copre solitamente altre aree del processo di gestione del rischio quali l’analisi del rischio ed 
il monitoraggio. Con la raccolta di segnalazioni su eventi e quasi-eventi si vuole disporre di 
una base di dati che consenta la predisposizione di strategie, azioni di correzione e 
miglioramento (ad es. l’identificazione di processi critici a livello aziendale) per prevenirne 
il riaccadimento nel futuro. Se la sua applicazione è richiesta dai modelli Regionali di 
gestione del rischio clinico, allora diventa cogente. 
L’uso di questo strumento porta spesso alla segnalazione dei “quasi-eventi” piuttosto che 
degli eventi veri e propri poiché la sua applicazione è lasciata alla “buona volontà del 
personale”: questo da un lato permette di affrontare le cause che sono le stesse che portano 
all’evento; dall’altro occorre accrescere strategie e modalità per far sì che vengano registrati 
gli eventi che possono riguardare processi ed attività diverse da quelle nelle quali si 
riscontrano i “quasi eventi”. 
Come abbiamo visto in precedenza, l’Incident Reporting può essere sviluppato a valle di una 
mappatura dei rischi aziendale e risulta adatto in contesti dove la gravità delle conseguenze è 
                                                                                                                                                                                                
17 Il Ministero della salute ha graduato la gravità dell’evento come segue: grave, quando l’evento causa morte o danni 
ed invalidità permanente all’interessato; medio, quando comporta un’invalidità temporanea o un cospicuo aumento 
dei giorni di degenza; lieve, quando provoca solo disturbi temporanei e limitati. 
Ministero della Salute, Commissione Tecnica sul Rischio Clinico, Risk Management in sanità, cit. 
18 Ibidem 
19 Bizzarri G., Farina M., Strategia e gestione del rischio clinico nelle organizzazioni sanitarie. Approcci, modalità, 
strumenti e risultati., cit., p.56. 
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relativamente “modesta”, ossia quando ci si può permettere di aspettare che gli accadimenti 
si trasformino in quasi eventi e/o eventi.20 
Il processo di utilizzo 
La gestione dell’Incident Reporting può essere sintetizzata come un processo che si avvia 
con la raccolta della segnalazione (input) e termina con la verifica di efficacia delle azioni di 
contenimento del rischio (output). 
 
È suggerito inoltre lo sviluppo di un’attività di formazione del personale per l’applicazione 
dello strumento con momenti d’aula e attività sul campo, coinvolgendo tutte le figure 
professionali dell’Unità Operativa interessata. 
Fase 1 – Rilevazione dell’evento (o quasi evento) 
L’efficacia della compilazione delle schede di IR è maggiore quando: 
 gli operatori vengono aiutati nella compilazione della scheda in relazione alla 
descrizione degli accadimenti e alla loro analisi; 
 le segnalazioni vengono effettivamente prese in considerazione per “risolvere” il 
problema, generando fiducia nel personale; 
 le esperienze di tutti coloro che operano in un processo assistenziale vengono prese 
in considerazione poiché ciascuno può vedere accadimenti che non tutti possono 
incontrare. 
È utile, quindi, fornire supporto sul campo al personale, anche con brevi incontri, secondo le 




                                                          
20 Ivi, pp. 56-57. 
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Fase 2 – Compilazione dell’Incident Reporting ed adozione dei provvedimenti 
Con l’obiettivo di rendere la compilazione degli Incident Reporting uno strumento routinario 
nella gestione e riduzione del rischio clinico, è necessario: 
 far sì che la raccolta delle segnalazioni entri a far parte della pratica abituale del reparto; 
 condurre riunioni/incontri settimanali all’avvio del processo di registrazione degli 
Incident Reporting per rendere familiare lo strumento al personale dell’Unità Operativa; 
 modificare le scadenze degli incontri dopo un primo periodo di almeno due mesi in 
modo tale che non siano mai meno di uno al mese (ottimale uno ogni settimana, spesso 
ogni 15 giorni). 
Fig.15 – Esempio di scheda di Incident Reporting: dalla descrizione dell’evento ai suggerimenti per evitare il 




Fig.16 – Esempio di scheda di Incident Reporting: dalla gravità del danno alle azioni correttive (seconda 
pagina) 
 
Le modalità di conduzione della riunione dipendono dalla tipologia di reparto dove lo 
strumento è applicato: ad esempio nell’area chirurgica si terranno incontri di piccoli gruppi 
che consentano nel tempo di far intervenire tutto il personale che opera in sala, 
preferibilmente dopo le sedute di sala in modo da facilitare la memorizzazione degli 
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accadimenti e la loro descrizione, con l’obiettivo di sviluppare il lavoro multi professionale 
dell’equipe operatoria. 
È fondamentale identificare il “conduttore della riunione”, solitamente il referente del 
rischio clinico di Unità Operativa, il quale: presenta gli obiettivi della riunione e il tempo 
previsto per la sua conclusione; raccoglie le segnalazioni emerse e le riporta sinteticamente 
su un foglio di riepilogo; guida il gruppo nell’identificazione delle segnalazioni che 
rientrano nella categoria degli Incident Reporting definite nelle regole aziendali; decide 
quali accadimenti trattare nell’incontro; descrive gli accadimenti nelle schede di Incident 
Reporting (il referente del rischio clinico di dipartimento e il referente aziendale devono 
monitorare, almeno ogni 15 giorni, lo stato di maturità delle segnalazioni). 
È opportuno sottolineare l’importanza della descrizione dell’accadimento, la quale deve 
essere: 
 chiara ovvero non deve dare adito ad interpretazioni e deve essere inequivocabile; 
 sintetica in modo tale che chi legge la scheda comprenda il contesto in poco tempo 
senza disperdere energie ed attenzioni in elementi che non aggiungono valore alla 
descrizione; 
 espressa con parole semplici; 
 comprensibile sia per coloro che dovranno identificare le cause e avviare le azioni 
correttive e/o preventive che per le direzioni aziendali che dovranno capire cosa è 
avvenuto o poteva accadere; 
 circoscritta ossia collegabile ad un dato processo e/o momento assistenziale con 
l’obiettivo di coinvolgere le persone interessate nell’analisi delle cause, nella 
definizione delle soluzioni e nella pianificazione ed attuazione delle azioni di 
miglioramento. 
Fase 3 – Verifica dell’efficacia delle azioni 
Il referente del rischio clinico di Unità Operativa deve verificare, con il supporto di altre 
funzioni aziendali quali il referente del rischio clinico dipartimentale e/o aziendale, 





Fase 4 – Analisi degli Incident Reporting 
Per facilitare l’analisi degli Incident Reporting è utile l’uso di semplici fogli di raccolta dati 
che semplifichino l’elaborazione e l’analisi degli stessi, come ad esempio fogli di Excel. 
Il foglio di raccolta dati potrebbe contenere: l’Unità Operativa che segnala l’evento, i dati 
relativi al paziente, il regime di erogazione; la sintesi di come si sono svolti i fatti; il 
processo interessato in modo tale da poter identificare i processi critici prioritari a livello 
aziendale; i fattori contribuenti per evitare che l’accadimento si possa ripetere; la gravità del 
danno da 1 a 8 dove 1 e 2 sono collegati al quasi evento e da 3 a 8 ad eventi occorsi; il 
rischio futuro, quindi la possibilità di riaccadimenti di eventi analoghi e il possibile 
esito/gravità; le annotazioni a seguito dell’evento, ovvero se è stato necessario eseguire 
ulteriori indagini e prestazioni sanitarie e se sono stati intrapresi eventuali accorgimenti. 
Affinchè l’analisi dei dati raccolti sia completa, devono essere definite le variabili da 
considerare e la loro stratificazione; quest’ultima dovrebbe permettere di rilevare i “processi 
critici prioritari” con il fine di identificare la tipologia di accadimenti più ricorrenti e la loro 
distribuzione per le singole Unità Operative per attivare opportune azioni di miglioramento. 
Per comprendere meglio questa fase, a seguire vengono riportati degli esempi: 










Fig.18 – Tipologia di accadimenti segnalati – globale in percentuale 
 
Fig.19 – Esempio di evidenti priorità d’intervento 
 
Può accadere, in alcuni casi, che l’analisi dei dati esprima più di una tematica da dover/poter 
affrontare; in questo caso è utile valutare quanto emerge dalla correlazione di due fenomeni: 
le tipologie di accadimento da un lato ed il rischio futuro dall’altro, per poter poi definire 
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delle specifiche priorità. Il rischio futuro valuta la probabilità che un accadimento si 
ripresenti (più o meno di una volta all’anno) e la gravità del danno che può causare, 
dividendole in esito minore (livello di gravità < 4) o maggiore (livello di gravità > 4). A 
seguire è riportato l’esempio dell’Urologia: 
 
Fig.20 – Esempio di concomitanza di priorità d’intervento in area chirurgica di Urologia 
 
Fig.21 – Esempio di definizione delle priorità con la matrice del rischio futuro 
 
Fase 5 – Definizione dei piani di contenimento dei rischi prioritari 
Le Unità Operative, in base ai rischi prioritari identificati nella fase di analisi dei dati, 
focalizzano l’attenzione sulle aree tematiche che è necessario affrontare per prime con piani 
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di contenimento del rischio: è necessario, quindi, stabilire cosa fare, come farlo e con quali 
responsabilità e tempi. Per far questo si applicano le logiche e gli strumenti del problem 
solving, guidate dall’approccio PDCA (Plan, Do, Check, Act – Fig.22). 
Dopo aver identificato l’area di rischio prioritaria, il metodo prevede: 
 l’identificazione delle cause probabili e di quelle sulle quali agire, cioè la fase di 
diagnosi; 
 la definizione delle scelte da mettere in atto per rimuovere le cause, ovvero la fase di 
decisione; 
 la scelta e pianificazione delle contromisure;  
 la realizzazione/introduzione dei cambiamenti; 
 la conferma del risultato desiderato; 
 la standardizzazione. 
Fig.22 – Il Ciclo PDCA – Plan – Do – Check – Act o ciclo di Deming 
 
 
Fase 6 – Verifica di efficacia dei piani di contenimento del rischio 
Si tratta della fase di monitoraggio che consente di rivalutare l’efficacia delle azioni di 
contenimento e di presidiare le aree critiche per evitare che gli accadimenti si ripetano. È 
necessario: 
 monitorare a cadenze stabilite la verifica dello stato di avanzamento delle attività, 
in base ai tempi definiti per le azioni di contenimento dei rischi; 
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 verificare se le azioni decise hanno modificato le prassi operative per evitare il 
ripetersi degli eventi e/o quasi eventi trattati come prioritari.21 
 
I punti di forza e i vincoli nell’utilizzo 
I vantaggi dell’Incident Reporting consistono nella possibilità di focalizzare l’attenzione 
sugli incident e near miss (quasi errori o errori che non hanno portato danno); nella 
possibilità di delineare a livello qualitativo il profilo di rischio di una specifica realtà 
operativa; ed infine nella possibilità di coinvolgere tutti gli operatori e sensibilizzarli al tema 
della sicurezza del paziente.22 
Per quanto riguarda i vincoli nell’utilizzo, questi sono dati dal fatto che deve essere garantita 
la confidenzialità delle segnalazioni e la non punibilità di coloro che segnalano; per 
rimuovere in modo strutturato e sistematico tale limite, lo strumento utilizzato risiede nella 
modalità di raccolta degli eventi e dei quasi eventi da parte di tutti coloro che li vedono nelle 
attività quotidiane, e nella modalità di compilazione degli Incident Reporting, condotta in 
riunioni periodiche supportate dal referente del rischio clinico di unità operativa.23 
Un altro vincolo può essere ricercato nel fatto che si devono vedere risultati di 
miglioramento tecnico-organizzativo per alimentare le segnalazioni nel tempo; lo strumento 
utilizzato è la “restituzione dei risultati”, ovvero la presentazione e la condivisione dei 
risultati raggiunti nella riduzione del rischio clinico con l’applicazione dell’Incident 
Reporting per mantenere alta l’attenzione alla segnalazione.24 
 
2.3.2. Eventi sentinella 
La registrazione dell’evento sentinella è uno strumento retrospettivo per la gestione del 
rischio clinico utilizzato per la segnalazione e gestione di un evento avverso di particolare 
gravità, potenzialmente evitabile, che può comportare morte o grave danno al paziente e che 
                                                          
21 Cfr, Bizzarri G., Farina M., La gestione del rischio clinico: il processo di Incident Reporting, Ed. EmmEffe S.r.l., Milano, 
2009. 
22 Buscemi A., Il risk management in sanità. Gestione del rischio, errori, responsabilità professionale, aspetti 
assicurativi e risoluzione stragiudiziale delle controversie., cit., p.40. 
23 Bizzarri G., Farina M., Strategia e gestione del rischio clinico nelle organizzazioni sanitarie. Approcci, modalità, 




determina perdita di fiducia dei cittadini nei confronti del servizio sanitario. Prevede la 
compilazione di due schede A e B, guidata da uno specifico protocollo con regole e tempi di 
compilazione descritti nella procedura Nazionale. 
 
Quando utilizzare lo strumento 
Lo strumento è utilizzato nella fase di identificazione, analisi e trattamento di un evento di 
particolare gravità; è sufficiente il verificarsi di un solo caso per avviare un’indagine 
conoscitiva con la finalità di accertare se abbiano contribuito fattori eliminabili o 
riconducibili ed attuare, così, le misure correttive adeguate da parte dell’organizzazione.25 
Il Ministero della Salute ha identificato i seguenti eventi sentinella: 
1. procedura in paziente sbagliato; 
2. procedura chirurgica in parte del corpo sbagliata; 
3. errata procedura su paziente corretto; 
4. strumento o altro materiale lasciato all’interno del sito chirurgico che richiede un 
successivo intervento o ulteriori procedure; 
5. reazione trasfusionale conseguente ad incompatibilità AB0; 
6. morte, coma o grave danno derivati da errori in terapia farmacologica; 
7. morte materna o malattia grave correlata al travaglio e/o parto; 
8. morte o disabilità permanente in neonato sano di peso >2500 grammi non correlata a 
malattia congenita; 
9. morte o grave danno per caduta di paziente; 
10. suicidio o tentato suicidio di paziente in ospedale; 
11. violenza su paziente; 
12. atti di violenza a danno di operatore; 
13. morte o grave danno conseguente ad un malfunzionamento del sistema di trasporto; 
14. morte o grave danno conseguente a non corretta attribuzione del codice triage nella 
Centrale operativa 118 e/o all’interno del Pronto Soccorso; 
15. morte o grave danno imprevisto conseguente ad intervento chirurgico; 
16. ogni altro evento avverso che causa morte o grave danno al paziente.26 
                                                          
25 Ivi, pp. 69-70. 




Il processo di utilizzo 
La gestione degli eventi sentinella può essere descritta come un processo che si avvia dalla 
segnalazione dell’evento e si conclude con la restituzione alle parti interessate dell’esito 
della gestione delle azioni definite. Tale processo è regolato da una specifica procedura 
emanata dal Ministero della Salute: il “Protocollo per il monitoraggio degli eventi 
sentinella” del luglio 2009.27 
La Direzione Aziendale, ogni volta che si verifica un evento avverso, prende in carico il 
paziente ed attua tutte le misure necessarie per mitigare il danno, attiva i dovuti processi di 
comunicazione con i pazienti e/o i loro familiari in modo trasparente e completo ed, inoltre, 
segue e mette in atto la procedura di segnalazione di un evento sentinella. Quest’ultima è 
guidata, come abbiamo detto, da due schede: 
1. Scheda A: deve essere compilata entro 7 giorni dal verificarsi dell’evento ed inviata 
al Ministero, contiene alcune indicazioni di massima sull’evento e le relative cause; 
2. Scheda B: deve essere compilata ed inviata al Ministero entro 45 giorni dal 
verificarsi dell’evento e deve riferire le cause identificate, i piani d’azione e i 
risultati. Per lo sviluppo delle attività a cui la scheda si riferisce, è necessario 
l’utilizzo di appositi strumenti quali la Root Cause Analysis (RCA), che illustreremo 
successivamente.28 
I punti di forza ed i vincoli nell’utilizzo 
Un punto di forza di questo strumento è senza dubbio l’approccio multidisciplinare 
utilizzato nella raccolta delle informazioni e nell’analisi delle cause alla radice, con il 
coinvolgimento delle Direzioni Aziendali nell’individuazione delle azioni che ridurranno la 
probabilità e la gravità degli accadimenti in futuro, attivando azioni correttive per evitare che 
gli eventi si ripetano. 
                                                                                                                                                                                                
http://www.salute.gov.it. 
27 Bizzarri G., Farina M., Strategia e gestione del rischio clinico nelle organizzazioni sanitarie. Approcci, modalità, 
strumenti e risultati., cit., p.70. 
28 Cfr, Ministero della Salute, Dipartimento della Qualità Direzione generale della Programmazione Sanitaria, dei livelli 





Per quanto riguarda i vincoli, va sottolineata la difficoltà nell’applicazione e sviluppo di 
questo strumento29; ciò è reso evidente dai dati pubblicati dal Ministero della Salute con il 1° 
Rapporto del Settembre 2005 Febbraio 2007 nel “Protocollo Sperimentale di Monitoraggio 
degli Eventi Sentinella” dove è riportato che sono pervenute al Ministero 123 segnalazioni 
di eventi sentinella. 
Nel 2° Rapporto Settembre 2005 Agosto 2009 sono riferite 385 segnalazioni di eventi 
sentinella. Nel documento sono inoltre evidenziate alcune considerazioni in relazione a 
specifiche aree, ad esempio nell’area della Chirurgia nel quinquennio 2005-2010, a fronte di 
oltre 23 milioni di prestazioni chirurgiche erogate, sono stati segnalati solo 119 eventi 
sentinella. 
Il Ministero segnala, inoltre, che è in corso un’attività intensa di ispezioni e analisi degli 
eventi sentinella nelle strutture sanitarie, tramite gruppi di lavoro congiunti tra Ministero, 
Regioni, Aziende Sanitarie ed esperti del settore.30 
La ridotta dimensione degli eventi sentinella segnalati può essere vista da un lato come il 
segnale che non c’è alcun motivo di preoccupazione in merito alla sicurezza del paziente, 
dall’altro può fornire indicazioni di un’area di segnalazione ancora sotto dimensionata 
rispetto alla realtà. 
Un ulteriore punto su cui porre l’attenzione risiede nel fatto che, oltre alla “trasparenza” 
della segnalazione, un’ottima gestione degli eventi sentinella si fonda sulla conoscenza e 
capacità di utilizzare gli strumenti ad essi correlati come la Root Cause Analysis per l’analisi 
delle cause alla radice, l’Audit Clinico per la verifica dell’efficacia delle soluzioni adottate e 





                                                          
29 Bizzarri G., Farina M., Strategia e gestione del rischio clinico nelle organizzazioni sanitarie. Approcci, modalità, 
strumenti e risultati., cit., p.71. 
30 http://www.salute.gov.it. 
31 Bizzarri G., Farina M., Strategia e gestione del rischio clinico nelle organizzazioni sanitarie. Approcci, modalità, 
strumenti e risultati., cit., pp.72-73. 
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2.3.3. Root Cause Analysis 
La RCA è uno strumento che permette un’analisi di tipo retrospettivo: consente di effettuare 
un’indagine partendo da un evento avverso o da un evento che poteva generarlo e risale alle 
cause che lo hanno prodotto con l’obiettivo di identificare opportune azioni che permettano 
di evitare che l’accadimento si ripeta. 32 
Questo strumento ha l’obiettivo di analizzare l’intero processo che ha generato l’errore ed 
individuare così la “causa radice”. Con quest’ultimo termine si vuole intendere un difetto in 
un processo la cui eliminazione previene l’accadimento di uno specifico evento avverso. Gli 
scopi della RCA sono: individuare tutte le cause di un evento, individuare le cause radice e 
collocarle in uno schema di riferimento (classificazione), individuare le cause aggredibili ed 
infine le azioni di miglioramento da mettere in atto.33 
 
Quando utilizzare lo strumento 
È uno strumento utilizzato all’interno del processo di gestione del rischio clinico nelle fasi di 
analisi dei rischi, trattamento e monitoraggio. 
Inoltre è uno degli strumenti di analisi proposti per l’indagine degli eventi sentinella definiti, 
come abbiamo precedentemente citato, dal “Protocollo per il monitoraggio degli eventi 
sentinella” del 2009. 
La decisione di intraprendere la RCA può essere presa, a livello locale, anche per eventi non 
inclusi nella lista degli eventi sentinella; in questo caso, si collega ad altri strumenti per 
l’identificazione dell’evento, come ad esempio il singolo Incident Reporting di particolare 
gravità e/o l’analisi degli Incident Reporting raccolti in un dato periodo. 
Il processo di utilizzo 
La RCA può essere sintetizzata come un processo nel quale l’input è dato dall’analisi degli 
Incident Reporting e dagli eventi sentinella, il suo sviluppo porta alla definizione di piani di 
contenimento dei rischi identificati e si conclude con la valutazione di efficacia di 
quest’ultimi. 
                                                          
32 Ibidem. 
33 Buscemi A., Il risk management in sanità. Gestione del rischio, errori, responsabilità professionale, aspetti 





Possiamo sintetizzare il processo della RCA in quattro fasi metodologiche e per ognuna di 
esse sono riferiti specifici strumenti applicativi: 
 
L’attività preliminare per lo sviluppo di questo strumento è la costituzione di un apposito 
Team, con il compito di presidiare l’efficace applicazione di questa impegnativa 
metodologia. 




                                                          
34 Bizzarri G., Farina M., Strategia e gestione del rischio clinico nelle organizzazioni sanitarie. Approcci, modalità,  




Per quanto riguarda la fase “determinazione delle cause radice”, è opportuno illustrare 
brevemente le tre tecniche che la struttura sanitaria può applicare: 
 il diagramma a spina di pesce o di Ishikawa: a seguito di un evento avverso, 
vengono dettagliate in sequenza le cause primarie, secondarie e terziarie, se possibile 
con le categorie d’errore predefinite in modo tale che possa essere successivamente 
studiato un sistema di prevenzione generalmente valido. Si presta alla valutazione di 
eventi in cui è possibile definire la sequenza sia in ordine temporale che 
organizzativo; 
 la tecnica dei cinque è usata per favorire un approfondimento di pensiero che vada 
oltre la causa ovvia e aiuti a definire il problema e la situazione da sottoporre in 
analisi. Nella stesura delle domande è consigliabile scrivere in sequenza cinque volte 
perché, in quanto favorisce le risposte da parte del gruppo di lavoro; 
 la mappa dei processi è un’analisi molto strutturata e utile in casi complessi in cui 
interagiscono molte variabili e organizzazioni di tipo trasversale. L’analisi per mappa 
dei processi avviene secondo tre fasi: che cosa è successo, perché è successo e quindi 
quali sono i fattori più direttamente collegati all’evento ed infine quali sono i sistemi 
e processi alla base dei fattori più direttamente collegati all’evento.35 
 
I punti di forza ed i vincoli nell’utilizzo 
Il punto di forza che emerge dall’applicazione di questo strumento è innanzitutto la 
sensibilizzazione del personale sulle reali cause di un problema; inoltre la RCA permette di 
concentrare l’attenzione sulle cause per le quali il gruppo di lavoro è indipendente nella 
risoluzione da quelle in cui non lo è, così da poter scegliere dove concentrare gli sforzi in 
modo efficace ed efficiente. 
Un limite nell’utilizzo della RCA può essere dato da eventuali conflitti che si possono venire 
a creare all’interno del gruppo di lavoro. Quest’ultimo è composto da tutti coloro che 
operano nel processo interessato dal problema, in modo tale da portare alla luce tutte le 
cause vere che lo hanno generato. 
                                                          
35 Buscemi A., Il risk management in sanità. Gestione del rischio, errori, responsabilità professionale, aspetti 
assicurativi e risoluzione stragiudiziale delle controversie., cit., pp.41-42. 
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È fondamentale, quindi, creare un clima di gruppo positivo ed il ruolo del team leader può 
essere determinante per questo aspetto.36 
 
2.3.4. Analisi dei contenziosi e dei sinistri 
Le unità organizzative delle strutture sanitarie che si occupano dei sinistri aperti a seguito 
delle segnalazioni possono essere diverse; le segnalazioni possono essere generate da 
reclami trasmessi da parte dell’URP (Ufficio Relazioni con il Pubblico) e smistati all’ufficio 
competente, segnalazioni spontanee interne o attivate a seguito di richieste formali di un 
legale e/o di un paziente ecc. 
Ci sembra opportuno sottolineare la crescente emanazione di direttive specifiche in merito 
alla gestione dei sinistri da parte delle singole Regioni, le quali richiedono la costituzione di 
appositi nuclei di valutazione all’interno delle proprie strutture sanitarie; quest’ultimi hanno 
la funzione di curare i rapporti assicurativi per la responsabilità civile verso terzi e verso 
prestatori di lavoro, di gestione dei sinistri, nonché di tutela delle professioni sanitarie, di 
raccordo e collaborazione con il rappresentante della compagnia assicurativa di riferimento 
e/o con il broker. Tutto ciò per promuovere un riscontro tempestivo ed adeguato all’utente 
nel caso siano emerse responsabilità oggettive. 
Possiamo quindi definire l’analisi dei contenziosi e dei sinistri come una fonte di 
informazioni per definire le aree di rischio a livello aziendale. 
Quando si utilizza 
Questo strumento viene utilizzato nella fase di identificazione del rischio e, nello specifico, 
come fonte di informazioni e dati per la definizione delle aree prioritarie di avvio del 
processo di gestione del rischio clinico a livello di organizzazione sanitaria. 
Come si utilizza 
È necessaria un’analisi periodica e strutturata dei contenziosi e dei sinistri aperti. 
 
 
                                                          
36 Bizzarri G., Farina M., Strategia e gestione del rischio clinico nelle organizzazioni sanitarie. Approcci, modalità, 
strumenti e risultati., cit, pp.76. 
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Punti di forza e vincoli nell’utilizzo 
Il punto di forza più evidente che emerge consiste nel facilitare il presidio delle aree 
prioritarie di rischio a livello di azienda sanitaria; inoltre questo strumento ha un punto di 
contatto importante con la direzione strategica come premessa alla sensibilizzazione del 
personale. 
Il database dell’azienda sanitaria può rappresentare, invece, un limite nell’utilizzo dello 
strumento; risulta, infatti, necessario disporre di database il più possibile snelli e flessibili 
per una maggiore tempestività di risposta ai quesiti che l’organizzazione può richiedere.37 
 
2.3.5. FMEA – Failure Mode and Effect Analysis 
La FMEA, acronimo di Failure Mode and Effect Analysis, è una tecnica di tipo previsionale 
nata dai procedimenti mentali normalmente adottati dai progettisti che consente di ottenere 
valori elevati di affidabilità di sistemi complessi: si tratta di un’analisi di tipo qualitativo 
intesa a definire quello che potrebbe succedere (il modo di guasto/errore) se si verificasse 
un’omissione, un errore. 
Non è una metodologia di problem solving in quanto può essere utilizzata anche a posteriori 
su un prodotto o un processo di lavoro per evidenziarne punti critici e classificarli per 
priorità prima di intervenire con gli strumenti di miglioramento; può essere anche ripetuta 
per sottolineare cambiamenti nelle valutazioni per effetto delle modifiche.38 
Questo strumento è utilizzato da circa un centinaio di anni e recentemente si è assistito al 
rafforzamento e alla diffusione di tale metodologia. È stata applicata negli anni cinquanta in 
campo militare, nella progettazione missilistica e nelle organizzazioni complesse 
(aeronautica, nucleare) per individuare e prevenire possibili difetti sui prodotti. 
Ciò è avvenuto anche grazie all’emissione della norma Mil-Std 1629 “Procedures for 
performing a Failure Mode Effect and Criticality Analysis” emanata dal Dipartimento della 
Difesa Americano nel 1980. 
                                                          
37 Ivi, p.77. 
3838 Buscemi A., Il risk management in sanità. Gestione del rischio, errori, responsabilità professionale, aspetti 
assicurativi e risoluzione stragiudiziale delle controversie., cit., pp. 44-45. 
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L’applicazione di questa tecnica si è poi estesa ad altri campi, soprattutto quello 
automobilistico, come denota la norma 812/1985 prodotta dal Comitato Elettrotecnico 
Internazionale (IEC) per codificarne l’uso. 
In Italia la FIAT – Iveco, con altri suoi partner, nel 1998 ha pubblicato le linee guida per 
l’adozione della FMEA nel proprio contesto operativo. 
Dal contesto industriale l’applicazione della FMEA si sta sempre più estendendo nel 
contesto dei servizi, anche nell’ambito della sanità; a testimonianza di ciò, questo strumento 
è previsto anche da modelli di gestione di rilievo internazionale, sia in ambito sanitario che 
non sanitario, come ad esempio: 
 gli standard di eccellenza della Joint Commission International – JCI; 
 gli standard di eccellenza di AC (Accreditation Canada) nella versione del 2008; 
 la norma ISO 31000 “Risk management – Principles and guidelines” che fornisce 
principi e linee guida generali sul risk management ed in particolare la norma ISO 
31010 “Risk management – Risk assessment techniques” che supporta l’applicazione 
dell’ISO 31000 nella guida, selezione ed applicazione delle tecniche e strumenti, tra 
cui è specificatamente riferita la FMEA.39 
Ritornando al contesto sanitario, è opportuno riportare gli “step metodologici per 
l’applicazione della FMEA” richiamati negli standard della Joint Commission – JC: 
 identificare e dare priorità ai processi ad alto rischio; 
 selezionare annualmente almeno un processo ad alto rischio; 
 identificare modi di guasto/errore e possibili difetti; 
 per gli effetti più critici condurre un’analisi delle cause alla radice; 
 ridisegnare il processo per minimizzare il rischio di quel modo di guasto o per 
proteggere il paziente dai suoi effetti; 
 sperimentare ed applicare il processo ridisegnato; 
 identificare ed applicare misure di efficacia; 
                                                          
39 Bizzarri G., Farina M., Strategia e gestione del rischio clinico nelle organizzazioni sanitarie. Approcci, modalità, 
strumenti e risultati., cit., pp.78-79. 
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 applicare una strategia per mantenere nel tempo l’efficacia del processo 
ridisegnato.40 
Per quanto riguarda il modello di accreditamento all’eccellenza Canadese l’Accreditation 
Canada – AC, nei suoi standard sono stati introdotti i Required Organizational Practices – 
ROP, ovvero i Requisiti obbligatori per l’organizzazione che riguardano temi specifici per il 
rischio clinico e sono suddivisi in cinque aree: 
 obiettivi prioritari strategici in merito alla sicurezza del paziente; 
 report quadrimestrali; 
 sistema di reporting per gli eventi avversi; 
 politiche e processi per la segnalazione degli eventi avversi; 
 analisi prospettiche. 
Nell’ambito delle analisi prospettiche, la FMEA è segnalata tra le tecniche e gli strumenti 
applicabili.41 
 
Quando utilizzare lo strumento 
La FMEA è uno strumento di carattere prospettico di gestione del rischio, guida 
all’identificazione degli accadimenti prima che si presentino agendo così in termini 
preventivi, copre tutte le fasi del processo di gestione del rischio clinico, ovvero 
l’identificazione, l’analisi dei rischi, il trattamento e il monitoraggio. 
Il processo di utilizzo 
Il processo si avvia con l’identificazione del processo critico prioritario e si conclude con la 
rivalutazione dei rischi e la misurazione della riduzione dell’indice di rischio ex-ante ed ex-
post l’applicazione dello strumento. 
È necessario costituire un gruppo di lavoro multiprofessionale in modo tale da apportare 
tutte le conoscenze e competenze disponibili per l’applicazione della FMEA. 
 
                                                          
40 Cfr, Ponzetti C., Farina M., La gestione del rischio clinico nell’Organizzazione sanitaria: approcci, modalità, strumenti 
e risultati – Il caso dell’AUSL della Regione Valle d’Aosta, Ed. Regione Valle d’Aosta, 2007, p.38. 
41 Cfr, Accreditation Canada, Pratiche obbligatorie per l’ente – Programma di Accreditamento di eccellenza Canadese, 
Ed. Accreditation Canada, 2008. 
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Il processo, come illustrato in Fig.23, si compone di cinque fasi: 
 identificazione del processo critico; 
 studio del processo; 
 analisi dei rischi; 
 trattamento dei rischi e definizione delle azioni di contenimento; 
 monitoraggio dei risultati.42 
 
Fig.23 – Le fasi della FMEA – attività e risultati 
 
 
1 – Selezione dei processi critici: l’identificazione del processo critico da analizzare 
La prima fase consiste nell’identificazione dei processi critici definiti dall’organizzazione 
sanitaria che, come abbiamo precedentemente visto nella mappatura del rischio clinico, sono 
quei processi nei quali sono presenti attività e/o condizioni di lavoro che possono generare 
un rischio per il paziente. 
Lo scopo è quello di selezionare tra questi processi critici quello prioritario al quale 
applicare la FMEA.43 
                                                          
42 Bizzarri G., Farina M., Strategia e gestione del rischio clinico nelle organizzazioni sanitarie. Approcci, modalità, 
strumenti e risultati., cit., pp. 80-81. 
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2 – Studio del processo 
In questa fase si procede a studiare, in termini di scomposizione in fasi ed attività 
elementari, il processo prioritario identificato consentendo di comprendere e descrivere le 
modalità di lavoro utilizzate dal personale coinvolto. Quest’ultimo deve descrivere le attività 
come sono svolte in realtà e non come “dovrebbero essere fatte” poiché una descrizione non 
rispondente all’attività quotidiana porta ad identificare rischi che in realtà non esistono, 
mascherandone altri nei quali invece il paziente può incorrere abitualmente. 
Questo approccio rappresenta un momento cardine sul quale si basa un’efficace analisi dei 
rischi. 
 
3 – Analisi dei rischi 
Lo scopo di questa fase è quello di identificare gli accadimenti e le conseguenze che si 
possono generare per ogni singola attività e determinare l’indice di rischio, prendendo in 
considerazione i fattori di contenimento presenti e di conseguenza definire i rischi prioritari. 
Nella figura successiva viene illustrata la fase di analisi che, attraverso diverse tecniche di 
raccolta delle informazioni (es. brainstorming e/o brainwriting), ci permette di identificare 
gli accadimenti che possono avvenire per ogni attività, le relative conseguenze e i fattori di 
contenimento presenti ovvero ciò che stiamo facendo per evitare che un evento accada. 
Fig.24 – Correlazione tra attività, accadimenti, conseguenze e fattori di contenimento 
 




Successivamente si identificano gli indici di rischio per tutte le attività del processo. 
L’indice di rischio è dato dalla formula R = G X P dove la probabilità del rischio è definita 
in realtà dalla valutazione della probabilità e dalla rilevabilità come sotto riportato: 
Fig.25 – L’indice di rischio ed i suoi parametri costitutivi 
 
Per una valutazione oggettiva occorre avvalersi di scale che definiscano i tre parametri e di 
seguito sono riportati alcuni esempi di scale di valutazione della gravità, della probabilità e 
della rilevabilità degli accadimenti. 









Fig.27 – Esempio di scala della probabilità e sua descrizione 
 
Fig.28 – Esempio di scala della rilevabilità e sua descrizione 
 
Per la rilevabilità è applicata una scala contraria rispetto alla gravità ed alla probabilità; può 
essere definita come la capacità da parte dell’organizzazione di rilevare l’evento prima che 
accada, e contiene l’indice di rischio o lo amplifica a parità di gravità della conseguenza e 
probabilità dell’accadimento. 
A questo punto occorre scegliere i punti critici sui quali si intende agire; la scelta sarà data 
dal valore maggiore dell’indice di rischio delle attività e dalla loro collocazione nella 





Fig.29 – Esempio di matrice per la mappatura dei rischi 
 
La collocazione delle attività e dei relativi rischi nella mappatura consente di capire l’esatta 
priorità di intervento e quindi attivare azioni di contenimento mirate, al fine di non 
disperdere energie in analisi non utili, almeno nel breve termine.44 
4 – Definizione e attuazione dei piani di contenimento 
Lo scopo di questa fase è definire piani di contenimento finalizzati a ridurre e/o eliminare i 
rischi prioritari precedentemente individuati. Si agisce sulle cause che generano il rischio 
intervenendo con opportune azioni di contenimento. 
È importante che i rischi da prendere in considerazione siano solo quelli che cadono nelle 
aree di intervento prioritario nella matrice Gravità-Probabilità, in modo tale da: 
 dirigere le risorse su pochi rischi prioritari e al termine del loro contenimento; 
 prendere in considerazione la definizione di piani di contenimento relativi agli altri 
rischi meno prioritari. 
Per poter avviare azioni di contenimento semplici e tempestive dei rischi individuati, occorre 
agire su: 
 rilevabilità, ovvero aumentare la capacità dell’organizzazione di rilevare 
l’accadimento prima che accada; 
 probabilità, cioè ridurre la probabilità dell’accadimento; 
                                                          
44 Ivi, pp. 84-89. 
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 gravità ossia ridurre la gravità delle conseguenze dell’accadimento (dobbiamo agire 
sulla modalità di svolgere l’attività correlata all’accadimento). 
Il piano di contenimento deve essere impostato prendendo in considerazione il parametro 
con il valore più alto ed è utile porsi alcune domande: 
 in che fase e attività del processo ci troviamo? 
 qual è il rischio clinico identificato? 
 quali sono i parametri dell’IR a punteggio maggiore? 
 come posso ridurre i parametri dell’IR in quella fase e attività del processo e cosa è 
necessario modificare? 
La semplicità delle azioni adottate per agire sugli accadimenti prioritari risulta essere una 
strategia vincente nello sviluppo di piani di contenimento del rischio duraturi e utili; un altro 
fattore da considerare è la resistenza al cambiamento da parte degli operatori chiamati ad 
adottare le modifiche necessarie del processo. Infatti una parola chiave di questa 
metodologia è il “coinvolgimento” del personale durante lo sviluppo della FMEA e il 
riconoscimento dei rischi prioritari: questo significa essere pronti a decidere “come fare le 
cose che faccio oggi in modo diverso” facendone comprendere le motivazioni a tutti coloro 
che sono interessati nel processo analizzato. 
Ridurre i rischi significa quindi non fare formazione e scrivere procedure, ma apportare 
modifiche semplici al processo nelle aree di rischio prioritario, sviluppando barriere tecniche 
e comportamentali per intercettare gli accadimenti prima che si verifichino.45 
 
5 – Monitoraggio dei risultati 
Questa fase ha l’obiettivo di valutare lo stato di attuazione dei piani di contenimento e, poi, 
di eseguire la rivalutazione del rischio per comprenderne la sua riduzione nel tempo. 
Consiste nello svolgere le seguenti attività: 
 verifica di avanzamento dei piani di contenimento nei tempi e nei modi stabiliti; 
 aggiornamento della FMEA: dopo che il piano di contenimento è stato completato, il 
gruppo di lavoro che ha svolto la prima analisi degli indici di rischio e il personale 
                                                          
45 Ivi, pp. 89-91. 
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che ha applicato le azioni di contenimento rivalutano l’indice di rischio delle singole 
attività interessate. È necessario, inoltre, rivalutare l’indice complessivo del processo 
oggetto della FMEA per monitorare la sua riduzione nel tempo. 
È opportuno rivalutare nel tempo il valore complessivo dell’indice di rischio per poter 
definire i livelli di rischio minimo complessivo “accettabili” da parte dell’organizzazione per 
ogni processo critico identificato.46 
I punti di forza ed i vincoli nell’utilizzo 
Tra i punti di forza che possiamo attribuire alla FMEA, si individua una migliore 
conoscenza dei processi assistenziali, nonché uno spunto di riflessione e valutazione su 
quello che viene realizzato quotidianamente. Lo strumento migliora il processo assistenziale 
e introduce barriere preventive di sicurezza andando ad incidere sulla frequenza e la 
rilevabilità degli eventi. Inoltre, agendo in termini preventivi, consente un importante 
risparmio di risorse. 
Si tratta di una tecnica facile da capire e molto flessibile che può essere facilmente applicata 
a tutto il processo di lavoro o a parti selezionate, con costi limitati. 
Per contro, l’efficacia dei risultati potrebbe dipendere dalla qualità delle valutazioni, se 
soggettive, e legate al team che le effettua: è necessario, quindi, definire parametri oggettivi 
da valutare (es. l’evidenza di un doppio controllo) e costituire un gruppo di lavoro 
competente ed aperto al dialogo. 
La FMEA ha bisogno di una notevole capacità di sintesi da parte dell’utilizzatore, in 
particolare riguardo a situazioni o comportamenti prolungati nel tempo prima di causare 
l’evento, poiché la descrizione di alcuni errori in comportamenti complessi potrebbe 
divenire troppo ampia e verbosa. 
È necessaria, inoltre, la collaborazione di specialisti competenti per l’applicazione della 
FMEA in campo medico. 
Infine, ci sembra opportuno sottolineare il fatto che i risultati raggiunti sulla riduzione dei 
rischi identificati devono essere mantenuti nel tempo ed ogni anno occorre inserire 




nell’analisi nuovi processi/prestazioni secondo priorità d’intervento definite e codificate a 
livello aziendale/regionale.47 
 
2.3.6. Farmacovigilanza, dispositivo vigilanza ed emovigilanza 
La farmacovigilanza, dispositivo vigilanza e l’emovigilanza sono strumenti per la gestione 
del rischio clinico, codificabili come “segnalazione degli eventi”. 
La farmacovigilanza è uno strumento legato all’approccio cogente della gestione del rischio 
clinico, ovvero le attività, i tempi, le responsabilità relative sono regolate da leggi e decreti 
nazionali, spesso derivati da direttive europee. 
L’emovigilanza è letteralmente la vigilanza del sangue e consiste nell’insieme di tutte le 
attività e procedure messe in atto quotidianamente dagli operatori del sistema sangue per 
monitorare le reazioni inaspettate e gli incidenti gravi che possono verificarsi nel processo 
trasfusionale. È compresa anche la sorveglianza delle malattie infettive trasmissibili con la 
trasfusione. 
Il programma nazionale di emovigilanza è definito dal Centro Nazionale Sangue che, 
insieme al Ministero della Salute, alle Regioni e alle Province Autonome, coordina il 
sistema informativo dei servizi trasfusionali (SISTRA), all’interno del quale vengono gestite 
le informazioni relative all’emovigilanza ed alle altre attività trasfusionali. 
La base per tenere sotto controllo il sangue donato è la sorveglianza epidemiologica che ci 
permette, attraverso la registrazione puntuale degli effetti indesiderati gravi degli errori 
trasfusionali e degli incidenti gravi, di monitorare gli elementi di deviazione dalla pratica 
trasfusionale migliore e di richiedere l’adozione di provvedimenti mirati alla loro 
prevenzione. 
La farmacovigilanza, la dispositivo vigilanza e l’emovigilanza sono strumenti collocati nella 
fase di identificazione del rischio che vedono l’organizzazione sanitaria come punto di avvio 
del processo di gestione del rischio clinico; le altri fasi di analisi, trattamento e monitoraggio 
risiedono al di fuori dell’organizzazione che ha fatto la segnalazione e si trovano a livello 
                                                          
47 Buscemi A., Il risk management in sanità. Gestione del rischio, errori, responsabilità professionale, aspetti 
assicurativi e risoluzione stragiudiziale delle controversie., cit., pp. 48-49. 
73 
 
delle istituzioni (Ministero, Regioni) per ritornare poi al livello delle singole organizzazioni 
con le decisioni sui prodotti, ad esempio le revoche dal mercato. 
Focalizziamo ora l’attenzione sulla farmacovigilanza e le sue principali caratteristiche. 
Come abbiamo già detto, si tratta di uno strumento cogente per la segnalazione di reazioni 
avverse da farmaci, di incidenti e mancati incidenti relativi all’utilizzo dei dispositivi medici 
e accessori. 
Quando si utilizza 
Lo strumento è utilizzato nella fase di identificazione del rischio, ogni volta che i medici e/o 
i farmacisti si trovano davanti a reazioni sospette da farmaci/dispositivi delle quali vengono 
a conoscenza. 
Il processo di utilizzo 
L’applicazione di questo strumento è guidata da schede di segnalazione precostituite a 
livello ministeriale (D.M. 7 agosto 1997 ss.mm.ii) e secondo legge che regolano il contenuto 
delle informazioni, il flusso delle comunicazioni, le responsabilità ed i tempi. 
Tali segnalazioni possono essere input del processo di gestione del rischio d’Azienda (la 
Mappatura dei rischi), ma solitamente sono input del processo di Farmacovigilanza 
nazionale che vede interessati Ministero della Salute e Aziende Farmaceutiche nelle fasi di 
analisi, trattamento e monitoraggio. 
Punti di forza e vincoli nell’utilizzo 
Sicuramente il punto di forza di questo strumento consiste nella costituzione di una rete di 
informazioni a livello nazionale che può fornire indicazioni ad ampio raggio. 
Sono presenti anche degli elementi che, se mal gestiti, possono trasformarsi in vincoli 
all’utilizzo di questo strumento e possono essere identificati nella sensibilizzazione del 
personale interessato in merito all’importanza della gestione delle segnalazioni, nella 
formazione e nel monitoraggio del rispetto di tali attività.48 
 
 
                                                          
48 Bizzarri G., Farina M., Strategia e gestione del rischio clinico nelle organizzazioni sanitarie. Approcci, modalità, 
strumenti e risultati., cit., pp.93-94. 
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2.3.7. Analisi delle cartelle cliniche 
La cartella clinica può essere definita come l’insieme dei documenti che registrano un 
complesso eterogeneo di informazioni sanitarie, anagrafiche, sociali, aventi lo scopo di 
rilevare il percorso diagnostico-terapeutico di un paziente al fine di predisporre gli opportuni 
interventi sanitari e di poter effettuare indagini scientifiche, statistiche e medico-legali.49 
L’analisi delle cartelle cliniche è uno strumento retrospettivo di identificazione degli eventi e 
delle relative conseguenze che porta ad identificare la congruità e la coerenza dei descrittori 
delle attività tracciate, la loro interpretazione univoca o meno. In merito alla completezza ed 
esaustività dei dati presenti nelle cartelle, si possono evidenziare dei limiti nella valutazione 
retrospettiva per identificare le cause degli eventi. 
È importante segnalare come, dal punto di vista legale, la cartella clinica rappresenta la 
traccia reale di quanto è realmente accaduto al paziente e assume una tale credibilità che 
nessun altra testimonianza può intaccare; le ragioni di tale forza possono essere così 
individuate: 
 il momento in cui il documento è stato creato è antecedente alla denuncia o al 
riconoscimento dell’evento avverso; 
 quando la cartella clinica è correttamente compilata è ricca di spiegazioni cliniche e 
spiega il motivo della scelta del medico, esplicita in modo chiaro il suo pensiero; 
 sono presenti dettagli che indicano in maniera incontrovertibile come il medico si sia 
fatto realmente carico del paziente in toto e lo abbia ascoltato (si parla di ricchezza 
dell’anamnesi) per avere un quadro corretto delle sue condizioni; 
 la cartella è completa e riporta tutto quanto riguardi il ricovero in oggetto del 
paziente. 
Questi aspetti fanno della cartella clinica lo strumento più importante a favore del medico in 
caso di querele da parte dei pazienti e al contempo il suo principale accusatore quando è 
scarna e priva delle informazioni necessarie al caso. Può persino trasformarsi in un elemento 
di accusa molto grave nel caso, per esempio, di eventi avversi che non siano stati 
correttamente segnalati. 
                                                          
49 Ministero della Salute, Direzione generale della programmazione sanitaria “Sicurezza dei pazienti e gestione del 
rischio clinico: manuale per la formazione degli operatori sanitari”, cit., p. 83. 
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Ricapitolando, la cartella clinica rappresenta una preziosissima fonte di informazioni, 
inattaccabile nei processi per “malpractice”; e riveste un ruolo fondamentale come base di 
indagini osservazionali retrospettive per l’individuazione di eventi avversi. 
Inoltre, può essere vista come un importante strumento di comunicazione fra professionisti: 
ad esempio, in caso di segnalazione nell’anamnesi di un’allergia antibiotica, la lettura della 
stessa può evitare la somministrazione di un antibiotico incongruo nel caso di momentanea 
incoscienza del paziente.50 
Tornando a concentrare l’attenzione sull’analisi della cartella clinica come strumento del 
processo di gestione del rischio clinico, illustriamo brevemente le principali caratteristiche. 
Quando si utilizza 
Lo strumento viene utilizzato nella fase di identificazione del rischio ed è accompagnato da 
altri strumenti per gli opportuni trattamenti del caso, solitamente tecniche di problem setting 
e problem solving. 
Il processo di utilizzo 
La revisione viene attuata a campione ed occorre definire le modalità di campionamento per 
condurre un adeguato audit. Generalmente i due metodi sono: quello dei 18 criteri derivato 
dall’Harvard Study e quello degli USA del Limited Screening del Department of Veteran 
Affairs. 
Punti di forza e vincoli nell’utilizzo 
Il punto di forza di questo strumento risiede nel fatto che applica un approccio 
multidisciplinare: ciò consente un aumento della consapevolezza degli operatori sanitari sui 
rischi, con condivisione dei requisiti formali e sostanziali della cartella clinica che porta al 
cambiamento immediato dei comportamenti. 
Alcuni elementi che possono trasformarsi in vincoli nell’utilizzo di questo strumento sono: 
una puntuale formazione degli operatori (elemento chiave dell’applicazione dello 
                                                          
50 Del Vecchio M., Cosmi L., Il risk management nelle aziende sanitarie, cit., pp.19-20. 
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strumento), la correttezza e la completezza delle registrazioni presenti, dalle quali dipende il 
buon esito dell’analisi.51 
 
Un’altra fonte che può fornire informazioni ed indirizzi per identificare aree di rischio, è 
data dall’analisi delle Schede di Dimissione Ospedaliera (SDO): queste sono strumenti di 
raccolta delle informazioni relative ad ogni paziente dimesso dagli istituti di ricovero 
pubblici e privati in tutto il territorio nazionale. 
 Attraverso la SDO vengono raccolte, nel rispetto della normativa che tutela la privacy, 
informazioni essenziali alla conoscenza delle attività ospedaliere utili sia agli addetti ai 
lavori sia ai cittadini. 
Le schede di dimissione sono compilate dai medici che hanno avuto in cura il paziente 
ricoverato; le informazioni raccolte e codificate sono trasmesse alle Regioni e da queste al 
Ministero della Salute. Si tratta di uno strumento già attivo in molte realtà che gestiscono tali 
documenti per il rimborso delle prestazioni e si rivela un elemento di input per la fase di 
campionamento delle cartelle cliniche da analizzare.52 
 
2.4. Uno strumento di monitoraggio: l’Audit Clinico 
I risultati ottenuti dall’applicazione degli strumenti per la gestione del rischio clinico (ad 
esempio le modifiche organizzative, i cambiamenti nelle modalità di operare in un processo 
ecc.) devono essere sempre monitorati. Uno strumento utile a tale monitoraggio è l’Audit 
Clinico. 
Il termine “audit” significa sostanzialmente “verificare”; deriva dal termine latino “audio”, dove 
indica l’ascolto attivo da parte dei partecipanti che verrà poi tradotto in un’”istruzione” da 
adottare. 
Nella gestione del rischio clinico l’audit assume valenza di strumento interno di autoverifica dei 
comportamenti e di verifica del percorso assistenziale, alla ricerca di eventi che mettano a 
repentaglio la sicurezza del paziente. L’Audit Clinico è un processo ciclico che, partendo dalla 
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realtà concreta, la sottopone a confronto con gli standard esistenti e porta ad attivare percorsi di 
miglioramento e di ulteriore verifica. È essenziale per riflettere su quanto avviene ogni giorno 
nel “sistema”.53 
Il Ministero della salute ha definito, nel 2006, l’Audit Clinico come una metodologia di analisi 
strutturata e sistematica per migliorare la qualità dei servizi sanitari, applicata dai 
professionisti attraverso il confronto sistematico con criteri espliciti dell’assistenza prestata, 
per identificare scostamenti rispetto a standard conosciuti o di best practice, attuare le 
opportunità di cambiamento individuato ed il monitoraggio dell’impatto delle misure correttive 
introdotte. 
Si tratta di una pratica attuata su larga scala nel Regno Unito da più di una generazione di 
professionisti, la cui applicazione è stata estesa anche in Italia. 
Il Ministero della Salute ha infatti elaborato e diffuso nel maggio 2011 uno specifico manuale 
“L’Audit Clinico”. Questo documento, in linea con gli indirizzi internazionali in tema di 
miglioramento della qualità dei servizi erogati ed in accordo con i principi della Clinical 
Governance, illustra il metodo di conduzione dell’Audit, descritto in forma didascalica ma 
rigorosa, al fine di diffonderne l’utilizzo tra gli operatori sanitari.54 Metodologicamente l'audit 
clinico consiste in un ciclo della qualità che possiamo schematicamente articolare in 4 fasi:  
1) preparazione (pianificazione) dell’audit: questa fase prevede la scelta del tema dell’audit 
clinico che sarà oggetto di discussione e approfondimento (struttura e 
risorse/processi/esiti), la costituzione del gruppo di lavoro e la definizione dei criteri di 
comunicazione che devono essere applicati lungo tutto lo svolgimento del processo di 
audit; 
2) attuazione dell’audit clinico: questa fase comprende la definizione degli obiettivi 
dell’audit, la valutazione dell’esistente, la selezione dei criteri, degli standard e degli 
indicatori, la raccolta dei dati, l’analisi e la valutazione, la condivisione dell’analisi dei 
risultati con i servizi coinvolti e la comunicazione dei risultati; 
3) attuazione delle azioni di miglioramento: in questa fase viene definito il piano di azione 
sulla base degli ambiti di miglioramento e delle raccomandazioni individuate, vengono 
individuate le strategie per accompagnare e guidare il cambiamento; 
                                                          
53 Del Vecchio M., Cosmi L., Il risk management nelle aziende sanitarie, cit., pp. 20-21. 
54 Bizzarri G., Farina M., Strategia e gestione del rischio clinico nelle organizzazioni sanitarie. Approcci, modalità, 
strumenti e risultati., cit., p.96. 
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4) valutazione dei risultati (re-audit): in questa fase, attuato il piano d’azione, occorre 
procedere alla valutazione dell’efficacia e dei miglioramenti apportati.55 
L’auspicio del Ministero è quello che le Regioni e le Pubbliche Amministrazioni 
inseriscano, tra gli indirizzi da fornire ai Direttori Generali delle strutture sanitarie e ai 
rappresentanti istituzionali delle professioni sanitarie, l’utilizzo sistematico e continuativo 
dell’Audit Clinico, con l’obiettivo di sviluppare la capacità di valutare, di innovare e di 
rispondere alle aspettative degli utenti e dei diversi professionisti. 
Uno degli elementi dell’Audit può essere il monitoraggio degli accadimenti, delle loro 
conseguenze e delle azioni di contenimento dei rischi, come capitolo essenziale per il reale 
miglioramento della qualità in medicina.56 
                                                          
55 http://www.salute.gov.it. 
56 Bizzarri G., Farina M., Strategia e gestione del rischio clinico nelle organizzazioni sanitarie. Approcci, modalità, 




3. La gestione del rapporto assicurativo 
3.1. Assicurazione come strumento del risk management 
Il rapporto con le assicurazioni costituisce un ulteriore strumento per il controllo del rischio 
clinico: possiamo, quindi, affermare che l’assicurazione è uno strumento del risk management e, 
al contempo, è l’ultima scelta da farsi in quanto non riduce i rischi, non abbassa o elimina la 
probabilità che si verifichi l’evento avverso, ma si utilizza dopo che il danno si è verificato per 
gestirne le conseguenze finanziarie e legali. 
Con l’assicurazione l’unico rischio che si elimina o si riduce è quello dell’insolvenza. 
In assenza di copertura assicurativa, si parla di ritenzione quando la struttura sanitaria assume, 
consapevolmente, il rischio finanziario del danno e provvede con mezzi propri ad arginare le 
conseguenze finanziarie o di colpa. Si parla invece di elusione quando si decide di annullare il 
rischio attraverso l’eliminazione delle attività che lo causano.1 
Alla base delle scelte degli strumenti di assicurazione e ritenzione ci sono considerazioni etiche 
e di costo-beneficio, nonché obblighi normativi specifici; questi influiscono anche sulle scelte 
gestionali legate all’elusione. 
Occorre evidenziare che il danno non è costituito solo dalla componente diretta ma anche da 
quella indiretta che, talvolta, può essere più rilevante: nelle aziende sanitarie, infatti, un danno di 
immagine si traduce in diminuzione o interruzione di attività.2 
Da quanto affermato deriva che la stipula di un contratto di assicurazione rappresenta, per una 
struttura sanitaria pubblica, il modo eticamente e socialmente meno appropriato per gestire e 
affrontare il rischio clinico. Risulta essere in contrasto con la mission stessa della struttura 
sanitaria (trattare persone in stato di malattia): la gestione del rischio clinico deve prescindere da 
valutazioni meramente economiche di convenienza e si deve basare sulla prevenzione (impedire 
il verificarsi del danno) e sulla protezione (minimizzare il danno). 
La risposta assicurativa al rischio clinico va quindi considerata extrema ratio per la gestione del 
rischio clinico; va vista come residuale, ma necessaria poiché è lo strumento che può consentire 
la più opportuna gestione delle conseguenze finanziarie e legali del danno, è il mezzo che 
consente di distribuire nel tempo, in modo cadenzato, le conseguenze finanziarie dei danni che 
                                                          
1 Perrella G., Leggeri R., La gestione del rischio clinico. La sicurezza del paziente e la lotta agli sprechi nelle strutture 
pubbliche e private, cit. 
2 Del Vecchio M., Cosmi L., Il risk management nelle aziende sanitarie, cit., p.97. 
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si presentano in modo irregolare ed è indispensabile soprattutto per la copertura dei rischi legati 
alla responsabilità civile del personale sanitario. 
Inoltre, non è trascurabile l’influenza che la risposta assicurativa ha sul clima di tranquillità dei 
professionisti, evitando comportamenti troppo prudenti, per il timore di possibili conseguenze 
negative del loro operato quotidiano, e accettando la percentuale di errore che la statistica 
inevitabilmente assegna.  
Nelle strutture sanitarie, quindi, l’assicurazione è uno strumento fondamentale ed è necessario 
“ottimizzarne” l’acquisto.3 
 
3.2. Alcuni cenni sul mercato assicurativo 
Il mercato assicurativo offre diverse tipologie di prodotti, ovvero di contratti, classificate 
tradizionalmente in “rami”. Le classi principali possono ricondursi al ramo vita e al ramo danni, 
i quali, a loro volta, si articolano in altri aggregati o rami. 
I “premi”, invece, sono le somme pagate all’assicuratore affinchè questo assuma i rischi 
dell’assicurato: rappresentano i ricavi delle compagnie assicurative. 
I rischi oggetto dell’attenzione del risk manager sono ovviamente quelli compresi nel ramo 
danni e in particolare, quando si considera l’errore dei professionisti sanitari, del personale 
medico e infermieristico, ci si riferisce al ramo della Responsabilità Civile generale (RC 
generale).4 
La responsabilità degli operatori sanitari dipendenti da strutture sanitarie pubbliche è di due tipi: 
 responsabilità del dipendente verso l’amministrazione: si tratta di una responsabilità 
contrattuale che nasce in violazione di un precedente specifico rapporto obbligatorio 
(ASL/pazienti/utenti, dipendente/SSN); 
 responsabilità del dipendente verso i pazienti: si tratta di una responsabilità 
extracontrattuale di cui risponde il dipendente che arreca danno ai pazienti. 
La responsabilità civile e il risarcimento del danno decade nei casi di: 
                                                          
3 Perrella G., Leggeri R., La gestione del rischio clinico. La sicurezza del paziente e la lotta agli sprechi nelle strutture 
pubbliche e private, cit. 
4 Del Vecchio M., Cosmi L., Il risk management nelle aziende sanitarie, cit., pp. 98-102. 
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 legittima difesa, ovvero se si è costretti ad operare per difendere un diritto proprio o 
altrui; 
 stato di necessità, cioè se si è costretti ad operare per salvare sé o altri da un danno 
grave alla persona. 
Mentre la responsabilità civile sussiste se: 
 il danno è cagionato da persona capace di intendere e di volere (non è giustificata 
l’incapacità derivante da una condotta colposa quale assunzione di sostanze alcoliche o 
stupefacenti); 
 il soggetto abbia agito con dolo, ossia intenzione di provocare il danno; 
 il soggetto abbia agito con colpa. 
La colpa non individua la volontarietà del danno ed è caratterizzata dai seguenti elementi: 
 negligenza, ovvero trascuratezza nell’adempimento delle proprie mansioni; 
 imprudenza, ossia mancanza di accortezza e cautela; 
 imperizia, cioè non applicazione di nozioni tecniche e specialistiche; 
 inosservanza di leggi, regolamenti, ordini o discipline; 
 esiste un nesso di causalità: l’evento dannoso è conseguenza immediata e diretta del 
comportamento, attivo o omissivo, del soggetto da cui si pretende il risarcimento.5 
Tornando al mercato assicurativo, gli attori principali sono le compagnie di assicurazione con le 
quali le aziende stipulano i contratti assicurativi e chi vende e intermedia i prodotti: agenti, 
broker e banche. 
Le compagnie di assicurazione sono società specializzate nella gestione dei rischi della 
clientela e appartengono alla categoria degli intermediari finanziari in quanto assumono dei 
rischi trasferiti dagli assicurati contro il pagamento di un premio. Esse prendono in carico la 
gestione dell’eventualità che un dato evento assicurato si verifichi, corrispondendo al cliente 
assicurato il capitale pattuito. Operano direttamente o indirettamente attraverso una rete di 
distribuzione che si diversifica a seconda della capacità di vendita, del ramo assicurativo (danni 
o vita), della clientela di riferimento (privata o impresa) e della standardizzazione del prodotto.6 
                                                          
5 Buscemi A., Il risk management in sanità. Gestione del rischio, errori, responsabilità professionale, aspetti assicurativi 
e risoluzione stragiudiziale delle controversie., cit., p.82. 
6 Del Vecchio M., Cosmi L., Il risk management nelle aziende sanitarie, cit., p.102. 
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L’agente di assicurazione è colui che, iscritto all’Albo nazionale degli agenti di assicurazione, 
mettendo a disposizione del pubblico la propria competenza tecnica, svolge stabilmente in 
forma professionale e autonoma l’incarico di promuovere, a proprio rischio e spese, con 
compenso in tutto o parte a provvigioni, la gestione e lo sviluppo degli affari di un’agenzia.7 
Il contratto di agenzia è un contratto bilaterale, consensuale e oneroso in cui la parte proponente 
deve essere una compagnia di assicurazione e l’altra, il preposto, un imprenditore. 
L’agente è la persona, esperta del mercato assicurativo, alla quale è necessario rivolgersi quando 
si è scelto con quale compagnia di assicurazione redigere il contratto. Tra la compagnia e 
l’agente si instaura un rapporto fiduciario. Inoltre l’agente non può trattare affari in concorrenza 
con la compagnia e non può esercitare l’attività di mediatore di più assicurazioni. 
Il broker è un libero professionista che può assumere, nella fase di gestione del rapporto 
contrattuale assicurativo, la funzione di rappresentante dell’assicurato e può avere un mandato 
fiduciario da parte di quest’ultimo. Al contrario dell’agente, però, ha un obbligo di indipendenza 
dall’assicuratore. I broker, che consistono sia in persone fisiche sia in società, sono iscritti 
all’Albo nazionale dei mediatori di assicurazione e riassicurazione ed il loro numero è in 
constante aumento. 
I compiti del broker sono: 
 l’analisi dei rischi; 
 la definizione delle specifiche contrattuali; 
 l’individuazione delle compagnie d’assicurazione idonee; 
 la gestione dei contratti; 
 l’assistenza nella liquidazione dei danni; 
 l’aggiornamento sulle dinamiche dei rischi e sull’andamento del mercato assicurativo.8 
L’attività del broker assicurativo differisce da quella dell’agente di assicurazione per: 
 il conferimento dell’incarico da parte del cliente (l’agente è mandatario di una o più 
compagnie di assicurazione); 
                                                          





 per lo svolgimento di servizi di consulenza precontrattuale indipendente, di eventuale 
ricerca per conto del cliente di idonee imprese di assicurazione e di successiva gestione 
dei contratti. 
Una peculiarità dei broker è individuabile in un portafoglio clienti orientato ai rami danni e alle 
aziende. 
È da sottolineare il fatto che i broker più importanti hanno sviluppato con particolare attenzione 
il settore consulenziale di risk management.9        
3.3. Il rapporto assicurativo nel settore sanitario 
La gestione del rapporto assicurativo assume nel settore sanitario caratteristiche di particolare 
complessità: i contratti non possono corrispondere a schemi prestabiliti, ma devono essere 
definiti su misura, sulla base di una valutazione degli specifici fattori di rischio, a partire dallo 
studio del capitolato fino alla gestione concreta del contratto, con il monitoraggio dei 
processi/servizi suscettibili di copertura assicurativa. 
Questa esigenza richiede, sia da parte delle compagnie assicurative che da parte delle strutture 
sanitarie, pubbliche o private, competenze sulla gestione dei rischi, dei servizi e dei rapporti 
assicurativi. 
Dobbiamo quindi chiederci se le aziende sanitarie hanno risorse umane dotate delle competenze 
necessarie per l’analisi della situazione e per la gestione degli strumenti di risk management ed 
in particolare dei servizi assicurativi.10 
3.3.1. Il risk manager e il broker 
Spesso le strutture sanitarie non hanno queste competenze all’interno, anche se la normativa 
nazionale e regionale, negli atti aziendali, richiede l’introduzione  della figura del risk 
manager nel loro organigramma. La principale responsabilità di quest’ultimo dovrebbe 
essere quella di consentire alla struttura di valutare, pianificare e gestire le risorse necessarie 
per far fronte ad eventi avversi e si esplica nella capacità di individuare il modello più 
economico per il trattamento del rischio. 
Il risk manager, oltre a svolgere le tradizionali attività di gestione assicurativa, si occupa 
anche di pianificare la copertura finanziaria dei fenomeni avversi, attraverso strumenti 
                                                          




finanziari diversificati, che contemplano una combinazione variabile di ricorso al mercato 
assicurativo e dei capitali e all’autofinanziamento. 
Lavora normalmente all’interno della funzione finanza aziendale, in staff al direttore 
amministrativo, ma in alcuni casi occupa una posizione all’interno della direzione sanitaria o 
nell’area qualità. Necessita di un supporto informatico adeguato per la sua attività 
decisionale e di diffusione di informazioni all’interno della struttura sanitaria.11 
Il risk manager è il responsabile di una complessa serie di attività di valutazione, studio e 
monitoraggio che devono essere adeguatamente supportate dalla direzione generale e messe 
in stretta relazione, attraverso protocolli chiari e condivisi, con quelle di competenza del 
responsabile della sicurezza aziendale, del responsabile della qualità, del responsabile 
dell’ingegneria clinica, del medico competente, dei medici di direzione sanitaria degli 
ospedali facenti parte dell’ASL.  
Nell’attuale situazione del sistema sanitario nazionale, ancora prima di porci il problema 
della collocazione del risk manager all’interno della struttura organizzativa di un’azienda 
sanitaria, va considerato se tale figura è effettivamente presente e se la gestione del rischio 
clinico vada riservata ad una unità o posizione organizzativa o piuttosto integrata in aree 
gestionali già esistenti. È possibile acquisire le competenze di risk management o formarle 
dall’interno. Nel primo caso, grazie al DPR n.220 del 2000, è possibile costruendo bandi 
specifici; nel secondo caso occorre tempo ed un piano formativo pensato e progettato ad 
hoc.12 
Il risk manager svolge delle attività che non lo rendono adatto ad essere responsabile del 
rapporto con le imprese assicurative, ed infatti il principale obiettivo delle sue attività è 
quello di concentrarsi nella gestione del rischio clinico, minimizzando il livello di rischio e 
migliorando la qualità del servizio e la sicurezza del paziente, a tutto vantaggio della 
riduzione o eliminazione degli sprechi, in un’ottica più aziendalistica che sanitaria. 
Per la gestione dei rapporti con le compagnie assicurative è pertanto opportuno avvalersi di 
un’altra figura, quella del broker assicurativo, indipendente dalle compagnie, in modo da 
poter svolgere un servizio di consulenza per la struttura sanitaria. Egli deve svolgere 
                                                          
11 Perrella G., Leggeri R., La gestione del rischio clinico. La sicurezza del paziente e la lotta agli sprechi nelle strutture 
pubbliche e private, cit., p.25. 
12 Del Vecchio M., Cosmi L., Il risk management nelle aziende sanitarie, cit., pp. 111. 
85 
 
un’attività continuativa per la gestione dei rischi, che non si esaurisce in una singola e 
puntuale prestazione professionale. 
La possibile presenza del broker può assicurare un apporto prezioso sia nella fase 
preliminare dell’indagine di mercato, sia nella predisposizione del capitolato di gara, come 
anche nella valutazione delle offerte. Eventuali errori riconducibili al broker difficilmente 
potranno essere fatti valere, a meno che tra le condizioni dell’incarico affidatogli non 
vengano specificate chiaramente le responsabilità e le penali. 
L’attività svolta dal broker si caratterizza per la selezione della compagnia assicurativa 
effettuata in funzione del rapporto premi pagati/massimali garantiti e dell’efficienza del 
servizio sinistri, ma si caratterizza anche per la gestione ed esecuzione del contratto. 
In particolare, la clausola broker consiste nell’indicazione, all’interno del contratto, 
dell’affidamento al broker della gestione e dell’esecuzione del contratto stesso; tale clausola 
può prevedere, inoltre, che le comunicazioni relative al contratto intercorrano direttamente 
con il broker, il quale agisce insieme al risk manager secondo un programma di azioni e 
secondo una serie di fasi, tra le quali: 
 l’analisi dei sinistri verificatisi in passato e di quelli attuali che evidenzi le aree di 
rischio prioritarie, condotte con approccio statistico e impiego di semplici software. 
Mira a fornire report di sinistrosità finalizzati a identificare i trend in atto; 
 la definizione delle aree di intervento specifiche per la gestione dei rischi; 
 la predisposizione, per ciascuna area di rischio, di un piano di intervento, che 
determini la combinazione ottimale di assicurazione, prevenzione e ritenzione 
dell’azienda sulla base dell’informazione realmente a diposizione; 
 lo studio della migliore copertura assicurativa per i rischi che non possono essere 
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3.4. Il contratto di assicurazione e la polizza assicurativa 
Il contratto di assicurazione è solitamente composto da una scheda di polizza contenente, oltre 
ai dati identificativi del contraente (l’azienda assicurata), gli accordi su: la tipologia del rischio, 
l’entità del premio da corrispondere, il tipo di garanzia cui il contratto si riferisce. 
Inoltre, una serie di documenti sono allegati alla polizza e contengono: 
 norme comuni (condizioni generali di assicurazione); 
 norme (condizioni generali) relative a ciascun tipo di garanzia prestata; 
 eventuali integrazioni di garanzia; 
 eventuali condizioni aggiuntive; 
 eventuali condizioni particolari; 
 un glossario con le definizioni di alcuni termini utilizzati nel contratto. 
I termini tecnici utilizzati nel contratto per descrivere situazioni, eventi devono tradurre 
correttamente le esigenze aziendali che non sempre sono facilmente standardizzabili. 
Nelle condizioni generali di assicurazione, dette “norme comuni”, che fanno riferimento 
direttamente o indirettamente ad alcuni articoli del Codice Civile ed ad altre norme, sono fissati 
solitamente i limiti all’operatività della garanzia. Queste sono generalmente simili per quasi 
tutte le polizze. 
Le altre norme e condizioni regolano quindi gli aspetti fondamentali del contratto e determinano 
la sua operatività; le norme che regolano la garanzia prestata dalla polizza definiscono il livello 
di impegno della compagnia in caso di sinistro, contemplando, contemporaneamente, i vari 
rischi esclusi, che possono essere di volta in volta ricompresi nel contratto con applicazione di 
sovrappremi. 
Per verificare queste norme e condizioni sono richieste competenze specifiche e una conoscenza 
attenta delle dinamiche contrattuali di mercato.14 
3.4.1. Estensioni e durata del contratto 
Il problema delle estensioni è legato all’ambito temporale di validità del contratto e delle 
eventuali richieste di risarcimento. Le principali polizze esistenti sul mercato consistono: 
                                                          




 nella “polizza loss occurence”, ovvero la Compagnia risponde per i sinistri 
verificatisi nel periodo di validità della polizza, indipendentemente dal momento in 
cui questi vengono denunciati. Si tratta della formula tradizionale; 
 nella polizza “claims made” dove la Compagnia risponde qualunque sia l’epoca per 
cui il fatto colposo sia stato commesso, a condizione che la conseguente richiesta di 
risarcimento sia per la prima volta presentata all’assicurato nel corso del periodo di 
assicurazione. 
Attualmente le compagnie si stanno sempre più orientando sulla formula “claims made” che 
offre il vantaggio di consentire una chiara valutazione dell’esposizione complessiva: a 
contratto chiuso è possibile valutare in modo attendibile l’ammontare dei risarcimenti cui si 
è tenuti. 
Per quanto concerne le clausole temporali, esistono: 
 le clausole di retroattività che tendono a limitare nel tempo la copertura assicurativa 
dei fatti colposi e a permettere il raccordo con le polizze precedenti; 
 le clausole di ultrattività per le quali la garanzia viene estesa alle richieste di 
risarcimento presentate in un determinato periodo successivo alla cessazione del 
contratto, per danni verificatisi durante il periodo di decorrenza della garanzia 
indicato in polizza. 
L’effetto temporale della copertura assicurativa si traduce nel giorno successivo la 
retroattività fino al termine del periodo del contratto. L’effetto temporale per l’accoglimento 
dei reclami si traduce nel giorno successivo l’inizio del periodo di validità del contratto fino 
al termine dell’ultrattività.15 
I problemi per l’assicurato non nascono nel caso in cui ad un contratto ne subentri un altro 
della stessa formula, ma in due casi specifici: 
 quando ad un contratto con una formula ne subentri un altro con formula diversa. Se 
il passaggio è da loss occurrence a claims made non vi sono rischi di copertura ma 
c’è la possibilità di una doppia copertura, che potrebbe essere eliminata negoziando 
il contratto con il nuovo assicuratore e quindi riducendo i costi da sostenere per i 
                                                          
15 Cfr, Buscemi A., Il Risk Management in Sanità; Gestione del rischio, errori, responsabilità professionale e aspetti 
psicologici, FrancoAngeli, Milano, 2009, pp.90-91. 
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premi; se viceversa il passaggio è da claims made a loss occurence c’è un rischio di 
scopertura evidente, di cui va tenuto conto in sede di pattuizione; 
 quando ad un contratto non ne subentri nessuno (per eccessiva onerosità o per 
impossibilità di trovare un assicuratore disposto a coprire quei rischi). Se il contratto 
non rinnovato è di tipo claims made, il risultato è che, oltre all’ovvia scopertura per i 
fatti verificatisi dopo la fine del contratto, risultano scoperti anche i sinistri occorsi 
durante il periodo di vigenza del contratto ma non denunciati. In questo caso è 
opportuno inserire una clausola “postuma” che consenta in caso di mancato rinnovo 
del contratto di estendere per un numero di anni da pattuire la copertura assicurativa. 
Si può concludere affermando che un’attenta e oculata gestione del “prima” e “dopo” in fase 
di contrattazione permette di ridurre al minimo il rischio delle scoperture.16 
 
3.4.2. I premi 
Dal punto di vista tecnico i premi dovrebbero essere determinati facendo riferimento 
all’osservazione statistica riferita allo specifico rischio, correlando la frequenza dei sinistri 
con il loro costo medio e considerando il massimale assicurato (ovvero l’impegno massimo 
assunto dall’assicuratore per sinistro per persona o per cosa danneggiata) e le eventuali 
franchigie. 
La realtà operativa, invece, non offre molte statistiche generalizzate utili per la base 
tecnica.17 
Le valutazioni effettuate dall’assicuratore dovrebbero considerare, in campo sanitario, una 
pluralità di elementi che permettono di graduare l’entità del rischio: le dimensioni della 
struttura sanitaria, la tipologia di attività, la dotazione tecnologica, l’esistenza e il rispetto 
delle procedure di sicurezza, il costo medio dei sinistri. L’esperienza concreta mostra invece 
che il parametro di riferimento è costituito dal monte salari, partendo dal presupposto che il 
rischio clinico è direttamente proporzionale al numero di professionisti medici e 
infermieristici presenti nella struttura. Rispetto a questo parametro, sono riscontrabili nei 
contratti in essere tassi che oscillano dal 5 al 20%. Vi sono anche altri fattori che 
contribuiscono alla determinazione dei premi, ossia quelli relativi ai costi della 
                                                          




riassicurazione, a eventi particolari, a logiche commerciali riferite all’acquisizione di quote 
di mercato o di volumi di portafoglio.18 
Al fine di incoraggiare la partecipazione alle gare di compagnie che tendono viceversa a 
uscire dal mercato per il timore di esporsi eccessivamente o per altri motivi, le aziende 
sanitarie dovrebbero mettere a disposizione un pacchetto informativo esauriente per 
testimoniare lo sforzo messo in atto per ridurre i rischi, nell’interesse prima di tutto dei 
pazienti. 
3.4.3. L’organizzazione 
Un ulteriore aspetto sul quale occorre focalizzare l’attenzione è la gestione amministrativa 
dei sinistri, che in una ASL può diventare complicata. Se c’è un broker ed è previsto che 
tutte le comunicazioni avvengano tramite lui, la quantità degli adempimenti si riduce, 
andandosi a concentrare nelle due fasi della denuncia e della liquidazione. Negli altri casi si 
aggiunge il carico di lavoro consistente nel rapporto con l’assicuratore e con gli eventuali 
legali coinvolti, nonché il monitoraggio delle scadenze. 
È consigliabile attivare una funzione aziendale dedicata e chiedere al broker o all’agente 
report periodici, attraverso cui controllare la gestione delle pratiche, valutare i profili di 
rischio e le tipologie di eventi verificatisi. 
 
3.5 Alcune considerazioni conclusive 
Sulla base di quanto detto sulla gestione del rapporto assicurativo nelle aziende sanitarie, si 
ribadiscono alcuni punti importanti: 
 l’assicurazione è uno strumento indispensabile del risk management; 
 il mercato assicurativo è complesso e non è facile trovare informazioni che non siano di 
parte; 
 il prodotto assicurativo necessario ad un’azienda sanitaria è composto da molti prodotti e 
si deve adattare alle peculiarità e alle diverse situazioni d’azienda; 
 occorrono competenze professionali specifiche per selezionare il mercato e gestire i 
rapporti assicurativi. 
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L’auspicio è che il risk manager che oggi si occupa di assicurazioni nelle aziende sanitarie possa 
sempre più concentrarsi sulle azioni a monte, ovvero su quelle che servono ad impedire che si 



















                                                          




4. La gestione del rischio clinico nell’Azienda USL 5 di Pisa 
L’Azienda USL 5 di Pisa è costituita da tre “zone”: Pisana, Valdera e Alta Val di Cecina. 
Dell’ASL 5 fanno parte 28 comuni e secondo i dati ISTAT 2006 gli assistiti sono circa 326.857, di 
cui 17.220 stranieri residenti ed il 22,70% della popolazione ha più di 64 anni.1 
Attraverso un colloquio con il Dott. Stefano Lelli, Clinical Risk Manager dell’Azienda USL 5 di 
Pisa, ho potuto comprendere come si applichi sul campo la gestione operativa del rischio clinico. È 
da sottolineare il fatto che si tratta di un concetto relativamente recente in quanto il primo corso 
formativo di Clinical Risk Management si è tenuto nel 2006. Questo corso ha formato i primi 16 
Clinical Risk Manager. Sono state realizzate all’interno di ogni Azienda delle reti aziendali, 
collegate a loro volta ad una rete regionale, il Centro Regionale di Gestione del Rischio Clinico. 
Quest’ultimo, che approfondiremo nel paragrafo successivo, si collega per alcuni aspetti (le 
Raccomandazioni e la gestione degli eventi sentinella) con il Ministero della Salute: assume il ruolo 
di tramite tra le realtà aziendali, quindi tra la Regione Toscana e il Ministero. 
4.1 Il modello toscano: il Centro Regionale per la Gestione del Rischio clinico 
Come abbiamo già potuto constatare, i dati della letteratura internazionale affermano ormai da 
anni la gravità del problema del rischio clinico, sia in termini di costi umani che economici. 
Nel panorama nazionale italiano il centro GRC è la prima struttura che si propone di 
organizzare un sistema per la gestione del rischio clinico a livello regionale. 
Il Centro Regionale per la Gestione del Rischio Clinico e la Sicurezza del Paziente è una 
struttura di governo clinico, collocata all’interno della direzione generale Diritto alla Salute 
della Regione Toscana, organo di governo della sanità toscana, ed ha il compito di promuovere 
e coordinare le iniziative per la sicurezza del paziente nel sistema sanitario toscano. 
È stato istituito nel 2003 con la delibera di Giunta regionale n. 1179 del 10 novembre ed è stato 
riconosciuto organismo del governo clinico dalla legge regionale 40 del 2005 “Disciplina del 
servizio sanitario regionale”. 
Promuove la cultura della sicurezza e soprattutto dell’imparare dagli errori, condizioni 
imprescindibili per un sistema sanitario più sicuro; opera secondo una vision partecipata della 




sicurezza, in quanto condivide e sperimenta sul campo le pratiche per la sicurezza, le adatta alla 
realtà operativa e ne evidenzia efficacia e criticità. 
Il centro è composto da un responsabile, un comitato scientifico ed uno staff interdisciplinare; lo 
staff è formato da quattro professionisti provenienti dall’area delle scienze delle comunicazioni, 
da studi socio-organizzativi e di disegno industriale, coordinati dal responsabile, medico del 
lavoro ed ergonomo certificato. Il comitato scientifico è composto da importanti personalità 
provenienti dal mondo accademico e professionale, della medicina, delle scienze 
infermieristiche, dell’ergonomia e fattore umano.2 
Lo scoglio più difficile da superare nella promozione di programmi per la gestione del rischio 
clinico nelle strutture sanitarie è senza dubbio la complessità del problema, a livello 
organizzativo, oltre alla delicatezza degli equilibri professionali da mettere in discussione: 
occorre identificare le criticità ed analizzare i processi di erogazione e produzione dei servizi, 
che coinvolgono numerosi attori interagenti sul territorio ed all’interno delle strutture sanitarie. 
In tali processi possono essere rilevate criticità spesso legate a pratiche e contingenze locali, 
cosicchè l’individuazione di azioni di miglioramento deve di volta in volta tenere conto delle 
specificità dei casi prima di implementare cambiamenti a livello di sistema. Una questione che 
richiede la massima delicatezza riguarda la considerazione degli errori commessi dai 
professionisti sanitari e non, visto che quando c’è l’errore siamo abituati a ricercare 
immediatamente un colpevole, piuttosto che le condizioni che lo hanno favorito. Questo 
problema richiede un grande cambiamento culturale: solo considerando l’errore come 
un’occasione di apprendimento e non come una colpa, si può pensare di pretendere dagli 
operatori sanitari la segnalazione spontanea e l’analisi degli eventi avversi. 
Il centro regionale GRC, attraverso una delibera dell’organo di governo regionale, ha definito 
una serie di obiettivi da raggiungere al fine di istituire un sistema di gestione del rischio clinico 
all’interno di ogni azienda e di migliorare globalmente la sicurezza dei pazienti nelle strutture 
sanitarie toscane. 
Gli obiettivi si suddividono in obiettivi a medio-lungo termine ed obiettivi a breve termine, per 
rispondere da un lato all’esigenza di costruire con un percorso partecipativo un sistema di 
gestione del rischio clinico in ogni azienda, dall’altro per agire nell’immediato al fine di ridurre 
i rischi noti e dare visibilità all’impegno delle istituzioni sanitarie per la sicurezza del paziente. 




4.2 Il modello organizzativo per il sistema di Gestione del rischio clinico nell’Azienda USL 
5 di Pisa 
A livello regionale è stato definito un assetto organizzativo aziendale che individua gli attori 
principali ed i relativi ruoli all’interno del sistema stesso. 
All’interno dell’Azienda possiamo individuare tre soggetti fondamentali: 
 il referente per la gestione del rischio clinico è un dirigente di area biomedica-
infermieristica, politecnica o psico-sociale, responsabile del sistema di gestione del 
rischio clinico. È nominato dalla direzione aziendale ed è tenuto a seguire il corso di 
formazione organizzato dal centro regionale per poter ottenere l’attestazione come 
clinical risk manager. Dal 2006 questo incarico è ricoperto dal Dott. Stefano Lelli. Ha il 
compito di coordinare tutte le attività relative alla gestione del rischio clinico all’interno 
dell’azienda sanitaria, rappresenta l’interfaccia fra l’azienda stessa e l’esterno (area 
vasta, centro regionale, altre aziende) per quanto riguarda la sicurezza dei pazienti. Ha il 
compito di organizzare e coordinare il piano aziendale di gestione del rischio clinico con 
il supporto del gruppo di lavoro aziendale; supervisiona e supporta l’attività dei 
facilitatori; gestisce il database dove sono raccolte le informazioni sul rischio clinico e 
gli alert report; risponde del suo operato al comitato per la sicurezza del paziente ed al 
centro regionale GRC. Da circa quattro anni si è poi aggiunto un secondo Clinical Risk 
Manager, il quale coadiuva il dott. Lelli nell’esercizio delle sue funzioni, soprattutto per 
quanto riguarda l’ospedale di Pontedera e la realtà di Volterra; 
 il gruppo di lavoro aziendale per la gestione del rischio clinico coordinato dal 
referente per la gestione del rischio clinico, è composto da un’équipe di lavoro dove 
sono presenti professionisti appartenenti alle aree cliniche a maggior rischio. È 
responsabile della fase di attuazione del sistema, è l’interfaccia tra gli operatori della 
“front line” e la direzione e tutti gli altri attori aziendali che si occupano di rischio 
clinico sotto diversi aspetti, ovvero gli Uffici Affari Legali, gli Osservatori Medico 
Legali, gli Uffici Relazioni con il Pubblico. Sintetizza e si fa portatore delle istanze 
emerse dall’analisi fatta sul campo relativamente ai bisogni di gestione del rischio; 
 il comitato aziendale per la sicurezza del paziente con funzioni consultive e di 
indirizzo, rappresenta il committment aziendale e ne fanno parte tutti i responsabili dei 
dipartimenti o delle unità operative aziendali. 
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Questi soggetti hanno il compito di definire un piano aziendale per la gestione del rischio 
clinico e di lavorare in maniera coordinata per realizzarlo. 
 
A livello dell’Unità Operativa, sono previsti due ruoli operativi: 
 il facilitatore, ossia la figura che svolge il ruolo di raccolta delle segnalazioni di 
eventi avversi ed organizzazione dei momenti di analisi mediante audit clinico GRC 
o rassegna di mortalità e morbilità. Si tratta di un professionista sensibile agli aspetti 
di gestione della qualità e della sicurezza, possiede delle buone abilità relazionali 
riconosciute da parte dei colleghi e dei pazienti e viene nominato dalla direzione 
aziendale. È tenuto inoltre a seguire un corso di formazione specifico della durata di 
almeno 30 ore. 
 l’utente interno è un ruolo che può essere ricoperto da ogni operatore sanitario che 
partecipa al piano di gestione del rischio clinico. L’unico requisito necessario è la 
frequenza dell’operatore al corso di base per la gestione del rischio clinico. Il 
compito dell’utente consiste nella segnalazione degli eventi avversi, nella 
partecipazione alle iniziative di analisi revisione dei rischi e nell’attivarsi per 
migliorare la sicurezza del paziente. 
L’attività per la gestione del rischio clinico non si svolge in una struttura ad hoc, ma è 
piuttosto distribuita a ciascun livello nel sistema sanitario in modo tale da sviluppare una 
problematica così strettamente legata all’attività di prima linea con chi lavora a stretto 
contatto con i pazienti, ovvero dove il rischio viene affrontato ogni giorno. È solo attraverso 
il coinvolgimento degli operatori di prima linea come diretti responsabili nella gestione del 
rischio che è possibile realizzare un vero cambiamento. 
All’interno dell’Azienda è stata quindi costruita una struttura a rete per la gestione del 
rischio clinico, la cui base è lo sviluppo di una comunità di esperti che grazie allo scambio 
continuo producono innovazione e miglioramento.  
I membri di questa comunità appartengono a diverse figure professionali, ossia si tratta di 




Di fondamentale importanza sono l’interdisciplinarietà, il confronto e la combinazione di 
punti vista tra discipline (medicina, management, design, ecc.) e professioni (medici, 
ingegneri, comunicatori, psicologi, ecc.) molto diverse, che possono contribuire alla qualità 
ed alla sicurezza del sistema sanitario. 
 
4.3 Le attività di gestione del rischio clinico nell’Azienda USL 5 di Pisa 
Le attività fondamentali del sistema di gestione del rischio clinico sono due: 
1. Identificazione del rischio: si tratta del primo passo per attuare il sistema GRC, attuato 
attraverso diverse fonti informative: flussi informativi della segnalazione degli eventi 
avversi, delle richieste di risarcimento, dei reclami, nonché appositi approfondimenti 
tramite la revisione della documentazione clinica o l’applicazione di indicatori di 
sicurezza alle schede di dimissioni ospedaliere. Per quanto riguarda la parte emersa 
visibile del rischio, contribuiscono a fornire informazioni il numero di sinistri aperti in 
seguito a denunce da parte dei pazienti e dei parenti e i reclami che arrivano all’ufficio 
relazioni con il pubblico; mentre per l’identificazione della parte sommersa dei rischi, 
ossia quelli che rimangono latenti e difficilmente percepibili dall’esterno, la fonte 
d’informazione è il sistema di segnalazione volontaria (l’Incident Reporting). La 
segnalazione avviene tramite una scheda molto semplice resa disponibile sulle intranet 
aziendali. Per la realizzazione di un sistema di segnalazione volontaria efficace è 
necessaria la presenza di un clima di fiducia e confidenzialità, in modo tale da favorire la 




Al fine di spingere il personale alla segnalazione spontanea degli eventi è stata inserita 
una voce nel budget, prevedendo un numero di Audit o di M&M per anno, a cui deve 
ovviamente fare seguito un numero utile di segnalazioni. 
 
2. Analisi del rischio, effettuata attraverso i metodi dell’audit clinico GRC e della rassegna 
di mortalità e morbilità. Al termine di ogni analisi viene redatto un alert report, 
contenente l’analisi del caso e l’indicazione delle azioni di miglioramento da 
intraprendere per far fronte alle criticità rilevate; quest’ultimo è poi diffuso tramite la 
rete aziendale alle strutture interessate ed al Centro Regionale GRC. 
Tale sistema favorisce un livello di attenzione e vigilanza costante sugli incidenti, 
facendo comunicare tra loro gli operatori sanitari in un’ottica di apprendimento 
continuo. I dati ottenuti non hanno nell’immediato un valore epidemiologico per 
descrivere in modo esaustivo il fenomeno incidentale, ma servono essenzialmente per 











4.3.1 Il percorso di gestione del rischio clinico 
Flusso delle azioni, delle condizioni e degli oggetti impiegati nel processo di 
allertamento e segnalazione incidenti 
 
Nel caso in cui l’incidente verificatosi si rilevi essere un evento sentinella, l’Azienda 
dispone ed applica la procedura per la gestione degli eventi sentinella, coerente con gli 
indirizzi regionali. 
In caso di evento sentinella, il Direttore Sanitario Aziendale è responsabile dell’attivazione 
dell’Unità di Crisi che verrà coordinata dal Clinical Risk Manager. 
Successivamente si dovrà decidere se attivare o meno un gruppo di auditor regionale Centro 
GRC: in caso di risposta negativa, si avvia una gestione interna all’Azienda attraverso il 
Direttore Sanitario e il Clinical Risk Manager; in caso di risposta affermativa, il Gruppo di 
auditor applica la procedura GRC auditor esterni messa a punto dal Centro GRC ed 
approvata dal CSR. 
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In entrambi i casi, dato che il verificarsi di un evento sentinella è indicativo di una 
significativa disfunzione organizzativa, si ha l’obbligo di analisi approfondita e invio di una 
reportistica al Ministero, attraverso il Centro Regionale, che prevede la compilazione di tre 
schede predisposte: A, B, C. La scheda A contiene una prima descrizione di ciò che è 
avvenuto, la scheda B riporta maggiori dettagli sulla scorta delle voci relative 
all’applicazione della RCA (Root Cause Analysis), la scheda C riguarda le azioni di 
miglioramento che i professionisti della struttura possono codificare. 
Gli operatori sanitari possono impiegare la scheda di segnalazione (Incident Reporting) per 
notificare l’evento senza danno (near miss) al facilitatore, il quale valuta l’entità dell’evento 
e decide se organizzare un audit GRC, un M&M review o archiviare la segnalazione. 
Flusso delle azioni, delle condizioni e degli oggetti impiegati nel processo di analisi e 




Il facilitatore, dopo aver valutato l’entità dell’evento, decide se avvalersi dell’audit GRC o 
dell’M&M review, applicando di conseguenza il relativo documento d’indirizzo per 
l’organizzazione e la conduzione. 
Successivamente il facilitatore di UO impiega lo schema di aler report (se si è applicato 
l’audit GRC) o lo schema di M&M report (se si è applicato l’M&M review) per redigere i 
risultati. 
Infine, il Direttore Sanitario Aziendale, il Direttore Generale ed il Clinical Risk Manager 
acquisiscono alert report ed M&M report, supervisionano e monitorano le azioni di 
miglioramento intraprese nelle strutture operative per l’anticipazione ed il controllo del 
rischio, redigono la relazione annuale e la inviano al Centro Regionale GRC. 
È bene sottolineare che la documentazione relativa all’audit clinico deve essere priva di 
riferimenti nominativi alle persone coinvolte nell’evento sentinella e che le azioni di 
miglioramento individuate dall’audit clinico ed indicate nel report devono avere tempi e 
modalità d’attuazione prestabilite. 
Per comprendere meglio quanto detto, viene riportato nel paragrafo successivo il caso di un 
evento sentinella realmente avvenuto in un’Unità Sanitaria Locale del SSN. 
 
4.3.2 Il caso di un evento sentinella realmente accaduto 
Una breve descrizione 
Un paziente di 89 anni presenta dolori addominali da 15 giorni. Viene portato al Pronto 
Soccorso dove arriva alle 17:52 del 18/12/2014. Vengono effettuati accertamenti 
strumentali, il paziente viene valutato dal chirurgo e ricoverato nel reparto di Medicina dove 
viene sottoposto a terapia antibiotica e tenuto sotto osservazione. 
Le condizioni cliniche del paziente migliorano ogni giorno in modo significativo, tanto che 
se ne prevede la dimissione in data 24/12, ma al mattino del 23 le condizioni di sofferenza 
addominale si riacutizzano. 
Nei giorni successivi il quadro clinico si attenua nuovamente ed il 28 viene programmata 
ancora una volta la dimissione (siamo di fronte ad un andamento irregolare), ma nelle ore 
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successive alla visita del 28 si assiste ad una ripresa del dolore addominale. Gli esami del 
sangue evidenziano un incremento dei globuli bianchi, chiaro sintomo di un’infezione. 
Il 4/01/2015, in conseguenza dell’aggravamento del quadro addominale, il paziente è 
sottoposto ad intervento chirurgico d’urgenza: viene eseguita una colectomia totale. Al 
termine dell’intervento il paziente è trasferito in Rianimazione, dove muore il 5/01. La 
sequenza della morte certificata è perforazione intestinale, peritonite stercoracea, shock 
settico e insufficienza multiorgano. 
Siamo di fronte ad un evento segnalato dal Ministero della Salute come evento sentinella. 
Nel caso in discussione, la scelta di adottare da subito l’approccio medico per il controllo del 
quadro clinico del paziente è determinata dall’assenza di chiare indicazioni chirurgiche; la 
scelta risulta essere l’unica praticabile fino al 4/01, in considerazione dell’elevato rischio 
chirurgico derivante dall’età avanzata del paziente. 
Come da protocollo, l’Unità di Crisi (alla quale partecipano anche i chirurghi) si riunisce per 
esaminare il caso, individuare le cause radici dell’evento attraverso la Root Cause Analysis e 
le conseguenti azioni di miglioramento da mettere in atto. Si procede quindi all’invio della 
relativa documentazione al Ministero della Salute, come stabilito dalla specifica procedura 
del “Protocollo per il monitoraggio degli eventi sentinella”. 
La RCA non rileva comportamenti di malpractice. 
Le azioni di miglioramento 
In conseguenza dell’analisi effettuata, vengono individuate due azioni di miglioramento: 
1) il monitoraggio dei ricoveri chirurgici d’urgenza per trasferimento da reparto 
di Medicina. 
L’analisi dei casi è finalizzata a verificare l’appropriatezza della prima ammissione al 
ricovero in Medicina. Ci si pone il seguente quesito: il ricovero in Medicina del 
paziente è stata la decisione corretta o piuttosto era più indicato un ricovero in 
Chirurgia, in modo tale che l’attenzione e il controllo fossero più assidui?; 
2) migliorare le modalità di comunicazione con i pazienti e loro familiari in temi 
afferenti alla comunicazione “difficile”. 
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Uno dei problemi principali che si verificano in queste circostanze è dato dal livello 
critico di comunicazione che soprattutto i medici hanno con i pazienti e loro 
familiari. Le cause sono molte ed una delle principali è il carico di lavoro a cui è 
sottoposto il medico, un limite che porta a fornire solo poche sintetiche informazioni; 
questo è spesso male accettato dal paziente in cura e dai suoi familiari. 
Per ovviare a questa problematica viene quindi organizzato dall’Azienda uno 
specifico momento formativo al quale è richiesta la partecipazione del personale 
sanitario.  
          
 Riflessioni 
Dall’analisi di questo caso risulta importante segnalare il fatto che il verificarsi di un evento 
sentinella non è necessariamente collegato ad una malpractice, a criticità di comportamento 
clinico. 
Spesso, infatti, sono gli aspetti endogeni del caso che rendono la situazione clinica 
particolarmente difficile da gestire (in questo caso le caratteristiche afferenti al paziente: 
l’età avanzata). 
 
4.4 I metodi e gli strumenti per la gestione del rischio clinico nell’Azienda USL 5 di Pisa 
Uno dei metodi principali impiegati è l’audit clinico: si tratta di un’iniziativa che cerca di 
migliorare la qualità e gli outcome dell’assistenza attraverso una revisione tra pari strutturata, 
mediante la quale i clinici esaminano la propria attività e i propri risultati e la confrontano con 
standard espliciti, modificandola se necessario. 
Il momento più rilevante e delicato di questo processo è individuabile nella discussione e nel 
confronto fra i professionisti. Nell’”audit clinico GRC”(audit su eventi significativi) si richiede 
la presenza di un facilitatore con il compito di preparare e gestire tutte le fasi e le persone che vi 
prendono parte. 
Le fasi principali di un audit sono tre: 
i) la preparazione dell’incontro, che ha come premessa un’attenta valutazione dei casi da 
analizzare. Quest’ultimi sono selezionati seguendo alcuni criteri principali, tra cui la 
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frequenza, la rilevanza e il livello di insidiosità per l’operatore. Una volta selezionati i 
casi, si ricostruisce l’accaduto attraverso il colloquio con le persone direttamente 
coinvolte o con quelle che possono avere informazioni sull’evento. Altro elemento 
importante è l’approfondimento della conoscenza del caso attraverso lo studio della 
letteratura esistente ed eventualmente il confronto con esperti della materia, che possono 
partecipare alla discussione come testimoni esterni. Deve essere inoltre chiaro l’obiettivo 
e lo spirito della discussione: ricercare le criticità organizzative e non il colpevole, 
imparare dall’errore piuttosto che attribuirlo a qualcuno. 
ii) la conduzione dell’incontro: è un momento di confronto tra pari con un forte carattere 
interdisciplinare, in quanto coinvolge tutte le professionalità interessate dal caso oggetto 
d’analisi (medici, infermieri, tecnici). Si tratta di incontri focalizzati sulla revisione delle 
fasi del processo di cura conclusosi con l’evento avverso, con l’obiettivo di identificare 
le criticità e proporre azioni di miglioramento necessarie per prevenire e contenere i 
rischi rilevati. 
iii) la produzione di un alert report con le raccomandazioni emerse dalla discussione. Deve 
contenere un piano di miglioramento che indichi priorità e responsabilità degli 
interventi. Una volta realizzate le azioni è prevista la valutazione dei risultati ottenuti 
nella prevenzione e contenimento dei rischi. 
Un audit clinico GRC è un processo strutturato che richiede un impiego notevole di risorse 
in termini di tempo e di persone da coinvolgere; per questo viene utilizzato in modo mirato 
in occasione di eventi avversi valutati come frequenti, rilevanti e particolarmente insidiosi. 
Un altro metodo di cui si avvale l’Azienda è la rassegna di mortalità e morbilità: come 
l’audit clinico segue un approccio reattivo, basandosi sulla revisione di casi fra pari, ma è 
un’iniziativa più circoscritta in quanto coinvolge gli operatori di un singolo dipartimento. Da 
questa rassegna non scaturisce un report formale relativo a criticità e soluzioni individuate. 
La revisione dei casi di mortalità e morbilità è un’iniziativa periodica a cadenza mensile, 
bisettimanale o settimanale, che si svolge a livello di singola unità operativa, in cui si 
discutono casi la cui gestione è risultata particolarmente difficile e che hanno avuto un esito 
inatteso di mortalità o morbilità. 
La “M & M review” si configura come un’iniziativa di formazione continua orizzontale in 
cui il personale si confronta sugli aspetti clinici e gestionali dei casi in esame. Ha l’obiettivo 
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di mantenere, da parte degli operatori, un’attenzione costante sui livelli di rischio insiti nel 
sistema attraverso la condivisione delle esperienze individuali. 
Per quanto riguarda gli eventi sentinella viene applicata l’analisi di causa radice, ovvero la 
RCA (Root Cause Analysis). 
Uno strumento utilizzato all’interno delle revisioni fra pari per strutturare l’analisi del caso è 
la FMEA (Failure Mode and Effect Analysis) finalizzata all’individuazione delle criticità 
latenti e alla formulazione delle relative ipotesi di miglioramento. 
È inoltre applicata la FMECA, acronimo di “Failure Mode and Effect Criticality Analysis” 
ovvero “Analisi critica dei modi di guasto/errore e dei loro effetti”. 
La FMEA è un’analisi di tipo qualitativo intesa a definire quello che potrebbe succedere(il 
modo di guasto/errore) se si verificasse un difetto, un omissione, un errore; mentre la 
FMECA aggiunge un percorso di tipo quantitativo orientato all’assunzione di decisioni 
operative coerenti. 
Per quanto riguarda la gestione dei sinistri, è opportuno sottolineare come a livello regionale 
si sia passati da un sistema di deleghe del rischio alle compagnie assicurative ad un sistema 
di gestione autonoma e diretta del rischio. 
Con la delibera della Giunta Regionale n. 1203 del 21/12/2009, la Regione Toscana ha 
disposto che a partire dal 1/1/2010 le Aziende Sanitarie del S.S.R della Toscana assumano in 
proprio la gestione del rischio per responsabilità civile, abbandonando il trasferimento del 
rischio sulle compagnie assicurative. Tutto ciò afferente al rischio è gestito dalle Unità 
Sanitarie Locali e dalle Aziende Ospedaliere mediante apposite Commissioni di Gestione 
del Rischio multidisciplinari. Al loro interno agiscono i medici legali, i quali possiedono 
competenze per quanto riguarda gli effetti di una possibile malpractice o di una situazione 
che possa creare un danno alla persona, come una caduta; gli avvocati degli Affari Legali 
Aziendali, la Direzione Sanitaria delle strutture ospedaliere e il Clinical Risk Manager. 
L’obiettivo è di ottenere, oltre che un risparmio in termini economici sui costi assicurativi, 
una più soddisfacente gestione della sinistrosità anche rispetto al rapporto con il cittadino 
richiedente il risarcimento, garantendo tempi certi di risposta alle loro istanze. 
Questo cambiamento è da attribuire alla volontà di eliminare la “fredda” gestione dei sinistri 
in senso assicurativo, a favore di una visione del sinistro come occasione di miglioramento 
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dei percorsi di assistenza: ogni sinistro diventa così un’opportunità di analisi affinchè si 
possano, tramite la collaborazione del personale sanitario, individuare azioni di 
miglioramento. 
 
4.5 Un passo fondamentale: la formazione 
Al fine di rendere il personale competente e cosciente riguardo l’importanza del concetto di 
qualità e sicurezza del paziente, sono stati pianificati dei corsi di formazione per i facilitatori e 
per tutti gli operatori sanitari. Sono previsti momenti di formazione della durata di quattro ore 
sui temi della gestione del rischio clinico per tutti i nuovi assunti.  
Al momento della presentazione delle iniziative di GRC in ogni azienda e per ottenere 
l’impegno del management aziendale, sono stati organizzati a livello regionale dei seminari di 
lancio destinati a tutto il personale dirigente, la cui partecipazione è stata notevole sia in termini 
di quantità, tra le 60 e le 200 persone a seminario, che di qualità. 
Il Centro Regionale ha organizzato tre edizioni del corso di formazione destinato ai membri dei 
gruppi aziendali GRC, nella prospettiva di formare i formatori, cioè i professionisti promotori 
delle iniziative GRC nelle aziende. 
È inoltre attivo il corso di alta formazione per Clinical Risk Manager organizzato con il 
laboratorio Management e Sanità: si tratta di un corso della durata di due anni tra attività 
didattica e project work tenuto presso la scuola S. Anna di Pisa. 
 
4.6 I risultati del progetto 
Dall’introduzione di questo sistema di gestione del rischio clinico è possibile rilevare dei 
cambiamenti in positivo? 
Risulta difficile rispondere a questa domanda. 
Innanzitutto, è opportuno fare una sorta di premessa. Il sistema di gestione del rischio clinico si 
colloca nel più generale ambito dei sistemi di qualità e, come ha citato Vincent nel ’97, la 
gestione del rischio costituisce la faccia nascosta della qualità. Tutti i sistemi di qualità si basano 
sostanzialmente sull’apprezzamento di criteri/parametri positivi (l’efficacia, l’efficienza, 
l’appropriatezza, la soddisfazione dell’utente e degli operatori, l’accessibilità), mentre la 
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gestione del rischio si basa sulla valorizzazione dell’errore, un concetto non positivo nel 
principio. 
Si parla quindi di rischio come faccia nascosta della qualità perché, applicando il processo di 
gestione del rischio clinico, si tende a valorizzare qualcosa (l’errore) che i professionisti tendono 
essenzialmente a disconoscere. 
Le valutazioni statistiche indicano che solo in una minima % di eventi a rischio occorsi (15%) le 
vera causa è di ordine individuale, professionale; mentre nella maggioranza dei casi (85%), la 
causa è da ricercarsi in una disfunzione di sistema. 
Ciononostante, la malpractice, l’errore è sempre qualcosa che si vorrebbe evitare di mettere in 
discussione, sotto la lente dell’analisi. Ciò che invece accade con il sistema di Risk 
Management. 
Ci troviamo di fronte ad una situazione di conflitto: da una parte abbiamo questo approccio 
culturale all’errore (soprattutto per quanto riguarda i medici), dall’altra vi è la necessità di 
utilizzarlo come occasione per migliorarsi. Lo stesso individuo si ritrova a lottare allo stesso 
tempo contro un’impostazione culturale e contro un approccio che invece vuole valorizzare 
l’errore: si tratta di un equilibrio non facile da raggiungere. 
Il timore dell’aggressione alla propria dignità professionale è insito in tutti i professionisti e 
costituisce sicuramente un importante freno/barriera all’evoluzione del sistema di GRC. Da un 
paio di anni, però, si è potuto notare che i professionisti sanitari, sia medici che infermieri, si 
stanno mostrando sempre più sensibili a questi argomenti perché hanno compreso che l’agire 
secondo strumenti di Risk Management aumenta la sicurezza propria e dei pazienti; si possono 
avvalere di questi strumenti come di una sorta di difesa medico-legale verso le accuse di 
malpractice rivolte loro. 
Una delle statistiche di esito riguarda l’andamento dei sinistri: da studi recenti di database, le 
variazioni che si possono riscontrare di anno in anno non appaiono significative. In questo caso 
occorre sottolineare il fatto che la responsabilità di ordine contrattuale comporta la possibilità di 
attivare una procedura giudiziale di richiesta di risarcimento per malpractice nei dieci anni 
successivi all’accadimento dell’evento; per questo ad oggi risulta essere troppo presto per poter 
esprimere una valutazione di efficacia dell’applicazione dei metodi di Risk Management verso 
la  prevenzione dei sinistri. 
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Quello che emerge è la mancanza di supporto degli stakeholders, il cui ruolo è fondamentale per 
creare le condizioni favorevoli per l’avvento dei sistemi di gestione del rischio clinico. Il Centro 
GRC della Regione Toscana lavora per riempire questa lacuna, promuovendo ad esempio le 
iniziative per la sicurezza del paziente. 
La sfida che ci troviamo di fronte consiste nell’attivare le risorse necessarie al cambiamento, 
soprattutto culturale, in modo tale da favorire l’instaurarsi di un sistema che ha come obiettivo il 
miglioramento della sicurezza dei pazienti, che a sua volta significa risparmio nelle spese 




Dall’analisi svolta si può affermare il fatto che il Risk Management in sanità si sta definendo 
sempre più come una delle attività programmatiche strutturali del sistema sanitario. Inizialmente è 
nato in risposta ad esigenze di tipo economico-sanitario, a causa del crescente livello di 
contenziosità medico-legale e quindi della richiesta di indennizzi per danni reali o presunti; mentre 
adesso si è arricchito sempre più di valenze deontologiche, entrando a far parte degli interventi per 
il miglioramento della qualità delle prestazioni sanitarie. 
Il personale sanitario sta diventando sempre più consapevole della necessità di ridurre e gestire gli 
errori; per far questo bisogna agire mutando approccio e, quindi, passare da una visione 
paternalistica del rapporto medico-paziente ad una sul piano di pariteticità di diritti e doveri, 
focalizzandosi anche sul piano dell’organizzazione in un’ottica orientata al paziente, anziché alle 
esigenze del medico. 
Ad oggi si può affermare, però, che l’introduzione di questa metodologia in ambito sanitario non è 
ancora perfettamente funzionante e quindi in grado di dare i massimi risultati attesi. 
Una prima area di criticità muove dalla considerazione che i sistemi di gestione del rischio clinico 
sono efficaci nella misura in cui considerano in maniera integrata l’insieme delle operazioni e dei 
processi che si svolgono all’interno dell’Azienda. La sicurezza e la qualità non sono infatti la 
semplice sommatoria degli attributi dei singoli processi, ma risultano in maniera decisiva da come 
questi vengono integrati e producono il risultato complessivo. Nelle aziende sanitarie già la sola 
presenza di un insieme rilevante di processi affidati all’autonomia professionale produce un 
aumento della complessità del coordinamento: è necessario quindi che gli obiettivi degli interventi 
proposti siano condivisi e compresi dagli attori esistenti all’interno delle realtà sanitarie. In assenza 
di questa evoluzione culturale sarà difficile riuscire a realizzare interventi strutturali e, soprattutto, 
ad incidere in un settore caratterizzato da elevatissime professionalità, ma spesso compartimentali: 
il pericolo sotteso è quello di sottovalutare ed impedire un approccio globale di gestione dei rischi. 
Un elemento di criticità aggiuntivo riguardante le aziende sanitarie deriva dalla circostanza di essere 
pubbliche: ciò implica che indicazioni e obiettivi da perseguire molto spesso si trasformano in 
obblighi da ottemperare o vengono pubblicamente dibattuti anche nell’arena politica. 
L’esplicitazione di eventuali carenze e standard più elevati da conseguire, tipica di tutti i sistemi di 
governo del rischio, può diventare fonte di minaccia e generare problemi quando interpretata come 
mancato adempimento a obblighi normativi. È necessaria una gestione strategica che sappia mettere 
nell’agenda delle priorità aziendali problemi e aree di intervento concretamente affrontabili e 
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gestibili nei contesti dati, senza che la necessaria prudenza diventi un alibi per la mancata azione di 
fronte a questioni di grande rilevanza e urgenza. 
Un’ulteriore nota va fatta con riguardo alla prospettiva dell’apprendimento, ossia: a qualunque 
livello si situi o qualunque prospettiva assuma, un sistema di controllo e governo dei rischi  deve 
essere un sistema di apprendimento organizzativo. Logiche esclusivamente difensive tese solo ad 
evitare gli errori o a focalizzarsi sugli individui, su ciò che essi singolarmente sanno o fanno, non 
riescono a ottenere risultati significativi in organizzazioni complesse ad alta intensità di conoscenza, 
come appunto le strutture sanitarie. L’apprendimento organizzativo è il risultato di molte variabili 
ed è un meccanismo molto delicato da innescare e mantenere1, rispetto al quale è necessario 
prendere coscienza delle possibili barriere che ne ostruiscono lo sviluppo, tra le quali è utile 
segnalare: 
 un’eccessiva attenzione alle cause immediate dei problemi piuttosto che alle cause strutturali 
e profonde; 
 la rigidità che si sviluppa nel tempo rispetto a credenze, valori e assunzioni che impediscono 
l’apprendimento quando questo li mette in discussione; 
 una mancanza di responsabilizzazione a livello dell’Azienda nel suo complesso che 
impedisce la messa in pratica di soluzioni radicali, laddove necessarie; 
 una mancanza di comunicazione di informazioni che impedisce la messa in pratica di 
soluzioni già disponibili in azienda; 
 la prevalenza di approcci incrementali al problema dei rischi che impediscono l’assunzione 
di prospettive e soluzioni più ampie; 
 un’eccessiva fiducia nelle competenze individualmente e collettivamente presenti in azienda 
che impedisce la necessaria attenzione a segnali esterni; 
 una tendenza alla colpevolizzazione degli individui rispetto alla ricerca delle condizioni 
organizzative che hanno generato una performance non soddisfacente; 
 la tendenza a “proteggere” i propri colleghi rispetto a quella che viene vissuta come una 
minaccia esterna; 
 la difficoltà a riconoscere i veri costi di risultati non soddisfacenti, che si riflette in un 
insufficiente stimolo al cambiamento. 
                                                          




Affrontare barriere come quelle segnalate non è evidentemente semplice, ma rappresenta il primo 
passo concreto verso aziende capaci di apprendere dalle proprie esperienze ed errori e quindi in 
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