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Dalam Pasal 5 ayat (1) Undang-undang Nomor 11 Tahun 2008 tentang Informasi dan Transaksi Elektonik dinyatakan bahwa
â€œInformasi Elektronik dan/atau Dokumen Elektronik dan/atau hasil cetaknya merupakan alat bukti hukum yang sahâ€•, dengan
adanya Undang-Undang ini serta Undang-Undang No 19 Tahun 2016 Tentang Perubahan Atas Undang-Undang Nomor 11 Tahun
2008 Tentang Informasi dan Transaksi Elektronik maka segala tindak kejahatan cyber telah memiliki landasan hukum dan
bukti-bukti yang berkaitan dengan tindak kejahatan ini telah menjadi alat bukti yang sah di pengadilan. Namun undang-undang ini
ternyata belum mengatur secara jelas proses penanganan dan pengelolaan dari alat bukti tersebut, Hal ini memungkinkan timbulnya
keraguan terhadap keutuhan dan keaslian dari bukti digital yang diperoleh.
Penulisan skripsi ini bertujuan untuk menjelaskan penanganan bukti elektronik/digital melalui digital forensic pada tahap
pembuktian dan menjelaskan ketentuan Standar Operasional Prosedur  dalam pemeriksaan bukti digital.
Data penulisan skripsi ini diperoleh melalui data skunder yang dilakukan dengan cara mempelajari peraturan perundang-undangan,
buku, jurnal, serta tulisan-tulisan ilmiah yang berkaitan dengan penanganan dan pengelolaan bukti digital.
Hasil penelitian menunjukan bahwa digital forensic menggunakan mekanisme ilmiah dalam memperoleh, mengumpulkan dan
menganalisa bukti digital yang ada dalam media elektronik. Hasil analisa tersebut kemudian dituangkan kedalam sebuah laporan
analisis dan dipresentasikan oleh ahli digital forensic sebagai saksi ahli dipersidangan. Dalam proses pembuktian melalui digital
forensic diperlukan sebuah Standar Operasional Prosedur demi menjaga kontaminasi barang bukti dan menjaga itegritas barang
bukti yang diperoleh. Ada beberapa Standar Operasional Prosedur berkaitan dengan proses digital forensic, salahsatunya adalah
Standar Nasional Indonesia 27037:2014 yang dikeluarkan oleh Badan Standardisasi Nasional. Namun Standar Nasional Indonesia
tersebut hanya mengatur sebatas teknik pengamanan dan pengelolaan bukti digital, belum ada ketentuan mengenai standar dari
teknik analisa serta standar mutu dari hasil analisa. Standar Nasional Indonesia 27037:2014 ini juga belum diberlakukan secara
wajib.
 Disarankan kepada pemerintah, Badan Standardisasi Nasional, serta Badan Siber dan Sandi Negara yang baru dibentuk pada 19
Mei 2017, agar segera memberlakukan Standar Nasional Indonesia 27037:2014 secara wajib, serta dapat segera mengembangkan
standar terhadap analisa digital forensic maupun standar mutu hasil pemeriksaan/analisa dari digital forensic.
