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Razmerje med sodobno prakso zasebnosti in Splošno uredbo o varstvu podatkov  
 
Fokus diplomske naloge je na razmerju med sodobno prakso zasebnosti in Splošno uredbo o 
varstvu podatkov oziroma iskanju vpliva uredbe na prakso zasebnosti. S pojmom sodobna 
praksa zasebnosti ciljamo na prepletenost vseh človeških dejavnosti z informacijsko-
komunikacijsko tehnologijo, s katero je zaradi obdelave podatkov omogočeno nadzorovanje 
zasebnosti posameznika. Opredelitve informacijske zasebnosti najpogosteje zajemajo 
posameznikovo pravico, da sam določa obseg podatkov o sebi, ki bo posredovan drugim – 
posameznikov samonadzor. Pojmov zasebnost in nadzor torej ne moremo obravnavati ločeno. 
Koncepta se spajata in sta v definiciji združena. Zaradi ugodja in odvisnosti od uporabe 
informacijsko-komunikacijske tehnologije ter uvedbe samonadzora v definicijo zasebnosti se 
je nadzor normaliziral in postal sprejemljiv. Splošna uredba o varstvu podatkov naslavlja 
nekatere ključne probleme neustrezne zaščite osebnih podatkov posameznika, ki je z 
upravljavci vedno v asimetričnem razmerju moči. V uredbi smo prepoznali stičišče konceptov 
zasebnosti in nadzora, saj je eden izmed namenov sprejema Splošne uredbe o varstvu podatkov 
dodatna okrepitev posameznikovega samonadzora nad tem, kateri njegovi podatki in za katere 
namene se obdelujejo.  
 





The Relation between the Contemporary Privacy Practices and the General Data 
Protection Regulation  
 
The focus in this diploma thesis is on relation between the contemporary privacy practices and 
the General Data Protection Regulation or the search of the regulation impact on the privacy 
practices. With the notion of the contemporary privacy practice, we aim at intertwining all 
human activities with information and communication technology, which due to data 
processing, enables the control of individual privacy. The information privacy definition often 
includes the individual's right to determine the extent of one’s information, that would be passed 
to others – the individual self-control. The notions of privacy and control could not be 
considered separately, because they are merged in the definition. Due to the comfort and 
dependency on the uses of information and communication technology, and the introduction of 
self-control within the definition of privacy, control became normalized and acceptable. The 
General Data Protection Regulation addresses some of the key problems of inadequate 
protection of individual's personal data, who is in an asymmetrical power relation with 
controller. In the regulation we have identified the junction of the concepts of privacy and 
control. One of the main purposes of the General Data Protection Regulation adoption, was an 
additional strengthening of the individual self-control over what data, and for which purposes 
are being processed. 
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Če bi morali izbrati samo en ključni dejavnik konstituiranja sodobne družbe, bi z lahkoto 
izpostavili pojavnost in razširjenost informacijsko-komunikacijske tehnologije, katere učinki 
so vsepovsod okoli nas. Vplivajo in spreminjajo človekov vsakdan, politično komunikacijo in 
razširjajo polje preučevanja v politologiji, pravu, psihologiji, sociologiji, medicini itd. Uporabe 
in razvoja informacijsko-komunikacijske tehnologije zato ne moremo omejiti zgolj na eno 
disciplino, saj je ravno obratno raziskovanje mogoče v vseh raziskovalnih disciplinah in v 
osnovi zahteva multidisciplinarni pristop. Obdelava osebnih podatkov namreč ne upošteva 
klasično postavljenih mej med javnim in zasebnim. Bolj kot to, kaj je javno znano, je 
pomembno vse tisto, kar je zasebno in skrito pred očmi javnosti.  
Pojem zasebnosti je bil v preteklosti vezan na dom, družino in komunikacije, danes pa ga 
razumemo izven teh okvirov – kot zasebno v javnem. V javnem prostoru, kot je internet, poteka 
množica zasebnih interakcij, za katere se pričakuje, da so osebne in zasebne. Z védenjem o tem, 
da uporaba informacijsko-komunikacijske tehnologije nikoli ni v celoti zasebna, lažje 
razumemo izvor enačenja zasebnosti s samonadzorom, čeprav sta v osnovi popolnoma 
nasprotujoča si in nekompatibilna pojma. Aktivnosti na spletu, pametnih mobilnih telefonih in 
v nadzorovanih prostorih se stalno beležijo, obdelujejo in shranjujejo. Vrste partikularnih 
podatkov se združujejo v celote. Več podatkov kot je o posamezniku na voljo, lažja je njegova 
identifikacija in navsezadnje razkritje zasebnosti, predvsem za zadovoljitev ekonomskih 
interesov.  
Številni avtorji, Solove, Wacks, Berg, Hartzog in Kovačič, so v svojih delih neposredno ali 
posredno naslavljali in iskali povezavo med nadzorom in zasebnostjo. Rezultat tega iskanja je 
bilo spoznanje o nezmožnosti ločitve enega in drugega koncepta. Še posebej popularen pojem 
je družba nadzora, s katerim avtorji poskušajo prikazati učinke popolnega nadzora, 
omogočenega z informacijsko-komunikacijsko tehnologijo. Foucault je na primer v 70. letih 
prejšnjega stoletja v svojem delu Nadzorovanje in kaznovanje (1984, str. 199–224) opozoril na 
implikacije stalnega stanja vidnosti v panoptikonu. Pri tem je dejal, da je ta model mogoče 
prenesti v druga razmerja in druge situacije, ter s tem sprožil številne primerjave informacijske 
družbe s panoptikonom. Predpostavka za povezovanjem informacijske tehnologije z nadzorom 
je ogroženost zasebnosti, ki jo je razkril Snowden leta 2013, in sicer je opozoril na nevarnosti 
obdelave osebnih podatkov in prikazal realno stanje. 
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Zbiranje oziroma obdelava osebnih podatkov spada na področje varstva osebnih podatkov. 
Kršitve zasebnosti, spoznanje o neustrezni zaščiti posameznika, padec zaupanja in ekonomski 
stroški so povzročili sprejem Splošne uredbe o varstvu podatkov leta 2016. Z uredbo je prišlo 
do poenotenja zakonodaje v Evropski uniji in do posrednega globalnega vpliva na upravljavce 
izven EU in vse državljane EU. Uredba je aktualna in relevantna zaradi omejevanja obdelave, 
in prenosa osebnih podatkov ter razširitve posameznikovih pravic.  
Cilj pričujočega diplomskega dela je preučiti razmerje med sodobno prakso zasebnosti in 
Splošno uredbo o varstvu podatkov. Raziskovalno vprašanje se nanaša konkretno na to 
razmerje. Zanima nas torej razumevanje pojma zasebnosti v okviru uredbe oziroma njen vpliv 





2 METODOLOŠKI OKVIR 
 
V prvem delu diplomskega dela bomo s pomočjo diskurzivne analize poskušali predstaviti 
različne spreminjajoče se diskurze o zasebnosti glede na čas in prostor, v katerem se nahajajo. 
Osredotočili se bomo na sodobno prakso zasebnosti oziroma kontekst, v katerem je prišlo do 
vseprisotnega in ukoreninjenega enačenja zasebnosti s samonadzorom. V nadaljevanju bomo 
povezali koncepta zasebnosti in nadzora. Gre za dve različni kategoriji, ki ju v sodobni družbi 
ne moremo obravnavati ločeno. Koncept nadzora je že vpet v opredelitve informacijske 
zasebnosti in je kot tak njen sestavni del. Zasebnost in nadzor si tudi nasprotujeta – zasebnost 
je možna samo tam, kjer ni nadzora. Stičišče obeh konceptov smo prepoznali v Splošni uredbi 
o varstvu podatkov. Uredba je bila sprejeta z namenom zaščite posameznikov, ki zaradi 
obdelave podatkov hitro postanejo objekt nadzorovanja, ki ga omogoča informacijsko-
komunikacijska tehnologija. V zadnjem delu diplomskega dela bomo v uredbi poskušali 
prepoznati prevladujoče diskurze, ki odražajo razširjeno dojemanje zasebnosti, nadzora in 
povezave med obema. Na zastavljeno raziskovalno vprašanje bomo poskušali odgovoriti z 
identifikacijo diskurzov v uredbi. To bomo brali z vidika posameznika oziroma nas bo 
zanimalo, kaj uredba za posameznika pomeni, saj namen diplomskega dela ni presojanje 
skladnosti ali neskladnosti upravljavcev z uredbo. 
Diskurzivna analiza je ena izmed osrednjih pristopov v kvalitativnem raziskovanju. Značilnost 
kvalitativnega raziskovanja je razumevanje pomena subjektivnosti in holizma. Nobena stvar, 
fenomen, predmet preučevanja ne obstaja izolirano od določenega konteksta, okolja (Marsh in 
Stoker, 2010, str. 255–256). Fokus diskurzivne analize je po Ripleyju (2007, str. 1–7) v 
odkrivanju specifičnih praks, pomenov in produkcije védenja. Podobno kot Ripley sta tudi 
Phillips in Jørgensen (2002, str. 9) opredelila diskurz kot specifičen način komuniciranja in 
razumevanja sveta okoli nas. Jezik je po njunem mnenju »stroj, ki konstruira družbeni svet«. V 
svojem delu sta izpostavila opredelitev diskurza, kot jo je podal Foucault (1972, str. 117, v 
Phillips in Jørgensen, 2002, str. 12)1: »Diskurz je celota izjav, ki izhajajo iz istega sistema 
formacije. Diskurz ne obstaja v idealni in brezčasni formaciji, ampak je od začetka do konca, 
historičen fragment s svojimi mejami, delitvami, transformacijami in specifičnimi oblikami 
temporalnosti.« Diskurzi so zgodovinsko pogojeni ter odvisni od družbenopolitičnih razmerij. 
                                                 





S prostorom človekove zasebnosti označujemo odmaknjenost posameznika od drugih ljudi. 
Človek se lahko umakne iz dejanskega fizičnega prostora ali naredi mentalni premik in se 
premakne v svoj notranji svet, medtem ko je v javnosti fizično prisoten. Prostor zasebnosti je 
poseben prostor, znotraj katerega lahko posameznik v miru in »brez vmešavanja drugih« 
sprejema intimne odločitve. Najosnovnejša ideja zasebnosti je povezana s človekovo intimo in 
prostorom, ki je skrit pred očmi drugih ljudi. Če je bil včasih prostor zasebnosti omejen na dom, 
danes temu ni tako. Dom sicer še vedno predstavlja osnovno polje zasebnosti, fizično ločeno 
od drugih (stanovanja, stene znotraj domov, ki delijo prostore, ograje okoli hiš itd.), vendar je 
ob fizičnem umiku možen virtualni beg ne glede na prostor, v katerem se nahajamo. Tovrstni 
umiki se odvijajo neprenehoma, so del vsakdanjega življenja in povsem sprejemljivi (Wacks, 
2018, str. 49–50).  
Pomen zasebnosti ni statičen in objektiven, ampak je fluiden, izjemno subjektiven in časovno-
prostorsko odvisen. Transformacija pomena zasebnosti se dogaja na prostorski ravni in na ravni 
predstav o tem, da vsakdo potrebuje določeno mero zasebnosti. Ta se razlikuje glede na kulturo, 
posameznika in njegovo neposredno razumevanje tega, kaj zasebnost je ter kdo in kdaj je do 
zasebnosti upravičen oziroma ima do nje pravico. Pred nadaljnjo obravnavo zasebnosti moramo 
opredeliti osnovno razlikovanje med javnim in zasebnim, ki v zahodni misli že dolgo zaseda 
osrednje mesto. Binarni položaj javnega in zasebnega predstavlja ključno vprašanje za 
reševanje pomembnih političnih vprašanj in načina urejanja vsakdanjega življenja. 
Razlikovanje med enim in drugim je namenjeno opredelitvi razlik in delitvi družbenega 
življenja navznoter in navzven. Najbolj ju ločujejo vidnost, dostopnost in kolektivnost 
(Weintraub in Kumar, 1997, str. 4–5). 
Wacks (2018, str. 50) pravi, da se »bistvo naših prizadevanj za varovanje zasebnosti v tem 
splošnem pomenu, skriva v konceptu posameznikovega razmerja do družbe. Ko sprejmemo 
ločitev med javno in zasebno sfero, ne predpostavimo samo obstoja skupnosti, v kateri je taka 
ločitev smiselna, temveč tudi institucionalno strukturo, ki tovrstno utemeljevanje omogoča. 
Drugače povedano, s tem ko postuliramo ’zasebno’ predpostavimo ’javno’.« 
Oba pojma sta po eni strani v družbi sicer jasno ločena, po drugi strani pa se polji v določenih 
primerih stikata in prekrivata. Če individuum sledi svojim zasebnim interesom, ima lahko 
njegov osebni interes širše družbene in politične implikacije. Individualno ne stoji vedno 
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nasproti kolektivnemu. Tudi nevidno ne stoji vedno nasproti vidnemu in dostopno 
nedostopnemu. Razmerje med javnim in zasebnim je vedno kompleksno in situacijsko. Kljub 
temu lahko prikažemo splošen kontrast med njima: zasebno je skrito, javno je vidno in 
dostopno. Zasebno se nanaša na posamezno oziroma na individualne interese, medtem ko javno 
označujejo kolektivni interesi. Na eni strani so torej zasebniki oziroma posamezniki, na drugi 
strani pa skupnost, javnost in država. Torej gre za dve ločeni in nasprotujoči si skupini, ki se 
odražata v različnih družbenih akcijah. Pomeni javnega in zasebnega so odvisni od 
zgodovinskih obdobij in družbenopolitičnih razmerij (Habermas, 1989, str. 13; Weintraub in 
Kumar, 1997, str. 4–5).  
Čeprav so imeli ljudje vedno določeno potrebo po zasebnosti (nujnost), pravice do nje nikakor 
ne moremo razumeti kot absolutne. Pri določanju meje med javnim in zasebnim gre vselej za 
iskanje ravnotežja med tem, kaj, kdaj, pred kom in zakaj je zasebno ter kaj ne spada v to polje. 
Če povemo drugače, gre za ravnotežje med interesi posameznika in družbe oziroma države kot 
celote. Koncept zasebnosti je tako sam v sebi političen (Holvast, 2009, str. 15).  
Pomen zasebnosti je nesporen, a ga hkrati ne moremo natančno definirati. Brez dvoma je 
zasebnost nekaj, kar si v sodobnih družbah vsi želimo, je osnova človekovega delovanja – 
omogoča svobodo. Z izginjanjem klasično strukturiranega razlikovanja med javnim in 
zasebnim je čedalje težje določati polje zasebnosti – zasebno vse lažje prehaja v javno. 
Zasebnost zaradi odvisnosti od tehnologije in njenih učinkov izginja oziroma je ogrožena 
(Wacks, 2018, str. 56–57). Že Habermas (1989, str. 298) je prepoznal združevanje delov javne 
in zasebne sfere. Vlogi družbe in politike se po njegovem mnenju spajata in tako zamenjujeta 
svoje prvotne funkcije. Ni problematično samo določanje javnega in zasebnega, temveč tudi 
nejasnost razmerja med posameznikom in državo, ki se obrača v drugo smer, in sicer gre danes 
v prvi vrsti za razmerje med posameznikom in korporacijami, ki jim posameznik v zameno za 
uporabo storitev za »lajšanje življenja« zaupa svoje podatke in tako odpira vrata v svoj prostor 
zasebnosti. 
 
3.1 Opredelitev zasebnosti 
Definiranje zasebnosti je problematično z najmanj dveh vidikov: prvi se nanaša na 
subjektivnost pomena in razmerja do javnega, drugi pa na nekoherentnost pojma zasebnost, ki 
ga uporabljamo za različne namene (moralne, družbene, politične). Poleg različnih namenov 
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uporabe obstajajo razlike že v pojmovanju zasebnosti. Nekateri na primer menijo, da je 
zasebnost temeljna človekova pravica, drugi pa jo razumejo kot posebno človekovo stanje. 
Kljub različnim koncepcijam zasebnosti in njenim različnim pomenom jim lahko določimo 
skupno točko: značilnost pojmovanja zasebnosti je v njenem enačenju z zaščito pred tem, da bi 
drugi prišli do podatkov, ki jih želimo obdržati zase; enačenje pojma zasebnost s samonadzorom 
(Wacks, 2018, str. 57).  
Takšno »definicijo« zasebnosti je podal Alan Westin, in sicer je zasebnost »zahteva 
posameznikov ali institucij, da sami določijo, kdaj, kako in v kolikšni meri se informacije o njih 
posredujejo drugim« (Westin, 1967, str. 7, v Holvast, 2009, str. 162; Margulis, 2011, str. 10; v 
Wacks, 2018, str. 58). Gre za najbolj razširjeno, sprejeto in uporabljeno definicijo zasebnosti. 
Da bi dokazal njeno pomembnost in zajel različne pomene, je Westin (prav tam, v Holvast, 
2009, str. 17; v Wacks, 2018, str. 53) opredelil štiri funkcije zasebnosti: Prva funkcija izhaja iz 
potrebe po osebni avtonomiji, ki je ključnega pomena za razvoj individualizma in zavesti o 
svobodnih izbirah, oziroma je zasebnost temelj za razvoj individualnosti. Druga funkcija se 
nanaša na potrebo po čustveni razbremenitvi. Po njegovem mnenju je tempo življenja tisti, ki 
zahteva zasebnost: »V poljubnem dnevu lahko človek zamenja vloge strogega očeta, ljubečega 
moža, komedijanta med skupno vožnjo, izurjenega strugarja, sindikalista, spogledljivca med 
odmorom za malico in predsednika odbora veteranske organizacije – psihološko povsem 
različne vloge, ki jih prevzema, ko se na svojem odru premika iz prizora v prizor. Zasebnost, 
da vsakemu posamezniku možnost, da sname svoje maske.« Bistvo tretje funkcije zasebnosti 
je po Westinu (prav tam) človekov poskus osmisliti svoja dejanja in odločitve – 
samovrednotenje. Najprimernejši prostor za refleksijo je po njegovem mnenju samota. V samoti 
imajo ljudje zagotovljen prostor in čas za predelavo informacij. Četrto funkcijo zaznamuje 
obstoj okolja, v katerem se lahko udejstvujemo skozi varno in zaščiteno komunikacijo.  
Podobno sta Warren in Brandeis (1890, str. 193–198) opredelila potrebo po pravici do 
zasebnosti, ki se nanaša na posameznikovo pravico, da sam odloča o obsegu informacij, ki bodo 
posredovane drugim osebam, skupinam, institucijam itd. Do te ugotovitve so ju pripeljali 
politični, ekonomski, tehnološki in družbeni razvoj, ki skupaj zahtevajo uvedbo novih načinov 
zaščite posameznika, ki ima »pravico do tega, da se ga pusti pri miru«. Razvoj sta prikazala na 
primeru oblikovanja pravice do življenja. Pravica do življenja se je po njunem mnenju 
                                                 
2 Westin, A. (1967). Privacy & Freedom. London: The Bodley Head. 
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postopoma spremenila v pravico do uživanja v življenju. To pomeni, da je v skladu z razvojem 
ljudem treba podeljevati nove pravice. Zanimivo je, da sta avtorja že leta 1890 opozorila na 
ogrožanje zasebnosti, do katerega lahko pripeljeta tehnološki razvoj in razrast rumenega tiska 
(Lukács, 2016, str. 257). Danes je namreč s tehnološkim napredkom situacija podobna. 
Prepletenost tehnologije z vsakdanjim življenjem ljudi povzroča oženje zasebnosti in sproža 
potrebe po uravnavanju informacijske zasebnosti. 
Razumevanje polja zasebnosti se torej v večini primerov veže na potrebo po 
(samo)nadzorovanju osebnega prostora, telesa in informacij, ki jih imamo o sebi (Holvast, 
2009, str. 16). Na tej točki je smiselno izpostaviti, da je takšno opredeljevanje zasebnosti 
značilno za liberalne demokracije in zahodno percepcijo zasebnosti in vsekakor ni univerzalno. 
Večina del znotraj tega prostora, ki obravnavajo zasebnost, vsebuje koncepte nadzora, svobode 
in samoodločanja. Čeprav ni konsenza o tem, kaj natančno zasebnost je, vsekakor obstaja 
konsenz o tem, da je zasebnost za človeka bistvenega pomena. Opredelitve zasebnosti se od 
Westinove »definicije« v nasprotju s praksami zasebnosti, niso bistveno spreminjale. Dokaz za 
to je mogoče zaslediti v številnih zakonodajnih dokumentih, med katerimi je Splošna uredba o 
varstvu podatkov3 (2016), v kateri je poudarek na krepitvi nadzora nad lastnimi podatki (Wacks, 
2018, str. 59). 
Skozi zgodovino je prišlo do polarizacije (pojmov) zasebnost in nadzor, pri čemer ciljamo na 
zunanji nadzor. Po drugi strani pa je prišlo do enačenja zasebnosti in samonadzora. Bistvo je, 
da je treba zaščititi zasebnost oziroma imeti nadzor nad lastno zasebnostjo (samonadzor). V 
tem primeru gre za enačenje zasebnosti z zaščito, nadzorom nad tem, kaj se z našo zasebnostjo 
dogaja. Nadzor drugih ljudi in države je nasprotno od samonadzora vselej percipiran kot 
grožnja, ki predstavlja tveganje, in ima v splošnem negativen prizvok ali morebiti ni zaznan 
oziroma je normaliziran4. Odgovornost za ohranjanje lastne zasebnosti je v veliki meri zgolj na 
posamezniku5. To je značilno zlasti za sodobno prakso zasebnosti, ki se nanaša na prepletenost 
                                                 
3 Uredba (EU) 2016/679 Evropskega parlamenta in Sveta z dne 27. aprila 2016 o varstvu posameznikov pri 
obdelavi osebnih podatkov in o prostem pretoku takih podatkov ter o razveljavitvi Direktive 95/46/ES (Splošna 
uredba o varstvu podatkov). 
4 Nadzor države je tradicionalno percipiran kot negativen in vsiljiv, čeprav danes večino nadzora zasebne sfere 
opravljajo korporacije, saj imajo več podatkov in so lahko bistveno bolj nadzorovalne. 
5 To pomeni, da moramo ljudje za svojo varnost najprej poskrbeti sami: sami določamo, ali, kdaj, kaj, s kom in 
kako bomo delili svojo zasebnost, četudi v določenih primerih za uporabo nujnih storitev dejansko ni možnosti 
izbire. S tem vprašanjem se bomo podrobneje ukvarjali v drugem delu diplomske naloge.  
 
13 
človeškega življenja s tehnologijo, ki je pogosto obravnavana kot nevtralna in neproblematična. 
Posledica se kaže v tem, da je posameznik tisti, ki mora biti odgovoren, racionalen in pazljiv 
pri uporabi tehnologije.  
V literaturi se pojavljajo različne dimenzije zasebnosti, pri čemer Holvast (2009, str. 16) 
izpostavi dve glavni delitvi. Prva je relacijska zasebnost in se nanaša na interakcije, odnose, 
razmerja med ljudmi in informacijsko zasebnost, ki je povezana z zbiranjem, hrambo in 
obdelavo osebnih podatkov, ki danes poteka avtomatizirano. V pričujočem diplomskem delu 
nas bo zanimala predvsem druga, informacijska zasebnost, ki jo razumemo v širšem smislu, 
navsezadnje lahko iz sodobnega načina življenja sklepamo, da se zaradi tehnološkega napredka 
dimenziji med seboj nujno ne izključujeta6. V nadaljevanju bomo prikazali zgodovinski razvoj 
distinkcije med javnim in zasebnim, pri čemer se bomo oprli na nekatera ključna zgodovinska 
obdobja in spremembe, ki pomagajo razumeti sodobno prakso zasebnosti. S kratkim 
zgodovinskim prikazom nikakor ne želimo in ne moremo prikazati celotne zgodovine ter 
natančne razmejitve kompleksnega razmerja med javnim in zasebnim. 
 
3.2 Pomen zasebnosti skozi zgodovino 
Delitev na javno in zasebno sfero je obstajala že v antični Grčiji, in sicer je bila družba 
razdeljena na zasebni (oikos) in javni del (polis). Razlike med antičnim in sodobnim 
razumevanjem zasebnosti izhajajo iz različnega pomena javnega in zasebnega. »Za antiko je 
bilo odločilno, da je vse privatno samo privatno, da je človek v privatnem, kakor kaže že beseda, 
živel v nekem stanju oropanosti, in sicer je bil oropan najvišjih možnosti človeških sposobnosti. 
Kdor ni poznal nič drugega kot privatno stran življenja, kdor kot suženj ni smel vstopiti v 
javnost ali kot barbari sploh še ni vzpostavil skupnega javnega, pravzaprav ni bil človek« 
(Arendt, 1996, str. 40). Človek v polju zasebnosti ni bil svoboden, svobodo je lahko dosegel le 
v polisu, znotraj javnega. Aristotel je trdil, da je človek brez polisa zgolj osamljen posameznik, 
saj človek po njegovem mnenju brez skupnosti ne more delovati. Posameznik, ki je ločen od 
                                                 
6 Primer najdemo na spletu, ko komuniciramo z znanci, družino in prijatelji. Komunikacija z njimi je zasebne 
narave, vendar naša uporaba storitev, na katerih teče komunikacija, ni zasebna, saj nimamo dejanskega nadzora 
nad tem, kaj se bo s to vsebino dogajalo. Deljenje fotografij, videoposnetkov in lokacij je vzpostavljeno, naši 
osebni podatki pa se obdelujejo. Primer kaže, da v določenih primerih ne moremo govoriti zgolj o relacijski ali 




skupnosti in od nje ničesar ne potrebuje, je lahko samo bog ali zver (Aristotel, 2010, str. 114). 
Javno je v polisu potekalo na mestnem trgu (agora), pripadalo je zgolj svobodnim državljanom7, 
ki so v polisu kazali svoje bistvo. Zasebno je na drugi strani pomenilo nujnost v smislu 
preživetja (Habermas, 1989, str. 17). Če povzamemo, je za antično zasebnost značilno, da ni 
polje svobode, kot jo razumemo danes, temveč polje prisile: »Sfera gospodinjstva/gospodarstva 
je bila zaznamovana s tem, da so življenje v njem narekovale predvsem človeške potrebe in 
življenjske nujnosti. Sila, ki je ljudi tu povezala, je bilo življenje samo« (Arendt, 1996, str. 32). 
Gospodarstvo je torej v smislu nujnosti preživetja sestavljalo del zasebnega in ne javnega dela 
človekovega življenja (Kovačič, 2006, str. 13; Lukács, 2016, str. 257; Wacks, 2018, str. 50).  
Pomen zasebnosti je z današnjega vidika sicer drugačen kot v antiki, vendar lahko določimo 
skupno točko: vse človekove telesne funkcije so skrite in de facto zasebne (Arendt, 1996, str. 
74; Kovačič, 2006, str. 13). Poleg omenjene podobnost obstaja tudi v pomenu obstoja 
zasebnega prostora, ki je po navadi doma. S stalnim bivanjem in udomačitvijo ljudi je v 
nasprotju z nomadskim načinom življenjem prišlo do povečane potrebe po zasebnosti, na kar 
kaže arhitektura grških in rimskih domov in delitev sob znotraj njih8. Berg (2018, str. 66–71) 
pravi, da je bila za atensko družbo značilna tudi nadzorna kultura9, ki je temeljila predvsem na 
moralnem nadzoru s pomočjo prisluškovanja in opazovanja. Za izognitev moralnemu nadzoru 
ali povečanje nadzora nad drugimi so si lahko ljudje z dovolj viri v antičnih in rimskih časih 
privoščili taktično postavljanje oken v domu, povečanje sob, postavljanje zidov, zaves, ostalih 
kosov pohištva med sobami, ki so omogočali višjo stopnjo zasebnosti ali nadzora, odvisno od 
posameznikovih interesov (Mihelič, 2016, str. 24). 
Postopoma se je pomen zasebnosti preoblikoval in predrugačil tako v pomenskem kot 
prostorskem smislu. Zasebnost, kot jo razumemo danes, ni rezultat ene spremembe ali dejanja, 
temveč so k spreminjajočim se pomenom in praksam prispevale nove tehnologije, filozofske in 
politične ideje ter nastanek kapitalizma, ki je spremenil življenja ljudi in njihov odnos do sebe 
in sveta. Vse navedeno je še dodatno spodbudilo ločevanje prostorov znotraj domov in večanje 
razdalje med notranjim in zunanjim svetom. Cenejši materiali za gradnjo in načini urejanja 
                                                 
7 Za antiko je bila značilna izrazita ekskluzivnost državljanstva. 
8 Gl. dalje Berg, C. (2018). The Classical Liberal Case for Privacy in a World of Surveillance and Technological 
Change. Basingstoke: Palgrave Macmillan. Str. 59–96. 
9 Berg (2018, str. 66-71) navaja Platona, ki se je spraševal, ali bi človek, ki bi bil prepričan, da mu bo določeno 
dejanje prineslo osebno korist in ne bo odkrito, ali če v primeru odkritosti ne bi sledila nobena posledica ali kazen, 
še imel razlog, da bi ravnal moralno. 
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prostorov znotraj doma ter višji prihodki za lastnike kažejo na spremembe v namembnosti 
prostorov in razumevanju zasebnosti. Če so ljudje v prejšnjih domovih živeli skupaj, zaradi 
česar je bila popolna zasebnost onemogočena, je kasneje z nastankom kapitalizma prišlo do 
konkretnih sprememb v dojemanju in praksah zasebnosti. Kakor smo že predhodno nakazali, 
je zasebnost omogočilo bogastvo oziroma je bila zasebnost rezervirana za tiste, ki so si jo lahko 
privoščili (Berg, 2018, str. 75–77).  
V pomenskem smislu Habermas (1989, str. 18–24) pravi, da srednji vek ni poznal eksplicitne 
ločitve med javnim in zasebnim. Javno je bilo zaznamovano z reprezentacijo gospostva, kjer je 
šlo predvsem za kazanje višjega statusnega simbola. Postopoma se je reprezentativna javnost 
umaknila v nekoliko zasebnejše prostore, kot so parki in grajske dvorane, vendar še vedno z 
namenom izpostavljanja veličine in obilja tistega, ki je organiziral dogodek ali slavje. K 
oblikovanju zasebnega je pomembno prispevala Cerkev, ki po Habermasu predstavlja 
reprezentativno javnost. Religijo je prestavila v zasebnost zaradi zahteve po usmeritvi v 
notranjost. Prostovoljna posameznikova osamitev je postala sprejemljiva. Človek je pridobil 
možnost umika v zasebnost (Kovačič, 2006, str. 14).  
Razvoj tiska je omogočil pisanje zasebnih dnevnikov za namene osebnega zadovoljstva. Širitev 
knjig in literarni razvoj sta na splošno prešla iz javne, skupne dejavnosti v zasebno, intimno 
izkušnjo posameznika. Pojav novele kot literarne oblike je pomembno prispeval k pojavu nove 
dimenzije zasebnosti, in sicer je lahko bralec skozi lasten fizični prostor v intimnosti izkušal 
življenja drugih ljudi (Berg, 2018, str. 75–78). Tudi Habermas (1989, str. 34) je izpostavil 
pomembnost tiska za razvoj sodobne zasebne sfere, ki je skupaj s pojavom kapitalizma 
povzročil, poblagovljenje informacij. Mednarodna trgovina je povzročila nastanek novih trgov 
in vzpostavila potrebo po natančnih podatkih o oddaljenih krajih in stvareh, ki se tam dogajajo. 
Nastanek časopisov in njihova izdaja na dnevni ravni sredi 17. stoletja, širitev zasebnih dopisov 
in povečevanje »kršitev« zasebnosti so povzročili hitro prepoznanje visoke vrednosti 
informacij. Posedovanje in razpolaganje z informacijami pomenita moč in hkrati denar 
(Holvast, 2009, str. 14).  
3.2.1 Liberalna ločitev javnega in zasebnega 
Temelje sodobne prakse zasebnosti najdemo v liberalni politični in pravni misli, ki se nanaša 
na pravice posameznikov, ki jih omogoča demokratična država. Ključni koncepti znotraj 
liberalne pravne in politične misli so individualizem, človekove pravice, pravica do lastnine in 
omejena državna oblast. Slednja se nanaša na načelo, da država »vedno vlada preveč«. Vsi ti 
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koncepti predstavljajo način delovanja z določenim ciljem, kjer vsak od njih na nek način vpliva 
na dojemanje in izkušnjo zasebnosti (Foucault, 2015, str. 291; Berg, 2018, str. 17–18).  
Liberalizem kot politični tok se je pojavil v 17. stoletju. Oblikoval se je z razpadom fevdalizma 
kot družbenega reda v 16. in 17. stoletju, ameriško in francosko revolucijo na koncu 18. stoletja 
ter s pojavom socialističnih in demokratičnih gibanj v 19. stoletju (Rizman, 1992, str. 15). 
Bistveni značilnosti liberalizma sta vsekakor individualizem in usmeritev k individuumu 
(posameznik pred skupnostjo). Posamezniki so ločeni deli celote in skupaj tvorijo družbeno 
celoto, čeprav so od nje jasno ločeni. Individuumi sami določajo, kaj so, kaj in kdaj bodo počeli. 
Oblikujejo si lastne predstave o sebi in svetu, ki temeljijo na svobodnih odločitvah, ki so jih 
zmožni sprejemati racionalno in popolnoma svobodno. Posamezniki stojijo sami zase in so 
lastniki svojega telesa in lastnine (Lukšič, 1993, str. 116). V bistvu je individualizem sestavljen 
iz treh dimenzij, in sicer iz avtonomije, ki pomeni več možnosti izbire in samoodločanje, iz 
edinstvenosti vsakega posameznika in njegove neprimerljivosti z drugimi ter pomena identitete 
in zavedanja o svojem biti – samorefleksija (Blatterer, Johnson in Markus, 2010, str. 35). 
K sodobnim praksam zasebnosti in utemeljitvi modernega liberalizma so pomembno prispevali 
teoretiki iz 17. in 18. stoletja. Eden pomembnejših avtorjev za našo analizo je Thomas Hobbes, 
ki je leta 1651 v svojem delu Leviathan predpostavil, da ljudje v hipotetičnem naravnem stanju 
živijo v neprestanem strahu. Življenje v takem stanju je bilo za človeka kratko, brutalno in 
samotno, šlo je za »vojno vseh proti vsem«. Posledično je imel človek naravno željo vzpostaviti 
mir in se zavarovati. Mir lahko po njegovem mnenju posameznik doseže z družbeno pogodbo 
(Laskar, 2013, str. 1). Hobbes je na tej točki pomemben zaradi postavitve temeljev 
individualističnega razumevanja svobode posameznika (Spruk in Lukšič, 2017, str. 462).  
Ključni avtor liberalne politične misli je John Locke, ki je podobno kot Hobbes izhajal iz 
naravnega stanja, a ga je nasprotno opredelil kot stanje popolne svobode, enakosti, stanje miru, 
dobre volje, skupnega delovanja in razpolaganja z lastnino. Vlada mu razum, ki je naravno 
pravo (Locke, 2010, str. 137–138). V njegovem delu je ključna povezava individualne svobode 
s pravico do lastnine. Človeka razume kot lastnika samega sebe, svoje biti. Locke (prav tam, 
str. 151) pravi:  
Čeprav so Zemlja in vsa podrejena bitja skupna last vseh ljudi, ima vsak človek v lasti svojo 
osebo, do katere razen njega nima nihče pravice. Rečemo lahko, da so delo njegovega telesa 
in izdelki njegovih rok njemu lastni. Če vzame karkoli iz stanja, v katerega ga je postavila 
narava in ga v njem pustila, je temu primešal svoje delo, dodal mu je nekaj lastnega in to stvar 
s tem naredil za svojo last. Vzel jo je iz skupnega stanja, v katerega ga je postavila narava in 
ji s svojim delom dodal nekaj, kar izključuje skupno pravico drugih.  
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V citatu prepoznamo lastninsko dojemanje zasebnosti, ki je na zahodu zelo razširjeno, zlasti v 
poznejših obdobjih in v pravnem jeziku. Vendar moramo opozoriti, da Locke lastnine ni 
dojemal z vidika kopičenja, temveč je zanjo predvideval, da si jo lahko človek prisvoji le do 
potrebne mere. Preseganje potrebnega in kopičenje zalog pomenita krajo (prav tam, str. 161). 
Locke je poleg utemeljitve pravice do lastnine za naše delo pomemben zaradi določitve meje 
med javnim in zasebnim, ki jo naslovi z razpravo o lastnini, ki je v nasprotju s skupnim. To 
pokaže na primeru očetovske oblasti kot tiste, ki je diametralno nasprotna politični (Berg, 2018, 
str. 84): »Politična in očetovska moč sta popolnoma ločeni in zgrajeni na različnih temeljih, z 
različnimi cilji.« Družina je del zasebnosti, namenjena razvoju otrok, da sami postanejo 
svobodni (Locke, 1824, str. 378, v Berg, 2018, str. 84)10.  
Za liberalno dojemanje zasebnosti je značilna jasna razmejitev med javnim in zasebnim. Javno 
zajema družbeni prostor, nacije, politike, demokratične procese, skupnosti in javne razprave. 
Zasebna sfera je prostor uživanja, verskih prepričanj, intimnosti in umika od javnega. To 
razlikovanje je opisal Constant (1988, v Berg, 2018, str. 27)11: »Obstajata dva dela človekovega 
obstajanja v družbi. Eden je tisti, ki ga ima človek v skupnem, ki ga dela odvisnega od drugega. 
Drugi je tisti del človekovega življenja, ki ga ohranja zasebnega in neodvisnega. Prvi je zato 
družbeni obstoj in slednji, individualni obstoj. Iz tega izhaja, da ima človek vsekakor več 
načinov in sredstev za doseganje popolnosti, tako skozi svojo individualno kot tudi družbeno 
eksistenco.« 
Sodobno pojmovanje zasebnosti se od prvotnih antičnih dojemanj razlikuje v želji po 
zasebnosti. Danes je zasebnost vrednota, ki omogoča svobodo (Wacks, 2018, str. 49). Liberalno 
pojmovanje zasebnosti je v temelju povezano z nadzorom nad lastno zasebnostjo. Kakor smo 
videli, je že Locke izpostavil lastništvo nad svojim biti, s čimer je predpostavil, da je človek 
lastnik samega sebe in svoje zasebnosti. Znotraj političnih in družbenih diskurzov se še danes 
odraža lastninski vidik razumevanja zasebnosti, zlasti v iskanju pravnih rešitev za posameznike, 
katerih osebni podatki se obdelujejo.  
Pravica do zasebnosti je skoraj vedno povezana z drugimi pravicami in je od njih odvisna. 
Povezovanje zasebnosti in lastnine je problematično, kar je na primeru pokazala Innes (1996, 
                                                 
10 Locke, J. (1824). The Works of John Locke (Economic Writings and Two Treaties of Government). London: 
Rivington. 
11 Constant, B. (1988). The Liberty of Ancients Compared with That of Moderns in Political Writings. Cambridge: 
Cambridge University Press. 
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str. 37, v Berg, 2018, str. 36)12: branje tujega zasebnega dnevnika je lahko hitro razumljeno kot 
napačno izključno zato, ker je dnevnik v lasti nekoga drugega in ne zaradi razkritja osebnih 
misli skozi branje. Najpomembnejša je torej nedotakljivost tuje lastnine, šele nato vprašanje 
razkritja zasebnosti. Z liberalno ločitvijo javnega in zasebnega je prišlo do nastanka diskurza, 
ki obravnava zasebnost kot lastnino in ne zasebnost, ki obstaja sama zase. Ti diskurzi so najbolj 
očitni v pravnem jeziku, zlasti v ameriškem prostoru, ki je prežet z lastninskim dojemanjem 
zasebnosti.  
3.2.2 Pravica do zasebnosti 
V diplomskem delu izhajamo iz dejstva, da je zasebnost v sodobni družbi razumljena kot 
vrednota, ki jo ščitimo pred tujimi vdori, kar pomeni, da jo dojemamo kot pravico. Temu 
primerno so oblikovani zahodni pravni okviri, ki zasebnost v večini primerov obravnavajo z 
vidika pravnega varstva zasebnosti. Polemik okoli tega, ali je zasebnost pravica in v kolikšni 
meri ali je morebiti samo interes, je veliko, vendar bomo za potrebe diplomskega dela v 
nadaljevanju obravnavali zasebnost kot pravico, saj menimo, da je ta v sodobnih družbah nujna.  
Definiranje pravice do zasebnosti je problematično iz več razlogov. Prvi problem predstavlja 
neenotno definiranje zasebnosti. V večini primerov se opredelitve nanašajo na pravico do tega, 
da imamo mir pred drugimi in da sami nadziramo, koliko informacij o nas bo posredovanih 
drugim osebam, institucijam, državi, podjetjem itd. Temelje tega načina dojemanja zasebnosti 
smo predstavili že v prejšnjem podpoglavju (liberalna ločitev javnega in zasebnega). Poleg 
problema definiranja zasebnosti je definiranje pravice do zasebnosti oteženo zaradi navzkrižja 
med posameznimi pravicami in z njimi povezanimi interesi – določanje superiornosti ene 
pravice/interesa nad drugo/drugim. Posledično je pravica do zasebnosti pogosto sekundarnega 
pomena. V takih primerih ekonomski interesi pretehtajo v svojo korist. Liberalni temelji 
razumevanja pravice do zasebnosti se najbolj odražajo v povezavi zasebnosti z avtonomijo in 
svobodo, ki lahko obstajata le izven državnega nadzora (Kovačič, 2006, str. 38–49).  
Širjenje pravic posameznikov je zaradi tehnološkega napredka nujno in neizogibno. Na to sta 
že leta 1890 opozorila Warren in Brandeis z utemeljitvijo obstoja pravice do zasebnosti, ki po 
njunem mnenju spada med splošne človekove pravice (Lampe, 2004, str. 37). Danes pravico 
do zasebnosti jemljemo kot samoumevno, vsaj v delu, ki se nanaša na pravico do zasebnosti 
                                                 
12 Inness, J. C. (1996). Privacy, Intimacy, and Isolation. Oxford: Oxford University Press. 
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doma in intimnega življenja, vendar pri informacijski zasebnosti ta pravica postane nejasna in 
irelevantna. Nad njo namreč velikokrat prevladajo ekonomski interesi, posamezniki pogosto 
nimajo ustreznih znanj in veščin, s katerimi bi se lahko bolje zavarovali. Regulacija zasebnosti 
na spletu ni enostavna, ravno težavnost je velikokrat zadosten razlog za ne regulacijo ali 
samoregulacijo zasebnih podjetij, kot je značilno za ZDA. Problem zasebnosti na spletu je 
povezan s tem, da se ljudje velikokrat ne zavedajo posledic13, do katerih lahko pride zaradi 
obdelave osebnih podatkov. Veliko lažje kot brezosebne baze podatkov, do katerih nimamo 
dostopa in obstajajo nekje izven našega dosega, po možnosti v tretji državi, si je predstavljati 
fizičen vdor v zasebni prostor. 
Pravni začetki zakonodaje, ki se ukvarjajo z zaščito zasebnosti, segajo veliko dlje kot začetki 
liberalizma in utemeljitve pravice do zasebnosti, in sicer v leto 1361, ko je angleški zakon 
Justices of the Peace Act zajemal kazni za tiste, ki so skrivoma opazovali druge ljudi ali jim 
morebiti prisluškovali. Iz tega izhaja, da vdori v zasebne prostore ljudi niso nekaj novega, gre 
namreč za prakse, ki so stare toliko kot človeštvo. Nekaj stoletij kasneje, leta 1776 začnemo 
govoriti o začetkih informacijske zasebnosti, ki je danes najbolj problematična in najranljivejša. 
Na Švedskem so takrat sprejeli Zakon o dostopnosti javnih spisov, ki je problematiziral hrambo 
podatkov, ki jih je zbrala država za nezakonite namene (Kovačič, 2006, str. 49–50).  
V drugi polovici 20. stoletja je postala pravica do zasebnosti v pravnem smislu osnovna 
človekova pravica, navedena v nacionalnih in mednarodnih pravnih dokumentih, in sicer v 12. 
členu Splošne deklaracije človekovih pravic (1948)14, v 17. členu Mednarodnega pakta o 
državljanskih in političnih pravicah (1966)15, 8. členu Evropske konvencije o človekovih 
pravicah (dalje EKČP) iz leta 195016 (Lukács, 2016, str. 259). 8. člen EKČP se glasi: 
                                                 
13 Primer posledice: Zveza potrošnikov Slovenije je na spletnem portalu Youtube objavila posnetek, v katerem 
prodajalec na ulici prodaja zasebne fotografije ljudi, ki so jih ljudje objavili oziroma naložili na aplikacijo. V 
skladu s splošnimi pogoji poslovanja lahko nekatere aplikacije prodajajo fotografije svojih uporabnikov drugim 
strankam. S strinjanjem s pogoji prostovoljno potrdimo, da se zavedamo dejstva, da lahko podjetje z našimi 
fotografijami in podatki počne praktično kar koli. 
14 Splošna deklaracija človekovih pravic. (1948). Sprejeta in razglašena z resolucijo Generalne skupščine 
Združenih narodov, št. 217 A (III), 10. decembra. 
15 Mednarodni pakt o državljanskih in političnih pravicah. (1966). Sprejet in razglašen z resolucijo Generalne 
skupščine Združenih narodov, št. 2200 A (XXI), 16. decembra. Veljati je začel 23. marca 1976 v skladu z 49. 
členom. 
16 Svet Evrope. (1950). Evropska konvencija o varstvu človekovih pravic in mednarodnih svoboščin, spremenjena 
s protokoloma št. 11 in 14 in dopolnjena s protokoli 1, 4, 6, 7, 12, 13 in 16, v veljavi od 1. junija 2010. 
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Pravica do spoštovanja zasebnega in družinskega življenja. 1.) Vsakdo ima pravico do 
spoštovanja njegovega zasebnega in družinskega življenja, doma in dopisovanja. 2.) Javna 
oblast se ne sme vmešavati v izvrševanje te pravice, razen, če je to določeno z zakonom in 
nujno v demokratični družbi zaradi državne varnosti, javne varnosti ali ekonomske blaginje 
države, zato, da se prepreči nered ali kaznivo dejanje, da se zavaruje zdravje ali morala, ali da 
se zavarujejo pravice in svoboščine drugih ljudi. 
Pravica do zasebnosti ni univerzalna, absolutna, objektivna in statična. Kljub njeni mednarodno 
priznani pomembnosti moramo osvetlili razlikovanje med ameriškim in evropskim prostorom, 
saj za podatke, podobno kot za ostale globalne probleme, ne velja, da se ustavijo na nacionalni 
meji, za kar bi zadostovala nacionalna zakonodaja. Podatki se prenašajo iz evropskega prostora 
v ZDA in obratno, kar pomeni, da je pomembna urejenost varovanja osebnih podatkov in 
informacijske zasebnosti tudi izven evropskega in nacionalnega prostora.  
V ZDA pred letom 1890 pravica do zasebnosti ni bila omenjena kot kakršna koli pravica. Vse, 
kar je bilo povezano z zasebnostjo, je izhajalo iz pravice do lastnine, ki je bila obravnava kot 
sveta in neodtujljiva. Lastninsko razumevanje zasebnosti se najbolj izraža v tem, da lahko 
lastnik s svojo lastnino počne kar koli17, kar je v ZDA še danes zelo razširjeno, zlasti v smislu 
nadzora nad svojo lastnino, ki je pomembnejša od pravice posameznika do zasebnosti. Z letom 
1967 je bil na področju pravice do zasebnosti dosežen premik v pozitivno smer, stran od 
prevladujočega lastninskega dojemanja pravice do zasebnosti k načelu upravičenega 
pričakovanja zasebnosti v primeru Katz proti Združenim državam18. Omenjeni primer se nanaša 
na ravnanje države in predpostavlja pričakovano zasebnost v prostorih, v katerih ljudje 
pričakujemo zasebnost. V konkretnem primeru je šlo za stekleno telefonsko govorilnico. Kljub 
temu pa lastninsko pojmovanje zasebnosti v ZDA ni v celoti odpravljeno, kar velja zlasti za 
zasebni sektor (Kovačič, 2006, str. 50–52). 
Evropsko razumevanje pravice do zasebnosti je nekoliko drugačno od ameriškega. Večina 
evropskih držav ima pravico do zasebnosti opredeljeno že v ustavi. Evropska značilnost se kaže 
v težnjah po poenotenju zakonodaje na območju EU ter enotnih merilih za zasebni in javni 
sektor, kar je v bistvu najpomembnejša razlika z ameriškim prostorom. V ZDA je zasebni sektor 
v veliki meri prepuščen samoregulaciji, ki je podrejena ekonomskim interesom in ne zaščiti 
posameznikov. Pravica do zasebnosti je v Evropi razumljena precej široko in je v primerjavi z 
                                                 
17 Primer tega je najizrazitejši pri zasebnosti na delovnem mestu v ZDA, kjer podjetja nadzorujejo svoje zaposlene, 
ker ti uporabljajo njihovo lastnino in jim je potemtakem to dovoljeno. 
18 Katz v. United States, 389 U. S. 357 (1967). 
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ameriškim prostorom v pravu bolj urejena in drugače zasnovana. Pravzaprav je v Evropi pravica 
do zasebnosti več kot zgolj tržna izmenjava informacij. Največji vzrok za drugačen evropski 
pristop je v zgodovinski izkušnji nadzorovanja populacije s tehnologijo, kot je Hollerithov stroj, 
ki je bistveno skrajšal čas popisovanja prebivalstva in tako bil uporabljen tudi za lažjo 
identifikacijo in deportacijo judovskega prebivalstva. Ozadje zaščite posameznikov in 
poudarek na varnosti sta v Evropi povezana s strahom pred vzponom totalitarnih režimov, ki bi 
lahko s pomočjo novih tehnologij zelo učinkovito in natančno nadzorovali vse pore družbe 
(prav tam, str. 70–74). V tretjem poglavju se bomo podrobneje ukvarjali z evropskimi težnjami 
po vzpostavitvi enotnega okvira varstva osebnih podatkov, ki se nanaša na varovanje 
informacijske zasebnosti in ima vpliv na vsako državo in podjetje, ki je v stiku z evropskim 
državljanom.  
Na tem mestu moramo osvetliti povezavo med pravico do zasebnosti in varstvom osebnih 
podatkov, s katerim se bomo ukvarjali v zadnjem delu diplomskega dela. Pravica do varstva 
osebnih podatkov je rezultat pojava neposredne obdelave osebnih podatkov z avtomatiziranimi 
sredstvi, ki so povzročila ogroženost pravice do zasebnosti. Torej lahko rečemo, da je pravica 
do varstva osebnih podatkov v bistvu podkategorija pravice do zasebnosti. Posameznik mora 
biti v primeru varstva osebnih podatkov ustrezno zaščiten pred posegi v njegovo zasebnost tako 
s strani države kot tudi zasebnega sektorja (Koman Perenič in Informacijski pooblaščenec, 
2009, str. 7). 
 
3.3 Sodobna praksa zasebnosti  
Množični mediji, sodobno potrošništvo, internet in nove informacijsko-komunikacijske 
tehnologije so pomembno zaznamovali spreminjajočo se prakso zasebnosti, ki je čedalje bolj 
odvisna od zaupanja brezosebnim institucijam, da bodo ustrezno varovale našo zasebnost in 
osebne podatke. Posledično je pravica do zasebnosti, zlasti informacijske zasebnosti danes še 
toliko pomembnejša (Bogataj Jančič, Klemenčič, Makarovič, Tičar in Toplišek, 2007, str. 363). 
Zasebne zgodbe ljudi so postale tržno blago, javnost pa sfera, v kateri se te zgodbe objavljajo 
in z njo delijo. Ljudje so bolj kot kadar koli prej voljni deliti informacije o sebi na družbenih 
omrežjih ali drugih kanalih in aplikacijah bodisi zaradi vsesplošne razširjenosti deljenja, novih 
načinov dela, ki jim prinašajo prihodek, ali drugih interesov. Zasebna sfera v sodobni družbi 
označuje bojišče za uveljavitev družbenih, političnih in ekonomskih interesov. Zato ni 
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presenetljivo, da se vse več ljudi in avtorjev zaveda oženja zasebne sfere in njene ogroženosti19 
(Kovačič, 2006, str. 16; Blatterer in drugi, 2010, str. 25).  
Življenje v modernih družbah na splošno zaznamuje visoka stopnja organiziranosti. Ta 
organizacija zajema beleženje dejavnosti in informacij o sebi in drugih ljudeh. Pri tem odigra 
ključno vlogo informacijsko-komunikacijska tehnologija. Uporabniki naprav in storitev v 
zameno za njihovo uporabo podjetjem zaupamo čedalje več podatkov in informacij, ki jih lahko 
ti izkoristijo za poljubne namene. Na mobilne telefone in računalnike shranjujemo sporočila, 
fotografije, videoposnetke, zapiske, dokumente, službene datoteke, novice, bančne aplikacije 
itd. V bistvu lahko govorimo o predaji lastne zasebnosti v zameno za storitve in uporabo 
tehnologije, ki jo za svoje delovanje »potrebujemo«. Informacije, ki jih imamo o sebi, so nova 
valuta, s katero se udejstvujemo v družbi (Kovačič, 2000, str. 1021; Berg, 2018, str. 43). 
Izraz sodobna praksa zasebnosti predstavlja prepletenost čedalje več človeških aktivnosti z 
informacijsko tehnologijo in prenosa dela svoje zasebnosti iz zasebne v javno sfero. Z uporabo 
informacijsko-komunikacijske tehnologije si olajšujemo življenja oziroma jo za delovanje v 
družbi potrebujemo in smo od nje odvisni. Do informacij, ki nas zanimajo ali jih potrebujemo, 
lahko hitro dostopamo. Zaradi obstoja informacijsko-komunikacijske tehnologije lahko širimo 
svoje družbene mreže, poiščemo skupine ljudi, s katerimi delimo podobne interese in stališča 
itd. V bistvu se spreminja celoten način življenja in s tem polje zasebnosti (kaj, kdaj in koliko 
je zasebno). Brez informacijsko-komunikacijske tehnologije si danes težko predstavljamo 
življenje, saj lahko nedostopnost vodi v popolno družbeno izolacijo. Značilnost današnjega 
načina življenja je v dostopnosti, ki je omogočena skoraj vedno in povsod. Prepletenost 
tehnologije in vsakdanjega življenja je povzročila največje spremembe v prostoru zasebnosti, 
ki se seli izven štirih sten doma na naprave in omrežja. Če so se ljudje včasih v zasebnosti 
svojega doma pogovarjali o intimnih, poslovnih in političnih stvareh, se danes pogovori selijo 
na komunikacijske naprave in omrežja. Komunikacije so bile v preteklosti intimne in so se 
nanašale na razmeroma majhen krog ljudi. Širjenje informacij je v glavnem potekalo skozi 
                                                 
19 Kovačič (2006, str. 16) pravi, da oženje zasebne sfere ni nujno samo negativno, omogoča lahko tudi prenos 
zasebnih konfliktov v javni prostor. Posledično pride do rešitve problemov, ki so skriti pred očmi javnosti, v 
zasebnosti. To velja predvsem za reševanje problema diskriminacije ali nasilja. Posebej lahko izpostavimo 
feministično kritiko zasebne sfere, kjer pridejo v ospredje problemi, ki ohranjajo obstoječa razmerja neenakosti, 
izkoriščanja in podrejanja v zasebnem prostoru. 
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pripovedovanje in opravljanje, medtem ko je danes širitev bistveno hitrejša, obsega večji krog 
ljudi, držav in lahko v trenutku doseže globalno raven (Solove, 2004, str. 2).  
Poleg spremembe v prostoru iz fizičnega v virtualnega se spreminja pomen zasebnosti, ki je 
izražen v povečanem zavedanju, da ljudje s svojimi dejavnostmi proizvajamo čedalje več 
informacij, nad katerimi nikoli nimamo dejanskega nadzora. Še manj vpliva kot na način 
zbiranja podatkov imamo na shranjevanje in njihovo posredovanje drugim. V trenutku, ko so 
informacije na spletu, nad njimi nimamo več dejanskega nadzora – prestopijo prag zasebnosti. 
Internet predstavlja prostor, v katerem obstaja zasebno v javnem (Petković in Jonker, 2007, 
str. 31).  
Računalniki in mobilni telefoni so postali prenosljivi osebni arhivi, ki hranijo informacije o 
posameznikovih dejavnostih, njegovih stikih, zasebnih pogovorih itd. Naprave in omrežja ne 
obstajajo ločeni sami zase, ampak so med seboj povezani in vsebujejo enormno količino 
»natančnih« in ažurnih informacij. Digitalizacija je povzročila digitalne zapise vsega. 
Informacije, ki jih proizvajamo, so lahko izjemno zanesljive, saj njihova obdelava ni vezana na 
človeško spremljanje, ampak poteka samodejno. Seveda niso vsi podatki točni in zanesljivi, 
lahko se zgodi, da pride do napak v podatkih, ki jih posameznik ne more identificirati kot 
napačne in zahtevati njihovega popravljanja. Informacije koristijo podjetjem, ki jih uporabljajo 
za pripravo profilov posameznikovih preferenc, potrošnih in drugih navad, ter navsezadnje tudi 
državi, ki za svoj obstoj potrebuje informacije o dejavnostih, preferencah, ekonomskem stanju 
svojih državljanov (Shaw, 2017; Berg, 2018, str. 3).  
Ugotovili smo, da je za oženje zasebnosti najbolj problematična informacijska zasebnost, ki je 
slabo regulirana in ranljiva. Sodobna tehnologija omogoča hitro obdelavo, rutinsko zbiranje, 
klasificiranje in povezovanje podatkov, ki lahko škodijo posamezniku. V nadaljevanju 
diplomskega dela bomo povezali zasebnost z nadzorom, ki postaja vse lažji, neopazen in je 






Sodobne prakse zasebnosti so tako ali drugače povezane z nadzorom. V sodobni družbi smo 
pogosto priča diskurzom, ki največjo odgovornost za varovanje podatkov in informacij, ki jih 
zadevajo, pripisujejo posamezniku. Posamezniki so znotraj tega diskurza popolnoma racionalna 
bitja, ki se samostojno odločajo o načinu varovanja osebnih informacij in podatkov (Acquisti 
in Grossklags, 2006, str. 15). Racionalni posamezniki se svobodno odločajo o tem, v kolikšni 
meri bodo svojo zasebnost delili na spletu in družbenih omrežjih, katerih osnovni cilj je 
pridobivanje informacij, ki jih uporabniki na teh omrežjih delijo. Razkrivanje zasebnosti je torej 
na nek način postalo družbena norma.  
Če razumemo deljenje informacij na družbenih omrežjih kot posameznikovo svobodno izbiro, 
pomeni, da na nek način podpiramo diskurze o tehnološki nevtralnosti. S tem vprašanjem se je 
v svojem delu The Privacy's Blueprint: The Battle to Control the Design of New Technologies 
ukvarjal Hartzog (2018), ki je ugotovil, da osredotočenje na samonadzor prikriva dejstvo, da 
nas oblikovanje družbenih omrežij in spletnih strani kot uporabnike nagovarja, naj delimo čim 
več informacij. Tehnologije generirajo naše vedenje. Hiter tempo življenja pogosto povzroči 
strinjanje s splošnimi pogoji storitev, ki jih nismo prebrali ali razumeli, ali pa spregledamo 
druge možnosti. V skladu s tem tehnologija ni in ne more biti nevtralna.  
Kot smo v diplomskem delu že ugotovili, zasebnosti in nadzora ne moremo in ne smemo 
obravnavati ločeno. Če definicija zasebnosti vsebuje samonadzor nad širitvijo osebnih 
informacij, gre pri nadzoru za sistematično pregledovanje in spremljanje poteka nečesa. Nadzor 
lahko definiramo tudi kot »namenski vpliv na zastavljen cilj« (Beniger, 1986, str. 39; Kovačič, 
2006, str. 22). V kontekstu sodobne družbe govorimo o nadzorovanju kot vplivu na ravnanje 
ljudi, ki jih vodi določen interes. Nadzor je postal sestavni del zasebnosti in ne njeno nasprotje. 
Holvast (2009, str. 14) je razmerje med nadzorom in zasebnostjo pojasnil s tehnološko 
vseprisotnostjo. V bistvu gre za to, da je uporaba tehnologije vpeta v človekov vsakdanjik. 
Povsod, kjer se ljudje gibamo, govorimo in spimo, je navzoča tehnologija, ki z našo uporabo 
zbira enormne količine podatkov. Zato ni presenetljivo, da veliko avtorjev o 
sodobni/informacijski družbi govori kot o družbi nadzora, ki prodira v najgloblje dele 




4.1 Družba nadzora 
Nadzorovanje ni nov pojav. Sočasno s porastom teženj po zasebnosti je naraščal pomen 
nadzorovanja posameznikov in populacije. Ljudje so bili v preteklosti tarča raznih vdorov v 
zasebnost, ki so potekali fizično, s konkretnim posegom v dom določene osebe ali s fizičnim 
odpiranjem pisem, prisluškovanjem itd. Da bi prodrli v posameznikovo zasebnost in ugotovili 
njegove navade, v sodobni družbi zadostuje že nadzorovanje posameznikovega virtualnega 
prostora, znotraj katerega je ta velikokrat samo pasiven in nemočen opazovalec odtekanja 
informacij, ki jih pogosto preda prostovoljno. Za nadzor ni potrebna fizična prisotnost človeka, 
ki bi pregledoval vse informacije in iz niza izluščil relevantne. Namesto človeka to počnejo 
računalniški programi s samodejno obdelavo podatkov. Na razsežnost nadzora in povezovanja 
državnega nadzora s podatki, do katerih imajo dostop korporacije, kot so Google, Facebook, 
Apple, Microsoft ipd., je leta 2013 opozoril Snowden, ko je prikazal, kako države spremljajo 
ljudi (Lyon, 2014, str. 2; Završnik in Levičnik, 2014, str. 118). S tem je spodbudil dvome in 
nezaupanje ljudi v državo in tehnološke velikane. 
Obstaja torej distinkcija med moralnim nadzorom države in ljudi nad ljudmi, ki temelji na 
opažanjih, katerih gonilo sta radovednost in želja po odkrivanju kršiteljev obstoječih družbenih 
norm, ter sodobnim nadzorom, ki poteka neopazno in je razpršen. Od njega smo odvisni in nanj 
navajeni, je normaliziran. Tradicionalen nadzor države nad ljudmi je potekal brez povezovanja 
s tehnološkimi velikani in je bil zaradi primanjkljaja podatkov šibkejši v smislu pridobivanja 
informacij ter močnejši v grobosti posegov v človekovo zasebnost, ki lahko danes za 
posameznika ostane nezaznavna in pred njim skrita. To distinkcijo nazorno opiše Solove (2004, 
str. 15), ki pravi: 
Obstajal je čas, ko so bile informacije o posamezniku po navadi izzvane v neposrednih stikih, 
ki so vključevali osebno zaupanje in določeno ravnotežje med izdajateljem in prejemnikom 
informacij. Danes pa mora posameznik dajati vse več informacij o sebi, velikim, brezobličnim 
ustanovam, v katerih so tujci – neznani, nevidni in pogosto neodzivni. Včasih se posameznik 
niti ne zaveda, da organizacija hrani evidenco o njem. Pogosto je ne vidi, še manj pa je v 
njegovi moči, da izpodbija natančnost, nadzira razširjanje informacij in njihovo uporabo s 
strani tretjih oseb. 
4.1.1 Tehnologije nadzora 
Pojem družba nadzora se nanaša na pojav nadzorovalne tehnologije, ki omogoča zbiranje 
podatkov na internetu ali drugih tehnologijah. To poteka s pomočjo spletnih brskalnikov, kjer 
hitro najdemo relevantne informacije in pridobivamo znanje, medtem pa sočasno poteka 
obdelava podatkov o tem, kaj, kdaj iščemo in kaj nas zanima (Kovačič, 2003, str. 11; Holvast, 
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2009, str. 22). Naše aktivnosti na spletu se nadzorujejo bodisi z registracijo, ki zahteva 
izpolnjevanje registracijskih obrazcev, bodisi z neposredno povezavo z obstoječimi računi, kot 
sta Facebook in Gmail. Pridobivanje podatkov in informacij o aktivnostih poteka tudi s 
pomočjo piškotkov (cookies), ki vsebujejo majhne datoteke, ki se naložijo na napravo 
uporabnika, ko obišče določeno spletno stran. Ta ob ponovnem obisku išče piškotek za namen 
identifikacije in povezovanja podatkov iz vseh sej na strani20. Nujnost sprejema piškotkov 
spletna mesta v večini primerov upravičujejo tako, da njihova namestitev pomaga pri 
izboljšanju storitve. Obstajajo tudi druge tehnike spremljanja spletnih aktivnosti, kjer prihaja 
do skritega beleženja informacij s kliki uporabnika, ki beležijo njegove aktivnosti (Solove, 
2004, str. 23–24; Wacks, 2018, str. 35). Poleg omenjenih načinov zbiranja podatkov obstajajo 
še številni drugi načini spletnega beleženja.  
Na tej točki se zdi smiselno omeniti, da je nadzorovanje možno brez spletne povezave, in sicer 
je s pomočjo globalnega sistema za določanje položaja (GPS) mogoče določiti točno lokacijo 
naprave in posledično posameznika. Mobilni telefoni operaterju svojo lokacijo sporočajo 
vsakih nekaj minut. Gibanje v prostoru v realnem času je natančno zabeleženo. Hkrati ni več 
nič nenavadnega, da je večina mest in poslopij pod videonadzorom. Premikanje po mestih ne 
ostane nezaznavno. Če navajamo sodobne tehnologije, ki omogočajo nadzor nad ljudmi, ne 
moremo mimo biometrije, s katero označujemo obdelavo posameznikovih bioloških in fizičnih 
podatkov za namene identifikacije, kot so prstni odtisi, skeniranje očesne mrežnice, 
prepoznavanje glasu, obraza ipd. (Kovačič, 2003, str. 14–15; Holvast, 2009, str. 22; Wacks, 
2018, str. 42). V sodobni družbi biometrične podatke poleg države hranijo in obdelujejo tudi 
ponudniki mobilnih operacijskih sistemov oziroma mobilnih telefonov, ki za odklepanje 
mobilne naprave ponujajo funkcijo identifikacije obraza ali prstnega odtisa uporabnika. O 
sodobni družbi je vsekakor smiselno govoriti kot o družbi nadzora. 
Pojav novih tehnologij in diskurza o družbi nadzora, ki je njegova posledica, so številni avtorji 
prikazali s pomočjo metafor in teoretičnih dognanj, s katerimi so poskušali ponazoriti 
razsežnost nadzorovanja in njegove implikacije na človeka. Eden izmed avtorjev, ki je 
nadzorovanje metaforično prikazal v svojem romanu 1984, je George Orwell. Prikazal je 
totalitarno državo, ki nadzoruje vse in vsakogar. Njegova metafora o Velikem bratu (Big 
                                                 
20 Piškotki imajo določene omejitve, in sicer niso povezani s konkretnim posameznikom, temveč z napravo. 
Spletna stran lahko prepozna samo tiste piškotke, ki jih je naložila sama – torej ni povezovanja z drugimi spletnimi 
stranmi. A vendar so te slabosti zgolj spodbudile razvoj novih možnosti, ki odpravljajo omenjene omejitve (Solove, 
2004, str. 23–24). 
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Brother) je v diskurzu o družbi nadzora pogosto uporabljena, ker smiselno zaobjame možnosti 
nadzorovanja celotne populacije. Orwellov popoln nadzor se je odražal v hladnem svetu, v 
katerem ni prostora za originalno mišljenje, spontanost in ustvarjalnost. Nadzor je v tej družbi 
potekal centralizirano, brutalno s kaznovanjem in ustrahovanjem ljudi, ki so čutili, da so 
opazovani. Stalen nadzor povzroča visoko stopnjo samocenzure. Po Orwellu je namen Velikega 
brata nadzorovanje najintimnejših delov človeškega življenja za dosego popolne poslušnosti in 
podrejenosti. Ljudje niso mogli nikakor vedeti, kdaj so nadzorovani, zaradi česar so živeli v 
neprestanem strahu: »Morali ste živeti, in tudi ste živeli iz navade, ki je postala instinkt, ob 
predpostavki, da je bil vsak zvok, ki ste ga naredili, slišan in razen v temi, vsak gib pregledan« 
(Solove, 2004, str. 29–30). 
Za sodobno družbo je v nasprotju s centraliziranim načinom nadzorovanja, kot ga je opisal 
Orwell, značilen decentraliziran nadzor oziroma opazovanje, ki je vezano na uporabo 
tehnologije in ne na državo, katere interes sta podrejanje in poslušnost državljanov. Nadzor 
poteka tako, da med obiskovanjem spletne strani podjetja o nas pridobivajo določene podatke. 
V bistvu ne gre za en center moči, ki bi nadziral množice ljudi, ampak gre za razpršene akterje 
z različnimi interesi, ki jih vodi želja po čim večjem dobičku. Nadzor ne poteka zaradi želje po 
represiji in podrejanju ljudi, temveč zaradi prodaje izdelkov in storitev ter za predvidevanja 
nakupnih odločitev potrošnikov. To pomeni, da ni neposrednega opazovanja konkretnega 
posameznika in njegovega zasebnega življenja, ampak poteka obdelava podatkov, ki ljudi 
razvršča v kategorije in profile (Solove, 2004, str. 34). Kljub temu je Orwellovo delo 
pomembno zaradi opisa stanja stalnega nadzorovanja, ki bi korenito spremenilo način življenja. 
S tem je tudi opozoril na posledice stalnega nadzorovanja.  
Foucault je ponudil širšo in subtilnejšo analizo nadzora, ki je za sodobno družbo primernejša. 
V svojem delu Nadzorovanje in kaznovanje (1984, str. 199) se je oprl na Benthamov model 
zapora Panoptikon, s katerim je slednji predstavil model popolnega nadzora zapornikov. 
Panoptikon ima v središču stolp, iz katerega nadzornik vidi v vsako zaporniško celico, a pri tem 
ostane neviden. Zaporniki ne vidijo drug drugega, v njihovem vidnem polju sta izključno 
svetloba in nadzorni stolp – občutek stalne vidnosti. To je tudi glavni učinek panoptikona, ki 
zagotavlja samodejno delovanje oblasti. Podobnost z Orwellovim romanom najdemo v tem, da 
stalno nadzorovanje pri ljudeh povzroča samocenzuriranje, samonadzorovanje oziroma 
internalizacijo družbenih norm. Foucault pravi, da se rezultat panoptikona kaže v proizvajanju 
homogenih oblastnih učinkov. Tisti, ki je viden, sam »vase vtisne oblastno razmerje«, prevzame 
prisile oblasti in jih proizvaja na sebi (Foucault, 1984, str. 199–204). Panoptikon je stroj, v 
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katerem lahko učinkovito spreminjamo obnašanje tistih, ki se znajdejo v celicah, in jih 
popravljamo, dokler ne postanejo sprejemljivi. Mehanizmi stalnega opazovanja vsekakor 
povzročajo prodiranje v vedenje ljudi, ki podležejo konformizmu. Že možnost, da smo 
opazovani, predstavlja nadzor, saj sproži potrebo po ustrezni prilagoditvi vedenja. Za 
samocenzurno vedenje ljudi je namreč dovolj že spoznanje o možnosti, da nekdo (nekaj) 
spremlja in beleži vsak naš korak, gib in zvok (Solove, 2004, str. 47–49; Foucault, 2008, str. 
152; Holvast, 2009, str. 38). 
 
4.2 Iluzija samonadzora 
»You are in total control« (Hartzog, 2018, str. 21). Stavek, da ima vsak posameznik popoln 
nadzor nad svojo zasebnostjo, je izjemno popularen in v diskurzu o zasebnosti pogosto 
uporabljen. V skladu s to trditvijo je posameznik sam odgovoren za svojo zasebnost. Komur 
zasebnost ni pomembna, jo lahko samovoljno deli s preostalim svetom. Enako velja za osebne 
podatke, ki jih ljudje delimo za uporabo določenih storitev, aplikacij, spletnega dostopa ipd. Ne 
samo da v skladu s tem diskurzom zasebnost nekaterim ni pomembna, prevladuje tudi 
prepričanje, da pri osebnih podatkih, ki jih ljudje delimo za uporabo določenih storitev, 
aplikacij, ne gre za vstopanje v posameznikovo zasebnost, saj je narava večine osebnih 
podatkov, da so nezaupni in neškodljivi za posameznikovo zasebnost. Pogosto gre za podatke, 
ki jih ne skrivamo in se jih ne sramujemo. Njihova obdelava je računalniška, kar pomeni, da v 
proces obdelave ni vključen človeški dejavnik, ki bi lahko škodil zasebnosti posameznika: 
»Sčasoma bo ljudem jasno, da ne bo Veliki brat tisti, ki se bo pojavil na njihovih vratih, v črni 
maski in jim odpeljal otroke ali gledal globoko v njihovo zdravstveno zgodovino. V bistvu gre 
za situacijo, ko smo združeni z 40 milijoni ljudi, ki so nam podobni, glede na kategorije 
oglaševalskega podjetja« (Solove, 2004, str. 43). 
Večina osebnih podatkov samih zase ni zasebnih v smislu, da ob njihovem razkritju pride do 
dejanske škode za posameznika, kljub temu pa je nevarno njihovo združevanje iz različnih 
podatkovnih baz, ki s kombinacijo tvorijo osebno digitalno biografijo. Zbrani podatki v ločeni 
obliki po navadi niso škodljivi in o človeku ne povedo ničesar konkretnega, vendar niso niti 
tako nedolžni, kot so pogosto prikazani. Tudi podatki o potrošniških preferencah so del 
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posameznikove identitete21 in odražajo nekatere njegove značilnosti. Najbolj problematičen del 
pri zbiranju in združevanju podatkov nista kršitev zasebnosti v klasičnem smislu in 
vseobsegajoče nadzorovanje intimnih življenj ljudi oziroma urjenje podrejenih teles z močnim 
centraliziranim centrom moči, temveč preučevanje ljudi in njihovih preferenc, ki omogoča 
razvrščanje in nagovarjanje ljudi v skladu z njihovimi željami. Na tem mestu je najbolj 
problematično dejstvo, da razvrščanje in katalogiziranje poteka brez posameznikovega vpliva. 
Ta je izključen iz procesa in pravzaprav ne more ničesar narediti glede tega, kateri podatki se 
zbirajo, za katere namene in kam je kdo razvrščen22. Naše življenje v digitalni obliki je 
sestavljeno iz delnih podatkov, kot so starost, spol, rasa, lastnina, finančna vrednost ipd. Ti 
podatki so podlaga za stereotipno klasificiranje ljudi brez njihove vednosti. Datoteke obstajajo 
brez neposredne participacije ljudi, ki z vsebino niso seznanjeni in je ne morejo popravljati. Ne 
gre torej samo za spremljanje in razgaljanje naših življenj, temveč tudi za možnost njihovega 
analiziranja in preiskovanja brez naše participacije in vednosti (Solove, 2004, str. 45–47). 
Zaradi zavedanja o izključitvi posameznika je postopoma prišla v ospredje ideja o pomanjkanju 
nadzora nad osebnimi podatki. S tem je prišlo do spremembe v problematiziranju nadzorovanja 
ljudi, in sicer zbiranje podatkov kot tako ni več šteto kot problematično, fokus se je premaknil 
k samonadzoru oziroma iskanju načinov za njegovo povečanje. Sočasno z lastninskim 
dojemanjem zasebnosti in tržnih rešitev problema zasebnosti na spletu se je nadzor začel 
obravnavati z vidika lastništva oziroma samonadzora, ki v osnovi izhaja iz dejstva, da mora 
posameznik nadzorovati svojo lastnino. Samonadzor je postal sinonim za varovanje zasebnosti 
(Hartzog, 2018, str. 62). Rešitev zasebnosti na spletu v praksi je v skladu s takim pojmovanjem 
zasebnosti v pogodbenem dogovoru med strankama23, kar se je v preteklosti izkazalo za 
neprimerno in nekoristno za posameznika, ki je zaradi uporabe storitev in aplikacij moral v 
                                                 
21 Za oglaševalska podjetja je dovolj zgovoren podatek že, ali posameznik raje pije Pepsi ali Coca Colo. Prvo naj 
bi pili mlajši ljudje uporniške narave, medtem ko naj bi drugo raje pili ljudje, ki so bolj tradicionalni. To pomeni, 
da ljudje sledijo določenim potrošniškim navadam, ki jih odražajo oziroma se z njimi identificirajo (Solove, 2004, 
str. 45–47). 
22 Razvrščanje potrošnikov po konceptu »angel – demon«. Prvi se nanaša na ljudi, ki so dobri potrošniki in 
podjetjem prinašajo dobiček, medtem ko so drugi njihovo nasprotje; podjetju predstavljajo strošek. Na podlagi 
identifikacije potrošnikov lahko podjetje ustrezno ukrepa, in sicer najprej obravnava »angele« in pusti »demone« 
čakati ali pa se jih poskuša dokončno znebiti. Kot primer Solove (2004, str. 50) navede banko, ki je rutinsko 
zavračala odobritev prijave za kartice z odloženim plačilom študentom zgodovine, umetnosti ipd. zaradi 
predpostavke, da ne bodo mogli izplačati svojega dolga. Gre za diskriminacijo na podlagi osebnih podatkov, na 
katere sami ne moremo vplivati oziroma smo iz tega razmerja izključeni. 
23 Posameznik nasproti podjetju, korporaciji. Primer: uporabnik Facebooka na eni in Facebook na drugi strani, ki 
postavi splošne pogoje poslovanja, na katere posameznik ne more vplivati. 
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večini primerov pristati na »vse ali nič«24 brez možnosti pogajanja. Samonadzor je zgolj 
mehanizem sklenitve dovoljenja za obdelavo in deljenje osebnih podatkov (Solove, 2004, str. 
76–77; Hartzog, 2018, str. 61).  
Zagovorniki urejanja problema zasebnosti in nadzora v virtualnem prostoru, ki izhajajo iz 
lastninskega dojemanja zasebnosti, menijo, da se lahko vsak posameznik racionalno odloči, 
katere podatke in s kom jih želi deliti. Na tem mestu Hartzog (2018, str. 1–53) opozarja, da je 
samonadzor v resnici zgolj krinka za dejansko prodiranje v zasebnost. Po njegovem mnenju je 
za delitev informacij ključen način oblikovanja spletnih strani in aplikacij (design), ki posredno 
nagovarja uporabnika, naj deli čim več informacij čim širšemu krogu ljudi. Ob tem je izpostavil 
tudi privzeti način zasebnosti na družbenih omrežjih in mobilnih telefonih, ki je po njegovih 
ugotovitvah v večini primerov nastavljen na največji obseg delitve informacij. Zato po 
njegovem mnenju o tehnološkem oblikovanju ne moremo govoriti kot o nečem nevtralnem, saj 
vselej izraža določene vrednote in je politično. Če želi posameznik spremeniti privzeti način, 
mora sam poiskati funkcije, ki to naredijo, in jih ustrezno spremeniti. Enako je z nastavitvami 
zasebnosti na družbenih omrežjih, ki jih mora posameznik ročno popravljati. Tak način urejanja 
razmerja med zasebnostjo in nadzorom brez problematiziranja načina oblikovanja naj bi bil 
namenjen tako tistim, ki si želijo zaščititi svojo zasebnost, kot tistim, ki jim zasebnost ne pomeni 
ničesar (Solove, 2004, str. 79).  
Mark Zuckerberg je leta 2010 dejal, da se zasebnost oži, ker ni več družbena norma, saj so 
ljudje bolj odprti in pripravljeni deliti vedno več informacij na družbenih omrežjih, kar je po 
njegovem mnenju tudi razlog za njihov vzpon (The Guardian, 2010). S to znano trditvijo je v 
bistvu potrdil lastninsko dojemanje zasebnosti, ki odgovornost za deljenje vsebine postavi v 
roke posameznikov, ki so sposobni sami presoditi, v kolikšni meri so se pripravljeni odpovedati 
delu zasebnosti v zameno za določene ugodnosti25 (Solove, 2004, str. 80). Hkrati je iz tega 
diskurza mogoče razbrati pomen vrednosti, ki jo imajo osebni podatki. Če so del lastnine, jih je 
tako kot lastnino mogoče odtujiti in zamenjati oziroma prodati za določeno ceno. To pomeni, 
                                                 
24 Če želimo uporabljati določene storitve, spletne strani ali aplikacije, se moramo strinjati z vnaprej pripravljenimi 
standardiziranimi pogoji, ki jih pripravi podjetje (sem spadajo tudi pravila o zasebnosti). Če se z njimi ne strinjamo, 
ne moremo uporabljati aplikacije, storitve oziroma do spletnega mesta nimamo dostopa. 
25 Kot primer ugodnosti lahko izpostavimo ciljno oglaševanje, ki potrošnikom ponuja izdelke in storitve v skladu 
z njihovimi nakupnimi navadami. V zameno za personalizirano ponudbo se posamezniki odrečejo delu zasebnosti 
in nadzoru nad osebnimi podatki za namene oblikovanja ponudbe primernih izdelkov. 
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da zasebnost postane neosebna in odtujljiva.  Iz diskurza se umakneta problematična obdelava 
in posredovanje podatkov v prekomernem obsegu in za nejasne namene. 
4.2.1 Normalizacija nadzora 
Posledice lastninskega dojemanja zasebnosti se najbolj odražajo v normalizaciji nadzora – tisto, 
kar je včasih veljalo za problematično, postane sprejemljivo. Omenili smo že, da informacijsko-
komunikacijska tehnologija v sodobni družbi olajšuje življenja ljudi na različne načine. V 
bistvu v nas sproža ugodje – pomaga in prinaša določene koristi. Ciljno usmerjeno oglaševanje, 
iskanje prave poti na zemljevidu, ki samodejno preračuna najhitrejšo pot do cilja, splošna 
časovno-prostorska kompresija, izdelava fotografij, videoposnetkov, shranjevanje spominov, 
dokumentov, dostopne informacije o izbranih tematikah, komunikacija, načini potovanja, 
urejanje domov itd. Vse omenjeno spreminja vsakodnevna življenja ljudi, ki zaradi ustrezne 
tehnologije prihranijo čas za druge stvari ter ob tem pristajajo na možnost zunanjega nadzora 
(Berg, 2018, str. 1–2). Njihova uporaba temelji na zaupanju in je samoumevna. Življenje brez 
uporabe informacijske tehnologije je skoraj nemogoče, če izvzamemo namensko izoliranost ali 
posledice neenakosti. Tako kot je v preteklosti zasebna sfera predstavljala zgolj nujnost, je 
danes nadzor postal nujnost v smislu izboljševanja delovanja aplikacij in spletnih strani oziroma 
je del »boljše uporabniške izkušnje«.  
Nadzor je bil nasprotno od koristi tehnološkega napredka tradicionalno percipiran kot tisti, ki v 
ljudeh sproža nelagodje in vpliva na vedenje ljudi, zato ga prilagodijo glede na situacijo in se 
izogibajo neprimernemu vedenju, ki je sankcionirano (Lyon, 2007, str. 8). O normalizaciji 
nadzora govorimo zaradi samoumevne uporabe tehnologije, ki za svoje delovanje zbira osebne 
podatke, ki jih predajamo na dnevni ravni ne glede na možnost nadzora. Pogosto smo priča 
trditvam, kot je: »Če nič ne skrivaš, se nimaš česa bati,« ki legitimirajo nadzor in ga povezujejo 




5 VARSTVO OSEBNIH PODATKOV 
 
Razmerje med zasebnostjo in uporabo osebnih podatkov postaja čedalje bolj očitno in vidno. 
Osebni podatki so del naše zasebnosti, ki se z uporabo informacijsko-komunikacijske 
tehnologije oži. V zameno za uporabo tehnologije in storitev uporabniki predajamo osebne 
podatke, ki omogočajo našo identifikacijo. Več podatkov kot imajo na voljo države in podjetja, 
lažje identificirajo in nadzorujejo državljane in potrošnike. Nadzor je po eni strani percipiran 
kot sredstvo za zagotavljanje varnosti, po drugi strani pa kot dejavnik krčenja zasebnosti 
(Holvast, 2009, str. 30; I-SCOOP, b. d.).  
Naraščajoče zbiranje in obdelava osebnih podatkov sta vplivala na sprejem nacionalnih 
zakonodaj in regulacij informacijske zasebnosti na evropski ravni, ki izhajajo iz vidika 
varovanja oziroma varstva podatkov. Že tu je mogoče zaslediti krepitev dojemanja 
posameznikove zasebnosti kot dela življenja, ki ga regulira država, ki ščiti in nadzoruje 
obdelavo osebnih podatkov. Lahko rečemo, da poteka stalen boj med težnjami po 
samoregulaciji obdelave osebnih podatkov, ki se je v preteklosti izkazala kot nezadostna, in 
težnjami po državni ureditvi področja osebnih podatkov. Kot smo že nakazali, je z razvojem 
informacijsko-komunikacijske tehnologije prišlo do povečanja možnosti kršenja 
posameznikove zasebnosti in zlorabe njegovih osebnih podatkov, ki so postali ranljivi in 
nezaščiteni. Sprejem zakonodaje o varstvu osebnih podatkov je podobno kot določanje meje 
med javnim in zasebnim vselej povezan z iskanjem ravnotežja med zbiranjem osebnih 
podatkov, ki se jim v sodobni družbi ni mogoče in smiselno izogniti, ter zaščito pravice do 
zasebnosti oziroma varstva osebnih podatkov (Pirc Musar, Prelesnik in Bien, 2006, str. 13).  
Preden se lotimo nadaljnje razlage nekaterih ključnih pojmov varstva osebnih podatkov, 
moramo opozoriti na dejstvo, da niso vsi podatki, ki jih v sodobni družbi obdelujejo podjetja, 
institucije in države, osebni in zasebni. Kljub temu pri obdelavi podatkov na neki točki trčimo 
ob posameznikovo zasebnost zaradi razsežnosti zbiranja podatkov, ki omogoča njihovo 
povezovanje in vdor v človekovo zasebnost, pogosto brez posameznikove vednosti. Pojav praks 
ustvarjanja in analiziranja obsežnih podatkovnih baz, v katerih so med drugim tudi osebni 
podatki, imenujemo veliko podatkovje (Big Data) (Zarksy, 2017, str. 996).  
V tem poglavju bomo sprva poskušali prikazati kratek razvoj varstva osebnih podatkov v 
evropskem prostoru, ki je pripeljal do sprejema Splošne uredbe o varstvu podatkov, katere 
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diskurze in vpliv na prakso zasebnosti bomo obravnavali v nadaljevanju dela. Glede na to, da 
v diplomskem delu problematiziramo tudi obdelavo in nadzorovanje osebnih podatkov v 
elektronskih komunikacijah, moramo omeniti tudi Uredbo o zasebnosti in elektronskih 
komunikacijah26, v kateri bodo podrobneje opredeljeni deli Splošne uredbe o varstvu osebnih 
podatkov, ki se nanašajo na podatke elektronskih komunikacij, a je v našem delu ne bomo 
obravnavali. 
 
5.1 Razvoj varstva osebnih podatkov 
Prva zakonodaja o varstvu osebnih podatkov na nacionalni ravni je bila leta 1970 sprejeta v 
nemški zvezni deželi Hesse. Sledil je nadaljnji razvoj, in sicer so tri leta kasneje na Švedskem 
sprejeli zakonodajo o varstvu osebnih podatkov, nato leta 1977 v Nemčiji in leta 1978 v 
Franciji. V Sloveniji smo Zakon o varstvu osebnih podatkov dobili leta 2004. Če se v 
nadaljevanju osredotočimo na evropski prostor, lahko izpostavimo nekaj ključnih dokumentov, 
ki so prispevali k sprejemu Splošne uredbe o varstvu podatkov. Svet Evrope je leta 1981 v 
Strasbourgu sprejel Konvencijo o varstvu posameznika glede na avtomatsko obdelavo 
podatkov27, ki predstavlja temelj za sprejemanje nadaljnje zakonodaje na evropski ravni, poleg 
Smernic OECD, ki urejajo čezmejni prenos osebnih podatkov in varovanje zasebnosti (Holvast, 
2009, str. 30–31; Wacks, 2018, str. 121–124):  
• načelo o omejitvi zbiranja (omejevanje zbiranja podatkov),  
• načelo o kakovosti podatkov (namembnost, relevantnost, točnost, popolnost),  
• načelo o opredelitvi namena (nujnost opredelitve namena zbiranja podatkov),  
• načelo o omejitvi uporabe (uporabnost za določene namene),  
• načelo o zaščitnih ukrepih (zavarovanje podatkov pred tveganji),  
• načelo odprtosti (obstoj politike odprtosti),  
• načelo o udeležbi posameznikov (možnost izpodbijanja in dostopa do podatkov), 
• načelo odgovornosti (odgovornost pri ravnanju s podatki).  
                                                 
26 Predlog Uredbe Evropskega parlamenta in Sveta o spoštovanju zasebnega življenja in varstvu osebnih podatkov 
na področju elektronskih komunikacij ter razveljavitvi Direktive 2002/58/ES (uredba o zasebnosti in elektronskih 
komunikacijah). 
27 Svet Evrope. (1981). Konvencija o varstvu posameznika glede na avtomatsko obdelavo podatkov v Strasbourgu, 
v veljavi od 1. oktobra 1985.  
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Načela OECD se pri regulaciji in varstvu osebnih podatkov spoštujejo še danes, nanje se 
nanašajo nekatera določila v Splošni uredbi o varstvu osebnih podatkov, zlasti načelo 
odgovornosti o omejitvi uporabe in opredelitvi namena. Z uredbo je prišlo do razveljavitve 
Direktive EU o varstvu posameznikov pri obdelavi osebnih podatkov in o prostem pretoku takih 
podatkov, ki je bila sprejeta leta 199528. Z njo so države same določale način, po katerem bodo 
urejale področje varstva osebnih podatkov, pri čemer so obstajale razlike v načinih urejanja in 
prenosa osebnih podatkov. Posledično je bil otežen prenos podatkov izven nacionalnih držav 
zaradi potrebe po upoštevanju in poznavanju različne zakonodaje. S tem mislimo predvsem na 
tehtanje med finančnimi stroški, ki so zaradi tega nastajali, in koristmi, ki jih nudi enotni trg 
oziroma enotna zakonodaja. Kot odgovor na težnje po harmonizaciji varstva osebnih podatkov, 
prostega pretoka osebnih podatkov znotraj EU in tehnološkega napredka je EU leta 2016 
sprejela Splošno uredbo o varstvu podatkov (Centa, 2018, str. 9).  
Za sprejem uredbe so potekala dolga vsebinska pogajanja in prilagajanje vsebine v končno 
obliko. Sprejem uredbe je del reforme evropskega zakonodajnega okvira za varstvo osebnih 
podatkov. Sočasno z uredbo sta Evropski parlament in Svet sprejela Direktivo o varstvu 
posameznikov pri obdelavi osebnih podatkov, ki jih obdelujejo pristojni organi v zvezi s 
kaznivimi dejanji29. Premik na področju varstva osebnih podatkov se je začel dogajati v letu 
2009, ko je Evropska komisija izpostavila pomen varstva osebnih podatkov in nove izzive za 
posameznikovo zasebnost v globaliziranem svetu. Leto pozneje je oblikovala strategijo za 
zaščito posameznikovih podatkov in zagotavljanje prostega pretoka podatkov znotraj EU, ki se 
je nato leta 2012 spremenila v konkreten predlog reforme direktive iz leta 1995. Predlog 
Komisije so do leta 2015 v Parlamentu in Svetu spreminjali, dopolnjevali in pregledovali v 
obliki trialogov s ciljem dokončnega oblikovanja ustreznega besedila Splošne uredbe o varstvu 
podatkov (Informacijski pooblaščenec, b.  d.b; Wilhelm, b. d.). 
Številni avtorji kot sta Berg in Zarsky ocenjujejo, da je uredba celovita in v prihodnost 
usmerjena zakonodaja, ki izpostavlja izzive, s katerimi se pri zbiranju podatkov v informacijski 
dobi soočamo. Uredba vsekakor povečuje pomen varstva osebnih podatkov. Njen sprejem je 
                                                 
28 Direktiva (EU) Evropskega parlamenta in Sveta 95/46/ES z dne 24. oktobra 1995 o varstvu posameznikov pri 
obdelavi osebnih podatkov in o prostem pretoku takih podatkov. 
29 Direktiva (EU) 2016/680 Evropskega parlamenta in Sveta z dne 27. aprila 2016 o varstvu posameznikov pri 
obdelavi osebnih podatkov, ki jih pristojni organi obdelujejo za namene preprečevanja, preiskovanja, odkrivanja 
ali pregona kaznivih dejanj ali izvrševanja kazenskih sankcij, in o prostem pretoku takih podatkov ter o 
razveljavitvi Okvirnega sklepa Sveta 2008/977/PNZ. 
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do neke mere spodbudil ozaveščenost posameznikov, saj je bila zaradi visokih kazni zelo 
medijsko izpostavljena. Posodobitev zakonodajnega okvira je bila v luči napredka na področju 
informacijsko-komunikacijske tehnologije ter dejanske nezaščite in nezmožnosti vpliva 
posameznikov na zbiranje osebnih podatkov in njihovo vsebino nujna in logična (Informacijski 
pooblaščenec, b.  d.b; Zarsky, 2017, str. 995).  
 
5.2 Splošna uredba o varstvu podatkov  
Splošna uredba o varstvu podatkov je kompleksen regulativni dokument, sestavljen iz enajstih 
poglavij, ki so strukturno razdeljena na splošne določbe, načela v zvezi z obdelavo osebnih 
podatkov, pravice posameznika, na katerega se nanašajo osebni podatki, upravljavca in 
obdelovalca, prenos osebnih podatkov v tretje države ali mednarodne organizacije, obstoj 
neodvisnega nadzornega organa, sodelovanje in skladnost, pravna sredstva, odgovornost in 
kazni, določila o posebnih primerih obdelave in končne določbe.  
Preden se lotimo identifikacije diskurzov znotraj uredbe, moramo opredeliti nekatere ključne 
pojme, s katerimi smo se v diplomskem delu srečevali in na katere se bomo oprli v nadaljevanju 
besedila. Prvi in najpomembnejši pojem je osebni podatek, ki pomeni »katero koli informacijo 
v zvezi z določenim ali določljivim posameznikom. Določljiv posameznik je tisti, ki ga je 
mogoče neposredno ali posredno določiti, zlasti z navedbo identifikatorja, kot so ime, 
identifikacijska številka30, podatki o lokaciji, spletni identifikator, ali z navedbo enega ali več 
dejavnikov, ki so značilni za fizično, fiziološko, genetsko, duševno, gospodarsko, kulturno ali 
družbeno identiteto tega posameznika« (Splošna uredba o varstvu podatkov, 2016, str. 33). Z 
osebnim podatkom torej označujemo vsak podatek, ki se na posameznika nanaša ne glede na 
formo, v kateri je izražen, in pri katerem je identifikacija možna brez posebnega napora ali 
stroškov. Med osebne podatke tako spadajo tudi fotografije, članstva v organizacijah, IP-
naslovi itd. (Informacijski pooblaščenec, 2018, str. 5; Ministrstvo za javno upravo, b. d.). Za 
lažje razumevanje pojma osebni podatek lahko izpostavimo osebno ime Matej, ki samo zase ni 
osebni podatek, saj je glede na Statistični urad Republike Slovenije oseb s tem imenom 11.862 
(SURS, b.  d.). Če pa imenu Matej dodamo še priimek, starost, kraj bivanja in barvo avtomobila, 
konkretneje bi šlo za Mateja Novaka iz Trzina, ki je star 20 let in ima rumen avtomobil, gre za 
                                                 
30 Med identifikacijske številke spadajo davčna številka, EMŠO, telefonska številka, številka zdravstvenega 
zavarovanja, registrska števila vozila itd. 
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določljivega posameznika oziroma osebni podatek, saj ga lahko na podlagi teh podatkov 
določimo. Več kot imamo torej na voljo podatkov o določeni osebi, lažja je njena identifikacija. 
Iz primera je razvidno, da so torej že skoraj vsi podatki osebni, saj je s povezovanjem zelo 
različnih podatkov možna hitra povezava s konkretnim posameznikom. Pravzaprav je s 
povezovanjem omogočen tudi vdor v posameznikovo zasebnost. Z lociranjem posameznika in 
njegovim dnevnim gibanjem lahko namreč odkrijemo kraje in mesta, kjer se najpogosteje 
zadržuje, in tako ugotovimo njegovo versko pripadnost, spolno usmerjenost ipd. 
V 9. členu uredbe so opredeljeni posebni osebni podatki oziroma vrste teh podatkov, in sicer: 
»Prepovedani sta obdelava osebnih podatkov, ki razkrivajo rasno ali etnično poreklo, politično 
mnenje, versko ali filozofsko prepričanje ali članstvo v sindikatu, in obdelava genetskih 
podatkov, biometričnih podatkov za namene edinstvene identifikacije posameznika, podatkov 
v zvezi z zdravjem ali podatkov v zvezi s posameznikovim spolnim življenjem ali spolno 
usmerjenostjo« (Splošna uredba o varstvu podatkov, 2016, str. 38).  Kljub temu pri tej 
prepovedi velja cela vrsta izjem, ki izničijo prepoved, in sicer prepoved obdelave ne velja v 
primeru izrecne privolitve posameznika, življenjskih interesov posameznika, če jih objavi sam, 
če gre za vprašanje bistvenega javnega interesa, za namene preventivne medicine ipd. (prav 
tam). 
V uredbi so poleg osebnih podatkov in posebnih vrst osebnih podatkov opredeljeni še genetski 
in biometrični podatki, ki se obdelujejo z uporabo informacijsko-komunikacijske tehnologije. 
Genetski podatki zajemajo posameznikove genetske značilnosti, ki so podedovane in 
pridobljene, biometrični podatki pa so rezultat tehnične obdelave podatkov, povezanih s 
posameznikovimi fizičnimi, vedenjskimi in fiziološkimi značilnostmi, pri čemer je obdelava 
osebnih podatkov definirana kot »vsako dejanje ali niz dejanj, ki se izvaja v zvezi z osebnimi 
podatki ali nizi osebnih podatkov z avtomatiziranimi sredstvi ali brez njih, kot je zbiranje 
beleženje, urejanje, strukturiranje, shranjevanje, prilagajanje ali spreminjanje, priklic, vpogled, 
razkritje s posredovanjem, razširjanje ali drugačno omogočanje dostopa, prilagajanje ali 
kombiniranje, omejevanje, izbris ali uničenje« (prav tam, str. 33).  
5.2.1 Progresivna regulacija 
25. maj 2018 je bil zaznamovan z rokom za implementacijo Splošne uredbe o varstvu podatkov. 
Na bližajoči se datum uvedbe uredbe so nas upravljavci opozarjali s številnimi sporočili, ki so 
jih poslali z namenom pridobitve privolitve za nadaljnje obdelovanje podatkov. Pomen uredbe 
se najbolj kaže v njenem vplivu na vsakega posameznika znotraj EU, na upravljavce v EU in 
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tiste s sedežem izven EU, ki pri svojem delu obdelujejo osebne podatke državljanov EU. Vzrok 
za poplavo sporočil in informacij v medijih z bližajočim datumom implementacije uredbe je 
povezan z visokimi sankcijami za podjetja, organizacije itd. v primeru neupoštevanja določb 
uredbe. Te so eden izmed glavnih razlogov, da so bili veliki upravljavci, med katerim je na 
primer Google, primorani implementirati uredbo. Višina sankcij v primeru kršitve je lahko tudi 
»do 20 milijonov € ali 4 % skupnega svetovnega letnega prometa v preteklem proračunskem 
letu« (Splošna uredba o varstvu podatkov, 2016, str. 83). Višina zneska se določa na način 
upoštevanja višjega zneska za upravljavca, kar pomeni, da so jo dolžni upoštevati tudi največji 
upravljavci podatkov (prav tam). Poleg višine sankcij uvaja uredba institut pooblaščene osebe 
za varstvo podatkov (angl. Data Protection Officer oziroma DPO), katere pristojnosti so 
nadzorovalne in svetovalne narave, v Sloveniji jih izvaja organ Informacijski pooblaščenec 
(Informacijski pooblaščenec, b.  d.a).  
Uredba nima vpliva samo na prostor EU, ampak je njen vpliv globalen, saj je obvezujoč 
dokument, ki ga morajo upoštevati vsa podjetja in organizacije, ki so v stiku z evropskimi 
državljani in njihovimi podatki. To je zlasti pomembno v sodobnem globaliziranem svetu, kjer 
poteka pretok podatkov in informacij ne glede na postavljene nacionalne meje. V ta namen 
morajo upravljavci v skladu z uredbo delovati preventivno, kar izhaja iz načela odgovornosti. 
Konkretno gre za oceno učinkov v zvezi z varstvom osebnih podatkov, ki je »orodje, s katerim 
lahko upravljavci pravočasno identificirajo, analizirajo in zmanjšujejo tveganja za nezakonito 
ravnanje z osebnimi podatki« (prav tam).  
Za obdelavo podatkov potrebujejo upravljavci v nekaterih primerih posameznikovo privolitev 
za zbiranje podatkov, ki mora biti konkretna oziroma specifična, prostovoljna, ozaveščena in 
nedvoumno izkazana (Splošna uredba o varstvu podatkov, 2016, str. 6). Če privolitve pred 25. 
majem 2018 niso bile izrecne in v skladu z uredbo, so morali upravljavci uporabnikom poslati 
ponovne zahteve za pridobitev privolitve. Z vidika posameznika je posebej pomembna 
razširitev pravic, ki jih lahko uveljavlja. Med njimi je pravica do izbrisa, ki omogoča izbris 
podatkov brez nepotrebnega odlašanja. Ta pravica, podobno kot pravica do zasebnosti, ni 
absolutna. Ob pravici do izbrisa uredba uvaja pravico do prenosljivosti podatkov, ki 
posamezniku od upravljavca omogoča pridobitev osebnih podatkov v berljivi, strukturirani in 
razumljivi obliki. Te podatke lahko nato posameznik posreduje drugemu upravljavcu. 
Posameznik z uredbo dobi možnost prijave kršitve varstva osebnih podatkov pooblaščeni osebi 
za varstvo osebnih podatkov. Upravljavci morajo o domnevnih kršitvah varnosti osebnih 
podatkov obvestiti pooblaščeno osebo za varstvo osebnih podatkov najpozneje v 72 urah, in če 
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obstaja tveganje za kršenje pravic posameznika iz naslova varstva osebnih podatkov, morajo 
obvestiti tudi posameznika, čigar podatki utegnejo biti ogroženi (Splošna uredba o varstvu 
podatkov, 2016, str. 45; Berg, 2018, str. 155; Informacijski pooblaščenec, b.  d.a).  
Ena pomembnejših novosti varstva osebnih podatkov je uvedba »psevdonimizacije«, ki pomeni 
»obdelavo osebnih podatkov na tak način, da osebnih podatkov brez dodatnih informacij ni več 
mogoče pripisati specifičnemu posamezniku, na katerega se nanašajo osebni podatki, če se take 
dodatne informacije hranijo ločeno ter zanje veljajo tehnični in organizacijski ukrepi za 
zagotavljanje, da se osebni podatki ne pripišejo določenemu ali določljivemu posamezniku« 
(Splošna uredba o varstvu osebnih podatkov, 2016, str. 33). Iz uvedbe »psevdonimizacije« je 
razviden smoter uredbe v poskusu uravnoteženja varovanja posameznikov v njihovem 
asimetričnem razmerju z upravljavci in neizbežnosti oziroma prednosti obdelave podatkov, ki 
so gonilo sodobne družbe. Zaradi omenjene razširitve pravic posameznikov, globalnega vpliva, 
visokih sankcij itd. o uredbi številni avtorji in evropske institucije govorijo kot o progresivni 
zakonodaji, ki naslavlja pereče probleme sodobne družbe. Sprejem uredbe je sočasno dvignil 
zavest o pomembnosti zaščite osebnih podatkov in njihovi povezanosti z zasebnostjo. 
V podpoglavju o iluziji samonadzora smo opozorili na problematičnost pravilnikov o 
zasebnosti, ki so za posameznika pogosto nerazumljivi in nepregledni. Njihovo branje zahteva 
ogromno časa in védenja, sploh pri branju vsebine pravil za vsako spletno stran in storitev, ki 
jo uporabljamo. Rezultat takšnega načina »dogovora« med državo, podjetjem in posameznikom 
se je pogosto izražal v samoumevnem strinjanju z navedenimi pogoji brez dejanskega 
razumevanja vsebine in nezmožnosti ugovora na dane pogoje. Z uredbo je prišlo do premika v 
pozitivno smer, saj zahteva natančno opredelitev namenov zbiranja, obdelave in shranjevanja 
osebnih podatkov. V 12. členu je določena natančna informiranost posameznikov o namenih in 
načinih zbiranja osebnih podatkov, ki vključuje oblikovanje pravil o zasebnosti, ki so jasna, 
pregledna, razumljiva in napisana v preprostem jeziku (Splošna uredba o varstvu podatkov, 
2016, str. 39). Prenos tega člena v prakso se v številnih interpretacijah dojema zgolj kot 
utemeljevanje obsega in načina obdelave podatkov. Za primer lahko navedemo prenovljena 
Googlova pravila o zasebnosti, ki naj bi bila skladna z uredbo in v katerih obdelavo podatkov 
upravičujejo za namene izboljšanja in vzdrževanja storitev, zagotavljanja storitev, razvoja 
novih storitev, njihovega prilagajanja in merjenja uspešnosti (Google, b. d).  
Nekatere organizacije (kot je Forbrukerrådet) opozarjajo na splošnost nekaterih določb, ki 
odpirajo prostor za manipulacijo uporabnikov s pomočjo vmesnikov spletnih strani, ki so 
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narejeni tako, da uporabniki naredijo nekaj, česar drugače ne bi, pri čemer se tega niti ne 
zavedajo – »dark patterns«. Norveška potrošniška organizacija je izdala študijo z naslovom 
Deceived by Design (2018), v kateri opišejo ta problem. Analizirali so tri korporacije, in sicer 
Google, Facebook in Microsoft. Ugotovitve študije so pokazale, da so omenjene korporacije 
pri vodenju uporabnika skozi proces ponovne pridobitve dovoljenj za obdelavo podatkov 
uporabljale določene oblikovne tehnike, ki so uporabnika usmerile v izbiro predvidene 
možnosti, koristne za korporacijo in ne posameznika. Ugotovitve so prikazali na konkretnih 
primerih od trenutka poslanega obvestila za pregled nastavitev zasebnosti do konca pregleda. 
Pri tem so izpostavili poudarek na samonadzoru, ki ga je bilo mogoče zaznati v procesu 
pregleda nastavitev zasebnosti, pri čemer gre zgolj za iluzoren nadzor nad lastnimi podatki 
(Forbrukerrådet, 2018)31. 
5.2.2 Prevladujoči diskurzi 
Sodobne prakse zasebnosti ne moremo razumeti izključno kot spremembo v načinih življenja 
ljudi in pojmovanja zasebnosti, temveč se vedno preslikava tudi v formalnopravne okvire. 
Pravzaprav obstaja razmerje med družbenopolitično realnostjo in pravno formalnostjo, ki 
oblikuje dojemanje zasebnosti s produkcijo in reprodukcijo prevladujočih diskurzov o 
zasebnosti. Diskurzi pa niso samo del družbenih praks, ampak so vedno vpeti v pravno prakso. 
Iz tega izhaja, da prihaja do vedno očitnejšega krčenja zasebnosti na samonadzor zaradi izrazito 
subjektivne kategorije zasebnosti in mnogoterosti pomenov. 
V uredbi smo identificirali krepitev prevladujočega diskurza o varstvu osebnih podatkov in 
zasebnosti, ki temelji na povečanju samonadzora glede na to, da je bila uredba med drugim 
sprejeta z namenom vzpostavitve dodatnega nadzora nad lastnimi podatki, kar se kaže v delih 
uredbe, ki pravijo: »Posamezniki bi morali imeti nadzor nad lastnimi podatki« (Splošna uredba 
o varstvu podatkov, 2016, str. 2, 13). V središču tega diskurza je dojemanje zasebnosti in 
osebnih podatkov kot niz lastninskih pravic, ki jih je treba zaščititi oziroma so produkt menjave. 
V skladu s tem so v uredbi natančno opredeljene posameznikove pravice, ki izhajajo iz tega, da 
ima posameznik več možnosti nadzora nad lastnimi podatki glede namena njihovega zbiranja, 
obdelave in prenosa ter pravice do ugovora in izbrisa. Vendar pa v praksi brez 
posameznikovega delovanja skoraj ne pride do spremembe v načinih obdelave podatkov. Berg 
(2018, str. 158) pravi, da je razumevanje uredbe z vidika lastniških pravic površno in 
                                                 
31 Gl. dalje Forbrukerrådet. (2018). Report: Deceived by design. 
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nezadostno, saj je v klasičnem liberalnem smislu lastnino mogoče zamenjati zaradi ekonomskih 
koristi. Ena izmed značilnosti uredbe je ravno neodtujljivost pravice do varstva osebnih 
podatkov in pravice do zasebnosti, ki sta temeljni človekovi pravici. Če gre torej za temeljni 
človekovi pravici, ki ju ni mogoče zamenjati zaradi ekonomskih koristi za posameznika, pa ju 
lahko zamenjujemo tudi zaradi ugodja, ki ga v nas sproža uporaba informacijsko-
komunikacijske tehnologije. Ugodje torej nadvlada nelagodje, ki ga povzroča nadzorovanje 
oziroma zavedanje o obstoju osebne digitalne biografije, ki nastane zaradi zbiranja in 
shranjevanja podatkov. Nobena dejavnost na spletu ali tehnološki napravi, ki je povezana v 
omrežje, namreč ne ostane nezabeležena in de facto zasebna.  
Uredbo označuje preplet diskurzov o samonadzoru in razumevanju zasebnosti z vidika 
varovanja osebne lastnine, med katere spadajo osebni podatki. Ob tem je nujno nasloviti tudi 
naslov uredbe »Uredba o varstvu posameznikov pri obdelavi osebnih podatkov in o prostem 
pretoku takih podatkov«, iz katerega je razvidno, da je njen pomen varovanje osebnih podatkov 
posameznikov, ki so v asimetričnem razmerju s podjetji, državo in organizacijami. Po drugi 
strani pa je sprejem uredbe del evropske integracije, ki omogoča prost pretok podatkov znotraj 
EU. »Namen uredbe je prispevati k določenemu oblikovanju območja svobode, varnosti in 
pravice ter ekonomske unije, gospodarskemu in socialnemu napredku, krepitvi in uskladitvi 
gospodarstev na notranjem trgu ter blaginji posameznikov« (Splošna uredba o varstvu 
podatkov, 2016, str. 1). V uredbi smo zaznali povezovanje varstva osebnih podatkov 
posameznikov z enotnim evropskim trgom, kjer prvo brez drugega ne more obstajati. Bistvo 
uredbe, ki se ga ne problematizira, je v zmanjšanju napora in stroškov, ki nastajajo pri prenosu 
podatkov izven nacionalnih držav. Upoštevanje 28 različnih zakonodaj je povzročalo 
ekonomske stroške in pravne ovire, ko posamezna država ni imela ustreznega varstva osebnih 
podatkov oziroma »za zagotovitev dosledne in visoke ravni varstva posameznikov ter 
odstranitev ovir za prenos osebnih podatkov v Uniji bi morala biti raven pravic in svoboščin 
posameznikov pri obdelavi osebnih podatkov enaka v vseh državah članicah« (prav tam, str. 
2). Če prosti pretok podatkov zmanjšuje ekonomske stroške, je ob enotni zakonodaji omogočen 
lažji prenos podatkov v večjem obsegu. Pravzaprav se posredno spodbuja prenos in menjavo 
osebnih podatkov med državami članicami EU.  
Uredba ne problematizira dejanskega vpliva prenosa osebnih podatkov za posameznika in 
vpliva na zasebnost, temveč se osredotoča na višjo stopnjo vključevanja posameznika v proces 
zbiranja podatkov oziroma zahteva legitimacijo namenov in obsega obdelave osebnih 
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podatkov. Če to povemo z drugimi besedami, je uredba sredstvo za gradnjo ponovnega 






Koncept zasebnosti se stalno spreminja. Vedno znova se oblikujejo novi in spreminjajo stari 
pomeni zasebnosti, ki preoblikujejo polje zasebnosti ter na novo določajo meje med javnim in 
zasebnim. Če je bil antični pomen zasebnosti omejen na nujnost in stanje prisile, je za sodobno 
prakso zasebnosti značilen pomen svobode zasebnosti, ki se oži. Kljub temu se o zasebnosti vse 
pogosteje razpravlja kot o manj pomembnem delu človekovega obstoja. Praksa zasebnosti je 
fluidna in spreminjajoča, čeprav v teorijah in poskusih opredelitev zasebnosti tega premika 
nismo zaznali. Zlasti pri informacijski zasebnosti se opredelitve ne spreminjajo ter ostajajo 
statične in rigidne kljub pojavu novih nevarnosti za posameznikovo zasebnost, iz katerih je 
posameznik v večini primerov izključen. Zaznati je statičnost v opredelitvah zasebnosti, in sicer 
se jo definira kot sposobnost človeka, da ohrani zasebno vse tisto, za kar meni, da ne spada v 
polje javnosti. Zato pri poskusu ugotavljanja pomena zasebnosti hitro naletimo na nasprotujoče 
si pomene in stalno poudarjanje odgovornosti slehernega posameznika, da sam presodi, kaj mu 
pomeni zasebnost in v kolikšni meri jo je pripravljen deliti z drugimi. Za zagotavljanje 
zasebnosti je torej nujen kontinuiran samonadzor.  
V trenutku, ko je bil pomen zasebnosti prepoznan kot prvi pogoj svobode, se je začela 
formalnopravno oblikovati pravica do zasebnosti in kasneje varstva osebnih podatkov. Ti 
pravici sta bili v preteklosti velikokrat odvisni od pravice do lastnine. Ostanki lastninskega 
dojemanja zasebnosti se med drugim kažejo v Splošni uredbi o varstvu podatkov, ki smo jo 
obravnavali v diplomskem delu in katere interpretacije odkrivajo plasti pojmovanja zasebnosti 
skozi iskanje pravega lastništva nad podatki, ki so osebni, a nastajajo v stikih z institucijami, 
družbenimi omrežji itd. 
Glede na to, da opredelitve zasebnosti vsebujejo moment nadzora oziroma samonadzora in da 
nekateri avtorji, Solove, Wacks, Berg, Hartzog in Kovačič, sodobno informacijsko družbo 
razlagajo skozi družbo nadzora, smo v diplomskem delu oba koncepta povezali. Nadzor je 
tradicionalno pojmovan kot tuj zasebnosti – obstoj zasebnosti naj bi bil odvisen od možnosti 
umika od nadzora. A vendar sta pojav novih tehnologij in razširjenost uporabe in »predaje« 
osebnih podatkov za uporabo storitev povzročila, da ne moremo mimo poskusa osvetlitve 
vpliva nadzora na posameznikovo zasebnost. Za spremembo vedenja v zahtevano družbeno 
pravilnost zadostuje že misel, da smo v določenem trenutku predmet opazovanja. Nadzor 
sproža nelagodje, medtem ko zasebnost ravno obratno ustvarja občutek ugodja. Ko govorimo 
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o nadzoru v sodobni družbi, ne mislimo na tipičen primer nadzora skozi podrejanje teles in 
popravljanje vedenja, ampak na subtilen, neopazen in razpršen nadzor, ki ga sprejmemo in 
normaliziramo ter s tem naredimo sprejemljivega. Obstaja namreč močno prepričanje ljudi o 
tem, da se ob uporabi informacijsko-komunikacijske tehnologije zavestno odpovemo delu svoje 
zasebnosti. To zavedanje je produkt ideje o samonadzoru, ki v praksi dejansko ni nikoli 
izvedljiva, saj smo na različne načine nagovorjeni, da zaupamo čim več svojih podatkov 
širokemu krogu ljudi. Na tej ideji temelji tudi pojav družbenih omrežij in njihova razširjena 
uporaba. Njihov glavni cilj je neposredno deljenje osebnih informacij in svoje zasebnosti. 
Njihova neuporaba pa pomeni skoraj popolno družbeno izoliranost.  
Koncepta zasebnosti in nadzora se prepletata in sta medsebojno odvisna. Prikaz odvisnosti in 
nevarnosti vseobsegajočega nadzora populacije so države poskušale pravno urediti. Konkreten 
rezultat je pojav varstva osebnih podatkov. Čeprav na prvi pogled povezava med osebnimi 
podatki in zasebnostjo ni povsem jasna, ob vnovičnem premisleku hitro ugotovimo, da 
povezovanje partikularnih podatkov v celoto razkrije, kdo je posameznik, kakšen je njegov 
način življenja, s kom prijateljuje, kje in s kom se giblje itd. Največji problem je razkrivanje 
posameznikove zasebnosti brez njegove vednosti in možnosti upora. Ko govorimo o 
nevednosti, mislimo na nerazumevanje ali neseznanitev s pravili o zasebnosti določenih 
upravljavcev.  
Ideja, da je samoregulacija zasebnega sektorja na področju varstva osebnih podatkov zadostna, 
ne najde več plodnih tal. Zato je EU leta 2016 prejela Splošno uredbo o varstvu podatkov, ki 
delno rešuje identificirane probleme obdelave osebnih podatkov. Uredba uvaja nov, omejen 
način zbiranja podatkov oziroma vključitev posameznika v ta proces. Hkrati posameznikom 
podeljuje nove, v preteklosti neobstoječe pravice in izbire, med katere spada pravica do izbrisa. 
V uredbi smo s pomočjo identifikacije diskurzov, ki so povezani s konceptom zasebnosti in 
nadzora, zaznali poskus iskanja ravnotežja med ekonomskimi interesi, ki jih nudi obdelava 
podatkov, in vzpostavljanjem ponovnega zaupanja med uporabniki storitev in upravljalci, ki je 
za obdelavo in pridobivanje novih podatkov in informacij temeljno. 
Za celovito reševanje vprašanj in problemov na področju informacijske zasebnosti ni dovolj le 
sprejem regulacij, ki urejajo to področje, ampak je nujen premik na ravni zavesti v smer dviga 
ozaveščenosti o vplivih informacijske tehnologije na človekov vsakdan. Problem njene uporabe 
je v nepoznavanju konkretnih učinkov na posameznika, in v uporabi, ki je postala tako 
samoumevna, da se je skoraj ne problematizira več. Če pride do problematiziranja zasebnosti 
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in nadzora, se slednjega poskuša prikazati kot element omogočanja varnosti oziroma se ga 
predstavi kot nujnost.  
Na v uvodu zastavljeno raziskovalno vprašanje o razmerju med sodobno prakso zasebnosti in 
Splošno uredbo o varstvu podatkov oziroma razumevanju pojma zasebnosti v okviru uredbe in 
njenem vplivu na prakso zasebnosti lahko torej odgovorimo, da uredba skozi novosti, razširitev 
posameznikovih pravic in krepitev njegove nadzorne vloge še naprej reproducira prevladujoče 
nadzorno dojemanje zasebnosti in krepi diskurz o samonadzoru – ga ne spreminja. Prav tako se 
izogne podrobnemu razreševanju ključnih problemov, kot sta privzeta in vgrajena zasebnost. 
Implementacija uredbe bo sicer mogoče vplivala na višjo raven varstva osebnih podatkov že 
zaradi visokih sankcij, vendar ob tem ni smiselno pričakovati, da se bo obdelava osebnih 
podatkov pretirano zmanjšala.  
V diplomskem delu smo se omejili na poglavitne teorije zasebnosti, nadzora in iskanja 
diskurzov, povezanih z zasebnostjo in nadzorom v uredbi. Za nadaljnje raziskave s področja 
sodobne prakse zasebnosti bi se bilo smiselno osredotočiti na iskanje alternativ, ki lahko 
prekinejo odvisnost od največjih korporacij, za katere se je v preteklosti že izkazalo, da imajo 
vsa potrebna sredstva za nadzor slehernega dela človekove zasebnosti. Prav tako bi bilo 
smiselno preučiti dejanski vpliv uredbe na spreminjanje razmerij med največjimi upravljavci in 
posamezniki, saj bo to razvidno šele čez nekaj časa. S tem bi lahko odgovorili na vprašanje o 
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