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iv. Resumen del Tema 
       El objetivo del trabajo es analizar si la compañía de seguros cumple con lo establecido 
en norma de prevención de lavado de dinero y financiamiento al terrorismo, como le hacen 
frente a los posibles riesgos, de qué manera pueden prevenir y mitigar el lavado de dinero 
en la institución de seguros. 
     Al analizar como catalogan los niveles de  riesgos según sus clientes demuestran que si 
implementan un mecanismo para detectar actividades inusuales o sospechosas dentro de la 
compañía y estos no puedan ingresar de manera legal y puedan afectar la imagen de la 
institución de seguros. 
     La compañía de seguros América también adapta un manual el cual es presentado a 
todos los colaboradores y anualmente los capacitan para que ellos sepan como detectar las 
operaciones sospechosas de los clientes y les permitan de una manera razonable prevenir, 
detectar y detener el flujo de fondos u otros activos hacia terroristas individuales u 
organizaciones terroristas. 
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I. Introducción 
      
     El siguiente estudio investigativo está basado sobre la norma para la gestión, prevención de 
los riesgos de financiamiento al terrorismo y la financiación de la proliferación de armas de 
destrucción masiva (NORMA GPR- FT/ FP). 
     La cual menciona que toda institución financieras, privadas y estatales, deberán ser obligadas  
adoptar, cumplir con los mecanismos para prevenir y contrarrestar la financiación de terroristas, 
organizaciones terroristas, y en particular la adopción de medidas de carácter regulatorio, las que 
de conformidad con su Art. 18, incluyen la identificación y conocimiento del cliente, su 
monitoreo y reporte de operaciones sospechosas. 
     El objetivo principal de esta investigación es analizar los métodos, procedimientos y normas 
que utiliza Seguros América para la prevención y mitigación de PLD/FT, sin embargo, para 
llegar a este punto se abordó brevemente las generalidades de PLD/FT, su normativa jurídica, los 
tipos de riesgo que conlleva y las afectaciones a la institución y al país. Cabe destacar que el 
trabajo es de carácter bibliográfico y se ha recopilado información de páginas web y normativas 
existentes en el país. 
   Para identificar la proveniencia de dinero ilícito cada institución deberá adaptar un mecanismo 
para mitigar los posibles riesgos de lavar dinero tomando en cuenta que de tiene que ser 
reportados al momento de identificar al cliente sospechoso según la norma a la superintendencia 
de bancos. 
     El lavado de dinero es una problemática que afecta a las instituciones financieras, por lo 
mismo es necesaria que sea tratada también en las instituciones de seguro, porque estas no están 
exentos de verse involucradas en delitos financieros. Es bueno evitar el lavado de dinero en todos 
los ámbitos, ya que esta práctica puede tener un efecto corrosivo en la economía del país. 
     Por otra parte el interés de tomar el tema de la prevención y mitigación del lavado dinero es 
conocer a profundidad las problemáticas que conllevan el no conocer la procedencia del dinero 
que ingresa a diario de parte de los clientes y de qué manera afecta a las instituciones financieras 
al no implementar los mecanismo de control que la norma sugiere acatar. 
     En el ámbito profesional como futuras licenciadas en banca y finanzas nos vimos en la 
necesidad de conocer al ámbito de profesión que nos espera en las instituciones financieras y 
como abordan el contexto legal para realizar sus actividades cotidianas. 
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II. Justificación 
      
    El presente estudio se realiza al ver la necesidad de poder detectar la procedencia de dinero 
ilícito y de esta manera no aparezcan dentro actividades legales para que circulen sin problemas 
en el sistema financiero nacional y les permita legitimar las ganancias procedentes de actividades 
ilegales. 
     El beneficio que obtendríamos al realizar este estudio es de demostrar si todas las 
instituciones de sistema financiero nacional cumplen con lo establecido en la norma y de qué 
manera pueden hacerle frente a la problemática de no detectar el ingreso de dinero ilegal a las 
instituciones. 
    Quienes serán beneficiarios de este estudio serán las personas lectoras de esta documentación 
ya que conocerán los mecanismos y procedimientos que  se llevan a cabo para no ser 
involucradas en el lavado de dinero ilícito. 
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III. Objetivos 
 
Objetivo general: 
• Demostrar el cumplimiento de la norma de prevención y mitigación del lavado de dinero 
y financiamiento al terrorismo en la compañía de seguros América del año 2018. 
  
Objetivos específicos: 
• Citar  la prevención de lavado de dinero  
• Analizar los tipos de riesgo del Lavado de Dinero y Financiamiento al Terrorismo. 
• Identificar  el Marco Legal y Normativa que aplica en la prevención del Lavado de 
Dinero y Financiamiento al Terrorismo. 
• Ilustrar cómo caso práctico  los mecanismos que utiliza Seguros Américas en la 
prevención y mitigación del Lavado de Dinero y Financiamiento al Terrorismo. 
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IV - Desarrollo del tema 
4.1.  Definición Lavado de dinero 
 
     Según Hugo Amador (2017) 
         El lavado de dinero es el proceso a través del cual es encubierto el origen de los  
         fondos generados mediante el ejercicio de algunas actividades ilegales 
         (Siendo las más comunes trafico de drogas o estupefacientes, contrabando de armas, 
         corrupción, fraude, trata de personas, prostitución, extorsión, piratería,  
         evasión fiscal y terrorismo). El objetivo de la operación, que generalmente 
         se realiza en varios niveles, Consiste en hacer que los fondos o activos 
         obtenidos a través de actividades ilícitas aparezcan como  
         el fruto de actividades legítimas y circulen sin problema en el sistema financiero. 
4.1.1. Financiamiento del Terrorismo 
 
    Según la unidad de análisis financiera (UAF) afirma que: 
          “El financiamiento del terrorismo (FT) es cualquier forma de acción  
           económica, ayuda o mediación que proporcione apoyo financiero a las  
           actividades de elementos o grupos terroristas. Aunque el objetivo  
           principal de los grupos terroristas no es financiero, requieren fondos  
           para llevar a cabo sus actividades, cuyo origen puede provenir de 
           fuentes legítimas, actividades delictivas, o ambas.” 
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4.2. Riesgos relacionados con el Lavado de dinero. 
     4.2.1 Definición de riesgo 
 
  Según Wikipedia la enciclopedia (2004) 
“El riesgo se refiere a la probabilidad de ocurrencia de un evento que tenga 
consecuencias financieras negativas para una organización. El concepto debe entenderse en 
sentido amplio, incluyendo la posibilidad de que los resultados financieros sean mayores o 
menores de los esperados.” 
Según  Diaz Heissell  (2018) 
“En el sector asegurador se implementó la prevención de lavado de activos con el propósito de 
detectar y mitigar los riesgos que existen en estas entidades usadas por los lavadores de dinero 
para cumplir con sus fechorías y transformar el dinero sucio productos de actividades ilícitas en 
dinero limpio y así introducirlo en el sistema financiero, afectando gravemente a la economía del 
país.” 
4.2.2. Tipos de riesgos sobre el lavado de dinero. 
 
Según Calle Juan Pablo (2017)  
       Riesgo Legal: Posibilidad de pérdida por sanciones, multas o indemnizaciones 
        por daños como resultado del incumplimiento de normas o regulaciones 
        y obligaciones contractuales.  
       Riesgo de Reputación: Posible pérdida por desprestigio, mala imagen,  
        publicidad negativa, cierta o no, respecto de la compañía y 
        sus prácticas de negocios, que cause pérdida de clientes,  
       disminución de ingresos o procesos judiciales.  
        Riesgo de Contagio: Posibilidad de pérdida que la entidad puede sufrir, 
        directa o indirectamente, por una acción o experiencia de un relacionado 
        o asociado. Contagian a la organización: Empleados, Intermediarios, 
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        accionistas, Proveedores, Reaseguradores. 
        Riesgo de Cumplimiento: El riesgo de sanciones regulatorias o legales, 
        pérdidas financieras o pérdidas de reputación que una aseguradora 
        puede sufrir como resultado de sus fallas por incumplir con leyes, 
       regulaciones, reglas, estándares y códigos de conducta aplicables 
       a sus actividades operacionales. 
       Riesgo personal: Desprestigio, Multas, Despido, Prisión  
     El riesgo LD/FT es el riesgo inherente que tienen y afrontan permanentemente las Entidades 
Supervisadas por su misma naturaleza de negocios; de ser utilizadas, consciente o 
inconscientemente, para el Lavado de Dinero, Bienes o Activos; y para el Financiamiento al 
Terrorismo; y por consiguiente, están obligadas a desarrollar una sana y prudente gestión de 
prevención de dicho riesgo. 
4.2.3.  Procedimientos para mitigar la prevención de lavado de dinero 
4.2.3.1 Política conozca a su cliente 
 
     Según la Norma para la gestión y prevención de los riesgos de financiamiento al terrorismo; 
y, de la financiación de la proliferación de armas de destrucción masiva en el art. 8, 9  (2017) 
     La DDC es una política implementada para determinar la verdadera identidad de un cliente y 
el tipo de actividad que es esperada; su perfil económico y la proveniencia de los fondos; nos 
permite detectar mediante señales de alerta si una actividad es inusual y/o sospechosa      
     Según la Norma para la gestión y prevención de los riesgos de financiamiento al terrorismo; 
y, de la financiación de la proliferación de armas de destrucción masiva en el Capítulo II  art. 8. 
Incisos (a, b, c, d, e, f) 
     Propósito de conocer al cliente 
• Realizar una adecuada selección de Riesgo  
• Servir de medida disuasiva para alejar a clientes no deseables 
• Permitir la detección de operaciones inusuales y la determinación de operaciones 
sospechosas. 
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     Datos que debemos conocer sobre el cliente 
• Tipo de cliente: ¿natural o jurídico?  
• Tipo de actividad comercial y tiempo de experiencia  
• Ingresos promedios mensuales  
• Dirección, teléfono, correo electrónico, empresa, etc.   
     Según art. 24 de la norma para la gestión y prevención de los riesgos de financiamiento al 
terrorismo; y, de la financiación de la proliferación de armas de destrucción masiva 
     Medios para evaluar el riesgo. 
• Internet, página pública   
• Padrón electoral  
• Medios de comunicación 
     Según la norma para la gestión y prevención de los riesgos de financiamiento al terrorismo; y, 
de la financiación de la proliferación de armas de destrucción masiva en el art.9  incisos (a, b, c, 
d, e)  
     Elementos que conforman la debida diligencia del cliente. 
• Identificar al cliente 
• Conocer al cliente 
• Verificar la información 
• Conservación de los registros 
• Monitoreo de operaciones 
• Ros ( Reporte de operaciones sospechosas) 
     Según la norma para la gestión y prevención de los riesgos de financiamiento al terrorismo; y, 
de la financiación de la proliferación de armas de destrucción masiva art. 24 inciso A literal (i, ii, 
iii). 
     Catálogo de clientes según tipo de riesgos. 
     Para determinar la aplicabilidad o los niveles de afectación de estos factores, los encargados 
de riesgos (analistas) seleccionarán de la matriz  las variables correspondientes para cada criterio 
según aplique.   
     Según la norma para la gestión y prevención de los riesgos de financiamiento al terrorismo; y, 
de la financiación de la proliferación de armas de destrucción masiva art. 24 inciso A. 
     Criterios que debemos de tomar en cuenta para determinar los niveles de riesgos 
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     Para el factor Cliente: 
1) Tipo de Persona (Natural o Jurídica)   
2) Clasificación (PEP, comerciante, abogado, ONG, acciones holding o off shore, zonas 
francas, inversionistas, PNP, etc.) 
3) Origen de los fondos (si es por servicio, empresa, ahorro, salario, etc.) 
4) Antigüedad del asegurado en la compañía 
5) Prima anual (solo del producto a evaluar; ¿la prima de esta póliza puede superar los 
US$10,000.00?)  
6) Amplitud geográfica (este criterio solo aplica para empresa y se refiere en donde opera si 
es una empresa internacional, centroamericana o nacional) 
7) Reputación (si hay noticias que se le vincule a algún escándalo de LA/FT) 
8) Si es PEP (personas expuestas periódicamente) desde que fecha lo es o a dejado de 
ejercerlo  
     Según la norma para la gestión y prevención de los riesgos de financiamiento al terrorismo; y, 
de la financiación de la proliferación de armas de destrucción masiva art. 24 inciso A. 
     Valor que se dará a cada criterio según el tipo de cliente: 
• Bajo 
• Medio 
• Alto 
     Según la norma para la gestión y prevención de los riesgos de financiamiento al terrorismo; y, 
de la financiación de la proliferación de armas de destrucción masiva art. 24 inciso A. 
     Criterios que debemos de tomar en cuenta para determinar los niveles de riesgos para el 
factor productos: 
• Ramo (si es vida, vehículo, incendio, etc.)  
• Extensión territorial (para automóvil) 
• Demanda del producto (demanda del ramo en el mercado nacional)  
• Formas de pago (si es pago de prima única en efectivo o cuotas, tarjeta, cheque, 
transferencia, minuta de depósito del banco, etc.)  
• Con cesión de derecho (este producto se puede ocupar como garantía) 
• Puede cambiar el beneficiario antes del vencimiento  
• Requiere inspección/chequeo/exámenes 
• Requiere valuación del asegurado o del bien asegurado 
• Cantidad de pólizas que tiene o tendrá 
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• Renovación automática (si es de los productos que no se necesita el autorizado del 
asegurado para renovarse)  
• Primas de todas las pólizas (se suman las primas de todas las pólizas contratadas por el 
Contratante y/o Asegurado)  
• Suma asegurada (de la póliza a contratar) 
     Según el manual de prevención de lavado de dinero, bienes o activos; y del financiamiento al 
terrorismo (PLD/FT/FP). 
          Riesgo bajo: 
     Personas naturales  
• Que suscriban pólizas con primas anuales inferiores o iguales a los mil dólares de los 
Estados Unidos de América (US$ 1,000) o su equivalente en moneda nacional o 
cualquier otra moneda. 
• Que suscriban pólizas de Seguros Obligatorios para Vehículos Automotores 
• Que suscriban pólizas para planes de pensión, jubilación y retiro, siempre y cuando no 
haya cláusulas de rescate y la póliza no se puede usar como garantía.  
     Personas jurídicas 
• Entidades Supervisadas por la Superintendencia 
• Sociedades Anónimas que cotizan en Bolsa 
• Entidades estatales y municipales  
• Clientes ocasionales no recurrentes 
    Según el manual de prevención de lavado de dinero, bienes o activos; y del financiamiento al 
terrorismo (PLD/FT/FP). 
     Riesgo mediano:   
     Personas naturales  
• Serán consideradas de riesgo mediano, las personas naturales no previstas en la 
clasificación de riesgo bajo ni en la de riesgo alto.  
     Personas jurídicas  
• Serán consideradas de riesgo mediano, las personas jurídicas no previstas en la 
clasificación de riesgo bajo ni en la de riesgo alto. 
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     Según el manual de prevención de lavado de dinero, bienes o activos; y del financiamiento al 
terrorismo (PLD/FT/FP). 
     Riesgo alto   
    Persona natural:  
• Personas extranjeras y  Domiciliadas en el Extranjero (domiciliadas en paraísos fiscales, 
y/o de baja o nula legislación sobre prevención de lavado de dinero o, con una aplicación 
débil o una supervisión laxa; domiciliadas en países o territorios no cooperantes 
considerados por los organismos internacionales especializados en la materia en la lucha 
contra el LD/FT). 
•  Personas Expuestas Políticamente (PEP), nacionales y extranjeros, incluyendo a 
familiares cercanos, asociados y estrechos colaboradores de dichas personas.  Véase el 
concepto de éstos en el acápite 4. Definiciones (Personas Expuestas Políticamente, 
Funcionario Público de Alta Jerarquía, Familiares cercanos de un funcionario público de 
alta jerarquía, Persona estrechamente asociada a un funcionario público de alta jerarquía 
y estrechos colaboradores).  
• Personas Notoriamente Públicas (PNP). 
• Proveedoras de servicios profesionales (Abogados y Notarios y Contadores Públicos 
Autorizados) relacionadas con las actividades siguientes: compraventa de bienes 
inmuebles y entidades comerciales, industriales o financieras; o a la administración en 
nombre de terceros, de cuentas, valores, fondos u otros activos; y creación, organización, 
operación o Admón. de sociedades, empresas, personas jurídicas o estructuras jurídicas. 
•  Inversionistas, comerciantes, prestamistas, cambistas y/o corredores de bienes raíces. 
• Comercializadores de antigüedades, joyas, metales y piedras preciosas, monedas, objetos 
de arte y sellos postales.  
• Los comerciantes de vehículos nuevos o usados. 
• Los auxiliares de comerciantes que funjan como martilleros o subastadores. 
• Clientes que han sido objeto de ROS o clientes de quienes las autoridades han requerido 
información en materia de PLD/FT y/o crimen organizado.  
     Según el manual de prevención de lavado de dinero, bienes o activos; y del financiamiento al 
terrorismo (PLD/FT/FP). 
     Persona jurídica 
• Casinos o juegos de azar 
• Sociedades Mercantiles o Compañías con acciones al portador o convertibles al portador. 
•  Empresas dedicadas al Transporte internacional y/o Excursiones internacionales. 
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•  Comercializadoras o Arrendadoras o prestadoras de servicios de  embarcaciones o 
aeronaves. 
• Auto lotes. 
• Comercializadoras y Arrendadoras de Vehículos Automotores. 
•  Personas jurídicas extranjeras constituidas o domiciliadas en territorios conocidos como  
paraísos fiscales. 
•  Comercializadora de Armas, Explosivos y Municiones. 
•  Empresas dedicadas a la transferencia o envío de fondo o remesas 
•  Empresas dedicadas a la transportación o traslado físico de dinero o valores. 
•  Personas Jurídicas dedicadas a otorgar préstamos. 
•  Instituciones financieras no bancarias que realizan operaciones con dinero electrónico. 
•  Clientes que han sido objeto de ROS o clientes de quienes las autoridades han requerido 
información en materia de PLD/FT y/o crimen organizado. 
 
     Según el manual de prevención de lavado de dinero, bienes o activos; y del financiamiento al 
terrorismo (PLD/FT/FP). 
 
     Personas dedicadas al giro de los siguientes negocios: 
  
• Cooperativas de Ahorro y Crédito; 
• Microfinancieras No Reguladas; 
•  Actividades financieras no reguladas; 
•  Casas de Empeño; 
• Casas de Cambio; 
• Asociaciones Civiles Sin Fines de Lucro; 
•  Fundaciones u Organismos No Gubernamentales (ONGs); 
• Inversionistas y Agencias de Bienes Raíces; 
• Zonas Francas; 
• Comercializadoras bajo esquemas de Sistemas de Venta Multinivel o Piramidal (Network 
marketing); 
• Comercializadores de antigüedades, joyas, metales y piedras preciosas, monedas, objetos 
de arte y sellos postales. 
• Fideicomisos o estructuras jurídicas especialmente cuando funcionan como Tenedoras de 
Acciones (holding) en el extranjero para la administración de activos y bienes, o como 
proveedores de servicios fiduciarios. 
 
     Según el manual de prevención de lavado de dinero, bienes o activos; y del financiamiento al 
terrorismo (PLD/FT/FP). 
  
 
 
 
12 
     Elementos para evaluar el riesgo en la DDC 
     Para las pólizas nuevas mayor a $1,000 o clientes de alto riesgo:  
• Giro o actividad del negocio. 
• Forma de pago de la prima. 
• Prima neta. 
• Suma asegurada. 
• Pólizas relacionadas. 
• Siniestralidad. 
• Tipo de canal de venta 
     Comportamientos inusuales o sospechosos  
• No efectuar la entrega de información y documentación del cliente y/o tercero. 
• Falsificación de documentos 
• Poca preocupación del cliente por un producto inadecuado para él. 
• Uso de medios de pago de terceros. 
• Solicitud de cambio de beneficiario en el momento del pago. 
• Utilización inusual de medio de pago. 
• Intervención de personas anónimas dentro de cualquier operación.  
• Amenazas y/o coacción a empleados. 
• Dudas en la declaración de origen de fondos o en el formulario de conocimiento del 
cliente. 
     Medidas de debida diligencia de conocimiento del cliente:  
     Las medidas de control interno de Debida Diligencia del Cliente (DDC), estarán basadas en el 
análisis y/o los resultados de la matriz de riesgo e implicarán acciones menos o más rigurosas y 
exhaustivas a medida que se produzcan variaciones en el nivel de riesgo del cliente, las que se 
clasificarán y aplicarán de la siguiente manera y de acuerdo a lo establecido en la Norma de 
PLD/FT o sus actualizaciones: 
     Tipos de DDC. 
     Según la norma para la gestión y prevención de los riesgos de financiamiento al terrorismo; y, 
de la financiación de la proliferación de armas de destrucción masiva en el (art. 15, art 16, art.17)  
• DDC intensificada: se aplica para clientes de riesgo alto  
• DDC estándar: se aplica para clientes de riesgo medio o normal  
• DDC simplificada: se aplica para clientes de riesgo bajo 
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        DDC estándar para clientes de riesgo medio o normal:  
     Según la norma para la gestión y prevención de los riesgos de financiamiento al terrorismo; y, 
de la financiación de la proliferación de armas de destrucción masiva en el art.64 
• Aplicar las medidas de DDC estándar para clientes con pólizas y primas anuales mayores 
a los mil dólares de los Estados Unidos de américa (U$ 1,000.00) o su equivalente en 
moneda nacional o cualquier otra moneda. 
• Identificación del cliente, según sea natural o jurídico. 
• Documentación requerida según el tipo de cliente, sea natural o jurídico. 
• Verificación de la información.  
• Creación del PIC. (Perfil integral del cliente) 
• Crear expediente del cliente 
     DDC simplificada, para clientes de riesgo bajo:  
      Según art.66 de la norma para la gestión y prevención de los riesgos de financiamiento al 
terrorismo; y, de la financiación de la proliferación de armas de destrucción masiva. 
• Identificación del cliente, según sea natural o jurídico (acreditación de representante). 
•  Documentación requerida, según sea natural o jurídico  
•  Creación del PIC. (perfil integral del cliente) 
•  Verificación de la información.  
•  Crear expediente del cliente. 
     DDC intensificada para clientes riesgo alto: 
     Según art. 65 de la norma  para la gestión y prevención de los riesgos de financiamiento al 
terrorismo; y, de la financiación de la proliferación de armas de destrucción masiva: 
• Se tomará en consideración lo establecido en el arto.15 y 16  de la norma de PLD/FT 
• Aplicar las medidas de DDC estándar para clientes con pólizas y  primas anuales  
mayores a los mil dólares de los Estados Unidos de américa  (U$ 1,000.00) o su 
equivalente en moneda nacional o cualquier otra moneda. 
•  Realizar constataciones in situ, para verificar la existencia real y el establecimiento del 
cliente, tomando en cuenta las políticas de verificación in situ.   
• Para personas jurídicas, requerir estados financieros y sus anexos actualizados y todos los 
demás documentos que la compañía considere necesario para prevenir la legitimación de 
capitales cuando se tenga sospechas de ello. 
• Para personas naturales, requerir referencia bancaria, comercial o cualquier documento 
que demuestre el origen legítimo de sus fondos.  
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• Aplicar política de DDC intensificada para clientes de alto riesgo. 
4.2.3.2 Política de Verificación In Situ 
 
     Según el art. 11 de la norma para la gestión y prevención de los riesgos de financiamiento al 
terrorismo; y, de la financiación de la proliferación de armas de destrucción masiva. 
     Esta política deberá ser ejecutada por cualquier colaborador que tengan relación con los 
clientes o por sus funciones designadas.  
     La verificación in situ consiste en visitar el lugar de domicilio del cliente para verificar su 
existencia real con el fin de corroborar la congruencia de la infraestructura y apariencia física 
con el nivel de actividad económica declarada, la cual se debe considerar lo siguiente:  
• Se debe hacer al inicio de la relación contractual. 
•  Tener una validez de dos años dicha verificación o cuando se reflejen cambios, 
variaciones o incrementos atípicos o significativos en el comportamiento del cliente, 
tanto en siniestralidad, ingresos, actividad esperada vs la declarada.  
• En transacciones significativas con clientes ocasionales con los que no existe relación 
contractual, tales como los perjudicados Responsabilidad Civil Obligatoria para casos 
que se consideren sospechosos.  
• Siempre que se trate de clientes de alto riesgo.  
• Cuando se trate de clientes de los cuáles la entidad haya recibido  requerimiento de 
información de parte de las autoridades competentes.  
     El verificador visitará el negocio del cliente confirmando:  
• Que el negocio o empresa tenga dirección correcta. 
• Que los números de teléfonos declarados sean correctos y estén el local. 
• Que el negocio se encuentre debidamente establecido. 
• Que el negocio cuente con inventario existente (si aplica). 
• Movimiento de clientes en el mismo. 
• Antigüedad del negocio.  
    Se deberá clasificar las siguientes variables que presenta el local donde el cliente realiza 
su actividad económica de la siguiente manera:  
• Buena 
• Regular  
• Mala.  
  
 
 
 
15 
    Esto conforme a las siguientes categorías: 
• Áreas comercial, industrial o de servicios según aplique donde el cliente realiza su 
actividad económica. 
• Localidad urbanizada. 
• Vías de acceso al lugar. 
• Infraestructura del negocio. 
     Natural alto riesgo:  
• Perfil integral del cliente (PIC). 
• Documento de identidad.  
• Referencia bancaria. 
• Cualquier documento que evidencie el origen de los fondos. 
     Jurídico alto riesgo  
• Perfil integral del cliente (PIC). 
• Documentos legales. 
• Documentos de identidad.  
• Estados financieros (Estado de Resultado y Balance General debidamente firmado) “o” 
Declaración de impuestos del último cierre de año (IR Anual). 
• Verificación in-situ realizada por la compañía. 
4.2.3.3. Políticas y procedimiento de monitoreo permanente: 
 
     Según art.26 de la norma para la gestión y prevención de los riesgos de financiamiento al 
terrorismo; y, de la financiación de la proliferación de armas de destrucción masiva. 
      El Administrador de PLD/FT,  realizará un análisis oportuno del registro de las transacciones 
efectuadas por los clientes mediante un monitoreo mensual para determinar que tipo de 
transacciones u operaciones podrían ser consideradas como inusuales y/o sospechosas, o que las 
mismas sean iguales o mayores a US$10,000.00. 
      Para determinar cuáles actividades pueden ser consideradas inusitadamente complejas, 
insólitas, significativas, atípicas, inusuales, incongruentes,  desproporcionadas o inconsistentes, o 
que no tengan un fundamento legal o proveedor comercial evidente, o que no guarden 
consistencia con el perfil económico y transaccional declarado por el cliente se tomarán en 
consideración  los criterios establecidos en el Perfil Integral del Cliente sea de personal natural o 
jurídica. 
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     Según el manual de prevención del lavado de dinero, bienes o activos y del financiamiento al 
terrorismo (PPLD/FT) (2009).  
4.2.3.4. Políticas de detección temprana de operaciones inusuales 
 
     Según art.27 de la norma para la gestión y prevención de los riesgos de financiamiento al 
terrorismo; y, de la financiación de la proliferación de armas de destrucción masiva. 
1)  Las actitudes generales de evaluación para catalogar una transacción inusual serán:  
• Cuando el cliente no ofrezca las explicaciones y justificaciones apropiadas, lógicas y 
documentadas del caso. 
• Clientes que tratan de evitar dar información, o llenar registros, o den información 
insuficiente, contradictoria, sospechosa o falsa. 
• Que las condiciones de complejidad inusitadas, insólitas, desproporcionadas o 
significativas manifestadas en las mismas, no se encuentren dentro de lo parámetros de 
normalidad de acuerdo con su perfil y al mercado en que opere.   
2)  Las señales e indicadores de alertas a tomar en consideración para la detección de 
posibles operaciones inusuales están ejemplificadas (no de forma taxativa) en Otros anexos; 
las que podrán ser analizadas y combinadas de acuerdo al factor de riesgo e información 
recopilada al respecto. 
3) Los aspectos generales de dichas consideraciones están relacionados con: 
• Operaciones o clientes con características marcadamente inusuales, y/o incongruentes, 
y/o anormales, y/o extrañas y/o sospechosas.   
• Transacciones vinculadas a jurisdicciones de riesgo, no cooperadoras o de motivo de 
preocupación.   
• Situaciones o comportamientos extraños de directivos, funcionarios, empleados, 
representantes, agentes e intermediarios de las compañías aseguradoras 
 
4) Las señales de alertas no deben considerarse como sospechosas.  
 
5) Es responsabilidad de todos los empleados de la compañía, según las naturales a de su 
cargo, permanecer alertas en la detección de operaciones inusuales y/o sospechosas e 
implementar las medidas respectivas para mitigar el riesgo de LD/FT.  
 
6) La detección de las transacciones inusuales y/o sospechosas, se realiza comúnmente a 
través de:  
• El personal de la institución 
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• Monitoreo a través del sistema de cumplimiento. 
• Fuentes externas (Listas de riesgo, indicadores de alerta, comunicaciones oficiales, guías 
o instructivos emitidos por las autoridades competentes u organismos internacionales, 
etc.). 
• Información pública de diarios y/o otros medios de difusión nacional o internacional  
 
7) Los funcionarios o empleados de la compañía que detecten la señal de alerta en 
determinada transacción o actitud del cliente deberán de notificarla inmediatamente al 
Administrador de PLD/FT, con información específica y documentada del caso. 
4.2.3.5. Políticas de reporte de operaciones sospechosas 
 
     Según art.28 de la norma para la gestión y prevención de los riesgos de financiamiento al 
terrorismo; y, de la financiación de la proliferación de armas de destrucción masiva. 
     El Administrador de PLD/FT, deberá analizar sin excepción alguna los casos detectados como 
transacciones inusuales, para determinar si existe o no una explicación legal, financiera, 
económica o comercial razonable, para tal efecto deberá realizar las siguientes medidas de 
diligencia intensificada:  
     Obtener la información relacionada con:    
     Los datos proporcionados a través del PIC, los cuales deben ser congruentes con el giro del 
negocio y consistente con la actividad en los sectores económicos y geográficos en que opere el 
cliente.  
• Las transacciones realizadas respecto al tipo, volumen, frecuencia etc. 
• Otros que considere necesarios.   
•  Revisar los documentos solicitados (legal, financieros, otros)  
•  Solicitar ampliación de la documentación e información del cliente con el Gerente que 
maneja la relación comercial.  
• Realizar verificación in situ.  
• El Administrador de PLD/FT, presentará al Comité de PLD/FT el análisis de la operación 
inusual o sospechosa, y éste corroborará o desestimará la transacción inusual (si aplica); 
los parámetros a considerar para dicho análisis y evaluación serán:   
1) Transacción Desestimada: 
• Exista explicación razonable y documentada que justifique y desvanezca todo indicio o 
sospecha.  
  
 
 
 
18 
    2) Transacción Corroborada:  
• El cliente no acredite documentalmente un fundamento para el esclarecimiento del caso, 
mediante explicación  y/o justificación legal, comercial y/o financiera.  
• La documentación, evidencia o fundamentos sean insuficientes.   
• Aun permanezcan indicios o razones para sospechar.   
• Durante el proceso de investigación, inadvertidamente pudiera prevenir al cliente del 
análisis que se está realizando.  
     Según resultados del análisis y evaluación del caso inusual o sospecho y a consideración 
del Comité de PLD/FT, el Administrador de PLD/FT procederá a:   
     A) Desestimar el caso: 
• No será necesario elaborar un Reporte de Operaciones Sospechosas, Porque es 
considerada una transacción normal.  
B) Ratificar el caso: 
• Clasificar la operación como sospechosa. 
• Incluir dicha operación  en el Reporte de Operaciones Sospechosa (ROS).  
• Reportar a la Unidad de Análisis Financiero (UAF). 
     El Administrador de PLD/FT contará con un plazo máximo de 30 días para analizar las 
operaciones detectadas como inusuales, periodo en el cual se determinará si dicha operación es 
calificada o no como sospechosa.  De acuerdo a los resultados del análisis, se contará con un 
periodo de 3 días hábiles  contados a partir de la fecha en que la  operación inusual haya sido 
calificada como  sospechosa para proceder a emitir un ROS a la autoridad  correspondiente. En 
ambos casos se deberá archivar la documentación obtenida en el proceso de detección, análisis y 
evaluación de la transacción inusual.   
     Todas las operaciones consideradas como Sospechosas deben reportarse a la Unidad de 
Análisis Financiero (UAF), incluyendo las intentadas y no realizadas e independientemente de la 
cuantía, naturaleza o tipo de cliente. 
    Según el art. 12 de Norma para la gestión y prevención de los riesgos de financiamiento al 
terrorismo; y, de la financiación de la proliferación de armas de destrucción masiva. 
     Actualización del PIC  
•  Como máximo cada 2 años cuando se trate de clientes de Riesgo Alto. 
•  Como máximo c/4 años cuando se trate de clientes de Riesgo Medio.  
•  Como máximo cada 5 años cuando se trate de clientes de Riesgo Bajo. 
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     Origen de los fondos  
     Según art. 12 inciso B (literal ix) de la norma para la gestión y prevención de los riesgos de 
financiamiento al terrorismo; y, de la financiación de la proliferación de armas de destrucción 
masiva. 
     Se deberá anotar en el Perfil Integral del Cliente la procedencia del dinero 
     Por  ejemplo: 
•  Por una herencia. 
•  Por un préstamo.  
•  Venta de alguna propiedad o bien. 
•  Ahorros, pago de salario. 
•  Ingresos de la empresa o negocio del cliente. 
     El Ejecutivo de Servicio al cliente deberá verificar que se haya detallado el monto y la   
procedencia de los fondos del cliente.                       
4.2.4      Identificación 
 
     Según art. 9 de la norma para la gestión y prevención de los riesgos de financiamiento al 
terrorismo; y, de la financiación de la proliferación de armas de destrucción masiva. 
     Al iniciar cualquier tipo de relación es importante identificar al cliente mediante el documento 
de identificación adecuado. 
     Verificando como mínimo lo siguiente: 
• Debe verificar que el documento no contenga alteraciones  
• Cotejo de la Fotografía   
• Documento vigente  
• Nombre completo del Cliente  
• Nacionalidad y Dirección  
     Inicio de la Relación con el Cliente 
     La compañía al iniciar una relación contractual con clientes habituales en operaciones activas, 
pasivas o de confianza o de cualquier otro servicio; debe efectuar la identificación del mismo, 
incluyendo a sus representantes o gestores de éstos, y de sus beneficiarios finales, según 
corresponda; por lo que deberá:   
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• Solicitar original y fotocopia de la Identificación del cliente, que sea: legal, oficial, 
vigente, confiable e indubitable.  
• La Identificación no deberá contener alteraciones. 
• Verificar la documentación presentada por el cliente, según sea el tipo de cliente: 
Persona natural o persona jurídica. 
• Conservar fotocopia clara y legible de todos los documentos solicitados por la Compañía. 
• Aplicar la política de DDC de manera diferenciada de acuerdo con la sensibilidad y nivel 
de riesgo de LD/FT.  
4.2.5. Señales de Alerta en la Industria del Seguro 
 
    Según art. 27 de la norma para la gestión y prevención de los riesgos de financiamiento al 
terrorismo; y, de la financiación de la proliferación de armas de destrucción masiva 
• Comportamiento incongruente o anormal: Esto implica cambios súbitos o inesperados en 
el estilo de vida del asegurado, modificaciones anticipadas o inconsistentes de las 
condiciones contractuales originales. 
• Despreocupación por cargos adicionales o costos por cancelación anticipada: Es anormal 
que al asegurado no le inquiete incurrir en costos adicionales por modificar los términos 
originales de un contrato o cancelarlo anticipadamente.  
• Excesivo interés por conocer opciones de cancelación o redención anticipada. 
• Cambio de beneficiarios.  
• Aseguramiento de bienes valiosos incongruente con el perfil económico del cliente. 
• Persona natural que solicita o pretende adquirir pólizas de seguro de vida, para terceras 
personas con las que no les une ningún vínculo familiar.  Por ejemplo: su conductor, la 
asistente del hogar, o su vigilante, y éste solicita ser el beneficiario de dichas pólizas.  
• Persona natural que su actividad económica o laboral.  Por ejemplo: Vigilante, jardinero, 
trabajador agrícola, no justifica el amplio conocimiento que tiene de la industria de 
seguros, y de las condiciones de los productos que ésta oferta, y solicitan pólizas para 
pagarse de contado y en efectivo, pero que al solicitárseles los documentos e información 
para llenar su perfil desisten de tomar la póliza.  
• Persona natural que visita sucursales de la compañía de seguros, ubicadas en 
departamentos diferentes al de su negocio y domicilio habitual.  Esta persona busca 
asegurar vehículos usados de años recientes, identificándose con documentos en que su 
nombre difiere del que aparece en las escrituras de compraventa, y que, al revisar el 
padrón electoral, la persona no existe, alegando haber realizado modificaciones en su 
cédula.  
  
 
 
 
21 
• Personas que tienen marcadas diferencias al momento de firmar más de un documento.  
Por ejemplo: entre la firma de la solicitud de la póliza y la firma del Perfil Integral del 
Cliente (PIC) ha transcurrido un mínimo de tiempo, y sin embargo, dichas firmas no 
coinciden.  
• Personas que, en un corto periodo de tiempo, aseguran a su nombre varios vehículos 
nuevos recién salidos de la casa comercial, pero no proveen con exactitud la información 
sobre cuál es la actividad a la que se dedica. 
     Operaciones Expuestas  
1) El pago de prima en efectivo:  
• Directamente a la aseguradora.  
• A través del intermediario.  
2) El sobre pago de primas.  
3) La cancelación anticipada de una póliza de seguro 
• Rescate.   
• Devolución de prima no devengada.  
4) Retiros anticipados de las pólizas de ahorro/inversión.  
5)  Incrementos anormales de la suma asegurada.  
6) Siniestros fraudulentos y/o sumas elevadas. 
7) Productos en riesgo: 
• Seguros de Vida con opción de ahorro.  
• Seguros de Daños patrimoniales sobre Residencias de lujo y Fincas.  
• Seguros de Automóviles sobre vehículos lujosos.  
8) Seguros contratados por Negocios legalmente constituidos, pero Controlados por 
organización criminal: 
• De fachada  
•  De papel 
4.2.6 Perfil de un posible lavador de dinero 
 
      Según el Lic. Hugo amador administrador en jefe del área de cumplimiento (2017) 
• Asume un perfil del Cliente Normal.  
• Es profesional para diseñar la estrategia para lavar dinero.  
• Sabe internacionalizar las actividades de lavado de dinero.  
• Aprovecha Sectores, Instituciones, actividades, Productos y/o Servicios y operaciones 
Vulnerables.  
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• Prefiere utilizar terceros para la realización de las operaciones.  
•  Busca personas y/o empresas con problemas financieros.  
• Reclutas colaboradores y/o coacciona a personas.  
• Busca países de la lista negra o débil en sus controles. 
4.2.7   Estructuras o cargos con definición de responsabilidades en la Norma PLD/FT 
 
• Socios   
• Junta Directiva  
• Comité de Prevención LD/FT  
• Administrador de Prevención LD/FT  
• Auditores Interno y Externo 
• Políticas, procedimientos y controles internos de Debida Diligencia con enfoque basado 
en riesgo (contenidas en Manual de PLD/FT/FP)  
• Política de “Debida Diligencia para el Conocimiento del Cliente” (DDC). 
• Políticas Complementarias de Conocimiento (Empleados, Intermediarios de Seguros, 
Proveedores, Reaseguradores).  
• Política de Matrices para la Evaluación Periódica de Riesgos LD/FT.  
• Política de Monitoreo permanente de la relación comercial en atención al riesgo LD/FT. 
• Política de Detección Temprana de Operaciones Inusuales.   
• Política de Reporte de Operaciones Sospechosas conforme las leyes y normas de la 
materia.   
• Política de Detección y Reporte de Transacciones en Efectivo por montos específicos 
conforme las leyes y normas de la materia.  
•  Política de retención, conservación y archivo de información física y/o electrónica, a 
disposición de autoridad competente. 
4.2.8 Compromiso de la Compañía frente al LD/FT. 
 
• Evitar la exposición de los riesgos inherentes al LD/FT. 
• Aplicar los controles internos establecidos en la políticas y procedimientos contenidos en 
el SIPAR LD/FT:  
• Conocimiento del Cliente.  
• Conocimiento al Empleado.  
• Relación con agentes e Intermediarios de Seguros.  
• Identificación de Operaciones Inusuales y/o Sospechosas.  
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• Rastro documental (conservación de expedientes). 
• Obligación, reserva y confidencialidad de la información.  
• Elaboración del Reporte de Transacciones en Efectivo (RTE).  
• Reporte de actividades inusuales y/o sospechosas. 
4.3 Marco legal: 
 
     Según las superintendencias de bancos y otras instituciones financieras (2018). 
     Norma para la Gestión de Prevención de los Riesgos del Lavado de Dinero, Bienes o Activos; 
y del Financiamiento al Terrorismo. Aprobada por el Consejo Directivo de la SIBOIF a través de 
Resolución: CD-SIBOIF-524-1-MAR5-2008 de fecha 05 de marzo del 2008 y publicada en el 
Diario Oficial La Gaceta, ediciones números: 63, 64, 65, 66 y 67 correspondiente a los días 4, 7, 
8, 9 y 10 de abril del 2008. Reformada por el Consejo Directivo de la SIBOIF a través  de las 
Resoluciones: CD-SIBOIF-576-1-MAR11-2009 de fecha 11 de marzo del 2009  y publicada en 
el Diario Oficial La Gaceta, edición número 62 correspondiente al día 31 de marzo del 2009, 
CD-SIBOIF-612-3-ENE27-2010 de fecha  27 de enero del año 2010 publicada en el Diario 
Oficial La Gaceta, edición número 73 correspondiente al día 21 de abril del 2010 y CD-SIBOIF-
721-1-MAR26-2012  de fecha 26 de marzo del año 2012, publicada en el Diario Oficial La 
Gaceta, Edición número 80 correspondiente al día 02 de mayo de 2012, fecha desde  la cual 
dichas Reformas están vigentes.    
     Ley-733-General de Seguros, Reaseguros y Fianzas, publicada en el diario oficial La Gaceta, 
ediciones números: 162, 163 y 164 correspondiente a los días 25, 26 y 27 de agosto de 2010.  
    Ley-735-Prevención, Investigación y Persecución del Crimen Organizado y de la 
Administración de los Bienes Incautados, Decomisados y Abandonados, publicada en el diario 
oficial La Gaceta edición número 199 correspondiente al 19  de octubre de 2010 
     Ley No.750, Ley de Seguridad Democrática, publicada en el Diario Oficial La Gaceta No. 
245, correspondiente al día 23 de Diciembre del 2010.   
     Ley-793-Creadora de la Unidad de Análisis Financiero, publicada en el diario oficial La 
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oficial La Gaceta edición número 25 del 08 de febrero de 2013. 
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Financiamiento al Terrorismo (FT) y el Financiamiento a la Proliferación de Armas de 
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Beneficiario Final, del 17 de Agosto del 2017. 
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4.4. Caso práctico 
4.4.1 Perfil de la compañía de seguros. 
 
     La compañía de seguros América inicia a operar en el año 1997 bajo la supervisión de la 
SIBOF para emitir Seguros Patrimoniales, Seguros de Personas y Fianzas. Asumiendo riesgos 
prudentemente, les permite mantener relaciones estables con Compañías Reaseguradoras líderes 
en el mercado internacional de reaseguro. 
     De esta manera los clientes reciben un excelente servicio y perciben solidez y confianza y así 
contribuyen significativamente al bienestar social y económico de los nicaragüenses. 
4.4.2 Misión de Seguros Américas: 
 
     Es una Compañía de seguros que asume prudentemente los riesgos a que están expuestos la 
comunidad y sus bienes en Nicaragua. Hacen esto fundamentados en la más estricta buena fe y 
en un equipo de profesionales altamente motivados, eficientes y creativos infundidos de un alto 
espíritu de compromiso con nuestros clientes y la comunidad, respaldados por inversionistas de 
reconocida solvencia económica y moral, y de las empresas reaseguradoras más sólidas del 
mundo. 
4.4.3 Visión de Seguros Américas: 
 
     El  propósito es ser la compañía de seguros líder en el mercado nicaragüense en los 
segmentos de seguros personales y empresariales, con una clientela altamente satisfecha del 
servicio que recibe y de la seguridad, solidez y confianza que le ofrecemos. 
     Logrando este propósito con el apoyo decidido de un personal altamente calificado y 
profesional; aliados con las empresas reaseguradoras más sólidas del mundo; y con el prestigio, 
solvencia económica y moral de nuestros accionistas. 
     De esta forma satisfacen las necesidades de protección de la comunidad nicaragüense, ofrecen 
oportunidades de trabajo estimulantes y bien remuneradas al personal, llenan las expectativas 
económicas y sociales de los accionistas y contribuyen al resurgimiento socioeconómico de 
Nicaragua. 
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4.4.4 Valores de la compañía de seguros América: 
 
• Actitud de servicio 
• Compromiso 
• Eficiencia y Efectividad 
• Ética y Honestidad 
• Trabajo en equipo 
4.4.5 Matriz de evaluación de procedimientos de cumplimiento de la norma de PLD/FT 
 
     El objetivo de elaborar la Matriz es para evaluar los procedimientos que aplica la compañía de 
Seguros Américas para la prevención de Lavado de Dinero y Financiamiento al Terrorismo  
según lo que establecido por la norma. 
     La matriz se presenta de la siguiente manera en tres columnas en la primera lo que indica la 
norma donde se hará mención de algunos artículos con los cuales se realizara la comparación, en 
la segunda columna indicara si la compañía de Seguros Américas cumple o no con lo que indica 
la norma y en la tercera columna las observaciones de lo que se investigó. 
 
Lo que indica la norma de 
PLD/FT/FP 
Cumple con las normas la 
compañía de seguros 
Observaciones durante la 
investigación. 
si no 
Según el art. 4 de la norma 
establece las medidas 
especificas de prevención y 
detección de PLD/FT 
x  La compañía de seguros si 
establece las medidas para 
detectar y mitigar la 
procedencia de dinero ilícito. 
Según el art.16 de la norma 
establece la detección y reporte 
inmediato a la UAF 
x  La compañía al detectar alguna 
procedencia sospechosa de 
dinero ilícito reporta 
inmediatamente a la UAF para 
que le den su debido 
  
 
 
 
27 
seguimiento.  
Según el art.23 de la norma 
establece el enfoque basado en 
el riesgo para identificar 
clientes y transacciones de alto 
riesgo relacionado con el 
financiamiento a la 
proliferación. 
x  La compañía si cuenta con un 
manual de prevención de 
lavado de dinero, el cual 
catalogan  a cada cliente según 
el grado de riesgo que poseen, 
También implementan políticas 
para llevar un mejor control.  
Según el art. 25 de la norma 
mayor control a los clientes y 
transacciones de alto riesgo. 
x  La compañía cumple con darle 
el debido seguimiento a 
cualquier operación 
sospechosa. 
Según el arto. 28 de la norma 
acciones en caso de dudas por 
razones de complejidad o falta 
de información con respecto a 
clientes y/o transacciones de 
alto riesgo. 
x  La compañía envía su reporte 
de operaciones sospechosas a 
la UAF. 
Según el arto. 34 monitoreo de 
transacciones. 
x  La compañía cuenta con un 
programa completo para 
reportar a la UAF las 
actividades o patrones 
sospechosos para 
prevención y mitigación del 
LV/FT. 
Según el arto. 35 filtrado de 
listas. 
x  La compañía realiza los 
debidos filtros antes  de 
hacer una transacción con 
algún cliente de acuerdo a 
lo establecido en la norma. 
 
     Al realizar la matriz llegamos a la conclusión que la compañía de Seguros Américas  cuenta 
con un manual completo que cumple con todo lo todo lo establecido por la norma para la 
prevención y mitigación del Lavado de Dinero y Financiamiento al Terrorismo. Al momento de 
presentar sus informes al ente regulador los presenta en tiempo y forma de acuerdo a la que 
manda la ley. 
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     Ejemplo #1 para determinar como una empresa de seguro puede ser involucrado en el 
lavado de dinero o financiamiento al terrorismo. 
     Supongamos que un cliente compra un auto del año y el quisiera asegurarlo con la empresa de 
seguros América, este cliente es catalogado como persona natural y la prima asegurada no 
traspasa los 1,000 dólares, el cual por ser de riesgo tipo bajo no es llevada al área de 
cumplimiento, mas sin embargo el cliente llega nuevamente y quiere adquirir otro seguro llega a 
traspasar los 1,000 dólares este tiene que ser reportada al área de cumplimiento para que le de la 
debida diligencia al cliente y según su catalogo de riesgo pedir la documentación indicada las 
cuales serian: 
 El PIC 
 Documentación de identidad 
 Verificación en lista de riesgo 
     Si el ejecutivo de atención al cliente o vendedor de la póliza no puede identificar el tipo de 
riesgo o detectar la actividad inusual de este cliente podría causar la posible filtración de dinero 
ilícito a la compañía de seguros y de no ser llevada al área de cumplimiento el ejecutivo será 
sancionado o bien despedido de la compañía por su falta de precaución con las medidas que 
implementadas por seguros América para mitigar los riesgos de lavado de dinero. 
     Ejemplo #2 para determinar como una empresa de seguro puede ser involucrado en el 
lavado de dinero o financiamiento al terrorismo por medio diamante del fraude. 
    Componente del diamante del fraude: 
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     Supongamos que el ejecutivo de atención al cliente o vendedor de la compañía Seguros 
América tiene algunos problemas financieros que no es capaz de resolver por medios legítimos, 
así que empieza a considerar el llevar a cabo un acto ilegal, falsifica documentos de los clientes 
para quedarse con el dinero, como una forma de resolver su problema. 
     La oportunidad percibida el ejecutivo de atención al cliente o vendedor de la compañía 
Seguros América esta persona utiliza su posición de confianza ya que se lleva muy bien con el 
jefe del área aprovecha la oportunidad para resolver sus problemas financieros con una baja 
percepción del riesgo de ser descubierto. 
     La Racionalización en este caso el ejecutivo de atención al cliente o vendedor se justifica 
pensando que lo que hace es porque realmente lo necesita consecuentemente, el defraudador 
deberá justificar sus actos de una forma que sean aceptables. 
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V. Conclusiones 
      
     Para concluir podemos decir que el lavado de dinero y el financiamiento del terrorismo son 
delitos financieros que tienen consecuencias graves para cualquier institución las cuales pueden 
amenazar la estabilidad económica de las instituciones financieras sea privada o estatal. 
     Además la organización de un área de administración es determinante para la prevención del 
riesgo del lavado de dinero y financiamiento del terrorismo a lo interno de la compañía de 
Seguros América, ya que la creación e implementación de políticas, estrategias, procedimientos 
y herramientas administrativas facilitan una respuesta segura de la compañía a situaciones de 
riesgo a nivel interno y externo, así se reduce la indecisión de sostenibilidad de la compañía. Por 
lo tanto  manda a la creación de toda una estructura que sostenga su actividad y responda a los 
requerimientos legales a nivel interno y externo de la compañía.  
     Las leyes y normas son precisas en la lucha contra el lavado de dinero y el financiamiento del 
terrorismo son esenciales para proteger la integridad de la compañía de Seguros América, ya que 
ayudan a mitigar factores que faciliten ilegalidades financieros. Las medidas para evitar y 
combatir el lavado de dinero y el financiamiento del terrorismo, por lo tanto, responden no solo a 
una absoluta moral sino a una necesidad económica que la compañía debe cumplir según lo 
establecido en las leyes del país. 
     Por último, con el caso práctico comprobamos que la compañía  Seguros América cumple con 
todo lo establecido en la ley. Además, podemos agregar que la SIBOIF como ente regulador de 
las instituciones de seguros verifica que se cumpla con todos los mecanismos determinados en 
las leyes y normas.  
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