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Seznam uporabljenih simbolov 
IR  infrardeče območje spektra elektromagnetnega valovanja 
LCD  zaslon s tekočimi kristali (ang. Liquid Crystal Display) 
GSM svetovni sistem za mobilne komunikacije (ang. Global System for Mobile 
communications ) 
GPRS  prenos podatkov v brežičnih omrežjih (ang. General Packed Radio Service) 
DC  enosmerna električna napetost 
AC  izmenična električna napetost 
U  napetost [V] 
SIM modul za identifikacijo naročnika mobilnih storitev (ang. Subscriber identity 
module) 
IP  internetni protokol (ang. Internet Protocol) 
𝐼1  tok v normalnem stanju [A] 
𝐼2  tok v alarmnem stanju [A] 
𝑇1  čas avtonomije v normalnem stanju [h] 
𝑇2  čas avtonomije v alarmnem stanju [h] 
𝐶  kapacitivnost akomulatorja [Ah] 
NTC  termistor z negativnim temperaturnim koeficientom 
PTC  termistor z pozitivnim temperaturnim koeficientom 
𝐻2  vodik 
𝐶𝑂  ogljikov oksid 
𝑁𝑂𝑋  dušikovi oksidi 
𝐾𝑊  fenolni-hidro karboni 
VSD  video detekcija dima (ang. Video Smoke Detection) 
DVR  digitalni video snemalnik (ang. Digital Video Recorder) 
VHS  domači video sistem (ang. Video Home System) 
NVR  mrežni video snemalnik (ang. Network Video Recorder) 
UTP  nezaščitena sukana parica (ang. Unshielded Twisted Pair) 
PVC  kemična spojina polivinil klorid 
PIN  osebna identifikacijska številka (ang. Personal Identification Number) 
VNC  varnostno nadzorni center 








Diplomsko delo predstavlja alarmne sisteme oziroma štiri vrste alarmnih sistemov, in sicer 
protivlomni sistem, protipožarni sistem, video nadzorni sistem in sistem kontrole pristopa. 
Prikazana je tudi študija izdelave alarmnega sistema. 
Prvi del diplomskega dela je razdeljen v štiri skupine. Vsaka od skupin predstavlja posamezni 
alarmni sistem. Za vsak sistem je opisano njegovo delovanje, sestavni deli, delovanje 
posameznih sestavnih delov in povezovanje med njimi ter smiselna postavitev le-teh glede na 
okolje namestitve in njihov način delovanja.  
Izvajanje inštalacije alarmnega sistema lahko, če je to sistem za  domačo uporabo in se signal 
o proženju alarma ne prenaša varnostno nadzornemu centru, opravi vsak posameznik. V 
kolikor objekt ni v lasti fizične osebe in se bo alarmni signal prenašal varnostni službi, mora 
imeti izvajalec alarmnega sistema posebno licenco in pri izvedbi upoštevati standarde in 
zakone iz tega področja, kar je opisano v drugem delu diplomske naloge. 
V tretjem delu je predstavljena študija izdelave alarmnega sistema za varovanje objekta, 
katerega namen je garažiranje različnih manjših strojev gradbene mehanizacije, njihove 
opreme in rezervnih delov. Polovica objekta bo uporabljena kot delavnica za servisiranje 
strojev, prostor nad delavnico pa kot stanovanjski del objekta. Študija zajema tudi pokrivanje 
parkirišča za večje stroje gradbene mehanizacije in okolice objekta z alarmnimi sistemi.  
Ključne besede: Alarmni sistemi, protivlomni sistem, protipožarni sistem, video nadzorni 








This diploma thesis presents four types of Alarm systems: Intrusion (unauthorised entry) 
alarm systems, Fire alarm systems, video control security systems and anti-burglary systems.  
 
The work is organised as follows. The first section describes the individual alarm system type, 
where a subsection is dedicated to each of the types, and addresses the specifics of types 
operation, commonly included components, connections between the components, and 
suitable placement of components, with consideration of the influential environmental and 
operational conditions.  
 
In second section we examined the possible installation and alarmation methods. The current 
standardisation and legal aspects regarding the security services providers are also being 
analysed in section two.  
 
In third section a study of a complex security system is presented. The alarm system is 
designed for protection of a building with construction machinery, a workshop and storage 
area and an adjacent residential area. The design also includes plans for protection of the 
adjoining parking spaces for heavy construction machinery.  
 
Keywords: Alarm systems, anti-burglary systems, Fire alarm systems, video control systems, 










Izbrati temo za pisanje diplomske naloge ni bilo lahko, saj se najprej nisem mogel odločit, o 
čem naj bi pisal. V življenju rad preizkušam in delam kaj novega, zato sem za pomoč pri 
odločitvi prosil izbranega mentorja. Predlagal mi je temo v povezavi z alarmnimi sistemi. O 
tej tematiki nisem vedel kaj veliko, zato sem  najprej začel raziskovati. Prvi vtis je bil, da je to 
obsežna tema, zajema veliko področij uporabe, načinov delovanja, veliko sestavnih delov, 
vendar se mi je tema zdela zelo zanimiva in sem se zanjo tudi odločil. Spoznati in  naučiti se 
več o delovanju posameznega sistema, o njihovih sestavnih delih in sami vgradnji mi je 
predstavljalo velik izziv. 
Zakaj alarmni sistemi? Vsi imamo ali bomo imeli svoje domove, lastnino, ki je dragocena v 
finančnem smislu ali dragocena samo za nas in jo želimo zaščititi, osebe, ki jih imamo radi in 
nočemo, da se jim kaj zgodi (delavci, družinski člani). V ta namen se uporabljajo alarmni 
sistemi, ki so v prvi vrsti namenjeni učinkoviti zaščiti nas samih in naše lastnine. Alarmni 
sistemi se glede na vrsto in namen zaščite delijo v štiri glavne podskupine tehničnega 
varovanja. Prva skupina so sistemi za preprečevanje vloma, od tod jim tudi ime protivlomni 
sistemi. Sistem sestavljajo senzorji (različnih tehnologij, načinov zaznavanja gibanja in 
izvedb), sirene (z zvočnimi in svetlobnimi signali opozarjajo o proženju alarma), tipkovnice 
(so namenjene nastavitvam in obveščanju o napakah ter rokovanju s samim sistemom), 
alarmna centrala (srce protivlomnega sistema), komunikacijska enota (prenaša alarmni signal 
na oddaljeno mesto) in povezave med elementi. Sistemi z nalogo zgodnjega odkrivanja požara 
so protipožarni sistemi. Osnovno delovanje in sestavni deli protipožarnega sistema so podobni 
protivlomnemu sistemu, razlika je le v tem, da senzorji in ostale naprave za zaznavanje 
nevarnosti požara ne zaznavajo gibanja, ampak dim, spremembe temperature in pline, ki so 
značilni pri procesu gorenja. Alarmiranje in pošiljanje alarmnega signala gasilcem ali 
varnostnim službam pa poteka na enak način kot pri protivlomnem sistemu. Ker sta si ta dva 
sistema po delovanju podobna, se v veliko primerih lahko izvede protipožarni sistem kot 
nadgradnja protivlomnega, in sicer na preprost način, da le dodamo ustrezne javljalnike, pri 
tem pa uporabimo isto alarmno centralo. Ostala dva opisana alarmna sistema pa služita za 
nadzorovanje prehoda, vstopa in dostopa v določen objekt, prostor ali okolico objekta, to je 
sistem kontrole pristopa. Ta sistem je sestavljen iz različnih identifikacijskih čitalcev 
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(biometričnih lastnosti, PIN- kode, kartice …), krmilne enote ter odpiralnih sistemov, in pa  iz 
sistema, ki s pomočjo kamer, snemalnikov in senzorjev gibanja nadzira določene prostore, in 
to je video nadzorni sistem. 
 Za učinkovito delovanje vseh štirih alarmnih sistemov in služenje svojemu namenu je zelo 
pomembno, da se pred samo inštalacijo pregleda objekt, njegovo okolico in vsak prostor v 
njem, ter se na podlagi namenjenih finančnih sredstev naročnika izbere najprimernejše 
elemente, ki ustrezajo objektu. Pri sami inštalaciji pa je najpomembnejše, da se le-ta izvede 
skladno z zakoni iz tega področja ter ob upoštevanju standardov in tehničnih smernic. Zakoni 
določajo tudi, kdo sme in kdo ne sme s posebnimi licencami izvajati in načrtovati inštalacijo 
alarmnih sistemov. 
Cilj diplomske naloge je predstaviti alarmne sisteme, tehnologije delovanja, njihovo zgradbo 
oziroma osnovne gradnike in način vgradnje ter izdelati študijo postavitve alarmnega sistema 











  2. Alarmni sistemi 
2.1 Protivlomni sistem 
Protivlomni sistem je signalno komunikacijska inštalacija, namenjena preprečevanju in 
zaznavanju vlomov skozi vrata in okna, javljanju nepooblaščenega vstopa na varovano 
območje. Omogoča obveščanje neposredno do odgovorne osebe oziroma uporabnika 
protivlomnega sistema ali varnostne službe, kar poteka preko telefonske ali druge povezave. 
Protivlomni sistem je v prvi vrsti zasnovan za varovanje objekta, ko v njem ni uporabnikov in 
v primeru proženja alarma verjetno ne moremo sami posredovati, zato je veliko boljša izbira 
posredovanje informacij varnostnim službam.  
 
Protivlomni sistem za delovanje potrebuje pet osnovnih elementov: 
- alarmna centrala, 
- tipkovnica, 
- senzorji, 
- notranja/zunanja sirena, 
- komunikacijska enota. 
2.1.1 Alarmna centrala 
Alarmna centrala je glavna kontrolna enota protivlomnega sistema. Namenjena je obdelavi 
signalov, katere posredujejo senzorji ali tipkovnice, ter krmiljenju siren in prenosu alarmnega 
signala sireni ali na oddaljeno mesto. Za neodvisno, učinkovito in normalno delovanje 
celotnega sistema potrebuje omrežno napajanje 230 V izmenične napetosti, akumulator za 
primer izpada električne energije ter transformator za prilagoditev napetosti. 
 
Slika 1: Alarmna centrala [3] 
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2.1.1.2 Glavne lastnosti  
Vhod ali področje centrale: Služijo za priklop senzorjev, pri nekaterih (ne pri vseh) je 
možno število vhodov razširiti z razširitvenimi moduli. Večinoma imajo 4, 8 ali 16 področji in 
do 64 razširitvenih vhodov, odvisno od velikosti in potrebe varovanega objekta [2]. 
Particija: Nam pove, koliko ločenih sistemov lahko deluje na eni centrali. To pomeni, da ena 
alarmna centrala podpira delovanje več samostojnih sistemov z ločenimi vhodi in gesli. 
Največje možno število particij je 32 [2].  
Spomin: zelo pomembna je kontrola dogodkov (z datumom in uro) shranjenih v eeprom 
centrale. Da lahko definiramo dogajanja v preteklosti (dostop uporabnikov, napake), mora biti 
spomin dogodkov čim večji, kar pa je odvisno od proizvajalcev in modela centrale. Običajna 
možnost shranjevanja je zadnjih 128 ali 256 dogodkov, zmogljivejši modeli pa lahko shranijo 
tudi do 1000 dogodkov [2].  
Raznolikost gesel: Alarmna centrala ima možnost vnosa od 32 do 250 in več različnih gesel. 
Raznolikost gesel je pomembna, če je v sistemu več različnih uporabnikov. Vsak uporabnik 
ima svoje geslo za vklop, izkop in dostop do nastavitev. Uporaba gesla se zapiše v spomin, 
tako je izvršena kontrola nad uporabniki [2]. 
Akumulator: Poskrbi za normalno obratovanje v primeru izpada omrežne napetosti. Njegova 
kapaciteta se prilagodi glede na število elementov v sistemu od 4,5 Ah do 40 Ah, mora pa 
zadostovati vsaj za 4 ure delovanja v stanju pripravljenosti v primeru izpada omrežne 
napetosti.  
Dobra lastnost sodobnih alarmnih central je, da ima možnost vnosa »prisilne kode«. To 
pomeni, da v primeru, če nas nekdo prisili, naj izklopimo alarm, na tipkovnici vtipkamo kodo 
prisile, alarmna centrala pa odreagira tako, da vseeno izklopi alarmni sistem, hkrati pa pošlje 
tihi alarm. To je uporabno le, če je alarmna centrala povezana z varnostnim nadzornim 
centrom. 
Vgradnja: Mesto vgradnje alarmne centrale je lahko skrito v središču stanovanja ali na težje 
dostopnem mestu, saj do nje ne dostopamo vsakodnevno, ampak le kadar je to potrebno. Po 
možnosti naj bo postavljena v bližini električnega in telefonskega priključka, če je način 
prenosa alarmnega signala preko GSM/GPRS povezave pa na mestu, kjer je dober signal. V 
primeru novogradnje alarmno centralo zaradi večje mehanske zaščite vgradimo v podometno 
5 
 
plastično ohišje, če pa to ni mogoče oziroma se alarmni sistem postavi naknadno, uporabimo 
nadometno kovinsko omarico. V vsakem primeru naj bo dimenzija omarice vsaj 300 mm x 
300 mm x 80 mm, tako da je dovolj prostora še za akumulator in transformator [9]. Slika 1 
prikazuje izgled alarmne centrale in omarice za vgradnjo. 
2.1.2 Tipkovnica 
Je edini element, ki je namenjen uporabniku za komuniciranje in rokovanje z alarmnim 
sistemom, zato mora biti pregledna, enostavna za uporabo in navsezadnje lepega izgleda. 
Slika 2 prikazuje izgled različnih tipkovnic. 
 
Slika 2: Alarmna tipkovnica [6] 
 
Omogočati mora: vklop in izklop sistema, vnos gesel, enostavno prikazovanje stanja sistema  
(z diodami ali modernejšimi in bolj privlačnimi za oko LCD-prikazovalniki, v zadnjem času 
tudi na dotik), pregled zadnjih dogodkov, zabeleženih v spomin alarmne centrale,  pregled 
napak, pregled trenutnega stanja in delni vklop sistema, kar pomeni, da lahko vključimo 
delovanje sistema le v določenih prostorih. V ostalih pa se gibljemo nemoteno. Tak način 
delovanja se lahko vključi avtomatsko ali ročno [2]. Na primer da je hiša podkletena, kjer se 
nahaja garaža kurilnica, klet in ostalo, kjer se ponoči ne gibljemo (tudi okolica objekta), 
nastavimo, da se senzorji v teh prostorih po določeni uri zvečer avtomatsko vključijo. 
Vgrajuje se nadometno in na vidnem mestu, tako da je vedno dostopna. Dobro je, da 
protivlomni sistem vsebuje magnetne kontakte na vseh oknih in vseh vhodih v objekt in da 
nam tipkovnica v primeru, da je okno ali vhod odprt, to javlja z utripanjem zaslona. Zato naj 
6 
 
bo le-ta nameščena v bližini vhodnih vrat, v gornji etaži, če je hiša več etažna in v bližini 
garažnih vrat, da opozorilo tipkovnice opazimo, preden zapustimo objekt.  
2.1.3 Senzorji  
So čutila oziroma pretvorniki merljivih fizikalnih veličin v električne veličine. Dajejo 
informacijo o fizikalni veličini v obliki analognega signala električne napetosti ali toka [1].  
Elektrotehnika  razlikuje dve vrsti senzorjev, aktivne in pasivne. Aktivni senzorji spreminjajo 
neelektrične fizikalne veličine v električne. Pasivni ne spreminjajo fizikalne količine, ampak 
zaznavajo le njihove spremembe prek sprememb, na primer upornosti zaradi lastnosti, 
dimenzij, temperature [1]. 
Glede na delovanje ločimo več vrst senzorjev, kot so senzorji pozicije, mejni senzorji, 
senzorji raztezka, sile, navora in pritiska, senzorji temperature in pa senzorji bližine, kateri 
imajo pri protivlomnih sistemih največjo vlogo [1].  
V skupino senzorjev bližine uvrščamo magnetne senzorje, kapacitivne senzorje, induktivne 
senzorje, ultrazvočne senzorje in infrardeče senzorje. 
Pri alarmnih sistemih pa senzorje glede na mesto vgradnje delimo še v dve skupini, notranje 
in zunanje. 
Posebnih pravil glede namestitve in števila senzorjev ni, saj je vsak objekt zase unikaten. 
Namestitev in število senzorjev je odvisno glede na njihov način delovanja, stopnje zaščite in  
ogroženosti investitorja. Dobro je, da so senzorji postavljeni v vseh prostorih pritličja in v 
kleti, če je objekt podkleten. V posamezni etaži pa vsaj tam, kjer bo moral vlomilec prečkati 
hodnik ali določen prostor. Nenapisano pravilo je, da če že vgrajujemo protivlomni sistem, ne 
smemo razmišljati, ali bomo vgradili en senzor več ali manj, raje dva več.  
2.1.3.1 Notranji infrardeči senzorji gibanja  
So najbolj razširjen, po delovanju preprost ter najpogostejši način varovanja prostorov.  
Deluje na principu infrardečih žarkov, razporejenih po prostoru. Razporeditev infrardeče 
svetlobe dosežemo z uporabo različnih leč. Senzor v območju pokritja infrardečih žarkov 
spremlja spremembo temperature (dT/dt). To pomeni, da senzor v primeru spremembe 
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temperature v določenem času ustvari oziroma posreduje centrali signal, ta pa sproži alarm 
[4]. 
Tehnične specifikacije IR senzorja na sliki 3 [8]:  
- napajanje 8,2–16 V DC 
- tokovna poraba 8/10 mA pri 12 V DC 
- temperaturna kompenzacija 
- trajanje alarma 2 s 
- temperatura delovanja -10˚C  do +50˚C 
- kot pokritja  90˚ 
- višina montaže 2–2,4 m, samodejna kalibracija 
- teža 61 g 







Pri namestitvi infrardečih senzorjev moramo upoštevati veliko dejavnikov, ki lahko vplivajo 
na njegovo delovanje ter temu primerno izbrati pravo mesto. Pozorni moramo biti na naprave, 
ki spreminjajo temperaturo varovanega prostora (radiatorji, klime ...) in oddajajo 
elektromagnetno sevanje (osebni računalniki, mobilni telefoni, brezžične naprave itd.). Prav 
tako je pomembno predvideti, da se majhni prostori, kopalnice veliko hitreje segrevajo,  da so 
leče senzorja občutljive tudi na sončne žarke in tudi na direktno osvetlitev avtomobilskih luči 
[9]. Vse našteto lahko povzroči, da senzor zazna spremembo temperature ter sproži lažni 
alarm. Če se v objektu nahajajo male živali, je potrebno izbrati senzor, ki je prilagojen, da ne 
zaznava premikov do višine 1,2 m, tak senzor ne sme biti obrnjen proti stopnicam ali vratom. 
V primeru, da je mala žival mačka, zaradi nepredvidljivosti gibanja raje za zaščito vstopa 
uporabimo magnetni kontakt. 




                                          Slika 4: Zaznavanje infrardečega senzorja [8] 
Inštalacija senzorja je dokaj enostavna. Izberemo mesto, kjer je omogočeno najučinkovitejše 
zaznavanje, to je v smeri sekanja žarkov (slika 4) v kotu. Višina montaže je odvisna od 
specifikacije proizvajalca, običajno od 1,8 m do 3,2 m.  Ohišje senzorja pritrdimo direktno na 
steno, pod kotom 45 stopinj, če je senzor stenski, ali na strop. Razlika je v tem, da stropni 
ponavadi pokrivajo območje 360˚ na razdalji 5 m, stenski pa območje 120˚ na razdalji 
približno 10 m, vendar to ni standardno, ker se senzorji med seboj razlikujejo. Pri pripravi 
inštalacije nikoli ne uporabljamo podometnih doz. Dimenzija senzorja je lahko manjša od 
dimenzije doze in zato je končni izgled nezadovoljiv. Pustimo le podometno cev premera 16 
mm, ki se običajno uporablja za napeljavo inštalacij. Za povezovanje senzorjev s centralo je 
najbolj priporočljiv 6-žilni kabel dimenzij 2 x 0,5 mm + 4 x 0,22 mm  LiYY, pri tem je 
potrebno upoštevati dolžino med senzorjem in centralo ter glede na razdaljo med njima izbrati 
pravi premer napajalnega dela kabla, ki je do razdalje 200 m 0,5 mm. V primeru daljše 




Iz karakteristike vidimo,  da je domet pokritosti senzorja LC 100-pi pri najvišji priporočeni 
višini vgradnje 15 m. Karakteristika 2 pa prikazuje, da je senzor najbolj učinkovit oziroma je 
pokritost največja, če je vgrajen v kotu. 
  










Tabela 1: Premer napajalnega dela signalnega kabla v odvisnosti od razdalje med senzorjem 
in alarmno centralo [8] 
 
 
2.1.3.2 Notranji senzorji dvojne tehnologije 
Tako se imenujejo zaradi njihovega delovanja, ker en senzor vključuje dva načina zaznavanja. 
Deluje na osnovi infrardečega in mikrovalovnega zaznavanja. Delovanje infrardeče 
tehnologije je opisano že v poglavju 2.1.3.1. Mikrovalovno zaznavanje pa temelji na osnovi 
Dopplerjevega pojava. Senzor ima sprejemnik in oddajnik mikrovala, kateri se po prostoru 
odbija nazaj do sprejemnika. Sprejemnik spremlja frekvenco oziroma valovno dolžino 
prejetega mikrovala. Če se dopplerjeva frekvenca poveča, pomeni, da se vsiljivec približuje in 
obratno. Problematično pri mikrovalovnem zaznavanju je, da valovanje sega izven 
varovanega prostora (okna, vrata). Sicer imajo ti senzorji možnost nastavitve občutljivosti, kar 
delno reši problem [8]. 
V poglavju 2.1.3.1 je opisano, da lahko na delovanje infrardečega senzorja vpliva veliko 
dejavnikov (hitre spremembe temperature, elektromagnetno sevanje, lahko že samo premik 
Dolžina kabla (m) 200 300 400 800 
Premer žice (mm) 0,5 0,75 1,0 1,5 
Slika 6: Domet zaznavanja (tloris) [8] 
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zavese ...). Te dejavnike je potrebno pri načrtovanju oziroma namestitvi senzorjev upoštevati 
in stremeti k temu, da ni lažnih alarmov. V tem primeru se uporabljajo veliko bolj stabilni  
senzorji dvojne tehnologije, ki pa so do 2-krat dražji od IR-senzorjev. Alarm se sproži šele, ko 
sta izpolnjena oba pogoja. To pomeni, da senzor dvojne tehnologije v sebi združi informacije 
mikrovalovnega in infrardečega senzorja in ju pretvori v digitalni signal. Signal analizira 
mikroprocesor, šele nato se alarm sproži. Primerni so za prostore s kaminom, garaže, kurilnice 
in na splošno za prostore s hitro spreminjajočo se temperaturo. 
2.1.3.3 Magnetni kontakti  
To so senzorji, ki delujejo na principu releja s hermetičnim kontaktnikom (reed rele), katerega 
vklop povzroči magnetno polje, ki se pojavi v bližini releja. Sestavljen je iz dveh delov, reed 
releja in magneta, kar prikazuje slika 7. Ko sta ta dva dela skupaj, je ustvarjeno magnetno 
polje, ki se v primeru razklenitve oziroma odpiranja vrat ali oken izniči. To povzroči proženje 
alarma. Zelo uporabni so za nočni način varovanja zaradi prisotnosti oseb v objektu. Tako 








Magnetne senzorje je najbolje vgraditi istočasno z ostalo inštalacijo, ko nismo omejeni z 
napeljavo ožičenja. V primeru novogradnje je priporočljivo magnetne kontakte vgraditi v vsa 
okna in vhodna vrata, tako je izvršena kontrola nad vsemi vhodi [3]. Če je objekt poslovna 
stavba, lahko magnetne kontakte  namestimo tudi v notranjih prehodih, kar  izkoristimo v 
primeru, da bo kdaj nameščena kontrola pristopa (kontroliranje vstopa nepooblaščenim 
Slika 7: Magnetni kontakt [29] 
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osebam v določen prostor). Poznamo tri vrste magnetnih senzorjev, to so vgradni, nadometni 
in nadometni magnetni kontakt za kovinska vrata. Zaradi tega se lahko pojavi problem pri 
izbiri pravega ali pri vgradnji. Problematična je vgradnja v okensko krilo, saj moramo 
zagotoviti ustrezno povezavo v profilu okna. Sodobnejša okna imajo magnetne kontakte na 
željo stranke že serijsko vgrajene.  
2.1.3.4 Senzor loma stekla  
Senzor loma stekla je analizator z vgrajenim mikrofonom, ki digitalno procesira vsak zvok v 
prostoru in se takoj odzove ob zaznavanju specifične frekvence loma, razbitja ali rezanja 
stekla. Na ostale vsakdanje zvoke (zvonec, zvonjenje telefona, glasba ...) pa je neobčutljiv. Z 
razvitim mikrofonskim sistemom zazna tudi do 10 m oddaljene zvoke, neslišne človeškemu 
ušesu. Njegovo občutljivost glede na prostor je mogoče nastaviti.  Nekateri imajo vgrajeno 
zaščito pred vplivi statične elektrike, elektromagnetnega in radijskega valovanja. Prednost 
senzorja pred drugimi oziroma pred IR-senzorjem je, da je lahko aktiven tudi ponoči.  Zelo 
učinkovit je v kombinaciji z magnetnimi kontakti, posebno če v prostoru ni senzorja gibanja 
(PIR-senzorja ali senzorja dvojne tehnologije) ali pa je ta v nočnem režimu delovanja 
deaktiviran [8].  
Vgradnja 
Senzor vgradimo v prostor, kjer je steklena površina in ne nanjo. Nameščen  naj bo na strop 
ali steno, ki se nahaja nasprotno od steklene površine, kar prikazuje slika 8. Usmerjen mora 
biti k steklenim površinam, pozorni moramo biti, da je linija do možnega izvora zvoka loma 






 Slika 8: Postavitev senzorja loma stekla [9] 
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2.1.3.5 Zunanji senzor dvojne tehnologije 
Protivlomni sistem ni namenjen samo varovanju notranjosti  objekta. Učinkovitost 
protivlomnega sistema lahko povečamo z opazovanjem  in varovanjem okolice, preden 
storilec stopi v objekt. Tako se izognemo  škodi, ki bi pri tem nastala. V tem primeru 
uporabimo zunanji senzor dvojne tehnologije. 
Senzor za zunanjo montažo mora biti zasnovan za delovanje v najzahtevnejših pogojih. 
Zunanji senzor mora biti imun na domače živali, temperaturne spremembe, vodo, sneg, mraz 
in vpliv sonca. Zunanji senzorji dvojne tehnologije uporabljajo kombinacijo enega ali dveh 
infrardečih senzorjev in pa mikrovalovni senzor.  Vgrajeno imajo tudi posebno lečo, tako 
imenovano PET MASK, ki preprečuje neželene zunanje vplive in odpornost na živali do 25 
kg. 
Tehnične specifikacije senzorja na sliki 9 [8] : 
- napajanje 9.6–16 V DC 
- tokovna poraba – mirovanje 24 mA pri 12 V DC 
- tokovna poraba – alarm  24 mA pri 12 V DC 
- temperatura delovanja -35˚C do +55˚C 
- temperaturna kompenzacija DA 
- prenapetostna zaščita  1 kV 
- višina montaže  0,8 m – 1,5 m 
- dimenzije  200 mm x 86 mm x 80 mm 
- teža 500 g 
 










Zunanje senzorje dvojne tehnologije  montiramo na ravno površino. Višina montaže je 
odvisna od tipa senzorja, po navadi je to od 0,8 m do 2,1 m. Usmerimo ga proti varovanemu 
območju oziroma tako, da bo morebitni vlomilec sekal žarke pokritja. Pri tem se izogibamo 
nekaterim lokacijam, kot so stene z naklonom 10˚ ali več, direktni usmerjenosti v kovinska 











Slika 10: Zaznavanje in domet senzorja na sliki 9 (pogled s 
strani) [8] 




Običajni infrardeči senzorji zaznavajo vsiljivca šele, ko je ta že v prostoru. Bariere pa so 
narejene tako, da vsiljivca zaznajo, ko se ta nahaja še zunaj objekta. Sestavljene so iz 
sprejemnika in oddajnika infrardečih žarkov, ki tvorijo  nekakšno zaveso, kar prikazuje slika 
12. Prehod oziroma prekinitev vseh žarkov povzroči takojšnji alarm. Število IR-žarkov je 
odvisno od oddajnika in proizvajalca bariere, po  navadi je to od 2 do 4 IR-žarkov [3]. 
Uporabljajo se za varovanje ograj, vhodov, prehodov in varovanju objektov na odprtem, lahko 








Višina montaže bariere oziroma oddajnika in sprejemnika naj bo, če varujemo vhode v hišo, 
približno na sredini oken ali vrat. V primeru da varujemo vhode, prehode čez ograje ali zid, pa 
naj bo višina sprejemnika in oddajnika od 0,7 m do 1 m nad tlemi. Pri tem moramo biti 
pozorni na direkten vpliv sonca, da so senzorji od ograje ali zidu dovolj oddaljeni. To pomeni, 
da jih ni možno preskočiti, da je lokacija montaže trdna in stabilna ter da je pot med 
sprejemnikom in oddajnikom prosta [9]. 
Slika 12: Bariera [30] 
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2.1.4 Sirena  
Glavna funkcija sirene je, da v primeru vloma opozori okolico in hkrati prežene storilca. 
Obveščanje je lokalno z oddajanjem zvočnega alarma ali v obliki utripajoče luči. Ločimo 
notranje in zunanje sirene. Pametno je uporabiti obe. Zunanje sirene so samonapajalne kar 
pomeni, da je v sireni vgrajen akumulator za neodvisnost od alarmnega sistema. V primeru 
prekinitve povezave z alarmno centralo ali če jo kdo s silo sname s stene, sirena v trenutku 
začne koristiti energijo akumulatorja. Delovanje sirene traja od ene do šest minut, odvisno od 
proizvajalca. Pomembno je, da je zvočnik sirene močan in vzbudi pozornost sosedov in 
mimoidočih [3]. Izgled zunanje sirene prikazuje slika 13. 
Notranje sirene se največkrat uporablja za javljanje v nočnem načinu delovanja. Če  nas skrbi, 
da bi zunanja sirena ponoči zbudila sosede, uporabimo notranjo sireno. Za vsa področja, ki jih 
želimo kontrolirati ponoči, programiramo tako imenovano funkcijo zvončka (zvok, ki je še 
vedno dovolj glasen, da ga slišimo med spanjem), če se odprejo okna ali vrata oziroma je 
zaznan premik v varovanem prostoru. Prednost te funkcije ni samo opozarjanje na 
morebitnega vlomilca.  Če so v objektu majhni otroci in  ponoči odprejo balkonska vrata ali 
okno, smo o tem obveščeni. 
Tehnični podatki sirene na sliki 13 [5]: 
- Tip: alarmna sirena z utripajočo lučjo 
- Barva svetlobe (svetilke): rdeča 
- U: 12 V DC 
- Frekvenca bliskavice: 120/min 
- Mera (globina): 43 mm 
- Mera (višina): 122 mm 
- Mera (širina): 73 mm 
- Mesto uporabe: na prostem in v notranjosti 
- Vrsta zaščite: IP54 














Notranje sirene so majhne in neopazne, zunanja sirena pa naj bo velika in opazna. Vgrajena 
naj bo na višini vsaj treh metrov oziroma tako, da onemogoča nepooblaščen dostop in 
možnost sabotaže. V preteklosti se je dogajalo, da so vlomilci na sireno, ki je bila nameščena 
nepravilno (na lažje dosegljivem mestu) vbrizgali maso in jo tako uničili.  V novejših sirenah 
pa so v notranjosti kontakti, ki zaznajo vbrizg katerihkoli tekočin in mas.  Za povezavo s 
centralo se uporablja enak kabel kot pri senzorjih (6-žilni kabel dimenzij 2 x 0,5 mm + 4 x 
0,22 mm LiYY) [9]. 
2.1.5 Komunikacijska naprava  
Alarmni sistem vključuje senzorje, ki v primeru izpolnitve pogoja ali napake alarmni centrali  
pošljejo informacijo v obliki signala. Temu pravimo proženje alarmnega sistema.  
Alarmna centrala mora preko vgrajene komunikacijske naprave poročati o proženju 
alarmnega sistema, in sicer na dva načina:     
 lokalno (notranje  in zunanje sirene) 
 na oddaljeno lokacijo 
Slika 13: Alarmna sirena z bliskavico [5] 
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O lokalnem prenosu signala govorimo, kadar alarmna centrala aktivira notranje ali zunanje 
sirene. 
Prenos signala na oddaljeno lokacijo pa poteka na naslednje načine: 
1. Uporaba analogne telefonske linije: To je še vedno najbolj razširjen komunikacijski vod. 
Prednosti uporabe analogne linije so, da jo podpira večino alarmnih central. Slabost njene 
uporabe  pa je, da je prenos podatkov počasen in da so  možne sabotaže.  
2. Prenos preko GSM/ GPRS-omrežja: Ta oblika prenosa se uporablja bolj za javljanje 
fizičnim osebam kot pa nadzornim službam. V tem primeru je potrebno alarmni centrali 
dodati GSM/GPRS-vmesnik in skleniti dodatno naročniško razmerje, obvezna je tudi 
dodatna SIM-kartica. Prednost je hitra montaža, slabost pa je počasen prenos sporočil; 
centrala oziroma vmesnik mora biti nameščen na mestu, kjer je signal (zgodi se lahko, da 
to mesto ni najprimernejše za montažo alarmne centrale), sabotaža je preprosta (z motilci 
GSM-signala) 
3. Prenos preko interneta: IP-prenos preko žičnega omrežja je hiter, varen in zanesljiv. 
Edini pogoj je, da ima varovani objekt 24-urni internet preko kabelskega operaterja. Za še 
večjo zanesljivost se uporablja prenos preko interneta v kombinaciji z GSM/GPRS- 
prenosom. V normalnem delovanju se podatki prenašajo preko interneta, če je ta povezava 
prekinjena ali pride do izpada elektrike, se podatki še naprej nemoteno prenašajo preko 
GSM/GPRS-povezave. Ta način je največkrat uporabljen za prenos na nadzorni center [9]. 
2.1.6 Splošno o inštalaciji 
Naročnik mora vedeti, kaj želi zavarovati in biti pripravljen na določene finančne stroške, ki 
so povezani s kakovostjo varovanja. Sistem je najprej potrebno sprojektirati.  
Projektant obišče stavbo ali območje, ki bo varovano, pregleda vse možnosti vdora in izvede 
analizo tveganja. Glede na standard EN 50131-1 se analizira naslednja tveganja: lokacijo 
postavitve, varovani predmet, kupčeve varnostne zahteve in okoljevarstvena tveganja. Analiza 
tveganja nam pove, ali bodo uporabljeni elementi ceneni (nizko varnostno tveganje, plastično 
ohišje, lahko jih je onesposobiti ...), dragi ali najdražji in iz katerega varnostnega razreda 
(standard SIST EN 50131-1) naj izberemo elemente protivlomnega sistema. Pri izbiri 
elementov je potrebno poznati tudi njihovo delovanje (tehnične specifikacije) in glede na 
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prostor montaže in vplive okolice izbrati pravi element. Pri sami inštalaciji in povezovanjem 
elementov med seboj pa je potrebno upoštevati zakonodajo in standarde s tega področja. 
2.1.7. Sodobni protivlomni sistem 
Večinoma so elementi protivlomnega sistema z alarmno centralo povezani vsak po svojem 
kablu. V primeru da je stavba večjega obsega, ima veliko število oken, vrat, prehodov, 
vhodov, ki jih je potrebno varovati, in posledično veliko senzorjev, predstavlja povezovanje 
vsakega senzorja s centralo po svojem kablu večji strošek, pa tudi nevšečnosti pri montaži, 
kjer je potrebno paziti na križanje z ostalo inštalacijo. V ta namen so se v zadnjem času razvili 
sodobni protivlomni sistemi, ki se lahko uporabljajo tudi v stanovanjskih hišah in drugih 
manjših objektih. Sodobni protivlomni sistem deluje tako, da je več senzorjev priključenih na 
eno linijo oziroma se senzorji, ki bi jih pri običajnem sistemu (vsak senzor po svojem kablu 
do alarmne centrale) dodelil eni particiji, pri sodobnem sistemu dodelijo eni liniji. Alarmna 
centrala je v tem primeru mikroračunalniška nadzorna enota, vsak senzor pa ima vgrajen 
mikrokrmilnik s svojim digitalnim naslovom, preko katerega je dosegljiv nadzorni enoti. 
Mikrokrmilnik senzorja spremlja parametre enega ali več (če je senzor dvojne tehnologije) 
merilnikov v samem senzorju, parametre za proženje alarma za vsak posamezni senzor lahko 
nastavljamo preko alarmne centrale. Mikroračunalniška nadzorna enota (alarmna centrala) v 
določenih intervalih preverja stanje vsakega senzorja na posamezni liniji, ob zaznavi 
nevarnosti pa ima senzor možnost, da preko vodila sam takoj o tem obvesti nadzorno enoto 
[41].  
 
2.1.8 Brezžični sistem  
Protivlomni sistem je lahko tudi brezžičen. Komponente brezžičnega sistema (senzorji, 
tipkovnice, alarmna centrala) delujejo na enak način kot pri žičnemu sistemu. Glavna razlika 
je v tem, da senzorji, tipkovnice in sirene niso z alarmno centralo povezani preko ožičenja, 
ampak preko dvosmerne radijske komunikacije. Vsi elementi razen alarmne centrale se 
napajajo preko vgrajene baterije. Da ne pride do nevšečnosti, je baterija stalno nadzorovana, 
nizko stanje baterije pa je takoj vidno pri pregledu napak na tipkovnici. Brezžični sistem ima 




Prednosti brezžičnega sistema so:    
- vgradnja v povsem končano hišo ali stanovanje je enostavna (ni potrebno ponovno razbijati             
in pripravljati električne inštalacije ); 
- enostavna montaža; 
- vgrajeno baterijsko napajanje z dolgo življenjsko dobo. 
Slabost brezžičnega sistema je:  
- možnost sabotaže z motilci. 
 
Če želimo zavarovati manjše objekte (vikend, zidanica), se za to največkrat uporabi enostavni 
brezžični sistem. Enostavni pomeni, da sistem sestavlja ena brezžična/žična alarmna centrala, 
en ali dva senzorja gibanja (PIR) ali magnetni kontakt, ena brezžična sirena in akumulatorska 
baterija. Tak sistem je zelo enostaven za montažo in uporabo, ker je že vse nastavljeno. Tak 
primer enostavnega protivlomnega sistema proizvajalca DAHUA prikazuje slika 14. Cena 
kompleta je 405  € [37]. 
 
Slika 14: Enostavni brezžični protivlomni komplet DAHUA [37] 
 
2.1.9 Kompleti protivlomnih sistemov 
Kompleti protivlomnih sistemov so že sestavljeni alarmni kompleti in pri nakupu ne rabimo 
razmišljati in preverjati kompatibilnosti med elementi. Kompleti vsebujejo alarmno centralo, 
od enega do šestih senzorjev gibanja, transformator, akumulator, sireno, telefonski 
komunikator in tipkovnico. Tak že sestavljen sistem je primeren za varovanje enostavnih 
manjših prostorov in objektov, kot so trgovine, poslovni prostori, lokali, zidanice in 
individualne hiše. Cene kompletov protivlomnih sistemov so različne, odvisno od 
proizvajalca. Slika 14 prikazuje žični komplet protivlomnega sistema proizvajalca Jablotorn, 
ki vsebuje eno alarmno centralo, eno kontrolno tipkovnico, štiri detektorje gibanja, dve 
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notranji sireni, dimni senzor in akumulator ter razširitveni modul za 8 enot. Cena takega 
kompleta je 384 €[40]. Slika 15 prikazuje protivlomni sistem proizvajalca DAHUA, ki 
vsebuje enako število elementov kot sistem proizvajalca Jablotorn razen dimnega senzorja, 
cena kompleta pa je 329 € [37]. 
 
Slika 15: Komplet protivlomnega sistema proizvajalca Jablotorn [40] 
 






2.2 Protipožarni sistemi   
Požar v določenem objektu predstavlja veliko nevarnost za ljudi, njihovo zdravje, premoženje 
in za širšo okolico. Da se izognemo katastrofalnim posledicam požara, v objekt vgradimo 
sistem za zagotavljanje požarne varnosti. Sistem mora delovati tako, da požar zazna v 
najzgodnejši fazi, pri čemer se lahko izognemo večji gmotni škodi, morebitnim žrtvam in 
širjenju požara na druge objekte. 
Protipožarni sistem sestavljajo protipožarna centrala,  javljalniki požara oziroma senzorji 
(ročni ali avtomatski), sirene, pozivniki. Nekateri sistemi  so opremljeni še z dodatnimi 
izhodnimi vmesniki (gasilni sistemi, krmilniki požarnih loput, dvigal in vrat) za izvajanje 
funkcij v primeru požara ter vhodnimi vmesniki za kontrolo nad izvajanjem izhodnih 
vmesnikov (preverjanje zaprtja vrat, lokacije dvigala). 
Protipožarni sistem glede na delovanje delimo v dve skupini, konvencionalni in adresibilni 
(naslovni) sistem. 
2.2.1 Konvencionalni protipožarni sistem  
Javljalniki v tem načinu delovanja primerjajo trenutne vrednosti fizikalne veličine 
(temperatura, plini, dim) z veličino, ki je tovarniško nastavljena. Ob spremembi oziroma 
razliki v meritvi teh dveh vrednosti javljalnik javi stanje požarni centrali, ki ga določa sam. To 
stanje je lahko normalno ali alarmno. Konvencionalni sistem je lahko sestavljen iz ene ali več 
požarnih linij, vsaka linija pa ima lahko do 30 javljalnikov. Linija se začne v protipožarni 
centrali in konča preko zaključnega upora. Požarna centrala neprestano spremlja stanje 
napetosti na liniji. Če se napetost v napetostnem primerjalniku v centrali zniža, to posledično 
pomeni, da je eden od senzorjev ali javljalnikov zaznal spremembo, zato se mu je upornost 
zmanjšala, tok na liniji pa se je povečal. Problem pri tem je, da požarna centrala zazna le 
informacijo o alarmnem stanju na celotni liniji, ne pa tudi, kateri senzor je prožen. Takšni 
sistemi so se uporabljali v preteklosti, danes pa jih zaradi nizke cene najdemo le še v 
preprostejših objektih [10]. 
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2.2.2 Adresibilni protipožarni sistem  
Tudi ta sistem je sestavljen z več linijami, ki se začnejo in končajo v protipožarni centrali in 
na katere so priklopljeni javljalniki. Vendar le-ti požarni centrali ne pošiljajo le dveh stanj 
alarma, ampak tudi lokacijo in dejansko izmerjene veličine v digitalni obliki (gostota dima, 
temperatura ...). Javljalniki ne določajo, ali je merjena veličina dosegla tovarniško mejo, 
ampak o tem presodi požarna centrala z višjo stopnjo inteligentnosti. Vsak javljalnik ima svoj 
naslov, nastavljen ob prvem zagonu sistema, protipožarna centrala zaporedoma kliče 
posamezni javljalnik in počaka na odgovor. Centrala lahko s pomočjo vgrajenih algoritmov 
glede na predhodno vrednost in vrednost izračunanih povprečij meritev posameznega 
javljalnika določa, ali je prišlo do požara in lahko spreminja tovarniško nastavljeno mejo 
proženja oziroma prag. To pomeni, da če je nek senzor, npr. dimni umazan, bo v tem primeru 
sistem še vedno deloval in ne bo sprožen lažnega alarma [10]. 
2.2.3 Protipožarna centrala  
Protipožarna centrala je glavna enota protipožarnega sistema. Namenjena je kontroli, 
procesiranju in prikazovanju signalov iz javljalnikov, signalizaciji v primeru napak ali požara, 
neprekinjenemu napajanju javljalnikov in siren z električno energijo, prenosu informacij na 
oddaljeno mesto (dežurne službe) in krmiljenju izhodnih komponent (vklop gašenja, izklop 
prezračevanja ...). 
KONTROLA SIGNALA IZ JAVLJALNIKOV 
Protipožarna centrala mora ves čas spremljati signale javljalnikov,  jih ustrezno procesirati in 
ovrednotiti, ali gre za lažni alarm ali za stanje alarma in izpisati lokacijo javljalnika. Izpis 
lokacije je možen le primeru sodobnejše centrale in delovanja v adresibilnem sistemu [31]. 
 
SIGNALIZACIJA V PRIMERU NAPAK ALI POŽARA in PRENOS INFORMACIJ 
Centrala mora v primeru požara s signalizacijo pravočasno obvestiti ljudi in dežurno službo o 
nevarnosti. Za obveščanje ljudi v prizadetem objektu se uporablja sirena, v hrupnih prostorih 
pa le-ta v kombinaciji z bliskavico. Dežurno službo ali gasilce pa centrala obvešča s signalom 
preko vmesnika za alarmiranje. Vse to se zgodi šele po izpolnitvi pogoja dvostopenjskega 
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alarmiranja. Dvostopenjsko alarmiranje preprečuje lažne alarme, tako da upošteva odzivnost 
dežurne osebe. Odziv je nadzorovan z dvema različnima časovnikoma (potrditveni čas in 
maksimalni čas odzivnosti). V prvi stopnji se signal prenese na dežurno službo, dežurno 
osebje pregleda stanje in resničnost alarma. V drugi stopnji oziroma po preteku nastavljenega 
maksimalnega časa odzivnosti (30 s) ali sprožitvi ročnega alarma, centrala prenese signal 24-
urni dežurni službi (VNC, gasilci), vklopi signalizacijske naprave in aktivira gašenje [32]. 
NEPREKINJENO NAPAJANJE 
Za napajanje vseh elementov (javljalniki, sirene) v sistemu z električno energijo skrbi 
protipožarna centrala. V primeru izpada električne energije to vlogo prevzame neprekinjeno 
napajanje.  Neprekinjeno napajanje sestavljata napajalnik in obvezen akumulator. Napajalnik 
napaja akumulator in nadzoruje omrežje, skrbi za napajanje centrale in celotnega sistema 
javljanja.  
Sistemske zahteve za rezervno napajanje protipožarnega sistema določa standard EN 54 del 
14. Ob izpadu omrežnega napajanja mora imeti požarni sistem naslednjo avtonomijo 
delovanja iz akumulatorja: 72 ur v normalnem stanju, po izteku tega časa še ½ ure v 
alarmnem stanju. Avtonomija se lahko skrajša na 30 ur, zagotovljeno mora biti takojšnje 
javljanje napake in odprava v 24 urah oziroma na 4 ure, če je na objektu usposobljeno osebje, 
rezervni deli in generator za rezervno omrežno napajanje. Pri izračunu kapacitete 
akumulatorja je potrebno upoštevati tok v normalnem stanju 𝐼1, tok v alarmnem stanju 𝐼2, čas 
avtonomije v normalnem stanju 𝑇1, čas avtonomije v alarmnem stanju 𝑇2 in faktor izgube 
kapacitete s staranjem 1,25 . Kapaciteta akumulatorja:  C = 1,25 ∗ (𝐼1 ∗  𝑇1 +  𝐼2 ∗  𝑇2) [36]. 
KRMILJENJE IZHODNIH KOMPONENT 
Med izhodne komponente protipožarnega sistema štejemo zapore dovoda kisika, odvode dima 
in toplote, razpršilnike vode, zasilno razsvetljavo, krmiljenje zasilnih izhodov. Vse te 






2.2.4 Javljalniki požara 
Javljalniki požara ali požarni senzorji so v sistemu protipožarne zaščite zelo pomembni. 
Poznamo veliko vrst različnih javljalnikov in načinov delovanja, zato je zelo pomembno, da 
dobro poznamo njihovo delovanje,  fizikalne lastnosti in občutljivost na posamezne vrste 
ognja ali dima. V nasprotnem primeru lahko to privede do lažnih alarmov oziroma je 
zaznavanje ognja v zgodnji fazi neustrezno. 
Protipožarne senzorje glede na sistem,v katerem delujejo, delimo na [11]: 
- klasične analogne javljalnike (ti centrali posredujejo le dve stanji, normalno in alarmno), 
- klasične adresabilne javljalnike (ti centrali posredujejo pozicijo in tri stanja, normalno, 
alarmno in napako), 
- analogno adresibilni javljalnike  (ti centrali posredujejo naslov oziroma pozicijo in vrednost 
merjene količine). 
Po funkcionalnosti ločimo ročne in avtomatske. 
2.2.5 Ročni javljalnik 
Je običajno električno stikalo, ki služi osebju za ročno proženje alarma v primeru požara. 
Stikalo je pred zlorabo zaščiteno s steklom, kar prikazuje slika 17, in ga je potrebno najprej 
razbiti. Obravnava se kot najbolj zanesljiva oblika javljanja. Signal z ročnega javljalnika ni 
nikoli lažen, zato alarmna centrala sproži ukrepe 2. stopnje požarnega alarma, to je prenos 
alarmnega signala 24-urni dežurni službi, vklop signalizacijskih naprav (sirene, zvočna 












Ročni javljalnik mora biti na vidnem mestu, dostopen, nameščen na višini 1,4 m + -0,2 m  nad 
tlemi, viden in osvetljen v vseh svetlobnih razmerah, tudi v času varnostne razsvetljave, 
nameščen na vseh evakuacijskih poteh, po potrebi označen z označevalno ploščico. Če je 
javljalnik nedelujoč, mora biti to označeno z napisom  »ne deluje«. 
Slika 18 prikazuje, da razdalja med dvema zaporednima javljalnikoma v prostorih z nizko 
stopnjo požarne ogroženosti ne sme presegati 100 m. V objektih, ki so obravnavi kot objekti 
visoke stopnje požarne ogroženosti, pa razdalja med dvema javljalnikoma ne sme presegati 40 
m, prav tako mora biti razdalja  med javljalnikom in osebo oziroma potjo osebe kjerkoli v 
prostoru manjša kot 30 m [12]. 
 




2.2.6 Avtomatski javljalniki  
Avtomatske javljalnike glede na njihovo delovanje ločimo na dimne, temperaturne, 
plamenske senzorje ter javljalnike iskre in plinov. Zelo učinkovit sistem javljanja pa je tudi 
nadzor z video sistemom. Slika 19 prikazuje hitrost zaznavanja požara glede na vrsto 
javljalnika. Začetno fazo gorenja, ko nastaja samo dim, zelo hitro zazna sistem za video 
detekcijo dima ter dimni javljalnik. Ko tlenje preide v fazo gorenja, to zazna plamenski 
javljalnik, toplotni javljalnik pa javi alarm šele, ko se temperatura prostora poveča do 
določene meje.  
 
Slika 19: Hitrost zaznavanja požara glede na vrsto javljalnika [32] 
 
2.2.6.1 Optični dimni senzor 
Slika 20 prikazuje delovanje optičnega dimnega senzorja in njegove sestavne dele. Senzor 
deluje na principu zaznavanja  svetlobe. Sestavlja ga izvor svetlobe, infrardeča LED-dioda (5) 
ali žarnica. Leča svetlobo združi v žarek, ki v odsotnosti dima potuje v ravni liniji mimo 
fotoelektričnega senzorja oziroma fotodiode (4), nameščenega pod kotom žarka. V primeru ko 
v komoro (1), pokrito z pokrovom (2), pridejo dimni delci, se pot žarka prekine oziroma se 
spremeni njegova smer. Žarki ne potujejo več v ravni liniji, ampak se razpršijo in odbijajo na 
vse smeri, tudi proti fotoelektričnemu senzorju, ki zazna svetlobo, zato se mu poveča tok, 




Slika 20: Sestavni deli optičnega dimnega senzorja [13] 
Lociran naj bo tako, da zaščiti vse prehode med prostori in nadzoruje vsak vhod v spalnico, če 
to ni mogoče, je lahko tudi v spalnici. Dobro je, da  je v vsakem nadstropju nameščen vsaj 
eden. 
Namestimo ga tam, kjer je koncentracija dima največja, torej na strop. Če ima strop odprtine, 
je senzorje potrebno namestiti tudi tam. Če je strop dvojen oziroma spuščen in elektro 
inštalacije potekajo nad spuščenim stropom, je prav tako potrebno ta prostor nadzorovati. Vse 
to in še več narekuje standard SIST EB 54 del 14. Na višini montaže do 12 𝑚  senzor varuje 
približno 60 𝑚2, lahko tudi več, kar je odvisno od proizvajalca. 
2.2.6.2 Žarkovni dimni senzor 
Deluje na podobnem principu kot optični dimni senzor. Sestavlja ga oddajnik in sprejemnik 
infrardeče svetlobe. Oddajnik oddaja infrardeč žarek, ki je usmerjen proti sprejemniku, 
razdalja med njim ne sme biti večja od 100 m. Sprejemnik nadzoruje jakost žarka. Če ta 
zaradi prisotnosti dima dovolj oslabi, javljalnik javi alarm. Občutljivost sprejemnika oziroma 




Nadzoruje površino približno 100 m x (od 14 m do 28 m), zato se uporablja v večjih prostorih 
(skladišča, proizvodne hale, dvorane ...). 
 
Slika 21: Žarkovni dimni senzor [16] 
 
2.2.6.3 Ionizacijski dimni senzor 
Ta  javljalnik je sestavljen iz komore, v kateri je majhna količina radioaktivnega vira 
(Armencij 241). Radioaktivni vir z zbijanjem elektronov molekulam zraka povzroči ionizacijo 
v komori, ioni potujejo k negativni in pozitivni elektrodi. To omogoči prehod majhnega 
konstantnega električnega toka med dvema poloma (med pozitivnim in negativnim). Pol 
predstavljata dve elektrodi, priklopljeni na enosmerno napetost. Če med elektrodi vstopijo 
delci dima, ti zmanjšajo prevodnost komore in vrednost električnega toka pade, to zazna 





Slika 22: Prikaz delovanja ionizacijskega dimnega senzorja [14] 
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2.2.6.4 Aspiracijski javljalnik dima 
Aspiracijki javljalnik je detektor dima, ki deluje na osnovi vzorčenja zraka. Skozi tanke cevke 
z odprtinami s pomočjo ventilatorja vsrkava vzorce zraka. Zrak potuje skozi do 10-mikronski 
filter, ki najprej loči grobe prašne delce, manjši pa potujejo v merilno komoro. Merilno 
komoro sestavlja zmogljiv optični sistem, največkrat laser. Ta z zmogljivim procesorjem 
omogoča razlikovanje izgorelih delcev od ostalih (po velikosti) in s tem veliko večjo 
občutljivost kot običajni optični dimni javljalnik. Za učinkovito delovanje je pomembna tudi 
dolžina in razporeditev vzorčevalne cevi, kot prikazuje slika 23 [12]. 
 
Slika 23: Dolžina sesalnih cevi aspiracijskega javljalnika dima [12] 
 
Javljalnike te vrste se uporablja, kjer je zelo pomembna visoka stopnja zanesljivosti. To je v 
najzahtevnejšem okolju s stalno prisotnostjo umazanije in prahu, pa tudi v posebno čistih 
prostorih (telekomunikacijski prostori, računalniški centri, bolnice). Aspiracijski javljalnik je 
zanesljiv in natančen, odkriva zelo zgodnje spremembe zraka (začetna faza gorenja), zato ga je 
smiselno uporabiti v objektih, kjer je potreba po evakuaciji velikega števila ljudi (letališča, 
bolnice, gledališča), v prostorih z velikim pretokom zraka (športne dvorane, hladilnice, 
skladišča) in vsepovsod, kjer je zanesljivost na prvem mestu (arhivi, laboratoriji, muzeji). Slika 




Slika 24: Aspiracijski javljalnik dima [17] 
 
2.2.6.5 Statični in dinamični temperaturni javljalnik  
Javljalniki te vrste zaznavajo spremembo temperature v prostoru, kjer so nameščeni. Za 
ugotavljanje temperaturne spremembe sta v javljalnik nameščena dva temperaturno 
spremenljiva upora – termistorja. Eden od njiju je zaprt v ohišju, drugi pa je izpostavljen 
vplivu okolice. Upora sta lahko NTC (upornost se jim manjša s povišanjem temperature – 
negativni temperaturni koeficient ) ali PTC (upornost se povečuje z povišanjem temperature – 
pozitivni temperaturni koeficient). Upora morata imeti v normalnem stanju enako upornost, v 
primeru požara upor v zaprtem ohišju ohrani enako vrednost, uporu izpostavljenem okolici pa 
upornost z naraščanjem temperature pada (NTC) ali narašča (PTC). Javljalnik spremlja 
razliko upornosti in v primeru prekoračitve določene nastavljene vrednosti temperature 
(statični javljalnik) ali prekoračitve določene hitrosti naraščanja temperature (dinamični 
javljalnik) javi požarni centrali alarm. Pri statičnih temperaturnih javljalnikih moramo pri 
nastavitvi temperature javljanja  upoštevati najvišjo možno temperaturo prostora brez požara 
(30 stopinj nižjo od temperature javljanja). Pri dinamičnih temperaturnih javljalnikih je treba 
predvideti, da je nastavljena temperatura javljanja za okoli 30 stopinj višja od temperature 
prostora brez požara [32]. 
31 
 
Ker je temperaturni javljalnik občutljiv le na spremembo temperature, ne pa tudi na dim, se 
vgrajuje predvsem v prostore z veliko prahu in dima (kuhinje, mizarske delavnice, kadilnice). 
Na višini vgradnje 6 m varuje približno 40 𝑚2. 
2.2.6.6. Linijski temperaturni javljalnik  
V skupino linijskih javljalnikov spada linijski temperaturni javljalnik in žarkovni javljalnik 
dima, ki je opisan v poglavju 2.2.6.2. 
Linijski temperaturni javljalnik je zasnovan tako, da za razliko od statičnih ali dinamičnih 
temperaturnih javljalnikov, ki zaznavajo spremembo temperature le na mestu, kjer so vgrajeni 
(točkasto), zazna povišano temperaturo po vsej svoji dolžini.  Senzorični del javljalnika je 
tipalni kabel. Tipalni kabel je sestavljen iz dveh elastičnih med seboj prepletenih vodnikov. 
Ker sta vodnika prepletena, silita skupaj. Za preprečevanje stika sta izolirana s temperaturno 
občutljivo izolacijo. Izolacija je narejena  iz temperaturno občutljivega polimera, ta začne pri 
nazivni temperaturi alarma popuščati, kar privede do stika žic in javljanja alarma [32]. 
Lastnosti (temperatura alarma, najvišja priporočena temperatura okolice ...) tipalnega kabla so 
različne glede na mesto in okolje vgradnje. Kompatibilnost tipalnega kabla v določenem 
temperaturnem okolju se doseže s primernim materialom zunanjega plašča: 
- vinilni zunanji plašč (odporen  na požar, večino kemikalij , primeren za industrijske 
aplikacije, proženje pri višjih temperaturah), 
- vinil-polimerni plašč (namenjen za hladilnice -50˚C). 
   Oba sprožita  alarm  že pri nizkih temperaturah) [15]. 
 
Linijski temperaturni javljalnik je namenjen za srednje in velike objekte, kot so predori, 
podzemne železnice, sežigalnice, rezervoarji v rafinerijah, kabelski kanali, dvojni tehnični 
stropi ... Največja priporočena dolžina termičnega kabla je prib. 300 m, razmik med dvema 





2.2.6.7. Javljalnik iskre 
Javljalnik zaznava infrardeče sevanje, ki ga oddajajo iskre. Njegova občutljivost je tako 
velika, da lahko zazna posamezno iskro v transportirani snovi tudi na razdalji enega metra. 
Uporablja se vsepovsod, kjer obstaja nevarnost prenosa iskre pri transportu določene snovi do 
skladiščenja. Nameščen je lahko nad tekočimi trakovi s surovinami ali polizdelki, največkrat 
pa na zunanjo stran cevovoda. Pomembno je, da javljalnik ob zaznavanju iskre zelo hitro 
odreagira (v nekaj ms) in signal pošlje elektroniki (protipožarni centrali), ki preko 
elektromagnetnega ventila odpre dovod vode v gasilno napravo. Razdalja med javljalnikom in 
gasilno napravo oziroma razpršilnimi šobami mora biti večja od zmnožka: hitrost transporta x 
reakcijski čas x 1,5. Reakcijski čas je vsota reakcijskega časa javljalnika, odziva centrale in 
elektromagnetnega ventila [35].  
 
Slika 25: Javljalnik iskre in sistem gašenja [34] 
 
Področja uporabe: papirna, prehrambna, lesna industrija, postroji za recikliranje, izpušni 





2.2.6.8. Plemenski javljalnik  
Je javljalnik, ki je zmožen zaznati požar oziroma plamen na velikih razdaljah in v 
najzgodnejši fazi gorenja, tudi na prostem, kjer z dimnimi ali ostalimi javljalniki to ni 
mogoče. Namenjen je odkrivanju požara snovi, ki gorijo s plamenom (lahko vnetljive snovi). 
Njihovo delovanje temelji na zaznavanju elektromagnetnega  sevanja plamena, to sevanje je 
lahko v različnih spektralnih območjih: infrardečem, ultravijoličnem in vidnem. Nekateri 
uporabljajo za detekcijo samo en spekter,  ki deluje posamično (en IR-senzor ali en UV-
senzor), ali pa v različnih medsebojnih kombinacijah spektrov (dvojno tipalo UV/IR, več tipal 
IR, trojno tipalo IR3). Javljalnik zaznano sevanje medsebojno primerja z različnimi 
shranjenimi  karakteristikami: utripanje plamena, jakost sevanja v različnem spektru glede na 
okolico ali sevanje sonca, kar omogoča veliko zanesljivost, hitrost odkrivanje in odpornost na 
lažne alarme [35]. Slika 26 prikazuje primer plemenskega javljalnika dima. 
 
Slika 26: Plemenski javljalnik dima [32] 
 
2.2.6.9. Javljalniki požarnih plinov 
To so javljalniki, občutljivi na pline, ki so vzrok gorenja (H2, CO, KW fenolni-hidrokarboni, 
NOX dušikovi oksidi). Pline odkrivajo visoko občutljivi senzorji, zaščiteni s sintranim 
filtrom, število senzorjev (od 2 do 4) je odvisno od tipa in proizvajalca javljalnika. Njihova 




2.2.6.10. Sistem za video zaznavanje dima 
Za odkrivanje požara z video nadzorom se uporablja posebni sistem imenovan VSD (video 
smoke detection - video detekcija dima). Sistem lahko deluje samostojno, omogoča pa tudi 
priklop standardnih video kamer in priklop na splošni požarni alarmni sistem.  Deluje tako, da 
računalniško analizira sliko, prejeto s standardne video kamere. Ugotovljene spremembe 
(gostota, gibanje, oblika ...) analizira s posebnimi filtri in izloči motilne signale. Posebni 
algoritmi omogočajo prepoznavnost značilnih oblik dima in izločanje neznanih pojavov, ki 
povzročajo lažne alarme [17]. Slika 27 prikazuje primer kamere za video detekcijo dima. 
 
Slika 27: Kamera za video detekcijo dima [17] 
VSD sistem se je izkazal kot zelo učinkovit pri odkrivanju nastanka požara v zgodnji fazi, in 
sicer v velikih in visokih prostorih, kjer je največji problem plastenje dima. Dim, ki nastane 
pri gorenju, se zaradi temperature dviga in hkrati ohlaja. Ko doseže temperaturo okolice, se 
mu spremeni smer gibanja (iz navpične v vodoravno) in tako ne doseže običajnih točkastih 
javljalnikov, montiranih na stropu. Le-ti dim zaznajo šele, ko se obseg požara poveča in efekt 
plastenja izniči. Je edini javljalnik, ki deluje tudi na prostem.  
Uporaba: elektrarne (plinske, premogovne, jedrske), velika skladišča, papirnice, letališki 
hangarji, odlagališča odpadkov, galerije, muzeji, na prostem, cestni in železniški predori ...  
2.2.7. Alarmiranje  
Naloga alarmiranja je obveščanje uporabnikov objekta o nevarnosti požara. To je v obliki 
zvočnih, svetlobnih obvestil ali v kombinaciji obeh.  Zvočna obvestila so lahko v obliki tona 
sirene ali glasovnega sporočila. Če je obvestilo ton, ki ga oddaja sirena, se mora razlikovati od 
ostalih obvestil (npr. šolski zvonec) in biti dovolj glasen, minimalno 65 dB ali 5 dB nad 
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ostalim hrupom okolice. Predpisana jakost mora biti dosežena v vsaki točki, kjer se zahteva 
slišnost alarma, to določa standard EN 54 del 14 [14]. Kot učinkovit način zvočnih obvestil se 
je izkazalo ozvočenje oziroma glasovna sporočila, še posebej v velikih prostorih, kjer ljudje 
objekta ne poznajo. Glasovna sporočila morajo biti jasna in vnaprej pripravljena, njihova 
jakost pa mora ustrezati jakosti sirene [36].  
2.2.8. Prenos alarmnega signala  
Cilj protipožarnega sistema je, da signal požarnega javljanja prispe do odgovorne osebe 
(pooblaščena oseba, dežurno mesto ...) in da se ta primerno odzove. Če ni odziva, pa do 
varnostnega sprejemnega centra. Prenos signala poteka na dva načina: prenos po 
nadzorovanih linijah in prenos z avtomatskimi telefonskimi pozivniki.  
Prenos preko nadzorovane linije SISTEM TUS – omogoča uporabo telefonske linije za 
normalen telefonski promet, istočasno pa omogoča na višjih frekvencah prenos podatkov o 
normalnem, nenormalnem ali požarnem stanju požarnega sistema. Poštna centrala ima 
vgrajene posebne filtre ali koncentrator, ki je z digitalno komunikacijo povezan s 
sprejemnikom sprejemnega centra [36]. 
SISTEM ULTRANET – omogoča digitalno komunikacijo med požarno centralo in poštno 
centralo, v kateri je koncentrator in usmerjevalnik, s katerim se signal požarne centrale 
prenese na sprejemne centre [36]. 
Prenos z avtomatskimi telefonskimi pozivniki – Signal se enosmerno prenaša iz varovanega 
objekta do varnostnega centra v DTMF-kodi, to je zvočni signal podoben zvoku, če 
pritisnemo posamezno tipko na analognem telefonu. Prenos  poteka preko avtomatskega 
telefonskega pozivnika po telefonskem vodu. V Sloveniji je uveljavljen predvsem prenos s 
protokolom CONTACT ID. Protipožarna centrala mora zagotavljati testni prenos vsaj 4 ure 
po zadnjem  testnem  ali alarmnem  prenosu, saj v nasprotnem primeru sprejemni center javi 
napako v prenosu [36]. 
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2.3. Videonadzorni sistemi 
Videonadzorni sistem služi za vizualno spremljanje in nadzor dogajanja znotraj, zunaj objekta 
ali drugih določenih območij. Njegove osnovne funkcije so vizualno spremljanje dogajanja na 
mestu, nadziranem z video kamero, snemanje in pregledovanje posnetih dogodkov. Celoten 
sistem sestavljajo kamere za zajem video informacij, snemalniki za arhiviranje in obdelavo 
video informacij, monitorji za prikaz video informaciji ter povezave med njimi. Poznamo tri 
vrste videonadzornih sistemov, analogni, hibridni in digitalni IP-sistem. 
2.3.1. Analogni videonadzorni sistem  
Sestavljen je iz analognih kamer, povezanih na DVR-sprejemnik (digitalni video  snemalnik) 
s koaksialnim kablom. Kamere se napajajo preko skupnega AC/DC-napajalnika. Napajalnik s 
pomočjo posebnega razdelilnega konektorja omogoča napajanje več kameram hkrati (do 4 ali 
maksimalno 8). Sistem deluje tako, da analogna kamera preko objektiva zajame sliko 
(resolucije do 720 x 576), katero v obliki analognega video signala preko koaksialnega kabla 
pošlje DVR-snemalniku. Ti so včasih za shranjevanje uporabljali video trakove oziroma 
VHS-kasete. To je bila velika slabost analognih sistemov, saj se kakovost slike  s 
presnemavanjem izgublja, arhiviranje kaset pa zavzame veliko prostora. Danes se za 
shranjevanje uporabljajo veliko zmogljivejši DVR-snemalniki in trdi diski. DVR-snemalniki 
imajo možnost priključitve monitorja in miške za pregled posnetkov ali sprotni nadzor ter 
router, da lahko dogajanje spremljamo preko pametnega telefona ali iz oddaljene lokacije na 
računalniku [18].   
2.3.2. IP-videonadzorni sistem  
IP-videonadzorni sistem se od analognega razlikuje v tem, da je sistem v celoti digitalen 
(digitalne IP kamere, digitalni snemalniki). Slika, zajeta v objektiv, je še vedno analogna, 
vendar so IP-videokamere zelo zmogljive in bi jim lahko rekli kar mini računalnik (imajo 
lasten operacijski sistem) in analogno sliko pretvorijo v digitalni podatkovni format (MPEG-4 
ali M-JPEG). Slika ali video, ki jo kamera zajame in obdela, se na način paketnega prenosa 
podatkov po protokolu TCP/IP (protokol za nadzor prenosa) prenese do razdelilnika, od tod 
naprej pa v digitalni omrežni snemalnik NVR (network video recorder) ali lokalni računalnik, 
lahko pa tudi preko routerja in modema po internetu na različne IP-naslove. Prenos podatkov 
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do NVR-snemalnika, lokalnega računalnika in routerja poteka po UTP-kablu. Vsaka kamera v 
IP-videonadzornem sistemu ima svoj IP-naslov. To omogoči, da je dosegljiva v lokalnem in 
globalnem (internetnem) omrežju. Velika prednost IP-videonadzornega sistema je 
shranjevanje posnetkov na strežnike oziroma trde diske, s tem se izognemo prostorskim 
težavam za shranjevanje podatkov, saj so le-ti digitalni in kompresirani (stisnjeni), zato 
porabijo manj prostora, kvaliteta podatkov pa je večja [18].  
2.3.4. Hibridni videonadzorni sistem  
Hibridni videonadzorni sistem ali HDcctv, kar pomeni visoko resolucijska televizija zaprtega 
tipa, je kombinacija analognega in IP-video nadzora. Snemalnik ima priključke za analogne 
kamere (koaksialni kabel) in IP-kamere (UTP-kabel) oziroma en priključek za UTP-kabel, ker 
so IP-kamere priključene na razdelilnik. To je tehnologija, ki omogoča visoko kvaliteto slike 
HD-kakovosti in resolucijo do 1920 x 1080 (2,1 megapixlov). Podatki s HD-kamere se še 
vedno prenašajo preko koaksialnega kabla (tudi do 100 m in več z ojačevalniki signala), zato 
je nadgradnja analognega (obstoječega stanja) na visokoresolucijski sistem preprosta. Pri IP- 
tehnologiji bi bilo potrebno zamenjati ožičenje z UTP-kablom, kar predstavlja dodaten strošek 
[20]. 
2.3.5. Kamere in objektivi  
Najpomembnejši element video sistema je video kamera. Ima funkcijo zajemanja slike 
določenega območja. Ločimo:  
BARVNE IN ČRNO-BELE: V primeru, če želimo spremljati le dogajanje na opazovanem 
mestu in nas ne zanimajo barve (vozila, obleke), zadostujejo črno-bele nadzorne kamere, temu 
primerna je tudi cena [21]. 
DNEVNO/NOČNE: To so barvne kamere, katerim se v primeru padca osvetlitve                       
na določeno vrednost spremeni v črno-beli način delovanja, in s tem poveča občutljivost [21].  
NOTRANJE/ZUNANJE: Kamere, nameščene  zunaj, so izpostavljene vremenskim vplivom 
in vodi,  zato je potrebno uporabiti vodoodporna ohišja in ohišja, zaščitena pred vandali, če so 
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kamere nameščene na dosegu roke  na nizkih predelih. Za različne vrste notranjih ali zunanjih 
kamer obstajajo različne vrste montažnih konzol, tudi pri tem je pametno izbrati pravo [21]. 
MIRUJOČE IN GIBLJIVE: Mirujoče so idealne za stalno pokrivanje specifičnega prostora v 
smeri pogleda kamere, so poceni, njihova montaža je enostavna. Gibljive so dražje od 
mirujočih, prednost je v tem, da jih lahko premikamo (levo/desno, gor/dol, ostrenje in 
približevanje/oddaljevanje predmeta) [21].  
Z ali BREZ IR-TIPALA: IR-tipalo oziroma senzor je lahko že serijsko vgrajen v kameri ali pa 
ga vgradimo ločeno, vendar mora biti postavljen tako, da pokriva oziroma zaznava 
premikanje na istem območju kot kamera. IR-tipalo snemalniku pošlje signal, da je na 
območju zaznano premikanje, in šele tedaj snemalnik začne s shranjevanjem videa. 
Osnovno delovanje kamere: Objektiv je srce kamere, brez njega ni mogoče ustvariti slike. 
Sestavljen je iz ene leče, zmogljivejši pa jih imajo več. Te prepuščajo in lomijo svetlobo. 
Število leč je večje še posebej pri zoom objektivih, kjer je potrebno veliko prilagajanj pri 
spremembi goriščne razdalje. Čip CCD (Charged Coupled Device) ali svetlobno tipalo, ki je 
sestavljeno iz nekaj sto tisoč elementov – fotodiod (pikslov), občutljivih na svetlobo, ki 
prihaja oziroma je usmerjena skozi objektiv. V električnem vezju se zaznana svetloba tipala 
pretvori v električni signal analogne oblike. Če je kamera digitalna, ima vgrajen tudi kodirnik, 
ki analogni signal pretvori v digitalnega.  
Pomembnejše lastnosti pri izbiri kamere in objektiva: 
Goriščna razdalja: Je lastnost objektivov merjena v mm, ki vpliva na kot pokritja kamere. 
Dolga goriščna razdalja pomeni ozek kot pokritja, kratka pa povzroči širši kot pokritja. 
Ločimo objektive z nespremenljivo in ročno ali avtomatsko spremenljivo goriščno razdaljo 
[21].  
Zaslonka objektiva: Kontrolira količino svetlobe, ki bo dosegla CCD-tipalo. Ločimo ročno in 
avtomatsko nastavljive zaslonke. Ročno nastavljive so primernejše za notranjo vgradnjo v 
nespremenljivih svetlobnih pogojih. V primeru velikih sprememb osvetljenosti se uporablja 




Ločljivost:  Je definirana s številom vertikalnih in horizontalnih TV-linij, ki jih zaznamo na 
monitorju. Višja kot je, boljša je slika [21].  
Občutljivost: Se izraža v luxih in je definirana kot najmanjša potrebna svetloba, ki še 
zadostuje za kakovostno zajemanje slike. Nižja je vrednost občutljivosti, boljša je kamera 
[21].  
2.3.6 Snemalnik 
Je naprava za shranjevanje podatkov, kot je opisano že v poglavju (2.3.1., 2.3.2., in 2.3.3 ). 
Poznamo tri vrste snemalnikov, in sicer DVR (digitalni video snemalnik), NVR (omrežni 
video snemalnik) AHD (analog high definition).  
DVR-snemalnik: Njegova naloga je prejemanje analognega videosignala iz analogne video 
kamere in pretvorba v digitalno obliko formata, največkrat H.264 (potrebuje manj podatkov 
za prikaz slike), ki je največkrat uporabljen znotraj formata MP 4. Podatke shranjujejo na 
notranji trdi disk, ki pa pri večini snemalnikov ni serijsko vgrajen, ker obstajajo različne 
zahteve uporabnikov po velikosti diska. Velikost diska je odvisna tudi od števila kanalov 
oziroma števila priklopov kamer na snemalnik [18].  
NVR-snemalnik: Je omrežni video snemalnik, namenjen shranjevanju podatkov IP- 
videonadzornih kamer. 
AHD-snemalnik: Je snemalnik, sposoben shranjevati podatke visoko ločljivih analognih in 
IP-kamer.   
Snemalnik mora biti nameščen v prostoru oziroma na takšnem mestu, da je za morebitnega 
vlomilca težje dostopen. Če so v sistemu nameščene video kamere z IR-senzorjem, snemalnik 
začne s shranjevanjem videa šele takrat, ko dobi signal IR-senzorja, da je v območju zaznano 
premikanje. Pri sodobnejših snemalnikih obstaja možnost nastavitve, da snemalnik shrani 
video za nazaj, in sicer 10 s ali več preden je bilo zaznano gibanje. To je priporočljivo, ker 
ima lahko kamera večjo razdaljo oziroma območje pokritja kot IR-senzor, v tem primeru 
bomo mi kot uporabnik sistema videli le dogajanje od trenutka, ko je IR-senzor zaznal 
gibanje. Če vklopimo oziroma nastavimo zgoraj opisano možnost, bo na videu posneto tudi 
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dogajanje, preden je morebitni storilec prišel v območje zaznavanja IR-senzorja. Snemanje se 
lahko izvaja v skladu z nastavljenim urnikom ali neprekinjeno.  
2.3.7 Monitor  
Nepogrešljiv del videonadzornega sistema je monitor za prikazovanje slike, ki jo zajema 
kamera in objektiv. Uporablja se za spremljanje dogajanja v domačem videonadzornem 
sistemu  in za sistemskega operaterja centralnega nadzornega sistema določenega objekta. 
Priključen je na katere koli vrste snemalnik. Glede na razdaljo med opazovalcem in 
monitorjem so priporočene velikosti monitorja navedene v tabeli 2. 
Tabela 2: Velikost monitorja v odvisnosti od razdalje opazovanja [20] 
Razdalja opazovanja (m) 0,33–0,51 0,53–0,91 0,91–1,27 1,27–1,93 
Velikost monitorja (inč) 9 12 15 19 
Velikost monitorja(cm) 23 30 38 48 
 
Pri izbiri moramo upoštevati njegovo ločljivost, še posebej pri video sistemu visoke 
ločljivosti, saj se v nasprotnem primeru izgubi kakovost slike. Priporočljivo je, da je ločljivost 
monitorja večja od ločljivosti kamere ali pa vsaj primerljiva. 
2.3.8 Povezovalni kabli in postavitev video nadzornih kamer 
Mesto postavitve video kamer je potrebno glede na arhitekturo in velikost objekta  predvideti 
tako, da nadzirajo vse vhode v objekt, prehode, vhode na zemljišča, vhode, ki se odpirajo 
daljinsko. Točne lokacije glede višine kamer in števila kamer so prav tako odvisne od 
arhitekture objekta in ocene ogroženosti. S strani strokovnjakov velja nepisano pravilo, da 
nadziramo vhod v stavbo, zemljišče ali določen prostor zunaj stavbe istočasno z dvema 
kamerama, nameščenima na dveh različnih lokacijah. Strošek namestitve dveh kamer, ki 
varujeta isto mesto, je večji, vendar v primeru, da storilec objektiv ene od kamer poprši z 
barvo, druga kamera še vedno snema dogajanje in storilca, kar odtehta dodatni strošek. Pri 
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namestitvi kamer moramo paziti na primerno osvetljenost nadziranega območja in po potrebi 
namestiti dodatno razsvetljavo (IR LED-reflektorji ali LED-reflektorji).  
KOAKSIALNI KABEL  je namenjen prenosu visokofrekvenčnih signalov analognih kamer. 
Sestavljen je iz električnega vodnika, obdanega z izolacijo, za izolacijo sledi oklep iz 
električnega prevodnika in plast odporne plastike za zaščito.  Za potrebe videonadzornega 
sistema se uporablja koaksialni kabel z oznako RG-59B/U [22]. 
RG-59B/U:  Struktura /sestava kabla (koaksialni kabel)  [23] prikazuje slika 28. 
- Notranji vodnik (O): baker (100 % Cu-bare), 0,6 mm 
- Izolator (dielektrik): Phys. Foam PE, 3,70 
- Zunanji prevodnik (folija): Alu folija 
- Zunanji vodnik (oplet): bakren oplet, 48 x 0,10 mm 
- Plašč: PVC, črne barve 
 -Premer kabla (O): 6 mm 
 
Struktura /sestava kabla (napajalni kabel) 
- 2 x barvno označena vodnika 18 AWG, zaščitena z PVC-izolacijo in skupno PVC-        
ovojnico 
- notranji prevodnik : 2 x 0,5 baker 
Premer kabla (coax + power O): 10 mm 
 




UTP-kabel: Se uporablja za prenos signala analognih (kadar to ni mogoče preko koaksialnega 
kabla) in IP-kamere. Če ga želimo uporabiti za prenos signala analogne kamere, je potrebno 
na oddajni in sprejemni strani dodati vmesnik za pretvorno signala. Največkrat se uporablja 
UTP-kabel z oznako CAT. 5e [20]. 
OPTIČNI KABEL:  Se uporablja v primeru prenosa video signala na dolge razdalje (več kot 
300 m).  
2.4. Kontrola pristopa  
Kontrola pristopa je skupek programske in strojne opreme, namenjene  onemogočiti vstop 
nepooblaščenim osebam oziroma omogočiti enostaven vstop ali izhod iz objektov ali 
določenih prostorov samo izbranim osebam (posamezniki, zaposleni in ostale skupine ljudi).  
Poleg tega se lahko urejajo pravice dostopa oseb samo ob določenih urah v določen prostor. 
Kontrola pristopa se uporablja tudi za vodenje evidence vstopa/izstopa in evidentiranje 
delovnega časa ter prenos le-tega v plačni obračun. Kontroliranje vstopa je večinoma fizično, 
kar pomeni, da se uporabniku omejuje fizični prehod skozi vrata (vhodna, notranja, drsna 
dvoriščna, dvižna, zapornica, vrata prehoda na ograji ...). Slika 29 prikazuje sistem kontrole 
pristopa, ki ga sestavljajo čitalci, identifikacijski elementi (kartice), odpiralni mehanizmi  
(ključavnice), glavna enota – kontroler oziroma mikropocesorski krmilnik in programska 
oprema.  Pristopna kontrola je lahko enostaven sistem sestavljen iz kompleta elektro 
ključavnice/kodne tipkovnce/čitalca kartic/čitalca biometričnih podatkov (analiza obraza, 
prstni odtis ...), katere povezuje mikroprocesorski krmilnik z napajalniki. Tak sistem ne nudi 
podatkov o času vstopa, indentifikacijo osebe, deluje vsak zase in ne shranjuje nobenih 
evidenc. Večji sistemi, sestavljeni iz več identifikacijskih naprav in več različnih ključavnic, 
pa so povezani v mrežo z osebnim računalnikom. Le-ti so lahko nadgrajeni z alarmnimi 




Slika 29: Elementi kontrole pristopa [24] 
2.4.1 Čitalci in identifikacijski elementi 
Čitalci oziroma identifikacijski elementi so namenjeni prepoznavanju uporabnika. Glede na 
vrsto identifikacije ločimo različne vrste čitalcev: magnetne, biometrične, čitalce črtne kode, 
brezkontaktne. Glede na mesto montaže pa ločimo notranje in zunanje. Čitalci so ponavadi 
nameščeni pred vhodom v določen prostor. Najbolj pomembno je, da so robustni in odporni 
pred sabotažo ter da v primeru poškodbe ne odpirajo vrat, zato mora biti tudi mesto krmilne 
enote ločeno od čitalca. 
Čitalec magnetnih kartic:  Najbolj razširjena tehnologija je preverjanje magnetnih kartic z 
magnetnimi čitalci. Magnetne kartice so iz PVC materiala in opremljene z magnetnim trakom. 
Magnetni trak ima tri steze, na katere je zapisana identifikacijska številka. Magnetno kartico 
lahko preverja čitalec, imenovan  magnetna steza, skozi katerega potegnemo kartico, ta pa 
preveri identifikacijsko številko [20].  
Biometrični čitalci: Uporabljajo se za kontrolo pristopa v prostore z večjo stopnjo varnosti 
(trezorji, arhivi). Ta tehnologija deluje na principu kontrole in primerjave prstnega odtisa, 
zenice, razpoznave zvoka ali drugih biometričnih značilnosti z vnesenimi podatki v bazi. 
Največkrat se uporablja kontrola prstnega odtisa [20]. Najbolj primerna višina montaže je 135 
cm od tal tako, da je uporabniku povprečne višine 180 cm poteg s prstom najbolj udoben. 
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Brezkontaktni čitalci: Čitalci brezkontakne tehnologije kontrole pristopa delujejo tako, da 
ves čas oddajajo radio-frekvenčni signal nizke moči. Ko se kartica približa območju radio-
frekvenčnih signalov, te signale sprejme majhna tuljava v kartici, ki napaja čip, da lahko kodo 
prenese čitalcu. Ves postopek prenašanja kode se zgodi v nekaj mikro sekundah. Ta 
tehnologija ima veliko prednosti: ni vzdrževanja, majhna verjetnost sabotaže, niso potrebni 
mehanski kontakti [20]. 
Tipkovnica: Je čitalec, ki vrši kontrolo pristopa s preverjanjem prave PIN-kode.  
2.4.2 Krmilna enota 
Njena naloga je prejemanje signalov kartic in čitalcev, verifikacija le-teh ter izvajanje 
ustrezne akcije (odpiranje vrat). Poleg tega skrbi za napajanje in komunikacijo čitalnikov z 
nadzornim programom in drugimi napravami. Pomembno je, da zabeleži  vse dogodke, prav 
tako tudi vse nedovoljene poizkuse dostopa in da ti podatki ostanejo v spominu. Ponavadi se 
lahko na običajno krmilno enoto priključita dva ali štirje čitalci. Nameščena mora biti tako, da 
lahko do nje dostopajo le pooblaščene osebe [20].  
2.4.3 Odpiralni mehanizmi 
To so ključavnice, ki se ločijo na električne ali elektromagnetne. Ključavnice so pomemben 
del pristopne kontrole, zato je pomembno izbrati pravi tip ključavnice in jo tudi pravilno 
vgraditi, kjer pa se največkrat pojavijo problemi (ustreznost napajanja, vgradnja v podboj vrat, 
steklena vrata), zato je dobro, da se o tem predhodno posvetujemo s profesionalnim 
ključavničarjem [20]. Pozorni moramo biti na morebiten izpad elektrike, pri čemer morajo 






3. Licence in standardi alarmnih sistemov 
Standardi: 
Zakonsko podlago standardov predstavljata Zakon o zasebnem varovanju (Ur. l. RS št. 17/11) 
in odredba o določitvi standardov, ki so obvezni na področju zasebnega varovanja (Ur. l. RS 
št. 24/12). 
Tabela 3: Standardi obvezni na področju zasebnega varovanja [27] 



















SIST EN 50131** 
Alarmni sistem –  
Sistemi za 











SIST EN 50132 






Alarm systems – 
CCTV 
surveillance 







SIST EN 50133 
Alarmni sistemi – 
Sistemi za 
nadzor dostopa 
za uporabo v 
aplikacijah 
varovanja 
Alarm systems – 
Access control 







SIST EN 50134 *** 
Alarmni sistemi – 
Socialni alarmni 
sistemi 







SIST EN 50136 














































* ODSTOPANJA OD STANDARDA SIST EN 50518: 
- V SIST EN 50518-1:2010 se v 6.5. členu, dokler v Sloveniji ni omogočen brezžični prenos podatkov, 
ki izpolnjuje zahteve standarda, šteje, da zadošča dvosmerni radijski promet ali mobilna telefonska 
aparata dveh različnih operaterjev. 
- V SIST EN 50518-1:2010 se v 6.8 členu v tabeli 4 prevzema informacijsko varnost I2 namesto I3. 
- Obstoječi imetniki licenc za upravljanje z varnostno-nadzornim centrom v roku 5 let od uveljavitve te 
odredbe, uskladijo poslovanje z zahtevami tega standarda.  
 
* * ODSTOPANJA OD STANDARDA SIST EN 50531: 
- Pri standardu SIST EN 50131-1:2007 se v tabeli 11 prevzema informacijsko varnost I2 namesto I3 
za ATS 5. 
*** Uporaba standarda SIST EN 54 in SIST EN 50134 za sisteme tehničnega varovanja na področju 
zasebnega varovanja je obvezna, če je neločljivo povezana s sistemi tehničnega varovanja v skladu z 
zakonom, ki ureja zasebno varovanje, in bi poseg v te sisteme pomenil poseg v sisteme tehničnega 
varovanja po tem zakonu. 
**** Uporaba standarda SIST EN 1522:2000 je obvezna za vsa neprebojna vozila, s katerimi se 
opravlja prevoz gotovine in drugih vrednostnih pošiljk  
Licence za opravljanje zasebnega varovanja  
Licence za opravljanje dejavnosti zasebnega varovanja se razlikujejo glede na oblike 
zasebnega varovanja (4. člen ZZasV-1). Te so [25]: 
 varovanje ljudi in premoženja; 
 varovanje oseb; 
 prevoz in varovanje gotovine ter drugih vrednostnih pošiljk;   
 varovanje javnih zbiranj;  
 varovanje prireditev v gostinskih lokalih;  
 upravljanje z varnostno-nadzornim centrom (v nadaljnjem besedilu: VNC); 
 načrtovanje sistemov tehničnega varovanja;  
 izvajanje sistemov tehničnega varovanja. 
   
Kdo potrebuje licenco 
  
Licenco za opravljanje zasebnega varovanja potrebuje gospodarska družba oziroma 
samostojni podjetnik posameznik, ki želi opravljati varovanje življenja in osebne 
nedotakljivosti oseb; varovanje premičnega in nepremičnega premoženja pred nezakonitimi 
dejanji, poškodovanjem ali uničenjem; ki želi opravljati prevoz in varovanje  denarja ter 
drugih vrednostnih pošiljk (zlato, drago kamenje, umetnine, vrednostni papirji ipd.); ki želi 
zagotavljati red na javnih shodih in javnih prireditvah v skladu s predpisi, ki urejajo javna 
zbiranja; ki želi organizirati varovanje prireditev v gostinskih lokalih v skladu s predpisi, ki 
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urejajo javna zbiranja; ki želi upravljati in stalno fizično nadzorovati vgrajene sisteme za 
tehnično varovanje, območja ali varovane osebe s pomočjo varnostno-nadzornega centra; ki 
želi izvajati načrtovanje sistemov tehničnega varovanja, ki želi izvajati oziroma vzdrževati 
sisteme tehničnega varovanja kot pridobitno gospodarsko dejavnost [25]. 
 Kdo ne potrebuje licence 
Licence ne potrebuje gospodarska družba, samostojni podjetnik posameznik, državni organ, 
zavod, javna agencija ter druga pravna ali fizična oseba, ki neodplačno varuje svoje 
premoženje (posameznik, ki varuje svojo stanovanjsko hišo, podjetje, ki organizira lastno 
varovanje) s pomočjo tehničnih sistemov in naprav za varovanje, in državni organi, ki 
opravljajo varovanje na podlagi posebnih zakonov [25]. 
  
Licence ne potrebuje pravna ali fizična oseba, ki neodplačno prevaža denar in druge 
vrednostne pošiljke za svoje potrebe, in državni organi, ki opravljajo prevoz in varovanje 
denarja ter drugih vrednostnih pošiljk na podlagi posebnih predpisov [25]. 
  
Licence ne potrebuje organizator javnega shoda ali javne prireditve, ki zagotavlja red s 
pomočjo rediteljev, in državni organi, ki zagotavljajo red na javnih shodih in javnih 
prireditvah na podlagi posebnih predpisov, razen če ni zavezan Uredbi o obveznem 
organiziranju varovanja [25]. 
  
Zakon ne opredeljuje izjeme za načrtovanje in izvajanje sistemov tehničnega varovanja. 
  
 Pogoji za pridobitev licence 
  
Za pridobitev licence za opravljanje dejavnosti zasebnega varovanja – varovanje ljudi in 
premoženja (19. člen ZZasV-1) mora gospodarska družba ali samostojni podjetnik 
posameznik izpolnjevati naslednje pogoje [25]: 
1. Da ima za nedoločen čas s polnim delovnim časom v delovnem razmerju varnostnega 
menedžerja, ki opravlja naloge odgovorne osebe za opravljanje zasebnega varovanja ali je 
sam varnostni menedžer; 
2. Da so povezane osebe varnostno preverjene in da nimajo varnostnih zadržkov; 
3. Da osebe iz prejšnje točke niso ali niso bile povezane osebe v pravni osebi, kateri je bila 
odvzeta licenca, in ukrep prepovedi ponovne pridobitve licence še traja; 
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4. Da zoper prosilca ni uveden postopek za odvzem katere koli druge licence po tem zakonu; 
5. Da zoper prosilca v obdobju zadnjih dveh let ni bil izrečen ukrep začasnega ali pogojnega 
odvzema licence ali odvzema licence in ukrep prepovedi ponovne pridobitve licence še 
traja; 
6. Da ima v delovnem razmerju varnostno osebje, strokovno usposobljeno glede na obliko 
varovanja, ki jo želi opravljati; 
7. Da ima lasten ali s pogodbo zagotovljen VNC; 
8. Da je zavarovan za odgovornost za škodo, ki bi lahko nastala pri njegovem delu; 
9. Da ima interni akt, s katerim je določil oznake, delovno obleko, opremo in vozila; 
10. Da je lastnik ali najemnik poslovnih prostorov v Republiki Sloveniji. 
 
Licenca za upravljanje z varnostno-nadzornim centrom (VNC) (22. člen ZZasV-1) 
Za pridobitev licence za upravljanje z VNC mora prosilec poleg izpolnjevanja splošnih 
pogojev iz 19. člena tega zakona izpolnjevati še naslednje pogoje [25]: 
1. Imeti za nedoločen čas s polnim delovnim časom v delovnem razmerju najmanj deset 
operaterjev VNC; 
2. Imeti prostore in opremo, ki izpolnjuje predpisane standarde za varnostno-nadzorne centre. 
 
Licenca za načrtovanje sistemov tehničnega varovanja (23. Člen ZZasV-1) 
Za pridobitev licence za načrtovanje sistemov tehničnega varovanja mora prosilec 
izpolnjevati vse splošne pogoje, razen 1., 6., 7. in 9. točke prvega odstavka 19. člena tega 
zakona, in imeti za nedoločen čas s polnim delovnim časom v delovnem razmerju 
pooblaščenega inženirja varnostnih sistemov ali biti sam pooblaščeni inženir varnostnih 
sistemov [25]. 
Za pridobitev nacionalne poklicne kvalifikacije PIVS (pooblaščeni inženir varnostnih 
sistemov) je potrebno opraviti strokovno usposabljanje. Prenovljen program usposabljanja 
zajema najmanj 46 ur (prej 100 ur) izobraževanja. Program zajema naslednje vsebine, ki jih 
mora kandidat spoznati [28] :  
- zakonski predpisi iz področja zasebnega varovanja (tehnični predpisi in splošna 
zakonodaja), 
- poznavanje strokovne terminologije in vrste zasebnega varovanja, 
- poznavanje metod in določitev stopnje ogroženosti objekta, 
- poznavanje in uporaba različnih sistemov tehničnega varovanja ter sistemov samodejnega 




Licenca za izvajanje sistemov tehničnega varovanja (24. Člen ZZasV-1) 
Za pridobitev licence za izvajanje sistemov tehničnega varovanja mora prosilec izpolnjevati 
vse splošne pogoje, razen 7. točke prvega odstavka 19. člena tega zakona [25]. 
  
Gospodarska družba ali samostojni podjetnik posameznik mora pogoje za pridobitev licence 
in pogoje za opravljanje dejavnosti zasebnega varovanja izpolnjevati ves čas opravljanja 
dejavnosti [25]. 
  
Gospodarska družba ali samostojni podjetnik posameznik sme opravljati eno ali več oblik 
zasebnega varovanja, če ima vsaj enega varnostnega menedžerja, ki je zaposlen za nedoločen 
čas s polnim delovnim časom [25]. 
  
Varnostni menedžer mora poleg splošnih pogojev iz 32. člena ZZasV-1 izpolnjevati posebne 
pogoje, določene v katalogu strokovnih znanj in spretnosti (najmanj višja strokovna 
izobrazba) in imeti najmanj tri leta delovnih izkušenj na področju varovanja. Za izkušnje na 
področju varovanja se štejejo izkušnje, pridobljene z neposrednim opravljanjem nalog 
varnostnega osebja, ki ima pravico uporabe ukrepov varnostnika, in izkušnje, pridobljene z 
neposrednim opravljanjem nalog pooblaščenih uradnih oseb državnih organov in organov 
lokalnih skupnosti, ki imajo pravico uporabe pooblastil in prisilnih sredstev (policist, občinski 
redar, pravosodni policist, vojaški policist). Izjema glede delovnih izkušenj s področja 
varovanja velja za prosilca, ki ima najmanj visoko strokovno izobrazbo in najmanj pet let 
delovnih izkušenj na vodilnih ali vodstvenih delih [25].  
  












4. Študija izdelave alarmnega sistema 
Izbrani objekt oziroma prostor, ki sem si izbral, se nahaja v občini Velike Lašče in  je last 
mojega strica, ki se ukvarja z avtoprevozništvom in storitvami težke gradbene mehanizacije. 
Prostor  je  namenjen parkiranju tovornjaka, strojev ter shranjevanju materiala. V zadnjem 
času so se potrebe po nakupu novih strojev in druge opreme povečale, s tem pa tudi potrebe 
po prostoru za servisiranje, parkiranje, shranjevanje opreme (pnevmatska kladiva) in 
rezervnih delov (različne tekočine, maziva ...), zato se je v lanskem letu začela gradnja novega 
objekta.  
Študija prikazuje načrtovanje protivlomnega in protipožarnega sistema znotraj objekta, ki je 
še v fazi gradnje, ter video nadzor njegove okolice. Na podlagi študije bom v objekt in 
okolico umestil elemente posameznih alarmnih sistemov glede na arhitekturo prostora, način 
delovanja posameznih elementov določenega sistema in vplive okolice. Prostor sem najprej 
razdelil na dva dela, prvi del je sam objekt, razdeljen na tri dele, drugi del je okolica objekta, 
razdeljena na dva dela. 
Dimenzije objekta so:  
- dolžina 17 m 
- širina 10 m 
- višina 10,5 m 
Objekt je razdeljen na tri dele:  
Delavnica se nahaja v pritličju in zaseda levo polovico stavbe, njene dimenzije so: dolžina 8,4 
m, širina 9,6 m in višina 4,2 m. Namenjena je servisiranju in popravilu strojev ter 
shranjevanju rezervnih delov, orodja in naprav, ki so potrebne pri tem opravilu, v njej pa bo 
tudi peč na drva za ogrevanje objekta.  
Stanovanjski prostor: Lastnik stanuje približno 50 km stran od objekta in se vsak dan vozi do 
omenjene lokacije, zato je za primer, če se delo zavleče v pozno popoldne, predviden tudi 
stanovanjski del. Samo nad delavnico je narejena medetažna plošča, ki pokriva celotno 
površino delavnice (83,5 𝑚2).V stanovanjskem delu bo kopalnica, pisarna, dve sobi, kuhinja z 
dnevno sobo skupaj ter predprostor.   
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Garaža: dimenzije garaže so: dolžina 8,1 m, širina 9,6 m in višina 10,5 m, ker nad garažo ni 
medetažne plošče. Garaža se bo uporabljala za parkiranje manjših strojev in shranjevanju 
opreme težke gradbene mehanizacije (pnevmatska kladiva, žlice ...). 
Dimenzije okolice so: 
- dolžina 43 m 
- širina 45 m 
Okolica objekta je razdeljena na dva dela: 
Vhod na zemljišče: vhod se nahaja ob glavni cesti Velike Lašče – Karlovica. Širina vhoda je 
zaradi lažjega dostopa s tovornim vozilom 10 m. Vhod je zaščiten le z jekleno pletenico, 
vpeto med dva kovinska droga. 
Parkirni prostor: Se nahaja nasproti objekta in je širok 9 m, njegova dolžina je 19 m. Prostor 
služi parkiranju tovornjaka in večjih strojev gradbene mehanizacije. 
4.1. Protivlomni in protipožarni sistem 
Glede na tloris objekta, ob upoštevanju višin, namembnosti posameznega prostora in 
delovanje elementov sem se odločil za najbolj primerne senzorje, javljalnike in mesto 
postavitve.  Izrisal sem lokacije posameznih elementov, jih opremil z ustreznimi simboli in 
povezavami.  
Prikazan je tloris garaže in delavnice (slika 31) in tloris bivalnega prostora (slika 32) z 
umeščenimi elementi protivlomnega in protipožarnega sistema ter pripadajoče višine 
elementov. Zaradi večje preglednosti so prikazane le povezave elementov protipožarnega 
sistema. 
 








Slika 32: Tloris bivalnega prostora 
Tabela 4: Elementi in cena protivlomnega sistema [37] 






47,58 2 95,16 
senzor loma 
stekla 
DSC LC105-GB 26,84 3 80,52 
magnetni 
kontakti 
DSC MINI 10WH 3,29 12 39,48 
tipkovnica DSC PK5501 102,48 2 204,96 
alarmna 
centrala 
DSC PC1832 120,78 1 120,78 
razširitveni 
modul 
DSC PC5108 24,00 3 72,00 
Celotna cena 612,9 
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Alarmna centrala je nameščena (čim bolj skrito) v prvi etaži nad delavnico v pisarni, tako je 
dobro zaščitena že s senzorji v delavnici in garaži, saj je do pisarne potrebno iti skozi vhod V1 
čez delavnico in prehod P1 v garažo, kjer je stopnišče za dostop do prve etaže. Senzor dvojne 
tehnologije SDT 1 ima domet zaznavanja 15 m na višini montaže 2,4 m in pokriva območje 
celotne delavnice, nadzoruje vstop skozi garažna vrata GV1, GV2 in vhod V1, na ta način je v 
primeru vloma in poskusa izklopa alarma zaščitena tudi tipkovnica, ki je v bližini vhoda V1. 
Za še večjo varnost je na vhod V1 nameščen magnetni kontakt MK8. Drugi senzor dvojne 
tehnologije SDT2 pokriva območje garaže, nadzoruje vstop skozi garažna vrata GV3 in GV4 
in prehod P1, čeprav je tudi ta zaščiten z magnetnim kontaktom MK9. Senzor dvojne 
tehnologije in ne samo IR-senzor je uporabljen zato, ker bo v prostoru klima, pozimi pa bo 
ogrevan po potrebi, kar bi lahko privedlo do temperaturnih sprememb in lažnega alarma. Še 
eden vzrokov uporabe senzorja dvojne tehnologije in postavitve na izbrano mesto je, da lahko 
skozi okna O2, O3, O4 in O5 pridejo žarki svetlobe iz žarometov vozil, ob in za objektom 
poteka glavna cesta. Okna O1, O2 in O3 v delavnici so proti vlomu zaščitena z vgradnimi 
magnetnimi kontakti MK1, MK2 in MK3, proti razbitju pa s senzorjem loma stekla SLS 1. V 
garaži pa se glede zaznavanja razbitja oken pojavi problem, ker je v garaži za razliko od 
delavnice dodatno okno O7 in ni medetažne plošče, namestitev na strop ni možna. 
Uporabljeni senzor ima polje zaznavanja 6 m, zato je potrebno uporabiti dva. Prvi SLS2 za 
okna O4,O5 in O6, drugega SLS 3 za okno O7 in ob enem tudi O6. Proti vlomu so na okna 
nameščeni magnetni kontakti MK4, MK5, MK6 in MK7. V prvi etaži, nad delavnico, bo 
bivalni prostor. Do bivalnega prostora je potrebno prečkati območje delavnice in garaže, kjer 
je stopnišče. Ta dva prostora sta že zaščitena s senzorji gibanja, zato teh v bivalnem prostoru 
ni. Na okna O9 in O10 sta nameščena le magnetna kontakta MK 12 in MK 13 in MK 10 na 
vhodnih vratih v prvo etažo. Magnetna kontakta na vhodnih vratih v bivalni prostor MK 10 in 
prehodu P1 iz delavnice v garažo MK 9 nista potrebna, vendar imata tako kot vsi ostali 
nameščeni na okna dodatno nalogo nadzora, ker se lahko zgodi, da v objektu dlje časa ne bo 
nikogar in je dobro, da so vsa okna in vrata zaprta. Preden zapuščamo objekt, je pred 
izhodom/vhodom V1 nameščena tipkovnica T1, ki nas na to opozarja. Tipkovnica T1 je v 
bližini vhoda V1, da ob prihodu ali odhodu izklopimo/vklopimo alarm (ponavadi se nastavi, 
da to poteka samodejno) in da ob odhodu vidimo morebitna opozorila. Tipkovnica T2 je prav 
tako v bližini vhoda v prvo nadstropje, le-ta služi vklopu/izklopu alarma v  normalnem načinu 
obratovanja, ko je bivalni prostor v uporabi, saj ne potrebujemo nočnega načina delovanja, 
ker v bivalnih prostorih ni nobenega senzorja, ki bi ponoči zaradi gibanja (iz SOBE1 ali 
SOBE2 do kopalnice) povzročil alarm.  
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Tabela 5: Elementi in cena protipožarnega sistema [38] 








DSC S30 39,60 2 79,20 
termični 
javljalnik 





58,08 2 116,16 
Javljalnik 
CO 
DSC WS4913 144,00 1 144,00 
sirena-
zunanja 
DSC SR200 57,60 1 57,60 
Celotna cena 533,76 
 
Protipožarni sistem je predviden v smislu nadgradnje protivlomnega sistema. V delavnici je v 
bližini peči na drva brezžični oziroma samostojni senzor ogljikovega monoksida za zaščito 
pred zastrupitvijo, senzor ima za napajanje vgrajeno baterijo in sireno jakosti 85 dB in 
kombinirani javljalnik KJ 1.1 za zaznavanje dima kot tudi vročine. Kombinirani senzor je 
uporabljen zato, ker je predvideno da se bodo v prostoru izvajala različna dela, pri katerih 
lahko nastaja prah in umazanija, ki se zaradi nameščenega talnega gretja še toliko bolj dviguje 
in bi na primer optičnemu javljalniku dima onemogočala pravilno delovanje. Lahko bi 
uporabil samo termični senzor, vendar je predpisana višina namestitve senzorja v tehničnih 
specifikacijah do 3,5 m, kar ne zadostuje višini delavnice 4,2 m. Iz enakih razlogov je tudi v 
garažnem prostoru uporabljen kombinirani javljalnik KJ 2.1. Garaža je namenjena garažiranju 
manjših strojev, pri tem nastaja dim, ki bi optičnemu dimnemu senzorju lahko povzročil 
težave oziroma bi ta javil alarm. Še eden od razlogov za uporabo kombiniranega javljalnika v 
garaži je, da nad njo ni medetažne plošče, zato je višina stropa garaže 7,2 m, tako višino 
montaže dopušča le kombinirani javljalnik oziroma po tehničnih specifikacijah do 16 m. 
Kuhinja bivalnega prostora je opremljena z termičnim javljalnikom TJ 3.1. Kuhinja je prostor 
z veliko vlage in pare, zato optični dimni javljalnik ni primeren, lahko bi izbral kombinirani 
javljalnik, vendar v kuhinji višina stropa glede na predpisano dovoljeno višino montaže 
termičnega senzorja ni problem, razlika v ceni pa je trikratna, zato sem se odločil za termični 
javljalnik. Prostora SOBA 1 IN SOBA 2 sta spalna prostora, priporočljivo oziroma obvezno 
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je, če že imamo protipožarni sistem, da je pred vsakim spalnim prostorom, če je to možno, 
nameščen optični javljalnik dima. V tem primeru to ni mogoče, ker je vhod v oba spalna 
prostora iz kuhinje, v kuhinji pa zaradi zgoraj opisanih razlogov ni možna namestitev 
optičnega javljalnika dima, zato sta optična dimna javljalnika ODJ 3.1 in ODJ 3.2 nameščena 
po eden v vsakem spalnem prostoru. Kombinirana javljalnika KJ 1 in KJ 2, optična dimna 
javljalnika ODJ 3.1 in ODJ 3.2 in termični javljalnik TJ 3.1 so namenjeni za nadzorovanje, ko 
v objektu ni nikogar, ali za nočni režim delovanja, če pride do požara čez dan. Ko je objekt v 
uporabi, pa javljanju požara služi ročni javljalnik RJ 1.1 v delavnici, RJ 2.1 v garaži in RJ 3.1 
v bivalnem prostoru.  
Število vseh elementov protivlomnega in protipožarnega sistema je 29, temu primerna je 
alarmna centrala proizvajalca DSC 1832, ki ima 8 oziroma s tremi dodanimi razširitvenimi 
moduli PC5108 32 vhodov ali področij in štiri particije. Če elemente protipožarnega in 
protivlomnega sistema oziroma področja smiselno razdelimo na štiri particeje, bodo v prvi 
particiji elementi protipožarne zaščite delavnice, v drugi elementi protipožarne zaščite garaže, 
v tretji elementi protipožarne zaščite stanovanjskega dela in v četrti elementi protivlomnega 
sistema celotne stavbe. Zunanja sirena S1 bo delovala v primeru vloma ali požarnega alarma, 
tipkovnici bosta služili za nastavitve, vklop/izklop, pregled opozoril za oba sistema, zato teh 
dveh elementov ne bomo dodelili nobeni particiji.  
Za povezavo med elementi protivlomnega sistema z alarmno centralo je predviden 6-žilni 
kabel LiYY 2 x 0,5 mm + 4 x 0,22 mm. Inštalacije bodo potekale po stenah podometno v 
rebrasti PVC RBC 16 DIN zaščitni cevi in po stropu v PVC kabelskih kanalih. Za povezavo 
med elementi protipožarnega sistema je predviden negorljiv kabel J-Y(ST)Y 4 x 2 x 0,5 mm. 
Po stenah se inštalacije izvedejo podometno, kabli bodo vlečeni v rebraste samogasne  RFS 
16 cevi. Preboji čez steno ali medetažno ploščo za napeljavo kablov protipožarne zaščite 
morajo biti ustrezno zaščiteni, da se v primeru požara ogenj ne more širiti po kablu. Za zaščito 
prebojev oziroma odprtin se uporabljajo različni tesnilni elementi. To so lahko bloki ali zvitki, 








4.2. Video nadzor okolice 
 
Slika 33: Video nadzor okolice 
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ABUS  / 4 / 
Cena kompleta skupaj: 819,14 
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Nasproti že opisanega objekta je parkirni prostor za tovorno vozilo in večje stroje težke 
gradbene mehanizacije. Parkirni prostor in vhod na zemljišče je zaradi morebitne kraje 
pogonskega goriva, dodatne opreme strojev in tudi samih strojev potrebno nadzorovati, zato 
sem predvidel video nadzor s kompletom analognega HD video nadzornega sistema 
proizvajalca ABUS. Komplet  vsebuje digitalni HD-snemalnik z možnostjo priključitve osmih 
HD kamer in trdi disk za shranjevanje 1TB, 4 HD dnevno/nočne zunanje kamere z 
vodoodpornim ohišjem in 4 x koaksialni kabel s konektorji za video signal in napajanje 
kamer. Snemalnik je v stanovanjskem delu objekta v pisarni tako, da je dobro skrit in varovan 
s protivlomnim sistemom. Kamera K1 je na vogalu objekta in nadzoruje vhod na zemljišče in 
v OBJEKT 2, ki služi le kot nadstrešek za avtomobil, kamera K2 je postavljena na drogu in 
nadzoruje del vhoda in del parkirišča, nadzoruje pa tudi kamero K1 zaradi varnostnih 
razlogov v primeru vandalizma. Če bi storilec hotel kamero kakorkoli zakriti ali popršiti z 
barvo, bi kamera K2 to posnela, tudi ostale kamere so postavljene tako, da nadzorujejo ena 
drugo. Kamera K3 nadzoruje prostor pred stavbo in del parkirišča, prav tako kamera K4, 
nameščena na drog. Lahko bi namestili le tri kamere, vendar imajo le-te ponoči domet 
snemanja 10 m. Nočni domet snemanja vsake kamere prikazujejo vijolične črte na sliki 33 in 
kot vidimo, je že v primeru štirih kamer del parkirišča in vhoda nenadzorovan, zato je 
predvidena dodatna svetilka na drogu ob parkirišču, vhod na zemljišče pa je osvetljen z 
svetilko javne razsvetljave.  
Za povezavo med snemalnikom in kamerami bo uporabljen v kompletu priložen koaksialni 
kabel. Kabel bo od snemalnika do kamere K1 in K3 vlečen podometno v rebrasti PVC RBC 
16 DIN zaščitni cevi. Do kamere K2 in K3 bo kabel v notranjosti stavbe vlečen v PVC RBC 
16 DIN zaščitni cevi, zunaj objekta pa bo v PE dvoslojni DWP 40/32 cevi. Med stikom DWP 







Cilj diplomske naloge je bil predstaviti štiri veje tehničnega varovanja, ki predstavljajo 
alarmni sistem, njihov namen umestitve v določeno okolje ali prostor, delovanje posameznega 
sistema in pripadajočih elementov temu sistemu, sestavne dele, smiselne postavitve in 
montaža le-teh ter izdelava študije za protivlomni, protipožarni sistem in video nadzorni 
sistem. 
 
Vsaka veja alarmnega sistemu služi svojemu namenu. Protivlomni in protipožarni sistem je 
skupek logično povezanih elementov, namenjen preprečevanju vloma in zgodnjemu 
odkrivanju požara. Za pravilno in učinkovito delovanje je potrebno izbrati prave senzorje. To 
lahko storimo le tako, da poznamo njihov način delovanja in okolico, kjer bodo montirani, 
predvideti je potrebno vse vplive (klima, vlaga, prah, odboj svetlobe od tal, prepreke ...), ki bi 
lahko kakor koli obremenili ali senzorju preprečili delovanje ter višine montaže. Za pravo 
odločitev glede alarmne centrale je potrebno najprej vedeti, koliko senzorjev, tipkovnic, 
izhodnih modulov in siren bo v sistemu, le tako se lahko odločimo za pravo z dovolj področij 
ali vhodi. Glavna napaka, ki se dogaja pri projektiranju inštalacije protivlomnega pa tudi 
protipožarnega sistema je, da se pri tem varčuje s številom senzorjev. Če se nekdo že odloči 
za protivlomni sistem, je bolje postaviti več senzorjev, kot je potrebno, saj je to  sistem, ki 
varuje nas in naše premoženje, prav tako to velja za protipožarni sistem. 
 
V diplomski nalogi je prestavljen tudi video nadzor in kontrola pristopa. Naloga teh dveh 
sistemov je podobna kot naloga protivlomnega sistema. Video nadzor služi s pomočjo 
snemanja za nadzorovanje nad našim premoženjem, nadzorovanje okolice objektov in še 
veliko drugih stvari. Pristopna kontrola pa je sistem za nadzorovanje in dovoljevanje vstopa 
ali izstopa v določen objekt le osebam, ki so jim za to dodeljene pravice. 
 
Med izdelavo diplomske naloge sem se podrobno spoznal z delovanjem alarmnih sistemov, 
njihovo uporabo in inštalacijo le-teh v okolje ali prostor. Uporabil sem pridobljeno znanje in 
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