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The ease of distributing digital media, especially using Internet, 
apparently brings the negative impact for the effort of copyright protection on 
digital media. Digital watermarking as one of solution to overcome these 
problems, facing the question of robustness against the distortion that could be 
happens along the distribution process.  
There are several digital watermarking techniques, some of them operate 
directly on its spatial domain and the other one work on frequency domain. The 
watermarking techniques that operate on frequency domain, apparently can 
figure the problems out. DFT (Discrete Fourier Transform) as one of 
transformation that used in digital image processing environment. 
The procedure must be done to insert a watermark is choose a cover 
image and a watermark image (a message). And afterward inserted processing 
will be done, then a watermarked image as result must be save in a image file with 
bmp extension. The next process is doing watermarked extraction process which 
be done with choose a watermarked image and a watermark image which been 
inserted. DFT used on both inserted processing and extracted processing. 
The results of examination showed that obtain of average value of PNSR 
which used for account the difference of original image and watermarked image, 
whish value is 35,685 dB. On the watermarked extract processing, watermarked 
image which resulted, experiencing a little bit changed of watermark’s image 
which had been inserted previously also acquired value of correlation (NC) which 
used for measured the difference of initial message’s value and readable 
message’s, and from the examination, obtain of NC’s average value is 0,98926%.  
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Kemudahan distribusi media digital, khususnya melalui internet ternyata 
memberikan dampak negatif bagi usaha-usaha perlindungan hak cipta atas media 
digital. Watermarking digital sebagai salah satu solusi yang bisa digunakan untuk 
mengatasi masalah ini, dihadapkan pada permasalahan ketahanan terhadap distorsi 
yang mungkin terjadi selama proses distribusi.  
Ada beberapa teknik watermarking digital, baik itu yang bekerja pada 
domain spasialnya maupun yang beroperasi pada domain frekuensinya. Teknik-
teknik watermarking pada domain frekuensi ternyata cukup baik dalam mengatasi 
permasalahan ketahanan terhadap distorsi. DFT (Discrete Fourier Transform) 
sebagai salah satu jenis transformasi yang dapat digunakan dalam dunia 
pengolahan citra digital. 
 Prosedur yang harus dilakukan dalam menyisipkan watermark adalah 
memilih gambar cover dan gambar watermark (pesan). Dan kemudian dilakukan 
proses penyisipan, kemudian menyimpan gambar hasil penyisipan dalam bentuk 
file berextentensi bmp. Proses selanjutnya adalah melakukan proses ekstraksi 
watermark yang dilakukan dengan cara memilih gambar ter-watermark dan 
memilih watermark yang telah disisipkan. DFT digunakan dalam kedua proses 
penyisipan serta proses ekstraksi. 
 Hasil penelitian menunjukkan bahwa dapat diperoleh nilai rata-rata 
perhitungan PNSR untuk menghitung perbedaan gambar asli dan gambar ter-
watermark sebesar 35,685 dB. Pada proses ekstraksi watermark, gambar 
watermark yang terbaca mengalami sedikit perubahan dari gambar watermark 
yang telah disisipkan sebelumnya serta diperoleh nilai korelasi (NC) untuk 
mengukur perbedaan nilai pesan awal dengan pesan terbaca, dan didapatkan nilai 
rata-rata NC sebesar 0,98926 %. 
 
 
Kata kunci : citra digital, watermarking, DFT. 
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1.1   Latar Belakang 
Saat ini hampir tidak ada orang yang tidak mengenal komputer. Komputer 
telah dipakai dalam hampir segala aspek kehidupan.  Komputer sebagai alat 
pengolah digital saat ini hampir dimiliki oleh setiap keluarga. Seperti halnya 
televisi, komputer saat ini juga banyak digunakan sebagai media hiburan. Dengan 
perkembangan komputer, data-data dalam bentuk digital semakin banyak 
digunakan, karena memang komputer yang berkembang saat ini merupakan 
peralatan elektronik yang menggunakan dan mengolah data dalam bentuk digital. 
Penggunaan data digital baik berupa teks, suara, citra maupun video sangat 
pesat dengan adanya komputer, apalagi dengan perkembangan teknologi jaringan 
antar komputer didunia yang disebut dengan internet, yang memungkinkan 
pertukaran data digital semakin mudah dilakukan. 
Penggunaan data digital selain mudah dalam hal penyebaran, juga 
disebabkan akan kemudahan dan murahnya biaya penggandaan (peng-copyan) 
serta penyimpannya untuk digunakan di kemudian hari. Dampak kemudahan 
inilah yang disalah gunakan tanpa memperhatikan aspek hak cipta (Intelectual 
Property Right), sehingga perlu  dipikirkan  adanya perlindungan terhadap hak 
cipta. Permasalahan diatas, membawa perubahan cara pandang peneliti terhadap 
metode yang digunakan untuk melindungi hak cipta pada media digital. 
Banyak cara yang sudah dilakukan untuk memberikan perlindungan data 
digital seperti kriptografi, copy-protection, visible marking, header marking dan 
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lainnya. Tetapi cara tersebut di atas memiliki kelemahan masing - masing. Seperti 
halnya kriptografi, dalam konteks perlindungan terhadap hak cipta media digital 
ternyata tidak memberikan jawaban yang memuaskan. Teknik kriptografi hanya 
mengijinkan pemegang kunci yang benar saja yang dapat mengakses media digital 
terenkripsi, tetapi ketika media ini telah didekripsi tidak ada lagi cara untuk 
melacak hasil reproduksi. Satu dekade terakhir muncul pemakaian steganography 
untuk mengatasi masalah perlindungan hak cipta ini pada data digital yang lebih 
dikenal dengan istilah watermarking.  
Watermarking digital menawarkan solusi lain yang lebih tepat untuk 
masalah ini, teknik watermarking melindungi media digital dengan data tertentu 
yang tertanam secara permanen di dalam media yang bersangkutan. Teknik 
watermarking digunakan untuk menyembunyikan data dalam gambar digital 
dengan sedikit atau tanpa terasa adanya perubahan yang tampak pada gambar 
tersebut sehingga gambar tersebut dapat didistribusikan tanpa adanya kecurigaan 
bahwa di dalam gambar itu terdapat tanda rahasia. 
Proses watermarking digital dapat dilakukan dengan beberapa cara, yaitu 
watermark ditanamkan pada domain spasial atau pixel, atau juga watermark 
ditanamkan pada domain frekuensi. Penanaman watermarking pada domain 
frekuensi, domain frekuensi diperoleh dengan melakukan transformasi image. 
Banyak jenis transformasi yang digunakan untuk melakukan transformasi image, 
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1.2  Perumusan Masalah 
Berdasarkan latar belakang yang dipaparkan, maka didapat perumusan 
masalah yang akan diselesaikan dalam Tugas Akhir ini adalah sebagai berikut : 
 Melakukan penyembunyian pesan ke dalam gambar digital dengan metode 
Discrete Fourier Transformation (DFT). 
 Melakukan ekstraksi pesan tersembunyi pada gambar digital yang telah 
disisipkan pesan. 
 Membandingkan kualitas antara gambar digital asli dengan gambar digital 
yang sudah disisipkan pesan. 
 
1.3  Batasan Masalah 
Ruang lingkup atau batasan-batasan permasalahan merupakan hal yang 
sangat penting untuk ditentukan terlebih dahulu agar diketahui sejauh mana tugas 
akhir ini akan dikerjakan. Beberapa batasan masalah tersebut antara lain: 
a. Penyembunyian pesan dilakukan pada gambar digital dengan format yang 
telah ditentukan, yaitu bitmap (bmp). 
b. Penyembunyian pesan dilakukan pada gambar keabuan (grayscale). 
c. Pesan yang disembunyikan pada gambar digital hanya berupa gambar 
hitam-putih (gambar biner) dengan ukuran 40 x 40 pixel. 
d. Bahasa pemrograman yang digunakan disesuaikan dengan kebutuhan. 
Begitu juga dengan tampilan dari aplikasi ini akan disesuaikan dengan 
kebutuhan. 
e. Pembuatan aplikasi menggunakan metode Discrete Fourier Transform 
(DFT). 
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1.4   Tujuan 
Tujuan yang ingin dicapai pada penulisan Tugas Akhir ini adalah sebagai 
berikut: 
 Memahami teknik watermarking digital pada citra dengan menggunakan 
metode Discrete Fourier Transformation (DFT). 
 Memahami teknik ekstraksi pesan rahasia yang telah disisipkan pada 
gambar digital. 
 Mengimplementasikan teknik watermarking pada citra digital ke dalam 
sebuah perangkat lunak. 
 
1.5 Manfaat 
Dengan dilakukannya Watermarking pada Citra Digital, maka akan 
didapatkan manfaat sebagai berikut: 
 Proteksi Hak Cipta 
Dalam perlindungan hak cipta adalah sebagai bukti otentik atas hak 
kepemilikan pencipta atas content yang dibuat atau diproduksinya. 
Watermarking sangat ideal untuk pembuatan label hak cipta, karena bukan 
hanya tak terlihat tetapi juga tidak dapat dipisahkan dari data yang disisipi. 
Hal ini merupakan alasan utama sehingga proteksi menggunakan label hak 
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1.6   Metodologi Penelitian 
1. Studi Pustaka 
Melakukan studi pustaka tentang cara representasi format dari file gambar 
digital yang digunakan serta teknik penyembunyian dan ekstraksi terhadap 
file gambar digital dengan metode Discrete Fourier Transform (DFT). 
2. Analisis 
Analisis dari hasil studi pustaka. Meliputi algoritma yang digunakan pada 
penyembunyian data beserta teknik ekstraksinya. Disamping itu dilakukan 
juga analisis terhadap kebutuhan perangkat lunak yang akan dibangun 
sehingga diperoleh gambaran umum yang akan dibangun. 
3. Perancangan Perangkat Lunak 
Melakukan pengumpulan terhadap kebutuhan fungsional, merancang 
arsitektur perangkat lunak dan perancangan antarmuka. 
4. Implementasi Perangkat Lunak 
Melakukan pembuatan perangkat lunak dari rancangan yang telah dibuat 
sebelumnya. 
5. Pengujian 
Melakukan pengujian terhadap perangkat lunak yang telah 
diimplementasi, yaitu keberhasilan penyembunyian pesan dan ekstraksinya 
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1.7   Sistematika Penulisan 
Penulisan Tugas Akhir ini secara sistematis diatur dan disusun dalam 
enam bab yang didalamnya terdapat beberapa sub bab. Secara ringkas uraian 
materi dari bab pertama hingga bab terakhir adalah sebagai berikut: 
BAB I   Pendahuluan 
 Pada bab pendahuluan ini membahas mengenai latar belakang 
masalah, perumusan masalah, batasan masalah, tujuan tugas akhir, 
manfaat tugas akhir, metode pembuatan tugas akhir serta sistematika 
dari penulisan bab akhir. 
BAB II Landasan Teori 
Pada bab landasan teori ini menjelaskan tentang definisi 
watermarking,  jenis-jenis image digital, warna dan ruang warna, dan 
klasifikasi watermarking. 
BAB III Perancangan Sistem 
Pada bab perancangan sistem ini menjelaskan tentang perancangan 
perangkat lunak dari sistem yang akan dibuat, meliputi : deskripsi 
umum sistem, spesifikasi kebutuhan sistem, perancangan proses, 
perancangan data, dan perancangan antarmuka. 
BAB IV Implementasi 
 Bab implementasi ini berisi tentang pembuatan aplikasi dari 
perancangan sistem yang telah dibuat pada bab II. 
BAB V Uji Coba dan Evaluasi 
 Bab ini menjelaskan tentang proses pengujian terhadap sistem yang 
telah dibuat dan melakukan evaluasi terhadap hasil pengujian tersebut. 
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BAB VI Penutup 
 Bab ini merupakan bab akhir dari pembuatan laporan dari aplikasi 
yang telah dibuat, dimana pada bab ini berisi kesimpulan dan saran 
dari penulis. 
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