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CCNP:   Es una certificación Cisco Certified Network Professional que aprueba la 
habilidad para planificar, implementar, verificar y resolver problemas de redes 
locales. De igual forma te permite trabajar en colaboración con especialistas en 
soluciones avanzadas de seguridad, voz, wireless y video. 
EIGRP: Es un protocolo de encaminamiento de vector distancia, propiedad de Cisco 
Systems, que ofrece lo mejor de los algoritmos de vector de distancia. Se considera 
un protocolo avanzado que se basa en las características normalmente asociadas 
con los protocolos del estado de enlace.  
ETHERCHANNEL: Es una tecnología construida de acuerdo con los estándares 
802.3 full-duplex Fast Ethernet.Permite la agrupación lógica de varios enlaces 
físicos Ethernet, esta agrupación es tratada como un único enlace y permite sumar 
la velocidad nominal de cada puerto físico Ethernet usado y así obtener un enlace 
troncal de alta velocidad. 
GNS3: Es un simulador gráfico de red, que te permite diseñar topologías de red 
complejas y poner en marcha simulaciones sobre ellos,  permitiendo la combinación 
de dispositivos tanto reales como virtuales. 
LACP: (Link Aggregation Control Protocolo) es la opción “open” del protocolo. El 
funcionamiento, muy similar al de PAgP con la diferencia de que en este caso se 
asignan los roles a cada uno de los extremos basándose en la prioridad del sistema, 
que se conforma con 2 bytes de prioridad más 6 de MAC. 
OSPF: Open Shortest Path First.  es un protocolo de enrutamiento de tipo enlace-
estado, desarrollado para las redes IP y basado en el algoritmo de primera vía más 
corta (SPF). 
PACKET TRACERT: Es un software propiedad de Cisco System, Inc., diseñado 
para la simulación de redes basadas en los equipos de la citada compañía, permite 
experimentar con el comportamiento de la red y resolver preguntas acerca de los 
diferentes protocolos.  
PAgP: (Port Aggregation Protocol) es un protocolo propietario de Cisco. Los 
paquetes son intercambiados entre switch a través de los enlaces configurados para 
ello. Para que se forme el EtherChannel los dos puertos han de estar configurados 




STP: Spanning Tree Protocol(Protocolo de árbol de expansión)  Su función es la de 
gestionar la presencia de bucles en topologías de red debido a la existencia de 
enlaces redundantes.  
ROUTER: Es un dispositivo que opera en capa tres de nivel de OSI. Valiéndose de 
un protocolo de enrutamiento, que le permite comunicarse con otros enrutadores o 
encaminadores y compartir información entre sí para saber cuál es la ruta más 
rápida y adecuada para enviar datos. 
SWITCH: Es un dispositivo que sirve para conectar varios elementos dentro de 
una red.  
VLAN: Virtual Local Area Network. Este permite segmentar una red para que los 
equipos no se vean entre sí. Por ejemplo, se puede utilizar para separar la telefonía 
IP del resto de equipos. 
VTP: VLAN Trunking Protocol. un protocolo de mensajes de nivel 2 usado para 
configurar y administrar VLANs en equipos Cisco. Permite centralizar y simplificar 
la administración en un domino de VLANs, pudiendo crear, borrar y renombrar las 







En este informe contiene 2 escenarios que corresponden a la prueba de habilidades 
practicas del diplomado de profundización CCNP el cual busca evaluar las 
competencias adquiridas a lo largo del diplomado. En el escenario 1 diseñamos una 
red en la que se configuro direccionamiento IPV6 e IPV4 y se enrutan con el 
protocolo de enrutamiento EIRP y OSPF.  En el escenario 2 se implemento una red 
core en la que se configuran VLAN, etherchannels, VTP y STP.  
 
 En cada uno de los 2 escenarios se describe la configuración de cada uno de los 
dispositivos de los escenarios y pruebas de conectividad.  
 
 




This report contains 2 scenarios that correspond to the practical skills test of the 
CCNP deepening diploma which seeks to evaluate the skills acquired throughout the 
diploma. In scenario 1 we designed a network in which IPV6 and IPV4 addressing 
was configured and routed with the EIRP and OSPF routing protocol. In scenario 2, 
a core network was implemented in which VLANs, etherchannels, VTP and STP are 
configured. 
 In each of the 2 scenarios, the configuration of each of the devices in the 
scenarios and connectivity tests are described. 
 






En este trabajo se da conocer la implementación de las topologías propuestas por 
diplomado de profundización CCNP de cisco en una de sus actividades evaluativas 
llamada prueba de habilidades practicas CCNP.   La cual busca evaluar  los niveles 
de compresión y solución de problemas relacionados en diversos aspectos de 
networking .   
El primer escenario se trata de realizar enrutamiento de 3 sedes Bogotá, 
Bucaramanga y Medellín, para cada una de las sedes se tiene direccionamiento 
Ipv4 e Ipv6 que se comunican con diferentes protocolos de enrutamiento, en el caso 
de Bucaramanga se enruta con OSPF el área 1, en Medellín con OSPF área 0 y en 
Bogotá se enruta con EIGRP AS 101.  
En el escenario 2 se realizó la simulación de la red Core de una empresa de 
comunicaciones, en la que se tiene que se configuro 2 PagP y 3 LACP  con 
diferentes vlan para la empresa como contabilidad, ejecutivos, huéspedes, videonet, 
etc. También se configuro VTP para administración de la vlan y el SPT para evitar 
bucles en la red.  
Se realizo la simulación en packet tracer y gns3. Se anexan ImpPt de las 






Descripción de escenarios propuestos para la prueba de habilidades 
 
Escenario 1 
Una empresa de confecciones posee tres sucursales distribuidas en las ciudades 
de Bogotá, Medellín y Bucaramanga, en donde el estudiante será el administrador 
de la red, el cual deberá configurar e interconectar entre sí cada uno de los 
dispositivos que forman parte del escenario, acorde con los lineamientos 
establecidos para el direccionamiento IP, protocolos de enrutamiento y demás 
aspectos que forman parte de la topología de red. 
 
 






Parte 1: Configuración del escenario propuesto 
 
Figura 2. Simulación de escenario 1 
 
 
1. Configurar las interfaces con las direcciones IPv4 e IPv6 que se muestran en 
la topología de red. 
 
Tabla 1.  Direccionamiento escenario 1 
 
ROUTER INTERFACE IPV4 IPV6 
R1 
Lo 1 192.168.110.1/24 2001:DB8:ACAD:110::1/64 
Se0/0/0 192.168.9.1/30 2001:DB8:ACAD:90::1/64 
R2 
Lo 1 192.168.2.1/24 2001:DB8:ACAD:B::1/64 
Se0/0/0 192.168.9.2/30 2001:DB8:ACAD:90::2/64 
Se0/0/1 192.168.9.5/30 2001:DB8:ACAD:91::1/64 
R3 
Lo 1 192.168.3.1/30 2001:DB8:ACAD:C::1/64 
Se0/0/1 192.168.9.6/30 2001:DB8:ACAD:91::2/64 
 
 
- Configuración router 1. 
R1#conf 
R1#configure  
Configuring from terminal, memory, or network [terminal]?  
Enter configuration commands, one per line. End with CNTL/Z. 
R2(config)# 
R1(config-if)interface Loopback1 
R1(config-if)ip address 192.168.110.1 255.255.255.0 
R1(config-if)ipv6 address 2001:DB8:ACAD:110::1/64 
R1(config)#interface serial 0/0 
R1(config-if)#ipv6 address 2001:DB8:ACAD:90::1/64 
R1(config-if)#ip address 192.168.9.1 255.255.255.252 
 
 
Figura 3. Configuración interfaces R1 
 
 
- Configuración router 2. 
R2# 
R2#configure 
R2(config)#interface loopback 1 
R2(config-if)#ip address 192.168.2.1 255.255.255.0 
R2(config-if)# ipv6 address 2001:DB8:ACAD:B::1/64 
 
R2(config)#interface serial 0/0/0 
15 
 
R2(config-if)# no shutdown 
R2(config-if)#ip address 192.168.9.2 255.255.255.252 
R2(config-if)#ipv6 address 2001:DB8:ACAD:90::2/64 
 
R2(config-if)#interface serial 0/0/1 
R2(config-if)# no shutdown 
R2(config-if)#ip address 192.168.9.5 255.255.255.252 
R2(config-if)#ipv6 address 2001:DB8:ACAD:91::1/64 
 




- Configuración router 3 
 
R3#configure 
R3(config)#interface loopback 1 
R3(config-if)#ip address 192.168.3.1 255.255.255.0 
R3(config-if)#ipv6 address 2001:DB8:ACAD:C::1/64 
 
R3(config)#interface serial 0/0/1 
R3(config-if)#ip address 192.168.9.6 255.255.255.252 
R3(config-if)#ipv6 address 2001:DB8:ACAD:91::2/64 
 
 




2. Ajustar el ancho de banda a 128 kbps sobre cada uno de los enlaces seriales 
ubicados en R1, R2, y R3 y ajustar la velocidad de reloj de las conexiones de 
DCE según sea apropiado. 
 
R1(config)#interface serial 0/0/0 
R1(config-if)#bandwidth 128 
R1(config-if)#clock rate 128000 
 
 
R2(config)#interface serial 0/0/0 
R2(config-if)#bandwidth 128 
 
R2(config)#interface serial 0/0/1 
R2(config-if)#bandwidth 128 
R2(config-if)#clock rate 128000 
 
R3(config)#interface serial 0/0/1 
R3(config-if)#bandwidth 128 
 







3. En R2 y R3 configurar las familias de direcciones OSPFv3 para IPv4 e IPv6. 
Utilice el identificador de enrutamiento 2.2.2.2 en R2 y 3.3.3.3 en R3 para 
ambas familias de direcciones. 
 
R2(config)#router ospf 1 
R2(config-router)#router-id 2.2.2.2 
 
R3(config)#router ospf 1 
R3(config-router)#router-id 3.3.3.3 
 
4. En R2, configurar la interfaz F0/0 en el área 1 de OSPF y la conexión serial 
entre R2 y R3 en OSPF área 0.  
 
R2(config)# interface loop 1 
R2(config-if)# ip ospf 1 area 1 
R2(config)#interface serial 0/0/1 
R2(config-if)#ip ospf 1 area 0 
 
 
5. En R3, configurar la interfaz F0/0 y la conexión serial entre R2 y R3 en 
OSPF área 0.  
6.  
R3(config)# interface loop 1 
R3(config-if)# ip ospf 1 area 0 
R3(config)#interface serial 0/0/1 
R3(config-if)#ip ospf 1 area 0 
 
 
7.  Configurar el área 1 como un área totalmente Stubby.  
 
R2(config)#router ospf 1 
R2(config-router)#area 1 stub no-summary 
 
R3(config)#router ospf 1 
R3(config-router)#area 1 stub no-summary 
 




8.  Propagar rutas por defecto de IPv4 y IPv6 en R3 al interior del dominio 
OSPFv3. Nota: Es importante tener en cuenta que una ruta por defecto es 
diferente a la definición de rutas estáticas.  
 
R3(config)# ipv6 route ::/0 2001:DB8:ACAD:91::1 
R3(config)#ip route 0.0.0.0 0.0.0.0 192.168.9.5 
 
9.  Realizar la configuración del protocolo EIGRP para IPv4 como IPv6. 
Configurar la interfaz F0/0 de R1 y la conexión entre R1 y R2 para EIGRP 
con el sistema autónomo 101. Asegúrese de que el  resumen automático 
está desactivado.  
 
R1(config)#ipv6 unicast-routing 





R1(config)#ipv6 eigrp 101 
 
R2(config)#router eigrp 101 




R2(config)#ipv6 router eigrp 101 
R2(config)#interface serial 0/0 
19 
 
R2(config-if)#ipv6 eigrp 101 
 
R1(config)#ipv6 router eigrp 101 
R1(config)#interface serial 0/0 
R1(config-if)#ipv6 eigrp 101 
R1(config)#interface loop1 
R1(config-if)#ipv6 eigrp 101 
 









10. Configurar las interfaces pasivas para EIGRP según sea apropiado.  
R1(config)#ipv6 eigrp 101 
R1(config-router)#passive-interface serial 0/0/0 
R1(config-router)#passive-interface loop1 
 
R2(config)#ipv6 eigrp 101 








11. En R2, configurar la redistribución mutua entre OSPF y EIGRP para IPv4 e 
IPv6. Asignar métricas apropiadas cuando sea necesario.  
R2(config)#router eigrp 101 
R2(config-router)#redistribute ospf 1 
 
R2(config)#router ospf 1 
R2(config-router)#redistribute eigrp 101 
 
12.  En R2, de hacer publicidad de la ruta 192.168.3.0/24 a R1 mediante una 
lista de distribución y ACL.  
 
 
R2(config)#access-list 1 permit 192.168.3.0 0.0.0.255 
R2(config)#route-map PERMIT permit 10 
R2(config-route-map)#match ip address 1 
 
R2(config)#router eigrp 101 
R2(config-router)#redistribute static route-map PERMIT 
 
 
Parte 2: Verificar conectividad de red y control de la trayectoria.  
 
a. Registrar las tablas de enrutamiento en cada uno de los routers, acorde con 
los parámetros de configuración establecidos en el escenario propuesto.  















b. Verificar comunicación entre routers mediante el comando ping y traceroute. 
 










c. Verificar que las rutas filtradas no están presentes en las tablas de 






Una empresa de comunicaciones presenta una estructura Core acorde a la 
topología de red, en donde el estudiante será el administrador de la red, el cual 
deberá configurar e interconectar entre sí cada uno de los dispositivos que forman 
parte del escenario, acorde con los lineamientos establecidos para el 
direccionamiento IP, etherchannels, VLANs y demás aspectos que forman parte 
del escenario propuesto. 
 










Figura 17. Simulación escenario 2 
 
 
Parte 1: Configurar la red de acuerdo con las especificaciones.  
 
a. Apagar todas las interfaces en cada switch.  
 
DLS1(config)#interface range fastEthernet 0/1-24 
DLS1(config-if-range)#shutdown 
 





ALS2(config)#interface range fastEthernet 0/1-24 
ALS2(config-if-range)#shutdown 
 
ALS1(config)#interface range fastEthernet 0/1-24 
ALS1(config-if-range)#shutdown 
 











c. Configurar los puertos troncales y Port-channels tal como se muestra en el 
diagrama. 
 
1. La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando LACP. 
Para DLS1 se utilizará la dirección IP 10.12.12.1/30 y para DLS2 utilizará 
10.12.12.2/30.  
 
ALS2(config)#interface range fastEthernet 0/7-12 
 
ALS2(config-if-range)#switchport mode trunk 
ALS2(config-if-range)#switchport trunk encapsulation dot1q 
 
 
ALS1(config)#interface range fastEthernet 0/7-12 
ALS1(config-if-range)#switchport mode trunk 
ALS1 (config-if-range)#switchport trunk encapsulation dot1q 
 
 
DLS1(config)#interface range fastEthernet 0/7-12 
DLS1(config-if-range)#switchport mode trunk 
DLS1 config-if-range)#switchport trunk encapsulation dot1q 
 
DLS2(config)#interface range fastEthernet 0/7-12 
DLS2(config-if-range)#switchport mode trunk 
DLS2(config-if-range)#switchport trunk encapsulation dot1q 
 
DLS1(config-if-range)#interface range fastEthernet 0/11-12 
DLS1(config-if-range)#channel-group 12 mode active 
DLS1(config-if-range)#no shutdown 
 
DSL2(config)#interface range fastEthernet 0/11-12 




2. Los Port-channels en las interfaces Fa0/7 y Fa0/8 utilizarán LACP.  
 
DSL2(config)#interface range gigabitEthernet 1/0/7-8 
DSL2(config-if-range)#channel-group 2 mode active 
DSL2(config-if-range)# no shutdown 
 
ALS1(config)#interface range fastEthernet 0/7-8 
ALS1(config-if-range)#channel-group 1 mode active 
ALS1(config-if-range)#no shutdown 
 
DLS1(config)#interface range fastEthernet 0/7-8 





ALS2(config)#interface range fastEthernet 0/7-8 
ALS2(config-if-range)#channel-group 2 mode active 
ALS2(config-if-range)# no shut 
 
3. Los Port-channels en las interfaces F0/9 y fa0/10 utilizará PAgP.  
DSL2(config)#interface range fastEthernet 0/7-12 
DSL2(config-if-range)#channel-group 3 mode desirable 
 
ALS1(config)#interface range fastEthernet 0/7-12 
ALS1(config-if-range)#channel-group 3 mode desirable 
 
Figura 19. Verificación LACP y PAgP ALS1 
 
 






















ALS2(config)#interface range fastEthernet 0/7-10 




ALS1(config)#interface range fastEthernet 0/7-10 
ALS1(config-if-range)#switchport trunk native vlan 800 
 
DLS1(config)#vlan 800  
DLS1(config-vlan)#name VLAN_NATIVE 
DLS1(config)#interface range gigabitEthernet 1/0/7-12 




DLS2(config)#interface range gi1/0/7-12 
 
DLS2(config-if-range)#switchport trunk native vlan 800 
 
d. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3  
 
1. Utilizar el nombre de dominio UNAD con la contraseña cisco123  
DLS1(config)#vtp mode client  
DLS1(config)#vtp domain UNAD 
DLS1(config)#vtp password 123cisco 
 
2. Configurar DLS1 como servidor principal para las VLAN.  
 
DLS1(config)#vtp mode server 
 
3.  Configurar ALS1 y ALS2 como clientes VTP.  
ALS1(config)#vtp mode client  
ALS1(config)#vtp domain UNAD 
ALS1(config)#vtp password 123cisco 
 
 
ALS2(config)#vtp mode client  
ALS2(config)#vtp domain UNAD 
ALS2(config)#vtp password 123cisco 
 
DLS1(config)#vtp mode server 
e. Configurar en el servidor principal las siguientes VLAN:  




























f. En DLS1, suspender la VLAN 434.  
 
DLS1(config)# vlan 434 
DLS1(config-vlan)# state suspend 
 
g. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, y 
configurar en DLS2 las mismas VLAN que en DLS1.  
 
DLS2(config)#vtp mode transparent 

















h. Suspender VLAN 434 en DLS2.  
 
 
DLS2(config)# vlan 434 
DLS2(config-vlan)# state suspend 
 
i. En DLS2, crear VLAN 567 con el nombre de CONTABILIDAD. La VLAN de 






j. Configurar DLS1 como Spanning tree root para las VLAN 1, 12, 434, 800, 
1010, 1111 y 3456 y como raíz secundaria para las VLAN 123 y 234.  
 
DLS1(config)#spanning-tree vlan 1,12,434,800,101,111,3456 root 
primary 
DLS1(config)#spanning-tree vlan 123,234 root secondary 
 
k. Configurar DLS2 como Spanning tree root para las VLAN 123 y 234 y como 
una raíz secundaria para las VLAN 12, 434, 800, 1010, 1111 y 3456.  
 
DLS2(config)#spanning-tree vlan 123,234 root primary 





l. Configurar todos los puertos como troncales de tal forma que solamente las 
VLAN que se han creado se les permitirá circular a través de éstos puertos.  
interface Port-channel1 
switchport trunk native vlan 800 
switchport trunk allowed vlan 12,101,111,123,234,345,434 
no cdp enable 
! 
interface Port-channel4 
switchport trunk allowed vlan 12,101,111,123,234,345,434 
switchport trunk encapsulation dot1q 
! 
interface Port-channel12 
switchport trunk native vlan 800 
switchport trunk allowed vlan 12,101,111,123,234,345,434 
no cdp enable 
 
m. Configurar las siguientes interfaces como puertos de acceso, asignados a las 
VLAN de la siguiente manera:  
 





DLS1(config-if)#interface gigabitEthernet 1/0/6 
DLS1(config-if)#switchport mode access  
DLS1(config-if)#switchport access vlan 345 
 
DLS1(config-if)#interface gigabitEthernet 1/0/15 
DLS1(config-if)#switchport mode access  
DLS1(config-if)#switchport access vlan 111 
 
DLS2(config)#interface gigabitEthernet 1/0/6 
DLS2(config-if)#switchport mode trunk 




Part 2: conectividad de red de prueba y las opciones configuradas.  
 
a. Verificar la existencia de las VLAN correctas en todos los switches y la 
asignación de puertos troncales y de acceso  
 








b. Verificar que el EtherChannel entre DLS1 y ALS1 está configurado 
correctamente  
 




c. Verificar la configuración de Spanning tree entre DLS1 o DLS2 para cada VLAN.  
 





























Durante el desarrollo de estas simulaciones se realizó la configuración de router con 
direccionamiento Ipv4 e Ipv6  como dual stack, lo cual es importante tener claro 
como enrutar  este tipo de direccionamiento en los diferentes protocolos de 
enrutamiento, puesto que hoy en día es casi que una obligación implementarlos 
ambos direccionamiento por el agotamiento de direcciones ipv4 a nivel mundial.   
 
Se configuro enrutamiento dinámico     como   EIGRP y  OSPF  en el primer 
escenario los cuales hacen que el trabajo del admiración sea más sencillo a 
diferencia que con el enrutamiento estático  el cual requiere que el administrador de 
red conozca a la perfección la red para realizar el enrutamiento.  
 
En el segundo escenario se configuro VTP, el cual facilita al administrador crear las 
vlan por toda la red, de esta manera solo se crean en el server y este se encarga 
de propagarlas a los demás dispositivos que estén en el dominio.  Se configuro STP 
el cual es esencial en las grandes redes que tienen enlaces redundantes puesto 
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