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Seznam uporabljenih kratic 
ATWS angl. Anticipated Transient Without Scram  
(pričakovani prehodni pojav brez zaustavitve reaktorja) 
BE angl. Basic Event (osnovni dogodek) 
BWR angl. Boiling Water Reactor (vrelni reaktor) 
CCF angl. Common Cause Failure (odpovedi s skupnim vzrokom) 
CDF angl. Core Damage Frequency (frekvenca poškodbe sredice) 
ECCS angl. Emergency Core Cooling System (sistem za zasilno hlajenje sredice) 
EOP angl. Emergency Operating Procedures (postopki za obratovanje v sili) 
ET angl. Event Tree (drevo dogodkov) 
FT angl. Fault Tree (drevo odpovedi) 
HRA angl. Human Reliability Analysis (analiza človeškega faktorja) 
IE angl. Initiating Event (začetni dogodek) 
LCCW angl. Loss Of Component Cooling Water  
(izguba vode za hlajenje komponent) 
LLOCA angl. Large Loss Of Coolant Accident (velika izlivna nezgoda) 
LMFW angl. Loss Of Main Feedwater (izguba glavne napajalne vode) 
LOOP/LOSP angl. Loss Of Offsite Power (izguba zunanjega napajanja) 
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LRHR angl. Loss Of Residual Heat Removal System 
(izguba sistema za odvajanje zaostale toplote) 
MCS angl. Minimal Cut Set (najkrajša pot odpovedi) 
MLOCA angl. Medium Loss Of Coolant Accident (srednja izlivna nezgoda) 
MW Megavat 
PORV angl. Power Operated Relief Valve (upravljani razbremenilni ventil) 
POS angl. Plant Operating State (obratovalno stanje elektrarne) 
PRA angl. Probabilistic Risk Assesment (verjetnostne analize tveganja) 
PSA angl. Probabilistic Safety Assesment (verjetnostne varnostne analize) 
PWR angl. Pressurized Water Reactor (tlačnovodni reaktor) 
RAW angl. Risk Achievement Worth (prispevek k povečanju tveganja) 
RCS angl. Reactor Coolant System (reaktorski hladilni sistem) 
RHR angl. Residual Heat Removal System (sistem za odvajanje zaostale toplote) 
RRW angl. Risk Reduction Worth (prispevek k zmanjšanju tveganja) 
SBO angl. Station Blackout (zatemnitev elektrarne) 
SG angl. Steam Generator (uparjalnik) 
SGTR angl. Steam Generator Tube Rupture (zlom cevi uparjalnika) 
SLOCA angl. Small Loss Of Coolant Accident (mala izlivna nezgoda) 





Pričujoča magistrska naloga obravnava verjetnostne varnostne analize jedrske 
elektrarne v zaustavitvenih stanjih. Verjetnostne varnostne analize so namenjene 
ocenjevanju in izboljšanju varnosti kompleksnih sistemov, tudi jedrskih elektrarn. 
Skozi analizo izvemo možne neželene dogodke, do katerih lahko pride v sistemu, 
verjetnost nastopa teh dogodkov, način njihovega razvoja in končne posledice. Na 
podlagi analize lahko določimo pomembnost posameznih komponent, kar je koristna 
informacija pri načrtovanju vzdrževalnih del ter načrtovanju nadgradenj v sistemu. 
V začetku naloge je predstavljenih nekaj osnov verjetnostne teorije, splošen 
opis verjetnostnih varnostnih analiz in opis izvedbe analiz. Uporabljena je metoda 
dreves odpovedi in dreves dogodkov. S prvimi so modelirani posamezni sistemi 
elektrarne, drugi pa ponazarjajo razvoj neželenega začetnega dogodka. 
Nato je opisana izvedba verjetnostnih varnostnih analiz jedrske elektrarne v 
obratovanju pri nizki moči in zaustavitvi, čemur sledi opis razvitega modela. Model 
je bil razvit znotraj programskega orodja RiskSpectrum PSA. Model temelji na 
podatkih ameriške elektrarne Surry ter na obstoječem modelu, namenjenem 
varnostnim analizam elektrarne pri delovanju na polni moči. Obravnava 15 različnih 
obratovalnih stanj elektrarne: od zniževanja moči, prek vroče pripravljenosti, vroče 
zaustavitve, hladne zaustavitve, menjave goriva in v obratnem vrstnem redu do 
obratovanja na polni moči. Neželeno končno stanje je poškodba sredice reaktorja. 
 Sledi predstavitev rezultatov, ki prikazujejo nivo tveganja poškodbe sredice v 
posameznem obratovalnem stanju elektrarne. Rezultati prikazujejo časovno uteženo 
tveganje, prispevek posameznega stanja k skupnemu tveganju ter pogojno tveganje v 
primeru, da bi vsa stanja trajala enako dolgo. 
V zaključku sledi komentar rezultatov in komentar modela ter njegovih 
pomanjkljivosti. Znotraj modela so zajeti le notranji dogodki v elektrarni, zunanjih 
(npr.: potres, padec letala) pa izdelani model ne obravnava. Predstavljeni rezultati 
pričakovano prikazujejo višje tveganje v času obratovanja pri znižanem nivoju 
hladila in najnižje tveganje v času, ko je reaktorski bazen poplavljen. Model je 
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možno nadalje izboljšati z ustreznim ovrednotenjem posameznih vrednosti (npr. 
človeški faktor, časovne konstante), kjer te verjetnosti predstavljajo bistven doprinos 
k skupnemu tveganju. 
Ker se delo naslanja predvsem na tujo literaturo, se je bilo v besedilu 
nemogoče povsem izogniti tujim izrazom. Zato imajo posamezni slovenski prevodi 
in krajšave zaradi lažjega razumevanja v oklepaju podane angleške ustreznice. 
 
 
Ključne besede: verjetnostne varnostne analize, jedrska elektrarna, drevo 





The following master thesis presents Probabilistic Safety Assessment (PSA) of 
nuclear power plants during low power and shutdown operating states. Purpose of 
Probabilistic Safety Assessment is assessment and improvement of safety of complex 
systems, such as nuclear power plant. Analysis reveals possible undesired events that 
could occur in the system, likelihood of their occurrence, the way of their 
development and their consequences. Analysis also reveals importance of individual 
components of the system, which serves as a base for planning maintenance and 
upgrades in the system. 
In the beginning, the basics of probability theory are presented together with 
general description of Probabilistic Safety Assessment and description of 
implementation of PSA. Event tree and fault tree approach is used for model 
development. Connections between different components and systems are modelled 
with fault trees, while in event trees development of undesired initial events is 
presented. 
This is followed by description of Low Power and Shutdown PSA of nuclear 
power plants. It is supported with description of a computer model for performing 
such analyses. Model was developed with RiskSpectrum PSA, a powerful 
Probabilistic Safety Assessment computer program. Model is based on data from the 
US nuclear power plant Surry and existing model for nuclear power plant safety 
analysis during full power operation. Model consists of 15 sub models for 15 
different plant operating states from lowering power through hot standby, hot 
shutdown, cold shutdown, refuelling and then back towards full power again. Core 
damage frequency is the main risk measure. 
Later on some results are presented. Core damage frequencies (CDF) are 
presented in both numerical and graphical manner. Firstly time weighted CDF are 
shown, than contribution of different plant operating states (POS) to overall CDF and 




In the end, there are some comments of results and model presented together 
with its limitations and possible future upgrades. Developed model cover only 
internal initiating events of nuclear power plants without external ones (e.g. 
earthquakes, airplane crash). Results show higher risk during mid-loop states and 
lowest risk during refuelling, when reactor cavity is flooded. Model could be further 
enhanced by additional analysis of the most important risk contributors (Human 
factor, time constants).  
 
 






1  Uvod 
Verjetnostne varnostne analize, oziroma angleško PSA – Probabilistic Safety 
Assesment, so namenjene ocenjevanju in izboljšanju varnosti kompleksnih sistemov. 
V preteklosti je bil v veljavi naziv Verjetnostne analize tveganja (PRA – 
Probabilistic Risk Assesment), vendar se danes vse bolj uporablja naziv PSA, saj je 
cilj tovrstnih analiz ocena varnosti [1]. Poleg uporabe v jedrski industriji se 
uporabljajo tudi za izboljšanje varnosti v drugih panogah, kjer imamo opravka s 
kompleksnimi sistemi, oziroma kjer obstaja nevarnost večje nesreče (vesoljska, 
kemična industrija) [2]. 
Začetek varnostnih analiz jedrske industrije sega v leto 1957, ko je bila izdana 
študija WASH-740, katere fokus je bila predvsem velika izlivna nezgoda. Leta 1975 
je sledila študija WASH-1400, v okviru katere je bilo predstavljeno tudi zelo nizko 
tveganje smrti kot posledica jedrske nesreče, v primerjavi z drugimi tveganji, katerim 
smo vsakodnevno izpostavljeni [3]. Študija se je izkazala za verodostojno po nesreči 
na Otoku Treh Milj. Po nesreči v Černobilu so verjetnostne varnostne analize postale 
obveza za vse jedrske elektrarne po svetu [2]. 
V začetku je bil poudarek verjetnostnih varnostnih analiz predvsem na varnosti 
jedrske elektrarne med obratovanjem pri polni moči, saj je tveganje za nesrečo med 
zaustavitvijo, v primerjavi z obratovanjem na polni moči veljalo za majhno [4]. 
Domneva izhaja iz precej krajših časov zaustavitev proti času delovanja na polni 
moči in ugodnejših parametrov, kot sta npr. nižja temperatura in tlaki tekom 
zaustavitve. Z leti je prišlo tudi do nekaterih neželenih dogodkov tekom zaustavitev 
elektrarn [5], ki so bili pokazatelj, da tveganje nesreč v zaustavitvenih stanjih ni 
zanemarljivo. Poleg obstoječih varnostnih analiz za delovanje na polni moči se je 
pričelo tudi z varnostnimi analizami elektrarn za delovanje pri znižani moči in v 
zaustavitvi. 
Cilj magistrske naloge je predstavitev verjetnostnih varnostnih analiz 
tlačnovodnih jedrskih elektrarn pri delovanju pri znižani moči in v zaustavitvi in 
izdelava konkretnega modela za izvedbo analiz. Izdelan model za analize v 
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zaustavitvenih stanjih temelji na podatkih ameriške elektrarne Surry ter na 




2  Verjetnostne varnostne analize 
Verjetnostna varnostna analiza posamezne jedrske elektrarne je razdeljena na 
tri faze. V prvi fazi (Level 1 PSA) se analiza osredotoča na zanesljivost posameznih 
sistemov znotraj elektrarne. Z ustrezno metodo se ovrednotijo različni načini 
odpovedi komponent, ki lahko privedejo do poškodbe sredice, ki predstavlja 
neželeno stanje prve faze. V drugi fazi (Level 2 PSA) se analizira integriteto 
zadrževalnega hrama, njen rezultat pa je količina radioaktivnih snovi, ki bi se ob 
morebitni nezgodi utegnile sprostiti v okolico. V tretji fazi (Level 3 PSA) se 
analizirajo posledice izpustov na okolje [1], [6]. 
PSA analiza je običajno razčlenjena na več podmodelov glede na način (angl. 
Mode) obratovanja elektrarne. Poznamo 6 načinov obratovanja elektrarne, in sicer: 
obratovanje na polni moči, zagon, vroča pripravljenost, vroča zaustavitev, hladna 
zaustavitev in menjava goriva. Razčlenjena analiza je smiselna zaradi lažjega 
obvladovanja modela, saj se v različnih načinih delovanja elektrarne spreminjajo tudi 
stanja posameznih sistemov elektrarne. Spreminjanje obratovalnih stanj je značilno 
predvsem za modeliranje elektrarne v zaustavitvi.  
Običajno je PSA model razdeljen na nekaj podmodelov, ki so definirani z 
načini obratovanja elektrarne [7]. Vse podmodele lahko nato na ustrezen način 
združimo v en integriran model [7], [8], ali pa jih obravnavamo ločeno in na koncu 
primerjamo njihove rezultate. 
Najpogosteje se za izvedbo verjetnostnih varnostnih analiz uporabljata metodi 
dreves dogodkov (ET- Event Tree) in dreves odpovedi (FT – Fault tree). Analiza 
drevesa odpovedi zajema posamezen sistem z vsemi ključnimi komponentami, med 
tem ko se analiza drevesa dogodkov osredotoča na povezavo med posameznimi 
sistemi, ki sodelujejo pri odpravi določenega začetnega dogodka (IE – Initiating 
Event) [2]. Načeloma ločimo dva pristopa izvedbe in povezave dreves dogodkov in 
dreves odpovedi, in sicer: manjša drevesa dogodkov in večja drevesa odpovedi ali 
večja drevesa dogodkov in manjša drevesa odpovedi [9]. 
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V prvem načinu imamo v okviru dreves dogodkov prikazano manjše število 
varnostnih sistemov, znotraj dreves odpovedi pa podrobno analizo posameznega 
sistema glede na vsebujoče komponente in njihove medsebojne povezave. V okviru 
drugega pristopa pa lahko del podsistemov modeliramo v okviru dreves dogodkov. 
Ta so posledično bolj kompleksna, se pa na drugi strani poenostavijo drevesa 
odpovedi. 
2.1  Verjetnostni račun 
Verjetnost je del matematike, ki se ukvarja z analizo dogodkov. Njen namen je 
okarakteriziranje pojavnosti izbranega (ugodnega) dogodka, v množici vseh 
dogodkov [9]. Verjetnost nastopa dogodka 𝐴𝐴 se označi s črko 𝑃𝑃(𝐴𝐴). 
2.1.1  Teorija množic 
Osnovo verjetnostne teorije predstavlja definiranje poskusa, izida poskusa in 
njegove zaloge vrednosti. En ali več izidov tvorijo dogodek, ki ga lahko zapišemo z 
množico zanj ugodnih izidov. 
Poskus je proces, katerega izid je negotov. Zaradi negotovosti moramo poskus 
večkrat ponoviti, tekom ponovitev pa lahko pričakujemo različne izide. V primeru 
poskusa z metom kovanca sta pričakovana izida ali cifra ali grb, kar pri tem poskusu 
predstavlja zalogo vrednosti. Zaloga vrednosti je torej množica pričakovanih izidov 
poskusa [9]. 
Množice in relacije med njimi lahko označimo na različne načine. Nekaj 
zapisov prikazuje spodnja tabela [10]. 
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Tabela 2.1:  Zapis množic in računanje z množicami 
𝑎𝑎 ∈ 𝑀𝑀 𝑎𝑎 je element množice 𝑀𝑀 
𝑏𝑏 ∉ 𝑀𝑀 𝑏𝑏 ni element množice 𝑀𝑀 
∅, {}  prazna množica 
𝑀𝑀 = {𝑎𝑎,𝑏𝑏, 𝑐𝑐,𝑑𝑑} zapis z naštevanjem 
𝑀𝑀 = {𝑛𝑛; (𝑛𝑛 ∈ ℕ)⋀(𝑛𝑛 ≤ 5)} = {1,2,3,4,5} zapis z lastnostjo 
𝐴𝐴 ∩ 𝐵𝐵 = {𝑥𝑥; (𝑥𝑥 ∈ 𝐴𝐴) ∧ (𝑥𝑥 ∈ 𝐵𝐵)} presek množic 
𝐴𝐴 ∪ 𝐵𝐵 = {𝑥𝑥; (𝑥𝑥 ∈ 𝐴𝐴) ∨ (𝑥𝑥 ∈ 𝐵𝐵)} unija množic 
𝐴𝐴\𝐵𝐵 = {𝑥𝑥; (𝑥𝑥 ∈ 𝐴𝐴) ∧ (𝑥𝑥 ∉ 𝐵𝐵)} razlika množic 
𝐴𝐴 ⊂ 𝐵𝐵 𝐴𝐴 je podmnožica množice 𝐵𝐵; vsi elementi 
množice 𝐴𝐴 so vsebovani tudi v množici 𝐵𝐵 
𝐴𝐴 = 𝐵𝐵 ⟺ (𝐴𝐴 ⊂ 𝐵𝐵) ∧ (𝐵𝐵 ⊂ 𝐴𝐴) množici sta enaki, če vsebujeta iste elemente 
𝐴𝐴′ = {𝑥𝑥; (𝑥𝑥 ∉ 𝐴𝐴)} 
𝐴𝐴′ = 𝒰𝒰\𝐴𝐴 
komplement množice 𝐴𝐴 so vsi elementi, ki ne 
pripadajo množici 𝐴𝐴, računamo ga v okvirju širše 
množice, ki jo imenujemo univerzum 𝒰𝒰 
Množice lahko prikažemo tudi grafično, z Vennovimi diagrami, kar prikazuje 
spodnja slika 2.1. 
 
 
Slika 2.1:  Vennovi diagrami: presek, podmnožica in unija 
Spodnja slika 2.2 prikazuje primer Vennovega diagrama za tri dogodke in 
osem izidov. Dogodek 𝐷𝐷1 vsebuje pet izidov, dogodek 𝐷𝐷2 tri izide, njuna unija šest 
izidov in njun presek dva izida. Dogodek 𝐷𝐷3 je prazna množica, kar pomeni, da se ne 
more zgoditi.  
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Slika 2.2:  Vennov diagram treh poskusov  
2.1.2  Teorija verjetnosti 
Verjetnostni model je matematični opis negotove situacije. Ključna elementa 
modela sta zaloga vrednosti in verjetnost nastopa dogodka. Zaloga vrednosti je 
množica možnih izidov poskusa, posamezni dogodki so torej podmnožica zaloge 
vrednosti.  
Dogodki imajo definirano verjetnost nastopa, ki je običajno pridobljena na 
podlagi frekvence pojavnosti dogodka znotraj večjega števila ponovitev poskusa. Pri 
tem mora verjetnost ustrezati spodnjim zahtevam [9]: 
- verjetnost mora zavzeti vrednost med 0 in 1, kjer verjetnost 0 pomeni, 
da se dogodek zagotovo ne bo zgodil, verjetnost 1 pa, da se bo gotovo 
zgodil; 
- ob nastopu medsebojno neodvisnih dogodkov je verjetnost nastopa vseh 
dogodkov hkrati enaka vsoti verjetnosti nastopa posameznega dogodka 
 𝑃𝑃(𝐷𝐷1 ∪ 𝐷𝐷2) = 𝑃𝑃(𝐷𝐷1) + 𝑃𝑃(𝐷𝐷2) (2.1) 
- vsota verjetnosti vseh izidov znotraj neke zaloge vrednosti je enaka 1. 
V splošnem je verjetnost unije dveh soodvisnih dogodkov 𝐷𝐷1 in 𝐷𝐷2 enaka: 
 𝑃𝑃(𝐷𝐷1 ∪ 𝐷𝐷2) = 𝑃𝑃(𝐷𝐷1) + 𝑃𝑃(𝐷𝐷2) − 𝑃𝑃(𝐷𝐷1 ∩ 𝐷𝐷2) (2.2) 
Če sta dogodka neodvisna, je zadnji člen enak 0 in dobimo enačbo (2.1). Če 
imamo več kot dva dogodka, postane izraz nekoliko bolj kompleksen. 
Verjetnost preseka dveh soodvisnih dogodkov 𝐷𝐷1 in 𝐷𝐷2 pa je enaka: 
 𝑃𝑃(𝐷𝐷1 ∩ 𝐷𝐷2) = 𝑃𝑃(𝐷𝐷1) ∙ 𝑃𝑃(𝐷𝐷2) (2.3) 
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2.1.3  Verjetnost in frekvenca 
V okviru verjetnostnih varnostnih analiz je poleg verjetnosti odpovedi 
posameznega varnostnega sistema pomembna tudi frekvenca nastopa začetnega 
dogodka. Do frekvence končnega, neželenega stanja pridemo prek ustreznih 
računskih operacij med frekvenco začetnega dogodka in verjetnostjo odpovedi 
pripadajočega varnostnega sistema. Tako na nek način operiramo z dvema različnima 
veličinama (frekvenco/verjetnostjo) znotraj izračunov. Nadalje sledi prikaz povezave 
med frekvenco in verjetnostjo v okviru verjetnostnih analiz. 
Recimo, da nas zanima dogodek 𝐴𝐴, ki predstavlja enega izmed izidov 
eksperimenta, katerega smo ponovili 𝑛𝑛-krat, torej bi se dogodek 𝐴𝐴 tekom 
eksperimenta lahko zgodil največ 𝑛𝑛-krat. Naj bo 𝑛𝑛𝐴𝐴 število poskusov, v katerih se je 
kot izid pojavil dogodek 𝐴𝐴. Relativna frekvenca dogodka 𝐴𝐴 je tako enaka kvocientu 
uspešnih poskusov in vseh poskusov: 
 𝑓𝑓(𝐴𝐴) = 𝑛𝑛𝐴𝐴
𝑛𝑛
. (2.4) 
Verjetnost dogodka 𝐴𝐴 lahko poskusimo definirati kot relativno frekvenco 
dogodka, pridobljeno v neskončno poskusih: 





Omejitev tovrstne definicije je dejstvo, da izvedba neskončno poskusov 
fizikalno ni mogoča [11]. Hkrati je lahko relativna frekvenca vsakega eksperimenta 
različna, z večanjem poskusov pa razlika med frekvencami eksperimentov pada proti 
0, medtem ko se vrednost relativne frekvence približuje teoretični verjetnosti [12]. V 
realnosti v primeru velikega števila ponovitev 𝑛𝑛 privzamemo, da je verjetnost 
dogodka 𝐴𝐴 približno enaka njegovi relativni frekvenci: 
 𝑃𝑃(𝐴𝐴) ≈ 𝑓𝑓(𝐴𝐴). (2.6) 
Natančnost približka se z večanjem števila ponovitev izboljšuje. Napaka, ki jo 
vpeljemo v analizo z medsebojnim pretvarjanjem frekvence in verjetnosti, je majhna 
pri majhnih vrednostih veličine, z večanjem številske vrednosti pa se povečuje tudi 
napaka. 
2.1.4  Kombinatorika 
Posamezen dogodek se lahko pojavi na različne načine, ki jih moramo v okviru 
verjetnostne teorije preučiti. To se v okviru kombinatorike izvede s pomočjo 
kombinacij in permutacij izbranih dogodkov [13]. 
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Osnovo kombinatorike tvorita definicija fakultete 𝑛𝑛! in Paskalov trikotnik. 
Fakulteta je produkt naravnih števil od 1 do števila 𝑛𝑛, kar prikazuje enačba (2.7). 
Fakulteta števila 0 je enaka 1 (2.8). 
 𝑛𝑛! = 1 ∙ 2 ∙ 3 ∙ … ∙ (𝑛𝑛 − 1) ∙ 𝑛𝑛 (2.7) 
 0! = 1 (2.8) 
Paskalov trikotnik je trikotnik binomskih koeficientov, kjer zunanji števili 
vsake vrstice predstavljata enici, notranja števila pa so vsota zgoraj ležečih dveh 
števil. Koeficiente trikotnika izračunamo po enačbi (2.9) [9], kjer je 𝑛𝑛 množica vseh 
razpoložljivih elementov, 𝑟𝑟 pa število elementov, s katerimi ustvarjamo kombinacije. 





S permutacijami v matematiki z medsebojnimi zamenjavami preurejamo 
zaporedje nekega končnega števila elementov. Vrstni red posameznih elementov je 
pri permutacijah zelo pomemben [9]. Ločimo permutacije s ponavljanjem in brez 
ponavljanja. Pri permutacijah brez ponavljanja je število permutacij v množici z 𝑛𝑛 





V primeru ponavljanja elementov je število vseh permutacij določeno z enačbo 
(2.11). Če elemente množice urejeno pomikamo levo ali desno, govorimo o krožni 
permutaciji. V tem primeru je število možnih permutacij nekoliko manjše in ga 
določa enačba (2.12) [9]. 






Kombinacije se od permutacij razlikujejo v tem, da vrstni red elementov ni 
pomemben, pač pa nas zanima samo nabor elementov. Podobno kot pri permutacijah 
tudi pri kombinacijah govorimo o kombinacijah z in brez ponavljanja. 
Pri kombinacijah brez ponavljanja je število možnih kombinacij enako: 
 𝐶𝐶 = 𝑛𝑛!
(𝑛𝑛−𝑟𝑟)!𝑟𝑟!
= �𝑛𝑛𝑟𝑟� (2.13) 
kjer je 𝑛𝑛 število vseh elementov, 𝑟𝑟 pa število izbranih elementov. V primeru 
kombinacij s ponavljanjem pa je število vseh možnih kombinacij enako [9]: 
 𝐶𝐶 = (𝑛𝑛+𝑟𝑟−1)!
(𝑛𝑛−1)!𝑟𝑟!
 (2.14) 
2.2  Drevo odpovedi 21 
 
2.2  Drevo odpovedi 
Standardna metoda pri ocenjevanju zanesljivosti posameznih sistemov je 
metoda drevesa odpovedi (Fault Tree Analysis). Je analitična metoda, s pomočjo 
katere analiziramo odpoved sistema na osnovi odpovedi gradnikov tega sistema [9]. 
Drevo odpovedi je torej logični diagram različnih vzporedno in zaporedno povezanih 
odpovedi, ki jih predstavljajo osnovni dogodki (BE – Basic Event), in lahko 
pripeljejo do odpovedi sistema, ki je predstavljena z glavnim dogodkom (Top Event) 
na vrhu drevesa odpovedi. Način povezave osnovnih dogodkov v sistemu je 
ovrednoten z ustreznimi logičnimi vrati. Pri analizi drevesa odpovedi se uporablja 
Boolova algebra. 
2.2.1  Konstruiranje drevesa odpovedi 
Tekom konstrukcije drevesa odpovedi razvijemo model sistema, in sicer 
grafično ali s pomočjo Boolovih enačb [1], [2], [9]. Pri grafični konstrukciji 
uporabljamo standarden nabor gradnikov, oziroma simbolov, ki so predstavljeni na 
sliki 2.3. 
 
Osnovni dogodek Pogojni dogodek Nerazviti dogodek Prenos Zunanji dogodek
ALI vrata IN vrata K/N vrata Pogojna vrataIzključevalna ALI 
vrata
Slika 2.3:  Simboli drevesa odpovedi [9] 
Simbole osnovnih dogodkov med seboj povezujemo z logičnimi IN ter ALI 
vrati, da povezave ustrezno prikazujejo realno stanje. Primer enostavnega drevesa 
odpovedi prikazuje slika 2.4 [2]. Nabor enačb, ki enakovredno opišejo prikazano 
drevo, je sledeč: 
𝑆𝑆 = 𝑉𝑉1 ∙ 𝑉𝑉2 
𝑉𝑉1 = 𝑉𝑉3 ∙ 𝑂𝑂1 
 𝑉𝑉2 = 𝑉𝑉4 ∙ 𝑂𝑂2 (2.15) 
𝑉𝑉3 = 𝑂𝑂3 + 𝑂𝑂4 
𝑉𝑉4 = 𝑂𝑂5 + 𝑂𝑂6 


















































Slika 2.4:  Primer drevesa odpovedi 
2.2.2  Rezultati analize 
Rezultati analize so tako kvalitativni, kot tudi kvantitativni. Tekom kvalitativne 
analize se ovrednoti vse najkrajše poti odpovedi, ki lahko pripeljejo do neželenega 
dogodka. Poleg tega lahko tekom analize ovrednotimo tudi kvalitativno pomembnost 
komponente in odkrijemo najkrajše poti odpovedi, podvržene odpovedim s skupnim 
vzrokom [14]. Najkrajša pot odpovedi predstavlja najmanjše število komponent 
(MCS – Minimal Cut Set), katerih istočasna odpoved pomeni odpoved sistema 
[1,9,14]. Vsak MCS je izražen kot produkt vsebovanih osnovnih dogodkov (2.16), 
glavni dogodek pa je izražen z vsoto vseh MCS (2.17), torej se lahko glavni dogodek 
izrazi z vsoto produktov osnovnih dogodkov (2.18).  
 𝑀𝑀𝐶𝐶𝑆𝑆𝑖𝑖 = ∏ 𝑂𝑂𝑗𝑗𝑚𝑚𝑗𝑗=1  (2.16) 
 𝐺𝐺𝐷𝐷 = ∑ 𝑀𝑀𝐶𝐶𝑆𝑆𝑖𝑖𝑛𝑛𝑖𝑖=1  (2.17) 
 𝐺𝐺𝐷𝐷 = ∑ ∏ 𝑂𝑂𝑗𝑗𝑚𝑚𝑗𝑗=1𝑛𝑛𝑖𝑖=1  (2.18) 
𝑚𝑚 – število osnovnih dogodkov v MCSi, 
𝑛𝑛 – število MCS, 
𝐺𝐺𝐷𝐷 – glavni dogodek. 
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Verjetnost odpovedi sistema se manjša z večanjem števila osnovnih dogodkov 
v MCS [9].  
Primer na sliki 2.4 z združitvijo enačb (2.15) in njihovim preoblikovanjem v 
vsoto produktov predstavlja spodnja enačba: 
 𝑆𝑆 = 𝑂𝑂1 ∙ 𝑂𝑂2 ∙ 𝑂𝑂3 ∙ 𝑂𝑂5 + 𝑂𝑂1 ∙ 𝑂𝑂2 ∙ 𝑂𝑂4 ∙ 𝑂𝑂5 + 𝑂𝑂1 ∙ 𝑂𝑂2 ∙ 𝑂𝑂3 ∙ 𝑂𝑂6 + 𝑂𝑂1 ∙ 𝑂𝑂2 ∙ 𝑂𝑂4 ∙ 𝑂𝑂6 (2.19) 
Rezultat kvalitativne analize za izbrani primer so štirje MCS. Vsak MCS 
nadalje vsebuje štiri osnovne dogodke. 
  
Rezultati kvantitativne analize drevesa odpovedi so [2], [14]: 
• verjetnost odpovedi sistema – temelji na verjetnosti odpovedi 
posameznih komponent sistema in se izračuna prek verjetnosti 
nastopa glavnega dogodka, 
• ovrednotenje kvantitativne pomembnosti komponent in posameznih 
najkrajših poti odpovedi in 
• izračun občutljivosti. 
Verjetnost nastopa glavnega dogodka 𝑃𝑃𝐺𝐺𝐺𝐺 se izračuna po enačbi (2.20). V tem 
primeru je 𝑀𝑀𝐶𝐶𝑆𝑆𝑖𝑖 najkrajša pot odpovedi 𝑖𝑖, 𝑛𝑛 je število vseh najkrajših poti odpovedi, 
𝑃𝑃𝑀𝑀𝑀𝑀𝑆𝑆𝑖𝑖  je verjetnost 𝑖𝑖-te poti odpovedi, m pa je število osnovnih dogodkov v največji 
najkrajši poti odpovedi [9]. 
  
𝑃𝑃𝐺𝐺𝐺𝐺 = ∑ 𝑃𝑃𝑀𝑀𝑀𝑀𝑆𝑆𝑖𝑖 −
𝑛𝑛
𝑖𝑖=1 ∑ 𝑃𝑃𝑀𝑀𝑀𝑀𝑆𝑆𝑖𝑖∩𝑀𝑀𝑀𝑀𝑆𝑆𝑗𝑗𝑖𝑖<𝑗𝑗 + ∑ 𝑃𝑃𝑀𝑀𝑀𝑀𝑆𝑆𝑖𝑖∩𝑀𝑀𝑀𝑀𝑆𝑆𝑗𝑗∩𝑀𝑀𝑀𝑀𝑆𝑆𝑘𝑘𝑖𝑖<𝑗𝑗<𝑘𝑘 − ⋯+ (−1)
𝑚𝑚−1𝑃𝑃⋂ 𝑀𝑀𝑀𝑀𝑆𝑆𝑖𝑖𝑚𝑚𝑖𝑖=1  (2.20) 
Ob predpostavki, da so vsi osnovni dogodki medsebojno neodvisni, lahko 
verjetnost nastopa posamezne najkrajše poti izračunamo z enačbo (2.21), pri čemer je 
𝑃𝑃𝑂𝑂𝐺𝐺𝑖𝑖 verjetnost nastopa osnovnega dogodka 𝑖𝑖, 𝑚𝑚 pa je število osnovnih dogodkov v 
obravnavani najkrajši poti odpovedi. 
 𝑃𝑃𝑀𝑀𝑀𝑀𝑆𝑆𝑖𝑖 = ∏ 𝑃𝑃𝑂𝑂𝐺𝐺𝑖𝑖
𝑚𝑚
𝑗𝑗=1  (2.21) 
Če ni upoštevana medsebojna odvisnost posameznih najkrajših poti, se lahko 
opustijo višji členi izraza (2.20) in verjetnost izračunamo z enačbo prvega reda 
(2.22). Napaka pri tovrstni predpostavki je znotraj 10%, če je verjetnost nastopa 
𝑃𝑃𝑀𝑀𝑀𝑀𝑆𝑆𝑖𝑖  manjša od 0.1 [9].  
 𝑃𝑃𝐺𝐺𝐺𝐺 = ∑ 𝑃𝑃𝑀𝑀𝑀𝑀𝑆𝑆𝑖𝑖
𝑛𝑛
𝑖𝑖=1  (2.22) 
2.2.3  Odpovedi s skupnim vzrokom 
Odpovedi posameznih (različnih) komponent v drevesu odpovedi niso nujno 
neodvisne ena od druge. V splošnem lahko posamezna napaka oziroma stanje 
sistema privede do hkratne odpovedi več komponent sistema. Tovrstne odpovedi 
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imenujemo tudi odpovedi s skupnim vzrokom (CCF – Common Cause Failure). 
Njihovo so-odvisnost moramo ustrezno upoštevati v času modeliranja odpovedi 
komponent v drevesu odpovedi. 
Iste lastnosti lahko pripeljejo do hkratne odpovedi različnih komponent. Te 
lastnosti so [9], [14]: 
- lokacija, 
- proizvajalec, 
- potresna odpornost, 
- nevarnost poplav, 
- vplivi okolja tekom obratovanja, 
- način testiranja in vzdrževanja, 
- način medsebojne interakcije in interakcije s človekom. 
Zaradi lažje identifikacije je smiselno uvesti ustrezen sistem označevanja 
posameznih komponent glede na gornji seznam, kar nam olajša njihovo modeliranje 
znotraj ustrezne skupine odpovedi s skupnim vzrokom. Posamezno skupino 
predstavimo z modelom, ki vsebuje dogodek neodvisne odpovedi posamezne 
komponente in dodaten dogodek odpovedi zaradi skupnega vzroka. 
Za upoštevanje odpovedi s skupnim vzrokom je razvitih nekaj metod [9], [15]: 
- metoda beta faktorja, 
- binomski model odpovedi, 
- metoda grških črk, 
- metoda alfa faktorja. 
Najpogosteje je v uporabi metoda beta faktorja. Pri tej metodi odvisno odpoved 
posamezne komponente modeliramo kot kombinacijo neodvisne odpovedi in 
verjetnosti odpovedi zaradi skupnega vzroka. Pri tem delež odpovedi zaradi 
skupnega vzroka okarakteriziramo s parametrom 𝛽𝛽. Metoda predpostavlja 
konstantno vrednost 𝛽𝛽 za vse komponente znotraj posamezne skupine odpovedi s 
skupnim vzrokom. Poleg tega predpostavlja hkratno odpoved vseh komponent 
posamezne skupine ob nastopu nekega skupnega vzroka [15]. Verjetnost odpovedi 
posamezne komponente 𝑃𝑃𝑘𝑘 je v primeru upoštevanja odpovedi s skupnim vzrokom 
po metodi 𝛽𝛽-faktorja enaka: 
 𝑃𝑃𝑘𝑘 = 𝑃𝑃𝑘𝑘𝑛𝑛𝑛𝑛𝑛𝑛𝑛𝑛𝑛𝑛𝑖𝑖𝑛𝑛𝑛𝑛𝑛𝑛 + 𝑃𝑃𝑀𝑀𝑀𝑀𝐶𝐶 (2.23) 
kjer je 𝑃𝑃𝑘𝑘 verjetnost odpovedi komponente 𝑘𝑘, 𝑃𝑃𝑘𝑘𝑛𝑛𝑛𝑛𝑛𝑛𝑛𝑛𝑛𝑛𝑖𝑖𝑛𝑛𝑛𝑛𝑛𝑛 verjetnost neodvisne 
odpovedi komponente 𝑘𝑘 in 𝑃𝑃𝑀𝑀𝑀𝑀𝐶𝐶 verjetnost odpovedi komponente zaradi skupnega 
vzroka. Velja tudi: 
 𝑃𝑃𝑘𝑘𝑛𝑛𝑛𝑛𝑛𝑛𝑛𝑛𝑛𝑛𝑖𝑖𝑛𝑛𝑛𝑛𝑛𝑛 = (1 − 𝛽𝛽) ∙ 𝑃𝑃𝑘𝑘 (2.24) 
 𝑃𝑃𝑀𝑀𝑀𝑀𝐶𝐶 = 𝛽𝛽 ∙ 𝑃𝑃𝑘𝑘 (2.25) 
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Izraz za 𝛽𝛽 je torej enak: 
 𝛽𝛽 = 𝑃𝑃𝐶𝐶𝐶𝐶𝐶𝐶
𝑃𝑃𝑘𝑘𝑛𝑛𝑛𝑛𝑛𝑛𝑛𝑛𝑛𝑛𝑖𝑖𝑛𝑛𝑛𝑛𝑛𝑛+𝑃𝑃𝐶𝐶𝐶𝐶𝐶𝐶
 (2.26) 
Primer uporabe metode je v nadaljevanju prikazan na sistemu z dvema 
komponentama. Slika 2.5 prikazuje diagram sistema z dvema enakima 
komponentama ter pripadajoče drevo odpovedi ob predpostavki neodvisnosti 
komponent. Ker sta komponenti enaki, je njuna verjetnost odpovedi enaka 𝑃𝑃𝐴𝐴. 















PA PA  
Slika 2.5:  Slika sistema - komponenti sta neodvisni 
 𝑃𝑃𝑠𝑠 = 𝑃𝑃𝐴𝐴 ∙ 𝑃𝑃𝐴𝐴 (2.27) 
Ob upoštevanju odpovedi s skupnim vzrokom po metodi beta faktorja lahko 
isti sistem prikažemo s sliko 2.6. Odpoved sistema v tem primeru opisuje enačba 
(2.28). 
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Slika 2.6:  Slika sistema - upoštevanje odpovedi s skupnim vzrokom 
 𝑃𝑃𝑠𝑠 = (1 − 𝛽𝛽) ∙ 𝑃𝑃𝐴𝐴 ∙ (1 − 𝛽𝛽) ∙ 𝑃𝑃𝐴𝐴 + 𝛽𝛽 ∙ 𝑃𝑃𝐴𝐴 (2.28) 
Vrednost faktorja 𝛽𝛽 za posamezne komponente se nahajajo v bazah podatkov, 
ki temeljijo na preteklih izkušnjah z obratovanjem komponent. Velikokrat se za 
vrednost faktorja 𝛽𝛽 uporabi posplošeno vrednost 0,1 [9]. Če je vrednost faktorja 
enaka 0, potem odpovedi s skupnim vzrokom niso upoštevane.  
Pomanjkljivost metode beta faktorja se pokaže v primeru uporabe na več kot 
dveh komponentah, saj model ne predvideva odpovedi več kot ene komponente, in 
hkrati manj kot vseh komponent zaradi skupnega vzroka. Povedano drugače, v 
sistemu s tremi komponentami ne moremo modelirati odpovedi 2 od 3 komponent 
zaradi skupnega vzroka [16]. V tem primeru se za modeliranje odpovedi s skupnim 
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2.3  Drevo dogodkov 
Metoda drevesa dogodkov (Event Tree Analysis) se uporablja za ponazoritev 
zaporedja dogodkov, preko katerih se lahko začetni dogodek (IE – Initiating Event) 
razvije v neželeno končno stanje [2]. Iz drevesa dogodkov je jasno razvidno časovno 
zaporedje delovanja posameznih (varnostnih) sistemov v primeru nastopa začetnega 
dogodka oziroma skupine začetnih dogodkov. Te sisteme v drevesu dogodkov 
ponazarjajo funkcionalni dogodki, s katerimi lahko poleg sistemov ponazorimo tudi 
človeške akcije. Posamezen funkcionalni dogodek je definiran z drevesom odpovedi, 
lahko pa je definiran neposredno z osnovnim dogodkom.  
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Slika 2.7:  Primer enostavnega drevesa dogodkov 
2.3.1  Konstrukcija drevesa dogodkov 
Proces razvoja drevesa dogodkov za posamezen začetni dogodek je 
















Slika 2.8:  Diagram razvoja drevesa dogodkov 
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V prvi fazi iščemo odgovor na vprašanje: »Kaj gre lahko narobe?« V tem delu 
se je potrebno dodobra spoznati z obravnavanim sistemom, oziroma sistemi. 
Pridobljeno znanje nam služi kot osnova pri definiciji začetnih dogodkov in pri vseh 
nadaljnjih korakih analize. Sledi definicija varnostnih funkcij, to je sistemov, ki 
lahko preprečijo razvoj začetnega dogodka do neželenega stanja. Pomembno je tudi 
poznavanje medsebojne odvisnosti posameznih varnostnih sistemov. V naslednjem 
koraku definiramo kriterije uspeha, znotraj katerih lahko sistem nemoteno obratuje. 
Sledi identifikacija možnih začetnih dogodkov. Začetne dogodke nadalje združujemo 
v skupine glede na izbrani kriterij (uporabne varnostne funkcije, odziv sistema) [17]. 
Sledi definicija končnih stanj drevesa odpovedi, ki predstavljajo posledice 
neželenega začetnega dogodka. V primeru delovanja ustreznih varnostnih sistemov 
se zaporedje dogodkov konča v sprejemljivem končnem stanju, v nasprotnem 
primeru pa v nezgodnem stanju.  
2.3.2  Analiza drevesa dogodkov 
Enako kot pri drevesu odpovedi tudi analizo drevesa dogodkov delimo na 
kvalitativno in kvantitativno.  
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Slika 2.9:  Kvalitativna analiza drevesa dogodkov 
Rezultat kvalitativne analize so najkrajše poti odpovedi (MCS), ki ob 
ustreznem zaporedju odpovedi funkcionalnih dogodkov lahko vodijo v nezgodno 
stanje. Funkcionalni dogodki so lahko definirani s pomočjo dreves odpovedi (VS1 in 
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VS2), ali pa neposredno z začetnim dogodkom (VS3). Prvo je značilno predvsem za 
funkcionalne dogodke, povezane z delovanjem posameznih sistemov, drugo pa za 
modeliranje akcij operaterja [9]. Analizo izvajamo postopoma, za vsako nezgodno 
zaporedje dogodkov posebej. Ko obdelamo vsa zaporedja, lahko rezultate 
združujemo glede na izbrani kriterij (podobnost zaporedij, enaka nezgodna stanja). 
Če so funkcionalni dogodki povezani s pripadajočimi drevesi odpovedi, potem je 
rezultat kvalitativne analize podoben kot v primeru kvalitativne analize drevesa 
odpovedi, razlika je le v dodatnem produktu frekvence začetnega dogodka [2]. 
Postopek za določanje najkrajše poti odpovedi je podoben kot v primeru drevesa 
odpovedi in je za primer na sliki 2.9 prikazan v nadaljevanju. 
Za analizo zaporedja 4 lahko zapišemo: 
 𝑍𝑍4 = 𝐼𝐼𝐼𝐼 ∙ 𝑉𝑉𝑆𝑆1 (2.29) 
Kjer 𝐼𝐼𝐼𝐼 predstavlja začetni dogodek (Initiaing Event), 𝑉𝑉𝑆𝑆1 pa najkrajše poti 
odpovedi v drevesu odpovedi, povezanim s funkcionalnim dogodkom VS1, ki jih 
lahko predstavimo z enačbo (2.30). 
 𝑉𝑉𝑆𝑆1 = 𝑂𝑂1 ∙ 𝑂𝑂3 + 𝑂𝑂1 ∙ 𝑂𝑂4 + 𝑂𝑂2 ∙ 𝑂𝑂5 + 𝑂𝑂2 ∙ 𝑂𝑂6  (2.30) 
Rezultat kvalitativne analize zaporedja 4 je po združitvi enačb (2.29) in (2.30) 
enak spodnjemu izrazu (2.31). 
 𝑍𝑍4 = 𝐼𝐼𝐼𝐼 ∙  𝑂𝑂1 ∙ 𝑂𝑂3 + 𝐼𝐼𝐼𝐼 ∙ 𝑂𝑂1 ∙ 𝑂𝑂4 + 𝐼𝐼𝐼𝐼 ∙ 𝑂𝑂2 ∙ 𝑂𝑂5 + 𝐼𝐼𝐼𝐼 ∙ 𝑂𝑂2 ∙ 𝑂𝑂6 (2.31) 
Zaporedje 3 se izvrši, kadar po začetnem dogodku ustrezno deluje VS1 in ne 
deluje VS2, kar zapišemo z enačbo (2.32).  
 𝑍𝑍3 = 𝐼𝐼𝐼𝐼 ∙ 𝑉𝑉𝑆𝑆1′ ∙ 𝑉𝑉𝑆𝑆2 (2.32) 
Delovanje sistema VS1 predstavlja negacija v enačbi. Ko za sistem 1 in 2 
vstavimo njune najkrajše poti odpovedi dobimo spodnji izraz 
 𝑍𝑍3 = 𝐼𝐼𝐼𝐼 ∙ (𝑂𝑂1 ∙ 𝑂𝑂3 + 𝑂𝑂1 ∙ 𝑂𝑂4 + 𝑂𝑂2 ∙ 𝑂𝑂5 + 𝑂𝑂2 ∙ 𝑂𝑂6)′ ∙ (𝑂𝑂7 + 𝑂𝑂8) (2.33) 
Upoštevanje negacije zahteva uporabo de Morganovih teoremov, kar precej 
oteži celotno analizo in zamegli najkrajšo pot odpovedi, ki predstavlja rezultat 
kvalitativne analize. Zato izraz poenostavimo in zanemarimo uspeh delovanja VS1 
[9]. Tako dobimo poenostavljen izraz (2.34). 
 𝑍𝑍3 = 𝐼𝐼𝐼𝐼 ∙ 𝑉𝑉𝑆𝑆2 = 𝐼𝐼𝐼𝐼 ∙ (𝑂𝑂7 + 𝑂𝑂8) (2.34) 
Po istem postopku izrazimo tudi zaporedje Z2 s spodnjim izrazom 
 𝑍𝑍2 = 𝐼𝐼𝐼𝐼 ∙ 𝑉𝑉𝑆𝑆1′ ∙ 𝑉𝑉𝑆𝑆2′ ∙ 𝑉𝑉𝑆𝑆3 ≈ 𝐼𝐼𝐼𝐼 ∙ 𝑉𝑉𝑆𝑆3 = 𝐼𝐼𝐼𝐼 ∙ 𝑂𝑂9 (2.35) 
Zaporedje 1 se ne konča z nezgodnim stanjem, zato za samo analizo ni 
pomembno. 
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Splošna enačba za zapis zaporedja najkrajših poti odpovedi je torej enaka 




𝑖𝑖=1  (2.36) 
kjer je 𝐼𝐼𝐼𝐼 začetni dogodek, 𝑂𝑂𝑗𝑗 je osnovni dogodek, 𝐽𝐽 pa je zaporedna številka 
osnovnega dogodka v posamezni najkrajši poti odpovedi in 𝐼𝐼 je število najkrajših 
poti odpovedi [9]. 
Kvantitativna analiza drevesa dogodkov je prav tako podobna tisti pri drevesu 
odpovedi opisani v poglavju 2.2 temelji na izrazih iz kvalitativne analize, pri čemer 
funkcionalne dogodke opremimo z ustreznimi verjetnostmi, začetne dogodke pa 
običajno ovrednotimo z ustreznimi frekvencami. Rezultat kvantitativne analize je 
lahko verjetnost ali frekvenca posameznega zaporedja, kar je odvisno od definicije 
začetnega dogodka. Vsota verjetnosti uspeha in verjetnosti neuspeha istega dogodka 
je enaka 1, kar prikazuje enačba (2.37). Posledično lahko verjetnost neuspeha 
izrazimo z enačbo (2.38). 
 𝑃𝑃𝑢𝑢𝑠𝑠𝑢𝑢𝑢𝑢ℎ + 𝑃𝑃𝑛𝑛𝑢𝑢𝑢𝑢𝑠𝑠𝑢𝑢𝑢𝑢ℎ = 1 (2.37) 
 𝑃𝑃𝑛𝑛𝑢𝑢𝑢𝑢𝑠𝑠𝑢𝑢𝑢𝑢ℎ = �1 − 𝑃𝑃𝑢𝑢𝑠𝑠𝑢𝑢𝑢𝑢ℎ� (2.38) 
Frekvenco zaporedja 3 na sliki 2.9 predstavlja spodnji izraz  
 𝑓𝑓𝑍𝑍3 = 𝑓𝑓𝐼𝐼𝐼𝐼 ∙ (1 − 𝑃𝑃𝑉𝑉𝑆𝑆1) ∙ 𝑃𝑃𝑉𝑉𝑆𝑆2 (2.39) 
kjer 𝑓𝑓𝑍𝑍3 predstavlja frekvenco zaporedja 3, 𝑓𝑓𝐼𝐼𝐼𝐼 frekvenco začetnega dogodka, 
(1 − 𝑃𝑃𝑉𝑉𝑆𝑆1) verjetnost pravilnega delovanja varnostnega sistema 1 in 𝑃𝑃𝑉𝑉𝑆𝑆2 verjetnost 
nedelovanja varnostnega sistema 2.  
Enako kot v primeru kvalitativne analize lahko rezultate posameznih zaporedij 
združujemo glede na izbran kriterij. Tekom kvantitativne analize lahko ovrednotimo 
tudi merila pomembnosti [1] (Importance Factors), s katerimi okarakteriziramo 
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V začetku obratovanja komercialnih jedrskih elektrarn je med strokovnjaki 
prevladovalo prepričanje, da je tveganje za nesrečo tekom zaustavitve v primerjavi z 
obratovanjem na polni moči majhno, zato temu niso posvečali posebne pozornosti 
[4]. Izhajali so iz dejstva, da je elektrarna v zaustavitvenih stanjih relativno kratek 
čas, ugodnejši pa so tudi nekateri parametri (npr. zaustavljena jedrska reakcija, manj 
zaostale toplote v sredici reaktorja). Zaradi stalne težnje po izboljšavah, se je tudi 
zaustavitvenim stanjem začelo posvečati več pozornosti. [5]. Posledično je prišlo do 
zavedanja, da tveganje v zaustavitvi ni zanemarljivo. Varnostnim analizam za 
delovanje na polni moči so se tako pridružile tudi varnostne analize v zaustavitvi. 
Stanje v elektrarni se v primeru obratovanja na nižji moči oziroma v zaustavitvi 
razlikuje od obratovanja na polni moči. Tekom obratovanja na moči je termična moč 
reaktorja večinoma blizu nazivne moči. Razpoložljivost različnih sistemov je 
definirana s potrebami elektrarne, ki se tekom zaustavitve spreminjajo. Tako se 
tekom zaustavljanja elektrarne spreminjajo nekatere karakteristike, na primer [18]: 
- v fazi zniževanja moči se sprva spremeni moč reaktorja, 
- ko je moč generatorja prenizka, nekatere funkcije preidejo iz 
avtomatskega v ročni način, 
- reaktor postane podkritičen, 
- poveča se verjetnost prehodnih pojavov, 
- z zniževanjem temperature hladila se ponor toplote prenese z 
uparjalnikov na sistem za odvajanje zaostale toplote (RHR – Residual 
Heat Removal), 
- blokirajo se nekatere avtomatske funkcije, 
- operaterji so odvisni od obratovalnih procedur, posledično je varnost 
odvisna od natančnosti obratovalnih procedur, 
- začetni dogodki z obratovanja na polni moči postanejo neuporabni, 
hkrati je zaradi drugačne konfiguracije ter delovanja sistemov potrebna 
definicija novih, 
- zaradi testiranj in vzdrževalnih del je zajeten del opreme (tudi 
varnostne) ne operativen, 
- lahko je odprt primarni sistem ali zadrževalni hram, menja se gorivo. 
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Kot omenjeno v poglavju 2 je izvedba analize lažja, če je posamezen podmodel 
PSA analize sestavljen iz več obratovalnih stanj oziroma POS (angl. Plant Operating 
State). Znotraj istega obratovalnega stanja so za modelirane sisteme značilni isti ali 
podobni parametri elektrarne. Število različnih stanj je torej pokazatelj dinamike 
tekom posameznega načina obratovanja. PSA model za obratovanje na polni moči, 
kjer praktično nimamo sprememb, lahko tako opišemo z enim obratovalnim stanjem, 
med tem ko je za hladno zaustavitev običajno potrebno definirati največ stanj (15 v 
primeru [7]), saj se razmere tekom zaustavitve neprestano spreminjajo. 
V osnovi lahko stanje, v katerem je elektrarna, opišemo z načini obratovanja 
elektrarne (Plant Operational Mode). Westinghousove PWR elektrarne (tlačnovodne 
elektrarne, tega tipa je tudi NEK) imajo 6 različnih načinov obratovanja, ki so 
prikazani v tabeli 3.1, povzeti po [19]. Načini se razločijo glede na reaktivnost ter 
temperaturo hladila, oziroma odstotek termične moči. 









1 Obratovanje na moči ≥ 0,99 > 5 / 
2 Zagon ≥ 0,99 ≤ 5 / 
3 Vroča pripravljenost < 0,99 / ≥ 176,7 
4 Vroča zaustavitev < 0,99 / 176,7 > 𝑇𝑇𝑎𝑎𝑎𝑎𝑎𝑎 > 93,3 
5 Hladna zaustavitev < 0,99 / < 93,3 
6 Menjava goriva / / / 
 
Pri vrednostih, navedenih v tabeli 3.1, odstotek nazivne termične moči ne 
upošteva zaostale toplote, v načinu 4 in 5 so vsi vijaki reaktorske glave nedotaknjeni, 
v načinu 6 pa nekateri vijaki niso več popolnoma pričvrščeni.  
3.1  Definicija obratovalnih stanj elektrarne 
Za obravnavo elektrarne v zaustavitvi nam načini obratovanja niso dovolj, saj 
so definirani preveč ohlapno, oziroma se lahko znotraj istega načina obratovanja 
večina parametrov in posledično varnostnih zahtev bistveno spremeni, kar moramo 
ustrezno upoštevati pri konstruiranju našega modela. Zato definiramo obratovalna 
stanja elektrarne (POS – Plant Operating State). 
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Obratovalno stanje elektrarne predstavlja časovno periodo, znotraj katere so 
ključne karakteristike elektrarne enake, oziroma se minimalno spreminjajo [20]. Do 
teh karakteristik pridemo s potrebno analizo preteklih zaustavitev in z njimi 
povezanih informacij, katerih viri so [21]: 
- obratovalna navodila za zagon in zaustavitev, 
- časovni načrti zaustavitev, 
- tehnične specifikacije, 
- dnevniki zaustavitev, 
- zapisniki vzdrževanj, 
- generični podatki, 
- poročila preteklih dogodkov, 
- pogovori z osebjem elektrarne. 
Tekom zaustavitve lahko definiramo tudi več sto obratovalnih stanj [20]. 
Operiranje s takšno količino obratovalnih stanj bi predstavljalo težavo, zato na 
podlagi nadaljnjih analiz posamezna obratovalna stanja združimo glede na skupne 
značilnosti. Tekom analize se lahko pojavi potreba po razdelitvi posameznega 
obratovalnega stanja. Osnovo za analizo predstavljajo sledeče smernice [21], [8], 
[20], [18]: 
- kriterij uspeha, 
- začetni dogodki, 
- lokacija goriva, 
- varnostni sistemi, 
- nivo zaostale toplote, 
- status zadrževalnega hrama in primarnega sistema. 
Število končnih obratovalnih stanj je odvisno od posamezne elektrarne in 
zahtev ter ciljev PSA, običajno pa jih je za potrebe varnostnih analiz v zaustavitvi 
definiranih nekaj 10 (11 v [20], 15 v [22], do 28 v [18]). Primer definicije 






Tabela 3.2:  Definicija obratovalnih stanj na primeru elektrarne Surry 
 









1 Obratovanje na nizki moči 
in zaustavitev RX 
Izklop avtomatske regulacije RX in nivoja SG Tlačnik 1 
(Pth <15%) 
286,1 154 1,2 
2 Ohlajanje s SG Boriranje, zaustavitev 2 reaktorskih črpalk, blokada avtomatike 
varnostnega vbrizgavanja in akumulatorjev, vklop varovanja pred 
previsokim tlakom 
Tlačnik <1 173,9 23,8 3 
3 Ohlajanje z RHR Izklop varnostnih sistemov, vklop RHR sistema Tlačnik <0,96 93,3 23,8 4 
4 Ohlajanje z RHR Integriteta zadrževalnega hrama ni več potrebna, izolacija uparjalnikov Tlačnik <0,96 60 23,8 5 
5 Praznjenje RCS do znižane 
gladine hladila (mid-loop) 
Izklop grelnikov v tlačniku, izklop zadnje reaktorske črpalke, zapolnitev 
tlačnika 
Mid-loop <0,96 <60 0 5,6 
6 Obratovanje pri znižani 
gladini hladila 
Možna izolacija zanke Mid-loop <0,96 <60 0 5,6 
7 Poplavljanje za menjavo 
goriva 
Demontaža reaktorske glave in notranjih delov reaktorja, vzpostavitev 




<0,95 <60 0 6 
8 Menjava goriva Premikanje gorivnih elementov Polna 
reaktorska 
votlina 
<0,95 <60 0 6 
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9 Praznjenje RCS do znižane 
gladine hladila (mid-loop) 
po menjavi goriva 
Namestitev notranjih delov reaktorja in reaktorske glave, integriteta 
zadrževalnega hrama za menjavo goriva ni več potrebna 
Mid-loop <0,96 <60 0 6 
10 Obratovanje pri znižani 
gladini hladila po menjavi 
goriva 
Možna izolacija zanke Mid-loop <0,96 <60 0 5,6 
11 Polnjenje RCS Povečevanje tlaka in odzračevanje RCS, vzpostavitev vseh hladilnih zank Poln RCS <0.96 <60 <8.6 5,6 
12 Dviganje temperature v 
RCS, aktivacija tlačnika 
Povečevanje tlaka v RCS, zagon RCP in grelnikov v tlačniku, 
vzpostavitev integritete zadrževalnega hrama in podtlaka 
Tlačnik <0,98 93,3 23,8 5 
13 Dviganje temperature v 
RCS 
Zagon vseh RCP, aktivacija varnostnih sistemov, izolacija RHR sistema Tlačnik <0,98 176,7 23,8 4 
14 Dviganje temperature v 
RCS , vklop uparjalnikov 
Testiranje motornih črpalk pomožne napajalne vode, izklop varovanja 
pred previsokim tlakom, aktivacija avtomatike akumulatorjev in 
varnostnega vbrizgavanja, nižanje koncentracije bora v RCS 
Tlačnik <1 286,1 154 3 
15 Zagon RX in obratovanje 
na nizki moči 
Test turbinske črpalke pomožne napajalne vode, vklop avtomatske 
regulacije RX in nivoja SG 
Tlačnik 1 
(Pth <15%) 
286,1 154 1,2 
 
Podane vrednosti tlakov, temperatur in pomnoževalnega faktorja veljajo ob koncu posameznega obratovalnega stanja (POS). 
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3.2  Časovna okna 
Spreminjajoče karakteristike sistemov elektrarne lahko okarakteriziramo z 
različnimi obratovalnimi stanji, vendar pa se posamezne karakteristike spreminjajo 
tudi znotraj istega obratovalnega stanja elektrarne. Glavna karakteristika povezana s 
kriteriji uspeha elektrarne je količina zaostale toplote, katere proizvodnja pada 
eksponentno s časom. Razlikujejo se tudi razlogi za zaustavitev, ki je lahko 
načrtovana ali nenačrtovana. Prvo lahko nadalje delimo na zaustavitev za menjavo 
goriva (remont) ter zaustavitev zaradi vzdrževanja določene opreme, zadnja pa je 
običajno posledica napake tekom obratovanja na moči.  
Razlike so tudi znotraj remontov, saj se med različnimi remonti razlikuje tudi 
čas trajanja posameznega obratovalnega stanja in posledično tudi čas med začetkom 
posameznega obratovalnega stanja in trenutkom zaustavitve elektrarne. Količina 
zaostale toplote pomembno vpliva na kriterije uspeha. Tako se za primerno 
ovrednotenje količine zaostale toplote in posledično ustreznega kriterija uspeha lahko 
uporabi pristop s časovnimi okni (Time Window Approach) [22]. 
V splošnem zahteva vsaka sprememba kriterija uspeha za posamezen sistem 
definicijo novega časovnega okna. V konkretnih modelih pa se enako, kot podobna 
obratovalna stanja, združuje tudi podobna časovna okna, kar predstavlja kompromis 
med natančnostjo in kompleksnostjo modela [18]. Pri definiciji časovnih oken v 
povezavi s kriteriji uspeha je potrebno vzeti v ozir konkretne specifikacije 
posamezne elektrarne, saj so vrednosti vhodnih podatkov (trenutek nastopa 
posameznega obratovalnega stanja in čas njegovega trajanja) od elektrarne do 
elektrarne različne. 
Kriterij uspeha posameznega varnostnega sistema v določenem obratovalnem 
stanju je odvisen od količine zaostale toplote, vrednosti značilnih parametrov (tlaki, 
količina hladila) v tem obratovalnem stanju ter predhodnih zaporedij (neželenih) 
dogodkov.  
Za definicijo časovnih oken je potrebno poznavanje kriterijev uspeha 
posameznih sistemov s stališča zaostale toplote in dodatnega časa do poškodbe 
sredice, ki ga aktivacija posameznega sistema doprinese. Pri tem si pomagamo s 
termo-hidravličnimi analizami, ki jih običajno izvajamo v okviru različnih v ta 
namen razvitih računalniških orodij (npr. MELCOR, TRAC, RELAP) [23]. 
Na podlagi analize zaostale toplote v povezavi s časovnimi okni pridobimo 
informacijo o času, ki ga imajo operaterji na voljo v posameznih fazah zaustavitve, 
kar nam služi kot vhodni podatek pri kasnejši analizi človeškega faktorja. Verjetnost 
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operaterjeve napake je namreč neposredno povezana s časom, ki je na voljo za 
izvedbo posameznega korektivnega ukrepa. 
3.3  Analiza začetnih dogodkov 
Začetni dogodki so tisti dogodki, katerih nastop predstavlja izziv za normalno 
delovanje in lahko neposredno pripelje do poškodbe goriva. Poškodbo goriva lahko 
ob nastopu posameznega začetnega dogodka preprečimo s pomočjo ustreznih 
varnostnih sistemov.  
Za osnovo pri definiciji začetnih dogodkov lahko služi nabor začetnih 
dogodkov za obratovanje na polni moči, iz katerega odstranimo začetne dogodke, ki 
niso uporabni tekom zaustavitve elektrarne. Hkrati je potrebno definirati nove 
začetne dogodke značilne za izbrane načine obratovanja [18]. Analiza je precej 
obsežna, saj moramo uporabnost posameznega začetnega dogodka preveriti za vsako 
definirano obratovalno stanje.  
V pomoč pri definiciji in analizi začetnih dogodkov so lahko obstoječe PSA 
analize za obratovanje na polni moči in za zaustavitev, poročila, morebitne pretekle 
študije na drugih podobnih elektrarnah ter specifična dokumentacija elektrarne. 
Dokumentacija elektrarne vključuje tehnične specifikacije [4], obratovalna navodila, 
lokacijo posameznih komponent, morebitne začetne dogodke, ki so se pripetili tekom 
preteklih zaustavitev [22], [23]. V analizo je smiselno vključiti tudi zaposlene v 
elektrarni ter strokovnjake s področja jedrske tehnike. Tekom analize je potrebno 
definirati tudi frekvence izbranih začetnih dogodkov, ki so različne od tistih na polni 
moči. 
V splošnem so začetni dogodki tekom zaustavitve povezani s [18], [21]: 
- hlajenjem sredice, 
- regulacijo nivoja in količine hladila, 
- regulacijo reaktivnosti, 
- regulacijo temperature in tlaka, 
- statusom primarnega sistema in zadrževalnega hrama. 
Novo definirani začetni dogodki so običajno povezani s sistemi, ki tekom 
obratovanja na polni moči ne delujejo, oziroma so v pripravljenosti (npr. RHR), 
tekom zaustavitve pa je njihovo delovanje ključnega pomena. Ob tem velja poudariti, 
da nekateri sistemi ostanejo v pripravljenosti tudi tekom zaustavitve [18]. Upoštevati 
moramo tudi dodatno opremo, ki je nameščena tekom zaustavitve (čepi in pregrade), 
katerih karakteristike (tlačna odpornost) so lahko slabše kot v preostalem delu 
sistema in posledično predstavljajo šibko točko sistema. Med remontom je v 
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elektrarni prisotnega tudi veliko zunanjega osebja, katerega vpliv moramo prav tako 
upoštevati v okviru analiz človeškega faktorja. 
Tekom definicije začetnih dogodkov je potrebno preveriti smiselnost njihove 
vključitve v model in morebitno možnost združevanja. Razvrščanje je lahko 
kvalitativno in kvantitativno. Tako lahko dogodke, katerih frekvenca je sorazmerno 
nizka, zanemarimo. Pri tem velja poudariti, da  je tveganje odvisno tako od 
verjetnosti nastopa dogodka kot tudi od posledic nesreče in ga lahko opišemo z 
enačbo (3.1), pri čemer je 𝑃𝑃(𝐴𝐴) verjetnost dogodka A, 𝐶𝐶 pa so posledice nastopa 
dogodka A.  
 𝑇𝑇𝑇𝑇𝑇𝑇𝑇𝑇𝑎𝑎𝑛𝑛𝑇𝑇𝑇𝑇 = 𝑃𝑃(𝐴𝐴) ∙ 𝐶𝐶 (3.1) 
Povedano drugače, dogodek A, katerega verjetnost (oziroma frekvenca) je 
nizka, ima pa obsežne posledice, lahko predstavlja enako tveganje kot dogodek B, ki 
ima relativno visoko frekvenco in manjše posledice. Opisano prikazuje slika 3.1. 
 
Slika 3.1:  Prikaz tveganja 
Kvalitativni kriterij med drugim predstavlja čas, ki je potreben za razvoj 
dogodka, konfiguracija sistemov v obratovalnem stanju in specifične lastnosti 
elektrarne [18]. 
Podobno kot v primeru analize obratovalnih stanj, tudi začetne dogodke 
združujemo in na ta način poenostavimo model. V isto skupino začetnih dogodkov 
lahko združimo tiste dogodke, na katere se elektrarna enako odzove, tj. katerih 
analizo lahko izvedemo z istim drevesom dogodkov in posledično istimi drevesi 
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združevanje še vedno smiselno. Pri tem moramo nastalo skupino obravnavati na 
podlagi najbolj konservativnega začetnega dogodka v skupini [21].  Združevanje 
izvedemo znotraj istega obratovalnega stanja, saj določeni sistemi tekom različnih 
obratovalnih stanj niso v funkciji. 
3.3.1  Frekvenca začetnih dogodkov 
Frekvenca začetnega dogodka opisuje pogostost nastopa posameznega 
začetnega dogodka. Podana je na reaktor in časovno enoto, ki je običajno leto (year). 
Enota je torej rl−1, oziroma po angleško ry−1. V zaustavitvenih stanjih se zaradi 
relativno kratkega časa trajanja remontov uporabljajo urne frekvence, torej rh−1. 
Za določanje frekvence začetnih dogodkov tekom zaustavitve se lahko 
poslužimo različnih pristopov. Pri dogodkih, ki so uporabni tudi med obratovanjem 
na moči, lahko izhajamo iz frekvence obratovanja na polni moči, ki jo na podlagi 
analize ustrezno prilagodimo za zaustavitvena stanja. Pojavnost nekaterih dogodkov 
tekom zaustavitve se lahko od tiste tekom obratovanja na polni moči razlikuje tudi za 
red velikosti. Konkretno frekvenca začetnega dogodka izgube zunanjega napajanja 
(LOOP – Loss Of Offsite Power) je v zaustavitvi večja od tiste na polni moči. 
Zvišanje frekvence gre na račun odpovedi v stikališču in znotraj elektrarne [24] kot 
posledica napak med izvajanjem vzdrževanja in testiranja tekom zaustavitve. 
Lahko izhajamo tudi iz baze podatkov pojavnosti posameznega dogodka tekom 
obratovanja specifične elektrarne. Na ta način pridobimo precej zanesljivo 
informacijo o frekvenci nekega začetnega dogodka za izbrano elektrarno. V praksi je 
ta način težje izvedljiv že v primeru obratovanja na moči, pri varnostnih analizah v 
zaustavitvi pa je praktično nemogoč. Zaustavitve so namreč v primerjavi z 
obratovanjem na moči kratkotrajne, hkrati pa se znotraj posamezne zaustavitve zvrsti 
precejšnje število različnih obratovalnih stanj, za katere je frekvenca posameznega 
začetnega dogodka načeloma različna. Pojavnost začetnih dogodkov tekom 
življenjske dobe elektrarne je nizka, večina njih se na posamezni elektrarni ne zgodi 
nikoli. Tako je nemogoče ustvariti zanesljivo bazo specifičnih podatkov 
posameznega začetnega dogodka tekom nekaj let obratovanja posamezne elektrarne.  
Za pomoč pri določanju frekvence služijo baze generičnih podatkov, ki 
temeljijo na podatkih večletnega obratovanja velike količine reaktorjev obdelanih s 
primernimi statističnimi metodami in temeljijo na več 100 reaktor-letih. Običajno je 
frekvenca posameznega začetnega dogodka določena iz kombinacije specifičnih 
podatkov elektrarne in generičnih podatkov. Z večanjem deleža, ki ga v rezultatu 
predstavljajo generični podatki, se zmanjšuje specifičnost frekvence za izbrano 
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elektrarno in s tem se zmanjšuje tudi verodostojnost nadaljnjih rezultatov, ki na tej 
frekvenci temeljijo [25]. 
Frekvenco dogodka lahko za pogoste dogodke izračunamo kot kvocient 
pojavnosti in števila reaktor-let. Če se je dogodek 𝑋𝑋 zgodil 20-krat v 100 reaktor-
letih, potem je njegova frekvenca: 
 𝑋𝑋 = 20
100ry
= 0,2/ry (3.2) 
Za določene frekvence začetnih dogodkov, katerih pojavnost je izredno nizka 
ali enaka 0, taka je recimo velika izlivna nezgoda (LLOCA – Large Loss Of Coolant 
Accident), je določanje začetne frekvence težje. Izračun lahko temelji na statističnih 
metodah, podatkih o konfiguraciji sistema in zanesljivosti posameznih komponent 
sistema ali inženirski presoji. V takih primerih je izračun običajno kombinacija prej 
naštetih pristopov. Poleg naštetega lahko v nekaterih primerih za določanje začetne 
frekvence uporabimo tudi ustrezno modelirana drevesa odpovedi. 
Karakterizacija zanesljivosti komponent sistema se nanaša na posamezne 
segmente sistema in verjetnost njihove odpovedi. Uporablja se predvsem pri sistemih 
z obilico cevovodov, ki jih med drugim sestavljajo odseki med seboj zvarjenih cevi 
in zavojev. Odpoved cevovoda običajno pomeni izgubo medija, ki se po teh 
cevovodih prenaša (npr. LOCA). Frekvenca začetnega dogodka je odvisna od 
verjetnosti odpovedi posameznega člena (zvar, zavoj, odsek, odcep…), stanja 
posameznega člena (število mikro razpok…) in števila teh členov v celotnem 
cevovodu, kar opisuje spodnja enačba, povzeta po [26] stran 33: 
 𝐹𝐹𝑅𝑅 = ∑ 𝜆𝜆𝑖𝑖(𝐷𝐷) ∙ 𝑛𝑛𝑖𝑖 ∙ 𝑃𝑃𝑖𝑖(𝑅𝑅|𝐷𝐷)𝑖𝑖 + ∑ 𝜆𝜆𝑗𝑗(𝑅𝑅)𝑗𝑗 + ∑ 𝜆𝜆𝑘𝑘(𝑊𝑊𝑊𝑊) ∙ 𝑛𝑛𝑘𝑘 ∙ 𝑃𝑃𝑘𝑘(𝑅𝑅|𝑊𝑊𝑊𝑊)𝑘𝑘  (3.3) 
kjer je: 
- 𝐹𝐹𝑅𝑅 frekvenca odpovedi/zloma cevovoda,  
- 𝜆𝜆𝑖𝑖(𝐷𝐷) pogostost okvar posameznega člena (zvar, zavoj, raven odsek, 
odcep) v kategoriji i,  
- 𝑛𝑛𝑖𝑖 število členov v kategoriji i, 
- 𝑃𝑃𝑖𝑖(𝑅𝑅|𝐷𝐷) verjetnost odpovedi ob okvari posameznega člena v kategoriji 
i,  
- 𝜆𝜆𝑗𝑗(𝑅𝑅) pogostost preloma posameznega člena v kategoriji j, 
- 𝜆𝜆𝑘𝑘(𝑊𝑊𝑊𝑊) pogostost vodnega udara v kategoriji k,  
- 𝑛𝑛𝑘𝑘 število členov v kategoriji k, 
- 𝑃𝑃𝑘𝑘(𝑅𝑅|𝑊𝑊𝑊𝑊) verjetnost odpovedi ob pojavu vodnega udara v kategoriji k, 
- 𝐷𝐷 število degradacij (notranjih razpok, ki še niso dosegle zunanjosti 
cevovoda; mikro razpok, iz katerih medij curlja v kapljicah), 
- 𝑅𝑅 število prelomov, 
- 𝑊𝑊𝑊𝑊 število vodnih udarov. 
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Posamezni deli cevovoda so bolj dovzetni za poškodbe (npr. zavoji, odcepi), v 
primerjavi z drugimi (ravni odseki). Ob različnih konfiguracijah sistema je število 
členov sistema različno, posledično pa se spreminja tudi frekvenca začetnega 
dogodka.  
Primerno okarakteriziranje vseh členov vseh sistemov tekom vseh različnih 
zaustavitvenih stanj je posledično zelo časovno potratno, ob majhnem vplivu na 
končni rezultat. Zato lahko za določanje frekvence začetnih dogodkov tekom 
zaustavitve izhajamo tudi iz frekvence pri delovanju elektrarne na polni moči, ki jo 
ustrezno utežimo glede na spremenjene karakteristike sistema v posameznem 
obratovalnem stanju (POS). S tem prihranimo na času, moramo pa se zavedati 
napake, ki smo jo na ta način pridelali v modelu. 
Frekvenco začetnega dogodka v posameznem obratovalnem stanju lahko 
izračunamo tudi kot produkt frekvence remonta in verjetnosti, da se izbrani začetni 
dogodek zgodi v izbranem obratovalnem stanju [22], kar lahko zapišemo z enačbo: 
 𝑓𝑓𝑍𝑍𝐺𝐺𝑖𝑖 𝑎𝑎 𝑃𝑃𝑂𝑂𝑆𝑆𝑗𝑗[𝑦𝑦
−1] = 𝑓𝑓𝑅𝑅𝐼𝐼𝑀𝑀[𝑦𝑦−1] ∙ 𝑃𝑃𝑍𝑍𝐺𝐺𝑖𝑖 𝑎𝑎 𝑃𝑃𝑂𝑂𝑆𝑆𝑗𝑗, (3.4) 
kjer 𝑃𝑃𝑍𝑍𝐺𝐺𝑖𝑖 𝑎𝑎 𝑃𝑃𝑂𝑂𝑆𝑆𝑗𝑗 predstavlja verjetnost nastopa začetnega dogodka 𝑖𝑖 v stanju 
POS 𝑇𝑇, 𝑓𝑓𝑅𝑅𝐼𝐼𝑀𝑀 pa frekvenco remonta jedrske elektrarne. Izračun verjetnosti nastopa 
začetnega dogodka se izvede po enačbi (3.5). 
 𝑃𝑃𝑍𝑍𝐺𝐺𝑖𝑖 𝑎𝑎 𝑃𝑃𝑂𝑂𝑆𝑆𝑗𝑗 = 𝑓𝑓𝑍𝑍𝐺𝐺𝑖𝑖  [ℎ
−1] ∙ 𝑡𝑡𝑃𝑃𝑂𝑂𝑆𝑆𝑗𝑗. (3.5) 
𝑓𝑓𝑍𝑍𝐺𝐺𝑖𝑖  predstavlja urno frekvenco dogodka 𝑖𝑖, 𝑡𝑡𝑃𝑃𝑂𝑂𝑆𝑆𝑗𝑗 pa čas trajanja stanja POS 𝑇𝑇. 
Pri pristopu s časovnimi okni moramo v frekvenco upoštevati še verjetnost nastopa 
začetnega dogodka 𝑍𝑍𝐷𝐷𝑖𝑖 znotraj dotičnega časovnega okna 𝑇𝑇𝑊𝑊𝑘𝑘 v stanju 𝑃𝑃𝑂𝑂𝑆𝑆𝑗𝑗, kar v 
enačbi (3.6) predstavlja enačbi (3.4) dodani člen 𝑃𝑃𝑇𝑇𝑊𝑊𝑘𝑘 𝑜𝑜𝑜𝑜 𝑍𝑍𝐺𝐺𝑖𝑖 𝑎𝑎 𝑃𝑃𝑂𝑂𝑆𝑆𝑗𝑗. 
 𝑓𝑓𝑍𝑍𝐺𝐺𝑖𝑖 𝑎𝑎 𝑃𝑃𝑂𝑂𝑆𝑆𝑗𝑗 = 𝑓𝑓𝑅𝑅𝐼𝐼𝑀𝑀[𝑦𝑦
−1] ∙ 𝑃𝑃𝑍𝑍𝐺𝐺𝑖𝑖 𝑎𝑎 𝑃𝑃𝑂𝑂𝑆𝑆𝑗𝑗 ∙ 𝑃𝑃𝑇𝑇𝑊𝑊𝑘𝑘 𝑜𝑜𝑜𝑜 𝑍𝑍𝐺𝐺𝑖𝑖 𝑎𝑎 𝑃𝑃𝑂𝑂𝑆𝑆𝑗𝑗. (3.6) 
3.4  Analiza dreves dogodkov 
Podobno kot pri začetnih dogodkih lahko tudi definicija dreves dogodkov 
temelji na drevesih dogodkov pri obratovanju na polni moči [20], [18], [22]. 
Podobno je potrebno tudi v tem primeru odstraniti nepotrebna drevesa dogodkov, 
preostala pa preoblikovati na način, da ustrezno odražajo vključenost posameznih 
varnostnih sistemov in njihovo sosledje delovanja.  
Za novo definirane začetne dogodke je potrebno oblikovati nova drevesa 
dogodkov z ustreznimi potmi odpovedi. Prav tako so tekom zaustavitve na voljo 
nekateri dodatni varnostni mehanizmi ali procesi, oziroma je njihov vpliv na varnost 
tekom zaustavitve večji kot pri obratovanju na moči, ki jih je smiselno ustrezno 
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modelirati v obstoječa drevesa dogodkov (gravitacijsko polnjenje – gravity feed), 
prav tako moramo ustrezno upoštevati, da določena oprema v posameznih 
obratovalnih stanjih ni na voljo. 
Tekom zaustavitve je avtomatska aktivacija varnostnih sistemov po večini 
blokirana. Posledično mora v primeru neljubega dogodka operater le-tega prepoznati 
in nato tudi aktivirati ustrezen varnostni sistem. Povečana odvisnost od operaterjevih 
akcij mora biti tekom zaustavitve ustrezno ovrednotena s pomočjo funkcionalnih 
dogodkov v drevesu dogodkov. 
Definirati je potrebno tudi končna stanja, ki nas zanimajo. Tekom varnostnih 
analiz v zaustavitvi se namreč lahko osredotočimo na različna končna stanja, ki jih 
definiramo glede na izbrane parametre [21] (temperatura hladila, količina hladila nad 
nivojem sredice, kritičnost, tlak v primarnem sistemu, temperatura goriva, stanje 
goriva). 
Izbrano neželeno končno stanje posameznega zaporedja dogodkov ima 
pomemben vpliv pri definiciji preostalega časa za operaterjeve korektivne akcije (čas 
do vretja je ob izgubi odvajanja zaostale toplote običajno dosti daljši od časa do 
odkritja sredice ali časa do deformacije goriva). 
V okviru definicije kriterijev uspeha posameznega sistema je smiselna izvedba 
termo-hidravličnih analiz. Pri izdelavi termo-hidravličnega modela kot vhodne 
parametre upoštevamo status primarnega sistema, velikost odprtine v primarnem 
sistemu (število odstranjenih varnostnih ventilov, odprta reaktorska posoda), čepe v 
primarnem sistemu, razpoložljivost uparjalnikov, količino vode v sistemu, količino 
zaostale toplote, stanje zadrževalnega hrama [21]. 
V splošnem so drevesa dogodkov za posamezni začetni dogodek različna v 
različnih obratovalnih stanjih, kar je med drugim posledica dejstva, da različna stanja 
nastopijo različno oddaljeno od trenutka zaustavitve elektrarne. Posledično je 
različna tudi zaostala toplota. 
V analizo je smiselno vključiti multidisciplinarno ekipo strokovnjakov z 
različnih področij, vključno z osebjem elektrarne in strokovnjakom s področja analiz 
človeškega faktorja. 
Drevo dogodkov, ki v različnih obratovalnih stanjih ohranja strukturo s stališča 
funkcionalnih dogodkov in zaporedij ter končnih stanj, lahko modeliramo le enkrat 
za vsa različna obratovalna stanja. Različne vrednosti funkcionalnih dogodkov in 
frekvenco začetnega dogodka nato v drevesu upoštevamo s pomočjo menjalnih 
dogodkov (Exchange Event), ki na podlagi ustrezno definiranih robnih pogojev 
določajo verjetnost istega funkcionalnega dogodka v različnih obratovalnih stanjih. 
44 3  Verjetnostne varnostne analize v zaustavitvi 
 
Tako zmanjšamo nabor potrebnih dreves dogodkov, torej poenostavimo model, ob 
tem pa ne vplivamo na natančnost rezultatov. 
3.5  Analiza dreves odpovedi 
Tudi pri konstrukciji dreves odpovedi za posamezen sistem se lahko uporabijo 
drevesa odpovedi iz modela za obratovanje na polni moči. Posamezni sistemi so 
namreč v grobem enaki, je pa v zaustavitvi potrebna dodatna analiza, saj se 
konfiguracija sistemov spreminja tako glede na obratovanje na polni moči, kot tudi 
med posameznimi obratovalnimi stanjih (POS) v zaustavitvi. Nekateri sistemi so 
tekom obratovanja na polni moči v pripravljenosti (npr. RHR), v zaustavitvi pa 
obratujejo. Zaradi različnih povezav med sistemi se spreminjajo tudi položaji 
ventilov, spreminjajo se zahtevani časi delovanja in načini odpovedi komponent. 
Različni so tudi načini proženja sistemov, ki se v zaustavitvi, z izjemo dizelskih 
generatorjev, prožijo ročno. Posamezna obratovalna stanja se razlikujejo tudi glede 
zahtevanih časov delovanja posameznega varnostnega sistema in kriterijev uspeha. 
Zaradi vzdrževalnih del se razlikuje tudi število redundantnih prog in povezav med 
posameznimi sistemi. Med zaustavitvenimi stanji se spreminja tudi čas, ki je na voljo 
za odpravo posameznega začetnega dogodka [20], [18], [22], [21]. Vse to je potrebno 
ustrezno modelirati v okviru dreves odpovedi. Manjkajoče sisteme, katerih modeli 
tekom obratovanja niso bili potrebni, je potrebno ustrezno modelirati in vključiti v 
analizo. Prav tako je potrebno modelirati povezave med posameznimi sistemi. 
Pri analizi je potrebno ustrezno ovrednotiti tudi medsebojno odvisnost različnih 
varnostnih sistemov, komponent in podpornih sistemov. V okviru soodvisnosti 
komponent se je potrebno osredotočiti na odpovedi s skupnim vzrokom, o katerih 
govori poglavje 2.2.3  Odpovedi s skupnim vzrokom in njihov vpliv na delovanje 
posameznega sistema ni zanemarljiv. Podobno so varnostni sistemi odvisni od 
delovanja ustreznih podpornih sistemov in ob izgubi posameznega podpornega 
sistema lahko izgubimo več varnostnih sistemov, kar mora biti ustrezno modelirano. 
Ker se konfiguracije sistemov in kriteriji uspeha razlikujejo med različnimi 
obratovalnimi stanji elektrarne (POS), bi to načeloma lahko pomenilo, da moramo 
vsak sistem modelirati za vsako obratovalno stanje posebej. Tako bi dobili zelo 
obsežen nabor dreves dogodkov, ki bi se med seboj le malo razlikovala. Lahko pa te 
minimalne razlike med istimi sistemi v različnih stanjih modeliramo s pomočjo 
pogojnih dogodkov (House Event), ki jih vklapljamo s pomočjo ustrezno definiranih 
robnih pogojev za vsako obratovalno stanje (POS) v modelu. Na ta način lahko 
znatno zmanjšamo nabor vseh dreves odpovedi, kar ustrezno zmanjša tudi sam 
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model in poenostavi povezovanje funkcionalnih dogodkov in dreves odpovedi. Pri 
tem ne vplivamo na natančnost izračunov, se pa nekoliko zabriše vizualna slika 
sistemov, kar lahko preprečimo z ustreznim pristopom k izdelavi modela.  
3.6  Analiza človeškega faktorja  
Človeški faktor igra bistveno vlogo pri varnosti v času zaustavitve, saj so 
tekom le-te sistemi podvrženi stalni interakciji s človekom. V zaustavitvi je 
večinoma onemogočeno avtomatsko proženje nekaterih varnostnih sistemov, ker je 
elektrarna na drugačnih parametrih. Pri testiranjih in vzdrževalnih delih se znotraj 
elektrarne nahaja veliko zunanjih izvajalcev [20]. Sledenje časovnemu razporedu 
remonta in prekoračitev delovnega časa izvajalcev v želji po čim krajšem remontu bi 
lahko predstavljale dodatno možnost za človeško napako [21]. 
Operaterji pri svojih akcijah slonijo na postopkih za obratovanje [18]. 
Določena varnostna oprema je v posameznem obratovalnem stanju lahko blokirana, 
prav tako so lahko blokirani nekateri senzorji in indikacija v tem primeru ni na voljo, 
ali pa ni enako natančna. V nekaterih obratovalnih stanjih je odzivni čas izjemno 
kratek [27], posamezne situacije so nepričakovane zaradi relativno redkega srečanja s 
konkretnimi razmerami, saj zaustavitve glede na dolžino celotnega cikla elektrarne 
trajajo relativno kratek čas. Vse to lahko povečuje možnost človeške napake.  
Po drugi strani je lahko čas, potreben za razvoj neljubega dogodka, daljši kot 
pri obratovanju na polni moči, kar dovoljuje daljši odzivni čas operaterja in 
predstavlja znižanje verjetnosti njegove napake. 
Človeške interakcije s sistemi tekom zaustavitve lahko v grobem delimo na tri 
skupine [21], [22]: 
- akcije pred začetnim dogodkom - so vzdrževalna dela, popravila in 
testiranje opreme, ki lahko vodijo v nerazpoložljivost določenega 
sistema, če niso izvedena na pravilen način, 
- akcije, ki lahko povzročijo začetni dogodek - so posegi v sistem, ki 
lahko pripeljejo do začetnega dogodka (npr. izguba hladila zaradi 
neustreznih položajev določenih ventilov). Ustrezno morajo biti zajeti v 
izračunu frekvence začetnega dogodka (npr. drevo odpovedi za začetni 
dogodek), 
- akcije po začetnem dogodku - so korektivni ukrepi operaterjev in 
ostalega osebja, s katerimi skušajo odpraviti začetni dogodek, oziroma 
omiliti njegove posledice. Tekom zaustavitve imajo bistven vpliv na 
potek dogodka. 
Zaradi velikega vpliva človeka je potrebno pri izdelavi celovite varnostne 
analize v zaustavitvi izvesti tudi HRA analizo, saj le na ta način dobimo 
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reprezentativne rezultate varnostne analize. Časovna okna, ki so na voljo za 
korekcijo začetnega dogodka, se tekom zaustavitve bistveno razlikujejo od tistih na 
polni moči, zato praviloma ne moremo ustrezno okarakterizirati verjetnosti človeške 
napake v zaustavitvi z vrednostmi na polni moči, pač pa je potrebna izvedba nove 
analize. 
Obstaja več pristopov k HRA analizi, v splošnem pa vse zahtevajo vključenost 
različnih strokovnjakov, kot na primer eksperte s področja HRA, zaposlene v 
elektrarni, ljudi s podrobnim poznavanjem sistemov in postopkov ter specifikacij 
elektrarne [28], [29]. Analizo lahko podkrepimo tudi z determinističnimi metodami, s 
katerimi lahko simulacijsko določimo čas, ki je na voljo za odpravo dogodka (Tw) in 
nato na podlagi razlike med tem časom in časom potrebnim za izvedbo akcije (Tp), 
izračunamo preostali čas (Ta), ki nam služi za izračun verjetnosti človeške napake. 
Izračun prikazuje enačba (3.7), povzeta iz [30].  
 Ta=Tw-Tp (3.7) 
Posebno pozornost moramo nameniti tudi povezavi različnih skupin človeških 
interakcij. Če je nek začetni dogodek posledica človeške napake, je verjetnost 
odprave tega dogodka manjša, kot če je isti dogodek posledica neke mehanske 
okvare v sistemu [21]. 
Človeško napako lahko v PSA modelu ovrednotimo z osnovnim dogodkom v 
drevesu odpovedi ali s funkcionalnim dogodkom v drevesu dogodkov [22], [31]. 
3.7  Analiza komponent 
Zanesljivost komponent sistemov, oziroma njihova verjetnost odpovedi, je 
pomemben podatek pri izvedbi varnostne analize, saj poleg frekvenc začetnih 
dogodkov in verjetnosti človeške napake predstavlja tretji pomemben gradnik v bazi 
podatkov. Enako kot pri začetnih dogodkih je tudi pri odpovedih komponent težje 
priti do reprezentativnih podatkov v zaustavitvi, kot je to mogoče pri obratovanju na 
polni moči.  
V okviru varnostne analize v zaustavitvi se zato v večji meri zanašamo na 
generične podatke o komponentah in sistemih tekom zaustavitve, v primeru, da so 
podatki seveda na voljo. Običajno se vrednosti precej razlikujejo od tistih pri 
obratovanju na moči. Konkretno nerazpoložljivost dizelskih generatorjev zaradi 
vzdrževanja je na podlagi generičnih podatkov tekom zaustavitve lahko večja od tiste 
na obratovanju tudi za red velikosti. Pri tem govorimo o nerazpoložljivosti 
generatorja v trenutku nenačrtovanega izpada zunanjega napajanja [32]. 
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Za komponente, katerih vrednosti verjetnosti tekom zaustavitve niso na voljo, 
moramo izhajati iz verjetnosti tekom obratovanja na polni moči, ki jo nekoliko 
modificiramo glede na okoliščine v zaustavitvi. Pri tem moramo biti pozorni na 
začetno stanje komponent. Določeni sistemi, ki so tekom obratovanja v 
pripravljenosti, so v nekaterih zaustavitvenih stanjih v obratovanju (npr. RHR). V 
zaustavitvi se lahko spremenijo zahtevani časi delovanja opreme (Mission Time), 
spremenijo se tudi časi popravila opreme (Time To Repair). Slednji so posledica 
drugačne dostopnosti sistemov, števila prisotnega usposobljenega osebja, dostopnosti 
nadomestnih delov in lahko tudi količine sevanja v okolici okvarjene komponente 
[21].  
V primeru prevzemanja verjetnosti iz obratovanja na moči se moramo zavedati 
drugačne negotovosti podatkov. Če posamezna komponenta v rezultatih analize 
izrazito izstopa, je zanjo smiselno izvesti naknadno analizo. Za manj pomembne 
komponente detajlna analiza ni smiselna, saj bi ob obilici vloženega truda minimalno 
prispevala k natančnosti rezultatov varnostne analize v zaustavitvi. 
3.8  Analiza modela 
Model analiziramo kvantitativno in kvalitativno. 
V okviru kvantitativne analize pridobimo informacijo o frekvenci poškodbe 
sredice (CDF – Core Damage Frequency), ki je v različnih obratovalnih stanjih 
(POS) različna in nam služi kot prvi kazalnik tveganja posameznega obratovalnega 
stanja. Sledi analiza pomembnosti, v okviru katere pridobimo informacije o pomenu 
posameznih komponent. Rezultat analize sta faktorja pomembnosti, ki pokažeta 
šibke točke sistema [1]: 
- prispevek k zmanjšanju tveganja - RRW (Risk Reduction Worth) - 
komponente z višjim RRW je smiselno izboljšati, saj na ta način 
bistveno pripomoremo k višji zanesljivosti sistema, 
- prispevek k povečanju tveganja - RAW (Risk Achievement Worth) - 
komponente z visokim faktorjem RAW imajo bistven vpliv na 
zanesljivost celotnega sistema, hkrati pa izboljšanje njihove 
zanesljivosti ne bi bistveno vplivalo na povečanje zanesljivosti sistema. 
Prav tako je smiselna analiza občutljivosti, tekom katere odkrijemo, kako 
spremembe posameznih parametrov vplivajo na končne rezultate. Med različnimi 
zaustavitvami se namreč določeni parametri spreminjajo (čas od zaustavitve, čas 
trajanja posameznega obratovalnega stanja, količina zaostale toplote, razpoložljivost 
opreme) in smiselno je preveriti vpliv prispevkov teh sprememb k skupnemu 
tveganju [21]. 
48 3  Verjetnostne varnostne analize v zaustavitvi 
 
Primerjati je potrebno najkrajše poti odpovedi (MCS) v različnih obratovalnih 
stanjih in tako preveriti, ali so razlike v MCS posledica dejanskega stanja v 
določenem obratovalnem stanju ali posledica napake pri modeliranju [21]. 
3.9  Predstavitev rezultatov 
V okviru rezultatov moramo podati sledeče [21], [22]: 
- Frekvenco poškodbe sredice (CDF) – z upoštevanjem prispevkov vseh 
obratovalnih stanj. Dalje sledi razčlemba glede na: 
o prispevek pomembnih zaporedij dogodkov, 
o prispevek posameznih obratovalnih stanj (POS), 
o prispevek skupin začetnih dogodkov, 
o rezultate analize negotovosti za CDF, 
o rezultate pomembnosti in občutljivosti za CDF. 
- Prikaz rezultatov za posamezno obratovalno stanje: 
o čas trajanja in razlike med obratovalnimi stanji, 
o prispevek pomembnih zaporedij dogodkov, kriteriji uspeha in 
opis delovanja ter proženja varnostnih sistemov, 
o potreben čas za proženje posameznih sistemov, 
o prispevek skupin začetnih dogodkov, njihove frekvence in vpliv 
na elektrarno, 
o pomembnejši prispevki človeka. 
- Če je zahtevano, je lahko predstavljena tudi osnova za drugo fazo 
(Level 2) analiz. 
- Vpliv odpovedi pomembnejših sistemov, komponent, odpovedi s 
skupnim vzrokom in človeških napak na CDF. 
- Prikaz drugih končnih stanj, ki niso CDF (vretje, kritičnost), skupaj z 
ustrezno dokumentacijo. 
- Kvalitativni rezultati in komentarji: 
o pomembne najkrajše poti odpovedi (v okviru skupnega CDF in 
za posamezno obratovalno stanje), 
o interpretacija rezultatov, 
o zaključki in priporočila. 
V okviru rezultatov je potrebno podati rezultate pridobljene tekom posamezne 
izvedene analize. Biti morajo ustrezno komentirani, dokumentirane pa morajo biti 
tudi verjetnosti odpovedi komponent in frekvence začetnih dogodkov skupaj s 
pripadajočimi negotovostmi in viri podatkov. Nivo tveganja tekom posameznega 
obratovalnega stanja je smiselno predstaviti grafično, saj so tako rezultati lažje 
predstavljivi. Primerjava med pogojnimi frekvencami poškodbe sredice v zaustavitvi 
s frekvenco poškodbe sredice tekom obratovanja na polni moči je skupaj z 
ustreznimi komentarji prav tako smiselna [22]. 
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Na podlagi analize je smiselno podati predloge za spremembo obratovalnih 
postopkov, če se to izkaže smiselno, tj. če s spremembo izboljšamo zanesljivost (s 
spremembo postopka poskrbimo, da operater prej izvede določeno akcijo, kar 
zmanjša potreben čas za to akcijo). Podobno je potrebno podati predloge za 
spremembo tehničnih specifikacij in varnostnega poročila, če se to izkaže tekom 
analiz (v okviru termo-hidravličnih analiz lahko ugotovimo, da so določene zahteve 
za obratovanje bodisi preveč ali premalo konservativne). 
3.9.1  Kazalniki tveganja 
Kazalniki tveganja, ali po angleško Risk metrics, služijo za ovrednotenje 
tveganja z neko številsko vrednostjo in enoto. Na ta način lahko primerjamo tveganje 
posamezne elektrarne tekom različnih obratovalnih stanj. Načeloma lahko 
primerjamo tudi tveganje med različnimi elektrarnami. Tveganje običajno 
ovrednotimo s frekvenco poškodbe sredice (CDF – Core Damage Frequency. 
V okviru verjetnostnih varnostnih analiz, ki se uporabljajo danes, tj. sprotne 
verjetnostne varnostne analize (angl. living PSA), so uveljavljeni sledeči kazalniki 
tveganja [33]: 
- 𝐶𝐶𝐷𝐷𝐹𝐹𝑢𝑢𝑜𝑜𝑎𝑎 - povprečna frekvenca tveganja (average risk frequency), ki je 
izračunana za obratovanje na polni moči. Predstavlja nivo tveganja ob 
upoštevanju povprečne nerazpoložljivosti komponent zaradi testiranja 
in vzdrževanja le-teh, 
- 𝐶𝐶𝐷𝐷𝐹𝐹0 - osnovna frekvenca tveganja (baseline risk frequency) je 
izračunana na podoben način kot povprečna frekvenca, s to razliko, da 
pri izračunu osnovne frekvence ne upoštevamo nerazpoložljivosti 
komponent zaradi testiranja, vzdrževanja ali popravila. Tovrstni model 
imenujemo tudi model brez vzdrževanja (angl. zero-maintenance 
model). Osnovna frekvenca je posledično nižja od povprečne, 
- 𝐶𝐶𝐷𝐷𝐹𝐹(𝑥𝑥) - trenutna frekvenca tveganja (instantaneous risk frequency), v 
trenutku, ko so sistemi elektrarne v konfiguraciji 𝑥𝑥. 
Za posamezne konfiguracije lahko dalje izračunamo prispevke tveganja, 
Δ𝐶𝐶𝐷𝐷𝐹𝐹, kot razliko med frekvenco v določeni konfiguraciji in referenčno frekvenco 
(običajno osnovna ali povprečna frekvenca tveganja), po enačbi: 
 𝛥𝛥𝐶𝐶𝐷𝐷𝐹𝐹 = 𝐶𝐶𝐷𝐷𝐹𝐹(𝑥𝑥) − 𝐶𝐶𝐷𝐷𝐹𝐹0 (3.8) 
Nadalje lahko frekvenco pretvorimo v verjetnost, pri čemer se moramo 
zavedati omejitev tovrstne pretvorbe. Inkrementalno pogojno verjetnost dogodka 
Δ𝐶𝐶𝐷𝐷𝑃𝑃 izračunamo kot produkt inkrementalne frekvence Δ𝐶𝐶𝐷𝐷𝐹𝐹 in trajanja dogodka 
Δ𝑡𝑡: 
 Δ𝐶𝐶𝐷𝐷𝑃𝑃 = Δ𝐶𝐶𝐷𝐷𝐹𝐹 ∙ Δ𝑡𝑡 (3.9) 
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Pri tem izhajamo iz predpostavke, da je Δ𝐶𝐶𝐷𝐷𝑃𝑃 konstanten tekom celotnega Δ𝑡𝑡. 
Verjetnost predstavlja torej ploskev, ki jo definira inkrementalno povečanje 










Slika 3.2:  Inkrementalno povečanje tveganja, zaradi nerazpoložljivosti sistema 
V primeru nerazpoložljivosti različnih sistemov tekom določene časovne 
periode je smiseln izračun celotne verjetnosti neželenih dogodkov Δ𝐶𝐶𝐷𝐷𝑃𝑃𝑠𝑠𝑘𝑘𝑢𝑢𝑢𝑢, ki 
predstavlja vsoto verjetnosti posameznega dogodka ∑ Δ𝐶𝐶𝐷𝐷𝑃𝑃𝑖𝑖𝑖𝑖 : 
 Δ𝐶𝐶𝐷𝐷𝑃𝑃𝑠𝑠𝑘𝑘𝑢𝑢𝑢𝑢 = ∑ Δ𝐶𝐶𝐷𝐷𝑃𝑃𝑖𝑖𝑖𝑖  (3.10) 
Način prikaza rezultatov je v rokah izvajalca analize, ref. [33] za 
nerazpoložljivost sistemov prikazuje sledeče možnosti prikaza rezultatov: 
- trenutni 𝐶𝐶𝐷𝐷𝐹𝐹 ali prispevek k povečanju tveganja (RIF, RAW) 






4  Značilnosti jedrske elektrarne s tlačnovodnim 
reaktorjem (PWR) 
Elektrarne s tlačnovodnim reaktorjem, ki trenutno obratujejo, so predstavnice 
II generacije. Dosegajo proizvodnjo električne energije z nazivno močjo od okoli 600 
MW (elektrarne z dvema primarnima zankama), do okoli 1300 MW (v primeru štirih 
hladilnih zank v primarnem krogu) [34]. Enote različnih moči so si v principu zelo 
podobne. Najbolj očitne razlike na račun različne moči so v številu zank primarnega 
kroga. Od okoli 400 obratujočih jedrskih elektrarn v svetu jih je skoraj polovica 
PWR, proizvedenih s strani Westinghousa ali po njegovi licenci [34]. V magistrski 
nalogi je obravnavan model ameriške tlačnovodne jedrske elektrarne Surry. 
4.1  Zgodovina 
Za začetek proizvodnje električne energije s pomočjo jedrskega reaktorja šteje 
leto 1951, ko so s pomočjo eksperimentalnega oplodnega reaktorja v Idahu zasvetile 
štiri žarnice moči 200W [35]. Prva komercialna jedrska elektrarna je s proizvodnjo 
pričela leta 1954 v Obninsku v tedanji Sovjetski zvezi. Za moderator je uporabljala 
grafit. Leto pred tem so jedrski reaktor uspešno preizkusili tudi za pogon podmornic. 
Do sredine šestdesetih let so tudi ostale države začele z uporabo energije pridobljene 
z jedrsko cepitvijo. Sledila je gradnja reaktorjev druge generacije, katerih glavna 
predstavnika sta tlačnovodni (PWR) in vrelni reaktor (BWR).  
 Danes že obratujejo nekateri reaktorji III generacije, v gradnji pa so tudi 
reaktorji III+ generacije [36].  S tem se razvoj seveda ni končal, raziskave potekajo 
tudi na IV generaciji reaktorjev, ki bi v komercialno uporabo lahko prišli po letu 
2040 [37]. 
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4.2  Osnovni podatki PWR elektrarne 
Westinghousovi elektrarni tipa PWR s tremi primarnimi hladilnimi krogi 
ustrezajo podatki v tabeli [34]: 
Tabela 4.1:  Osnovni podatki PWR elektrarne 
Termična moč 2785 𝑀𝑀𝑊𝑊𝑡𝑡 
Električna moč 900 𝑀𝑀𝑊𝑊𝑢𝑢 
Tlak pare 66 𝑏𝑏𝑎𝑎𝑟𝑟 
Notranji premer reaktorske posode 398,8 𝑐𝑐𝑚𝑚 
Moč reaktorske hladilne črpalke 5,2 𝑀𝑀𝑊𝑊 
Notranji premer cevi vroče veje 73,7 𝑐𝑐𝑚𝑚 
Število gorilnih elementov 157 
Razporeditev gorilnih elementov 17×17 
 
Elektrarna v reaktorju proizvedeno toploto odvaja prek treh termodinamičnih 
sistemov: primarnega, sekundarnega in terciarnega. 
4.2.1  Primarni sistem 
Primarni sistem skrbi za odvajanje proizvedene toplote v reaktorju do ponora v 
uparjalnikih. Tekom zaustavitve predstavlja ponor sistem za odvajanje zaostale 
toplote. Celoten sistem je nameščen znotraj zadrževalnega hrama. Sistem sestavljajo: 
- reaktorska posoda, znotraj katere so gorivni elementi in kjer poteka 
jedrska reakcija, 
- reaktorske črpalke, ki skrbijo za kroženje vode v primarnem sistemu in 
s tem omogočajo prenos toplote,  
- tlačnik, ki vzdržuje ustrezen tlak v primarnem sistemu, 
- uparjalniki, prek katerih poteka prenos toplote v sekundarni sistem in 
- pripadajoči cevovodi. 
4.2.2  Sekundarni sistem 
V okviru sekundarnega sistema poteka pretvorba energije iz toplotne preko 
mehanske v električno. Sistem sestavljajo: 
- uparjalniki, v katerih iz vode nastaja para, ki nato poganja turbino, 
- turbina, ki energijo pare pretvori v mehansko energijo na gredi, 
- generator, kjer se mehanska energija pretvori v električno, 
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- kondenzator, kjer izrabljena para iz turbine kondenzira nazaj v 
kapljevino, 
- napajalne črpalke, ki vodo iz kondenzatorja potiskajo v uparjalnik in 
- pripadajoči cevovodi. 
4.2.3  Terciarni sistem 
Naloga terciarnega sistema je odvajanje odvečne toplote iz sekundarnega 
kroga, ki je ni mogoče uporabiti za proizvodnjo električne energije. Terciarni sistem 
skrbi za hlajenje kondenzatorja, sestavljajo pa ga: 
- kondenzator, kjer voda prevzame toploto izrabljene pare, 
- končni ponor toplote, ki je lahko hladilni stolp, reka, morje, 





5  Analiza in rezultati 
5.1  RiskSpectrum PSA 
RiskSpectrum PSA je napredno programsko orodje namenjeno analizam dreves 
dogodkov in dreves odpovedi v okviru verjetnostnih varnostnih analiz. Program 
omogoča konstruiranje dreves ter njihovo ustrezno povezovanje, analizo 
integriranega modela ter prikaz različnih rezultatov (najkrajše poti odpovedi, 
občutljivost, merila pomembnosti). Možno je tudi modeliranje odpovedi s skupnim 
vzrokom. 
Po konstruiranju drevesa odpovedi in drevesa dogodkov ustrezno medsebojno 
povežemo. Pred analizo je potrebno posameznim osnovnim dogodkom definirati 
ustrezne verjetnosti, začetnim dogodkom pa ustrezne frekvence nastopa. Izgradnja 
modela poteka ročno, prek preglednega uporabniškega vmesnika, poleg ročnega 
vnosa podatkov program omogoča tudi možnost uvoza datotek (npr. Excel). 
Program se uporablja za verjetnostne varnostne analize na različnih področjih, 
predvsem v segmentu jedrskih elektrarn, uporablja ga kar polovica vseh elektrarn na 
svetu [38]. Poleg tega je primeren tudi za analizo zanesljivosti drugih sistemov (npr. 
v elektroenergetiki) [39]. Omogoča izpeljavo analiz različnega obsega. Tako se lahko 
osredotočimo na analizo posameznega sistema (analiza drevesa odpovedi) ali 
posameznega zaporedja dogodkov (analiza drevesa dogodkov). Znotraj programa 
lahko definiramo tudi skupino analiz, ki jih nato program izvede hkrati, pri tem pa 
upošteva definirane robne pogoje. Slednje je zelo prikladno v okviru varnostnih 
analiz v zaustavitvi. 
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5.2  Model elektrarne 
Metodo za izvedbo varnostnih analiz v zaustavitvi, predstavljeno v preteklih 
poglavjih, smo aplicirali na primeru jedrske elektrarne s tlačnovodnim reaktorjem 
(PWR), katere značilnosti so predstavljene v prejšnjem poglavju. Sam model za 
zaustavitvena stanja izhaja iz predhodnega modela za obratovanje na polni moči. 
Izbrani model obravnava ameriško jedrsko elektrarno Surry, pri čemer je natančnost 
modela pogojena z nivojem informacij, ki so bile javno dostopne tekom njegove 
izdelave.  
Posledično tudi model za izvedbo verjetnostnih varnostnih analiz v zaustavitvi 
sledi zasnovi konkretnih sistemov elektrarne, točneje njenega bloka 1. Glavni vir 
podatkov za konstruiranje dreves dogodkov je bilo poročilo verjetnostnih varnostnih 
analiz v zaustavitvi NUREG/CR-6144 [22], [23]. 
Sam model sestavlja večja količina dreves odpovedi in dreves dogodkov. 
Slednja sestavljajo funkcionalni dogodki in začetni dogodki. Poleg teh  je v modelu 
zajetna količina osnovnih dogodkov. Zaradi integrirane izvedbe modela, torej enega 
modela za več različnih stanj, so v modelu prisotni tudi pogojni dogodki, ki prek 
ustreznih robnih pogojev poskrbijo za spremembo konfiguracije modela v različnih 
obratovalnih stanjih (POS). 
Za izračun zaporedij in končnih stanj moramo v programu definirati ustrezne 
analize. V okviru definicije analiz izberemo dele modela, ki jih želimo vključiti v 
posamezno analizo, ter kriterije za izvedbo same analize (natančnost, metoda 
izračuna, robni pogoji). Primer za izračun zanimivih zaporedij, to so tista, ki vodijo v 
neželena končna stanja (v našem primeru poškodba sredice), prikazuje tabela 5.1. Za 
analizo nista zanimivi prvo in tretje zaporedje, saj ne vodita v poškodbo reaktorske 
sredice. Pripadajoče drevo dogodkov prikazuje slika 5.1. 
 
Tabela 5.1:  Primer zaporedij dogodkov za analizo 
ID zaporedja Opis Način izračuna 
ET-A:0002 LLOCA zaporedje 2 Frekvenca 
ET-A:0004 LLOCA zaporedje 4 Frekvenca 
ET-A:0005 LLOCA zaporedje 5 Frekvenca 
ET-A:0006 LLOCA zaporedje 6 Frekvenca 
ET-A:0007 LLOCA zaporedje 7 Frekvenca 
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Za analizo končnih stanj smo v modelu izdelali 15 predlog, kolikor je tudi 
različnih obratovalnih stanj (POS), kar prikazuje tabela 5.2. Znotraj vsake predloge 
je definiran nabor ustreznih dreves dogodkov, robni pogoji in specifikacije izračuna. 
 
Tabela 5.2:  Priprava predlog za analizo končnih stanj 
ID analize Opis Način izračuna Rezultat 
POS01 CD Analiza posledic v POS1 Frekvenca 6,62E-08 
POS02 CD Analiza posledic v POS2 Frekvenca 2,44E-06 
POS03 CD Analiza posledic v POS3 Frekvenca 3,07E-06 
POS04 CD Analiza posledic v POS4 Frekvenca 8,08E-07 
POS05 CD Analiza posledic v POS5 Frekvenca 1,91E-07 
POS06 CD Analiza posledic v POS6 Frekvenca 5,22E-06 
POS07 CD Analiza posledic v POS7 Frekvenca 2,15E-06 
POS08 CD Analiza posledic v POS8 Frekvenca 3,80E-07 
POS09 CD Analiza posledic v POS9 Frekvenca 1,10E-06 
POS10 CD Analiza posledic v POS10 Frekvenca 5,33E-06 
POS11 CD Analiza posledic v POS11 Frekvenca 4,45E-07 
POS12 CD Analiza posledic v POS12 Frekvenca 3,91E-06 
POS13 CD Analiza posledic v POS13 Frekvenca 6,14E-06 
POS14 CD Analiza posledic v POS14 Frekvenca 4,78E-06 
POS15 CD Analiza posledic v POS15 Frekvenca 1,53E-06 
 
Nadalje so posamezne predloge združene v skupine, kar omogoča izvedbo več 
izračunov znotraj iste analize. V modelu sta izvedeni dve skupini, prva združuje 
analizo vseh posledic, druga pa vseh zaporedij v modelu. Stanje v programu 
prikazuje tabela 5.3. 
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Tabela 5.3:  Skupini končnih stanj in zaporedij v modelu 
ID skupine Opis 
ALL POS CD Analiza posledic za vse POS 
ALL SEQUENCE Analiza vseh zaporedij za posamezen POS 
5.3  Analiza dreves dogodkov 
Analiza dreves dogodkov temelji na 42 modeliranih drevesih dogodkov, pri 
čemer niso vsa drevesa primerna za vsa obratovalna stanja. Modelirani začetni 
dogodki so: 
- LLOCA - velika izlivna nezgoda, 
- MLOCA - srednja izlivna nezgoda, 
- SLOCA - mala izlivna nezgoda, 
- VSLOCA - zelo mala izlivna nezgoda, 
- LCCW - izguba vode za hlajenje komponent, 
- LRHR - izguba sistema za odvajanje zaostale toplote, začetni dogodek 
je razdeljen glede na način izgube: pretirano praznjenje primarnega 
sistema, puščanje primarnega sistema, izguba delujoče RHR proge in 
povratna ter nepovratna izguba RHR sistema, 
- ATWS - pričakovani prehodni pojav brez zaustavitve reaktorja, 
- LOSP - izguba zunanjega napajanja, 
- SBO - zatemnitev elektrarne, 
- LMFW - prehodni pojav, pri katerem pride do izgube glavne napajalne 
vode, 
- TRANS - prehodni pojav, pri katerem je glavna napajalna voda na 
voljo, 
- SGTR - zlom ali poškodba cevi uparjalnika, 
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Uporabnost modeliranih začetnih dogodkov glede na posamezno obratovalno 
stanje je podana v spodnji tabeli: 
Tabela 5.4:  Uporabnost začetnih dogodkov znotraj posameznega obratovalnega stanja (POS) 
Začetni dogodek Oznaka v modelu Uporaben v POS 
LLOCA ET-A 1-4, 12-15 
MLOCA ET-S1 1-4, 12-15 
SLOCA ET-S2 1-4, 12-15 
VSLOCA ET-S3 1-4, 12-15 
LCCW ET-CCW 1-15 
LRHR 
ET-RHR2 6, 10 
ET-RHR 3-13 
ATWS ET-ATWS 1, 15 
LOSP ET-T1 1-15 
SBO ET-T1SS 1-15 
LMFW ET-T2 1,2,14,15 
TRANS ET-T3 1,2,14,15 
SGTR ET-T7 1,2,14,15 
 
Tekom zaustavitve se glede na vnaprej določeno časovnico spreminja 
konfiguracija sistemov v elektrarni. Posamezni deli sistemov so podvrženi testiranju 
in vzdrževanju, tekom katerega niso razpoložljivi. Posledično je potrebno skrbno 
načrtovanje in ustrezna usklajenost testiranja različnih sistemov. Spreminja se tudi 
način proženja varnostnih sistemov, ki se tekom večine obratovalnih stanj (POS) 
prožijo ročno, le v prvem in zadnjem avtomatsko. Zaradi znižanja količine zaostale 
toplote se s povečevanjem časa od zaustavitve podaljšuje čas, ki je potreben za 
razvoj dogodka do poškodbe sredice. Posledično nekateri dogodki oziroma zaporedja 
izpadejo iz modela, s katerim opazujemo razvoj dogodkov znotraj 24 ur. To pomeni, 
da se z višanjem zaporedne številke obratovalnega stanja, niža količina varnostnih 
funkcij, ki so potrebne za odpravo začetnega dogodka.  
Na podlagi naštetega lahko opazimo smiselnost izvedbe več različnih dreves 
dogodkov za isti začetni dogodek in različna obratovalna stanja elektrarne. Evolucija 
dreves dogodkov prek različnih obratovalnih stanj je prikazana v nadaljevanju. 
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5.3.1  Velika izlivna nezgoda (LLOCA) 
Seveda bi bilo možno spreminjajoče se razmere zaobjeti tudi znotraj enega, 
univerzalnega drevesa dogodkov za vsa obratovalna stanja, znotraj katerega bi 
pravilno zaporedje funkcionalnih dogodkov dosegli s pogojnimi dogodki in robnimi 
pogoji. Vendar bi bil takšen pristop nekoliko zahtevnejši, hkrati pa bi se izgubila 
preglednost zaporedij dogodkov ter razlike med le-temi v različnih obratovalnih 
stanjih.  
Primer dreves dogodkov za začetni dogodek velike izlivne nezgode (LLOCA), 
ki smo ga modelirali v našem modelu, je prikazan na slikah 5.1-5.4. Drevo vključuje 
sledeče funkcionalne dogodke [23]: 
- IE-A - predstavlja frekvenco začetnega dogodka, 
- D5-LLOCA - predstavlja verjetnost odpovedi (oziroma uspeha) sistema 
vodnih akumulatorjev, ki so razpoložljivi v POS 1, POS 15 in delu POS 
2, 
- D6 - predstavlja verjetnost odpovedi sistema varnostnega vbrizgavanja. 
Avtomatika je aktivna v POS 1 in POS 15, v ostalih obratovalnih 
stanjih pa mora operater ta sistem ročno aktivirati, kar predstavlja 
funkcionalni dogodek OP-LOCA na sliki 5.2 in 5.3, 
- CS-LLOCA - ponazarja odpoved sistemov zadrževalnega hrama, 
katerih naloga je zniževanje tlaka in temperature v zadrževalnem 
hramu. Njihova odpoved vodi v odpoved zadrževalnega hrama, kar 
načeloma sodi že v drugi nivo verjetnostnih varnostnih analiz. Dogodek 
je v tem primeru upoštevan tudi v prvem nivoju, saj lahko prek CV 
funkcionalnega dogodka negativno vpliva na taljenje sredice. Od POS 3 
dalje (sliki 5.3 in 5.4) je zaostala toplota primarnega sistema prenizka, 
da bi lahko povzročila odpoved zadrževalnega hrama v opazovanem 
časovnem okvirju (24 ur), zato je funkcionalni dogodek izpuščen (prav 
tako sledeči CV), 
- CV - predstavlja verjetnost poškodbe sredice po odpovedi 
zadrževalnega hrama. Odpoved zadrževalnega hrama lahko posredno 
povzroči tudi taljenje sredice kot posledica zamašitve zbiralnika v 
zadrževalnem hramu, puščanja hladila iz zbiralnika, poškodb 
cevovodov, 
- RWST-LOCA - predstavlja verjetnost, da zbiralnik vode za menjavo 
goriva vsebuje zadostno količino vode, saj tehnične specifikacije 
definirajo zahtevano količino vode v zbiralniku le za POS 1, 2, 14 in 
15, v ostalih obratovalnih stanjih pa zadostna količina vode ni 
samoumevna. V POS 14 je posledično verjetnost odpovedi 
funkcionalnega dogodka enaka 0, 
- H1-LH - predstavlja odpoved nizkotlačne recirkulacije razlite tekočine 
iz zbiralnika v reaktorsko posodo. 
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Vodni akumulatorji so potrebni in so na voljo le v stanjih POS 1, POS 2 in 
POS 15, kar na slikah 5.1, 5.2 in 5.4 prikazuje funkcionalni dogodek D5-LLOCA. V 
ostalih obratovalnih stanjih so blokirani. Čas, potreben za njihovo aktivacijo, je v teh 
stanjih daljši od časa, ki je na voljo za korektivne ukrepe [23].  
 
Slika 5.1:  Drevo dogodkov za LLOCA v POS 1.  
Oznaka No. predstavlja zaporedno številko zaporedja, Freq. frekvenco zaporedja, ki se izpiše po 
opravljeni analizi, Conseq. predstavlja posledico, Code pa je koda zaporedja.  
Drevo dogodkov na sliki 5.1 je sestavljeno iz sedmih zaporedij. Začetni 
dogodek je velika izlivna nezgoda v drevesu označena z IE-A. Po nastopu začetnega 
dogodka je potrebna aktivacija vodnih akumulatorjev, kar predstavlja funkcionalni 
dogodek D5-LLOCA. V primeru nedelovanja omenjenega sistema se dogodek 
razvija po spodnji veji drevesa, ki vodi do poškodbe sredice reaktorja (posledica 
CD). V primeru uspešnega delovanja sistema D5, se dogodek razvija po zgornji veji 
do sistema D6, ki predstavlja sistem varnostnega vbrizgavanja. Nedelovanje tega 
sistema, prav tako vodi v poškodbo sredice, njegovo delovanje pa zaporedje nadalje 
razveja pri funkcionalnem dogodku CS-LLOCA, ki predstavlja verjetnost odpovedi 
zadrževalnega hrama ob veliki izlivni nezgodi. Če zadrževalni hram ne odpove se 
zaporedje dalje razveja pod funkcionalnim dogodkom H1-LH, ki predstavlja 
verjetnost uspešnega delovanja nizkotlačne recirkulacije. V primeru odpovedi 
zadrževalnega hrama, se s funkcionalnim dogodkom CV določi verjetnost poškodbe 
sredice, kot posledica odpovedi zadrževalnega hrama.  Če do taljenja ne pride, se 
zaporedje nadaljuje k funkcionalnemu dogodku H1-LH. Torej, v primeru delovanja 
izbranega sistema, se zaporedje nadaljuje po zgornji veji, v nasprotnem primeru pa 
po spodnji veji drevesa dogodkov. Posledično je končno stanje prvega zaporedja 
vedno OK, saj pomeni uspešno delovanje vseh modeliranih sistemov. 
Avtomatika, ki skrbi za vklop varnostnega vbrizgavanja, je blokirana v začetku 
stanja POS 2, posledično mora potrebo po vbrizgavanju in njegovo aktiviranje 
sprožiti operater, kar je v ustreznih obratovalnih stanjih modelirano s funkcionalnim 
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Slika 5.2:  Drevo dogodkov za LLOCA v POS 2 
Za določena obratovalna stanja se drevesa ne razlikujejo, zato je posamezno 
drevo uporabno v analizah v več stanjih, kar je ustrezno definirano znotraj predlog za 
analize. Tak primer prikazuje slika 5.3 na kateri je prikazano drevo dogodkov, 
uporabno za 5 različnih obratovalnih stanj. Parametri, ki se med posameznimi stanji 
spreminjajo (frekvenca začetnega dogodka, verjetnost odpovedi sistema), so ustrezno 
definirani s pomočjo pogojnih dogodkov.  
 
Slika 5.3:  Drevo dogodkov za LLOCA v POS 3, 4, 12, 13, 14 
V stanju POS 15 je nivo zaostale toplote nizek, posledično ni nevarnosti 
visokega tlaka v zadrževalnem hramu znotraj 24 ur po nastopu zloma. Drevo 
dogodkov je prikazano na sliki 5.4. 
 
Slika 5.4:  Drevo dogodkov za LLOCA v POS 15 
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5.3.2  Izguba zunanjega napajanja (LOSP) 
Dostopnost izmeničnega napajanja je ključna pri ohranjanju jedrske elektrarne 
v delovni točki, ki ne predstavlja tveganja za okolico. Viri izmeničnega napajanja so 
za različne elektrarne različni, v splošnem pa jih delimo na zunanje (offsite) in lastne 
(onsite) vire napajanja. Zunanje vire predstavlja elektroenergetsko omrežje z 
elektrarnami, katerega del tvori tudi dotična jedrska elektrarna. Lastni vir napajanja 
lahko predstavljajo dizelski generatorji na lokaciji elektrarne, plinske elektrarne z 
neposredno povezavo, lahko tudi bližnje hidro elektrarne in v nekaterih primerih tudi 
obratovanje jedrske elektrarne v načinu lastnega napajanja (house load operation). V 
tem primeru energijo, potrebno za napajanje lastnih varnostnih sistemov ob izpadu 
zunanjega napajanja, proizvede generator same jedrske elektrarne. Viri napajanja so 
redundantni. Delno redundanco na zunanji strani predstavljajo različni daljnovodi, ki 
elektrarno povezujejo v sistem, znotraj lastnih virov pa redundanco zagotavlja število 
posameznih virov. 
Izguba zunanjega napajanja je glede na vzrok oziroma lokacijo lahko posledica 
okvare znotraj elektrarne, posledica okvare v stikališču, okvare v elektroenergetskem 
sistemu, s katerim je povezana elektrarna, ali posledica vremenskih razmer. Ob 
izgubi zunanjega napajanja se prekine napajanje vseh varnostnih zbiralk (običajno 
tudi vseh ostalih zbiralk), kar se odraža kot upad napetosti na visokonapetostnih in na 
njih povezanih nizkonapetostnih zbiralkah. Izguba zbiralk vodi v zaustavitev 
reaktorja. Ob izgubi napajanja zbiralk izgubi napajanje tudi mehanizem regulacijskih 
svežnjev, posledično se regulacijske in varnostne palice pod vplivom gravitacije 
spustijo v reaktorsko sredico in ustavijo reakcijo. Ko avtomatika zazna padec 
napetosti na zbiralkah, se avtomatično aktivirajo lastni viri napajanja, ki zagotavljajo 
napajanje varnostnih zbiralk, prek katerih se nadalje napajajo sistemi potrebni za 
zaustavitev in ohranjanje elektrarne v varnem stanju. V okviru verjetnostnih 
varnostnih analiz je izguba zunanjega napajanja eden pomembnejših začetnih 
dogodkov, ki prispeva znatni delež k skupnemu tveganju poškodbe sredice [24].  
Frekvenca začetnega dogodka LOSP je v času zaustavitve lahko znatno višja 
kot v času obratovanja na moči (če oba načina obratovanja normiramo na isto 
časovno okno) [24]. Zvišanje gre na račun okvar in neaktivnih komponent v 
stikališču, kjer se tekom remonta izvajajo večja vzdrževalna dela.  
V okviru modela sta za začetni dogodek LOSP definirani dve različni drevesi 
dogodkov, eno za obratovanje elektrarne na znižani moči (slika 5.5) in drugo za 
obratovanje v zaustavitvi (slika 5.6), ko odvajanje zaostale toplote poteka prek RHR 
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sistema. Drevo dogodkov pri zniževanju moči prikazuje slika 5.5. Drevo vključuje 
sledeče funkcionalne dogodke [23]: 
- IE-T1 - predstavlja frekvenco začetnega dogodka, 
- K - predstavlja verjetnost avtomatske zaustavitve jedrske reakcije (spust 
regulacijskih in varnostnih palic) po izgubi zunanjega napajanja. 
Neuspeh dogodka vodi v pričakovan prehodni pojav brez zaustavitve 
reaktorja (ATWS – Anticipated Transient Without Scram) in je nadalje 
modeliran v posebnem drevesu dogodkov, 
- FE-Q - predstavlja verjetnost ohranitve integritete primarnega hladila v 
procesu cikličnega odpiranja in zapiranja razbremenilnih ventilov 
(PORV – Power Operated Relief Valve) na tlačniku na zahtevo. 
Odpoved dogodka ponazarja izgubo primarnega hladila skozi blokiran 
razbremenilni ventil v odprti poziciji, 
- L - predstavlja zagotovitev pomožne napajalne vode s pomočjo vsaj 1 
od 3 napajalnih črpalk, v vsaj enega od treh uparjalnikov, 
- D3 - predstavlja verjetnost zadostnega dotoka hladilne vode v tesnilo 
reaktorske črpalke, za kar je potrebna vsaj 1 od 3 polnilnih črpalk. V 
primeru nezadostnega hlajenja pride do poškodbe tesnila in vodi v 
izlivno nezgodo, kar je v modelu prikazano s posledico, ki vodi v 
ustrezno drevo dogodkov, 
- W - predstavlja delovanje CCW sistema in posledično dostopnost vode 
za hlajenje komponent, s katero se med drugim hladijo tudi primarne 
črpalke, 
- D2 - predstavlja odpoved sistema visokotlačnega vbrizgavanja borirane 
vode iz zbiralnika za menjavo goriva v primarni sistem, 
- P - predstavlja verjetnost blokade razbremenilnih ventilov  (PORV) v 
zaprti poziciji. Odpiranje PORV je potrebno za izvedbo hlajenja 
primarnega sistema s pomočjo procesa polnjenja in iztekanja (Feed and 
Bleed), 
-  CS - ponazarja odpoved sistemov zadrževalnega hrama, katerih naloga 
je zniževanje tlaka in temperature v zadrževalnem hramu.  
- CV - predstavlja verjetnost poškodbe sredice po odpovedi 
zadrževalnega hrama. Odpoved zadrževalnega hrama lahko posredno 
povzroči tudi taljenje sredice kot posledica zamašitve zbiralnika v 
zadrževalnem hramu, puščanja hladila iz zbiralnika, poškodb 
cevovodov, 
- H1-HH - predstavlja odpoved nizkotlačnega dela recirkulacije, 
- H2 - predstavlja odpoved visokotlačnega dela recirkulacije. 




Slika 5.5: Drevo dogodkov za LOSP v POS 1, 2, 14, 15 
Za obratovanje v zaustavitvi je modelirano posebno drevo dogodkov. 
Modeliranje posebnega drevesa je bilo potrebno zaradi specifike sistemov v 
zaustavitvenih stanjih (POS 3 do POS 13), točneje zaradi delovanja RHR sistema. Po 
izgubi zunanjega napajanja sledi zaustavitev črpalk RHR sistema. Operater mora 
nato glede na konfiguracijo sistema izvesti možne ukrepe, s katerimi poskrbi za 
odvajanje zaostale toplote. 
Drevo dogodkov je prikazano na sliki 5.6. Drevo vključuje sledeče 
funkcionalne dogodke [23]: 
- IE-T1L3 - predstavlja frekvenco začetnega dogodka, 
- OP-RRHR - predstavlja obnovitev RHR sistema s strani operaterja. Po 
izgubi zunanjega napajanja in zagonu električnih virov v sili mora 
operater ročno obnoviti napajanje RHR črpalk s prevezavo na varnostne 
zbiralke. 
- RCSV - predstavlja stanje primarnega sistema. Primarni sistem je 
tekom obratovanja in zniževanja moči zaprt, v fazi zaustavitve pa ga je 
potrebno odpreti. Sistem je odprt, kadar je odstranjeno ustrezno število 
razbremenilnih ali varnostnih ventilov tlačnika, kadar je odstranjena 
servisna odprtina na tlačniku ali odstranjena glava reaktorske posode. 
Ti pogoji so izpolnjeni v zaustavitvenih stanjih med POS 5 in POS 11. 
V teh primerih je za odvajanje zaostale toplote na voljo tudi 
gravitacijsko polnjenje primarnega sistema z vodo iz RWST, kar v 
primeru zaprtega sistema ni izvedljivo, 
- SGFNB - predstavlja odvajanje toplote iz primarnega sistema s 
pomočjo uparjalnikov. Prenos toplote v primarnem sistemu lahko 
poteka z naravno cirkulacijo ali  s povratno kondenzacijo (reflux 
condensation).  
- FNBF - predstavlja ohlajanje primarnega sistema s pomočjo polnjenja 
in iztekanja, kjer se polnjenje izvaja s pomočjo nizkotlačnih ali 
polnilnih črpalk, iztekanje pa z odpiranjem PORV tlačnika ali 
razbremenilnih ventilov RHR sistema, 
- FNBG - predstavlja gravitacijsko polnjenje primarnega sistema. V 
primeru, ko je primarni sistem odprt (na atmosferskem tlaku), se lahko 
za hlajenje uporabi voda iz rezervoarja za menjavo goriva, ki je nad 
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- NRLOP- predstavlja obnovitev zunanjega napajanja v določenem 
časovnem okviru. Okvir je pogojen s časom, ki je na voljo do izbranega 
neželenega končnega stanja (vretje, temperatura sredice) in se tekom 
različnih obratovalnih stanj spreminja. 
 
Slika 5.6:  Drevo dogodkov za LOSP v POS 3 - 13 
5.3.3  Zatemnitev elektrarne (SBO) 
O zatemnitvi elektrarne (SBO – Station BlackOut) govorimo v primeru, da se 
po izgubi zunanjega napajanja (LOSP) ne zažene zadostna količina lastnih virov za 
napajanje v sili. V tem primeru električno energijo zagotavljajo zgolj baterije, prek 
katerih se napajajo merilni in krmilni instrumenti. Odvajanje zaostale toplote v tem 
primeru poteka pasivno ob podpori sistemov, ki za svoje delovanje ne potrebujejo 
električnega napajanja, katerih razpoložljivost je odvisna od stanja elektrarne 
oziroma primarnega sistema. Takšen sistem je na primer turbinska črpalka (TDP – 
Turbine Driven Pump) pomožne napajalne vode (AFW – Auxiliary FeedWater), ki 
dovaja pomožno napajalno vodo v uparjalnike. Ta voda se zaradi prejete toplote 
upari in nato para poganja črpalko. Alternativo turbinskim črpalkam v nekaterih 
sistemih predstavljajo dizelske črpalke. Če izmeničnega napajanja ne obnovimo v 
ustreznem času, lahko pride do poškodbe reaktorske sredice. Čas, ki je na voljo za 
obnovitev napajanja, je med drugim pogojen s količino zaostale toplote, pasivnimi 
sistemi, ki so na voljo in avtonomijo baterij. Minimalen čas, tekom katerega mora 
elektrarna zagotavljati hlajenje sredice brez prisotnosti izmeničnega napajanja, pa je 
odvisen od števila redundantnih zasilnih virov napajanja, njihove zanesljivosti, 
frekvence izgube zunanjega napajanja in karakteristik obnovitve le-tega [32]. 
Za zaustavitvena stanja smo za začetni dogodek SBO definirali 6 dreves 
dogodkov. Drevesa se razlikujejo glede na sisteme, ki so na voljo v posameznem 
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POS 1 in 2 se s stališča izgube električnega napajanja ne razlikujeta bistveno, 
zato smo zanju modelirali isto drevo dogodkov, prikazano na sliki 5.7. Drevo 
vključuje sledeče funkcionalne dogodke [23]: 
- IE-SBO - predstavlja frekvenco začetnega dogodka, 
- FE-NRAC-HALFHR - predstavlja obnovitev oziroma verjetnost 
obnovitve izmeničnega napajanja v roku 30 minut. Čas je definiran s 
časom, ki je potreben za izsušitev sekundarne strani uparjalnikov v 
primeru, ko pomožna napajalna voda ni na voljo, 
- FE-Q - predstavlja verjetnost ohranitve integritete primarnega hladila v 
procesu cikličnega odpiranja in zapiranja razbremenilnih ventilov 
(PORV – Power Operated Relief Valve) na tlačniku na zahtevo. 
Odpoved dogodka ponazarja izgubo primarnega hladila skozi blokiran 
razbremenilni ventil v odprti poziciji, 
- FE-QS-SBO - predstavlja integriteto sekundarne strani uparjalnikov.  
Tekom ohlajanja sistema se na sekundarni strani uparjalnikov izvaja 
izpuščanje pare s cikličnim odpiranjem in zapiranjem varnostnih 
ventilov v določenih časovnih razmikih. Ob blokadi varnostnega ventila 
v odprtem položaju sledi nenadzorovano znižanje tlaka v uparjalniku,  
- FNBF - predstavlja ohlajanje primarnega sistema s pomočjo polnjenja 
in iztekanja, kjer se polnjenje izvaja s pomočjo nizkotlačnih ali 
polnilnih črpalk, iztekanje pa z odpiranjem PORV tlačnika ali 
razbremenilnih ventilov RHR sistema, 
- L - predstavlja zagotovitev pomožne napajalne vode s pomočjo vsaj 1 
od 3 napajalnih črpalk, v vsaj enega od treh uparjalnikov, 
- FE-NRAC-1HR - predstavlja obnovitev oziroma verjetnost obnovitve 
izmeničnega napajanja v roku ene ure. Čas je definiran s časom, ki je 
potreben za izsušitev sekundarne strani uparjalnikov v primeru, ko je 
pomožna napajalna voda na voljo, 
- FE-O - predstavlja uspešno nižanje tlaka sekundarne strani na zahtevo 
operaterja z izpuščanjem pare, 
- FE-SLOCA-NRACSL-ST - predstavlja stanje oziroma puščanje zaradi 
degradacije tesnil reaktorskih črpalk. Puščanje višje od 21 gpm (95,5 
l/min) na posamezno črpalko vodi v odkritje sredice, 
- FE-SLOCA-NRACSL-LT - predstavlja obnovitev oziroma verjetnost 
obnovitve izmeničnega napajanja preden pride do prekomernega 
puščanja zaradi degradacije tesnila, kar predstavlja izlivno nezgodo, 
- FE-NRACD - predstavlja obnovitev oziroma verjetnost obnovitve 
izmeničnega napajanja preden pride do razkritja in poškodbe sredice. 
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Slika 5.7:  Drevo dogodkov za SBO POS 1, 2 
Podobno kot v primeru prvih dveh obratovalnih stanj, se tudi POS 3 – 5 s 
stališča izgube električnega napajanja ne razlikujejo in so modelirani z istim 
drevesom dogodkov. Zaradi izgube napajanja je odvajanje toplote možno le pasivno, 
prek izpuščanja pare na sekundarni strani uparjalnikov. Drevo je prikazano na sliki 
5.8 in vključuje [23]: 
- IE-T1SS - predstavlja frekvenco začetnega dogodka, 
- FE-O - predstavlja uspešno nižanje tlaka sekundarne strani na zahtevo 
operaterja z izpuščanjem pare, 
- FE-NRACD - predstavlja obnovitev oziroma verjetnost obnovitve 
izmeničnega napajanja preden pride do razkritja in poškodbe sredice. 
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V POS 6 in POS 10 se zniža gladina hladila v primarnem sistemu (mid-loop 
operation). Na ta način se omogoči določena vzdrževalna dela in preglede, ki sicer ne 
bi bili mogoči. Vsakršna izguba hladila v tem primeru predstavlja veliko tveganje za 
razkritje sredice. Ob izgubi napajanja je ohlajanje možno le z gravitacijskim 
polnjenjem odprtega primarnega sistema, v primeru zadostnega nivoja vode in 
ustrezne konfiguracije pa lahko ponor predstavlja tudi uparjalnik. Drevo dogodkov 
za SBO v POS 6 in 10 je prikazano na sliki 5.9 in vključuje [23]: 
- IE-T1SS - predstavlja frekvenco začetnega dogodka, 
- RCSV - predstavlja stanje primarnega sistema. Primarni sistem je 
tekom obratovanja in zniževanja moči zaprt, v fazi zaustavitve pa ga je 
potrebno odpreti. Sistem je odprt, kadar je odstranjeno ustrezno število 
razbremenilnih ali varnostnih ventilov tlačnika, kadar je odstranjena 
servisna odprtina na tlačniku, ali odstranjena glava reaktorske posode. 
Ti pogoji so izpolnjeni v zaustavitvenih stanjih med POS 5 in POS 11. 
V teh primerih je za odvajanje zaostale toplote na voljo tudi 
gravitacijsko polnjenje primarnega sistema z vodo iz RWST, kar v 
primeru zaprtega sistema ni izvedljivo, 
- FE-O - predstavlja uspešno nižanje tlaka sekundarne strani na zahtevo 
operaterja z izpuščanjem pare, 
- FNBG2 - predstavlja gravitacijsko polnjenje primarnega sistema v 
primeru, ko je sistem odprt, 
- FE-NRACD - predstavlja obnovitev oziroma verjetnost obnovitve 
izmeničnega napajanja preden pride do razkritja in poškodbe sredice. 
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POS 7 – 9 predstavljajo obratovalna stanja povezana z zamenjavo goriva. 
Tekom POS 7 se poplavi bazen za menjavo goriva nad reaktorjem in odpre se 
reaktorska glava, kar predstavlja pripravo na zamenjavo goriva, ki se izvede v POS 
8. V POS 9 nato sledi črpanje vode za menjavo goriva in nameščanje reaktorske 
glave. Drevo dogodkov je prikazano na sliki 5.10 in vključuje [23]: 
- IE-T1SS - predstavlja frekvenco začetnega dogodka, 
- CV-SL7 - predstavlja odpoved tesnil menjalnega bazena, kar 
predstavlja izgubo primarne hladilne vode, 
- FNBG2 - predstavlja gravitacijsko polnjenje primarnega sistema, v 
primeru, ko je sistem odprt in je voda na voljo. Voda iz rezervoarja 
vode za menjavo goriva je namreč na voljo le v POS 7 in POS 9, tekom 
POS 8 pa je večina te vode v bazenu za menjavo goriva nad reaktorjem 
in tako v primeru izliva ni na voljo za polnjenje primarnega sistema, 
- FE-NRACD - predstavlja obnovitev oziroma verjetnost obnovitve 
izmeničnega napajanja preden pride do razkritja in poškodbe sredice. 
 
Slika 5.10:  Drevo dogodkov za SBO POS 7-9 
Drevo dogodkov za POS 11 – 13 je s stališča funkcionalnih dogodkov enako 
drevesu za POS 3 – 5, razlika je le v zaporedju. Razlika je posledica nižje količine 
zaostale toplote v času po zamenjavi goriva. Posledično uspešno odvajanje toplote z 
razbremenjevanjem sekundarne strani neposredno predstavlja uspešno odpravo 
začetnega dogodka. Drevo je prikazano na sliki 5.11 in vključuje [23]: 
- IE-T1SS - predstavlja frekvenco začetnega dogodka, 
- FE-O - predstavlja uspešno nižanje tlaka sekundarne strani na zahtevo 
operaterja z izpuščanjem pare, 
- FE-NRACD - predstavlja obnovitev oziroma verjetnost obnovitve 
izmeničnega napajanja preden pride do razkritja in poškodbe sredice. 
 
Slika 5.11:  Drevo dogodkov za SBO POS 11-13 
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POS 14 in 15 sta kot zadnji obratovalni stanji pred obratovanjem na polni moči 
podobna POS 1 in 2, ki sta prvi zaustavitveni obratovalni stanji. Razlika pa je v 
količini zaostale toplote, ki je ob koncu remonta krepko nižja kot ob njegovem 
začetku. Posledično so nekateri funkcionalni dogodki nepotrebni, zaradi daljših 
časov, ki so na voljo, pa je verjetnost uspeha drugih funkcionalnih dogodkov višja. 
Drevo dogodkov, prikazano na sliki 5.12, vključuje sledeče funkcionalne dogodke 
[23]: 
- IE-SBO - predstavlja frekvenco začetnega dogodka, 
- FE-O - predstavlja uspešno nižanje tlaka sekundarne strani na zahtevo 
operaterja z izpuščanjem pare, 
- FE-SLOCA-NRACSL-ST - predstavlja stanje oziroma puščanje zaradi 
degradacije tesnil reaktorskih črpalk. Puščanje višje od 21 gpm (95,5 
l/min) na posamezno črpalko vodi v odkritje sredice, 
- FE-SLOCA-NRACSL-LT - predstavlja obnovitev oziroma verjetnost 
obnovitve izmeničnega napajanja preden pride do prekomernega 
puščanja zaradi degradacije tesnila, kar predstavlja izlivno nezgodo, 
- FE-NRACD - predstavlja obnovitev oziroma verjetnost obnovitve 
izmeničnega napajanja preden pride do razkritja in poškodbe sredice. 
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5.3.4  Frekvence začetnih dogodkov 
Frekvenco začetnih dogodkov smo izračunali na podlagi podatkov o urnih 
frekvencah dostopnih v [23] in na podlagi časa trajanja posameznega obratovalnega 
stanja (POS) ter letne frekvence remonta ob predpostavki izvajanja remonta vsakih 
18 mesecev. Izračun smo opravili po enačbi (3.4). Tabela 5.5 prikazuje frekvence 
začetnih dogodkov za primer velike izlivne nezgode (IE-A) in povratne izgube RHR 
sistema (IE-R5). V primeru, da posamezen začetni dogodek ni uporaben znotraj 
določenega obratovalnega stanja, je njegova frekvenca enaka 0. 
 
Tabela 5.5:  Primer frekvenc dveh začetnih dogodkov v različnih POS 
POS Trajanje POS [h] 
Frekvenca začetnega dogodka [/ry] 
IE-A IE-R5 
POS01 1 3.81E-08 0 
POS02 27 5.14E-08 0 
POS03 7 9.06E-09 9.89E-05 
POS04 47 6.08E-08 6.64E-04 
POS05 19 0 2.69E-04 
POS06 42 0 5.94E-04 
POS07 234 0 3.31E-03 
POS08 437 0 6.18E-03 
POS09 120 0 1.70E-03 
POS10 52 0 7.35E-04 
POS11 49 0 6.93E-04 
POS12 272 3.52E-07 3.84E-03 
POS13 14 1.81E-08 1.98E-04 
POS14 53 1.01E-07 0 
POS15 23 8.75E-07 0 
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5.4  Frekvenca poškodbe sredice 
Frekvenca poškodbe sredice je izračunana za vsako obratovalno stanje posebej, 
rezultati pa so prikazani v tabeli 5.6. Tabela za vsako stanje prikazuje letno 
frekvenco poškodbe sredice, delež posamezne letne frekvence ter pogojno 
(normirano) letno frekvenco, pod pogojem, da elektrarna v vsakem obratovalnem 
stanju obratuje enako dolgo. V predzadnjem stolpcu je čas posameznega 
obratovalnega stanja enak eno uro, v zadnjem pa eno leto. Enaka vrednost časovno 
uteženega CDF in normiranega na uro v primeru stanja POS01 je posledica dejstva, 
da POS 1 v opazovanem primeru traja natanko eno uro v enem letu. 
 
Tabela 5.6:  Frekvenca poškodbe sredice za vse POS 
POS 
CDF CDF normirana 
/ry % /rh /ry 
POS01 6.62E-08 0.18% 6.62E-08 5,80E-04 
POS02 2.44E-06 6.50% 9.04E-08 7,92E-04 
POS03 3.07E-06 8.17% 4.39E-07 3,84E-03 
POS04 8.08E-07 2.15% 1.72E-08 1,51E-04 
POS05 1.91E-07 0.51% 1.01E-08 8,81E-05 
POS06 5.22E-06 13.90% 1.24E-07 1,09E-03 
POS07 2.15E-06 5.72% 9.19E-09 8,05E-05 
POS08 3.80E-07 1.01% 8.70E-10 7,62E-06 
POS09 1.10E-06 2.93% 9.17E-09 8,03E-05 
POS10 5.33E-06 14.19% 1.03E-07 8,98E-04 
POS11 4.45E-07 1.18% 9.08E-09 7,96E-05 
POS12 3.91E-06 10.41% 1.44E-08 1,26E-04 
POS13 6.14E-06 16.35% 4.39E-07 3,84E-03 
POS14 4.78E-06 12.73% 9.02E-08 7,90E-04 
POS15 1.53E-06 4.07% 6.65E-08 5,83E-04 
Skupaj 3.76E-05 100.00% / / 
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Rezultate s tabele 5.6 je smiselno prikazati tudi grafično. Iz grafikonov je 
namreč hitreje razvidna razlika med tveganjem v posameznem obratovalnem stanju 
elektrarne. Sledeče prikazujeta sliki 5.13 in 5.15. 
Slika 5.13 prikazuje frekvenco poškodbe sredice uteženo po času trajanja 
posameznega obratovalnega stanja (vrednosti niso normirane glede na čas trajanja) v 
odvisnosti od časa trajanja obratovalnega stanja. Prikazan CDF v tem primeru odraža 
tudi čas trajanja obratovalnega stanja. 
 
Slika 5.13:  Frekvenca poškodbe sredice 
Prispevek posameznega obratovalnega stanja k skupni frekvenci v 
zaustavitvenih stanjih prikazuje slika 5.14. Enako kot na sliki 5.13, so tudi v tem 
primeru vrednosti časovno odvisne. V obeh prikazih je torej v tveganje zajet tudi čas 
trajanja obratovalnega stanja (daljši čas posameznega stanja pomeni večje tveganje), 
kar je s stališča medsebojne primerljivosti tveganja med posameznimi 
zaustavitvenimi stanji manj primerno. Kot je razvidno iz slike 5.13, se dolžina 
posameznega obratovalnega stanja krepko spreminja (konkretno POS 1 traja 1 uro, 
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Slika 5.14:  Prispevek posameznega POS k skupni frekvenci poškodbe sredice tekom zaustavitve 
Zato je bolj smiselno frekvenco utežiti glede na čas trajanja posameznega 
obratovalnega stanja. Rezultat predstavlja tveganje za poškodbo sredice znotraj 
posameznega stanja in je grafično ponazorjen na sliki 5.15. Slika prikazuje frekvenco 
poškodbe sredice ob pogoju, da vsako obratovalno stanje traja eno uro. Na ta način 
lahko medsebojno primerjamo posamezna obratovalna stanja. 
 































6  Zaključek 
Naloga obravnava verjetnostne varnostne analize tlačnovodne jedrske 
elektrarne v zaustavitvenih stanjih. V njihovem začetku so verjetnostne varnostne 
analize služile predvsem analizi in izboljšanju varnosti elektrarn tekom obratovanja 
na polni moči. Vključevale so samo za varnost elektrarne pomembno opremo, ki je 
bila ustrezno kategorizirana v višji varnostni razred. Pri analizah v zaustavitvi je v 
modelu potrebno upoštevati več ostale opreme, ki ni nujno uvrščena v varnostne 
razrede, upoštevajo se tudi različni postopki in lahko tudi premična oprema (črpalke, 
generatorji), kar v okviru analiz elektrarne pri obratovanju na polni moči načeloma ni 
upoštevano. Verjetnost in časovne konstante delovanja omenjene opreme se 
spreminja od elektrarne do elektrarne. Potrebno jo je ustrezno ovrednotiti s 
poglobljenimi analizami. 
V okviru naloge je bil izdelan model za izvedbo analiz, ki temelji na podatkih 
ameriške elektrarne Surry ter na predhodnem modelu za analize pri obratovanju na 
polni moči. Na izdelanem modelu so bile izvedene analize, katerih rezultati 
prikazujejo spreminjajočo se frekvenco poškodbe jedrske sredice tekom različnih 
obratovalnih stanj elektrarne. Model ne vključuje zunanjih dogodkov (npr. potres, 
poplava, namerni dogodki), pač pa le notranje dogodki v elektrarni, ki lahko 
privedejo do poškodbe sredice, kar je tudi glavno opazovano končno stanje v 
modelu. 
Model temelji na javno dostopnih podatkih, ki jih je bilo mogoče pridobiti. V 
analizah je upoštevana le ena enota elektrarne, čeprav je elektrarna v resnici 
sestavljena iz dveh enot. Izdelava verjetnostnih varnostnih analiz je zelo kompleksen 
in časovno obsežen projekt, zato so bile določene vrednosti predpostavljene ali pa 
smo privzeli generične vrednosti. To velja predvsem za verjetnosti povezane s 
človeškimi napakami, ki sicer predstavljajo pomemben dejavnik tekom verjetnostnih 
varnostnih analiz v zaustavitvenih stanjih in preostalim časom, ki je v posameznih 
stanjih na voljo za odpravo začetnega dogodka. Oboje namreč zahteva poglobljeno 
analizo, ki presega cilj te naloge in lahko predstavlja izhodišče za morebitno 
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nadgradnjo modela. V modelu niti niso upoštevane odpovedi s skupnim vzrokom. 
Kljub navedenim pomanjkljivostim in predpostavkam model ustrezno ponazori 
spreminjajoče tveganje tekom različnih obratovalnih stanj. 
Iz predstavljenih rezultatov je razvidno višje tveganje v času obratovanja pri 
znižanem nivoju hladila (mid-loop), kar v našem primeru predstavljata stanji POS 6 
in POS 10. V teh stanjih je količina hladila v primarnem krogu najnižja. Nekoliko 
presenetljivo je najvišje tveganje v stanjih POS 3 in POS 13, kar lahko pripišemo 
konservativnemu modeliranju RHR sistema. Pričakovano je najnižje tveganje v 
stanju POS 8, ki predstavlja časovni interval menjave goriva. V tem stanju je nad 
reaktorskim bazenom dodatna količina vode, ki je v osnovi namenjena izvedbi 
premikov goriva, posredno pa predstavlja ponor toplote v primeru neželenih 
dogodkov. 
Zaradi spreminjajočih se dolžin posameznih obratovalnih stanj v različnih 
zaustavitvah tekom življenjske dobe elektrarne, se časovno uteženo tveganje 
spreminja od remonta do remonta, ker so remonti različno dolgi in ker so trajanja 
posameznih stanj različno dolga. Normirano tveganje, kjer je prispevek časa izničen, 
pa načeloma ostaja isto, dokler se ne spremeni konfiguracija sistema. Posledično je 
slednje bolj primerno za primerjavo tveganja s stališča delujočih sistemov elektrarne 
v različnih obratovalnih stanjih. 
Tekom izdelave modela, se je izkazala tudi potreba po uporabi ustreznega 
sistema za poimenovanje. Model namreč sestavlja precejšnja količina dreves 
dogodkov, dreves odpovedi ter prek logičnih vrat in funkcionalnih dogodkov 
ustrezno vključenih osnovnih dogodkov, ki morajo biti ustrezno poimenovana. 
Zaradi preglednosti in lažje analize rezultatov je smiselno pred izdelavo modela 
definirati način poimenovanja posameznih gradnikov. Ker izdelan model predstavlja 
neke vrste nadgradnjo modela za delovanje na polni moči, poimenovanje večinoma 
sledi uporabljenemu v prvotnem modelu in zbrani literaturi. 
 Model je možno izboljšati z ustreznim ovrednotenjem posameznih verjetnosti 
(npr. človeški faktor, časovne konstante), kjer te verjetnosti predstavljajo bistven 
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