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Resumen
En la actualidad cada día aparecen nuevos dispositivos móviles, como los 
smartphones y los tablets. Estos dispositivos, que son pequeñas compu-
tadoras, cada vez nos ofrecen más prestaciones y aplicaciones. Aunque 
la tecnología avanza a ritmos vertiginosos, estos dispositivos todavía es-
tán limitados por su procesador y capacidad de almacenamiento.
Otra de las tecnologías que actualmente tienen más uso en el sector pri-
vado, sobre todo en medianas y grandes empresas, es la virtualización 
de servidores y escritorios virtuales. De esta forma se consiguen tanto 
ahorros económicos como energéticos. Si bien la virtualización no es un 
invento reciente, con la consolidación del modelo de  computación en la 
nube, la virtualización ha pasado a ser uno de los componentes funda-
mentales.
Durante el desarrollo de este Treball de Fi de Carrera y en colaboración 
con la Fundación i2cat vamos a diseñar y a realizar una comparativa en-
tre dos infraestructuras totalmente diferentes, una en Windows y otra en 
Linux, que nos permitirán suministrar aplicaciones a nuestros dispositivos 
de bajo rendimiento.
Una vez elegido qué infraestructura nos ofrece la mejor solución, se dise-
ñará e implementará un sistema SaaS, Software as a Service, para servir 
aplicaciones, accesibles desde cualquier lugar de forma totalmente trans-
parente para los usuarios, a nuestros dispositivos de bajo rendimiento.
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Overview
At present each day brings new mobile devices like smartphones and 
tablets. These devices, which are small computers, each time we offer 
more features and applications.  However  technology is advancing at 
dizzying rates, these devices are still limited by yours cpu and the opera-
ting system, Android here, that its not ready to install or run Windows or 
Linux applications.
Another technology that currently have more use in the private sector, 
especially in medium and large companies, is the virtualization of ser-
vers and virtual desktops. This will achieve both economic and energy 
savings. Although virtualization is not a recent invention, with the conso-
lidation of the model of cloud computing, virtualization has become one 
of the key components.
In developing this Race Treball of Fi we will design and make a compa-
rison between two completely different infrastructures, one in Windows 
and other Linux, that allow us deliver applications to our low-yield device.
Once you choose what infrastructure offers the best solution, it will de-
sign and implement a SaaS system, Software as a Service, to deliver 
software accessible from anywhere and is totally  user friendly  to users.
Índice
CAPÍTULO 1. Introducción................................................................................1
1.1 Motivación....................................................................................................1
1.2 Objetivos......................................................................................................2
1.3 Entornos de desarrollo...............................................................................3
1.5 Glosario........................................................................................................5
CAPÍTULO 2. Tecnologías y Dispositivos.......................................................7
2.1 Dispositivos.................................................................................................7
2.1.1 Samsung Galaxy Tab 7”........................................................................7
2.1.2 Thin Client TC3590.............................................................................10
2.2  Tecnologías.............................................................................................11
2.2.1 2x Application Server...........................................................................11
2.2.2 Free NX Edición para Linux.................................................................12
2.2.3 Web Companion NX............................................................................13
CAPÍTULO 3. Pruebas con Windows.............................................................14
3.1 Diseño de la red.........................................................................................14
3.2 Configuración 2X Application Server......................................................16
3.3 Configuración básica cliente 2X..............................................................16
CAPÍTULO 4. Pruebas con Linux...................................................................19
4.1 Diseño de la red.........................................................................................19
4.2 Instalación distribución Ubuntu en Galaxy Tab 7”.................................20
4.3 Instalación de NX en Ubuntu (Sobre Android)........................................22
4.4 Configuración servidor aplicaciones.......................................................24
4.5 Configuración cliente NX..........................................................................24
CAPITULO 5 Comparativa..............................................................................27
5.1 Dificultades técnicas.................................................................................27
5.1.1 Recursos del sistema..........................................................................27
5.1.2 Configuración.......................................................................................28
5.1.3 Administración.....................................................................................28
5.2 Costes.........................................................................................................29
5.2.1 Hardware.............................................................................................29
5.2.2 Licencias..............................................................................................29
5.3 Conclusión.................................................................................................30
CAPÍTULO 6. Creación entorno servidores de aplicación................................31
6.2 Instalación Apache....................................................................................32
6.2.2 Web NX...............................................................................................32
Introducción 5
6.3 Aplicación...................................................................................................33
CAPITULO 7 Impacto Medioambiental..........................................................36
7.1 Virtualización.............................................................................................36
7.2 Thin client / Servidor.................................................................................37
7.3 Cloud Computing......................................................................................37
7.4 Comparativa Energética............................................................................37
CAPITULO 8 Dedicación.................................................................................40
CAPITULO 9. Conclusiones y líneas futuras de investigación...................42
9.1 Dificultades entorno Windows.................................................................42
9.2 Dificultades entorno Linux.......................................................................42
9.3 Líneas futuras de investigación...............................................................42
9.4 Conclusiones.............................................................................................44
BIBLIOGRAFÍA.................................................................................................46
ANEXOS...........................................................................................................48
ANEXO 1. Instalación y configuración de.....................................................49
2X Application Server...................................................................................49
¿Qué es 2X Application Server?..................................................................49
Funcionamiento............................................................................................49
Requisitos.....................................................................................................49
Servicios de 2X Application Server...............................................................52
Preconfiguración de MS Terminal Server.....................................................52
Configurando 2X Application Server.............................................................54
Publicando aplicaciones y escritorios...........................................................55
Publicando un Escritorio Virtual....................................................................56
ANEXO 2. Instalación y configuración de Free NX......................................57
Instalación del cliente NX.............................................................................57
Actualización del cliente NX.........................................................................57
Configuración cliente NX..............................................................................58
Como arrancar aplicaciones remotas mediante cliente NX..........................60
Instalación nodo y server NX........................................................................61
Actualización del nodo y server NX..............................................................61
Desinstalando el nodo y server NX..............................................................62
Configuración nodo y server NX...................................................................62
Visión general de la instalación.....................................................................63
Gestión de servicios.....................................................................................63
ANEXO. 3 Instalación y configuración..........................................................65
NX Web Companion.....................................................................................65
¿Qué es NX Web Companion?....................................................................65
El archivo Client.zip......................................................................................65
Instalación y actualización de NX Plugin en el usuario final.........................66
Arrancando la sesión NX..............................................................................66
Dispositivos de bajo rendimiento sobre servidores de aplicación en nube privada6
Instalación de NX Web Companion..............................................................66
Actualización de NX Web Companion..........................................................67
Desinstalando NX Web Companion.............................................................67
Poniendo en marcha NX Web Companion...................................................67
Editando el fichero nxapplet.html.................................................................67
Fichero de sesión  y dialogo con el cliente NX.............................................68
Generando el fichero de sesión....................................................................68
Proporcionando diferentes ficheros de sesión vía........................................70
NX Web Companion.....................................................................................70
ANEXO 4. Instalación de Ubuntu en Galaxy Tab 7”.....................................72
ANEXO 5. Ficheros del Servlet..................................................................... 76
Param.html..................................................................................................76
Web.xml.......................................................................................................77
     ParamServlet.java........................................................................................78
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CAPÍTULO 1. Introducción
Este capítulo se muestra un resumen del Treball de Fi de Carrera, incluyendo la 
motivación del mismo y sus objetivos así como las principales tecnologías estu-
diadas y la estructura del documento.
1.1 Motivación
Los elementos móviles empiezan a hacer cada vez más acto de presencia en 
nuestra sociedad. Los smartphones, también llamados teléfonos inteligentes, 
cada día nos ofrecen nuevas y más aplicaciones. Pero aún así estos pequeños 
dispositivos sufren limitaciones: no son tan rápidos como un ordenador personal 
ni tampoco tienen una gran capacidad de almacenamiento.
Por otra parte, otra de las tecnologías que más uso está teniendo hoy en día en 
cualquier CPD es la virtualización. Con esta tecnología podemos tener diferen-
tes máquinas virtuales con diferentes configuraciones alojadas en un servidor.
Hoy en día, la virtualización es una de las bases del Cloud Computing (Fig 1.1) 
Gracias a la virtualización y otras tecnologías se pueden ofrecer distintos servi-
cios de computación a través de Internet.
 
Fig. 1.1 Cloud Computing
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En la actualidad uno de los ejemplos más claros de Clud Computing es Amazon 
Web Services (AWS). AWS ofrece, a través de Internet, hosting de aplicaciones, 
backup y almacenamiento, supercomputación y muchos servicios más.
En la Fundación i2cat  llevan años trabajando con el Cloud Computing con ex-
celentes resultados. En el artículo “Servicios telemáticos sobre nubes privadas
en plataformas virtualizadas y distribuidas” de los investigadores N. Arbós, L. M. 
Amorós, J. Alcober D, González, A. Oller (estos dos últimos han sido supervisor 
y director, respectivamente, de esta investigación) presentaron una propuesta 
arquitectónica de nube privada basada en diferentes tecnologías para potenciar 
el concepto de IaaS, Infraestructure as a Service, que nos ofrece un nuevo mo-
delo  de servicio especialmente orientado a infraestructura.
Esta investigación se hace en colaboración con la Fundación i2cat y vamos a 
utilizar esa infraestructura proporcionada por i2cat para centrar nuestra inves-
tigación en el Software as a Service(Saas). El Saas consiste en poder utilizar 
una aplicación desde un terminal cliente, en nuestro caso dispositivos de bajo 
rendimiento, mediante un servidor encargado de correr la aplicación. 
De esta forma conseguiremos correr aplicaciones potentes o que requieren mu-
cha memoria en terminales móviles o de bajo rendimiento, reduciendo el gasto 
en hardware y  su consumo energético. 
En la actualidad existen diferentes soluciones para servir aplicaciones, tanto 
para Windows como para Linux. Se decidió diseñar un entorno para cada uno 
de los dos sistemas operativos y realizar una comparativa para ver cual de los 
dos sistemas se adapta más a nuestras necesidades.
1.2 Objetivos
Durante este Treball de Fi de Carrera se han llevado a cabo dos partes dife-
renciadas pero relacionadas entre ellas. En la primera parte (Objetivos 1, 2 y 
3) se muestran diferentes entornos e infraestructuras telemáticas para servir 
aplicaciones de forma remota a dispositivos móviles. Una vez diseñados esos 
entornos se realiza un estudio para discernir cual es el que mejor se adapta a 
nuestras necesidades.
En la segunda parte (Objetivo 4), la investigación  se dedica a diseñar otra in-
fraestructura para un usuario pueda conectarse a los servidores de aplicación 
virtuales de forma sencilla y automática. Estos servidores deberán ser accesi-
bles vía web desde cualquier navegador y sistema operativo.
A continuación se muestra un resumen de los objetivos de las dos partes.
•	 Objetivo1: Diseñar un entorno y una infraestructura virtual que nos permi-
ta suministrar aplicaciones a móviles de forma remota mediante sistemas 
Windows (Fig.1.2).
•	 Objetivo 2: Igual que el Objetivo 1 pero utilizando sistemas Linux (Fig 1.3).
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•	 Objetivo 3:Realizar un estudio para discernir cual de las dos soluciones obte-
nidas de los Objetivos 1 y 2 es más eficiente y cual se adapta más a nuestras 
necesidades (costes, consumo batería, tráfico de datos, eficiencia)
•	 Objetivo 4:  Diseñar un entorno virtual que permita crear  servidores de 
aplicación y escritorios virtuales de forma automatizada y totalmente trans-
parente para el usuario.
En la Figura 1.4 se muestran todas las tecnologías necesarias para llevar a cabo 
nuestros objetivos.
1.3  Entornos de desarrollo
Con las tecnologías estudiadas en el Capítulo 2 se configuraron dos infraes-
tructuras diferentes, una para el Objetivo 1 (Figura 1.2) y otra para el Objetivo 2 
(Figura1.3).
Fig. 1.2 Entorno Windows
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Fig. 1.3 Entorno Linux
Tal como se ha explicado en el apartado 1.2, para la realización de este TFC 
hemos tenido que formarnos en diferentes tecnologías, unas comunes para el 
desarrollo de toda la investigación y otras especificas de cada objetivo.
En la Figura 1.4 se muestran todas las tecnologías
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Fig. 1.4 Tecnologías
1.4  Estructura
La memoria se divide en nueve capítulos incluyendo esta introducción. En el 
capítulo 2 haremos una pequeña introducción de las tecnologías usadas en este 
tfc. En el capítulo 3 veremos las pruebas realizadas tanto en Windows y en el 
4 las pruebas realizadas con Linux. En el capítulo 5 realizaremos una compa-
rativa entre los capítulos 3 y 4 para ver que solución se adapta más a nuestras 
necesidades. En el capítulo 6 se explicará el proceso desarrollado para crear un 
entorno de servidores de escritorio y/o aplicación para todo tipo de aplicaciones 
Linux de forma transparente para el usuario. Los capítulos 7 y 8 se muestra el 
impacto medioambiental del proyecto y la dedicación del mismo. Por último, en 
el capítulo 9 se exponen las conclusiones y las futuras vías de investigación.
1.5 Glosario
•	 2X Application Server. Servidor de aplicaciones.
•	 CAL. Licencias no gratuitas requeridas por Windows para poder correr ser-
vidores Terminal Server y limitar el número de conexiones.
•	 Cliente 2X. Programa que permite conectarnos a servidores 2X.
•	 Free NX. servidor libre de aplicaciones y clientes ligeros basado en la tec-
nología NX de NoMachine
•	 NX. Tecnología desarrollada por NoMachine que permite conexiones X11 
muy rápidas
•	 SSH. protocolo de red seguro para la comunicación de datos, que permite 
la conexión de entre dos ordenadores
•	 SSL. Protocolo con el fin de hacer posible la transmisión encriptada y se-
gura, de información a través de la red donde sólo el servidor y el cliente 
podrán entender un determinado texto. 
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•	 RDP.Protocolo desarrollado por Microsoft que ofrece una interfaz gráfica 
 para conectarnos a otros equipos.
•	 Web NX. Plugin suministrador por NoMachine que permite el acceso a 
servidores NX vía web.
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CAPÍTULO 2. Tecnologías y Dispositivos
Para la realización de este Treball de Fi de Carrera se han tenido que estu-
diar a fondo diferentes tecnologías: sistemas operativos (Windows 2008 Server, 
Ubuntu 9.0 y Android), protocolos de comunicación (NX y RDP) y servidores de 
aplicación (2X Application Server, FreeNX). 
En la Figura 2.1  podemos ver un esquema en el que se observan las diferen-
tes tecnologías y dispositivos estudiados para la realización de cada uno de los 
objetivos
Fig. 2.1 Tecnologías y dispositivos 
2.1 Dispositivos 
A continuación se muestran los dos dispositivos con los que se trabajó durante 
la realización de este TFC.
2.1.1 Samsung Galaxy Tab 7”
El dispositivo elegido para realizar las pruebas es un Galaxy Tab 7” (Figura 2.2). 
Este dispositivo está basado en Android, en concreto la distribución Froyo, y nos 
ha servido para instalar el cliente 2X y realizar pruebas. 
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Fig. 2.2 Galaxy Tab 7” 
2.1.1.2 Características técnicas más importantes:
Tamaño Dimensiones 190 x 120 x 12 mm
Peso 380 g
Display Tipo TFT touchscreen
Tamaño 600 x 1024 pixels, 7 “
Memoria Slot de tarjet 16 GB interna, 512 RAM
Procesador ARM Cortex A8 1 GHz
2.1.1.3 Sistema Operativo
El Galaxy Tab 7” viene instalado con Android OS v2.2(Froyo). Android es un 
sistema operativo móvil basado en Linux, enfocado para ser utilizado en dispo-
sitivos móviles como teléfonos inteligentes y tablets. Es Open source.
2.1.1.4 Arquitectura Android
Los componentes principales (Figura 2.3)  del sistema operativo de Android son:
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•	 Aplicaciones: las aplicaciones base incluyen un cliente de correo electró-
nico, programa deSMS, calendario, mapas, navegador, contactos y otros. 
Todas las aplicaciones están escritas en lenguaje de programación Java.
•	 Marco de trabajo de aplicaciones: los desarrolladores tienen acceso 
completo a los mismos APIs del framework usados por las aplicaciones 
base. La arquitectura está diseñada para simplificar la reutilización de 
componentes; cualquier aplicación puede publicar sus capacidades y cual-
quier otra aplicación puede luego hacer uso de esas capacidades (sujeto a 
reglas de seguridad del framework). Este mismo mecanismo permite que 
los componentes sean reemplazados por el usuario.
Fig. 2.3 Estructura Android
•	 Bibliotecas: Android incluye un conjunto de bibliotecas de C/C++ usadas 
por varios componentes del sistema. Estas características se exponen a 
los desarrolladores a través del marco de trabajo de aplicaciones de An-
droid; algunas son: System C library (implementación biblioteca C están-
dar), bibliotecas de medios, bibliotecas de gráficos, 3D y SQLite, entre 
otras. 
•	 Runtime de Android: Android incluye un set de bibliotecas base que pro-
porcionan la mayor parte de las funciones disponibles en las bibliotecas 
base del lenguaje Java. Cada aplicación Android corre su propio proceso, 
10 Dispositivos de bajo rendimiento sobre servidores de aplicación en nube privada
con su propia instancia de la máquina virtual Dalvik. Dalvik ha sido escrito de 
forma que un dispositivo puede correr múltiples máquinas virtuales de forma 
eficiente. Dalvik ejecuta archivos en el formato Dalvik Executable (.dex), el 
cual está optimizado para memoria mínima. La Máquina Virtual está basada 
en registros y corre clases compiladas por el compilador de Java que han 
sido transformadas al formato.dex por la herramienta incluida “dx”.
•	 Núcleo Linux: Android depende de Linux para los servicios base del sis-
tema como seguridad, gestión de memoria, gestión de procesos, pila de 
red y model de controladores. El núcleo también actúa como una capa de 
abstracción entre el hardware y el resto de la pila de software.
2.1.1.5 Uso del dispositivo
Nuestro tablet tendrá dos utilidades. Para la parte de Windows se instalará el clien-
te 2X que se explicará en el siguiente apartado de este capítulo. Para la parte de 
Linux se virtualizará una distribución Ubuntu para instalar en ella el cliente FreeNX 
que también se explicará en los siguientes apartados de este capítulo.
2.1.2 Thin Client TC3590 
En un momento de la investigación nos dimos cuenta que con el tablet no podía-
mos hacer todas pruebas posibles y nos decantamos  por el thin client TC3590 
(Figura 2.4), que tiene unas características similares al tablet. 
Fig. 2.4 Thin client TC3590
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2.1.2.2 Características técnicas más importantes.
Tamaño Dimensiones 237 x 173 x 37 mm
Peso 800 g
Tarjeta Gráfica Tipo Integrada en placa
1600 x1200
Memoria RAM 512 MByte
Procesador VIA C7 1 GHz
2.1.2.3 Uso del dispositivo
El ThinClient TC3590 sirvió como cliente de las aplicaciones en el Capítulo 4. 
 
2.2 Tecnologías 
A continuación mostramos una breve introducción a las diferentes tecnologías 
que se estudiaron para la realización del TFC.
2.2.1 2x Application Server 
2X Software es un proveedor de software centrado en el cloud computing. Uno 
de sus productos es el 2X Application Server, software que incluye tunelización 
de cualquier escritorio virtual o aplicación de Windows a estaciones de trabajo y 
dispositivos remotos. 
Desde los servidores de aplicación con 2X podemos publicar escritorios y/o apli-
caciones de forma sencilla (Figura 2.5). La ventaja de este software sobre otras 
alternativas es que tiene un cliente Android que funciona a la perfección en 
nuestro tablet.
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Fig. 2.5 2X Application Server 
La desventaja de este es producto se debe a sus licencias. Al ser un producto 
exclusivamente comercial solo dispusimos de un mes de prueba para realizar 
todas las pruebas necesarias en nuestro proyecto. Consultar el Anexo 1 para ver 
una guía rápida de instalación y configuración.
2.2.2 Free NX Edición para Linux
FreeNX es un servidor libre de aplicaciones y clientes ligeros basado en la tec-
nología NX de NoMachine. Al contrario de VNC, en vez de usar el protocolo RFB 
(Remote Frame Buffer) NX usa un nuevo esquema de compresión del entorno 
X-Window, que permite controlar un escritorio remoto incluso desde una co-
nexión de modem de 56 Kbits. El tráfico del servidor X se comprime y transmite 
por SSL usando una conexión SSH que puede ser resumida automáticamente 
en caso de ser interrumpida. Además tiene la ventaja de que el programa guarda 
en una caché especial los elementos gráficos ya mostrados (menús, iconos, 
decoraciones de ventanas....) por lo que una segunda petición para mostrar 
esos elementos en vez de ser reenviados desde el servidor, se muestran desde 
local.
NX también puede trabajar con servidores Windows que usen Microsoft Terminal 
Services 2003, Citrix MetaFrame o Tarantella Enterprise 3. Para ello, se encap-
sula el protocolo RDP (Remote Desktop Protocol) de Windows Terminal Server 
Edition y Citrix Metaframe, o el RFB (Remote Frame Buffer) de VNC se transfor-
ma  en un protocolo X entendible por el cliente. 
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Hay clientes de NX para multitud de plataformas como la mayoría de distribucio-
nes Linux, Windows, Solaris, pero no para Android, lo cual es un gran inconve-
niente para nuestro estudio.
Otro inconveniente de FreeNX es que ésta versión libre solo funciona para dos 
usuarios.
2.2.2.3 Paquetes necesarios para la instalación de NX Server
La instalación de NX server para Linux requiere la descarga e instalación de 
tres paquetes: el cliente, el nodo y el servidor. El cliente es necesario ya que 
provee las librerías usadas por el nodo. El nodo es necesario porque ofrece las 
herramientas necesitadas por el servidor. Además de estos paquetes, se tiene 
que tener instalado y en funcionamiento el daemon del servidor SSH en cada 
una de las máquinas de nodo NX ya que, además de encriptar la conexión, NX 
se basa en el mecanismo provisionado por el subsistema SSH para manejar la 
autenticación de usuarios.
En el anexo 2 disponemos de una guía donde se explica más ampliamente 
como funciona, su instalación y su configuración.
2.2.2.4 Requisitos mínimos del sistema
Para poder utilizar NX sin problemas necesitaremos unas máquinas con  la si-
guiente configuración mínima:
•	 400 MHz de procesador
•	 128 MB de RAM
•	  35 MB de espacio libre en el disco
•	 Conexión a Internet
2.2.3 Web Companion NX
Web Companion NX es un pequeño applet de Java y un plugin para cualquier 
navegador que se integra fácilmente en la Intranet corporativa para dar a los usua-
rios, con un solo clic, acceso a las aplicaciones disponibles en el servidor NX.
Web Companion NX se puede utilizar para iniciar un escritorio completo o una 
sola aplicación, adaptándose a las necesidades y características de cada red.
En el anexo 3 tenemos  una explicación más detallada sobre el funciomaiento 
de este applet de Java, su instalación y configuración.
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CAPÍTULO 3. Pruebas con Windows
Combinando el uso de Windows Server 2008, 2X Application Server y el cliente 
para Android 2X se diseñó una infraestructura para poder servir aplicaciones 
Windows a nuestro tablet. Estas aplicaciones serán todas aplicaciones Windows 
que no se podrían ejecutar directamente en el tablet.
Fig. 3.2 Tecnologías Windows
Mediante el uso de 2X Application Server, conseguimos esquivar las limitacio-
nes del sistema operativo Android y poder ejecutar aplicaciones en nuestro ter-
minal que de otra forma sería imposible.
3.1 Diseño de la red
Después de pensar cuál era la mejor opción para implantar nuestra red que 
proporcionará aplicaciones al tablet, nos decantamos por 2X. 
2X  es una muy buena alternativa al popular Citrix y cumple todos los requisitos 
que necesitamos en nuestro proyecto.  El más importante, para nuestro caso de 
estudio, es la posibilidad de montar una granja de servidores de aplicaciones 
para los tablets.
El esquema a implementar (Figura 3.2) constará de las siguientes partes:
•	 Controlador de Dominio(DC)
•	 Servidor licencias Terminal Server y CAL
•	 2X Application Server
•	 Servidores de aplicaciones
•	 Tablet con cliente 2X instalado
Al ser una red montada en Windows el principal problema para su desarrollo era 
la compra de licencias. Se consiguió una licencia de un mes de prueba para los 
servidores Windows 2008 Server y otra, de un mes también, para el 2X Applica-
tion Server.
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La gran problemática venía dada por las licencias CAL. Estas licencias son las 
que permiten que diferentes terminales, nuestros tablets, se conecten a los ser-
vidores de aplicaciones. Si no están activas el 2X se queja y no suministra los 
programas.
La aplicación usada para las pruebas fue Microsoft Word.
Fig. 3.2 Entorno deseado
Este era el entorno de pruebas que nos hubiera gustado desarrollar en el i2cat 
durante el agosto, pero desconocíamos que por los recortes el suministro de 
electricidad quedaría cortado en agosto y no tendríamos acceso al servidor.
En su defecto se configuró todo en un portátil (Figura 3.3). Se instaló un Win-
dows 2008 Server que hacía de controlador de dominio, servidor de licencias TS 
CAL y el  servidor de aplicaciones de 2X. La idea era comprobar si el esquema 
arriba dibujado podría servir en un entorno real. 
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Fig. 3.3 Entorno utilizado 
3.2 Configuración 2X Application Server
Esta configuración es muy extensa y por ese motivo se ha creado el Anexo 2, 
que explica detalladamente el funcionamiento y la instalación de la aplicación.
3.3 Configuración básica cliente 2X
El  cliente 2X para Android es muy completo, ofrece muchas configuraciones 
diferentes y además te sirve para conectarte a un PC remoto mediante terminal 
server. 
Para realizar una conexión nueva, buscamos nuestro cliente 2X y lo ejecutamos, 
nos aparecerá una pantalla donde podremos elegir en una conexión 2X o una 
conexión mediante Terminal Server (Figura 3.4).
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Fig. 3.4 Tipo de conexión 
 
En nuestro caso se creó una conexión 2X. En la pantalla siguiente(Figura 3.5) 
encontramos los parámetros de configuración Alias, Server, Port, User Name, 
Password y Connection Mode.
Fig. 3.5 Configuración del cliente 2X
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•	 Alias:  es el nombre de la conexión que vamos a crear
•	 Server: dirección IP del servidor
•	 Port: puerto de conexión
•	 User Name: es la dirección del usuario, por ejemplo Jordi@i2cat.cat
•	 Password: password del usuario
•	 Connection Mode: Aquí nos encontramos con cuatro tipos diferentes de 
conexión. Éstos son:
•	  Gateway Mode: Los clientes se conectan con el 2X Secure Client Ga-
teway y la comunicación se establece con la primera conexión disponi-
ble. Esta opción es la ideal para servidores que sólo son accesibles por 
su Gateway y no requieren un alto nivel de seguridad.
•	  Direct Mode: Los clientes se conectan primero al 2X Secure Client Ga-
teway para comprobar cuál es el servidor con mejor disponibilidad y se 
conectan a él. Ésta es la mejor  opción cuando el cliente y el servidor 
están en la misma red
•	  Gateway SSL Mode: Se crea una conexión como en Gateway Mode 
pero la conexión hacía el 2X Secure Client es encriptada.
•	  Direct SSL Mode: es igual que Direct Mode pero la conexión con el 2X 
Secure Client Gateway se realiza mediante SSL. Ésta es la mejor op-
ción cuando el cliente y el servidor están en la misma red y alta seguri-
dad es requeridad
El cliente 2X tiene muchas opciones, pero estas son las más relevantes en cuan-
to a temas de conectividad. Para el resto de opciones consultar el manual que 
se indica en la bibliografía
La configuración necesaria para poder conectarnos a la aplicación Microsoft 
Word es la siguiente:
Alias Word
Server 84.88.41.12
Port 80
User Name I2cat
Password Mediacat
Connection Mode Direct Mode
Con esta configuración conseguimos ejecutar sin problemas la aplicación Micro-
soft Word en el Galaxy Tab 7”
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Capítulo 4. Pruebas con Linux
Free NX nos ofrece la posibilidad de conectarnos remotamente a un escritorio 
remoto pero también, y eso es lo realmente interesante, ejecutar una aplicación 
remota desde el cliente NX. 
Combinando una máquina virtual y Free NX se intentó, sin éxito, suministrar 
aplicaciones al Galaxy Tab 7”. Al no tener éxito en nuestras pruebas, el thin client 
TC3590 fue el encargado de recibir las aplicaciones. 
En la Figura 4.1 se muestran todas las tecnologías necesarias para la creación 
de este entorno.
Fig. 4.1 Tecnologías Linux
4.1 Diseño de la red
Como podemos ver en la Fig 4.2, la red constará de un servidor Xen que vir-
tualizará tantos servidores de aplicaciones como queramos. En nuestro caso se 
crearon tres máquinas virtuales con la misma configuración. Cada una de ellas 
con una aplicación diferente que suministrar: Firefox, Eclipse y Open Office.
Estas máquinas virtuales tendrán instalado el servidor Free NX para suministrar 
las aplicaciones. 
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Fig. 4.2    Diseño de red
El inconveniente es que Free NX no tiene cliente para Android dado que éste 
sistema operativo no soporta el protocolo NX. Este fue el primero de los proble-
mas que tuvimos para intentar hacer el estudio. Una posible solución era inten-
tar  instalar una distribución Ubuntu en el tablet.
En el momento de estudio no había noticias de que Canonical estuviera traba-
jando en una versión para tablets por lo que se buscaron otras alternativas.
Para poder realizar las pruebas de Free NX sobre el tablet se consiguió  “vir-
tualizar”  una distribución de Ubuntu, que configuraron los foreros de xda deve-
lopers. Se entrecomilla “virtualizar” porque lo aquí se está haciendo realmente 
es ejecutar un proceso dentro de Android en donde se corre todo el sistema 
operativo instalado.
 
Esta distribución de Ubuntu, al estar corriendo en un solo hilo de ejecución, es 
mucho más lenta que si estuviera instalado en un ordenador con las mismas 
características técnicas. 
4.2 Instalación distribución Ubuntu en Galaxy Tab 7”
A continuación se detallan los pasos necesarios para instalar Ubuntu en nuestro 
tablet Galaxy Tab 7”:
•	 Descargar la imagen de Ubuntu desde XDA Developers
•	 Conectar el tablet al PC y crear una carpeta llamada “Ubuntu” en la sd.
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•	 Copiar la imagen a la carpeta “Ubuntu”
•	 Conectar el tablet con la depuración de USB activada al pc.
•	 Ejecutar el  cmd e ir  a c:\sdk\tools
•	  Conectarse al Shell del tablet y darse permisos de administrador. 
•	 IR a la carpeta \sdcard\ubuntu. 
•	 Ejecutar el script ubuntu.sh.
•	 Ejecutar bootlinux.
Una vez ejecutados los dos scripts solo nos falta configurar VNC con los siguien-
tes datos:
•	 Alias: root
•	 Password: ubuntu
•	 Address: localhost
•	 Port: 5901
Le damos a conectar y ya tenemos disponible nuestra distribución Ubuntu co-
rriendo en el tablet. Para volver al sistema Android simplemente hemos de pul-
sar el botón “Home” del tablet. De esta forma tenemos los dos sistemas ope-
rativos corriendo al mismo tiempo  y podemos alternar su uso según nuestras 
necesidades.
 
Fig. 4.3 Ubuntu funcionando en Android
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En el Anexo 4 se muestra todo este proceso de instalación y configuración paso 
a paso.
4.3 Instalación de NX en Ubuntu (Sobre Android)
Se intentó instalar el cliente NX de dos formas diferentes: desde un fichero tar y 
desde apt-get. Ninguna de las dos fue realizada con éxito. 
El fichero comprimido fue descargado desde la web de NoMachine. Una vez 
descomprimido todos los ficheros se intentó arrancar el cliente (Fig. 4.4) pero 
no se pudo.
  
Fig. 4.4 Arrancando Freenx
El mensaje era claro: cannot executa binary file.
No dándonos por vencidos, se intentó instalar la aplicación mediante apt-get. 
Pero tampoco dio resultados. En la Figura 4.5 vemos el mensaje que nos mos-
traba el Shell del tablet:
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Fig. 4.5 Instalando Freenx desde apt-get
Según el mensaje de error, no se puede instalar porque se está usando una ver-
sión inestable que requiere unos paquetes que todavía no han sido creados o 
han sido movidos fuera del Incoming.
Una vez visto que no era posible instalar se trataba de averiguar por qué no se 
podía.
Repasando la lista de descargas de la web de NoMachine nos dimos cuenta que 
todos los clientes estaban disponibles para arquitecturas i386 o x86_64. Después 
nos conectamos al Shell del tablet y ejecutemos el comando uname –m (Fig.4.6) y 
vimos que la arquitectura es amrv7, que no es compatible.
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Fig. 4.6 Mostrando arquitectura
Llegados a este punto nos encontremos ante un callejón sin salida en el cual, 
una vez diseña e implantada toda la infraestructura, no podíamos servir aplica-
ciones al tablet y así poder comprobar el rendimiento del protocolo en compara-
ción con la parte relacionada en el capítulo 3(Windows).
Buscando alternativas y para no dejar todo este trabajo sin salida posible, se nos 
ofreció trabajar con el Thin Client TC3590. Este thin client se adaptaba bastante 
a nuestras necesidades y era muy parecido en cuanto a sus características téc-
nicas al Galaxy Tab 7” de Samsung.
4.4  Configuración servidor aplicaciones 
Los servidores serán máquinas virtuales configuradas de forma estándar de la 
siguiente manera:
Sistema Operativo Ubuntu 10.10
RAM 1 GB
Paquetes instalados Free NX y SSH
4.5 Configuración cliente NX
En la siguiente imagen (Fig. 4.7) podemos ver la como  configurar esa la conexión:
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Fig. 4 .7 Configuración del cliente 2X
Server: Aquí se configurará la IP del servidor a conectarnos, el puerto y la cla-
ve DSA del servidor. Esta clave deberá coincidir con la del cliente ya que si no 
coincide la conexión no se realizará correctamente.  En nuestro caso, la IP es 
84.88.41.17 y el puerto el 22. 
En el apartado Desktop configuraremos el  tipo de acceso que queremos. En 
nuestro caso si queremos conectarnos al firefox  de esa máquina tenemos que 
elegir en el apartado Desktop Unix  y Custom. Después hacemos clic en Set-
tings, elegimos la tercera opción (Fig 4.8) y escribimos /usr/bin/firefox
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Fig. 4.8 Ejecutando comandos remotamente
De esta forma el cliente solo recibirá un streaming con el firefox y no tendrá ac-
ceso a los otros recursos de la máquina.
En el anexo 1 se muestra más detalladamente el funcionamiento de este cliente 
y de Free NX en general.
Con este dispositivo sí que funcionó toda la estructura diseñada en la Fig. 4.2. y 
pudimos suministrar diferentes aplicaciones al thin client.
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CAPITULO 5 Comparativa
En este capítulo  se muestra una pequeña comparativa entre los dos entornos 
configurados (Objetivos 1 y 2). Nos vamos a centrar en el apartado técnico y 
económico. 
5.1 Dificultades técnicas
Con dos soluciones tan diferentes entre ellas obviamente íbamos a encontrarnos 
con dos entornos que requieren de unas necesidades técnicas muy diferentes. 
Características del sistema como la dificultad configuración, número de máqui-
nas necesarias y seguridad son claves para decantarse por una solución u otra.
5.1.1 Recursos del sistema
La primera gran diferencia  radica en la complejidad de la infraestructura nece-
saria para implementar la solución basada en Windows del Objetivo 1. Mucho 
más complejo para los administradores que la solución basada en Linux del 
Objetivo 2.
En la primera solución (Fig 5.1) tenemos una infraestructura que cuenta con un 
súper servidor que  con un Xen instalado que virtualiza los siguientes elementos:
 
Fig. 5.1 Entorno Windows 
•	 1 Servidor de Dominio
•	 1 Terminal Server
•	 1 2X Application Server
•	 N Application Server
•	 Esto hace un mínimo de 
4 máquinas virtuales.
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En cambio, en la solución 2 (Fig. 5.2) encontramos  que cada máquina virtual 
creada es un servidor de aplicaciones. Por lo tanto, con una única máquina 
virtual podríamos estar sirviendo aplicaciones. 
Fig. 5.2 Entorno Linux
5.1.2 Configuración
La dificultad de configuración también es un factor muy importante: a menor 
dificultad de configuración menos tiempo tendremos que dedicar a montar la 
infraestructura.
En la solución 2 únicamente hemos instalado una distribución Ubuntu en un má-
quina virtual y hemos instalado las aplicaciones a suministrar. 
En cambio, en la solución 1  se han tenido que configurar cuatro servidores 
Windows: un 2X Application Server de 2X, un  servidor de licencias CAL, un 
controlador de dominio y otro con la aplicación a suministrar. Configurar estos 
cuatro elementos supone muchísimo más tiempo que instalar y configurar una 
máquina con un Ubuntu instalado.
5.1.3 Administración
La gran ventaja de la Solución 1 es que el software 2X puede soportar mayor 
En esta infraestructura las propias 
máquinas virtuales hacen de ser-
vidor de aplicaciones. Una única 
máquina virtual será suficiente para 
suministrar aplicaciones.
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número de usuarios que la Solución 2. Con la versión de prueba se pueden 
añadir hasta 80 usuario diferentes.  Mediante uso de 2X podemos dar servicio 
a diferentes usuarios de la red, cada uno con sus permisos y su configuración 
personalizada si es necesario. 
En la Solución 2 trabajamos a partir de FreeNX que solo soporta dos usuarios 
del sistema. Esta limitación se debe a que es la distribución opensource y está 
limitada a dos usuarios. Si quisiéramos poder añadir más usuarios tendríamos 
que comprar NX Small Business Server que tiene un precio de 744$ y está limi-
tado a diez conexiones.
Cabe aclarar que en la versión libre un usuario ‘invitado’ se puede utilizar varias 
veces a la vez, con lo que el número de usuarios a los que se les ofrece servicio 
no se altera. El inconveniente es que perdemos  capacidad de administración 
del sistema a no poder usas más permisos o grupos.
A la hora de administrar los servidores, la solución basada en Windows nos 
ofrece una interfaz gráfica desde la cual podemos tener acceso a toda la infor-
mación necesaria para administrar nuestro sistema.
5.2 Costes
Un factor muy importante a la hora de decidirnos por un diseño u otro es el coste 
total de la infraestructura. 
5.2.1 Hardware       
En este aspecto las dos soluciones han tenido el mismo servidor padre. Dicho 
servidor fue un Supermicro totalmente nuevo que se configuró e instaló en el 
CPD del i2cat. Tuvo un precio aproximado de 2000€.
5.2.2 Licencias
La solución 2 no requiere ningún tipo de licencia para el sistema operativa, con 
lo que su coste es 0. Sin embargo, como se ha mencionado en el apartado 5.1.3, 
si quisiéramos poder administrar más de dos  usuarios tendríamos que comprar 
el software NX Small Business Server, con un precio de 744$. Esto se desesti-
mó ya que esa aplicación viene limitada en 10 conexiones. 
El coste total en licencias de la solución 2 es 0€ al año.
En cambio, en el entorno Windows nos encontramos con un coste en licencias 
muy elevado. Necesitaríamos tres servidores con Microsoft Windows Server 2008 
R2. Cada una de esas licencias tiene un precio aproximado  de 175€ Cada una 
de estas licencias viene con 5 CAL con lo que solo podríamos dar servicio a 15 
conexiones.
También necesitaríamos un servidor de aplicaciones con Windows 7 por ejem-
plo. Su precio es de 287€ la versión profesional.
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La suma de las licencias de los sistemas operativos es de 812€, con un único 
servidor para instalar aplicaciones. A este precio debemos añadir el coste de la 
aplicación 2X Application Server, que tiene un coste de 900€ al año.
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Fig. 5.2 Costes
Como podemos observar en la Figura 5.2, el coste de la infraestructura Windows 
es de 3700€ y el de la infraestructura Linux de 2000€, prácticamente la mitad.
5.3 Conclusión
Con la Solución 1 nos encontramos delante de un entorno difícil de configurar, 
que requiere una inversión de tiempo alta y de un coste económico elevado. En 
cambio, la Solución 2 es más sencilla de configurar e implementar, tiene coste 
0 en licencias y su único inconveniente  es que solo podemos crear dos perfiles 
de usuario. 
Otro aspecto importante es que desde la Fundación i2cat apoyan totalmente el 
uso de tecnologías OpenSource. Debido al coste de la implantación del sistema 
Windows y a la filosofía OpenSource de i2cat, se decidió implantar la opción 
basada en sistemas Linux.
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CAPÍTULO 6. Creación entorno 
servidores de aplicación
En este capítulo mostramos  como se aprovechó la infraestructura proporcio-
nada por i2cat para crear una nube privada de servidores de aplicación con el 
objetivo de suministrar aplicaciones SaaS a nuestros dispositivos de bajo ren-
dimiento
6.1 Diseño de la infraestructura
Nuestro diseño (Figura 6.1) va a estar formado por un servidor que hará las fun-
ciones de servidor web, contenedor de servlets tomcat, Web NX, una máquina 
virtual  lista para clonar y un pequeño servlet escrito en java que se encargará 
de crear los ficheros necesarios para poder hacer funcionar todo el conjunto de 
la infraestructura.
 
Fig. 6.1 Entorno
Web NX
Web Server
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6.2 Instalación Apache
La instalación del servidor apache es bastante sencilla. Desde el terminal ejecu-
tamos el siguiente comando
$ sudo apt-get install apache2
Con esto ya lo tendremos instalado. Dentro de la carpeta /var/www crearemos 
otra llamada “plugin” donde se instalará Web NX.
6.2.2 Web NX
Todo el proceso de instalación y configuración está documentado en el anexo 
3. Sin embargo, cabe destacar que este applet funciona básicamente a partir de 
dos elementos: el fichero nxapplet.html donde configuramos la IP del servidor 
al que vamos a conectarnos y el fichero session.nxs donde se configura todo lo 
relativo a la conexión entre servidor-cliente.
6.1.2.1 Configuración nxapplet.html
En el archivo nxapplet.html se encuentran todos los parámetros usados por web 
NX. De la configuración predeterminada solo necesitamos modificar dos pará-
metros: SiteUrl y el SessionUrl.
SiteUrl indica el nombre o IP del servidor que está corriendo WebNX:
  <PARAM NAME=”SiteUrl” VALUE=”http://webserver”>
SiteUrl==> indica el nombre o IP del servidor que está corriendo Web NX. Ej
En nuestro caso este parámetro va a ser fijo ya que el servidor siempre será el 
mismo. Esa línea de código la dejamos así:
  <PARAM NAME=”SiteUrl” VALUE=”84.88.41.146””>
Por otra parte SessionUrl indica la ruta hacía el fichero de configuración de 
sesión de NX:
<PARAM NAME=”SessionUrl” VALUE=”/plugin/session/session.nxs”>
Para no dar margen de error, este valor sí que será variable y dependerá del 
directamente del nombre del servidor de aplicaciones al que queramos conec-
tarnos. Añadiremos la extensión nxs al nombre del servidor  y ya tendremos el 
nombre de fichero. 
<PARAM NAME=”SessionUrl” VALUE=”/plugin/session/ServerName.nxs”>
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6.1.2.2 Configuración session.nxs
El fichero session.nxse es un archivo xml que incluye toda la información de la 
conexión entre el servidor NX y el cliente. En dicho archivo podemos elegir entre 
servir el escritorio completo o ejecutar una aplicación concreta, la calidad de la 
conexión, contraseñas. Es, en definitiva, toda la configuración del cliente.
Configurando cuatro de parámetros podemos elegir si servir un escritorio virtual 
o una aplicación. Los parámetros a configurar son: 
•	 Command line: comando a ejecutar al conectar
•	 Custom Unix Desktop: tipo de conexión
•	 Desktop: Escritorio a enviar
•	 Virtual Desktop: indica si servimos aplicación
En la siguiente tabla muestra la configuración correcta para servir escritorios y 
aplicaciones.
Parámetros Escritorio Virtual Aplicación
Command Line Ruta de la aplicación a ejecutar
Custom Unix Desktop Console Application
Desktop Gnome Console
Virtual Desktop False True
En el siguiente ejemplo  se muestra como son las líneas de código para confi-
gurar un servidor de firefox:
<option key=”Command line” value=”\usr\bin\firefox” />
<option key=”Custom Unix Desktop” value=”application” />
<option key=”Disable SHM” value=”false” />
<option key=”Virtual desktop” value=”false” />
6.3 Aplicación
La finalidad de la aplicación es generar los ficheros de conexión, de forma rápi-
da y automática, para que nuestros servidores sean accesibles desde cualquier 
lugar. 
Para ello, se creó una página web con un formulario que recoge los datos de 
los servidores introducidos por el usuario. Cuando el usuario pulsa el botón “En-
viar”, se llama a un servlet (Servlet.java) que recoge los datos tecleados y crea 
los ficheros HTML y NXS necesarios para realizar la conexión mediante Web 
NX. Una vez creados los ficheros, el servlet devuelve al usuario una página web 
con los datos de la conexión y un link al servidor Web NX.
Para que exista un servlet atento a las peticiones que le vayan llegando, ten-
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dremos instalado e iniciado el contenedor de servlets (Tomcat) al que configura-
remos un archivo (web.xml) donde deben figurar todos los servlets disponibles 
para su ejecución.
Los datos que necesitamos para crear los ficheros HTML y NXS son:
•	  IP del servidor Web NX
•	 IP del servidor de aplicaciones
•	 Nombre de servidor
•	 Si tenemos que servir un escritorio virtual o una aplicación
•	  Aplicación a suministrar
El funcionamiento del servlet se explica en la Figura 6.2
Fig. 6.2 Diagrama de flujo
En el Anexo 5 se muestra el código de todos los archivos necesarios para el 
buen funcionamiento del servlet.
La aplicación se encarga también de ubicar los ficheros en el servidor para que 
sean accesibles vía web. Los ficheros HTML se guardan en /var/www/plugin 
y los ficheros de sexión NXS en /var/www/plugin/session. Esa es la ubicación 
donde web NX aloja todos los ficheros de configuración.
De esta forma podemos ver en una sola página web una la lista con todos los 
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servidores de aplicaciones configurados y acceder a las aplicaciones o escrito-
rios remotos con un simple clic.
6.4 Creación imagen de servidor  para clonar
Esta máquina virtual será la encargada de servir las aplicaciones a nuestros dis-
positivos de bajo rendimiento. Posteriormente, se integrará con la infraestructu-
ra proporcionada por la Fundació i2cat de manera que a través del virt manager 
se puedan generar servidores de aplicación de forma rápida y automatizada. 
Para crear esta imagen se utilizó la imagen ya existente de una máquina limpia 
con Debian 6. A dicha imagen, se le instaló el entorno gráfico GNOME. Después 
se le instaló SSH y posteriormente FreeNX. Por último, se le instalaron las apli-
caciones a suministrar: Eclipse, Firefox y OpenOffice.
Una vez configurada la máquina virtual, se empaquetó en fichero comprimido(tar) 
para poder realizar tantos clones como fueran necesarios. 
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Capitulo 7 Impacto Medioambiental
Mediante el uso de arquitecturas SaaS de Cloud Computing, podemos servir 
aplicaciones de forma remota a dispositivos de bajo consumo y así  contribuir de 
forma muy directa en la llamada Green Computing, termino  también conocido 
como Tecnologías Verdes.
Otras  de las tecnologías clasificadas como verdes debido a que contribuyen a 
la reducción en el consumo de energía o emisión de dióxido de carbono y que 
hemos desarrollado durante este TFC es la virtualización y el  uso de servicios 
Cliente / Servidor 
7.1 Virtualización
La virtualización es una tecnología que comparte los recursos de cómputo en 
distintos ambientes permitiendo que corran diferentes sistemas en la misma má-
quina física. Crea un recurso físico único para los servidores, el almacenamiento 
y las aplicaciones.
Mediante la  virtualización de servidores se permite el funcionamiento de múlti-
ples servidores en un único servidor físico. Si un servidor se utiliza a un porcen-
taje de su capacidad, el hardware extra puede ser distribuido para la construc-
ción de varios servidores y máquinas virtuales. 
Al disminuir el número de servidores físicos y consolidar múltiples aplicaciones 
en un único servidor conseguimos consumir menos energía. Asimismo, también 
se reduce el número de elementos generadores de frío para evitar el calenta-
miento del CPD.
 
Fig. 7.1 Virtualización
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7.2 Thin client / Servidor
En nuestro ambiente de cliente liviano se mantienen el software, las aplicacio-
nes y los datos en el servidor. Se puede acceder desde cualquier ubicación y no 
requiere de un cliente con mucha memoria o procesador. Este ambiente consu-
me mucha menos energía. 
 
Fig. 7.2 Clientes livianos y Servidores
7.3 Cloud Computing
Cloud Computing es una forma de computación distribuida que proporciona a 
sus usuarios la posibilidad de utilizar una amplia gama de recursos disponibles 
en los servidores. Los recursos se escalan de forma dinámica y se proporcionan 
como un servicio a través de Internet. Los usuarios no necesitan conocimientos, 
experiencia ni control de la infraestructura tecnológica. Al utilizar computación 
nos volvemos  más ecológicos porque disminuimos el  consumo de energía al 
incrementar nuestra  capacidad sin necesidad de invertir en más infraestructura.
7.4 Comparativa Energética
Para contrastar los argumentos anteriormente mencionados, vamos a plantear 
un escenario y mostraremos la misma solución pero con diferencias en el hard-
ware utilizado y estudiaremos su consumo energético.
Escenario: con la configuración usada en el Capítulo 2, diseñar un entorno cloud 
computing que suministre aplicaciones a 30 usuarios.
En la Figura 7.3 mostramos el escenario normal: 6 servidores físicos y 30 orde-
nadores estándar como clientes de las aplicaciones.
38 Dispositivos de bajo rendimiento sobre servidores de aplicación en nube privada
 
Fig. 7.3 Estructura tradicional
Estos seis servidores tienen un consumo medio de 305W (Dell PowerEdge 
T110)  cada uno. Los 30 ordenadores consumen 250W (Dell vostro 230). En 
total tenemos un consumo de 6*305 + 30*250 = 9330W
Ahora vamos a ver el consumo que tendríamos si en lugar de tener seis servido-
res físicos tuviéramos un único servidor que virtualizando los seis anteriores y en 
lugar de 30 ordenares normales (Fig 7.4), con  dispositivos de bajo rendimiento.
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Fig. 7.4 Diseño aplicando virtuazliación y thin clients
El consumo del servidor  Supermicro Dual Xeon Serie 5500 son 1200W. Cabe 
decir que con este servidor podríamos virtualizar muchos más servidores que 
los indicados en la Fig. 7.4. En cambio, los clientes livianos TC 3590 consumen 
cada uno 36W. En total, tenemos un consumo de 1200W + (30*36x)= 2280W.
Combinando la virtualización de servidores y el uso de clientes livianos conse-
guimos disminuir el uso de energía en un 76%.
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Capitulo 8 Dedicación
Este TFC ha sido dividido en 6 partes bien diferenciadas:
•	 Estudio Previo
•	 Objetivo 1
•	 Objetivo 2
•	 Objetivo 3
•	 Objetivo 4
•	  Elaboración del documento.
Cada una de estas tareas fueron a su vez divididas en subtareas. En la Figura 
8.1 se muestra un mapa conceptual donde aparecen todas las tareas realizadas 
durante el transcurso de la investigación y las horas correspondientes. 
 
Fig. 8.1 Dedicación desglosada por tareas
En total, se le han dedicado  308 horas. El siguiente gráfico muestra más clara-
mente el tiempo dedicado a cada sección.
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Fig. 8.2 Gráfica Horas/Tareas
Dedicando 4 horas al día durante 4 meses la realización de este TFC hubiera 
sido posible. Lamentablemente, a causa de las vacaciones y de una baja laboral 
larga, la finalización del proyecto se retrasó dos meses aproximadamente.
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Capitulo 9. Conclusiones 
y líneas futuras de investigación
En la fase de investigación de nuestro proyecto nos hemos encontrado con di-
versas dificultades que merecen ser comentadas.
9.1 Dificultades entorno Windows
Este apartado de la investigación estaba previsto realizarse durante el mes de 
vacaciones, en agosto. Lo que no se tuvo en cuenta a la hora de planificar las 
tareas era que en agosto todos los sistemas informáticos de i2cat estarían apa-
gados. Para no retrasar la planificación del TFC nos decantamos por la solución 
alternativa explicada en el Capítulo 3. Ésta alternativa distaba mucho de nuestro 
planteamiento global pero aún así conseguimos el objetivo principal: suministrar 
aplicaciones Windows al tablet.
Otro de los inconvenientes de trabajar con software privado son las licencias. 
Disponíamos de un mes justo para implantar nuestro sistema alternativo y rea-
lizar todas las pruebas. 
9.2 Dificultades entorno Linux
El principal problema surgido en este entorno era la no disponibilidad de un clien-
te NX para Android. Sin este software de cliente es imposible utilizar FreeNX. 
Después de estudiar diferentes alternativas, nos decantamos por virtualizar  una 
distribución Ubuntu en el tablet y luego instalar el cliente Linux de NX. 
Se consiguió virtualizar la distribución de Ubuntu pero no pudimos instalar el 
cliente NX. Llegados a este punto de la investigación nos decantamos por el uso 
del thin client
9.3 Líneas futuras de investigación
Si tuviéramos que empezar hoy nuestra investigación nos encontraríamos con 
algunos avances bastante interesantes.
Canonical ha avanzado a durante este 2012 se empezará a distribuir una ver-
sión de Ubuntu para tablets y teléfonos móviles. Esto es un gran avance ya que 
podremos disfrutar de un sistema operativo, totalmente diferente a Android, que 
nos permitirá poder configurar nuevos escenarios. 
Disponer de esa distribución durante nuestra investigación hubiera resultado de 
mucha ayuda, ya que no podríamos haber montado el escenario inicial deseado. 
.
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Fig. 9.1 Ubuntu para tablets
Esta comunión Ubuntu/tablet sería una muy buena vía para empezar a desarro-
llar nuevas estructuras cliente/servidor como la desarrollada en nuestra investi-
gación con clientes ligeros
Por otra parte, Canonical y Android están desarrollando un nuevo sistema que 
permitirá que nuestro terminal funcione como un smartphone cuando esté en 
nuestra mano y como un ordenador ejecutando Ubuntu al conectarlo a un dock.
Fig. 9.2 Ubuntu y Android en el mismo terminal
44 Dispositivos de bajo rendimiento sobre servidores de aplicación en nube privada
También tenemos novedades en cuanto a los paquetes FreeNX. Ha salido la 
versión beta de NX Web Player, un software que nos permite arrancar sesiones 
nx desde nuestro navegador, sin necesidad de tener un cliente previamente ins-
talado y como único requerimiento tiene que soportar JavaScript.
 
Fig. 9.3 NX Web Player
Estos avances tecnológicos ofrecen muchas mejoras y alternativas que merece-
rían la pena ser estudiadas.
9.4 Conclusiones 
Tal como hemos comentado previamente nos hemos encontrado con diversas 
dificultades que han afectado directamente a la consecución de nuestros obje-
tivos.
El entorno Windows no pudo ser implementado como en el diseño inicial pero 
se consiguió elaborar una alternativa con la cual pudimos conseguir el objetivo 
principal.
Ante la imposibilidad de disponer de un cliente NX para Android, hecho que 
comprometía el desarrollo del proyecto, nos decantamos por el uso clientes lige-
ros. Otra vez tuvimos que modificar el escenario principal para poder conseguir 
nuestro objetivo, cosa que al final conseguimos.
De la comparativa de entornos hemos visto como el entorno Windows es mucho 
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más complejo de configurar y más costoso, 3700€ más 900€ al año frente a los 
2000€ del entorno Linux. Destacar que la versión Free NX con la que hemos 
trabajado está limitada a dos usuarios, si quisiéramos administrar mas usuarios 
tendríamos que comprar la licencia NX Small Business Server, con un precio de 
744€. Esta licencia es opcional y en nuestro caso no fue necesaria realizar esa 
inversión.  Eso sí, la solución basada en sistemas Windows nos ofrecía mayor 
capacidad de gestión de usuarios. 
Se da la casualidad de que cuando se estaba instalando Ubuntu en el Galaxy 
Tab, salió la noticia comentada en el apartado 9.3 que nos indicaba que ya se 
estaba desarrollando un sistema operativo para estos dispositivos móviles. Asi-
mismo, el desarrollo de un terminal que permite utilizar el Smartphone como si 
fuera un ordenador indica que nuestra investigación ha ido siempre por buen 
camino ya que esas herramientas eran las que se necesitaban para desarrollar 
los entornos diseñados.
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ANEXO 1. Instalación y configuración de 
2X Application Server
¿Qué es 2X Application Server?
2X Application Server es una aplicación que permite proporcionar diferentes 
aplicaciones y escritorios virtuales de forma remota Permite publicar escritorios 
y aplicaciones completas en un entorno virtual que permite mejorar su gestión, 
el rendimiento y la seguridad.
2X Application Server funciona sobre Windows Terminal Services, creando un 
canal virtual para las aplicaciones mediante el protocolo RDP.
Funcionamiento
Cuando un cliente solicita un escritorio virtual o una aplicación,  busca en que 
servidores está alojado y el que está con menos carga de trabajo inicia la co-
nexión. 
Mediante el uso pequeños clientes (thin clients) se consigue correr aplicaciones 
que requieren de un alto uso de cpu en clientes que no tienen esa capacidad.  
Requisitos
2X Publishing Agent y 2X SecureClientGateway tiene que ser instalado en alguno 
de estos sistemas operativos:
•	 Windows 2008/R2 Server
•	 Windows 2003 server
•	 Windows 2000 Server
2X Terminal Server Agent tiene que estar instalado en cualquiera de los siste-
mas operativos indicados anteriormente que tengan licencias de Terminal Server 
disponibles.
En cambio el cliente 2X se encuentra en la mayoría de sistemas operativos, 
incluyendo iOS y Android.
La instalación de la aplicación es muy sencilla se podría resumir en una instala-
ción estándar de Windows. En las siguientes imágenes podemos observar dicho 
proceso de instalación:
La primera pantalla es la de presentación, únicamente debemos señalar “Siguiente”.
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Después aceptamos los términos;
Fig. 1.1 Instalación 
Elegimos el directorio de instalación:
Fig. 1.2 Instalación 
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Elegimos instalar todos los componentes de 2X Application Server:
 
Fig. 1.3 Instalación 
Finalizamos y arrancamos la aplicación:
 
Fig. 1.4 Instalación 
52 Dispositivos de bajo rendimiento sobre servidores de aplicación en nube privada
Servicios de 2X Application Server
Para arrancar, parar y configurar los servicios de 2X Application Services se debe 
ejecutar Microsoft Management Console (services.msc). Todos los servicios de 
2X Application Server están configurados para que que se inicien cuando el sis-
tema arranca. 
Fig. 1.5 Servicios 2X Application Server 
       
2X Secure Client Gateway, 2X Publishing Agent, 2X Redundancy Service and 
2X Terminal Server Agent, 2X VDI Agent
•	 2X Publishing Agent: proporciona el balanceo de carga de las aplicacio-
nes y la publicación de los escritorios
•	 2XRedundancy Service: proporciona redundancia para el 2X Application 
Server.
•	 2XSecureClientGateway: redirige todo el tráfico necesitado por las apli-
caciones suministradas por 2X en un solo puerto. También se encarga de 
la seguridad de la conexión.
•	 2xTerminalServer Agent: proporciona la información necesaria para el 2X 
Publishin Agent del terminal server.
Preconfiguración de MS Terminal Server
Mediante la configuración de Terminal Services podemos reconfigurar las pro-
piedas de la conexión RDP-TCP, incluyendo el tiempo máximo que pueden estar 
conectado los clientes, los niveles de protección de los datos y los permisos 
asignados a los grupos y usuarios.
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Fig. 1.6 Configuración Terminal Server 
Configurando Terminal Services
Desde el menú Start: Administrative Tools:Terminal Services Configuration
Server Settings
Hacemos clic  en Server Settings y luego en la casilla  “Restrict each user to one 
session option”. Esto permite la reconexión de usuarios previamente desconecta-
dos,  conservando su configuración. 
Connection Settings
Seleccionamos “Connections” y luego doble clic en “RDP-TCP”. Esto nos abrirá 
la caja dialogo de sus propiedades.
Logon Settings
Debemos asegurarnos de que la casilla “Always prompt for password”  NO está 
seleccionada. De esta forma permitimos a los usuarios de 2X lanzar las aplica-
ciones con las credenciales configuradas en su propio cliente.
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Fig. 1.7 Configuración conexión 
Environment Tab
En esta pestaña debemos verificar que está selecciona la casilla de “Run initial 
program specified by user profile and Remote Desktop Connection or Terminal 
Services client’.
Configurando 2X Application Server
La consola de gestión de 2X Application Server proporciona un entorno total-
mente autónomo que podemos utilizar para publicar aplicaciones y escritorios 
virtuales. También proporciona el control del equilibrio de carga para los escri-
torios virtuales y aplicaciones así como las sesiones de Terminal Services.  A 
continuación se muestra una breve descripción de cada componente situado en 
la barra de navegación izquierda.
•	 Farm: Permite añadir  hosts para los escritorios virtuales, servidores de 
MS Terminal Server y Citrix a la granja.
•	 Load Balancing: Permite seleccionar el método de balanceo de carga.
•	 Publishing: Publica aplicaciones y escritorios virtuales.
•	 Connection Settings: Configura es puerto usado por cada servicio.
•	 Client Setting: Configura las propiedades de los clientes.
•	 Information: Muestra información sobre los modulos usados.
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•	 Licensing: Muestra la información referente a la licencia y muestra el núme-
ro de licencia para los productos 2x.
En la siguiente imagen vemos una captura de la consola de 2X Application Server 
y una explicación de sus apartados más importantes.
 
Fig. 1.8 Pantalla inicio 2X Application Server 
1. La barra de navegación te permite moverte a través d elas principales carac-
terísticas que ofrece la consola de 2X Application Server.
2. En los Recursos publicados podemos observar en forma de árbol la organi-
zación de las aplicaciones, grupos y escritorios publicados.
3. En el panel de información  ofrece datos adicionales de los elementos publi 
cados, como por ejemplo los filtros configurados.
4. La Herramienta de publicaciones te permite añadir, eliminar y deshabilitar 
las aplicaciones publicadas. 
5. La barra de herramientas consiste en un grupo de opciones que proporciona 
un acceso rápido a las operaciones realizadas con mayor frecuencia.
Publicando aplicaciones y escritorios
2X Application Server viene con un asistente de inicio que te guía de forma rá-
pida  y paso a paso para publicar diferentes servicios. Una vez arrancado 2X 
Application Server se nos ofrecerá el siguiente menú:
 
Desde éste menú podremos seleccionar qué publicar:
•	 Publish Virtual Desktop: Añade un nuevo escritorio virtual
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•	 Publish Application: Añade un nuevo Terminal Server con una aplicación.
•	 Publish Desktop: Añade un nuevo Terminar Server con un escritorio virtual.
•	 Setup LoadBalaner: Añade Terminal Servers al 2X LoadBalancer.
Publicando un Escritorio Virtual
Al elegir “Publish a Virtual Desktop” nos encontraremos con la siguiente imagen:
 
Fig. 1.9 Datos escritorio virtual 
Introducimos el nombre y descripción del escritorio virtual. En el campo “Con-
nect to” de las propiedades podemos elegir para que usuarios se va a utilizar:
•	 Any Guest: El escritorio virtual será accesible para cualquier usuario del Pool 
seleccionado. 
•	 Specific Guest: El escritorio virtual será accesible para un usuario en concreto.
•	 Guest: El escritorio virtual será accesible para un usuario de un Pool selec-
cionado. Donde indica “where name equals”, seleccionar IP o el nombre de 
usuario.
•	 Specific 2X Template: Esta opción le permitirá conectar el escritorio virtual a 
una plantilla específica de 2X
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ANEXO 2. Instalación y configuración de Free NX
Tal como se ha comentado anteriormente, la instalación de Free NX se corres-
ponde de tres paquetes:
•	 Cliente
•	 Nodo
•	 Servidor
La instalación se debe hacer siguiendo el orden indicado en el listado anterior. 
Lo primero es descargarse los archivos desde la web de NoMachine
(www.nomachine.com).  En nuestro caso se han instalado todos los paquetes a 
través de ficheros DEB.
Instalación del cliente NX
Abrimos el terminal y nos movemos al directorio donde hemos descargado el 
paquete de la web de NoMachine y lo instalamos usando dpkg.
# sudo dpkg -i nxclient_X.Y.Z-W_i386.deb
Actualización del cliente NX
Abrimos el terminal y hacemos un backup de nuestro cliente NX y protegemos 
la información que compactamos en el archivo TAR haciéndolo solo legible por 
el usuario ‘root’:
# sudo tar cvzf /root/nx-BACKUP.tar.gz /usr/NX
# sudo chmod 0600 /root/nx-BACKUP.tar.gz
Luego nos movemos al directorio donde hemos descargado la nueva versión y 
lo instalamos:
# sudo dpkg -i nxclient_X.Y.Z-W_i386.deb
La utilidad dpkg desinstalará automáticamente la versión antigua del sistema e 
instalará la nueva.
Desinstalando el cliente NX
La utilidad dpkg fallará si todavía está instalado el servidor NX. Primero se ha 
de desinstalar el servidor NX, luego ya se podrá proceder a desinstalar el cliente 
NX. Para ello se abre el terminal y se ejecuta:
# sudo dpkg -r nxclient
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Configuración cliente NX
Una vez instalado el cliente, la primera vez que arranquemos la aplicación se 
nos abrirá un asistente que nos guiará paso a paso para realizar nuestra prime-
ra sesión usando la configuración predeterminada, la cual será suficiente en la 
mayoría de los casos.
Cuando arranquemos la primera vez el cliente NX se nos abrirá el asistente 
mencionado anteriormente
 
Fig. 2.1 Instalación cliente NX 
Dándole a Next ya podremos configurar el nombre de sesión y el servidor al cual 
nos queremos conectar. También se indica en que puerto está escuchando el 
SSH, por defecto el 22.
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Fig. 2.2 Configuración IP y puerto 
En el siguiente apartado podremos configurar a qué tipo de escritorio queremos 
conectarnos y el tamaño de la pantalla que visualizaremos.
 
Fig. 2.3 Configuración general 
En el último paso creamos un acceso directo asociado a la sesión configurada. 
Seleccionando Show the Advanced  Configuration dialog  te permite configurar 
los parámetros de la sesión la próxima vez que se arranque 
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Fig. 2.4 Crear acceso directo a la conexión 
Como arrancar aplicaciones remotas mediante cliente NX                            
Esta información es la misma que se muestra en el Capítulo 4 Sección 1.1
En la siguiente imagen podemos ver la primera pantalla para configurar esa la 
conexión:
 
Fig. 2.5 Configuración IP y puerto 
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•	 Server: Aquí se configurará la IP del servidor a conectarnos, el puerto y la 
clave DSA del servidor. Esta clave deberá coincidir con la del cliente ya que 
si no coincide la conexión no se realizará correctamente.
•	 Desktop: Aquí se configurará el tipo de acceso que queremos. En nues-
tro caso si quisiéramos conectarnos al escritorio completa se configurará 
como en la imagen anterior(Unix y Gnome). Para conectarnos únicamente, 
por ejemplo, al explorador Firefox previamente instalado en la máquina lo 
haremos de la siguiente manera: en el apartado Desktop elegimos Unix y 
Custom(Imagen). Después hacemos clic en Settings y elegimos la tercera 
opción, ver imagen:
Fig. 2.3 Ejecutando comandos remotamente 
De esta forma el cliente solo recibirá un streaming con el firefox y no tendrá ac-
ceso a los otros recursos de la máquina.
Instalación nodo y server NX
 
Abrimos el terminal y nos movemos al directorio donde hemos descargado el 
paquete de la web de NoMachine y lo instalamos usando dpkg.
# sudo dpkg -i nxnode_X.Y.Z-W_i386.deb
# sudo dpkg -i nxserver_X.Y.Z-W_i386.deb
Actualización del nodo y server NX
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Es altamente recomendable deshabilitar el acceso a nuevas sesiones de NX y 
terminar las sesiones activas antes de proceder con el update del nodo y del 
servidor.
Para deshabilitar nuevas sesiones NX, abrimos un terminar y ejecutamos le si-
guiente comando. Hay que tener en cuenta que esta acción no afecta a otros 
usuarios conectados al sistema mediante otros servicios(por ejemplo ssh o telnet):
# sudo /usr/NX/bin/nxserver –stop
Si queremos se puede enviar un mensaje a todos los usuarios conectados para 
informar de la operación que se va a realizar:
# sudo /usr/NX/bin/nxserver –broadcast  “El servicio NX va a ser parado por 
mantenimiento”
Entonces, después del aviso, procedemos a terminar las sesiones activas:
# sudo /usr/NX/bin/nxserver --shutdown
Abrimos el terminal y hacemos un backup de nuestro cliente NX y protegemos 
la información que compactamos en el archivo TAR haciendolo solo legible por 
el usuario ‘root’:
# sudo tar cvzf /root/nx-BACKUP.tar.gz /usr/NX
# sudo chmod 0600 /root/nx-BACKUP.tar.gz
Luego nos movemos al directorio donde hemos descargado la nueva versión y 
lo instalamos:
# sudo dpkg -i nxnode_X.Y.Z-W_i386.deb
# sudo dpkg -i nxserver_X.Y.Z-W_i386.deb
La utilidad dpkg desinstalará automáticamente la versión antigua del sistema e 
instalará la nueva.
Desinstalando el nodo y server NX
La utilidad dpkg fallará si todavía está instalado el servidor NX. Primero se ha 
de desinstalar el servidor NX, luego ya se podrá proceder a desinstalar el cliente 
NX. Para ello se abre el terminal y se ejecuta:
# sudo dpkg -r nxnode
# sudo dpkg -r nxserver
 
Configuración nodo y server NX
Los archivos de configuración para el servidor y para el nodo están, respectiva-
mente en:
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•	 /usr/NX/etc/server.cfg
•	 /usr/NX/etc/node.cfg
Servidor y nodo NX vienen con una configuración predeterminada que es sufi-
ciente para la mayoría de ambientes de trabajo. En nuestro caso funcionó des-
pués de instalar SSH.
A grandes rasgos, el archivo server.cfg permite al administrador del sistema NX 
gestionar todas las configuraciones para el servidor NX, tales como mecanismos 
de autenticación, gestión de sesiones, perfiles de usuario, compartir escritorio y 
algunas características más.
Por el contrario, el archivo node.cfg permite al administrador definir el comporta-
miento específico del nodo, como por ejemplo el registro de los errores, dónde 
crear el directorio del usuario NX o la personalizar los caminos necesarios de 
acuerdo a la configuración de la máquina donde esté el nodo instalado.
Visión general de la instalación
Desde la versión 3.0.0 la gestión de los usuarios NX y nodos se compone de los 
siguientes archivos:
•	 /usr/NX/etc/administrators.db
•	 /usr/NX/etc/guests.db/
•	 /usr/NX/etc/nodes.db
•	 /usr/NX/etc/passwords.db
•	 /usr/NX/etc/users.db
Mientras que los ficheros que controlan las sesiones NX son los siguientes:
•	 /usr/NX/var/db/closed/
•	 /usr/NX/var/db/failed/
•	 /usr/NX/var/db/running/
•	 /usr/NX/var/db/broadcast
Gestión de servicios
Para saber los commandos que ofrece tanto el server como el nodo:
•	 nxserver –help
•	 nxnode –help
Para saber la versión que tenemos instalada:
•	 nxserver –version
•	 nxnode –version
Estado de la conexión:
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•	 nxserver –status
•	 nxserver –status NODE:PORT
NODE es cualquiera de los nodos disponibles. Por ejemplo:
•	 nxserver –status 84.88.41.117:22
Habilitar y deshabilitar nuevas sesiones en el servidor:
•	 nx server –start    Habilita nuevas conexiones
•	 nxserver –restart  Termina las sesiones activas y hace un arranque limpio
•	 nxserver –stop  Deshabilita arrancar nuevas sesiones
•	 nxserver –shutdown Deshabilita nuevas conexiones  y terminas las activas.
Listar los nodos:
•	 nxserver –nodelist
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ANEXO. 3 Instalación y configuración 
NX Web Companion 
¿Qué es NX Web Companion? 
NX Web Companion es un pequeño applet en java que puede ser fácilmente 
instalado en tu servidor web para poder ofrecer recursos del servidor (datos, 
aplicaciones, escritorios) mediante un solo clic vía NX.
NX Web Companion nos permite configurar una interface web para:
•	 Instalar y actualizar el cliente NX del usuario final. No es necesario permi-
sos de administrador para realizar tal acción.
•	 Ejecutar una sesión NX, preconfigurada en el servidor, al alcance de un 
solo clic en la interface web. No es necesario para el usuario final configu-
rar la sesión.
El paquete de instalación de NX Web Companion, llamado nxplugin, incluye:
•	 Applet NX(los archivos nxapplet.jar y nxapplet.html).
•	 Todas las imágenes (botones, mensajes, etc…) requeridos por el applet 
NX.
•	 Un cliente.zip para cada uno de las plataformas soportadas.
•	 Un directorio sesión para guardar todos los ficheros de sesión NX.
Por defecto, el paquete NX Web Companion se instala en /usr/NX/share/plugin. 
Para hacerlo accesible vía web, necesitamos copiar el directorio plugin en el 
directorio /var/www. En nuestro caso el directorio que así:
i2cat@nx:/var/www/plugin$ ls -ls
total 80
36 -rw-r--r-- 1 root root 32904 2011-06-23 14:58 deployJava.js
 4 drwxr-xr-x 6 root root  4096 2012-01-31 14:16 images
 4 drwxr-xr-x 2 root root  4096 2012-01-31 14:16 Java
 4 drwxr-xr-x 2 root root  4096 2012-01-31 14:16 Linux
 4 drwxr-xr-x 2 root root  4096 2012-01-31 14:16 MacOSX
16 -rw-r--r-- 1 root root 12896 2012-02-01 13:12 nxapplet.html
 4 drwxr-xr-x 2 root root  4096 2012-02-01 13:17 session
 4 drwxr-xr-x 2 root root  4096 2012-01-31 14:16 Solaris
 4 drwxr-xr-x 2 root root  4096 2012-01-31 14:16 Windows
i2cat@nx:/var/www/plugin$
El archivo Client.zip
El archivo Client.zip es un archivo comprimido LZMA Jar con los  contenidos de la 
estructura de directorios de NX. En este caso incluye los directorios del cliente NX. 
Este archivo está disponible para todas las versiones de los sistemas operativos 
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soportados por el cliente NX y no puede ser modificado. Sin embargo, cada vez 
que aparece una versión nueva del cliente NX, NoMachine pone a disposición la 
actualización necesaria para el NX Web Companion que proporcionará el nuevo 
cliente a sus respectivas conexiones.
Una vez el applet ha descargado el cliente necesario al usuario final, éste extrae 
los archivos necesarios para disponer de un cliente NX totalmente operativo. A 
esta instalación nos referiremos como NX plugin.
Instalación y actualización de NX Plugin en el usuario final
NX Web Companion primero chequea si hay algún plugin NX instalado en la 
máquina del usuario final.  Si la hay, el applet verifica si es un cliente actualizado 
o no. Si el plugin no está instalado, NX Web Companion invita al usuario a ins-
talarla. Una vez el usuario ha aceptado, NX applet descarga y extrae el arvhico 
client.zip en /home/.nx/plugin/OS, donde OS indica el sistema operativo local, 
por ejemplo Linux, Windows o Solaris.
El directorio donde se instala el plugin contiene el ejecutable del cliente NX y to-
das las librerías y binarios necesarios para tener una instalación completamente 
funcional en el usuario final. También contiene un fichero llamada VERSION en 
el cual podemos ver que versión del cliente tenemos instalado.
Este archivo llamado VERSION es necesario para que el applet NX verifique si 
el plugin está actualizado o no. En el caso de que no esté actualizado, NX Web 
Companion avisa al usuario de que su plugin necesita ser actualizado y segui-
damente descarga la versión más actual al usuario final.
Arrancando la sesión NX
Una vez el plugin es instalado en la máquina del usuario final y el usuario elije 
ejecutar una sesión NX proporcionada por NX Web Companion, el correspon-
diente archivo de sesión (un fichero .nsx residente en el servidor) es descargado 
por el navegador y abierto con el cliente NX. Entonces el cliente NX inicializa la 
comunicación con el server NX.
Instalación de NX Web Companion
Abrimos el terminal y nos movemos al directorio donde hemos descargado el 
paquete de la web de NoMachine y lo instalamos usando dpkg.
# sudo dpkg -i nxplugin_X.Y.Z-W_i386.deb
NX Web Companion será instalado en la carpeta /usr/NX/share/plugin directory.
Para hacerlo accesible vía web debemos copiarlo en la carpeta correspondiente 
de nuestro servidor, en este caso /var/www
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#sudo cp –a /usr/NX/share/plugin /var /www
Después se tiene que editar el fichero /var/www/plugin/nxapplet.html para ade-
cuarlo a nuestra infraestructura. Esto  lo veremos un poco más adelante.
Actualización de NX Web Companion
Abrimos el terminal y hacemos un backup de nuestro cliente NX y protegemos 
la información que compactamos en el archivo TAR haciendolo solo legible por 
el usuario ‘root’:
# sudo tar cvzf /root/nx-BACKUP.tar.gz /usr/NX
# sudo chmod 0600 /root/nx-BACKUP.tar.gz
Luego nos movemos al directorio donde hemos descargado la nueva versión y 
lo instalamos:
# sudo dpkg -i nxplugin_X.Y.Z-W_i386.deb
La utilidad dpkg desinstalará automáticamente la versión antigua del sistema e 
instalará la nueva.
Esta actualización será instalada en el directorio /usr/NXshare/plugin. Para tener 
la actualización disponible hemos de copiar la carpeta entera a la carpeta /var/
www.  Antes de actualizar conviene hacer un backup  del fichero nxapplet.html
Desinstalando NX Web Companion
La utilidad dpkg fallará si todavía está instalado el servidor NX. Primero se ha 
de desinstalar el servidor NX, luego ya se podrá proceder a desinstalar el cliente 
NX. Para ello se abre el terminal y se ejecuta:
# sudo dpkg -r nxplugin
Poniendo en marcha NX Web Companion
Para tener NX Web Companion totalmente operativo hemos de asegurarnos de 
tener realizados los siguientes pasos:
•	 El plugin NX Web Companion debe ser accesible desde nuestro servidor 
web. Por ejemplo, copiándolo a nuestro directorio web.
•	 El archivo nxapplet.html ha sido ajustado a nuestro entorno
•	 Hemos creado una sesión NX como mínimo.
Editando el fichero nxapplet.html
El archivo nxapplet.html contiene todos los parámetros usados por NX Web 
Companion. Uno de esos parámetros, el SiteUrl, debe ser editado para definir la 
ruta de la cual dependerán las rutas relativas del plugin. 
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<PARAM NAME=”SiteUrl” VALUE=”http://webserver”>
En nuestro caso:
 <PARAM NAME=”SiteUrl” VALUE=”84.88.41.146”
Fichero de sesión  y dialogo con el cliente NX
El fichero sesión, por defecto un archivo con extensión .nxs, necesita ser crea-
do y estar residente en nuestro servidor web. Debe ser accesible por NX Web 
Companion, es decir, debemos utilizar el directorio /session para alojarlos allí. 
En la configuración predeterminada, NX Web Companion busca el fichero ses-
sion.nxs en el directorio /var/www/plugin/session. El nombre del fichero y la ruta 
hacía él pueden ser modificados editando el fichero nxapplet.htm
<PARAM NAME=”SessionUrl” VALUE=”/plugin/session/session.nxs”>
Por ejemplo:
<PARAM NAME=”SessionUrl” VALUE=”/plugin/session/firefox.nxs”>
A petición del usuario, el navegar descarga así el archivo sesión que se ejecuta-
rá en el cliente NX alojado en la máquina del usuario final.
Cuando el usuario intente usar el cliente nx  y el usuario y contraseña  no estén 
almacenadas en el fichero de sesión , se le pedirán credenciales  NX para poder 
conectarse.
Si el servidor NX está configurado para permitir la conexión de invitados, el 
archivo de sesión se puede configurar para que no pida credenciales. En este 
caso el servidor NX creará automáticamente una cuenta en el sistema.
Generando el fichero de sesión
El asistente de configuración para el cliente NX permite la creación de ficheros 
de sesión válidos. Para ver en qué directorio está guardando las sesiones basta 
con ir a ‘Configuration ->Environment. Allí nos mostrará dónde se guardan.
En el caso de ordenador de sobremesa:
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Fig. 3.1 Entorno del cliente 2X 
Para crear un fichero de sesión que no pida las credenciales al usuario  se debe 
marcar el check en ‘Configuration ->General -> Remember my password’ y gra-
bar la configuración.
 
Fig. 3.2 Configuración password
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Para crear un fichero de sesión que ejecute sesiones como invitado en el servi-
dor, primero hemos de configurar el cliente NX de acuerdo a nuestras necesida-
des y guardar la configuración. Esta acción se realizará en la pantalla del cliente 
NX, donde pone ‘Login as guest user”
 
Fig. 3.3 Conexión como invitado 
Múltiples ficheros de sesión
Es necesario crear un fichero de sesión disponible  para cada usuario con el fin 
de proporcionar a cada uno de ellos su propia sesión NX. Sin embargo, cuando 
nos referimos a sesiones de invitado, un solo fichero de sesión es necesario 
para tener cada uno su propia sesión NX
Si no estamos implementando sesiones de usuario invitad, o si necesitamos un 
archivo de sesión diferente para cada uno de los usuarios en el servidor, tendre-
mos que identificar a cada archivo de sesión con un  nombre único. 
Para garantizar la autenticidad y la seguridad de los ficheros de sesión es reco-
mendable guardar los ficheros usando la utilidad MD5.
Proporcionando diferentes ficheros de sesión vía 
NX Web Companion
Para poder proporcionar diferentes ficheros de sesión, es necesario implemen-
tar una simple aplicación web escrito, por ejemplo, en php o en otro lenguaje 
web como ASP, JavaScript o Vbscript.
Esta pequeña aplicación tiene que enviar una variable( el SessionFileName por 
ejemplo) a través de un formulario web o un enlace HTML que identifique a cada 
archivo de sesión de manera única.
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Usando php el código debería quedar algo así:
<a
href=”http://ServerName/plugin/nxapplet.php?sessionFileName=session1”>Ses
sionFile1
</a>
<a
href=”http://ServerName/plugin/nxapplet.php?sessionFileName=session2”>Ses
sionFile2
</a>
  
Luego se tiene que modificar el documento nxapplet.html para indicar que el 
valor se le pasará por variable.
<PARAM NAME=”SessionUrl” VALUE=”/plugin/session/<?=$_
REQUEST[‘sessionFileName’]?>.nxs”>
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ANEXO 4. Instalación de Ubuntu en Galaxy Tab 7”
Una de las dificultades que ya se previeron a la hora de diseñar el segundo en-
torno de pruebas, Capítulo 4, era la no disponibilidad de un cliente NX para An-
droid. Superar esta dificultad era clave para que nuestro tablet pudiera ejecutar 
aplicaciones linux suministradas remotamente. 
La solución que se creyó más factible de realizar consistía en virtualizar una 
distribución Ubuntu corriendo sobre Android.
Para ello seguimos los siguientes pasos:
•	 Descargamos la imagen de Ubuntu desde XDA Developers
•	 Conectamos el tablet al PC y creamos una carpeta llamada “Ubuntu” en la sd.
•	 Copiamos la imagen a la carpeta “Ubuntu”
•	 Conectamos el tablet con la depuración de USB activada.
•	 Ejecutamos nuestro cmd y vamos a c:\sdk\tools
•	 Con adb devices podemos ver si tenemos el terminal correctamente confi-
gurado en nuestro pc:
 
Fig. 4.1 Lista de terminales conectados al pc 
Nos conectamos al Shell del tablet y nos damos permisos de administrador. Va-
mos a la carpeta \sdcard\ubuntu:
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Fig. 4.2 Conectados al shell del tablet
Ejecutamos el script ubuntu.sh:
Fig. 4.3 Resultado ubuntu.sh 
Ejecutamos bootlinux y ya tenemos nuestro terminal preparado:
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Fig. 4.5 Resultado bootlinux
Ya tenemos la máquina virtual Ubuntu arrancada. Ahora vamos a conectarnos 
al entorno gráfico mediante la aplicación vnc de android. Para eso configuramos 
el vnc en el tablet:
Sólo nos falta configurar el vnc en la aplicación android con los siguientes pará-
metros:
•	  Nickname: root
•	 Password: Ubuntu
•	 Address: localhost
•	  Port:5901
Instalación de Ubuntu en Galaxy Tab 7” 75
Fig. 4.6 Configurando VNC
Ya solo nos falta dale a “Connect”:
Fig. 4.6 Ubuntu trabajando en Android
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ANEXO 5. Ficheros del Servlet
Param.html
<!--Param.html  -->
<!DOCTYPE HTML PUBLIC “-//W3C//DTD HTML 4.0 Transitional//EN”>
<HTML>
  <HEAD><TITLE>Param.html</TITLE></HEAD>
  <BODY BGCOLOR=”#CCCCFF”>
  <P></P>
  <H2>Datos de la conexiÃ³n</H2><BR>
    <HR></HR>
    <CENTER>
  <FORM NAME=”FORM1” METHOD=”POST”
  ACTION=”misServlets/ParamServlet”>
    <TABLE BORDER>
  <TR>
    <TD><B>IP Servidor Web NX:</TD>
    <TD><INPUT TYPE=TEXTBOX NAME=”IPServidorNX” SIZE=”20 
                       VALUE=””></TD>
  </TR>
  <TR>
    <TD><B>IP Servidor Aplicaciones</TD>
    <TD><INPUT TYPE=TEXTBOX NAME=”IPServidorApp” 
                        SIZE=”20” VALUE=””></TD>
  </TR>
  <TR>
    <TD><B>Nombre Servidor Aplicaciones</TD>
    <TD><INPUT TYPE=TEXTBOX NAME=”NomServApp” SIZE=”20 
                       VALUE=””></TD>
  </TR>
  <TR>
    <TD>1.Escritorio Remoto </TD> <TD>2.Ejecutar Firefox</TD>
  </TR>
   <TR>
    <TD>3.Ejecutar Writer </TD> <TD>4.Ejecutar Eclipse</TD>
  </TR>
  <TR>
    <TD><B>Elija tipo de conexiÃ³n</TD>
    <TD><INPUT TYPE=TEXTBOX NAME=”NumOpcion” SIZE=”1 
                        VALUE=””></TD>
  </TR>
  
    </TABLE>
 
    <P></P>
    <INPUT TYPE=SUBMIT VALUE=”Enviar”>
    <HR></HR>
    Al pulsar ENVIAR se crearÃ¡n los ficheros necesarios para la conexiÃ³n
    
         </FORM>
      </CENTER>
  </BODY>
</HTML>
Ficheros del Servlet 77
Web.xml
 <?xml version=”1.0” encoding=”ISO-8859-1”?> 
 
<web-app xmlns=”http://java.sun.com/xml/ns/j2ee” 
    xmlns:xsi=”http://www.w3.org/2001/XMLSchema-instance” 
    xsi:schemaLocation=”http://java.sun.com/xml/ns/j2ee http://java.sun.com/
    xml/ns/j2ee/web-app_2_4.xsd” 
    version=”2.4”> 
 
  <display-name>Servlets ejemplo</display-name> 
  <description> 
     Servlets de ejemplo para practicar 
  </description> 
 
<!-- Publicamos nuestro servlet aqui --> 
 
    <servlet> 
        <servlet-name>ParamServlet</servlet-name> 
        <servlet-class>ParamServlet</servlet-class> 
    </servlet> 
 
    <servlet-mapping> 
        <servlet-name>ParamServlet</servlet-name> 
        <url-pattern>/ParamServlet</url-pattern> 
    </servlet-mapping> 
 
<!-- Fin de la publicacion de servlets --> 
 
</web-app> 
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ParamServlet.java
import java.io.*; 
import javax.servlet.*; 
import javax.servlet.http.*; 
 
public class ParamServlet extends HttpServlet { 
 
 private static final long serialVersionUID = 1L; 
 
 public void doPost(HttpServletRequest req, HttpServletResponse res) throws Servle-
tException, IOException { 
   
  String IPServidorNX=req.getParameter(“IPServidorNX”); 
  String IPServidorApp=req.getParameter(“IPServidorApp”); 
  String NombreMaquina=req.getParameter(“NomServApp”); 
  String NumOpcion=req.getParameter(“NumOpcion”); 
   
  //Generamos Fichero HTML 
   
   
  String NombreFicheroHTML=(NombreMaquina+”.html”);  
      
        FileWriter fitxer = null; 
        PrintWriter pw = null; 
        try{ 
            fitxer = new FileWriter(“/var/www/plugin/”+NombreFicheroHTML); 
            pw = new PrintWriter(fitxer); 
            //generamos contenido html 
            pw.println(“<HTML>”); 
            pw.println(“ <HEAD>”); 
            pw.println(“  <META HTTP-EQUIV=\”expires\” CONTENT=\”0\”>”); 
            pw.println(“  <META HTTP-EQUIV=\”Pragma\” CONTENT=\”no-cache\”>”); 
            pw.println(“  <META HTTP-EQUIV=\”Cache-Control\” CONTENT=\”no-
cache\”>”); 
            pw.println(“  <script src=\”deployJava.js\”  language=javaScript type=\”text/
javascript\”></script>”); 
            pw.println(“ </HEAD>”); 
            pw.println(“ <BODY>”); 
            pw.println(“  <SCRIPT LANGUAGE=\”Javascript1.1\”>”); 
            pw.println(“   <!-- hide JavaScript from non-JavaScript browsers-->”); 
            pw.println(“   SOWIN = (navigator.userAgent.toLowerCase().
indexOf(\”win\”) > -1) ? 1 : 0;”); 
            pw.println(“   SOMAC = (navigator.userAgent.toLowerCase().
indexOf(\”mac\”) > -1) ? 1 : 0;”); 
            pw.println(“   SOLIN = (navigator.userAgent.toLowerCase().
indexOf(\”linux\”) > -1) ? 1 : 0;”); 
            pw.println(“   SOSOL = (navigator.userAgent.toLowerCase().
indexOf(\”solaris\”) > -1) ? 1 : 0;”); 
            pw.println(“   SOALT = (!SOWIN && !SOMAC && !SOLIN && 
!SOSOL) ? 1 : 0;”); 
            pw.println(“   var downloadPlugin=\”\”;”); 
            pw.println(“   var winPlug=\”http://plugindoc.mozdev.org/windows.
html#Java\”;”); 
            pw.println(“   var linPlug=\”http://plugindoc.mozdev.org/linux.
html#Java\”;”); 
            pw.println(“   if (SOWIN) downloadPlugin = winPlug;”); 
            pw.println(“   if (SOLIN) downloadPlugin = linPlug;”); 
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            pw.println(“   var startMessage=’<table cellpadding=\”0\” cellspa-
cing=\”0\” bgcolor=\”#ecebe5\” border=\”0\” width=\”400\” height=\”300\”>’;”); 
            pw.println(“    startMessage+=’<tr><td valign=\”top\” 
align=\”center\”>’;”); 
            pw.println(“    startMessage+=’<table cellpadding=\”2\” 
cellspacing=\”0\” bgcolor=\”#ffffff\” border=\”0\” width=\”380\” height=\”230\” style=\”margin-top: 
10px;border: 1px solid #ffffff\”>’;”); 
            pw.println(“    startMessage+=’<tr><td align=\”center\” 
width=\”150\” valign=\”bottom\” bgcolor=\”f9f8f1\”><img style=\”margin-bottom:25px;\” 
src=\”images/backgrounds/background-5.png\” border=\”0\”><br><img src=\”images/back-
grounds/background-7.png\” border=\”0\”>’;”); 
            pw.println(“    startMessage+=’</td><td valign=\”top\” 
style=\”font-size: 12px;\”>’;”); 
            pw.println(“   var stopMessage=’</td></tr></table><img 
align=\”right\” onclick=\”parent.location=\\’’+downloadPlugin+’\\’\” onmouseover=\”this.
src=\\’images/buttons/download-over.png\\’\” onmouseout=\”this.src=\\’images/buttons/down-
load.png\\’\” style=\”margin-top:15px;margin-right:10px;\” src=\”images/buttons/download.png\” 
border=\”0\”></td></tr></table>’;”); 
            pw.println(“   var agt=navigator.userAgent.toLowerCase();”); 
            pw.println(“   //alert(agt);”); 
            pw.println(“   var is_nav = ((agt.indexOf(‘mozilla’)!=-1) && (agt.
indexOf(‘spoofer’)==-1) && (agt.indexOf(‘compatible’) == -1) && (agt.indexOf(‘opera’)==-1) && 
(agt.indexOf(‘webtv’)==-1) && (agt.indexOf(‘hotjava’)==-1));”); 
            pw.println(“   var is_ie = ((agt.indexOf(\”msie\”) != -1) && (agt.
indexOf(\”opera\”) == -1));”); 
            pw.println(“   var is_ie7 = agt.indexOf(\”msie 7\”) != -1;”);             
            pw.println(“   var pluginDetected = false;”); 
            pw.println(“   if (SOWIN)”); 
            pw.println(“   {“); 
            pw.println(“    var is_win98 = (navigator.userAgent.toLower-
Case().indexOf(\”98\”) > -1) ? 1 : 0;”); 
            pw.println(“   }”); 
            pw.println(“   if (is_nav && !SOMAC)”); 
            pw.println(“   {“); 
            pw.println(“    for (i = 0; i < navigator.plugins.length; i++)”); 
            pw.println(“    {“); 
            pw.println(“    if (navigator.plugins[i].description.
indexOf(\”Java\”) != -1)”); 
            pw.println(“     {“); 
            pw.println(“      pluginDetected = true;”); 
            pw.println(“      document.writeln(‘<APPLET 
ARCHIVE=\”Java/nxapplet.jar\”  CODE=\”NXApplet.class\” NAME= \”NX Web Companion\” 
width=\”400\” height=\”300\”>’);”); 
            pw.println(“      break;”); 
            pw.println(“     }”); 
            pw.println(“    }”); 
            pw.println(“   if (pluginDetected == false)”); 
            pw.println(“   {“); 
            pw.println(“    document.write(startMessage+\”<div 
style=\\\”margin:5px;font-family:arial; font-size:12px;\\\”>The option to support Java applets may 
be disabled in your browser\”);”); 
            pw.println(“    document.write(\”<BR>or you haven’t a 
suitable Java Plugin installed.<br><br>Click on button below to download <br> the Java 
Plugin.</div>\”+stopMessage);”); 
            pw.println(“   }”); 
            pw.println(“  }”); 
            pw.println(“  else if (is_ie && SOWIN)”); 
            pw.println(“  {“); 
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            pw.println(“   if (!is_win98)”); 
            pw.println(“   document.writeln(‘<OBJECT 
classid=\”clsid:8AD9C840-044E-11D1-B3E9-00805F499D93\” width=\”400\” height=\”300\” 
align=\”baseline\” codebase=\”http://java.sun.com/update/1.5.0/jinstall-1_5_0-windows-i586.
cab\”>’);”); 
            pw.println(“   else”); 
            pw.println(“   document.writeln(‘<OBJECT 
classid=\”clsid:8AD9C840-044E-11D1-B3E9-00805F499D93\” width=\”400\” height=\”300\” 
align=\”baseline\” codebase=\”http://java.sun.com/products/plugin/autodl/jinstall-1_3_0_05-win.
cab#Version=1,3,0,05\”>’);”); 
            pw.println(“  }”); 
            pw.println(“  else if ((is_nav || is_ie) && SOMAC)”); 
            pw.println(“  {“); 
            pw.println(“   if(navigator.plugins)”); 
            pw.println(“   {“); 
            pw.println(“    navigator.plugins.refresh(false);”); 
            pw.println(“   }”); 
            pw.println(“   if(navigator.mimeTypes)”); 
            pw.println(“   {“); 
            pw.println(“    for (i=0; i < navigator.mimeTypes.length; i++)”); 
            pw.println(“    {“); 
            pw.println(“     if ((navigator.mimeTypes[i].type != null) 
&& (navigator.mimeTypes[i].type.indexOf(\”application/x-java-applet\”) != -1))”); 
            pw.println(“     {“); 
            pw.println(“      pluginDetected = true;”); 
            pw.println(“      break;”); 
            pw.println(“     }”); 
            pw.println(“    }”); 
            pw.println(“   }”); 
            pw.println(“   if (pluginDetected)”); 
            pw.println(“   {“); 
            pw.println(“    document.writeln(‘<APPLET ARCHIVE=\”Java/
nxapplet.jar\”  CODE=\”NXApplet.class\” NAME= \”NX Web Companion\” width=\”400\” 
height=\”300\”>’);”); 
            pw.println(“   }”); 
            pw.println(“   else”); 
            pw.println(“   {“); 
            pw.println(“    document.write(startMessage+\”<div 
style=\\\”margin:5px;font-family:arial; font-size:12px;\\\”>The option to support Java applets may 
be disabled in your browser\”);”); 
            pw.println(“    document.write(\”<BR>or you haven’t a 
suitable Java Plugin installed.<br><br>Click on button below to download<br> the Java Plu-
gin.</div>\”+stopMessage);”); 
            pw.println(“   }”); 
            pw.println(“  }”); 
            pw.println(“  else if(!is_nav && !is_ie)”); 
            pw.println(“  {“); 
            pw.println(“   document.writeln(‘<APPLET ARCHIVE=\”Java/
nxapplet.jar\”  CODE=\”NXApplet.class\” NAME= \”NX Web Companion\” width=\”400\” 
height=\”300\”>’);”); 
            pw.println(“  }”); 
            pw.println(“  if (deployJava.isPluginInstalled() && deployJava.getPlugin().
isPlugin2())”); 
            pw.println(“  {“); 
            pw.println(“    document.writeln(‘<PARAM NAME=\”isPlugin2\” 
VALUE=\”true\”>’);”); 
            pw.println(“  }”); 
            pw.println(“  else { “); 
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            pw.println(“    document.writeln(‘<PARAM NAME=\”isPlugin2\” 
VALUE=\”false\”>’);”); 
            pw.println(“  }”); 
            pw.println(“  </SCRIPT>”); 
            pw.println(“  <noscript>”); 
            pw.println(“   <table cellpadding=\”0\” cellspacing=\”0\” 
bgcolor=\”#ecebe5\” border=\”0\” width=\”400\” height=\”300\”>”); 
            pw.println(“    <tr>”); 
            pw.println(“     <td valign=\”top\” align=\”center\”>”); 
            pw.println(“      <table cellpadding=\”2\” cellspacing=\”0\” 
bgcolor=\”#ffffff\” border=\”0\” width=\”380\” height=\”230\” style=\”margin-top: 10px;border: 1px 
solid #ffffff\”>”); 
            pw.println(“    <tr>”); 
            pw.println(“     <td align=\”center\” width=\”150\” 
valign=\”bottom\” bgcolor=\”f9f8f1\”><img style=\”margin-bottom:25px;\” src=\”images/back-
grounds/background-5.png\” border=\”0\”><br><img src=\”images/backgrounds/background-7.
png\” border=\”0\”>”); 
            pw.println(“     </td>”); 
            pw.println(“     <td valign=\”top\” style=\”font-size: 12px;\”>”); 
            pw.println(“      <div style=\”margin:5px;font-family:arial; 
font-size:12px;\”>The option to support JavaScript may be disabled in your browser. Enable 
JavaScript and reload this page. </div>”); 
            pw.println(“     </td>”); 
            pw.println(“    </tr>”); 
            pw.println(“      </table>”); 
            pw.println(“     </td>”); 
            pw.println(“    </tr>”); 
            pw.println(“   </table>”); 
            pw.println(“  </noscript>”); 
            pw.println(“   <PARAM NAME=\”boxbgcolor\” VALUE=\”236, 235, 229\”>”); 
            pw.println(“   <PARAM NAME=\”progressbar\” VALUE=\”true\”>”); 
            pw.println(“   <PARAM NAME=\”boxmessage\” VALUE=\”Please wait while 
Java applet loads...\”>”); 
             
           // Introducimos la IP del servidor Web NX 
             
            pw.printf(“    <PARAM NAME=\”SiteUrl\” 
VALUE=\”http://”+IPServidorNX); 
            pw.print(“/\”>\n”); 
            pw.println(“   <PARAM NAME=\”BackgroundsUrl\” VALUE=\”/plugin/images/
backgrounds/\”>”); 
            pw.println(“   <PARAM NAME=\”Background1\” VALUE=\”background-1.
png\”>”); 
            pw.println(“   <PARAM NAME=\”Background2\” VALUE=\”background-2.
png\”>”); 
            pw.println(“   <PARAM NAME=\”Background3\” VALUE=\”background-3.
png\”>”); 
            pw.println(“   <PARAM NAME=\”Background4\” VALUE=\”background-2.
png\”>”); 
            pw.println(“   <PARAM NAME=\”Background5\” VALUE=\”background-4.
png\”>”); 
            pw.println(“   <PARAM NAME=\”Background6\” VALUE=\”background-4.
png\”>”); 
            pw.println(“   <PARAM NAME=\”Background7\” VALUE=\”background-5.
png\”>”); 
            pw.println(“   <PARAM NAME=\”Background8\” VALUE=\”background-6.
png\”>”); 
            pw.println(“   <PARAM NAME=\”Background9\” VALUE=\”background-7.
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png\”>”); 
            pw.println(“   <PARAM NAME=\”StringsUrl\” VALUE=\”/plugin/images/
strings/\”>”); 
            pw.println(“   <PARAM NAME=\”String1\” VALUE=\”string-1.png\”>”); 
            pw.println(“   <PARAM NAME=\”String2\” VALUE=\”string-2.png\”>”); 
            pw.println(“   <PARAM NAME=\”String3\” VALUE=\”string-3.png\”>”); 
            pw.println(“   <PARAM NAME=\”String4\” VALUE=\”string-4.png\”>”); 
            pw.println(“   <PARAM NAME=\”String5\” VALUE=\”string-5.png\”>”); 
            pw.println(“   <PARAM NAME=\”String6\” VALUE=\”string-6.png\”>”); 
            pw.println(“   <PARAM NAME=\”String7\” VALUE=\”string-7.png\”>”); 
            pw.println(“   <PARAM NAME=\”ErrorsUrl\” VALUE=\”/plugin/images/
errors/\”>”); 
            pw.println(“   <PARAM NAME=\”Error1\” VALUE=\”error-1.png\”>”); 
            pw.println(“   <PARAM NAME=\”Error2\” VALUE=\”error-2.png\”>”); 
            pw.println(“   <PARAM NAME=\”Error3\” VALUE=\”error-3.png\”>”); 
            pw.println(“   <PARAM NAME=\”Error4\” VALUE=\”error-4.png\”>”); 
            pw.println(“   <PARAM NAME=\”Error5\” VALUE=\”error-5.png\”>”); 
            pw.println(“   <PARAM NAME=\”Error6\” VALUE=\”error-6.png\”>”); 
            pw.println(“     <PARAM NAME=\”Error7\” VALUE=\”error-7.png\”>”); 
            pw.println(“   <PARAM NAME=\”Error8\” VALUE=\”error-8.png\”>”); 
            pw.println(“   <PARAM NAME=\”Error9\” VALUE=\”error-9.png\”>”); 
            pw.println(“   <PARAM NAME=\”Error10\” VALUE=\”error-10.png\”>”); 
            pw.println(“   <PARAM NAME=\”Error11\” VALUE=\”error-11.png\”>”); 
            pw.println(“   <PARAM NAME=\”Error12\” VALUE=\”error-12.png\”>”); 
            pw.println(“   <PARAM NAME=\”ButtonsUrl\” VALUE=\”/plugin/images/
buttons/\”>”); 
            pw.println(“   <PARAM NAME=\”Cancel\” VALUE=\”cancel.png\”>”); 
            pw.println(“   <PARAM NAME=\”CancelOver\” VALUE=\”cancel-over.
png\”>”); 
            pw.println(“   <PARAM NAME=\”CancelActive\” VALUE=\”cancel-active.
png\”>”); 
            pw.println(“   <PARAM NAME=\”Continue\” VALUE=\”continue.png\”>”); 
            pw.println(“   <PARAM NAME=\”ContinueOver\” VALUE=\”continue-over.
png\”>”); 
            pw.println(“   <PARAM NAME=\”ContinueActive\” VALUE=\”continue-active.
png\”>”); 
            pw.println(“   <PARAM NAME=\”Download\” VALUE=\”download.png\”>”); 
            pw.println(“   <PARAM NAME=\”DownloadOver\” VALUE=\”download-over.
png\”>”); 
            pw.println(“   <PARAM NAME=\”DownloadActive\” VALUE=\”download-
active.png\”>”); 
            pw.println(“   <PARAM NAME=\”Run\” VALUE=\”run.png\”>”); 
            pw.println(“   <PARAM NAME=\”RunOver\” VALUE=\”run-over.png\”>”); 
            pw.println(“   <PARAM NAME=\”RunActive\” VALUE=\”run-active.png\”>”); 
            pw.println(“   <PARAM NAME=\”Details\” VALUE=\”details.png\”>”); 
            pw.println(“   <PARAM NAME=\”DetailsOver\” VALUE=\”details-over.
png\”>”); 
            pw.println(“   <PARAM NAME=\”DetailsActive\” VALUE=\”details-active.
png\”>”); 
            pw.println(“   <PARAM NAME=\”Pause\” VALUE=\”pause.png\”>”); 
            pw.println(“   <PARAM NAME=\”PauseOver\” VALUE=\”pause-over.
png\”>”); 
            pw.println(“   <PARAM NAME=\”PauseActive\” VALUE=\”pause-active.
png\”>”); 
            pw.println(“   <PARAM NAME=\”Resume\” VALUE=\”resume.png\”>”); 
            pw.println(“   <PARAM NAME=\”ResumeOver\” VALUE=\”resume-over.
png\”>”); 
            pw.println(“   <PARAM NAME=\”ResumeActive\” VALUE=\”resume-active.
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png\”>”); 
            pw.println(“   <PARAM NAME=\”Exit\” VALUE=\”exit.png\”>”); 
            pw.println(“   <PARAM NAME=\”ExitOver\” VALUE=\”exit-over.png\”>”); 
            pw.println(“   <PARAM NAME=\”ExitActive\” VALUE=\”exit-active.png\”>”); 
            pw.println(“   <PARAM NAME=\”Update\” VALUE=\”update.png\”>”); 
            pw.println(“   <PARAM NAME=\”UpdateOver\” VALUE=\”update-over.
png\”>”); 
            pw.println(“   <PARAM NAME=\”UpdateActive\” VALUE=\”update-active.
png\”>”); 
            pw.println(“   <PARAM NAME=\”RedirectUrl\” VALUE=\”http://www.noma-
chine.com\”>”); 
             
            //el fichero de sesion nx se configura a través del nombre de máquina 
                                
            pw.printf(“     <PARAM NAME=\”SessionUrl\” VALUE=\”/plugin/
session/”+NombreMaquina); 
            pw.print(“.nxs\”>\n”); 
            pw.println(“   <PARAM NAME=\”SessionName\” VALUE=\”testdrive.nxs\”>”); 
            pw.println(“   <PARAM NAME=\”LinuxClientUrl\” VALUE=\”/plugin/Linux/
client.zip\”>”); 
            pw.println(“   <PARAM NAME=\”LinuxClientVersion\” VALUE = \”3.5.0-
7\”>”); 
            pw.println(“   <PARAM NAME=\”WindowsClientUrl\” VALUE=\”/plugin/
Windows/client.zip\”>”); 
            pw.println(“   <PARAM NAME=\”WindowsClientVersion\” VALUE = \”3.5.0-
7\”>”); 
            pw.println(“   <PARAM NAME=\”MacOSClientUrl\” VALUE=\”/plugin/
MacOSX/client.zip\”>”); 
            pw.println(“   <PARAM NAME=\”MacOSClientVersion\” VALUE = \”3.5.0-
7\”>”); 
            pw.println(“   <PARAM NAME=\”SolarisClientUrl\” VALUE=\”/plugin/Solaris/
client.zip\”>”); 
            pw.println(“   <PARAM NAME=\”SolarisClientVersion\” VALUE = \”3.5.0-
7\”>”); 
            pw.println(“   <PARAM NAME=\”archive\” VALUE=\”Java/nxapplet.jar\”>”); 
            pw.println(“   <PARAM NAME=\”code\” VALUE=\”NXApplet.class\”>”); 
            pw.println(“   <PARAM NAME=\”type\” VALUE=\”application/x-java-
applet;version=1.2\”>”); 
            pw.println(“   <PARAM NAME=\”loglevel\” VALUE=\”1\”>”); 
            pw.println(“   </OBJECT>”); 
            pw.println(“   </APPLET>”); 
            pw.println(“ </BODY>”); 
            pw.println(“</HTML>”); 
             
        } catch (Exception e) { 
            e.printStackTrace(); 
        } finally { 
           try { 
           // Nos aseguramos de que se cierra el fichero  
       
           if (null != fitxer) 
              fitxer.close(); 
           } catch (Exception e2) { 
              e2.printStackTrace(); 
           } 
        } 
 
      //variables del fichero nxs 
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     String CommandLine=””;   
     String CustomDesktop=””; 
     String Desktop=””; 
     String VirtualDesktop=””; 
     String NombreFicheroNXS=(NombreMaquina+”.nxs”); 
      
     int opcion = Integer.parseInt(NumOpcion); 
       
     // elegimos tipo de aplicación a suministrar 
      
      switch(opcion){ 
        
      case 1: //escritorio remoto 
       CommandLine= “”; 
       CustomDesktop= “console”; 
       Desktop=”gnome”; 
       VirtualDesktop=”false”; 
       break; 
        
      case 2: //firefox 
       CommandLine=”/usr/bin/firefox”; 
       CustomDesktop= “application”; 
       Desktop=”console”; 
       VirtualDesktop=”true”; 
       break; 
        
      case 3: //soffice 
        
       CommandLine=”/usr/bin/soffice”; 
       CustomDesktop= “application”; 
       Desktop=”console”; 
       VirtualDesktop=”true”; 
       break; 
        
      case 4: //eclipse 
        
       CommandLine=”/usr/bin/eclipse”; 
       CustomDesktop= “application”; 
       Desktop=”console”; 
       VirtualDesktop=”true”; 
       break; 
      } 
      
     FileWriter FicheroNXS = null; 
       PrintWriter pwnxs = null; 
        
       //Generamos fichero NXS 
        
       try   
       { 
           FicheroNXS = new FileWriter(“/var/www/plugin/session/”+NombreFicheroNXS); 
           pwnxs = new PrintWriter(FicheroNXS); 
            
           //generamos contenido fichero nxs 
            
           pwnxs.println(“<!DOCTYPE NXClientSettings>”); 
           pwnxs.println(“<NXClientSettings application=\”nxclient\” version=\”1.3\” >”); 
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           pwnxs.println(“<group name=\”Advanced\” >”); 
           pwnxs.println(“<option key=\”Cache size\” value=\”16\” />”); 
           pwnxs.println(“<option key=\”Cache size on disk\” value=\”64\” />”); 
           pwnxs.println(“<option key=\”Current keyboard\” value=\”true\” />”); 
           pwnxs.println(“<option key=\”Custom keyboard layout\” value=\”\” />”); 
          pwnxs.println(“<option key=\”Disable DirectDraw\” value=\”false\” />”); 
           pwnxs.println(“<option key=\”Disable ZLIB stream compression\” value=\”false\” />”); 
           pwnxs.println(“<option key=\”Disable deferred updates\” value=\”false\” />”); 
           pwnxs.println(“<option key=\”Enable HTTP proxy\” value=\”false\” />”); 
           pwnxs.println(“<option key=\”Enable SSL encryption\” value=\”false\” />”); 
           pwnxs.println(“<option key=\”Enable response time optimisations\” value=\”false\” />”); 
           pwnxs.println(“<option key=\”Grab keyboard\” value=\”false\” />”); 
           pwnxs.println(“<option key=\”HTTP proxy host\” value=\”\” />”); 
           pwnxs.println(“<option key=\”HTTP proxy port\” value=\”8080\” />”); 
           pwnxs.println(“<option key=\”HTTP proxy username\” value=\”\” />”); 
           pwnxs.println(“<option key=\”Remember HTTP proxy password\” value=\”false\” />”); 
           pwnxs.println(“<option key=\”Restore cache\” value=\”true\” />”); 
           pwnxs.println(“<option key=\”StreamCompression\” value=\”\” />”); 
           pwnxs.println(“</group>”); 
            
           // Entorno 
            
           pwnxs.println(“<group name=\”Environment\” >”); 
           pwnxs.println(“<option key=\”CUPSD path\” value=\”/usr/sbin/cupsd\” />”); 
           pwnxs.println(“</group>”); 
            
           // Parametros generales 
            
            
           pwnxs.println(“<group name=\”General\” >”); 
           pwnxs.println(“<option key=\”Automatic reconnect\” value=\”true\” />”); 
            
           //comando a ejecutar 
            
           pwnxs.printf(“<option key=\”Command line\” value=\”” + CommandLine); 
           pwnxs.println(“\” />\n”); 
            
           //tipo de escritorio (aplicación o escritorio remoto 
            
           pwnxs.printf(“<option key=\”Custom Unix Desktop\” value=\””+ CustomDesktop); 
           pwnxs.println(“\” />\n”);                
            
           //escritorio 
            
           pwnxs.printf(“<option key=\”Desktop\” value=\””+ Desktop); 
           pwnxs.println(“\” />\n”);   
            
           pwnxs.println(“<option key=\”Disable SHM\” value=\”false\” />”); 
           pwnxs.println(“<option key=\”Disable emulate shared pixmaps\” value=\”false\” />”); 
           pwnxs.println(“<option key=\”Link speed\” value=\”adsl\” />”); 
           pwnxs.println(“<option key=\”Remember password\” value=\”false\” />”); 
           pwnxs.println(“<option key=\”Resolution\” value=\”available\” />”); 
           pwnxs.println(“<option key=\”Resolution height\” value=\”600\” />”); 
           pwnxs.println(“<option key=\”Resolution width\” value=\”800\” />”); 
       
           //introducimos la IP del servidor de aplicaciones 
            
           pwnxs.printf(“<option key=\”Server host\” value=\””+ IPServidorApp); 
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           pwnxs.print(“\” />\n”); 
           pwnxs.println(“<option key=\”Server port\” value=\”22\” />”); 
           pwnxs.println(“<option key=\”Session\” value=\”unix\” />”); 
           pwnxs.println(“<option key=\”Spread over monitors\” value=\”false\” />”); 
           pwnxs.println(“<option key=\”Use default image encoding\” value=\”0\” />”); 
           pwnxs.println(“<option key=\”Use render\” value=\”true\” />”); 
           pwnxs.println(“<option key=\”Use taint\” value=\”true\” />”); 
            
           //Escritorio virtual 
            
           pwnxs.printf(“<option key=\”Virtual desktop\” value=\””+ VirtualDesktop); 
           pwnxs.println(“\” />\n”); 
           pwnxs.println(“<option key=\”XAgent encoding\” value=\”true\” />”); 
           pwnxs.println(“<option key=\”displaySaveOnExit\” value=\”true\” />”); 
           pwnxs.println(“<option key=\”xdm broadcast port\” value=\”177\” />”); 
           pwnxs.println(“<option key=\”xdm list host\” value=\”localhost\” />”); 
           pwnxs.println(“<option key=\”xdm list port\” value=\”177\” />”); 
           pwnxs.println(“<option key=\”xdm mode\” value=\”server decide\” />”); 
           pwnxs.println(“<option key=\”xdm query host\” value=\”localhost\” />”); 
           pwnxs.println(“<option key=\”xdm query port\” value=\”177\” />”); 
           pwnxs.println(“</group>”); 
            
           // Display 
            
           pwnxs.println(“<group name=\”Images\” >”); 
           pwnxs.println(“<option key=\”Disable JPEG Compression\” value=\”0\” />”); 
           pwnxs.println(“<option key=\”Disable all image optimisations\” value=\”false\” />”); 
           pwnxs.println(“<option key=\”Disable backingstore\” value=\”false\” />”); 
           pwnxs.println(“<option key=\”Disable composite\” value=\”false\” />”); 
           pwnxs.println(“<option key=\”Image Compression Type\” value=\”3\” />”); 
           pwnxs.println(“<option key=\”Image Encoding Type\” value=\”0\” />”); 
           pwnxs.println(“<option key=\”Image JPEG Encoding\” value=\”false\” />”); 
           pwnxs.println(“<option key=\”JPEG Quality\” value=\”6\” />”); 
           pwnxs.println(“<option key=\”RDP Image Encoding\” value=\”3\” />”); 
           pwnxs.println(“<option key=\”RDP JPEG Quality\” value=\”6\” />”); 
           pwnxs.println(“<option key=\”RDP optimization for low-bandwidth link\” value=\”false\” 
/>”); 
           pwnxs.println(“<option key=\”Reduce colors to\” value=\”\” />”); 
           pwnxs.println(“<option key=\”Use PNG Compression\” value=\”true\” />”); 
           pwnxs.println(“<option key=\”VNC JPEG Quality\” value=\”6\” />”); 
           pwnxs.println(“<option key=\”VNC images compression\” value=\”3\” />”); 
           pwnxs.println(“</group>”); 
            
           //parámetros de Login 
            
           pwnxs.println(“<group name=\”Login\” >”); 
           pwnxs.println(“<option key=\”Auth\” value=\”EMPTY_PASSWORD\” />”); 
           pwnxs.println(“<option key=\”Guest Mode\” value=\”false\” />”); 
           pwnxs.println(“<option key=\”Guest password\” value=\”\” />”); 
           pwnxs.println(“<option key=\”Guest username\” value=\”\” />”); 
           pwnxs.println(“<option key=\”Login Method\” value=\”nx\” />”); 
            
           //introducimos la clave privada 
            
           pwnxs.println(“<option key=\”Public Key\” value=\”-----BEGIN DSA PRIVATE KEY-----”); 
           pwnxs.println(“MIIBuwIBAAKBgQCXv9AzQXjxvXWC1qu3CdEqskX9YomTfyG865gb4D0
2ZwWuRU/9”); 
           pwnxs.println(“C3I9/bEWLdaWgJYXIcFJsMCIkmWjjeSZyTmeoypI1iLifTHUxn3b7WN-
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Wi8AzKcVF”); 
           pwnxs.println(“aBsBGiljsop9NiD1mEpA0G+nHHrhvTXz7pUvYrsrXcdMyM6rxqn77nbbnw
IVALCi”); 
           pwnxs.println(“xFdHZADw5KAVZI7r6QatEkqLAoGBAI4L1TQGFkq5xQ/
nIIciW8setAAIyrcWdK/z”); 
           pwnxs.println(“5/ZPeELdq70KDJxoLf81NL/8uIc4PoNyTRJjtT3R4f8Az1TsZWeh2+ReCE
JxDWgG”); 
           pwnxs.println(“fbk2YhRqoQTtXPFsI4qvzBWct42WonWqyyb1bPBHk+JmXFscJu5yFQ+J
UVNsENpY”); 
           pwnxs.println(“+Gkz3HqTAoGANlgcCuA4wrC+3Cic9CFkqiwO/Rn1vk8dvGuEQqFJ6f6L-
VfPfRTfa”); 
           pwnxs.println(“QU7TGVLk2CzY4dasrwxJ1f6FsT8DHTNGnxELPKRuLstGrFY/
PR7KeafeFZDf+fJ3”); 
           pwnxs.println(“mbX5nxrld3wi5titTnX+8s4IKv29HJguPvOK/
SI7cjzA+SqNfD7qEo8CFDIm1xRf”); 
           pwnxs.println(“8xAPsSKs6yZ6j1FNklfu”); 
           pwnxs.println(“-----END DSA PRIVATE KEY-----\” />”); 
            
            
           // introducimos el nombre de usuario 
            
           pwnxs.println(“<option key=\”User\” value=\”i2cat\” />”); 
           pwnxs.println(“</group>”); 
           pwnxs.println(“<group name=\”Services\” >”); 
           pwnxs.println(“<option key=\”Audio\” value=\”false\” />”); 
           pwnxs.println(“<option key=\”IPPPort\” value=\”631\” />”); 
           pwnxs.println(“<option key=\”IPPPrinting\” value=\”false\” />”); 
           pwnxs.println(“<option key=\”Shares\” value=\”false\” />”); 
           pwnxs.println(“</group>”); 
           pwnxs.println(“<group name=\”VNC Session\” >”); 
           pwnxs.println(“<option key=\”Display\” value=\”0\” />”); 
           pwnxs.println(“<option key=\”Remember\” value=\”false\” />”); 
           pwnxs.println(“<option key=\”Server\” value=\”\” />”); 
           pwnxs.println(“</group>”); 
            
           // tipo sesión y password 
            
           pwnxs.println(“<group name=\”Windows Session\” >”); 
           pwnxs.println(“<option key=\”Application\” value=\”\” />”); 
           pwnxs.println(“<option key=\”Authentication\” value=\”2\” />”); 
           pwnxs.println(“<option key=\”Color Depth\” value=\”8\” />”); 
           pwnxs.println(“<option key=\”Domain\” value=\”\” />”); 
           pwnxs.println(“<option key=\”Image Cache\” value=\”true\” />”); 
           pwnxs.println(“<option key=\”Password\” value=\”EMPTY_PASSWORD\” />”); 
           pwnxs.println(“<option key=\”Remember\” value=\”true\” />”); 
           pwnxs.println(“<option key=\”Run application\” value=\”false\” />”); 
           pwnxs.println(“<option key=\”Server\” value=\”\” />”); 
           pwnxs.println(“<option key=\”User\” value=\”\” />”); 
           pwnxs.println(“</group>”); 
           pwnxs.println(“<group name=\”share chosen\” >”); 
           pwnxs.println(“<option key=\”Share number\” value=\”0\” />”); 
           pwnxs.println(“</group>”); 
           pwnxs.println(“ </NXClientSettings>”); 
         
       }catch (Exception e) { 
           e.printStackTrace(); 
       } finally { 
          try { 
88 Dispositivos de bajo rendimiento sobre servidores de aplicación en nube privada
          // Nos aseguramos de que se cierra el fichero  
      
          if (null != FicheroNXS) 
             FicheroNXS.close(); 
          } catch (Exception e2) { 
             e2.printStackTrace(); 
          } 
       } 
      
      
             
  // Obtenemos un objeto Print Writer para enviar respuesta 
        
            res.setContentType(“text/html”); 
   PrintWriter pw1 = res.getWriter(); 
   pw1.println(“<HTML><HEAD><TITLE>Leyendo parámetros</TITLE></
HEAD>”); 
   pw1.println(“<BODY BGCOLOR=\”#CCBBAA\”>”); 
   pw1.println(“<H2>Datos de configuración</H2><P>”); 
   pw1.println(“<UL>\n”); 
   pw1.println(“Servidor NX “ + req.getParameter(“IPServidorNX”) + 
“<BR>”); 
   pw1.println(“Servidor App “  + req.getParameter(“IPServidorApp”) + 
“<BR>”); 
   pw1.println(“Opción elegida  “  + req.getParameter(“NumOpcion”) + 
“<BR>”); 
   pw1.println(“<A HREF=\”http://84.88.41.187/plugin/\” \”> Accede  </
A>”); 
   pw1.println(“</BODY></HTML>”); 
   pw1.close(); 
 
  
 } 
  
}  
