Enquête auprès des internautes : entre croire, dire et faire by Lancelot Miltgen, Caroline
Caroline Lancelot Miltgen 
Université d'Angers 
Laboratoire Granem 
(Groupement de recherche angevin en économie et management) 
ENQUÊTE AUPRÈS DES INTERNAUTES : 
ENTRE CROIRE, DIRE ET FAIRE 
De nos jours, il est difficile de passer inaperçu. 
Nous sommes en effet surveillés et fichés en de multiples 
occasions. Les individus peuvent aussi être amenés à 
fournir eux-mêmes des renseignements les concernant, 
dans le cadre de leurs relations personnelles aussi bien 
que professionnelles (par exemple, lors d'un entretien 
d'embauché), ou encore dans leurs rapports avec l'Etat, 
lors de démarches administratives. 
Mais la majorité des sollicitations dont nous faisons 
l'objet sont de nature commerciale puisqu'elles sont réa-
lisées par des entités ayant vocation à vendre des pro-
duits ou services. Du fait de la compétition qui règne sur 
un grand nombre de marchés, la majorité des acteurs 
doivent récolter régulièrement des informations (y com-
pris de nature personnelle) sur leurs prospects et clients, 
afin de leur faire des propositions commerciales pour les 
attirer ou les fidéliser. Depuis les années 1990, les tech-
nologies de l'information et de la communication ont 
rendu cette collecte plus efficace et plus rentable. Elles 
ont accéléré la vitesse avec laquelle les renseignements 
sont collectés, stockés et transmis, et augmenté le 
nombre d'informations pouvant être traitées. 
Cette collecte d'informations personnelles et l'uti-
lisation ultérieure qui en est faite (comme l'envoi de sol-
licitations commerciales et le transfert de fichiers à des 
tiers) se heurtent toutefois à certaines contraintes de 
coût (collecte, stockage, envoi...) et surtout de légalité, 
concernant notamment le respect de la vie privée. Un 
conflit majeur oppose de fait le droit du consommateur 
à protéger son intimité et le droit de l'entreprise à 
s'approprier les informations recueillies. 
Pour l'entreprise, l'enjeu est donc d'évaluer ce 
qu'elle peut demander aux consommateurs de manière 
à respecter à la fois la réglementation en vigueur et les 
préférences individuelles. Car les clients ne sont pas 
dupes. D'un dégoût résigné à un boycott radical, en pas-
sant par un bouche-à-oreilles négatif pouvant être rapi-
dement relayé par les médias, leurs réactions face à une 
collecte de données jugée trop pressante ou trop intru-
sive ne se font pas attendre, et font courir le risque de 
ternir l'image de la firme. D'autant que de tels compor-
tements sont exacerbés sur Internet, les craintes d'une 
utilisation excessive ou frauduleuse étant proportion-
nelles aux menaces d'intrusion dont le média est porteur. 
Dans certaines conditions, au contraire, les individus 
acceptent de fournir des informations personnelles, 
sans que la sollicitation soit perçue comme une invasion. 
C'est sur cette traçabilité volontaire ou consentie que 
porte notre étude. 
La collecte de données clients : un 
enjeu majeur pour les entreprises 
Si les firmes collectent de plus en plus d'informa-
tions sur leurs clients, elles doivent en même temps res-
pecter la réglementation en vigueur et éviter de créer des 
préjudices majeurs. C'est à cette condition qu'elles 
pourront utiliser ces données avec profit. La collecte 
de données représente donc un triple enjeu pour ces 
acteurs : stratégique, réglementaire, éthique. 
La connaissance (résultant de la détention d'infor-
mations) a remplacé l'énergie comme ressource pre-
mière de la société. La collecte et l'utilisation efficaces 
des données représentent donc aujourd'hui un défi 
pour le management, puisque c'est l'un des principaux 
moyens d'obtenir des avantages en termes de compéti-
tivité. L'information client est désormais une source de 
valeur. Comme l'écrit Pierre Tabatoni (2000), « dans la 
nouvelle économie fondée sur l'innovation technolo-
gique et le rôle central accordé aux consommateurs par 
le marché, les données personnelles représentent une 
ressource compétitive essentielle ». 
L'aspect réglementaire du respect de la vie privée 
est également incontournable. Le modèle de régulation 
adopté dans chaque pays aurait en effet une influence 
notable sur le niveau de préoccupation des citoyens. Or, 
malgré l'encadrement des pratiques - censé être assuré 
par la réglementation en Europe et l'autorégulation aux 
Etats-Unis - , la vie privée des citoyens et des consom-
mateurs est de plus en plus menacée. 
C'est enfin un enjeu éthique dans la mesure où res-
pecter la vie privée de ses clients/prospects est 
«moralement nécessaire» (Mason, 1986), notamment 
quand les données sont amenées à circuler sur Internet. 
Mais surtout, les consommateurs sont de plus en plus 
conscients des bénéfices que les entreprises retirent de 
l'utilisation de leurs données. Le refus d'une utilisation 
non autorisée résulte d'une connaissance accrue de la 
valeur des données divulguées autrefois sans contrepar-
tie. Face à cette prise de conscience croissante, les entre-
prises ont intérêt à mieux respecter la vie privée. La pro-
tection des données personnelles leur est même utile car 
elle leur permet de maintenir ou renforcer la confiance 
des consommateurs dans leur firme. Les individus ont 
besoin que cette confiance soit établie pour accepter 
d'échanger avec une entité commerciale, a fortiori 
lorsqu'il n'y a pas de contact direct avec un vendeur. 
Les internautes ayant pris conscience de la facilité 
avec laquelle les données peuvent être collectées à tra-
vers le réseau, ils sont de plus en plus nombreux à se dire 
concernés par ce phénomène d'invasion de la vie privée. 
Beaucoup ont d'ores et déjà pris des mesures pour se 
protéger, certains allant jusqu'à réduire leurs échanges 
d'informations et leurs achats en ligne. Au-delà de 
l'inquiétude d'une frange de plus en plus importante de 
la population, ces nouveaux comportements repré-
sentent une menace pour tout un pan de l'économie 
fondé sur l'exploitation des données personnelles. Ce 
constat invite à prendre davantage en considération les 
perceptions et réactions des consommateurs. 
Vers une compréhension élargie des 
comportements du consommateur 
Autant les aspects juridiques de la question ont été 
largement traités, autant il manque d'études permettant 
de comprendre les motivations et les appréhensions des 
principaux intéressés, à savoir les individus sollicités. 
Notre enquête s'est focalisée sur la façon dont les 
consommateurs français réagissent aux sollicitations 
explicites de données à caractère personnel sur le Web. 
Sur ce sujet, les interrogations des professionnels et les 
chantiers de recherche sont nombreux, mais force est de 
constater que les réponses sont encore limitées. Ainsi, 
nous ne savons toujours pas vraiment ce que les indivi-
dus considèrent eux-mêmes comme une information 
personnelle, ni dans quel cas ils estiment que la sollici-
tation constitue une intrusion dans leur vie privée. Que 
ce soit pour améliorer l'efficacité de la collecte ou celle 
de la protection, il est donc nécessaire d'avoir une 
meilleure compréhension des critères utilisés consciem-
ment ou inconsciemment par les consommateurs. 
À travers cinq études 1, qualitatives, descriptives ou 
expérimentales, nous avons cherché à cerner la manière 
dont le consommateur décide ou non de fournir les don-
nées personnelles qui lui sont demandées à l'occasion 
d'une navigation sur le Web. Nous détaillons et com-
mentons ci-après les conclusions issues de l'analyse des 
résultats de ces différentes enquêtes. 
Nos résultats montrent aussi que certains consom-
mateurs ont une faible connaissance des pratiques utili-
sées par les entreprises pour collecter et exploiter leurs 
données. Six pratiques se trouvent plus particulière-
ment mises en cause : la collecte de données sensibles, 
leur stockage non autorisé, les erreurs qui peuvent se 
produire dans les manipulations des données, l'accès non 
autorisé, l'envoi d'offres commerciales non sollicitées et 
l'utilisation des données par des tiers. 
Dans l'ensemble, les individus paraissent égale-
ment peu informés de leurs droits en matière de respect 
de la vie privée. Seuls quelques-uns ont ainsi pu citer la 
loi dite « Informatique et Libertés » et très peu ont su 
indiquer les droits que celle-ci leur confère. De plus, la 
majorité des consommateurs interrogés estiment que la 
collecte de données en ligne n'est dans l'ensemble pas 
assez réglementée. Ce sentiment n'est cependant pas 
partagé par tous, puisque certains font la différence 
entre l'existence de la loi et son application effective. 
Ces résultats laissent en tout cas apparaître des dif-
férences notables entre les droits que la réglementation 
française confère aux citoyens et la manière avec 
laquelle ces derniers les appréhendent. 
De la protection légale aux 
perceptions des consommateurs 
Il y a une différence notable entre la définition légale 
de certains termes et l'image que les individus s'en font. 
Les entretiens qualitatifs que nous avons réalisés montrent 
en effet que les internautes ont des perceptions de la vie 
privée plus larges que les définitions proposées par le 
législateur. Ainsi, pour le terme « donnée personnelle » 2 , 
au-delà de la distinction entre informations publique et 
privée, les consommateurs veulent surtout indiquer que 
des liens affectifs les unissent à ces données. 
Internet : 
un média différent des autres ? 
Les usagers considèrent souvent Internet comme 
un média différent des autres. Virtualité et interactivité 
modifient leurs perceptions vis-à-vis des collectes 
d'informations. D'après les entretiens réalisés, une 
majorité estime que les collectes de données en ligne 
sont de plus en plus nombreuses, certains usagers allant 
jusqu'à parler d'« agression ». Nombreux sont ceux qui 
ont le sentiment qu'Internet rend ces pratiques plus 
aisées pour les firmes et donc plus envahissantes pour 
eux. Us mettent l'accent sur trois effets pervers liés au 
phénomène : une collecte plus fréquente ; des questions 
plus personnelles ; une finalité peu explicite. Pour eux, 
l'inconvénient majeur d'Internet est son manque de 
transparence et de contrôle sur ce que deviennent les 
données recueillies. Ces agissements ont alors des 
conséquences sur leurs comportements, quelques-uns 
admettant se montrer de moins en moins coopératifs. 
Mais, d'autres soulignent au contraire la sensation de 
contrôle que leur offre Internet, estimant avoir plus de 
choix et de liberté d'action. 
Des intentions déclarées 
aux comportements réels 
Notre enquête descriptive menée sur 1 364 inter-
nautes 3 donne des résultats particulièrement intéres-
sants. Ainsi, face à un formulaire Internet, 33 % 
déclarent généralement donner leur véritable identité, 
14 % préfèrent mentir, les autres utilisant des pseudo-
nymes ou ne répondant pas à ce type de sollicitations. 
Le contexte dans lequel les données sont sollicitées 
s'avère particulièrement important. Les internautes 
acceptent de livrer beaucoup d'informations personnelles 
lorsqu'il s'agit d'acheter en ligne et, dans une moindre 
mesure, pour s'abonner à une newsletter ou pour parti-
ciper à un jeu concours. Le statut de l'interlocuteur ou 
du site est également crucial : un organisme public ou 
une entreprise familière de l'internaute obtiennent faci-
lement des renseignements personnels, une entreprise 
réputée ou une association ont moins de succès, et une 
entreprise inconnue suscite plus de méfiance et obtient 
moins de données personnelles. 
52 % des internautes interrogés considèrent que les 
risques sont élevés quand ils divulguent leurs données per-
sonnelles et 33 % les jugent très élevés. Dans l'ensemble, 
les internautes acceptent cependant de délivrer des rensei-
gnements personnels en échange d'avantages : valeur 
(prix, services), confort (gain de temps à la prochaine 
visite sur le site), récompense (cadeaux) et reconnaissance 
(bonne action). La marchandisation des données person-
nelles n'est pas systématiquement recherchée par les inter-
nautes français, à l'inverse de ce qui se passe aux USA. 
D'une manière générale, on observe un écart fla-
grant entre le discours, qui se veut catégorique, et la pra-
tique qui s'avère beaucoup plus souple. Ainsi, quand 
87 % des répondants déclarent demander aux entre-
prises de ne pas transférer leurs données personnelles à 
des tiers, ils sont beaucoup moins nombreux à agir de 
cette manière dans les faits. De même, si la quasi-totalité 
des répondants estime que les risques encourus sont éle-
vés, un tiers fournit sa véritable identité. Enfin, alors 
qu'ils sont plus de 90 % à vouloir être informés de l'uti-
lisation prévue des données collectées et du type de 
données contenues dans les fichiers, beaucoup four-
nissent régulièrement des informations très sensibles, y 
compris sur des sites peu soucieux d'une quelconque 
éthique dans ce domaine. 
Cet écart entre les croyances et les pratiques, entre 
le déclaratif et le réel, rend d'autant plus difficile 
l'appréhension du comportement de l'internaute. Ainsi, 
au-delà des convictions personnelles et de la valeur 
accordée par chacun au respect de sa vie privée, la ges-
tion de l'identité amène certains à opérer des arbitrages 
et à se décider au cas par cas, en fonction de la situation 
dans laquelle ils se trouvent. 
Finalement, quatre groupes d'internautes appa-
raissent : 
- l e s internautes «bienveil lants» ( 2 5 % ) qui four-
nissent volontiers des informations à condition qu'il y ait 
des garanties ; 
- ceux qui sont prêts à négocier (position de donnant-
donnant) (25 % ) ; 
- l e s désintéressés ( 2 6 % ) prêts à donner le strict 
nécessaire ; 
- l e s réticents (24 % ) , qui refusent catégoriquement de 
se dévoiler. 
Vers une collecte éthique 
D'un point de vue pratique, notre étude montre 
aux acteurs ayant développé ou souhaitant développer 
une activité sur Internet qu'il est nécessaire de prendre 
en compte les préoccupations des consommateurs 
concernant la protection de leur vie privée. Ils ne pourront 
en effet obtenir des informations nombreuses, exactes et 
complètes sur leurs clients que s'ils parviennent à bâtir 
avec ces derniers des relations saines et solides. Or, il est 
probable qu'à l'avenir les internautes seront de plus en 
plus exigeants et attentifs sur les conditions de cette col-
lecte. De plus, s'ils sont souvent disposés à fournir des 
données personnelles quand elles sont en rapport avec un 
filtrage et une plus-value d'information (par exemple pour 
participer à un forum ou entrer dans une communauté 
d'intérêts), et s'ils peuvent admettre que ces filtres 
puissent coïncider avec une offre commerciale contextua-
lisée, les internautes refusent en revanche que ces informa-
tions intègrent certains éléments de leur vie privée et 
impliquent la totalité de leur identité. D'où la nécessité 
pour ces acteurs d'établir une distinction entre identité, 
profil de l'individu et personnalisation de l'information. 
Sans cette distinction, on ne perçoit que l'écart 
entre croire, dire et faire, et non la logique qui dicte le 
comportement des usagers. S'ils acceptent de fournir 
des données sensibles, tout en redoutant les utilisations 
abusives qui peuvent en être faites, c'est parce qu'ils 
attendent des services personnalisés qui respectent leur 
intimité ou leur anonymat. 
Sur la législation, les perceptions des consomma-
teurs sont également hétéroclites, certains se plaignant 
d'un manque de réglementation, d'autres évoquant son 
manque d'efficacité. Dans l'ensemble, les internautes 
français se sentent peu protégés et adoptent d'eux-
mêmes des tactiques d'évitement technique (pseudo-
nymes, cryptage, logiciels anti-spam...) ou communi-
cationnel (non validation des données, mensonge, 
utilisation de l'identité d'autrui, etc.). 
C'est en tout cas en prenant en compte la complexité 
de ces comportements qu'on pourra élaborer des recom-
mandations afin de rendre la collecte de données plus 
performante, tant d'un point de vue économique que 
relationnel. 
N O T E S 
1. Etudes menées auprès de consommateurs français dans le cadre 
d'un travail doctoral (Lancelot Miltgen, 2006). Une étude quali-
tative a d'abord été réalisée afin d'identifier les freins et motiva-
tions à la fourniture de données personnelles dans un contexte 
commercial. Elle a été suivie d'une étude descriptive visant à 
identifier les similarités/dissimilarités dans les réactions des 
individus confrontés à une sollicitation de leurs données 
personnelles. Enfin, trois études expérimentales ont été menées 
auprès de publics variés (étudiants, panélistes et clients d'une 
entreprise partenaire) et dans des conditions différentes. Elles 
ont permis de valider un ensemble d'hypothèses relatives aux 
conditions à respecter pour qu'un individu accepte de fournir 
des renseignements personnels. 
2. Selon les termes de la loi Informatique et Libertés, est consi-
dérée comme donnée à caractère personnel « toute information 
relative à une personne physique identifiée ou identifiable par 
un numéro d'identification ou un élément qui lui est propre ». 
3. L'échantillon interrogé est quelque peu biaisé puisqu'il est en 
majorité masculin (78 %), technophile et gros consommateur 
d'Internet. 
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