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Escribe aquí tu dedicatoria 
Ejemplo: Dedicamos esta plantilla 
a los usuarios del sitio 














Dedicamos esta plantilla a los usuarios del sitio http://normasicontec.org por 
recomendarnos con colegas y amigos. 
 
 
Estas hojas (Portada, contraportada, agradecimientos, tablas de contenido) hacen parte de 
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En el desarrollo de este trabajo, se dará respuesta a un problema planteado del 
Diplomado de Profundización CCNA, el cual forma parte de las actividades 
evaluativas del mismo diplomado. Para esta actividad se cuenta con el siguiente 
escenario que consta de tres sucursales distribuidas en las ciudades de Bogotá, 
Medellín y Cali donde el estudiante será el administrador de la red, el cual deberá 
configurar e interconectar entre si cada uno de los dispositivos que forman parte del 
escenario. 
 







Durante el semestre del diplomado de profundización CCNA, se adquirieron 
conocimientos relacionados con diversos aspectos de Networking, los cuales se 
colocaron en práctica en el desarrollo de la actividad propuesta, donde se configuro 
cada uno de los dispositivos de red de una empresa para interconectarlos entre sí, 
acorde con los lineamientos establecidos para el direccionamiento IP, protocolos de 
enrutamiento y demás aspectos que forman parte de la topología de red. El 
desarrollo del escenario propuesto se hizo bajo el programa Packet Tracer, en el 
cual se llevó a cabo cada una de las tareas propuestas, con el objetivo de demostrar 































2. OBJETIVOS  
 
 
2.1 OBJETIVO GENERAL 
 
Desarrollar solución a los problemas de conectividad que poseen las empresas 
entre sus sucursales. 
 
 
2.2 OBJETIVOS ESPECÍFICOS 
 
• Realizar rutinas de diagnóstico. 
 
• Implementar conexión física de los equipos con referencia a la topología de 
red. 
 



























PLANTEAMIENTO DEL PROBLEMA 
 
1. Escenario 1 
 
Una empresa posee sucursales distribuidas en las ciudades de Bogotá y Medellín, 
en donde el estudiante será el administrador de la red, el cual deberá configurar e 
interconectar entre sí cada uno de los dispositivos que forman parte del escenario, 
acorde con los lineamientos establecidos para el direccionamiento IP, protocolos de 




Ilustración 1. Topología del escenario 1 
 
Este escenario plantea el uso de RIP como protocolo de enrutamiento, 
considerando que se tendrán rutas por defecto redistribuidas; asimismo, 
acondicionar el encapsulamiento PPP y su proceso de autenticación. 
 
Para los routers de Bogotá#2 y Medellín#2 que se encargan de suministrar el 
servicio DHCP para su propia red LAN y de cada ciudad a los routers 3. 
 
Se debe proceder a configurar el Protocolo Punto a Punto (PPP) en las conexiones 
hacia el ISP, con autenticación.  
Debe conceder la habilitación NAT de sobrecarga en los routers Bogotá#1 y 
Medellín#1. 




a. Configurar el enrutamiento en la red usando el protocolo RIP versión 2, declare 
la red principal, desactive la sumarización automática. 
b. Para los routers Bogotá#1 y Medellín se deberá agregar una configuración de 
enrutamiento, una ruta que por defecto deberá ir hacia el ISP, y al mismo 
tiempo redistribuirse dentro de las publicaciones de Protocolo de Información 
de Encaminamiento (RIP).  
c. Se deberá disponer de una ruta estática para el router ISP que vaya con 
dirección a cada red interna de Medellín y Bogotá para el caso se deberá 
sumarizar cada una de las sub redes a /22. 
 
1.2. Parte 2: Tabla de Enrutamiento. 
 
a. Se verifica en cada uno de los routers, la tabla de enrutamiento para la 
comprobación de redes y rutas. 
b. Se verifica el balanceo de carga que tienen cada uno de los routers. 
c. Observar en los routers Bogotá#1 y Medellín#1 cierta igualdad por su 
ubicación, por poseer 2 enlaces de conexión dirigido a otro router y por la ruta 
que manejan por defecto. 
d. Para los routers Medellín#2 y Bogotá#2 se presentan también redes 
directamente conectadas y recibidas por medio de RIP. 
e. Deben permitirse la visualización de rutas redundantes en las tablas de los 
routers para los casos de rutas por defecto.  
f. Solo se indica en el router ISP sus rutar estáticas agregadas a las conectadas 
directamente.  
 
1.3. Parte 3: Deshabilitar la propagación del protocolo RIP. 
 
a. Para evitar la propagación de las publicaciones por interfaces que no lo 
necesiten se tiene que deshabilitar la transferencia de protocolo RIP, en la 
tabla que se encuentra a continuación se indican las interfaces de cada router 












1.4. Parte 4: Verificación del protocolo RIP. 
 
a. Verificar y documentar las opciones de enrutamiento configuradas en los 
routers, como el passive interface para la conexión hacia el ISP, la versión 
de RIP y las interfaces que participan de la publicación entre otros datos. 
b. Procede a la verificación y documentación de la base de datos del Protocolo 
de Información de Encaminamiento (RIP) para cada router, donde de manera 
detallada se informa sobre todas las rutas dirigidas a cada red. 
 
1.5. Parte 5: Configurar encapsulamiento y autenticación PPP. 
 
a. Según la topología que el enlace Medellín#1 con ISP se configure con la 
autenticación PAT. 
b. Se debe configurar con autenticación CHAT el enlace Bogotá#1 con ISP. 
  
1.6. Parte 6: Configuración de PAT. 
 
a. En la topología, si se activa NAT en cada equipo de salida (Bogotá1 y 
Medellín1), los routers internos de una ciudad no podrán llegar hasta los 
ROUTER INTERFAZ 
Bogota1 SERIAL0/0/1; SERIAL0/1/0; SERIAL0/1/1 
Bogota2 SERIAL0/0/0; SERIAL0/0/1 
Bogota3 SERIAL0/0/0; SERIAL0/0/1; SERIAL0/1/0 
Medellín1 SERIAL0/0/0; SERIAL0/0/1; SERIAL0/1/1 
Medellín2 SERIAL0/0/0; SERIAL0/0/1 
Medellín3 SERIAL0/0/0; SERIAL0/0/1; SERIAL0/1/0 
ISP No lo requiere 
Tabla 1. Interfaces de cada router que no necesitan desactivación. 
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routers internos en el otro extremo, sólo existirá comunicación hasta los 
routers Bogotá1, ISP y Medellín1. 
b. Una vez que se haya verificado lo mencionado en el paso anterior, se 
procede a la configuración del NAT en el router Medellín#1. Se debe 
comprobar que las direcciones traducidas indiquen interfaces de entrada y 
salida. La dirección debe ser traducida automáticamente al realizar una 
prueba de ping, traducida a la dirección del interfaz serial 0/1/0 del router 
Medellín#1, cómo puerto diferente. 
c. Proceder a la configuración del NAT en el router Bogotá#1 Se debe 
comprobar que las direcciones traducidas indiquen interfaces de entrada y 
salida. La dirección debe ser traducida automáticamente al realizar una 
prueba de ping, traducida a la dirección del interfaz serial 0/1/0 del router 
Bogotá#1, cómo puerto diferente. 
 
1.7. Parte 7: Configuración del servicio DHCP. 
a. Configuración de la red Medellín#2 y Medellín#3 donde debe ser el servidor 
DHCP el router Medellín#2 para las dos redes Lan. 
b. Habilitación del paso de los mensajes broadcast a través, de la 
configuración del router Medellín#3 hacia la IP del router Medellín#2. 
c. Configuración de la red Bogotá#2 y Bogotá#3 donde debe ser el servidor 
DHCP el router Medellín#2 para las dos redes Lan. 
d. Habilitación del paso de los mensajes broadcast a través, de la 
configuración del router Bogotá#1 hacia la IP del router Bogotá#2. 
 
 
2. Escenario 2 
 
Una empresa posee sucursales distribuidas en las ciudades de Bogotá, Medellín y 
Cali en donde el estudiante será el administrador de la red, el cual deberá configurar 
e interconectar entre sí cada uno de los dispositivos que forman parte del escenario, 
acorde con los lineamientos establecidos para el direccionamiento IP, protocolos de 





Ilustración 2. Topología de escenario 2 
 
DESARROLLO DEL PROYECTO    
 
1. Escenario 1 
 
Para el desarrollo se realiza el diseño en Packet Tracer, se crea toda la topología y 
con los equipos listos para su configuración también se agregan módulos con los 




Ilustración 3.Topologia del escenario 1 en Packet Tracer. 
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Realizamos la conexión física de los equipos con base a la topología de red y se asignan 





Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#hostname ISP 
ISP(config)#no ip domain-lookup 
ISP(config)#service password-encryption 
ISP(config)#enable secret class 
ISP(config)#banner motd $ Acceso Restringido $ 
ISP(config)#line console 0 
ISP(config-line)#password cisco 
ISP(config-line)#login 










Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#hostname Medellin1 
Medellin1(config)#no ip domain-lookup 
Medellin1(config)#service password-encryption 
Medellin1(config)#enable secret class 
Medellin1(config)#banner motd $ Acceso Restringido $ 
Medellin1(config)#line console 0 
Medellin1(config-line)#password cisco 
Medellin1(config-line)#login 











Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#hostname Medellin2 
Medellin2(config)#no ip domain-lookup 
Medellin2(config)#service password-encryption 
Medellin2(config)#enable secret class 
Medellin2(config)#banner motd $ Acceso Restringido $ 
Medellin2(config)#line console 0 
Medellin2(config-line)#password cisco 
Medellin2(config-line)#login 










Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#hostname Medellin3 
Medellin3(config)#no ip domain-lookup 
Medellin3(config)#service password-encryption 
Medellin3(config)#enable secret class 
Medellin3(config)#banner motd $ Acceso Restringido $ 
Medellin3(config)#line console 0 
Medellin3(config-line)#password cisco 
Medellin3(config-line)#login 













Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#hostname Bogota1 
Bogota1(config)#no ip domain-lookup 
Bogota1(config)#service password-encryption 
Bogota1(config)#enable secret class 
Bogota1(config)#banner motd $ Acceso Restringido $ 
Bogota1(config)#line console 0 
Bogota1(config-line)#password cisco 
Bogota1(config-line)#login 










Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#hostname Bogota2 
Bogota2(config)#no ip domain-lookup 
Bogota2(config)#service password-encryption 
Bogota2(config)#enable secret class 
Bogota2(config)#banner motd $ Acceso Restringido $ 
Bogota2(config)#line console 0 
Bogota2(config-line)#password cisco 
Bogota2(config-line)#login 












Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#hostname Bogota3 
Bogota3(config)#no ip domain-lookup 
Bogota3(config)#service password-encryption 
Bogota3(config)#enable secret class 
Bogota3(config)#banner motd $ Acceso Restringido $ 
Bogota3(config)#line console 0 
Bogota3(config-line)#password cisco 
Bogota3(config-line)#login 






Ahora realizamos la conexión física según la topología de red.  
ISP 
ISP#config t 
Enter configuration commands, one per line. End with CNTL/Z. 
ISP(config)#interface s0/0/0 









Enter configuration commands, one per line. End with CNTL/Z. 
Medellin1(config)#interface s0/0/0 
Medellin1(config-if)#ip address 209.17.220.2 255.255.255.252 










Medellin1(config-if)#ip address 172.29.6.9 255.255.255.252 










Enter configuration commands, one per line. End with CNTL/Z. 
Medellin2(config)#interface s0/0/1 
Medellin2(config-if)#ip address 172.29.6.2 255.255.255.252 




Medellin2(config-if)#ip address 172.29.6.5 255.255.255.252 
Medellin2(config-if)#clock rate 4000000 
Medellin2(config-if)#no shutdown 
Medellin2(config-if)#interface g0/0 






Enter configuration commands, one per line. End with CNTL/Z. 
Medellin3(config)#interface s0/0/0 










Medellin3(config-if)#ip address 172.29.6.14 255.255.255.252 
Medellin3(config-if)#clock rate 4000000 
Medellin3(config-if)#no shutdown 
Medellin3(config-if)#interface g0/0 






Enter configuration commands, one per line. End with CNTL/Z. 
Bogota1(config)#interface s0/0/1 
Bogota1(config-if)#ip address 209.17.220.6 255.255.255.252 
Bogota1(config-if)#clock rate 4000000 
Bogota1(config-if)#no shutdown 
Bogota1(config-if)#exit 
Bogota1(config)#interface s0/1/0  














Enter configuration commands, one per line. End with CNTL/Z. 
Bogota2(config)#interface s0/0/0 
Bogota2(config-if)#ip address 172.29.3.10 255.255.255.252 






Bogota2(config-if)#ip address 172.29.3.13 255.255.255.252 
Bogota2(config-if)#clock rate 4000000 
Bogota2 (config-if)#no shutdown 
Bogota2 (config-if)#exit 
Bogota2 (config-if)#interface g0/0 






Enter configuration commands, one per line. End with CNTL/Z. 
Bogota3(config)#interface s0/1/0 
Bogota3(config-if)#ip address 172.29.3.2 255.255.255.252 
Bogota3(config-if)#clock rate 4000000 
Bogota3(config-if)#no shut down 
Bogota3(config-if)#exit 
Bogota3(config)#interface s0/1/1 
Bogota3(config-if)#ip address 172.29.3.6 255.255.255.252 














1.1. Parte 1: Configuración del enrutamiento 
 
a. Configurar el enrutamiento en la red usando el protocolo RIP versión 2, 






















































































Ilustración 4. Configuración de enrutamiento RIP versión 2 en Medellin1. 


































































































































Ilustración 8.Configuración de enrutamiento RIP versión 2 en Bogota2. 




b. Para los routers Bogotá#1 y Medellín se deberá agregar una configuración de 
enrutamiento, una ruta que por defecto deberá ir hacia el ISP, y al mismo tiempo 
redistribuirse dentro de las publicaciones de Protocolo de Información de 




Enter configuration commands, one per line. End with CNTL/Z. 





























































Enter configuration commands, one per line. End with CNTL/Z. 




























































Ilustración 12.Configuración de ruta por defecto hacia el ISP en Bogota2. 
Ilustración 13.Configuración de ruta por defecto hacia el ISP en Bogota3. 
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c. Se deberá disponer de una ruta estática para el router ISP que vaya con dirección 
a cada red interna de Medellín y Bogotá para el caso se deberá sumarizar cada 
una de las subredes a /22. 
 
ISP#config t 
Enter configuration commands, one per line. End with CNTL/Z. 
ISP(config)#ip route 172.29.4.0 255.255.252.0 209.17.220.2 
ISP(config)#ip route 172.29.0.0 255.255.252.0 209.17.220.6 
ISP(config)#end 
 
1.2. Parte 2: Tabla de Enrutamiento. 
 
a. Se verifica en cada uno de los routers, la tabla de enrutamiento para la 







































































                                      Ilustración 16. Tabla de enrutamiento Medellin3. 













































Ilustración 16.Tabla de enrutamiento Medellin3. 
Ilustración 17.Tabla de enrutamiento Bogota1. 













































Ilustración 19.Tabla de enrutamiento Bogota3. 
Ilustración 20.Tabla de enrutamiento ISP. 
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Ilustración 21.Verificación de balanceo en Medellin1. 
Ilustración 22.Verificación de balanceo en Medellin2. 




































c. Observar en los routers Bogotá#1 y Medellín#1 cierta igualdad por su ubicación, 
por poseer 2 enlaces de conexión dirigido a otro router y por la ruta que manejan 
por defecto. 
d. Para los routers Medellín#2 y Bogotá#2 se presentan también redes 
 
Se puede identificar en la topología la cierta similitud que pueden existir en los 
routers y así mismo será en el código como lo hemos apreciado anteriormente 
en la tabla de enrutamiento.  
Ilustración 24.Verificación de balanceo en Bogota1. 

















e. Deben permitirse la visualización de rutas redundantes en las tablas de los 



























Ilustración 26. Igualdad del router Medellin1 y router Bogota1. 
Ilustración 27. Rutas redundantes en Medellin1. 













































Ilustración 29. Rutas redundantes en Medellin3. 
Ilustración 30. Rutas redundantes en Bogotá 1. 













































Ilustración 32.Rutas redundantes en Bogota3. 
Ilustración 33. Rutas estáticas en ISP. 
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1.3. Parte 3: Deshabilitar la propagación del protocolo RIP. 
 
a. Para evitar la propagación de las publicaciones por interfaces que no lo 
necesiten se tiene que deshabilitar la transferencia de protocolo RIP, en la 
tabla que se encuentra a continuación se indican las interfaces de cada router 




Bogota1 SERIAL0/0/1; SERIAL0/1/0; SERIAL0/1/1 
Bogota2 SERIAL0/0/0; SERIAL0/0/1 
Bogota3 SERIAL0/0/0; SERIAL0/0/1; SERIAL0/1/0 
Medellín1 SERIAL0/0/0; SERIAL0/0/1; SERIAL0/1/1 
Medellín2 SERIAL0/0/0; SERIAL0/0/1 
Medellín3 SERIAL0/0/0; SERIAL0/0/1; SERIAL0/1/0 
ISP No lo requiere 


























































1.4. Parte 4: Verificación del protocolo RIP. 
 
a. Verificar y documentar las opciones de enrutamiento configuradas en los 
routers, como el passive interface para la conexión hacia el ISP, la versión de 
RIP y las interfaces que participan de la publicación entre otros datos. 
 

















































































Ilustración 35.Opciones de enrutamiento en Medellin2. 
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Ilustración 36.Opciones de enrutamiento en Medellin3. 
47 
 










































Ilustración 37.Opciones de enrutamiento en Bogota1. 
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Ilustración 38.Opciones de enrutamiento en Bogota2. 
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Ilustración 39.Opciones de enrutamiento en Bogota3. 
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Ilustración 40.Opciones de enrutamiento en ISP. 
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1.5. Parte 5: Configurar encapsulamiento y autenticación PPP. 
 
Se requiere,  
a. Según la topología que el enlace Medellín#1 con ISP se configure con la 
autenticación PAT. 
 
ISP autenticación PAP 
ISP#config t 
Enter configuration commands, one per line. End with CNTL/Z. 
ISP(config)#username Medellin1 
ISP(config)#username Medellin1 password M1 
ISP(config)#int s0/0/0 
ISP(config-if)#encapsulation ppp 
ISP(config-if)#ppp authentication pap 
ISP(config-if)#ppp pap sent-username ISP password PSI 
 
Medellin1 autenticación PAP 
Medellin1#config t 
Enter configuration commands, one per line. End with CNTL/Z. 
Medellin1(config)#username ISP password ISP 
Medellin1(config)#int s0/0/0 
Medellin1(config-if)#encapsulation ppp 
Medellin1(config-if)#ppp authentication pap 
Medellin1(config-if)#ppp pap sent-username Medellin1 password M1 
Medellin1(config-if)#end 
Medellin1#ping 209.17.220.1 
Type escape sequence to abort. 
Sending 5, 100-byte ICMP Echos to 209.17.220.1, timeout is 2 seconds: 
!!!!! 
Success rate is 100 percent (5/5), round-trip min/avg/max = 3/5/10 ms 
 
b. Se debe configurar con autenticación CHAT el enlace Bogotá#1 con ISP. 
 
ISP autenticación CHAP 
ISP#config t 
Enter configuration commands, one per line. End with CNTL/Z. 
ISP(config)#username BOGOTA1 password B1 
ISP(config)#int s0/0/1 
ISP(config-if)#encapsulation ppp 
ISP(config-if)#ppp authentication chap 





Enter configuration commands, one per line. End with CNTL/Z. 
Bogota1(config)#username ISP password PSI 
Bogota1(config)#int s0/0/1 
Bogota1(config-if)#encapsulation ppp 
Bogota1(config-if)#ppp authentication chap 
 
 
1.6. Parte 6: Configuración de PAT. 
 
a. En la topología, si se activa NAT en cada equipo de salida (Bogotá1 y 
Medellín1), los routers internos de una ciudad no podrán llegar hasta los 
routers internos en el otro extremo, sólo existirá comunicación hasta los 
routers Bogotá1, ISP y Medellín1. 
b. Una vez que se haya verificado lo mencionado en el paso anterior, se 
procede a la configuración del NAT en el router Medellín#1. Se debe 
comprobar que las direcciones traducidas indiquen interfaces de entrada y 
salida. La dirección debe ser traducida automáticamente al realizar una 
prueba de ping, traducida a la dirección del interfaz serial 0/1/0 del router 
Medellín#1, cómo puerto diferente. 
c. Proceder a la configuración del NAT en el router Bogotá#1 Se debe 
comprobar que las direcciones traducidas indiquen interfaces de entrada y 
salida. La dirección debe ser traducida automáticamente al realizar una 
prueba de ping, traducida a la dirección del interfaz serial 0/1/0 del router 





Enter configuration commands, one per line. End with CNTL/Z. 
Medellin1(config)#ip nat inside source list 1 interface s0/0/0 overload 
Medellin1(config)#access-list 1 permit 172.29.4.0 0.0.3.255 
Medellin1(config)#interface s0/0/0 
Medellin1(config-if)#ip nat outside 
Medellin1(config-if)#exit 
Medellin1(config)#interface s0/0/1 





Medellin1(config-if)#ip nat inside 
Medellin1(config-if)#exit 
Medellin1(config)#interface s0/1/1 




1.7. Parte 7: Configuración del servicio DHCP. 
a. Configuración de la red Medellín#2 y Medellín#3 donde debe ser el servidor 
DHCP el router Medellín#2 para las dos redes Lan. 
b. Habilitación del paso de los mensajes broadcast a través, de la 
configuración del router Medellín#3 hacia la IP del router Medellín#2. 
c. Configuración de la red Bogotá#2 y Bogotá#3 donde debe ser el servidor 
DHCP el router Medellín#2 para las dos redes Lan. 
d. Habilitación del paso de los mensajes broadcast a través, de la 




Enter configuration commands, one per line. End with CNTL/Z. 
Medellin2(config)#ip dhcp excluded-address 172.29.4.1 172.29.4.5 
Medellin2(config)#ip dhcp excluded-address 172.29.4.129 172.29.4.133 
Medellin2(config)#ip dhcp pool Medallo2 
Medellin2(dhcp-config)#network 172.29.4.0 255.255.255.128 
Medellin2(dhcp-config)#default-router 172.29.4.1 





Enter configuration commands, one per line. End with CNTL/Z. 
Medellin3(config)#ip dhcp pool Medallo3 
Medellin3(dhcp-config)#network 172.29.4.128 255.255.255.128 
Medellin3(dhcp-config)#default-router 172.29.4.129 























Medellin3(config-if)#ip helper-address 172.29.6.5 
Medellin3(config-if)#exit 
 




















Ilustración 41. Configuración de DHCP en PC-A. 





Enter configuration commands, one per line. End with CNTL/Z. 
Bogota2(config)#ip dhcp excluded-address 172.29.1.1 172.29.1.5 
Bogota2(config)#ip dhcp excluded-address 172.29.0.1 172.29.0.5 
Bogota2(config)#ip dhcp pool Bogota2 
Bogota2(dhcp-config)#network 172.29.1.0 255.255.255.0 
Bogota2(dhcp-config)#default-router 172.29.1.1 
Bogota2(dhcp-config)#dns-server 4.4.4.4 
Bogota2(dhcp-config)#ip dhcp pool Bogota3 







Enter configuration commands, one per line. End with CNTL/Z. 
Bogota3(config)#interface g0/0 
Bogota3(config-if)#ip helper-address 172.29.3.13 
Bogota3(config-if)#exit 
 


















 Ilustración 43.Configuración de DHCP en PC-C. 
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Como podemos observar hago ping de extremo a extremo en la topología para verificar que 








2. Escenario 2 
 
 
Ilustración 44.Configuración de DHCP en PC-D. 
Ilustración 45. Verificación haciendo Ping de extremo a extremo. 
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En esta primera parte configuramos cada router con su configuración básica y su 
protocolo de enrutamiento EIGRP y la Configuración de las listas de Control de 
Acces. 
Configuración Básica. 
 Realimentamos la siguiente tabla con la configuración básica de los 
routers, teniendo en cuenta las subredes diseñadas. 
 Ajustamos el enrutamiento. 
 Se le da asignación un nombre a todos los router por medio del comando 
hostname. 






 Observamos la tabla de enrutamiento router de la ciudad de Medellín por 
medio del comando ip route. 
 Observamos la tabla de switching router de la ciudad de Cali por 
medio del comando ip route. 
 Observamos la tabla de Switching router de la ciudad de Bogotá por 
medio del comando ip route. 
Ilustración 47. Comando ip route. 




 Verificamos el balanceo de capacidad del router Medellín. 
 Verificamos el balanceo de capacidad del router Bogotá. 
 
Ilustración 49.Comando ip route. 




 Verificamos el balanceo de capacidad del router Cali. 
 
Ilustración 51.Verificación de balanceo. 
Ilustración 52. Verificación de balanceo. 
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 Realizamos ping para testear la conexión. 
 
 
Ilustración 53. Ping para testear la conexión. 
 Para ofrecer más seguridad ajustamos cada router para que cuente 





Ilustración 54.Configuración de seguridad. 
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Ilustración 56. Verificación de la red. 
 
 Configuración de las planillas de Control de Acceso. 
 


















        





Al final de este evento, Desarrollo los escenarios al que nos enfrentamos, se 
establece una conexión, se usa comandos para configurar y se aprender los tipos 
de conexión. Finalmente logramos aprender y expandir nuestro conocimiento en 
CCNA y todo lo relacionado al equipo, como es su configurado y su conexión para 
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