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 要  旨 
Wyner により提案された盗聴通信路(wiretap channel)における符号化問題は，盗聴者が存在す
る通信路において，送信者から正規受信者へのメッセージを盗聴者から秘匿して送ることを目的
とする．Csiszár と Köner は，盗聴者への通信路が劣化するとは限らない一般の盗聴通信路を含
む，正規受信者と盗聴者の両者に共通メッセージを送り，正規受信者には個別メッセージと秘匿
メッセージを送る通信路である秘匿メッセージを有する放送型通信路(broadcast channel with 
confidential messages, BCC)の秘密保持容量を求めた．Liu らは，1 人の送信者が 2 人の受信者
に対しそれぞれ独立した秘匿メッセージのみを送る通信路である秘匿メッセージを有する放送型
通信路(broadcast channel with confidential messages, BC-CM)を提案した．Xu らは，BCC 及
び BC-CM を拡張し，1 人の送信者が 2 人の受信者に対し，共通メッセージとそれぞれ独立した
個別と秘匿メッセージを送る通信路である 2 つの秘匿メッセージを有する放送型通信路








と期待されている．以前，Şaşoğlu と Vardy により，劣化型対称盗聴通信路において強安全性を，
Wei と Ulukus により，BC-CM において弱安全性を，Glucu と Barg によって，BCC において
強安全性を達成するポーラ符号の構成が提案されている． 
本研究では，BC-2CM における強安全性を達成するポーラ符号の構成を得ることを目的とする．
共通メッセージの送信は，Glucu と Barg の構成の共通メッセージの考えを利用する．秘匿メッ
セージの送信は，Şaşoğlu と Vardy の構成の強安全性のためにポーラ符号の各ビット位置を受信
者と盗聴者の復号の可否により厳密に区分する方法を，Wei と Ulukus の構成のサブブロックの
連鎖構造を用いて弱安全性を達成する構成に適用する．個別メッセージの送信は，前述の秘匿メ
ッセージを送信する構成に新たに個別メッセージの送信を組み込む．以上の構成で，目的を達成
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with confidential messages, BCC )の秘密保持容量を求めた．Liuら [9]は，1人の送信者
が 2人の受信者に対しそれぞれ独立した秘匿メッセージのみを送る通信路である秘匿メッ
セージを有する放送型通信路 (broadcast channel with confidential messages, BC-CM )を
提案した．Csisza´rとKo¨nerのモデル [3]と Liuらのモデル [9]は同一の名称であるが，異
なる通信路である．以下，Csisza´rと Ko¨nerのモデル [3]を BCC，Liuらのモデル [9]を
BC-CMと称する．Xuら [14]は，BCC及びBC-CMを拡張し，1人の送信者が 2人の受
信者に対し，共通メッセージとそれぞれ独立した個別メッセージと秘匿メッセージを送
る通信路である 2つの秘匿メッセージを有する放送型通信路 (broadcast channel with two






























































得ることができるかは問わない．k ∈ {1, 2}で 2人の受信者を区別し，共通メッセージ
M0 ∈ M0 := {1, · · · , 2NR0}，個別メッセージM1p ∈ M1p := {1, · · · , 2NR1p}と秘匿メッ
セージM1s ∈M1s := {1, · · · , 2NR1s}を送るものとする．送信者はメッセージM0,M1p,M1s




信者 1がメッセージの復号を誤る確率をP (N)e,1 = Pr(Mˆ0 ̸=M0 ∨ Mˆ1p ̸=M1p ∨ Mˆ1s ̸=M1s)
1XN の表記によりN 個の確率変数の組 (X1, X2, · · · , XN )を表す．
4
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とおき，受信者 2がメッセージの復号を誤る確率を P (N)e,2 = Pr(Mˆ0 ̸= M0)とおく．秘匿
メッセージM1sの受信者 2への情報漏洩量は相互情報量 I(M1s;Y N2 )で測られる．






logM∗ ≥ R∗, P (N)e,k → 0, I(M1s;Y N2 )→ 0, (∗ = 0, 1s, 1p, k = 1, 2) (2.1)
を満たす符号が存在するときに強安全性基準のもとで達成可能という．これをを単に強
安全性を達成するということがある．強安全性が達成可能な符号化レート (R0, R1, R1s)
の集合を秘密保持領域という．
BCCの秘密保持領域は，次のように与えられる．
命題 1 (BCCの秘密保持領域 [3, Theorem 1]). BCCの符号化レート (R0, R1, R1s)の秘
密保持領域は，U, V をマルコフ連鎖U − V −X − Y1, Y2を満たす補助確率変数 (channel
prefixing)としたとき，
0 ≤R1s ≤ R1, (2.2)
R1s ≤I(V ;Y1|U)− I(V ;Y2|U), (2.3)
R1 +R0 ≤I(V ;Y1|U) + min{I(U ;Y1), I(U ;Y2)}, (2.4)




















図 2.2: Liuらのモデルによる秘匿メッセージを有する放送型通信路 (BC-CM)
Liuらのモデルによる秘匿メッセージを有する放送型通信路 (BC-CM)[9]は，1人の送信
者が 2人の受信者に対しそれぞれ独立した秘匿メッセージを送る通信路である (図 2.2参
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照)．BC-CMでは，2人の受信者へのメッセージをそれぞれ他の受信者から秘匿して送る
ことを目的とする．k ∈ {1, 2}で 2人の受信者を区別し，送信者が受信者へそれぞれ独立
した秘匿メッセージMks ∈Mks := {1, · · · , 2NRks}を送る．送信者はメッセージM1s,M2s
をXN に符号化して送り，受信者 kは Y Nk を得る．放送型通信路W : X → Y1 × Y2を
有限な入出力アルファベットX ,Y1,Y2を持つ定常無記憶通信路とする．また，秘匿メッ
セージMksが一様に分布するものと仮定する．Mˆksを受信者 kによるMksの推定値とし
て，受信者 kがMksの復号を誤る確率を P (N)e,k = Pr(Mˆks ̸= Mks)とおく．秘匿メッセー
ジM1sの受信者 2への情報漏洩量は相互情報量 I(M1s;Y N2 )，秘匿メッセージM2sの受信
者 1への情報漏洩量は相互情報量 I(M2s;Y N1 )で測られる．













命題 2 (BC-CMの達成可能領域 [9, Theorem 4]). BC-CMの符号化レート (R1s, R2s)の
達成可能領域は，V1, V2をマルコフ連鎖 U − V1, V2 − X − Y1, Y2を満たす補助確率変数
(channel prefixing)とし，U をマルコフ連鎖U − Vk −Xを満たす送信者と受信者で共有
する任意の補助確率変数としたとき，
0 ≤ R1s ≤ [I(V1;Y1|U)− I(V1;V2|U)− I(V1;Y2|V2, U)]+ , (2.7)
0 ≤ R2s ≤ [I(V2;Y2|U)− I(V2;V1|U)− I(V2;Y1|V1, U)]+ (2.8)
となる．
































きるかは問わず，秘匿メッセージは他の受信者から秘匿することを目的とする．k ∈ {1, 2}
で 2人の受信者を区別し，送信者が受信者へ共通メッセージM0 ∈M0 := {1, · · · , 2NR0}
とそれぞれ独立した個別メッセージMkp ∈ Mkp := {1, · · · , 2NRkp}と秘匿メッセージ
Mks ∈ Mks := {1, · · · , 2NRks}を送る．送信者はメッセージM0,M1p,M1s,M2p,M2s を
XN に符号化して送り，受信者 kは Y Nk を得る．放送型通信路W : X → Y1 × Y2を有限
な入出力アルファベットX ,Y1,Y2を持つ定常無記憶通信路とする．個別メッセージと秘
匿メッセージをあわせたレートをRk = Rkp + Rksとおく．あるメッセージをM∗と表記
する．メッセージM∗は一様に分布するものと仮定する．Mˆ∗をM∗の推定値として，受
信者 kがメッセージの復号を誤る確率をP (N)e,k = Pr(Mˆ0 ̸=M0∨ Mˆkp ̸=Mkp∨ Mˆks ̸=Mks)
とおく．秘匿メッセージM1sの受信者 2への情報漏洩量は相互情報量 I(M1s;Y N2 )，秘匿
メッセージM2sの受信者 1への情報漏洩量は相互情報量 I(M2s;Y N1 )で測られる．






logM∗ ≥ R∗, P (N)e,ks → 0, (k = 1, 2),
I(M1s;Y
N
2 )→ 0, I(M2s;Y N1 )→ 0 (2.9)
を満たす符号が存在するときに強安全性基準のもとで達成可能という．これをを単に強安全
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命題 3 (BC-2CMの達成可能領域 [14, Theorem 1]). BC-2CMの符号化レート (R0, R1, R2, R1s, R2s)




R0 ≤min{I(U ;Y1), I(U ;Y2)}, (2.12)
R0 +R1 ≤I(V1;Y1|U) + min{I(U ;Y1), I(U ;Y2)}, (2.13)
R0 +R2 ≤I(V2;Y2|U) + min{I(U ;Y1), I(U ;Y2)}, (2.14)
R0 +R1 +R2 ≤I(V1;Y1|U) + I(V2;Y2|U)
− I(V1;V2|U) + min{I(U ;Y1), I(U ;Y2)}, (2.15)
R1s ≤ [I(V1;Y1|U)− I(V1;Y2V2|U)]+ , (2.16)
R2s ≤ [I(V2;Y2|U)− I(V2;Y1V1|U)]+ (2.17)
となる．
この命題 3について，R2 = 0としたときはBCCの秘密保持領域である命題 1に，R1 =
R1s, R2 = R2sとしたときはBC-CMの達成可能領域である命題 2に一致する．
2.4 対称通信路におけるポーラ符号
Arıkan [1]により提案された，ポーラ符号について説明する．符号長 N = 2n, n =













2 (n ≥ 2)
G2 (n = 1)
と定義する [1]．GN はGN = GN−1を満たす．2元入力対称無記憶通信路W : {0, 1} → Y
の入力をX，出力をY とする．一様分布に従う 2元確率変数UN ∈ {0, 1}Nを用いて，通信
路をN次拡大した通信路WN に対する入力をXN = UNGN，その出力を Y N とする．こ
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のとき通信路WNは，入力Ui，出力 (Y N , U i−1)とする通信路Wi, i ∈ [N ] := {1, · · · , N}
に変換される．ここでU i−1 = (U1, U2, · · · , Ui−1)と表す表記法を用いる．通信路Wiにお
ける入出力間の相互情報量を I(Ui;Y N , U i−1)で表す．|A|により集合Aの要素数を表す
ものとすると，任意の 0 < ϵ < 1に対して，
lim
N→∞





|{i ∈ [N ] : I(Ui;Y NU i−1) ∈ [0, ϵ)}|
N
= 1− I(X;Y ) (2.19)
となり，N →∞において，1に漸近する I(Ui;Y N , U i−1)と，0に漸近する I(Ui;Y N , U i−1)







確率変数とする．確率変数の組 (S, V )による同時確率分布をPSV として，Bhattacharyya
パラメータを次のように定義する．





PS|V (0|v)PS|V (1|v). (2.20)
2元入力の無記憶通信路において，入力XN に対して UN = XNGN−1 = XNGN とし，
その出力を Y N とする．δN = 2−Nβ , β ∈ (0, 12)とおき，インデックス集合 [N ]について，
[10, Section III]で導入された次のインデックス集合を考える．
HX = {i ∈ [N ] : Z(Ui|U i−1) ≥ 1− δN},
LX = {i ∈ [N ] : Z(Ui|U i−1) ≤ δN},
HX|Y = {i ∈ [N ] : Z(Ui|U i−1Y N) ≥ 1− δN},
LX|Y = {i ∈ [N ] : Z(Ui|U i−1Y N) ≤ δN}. (2.21)
このBhattacharyyaパラメータについて，Z(Ui|U i−1) ≥ 1− δN のときに Uiは U i−1から
は確率 1 − δN 以上で復号不可能であり，Z(Ui|U i−1) ≤ δN のときに Uiは U i−1から確率
1− δN 以上で復号可能であることが示される．また，上記の位置集合に対し，
HX|Y ⊆ HX , (2.22)
LX ⊆ LX|Y (2.23)





















|LX|Y | = 1−H(X|Y ) (2.24)
が成立する．ここでH(A)はAのエントロピーを，H(A|B)はBを条件とするAの条件
付エントロピーを表す．式 (2.21)を用いて，インデックス集合 [N ]を次の 3つの集合に分
割する．
J = HX ∩ LX|Y ,
Fr = HX ∩ LcX|Y ,
Fd = HcX . (2.25)
ここでAcは集合Aの補集合を表す．J を情報ビット集合，FrとFdを凍結ビット集合と
呼ぶ．対称通信路の場合，Fdは空集合となる．受信者が Y N を観測したとき，インデッ
クス iの小さいUiから，Y N とU i−1を用いて復号すると考える．このとき，J に含まれ
るUiは，受信者にとって復号可能であるので，メッセージとして利用できる．また，Fr
に含まれるUiは，受信者にとって復号不可能となるので，ランダムビットとして送受信
者間で共有する．Fdに含まれる Uiは，U i−1 = ui−1から次式を用いてインデックス iの
小さい順に決定する．
ui = arg max
u∈{0,1}
PUi|U i−1(u|ui−1). (2.26)





|J | = I(X;Y ). (2.27)


























図3.1のような仮想符号器を考える．仮想符号器E0によりM0からUN = (U1, U2, · · · , UN)
を生成し，仮想符号器Ekにおいて UN とMkp,Mksから V Nk = (Vk,1, Vk,2, · · · , Vk,N)を生
成する．V1,i, V2,iのもとで仮想符号器ExではPX|V1V2により確率的に入力Xiを生成する．
UN と V Nk をポーラ符号により構成し，V Nk に対し TNk = V Nk GN−1 = V Nk GN とし，UN に
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3.1.1 共通メッセージの送信
共通メッセージを符号化する仮想符号器E0を考える．δN = 2−Nβ , β ∈ (0, 12)とし，N
個の確率変数の組QN , Y N1 , Y N2 を用いて，次のインデックス集合を定義する．
HU = {i ∈ [N ] : Z(Qi|Qi−1) ≥ 1− δN},
LU |Y1 = {i ∈ [N ] : Z(Qi|Qi−1Y N1 ) ≤ δN},
















|LU |Y2| = 1−H(U |Y2) (3.2)
が成立する．式 (3.1)を用いて，インデックス集合 [N ]を次の 4つの集合に分割する．
A = HU ∩ LU |Y1 ∩ LU |Y2 ,
B = HU ∩ LU |Y1 ∩ LcU |Y2 ,
C = HU ∩ LcU |Y1 ∩ LU |Y2 ,
F = HcU ∪
(LcU |Y1 ∩ LcU |Y2) . (3.3)




Fr = HU ∩ LcU |Y1 ∩ LcU |Y2 ,
Fd = HcU . (3.4)
A B C Fr
Qi−1, Y N1 復号可能 復号可能 復号可能ではない 復号可能ではない












|A ∪ C| = I(U ;Y2) (3.5)
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となる．よって，I(U ;Y1) ≤ I(U ;Y2)であるとき，|B| ≤ |C|であり，Cを |C ′| = |B|を満

























図 3.2: QN に対するポーラ符号の構成
提案する構成法では，m個のサブブロックを連鎖させてポーラ符号を構成する．サブ
ブロックは長さN のポーラ符号を用いる．j番目のサブブロックにおいて，Aj は i ∈ A
となるQiの集合を表す．Bj から Fj も同様に定義する．図 3.2のように，1 ≤ j < mに
対し，j番目のサブブロックにおけるBjを j + 1番目のサブブロックにおけるC ′j+1にコ
ピーし，連鎖構造を作る．共通メッセージをAmとBm−1に分割して割り当て1，m個の
サブブロック上でm|A|+ (m− 1)|B|ビットの共通メッセージを送る．DmとC ′1, Bmは，
一様なランダムビット (凍結ビット)を qiとして受信者 1,2で共有する．Fmについては，
式 (3.4)の 2つの集合に分け，i ∈ Frでは一様なランダムビット (凍結ビット)を qiとして
受信者 1,2で共有し，i ∈ Fdでは次式を用いて qiの値を決定する．






できる．δN = 2−Nβ , β ∈ (0, 12)とし，N 個の確率変数の組 TN1 = (T1,1, T1,2, · · · , T1,N)と
1Am の表記により (A1, A2, · · · , Am)を表す．







HV1|U = {i ∈ [N ] : Z(T1,i|T i−11 UN) ≥ 1− δN},
LV1|Y1U = {i ∈ [N ] : Z(T1,i|T i−11 Y N1 UN) ≤ δN},
HV1|V2U = {i ∈ [N ] : Z(T1,i|T i−11 TN2 UN) ≥ 1− δN},
HV1|V2Y2U = {i ∈ [N ] : Z(T1,i|T i−11 TN2 Y N2 UN) ≥ 1− δN}. (3.7)
また，上記の位置集合に対し，





















|HV1|V2Y2U | = H(V1|V2Y2U) (3.9)
が成立する．式 (3.7)を用いて，インデックス集合 [N ]を次の 6つの集合に分割する．
A = HV1|U ∩ LV1|Y1U ∩HcV1|V2U ∩HcV1|V2Y2U
= HV1|U ∩ LV1|Y1U ∩HcV1|V2U ,
B = HV1|U ∩ LV1|Y1U ∩HV1|V2U ∩HcV1|V2Y2U ,
C = HV1|U ∩ LV1|Y1U ∩HV1|V2U ∩HV1|V2Y2U
= HV1|U ∩ LV1|Y1U ∩HV1|V2Y2U ,
D = HV1|U ∩ LcV1|Y1U ∩HcV1|V2U ∩HcV1|V2Y2U
= HV1|U ∩ LcV1|Y1U ∩HcV1|V2U ,
E = HV1|U ∩ LcV1|Y1U ∩HV1|V2U ∩HcV1|V2Y2U ,
F = HcV1|U ∪
(LcV1|Y1U ∩HV1|V2U ∩HV1|V2Y2U)
= HcV1|U ∪
(LcV1|Y1U ∩HV1|V2Y2U) . (3.10)
文献 [12]では，HcV1|V2U の部分に LV1|V2U = {i ∈ [N ] : Z(T1,i|T i−11 , TN2 , UN) ≤ δN}が，
HcV1|V2Y2U の部分に LV1|V2Y2U = {i ∈ [N ] : Z(T1,i|T i−11 , TN2 Y N2 UN) ≤ δN}が用いられてい
る．本稿では，秘匿メッセージの秘匿性を強めるために，S¸as¸og˘luとVardy [11]による盗
聴通信路に対するポーラ符号の構成を参考に，HV1|V2U ,HV1|V2Y2U を用いる．受信者 1,2が
それぞれTN1 を復号しようとするとき，インデックス iの小さいT1,iから，受信者 1はY N1
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と T i−11 を用いて，受信者 2は Y N2 , TN2 と T i−11 を用いて復号すると想定する．このとき，
F を式 (3.11)の 2つの集合に分割して，各インデックス集合における U1,iの復号可能性
を見る．Fdは T i−11 から復号不可能ではないものとなり，その他は表 3.2に示す．
Fr = HV1|U ∩ LcV1|Y1U ∩HV1|V2Y2U ,
Fd = HcV1|U . (3.11)
A B C
T i−11 , Y
N
1 , U
N 復号可能 復号可能 復号可能
T i−11 , T
N
2 , U
N 復号不可能ではない 復号不可能 復号不可能





N 復号不可能ではない 復号不可能ではない 復号不可能
D E Fr
T i−11 , Y
N
1 , U
N 復号可能ではない 復号可能ではない 復号可能ではない
T i−11 , T
N
2 , U
N 復号不可能ではない 復号不可能 復号不可能





N 復号不可能ではない 復号不可能ではない 復号不可能
表 3.2: 各インデックス集合における T1,iの復号可能性
一般性を失うことなく，|C| > |D|+ |E|と仮定する (|C| ≤ |D|+ |E|のとき，
R1s ≤ [I(V1;Y1|U)− I(V1;Y2V2|U)]+ = 0
となる)．|C1| = |D|, |C2| = |E|, C1, C2 ⊂ C, C1 ∩ C2 = ∅ (空集合)となる C1, C2を定める．






   
    	 
 
     	 
 




図 3.3: TNk に対するポーラ符号の構成
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提案する構成法では，m個のサブブロックを連鎖させてポーラ符号を構成する．サブブ
ロックは，長さNのポーラ符号を用いる．j番目のサブブロックにおいて，Ajは i ∈ Aとな
るT1,iの集合を表す．BjからFjも同様に定義する．図 3.3のように，1 ≤ j < mに対し，j
番目のサブブロックにおけるC1,j, C2,jを j+1番目のサブブロックにおけるC1,j+1, C2,j+1に
コピーし，連鎖構造を作る．秘匿メッセージをSm−1に分割して割り当て，m個のサブブロッ
ク上で (m−1)|S|ビットの秘匿メッセージを送る．個別メッセージをAm, Bm, Cm−11 , Cm−12
に分割して割り当て，m個のサブブロック上でm(|A| + |B|) + (m − 1)(|C1| + |C1|)ビッ
トの個別メッセージを送る．D1, E1, Sm, C1,m, C2,mは，一様なランダムビット (凍結ビッ
ト)を t1,iとして受信者 1,2で共有する．Fmについては，式 (3.11)の 2つの集合に分け，
i ∈ Frでは一様なランダムビット (凍結ビット)を t1,iとして受信者 1,2で共有し，i ∈ Fd
では次式を用いて t1,iの値を決定する．









補題 1 ([2, Proposition 2]). 確率変数の組 (X,Y )に対して，次の不等式が成立する．
Z(X|Y )2 ≤ H(X|Y ). (3.13)





定理 1. 提案構成法のポーラ符号は，強安全性の基準のもとで，式 (2.10)–(2.17)で与え
られる達成可能領域内の任意のレート (R0, R1, R2, R1s, R2s)を達成する．
(証明). 各性能の評価を以下に示す．
3.2.1 符号化レート























R0(N,m) = I(U ;Y1) (3.17)





















· |A|+ |B|+ |C|
N
≤ R1(N,m) ≤ |A|+ |B|+ |C|
N
(3.21)
という関係が成り立つ．A ∪ B ∪ Cについて
A ∪ B ∪ C = (A ∪ B) ∪ C
=
(HV1U ∩ LV1|Y1U ∩ (HcV1|V2U ∪ (HV1|V2U ∩HcV1|V2Y2U))) ∪ C
=
(HV1U ∩ LV1|Y1U ∩HcV1|V2Y2U) ∪ C
= HV1U ∩ LV1|Y1U ∩
(HcV1|V2Y2U ∪HV1|V2Y2U)






= H(V1|U)− (1− (1−H(V1|Y1U)))
= H(V1|U)−H(V1|Y1U)
= I(V1;Y1|U) (3.23)
















m|B|+ (m− 1)(|C| − |C1|)
mN
(3.26)
となる．|C1| = |D|, |C2| = |E|より
R2(N,m) =






· |B|+ |C| − |D|
N




|B|+ |C| − |D| = |A|+ |B|+ |C| − (|A|+ |D|) (3.29)
























R2(N,m) = I(V2;Y2|U)− I(V1;V2|U) (3.34)








|S| = |C| − |C1| − |C2|
= (|A|+ |B|+ |C|)− (|A|+ |D|)− (|B|+ |E|)
= |A ∪ B ∪ C| − |A ∪ D| − |B ∪ E| (3.36)
となる．また，B ∪ E について，
B ∪ E = HV1|U ∩HV1|V2U ∩HcV1|V2Y2U






|B ∪ E| = H(V1|V2U)−H(V1|V2Y2U)
= I(V1;Y2|V2U) (3.38)






= I(V1;Y1U)− I(V1;V2|U)− I(V1;Y2|V2U)



















R0(N,m) +R1(N,m) = I(V1;Y1|U) + min{I(U ;Y1), I(U ;Y2)} (3.42)





R0(N,m) +R1(N,m) +R2(N,m) =I(V1;Y1|U) + I(V2;Y2|U)
− I(V1;V2|U) + min{I(U ;Y1), I(U ;Y2)}
(3.43)
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この 3.2.2節において，受信者 kが受信したサブブロック jについて Yk,jと書き表す．






m ̸= (QN)m ∨ (TˆN1 )


















mは，それぞれ (QN)m, (TN1 )mの受信者 1による推定値を





































この 3.2.3節において，受信者 kが受信した全てのサブブロック (Y Nk )mを Y mk と書き表
し，受信したサブブロック jについて Yk,jと書き表す．
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受信者 2に受信者 1への秘匿メッセージM1sが伝わる情報漏洩量 I(M1s;Y m2 )について，
I(M1s;Y
m
2 ) ≤ I(Sm;Y m2 )
I(Sm;Y m2 ) ≤ I(SmC1,mC2,m;Y m2 ) (3.48)
の関係を利用して I(SmC1,mC2,m;Y2,0Y m2 )を上から評価する．マルコフ連鎖
Sm−1 − SmC1,mC2,m − Y2,m (3.49)













≤I(SmC1,mC2,m;Y2,m) + I(SmC1,mC2,m;Y m−12 |Y2,m)
+ I(Y2,m;Y
m−1













m−1C1,m−1C2,m−1;Y m−12 ) (3.56)
と評価できる．式 (3.51),(3.54),(3.55)の等号は相互情報量のチェインルール，式 (3.52)の








が得られる．i ∈ C となる T1,i について，lN = |C|と置いてインデックス iの小さい
順に T˜1, T˜2, · · · , T˜l, · · · , T˜lN とし，その組を T˜ lN と表す．j 番目のサブブロックにおいて
















(H(T1,i)−H(T1,i|Y2,j, T i−11 )) (3.58)
となる．補題 1より，
Z(T1,i|Y2,j, T i−11 )2 ≤ H(T1,i|Y2,j, T i−11 ) (3.59)
が成り立つ．また，Cについて，
C = HV1|U ∩ LV1|Y1U ∩HV1|V2Y2U
⊆ HV1|U ∩ LV1|Y1U ∩HV1|Y2U (3.60)
となるため，i ∈ Cにおいて，
Z(T1,i|Y2,jT i−11 UN) ≥ 1− δN (3.61)
が成り立つ．よって，i ∈ Cにおいて，
(1− δN)2 ≤ H(T1,i|Y2,jT i−11 U) (3.62)



































受信者 2への個別メッセージM2p と秘匿メッセージM2s が存在しないとき，つまり




HV1|Y2U = HV1|V2Y2U (4.1)
となり，インデックス集合 [N ]の分割は，
B = HV1|U ∩ LV1|Y1U ∩HcV1|V2Y2U ,
C = HV1|U ∩ LV1|Y1U ∩HV1|Y2U ,
E = HV1|U ∩ LcV1|Y1U ∩HcV1|Y2U ,
F = HcV1|U ∪
(LcV1|Y1U ∩HV1|V2Y2U) . (4.2)
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となる．以後，3.1.2節の個別及び秘匿メッセージの送信と同様に送信することができる．
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