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1 Motivación y Objetivos 
 
Este proyecto nace por la necesidad del grupo COMP-Net en colaboración con la empresa 
Miraveo, de un estudio de campo sobre las capacidades de una red Ad-Hoc Wi-Fi creada por 
dispositivos móviles, especialmente en modo ad-hoc y en movimiento. Paralelo al estudio 
sobre Wi-Fi se requiere comparar esta tecnología con 3G y Bluetooth para demostrar 
cuantitativamente la superioridad de la tecnología Wi-Fi con respecto a las otras en el ámbito 
de las redes de proximidad. 
El proyecto se adentrará en el funcionamiento de las tecnologías aportándome conocimientos 
añadidos a las asignaturas del ámbito de las Redes de Computadores. Se trata de un campo en 
alza en la actualidad, cada vez más dispositivos móviles tienen la capacidad del acceso a 
internet vía 3G, Wi-fi, etc. Tal es la velocidad con la que están apareciendo estos dispositivos 
que en países como Estados Unidos ya están causando una sobrecarga de las redes 3G, con lo 
que parece evidente y necesario un cambio de tecnologías a la par de la búsqueda de 
soluciones que puedan descargar estas redes. La tecnología Wi-Fi puede ser una muy buena 
solución en este caso. 
Además del estudio sobre Wi-Fi se propone la colaboración con la empresa Miraveo en el 
despliegue de un software demo que se realizará en la Facultad de Informática en Noviembre 
de 2009. Mi labor consistirá en la creación del software de monitorización del programa y de 
colaborar activamente en el despliegue, tanto en la preparación como en el desarrollo del 
mismo. 
Esta segunda parte del proyecto me permitirá aplicar los conocimientos adquiridos en 
asignaturas de Ingeniería del Software, además de poder colaborar con un equipo de trabajo 
profesional como es el de la empresa Miraveo. Una vez finalizado el desarrollo del software se 
deberán realizar tareas de instalación de hardware en colaboración con el Laboratori de Cálcul 
de la FIB (LCFIB) y un análisis posterior para definir todos los fallos que deberían solucionarse 
en un posterior y definitivo despliegue. 
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2 Estructura del proyecto 
 
Esta memoria pretende representar el trabajo realizado durante un cuatrimestre y medio en 
colaboración con el grupo COMPNet y la empresa Miraveo en el estudio sobre tecnologías 
inalámbricas y una colaboración con ellos en el despliegue de la nueva tecnología creada por 
Miraveo. 
Se organizará como si de dos proyectos diferenciados se tratara, uno para el estudio sobre 
tecnologías inalámbricas y un segundo para la colaboración en el despliegue. Sin embargo las 
conclusiones se han agrupado en común para ambos proyectos. 
Si bien la memoria se organiza en dos grandes bloques, se añadirá uno más al comenzar que 
contendrá una breve introducción (estado del arte) de las tecnologías que se van a estudiar, 
incluirá la tecnología Wi-Fi bastante en profundidad, Bluetooth por encima y 3G, junto con su 
evolución. 
Una vez terminado el proyecto se hará un análisis económico del coste que hubiera supuesto 
para la empresa Miraveo en el caso de no haber sido una colaboración universitaria.  
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3 Tecnologías Inalámbricas - Estado del Arte 
 
3.1 Introducción 
En este capítulo se describen las tecnologías utilizadas en este proyecto de final de carrera.  
Empezamos con la tecnología descrita en el estándar IEEE 802.11, que comercialmente se 
conoce por Wi-Fi. Prestamos especial atención a Wi-Fi en modo IBSS/Ad-Hoc, ya que el 
proyecto se centra en dicho modo de funcionamiento. Después describimos las tecnologías de 
redes celulares de datos: 3G, en uso hoy en día, y LTE, cuya implantación se prevé para los 
próximos años. Finalmente damos una breve descripción de Bluetooth. 
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3.2 La tecnología IEEE 802.11 (Wi-Fi) para WLANs 
La tecnología hoy en día más utilizada para construir redes locales inalámbricas (WLANs), está 
estandarizada por el IEEE en el documento 802.11 [13].  
El estándar describe una tecnología de Nivel 2 del modelo de referencia ISO de OSI, junto con 
varias tecnologías de nivel L1 (nivel físico), conocidas por 802.11b, 802.11g y 802.11a. 
Recientemente se ha estandarizado la tecnología 802.11n para transmisión de datos a alta 
velocidad. 
Protocolo Frecuencia Operacional Año de Creación 
Legacy Banda 2.4 – 2.5 GHz 1997 
802.11 a Banda 5.15 – 5.875 GHz 1999 
802.11 b Banda 2.4 – 2.5 GHz 1999 
802.11 g Banda 2.4 – 2.5 GHz 2003 
802.11 n Banda 2.5GHz y Banda 5GHz 2008 
 
La tecnología Wi-Fi para WLANs ha alcanzado una enorme difusión, gracias principalmente a su 
facilidad de despliegue y al hecho de que usa una banda de frecuencias de uso libre (ISM o UN-
II).   Las ventas de chipsets Wi-Fi ha aumentado enormemente en los últimos años, desde 210 
millones aproximadamente en 2006 hasta los 480 en 2009 
 
El hecho de que se use el canal radio como medio de transmisión introduce considerables 
complicaciones técnicas. Por ejemplo, el control de acceso al medio debe aportar un 
mecanismo de acceso que permita un acceso equitativo al medio. Debido al hecho de que la 
transmisión radio no permite la transmisión y recepción de señales implica que el protocolo de 
acceso al medio de acceso por colisiones deberá evitar las colisiones en lugar de detectarlas, 
tal y como se hace en un medio cableado. 
Además, fenómenos como el nodo oculto (“Hidden Node”) [3.2.3.2] obligan a la introducción 
de paquetes de señalización que complican aún más el funcionamiento del sistema.  
 
3.2.1 Topologías WLAN  
Las redes 802.11 permiten un diseño flexible basado en tres tipos de topologías: 
 IBSSs (Independent basic service sets): Las estaciones se comunican directamente con 
otras. 
 BSSs (Basic service sets): Las estaciones se comunican con otras a través de un punto 
de acceso. 
 ESSs (Extended service sets): Tenemos un conjunto de varias BSSs interconectadas. 
Para identificar la BS, los transmisores incluyen en su transmisión un identificador llamado 
SSID (Service set Identifier). El receptor utilizará el SSID para filtrar las señales recibidas y 
encontrar la que quiere escuchar. 
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3.2.1.1 BSS basado en Infraestructura 
Es la forma más utilizada. Un BSS es un grupo de estaciones 802.11 comunicando entre ellas. 
Se requiere de una estación especializada llamada punto de acceso (AP). El AP es el punto 
central de las comunicaciones para todas las estaciones en el BSS. Las estaciones cliente no se 
comunican directamente entre ellas, sino que lo hacen con el AP y después el AP envía los 
paquetes a las estaciones destino. Un punto de acceso debe estar equipado con una conexión 
cableada (uplink) que le permita conectar con otras redes (por ejemplo internet). Debido a 
este requisito un BSS también se llama Red con infraestructura. 
  
Imagen 1 – Topología BSS 
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3.2.1.2 ESS 
Varias redes con infraestructura pueden conectarse entre ellas utilizando su conexión 
cableada. En 802.11 esta conexión conectará el BSS con el sistema de distribución (DS). La 
colección de BSSs interconectados por medio del DS se llama ESS. 
  
Imagen 2 – Topología ESS 
 
3.2.1.3 IBSS /Ad-hoc 
Un IBSS consiste en un grupo de estaciones 802.11 conectando directamente entre ellas. 
También son llamados redes Ad-Hoc puesto que esencialmente se trata de conexiones peer-
to-peer (nodo a nodo). En la figura podemos ver como varios terminales pueden formar una 
red IBSS para comunicar entre ellos directamente. 
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Imagen 3 – Topología IBSS 
Una red Ad-hoc o IBSS se crea cuando dispositivos individuales forman una red auto contenida 
sin utilizar un punto de acceso. Estas redes no implican ninguna pre-planificación. 
Normalmente son pequeñas y solo suelen durar lo suficiente para transportar la información 
que se desea compartir. Al contrario que en el caso de un ESS, los clientes están directamente 
conectados entre ellos, lo que crea solo un único BSS que no tiene interfaz a una red cableada. 
No hay límite en el estándar para el número de dispositivos conectados en un IBSS. Pero dado 
el hecho de que cada dispositivo es cliente, de vez en cuando, ciertos miembros del IBSS no 
pueden llegar a otros debido al problema del nodo oculto.  
En el estándar no hay previsto ningún mecanismo de relé (tal y como hace un punto de acceso) 
en este tipo de redes, aunque si se añade el software adecuado, se puede incluir la transmisión 
multihop. 
Debido a que no hay ningún punto de acceso en un IBSS, las marcas de tiempo se controlan de 
manera distribuida. El cliente que comienza el IBSS define el intervalo de Beacons para crear 
un conjunto de Tiempos de transmisión de beacons (TBTT: Target beacon transmission times). 
Cuando llega el límite TBTT, cada cliente del IBSS tiene que seguir estos pasos: 
 Suspender cualquier Backoff timer del TBTT previo. 
 Determinar un nuevo retardo aleatorio. 
 Si un beacon llega antes de que acabe el retardo aleatorio, se continúa el Backoff timer 
suspendido. Si no llega ningún beacon antes del final del retardo aleatorio, se puede 
enviar un beacon y se continúan el backoff timer. 
Se puede ver que el mantenimiento de los Backoff timers está distribuido en la red ad-hoc en 
lugar de otorgar la responsabilidad a un AP o a uno de los clientes. Debido a que es común el 
problema del nodo oculto, es posible que se envíen varios beacons de clientes diferentes en el 
intervalo de beacon, y entonces algunos clientes podrán recibir varios beacons. No obstante, 
esto está permitido en el estándar y no debería crear ningún problema ya que los clientes solo 
buscan recibir el primer beacon relativo a su propio número aleatorio. 
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3.2.2 Mecanismos de acceso al Medio 
La tecnología 802.11 utiliza un mecanismo que escucha el medio y evita colisiones, conocido 
como CSMA/CA (Carrier sense multiple Access, congestion avoidance). Se puede resumir en 
“escucha antes de hablar”. La estación transmisora escucha las señales del medio y espera 
hasta que el su canal está libre para transmitir. 
Debido a que las estaciones 802.11 no pueden detectar una colisión en el medio (al contrario 
que en conexiones cableadas), el mecanismo de acceso debe de hacer un gran esfuerzo para 
evitar colisiones completamente. 
3.2.2.1 CSMA/CA 
Para explicar este mecanismo de acceso al medio utilizaremos una analogía de una llamada 
telefónica múltiple en la que si los participantes hablan a la vez no podrán entender lo que se 
dice. Para organizar dicha conversación podríamos adoptar las siguientes reglas: 
 Antes de que un participante hable, deberá indicar cuanto tiempo planea hablar. Esta 
indicación da al resto de oradores potenciales la idea de cuánto tiempo deberán 
esperar antes de tener una oportunidad de hablar. 
 Los participantes no pueden hablar hasta que la duración anunciada del anterior 
orador ha terminado. 
 Los participantes están desinformados de si el resto les está oyendo mientras hablan 
hasta que reciben una confirmación una vez han terminado de hablar. 
 Si dos participantes empiezan a hablar en el mismo momento, no se darán cuenta que 
están hablando sobre el otro. Lo determinarán al acabar puesto que no recibirán 
ninguna confirmación del resto que les estaba escuchando. 
 Los participantes esperan un tiempo aleatorio de tiempo e intentan hablar otra vez. 
Estas reglas ayudan a prevenir colisiones. Esta prevención es la clave para las redes 
inalámbricas ya que no hay un mecanismo explícito de detección de colisiones.  
La implementación del mecanismo CSMA/CA esta manifestada en la función de coordinación 
distribuida (DCF). Para describir cómo funciona, habría que describir algunos componentes 
clave del mecanismo: 
 Detección deportadora (Carrier sense) 
 DCF 
 Paquetes de confirmación (ACK) 
 Petición para enviar / Libre para enviar (RTS: Request to send/CTS: Clear to send), 
reserva del medio. 
 
3.2.3 Mode IBSS/AdHoc en detalle 
A continuación se detallarán algunos aspectos de la 
topología IBSS/AdHoc puesto que es el elemento 
central del estudio.  
3.2.3.1 Calidad del enlace 
Cuando se trata del medio aéreo la suposición es que 
las transmisiones tendrán ruido e interferencias, 
además de que la tecnología 802.11 utiliza las 
bandas ISM o UN-II de uso libre. Este problema se 
Imagen 4 - Átomo Frame+Ack 
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soluciona con confirmaciones positivas, es decir, cada trama deberá ser confirmada. 
Como se puede ver en la imagen, cada envío de trama es un elemento atómico, es decir, 
aunque haya varios pasos en la transacción, se considerada una operación simple indivisible. 
Estas operaciones atómicas son “todo o nada”. Cada paso en la secuencia deberá completarse 
correctamente o la operación entera se considerará como fallida. El emisor de las tramas 
deberá recibir la confirmación (ACK) o se considerará que la trama se ha perdido. 
 
3.2.3.2 El problema del nodo oculto 
Cuando se trata de redes inalámbricas, las “fronteras” de la red se puede decir que son 
bastante borrosas, algunas veces hasta el punto que no todos los nodos de la red llegan a 
poder comunicarse con el resto de nodos. 
 
Imagen 5 –Representación del nodo oculto (1 y 3 están ocultos entre sí) 
En la figura, el nodo 2 puede comunicarse con los nodos 1 y 3, pero algo impide que los nodos 
1 y 3 se comuniquen directamente. Desde la perspectiva del nodo 1, el nodo 3 es un nodo 
“oculto” al igual que el 1 desde el 3. Si un protocolo simple de enviar y esperar se utilizara, 
sería fácil que los nodos 1 y 3 empezaran a transmitir a la vez y entonces el nodo 2 no podría 
entender nada ya que se mezclarían las transferencias.  Además, los nodos 1 y 3 no tendrían 
ninguna indicación del error ya que la colisión sería local al nodo 2. 
Las colisiones resultantes del problema del nodo oculto son muy difíciles de detectar en las 
redes inalámbricas ya que los transceptores son generalmente half-duplex (no emiten 
mientras reciben y viceversa). Para evitar las colisiones la tecnología 802.11 permite a las 
estaciones usar las tramas RTS y CTS. Ambas tramas extienden la transacción de tramas con lo 
que RTS, CTS, la trama de datos y la confirmación formarán parte de la misma operación 
atómica. 
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Imagen 6 – Utilización de RTS/CTS 
En la figura, el nodo 1 tiene una trama a transmitir. Inicia el proceso enviando una trama 
Request to Send. La trama RTS tiene varios propósitos, además de reservar el enlace para 
transmisión, también hace que el resto de estaciones que la escuchan estén en silencio. Si la 
estación objetivo recibe el RTS, responde con un Clear to Send (que también silencia al resto 
de estaciones). Una vez iniciado este proceso la estación 1 puede transmitir sus tramas sin 
peligro de interferencia de ningún nodo oculto. Además del protocolo RTS/CTS las tramas 
deberán ser confirmadas. 
3.2.3.3 Sincronización de tiempos 
Puesto que este tipo de topologías carece de un punto de coordinación central, el proceso de 
beacons deberá ser distribuido. El tiempo se divide en segmentos equivalentes al período 
inter-beacons. Las tramas beacons se envían justo en el momento que el intervalo de beacon 
acaba, en el llamado “Target Beacon transmission time” (TBTT). Estas topologías utilizan el 
TBTT como guía. 
Todas las estaciones en el IBSS se preparan para transmitir un Beacon en el tiempo indicado. 
Cuando sucede, todo el resto de tráfico es suspendido. Los temporizadores para la transmisión 
de cualquier otro tipo de tramas se paran y esperan para limpiar el medio para las tramas 
importantes de control. Todas las estaciones generan un backoff timer para la transmisión del 
Beacon; este backoff timer es un retardo aleatorio entre cero y dos veces la mínima ventana 
de contención para el medio. Después del intervalo de beacon, todas las estaciones empiezan 
a contar el Beacon backoff timer hasta cero. Si un beacon se recibe antes del tiempo de 
transmisión de la estación, la transmisión del beacon pendiente se cancela. 
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Imagen 7 - Generación de beacons distribuida 
En la imagen, cada estación selecciona un retardo aleatorio; la estación 2 ha seleccionado el 
menor retardo. Cuando el contador de la estación 2 expira, envía un Beacon, que es recibido 
por las estaciones 1 y 3. Las estaciones 1 y 3 cancelan su transmisión de Beacons como 
resultado. YA que la sincronización de contadores asegura que todas las estaciones los han 
sincronizado, la recepción múltiple de tramas beacon no supone un problema. Los receptores 
simplemente procesan todos los beacons diferentes y actualizan tantas veces como beacons 
recibidos. 
3.2.3.4 Control de energía 
Esta característica es mucho menos eficiente cuando se trata de IBSSs en relación con una red 
de infraestructura. En un IBSS, mucha parte de la carga de asegurarse de que el receptor está 
activo recae en el emisor. Además los receptores tienen que estar mucho más disponibles y no 
pueden “dormir” durante tanto tiempo como en redes de infraestructura. 
El control de energía se basa en mensajes de indicación del tráfico. Los IBSSs deberán utilizar 
un sistema distribuido ya que no hay coordinador central. Utilizarán Announcement traffic 
indication messages (ATIMs) para evitar que otras estaciones duerman. Todas las estaciones 
de un IBSS están atentas a tramas ATIM durante períodos específicos después de las 
transmisiones de Beacons. 
Si una estación tiene datos guardados para otra estación, ésta puede enviar una trama ATIM 
como notificación. En efecto, la trama ATIM es un mensaje para mantener al receptor 
encendido ya que hay datos pendientes. Las estaciones que no reciben la trama ATIM tienen 
libertad para conservar energía y “dormirse”.  
 
Imagen 8 - Tramas Unicast y Multicast 
PFC 
19 
 
 
En la imagen se pueden ver los dos posibles casos en que una estación envía tramas ATIM. En 
el caso a  la estación A tiene tramas que enviar a la estación C así que envía una trama unicast 
ATIM a la estación C durante la ventana de transmisión ATIM, que tiene el efecto de notificar a 
la estación C que no entre en modo ahorro de energía. En el caso b se trata de un caso 
parecido pero la estación A utiliza una trama multicast para notificar a un grupo completo que 
no deben entrar en ahorro de energía. 
La ventana de tiempo llamada ventana ATIM, sigue al periodo de transmisión de Beacons. Esta 
ventana es el periodo durante el cual los nodos deberán permanecer activos. Empieza en el 
momento de que el beacon es esperado y acaba después de un periodo específico de que el 
IBSS es creado. Si el beacon se retarda debido a una congestión de tráfico, la porción usable de 
la ventana ATIM se encogerá el mismo retardo que el beacon. Esta ventana es el único 
parámetro específico de IBSS requerido para crear una red IBSS. Ponerlo a cero significará no 
utilizar ningún tipo de ahorro de energía.  
 
Imagen 9 - Ventana ATIM 
En la imagen se puede ver como el cuarto beacon se retrasa debido a una congestión. La 
ventana ATIM permanece constante, empezando en el momento esperado de beacon y 
extendiéndose hasta el tamaño indicado de la ventana ATIM. El período usable de la ventana 
se encogerá el mismo tiempo que el beacon se ha retrasado en la transmisión. 
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3.3 Redes celulares de datos: UMTS (3G) 
UMTS, con nombre comercial 3G,  es la tecnología utilizada en la actualidad para proveer 
servicios móviles de datos de alta velocidad en las redes celulares. Antes de entrar en la 
definición de 3G y sus características, es necesaria una tabla que muestre los estándares a lo 
largo del tiempo, comienza con los más antiguos hasta llegar a los planeados para el futuro. 
 
Imagen 10 - Generaciones de tecnologías móviles 
 
La tercera generación (3G) o International Mobile Telecommunications-2000, es una familia de 
estándares para telecomunicaciones móviles que cumple las especificaciones de la Unión de 
telecomunicaciones internacional (ITU) que incluye UMTS, CDMA2000, DECT y WiMAX. Los 
servicios incluyen: telefonía inalámbrica, video llamada y transferencias inalámbricas de gran 
alcance. Comparado con los servicios 2G y 2.5G, 3G permite el uso simultáneo de voz y datos a 
altas velocidades (al menos 200 kbits/s). Los servicios actuales (como se puede ver en el 
capítulo siguiente) llegan a alcanzar 14 Mbits/s y más en el futuro. 
3.3.1 Visión general 
Hay estándares revolucionarios que son compatibles con las redes 2G preexistentes y también 
estándares que requieren redes y asignaciones de frecuencias completamente nuevas. El 
último grupo es la familia UMTS que consiste en estándares desarrollados para el IMT-2000, al 
igual que los estándares DECT y WiMAX desarrollados independientemente, los cuales están 
incluidos porque encajan en la definición del MIT-2000 
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Imagen 11 - Tecnologías móviles 
 
3.3.2 Características 
3.3.2.1 Velocidades de Datos 
El ITU no proporcionaba una definición clara de las velocidades que los usuarios esperaban de 
los proveedores 3G. Así que los usuarios que empezaron a utilizar servicios 3G no podían 
apoyarse en ningún estándar para poder reclamar que las velocidades especificadas no se 
estaban cumpliendo. Mientras que se afirma en el comentario “Se espera que IMT-2000 
proporcione velocidades de transmisión más altas, un mínimo de 2Mbits/s para usuarios 
quietos o a pie y 384kbits/s en un vehículo móvil”, el ITU no especifica realmente unas 
velocidades medias ni mínimas o que modelos de interfaces se pueden llamar 3G. Así que se 
vendieron varias velocidades llamándolas 3G destinados a cumplir las expectaciones de ancho 
de banda de los clientes. 
3.3.2.2 Seguridad 
Las redes 3G ofrecen mejor seguridad que las anteriores 2G y 2.5G. Permitiendo al equipo de 
usuario autentificar la red a la que se está uniendo, el usuario puede estar seguro que la red a 
la que se une es la que cree y no una red que la sustituye de manera ilegal. Aunque en los 
últimos tiempos se han identificado varios problemas en la nueva tecnología de encriptación. 
Además de la seguridad en la infraestructura de la red, se ha añadido seguridad “end-to-end” 
aunque no es estrictamente una propiedad de 3G. 
3.3.3 Evolución 
El grupo 3GPP (explicado a continuación) trabajan en extensiones al estándar 3G que están 
basados en infraestructura de redes IP. La idea es hacer una gran evolución de estas redes, 
llamada 4G Long Term Evolution (LTE). 
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3.4 3G LTE 
En este caso no se trata de una tecnología sino de un conjunto de tecnologías de telefonía 
móvil ya desarrolladas, en desarrollo y por desarrollar. El grupo 3GPP (3rd Generation 
Partnership Project) se trata de un proyecto de colaboración internacional de planificación de 
la próxima generación de servicios de telecomunicaciones celulares. La mejora de la tecnología 
celular UMTS se ha denominado LTE (Long term evolution). La idea es que 3G LTE permitirá 
velocidades mucho mayores utilizando una latencia de paquete mucho menor. 
La situación actual es que se cuenta con la tecnología HSPA (High speed Packet Access) una 
combinación de HSDPA y HSUPA, además la tecnología HSPA+ se está desplegando 
actualmente.  
En este apartado no se entrará en detalle de las tecnologías puesto que no son el objetivo de 
estudio, pero si se hablará de cómo comenzó la tecnología 3G y cuál será su evolución. La 
razón de incluir esta información es la alta utilización de las redes 3G actúales debido a la 
masificación de los dispositivos móviles de nueva generación. Esta alta utilización está llevando 
a una sobrecarga de las redes 3G, de ahí la importancia de este estudio y la posible utilización 
de redes Wi-Fi en modo ad-hoc como alternativa a muchos de los actuales usos de 3G. Sin 
embargo es necesario un conocimiento de la futura Cuarta generación para poder analizar la 
importancia o no de la tecnología Wi-Fi en este camino. 
 
3.4.1 Comienzos de 3G LTE 
El grupo 3GPP que supervisó el desarrollo de la tecnología UMTS 3G empezó en la evolución 
de la tecnología 3G con un estudio de factibilidad que finalizó con unos requisitos de alto nivel 
para la evolución de 3G: 
 Coste por bit reducido 
 Más servicios a menor coste, con una mejora de la experiencia de usuario. 
 Flexibilidad de uso de las bandas de frecuencia existentes y algunas nuevas. 
 Arquitectura simplificada, interfaces abiertas. 
 Exigir un consumo razonable de energía. 
En términos numéricos, los objetivos de LTE incluyen ratio de descarga de hasta 100 Mbps y de 
subida de 50 Mbps por cada espectro de 20MHz. Además se requiere que soporte al menos 
200 usuarios activos por cada célula de 5 MHz También se incluyeron objetivos que implicaban 
la latencia de entrega de paquetes IP debido al uso creciente de servicios incluyendo Voz sobre 
IP, juegos on-line y muchas otras aplicaciones con requisitos en cuanto a latencia. Como 
resultado el objetivo es tener latencias por debajo de 10milisegundos para paquetes 
pequeños. 
3.4.2 Evolución  
Aunque hay grandes cambios entre LTE y sus predecesores, se trata de una evolución de los 
estándares actuales de 3G. Utiliza diferentes interfaces radio, no obstante hay muchas 
concordancias con la actual tecnología 3G con lo que hay mucho ámbito para la reutilización. 
LTE se puede ver como objetivo a proporcionar una evolución de funcionalidad, velocidades 
aumentadas y en general una mejora en rendimiento. 
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Imagen 12 - Comparación de tecnologías móviles 
Además, LTE está basado en redes IP, con soporte a IPv4 e IPv6. Tampoco hay previsiones para 
la voz aunque podrían utilizarse servicios VoIP (Voz sobre IP). 
3.4.3 Tecnologías  
LTE ha introducido un gran número de nuevas tecnologías comparando con los sistemas 
celulares previos. Éstas permiten operar de forma mucho más eficiente con respeto al uso del 
espectro y también proporcionan ratios de transferencia muchísimo más altos. De entre ellas 
comentaremos dos bastante importantes. 
 OFDM (Orthogonal Frequency Division Multiplex): La tecnología OFDM, usada por 
ejemplo en 802.11g y 802.11ª, se ha incorporado a LTE porque permite transmitir de 
forma eficiente datos a muy altas velocidades mientras que sigue proporcionando un 
alto nivel de resistencia a reflexiones e interferencias. 
 MIMO (Multiple Input Multiple Output): Uno de los principales problemas de los 
sistemas de telecomunicaciones previos fueron las señales derivadas de las reflexiones 
que se encontraban. Utilizando MIMO estos caminos adicionales de la señal pueden 
utilizarse para incrementar el rendimiento. 
Al utilizar MIMO, se necesita utilizar varias antenas para permitir distinguir los 
diferentes caminos. Con esto aparece el problema de instalar las antenas. Mientras 
que es muy fácil hacerlo en una estación base, instalar las antenas en los teléfonos 
será bastante difícil debido a las dimensiones y los requisitos de consumo de estos. 
Dicha tecnología también se usa en 802.11n para poder alcanzar mayores velocidades 
y rango de alcance. 
 
3.4.4 Visión general de la especificación 
A continuación se muestra una tabla con los parámetros clave de la especificación 3G LTE. En 
vista del hecho de que hay varias diferencias entre las operaciones de subida y las de bajada, 
estas naturalmente difieren en el rendimiento que pueden ofrecer. 
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Imagen 13 - Requisitos marcados por LTE 
Con estas especificaciones a grandes rasgos se puede ver un conjunto del rendimiento que LTE 
ofrecerá. Cumple los requisitos de la industria para grandes velocidades de descarga además 
de una latencia reducida. Además proporciona grandes mejoras en el uso del espectro. 
3.5 Bluetooth 
Bluetooth es un estándar abierto de tecnología inalámbrica diseñado para intercambiar datos 
en distancias cortas (utilizando ondas cortas) entre dispositivos fijos y móviles, creando redes 
locales personales (PAN: personal area network) con altos niveles de seguridad. Se concibió 
como una alternativa al RS-232 (usualmente conocido como puerto com). Puede conectar 
diversos dispositivos superando problemas de sincronización. 
3.5.1 Comunicación y conexión 
Bluetooth se basa en una estructura maestro-esclavo. Un maestro puede comunicarse con 
hasta 7 esclavos en un grupo inalámbrico de usuarios (Wireless user group). Este grupo de 
hasta 8 dispositivos recibe el nombre de piconet. Los dispositivos pueden cambiar de rol, 
mediante acuerdos, con lo que los esclavos podrán convertirse en maestros en cualquier 
momento. 
En cualquier momento, los datos pueden transferirse entre el maestro y cualquier otro 
dispositivo. 
Los maestros cambian de un dispositivo a otro utilizando el patrón round-robin. La transmisión 
simultánea del maestro a múltiples dispositivos es posible mediante el modo broadcast, pero 
no es comúnmente utilizada. 
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3.5.2 Implementación 
Bluetooth utiliza una tecnología de radio llamada “frecuency-hopping spread spectrum” que 
divide los datos que están siendo enviado y transmite sus trozos en hasta 79 bandas de 1MHz 
en el rango 2402-2480MHz. En su modo Basic Rate puede llegar a un ancho de banda de 
1Mbit/s y utilizando el Extended Data Rate alcanzaría los 2 y 3 Mbits/s. 
Dentro de una piconet, los dispositivos comparten el reloj del maestro. El intercambio de 
paquetes está basado en un reloj básico, definido por el maestro, que se incrementa en ticks 
de 312.5 µs. Dos ticks forman un slot de 625 µs; dos slots forman un par slot de 1250 µs. En el 
caso simple de paquetes single-slot, el maestro transmite en slots pares y recibe en los 
impares; el esclavo, al contrario. Los paquetes pueden ocupar 1, 3 o 5 slots, pero en todos los 
casos el maestro empezará a transmitir en slots pares y el esclavo en impares. 
3.5.3 Usos 
Bluetooth es un protocolo estándar de comunicaciones diseñado principalmente para un bajo 
consumo, con un rango bastante corto (dependiendo de la clase, ver tabla). Basado en 
microchips transmisores de bajo coste en cada dispositivo. A consecuencia de que los 
dispositivos utilizan un sistema de comunicaciones broadcast, no necesitan estar en línea de 
visión entre ellos. 
 
Imagen 14 - Clases de Bluetooth 
3.5.4 Especificaciones y características 
La especificación de Bluetooth se desarrolló en 1994 por Jaap Haartsen and Sven Mattisson, 
los cuales trabajaban para Ericsson en Suecia. Se basaron en la tecnología “Frecuency-hoping 
spread spectrum”. 
El grupo “Bluetooth Special Interest Group (SIG)” 
formalizó las especificaciones. Se anunció formalmente 
en 1998. Hoy tiene una cartera de miembros de 13000 
compañías de todo el mundo. Fue establecido por 
Ericsson, IBM, Intel, Toshiba y Nokia.  
 
3.5.4.1 Bluetooth v1.1 
Fue la primera versión estandarizada en el IEEE 802.15.1-2002. Arreglaba muchos de los 
errores de previas versiones, añadió soporte para canales no encriptados. 
3.5.4.2 Bluetooth v1.2 
Esta versión era compatible con la anterior y multitud de mejoras, de entre las cuales 
mencionaremos a continuación las más importantes: 
 Conexión y descubrimiento mucho más rápidos. 
Imagen 15 - Versiones de Bluetooth 
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 Mayores velocidades de transmisión, hasta 721 kbits/s 
 “Extended Synchronous Connections” (eSCO), tecnología que mejoró la calidad de los 
enlaces de audio permitiendo la transmisión de paquetes corruptos y opcionalmente 
podía incrementar la latencia de audio para proporcional soporte a transferencia de 
datos concurrentes. 
 Se introdujeron modos de control de flujo y retransmisión para L2CAP 
 Se ratificó en el estándar IEE 802.15.1-2005 
3.5.4.3 Bluetooth v2.0 + EDR 
Esta versión de Bluetooth se lanzó en 2005 y es compatible con las anteriores. La principal 
diferencia es la introducción de un “Enhanced Data Rate” (EDR) para transmisiones de datos 
más rápidas. La velocidad nominal es de alrededor de 3Mbits/s aunque en la práctica llega a 
unos 2.1 Mbits/s. Además el EDR proporciona un consumo de energía menor. 
3.5.4.4 Bluetooth v2.1 + EDR 
Compatible con las versiones anteriores, el punto fuerte de esta versión es una mejora en 
seguridad. Se introdujo el “Secure simple pairing” (SSP) que mejoraba la experiencia de enlace 
entre dos dispositivos mientras incrementaba el uso y la fuerza de la seguridad.  
3.5.4.5 Bluetooth v3.0 + HS 
Esta versión fue adoptada por el grupo SIG en 2009. Soporta una velocidad de transmisión 
teórica de hasta 24 Mbits/s aunque no utilizando la conexión Bluetooth. En lugar de ello, 
Bluetooth se utiliza para la negociación y el establecimiento y el tráfico de datos se realiza 
utilizando tecnología 802.11 (Wi-Fi). 
3.5.4.6 Bluetooth low energy 
Esta tecnología es una reciente mejora que permite dos tipos de implementación, modo dual y 
modo sigle.  
En una implementación de modo dual, la funcionalidad Bluetooth low energy se integra en un 
controlador de Bluetooth clásico. La arquitectura resultante comparte muchos detalles con el 
bluetooth clásico y resulta en un mínimo incremento de coste en relación al Bluetooth clásico. 
Adicionalmente los fabricantes pueden usar los chips de Bluetooth actuales con la nueva 
tecnología energética, mejorando el desarrollo de dispositivos bluetooth pero añadiéndoles 
nuevas capacidades. 
Los chips en modo single, los cuales permitirán dispositivos compactos altamente integrados 
contarán con una conexión muy ligera proporcionando modos de ultra bajo consumo y 
conexiones seguras encriptados al menor coste posible.  
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4 Estudio de tecnologías Inalámbricas 
 
4.1 Introducción 
 
El uso de dispositivos móviles de acceso a Internet ha aumentado de forma casi exponencial en 
los últimos años. Destaca, por ejemplo, el uso de smartphones, dispositivos que han 
incrementado enormemente su usabilidad y prestaciones sobre todo a partir de la aparición 
del iPhone de Apple en Junio del 2007.  
La conexión de estos dispositivos móviles a Internet se puede realizar usando diferentes 
tecnologías. 
Las más importantes son sin duda las que corresponden a las redes celulares.  Aunque las 
redes GSM proporcionan cierta capacidad de transferencia de datos, pero con prestaciones 
muy reducidas. La primera tecnología que realmente ha permitido una conexión a la Internet 
móvil ha sido la tecnología GPRS, en Europa, o EDGE, en los Estados Unidos, conocidas como 
2,5G.  El ancho de banda proporcionado está en la decena de Kbps, que es suficiente para 
algunas aplicaciones, pero no suficiente para poder desarrollar aplicaciones móviles en su 
máxima extensión. Años más tarde apareció la tecnología UMTS, basada en WCDMA, y que 
comercialmente se conoce como3G. Durante varios años el éxito comercial de 3G no ha sido 
substancial, en parte ya que los propios operadores no lo promovieron comercialmente con 
ofertas interesantes. Esto motivó que las velocidades proporcionadas por 3G, en torno a 300 
Kbps, fueran quedando desfasadas respecto a las expectativas de los usuarios, lo que llevó a 
los operadores al desarrollo de modificaciones en el estándar, conocida como HSDPA/HSUPA,  
que permiten alcanzar mayores velocidades, con asimetría entre los enlaces de subida y de 
bajada y que se han comercializado como 3.5 G. 
A partir del 2005-2007 el uso de las redes 3G y 3.5G se ha disparado. A ello han contribuido 
ofertas comerciales más atractivas, la aceptación por parte de los usuarios de este tipo de 
aplicaciones, y la aparición de terminales de usuarios cada vez más atractivos, como por 
ejemplo el iPhone de Apple, que además han creado un ecosistema de desarrollo y 
distribución de aplicaciones que ha provocado una explosión en el desarrollo de aplicaciones 
móviles.  
Ello ha provocado la aparición de un nuevo problema. Los operadores ya no solo se han de 
preocupar de la velocidad de conexión, sino de la capacidad de la red, lo que ha incrementado 
el interés en técnicas de descarga de la red 3G y la aceleración en el desarrollo de nuevas 
tecnologías como la conocida como Long Term Evolution, o 4G. 
Por todo lo comentado, son necesarias otras tecnologías, alternativas a las redes celulares, que 
eviten el colapso de este tipo de redes. Muchos de estos nuevos dispositivos cuentan con 
conexiones Bluetooth (1 Mbps) y Wi-Fi (11 Mbps utilizando 802.11g), muy potente pero 
bastante desaprovechada.  
La primera parte de este proyecto consistirá en analizar las posibilidades de un Smartphone 
utilizando la conexión Wi-Fi en modo Ad-Hoc [3.2.3] y comparando la tecnología con el resto 
de ellas presentes en este tipo de dispositivos (3G y Bluetooth). 
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4.2 Objetivos    
 
Se compararán las tecnologías inalámbricas actuales disponibles: Wi-Fi (ad-hoc), 3G y 
Bluetooth, en dispositivos de tipo smartphone. Se han realizado medidas de carácter general 
en las cuales se pretende confirmar la viabilidad de la tecnología Wi-Fi en cuanto a conexiones 
directas entre dispositivos. La comparativa se basará en los siguientes aspectos: 
 Velocidad: En inglés throughput, se refiere a la máxima velocidad constante de envío y 
recepción que puede conseguir el terminal. Se mide en Kbits/s. 
 Robustez: Se refiere a la tolerancia al movimiento durante una transferencia. 
Dependerá mucho de los protocolos utilizados sobre todo en caso de la tecnología Wi-
Fi. No se tratará como un parámetro más en cada una de las tecnologías pero sí se 
hará un análisis final referido a este tema. 
 Rango / Distancias: Se refiere a la máxima distancia entre la que dos terminales 
pueden realizar una transferencia. Consideraremos inservible la conexión cuando la 
velocidad baje hasta 50 veces la velocidad máxima que se puede conseguir o cuando 
se observen parones en la transferencia de varios segundos. 
 Coste: Referido al coste económico que implica utilizar la tecnología en cuestión. 
 Consumo: Indicará el consumo de batería durante la utilización de las tecnologías, 
medido en Vatios.  
 
Una vez finalizadas las medidas para la comparación entre tecnologías se hará un estudio más 
profundo sobre las características de la tecnología Wi-Fi en modo Ad-hoc, estudiando su 
rendimiento. Se harán medidas en espacios abiertos, cerrados, semi-cerrados (centros 
comerciales) además de varias pruebas con muchos obstáculos para la señal (gente, coches, 
etc.) o totalmente libres de obstáculos. También se intentarán reproducir diferentes 
escenarios, ya sean esquinas, zonas anchas o estrechas. 
 
Finalizada fase de toma de medidas, se hará un análisis a conciencia de los resultados. Cada 
una de las tecnologías se intentará comparar utilizando los mismos aspectos, sin embargo, hay 
algunos que carecen de sentido en según qué tecnologías, por ejemplo el rango en 3G o el 
coste en Wi-Fi, puesto que 3G utiliza puntos de acceso públicos con lo que el rango no 
depende del dispositivo y Wi-Fi es totalmente gratuito y libre con lo que el coste es cero. 
 
Para terminar con esta fase del proyecto se indicarán las conclusiones finales del estudio para 
comenzar y justificar la fase de despliegue que se realizó a consecuencia de la comparación de 
tecnologías. 
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4.3 Mediciones 
Se ha elegido el dispositivo Nokia N78 [8.3] debido a que se trata un smartphone que cuenta 
con las tres tecnologías a estudiar y es de baja gamma. Resulta más interesante que otros 
dispositivos más potentes ya que con éste podremos establecer una cota inferior de las 
posibilidades del uso de Wi-Fi en smartphones. 
Se utilizarán los mismos tres archivos para las pruebas de descarga en las diversas tecnologías, 
no tienen formatos concretos pero si tamaños: 1Mbyte, 4MBytes y 10MBytes. Se harán de 3 a 
5 mediciones para cada uno de los casos, se rechazarán cuidadosamente los outliers1 debidos a 
fallos en la medición pero nunca debidos a fallos de servidor (caso de 3G) y se realizará una 
media aritmética de todas las medidas válidas de cada caso. 
 
4.3.1 Bluetooth 
Se han realizado varias pruebas realizando transferencias de archivos de diferentes tamaños y 
en diferentes escenarios. Todas las pruebas se han realizado en el interior ya que el alcance 
máximo de esta tecnología son 10 metros. 
Las pruebas se han realizado en tres escenarios diferentes, dos dispositivos cercanos (50 cm), 
distanciados 8-9 metros en línea recta y distanciados 5 metros en una esquina (sin visión 
directa).  
 
La imagen izquierda muestra el pasillo donde se han realizado las pruebas, tiene una distancia 
de 12 metros y una anchura de 1,5 metros. En la imagen derecha se muestra la esquina donde 
se ha realizado la prueba sin visión directa. 
  
                                                          
1
 Outlier: Un elemento de los datos que es significativamente diferente a los otros datos de la colección, 
o un elemento que parece implicar un patrón que es inconsistente con el grueso de la evidencia de 
datos. 
Imagen 16 - Entorno Medida Bluetooth 1 Imagen 17 - Entorno Medida Bluetooth 2 
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A continuación se muestra la tabla con las medidas realizadas, en los 3 escenarios y con los 
tres archivos diferentes. 
 
 50 cm 10 m 5 m sin visión 
1 MByte (s) 13 segundos 13 segundos 60 segundos ** 
4 MBytes (s) 55 segundos 55 segundos 71 segundos ** 
10 MBytes (s) 154 segundos 265 segundos * 195 segundos ** 
 
* Puesto que las medidas de 1MByte y 4 MBytes se produjeron en el mismo tiempo que a 50 
cm se aumentó la distancia 2 metros más que provocó una caída en picado de la velocidad de 
descarga. 
** El hecho de no tener visión directa implicó que a lo largo de las medidas las velocidades no 
fueran constantes en ninguna de las mediciones. 
  
PFC 
31 
 
4.3.2 3G – 3,5G 
 
Se ha utilizado el operador Movistar en Barcelona utilizando un contrato que incluía unos Bit 
Rates de  1Mbps de descarga y 340Kbps de subida. Las medidas de 3.5G se realizaron en 
Barcelona capital, sin embargo para las de 3G se decidió hacerlas en Premià de Mar (cercano a 
Barcelona) puesto que en la capital no hay cobertura únicamente 3G. 
Debido a la diferencia de Bit Rates de subida y bajada se han planteado las mismas pruebas 
con los mismos archivos también para el caso de la subida. En este caso se ha instalado un 
servidor http “Mobile Web Server” (ver más adelante) en el móvil al cual accederemos vía 
internet desde el ordenador personal y descargaremos los 3 archivos incluidos, a los que se les 
ha dado un formato de imagen para que aparezca en la galería. 
 
Imagen 18 - Mobile Web Server: A la izquierda servidor en el teléfono, a la derecha acceso al servidor desde un 
navegador cualquiera 
Para el caso de la bajada, se ha instalado un cliente ftp “Sic Ftp client” (ver más adelante) en el 
teléfono que se utilizará para acceder a los 3 archivos colgados en un servidor del 
departamento (con una capacidad de subida muy superior a la capacidad de descarga del 
dispositivo). 
 
Imagen 19 - Sic FTP Client 
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A continuación se muestra la tabla de medidas realizadas sobre 3G y 3,5G. Las únicas que se 
realizaron en 3G fueron las de Premià de Mar. Se han hecho varias medidas en cada caso para 
el enlace de bajada y para el enlace de subida. En un principio se decidió realizar medidas con 
los 3 archivos estándar definidos, sin embargo se han realizado las medidas únicamente con un 
fichero de 3MBytes ya que el contrato de 3G tenía límite de descarga, con lo que se optó por 
hacer varias medidas de 3MBytes en lugar de que unas pocas con 10MB consumieran todo el 
crédito del teléfono. 
 UPC Campus 
Nord 
UPC Indoor Diagonal Mar Premià de Mar 
Descarga(s) 30-30-30-39 38-88-90 40-34-40-32 280-266-272 
Subida(s) 82-82-85-82 96-80-87 90-86-86-94 720-725-715 
 
Se ha observado que la cobertura 3G-3,5G en el interior de edificios se atenúa en gran medida, 
sobre todo en zonas de Barcelona donde no hay una gran densidad de nodos. En edificios muy 
grandes (centros comerciales) es esencial que se instalen nodos dentro del mismo (picocélulas 
o femtocélulas). En el centro comercial Diagonal Mar se ha observado un descenso en la 
velocidad en las zonas más transitadas… No obstante en el parking del centro comercial las 
descargas se realizaban a velocidad máxima lo que afianzó más la sospecha de las 
interferencias Bluetooth. 
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4.3.3 Wi-Fi 
Para las descargas utilizando Wi-Fi se ha utilizado el mismo servidor http “Mobile Web Server” 
donde se han colgado los tres archivos a descargar, en este caso en vez de utilizar conexión 3G 
se ha creado una red de área local (LAN) inalámbrica en modo Ad-Hoc (sin puntos de acceso) y 
el programa en modo LAN.  
El teléfono emisor únicamente tendrá que tener encendido el servidor http. El receptor deberá 
acceder vía navegador a la dirección ip del emisor en la red local, con ello accederemos a la 
página web principal del servidor y podremos realizar la descarga de los archivos. 
Se encontraron algunas medidas extrañas dependientes de la posición del teléfono lo cual 
comenzó una sospecha de que los dispositivos tuvieran una antena directiva, las conclusiones 
en cuanto a directividad del teléfono se realizarán utilizando las mismas medidas que para las 
distancias del teléfono teniendo en cuenta si el teléfono está de frente, de lado o de espaldas. 
Una vez asumida la directividad de la señal de los teléfonos se ha procedido a realizar unas 
medidas de distancias en exteriores. Para las medidas de distancia sin obstáculos se ha elegido 
la Avenida Diagonal cerca de Glorias. Después se procedió a las medidas con bastante 
afluencia de gente y coches, en la concurrida rambla del Poble Nou. Para el caso de las 
medidas en interior se ha realizado en el centro comercial Glorias en la avenida Diagonal. 
 
Imagen 20 - Localización general de medidas 
Además también se han realizado medidas dentro de diversos transportes como el Tranvía, el 
Metro y el Autobús, sin embargo ya que los transportes son de unas determinadas medidas 
fijas, se espera que se cubra todo un tranvía, un autobús y quizá dos vagones de metro en caso 
de que estén conectados. 
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A continuación se mostrará una tabla con las distancias máximas observadas en las diferentes 
posiciones del teléfono y en los diferentes entornos 
 Diagonal Rambla Poble Nou Interior CC 
Cara a cara 165m 95m 70m* 
Un teléfono de 
espaldas 
90m 45m 70m 
Ambos de espaldas 17m 11m 18m 
* Distancia máxima del supermercado de lado a lado. 
 
Una vez realizadas las medidas de distancias se ha procedido a comprobar si el tiempo de 
descarga varía según la distancia, se han realizado las medidas en la Avda. Diagonal en 
distancias de 25 a 150 m y con los tres diferentes tamaños, los resultados son en segundos. 
 25m 50m 75m 100m* 125m 150m 
1MB (s) 1,3 - 1,2 -1,5 1,4-1,5-1,7 1,4-1,8-1,9 2,1-2,5-3,1 1,5-1,7-1,5 1,9-1,8-2,2 
4MB (s) 4,5 - 4,3 - 5,1 5,2-5,1-5,5 5,8-6,1-5,6 8,2-8,9-7,1 5,7-5,9-5,6 7,8-7,1-8,3 
10MB (s) 11,7-11,7-11,9 11,8-12,1  
-11,7 
13-12,8-13,1 21,1-17,2-
19,9 
12,9-13,3-
12,4 
19,4-18,1-
20,2 
* Medidas realizadas con gran tránsito de gente. 
4.3.4 Medidas Consumo 
 
Para cada una de las actividades realizadas sobre el teléfono durante las medidas anteriores se 
ha utilizado un programa más “Nokia energy profiler” (ver más adelante)  que indica el 
consumo del teléfono, con lo cual se ha podido abstraer el consumo por separado de cada uno 
de los elementos  y estados necesarios para las medidas, ya sean programas, como recursos 
hardware del teléfono o estados de utilización de estos recursos. 
 Los elementos hardware serán la pantalla, la conexión 3G, el GPS, conexión Bluetooth 
y conexión Wi-Fi. 
 En cuanto a los programas serán: Mobile Web Server, Sic FTP client y nokia browser 
 
Imagen 21 - Energy Profiler: En él se puede ver el consumo máximo durante un determinado período 
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A continuación se detalla una tabla con las medidas de consumo relativas a los elementos 
hardware,  en la fila superior se indica el elemento y en la inferior el consumo en Vatios: 
StandBy  Pantalla GPS Bluetooth Wifi (Rx) Wifi (Tx) 3G(Rx/Tx) 
0.15 0.25 0.27 0.06 0.75 1.1 1.1 
 
Una vez medidos los elementos hardware se requería comprobar el coste de los programas sin 
la conexión para evitar consumos excesivos debido a programas extremadamente costosos en 
cuanto a CPU. Sin embargo después de varias mediciones, ninguno de los programas ha 
resultado aumentar el consumo de manera significativa,  es decir, en relación al aumento de 
consumo por la activación del hardware de las tecnologías, el aumento por programa es cero. 
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4.4 Análisis 
 
Una vez obtenidos todos los datos se ha realizado un análisis completo de las capacidades del 
smartphone y mediante el cual podremos comparar las tecnologías presentes en el dispositivo. 
Dividiremos este análisis en los mismos elementos en los que se han dividido las medidas de la 
tecnología Wi-Fi puesto que así podremos comparar cada elemento entre las tres tecnologías. 
 
4.4.1 Directividad 
Se refiere a la capacidad de la tecnología inalámbrica para emitir en todas las direcciones, es 
decir, cuánto más directiva sea la señal emitida peor será para el uso en una red de nodos. Si 
habláramos de directividad en general, las tecnologías no podrían compararse ya que depende 
únicamente de la antena emisora/receptora de las mismas. Sin embargo estamos analizando 
esta capacidad enfocándonos en smartphones y en consecuencia dependen de las antenas 
instaladas en ellos. 
4.4.1.1 Wi-Fi 
Se ha constatado una Directividad bastante fuerte en esta tecnología. Concretamente en 
dirección de la cámara trasera del teléfono (o contraria a la dirección de la pantalla). Se trata 
de algo lógico ya que el teléfono se coloca situando la pantalla hacia la oreja.  
 
 
Imagen 22 - Representación de la directividad del teléfono 
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La imagen anterior representa el área de cobertura Wi-Fi si sostenemos el teléfono en la mano 
de forma que podamos mirar la pantalla, es decir con la cámara de fotos enfocando hacia 
delante. Se pudo comprobar que el rango hacia delante era mucho mayor que por detrás y por 
los lados, con lo que se asumió una gran directividad. 
4.4.1.2 3G – 3,5G 
No se han hecho grandes medidas relativas a esta característica en 3G-3,5G ya que se trata de 
una conexión de tipo infraestructura (utilizando un punto de acceso). Con lo que estudiar la 
Directividad no tiene sentido en tanto en cuanto se requieren los puntos de acceso de la 
compañía contratada para hacer la conexión. 
4.4.1.3 Bluetooth 
No se ha observado directividad en esta tecnología, sin embargo tampoco resulta un 
parámetro muy importante en este caso ya que la distancia máxima ronda los 10 metros. 
 
4.4.2 Distancia 
Acotaremos las medidas a la máxima distancia a la que dos dispositivos conectados en la 
misma red pueden llegar a mandar y recibir un paquete de datos de unos pocos bytes. Y 
asumiendo que los móviles están situados uno en dirección al otro y viceversa. 
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4.4.2.1 Wi-Fi 
Una vez tomadas se han elaborado varios mapas de distancias en diversos entornos. Tras cada 
imagen se comentarán los resultados mostrados en ella.  
 
Imagen 23 - Zona de medidas con amplio espacio y reducidos obstáculos. 
Comenzaremos por el resultado del estudio en la avenida Diagonal de una anchura 
aproximada de 50 metros, con una rambla central, carretera a los lados (dos carriles en cada 
lado) y edificios con una separación sustancial entre ellos. Así pues se trata de una calle muy 
ancha en la que no había prácticamente ningún obstáculo para la señal. Como se puede 
observar en la Imagen 23, la distancia frontal rondaría los 150 metros y una distancia con un 
terminal de espaldas estaría rondando los 80 metros. Se dieron casos con distancias superiores 
pero se trataba de una señal tan débil y susceptible a obstáculos que no sería útil para ninguna 
aplicación final y solamente como dato experimental. 
 
PFC 
39 
 
 
Imagen 24 - Zona de medidas con gran afluencia de gente. 
Una vez realizadas las medidas sin obstáculos se ha procedido a realizarlas en un entorno con 
gran afluencia de obstáculos y muchos rebotes de la señal. Como se puede ver en la Imagen 
24, se eligió la rambla del Poble Nou. La rambla en sí tiene una anchura aproximada de 20 
metros, con edificios que rondan los 5 pisos. En cada cruce hay una pequeña plaza con una 
rotonda para la circulación de vehículos.  
Después de hacer varias medidas, se podría concluir siendo muy optimistas que el rango 
máximo en una calle concurrida serían unos 100 metros en línea recta. Sin embargo como se 
puede ver en la imagen, la señal se extendería en la entrada de las calles que cruzan la rambla 
de manera similar a lo que vería una persona que se coloca donde está el muñeco en la 
imagen. 
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Imagen 25 – Plano general del centro comercial Glóries en la avenida diagonal. 
 
La Imagen 25 corresponde a la cobertura respecto a un dispositivo situado en el centro del 
centro comercial (marcado con un punto rojo). Se trata de un escenario bastante amplio, con 
paredes completamente planas que favorecen los rebotes. Además hay una carencia casi 
completa de obstáculos. Todas estas variables resultaron en una gran cobertura entre 
dispositivos, se podría decir que si uno de los smartphones se sitúa en la zona central mientras 
el otro esté caminando por el exterior tendrá siempre contacto con él.  
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Imagen 26 - Mapa interior del supermercado Carrefour dentro del centro comercial Glóries. 
En este caso se trata de una parte del centro comercial anterior, esta vez en el interior. En la 
Imagen 26 se pueden ver dos ilustraciones diferentes del mismo espacio del centro comercial. 
La ilustración izquierda indica el resultado de movimientos aleatorios de dos dispositivos en un 
mismo pasillo del centro comercial y en dos plantas diferentes (la superior con un hueco en 
medio), se pudo observar que la cobertura fue total en todo momento. En la ilustración 
derecha se trata de la distancia máxima dentro de un supermercado con todos los obstáculos 
típicos de éstos. 
 
Imagen 27 - Medidas en un Tram 
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Esta última imagen (ver más atrás) compuesta detalla las distancias del Tram en Barcelona, las 
unidades miden 32 metros pero el espacio habitable por los pasajeros rondará los 20 metros. 
Se determinó que si uno de los dispositivos está situado mirando hacia dentro del Tram el 
resto tendrán cobertura con él, independientemente de su dirección. 
También se hicieron medidas en autobús con resultados idénticos.  
No obstante en el metro entraron otros factores, como el tipo de vagón, las estaciones etc. En 
el caso de los nuevos vagones en los que todos están conectados se pudo alcanzar los tres 
vagones de distancia en el caso de dos terminales mirándose. Cuando se trataba de vagones 
antiguos en los que cada uno de ellos es individual, únicamente se podía comunicar de vagón a 
vagón si ambos terminales estaban muy cerca uno del otro.  
El caso de las estaciones de metro es bastante aleatorio ya que hay que tener en cuenta todos 
los rebotes que efectúa la señal, se puede determinar que en las nuevas estaciones en las que 
el andén es un tubo en la línea de metro la conectividad es completa entre terminales excepto 
cuando hay un tren en medio. Sin embargo cuando se trata de estaciones antiguas mucho más 
espaciosas la conectividad se pierde entre los 50 y 100 metros. 
 
4.4.2.2 3G-3,5G 
Además como se ha comentado en el apartado asignado a la directividad, la cobertura 3G no 
dependería de la distancia de los otros nodos sino de la distancia al punto de acceso con lo que 
requerimos una gran cantidad de puntos de acceso distribuidos en cualquier zona en la que 
queramos tener cobertura 3G. 
 
4.4.2.3 Bluetooth 
Se hicieron muy pocas medidas puesto que no hay mucho análisis a realizar, en las 
especificaciones técnicas del dispositivo indica una distancia máxima de 10 a 100 metros según 
el tipo de señal bluetooth. Este apartado se ha limitado a comprobar la distancia que puede 
alcanzar el terminal a estudiar.  
Se realizaron varias medidas y la 
distancia media a la que aún era 
posible intercambiar datos entre 
los dispositivos fueron 15 metros. 
Sin embargo 10 metros de 
distancia son los necesarios para 
poder hacer una transferencia a una 
velocidad aceptable. 
 
4.4.3 Velocidad 
Este apartado es un resumen de los resultados de las medidas de tiempos de descarga en cada 
una de las tecnologías.  
 Wi-Fi: Tendremos una velocidad máxima de descarga de 7 Mbits/s. Se ha de tener en 
cuenta que la transferencia http utiliza TCP IP como protocolo de transporte. Al final 
de este capítulo explicaremos algunos de los problemas de este protocolo cuando se 
utiliza en dispositivos en movimiento. 
Imagen 28 - Representación de distancias en bluetooth 
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 3G-3,5G: Se  ha obtenido una velocidad de 620Kbits/s de bajada y 290Kbits/s de 
subida al utilizar la red 3,5G. En Premià de mar (3G) se obtuvieron unas velocidades de 
bajada de 90Kbits/s y 35Kbits/s de subida. Habría que hacer un estudio más 
exhaustivo de las compañías y las tarifas que ofrecen para tener unos datos más 
fiables.  
 Bluetooth: La velocidad máxima se ha comprobado que ronda los 600Kbits/s, 
exactamente la indicada en las especificaciones de la tecnología (1Mbit/s) restándole 
las pérdida de eficiencia por las cabeceras de los paquetes. 
 
4.4.4 Consumo 
Se ha centrado el análisis en el consumo de batería en el smartphone pero en el caso de la 
conexión 3G-3,5G debería de añadirse un consumo económico bastante importante, si bien es 
la única de las conexiones que permite un acceso a internet en cualquier lugar (en el que haya 
cobertura). 
4.4.4.1 Wi-Fi 
El consumo es bastante alto utilizando esta tecnología, rondaría los 0,75W en la recepción y 
1,1W en el envío de datos.  
Sin embargo los dispositivos Wi-Fi suelen disponer de métodos de ahorro de energía que no se 
han podido utilizar en este dispositivo debido a que el sistema operativo Symbian (utilizado en 
el Nokia N78) no permite a los desarrolladores de aplicaciones hacer uso del ahorro de 
energía. Además tal y como se ha explicado al comienzo de la memoria, cuando los 
dispositivos utilizan el modo Ad-Hoc la posibilidad de ahorro de energía es mucho menor 
respecto al uso de redes con infraestructura.  
 
4.4.4.2 3G-3,5G 
Se ha observado que el consumo ronda los 1,1 W. Se han hecho pruebas utilizando las redes 
3G, las redes 3,5G e indistintamente utilizando el enlace de bajada como de subida,  el 
consumo siempre ha sido el mismo. Por otro lado deberemos añadir el alto coste económico 
de esta tecnología que depende enteramente del contrato que tengas con tu operador 
telefónico. Se trata pues de una tecnología bastante cara en todos los aspectos. 
 
4.4.4.3 Bluetooth 
En este caso, se trata del punto fuerte de esta tecnología. El consumo apenas alcanza los 
0,06W por lo que se podría decir que es muy buena opción para transferencias en distancias 
cortas. Tal y como se especifica en el estándar, si utilizáramos un dispositivo que permitiera 
conexiones de más distancia, el consumo sería bastante más alto. 
 
  
Estudio de las prestaciones de una red Ad-Hoc Wi-Fi 
44 
 
5 Colaboración en Despliegue 
 
5.1 Introducción 
A raíz del estudio realizado sobre tecnologías inalámbricas para el grupo COMPNet éste me 
ofreció participar en un despliegue conjunto del grupo de investigación y la empresa Miraveo 
Inc. Se trata de un estudio sobre movilidad en redes ad-hoc Wi-Fi. Esta experiencia es la 
primera que realizará el grupo con lo que no se espera un funcionamiento perfecto que lleve al 
análisis de todos los errores cometidos para un posterior despliegue más completo. 
El despliegue tendrá dos objetivos muy diferenciados. Primero, estudiar el comportamiento de 
la tecnología desplegada por Miraveo a nivel de red, estudiando todo el protocolo de 
comunicación empleado. Se tratará pues del primer estudio completo del comportamiento de 
tecnología Wi-Fi en modo ad-hoc en movimiento.  Y segundo, estudiar el comportamiento de 
la gente ante tecnologías de proximidad [8.5]. 
Mi labor consistirá en implementar parte de la aplicación Demo que se utilizará en el 
Despliegue. Se tratará de una aplicación de monitorización de la actividad de la aplicación y 
después todo el sistema de envío de los logs a los nodos fijos. Habrá una parte incluida en la 
aplicación de los terminales móviles (Sistema operativo Symbian) que se podría llamar el 
cliente y una segunda parte en los nodos fijos, llamados MiraveoBoxes (Sistema operativo 
Linux), todo el trabajo se realizará utilizando las librerías Qt [8.1] y la librería de Miraveo que 
permite utilizar su protocolo de comunicación. 
Una vez implementado, se realizará un periodo de testeo y un estudio de emplazamiento de 
los nodos fijos para intentar abarcar el máximo posible de áreas comunes de los alumnos 
utilizando únicamente 5 MiraveoBoxes. Se hará un llamamiento para la participación en la 
experiencia y una vez terminado se analizará todo lo realizado para evitar fallos en un segundo 
despliegue más definitivo. 
A continuación se entrará en detalle de cada una de las partes de esta segunda fase. Se harán 
tres divisiones diferenciadas: Software de monitorización, preparación del despliegue y análisis 
posterior. 
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5.2 Software de Monitorización 
Se trata de un programa encargado de monitorizar la actividad de los usuarios, guardarla en 
unos archivos de log y enviarlos a los nodos fijos (MiraveoBoxes) mediante el protocolo de red 
de Miraveo. Las actividades monitorizadas no serán nunca de carácter personal pero si de uso, 
es decir, cantidad de datos enviados/recibidos, elementos de la aplicación más utilizados, etc. 
Se entrará más en detalle en el apartado de diseño del software. 
Este paquete de software será incluido en la aplicación proporcionada por la empresa 
Miraveo. Se trata de una aplicación social que permite descubrir a todos los nodos en el rango 
del dispositivo e interactuar con ellos, permite la realización de chat, transferencia de archivos 
e incluso postear de forma similar a un foro. 
Este capítulo comenzará por un análisis del protocolo de comunicaciones proporcionado por 
Miraveo, se trata de un método de comunicación completamente diferente al concepto actual 
de sockets al que estamos acostumbrados, además explota la característica de tolerancia al 
retardo, muy interesante para esta aplicación en la que todos los nodos son cliente y servidor a 
la vez. Le seguirá un estudio de la estructura de la aplicación proporcionada para poder incluir 
después el software de monitoreo.  
Una vez entendido y explicado el software ya escrito, se procederá a diseñar la parte que me 
corresponde. No se incluirá un apartado de implementación ya que el código de 
monitorización estará incluido con esta memoria. 
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5.2.1 Stack de comunicaciones Miraveo 
La red Miraveo es una red inalámbrica espontánea de proximidad alrededor de un nodo por la 
cual éste podrá descubrir otros usuarios Miraveo cercanos e interactuar con ellos. El equipo de 
ingeniería de Miraveo ha preparado todo el sistema para que otros desarrolladores programen 
sobre su librería, pero éstos deberán adquirir unos conocimientos previos sobre la red que, en 
contraste con las redes cableadas o inalámbricas con nodos fijos, está basada en la movilidad 
de los nodos y debido a esto el modelo de comunicaciones cambia notablemente. 
La librería Miraveo en primera instancia proporciona métodos para conectar a la red Miraveo y 
de descubrimiento de usuarios. Desde el punto de vista del usuario, solo habrá una instancia 
de la red Miraveo, la cual está descentralizada y está creada por el usuario en sí y los nodos 
que hay a su alrededor. Al establecer la conexión, el usuario permite al resto descubrirle y 
viceversa. Una vez conectado, la aplicación informará cada vez que otros nodos aparecen o 
desaparecen de la zona próxima al usuario. 
Una vez asumido el tipo de red, la librería proporciona diferentes mecanismos que permiten la 
comunicación entre los diferentes nodos de la red Miraveo. Debido a la alta velocidad de 
cambio de la estructura de la red y la movilidad de los usuarios, el modelo de comunicación 
difiere del actual concepto de sockets. Los mecanismos de intercambio de datos de la red 
Miraveo están basados en un modelo de comunicación tolerante al retardo en el cual la 
comunicación entre nodos es resistente a las desconexiones. Además un nodo puede 
compartir o transmitir datos a otros nodos que nunca ha descubierto debido a la capacidad de 
pasar información a nodos intermedios que guardarán la información y la continuarán 
transmitiendo a lo largo de otros nodos, de forma que al final el originador de la información la 
habrá compartido con usuarios que no han estado en contacto directo con él. Los dos 
mecanismos de comunicación en Miraveo son el mecanismo de “Pull”, en el que los nodos 
publican los datos que desean y éstos pueden ser obtenidos por el resto de nodos mediante 
una acción de “Query”; y el mecanismo de “Push” donde un nodo transmite datos de forma 
activa al nodo receptor. 
A continuación se explicará por encima el método de establecimiento de conexión para 
después adentrarnos en los mecanismos de comunicación. La librería está basada en QT [8.1] 
con lo que no existe el patrón Observador sino que se utilizan los mecanismos de señalización 
de QT utilizando “signals” y “slots”. 
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MVApplication* mapp = MVApplication::getMVApplicationInstance(); 
 
MVNetworkConnector* conn = new MVNetworkConnector(*mapp); 
QObject::connect(conn, SIGNAL(userAppearedInNetwork(const MVUser &)), 
<Listener Class*>, <Listener Slot>); 
QObject::connect(conn, SIGNAL(userDisappearedFromNetwork(const MVUser 
&)), <Listener Class*>, <Listener Slot>); 
QObject::connect(conn, 
SIGNAL(connected(MVNetwork::MVNetworkConnectionError)), <Listener 
Class*>, <Listener Slot>); 
 
MVNetwork::MVNetworkConnectionError err = MVNetwork::connect(*conn); 
 
 
delete conn; 
 
5.2.1.1 Establecimiento de la conexión y descubrimiento de usuarios 
La librería Miraveo es una librería dinámica que permite a diversas aplicaciones conectarse a 
su red, cada una de ellas deberá identificarse con un identificador único en la red para 
diferenciar los datos de cada una de las aplicaciones. 
La conexión se establece a través de las clases MVNetwork y MVNetworkConnector. Éstas 
forman el interfaz principal para interactuar con la red. Primero, hay una única instancia de la 
clase MVNetwork, la cual representa la red Miraveo en sí misma y proporciona métodos de 
establecimiento de la conexión. Por otro lado, MVNetworkConnector proporciona el interfaz 
para el reconocimiento de usuarios remotos y mecanismos para el intercambio de datos. 
El establecimiento de la conexión se realizará siguiendo estos pasos: 
1) Creación del identificador de la aplicación: 
2) Creación del conector y conexión de los signals del mismo: 
 
3) Conexión a la red: 
 
*Se trata de una llamada asíncrona, su finalización se señalizará utilizando el signal 
“connected” 
 
4) La desconexión de la red se realiza destruyendo la clase MVNetworkConnector: 
Desde este punto si no ha ocurrido ningún error, la clase MVNetworkConnector estará 
conectada a la red y lista para utilizarse. Cada vez que aparezca un usuario en la red, el 
conector emitirá el signal “userAppearedInNetwork” con una instancia del usuario que acaba 
de aparecer “MVUser”. La clase MVUser tiene información sobre los usuarios remotos, tales 
como su nickname y su dirección ip. De la misma manera cuando un usuario desaparece del 
rango del nodo, el conector emitirá la señal “userDisappearedFromNetwork” indicando el 
MVUser correspondiente que salió de la red. 
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MVNetworkConnector::createDTDO(MVLocalDTDO*& dtdo, uint32_t tag, const 
QByteArray& data, int32_t ttl); 
 
PublishDTDOError publishDTDO(const MVLocalDTDO& dtdoId); 
5.2.1.2 Modelo de comunicaciones tolerante al retardo 
Éste modelo de comunicaciones está basado en la idea de que los datos se pueden distribuir 
por la red incluso sin que el nodo que los origina ya no esté en la red o incluso si nunca se ha 
descubierto por otros nodos. 
La unidad mínima de datos se llama DTDO (Delay Tolerant Distributed Object). Un DTDO puede 
crearse y publicarse para que otros nodos lo puedan obtener. Además, un DTDO puede 
configurarse para que permanezca presente en los otros nodos y poder repartirlo por la red 
fuera de la presencia del originador. De esta manera, un nodo Miraveo puede publicar 
información y dejar que esta información sea distribuida dinámicamente al resto de usuarios.  
Un DTDO se declara  de la siguiente manera: 
1) Creación del DTDO: 
Esta llamada crea un DTDO Local marcado con el tag que indiquemos. Este tag (junto 
con el identificador del nodo) será el identificador público del DTDO a lo largo de la 
red, de tal forma que los usuarios podrán distinguirlo y obtenerlo. Desde el punto de 
vista de una aplicación sobre Miraveo, un DTDO es único con lo que no podrán crearse 
dos DTDOs utilizando el mismo tag. 
El parámetro ttl (Time to Live) indica el tiempo (en milisegundos) que el DTDO creado 
permanecerá “vivo” en la red fuera del nodo originador (es decir, en el resto de 
usuarios). De tal forma, cuando un nodo obtiene un DTDO, automáticamente se 
convierte en un portador de ese DTDO y otros nodos podrán obtenerlo de él durante 
el tiempo determinado por el parámetro ttl. Utilizando este parámetro, la aplicación 
puede configurar el grado de distribución de la información por la red.  
Por ejemplo, en el contexto de un tablón de anuncios virtual, donde los anuncios se 
publican por los usuarios. Un anuncio diseñado para usuarios próximos (por ejemplo: 
“alguien me puede prestar un bolígrafo”) deberá configurarse con un ttl bastante bajo. 
Por otro lado un anuncio diseñado para llegar al máximo número de personas (por 
ejemplo: “Estoy buscando habitación”) deberá configurarse con un ttl alto. 
 
2) Publicación del DTDO 
Después de esta llamada, el DTDO se hará público y desde ese momento otros nodos 
lo podrán descubrir y obtener. Si un DTDO no se publica, nunca será descubierto por 
otros usuarios. 
 
En este punto, hay dos mecanismos para transferir DTDOs entre dos o más nodos: el 
mecanismo Pull y el mecanismo Push. 
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MVDTDOQuery *query = new MVDTDOQuery(); 
 
QObject::connect(query, SIGNAL(queryFinished()), <Listener Class*>, 
<Listener Slot>); 
 
MVDTDOQueryFilter filter; 
filter.setTag(<tag>);  
 
filter.setOriginatorIp(<ip>);  
 
filter.setSeederIp(<ip>); 
 
MVNetworkConnector::QueryDTDOsError err=conn->queryDTDOs(filter, 
*query); 
 
std::set<MVDiscoveredDTDO>* rlist = query->readResults(); 
 
5.2.1.2.1 Mecanismo de Pull 
Este mecanismo provee métodos que permiten a un nodo obtener los DTDOs públicos en la 
red, tanto de otros nodos como de él mismo. Para conseguir esto, hay dos conceptos: “Query” 
de DTDOs y “Request” de DTDOs. Ambos son mecanismos asíncronos que avisan de su 
finalización mediante signals QT. 
La “Query” de DTDOs permite conocer qué DTDOs están publicados en la red, es decir obtener 
los identificadores de los DTDOs de la red pero no su contenido. Estas Querys se pueden filtrar 
para obtener solo los DTDOs que el usuario desee. Una Query se realiza de la siguiente 
manera: 
1) Declaración del objeto Query a partir del cual se obtendrán los resultados: 
2) Conexión de los signals del objeto Query para detectar su finalización: 
3) Filtrado: 
a. Filtro vacío: Query para todos los DTDOs de la red. 
b. Filtrando tag: Retornará solo DTDOs con el tag especificado. 
c. Filtrando ip: Retornará solo DTDOs originados por el nodo con la ip 
especificada. 
d. Filtrando portador: Retornará solo DTDOs almacenados en el nodo con la ip 
especificados (independientemente de si los creó o no). 
4) Lanzamiento de la Query: 
5) Recepción de los datos. El objeto query emitirá el signal “queryFinished” indicando 
que los resultados están listos para obtenerse o retornará null en caso de error: 
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MVDTDORequest *request = new MVDTDORequest(); 
 
QObject::connect(request, SIGNAL(requestFinished()), <Listener 
Class*>, <Listener Slot>); 
 
MVNetworkConnector::RequestDTDOsError err =  
conn->requestDTDOs(filter, mrt, *request); 
 
std::list<MVDTDORequestResult>* rlist = request->readResults(); 
La “request” de DTDOs permite obtener los DTDOs publicados en la red. Se trata de un 
mecanismo prácticamente idéntico al de query con la diferencia de que se obtendrán los datos 
y no únicamente los metadatos. 
1. Declaración del objeto Request a partir del cual se obtendrán los resultados: 
2. Conexión de los signals del objeto request para detectar su finalización: 
3. Filtrado: Idéntico al filtrado de Querys: 
4. Lanzamiento de la Request. Se deberá indicar el valor de MRT (Maximum retrieval 
Time), el cual indica el máximo número de milisegundos que deberá mantenerse la 
búsqueda hasta indicar los resultados obtenidos hasta ese momento: 
5. Recepción de los datos. El objeto request emitirá el signal “requestFinished” indicando 
que los resultados están listos para obtenerse o retornará null en caso de que haya 
ocurrido un error. 
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MVLocalDock* dock = new MVLocalDock(); 
 
MVNetworkConnector::CreateDockError err =  
conn->createLocalDock(dock, <tag>); 
 
MVLocalDock::PickupResult result; 
MVLocalDock::PickupError err = dock->pickupDTDO(&result); 
QObject::connect(dock, SIGNAL(newDTDOAvailable()), <Listener Class*>, 
<Listener Slot>); 
 
5.2.1.2.2 Mecanismo de push 
Este mecanismo permite enviar data de forma activa a otro nodo.  Esto se conseguirá 
utilizando receptores de datos llamados Docks (una analogía del muelle en un puerto que 
recibe mercancía) los cuales declarará el receptor y los que el emisor deberá detectar y enviar 
DTDOs utilizando el método push. Cada Dock está identificado por un tag definido por la 
aplicación. 
 
5.2.1.2.2.1 Recepción 
Para permitir la recepción de pushes desde otros nodos habrá que declarar un Dock local 
sobre el cual el resto de nodos podrán enviar DTDOs. A continuación se detallan los pasos que 
deberá seguir un nodo que desea dar la posibilidad a otros de enviarle información 
directamente. 
1. Creación del dock local (MVLocalDock): 
2. Conexión de los signals del dock local que informarán de la recepción de DTDOs: 
 
3. Publicación del dock local para permitir a otros usuarios saber de su existencia: 
4. Cada vez que el Dock reciba nuevos DTDOs, el objeto localdock emitirá el signal 
“newDTDOAvailable” que informa de la posibilidad de obtener los DTDOs: 
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MVRemoteDock* rDock = conn->getRemoteDock(<tag>, <Remote node IP>); 
 
MVDTDOPushOperation* pushOp = new MVDTDOPushOperation(); 
 
QObject::connect(pushOp, SIGNAL(pushFinished()), <Listener Class*>, 
<Listener Slot>); 
 
MVDTDOPusher::PushError err = rDock->pushData(<data>, <mpt>, *pushOp); 
 
MVDTDOPusher::PushError err = rDock->pushData(const MVLocalDTDO& 
dtdoId, <mpt>, *pushOp); 
 
MVDTDOPushOperation::Status status = pushOp->status(); 
 
5.2.1.2.2.2 Envío no encadenado 
Se refiere a pushes en los que el orden de recepción no está garantizado. En este caso se 
detallan los pasos desde el punto de vista de un nodo que desea enviar datos a otro nodo que 
tiene Docks públicos. 
1. Identificación del dock remoto: 
2. Declaración de la operación de push a través de la cual se señalizará la finalización del 
mismo: 
3. Conexión de los signals para poder captar el evento de finalización: 
 
4. Enviar DTDOs o directamente datos sobre el dock remoto obtenido. El valor MPT 
(Maximal Pushing Time) indica el máximo número de milisegundos en que la operación 
de push deberá durar para que se considere expirada. 
 
a. Envío directo de datos 
 
b. Envío de un dtdo: 
 
5. El objeto “push operation” emitirá el signal “pushFinished” indicando el momento en 
el que se puede consultar el estado de la operación de envío. 
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MVRemoteDock* rDock = conn->getRemoteDock(<tag>, <Remote node IP>); 
 
MVRemoteDockChain* chain; 
MVRemoteDock::ChainCreationError chErr =  
rDock->createChain(chain, <Chain Resistance>); 
 
MVDTDOPusher::PushError err = chain->pushData(<data>, <mpt>, *pushOp); 
 
MVDTDOPushOperation::Status status = pushOp->status(); 
 
5.2.1.2.2.3 Envío encadenado 
Se trata de operaciones de push en los que el orden es relevante, este tipo de pushes 
garantizan un orden de envío y la información de errores debidos a la pérdida de DTDOs 
intermedios. Debido a esta necesidad aparece el concepto de cadena de un dock, sobre la cual 
enviaremos DTDOs a un dock de forma que el orden de envío será idéntico del orden de 
recepción. 
1. Identificación del dock remoto. Este paso es idéntico en ambos tipos de pushes. 
 
2. Creación de la cadena. Los docks remotos permiten crear los objetos 
RemoteDockChain que garantizan el envío ordenado a través de ellos. Se deberá 
indicar el valor “resistencia de cadena” que indica el número de milisegundos que el 
receptor deberá esperar un DTDO pendiente si han llegado los siguientes antes de 
informar de error. Por ejemplo, tres DTDOs se desean enviar, numerados 1, 2 y 3. Si el 
receptor recibe el DTDO 1 y el 3 pero no el 2, se entregará el 1 y se esperará el tiempo 
“resistencia de cadena” para la recepción del 2. Si éste llega a tiempo, se entregarán el 
2 y el 3 consecutivamente, en caso contrario, se entregará el 3 informando de que se 
ha roto la cadena. 
3. Declaración de la operación de push: Idéntica a los pushes no encadenados. 
4. Conexión de los signals de la operación: Idéntico a los pushes no encadenados. 
5. Lanzamiento de la operación de push. En este caso no se hará sobre el dock sino sobre 
la cadena: 
 
6. El objeto “push operation” emitirá el signal indicando el momento en el que se puede 
consultar el estado de la operación de envío. 
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5.2.1.3 Análisis general del Stack Miraveo 
Se trata de un sistema simple de conexión y desconexión, los únicos eventos que proporciona 
por sí mismo son el de aparición desaparición de usuarios en la red, lo cual facilita mucho el 
conocimiento de la topología de la misma. 
Los métodos de envío y recepción de datos a primera vista parecen bastante sencillos. El 
método push resulta ser algo parecido al concepto habitual de sockets con la diferencia que en 
las redes Miraveo las desconexiones son constantes y este mecanismo está totalmente 
adaptado a ello. 
El método pull resulta ser una forma muy potente de enviar información a múltiples destinos y 
hacer que ésta se propague por la red de forma automática, sin necesidad de programar 
mecanismos de envió múltiple, recepción ni reenvío. Simplemente se tratará la red completa 
como si de una base de datos se tratara y los usuarios hicieran peticiones en ella teniendo en 
cuenta que su contenido varía constantemente. Será muy interesante comprobar el 
funcionamiento de este mecanismo de tipo viral. 
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5.2.2 Análisis Aplicación Miraveo 
Se trata de una aplicación para smartphones que utilizando la plataforma Symbian (3rd edition 
y 5th edition). Este sistema utilizaba su propio lenguaje de programación, el cual es una 
adaptación del lenguaje C++. Sin embargo, debido a la reciente adquisición por parte de Nokia 
de la plataforma Qt (una serie de librerías que permiten programar sobre ellas y ser compilado 
en diversos sistemas operativos)  y la adaptación de Qt a la plataforma Symbian, en Miraveo 
decidieron realizar la aplicación (desde este punto se utilizará el acrónimo MVApp para referir 
la aplicación) sobre Qt con lo que me ha permitido reutilizar los conocimientos adquiridos en 
asignaturas estudiadas a lo largo de la carrera como han podido ser VIG (por Qt) y ADA por 
(C++). 
A continuación se explicará la MVApp, para su comprensión se requieren varios conceptos 
relacionados con la librería Qt. Si el lector es ajeno a estos conceptos puede encontrarlos en el 
apéndice 8.1 referido a conceptos básicos de Qt. 
La MVApp está diseñada para aceptar porciones de código extra de forma completamente 
modular debido a una estructura de plugins. Además está diseñada para funcionar también 
sobre Linux con lo que se utiliza continuamente el patrón plantilla para definir Backends [8.6] 
para Linux y para Symbian. 
El núcleo de la aplicación es una clase síngleton que se encarga de iniciar los plugins de la 
aplicación, manejar las pantallas principales (“lista de usuarios”, “lista de aplicaciones” 
(plugins) y “lista de actividades”), conectar a la red Miraveo, emitir los signals relacionados con 
eventos de red (aparición y desaparición de nodos) y ofrecer los servicios de comunicación de 
la red Miraveo. 
A continuación se muestra el diagrama de clases del núcleo de la aplicación. 
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Imagen 29 - Diagrama de clases General en Symbian 
Como se puede ver, el núcleo de la aplicación es una interfaz llamada MiraveoApplication que 
contiene las llamadas a todas las funciones de la red Miraveo, además de algunas por 
conveniencia como una que retorna el directorio de almacenamiento de la aplicación.  Ésta 
clase será común en Symbian y en Linux ya que se trata de una interfaz. En cada uno de los 
sistemas una clase deberá implementar MiraveoApplication, sus funciones abstractas y añadir 
las que necesite, en este caso se trata de Symbian y la clase que hereda es 
“MiraveoGraphicalApplication”, además de heredar de MiraveoApplication hereda de 
QApplication y tiene funciones relacionadas con las vistas principales, con la gestión de logs y 
es el observer de los eventos en la red Miraveo. 
Por otro lado, la aplicación principal gestionará todos los plugins que son porciones de código 
independientes con sus propias vistas (todas ellas heredadas de la clase “MVView”), los plugins 
tienen unas funciones abstractas que cualquier nuevo plugin deberá de implementar para 
poder ser invocado y gestionado por el núcleo. Estos plugins podrán utilizar las funciones de la 
red Miraveo para mandar, recibir, publicar y obtener información utilizando los métodos 
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explicados anteriormente. Para facilitar este proceso todas las llamadas están en la clase 
MiraveoApplication de la que los plugins solo deberán obtener su instancia e invocar los 
métodos de la red. A continuación se muestra el diagrama de secuencia a grandes rasgos del 
núcleo de la aplicación. 
 
Imagen 30 - Diagrama de secuencia General Symbian 
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Como se puede ver, en un comienzo el usuario accedería a la aplicación, el núcleo iniciaría 
todos los plugins y se cargaría una pantalla principal, donde el usuario podrá seleccionar los 
perfiles ya creados. No se ha incluido la parte del registro de perfiles ya que es ajena al tema 
que ocupa el proyecto. 
Una vez que el usuario selecciona un perfil el sistema conectará a la red Miraveo, si la conexión 
ha sido satisfactoria se realizará un bucle de “start” de los plugins, una vez terminado se abrirá 
la pantalla “NetworkView” que contiene el resto de usuarios visibles por el smartphone en la 
red Miraveo. 
Cuando el usuario desee desconectar de la red, se hará una desconexión de la clase 
MVNetwork y se volverá a la pantalla inicial después de haber hecho un “stop” de cada uno de 
los plugins.  
Este proceso de conexión y desconexión se puede repetir tantas veces como el usuario quiera 
sin salir de la aplicación, y cada conexión implica que puede ser con un perfil distinto con lo 
que desde el punto de vista de los plugins deberán limpiar todos sus datos y estructuras en 
cada stop para que el próximo start comience con datos nuevos. 
Una vez comprendida la MVApp se puede proceder con el diseño e implementación del 
sistema de monitorización. 
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5.2.2.1 MVApp en Linux 
Hay una serie de diferencias entre la versión en Symbian y la de Linux. Principalmente se trata 
de diferencias en funcionalidad, ambas siguen la estructura de plugins y se ejecutan siguiendo 
los mismos pasos. Sin embargo cada uno de los plugins generalmente en la versión de Linux 
está en su modo servidor, la cual no cuenta con interfaz gráfico, y en la versión de Symbian 
está en modo cliente.  
Tomemos como ejemplo el plugin Accounting en cuestión. La versión en Symbian deberá 
recoger el uso del usuario y del sistema, guardarlo en archivos y mandarlo a nodos fijos que 
serán las MiraveoBoxes. Por su parte la versión en Linux (en las MiraveoBoxes) se deberá 
encargar de recoger los archivos de log de cada uno de los teléfonos cuando éstos se lo envíen, 
procesarlo y guardarlo en un archivo por cada nodo cliente. 
Además de las funcionalidades, los plugins están externalizados totalmente de la aplicación, 
como si de librerías dinámicas se tratara, podemos añadir tantos plugins como queramos a la 
carpeta definida para ellos y la aplicación solo deberá reiniciarse para ejecutarlos. Esto se hará 
tratando cada plugin como si de una librería dinámica se tratara, desde la aplicación se 
cargarán los archivos de la librería (con extensión *.so en Linux) que se encuentren en la 
carpeta destinada a los plugins. 
A continuación se muestra el diagrama principal de la aplicación en la MiraveoBox: 
 
Como se puede ver se trata prácticamente de un calco de la aplicación en Symbian, 
añadiéndole lo necesario para que los plugins puedan ejecutarse externamente y quitándole 
Imagen 31 - Diagrama de clases General MiraveoBox 
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todo interfaz gráfico. En la imagen siguiente se muestra el diagrama de secuencia con las 
diferencias en cuanto a conexión y desconexión de la aplicación. 
 
Imagen 32 - Diagrama de secuencia General MiraveoBox 
Como se puede ver, la aplicación es iniciada directamente por el sistema. Una vez iniciados los 
plugins se conectará directamente y en caso correcto se hará start() de cada uno de ellos. La 
aplicación no se apagará en ningún momento y si lo hace es por error y habría que reiniciarla o 
reiniciar la máquina.  
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5.2.3 Diseño del software de monitorización 
Este elemento software se implementará como un plugin de la MVApp que no tiene interfaz 
gráfica, debido a que es una funcionalidad interna independiente del usuario final. Además, 
aprovechando que solo habrá una instancia de cada plugin en la aplicación, se utilizará este 
comportamiento para poder acceder al síngleton MVAccountingPlugin de forma externa desde 
otras partes del código y otros plugins para añadir entradas al log de monitoreo. 
Por otro lado el plugin también se deberá encargar de mandar los archivos de log a los nodos 
fijos a medida que el usuario pasa dentro del rango de estos. Esta necesidad implica tener 
conocimiento de cuando aparecen los nodos fijos de la red y el diseño e implementación de un 
sistema de transferencia de archivos explotando el protocolo de Miraveo.  
El diseño del plugin tendrá tres partes muy diferenciadas. Por un lado la creación interna de 
logs y la forma en la que desde otras partes del código se incluyen entradas. Por otro el 
método de transferencia de los archivos de log a los nodos fijos, esta parte del plugin deberá 
implementarse en el software de los smartphones (envío de logs). Y por último la recepción de 
los archivos de log en las MiraveoBoxes. Se explicarán como tres partes diferentes de código y 
al final del capítulo se mostrará el diagrama de clases completo y el diagrama de secuencia de 
la clase principal del plugin tanto para el smartphone como para las MiraveoBoxes 
5.2.3.1 Creación de logs 
El plugin de Accounting se encargará de crear y mantener el log de uso de la aplicación, 
además la librería de comunicaciones Miraveo también generará logs que deberán ser 
enviados, pero esto se tratará en el apartado Envío de logs. La idea es conocer el uso del 
usuario sobre el programa, cuánto tiempo está conectado a la red, cuántos posts ha publicado, 
cuántos mensajes de chat ha recibido y enviado, cuanto ocupan los datos que ha enviado o 
recibido, etc. 
Para conseguirlo se utilizará la clase MVLog creada para la librería Miraveo y portada a la 
aplicación, se trata de una clase simple que añade entradas con tiempos para cada mensaje 
que se añade, sin embargo es bastante compleja internamente en tanto en cuanto permite ser 
llamada por distintos Hilos de ejecución a la vez, con lo que establece un sistema de locks y 
mutex para evitar la escritura simultánea en el archivo de log. Por otro lado permite dos 
métodos de escritura, síncrona y asíncrona. La escritura síncrona permite debugar el programa 
puesto que no habrá retardo entre la llamada de escritura en el log y la escritura,  pero como 
desventaja resulta muy costoso a nivel de CPU ya que parará todos los Hilos de ejecución que 
quieran escribir hasta que se hayan escrito todas  las entradas en petición. La escritura 
asíncrona recoge las peticiones y las va escribiendo utilizando un hilo de ejecución a parte lo 
que hace el log poco costoso a nivel de CPU pero no será totalmente real el orden de la 
escritura. 
5.2.3.1.1 Formato de logs 
A nivel de aplicación se ha definido un formato específico para las entradas de log puesto que 
esos archivos serán analizados por otros integrantes del grupo COMPNet cuando acabe la 
prueba. 
Se han definido entradas de logs para la aplicación principal, para la consulta de perfiles 
externos, transferencia de archivos, chat, tablón de anuncios y ringer (aplicación que hace 
vibrar el teléfono de otro usuario, como si fuera un avisador). 
Cada uno de los elementos mencionados tendrá un identificador, y cada uno de los eventos de 
cada elemento tendrá otro. Además por cada evento se definirán los parámetros que le 
acompañarán. 
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Formato de la entrada de log: 
Segundos.milisegundos* elemento evento  parametro1 parametro2… 
*Segundos y milisegundos se refieren al momento concreto contado desde 1970 (tiempo 
UNIX). 
A continuación se detallan todos los eventos definidos: 
1. Aplicación principal. Identificador:  0 
a. El usuario inicia la aplicación: 
i. Identificador:  0 
ii. Parámetros:  Ninguno 
b. El usuario apaga la aplicación: 
i. Identificador:  1 
ii. Parámetros: Ninguno 
c. El usuario se conecta a la red Miraveo: 
i. Identificador:  2 
ii. Parámetros: Ninguno 
d. El usuario se desconecta de la red Miraveo: 
i. Identificador: 3 
ii. Parámetros:  Ninguno 
e. Un usuario aparece durante la sesión en la en la red Miraveo: 
i. Identificador:  4 
ii. Parámetros: Ninguno 
f. Un usuario desaparece durante la sesión en la red: 
i. Identificador: 5 
ii. Parámetros: Ninguno 
 
2. Visor de perfiles. Identificador:  1 
a. El usuario mira el perfil de otro nodo de la red: 
i. Identificador: 0 
ii. Parámetros: Ip del nodo remoto 
b. Un nodo de la red obtiene el perfil del usuario: 
i. Identificador: 1 
ii. Parámetros: Ip del nodo que obtiene el perfil. 
 
3. Transferencia de ficheros. Identificador:  2 
a. El usuario obtiene la lista de ficheros de otro nodo de la red: 
i. Identificador: 0 
ii. Parámetros:  Numero de archivos de la lista. 
b. Un nodo de la red obtiene la lista de archivos del usuario: 
i. Identificador: 1 
ii. Parámetros:  Número de archivos de la lista. 
c. El usuario comienza a descargar un archivo de otro nodo: 
i. Identificador: 2 
ii. Parámetros:  Tipo de archivo, tamaño, Ip del emisor. 
d. El usuario termina de descargar un archivo de otro nodo: 
i. Identificador: 3 
ii. Parámetros: Tipo de archivo, tamaño, Ip del emisor. 
e. Un nodo empieza a descargar un archivo del usuario: 
i. Identificador: 4 
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ii. Parámetros: Tipo de archivo, tamaño, Ip del receptor. 
f. Un nodo acaba de descargar un archivo del usuario: 
i. Identificador: 5 
ii. Parámetros: Tipo de archivo, tamaño, Ip del receptor. 
 
4. Chat. Identificador: 3 
a. El usuario comienza un chat con otro nodo: 
i. Identificador:  0 
ii. Parámetro:  Ip del nodo receptor 
b. Un nodo comienza un chat con el usuario: 
i. Identificador:  1 
ii. Parámetro: Ip del nodo emisor. 
c. El usuario cierra una ventana de chat con otro nodo: 
i. Identificador: 2 
ii. Parámetros: Ip del nodo, numero de mensajes intercambiados. 
d. El usuario envía un mensaje a otro nodo: 
i. Identificador: 3 
ii. Parámetros: tamaño del mensaje, Ip del nodo receptor. 
e. Un nodo envía un mensaje al usuario: 
i. Identificador: 4 
ii. Parámetros: tamaño del mensaje, Ip del nodo emisor. 
 
5. Tablón de anuncios. Identificador: 4 
a. El usuario obtiene un post de la red: 
i. Identificador:  0 
ii. Parámetros: Hash del post 
b. El usuario crea/publica un post: 
i. Identificador: 1 
ii. Parámetros: Tamaño del post, hash del post. 
c. El usuario borra un post: 
i. Identificador: 2 
ii. Parámetros: hash del post. 
d. El usuario lista un tema en el tablón de anuncios: 
i. Identificador: 3 
ii. Parámetros: Número de post que pertenecen a ese tema. 
e. El usuario abre un post: 
i. Identificador: 4 
ii. Parámetros: Hash del post 
f. El usuario obtiene posts guardados en disco: 
i. Identificador: 5 
ii. Parámetros: Número de posts obtenidos. 
g. Han expirado algunos posts. 
i. Identificador: 6 
ii. Parámetros: Número de posts que quedan. 
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6. Ringer. Identificador: 6 
a. El usuario envía un ring a otro nodo 
i. Identificador: 0 
ii. Parámetros: Ip del receptor del ring. 
b. Un nodo envía un ring al usuario 
i. Identificador: 1 
ii. Parámetros: Ip del emisor del ring. 
 
A continuación se muestra una tabla que representa un archivo de log ejemplo. 
 
Trama en el log Significado 
0 
Comienzo de archivo de log 
168101125 
Entero que representa la ip del teléfono: 
10.5.5.5 
1256225509.000250 0 0      Se enciende la aplicación 
1256225515.000250 0 2  El usuario se ha conectado a la red 
1256225520.000250 2 0 34   Se ha obtenido la lista de archivos de otro 
usuario y contiene 34 archivos 
1256225525.000250 2 2 mp3 1200000 
168101126 
Se ha comenzado a obtener un archivo mp3 
de tamaño 1200000 bytes del nodo con ip 
10.5.5.6 
1256225555.000250 2 3 mp3 1200000 
168101126 
Se ha terminado de obtener un archivo mp3 
de tamaño 1200000 bytes del nodo con ip 
10.5.5.6 
1256225562.000250 5 0 
4a7cc20a133e8fa370e951249ccc9cbc7938a5c
c 
Se ha obtenido un post con hash: 
4a7cc20a133e8fa370e951249ccc9cbc7938a5c
c 
1256225590.000250 6 0 168101127 Se ha enviado un ring al nodo con ip 10.5.5.7 
1256225591.000250 About to send Log 
 
Trama añadida en el último momento previo 
al envío del log al nodo fijo. * 
1256225592.000250 Log Received 
 
Trama añadida en el momento de recepción 
por el nodo fijo. * 
 
*Las últimas dos tramas son necesarias para la sincronización de tiempos entre el reloj del 
teléfono y el del nodo fijo. 
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5.2.3.1.2 Sistema para añadir entradas al log de la aplicación. 
Tal y como se ha explicado se ha aprovechado el comportamiento síngleton de los plugins para 
el mecanismo de inserción de entradas al log. El plugin tendrá funciones públicas llamadas 
“addAccountingMessage” cuyos dos primeros parámetros serán dos enteros indicando el 
elemento y el evento al que se refieren y variarán en el resto de parámetros según los 
parámetros que requiera cada entrada.  
 void addAccountMessage(int param1, int param2); 
 void addAccountMessage(int param1, int param2, int param3); 
 void addAccountMessage(int param1, int param2, int param3, int param4); 
 void addAccountMessage(int param1, int param2, const QString &param3); 
 void addAccountMessage(int param1, int param2, const QString &param3, int 
param4); 
 void addAccountMessage(int param1, int param2, const QString &param3, int param4, 
int param5); 
 void addAccountMessage(int param1, int param2, int param3,const QString &param4, 
int param5); 
 void addAccountMessage(int param1, int param2, int param3,const QString &param4, 
int param5, int param6); 
 
Cada una de esas funciones formateará el mensaje y lo insertará en el archivo de log de la 
aplicación.  
La inserción de entradas en el archivo de log es totalmente independiente del envío de logs, 
puesto que desde que se inicia el proceso de envío, se desactiva el guardado en disco en el 
MVLog (función stopLoggingToDisk()) y éste guardará temporalmente las entradas en memoria 
para que cuando se haya completado el envío se escriban en el archivo y continúe en el modo 
habitual (función continueLoggingToDisk()). 
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5.2.3.2 Envío de logs 
Previo al mecanismo de envío de logs se ha requerido el diseño e implementación de un 
sistema de transferencia y recepción de ficheros utilizando el método push proporcionado por 
la librería de comunicaciones Miraveo. El transmisor y receptor de archivos también se ha 
aprovechado en el plugin de transferencia de ficheros para archivos del usuario. 
Puesto que hemos estructurado este apartado diferenciando el envío y transferencia de logs, 
en este caso se explicará el diseño del transmisor de archivos y en el apartado de recepción de 
logs se explicará el receptor de archivos. 
Una vez definido un mecanismo de envío de ficheros se explicará cuándo y cómo deberá 
comenzar el proceso de envío de logs. 
5.2.3.2.1 Transferencia de ficheros 
Para aprovechar al máximo la tecnología proporcionada por Miraveo, se ha pensado en un 
transmisor que realice envíos simultáneos de partes del fichero, con lo que se ha dividido en 
una clase llamada MVFilePusher que comenzará el envío del fichero, enviando previamente la 
información del archivo y después esta clase repartirá el envío en pequeños trocitos de fichero 
de cuyo envío se encargará otra clase llamada MVFilePortionPusher. La clase MVFilePusher 
será heredada por cualquier clase que desee implementar el envío de ficheros, a la cual se 
avisará de la finalización correcta o incorrecta del envío. 
 
 
Imagen 33 - Diagrama de clases "enviador" de ficheros 
 
Como se puede ver en el diagrama de clases, cada MVFilePusher creará tantos 
MVFilePortionPusher como partes simultáneas se hayan definido en el envío del fichero. A 
continuación mostraremos el diagrama de secuencia del MVFilePusher para una mayor 
comprensión del mecanismo: 
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Imagen 34 - Diagrama de secuencia MVFilePusher 
Como se puede ver, el proceso comienza con la petición de envío de un fichero, la clase creará 
el Dock remoto y la cadena remota (como se ha definido en el protocolo Miraveo), una vez 
preparado esto, se generará un código XML con la información del fichero que tendrá la 
estructura siguiente: 
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<fileinfo> 
 <version> versión actual del protocolo </version> 
 <filename> nombre del archivo </filename> 
 <filesize> tamaño en bytes del archivo </filesize> 
</fileinfo> 
Esta información la enviará el propio MVFilePusher y será el primer paquete del fichero para 
que el receptor sepa si el emisor está empleando la misma versión del protocolo, el nombre 
del archivo y el tamaño esperado a recibir. 
Una vez enviada la información del archivo se crearán tantos MVFilePortionPusher como 
partes simultáneas se deseen enviar, cada uno de ellos tendrá como objetivo enviar una parte 
del fichero leída por el MVFilePusher (como se puede ver en la función sendPortion()), una vez 
creado, el portionPusher se insertará en una lista para controlar cuando acaba cada uno de 
ellos en enviar su parte, ya que se realiza de forma totalmente paralela y asíncrona. 
Cuando cada uno de los MVFilePortionPusher finaliza de enviar su parte (habiendo error o no) 
informa al MVFilePusher mediante la función finishedSendingPart(). En este punto, si ha 
habido error, se cancela el proceso de envío y se informa a clases que hereden de 
MVFilePusher. Si no ha habido error, se intenta leer una porción más del fichero y enviarla 
siguiendo el mismo procedimiento. Si el fichero ya se hubiese terminado, se esperaría a todas 
las partes aún pendientes de envío y una vez terminadas todas se informaría a las clases que 
hereden del envío satisfactorio del archivo. 
5.2.3.2.2 Activación del protocolo de envío de logs 
El objetivo de este protocolo es que los nodos fijos (MiraveoBoxes) acumulen los logs de los 
usuarios conforme éstos entren en su rango de visión. Decidido esto, se definió el evento de 
aparición de una MiraveoBox como el desencadenante del envío de los logs hacia la box. Sin 
embargo ante el peligro de rápido crecimiento de los archivos de log, el plugin Accounting 
tendrá un temporizador que se activará cada cierto tiempo y si hay MiraveoBoxes en rango, 
intentará enviar los logs a una de estas MiraveoBoxes. 
Además se decidió que las MiraveoBox también podrían forzar el envío de logs desde los 
smartphones con lo que se ha establecido un protocolo para acordar el envío y recepción de 
los logs. Existen dos situaciones: 
a) El teléfono descubre a una MiraveoBox y decide iniciar el proceso: 
1. Envía un comando (un DTDO simple que representa un comando)  a la MiraveoBox 
indicando que tiene logs disponibles para el envío. 
2. La MiraveoBox envía un comando al teléfono indicando que requiere el envío de 
logs. 
3. El teléfono empieza la transferencia de logs hacia la MiraveoBox como si de 
archivos se tratara. 
b) La MiraveoBox fuerza el inicio del proceso de envío de logs. Se realizará empezando 
directamente por el apartado dos del caso anterior, ya que el teléfono independizará el 
envío “tengo logs disponibles para envío” del envío de logs, es decir, hasta que una 
MiraveoBox no le haga la petición el teléfono no hará nada más que informar de su 
disponibilidad a enviar. 
A continuación se muestra el diagrama de secuencia del MVAccountingPlugin respecto al 
protocolo de envío de logs. 
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Imagen 35 - Diagrama de secuencia MVAccountingPlugin 
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Tal y como se muestra en el diagrama, una vez realizada la conexión a la red, se obtiene el 
identificador del teléfono (dirección ip en la red para incluir en el archivo de log), se inicia el 
archivo de log y también se inicia el MVAccountingHandler (herencia de la clase receptora de 
comandos ), que será la clase que reciba las peticiones de envío de las MiraveoBoxes. Se crea 
la herencia de MVFilePusher llamada MVAccountingPusher, se obtiene del núcleo de la 
aplicación los archivos de log que se requiere enviar además del de la aplicación  y se inicia el 
temporizador de envío. 
Cuando el temporizador acaba se comprueba de entre los usuarios de la red si existe alguna 
MiraveoBox. En caso afirmativo se iniciará el protocolo anteriormente mencionado enviando 
el comando “tengo logs listos para enviar” utilizando la clase MVAccountingPetitionPusher la 
cual es una herencia de la clase que envía comandos.  
Cuando la clase MVAccountingHandler recibe un comando de petición de una MiraveoBox. 
Avisa al plugin mediante la función sendAccsToBox(), el plugin indicará a todos los logs que 
dejen de escribir en disco para permitir el envío de los ficheros y hará una llamada al 
MVAccountingPusher para que inicie el proceso de envío de los archivos de log.  
Una vez terminado el envío de los archivos se restaura el funcionamiento habitual de los logs.  
A continuación se muestra el diagrama de secuencia de la clase MVAccountingPusher 
(herencia de la ya explicada MVFilePusher). 
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Imagen 36 - Diagrama de secuencia MVAccountingPusher 
Como se puede ver, el protocolo de envío es una consecución de transformación del nombre 
de cada uno de los ficheros al nombre adecuado para su correcto guardado en la MiraveoBox y 
la ejecución del protocolo de envío de ficheros implementado en la clase MVFilePusher. Una 
vez enviados todos los ficheros, se informa al plugin de la consecución del protocolo de envío. 
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5.2.3.3 Recepción de logs 
Para la realización de este apartado, tal y como se ha comentado anteriormente, se ha tenido 
que implementar un receptor de archivos utilizando el protocolo de comunicaciones Miraveo. 
Una vez definido el protocolo de recepción, se hablará del uso de éste protocolo en el plugin 
de Accounting en las MiraveoBoxes y la forma de guardar los archivos de log para su posterior 
utilización en tareas de investigación. 
 
 
5.2.3.3.1 Recepción de ficheros 
Desde el punto de vista del receptor de ficheros, el primer DTDO con la información del fichero 
y los posteriores con las partes de cada fichero, se recibirán de manera ordenada puesto que 
se enviaron utilizando una cadena de DTDOs (ya explicada en el apartado del protocolo 
Miraveo). Sin embargo, cada MiraveoBox tendrá la posibilidad de recibir varios ficheros de 
varios usuarios a la vez con lo que se ha decidido implementar un receptor de archivos 
múltiple. 
 
Se trata de una clase principal llamada MVFilesHandler que contendrá el Dock local que 
recibirá todos los DTDOs de todos los ficheros que se están recibiendo, que creará una clase 
MVFileHandler por cada uno de los archivos que se comienzan a recibir y encaminará las 
posteriores partes de cada archivo a su MVFileHandler correspondiente. 
 
 
 
Imagen 37 - Diagrama de clases "receptor" de ficheros 
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A continuación se detalla el funcionamiento de ambas clases en su diagrama de secuencia 
correspondiente. 
 
 
Imagen 38 - Diagrama de Secuencia MVFilesHandler 
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Como se puede ver, en el momento de la conexión a la red se crea el Dock local que recibirá 
los DTDOs tal y como se indica en el protocolo de comunicaciones Miraveo. 
Una vez recibido un nuevo DTDO de información se comprueba si se trata de una parte de un 
archivo que se está recibiendo o es la primera parte (información) de un nuevo archivo. Si se 
trata de una parte, se obtendrá el MVFileHandler correspondiente del mapa 
<Cadena,MVFileHandler> y se le entregará la parte para que éste se encargue de escribirla en 
el fichero. En el caso de un nuevo fichero, se leerá el XML de información, se creará un nuevo 
MVFileHandler y se le dará la información obtenida en el XML para que éste pueda determinar 
la finalización del archivo, una vez hecho esto se añadirá el nuevo handler al mapa de cadena-
handler que se ha mencionado. 
Una vez entregado el DTDO al fileHandler, el gestor (MVFilesHandler) se desentiende hasta 
que en la última entrega de DTDO de un fichero el MVFileHandler correspondiente le 
informará de la finalización del fichero mediante la llamada finishedFile() que se concluirá con 
la eliminación del filehandler correspondiente y la llamada de finalización de fichero a la 
función abstracta fileReceived() que todas las herencias de la clase MVFilesHandler deberán 
implementar. 
A continuación se detalla el funcionamiento interno de la clase MVFileHandler. 
 
Imagen 39 - Diagrama de Secuencia MVFileHandler 
Como se puede ver, se trata de una clase simple que se encarga de escribir las partes del 
fichero que se está recibiendo y controlar la finalización del mismo por medio de la 
información recibida en su creación. También se encargará de controlar si la transferencia del 
fichero se ha interrumpido, esto lo hará utilizando un temporizador que se activará con la 
recepción de cada parte y saltará si la siguiente parte no llega a tiempo. 
PFC 
75 
 
5.2.3.3.2 Guardado de los archivos de log 
 
Cada MiraveoBox implementa el plugin accounting que tiene una clase que hereda de 
MVFilesHandler, cada vez que llega un fichero de accounting le añade la última línea que indica 
el tiempo de recepción, para que cuando se escaneen los ficheros se pueda determinar el 
retardo entre el tiempo de envío del teléfono y el tiempo de recepción de la MiraveoBox y se 
pueda realizar un estudio en el que todos los tiempos están basados en la misma base de 
tiempos. Además se encarga de guardarlo en una carpeta diferente para cada uno de los 
usuarios del despliegue, cada uno de ellos se identifica por la segunda línea incluida en los 
archivos de log, que también es la Ip del nodo en la red.  
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5.2.3.4 Visión global 
Para mostrar una visión más o menos global de lo que representa el plugin encada una de las 
aplicaciones (teléfono y MiraveoBox) se incluye a continuación el diagrama de clases global de 
ambas arquitecturas: 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Como se puede ver, la aplicación tratará el código de Accounting como un plugin, lo iniciará y 
parará según las conexiones a la red, y éste a su vez tiene tres clases utilizadas en protocolo de 
envío de logs que heredan de otras tres clases creadas a parte para permitir la reutilización de 
su código en otros plugins o funciones de la aplicación.  
 
Imagen 40 - Diagrama de clases General + Accounting Symbian 
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Imagen 41 - Diagrama de clases General + Accounting MiraveoBox 
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5.3 Preparación del Despliegue 
Una vez desarrollado todo el software deben instalarse los nodos fijos en lugares concretos, 
preparar un régimen de cuestionarios para obtener las impresiones de los participantes y por 
último decidir el tipo de contenido a insertar en los nodos fijos de forma que resulte atractivo 
para los alumnos que participan en la prueba.  
5.3.1 Instalación de nodos fijos 
Estos nodos fijos (o MiraveoBoxes) son unos sistemas instalados en una placa ALIX 3D1 y 
corriendo un Linux Voyage, una distribución basada en Debian para sistemas como el ALIX. 
Además se le han añadido los drivers Atheros para el uso del hardware de red y cuenta con 
una tarjeta de memoria Comapct Flash para el almacenamiento de datos. Las MiraveoBoxes 
tienen instalado el software de red Miraveo y la versión de la aplicación para Linux. Se 
conectan automáticamente a la red Miraveo en el momento de su encendido, con lo que 
funcionan de manera robusta y en caso de problema se les puede reiniciar sin problemas. 
El objetivo es cubrir el máximo de área dentro del área de trabajo de la Facultad de 
Informática de Barcelona utilizando cinco MiraveoBoxes. Hay dos emplazamientos fijos que 
son los aularios de PCs en los edificios A5 y C6. El resto deberán cubrir la zona externa a los 
edificios, tanto la entrada a la facultad como la plaza central. Debido a la naturaleza de las 
redes Miraveo no es necesario una cobertura total ya que cada nodo actúa como relé para el 
resto de nodos con lo que en un área con gran densidad de nodos una sola MiraveoBox podría 
llegar a todos ellos. 
5.3.1.1 Estudio del emplazamiento de nodos fijos 
A continuación se muestra la zona donde se instalarán los nodos, se han marcado los dos 
nodos fijos de los aularios y el resto de posibles emplazamientos para los nodos 
 
Imagen 42 - Posibilidades de emplazamiento de Nodos Fijos 
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Como se puede ver, la zona azul es la zona que se desearía abarcar en el caso perfecto, se han 
marcado con dos marcadores azules los aularios del edificio A5 y los del C6, éstos no son 
discutibles ya que son zona de gran afluencia de estudiantes. 
El resto de posibles emplazamientos de los nodos están marcados en rojo y numerados del 1 al 
6 de entre los cuales se deberán elegir 3. A continuación se detalla a grandes rasgos la idea de 
cada uno de los emplazamientos 
1. Se trata de un nodo a la altura de la plaza de la FIB, situado dentro de las oficinas del 
LCFIB dentro del edificio B5, enfocado hacia el edificio B6. Tiene una fácil instalación y 
conexión a la red ya que estamos colaborando con el LCFIB 
2. Sería un nodo situado un piso por encima de la plaza con “visión” completa de la plaza. 
Se trata de un emplazamiento difícil en relación a la instalación ya que sería un nodo 
exterior y habría que taladrar en el exterior y hacer llegar el cable Ethernet hasta la 
box. 
3. Se trata de un nodo a la altura de la plaza, dirigido hacia el edificio B5, perdería visión 
ya que tiene el bar situado a su izquierda (posicionándonos en posición de la visión de 
la antena) pero sería de muy fácil instalación porque también es zona del LCFIB. 
4. Sería un nodo dos pisos por encima de la plaza, dirigido hacia el edificio B5 y enfocado 
hacia abajo, en principio parece una buena opción y es fácil de colocar, sin embargo 
los teléfonos son muy directivos y los usuarios normalmente no enfocarán el teléfono 
horizontalmente o hacia arriba. 
5. Se trataría de un emplazamiento estratégico para captar los nodos que entran en la 
plaza por la rampa situada a la derecha del edificio C6, es de fácil instalación y son las 
oficinas centrales del LCFIB. 
6. Situación inversa al emplazamiento 2 y con sus mismas características. 
 
Se ha decidido utilizar los emplazamientos 1 4 y 5 puesto que teóricamente amplían al máximo 
la cobertura y son de fácil instalación. Sin embargo durante la primera semana de realización 
de la prueba se observó muy poca afluencia de nodos cerca de la MiraveoBox en la posición 5, 
así que se decidió cambiarla a la posición 3 consiguiendo una gran cobertura en la plaza y una 
conexión directa entre MiraveoBoxes que proporcionaba mayor robustez a la red. 
 
 
 
5.3.1.2 Antenas utilizadas 
Para los nodos de los aularios se han utilizado antenas de interior omnidireccionales puesto 
que se trataba de cubrir todos los pasillos, sus características son las siguientes: 
 Adaptador WiFi 802.11g / b 54 Mbps 
 Ganancia de 9 dBi  
 Rango de 500 metros dependiendo del entorno, 
 Tamaño: Altura 407mm - Diámetro 80 mm Base 
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En el caso de las antenas enfocadas a la plaza de la FIB, se utilizaron antenas sectoriales 
enfocadas en diferentes direcciones (explicado en el apartado anterior) para cubrir la plaza, 
sus características fueron: 
 Ganancia 11,5 dBi 
 Adaptador WiFi 802.11g / b 54 Mbps 
 Polarización Horizontal o vertical 
 Radiación trasera n/a dB 
 Apertura vertical 28° 
 Apertura horizontal 25° 
 Dimensiones 143 x 120 x 33 mm 
 Peso 0,4 kg 
 
5.3.1.3 Conexión a los nodos fijos 
En colaboración con el Laboratorio de Cálculo de la FIB se han instalado los nodos dándoles 
acceso desde el exterior, con lo que se podrá establecer una conexión SSH [8.6] directamente 
a cada nodo desde cualquier ordenador de la facultad. Se ha bloqueado el acceso externo por 
motivos de seguridad ya que los nodos están conectados a las redes de la facultad.   
Esta conexión permite realizar cualquier tipo de actualización del software de los nodos, 
inserción de contenido etc. 
El laboratorio de cálculo ha hecho un gran trabajo en cuanto al acceso a los nodos fijos ya que 
creó una red interna para cada una de las MiraveoBoxes, todas ellas con la dirección ip interna 
10.0.0.2. Y todas ellas mediante la traducción de direcciones (NAT) con una dirección externa 
accesible desde cualquier zona de la facultad, además las añadieron al servidor de nombres de 
la universidad con lo que bastaba con acceder a la dirección “miraveo0X.fib.upc.edu” (donde X 
es el número de la MiraveoBox) para acceder a cada una de las MiraveoBoxes. 
A parte de la conexión SSH, cada nodo tiene habilitado un servidor apache para la creación de 
mensajes de información ya que esta es la funcionalidad principal de la red en la facultad. Se 
trata de un servicio simple escrito en Python que muestra los nodos visibles desde la 
MiraveoBox y los mensajes publicados hasta el momento, añade la posibilidad de crear un 
nuevo mensaje estableciendo un Título / Tema del mensaje y el contenido. Esto permite que 
en el momento del despliegue, el encargado de administrar los mensajes públicos de las 
MiraveoBoxes únicamente tenga que conectar a la dirección  http://miraveo0X.fib.upc.edu 
para acceder al contenido insertado y gestionarlo. 
El servidor apache se comunica con el software MVApp de las MiraveoBoxes mediante qDbus, 
la versión en QT del protocolo dbus [8.6], permite hacer la comunicación inter proceso 
haciendo llamadas a funciones pasándoles datos por parámetro como si de funciones internas 
se trataran. 
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5.3.2 Cuestionarios  
Se trata de unos cuestionarios semanales, con preguntas breves, proporcionados por la 
empresa Miraveo tanto de desarrollo como multi-respuesta que deberán rellenar los 
participantes en la prueba para conocer las sensaciones que han tenido durante la utilización 
de la aplicación en la semana correspondiente. Estos cuestionarios permitirán conocer las 
sensaciones de los participantes en la prueba en relación a la experiencia vivida, también 
permitirán en caso de errores muy graves poder implementar soluciones y proporcionar 
actualizaciones de la aplicación. 
Cada semana se han elaborado preguntas diferentes dependiendo de las respuestas de la 
semana anterior y las actualizaciones de software realizadas durante la prueba. 
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5.3.3 Preparación contenido 
Paralelo al despliegue se ha acumulado contenido de diversa índole para informar a los 
usuarios de forma muy cómoda de las noticias que han ido ocurriendo, tanto en la facultad 
como noticias nacionales. De esta forma se pretendía proponer un nuevo método de 
distribución de información que se realiza de manera muy cómoda. 
 
Para la obtención en tiempo real se ha accedido a los servidores rss [8.6] tanto de la 
universidad como de diversos periódicos digitales (previa obtención de permiso de las 
fuentes).  
 
Además de contenido de carácter informativo también se han añadido chistes gráficos y vídeos 
para el entretenimiento de los usuarios. 
 
  
PFC 
83 
 
5.4 Análisis posterior 
Una vez realizado el despliegue, recogidos los cuestionarios e identificado los logs acumulados 
en las MiraveoBoxes, se ha realizado un análisis exhaustivo para identificar los posibles errores 
en este despliegue experimental y evitarlos en un próximo despliegue. Dividiremos el análisis 
en las partes más problemáticas. Éstas, fueron las MiraveoBoxes, el protocolo de transferencia 
de logs y la usabilidad de la aplicación en los smartphones. 
5.4.1 Funcionamiento nodos fijos 
Durante el despliegue se observó un comportamiento muy extraño en cuanto a la aparición y 
desaparición de nodos cuando éstos estaban en el alcance de los nodos fijos (MiraveoBoxes). 
El problema radica en que la librería de comunicaciones Miraveo utiliza el modo de Ad-Hoc de 
la tecnología Wi-fi para crear redes de proximidad. Tanto las MiraveoBoxes como los teléfonos 
crearán una nueva red si no encuentran una red ya creada.  
Este funcionamiento teóricamente es correcto pero no se contaba con el mal funcionamiento 
de los drivers Atheros en las MiraveoBoxes cuando se requiere la utilización del modo Ad-Hoc. 
Esto provocó que los nodos fijos y los móviles se estorbaran en la creación de redes lo que 
desencadenaba un “baile” de conexión desconexión permanente de los nodos. 
Esta situación era bastante desagradable para el usuario final ya que inducía a una confusión 
sobre qué nodos están o no están conectados a su alrededor. Pero el problema mayor no fue 
este sino lo que desencadenaba este comportamiento a nivel interno en el programa. Muchos 
de los plugins basan su funcionamiento en la aparición y desaparición de usuarios para realizar 
peticiones en la red Miraveo con lo que éste comportamiento provocó errores en algunos de 
los plugins. 
Concretamente en relación con el plugin Accounting, este comportamiento provocaba la 
aparición múltiple de la misma MiraveoBox con lo que se realizaban múltiples peticiones de 
logs y múltiples inicializaciones del protocolo de envió de logs. Esto desencadenó que en 
ciertas ocasiones los logs no se pudieran enviar y tampoco se pudieran restaurar. Se trata de 
un error que debería haber sido previsto tanto en el protocolo de comunicaciones como en el 
diseño del plugin Accounting, en el apartado siguiente se explicarán los fallos del plugin 
Accounting y cómo podrían solucionarse para un futuro despliegue. 
5.4.2 Protocolo de transferencia 
Como hemos podido comprobar, el protocolo de envío de logs era teóricamente correcto pero 
no se previeron algunos casos de error que causaron el mal funcionamiento del plugin.  
En primer lugar, los logs se enviaban siempre que aparecía una MiraveoBox y además se 
trataba de enviar el log actualmente en funcionamiento. Se debería haber independizado la 
escritura de logs con el envío de los mismos. Un posible algoritmo que evitaría estos 
problemas sería el siguiente: 
 
1. Si un log se está escribiendo, nunca se enviará. Cuando el log llegue a un tamaño 
concreto, se renombra y se guarda en una carpeta de logs pendientes de envío, se 
crea un nuevo archivo de log y se continúa escribiendo. De esta forma la clase 
encargada de escribir en los logs siempre estará escribiendo en un log a disco. 
2. En la carpeta de logs pendientes para enviar habrá archivos de tamaño concreto listos 
para ser enviados. Una clase encargada de enviar los archivos a las MiraveoBox, 
cuando tenga Miraveo boxes en rango se dedicará a escanear la carpeta y si encuentra 
archivos los tratará de enviar. En caso correcto, se borra el archivo y en caso 
incorrecto se deja para que en un nuevo bucle de envió se trate de enviar. 
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3. En lugar de utilizar el mecanismo de transferencia de ficheros utilizar envíos simples 
de un solo DTDO, es decir, los archivos serían los  suficientemente pequeños para 
caber en un solo DTDO con lo que no habría necesidad de envíos encadenados ni del 
protocolo de transferencia de ficheros. 
 
De esta forma evitaríamos todo el procedimiento de pausar los logs, mantenerlos escribiendo 
en memoria y continuar después del envío. También se evitaría el tener que renombrar al 
nombre original si un archivo falla al ser enviado. Además sería mucho más robusto ya que en 
caso de cualquier error los logs se reenviarían tantas veces como fuera necesario sin implicar 
ningún problema al resto del programa. 
También sea dicho que el protocolo de transferencia de ficheros en sí, funciona perfectamente 
para ficheros entre usuarios, como se pudo comprobar en el plugin “FileSharing”. Sin embargo 
no es óptimo para el envío de logs ya que estos últimos son muchos y muy abundantes. 
 
5.4.3 Experiencia para los usuarios 
Se pudo comprobar que el uso mayoritario de la aplicación fue para transferirse ficheros y 
entre usuarios muy cercanos uno del otro. Es decir, los alumnos lo utilizaron como una 
alternativa mucho más potente a las transferencias por Bluetooth. 
Como idea para una futura versión, se propone la persistencia de los usuarios. Es decir, una vez 
que un usuario aparece, debería quedarse visible aunque éste se desconecte (informando de 
su desconexión claro), esto permitiría que los usuarios manden mensajes o hagan peticiones a 
usuarios desconectados y en cuanto éstos aparezcan en la red, se realicen con ellos todas las 
acciones pendientes. 
Uno de los grandes problemas también fue la poca participación del alumnado. Esto provocó 
que no hubiera una gran densidad de nodos y la red no fuera “divertida” para los usuarios. Si 
hubiera habido gran participación siempre habría nodos en la red y todo el mundo tendría 
alguien con quien compartir chats, ficheros, etc. 
 
5.4.4 Despliegues futuros 
En futuros despliegues habría que tener en cuenta todos los problemas que han ocurrido en 
este. Una vez solucionado todo el tema de comunicaciones y arreglados los drivers en las 
MiraveoBoxes, la aplicación debería ser más usable, es decir, explotar más lo que los usuarios 
esperaban de ella y nos explicaron en las encuestas semanales. 
Una futura aplicación debería mantener los usuarios y poder establecer relaciones entre ellos. 
Continuaría con la aplicación de transferencia de ficheros puesto que fue de gran éxito. El chat 
era bastante pobre con lo que debería cambiarse por algo parecido a los actuales mensajes 
entre móviles. El plugin de Accounting debería adaptarse al nuevo funcionamiento e incluir las 
mejoras indicadas anteriormente. Y por último los posts del plugin Tablón de anuncios 
deberían poder incluir una imagen, esto lo haría mucho más atractivo y usable. 
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6 Estudio económico 
A continuación se tratará el estudio económico del coste que supondría para una empresa 
como Miraveo, el estudio sobre redes inalámbricas, la colaboración posterior en el desarrollo 
del software y la colaboración con el grupo COMPNet en el despliegue realizado en la Facultad 
de Informática de Barcelona. 
 
6.1 Recursos humanos 
En este apartado se destaca la dedicación en horas por día sobre el proyecto, se dividirá en los 
diferentes perfiles que he tomado para la realización de cada una de las partes, estos serán: 
Ingeniero especializado en redes, Analista de programación, Programador y Técnico de 
sistemas. 
A continuación calcularemos el coste por hora de cada uno de los perfiles relacionados con el 
proyecto, mostraremos el sueldo bruto anual, el coste para la empresa (sumando un 30% al 
sueldo bruto) y tendremos en cuenta que trabajará 45 semanas al año, 5 días a la semana y 8 
horas al día. Partiremos de esta relación de coste por hora para poder aproximar el coste total 
del proyecto para la empresa: 
Acrónimo Perfil Sueldo bruto Coste empresa Coste (€ / h) 
IR Ingeniero en redes 28000 € 36400 € 20,2 
AP Analista de Programación 38000 € 49400 € 27,4 
PR Programador 28000 € 36400 € 20,2 
TS Técnico de Sistemas 33000 € 42900 € 23,8 
 
En cuanto al estudio sobre redes inalámbricas, se empleó un mes de trabajo a media jornada 
para la formación sobre redes, preparación de las medidas y la realización de las mismas. 
Después, medio mes más para el análisis de los resultados. Todo el trabajo siguiente ha sido 
realizado con el perfil IR. 
Tarea Días Laborables Horas Coste (€) 
Formación  5 20 404 
Preparación 5 20 404 
Realización 10 40 808 
Análisis 10 40 808 
TOTAL 30 120 2424 € 
 
La realización del software supuso dos semanas de análisis de la librería de comunicaciones 
Miraveo, dos semanas más para el diseño del software, dos semanas para la implementación y 
dos más para el testeo. Siempre realizado en trabajo a media jornada. 
Tarea Días Laborables Horas Perfil Coste (€) 
Análisis de la librería Miraveo 10 40 AP 1096 
Diseño del software Accounting 10 40 AP 1096 
Implementación del software 10 40 PR 808 
Testeo del software 10 40 PR 808 
TOTAL 40 160  3808 € 
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Y por último, las tareas de instalación de las MiraveoBoxes y preparación del despliegue han 
supuesto las últimas dos semanas a media jornada. 
Tarea Días Laborables Horas Coste (€) 
Instalación 5 20 476 
Preparación despliegue 5 20 476 
TOTAL 10 40 952 € 
 
6.2 Material 
Durante la fase de estudio de tecnologías inalámbricas se utilizaron dos Nokia N78 para las 
pruebas. Sin embargo el despliegue en la FIB requirió de cinco MiraveoBoxes que básicamente 
son minicomputadores con una placa Alix3D1, una antena, una tarjeta Wi-Fi y una Memoria 
Compact Flash.  
A continuación detallamos el coste de todos estos productos: 
Nombre Descripción Unidades Coste un. € 
Smartphone Nokia N78 2 240 
Placa base de MVBox Alix3D1 5 130 
Antena Sectorial Antena planar 11'5dBi 3 20 
Antena Omnidireccional Antena Wireless 54Mbps High 
Power 9dB 
2 25 
Tarjeta Wireless MVBox Winstron CM9 802.11AGB 5 20 
CF MiraveoBox  5 20 
TOTAL   1440 € 
 
6.3 Recursos software 
Durante el estudio de tecnologías se emplearon los programas Sic FTP Client, Mobile Web 
Server y Nokia Energy Profiler. Todos ellos son gratuitos. 
Para el desarrollo de la aplicación se utilizó el entorno proporcionado por Nokia Carbide c++ 
incluido en el Application Development Kit 3 también gratuitos.  
En las MiraveoBoxes se instaló el sistema operativo VoyageLinux el cual es una modificación, 
preparada para mini computadores, del sistema Debian de libre distribución con lo que se 
trató también de un programa gratuito. 
6.4 Total 
A continuación se muestra lo que sería el coste total del proyecto en el caso de que fuera un 
contrato profesional. 
Concepto Coste (€) 
Recursos humanos 7184 
Material 1440 
Recursos Software 0 
TOTAL 8624 € 
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7 Conclusiones 
7.1 Estudio de tecnologías 
De las tres tecnologías analizadas, (3G, WiFi y Bluetooth), solo dos tienen capacidad para 
soportar transmisiones de alta velocidad a velocidades razonablemente grandes entre 
dispositivos (3G y WiFi). Bluetooth destaca por su bajo consumo de potencia, lo que ha 
permitido su integración en gran cantidad de terminales con un tamaño pequeño.  
Con la popularización del uso de 3G, paradójicamente, también ha aumentado la popularidad 
del WiFi. 
Vemos como WiFi es un candidato ideal para las redes de proximidad entre dispositivos. 
 
7.2 Colaboración en el despliegue 
Este despliegue ha aportado grandes conocimientos en cuanto a tecnologías y aplicaciones de 
proximidad. Ha servido para concentrar los errores y tener una muy buena base para 
despliegues futuros en campus universitarios. 
Desde el punto de vista personal, he adquirido unos grandes conocimientos en cuanto a 
desarrollo de software en diversas plataformas de forma totalmente modular. Además me ha 
aportado conocimientos sobre redes tolerantes al retardo y sobre el nuevo paradigma que 
aportan de cara al programador. Resulta muy interesante programar sobre este tipo de redes 
ya que son enormes las posibilidades que aparecen en cuanto a comunicación entre 
ciudadanos, e inyección y propagación de la información. 
He podido emplear conocimientos adquiridos en las asignaturas de Ingeniería del Software, 
como PESBD, ES1 Y ES2. Además de aumentar los conocimientos sobre tecnologías de red 
adquiridos en toda la rama de Redes de computadores. XC, PIAM, SPD, etc. 
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8 APÉNDICES 
8.1 Introducción a QT 
 
QT es una serie de librerías desarrolladas por la empresa noruega TrollTech (actualmente 
adquirida por Nokia), con licencias tanto libre como comercial, desarrollada en C++ con 
añadidos. Las Qt a la fecha en sus versiones 4.X es un toolkit maduro que cuenta 
aproximadamente con 500 clases, más de 9000 funciones y 500.000 líneas de código y que le 
da al programador mucha de la potencia que le brindan lenguajes como C# o Java con la 
eficiencia de código compilado en C++. 
Las Qt, al igual que otros toolkits no solo cuentan con clases para la construcción de interfaces 
de usuario, también incluyen soporte para dibujo en 2D, procesos, red, bases de datos, etc. La 
diferencia fundamental entre Qt y las otras librerías es que Qt le agrega al C++ estándar los 
conceptos de signal y slot, los cuales son similares en funcionalidad al concepto de callback 
(puntero a una función X que es pasado a otra para que ésta última llame a X en el momento 
adecuado). 
 
Imagen 43 - Comportamiento Signals y Slots en Qt 
Una de las características de las interfaces de usuario actuales es la flexibilidad, y si 
visualizamos cada uno de los elementos de la interfaz de usuario como un objeto lo que 
tenemos es un montón de objetos intercambiando información, es precisamente allí donde la 
magia de las Qt tiene lugar, se define una señal/signal como un aviso que un objeto puede 
emitir cuando le ocurre algo (un cambio de estado importante, también denominado evento), 
un slot es un método de un objeto que puede ser llamado cuando se genera una señal 
particular. Las clases que provee Qt poseen signals y slots predefinidos, sin embargo es muy 
fácil crear propios en nuevos tipos que deriven de la clase QObject.   
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8.2 Patrón Plantilla 
 
Se trata de un patrón de diseño de software empleado cuando se desea utilizar un elemento 
de software de forma genérica, pero que tenga comportamientos diferentes en diversas 
situaciones o entornos.  
La solución es definir la operación deseada en una superclase (o clase abstracta) sobre la cual 
se invocarán las operaciones deseadas, sin embargo estas operaciones estarán redefinidas en 
las subclases que implementen la superclase. 
 La operación concreta se llamará plantilla 
 Las operaciones que la implementen se llamarán primitivas. 
 
 
Imagen 44 - Ejemplo del patrón plantilla 
En la imagen anterior se puede ver un ejemplo del patrón plantilla. La clase LectorDatos es una 
clase abstracta que define un método de lectura de un fichero. La lectura del fichero requiere 
un tratamiento del mismo pero en este caso el tratamiento es dependiente de si el lector es 
codificado o se trata de un filtro. 
La solución es definir una función abstracta tratamiento() que se implementará en las 
subclases con lo que el funcionamiento de la clase LectorDatos se independiza totalmente de 
la definición de la clase tratamiento(). 
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8.3 NOKIA N78 
A continuación detallaremos las características del modelo Nokia N78 relevantes para este 
proyecto. 
Alimentación 
 Batería: Batería Nokia BL-6F 1200mAh 
 Tiempo en conversación: hasta 190 
minutos (WCDMA); 260 minutos (GSM) 
 Tiempo en espera: hasta 320 horas 
(WCDMA); 320 horas (GSM) 
 Navegación Web: hasta 3 horas (3,5G) 
Pantalla e interfaz de usuario 
 Pantalla en color TFT QVGA (240 x 320 
píxeles) de 2,4” con hasta 16 millones de 
colores y amplio ángulo de visión de 160°. 
Detector de luz ambiental: utilizado para 
optimizar el consumo de energía y el 
brillo de la pantalla 
 Operating system: Symbian OS 
 Interfaz de usuario: S60 3ª Edición, 
Feature Pack 2 
 Java™: MIDP2.0 
 Kits de creación de software C++ y Java 
Transmisión de datos 
 WCDMA 850/1900 (HSDPA) con voz y paquetes de datos simultáneos (PS velocidad máxima 
UL/DL= 384/3,6 MB, CS velocidad máxima 64 Kbps) 
 Modo de Transmisión Dual (DTM): permite la conexión simultánea de voz y paquetes de datos 
en las redes GSM/EDGE. Clase A simple, multi slot clase 11, velocidad máxima DL/UL: 
118,4/118,4 kbits/s 
 EGPRS clase B, multi slot clase 32, velocidad máxima DL/UL= 296 / 177,6 kbits/s 
Navegación 
 Sistema de Posicionamiento Global Asistido (A-GPS) integrado 
 Aplicación Nokia Mapas preinstaladas y mapas de descarga gratuita 
Aplicaciones Java 
 Java™: MIDP2.0 
 Descarga inalámbrica de aplicaciones y juegos basados en Java 
Conexiones 
 WLAN IEEE802.11 b/g con UPnP 
 USB 2.0 de alta velocidad a través de un conector micro USB 
 Tecnología Bluetooth 2.0 + EDR 
 Conector AV Nokia de 3,5 mm 
 Conexión mediante Nokia Nseries PC Suite con USB, y tecnología Bluetooth 
 Sincronización local de los contactos y la agenda con un PC compatible por medio de una 
conexión 
 Sincronización inalámbrica a distancia 
 Envía y recibe imágenes, secuencias de vídeo, gráficos y tarjetas de visita a través de la 
tecnología Bluetooth 
Imagen 45 - Imágen Nokia N78 
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8.4 SYMBIAN 
Para competir contra Palm y contra el Smartphone de 
Microsoft, en 1998 , varias empresas de telefonía móvil como 
Nokia, Siemens, Fujitsu, Arima, Samsung, LG, Mitsubishi 
Electric, Panasonic, Motorola, Lenovo, Sharp, Benq, Sony 
Ericsson, Sanyo y Sendo se unieron en una alianza para crear 
un sistema operativo para muchos teléfonos móviles con 
capacidad de procesamiento de datos. 
Fruto de esa alianza, crearon la empresa Symbian Ltd. en 
1998 con el objeto de desarrollar un sistema operativo 
abierto para las diversas plataformas de teléfonos móviles. Y así llego el Sistema Operativo 
Symbian, un sistema operativo diseñado específicamente para dispositivos móviles y diseñado 
para funcionar en un espacio pequeño, con escasos recursos de memoria y preparado para 
administrar de manera eficiente la energía (por aquella época el problema del consumo 
energético en los móviles era un problema importante con el surgimiento de pantallas a color 
y la necesidad de proceso). 
 
Imagen 47 - Empresas fundadoras de Symbian 
Además, Symbian tenía que ser tolerante a fallos, de una manera más amplia a como lo eran 
los PCs, la gente puede entender que un PC se cuelgue, pero no así su teléfono móvil. De la 
misma manera, tras el apagado del teléfono móvil (fuese como fuese) los datos contenidos en 
él debían permanecer íntegros, nunca podrían perderse debido a un Sistema Operativo 
corrupto o dañado. 
Como software de sistema operativo, Symbian proporciona las rutinas y 
los servicios subyacentes para las aplicaciones. Técnicamente el sistema 
operativo Symbian es una colección compacta de código ejecutable y 
varias archivos, la mayoría de ellos bibliotecas DLL (aunque también 
encontramos archivos de configuración, tipografías, imágenes y otros 
recursos). 
Por norma general, el sistema operativo Symbian lo encontramos cargado 
en la memoria flash del teléfono móvil, de esta forma podemos conservar 
el sistema operativo aun cuando no tengamos batería. Además, el estar 
dispuesto en una memoria aparte, facilita su re programación o 
actualización sin necesidad de separarla de los demás circuitos. 
Imagen 46 - Logo Symbian 
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Symbian contempla cuatro tipos de dispositivos para su sistema operativo, los denominados 
Serie60, Serie80, Serie90 y UIQ. La mayoría de los dispositivos Nokia son Serie60 (aunque 
también dispone de Serie80 y Serie90) y todos los de Sony Ericsson y Motorola trabajan bajo 
UIQ. De hecho, Nokia ha hecho del Sistema Operativo Symbian su opción estratégica para los 
sistemas operativos de los smartphones. El software de los Nokia Serie60 es actualmente la 
plataforma de software más ampliamente utilizada en el mercado smartphone de todo el 
mundo, con más de 60 millones de teléfonos. 
El desarrollo de aplicaciones para Symbian es sencillo ya que no es necesario aprender un 
lenguaje de programación nuevo, se puede programar a partir de lenguajes de programación 
de PC como Java, C++ Visual Basic, Python, Perl, Flash Lite (entre otros). Este hecho ha 
conseguido que existan en la actualidad millones de aplicaciones para móviles Symbian que 
realicen todas las tareas imaginables: juegos, mapas, guías de ciudades, reproductores de 
vídeo, traductores, diccionarios, administradores de archivos, emuladores de otros dispositivos 
como consolas, navegadores web… 
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8.5 Redes de proximidad 
 
En la actualidad está apareciendo en diversos ámbitos el término proximidad, también 
mezclado con el concepto de localización. Proliferan de manera vertiginosa aplicaciones 
basadas en la localización y que buscan ofrecer al usuario elementos de su entorno y su 
cercanía. Sin embargo este no es el concepto adecuado de proximidad, en realidad ésas son las 
redes habituales 3G – 3,5G conectadas a internet pero utilizando datos ofrecidos por el gps 
para poder ofrecer elementos basados en la localización. Este tipo de infraestructura es 
totalmente ineficiente puesto que emplea recursos necesarios para la comunicación global en 
un ámbito local. 
Las redes de proximidad de las que se habla en este proyecto están basadas en tecnologías 
puramente locales, sin necesidad de un acceso remoto a internet. Si se crea una red, 
independientemente de con qué tecnología, de forma local, los nodos tendrán acceso a otros 
nodos situados en su proximidad. Ésta proximidad no requiere de un conocimiento concreto 
de la localización, únicamente del hecho inherente en el tipo de red de que el resto de nodos 
están próximos. Esto abre un mundo de posibilidades, al margen de los proveedores de 
internet, para poder establecer comunicación con el entorno de forma prácticamente gratuita 
y directa. 
Una vez definido el término proximidad, hay que añadirle el concepto de movilidad. Cada nodo 
en una red de proximidad será el centro de eso a lo que llamamos “proximidad” y se llevará la 
red consigo. Desde el punto de vista de ese nodo, el resto de nodos dentro su alcance estarán 
próximos a él. Pasará lo mismo con cada uno de los otros nodos respecto al primero. Entonces 
en última instancia podemos decir que una red de proximidad es la unión de todas las redes, 
de cada uno de los nodos, que están solapadas entre ellas.  
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8.6 GLOSARIO 
 
Atheros – Madwifi 
Atheros es el primer fabricante de chips Wi-Fi que liberó su documentación para que los 
desarrolladores de software libre pudieran crear drivers sobre ellos. De esa liberación apareció 
MadWifi que es uno de los drivers más avanzados para redes inalámbricas Wi-Fi que existen 
para Linux en la actualidad. Es totalmente estable y tiene un gran número de usuarios. 
 
Backend 
En programación, se refiere a la creación de diferentes implementaciones de una misma clase 
utilizando el patrón Plantilla para poder utilizarla genéricamente en diversos entornos (por 
ejemplo en Symbian y en Linux). 
 
BackOff 
Timer (explicado más adelante) aleatorio destinado a elegir el momento del acceso al medio 
cuando hay varios terminales dispuestos y evitar las colisiones. El que obtenga el BackOff más 
pequeño será el primero en acceder y por lo tanto el resto esperarán un nuevo turno. 
 
Beacon 
Se trata de una de las tramas de administración en la tecnología Wi-Fi  (IEEE 802.11). Contiene 
toda la información de la red. Se transmiten periódicamente para anunciar la presencia de una 
red de área local Inalámbrica (Wireless LAN). Son enviados por los puntos de acceso en un BSS 
y distribuidos entre las estaciones en un IBSS. 
 
Broadcast 
En redes de computadores, se trata de la transmisión simultánea de mensajes a todos los 
destinos de la red. 
 
Compact Flash 
Se trata de dispositivos de almacenamiento masivos utilizados en dispositivos portátiles, 
utilizan memoria en formato flash con una carcasa estándar. 
 
dBi 
Referido a la ganancia de una antena comparada con la hipotética antena isotrópica, la cual 
distribuye uniformemente la energía en todas las direcciones.  
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dBus 
En computación, D-Bus (Desktop Bus) es un protocolo de comunicación inter-proceso para que 
las aplicaciones software se puedan comunicar de manera fácil entre ellas.  
Permite a los programas registrarse con él para ofrecer servicios. También permite a los 
clientes obtener la lista de servicios disponibles para poder comunicarse con ellos. 
 
Listener / Observer 
El patrón observador es un patrón de diseño de software en el cual un objeto mantiene la lista 
de todos sus dependientes, llamados observadores, a los cuales notifica automáticamente 
cuando algún estado cambia, usualmente llamando alguno de sus métodos. Generalmente se 
utilizan para poder obtener las respuestas a llamadas asíncronas. 
 
Multicast 
En redes de computadores, se treta de la transmisión simultánea de mensajes a un grupo de 
destinos en una red. 
 
Mutex y Locks 
Se trata de algoritmos de exclusión mutua, se utilizan en programación concurrente para evitar 
el uso simultáneo de un recurso común, como una variable global, un archivo, etc. 
 
Overhead 
Se trata de cualquier exceso de tiempo de computación, memoria, ancho de banda o cualquier 
otro recurso necesario para conseguir un objetivo. Por ejemplo añadir la dirección de los 
nodos origen y destino en un paquete IP provoca un overhead de ancho de banda. 
 
Round-Robin 
Es uno de los algoritmos de orden de procesado más simples. Asigna pedazos de tiempo a cada 
proceso de tamaños iguales y en orden circular. 
 
RSS 
Más comúnmente llamado Really Simple Syndication, es una familia de formatos de contenido 
web que se utilizan para publicar elementos actualizados frecuentemente, tal como entradas 
de blogs, titulares de noticias, audio y video, etc. Todo ello en un formato estandarizado, que 
incluye metadatos como la fecha de publicación o el autor además del texto. 
 
Singleton 
En ingeniería del software, el patrón síngleton es un patrón de diseño utilizado para 
implementar el concepto matemático de síngleton restringiendo la instanciación de una clase 
a únicamente un objeto. 
 
Estudio de las prestaciones de una red Ad-Hoc Wi-Fi 
96 
 
SSH –  Secure Shell  
Se trata de un protocolo de red que permite intercambiar datos utilizando un canal seguro 
entre dos dispositivos de la red. Utilizado principalmente en sistemas basados en Linux y Unix 
para acceder a la línea de comando. Fue diseñado como un reemplazo de Telnet y otros 
protocolos de control remoto más inseguros.  
 
 
Timer 
Temporizador en Inglés. Son utilizados para establecer tiempos máximos dentro de protocolos 
y establecer medidas en caso de que el temporizador acabe. 
 
Unicast 
En redes de computadores, se trata de la transmisión de mensajes a un único destino en una 
red. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
  
PFC 
97 
 
8.7 Bibliografía 
 
[1] Pejman Roshan, Jonathan Leary: 802.11 Wireless LAN Fundamentals. 
[2] Matthew Gast: 802.11 Wireless Networks, the definitive guide. 
[3] Cristina Gómez, Enric Mayol, Antoni Olivé, Ernest Teniente: Apuntes de la asignatura 
Enginyeria del software: Disseny I 
[4] Carles Farré, Antoni Olivé, Carme Quer: Apuntes de la asignatura Enginyeria del software: 
Disseny II 
[5] Miraveo Inc.: Miraveo Development Guide 
[6] CioZone: Smartphone Evolution: From Simon to Pre in 12 Steps. 
http://www.ciozone.com/index.php/Mobile-and-Wireless/Smartphone-Evolution-From-
Simon-to-Pre-in-12-Steps/1.html 
[7] Paul Coulton, Reuben Edwards: S60 Programming: A Tutorial Guide 
[8] Steve Bavin: Developing Software for Symbian OS 2nd Edition: A Beginner’s Guide to 
Creating Symbian OS v9 Smartphone Applications in C++ 
[9] Jorge García Vidal, Jordi Domingo Pascual, Josep M. Barceló Ordinas: Apuntes de la 
asignatura Protocols d’internet i Aplicacions Multimedia (PIAM) 
[10] Información General: http://en.wikipedia.org 
[11] Información General: http://www.google.com 
[12] Utilización XML: http://www.w3.org/DOM  
[13] Estándar IEEE 802.11: http://standards.ieee.org/getieee802/802.11.html 
 
