





既 存 の Policy-based Network Management (PBNM) 方 式 に 対 し て， 著 者 は Destination 
Addressing Control System (DACS) 方式と呼ぶ方式を提案し，その実現に必要なソフトウェ
アの研究を進めてきた。この DACS 方式は，クライアント上だけにソフトウェア形態の通信制
御点（PEP）を配置し，当該クライアントから発信される通信を，その PEP で制御することで






































る。 こ の 方 法 は，IETF（R. Yavatkar 












































































































































PBNM の原理は，図 3 に示された内容の
ものである。







（制御点），例えば，VPN 装置 , Router, 





























理は， PBNM における PEP に相当する
ソフトウェアをクライアントに配置する
－ 48 －

















































































 図 4 に，DACS 方式における基本的
なシステム構成の全体像を示す。同図の













の宛先情報 X,Y,Z は，IP アドレスとポー
ト番号である。）











その DACS rules は，DACS SV から
DACS CL へ送信された後，DACS CL の













れた DACS SV と DACS CL 間で DACS 
rules を 送 受 信 す る（a）。DACS rules
を 受 信 し た DACS CL は，DACS CTL 
に対して DACS rules を適用する（b）。





















( Server Machine ) ( Client Machine )































と，（a）のように，DACS SV から DACS 
rules が DACS CL に対して送信された
後，（b）のように DACS CTL に DACS 
rules が適用されると同時に，（c）のよ
うに通信 VPN 化する機能である DACS 














　動作 OS: Fedora Core 2
　開発言語 : Visual C++ 7.1
b. DACS CL
　 動作 OS: Windows XP Professional 
Edition
　開発言語 : Visual C++ 7.1,
　Winsock2 LSP（DACS Control）
　その他 : Putty （DACS SControl）
（2）DACS SV と DACS CL 間の通信
DACS rules の 送 受 信 な ど の DACS 
SV と DACS CL 間は，TCP/IP のソケッ
ト通信を用いて実現している。
（3）クライアント上での通信制御部
今 回 は，Windows ク ラ イ ア ン ト 上
で 動 作 す る DACS CL を 実 装 し た。


















先 NAT と パ ケ ッ ト フ ィ ル タ リ ン グ 機
能 は，Microsoft 社 の Winsock2 LSP 
（Layered Service Provider）を用いて









































A （Org.A） と 組 織 B （Org.B） を 管 理
する為の論理的範囲として，ネットワー
クグループ 1 が存在する。同様に，組織



























Group1 の中の Org.A に所属するユーザ
A が，別のネットワークグループである
Network Group2 に 所 属 す る Org.C が
保有するネットワークを利用する場合に
は，Network Group2 の 管 理 組 織 Y か
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