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En la actualidad y como consecuencia de la ausencia de modelos de gestión, la 
seguridad está siendo vista cómo un gasto y como un oficio, lo cual limita el 
verdadero concepto profesional, sin embargo, existe la oportunidad para mostrar 
que se trata de un servicio que puede aportar al desarrollo de un negocio. La 
historia enumera múltiples eventos en los que empresas han fracasado por no 
tener implementado un adecuado sistema de seguridad. En éste documento se 
estructura un modelo estratégico para el diseño de soluciones de seguridad. 
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En la actualidad, un alto porcentaje de los servicios de seguridad y protección se 
establecen conforme a necesidades básicas y generales del mercado o 
acompañadas de apreciaciones con tendencia subjetiva, el insumo que es corto y 
que define en gran parte cómo se instalará un esquema de seguridad carece de 
profundidad, análisis, proyección, rentabilización o reintegro de inversión, gestión y 
quizás una de sus mayores deficiencias es el no saber medir lo que realmente 
requiere cierto nivel de protección, además de no precisar los objetivos de la 
seguridad en el desarrollo de cualquier actividad y el valor que ésta puede 
representar. 
 
El presente ensayo busca definir un modelo de gestión para que los esquemas de 
seguridad se planeen, organicen, dirijan, controlen, se evalúen y sean 
implementados conforme a modelos de administración y gestión que busquen 
rentabilizar el servicio de protección, que se ajuste a las verdaderas necesidades 
de una actividad y que éste genere valor a la cadena de producción o servicio. 
 
Los sistemas de seguridad son el conjunto de personas, medios y procedimientos 
organizados con el fin de brindar vigilancia y protección y se convierte en un 
planeamiento estratégico cuando éste se vincula al objetivo de una actividad o 
negocio, identificando sus propósitos y sumándose a la consecución de éstos, en 
medio de éste desarrollo se debe medir los resultados de la gestión con  el fin de 
evaluar si el esquema cumple o no con su función de generar valor a los 
resultados del negocio. 
2. MODELO DE GESTIÓN PARA UN SISTEMA DE SEGURIDAD 
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El modelo de gestión para un sistema de seguridad se convierte en un ciclo de 
planeación y de control constante por lo que su estructura se asemeja con 
herramientas administrativas como el ciclo PHVA (modelo para diseño 
administrativo de tareas “Deming”) lo que adicional a su fin, facilita la 
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interpretación puesto que es un idioma y una herramienta comúnmente aceptada y 
conocida. 
3. MODELO DEL CICLO PHVA APLICADO AL DISEÑO DE SISTEMAS DE 
SEGURIDAD 
 
 
Es importante destacar que el modelo de gestión para un sistema de seguridad 
además de la protección busca la mejora continua de la organización, por medio 
del análisis de los procesos internos del negocio, la medición del desempeño del 
esquema de seguridad, la identificación de áreas, condiciones o actividades de 
riesgo y el establecimiento de controles, logrando así, mejorar la productividad, los 
tiempos de ejecución de las actividades, la calidad del servicio y el control de los 
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aspectos ambientales de las actividades, productos, servicios y procedimientos, 
logrando alcanzar los objetivos del negocio apoyados por el sistema de seguridad. 
4. DESCRIPCIÓN DE LOS MÓDULOS DEL CICLO EN EL MODELO DE 
GESTIÓN 
Información: es el insumo con el que se estructura el plan general del  sistema 
de seguridad, con el fin de que el esquema se ajuste a los objetivos del 
negocio y comprende: 
• Análisis de la unidad de negocio 
• Entorno de desarrollo del negocio 
• Cadena de producción o servicio 
• Sector económico 
• Visión, misión, valores, políticas, filosofía organizacional 
• Estadísticas de siniestralidad 
• Proyecciones del negocio 
• Objetivos estratégicos del negocio 
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Planeamiento: se determina el grado de impacto o gravedad que puede 
ocasionar la materialización de un riesgo frente a los objetivos del negocio; de 
esta manera se determinan las necesidades de seguridad. 
• Análisis de riesgos y vulnerabilidades 
• Plan de tratamiento y mitigación del riesgo 
• Definición del esquema  
• Determinar objetivos de la seguridad 
En ésta fase se considera la NTC 5254 como referencia complementaria: 
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Organización: parámetros con los que se estructuran los servicios de 
seguridad 
• Perfiles adecuados a las necesidades del negocio 
• Fuerza de Seguridad (personas, armas, medios tecnológicos, medio 
canino, elementos de protección personal, entre otros) 
Establecimiento de normas y políticas alineadas a la filosofía del negocio: 
aspectos generales y particulares derivados del objeto social, su entorno y 
cultura, ajustados al cumplimiento efectivo del servicio de seguridad. 
• Manual de funciones 
• Políticas de Seguridad 
• Protocolos de seguridad 
• Procedimientos de emergencia 
• Procedimientos de control 
• Normas administrativas 
Selección y contratación fuerzas de seguridad: insumos para el desarrollo 
del servicio de seguridad; son definidos de acuerdo con el análisis de riesgos y 
las necesidades de seguridad y servicio 
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• RR HH  
• Tecnología 
• Otros 
Entrenamiento, capacitación e inducción: el personal en cada uno de los 
niveles, deben ser idóneos y competentes de acuerdo con las necesidades de 
los servicios de seguridad, adicionalmente, es importante que conozcan los 
riesgos, el objeto del negocio además de  reentrenamiento e inducción con 
enfoque a las necesidades de seguridad del negocio.  
• Manual de funciones por puesto de trabajo 
• Fichas técnicas de procedimiento 
• Programas de capacitación 
• Desarrollo profesional 
Dotación y equipamiento: el personal debe estar dotado de acuerdo con las 
exigencias del entorno en el que desarrolle la labor, protegiendo su integridad, 
bienestar y salud, además su presentación personal debe ajustarse a la 
imagen del negocio y su propósito. 
• Normas legales 
• Elementos de protección personal 
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• Requerimientos especiales del sistema de seguridad y del negocio 
Las soluciones en seguridad integran los siguientes pilares: 
 
 
 
 
 
 
 
 
Supervisión y control: seguimiento al desarrollo de las actividades de nuestro 
personal, identificación de condiciones de riesgo. 
• Inspección del personal 
• Evaluación de desempeño 
• Revisión y mantenimiento preventivo de equipos 
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• Conservación de aseo y mantenimiento 
• Revisión de procedimientos 
Educación de Seguridad: involucración de las personas con relación directa e 
indirecta con el propósito de la seguridad, con el objeto de generar conciencia 
y participación en los procesos o actividades de seguridad y protección, entre 
otros deberán estar incluidos: clientes, sus colaboradores, asociados y 
familiares, generando filosofía de “cultura de seguridad” alineados a técnicas 
de prevención personal, auto-cuidado identificación de riesgos y 
comportamientos ante emergencias o situaciones de amenaza o peligro. 
• Conferencias de auto-protección 
• Cultura de seguridad participativa 
• Entrenamiento para atención a emergencias 
• Identificación de agentes o factores generadores de riesgo 
Revisión, evaluación y ajustes: 
• Indicadores de gestión y siniestralidad 
• Pruebas de vulnerabilidad 
• Monitoreo de riesgos 
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• Verificación del cumplimiento de procedimientos 
• Informes de gestión 
• Integración de nuevos elementos para optimizar el esquema de 
seguridad 
Luego de éstos diez pasos que he planteado en el modelo de gestión estratégico 
es importante tener presente que aún no se ha establecido el modelo con el cual 
se debe desarrollar la operación para que exista relación y coordinación entre lo 
planeado a lo ejecutado en las operaciones de seguridad, por ello a continuación 
relaciono el modelo operacional. 
5. MODELO  OPERACIONAL 
Una vez definido el modelo de gestión estratégico de los sistemas de seguridad, 
resulta necesario definir un modelo para la operación que se desarrolle en sinergia 
con los planes anteriormente definidos, a continuación los insumos con los cuales 
se establecerá dicho plan. 
Objetivo  General: 
Diseñar e  implementar  el modelo  operacional acorde con el plan del modelo de 
gestión estratégico del sistema de seguridad, con el  fin  de  consolidar   un 
esquema  de seguridad  integral,  acorde con las  necesidades de protección  y 
objetivos del esquema. 
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Objetivos  específicos:  
 Alinear cada  una de las  actividades del  modelo  operacional  con los  
objetivos estratégicos. 
 
 Diseñar el modelo operacional para el desarrollo de las actividades, a fin de 
establecer seguridad a la medida de verdaderas necesidades. 
 
 Identificar    los requerimientos  de formación   específicos para  cada 
puesto de trabajo, con el  fin  de  establecer  un proceso de capacitación 
progresivo. 
 
 Elaborar  los manuales de funciones de cada uno de los puestos, con el  fin 
de  identificar  claramente el alcance de las funciones y sus áreas de  
responsabilidad así como la interrelación con los demás servicios o 
actividades del esquema. 
 
 Implementar el esquema de supervisión por procesos, para poder identificar 
en cada uno de los puestos de trabajo los aspectos que se  deben controlar 
y validar en cada una de las inspecciones. 
 
 Definir  las actividades de control del  modelo de seguridad, en pro de   
validar la eficiencia de cada uno de los elementos de dicho modelo de 
seguridad. 
 
Alcance: 
El modelo operacional, aplica para la protección, vigilancia y el desarrollo del 
negocio, toda  vez que se fundamenta en el diseño de esquemas de protección  a 
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la  medida, alineados con los objetivos  y políticas del negocio siendo parte activa 
en la administración de los procesos y riesgos. 
Elementos de entrada: 
 Objetivos estratégicos del negocio: 
Es este aspecto es importante que la persona que diseñará el sistema de 
seguridad identifique claramente cuáles son los objetivos estratégicos del negocio, 
teniendo presente que es éste el principal insumo para el diseño del modelo 
operacional. 
 Políticas  de seguridad 
Conocer  e  identificar   cuáles son los procedimientos y políticas  de seguridad,   
para  el desarrollo del proceso  de inducción, elaboración de fichas  técnicas, 
manuales  de funciones  entre  otros. 
 Antecedentes de perdida 
Los antecedentes de perdida nos  permiten   visualizar  claramente los siguientes  
aspectos: 
o Tendencias de perdida 
 
o Procesos críticos  
 
o Falencias en los sistemas de control 
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o Identificar modus operandi 
Con la información  anteriormente  analizada se puede construir estrategias que  
nos permitan controlar los eventos de perdida y mostrar indicadores de efectividad  
operacional y cuantificar los resultados. 
 Obligaciones contractuales  
Se deben conocer con claridad todas las obligaciones definidas en el  contrato o 
en efecto la invitación o pliegos de condiciones con el fin de garantizar su   
cumplimiento desde el inicio del servicio y durante toda su ejecución. 
 Políticas de  control de inventarios  
Conocer e identificar las políticas de inventarios que maneja el negocio, esto 
permitirá desde  el inicio de las actividades establecer los niveles de control  en 
cada uno de los puestos e identificar con antelación los posibles  eventos  de 
pérdida, con el fin de establecer las medidas de control específicas.  
Variables   del   modelo  operacional 
 Perfil del personal  operativo 
En este  aspecto es   importante   identificar  claramente  para cada cargo o 
puesto de trabajo cuales son los perfiles y competencias requeridas con el  fin de  
asignar el personal adecuado desde el inicio de las actividades.  
Por otra, parte es importante establecer cuáles son los  puestos de mayor  impacto 
dentro del  esquema  de seguridad  por  la  complejidad de las funciones  y del 
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nivel del riesgo, con el fin de ubicar las personas con mayor perfil y habilidades   
requeridas para el cargo. 
 Plan de capacitación y formación especifica  
Este se debe estructurar para toda la ejecución del planeamiento y ejecución de 
las actividades, buscando un proceso de formación progresivo y acorde al modelo 
de seguridad diseñado y a las necesidades de cada puesto. 
Dentro del  proceso de  formación  deben estar inmersos los temas relacionados   
con las políticas y normas de seguridad del negocio y aquellas que son necesarias 
para el desarrollo integral de las personas asignadas al esquema. 
A continuación se relaciona el modelo básico con el cual se establecen los 
programas de capacitación:  
 
 
 
 
 
 
PLANEACIÓN ESTRATÉGICA DE LOS SISTEMAS DE SEGURIDAD 
 
UNIVERSIDAD MILITAR NUEVA GRANADA Página 17 
 
 Identificación de procesos críticos 
Es preciso identificar al interior de las organizaciones los procesos críticos y que  
todo el personal del esquema los conozca, podemos establecer claramente cuáles 
son los procedimientos de control que se deben documentar en cada uno de   
manuales de funciones de los puestos, con el fin de establecer mecanismos de 
control redundantes que nos permitan identificar claramente situaciones de riesgo. 
 Panorama de riesgos  
Se debe elaborar el panorama de riesgos de las instalaciones, con el fin de   
establecer claramente los planes de acción y de control realizando el plan de 
mitigación y monitoreo de los riesgos a través del tiempo. 
El panorama de riesgos nos permite de igual forma documentar en las fichas 
técnicas de los puestos las acciones proactivas que se deben aplicar 
permanentemente  para prevenir la materialización de los posibles riesgos de cada  
puesto. 
 Plan de  emergencia  
Todo el personal debe hacer parte activa de las actividades y de los  
procedimientos  de emergencia, razón  por la cual debemos conocer de manera   
integral el plan de emergencia, con el   fin de  definir claramente cuáles son  las  
funciones que debe desarrollar el personal  en los diferentes puestos de trabajo y  
luego documentarlas en los manuales de funciones y las fichas técnicas de cada 
puesto. 
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 Esquema  de supervisión 
Para  establecer claramente el proceso de supervisión interna y externa en cada   
uno de los puestos, es de vital importancia realizar las siguientes actividades: 
o Elaborar las listas de chequeo por puesto, en la cual se identificará 
claramente cuáles serán las actividades específicas de control que 
se validaran en el proceso de supervisión. 
 
o En los procesos críticos, se debe establecer dentro del 
procedimiento de  supervisión, los  controles redundantes que  se 
deben implementar para identificar oportunamente cualquier   
novedad, amenaza o peligro. 
 
o Para la supervisión externa se deben especificar los aspectos que   
deben ser validados por parte de los supervisores motorizados. 
 
o Establecer los formatos de reporte y control de eventos   
identificados durante las  revistas a los puestos. 
 
o Establecer reportes estadísticos del proceso  de supervisión que nos  
permitan consolidar y evidenciar las acciones de control realizadas  
en cada turno. (puertas abiertas, computadores portátiles sin 
protección, llaves en los cajones de los escritorios, vehículos,  
materia prima  fuera del  área de almacenamiento, producto 
terminado en áreas de alto riesgo de deterioro, entre otros). 
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 Proceso de formación e integración del usuario al sistema 
Dentro de todo el proceso de consolidación del modelo operacional es importante   
estructurar el proceso de formación e integración del usuario, el cual se 
fundamenta en involucrar a los funcionarios, mediante capacitaciones  y 
campañas  de seguridad, las cuales nos ayudaran a fomentar la cultura de 
seguridad y la participación activa en la prevención e identificación  de situaciones 
de riesgo.   
 Procedimientos  especiales 
De acuerdo con el tipo de  negocio, es importante definir los procedimientos para  
el manejo y atención de situaciones especiales, los siguientes son algunos 
ejemplos: 
 Inundación e incendio 
 
 Asonada  
 
 Paro de transporte  
 
 Huelga 
 
 Manifestación  
 
 Aquellos que pueden llegar a detener la operación o poner en peligro la 
integridad de las personas 
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Elaboración de procedimientos 
 Diseño de los manuales de funciones por puesto de trabajo  
Elaborar los manuales de funciones de cada puesto, explicando claramente  las  
funciones específicas que el personal debe realizar durante el servicio. Este 
proceso se debe realizar analizando y verificando cuales son las actividades de 
control, registro y validación que el personal realiza en el puesto.  
 Diseño de las fichas técnicas por puesto de trabajo 
Elaborar las fichas técnicas de cada puesto especificando los siguientes aspectos: 
o Responsabilidad del puesto 
 
o Función principal  
 
o Riesgos del puesto 
 
o Medidas de control del riesgo 
 
o Función en el plan de emergencia 
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Desarrollo del  Modelo  operacional 
 Definición del  modelo  operacional “ seguridad a la medida” 
Tomando como referencia  los elementos y variables del modelo operacional 
definir cuál será la filosofía del esquema de seguridad para el negocio. 
Todas las actividades que se desarrollen en el modelo operacional deben estar 
soportadas sobre los siguientes aspectos: 
 Preventivo: todas las actividades de control y seguimiento en el desarrollo 
del modelo de seguridad deben estar enmarcadas siempre en la 
prevención, identificando y estructurando actividades que nos permiten 
generar acciones sobre los factores que pueden generar a futuro fallas en 
los sistemas de control o en los esquemas de seguridad. 
 
 Dinámico: el entorno de la seguridad nos lleva a ser más proactivos,   
buscando siempre estar un paso adelante, anticipando el accionar del 
delincuente, mas aun cuando el modus operandi de la delincuencia cambia  
constantemente, esto nos indica que los esquemas de seguridad no pueden 
ser rígidos, deben ser flexibles buscando siempre establecer  niveles de 
control redundantes que nos permitan identificar y neutralizar cualquier  
evento que pueda vulnerar los controles, analizando con prioridad a  
aquellos activos o procesos críticos y de gran importancia para la 
operación. 
 
Por otra  parte, las herramientas tecnológicas existentes nos permiten  
buscar  alternativas de  integración  y optimización de los niveles  de control 
en los  esquema de seguridad, es por eso  que debemos ser  asesores  de 
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nuestros clientes presentándoles nuevas alternativas de seguridad: 
“hombres - tecnología “ optimizando  los recursos. 
 
 Integración: el concepto de integración en el modelo operacional se  
fundamenta en la participación activa del usuario, contratistas, fuerza  
pública, comunidad y seguridad  privada,  para  lograr  en las instalaciones, 
en el negocio y en su entorno ambientes seguros. 
 
 Sistema de control  y validación 
Dentro de este aspecto se debe describir claramente cuáles serán los  
mecanismos de control y validación del modelo operacional definido para el 
usuario. 
 Inspecciones a puestos de trabajo 
En éste se debe establecer la frecuencia y alcance para realizar las inspecciones 
de los puestos de trabajo, consolidando y analizando la  información que nos 
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procesos
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• Seguimiento
PREVENTIVO
• Innovación
• Procedimientos
• Validación
DINÁMICO
• Usuario
• Vigilancia privada
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INTEGRACIÓN
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permite identificar aspectos a mejorar tales como; capacitación, procedimientos, 
protocolos, políticas, equipos, instalaciones entre otros. 
 Pruebas de validación 
 
 Análisis de eventos ( casuística) 
 
 Indicadores en procesos críticos 
 
 Evaluación de desempeño 
 
 Plan de tratamiento de los riesgos 
 
 Informes de gestión 
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6. CONCLUSIONES 
El modelo estratégico y operacional definidos en éste documento son el resultado 
de las necesidades de planeación mínimas que debe contener un sistema de 
seguridad en el que su objetivo claramente es la seguridad, tranquilidad, confianza 
y continuidad del negocio. 
De tal manera que si tenemos presentes los anteriores aspectos definidos en el 
diseño de soluciones de seguridad nos acercaremos más a la probabilidad de 
cumplir metas propias de la seguridad y propósitos del negocio, lo cual es el factor 
diferenciador de un modelo estratégico de seguridad. 
El aporte que hace la seguridad en la consecución de objetivos de un negocio 
debe ser su principal objetivo, éste es precisamente el punto que he querido 
focalizar como aspecto prioritario del modelo de gestión estratégica. En aquellos 
modelos de seguridad en los cuales su diseño fue forjado empíricamente y por 
apreciaciones subjetivas, la seguridad puede verse como un gasto operacional, ya 
que no es notorio su aporte a la actividad que desarrolla el negocio, incluso, la 
seguridad en estos esquemas se define en aspectos que hacen creer que se trata 
de un oficio ejecutado por una persona con un bajo nivel de complejidad y 
esfuerzo y que está allí para satisfacer necesidades básicas y por un valor muy 
costoso. 
Si la estrategia establecida se trata de un sistema de seguridad basado en un 
modelo de gestión que además de realizar actividades básicas miden la posible 
ocurrencia de diferentes riesgos o amenazas y se prepara para mitigar su impacto 
e incluso para prevenir algunas de ellas y que sus actividades se integran a la 
cadena de producción y servicio del negocio custodiado y que generan valor 
agregado al resultado de las actividades convirtiéndose en un aliado estratégico, 
llevará a que el negocio se desarrolle en condiciones que favorecen su desarrollo 
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haciendo que sus resultados reflejen una diferencia positiva y previniendo 
alteración en sus operaciones. 
Todo lo anterior se convierte en la solución de seguridad ideal que requieren las 
empresas y actividades económicas, por ello es importante establecer un modelo 
de gestión estratégico de seguridad como formula en la implementación de 
soluciones de seguridad para que la actividad de seguridad y protección se 
convierta de un gasto a una inversión. 
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8. GLOSARIO DE TÉRMINOS 
 Aceptación de riesgo: una decisión informada de aceptar las consecuencias 
y probabilidad de un riesgo en particular. 
 
 Administración de riesgos: la cultura, procesos y estructuras que están 
dirigidas hacia la administración efectiva de oportunidades potenciales y 
efectos adversos. 
 
 Análisis de riesgo: un uso sistemático de la información disponible para 
determinar cuan frecuentemente pueden ocurrir eventos especificados y la 
magnitud de sus consecuencias. 
 
 Análisis de sensibilidad: examina cómo varían los resultados de un cálculo 
o modelo a medida que se cambian los supuestos o hipótesis individuales. 
 
 Azar de riesgo: una fuente de daño potencial o una situación con potencial 
para causar pérdidas. 
 
 Consecuencia: el producto de un evento expresado cualitativa o 
cuantitativamente, sea este una pérdida, perjuicio, desventaja o ganancia. 
Podría haber un rango de productos posibles asociados a un evento. 
 
 Control de riesgos: la parte de administración de riesgos que involucra la 
implementación de políticas, estándares, procedimientos y cambios físicos 
para eliminar o minimizar los riesgos adversos. 
 
 Costo: de las actividades, tanto directas como indirectas, involucrando 
cualquier impacto negativo, incluyendo pérdidas de dinero, de tiempo, de 
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mano de obra, interrupciones, problemas de relaciones, políticas e 
intangibles. 
 
 Evaluación de riesgos: el proceso utilizado para determinar las prioridades 
de administración de riesgos comparando el nivel de riesgo respecto de 
estándares predeterminados, niveles de riesgo objetivos u otro criterio. 
 Evento: un incidente o situación, que ocurre en un lugar particular durante 
un intervalo de tiempo particular. 
 
 Evitar un riesgo: una decisión informada de no verse involucrado en una 
situación de riesgo. 
 
 Frecuencia: una medida del coeficiente de ocurrencia de un evento 
expresado como la cantidad de ocurrencias de un evento en un tiempo 
dado. Ver también Probabilidad. 
 
 Identificación de riesgos: el proceso de determinar qué puede suceder, por 
qué y cómo. 
 
 Ingeniería de riesgos: la aplicación de principios y métodos de ingeniería a 
la administración de riesgos. 
 
 Monitoreo: comprobar, supervisar, observar críticamente, o registrar el 
progreso de una actividad, acción o sistema en forma sistemática para 
identificar cambios. 
 
 Organización: una compañía, firma, empresa o asociación, u otra entidad 
legal o parte de ella, sea o no incorporada, pública o privada, que tiene sus 
propias funciones y administración. 
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 Pérdida: cualquier consecuencia negativa, financiera o de otro tipo. 
 
 Probabilidad: la probabilidad de un evento específico o resultado, medido 
por el coeficiente de eventos o resultados específicos en relación a la 
cantidad total de posibles eventos o resultados. La probabilidad se expresa 
como un número entre 0 y 1, donde 0 indica un evento o resultado 
imposible y 1 indica un evento o resultado cierto. 
 
 Proceso de administración de riesgos: la aplicación sistemática de políticas, 
procedimientos y prácticas de administración a las tareas de establecer el 
contexto, identificar, analizar, evaluar, tratar, monitorear y comunicar 
riesgos. 
 
 Reducción de riesgos: una aplicación selectiva de técnicas apropiadas y 
principios de administración para reducir las probabilidades de una 
ocurrencia, o sus consecuencias, o ambas. 
 
 Retención de riesgos: intencionalmente o sin intención retener la 
responsabilidad por las pérdidas, o la carga financiera de las pérdidas 
dentro de la organización. 
 
 Riesgo residual: el nivel restante de riesgo luego de tomar medidas de 
tratamiento del riesgo. 
 Riesgo: la posibilidad de que suceda algo que tendrá un impacto sobre los 
objetivos. Se lo mide en términos de consecuencias y probabilidades. 
 
 Transferir riesgos: cambiar la responsabilidad o carga por las pérdidas a 
una tercera parte mediante legislación, contrato, seguros u otros medios. 
Transferir riesgos también se puede referir a cambiar un riesgo físico, o 
parte el mismo a otro sitio. 
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 Tratamiento de riesgos: selección e implementación de opciones 
apropiadas para tratar el riesgo. 
 
Fin de documento 
 
