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Spletno vedenjsko oglaševanje v Sloveniji z vidika uporabnikov na primeru Googla: 
poznavanje, (ne)sprejemanje in etični vidiki 
 
Spletno vedenjsko oglaševanje je ena izmed oblik oglaševanja, ki omogoča prikazovanje 
posamezniku prilagojenih oglasov, kar povečuje njegovo učinkovitost, tudi s stroškovnega 
vidika. Ker temelji na zbiranju podatkov o spletnih uporabnikih in združevanju zbranih 
podatkov v profile uporabnikov, predstavlja resno grožnjo njihovi zasebnosti. S spletno 
anketo, ki je temeljila na pregledu literature in že obstoječih raziskavah na to temo iz tujine, 
sem na vzorcu slovenskih uporabnikov spleta raziskala, kakšen je njihov odnos do spletnega 
oglaševanja v splošnem in na primeru Googla, v kolikšni meri poznajo delovanje piškotkov, s 
pomočjo katerih poteka zbiranje podatkov o spletnih uporabnikih, in ali so pravila glede 
delovanja piškotkov in podobnih tehnologij ter glede pridobivanja soglasja za nameščanje 
piškotkov zavoljo varstva podatkov, kot določata spremenjena Direktiva 2002/58/ES in 
Splošna uredba o varstvu podatkov, prinesla pozitivne spremembe za uporabnike. Ugotovila 
sem, da uporabniki spleta niso naklonjeni spletnemu vedenjskemu oglaševanju, saj se jim 
zbiranje podatkov za namen prikazovanja ciljanih oglasov zdi vsiljivo in jim daje občutek 
izgubljene zasebnosti. Osnove spletnega vedenjskega oglaševanja kar dobro poznajo, imajo 
pa pomanjkljivo znanje o piškotkih, njihovem delovanju ter vplivu na uporabniško izkušnjo in 
zasebnost na spletu. Informirano soglasje, kot ga predvidevata spremenjena Direktiva 
2002/58/ES in Splošna uredba o varstvu podatkov, ni povsem doseženo ravno zaradi 
pomanjkljivega znanja uporabnikov. Tudi uporabniki Googla imajo podobno nenaklonjen 
odnos do prilagojenih oglasov in vsebin. Ne glede na morebitne koristi menijo, da je 
Googlovo zbiranje podatkov o uporabnikih nedopustno in predstavlja poseg v njihovo 
zasebnost. Za izobraževanje uporabnikov spleta si morajo prizadevati tako oglaševalci kot 
državni organi. 
Ključne besede: spletno vedenjsko oglaševanje, zasebnost uporabnikov. 
 
 
Online behavioral advertising in Slovenia from users’ perspective on Google example: 
familiarity, (non) acceptance and ethic views 
 
Online behavioral advertising is a form of advertising that enables personally targeted ads, 
which increases its effectiveness and also cost efficiency. It is based on collecting user data 
and combining it into user profiles, and poses a serious threat to their privacy. With a web 
survey based on a literature review and existing similar studies from abroad, I examined a 
sample of Slovenian web users regarding their feelings about online behavioral advertising, 
both in general and specifically for Google, and their familiarity with cookies. I also 
examined whether the rules governing the operation of cookies and similar technologies, and 
the rules for obtaining consent for the installation of cookies, as defined by the amended 
Directive 2002/58/EC and the General Data Protection Regulation, have brought positive 
changes for users. I found that online users are not in favor of online behavioral advertising. 
The data collection for targeted ads seems intrusive and gives a sense of privacy loss. The 
basics of online behavioral advertising are well known, but users lack knowledge about 
cookies and their impact on the user experience and online privacy. The informed consent, as 
specified by the amended Directive 2002/58/EC and the General Data Protection Regulation, 
is not fully achieved precisely due to the lack of user knowledge. Google users have a 
similarly disinclined attitude towards personalized ads and content. Regardless of potential 
benefits, they believe Google's collection of user data is unacceptable and presents a threat to 
their privacy. Both advertisers and public authorities should strive to better educate web users. 
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Spletno oglaševanje se širi in hitro razvija. Z razmahom pametnih mobilnih telefonov in 
tabličnih računalnikov se povečuje tudi oglaševanje v digitalnih medijih, zato z izrazom 
spletno oglaševanje v tem delu zaobjemam vse, ne glede na napravo, s katero je posameznik 
dostopal do spleta. Skupaj s tehnološkimi spremembami se spreminjajo tudi želje in 
pričakovanja oglaševalcev, saj jim ni več pomembno, kje se oglas pojavi, temveč bolj to, kdo 
ga dejansko vidi. To je lahko slaba novica za revije in časopise, nekateri avtorji pa celo trdijo, 
da ta premik spreminja ekonomijo spletnega oglaševanja (Rosen, 2012). Vedenjsko 
oglaševanje namreč temelji na načelu, da uporabniki s svojimi osebnimi informacijami, ki 
oglaševalcem/mediju služijo za ciljanje na svoje ciljne populacije, pravzaprav plačajo za 
brezplačne vsebine na spletu (Stallworth, 2010, str. 467; Kang in McAllister, 2011 in drugi). 
Spletno vedenjsko oglaševanje je ena izmed oblik oglaševanja, ki temelji na zbiranju 
podatkov o vedenjskih navadah uporabnikov na spletu, s pomočjo piškotkov in ostalih 
sledilnih tehnologij (Golob, 2013, str. 306). Na ta način oglaševalci podrobno profilirajo 
uporabnike in tako neposredno ciljajo na določenega uporabnika glede na njegovo spletno 
vedenje, zaznano lokacijo in izražene preference, zgodovino brskanja in včasih – odvisno od 
tipa spletne strani – celo glede na njegove predhodne spletne nakupe (Evans, 2009, str. 42). S 
tem stremijo k optimizaciji oglaševanja (Golob, 2013, str. 318) tako z vidika stroškov kot tudi 
učinkovitosti. Obstajajo raziskave, ki so potrdile, da vedenjsko ciljanje resnično izboljša 
učinkovitost spletnega oglaševanja – na primer raziskava, ki so jo izvedli Yan in drugi (2009). 
Po drugi strani pa prav zaradi tega edinstvenega posega v zasebnost in pravice posameznika 
(Burnik, 2013, str. 68) vedenjsko oglaševanje sproža kar nekaj zaskrbljenih odzivov. V 
akademski sferi se z vprašanjem (kršenja) pravice do zasebnosti uporabnikov ukvarjajo 
predvsem naslednji avtorji: Goldfarb in Tucker (2010), Kang in McAllister (2011), Massey in 
Antón (2011), McDonald in Cranor (2009), McStay (2012), Smit, Van Noort in Voorveld 
(2014), Stallworth (2010), Truong in Simmons (2010), van der Sloot in Zuiderveen Borgesius 
(2012) in drugi. 
V pričujočem delu, ki je empirične narave, je cilj raziskati, kakšen je odnos slovenskih 
uporabnikov spleta do spletnega vedenjskega oglaševanja na primeru Googla in ali so pravila 
glede uporabe piškotkov in podobnih tehnologij v spremenjeni Direktivi o zasebnosti v 
elektronskih komunikacijah 2002/58/ES ter glede pridobivanja soglasja za nameščanje 
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piškotkov zavoljo varstva podatkov, kot določa nova Uredba (EU) 2016/679 (dalje Splošna 
uredba o varstvu podatkov), prinesla pozitivne spremembe za uporabnike. Google je namreč 
dober primer medijskega mogotca, ki zelo dobro služi na račun spletnega oglaševanja – to je 
njihov glavni vir dohodkov – in ima tako razvejano mrežo storitev in hčerinskih podjetij, da 
lahko zelo natančno profilira svoje uporabnike. Zaradi tega se tudi oglaševalci zanašajo nanj, 
da bo res učinkovito ciljal ciljne potrošnike, ravno tako kot se uporabniki zanašajo na internet, 
da bodo lahko našli vse informacije in storitve, ki jih želijo. Čeprav so vse Googlove storitve 
navidezno brezplačne – navidezno zato, ker so financirane s prihodki od spletnega 
oglaševanja, – pa potrošnike večinoma moti dejstvo, da se o njih zbira toliko informacij in da 
se na ta račun ustvarja velik profit (Kang in McAllister, 2011, str. 141; Stallworth, 2010, str. 
466–467). Za boljši občutek, Google je po navedbah eMarketerja (2018, str. 2) podjetje, ki 
ima v globalnem merilu najvišje prihodke iz digitalnega oglaševanja. V letu 2018 so po 
njihovi oceni Googlovi prihodki iz digitalnega oglaševanja znašali 88 milijard ameriških 
dolarjev, kar je 31 % vseh prihodkov od digitalnega oglaševanja na svetu, napovedujejo pa, da 
naj bi se do leta 2020 Googlovi prihodki iz digitalnega oglaševanja povzpeli na 118 milijard 
ameriških dolarjev. 
Pregledu razvoja spletnega oglaševanja tako s splošnega vidika kot Googlovega doprinosa k 
razvoju vedenjskega spletnega oglaševanja sledi predočenje koristi in kritik vedenjskega 
oglaševanja, kjer so podrobneje naslovljeni etični zadržki proti političnoekonomskim vidikom 
vedenjskega oglaševanja in predstavljeni odzivi uporabnikov v do sedaj izvedenih raziskavah 
na to temo. Pomembno vlogo igra regulacija oglaševanja, zato sta predstavljeni tako 
samoregulacija kot zakonska regulacija, povezana z vedenjskim oglaševanjem. Na koncu so 
predstavljeni rezultati moje raziskave, izvedene med slovenskimi uporabniki spleta glede 




2 Splet, spletno oglaševanje in Google 
 
Internet v svoji najbolj osnovni obliki obstaja že od leta 1962. Sprva je bil razvit za namene 
vojaškega raziskovanja, nato je postopoma prerasel v akademsko in raziskovalno omrežje. Ko 
je ameriška vlada leta 1991 umaknila prepovedi, ki so prej omejevale uporabo interneta za 
komercialne namene, je bil ustvarjen tudi svetovni splet in takrat je internet postal dostopen 
splošni javnosti (Bennett, 2011, str. 899–900). Svetovni splet ali na kratko splet, je ena izmed 
storitev, ki so na voljo na internetu. Do njega uporabniki dostopamo preko brskalnikov, kot so 
Internet Explorer, Microsoft Edge, Mozilla Firefox, Google Chrome, Safari in drugi. 
S tem ko je internet postajal vse bolj dostopen splošni javnosti, je splet postajal vedno bolj 
zanimiv medij za oglaševalce. Skupaj s tehničnim razvojem spleta so se razvijale oblike 
spletnega oglaševanja.  
 
2.1 Razvoj spletnega oglaševanja 
Oglaševanje se mora prilagajati okolju, v katerem delujejo oglaševalci, in slediti razvoju 
novih tehnologij, zato se je oglaševanje v zadnjih letih korenito spremenilo (Golob, 2013, str. 
300). Da spletno oglaševanje vse bolj pridobiva na pomenu, kaže tudi delež spletnega 
oglaševanja med vsemi oblikami oglaševanja (Golob, 2013, str. 300) – eMarketer (2017) 
namreč ocenjuje, da je v letu 2017 od 584,14 milijard ameriških dolarjev, namenjenih 
plačanim objavam v medijih, 39,1 % šlo za digitalno oglaševanje, torej oglaševanje na spletu, 
mobilnih napravah in podobno. Če je včasih veljalo, da so glavni akterji pri oglaševanju (1) 
oglaševalci – tisti, ki oglas potrebujejo in naročijo, (2) oglaševalske agencije – tiste, ki 
oglaševalske aktivnosti načrtujejo in izvedejo, in (3) medijske organizacije, ki prenašajo 
sporočilo od oglaševalca do občinstva (Žabkar, 2013, str. 162), pa so dandanes postali zelo 
pomemben člen pri spletnem oglaševanju tudi oglaševalski strežniki (Harden in Heyman, 
2009 v Golob, 2013, str. 302). Primer takega strežnika je Googlov DoubleClick. 
Internet velja za ključno tehnološko inovacijo, ki je od svojega obstoja dalje močno vplivala 
na spremembo v vedenju uporabnikov in oglaševalcev. Prvi spletni oglasi so se pojavili v letu 
1994. To so bile slikovne pasice (angl. banner ads), proti koncu 1990-ih pa so že prevladali 
spletni oglasi v pojavnih oknih (angl. pop-up ads). S pojavom spletnih iskalnikov so se dobro 
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uveljavili tudi sponzorirani rezultati iskanja (Bennett, 2011, str. 899–900).  »Google sam po 
sebi v spletno oglaševanje sicer ni prinesel takojšnje revolucije, je pa veliko prispeval k temu, 
da se je to začelo korenito spreminjati.« (Golob, 2013, str. 304) Pasice so bile za uporabnike 
pogosto moteče, poleg tega pa so se na njih lahko navadili, da so izgubile na učinkovitosti, kar 
ni bilo v interesu oglaševalcev. Google je ponudil t.i. oglaševanje na klik, tekstovne oglase, 
kar so poimenovali Google AdWords. Glavna prednost take oblike oglaševanja je bila, da so 
na ta način oglaševalci res lahko nagovarjali le svojo ciljno skupino, saj so se njihovi oglasi 
prikazovali glede na vpisane iskalne pojme (Treadaway in Smith, 2012). Osnovne oblike 
spletnega oglaševanja, ki jih poznamo danes, so: slikovne pasice, oglasi vmesnih strani, oglasi 
v pojavnih oknih, video oglasi in gradniki ter multimedijski oglasi (Harden in Heyman, 2009 
v Golob, 2013, str. 308). Že od leta 2006 je prevladujoča oblika spletnega oglaševanja 
oglaševanje na iskalnikih (Čampa in Kropivnik, 2012, str. 26). Za nove oblike oglaševanja, 
kot sta na primer kontekstualno oglaševanje in vedenjsko oglaševanje, velja, da so 
privlačnejše, bolj izstopajo, hitreje pritegnejo uporabnikovo pozornost in uporabniku ponujajo 
bolj relevantne informacije. »Zato te oblike oglaševanja počasi spreminjajo modele 
razumevanja, kako oglaševanje deluje in kakšna je pri tem vloga porabnikov.« (Golob, 2013, 
str. 300) Kontekstualno oglaševanje umešča oglase na spletna mesta glede na vsebino, ki je 
tam prikazana. Takšno oglaševanje omogočata recimo storitvi Google AdWords in Google 
AdSense. Razlika med njima je, da Google AdWords lahko umešča oglase na spletnih 
straneh, ki so partnerske strani Googla, Google AdSense pa na individualnih spletnih straneh 
(Golob, 2013, str. 305). 
Dandanes je možno spremljati, na kakšen način ljudje dostopajo do spleta, prek katerega 
ponudnika storitev (internet/mobilno omrežje) dostopajo, IP naslov, tip povezave in hitrost, 
ime in verzijo spletnega iskalnika. Spremlja in shranjuje se tudi vedenjske podatke: datum in 
čas posameznikove aktivnosti, obiskane strani, vstopno in izhodno stran na spletnem mestu, 
trajanje posameznikove interakcije z oglasom (npr. pri video oglasih) ter kateri oglasi so bili 
posamezniku prikazani in kje na spletni strani (Plummer, Rappaport, Hall in Barocci, 2007, 
str. 7). Z vsemi zbranimi informacijami o uporabnikih je možno prilagajati, kateri oglasi se 
jim bodo prikazovali. Načini spletnega ciljanja, kot jih povzamejo in opišejo Plummer in 
drugi (2007, str. 7, 8, 9, 12, 17, 20, 24, 28), so: demografsko, kontekstualno, vedenjsko, 
geografsko ciljanje, pa tudi glede na del dneva, naklonjenost in prejšnje nakupe. Demografsko 
ciljanje publiko določa glede na starost, spol, dohodek, zaposlitev in velikost gospodinjstva. 
To je najširše uporabljena oblika ciljanja v oglaševanju. Kontekstualno ciljanje umešča oglase 
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na spletne strani glede na njihovo vsebino, torej kontekst, ki je relevanten za posamezni oglas. 
Pri geografskem ciljanju se upošteva uporabnikovo lokacijo in/ali časovni pas – to ni 
relevantno le za oglaševanje, temveč tudi za prilagajanje vsebine, jezika, cen in ostalih 
elementov na spletnih straneh. Ciljanje, prilagojeno delu dneva, se uporablja v vseh medijih in 
ni enakega pravila za vse. Vsak del dneva ima lahko različno številčno publiko, specifične 
značilnosti uporabnikov in naklonjenost različnim kategorijam produktov, vse to pa 
oglaševalci upoštevajo, da bi čim bolj učinkovito posredovali svoja oglasna sporočila. Spet 
drugačen način ciljanja upošteva in izkorišča uporabnikovo naklonjenost do določene spletne 
strani, ki se ocenjuje glede na verjetnost, da bi uporabnik priporočal določeno spletno stran 
drugim, njegovo zadovoljstvo z vsebino in kriterij, ali je spletna stran med uporabnikovimi 
priljubljenimi spletnimi stranmi oziroma njegovimi zaznamki. Ugotovili so namreč, da 
uporabnikova naklonjenost spletni strani ugodno vpliva tudi na njegovo sprejemanje in 
odzivanje na oglase, prikazane na določeni spletni strani. Ena izmed najnovejših oblik ciljanja 
pa združuje informacije o nakupnem vedenju uporabnika in identificiranimi s tem povezanimi 
informacijami ter na ta način prikazuje oglase uporabnikom, ki naj bi bili v skupini ciljnih 
uporabnikov za določeno blagovno znamko. Način ciljanja, ki je za to nalogo 
najpomembnejši, to je vedenjsko ciljanje, združuje informacije o uporabnikovem preteklem 
brskanju, vzorcu ogledovanja spletnih strani, njegovih klikih, in to ne le na eni spletni strani, 
ampak kombinira širše zbrane vzorce. Več o tem bom podrobneje predstavila v naslednjem 
poglavju. 
Kakršno koli ciljanje pa ima le malo učinka, če temelji na slabih podatkih. Zato je ključno 
upoštevati naslednje točke (Plummer in drugi, 2007, str. 30–32): 
- Treba je dobro definirati ciljno populacijo in pogosto se izkaže za najuspešnejše 
kombiniranje različnih načinov ciljanja. 
- Strategija ciljanja se mora skladati z zastavljenimi marketinškimi cilji, na primer 
doseči direktni odziv, spodbuditi prodajo v klasičnih prodajnih kanalih, okrepiti imidž 
blagovne znamke, predstaviti nov izdelek ali drugo. 
- Vsakič je treba presoditi, kateri način ciljanja bo najustreznejši v danem primeru, saj 
vsak lahko prikaže populacijo z različnega vidika. 
- Najbolj priljubljen način ciljanja v spletnem oglaševanju v prvem koraku naredi izbor 
produktu vsebinsko ustrezne spletne strani, sledi pa selekcija glede na uporabnikovo 
naklonjenost posamezni spletni strani. Na ta način oglaševalci pridejo do 
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zainteresiranih in motiviranih potrošnikov, zanimanje za vsebino spletne strani pa še 
okrepi verjetnost, da bo imelo oglaševanje določene blagovne znamke pozitiven vpliv. 
Več kot je zbranih informacij o potrošnikih ali potencialnih potrošnikih, bolj so lahko 
strategije ciljanja inovativne, stroškovno učinkovite in uspešne. Obenem pa je ravno to z 
vidika uporabnikov lahko najbolj problematično, saj je na ta način možno o njih  izoblikovati 
kar podrobne profile. Poleg tega se je treba zavedati, da več informacij ne pomeni nujno 
boljše učinkovitosti oglasov, saj je večje in kompleksnejše zbirke podatkov težje analizirati 
(Massey in Antón, 2011, str. 165). 
 
2.2 Vedenjsko oglaševanje 
Vedenjsko oglaševanje je ena izmed oblik ciljanega spletnega oglaševanja. Temelji na 
zbiranju podatkov o uporabniku s pomočjo piškotkov in podobnih tehnologij na vseh 
napravah, s katerimi uporabnik dostopa do spleta (Golob, 2013, str. 306; Smit in drugi, 2014, 
str. 15). Namen zbiranja podatkov je oblikovanje profilov uporabnikov ali, kot se izrazi Beck 
(2015, str. 125), nevidnih digitalnih identitet, ki pomagajo pri avtomatskem odločanju, komu 
prikazati kateri oglas, da bo učinkovitost oglaševanja čim večja (Jaworska in Sydow, 2008, 
str. 63). Boerman, Kruikemeier in Zuiderveen Borgesius (2017, str. 364) poskusijo oblikovati 
definicijo spletnega vedenjskega oglaševanja, ki pravi, da je spletno vedenjsko oglaševanje 
»praksa spremljanja spletnega vedenja ljudi in uporaba zbranih informacij za prikazovanje 
individualno ciljanih oglasov posameznikom.« To so lahko podatki o zgodovini brskanja, 
morebitnih klikov na oglase, nakupov, ocen izdelkov ali storitev in priporočil (Massey in 
Antón, 2011, str. 162). Na osnovi zgodovine brskanja se lahko predvideva tudi spol in okvirna 
starost uporabnika, IP naslov pa izdaja njegovo vsaj približno lokacijo. Ko združijo vse te 
informacije v profil uporabnika in ko naberejo veliko profilov različnih uporabnikov, lahko na 
podlagi vedenjskih vzorcev podobnih uporabnikov sklepajo o njihovih interesih in 
značilnostih (McDonald in Cranor, 2010b, str. 1; Article 29 Working Party, 2010, str. 7). 
Drug način oblikovanja profilov pa vodi do eksplicitnih profilov, ustvarjenih iz osebnih 
podatkov uporabnikov, ki jih sami navedejo denimo ob registraciji v spletno storitev. Obe 
vrsti profilov se lahko združujeta in pogosto oglaševalci uporabnike razdelijo v segmente 
glede na njihove interese ali glede na marketinške kategorije oglaševalca, na primer 




Vedenjsko ciljani oglasi so sicer nekoliko dražji, vendar se posamezni oglas prikaže manj 
uporabnikom kot v navadni, ne ciljani kampanji, upajoč, da bo rezultat večjega odstotka 
videnih oglasov prodaja oglaševanega produkta. Tako je oglaševanje stroškovno bolj 
učinkovito (McDonald in Cranor, 2009, str. 2). Vedenjsko ciljanje je tudi cenejše od 
kontekstualnega, saj se lahko relevantni oglasi pojavljajo na raznoraznih straneh, neodvisno 
od konteksta posamezne spletne strani (Plummer in drugi, 2007, str. 12). 
V grobem ločimo med lastniškim vedenjskim oglaševanjem in vedenjskim oglaševanjem 
tretjih oseb. Pri prvem isto spletno mesto zbira podatke in oglašuje, pri drugem pa oglaševalec 
ne zbira podatkov, temveč to počne neko drugo podjetje, navadno ponudnik oglaševalskega 
omrežja. Primer podjetja z lastniškim vedenjskim oglaševanjem je Amazon, ki pri svojih 
uporabnikih spremlja, katere izdelke si ogledujejo, kaj kupijo in kako izdelke ocenijo. Zbrane 
informacije združijo, analizirajo in tako ostalim uporabnikom priporočajo, kaj bi jih lahko 
zanimalo glede na pretekla iskanja oziroma nakupe. Lastniško vedenjsko oglaševanje je z 
vidika uporabnikov manj problematično, saj razumejo, po kakšnem principu deluje in znajo 
prepoznati njegove koristi. Pri vedenjskem oglaševanju tretjih oseb pa ni tako, zato bom 
kasneje bolj osredotočena na vedenjsko oglaševanje tretjih oseb. 
Kot rečeno, se podatki o uporabnikih zbirajo s pomočjo piškotkov in podobnih tehnologij. 
Piškotki so majhne tekstovne datoteke, ki se ob obisku spletne strani naložijo na 
uporabnikovo napravo (računalnik, tablico, mobilni telefon ipd.) z osnovnim namenom 
izboljšati uporabniško izkušnjo na spletni strani ali pa za zbiranje informacij za oblikovanje 
profilov za vedenjsko oglaševanje (Smit in drugi, 2014, str. 15). Piškotki spletnim stranem 
omogočajo, da si zapomnijo uporabnika in zato se tudi reče, da spletu omogočajo spomin 
(McStay, 2012, str. 598). Lahko so začasni ali trajni. Začasni ali sejni piškotki (angl. session 
cookies) obstajajo le za čas trajanja uporabnikove seje, to je dokler ne zapre brskalnika. Ti 
manj posegajo v zasebnost uporabnikov, saj beležijo njihovo aktivnost krajši čas. Trajni ali 
shranjeni piškotki (angl. persistent cookies) pa ostanejo shranjeni dlje, ne glede na vmesno 
odpiranje in zapiranje brskalnika, do določenega datuma v prihodnosti ali pa so celo brez 
omejitve trajanja in obstajajo, vse dokler jih uporabnik ne izbriše. Uporabljajo se lahko za 
shranjevanje informacij o registraciji, nastavitvah jezika spletne strani in podobno, pa tudi za 
ustvarjanje profilov uporabnikov in analiziranje prometa (Informacijski pooblaščenec 
Republike Slovenije, 2013, str. 4). 
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Po enakem kriteriju, kot delimo vedenjsko oglaševanje na lastniško in na oglaševanje tretjih 
oseb, razlikujemo med lastniškimi piškotki in piškotki tretjih oseb. Lastniški piškotki so lahko 
začasni ali trajni, bistveno je, da pripadajo spletnemu mestu, ki ga je uporabnik obiskal. 
Piškotki tretjih oseb izvirajo iz nekega drugega, partnerskega podjetja, ki na obiskani spletni 
strani prikazuje oglase ali meri spletni promet, lastnikom piškotkov pa omogočajo zbiranje 
podatkov o uporabniku preko različnih spletnih mest. Uporabljajo se za analitiko, oglaševanje 
in celo izboljšave lastnih produktov. Ker spremljajo uporabnika dlje časa in na različnih 
spletnih mestih, predstavljajo večji poseg v zasebnost (Informacijski pooblaščenec Republike 
Slovenije, 2013, str. 4). Zanimivo je, da ko so bili piškotki zasnovani v zgodnjih 90-ih letih 
prejšnjega stoletja, ni bilo mišljeno, da bi jih lahko nameščale in uporabljale tretje osebe, 
temveč da bi bili povezani le z enim specifičnim spletnim mestom. »Luknja v sistemu« je 
omogočila tretjim lastnikom delov spletne strani (npr. prostor za oglase), da vstavijo svoje 
piškotke. Ne glede na to, da se na piškotke tretjih oseb že od samega začetka gleda kot na 
potencialen poseg v zasebnost, so omogočili to, kar danes poznamo kot vedenjsko 
oglaševanje (McStay, 2012, str. 598). 
Poleg piškotkov obstajajo še druge tehnologije, ki omogočajo vedenjsko oglaševanje. Web 
bugs so ena izmed njih. Navadno so to majhne spletne grafike v velikosti ene slikovne pike, 
vključene v HTML spletne strani. Ker so po navadi enake barve kot ozadje spletne strani, so 
uporabnikom nevidne. Uporabljajo se za nadzor in spremljanje aktivnosti na spletni strani 
(Global Privacy Alliance, 2010, str. 9), kot je spremljanje števila različnih uporabnikov, 
nadzor oglaševanja, spremljanje vseh premikov uporabnika – katere dele spletnih strani si je 
uporabnik naložil ali natisnil pa tudi na katere oglase je kliknil, ali pa pošljejo signal 
strežniku, naj namesti piškotke. Posledično lahko predstavljajo večji poseg v zasebnost 
uporabnika kot piškotki (Gilbert, 2008, str. 2). Ne morejo sicer zbrati toliko podatkov kot 
piškotki, jih je pa težje onemogočiti, saj brskalniki ne ponujajo te možnosti (Massey in Antón, 
2011, str. 166). Ker podatkov ne shranjujejo na uporabnikovi napravi, temveč gostujejo na 
oglaševalskem strežniku, njihova uporaba ni urejena z Direktivo o zasebnosti in elektronskih 
komunikacijah, saj so tam opredeljene le tehnologije, ki so nameščene na uporabnikovih 
napravah (Global Privacy Alliance, 2010, str. 10). 
Flash piškotki (angleško tudi local shared objects) so še ena takšna tehnologija in se navadno 
namestijo na napravo skupaj z Adobe Flash predvajalnikom. Osnovni namen je shranjevanje 
nastavitev, kot so glasnost avdio ali video posnetka ali shranjevanje rezultata pri spletni igri. 
Dostopni so le domeni, ki jih je ustvarila (Massey in Antón, 2011, str. 167). So bolj obstojni, 
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lahko shranijo več podatkov (do 100 KB, navadni piškotki pa 4 KB) in so shranjeni tako, da 
do njih lahko dostopajo vsi brskalniki na računalniku, kar pomeni, da je uporabniku možno 
slediti, tudi če menja brskalnike. Posebnost Flash piškotkov je, da lahko obnovijo izbrisane 
klasične piškotke, kar pomeni, da tudi če želijo uporabniki izbrisati piškotke in s tem prekiniti 
niz zbiranja informacij, lahko oglaševalci s pomočjo Flash piškotkov izbrisane piškotke 
ponovno naložijo, ne da bi uporabnik opazil, in tako nemoteno nadaljujejo s sledenjem 
(Hoofnagle in drugi, 2012, str. 278; Nill in Aalberts, 2014, str. 129). Ker je veliko spletnih 
vsebin v formatu, ki zahteva vtičnik, kot je Flash, se je Flash piškotkom težko izogniti. Ne da 
se jih upravljati z nastavitvami brskalnika, na njih ne vpliva brisanje niti HTTP piškotkov niti 
zgodovine brskanja niti predpomnilnika. Tudi brskanje v zasebnem oknu jih ne onemogoči 
(Soltani, Canty, Mayo, Thomas in Hoofnagle, 2009, str. 1). Zaradi vseh teh prednosti in ker so 
manj znani kot klasični piškotki, ker jih je težje zbrisati in so pri sledenju bolj učinkoviti, so 
jih začeli uporabljati tudi oglaševalci (Hoofnagle in drugi, 2012, str. 277). 
HTML5 lokalno skladiščenje (angl. HTML5 local storage) je novejša oblika piškotkov, ki jih 
je omogočil razvoj spletnega programiranja, saj je novi standard za pisanje spletnih strani 
HTML5. Tako kot Flash piškotki, so tudi ti bolj obstojni od klasičnih piškotkov, shranijo pa 
lahko še večjo količino podatkov, in sicer 5 MB (Lawson in Sharp, 2011 v Hoofnagle in 
drugi, 2012, str. 283–284). Njihova prednost je, da uporabnik ne potrebuje nameščenega Flash 
vtičnika, da bi lahko gostil te piškotke na svoji napravi (Hoofnagle in drugi, 2012, str. 284). 
Evercookie je sledilni mehanizem, ki ga je ustvaril Samy Kamkar, in združuje podatke iz 
Flash piškotkov, klasičnih piškotkov in drugih z namenom, da bi bil obstojen in odporen na 
uporabnikove poskuse brisanja piškotkov in drugih edinstvenih identifikatorjev. Če uporabnik 
namreč enega izmed njih izbriše, ostali mehanizmi poskrbijo, da se piškotek ponovno naloži. 
Prav kombinacija toliko različnih mehanizmov poskrbi za to, da se je piškotka težko ali skoraj 
nemogoče znebiti (Kamkar, 2010; Hoofnagle in drugi, 2012, str. 284, 285). 
Piškotki in podobne tehnologije so tisti, ki zberejo podatke o uporabnikih, potem pa se je z 
vsemi temi informacijami treba soočiti, jih obdelati in osmisliti, da bi lahko koristile za 
potrebe vedenjskega oglaševanja, sortiranja zadetkov iskanja, prikaza vsebin na socialnih 
omrežjih in podobno. Ker gre za ogromne količine informacij, jih ljudje ne obdelujejo sami, 
temveč s pomočjo algoritmov. Ti lahko sprejemajo avtonomne odločitve, ki temeljijo na 
pravilih, kaj naj bi se v procesu zgodilo, kaj se je že zgodilo ali na kalkulacijah, osnovanih na 
ogromni količini podatkov. Pravila lahko programerji določijo natančno ali pa jih zasnujejo 
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dinamično, da se prilagajajo podatkom. Algoritmi sprejemajo odločitve, ki vključujejo 
določanje prednostnih nalog, razvrščanje, povezovanje in filtriranje. Algoritmi tako vplivajo 
na to, kateri oglas se bo komu prikazal, kateri zadetek iskanja bo med prvimi, uporabnike 
razvrščajo v ciljne skupine oziroma kategorije na osnovi določenih kriterijev, določajo 
povezave med enotami – recimo generirajo hiperlinke med spletnimi stranmi ali pa enote 
povezujejo v smiselne skupine – in vključujejo ali izključujejo informacije glede na določena 
pravila in kriterije. Iskalniki recimo delujejo po principu, da z algoritmi določijo prednost med 
vsemi ugotovljenimi povezavami z iskalnim pojmom in ponudijo seznam ustreznih povezav, 
informacije pa tudi filtrirajo (Diakopoulos, 2013, str. 3, 5, 7, 8). 
Pri katerem koli algoritmu je treba upoštevati, da je močno prisoten človeški faktor, ki je imel 
vpliv na njegovo zasnovo. Ker se algoritem uči preko definicij in kriterijev, ki jih določijo 
ljudje, ki so lahko pristranski, lahko prihaja do napak pri razvrščanju. Pri določanju 
podobnosti se lahko ustvari napačna povezava ali pa je ni tam, kjer bi morala biti. Ker 
dejavniki (kriteriji, metrike), ki vplivajo na njih, niso dostopni javnosti, je pogosto delovanje 
algoritmov in njihove izbire težko razumeti, saj ne vemo, kakšno težo imajo različni 
dejavniki. Poleg tega filtriranje lahko vodi do pretiranega izpostavljanja določenih informacij 
ali ravno nasprotno, cenzuriranja. Glede na to, da se algoritmi uporabljajo čedalje pogosteje in 
imajo čedalje večji vpliv na naša življenja, lahko celo trdimo, da so novi nosilci družbene 
moči (Diakopoulos, 2013, str. 2, 5, 6, 8, 10).  
Da bi javnost bolje razumela delovanje algoritmov, bi morda bilo smiselno razkriti dejavnike, 
ki vplivajo na odločitve algoritmov. Povsem ali le delno javno bi lahko postalo: (1) kriteriji za 
določanje prednosti, razvrščanje, poudarjanje ali urejanje stvari v algoritmu, (2) kateri podatki 
so vneseni v algoritem, (3) stopnja napačnega razvrščanja, (4) podatki, ki jih je algoritem 
uporabljal za učenje, in (5) definicije, operacije in razlikovalne meje, ki jih uporabljajo 
algoritmi za razvrščanje ali določanje podobnosti (Diakopoulos, 2013, str. 28). 
Za Googlov uspeh je bil ključen prav inovativni algoritem, s pomočjo katerega sta Larry Page 
in Sergey Brin, doktorska študenta z univerze v Stanfordu, leta 1998 razvila svoj spletni 
iskalnik. Do takrat so iskalniki sortirali rezultate iskanja po tem, kolikokrat se je iskalni pojem 
pojavil na določenem spletnem mestu. Page in Brin pa sta pomembnost spletnega mesta 
določila glede na število in pomembnost spletnih strani, ki so povezane nazaj na prvotno 
spletno mesto. Ker je Google že od samega začetka v centru razvoja oglaševanja na iskalnikih 
in ustvarja velik profit z oglaševanjem, povezanim s iskalnimi ključnimi besedami, mu bom v 
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nadaljevanju posvetila več pozornosti (Kang in McAllister, 2011, str. 141, 146; Page, Brin, 
Motwani in Winograd, 1998, str. 3). 
 
2.3 Google in vedenjsko oglaševanje 
»Dandanes so iskalniki osrednji igralci na internetu in Google je nesporni kralj iskanja.« 
(Tene, 2008, str. 1434) Večina ljudi najde spletno stran s pomočjo iskalnika, tudi če poznajo 
spletni naslov. Iskanje celo bolj kot druge aktivnosti na spletu odraža interese uporabnikov, 
povezane tudi s tem, kdo je oseba, ki išče, od kod je, kaj jo veseli in kakšni svetovni dogodki 
so vplivali nanjo. Tako so iskalniki zanimivi za oglaševalce, saj lahko ciljno ponujajo oglase 
glede na kontekst, interese ali kategorije produktov, bolj relevantni oglasi pa pogosto vodijo v 
večjo  angažiranost uporabnikov, iskanje nadaljnjih informacij in k nakupni nameri (Plummer 
in drugi, 2007, str. 102, 130).  
Vodilni štirje iskalniki Google, Bing, Yahoo in Baigu skupaj dosežejo preko 90 % 
uporabnikov. Že samo Google jih doseže med 70 % in 90 %, odvisno od načina merjenja 
(»NetMarketShare: Search Engine Market Share«, b. d.; »StatCounter Global Stats: Search 
Engine Market Share Worldwide«, b. d.). To pomeni, da majhna skupina podjetij lahko sledi 
večini spletnih uporabnikov (Hoofnagle in drugi, 2012, str. 281). Prav v spletnih iskalnikih 
oglaševalci vidijo prednost, saj na podlagi vnesenih interesov lahko natančno ciljajo 
posameznike in jim prikažejo oglase za produkte, ki bi jih lahko zanimali (Spurgeon, 2008). 
Ko Googlov uporabnik brska po spletu, Google kopiči podatke o njem, in tako gledalec 
postane predmet opazovanja. Več podatkov kot zbere, bolj natančno lahko prilagaja rezultate 
iskanja in oglase posameznemu uporabniku. Ravno to naj bi bil en izmed Googlovih 
namenov: narediti oglase prav tako relevantne, kot zna prikazati relevantne rezultate iskanja 
(Stallworth, 2010, str. 470). 
Poleg iskalnika Google ponuja vrsto storitev: elektronsko pošto (Gmail), koledar (Google 
Calander), spletne zemljevide, navigacijo in satelitske slike (Google Maps), družbeno omrežje 
(Google+), spletne slovarje (Google Translate), iskanje novic in arhiv le-teh (Google News), 
orodno vrstico za iskalnike (Google Toolbar), orodja za namizje (Google Desktop), urejanje, 
shranjevanje in deljenje slik (Google Photos), deljenje videoposnetkov (YouTube), takojšnje 
sporočanje (Google Hangouts, Google Alo in Google Duo), spletno nakupovanje (Google 
Shopping), platformo za blog (Blogger), spletne dokumente (Google Docs, Sheets in Slides), 
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shranjevanje dokumentov v oblaku (Google Drive), iskanje po strokovnih in znanstvenih 
člankih (Google Scholar), zapisovanje beležk (Google Keep) (Stallworth, 2010, str. 471). 
Poleg tega ima svojo programsko opremo, kot na primer spletni iskalnik Google Chrome, 
operacijski sistem za računalnike Chrome OS in mobilne telefone Android. Vse te storitve, 
aplikacije in programi so za uporabnike navidezno brezplačni. Googlov poslovni model je 
namreč oblikovan tako, da ne služi s prodajanjem svojih storitev, temveč s trženjem oglasnega 
prostora. Tako Kang in McAllister (2011, str. 146) celo trdita, da je glavna poslovna 
dejavnost Googla prodajanje oglasnega prostora, ne pa omogočanje iskanja po spletu. Pri tem 
jim pomagajo še tri storitve, ki so jih razvili: Google Analytics, AdWords in AdSense ter 
DoubleClick, ki ga je Google kupil leta 2007. 
DoubleClick je oglaševalski strežnik, ki objavlja oglase na spletnih mestih, šteje oglase in jih 
optimizira. Za medijske založnike in oglaševalce pripravlja nasvete ter študije o digitalnem 
oglaševanju, ki temeljijo na Googlovih statistikah, nudi jim platformo za načrtovanje oglasov 
in medijsko načrtovanje, poleg tega pa deluje kot portal za povezovanje vpletenih v digitalno 
oglaševanje (Golob, 2013, str. 302). DoubleClick zbira podatke o uporabnikih s pomočjo 
piškotkov, nameščenih na spletnih mestih znotraj Google Display Network omrežja – to so 
spletne strani, kamor Google namešča oglase, potem podatke analizira in oblikuje podrobne 
profile uporabnikov. Na ta način lahko izpolnjuje obljubo oglaševalcem, da bodo njihovi 
oglasi prikazani ciljni populaciji, za katero je najbolj verjetno, da se bo na oglas odzvala 
(Debusseré, 2005, str. 71; van der Sloot in Zuiderveen Borgesius, 2012, str. 77). 
Google Analytics služi za analiziranje preferenc uporabnikov, omogoča oglaševalcem, da 
ciljajo na potencialne potrošnike glede na ujemanje njihovih zanimanj z značilnostmi 
produktov, in samodejno namešča oglase na spletne strani tistih oglaševalcev, ki uporabljajo 
Google Analytics (Kang in McAllister, 2011, str. 147). 
AdWords je program, ki oglaševalcem omogoča oglaševanje na klik s pomočjo ključnih 
besed, ki jih uporabnik vpiše v iskalnik. Za oglaševalce je enostaven za uporabo, daje jim 
možnost izbire, kje se bo oglas prikazoval, omejijo lahko proračun in izmerijo vpliv oglasa. 
Prikazovanje oglasov ni omejeno le na Googlove spletne strani, saj se lahko vsak, ki ima 
spletno stran, z njo priključi v Googlovo omrežje, navadno pa je pri teh oglasih dopisano 
»Ads by Google«. Za oglase oglaševalci plačajo le, če kdo izmed uporabnikov klikne na njih. 
Tej metodi se reče cena na klik (Kang in McAllister, 2011, str. 146; Golob, 2013, str. 305). 
Podobno dela AdSense, le da ta program deluje na sistemu dajanja višje ponudbe za ključne 
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besede. Namreč, vsak oglaševalec lahko izbere vse ključne besede, ki jih želi povezati z 
oglasom in ponudi znesek, ki ga je pripravljen plačati za klik na oglas, prikazan na Googlovih 
ali partnerskih straneh. Višja kot je ponudba, večja je verjetnost, da bo oglas prikazan na prvi 
strani iskalnih zadetkov oziroma na dobri lokaciji na eni izmed spletnih strani (Kang in 
McAllister, 2011, str. 146). 
Avtorji (npr. Pitt in Watson, 2007, str. 370; Kang in McAllister, 2011, str. 149) opozarjajo, da 
Googlovo ciljano oglaševanje predstavlja resno grožnjo uporabnikovi zasebnosti, saj ne glede 
na to, da so posamezne informacije, ki jih Google zbere, lahko nepomembne za posameznika, 
dobijo na (uporabni) vrednosti, ko jih Google združi in obdela. Edward Felten, računalniški 
znanstvenik s Princetona, je to označil kot morda največji problem zasebnosti v celotni 
zgodovini človeštva (Tene, 2008, str. 1435). To je še posebej pomembno, ker so Googlovi 
piškotki prisotni na velikem številu spletnih strani, kar pomeni, da zadevajo večino 
uporabnikov spleta. Hoofnagle in drugi (2012, str. 286) so namreč ugotovili, da ima Google 
piškotke na 89 izmed 100 najbolje obiskanih spletnih straneh, Googlov DoubleClick pa na 77. 
Skupaj sta bila prisotna na 97 izmed 100 najbolje obiskanih spletnih straneh. Poleg tega pa 
Google lahko še obogati profile uporabnikov z informacijami, ki jih uporabniki delijo na 
drugih socialnih omrežjih, nepovezanih z Googlom (Krishnamurthy in Wills, 2009, str. 10). 
Po drugi strani pa avtorji (van der Sloot in Zuiderveen Borgesius, 2012, str. 104) priznavajo, 
da je Google bolj odprt, kar se tiče zbiranja podatkov, kot druga podjetja, ki se ukvarjajo z 
vedenjskim oglaševanjem. Ko so začeli z vedenjskim oglaševanjem, so to javno naznanili, 
redno obveščajo o spremembah, na YouTubu imajo objavljene posnetke, ki pojasnjujejo 
delovanje piškotkov in kako deluje vedenjsko oglaševanje, uporabnikom nudijo orodje, kjer 
lahko vidijo, izbrišejo ali celo dodajo teme (interesne skupine oziroma kategorije), ki jih 
Google povezuje z njimi, da bi jim lahko prikazoval čim bolj ustrezne oglase. Google ima 
uporabniku precej prijazno napisan pravilnik o zasebnosti. V njem je zapisano, katere podatke 
zbirajo in zakaj, kako jih uporabljajo in kakšne možnosti ponujajo uporabnikom glede 
upravljanja z zbranimi podatki. Pojasnijo, da to počnejo, da bi zagotovili boljšo storitev – od 
tega, da upoštevajo jezikovne nastavitve posameznika, do tega, katere vsebine se mu 
prikazujejo, bodisi v kontekstu zadetkov iskanja ali oglasov bodisi priporočil glede kontaktov 
v Gmailu ali videov na YouTubu. Nekatere podatke uporabniki sami delijo z Googlom, ko se 
prijavijo za Google Račun. To so osebni podatki, kot na primer ime, naslov elektronske pošte, 
telefonska številka, številka kreditne kartice. Druge podatke pa Google zbira s pomočjo 
piškotkov in podobnih tehnologij medtem, ko posameznik uporablja Googlove storitve. To so 
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podatki o napravi (model strojne opreme, različica operacijskega sistema, enolični 
identifikator naprave in podatki o mobilnem omrežju, vključno s telefonsko številko), podatki 
o uporabi – kaj je posameznik iskal, IP naslov, podatki o aktivnosti naprave (na primer 
zrušitev sistema, napake v delovanju), nastavitvah strojne opreme, podrobnosti brskalnika, čas 
aktivnosti (kdaj in koliko časa je trajalo), pa tudi o lokaciji posameznika. Vse zbrane podatke 
lahko združijo s podatki, ki jih dobijo od partnerjev in jih lahko povežejo z Google Računom. 
Pravijo, da jih v tem primeru obravnavajo kot osebne podatke (Google Pravilnik o zasebnosti, 
b. d.). Vsaj, kar se tiče zbiranja osebnih podatkov, so evropski regulatorji sklenili, da morajo 
iskalniki te podatke izbrisati ali jih narediti anonimne takoj, ko niso več potrebni za namen, 
zaradi katerega so jih zbrali. Tako jih ne bi smeli shranjevati več kot šest mesecev, razen v 
izjemnih okoliščinah. Google je leta 2008 čas shranjevanja osebnih podatkov omejil na devet 
mesecev, kar je bilo pol manj kot prej (Tene, 2008, str. 1437). Tako velja še danes, saj Google 
po devetih mesecih naredi podatke anonimne, tako da odstrani del naslova IP, podatke o 
piškotkih pa izbriše po 18 mesecih. Občutljivih osebnih podatkov, kot so spolna usmerjenost, 
politična ali verska pripadnost in zdravstveno stanje, Google ne uporablja za oglaševalske 
namene (Google Zasebnost in pogoji, Tehnologije, oglaševanje, b. d.). 
Google svojim uporabnikom omogoča upravljanje z Googlovimi oglasi, kar pomeni, da se je 
možno izogniti prilagajanju oglasov. Google v svojem pravilniku sicer opozarja, da se kljub 
temu lahko še prikazujejo oglasi, ki temeljijo na dejavnikih, kot so splošna lokacija, 
ugotovljena na podlagi naslova IP, vrsta brskalnika in iskalne poizvedbe. Poučijo, da je 
piškotke, uporabljene za spletno oglaševanje, možno upravljati tudi v brskalniku in z orodji za 
omogočanje izbire uporabnikom, kot sta 'aboutads.info choices' v Združenih državah in 'Your 
Online Choices' v Evropski uniji (Google Zasebnost in pogoji, Tehnologije, oglaševanje, b. 
d.). Uporabniki pa imajo možnost urejanja kategorij, povezanih z njihovim profilom – lahko 
jih poljubno brišejo ali dodajajo. Pri prepoznavanju interesov ter vzorcev lahko namreč pride 
do napačnih sklepanj, kot sem zapisala v delu o algoritmih. Z urejanjem kategorij uporabniki 
te napake lahko odpravijo, če želijo in če se zavedajo, da imajo to možnost. 
Google je s svojo velikostjo, večopravilnimi aplikacijami in vplivom na način financiranja na 
spletu pustil velik pečat, posledično pa oglaševalci in deležniki v medijski industriji drugače 
gledajo na odnose med občinstvom, oglaševalci in mediji (Kang in McAllister, 2011, str. 
142). Predvsem je zanimivo pogledati na Google skozi perspektivo Smythovega (1981) 
modela poblagovljenja občinstva (angl. audience commodification), ki pravi, da s tem, ko 
občinstvo med porabo medijskih vsebin gleda oglase, pravzaprav z uporabo medijev dela za 
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oglaševalce. Tako tudi Google z nadzorom svojih uporabnikov in s tem, da jih na neki način 
prodaja oglaševalcem, spreminja svoje uporabnike v blago in v delovno silo. Namreč s tem, 
ko Googlovi uporabniki v iskalno polje vpišejo svoje interese, da bi dobili čim več informacij, 
dostopnih na spletu, pravzaprav Googlu priskrbijo zbirko podatkov, ki jih ta analizira in 
oglaševalcem poroča, kakšni so trendi, katere ključne besede so najbolj učinkovite, ponuja pa 
tudi nasvete za oblike oglasov, napotitve in oglaševalske kampanje, kar vse prispeva k 
prihodkom oglaševalcev, obenem pa nudi tudi informacije o tem, od kod prihajajo obiskovalci 




3 Etični zadržki nasproti političnoekonomskim vidikom vedenjskega oglaševanja 
 
Glede na to, da vedenjsko oglaševanje ni le eno izmed orodij digitalnega tržnega 
komuniciranja, ampak na njem temeljijo poslovni modeli marsikaterega globalno uspešnega 
podjetja, se porajajo skrbi glede etičnosti prakse, glede ohranjanja interneta kot odprtega 
prostora komunikacije in javnega dobrega ter vpliva personalizacije vsebin na družbo 
(Burnik, 2013, str. 68). Massey in Antón (2011) ugotavljata, da se v povezavi z vedenjskim 
oglaševanjem poraja cela vrsta etičnih vprašanj, povezanih s posameznikovo svobodo, saj 
izhajajo iz skrbi o njegovi zasebnosti. Glede na to, da je zasebnost težko natančno definirati, 
so te skrbi še posebej zahtevne. Tako se sprašujeta: Kakšen naj bo kompromis med uporabniki 
in oglaševalci glede zasebnosti na eni strani in izboljšane učinkovitosti oglaševanja na drugi? 
V kolikšni meri bi uporabniki morali imeti nadzor nad vedenjskim sledenjem? Ali je lastniško 
vedenjsko oglaševanje bolj etično od vedenjskega oglaševanja tretjih oseb? Obstajajo razlike 
v etičnosti vedenjskega oglaševanja, ki se dogaja na spletu, in tistim, ki ga izvaja ponudnik 
internetnih storitev? Katere podatke naj bi bilo oglaševalcem dovoljeno zbirati in na kakšen 
način? Kdo je lastnik podatkov, zbranih o spletnem vedenju uporabnikov? Bi uporabniki 
morali imeti prosti dostop do njih? Kako naj bi etične smernice tradicionalnega tržnega 
raziskovanja morale vplivati na vedenjsko oglaševanje? Ali trenutne prakse vedenjskega 
oglaševanja kršijo zakonodajo oziroma ali so na neki način etično sporne? 
Večji problem glede etičnosti prakse Massey in Antón (2011, str. 169–170) vidita v 
vedenjskem oglaševanju tretjih oseb, saj v tem primeru »stranka«, ki jo uporabnik obišče, ni 
»stranka«, ki zbira vedenjske podatke in/ali prikazuje oglase. Lastniško vedenjsko 
oglaševanje sledi uporabniku le na enem spletnem mestu, vedenjsko oglaševanje tretjih oseb 
pa sledi uporabniku na več različnih spletnih mestih. Oglaševalcem, ki izvajajo lastniško 
vedenjsko oglaševanje, je bolj v interesu skrbeti za zadovoljstvo svojih uporabnikov, da jih ne 
bi izgubili, zato se trudijo, da so prakse sledenja in zbiranja informacij za njihove uporabnike 
sprejemljive. Tudi oglaševalcem, ki prakticirajo vedenjsko oglaševanje preko tretjih oseb je 
sicer v interesu, da dobijo čim boljše informacije o uporabnikih, da so te informacije varne in 
da konkurenčna podjetja ne bi mogla dostopati do njih, uporabniki sami pa niso v središču 
njihovih skrbi. Poleg tega je razlika tudi v tem, da uporabniki lažje razumejo in sprejmejo 
lastniško vedenjsko oglaševanje (na primer priporočila za nakup v spletni prodajalni glede na 
pretekle nakupe ali ogledane izdelke), kot vedenjsko ciljane oglase tretjih oseb. 
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Vedenjskemu oglaševanju se dandanes ne moremo izogniti, razen če bi prenehali uporabljati 
internet, kar ni realna možnost (Nill in Aalberts, 2014, str. 134). Tehnike, uporabljene za 
vedenjsko oglaševanje, bi bilo možno uporabiti kot orodja za diskriminacijo, saj bi z njimi 
lahko delali razlike glede na vero, kulturno ali rasno pripadnost, lahko bi ponujali različnim 
uporabnikom različne cene za iste izdelke ali storitve, in navsezadnje, lahko bi vplivali na 
uporabnikovo svobodo govora, saj bi zavedanje o sledenju in vedenjskem ciljanju lahko 
povzročilo, da bi se uporabnik začel drugače izražati. Vse to in še več, kar bomo natančneje 
pogledali v poglavju o kritikah vedenjskega oglaševanja, so razlogi, da je pomembno imeti 
izoblikovane etične smernice za vedenjsko oglaševanje, ki se jih morajo oglaševalci držati. 
Ključnega pomena pri tem je tudi obveščanje in izobraževanje uporabnikov (Massey in 
Antón, 2011, str. 177). Nills in Aalberts (2014, str. 137) sta oblikovala šest smernic za 
etičnost spletnega vedenjskega ciljanja: 
1. Ne sme zavajati uporabnikov. 
2. Podjetja se morajo potruditi, da so njihove prakse transparentne in da uporabniki 
razumejo informacije, ki so jim na voljo. 
3. Uporabniki bi morali imeti neomejen nadzor nad svojimi podatki, da bi lahko 
prilagajali, kateri podatki se lahko zbirajo o njih in kako se ti podatki naprej uporabijo. 
4. Spletni oglaševalci bi morali skrbeti za varnost zbranih podatkov, še posebej 
občutljivih informacij. 
5. Spletni oglaševalci bi morali uravnotežiti interese vseh deležnikov in oblikovati 
spletno vedenjsko ciljanje tako, da bi bilo sprejemljivo za vse vpletene strani. 
6. Spletni oglaševalci morajo vse vpletene stranke obravnavati pošteno. 
Izobraževanje oziroma ozaveščanje uporabnikov o spletnem vedenjskem oglaševanju in z 
njim povezanimi tehnologijami je prvi korak do zavedanja, na kakšen način podjetja o 
posameznikih gradijo nevidne digitalne identitete. Namreč, ko uporabniki vedo, katere 
informacije se spremljajo o njih in na kakšen način, nevidne digitalne identitete postajajo bolj 
vidne, s tem pa se spremenijo tudi razmerja moči med podjetji, ki na neki način nadzorujejo 
uporabnike, saj tako tudi uporabniki dobijo možnost nekakšnega nadzora nad podjetji. Prav ta 
poglobljena digitalna pismenost in možnost nadzora nad lastnimi informacijami, 




Pri razpravah o vedenjskem oglaševanju se navadno soočijo pogledi o koristnosti le-tega 
naproti etičnim zadržkom in kritikam, zato bomo v nadaljevanju podrobneje pogledali obe 
strani. 
 
3.1 Koristi vedenjskega oglaševanja 
Glavna prednost, ki jo avtorji pripisujejo vedenjskemu oglaševanju, je izboljšana učinkovitost 
oglaševanja, saj se uporabnikom prikazujejo za njih bolj relevantni oglasi in izdelki (Plummer 
in drugi, 2007, str. 13; Massey in Antón, 2011; Ham in Nelson, 2016; str. 699). Yan in drugi 
(2009, str. 261) so s svojim eksperimentom ugotovili, da se število klikov na oglas lahko 
poveča kar za 670 %, če se ustrezno cilja na uporabnike z vedenjskim oglaševanjem v 
sponzoriranih iskanjih. Predvidevajo, da ima vedenjsko oglaševanje dober potencial za 
izboljšanje prodaje in uporabniške izkušnje. 
Prav oglaševanje je tisto, ki je spodbudilo skokovito rast uporabe interneta, saj omogoča 
večino brezplačnih storitev in vsebin na internetu. Podjetja, ki ponujajo te brezplačne storitve 
in vsebine, se namreč financirajo z oglaševanjem. Takšni poslovni modeli so precej običajni 
na internetu (Massey in Antón, 2011). Stroški za oglaševanje so posredno stroški za 
povezovanje potrošnikov s proizvajalci v kapitalističnem gospodarstvu. Nižji kot so ti stroški, 
bolj učinkovito deluje takšno gospodarstvo. To, da potrošniki lahko enostavno najdejo nove in 
za njih zanimive izdelke in storitve ter pri tem ne občutijo, da bi trpela njihova zasebnost, 
obenem pa je proizvajalcem omogočeno, da prodajajo svoje izdelke in storitve tistim, ki jih 
res želijo, pomeni, da imajo vsi deležniki korist (Massey in Antón, 2011, str. 178). Chen in 
Stallaert (2014, str. 431) trdita, da so oglaševalci pripravljeni več plačati za vedenjsko 
oglaševanje, saj obstaja večja verjetnost, da bodo uporabniki kliknili na takšne oglase. Tako 
bodo spletna mesta lahko zaračunala višjo ceno za svoj oglasni prostor. Če se za določen 
oglasni prostor poteguje veliko primerljivih podjetij, bodo lahko ponudniki oglasnega prostora 
zaslužili kar dvakrat toliko, kot bi s tradicionalnim oglaševanjem. Z vidika oglaševalcev pa se 
vedenjsko oglaševanje navadno bolj splača malim oglaševalcem, medtem ko je za dominantne 
oglaševalce vedenjsko oglaševanje ugodno le, če nimajo pomembne konkurenčne prednosti 
pred svojimi konkurenti, saj bi v tem primeru s tradicionalnim oglaševanjem s primerljivim 
vložkom dosegli večjo ciljno populacijo. 
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Yan in drugi (2009, str. 261) so s svojim eksperimentom ugotovili še, da so uporabniki, ki so 
kliknili na isti oglas, kazali podobno vedenje na spletu in da se je uporaba informacij o 
kratkoročnem vedenju uporabnikov izkazala za bolj učinkovito pri vedenjskem oglaševanju, 
kot uporaba informacij o njihovem dolgoročnem vedenju. Takšno prakso je uporabnikom 
lažje razumeti in ima manj negativnih posledic na njihovo spletno vedenje. Podobno sta 
ugotovila Truong in Simmons (2010, str. 248), ki navajata, da so uporabniki zelo pozitivno 
sprejeli t. i. sodelovalno filtriranje (angl. collaborative filtering). Velja namreč, da če ima 
oseba A o neki stvari enako mnenje kot oseba B, je bolj verjetno, da bosta osebi A in B imeli 
tudi o neki drugi stvari bolj podobno mnenje kot naključna tretja oseba. Uporabniki na to 
sploh niso gledali kot na obliko oglaševanja, temveč so v tem videli personalizirane predloge 
produktov, ki bi jih lahko zanimali glede na njihova prejšnja iskanja ali nakupe. Menili so, da 
jim to pomaga pri svobodi izbire izdelkov ali storitev na spletu, ni se jim zdelo vsiljivo, poleg 
tega pa se je še povečala pogostost njihovih nakupov. Kljub dokazom, da se stopnja odzivanja 
na oglase povečuje s personalizacijo oglasov oziroma vsebin, pa Aguirre, Mahr, Grewal, de 
Ruyter in Wetzels (2015, str. 35) opozarjajo, da lahko pride tudi do paradoksa personalizacije, 
ko uporabniki zaradi preveč prilagojenih vsebin čutijo nelagodje in posledično pade stopnja 
odzivanja. Da bi se temu izognili, je pomembno, da so uporabniki seznanjeni, na kakšen način 
se jim prilagaja oglase oziroma vsebine, saj prikrito zbiranje informacij lahko povzroči ravno 
nasproten učinek, kot bi ga oglaševalci želeli. 
Uporaba piškotkov, ki se sicer uporabljajo tudi za potrebe vedenjskega oglaševanja, ima še 
vrsto drugih koristi za uporabnike. Piškotki poskrbijo za to, da se v brskalniku shranijo 
uporabniška imena in gesla, da se uporabniku ni treba vedno znova vpisovati v spletna mesta. 
V spletnih prodajalnah piškotki poskrbijo za to, da uporabniki lahko dajo izdelek v košarico, 
medtem ko še naprej brskajo in se odločajo, kaj bi kupili. Tudi za priporočila izdelkov in 
storitev, ki bi lahko določenega uporabnika zanimali, so zaslužni piškotki. Prednosti uporabe 
piškotkov, ki jih v povezavi z vedenjskim oglaševanjem Federal Trade Commision (dalje 
FTC) še izpostavlja so: (1) ni potrebno zapravljati nepotrebnega denarja za oglaševanje, ki 
doseže potrošnike, nezainteresirane za oglaševane izdelke ali storitve, (2) subvencioniranje 
brezplačnih vsebin na internetu, (3) izboljšanje uporabnikove izkušnje na internetu, s tem, ko 
niso izpostavljeni množici ponavljajočih se in za njih nezanimivih oglasov in (4) vedenjsko 
oglaševanje pomaga malim podjetjem uveljaviti se na trgu, saj lažje dosežejo svojo ciljno 




3.2 Kritike vedenjskega oglaševanja 
Sodobne kritike oglaševanja se v grobem lahko delijo na (1) kritike na mikro- in 
makroekonomski ravni, (2) kritike na ravni družbe in (3) kritike na ravni posameznika. Pri 
prvih gre za vpliv oglaševanja na ekonomska razmerja med organizacijami in na razmerja 
med organizacijami in porabniki. Oglaševanje namreč lahko pomaga spodbujati vstopne ovire 
v določeno panogo, vpliva lahko na oblikovanje monopolnih koncentracij, prevzeme, 
združevanja v konglomerate in ekonomijo, ki ji vladajo korporacije, na ravni porabnikov pa 
lahko vpliva na zviševanje cen produktov. Druga skupina kritik združuje obravnavanje vpliva 
oglaševanja na družbene skupine, vrednote, prakse in razmerja med družbenimi skupinami ter 
posameznikom in širšo družbo. Zadnja skupina kritik pa obravnava neposredne učinke 
oglaševanja na posameznika in njegovo vedenje (Jančič, 1999b; Kamin, 2013, str. 389). Tudi 
pri kritikah vedenjskega oglaševanja je podobno. V glavnem se nanašajo na te sklope: pravica 
do zasebnosti uporabnikov, nepoznavanje načina delovanja vedenjskega oglaševanja, njegova 
nevidnost oziroma prikritost, obravnavanje uporabnikov kot blaga, varstvo osebnih podatkov, 
etičnost uporabe zbranih podatkov in vpliv personalizacije vsebin na družbo. 
Zdi se, da ni možno biti aktiven član sodobne družbe, ne da bi hote ali nehote delil osebne in 
zasebne informacije, bodisi s pisanjem elektronskih sporočil, z uporabo kreditne kartice ali z 
brskanjem po internetu (Kang in McAllister, 2011, str. 150). Hoofnagle in drugi (2012, str. 
273–279) trdijo, da so oglaševalci tako zaverovani v idejo personaliziranega spleta, da ne 
dopuščajo možnosti, da si uporabniki tega ne želijo. Oglaševalci uporabljajo tehnologije, ki 
jih uporabniki ne poznajo, da bi nadvladali želje in nastavitve uporabnikov, vodilni igralci na 
tem področju pa nadzorujejo platforme, s katerimi uporabniki dostopajo do spleta. Na ta način 
se vedenjskemu oglaševanju in z njim povezanemu sledenju ni možno izogniti. Glede na to, 
da imajo vsi vodilni iskalniki podobne prakse glede zasebnosti, uporabnikom ne dajejo resne 
možnosti izbire, saj je na izbiro le ali sprejeti njihove pogoje ali pa ne uporabljati spletnih 
iskalnikov, kar dandanes ni realna izbira. Takšna privolitev v njihove enostransko sestavljene 
pogoje uporabe, je pravzaprav iluzorna, saj jih prebere le peščica uporabnikov, in tudi če jih, 
se enostavno morajo strinjati z njimi, če želijo biti del sodobne informacijske družbe (Tene, 
2008, str. 1469–70).  
Poleg tega se zasebnost na spletu uporablja kot menjalno vrednost – uporabniki odstopijo 
delčke svoje zasebnosti zaradi določenih koristi, vendar je lahko za nekatere storitve na spletu 
cena izgubljene zasebnosti previsoka. Delno so uporabniki sami krivi za to, saj svoje podatke 
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delijo prostovoljno, po drugi strani pa avtorji opozarjajo, kot povzame McStay (2012, str. 
599), da uporabniki niso dovolj dobro seznanjeni s posledicami, ne berejo pravilnikov o 
zasebnosti in se odločajo bolj kratkoročno glede na trenutno korist, ki jo lahko imajo, če delijo 
nekaj podatkov o sebi. Tudi Golob (2013, str. 318) ugotavlja, da večina uporabnikov ni 
zadostno poučena o delovanju sledenja in vedenjskega oglaševanja. Ali sploh ne vedo ali pa 
ne razumejo dovolj dobro, za kakšen namen se zbrani podatki lahko kasneje uporabljajo. 
Njihove omejitve lahko združimo v tri sklope: pomanjkanje ozaveščenosti, pomanjkanje 
nadzora in omejeno tehnično znanje. Prav omejeno tehnično znanje predstavlja pomembno 
oviro pred učinkovito zaščito zasebnosti, saj tudi če se uporabniki zavedajo potencialnih 
nevarnosti na spletu in imajo omogočen nadzor do neke mere, jim zmanjka znanja, da bi 
razumeli, kako se zaščititi v tem kompleksnem sistemu, ki je v ozadju spletnega vedenjskega 
oglaševanja (Estrada-Jiménez, Parra-Arnau, Rodríguez-Hoyos in Forné, 2017, str. 24). Tako 
ne preseneča, da so trditve uporabnikov o njihovem pogledu na zasebnost pogosto neskladne 
z njihovim vedenjem. To bom podrobneje razdelala v poglavju o odzivih uporabnikov. 
Glede na trenutno evropsko zakonodajo bi bilo nujno, da bi uporabniki razumeli, kako poteka 
sledenje na spletu, zakaj je potrebno, kako se zbrani podatki obdelujejo in kakšne so lahko 
posledice, saj je za namestitev piškotkov potrebno pridobiti uporabnikovo predhodno 
soglasje. Pri tem soglasje ne sme biti le vsiljena privolitev, temveč prostovoljno, aktivno, 
informirano, specifično in nedvoumno soglasje, ki izraža njihovo voljo (McStay, 2012, str. 
600; Splošna uredba o varstvu podatkov, 2016). Hildebrandt (2012, str. 41–43) opozarja, da je 
pravica do informiranosti o možnih posledicah profiliranja celo pomembnejša od pravice do 
izbrisa ali prenosa zbranih podatkov. Če imajo uporabniki možnost kritičnega razmisleka o 
profilih, ki so jih nezavedno ustvarili, lahko presodijo, kaj je res in kaj ni ter kaj želijo 
ohraniti, da jim bo kar najbolje služilo. V obstoječi literaturi je glede izobraževanja 
uporabnikov več kritik kot pozitivnih vidikov. Na primer McStay (2012, str. 599) pravi, da je 
iskrenost namena izobraževanja uporabnikov vprašljiva, saj podjetja to počnejo bolj zato, da 
bi legitimizirala svoje prakse v očeh uporabnikov in zakonodajalcev. Vseeno pa je 
zagotavljanje razumevanja in transparentnosti prakse pomembno, saj sledenje uporabnikom in 
zbiranje informacij o njih za namen spletnega vedenjskega oglaševanja lahko vodi do 
informacijske asimetrije in ne-transparentnosti. Podjetja, ki zbirajo informacije, vedo veliko 
več kot uporabnik, čigar informacije se zbirajo. Na primeru Googla se ta neenakost kaže 
recimo tako, da uporabniki prostovoljno ali nevede delijo svoje podatke, da bi lahko 
uporabljali Googlove storitve in aplikacije, po drugi strani pa javnosti ni znan niti osnovni 
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algoritem, ki poganja Googlov iskalnik, saj je to njihova poslovna skrivnost (Kang in 
McAllister, 2011, str. 150). Trenutni sistem posredovanja oglasov vključuje toliko 
posredniških podjetij, da je ponudniku oglasnega prostora nemogoče zagotoviti popoln nadzor 
nad podatki uporabnika. Pogosto še ponudnik oglasnega prostora ne more z gotovostjo vedeti, 
kateri oglas se je prikazal določenemu uporabniku. Zagotavljanje transparentnosti bi 
uporabnikom omogočilo, da se bolj aktivno lotijo zaščite svoje zasebnosti (Estrada-Jiménez in 
drugi, 2017, str. 40–41). 
Stallworth (2010, str. 479) izpostavi kot glavna pomisleka o zasebnosti v povezavi s spletnim 
profiliranjem skorajšnjo nevidnost te prakse in obsežnost zbranih podatkov o posamezniku. 
Sklicuje se tudi na ugotovitve FTC, ko pravi, da si oglaševalska omrežja s sledenjem po 
množici navidezno nepovezanih spletnih mest v nedoločenem časovnem okviru naberejo o 
uporabnikih toliko informacij in tako obsežen profil, kot ga eno samo spletno mesto nikakor 
ne bi moglo. Večina informacij, ki sestavljajo ta profil, je sama po sebi sicer precej nedolžna, 
skupek vseh teh podatkov iz daljšega časovnega obdobja pa poda celovito sliko o uporabniku. 
Solove (2006, str. 507) celo pravi, da analiza iz različnih virov zbranih in združenih podatkov 
o posamezniku lahko razkrije nova spoznanja, za katera ne bi pričakovali, da bi lahko prišli do 
njih iz posameznih zbranih informacij. Še tistih nekaj posameznikov, ki se zavedajo, da 
iskalniki kopičijo mnogo informacij o njih, najverjetneje podcenjuje vpliv skupka iskalnih 
pojmov na zasebnost in ne sluti, da na ta način sčasoma njihovo življenje postane precej 
razgaljeno (Battelle, 2005 v Tene, 2008, str. 1458). Po mnenju mnogih je to vsiljivo in 
nezaželeno. Še sploh problematično bi bilo, če bi prišlo do poskusa povezave tega profila z 
uporabnikovo identiteto (Hoofnagle in drugi, 2012, str. 276). Recimo že z IP naslovom, ki je 
ena izmed najpogosteje zbranih informacij o uporabniku, bi lahko identificirali posameznika, 
zato bi se profili, ki so vezani na IP naslove, morali obravnavati kot osebni podatki (van der 
Sloot in Zuiderveen Borgesius, 2012, str. 84). Nova Splošna uredba o varstvu podatkov je IP 
naslov umestila med spletne identifikatorje in s tem končala debate o tem, ali IP naslov lahko 
razkrije posameznika in ga je treba obravnavati kot oseben podatek ali ne (Kamara in Kosta, 
2016, str. 284). V Splošni uredbi o varstvu podatkov (2016) so osebni podatki opredeljeni kot 
katera koli informacija »v zvezi z določenim ali določljivim posameznikom; določljiv 
posameznik je tisti, ki ga je mogoče neposredno ali posredno določiti, zlasti z navedbo 
identifikatorja, kot je ime, identifikacijska številka, podatki o lokaciji, spletni identifikator, ali 
z navedbo enega ali več dejavnikov, ki so značilni za fizično, fiziološko, genetsko, duševno, 
gospodarsko, kulturno ali družbeno identiteto tega posameznika.« Ni pa problematično le 
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dejansko identificiranje posameznika, temveč tudi ustvarjanje povezave med posameznikom 
in določenimi občutljivimi osebnimi značilnostmi (Finn in Wadhwa, 2014, str. 25). 
Večina teh kritik in etičnih zadržkov se poraja zato, ker podjetja ne obravnavajo uporabnikov 
kot avtonomne posameznike, temveč kot objekte, zato jim njihove želje niso na prvem mestu 
in menijo, da si jih je možno prilagoditi s triki in tehnologijo (Hoofnagle in drugi, 2012, str. 
294). Tudi Googlu pripisujejo, da obravnava svoje uporabnike kot blago, saj je vsak 
uporabnikov klik, bodisi v elektronski pošti Gmail, v iskalniku bodisi med brskanjem po 
različnih spletnih straneh in podobno, za Google vreden veliko več, kot se zdi na prvi pogled. 
Število klikov namreč oblikuje in ustvarja vrednost pri Googlovem oglaševanju, okoli 
katerega je zgrajen Googlov poslovni model. Bolj kot je neki iskalni pojem popularen, več bo 
lahko Google zaslužil, saj bo za takšno ključno besedo oglaševalec moral plačati več. Cena na 
klik bo zrastla, oglaševanje pa bo bolj učinkovito. Tako naj bi uporabniki, ko sicer brezplačno 
uporabljajo Googlove storitve in aplikacije, zanj delali brez plačila. Z združevanjem zbranih 
interesov množice uporabnikov pa si Google ustvarja še večjo vrednost in še bolj koristne 
informacije, ki jih lahko dalje trži (Kang in McAllister, 2011, str. 150). Pravzaprav je vsak 
primer, ko podjetje ustvarja prihodek na osnovi vedenjskega oglaševanja, izkoriščanje 
uporabnikov kot poceni delovne sile, ki s tem, ko uporabljajo splet, delajo za oglaševalsko 
industrijo (Finn in Wadhwa, 2014, str. 27). Obenem pa so lahko uporabniki obravnavani kot 
blago, ki ga lahko informacijsko tehnološka podjetja tržijo, s tem ko prodajajo podatke o 
profilih uporabnikov oglaševalskim agencijam, da bi te lahko zasnovale boljše ciljane 
oglaševalske kampanje (Finn in Wadhwa, 2014, str. 26–27). 
Na koncu pa je treba poudariti, da ni glavni problem v tem, da se podatki zbirajo in 
shranjujejo na uporabnikovi napravi v piškotkih, temveč v tem, kaj podjetja s temi 
informacijami naredijo (Debusseré, 2005, str. 77). Skrb za zasebnost na spletu večinoma 
izhaja predvsem iz te potrebe po nadaljnji obdelavi zbranih podatkov za namen oblikovanja 
profilov uporabnikov, saj obstaja nevarnost zlorabe te ogromne količine zbranih podatkov ali 
razkritja občutljivih informacij o uporabnikih, kot so višina njihovega dohodka, zdravstvene 
težave ali politične preference (Estrada-Jiménez in drugi, 2017, str. 36, 40). Privede lahko do 
že prej izraženih skrbi o izgubi zasebnosti posameznikov ter do neželenih etičnih in socialnih 
posledic (Finn in Wadhwa, 2014, str. 23). Kot povzamejo Bennett (2011, str. 906) ter Estrada-
Jiménez in drugi (2017, str. 37), obstaja nevarnost, da bi nepooblaščene osebe prišle do 
osebnih podatkov posameznikov ali z nakupom ali z vdorom v bazo podatkov; podatke bi 
lahko zbirale nepooblaščene osebe; podatke bi se neupravičeno delilo s tretjimi osebami; 
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možno bi bilo, da podjetje, ki sledi uporabnikom, sčasoma enostransko spremeni pogoje 
poslovanja in obdelovanja podatkov, ali pa da bi z zbranimi profili prilagajali cene in pogoje 
uporabe produktov. Če bi na določeni spletni strani dejansko prilagajali cene na osnovi 
zbranih informacij o uporabnikih, bi lahko prišlo do cenovne diskriminacije, saj bi na podlagi 
uporabnikovega profila za isti produkt različni uporabniki plačali različno ceno glede na 
njihovo ocenjeno nakupno moč ali pa bi bili deležni različne ponudbe, drugačnih pogojev 
storitve, (ne)odobravanja kreditov in tako dalje. Takšne informacije so problematične, že če 
so pravilne, še bolj škodljivo pa je, če niso, poleg tega pa je kasneje takšne napačne 
informacije težko odpraviti oziroma popraviti (Baruh, 2007, str. 191; Plummer in drugi, 2007, 
str. 13; Finn in Wadhwa, 2014, str. 25–26). Potencialne težave niso le ekonomske narave. 
Posameznikom prilagojene vsebine bi lahko vplivale na njihovo (ne)informirano odločanje. 
Omejena bi lahko bila raznolikost informacij, ki bi jim bili izpostavljeni različni segmenti 
uporabnikov – ne po lastni volji, temveč po presoji lastnikov profilov (Baruh, 2007, str. 191). 
Možno je, da bi prišlo do tega, da bi v ozadju uporabniku prikazanih informacij bil bolj 
namen manipuliranja kot pa informiranja (Baruh, 2007, str. 199; Finn in Wadhwa, 2014, str. 
27). Woo (2006, str. 957) pa na Amazonovem primeru ponazori, da je možna posledica 
omejevanje posameznikovega intelektualnega razpona. Amazon namreč s pomočjo algoritma 
predlaga knjige, ki bi potrošnika lahko zanimale glede na pretekle nakupe, vendar so ti 
predlogi omejeni na enako področje interesa. Recimo, da je nekdo že kupil knjigo z 
marketinškega področja, temu potrošniku bo Amazon priporočal še druge knjige z istega 
področja. Če bi potrošnik torej kupoval le knjige, ki mu jih Amazon predlaga, bi kupoval 
precej podobne izdelke. Zato je od vsakega posameznika odvisno, koliko bo to res omejevalo 
njegov izbor in koliko truda bo sam vložil v razširitev področja interesov. Stopnja avtonomije, 
ki jo ima posameznik glede nadzora informacij o sebi in kako so povezani z zunanjimi viri 
informacij, je pomemben faktor, ki vpliva na oblikovanje posameznikove identitete. 
Estrada-Jiménez in drugi (2017, str. 45) so navedli naslednje faktorje, specifične za ekosistem 
spletnega oglaševanja, ki še povečujejo tveganje za zlorabo podatkov v eni izmed prej 
omenjenih oblik: 
- ker se večina procesov dogaja v ozadju, celotna infrastruktura ni avtomatično 
transparentna za uporabnike, 
- veliko različnih posrednikov množično zbira podatke o uporabnikih, 
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- zaradi zahtev po prikazu prilagojenih oglasov v realnem času se podatki o uporabnikih 
delijo in obdelujejo zelo hitro, kar oglaševalskim podjetjem oteži anonimizacijo in 
zaščito podatkov takoj po tem, ko so jih zbrali, 
- spodbuja se deljenje podatkov med različnimi posredniki, 
- o uporabnikih se lahko zbere več informacij, za katere niso dali soglasja, preko 
interakcij, ki jih uporabniki posredno sprožijo s svojim spletnim vedenjem, 
- zbrane informacije se skupaj z obdelanimi metapodatki navadno med različnimi 
posredniki, vpletenimi v oglaševanje, izmenjujejo v nekodirani obliki, 
- za sledenje in prepoznavanje uporabnikov na spletu se uporabljajo napredni, odporni 
in vsiljivi mehanizmi sledenja. 
 
3.2.1 Pravica do zasebnosti 
Kot rečeno, je pravica do zasebnosti uporabnikov izpostavljena v prispevkih mnogih avtorjev 
kot ena izmed pomembnejših kritik vedenjskega oglaševanja, saj brez posega v zasebnost 
uporabnikov vedenjsko oglaševanje ne bi moglo obstajati. Burnik (2013, str. 72) pravi, da je 
ključno vprašanje: »[…] v kolikšni meri je vedenjsko oglaševanje invazivne narave in posega 
v pravice uporabnikov elektronskih komunikacijskih tehnologij ter v kolikšni meri so trenutni 
pristopi k varovanju informacijske zasebnosti uporabnikov uspešni ob upoštevanju 
sposobnosti uporabnikov, da svoje pravice izkoriščajo.« To bom poskušala ugotoviti v 
nadaljevanju naloge, najprej pa se bom osredotočila na njihovo pravico do zasebnosti. 
S tem, ko se je družba in z njo tehnologija razvijala, se je razvijalo tudi razumevanje širine 
pojma zasebnosti. Na koncu 19. stoletja je veljalo, da je zasebnost pravica, da te pustijo pri 
miru (Warren in Brandeis, 1890, str. 193). S tem, ko je obdelava podatkov postala 
pomembnejša, to ni več zadostovalo in je Westin (1967, v Massey in Antón, 2011, str. 163) v 
drugi polovici 20. stoletja opredelil zasebnost kot pravico, da posamezniki, skupine ali 
institucije same določajo, kdaj, kako in v kolikšni meri se informacije o njih komunicirajo 
drugim. Dajanje možnosti nadzora posameznikom je torej izpostavil kot pomemben vidik 
zasebnosti, podobno pa poudarja tudi Beck (2015, str. 131), ki pravi, da je prišlo do tega, da je 
zasebnost na spletu pravzaprav naša možnost nadziranja naših informacij. V začetku 21. 
stoletja je Harper (2004, str. 2) v svoji definiciji zasebnosti še bolj postavil v ospredje 
pomembnost posameznika in poudaril, da je zasebnost subjektivna, saj lahko pomeni različno 
za različne ljudi, in da je pomemben del pojmovanja zasebnosti zmožnost potrošnikov 
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nadzorovati informacije o samemu sebi. Sodoben koncept zasebnosti je osnovan na pravici 
ljudi, da vlada in množični mediji ne posegajo v njihova življenja. To se odraža v obstoječi 
zakonodaji, ki ureja to področje, saj prepoveduje ali vsaj omejuje vladi, medijem in ostalim 
vplivnim institucijam poseganje v zasebno sfero posameznikov in uporabo njihovih osebnih 
podatkov (Woo, 2006, str. 952–953; Pitt in Watson, 2007, str. 367). Če se osredotočimo na 
splet, pa bi v središču koncepta zasebnosti morala biti pravica do aktivnega zavzemanja za 
anonimnost, da uporabnikov ne bi bilo možno zlahka identificirati (Woo, 2006, str. 966).  
Eden izmed vidikov pravice do zasebnosti je torej informacijska zasebnost, ki opredeljuje 
zmožnost posameznika, da osebno nadzoruje informacije o samemu sebi (Stone, Gueutal, 
Gardner in McClure, 1983, str. 460). V tem vidiku sta identiteta posameznika in njegova 
informacijska sfera obravnavani kot celota. Ločimo med pasivno in aktivno informacijsko 
zasebnostjo – pasivna je pravica posameznika, da drugi ne posegajo v njegovo informacijsko 
sfero, aktivna pa pomeni upoštevanje prostora informacijske zasebnosti drugih. Upoštevanje 
informacijske zasebnosti je pomembno tako v zasebni kot javni sferi in še posebej v okviru 
elektronskega komuniciranja, kjer se dogajajo sledenje, (prikrito) zbiranje podatkov in 
profiliranje (Floridi, 2006, str. 117; Burnik, 2013, str. 73). 
Pitt in Watson (2007, str. 367) izpostavita, da definicije zasebnosti ustvarjajo iluzijo, da je 
zasebnost povsem dosegljiva, kar nikoli ni držalo in najbrž nikoli ne bo. Dodata, da se 
posameznik odpove svoji zasebnosti, čim stopi v interakcijo z nekom. Prav zato je 
pomembno, da ima vsakdo možnost svobodne izbire, ali se želi odpovedati zasebnosti ali ne, 
in če ja, v kolikšni meri. Tudi pojem privolitve oziroma soglasja, ki je osrednjega pomena v 
evropski Direktivi o zasebnosti v elektronskih komunikacijah, izhaja iz liberalnega 
pojmovanja svobode. Uporabniki morajo namreč predhodno podati svojo privolitev, preden se 
na njihovo napravo namesti piškotke, s katerimi jim lastniki piškotkov lahko sledijo, jih 
profilirajo in jim prilagajajo oglase in vsebine. Pri tem svoboda zajema avtonomijo, 
samostojno odločanje, možnost svobodne izbire, prostovoljnost, zasebnost in sprejemanje 
odgovornosti za lastne izbire. Zasebnost, o kateri govorimo v tem kontekstu, je namenjena 
zagotavljanju avtonomije in pravici do osebne izbire, hkrati pa ne sme omejevati svobode 
drugih. Če to preslikamo na vedenjsko oglaševanje, ni nič narobe z uporabo podatkov o 
uporabnikih v poslovne namene, dokler se upošteva pravice uporabnikov do njihove 
avtonomije in zasebnosti. Če se uporabniki svobodno odločijo, da želijo deliti svoje podatke, 
je takšna praksa sprejemljiva, sicer pa ne. Da nekdo nekaj naredi avtonomno, pomeni, da to 
naredi namenoma, z razumevanjem in ne da bi bil podvržen nadzoru ali vplivu ostalih. 
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Popolno razumevanje je težko dosegljivo, zato naj služi kot ideal, h kateremu stremimo, ne pa 
absoluten pogoj (McStay, 2012, str. 600–602). Priznati je treba, da se ljudje v vsakdanjem 
življenju večinoma odločajo brez zavestnega razmisleka, saj gre bolj za avtomatizirano 
vedenje, osnovano na preteklih izkušnjah. Vseeno pa je z vidika avtonomije posameznika 
pomembno, da ima vsakdo možnost premisliti o svojih izbirah in odločitvah, za kar mora 
imeti dostop do informacij in znanj, ki vplivajo na te odločitve (Hildebrandt, 2012, str. 47). 
Da sta svobodna izbira in svoboda odločanja pomembni, avtorji obravnavajo tudi skozi 
prizmo Brehmove teorije upora (angl. reactance theory), ki se ukvarja z reakcijami ljudi na 
ogroženo ali odvzeto svobodo. Po tej teoriji se upor lahko zgodi na dva prevladujoča načina: 
dejanski poskus povrniti si izgubljeno svobodo ali še povečana zaznana privlačnost do 
odvzete ali ogrožene možnosti. Obenem, ko postane ogrožena ali odvzeta možnost bolj 
privlačna, se še poveča zavračanje nove, vsiljene možnosti (Brehm, 1989, str. 72; Clee in 
Wicklund, 1980, str. 389–390). Torej, če se uporabnikom spletnih storitev odvzame pravico 
do svobodne odločitve ali se o njih lahko zbirajo in obdelujejo podatki, lahko pride do še 
večjega zavračanja te prakse. 
Spet poudarjam, da več potencialnih nevarnosti izhaja iz tega, kaj podjetja delajo z zbranimi 
podatki, kot iz samega zbiranja podatkov. Zbiranje podatkov samo po sebi nima vpliva na 
avtonomijo posameznikov, procesiranje in obdelovanje teh podatkov z namenom profiliranja 
pa ima. Pri ustvarjanju profilov se namreč pogosto uporablja tudi podatke drugih 
uporabnikov, ki se jih po principu podobnosti in ustreznosti lahko pripiše tudi nekomu, ki ni 
dovolil uporabe svojih podatkov, s tem pa se izniči določbo direktive o zasebnosti, ki 
opredeljuje zaščito osebnih podatkov. Informacijsko zasebnost se vse prepogosto omejuje na 
osebne podatke, pri čemer se zapostavi asimetrijo v količini informacij, ki jih imata tisti, ki 
izdeluje profil, in tisti, o komer se profil izdeluje. Ta razlika vodi v neuravnoteženost moči 
vpletenih deležnikov. Zasebnosti ne bi smeli obravnavati le v okviru osebnih podatkov tudi 
zato, ker med drugim služi kot svoboda vseh posameznikov, da si brez omejitev izgradijo 
lastno identiteto. Skupinsko profiliranje lahko vpliva na oblikovanje lastne identitete, pri 
čemer skrivanje osebnih podatkov ne bo zmanjšalo tega vpliva, lahko bo celo poslabšalo 
kakovost profilov (Gandy, 2014, str. 1088–1089; Hildebrandt, 2012, str. 47–48). Ko 
posameznik zazna, da je oglaševalec sklepal o njihovi identiteti, da bi mu prikazal določen 
oglas, to lahko na posameznika deluje kot implicitno izražena družbena etiketa. Z raziskavami 
je bilo podprto, da vedenjsko ciljani oglasi lahko vplivajo na posameznike tako, da si 
prilagodijo percepcijo o samemu sebi glede na zaznano implicitno družbeno etiketo, kar lahko 
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vpliva na njihovo spletno vedenje in tudi na njihovo nakupno namero, če posameznik 
implicitno etiketo dojame kot sebi ustrezno. Ta vpliv lahko traja tudi do dva tedna po 
prikazanem vedenjsko ciljanem oglasu (Summers, Smith in Reczek, 2016, str. 156–157). 
Na spletu so uporabniki pogosto postavljeni pred odločitev, ali se odpovedati koristim in 
storitvam spletne strani ali pa deliti vsaj nekaj svojih podatkov, saj v nasprotnem primeru 
mnogo spletnih strani ali storitev ne bi mogli uporabljati. Ni vedno znano, kaj se bo zgodilo z 
osebnimi podatki ter če in kako se bodo uporabljali v prihodnje. Takšna negotovost lahko 
spremlja tudi tiste uporabnike, ki prostovoljno delijo svoje podatke (Woo, 2006, str. 962). 
Pomembno je vedeti, da privolitev v objavo svojih podatkov lahko za različne uporabnike 
pomeni različno. Namreč neodvisno od dosežene stopnje izobrazbe so glede zavedanja o 
problemih zasebnosti med ljudmi precejšnje razlike. Te razlike med posamezniki iz na videz 
podobnih družbenih razmer bi lahko bile nevidne, a še vplivnejše od razlik med tistimi, ki 
imajo dostop do računalnika in interneta, in tistimi, ki ga nimajo. Posledično bi med njimi 
lahko prišlo do velike razlike v stopnji moči in lastne avtonomije (Woo, 2006, str. 957–958). 
Cohen (2000, str. 1408) celo trdi, da bi zasebnost lahko delovala kot temelj za oblikovanje 
družbenih odnosov in porazdelitev družbene in politične moči. 
Goldfarb in Tucker (2012, str. 349–352) opažata, da se med ljudmi povečujejo skrbi glede 
zasebnosti. Potrošniki so že od nekdaj ščitili svojo zasebnost pri vprašanjih o finančnih ali z 
zdravjem povezanih produktih, v zadnjih letih pa so svojo zasebnost začeli ščititi tudi v 
kontekstih, kjer je prej niso, kar nam daje vedeti, da je zasebnost postala pomembnejša na več 
področjih kot nekoč, recimo tudi pri odgovarjanju na vprašanja o izdelkih široke potrošnje ali 
filmih. Ker ljudje želijo vse več kontekstov ohraniti zasebnih, so v takšnih situacijah 
pripravljeni deliti manj informacij. To velja zlasti za starejšo populacijo. Več o tem, kako se 
ljudje odzivajo na vedenjsko oglaševanje in z njim povezane prakse, pa obravnavam v 
naslednjem poglavju o odzivih uporabnikov. 
 
3.3 Odzivi uporabnikov 
Redondo in Aznar (2018, str. 1609) trdita, da je odnos do oglaševanja naučena predispozicija, 
ki se pri posameznikih počasi razvija skozi čas. S tem ko opazujejo oglase, si tudi ustvarjajo 
mnenje o tem, kakšne prednosti in slabosti prinaša oglaševanje njim samim in družbi na 
splošno. Trije vidiki oglaševanja naj bi pomagali izboljšati odnos do oglaševanja, in sicer 
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užitek, kredibilnost in ekonomske ugodnosti, medtem ko naj bi vsiljivost in prenasičenost z 
oglasi pripomogli k oblikovanju slabšega odnosa do oglaševanja. 
Glede na raziskave, ki so bile do sedaj narejene na temo spletnega oglaševanja in bolj 
specifično spletnega vedenjskega oglaševanja, so odzivi uporabnikov bolj negativni kot 
pozitivni. Na to vplivajo predvsem skrb za zasebnost, nezadostno poznavanje oziroma 
nerazumevanje te prakse in delovanja z vedenjskim oglaševanjem povezanih tehnologij, 
posledično si uporabniki izdelajo zmotna prepričanja in vse to prevesi njihov odnos do 
spletnega vedenjskega oglaševanja v odpor in nenaklonjenost. Po drugi strani pa avtorji 
ugotavljajo, da izražen odnos do spletnega vedenjskega oglaševanja ni konsistenten s spletnim 
vedenjem. McStay (2012, str. 599–600) pravi, da to ni nenavadno, saj je povezano z 
okoliščinami, ki vplivajo na odločitve povezane z zasebnostjo. Torej, ali uporabniki vedo, kaj 
se bo zgodilo z njihovimi podatki, ali se bodo ti s kom delili, koliko časa se bodo shranjevali, 
koliko so vredni za tistega, ki jih zbira, polega tega pa tudi značilnosti in sposobnosti 
posameznega uporabnika, njegovi vedenjski vzorci in količina časa, ki ga ima na voljo za 
odločitev. Napačno bi bilo sklepati, da so vsi posamezniki racionalno gospodarsko naravnani 
in povsem zmožni presojati o načinu zaščite svojih osebnih podatkov. Zato bom v 
nadaljevanju podrobneje pogledala, kaj so avtorji dognali v svojih raziskavah. 
Ne glede na državo, v kateri je bila raziskava izvedena, so si avtorji najbolj enotni glede tega, 
da med ljudmi vlada precej zmede in nezadostnega poznavanja delovanja piškotkov, 
principov, na katerih deluje vedenjsko oglaševanje in z njim povezanih tehnologij (TRUSTe, 
2008; McDonald in Cranor, 2009; McDonald in Cranor, 2010a, 2010b; Nill in Aalberts, 2014, 
134; Smit in drugi, 2014). McDonald in Cranor (2009) sta v svoji raziskavi ugotovili, da 
ljudje zelo slabo razumejo, kako deluje spletno oglaševanje, ne razumejo niti rabe lastniških 
piškotkov, kaj šele piškotkov tretjih oseb. Menijo, da je njihova aktivnost na spletu povsem 
anonimna, če niso vpisani v določeno spletno mesto, nekateri pa se celo ne zavedajo, kdaj na 
spletu gledajo oglase, in ne vedo, kateri podatki se o njih zbirajo ter na kakšen način ali kako 
se ti uporabljajo. 
V svoji novejši raziskavi sta McDonald in Cranor (2010b, str. 7–10) ugotovili, da sodelujoči 
tako slabo poznajo tehnologije, kot so Flash piškotki, sejni piškotki ali odtis brskalnika, da 
nadaljnje raziskovanje v tej smeri nima smisla, zato sta se osredotočili na piškotke. Večina 
sodelujočih v raziskavi ni dobro vedela, kaj piškotki so. Večinoma so imeli neko delovno 
znanje o njih, kot na primer, da so shranjeni na njihovih napravah, ne pa nekje na daljavo, in 
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da po zaslugi piškotkov ni potrebno vedno znova vpisovati gesla na določenih spletnih 
straneh, služijo pa tudi za prilagajanje oglasov in vsebin. Tri četrtine sodelujočih so razumele, 
da oglaševalci lahko uporabljajo piškotke na več spletnih mestih, da bi razumeli, katera 
spletna mesta so obiskali, in polovica sodelujočih je bila mnenja, da se piškotke lahko poveže 
z informacijami, s katerimi je uporabnike možno osebno identificirati. Po drugi strani pa so 
sodelujoči imeli tudi zmotna prepričanja, kot na primer, da ni možno določiti njihove lokacije, 
če ne sprejmejo piškotkov, pa tudi, da so v piškotkih zabeležene informacije od trenutka, ko 
so kupili računalnik, tudi takšne, kot sta njihovo ime in domači naslov. Nič od tega seveda ne 
drži. Prav tako ne drži, da se s piškotki shranjuje zgodovina brskanja, da piškotki temeljijo na 
posamezniku (ne na brskalniku in napravi) in da se delovanje osebnega računalnika upočasni, 
če se piškotkov ne briše redno. Takšne zmote so namreč ugotovili Smit in drugi (2014, str. 
19). 
V raziskavah, ki sta jih izvedli McDonald in Cranor (2009, 2010a, 2010b), se je pokazalo 
tudi, da respondenti ne ločijo dobro med piškotki in zgodovino brskanja. Mešajo ju in ne 
vedo, da se zgodovina brskanja shranjuje neodvisno od piškotkov. Izkazalo se je, da 
uporabniki čistijo zgodovino brskanja in piškotke istočasno, zato tudi ne ločijo posledic 
oziroma učinkov enih in drugih. S tem se zmanjša navidezna možnost, ki jo imajo uporabniki 
za samonadzor nad piškotki, saj je ne znajo vsi pravilno uporabljati. K tej nejasnosti 
prispevajo tudi vmesniki brskalnikov, ker na istem mestu ponujajo nastavitve za izbris 
zgodovine brskanja, iskanja in piškotkov. 
Če ljudje ne vedo, katere informacije se o njih zbirajo, kako se lahko uporabijo in kakšne so 
možne posledice, ne morejo presoditi, koliko so jim te informacije vredne, bodisi v denarju 
bodisi v menjalni vrednosti – menjava informacij za brezplačne vsebine. Večina ljudi ne bere 
pravilnikov o zasebnosti. Tudi če bi jih, so ti lahko zavajajoči (Nehf, 2007, str. 352). 
Uporabnike sicer nagovarjajo spoštljivo, vendar jim podajajo nasprotujoče si in nejasne 
trditve glede zaščite zasebnosti. Tako dajejo vtis, da podjetja s politikami zasebnosti pogosto 
ščitijo bolj sebe kot uporabnike (Fernback in Papacharissi, 2007, str. 728, 730). To, da večina 
uporabnikov ne bere pravilnikov o zasebnosti, je ugotavljalo več avtorjev. Smit in drugi 
(2014, str. 20) kot možen razlog navedejo večopravilen način uporabe spletnih strani, saj 
navadno uporabniki na spletu počnejo več stvari hkrati in je enostavneje z enim klikom 
sprejeti pravilnik o zasebnosti, kot brati vse podrobnosti. McStay (2012, str. 600) ponuja 
drugačen pogled, in sicer, da so morda vprašanja zasebnosti enostavno prezapletena za 
uporabnike in jih zato ne berejo. Reidenberg in drugi (2015, str. 41, 87, 88) pa pravijo, da so 
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pravilniki o zasebnosti predolgi, pretežki za razumevanje, vzamejo preveč časa za branje in da 
so napisani tako dvoumno, da lahko tudi bolj izobraženi uporabniki in celo strokovnjaki 
njihova besedila razumejo na različen način, kar vodi v različne interpretacije njihove zaščite 
oziroma načinov obravnavanja podatkov. Lahko da je ta dvoumnost nenamerna, kar je znak, 
da je treba izboljšati jasnost pravilnikov zasebnosti. Če pa je dvoumnost namerna, potem 
pravilniki zasebnosti namenoma zavajajo javnost. 
Ne glede na to pa je vprašanje zasebnosti eno najpomembnejših za uporabnike. Skrbi jih 
namreč, da bi prišlo do zlorabe njihovih osebnih podatkov in do drugih kršitev zasebnosti 
(Smit in drugi, 2014, str. 19). Po raziskavi, ki jo je leta 2012 izvedel TRUSTe (v Smit in 
drugi, 2014, str. 16), je kar 94 % respondentov izrazilo skrb glede zasebnosti na spletu, skoraj 
polovico pa je skrbelo, da bi se njihovo aktivnost na spletu povezalo z osebno prepoznavnimi 
podatki. Zanimivo je, da veliko tistih, ki jih skrbi za zasebnost, ni pripravljenih plačati 
določenega zneska, da bi jo zaščitili. To se zdi nenavadno, saj bi načeloma lahko z višino 
zneska, ki ga je nekdo pripravljen plačati, lahko merili, koliko mu zasebnost zares pomeni. 
Vendar, kot pravita McDonald in Cranor (2010b, str. 25), ljudje dojemajo zasebnost kot svojo 
pravico in zato zavračajo idejo, da bi bilo treba za ohranitev zasebnosti plačati. Če bi 
uporabniki morali izbirati med brezplačnimi vsebinami na spletu z oglasi ali plačljivimi 
vsebinami brez oglasov, bi se večina (81,6 %) odločila za brezplačne vsebine z oglasi (Smit in 
drugi, 2014, str. 19). Namesto plačevanja uporabniki najpogosteje poskušajo zaščititi svojo 
zasebnost na spletu tako, da preverjajo morebitno prisotnost vohunske programske opreme, 
blokirajo pojavne oglase in brišejo zgodovino brskanja. Nekoliko redkeje brišejo piškotke, še 
redkeje pa, kot rečeno, berejo pravilnike o zasebnosti (Smit in drugi, 2014, str. 19). Mali delež 
uporabnikov uporablja način zasebnega brskanja z zaščito pred sledenjem, nekaj pa jih celo 
uporablja programsko opremo, ki samodejno čisti piškotke (McDonald in Cranor, 2010b, str. 
11). 
Novejše orodje za zaščito zasebnosti na spletu in za izogibanje neželenim oglasom so orodja 
za zavračanje oglasov (angl. ad blockers). Navadno obstajajo kot vtičniki za brskalnike in 
preprečujejo prikaz vseh vsebin, ki jih orodje zazna kot neželene oglase. Uporabnikom spleta 
omogočajo določeno stopnjo nadzora nad oglaševanjem. Pravzaprav se lahko spletnim 
oglasom povsem izognejo, ne da bi se sploh zavedali, da bi bili sicer na obiskani spletni strani 
prikazani oglasi. To lahko na drugi strani škodi oglaševalcem oziroma ponudnikom oglasnega 
prostora, saj zaradi samodejnega zavračanja oglasov ne morejo doseči tako visokega števila 
prikazov oglasov, kot bi ga lahko, če bi bili oglasi prikazani vsem spletnim uporabnikom 
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(Redondo in Aznar, 2018, str. 1607–1608), in naj bi zaradi tega izgubljali na milijarde 
prihodkov iz oglaševanja (Sánchez in Viejo, 2018, str. 114). Glede na pozitivne odzive 
uporabnikov, ki so se že seznanili s tem orodjem, in glede na visoko rast števila novih 
uporabnikov se pričakuje, da se bosta poznavanje orodij za zavračanje oglasov in njihova 
uporaba še naprej širila v družbi, saj bodo uporabniki v tem videli priložnost, da dobijo nadzor 
nad neželenimi spletnimi oglasi nazaj v svoje roke (Redondo in Aznar, 2018, str. 1613; 
Sánchez in Viejo, 2018, str. 114). 
Po raziskavi Flash Eurobarometra iz leta 2008 (The Gallup Organization, 2008, str. 17–18) so 
med evropskimi državljani največjo skrb glede zasebnosti in varnosti podatkov na internetu 
izrazili v južni Evropi, Nemčiji in Sloveniji. Poleg tega večina evropskih uporabnikov 
interneta ni bila seznanjena z orodji in tehnologijami, ki pripomorejo k omejevanju zbiranja 
osebnih podatkov med brskanjem po spletu. V Sloveniji je takšna orodja poznalo manj kot pol 
vprašanih. Opazili so tudi razlike v stopnji zaskrbljenosti med različnimi demografskimi 
skupinami. Moški so izkazovali večje zaupanje v varnost podatkov na internetu, je pa 
zaupanje padalo z leti in se povečevalo z višjo stopnjo izobrazbe vprašanih. Tudi drugi avtorji 
so predlagali segmentacijo na podlagi izražene skrbi glede zasebnosti. Smit in drugi (2014, 
str. 15–17) so povzeli ugotovitve številnih avtorjev (Hoofnagle in King, 2008, Kumaraguru in 
Cranor, 2005, Milne in Bahl, 2010, Milne, Rohm in Bahl, 2004, Fogel in Nehmad, 2009), da 
so glede zasebnosti bolj zaskrbljene demografske skupine ženske, starejši, manj izobraženi in 
tisti z nižjim prihodkom. Pri starosti glavno vlogo igra razlika v znanju, ki ga imajo, saj imajo 
mlajši uporabniki večinoma manj znanja o z zasebnostjo povezanih vprašanjih kot starejši in 
zato izkazujejo manjšo zaskrbljenost. Bolj kot so uporabniki zaskrbljeni glede zasebnosti, bolj 
je verjetno, da bi se začeli izogibati spletnim mestom, ki zahtevajo osebne podatke, ali da bi 
bolj pozorno brali pravilnike o zasebnosti. To so Smit in drugi (2014, str. 20) potrdili tudi z 
lastno raziskavo. Ko so respondente razdelili v tri skupine glede na stopnjo zaskrbljenosti, je 
bila skupina najmanj zaskrbljenih daleč najmanjša (10 % vprašanih), srednje zaskrbljenih je 
bilo 43 %, močno zaskrbljenih pa je bilo največ, in sicer 47 %. Med močno zaskrbljenimi je 
bilo več žensk, tistih z nižjo izobrazbo in z nižjimi prihodki. Izkazalo se je, da imajo slabše 
znanje o vedenjskem oglaševanju in piškotkih ter imajo bolj negativno mnenje o vedenjskem 
ciljanju. Ta skupina je bila bolj angažirana v zaščito svoje zasebnosti, vendar bolj iz strahu kot 
zaradi znanja. Razlike pa so se pokazale tudi glede na tip spletnega mesta. Sodelujoči v 
raziskavi so namreč z manj zadržkov sprejeli piškotke spletnih mest z novicami, elektronsko 
pošto, na družbenih omrežjih, iskalnikih in vladnih spletnih straneh. To je skladno z 
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ugotovitvijo, da imajo uporabniki raje brezplačne spletne vsebine z vedenjskim ciljanjem, kot 
da bi morali plačati za vsebine brez oglasov. 
Kot sem že omenila, imajo uporabniki v splošnem negativen odnos do vsiljivega spletnega 
oglaševanja (Truong in Simmons, 2010, str. 252). Sicer razumejo in sprejemajo poslovni 
model, da oglaševanje omogoča brezplačne vsebine (McDonald in Cranor, 2009, str. 10) in 
načeloma dojemajo ciljane oglase kot bolj zanimive in skladne z njihovimi interesi (Anand in 
Shachar, 2009, str. 257; Lambrecht in Tucker, 2013, str. 574), vseeno pa imajo določene skrbi 
in ne zdi se jim samoumevno, da so njihovi podatki del izmenjave za brezplačne vsebine. Kot 
rečeno, je njihova največja skrb povezana z zasebnostjo. Zelo personalizirani oglasi namreč 
ljudem dajejo občutek, da nimajo možnosti izbire, nadzora in lastništva nad svojimi podatki in 
zasebnostjo (Boerman in drugi, 2017, str. 367). Poleg tega se jim zdi vedenjsko ciljanje 
grozljivo oziroma strašljivo (angl. creepy) in vsiljivo (McDonald in Cranor, 2010a). Reakcije 
uporabnikov so lahko še posebej negativne, če se zbiranje podatkov o uporabnikih prikriva 
(Aguirre in drugi, 2015, str. 34). Na spletu so uporabniki pogosto ciljno orientirani in se jim 
oglasi zdijo še bolj vsiljivi kot v ostalih medijih. Vsiljivost oglasov lahko sproži negativne 
odzive, kot na primer vznemirjenost ali celo izogibanje oglasom, negativni učinek pa se lahko 
prenese tudi na oglaševano blagovno znamko (Li, Edwards in Lee, 2002, str. 37–38; Truong 
in Simmons, 2010, str. 250). 
Kot pomemben razlikovalni element se je izkazalo zaupanje, ki ga imajo uporabniki do 
določenega spletnega mesta, spletne prodajalne ali oglaševane blagovne znamke (TRUSTe 
2008, str. 3; Truong in Simmons, 2010, str. 247). Ko uporabniki tistemu, ki zbira podatke, 
zaupajo, čutijo manjše tveganje in so pripravljeni deliti več osebnih informacij. Pozitivne 
učinke so opazili tudi v primerih, ko so imeli uporabniki omogočen nadzor nad informacijami 
(Truong in Simmons, 2010, str. 250). 
Manjšina vprašanih je celo izrazila preferenco do prilagojenih, za njih relevantnih oglasov. 
Vendar pa je to večinoma pomenilo, da si želijo prilagojenih oglasov glede na kontekst 
spletnega mesta, ne pa glede na vedenjsko ciljanje (McDonald in Cranor, 2009, str. 9). Takšen 
način ciljanja jim je namreč lažje razumljiv. Na primeru Googla so recimo vsi vprašani vedeli, 
da ima Google oglase, da so ti umeščeni na desni strani iskalnih zadetkov in da so med 
iskalnimi zadetki tudi sponzorirane objave, ki so navadno na vrhu seznama iskalnih zadetkov. 
Vse te podrobnosti so vedeli sami od sebe, brez podpornih vprašanj (McDonald in Cranor, 
2010b, str. 18). Uporabniki so naklonjeni tudi »sodelovalnem filtriranju« (angl. collaborative 
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filtering), ki ga na primer uporabljata Amazon in iTunes. Na osnovi sledenja uporabnikovim 
preferencam in povezovanjem teh s podobnimi vzorci ostalih relevantnih uporabnikov, 
njihovega preteklega spletnega vedenja in s spremljanjem konteksta njihovih iskalnih pojmov, 
jim ponujajo predloge za izdelke ali storitve, ki bi jih lahko zanimali glede na njihovo 
preteklo nakupno vedenje. Kot trdita Truong in Simmons (2010, str. 250), takšni predlogi 
povečujejo pogostost nakupov in krepijo pozitivne asociacije z blagovno znamko. 
Kot poudarjajo uporabniki, si želijo načinov za zaščito svoje zasebnosti na spletu (TRUSTe, 
2008, str. 2). Zanimivo je, da vidijo prakso zbiranja osebnih podatkov bolj kot svojo osebno 
težavo, ne kot družbeno. Zato v javnosti s strani uporabnikov ni slišati toliko pritožb in pobud 
po boljši regulaciji spletnega vedenjskega oglaševanja, pozna pa se, da počasi, a vztrajno raste 
uporaba raznih načinov za zaščito zasebnosti (Ham in Nelson, 2016, str. 699). Vendar to, da 
brskalniki ponujajo možnost upravljanja s piškotki, še ne pomeni, da bodo uporabniki 
možnost dejansko izkoristili, saj sta njihovi znanje in razumevanje piškotkov preslabi. 
Vedenjsko oglaševanje ni v skladu s pričakovanji uporabnikov, ki ga zato dojemajo kot 
potencialno grožnjo njihovi zasebnosti, predvsem pa se ne morejo braniti pred nečim, česar ne 
razumejo (McDonald in Cranor, 2009, str. 10–13). Uporabnike je treba izobraziti, da bi bili 
zmožni pravega informiranega soglasja, ki ga evropska zakonodaja predvideva in zahteva v 
primeru uporabe piškotkov (Smit in drugi, 2014, str. 20–21). Pri tem je treba upoštevati 
razlike v poznavanju in stopnji zaskrbljenosti med različnimi demografskimi skupinami in jih 
njim primerno nagovoriti. Boerman in drugi (2017, str. 373) opozarjajo, da se je treba 
zavedati, da v našem razumevanju, kako bi lahko izboljšali znanje uporabnikov, obstaja tako 
teoretično kot družbeno pomembna vrzel. Premalo je bilo izvedenih raziskav, da bi vedeli, 
kako bi lahko značilnosti spletnega vedenjskega oglaševanja vplivale na znanje in zmožnosti 
uporabnikov, in kako bi znanje lahko vplivalo na izide spletnega vedenjskega oglaševanja. 
Več raziskav je potrebnih tudi za to, da bi vedeli, kako bi z izobraževanjem in ozaveščanjem 
omogočili uporabnikom boljšo zaščito zasebnosti, saj se je v do sedaj izvedenih raziskavah 
izkazalo, da uporabniki ne znajo oceniti učinkovitosti ukrepov, ki jih izvajajo za zaščito 
zasebnosti na spletu. Uporaba napačnih orodij za zaščito zasebnosti namreč lahko daje lažen 
občutek varnosti na spletu. Zaradi vseh teh omejitev se ne smemo opirati le na izobraževanje 
uporabnikov, temveč je nujna tudi dobra zakonska regulacija, da so zaščiteni interesi in 




4 Regulacija spletnega (vedenjskega) oglaševanja  
 
Regulacija oglaševanja je ključnega pomena za njegovo učinkovitost, saj pomaga vzpostaviti 
zaupanje v oglaševanje (Jančič, 1999a, str. 67). Zaupanje pa je bistveni razlikovalni element 
pri sprejemanju oglaševanja z vedenjskim ciljanjem, kot sem ugotovila v prejšnjem poglavju. 
Glede na to, da je na trgu elektronskih komunikacij glavnina moči skoncentrirana na le nekaj 
multinacionalnih korporacij, ki imajo močan vpliv na oblikovanje regulacije (Van Couvering, 
2004, Noam, 2009 in Parisier, 2011 v Burnik, 2013, str. 73), je pomembno najti ravnovesje 
med interesi industrije in posameznikov. 
»V večini družb je obveljal konsenz, da je oglaševanje po eni strani zaradi svoje vsiljene 
narave in prepričevalne moči, po drugi strani pa zaradi profitnih motivov oglaševalcev etično 
najbolj sporna oblika komuniciranja.« (Kamin, 2013, str. 388) Največ očitkov se oglaševanju 
pripisuje takrat, ko je tesno povezano s hitro rastočo svetovno tržno ekonomijo, z množično 
proizvodnjo, potrošno družbo in globalnimi trgi. Vedenjsko oglaševanje – še sploh v primeru 
Googla in Facebooka – to definitivno je. Odzive na kritike oglaševanja delimo na dva 
prevladujoča diskurza: pravni in moralni. Izhodišče pravnega diskurza je predpostavka, da je 
oglaševanje legitimna praksa tržnih ekonomij in da imajo vsi, ki proizvajajo in legalno 
prodajajo produkte, pravico do oglaševanja. Pri tem se odpira vprašanje, kako omejiti to 
pravico, da ne bi posegla v pravice drugih fizičnih in pravnih oseb. Moralni diskurz pa se ne 
ukvarja z vprašanjem, kaj in kako je dovoljeno oziroma pravno, temveč, kaj je prav. Sprašuje 
se o pomenu obstoja oglaševanja, o njegovi ekonomski in družbeni dopustnosti ter izpostavlja 
potencialne negativne učinke oglaševanja na ekonomijo za razvoj posameznika in družbe. Kar 
je pravno, ni nujno moralno, in nasprotno, zato obstajata in sta pomembna oba diskurza 
(Kamin, 2013, str. 388–390). Moralna vprašanja so pogosteje naslovljena v okviru 
samoregulacije, recimo v kodeksu, ki ureja neko področje – v našem primeru oglaševanje. 
Kot piše Kamin (2013, str. 390–391), ni realno pričakovati, da bi se trg lahko dobro uravnaval 
sam ali le na podlagi tržnih pritiskov. Sicer tržni pritisk velja za najbolj liberalno obliko 
(ne)regulacije, ki predpostavlja, da ima oglaševanje na trgu nenadomestljivo gospodarsko 
vlogo, trg oglaševanja pa samoočiščevalno moč. Danes to ne drži, saj ima oglaševanje široko 
vlogo v družbi. Večina držav zato tržne pritiske na oglaševanje dopolnjuje z drugimi oblikami 
regulacij, določene oblike oglaševanja pa so celo prepovedane ali strogo omejene (Kamin, 
2013, str. 392). Glavni obliki regulacije oglaševanja sta samoregulacija in zakonska 
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regulacija. Samoregulacija pomeni, da je industrija sama oblikovala sklop pravil, ki se jih je 
treba držati, že zaradi lastnih potreb in koristi, saj oglaševanje brez dobrega ugleda v družbi 
ne bi doseglo želenega učinka. Zakonska regulacija pa so zunanja pravila, zakoni, ki jih je 
oblikovala država z namenom urejanja področja. Ne ena ne druga oblika regulacije sami po 
sebi nista zadostni. Samoregulacija ni dovolj stroga pri zaščiti nekaterih pravic posameznikov 
in nima pooblastil za ukrepanje zoper kršitelje določil. Zakonska regulacija pa ta dva pogoja 
sicer izpolnjuje, vendar je preveč toga in se ne more dovolj hitro odzivati na vedno nove 
etične izzive, ki se pojavljajo s hitrim razvojem tehnologije (Burnik, 2013, str. 74). 
 
4.1 Samoregulacija 
Samoregulacija oglaševanja omogoča stroki, da sama določa in se ščiti pred nemoralnimi, 
estetsko in etično spornimi primeri oglasov, ki bi najbolj škodili oglaševalski stroki sami, saj 
zmanjšujejo njeno verodostojnost in krepijo občutek upravičenosti negativnih kritik 
oglaševanja. Pravo ne more presojati o vprašanjih okusa in estetike, oglasov ne more 
cenzurirati po teh kriterijih in tukaj stopi v ospredje samoregulacija, ki je bolj fleksibilna in 
usmerjena na etičnost delovanja oglaševalske stroke. Osnovni akt samoregulacije je kodeks, 
ki je v skladu z veljavno zakonodajo in jo pomembno dopolnjuje s pravili, ki stroko ščitijo 
pred neprimernimi praksami ter upadom ugleda in verodostojnosti med uporabniki (Kamin, 
2013, str. 394). 
Predstavniki oglaševalske industrije so že leta 1937 sprejeli prvi mednarodno zavezujoč 
oglaševalski kodeks (ICC, Code od Advertising Practice), ki je postavil temelje za odgovorno 
komuniciranje in ustvarjanje, iz njega pa izhajajo tudi vsi nacionalni kodeksi. V Sloveniji so 
predstavniki oglaševalske industrije leta 1994 sprejeli Slovenski oglaševalski kodeks (SOK), 
kasneje pa ga posodabljali skladno z razvojem družbe, tehnologije in razvojem oglaševalske 
stroke. V njem se dosledno uporablja izraz oglaševanje, v svojem pomenu pa združuje vse 
oblike marketinškokomunikacijskih praks. Postavlja torej etični okvir za celotni splet 
marketinškega komuniciranja in to za vse deležnike v oglaševalskem trikotniku – oglaševalce, 
medije in oglaševalske agencije – največjo odgovornost pa seveda nosi naročnik oglasa. Po 
določilih slovenskega oglaševalskega kodeksa mora biti oglaševanje prepoznavno, zakonito, 
dostojno, pošteno in resnično, zasnovano mora biti odgovorno do porabnikov in do družbe ter 
mora spoštovati načela lojalne konkurence (Kamin, 2013, str. 394–305). 
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Na evropski ravni obstaja krovna evropska organizacija za uveljavljanje samoregulacije 
oglaševanja European Advertising Standards Alliance (dalje EASA). Slovensko oglaševalsko 
združenje je že od leta 1995 njen polnopravni član (Kamin, 2013, str. 394). Poleg 
Slovenskega oglaševalskega združenja ima EASA še 40 drugih članov, ki jih povezuje z 
visokimi standardi smernic za oglaševanje, daje možnost diskusije na evropski ravni o 
skupnih izzivih in skrbi za to, da so oglaševalski standardi primerni času ter nenehnemu 
napredku in razvoju tehnologije. Prizadevajo si, da bi imeli principi samoregulacije pozitiven 
učinek tako na potrošnike kot na podjetja. Njihovi standardi določajo, da morajo biti oglasi 
pravni, dostojni, pošteni, resnični, skladni s smernicami družbene odgovornosti in da morajo 
upoštevati principe pravične konkurence (»EASA, What we do«, b. d.). 
Obstaja tudi European Interactive Digital Advertising Alliance (dalje EDAA), Evropska zveza 
interaktivnega digitalnega oglaševanja, ki skrbi za samoregulacijo odgovornega spletnega 
vedenjskega oglaševanja (SOZ, 2015). Ustanovila jo je evropska koalicija oglaševalske 
industrije, ki zastopa oglaševalce, oglaševalske agencije, sektor neposrednega trženja, 
oglaševalska omrežja in medije. Njena vodilna načela so osnovana na določilih okvira za 
spletno vedenjsko oglaševanje, ki jih je objavil Internet Advertising Bureau Europe (dalje 
IAB Europe), in na priporočilih za najboljšo prakso, ki jih je napisala EASA. IAB-jev okvir 
opredeljuje sedem ključnih načel spletnega vedenjskega oglaševanja: (1) obveščanje 
uporabnikov, da se izvaja vedenjsko oglaševanje, (2) uporabnik mora imeti možnost izbire, 
(3) nujna skrb za varnost podatkov, (4) občutljivi podatki se ne smejo uporabljati za 
segmentacijo, (5) izvajalci vedenjskega oglaševanja morajo skrbeti za izobraževanje 
uporabnikov, (6) vsak podpisnik tega samoregulativnega okvira mora skrbeti za skladnost z 
določili in (7) vsi podpisniki in sodelujoče organizacije so obvezani k temu, da bodo redno, to 
je vsaj na tri leta, pregledovali in po potrebi dopolnjevali določila (IAB Europe, 2011, str. 3–
5). Priporočila za najboljšo prakso, ki so nastala pod okriljem EASA, sicer med drugim tudi 
zajemajo teh sedem načel, vendar so nekoliko širše zasnovana. Razdelimo jih lahko na dve 
kategoriji: operativna priporočila, vezana na izvajanje, strukturo in procese spletnega 
vedenjskega oglaševanja, in priporočila oziroma smernice za oblikovanje kodeksov in 
določanje njihovih pristojnosti (EASA, 2016). 
EDAA izdaja podjetjem licenco za »OBA ikono« (OBA pomeni online behavioral 
adveritising oziroma spletno vedenjsko oglaševanje), ki je namenjena za povezovanje 
uporabnikov s spletnim portalom www.youronlinechoices.eu, kjer so zbrane informacije o 
spletnem vedenjskem oglaševanju in o tem, kako uporabniki lahko skrbijo in upravljajo s 
43 
 
svojo informirano izbiro glede sledenja oglaševalcev njihovemu spletnemu vedenju s 
pomočjo piškotkov in drugih tehnologij (»EDAA, About EDAA«,b. d.). Na tem spletnem 
portalu lahko vsak uporabnik vidi, katero podjetje ima na njegovi napravi nameščen piškotek 
za izvajanje vedenjskega oglaševanja in se lahko odloči, da to vklopi ali izklopi (»Your 
Online Choices: Vaše izbire«, b. d.). V EDAA sodelujejo tako organizacije oziroma 
združenja, ki so tako ali drugače povezana s spletnim vedenjskim oglaševanjem, kot tudi 
podjetja, ki se s tem ukvarjajo. Med njimi je tudi Google (»EDAA: Participating 
associations«, b. d.; »EDAA: Participating companies«, b. d.). 
Samoregulacija je lahko bolj učinkovit in fleksibilen način regulacije, vendar ji primanjkuje 
odgovornosti in je lahko preveč podvržena vplivom in interesom industrije. Ker je članstvo v 
samoregulativnih organizacijah prostovoljno, pomeni, da ima vpliv le na podpisnike, na ostale 
pa ne. Tako zasebnost uporabnikov še vedno ni dovolj zaščitena in je nujno, da je področje 
urejeno tudi z zakonsko regulacijo (Hoofnagle, 2005). 
 
4.2 Zakonska regulacija 
Evropska unija se je zavzela za zaščito posameznikovih podatkov in zasebnosti tudi na spletu. 
Po trenutno veljavni zakonodaji morajo uporabniki dati svoje vnaprejšnje informirano 
soglasje, da lahko določena spletna stran namesti na njihove naprave piškotke in podobne 
mehanizme, ki se shranjujejo na uporabnikovi napravi. Se pravi, v osnovi to ni dovoljeno, 
možno je šele po posameznikovi privolitvi. To je tako imenovani »opt-in« način. Drugi način, 
ki je bil nekoč v veljavi tudi v Evropski uniji, je »opt-out«, kjer so piškotki in podobna 
tehnologija že takoj lahko nameščeni na naprave uporabnikov, uporabniki pa imajo možnost 
to preklicati oziroma se od tega odjaviti. Tak način je še vedno v veljavi v ZDA. Goldfarb in 
Tucker (2010, str. 4) sta ugotovila, da ima Evropska unija strožjo zakonodajo kot ZDA in da 
je v EU oglaševalcem težje učinkovito izvajati vedenjsko ciljanje. 
Na evropski ravni vedenjsko oglaševanje oziroma rabo z njim povezanih tehnologij trenutno 
urejajo naslednje evropske direktive in uredbe: 
- Direktiva o zasebnosti in elektronskih komunikacijah (ePrivacy Directive 
2002/58/EC), 
- Direktiva 2009/136/EC in 
- Splošna uredba o varstvu podatkov 2016 (General Data Protection Regulation). 
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Direktiva 2009/136/EC dopolnjuje Direktivo o zasebnosti in elektronskih komunikacijah 
2002/58/EC glede rabe piškotkov in določa, da je potrebno od uporabnikov pridobiti 
predhodno informirano soglasje, preden se piškotki naložijo na njegovo napravo. V Direktivi 
2002/58/EC je bilo v tretjem odstavku 5. člena določeno, da mora biti uporabnik obveščen o 
namestitvi piškotkov, zbiranju in obdelovanju podatkov in da mora imeti možnost zavrniti 
obdelavo podatkov. Z Direktivo 2009/136/EC pa so 3. odstavek 5. člena Direktive 
2002/58/EC popravili tako, da daje več pravic uporabnikom. Piškotke je namreč dovoljeno 
namestiti na njegovo napravo šele po tem, ko je bil uporabnik jasno in izčrpno obveščen o 
namestitvi piškotkov, zbiranju podatkov in namenih obdelave zbranih podatkov, in je v to 
privolil.  
Ker Direktiva 2009/136/EC ureja spremembe Direktive 2002/22/ES, Direktive 2002/58/ES in 
Uredbe (ES) št. 2006/2004, se še vedno v povezavi z zasebnostjo in elektronskimi 
komunikacijami govori o Direktivi 2002/58/ES, vendar se po letu 2011, ko so spremembe 
morale sprejeti oziroma uveljaviti države članice Evropske unije, to imenuje »spremenjena 
Direktiva 2002/58/EC« (Article 29 Working Party, 2010, str. 7–8). Cilj spremenjene direktive 
je boljše varovanje zasebnosti uporabnikov spleta na osnovi ustreznega obveščanja in 
ponujene možnosti odločanja. Pravila veljajo v vseh državah članicah EU in za vse 
ponudnike, ki ponujajo storitve v EU v lokalnih jezikih lokalnim uporabnikom, ne glede na to, 
kje imajo sedež. Direktiva ne ureja le piškotkov, ampak tudi vse ostale tehnologije, ki 
omogočajo shranjevanje podatkov ali pridobivanje dostopa do podatkov in so shranjene na 
napravi uporabnika (terminalski opremi) (Informacijski pooblaščenec Republike Slovenije, 
2013, str. 3–4). Za vse te tehnologije se uporablja skupni izraz piškotki. Upravljavec spletne 
strani mora tako še pred namestitvijo piškotkov na uporabnikovo napravo uporabnika 
obvestiti o tem, kdo je, katere piškotke uporablja in za kakšen namen bodo uporabljeni 
podatki, ki se zbirajo in obdelujejo s pomočjo piškotkov, ter, če je to potrebno, pridobiti 
privolitev uporabnika za uporabo piškotkov. Za tiste piškotke, ki so nujno potrebni za 
zagotovitev storitve, ki jo uporabnik izrecno zahteva, ali za prenos sporočil po elektronskem 
komunikacijskem omrežju, ni potrebno pridobiti vnaprejšnjega informiranega soglasja 
(Informacijski pooblaščenec Republike Slovenije, 2013, str. 6). 
Enkratna privolitev posameznika v sprejem piškotkov lahko zajema tudi privolitev v vsa 
nadaljnja branja piškotkov in s tem nadzorovanje njihovega spletnega brskanja. Tako ni 
potrebno pridobivati soglasja za vsako branje piškotkov, svetuje pa se, da se omeji časovno 
veljavnost soglasja, ponudi možnost enostavnega preklica in z jasno vidnimi orodji označi, 
45 
 
kje poteka zbiranje podatkov (Article 29 Working Party, 2010, str. 3). Ko so podatki že 
zbrani, jih ni dovoljeno uporabiti za druge namene, ki niso bili opredeljeni že ob pridobivanju 
soglasja. Prav tako jih ni dovoljeno obogatiti z drugimi informacijami za namene vedenjskega 
oglaševanja. Ko zbrani podatki niso več nujni za namene, ki so bili opredeljeni ob 
pridobivanju soglasja, jih je potrebno izbrisati (Article 29 Working Party, 2010, str. 20). 
Soglasje je možno izraziti tudi z uporabo ustreznih nastavitev v brskalniku ali drugih 
aplikacijah, če je to tehnično izvedljivo in učinkovito ter v skladu z zakonom. Leta 2013 je 
Informacijski pooblaščenec Republike Slovenije (2013, str. 7) preverjal in ugotovil, da takrat 
noben brskalnik ni ponujal tako sofisticiranih nastavitev, ki bi zadostile pogojem. Manjkalo je 
predvsem to, da bi privzete začetne nastavitve morale onemogočati nalaganje piškotkov. Pa 
tudi če bi to obstajalo, ni prav sklepati, da je posameznikovo neukrepanje (da si ne spremeni 
nastavitev brskalnika po svoji meri) jasen in nedvoumen znak njegove volje. Problem s takšno 
obliko podajanja soglasja je tudi to, da obstajajo načini, da se piškotke ponovno naloži, tudi če 
so bili zavrnjeni (na primer s pomočjo flash piškotkov) in se tako zaobide uporabnikovo voljo. 
Nenazadnje pa na tak način ni mogoče predvideti vseh morebitnih prihodnjih okoliščin in 
razsežnosti obdelave zbranih podatkov, zato takšno »skupinsko« splošno soglasje ne more biti 
pravo informirano soglasje (Article 29 Working Party, 2010, str. 14). 
Tretji odstavek 5. člena spremenjene Direktive 2002/58/EC govori o informacijah, ki jih ne 
opredeli natančneje, zato to lahko razumemo široko in ne le v kontekstu osebnih podatkov, 
kot jih je določala Direktiva 95/46/EC (Article 29 Working Party, 2010, str. 9). Vseeno pa 
velja, da je v kontekstu uporabe piškotkov treba upoštevati tudi direktive, zakone in uredbe 
glede varovanja osebnih podatkov, saj lahko v mnogo primerih pride pri uporabi piškotkov do 
obdelovanja osebnih podatkov. Že IP naslov se lahko dojema kot osebni podatek, ki lahko 
identificira posameznika, poleg tega pa je možno tudi s piškotki, ki se jih uporablja za 
sledenje uporabniku preko različnih spletnih strani, identificirati posameznika in ustvariti 
profil o njem, četudi mu ne morejo pripisati njegovega imena (European Privacy Seal, 2010, 
str. 9). Kar se tiče občutljivih osebnih podatkov, kot so etnična ali rasna pripadnost, politična 
usmeritev, veroizpoved, članstvo v sindikatu, spolna usmerjenost ter informacije o zdravju in 
spolnosti, velja, da je ciljanje na osnovi občutljivih osebnih podatkov in prilagajanje vsebin in 
oglasov po teh kategorijah prepovedano, saj bi lahko prišlo do zlorab. Dovoljeno je le v 
primeru, da uporabniki podajo ločeno predhodno eksplicitno izraženo informirano soglasje 
(Article 29 Working Party, 2010, str. 20). 
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Če se piškotki uporabljajo za sledenje uporabniku preko različnih spletnih mest in za 
oblikovanje profila o njem, mora biti uporabnik o tem obveščen. Prav tako mora biti 
obveščen, če se zbrani podatki o njem delijo s tretjimi osebami. Ni dovolj, da so vse te 
informacije zapisane v pravilniku o zasebnosti ali v splošnih pogojih, temveč morajo biti 
lahko dostopne in jasno vidne ter uporabnikom čim bolj prijazne in razumljive (Article 29 
Working Party, 2010, str. 3; European Privacy Seal, 2010, str. 11–12). Vsak posameznik ima 
pravico kadar koli preklicati svoje soglasje, kar pomeni, da mora lastnik zbranih podatkov te 
takoj izbrisati, razen če ima kakšno drugo pravno podlago, ki mu dovoljuje obdelovanje 
podatkov. Posamezniki imajo pravico tudi dostopati do zbranih podatkov o sebi, jih urejati, 
brisati in prilagajati (Article 29 Working Party, 2010, str. 21). Hildebrandt (2012, str. 49–50) 
pa opozarja, da navadno nimamo dostopa do skupinskih profilov, ki so bili oblikovani na 
osnovi agregiranih množičnih podatkov in ki ne izhajajo vedno iz osebnih podatkov določene 
osebe, vseeno pa z določeno verjetnostjo predvidevajo o njenih navadah in značilnostih. Tudi 
skupinski profili bi morali biti del zakonov o zaščiti osebnih podatkov. 
V Sloveniji je po Direktivi 2002/58/EC oblikovan spremenjeni Zakon o elektronskih 
komunikacijah (ZEKom-1), ki je začel veljati v začetku leta 2013. V Sloveniji imajo ljudje 
ustavno in zakonsko pravico do varstva svojih podatkov in tako tudi pravico do samo-
odločanja o svoji informacijski zasebnosti. Piškotki, ki se uporabljajo za sledenje 
posameznikom in za zbiranje informacij o njih, pomenijo poseg v zasebnost posameznika, 
zato je njihova raba z zakonom omejena. Za nadzor nad implementacijo zakona je pristojen 
Informacijski pooblaščenec (Informacijski pooblaščenec Republike Slovenije, 2013, str. 2). V 
tem kontekstu je pomemben tudi Zakon o varstvu osebnih podatkov (ZOVP-1). Opredeljuje 
namreč privolitev posameznika kot: »[prostovoljno izjavo] volje posameznika, da se lahko 
njegovi osebni podatki obdelujejo za določen namen, in je dana na podlagi informacij, ki mu 
jih mora zagotoviti upravljavec po tem zakonu; osebna privolitev posameznika je lahko pisna, 
ustna ali druga ustrezna privolitev posameznika.« (Informacijski pooblaščenec Republike 
Slovenije, 2013, str. 13) Je pa trenutno v zakonodajnem postopku predlog ZVOP-2, ki bo 
dopolnjeval novo evropsko Splošno uredbo o varstvu podatkov glede nekaterih vsebinskih in 
postopkovnih vprašanj (Informacijski pooblaščenec Republike Slovenije, Najpogostejša 
vprašanja in odgovori, 2018). 
Splošna uredba o varstvu podatkov, je bila sprejeta leta 2016, 25. maja 2018 pa je stopila v 
veljavo in nadomestila do takrat veljavno direktivo o varstvu podatkov (Direktivo 95/45/EC). 
Njen polni naslov je Uredba (EU) 2016/679 – varstvo posameznikov pri obdelavi osebnih 
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podatkov in prosti pretok takih podatkov. Državljanom Evropske unije daje boljši nadzor nad 
osebnimi podatki in lažji dostop do njih, krepi že prej obstoječe pravice in dodaja nove, za 
podjetja pa s posodobljenimi in povezanimi predpisi prispeva k manj birokracije in k večjemu 
zaupanju potrošnikov (Uredba (EU) 2016/679). Koristi, ki jih prinaša za fizične osebe, so: 
- Pravica biti pozabljen: ko si posameznik ne želi več, da bi se podatki o njem 
obdelovali in za to ne obstaja neki drugi legitimni razlog, ima pravico do izbrisa 
podatkov. 
- Lažji dostop do podatkov o sebi: posamezniki morajo biti na enostaven in jasen način 
obveščeni, kako se podatki o njih obdelujejo in kako lahko dostopajo do njih. Uredba 
jim daje pravico do prenosa osebnih podatkov med različnimi ponudniki storitev. 
- Pravica biti obveščen, ko pride do vdora v posameznikove podatke. 
- Privzeto varstvo podatkov: zaščitni ukrepi za varstvo podatkov morajo biti vključeni v 
izdelek ali storitev že v začetnih fazah razvoja, privzete nastavitve v aplikacijah ali 
družbenih omrežjih ipd. pa morajo biti nastavljene v korist zasebnosti posameznika. 
- Močnejše uveljavljanje pravil, saj organi za varstvo osebnih podatkov lahko 
podjetjem, ki ne delujejo skladno z določili uredbe, izrečejo visoke kazni – kar do 4 % 
globalnega letnega prometa podjetja. 
Koristi za pravne osebe pa so: 
- En zakon za celo Evropsko unijo, ki odpravlja neskladja med državami članicami v do 
sedaj veljavnih zakonih posameznih držav. 
- En nadzorni organ za vse države članice in ne več 28 različnih. 
- Enaka pravila za vsa podjetja, ne glede na to, kje so registrirana, saj določila uredbe 
veljajo tudi za podjetja izven EU, ki ponujajo izdelke ali storitve državljanom 
Evropske unije (European Commission, 2015). 
Uredba zaostruje pravila glede pridobivanja soglasja za pridobivanje in obdelovanje podatkov 
o posamezniku. Posamezniki naj bi imeli tako pravo moč odločanja, komu in pod kakšnimi 
pogoji dovolijo obdelavo svojih osebnih podatkov. Poleg privolitve posameznika obstaja še 
pet drugih veljavnih pravnih podlag za zakonito obdelavo posameznikovih podatkov, vendar, 
če se osredotočimo na privolitev, mora biti ta prostovoljna, specifična, informirana in 
nedvoumna. Posameznik jo lahko kadar koli prekliče, to pa mu mora biti omogočeno na 
enako enostaven način, kot je bilo podajanje privolitve (Informacijski pooblaščenec 
Republike Slovenije, 2018). 
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Poleg prej omenjenih zakonov ZEKom in ZVOP, je v Sloveniji z oglaševanjem povezanih še 
mnogo zakonov, saj nimamo urejene celovite zakonodaje, ki bi urejala oglaševanje. Temeljni 
zakoni, ki urejajo delovanje oglaševanja v Sloveniji, so Zakon o varstvu konkurence – ZVK, 
Zakon o varstvu potrošnikov – ZVPot, Zakon o medijih – Zmed, Zakon o avdiovizualnih 
medijskih storitvah – ZavMS in Zakon o javni rabi slovenščine – ZJRS. Specifična področja 
oglaševanja so urejena spet v ločenih zakonih, recimo oglaševanje alkohola (Zakon o 
omejevanju porabe alkohola – ZOPA), oglaševanje zdravil in medicinskih pripomočkov 
(Zakon o zdravilih in medicinskih pripomočkih – ZZMP), oglaševanje tobačnih izdelkov 
(Zakon o omejevanju uporabe tobačnih izdelkov – ZOUTI), oglaševanje potrošniških kreditov 
(Zakon o potrošniških kreditih – ZpotK), oglaševanje vrednostnih papirjev (Zakon o trgu 
vrednostnih papirjev – ZTVP-1), oglaševanj hrane in pijače (Zakon o zdravstveni ustreznosti 
živil in izdelkov ter snovi, ki prihajajo v stik z živili – ZZUZIS), oglaševanje odvetniških 
storitev (Zakon o odvetništvu – Uodv). Oglaševanje urejajo tudi Kazenski zakonik – KZ, 






5 Empirični del: odnos do vedenjskega oglaševanja pri spletnih uporabnikih v Sloveniji 
 
Cilj magistrskega dela je raziskati, kakšen je odnos slovenskih uporabnikov spleta do 
spletnega vedenjskega oglaševanja na primeru Googla in ali so pravila glede uporabe 
piškotkov in podobnih tehnologij v spremenjeni Direktivi o zasebnosti v elektronskih 
komunikacijah 2002/58/ES ter glede pridobivanja soglasja za nameščanje piškotkov zavoljo 
varstva podatkov, kot določa Splošna uredba o varstvu podatkov, prinesla pozitivne 
spremembe za uporabnike. 
Mnogi avtorji se lotevajo vprašanja zasebnosti pri spletnem vedenjskem oglaševanju tako z 
etičnih vidikov, kot tudi z vidika obstoječe regulacije. Z opiranjem na njihove ugotovitve 
želim preveriti, ali gre razvoj vedenjskega oglaševanja v Sloveniji v pravo smer, ki bo 
zadovoljila potrebe oglaševalcev/medijev in hkrati tudi ugodila osnovni pravici uporabnikov 
do zasebnosti. Namreč, le če bodo uporabniki to prakso sprejeli kot sprejemljivo (torej je ne 
zavračali in se z različnimi mehanizmi borili proti njej), bodo oglaševalci/mediji resnično 
imeli koristi od nje. Truong in Simmons (2010, str. 240) to izpostavita kot kritični strateški 
izziv za tržnike, saj ima zaznana vsiljivost spletnega oglaševanja potencialno lahko negativne 
dolgoročne posledice. Prav tako lahko iz ugotovljenega določim, kaj bi bili ustrezni nadaljnji 
koraki. McStay (2012, str. 609) recimo predvideva, da bi bilo vedenjsko oglaševanje na dolgi 
rok uspešna praksa le, če bo delovalo hkrati s skupinami za varovanje zasebnosti in če bo 
postalo transparentno glede obdelovanja podatkov. 
McStay (2012, str. 599) pravi, da če pogledamo racionalno, uporabniki svojo zasebnost 
uporabljajo kot menjalno valuto, v smislu, da so se pripravljeni odreči malemu deležu 
zasebnosti v zameno za določene koristi, za nekatere storitve pa se cena izgubljene zasebnosti 
zdi previsoka. Vedno torej tehtamo prednosti in koristi, ki smo jih deležni zaradi vedenjskega 
oglaševanja, z negativnimi posledicami odrekanja zasebnosti. No, to bi veljalo le, če bi 
resnično imeli možnost informiranega, zavestnega odločanja o tem. McStay (2012, str. 600), 
Golob (2013, str. 318), De Lima in Legge (2014, str. 70) ter drugi ugotavljajo, da večina 
uporabnikov ni dovolj dobro poučena o delovanju sledenja in vedenjskega oglaševanja ter da 
nekateri med njimi niti tega ne vedo, da se o njihovem vedenju na spletu zbira mnogo 
podatkov, ki so potencialno lahko uporabljeni za optimizacijo pojavljanja oglasnih sporočil. 
Še več, informacije o zbiranju podatkov so včasih celo zavajajoče, saj naj bi se širile 
informacije, da splet brez piškotkov (tudi oglaševalskih) sploh ne bi deloval. Zato so ključna 
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vprašanja, kot jih izpostavi Golob (2013, str. 318): »kolikšen nadzor lahko imajo oglaševalci 
nad vedenjem uporabnika brez njegove privolitve, kdo si lahko lasti podatke o vedenju 
uporabnikov v digitalnih medijih in ali obstoječe tehnologije, ki podpirajo vedenjsko 
oglaševanje, kršijo zakonodajo oz. so etično sporne.« 
Raziskovalci, ki so preučevali, kako uporabniki dojemajo in razumejo spletno vedenjsko 
oglaševanje (na primer McDolnald in Cranor, 2009; Smit in drugi, 2014), so prišli do 
podobnih ugotovitev. Med spletnimi uporabniki vlada slabo poznavanje spletnega 
vedenjskega oglaševanja – že na ravni samega zavedanja, da se to dogaja, razumevanje 
delovanja piškotkov pa je še slabše (Smit in drugi, 2014, str. 20). McDonald in Cranor (2009, 
str. 6) sta ugotovili, da vlada splošna zmeda o tem, kaj piškotki sploh so in kako se jih 
uporablja. Respondenti so jih najpogosteje zamenjevali z zgodovino brskanja, ki se hrani v 
brskalniku neodvisno od piškotkov. Sicer se jim je dozdevalo, da preveč piškotkov ni dobro 
imeti, vendar niso vedeli, zakaj, in niso bili prepričani, zakaj bi jih morali izbrisati. Prav tako 
večinoma niso vedeli, da obstaja več vrst piškotkov. Tudi nekaj let kasneje raziskovalci še 
vedno ugotavljajo enako, da uporabniki nimajo zadostnega znanja, da bi razumeli novo 
tehniko spletnega oglaševanja, kar še dodatno postavi pod vprašanje učinkovitost zakonodaje, 
ki temelji na informirani privolitvi k uporabi piškotkov (Smit in drugi, 2014, str. 20). Njihova 
glavna skrb je zloraba osebnih podatkov in kršitev zasebnosti. Uporabniki sicer skrbijo za 
svojo zasebnost na spletu tako, da blokirajo pojavne oglase in brišejo zgodovino brskanja, 
vendar pa zelo redko berejo pravilnike o zasebnosti. 
Rezultati raziskave iz Nizozemske, kjer so uveljavili podobne spremembe v zakonodaji kot v 
Sloveniji, kažejo, da nova pravila niso dosegla želenega učinka, tj., da bi uporabniki bili 
resnično informirani o tem, kaj piškotki so in kako delujejo na spletnih straneh, ki jih 
obiščejo, in da bi s tem, ko kliknejo na odobritev namestitve in uporabe piškotkov, izrazili 
resnično zavestno, informirano privolitev (Smit in drugi, 2014).  
Na podlagi pregleda literature sem si zastavila naslednja raziskovalna vprašanja. 
V1: Ali so slovenski uporabniki spleta seznanjeni s konceptom vedenjskega oglaševanja, ki ga 
uporablja tudi Google? 
Glede na to, da nova zakonodaja predvideva predhodno informirano soglasje, bi uporabniki 
morali poznati to prakso in princip delovanja piškotkov, vendar, kot smo videli iz rezultatov 
predhodnih raziskav, to v praksi ni nujno resnično. To sem navezala še direktno na primer 
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Googla in se po zgledu Kang in McAllister (2011, str. 149) vprašala, v kolikšni meri 
uporabnike motijo Googlovo oglaševanje in njegova praksa zbiranja podatkov. Zanima me, 
ali se uporabniki sploh zavedajo dejstva, da so prikrajšani za svojo zasebnost za ceno prikaza 
njihovim interesom prilagojenih oglasov, in kaj so po mnenju slovenskih uporabnikov spleta 
glavni problematični vidiki spletnega vedenjskega oglaševanja. 
V prvi vrsti želim namreč ugotoviti, ali gre resnično za etične probleme objektivne narave, ali 
pa morda ta »strah« do vedenjskega oglaševanja izhaja iz nezadostnega poznavanja področja. 
Čeprav številni avtorji izpostavljajo problem poseganja v zasebnost uporabnikov, kar je tudi 
največja skrb uporabnikov glede vedenjskega oglaševanja, pa raziskave po drugi strani kažejo 
tudi to, da le redki posamezniki kaj naredijo glede svojih nastavitev zasebnosti in da se 
zavoljo ohranitve lastne zasebnosti ne bi odrekli brezplačnim vsebinam na spletu. Zato 
menim, da bi v praksi poudarek moral biti poleg skrbi za ustrezno zakonsko ureditev področja 
tudi na ozaveščanju javnosti. Kot ugotavlja McStay (2012, str. 599) se zdi, da industriji celo 
ni pretirano v interesu, da bi bila javnost dobro poučena na tem področju. 
V2: Kakšen je odziv slovenskih uporabnikov spleta na implementacijo pravil iz spremenjene 
Direktive 2002/58/ES glede uporabe piškotkov in nove Splošne uredbe o varstvu podatkov? 
V sklopu tega vprašanja me zanima, ali so obvestila spletnih strani o uporabi piškotkov pri 
uporabnikih povečala zavedanje o praksi uporabe piškotkov, ali vsebino obvestil razumejo kot 
to predvidevata spremenjena Direktiva 2002/58/EC in Splošna uredba o varstvu podatkov, in 
ali obvestila vidijo kot njim koristen ali moteč dejavnik pri uporabi spleta. Zanimivo bo tudi 
izvedeti, kako zavedanje o rabi piškotkov, ki naj bi ga obvestila omogočila, vpliva (če sploh) 
na njihovo vedenje na spletu. Smit in drugi (2014, str. 20) so v svoji raziskavi ugotovili, da 
uporabniki najpogosteje kar avtomatično sprejmejo pravilnike o zasebnosti, ker je tako pač 
lažje, ali pa zavračajo piškotke. Prevladujoče mnenje sodelujočih v raziskavi je bilo, da bi 
vseeno raje imeli brezplačne vsebine skupaj z vedenjskim oglaševanjem, kot pa da bi za 
vsebine brez oglasov morali plačati. 
V3: Ali lahko identificiramo različne skupine, za katere bi potrebovali različen pristop 
ozaveščanja glede delovanja piškotkov, ki omogoča vedenjsko oglaševanje? 
Smit in drugi (2014, str. 20) so na Nizozemskem identificirali tri skupine spletnih 
uporabnikov, glede na stopnjo zaskrbljenosti glede svoje spletne zasebnosti – najmanj, srednje 
in zelo zaskrbljeni uporabniki. Najbolj zaskrbljeni uporabniki so imeli najslabše znanje o 
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vedenjskem oglaševanju in piškotkih in so imeli bolj negativno mnenje o tovrstnem 
oglaševanju. Po demografskih značilnostih so bile to bolj ženske z nižjo izobrazbo in nižjimi 
dohodki. Ugotovili so tudi, da se stopnja zaskrbljenosti razlikuje po različnih starostnih 
skupinah. Starejši so bili namreč najbolj zaskrbljeni. Zanima me, ali so tudi med slovenskimi 
uporabniki spleta kakšne specifične skupine glede na demografske značilnosti, za katere bi 
bilo bolje uporabiti različen pristop ozaveščanja, z različnimi, njim potrebnimi poudarki. 
 
5.1 Metodologija 
Ker je bilo v tujini opravljenih nekaj podobnih raziskav, je bil vprašalnik osnovan na že 
obstoječih merskih instrumentih, to je vprašalnikih, ki so jih za svoje raziskave s podobnimi 
raziskovalnimi vprašanji uporabili TRUSTe (2008), McDonald in Cranor (2009 in 2010b) ter 
Smit in drugi (2014), in dopolnjen še z nekaj lastnimi vprašanji. Ciljna populacija so vsi 
uporabniki spleta v Sloveniji, stari nad 15 let, zato je bil prvi filter že to, da so bili respondenti 
sposobni izpolniti vprašalnik na spletu. Tako je bila spletna anketa najustreznejša izbira. 
Zbiranje podatkov je potekalo od 28. avgusta do 6. septembra 2018. Povezavo do vprašalnika 
sem poslala družini, prijateljem, sodelavcem in znancem po elektronski pošti in objavila na 
družbenih omrežjih Facebook, LinkedIn in Twitter ter forumih SloTech in MedOverNet. 
Prosila sem, da bi ljudje povezavo delili naprej, da bi dosegla čim širši krog ljudi. Od 1381 
klikov na nagovor se je za izpolnjevanje vprašalnika odločilo 423 ljudi, v celoti pa anketo 
rešilo 306 respondentov. Stopnja opustitve je bila 24 %, povprečno trajanje izpolnjevanja pa 
12 minut in pol. Glavnina klikov na anketo se je zgodila preko klika na direktno povezavo 
preko elektronske pošte ali preko Facebooka. 
Dosežen vzorec je torej priložnostni in obsega 306 enot. Ker vzorčenje ni bilo naključno in 
ker vzorec ni reprezentativen, saj so med njim in celotno populacijo uporabnikov interneta v 




5.2 Analiza in rezultati 
5.2.1 Opis vzorca 
Med respondenti je 61 % žensk in 39 % moških. Kot vidimo v tabeli 5.1 v primerjavi s 
podatki o uporabnikih interneta v Sloveniji po SURS-u, je razmerje med spoloma v mojem 
vzorcu precej bolj v prid ženskam. 
Tabela 5.1: Spol v mojem vzorcu vs. spol uporabnikov interneta v Sloveniji leta 2017 po 
SURS-u 
  moj vzorec SURS 2017 
moški 38,9 % 51,3 % 
ženske 61,1 % 48,7 % 
skupaj 100 % 100 % 
Vir: SURS (2018b). 
 
Največ sodelujočih (31 %) je iz starostne skupine 30–34 let, tri četrtine pa jih je mlajših od 50 
let. Zaradi primerjave s populacijo uporabnikov interneta v Sloveniji leta 2017 po SURS-u so 
v tabeli 5.2 prikazane združene starostne skupine, ki so na voljo na SURS-u. Tako vidimo, da 
je predvsem premalo mlajših od 25 let in starejših od 55, da bi bil vzorec podoben celotni 
populaciji uporabnikov interneta v Slovenji. 
Tabela 5.2: Starost v mojem vzorcu vs. starost uporabnikov interneta v Sloveniji leta 2017 po 
SURS-u 
  moj vzorec 
 
  SURS 2017 
starost moški ženske skupaj 
 
starost moški ženske skupaj 
15–24 3,4 % 4,3 % 3,9 % 
 
16–24 13,3 % 13,0 % 13,2 % 
25–54 78,2 % 79,7 % 79,1 % 
 
25–54 65,0 % 65,5 % 65,3 % 
55 ali več 18,5 % 16,0 % 17,0 % 
 
55–74 21,6 % 21,5 % 21,6 % 
skupaj 100 % 100 % 100 % 
 
skupaj 100 % 100 % 100 % 




Za potrebe analize sem oblikovala štiri starostne skupine glede na generacije Z, Y, X ter baby 
boom in zreli skupaj. Generacija Z vključuje starostno skupino 15–24 let. V generacijo Y so 
vključeni stari med 25 in 39 let. Sem se je uvrstila več kot polovica (52 %) respondentov. 
Stari med 40 in 59 let so vključeni v generacijo X, v zadnji starostni skupini, generaciji baby 
boom in zreli skupaj, pa so vsi, ki so stari 60 let ali več. Ti dve generaciji sem združila zaradi 
manjšega števila starejših respondentov. V nadaljevanju analize se bom opirala na te štiri 
starostne skupine. Struktura vzorca po generacijah je prikazana v tabeli 5.3. 
Tabela 5.3: Oblikovane starostne skupine po generacijah 
  moški ženske skupaj 
generacija Z 3,4 % 4,3 % 3,9 % 
generacija Y 53,8 % 51,3 % 52,3 % 
generacija X 31,9 % 35,3 % 34,0 % 
baby boom in zreli 10,9 % 9,1 % 9,8 % 
skupaj 100 % 100 % 100 % 
 
Skoraj tri četrtine (72,5 %) respondentov je iz osrednjeslovenske regije, kar je zelo daleč od 
realnega stanja, saj tam živi 26 % slovenskega prebivalstva (SURS, 2018c). Tudi po najvišji 
doseženi stopnji izobrazbe vzorec močno odstopa od celotne populacije. Posameznikov z 
doseženo vsaj višješolsko izobrazbo je v vzorcu 83 %, medtem ko jih je v celotni populaciji 
uporabnikov interneta v Sloveniji 28 % (SURS, 2018c). Velika večina (93 %) respondentov 
redno uporablja internet, in sicer večkrat dnevno. Kot vidimo v tabeli 5.4, jih največ uporablja 
internet v povprečju eno do štiri ure dnevno, kar 12 % pa jih trdi, da internet uporabljajo v 
povprečju več kot osem ur dnevno. Večina sodelujočih v raziskavi internet najpogosteje 
uporablja za elektronsko pošto in iskanje informacij, več kot polovica tudi za družbena 
omrežja, branje novic, spletnih časopisov ali revij in za spletno bančništvo. Podrobnejši 
rezultati glede aktivnosti na internetu so prikazani v tabeli 5.5. Preseneča me dokaj nizek 
odstotek odgovorov, da internet uporabljajo za komuniciranje, takojšnje sporočanje in/ali 
spletno telefonijo. Glede na demografsko strukturo vzorca in razmah uporabe mobilnih 
aplikacij za takojšnje sporočanje, ki delujejo preko interneta (npr.: WhatsApp, Viber, 
Facebook Messenger) bi pričakovala višji odstotek. Še sploh ker 81 % respondentov do spleta 
najpogosteje dostopa z osebnim računalnikom ali mobitelom. Možno je, da ljudje prenosa 
podatkov na mobitelu ne povezujejo z internetom. Ali pa bi namesto izraza »takojšnje 




Tabela 5.4: Povprečna uporaba interneta na dan 
  odstotek 
do 30 minut 5,9 % 
31–60 minut 15,7 % 
1–2 uri 20,3 % 
2–4 ure 24,5 % 
4–6 ur 11,4 % 
6–8 ur 9,8 % 
nad 8 ur 12,4 % 
Skupaj 100 % 
 
Tabela 5.5: Za katere aktivnosti najpogosteje uporabljate internet? (možnih je več odgovorov) 
  odstotek 
elektronska pošta 92,2 % 
iskanje informacij 92,2 % 
družbena omrežja 69,3 % 
novice, spletni časopisi in/ali revije 67,6 % 
spletno bančništvo 52,0 % 
poslušanje glasbe 48,4 % 
komuniciranje / takojšnje sporočanje / spletna telefonija 47,4 % 
gledanje videoposnetkov ali filmov 44,5 % 
gledanje spletne televizije 16,7 % 
drugo 8,0 % 
 
Na vprašanje, kateri iskalnik najpogosteje uporabljajo, je 96 % vprašanih odgovorilo, da je to 
Google, kar je še več od pričakovanega, saj se njegov globalni tržni delež med iskalniki giblje 
med 70 % in 90 %, odvisno od načina merjenja (»NetMarketShare: Search Engine Market 
Share«, b. d.; »StatCounter Global Stats: Search Engine Market Share Worldwide«, b. d.). Je 




5.2.2 Poznavanje vedenjskega oglaševanja in z njim povezanih praks 
Prvo raziskovalno vprašanje je bilo, ali so slovenski uporabniki spleta seznanjeni s konceptom 
spletnega vedenjskega oglaševanja, ki ga uporablja tudi Google. V sklopu tega me je 
zanimalo, ali vedo, kaj so piškotki, kako delujejo in kaj omogočajo? To je namreč osnova za 
informirano soglasje, ki naj bi ga uporabniki podajali z odzivanjem na obvestila o uporabi 
piškotkov določene spletne strani. Ali se zavedajo, da so prikrajšani za svojo zasebnost, ko 
dovolijo, da jim spletne strani prikazujejo njihovim interesom prilagojene oglase? Jim je 
zasebnost sploh pomembna? Direktno navezano na Google me je zanimalo, v kolikšni meri 
uporabnike motijo Googlovo oglaševanje in njegova praksa zbiranja podatkov o svojih 
uporabnikih ter kaj so po mnenju slovenskih uporabnikov spleta glavni problematični vidiki 
spletnega vedenjska oglaševanja. 
Ker ni realno pričakovati, da bi respondenti poznali izraz »spletno vedenjsko oglaševanje« in 
vedeli, kaj točno predstavlja, sem poznavanje preverjala s sklopom trditev, za katere sem 
sodelujoče prosila, naj označijo ali menijo, da navedena trditev drži ali ne. Trditve so povzete 
po raziskavah, ki so ju izvedli McDonald in Cranor (2010a) ter Smit in drugi (2014). 
Prikazane so v tabeli 5.6 v oklepaju pa je pri vsaki dopisan pravilen odgovor. 
Tabela 5.6: Poznavanje vedenjskega oglaševanja 
  drži ne drži ne vem 
Ko obiščem spletno stran, vidim iste oglase kot nekdo drug, ki 
obišče isto spletno stran. (ne drži) 
11,4 % 73,2 % 15,4 % 
Podjetja potrebujejo moje soglasje za zbiranje in shranjevanje 
informacij o moji rabi interneta (kot na primer iskalni pojmi, 
obiskane spletne strani, spletni nakupi). (ne drži) 
73,5 % 17,0 % 9,5 % 
Različni uporabniki lahko vidijo različne oglase na isti spletni strani. 
(drži) 
87,9 % 2,6 % 9,5 % 
Vaša zgodovina brskanja vpliva na to, katere oglase boste videli v 
prihodnje. (drži) 
92,8 % 3,3 % 3,9 % 
Podjetjem je dovoljeno hraniti podatke o uporabi interneta, če se teh 
informacij ne da povezati s posamezno osebo. (drži) 
54,9 % 9,8 % 35,3 % 
Podjetja izoblikujejo različne segmente uporabnikov glede na 
njihovo spletno vedenje in tem skupinam prikazujejo ciljane oglase. 
(drži) 
87,9 % 1,0 % 11,1 % 
Vsebina in storitve na spletu so lahko brezplačne zaradi prihodkov 
od spletnega oglaševanja. (drži) 




Pri večini trditev se je izkazalo, da so osnove spletnega vedenjskega oglaševanja 
respondentom kar dobro poznane. Tri četrtine ali več sodelujočih je pravilno pritrdilo, da 
zgodovina brskanja vpliva na prikazane oglase, da različni uporabniki na istih spletnih straneh 
lahko vidijo različne oglase, da podjetja za potrebe prikazovanja ciljanih oglasov izoblikujejo 
različne segmente uporabnikov glede na njihovo spletno vedenje in da so vsebina in storitve 
na spletu lahko brezplačne zaradi prihodkov spletnega oglaševanja. Nekoliko manj vsesplošno 
jasno je, ali podjetja lahko hranijo podatke o uporabi interneta ali ne, če se teh informacij ne 
da povezati s posamezno osebo. Pravilen odgovor je, da se to sme, saj omejitev velja le za 
podatke, ki lahko tako ali drugače razkrijejo določeno osebo. Največ nepravilnih odgovorov 
pa je bilo pri trditvi: »Podjetja potrebujejo moje soglasje za zbiranje in shranjevanje 
informacij o moji rabi interneta (kot na primer iskalni pojmi, obiskane spletne strani, spletni 
nakupi).« Za navedene primere podjetjem ni potrebno pridobiti soglasja uporabnika. Iskalni 
pojmi sami po sebi ne razkrivajo identitete posameznika. Privolitev posameznika pa je le ena 
izmed šestih veljavnih pravnih podlag za obdelavo podatkov, ki jih določa Splošna uredba o 
varstvu podatkov. Soglasja prav tako ni potrebno pridobiti za tiste piškotke, ki so nujno 
potrebni za zagotovitev storitve, ki jo uporabnik izrecno zahteva (obiskana spletna stran, 
spletni nakup). 
Več nejasnosti se je pokazalo pri poznavanju delovanja piškotkov. Tudi v tem primeru sem 
nanizala kombinacijo resničnih in neresničnih trditev o delovanju piškotkov, povzetih po 
raziskavah, ki so ju izvedli McDonald in Cranor (2010a) ter Smit in drugi (2014), in 
sodelujoče prosila, naj označijo, ali menijo, da trditev drži ali ne. Kot so že ugotavljali avtorji 
pred mano, je precej pogosto mišljenje, da se zgodovina brskanja shranjuje s pomočjo 
piškotkov, kar ne drži, saj se zgodovina brskanja shranjuje v brskalnikih, vendar ne s pomočjo 




Tabela 5.7: Poznavanje delovanja piškotkov 
  drži ne drži ne vem 
Piškotki zbirajo zgodovino brskanja; shranijo spletne strani, ki ste jih 
obiskali. (ne drži) 
76,8 % 8,5 % 14,7 % 
Protivirusna zaščita prepreči podjetjem, da bi shranjevala informacije 
o iskanju na spletu, obiskanih spletnih straneh in spletnih nakupih.  
(ne drži) 
4,9 % 77,5 % 17,6 % 
Moja zgodovina brskanja se shranjuje s pomočjo piškotkov.  
(ne drži) 
55,6 % 21,9 % 22,5 % 
Piškotki se uporabljajo za nameščanje oglasov, ki so povezani z vašim 
spletnim vedenjem. (drži) 
62,7 % 9,2 % 28,1 % 
S programsko opremo se lahko avtomatično odstrani piškotke. (drži) 51,0 % 15,7 % 33,3 % 
Piškotki omogočajo na primer shranjevanje gesel. (drži) 37,9 % 36,3 % 25,8 % 
Piškotki obstajajo za vsako osebo posebej (niso vezani na napravo). 
(ne drži) 
18,6 % 55,6 % 25,8 % 
Če se piškotkov ne briše redno, se upočasni delovanje 
računalnika/mobitela/tablice. (ne drži) 
33,3 % 31,4 % 35,3 % 
Če ne sprejmem piškotkov, spletna stran ne more prepoznati moje 
lokacije. (ne drži) 
17,0 % 49,0 % 34,0 % 
Spletna stran, ki jo obiščem, lahko bere vse piškotke, ki so naloženi na 
moji napravi (računalnik/mobitel/tablica), ne glede na to od katere 
spletne strani je piškotek. (ne drži) 
15,4 % 39,5 % 45,1 % 
Piškotke se lahko naloži na mojo napravo šele po tem, ko so me 
obvestili za kakšen namen se bodo piškotki uporabljali in sem dal/-a 
soglasje za to. (drži) 
63,4 % 21,2 % 15,4 % 
 
77,5 % vprašanih je vedelo, da protivirusna zaščita ne more preprečiti podjetjem, da bi 
shranjevala informacije o uporabnikovem spletnem vedenju. 63,4 % sodelujočih je pravilno 
pritrdilo, da se piškotke lahko naloži na uporabnikovo napravo šele po tem, ko je bil 
uporabnik obveščen, za kakšen namen se bodo piškotki uporabljali, in je dal soglasje za to. 
Več kot polovici sodelujočih je jasno, da se piškotki uporabljajo za nameščanje s spletnim 
vedenjem povezanih oglasov (62,7 %), da piškotki niso vezani na osebo, ampak na napravo 
(55,6 %), in da je piškotke možno avtomatično odstraniti s programsko opremo (51 %). 
Slabše poznavanje delovanja piškotkov pa se je pokazalo pri tem, kaj piškotki omogočajo in 
kdo jih lahko bere. Skoraj polovica respondentov je namreč odgovorila, da spletna stran ne 
more prepoznati njihove lokacije, če ne sprejmejo piškotkov, kar ne drži. 37,9 % vprašanih je 
vedelo, da piškotki omogočajo shranjevanje gesel, 36,3 % jih je odgovorilo, da to ne drži, 
25,8 % pa, da ne vedo, kar izkazuje precej šibko kolektivno znanje. Najmanj enotni pa so si 
bili respondenti glede tega, ali se zaradi piškotkov upočasni delovanje naprave ali ne. 33,3 % 
jih je menilo, da to drži, 31,4 %, da ne drži, 35,3 % vprašanih pa se ni opredelilo. Mnenja med 
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respondenti so zelo deljena, v preučenih virih na to temo pa avtorji trdijo, da piškotki ne 
vplivajo na hitrost delovanja naprave. 
Kot omenjeno, se velika večina sodelujočih v raziskavi zaveda, da njihova zgodovina 
brskanja vpliva na to, katere oglase bodo videli v prihodnje (92,8 %), in da podjetja 
izoblikujejo različne segmente uporabnikov glede na njihovo spletno vedenje in tem 
skupinam prikazujejo ciljane oglase (87,9 %). Zavedajo se torej, da se ob brskanju po spletu 
hote ali nehote odrečejo vsaj enemu delu svoje zasebnosti. Kot kaže, pa ni nujno jasno, pri 
čem vsem se na spletu uporabljajo podatki uporabnikov za zagotavljanje storitev. Namreč 
slaba tretjina sodelujočih je rekla, da bi želela na obiskanih spletnih straneh videti prilagojene 
novice, oglase ali popuste, vendar je le polovica teh vedela, da je to možno le v primeru, da 
ima spletna stran dostop do podatkov o uporabniku, lahko tudi zasebnih. 
Le peščici sodelujočih zasebnost na spletu sploh ali pretežno ni pomembna (1,9 %), kar zelo 
jasno priča o pomembnosti te teme za uporabnike spleta. Niso pa vsi proaktivni glede zaščite 
svoje zasebnosti. Najpogostejši ukrep za zaščito zasebnosti na spletu je blokiranje pojavnih 
oken. To občasno ali pogosteje počne 85,2 % vprašanih. Na tem mestu bi poudarila, da 
prvotni namen za tak ukrep ni nujno zaščita zasebnosti na spletu, ampak morda bolj 
preprečevanje vsiljivih ovir pri brezskrbnem brskanju, saj pojavna okna lahko kazijo 
uporabniško izkušnjo in jih uporabniki doživljajo kot vsiljive motilce. Druga dva 
najpogostejša ukrepa za zaščito zasebnosti na spletu sta brisanje zgodovine brskanja – to 
počne občasno ali pogosteje 68,3 % vprašanih, in brisanje piškotkov, kar občasno ali 
pogosteje počne 60,8 % sodelujočih. Zanimivo je, da tisti, ki brišejo piškotke, to pretežno 
počnejo iz želje po zasebnosti (16,3 %) ali varovanju podatkov (7,2 %). 6,7 % vprašanih briše 
piškotke, ker jih motijo oziroma se jim zdijo nadležni, kar 9,6 % pa jih ne ve, zakaj brišejo 
piškotke. Redkeje navedeni razlogi za brisanje piškotkov so bili še sproščanje prostora na 
disku, čiščenje računalnika/mobitela/tablice, da bi računalnik/mobitel/tablica deloval/-a 
hitreje, da spraznijo polnilnik, ali pa ker sicer določene spletne strani ne delajo. Slaba dva 
odstotka vprašanih trdita, da piškotke brišeta skupaj s »celim paketom« (npr. zgodovino 
brskanja ipd.), 3,4 % sodelujočih pa je mnenja, da s piškotki izbrišejo zgodovino brskanja, kar 
spet kaže na nepopolno razločevanje med piškotki in zgodovino brskanja. Nekateri piškotke 
brišejo, ker jih motijo prilagojeni oglasi, ali da spletne strani ne bi prilagajale cen produktov, 
nekaj pa je takšnih, ki piškotke brišejo enostavno iz navade, ali pa to namesto njih opravi 
programska oprema. Tistih, ki piškotkov ne brišejo, je bilo med sodelujočimi veliko manj, in s 
tem tudi manj različnih navedenih razlogov, zakaj tega ne počnejo. Najpogostejši razlogi so 
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bili neznanje (26,5 %) ali nezavedanje, da takšna možnost obstaja (20,6 %), lenoba (23,5 %) 
in to, da ne čutijo potrebe po brisanju piškotkov (14,7 %). Le en sodelujoči je dejal, da 
piškotkov ne briše, da se mu/ji ni treba vedno znova prijaviti (v uporabniške račune). Nižji 
odstotek sodelujočih bere pravilnike o zasebnosti (9,5 % vprašanih trdi, da to počnejo pogosto 
ali vedno, 22,9 % pa jih bere občasno) ali preverja morebitno prisotnost vohunske programske 
opreme (36,6 % vprašanih to počne vsaj občasno), ne glede na to, da bi tudi to bila precej 
učinkovita načina zaščite zasebnosti na spletu. 
Tudi v sklopu vprašanj, navezanih na Googlovo zbiranje podatkov o svojih uporabnikih, kjer 
je 294 sodelujočih izražalo stopnjo strinjanja z navedenimi trditvami na 5-stopenjski lestvici, 
sta najbolj izstopala dva po stopnji strinjanja s tem, da bi raje ohranili zasebnost, kot imeli 
prilagojene oglase (M = 4,27, SD = 0,97) ali vsebino (M = 4,16, SD = 1,04). Še s tremi pari 
trditev sem preverjala razliko med odnosom sodelujočih do prilagojenih oglasov ali 
prilagojene vsebine in povsod se je izkazalo enako, da imajo uporabniki Googla podobno 
nenaklonjen odnos do prilagojenih oglasov in vsebin, le da so prilagojeni oglasi še nekoliko 
manj zaželeni. Podrobnejši rezultati so prikazani v tabeli 5.8 in sliki 5.1. Sodelujoči se v 
večjem deležu strinjajo, da je Googlovo zbiranje podatkov o uporabnikih ne glede na 
morebitne koristi nedopustno in predstavlja poseg v njihovo zasebnost (M = 3,73, SD = 1,17). 
Preverila sem, v kolikšni meri uporabniki Googla sploh prepoznavajo oglase oziroma v tem 
konkretnem primeru sponzorirane zadetke iskanja, in ali vedo, kakšne možnosti jim Google 
nudi glede upravljanja njihovih zaznanih interesov, ki so temelj za vedenjsko spletno 
oglaševanje, in katere podatke Google sploh zbira o svojih uporabnikih. Google sponzorirane 
zadetke iskanja namreč označuje z oznako »Ad« v okvirčku pred spletno povezavo 
prikazanega iskalnega zadetka. Glede na to, da je to najbolj očitno označena oblika 
Googlovega spletnega oglaševanja, je razmeroma slaba stopnja poznavanja (M = 3,46, SD = 
1,24) kar zgovoren podatek. Tako ne preseneča še nižja srednja vrednost pri trditvi, da Google 
omogoča svojim uporabnikom urejanje njihove evidence uporabnikovih interesov, na podlagi 
katerih jim prilagaja prikazane oglase in vsebino (M = 2,88, SD = 1,04). Sklepam, da so ti, ki 
vedo za to možnost, ali bolj napredni uporabniki spleta ali se ukvarjajo z digitalnim 
marketingom ali pa imajo poudarjeno zanimanje za to področje, saj Google svojih 
uporabnikov ne obvešča aktivno o tej možnosti in jih ne spodbuja k uporabi. Zanjo se izve ali 
med podrobnejšim branjem Googlove politike zasebnosti ali iz kakšnega članka na to temo. 
Nikjer na Googlovih najbolj razširjenih spletnih storitvah pa ni enostavno dostopne direktne 










Ne moti me, da Google zbira podatke o meni, ker rad/-a prejemam 
prilagojeno vsebino. 
2,21 1,12 
Ne moti me, da Google zbira podatke o meni, ker rad/-a prejemam 
prilagojene oglase. 
1,99 1,08 
Zagotovo lahko ločim med sponzoriranimi zadetki iskanja in navadnimi 
zadetki iskanja. 
3,46 1,24 
Ne glede na morebitne koristi, je Googlovo zbiranje podatkov o meni 
nedopustno in predstavlja poseg v mojo zasebnost. 
3,73 1,17 
Čeprav Google zbira podatke o meni, vsebina ni prilagojena mojim 
interesom. 
3,24 1,04 
Čeprav Google zbira podatke o meni, oglasi niso prilagojeni mojim 
interesom. 
3,24 1,08 
Ne vidim nobene koristi v prilagojeni vsebini. 3,25 1,17 
Ne vidim nobene koristi v prilagojenih oglasih. 3,27 1,18 
Raje bi ohranil/-a zasebnost, kot imel/-a prikazano prilagojeno vsebino. 4,16 1,04 
Raje bi ohranil/-a zasebnost, kot imel/-a prikazane prilagojene oglase. 4,27 0,97 





Slika 5.1: Odnos slovenskih uporabnikov Googla do vedenjskega oglaševanja na Googlu 
 
 
Googlovi uporabniki se v največji meri zavedajo, da Google o njih lahko ve, kateri brskalnik 
uporabljajo, njihov spol in vsaj okvirno starost ter lokacijo, katere izraze iščejo in katero 
napravo uporabljajo. Polovica ali več sodelujočih je vedela, da Google o njih lahko ve tudi, 
katere oglase so si nazadnje ogledali, katere spletne strani so obiskali in kaj so si tam ogledali, 
katere videoposnetke so gledali na kanalu YouTube, katera so njihova interesna področja, 
kakšen je njihov IP naslov ter celo ime in priimek. Manj kot polovica sodelujočih pa meni, da 
Google o svojih uporabnikih ve tudi, s katerimi ljudmi so najpogosteje v stiku (kar je možno 
za uporabnike elektronske pošte Gmail, instantnega sporočanja Google Hangouts, na 
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številka (vnese se jo lahko ali v Googlov uporabniški račun ali kot alternativni kontakt v 
primeru zaklenjenega uporabniškega računa ali za dvostopenjsko preverjanje identitete 
uporabnika), domači naslov (vnese se ga v Google Maps za enostavnejše nastavljanje 
navigacije), ali številka plačilne/kreditne kartice, ki jo uporabniki lahko vnesejo v Googlov 
uporabniški račun – recimo uporabniki Androida za kupovanje aplikacij na mobilni napravi. 
Vse izmed navedenega Google namreč lahko ve o svojih uporabnikih, odvisno od tega, koliko 
informacij posameznik deli z Googlom in katere njegove storitve uporablja. Prikaz 
podrobnejših rezultatov je v  tabeli 5.9. 
Tabela 5.9: Za katere od navedenih informacij menite, da jih Google lahko ve o svojih 
uporabnikih? 
   odstotek 
kateri brskalnik uporabljate 74,8 % 
spol 70,6 % 
starost (vsaj okvirno) 69,3 % 
okvirna lokacija 68,3 % 
izrazi, ki jih iščete 68,0 % 
naprava, ki jo uporabljate za dostop do spleta  
(računalnik/mobitel/tablica) 
67,0 % 
katere oglase ste si ogledali 61,8 % 
katere spletne strani ste obiskali in kaj ste si tam  
ogledovali (če ima Google na njih prikazane oglase) 
60,5 % 
videoposnetki, ki si jih ogledate na YouTube 57,5 % 
različna interesna področja 56,9 % 
IP naslov 56,2 % 
ime in priimek 50,3 % 
s katerimi ljudmi ste najpogosteje v stiku 43,1 % 
telefonska številka 37,3 % 
domači naslov 36,3 % 
številka plačilne/kreditne kartice 24,2 % 
nič od navedenega 10,5 % 
drugo 1,0 % 
 
Odgovori kažejo, da sodelujoči niso naklonjeni spletnemu vedenjskemu oglaševanju in z njim 
povezani praksi sledenja, zbiranja podatkov o iskalnih pojmih in o obiskanih spletnih straneh. 
Večjemu delu sodelujočih (81,4 %) se to zdi vsiljivo. Manj je problematično zbiranje 
podatkov o iskalnih pojmih kot o obiskanih straneh, kar kaže na to, da uporabniki vidijo v 
spremljanju iskalnih pojmov več koristi in jim predstavlja manjši poseg v zasebnost. Sicer je 
le manjšina vprašanih (30,7 %) dejala, da si želijo koristi relevantnih oglasov, vendar je po 
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drugi strani le 18 % sodelujočih tako zelo proti spletnemu vedenjskemu oglaševanju, da bi 
nehali uporabljati katero koli spletno stran, ki bi uporabljala vedenjsko oglaševanje. 
Pogostejši odziv med sodelujočimi je, da oglase enostavno ignorirajo, zato jim je vseeno, ali 
so prilagojeni njihovim interesom ali ne (65,7 %), in tako tudi ne vidijo prednosti v oglasih, ki 
so prilagojeni njihovim interesom (67,4 %). Omeniti velja tudi kritiko uspešnosti vedenjskega 
ciljanja, 59,1 % vprašanih se namreč deloma ali povsem strinja, da vedenjsko oglaševanje ne 
deluje dobro, saj se jim še vedno prikazujejo oglasi, ki zanje niso relevantni, čeprav bi morali 
biti. 
 
5.2.3 Odziv slovenskih uporabnikov spleta na zakonodajne spremembe 
Drugo raziskovalno vprašanje je bilo, kakšen je odziv slovenskih uporabnikov spleta na 
implementacijo pravil iz spremenjene Direktive 2002/58/ES glede uporabe piškotkov in nove 
Splošne uredbe o varstvu podatkov. Pri tem me je zanimalo, ali so obvestila spletnih strani o 
uporabi piškotkov pri uporabnikih povečala zavedanje o rabi piškotkov, ali vsebino obvestil 
razumejo in tako podajajo resnično informirano soglasje, ali jih vidijo kot koristen ali moteč 
dejavnik pri uporabi spleta in ali imajo te zakonodajne spremembe kakšen vpliv na njihovo 
vedenje na spletu. 
Velika večina (94,4 %) vprašanih je opazila, da se ob prvem obisku določene spletne strani 
prikaže obvestilo, da spletna stran uporablja piškotke, s kratkim pojasnilom, za kakšen namen 
se jih uporablja, in s prošnjo za soglasje, da se piškotke lahko naloži na uporabnikovo 
napravo. Med sodelujočimi je bilo 71,5 % takšnih, ki se deloma ali povsem strinjajo s tem, da 
se obvestila o rabi piškotkov prikazujejo zato, ker spletne strani ne smejo naložiti piškotkov 
na uporabnikovo napravo, preden jim uporabnik ne da izrecnega soglasja za to. Po drugi 
strani pa je bilo 48,2 % takšnih, ki niso povsem prepričani, da razumejo, kakšen je namen 
obvestil o piškotkih, ki se pogosto prikazujejo. Rezultati kažejo, da dobršen del uporabnikov 
čisto iz praktičnih izkušenj ve, da se obvestila prikazujejo in da se piškotki ne naložijo, preden 
tega ne odobrijo, vendar jih skoraj polovica ne razume, kaj točno je namen teh obvestil. 
Informirano soglasje, kot ga zahtevata Direktiva 2009/136/EC in Splošna uredba o varstvu 
podatkov, tako v vsaj polovici primerov ni doseženo, saj uporabniki spleta kljub 
pojavljajočim se obvestilom niso dovolj dobro poučeni o rabi piškotkov in s tem povezanimi 
potencialnimi posledicami na njihovo uporabniško izkušnjo in zasebnost na spletu. Dodaten 
razlog, da ne morem trditi, da so obvestila dosegla svoj namen, je da se 61,1 % vprašanih 
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deloma ali povsem strinja s tem, da obvestil večinoma ne berejo, ampak jih le potrdijo, zato 
da izginejo, in le 44,1 % vprašanih meni, da imajo zaradi tovrstnih obvestil in podajanja 
soglasja večji nadzor nad deljenjem svojih podatkov. Bolj kot koristna, 69,8 % sodelujočih 
dojema takšna obvestila kot nadležna, 63,1 % pa jih meni, da se prikazujejo prepogosto. 
Le 27,5 % sodelujočih trdi, da bolj pazijo, katere spletne strani obiščejo, odkar so se začela 
prikazovati tovrstna obvestila o uporabi piškotkov, kar pomeni, da o večjih negativnih 
posledicah povečane zaščite varstva osebnih podatkov za ponudnike spletnih vsebin ne 
moremo govoriti, se je pa nekoliko okrepilo zavedanje o uporabi piškotkov in zbiranju 
podatkov o uporabnikih, če primerjamo s študijami, ki bile v preteklih letih izvedene v drugih 
državah (na primer Smit in drugi, 2014, so podobno raziskavo izvedli med nizozemskimi 
uporabniki spleta). Takšne raziskave, ki bi bila opravljena v Sloveniji, nisem zasledila, zato 
primerjava ni možna. 
V do sedaj izvedenih raziskavah je prevladovalo mnenje, da imajo kljub vsemu uporabniki 
raje brezplačne vsebine skupaj z vedenjskim oglaševanjem, kot da bi za vsebine brez oglasov 
morali plačati. Tudi med sodelujočimi v moji raziskavi se je pokazalo enako. V velikem 
odstotku se namreč vprašani strinjajo, da je zasebnost pravica in bi bilo narobe, če bi morali 
plačati, da podjetja ne bi posegala v njihovo zasebnost (86,3 %). 85,6 % jih meni, da bi bilo 
izsiljevanje, če bi jih podjetje prosilo, naj plačajo, da se o njih ne bo zbiralo podatkov. 68 % 
vprašanih pa meni, da bodo oglaševalci zbirali podatke, ne glede na to, ali plačajo ali ne, zato 
nima smisla plačevati, da bi se temu izognili. Na vprašanje, koliko bi bili pripravljeni plačati 
za vsebine na spletu brez oglasov, je 62,7 % odgovorilo, da ne bi plačali nič, 18 % bi jih 
plačalo do 10 € na leto, 9,2 % pa bi bilo pripravljenih plačati 11–20 € letno. Manjši delež 
sodelujočih bi bil pripravljen letno plačati več kot 20 € za spletne vsebine brez oglasov. 
Podrobnejši odgovori so prikazani v tabeli 5.10. 
Tabela 5.10: Koliko bi bili pripravljeni plačati na leto za vsebine na spletu brez oglasov? 
  odstotek 
0 € 62,7 % 
1-10 € 18,0 % 
11-20 € 9,2 % 
21-30 € 2,0 % 
31-50 € 4,9 % 
50-100 € 0,0 % 
100-150 € 2,6 % 




5.2.4 Skupine spletnih uporabnikov glede na stopnjo poznavanja in zaskrbljenosti 
Za konec me je zanimalo, ali lahko identificiram različne skupine, ki bi zahtevale različen 
pristop ozaveščanja glede rabe in delovanja piškotkov, ter prakse vedenjskega oglaševanja. Za 
ta namen sem s pomočjo hierarhičnega razvrščanja v skupine (angl. hierarchical clustering) 
oblikovala skupine sodelujočih v raziskavi glede na: 
1) poznavanje vedenjskega oglaševanja in z njim povezanih tehnologij in 
2) zaskrbljenost oziroma željo po zasebnosti na spletu. 
Poznavanje sem opredelila s pomočjo spremenljivk, pri katerih so sodelujoči presojali, ali 
menijo, da navedene trditve držijo ali ne, razen pri zadnjih dveh, kjer so na 5-stopenjski 
lestvici izražali stopnjo strinjanja s trditvijo glede obvestil o rabi piškotkov: 
1) Različni uporabniki lahko vidijo različne oglase na isti spletni strani. 
2) Vaša zgodovina brskanja vpliva na to, katere oglase boste videli v prihodnje. 
3) Podjetjem je dovoljeno hraniti podatke o uporabi interneta, če se teh informacij ne da 
povezati s posamezno osebo. 
4) Podjetja izoblikujejo različne segmente uporabnikov glede na njihovo spletno vedenje 
in tem skupinam prikazujejo ciljane oglase. 
5) Vsebina in storitve na spletu so lahko brezplačne zaradi prihodkov od spletnega 
oglaševanja. 
6) Piškotki zbirajo zgodovino brskanja; shranijo spletne strani, ki ste jih obiskali. 
7) Protivirusna zaščita prepreči podjetjem, da bi shranjevala informacije o iskanju na 
spletu, obiskanih spletnih straneh in spletnih nakupih. 
8) Moja zgodovina brskanja se shranjuje s pomočjo piškotkov. 
9) Piškotki se uporabljajo za nameščanje oglasov, ki so povezani z vašim spletnim 
vedenjem. 
10) S programsko opremo se lahko avtomatično odstrani piškotke. 
11) Piškotki omogočajo na primer shranjevanje gesel. 
12) Piškotki obstajajo za vsako osebo posebej (niso vezani na napravo). 
13) Če se piškotkov ne briše redno, se upočasni delovanje računalnika/mobitela/tablice. 
14) Če ne sprejmem piškotkov, spletna stran ne more prepoznati moje lokacije. 
15) Spletna stran, ki jo obiščem, lahko bere vse piškotke, ki so naloženi na moji napravi 
(računalnik/mobitel/tablica), ne glede na to, od katere spletne strani je piškotek. 
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16) Piškotke se lahko naloži na mojo napravo šele po tem, ko so me obvestili za kakšen 
namen se bodo piškotki uporabljali in sem dal/-a soglasje za to. 
17) Pogosto se mi prikazujejo obvestila, ampak ne razumem kakšen je njihov namen. 
18) Obvestila se prikazujejo zato, ker spletne strani ne smejo naložiti piškotkov na mojo 
napravo, preden jim dam za to izrecno soglasje. 
Najprej sem poenotila kodiranje, tako da je odgovor, ki je izkazoval poznavanje, dobil 
vrednost 1, nepoznavanje pa 0. S pomočjo hierarhičnega razvrščanja v skupine sem prišla do 
treh skupin: (1) tisti, ki vedenjsko oglaševanje bolje poznajo, (2) tisti, ki vedenjsko 
oglaševanje poznajo slabše in (3) skupina treh posameznikov, ki imajo zelo mešane rezultate 
poznavanja od ene skrajnosti do druge, brez rdeče niti, ki bi mi omogočala smiselno razlago. 
Čeprav prva skupina ni izkazala odličnega poznavanja glede čisto vseh navedenih tem, 
povezanih z vedenjskim oglaševanjem, sem jih za ta namen poimenovala poznavalci, druga 
skupina je poimenovana nepoznavalci, tretja so pa posebneži in jih nisem upoštevala pri 
nadaljnji analizi, saj so to le trije osamelci, ki so verjetno posledica napake. Poznavalcev je 
186 (62 %), nepoznavalcev pa 112 (37 %). Dendogram – grafični prikaz rezultata 
hierarhičnega razvrščanja v skupine je v prilogi A. V tabeli 5.11 pa je prikaz srednjih 
vrednosti odgovorov po posamezni skupini, standardni odkloni od srednjih vrednosti in 
število pripadajočih članov vsaki skupini. Analiza variance je pokazala, da med oblikovanimi 
skupinami obstajajo statistično značilne razlike glede odvisnih spremenljivk (to so vse trditve, 










nepoznavalci poznavalci skupaj 
Mean 
Std. 
Dev. N Mean 
Std. 
Dev. N Mean 
Std. 
Dev. N 
trditev 1 0,74 0,44 112 0,98 0,15 186 0,88 0,32 301 
trditev 2 0,87 0,34 112 0,97 0,18 186 0,93 0,26 301 
trditev 3 0,27 0,44 112 0,73 0,44 186 0,55 0,50 301 
trditev 4 0,79 0,41 112 0,95 0,23 186 0,88 0,33 301 
trditev 5 0,63 0,49 112 0,88 0,32 186 0,78 0,41 301 
trditev 6 0,03 0,16 112 0,12 0,32 186 0,08 0,28 301 
trditev 7 0,55 0,50 112 0,91 0,28 186 0,78 0,42 301 
trditev 8 0,12 0,32 112 0,28 0,45 186 0,22 0,41 301 
trditev 9 0,38 0,49 112 0,79 0,41 186 0,63 0,48 301 
trditev 10 0,20 0,40 112 0,71 0,46 186 0,51 0,50 301 
trditev 11 0,08 0,27 112 0,55 0,50 186 0,38 0,49 301 
trditev 12 0,39 0,49 112 0,66 0,48 186 0,56 0,50 301 
trditev 13 0,15 0,36 112 0,40 0,49 186 0,32 0,47 301 
trditev 14 0,29 0,45 112 0,61 0,49 186 0,49 0,50 301 
trditev 15 0,08 0,27 112 0,59 0,49 186 0,40 0,49 301 
trditev 16 0,46 0,50 112 0,76 0,43 186 0,64 0,48 301 
trditev 17 0,17 0,38 112 0,73 0,45 186 0,52 0,50 301 





Tabela 5.12: Analiza variance (ANOVA tabela) 




Square F Sig. 
trditev 1 Between Groups (Combined) 4,86 2 2,43 27,77 0,000 
Within Groups   26,07 298 0,09     
Total   30,93 300       
trditev 2 Between Groups (Combined) 0,93 2 0,46 7,10 0,001 
Within Groups   19,46 298 0,07     
Total   20,39 300       
trditev 3 Between Groups (Combined) 15,16 2 7,58 38,15 0,000 
Within Groups   59,19 298 0,20     
Total   74,35 300       
trditev 4 Between Groups (Combined) 3,96 2 1,98 21,25 0,000 
Within Groups   27,74 298 0,09     
Total   31,69 300       
trditev 5 Between Groups (Combined) 4,65 2 2,32 14,96 0,000 
Within Groups   46,31 298 0,16     
Total   50,96 300       
trditev 6 Between Groups (Combined) 0,61 2 0,30 4,05 0,018 
Within Groups   22,32 298 0,07     
Total   22,92 300       
trditev 7 Between Groups (Combined) 9,12 2 4,56 31,62 0,000 
Within Groups   42,97 298 0,14     
Total   52,09 300       
trditev 8 Between Groups (Combined) 2,14 2 1,07 6,45 0,002 
Within Groups   49,39 298 0,17     
Total   51,53 300       
trditev 9 Between Groups (Combined) 12,33 2 6,16 31,81 0,000 
Within Groups   57,74 298 0,19     
Total   70,07 300       
trditev 10 Between Groups (Combined) 18,51 2 9,26 48,68 0,000 
Within Groups   56,67 298 0,19     
Total   75,18 300       
trditev 11 Between Groups (Combined) 16,48 2 8,24 45,19 0,000 
Within Groups   54,34 298 0,18     
Total   70,82 300       
trditev 12 Between Groups (Combined) 5,42 2 2,71 11,76 0,000 
Within Groups   68,69 298 0,23     
Total   74,11 300       
trditev 13 Between Groups (Combined) 5,84 2 2,92 14,70 0,000 
Within Groups   59,18 298 0,20     
Total   65,02 300       
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Square F Sig. 
trditev 14 Between Groups (Combined) 8,02 2 4,01 17,79 0,000 
Within Groups   67,21 298 0,23     
Total   75,23 300       
trditev 15 Between Groups (Combined) 17,89 2 8,94 49,29 0,000 
Within Groups   54,07 298 0,18     
Total   71,95 300       
trditev 16 Between Groups (Combined) 6,69 2 3,35 15,94 0,000 
Within Groups   62,56 298 0,21     
Total   69,25 300       
trditev 17 Between Groups (Combined) 21,69 2 10,84 60,45 0,000 
Within Groups   53,46 298 0,18     
Total   75,15 300       
trditev 18 Between Groups (Combined) 5,59 2 2,79 14,90 0,000 
Within Groups   55,84 298 0,19     
Total   61,43 300       
 
Analiza (hi-kvadrat, sign. < 0,05) je pokazala, da obstajajo statistično značilne razlike med 
skupinami glede na poznavanje vedenjskega oglaševanja in z njim povezanih tehnologij ter 
med spolom, starostjo, doseženo stopnjo izobrazbe, povprečnim mesečnim dohodkom in 
samoocenjeno sposobnostjo spopadanja z zahtevnimi vsebinami. Med nepoznavalci je več 
žensk (75 %) kot moških (25 %). Po starostnih skupinah so bolj nagnjeni k starejšim, saj jih 
več kot polovica pripada generaciji X (41,1 %) ali baby boomers in zrelim skupaj (17,9 %). 
Kot skupina dosegajo nižjo stopnjo izobrazbe v primerjavi s poznavalci, saj je statistično 
značilno več nepoznavalcev z doseženo višješolsko izobrazbo in manj s končanim 
magistrskim ali doktorskim študijem. Med poznavalci je razmerje med spoloma sicer bolj 
uravnoteženo (46,2 % moških in 53,8 % žensk) in je zaradi strukture vzorca nekoliko bolj v 
prid ženskam, vendar odstopanja (ajdusted residual 3,5) kažejo, da je med poznavalci 
statistično značilno več moških, kot je pričakovano glede na strukturo vzorca. Največ 
poznavalcev pripada generaciji Y (62,4 %), pol manj generaciji X (29 %), med najstarejšimi 
in najmlajšimi pa je bilo enako število predstavnikov, 4,3 % v vsaki starostni skupini. 
Adjusted residual je pokazal, da do največjih odstopanj prihaja pri generaciji Y, kjer je 
statistično značilno več poznavalcev, v generacijah baby boomers in zreli skupaj pa je 
statistično značilno več nepoznavalcev. Kot omenjeno, je med poznavalci statistično značilno 
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več takšnih, ki imajo končan magistrski ali doktorski študij, v primerjavi z nepoznavalci, 
procentualno pa je največ takšnih, s končanim dodiplomskim študijem (47,8 %). 
Odstopanja (adjusted residual) kažejo, da več nepoznavalcev povprečno zasluži med 1000 € 
in 1500 € neto mesečno v primerjavi s poznavalci in da statistično značilno več poznavalcev 
zasluži nad 1500 € neto mesečno v primerjavi z nepoznavalci. Samoocenjena sposobnost 
spopadanja z zahtevnimi vsebinami, bodisi razumevanje ali pisanje kompleksnih besedil 
bodisi opredeljevanje informacij, potrebnih za reševanje nalog, bodisi ovrednotenje 
nasprotujočih si informacij za reševanje nalog, je pri nepoznavalcih pričakovano nižja kot pri 
poznavalcih. 
Pri ozaveščanju javnosti o delovanju piškotkov in o sledenju uporabnikom na spletu za 
namene vedenjskega oglaševanja bi večji poudarek veljalo nameniti ženskam, starejši 
populaciji od 40 let in tistim z doseženo višješolsko ali nižjo stopnjo izobrazbe. Ker je med 
nepoznavalci več takšnih, ki sami zase ocenjujejo, da se težje spopadajo z zahtevnimi 
vsebinami, bi bilo pomembno, da se jim te teme predstavlja na enostaven, jasen in učinkovit 
način. 
Pri delitvi sodelujočih v skupine glede na zaskrbljenost oziroma željo po zasebnosti na spletu 
pa se je sicer izkazalo, da obstajajo statistično značilne razlike med petimi skupinami glede na 
spremenljivke, ki sem jih uporabila za opredelitev skupin, vendar med temi skupinami ni 
statistično značilnih razlik niti po demografskih značilnostih, niti po ostalih odvisnih 
spremenljivkah, ki bi lahko pojasnjevale razlike med skupinami. 
Skupine glede zaskrbljenosti oziroma želje po zasebnosti na spletu sem opredelila s pomočjo 
naslednjih spremenljivk: 
1) Koliko je za vas osebno pomembna zasebnost na spletu? 
2) To, da nekdo spremlja moje aktivnosti na spletu, je vsiljivo. 
3) Ne moti me, da Google zbira podatke o meni, ker rad/-a prejemam prilagojeno 
vsebino. 
4) Ne moti me, da Google zbira podatke o meni, ker rad/-a prejemam prilagojene oglase. 
5) Ne glede na morebitne koristi, je Googlovo zbiranje podatkov o meni nedopustno in 
predstavlja poseg v mojo zasebnost. 
6) Raje bi ohranil/-a zasebnost, kot imel/-a prikazano prilagojeno vsebino. 
7) Raje bi ohranil/-a zasebnost, kot imel/-a prikazane prilagojene oglase. 
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Pri prvi so sodelujoči na 5-stopenjski lestvici ocenjevali, koliko jim pomeni zasebnost na 
spletu, pri ostalih spremenljivkah pa so na 5-stopenjski lestvici določali stopnjo strinjanja s 
trditvijo. Odgovore sem kodirala tako, da je pri vseh spremenljivkah ocena 5 izkazovala 
največjo skrb za zasebnost na spletu, ocena 1 pa najmanjšo. S pomočjo hierarhičnega 
razvrščanja v skupine sem identificirala pet skupin. Prva skupina predstavlja najbolj 
zaskrbljene glede zasebnosti na spletu in šteje 160 članov. 117 je takšnih, ki jim je zasebnost 
pomembna, ampak nimajo jasno izoblikovanega mnenja glede tem, povezanih z zasebnostjo 
na spletu. Naslednje tri skupine so precej manjše, a imajo skupne značilnosti, ki jih ločijo od 
ostalih. Tretjo skupino sestavlja sedem predstavnikov, ki so med vsemi najmanj zaskrbljeni 
glede zasebnosti na spletu. Devetim sodelujočim je zasebnost sicer pomembna, ampak 
Googlu zaupajo in jih ne moti, da zbira podatke o njih. V zadnji skupini pa je le en 
predstavnik, vendar je njegovo mnenje statistično značilno drugačno od ostalih – zasebnost ga 
namreč ne skrbi, je pa izrazito proti Googlovemu spremljanju informacij o svojih 
uporabnikih. Grafični prikaz rezultata hierarhičnega razvrščanja v skupine (dendogram) je v 
prilogi B. Srednje vrednosti odgovorov po posamezni skupini, standardni odkloni od srednjih 
vrednosti in število pripadajočih članov v vsaki skupini so prikazani v tabeli 5.13. Rezultati 
analize variance, ki je potrdila, da so med oblikovanimi skupinami statistično značilne razlike, 
pa so prikazani v tabeli 5.14. Vseeno pa ne smemo zanemariti, da zadnje tri skupine 




Tabela 5.13: Srednje vrednosti odvisnih spremenljivk po oblikovanih skupinah glede na željo 
po zasebnosti 
povprečna povezava  
(med skupinami) 
Koliko 


























































Mean 4,69 4,67 4,37 4,74 4,80 4,48 4,71 
N 160 160 160 160 160 160 160 




Mean 4,14 3,79 2,91 3,50 3,68 3,09 3,36 
N 117 117 117 117 117 117 117 
Std. Dev. 0,82 0,96 0,88 0,91 0,85 0,83 0,89 
najmanj 
zaskrbljeni 
Mean 3,71 2,00 2,00 1,43 1,43 1,86 1,86 
N 7 7 7 7 7 7 7 




Mean 5,00 4,89 4,56 5,00 4,89 1,89 1,89 
N 9 9 9 9 9 9 9 
Std. Dev. 0,00 0,33 0,73 0,00 0,33 0,33 0,60 
zasebnost ni 
pomembna, 
Google ni ok 
Mean 2,00 1,00 4,00 1,00 1,00 4,00 3,00 
N 1 1 1 1 1 1 1 
Std. Dev.               
skupaj 
Mean 4,45 4,25 3,73 4,16 4,27 3,79 4,01 
N 294 294 294 294 294 294 294 





Tabela 5.14: Analiza variance (ANOVA tabela) 







trditev 1 Between Groups (Combined) 33,50 4 8,38 19,96 0,000 
Within Groups   121,23 289 0,42     
Total   154,73 293       
trditev 2 Between Groups (Combined) 102,88 4 25,72 39,97 0,000 
Within Groups   185,99 289 0,64     
Total   288,87 293       
trditev 3 Between Groups (Combined) 171,87 4 42,97 54,60 0,000 
Within Groups   227,43 289 0,79     
Total   399,31 293       
trditev 4 Between Groups (Combined) 174,71 4 43,68 90,51 0,000 
Within Groups   139,46 289 0,48     
Total   314,16 293       
trditev 5 Between Groups (Combined) 155,80 4 38,95 94,20 0,000 
Within Groups   119,50 289 0,41     
Total   275,31 293       
trditev 6 Between Groups (Combined) 191,84 4 47,96 78,02 0,000 
Within Groups   177,66 289 0,61     
Total   369,50 293       
trditev 7 Between Groups (Combined) 201,11 4 50,28 105,39 0,000 
Within Groups   137,86 289 0,48     
Total   338,97 293       
 
Že v prvem raziskovalnem vprašanju (poglavje 5.2.2) sem ugotovila, da je zasebnost 
pomembna veliki večini sodelujočih v raziskavi. Da jim je zasebnost na spletu pretežno ali 
zelo pomembna, je odgovorilo namreč 91,5 % vprašanih. Tako ne preseneča, da med 
skupinami, oblikovanimi glede na željo po zasebnosti na spletu, ni statistično značilnih razlik 
niti glede demografskih značilnosti niti glede splošne medijske pismenosti niti glede na 
ukrepe, ki jih izvajajo za zaščito svoje zasebnosti na spletu. Zaključim lahko, da je to 
univerzalno pomembna skrb uporabnikov spleta, ki jo je treba upoštevati in spoštovati. 
 
5.2.5 Diskusija 
Namen raziskave je bil ugotoviti, kakšen je odnos slovenskih uporabnikov do spletnega 
vedenjskega oglaševanja – v splošnem in na primeru Googla − ter, ali sta spremenjena 
Direktiva 2002/58/ES in Splošna uredba o varstvu podatkov prinesli s svojimi pravili 
pozitivne spremembe za uporabnike spleta. Iz rezultatov raziskave lahko zaključim podobno, 
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kot so ugotavljali različni avtorji v svojih raziskavah, izvedenih v tujini. Namreč, tudi vzorec 
slovenskih uporabnikov spleta ni naklonjen spletnemu vedenjskemu oglaševanju. Večini 
sodelujočih se tako zdi vedenjsko oglaševanje in z njim povezano sledenje s pomočjo 
piškotkov vsiljivo. Omejitev raziskave je, da vzorec, na katerem je bila raziskava izvedena, ni 
statistično reprezentativen, tako da rezultatov ne morem posplošiti na celotno populacijo 
slovenskih uporabnikov spleta. 
Vprašanje zasebnosti je eno najpomembnejših za uporabnike spleta. Najbolj jih skrbi 
potencialna zloraba osebnih podatkov in možne kršitve zasebnosti. Izkazalo se je, da 
uporabniki lažje razumejo in sprejmejo lastniško vedenjsko oglaševanje kot vedenjsko ciljane 
oglase tretjih oseb. Manj problematično se jim zdi zbiranje podatkov o iskalnih pojmih kot o 
obiskanih spletnih straneh, kar kaže na to, da uporabniki vidijo v spremljanju iskalnih pojmov 
več koristi in jim to predstavlja manjši poseg v zasebnost. Veliko pa je takšnih, ki oglase 
enostavno ignorirajo in jim je vseeno, ali so prilagojeni njihovim interesom ali ne, in tako tudi 
ne vidijo prednosti v oglasih, ki so prilagojeni njihovim interesom. Hkrati pa se več kot 
polovica vprašanih strinja, da vedenjsko oglaševanje ne deluje dobro, saj se jim še vedno 
prikazujejo oglasi, ki zanje niso relevantni, čeprav naj bi bili. 
Kljub temu, da jim zasebnost na spletu veliko pomeni, niso pripravljeni plačati za zaščito le-
te. Tudi v moji raziskavi se je pokazalo, da imajo uporabniki kljub vsemu raje brezplačne 
vsebine skupaj z vedenjskim oglaševanjem, kot da bi za vsebine brez oglasov morali plačati. 
Hkrati pa so skeptični, ali bi s plačilom res zaščitili svojo zasebnost, saj slabi dve tretjini 
menita, da bodo oglaševalci zbirali podatke o njih ne glede na to, ali plačajo ali ne, zato nima 
smisla plačevati, da bi se temu izognili, kar kaže na pomanjkanje zaupanja oglaševalcem. 
Sodelujočim v raziskavi so osnove spletnega vedenjskega oglaševanja kar dobro poznane. Tri 
četrtine ali več jih je vedelo, da zgodovina brskanja vpliva na prikazane oglase, da različni 
uporabniki na istih spletnih straneh lahko vidijo različne oglase, da podjetja za potrebe 
prikazovanja ciljanih oglasov izoblikujejo različne segmente uporabnikov glede na njihovo 
spletno vedenje in da so vsebina in storitve na spletu lahko brezplačne zaradi prihodkov 
spletnega oglaševanja. Bolj kot so šla vprašanja v podrobnosti, slabše je bilo znanje 
sodelujočih. Več nejasnosti se je še posebej pokazalo pri poznavanju delovanja piškotkov. 
Najbolj razširjena zmota je, da se zgodovina brskanja shranjuje s piškotki, kar ne drži, saj se 
zgodovina brskanja shranjuje v brskalnikih, vendar ne s pomočjo piškotkov.  
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Kar se tiče podajanja informiranega soglasja, se je izkazalo, da dobra polovica sodelujočih v 
raziskavi ve, da se piškotke lahko naloži na uporabnikovo napravo šele po tem, ko je bil 
uporabnik obveščen, za kakšen namen se bodo piškotki uporabljali, in je dal soglasje za to. 
Prav tako je dobri polovici sodelujočih jasno, da se piškotki uporabljajo za nameščanje s 
spletnim vedenjem povezanih oglasov. Kot kaže, dobršen del uporabnikov čisto iz praktičnih 
izkušenj ve, da se ob prvem obisku določene spletne strani prikazuje obvestilo, da spletna 
stran uporablja piškotke, s kratkim pojasnilom, za kakšen namen se jih uporablja, in s prošnjo 
za soglasje za namestitev piškotkov na uporabnikovo napravo, vendar jih skoraj polovica ne 
razume, kaj točno je namen teh obvestil. Pomembna je ugotovitev, da več kot polovica 
vprašanih obvestil večinoma ne bere, ampak jih le potrdi, zato da izginejo, in le 44 % 
vprašanih meni, da imajo zaradi tovrstnih obvestil in podajanja soglasja večji nadzor nad 
deljenjem svojih podatkov. Tako lahko upravičeno podvomim, da je zahteva spremenjene 
Direktive 2002/58/ES in Splošne uredbe o varstvu podatkov po vnaprejšnjem informiranem 
soglasju resnično dosežena. 
Uporabniki spleta se večinoma zavedajo, da se ob brskanju po spletu hote ali nehote odrečejo 
vsaj enemu delu svoje zasebnosti. Ni pa jim nujno jasno, v kakšnem obsegu se podatki o njih 
uporabljajo za zagotavljanje storitev na spletu. Recimo, slaba tretjina sodelujočih je rekla, da 
bi želela na obiskanih spletnih straneh videti prilagojene novice, oglase ali popuste, vendar je 
le polovica teh vedela, da je to možno le v primeru, da ima spletna stran dostop do podatkov o 
njih, lahko tudi zasebnih. 
V sklopu vprašanj, navezanih na Googlovo zbiranje podatkov o svojih uporabnikih, so se 
vprašani bolj strinjali s tem, da bi raje ohranili zasebnost, kot imeli prilagojene oglase ali 
vsebino. Tudi preko drugih vprašanj se je izkazalo, da imajo uporabniki Googla podobno 
nenaklonjen odnos do prilagojenih oglasov in vsebin, le da so prilagojeni oglasi še manj 
zaželeni. Le polovica sodelujočih je trdila, da zna ločiti med sponzoriranimi in običajnimi 
zadetki iskanja na Googlu. Glede na to, da so sponzorirani zadetki iskanja na Googlu 
označeni z oznako »Ad« v okvirčku pred spletno povezavo prikazanega iskalnega zadetka in 
so najbolj očitno označena oblika Googlovega spletnega oglaševanja, je razmeroma slabo 
poznavanje kar zgovoren podatek. Tako ne preseneča, da le ena petina sodelujočih ve, da 
Google omogoča svojim uporabnikom urejanje njihove evidence uporabnikovih interesov, na 
podlagi katerih jim prilagaja prikazane oglase in vsebino. Več kot polovica sodelujočih se je 
strinjala, da je Googlovo zbiranje podatkov o uporabnikih ne glede na morebitne koristi 
nedopustno in predstavlja poseg v njihovo zasebnost. Zanimivo je tudi to, da sta se pri delitvi 
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sodelujočih glede na stopnjo zaskrbljenosti oziroma želje po zaščiti zasebnosti na spletu, 
oblikovali med petimi skupinami dve skupini, pri katerih je bil ravno odnos do Googlovega 
zbiranja podatkov razlikovalni element. Ena skupina združuje uporabnike spleta, ki jim je 
zasebnost pomembna, a se jim Googlovo zbiranje podatkov ne zdi problematično. Drugi 
skupini pa ravno nasprotno, zasebnost na spletu sicer ni toliko pomembna, vendar jih prav 
specifično moti Googlovo zbiranje podatkov o uporabnikih za namene prilagajanja vsebin in 
oglasov. Žal pa imata obe skupini premajhen vzorec predstavnikov, da bi lahko pripisali pravo 
težo te ugotovitvi. 
Ne glede na to, ali je vezano na Google ali ne, pa velja, da so uporabniki preslabo poučeni o 
delovanju sledenja in vedenjskega oglaševanja, niso seznanjeni s posledicami te prakse, ne 
berejo pravilnikov o zasebnosti in se pri sprejemanju piškotkov odločajo bolj kratkoročno, 
glede na trenutno korist. Ali sploh ne vedo ali pa ne razumejo dovolj dobro, za kakšen namen 
se zbrani podatki lahko kasneje uporabijo. Podobno kot so ugotovili Smit in drugi (2014) v 
raziskavi, izvedeni med nizozemskimi uporabniki spleta, se je izkazalo tudi na mojem vzorcu 
slovenskih uporabnikov spleta, da med skupinami ljudi, ki bolj oziroma manj poznajo spletno 
vedenjsko oglaševanje, obstajajo statistično značilne demografske razlike. Med nepoznavalci 
je več žensk, ljudi, starejših od 40 let, in tistih z doseženo višješolsko ali nižjo stopnjo 
izobrazbe. Več je tudi takšnih, ki sami zase ocenjujejo, da se težje spopadajo z zahtevnimi 
vsebinami, in imajo v primerjavi s poznavalci nižje povprečne osebne mesečne prihodke. 
Glede na stopnjo zaskrbljenosti oziroma želje po zasebnosti na spletu pa se je sicer izkazalo, 
da obstajajo različne skupine, vendar med njimi ni statistično značilnih razlik niti po 
demografskih značilnostih niti po ostalih odvisnih spremenljivkah, ki bi lahko pojasnjevale 
razlike med skupinami, kot so recimo splošna medijska pismenost ali ukrepi, ki jih 
posamezniki izvajajo za zaščito svoje zasebnosti. Zaključim lahko, da je zasebnost 
univerzalno pomembna skrb uporabnikov spleta, ki jo je vsekakor treba upoštevati in 
spoštovati. 
V nadaljnjih raziskavah bi se bilo treba bolj osredotočiti predvsem na vidik izobraževanja 
uporabnikov o piškotkih in ostalih tehnologijah, ki se uporabljajo za sledenje in zbiranje 
informacij na spletu. Kot opozarjajo že Boerman in drugi (2017, str. 373), obstaja v našem 
razumevanju tako teoretično kot družbeno pomembna vrzel, kako bi lahko izboljšali znanje 
uporabnikov. Pomembno bi bilo vedeti, kako bi z izobraževanjem in ozaveščanjem omogočili 
uporabnikom boljšo zaščito zasebnosti, saj se je v do sedaj izvedenih raziskavah izkazalo, da 
uporabniki določene ukrepe za zaščito zasebnosti na spletu sicer izvajajo, vendar ne znajo 
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oceniti učinkovitosti teh ukrepov. Uporaba napačnih orodij za zaščito zasebnosti pa lahko daje 
lažen občutek varnosti na spletu, kar je podobno učinku pravilnikov o zasebnosti, za katere 
smo ugotovili, da hote ali nehote zavajajo uporabnike – če jih sploh preberejo, kar je precej 
redko. Različni načini in orodja za zaščito zasebnosti na spletu ne smejo biti sami sebi namen, 
zato morajo uporabniki razumeti, zakaj jih uporabljati in kaj lahko z njimi dosežejo. Da bi 
prišlo do te stopnje, pa je potrebno ciljano izobraževanje in osveščanje. 
Zanimivo bi bilo tudi raziskovanje vpliva algoritmov, ki ga imajo na sodobno družbo, saj so 
prav algoritmi tisti, ki razvrščajo vsebine in oglase na osnovi zbranih podatkov o uporabnikih. 
Ker jih ustvari človek in jim človek določi pravila za razvrščanje, filtriranje in povezovanje 
zbranih informacij, je njihova slabost ravno to, da so podvrženi človeškemu vplivu. Na njih se 
tako lahko prenese pristranskost, pomanjkljivo znanje in možne napake. V nekem omejenem 
obsegu se to ne zdi tako problematično, sploh če je omejeno le na določanje prikazovanja 
oglasov. Vendar so algoritmi zaslužni tudi za prikazovanje različnih vsebin, različnih 
zadetkov iskanja (na primer na Googlu), za prikazovanje predlogov izdelkov, ki naj bi nas 
zanimali (na primer na Amazonu), za izbiranje predlogov glasbe, ki nam bi lahko bila všeč 
(na primer na kanalu YouTube) itd. Njihova vloga postaja čedalje večja in Diakopolous 
(2013) celo pravi, da so novi nosilci družbene moči. Zato bi bilo resnično pomembno, da se 
oblikovanju algoritmov nameni dovolj potrebne pozornosti in se vzame v ozir tudi 
potencialno nevarnost omejevanja posameznikovega intelektualnega razpona in/ali 
interesnega področja. To bi bilo lažje dosegljivo tudi, če bi bilo delovanje algoritmov 
transparentno in če bi imeli posamezniki možnost prilagajanja informacij, ki jih algoritmi 
uporabljajo. Tako bi lahko imeli tudi sami vpliv in nadzor nad interesnimi skupinami, za 






Spletno vedenjsko oglaševanje je zelo razširjena oblika spletnega oglaševanja, ki temelji na 
zbiranju podatkov o uporabnikovem vedenju, da bi si o njem oglaševalci izoblikovali 
podroben profil in mu prikazovali ciljane oglase glede na njegove zaznane interese in osebne 
značilnosti. Tako pravzaprav uporabniki s svojimi (osebnimi) informacijami plačajo za 
brezplačne vsebine in storitve na spletu, saj se večina podjetij, ki ponujajo le-te, financira s 
spletnim oglaševanjem. To, da lahko uporabniki vsebine in storitve na spletu uporabljajo 
brezplačno, je glavna korist s strani uporabnikov. Nekateri cenijo tudi to, da se jim prikazujejo 
njim prilagojeni oglasi, vendar so takšni uporabniki redki. Več koristi pa imajo oglaševalci, 
saj so vedenjsko ciljani oglasi bolj učinkoviti tako z vidika doseganja ciljne populacije kot s 
stroškovnega vidika. 
Google je primer podjetja, ki služi na račun spletnega oglaševanja in ima tako razvejano 
mrežo storitev in hčerinskih podjetij, da lahko zelo natančno profilira svoje uporabnike. Ker 
so njegovi piškotki prisotni na zelo široki mreži spletnih mest – dovolj je namreč, da spletno 
mesto, tudi če ni v Googlovi lasti, prikazuje oglase, ki jih posreduje Google ali njegov 
oglaševalski strežnik DoubleClick –, zadevajo večino uporabnikov spleta. Tako se njegovemu 
zbiranju podatkov o uporabnikih skoraj ni možno izogniti, razen če načrtno ne bi uporabljali 
njegovih storitev in ne bi obiskovali spletnih mest, kjer ima Google nameščene vsebine ali 
oglase. Kako bi to izvedeli, je svojevrsten izziv, zato bi bilo lažje, da bi se izognili uporabi 
spleta v celoti, kar dandanes ni realna možnost. Prav zato sem izbrala Google kot primer za še 
bolj natančen vpogled v to, v kolikšni meri so njegovi uporabniki sploh seznanjeni z njegovim 
sledenjem s pomočjo piškotkov in zbiranjem informacij o uporabnikih z namenom 
prikazovanja ciljanih oglasov in kakšno mnenje imajo o tem. Namreč ne glede na to, katero 
podjetje zbira podatke o svojih spletnih uporabnikih, se v povezavi z vedenjskim 
oglaševanjem porajajo vprašanja etičnosti tega početja, saj brez posega v zasebnost 
uporabnikov vedenjsko oglaševanje ne bi moglo obstajati. 
Prav vprašanje zasebnosti je eno najpomembnejših za uporabnike spleta. Najbolj jih skrbi 
potencialna zloraba osebnih podatkov in možne kršitve zasebnosti. Tako se je izkazalo v moji 
raziskavi na vzorcu slovenskih uporabnikov spleta enako kot v že prej izvedenih podobnih 
raziskavah drugod po svetu (na primer McDonald in Cranor, 2009, 2010a, 2010b ali Smit in 
drugi, 2014), da uporabniki spleta niso naklonjeni vedenjskemu oglaševanju in z njim 
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povezanemu sledenju, zbiranju podatkov o iskalnih pojmih in o obiskanih spletnih straneh. 
Sicer so jim osnove spletnega vedenjskega oglaševanja poznane, vendar se jim zdi vsiljivo. 
Podobno kot do vedenjskega oglaševanja v splošnem imajo tudi uporabniki Googla 
nenaklonjen odnos do prilagojenih oglasov in vsebin, le da so prilagojeni oglasi še manj 
zaželeni kot prilagojene vsebine. Več kot polovica sodelujočih se je strinjala, da je Googlovo 
zbiranje podatkov o uporabnikih ne glede na morebitne koristi nedopustno in predstavlja 
poseg v njihovo zasebnost. 
Uporabniki spleta lažje razumejo in sprejmejo lastniško vedenjsko oglaševanje kot vedenjsko 
ciljane oglase tretjih oseb, manj problematično se jim zdi zbiranje podatkov o iskalnih pojmih 
kot o obiskanih spletnih straneh, kar kaže na to, da ko vidijo v zbiranju informacij več koristi, 
se jim zdi manj vsiljivo in jim predstavlja manjši poseg v zasebnost. Razumejo tudi, da 
oglaševanje omogoča brezplačne vsebine na spletu, vendar se jim ne zdi samoumevno, da so 
njihovi podatki del izmenjave za brezplačne vsebine. Zasebnost na spletu dojemajo kot svojo 
pravico in zato niso pripravljeni plačati za zaščito le-te. 
Čim preidemo iz samih osnov o vedenjskem oglaševanju, ki jih uporabniki lahko sami 
razberejo med uporabo spleta – torej, da se jim prikazujejo oglasi, ki so nekako povezani z 
njihovim predhodnim vedenjem na spletu, da na isti spletni strani ne vidijo nujno enakih 
oglasov kot drugi uporabniki in da se jim ob obisku določene spletne strani prikaže obvestilo 
o rabi piškotkov –, pa se izkaže, da imajo uporabniki preslabo znanje o delovanju sledenja in 
vedenjskega oglaševanja, niso seznanjeni s posledicami le-tega, ne berejo pravilnikov o 
zasebnosti in se pri sprejemanju piškotkov odločajo bolj kratkoročno, glede na trenutno korist. 
Ali sploh ne vedo ali pa ne razumejo dovolj dobro, za kakšen namen se zbrani podatki lahko 
kasneje uporabijo. Iz rezultatov raziskave lahko zaključim, da informirano soglasje, kot ga 
zahtevata spremenjena Direktiva 2002/58/ES in Splošna uredba o varstvu podatkov, vsaj v 
polovici primerov ni doseženo, saj uporabniki spleta kljub ponavljajočim se obvestilom niso 
dovolj dobro poučeni o rabi piškotkov in s tem povezanimi potencialnimi posledicami na 
njihovo uporabniško izkušnjo in zasebnost na spletu. Dodaten razlog, da ne morem trditi, da 
so obvestila dosegla svoj namen, je da več kot polovica vprašanih obvestil večinoma ne bere, 
ampak jih le potrdi, zato da izginejo, in manj kot polovica vprašanih meni, da imajo zaradi 
tovrstnih obvestil in podajanja soglasja večji nadzor nad deljenjem svojih podatkov. Bolj kot 
koristna, vprašani takšna obvestila dojemajo kot nadležna in menijo, da se prikazujejo 
prepogosto. Tudi Smit in drugi (2014) so v svoji raziskavi med uporabniki spleta na 
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Nizozemskem ugotovili, da uporabniki s tem, ko kliknejo na odobritev uporabe piškotkov, ne 
izražajo resnično zavestnega, informiranega soglasja. 
Podobno kot v raziskavi, ki so jo izvedli Smit in drugi (2014), se je tudi na mojem vzorcu 
izkazalo, da med demografskimi skupinami obstajajo statistično značilne razlike glede 
poznavanja vedenjskega oglaševanja in z njim povezanih tehnologij. Slabše poznavanje se je 
pokazalo med starejšimi od 40 let, med ženskami in med tistimi, ki imajo doseženo 
višješolsko ali nižjo stopnjo izobrazbe. Med nepoznavalci je več tudi takšnih, ki sami zase 
ocenjujejo, da se težje spopadajo z zahtevnimi vsebinami, in imajo v primerjavi s poznavalci 
nižje povprečne osebne mesečne prihodke. Ozaveščanje oziroma izobraževanje uporabnikov 
spleta bi se načeloma dalo prilagajati različnim demografskim skupinam ali pa bi se 
izpostavljenim demografskim skupinam nepoznavalcev moralo nameniti več pozornosti in 
imeti v mislih njihove značilnosti ob pripravi brošur, kampanj ali drugih načinov 
komuniciranja z javnostmi. Za izobraževanje uporabnikov bi si morali prizadevati 
oglaševalci, saj je za njih pomemben izziv, kako vedenjsko oglaševanje približati 
uporabnikom, da ga ne bodo dojemali kot vsiljivega. Le v tem primeru bodo imeli največ 
koristi od vedenjskega oglaševanja. Obenem pa mora za izobraževanje spletnih uporabnikov 
skrbeti tudi državni organ, v tem primeru Informacijski pooblaščenec Republike Slovenije, in 
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Slika B.1: Dendogram – skupine glede na zaskrbljenost oziroma željo po zasebnosti na spletu 
 
zasebnost jim je najbolj pomembna 
zasebnost jim je pomembna, a nimajo jasno izoblikovanega 
mnenja o temah, povezanih z zasebnostjo na spletu 
zasebnost je pomembna, Google lahko spremlja podatke o njih 
najmanj zaskrbljeni 
zasebnost ni pomembna, Google ne sme zbirati informacij in 
prilagajati vsebine 
