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З розвитком людства життя суспільства загалом і кожної особистості зокрема 
стає все більш контрольованим. Під впливом науково-технічного прогресу для 
здійснення цього контролю дедалі частіше застосовуються інформаційні технології. За 
допомогою законодавчих актів світові держави посилюють свій вплив і доступ до 
особистої інформації людей. Для прикладу, в Росії прийнято ряд законів, відповідно до  
яких сервери сервісів, що працюють в цій країні, мають бути фізично розташовані на її 
території. В той же час, в Китаї існує система, яка не дозволяє відвідувати веб-сайти 
що, на думку вождів партії, містять ідеологічно неправильний контент. Внутрішні 
сайти країни підлягають жорсткій  цензурі, яка проводиться за допомогою 
автоматизованих систем. 
Також великий інтерес до інформації про людей проявляють гігантські 
корпорації, що ведуть свій бізнес в мережі Інтернет - Google, Facebook, Amazon та інші. 
За допомогою різноманітних технік, як от зчитування місця розташування вашого 
мобільного пристрою чи місця його підключення до мережі Wi-Fi, користувачам 
показують націлену рекламу. Аналізуючи пошукові запити і інформацію, яку люди 
добровільно залишають в Інтернеті у соціальних мережах, корпорації можуть 
сформувати психологічний портрет особистості і, використовуючи його, пропонувати 
ще більше товарів і послуг з ще більшою ефективністю і переконливістю. Також, за 
допомогою вливання в мережу інформації, яка має потрібне емоційне забарвлення, 
можна керувати настроями громадян або відволікати їх увагу від важливих подій.  
Сучасна людина з малечку, сама не розуміючи того, заганяє себе в скляну 
клітку, в якій немає місця приватності, а вся інформація про неї є доступною для 
державних установ і бізнес-гігантів. Будь яка інформація, розміщена в мережі Інтернет 
стає публічною і може зберігатися роками, або й десятиліттями. Навіть якщо ви 
видалите її, це ще не означає, що вона була знищена фізично. Тому слід бути 
обережними з особистими даними. 
Аналіз сукупності всієї повноти інформації, отриманої з мережі Інтернет, 
дозволяє передбачати настрої суспільства, попереджати масові заворушення, а масові 
вливання потрібної інформації дають потужний інструмент для керування натовпом і 
ефективного продажу непотрібних товарів та послуг.  
Потенціал цих технологій ще не реалізовано до кінця, і з кожним роком 
контроль з використанням інформаційних технологій буде лише наростати та ставати 
все менш помітним для пересічних людей.  
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