












要である.これらの条件を満たすコンピ 2 ータネットワーク技術として， TC P/ 
1 Pとか， 0 S 1といったような体系とが知られている.また，他に，メーカ一系
のSN A CSys tems Network Archi tecture: 1 B M)とかXN S CXerox Network 
Systems X e r 0 X) とかも広く使われている.







































一的にとらえて標準化するためのモデルとして広く受け入れられている， 0 S 1 
COpen Systems Interconnection:開放型システム間相互接続)のための基本参照
モデルを簡単に説明する(→ [J1 S J ) . 
これは， 1 S 0 CInternational Organization for Standardization:国際標準






りとして規定しようとするモデルである(→図1. 1， 1. 2). 
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のみ). < n >制御情報は，第n層エンティティによって生成(送信時) ・解釈
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(受信時)され，第n層の動作を決めたり，第n十 l層との間で意味の決まったパ
ラメタとしてやりとりされたりする.一方， < n >ユーザデータは， <n+l>P 
DUを転送し，第n層にとっては透過的である(→図1. 2). このように <n
+l>PDUを<n>制御情報でくるんだものが<n>PDUになることを，カプ
セル化と呼ぶことがある <n>PDUと<n-l>SDUとの対応や， < n > 









図1. 2 - (サービス定義とプロトコル仕様の関係)












ネットワークを提供していると考えられる.第n+ 1層エンティティは， < n >ネ
ットワーク上の 2つの点(サービスアクセスポイント =SAPと呼ぶ)間でデータ
の転送ができる.この点を指定するものが， < n >ネットワーク上のアドレスであ
り， <n>SAPアドレスと呼ぶ. 1つの第n層エンティティは lつ以上の<n>
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SAPを提供し， 1つの第n+ 1層エンティティは lつ以上のく n>SAPと結び
ついて第n層サービスを利用する.つまり，各層毎にネットワークが存在し，複数
の<n-l>ネットワークが結合されてより広範囲な lつの<n>ネットワークが
構築されたり(→図1. 3)， 1つの<n-l>ネットワークの上に複数のく n>
ネットワークが論理多重化されたりする(→図し 4) . 









0: SAP 0:エンティテイ でー:ネットワーク
例1: X=EthernetLAN Y=TokenRingLAN Z=IP Iれ卜ワーク B=Jトタ
例 2: X=EthernetLAN(物理)トTokenRingLAN(物理)Z=LAN(LLC層) B=プ1)ヴジ
一図1. 4-(<n>ネットワークと <n-l>ネットワーク 論理多重化 ) 
システムA= 、ステムCF:/ノ九 T T.Jj iI fF二/
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一一」。:SAP 0:エンティティ ーー:ネットワーク
例 1: X=Ethern巴tLAN Y=OSト時打ョンレス型 「ネットワーク Z=IPIれ卜ワー7J





















-図1. 5 - (ネットワーク副層)
A D E 
副層 2 ‘ーー 一歩 〈一一一一歩 |ー|





一般的には， < n >ネットワークが第 n十 l層に提供する基本機能はデータ転送
である.データ転送のサービス方式は，コネクション型(仮想回線)サービスとコ
ネクションレス型(データグラム)サービスとに大別される(→図 1. 6). 
コネクション型の場合，第n+ 1層はまずく n>ネットワーク上の 2点(<n > 
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一一ーは，ネットワーク o は，ネットワーク上の SA P. 














































1 X間スプール転送 CUUCP)，TCP/I P CSMTP)， 1 BM系 CRS C 
















的には， 0 S 1用語で考え，その上でTCP/IP用語との関係も理解するのがょ
いと思う.
また， 0 S 1内のプロトコルでも CCITT系の既存勧告は独自の複雑な規格体
系があり，分かりにくい感じがする.例えば回線系の物理層勧告では，物理形状，
回路規定，モデム機能等，個々の規格の規定範囲が複雑なので，普及している組み
合わせを不正確な名前，例えば， V. 28/V. 24 (25ピンRS232C低速用)， V. 35 (34ピ
ン48K同期型用)， V. 1l/X. 21 05ピン高速同期型用)， V. 1l/V. 24 (37-9ピン高
速同期型用)等で呼び，それと，回線速度， γナログ網/デジタル網等の条件とで
接続仕様を示すことが多い.










TCP/I P (ティーシーピー・アイピーと呼ぶ)とは， 000 (Department 0 





その意味では， TCP/I Pとは， 1 NTERNETプロトコル・シーツと呼ばれ
るプロトコル体系を指し， 0 S 1と対比して使うことができる言葉である.そして，
そこに含まれる重要なプロトコルとして， TC Pと1Pとがある(→ 3章). 
一般には，さらに実際のネットワーク実体とか実装上のノウハウとかを含めて考






































トワークを"ルータ" CI Pルータ)が自由に結合して 1P rネットワーク」が
形成される，というモデルである(→図 2. 1). ルータを"ゲートウェイ"と呼
ぶ場合もあるが誤解しやすいので避けた方がよい.
一図 2. 1 - (ホスト A，B聞の 1P接続) . 
o 0 一一一一一→OB
AO←一一一一一一 1 ↓ 
| ト- @-寸ト0
0一寸 y ↑ 
O~ x ↑ |l  I w 
+0 。 。
O 
o V， W， X， Y:単位ネットワーク
0:ホスト











































IEE 802. 2(MAC， LC層) I I HDLC等
本2-1 L一一一J L一時
」一一一一 LAN 専 用 回 線 叫 交換綱同











ルC10Base2)やツイストペア線ClOBase-T)もあり， lOMbps (bps=l 
秒間に伝送できるピット数)の伝送速度を持つ.
* 3 









無関係に一般的に標準化されている.ただし， B S C (Binary Synchronous Commu 
nication)手順やそれの J1 S版であるベーシック手順は，元々，端末接続を想定
しており，伝送制御文字(例えばAS C 1 1系のOx02はSTX:テキスト開始であ
る)を使用するのでバイナリデータの転送にはよけいなエスケープが必要だったり，
確認応答が多重化できなかったりして，転送効率が悪い.よって，汎用ネットワー















下位層(物理~トランスポート層)について 図 2. 2をもとに紹介する.
まず，物理~データリンク層は原則的には任意であり，個別対応の SNDCPに
よってその差異を吸収して上位に 1P層を実現するモデルになっている.それゆえ，









• X. 2 5パケット交換網を経由する接続(→図 3. 1). この場合. X. 2 5や
X. 2 8プロトコルがSNDCPと解釈できる.
基本的には，近距離のまとまったホスト群をLANで結合し，離れたLAN聞を
専用回線やパケット交換網で結ぶ(インターネットワーキング) (→図 3. 1). 
この時，物理的に LANを延長する接続装置がリピータ，・データリンク層 (MA













o U)はつまたは複数の 1Pデータグラムと呼ばれる単位 CIP層P0 U)に
乗って転送される.複数に分割される場合 CIP用語ではフラグメント化と呼ぶ)
には，特にフラグメントデータグラムと呼ぶこともある. 1 P Cフラグメン卜)デ
ータグラムは，制御情報とユーザデータからなり，その最大長は 1Pの下位の存在












































































































?うス ?うス識別t¥7卜 ネットワイ7ドレス長 ネットワー77ドレス値 れ卜川内可能机ト台数*[
A 。 7ビット l から 126 16，777，214 
B 1 0 1 4ピット l から 16，382 65， 534 










































がなくなると結局は新しいプロトコルに置き換えることと同じなので， 0 S 1への
移行等(→ 6章)との関係もあり，方向性がはっきりしていないように思える.
S ND C P (Subnetwork Dependency Convergence Protocol)は， 1 Pの下位に
存在する層対応のプロトコルの総称であり， LANの場合， A R P (Address Reso 




1 CMP CInternet Control Message Protocol )は， 1 P層のプロトコルの一
部であり， 1 Pエンティティ間のエラー報告に使われるが， 1 Pデータグラム内の
ユーザデータ域を使用するため，見かけ上は 1P層の上位にある.
U 0 P (Cser Datagram ProtocoDは， 1 Pネットワーク上で，エンドプロセス
聞のコネクションレス型データ転送(データグラム)を提供するが信頼性"は
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1 Pとあまり変わらない. 1 Pとの主な違いは， 2つある.
.UDPサービスネットワーク上の SAPはポートと呼ばれ 1 Pアドレス+UD
Pポート番号けから始まる整数)で識別される. 1つの 1Pアドレスに対して多



















T C P CTransmission Control Protocol )は， 1 Pネットワーク上で，エンド
プロセス聞の"信頼性のある"全二重コネクション型データ転送(仮想回線二virt
ual circuit )を提供する. TC Pサービスネットワーク上の SAPも， UDPと
同様にポートと呼ばれ， 1 Pアドレス+TCPポート番号 clから始まる整数)で
識別される TCPコネクションは両端のポートによってのみ識別されるので，
2つのポート間に lつのコネクションしか張れない(一方 o S 1のコネクション








ることを上位層からTCP層へ指示 (PU S H)することもできる(この情報は受
信側にも伝えられる). 
一図 3. 4 - (TCP層及び 1P層と分割の関係)
上位層 | 



































標準， B 80系UN1 X，その他の大学系 (M1 T等)，その他のメーカ系 (8U 
N等)がある.
最も標準的なもの(特に資源提供側:サーバ)には， TC P /UD Pのポート番




























































両方の TELNETがその追加規定をサポー・トしていないと意味はな~) ). 
一図 4. 1 (TELNETのNVT)一
…:T:JJ:;jlF副
UNIXでは，元々ホストに多種類の端末をつなぐために. APから見える端末










囲はうまく接続できる. t t Yドライパは透過 (ra w) モードも持ち，大部分の
回線規約を無効化してそのままのバイト列を通過させることもできる.





一図 4. 2 - (会話型端末のプロトコル階層のモデル化例)
1 ダム端末 2 :PC/WSのコンソール
「ホスト一一I Iダ、ム端末一I I一一PC/WS





















































FTPでは，相手ホストに"ログイン"し， G E T (相手ファイルから自ファイ
ルへ)または PUT (自ファイルから相手ファイルへ)する.相手ホスト上での"









義されている.さらに，第三者転送(ホスト Aからの指示で，ホスト B ホスト C
間のファイル転送を行うこと)も可能である(→図 4. 3). 
内部的には， P 1 Cプロトコル・インタプリタ)と DTP Cデータ転送プロトコ
ル)とから構成され，別々のTCPコネクションを張る.前者では. TELNET 
プロトコルを用いて 文字列としての FTPコマンドをやりとりする.
また， anonymous ftpという機能があり. anonymousというログイン名で自分が
アカウントを持たないホストともファイル転送できる場合があり，公共的なファイ
ルの入手等に利用される.
BSD系UNIX間では rc pがよく使われる.内部的に r1 0 g i nプロトコ
ルを使うので，パスワードなしのパッチ的形態にも利用できる.
一図 4. 3-CFTPの第三者転送)







DARPA標準にRJ E CRemote Job Entry)があるが一般的ではないようであ
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DARPA標準のDOMA 1 N Cドメイン体系ホスト/ネットワーク名と 1Pア
ドレス)， FINGER Cユーザ名とユーザ情報)等があり，また， S UNが開発































例えば， B S 0系UNIXでは， UDPのポート番号 520上で， R 1 P C→ 3 
章)によって定期的に 1Pルーテイング情報を r0 u t e dプロセスが交換してい




























































これに対し rwho等は. rwhod (デーモン)間で，定期的(例えば 30 
秒毎に)にネットワーク上の各ホストの利用状況情報を交換し，蓄積する.ユーザ


















TCP/I Pの応用層は， 0 S 1 Cの計画)に比べると，統一性，汎用性，網羅
性等に欠ける面もあるが，逆に，必要性の高いものはほとんどが既に揃っており，
実用性は高い.また，サービスのモデルや磯能に関して， 0 S 1の応用層に与えた





















定時には，さらにコネクション端点の意味を持つ(→図 5. 1). この時，コネク
ション毎の多重処理を可能にするために， f 0 r kシステムコールではソケットが
子プロセスへ引き継がれる.そして，最後に c1 0 s eシステムコールによってソ
ケットが削除される.
システムV系では，今まではリモートプロセス開通信の使いやすい標準的なイン
タフェースはなかった(→ [Bach] ) . しかし，最近は， TC PやUDPのレベル
のインタフェースをTL 1 (トランスポート・レベル・インタフェース)として標
準提供している.これは，将来のoS 1体系への移行(共存)を考慮している.
(→[日経 1]， [日経 3]) 
また，カーネルの内部構造も，単なるデバイスドライバに代わってストリームと
いう機構が開発され， i 0 c t 1システムコールを出せばAPが実行時にプロトコ
ル・スタック(階層構造のモジュールの組み合わせ)を設定できる.
-104-








bind， listen， connect， 














N 1 C (→ 2章)のグローバルな 1Pネットワークアドレス 033.45.O. 0)とドメ
イン名 (nagasaki-u.ac. jp)を取得している.そして，まずJUNETに参加して
電子メールレベルで学外と接続し，さらに学術情報ネットワーク上の 1Pネットワ
ークである JA 1 N (Japan Academic Inter-university Network )に参加して I
Pネットワークとして学外と接続した. この時点でイ也大学への te 1 n e tや ft 
pも可能になった.
長崎大学 1Pネットワーク(対外的に認知されたネットワーク)は，今のところ
文教地区の一部(センターと工学部 l及び 2号館)にあり イーサネット LAN上
に構築されている.現在，工学部 2号館の電気情報工学では， 1 Pルータ接続によ
り別サブネットとしてイーサネット LANを拡張している所である(→図 6. 1). 
しかし，既に他学部でもイーサネット等の LANが引かれようとしているので，

























( e ) 
( f ) 
.LANa上には 100台以上， LANb上には 20台以上の LANボード付き F









・ーが 1Pネットワーク接続を示す.なお，イーサネット LAN上では 1P以外
に富士通独自プロトコル (FNA体系)が動作可能であり， FMR等から直接MS
Pへの接続及びA50からMSPへの接続は，そのプロトコルを使用している.
・キ1--本3は， 1 Pルータの役目を果たしている.川は， dejimaというホスト












ネットワーク"がいくつかある.そして，近年， " J A 1 N"という実験的なTC
P /1 Pネットワークが新たに追加された.それゆえ， X. 2 5パケット交換網と
しての学術情報ネットワーク，大学問コンビュータネットワーク， J A 1 Nへの参
加はそれぞれ個別に申請する必要がある.
また，国内の他の 1Pネットワークとして， W 1 0 E (Widely Integrated Dist 
ributed Environment )という大学(私立も含む) ・民間を結ぶ実験ネットワーク
や， T 1 S N (Todai International Science Network )という東大理学部を中心
とする学術ネットワークがあり， J A 1 Nとも 1Pレベルで相互接続されている







トが動作しており，初期メニューでUTSを選択すると自動的に te 1 n e tでロ
グインする.また， LANボードのない PCでも TSに実端末としてぶら下がり，
TSから他ホストへ te 1 n e tできる.さらに，デジタルホンからA5 0経由で
UTSを使う場合も実はA50から UTSへ te 1 n e tしている.
MSP利用に対しては，下記の a---cのように， 1 Pネットワークを遠距離端末
の通信路として提供している.
a. MS Pくー >TSく=>T Sくー >PC，MSPくー >TS< >WS 
PC/WSを， TS及びLANを経由して， MS Pに実端末接続する (APから
見ると TTY型端末). MS Pの端末としてはフルスクリーン機能が限定される
(ブロック型端末用のスクリーン制御を行う APが利用できない，機能キーによる
APの起動ができない等).ただし， P F 0についてはTTY型をサポートしてい
るので，この形態でも利用できる.漢字変換は， MS P側が行なう.



























注 :LはLAN接続.回は回線 (RS232C無手順)接続. *は透過の端末制御.
b. MS P< ー >A5 0く=>P C/WS 
PC (LANボード付き)/WSを， LAN上の te 1 n e tによってA5 0に
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TTY型手順で仮想端末接続し. MS Pブロック型端末エミュレータ (FCAT)
を通してMSPを使う (APから見るとブロック型端末). FCATは，マッピン
グできる範囲でブロック型フルスクリーン機能を実現し，漢字変換も行なう.
c. MSP<ー >A5 0く二 >TS くー >PC 
PCを. T Sに実端末接続し. telnetによって，さらにA5 0にTTY型
手順で仮想端末接続し. A 5 0上の FCATを通して b. と同様にMSPを使う
(A Pから見るとブロック型端末). 




















注 :LはLAN接続.回は回線 (RS232C無手順)接続. *は透過の端末制御.
L ←→ IL 
くくホスト聞のファイル転送やジョブ転送>>
例えば. UTS上のファイ jレを研究室のWSへコピーしたり，研究室のプリンタ
へ出力したり，研究室間でデータファイルを転送したり，他大学から P0 S (パブ
リックドメイン・ソフト)を入手したり，ができる.
くく電子メール>>
センターがJUNETに参加しているので. UTSユーザ間. UTSユーザ W 
Sユーザ間だけでなく，日本中(及び海外)のユーザとの電子メール交換が可能で
ある.









一表 6. 1 - (U T Sの主なTCP/IPネットワークサービス)
サービス種別 応用プロトコル ユーザコマンド サーJi，デーモン (ポート)
仮想端末 TELNET telnet telnetd ( 23/tcp) 
rlogin rlogin rlogind (513/tcp) 
ジョブ転送 rlogin remsh rshd (514/tcp) 
ファイル転送 FTP; TELNET ftp ftpd (20品川削 l
rcp; rlogin rcp rcp+rshd (514/tcp) 
電子メール SMTP; RFC822 mai 1 sendmail ( 25/tcp) ト
mai lx等
. 
他ホスト情報 rwho rwho rwhod (513/udp) 
* ruptime 
注*は，将来サービスを中止する可能性もある.
また， UTS上では rf cドキュメント(→ 2章)の一部を公開ドキュメントと
し自由に参照できる. UTS上の/usr/pubdoc/rfcディレクトリ下に index，txtO-5， 


















































遺産(ノウハウ，非公式ドキュメント， P 0 S等)は積極的に利用すべきである.
・将来的には，大学として，ネットワークサービスの立案/コンサル/インストー
ル/保守等を専門に行うような会社と契約する方式が能率的かもしれない.



















.LANベースの伝送路によって統合的なネットワークを構築する場合， TC P/ 
1 Pネットワークと非TCP/IP文化との共存が問題になる.












7. 0 S 1への移行.
・長期的にみると， TCP/I P等のプロトコル体系は， 0 S 1へ移行することが
確実視されている. TCP/l Pの生みの親である DOIYも87年にGOSIP

























という認識が不足している).例えば，東北大学では， 8 9年 10月から TAIN
Sという統合的全学LANの運用が開始され，そこでは，全学的組織である TAI
NS運営委員会が管理分担，費用分担，アドレス管理等の決定を行い，日常の運用
は学科，学部等の単位の「運用管理者」に任されている. しかし，実際には， rT 
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本稿でのTCP/IPの概説(2， 3， 4章)は，主に [Comer]， [福永]， 
[TWG ]， [村井1]， [村井2]， [854]， [959]に依ったが，筆者の誤解
があるかも知れないので，気付かれた方は御指摘いただければありがたい.個々の
プロトコルの詳細に興味がある人は [Comer]にRFuに関する詳しいリストが
載っているので，それをインデックスにするとょいと思う.また， UN 1 Xにおけ
る使い方や実装方式については，各々のマニュアルを読むべきだが， [村井1] ， 
[村井2]に概説がある.
実際のネットワークやそれに参加しているホストの運用管理を担当する人には，
各種ノウハウや技術情報が必要になる. [村井2]， [日経2]， [TAINS]， 
[加藤]， [川添]等が参考になりそうだが，最新情報をつかむには，各種雑誌や
JUNET上のネットワークニュース等の活用が最も有効だ思う.
なお，各資料の間で言葉の定義，使い方が多少は異なる所もある.どれか lつが
正しいというのでなく，その辺の多義性・可変性を理解して読む必要がある.
また，ネットワークの世界はまだまだ発展中であり，半年前の話の内容が既に古
くなっていることもあるので注意すべきである.
