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явища. а тому, політичні конфлікти не повинні ставати способом діяль-
ності політиків, але лише останнім шляхом для досягнення покращення 
життя та забезпечення суспільних потреб.
короход я. Д.
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некоторЫе теоретические асПектЫ инФорМационно-
ПсиХологическоЙ БезоПасности госУДарстВа
Чем больше вы разрушены,  тем 
легче над вами господствовать – 
тогда нечего опасаться восста-
ния с вашей стороны. 
Ошо Раджниш
не успело мировое сообщество поставить надежный заслон испы-
таниям, распространению и применению ядерного оружия – наибольшей 
опасности XX века, как встретилось с новой глобальной угрозой безо-
пасности – информационным оружием – основным средством ведения 
информационно-психологической войны. проблемы разработки, исполь-
зования и защиты от информационного оружия уже сегодня стали высши-
ми приоритетами в политике национальной безопасности сШа и других 
западных стран.
основными догматами оборонительных информационных боевых 
действий является выявление, реагирование и защита. выявление все 
еще остается нерешенной проблемой. реагирование невозможно без осмо-
трительности. прежде чем реагировать, уместно выяснить суть дела. За-
щита обеспечивается фундаментальной информационной безопасностью 
(інформаційнівійни та майбутнєукраїни [Электронный ресурс] / систем-
ный информационно-аналитический центр – режим доступа: http://siac. 
com. ua/index. php?option=com_content&task=view&id=1054&Itemid=44).
Безопасность достигается проведением единой государственной по-
литики в области обеспечения безопасности, системой мер экономиче-
ского, политического, организационного и иного характера, адекватных 
угрозам жизненно важным интересам государства. в настоящее время су-
ществует полемика относительно подходов к обеспечению безопасности. 
различные источники по проблемам безопасности трактуют ее по-разному. 
в одних, безопасность – это качество какой-либо системы, определяющее 
ее возможность и способность к самосохранению. в других – это система 
гарантий, обеспечивающих устойчивое развитие и защиту от внутренних 
и внешних угроз. рядом экспертов также высказывается мнение, согласно 
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которому за основу следует брать состояние защищенности собственно 
государства, а не его интересов (стрельцов а. а. обеспечение информа-
ционной безопасности россии. теоретические и методологические основы 
/ а. а. стрельцов // под ред. в. а. садовничего и в. п. Шерстюка. – м.: 
мцнмо, 2002. – с.58).
итак, информационно-психологическая безопасность государства 
определяется как такое состояние системы государственной власти и 
управления, при котором система государственного управления спо-
собна выполнять возлагаемые на нее задачи регулирования социально-
политических отношений общества в условиях интенсивного воз-
действия внешних и внутренних факторов, оказывающих на систему 
государственного управления как стабилизирующее, так и деструктивное 
информационно-психологическое воздействие (манойло а. в. государ-
ственная информационная политика в особых условиях: монография / 
а. в. манойло. – м.: миФи, 2003. – с.147).
согласно и. н панарину, объектами обеспечения информационно-
психологической безопасности государства являются:
1. информационно-психологическая среда государства, которая яв-
ляется частью информационной среды государства и связана с исполь-
зованием информации, информационных ресурсов, информационной 
инфраструктуры для оказания воздействия (влияния) на психику и пове-
дение людей.
2. информационные ресурсы государства.
3. система формирования общественного сознания (мировоззрение, 
политические взгляды, духовные ценности).
4. система формирования общественного мнения.
5. система принятия политических решений.
6. психика и поведение человека (панарин и. н. информационно-
психологическое обеспечение безопасности государства в XXI веке / 
и. н. панарин // международная конференция «информационные техно-
логии, безопасность и разрешение конфликтов». центр политических и 
международных исследований (цпми), 1998 – режим доступа: http://isn. 
rsuh. ru/cpis/win/ konfer/98_04/panarin. htm).
в современном обществе информационно-психологическая безопас-
ность является системообразующим фактором практически всех сфер 
его жизни. она оказывает определенное влияние на состояние экономи-
ческой, оборонной, социальной, политической и других составляющих 
национальной безопасности. поэтому можно уверенно утверждать, что 
информационная безопасность может рассматриваться как важнейший 
компонент национальной безопасности, «пронизывающий» все осталь-
ные виды безопасности (информационные угрозы [Электронный ресурс] 
/ центр политического анализа и информационной безопасности – режим 
доступа: http://centerpolit. ru/content. php?id=59).
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учет и целенаправленое использование объективно существующих 
закономерностей информационной безопасности позволит устранить или 
снизить уровень проявления угроз национальной безопасности украи-
ны (аналіз засобів ведення інформаційної боротьби з використанням 
інформаційних технологій, форм і способівїхзастосування [Электрон-
ный ресурс] / центр воєнноїполітики та політикибезпеки – режим до-
ступа: http://defpol. org. ua/site/index. php/uk/component /content/article/51-
kolonkaavtora/56-10082009).
информационно-психологическая безопасность создает условия 
для обеспечения психического здоровья отдельной личности и населения 
страны в целом, надежного функционирования государственных и обще-
ственных институтов, а также формирования индивидуального, груп-
пового и массового сознания, нацеленного на прогрессивное развитие 
общества. информационная безопасность – залог устойчивого развития 
государства (информационные угрозы [Электронный ресурс] / центр по-
литического анализа и информационной безопасности – режим доступа: 
http://centerpolit. ru/content. php?id=59). поэтому сложно переоценить ее 
роль, особенно в условиях современного глобализированного мира, ча-
стью которого является и украина. также следует согласиться с тем, что 
надлежащее обеспечение безопасности прямо зависит от успешной дея-
тельности государства в области информационной политики.
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ПраВоВЫе МеХанизМЫ разреШения ЭтноконФликтоВ 
(на ПриМере закаВказского региона)
Этноконфликты представляют собой конфликт между группами 
людей, которые принадлежат различным этносам. отмечается, что «эти 
конфликты по своей структуре, по характеру и по ожесточенности проти-
востояния, по сложности их регулирования и разрешения являются на-
иболее сложными среди социальных конфликтов» (горбунова м. Ю. кон-
фликтология: коспект лекций / м. Ю. горбунова. – ростов н/д: Феникс, 
2005. – с. 68).
разрешаются данные конфликты, к сожалению, довольно часто 
силовыми способами, однако силовое разрешение конфликтов находится 
вне рамок современного правового поля.
в настоящее время основные способы разрешения споров закрепле-
ны в ст. 33 устава оон. к таким способам относятся переговоры, обсле-
дование, посредничество, примирение, арбитраж, судебное разбиратель-
ство, обращение к региональным органам или соглашениям.
