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Predkladaná práca sa zaoberá návrhom a implementáciou vnútropodnikového 
informačného systému pre firmu ABC s.r.o. , za účelom zvýšenia kvality a efektivity 
vnútropodnikovej komunikácie, firemnej kultúry a informovanosti zamestnancov. V rámci 
analytickej casti je vyhodnotený súčasný stav, obmedzený na komunikáciu prostredníctvom 
úzkoprofilovo navrhovaného informačného systému. Popísané sú súčasné poznatky ohľadne 
implementácie intranetových systémov a ich výhod pre firmu. Na základe získaných 
poznatkov je navrhnuté riešenie prostredníctvom samostatného intranetového systému 
zaloţeného na databázovom systéme a .NET webovej aplikácii. Predvedené sú firemné 
poţiadavky na funkcionalitu a konformný návrh v súlade s poskytnutým logo-manuálom. 
Navrhované riešenie je prakticky implementované a nasadené do prostredia firmy. 
V záverečnej časti je vyhodnotený prínos zvoleného riešenia pre firmu. 
 
Abstract 
The design and implementation of business intranet system for ABC s.r.o. company in 
attempt to enhance the quality and efficiency of internal communication, business culture and 
awareness of empolyees is the main focus of this thesis. Current status, limited to use of 
narrow-profiled information system is described as a part of analysis.  Furthermore, 
commonly used practices in implementing business intranet, together with broadly 
acknowledged advantages for companies are provided. Based on the gained knowledge, a 
solution relying on implementing an independent intranet system utilizing database system 
and .NET web application is proposed. Within the practical section, company’s requirements 
with regards to functionality and design, conforming with provided logo guidelines are 
presented. As a final part of this thesis, proposed solution is implemented, documented and 
deployed in corporate enviroment. Moreover, the advantages of proposed solution for the 
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V súčasnosti pozorujeme trend neustáleho nárastu významu zdieľania a prístupu k čo 
najaktuálnejším informáciám v čo najkratšej dobe. Jedným z prostriedkov, ktorý umoţňuje 
dosiahnutie tohoto cieľa sú moderné informačné a komunikačné technológie. Z hľadiska 
podniku, ktorého ţivot a fungovanie je priamo závislé na dostupnosti aktuálnych informácií 
vedeniu (pre tvorbu a podporu rozhodovacieho procesu) ale i pracovníkom (pre hladký výkon 
pracovnej náplne) sú súčasné informačné technológie a na nich postavené informačné 
systémy často jednou z hlavných konkurenčných výhod. Podnik, vhodne získavajúci 
a distribuujúci informácie pracuje rýchlejšie, efektívnejšie a môţe jednoduchšie uchopiť 
strategickú iniciatívu v často presýtenom konkurenčnom prostredí. 
Jedným z prostiedkov, poskytujúci informačnú podporu pre hladký priebeh funkcií 
podniku je i vnútropodnikový intranetový systém. Jeho hlavným cieľom je redistribúcia 
aktuálnych informácií a sprostredkovanie vyššej úrovne komunikácie medzi všetkými 
zainteresovanými (vedenie, zamestnanci atp.) Intranetový systém napomáha zaviesť do firmy 
novú úroveň kolaborácie a výmeny informácií, ktorá je efektívnejšia, rýchlejšia a naviac 
menej odvádza pozornosť od pracovnej náplne zamestnancov. Nasadenie vnútropodnikového 
intranetového systému, či uţ samostatne alebo v súčinnosti s inými verziami informačných 
systémov (ERP, CRM atd.) sa v súčasnosti často stáva nevyhnutnosťou uţ i pre firmy strednej 
veľkosti, vzhľadom na narastajúci počet zamestnancov a ich vzájomné priestorové oddelenie 
(výroba, kancelárie, atd.), ktoré zniţuje efektivitu a rýchlosť vzájomnej komunikácie 
a výmeny informácií.  Pre veľké, nadnárodné firmy je implementácia takéhoto systému 
otázkou preţitia. 
Okrem zvýšenia efektivity komunikácie a tým i práce zamestnancov podniku 
intranetový systém ponúka i príleţitosti pre upevňovanie (resp. zakladanie) vhodnej 
vnútropodnikovej kultúry. Dobrý, budovaný a rozvíjaný intranetový systém sa tak často stáva 
i akousi módnou, resp. prestíţnou záleţitosťou vo firme, a pôsobí ako indikátor moderného 
uvaţovania vedenia firmy a záujmu o rozvoj vnútropodnikovej kultúry. 







1. Predstavenie firmy 
 
Táto diplomová práca bola vypracovaná pre spoločnosť ABC s.r.o. Vzhľadom na utajený 
charakter práce nebudú zverejnené ţiadne ďalšie informácie o zadávateľskom subjekte. 







2. Vymedzenie cieľov a problematiky práce 
2.1. Zameranie  a rozsah práce 
Predmetom a náplňou tejto diplomovej práce je návrh, implementácia a následné 
nasadenie intranetového systému do ţivej prevádzky v spoločnosti ABC, spol. s.r.o.. Práca je 
rozdelená na tri hlavné časti, a to: 
 Teoretické východiská – účelom je oboznámiť čitateľa s problematikou 
intranetového systému, ich moţností vyuţitia, návrhu a konkrétnej implementácie 
s vyuţitím prostriedkov vývojovej platformy Microsoft .NET Framework 2.0 
a technológie ASP (z ang. Active Server Pages – aktívne serverové stránky). 
 Analýza firemnej situácie – popis súčasnej situácie vo firme v oblasti komunikácie, 
zdieľania informácií a moţností zlepšenia týchto oblastí práve prostredníctvom 
intranetového systému 
 Návrh a implementácia aplikácie – praktické riešenie navrhovaného systému. 
Obsahuje predovšetkým dokumentáciu navrhovanej a implementovanej funkcionality, 
architektúru aplikácie a moţnosti praktického nasadenia vo firme. 
Všetky časti práce sú úzko previazané na ekonomické hľadiská firmy, predovšetkým na 
moţné prínosy navrhovanej aplikácie. Vzhľadom na to, ţe táto práca rieši predovšetkým 
technicko-manaţérsky problém, nie je cieľom ani náplňou práce konkrétne vyčíslenie 
všetkých s aplikáciou spojených nákladov a budúcich výnosov (resp. prínosov), ale voľba 
technológie (a jej pouţitie) takým spôsobom, aby v oblasti spracúvanej problematiky 
(komunikácia, informatika) priniesla firme čo najväčší prospech a spĺňala stanovené firemné 
poţiadavky. 
Je vhodné zdôrazniť, ţe vzhľadom na poţiadavky firmy na dodanie konkrétneho 
a reálneho produktu (nielen návrhu riešenia) je súčasťou tejto diplomovej práce i praktická 
realizácia navrhovaného intranetového systému. Aj napriek tomu, ţe sa jedná o významnú 
a podstatnú praktickú časť riešenia tejto diplomovej práce, vzhľadom na firemnú bezpečnosť 
a licenčné podmienky nie je moţné konkrétnu aplikáciu elektronicky priloţiť k diplomovej 
práci. 







2.2. Ciele práce 
 
V súlade so zadaním tejto diplomovej práce a predostrenými firemnými poţiadavkami 
boli identifikované nasledujúce ciele práce: 
 Zjednodušenie vnútrofiremnej komunikácie 
 Zjednodušenie, sprehľadnenie, rozšírenie a zabezpečenie metód zdieľania 
vnútrofiremných informácií (ich sprístupnenia a aktualizácie) 
 Zvýšenie informovanosti a povedomia zamestnancov o dianí vo firme 
a prebiehajúcich procesoch 
 Pozdvihnutie úrovne firemnej kultúry a korporátnej identity vo firme 
a to prostredníctvom intranetového systému, s čím sú spojené ďalšie ciele, predovšetkým 
dosiahnutie prakticky realizovateľného a nasaditeľného návrhu, spĺňajúceho poţiadavky 
kladené na funkcionalitu pri zachovaní sebestačnosti aplikácie. 
Ciele tejto práce budú povaţované za dosiahnuté, pokiaľ firma navrhnutý 
a implementovaný systém prakticky adoptuje (1). Pod pojmom adoptovania systému budeme 
rozumieť jeho aktívne pouţívanie zamestnancami i vedením na všetkých úrovniach na účely, 
ktoré sú stanovené ako vyššie uvedené ciele. Pre účely tejto práce (vzhľadom na časovo 
náročný proces adopcie systému) budú ciele povaţované za splnené, pokiaľ bude dosiahnutá 
funkcionalita pre realizáciu jednotlivých firemných poţiadaviek a ktorá je určená na pokrytie 
vyššie uvedených oblastí firemných procesov, a tento systém bude vo firme následne 
prakticky, úspešne nasadený. 
Vzhľadom na určitý priebeh návykovej krivky (oboznámenie sa so systémom 
zamestnancami a moţnosťami jeho vyuţitia) a vývojový cyklus intranetového systému nie je 
moţné kvantifikovať splnenie cieľov hneď v rámci časového úseku určeného pre 
vypracovanie diplomovej práce (aţ po uplynutí periódy beta testovania v prevádzke 
(stanovené odhadom na jeden kalendárny mesiac, t.j. XY dní) je moţné započať proces 
adopcie). 
 







3. Teoretické východiská práce 
 
V nasledujúcej kapitole budú popísané teoretické poznatky, na ktorých je zaloţené 
riešenie tejto práce. Jedná sa predovšetkým o popis problematiky intranetových systémov, ich 
začlenenia do firemného prostredia a moţností vyuţitia. Vzhľadom na to, ţe súčasťou práce je 
i praktické technické riešenie problému, budú popísané základné teoretické poznatky ohľadne 
pouţitých technológií a postupov, s úmyslom umoţniť lepšie pochopenie praktickej časti tejto 
práce. 
 
3.1. Intranetové systémy 
 
Pod pojmom intranetový systém všeobecne rozumieme privátnu korporátnu sieť 
počítačov, komunikujúcich prostredníctvom protokolovej sady TCP/IP, zostavenú za účelom 
zdieľania časti (alebo kompletného súboru) informácií od vedenia zamestancom, a medzi 
zamestnancami navzájom (12). Praktické zideľanie týchto informácií je najčastejšie 
realizované formou webových aplikácií, ktoré sú dostupné prostredníctvom internetového 
prehliadača alebo formou iných komerčných aplikácií vyuţívajúcich sieťovú konektivitu 
(Microsoft Office SharePoint, Novell Netware atp.).  
Vo svojej podstate môţe intranetový systém vo firme fungovať ako integrovaná súčasť 
podnikového informačného systému (ERP, CRM a iných) alebo ako nezávislá aplikácia, ktorá 
slúţi ako integrujúci prvok umoţňujúci centrálny prístup k rôznym informáciám, ktoré sú do 
tohoto systému zadávané samostatne (či uţ priamo uţívateľom alebo formou vhodného 
exportu dát zo spomínaných informačných systémov). 
Intranetový systém zaloţený na webovej aplikácii (ako navrhovaný v tejto práci) je 
funkcionalitou obdobný (aţ identický) klasickým webovým aplikáciám a stránkam, ktoré 
poznáme z prostredia internetu. Rozdielom je jeho špecifické určenie pre vnútorné potreby 
zamestnancov a podniku samotného, a z toho dôvodu jeho nedostupnosť z počítačov, resp. 
sietí, ktoré nie sú súčasťou vnútropodnikovej sieťovej architektúry. Samotné oddelenie 
intranetového systému od vonkajšieho sveta (internetu, resp. extranetu z hľadiska firmy) je 







moţné realizovať rôznymi technologickými prostriedkami, predovšetkým sa však jedná 
o filtrovanie komunikácie prostredníctvom firewallov, resp. jej zabezpečenie vo forme 
šifrovania prenášaných dát alebo vytvorením virtuálnych privátnych spojení (logické 
oddelenie, prístup je moţný v takomto prípade z i z extranetovej siete). Pojem intranet, ako 
„privátnu verziu internetu“ poprvýkrát pouţil vo svojom článku Digital News & Review tech. 
redaktor Stephen Lawton (19.4.1995) (12). 
Z uvedeného dátumu vyššie je zjavné, ţe intranet je relatívne mladou záleţitosťou 
v oblasti podnikovej sféry. Od svojho prvého zrodu však prešiel rozsiahlym vývojom 
a v súčasnosti si väčšina firiem uvedomuje, ţe fungujúci intranetový systém znamená pre 
firmu vyššiu efektivitu a v konečnom dôsledku i kvalitu práce, lepšiu komunikáciu, a prináša 
veľké mnoţstvo výhod, ktoré sa napokon môţu stať i rozhodujúcou konkurenčnou výhodou 
(viď 3.1.1.) .  
 
3.1.1. Výhody pouţitia intranetového systému pre firmu 
 
Ako uţ bolo uvedené, hlavnou výhodou nasadenia intranetového systému je 
predovšetkým zlepšenie metodiky komunikácie v rámci podniku a zvýšenie efektivity 
redistribúcie a zdieľania informácií. Konkrétne výhody vyuţitia intranetového systému je 
moţné zhrnúť do nasledujúcich bodov: 
 Zvýšenie produktivity pracovnej sily – intranet pomáha zamestnancom vyhľadať 
informácie relevantné pre ich pracovné povinnosti a pozície ďaleko rýchlejšie neţ 
klasické formy komunikácie (včítane elektronických) (3). Informácie sú 
sprostredkúvané jednoduchým a uţívateľsky príjemným spôsobom, na ktorý sú 
koncoví uţívatelia zvyknutí - prostredníctvom webového prehliadača vo forme 
stránok. V konečnom dôsledku tak zamestnanci môţu vykonávať svoje pracovné 
povinnosti rýchlejšie, lepšie a podľa najaktuálnejśích pokynov. Firma ako taká má 
zároveň moţnosť centrálne kontrolovať rozsah a dostupnosť týchto informácií.  
 Časové hľadisko – informácie sú zamestnancom distribuováne metodikou „pull“ (z 
angl. pull - tlač), t.j. namiesto zahlcovania uţívateľov „preventívne“ informačnou 
dokumentáciou, zamestnanec si môţe informácie prevziať práve v čase keď ich 







potrebuje a nie je pri tom zaťaţovaný pravidelne kontrolovať ostatné informačné 
kanály. Z tohoto pohľadu nastáva prechod na SOA informačnú architektúru v podniku 
(SOA, z angl. Service Oriented Architecture – Architektúra orientovaná na služby).  
 Komunikačné centrum – z hľadiska komunikácie intranet slúţi ako centrálny bod 
prerozdeľovania informácií, a to v horizontálnom i vertikálnom smere. Z tohoto 
hľadiska môţe slúţiť na poskytovanie informácií o strategických iniciatívach, resp. 
akýchkoľvek informácií ktoré majú mať globálny dopad na priebeh procesov 
v podniku (3). 
 Integrácia dokumentácie – webové prostredie, pri vyuţití  dynamických webových 
technológií (koncept Web 2.0) umoţňuje jednotnú prezentáciu rôznorodých druhov 
dát a firemnej dokumentácie. Na jednom mieste je moţné poskytovať prístup 
k textovým dokumentom, videosúborom, obrázkom atd. Moţnosť aktualizácie týchto 
dokumentov povereným personálom zaručuje, ţe pri kaţdom prístupe bude poskytnutá 
najaktuálnejšia verzia dokumentu. 
 Nákladová efektivita – zamestnancom sú ponúkané elektronické verzie dokumentov 
namiesto papierových výkresov apod., čím sa zniţujú náklady na skladovanie, tvorbu 
kópií atp. 
 Podpora firemnej kultúry – kaţdý uţívateľ nahliada na informácie rovnakým 
spôsobom, metodika prezentácie je zjednotená, zamestnanci si vytvárajú vzťah 
k firemným farbám a korporátnej identite. Implementované komunikačné prostriedky 
zároveň umoźňujú vytvárať lepšie vzťahy a väzby medzi zamestnancami navzájom, 
ale i zamestnancami a vedením. Výsledkom je tak lepšie chápanie krokov vedenia 
a vyššia miera stotoţnenia sa zamestnancov so smerovaním firmy, čo je výhodou pri 
presadzovaní strategického plánovania. 
 Multiplatformnosť – pretoţe informácie sú sprostredkované prostredníctvom 
webového rozhrania (prehliadača), je prístup k systému platformovo nezávislý 
a moţný z rôznych prostredí v ktorých pracovníci pracujú. 
3.1.2. Prípadné nevýhody pouţitia intranetu 
 
Aj napriek tomu, ţe intranetový systém predstavuje mocný nástroj pre organizáciu v rámci 
podniku, s jeho nasadením sa môţu spájať isté nevýhody, ktoré môţu v budúcnosti negatívne 







ovplyvniť chod podnikových procesov. Tieto nevýhody je potrebné si uvedomiť, tak aby ich 
návrh systému bol schopný čo najviac potlačiť. Jedná sa predovšetkým o: 
 Nevyhnutnosť správy (navyše k samotnému podnikovému informačnému systému) 
a budúcich aktualizácií. Systém bude treba prispôsobiťmeniacim sa podnikovým 
procesom a škálovať ho aktuálnym potrebám. Tieto procesy môźu vyţadovať prechod 
na inú technológiu a následnú konverziu aplikácie (čo prinesie zvýśené prevádzkové 
náklady pre oddelenie IT) 
 Problematiku zabezpečenia. Intranetový systém obsahuje často chránené dáta, ktoré 
je potrebné zabezpečiť pred náhodným, ale i dedikovaným útokom. Mechanizmy 
pouţité na zabezpečenie citlivých dát sa môţu prejaviť ako nedostatočné (a to 
v súvislosti s technologickým pokrokom alebo chybou návrhu). 
 Výkonovú škálovateľnosť systému, a to predovšetkým s ohľadom na budúci rozvoj 
IT infraštruktúry podniku a podnikovej siete. Mohli by nastať problémy 
s preťaţovaním serverov a narúšaním prevádzky kritických IT systémov firmy. 
 Nevyhnutnosť správy obsahu – pri vysokom náraste objemu poskytovaných 
informácií a dokumentácie môţe dôjsť k nárastu nákladov súvisiacich s potrebou 
zamestnať ľudí výlučne v oblasti správy tohoto systému. Náklady sa tak zvýśia buď 
priamo (ľudské zdroje), alebo nepriamo (nutnosť venovať čas správe, namiesto 
primárnym pracovným úlohám). 
 Vývojové kroky vedúce k rozvoju intranetu nemusia v budúcnosti celkom 
korešpondovať s potrebami uţívateľov. 
 
3.1.3. Informácie typicky obsiahnuté na podnikových intranetoch 
 
Vnútropodnikové intranetové systémy typicky obsahujú nasledujúce druhy informačných 
prameňov pre zamestnancov: 
 Prevádzkové manuály, vykonávacie predpisy, príručky kvality a akosti, interné 
komuniké pre zamestnancov, referenčné a softwarové manuály atd. 
 ISO 9000 pracovné inštrukcie 







 Benefičné programy, programy organizované pre zamestnancov (školiace programy 
atp.) 
 Orientačné materiály 
Vzhľadom na komunikačnú stratégiu intranetového systému je však vhodné pridať 
i moduly pre internú komunikáciu (alternatíva pre emailovú komunikáciu, nástenka atp.), 
spätnú väzbu medzi zamestnancami a vedením, personalizáciu poskytovaných informácií atp. 
3.2. Stratégia implementácie intranetového systému 
 
Pri návrhu intranetového systému pre firmu je potrebné zohľadniť viacero hľadísk tak, 
aby výsledný produkt bol škálovaný presne na zadávateľove potreby. V rámci strategických 
prístupov ku tvorbe intranetového systému boli identifikované tri varianty (4), (12): 
 Intranet pre správu znalostí 
 Intranet pre kolaboráciu a komunikáciu 
 Intranet ako nástroj pre prácu 
Voľba vhodnej intranetovej stratégie uţ v začiatku návrhového procesu je dôleţitá, a to 
najmä preto, aby bolo moţné vhodne stanoviť plány budúceho rozvoja systému, prispôsobiť 
systém jeho primárnemu účelu a vyhnúť sa problémom so škálovateľnosťou systému (aby 
nenastal okamih, keď pri príchodzej poţiadavke jediná moţnosť odpovede bude „systém pre 
tento druh aktivity nebol navrhovaný“). 
3.2.1. Intranet pre správu znalostí 
 
Táto stratégia prístupu k tvorbe intranetu zahŕňa predovšetkým tvorbu modelu pre 
redistribúciu podnikových dát. Jedná sa predovšetkým o publikovanie dokumentácie medzi 
zamestnancov v jednoducho dostupnej forme, umoţňujúcej vyhľadávanie, zakladanie 
a správu dokumentov. Intranet v tomto prípade slúţi ako rozhranie pre prístup k dátam. 
Sprístupnenie väčšieho mnoţstva relevantných znalostí a informácií širšiemu okruhu 
zamestnancov má za následok odstránenie duplicity dokumentácie (a zniţovanie nákladov na 
kopírovanie), zmätočného konania zvýšenie produktivity práce a skvalitnenie podkladov pre 







rozhodovací proces vedenia. Prechod na takýto model intranetového systému taktieţ lepšie 
pripravuje firmu na strategické zmeny, zmeny vedúceho personálu a organizácie činností. 
Tento strategický prístup realizuje mechanizmus, kde uţívatelia prispievajú do spoločnej 
znalostnej báze, následne vyuźívajú sprístupnené informačné zdroje, avšak principiálne medzi 
sebou nekomunikujú, nedochádza k priamej vzájomnej interakcii uţívateľov (4). 
 
3.2.2. Intranet pre kolaboráciu a komunikáciu 
 
Tento prístup vyjadruje snahu o vytvorenie priestoru pre vzájomnú komunikáciu 
zamestnancov. Jednotlivé skupiny zamestnancov (i jednotlivci) si tak môţu vzájomne 
pomáhať pri svojich pracovných činnostiach, koordinovať postup činností. Tento prístup 
taktieţ umoţňuje vytvárať dôleţité jednosmerné i obojsmerné komunikačné toky (medzi 
zamestnancami a vedením). Táto stratégia priamo podporuje interakciu medzi uţívateľmi, 
diskusiu a napomáha takto učiacemu procesu. Zodpovedá tak i stratégii akosti o neustále 
učiacom sa podniku. Intranet takéhoto modelu prioritne obsahuje mechanizmy ako nástenky, 
diskusné fóra, systém pre výmenu správ, interaktívne prostredia pre kolaboráciu, prezentáciu, 
konferencie, stránky projektov, tímov atp. Pouţitím elektronickej komunikácie dochádza 
k odstráneniu dezinformácie (prípadne k odhaleniu jej zdroja), vytvoreniu spätnej väzby, 
identifikácií moţností rastu podniku a príleţitostí pre zniţovanie nákladov. V konečnom 
dôsledku taktieţ moţnosť komunikácie a spolupráce zvyšuje spokojnosť zamestnancov so 
svojím pracovným zaradením a motivuje ku kvalitnejším výkonom (4). 
 
3.2.3. Intranet ako pracovný nástroj 
 
Jedná sa o relatívne nový model, ktorý je podmienený vyuţitím moderných technológií 
pre tvorbu dynamických aplikácií. V prípade tohto modelu dochádza k zásadnému obratu 
chápania intranetu: intranetový systém uţ nie je pouţívaný ako nástroj pre získavanie 
a vyhľadávanie informácií potrebných pre výkon pracovnej činnosti, ale ako nástoj pre tieto 
výkony samotné. Intranet je pouţívaný ako nástroj pre prácu. Zamestnancom umoţňuje 







aktívny prístup, vyuţíva sa napr. pre tvorbu objednávok tovaru,  rezerváciu miestností, nákup 
zásob apod.  
Hlavnou výhodou tohoto systému je, ţe je určený na zjednodušovanie pravidelných (aţ 
kaţdodenných) činností, čím umoţňuje zamestnancom viac sa kreatívne venovať svojej 
primárnej pracovnej úlohe (4).  
 
3.2.4. Voľba a aplikácia stratégie 
 
Aj napriek tomu, ţe zvolené intranetové riešenie nemusí byť striktným výberom jedného 
z vyššie uvedených modelov, je zjavné, ţe s ohľadom na smerovanie budúceho rozvoja 
a vývoj funkcionality je potrebné zvoliť si strategický rámec, v ktorom bude systém pracovať. 
Tento strategický rámec je vlastne stanovený dôvodom existencie intranetu.  
Stanovenie takéhoto dôvodu a na jeho základe strategického modelu budovania a rozvoja 
intranetového systému musí vychádzať predovšetkým z dôkladnej analýzy potrieb jednak 
firmy (ako globálneho uţívateľa) ale aj z individuálnych potrieb jednotlivých zamestnancov. 
Pochopiteľne nie je moţné navrhnúť systém, ktorý bude spĺňať individuálne poţiadavky 
kaţdého zamestnanca, preto je pre potreby analýzy dôleţité identifikovať všetky 
zainteresované uţívateľské skupiny, ich informačné potreby a moţnosti prístupu k systému. 
Strategicko-taktický plán rozvoja intranetu by mal obsahovať predovšetkým odpovede na 
otázky (11): 
 Aký charakter a obsah majú informácie, ktoré budú na intranete zverejňované 
(dokumenty, hypermédiá, prípadne aplikácie atd.), kto môţe tieto informácie 
zverejňovať a pristupovať k nim 
 Akým spôsobom budú zverejňované informácie zabezpečené, aké mechanizmy útoku 
je moţné očakávať a riziko, ktoré predstavujú (kde riziko je reprezentované súčinom 
pravdepodobnosti prieniku a kvantifikovanej výšky škody spôsobenej prienikom) 
 Kto je primárnym konzumentom týchto informácií, aké sú jeho informačné potreby 
 Kto je primárnym administrátorom týchto informácií, kto predstavuje entitu 
zodpovednú za budúcu správu a rozvoj systému 







 Ktoré oblasti firemných činností má navrhovaný systém zlepšiť, alebo transformovať z 
„analógovej“ do digitálnej, elektronickej podoby 
 Aké budú moduly intranetového systému a kto je zodpobedný za ich implementáciu 
(predovšetkým je potrebné zamyslieť sa nad sekvenčnosťou a moţnosťou paralelizácie 
jednotlivých vývojových činností, či je nevyhnutné niektoré moduly vyvíjať 
sekvenčne, príp. v závislosit na sebe, v takomto prípade je vhodné stanoviť poradie 
a plán kritických ciest, napr. metódami operačnej analýzy – CPM, PERT atd.) 
 Plánovanie nákladov na vývoj, t.z. rozsah systému, jeho nároky, prípadné softwarové 
prerekvizity, ich cena, cena hardwaru, cena vývojových nástrojov a prípadných 
ďalších licencií.  
 Plánovanie nákladov na správu, predovšetkým nákladov spojených so školením 
administračného personálu, jeho rozsah, nákladov na modifikáciu a údrţbu aplikácie, 
databáz a zverejňovaného obsahu 
 Voľba technologickej platformy a implementačných prostriedkov (na základe zváţenia 
všetkých predchádzajúcich bodov, aby boli splnené ekonomické nároky na efektivitu 
vývoja a taktieţ neboli prekročené stanovené hardwarové a softwarové nároky) 
 Aké mechanizmy budú pouţité na „propagáciu“ novo zavedeného riešenia medzi jeho 
uţívateľmi (zamestnancami) 
 Metriky úspechu – akým spôsobom bude vyhodnocovaný prínos systému pre firmu, 
prípadne jeho zmena (ROI, tvrdé alebo mäkké metriky) 
 
3.3. Metodika návrhu intranetového systému 
3.3.1. Princípy pre návrh intranetového systému 
 
Firemný intranetový systém by mal byť navrhovaný pri zohľadnení nasledujúcich princípov 
(10),(12): 
 Orientácia na uţívateľa 
 Separácia aplikácie od extranetového prostredia 
 Zabezpečenie častí aplikácie umoţňujúcej prístup ku chráneným, resp. citlivým dátam 
 Modularita 







3.3.1.1. Orientácia na uţívateľa 
Navrhovaný intranetový systém prinesie prospech firme len  vtedy, ak sa s ním uţívatelia 
stotoţnia, objavia jeho moţnosti vyuţitia a sami pochopia jeho význam. Problémom je, ţe vo 
veľkom mnoţstve prípadov pouţitia IT technológií existuje rozpor medzi prirodzenými 
ľudskými pracovnými postupmi a potrebami a ponúkaným technologickým riešením (10). 
V prípade existencie takéhoto rozporu nemoţno očakávať úspech nasadenia systému 
predovšetkým z dvoch dôvodov: 
 uţívatelia systém neadoptujú a nezačnú prakticky vyuţívať, nenastane zmena, 
pretoţe ostanú pri pôvodných spôsoboch vykonávania činností, získavania 
informácií atd. V prípade, ţe uţívatelia budú k pouţívaniu systému donútení (napr. 
vykonávacím pokynom vedenia), nastáva nasledujúci problém: 
 namiesto zvýšenia efektivity práce a komunikácie dôjde naopak k jej zníţeniu, 
pretoţe uţívatelia budú potrebovať viac času pre vykonanie beţných úkonov (príp. 
vôbec pre nájdene spôsobu na vykonanie týchto úkonov) neţ pred zavedením 
systému. 
 Pre úspech návrhu je potrebné zohľadniť kognitívnu ergonomicitu celého riešenia 
(prispôsobenie produktu prirodzeným formám ľudského myslenia). Príčiny rozporov medzi 
očakávaniami uţívateľa a poskytnutým technologickým riešením je nutné hľadať 
v mechanizme vývoja software. Často je vývojový cyklus orientovaný príliš na pouţité 
technológie a rozsah dosiahnutej funkcionality aplikácie  (kvôli odôvodneniu zvýšených 
nákladov na vývoj alebo vyššej predajnej ceny softwaru), zatiaľ čo uţívateľ vyţaduje iba 
jednoduchý prístup k najčastejšie pouţívaným funkciám väčšina ostatných ho iba odrádza, 
resp. odvádza jeho pozornosť. Donútenie vyuţívať takýto software vedie k frustrácii 
a vyčerpaniu, čo v prípade intranetového systému znamená predovšetkým zniţovanie 
pracovného výkonu a spokojnosti s prácou. Napokon v najhoršom prípade dôjde i k adopcii 
neefektívneho systému, čo bude mať za následok vytvorenie nesprávnych pracovných 
návykov a postupov u zamestnancov. 
Aby bolo moţné vyhnúť sa spomínaným problémom a zaistiť čo najplynulejší prechod na 
nový systém a jeho adopciu uţívateľmi, je vhodné návrh pouţívateľského prostredia aplikácie 
podriadiť nasledujúcim princípom ergonomicity: 







 Lineárne usporiadanie funkcionality. Ľudská myseľ pracuje lineárne, preto je vhodné 
navrhovať rozloźenie informácií na obrazovke tak, aby bolo letmým pohľadom moźné 
odhadnúť funkcionalitu stránky a okamţite identifikovať prioritné dáta. Rovnako je 
vhodné informácie zobrazovať uţívateľovi ucelene, bez ich trieštenia do rôznych 
„logických“ podskupín a kategórií.  
 Poskytnúť len nevyhnutné mnoţstvo informácií naraz. Nepreťaţovať uţívateľovu 
pozornosť zbytočnosťami. 
 Jednoduchý design. Je dôleţité uvedomiť si skutočného konzumenta informácie, a to 
predovšetkým v prípade produkčných aplikácií, akými nepochybne intranetové 
systémy sú. Intranetové aplikácie sú určené na podporu pracovných činností, nie na 
zaujatie a ohúrenie uţívateľa (ako napr. potenciálneho zákazníka). Uţívateľ 
intranetového systému neprejavuje záujem o prepracovaný design, dynamické 
animácie atp., ale o jednoduchý prístup k očakávanej funkcionalite. Preto je vhodné 
grafickú nápaditosť potrebné presunúť skôr na druhú úroveň a prenechať primárny 
status tvorbe jednoduchého a priamočiareho navigačného mechanizmu a čistému 
rozloţeniu prezentovaných dát. Vo všeobecnosti je moţné povaţovať navigačný 
mechanizmus za chybne zvládnutý, pokiaľ sú potrebné ďalšie rozsiahle inštrukcie pre 
jeho pouţívanie. 
 Uţívateľská prívetivosť – systém by sa nemal vyjadrovať príliš technickým 
slovníkom, prípadne pouźívať technické akronymy, pokiaľ nie je cieľová audiencia 
softwaru taktieţ z technického prostredia obdobného odboru. 
 Vhodná komunikačná stratégia zvyšuje mieru adopcie systému. Pokiaľ bude 
uţívateľom intranetu umoţnené vyuţiť jeho mechanizmy pre vzájomnú komunikáciu 
(nie nevyhnutne výhradne len pre profesionálne účely), zvýši sa motivácia uźívateľov 
systém pouţívať. 
3.3.1.2. Separácia aplikácie od extranetového prostredia 
Ako vyplýva uţ z názvu, intranetová aplikácia je určená pre pouţitie vo vnútri podniku. 
Aplikácia by pre to mala byť čo najlepšie oddelená od okolného prostredia. Pretoţe 
intranetové systémy sú vo väčšine prípadov webovými aplikáciami, jedná sa predovšetkým 
o oddelenie od prostredia internetu (14).  
Zamedziť prístup z vonkajších sietí je dôleţité predovšetkým preto, lebo informácie 
zdieľané na intranetovom systéme sa týkajú vnútropodnikových operácií a ich vyzradenie by 







mohlo mať negatívny dopad na pozíciu firmy v konkurenčnom boji, prípadne by mohlo byť 
nevhodné a nepríjemné pre zamestnancov (ktorí by v takom prípade stratili v systém dôveru 
a prestali ho pouţívať). Navyše, prípadná intervencia nezainteresovaných uţívateľov 
z internetu by mohla zdieľané dáta poškodiť alebo úplne znehodnotiť vytvorené informačné 
kanály (napr. prostredníctvom poskytovania dezinformácie).  
Oddelenie systému v tejto oblasti je predovšetkým riešené prostredníctvom obmedzenia 
prístupových práv k aplikácii na počítače nachádzajúce sa v lokálnej sieti firmy, prípadne 
zabezpečením prostredníctvom vytvorenia logických kanálov ako napr. VPN sietí (14). 
Takéto zabezpečenie prostredníctvom filtrovania prístupov môţe byť realizované na úrovni 
sieťovej komunikácie (napr. prostredníctvom firewallov alebo skutočne fyzického oddelenia 
lokálnej siete), alebo priamo v aplikácii prostredníctvom správy adries, ktorým je umoţnený 
prístup, priamo s vyuţitím implementačných prostriedkov pouţitých  pri tvorbe intranetového 
riešenia (14), (18).  
Taktieţ, v prípade, ţe intranetový systém nie je úmyselne navrhovaný na rozsiahlu 
integráciu s pouţitým podnikovým informačným systémom, je vhodné navrhovať ho tak, aby 
predstavoval sebestačnú aplikáciu. I keď integrovaný systém má svoje výhody predovšetkým 
v širokých moţnostiach vyuţitia dataminingu, prezentácie a analýzy podnikových dát (čím 
výrazne podporuje rozhodovací proces managementu), pri jeho pouţití hrozí zvýšené riziko 
ohrozenia kritických firemných procesov v prípade výpadku.  
Aplikácia navrhnutá podľa tohoto princípu musí byť nasaditeľná na podnikový server ako 
samostatná entita (vlastná virtuálna cesta, samostatný application pool), vyuţívať pre svoju 
funkcionalitu vlastné prostriedky (samostatná databáza). Okrem samotného operačného 
systému a prípadne webového serveru by nemala byť závislá na ţiadnych ďalśích prvkoch 
podnikovej IT infraštruktúry.  
V prípade pouţitia sebestačnej a samostatnej intranetovej aplikácie nehrozí takéto riziko 
a intranetový systém nemusí byť povaţovaný za kritický IT komponent (čo v konečnom 
dôsledku zjednoduší jeho správu). Pre potreby dátového prepojenia je moţné pouţiť vhodné 
mechanizmy exportu dát z informačného systému vo všeobecne konzumovateľnej podobe 
(napr. XML export alebo webové sluţby). Intranetový systém je v takomto prípade postavený 
do role konzumenta informácií od informačného systému a producenta pre koncových 
uţívateľov.  







3.3.1.3. Zabezpečenie a riadenie prístupu 
Ako bolo uvádzané vyššie, informácie zverejnené v prostredí intranetu je potrebné 
náleţite zabezpečiť. Jednak z dôvodu aby sa chránené informácie nedostali do nepovolaných 
rúk (i nepovolaných zamestnancov) ale i preto, aby nedošlo k poškodeniu dát.  
Pre nájdenie vhodného modelu zabezpečenia IT systému (či uţ intranetu alebo iného 
produktu) je potrebné zostaviť zoznam aktív v systéme, ktoré je potrebné chrániť, uvedomiť si 
najmä všetky potenciálne hrozby útoku (H), ktorým je systém vystavený, veľkosť škody (D), 
ktorá by bola spôsobená realizáciou hrozby (prienikom), pravdepodobnosť prieniku (P) a na 
ich základe stanoviť riziká (R) ktoré systému hrozia (viď vzťah 1) (13),(18): 
 
R(Hi) = P(Hi).D(Hi)                                                              (1) 
 
S identifikáciou hrozibe systému nevyhnutne súvisí schopnosť identifikovať slabiny, t.z. 
napadnuteľné miesta systému, ktorých ochrana je v súčasnej podobe nedostatočná (alebo 
obtiaţne realizovateľná). Snahou bezpečnostnej stratégie musí byť tieto slabiny 
minimalizovať, prípadne obmedziť moţnosti ich zneuţitia pre realizáciu hrozby na minimum. 
Vzhľadom na to, ţe zabezpečenie firemných dát by malo poţívať pri návrhu relatívne 
vysokú prioritu, je vhodné vypracovať bezpečnostnú stratégiu, zaloţenú na troch pilieroch 
(18): 
 COMPUSEC – (z angl. computer security – zabezpečenie počítačov) nájdenie 
a implementovanie mechanizmov pre zabezpečenie ukladaných (a prezentovaných) 
dát, najmä s vyuţitím moţností šifrovania. Predmetom sú dáta, a dátové média, na 
ktorých dochádza k ukladaniu citlivej informácie 
 COMSEC – (z angl. communication security – zabezpečenie komunikácie) nájdenie 
a implementovanie mechanizmov pre zabezpečenie komunikácie medzi uţívateľmi 
a systémom. Jedná sa predovšetkým o zabezpečenie komunikácie proti moţnostiam 
odpočúvania. V prípade intranetového systému je moţné realizovať napríklad 
prostredníctvom asymetrickej kryptografie (a distribúcie kľúčov v rámci PKI 







infraštruktúry), zašifrovaním komunikačného kanála (napr. SSL zabezpečeným 
spojením atd.) 
 EMSEC – (z angl. emission security – zabezpečenie emisií) predstavuje mechanizmy 
pre vyhľadávanie a potláčanie tzv. parazitných kanálov v systémoch. V prípade 
relatívne uzavretého prostredia, akým intranetový systém je, sa jedná predovšetkým 
o zamedzenie prístupu k takýmto prípadným kanálom, zaistenie fyzickej ochrany 
úloţiska dát, aplikácie (serverov), obmedzenie neautorizovaného prístupu atp. 
 Na základe analýzy rizík podľa uvedených pilierov je následne moţné stanoviť stratégiu 
a postupy pre zvládanie rizík, dopadajúcich na navrhovaný systém. Podľa vzťahu (1) je 
moţné určiť mieru rizika kvantifikovane, tz. v konkrétnych číslených metrikách. Okrem 
tohoto prístupu je taktieţ moţné pouţiť prístup prostredníctvom tzv. „mäkkých“ metrík 
a zvoliť kvalitatívne vyhodnocovanie rizika (identifikované riziká ohodnotiť na zvolenej 
škále a zoradiť podľa priority, miery škody atd.) Nevýhodou takéhoto prístupu je chýbajúce 
finančné vyjadrenie, ktoré predstavuje problémy pri vyhodnocovaní návratnosti investície do 
systému (napr. metódou ROI) (9). 
3.3.1.3.1. Metodika ALE pre zvládanie rizík 
Pre plánovanie bezpečnostnej stratégie sa často pouţíva metodika vyhodnocovania 
a kvantifikácie rizík, očakávaných strát a úspor vyplývajúcich z implementácie zabezpečenia 
– ALE (z angl. Annual Loss Expectancy – očakávané ročné straty). Plánovanie podľa 
metodiky ALE zahŕňa nasledujúce kroky (18): 
 ocenenie strát Cj ktoré vzniknú realizovaním prienikov (v prípade intranetu 
pravdepodobne primárne straty spôsobené zneuţitím dôverných informácií alebo 
poškodením dát) 
 odhad početnosti výskytu prienikov Qj (za rok) 
 výpočet očakávaných strát Zj pre jednotlivé hrozby a celkovej očakávanej straty 
Z a straty Z’ (strata v prípade, ţe ochrana by nebola implementovaná) (viď vzťah 2) 
 analýza efektivity ochrany, výpočet koeficientu efektivity E pri zohľadnení nákladov 
vynaloźených na implementáciu ochrany N (viď vzťah 3) 
 
Zj = Qj . Cj ; Z = ∑ Zj                                                             (2) 







E = (Z – Z’)/N                                                                  (3) 
V súčasnosti sa pre popis a návrh systémov ochrany pouţíva medzinárodný štandard 
ISO 15408, ktorého dokument má nasledujíce časti (18): 
 Úvod – pomenovanie a stručný popis TOE (a angl. Target of Evaluation – predmet 
vyhodnotenia) 
 Popis TOE – vymedzenie rozsahu, hraníc a poţadovaných funkcií 
 Prostredie TOE – popis prostredia v ktorom bude systém prevádzkovaný, identifikácia 
hrozieb a predpoklady pre ich ochranu 
 Ciele, ktoré je ţiadúce dosiahnúť prostredníctvom implementácie zabezpečenia 
 Bezpečnostné poţiadavky – na základe katalógov bezpečnostných funkcií sa zvolia 
príslušné kategórie a záruky 
 Odôvodnenie návrhu a záver 
 
3.3.1.4. Modularita systému 
Zaistenie modularity systému je dôleţité z hľadiska jeho správy a budúcej moţnosti 
rozšírenia. Jedná sa predovšetkým o potrebu rozdelenia aplikácie do jednotlivých funkčných 
blokov, do istej miery na sebe nezávislých, tak aby ich  bolo moţné jednotlivo aktualizovať a 
obmieňať bez významného narušenia funkčnosti ostatných blokov.  
Nie vţdy je moţné modularitu celého systému zaručiť na 100%, avšak snaha o tento 
prístup k implementácii systému zniţuje čas odstávky, ktorý je potrebný pri inovácii alebo 
údrţbe systému a tak v konečnom dôsledku zniţuje náklady na prevádzku, resp. straty spojené 
s odstavením (a znovu naštartovaním systému).  
Správna implementácia modulárneho systému taktieţ vytvára priestor pre realizáciu 
kompozitnej aplikácie, ktorá je  z hľadiska intranetového systému vysoko ţiadúca. Princíp 
kompozitnej aplikácie spoćíva v schopnosti unifikovať rôzne dátové zdroje, dátové toky 
a prezentovať ich v jednotnej a ucelenej forme, podľa moţnosti na jednom mieste 
(intranetový portál).  
Metodika zaistenia modularity systému je často závislá predovšetkým na zvolenom 
technologickom riešení. 







3.3.1.4.1. SOA architektúra intranetového systému 
 
Jedným z moderných trendov vývoja intranetových (a rovnako i podnikových 
informačných) systémov je orientácia, resp. transformácia všetkých pracovných procesov na 
sluţby. Výhodou orientácie na sluţby je implementácia mechanizmu, ktorý informačne 
nezahlcuje, ale poskytuje kvalitné (a rozsiahle) informácie v okamihu, keď sú potrebné (6). 
Z celopodnikového hľadiska bolo deklarované, ţe implementácia SOA architektúry je 
potrebná pre všetky produkčné procesy (15).  
Súčasným trendom implementácie takéhoto funkčného modelu je architektúra SOA 
(z angl.  Service oriented architecture – architektúra orientovaná na služby), o ktorej 
dosiahnutie sa bude snaţiť i systém navrhovaný v rámci tejto práce. SOA reprezentuje model, 
pri ktorom je funkcionalita systému ako celku rozdelená do malých (a samostatných) 
funkčných celkov, ktoré môţeme z uţívateľského prostredia nazývať sluţbami. Výhodou 
tohoto prístupu je naplnenie princípu o modularite systému (viď 3.3.1.4.).  
Podľa definície predstavuje SOA návrhový model pre previazanie podnikových 
informačných zdrojov (organizácie, aplikácie, uţívatelia a dáta) dynamicky v dobe vyvstania 
poţiadavky takým spôsobom, aby bolo dosiahnuté optimálne uspokojenie informačných 
potrieb konzumentov (uţívateľov). Návrh architektúry SOA sa pridŕţa nasledujúcich 
princípov (15): 
 zaobalenie sluţby, t.j. poskytnutie jednotného a nepriehľadného rozhrania pre pouţitie 
sluţby 
 voľné väzby – jedná sa o mechanizmus previazania organizačných jednotiek (modulov 
v prípade IT) s minimalizáciou vzájomných závislostí 
 jednotnosť komunikačného rozhrania 
 abstrakcia – v súvislosti s prvým bodom, sluţba predstavuje „čiernu skrinku“ 
a uţívateľ nemá prístup k procedurálnej logike, ktorou je poskytovaná (sluţba) 
 zlučovateľnosť sluţieb – sluţby môţu byť rôznym spôsobom kombinované 
a zreťazené, aby tak vytvorili novú, alebo dokonalejšiu verziu sluţby 
 autonómnosť – sluţba má plnú kontrolu nad logikou, ktorú poskytuje (funkcionalitou 
ktorú implementuje) 







 optimalizácia a objaviteľnosť – sluţby sú navrhované tak, aby prístup k nim bol čo 
najjednoduchší, najintuitívnejší. V prípade sieťovývh sluźieb sa jedná taktieţ 
o implementáciu mechanizmov na úrovni prenosových protokolov, ktoré umoţňujú 
odhalenie existencie sluţby beţne pouţívanými detekčnými mechanizmami (discovery 
v prípade DHCP napr.) 
3.4. Ţivotný cyklus intranetového systému vo firme 
 
Ako pre kaţdý produkt, aj pre intranetový systém je moţné stanoviť pribliţný ţivotný 
cyklus, ktorým pri svojom zavedení do firmy prejde. Správnym pochopením tohto ţivotného 
cyklu, a aktuálneho miesta, v ktorom sa pri návrhu nachádzame, je moţné vyhnúť sa rôznym 
problémom v budúcnosti, ktoré súvisia s údrţbou a rozširovaním systému. Správne 
dodrţanie vývojového ţivotného cyklu systému má za následok taktieţ hladší priebeh 
adopcie uţívateľmi.  





















Obr. 1 Ţivotný cyklus intranetového systému (19) 
 
 Počiatočná fáza – firma nemá zavedený intranetový systém. Firma síce pouţíva IT 
prostriedky pre zber a vyhodnocovanie údajov, má vlastnú komunikačnú 
infraštruktúru, avšak nepouţíva ţiadnu konkrétnu intranetovú aplikáciu. 







 Fáza špecifikácií – firma sa rozhodne pre prieskum moţností zavedenia intranetového 
systému a jeho potenciálnych prínosov. Realizácia tohoto prieskumu je väčšinou vo 
forme analýzy pouţiteľných technológií, problémov ktoré vyrieši a príleţitostí ktoré 
vytvorí. Výsledkom tejto analytickej fázy môţe byť napr. SWOT (z angl. Strength 
Weakness Opportunity Threat – Sily, slabiny, príležitosti a hrozby) matica.  
 Vývoj prototypu – na základe analýzy boli zvolené prísluśné parametre a očakávaná 
funkcionalita systému. Vývoj prototypu sám o sebe pozostáva z niekoľkých iterácií, 
ktoré pozostávajú z návrhu funkcionality, designu, testovania, získania spätnej väzby 
(zväčša vedenia, v prípade širšieho testovania i vybranej skupiny koncových 
uţívateľov). Analýzou získané poźiadavky je potrebné poupraviť podľa reálnych 
moţností implementácie, prípadne na základe nových poznatkov tieto poţiadavky 
upraviť. V rámci vývojového cyklu softwaru sa jedná o tzv. predbeţné alfa testovanie. 
Pouţité sú generické testovacie dáta (jednoduché databázy, príp. niekoľko 
jednoduchých databázových poloţiek). 
 Vývoj produkčného systému – na základe poznatkov a prototypov z predchádzajúcej 
fázy je vyvinutý systém, ktorý je napojený na reálne dátové zdroje. Nastupuje fáza 
záťaţových testov a vyhodnocovanie správania sa systému v reálnej prevádzke (tzv. 
beta testovanie). V tejto fáze je očakávané zainteresovanie všetkých (alebo aspoň 
väčšiny) budúcich uţívateľov systému. Na základe poznatkov z tejto fázy je aplikácia 
upravená reálnym poţiadavkám, sú odladené prípadné chyby. 
 Správa, údrţba a rozvoj – aplikácia je po nasadení do prevádzky monitorovaná, sú 
zbierané dáta ohľadne miery a spôsobu vyuţitia, ktoré budú v budúcnosti pôsobiť ako 
podklady pre ďalśí rozvoj systému.  
Táto práca v rámci svojho rozsahu spracúva prvé štyri fázy vývojového cyklu a vo 
svojom závere navrhuje alternatívy pre piatu fázu. Počiatočná fáza je reprezentovaná 
stanovením cieľov práce, fáza špecifikácií predstavuje stanovenie a vyhodnotenie 
poţiadaviek na systém a v podstate je reprezentovaná analytickou časťou práce. Praktická 
časť práce je orientovaná na nasledujúce dve fázy vývojového cyklu, keďţe obsahuje 
jednak návrh systému a metodiky jeho implementácie a taktieţ vývoj konkrétneho 
intranetového riešenia. 
 







3.5. Technologické východiská práce 
 
Nasledujúca stať obsahuje popis technologických princípov dynamických webových 
stránok (s databázovým základom a spracovaním na strane servera, tzv. server-side), na 
ktorých je intranetový systém, tak ako je navrhovaný v tejto práci zaloţený. Vysvetlenie 
základných princípov aplikačného modelu tohoto druhu aplikácie je nevyhnutné pre správnu 
orientáciu v praktickej časti tekto práce (a taktieţ vyţaduje základnú orientáciu sa 
v problematike vývoja aplikácií a základných pojmoch, nakoľko ich objasňovanie je 
mimo rozsah tejto práce).  
Pretoţe pre vývoj aplikácie bude zvolená technológia ASP.NET 2.0 (ktorej voľba je 
prakticky i ekonomicky zdôvodnená v praktickej časti práce), je nasledujúci popis 
orientovaný predovšetkým na aplikácie postavené na tejto technológii. Aj napriek tomu je 
však popisované princípy moţné generalizovať, nakoľko základné princípy serverových 
webových aplikácií sú veľmi podobné, ak nie zhodné. 
 
3.5.1. Aplikácia na platforme .NET Framework 
 
Technológia ASP.NET 2.0 umoţňuje vyvíjať robustné webové aplikácie s moţnosťou 
vyuţitia programovacích nástrojov primárne určených pre desktopové aplikácie. Aplikácia na 
báze technológie ASP.NET 2.0 má architektúru klient-server (17). Inštancia aplikácie beţí na 
webovom serveri (neustále iba jedna inštancia) a odpovedá na poţiadavky klienta (pre 
kaţdého klienta je vytvorená unikátna relácia). Uţívateľ svojou interakciou s aplikáciou vo 
svojom prehliadači generuje udalosti jednotlivých ovládacích prvkov. Ako reakcia na 
vzniknutú udalosť je stránka poslaná serveru späť vo forme PostBacku spolu s kompletným 
súborom dát z formulárov aplikácie, tento dáta vyhodnotí a vykoná obsluţnú funkciu 
vzniknutej udalosti – eventhandler. Následne je stránka v aktualizovanej podobe opäť 
odoslaná prehliadaču klienta.  
Aplikácia sa skladá spravidla z dvoch častí , a to obsluţného zdrojového kódu – 
codebehind, kde prevaţná časť funkcií v ňom napísaných je určená na obsluhu generovaných 







udalostí a súboru deklarujúceho uţívateľské rozhranie pomocou html alebo asp tagov – 
markup (17).  
Aplikácia je pred svojím prvým spustením kompilovaná, čo má za následok vyššiu 
výkonnosť pri opakovaných prístupoch.  
 
3.5.2. Aplikačný model klient-server 
 
Webové aplikácie na báze technológie ASP.NET 2.0 pracujú vo svojej podstate ako 
serverové aplikácie, vykonávané na serveri, ktoré prijímajú poţiadavky z klientských staníc 
a následne im odosielajú výsledky na základe poskytnutých dát. 
Ako je vidieť z obr.3, aplikácia beţí na serveri a očakáva poţiadavky klientov (17);  
 Po obdrţaní poţiadavky od klientskeho prehliadača o zobrazenie urţitej stránky (http-
Request) je pre uţívateľa od ktorého bola poţiadavka odoslaná vytvorená unikátna 
relácia (session), server vyhodnotí zaslané dáta (v prípade prvého načítania 
pravdepodobne len ţiadané URL), potenciálne obsahujúce parametre, prípadne 
hodnoty premenných, zavolá prísluţný obsluţný proces .NET Framework, ktorý 
vykoná aplikáciu a návratové hodnoty, resp. výsledky behu aplikácie vráti späť 
serveru. Tento na základe nových dát vyrenderuje novú html stránku pre uţívateľa 
a spätne ju odošle klientskemu prehliadaču (http-Response).  
 V prípade, ţe sa nejedná o prvé zobrazenie, klientsky prehliadač najskôr zozbiera 
z formulárov na obrazovke zadané dáta, a tieto pošle spolu so stránkou serveru vo 
forme udalosti nazývanej PostBack. Dáta môţe odoslať dvoma spôsobmi, a to buď 
metódou GET alebo POST. Podobne ako v predchádzajúcom prípade, na strane 
serveru je vykonaná príslušná aplikácia a výsledok je opäť spätne zaslaný klientskemu 
prehliadaču, ktorý vyrenderuje aktuálnu verziu HTML stránky.  
 Pri odoslaní stránky zo servera taktieţ dôjde k odstráneniu všetkého server-side 
kódu. Kód ktorý sa týka funkcionality formulárov a UI komponenov na stránke je 
transformovaný na ekvivalentné JavaScript funkcie, aby bolo moţné zaistiť 
generovanie udalostí a zber dát z formulárov na strane klienta, pred udalosťou 
PostBack. Uţívateľ teda vo svojom prehliadači ani pri nahľade zdrojového kódu práve 







zobrazenej stránky nemá prístup ku skutočnému kódu, implementujúcemu 
funkcionalitu aplikácie.  








Obr. 2 Aplikácia a uźívateľské relácie 
 
Z obr.2 je vidieť, ţe zatiaľ čo aplikácia beţí na serveri len v jednej svojej inštancii, ktorá 
je udrţiavaná v operačnej pamäti tak dlho, pokiaľ na ňu pristupujú jednotliví uţívatelia, alebo 
pokiaľ neuplynie timeout od posledného prístupu, pre kaţdého uţívateľa je vytvorená jeho 
vlastná inštancia unikátnej relácie, ktorú moţno pouţiť pre úschovu personalizovaných 
nastavení uţívateľa. 
V rámci vyššie uvedených operácií je vhodné rozlišovať pojmy client-side a server-
side scripting, kde prvý z nich predstavuje vykonávanie skriptov v klientskom prehliadači, 
napr. v podobe JavaScriptu, zatiaľ čo druhý predstavuje vykonávanie serverovej časti kódu 
aplikácie, napr. v jazyku C#. Na základe schémy na obr.3. je moţné tvrdiť, ţe klientske 
skriptovanie je vyuţívané predovšetkým na zber údajov z formulárov,  manipuláciu vzhľadu 
stránky a generovanie udalostí jednotlivých komponentov v aplikácii, zatiaľ čo serverové 
skriptovanie tieto udalosti ošetrujú (z angl. event handling – ošetrovanie udalostí.) a sú určené 
na získavanie dát z databázy, resp. prístup k serverovým zdrojom.  
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Obr. 3 Aplikačný model klient-server 
 
3.6. Vývojové trendy intranetových systémov 
3.6.1. Evolúcia pohľadu na intranetové systémy 
 
Aj napriek tomu, ţe intranetové systémy sú predmetom záujmu relatívne krátku dobu (od 
dôb rozvoja a expanzie verejných internetových stránok a WWW, teda cca od r. 1995), 
v priebehu ich vývoja doślo k niekoľkým zásadným zmenám v názoroch na význam a cieľ 







intranetových systémov. Postupnú evolúciu vzťahu uţívateľov (a managementu) 
k intranetovému systému predstavuje tabuľka 1.(19): 
 
Charakteristika systému Tradičný pohľad Vývoj a výhľad do budúcna 
Prístupnosť Lokálna sieť, vnútropodnikové 
počítače 
Odkiaľkoľvek, kedykoľvek - 
virtuálne VPN siete, prístup z 
internetu 
Typ stránok Statické (informačná tabuľa) Dynamické (koncept Web 
2.0) 
Veľkosť firmy Veľké korporácie Bez rozdielu, všetky veľkosti 
Primárne zameranie Dátové a informačné zdroje, 
katalógy, interné praktiky a predpisy 
atd. 
Znalostná báza (KB), 
databázový prístup, prístup k 
dátovým skladom, analýza 
dát 
Benefity Individuálne: jednoduché 





postupov a návykov 
Tab. 1 Vývoj intranetových systémov (19) 
 
Z tab.1. je vidieť trend nárastu skutočného významu intranetu pre firmu. Z pôvodnej, 
viac-menej módnej záleţitosti, preukazujúcej orientáciu firmy na vyuţívanie najmodernejších 
(v tej dobe) technológií nastáva prechod na prostredie, ktoré postupne transformuje samotné 
pracovné procesy v podniku. Umoţňuje nielen jednoduchšie a efektívnejśie pristupovať 
k informáciám, ale predstavuje znalostnú základňu, na ktorej operujú všetci zainteresovaní. 
Za povšimnutie stojí predovšetkým nárast významu uţívateľskej komunikácie. Intranet 
vytvára podľa nového modelu priestor pre spoluprácu zamestnancov, čo v konečnom 
dôsledku vedie ku zniţovaniu času potrebného na výkon pracovnej úlohy, zniţuje nároky na 
tréning zamestnancov (informácie dostanú vtedy keď potrebujú, a najlepším informátorom je 
skúsenejší kolega).  
Rozvoj intranetu, tak ako je popísaný uvedenou tabuľkou (tab.1.) je moţný 
predovšetkým vďaka novým vývojovým technológiám webových aplikácií, ktoré ponúka tzv. 







koncept Web 2.0 (dynamické stránky s fokusom na obsah, personalizáciu, komunikáciu a 
hypermédiá).  
Zatiaľ, čo pôvodný model predstavoval benefit skôr pre jednotlivých uţívateľov 
(zjednodušoval im prácu), nový model predstavuje pokrok a prínos pre celú firmu, kolektívne. 
Taktieţ je vidieť rozšírenie intranetových systémov medzi firmy všetkých veľkostí. 
Vnútropodnikový intranet prestáva byť doménou výhradne obrovských nadnárodných 
korporácií, kde komunikácia informácií naprieč globálnym prostredím predstavuje bez 
špecializovaných nástrojov skutočný problém. Intranet sa rozširuje medzi firmy všetkých 
veľkostí, ktoré začínajú chápať potrebu zjednocovania informačných tokov a rozhraní 
a uvedomujú si význam, a predovšetkým potenciál jednotného, na kolaboráciu orientovaného 
prostredia.  
Z hľadiska dostupnosti intranetu nastáva taktieţ posun z výhradne vnútropodnikovej 
oblasti do extranetovej roviny. Prístup k systému je vďaka masívnemu rozšíreniu internetovej 
konektivity medzi populáciu vyţadovaný bez obmedzenia umiestnenia prístupového 
terminálu. Pretoţe ochrana a autorizácia prístupu musia ostať zachované i pri prístupe 
z prostredia fyzicky mimo podniku, úmerne narastá význam kryptografie a implementácie 
zabezpečovacích prvkov a technológií (18).  
 
3.6.2. Trendy vývoja intranetu v budúcnosti 
 
Je moţné očakávať, ţe Web 2.0 boom, ktorý zasiahol verejné internetové stránky vo 
forme blogov (z ang. weB LOG – webový denník), RSS obsahu (z angl. Really Simple 
Syndication – skutočné jednoduché publikovanie) a expanzie multimediálneho obsahu, 
neobíde ani rozvoj intranetových systémov (ktoré povaţujeme vpodstate za paralelu internetu, 
len s pre podnik charakteristickým obsahom a dostupnosťou).  
Na základe súčasnej situácie boli vypozorované nasledujúce vývojové trendy, ktoré boli 
zhrnuté pri príleţitosti francúzskeho seminára Intranet d’Enterprise: Évolution et 
tendances (angl. názov World-class intranets: best practices for success – Intranety svetovej 
triedy: najlepšie praktiky pre úspech) (20): 







 Rapídny nárast pouţívateľskej základne (viď 3.6.1.) – do r. 2006 vlastní a pouţíva 
intranet 58% kanadských spoločností.  
 Zvýšený záujem o CMS (z angl. Content management system – Systém pre správu 
obsahu) riešenia (aplikácie pre správu a administráciu webových stránok 
prostredníctvom špeciálneho jednoduchého uţívateľského rozhrania), pretoţe: 
o  predstavuje jednoduché a relatívne nízkonákladové riešenie 
o  poskytuje lepšie moţnosti pre údrţbu a rozvoj 
 Zvyšovanie výkonnost vo vzťahu k uţívateľom – snaha o jednoduchý, rýchly 
a výkonný model prístupu k informáciám ako pokus o elimináciu tzv. Nielsenovho 
problému (Dr. Jakob Nielsen stanovil mechanizmus pre výpočet strát na základe 
postulátu, ţe zamestnanec denne premrhá X minút pracovného času) (5). 
 Pevné zakotvenie intranetu ako jedného z podnikových nástrojov, intranet sa taktieţ 
stáva predmetom evaluácie výkonnosti, návratnosti investícií atd. (napr. ROI) (9) 
Z hľadiska technologického vývoja je moţné pozorovať nasledujúce vývojové trendy (8): 
 Asynchrónne dynamické stránky (implementované s vyuţitím technológie AJAX – 
z angl. Asynchronous Javascript and Xml – Asynchrónny Javascript a XML) 
 Adopcia modelu „sociologického webu“ – RSS, blogy, diskusné fóra – intranet ako 
priestor pre styk a komunikáciu zamestnancov. Predovšetkým sa jedná o vyuţitie 
technológie RSS ako jednotného modelu pre redistribúciu univerzálne dostupných 
informácií (pri pouţití RSS je formátovaný obsah, forma jeho prezentácie závisí na 
koncovej aplikácii) 
Okrem vyššie uvedených vývojových smerov intranetu (prakticky ako omeškanú paralelu 
vývoja internetu) je moţné, z hľadiska miesta intranetu v podnikovej sfére, IT štruktúre 
a moţností jeho vyuţitia pozorovať i nasledujúce trendy do budúcna (8): 
 Rast rozsahu intranetu, integrácia s ostatnými aplikáciami a technológiami 
pouţívanými vo firme (predovšetkým informačný systém, email, telefón atd.), s tým 
súvisiaca integrácia metód a pouţívaných prostriedkov komunikácie do jednotného 
rozhrania. Nastáva prienik intranetu do všetkých oblastí pôsobenia firmy. Integrácia sa 
taktieţ môţe dotýkať vzťahov so zákazníkmi, umoţnenie obmedzeného prístupu pre 
napr. objednávky, prehľad stavu zásob apod. Firma prostredníctvom exportu svojich 







interných informácií do intranetového prostredia nadviaţe ešte uţšie  a pevnejšie 
vzťahy so zákazníkmi. 
 Vyhodnocovanie významu intranetu (moţno v protiklade s bodom uvedeným vyššie) 
prostredníctvom všeobecného prínosu firme a na základe mäkkých metrík. ROI je 
v prípade prostriedkov ako intranet často ťaţké zmerať („ako zmerať a vypočítať 
ROI telefónu?“ (8),(9) ), a intranet začne byť povaţovaný za nevyhnutnú súčasť 
podnikovej infraštruktúry.  
 Zvyšovanie významu „uţívateľskej skúsenosti“ – tz. pocitu z práce so systémom. 
Postupný prechod od snahy o čo najdynamickejšie a graficky prepracované 
uţívateľské prostredia k poskytovaniu jednoduchých rozhraní pre spracúvanie 
informácií (tzv. Google efekt – význam obsahu prevaţuje nad formou, taktieţ jeden 
z trendov Web 2.0). Úzko súvisí s princípom uvádzaným v 3.3.1.1. 
 Kolaboratívny prístup ku báze znalostí. V súčasnosti naberá výrazný význam 
implementácia modulov Wiki (vlastných implementácií Wikipedie). Uţívateľom je 
umoţnené spoločnými silami vytvárať a udrţiavať bázu znalostí. Vzhľadom na snahu 
o transformáciu intranetu na rozsiahlu bázu znalostí (KB, z angl. Knowledge base) pre 



















4. Analýza súčasného stavu vo firme 
 
Nasledujúca časť práce predstavuje analytický pohlad na súčasnú situáciu vo firme ABC, 
spol. s.r.o. Analyzované budú najmä moţnosti a prípadný potenciál zavedenia intranetového 
systému, oblasti vnútropodnikových činností (skladovania dát, komunikácie) ktoré by mohli 
byť pozdvihnuté prostredníctvom intranetu. Výsledkom tejto snahy je organizácia 
jednotlivých činností prostredníctvom SWOT matice, na základe ktorej najlepšie vyplynú 
skutočné problémy, ktoré by intranetový systém mohol riešiť a jeho prínosy.  
Zistené potreby firmy a nedostatky budú prevedené do podoby konkrétnych poţiadaviek 
na funkcionalitu intranetového systému. Taktieţ na základe tejto analýzy bude zostavený 
model priorít vývoja a rozvoja jednotlivých častí systému.  
Rovnako dôleţitou je analýza súčasného stavu technického vybavenia firmy a IT 
infraštruktúry, aby bolo moţné vhodne škálovať a plánovať nasadenie intranetového systému 
(s ohľadom na výkonové moţnosti, prípadne komunikačné moţnosti).  
Vzhľadom na to, ţe popis v tejto kapitole obsahuje analýzu súćasných i budúcich 
vnútrofiremných procesov a postupov, jej zverejnenie by mohlo poškodiť zadávateľa v 
rámci konkurenčného boja, prípadne slúţiť ako návod pre prienik do informačných 
kanálov firmy, alebo snahu o únik informácií. Z týchto dôvodov je kapitola označená 
ako tajná a jej zverejnenie bolo zakázané zadávateľom práce. Zverejnené časti analýzy 
neobsahujú popis ţiadnych kritických skutočností. 
 
4.1. Súčasný stav intranetu vo firme 
 
Firma v súčasnosti nepouţíva ţiaden špecifický intranetový systém. Vzhľadom na to, 
ţe profilácia firmy (viď 1.2.) jednoznačne smeruje k vyuţívaniu moderných technológií pre 
svoje činnosti, jedná sa o zjavný nedostatok. Cieľom tejto práce je tento nedostatok odstrániť. 
 
 







4.2. Prínosy intranetu v oblasti komunikácie 
 
Všetky tri uvedené spôsoby predávania informácií majú svoje prednosti, avšak 
spoločný nedostatok, ktorý je reprezentovaný zníţenou efektivitou celého procesu. Je preto 
vhodné uvaţovať o moţnom riešení komunikácie prostredníctvom intranetového systému. 
Zásadné prínosy, ktoré by priniesol v oblasti komunikácie je moţné zhrnúť najmä na: 
 Moţnosť oddelenia a izolácie vnútrofiremnej komunikácie od faktorov mimo podnik 
(uţívateľmi sú iba zamestnanci podniku, systém je chránený proti odpočúvaniu, 
sniffing útoku atp.). Môţu byť centrálne pouţité vhodné kryptografické metódy na 
ochranu dôvernosti bez narušenia činnosti uţívateľov. 
 Moţnosť zjednotenia komunikácie v horizontálnom i vertikálnom smere 
 Moţnosť diferenciácie informácií, deľba metód ich zverejňovania (nástenka, rôzne 
podsekcie intranetu, osobné správy) a moţností prístupu (autorizácia, uţívateľské roly, 
heslá atd.) 
 Sprístupnenie informácií okamţite v dobe zverejnenia a ich dostupnosť priamo 
z pracoviska zamestnanca 
 Moţnosť významného zjednodušenia orientácie sa v informáciách (podsekcie, 
vyhľadávanie atd.), výberu (personalizácie) informácií so skutočnou informačnou 
hodnotou pre zamestnanca. 
 Moţnosť jednotne zverejňovať informácie príbuzného charakteru na jednom mieste, 
bez obmedzenia maximálnym moţným objemom zverejnených informácií 
(obmedzujúca kapacita je v tomto prípade daná kapacitou pouţitých dátových médií) 
 
4.3. Prínosy intranetu v oblasti kolaborácie 
 
Na základe analýzy v 4.3. je vidieť, ţe v rámci intranetového systému by boli moţné 
potenciálne prínosy v nasledujúcich oblastiach: 
 Zníţenie nákladov spojených s distribúciou, obehom a skladovaním dokumentov 







 Zvýšenie miery zabezpečenia dokumentácie, prostredníctvom vlastnej navrhnutej 
kryptoschémy implementovanej ako metódu zabezpečenia v rámci intranetového 
systému. Dokumenty budú ukladané v šifrovanej podobe s vyuźitím silných 
moderných kryptografických metód, krádeţ hardware tak zabezpečenie neovplyvní. 
 Zjednotenie formy prezentácie dokumentov – dokumenty budú prezentované jednotne 
na jednom mieste prostredníctvom aplikácie, bez ohľadu na ich skutočné fyzické 
úloţisko. Rovnaká aplikácia taktieţ bude poskytovať moţnosti komunikácie, takţe 
bude moţné z jedného centrálneho miesta dokumenty prehliadať a taktieţ o nich 
komunikovať. 
 Zjednodušenie vyhľadávania v dokumentoch, a to predovšetkým prostredníctvom 
moţnosti indexácie a priraďovania metadát (napr. popisu a kľúčových slov). 
 Moţnosť lepšieho (a taktieţ centralizovaného) riadenia prístupu k dokumentom. 
Kaţdý uţívateľ môţe mať priradené vlastné prístupové heslo a jeho prístupové právo 
môţe byť posudzované individuálne. Prístupové informácie medzi uţívateľmi nie sú 
zdieľané. 
 Poskytnutie dokumentácie formou „pull“ a „JIT“, t.z. presne vtedy, keď ju 
zamestnanec potrebuje, a to v celom jej obsahu a bez obmedzenia miestom (t.z. 
dostupné odkiaľkoľvek kde sa nachádza prístupový terminál). V konečnom dôsledku 
vedie k zlepšeniu workflow zamestnancov a môţe viesť k zefektívneniu výrobného 
procesu a navýšeniu počtu opracovaných, resp. vyrobených kusov (a následnému 
navýšeniu obratu a zisku) 
 
4.4. Potenciálni uţívatelia intranetového systému 
 
Z hľadiska hladkej adopcie, a správneho návrhu systému, je nevyhnutné vytypovať okruh 
potenciálnych uţívateľov intranetového systému, ich informačných potrieb a úroveň 
schopností práce so softwarovou aplikáciou. Správnym odhadom (resp. stanovením) týchto 
východísk sa zaručí minimalizácia doby potrebnej na zaškoľovanie zamestnancov (s tým 
súvisí minimalizácia ďalších nákladov) a minimalizácia chýb, ktorých by sa zamestnanci 
z dôvodu neodbornosti (alebo prílišnej komplexnosti aplikácie) dopustili. Správne rozdelenie 







uţívateľov môţe taktieţ slúţiť ako vhodný podklad pre návrh uţívateľských rolí v systéme 
(11). 
Vzhľadom na to, ţe firma sa primárne nevenuje informačným technológiám, je moţné 
u zamestnancov všeobecne očakávať strednú aţ nízku spôsobilosť pre prácu s informačnými 
technológiami. Na základe pohovoru s vybranou vzorkou zamestnancov (10 osôb) a členom 
managementu firmy,  boli stanovené nasledujúce okruhy uţívateľov: 
 Management – vedenie firmy, očakáva sa bezvýhradný prístup ku všetkým 
firemným zdrojom (informačná potreba zahŕňa všetky moduly intranetu), moţnosť 
do týchto zdrojov podľa potreby zasahovať. Napriek tomu však nemoţno očakávať 
profesionálne znalosti z odboru informatiky a prax s pouţívaním software je 
orientovaná na beţné kancelárske úkony, aplikačné balíky a podnikový informačný 
systém (z hľadiska uţívateľa). 
 Designer, Engineer – vývojoví pracovníci firmy, podieľajú sa na návrhu a vývoji 
produktov (prostredníctvom špecializovaného software.) Vzhľadom na vykonávané 
pracovné úlohy je moţné očakávať vyššiu znalosť IT a praktické skúsenosti 
s rôznorodými aplikáciami. Z hľadiska špecifických informačných potrieb je moţné 
očakávať potrebu prístupu k firemnej dokumentácii, moţnosť jej modifikácie 
a aktualizáci.e Rovnako dôleţitým sa javí prístup k referenčným manuálom pre 
pouţívaný CAD software.  
 Administratívny pracovník – pracovníci v administratíve firmy (účtovníctvo, 
personalistika atd.). Pre ich pracovnú náplň je charakteristická práca s kancelárskymi 
aplikáciami a vybranými modulmi podnikového informačného systému. Z hľadiska 
prispôsobivosti uţívateľskému rozhraniu aplikácie tak moţno očakávať strednú mieru 
adaptability. Špecifické informačné potreby sú individuálne, podľa pracovného 
zaradenia. Z hľadiska navrhovaného intranetového systému však zostávajú na 
základnej úrovni, pričom prioritou je poskytnúť im aktuálne informácie 
o vnútropodnikovom dianí, plánovaných akciách atp. Jednou z vyslovených 
poţiadaviek bolo taktieţ zlepšenie systému pre zadávanie ţiadaniek na nákup 
tovarov pre kancelárie. 
 IT Profesionál – pracovníci na úseku IT, ich pracovnou náplňpu je správa 
a modifikácia informačného systému, správa podnikovej LAN atd. Táto skupina 
uţívateľov je adaptabilná bez problémov, ich schopnosťou je poskytnutý systém 







modifikovať a ďalej rozvíjať. Z hľadiska potrieb administrácie je pre nich potrebný 
prístup ku všetkým informačným zdrojom. Problémom je, ţe firma v súčasnosti 
správou informačného systému týchto zamestnancov plne vyťaţuje, rozsiahla 
správa ďalšieho systému by bola pravdepodobne časovo neúnosná. 
 Pracovník vo výrobe – pracovníci zaradení priamo do výroby ak operátori CNC 
strojov, brigádnici, prípadne iné pracovné úlohy manuálneho charakteru. Moţno 
očakávať nízku adaptabilitu novému softwarovému prostrediu, vyţadujú priamočiare 
a minimalistické uţívateľské rozhranie. Ich informačné potreby zostávajú na základnej 
úrovni, v prípade špecifického pracovného zaradenia vzniká potreba moţnosti 
modifkovať príslušné dáta (bez moţnosti pristupovať k ostatným). Dôleţitým 
aspektom je aktuálne informovanie o prebiehajúcich vnútrofiremných aktivitách. 
V prípade vedúcich výrobných úsekov je jednou z potrieb vystavovať ţiadanky 
o nákup spotrebného materiálu (rukavice, chrániče sluchu apod., nie výrobného 
materiálu). Základnou informačnou potrebou je prístup k nariadeniam 
a prevádzkovým pokynom relevantným pre aktuálne pracovné zaradenie (môţe 
sa týkať manuálov pre stroje, ISO noriem atp.) a aktuálnemu plánu školení, resp. 
preškoľovacích kurzov (napr. v oblasti bezpečnosti práce) Problémom tejto skupiny 
uţívateľov v súčasnosti je nedostupnosť prístupového terminálu, prostredníctvom 

















5. Praktický návrh a implementácia 
 
Nasledujúca kapitola predstavuje technickú a technologickú dokumentáciu navrhnutej 
aplikácie, a to predovšetkým popis dosiahnutej funkcionality, mechanizmov  a technológií jej 
implementácie, pouţitej vývojovej platformy, architektúry aplikácie a spôsobu jej nasadenia.  
Technická dokumentácia v tejto kapitole obsahuje konkrétne implementačné detaily a pre 
jej pochopenie je potrebná aspoň základná znalosť pouţitých technológií, princípov objektovo 
orientovaného programovania, databázových systémov atd., nakoľko vysvetlenie technických 
princípov je nad rámec tejto práce.  
Vzhľadom na to, ţe popis v tejto kapitole môţe predstavovať pre potenciálneho 
útočníka návod, príp. mu môţe zjednodušiť prienik do systému, predstavuje zverejnenie 
tejto kapitoly slabinu firemnej bezpećnosti a preto je označená ako tajná. Jej 
zverejnenie bolo zakázané zadávateľom práce. Zverejnená časť obsahuje len základný 
popis aplikácie, bez popisu metodiky implementácie funkcionality. 
 
5.1. Voľba vývojovej platformy a technológie 
 
Na základe zváţenia výsledkov analýzy (viď 4.6.) predloţenej v kap.4 bola ako 
najvhodnejšia alternatíva pre vývoj aplikácie zvolená platforma Microsoft .NET 
Framework 2.0, podloţená databázovým systémom MSSQL 2005 Express.  Aplikácia 
bude nasadená v prostredí webového servera IIS 6. 
Cieľom nasledujúcej state je stručne zhrnúť výhody vyuţitia ASP.NET 2.0 technológie 
pre vývoj webových aplikácií oproti ostatným konkurenčným riešeniam, a to ako z hľadiska 
vývojových nástrojov, tak z hľadiska charakteristík platformy. 
Z hľadiska vyuţitej technológie môţeme pre ASP.NET 2.0 aplikácie charakterizovať 
predovšetkým tieto výhody: 
 mnoţstvo dostupných predkompilovaných komponentov, ktoré je moţné pouţiť pri 
vývoji aplikácie 







 výkonnosť, podporená kompiláciou aplikácie pred spustením, nejedná sa teda len 
o interpretáciu skriptov, 
 zabezpečenie vyplývajúce z vyuţitia CLI a managed kódu, 
 vyuţitie robustných programovacích jazykov, umoţňujúcich implementáciu pokročilej 
funkcionality, 
 moţnosť úplnej separácie procedurálneho kódu od grafického rozhrania aplikácie 
(jednoduchosť správy aplikácie, pochopenie zdrojových kódov), 
 jednoduchá konfigurovateľnosť aplikácie s pomocou xml formátovaných súborov 
 beznákladová (zdarma) dostupnosť integrovaných vývojových prostredí, podstatne 
urýchľujúcich a zjednodušujúcich vývoj a správu aplikácie (Visual Web Developer 
2005 Express) 
 úplná kompatibilita s prostredím Windows 2003 Server a v rámci neho dostupným 
webovým serverom IIS 6 (Internet Information Services 6.0) – opäť nevznikajú ţiadne 
dodatočné náklady 
 beznákladová (zdarma) dostupnosť výkonného a robustného databázového systému 
MSSQL 2005 Express, dostupnosť vizuálneho integrovaného nástroja pre jednoduchú 
správu databáz (SQL Management studio Express) 
 integrovaný mechanizmus pre implementáciu uţívateľských účtov a rolí, podporovaný 
uţ i na úrovni webového servera 
 
Aj napriek tomu, ţe sa jedná o komerčnú a profesionálnu technológiu, existuje moţnosť 
vývoja a nasadenia aplikácií prostredníctvom vývojových nástrojov sady Express, ktoré sú 
dostupné zdarma. Ich obmedzenie spočíva v odstránení určitej časti funkcionality, ktorá je 
uźitočná pri vývoji veľkých korporátnych projektov, pre aplikáciu o rozsahu podľa tejto práce 
sú však obmedzenia irelevantné, nakoľko sa poţadovanej funkcionality vôbec nedotknú. 
 
Obmedzenia Express nástrojov sú najmä: 
 pravdepodobne zníţená výkonnosť prostredia VWD, 
 obmedzená paleta komponentov o niektoré profesionálne sady, 
 obmedná kapacita podporovanej operačnej pamäte SQL serverom – max. 1GB, 







 obmedzená veľkosť jedného databázového súboru – max. 4GB na súbor, 
 MSSQL Server 2005 Express nepodporuje full-text indexovanie obsahu tabuliek 
 
Okrem týchto obmedzení sa pouţité vývojové nástroje správajú ako plnohodnotné 
profesionálne produkty, dokonca ani ich vyuţitie nie je obmedzené na nekomerčné účely 
a teda je moţné ich pouţiť pre vývoj podnikových aplikácií.  
Pri pouţití tejto technológie, ak odrátame odmenu vývojára (autora tejto práce) 
predstavujú priame náklady spojené s vývojom aplikácie a jej nasadením 0 Kč. 
 
5.2. Kompozícia aplikácie 
 
Podľa poţiadaviek na funkcionalitu intranetového systému, bola aplikácia rozdelená na 
nasledujúce kompozitné časti, ktoré boli individuálne implementované. Kompozíciu 
aplikácie, spolu so zoznamom dosiahnutej funkcionality (z technického hľadiska) je vidieť na 
obr.5. Z uţívateľského hľadiska boli navrhnuté a implementované nasledujúce funkcie 
intranetového systému (opäť vyplynulo z výsledkov analýzy v 4.6.): 
 Firemná dokumentácia (správa a prezentácia firemných dokumentov s moţnosťou 
šifrovania a vyhľadávania), poskytuje mechanizmus pre zdieľanie tajnej firemnej 
dokumentácie s dôrazom na zabezpečenie 
 Evidencia pracovných pozícií a zamestnancov 
 Správa uţívateľov, modul poskytujúci komplexné informácie o uţívateľovi systému, 
s pomocou evidencie pracovných pozícií umoţňuje aktuálny prehľad o zamestnanosti 
v podniku a poskytuje podklady pre prípadné personálne opatrenia 
 Interaktívny telefónny zoznam s moţnosťou vyhľadávania a filtrovania pre prístup z 
helpline 
 Interaktívny jedálny lístok s moţnosťou hodnotenia kvality jedla a spätnej reflekcie 
kvality kuchyne v období 31 dní 
 Uţívateľská dokumentácia s moţnosťou vyhľadávania v podsekciách: 
o  interné informácie 







o  manuály a návody 
o  smernice, výkonné a prevádzkové predpisy a nariadenia 
 Nástenka 
 Školenia s moţnosťou správy a registrácie uţívateľov 
 Zadávanie ţiadaniek o nákup tovaru s moţnosťou správy, schvaľovania (zamietania) 
a spätnou väzbou pre uţívateľa 
 Informácie o firemných a súkromných (prípadne teambuildingových) akciách 
 
 












6. Ekonomické vyhodnotenie 
 
6.1. Náklady spojené s vývojom systému 
 
Náklady spojené s vývojom systému, tak ako popivovaného v tejto práci je moţné rozdeliť 
podľa miesta vzniku do nasledujúcich kategórií (na základe:(9), (11)): 
 Náklady spojené s licencovaním vývojových prostriedkov – pre túto prácu predstavujú 
nulové náklady, nakoľko pouţité vývojové nástroje sady Visual Studio 2005 Express 
Edition sú dostupné bezplatne. 
 Náklady spojené s údrţbou systému – pretoţe vo firme je plánovaný outsorcing 
údrţby systému externému poskytovateľovi a zmluva o externej spolupráci ešte nebola 
podpísaná, nie je moţné tento náklad kvantifikovať.  
 Náklady spojené s vývojom aplikácie – predstavujú relatívne zanedbateľnú poloţku, 
nakoľko aplikácia bola vyvíjaná v rámci diplomovej práce ako bezúplatné školeské 
dielo. Pre účely kvantifikácie nákladov bola po dohode s firmou stanovená úroveň 
10% priemernej trţnej hodnoty aplikácie. Trţná hodnota aplikácie na základe 
dostupných cenníkov konkurenčných vývojárskych firiem bola stanovená na min. 
25 000 Kč, na základe toho teda boli stanovené náklady spojené s vývojom na 2500 
Kč. Tieto náklady sa týkajú jednak poskytnutia uźívateľskej licencie firme autorom 
práce (konkrétnej implementácie intranetového systému) ale odhadom zahŕňajú 
i vyťaţenie a odmenu firemného konzultanta, ktorého úlohou bolo vypracovať zoznam 
základných poźiadaviek na systém. 
 Náklady spojené s nasadením systému – predovšetkým cena počítačových 
komponentov, prípadne ucelenej zostavy, ktorá by bola pouţitá ako server pre beh 
navrhovaného systému. Vzhľadom na to, ţe špecificky kvôli nasadeniu tohoto 
systému firma nenakúpila ţiaden nový hardware, je moţné povaţovať tento náklad za 
nulový. Náklady spojené s odmenou personálu vykonávajúceho nasadenie systému sú 
nulové, nakoľko nasadenie bolo realizované bezúplatne ako súčasť zadania tejto 
diplomovej práce. 







 Náklady spojené so školením zamestnancov – je moţné povaţovať za nulové, nakoľko 
ţiadne špecifické školenie pre tento systém nie je vyţadované ani plánované a všetka 
potrebná funkcionalita bude zamestnancom predvedená za prevádzky pri prvom 
pouţití. 
Celkové náklady na vývoj, nasadenie a v súčasnosti plánovanú údrţbu je teda moţné 
zhrnúť na 2500 Kč, ak v rámci odhadu 10% priemernej trţnej ceny aplikácie povaţujeme 
zahrnuté všetky nevyčíslené, nevyčísliteľné a nepredpokladané náklady spojené s prvou fázou 
prevádzky aplikácie. 
 
6.2. Benefity spojené s vyuţitím systému 
 
Kvantifikovať prínosy intranetového systému pre firmu v prvej fáze adopčného 
procesu ihneď v náväznosti na nasadenie aplikácie nie je moţné. Z tohoto dôvodu nie je 
moţné stanoviť konkrétny ROI model a vypočítať mieru návratnosti investície. Konkrétne 
prínosy, ktoré môţe zadávateľ od intranetového systému očakávať boli popísané v rámci 
výsledkov analýzy v kapitole 4.6. Kvantifikácia týchto prínosov bude vyhodnocovaná v rámci 
rozvoja intranetového systému vo firme po uplynutí stanovenej doby prevádzky, a mala by 
zahŕňať predovšetkým vyhodnotenie týchto oblastí: 
 Úspory získané zníţením objemu fyzickej papierovej dokumentácie (náklady na papier 
a tlač) 
 Úspory zníţením mnoţstva redundantných telefonických hovorov, faxov, príp. iných 
spoplatňovaných telekomunikačných sluţieb 
 Úspory získané zníţením zmätočnosti výroby v dôsledku dostupnosti pracovných 
pokynov a návodov 
 Úspory súvisiace so zjednodušením správy dokumentácie (najmä v súvislosti so 
zásadami ISO 9001) 
 Prínosy získané zvýšením objemu kvalitnej produkcie, ako priameho dôsledku 
zníţenia zmätočnosti a okamţitej dostupnosti relevantných informácií 







 Prínosy získané efektívnejším vyuţitím pracovného času zamestnancov, prejavujúce 
sa vyšším uspokojením zamestnancov z práce a najmä napr. v zníţení objemu 
potrebnej platenej nadčasovej práce 
 Prínosy prejavujúce sa v zvýšení spokojnosti zákazníkov a s ňou súvisiacim nárastom 
dopytu 
 
Z hľadiska vyhodnotenia aplikovanej bezpečnostnej politiky môţe mechanizmus 
kvantifikácie benefitov zahŕňať vyhodnotenie efektivity prostredíctvom výročnej analýzy 
rizík metodikou ALE, tak ako je popísaná v 3.3.1.3.1. 
Pre účely vyhodnotenia ROI v rámci tejto práce bol navrhutý nasledujúci výpočtový 
model: 
 
                                  (4) 
 
Vzťah (4) môţe byť pouţitý aţ v dobe dostupnosti potrebných dát pre ROI analýzu a jeho 
konkrétna aplikácia je preto nad rámec tejto práce.  
Vzhľadom na nízke, aţ zanedbateľné, nákladové poloţky spojené s navrhovaným 
intranetovým systémom je moţné tvrdiť, ţe akékoľvek kladné pôsobenie systému na 














Táto práca sa zaoberá návrhom a implementáciou vnútropodnikového intranetového 
systému s primárnym cieľom zvýšenia efektivity vnútropodnikovej komunikácie a distribúcie 
informácií.  
Úvodná časť tejto práce je venovaná konkrétnemu vymedzeniu cieľov práce, jej 
rozsahu a prostriedkov pre splnenie týcto cieľov. Práca sa v rámci svojho zamerania zaoberá 
teoreticky problematikou intranetovývh systémov, predovšetkým z hľadiska moţností ich 
aplikácie ako nástroja pre zvýšenie efektivity práce firmy.  
Z teoretického hľadiska je popísaná metodika návrhu intranetových systémov, ich 
rôzne typy, moţnosti ich vyuţitia a očakávané trendy ich budúceho vývoja. Na základe štúdia 
teoretických poznatkov z dostupných literárnych prameňov boli identifikované tri základné 
typy intranetových systémov, a to: intranet pre správu znalostí, intranet pre vytvorenie 
kolaboratívneho prostredia a intranet ako výkonný pracovný nástroj. Z hľadiska moţností 
budúceho rozvoja je ako hlavný vypozorovaný vývojový trend vidieť snahu o integráciu 
komunikácie a kolaborácie, vyuţitie moţností nových technológií a konceptu interkatívneho 
(a multimediálneho) web 2.0. Teoretické poznatky, uvedené v prvej časti práce, a z nich 
vyplývajúce charakteristiky intranetových systémov sú pouţité ako základný podklad pre 
voľbu primárneho zamerania praktickej časti práce, teda samotnej implementácie 
vnútropodnikového intranetu.  
Na základe diskusií s pracovníkmi firmy a dôsledného vyhodnotenia súčasnej situácie 
vo firme bola vypracovaná analytická časť práce, ktorá predstavuje podklady pre návrh 
funkcionality budúceho intranetového systému. Vykonaná analýza vyústila do stanovenia 
konkrétnych poţiadaviek na intranetový systém, ktoré sa stali súčasťou zadania tejto práce. 
V analýze boli vyhodnotené všetky potenciálne prínosy systému pre zadávateľa, 
predovšetkým v oblasti zníţenia objemu cirkulovaných dokumentov, lepších moţností 
zabezpečenia, zníţenia rizika úniku informácií a zvýšenia informovanosti zamestnancov. 
Základné nedostatky, odhalené v rámci analýzy situácie boli v oblastiach zabezpečenia 
a zdieľania informácií, preto bola v rámci návrhu systému venovaná týmto bodom i zvýšená 
pozornosť. Analytická časť práce obsahuje taktieţ vyhodnotenie prostredia nasadenia 







intranetového systému, a to najmä z hľadiska dostupnej technickej infraštruktúry (z dôvodu 
zvolenia správneho škálovania systému) a uţívateľskej základne. Na základe vyhodnotenia 
potenciálnych uţívateľov a ich informačných potrieb boli zvolené mechanizmy riadenia 
prístupu k funkcionalite a zabezpečenia systému. Zlepšenie metodiky distribúcie informácií 
má z hľadiska zadávateľskej firmy význam predovšetkým vo zvýšení objemu (v súvislosti so 
zvýšením efektivity) a kvality práce, čo sa prejaví v konečnom dôsledku i vo väčšej 
spokojnosti zákazníka a lepšom hospodárskom výsledku. Na základe uvedených skutočností 
(konkrétny výsledok analýzy je z dôvodu rozhodnutia zadávateľa predmetom utajenia) bol 
zvoelný model intranetového systému ako kombinácia kolaboratívnej a komunikačnej 
schémy.  
Tretia časť práce predstavuje praktický návrh a implementáciu softwarového riešenia 
navrhovaného intranetového systému a ako taká je konkrétnym prínosom pre zadávateľskú 
firmu. Na základe výsledkov analýzy bol navrhnutý databázový model, zvolená aplikačná 
architektúra a pouţitá vývojová platforma. Pre účely tejto práce bola ako najvhodnejšia 
alternatíva stanovená webová aplikácia na platforme MS .NET Framework 2.0 vyuţívajúca 
databázový systém zaloţený na technológii MS SQL 2005 Express. Zvolená technológia 
predstavuje z hľadiska vývoja aplikácie a jej nasadenia nulové náklady (nakoľko licencie sú 
verejné a dostupné zdarma). Zvýšená pozornosť bola venovaná návrhu komunikačných 
prostriedkov (individuáneho systému správ, integrovateľného v rámci budúceho rozvoja 
i s foremným emailovým systémom) a prostriedkov pre úschovu a distribúciu dokumentácie. 
Z dôvodu potreby zabezpečenia firemných dát bolo navrhnuté trojúrovňové zabezpečenie: 
vlastná kryptoschéma, vyuţívajúca moderné kryptografické metódy pre minimalizáciu hrozby 
úniku informácií, riadenie uţívateľského prístupu prostredníctvom autentizácie a autorizácie 
s vyuţitím moţností diferenciácie práv uţívateľov podľa im pridelených rolí a globálne 
zabezpečenie komunikácie z dôvodu minimalizácie moţnosti externého útoku alebo 
odpočúvania. Na základe rozhodnutia zadávateľa (vyplývajúceho priamo z povahy práce) je 
sú konkrétne implementačné detaily povaţované za tajné. 
Takto navrhnutý intranetový systém predstavuje na mieru aplikované riešenie 
vnútropodnikovej komunikácie a zdieľania informácií. Ako je uvedené v úvodnej stati, 
venovanej stanoveniu cieľov a podmienok ich splnenia (viď 2.2.), ciele práce budú pre účely 
tejto práce povaţované za splnené, ak bude dosiahnutá funkcionalita, poţiadavky na ktorú 
boli stanovené ako výstup analytickej časti. Pretoţe táto funkcionalita bola úspešne 







implementovaná a intranetový systém nasadený do prevádzky vo firme, je moţné ciele 
práce povaţovať za úspešne splnené. Z hľadiska praktického naplnenia primárneho cieľa 
práce, tak ako uvedeného v 2.2. je nutné vyhodnotiť priebeh adopcie intranetového systému 
a jeho konkrétnej integrácie do všetkých dotknutých firemných procesov. Vzhľadom na to, ţe 
sa jedná o časovo rozsiahly proces, začínajúci odovzdaním tejto práce, nie je moţné splnenie 
tohoto cieľa vyhodnotitť spoľahlivo. Jeho analýza a konkrétne vyhodnotenie je súčasťou 
strategického plánu rozvoja intranetového systému, ktorý je však uţ nad rámec tejto práce 
(ako stanovený v 2.1.), preto nebol v tejto práci popísaný.  
Ekonomický prínos tejto práce pre firmu bol vyhodnocovaný priebeţne v rámci 
analytickej i praktickej časti práce formou mäkkých, kvalitatívnych metrík (prínosov 
jednotlivých funkcií systému pre firmy všeobecne i pre konkrétneho zadávateľa), nakoľko 
konkrétna kvantifikácia úspor a benefitov, vyplývajúcich z nasadenia intranetového systému 
vo firme je moţná aţ po ukončení procesu adopcie systému. Tento proces, ako uţ bolo 
uvádzané, nebude ukončený v časovom rámci vyhradenom pre túto prácu a jeho sledovanie je 
nad jej rámec. Takáto kvantifikácia môţe byť zahrnutá do výpočtu vlastného modelu ROI, 
ktorý bol navrhnutý v rámci záverečného ekonomického zhodnotenia práce - pre tento prípad, 
v rámci porovnania s vynaloţenými nákladmi. Vzhľadom na to, ţe na vývoj a nasadenie 
systému neboli vynaloţené ţiadne špecifické náklady (pretoţe sa jedná o bezúplatné školské 
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Zoznam použitých skratiek a symbolov 
 
 AJAX – Asynchronous Javascript And Xml – platforma pre webové aplikácie vyuţívajúca asynchrónnu 
komunikáciu medzi serverom a klientom 
 ALE – Annual Loss Expectancy – očakávané výročné straty 
 ASP – Active Server Pages – aktívne serverové stránky 
 ASPX – Active Server Pages Extended – rozšírené aktívne serverové stránky 
 BLL – Business Logic Layer – vrstva funkčnej logiky aplikácie 
 CA – Certification Authority – certifikačná autorita 
 CMS – Content Management System – systém pre správu obsahu webového portálu, resp. aplikácie 
 CNC – Computer Numerical Control – označenie výrobných liniek a strojov ovládaných 
prostredníctvom G-Code inštrukcií 
 COMPUSEC – Computer Security – počítačová bezpečnosť 
 COMSEC – Communication Security – bezpečnosť komunikácie 
 CRM – Customer Relationship Management – riadenie vzťahu so zákazníkom 
 CSS – Content Scrambling System – systém pre rozhádzanie obsahu 
 CSV – Comma-Separated Values – čiarkou oddelené hodnoty 
 DVD – Digital Video Disc (resp. Digital Versatille Disc) – optické dátové médium 
 EMSEC – Emission Security – bezpečnosť parazitných kanálov pre únik informácií 
 ERD – Entity Relations Diagram – diagram vzájomných vzťahov entít 
 ERP – Enterprise Resources Planning – informačné systémy určené pre plánovanie prerozdeľovania 
zdrojov podniku 







 FW – Firewall 
 GUI – Graphical User Interface – grafické uţívateľské rozhranie 
 GUID – Global Unique Identifier – globálny unikátny identifikátor 
 HTML – HyperText Markup Language – hypertextový značkovací jazyk 
 HTTP – HyperText Transfer Protocol – hypertextový prenosový protokol 
 HTTPS – HyperText Transfer Protocol Secure – zabezpečený hypertextový prenosový protokol 
 IIS – Internet Information Services – internetové informačné sluţby 
 IP – Internet Protocol – internetový protokol, pouţité i v zmysle IP adresy 
 ISO – International Organization for Standardization – Medzinárodná organizácia pre vydávanie noriem 
a štandardov 
 IT – Information Technologies – informačné technológie 
 JIT – Just In Time – kompilácia práve v dobe poţiadavky 
 KB – Knowledge Base – báza znalostí 
 LAN – Local Area Network – lokálna počítačová sieť 
 MS – Microsoft – korporátny názov 
 MSSQL – Microsoft SQL – implementácia SQL jazyka a databázového systému od Microsoftu 
 OOP – Object Oriented Programming – objektovo orientované programovanie 
 OS – Operating System – operačný systém 
 PGP – Pretty Good Privacy – asymetrický kryptosystém pre utajovanie dát 
 PKI – Public Key Infrastructure – infraśtruktúra a mechanizmus pre distribúciu verejných šifrovacích 
kľúčov pri pouţití asymetrických kryptosystémov 
 POP3 – Post Office Protocol 3 – protokol pre prenos elektronickej pošty 
 RSS – Really Simple Syndication – systém pre distribúciu dátového obsahu bez ohľadu na výsledné 
vizuálne formátovanie 
 SMTP – Simple Mail Transfer Protocol – jednoduchý protokol pre prenos elektronickej pošty 
 SOA – Services Oriented Architecture – architektúra orientovaná na sluţby 
 SOAP – Simple Object Access Protocol – protokol pre jednoduchý prístup k objektom 
 SQL – Structured Query Language – štruktúrovaný jazyk pre dotazy 
 SSL – Secure Socket Layer – vrstva zabezpečeného spojenia 
 SWOT – Strength Weakness Opportunity Threat – analýza silných a slabých stránok subjektu 
 TCP – Transmission Control Protocol – protokol pre kontrolu prenosu 
 UI – User Interface – uţívateľské rozhranie 
 URL – Uniform Resource Locator – zjednotený lokátor zdrojov 
 VWD – Visual Web Developer – vizuálny nástroj pre vývoj webu 
 WPF – Windows Presentation Foundation – základňa pre prezentáciu vo Windows, vývojová platforma, 
súčasť .NET 3.0 
 WWW – World Wide Web – svetová webová sieť 
 XHTML – eXtensible HyperText Markup Language – rozšíriteľný hypertextový značkovací jazyk 
 XML – eXtensible Markup Language – rozšíriteľný značkovací jazyk 
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