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Κριτική ανάλυση του Ν. 4624/2019 
Ιωάννης Δ. Γριβοκωστόπουλος 
 




Σκοπός της παρούσας μελέτης είναι η κριτική ανάλυση του νόμου 
4624/20191, ο οποίος ψηφίστηκε από τη Βουλή των Ελλήνων στις 26 Αυγούστου 
2019 και δημοσιεύτηκε στην Εφημερίδα της Κυβερνήσεως τρεις μέρες αργότερα. Ο 
νόμος είναι αναπόσπαστα συνδεδεμένος με τον Κανονισμό (ΕΕ) 2016/679 (εφεξής 
ΓΚΠΔ), τον οποίο συμπληρώνει και εξειδικεύει. Επιπλέον, με τον νέο νόμο 
ενσωματώνεται στην εθνική έννομη τάξη η Οδηγία (ΕΕ) 2016/680 (εφεξής Οδηγία) 
και επανακαθορίζεται το πλαίσιο λειτουργίας της ΑΠΔΠΧ, προκειμένου να 
προσαρμοστεί στη νέα αποστολή που καλείται να εκπληρώσει η Αρχή, δυνάμει των 
ανωτέρω νομοθετημάτων. 
Η παρούσα μελέτη εστιάζει κυρίως στη σχέση του νέου νόμου με τον ΓΚΠΔ, 
επιχειρώντας, ειδικότερα, να αναδείξει την αναγκαιότητα θέσπισης ενός εθνικού 
νόμου σχετικά με την προστασία του ατόμου έναντι της επεξεργασίας των 
προσωπικών του δεδομένων, να παρουσιάσει τις καινοτομίες που αυτός επιφέρει 
στην καθημερινότητα των πολιτών και τα ζητήματα που επιλύει, καθώς, επίσης, να 
καταδείξει τυχόν ελλείψεις, νομοθετικές αστοχίες και προβληματισμούς σχετικά με 






1 N. 4624/2019 «Αρχή Προστασίας Δεδομένων Προσωπικού Χαρακτήρα, μέτρα εφαρμογής του 
Κανονισμού (ΕΕ) 2016/679 του Ευρωπαϊκού Κοινοβουλίου και του Συμβουλίου της 27ης Απριλίου 
2016 για την προστασία των φυσικών προσώπων έναντι της επεξεργασίας δεδομένων προσωπικού 
χαρακτήρα και ενσωμάτωση στην εθνική νομοθεσία της Οδηγίας (ΕΕ) 2016/680 του Ευρωπαϊκού 
Κοινοβουλίου και του Συμβουλίου της 27ης Απριλίου 2016 και άλλες διατάξεις» (Α΄ 134). 
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ΙI. Η ΑΝΑΓΚΑΙΟΤΗΤΑ ΨΗΦΙΣΗΣ ΝΕΟΥ ΝΟΜΟΥ 
Ο ΓΚΠΔ, λόγω της νομικής φύσης του2, δεν απαιτεί την έκδοση ιδιαίτερης 
νομικής πράξης εφαρμογής από τα κράτη μέλη, δεσμεύοντας άμεσα τα κρατικά 
όργανα, τις δημόσιες αρχές και τα δικαστήρια, καθώς και όλα τα πρόσωπα, φυσικά 
και νομικά, που εμπίπτουν στο πεδίο εφαρμογής του. Εντούτοις, περιέχει αρκετές 
«ρήτρες ανοίγματος» (ή «ρήτρες ευελιξίας»)3 αναγνωρίζοντας στα κράτη την 
ευχέρεια να εξειδικεύσουν τους κανόνες του, συμπεριλαμβανομένων εκείνων που 
αφορούν στην επεξεργασία ειδικών κατηγοριών δεδομένων προσωπικού χαρακτήρα, 
και να προσδιορίσουν τις περιστάσεις ειδικών καταστάσεων επεξεργασίας, μεταξύ 
άλλων τον ακριβέστερο καθορισμό των προϋποθέσεων υπό τις οποίες η επεξεργασία 
δεδομένων προσωπικού χαρακτήρα είναι νόμιμη. 
Η χρήση/εξειδίκευση των ρητρών ευελιξίας δεν είναι στη διακριτική ευχέρεια 
των κρατών μελών. Αντιθέτως, υπάρχει υποχρέωση των κρατών να προσαρμόσουν 
την εθνική τους νομοθεσία για την προστασία δεδομένων προσωπικού χαρακτήρα 
στο νέο πλαίσιο που χάραξε ο ΓΚΠΔ, και μάλιστα κατά τρόπο όσο το δυνατόν 
ευθυγραμμισμένο με το ενωσιακό κεκτημένο, προκειμένου να ικανοποιηθεί η ανάγκη 
για συνεκτική εφαρμογή διατάξεων προστατευτικών για τα δεδομένα προσωπικού 
χαρακτήρα αλλά παράλληλα να διευκολυνθεί η απρόσκοπτη ροή των δεδομένων 
προσωπικού χαρακτήρα εντός της ΕΕ και όχι μόνο4. 
 
2 Βλ. Ευγενία Σαχπεκίδου, «Ευρωπαϊκό Δίκαιο – 2η έκδοση», Εκδόσεις Σάκκουλα, 2013, σελ. 461-
462. 
3 Βλ. Λίλιαν Μήτρου, «Ο γενικός κανονισμός προστασίας προσωπικών δεδομένων νέο δίκαιο – νέες 
υποχρεώσεις – νέα δικαιώματα», Εκδόσεις Σάκκουλα, 2017, σελ. 36. 
4 Βλ. και ανακοίνωση της Επιτροπής προς το Ευρωπαϊκό Κοινοβούλιο και το Συμβούλιο με θέμα 
«Ισχυρότερη προστασία, νέες ευκαιρίες - Κατευθυντήριες γραμμές της Επιτροπής σχετικά με την 
άμεση εφαρμογή του γενικού κανονισμού για την προστασία δεδομένων από την 25η Μαΐου 2018 
COM/2018/043 final», όπου αναφέρεται ρητά ότι τα κράτη μέλη πρέπει να οριστικοποιήσουν τη 
θέσπιση του νομικού πλαισίου σε εθνικό επίπεδο και ότι «σε περίπτωση που κράτος μέλος δεν λάβει 
τα αναγκαία μέτρα που απαιτούνται βάσει του κανονισμού, καθυστερήσει να λάβει μέτρα ή 
χρησιμοποιήσει τις δυνατότητες θέσπισης πιο ειδικών διατάξεων που προβλέπονται στον κανονισμό 
κατά τρόπο αντίθετο προς τον κανονισμό, η Επιτροπή θα χρησιμοποιήσει όλα τα μέσα που έχει στη 
διάθεσή της, συμπεριλαμβανομένης της κίνησης διαδικασίας επί παραβάσει.» (διαθέσιμη σε 
https://eur-lex.europa.eu/legal-content/el/TXT/?uri=CELEX%3A52018DC0043). 
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Εξάλλου, η ψήφιση νέου νόμου ήταν αναγκαία και για την αναδιοργάνωση 
της ΑΠΔΠΧ, η οργάνωση και η λειτουργία της οποίας διείπετο από τις διατάξεις του 
καταργούμενου ν. 2472/1997 (Α΄ 50)5, καθώς και για την ενσωμάτωση της Οδηγίας6. 
 
III. ΤΟ ΧΡΟΝΙΚΟ ΤΗΣ ΨΗΦΙΣΗΣ ΤΟΥ Ν. 4624/2019 
Τόσο ο ΓΚΠΔ όσο και η Οδηγία έτασσαν στα κράτη μέλη μία εύλογη 
προθεσμία δύο περίπου ετών για τη θέσπιση των αναγκαίων ρυθμίσεων στις εθνικές 
έννομες τάξεις7. Σε εθνικό επίπεδο, αν και η αντίδραση των αρμόδιων οργάνων 
υπήρξε αρχικά άμεση, η επίτευξη του στόχου καθυστέρησε χαρακτηριστικά, αφού ο 
νόμος ψηφίστηκε δεκαπέντε περίπου μήνες μετά τη θέση σε ισχύ του ΓΚΠΔ και την 
εκπνοή της προθεσμίας για την ενσωμάτωση της Οδηγίας, ύστερα από μία 
περιπετειώδη νομοπαρασκευαστική διαδικασία. 
Ειδικότερα, στις 14 Ιουνίου 2016 συνεστήθη από το Υπουργείο Δικαιοσύνης, 
Διαφάνειας και Ανθρωπίνων Δικαιωμάτων ειδική νομοπαρασκευαστική επιτροπή με 
αντικείμενο την ενσωμάτωση της Οδηγίας και την εξέταση του ενδεχόμενου λήψης 
νομοθετικών μέτρων για την εφαρμογή του ΓΚΠΔ8. Ως χρόνος περάτωσης του έργου 
της επιτροπής ορίστηκε η 31η Μαΐου 2017, ημερομηνία η οποία, εν συνεχεία, 
παρατάθηκε έως τις 31 Δεκεμβρίου 20179. Η επιτροπή προχώρησε στην εκπόνηση 
σχεδίου νόμου, επιχειρώντας τη ζεύξη εθνικών μέτρων τόσο για τον ΓΚΠΔ όσο και 
για την Οδηγία στο ίδιο νομοθετικό κείμενο, το οποίο τέθηκε σε δημόσια 
διαβούλευση από τις 20 Φεβρουαρίου έως τις 5 Μαρτίου 201810. 
Με την ολοκλήρωση, όμως, της δημόσιας διαβούλευσης, το νομοσχέδιο δεν 
κατατέθηκε προς ψήφιση στη ΒτΕ. Αντίθετα, τόσο τον Νοέμβριο του 2018 όσο και 
τον Ιανουάριο του 2019 μεταβλήθηκε η σύσταση της νομοπαρακευαστικής επιτροπής 
 
5 Βλ. άρθρο 84 ν. 4624/2019. 
6 Άρθρο 288 ΣΛΕΕ (πρώην άρθρο 249 ΣΕΚ). 
7 Βλ. άρθρα 99 ΓΚΠΔ και 63 Οδηγίας. 
8 Βλ. υπ’ αριθμ. 43519/14-6-2016 απόφαση Υπουργού Δικαιοσύνης, Διαφάνειας και Ανθρωπίνων 
Δικαιωμάτων (Β΄ 1913).  
9 Βλ. υπ’ αριθμ. 45278/15-6-2017 απόφαση Υπουργού Δικαιοσύνης, Διαφάνειας και Ανθρωπίνων 
Δικαιωμάτων (Β΄ 2145). 
10 http://www.opengov.gr/ministryofjustice/?p=9331.  
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και τέθηκαν νέες προθεσμίες για την περάτωση των εργασιών της11. Η νέα επιτροπή 
εκπόνησε νέο νομοσχέδιο τον Φεβρουάριο του 2019, το οποίο, όμως, δεν αναρτήθηκε 
προς δημόσια διαβούλευση. Ακολούθησε η διενέργεια των εθνικών εκλογών. Στο 
μεταξύ, τον Ιούλιο, η Επιτροπή παρέπεμψε την Ελλάδα στο Δικαστήριο της ΕΕ λόγω 
μη έγκαιρης ενσωμάτωσης της Οδηγίας12. 
Υπό το φάσμα επιβολής μεγαλύτερου χρηματικού προστίμου, και με 
δεδομένο ότι η Ελλάδα ήταν η τελευταία χώρα χωρίς εθνικά μέτρα εφαρμογής του 
ΓΚΠΔ -μαζί με τη Σλοβενία-, το σχέδιο νόμου αναρτήθηκε για δεύτερη φορά σε 
δημόσια διαβούλευση από τις 12 έως τις 21 Αυγούστου 201913, βασιζόμενο στις 
εργασίες της δεύτερης νομοπαρασκευαστικής επιτροπής. Στη συνέχεια το νομοσχέδιο 
κατατέθηκε άμεσα στη ΒτΕ, όπου και ψηφίστηκε με τη διαδικασία του 
κατεπείγοντος14 15. 
 
IV. Η ΕΠΙΡΡΟΗ ΤΟΥ ΓΕΡΜΑΝΙΚΟΥ ΝΟΜΟΥ 
Στον ν. 4624/2019 γίνεται διάκριση σε δημόσιους και ιδιωτικούς φορείς, με 
ιδιαίτερη έμφαση να δίνεται στους δημόσιους φορείς. Η επιλογή του εθνικού 
νομοθέτη να αποστεί από την ενιαία γραμμή αντιμετώπισης των δημόσιων και 
ιδιωτικών φορέων από το ευρωπαϊκό δίκαιο και να προβεί στην παραπάνω διάκριση 
συνιστά, σύμφωνα με την αιτιολογική έκθεση του νόμου, συνειδητή επιλογή, 
προκειμένου να καταστεί ευχερής η εφαρμογή του νόμου16. 
 
11 Βλ. υπ’ αριθμ. 80875οικ/15-11-2018 (Β΄ 5209) και 95634/9-1-2019 (Β΄ 11) αποφάσεις Υπουργού 
Δικαιοσύνης, Διαφάνειας και Ανθρωπίνων Δικαιωμάτων. 
12 https://ec.europa.eu/commission/presscorner/detail/EL/INF_19_4251. 
13 http://www.opengov.gr/ministryofjustice/?p=10648. 
14 Βλ. πρακτικά συνεδρίασης της Διαρκούς Επιτροπής Δημόσιας Διοίκησης, Δημόσιας Τάξης και 
Δικαιοσύνης της ΒτΕ, της 23ης Αυγούστου 2019 (διαθέσιμα σε 
https://www.hellenicparliament.gr/Koinovouleftikes-Epitropes/Synedriaseis?met_id=334fabd7-40a2-
4eee-bd4f-aab2008fd361), καθώς και πρακτικά της συνεδρίασης της Ολομέλειας της ΒτΕ, της 26ης 
Αυγούστου 2019 (διαθέσιμα σε https://www.hellenicparliament.gr/Praktika/Synedriaseis-
Olomeleias?sessionRecord=fc49ffd4-f225-4b76-b71d-aab501436c91).  
15 Το νομοσχέδιο ψηφίστηκε χωρίς τη «σύμφωνη γνώμη» της ΑΠΔΠΧ. Η υπ’ αριθμ. 1/2020 
γνωμοδότηση της Αρχής διατυπώθηκε στις 24 Ιανουαρίου 2020 (διαθέσιμη σε 
https://www.dpa.gr/el/enimerwtiko/prakseisArxis?field_year_from=&field_year_to=&field_keywords
=&field_category=All&field_protocol_number=&field_thematic=All&page=4).  
16 Η επιλογή του νομοθέτη δεν επικροτήθηκε από την πλειονότητα του ακαδημαϊκού κόσμου. 
Ενδεικτικά: Κώστας Μποτόπουλος «Προσωπικά και μαζί … δημόσια» και «Γιατί πρέπει να αλλάξει ο 
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Κατ’ αρχάς, να σημειωθεί ότι η διάκριση αυτή δεν έρχεται σε αντίθεση με τον 
ΓΚΠΔ, αφού κάτι τέτοιο είναι επιτρεπτό βάσει σχετικής δυνατότητας που παρέχεται 
από το άρθρο 4 περίπτωση 7 του Κανονισμού17. Ο ΓΚΠΔ, ακόμα, καταλείπει στο 
άρθρο 83 παρ. 7 τη διακριτική ευχέρεια στους εθνικούς νομοθέτες να καθορίζουν 
τους κανόνες για το εάν και σε ποιο βαθμό διοικητικά πρόστιμα μπορεί να 
επιβάλλονται σε δημόσιες αρχές και φορείς που έχουν συσταθεί στο εν λόγω κράτος 
μέλος18. Περαιτέρω, η εν λόγω διάκριση συμπλέει και με τις Κατευθυντήριες 
Γραμμές της Ομάδας του άρθρου 29 σχετικά με τους Υπευθύνους Προστασίας 
Δεδομένων (WP 243)19. 
Πέραν των ανωτέρω, ο εθνικός νομοθέτης προέβη στη διάκριση αυτή 
εμφανώς έντονα επηρεασμένος από τον αντίστοιχο γερμανικό νόμο20 21. Η 
χαρακτηριστική καθυστέρηση στην υιοθέτηση των αναγκαίων ρυθμίσεων για τη 
 
νόμος για τα προσωπικά δεδομένα» (διαθέσιμα σε 
https://www.euro2day.gr/specials/opinions/article/1695613/prosopika-kai-mazi-dhmosia.html και 
https://www.euro2day.gr/specials/opinions/article/2005418/giati-prepei-na-allaxei-o-nomos-gia-ta-
prosopika-d.html, αντίστοιχα) και Φερενίκη – Παναγοπούλου Κουτνατζή «Συνταγματική θεώρηση του 
νόμου περί προστασίας δεδομένων», σε ΔιΜΕΕ, τ. 3/2019, σελ. 333 και «Νόμος 4624/2019 και 
Εφαρμογή GDPR: Πολλά υποσχόμενος, αλλά παράλληλα καθυστερημένος» (διαθέσιμο σε 
https://www.syntagmawatch.gr/trending-issues/nomos-4624-2019-kai-efarmogi-gdpr-polla-
yposchomenos-alla-parallila-kathysterimenos/). Επίσης, ήγειρε αντιδράσεις και κατά τη δημόσια 
διαβούλευση του νομοσχεδίου (https://www.hellenicparliament.gr/Nomothetiko-Ergo/Anazitisi-
Nomothetikou-Ergou?law_id=8d0512bc-425f-4f84-a682-aab10143d2d6). 
17 Βλ. και γνωμοδότηση 1/2020 ΑΠΔΠΧ. 
18 Ανάλυση στην ενότητα XII. 
19 Διαθέσιμες σε https://www.dpa.gr/el/arxi/diethni/EDPB/kateythintiriesgrammes.   
20 Bundesdatenschutzgesetz (BDSG), Gesetz zum Schutz vor Mißbrauch personenbezogener Daten bei 
der Datenverarbeitung. Σημειωτέον, η Γερμανία υπήρξε η πρώτη χώρα που ψήφισε νόμο για την 
εφαρμογή του ΓΚΠΔ. Ο εν λόγω νόμος δημοσιεύτηκε τον Ιούλιο του 2017 και τέθηκε σε ισχύ στις 25 
Μαΐου 2018. Βλ. McCullagh K., Tambou, O., Bourton S. (Eds): National Adaptations of the GDPR, 
Collection Open Access Book, Blogdroiteuropeen, Luxembourg February 2019, σελ. 29 (διαθέσιμο σε 
https://blogdroiteuropeen.com/2019/02/27/open-access-book-on-national-adaptations-of-the-gdpr-mc-
cullagh-tambou-bourton-eds/). 
21 Βλ. και άρθρο του Βαγγέλη Παπακωνσταντίνου (μέλος της δεύτερης νομοπαρασκευαστικής 
επιτροπής) με τίτλο «Εθνικός νόμος για τα προσωπικά δεδομένα: Η αρχή, και όχι το τέλος της 
διαδρομής», ο οποίος παραδέχεται πως ο γερμανικός νόμος αποτέλεσε σημείο αναφοράς για τη (2η) 
νομοπαρασκευαστική επιτροπή. Σε αντίκρουση όμως σωρείας σχολίων που διατυπώθηκαν στη 
δημόσια διαβούλευση του σχεδίου νόμου και έθιγαν το ζήτημα της άκριτης υιοθέτησης του 
γερμανικού μοντέλου, ακόμα και της πιστής αντιγραφής διατάξεων του αντίστοιχου γερμανικού 
νόμου, το επισπεύδον το σχέδιο νόμου Υπουργείο σχολίασε: «Με το ΣχΝ λαμβάνονται μέτρα 
εφαρμογής του ΓΚΠΔ και ενσωματώνεται η Οδηγία (ΕΕ) 2916/680 του Ευρωπαϊκού Κοινοβουλίου 
και του Συμβουλίου. Οι παρατηρήσεις περί αντιγραφής του γερμανικού νόμου δεν ευσταθούν, 
δοθέντος ότι το ΣχΝ έχει ως βάση του την ενωσιακή νομοθεσία.». Βλ. αιτιολογική έκθεση του νόμου 
(διαθέσιμη σε https://www.hellenicparliament.gr/Nomothetiko-Ergo/Anazitisi-Nomothetikou-
Ergou?law_id=8d0512bc-425f-4f84-a682-aab10143d2d6). 
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συμπλήρωση/εξειδίκευση του ΓΚΠΔ και την ενσωμάτωση της Οδηγίας, φαίνεται πως 
ώθησαν τον Έλληνα νομοθέτη να στραφεί σε μία άλλη έννομη τάξη22, πιο ώριμη 
στον τομέα της προστασίας των προσωπικών δεδομένων, από την οποία θα μπορούσε 
να αντλήσει χρήσιμες πληροφορίες, ενδεχομένως και διατυπώσεις, που θα 
καθιστούσαν το νομοπαρασκευαστικό έργο λιγότερο χρονοβόρο και περισσότερο 
λυσιτελές. Στο πλαίσιο αυτό, η επιλογή προσφυγής στο γερμανικό δίκαιο κάθε άλλο 
παρά τυχαία μπορεί να θεωρηθεί, δεδομένου ότι η γερμανική παράδοση στον τομέα 
της προστασίας των προσωπικών δεδομένων ανατρέχει αρκετά χρόνια πίσω στο 
παρελθόν23, ενώ τα πορίσματα της γερμανικής νομικής επιστήμης έχουν συντελέσει 
στην καταξίωση του γερμανικού νομικού πλαισίου προστασίας των προσωπικών 
δεδομένων στο διεθνές νομικό στερέωμα. 
Εκ του αποτελέσματος, όμως, η διάκριση μεταξύ δημόσιων και ιδιωτικών 
φορέων στο πλαίσιο του νόμου εγκαθιδρύει ένα καθεστώς δύο ταχυτήτων, ενώ 
εγείρει σημαντικές ανησυχίες μεροληπτικής αντιμετώπισης υπέρ των δημόσιων 
φορέων24. Χαρακτηριστικό παράδειγμα αποτελεί η ευνοϊκή μεταχείριση των 
δημόσιων φορέων έναντι των ιδιωτικών κατά την επιβολή διοικητικών κυρώσεων για 
τις ίδιες κατηγορίες παραβάσεων. Μία ακόμα ευνοϊκή ρύθμιση υπέρ των δημόσιων 
φορέων εντοπίζεται στην παρ. 5 του άρθρου 6 του νόμου, σύμφωνα με την οποία ο 
 
22 Βλ. σχόλιο Λίλιαν Μήτρου επί του άρθρου 2 του σχεδίου νόμου της δεύτερης νομοπαρασκευαστικής 
επιτροπής «… Ενώ το κεφάλαιο Α’ τιτλοφορείται «Γενικές διατάξεις» και ευλόγως υποθέτει κανείς ότι 
αναφέρεται στο σύνολο του σχεδίου, συμπεριλαμβανομένου του Κεφαλαίου Δ’ που αναφέρεται στην 
ενσωμάτωση της Οδηγίας 2016/680, τα επιμέρους άρθρα δεν ανταποκρίνονται σε αυτόν τον σκοπό/τίτλο 
καθώς πρόκειται κατ’ ουσίαν για ρυθμίσεις που αναφέρονται στον ΓΚΠΔ με έμφαση μάλιστα στον 
δημόσιο τομέα. Δεν είναι κατανοητό γιατί γίνεται αυτή η αντικατάσταση του υπευθύνου επεξεργασίας/ 
εκτελούντα επεξεργασία ως «αποδέκτη» των ρυθμίσεων από τους «δημόσιους φορείς» και «ιδιωτικούς 
φορείς». Η αναφορά σε «φορείς» είναι ουσιαστικά και νομοτεχνικά άστοχη. Η ρύθμιση αυτή είναι 
αντιγραφή του γερμανικού ομοσπονδιακού νόμου, ο οποίος έχει διαφορετικό πεδίο εφαρμογής, 
ακολουθεί τις διακρίσεις που ίσχυαν στη Γερμανία από το 1977 (offentliche, nicht offentliche Stellen) 
και υπήρξε δικαιοπολιτική απόφαση να διατηρηθούν. Αφενός τί σημαίνει «φορείς», ιδίως όταν 
αναφερόμαστε σε μη δημόσιους φορείς; Ο Κανονισμός εφαρμόζεται στην επεξεργασία που γίνεται από 
κάθε υπεύθυνο επεξεργασίας, δηλ. «ο φυσικό ή νομικό πρόσωπο, η δημόσια αρχή, η υπηρεσία ή άλλος 
φορέας» (άρθρο 4 στοιχ 7). Με την προσθήκη αυτή το πεδίο εφαρμογής του νόμου διαφοροποιείται από 
αυτό του ΓΚΠΔ και προκαλείται ερμηνευτική σύγχυση αλλά και δυσχέρεια στην εφαρμογή ενός 
κανονιστικού πλαισίου που είναι ήδη σύνθετο.». 
23 Είναι χαρακτηριστικό ότι ο πρώτος νόμος για την προστασία των δεδομένων προσωπικού 
χαρακτήρα, σε ευρωπαϊκό επίπεδο, θεσμοθετήθηκε από το γερμανικό κρατίδιο της ΄Εσσης το 1970. 
24 Φερενίκη Παναγοπούλου-Κουτνατζή, «Νόμος 4624/2019 και Εφαρμογή GDPR: Πολλά 
υποσχόμενος, αλλά παράλληλα καθυστερημένος», ο.π.. 
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δημόσιος φορέας εξαιρείται από την κατ’ άρθρο 37 παρ. 7 του ΓΚΠΔ υποχρέωση 
δημοσιοποίησης και ανακοίνωσης, με οποιονδήποτε τρόπο, των στοιχείων του 
Υπεύθυνου Προστασίας Δεδομένων στην ΑΠΔΠΧ, όταν αυτό δεν επιτρέπεται για 
λόγους εθνικής ασφάλειας ή λόγω τήρησης του καθήκοντος εχεμύθειας 
(εμπιστευτικότητα) που προβλέπεται από τον νόμο. Η επιλογή αυτή μάλιστα έρχεται 
σε ευθεία αντίθεση με την προαναφερθείσα διάταξη του ΓΚΠΔ, καθώς και με τη 
διάταξη της παρ. 4 του άρθρου 32 της Οδηγίας, ενώ δεν βρίσκει έρεισμα σε κάποια 
«ρήτρα ανοίγματος» του ΓΚΠΔ ή άλλη διάταξη της Οδηγίας25. 
Η θέσπιση ευνοϊκών ρυθμίσεων υπέρ των δημόσιων φορέων, τόσο κατά 
παράβαση των κανόνων του ευρωπαϊκού δικαίου όσο και σε εκτέλεση αυτών, χωρίς 
ωστόσο ρητά εκπεφρασμένο και ειδικά αιτιολογημένο δικαιοπολιτικό έρεισμα, δεν 
απηχούν το αίτημα του ΓΚΠΔ και της Οδηγίας για ομοιόμορφη εφαρμογή του 
δικαίου των προσωπικών δεδομένων, ενώ θέτουν εκποδών και την προσπάθεια 
εγκαθίδρυσης ενός συνεκτικού πλαισίου προστασίας του ατόμου. Πυρήνας του 
ευρωπαϊκού δικαίου προστασίας των προσωπικών δεδομένων είναι το κάθε φυσικό 
πρόσωπο, ανεξαρτήτως του ποιος απειλεί ή παραβιάζει τα δικαιώματά του. Το αν η 
απειλή ή ο κίνδυνος προέρχεται από δημόσιο ή ιδιωτικό φορέα δεν έχει και δεν 
δημιουργεί έννομες συνέπειες και πάντως δεν δικαιολογεί διαφοροποιήσεις του 
επιπέδου προστασίας, πέραν των ειδικών εξαιρέσεων που προβλέπονται από το ίδιο 
το ευρωπαϊκό δίκαιο. 
Συμπερασματικά, θα λέγαμε ότι η προσφυγή στο γερμανικό δίκαιο δεν 
στέφτηκε με ιδιαίτερη επιτυχία, καθώς οι σχετικές ρυθμίσεις του νόμου έφεραν στην 
επιφάνεια προβλήματα που δεν εντοπίστηκαν εξαρχής. Η αναζήτηση λύσεων και 
προτύπων σε άλλες έννομες τάξεις είναι ιδιαίτερα χρήσιμη και πολλές φορές μία 
δάνεια εμπειρία αυτού του είδους σε μία νομοπαρασκευαστική διαδικασία μπορεί να 
επιλύσει πολλά ζητήματα. Ωστόσο, η άκρατη και άκριτη –ενδεχομένως και 
 
25 Βλ. και γνωμοδότηση υπ’ αριθμ. 1/2020 ΑΠΔΠΧ. 
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μηχανιστική πολλές φορές26- υιοθέτηση νομικών μοντέλων που χρησιμοποιούν άλλα 
κράτη εγκυμονεί σημαντικούς κινδύνους. 
 
V. ΕΠΕΞΕΡΓΑΣΙΑ ΔΙΑΒΑΘΜΙΣΜΕΝΩΝ ΔΕΔΟΜΕΝΩΝ 
Ο νομοθέτης του ν. 4624/2019, ως ο κατεξοχήν αρμόδιος να ρυθμίσει θέματα 
που άπτονται της εθνικής ασφάλειας της χώρας, σε συμμόρφωση με τον ΓΚΠΔ και 
την Οδηγία, επέλεξε συνειδητά να εξαιρέσει από την ελεγκτική δικαιοδοσία της 
ΑΠΔΠΧ τις πράξεις επεξεργασίας διαβαθμισμένων δεδομένων που διενεργούνται για 
τις δραστηριότητες που αφορούν την εθνική ασφάλεια27. Με τον τρόπο αυτό, όμως, 
άφησε ένα ιδιαίτερα ευρύ φάσμα πράξεων επεξεργασίας εκτός ελέγχου, με 
αποτέλεσμα να δημιουργείται κενό εποπτείας σε έναν ιδιαίτερα ευαίσθητο τομέα της 
κρατικής δράσης. Το προκαλούμενο κενό εποπτείας έρχεται σε ευθεία αντίθεση με τα 
άρθρα 9Α Σ και 8 παρ. 3 του ΧΘΔΕΕ, σύμφωνα με τα οποία ο σεβασμός των 
κανόνων προστασίας δεδομένων προσωπικού χαρακτήρα υπόκειται σε ανεξάρτητη 
αρχή, χωρίς να αναγνωρίζονται εξαιρέσεις. 
Η παραπάνω επιλογή του νομοθέτη συνιστά καινοτομία στο δίκαιο 
προστασίας των δεδομένων προσωπικού χαρακτήρα της χώρας, δεδομένου ότι ο 
προηγούμενος νόμος δεν περιελάμβανε αντίστοιχη ρύθμιση. Ταυτόχρονα, όμως, 
συνδυαστικά και με την παράλειψη λήψης αντίρροπων μέτρων προστασίας των 
προσωπικών δεδομένων, συνιστά και οπισθοδρόμηση, διότι αποδυναμώνει τη θέση 
και το νομικό οπλοστάσιο του υποκειμένου των δεδομένων σε περίπτωση 
επεξεργασίας δεδομένων του για σκοπούς «εθνικής ασφάλειας». 
Ωστόσο, ο περιορισμός των αρμοδιοτήτων εποπτείας της Αρχής από τον 
εθνικό εφαρμοστικό νόμο, για λόγους εθνικής ασφάλειας, στο πλαίσιο του άρθρου 23 
του ΓΚΠΔ28, δεν είναι συνολικός και απόλυτος. Τούτο συνάγεται τόσο από τη 
 
26 Στο σχέδιο νόμου που αναρτήθηκε προς δημόσια διαβούλευση από τη δεύτερη 
νομοπαρασκευαστική επιτροπή γίνεται στην παρ. 1 του άρθρου 27 αναφορά σε συμβούλια 
εργαζομένων, θεσμός ο οποίος δεν υφίσταται στο ελληνικό εργατικό δίκαιο, ενώ απαντάται και ο όρος 
«κοινό καλό», στο άρθρο 22 παρ. 2γ΄, που δεν είναι οικείος στην ελληνική πραγματικότητα. Οι 
παραπάνω αστοχίες εντοπίστηκαν και διορθώθηκαν έγκαιρα προ της ψήφισης του νόμου. 
27 Άρθρο 10 παρ. 5 ν. 4624/2019. 
28 Βλ. Ιωάννη Ιγγλεζάκη, «Ο Γενικός Κανονισμός Προστασίας Προσωπικών Δεδομένων – Κανονισμός 
2016/679 και ο Εφαρμοστικός Νόμος (Ν. 4624/2019)», Εκδόσεις Interactive Books, σελ. 178-185. 
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συνδυαστική ανάγνωση του κανονιστικού περιεχομένου των παρ. 4 και 5 του άρθρου 
10 του ν. 4624/2019, όσο και από τη μεμονωμένη ανάλυση της παρ. 5 του ως άνω 
άρθρου29. Συναφώς, ο όρος «εθνική ασφάλεια» συνιστά αόριστη νομική έννοια30, η 
οποία πρέπει, με βάση τα δεδομένα που συντρέχουν σε κάθε περίπτωση, να 
ερμηνεύεται, προσδιορίζεται και τεκμηριώνεται ad hoc31 από τον υπεύθυνο 
επεξεργασίας, και δεν αρκεί η αόριστη και γενική επίκληση της συνδρομής της 
εθνικής ασφάλειας για τον αποκλεισμό της Αρχής από την άσκηση των 
αρμοδιοτήτων της. 
Τέλος, με δεδομένο ότι η ΕΥΠ μπορεί να παρακολουθεί τους πολίτες και να 
προβαίνει σε συλλογή πληροφοριών και στοιχείων ακόμα και υπό κάλυψη των 
στοιχείων της ταυτότητας του προσωπικού της που εμπλέκεται στις σχετικές 
επιχειρήσεις, υπό τις προϋποθέσεις ασφαλώς που ορίζει το Σύνταγμα και οι σχετικοί 
νόμοι32 και στο πλαίσιο που τάσσει η αρχή της αναλογικότητας, η εξαίρεση των 
σχετικών πράξεων επεξεργασίας από το πεδίο των αρμοδιοτήτων της ΑΠΔΠΧ33 
εγείρει επιπλέον επιφυλάξεις34 35. 
 
29 Βλ. απόφαση υπ’ αριθμ. 20/2020 ΑΠΔΠΧ (διαθέσιμη σε 
https://www.dpa.gr/el/enimerwtiko/prakseisArxis/kataggelia-ypokeimenoy-ton-dedomenon-kata-toy-
401-gsna-gia-paranomi). Σύμφωνα με την εν λόγω απόφαση, η Αρχή δεν έχει αρμοδιότητα ελέγχου 
των πράξεων επεξεργασίας που διενεργούνται για δραστηριότητες που αφορούν την εθνική ασφάλεια 
«εφόσον συντρέχουν σωρευτικά οι ακόλουθες δυο προϋποθέσεις: α) πρόκειται για πράξεις επεξεργασίας 
διαβαθμισμένων δεδομένων προσωπικού χαρακτήρα, και ορθότερα, πληροφοριών καταχωρημένων σε 
συστήματα αρχειοθέτησης που έχουν αρμοδίως διαβαθμισθεί και οι οποίες συνιστούν δεδομένα 
προσωπικού χαρακτήρα και β) πρόκειται για πράξεις επεξεργασίας δεδομένων προσωπικού χαρακτήρα 
που διενεργούνται για δραστηριότητες που αφορούν την εθνική ασφάλεια.». 
30 Βλ. Γρηγόριο Τσόλια, «Ειδικοί Ποινικοί Νόμοι, Απόρρητο Ηλεκτρονικών Επικοινωνιών», Εκδόσεις 
Σάκκουλα, 2013, σελ. 13 επ. 
31 Βλ. και απόφαση ΕΔΔΑ στην υπόθεση Association for European Integration and Human Rights and 
others v. Bulgaria (διαθέσιμη σε https://hudoc.echr.coe.int/fre#{%22itemid%22:[%22001-
81323%22]}, στην οποία σημειώνεται ότι η έννοια της «εθνικής ασφάλειας» δεν πρέπει να 
ερμηνεύεται ευρέως. 
32 Ιδίως ν. 3649/2008 (Α΄ 39) και π.δ. 1/2017 (Α΄ 2). 
33 Βλ. και Λίλιαν Μήτρου, «Η ρύθμιση του ν. 3625/07 – εκτός ελέγχου της ανεξάρτητης αρχής η 
παρακολούθηση στους υπαίθριους χώρους;», σε «Η ηλεκτρονική παρακολούθηση σε υπαίθριους 
χώρους», Εταιρίας Ελλήνων Δικαστικών Λειτουργών για τη Δημοκρατία και τις Ελευθερίες/Όμιλος 
«Αριστόβουλος Μάνεσης», Εκδόσεις Σάκκουλα, 2008, σελ. 101-149. 
34 Βλ. και Φερενίκη Παναγοπούλου-Κουτνατζή, «Πότε έχουν δικαίωμα οι εθνικές αρμόδιες αρχές να 
διεξάγουν παρακολουθήσεις Ελλήνων πολιτών» (διαθέσιμο σε https://www.syntagmawatch.gr/ask-a-
question/pote-exoun-dikaioma-oi-ethnikes-armodies-arxes-asfaleias-kai-i-ypiresia-pliroforion-eyp-na-
diexagoun-parakolouthiseis-ellinon-politon/). 
35 Βλ., επίσης, Λεωνίδα Κανέλλο, «The GDPR Handbook», Εκδόσεις Νομική Βιβλιοθήκη, 2020, σελ. 
265. 
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VI. ΕΠΕΞΕΡΓΑΣΙΑ ΔΕΔΟΜΕΝΩΝ ΑΠΟ ΔΙΚΑΣΤΙΚΕΣ ΚΑΙ 
ΕΙΣΑΓΓΕΛΙΚΕΣ ΑΡΧΕΣ 
Στον ΓΚΠΔ και στην Οδηγία εμπίπτουν όλες ανεξαιρέτως οι πράξεις 
επεξεργασίας δεδομένων προσωπικού χαρακτήρα που διενεργούνται από δικαστικές 
και εισαγγελικές αρχές. Ωστόσο, κατά ρητή πρόβλεψη των άρθρων 55 του ΓΚΠΔ και 
45 της Οδηγίας, οι πράξεις επεξεργασίας δεδομένων προσωπικού χαρακτήρα, όταν 
διενεργούνται από τα δικαστήρια στο πλαίσιο της δικαιοδοτικής τους αρμοδιότητας, 
εκφεύγουν από την εποπτική αρμοδιότητα της εποπτικής Αρχής36. 
Ως προς το ποιες πράξεις εντάσσονται στο πλαίσιο της δικαιοδοτικής λειτουργίας των 
δικαστηρίων και των δικαστικών αρχών και ποιες όχι, ο ΓΚΠΔ και η Οδηγία δεν 
κάνουν κάποια ειδική αναφορά. Μόνον η Οδηγία εφιστά την προσοχή στους εθνικούς 
νομοθέτες πως η εν λόγω εξαίρεση θα πρέπει να περιορίζεται στις δικαιοδοτικές 
δραστηριότητες σε δικαστικές υποθέσεις και να μην εφαρμόζεται σε άλλες 
δραστηριότητες στις οποίες ενδέχεται να συμμετέχουν δικαστές σύμφωνα με το 
δίκαιο του κράτους μέλους37. 
Σε εθνικό επίπεδο, η κατηγοριοποίηση των δικαστικών πράξεων των 
ελληνικών δικαστηρίων και εισαγγελικών αρχών σε δικαιοδοτικού και μη 
δικαιοδοτικού (διοικητικού) χαρακτήρα δεν είναι ιδιαίτερα ευχερής. Και τούτο διότι 
το πλήθος των πράξεων επεξεργασίας δεδομένων προσωπικού χαρακτήρα που 
λαμβάνουν χώρα καθημερινά στα δικαστήρια και στις εισαγγελίες από δικαστικούς 
 
36 Στην έννοια των «δικαστηρίων» και των «δικαστικών αρχών», κατά τον ΓΚΠΔ, περιλαμβάνονται 
και οι εισαγγελικές αρχές, σε αντίθεση με την Οδηγία στην οποία παρατηρείται διάκριση των 
δικαστηρίων και των δικαστικών αρχών από τις εισαγγελικές αρχές. Ειδικότερα, σύμφωνα με την παρ. 
2 του άρθρου 45 της Οδηγίας, οι πράξεις επεξεργασίας που διενεργούνται από τα δικαστήρια, όταν 
αυτά ενεργούν στο πλαίσιο της δικαιοδοτικής τους αρμοδιότητας, εκφεύγουν της αρμοδιότητας της 
εποπτικής αρχής, ενώ, σύμφωνα με το επόμενο εδάφιο, επαφίεται στην κρίση κάθε κράτους να 
θεσπίσει την ίδια απαγόρευση/εξαίρεση και για άλλες ανεξάρτητες αρχές, οι οποίες ενεργούν στο 
πλαίσιο της δικαιοδοτικής τους αρμοδιότητας. Ποιες είναι αυτές οι αρχές στις οποίες αναφέρεται το 
δεύτερο εδάφιο της παρ. 2 του άρθρου 45, προκύπτει από την αιτιολογική σκέψη 80 της Οδηγίας, 
σύμφωνα με την οποία «[τ]α κράτη μέλη θα πρέπει επίσης να μπορούν να προβλέπουν ότι η 
αρμοδιότητα της εποπτικής αρχής μπορεί να μην καλύπτει την επεξεργασία δεδομένων προσωπικού 
χαρακτήρα από άλλες ανεξάρτητες δικαστικές αρχές οι οποίες ενεργούν στο πλαίσιο της δικαιοδοτικής 
τους αρμοδιότητας, λόγου χάρη από την εισαγγελική αρχή.». 
37 Αιτιολογική σκέψη 80. 
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λειτουργούς και υπαλλήλους καθιστά αδύνατη τη θέσπιση εξαντλητικού καταλόγου38 
39. 
Επανερχόμενοι στο ζήτημα της εξαίρεσης των δικαστηρίων και των 
δικαστικών αρχών από την εποπτική αρμοδιότητα της εποπτικής Αρχής, όταν 
λειτουργούν στο πλαίσιο της δικαιοδοτικής τους αρμοδιότητας, σημειώνεται ότι 
δικαιολογητικός λόγος θέσπισης της πρόβλεψης αυτής είναι, σύμφωνα με τις σχετικές 
αιτιολογικές σκέψεις40, η διασφάλιση της ανεξαρτησίας των δικαστικών λειτουργών 
κατά την άσκηση των δικαιοδοτικών τους καθηκόντων, περιλαμβανομένης της λήψης 
αποφάσεων, καθώς και η μη παραβίαση της αρχής της διάκρισης των λειτουργιών41. 
H εξαίρεση αυτή, όμως, δεν σημαίνει μη υπαγωγή των δικαστηρίων και των 
δικαστικών αρχών στις ουσιαστικές ρυθμίσεις ή εξαίρεση από κάθε έλεγχο των 
πράξεων επεξεργασίας στις οποίες αυτά προβαίνουν. Ως εξισορροπητικές εγγυήσεις, 
στις προμνησθείσες αιτιολογικές σκέψεις, τόσο ο ΓΚΠΔ όσο και η Οδηγία 
προτείνουν στους εθνικούς νομοθέτες τη νομοθετική εξειδίκευση των σχετικών 
πράξεων και διαδικασιών επεξεργασίας ή/και την ανάθεση της εποπτείας των εν λόγω 
 
38 Βλ. Χρήστο Δετσαρίδη, «Η κατ’ άρθρο 89 § 2 Συντ. άσκηση δικαιοδοτικού έργου από δικαστές ως 
πτυχή της δικαστικής ανεξαρτησίας», σε Διοικητική Δίκη, τ. 2/2020, σελ. 177-187. 
39 Πολύ χρήσιμη είναι εν προκειμένω η γνώμη 25/2018 του ΣτΕ, σύμφωνα με την οποία «… τα 
δικαστήρια ενεργούν υπό τη δικαιοδοτική τους αρμοδιότητα όταν απονέμουν δικαιοσύνη, όταν δηλαδή 
επιλύουν διαφορές μεταξύ συγκεκριμένων προσώπων με δημοσίευση αποφάσεων δεσμευτικών για τα 
διάδικα μέρη. Στην κατηγορία αυτή εντάσσονται η προσωρινή προστασία, οι αποφάσεις περί 
προαγωγών, μεταθέσεων, αποσπάσεων και μετατάξεων δικαστικών λειτουργών, κατά το άρθρο 90 Σ, 
οι επιθεωρήσεις δικαστικών λειτουργών, κατά το άρθρο 87 παρ. 3 Σ, η απόφαση περί παύσης 
δικαστικών λειτουργών, κατά το άρθρο 88 παρ. 4 Σ και η άσκηση πειθαρχικής εξουσίας, κατά το 
άρθρο 91 Σ. Περαιτέρω, λειτουργούν υπό τη δικαιοδοτική τους αρμοδιότητα και τα εντασσόμενα στον 
δικαστικό μηχανισμό του κράτους υπηρεσιακά ή δικαστικά συμβούλια των δικαστικών υπαλλήλων, 
κατά το άρθρο 92 Σ, όταν αποφαίνονται για την υπηρεσιακή κατάσταση των εν λόγω δικαστικών 
υπαλλήλων ή ασκούν πειθαρχική εξουσία σε βάρος τους. Πράξεις επεξεργασίας που πραγματοποιούν 
οι δικαστικοί λειτουργοί, όταν μετέχουν σε δικαστικά όργανα εντός της δικαιοσύνης, τα οποία ασκούν 
αμιγώς διοικητικά καθήκοντα, όπως είναι οι επιτροπές διαγωνισμών για έργα, προμήθειες και 
υπηρεσίες των δικαστηρίων εμπίπτουν στο πεδίο της διοικητικής τους αρμοδιότητας. Αντιστοίχως, στο 
πεδίο της διοικητικής αρμοδιότητας ανήκουν οι πράξεις επεξεργασίας δικαστικών λειτουργών, όταν 
μετέχουν, σύμφωνα με το άρθρο 89 παρ. 2 Σ, σε νομοπαρασκευαστικές επιτροπές ή σε συμβούλια ή 
επιτροπές που ασκούν αρμοδιότητες πειθαρχικού, ελεγκτικού ή δικαιοδοτικού χαρακτήρα.». 
40 Αιτιολογικές σκέψεις 20 ΓΚΠΔ και 80 Οδηγίας. 
41 Κατά τον ΑΠ (απόφαση Ολομέλειας υπ’ αριθμ. 63/2018) «θα ήταν, εξάλλου, άτοπο η ΑΠΔΠΧ, 
κατά πράξεων της οποίας προβλέπεται ρητά η προσφυγή στα τακτικά διοικητικά δικαστήρια, να 
ελέγχει αυτά για την εφαρμογή του ΓΚΠΔ και της Οδηγίας 2016/680», όπως το απόσπασμα 
παρατίθεται από Φερενίκη – Παναγοπούλου Κουτνατζή, σε «Συνταγματική θεώρηση του νόμου περί 
προστασίας δεδομένων», ο.π., σελ. 334. 
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πράξεων σε ειδικούς φορείς στο πλαίσιο του δικαστικού συστήματος του κράτους 
μέλους με κύριο καθήκον την «ευαισθητοποίηση» των δικαστικών λειτουργών αλλά 
και την εξέταση σχετικών καταγγελιών42. Η υποχρέωση των κρατών μελών να 
θεσπίσουν ειδικά όργανα εποπτείας των πράξεων επεξεργασίας προσωπικών 
δεδομένων από τις δικαστικές και εισαγγελικές αρχές όταν λειτουργούν στο πλαίσιο 
των δικαιοδοτικών τους καθηκόντων υπαγορεύεται, επίσης, τόσο από το άρθρο 8 του 
ΧΘΔΕΕ43 όσο και από το άρθρο 9Α Σ, σύμφωνα με τις διατάξεις των οποίων ο 
σεβασμός των κανόνων προστασίας των προσωπικών δεδομένων υπόκειται στον 
έλεγχο ανεξάρτητης αρχής, χωρίς την επιφύλαξη εξαιρέσεων. 
Ο Έλληνας νομοθέτης δεν συμπεριέλαβε στον νόμο ρυθμίσεις σχετικά με τη 
σύσταση ενός ανεξάρτητου οργάνου που θα εποπτεύει τις πράξεις επεξεργασίας 
προσωπικών δεδομένων που διενεργούνται από τα δικαστήρια και τις εισαγγελικές 
αρχές, όταν λειτουργούν στο πλαίσιο των δικαιοδοτικών τους καθηκόντων44. Στην 
παρ. 5 του άρθρου 10 του ν. 4624/2019 προβλέπεται ότι η ΑΠΔΠΧ δεν είναι αρμόδια 
να ελέγχει πράξεις επεξεργασίας δεδομένων προσωπικού χαρακτήρα που 
διενεργούνται από τις δικαστικές και εισαγγελικές αρχές στο πλαίσιο της δικαστικής 
λειτουργίας και των δικαστικών τους καθηκόντων, χωρίς όμως να προσδιορίζεται το 
αρμόδιο όργανο που θα υποκαταστήσει την Αρχή στην προκειμένη περίπτωση. Αν 
και στο αρχικό σχέδιο νόμου, που τέθηκε σε διαβούλευση το 2018, υπήρχε διάταξη 
σχετικά με τη λειτουργία εποπτικών αρχών δικαστηρίων και εισαγγελικών αρχών45, 
 
42 Βλ. Λίλιαν Μήτρου, «Ο γενικός κανονισμός προστασίας προσωπικών δεδομένων νέο δίκαιο – νέες 
υποχρεώσεις – νέα δικαιώματα», ο.π., σελ. 160. 
43 Βλ. και αιτιολογική σκέψη 80 Οδηγίας. 
44 Βλ. και ν. 2472/1997, όπως τροποποιήθηκε με το άρθρο όγδοο του ν. 3625/2007 (Α΄ 290), σύμφωνα 
με το οποίο οι διατάξεις του νόμου δεν εφαρμόζονταν στην επεξεργασία δεδομένων που 
πραγματοποιούταν από τις δικαστικές - εισαγγελικές αρχές και τις υπηρεσίες που ενεργούσαν υπό την 
άμεση εποπτεία τους στο πλαίσιο της απονομής της δικαιοσύνης ή για την εξυπηρέτηση των αναγκών 
της λειτουργίας τους με σκοπό τη βεβαίωση εγκλημάτων, που τιμωρούνταν ως κακουργήματα ή 
πλημμελήματα με δόλο. Σύμφωνα με τη σχετική αιτιολογική έκθεση, «βασική επιδίωξη ... είναι οι 
επεξεργασίες προσωπικών δεδομένων που αναφέρονται σε δραστηριότητες του κράτους σε τομείς 
ποινικού δικαίου και δημόσιας ασφάλειας να τελούν υπό τις πλήρεις εγγυήσεις των εισαγγελικών και 
δικαστικών αρχών, που έχουν συνταγματικά κατοχυρωμένη λειτουργική αποστολή, ως και καθήκον 
δίωξης και κολασμού εγκληματικών συμπεριφορών». 
45 Στο άρθρο 65 του αρχικού σχεδίου νόμου, με τίτλο «Εποπτικές αρχές Δικαστηρίων και 
Εισαγγελικών Αρχών», οριζόταν ότι «Η εποπτεία των πράξεων επεξεργασίας που διενεργείται από τα 
δικαστήρια και τις εισαγγελικές αρχές στο πλαίσιο της δικαιοδοτικής δραστηριότητάς τους ασκείται 
από α) τον Προϊστάμενο κάθε Δικαστηρίου/ Εισαγγελίας ή τον Δικαστικό λειτουργό που αυτός ορίζει. 
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εν τέλει, στον ψηφισθέντα νόμο δεν περιλαμβάνονται αντίστοιχες ρυθμίσεις, με 
αποτέλεσμα να ανακύπτει κενό ως πως τον τρόπο που θα τύχουν εφαρμογής οι 
διατάξεις του ΓΚΠΔ και της Οδηγίας σε περιπτώσεις επεξεργασίας δεδομένων 
προσωπικού χαρακτήρα από δικαστικές και εισαγγελικές αρχές, όταν αυτές ενεργούν 
εντός του πλαισίου των δικαιοδοτικών τους καθηκόντων, και ένα ευρύτατο φάσμα 
πράξεων επεξεργασίας να τίθεται ουσιαστικά άνευ εποπτείας, με ό,τι αυτό 
συνεπάγεται για την προστασία του ατόμου και την ανεμπόδιστη και αποτελεσματική 
απόλαυση των συνταγματικών του δικαιωμάτων, κατά τα οριζόμενα στο άρθρο 25 
παρ. 1 Σ46. 
Πέραν της αντίθεσης της επιλογής του νομοθέτη προς τις διατάξεις του ΓΚΠΔ 
και της Οδηγίας, η μη συμπερίληψη διατάξεων στον νέο νόμο σχετικά με την 
εποπτεία των πράξεων επεξεργασίας που διενεργούνται από τα δικαστήρια και τις 
εισαγγελικές αρχές, κατά την εκτέλεση των δικαιοδοτικών τους καθηκόντων, έρχεται 
σε αντίθεση και με τον ΧΘΔΕΕ αλλά και με το Σύνταγμα, οι διατάξεις των οποίων 
απαιτούν την εποπτεία όλων των πράξεων επεξεργασίας προσωπικών δεδομένων, 
 
O Προϊστάμενος/δικαστικός λειτουργός ελέγχει τη συμμόρφωση με τις ρυθμίσεις του Κανονισμού, του 
παρόντος νόμου και άλλων συναφών διατάξεων, παρέχει οδηγίες για την εφαρμογή αυτών, εξετάζει 
καταγγελίες/επιλαμβάνεται καταγγελιών που αφορούν την εφαρμογή των κανόνων προστασίας 
δεδομένων προσωπικού χαρακτήρα κατά την άσκηση της δικαιοδοτικής δραστηριότητας του οικείου 
δικαστηρίου. β) Τριμελή επιτροπή αποτελούμενη από ανώτατους δικαστικούς λειτουργούς κάθε 
κλάδου/Ανώτατο Δικαστικό λειτουργό, η οποία/ο οποίος ορίζεται από τον Πρόεδρο/επιλέγεται από την 
Ολομέλεια του Ανώτατου Δικαστηρίου/Εισαγγελίας. Η επιτροπή/ο δικαστικός λειτουργός εκδίδει 
οδηγίες και κατευθύνσεις για την ενιαία εφαρμογή του Κανονισμού, του παρόντος νόμου και άλλων 
συναφών διατάξεων και εκδίδει γνωμοδοτήσεις για ζητήματα μείζονος σημασίας ή ύστερα από αίτημα 
των Προϊστάμενων των Δικαστηρίων/Εισαγγελίας (υπό α).». 
46 Ο Έλληνας νομοθέτης δεν ακολούθησε ούτε το παράδειγμα του Ευρωπαίου ομολόγου του και των 
δικαστηρίων της Ένωσης. Βλ. Κανονισμό (ΕΕ) 2018/1725 του Ευρωπαϊκού Κοινοβουλίου και του 
Συμβουλίου της 23ης Οκτωβρίου 2018, για την προστασία των φυσικών προσώπων έναντι της 
επεξεργασίας δεδομένων προσωπικού χαρακτήρα από τα θεσμικά και λοιπά όργανα και τους 
οργανισμούς της Ένωσης και την ελεύθερη κυκλοφορία των δεδομένων αυτών, και για την κατάργηση 
του κανονισμού (ΕΚ) υπ’ αριθμ. 45/2001 και της απόφασης υπ’ αριθμ. 1247/2002/ΕΚ (διαθέσιμος σε 
https://eur-lex.europa.eu/legal-content/EL/TXT/?uri=CELEX%3A32018R1725), απόφαση του 
Δικαστηρίου της 1ης Οκτωβρίου 2019 για τη θέσπιση εσωτερικού μηχανισμού ελέγχου σε περιπτώσεις 
επεξεργασίας δεδομένων προσωπικού χαρακτήρα στο πλαίσιο των δικαιοδοτικών καθηκόντων του 
Δικαστηρίου (2019/C 383/02) και απόφαση του Γενικού Δικαστηρίου της 16ης Οκτωβρίου 2019 για 
τη θέσπιση εσωτερικού μηχανισμού ελέγχου σε περιπτώσεις επεξεργασίας δεδομένων προσωπικού 
χαρακτήρα στο πλαίσιο των δικαιοδοτικών καθηκόντων του Γενικού Δικαστηρίου (2019/C 383/03), 
διαθέσιμες σε https://eur-lex.europa.eu/legal-content/EL/TXT/?uri=CELEX:C2019/383/02 και 
https://eur-lex.europa.eu/legal-
content/EL/TXT/?uri=uriserv:OJ.C_.2019.383.01.0004.01.ELL&toc=OJ:C:2019:383:TOC, αντίστοιχα. 
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ανεξαιρέτως «υπευθύνου επεξεργασίας» ή «εκτελούντος την επεξεργασία». Το 
ευτύχημα βέβαια είναι ότι το κενό εποπτείας εντοπίζεται στους κόλπους της 
δικαιοσύνης και όχι σε κάποιον άλλο χώρο, χωρίς ωστόσο αυτό να σημαίνει πως η 
νομοθετική αβλεψία δεν πρέπει να αποκατασταθεί με νεότερη νομοθετική ρύθμιση. 
 
VII. ΠΡΟΣΤΑΣΙΑ ΑΝΗΛΙΚΩΝ 
Στο άρθρο 8 του ΓΚΠΔ47 τίθεται ως ηλικιακό όριο για την επεξεργασία 
δεδομένων προσωπικού χαρακτήρα παιδιού τα 16 έτη, αφήνοντας το περιθώριο στα 
κράτη μέλη να προβλέψουν δια νόμου μικρότερη ηλικία, με κατώτατο όριο τα 13 
έτη48. Η ρύθμιση αυτή ακολουθεί το αμερικανικό πρότυπο και συγκεκριμένα την 
Children’s Online Privacy Protection Act (COPPA) την οποία εφαρμόζουν και στην 
πολιτική τους πολλοί ιστότοποι κοινωνικής δικτύωσης στην ΕΕ49. 
Κάνοντας χρήση της παραπάνω δυνατότητας, ο εθνικής νομοθέτης προβλέπει, 
στο άρθρο 21 του ν. 4624/2019, ότι στις περιπτώσεις προσφοράς υπηρεσιών της 
κοινωνίας της πληροφορίας50, η συγκατάθεση51 του ανηλίκου είναι έγκυρη, μόνο 
εφόσον ο τελευταίος έχει συμπληρώσει το 15ο έτος της ηλικίας του52. Σε διαφορετική 
 
47 Βλ. αναλυτικότερα Ευγενία Αλεξανδροπούλου-Αιγυπτιάδου, «Η προστασία των προσωπικών 
δεδομένων ανηλίκων στον Γενικό Κανονισμό Προστασίας Δεδομένων 2016/679», σε ΔiMEE 2018, 
σελ. 5 επ. 
48 Βλ. και Ιωάννη Ιγγλεζάκη, «Δίκαιο Πληροφορικής – 3η έκδοση», Εκδόσεις Σάκκουλας, 2018, σελ. 
214-216. 
49 Milda Macenaite & Eleni Kosta, «Consent for processing children’s personal data in the EU: 
following in US footsteps?» (διαθέσιμο σε 
https://www.tandfonline.com/doi/full/10.1080/13600834.2017.1321096). 
50 Βλ. Ευγενία Αλεξανδροπούλου-Αιγυπτιάδου, «Κοινωνία της πληροφορίας και νομική προστασία 
των προσωπικών δεδομένων της οικογένειας και των μελών της», σε Ελλ. Δικαιοσύνη, τ. 3/2008, σελ. 
691-699. 
51 Βλ. Βασίλειο Σωτηρόπουλο, «Υπεύθυνος Προστασίας Δεδομένων, Εγχειρίδιο για τον ιδιωτικό και 
τον δημόσιο Τομέα – 2η έκδοση», Εκδόσεις Σάκκουλα, 2019, σελ. 342-345. 
52 Η Γερμανία, η Κροατία, η Ουγγαρία, η Ιρλανδία (διευκρινίζεται όμως ότι ως παιδί λογίζεται κάθε 
πρόσωπο κάτω των 18 ετών και πως η συγκατάθεσή του για την επεξεργασία δεδομένων του 
προσωπικού χαρακτήρα εκτός των υπηρεσιών της κοινωνίας της πληροφορίας, θα λαμβάνεται υπόψη η 
ωριμότητά του και το επίπεδο αντίληψης και κατανόησης της επεξεργασίας), το Λίχτενσταϊν, το 
Λουξεμβούργο,  η Ολλανδία, η Πολωνία, η Ρουμανία και η Σλοβακία έθεσαν ως όριο τα 16 έτη. Η 
Τσεχία, η Γαλλία και η Σλοβενία τα 15 έτη. Η Αυστρία, η Βουλγαρία, η Κύπρος, η Ιταλία, η 
Λιθουανία και η Ισπανία τα 14 έτη. Το Βέλγιο, η Δανία, η Εσθονία, η Φινλανδία, η Ισλανδία, η 
Λετονία, η Μάλτα (για τους φοιτητές όμως τα 16 έτη), η Νορβηγία, η Πορτογαλία, η Σουηδία και το 
Ηνωμένο Βασίλειο τα 13 έτη. 
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περίπτωση η επεξεργασία δεδομένων προσωπικού χαρακτήρα του ανηλίκου είναι 
σύννομη μόνο μετά την παροχή συγκατάθεσης του νόμιμου αντιπροσώπου του. Η 
νομοθετική επιλογή ως προς το συγκεκριμένο όριο ηλικίας αντιστοιχεί, σύμφωνα με 
την αιτιολογική έκθεση του νόμου, σε αρκετές ρυθμίσεις του ελληνικού δικαίου, 
σύμφωνα με τις οποίες αναγνωρίζεται σε πρόσωπα 15 ετών περιορισμένη 
δικαιοπρακτική ικανότητα (λ.χ. άρθρο 136 ΑΚ). 
Αυτό, πάντως, το οποίο έχει βαρύνουσα σημασία και στο οποίο θα πρέπει να 
εστιάσουν τα κράτη μέλη είναι η ουσιαστική προστασία των προσωπικών δεδομένων 
και της ταυτότητας του παιδιού. Και τούτο διότι καθίσταται δυσχερής έως αδύνατη η 
αποτελεσματική ταυτοποίηση του προσώπου που δίνει τη συγκατάθεση ηλεκτρονικά 
καθώς και της ηλικίας του, ώστε να κριθεί με ασφάλεια το κύρος αυτής53. Ο ΓΚΠΔ 
μεταθέτει το βάρος απόδειξης της συνδρομής των προϋποθέσεων για την επεξεργασία 
προσωπικών δεδομένων του ανηλίκου στον υπεύθυνο επεξεργασίας, ο οποίος, στο 
πλαίσιο της θεσπιζόμενης με τον Κανονισμό αρχής της λογοδοσίας, οφείλει να 
καταβάλλει εύλογες προσπάθειες για να επαληθεύσει ότι η συγκατάθεση παρέχεται ή 
εγκρίνεται από το πρόσωπο που έχει τη γονική μέριμνα του παιδιού, λαμβάνοντας 
υπόψη τη διαθέσιμη τεχνολογία. Παρότι η καταβολή εύλογων προσπαθειών για την 
επαλήθευση της ηλικίας δεν προβλέπεται ρητώς στον ΓΚΠΔ, απαιτείται εμμέσως, 
καθώς, εάν ένα παιδί παρέχει τη συγκατάθεσή του ενώ δεν είναι σε ηλικία που να του 
επιτρέπει να παρέχει έγκυρη συγκατάθεση για τον εαυτό του, η επεξεργασία των 
δεδομένων του είναι παράνομη. Περαιτέρω, η επαλήθευση της ηλικίας του παιδιού 
και η λήψη της συγκατάθεσης από τον ασκούντα τη γονική μέριμνα θα πρέπει να 
λαμβάνει υπόψη την αρχή της ελαχιστοποίησης των δεδομένων, την αρχή της 
αναλογικότητας και να μην παραβιάζει τα προσωπικά δεδομένα του παιδιού και του 
συγκατατιθέμενου. 
Δεδομένου όμως ότι οι δυνατότητες κατάχρησης εκ μέρους των παιδιών των 
μέτρων που θα επιλέξει ο υπεύθυνος επεξεργασίας για τη διακρίβωση της ηλικίας 
τους είναι πολλές, θα πρέπει και ο νομοθέτης κάθε κράτους να διασφαλίσει, όσο είναι 
 
53 Βλ. Γνώμη 15/2011 (WP 187) και Κατευθυντήριες Γραμμές της Ομάδας Εργασίας του άρθρου 29 
σχετικά με τη συγκατάθεση βάσει του κανονισμού 2016/679 - WP 259 (διαθέσιμες σε 
https://ec.europa.eu/newsroom/article29/news-overview.cfm). 
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δυνατό, το πλαίσιο προστασίας των παιδιών. Μία σκέψη θα ήταν η θέσπιση 
παράλληλης ευθύνης σε γονείς π.χ. για την παραμέληση εποπτείας ανηλίκου σε 
περιπτώσεις που αφήνουν τα παιδιά να πλοηγούνται σε επικίνδυνες ιστοσελίδες54 ή 
και άλλες ρυθμίσεις οι οποίες μπορούν να αποτελέσουν αντικείμενο τομεακών 
νομοθεσιών. 
 
VIII. ΕΠΕΞΕΡΓΑΣΙΑ ΓΕΝΕΤΙΚΩΝ ΔΕΔΟΜΕΝΩΝ 
Στο άρθρο 23 του ν. 4624/2019 αξιοποιείται σχετική ευχέρεια που παρέχεται 
στον εθνικό νομοθέτη να διατηρεί ή να θεσπίζει περαιτέρω όρους, μεταξύ άλλων και 
περιορισμούς, κατ’ εφαρμογή της «ρήτρας ανοίγματος» της παρ. 4 του άρθρου 9 του 
ΓΚΠΔ55 και προβλέπεται ρητά η απαγόρευση της επεξεργασίας γενετικών δεδομένων 
για σκοπούς ασφάλισης υγείας και ζωής56. 
Σύμφωνα με την αιτιολογική έκθεση του νόμου, η απαγόρευση αυτή είναι 
σύμφωνη με την αρχή, η οποία διακηρύσσεται στο άρθρο 12 παρ. 1 της Σύμβασης 
του Συμβουλίου της Ευρώπης για την προστασία των ανθρωπίνων δικαιωμάτων και 
της αξιοπρέπειας του ατόμου σε σχέση με τις εφαρμογές της βιολογίας και της 
ιατρικής (Σύμβαση για τα Ανθρώπινα Δικαιώματα και τη Βιοϊατρική)57. Την 
απαγόρευση αυτή αντανακλά, επίσης, η θέση που υιοθετήθηκε σε πρόσφατη Σύσταση 
του Συμβουλίου της Ευρώπης58, ενώ τελεί σε συμφωνία και με το πνεύμα του άρθρου 
5 της Οικουμενικής Διακήρυξης για τα Γενετικά Δεδομένα του Ανθρώπου της 
UNESCO59. 
Η αποσαφήνιση για τον αποκλεισμό της επεξεργασίας γενετικών δεδομένων 
είναι εξέχουσας σημασίας και συνιστά προστιθέμενη αξία του νόμου στον τομέα της 
 
54 Βλ. Φερενίκη Παναγοπούλου – Κουτνατζή, «Ο Γενικός Κανονισμός για την Προστασία Δεδομένων 
679/2016/ΕΕ», Εκδόσεις Σάκκουλα, 2017, σελ. 52. 
55 Βλ. Ράνια Χατζηνικολάου – Αγγελίδου, «Ιδιωτικό ασφαλιστικό δίκαιο – 6η έκδοση», Εκδόσεις 
Σάκκουλα, 2020, σελ. 110-116. 
56 Το άρθρο 23 συνιστά ειδικότερη διάταξη σε σχέση με το άρθρο 22 του νόμου. 
57 Κυρώθηκε με τον ν. 2619/1998 (Α΄ 132). 
58 Recommendation Rec (2016) 8 of the Committee of Ministers to the member States on the 
processing of personal healthrelated data for insurance purposes, including data resulting from genetic 
tests (διαθέσιμη σε http://www.bbmri-eric.eu/news-events/new-recommendation-on/).  
59 Βλ. Λίλιαν Μήτρου/Γεώργιο Μανιάτη, «Η προστασία των γενετικών δεδομένων», Εκδόσεις 
Σάκκουλα, 2008, σελ. 85-102. 
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προστασίας των δικαιωμάτων των υποκειμένων των δεδομένων, καθώς το όλο 
ζήτημα δεν ήταν νομικά αποκρυσταλλωμένο60. Η απαγόρευση αυτή έχει σαν 
συνέπεια να μη μπορεί ο ασφαλιστικός φορέας να υποβάλει ερωτήσεις, γραπτά ή 
προφορικά, στον αιτούντα ασφάλιση σχετικά με τα γενετικά του δεδομένα. Μάλιστα 
δεν έχει καμία σημασία, πλέον, αν ενδεχομένως ο αιτών ασφάλιση παρέχει 
αυθόρμητα στον ασφαλιστικό φορέα γενετικά του δεδομένα, καθόσον με 
οποιονδήποτε τρόπο και αν περιέλθουν τα δεδομένα αυτά σε γνώση του φορέα, αυτός 
οφείλει να τα διαγράψει και να μην τα λάβει υπόψη του, ειδάλλως παραβιάζεται η 
σχετική απαγόρευση. Με τη διάταξη του νόμου, τα γενετικά δεδομένα πρακτικά δεν 
περιέχονται πλέον στα «αντικειμενικά ουσιώδη περιστατικά για την εκτίμηση του 
κινδύνου», που πρέπει να δηλώνει ο αιτών ασφάλιση61, ιδιαίτερα αν θέτει σχετική 
γραπτή ερώτηση ο ασφαλιστής, ενώ η από πρόθεση παράλειψη δήλωσής τους δεν 
μπορεί πια να οδηγήσει στην απαλλαγή του ασφαλιστή από την υποχρέωση για 
καταβολή ασφαλιστικής αποζημίωσης62. 
Ο ν. 4624/2019 δεν παρέχει όμως αντίστοιχη προστασία στον λήπτη της 
ασφάλισης, σχετικά με βιομετρικά δεδομένα του, καθώς και με δεδομένα που 
αφορούν την υγεία του. Έτσι, δεν αξιοποιείται πλήρως η «ρήτρα ανοίγματος» της 
παρ. 4 του άρθρου 9 του ΓΚΠΔ63. Ως εκ τούτου, στοιχεία ή περιστατικά που 
σχετίζονται με προσωπικά δεδομένα των παραπάνω κατηγοριών, μπορούν να 
περιλαμβάνονται κατ’ αρχήν στα «αντικειμενικά ουσιώδη περιστατικά για την 
εκτίμηση του κινδύνου», που πρέπει να δηλώνει ο αιτών ασφάλιση, και που η από 






60 Βλ. Φερενίκη Παναγοπούλου-Κουτνατζή, «Νόμος 4624/2019 και Εφαρμογή GDPR: Πολλά 
υποσχόμενος, αλλά παράλληλα καθυστερημένος», ο.π. 
61 Βλ. άρθρο 3 παρ. 1 ν. 2496/1997 (Α΄ 87). 
62 Βλ. άρθρο 3 παρ. 6 ν. 2496/1997. 
63 Η ΑΠΔΠΧ, στην υπ’ αριθμ. 1/2020 γνωμοδότησή της, σημείωσε πως η απαγόρευση επεξεργασίας 
γενετικών δεδομένων θα πρέπει να επεκταθεί και στο πλαίσιο των εργασιακών σχέσεων. 
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IX. ΕΠΕΞΕΡΓΑΣΙΑ ΔΕΔΟΜΕΝΩΝ ΣΤΟΝ ΤΟΜΕΑ ΤΗΣ ΑΠΑΣΧΟΛΗΣΗΣ 
Στο άρθρο 27 του ν. 4624/2019 καθορίζεται η επεξεργασία δεδομένων 
προσωπικού χαρακτήρα στο πλαίσιο της σύμβασης εργασίας. Το άρθρο 27 εισάγει, 
για πρώτη φορά σε επίπεδο νομοθεσίας, ειδικούς κανόνες για την επεξεργασία 
δεδομένων στο πλαίσιο των σχέσεων απασχόλησης64. Το άρθρο θεσπίστηκε στη βάση 
σχετικής δυνατότητας που παρέχεται με τη «ρήτρα ανοίγματος» της παρ. 1 του 
άρθρου 88 του ΓΚΠΔ. Η εν λόγω ρήτρα επιτρέπει τη θέσπιση εθνικών ρυθμίσεων 
επεξεργασίας δεδομένων προσωπικού χαρακτήρα στο πλαίσιο της απασχόλησης, 
εκτός από τον δημόσιο και στον ιδιωτικό τομέα. Τα εξωτερικά όρια της «ρήτρας 
ανοίγματος» προβλέπονται στην παρ. 2 του ανωτέρω άρθρου. Στόχος του 
Κανονισμού δεν είναι πάντως, η πλήρης εναρμόνιση των νομοθεσιών των κρατών 
μελών στο ζήτημα της προστασίας των προσωπικών δεδομένων, αλλά η διαμόρφωση 
ενός ελάχιστου κοινού επιπέδου προστασίας65. 
Η παρ. 1 του άρθρου 27 ορίζει ότι τα «δεδομένα προσωπικού χαρακτήρα των 
εργαζομένων μπορούν να υποβάλλονται σε επεξεργασία για σκοπούς της σύμβασης 
εργασίας, εφόσον είναι απολύτως66 απαραίτητο για την απόφαση σύναψης σύμβασης 
εργασίας ή μετά τη σύναψη της σύμβασης εργασίας για την εκτέλεσή της.». Με τον 
τρόπο αυτό, περιορίζονται οι σκοποί (και όχι οι νομικές βάσεις) για την επεξεργασία 
δεδομένων των εργαζομένων, στο πλαίσιο των απολύτως απαραίτητων για την 
 
64 Για την κατάρτιση του άρθρου λήφθηκαν υπόψη από τον εθνικό νομοθέτη, σύμφωνα με την 
αιτιολογική έκθεση του νόμου, ορισμένες αρχές, οι οποίες έχουν παραχθεί νομολογιακά. Αυτό ισχύει 
για παράδειγμα ως προς τους ειδικότερους όρους επεξεργασίας δεδομένων υγείας και βιομετρικών 
δεδομένων του εργαζομένου, για το επιτρεπτό ή μη της χρήσης συστημάτων γεωεντοπισμού ή για την 
κατάρτιση κανονισμού χρήσης επικοινωνιακών μέσων και μέσων ηλεκτρονικής παρακολούθησης, 
λαμβάνοντας υπόψη αποφάσεις και Οδηγίες της ΑΠΔΠΧ, τη Γνώμη 2/2017 της Ομάδας Εργασίας του 
άρθρου 29, καθώς και τη νομολογία των δικαστηρίων και ιδίως του ΕΔΔΑ. 
65 Βλ. Δημήτρη Ζερδελή, «Εργατικό δίκαιο, Ατομικές Εργατικές Σχέσεις – 4η έκδοση», Εκδόσεις 
Σάκκουλα, 2019, σελ. 977-978. 
66 H λέξη «απολύτως» δεν απαντάται στο κατατεθέν στη ΒτΕ σχέδιο νόμου (διαθέσιμο σε 
https://www.hellenicparliament.gr/Nomothetiko-Ergo/Anazitisi-Nomothetikou-
Ergou?law_id=8d0512bc-425f-4f84-a682-aab10143d2d6). Προστέθηκε κατά τη συζήτηση του σχεδίου 
νόμου στη ΒτΕ. 
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απόφαση σύναψης σύμβασης εργασίας ή μετά τη σύναψη της σύμβασης εργασίας για 
την εκτέλεσή της67 68. 
Η παραπάνω διάταξη σχολιάστηκε έντονα από την ΑΠΔΠΧ. Στη 
γνωμοδότηση υπ’ αριθμ. 1/2020 θίγεται η ατελής βούληση του νομοθέτη «να 
θεσπίσει ειδικούς κανόνες» για την εξειδίκευση του άρθρου 88 παρ. 1 ΓΚΠΔ, καθώς 
η εξειδίκευση αυτή στην εθνική νομοθεσία πρέπει να πληροί τους όρους της παρ. 2 
του ίδιου άρθρου με τη λήψη κατάλληλων και ειδικών μέτρων, τα οποία απουσιάζουν 
από τη ρύθμιση, ενώ σημειώνεται ότι η απαίτηση του Ευρωπαίου νομοθέτη για 
διασφάλιση της προστασίας των δικαιωμάτων και ελευθεριών των εργαζομένων δεν 
εξυπηρετείται69. 
Περαιτέρω, η παρ. 2 του άρθρου 27 θεσπίζει δύο κριτήρια τα οποία θα πρέπει 
να λαμβάνονται υπόψη στην περίπτωση που η επεξεργασία δεδομένων προσωπικού 
χαρακτήρα εργαζομένου έχει κατ’ εξαίρεση ως νομική βάση τη συγκατάθεση 
αυτού70, προκειμένου να κριθεί αν αυτή αποτελεί προϊόν ελεύθερης επιλογής 
σύμφωνα με τα καθοριζόμενα στο άρθρο 7 του ΓΚΠΔ (συνδυαστικά με το άρθρο 4 
περίπτωση 11 και το άρθρο 6 παρ. 1 ΓΚΠΔ). Πρόκειται α) για την υφιστάμενη στη 
σύμβαση εξάρτηση του εργαζόμενου από τον εργοδότη και β) για τις περιστάσεις 
κάτω από τις οποίες αυτή παρέχεται71. Τα δύο αυτά κριτήρια συνιστούν, σύμφωνα με 
 
67 Βασίλης Καρκατζούνης, «Οι νέες διατάξεις για την προστασία προσωπικών δεδομένων των 
εργαζομένων (Νόμος 4624/2019)» (διαθέσιμο σε https://www.syntagmawatch.gr/trending-issues/oi-
nees-diataxeis-gia-tin-prostasia-prosopikon-dedomenon-ton-ergazomenon/#_ftn3). 
68 Βλ. και Ιωάννη Ιγγλεζάκη, «Ο Γενικός Κανονισμός Προστασίας Προσωπικών Δεδομένων – 
Κανονισμός 2016/679 και ο Εφαρμοστικός Νόμος (Ν. 4624/2019)», ο.π., σελ. 340. 
69 Βλ. και Βασίλειο – Αλέξανδρο Κόλλια, «Προβληματικές διατάξεις του ελληνικού νόμου για τα 
δεδομένα προσωπικού χαρακτήρα. Ο Ν. 4624/2019 και η σχέση του με τον Γενικό Κανονισμό 
Προστασίας Δεδομένων Προσωπικού Χαρακτήρα», σε Αρμενόπουλο, τ. 3/2019, σελ. 272-273. 
Σύμφωνα με τον συγγραφέα, ο ΓΚΠΔ δεν άφησε περιθώρια στον εθνικό νομοθέτη να επέμβει στο 
ζήτημα της νομικής βάσης επεξεργασίας δεδομένων προσωπικού χαρακτήρα στο πλαίσιο των σχέσεων 
απασχόλησης και κατά τούτο η διάταξη της παρ. 1 του άρθρου 27 του ν. 4624/2019 έρχεται σε 
αντίθεση με το άρθρο 6 του ΓΚΠΔ. 
70 Ο νομοθέτης, λαμβάνοντας υπόψη τα σχόλια της διαβούλευσης, τροποποίησε την αρχική διατύπωση 
της διάταξης, ρυθμίζοντας πλέον τα ζητήματα που αφορούν στην επεξεργασία δεδομένων των 
εργαζομένων υπό την – κατ’ εξαίρεση χρησιμοποιούμενη – βάση της συγκατάθεσης. Παρά ταύτα, η 
διάταξη χρήζει ιδιαίτερης προσοχής και θα πρέπει να ερμηνεύεται στενά, υπό το πρίσμα των 
αποφάσεων της ΑΠΔΠΧ, των δικαστηρίων, αλλά και των κατευθύνσεων των ευρωπαϊκών οργάνων.  
71 Βλ. σχολιασμό υπ’ αριθμ. 26/2019 απόφασης ΑΠΔΠΧ από Δημήτριο Κουκιάδη, σε «Εφημερίδα 
Διοικητικού Δικαίου», τ. 5/2019, σελ. 564-584. 
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την αιτιολογική έκθεση του νόμου, έναν ενδείκτη για την κρίση του κατά πόσο η 
συγκατάθεση που παρέχει ο εργαζόμενος είναι προϊόν ελεύθερης επιλογής ή όχι. 
Οι ρυθμίσεις του νέου νόμου περιέχουν μία γενική και ίσως ασαφή διατύπωση 
για τη συγκατάθεση72. Όπως είναι γνωστό, στο πλαίσιο της απασχόλησης υπάρχει 
ανισορροπία ισχύος μεταξύ εργοδότη και εργαζόμενου73. Λαμβανομένης υπόψη της 
εξάρτησης που συνεπάγεται η εργασιακή σχέση, είναι σχεδόν απίθανο το υποκείμενο 
των δεδομένων να είναι σε θέση να αρνηθεί να παράσχει στον εργοδότη του 
συγκατάθεση για την επεξεργασία των δεδομένων του χωρίς να φοβάται ή χωρίς να 
διατρέχει πραγματικό κίνδυνο να υποστεί αρνητικές συνέπειες λόγω της άρνησής 
του74. Η πλήρωση των προϋποθέσεων του άρθρου 7 του ΓΚΠΔ για το σύννομο της 
συγκατάθεσης αποτελεί όρο της νομιμότητας της επεξεργασίας και των αντίστοιχων 
αποφάσεων του εργοδότη. Η νομιμοποίηση της συγκατάθεσης για επεξεργασία 
προσωπικών δεδομένων έχει ως συνέπεια κατ’ αντιδιαστολή το δικαίωμα άρνησης 
συγκατάθεσης, χωρίς η άσκηση του δικαιώματος αυτού να έχει βλαπτικές συνέπειες 
για τον εργαζόμενο75. Πρακτικά, δημιουργείται ένας ακόμη λόγος ελέγχου της 
άσκησης του διευθυντικού δικαιώματος του εργοδότη. Είναι, όμως, σχεδόν απίθανο 
στην πράξη ο εργαζόμενος να είναι σε θέση να ανταποκριθεί ελεύθερα στο αίτημα 
συγκατάθεσης του εργοδότη του σχετικά, για παράδειγμα, με την ενεργοποίηση 
 
72 Βλ. Φερενίκη Παναγοπούλου-Κουτνατζή, «Νόμος 4624/2019 και Εφαρμογή GDPR: Πολλά 
υποσχόμενος, αλλά παράλληλα καθυστερημένος», ο.π.. 
73 Βλ. απόφαση υπ’ αριθμ. 61/2004 ΑΠΔΠΧ (διαθέσιμη σε 
https://www.dpa.gr/el/enimerwtiko/prakseisArxis/prosbasi-ergodoti-stoys-prosopikoys-ypologistes-
ton-ergazomenon).  
74 Βλ. και Κωνσταντίνο Χριστοδούλου, «Προσωπικά δεδομένα εργαζομένων», σε «Οικονομία – 
Τεχνολογία – Δίκαιο και Εργασία – Τιμητικός τόμος Δημήτρη Α. Τραυλού – Τζανετάτου», Εκδόσεις 
Σάκκουλα, 2020, σελ 1489-1498. 
75 Βλ. Δημήτρη Κουκιάδη, «Ο εργαζόμενος ως υποκείμενο προσωπικών δεδομένων κατά το Γενικό 
Κανονισμό Προστασίας Δεδομένων», Εκδόσεις Σάκκουλα, 2019, σελ. 93-98, με πρόσφατη γερμανική 
νομολογία, σύμφωνα με την οποία «η παροχή συγκατάθεσης από τον εργαζόμενο προς τον εργοδότη 
δεν έχει καμία ισχύ, όταν αποδεικνύεται ότι η άρνηση της συγκατάθεσης ή η ανάκληση της 
συγκατάθεσης έχουν ή θα μπορούσαν να έχουν αρνητικές επιπτώσεις για τον εργαζόμενο. Βλ. σχετικά 
BAG, 11.12.2014 - 8 AZR 1010/13 (διαθέσιμη σε https://openjur.de/u/768420.html), OVG Saarland, 
14.12.2017 - 2 A 662/17 (διαθέσιμη σε https://www.datenschutz.eu/urteile), VG Saarlouis, 29.01.2016 
- 1 K 1122/14 (διαθέσιμη σε https://www.online-und-recht.de/urteile), και BGH, 13.10.2015 - VI ZR 
271/14 (διαθέσιμη σε http://juris.bundesgerichtshof.de/cgi-bin/rechtsprechung). 
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συστημάτων παρακολούθησης, όπως παρατήρησης μέσω κάμερας του χώρου 
εργασίας, χωρίς να αισθάνεται πίεση να παράσχει τη συγκατάθεσή του76. 
Ωστόσο, αυτό δεν σημαίνει ότι ο εργοδότης δεν μπορεί ποτέ να χρησιμοποιεί 
τη συγκατάθεση ως νόμιμη βάση για την επεξεργασία. Ενδέχεται να υπάρχουν 
περιστάσεις στις οποίες ο εργοδότης μπορεί να αποδείξει ότι η συγκατάθεση 
παρέχεται όντως ελεύθερα77. Βέβαια αυτό δεν είναι σύνηθες και μπορεί να συμβαίνει 
μόνο σε εξαιρετικές περιστάσεις, ιδίως όταν η παροχή ή μη της συγκατάθεσης δεν θα 
έχει καμία αρνητική συνέπεια για τον εργαζόμενο78. 
Εξάλλου, ιδιαίτερο ενδιαφέρον παρουσιάζει η παρ. 7 του άρθρου 27 σχετικά 
με την επεξεργασία δεδομένων προσωπικού χαρακτήρα εργαζομένων μέσω κλειστού 
κυκλώματος οπτικής καταγραφής. Σύμφωνα με τη διάταξη, η επεξεργασία αυτή 
επιτρέπεται μόνο εάν είναι απαραίτητη για την προστασία προσώπων και αγαθών79. 
Ο νομοθέτης, στο σημείο αυτό, στην ουσία επέλεξε να περιοριστεί σε κάποιες 
βασικές διατυπώσεις και να μην επεκταθεί ούτε σε πιο αναλυτική αποτύπωση των 
 
76 Η Ομάδα εργασίας του άρθρου 29 θεωρεί προβληματική την επεξεργασία από τους εργοδότες 
δεδομένων προσωπικού χαρακτήρα υφιστάμενων ή μελλοντικών εργαζομένων τους βάσει 
συγκατάθεσης, καθώς δεν είναι πιθανό αυτή να παρέχεται ελεύθερα και καταλήγει στο συμπέρασμα 
ότι για το μεγαλύτερο μέρος αυτής της επεξεργασίας δεδομένων στην εργασία, η νομική βάση δεν 
μπορεί και δεν θα πρέπει να είναι η συγκατάθεση των εργαζομένων (άρθρο 6 παρ. 1 α΄ ΓΚΠΔ). Βλ. 
Κατευθυντήριες γραμμές της Ομάδας Εργασίας του άρθρου 29 σχετικά με συγκατάθεση βάσει του 
κανονισμού 2016/679 και τη γνώμη 2/2017 της Ομάδας σχετικά με την επεξεργασία δεδομένων στην 
εργασία (WP249). 
77 Σύμφωνα με την αρχική διατύπωση της διάταξης «Η συγκατάθεση θεωρείται ότι είναι αποτέλεσμα 
ελεύθερης επιλογής, ιδίως όταν συνδέεται με μια οικονομικής φύσης παροχή προς τον εργαζόμενο ή 
με την ικανοποίηση δικαιώματος του εργαζομένου που απορρέει από τη σύμβαση, το εργατικό δίκαιο, 
τις συλλογικές συμβάσεις εργασίας και το δίκαιο της κοινωνικής ασφάλισης ή όταν εργοδότης και 
εργαζόμενος επιδιώκουν από κοινού τον ίδιο σκοπό.» (διαθέσιμη σε 
http://www.opengov.gr/ministryofjustice/?p=10621#comments). 
78 Η συγκατάθεση των εργαζομένων στο πεδίο των εργασιακών σχέσεων θα μπορούσε να νοηθεί 
αποκλειστικά και μόνο σε επεξεργασίες που δεν σχετίζονται άμεσα με την σύμβαση εργασίας, αλλά 
αποσκοπούν αποκλειστικά και μόνο στην παροχή προνομίων στους εργαζομένους, π.χ. συμμετοχή σε 
ομαδικό ασφαλιστήριο συμβόλαιο. Βλ. Φερενίκη Παναγοπούλου-Κουτνατζή, «Νόμος 4624/2019 και 
Εφαρμογή GDPR: Πολλά υποσχόμενος, αλλά παράλληλα καθυστερημένος», ο.π.. Βλ., επίσης, Ιωάννη 
Ιγγλεζάκη, «Ο Γενικός Κανονισμός Προστασίας Προσωπικών Δεδομένων – Κανονισμός 2016/679 και 
ο Εφαρμοστικός Νόμος (Ν. 4624/2019)», ο.π., σελ. 342, όπου ο συγγραφέας αναφέρει επιπλέον 
παραδείγματα από την αιτιολογική έκθεση του αντίστοιχου γερμανικού νόμου «… περιπτώσεις όπου 
παρέχονται παροχές υγείας στους εργαζόμενους ή επιτρέπεται η ιδιωτική χρήση των πληροφοριακών 
συστημάτων, όπως και σε εκδηλώσεις στον ελεύθερο χρόνο των εργαζομένων, για την προετοιμασία 
των οποίων είναι απαραίτητη η επεξεργασία προσωπικών δεδομένων των εργαζομένων, π.χ., για την 
κράτηση εισιτηρίων ή ξενοδοχείου». 
79 Βλ. Λεωνίδα Κανέλλο, «The GDPR Handbook», ο.π., σελ. 247-249. 
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υποχρεώσεων του εργοδότη, αλλά ούτε και σε άλλες μορφές παρακολούθησης, σε 
αντίθεση με το αρχικό σχέδιο νόμου. Αξιοσημείωτη είναι και η μεταβολή της 
διατύπωσης σχετικά με τη χρήση των δεδομένων που συλλέγονται μέσω CCTV για 
την αξιολόγηση της συμπεριφοράς και της αποδοτικότητας των εργαζομένων. Ενώ 
αρχικά τα δεδομένα αυτά μπορούσαν να χρησιμοποιηθούν στο πλαίσιο αυτό, όχι 
όμως ως αποκλειστικά κριτήρια, με αλλαγή την ημέρα της ψήφισης, η λέξη 
αποκλειστικά αφαιρέθηκε, με αποτέλεσμα η επεξεργασία αυτή να απαγορεύεται 
καθολικά80. 
Αναμφίλεκτα, στην ως άνω διάταξη αξιοποιούνται τα πορίσματα και οι 
κατευθύνσεις της ΑΠΔΠΧ. Ενδεικτικά αναφέρονται οι υπ΄ αριθμ. 1/2001, 115/2001 
και 1/2011 Οδηγίες της Αρχής, στις οποίες εξαίρεται η εφαρμογή της αρχής της 
αναλογικότητας στις περιπτώσεις λειτουργίας συστημάτων βιντεοεπιτήρησης σε 
χώρους εργασίας. Στις Οδηγίες αυτές, η Αρχή δέχεται ότι το σύστημα 
βιντεοεπιτήρησης δεν θα πρέπει να χρησιμοποιείται για την επιτήρηση των 
εργαζομένων εντός των χώρων εργασίας, εκτός από ειδικές εξαιρετικές περιπτώσεις 
όπου αυτό δικαιολογείται από τη φύση και τις συνθήκες εργασίας και είναι 
απαραίτητο για την προστασία της υγείας και της ασφάλειας των εργαζομένων ή την 
προστασία κρίσιμων χώρων (π.χ. στρατιωτικά εργοστάσια, τράπεζες, εγκαταστάσεις 
υψηλού κινδύνου). 
 
X. ΠΡΟΣΩΠΙΚΑ ΔΕΔΟΜΕΝΑ - ΕΛΕΥΘΕΡΙΑ ΕΚΦΡΑΣΗΣ ΚΑΙ ΤΥΠΟΥ 
Ο ΓΚΠΔ στο άρθρο 85 επαναλαμβάνει81 την αναγκαιότητα συμβιβασμού δύο 
θεμελιωδών για το δημοκρατικό πολίτευμα δικαιωμάτων. Της στάθμισης με άλλα 
λόγια του δικαιώματος προστασίας προσωπικών δεδομένων με το δικαίωμα στην 
ελευθερία της έκφρασης και πληροφόρησης, συμπεριλαμβανομένης της επεξεργασίας 
για δημοσιογραφικούς σκοπούς και για σκοπούς πανεπιστημιακής, καλλιτεχνικής ή 
 
80 Βλ. ιδιόχειρη διόρθωση των Υπηρεσιών της ΒτΕ στο σχέδιο νόμου μετά την ψήφιση των άρθρων 
(https://www.hellenicparliament.gr/Nomothetiko-Ergo/Anazitisi-Nomothetikou-
Ergou?law_id=8d0512bc-425f-4f84-a682-aab10143d2d6). 
81 Βλ. και άρθρο 9 Οδηγίας 95/46/ΕΚ. Αντιθέτως, ο ν. 2472/1997, που ενσωμάτωσε την Οδηγία στην 
εθνική έννομη τάξη, προσέδωσε στο δικαίωμα προστασίας προσωπικών δεδομένων ένα πιο βαρύ 
φορτίο κατά τη στάθμισή του με το δικαίωμα στην ελεύθερη έκφραση. 
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λογοτεχνικής έκφρασης. Οι ρυθμίσεις του ΓΚΠΔ στο άρθρο αυτό, αντικατοπτρίζουν 
τον ευρωπαϊκό νομικό πολιτισμό, σε αντιδιαστολή με την αντιμετώπιση του θέματος 
σε άλλες έννομες τάξεις, λ.χ. στις Η.Π.Α., όπου η ελευθερία της έκφρασης κατέχει 
εξέχουσα θέση. 
Συναφώς, στο άρθρο 28 του ν. 4624/201982 προβλέπονται, κατ’ εφαρμογή των 
διατάξεων του άρθρου 85 παρ. 1 του ΓΚΠΔ, οι προϋποθέσεις επιτρεπτής 
επεξεργασίας δεδομένων προσωπικού χαρακτήρα, προκειμένου να συμβιβασθούν τα 
δύο δικαιώματα. Πιο συγκεκριμένα, η επεξεργασία δεδομένων προσωπικού 
χαρακτήρα επιτρέπεται όταν: α) το υποκείμενο των δεδομένων έχει παράσχει τη ρητή 
συγκατάθεσή του, β) αφορά δεδομένα προσωπικού χαρακτήρα που έχουν προδήλως 
δημοσιοποιηθεί από το ίδιο το υποκείμενο, γ) υπερέχει το δικαίωμα στην ελευθερία 
της έκφρασης και το δικαίωμα της πληροφόρησης έναντι του δικαιώματος 
προστασίας των δεδομένων προσωπικού χαρακτήρα του υποκειμένου, ιδίως για 
θέματα γενικότερου ενδιαφέροντος ή όταν αφορά δεδομένα προσωπικού χαρακτήρα 
δημοσίων προσώπων83 84 ή δ) όταν περιορίζεται στο αναγκαίο μέτρο για την 
εξασφάλιση της ελευθερίας της έκφρασης και του δικαιώματος ενημέρωσης, ιδίως 
όταν αφορά ειδικών κατηγοριών δεδομένα προσωπικού χαρακτήρα, καθώς και 
ποινικές διώξεις, καταδίκες και τα σχετικά με αυτές μέτρα ασφαλείας, λαμβάνοντας 
υπόψη το δικαίωμα του υποκειμένου στην ιδιωτική και οικογενειακή του ζωή85. 
Για τη στάθμιση των δικαιωμάτων στην ελευθερία της έκφρασης και στην 
ελευθερία πληροφόρησης θα πρέπει ο εφαρμοστής του δικαίου να ανατρέξει στη 
νομολογία του ΕΔΔΑ, στην οποία έχουν διαμορφωθεί κριτήρια για την επίλυση της 
σύγκρουσης μεταξύ τους, όπως είναι το αν ένα δημοσίευμα αφορά ένα δημόσιο 
πρόσωπο και αν συμβάλλει σε μια δημόσια συζήτηση γενικού ενδιαφέροντος, όπως 
 
82 Σύμφωνα με τον Λεωνίδα Κανέλλο, «The GDPR Handbook», ο.π., σελ. 216, το άρθρο 28 του ν. 
4624/2019 είναι εμπνευσμένο από το Κεφάλαιο 9 (2) του αντίστοιχου αυστριακού νόμου. 
83 Βλ. Σπυρίδωνα Βλαχόπουλο, «Ελευθερία της έκφρασης», σε «Γενικός Κανονισμός για την 
Προστασία των Προσωπικών Δεδομένων (GDPR) Νομική διάσταση και πρακτική εφαρμογή», 
Εκδόσεις Νομική Βιβλιοθήκη, 2018, σελ. 74. 
84 ΑΠ 854/2002 (διαθέσιμη σε Τράπεζα Νομικών Πληροφοριών Nomos).  
85 Βλ. Ιωάννη Ιγγλεζάκη, «Το δικαίωμα στην ψηφιακή λήθη και οι περιορισμοί του», Εκδόσεις 
Σάκκουλα, 2014, σελ. 163-179. 
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και αν οι πληροφορίες που περιέχονται σε αυτό αποκτήθηκαν νόμιμα και αν ήταν 
αξιόπιστες86. 
 
XI. ΠΡΟΣΒΑΣΗ ΣΕ ΕΓΓΡΑΦΑ 
Το άρθρο 86 του ΓΚΠΔ ρυθμίζει θέματα επεξεργασίας και πρόσβασης του 
κοινού σε επίσημα έγγραφα. Σύμφωνα με το άρθρο, «τα δεδομένα προσωπικού 
χαρακτήρα σε επίσημα έγγραφα που κατέχει δημόσια αρχή ή δημόσιος ή ιδιωτικός 
φορέας για την εκπλήρωση καθήκοντος που εκτελείται προς το δημόσιο συμφέρον 
μπορούν να κοινοποιούνται από την εν λόγω αρχή ή φορέα σύμφωνα με το δίκαιο της 
Ένωσης ή του κράτους μέλους στο οποίο υπόκειται η δημόσια αρχή ή ο φορέας, 
προκειμένου να συμβιβάζεται η πρόσβαση του κοινού σε επίσημα έγγραφα με το 
δικαίωμα στην προστασία των δεδομένων προσωπικού χαρακτήρα δυνάμει του 
παρόντος κανονισμού.». 
Από την παραπάνω διατύπωση προκύπτει ότι ο ΓΚΠΔ δεν αναγνωρίζει 
ιεραρχική σχέση μεταξύ των δύο δικαιωμάτων, ήτοι του δικαιώματος πρόσβασης στα 
διοικητικά έγγραφα (γενικότερα διαφάνειας) και προστασίας των προσωπικών 
δεδομένων. Αντιθέτως, προβλέπει την εναρμόνιση των δύο δικαιωμάτων και 
παραπέμπει ουσιαστικά στις εθνικές έννομες τάξεις των κρατών μελών, οι οποίες 
οφείλουν να θεσπίσουν το πλαίσιο για την επίτευξη του σκοπού αυτού87. Στο πλαίσιο 
αυτό, ο Έλληνας νομοθέτης προχώρησε στη θέσπιση του άρθρου 42 του ν. 
4624/2019, στο οποίο γίνεται ρητή παραπομπή στο άρθρο 5 του ΚΔΔ88 και στις 
λοιπές ειδικές διατάξεις που υφίστανται στην εθνική έννομη τάξη και σχετίζονται με 
την πρόσβαση σε έγγραφα89. Ειδικότερα, ορίζεται ότι η εφαρμογή των εν λόγω 
 
86 Βλ. Ιωάννη Ιγγλεζάκη, «Ο Γενικός Κανονισμός Προστασίας Προσωπικών Δεδομένων – Κανονισμός 
2016/679 και ο Εφαρμοστικός Νόμος (Ν. 4624/2019)», ο.π., 333-335, με περαιτέρω παραπομπή στις 
αποφάσεις του ΕΔΔΑ Axel Springer AG κατά Γερμανίας, Τμήμα Ευρείας Σύνθεσης, προσφυγή αριθ. 
39954/08, 7 Φεβρουαρίου 2012, σκέψεις 90 και 91 και Von Hannover κατά Γερμανίας, προσφυγή 
αριθ. 2, Τμήμα Ευρείας Σύνθεσης. 
87 Βλ. και αιτιολογική σκέψη 154. 
88 Κυρώθηκε με το άρθρο πρώτο του ν. 2690/1999 (Α΄ 45). 
89 Πρόκειται για ειδικές διατάξεις σε σχέση με το άρθρο 5 του ΚΔΔ, οι οποίες εφαρμόζονται κατά 
περίπτωση. Βλ. π.δ. 28/2015, με το οποίο κωδικοποιήθηκε το σύνολο των διατάξεων που αφορούν 
στην πρόσβαση σε δημόσια έγγραφα, λ.χ. πρόσβαση στα Γενικά Αρχεία του Κράτους, στα αρχεία του 
Πρωθυπουργού, των Υπουργών και των λοιπών μελών της Κυβέρνησης κ.α. 
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διατάξεων παραμένει ανεπηρέαστη όταν περιεχόμενο των εγγράφων αυτών 
αποτελούν δεδομένα προσωπικού χαρακτήρα90 91. Επιπλέον, ορίζεται ότι όσον αφορά 
την πρόσβαση στις δικαστικές αποφάσεις, παραμένει ανεπηρέαστη η εφαρμογή του 
άρθρου 22 του Κώδικα Οργανισμού Δικαστηρίων και Κατάστασης Δικαστικών 
Λειτουργών92. 
Υπό το καθεστώς του ν. 2472/1997, το ζήτημα της απόφανσης υπέρ της 
ικανοποίησης της πρόσβασης σε δημόσια έγγραφα ή της προστασίας των 
προσωπικών δεδομένων, σε περίπτωση σύγκρουσης, απασχόλησε τόσο τους 
δημόσιους φορείς όσο και την ΑΠΔΠΧ. Με δεδομένο ότι τα δύο δικαιώματα 
κατοχυρώνονται συνταγματικά και δεν υπερισχύει κάποιο εκ των δύο a priori έναντι 
του άλλου, η στάθμιση για την ικανοποίηση του ενός ή του άλλου έπρεπε να 
λαμβάνει χώρα in concreto, η δε δυσκολία έγκειτο στο γεγονός ότι επρόκειτο για δύο 
τυπικά ισοδύναμες νομοθεσίες (ΚΔΔ και ν. 2472/1997), οι οποίες δεν τελούσαν σε 
σχέση ειδικού προς γενικό μεταξύ τους και θεσπίστηκαν χωρίς να λαμβάνουν υπόψη 
η μία την άλλη, σαν να επρόκειτο για δύο ξένους που δεν θα συναντιόνταν ποτέ93.  
Η ΑΠΔΠΧ έκρινε ότι η ικανοποίηση του αιτήματος πρόσβασης σε διοικητικά 
έγγραφα με απλά δεδομένα τρίτων, κρινόταν αποκλειστικά με βάση τις ουσιαστικές 
προϋποθέσεις που τάσσει το άρθρο 5 του ΚΔΔ γενικά για την πρόσβαση στα 
διοικητικά έγγραφα. Έπρεπε δηλαδή να ελέγχεται εάν υφίσταται «εύλογο 
ενδιαφέρον» στο πρόσωπο του αιτούντος πρόσβαση και εάν υφίσταται μια από τις 
εξαιρέσεις που προβλέπονται στο άρθρο 5 ΚΔΔ (ιδιωτική ή οικογενειακή ζωή τρίτου, 
βλάβη ή διακινδύνευση απορρήτου κτλ). Σε περίπτωση που συνέτρεχαν οι 
προηγούμενες προϋποθέσεις (θεμελίωση ευλόγου ενδιαφέροντος και μη συνδρομή 
εξαιρέσεων) το αίτημα ικανοποιούταν. Όσον αφορά στην πρόσβαση σε διοικητικά 
 
90 Βλ. υπ’ αριθμ. 123/2020 γνωμοδότηση ΝΣΚ (διαθέσιμη σε http://www.nsk.gr/web/nsk/anazitisi-
gnomodoteseon?p_p_id=nskconsulatories_WAR_nskplatformportlet&p_p_lifecycle=0&p_p_state=nor
mal&p_p_mode=view&p_p_col_id=column-4&p_p_col_pos=2&p_p_col_count=3).  
91 Βλ. σχόλιο Γεωργίου Γαλανόπουλου και Ελένης Παλιούρα επί της υπ’ αριθμ. 681/2020 απόφασης 
Δ΄ Τμήματος ΣτΕ, σε Διοικητική Δίκη, τ. 6/2020, σελ. 920-927. 
92 Κυρώθηκε με το άρθρο πρώτο του ν. 1756/1988 (Α΄ 35). 
93 Σπυρίδων Βλαχόπουλος, «Πρόσβαση στα δημόσια έγγραφα», σε Γενικός Κανονισμός για την 
Προστασία των Προσωπικών Δεδομένων (GDPR) Νομική διάσταση και πρακτική εφαρμογή», ο.π., 
σελ. 45. 
Επιθεώρηση Δικαίου Πληροφορικής @ Information Law Journal 
Τ. 1 (2021) 
Ε-ISSN: 2732-6004 
Available online at: http://ejournals.lib.auth.gr/infolawj/ 
 
© 2020 by Author(s). This is an open-access article distributed under the terms and conditions of the Creative 
Commons Attribution 4.0 International (CC BY 4.0). See https://creativecommons.org/licenses/by/4.0/ 
 
 
έγγραφα με ευαίσθητα προσωπικά δεδομένα, η ΑΠΔΠΧ χορηγούσε την απαιτούμενη 
από το άρθρο 7 του ν. 2472/1997 άδεια στις περιπτώσεις που συνέτρεχαν οι 
προϋποθέσεις του άρθρου αυτού και ιδίως στις περιπτώσεις όπου η γνώση τους ήταν 
απαραίτητη για την αναγνώριση, άσκηση ή υπεράσπιση δικαιώματος ενώπιον 
δικαστηρίου ή πειθαρχικού οργάνου (άρθρο 7 παρ. 2 περίπτωση γ΄). 
Κατόπιν των ανωτέρω, η παραπομπή του ενωσιακού νομοθέτη στον εθνικό 
ομόλογό του για την οριοθέτηση των δύο δικαιωμάτων και η επιλογή του τελευταίου 
να διατηρήσει σε ισχύ τη διάταξη του άρθρου 5 του ΚΔΔ και τις λοιπές ειδικές 
διατάξεις, οδηγεί στο συμπέρασμα ότι εφεξής για την πρόσβαση σε δημόσια έγγραφα 
με απλά δεδομένα θα εφαρμόζεται το άρθρο 5 του ΚΔΔ (όμοια αντιμετώπιση με το 
προϊσχύον καθεστώς), ενώ για την πρόσβαση σε δημόσια έγγραφα που περιέχουν 
ειδικές κατηγορίες δεδομένων, θα πρέπει να συντρέχει μια από τις επιτρεπτές βάσεις 




Τα διοικητικά πρόστιμα συνιστούν το ισχυρότερο εργαλείο του Κανονισμού 
για τη συμμόρφωση των «παικτών» με τις ρυθμίσεις του95. Οι ρυθμίσεις του άρθρου 
83 του ΓΚΠΔ καθορίζουν δεσμευτικά τόσο το ύψος των προστίμων όσο και το πεδίο 
των παραβάσεων για τις οποίες αυτά επιβάλλονται. O Κανονισμός προσδιορίζει 
επακριβώς τις ρυθμίσεις, η παράβαση των οποίων επισύρει διοικητικά πρόστιμα α) 
έως 10.000.000 ευρώ ή, σε περίπτωση επιχειρήσεων, έως το 2% του συνολικού 
παγκόσμιου ετήσιου κύκλου εργασιών του προηγούμενου οικονομικού έτους και β) 
έως 20.000.000 ευρώ ή, σε περίπτωση επιχειρήσεων, έως το 4% του συνολικού 
παγκόσμιου ετήσιου κύκλου εργασιών του προηγούμενου οικονομικού έτους. Σε 
 




95 Σύμφωνα με τον Ιωάννη Ιγγλεζάκη, «Ο Γενικός Κανονισμός Προστασίας Προσωπικών Δεδομένων 
– Κανονισμός 2016/679 και ο Εφαρμοστικός Νόμος (Ν. 4624/2019)», ο.π., σελ. 321, η επιβολή 
διοικητικών προστίμων δεν είναι υποχρεωτική για την εποπτική αρχή, αντιθέτως, η επιβολή τους είναι 
στην ευχέρεια της εκάστοτε εποπτικής αρχής, η οποία μπορεί να επιβάλλει μόνο διορθωτικά μέτρα. 
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αμφότερες τις περιπτώσεις, ο Κανονισμός προβλέπει ότι επιβάλλεται το εκάστοτε 
υψηλότερο ποσό. 
Ο ενωσιακός νομοθέτης όρισε το ανώτατο ύψος των προστίμων αλλά ανέθεσε 
στις εποπτικές αρχές96 τη μέριμνα, ώστε «η επιβολή διοικητικών προστίμων να είναι 
για κάθε μεμονωμένη περίπτωση αποτελεσματική, αναλογική και αποτρεπτική»97, 
επιδιώκοντας προφανώς μία προληπτική-παραδειγματική λειτουργία της επιβολής 
των κυρώσεων. Αν και η ευχέρεια που αναγνωρίζεται στις ανεξάρτητες αρχές είναι 
καταρχήν ευρεία, αυτή πρέπει να ασκείται αφενός υπό τους όρους της αρχής της 
αναλογικότητας και αφετέρου επί τη βάσει των συγκεκριμένων κριτηρίων που 
παραθέτει ο Κανονισμός98. Ωστόσο, σύμφωνα με την παρ. 7 του άρθρου 83 του 
ΓΚΠΔ, επαφίεται στην ευχέρεια κάθε εθνικού νομοθέτη να αποφασίσει για το αν και 
σε ποιο βαθμό μπορεί να επιβάλλονται διοικητικά πρόστιμα σε δημόσιες αρχές και 
φορείς. 
Στο πλαίσιο αυτό, στο άρθρο 39 του ν. 4624/2019 θεσπίζεται σύστημα 
διοικητικών κυρώσεων που η Αρχή μπορεί να επιβάλει σε βάρος φορέων του 
δημόσιου τομέα99 για παραβάσεις των υποχρεώσεών τους που απορρέουν από τον 
ΓΚΠΔ και από τις διατάξεις του ν. 4624/2019100. Οι διοικητικές κυρώσεις στους 
φορείς του δημόσιου τομέα προβλέπεται ότι επιβάλλονται με την επιφύλαξη και των 
λοιπών διορθωτικών εξουσιών της Αρχής, σύμφωνα με το άρθρο 58 παρ. 2 του 
ΓΚΠΔ, ενώ για τον προσδιορισμό του ύψους του προστίμου ο νομοθέτης βασίζεται 
στα κριτήρια της αποτελεσματικότητας, της αναλογικότητας και της 
 
96 Εξαίρεση προβλέπεται για τη Δανία και την Εσθονία, όπου δεν προβλέπεται η επιβολή διοικητικών 
προστίμων. Βλ. αιτιολογική σκέψη 151 ΓΚΠΔ, σύμφωνα με την οποία στη Δανία τα πρόστιμα 
μπορούν να επιβάλλονται από τα αρμόδια εθνικά δικαστήρια ως ποινική κύρωση και στην Εσθονία 
από την εποπτική αρχή στο πλαίσιο διαδικασίας για πλημμελήματα. 
97 Βλ. Κομνηνό Κόμνιο, «Γενικός Κανονισμός για την προστασία δεδομένων – Προσφυγές, Ευθύνη, 
Κυρώσεις», Εκδόσεις Σάκκουλα, 2020, σελ. 176-178. 
98 Βλ. παρ. 1 και 2 άρθρου 83 και αιτιολογική σκέψη 150 ΓΚΠΔ. 
99 Παρατηρείται ότι δεν χρησιμοποιείται ο όρος δημόσιος φορέας και ο αντίστοιχος ορισμός του 
άρθρου 4 του νόμου. Αντιθέτως, για την οριοθέτηση της έννοιας του φορέα του δημόσιου τομέα 
γίνεται παραπομπή στην περίπτωση α΄ της παρ. 1 του άρθρου 14 του ν. 4270/2014 (Α΄ 143), 
εξαιρουμένων των δημόσιων επιχειρήσεων και οργανισμών του Κεφαλαίου Α΄ του ν. 3429/2005 
(ΔΕΚΟ). 
100 Στο άρθρο 38 του ν. 4624/2019 προβλέπονται και ποινικές κυρώσεις, οι οποίες σε συνδυασμό με τις 
διοικητικές κυρώσεις συνθέτουν ένα ικανοποιητικό πλέγμα προστασίας των προσωπικών δεδομένων. 
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αποτρεπτικότητας, κατ’ επιταγή των διαλαμβανομένων στο άρθρο 83 παρ. 1 του 
ΓΚΠΔ101. 
Τα πρόστιμα με τα οποία επαπειλούνται οι φορείς του δημόσιου τομέα της 
χώρας είναι αναμφισβήτητα υψηλά, σχεδόν στην ίδια κλίμακα με τα πρόστιμα που 
προβλέπονται στον ΓΚΠΔ για τους ιδιωτικούς φορείς102. Ωστόσο, η σημαντική 
απόκλιση που παρατηρείται ως προς το ανώτατο όριο του προστίμου στην περίπτωση 
συγκεκριμένων παραβάσεων, κρίνεται πως δεν μπορεί να δικαιολογηθεί επαρκώς. 
Και τούτο διότι σκοπός του ΓΚΠΔ είναι η προστασία των προσωπικών δεδομένων 
των φυσικών προσώπων ανεξαρτήτως από το αν η επεξεργασία τους 
πραγματοποιείται από δημόσιο ή ιδιωτικό φορέα. Συνεπώς, οι κυρώσεις δεν θα 
πρέπει να έχουν ως γνώμονα το ποιος προσβάλλει το έννομο αγαθό αλλά την απαξία 
της ίδιας της πράξης επεξεργασίας/προσβολής του εννόμου αγαθού.  
Αποτέλεσμα των νέων ρυθμίσεων είναι η εγκαθίδρυση ενός καθεστώτος δύο 
ταχυτήτων, χωρίς να στοιχειοθετούνται οι λόγοι αυτής της επιλογής του νομοθέτη 
στην αιτιολογική έκθεση του νόμου. Αν και η επιλογή αυτή δεν έρχεται σε αντίθεση 
με τον ΓΚΠΔ – αντιθέτως συμμορφώνεται με τις διατάξεις αυτού – ο νομοθέτης 
όφειλε να μην επιφυλάξει διακριτική μεταχείριση προς όφελος των φορέων του 
δημόσιου τομέα, αλλά, αντιθέτως, έπρεπε να εξομοιώσει τον δημόσιο τομέα με τον 
ιδιωτικό, προς ικανοποίηση και του αισθήματος δικαίου των ιδιωτών103. 
 
101 Οι γερμανικές εποπτικές Αρχές, στην ετήσια σύνοδό τους στις 14.10.2019, δημοσίευσαν ένα 
μοντέλο υπολογισμού και επιβολής προστίμων σύμφωνα με το άρθρο 83 ΓΚΠΔ. Το μοντέλο αυτό 
τιτλοφορείται «Konzept der unabhängigen Datenschutzaufsichtsbehörden des Bundes und der Länder 
zur Bußgeldzumessung in Verfahren gegen Unternehmen» (διαθέσιμο σε 
https://www.datenschutzkonferenz-online.de/pressemitteilungen.html). Βλ. Λεωνίδα Κανέλλο, «The 
GDPR Handbook», ο.π., σελ. 192-193. 
102 Σημειώνεται ότι στο σχέδιο νόμου που καταρτίστηκε από την πρώτη νομοπαρασκυεαστική 
επιτροπή δεν γινόταν διάκριση στη μεταχείριση των δημοσίων και των ιδιωτικών φορέων κατά την 
επιβολή διοικητικών κυρώσεων. Βλ. άρθρο 69 σχεδίου νόμου (διαθέσιμο σε 
http://www.opengov.gr/ministryofjustice/?p=9262#comments). 
103 Βέβαια η ανόμοια μεταχείριση των δημόσιων και ιδιωτικών φορέων κατά την επιβολή διοικητικών 
κυρώσεων στο πλαίσιο του ΓΚΠΔ δεν αποτελεί ελληνική καινοτομία. Λόγου χάριν, στη Φινλανδία 
προβλέπεται πλήρης απαλλαγή από πρόστιμα κρατικών και δημοτικών αρχών και επιχειρήσεων, 
εκκλησιαστικών φορέων και πανεπιστημίων, στην δε Ιρλανδία προβλέπεται ανώτατο όριο προστίμων 
το 1 εκατομμύριο ευρώ. Αντιθέτως, στη Γερμανία επιβάλλονται τα πλήρη πρόστιμα του ΓΚΠΔ. Βλ. 
εκτενέστερα σε Λεωνίδα Κανέλλο, «The GDPR Handbook», ο.π., σελ. 208. 
Επιθεώρηση Δικαίου Πληροφορικής @ Information Law Journal 
Τ. 1 (2021) 
Ε-ISSN: 2732-6004 
Available online at: http://ejournals.lib.auth.gr/infolawj/ 
 
© 2020 by Author(s). This is an open-access article distributed under the terms and conditions of the Creative 
Commons Attribution 4.0 International (CC BY 4.0). See https://creativecommons.org/licenses/by/4.0/ 
 
 
Αξίζει να σημειωθεί, τέλος, πως με δεδομένο ότι πολλοί φορείς του ιδιωτικού 
τομέα συνεργάζονται με το Δημόσιο και λειτουργούν ως εκτελούντες την 
επεξεργασία δεδομένων για λογαριασμό του, ενδεχομένως να φθάσουμε στο 
οξύμωρο να κινδυνεύει ή να τιμωρείται ο ιδιώτης, ως εκτελών την επεξεργασία, με 
μεγαλύτερο πρόστιμο από ότι το Δημόσιο, ως υπεύθυνος επεξεργασίας. 
 
ΧΙΙΙ. ΕΠΙΛΟΓΟΣ 
Η ψήφιση του ν. 4624/2019 αποτελεί ορόσημο στο δίκαιο της προστασίας των 
προσωπικών δεδομένων στη χώρα μας. Δια χειρός εθνικού νομοθέτη ολοκληρώνεται 
σε μεγάλο βαθμό το ευρωπαϊκό όραμα για τη θωράκιση του ατόμου έναντι των 
κινδύνων που απελευθέρωσε η παγκοσμιοποίηση και μία πρωτοφανής και συνάμα 
φρενήρης τεχνολογική ανάπτυξη. Ο εφαρμοστικός εθνικός νόμος, ως προς τα 
συμπληρωματικά μέτρα εφαρμογής του ΓΚΠΔ, λειτουργεί συμπληρωματικά, τρόπον 
τινά υποστηρικτικά προς τον Κανονισμό, και έτσι οφείλει να αντιμετωπίζεται από τον 
ερμηνευτή και τον εφαρμοστή του δικαίου. Παράλληλα, η ενσωμάτωση της Οδηγίας 
στην εθνική έννομη τάξη και η δημιουργική αποκρυστάλλωση του νέου πλαισίου 
λειτουργίας της ΑΠΔΠΧ, μέσω της αναγωγής της στον θεματοφύλακα των 
προσωπικών δεδομένων σε εθνικό επίπεδο, συμπληρώνουν τον νέο νόμο με τις 
σχετικές ρυθμίσεις. 
Σεβόμενος τον διάλογο μεταξύ ενωσιακού και εθνικού νομοθέτη, ο νέος 
νόμος διέπεται από μία μινιμαλιστική προσέγγιση104. Δεν θα ήταν δυνατό άλλωστε 
στο πλαίσιο ενός νόμου να ρυθμιστούν εξαντλητικά τομείς του δικαίου, οι οποίοι 
λόγω της φύσης, της πολυπλοκότητας, της ιδιαιτερότητας και του εύρους των 
ρυθμιστικών πεδίων τους απαιτούν ειδικές τομεακές νομοθετικές ρυθμίσεις. Η 
επιλογή της αφαιρετικής μεθόδου νομοθέτησης αυτόν ακριβώς τον σκοπό εξυπηρετεί. 
Η εγκαθίδρυση ενός γενικού νομικού πλαισίου με τον ν. 4624/2019, σε συνδυασμό με 
τον ΓΚΠΔ, θα αποτελούν τα σημεία αναφοράς του νομοθέτη του μέλλοντος, ο οποίος 
θα κληθεί να ρυθμίσει θέματα που άπτονται του πεδίου των προσωπικών δεδομένων. 
 
104 Βλ. Φερενίκη – Παναγοπούλου Κουτνατζή, «Συνταγματική θεώρηση του νόμου περί προστασίας 
δεδομένων», ο.π., σελ. 331 και «Νόμος 4624/2019 και Εφαρμογή GDPR: Πολλά υποσχόμενος, αλλά 
παράλληλα καθυστερημένος», ο.π.. 
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Αναμφισβήτητα, ο νέος νόμος δεν είναι άριστα καταρτισμένος ούτε οι 
ρυθμίσεις του πλήρεις στο σύνολό τους. Συνοδεύεται από νομοθετικές αστοχίες, 
νομοτεχνικά παροράματα, αντιθέσεις προς το ευρωπαϊκό δίκαιο και εσωτερικές 
αντιφάσεις. Εκφράζεται η πεποίθηση ότι ο νέος νόμος θα τροποποιηθεί και θα 
βελτιωθεί. Εκτιμάται ότι η Διοίκηση έχει ήδη διαπιστώσει τις αδυναμίες του νόμου 
και ο νομοθέτης θα επιφέρει στο νομικό πλαίσιο τις απαιτούμενες διορθωτικές 
ρυθμίσεις. 
