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Oggigiorno, l'indagine genetica è uno dei più potenti strumenti 
a disposizione della scienza forense per identificare o escludere 
gli  autori  di  reati.  Finalizzata  all'analisi  e  al  raffronto  di 
campioni  opportunamente  raccolti  e  trattati  di  materiale 
biologico,  questa  ha  rappresentato  un  impulso  decisivo  per 
importanti  indagini:  basti  pensare al  caso di  Elisa Claps e al 
ruolo  del  test  del  DNA nel  caso  di  Yara  Gambirasio,  il  cui 
processo  all'unico  imputato,  Massimo  Bossetti,  è  appena 
iniziato. 
Il  recente  progresso  scientifico  ha  determinato  la  nascita,  in 
molti  Paesi, di banche dati del DNA ad uso forense, le quali 
contengono  i  profili  genetici  ricavati  a  partire  dai  reperti 
biologici raccolti  sul luogo del delitto o su cose pertinenti al 
reato  e  i  profili  tipizzati  dal  materiale  organico  prelevato  da 
soggetti pregiudicati.  Tali profili genetici sono oggetto di una 
continuativa  attività  di  comparazione,  al  fine  di  riscontrare 
eventuali  matches con le  informazioni  identificative  tratte  da 
indagini ancora in corso o rimaste irrisolte (è il caso dei cc.dd. 
cold cases). 
In Germania, dove la banca dati è nata nel 1998 e custodisce le 
tracce di oltre 500.000 autori di crimini, sono stati risolti circa 
18.000 casi durante i soli primi sei anni. Ancora, la percentuale 
dei  casi  in  cui  è  stato  possibile  individuare,  grazie  ad  un 
archivio nazionale,  l'identità  del  soggetto che ha lasciato una 
traccia  biologica  sulla  scena  del  delitto  è  del  45%  in  Gran 
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Bretagna e del 23% in Olanda.
L'Italia  ha  istituito  la  Banca Dati  nazionale  del  DNA con la 
legge 30 giugno 2009, n.85, la quale ha ratificato il Trattato di 
Prüm sulla cooperazione transfrontaliera, stipulato nel 2005 da 
sette Stati europei, e ha adempiuto agli obblighi discendenti da 
questo.
Non vi era nel nostro Paese, fino ad allora, una normativa sul 
database nazionale:  ciò  aveva  determinato  il  proliferare  di 
banche  dati  domestiche  e  non  ufficiali  (le  quali,  tuttavia, 
continuano ad esistere), operanti al di fuori di qualsiasi garanzia 
e controllo.  La più nota tra queste è la banca dati del Ris di 
Parma,  sulla  quale  ha  avuto  modo  di  pronunciarsi  anche  il 
Garante della  privacy:  la sua esistenza è emersa nel 2004, in 
occasione del  caso Zefi  Ilir1, suscitando scalpore mediatico e 
violente accuse contro l'Arma dei Carabinieri per violazione di 
privacy e illegale creazione di archivi genetici2.
Ad ogni modo, a sei anni di distanza dalla legge, la Banca Dati 
nazionale del DNA non è ancora stata avviata. Seppur con un 
1 Zefi Ilir, ladro di auto, è stato individuato dal RIS Carabinieri di Parma grazie al 
raffronto tra  il  DNA lasciato sul  luogo del  reato e  quello appartenente a  tale  
soggetto,  raccolto  nell'ambito  di  un'indagine  risalente  a  diversi  anni  prima: 
incidentalmente,  quindi,  è  emersa  l'esistenza  –  presso  il  RIS  –  di  una  banca 
informatizzata contenente innumerevoli  profili  routinariamente confrontati  con 
quelli provenienti dai nuovi casi. A seguito di un'ispezione, nel 2007 il Garante 
della privacy ha emesso un provvedimento, con il quale ha riportato la banca dati 
del RIS nell'alveo di una legalità quantomeno formale, impartendo il rispetto di  
alcune misure di  sicurezza (basate sugli  articoli  55, 17 e 39 del  Codice della 
privacy e, per lo più, in tema di accesso ai profili genetici e ai locali in cui sono 
custoditi i campioni biologici) e giustificando la conservazione portata avanti dal 
RIS.  Il  provvedimento  ha  svelato  che  il  RIS  deteneva  circa  19.000  profili 
genetici,  conservati  a  tempo  indeterminato  e  in  forma  organizzata  attraverso 
supporti informatici (di cui ben 11.700 provenienti da campioni appartenenti a 
persone identificate nel corso del processo, ma mai indagate, incluse le vittime 
stesse dei reati). Il provvedimento è reperibile nel sito www.garanteprivacy.it 
2 GENNARI,  Genetica forense e Codice della  privacy:  riflessioni  su vecchie e  
nuove banche dati, in Resp. civ.e prev., 2011, 1184 e ss.
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esagerato ritardo (l'Italia avrebbe dovuto emanare i regolamenti 
attuativi  della  legge  n.85  del  2009  entro  quattro  mesi 
dall'entrata  in  vigore  della  stessa),  il  2015  dovrebbe  essere 
l'anno  di  partenza  dell'archivio:  lo  scorso  3  luglio  è  stato, 
finalmente,  dato  il  via  libera  dal  Consiglio  dei  ministri  al 
regolamento attuativo.
Orbene, scopo del presente lavoro sarà quello di esaminare la 
disciplina della Banca dati del DNA, partendo dalla genesi fino 
ad  arrivare  alla  situazione  attuale,  soffermandosi,  di  volta  in 
volta, sulla tutela dei diritti coinvolti.
Nel primo capitolo si tratterà della nascita della legge n.85 del 
2009  e  del  contesto  sovranazionale  dal  quale  la  stessa  trae 
origine:  il  Trattato di  Prüm e le  decisioni – 2008/615/GAI e 
2008/616/GAI – in virtù  delle quali  lo stesso è entrato a far 
parte della normativa comunitaria. 
Si  esamineranno,  altresì,  le  novità  introdotte  nel  codice  di 
procedura  penale  dalla  medesima  legge,  la  quale,  oltre  ad 
istituire della Banca Dati nazionale del DNA, colma l'assenza di 
una definizione con legge dei casi e dei modi per procedere a 
prelievo  biologico  coattivo  da  persona  vivente.  Si 
affronteranno, in quella sede le delicate questioni sollevate dalla 
tecnica – ormai sempre più utilizzata – dello screening genetico 
di massa.
Nel secondo capitolo si entrerà nel vivo della disciplina della 
Banca  Dati  nazionale  del  DNA,  così  come  concepita  dalla 
l.85/2009  e,  cioè,  distinta  in  due  strutture:  la  banca  dati  del 
DNA e il Laboratorio centrale.
Analizzando  le  funzioni  della  prima  (raccolta  dei  profili 
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genetici e successiva attività di raffronto) si chiariranno quali 
sono i profili passibili di archiviazione nel  database.  Verranno 
messi  in  luce  i  rilievi  critici  delle  disposizioni  di  legge, 
soprattutto  per  quanto  riguarda  la  genericità  del  criterio 
mediante  il  quale  sono  individuati  i  soggetti  sottoponibili  a 
prelievo di materiale biologico ai fini dell'archiviazione, ossia il 
criterio  della  sottoposizione  a  misure  restrittive  di  libertà 
personali.
Si affronterà, in seguito, l'aspetto più scientifico della materia, 
ossia quello delle attività tecniche antecedenti l'archiviazione (il 
prelievo in vivo, la certificazione dello stesso, l'estrazione del 
DNA e la tipizzazione a scopo identificativo), le quali devono 
avvenire nel rispetto dei profili garantistici richiesti dalla legge 
ai  laboratori  genetici:  le  certificazioni  di  qualità  a  norma 
ISO/IEC e l'adeguamento a parametri internazionali.
Il  terzo  capitolo  sarà  dedicato  alle  cruciali  questioni  etico-
giuridiche sollevate dall'istituzione del database genetico, ossia 
i  problemi  di  compatibilità  tra  l'obiettivo  di  protezione  della 
collettività e la tutela dei diritti individuali coinvolti, primo tra 
tutti il diritto alla privacy (nella sua particolare sfaccettatura di 
diritto  all'autodeterminazione  informativa).  Dapprima,  si 
illustreranno  le  peculiarità  dei  dati  genetici,  quali  categoria 
speciale dei dati personali, e la loro tutela approntata dal Codice 
della  privacy.  In  seguito,  si  volgerà  lo  sguardo  al  panorama 
sopranazionale e, in particolare, ad una epocale decisione del 
2008:  la  sentenza  S.  and  Marper  vs.  UK  della  Corte  di 
Strasburgo,  la  quale  ha  imposto,  quale  condizione  essenziale 
per  l'esistenza  di  un  archivio  genetico  (e,  pertanto,  per  una 
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legittima  ingerenza  nel  diritto  alla  privacy,  in  base  all'art.  8 
CEDU), il rispetto del principio di legalità, di finalità e della 
necessità in una società democratica. La sentenza ha messo in 
luce  l'esigenza  di  ricercare  un  equo  bilanciamento  tra  gli 
interessi confliggenti e, nello specifico, la necessità che i tempi 
di  conservazione dei  dati  genetici  siano proporzionati  al  fine 
(legittimo)  perseguito,  facendo leva  su  quello  che  è  uno  dei 
principali corollari del principio della necessità in una società 
democratica: il principio di proporzionalità.
Il tema dei limiti temporali alla conservazione dei dati genetici 
è stato ripreso dall'articolo 13 della legge 85/2009. L'articolo 
verrà  esaminato nel  dettaglio e ne verranno messe in luce le 
criticità: vari sono i punti in cui il principio di proporzionalità e 
il principio di legalità, così come imposti dai giudici europei, 
risultano clamorosamente violati. A completamento del quadro, 
verrà analizzato l'aspetto, altrettanto delicato, del trattamento ed 
accesso  ai  dati  archiviati  (soggetti  legittimati  e  finalità 
consentite) e della tracciabilità delle operazioni.
Per concludere, nel quarto ed ultimo capitolo si illustreranno i 
recenti  provvedimenti  normativi  in  materia,  ripercorrendo  le 
tappe dell'attuazione (non ancora completata) della legge n. 85 
del 2009. Anzitutto, verranno esaminati il d.lgs. 162/2010 e il 
d.m.  268/2012,  i  quali,  rispettivamente,  istituiscono  i  ruoli 
tecnici  nel Corpo di polizia penitenziaria (nei quale collocare il 
personale da destinare al Laboratorio centrale) e definiscono i 
profili  professionali  di  tali  ruoli.  Si  passerà,  finalmente,  alla 
disamina del regolamento che lo scorso 3 luglio ha ricevuto il 
via  libera  dal  Consiglio  dei  ministri  e  che,  a  breve,  sarà 
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approvato  in  via  definitiva  con  decreto  del  Presidente  della 
Repubblica. Tale provvedimento riempie la maggior parte delle 
lacune  che  la  legge  del  2009  aveva  lasciato  (ad  esempio, 
l'incertezza  nel  definire  il  dies  a  quo per  il  termine  di 
conservazione  dei  profili  genetici  e  dei  relativi  campioni 
biologici),  purtuttavia  tralasciando  alcuni  aspetti  di  estrema 
importanza. 
Il lavoro si concluderà con l'esame di un accordo bilaterale tra 
Italia  e  Stati  Uniti  sullo  scambio  di  dati  personali,  tra  cui  i 
profili del DNA, ratificato dal nostro Paese con la legge n. 99 
del 2014: prima che la Banca Dati nazionale del DNA venisse 
regolamentata al livello interno.
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CAPITOLO PRIMO
DAL TRATTATO DI PRÜM ALLA LEGGE 85/2009
1. Legge 30 giugno 2009, n. 85: genesi e funzioni
Con  l'approvazione  della  legge  30  giugno  2009,  n.85, 
entrata in vigore il 4 luglio 2009, l'Italia ha ratificato il Trattato 
di Prüm, conclusosi nel 2005 tra sette stati europei e volto a 
rafforzare  la  cooperazione  tra  Stati  nella  lotta  al  terrorismo, 
criminalità transfrontaliera e immigrazione illegale3.
La  legge  in  questione  esplica  una  triplice  funzione:  oltre  ad 
autorizzare l'adesione italiana al Trattato, istituisce la Banca dati 
nazionale del DNA ed apporta rilevanti modifiche al codice di 
procedura penale in materia di accertamenti tecnici idonei ad 
incidere sulla libertà personale4. 
Essa nasce, infatti, dalla fusione di due separati disegni di legge 
presentati, ma non approvati, nella quindicesima legislatura: il 
primo, teso a disciplinare la materia del prelievo coattivo5 di 
3 FELICIONI, L'Italia aderisce al Trattato di Prüm: disciplinata l'acquisizione e  
l'utilizzazione probatoria dei profili genetici, in Dir. pen e proc., 2009, Speciale 
banche dati, 6.
4 SCARCELLA,  Banca  dati  del  DNA  e  nuove  frontiere  dell'investigazione  
scientifica, in Prelievo del DNA e banca dati nazionale. Il processo penale tra  
accertamento del fatto e cooperazione internazionale, a cura di SCARCELLA, 
Padova, 2009, 1; LEO, Il prelievo coattivo di materiale biologico nel processo  
penale e l'istituzione della banca dati nazionale del DNA, in Riv. it. medicina  
legale, 2011, 941.
5 A.S. n. 1133 ad iniziativa del ministro della giustizia Mastella, presentato il 31 
ottobre  2006  e  recante Modifiche  al  codice  di  procedura  penale  per  il  
compimento su persone viventi di prelievi di campioni biologici o accertamenti  
medici. Dopo esser stato restituito al Governo per essere ripresentato all'altro 
ramo l'iter si è interrotto con lo scioglimento anticipato delle Camere.
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campioni  biologici,  sulla  scorta  della  famosa  sentenza 
costituzionale  n.  238  del  19966 e,  il  secondo,  ad  istituire  la 
Banca dati  nazionale del  DNA, al  fine di  adeguare l'Italia  al 
Trattato di Prüm7.
Prima  analizzare  l'istituzione  della  Banca  Dati  nazionale  del 
DNA,  argomento  principale  di  questo  lavoro,  è  opportuno 
esaminare il contesto sovranazionale e il Trattato che la legge 
ratifica,  oltre  alla  seconda anima della  legge,  ossia  le  novità 
apportate in materia di prelievi coattivi.
2. Il Trattato di Prüm e il quadro comunitario
Il Trattato di Prüm è stato sottoscritto il 25 maggio 2005 da 
parte  di  sette  Paesi  dell'Unione  europea  e,  in  particolare, 
Austria,  Belgio,  Francia,  Germania,  Lussemburgo,  Spagna  e 
Paesi  bassi.  Aperto  all'adesione  e  alla  ratifica  di  altri  paesi 
comunitari, costituisce un completamento rispetto agli accordi 
di Schengen8, tant'è vero che viene nominato “Schengen 2”9.
La sottoscrizione del Trattato persegue, nello spazio della libera 
circolazione  dell'Unione  europea,  «un  livello  il  più  alto 
6 Vd. par. 3.2.
7 DDL n. 1877 approvato dal  Governo il 30 ottobre 2007 nell'ambito del c.d. 
pacchetto sicurezza.
8 L'Accordo  di  Schengen,  relativo  all'eliminazione  graduale  dei  controlli  alle 
frontiere  comuni,  è  stato  firmato  il  14  giugno  1985  nell'omonima cittadina 
lussemburghese. Esso ha introdotto una serie di misure di collaborazione nella 
repressione  dei  reati,  quali  la  mutua  assistenza,  lo  scambio  diretto  di 
informazioni tra i servizi di polizia e lo scambio di informazioni attraverso le 
autorità centrali autorizzate per legge. CALVANESE,  Adesione al Trattato di  
Prüm  e  cooperazione  transfrontaliera  per  il  contrasto  alla  criminalità,  in 
Prelievo del DNA e banca dati nazionale, Padova, 2009, 23.
9 CORASANITI,  La  banca  dati  del  DNA:  primi  aspetti  problematici  
dell'attuazione del Trattato di Prüm, in Dir. Informatica, 2009, 444.
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possibile in materia di cooperazione, in primo luogo attraverso 
un migliore scambio di informazioni, con particolare riguardo 
ai  settori  connessi  con  la  lotta  al  terrorismo,  la  criminalità 
transfrontaliera e la migrazione illegale [...]»10.
Il  testo,  formato  da  52  articoli  e  suddiviso  in  8  capitoli, 
disciplina settori e modi attraverso i quali rendere concreta tale 
cooperazione11; in particolare, si prevede l'istituzione di una rete 
di punti di contatto in determinate aree di intervento, quali:
a) la raccolta e lo scambio di informazioni dei dati sul 
DNA;
b) la raccolta e lo scambio di informazioni sulle impronte 
digitali;
c) lo scambio dei dati dei registri di immatricolazione dei 
veicoli;
d) le misure finalizzate a prevenire reati terroristici;
e) le misure dirette a contrastare l'immigrazione illegale.
Per  quel  che  concerne  l'argomento  in  questione,  ossia  la  la 
raccolta e lo scambio di informazione dei dati sul DNA, le parti 
contraenti  si  impegnano  «a  creare  e  gestire  degli  schedari 
nazionali di analisi del DNA al fine di perseguire le violazioni 
penali (art. 2, par. 1)»12.
Il  trattamento dei  dati,  una volta estrapolati  e archiviati  negli 
schedari,  è  regolato  dalla  legge  nazionale,  salvo  diversa 
previsione da parte del Trattato medesimo. La disciplina della 
protezione dei dati è, infatti, totalmente riservata alla scelta dei 
10 Così al punto 2 delle Premesse al Trattato.
11 GANDINI,  Il Trattato di Prüm articolo per articolo. Ecco le nuove frontiere  
per la sicurezza, in Dir. e giust., 2006, 37, 56 e ss.
12 MUSUMECI,  La  ratifica  del  Trattato  di  Prüm,  in  Banca  dati  del  DNA e  
accertamento penale, a cura di MARAFIOTI e LUPARIA, Milano, 2010, 15.
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legislatori  nazionali,  anche  per  quel  che  riguarda  la  durata 
massima della conservazione delle informazioni raccolte nelle 
banche dati13.
Considerata  l'inesistenza  di  norme  di  garanzie  in  grado  di 
assicurare  l'omogeneità  del  trattamento  dei  dati  tra  i  paesi 
contraenti,  una  procedura  tanto  liberale  rischia  di  rivelarsi 
pregiudizievole per i soggetti interessati. Invero, il rinvio può 
essere  vantaggioso  là  dove  i  livelli  di  protezione  dei  dati 
raccolti  siano  sufficientemente  elevati,  ma  può  divenire 
dannoso  negli  scambi  di  informazioni  con  Paesi  che  non 
offrono le medesime garanzie. L'unico tentativo di arginare tale 
pericolo si rintraccia nell'art. 34 del Trattato, il quale prevede 
che il  livello di  protezione dei  dati  nei  Paesi  contraenti deve 
almeno corrispondere a quello previsto dalla Convenzione del 
Consiglio  d'Europa  del  28  Gennaio  1981,  relativa  alla 
protezione  delle  persone  nei  confronti  del  trattamento 
informatizzato  dei  dati  personali,  nonché  dalla 
Raccomandazione n. 15 del Comitato dei Ministri del Consiglio 
d'Europa agli Stati membri, relativa all'utilizzo di dati personali 
nel settore della polizia del 17 settembre 1987.14
Fondamentale  è  la  previsione,  all'art.  2  del  Trattato, 
dell'anonimato  assoluto  del  profilo  identificativo:  i  dati 
indicizzati  non  devono  contenere  informazioni  dalle  quali  i 
soggetti  possono  essere  identificati  e,  pertanto,  i  profili 
potranno essere riferiti ad un singolo solo attraverso operazioni 
ulteriori  di  elaborazione.  Tale  garanzia  è  funzionale  al 
13 Vedi cap. 3.
14 MUSUMECI,  La  ratifica  del  Trattato  di  Prüm,  in  Banca  dati  del  DNA e  
accertamento penale, a cura di MARAFIOTI e LUPARIA, Milano, 2010, 19.
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meccanismo  di  collaborazione  investigativa  tra  stati,  volto  a 
limitare  al  massimo  il  trasferimento  internazionale  di  dati 
sensibili.15 Infatti, le notizie contenute nell'archivio, consultabile 
da ogni singolo Stato appartenente al network interstatale delle 
banche dati del DNA, dovranno riprodurre solo la successione 
alfanumerica  identificativa  indispensabile  per  il  confronto 
genetico.
Lo  scambio  di  informazioni  può  avvenire  tramite  l'accesso 
automatizzato in tempo reale alla banca dati interessata da parte 
dei  punti  di  contatto  nazionali  (art.  3)  oppure  con  il 
trasferimento  delle  informazioni  richieste,  a  seguito  di  una 
domanda dall'autorità di un'altra Parte (art. 4). In ogni caso, i 
dati e le informazioni accessibili on-line sono solo gli indici di 
consultazione, i quali consentono di accertare se le informazioni 
richieste si trovano o meno nella banca dati, ma non rendono 
possibile una immediata identificazione della persona alla quale 
si riferiscono.
Il  Trattato  prevede,  altresì,  la  possibilità  di  un  raffronto 
automatizzato  tra  i  profili  DNA non  identificati  con  quelli 
indicizzati provenienti dagli altri schedari nazionali. Quando la 
ricerca  comparativa  dà  esito  positivo,  spetta  alla  parte 
richiedente sollecitare l'altra parte per ottenere le informazioni 
sull'identità  del  soggetto,  secondo le  regole  di  quest'ultimo e 
secondo gli strumenti internazionali di cooperazione (art.5)16.
15 LEO,  Il  prelievo  coattivo  di  materiale  biologico  nel  processi  penale  e  
l'istituzione della banca dati  nazionale del  DNA,  in  Riv. it.  medicina legale, 
2011, 936.
16 CALVANESE,  Adesione al Trattato di Prüm e cooperazione transfrontaliera  
per il contrasto alla criminalità, in  Prelievo del DNA e banca dati nazionale, 
Padova, 2009, 25.
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È prevista, infine, la possibilità per uno Stato di richiedere ad 
un altra Parte l'esecuzione del prelievo di materiale genetico di 
persona che si trovi sul suo territorio e l'invio del profilo DNA 
estratto da quel materiale, a condizione che venga specificato lo 
scopo  della  richiesta,  che  venga  presentato  un  mandato  di 
indagine o un esposto della competente autorità e sempre che 
siano  soddisfatte,  in  base  alla  legge  della  parte  richiesta,  le 
condizioni  preliminari  al  prelievo  e  all'analisi  del  materiale 
genetico, nonché alla trasmissione del profilo del DNA (art.7)17.
Il Trattato di Prüm è un trattato negoziato e concluso al di 
fuori dello spazio giuridico dell'Unione stessa. Invero, esso non 
trova la sua base legale tra le disposizioni del Titolo VI del TUE 
sulla cooperazione di polizia e giudiziaria in materia penale (il 
c.d.  Terzo Pilastro).  Eppure,  le  parti  contraenti  manifestarono 
già  nelle  Premesse  del  Trattato  la  volontà  di  giungere  alla 
trasposizione  delle  sue  disposizioni  nel  patrimonio  giuridico 
dell'Unione18 e, addirittura, l'articolo 1 del Trattato annunciava 
esplicitamente che le parti avrebbero assunto «una iniziativa in 
previsione  della  trascrizione  delle  disposizioni  del  presente 
Trattato  nell'ambito  giuridico  dell'Unione  europea  [...] di 
concerto  con  la  Commissione  europea  o  su  proposta  della 
Commissione europea […]».
Proprio sulla scia di tale intenzione, nel 2007 gli Stati contraenti 
17 MUSUMECI,  La  ratifica  del  Trattato  di  Prüm,  in  Banca  dati  del  DNA e  
accertamento penale, Milano, a cura di MARAFIOTI e LUPARIA, 2010, 15.
18 Al  punto  3  delle  Premesse  al  Trattato  le  Parti  contraenti  si  dichiarano 
«Desiderose  di  trasferire  le  disposizioni  del  presente  trattato  nel  quadro 
giuridico dell'Unione europea allo scopo di giungere ad un miglioramento dello 
scambio di informazioni all'interno di tutta l'Unione europea, in particolare nei 
settori riguardanti la lotta contro il terrorismo, la criminalità transfrontaliera e la 
migrazione illegale, nonché di creare le basi generiche e le premesse tecniche 
necessarie».
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del  Trattato  e  altri  otto  Stati  dell'Unione,  tra  cui  l'Italia19, 
suscitarono  svariate  polemiche20:  furono  accusati  di  voler 
imporre le proprie scelte senza seguire l'ordinario procedimento 
di  normazione comunitaria relativa al  Terzo Pilastro,  il  quale 
avrebbe consentito una elaborazione mediata e partecipata dei 
principi relativi alla nuova materia21.
Ad  ogni  modo,  il  Consiglio  europeo,  su  proposta  dei  paesi 
suddetti e di concerto con la Commissione, adottò la Decisione 
2008/615/GAI22, unitamente alla 2008/616/GAI23 attuativa della 
prima. Così facendo, alcune delle norme del Trattato di Prüm 
entrarono  a  far  parte  a  tutti  gli  effetti  della  legislazione 
dell'Unione europea.
19 Successivamente  alla  stipulazione  del  Trattato  la  Finlandia,  l'Italia,  il 
Portogallo, la Slovenia, la Svezia, la Romania, la Bulgaria e la Grecia avevano 
dichiarato la loro intenzione di aderirvi.
20 Alcune  di  tali  osservazioni  furono  formalizzate  in  un  duro  comunicato  del 
Garante  europeo  per  la  protezione  dei  dati  personali  del  4  aprile  2007.  Le 
obiezioni riguardavano proprio la strategia degli Stati preponenti, i quali prima 
sottoscrivevano un Trattato multilaterale, e dopo, al fine di evitare la procedura 
rafforzata in materia di cooperazione di  cui  agli  art.  40, 40A, 43 e 43A del  
TUE, optavano per lo strumento della decisione, da presentare al Consiglio, per 
recepirne  il  contenuto  in  sede  europea.  Inoltre,  in  questo parere,  il  Garante 
denunciava una inadeguata ponderazione degli strumenti già esistenti (Europol, 
Eurojust,  ecc.)  al  fine  di  accertare  la  necessità  della  trasposizione  a  livello 
comunitario dei contenuti del Trattato di Prüm. Il parere è apparso in G.U.U.E. 
n. C 169 del 21.7.2007. 
Si ricorda anche il precedente Parere del Comitato economico e sociale europeo 
del  15 dicembre  2005  in  merito  alla  Comunicazione  della  Commissione  al  
Consiglio e al Parlamento europeo – Il programma dell'Aia: dieci priorità per  
i prossimi cinque anni – Partenariato per rinnovare l'Europa nel campo della  
libertà, sicurezza e giustizia, in G.U.U.E. C 65 del 17.03.2006, 120-130.
21 LEO,  Il  prelievo  coattivo  di  materiale  biologico  nel  processo  penale  e  
l'istituzione della banca dati  nazionale del  DNA,  in  Riv. it.  medicina legale, 
2011, 936.
22 Decisione 2008/615/GAI del Consiglio del 23 giugno 2008 sul potenziamento  
della cooperazione transfrontaliera, soprattutto nella lotta al terrorismo e alla  
criminalità transfrontaliera, in G.U.U.E. L 210 del 06.08.2008, 1-11.
23 Decisione 2008/616/GAI del  Consiglio relativa all'attuazione della  decisione 
2008/616/GAI  sul  potenziamento  della  cooperazione  transfrontaliera,  
soprattutto  nella  lotta  al  terrorismo  e  alla  criminalità  transfrontaliera ,  in 
G.U.U.E. L 210 del 06.08.2008, 12 – 72.
18
Obiettivo  primario  della  decisione  2008/615/GAI è  quello  di 
rafforzare lo scambio di informazioni tra le autorità nazionali 
competenti  in  materia  di  sicurezza  per  quanto  attiene  alcuni 
ambiti  specifici:  il  trasferimento automatizzato dei  profili  del 
DNA, dei dati  sull'immatricolazione dei veicoli,  nonché della 
trasmissione  di  dati  in  occasione  di  grandi  eventi  e  per 
prevenire atti terroristici.
L'atto, nel prevedere la possibilità, per le autorità nazionali di 
contrasto  al  crimine,  di  accedere  alle  informazioni  a 
disposizione degli altri Stati membri, dà attuazione al principio 
di disponibilità24.
In particolare la Decisione 2008/615/GAI, oltre a prevedere la 
creazione di banche dati nazionali del DNA entro 3 anni dalla 
sua  entrata  in  vigore,  impone  agli  stati  membri  di  rendere 
disponibili i dati indicizzati di tali archivi, così da facilitare lo 
scambio di  informazioni.  A tal  fine,  prevede la  procedura  di 
consultazione  automatica  tramite  la  comparazione  dei  profili 
genetici e la possibilità di richiesta da parte di uno Stato ad un 
altro di prelevare ed analizzare materiale biologico appartenente 
a una persona che si trovi nel territorio del secondo, secondo i 
meccanismi già delineati dal Trattato di Prüm e visti sopra.
24 COSTAMAGNA, Banche dati del Dna e lotta contro il crimine: quale tutela  
per  i  diritti  fondamentali  in  Europa?,  Policy  Brief  n.  197,  2010,  4,  in 
www.ispionline.it.
   Il  principio  è  stato  introdotto  dal  Programma dell'Aja:  rafforzamento  della  
sicurezza,  della  libertà  e  della  giustizia  nell'Unione  europea,  adottato  dal 
Consiglio europeo del 4-5 novembre 2004, in G.U.U.E. C53 del 03.03.2005, 7.
   Con  l'attuazione  di  questo  principio  si  superano  i  tradizionali  strumenti  di  
scambio delle informazioni nell'ambito dell'Unione europea (Europol, Eurojust) 
e si stravolge il concetto stesso di banca dati nazionale. Cfr. CIAMPI, Principio 
di disponibilità e protezione dei dati nel “Terzo Pilastro” dell'Unione europea, 
in Cooperazione informativa e giustizia penala nell'Unione Europea, a cura di 
PERONI e GIALUZ, Trieste, 2009, 42 e ss.
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Ebbene,  è  proprio  allo  scopo  di  adeguare  il  nostro  Paese  a 
questo quadro sovranazionale che interviene la legge 85/2009 
con  quella  che  è  la  sua  prima  anima,  ossia  l'istituzione  del 
Banca Dati nazionale del DNA25.
3. Accertamenti biologici coattivi e indagine genetica
La  seconda  anima  della  legge  n.  85  del  2009 è,  invece, 
contenuta  nel  capo  IV,  intitolato  «Modifiche  al  codice  di 
procedura penale in materia di accertamenti tecnici idonei ad 
incidere sulla libertà personale»,  il  quale si  propone di  porre 
rimedio  alla  precedente  insufficienza  del  dato  normativo  in 
materia di impiego processuale dell'indagine genetica. 
Per comprendere a pieno la portata innovativa di tale riforma è 
necessario  guardare  al  quadro  legislativo  e  storico  nel  quale 
essa si inserisce.
3.1. Indagine genetica: evoluzione della normativa
Inizialmente,  il  codice  di  procedura penale  del  1988 non 
disciplinava  espressamente  la  materia  della  prova  genetica; 
d'altro  canto,  il  test  del  DNA entrò  per  la  prima  volta  nel 
processo in una vicenda statunitense del 198726. La prova, però, 
divenne sempre più affidabile ed utilizzata,  soprattutto grazie 
25 Vd. cap. 2.
26 CAMON, La disciplina delle indagini genetiche, in Cass. pen., 2014, 1427.
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all'affinarsi  delle  tecniche di  laboratorio,  che resero possibile 
l'estrazione di profili da reperti esigui, antichi e malridotti. 
Di  fronte  alla  lacuna  normativa  in  materia,  il  problema  si 
poneva  quando l'individuo  sottoposto  a  prelievo di  materiale 
biologico  negava  il  proprio  consenso  allo  svolgimento  dello 
stesso. 
In tale contesto intervenne la Corte costituzionale con la nota 
sentenza  n.  238  del  199627,  la  quale  censurò  il  perpetrato 
tentativo di fondare il prelievo coattivo sull'art 244, comma 2, 
c.p.p.28.
Era imprescindibile, infatti, confrontare tale attività con l'art.13 
Cost.,  il  quae sancisce l'inviolabilità  della libertà  personale  e 
stabilisce  che le  limitazioni  di  tale diritto  fondamentale sono 
ammesse  esclusivamente  per  atto  motivato  dell'autorità 
giudiziaria e nei soli casi e modi previsti dalla legge. 
Pertanto, la Corte dichiarò l'illegittimità costituzionale dell'art. 
224, comma 2, c.p.p. nella parte in cui consentiva al giudice di 
ordinare coattivamente la sottoposizione dell'indagato o di terzi 
allo  svolgimento  di  attività  peritali  idonee  ad  incidere  sulla 
libertà personale senza prevedere i casi e i modi di tale attività29. 
27 Corte  cost.,  sent.  27  giugno  1996,  n.  238,  in  Giur.  Cost.,1996,  2142,  con 
commenti di NAPPI,  Sull'esecuzione coattiva della perizia  ematologica, 2150 
ss.  e  di  RUOTOLO,  Il  prelievo  ematico  tra  esigenza  probatoria  di  
accertamento del reato e garanzia costituzionale della libertà personale. Note  
a margine di un mancato bilanciamento di valori, 2151 ss.
28 Ai sensi di tale comma il giudice […] adotta tutti gli altri provvedimenti che si  
rendono necessari per l'esecuzione delle operazioni peritali.
29 La questione di legittimità era stata sollevata nel corso di un procedimento nel  
quale la perizia disposta dal giudice consisteva in un prelievo ematico coattivo, 
richiesto dal pubblico ministero per comparare il DNA dell'indagato con quello 
del sangue ritrovato su statua raffigurante una Madonna. La Corte precisava che 
il  prelievo  ematico,  pur  non  compromettendo  la  salute  psichica  e  fisica 
dell'individuo, è uno strumento che travalica la sfera corporale della persona e 
che, pertanto, per essere effettuato senza consenso, necessita delle garanzie di 
cui  all'art.  13 Cost.  CASASOLE,  Prelievi  e accertamenti  medici  coattivi,  in 
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Tuttavia,  con la stessa sentenza la Corte aveva evidenziato il 
carattere  fondamentale  di  tali  accertamenti,  affermando  che 
l'esigenza  di  acquisire  la  prova  di  un  reato  costituisce  un 
«valore primario sul quale si fonda ogni ordinamento ispirato al 
principio di legalità», stabilendo che gli stessi non devono in 
alcun  modo  violare  la  dignità,  l'integrità  fisica  o  la  salute 
dell'individuo30.
Veniva così  messa in evidenza la necessità  di una dettagliata 
regolamentazione da parte del legislatore che ottemperasse alla 
riserva di giurisdizione e alla riserva di legge rinforzata di cui 
all'art. 13 Cost.
Fino  ad  allora,  tale  modalità  investigativa  rimaneva 
espressamente  preclusa  e,  comunque,  produttiva  di  prove 
inutilizzabili. 
Da quel momento, la giurisprudenza tentò di colmare in diversi 
modi  la  lacuna  lasciata  dalla  sentenza  costituzionale: 
legittimando  gli  stratagemmi  inventati  dalla  polizia  per 
raccogliere  materiale  organico  e  valutando  come  elemento  a 
carico  il  rifiuto  dell'indagato  di  sottoporsi  al  prelievo31.  I 
campioni  biologici,  così  occultamente  raccolti,  venivano 
conservati dalle forze di polizia che vi  avevano proceduto in 
banche  dati  “domestiche”  e  non  ufficiali,  che  sfuggivano  ad 
ogni tipo di controllo32.
Banca  dati  del  DNA  e  accertamento  penale,  a  cura  di  MARAFIOTI  e 
LUPARIA, Milano, 2010, 242. 
30 TONINI, Manuale di procedura penale, Milano, 2013, 355.
31 Vedi par. 3.6.
32 MARCHESE-CAENAZZO-RODRIGUEZ,  Banca  dati  nazionale  del  DNA:  
bilanciamento tra diritti individuali e sicurezza pubblica nella legge 30 giugno  
2009, n. 85, in Riv. ital. dir. proc. pen., 2013, 1865. 
    La più nota di queste è quella del Ris di Parma, sulla quale si è pronunciato  
anche il Garante della privacy.
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Ebbene,  a  disciplinare  organicamente  la  materia  interviene, 
dopo 13 anni di vuoto normativo33, la legge 85/2009, la quale 
introduce i nuovi artt. 224-bis e 359-bis, dettati rispettivamente 
per il dibattimento e per la fase di indagini preliminari34. 
Queste disposizioni ripristinano la centralità del giudice, dando 
così  attuazione  alla  riserva  dell'atto  motivato  dell'autorità 
giudiziaria  prevista  dall'art.  13  Cost.,  anche  quando  l'attività 
probatoria  deve  essere  compiuta  nel  corso  delle  indagini 
preliminari:  la  garanzia  giurisdizionale  si  palesa 
nell'autorizzazione  o  nella  convalida  da  parte  del  giudice 
all'iniziativa del pubblico ministero35. 
La  critica  che  è  stata  mossa  nei  confronti  di  tale  riserva  in 
favore  del  giudice,  secondo  la  quale  la  stessa  risulta 
ingiustificata  se  comparata  con  atti  più  penetranti  –  quali  le 
ispezioni o le perquisizioni – che sono invece lasciati all'organo 
dell'accusa36,  appare  debole  se  si  considera  quanto  affermato 
dalla  Corte  Costituzionale  nella  sent.  n.  238  del  1996:  il 
33 Nel  frattempo  vi  era  stato  solo  un  tenue  intervento  in  materia  con  il  d.l.  
144/2005, convertito in l. 155/2005, al quale si deve l'introduzione del comma 
2-bis nell'art.  349 c.p.p.  e  del  comma 3 nell'art.  354,  quest'ultimo,  peraltro, 
abrogato dalla l. 85/2009: vd. Par. 3.6.
34 La disciplina in esame, com'è chiaro,  non trova applicazione nei casi  in cui  
l'individuo da sottoporre a prelievo sia consenziente. In questi casi, infatti, non 
vi è la necessità di filtrare l'accertamento con la tutela della libertà personale.  
La situazione è rimasta quella anteriore alla legge 85/009: i prelievi possono 
essere  effettuati  nel  corso  delle  comuni  attività  peritali,  senza  le  particolari 
formalità  previste  in  caso  di  esecuzione  coattiva.  Resta  solo  il  limite 
invalicabile dell'art. 5 cod. civ. in relazione agli atti di disposizione del proprio 
corpo: in nessun caso l'individuo può consentire ad atti  che comportino una 
diminuzione permanente dell'integrità fisica o psichica o che ledano la propria 
dignità. TONINI, Manuale di procedura penale, Milano, 2013, 356.
35 FELICIONI, L'Italia aderisce al Trattato di Prüm: disciplinata l'acquisizione e  
l'utilizzazione probatoria dei profili genetici, in Dir. pen e proc., 2009, Speciale 
banche dati, 17.
36 STRAMAGLIA,  Prelievi  coattivi  e  garanzie  processuali,  in  Banca dati  del  
DNA e  accertamento  penale,  a  cura  di  MARAFIOTI e  LUPARIA,  Milano, 
2010, 269 e ss.
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prelievo  coattivo  «non  solo  interessa  la  sfera  della  libertà 
personale,  ma la  travalica,  perché,  seppur  in  minima misura, 
invade la  sfera  corporale  della  persona  [...] e  di  quella  sfera 
sottrae,  per  fini  di  acquisizione  probatoria  [...],  una  parte»37. 
Esso arriva fino al cuore del bene garantito dall'art. 13 Cost. e, a 
differenza  delle  perquisizioni  e  ispezioni,  non  tocca  solo  la 
libertà personale, ma anche la riservatezza dei dati genetici38.
Pertanto,  se  si  dovesse  ipotizzare  un'omogenizzazione  degli 
strumenti  di  indagine  che  incidono  sulla  libertà  personale, 
sarebbe  più  in  linea  con  i  valori  costituzionali  una 
generalizzazione  dei  poteri  del  giudice  piuttosto  che  del 
pubblico ministero, proprio sulla falsariga dell'art. 359-bis39.
3.2.  Prelievo  di  campione  biologico  nel  corso  della 
perizia: l'art. 224-bis
Anzitutto,  ai  sensi  del  novello  articolo,  è  necessaria  la 
presenza di due requisiti per procedere al prelievo coattivo:
1. Occorre  che  si  proceda  per  un  «delitto  non  colposo, 
consumato o tentato, per il  quale la  legge stabilisce la 
pena  dell'ergastolo  o  della  reclusione  superiore  nel 
massimo a tre anni». 
2. Il prelievo deve essere «assolutamente indispensabile per 
la prova dei fatti».  Di tale requisito il giudice dovrà dar 
conto  nella  motivazione  dell'ordinanza  che  dispone  la 
37 Corte cost., sent. 27 giugno 1996, n. 238, in Giur. Cost.,1996, 2145, cit.
38 Vd. cap. 3.
39 CAMON, La disciplina delle indagini genetiche, in Cass. Pen., 2014, 1430.
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perizia  coattiva.  Viene  così  codificata  l'idea  che  la 
coazione sia legittima solo se costituisce l'extrema ratio: 
non vi si può ricorrere quando il materiale biologico o il 
profilo genetico sono reperibili in altri modi40 né quando 
la prova del DNA non apporta un contributo cognitivo 
fondamentale.41
L'esecuzione  coattiva,  ai  sensi  del  comma  1  del  224-bis, 
riguarda «atti idonei ad incidere sulla libertà personale, quali il 
prelievo di capelli, di peli o di mucosa del cavo orale su persone 
viventi  ai  fini  della  determinazione  del  profilo  del  DNA o 
accertamenti medici»42. 
Privilegiando un'interpretazione costituzionalmente orientata, è 
opportuno  ritenere  la  tassatività  di  tale  elenco,  sebbene 
un'interpretazione letterale del testo farebbe propendere per la 
soluzione opposta. Tassatività che, peraltro, sarebbe superabile 
solo nel caso di consenso del soggetto passivo43.
Vengono precisati, nel comma 4 dell'art. 224-bis, i limiti oltre i 
quali  gli  atti  idonei  ad  incidere  sulla  libertà  personale  non 
40 STRAMAGLIA,  Prelievi  coattivi  e  garanzie  processuali,  in  Banca dati  del  
DNA e  accertamento  penale,  a  cura  di  MARAFIOTI e  LUPARIA,  Milano, 
2010, 267, cit.:  «Il  ricorso al  prelievo coattivo risulterà  […] vietato qualora 
l'impronta genetica del soggetto sia ricavabile  aliunde: ad esempio, perché la 
persona risulta già '”schedata” all'interno della Banca dati nazionale del DNA, 
oppure perché è possibile ottenere, con facilità, tracce biologiche riferibili al  
soggetto».
41 CAMON, La disciplina delle indagini genetiche, in Cass.pen., 2014, 1429. 
42 Il  concetto di  “accertamenti  medici” rimane del  tutto indeterminato,  sia  con 
riguardo alla  tipologia degli  atti,  sia  con riferimento alle  modalità esecutive 
degli stessi. È ipotizzabile che il legislatore non abbia voluto delimitare tali atti  
in  una  categoria  che  sarebbe  presto  divenuta  obsoleta,  tenuto  conto  della 
continua  evoluzione  della  scienza  medica.  A  fronte,  però,  della  riserva 
rinforzata  di  legge  di  cui  all'art.  13  Cost.,  si  ritiene  che  gli  “accertamenti  
medici”  dell'art.  224-bis  devono  essere  espressamente  previsti  dalla  legge. 
TONINI, Manuale di procedura penale, Milano, 2014, 358.
43 FELICIONI, Acquisizione  di  materiale  biologico  a  fini  identificativi  o  di  
ricostruzione del fatto, in Prelievo del DNA e Banca dati nazionale, a cura di 
SCARCELLA, Padova, 2009, 224.
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possono spingersi: non possono essere disposte «operazioni che 
contrastano con espressi divieti posti dalla legge o che possono 
mettere  in  pericolo  la  vita,  l’integrità  fisica  o la  salute  della 
persona o del nascituro, ovvero che, secondo la scienza medica, 
possono provocare sofferenze di non lieve entità». In proposito, 
è stato osservato come la previsione di questi limiti, soprattutto 
per  quel che riguarda le  «sofferenze di  non lieve entità»,  sia 
eccessivamente  indeterminata  e,  come  tale,  non  idonea  alla 
materia  regolata,  che  dovrebbe  essere  conforme  al  principio 
costituzionale in base al quale è tutto vietato, salvo ciò che è 
espressamente previsto nei casi e nei modi dal legislatore44. 
Dal punto di vista delle modalità di esecuzione il legislatore ha 
previsto  solamente  che  le  operazioni  devono  essere  eseguite 
«nel rispetto della dignità e del pudore di chi vi è sottoposto» e 
che,  a  parità  di  risultato,  vanno  preferite  le  «tecniche  meno 
invasive»45.
Per quanto concerne il procedimento, il prelievo viene concesso 
con  un'ordinanza  motivata  del  giudice  preliminare,  anche 
d'ufficio.  L'ordinanza  è  ricorribile  in  Cassazione  e  il  suo 
contenuto è dettagliatamente disciplinato dal comma 2 dell'art. 
224-bis. Tale ordinanza è notificata all'interessato, all'imputato e 
al suo difensore nonché alla persona offesa almeno tre giorni 
prima di quello stabilito per l'accertamento.
Qualora l'interessato non compaia senza addurre un legittimo 
impedimento,  il  giudice  ne  dispone  l'accompagnamento 
coattivo e, se pur comparendo, rifiuta di sottoporsi al prelievo le 
44 CONTI,  I  diritti  fondamentali  della  persona  tra  divieti  e  “sanzioni  
processuali”: il punto sulla perizia coattiva, in Dir. pen. Proc., 2010, 998.
45 TONINI, Manuale di procedura penale, Milano, 2014, 358.
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attività sono esperite coattivamente. La persona sottoposta ad 
accompagnamento  coattivo  non  può  essere  trattenuta  oltre  il 
compimento dell'atto previsto e di quelli consequenziali  per i 
quali sia ancor necessaria la sua presenza e, in ogni caso, non 
può essere trattenuta oltre le ventiquattro ore (art. 132, comma 
2, al quale l'art. 224-bis rinvia).
In  caso  di  mancato  rispetto  della  disciplina  esposta,  il 
legislatore  commina  la  sanzione  della  nullità  in  determinate 
ipotesi: qualora l'ordinanza che dispone la perizia non rechi il 
contenuto  tassativo  previsto  dal  comma  2  dell'art.  224-bis e 
qualora la persona interessata abbia nominato un difensore che 
però non assista all'attività peritale. 
Al  di  fuori  degli  unici  due  casi  presi  in  considerazione  dal 
legislatore,  è  ragionevole  prospettare  il  vizio  della 
inutilizzabilità: poiché in questa materia è vietato tutto ciò che 
non sia espressamente disciplinato nei casi e nei modi, saremo 
in presenza di atti vietati, qualora, per esempio, sia disposto un 
prelievo coattivo per reati non previsti e, in generale, quando 
siano violate le regole stabilite dal codice46.
3.3. Il prelievo ad iniziativa del pubblico ministero: 
l'art. 359-bis
Il secondo articolo introdotto nel codice di procedura penale 
dalla l. 85/2009 regolamenta il caso in cui il prelievo coattivo di 
materiale biologico si renda necessario nella fase delle indagini 
46 TONINI, Manuale di procedura penale, Milano, 2014, 359-360.
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preliminari. 
L'istituto è in gran parte ricalcato sull'art. 224-bis; la differenza 
principale  è  l'utilizzabilità  dei  risultati:  mentre  quelli  della 
perizia  confluiranno  nel  fascicolo  per  il  dibattimento,  questi 
potranno essere utilizzati solo nella fase delle indagini. 
Il  comma  1  dell'art.  359-bis prevede  che,  quando  bisogna 
eseguire le operazioni di cui all'art. 224-bis (prelievo di capelli, 
peli o mucosa del cavo orale da persona vivente o accertamenti 
medici) e non vi è il consenso, il pubblico ministero chiede al 
giudice per le indagini preliminari l'autorizzazione a procedere 
coattivamente.  Il  giudice  emana  un'apposita  ordinanza 
autorizzativa,  qualora  sussistano  tutte  le  condizioni  previste 
dall'art. 224-bis47. 
Tenuto  conto  dell'esigenza  di  fronteggiare  situazioni  di 
emergenza,  tipiche  della  fase  investigativa,  l'articolo  in 
questione non impone che l'ordinanza sia notificata almeno tre 
giorni prima del prelievo né tanto meno prevede l'obbligatorietà 
della  partecipazione  del  difensore,  diversamente  da  quanto 
accade in dibattimento, anche se l'interessato ha comunque il 
diritto di farsi assistere. 
Se sottoposto al prelievo è l'indagato, questi ha altresì il diritto 
alla nomina di un difensore d'ufficio e a ricevere informazioni 
sul diritto di difesa. 
Non  è  previsto,  invece,  l'obbligo  di  informare  l'indagato  del 
prelievo effettuato su altri: ne verrà a conoscenza solo quando 
47 FELICIONI,  Acquisizione  di  materiale  biologico  a  fini  identificativi  o  di  
ricostruzione del fatto, in Prelievo del DNA e Banca dati nazionale, a cura di 
SCARCELLA, Padova, 2009, 230.
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crollerà il segreto investigativo48.
Il  comma 2 della norma compensa la scelta di concentrare il 
potere  di  imporre  il  prelievo  nella  giurisdizione  con  la 
previsione  di  una  disciplina  apposita  per  i  casi  d'urgenza, 
quando cioè non vi è il tempo di attendere il giudice, in quanto 
vi è fondato motivo di ritenere che dal ritardo possa derivare 
«grave o irreparabile» pregiudizio alle indagini. 
Tale  disciplina  è  ispirata  allo  schema  procedimentale  delle 
intercettazioni:  il  pubblico  ministero,  infatti,  dispone  lo 
svolgimento  delle  operazioni  con  proprio  decreto  motivato 
contenente i medesimi elementi previsti dal comma 2 dell'art. 
224-bis e  nelle  cui  motivazioni  sono  spiegate  le  ragioni 
dell'urgenza. Al decreto può accompagnarsi un provvedimento 
di accompagnamento coattivo, qualora il soggetto passivo non 
si  presenti  senza  addurre  un  legittimo  impedimento,  o  un 
provvedimento di esecuzione forzosa delle operazioni, quando, 
pur presentandosi,  rifiuta di sottoporvisi.  Entro le quarantotto 
ore successive il pubblico ministero richiede al giudice per le 
indagini preliminari la convalida del decreto. 
Sorgono  dubbi  nel  definire  il  dies  a  quo di  tale  termine. 
Nonostante le numerose obiezioni49, pare opportuno ritenere che 
esso sia quello in cui il  pubblico ministero emana il  decreto: 
anche  se  l'organo  dell'accusa  dovesse  disporre 
l'accompagnamento coattivo in caso di mancata presentazione, 
è  ragionevole  presumere  che  lo  faccia  subito,  con  lo  stesso 
decreto con il quale dispone il prelievo, considerato il fatto che 
48 CAMON, La disciplina delle indagini genetiche, in Cass.pen., 2014, 1431.
49 Cfr. ADORNO, Il prelievo coattivo ai fini investigativi, in Giur. it., 2010, 1237.
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l'iniziativa  dell'organo  dell'accusa  si  giustifica  solo  nelle 
situazioni  d'urgenza.  Ragion  per  cui,  il  provvedimento  da 
convalidare sarebbe uno solo.
Una volta richiesta la convalida da parte del pubblico ministero, 
il  giudice  deve  provvedere  al  più  presto  con  ordinanza  e 
comunque entro le quarantotto ore successive, dandone avviso 
al pubblico ministero e al difensore. Contro questa ordinanza si 
può ricorrere in Cassazione (art. 568, comma 2, c.p.p.). 
Il fatto che sia previsto un secondo termine di quarantotto ore, 
assegnato questa volta al giudice, fa ritenere unanimemente che, 
per rispettare la disposizione, il pubblico ministero non possa 
limitarsi  a  sottoscrivere  la  richiesta  di  convalida,  ma  debba 
depositare la domanda nella segreteria del giudice prima della 
scadenza:  il  secondo  termine,  infatti,  non  può  decorrere  da 
prima che il giudice sia informato50.
Per  quanto  attiene  alle  cause  di  invalidità,  derivanti 
dall'inosservanza  delle  disposizioni  sullo  svolgimento  delle 
operazioni,  il  regime stabilito  dall'articolo 359-bis appare più 
rigido rispetto a quello dell'articolo 224-bis; tale differenza si 
giustifica  considerando  il  carattere  meno  garantito  della  fase 
delle  indagini  preliminari,  nella  quale  è  più probabile  che si 
verifichi  una  violazione.  In  particolare,  la  violazione  della 
disposizione  secondo  cui  le  operazioni  «sono  eseguite  nel 
rispetto  della  dignità  e  del  pudore  di  chi  vi  è  sottoposto» è 
espressamente sanzionata solo nel prelievo coattivo disposto dal 
pubblico  ministero  e  determina  la  nullità  delle  operazioni  e 
50 CAMON, La disciplina delle indagini genetiche, in Cass. Pen., 2014, 1433.
30
l'inutilizzabilità delle informazioni acquisite51. 
Nonostante  la  previsione  della  doppia  sanzione  prevista  dal 
comma  3  dell'art.  359-bis –  che,  peraltro,  appare 
sovrabbondante  –  residua  una  lacuna:  si  sarebbe  dovuta 
quantomeno  prevedere  la  distruzione  del  materiale  preso 
illegittimamente,  dal  momento  che  l'analisi  genetica  del 
campione può fornire una rilevante mole di informazioni52.
3.4. Sottoponibilità dei soggetti terzi ai prelievi coattivi. 
Gli screening genetici
Una  delle  questioni  già  discusse  già  durante  l'iter 
parlamentare  che  ha  condotto  all'approvazione  della  legge 
85/2009 è quella dell'ammissibilità di prelievi biologici coattivi 
nei  confronti  di  soggetti  diversi  da  colui  che  è  indagato  o 
imputato. 
Il  legislatore  ha  scelto  di  consentire  il  prelievo  verso  tutti, 
secondo  regole  indifferenziate53:  ai  sensi  del  nuovo  articolo 
224-bis,  laddove  risulti  «assolutamente  indispensabile  per  la 
51 FANUELE, La prova genetica: acquisire, conservare ed utilizzare i campioni  
biologici, in Dir. pen. Proc., 2015, 99.
52 CONTI,  I  diritti  fondamentali  della  persona  tra  divieti  e  “sanzioni  
processuali”: il punto sulla perizia coattiva, in Dir. pen. proc., 2010, 1004.
53 Durante  l'esame  del  testo  di  legge  alla  Camera  era  stato  proposto  un 
emendamento  volto  a  limitare  l'esecuzione  del  prelievo  coattivo  solo 
all'indagato o all'imputato. Dopo una lunga discussione sul bilanciamento dei 
valori in gioco, è prevalsa la forma più ampia. Peraltro, in passato, era già stata 
sollevata la questione di costituzionalità del prelievo coattivo su soggetti terzi  
nel caso che aveva dato origine alla sentenza costituzionale n. 238 del 1996, ma 
la Corte, allora, non aveva affrontato esplicitamente tale questione, ritenendola 
assorbita nella declaratoria di incostituzionalità dell'art. 224, comma 2, c.p.p. 
CASASOLE, Prelievi e accertamenti medici coattivi, in Banca dati del DNA e  
accertamento penale, a cura di MARAFIOTI e LUPARIA, Milano, 2010, 246.
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prova dei fatti», possono essere obbligate a dare una parte della 
propria  mucosa  orale,  peli,  oppure  capelli  tutte  le  persone, 
collegate anche “occasionalmente” al reato, senza che occorra 
trattarsi di testimoni o di sospettati.
È  un  tema  estremamente  delicato:  occorre  trovare  un 
bilanciamento  adeguato  tra  l'esigenza  di  accertare  il  reato  e 
quella  di  tutelare  la  libertà  di  persone  estranee  al  fatto 
perseguito54.
In sostegno della scelta del legislatore è stato affermato che il 
sacrificio  della  libertà  personale  è  talmente  scarso  da  non 
giustificare la predisposizione di particolari tutele in favore del 
terzo,  che  d'altronde  non sono stabilite  neanche  per  altri  atti 
altrettanto  penetranti,  quali  le  ispezioni  e  le  perquisizioni55. 
D'altra  parte,  però,  si  osserva  come  l'entità  del  pregiudizio 
inferto  sulla  libertà  personale  non  sia  così  esiguo  e  come  il 
rischio principale (che nasce dalla disciplina vigente) sia quello 
di consentire la diffusione degli  screening di massa, fenomeno 
già diffusosi in Inghilterra e che si sta ampliando anche in Italia. 
Tale tecnica permetterebbe di sottoporre al  test del DNA tutti 
coloro  che  condividono  una  certa  caratteristica  (gli  abitanti 
della zona in cui è avvenuto il reato, i frequentatori di un certo 
locale,  gli  inquilini  di  un  condominio,  ecc.,),  compiendo 
campionature  della  popolazione,  al  fine  di  ricercare  affinità 
genetiche tra  i  profili  del  DNA di  queste  persone e i  reperti 
54 FANUELE, La prova genetica: acquisire, conservare ed utilizzare i campioni  
biologici, in Dir. pen. proc., 2015, 100.
55 FELICIONI, L'Italia aderisce al Trattato di Prüm: disciplinata l'acquisizione e  
l'utilizzazione probatoria dei profili genetici, in Dir. pen e proc., 2009, Speciale 
banche dati, 18.
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raccolti dagli inquirenti56. 
È quanto avvenuto nel 2002 a Dobbiaco, cittadina altoatesina, 
in  occasione  dell'omicidio  di  Anna  Maria  Fronthaler:  gli 
investigatori  hanno  creato  un  database genetico  interno  al 
paese, a contribuzione volontaria, partendo dal sospetto che il 
colpevole del reato potesse nascondersi tra i soggetti di sesso 
maschile  della  medesima  cittadina.  L'autore  dell'omicidio  è 
stato  identificato  tramite  il  DNA del  padre,  ignaro  di  aver 
consegnato la prova della colpevolezza57. 
Ancora, la tecnica dello screening genetico è stata recentemente 
utilizzata nel caso dell'omicidio di Yara Gambirasio, avvenuto 
nel 2010 a Brembate di Sopra: mediante il prelievo di circa 18 
mila profili del DNA e il confronto di questi con il DNA trovato 
sul corpo della vittima, è stato possibile risalire a colui che oggi 
è l'unico imputato nel processo in corso: M. G. Bossetti58.
56 Ciò è possibile perché il DNA non solo permette di individuare il profilo di un 
unico individuo, ma anche di evidenziare affinità genetiche con altri profili già 
tipizzati:  è possibile, quindi, risalire al soggetto al quale appartiene un certo 
profilo genetico anche comparando quest'ultimo con il profilo di un parente. 
CASASOLE, Prelievi e accertamenti medici coattivi, in Banca dati del DNA e  
accertamento penale, a cura di MARAFIOTI e LUPARIA, Milano, 2010, 245.
57 FELICIONI,  Acquisizione  di  materiale  biologico  a  fini  identificativi  o  di  
ricostruzione del fatto, in Prelievo del DNA e Banca dati nazionale, a cura di 
SCARCELLA, Padova, 2009, 222.
58 Più precisamente, gli investigatori hanno prelevato il DNA da tutte le persone 
con cui la ragazza era stata a contatto prima di scomparire (frequentatori della 
palestra, lavoratori del cantiere vicino, frequentatori della discoteca attigua al 
luogo in cui era stato trovato il cadavere). Da questo  screening  è emerso un 
legame  genetico,  seppur  parziale,  tra   “Ignoto  1”  (così  si  era  indicato  il  
soggetto, di sesso maschile, a cui apparteneva il DNA reperito dal corpo della 
vittima) e un uomo di nome Damiano Guerinoni. Da lì, sono stati disposti i test 
del DNA su tutti i familiari di questo: si è giunti all'identificazione di tre cugini 
di Guerinoni (fratelli tra di loro) aventi una compatibilità genetica ancora più 
alta con quella di “Ignoto 1”. Per avere un quadro completo, è stata disposta la 
riesumazione  della  salma  del  padre  di  questi  tre  fratelli,  morto  nel  1999. 
L'analisi del DNA di Guerinoni padre ha confermato che “Ignoto 1”, con ogni 
probabilità, fosse suo figlio, ma con una madre diversa da quella con la quale il  
defunto aveva avuto altri figli. Così, lo screening genetico è stato nuovamente 
utilizzato per risalire alla madre di “Ignoto 1”, cercando tra tutte le ipotetiche 
donne  con  cui  Guerinoni  aveva  potuto  avere  relazioni  (un  lavoro  di 
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Com'è  facile  intuire,  questa  tecnica  di  indagine  solleva 
importanti questioni etico-giuridiche.
In primo luogo, la richiesta di sottoporsi al test dovrebbe essere 
accompagnata da un consenso informato circa tutti gli usi a cui 
il campione donato può essere destinato e, tra questi, soprattutto 
il familial searching. In assenza di questa specificazione, infatti, 
sarebbe  violato  quel  “sentimento  familiare”  previsto  dall'art. 
199  c.p.p.,  il  quale,  dettato  in  materia  di  testimonianza,  è 
riferibile anche al bilanciamento di interessi da cui non si può 
prescindere  nel  caso  di  prelievo  di  campione  biologico 
attraverso  gli  screening di  massa.  Chi  decide  di  collaborare 
dovrà sapere che ha il  diritto  di  non cooperare e che questo 
deriva dal fatto che dal  suo campione possono essere estratti 
dati utili a scagionare o imputare non solo il donatore stesso, ma 
anche i suoi familiari. 
Il  consenso  informato,  in  generale,  si  pone  come  requisito 
fondamentale per il rispetto del principio di autodeterminazione 
che la Corte costituzionale ha da sempre affermato nel nostro 
ordinamento con riferimento agli atti di disposizione del proprio 
corpo.  Emerge,  così,  il  diritto  a  rifiutarsi  di  sottoporsi  al 
prelievo  di  campione  biologico  in  assenza  di  consenso 
informato. 
In secondo luogo, in relazione al discorso sulle banche dati in 
cui sono conservati campioni e profili ad uso forense, attraverso 
catalogazione immenso: avendo lavorato come autista di autobus, si è cercato 
di ricostruire storie di centinaia di passeggere da lui trasportate). L'indagine ha 
rilevato una compatibilità genetica del DNA di una donna, Ester Arzuffi, con 
quello  di  “Ignoto  1”,  mettendolo  a  confronto  con  quello  del  padre:  gli 
investigatori  hanno  concluso  che  “Ignoto  1”  fosse,  con  ogni  probabilità, 
Massimo Giuseppe Bossetti,  figlio  dei  dei  due  e  cresciuto  dal  marito  della 
donna, G. Bossetti. http://www.ilpost.it/2014/06/17/yara-gambirasio/ 
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la comparazione tra tali dati e quelli raccolti con gli  screening 
di massa si allarga il procedimento di identificazione anche a 
soggetti  le  cui  informazioni  non sono presenti  in  banca dati, 
generando  una  violazione  del  diritto  di  dare  un  consenso 
informato e del diritto alla riservatezza.
Appare auspicabile, pertanto, una precisa regolamentazione di 
questo fenomeno59.
Ad ogni modo, in alcune situazioni, come quelle in cui risulta 
necessario il campione biologico della vittima di una violenza 
sessuale,  oppure di  un operatore giudiziario  intervenuto sulla 
scena del delitto, la possibilità di compiere prelievi coattivi nei 
confronti di terzi costituisce un rimedio opportuno ed è anche 
verosimile che i soggetti interessati non abbiano motivo di non 
acconsentirvi. Tuttavia, è pur sempre possibile che, ad esempio, 
la vittima di una violenza sessuale neghi il suo consenso perché 
intimidita. Pertanto sarebbe stato conveniente, ai fini di rendere 
la  disciplina  compatibile  con l'art.  13 Cost.,  determinare  con 
una norma ad hoc i casi, i modi e le ragioni dei provvedimenti 
del giudice volti a disporre perizie su persone non imputate60.
In dottrina, comunque, vengono prospettate due soluzioni per 
arginare i pericoli che nascono in relazione a questa tematica. 
La prima fa leva sull'art.  187 c.p.p., che, applicato nella fase 
investigativa, impone di dimostrare una relazione di pertinenza 
tra il soggetto colpito dal prelievo coattivo e l'ipotesi di reato. 
La seconda muove dal precetto che configura il prelievo come 
59 SALARDI, DNA ad uso forense: paladino di giustizia o reo di ingiustizie?, in 
Riv. it. medicina legale, 2011, 1364.
60 FANUELE, La prova genetica: acquisire, conservare ed utilizzare i campioni  
biologici, in Dir. pen. proc., 2015, 101.
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«atto assolutamente indispensabile»: una sentenza in materia di 
intercettazioni ha affermato che, per rispettare tale formula, «la 
motivazione deve necessariamente dar conto delle ragioni che 
impongono  l'intercettazione  di  una  determinata  utenza 
telefonica che fa capo ad una specifica persona e, perciò, non 
può omettere di indicare il collegamento tra l'indagine in corso 
e l'intercettando»61. Ebbene, tale ragionamento potrebbe essere 
valido anche nel nostro caso62.
3.5. I prelievi di fatto
Come  abbiamo  visto,  dopo  la  dichiarazione  di 
incostituzionalità  dell'art.  224,  comma  2,  c.p.p.,  erano  state 
trovate nella prassi strade alternative per procurarsi il materiale 
biologico, senza esercitare coercizione sulla persona63: raccolta 
di  reperti  nascostamente  eseguita  dalla  polizia  con  l'uso  di 
stratagemmi (raccogliere, per esempio, i mozziconi di sigaretta 
che  il  convocato  nell'ufficio  aveva  lasciato  nel  posacenere  o 
sequestrare la tazzina del caffè offertogli) oppure perquisizioni 
locali alla ricerca di effetti personali sui quali fossero rimaste 
sostanza  organiche  o,  ancora,  usare  i  risultati  di  un  prelievo 
effettuato da un soggetto per esigenze mediche64. 
61 Cass. Pen., Sez. VI, 23 marzo 2009, n. 12722, in Cass. Pen., 2009, 3343.
62 CAMON, La disciplina delle indagini genetiche, in Cass. Pen., 2014, 1430. Per 
la prima soluzione prospettata vedi CAMON,  Le intercettazioni nel processo  
penale, Milano, 124. Per la seconda vedi PANZAVOLTA, Il profilo dell'istituto, 
in Giur. it., 2010, 1225.
63 Vedi par 3.2.
64 Cfr. FANUELE,  L'acquisizione occulta di materiale biologico, in  Le indagini  
atipiche, Torino, 2014, 312 e ss.
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Ancora oggi  queste  tecniche,  che esorbitano dai  modi  e  casi 
previsti  dall'art.  224-bis,  continuano  ad  essere  avallate  dalla 
giurisprudenza di  legittimità:  il  materiale biologico ricavabile 
da oggetti oppure il campione prelevato da una persona per fini 
diversi  da  quelli  investigativi  si  considera  “uscito”  dalla 
disponibilità dell'individuo e acquisibile in qualsiasi modo, in 
quanto divenuto res derelictae65. In sostanza, non si fa entrare in 
gioco l'articolo 13 Cost.
Questo  orientamento  desta  molte  perplessità:  la  scelta 
dell'individuo di lasciare tracce biologiche non può dirsi libera e 
consapevole se indotta dalla polizia giudiziaria con l'inganno. 
Tale  attività  manipolatoria  potrebbe,  infatti,  dirsi  preclusa  in 
base all'art.  188 c.p.p.:  oltre alle  violenze fisiche in grado di 
affievolire  la  resistenza  morale,  tale  articolo  vieta  anche  le 
tecniche svolte con modalità fraudolente idonee a comprimere 
la libertà di autodeterminazione ed eludere la consapevolezza 
del  soggetto  interessato,  alle  quali  potrebbero,  per  l'appunto, 
essere ricondotte le operazioni in esame. 
Per tutelare la libertà del soggetto sottoposto a prelievo, questi 
dovrebbe essere informato circa la natura e le finalità dell'atto 
che  subisce  e  in  tal  senso  andrebbero  interpretati  gli  articoli 
224-bis e  359-bis,  laddove  stabiliscono  che  il  pubblico 
ministero richieda al giudice di autorizzare il prelievo se non vi 
è  consenso  dell'interessato:  la  polizia  giudiziaria  dovrebbe 
prima tentare di acquisire il campione con il consenso e, solo se 
questo manca, procedere coattivamente66. 
65 Cass., Sez I, 20 novembre 2013, n. 48907, in www.giurisprudenzapenale.com 
66 CAMON, La disciplina delle indagini genetiche, in Cass. Pen., 2014, 1431.
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Nella  prassi  si  elude  tale  passaggio:  la  polizia  acquisisce 
autonomamente  il  materiale  biologico,  senza  consultare  il 
soggetto e, in questo modo, lo priva della possibilità di scegliere 
se acconsentire o meno. 
Il  punto  cruciale,  allora,  diventa  quello  di  stabilire  fin  dove 
possa spingersi l'iniziativa degli organi inquirenti, senza che ci 
sia una deviazione dal modello legale67.
3.6.  L'acquisizione  del  reperto  e  il  prelievo  da  parte 
della polizia giudiziaria
Per  completare  il  quadro  sulla  disciplina  delle  indagini 
genetiche  occorre  soffermarsi  sulle  attività  permesse,  in 
quest'ambito, alla polizia giudiziaria.
Normalmente, la ricerca e l'acquisizione del reperto avvengono 
tramite  quell'attività,  propria  della  polizia,  comunemente 
chiamata  “sopralluogo”,  benché  non  possa  essere  escluso  il 
ricorso ad altri mezzi, quali la perquisizione o l'ispezione. 
Tale  attività,  che  non  è  stata  toccata  dalla  legge  85/2009, 
continua ad essere disciplinata dall'art. 354, comma 2: quando 
vi  è  pericolo  che  le  tracce  del  reato  «si  modifichino  e  il 
pubblico ministero non può intervenire tempestivamente ovvero 
non ha ancora assunto la direzione delle indagini, gli ufficiali di 
67 FANUELE, La prova genetica: acquisire, conservare ed utilizzare i campioni  
biologici, in Dir. pen. proc., 2015, 102 e ss. 
   L'autrice  afferma  che  «[...] è  necessario  trovare  un  punto  di  equilibrio  tra 
“esigenza di sicurezza” e “garanzia di libertà”. Il generale aumento dei poteri 
degli uffici investigativi deve, infatti, realizzarsi nel pieno rispetto dei princìpi 
processuali per conservare la legittimità del sistema», 104, cit.
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polizia giudiziaria compiono i necessari accertamenti e rilievi 
sullo stato dei luoghi e delle cose». 
La  polizia,  giunta  sulla  scena  del  crimine,  può  quindi  trarre 
spunti per orientare le indagini ed acquisire elementi di prova, 
raccogliendo tracce biologiche (sangue o altri fluidi corporei), 
da  cui  si  potrà  estrarre  il  profilo  DNA,  tracce  di  differente 
natura (fibre tessili, ad esempio) o impronte digitali68.
È un passaggio estremamente  delicato:  bisogna preservare  la 
scena  del  delitto  da  inquinamenti,  scegliere  i  reperti  da 
asportare  e  le  modalità  con  cui  farlo,  conservarli  in  modo 
appropriato  e  assicurare  la  catena  di  custodia.  Tali  attività, 
inoltre, sono spesso irripetibili.
La normativa non è in grado di far fronte a tale complessità, 
soprattutto per quanto riguarda la tutela del contraddittorio: il 
difensore  può  partecipare,  ma  è  difficile  che  riesca  a  farlo, 
perché non ha diritto al preavviso69.
Inoltre,  la  polizia  giudiziaria  possiede  una  eccessiva 
discrezionalità  tecnica,  in  quanto  non  risultano  regolate  le 
modalità  di  svolgimento  degli  accertamenti  e  rilievi  urgenti. 
Sarebbe auspicabile, secondo molti, un adeguamento sia sotto il 
profilo tecnico che sotto quello normativo: da un lato, attraverso 
l'elaborazione di linee guida circa le modalità di esecuzione del 
sopralluogo  e,  dall'altro,  in  una  prospettiva  de  lege  ferenda, 
attraverso  l'anticipazione  del  contraddittorio  alla  fase  delle 
indagini  preliminari  con  la  previsione  della  presenza  del 
68 FELICIONI, La prova del DNA tra esaltazione mediatica e  realtà applicativa, 
in L'assasinio di Meredith Kercher, a cura di MONTAGNA, Roma, 2012, 185.
69 CAMON, La disciplina delle indagini genetiche, in Cass. Pen., 2014, 1428.
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difensore70.
Per  quanto riguarda,  invece,  il  prelievo coattivo  di  materiale 
biologico da persona vivente, alla polizia giudiziaria rimane il 
solo  il  potere  di  effettuarlo  ai  fini  di  identificazione 
dell'indagato71: ai sensi dell'art. 349, comma 2-bis, c.p.p. (la cui 
operatività è fatta salva nella formula introduttiva dell'art. 359-
bis),  se  gli  accertamenti  necessari  per  l'identificazione  della 
persona nei cui confronti sono svolte le indagini «comportano il 
prelievo di capelli o saliva e manca il consenso dell'interessato, 
la polizia giudiziaria procede al prelievo coattivo nel  rispetto 
della  dignità  personale  del  soggetto,  previa  autorizzazione 
scritta,  oppure  resa  oralmente  e  confermata  per  iscritto  del 
pubblico ministero»72. 
La norma va intesa nel senso che la scelta degli accertamenti 
volti all'identificazione da espletare nel caso concreto è rimessa 
alla polizia giudiziaria e, tra questi,  può esserci il prelievo di 
materiale biologico. 
L' identificazione può fornire molteplici spunti investigativi e 
svelare collegamenti tra più reati: si rivela utile sia nei confronti 
delle  persone  non  identificate  sia  nei  confronti  dell'indagato 
sull'identità del quale non si nutrano dubbi, proprio perché può 
portare alla luce precedenti giudiziari  o all'apertura di schede 
personali negli archivi segnaletici73.
70 FELICIONI,  Processo penale e prova scientifica: verso un modello integrato  
di conoscenza giudiziale, in Cass. pen., 2013, 1629.
71 La  legge  85/2009  ha  soppresso  la  disposizione  finale  dell'art.  354  c.p.p., 
introdotta dalla l. 155/2005, che attribuiva alla polizia giudiziaria il potere di 
effettuare il prelievo coattivo nel sopralluogo.
72 Tale comma è stato introdotto dal decreto-legge 27 luglio 2005, n. 144.
73 FELICIONI, L'Italia aderisce al Trattato di Prüm: disciplinata l'acquisizione e  
l'utilizzazione probatoria dei profili genetici, in Dir. pen e proc., 2009, Speciale 
banche dati, 23.
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Sebbene la legge non lo dica,  il  provvedimento del  pubblico 
ministero deve essere motivato e la documentazione deve essere 
effettuata tramite verbale; inoltre, il difensore non ha il diritto di 
partecipare alle operazioni.
È stato osservato come l'art.  349,  comma 2-bis,  non soddisfi 
pienamente la riserva di legge di cui all'art.  13 Cost.: è poco 
trasparente  nel  definire  i  casi  in  cui  gli  accertamenti  vanno 
eseguiti  e  limita  l'indicazione  dei  modi  al  solo  rispetto  della 
dignità personale. 
Nel complesso vi si delinea una procedura assai meno garantita 
di quella dell'art. 359-bis e ciò fa temere il rischio di manovre 
strumentali:  il  pubblico  ministero  o  la  polizia  potrebbero 
mascherare con fini identificativi un prelievo che in realtà ha 
finalità probatorie, eludendo le garanzie previste dall'art.  359-
bis74.
3.7. La sorte dei campioni biologici e dei profili genetici 
acquisiti nel procedimento penale
La  sorte  del  campione  biologico  e  del  relativo  profilo 
genetico riferibili  a persona vivente non è disciplinata: non è 
74 CAMON, La disciplina delle indagini genetiche, in Cass. pen., 2014, 1436.
   L'autore  afferma  che  «occorre  allora  domandarsi  se,  una  volta  acquisito,  il 
materiale biologico possa essere utilizzato anche al di là dello scopo in vista del 
quale  è  concesso.  [...] può  venire  in  soccorso  un'esegesi  costituzionalmente 
orientata:  l'unica  possibile  giustificazione  delle  forti  differenze  fra  le  due 
disposizioni consiste nel minor “peso” degli accertamenti svolti ex art. 349; ove 
si  ammettesse  che  i  risultati  di  un  prelievo  effettuato  per  identificare  un 
individuo pesassero anche ad altri fini, questa giustificazione svanirebbe, e la 
disparità  di  trattamento  non risulterebbe più  compatibile  con  il  principio di 
ragionevolezza delle leggi.», cit., 1437.
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contemplata  la  sede  della  conservazione  né  è  regolata 
totalmente la disciplina della distruzione e cancellazione.
È  presa  in  considerazione  la  sola  distruzione  del  campione 
biologico dal quale, nel corso della perizia o dell'accertamento 
tecnico a fini probatori, sia stato tipizzato il profilo genetico75: 
l'art. 72-quater, comma 1, disp. att. c.p.p. prevede l'obbligo del 
giudice,  all'esito  della  perizia,  di  disporre  la  distruzione  dei 
campioni «salvo  che  non  ritenga  la  conservazione 
assolutamente indispensabile». Sarà il perito stesso a procedere 
alla distruzione del materiale, redigendo verbale da allegare agli 
atti. 
Nel  silenzio  del  legislatore  si  ritiene  che  il  materiale,  prima 
della distruzione, sia conservato nel laboratorio dove è avvenuta 
la tipizzazione76.
Si è osservato come la formula dell'assoluta indispensabiltà sia 
eccessivamente  indefinita  e,  di  conseguenza,  lasci  ampia 
discrezionalità  all'autorità  giudiziaria,  facendo  sorgere  il 
pericolo di conservazioni superflue77.
Il comma 2 dell'art. 72-quater disp. att. c.p.p. stabilisce che, in 
ogni caso e senza ritardo, la cancelleria procede alla distruzione 
del  campione  biologico  prelevato  durante  la  perizia  o  le 
75 La legge 85/2009 non prevede l'archiviazione di tali profili  nella Banca dati 
nazionale. Essi saranno conservati nel fascicolo processuale in cui sono inseriti 
e potranno essere utilizzati dall'autorità procedente nell'attività di confronto con 
i dati genetici contenuti in banca dati, per accertare un'identità personale o per 
conoscere i procedimenti che coinvolgono la medesima persona. Vedi cap.2.
76 FELICIONI, L'Italia aderisce al Trattato di Prüm: disciplinata l'acquisizione e  
l'utilizzazione probatoria dei profili genetici, in Dir. pen e proc., 2009, Speciale 
banche dati, 23-24.
77 OLIVIERI,  La legge sul  prelievo di  materiale biologico e la funzione della  
difesa,  in  Prelievo  del  DNA e  banca dati  nazionale.  Il  processo penale  tra  
accertamento del fatto e cooperazione internazionale, a cura di SCARCELLA, 
Padova, 2009, 249.
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indagini  preliminari  quando  il  procedimento  è  definito  con 




LA BANCA DATI DEL DNA E IL LABORATORIO 
CENTRALE
1. La Banca Dati Nazionale del DNA: la banca dati e il 
Laboratorio centrale
Giungiamo, così, ad analizzare la prima anima della legge 
30 giugno 2009, n.85, ossia quella che istituisce la Banca Dati 
Nazionale del DNA.
Oggigiorno, l'indagine genetica è uno dei più potenti strumenti 
a disposizione della scienza forense per identificare o escludere 
gli autori dei reati. Il suo scopo principale consiste nel risalire 
da una traccia biologica al soggetto che l'ha lasciata, attraverso 
un  procedimento  costituito  da  varie  fasi:  la  raccolta  del 
materiale  biologico,  la  successiva  estrazione  del  profilo  del 
DNA e la comparazione dell'esito con altri profili, custoditi in 
databases  oppure ottenuti prelevando appositamente materiale 
biologico da un individuo78.  Una sola differenza è sufficiente 
per escludere l'appartenenza dei due profili alla stessa persona; 
al contrario, se risultano corrispondenti, si può concludere che 
appartengono  al  medesimo soggetto  e,  anche  se  quest'ultimo 
non è identificato, l'accertamento potrà essere utile nello svelare 
un collegamento tra reati79. 
78 CAMON, La disciplina delle indagini genetiche, in Cass. pen., 2014, 1426.
79 BARGIS,  Note in tema di prova scientifica nel processo penale, in  Riv. Dir.  
proc., 2011, 60.
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Proprio in virtù dei recenti progressi che hanno interessato la 
genetica forense, si è assistito alla diffusione in numerosi Paesi 
di banche dati del DNA ad uso forense, archivi che hanno la 
funzione di contenere i profili genetici – ricavati da materiale 
biologico raccolto sul luogo del fatto o sulle cose pertinenti al 
reato oppure tipizzati a partire da campioni biologici prelevati 
da  soggetti  indagati  o  condannati  per  reati  tipici  e,  in  alcuni 
ordinamenti,  da  terzi  estranei  al  reato  o  da  volontari  –  e  di 
compararli,  in  modo  sistematico  e  continuativo,  al  fine  di 
rilevare corrispondenze con le informazioni genetiche tratte da 
indagini ancora in corso o rimaste irrisolte. 
In occasione dell'adesione e ratifica del Trattato di Prüm con la 
legge  n.  85  del  2009,  anche  l'Italia  istituisce  un  archivio 
genetico nazionale,  il  quale,  tuttavia,  non è ancora entrato in 
funzione: dopo sei anni, i regolamenti attuativi della legge non 
sono stati ancora approvati80.
La Banca Dati Nazionale del DNA nasce con l'esplicito scopo 
di facilitare l' identificazione degli autori di delitti81. Tale intento 
stabilisce  un  limite  ontologico  all'utilizzo  del  database: 
impedisce,  infatti,  che le  analisi  che si  possono compiere sul 
materiale biologico e l'utilizzo dei profili  estratti si estendano 
anche ad ambiti ulteriori, quali la ricerca scientifica o le analisi 
familiari.
L'articolo 5 della legge n. 85 del 2009 fonda l'intero sistema, 
80 Se non altro, il 3 luglio del 2015 il regolamento ha ricevuto il via libera del 
Consiglio dei Ministri, seppur in via preliminare. Vd. cap. 4. 
81 Uno  studio  del  Ministero  dell'Interno  ha  rilevato  come,  nei  Paesi  in  cui  la 
Banche dati sono già operative, si è avuto un incremento nell'identificazione 
degli  autori dei  reati dal  6% al 60%. DEL COCO,  Il prelievo dei campioni  
biologici,  in  Banca  dati  del  DNA  e  accertamento  penale,  a  cura  di 
MARAFIOTI e LUPARIA, Milano, 2010, 61.
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prevedendo la  separata  istituzione  di  due  organismi,  ai  quali 
sono assegnate differenti funzioni: la Banca dati nazionale del 
DNA, collocata presso il  Ministero dell'interno,  con sede nel 
Dipartimento della pubblica sicurezza, e il Laboratorio centrale 
per  la  banca  dati  nazionale  del  DNA,  collocato  presso  il 
Ministero  della  giustizia,  con  sede  nel  Dipartimento 
dell'amministrazione penitenziaria82.
Le  attività  della  banca  dati  sono individuate  dall'art.  7  della 
legge  e  consistono,  sommariamente,  nella  raccolta  di  profili 
genetici  e  nel  raffronto  tra  profili  di  DNA  a  fini  di 
identificazione.
Il  Laboratorio  centrale,  invece,  ha  la  funzione  di  tipizzare  i 
profili  del  DNA dei  soggetti  ristretti  nella  libertà  personale, 
individuati dall'art. 9 della legge – e non, quindi, tutti i profili 
destinati  al  database83 – per  poi  inviarli,  in  forma  di  file  
elettronico, alla banca dati.
Inoltre,  il  Laboratorio  centrale  detiene  il  delicato  compito  di 
conservazione  dei  campioni  biologici,  attività  che  dovrebbe 
avvenire in forma anonima e senza possibilità di identificazione 
diretta del soggetto al quale il  campione è riferibile84.  Questa 
funzione non è prevista dalla normativa sovranazionale e la sua 
delicatezza  deriva  dalla  potenziale  violazione  del  divieto  di 
82 GENNARI,  La  istituzione  della  banca  dati  del  DNA:  dalla  privacy alla  
sicurezza,   in  AA.VV.  Prelievo  del  DNA e  banca dati  nazionale,  a  cura  di 
SCARCELLA, Padova, 2009, 59.
83 Vd. par. 2
84 L'esigenza  di  conservare  i  campioni  biologici  nascerebbe  dal  fatto  che  il 
progresso  scientifico  può  far  emergere  tecniche  di  indagine  o  introdurre 
standard  di  analisi  non  esistenti  al  momento  della  estrazione  originaria  del 
profilo,  che  potrebbero,  quindi,  fruttare  successivamente.  GENNARI,  La 
istituzione della banca dati del DNA: dalla privacy alla sicurezza,  in AA.VV. 
Prelievo del DNA e banca dati  nazionale,  a cura di  SCARCELLA, Padova, 
2009, 59.
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compiere  indagini  non  finalizzate  all'identificazione  (ad 
esempio sull'etnia, sulle malattie genetiche, ecc.85).
La ragione della separazione delle due strutture si comprende 
alla luce di una prospettiva garantista, la quale tiene conto della 
differenza qualitativa tra i dati conservati nell'una o nell'altra, o, 
meglio,  nella  “superiore  capacità  informativa”  del  campione 
biologico rispetto al profilo del DNA86.
La Relazione al disegno di legge sottolinea, infatti, che la scelta 
è dettata dalla volontà di innalzare il livello delle garanzie per i 
diritti fondamentali: mentre il profilo identificativo inserito in 
banca dati contiene le sole informazioni ottenibili dalla analisi 
dei  marker  concretamente  utilizzati,  il  campione  biologico  è 
una fonte potenzialmente infinita di informazioni personali87 e, 
partendo  da  esso,  può  essere  analizzato  l'intero  patrimonio 
genetico individuale88. 
La  legge  85/2009  riporta,  a  tal  proposito,  una  distinzione 
concettuale  tra  i  due  oggetti:  il  campione  biologico  viene 
definito come la «quantità di sostanza biologica prelevata dalla 
persona  sottoposta  a  tipizzazione  del  profilo  del  DNA» e  il 
85 Si  è  avuto  il  sospetto  che  in  alcuni  Paesi  stranieri  alcune  compagnie 
assicurative,  accedendo a tale materiale,  avrebbero utilizzato le informazioni 
genetiche per politiche discriminatorie nella stipulazione di polizze sanitarie o 
assicurazioni sulla vita.  LEO,  Il prelievo coattivo di materiale biologico nel  
processo penale e l'istituzione della Banca Dati Nazionale del DNA, in Riv. it.  
medicina legale, 2011, 949.
86 LAGO,  Il  trattamento  dei  dati  e  dei  campioni  biologici:  la  banca  dati  
nazionale del DNA e il bilanciamento tra le ragioni di giustizia e la tutela della  
privacy,  in  AA.VV.  Prelievo  del  DNA  e  banca  dati  nazionale,  a  cura  di 
SCARCELLA, Padova, 2009, 128.
87 Vd. par. 5.3.
88 GENNARI,  La  istituzione  della  banca  dati  del  DNA:  dalla  privacy  alla  
sicurezza,   in  AA.VV.  Prelievo  del  DNA e  banca dati  nazionale,  a  cura  di 
SCARCELLA, Padova, 2009, 60, cit.: «Cosicché, la creazione di un diaframma 
netto tra la attività della banca dati e l'accesso al materiale “grezzo” è destinata  
ad  impedire  sul  nascere  ogni  possibile  tentazione  di  contaminazione  e 
connessione».
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profilo del DNA come la «sequenza alfa numerica ricavata dal 
DNA e caratterizzante ogni singolo individuo» (art 6).
Non  appare  di  facile  comprensione  la  scelta  delle  diverse 
articolazioni ministeriali presso cui sono collocati il laboratorio 
e la banca dati e, soprattutto, la scelta della Amministrazione 
penitenziaria come sede del Laboratorio centrale: tale soluzione 
dimentica le competenze tecniche già maturate in seno a diversi 
corpi  di  polizia  e  difficilmente  surrogabili.  Sembra  difficile 
immaginare,  infatti,  un  agente  di  polizia  penitenziaria  in 
possesso  delle  elevate  competenze  tecnico-scientifiche, 
normalmente  patrimonio  del  biologo,  che  sono  richieste  dai 
compiti affidati al laboratorio89. 
Tuttavia,  il  legislatore  ha  ridimensionato  la  questione: 
nell'articolo 18 troviamo la previsione di una delega al Governo 
al  fine  di  integrare  l'ordinamento del  personale  del  Corpo di 
polizia penitenziaria mediante l'istituzione di  ruoli  tecnici  nei 
quali  inquadrare  il  personale  da  impiegare  nelle  attività  del 
Laboratorio  centrale.  È  in  virtù  di  tale  delega  che  è  stato 
emanato il decreto legislativo 9 settembre 2010, n. 162, recante 
“Istituzione dei ruoli tecnici del Corpo di polizia penitenziaria, 
a norma dell'articolo 18 della legge 30 giugno 2009, n. 85” e il 
susseguente decreto ministeriale 22 dicembre 2012, n. 268, il 
quale  determina  i  profili  professionali  dei  ruoli  tecnici  dal 
primo istituiti. Di tali provvedimenti si parlerà più avanti90.
89 GENNARI,   La  istituzione  della  banca  dati  del  DNA:  dalla  privacy  alla  
sicurezza,   in  AA.VV.  Prelievo  del  DNA e  banca dati  nazionale,  a  cura  di 
SCARCELLA, Padova, 2009, 61.
90 Vd. cap. 4, par. 2.
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2. L'attività della banca dati  del DNA: la raccolta dei 
profili
L'articolo 7 del  legge  n.  85 del  2009 determina l'attività 
della  banca  dati  nazionale  del  DNA,  dividendola  in  due 
momenti:  la  raccolta  di  profili  genetici  e  il  loro  successivo 
confronto. 
Quanto  al  primo  momento,  volto  all'implementazione  del 
database, la banca dati raccoglie:
1. i profili del DNA dei soggetti di cui all'articolo 9, commi 
1 e 2, della legge (art. 7, lett. A);
2. i profili del DNA relativi a reperti biologici acquisiti nel 
corso di procedimenti penali (art. 7, lett. B);
3. i  profili  del  DNA  di  persone  scomparse  o  loro 
consanguinei (art. 7, lett. C).
Le prime due categorie corrispondono alle nozioni di campione 
biologico e reperto biologico, così come individuate dall'art. 6 
della  stessa  legge91,  e  costituiscono  la  duplice  fonte  di 
alimentazione fisiologica della banca dati: quella costituita dai 
dati  trasmessi  dal  Laboratorio centrale  e  quella  rappresentata 
dall'ordinaria attività di indagine sul territorio92.
A differenza  di  quanto  avviene  in  altri  ordinamenti,  non  è 
previsto l'inserimento in banca dati di un profilo genetico sulla 
91 Il reperto biologico è definito come il «materiale biologico acquisito sulla scena 
di  un  delitto  o  comunque  su  cose  pertinenti  al  reato»,  mentre  il  campione 
biologico,  come  abbiamo  già  visto,  è  la  «quantità  di  sostanza  biologica 
prelevata sulla persona sottoposta a tipizzazione del profilo del DNA».
92 Lo si ricorda, non è oggetto di trasmissione il profilo estratto coattivamente, 
anche su persone diverse dall'imputato, in esecuzione di perizia ai sensi dell'art.  
224-bis. Tale categoria non è menzionata dall'art. 7, che, per quanto riguarda i 
campioni riferibili  a persone viventi,.  richiama soltanto i  prelievi  eseguiti  ai 
sensi dell'art. 9.
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base del mero consenso dell'interessato93.
2.1.  Profili  DNA di  indagati,  imputati  o  condannati 
ristretti nella libertà personale
Il  principale  canale  di  alimentazione  della  Banca  dati  è 
costituito dai profili del DNA delle persone individuate dall'art. 
9,  comma  1  e  2,  il  quale  riguarda  una  serie  di  soggetti 
considerati a rischio recidiva.
I potenziali interessati dal prelievo di materiale biologico sono 
individuati  in  base  ad  un  semplice  criterio:  quello  della 
sottoposizione  degli  stessi  a  misure  restrittive  della  libertà 
personale. La scelta si fonda su una presunzione di pericolosità, 
indipendentemente  da  ogni  attuale  e  concreta  esigenza  di 
investigazione penale. 
Il prelievo – definito “istituzionale”, per distinguerlo da quello 
“processuale”,  cioè  mirato  nell'ambito  di  una  determinata 
indagine penale – viene adoperato, in pratica, come elemento 
prognostico negativo circa la futura commissione di reati94. 
93 È ben  possibile,  infatti,  che  determinate  categorie  di  soggetti,  specie  quelle 
considerati  “sospettabili”  per  precedenti  penali  o  di  polizia,  preferiscano 
rilasciare il loro profilo genetico in anticipo, evitando future indagini a proprio 
carico. In tal senso, la sezione 81 del Criminal Justice and Police Act inglese 
del 2001 prevede che colui che decida di collaborare ad una specifica indagine,  
donando il proprio DNA, possa poi firmare un modulo di consenso scritto e 
informato con il quale ne autorizza l'inserimento in banca dati. GENNARI,  La 
istituzione della banca dati del DNA: dalla privacy alla sicurezza,  in AA.VV. 
Prelievo del DNA e banca dati  nazionale,  a cura di  SCARCELLA, Padova, 
2009, 69.
94 LEO,  Il  prelievo  coattivo  di  materiale  biologico  nel  processo  penale  e  
l'istituzione della  banca dati nazionale del DNA, in  Riv. it. medicina legale, 
2011, 951. 
     «L' occasione del prelievo [...] è un pregresso “incidente” giudiziario», cit.
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Tale criterio trova fondamento nella considerazione secondo la 
quale  la  detenzione  rappresenta  la  massima  privazione  della 
libertà  personale:  pertanto,  il  soggetto  che  si  trova  in  tale 
situazione  ben potrà  essere  sottoposto  a  quella  più  moderata 
compressione  della  libertà  che  si  verifica  con  il  prelievo  di 
materiale biologico95. 
Inoltre,  il  soggetto  in  stato  di  detenzione  subisce  già  altre 
limitazioni: perquisizione, fotosegnalazione, rilievo di impronte 
digitali,  prelievo  ematico  per  verificare  la  presenza 
dell'infezione da HIV o di altre malattie a carattere epidemico96.
Tuttavia,  l'ambito  delineato  da  tale  criterio  presenta,  in 
concreto, confini blandi e contenuti assai differenziati. 
Per  l'esattezza,  sono  cinque  le  categorie  dei  soggetti  da 
sottoporre a prelievo di materiale biologico, così come previsti 
dal comma 1 dell'articolo 9:
1. soggetti  ai  quali  sia  stata  applicata  la  misura  della 
custodia  cautelare  in  carcere  o  quella  degli  arresti 
domiciliari;
2. soggetti  arrestati  in  flagranza  di  reato  o  sottoposti  a 
fermo di indiziato di delitto;
3. soggetti  detenuti  o  internati  a  seguito  di  sentenza 
irrevocabile per aver commesso un delitto non colposo;
4. soggetti  nei  confronti  dei  quali  sia  stata  applicata  una 
misura alternativa alla detenzione a seguito di sentenza 
irrevocabile per un delitto non colposo;
95 Così si è argomentato nei lavori parlamentari e, precisamente, nella Relazione 
al disegno di legge n. 905 ad iniziativa del ministro Frattini e Altri.
96 FELICIONI,  L'acquisizione  di  materiale  biologico  a  fini  identificativi  o  di 
ricostruzione del fatto, in AA.VV. Prelievo del DNA e banca dati nazionale, a 
cura di SCARCELLA, Padova, 2009, 200.
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5. soggetti ai quali sia stata applicata, in via provvisoria o 
definitiva, una misura di sicurezza detentiva.
Dall'elenco  emerge  l'eterogeneità  dei  soggetti  interessati97:  le 
prime due categorie coinvolgono indagati o imputati – nei cui 
confronti  opera  la  presunzione  di  colpevolezza  –  mentre  le 
successive  due  categorie  riguardano  soggetti  già  condannati 
definitivamente.  L'ultimo  gruppo  è  quello  dei  soggetti  – 
indagati o imputati, a seconda che la misura venga applicata in 
maniera  provvisoria  o  definitiva  –  ritenuti  socialmente 
pericolosi98.
Come evidenziato in dottrina99, l'individuazione degli interessati 
è stata effettuata in modo generalizzato sulla base delle misure 
disposte nei loro confronti, senza che sia stata prevista alcuna 
gradualità fra soggetti che, in concreto, si trovano in situazioni 
molto diverse tra loro. In tal modo, il rischio è quello di sfociare 
in  una  sorta  di  “anagrafe  criminale”100,  basata  sulla 
catalogazione del DNA di soggetti ristretti a vario titolo nella 
libertà personale. 
Per di più, a causa dell'equiparazione tra condannati ed imputati 
operata dal comma 1 dell'art. 9, si viene a creare una pesante 
disparità di trattamento all'interno della categoria degli imputati. 
Dal  combinato  disposto  dell'articolo  9  e  dell'articolo  7  della 
97 DEL COCO,  Il  prelievo  dei  campioni  biologici,  in  Banca  dati  del  DNA e  
accertamento penale, a cura di MARAFIOTI e LUPARIA, Milano, 2010, 63.
98 Nella versione approvata dal Senato era previsto un limite edittale, soppresso 
nel  successivo  passaggio  alla  Camera,  in  virtù  del  quale  sarebbe  scattato 
l'obbligo  di  prelievo  per  questi  soggetti:  una  misura  di  sicurezza  di  natura 
detentiva applicata per aver commesso un delitto per il quale la legge stabilisce 
una pena superiore nel massimo a tre anni.
99 BUSIA,  Privacy a rischio per la durata della conservazione,  in  Guida dir., 
2009, n. 30, 77.
100GALGANI,  Commento art. 10 d.l. 2 luglio 2005,  n. 144, in  Leg. Pen., 2005, 
507, cit.
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legge emerge che non sono destinati a confluire nella banca dati 
i  profili  tipizzati  a  seguito  di  prelievo  a  fini  identificativi 
effettuato dalla polizia giudiziaria (349, comma 2-bis, c.p.p.), 
né i profili provenienti dall'esecuzione della perizia ex art. 224-
bis  o dall'apprensione coattiva di materiale biologico ai sensi 
dell'articolo  359-bis.  Dunque,  solo  se  gli  imputati  saranno 
ristretti  nella  libertà  personale  al  momento  del  prelievo,  il 
patrimonio genetico sarà destinato a confluire nel database. 
Ad ogni modo, il comma 2 dell'articolo 9 pone dei limiti alla 
raccolta  dei  dati  genetici,  individuando  una  ambito  di 
ammissione  ed  uno  di  esclusione  del  prelievo  di  materiale 
biologico. 
In primo luogo, si prevede che il prelievo di materiale biologico 
possa  essere  effettuato  esclusivamente  se  il  procedimento 
penale  a  carico  dei  soggetti  individuati  riguardi  delitti  non 
colposi per i quali è previsto l'arresto facoltativo in flagranza 
(vale  a  dire  delitti  dolosi,  consumati  o  tentati,  per  i  quali  la 
legge stabilisce la pena della reclusione superiore nel massimo 
a tre anni). Si è sottolineato come sarebbe stato più opportuno 
un riferimento più ampio ai casi di arresto, sia facoltativo che 
obbligatorio,  in  linea  con  la  lettera  b)  del  comma  1,  che 
menziona  genericamente  i  soggetti  arrestati  in  flagranza  di 
reato,  e  con  l'art  224-bis c.p.p.,  il  quale  consente  i  prelievi 
coattivi quando si procede per un reato non colposo, consumato 
o tentato, per il quale la legge stabilisce la pena dell'ergastolo o 
della reclusione superiore nel massimo a tre anni e negli altri 
casi previsti dalla legge101.
101DEL COCO,  Il  prelievo dei  campioni biologici,  in  Banca dati  del  DNA e  
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In  secondo  luogo,  si  esclude  che  il  prelievo  possa  essere 
eseguito  quando  si  procede  per  alcuni  reati  elencati 
tassativamente, tra i quali si ricordano quelli tipici dei “colletti 
bianchi” – esclusione singolare, se si considera che si tratta di 
reati gravi per i quali è previsto l'arresto in flagranza – e quelli 
previsti in materia tributaria e nel codice civile102. 
Operando una distinzione tra le categorie dei soggetti passivi, si 
è  avanzata  una  riflessione  in  ordine  alla  finalità  dell'attività 
della banca dati. 
Da una parte, l'archiviazione dei dati genetici degli indagati o 
imputati  ristretti  nella  libertà  personale  ovvero  delle  persone 
arrestate  in  flagranza  o  sottoposte  a  fermo,  è  finalizzata  al 
raffronto tra i  profili  genetici di tali  soggetti  e i  profili  DNA 
estratti da reperti raccolti nell'ambito di procedimenti penali e 
non attribuiti  ad alcuno; tale raffronto può essere utile  per il 
procedimento  penale  in  corso  o  alla  soluzione  di  altri  casi 
giudiziari,  compresi  i  cc.dd.  cold  cases, rispetto  ai  quali  tra 
l'epoca della commissione del fatto e la scoperta del colpevole 
intercorre molto tempo.
Dall'altra parte, l'utilità dell'archiviazione dei profili genetici del 
condannato o dell'internato sottoposto a misura di sicurezza si 
accertamento penale, a cura di MARAFIOTI e LUPARIA, Milano, 2010, 65.
102In  particolare,  il  comma  2  elenca  tassativamente  i  seguenti  delitti:  contro 
l'amministrazione della giustizia (ad eccezione di calunnia, false informazioni 
al  pubblico  ministero,  false  informazioni  al  pubblico  ministero,  false 
dichiarazioni  al  difensore,  falsa  testimonianza,  frode  processuale  aggravata, 
favoreggiamento  personale  e  reale);  delitti  contro  l'autorità  delle  cose 
giudiziarie  (ad  eccezione  della  procurata  inosservanza  di  pena);  falsità  in 
monete in carte di pubblico credito o di valori di bollo (tranne la falsificazione 
di  denaro);  falsità  in  sigilli;  delitti  contro  l'economia  pubblica  (tranne  la 
distruzione di materie prime, di prodotti agricoli o industriali); delitti  contro 
l'industria o il commercio (eccetto illecita concorrenza con minacce e violenza); 
delitti contro il matrimonio; reati fallimentari, reati societari, reati tributari, reati 
di intermediazione finanziaria.
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apprezza nella prospettiva di una eventuale recidiva: la facilità 
di individuare il colpevole di un crimine il cui profilo sia già 
conservato  nella  banca  dati  potrebbe  avere  una  efficacia 
deterrente103.
Quanto  alle  dinamiche  operative,  legittimato  ad  effettuare  il 
prelievo è il personale specificamente addestrato delle forze di 
polizia  ovvero  il  personale  sanitario  ausiliario  delle  forze  di 
polizia:  considerando  che  i  soggetti  passivi  sono  persone 
sottoposte  a  provvedimento restrittivo  della  libertà  personale, 
sarà la polizia penitenziaria ad eseguire le operazioni. In caso di 
arresto in flagranza o di fermo di indiziato di delitto, si prevede 
che  il  prelievo  sia  subordinato  alla  convalida  da  parte  del 
giudice.
L'oggetto del prelievo è circoscritto alla sola mucosa del cavo 
orale e ciò desta non poche perplessità. Innanzitutto, si registra 
una  differenza  notevole  rispetto  alle  altre  forme  di  prelievo 
disciplinate dalla legge n. 85 del 2009 – le quali contemplano 
l'apprensione  di  saliva,  di  capelli  o  di  peli  –  e  rispetto  al 
prelievo di materiale biologico ex art. 349, comma 2-bis, c.p.p., 
in  forza  del  quale  la  polizia  giudiziaria  può  procedere  al 
prelievo di  saliva  e di  capelli.  Tale  differenza non appare  in 
alcun  modo  giustificata  se  si  considera  che  il  prelievo  di 
saliva104,  pur  non  essendo  invasivo,  presenta  un  grado  di 
complessità  e di  macchinosità ben maggiore dell'asportazione 
103FELICIONI,  L'acquisizione  di  materiale  biologico  a  fini  identificativi  o  di 
ricostruzione del fatto, in AA.VV. Prelievo del DNA e banca dati nazionale, a 
cura di SCARCELLA, Padova, 2009, 201.
104In base ai  protocolli  di comportamento normalmente seguiti,  l'operazione di 
apprensione della saliva avviene attraverso l'introduzione di  un tampone nel 
cavo orale e nella successiva asportazione di mucosa dallo stesso. Vd. par. 5.1.
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del  bulbo  pilifero,  soprattutto  nell'ipotesi  di  un  prelievo 
forzoso105.
Non sono, invece, disciplinate le modalità pratiche del prelievo; 
in particolare, non sono previste “regole di profilassi” capaci di 
rendere informato il soggetto circa le modalità e gli scopi del 
prelievo.  Nonostante  questa  mancanza,  appare  comunque 
indispensabile  una  preventiva  e  completa  informazione  al 
riguardo106, al fine di tutelare la libertà di autodeterminazione 
del soggetto passivo nella scelta se prestare o meno il consenso 
al prelievo.
È proprio in relazione a tale questione che emergono i profili 
maggiormente critici della norma: da un lato, il legislatore non 
ha preso in considerazione l'ipotesi di un rifiuto all'esecuzione 
del prelievo da parte del soggetto passivo e, dall'altro, non si 
comprende  se  l'apprensione  di  saliva  possa  avvenire 
automaticamente per tutti i soggetti ricompresi nell'art. 9 o se 
sia  necessaria  una  decisione  dell'autorità  giudiziaria.  I  due 
aspetti sono indissolubilmente legati: la garanzia giurisdizionale 
assume importanza proprio nelle ipotesi di coazione. 
Stando al dato testuale, sembrerebbe che, una volta limitata la 
libertà  personale,  il  prelievo  avvenga  ex  lege,  non  essendo 
previsto un intervento dell'autorità giudiziaria, se non nel caso 
di arresto o fermo. 
La  mancata  previsione  di  un  atto  motivato  dell'autorità 
105GALGANI,  Commento art. 10 d.l. 2 luglio 2005, n. 144, in  Leg. pen., 2005, 
511, cit.: «nel caso venga opposta resistenza, diventa necessario immobilizzare 
il  soggetto  e  costringerlo  forzosamente  ad  aprire  la  bocca,  il  che  [...] pare 
realizzare una forma di coercizione fisica tutt'altro che trascurabile».
106FELICIONI,  Accertamento  sulla  persona  e  processo  penale.  Il  prelievo  di  
materiale biologico, Milano, 2007, 157.
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giudiziaria  suscita  perplessità,  però,  sul  piano della  coerenza 
con i principi costituzionali e, in particolare, riguardo all'art.13, 
comma 2 Cost. che, come sappiamo, subordina ogni restrizione 
della  libertà  personale  ad  una  doppia  riserva  di  legge  e  di 
giurisdizione107. 
Sotto  questo  aspetto,  le  norme  dell'articolo  9  appaiono 
asimmetriche rispetto alle altre disposizioni della legge 89/2005 
sul prelievo di materiale biologico (ossia gli articoli 24 e 25, i 
quali introducono, rispettivamente, gli articoli 224-bis e 359-bis 
c.p.p.),  le  quali  sono puntuali  e  rigorose in  tema di garanzie 
giurisdizionali:  entrambe  prevedono  l'espressa  autorizzazione 
del giudice come condizione per procedere al prelievo108.
Il deficit di garanzia giurisdizionale che caratterizza l'ambito in 
esame  farebbe,  così,  ritenere  non  infondata  un'eventuale 
censura di incostituzionalità per violazione dell'art. 13, comma 
2 Cost. 
Né  può  dirsi  corretta  l'impostazione  secondo  cui  le  garanzie 
dell'art.  13  Cost.  non  opererebbero  nei  confronti  di  soggetti 
ristretti nella libertà personale109. La detenzione non può, infatti, 
giustificare interventi  sulla persona in grado di incidere sulla 
sfera psicofisica del soggetto passivo; ciò pare confermato dal 
comma 4 dell'articolo 13 della Costituzione, che punisce «ogni 
violenza fisica e morale sulle persone, comunque sottoposte a 
restrizioni di libertà». 
Per di  più, privando della garanzia giurisdizionale le  persone 
107DEL COCO, Il prelievo dei campioni biologici, in Banca dati del DNA e 
accertamento penale, a cura di MARAFIOTI e LUPARIA, Milano, 2010, 75.
108Vedi cap. 1, par. 3.2. e 3.3.
109Per una siffatta impostazione, vd. PACE, Appendice di aggiornamento alla 
problematica delle libertà costituzionali. Parte speciale, Padova, 2002, 2.
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sottoposte a prelievo, la legge sottrae alle stesse la possibilità di 
controllo  in  Cassazione,  espressamente  previsto  dall'art.  111, 
comma  7  Cost.  avverso  i  provvedimenti  sulla  libertà 
personale110.
Ad  ogni  modo,  anche  la  dottrina  che  ritiene  congrua  la 
mancanza  di  autorizzazione  giurisdizionale  in  relazione  alla 
situazione dei soggetti passivi (ristretti nella libertà personale da 
un  provvedimento  giurisdizionale  che  ha  già  operato  un 
controllo  sulla  loro  posizione)  evidenzia  come  si  sarebbe 
almeno dovuta prevedere, nei confronti di indagati o imputati 
sottoposti a custodia cautelare,  la condizione dell'esperimento 
dell'interrogatorio di garanzia da parte del giudice procedente 
per poter eseguire il prelievo111, onde evitare il rischio di una 
strumentalizzazione  delle  misure  cautelari  al  solo  fine  di 
prelevare materiale biologico112. 
In  ragione  dei  risvolti  non  solo  giuridici,  ma  anche  etico-
politici,  che  questa  modalità  di  intervento  presenta,  sono 
previsti alcuni limiti ed una garanzia formale. 
Quest'ultima  consiste  nella  redazione  del  verbale  delle 
operazioni  di  prelievo;  quanto  ai  limiti,  si  afferma  che  le 
operazioni devono essere eseguite nel rispetto della dignità, del 
decoro e della riservatezza del soggetto che vi è sottoposto. Il 
110DEL COCO,  Il  prelievo  dei  campioni  biologici,  in  Banca  dati  del  DNA e  
accertamento penale, a cura di MARAFIOTI e LUPARIA, Milano, 2010, 78.
111FELICIONI,  L'acquisizione  di  materiale  biologico  a  fini  identificativi  o  di 
ricostruzione del fatto, in AA.VV. Prelievo del DNA e banca dati nazionale, a 
cura di SCARCELLA, Padova, 2009, 202.
112Si tratta, infatti, di soggetti che potrebbero essere scarcerati per l'insussistenza 
della  gravità  degli  indizi  e  il  rischio  di  un  abuso  strumentale  delle  misure 
cautelari  è  messo  in  luce  dalla  UNIONE  DELLE  CAMERE  PENALI 
ITALIANE nelle Osservazioni al testo unificato approvato dal Senato n. 2042, 
www.camerepenali.it 
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decoro e la dignità sono nozioni dai contorni indefiniti. 
La  dignità  è  stata  spesso  richiamata  dalla  giurisprudenza 
costituzionale come limite agli accertamenti corporali coattivi e, 
in generale, a qualunque forma di assoggettamento fisico113; ha 
ricevuto  un  riconoscimento  giuridico  in  ambito  europeo  con 
l'art.  1  della  Carta  dei  Diritti  UE, il  quale  assume il  rispetto 
della dignità umana tra i valori fondanti dell'Unione stessa114. 
Nel  procedimento  penale  funge  da  limite  alle  modalità 
esecutive  di  alcune  attività  probatorie  a  tutela  dei  soggetti 
passivi115 e,  segnatamente, nell'ambito del  prelievo coattivo il 
rispetto  della  dignità  impone che esso avvenga con modalità 
non degradanti per l'individuo, senza manovre mortificanti sul 
corpo  della  persona,  limitando  la  coercizione  allo  stretto 
indispensabile.
Quanto alla riservatezza, trattandosi di un diritto complesso che 
non  riceve  una  puntuale  definizione  normativa,  bisogna 
individuarlo in relazione all'ambito di interesse: con riferimento 
al  prelievo  di  materiale  biologico,  la  riservatezza  è  volta  ad 
impedire il diffondersi della notizia che si è stati sottoposti a 
tale operazione116.
A completamento del  quadro,  va richiamata una disposizione 
transitoria,  l'art.  17,  che  disciplina  il  prelievo  di  materiale 
113Corte Cost. Sent. 9 luglio 1996, n. 238, in Giur. Cost., 1996, 2142 ss.
114Carta dei Diritti Ue, parte I, titolo I, art. 1:  «L'Unione si fonda sui valori del 
rispetto della dignità umana, della libertà, della democrazia, dell'eguaglianza, 
dello Stato di diritto e del rispetto dei diritti umani». 
115Si pensi  all'ispezione, alla perquisizione, al  prelievo coattivo di  capelli  o di 
saliva  da parte  della  polizia  giudiziaria ex art.  349,  comma 2-bis,  c.p.p.,  al 
prelievo coattivo nella perizia  ex  art. 224-bis c.p.p. o all'accertamento tecnico 
del pubblico ministero ex art. 359-bis c.p.p.
116Diverso e più pregnante è il contenuto che la nozione di riservatezza assume 
con riguardo all'archiviazione dei dati genetici, identificandosi con il diritto alla 
tutela e al controllo dei propri dati genetici. Vd. cap. 3.
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biologico di soggetti che, alla data dell'entrata in vigore della 
legge  n.  85  del  2005,  sono  già  detenuti  o  sottoposti  ad  una 
misura di sicurezza detentiva: il prelievo è operato dalla polizia 
penitenziaria entro un anno. 
Lo  stesso  articolo  prevede,  altresì,  che  il  Dipartimento 
dell'amministrazione penitenziaria, sede del laboratorio centrale 
avente il compito di tipizzare i profili genetici dai campioni di 
materiale biologico, fino all'istituzione di questo ovvero entro il 
termine massimo di un anno dall'entrata in vigore della legge, 
possa  servirsi  di  altri  laboratori.  A tal  fine,  possono  essere 
stipulate convenzioni, della durata massima di tre anni, con enti 
di  elevata  specializzazione  o  con  laboratori  esterni,  purché 
utilizzino per la tipizzazione i parametri scientifici riconosciuti 
a livello internazionale e siano certificati a norma ISO/IEC117. 
È  prevista,  poi,  la  possibilità  per  il  Dipartimento 
dell'amministrazione penitenziaria di stipulare convenzioni con 
le Forze di polizia per lo svolgimento di specifici programmi di 
formazione e addestramento118.
117Tra laboratori di questo tipo possiamo annoverare: il laboratorio del RA.C.I.S. 
Sezione biologia del R.I.S. di Roma (Lab. n. 1271) dell'Arma dei Carabinieri; i 
tre laboratori della Polizia di stato di Roma (Lab. n. 1236A), Napoli (Lab. n.  
1236B)  e  Palermo  (Lab.  n.  1236C);  l'Azienda  Ospedaliera-Universitaria  di 
Careggi, SOD Diagnostica Genetica con il settore di genetica forense (Lab. n. 
1268); il laboratorio privato S.I.ME.F. Di Reggio Calabria (Lab. n. 1061) e il 
CHELAB di Treviso (Lab. n. 0051). RICCI, L'accreditamento ISO 17025:2005 
nel laboratorio di genetica forense, in Riv. it. medicina legale (e del Diritto in  
campo sanitario), 2014, 83.
118FELICIONI,   L'acquisizione  di  materiale  biologico a fini  identificativi  o  di 
ricostruzione del fatto, in AA.VV. Prelievo del DNA e banca dati nazionale, a 
cura di SCARCELLA, Padova, 2009, 205.
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2.2. Profili del DNA relativi a reperti biologici acquisiti 
nel corso di procedimenti penali
L'articolo  10  della  legge  n.  85  del  2009  disciplina  il 
secondo  canale  di  alimentazione  della  banca  dati,  il  quale  è 
costituito dai profili genetici, attribuiti o meno ad un soggetto 
identificato, derivanti da reperti biologici. 
Si tratta di materiale biologico acquisto non dalla persona, ma 
dal luogo del reato o da cose pertinenti al reato, su iniziativa 
della  polizia  giudiziaria,  in  occasione  del  sopralluogo,  di 
ispezioni o di perquisizioni. 
Da  questo  materiale  biologico  vengono tipizzati  i  profili  del 
DNA in laboratori di Forze di polizia ovvero in altri laboratori 
di elevata specializzazione, per poi essere trasmessi al database.
L'utilità  dell'archiviazione  in  banca  dati  dei  profili  DNA 
tipizzati da reperti acquisiti nel procedimento penale si apprezza 
in  relazione  alla  possibilità  di  stabilire  l'appartenenza  delle 
tracce biologiche, al fine di individuare il colpevole di un reato 
o di scagionare un innocente119.
119In relazione alla prima finalità, la potenzialità di tale strumento di indagine può 
essere dimostrata ricordando una vicenda statunitense avvenuta nel 1999 nel 
Wisconsin.  Il  caso  riguardava  uno stupratore  seriale,  di  cui  si  conosceva il 
profilo genetico ma non l'identità anagrafica. Non poteva essere identificato il  
criminale cercando riscontri in banca dati, a causa dell'imminente scadenza del 
termine di prescrizione (il profilo genetico era stato estratto sei anni dopo la 
commissione  del  crimine,  a  partire  da  campioni  di  liquido  seminale 
appositamente conservati) né poteva essere ammesso un mandato, in quanto 
mancava  il  nome  dell'indiziato.  Venne,  allora,  emesso  un  provvedimento 
restrittivo per violenza carnale e sequestro di persona a carico di John Doe, 
individuo di sesso maschile sconosciuto ma con profilo genetico noto. In tal 
modo, venne assicurata la pendenza del procedimento penale nell'attesa di poter 
confrontare in futuro il DNA di John Doe con i profili genetici di altre persone 
custoditi  nel  registro  delle  impronte  genetiche  del  Wisconsin.  Per  quanto 
riguarda la possibilità di scagionare un innocente, l'utilità dell'archiviazione si 
apprezza  con  riferimento  all'istituto  della  revisione:  la  tecnologia  del  DNA 
permette di riesaminare casi giudiziari già definiti quando vi siano campioni 
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L'articolo 10 disciplina due modalità con cui i profili del DNA 
tipizzati entrano nell'archivio: se il procedimento non è ancora 
stato  definito  con  un  provvedimento  irrevocabile,  l'autorità 
giudiziaria procedente ha l'obbligo di disporre la trasmissione 
dei profili genetici alla banca dati; se, invece, la sentenza è già 
passata in giudicato oppure è stata disposta l'archiviazione della 
notizia di reato e i reperti acquisiti durante il procedimento non 
sono mai stati analizzati, il pubblico ministero presso il giudice 
dell'esecuzione  ha  la  facoltà  di  disporre  la  trasmissione  dei 
reperti  biologici ad un laboratorio delle Forze di polizia o di 
altre  istituzioni  specializzate  e  di  ordinare  la  successiva 
trasmissione dei profili alla banca dati120.
Tale  articolo  è  stato  ampiamente  contestato121:  pare  che  il 
legislatore  non abbia  tenuto  conto  di  uno dei  più  importanti 
principi che,  come esamineremo meglio in seguito122,  devono 
essere  alla  base della disciplina  dell'archivio genetico,  vale a 
dire il principio di proporzionalità. Questo principio esige, alla 
luce del bilanciamento imposto dalla nostra Costituzione e dalla 
CEDU per la tutela del diritto alla riservatezza, che il vulnus sia 
consentito e limitato nei soli casi in cui ricorre la necessità di 
accertare  e  prevenire  fatti  gravi,  lesivi  di  beni  di  rilievo 
costituzionale.
biologici  su cui  effettuare l'indagine genetica.  Negli  Stati  Uniti  la prova del 
DNA ha consentito la scarcerazione di numerosi detenuti, alcuni dei quali in 
attesa della pena capitale.
120FELICIONI,  L'acquisizione  di  materiale  biologico  a  fini  identificativi  o  di 
ricostruzione del fatto, in AA.VV. Prelievo del DNA e banca dati nazionale, a 
cura di SCARCELLA, Padova, 2009, 206 ss.
121TONINI, Informazioni genetiche e processo penale ad un anno dalla legge, in 
Dir. pen. proc., 2010, 889 e ss. Inoltre, LEO, Il prelievo coattivo di materiale  
biologico nel processo penale e l'istituzione della Banca Dati Nazionale del  
DNA, in Riv. it. medicina legale, 2011, 951.
122Vd. cap.3.
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La  raccolta  dei  reperti  acquisiti  nei  singoli  procedimenti 
prescinde, invece, dalle ragioni dell'accertamento e dalla qualità 
del  fatto  perseguito nell'ambito dei  procedimenti  stessi.  Basti 
pensare  all'ipotesi  in  cui  venga  raccolto  materiale  biologico 
appartenente  alla  persona  offesa  o  all'autore  di  una 
contravvenzione: costoro potranno essere schedati  senza aver 
manifestato la pericolosità qualificata che è invece richiesta per 
l'altro canale di implementazione123.
Onde  evitare  la  dispersione  dei  profili  del  DNA tipizzati  da 
reperti acquisiti nel corso di procedimenti penale anteriormente 
all'entrata  in  vigore  della  legge  85/2009,  la  disposizione 
transitoria di cui all'art. 17 prevede che questi, previo nulla osta 
dell'autorità  giudiziaria,  siano trasferiti  dalle  Forze  di  polizia 
alla banca dati nazionale del DNA entro il termine di un anno 
decorrente dall'entrata in funzione della banca dati.
Tale disposizione desta alcune incertezze: innanzitutto, non si 
comprende  quale  sia  la  funzione  del  nulla  osta  dell'autorità 
giudiziaria  né  quale  contenuto  debba  avere  questo  controllo, 
che appare generico ma privo di contenuto effettivo; inoltre e 
soprattutto,  non  è  detto  che  i  profili  genetici  così  tipizzati 
rispondano ad alcuno standard di analisi qualitativo: si tratta, 
per lo più, di dati provenienti da analisi già effettuate e in cui i 
reperti potrebbero essere già stati distrutti o perduti. È, pertanto, 
impossibile  garantire  il  rispetto  dei  parametri  ENFSI  che 
l'articolo  11  impone  per  la  tipizzazione  del  reperto124.  Il 
123LEO,  Il  prelievo  coattivo  di  materiale  biologico  nel  processo  penale  e  




complesso  delle  informazioni  che  finiranno  in  banca  dati  è, 
dunque, fortemente eterogeneo, specie in quanto ad affidabilità. 
Di  ciò  dovrà  tenersi  conto  nella  valutazione  dei  risultati 
dell'attività di raffronto tra profili.  In particolare, se ne dovrà 
tenere  conto  nel  momento  in  cui  quei  dati  dovranno  essere 
oggetto di scambio nell'ambito del Trattato di Prüm125.
2.3. Profili  del  DNA  di  persone  scomparse  o  loro 
consanguinei
La tipizzazione dei profili del DNA di persone scomparse o 
di cadaveri di sconosciuti è volta all'identificazione, nel senso 
tecnico del termine. 
La necessità  dell'archiviazione di  tali  dati  genetici  emerge in 
caso di eventi molto gravi: catastrofi naturali,  disastri  aerei o 
conflitti  armati,  rispetto  ai  quali  i  tradizionali  metodi  di 
identificazione  (impronte  digitali  e  dentarie,  piastrine  di 
riconoscimento per i militari, documenti identificativi) risultano 
insufficienti a causa dello scempio dei corpi.
In tal  modo,  si  raffrontano le impronte genetiche ricavate da 
frammenti  umani  provenienti  dal  luogo  della  catastrofe  e  i 
profili  genetici  di  persone  disperse,  ricavati  da  campioni 
biologici forniti da parenti o da oggetti appartenuti alla persona 
stessa (spazzolini, spazzole, ecc.)126. 
125GENNARI,  La  istituzione  della  banca  dati  del  DNA:  dalla  privacy  alla  
sicurezza,   in  AA.VV.  Prelievo  del  DNA e  banca dati  nazionale,  a  cura  di 
SCARCELLA, Padova, 2009, 70.
126FELICIONI,  L'acquisizione  di  materiale  biologico  a  fini  identificativi  o  di 
ricostruzione del fatto, in AA.VV. Prelievo del DNA e banca dati nazionale, a 
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Di regola,  quindi,  ci  troviamo di  fronte  a  scopi  che  esulano 
dalla  funzione  di  polizia  giudiziaria,  tant'è  che  il  profilo  del 
DNA (e il relativo campione) deve essere eliminato non appena 
si pervenga alla identificazione o al ritrovamento della persona 
scomparsa127.
Oltre  alla  finalità  identificativa,  però,  può  esserci  una 
strumentalità  rispetto  al  procedimento penale  (ad esempio,  si 
può  avere  la  necessità  di  verificare  l'attendibilità  delle 
dichiarazioni  di  un  collaboratore  di  giustizia  che  rilevi  la 
presenza di cadaveri  di persone scomparse in un determinato 
luogo e, a tal fine, si potranno identificare le persone alle quali 
appartengono i resti ossei mediante il confronto con materiale 
biologico fornito dai familiari).
Il  profilo  critico  di  questa  disciplina  riguarda  l'assenza  di 
disposizioni sulle modalità di prelievo e sulle relative garanzie. 
Non sorgono problemi per la raccolta di materiale biologico dal 
cadavere  o dai  resti  cadaverici  né  da oggetti  appartenuti  alla 
persona scomparsa, ma più complessa è l'ipotesi di prelievo dal 
consanguineo:  anche se,  in  generale,  l'individuo in questione 
avrà  interesse  a  collaborare,  non  può  escludersi  l'eventualità 
della mancanza di consenso.
Si ritiene, quindi, che il campione biologico deve essere donato 
volontariamente  e  non  può  far  sorgere  dubbi  al  riguardo  la 
mancata  previsione  della  necessità  del  consenso:  non  esiste, 
infatti, alcuna disposizione normativa che consenta l'esecuzione 
cura di SCARCELLA, Padova, 2009, 198 ss.
127GENNARI,  La  istituzione  della  banca  dati  del  DNA:  dalla  privacy  alla  
sicurezza,   in  AA.VV.  Prelievo  del  DNA e  banca dati  nazionale,  a  cura  di 
SCARCELLA, Padova, 2009, 76.
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coattiva del prelievo di campioni biologici per la trasmissione 
alla banca dati, al di fuori dell'articolo 9 della legge128. Dunque, 
al di fuori delle ipotesi ivi contemplate, qualunque prelievo che 
comporti  una  ingerenza  nella  sfera  corporale  sarà  un  atto  di 
natura  sanitaria  e,  come  tale,  vincolato  alle  garanzie  degli 
articoli 13 e 32, comma 2 della Costituzione129.
Infine,  non  è  espressamente  previsto  che  la  tipizzazione  dei 
relativi profili debba essere effettuata dal Laboratorio centrale: 
l'analisi del DNA e le relative comparazioni saranno effettuate 
in laboratori specializzati di medicina legale, i quali, però, sono 
tenuti ad inviare i risultati alla banca dati130. 
3.  L'attività  della  Banca  dati  nazionale  del  DNA:  il 
raffronto dei profili ai fini di identificazione
Il  secondo  momento  dell'attività  della  Banca  dati 
rappresenta  la  principale  finalità  del  sistema  e  consiste  nel 
sistematico  e  routinario  raffronto  dei  profili  presenti  nel 
database131.
Queste  operazioni  sono  eseguite  in  modo  continuativo, 
128Le  disposizioni  in  materia  di  perizia,  di  accertamento  tecnico  del  pubblico 
ministero e di  prelievo da parte  della  polizia  giudiziaria  a  fini  identificativi 
(rispettivamente  artt.  224-bis,  359-bis, 349,  comma  2-bis c.p.p.),  come  già 
visto, non sono volte al trasferimento in banca dati.
129GENNARI,  La  istituzione  della  banca  dati  del  DNA:  dalla  privacy  alla  
sicurezza,   in  AA.VV.  Prelievo  del  DNA e  banca dati  nazionale,  a  cura  di 
SCARCELLA, Padova, 2009, 77.
130FELICIONI,  L'acquisizione  di  materiale  biologico  a  fini  identificativi  o  di 
ricostruzione del fatto, in AA.VV. Prelievo del DNA e banca dati nazionale, a 
cura di SCARCELLA, Padova, 2009, 200.
131Ci si riferisce ai profili di cui alle lettere a) e b) dell'art. 7. I profili di persone 
scomparse o dei loro consanguinei esulano dall'attività di raffronto con gli altri 
profili presenti nel database.
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indipendentemente dalle indagini penali in corso. L'attività di 
raffronto può produrre quattro tipi di risultati utili:
• una corrispondenza tra un nuovo profilo proveniente da 
una  scena  del  crimine  e  il  profilo  di  un  soggetto  già 
presente  nel  database.  Si  può  giungere,  così, 
all'immediata identificazione di un sospetto;
• una corrispondenza tra un nuovo profilo individuale e il 
profilo proveniente dalla scena di un crimine risalente e 
rimasto irrisolto. Ne può scaturire la soluzione di un c.d. 
cold case, tramite l'identificazione di un sospetto anche 
molto tempo dopo la commissione del crimine;
• una corrispondenza tra un nuovo profilo proveniente da 
una scena del crimine e uno proveniente da una scena del 
crimine  risalente.  Pur  non  giungendo  ad  una  diretta 
identificazione,  tale  risultato  porta  alla  luce  un 
collegamento tra delitti e può, quindi, essere utile in vista 
di una futura individuazione del colpevole;
• una  corrispondenza  tra  due  profili  personali,  inseriti 
successivamente.  In  questo  caso  la  ricerca  può 
individuare  il  responsabile  di  più  reati,  eventualmente 
contribuendo  all'esatta  identificazione  anagrafica  del 
soggetto132. 
132GENNARI,  La  istituzione  della  banca  dati  del  DNA:  dalla  privacy  alla  
sicurezza,   in  AA.VV.  Prelievo  del  DNA e  banca dati  nazionale,  a  cura  di 
SCARCELLA, Padova, 2009, 71-72.
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4.  Attività del  Laboratorio centrale  per la  Banca dati 
nazionale del DNA
Nel panorama internazionale i  laboratori  che si  occupano 
istituzionalmente di analisi del DNA a scopo identificativo sono 
suddivisi in tre tipologie:
1. laboratori  che  si  occupano  esclusivamente  di  analisi 
legate alle indagini;
2. laboratori  che  si  occupano  esclusivamente  di  analisi 
legate alle banche dati del DNA;
3. laboratori  che si  occupano di  entrambe le  tipologie  di 
analisi.
Nel  caso  dell'Italia,  il  legislatore  ha  inteso  centralizzare  nel 
laboratorio  creato  ad hoc,  il  Laboratorio  centrale,  l'analisi  di 
tutti i prelievi biologici effettuati sui soggetti di cui all'articolo 9 
della legge 85/2009. 
Per  quanto  riguarda  le  indagini,  invece,  si  continuano  ad 
utilizzare gli  strumenti  tecnici  già da tempo a disposizione e 
dotati di esperienza, come la Polizia scientifica ed il Ra.C.I.S. 
(Raggruppamento Carabinieri investigazioni Scientifiche).
Nella realizzazione della Banca dati nazionale e del Laboratorio 
centrale  ad  essa  dedicato  bisognerà  prestare  particolare 
attenzione  ad  alcuni  aspetti  tecnici,  i  quali  non  sono 
adeguatamente  garantiti  e  disciplinati  dalla  legge133,  benché 
questa  preveda  il  rispetto  di  determinati  parametri 
133GAROFANO,  Le attività tecniche: dal prelievo alla banca dati del DNA, in 




5. Le attività tecniche. Il prelievo biologico
Il  prelievo di  materiale  biologico costituisce  il  passaggio 
iniziale, nonché il più importante, di tutto il processo di analisi 
che mira ad ottenere un profilo genetico a scopo identificativo: 
è proprio dal prelievo che dipende la qualità del materiale da 
trattare e la scelta del protocollo di estrazione da utilizzare. Una 
cattiva raccolta del  materiale biologico prelevato – in vivo o 
dalla scena del crimine - può rendere inutilizzabile il campione. 
Per questa ragione, nel mondo scientifico si è sviluppata una 
elevata attenzione in relazione alle procedure di prelievo e ai 
materiali in esso utilizzati.
5.1. (Segue) Il prelievo in vivo
Il DNA è presente in tutte le cellule nucleate, nei tessuti e 
nei  fluidi  biologici.  Parlando  di  Banche  dati  del  DNA e  di 
prelievi  di  materiale  biologico  in  vivo,  il  prelievo  di  saliva 
mediante  tamponi  orali  è  il  metodo più diffuso  e,  tra  l'altro, 
l'unico  consentito  dalla  legge  85/2009  sui  soggetti  di  cui 
all'articolo 9 della stessa.
I tamponi orali possono essere di tre diversi materiali: cotone, 
dacron  e  carta  da  cromatografia.  I  primi  due  sono  simili  ai 
134Vedi par. 6.
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bastoncini comunemente utilizzati per uso cosmetico e nascono 
per altre operazioni mediche, quali i tamponi orofaringei; sono i 
più economici, ma devono essere conservati a – 20 C° prima di 
essere  trattati  e,  una volta estratto  il  DNA, vanno gettati  nei 
rifiuti  speciali.  I  terzi  costituiscono  il  supporto  migliore,  ma 
anche il più costoso; non necessitano del supporto a freddo e 
non devono essere gettati nei rifiuti speciali. In più, la carta da 
cromatografia  ha  la  caratteristica  di  permettere  una 
conservazione all'infinito del prelievo, che può essere analizzato 
anche a distanza di tempo e molteplici volte135.
5.2. (Segue) La certificazione del prelievo
Un prelievo  biologico  funzionale  alla  trasmissione  di  un 
profilo  del  DNA nella  banca  dati  deve  essere  effettuato  da 
personale specializzato ed opportunamente preparato, in grado 
di assicurare la corretta esecuzione della procedura ed utilizzare 
strumenti in grado di certificare tale procedura. 
Gli strumenti ad hoc sono computer portatili, palmari e cellulari 
che,  mediante  specifici  software,  leggono  e  registrano  i  dati 
contenuti sui supporti di prelievo in forma di codici a barre o 
microchip,  aggiungendoli  alle  descrizioni del  caso (operatore, 
donatore, luogo, procedimento, ecc.). I dati vengono registrati 
in  tempo reale  o  successivamente  scaricati  nella  Banca  Dati 
Nazionale del DNA e nel software di gestione del laboratorio.
135GAROFANO, Le attività tecniche: dal prelievo alla banca dati del DNA, in 
AA.VV. Prelievo del DNA e banca dati nazionale, a cura di SCARCELLA, 
Padova, 2009, 81 ss.
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Tali strumenti assegnano, altresì, un numero univoco al prelievo 
che,  da  tale  momento  sino  alla  fase  di  deposito  del  profilo 
genetico,  risulterà  esserne  l'unico  identificativo,  non  potendo 
essere rese note le informazioni sul soggetto di provenienza o 
sul  caso;  il  campione  viene  trasportato  e  processato 
semplicemente  usando  il  suo  numero  univoco.  Ottenuto  il 
profilo  genetico,  il  dato  viene  depositato  in  banca  dati  e 
riaccoppiato al  soggetto di origine in maniera criptata: solo i 
soggetti autorizzati potranno accedere al database per acquisire 
tutte le informazioni relative a soggetto e campione136.
Tale procedura permette la tutela dei dati in sede di lavorazione, 
la  tracciabilità  del  campione  e  impedisce  ogni  intervento 
volontario su qualsiasi  fase  del  protocollo:  il  campione,  così 
descritto, può essere considerato certificato a tutti gli effetti con 
modalità in uso corrente in molti Paesi.137
5.3.  L'estrazione  del  DNA e  la  tipizzazione  a  scopo 
identificativo
L'estrazione del DNA è la fase successiva al prelievo del 
campione biologico. Essa consiste nell'insieme di protocolli tesi 
ad isolare il materiale genetico dagli altri componenti cellulari o 
da  qualsiasi  altra  diversa  sostanza  presente  nel  campione 
prelevato,  come  sali,  solventi  presenti  negli  strumenti  di 
136Vd. cap. 3
137GAROFANO, Le attività tecniche:  dal prelievo alla banca dati del DNA, in 
AA.VV.  Prelievo del  DNA e banca dati nazionale,  a cura di  SCARCELLA, 
Padova, 2009, 83 ss.
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prelievo, batteri, sostanze inquinanti. 
I principali metodi di estrazione del DNA per uso forense sono:
1. estrazione organica in fenolo/cloroformio;
2. estrazione con resine di silice in fase liquida;
3. estrazione con colonnine filtranti a resine di silice;
4. estrazione con resine magnetiche in fase liquida;
5. estrazione con resine magnetiche n fase solida;
6. estrazione  con  carta  cromatografica  trattata 
chimicamente.
I  primi  due  metodi  sono  quelli  tradizionali  e  il  risultato  è 
strettamente  connesso  alla  capacità  e  dall'esperienza 
dell'operatore.  Il  metodo  fenolo/cloroformio  è  sempre  meno 
utilizzato, a causa della tossicità del reagente usato, che espone 
l'operatore a notevoli rischi per la sua salute. 
La resina di silice, che in presenza di una soluzione tampone è 
in grado di catturare il DNA, è più semplice da utilizzare, ma 
bisogna  riscaldare  la  soluzione  fino  a  100 C°  per  causare  il 
distacco  dell'acido  nucleico  dalla  resina  stessa:  questo 
procedimento rende altamente instabile la molecola del DNA, 
la quale si degrada e dopo qualche giorno non può più essere 
analizzata.  Questo metodo è il  peggiore e,  a volte,  porta alla 
distruzione del campione. 
Le colonnine di silice e le resine magnetiche sono tra i metodi 
più innovativi ed efficaci tra quelli utilizzati per l'estrazione del 
DNA138; oggi tali metodi sono spesso automatizzati su stazioni 
138Le resine magnetiche costituiscono la tecnologia più avanzata per l'estrazione 
del  DNA,  ma,  essendo  anche  la  più  costosa,  viene  utilizzata  su  campioni 
difficili, provenienti generalmente dalla scena del crimine e non da prelievi in 
vivo.
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robotizzate  in  grado  di  analizzare  numerosi  campioni  e  di 
registrare ogni passaggio.
Le carte da cromatografia, come abbiamo visto, sono utilizzate 
come supporto ai tamponi per il prelievo: la chimica della quale 
la membrana è imbevuta rompe la membrana cellulare, disattiva 
gli enzimi ed intrappola il DNA. Una volta essiccato, il DNA 
rimane fisso ed inalterabile,  così  come tutte le  altre sostanze 
presenti. Quando bisogna analizzare il campione ed estrarre il 
DNA, si lava il tutto con un'apposita soluzione in grado di far 
sparire il materiale chimico e i residui cellulari: il DNA rimane 
intrappolato nella carta dove può essere analizzato senza essere 
distaccato.  Il  materiale  biologico,  grazie  a  questo  supporto, 
rimane utilizzabile del  tempo, senza costi  di  conservazione e 
senza rischio di manipolazioni di laboratorio.
Una volta estratto il DNA con uno di questi metodi, si passa alla 
tipizzazione  dello  stesso  a  scopo  identificativo  (il  c.d. 
fingerprinting del  DNA),  attività  che  si  basa  sulle  piccole 
differenze nella sequenza del DNA di individui diversi.
Il  DNA  è  contenuto  nel  nucleo  cellulare  sotto  forma  di 
cromosomi  strutturati  a  doppia  elica,  le  cui  unità  costitutive 
sono i nucleotidi. I cromosomi sono suddivisi in zone funzionali 
codificanti (esoni), che rappresentano il c.d. “codice della vita”, 
dal quale dipendono tutte le funzioni di un individuo, comprese 
le malattie che possono essere ereditate, e zone non codificanti 
(introni), i quali non hanno alcun significato biologico; alcuni 
introni, però, presentano delle differenze da specie a specie e da 
individuo  ad  individuo della  stessa  specie  che  consiste  nella 
presenza  di  basi  ripetute  in  numero  variabile:  per  questo,  le 
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regioni  introniche  sono  dette  “ipervariabili”.  Un  insieme 
significativo  di  regioni  ipervariabili  costituisce  un  “pannello 
identificativo”  del  DNA  specie-specifico.  Le  regioni 
ipervariabili sono denominate STR (Short Tandem Repeats)139. 
Un locus STR è, quindi, una corta sequenza di DNA, ripetuta 
molte  volte  (l'una  di  seguito  all'altra,  in  tandem)  in  un 
particolare zona del cromosoma. 
La combinazione di un certo numero di STR costituisce quella 
combinazione distintiva chiamata “profilo genetico”, il  quale, 
essendo codificato su introni,  non può in alcun modo fornire 
informazioni biologiche (circa lo stato di salute di un individuo, 
la sua inclinazione a contrarre patologie o ad averne ereditate).
La tipizzazione del DNA a scopo identificativo consiste nella 
replica  delle  STR utili  all'identificazione  genetica  in  numero 
tale  da  renderle  analizzabili,  tramite  una  tecnica  denominata 
PCR (Reazione  a  Catena  della  Polimerasi):  la  lunghezza  del 
prodotto della PCR riflette la lunghezza dell'STR nel campione. 
Poiché  l'uomo  eredita  un  cromosoma  da  ciascuno  dei  due 
genitori,  le  lunghezze  degli  STR  nei  due  cromosomi  sono 
spesso differenti e generano due segnali per ogni individuo. Se 
vengono analizzati  più loci  STR , si  genera un profilo che è 
essenzialmente unico di un particolare individuo140.
Al fine di ottenere profili genetici certificati, occorre utilizzare 
esclusivamente reagenti e strumenti certificati per uso forense, i 
quali rispondano ai requisiti delineati degli organismi scientifici 
139GAROFANO, Le attività tecniche:  dal prelievo alla banca dati del DNA, in 
AA.VV.  Prelievo del  DNA e banca dati nazionale,  a cura di  SCARCELLA, 
Padova, 2009, 87 ss.
140NELSON - COX, I principi di biochimica di Lehninger, Bologna, 2010, 321 ss.
74
internazionali, come l'ENFSI141. 
5.4.  La  tipizzazione  di  profili  genetici  da  reperti 
prelevati dalla scena del crimine
Nel  caso  di  reperti  prelevati  dalla  scena  del  crimine,  il 
prelievo e la successiva fase di estrazione del DNA risultano 
essere fasi ancor più delicate: occorre tenere in considerazione 
gli  inquinamenti  che  l'ambiente,  la  dinamica  delittuosa  o 
l'intervento delle forze dell'ordine e di soggetti esterni possono 
provocare sui campioni.
La registrazione delle informazioni relative ai reperti biologici 
acquisiti,  della  loro  natura,  della  ubicazione  sulla  scena  del 
crimine, del loro appropriato confezionamento e trasporto, sono 
elementi  fondamentali  per  una  corretta  procedura  di 
campionamento e di analisi dei reperti.
Un  esempio  ricorrente  di  campione  biologico  difficile  da 
processare  è  quello  misto,  dove  il  mescolamento  di  più 
materiali biologici provoca la produzione di un profilo genetico 
non riconducibile ad un unico soggetto142 o, ancora, quelli in cui 
il materiale genetico è scarso (come nel caso di singoli bulbi 
141Inoltre, l'uso degli STR nella medicina forense ha richiesto la standardizzazione 
dei metodi. Il primo metodo STR fu standardizzato nel 1995 negli Stati Uniti. Il 
metodo in uso negli Stati  Uniti, chiamato CO.D.I.S (COmbined DNA Index 
System) venne introdotto nel 1998.
142Come  avviene  nei  delitti  di  violenza  sessuale,  nei  quali  spesso  il  profilo 
genetico della vittima si mescola con quello di uno o più stupratori. In questo 
caso  si  utilizza  la  tecnica  della  “estrazione  differenziale”,  che  permette  di 
estrapolare in tempi diversi e, quindi, di separare il materiale genetico presente 
nella  mucosa  della  vittima  da  quello  presente  nel  liquido  seminale  degli 
assalitori.
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piliferi),  quelli  in  cui  sostanze  inquinanti,  chimiche  o  agenti 
atmosferici provocano la rottura delle molecole del DNA.
Altre volte, invece, a causa di sostanze inquinanti o inibitrici, di 
degradazione  o  di  scarsità  di  materiale  genetico,  i  campioni 
possono  condurre  a  profili  genetici  parziali.  All'interno  della 
comunità  scientifica  forense  persiste  da  anni  una  diatriba 
sull'attendibilità di tali profili genetici e sulla loro ammissibilità 
come prova scientifica. L'ottenimento di un profilo parziale può 
essere di fondamentale importanza sulla scena del crimine, dove 
spesso le analisi sono uniche e irripetibili, ma le tecniche che 
portano alla loro estrazione devono essere curate con estrema 
cautela,  in  quanto  spesso  esulano  dai  protocolli  accettati  dai 
laboratori accreditati e certificati143. Nel caso della Banca Dati 
nazionale del DNA bisognerà, dunque, valutare l'opportunità di 
inserire o meno tali  profili  parziali  qualora si presentino e le 
modalità di valutazione della loro attendibilità144. 
143I profili parziali più frequenti sono i profili LCN (Low Copy Number – profili  
ottenuti da materiale genetico scarso o degradato), che vengono ottenuti tramite 
una tecnica in grado di replicare le regioni introniche utili alla identificazione 
genetica in un numero di volte superiore alla norma. Con l'aumento del numero 
dei cicli replicativi del DNA aumenta la possibilità di errori, che portano alla 
produzione di artefatti.
144Nell'ambito internazionale ci sono paesi, come il Regno Unito, che utilizzano 
tutte  le  informazioni  disponibili,  compresi  i  profili  parziali,  e  altri  che  ne 
vietano l'utilizzo o li ammettono solo in caso di determinati riscontri o requisiti 
(concentrazione del DNA, mancanza di artefatti palesi).
    GAROFANO, Le attività tecniche: dal prelievo alla banca dati del DNA, in 
AA.VV.  Prelievo del  DNA e banca dati nazionale,  a cura di  SCARCELLA, 
Padova, 2009, 89 ss.
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6.  Parametri  internazionali  e  certificazione  dei 
laboratori
L'art  11  della  legge  85/2009  impone  l'adozione  di  uno 
standard internazionale  nella  procedura  d'analisi  e  la 
certificazione dei laboratori incaricati di tipizzare i profili del 
DNA, due aspetti centrali nel dibattito su tale legge145.
A norma del comma 1 dell' articolo 11 «l'analisi del campione e 
del  reperto biologico ai fini  della tipizzazione del profilo del 
DNA, destinato all'inserimento nella banca dati nazionale del 
DNA, è eseguita sulla base dei parametri riconosciuti al livello 
internazionale  e  indicati  dall'European  Network  of  Forensic 
Science Institutes (ENFSI), in modo da assicurare l'uniformità 
degli stessi».
L'ENFSI  nasce  nel  1999,  come  estensione  del  Western 
European governmental forensic laboratories group (gruppo dei 
laboratori  forensi  dell'Europa  occidentale),  con  la  finalità  di 
ideare  direttive  in  grado  di  garantire  pratiche  comunemente 
accettate e riconosciute nel campo delle scienze forensi.
L'ENFSI  ha  realizzato  una  serie  di  linee  guida  che  tengono 
conto delle esperienze dei laboratori iscritti e delle indicazioni 
di  buona  pratica  riconosciute  dalla  comunità  scientifica 
internazionale  che  si  occupa  delle  scienze  forensi;  esse 
riguardano determinati ambiti, vale a dire: la buona pratica nei 
laboratori, la buona pratica nel prelievo del campione, la buona 
pratica nella gestione del campione nel laboratorio forense, le 
145COCITO, Parametri internazionali e affidabilità dei laboratori nell'analisi di  
reperti e campioni,  in  Banca dati del DNA e accertamento penale, a cura di 
MARAFIOTI e LUPARIA, Milano, 2010, 91.
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procedure di validazione dei software nel laboratorio forense e 
le procedure per l'esecuzione dei test di prova. 
L'istituto organizza congressi e test di prova al fine di verificare 
il rispetto degli standard, della buona pratica e dei sistemi di 
qualità  certificati  delle analisi.  Inoltre,  emette periodicamente 
raccomandazioni  su  aspetti  tecnici  relativi  alle  attribuzioni 
necessarie  per  il  personale  che  deve  operare  nei  laboratori 
forensi, sulle modalità di controllo delle contaminazioni e sui 
criteri minimi raccomandati per l'ottenimento di un profilo del 
DNA.  Sono  iscritti  all'  ENFSI  i  laboratori  europei  privati  e 
governativi incaricati di pubblico servizio.
In base  a quanto stabilito  dal  comma 1 dell'articolo 11 della 
legge 85/2009 sarà, pertanto, necessario che la Banca Dati del 
DNA si iscriva al sistema e adotti tutte le linee guida tracciate e 
contenute nei documenti ufficiali dell'ENFSI146.
Il comma 2 dell'articolo 11 stabilisce, invece, che «I profili del 
DNA possono  essere  inseriti  nella  banca  dati  nazionale  del 
DNA  solo  se  tipizzati  in  laboratori  certificati  a  norma 
ISO/IEC».
Il Senato della Repubblica ha precisato, nella seduta n. 226 del 
24/06/2009, che nella stesura dei provvedimenti attuativi fosse 
previsto che la norma di riferimento per i  laboratori  fosse la 
ISO 17025:2005147. 
146Tali  documenti  sono  reperibili  sul  sito  web  www.enfsi.org 
GAROFANO,  Le attività tecniche: dal prelievo alla banca dati del DNA, in 
AA.VV.  Prelievo del  DNA e banca dati nazionale,  a cura di  SCARCELLA, 
Padova, 2009, 91 ss.
147L'organizzazione  internazionale  per  la  normazione  (ISO  –  International 
Standards Organization) è stata fondata nel 1946, ha sede a Ginevra e persegue 
lo  sviluppo  della  standardizzazione,  stabilendo  norme  comuni  per  la 
costruzione dei manufatti e per le caratteristiche qualitative delle merci, al fine 
di agevolare gli scambi internazionali di beni e servizi. Vi aderiscono gli enti 
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Diviene,  dunque,  obbligatorio  l'adeguamento  ad  un  certo 
standard  qualitativo,  almeno  per  coloro  che  vorranno 
contribuire ad alimentare la banca dati.
Segnatamente,  la  norma  ISO  17025:2005148,  intitolata 
“Requisiti generali per la competenza dei laboratori di prova e 
di taratura”, impone requisiti gestionali e tecnici; essa si basa su 
un'altra  norma  ISO,  la  9001:2008,  dalla  quale  riprende 
l'impostazione  generale,  in  particolare  per  quanto  riguarda la 
competenza  del  personale,  l'affidabilità  del  dato  analitico,  la 
disponibilità delle risorse tecniche necessarie per garantire che i 
dati e i risultati siano accurati e affidabili. 
Un  sistema  di  qualità  è  caratterizzato  da  una  struttura 
organizzata, da responsabilità definite, dalle procedure di lavoro 
e  dalle  risorse  messe  a  disposizione  per  attuare  gli  obiettivi 
fissati  con  la  politica  della  qualità.  I  requisiti  gestionali 
prescrivono il riesame periodico degli obiettivi e l'impegno nel 
miglioramento  continuo.  Riguardano,  in  particolare,  il 
personale  addetto  (il  quale  deve  possedere  la  preparazione 
necessaria per le mansioni affidate, non deve subire pressioni da 
parte di terzi e deve essere imparziale), l'approvvigionamento 
dei  servizi  e  la  gestione  delle  non  conformità,  che  vanno 
registrate  ed  affrontate  individuando  azioni  correttive  di 
per  la  normazione  nazionale,  come  l'UNI  (Ente  Nazionale  Italiano  di 
Unificazione).  L'ISO,  fino  ad  oggi,  ha  pubblicato  più  di  19500  standard 
internazionali  e  linee guida volti  a  garantire  che i  prodotti  e  i  servizi  siano 
sicuri, affidabili e di buona qualità. Gli standard sono divisi per famiglie, con 
vari settori di interesse (ad esempio, le ISO 14000 si occupano della gestione 
ambientale,  le  ISO  2200  della  sicurezza  ambientale,  ecc.).  RICCI, 
L'accreditamento ISO 17025:2005 nel laboratorio di genetica forense, in  Riv.  
it. medicina legale (e del Diritto in campo sanitario), 2014, 73.
148La norma è stata pubblicata il 15 maggio 2005 in lingua inglese e francese ed è 
rinvenibile sul sito www.sit-italia.it.
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miglioramento (un esempio tipico è quello delle contaminazioni 
in laboratorio, causate da un reagente inquinato o da un errore 
dell'operatore).
I  requisiti  tecnici,  invece,  impongono in modo più  diretto  la 
correttezza e l'affidabilità delle attività eseguite in laboratorio e 
prendono in considerazione vari fattori:
• fattori umani: il laboratorio deve garantire la competenza 
di tutti coloro che utilizzano apparecchiature scientifiche, 
eseguono prove, valutano i risultati e firmano i rapporti 
di  prova,  mediante  la  determinazione  di  obiettivi  per 
quanto  riguarda  l'istruzione,  la  formazione  e 
l'addestramento. Il personale deve essere dipendente dal 
laboratorio o ad esso legato da un contratto;
• condizioni ambientali: il laboratorio deve documentare i 
requisiti tecnici necessari per la corretta esecuzione della 
prova, al fine di assicurare che le condizioni ambientali 
non  invalidino  i  risultati  o  li  influenzino  in  modo 
negativo. Le prove vanno interrotte quando le condizioni 
ambientali  ne  comprometterebbero  i  risultati.  Deve 
esserci una separazione idonea tra i settori confinanti in 
cui  si  svolgono  attività  compatibili,  al  fine  di  evitare 
contaminazioni incrociate;
• metodi  di  prova  e  taratura  e  validazione  dei  metodi: 
devono  essere  adottati  metodi  e  procedure  appropriati 
per le prove e le tarature che rientrano nelle attività del 
laboratorio, scegliendo preferibilmente quelli  normati a 
livello  internazionale,  regionale  o  nazionale.  Il 
laboratorio deve adottare un proprio metodo di lavoro, 
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descrivendolo in un apposito documento.
• apparecchiature: il laboratorio deve essere dotato di tutte 
le attrezzature necessarie per il campionamento. Queste 
vanno tarate  o controllate,  eseguendo la  manutenzione 
periodica  interna.  Per  le  più  complesse  è  necessario 
anche  un  controllo  periodico  esterno  di  una  ditta 
specializzata  (come per i  sequenziatori  del  DNA o gli 
apparecchi per la quantificazione);
• riferibilità  delle  misure:  deve  essere  redatto  un 
programma  di  taratura  per  tenere  sotto  controllo  i 
materiali di riferimento, le apparecchiature e i campioni 
di misura.
• campionamento:  il  campionamento  è  la  procedura 
mediante la quale si preleva una parte della sostanza per 
fornire un campione rappresentativo della totalità. Se il 
laboratorio effettua queste operazioni,  deve predisporre 
procedure adeguate. Il prelievo di una parte di materiale 
dal  reperto  è  cosa  diversa:  rientra  nella  procedura 
operativa di acquisizione del campione per la prova. Il 
laboratorio  può  procedere  anche  a  questa  operazione, 
predisponendone,  allo  stesso  modo,  un'adeguata 
procedura;
• manipolazione  degli  oggetti  da  sottoporre  a  prova  e  
taratura: il laboratorio deve disporre di procedure per il 
trasporto,  la  manipolazione,  la  protezione, 
l'immagazzinamento,  la  conservazione  e  l'eliminazione 
di  oggetti  da  sottoporre  alla  prova.  Deve  inoltre 
predisporre  un  sistema  per  identificare  i  reperti,  onde 
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evitare di confonderli fisicamente;
• assicurazione  della  qualità  dei  risultati  di  prova  e  di  
taratura:  il  laboratorio  deve  disporre  di  procedure  di 
controllo di qualità per controllare la validità delle prove 
eseguite.  Il  monitoraggio  deve  essere  pianificato, 
registrato e riesaminato;
• presentazione dei risultati e rapporti di prova: i risultati 
delle  prove  eseguite  devono  essere  registrati  in  modo 
chiaro e accurato. Vanno resi disponibili tutti i dati che 
hanno contribuito alla formazione del documento finale 
– il c.d. “rapporto di prova”.149
La  necessità  di  conseguire  l'accreditamento  ISO 17025:2005 
può rappresentare per i laboratori un'eccellente opportunità per 
migliorare  il  proprio  modo  di  lavorare,  mirando  a  modelli 
obiettivi e capaci di garantire una qualità più alta dei risultati, 
ma  è  anche  vero  che  lavorare  in  qualità  richiede  degli 
investimenti, i quali possono risultare non indifferenti in realtà 
di laboratorio medio-piccole. 
L'articolo  11  della  legge 85/2009,  dunque,  funge  da linea  di 
discrimine tra i laboratori che intendono lavorare in qualità e i 
laboratori che sceglieranno di non abbandonare il modello della 
autoreferenzialità. 
Emerge,  però,  una  situazione  paradossale  in  materia  di 
certificazioni di qualità, che mostra come le stesse, da sole, non 
sono in grado di assicurare l'efficienza e la qualificazione di un 
laboratorio: malgrado il loro intento di controllare e codificare 
149RICCI, L'accreditamento ISO 17025:2005 nel laboratorio di genetica forense, 
in Riv. it. medicina legale (e del Diritto in campo sanitario), 2014, 73 ss.
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un processo, non riescono ad entrare nel merito delle azioni che 
lo  compongono;  è  proprio  qui  che  altri  organismi,  come 
l'ENFSI entrano in gioco per colmare le lacune150. 
È stato rilevato, infatti,  come non sia chiaro, in base al testo 
legislativo,  quali  momenti  del  procedimento,  che  inizia  dal 
prelievo  del  campione  (o  del  reperto)  fino  ad  arrivare  alla 
gestione dell'informazione, devono essere conformi alla norma 
ISO (ad esempio, non è chiaro se anche i sistemi informativi 
interni ai laboratori stessi debbano a loro volta essere certificati 
o meno).
Ad  ogni  modo,  nel  nostro  Paese  l'accreditamento  per  la 
tipizzazione genetico-forense è stato ottenuto, fino ad oggi, da 
pochi laboratori. Tra quelli pubblici l'Arma dei Carabinieri ha 
accreditato il solo laboratorio del RA.C.IS. sezione biologia del 
R.I.S.  di  Roma,  Napoli  e  Palermo;  si  ricorda  poi  l'Azienda 
Ospedaliero-Universitaria di Careggi con il settore di genetica 
forense. Tra i privati vi è il S.I.ME.F. Di Reggio Calabria e il 
CHELAB di Treviso151.
150GAROFANO,  Le attività tecniche: dal prelievo alla banca dati del DNA,  in 
AA.VV.  Prelievo del  DNA e banca dati nazionale,  a cura di  SCARCELLA, 
Padova, 2009, 94.
151RICCI, L'accreditamento ISO 17025:2005 nel laboratorio di genetica forense, 
in Riv. it. medicina legale (e del Diritto in campo sanitario), 2014, 83.
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CAPITOLO TERZO
LA RICERCA DI UN EQUO CONTEMPERAMENTO 
TRA SICUREZZA E DIRITTI INDIVIDUALI
1. I dati genetici: peculiarità e delicatezza
     Nonostante la riscontrata utilità delle banche dati del DNA 
ad  uso  forense  in  relazione  al  fine  della  prevenzione  e 
repressione dei crimini, l'istituzione di un archivio genetico  – 
così  come,  in  generale,  il  riconoscimento  normativo  delle 
tecniche  di  identificazione  basate  sul  DNA come  prova  nel 
processo  penale  –  solleva  delicate  questioni  circa  la  sua 
compatibilità  con  la  protezione  dei  diritti  individuali  e,  in 
particolar modo, con la tutela della riservatezza.
In tale ottica, risulta fondamentale evitare che la concorrenza 
con i diritti fondamentali sia risolta a vantaggio indiscriminato 
degli  obiettivi  di  protezione  della  collettività  e  dell'ordine 
pubblico,  cercando  un  punto  di  equilibrio  tra  gli  interessi 
confliggenti152. 
Tali considerazioni possono comprendersi a pieno esaminando 
le peculiarità di quei dati oggetto della disciplina in esame, vale 
a dire i dati genetici153.
Sulla  nozione  di  dato  genetico  assistiamo ad  una  diatriba  in 
152FANUELE, Dati genetici e procedimento penale, Padova, 2009, 62.
153MARCHESE, CAENAZZO, RODRIGUEZ, La materia penale e il  “doppio  
binario” della Corte europea: le garanzie al di là delle apparenze, in Riv. ital.  
dir. proc. pen., 2013, 1865.
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seno alla dottrina, la quale vede fronteggiarsi due opinioni: la 
prima, per la quale il criterio discretivo sarebbe rappresentato 
dalla fonte – il test genetico (avente ad oggetto solo l'analisi del 
DNA, escluso l'RNA, cromosomi o proteine) – e che riconosce 
come dato genetico solo l'informazione risultante da tale test154; 
la seconda, che modella la nozione sul contenuto, formato da 
tutte  le  notizie  relative  alle  caratteristiche  genetiche  di  una 
persona,  anche  quelle  tratte  dalla  storia  familiare,  dal  suo 
comportamento e da analisi mediche155. 
La  dottrina  è,  invece,  unanime  nel  riconoscere  le  peculiarità 
della categoria dei dati genetici rispetto alla generalità dei dati 
personali, che, per l'appunto, li comprende.
Innanzitutto, la immodificabilità dei dati genetici, nonostante il 
passare del tempo, fa sì che la loro divulgazione sia ben più 
pericolosa rispetto a quella di altri dati personali: si rischia che 
si  affermino  politiche  di  sorveglianza  in  grado di  imprimere 
nella  società  categorie  di  “minoranze  ritenute  socialmente 
pericolose” da tenere  sotto  controllo,  sacrificandone il  diritto 
alla riservatezza.
In secondo luogo, la predittività dei dati genetici circa probabili 
future condizioni di salute dell'individuo (anche riguardo alla 
inclinazione a comportamenti violenti ed aggressivi156) spinge la 
154ANNAS,  GLANTZ,  ROCHE,  Drafting  the  Genetic  Privacy  Act:  science,  
policy and pratical  considerations, in Journal of Law, Medicine and Etichs, 
1995, 360 ss.
155Cfr.  STEFANINI,  Dati  genetici  e  diritti  fondamentali.  Profili  di  diritto  
comparato ed europeo, Padova, 2008.
156La giurisprudenza ha più volte riconosciuto una diminuzione della pena a causa 
della  predisposizione  genetica  dell'individuo  a  comportamenti  antisociali, 
affermata dal perito. Vd. sent. n. 5 del 2009 della Corte di Assise di Appello di  
Trieste e sent. n. 536 del 2011 del Giudice dell'udienza preliminare di Como. 
MARCHETTI, Il cervello a giudizio. Le lontane origini di due recenti sentenze  
italiane, in Psicologia e giustizia, n.2, 2012.
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dottrina  a  parlare  di  “paradosso  genetico”,  espressione  che 
indica  la  contrapposizione  tra  le  potenzialità  degli  esami 
genetici  e  il  timore che i  risultati  dei  test  vengano impiegati 
illecitamente, quale mezzo di discriminazione, specialmente in 
ambito assicurativo e occupazionale.157 Gli assicuratori, invero, 
potrebbero  decidere  se  concludere  o  meno  il  contratto  di 
assicurazione in  base  agli  esiti  degli  esami dei  dati  genetici, 
utilizzando  la  predittività  come  criterio  di  valutazione  del 
rischio o, ancora, i datori di lavoro potrebbero indagare sulle 
caratteristiche  fisiche  dei  candidati  all'impiego  attraverso  le 
informazioni  genetiche  oppure  utilizzarle  come  motivo  di 
licenziamenti o mancate assunzioni.
In  terzo  luogo,  i  dati  genetici  sono  contraddistinti  dalla 
condivisione tra  persone  legate  da  relazioni  biologiche:  il 
“gruppo biologico” è quell'insieme (distinto dalla  famiglia in 
senso  civilistico)  di  coloro  che  hanno  le  medesime 
caratteristiche  ereditarie,  esclusi  i  soggetti  che,  pur  essendo 
parenti secondo l'ordinamento giuridico, non hanno legami di 
natura  biologica  con  l'interessato  (come,  ad  esempio,  un 
genitore  adottivo o  un coniuge che non siano consanguinei). 
Dunque, i dati genetici appartengono a più contitolari: ciò rende 
possibile l'esperimento di una tecnica investigativa che avanza 
complesse  problematiche  etico-giuridiche  e  che  è  stata  già 
affrontata  in  questa  sede158,  ossia  la  tecnica  del  familial  
searching.
157ANNECA,  Test  genetici  e  diritti  della  persona,  in  Trattato di  biodiritto.  Il  
governo del corpo, tomo II, La dimensione genetica, a cura di CANESTRARI, 
FERRANDO, MAZZONI, RODOTÀ e ZATTI, Milano, 2011, 406 ss.
158Vd. Cap. 1, par. 3.4.
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Così, sulla base di queste caratteristiche, si comprende come il 
trattamento  dei  dati  genetici  metta  in  discussione  la  persona 
nella sua dimensione costituzionale159 e, in particolar modo, ne 
comprometta la sfera della riservatezza160.
1.2. Il principio di riservatezza
Ad oggi,  nel  nostro  ordinamento,  manca  una  definizione 
puntuale  del  diritto  alla  riservatezza,  il  quale  assume  aspetti 
multiformi a seconda degli ambiti di riferimento.
La  nascita  e  l'evoluzione  del  diritto  alla  riservatezza  vedono 
come protagonista la Corte Costituzionale, la quale ha tracciato 
il suo percorso in materia in un periodo di circa quarant'anni. 
Tuttavia,  la  giurisprudenza  costituzionale  non  è  riuscita  a 
delineare  parametri  precisi  per  definire  il  contenuto  di  tale 
diritto o per agganciarlo ad una specifica norma costituzionale.
La  progressiva  specificazione  dei  contenuti  del  diritto  alla 
privacy da parte della Corte Costituzionale è avvenuta a causa 
della  costante  necessità  di  un  bilanciamento  con  diritti  ed 
interessi  diversi,  spesso  incompatibili,  ma  espressamente 
tutelati  dalla  Costituzione  (soprattutto  nell'ambito  degli 
accertamenti  penali).  Però,  non  è  stato  possibile  delimitare 
nettamente  i  confini  del  diritto  alla  riservatezza,  in  quanto 
questo è in grado di assumere numerose sfaccettature, talvolta 
159GENNARI,  Bioinformazione e indagini penali: la legge n. 85 del 30 giugno  
2009, in Resp. civ e prev., 2009, 2635.
160MARCHESE, CAENAZZO, RODRIGUEZ, La materia penale e il  “doppio  
binario” della Corte europea: le garanzie al di là delle apparenze, in Riv. ital.  
dir. proc. pen., 2013, 1870.
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suscettibili  di  sovrapporsi  con  diritti  costituzionalmente 
garantiti, talvolta non riconducibili a schemi predeterminati. 
Proprio  per  questo,  la  Corte  costituzionale  ha  deciso  di 
muoversi in linea con la giurisprudenza della Corte Europea dei 
Diritti Umani, la quale non ha mai dettato una regola generale, 
applicando il parametro specifico (che manca a livello interno), 
ossia l'art. 8 CEDU, ai singoli casi concreti. 
In virtù di ciò, la Corte costituzionale ha affrontato i singoli casi 
concreti  rinunciando  a  dettare  una  definizione  espressa  e 
generale  del  diritto  alla  privacy.  D'altronde,  questa  strategia 
corrisponde al tipo di giudizio che è affidato al giudice delle 
leggi nel nostro ordinamento, il quale è chiamato a risolvere un 
conflitto  non  generale  ed  astratto,  bensì  ancorato  al  caso 
concreto161.
Ripercorrendo l'iter del giudice delle leggi in materia, vediamo 
come nelle prime sentenze costituzionali la Corte si limitava a 
richiamare la riservatezza sullo sfondo, qualificandola come un 
generico  valore  ricompreso  nella  sfera  della  libertà  della 
persona e comprimibile per tutelare le opposte esigenze della 
collettività  nel  campo  della  sicurezza,  dell'economia  e  della 
finanza pubblica162.
È stato negli anni settanta che la giurisprudenza costituzionale 
in  materia  di  riservatezza  ha  compiuto  un  notevole  passo  in 
avanti: con la sentenza n. 34 del 1973163 la Corte costituzionale, 
esprimendosi  in  materia  di  intercettazione  telefonica,  ha 
161AA.VV. Protezione dei dati personali e accertamento penale, a cura di NEGRI, 
Roma, 2007, 27 e ss. 
162Corte Cost., 28 giugno 1963, n. 121, in Gazz. Uff., n. 187, 13 luglio 1963. 
163Corte Cost., 6 aprile 1973, n. 34, in Giur. Cost., 1973, 317.
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ancorato il diritto alla riservatezza a norme costituzionali ben 
precise ed ha individuato un duplice piano di tutela di questo 
diritto,  il  quale  rilevava,  in  questo  caso,  come  diritto  alla 
segretezza delle comunicazioni. 
Innanzitutto, il diritto alla riservatezza è stato riconosciuto come 
connaturale  ai  diritti  della  personalità,  definiti  inviolabili 
dall'art. 2 Cost. 
Tuttavia, il riferimento a tale articolo, quale norma fondante del 
diritto in questione, non forniva indicazioni sul contenuto dello 
stesso,  ma  era  semplicemente  un  generale  riconoscimento  di 
una serie di diritti, tra cui la riservatezza; inoltre, non essendo 
determinata la fattispecie, non si potevano individuare i limiti 
del diritto né gli strumenti giuridici della sua tutela.
Pertanto,  la  Corte  ha  affiancato  una  seconda  norma  di 
riferimento per il diritto alla riservatezza delle comunicazioni: 
l'art. 15  Cost., il quale prevede specifici obblighi per lo Stato 
nel caso in cui, per la tutela di altri interessi costituzionali, si 
debba comprimere la riservatezza.
In questo modo, si è iniziato a delineare un diritto ancorato a 
precise  norme  costituzionali  e  si  è  innalzato  uno  schermo 
protettivo a tutela dello stesso164. 
In particolare, dal combinato disposto dell'art. 2 con l'art. 15 è 
emerso  che  le  parti  possono  sempre  eccepire,  nel  corso  del 
processo, l'illegittimità del ricorso al mezzo dell'intercettazione. 
Altresì, è stato affermato l'obbligo giuridico del segreto degli 
operatori  che  vengono  a  contatto  con  il  materiale  trattato, 
164AA.VV. Protezione dei dati personali e accertamento penale, a cura di NEGRI, 
Roma, 2007, 37.
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nonché  il  principio  per  cui  è  acquisibile  agli  atti  solo  il 
materiale pertinente ai fatti.
Da  questa  decisione  in  poi,  la  Corte  ha  utilizzato  sempre  lo 
stesso  schema,  affiancando,  di  volta  in  volta,  all'art.  2  Cost. 
riferimenti normativi differenti e adatti al caso concreto.
In particolare, si ricorda la sentenza n. 38 del 1973, nella quale 
la  Corte  costituzionale,  giudicando  prevalente  il  diritto  alla 
privacy rispetto  alle  esigenze  della  libertà  di  stampa,  ha 
ancorato il  primo agli  articoli  2,  3 comma 2, e 13 comma 1 
Cost.,  i  quali  «riconoscono e garantiscono i  diritti  inviolabili 
dell'uomo  tra  i  quali  rientra  quello  del  proprio  decoro,  del 
proprio onore, della propria rispettabilità, riservatezza, intimità 
e  reputazione  sanciti  espressamente  dagli  artt.  8  e  10  della 
CEDU»165.
Sebbene le varie pronunce costituzionali non abbiano portato al 
riconoscimento di un parametro univoco per la definizione del 
diritto alla riservatezza, la stessa è stata dichiarata appartenente 
al nucleo essenziale dei valori della personalità e ad allontanare 
ogni perplessità circa il suo rango costituzionale è intervenuta la 
sentenza costituzionale n. 173 del 2009 che ha parlato di «un 
diritto fondamentale riguardante la vita privata dei cittadini nei 
suoi  molteplici  aspetti»,  riaffermando  la  necessità  di  dare  al 
165Corte Cost., 5 aprile 1973, n. 38, in Gazz. Uff. del 18 aprile 1973, n. 102 del 18 
aprile 1973, nella quale la Corte costituzionale era stata chiamata a giudicare la  
legittimità delle norme che inibivano l'uso dell'immagine altrui anche quando 
destinata alla stampa.
Ancora,  vedi Corte Cost.,  24 aprile 2002, n.  135, in  Foro it.,  2004, 390. In 
questa sentenza in materia di videoriprese, la Corte ha richiamato il legislatore 
al rispetto dell'articolo 14 Cost., qualora avesse voluto regolare la ripresa nel 
domicilio  come  mezzo  d'indagine  estraneo  alla  captazione  telefonica,  in 
quanto,  in  questo  caso,  era  la  libertà  di  domicilio,  espressione  di  un  più 
generale concetto di riservatezza, ad essere messa in pericolo.
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diritto  fondamentale  alla  riservatezza  una  tutela  più  intensa, 
rispetto a quanto già fatto166.
Le questioni che in questa sede ci interessano attengono a due 
particolari ambiti della riservatezza167: la  physical privacy e la 
informational privacy. 
La prima viene  in  gioco nella  fase  del  prelievo di  campioni 
biologici  senza  il  consenso  dell'interessato168,  mentre  la 
seconda, che coincide con la facoltà di  trattenere i  dati  nella 
propria  sfera  privata  e  –  quando gli  stessi  siano ormai  fuori 
dalla propria disponibilità  – di  controllarne diffusione ed uso 
pubblico,  può  essere  compressa  dall'archiviazione  elettronica 
dei dati genetici169. 
In  altre  parole,  quest'ultima  sfumatura  del  diritto  alla 
riservatezza  coincide  con  il  diritto  all'autodeterminazione 
dell'individuo in ordine alla conoscibilità del dato personale170, 
in virtù del qual diritto l'individuo è posto in condizione di poter 
conoscere il  tipo di informazioni di cui lo Stato dispone e il 
modo in cui possono essere impiegate.
Siamo di fronte ad un versante attivo della riservatezza, diverso 
166 C. cost. Sent. 11 giugno 2009, n. 173 in Giur. Cost., 2009, 1929. 
      Cfr. GENNARI, Genetica forense e Codice della privacy: riflessioni su vecchie  
e nuove banche dati, in Resp. civ.e prev., 2011, 1187. 
167La dottrina ha osservato, infatti, come le componenti del diritto alla  privacy 
siano  tre,  le  quali  sono  spesso  collegate  tra  loro:  la  physical  privacy;  la 
decisional privacy; la  informational privacy. La prima «is concerned with the  
protection of one's home and one's bodily integrity»; la seconda  «entails the  
right to render personal decisions without undue external pressure» e la terza 
corrisponde al diritto  «to control one's personal information». Cfr. MAYER-
SCHÖNBERG, Strand of privacy: Dna databases, Informational Privacy, and  
the  OECD  Guidelines,  in  AA.VV. Dna  and  the  Criminal  Justice  System, 
Massachusetts, 2004, 224.
168Vd. cap. 2, par 2.1.
169FANUELE, Dati genetici e procedimento penale, Padova, 2009, 65.
170GALGANI,  Libertà personale e  'raccolta'  di  campioni biologici:  eccessi  di  
zelo difensivo o formalismi della Suprema Corte?, in  Riv. ital. dir. proc. pen., 
2008, 1829.
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dal  concetto  che  la  maggior  parte  di  sentenze  costituzionali, 
avendo  a  che  fare  con  la  materia  processuale  penale,  hanno 
riguardato (ovvero la riservatezza come libertà da intrusioni ed 
invasioni esterne, provenienti dal processo penale nell'intento di 
acquisire conoscenze utili). 
In particolare, il riconoscimento del diritto alla protezione dei 
dati personali si è avuto con il d.lgs. 30 giugno 2003, n. 196: il 
Codice  della  privacy ne  consacra  l'autonomia  rispetto  al  più 
generico diritto alla riservatezza. 
Il  perimetro  della  nuova  area  di  tutela  emerge  nella  sua 
ampiezza, in particolare, dalle definizioni di «dato personale», il 
quale  si  identifica  con  ogni  informazione  relativa  a  persona 
fisica  o  giuridica,  ente  od  associazione,  individuata  o 
individuabile,  anche  in  via  indiretta,  e  di  «trattamento», che 
consiste  in  ogni  operazione  che  comporti  la  raccolta,  la 
registrazione, la conservazione, la consultazione, l'elaborazione, 
il  raffronto,  l'utilizzo,  l'interconnessione,  il  blocco,  la 
comunicazione, la diffusione, la cancellazione e la distruzione 
di dati (art.4). 
Più che un diritto unitario vero e proprio,  dunque,  lo statuto 
della  privacy si  premura  di  tutelare  un  fascio  di  situazioni 
soggettive, da cui si estrapola il concetto di autodeterminazione 
informativa, traducibile nel bisogno di riaffermare la potestà del 
singolo sui dati a lui riferibili.
Il baricentro di tutela si sposta, così, dal bisogno di solitudine e 
discrezione  (tutelato  dall'originario  nucleo  del  diritto  alla 
riservatezza,  così  come identificato dalla  Corte costituzionale 
nelle sentenze predette) alla necessità di esercitare un «controllo 
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sui  detentori  delle  informazioni,  in  una  prospettiva 
caratterizzata da redistribuzione di potere sociale»171.
Tuttavia, nonostante il riconoscimento del rango fondamentale 
del diritto all'autodeterminazione informativa, quasi tutti i poteri 
riconosciuti alla persona cui il dato si riferisce arretrano – sin 
quasi  a  svanire  –  di  fronte  ad  esigenze  di  giustizia  a  cui  fa 
fronte il processo penale: il conflitto tra l'esigenza di privatezza 
e il pubblico interesse all'accertamento degli illeciti penali viene 
risolto,  dal  legislatore  del  2003,  a  tutto  vantaggio  del 
secondo172.
Il diritto all'autodeterminazione informativa, tra l'altro, non può 
dirsi adeguatamente sviluppato nella giurisprudenza della Corte 
Costituzionale, la quale in una sola occasione, ossia con la sent. 
271 del 2005173, ha definito il diritto dei singoli in relazione ai 
propri  dati  personali.  Dovendo  chiarire  il  riparto  delle 
competenze tra Stato e Regioni in materia di  riservatezza,  la 
Corte  ha  dichiarato  che  la  materia  dei  dati  personali  non 
concerne prestazioni che lo Stato deve erogare ai cittadini, ma 
«una  serie  di  diritti  personali  attribuiti  ad  ogni  singolo 
interessato, consistenti nel potere di controllare le informazioni 
che lo riguardano e le modalità con cui viene effettuato il loro 
trattamento».  Questa  definizione  ha  permesso  di  risolvere  il 
riparto in questa materia: la competenza è stata ricondotta non 
nella lettera m) dell'art. 117 Cost., ma nella lettera i). 
171RODOTÀ,  Persona,  riservatezza,  identità.  Prime note sistematiche  sui  dati  
personali, in Riv. crit. Dir. priv., 1997, 590, cit.
172AA.VV. Protezione dei dati personali e accertamento penale, a cura di NEGRI, 
Roma, 2007, 3 e ss.
173Corte Cost., sent. n. 271 del 2005, in  Urbanistica e appalti, 2005, 1285, con 
nota di CASSANO.
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Nonostante non si possa, in base a questa parole della Corte, 
ritenere  costituzionalizzata  tale  specifica  nozione  di  privacy, 
bisogna comunque non trascurare l'avvicinamento della Corte 
ad una nozione più ampia e di gran lunga più complessa del 
diritto alla riservatezza174.
2. I dati genetici nel Codice della Privacy
Come  abbiamo  visto,  i  dati  genetici  costituiscono  una 
speciale categoria dei dati personali175. Invero, la loro tutela è 
inquadrabile  nel  Codice  per  la  protezione  dei  dati  personali 
(anche detto Codice della  privacy), ossia il decreto legislativo 
30 giugno 2003, n. 196176.
Anzitutto, relativamente all'ambito del presente lavoro, merita 
attenzione  l'articolo  55,  intitolato  “Particolari  tecnologie”,  il 
quale  recita:  «Il  trattamento  di  dati  personali  che  implica 
maggiori  rischi  di  un  danno  all'interessato,  con  particolare 
riguardo a banche di dati genetici o biometrici, a tecniche basate 
su  dati  relativi  all'ubicazione,  a  banche  di  dati  basate  su 
174AA.VV. Protezione dei dati personali e accertamento penale, a cura di NEGRI, 
Roma, 2007, 52 e ss.
175L'art. 4 del d.lgs 196/2003 definisce dato personale «qualunque informazione 
relativa  a  persona  fisica,  identificata  o  identificabile,  anche  indirettamente, 
mediante riferimento a qualsiasi altra informazione, ivi compreso un numero di 
identificazione personale».
     Per di più, la dottrina riconduce il dato genetico nella nozione più specifica di  
dati identificativi, che il Codice della privacy definisce come «i dati personali 
che permettono l'identificazione diretta dell'interessato». LAGO, Il trattamento  
dei  dati  e  dei  campioni  biologici:  la  banca  dati  nazionale  del  DNA  e  il  
bilanciamento tra le ragioni di giustizia e la tutela della privacy, in Prelievo 
del DNA e banca dati nazionale, a cura di SCARCELLA, Padova, 2009, 111.
176Il testo del decreto è consultabile all'indirizzo www.garanteprivacy.it 
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particolari  tecniche  di  elaborazione  delle  informazioni  e 
all'introduzione  di  particolari  tecnologie,  è  effettuato  nel 
rispetto  delle  misure  e  degli  accorgimenti  a  garanzia 
dell'interessato prescritta ai sensi dell'articolo 17 sulla base di 
preventiva comunicazione ai sensi dell'articolo 39».
Essendo richiamato l'articolo 39177, le singole forze di polizia, 
qualora  intendano  costruire  banche  dati  genetiche  ad  uso 
forense,  hanno  l'onere  della  preventiva  comunicazione  al 
Garante178. 
Il  rinvio all'articolo 17179 impone, invece, che il  Garante,  una 
volta  ricevuta  la  comunicazione,  impartisca  misure  ed 
accorgimenti a tutela dell'interessato, a pena di inammissibilità 
del trattamento.
Successivamente, viene in risalto l'articolo 90180, commi 1 e 2, il 
177L'art 39 (“Obblighi di comunicazione”) del d.lgs. 196/2003 recita:  «Il titolare 
del  trattamento è tenuto a comunicare al  Garante le seguenti circostanze: a) 
comunicazione  di  dati  personali  da  parte  di  un  soggetto  pubblico  ad  altro 
soggetto  pubblico  non  prevista  da  una  norma  di  legge  o  di  regolamento, 
effettuata in qualunque forma, anche mediante convenzione; b) trattamento di 
dati  idonei  a  rivelare  lo  stato  di  salute  previsto  dal  programma  di  ricerca 
biomedica o sanitaria di cui all'art. 110, comma 1, primo periodo. I trattamenti 
oggetto di comunicazione ai sensi del comma 1 possono essere iniziati decorsi 
quarantacinque  giorni  dal  ricevimento  della  comunicazione  salvo  diversa 
determinazione  anche  successiva  del  Garante.  La  comunicazione  di  cui  al 
comma 1 è inviata utilizzando il  modello predisposto e reso disponibile dal 
Garante, e trasmessa a quest'ultimo per via telematica osservando le modalità di 
sottoscrizione con firma digitale e conferma del ricevimento di cui all'articolo 
38, comma 2, oppure mediante telefax o lettera raccomandata».
178GENNARI,  Genetica forense e Codice della privacy: riflessioni su vecchie e  
nuove banche dati, in Resp. civ. e prev., 2011, n. 5, 1186.
179Nell'articolo  17  (“Trattamento  che  presenta  rischi  specifici”)  si  legge:  «Il 
trattamento dei dati diversi da quelli sensibili e giudiziari che presenta rischi 
specifici  per  i  diritti  e  le  libertà  fondamentali,  nonché  per  la  dignità 
dell'interessato, in relazione alla natura dei dati o alle modalità del trattamento o 
agli  effetti  che  può  determinare,  è  ammesso  nel  rispetto  di  misure  ed 
accorgimenti  a  garanzia  dell'interessato,  ove  prescritti.  Le  misure  e  gli 
accorgimenti di cui al comma 1 sono prescritti dal Garante in applicazione dei 
principi  sanciti  dal  presente  codice,  nell'ambito  di  una  verifica  preliminare 
all'inizio del trattamento, effettuata anche in relazione a determinate categorie 
di titolari o di trattamenti, anche a seguito di un interpello del titolare».
180L'articolo 90 è  l'unico del  Capo V,  il  quale è  intitolato per  l'appunto “Dati 
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quale  si  inserisce  nella  disciplina  del  trattamento  dei  dati 
personali in ambito sanitario, cioè nel Titolo V.
L'articolo in questione sottolinea l'importanza di norme ad hoc 
per  i  dati  genetici,  disponendo  che  il  loro  trattamento,  da 
chiunque  effettuato,  è  consentito  solo  nei  casi  previsti  da 
apposita autorizzazione rilasciata dal Garante per la protezione 
dei  dati  personali,  sentito  il  Ministro  della  Salute,  il  quale 
acquisisce  il  parere  del  Consiglio  Superiore  della  Sanità;  la 
relativa  autorizzazione  deve  contenere  gli  elementi  elencati 
nell'articolo 13 del Codice stesso, il quale riguarda l'oggetto su 
cui va prestato il consenso, e specificare le finalità perseguite e i 
risultati ottenibili con il trattamento, anche in relazione al diritto 
di opporsi per motivi legittimi181.
Al  fine  di  conferire  un'impronta  organica  alla  materia,  il 
Garante  per  la  protezione dei  dati  personali  ha  rilasciato nel 
corso degli anni diverse Autorizzazioni generali al trattamento  
dei dati genetici. 
Dalla  prima,  che  risale  al  22  febbraio  2007,  all'ultima 
rinnovazione,  del  giorno  11  dicembre  2014182 –  la  quale  è 
divenuta efficace dal 1 gennaio 2015 e lo sarà fino 31 dicembre 
2016  –  tutte  le  autorizzazioni  sono  rivolte  agli  esercenti  le 
professioni sanitarie, agli organismi sanitari pubblici e privati, 
ai  laboratori  di  genetica  medica,  agli  enti  e  agli  istituti  di 
ricerca, agli operatori nell'ambito della consulenza genetica, ai 
genetici”, del Titolo V.
181MARCHESE – CAENAZZO – RODRIGUEZ, La materia penale e il “doppio  
binario” della Corte europea: le garanzie al di là delle apparenze, in Riv. ital.  
dir. proc. pen., 2013, 1878.
182Le Autorizzazioni generali al trattamento dei dati genetici sono consultabili nel 
sito www.garanteprivacy.it
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farmacisti,  agli  organismi  internazionali  riconosciuti  dal 
Ministero  degli  Esteri,  ai  difensori  (per  lo  svolgimento  di 
investigazioni  difensive)  e  agli  organismi  di  mediazione 
pubblici  e  privati;  le  autorizzazioni  rinviano  ad  un  futuro 
provvedimento il compito di dettare regole destinate a soggetti 
pubblici in ambito giudiziario, per finalità di giustizia o difesa 
dello  Stato,  ma  i  principi  affermati  dalle  autorizzazioni 
sembrano potersi  applicare  estensivamente  anche alle  banche 
dati nazionali ad uso forense183. 
Innanzitutto, esse definiscono il dato genetico come «il risultato 
di  test  genetici  o  ogni  altra  informazione  che, 
indipendentemente  dalla  tipologia,  identifica  le  caratteristiche 
genotipiche  di  un  individuo  trasmissibili  nell'ambito  di  un 
gruppo di persone legate da vincoli di parentela».
Una parte importante delle autorizzazioni riguarda le garanzie 
soggettive:  il  trattamento  delle  informazioni  genetiche  deve 
avvenire nel rispetto della dignità e dei diritti fondamentali della 
persona  ed  è  condizionato  al  consenso  dell'interessato, 
espressamente definito, scritto e revocabile.184 
Affinché si abbia un consenso consapevole, deve esserci  una 
informativa  più  ampia  rispetto  a  quanto  previsto  in  generale 
dall'articolo 13 del Codice della privacy: il titolare dei dati deve 
essere informato circa tutte le specifiche finalità perseguite, gli 
esiti perseguibili tramite il trattamento, il i diritti esercitabili e il 
183FELICIONI,  La prova del DNA: profili giuridici, in La prova scientifica nel  
procedimento penale, a cura di TONINI, supplemento a Dir. pen. proc., 2008, 
n. 6, 52.
184ANNECCA,  Test genetici e diritti  della persona, in  Trattato di biodiritto. Il  
governo del corpo, tomo II, La dimensione genetica, a cura di CANESTRARI, 
FERRANDO, MAZZONI, RODOTÀ e ZATTI, Milano, 2011, 397.
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periodo  di  conservazione  dei  dati  genetici  e  dei  campioni 
biologici.
Per il consenso alla raccolta dei dati tratti dal materiale organico 
depositato in biobanche a scopo di ricerca sono mutuate alcune 
disposizioni di  fonti  internazionali185:  il  consenso deve essere 
libero, espresso, informato, preventivo, revocabile e scevro da 
influenzato da incentivi economici o di profitto. In particolare, 
il soggetto deve essere informato circa l'esistenza di un archivio 
contenente i suoi dati genetici, l'identità dei soggetti idonei ad 
accedervi e gli scopi per i quali l'accesso può avere luogo, le 
generalità dei responsabili del servizio, gli organismi o enti ai 
quali  possono  essere  inoltrate  le  informazioni  acquisite,  il 
periodo  di  conservazione  dei  profili  genetici  e  dei  campioni 
biologici, nonché i diritti esercitabili.
È  richiesta,  altresì,  la  predisposizione  di  una  consulenza 
genetica e psicologica, con la garanzia per l'interessato di non 
riconoscere i risultati dell'esame186 e vengono imposte regole di 
condotta  per  eseguire  screening genetici  e  indagini  medico-
legali.
Inoltre, tra le prescrizioni delle autorizzazioni che si ritengono 
applicabili  alla  banca  dati  nazionale  del  DNA,  troviamo una 
serie di misure di sicurezza che è necessario adottare: un idoneo 
sistema di controllo per l'accesso ai locali ove siano custoditi 
campioni  biologici  e  profili  genetici;  l'identificazione 
185Dichiarazione  universale  sul  genoma  umano  e  sui  diritti  umani  (1997), 
Dichiarazione  universale  sui  dati  genetici  umani  (2003),  Dichiarazione 
universale sulla bioetica e i diritti umani (2005).
186ANNECCA,  Test genetici e diritti  della persona, in  Trattato di biodiritto. Il  
governo del corpo, tomo II, La dimensione genetica, a cura di CANESTRARI, 
FERRANDO, MAZZONI, RODOTÀ e ZATTI, Milano, 2011, 398.
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individuale  degli  incaricati;  l'integrità,  la  tracciabilità  e  la 
qualità  del  dato;  l'utilizzo  di  un  sistema di  cifratura  dei  dati 
trasmessi  in  formato  elettronico  e  l'impiego  della  posta 
elettronica  certificata  e  dell'autenticazione  informatica 
dell'utente; l'adozione del principio di separazione (in base al 
quale l'identità genetica del soggetto è disgiunta dagli altri suoi 
dati  personali);  la  previsione  di  termini  di  conservazione  dei 
dati  e  dei  campioni  non  eccedenti  quanto  strettamente 
necessario al raggiungimento delle finalità perseguite187.
Queste ultime garanzie si ritrovano – come vedremo a breve – 
dalla  legge  85/2009,  la  quale,  d'altronde,  riprende  svariati 
articoli  del  Codice  del  privacy,  adattandoli  alla  disciplina 
specifica dell'archivio genetico e per alcuni versi rafforzandoli.
Quello che è stato palesemente ignorato dalla legge sulla Banca 
dati  è,  invece,  la  necessità  della  sussistenza  di  un  consenso 
consapevole  dell'interessato  al  trattamento  dei  propri  dati 
genetici.
3.  Il  panorama  sovranazionale.  La  sentenza  S.  and 
Marper vs. UK
Volgendo  lo  sguardo  al  contesto  sovranazionale,  il 
bilanciamento  tra  riservatezza  e  sicurezza  pubblica  è  stato 
affrontato dalla Corte Europea dei Diritti dell'Uomo nel caso S.  
187MARCHESE, CAENAZZO, RODRIGUEZ, La materia penale e il  “doppio  
binario” della Corte europea: le garanzie al di là delle apparenze, in Riv. ital.  
dir. proc. pen., 2013, 1875 ss.
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and Marper vs. Uk188, in occasione del quale si è pronunciata, 
nel giorno 4 dicembre 2008, con una memorabile sentenza . 
La  pronuncia  in  questione  rappresenta  il  primo  intervento 
giurisprudenziale europeo nella materia delle banche del DNA 
ad uso forense189 ed afferma principi di portata assolutamente 
generale.
Le  vicende  riguardavano  due  cittadini  inglesi:  L.S.,  minore 
all'epoca dei fatti, arrestato il 19.01.2001, con l'accusa di tentata 
rapina, e Michael Raymond Marper, maggiorenne, accusato di 
violenza  sessuale  nei  confronti  della  partner  e  arrestato  il 
13.03.2001. I due soggetti  erano stati  sottoposti a prelievo di 
impronte digitali e di campioni biologici, allo scopo di inserire 
nel database nazionale il loro profilo genetico. 
All'esito del processo veniva riconosciuta la loro innocenza190, 
tuttavia  i  due  soggetti  non  ottenevano  la  rimozione  dei  loro 
profili dall'archivio. 
In  seguito  al  rifiuto  di  cancellazione  da  parte  della  polizia, 
nasceva allora una lunga vicenda giudiziaria, che vedeva i due 
188CEDU, 04.12.2008, S. and Marper vs UK, in www.echr.coe.int , sentenze nn. 
30562/04 e 30566/04.
189Nel caso Van der Velden v. the Netherlands (17.12.2006, n. 29514/05, ECHR-
III) la Corte europea dei Diritti dell'Uomo aveva affrontato il tema dei profili 
genetici impiegati per scopo investigativo penale, ma si era espressa solo in 
punto di  prelievo biologico coatto  e  non sulle  banche dati  contenenti  simili 
informazioni. Il caso riguardava un soggetto condannato per estorsione, il quale 
riteneva che il prelievo di materiale biologico al quale era stato sottoposto fosse 
illegittimo  ex  art.  7  CEDU  (nella  misura  in  cui  l'ordine  del  PM  aveva 
rappresentato una misura ulteriore che non era possibile comminare all'epoca in 
cui  il  reato era  stato commesso),  art.  8  (violazione  della  privacy)  e  art.  14 
(misura discriminatoria). La Corte di Strasburgo aveva accolto solo le eccezioni 
relative all'art. 8  § 1, affermando – già in quella sede – che la detenzione dei 
dati  genetici  non  è  neutrale  e  costituisce  interferenza  nella  vita  privata  dei  
cittadini. 
190Segnatamente,  L.S.  veniva  assolto  in  data  14.06.2001,  mentre  nel  caso  di 
Marper  venivano ritirate  le  accuse  di  violenza,  prima della  conclusione  del 
processo.
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soggetti  ricorrere  contro  lo  Stato  inglese,  responsabile  del 
funzionamento  del  database  e  dell'attività  della  polizia, 
dapprima  davanti  ai  giudici  nazionali  e,  infine,  davanti  alla 
Corte Europea dei Diritti dell'Uomo191.
I  giudici  di  Strasburgo,  ribaltando  il  dettato  dei  giudici 
nazionali, hanno affermato che la semplice conservazione dei 
campioni  di  DNA e  di  impronte  digitali  comporti  di  per  sé 
un'interferenza  con  la  vita  privata  degli  individui e  che  la 
legislazione inglese192 non ha operato un corretto bilanciamento 
tra gli interessi confliggenti193. 
Si legge, infatti,  nella sentenza della Corte di Strasburgo:  «la 
natura non chiara e indiscriminata dei poteri di detenzione delle 
impronte digitali, dei campioni cellulari e dei profili di DNA dei 
soggetti sospettati ma non condannati di reati, come emerso nel 
caso  in  esame,  non  è  idonea  a  realizzare  un  corretto 
bilanciamento tra gli interessi pubblici e privati in concorso tra 
loro,  e  lo  Stato  convenuto  ha  oltrepassato  ogni  accettabile 
margine di apprezzamento in questo ambito. Di conseguenza la 
detenzione  in  questione  costituisce  un'interferenza  non 
191Sono  intervenuti,  a  sostegno  dei  ricorrenti,  alcuni  terzi,  ossia  Liberty (The 
National Council for Civil Liberties, una delle principali organizzazioni inglesi 
per la difesa e la promozione delle libertà, dei diritti umani e dei diritti civili), 
Privacy International (organismo no-profit supervisore delle interferenze nella 
vita privata, poste in essere dal Governo e dalle imprese private),  GeneWatch 
UK (che tutela la privacy genetica dei cittadini britannici e controlla l'impiego 
delle tecnologie scientifiche nell'ambito pubblico). Le diverse parti sono state 
sentite in udienza pubblica il 27.02.2008 alla presenza di 22 giudici, presieduti 
da  Jean  Paul  Costa,  che  sono  giunti  alla  decisione  finale  all'unanimità  nel 
giorno 04.12.2008.
192Si tratta del Criminal Justice and Police Act (CJPA), il quale permette, a fini di 
prevenzione e perseguimento dei crimini, la conservazione illimitata dei profili 
genetici di indagati, condannati o anche solo sospettati di aver commesso un 
crimine e poi prosciolti.
193SELLAROLI,  Il  “caso  S.  e  Marper”  e  la  Corte  europea:  il  DNA  e  il  
bilanciamento tra opposte esigenze in una società democratica, in  Leg. Pen., 
2009, 642.
101
proporzionata  con  il  diritto  degli  attori  al  rispetto  della  vita 
privata  e  non  può  essere  ritenuta  necessaria  in  una  società 
democratica»194. 
Benché nel caso di specie il tema considerato fosse la necessità 
di cancellazione o meno dei dati personali dopo la chiusura del 
procedimento penale “con esito positivo”195,  questa pronuncia 
afferma  –  in  linea  con  altri  documenti  europei  ed 
internazionali196 – la necessità di un reale bilanciamento tra il 
diritto  individuale  alla  privacy,  inevitabilmente  pregiudicato 
dalla  raccolta  e  gestione  dei  dati  genetici,  e  le  esigenze  di 
protezione della sicurezza pubblica, qualificando lo stesso come 
un  criterio  generale  di  misurazione  della  legittimità  del 
database genetico197.
Il  ragionamento  della  Corte  di  Strasburgo  prende  le  mosse 
dall'articolo  8  della  CEDU198,  il  quale  sancisce  il  diritto  alla 
riservatezza in tutte le sue forme: secondo i giudici europei, il 
concetto di private life è molto complesso e non è suscettibile di 
una  definizione  esaustiva,  in  quanto  comprende  ogni 
informazione  che  riguarda  l'identità  personale  e  sociale 
dell'individuo.  Alla  luce  di  ciò,  il  profilo  genetico  gode 
indubbiamente della protezione offerta dall'articolo 8, perché in 
194§ 125 della sentenza. SANTOSUOSSO e COLUSSI, La Banca Dati del DNA:  
questioni  in  tema  di  alimentazione,  trattamento  e  accesso,  presupposti,  
cancellazione e tempi di conservazione (artt. 5-15 l. n. 85/09), in Politica del  
diritto, 2011, 440-441, cit.
195Questione  di  certo  non  estranea  alla  normativa  italiana,  viste  le  lacune 
dell'articolo 13 della l. 85/2009 e la delicatezza, in relazione alla  privacy, del 
tema della cancellazione dei profili e distruzione dei campioni. Vd. par. 4.1.
196Vd. par. 3.1.
197GENNARI,  La istituzione della Banca dati  del  DNA ad uso forense:  dalla  
privacy alla sicurezza, in AA.VV. Prelievo del DNA e banca dati nazionale, a 
cura di SCARCELLA, Padova, 2009, 58.
198Cfr. § 126 della sentenza.
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grado di fornire un'ampia gamma di informazioni delicate sul 
titolare e il trattamento automatizzato dei dati genetici va ben 
oltre uno strumento di neutrale identificazione199. Considerato, 
dunque,  il  §  1  di  tale  articolo  (il  quale  afferma  che  «ogni 
persona  ha  diritto  al  rispetto  della  propria  vita  privata  e 
familiare,  del  proprio  domicilio  e  della  propria 
corrispondenza»), la  mera  detenzione  di  campioni  cellulari  e 
profili di DNA costituisce di per sé un'interferenza con il diritto 
alla riservatezza.
Il  § 2200 dell'art.  8  CEDU consente,  però,  casi  eccezionali  di 
intromissione nell'intimità delle persone coinvolte, in presenza 
di alcuni requisiti. 
Il primo di questi è rappresentato dal principio di legalità: ogni 
misura che influisca sulla riservatezza deve essere prevista dalla 
legge.  Secondo  l'interpretazione  estensiva  fatta  propria  dalla 
Corte  EDU201,  il  termine  «legge» non  va  circoscritto  all'atto 
legislativo emanato dal  Parlamento,  ma si  riferisce  a tutte  le 
disposizioni  aventi  valore  o  forza  di  legge  (così,  anche  ai 
documenti di tipo regolamentare, amministrativo, ai precedenti 
giudiziali,  alle  fonti  di  diritto  non  scritto,  al  diritto 
internazionale)202.  Tale  fonte  deve  possedere,  poi,  alcune 
199Così  era  stato  obiettato  dai  giudici  inglesi  (Alta  Corte,  Corte  d'Appello  e 
Camera dei  Lords,  le quali  avevano tutte rigettato le istanze). MARCHESE, 
CAENAZZO, RODRIGUEZ, La materia penale e il  “doppio binario” della  
Corte europea: le garanzie al di là delle apparenze, in Riv. ital. dir. proc. pen., 
2013, 1874.
200Esso recita: «Non può esservi ingerenza della pubblica autorità nell'esercizio di 
tale diritto se non in quanto tale ingerenza sia prevista dalla legge e in quanto 
costituisca  una  misura  che,  in  una  società  democratica,  è  necessaria  per  la 
sicurezza  nazionale,  l'ordine  pubblico,  il  benessere  economico  del  paese,  la 
prevenzione dei reati, la protezione della salute o della morale, o la protezione 
dei diritti e delle libertà altrui».
201Cfr. CEDU, 24.04.1990, Kruslin v. France, in  www.echr.coe.int .
202In tal modo, la Corte riesce a «far convivere i Paesi di Common law con quelli 
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caratteristiche,  ossia  l'accessibilità  pubblica (non  costituisce 
«legge»,  cioè,  un  atto  interno  ad  un  organo  o  segreto),  la 
prevedibilità (devono  essere  evidenti  le  conseguenze,  le 
sanzioni,  gli  effetti  della  sua  applicazione),  la  chiarezza (la 
legge deve essere comprensibile a tutti), la precisione (le regole 
contenute nella legge devono essere dettagliate), la completezza 
di previsioni e la tassatività, in modo da evitare interpretazioni 
estensive203. 
Il secondo requisito è il  principio di finalità, o, meglio, dello 
«scopo  legittimo», che  deve  essere  perseguito  attraverso 
l'ingerenza della pubblica autorità204.
Il  terzo  requisito,  idoneo  a  giustificare  le  restrizioni  della 
riservatezza,  è  rappresentato  dalla  «necessità  nella  società 
democratica»,  che  impone  di  evitare  mezzi  eccessivi  per 
raggiungere il fine prestabilito. 
Per valutare il rispetto di quest'ultimo requisito bisogna tenere 
in  conto  diversi  parametri,  quali  l'esigenza  sociale  rilevante, 
cioè  il  bisogno sociale imperativo che presuppone un attenta 
lettura  della  società  per  legittimare  la  compressione  della 
riservatezza; la rilevanza, pertinenza e sufficienza delle ragioni 
addotte  per  motivare  le  interferenze,  ovvero  l'adeguatezza  di 
queste  in  relazione  al  caso  visto  nel  suo  complesso;  la 
proporzionalità dell'ingerenza rispetto allo scopo legittimo – ed 
di  Civil law,  professando un principio unico di  legalità “europea”». CONTI, 
Impronte digitali e diritti umani. In ricordo di Rosario Livatino, in Pol. Dir., 4, 
2008, 613, cit.
203SANTOSUOSSO e COLUSSI,  La Banca Dati del DNA: questioni in tema di  
alimentazione,  trattamento  e  accesso,  presupposti,  cancellazione  e  tempi  di  
conservazione (artt. 5-15 l. n. 85/09), in Politica del diritto, 2011, 446.
204CAPITTA,   Conservazione  dei  DNA  profiles  e  tutela  europea  dei  diritti  
dell'uomo, in Archivio Penale, 2013, n.1, 10.
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è proprio questo l'aspetto più rilevante in questo caso –, intesa 
come giusto equilibrio tra lo scopo perseguito dallo Stato e il 
diritto riconosciuto, il quale si raggiunge nella scelta di tempi, 
strumenti e modi adeguati alle finalità da raggiungere. 
Le restrizioni della riservatezza (e, così, il compito di riempire 
di  contenuto  i  criteri  ai  quali  esse  vengono  ancorate)  sono 
comunque  rimesse  alla  scelta  degli  Stati,  essendo questo  più 
vicino ai cittadini e, pertanto, più idoneo a valutare le misure da 
assumere  ex ante nel concreto205, ferma restando la verifica da 
parte della Corte EDU  ex post sul rispetto dei diritti da parte 
dello Stato.
L'ampiezza di tale margine di apprezzamento varia in relazione 
a  materia,  circostanze  e  contesto,  e  dipende  da  molteplici 
fattori, come la natura del diritto della CEDU in questione, la 
sua  importanza  per  il  singolo,  la  natura  e  l'obiettivo 
dell'interferenza.  In  particolare,  ove  il  diritto  individuale  sia 
cruciale o estremamente personale, il margine di apprezzamento 
diminuirà,  mentre  aumenterà  nel  caso  in  cui  non  vi  sia 
concordanza nelle previsioni dei vari Paesi sull'importanza del 
diritto o sulle modalità di tutela206.
Di  conseguenza,  il  passo  successivo  della  Corte  è  quello  di 
procedere  per  gradi  agli  accertamenti  richiesti  dall'art.  8  §  2 
CEDU,  verificando  la  legittimità  dell'interferenza  nella  vita 
privata dei ricorrenti nel caso della legislazione inglese207.
205In  base  alla  giurisprudenza  della  stessa  Corte.  Cfr.  CEDU,  07.12.2006, 
Handyside v. UK, in  www.echr.coe.int .
206SANTOSUOSSO e COLUSSI,  La Banca Dati del DNA: questioni in tema di  
alimentazione,  trattamento  e  accesso,  presupposti,  cancellazione  e  tempi  di  
conservazione (artt. 5-15 l. n. 85/09), in Politica del diritto, 2011, 447.
207CAPITTA,   Conservazione  dei  DNA  profiles  e  tutela  europea  dei  diritti  
dell'uomo, in Archivio Penale, 2013, n.1, 9.
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Con particolare riferimento alla conservazione di informazioni 
genetiche, la Corte ritiene che il principio di legalità richieda 
regole dettagliate che prevedono le condizioni e le modalità di 
applicazione  di  tale  misura,  nonché  le  garanzie  minime 
riguardanti la sua durata, l'utilizzo delle informazioni, l'accesso 
di  terzi,  le  procedure  volte  a  preservare  l'integrità  e  la 
riservatezza dei  dati  e le  modalità  di  distruzione degli  stessi. 
Tale normativa dovrebbe poi essere connessa a scopi legittimi, 
espressi e ben individuati e dovrebbe essere proporzionata a tali 
finalità.
I  giudici,  dunque,  riconoscono  l'esistenza  nell'ordinamento 
britannico  di  una  base  normativa  che  disciplina  la 
conservazione  dei  dati  genetici,  la  quale  tuttavia  presenta  un 
contenuto vago ed impreciso. 
Circa il principio di finalità, la Corte ammette che nel caso di 
specie la conservazione dei dati del DNA è stata effettuata per 
perseguire finalità legittime, vale a dire la repressione dei reati e 
la  difesa  dell'ordine  pubblico,  ma  afferma  che  le  stesse  non 
possono giustificare qualsiasi azione arbitraria e indiscriminata 
delle forze di polizia208. 
Le  principali  lacune  della  legislazione  inglese,  però,  si 
riscontrano  nel  rispetto  della  «necessità  nella  società 
democratica» e  dei  suoi  parametri.  Ad  essere  violata  è, 
soprattutto, la proporzionalità: è questo, infatti, il punto cruciale 
della decisione.
La Corte ritiene che la conservazione illimitata, indifferenziata 
208SANTOSUOSSO e COLUSSI,  La Banca Dati del DNA: questioni in tema di  
alimentazione,  trattamento  e  accesso,  presupposti,  cancellazione  e  tempi  di  
conservazione (artt. 5-15 l. n. 85/09), in Politica del diritto, 2011, 448.
106
e  incondizionata  di  impronte  digitali,  campioni  biologici  e 
profili genetici di soggetti non condannati, senza la possibilità 
di  un  riesame  delle  motivazioni  della  ritenzione  e  senza  un 
richiamo a criteri predefiniti – quali l'età della persona, la natura 
e la gravità del reato – non sia proporzionata al fine perseguito 
né  tanto meno rispettosa  di  un corretto  bilanciamento tra  gli 
interessi  pubblici  e  privati  in  gioco209.  Pertanto,  si  riconosce 
violato l'articolo 8 CEDU.
Una normativa nazionale in materia di  banche dati  del  DNA 
dovrebbe,  affinché  venga  rispettato  il  principio  di 
proporzionalità, ancorare il prelievo e la conservazione dei dati 
genetici  a  criteri  predefiniti  (natura  e  tipologia  del  reato 
commesso,  pericolosità  del  soggetto  sottoposto  a  prelievo, 
chiaro limite temporale).
Strettamente connesso alla violazione della proporzionalità è il 
rischio di stigmatizzazione sociale: mediante la conservazione 
sine die dei campioni e profili genetici di soggetti dei quali non 
è stata accertata la responsabilità, viene lesa la presunzione di 
innocenza210 e sorge il pericolo di livellare la popolazione sotto 
una  comune  etichetta  di  “sospettati”,  senza  differenziare  le 
categorie e realizzando un'equiparazione tra soggetti condannati 
e innocenti. 
Nella decisione S. and Marper vs. UK si rileva, altresì, come la 
209Cfr. § 119 della sentenza.
210Tale principio trova riconoscimento nell'art. 6 § 2 CEDU, il quale stabilisce 
che: «Ogni persona accusata di un reato è presunta innocente fino a quando la 
sua  colpevolezza  non sia  stata  legalmente  accertata». Lo  status giuridico di 
persona non condannata implica il riconoscimento del diritto alla presunzione 
di  innocenza:  non  possono  essere  più  espressi  convincimenti  colpevolisti  e 
neanche opinioni di sospetto sull'innocenza di un imputato, una volta che costui 
sia  stato  assolto.  La  presunzione  di  innocenza  impone  un  trattamento 
differenziato delle persone prosciolte e delle persone condannate.
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conservazione dei dati personali del primo ricorrente si debba 
considerare  particolarmente  dannosa,  in  ragione  della  sua 
situazione  di  minorenne  e,  quindi,  dell'importanza  del  suo 
sviluppo e della sua integrazione nella società211. 
La Corte,  in tal  modo, genera un precedente vincolante212:  la 
porta di ingresso e quella di uscita dalla banca dati del DNA 
devono avere la medesima ampiezza, non essendo possibile che 
l'ingresso nel database riguardi un gran numero di tipologie di 
profili, mentre l'uscita, e cioè la cancellazione, solo una minima 
porzione degli stessi213.
I fondamentali principi affermati in questa sentenza sono stati 
ripresi in sentenze successive e più recenti, con le quali la Corte 
di Strasburgo si è pronunciata sul diritto al rispetto della vita 
privata, seppur non con stretto riferimento ai dati genetici.
211Cfr. § 124 della sentenza. La Corte richiama, a tal proposito, l'articolo 40 della 
Convenzione delle Nazioni Unite sui diritti del fanciullo del 1989 e dà rilievo 
alla  particolare  posizione  dei  minori  nel  sistema  di  giustizia  penale, 
sottolineando la necessità che nel corso dei procedimenti penali sia rispettata la 
vita  privata  di  questi  ultimi.  In  particolare,  occorre  prestare  attenzione  alla 
protezione  dei  minorenni  da  qualsiasi  pregiudizio  possa  scaturire  dalla 
conservazione da parte delle autorità pubbliche dei loro dati, successivamente 
ad una definizione del procedimento senza una condanna.
212La medesima ratio decidendi è stata adottata anche nella risoluzione di un caso 
successivo a S. and Marper. Ci riferiamo al caso W. v. Netherlands (20.01.2009, 
n.20689/08,  ECHR-III):  un  minore  accusato  di  violenza  fisica  era  stato 
sottoposto a prelievo e a codificazione del suo profilo genetico sulla base del 
DNA  Testing  Act  olandese.  Il  minore,  dopo  essere  stato  condannato  dal 
Tribunale minorile, aveva fatto ricorso presso la Corte di Strasburgo, invocando 
il bilanciamento tra i diritti del minore e gli interessi di sicurezza sociale ed 
eccependo che la sua età all'epoca dei fatti, la tenuità del reato e le circostanze 
non fossero state adeguatamente considerate dal PM e dai tribunali interni, il 
tutto richiamando gli articoli 8 CEDU  e 40 della Convenzione sui Diritti del  
Fanciullo  (ONU, 1989).  La  Corte,  dichiarando la  questione  inammissibile  e 
contraria rispetto alle vicende del caso S. and Marper, ribadisce che in questo 
caso si tratta di soggetto condannato e non semplicemente arrestato e che l'Act 
olandese presenta misure proporzionate in base alla  gravità  dei  crimini,  allo 
status dei soggetti e alla tempistica di conservazione dei dati.
213SANTOSUOSSO e COLUSSI,  La Banca Dati del DNA: questioni in tema di  
alimentazione,  trattamento  e  accesso,  presupposti,  cancellazione  e  tempi  di  
conservazione (artt. 5-15 l. n. 85/09), in Politica del diritto, 2011, 449.
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Innanzitutto, nel 2013 la Corte si è pronunciata sul caso M.K. c.  
Francia, affermando  che  la  conservazione  delle  impronte 
digitali  di  un  soggetto  incensurato  in  un  database nazionale 
costituisce  una indebita  ingerenza nel  diritto  al  rispetto  della 
vita privata214.
In seguito, con una sentenza del 2014, in merito al caso Brunet  
c. Francia215, la Corte di Strasburgo ha dichiarato la violazione 
dell'articolo 8 CEDU a causa dell'inserimento in un  database 
dei  dati  di  soggetti  indagati  in  procedimenti  penali  già 
archiviati.  In  quell'occasione,  la  Corte ha  preso atto di  come 
l'inserimento dei  soggetti  nel c.d.  sistema STIC (un database 
nazionale contenente  informazioni  sui  procedimenti  penali) 
costituisca  un'interferenza  con  il  diritto  al  rispetto  alla  vita 
privata:  le  informazioni  inserite  nel  database,  pur  non 
comprendendo il DNA o le impronte digitali, sono abbastanza 
invasive (si trattava di dati anagrafici e personali) e il periodo di 
conservazione  è  piuttosto  lungo  (20  anni).  La  Corte  ha 
dichiarato che le autorità nazionali avevano superato il margine 
di discrezionalità loro concesso e che la normativa sul sistema 
STIC non aveva attuato un equo bilanciamento degli interessi in 
gioco.  È  stata,  pertanto,  riconosciuta  un'interferenza 
214CEDU, 18.04.2013, M.K. c. Francia, in  www.echr.coe.int . Il caso riguardava 
un cittadino francese, che si era visto respingere, da parte dei giudici nazionali,  
l'istanza di cancellazione delle impronte digitali: queste gli erano state prese a 
seguito  di  un  procedimento  per  furto  di  libri  che  si  era  concluso  con  la 
decisione di non esercitare l'azione penale. 
215CEDU, 18.09.2014, Brunet c. Francia, in www.echr.coe.int . Il caso riguardava 
un cittadino francese, Francois Xavier Brunet, il quale a seguito di una violenta 
lite  con  la  propria partner  era  stato  arrestato.  Dopo  aver  proposto  una 
controquerela  per  lesioni,  il  ricorrente  veniva  rilasciato  per  tentare  una 
mediazione.  Nonostante  l'archiviazione  del  procedimento,  il  Sig.  Brunet  era 
stato inserito nel c.d. Sistema STIC, contenente informazioni sui procedimenti 
penali. A seguito del rigetto, da parte del pubblico ministero, della richiesta di 
cancellare i dati, l'interessato ricorreva alla Corte europea dei diritti umani. 
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sproporzionata con il diritto alla vita privata, non necessaria in 
una società democratica, da parte dello Stato francese216.
3.1. L'impatto della Sentenza S. and Marper vs. UK nel 
contesto comunitario
L'impatto in ambito comunitario della pronuncia della Corte 
EDU riguarda sia la tutela della privacy, sia il tema dell'impiego 
e degli scambi di informazioni genetiche tra le forze di polizia.
Sotto il primo profilo, la sentenza  S. and Marper consolida il 
quadro europeo prodottosi fino a quel momento. 
La  Corte  richiama  diverse  fonti,  tra  le  quali  individua  una 
corrispondenza di contenuti: innanzitutto, la c.d. Convenzione 
di Strasburgo («Convenzione per la protezione delle persone in 
relazione  all'elaborazione  automatica  dei  dati  a  carattere 
personale»)  n.108/1981217;  inoltre,  la  Direttiva  95/46/CE  del 
Parlamento  europeo  e  del  Consiglio  del  24.10.1995,  relativa 
alla tutela delle persone fisiche con riguardo al trattamento dei 
dati personali, nonché alla libera circolazione di tali dati218.
A un livello “costituzionale” i giudici di Strasburgo mettono in 
luce la sostanziale identità dell'art. 8 CEDU e degli artt. 7 e 8 
della Carta di Nizza219, i quali hanno ad oggetto il diritto alla 
216CONTI,  Osservatorio Corte europea dei diritti dell'uomo, in  Dir. pen. proc., 
2014, 1256.
217Approvata dal Comitato dei Ministri del Consiglio d'Europa il 22.09.1980 ed 
entrata in vigore il 01.10.1985.
218 Approvata il 25.07.1995 e pubblicata in GUE L. 281/1995.
219La  Carta  dei  diritti  fondamentali  dell'Unione  europea,  detta  anche Carta  di 
Nizza, è stata proclamata a Nizza in data 07.12.2000 da Parlamento, Consiglio 
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protezione dei dati personali, accanto al tradizionale diritto al 
rispetto della vita privata e familiare. 
La Carta di Nizza, all'art. 7220 , si rifà alla CEDU e ad altre Carte 
internazionali221, ma con alcune peculiarità: introduce il diritto 
al  rispetto  delle  «comunicazioni» -  che  sostituisce  diritto  al 
rispetto  della  «corrispondenza» -  al  fine  di  tener  conto  delle 
evoluzioni tecnologiche e, inoltre, non riproduce il § 2 dell'art. 
8 CEDU (che, come si è visto, individua i limiti del diritto al 
rispetto della vita privata).
La  Carta  di  Nizza,  all'art.  8222,  riconosce  in  capo  ad  ogni 
soggetto il diritto alla protezione dei dati personali, in un'ottica 
di  controllo  attivo,  che  non  si  limita  ad  una  tutela  generica 
consistente nel tenere gli altri lontani dalla propria sfera privata. 
Sia la CEDU che la Carta di Nizza definiscono, dunque, la vita 
privata come un bene giuridico degno di protezione e degno di 
essere  assunto  ad  un  livello  che  si  può  definire 
«costituzionale»223. 
e  Commissione.  Nel  dicembre  2009,  con  l’entrata  in  vigore  del  trattato  di 
Lisbona, è stato conferito alla Carta lo stesso effetto giuridico vincolante dei 
trattati. A tal fine, la Carta è stata modificata e proclamata una seconda volta nel 
dicembre 2007. La Carta dei diritti fondamentali riconosce una serie di diritti 
personali,  civili,  politici,  economici  e  sociali  dei  cittadini  e  dei  residenti 
dell’UE, fissandoli nella legislazione dell’UE. 
220Recita l'art. 7 della Carta di Nizza: «Ogni individuo ha diritto al rispetto della 
propria  vita  privata  e  familiare,  del  proprio  domicilio  e  delle  sue 
comunicazioni».
221Come  la  Dichiarazione  universale  dei  diritti  dell'uomo  (art.  12),  il  Patto 
internazionale ONU sui diritti  civili  e politici (art. 17), come precisato nelle 
Spiegazioni della Carta di Nizza
222Così,  nell'articolo  8  della  Carta  di  Nizza:  «Ogni  individuo  ha  diritto  alla 
protezione dei dati di carattere personale che lo riguardano. Tali dati devono 
essere trattati secondo il principio del lealtà, per finalità determinate e in base al 
consenso della  persona interessata  o  un  altro  fondamento  legittimo previsto 
dalla  legge.  Ogni  individuo  ha  il  diritto  di  accedere  ai  dati  raccolti  che  lo 
riguardano  e  di  ottenerne  la  ratifica.  Il  rispetto  di  tali  regole  è  soggetto  al 
controllo di un'autorità indipendente».
223SANTOSUOSSO e COLUSSI,  La Banca Dati del DNA: questioni in tema di  
alimentazione,  trattamento  e  accesso,  presupposti,  cancellazione  e  tempi  di  
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Sotto il secondo profilo – quello, cioè, dell'impiego del DNA 
per  fini  investigativi  e  dello  scambio  dei  dati  genetici  tra  le 
forze di polizia – la pronuncia della Corte di Strasburgo si basa 
fonti  europee  ed  internazionali,  in  particolare  sulle 
Raccomandazioni  R  (87)  15  e  R  (92)  1  del Comitato  dei 
Ministri del Consiglio d'Europa e sul Trattato di Prüm.
La  Corte  EDU  evidenzia  come,  in  relazione  al  principio  di 
legalità,  il  Trattato  di  Prüm  omette  totalmente  di  indicare  i 
soggetti  coinvolti  e  le  tipologie  di  reati  che  consentono  di 
trattare, conservare e scambiare le informazioni genetiche: esso, 
infatti,  rimettendo  in  modo  generico  la  disciplina  agli  Stati 
firmatari, lascia trasparire l'idea che i dati genetici appartengano 
agli Stati stessi, i quali si impegnano a costruire una banca dati 
nazionale del DNA e a consentirne l'accesso di ogni altro Stato, 
al fine di realizzare un unico network di banche dati.
Le maggiori lacune del Trattato di Prüm rispetto al dettato della 
Corte  di  Strasburgo  emergono  con  riferimento  alla 
proporzionalità:  la  limitata  durata  temporale  della 
conservazione  o  i  criteri  di  entrata  e  di  uscita  dei  dati  non 
vengono  minimamente  definiti  dal  Trattato,  diversamente  da 
quanto  avviene  nelle  due  Raccomandazioni224:  queste 
preannunciano,  invece,  la  necessità  del  bilanciamento  tra 
interessi in gioco e il rispetto del principio di proporzionalità 
fatti propri dai giudici di Strasburgo nella sent. S. and Marper.
La Raccomandazione del Comitato dei Ministri del Consiglio 
conservazione (artt. 5-15 l. n. 85/09), in Politica del diritto, 2011, 451.
224SANTOSUOSSO e COLUSSI,  La Banca Dati del DNA: questioni in tema di  
alimentazione,  trattamento  e  accesso,  presupposti,  cancellazione  e  tempi  di  
conservazione (artt. 5-15 l. n. 85/09), in Politica del diritto, 2011, 453.
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d'Europa n. R (87) 15 del 17 settembre 1987 sull'uso dei dati 
personali  in ambito di  polizia,  prescrive una serie di  principi 
cautelari: secondo tale documento, la raccolta di dati personali, 
qualunque essi siano, deve essere limitata a quanto strettamente 
necessario per la prevenzione di reati specifici, salve eccezioni 
previste dalle legislazioni nazionali.  Inoltre,  si afferma che la 
conservazione  di  tali  dati  deve  essere  limitata  a  quanto 
strettamente necessario al raggiungimento degli scopi attribuiti 
dalla legge alle forze di polizia e, qualora non più necessari per 
lo  scopo  per  il  quale  erano  stati  raccolti,  devono  essere 
cancellati225.
La Raccomandazione del Comitato dei Ministri del Consiglio 
d'Europa n. R (92) 1 del 10 febbraio 1992 riafferma i medesimi 
principi,  con  specifico  riguardo  all'impiego  del  DNA  nel 
contesto giudiziario penale ed inserisce, tra i criteri che devono 
essere rispettati dagli Stati, il principio per cui, da una parte, i 
campioni  biologici  non  devono  essere  conservati  dopo  la 
sentenza  definitiva  che  chiude  il  caso,  salvo  la  loro 
conservazione  sia  necessaria  per  scopi  collegati  a  quelli  che 
hanno giustificato il prelievo e, dall'altra, i risultati delle analisi 
del DNA con le relative informazioni devono essere cancellati 
una  volta  che  la  loro  conservazione  non  sia  più  necessaria 
rispetto  agli  scopi  perseguiti.  Una  deroga  a  tale  criterio  è 
ammessa  quando  l'individuo  sottoposto  a  prelievo  sia  stato 
condannato per gravi delitti contro la vita, l'integrità personale o 
la  sicurezza degli  individui,  ma in tali  ipotesi  la  legislazione 
225GENNARI,  La istituzione della Banca dati  del  DNA ad uso forense:  dalla  
privacy alla sicurezza, in AA.VV. Prelievo del DNA e banca dati nazionale, a 
cura di SCARCELLA, Padova, 2009, 52.
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nazionale deve comunque individuare i  limiti  temporali  della 
conservazione226. 
3.2. (Segue) La Decisione Quadro 2008/977/GAI
Altra fonte  molto importante  nel  settore di  cui  trattiamo, 
seppur non richiamata dalla Corte EDU, è la Decisione quadro 
2008/977/GAI227 sulla protezione dei dati personali in relazione 
alle attività di polizia, la quale rappresenta il primo strumento 
giuridico  sulla  tutela  dei  dati  personali  in  seno  all'ormai 
soppresso  Terzo Pilastro. 
Essa  nasce  dall'intento  di  colmare  la  mancanza  di  una 
normativa  generale  sulla  protezione  dei  dati  personali  nel 
settore  della  cooperazione  giudiziaria  e  di  polizia  in  materia 
penale.  La ragione di questa lacuna risiedeva nel fatto che la 
matrice  di  tutto  il  diritto  internazionale  della  materia  di 
protezione  dei  dati  personali,  la  Direttiva  1995/46/CE228, 
concepita con l'obiettivo di realizzare il mercato i interno, non 
risultava applicabile alle attività proprie del Terzo Pilastro229. 
La Decisione Quadro contiene una serie di principi di carattere 
generale,  i  quali  sostanzialmente  riproducono,  con  alcune 
226ABRUSCI, Cancellazione dei profili e distruzione dei campioni, in Banca dati  
del DNA e accertamento penale, a cura di MARAFIOTI e LUPARIA, Milano, 
2010, 112.
227Decisione  quadro  2008/977/GAI  del  Consiglio  sulla  protezione  dei  dati 
personali  nel  quadro  della  cooperazione  di  polizia  e  giudiziaria  in  materia 
penale del 27.11.2008, pubblicata in GUUE L. 350/2008 del 30.12.2008.
228Direttiva del Paramento europeo e del Consiglio 1995/46/CE relativa alla tutela 
delle persone fisiche con riguardo al trattamento dei dati personali, nonché alla 
libera circolazione dei dati, in G.U.C.E., L 281, 23 novembre 1995, 32.
229DI PAOLO, La circolazione dei dati personali nello spazio giudiziario europeo  
dopo Prüm, in Cass. Pen., 2010, 1980.
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modifiche, i principi fondamentali in materia di protezione dei 
dati personali sanciti nella Direttiva 95/46/CE.
La decisione afferma il principio per cui il trattamento dei dati a 
fini  di  polizia  deve  essere  proporzionato  e  non  eccessivo 
rispetto alle finalità per cui esso avviene. Si anticipa anche qui, 
dunque, il bilanciamento di interessi imposto dalla Corte EDU.
Comunque,  oltre  a  fissare  principi  generali  attinenti  la 
legittimazione al trattamento e la qualità dei dati (artt. 3 – 14) 
(principi di legalità, di proporzionalità, di finalità e principio di 
responsabilità  per  l'esattezza  e  l'aggiornamento  dei  dati),  la 
decisione  quadro  riconosce  ampi  diritti  in  capo  alla  persona 
interessata  (artt.  16  -  20)  (diritto  di  informazione  e 
accesso,diritto  di  rettifica,  cancellazione  e  blocco,  diritto  al 
ricorso  e  al  risarcimento),  prevede  la  necessità  di  adeguate 
misure di sicurezza a tutela della riservatezza e sicurezza dei 
dati, impone agli Stati membri la designazione di una autorità 
nazionale  di  controllo,  indipendente  e  dotata  di  poteri 
investigativi e di controllo.
La  D.Q.  2008/977/GAI,  però,  introduce  anche  alcune  novità 
rispetto alla disciplina comunitaria già esistente.
La prima differenza rispetto alla Direttiva 1995/46/CE attiene al 
campo  di  applicazione  delle  decisione  quadro:  quest'ultima 
disciplina solo l'information sharing tra Stati e non si estende al 
trattamento effettuato a livello domestico.
Ulteriori  differenze  si  intravedono  per  quanto  concerne  il 
trattamento  di  particolari  categorie  di  dati,  il  diritto  di 
informazione e accesso, il trasferimento di dati personali a Stati 
terzi.
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Per quanto attiene al trattamento di dati particolarmente delicati 
(quelli, cioè, che rilevano origini razziali, etniche e condizioni 
di  salute,  compresi  i  dati  genetici),  la  decisione  quadro 
stabilisce  che  questo  deve  avvenire  solo  se  strettamente 
necessario e solo se il  legislatore nazionale prevede adeguate 
garanzie (art. 6)230, al contrario della Direttiva, la quale pone un 
divieto generalizzato al trattamento di tali dati.
Quanto al diritto di informazione e di accesso ai dati da parte 
della  persona  interessata,  mentre  la  Direttiva  attribuisce  alla 
stessa il diritto di ricevere «comunicazione in forma intelligibile 
dei dati che sono oggetto di trattamento», la decisione quadro 
rimette  agli  Stati  membri  di  provvedere  affinché  la  persona 
interessata sia informata della raccolta e trattamento dei dati da 
parte  delle  rispettive  autorità  competenti  e  ammette  che 
ciascuno  Stato  possa  chiedere,  in  conformità  alla  propria 
legislazione nazionale, che l'altro Stato non informi la persona 
interessata.  Sembra,  poi,  che  la  decisione  quadro  ritenga 
sufficiente un accesso ai dati “mediato” dall'autorità nazionale 
di controllo: l'art. 17 dispone che la persona interessata riceva, a 
richiesta, «a) almeno conferma dal responsabile del trattamento 
o dall'autorità nazionale di controllo del fatto che i dati che la 
riguardo sono stati trasmessi o resi disponibili e informazioni 
sui  destinatari  o  sulle  categorie  di  destinatari  cui  sono  stati 
comunicati i dati e comunicazioni dei dati che sono oggetto di 
trattamento; oppure b) almeno conferma dell'autorità nazionale 
di  controllo  che  sono  state  effettuate  tutte  le  verifiche 
230GENNARI,  La istituzione della Banca dati  del  DNA ad uso forense:  dalla  
privacy alla sicurezza, in AA.VV. Prelievo del DNA e banca dati nazionale, a 
cura di SCARCELLA, Padova, 2009, 54.
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necessarie».
È, inoltre, consentito agli Stati di adottare disposizioni limitanti 
del diritto di accesso ai dati,  «qualora tale restrizione, tenendo 
in debito conto gli interessi della persona interessata, costituisca 
una  misura  necessaria  e  proporzionata:  a)  per  non 
compromettere  indagini,  inchieste  o  procedimenti  ufficiali  o 
giudiziari; b) per non compromettere la prevenzione, l'indagine, 
l'accertamento o il perseguimento dei reati o per le esecuzioni 
delle sanzioni penali; c) per proteggere la sicurezza pubblica; d) 
per  proteggere  la  sicurezza  dello  Stato;  e)  per  proteggere  la 
persona interessata o i diritti e le libertà altrui».
Per  quanto  riguarda  il  trasferimento  di  dati  personali  verso 
Paesi terzi, sia la Direttiva che la decisione quadro prevedono 
che tale trasferimento possa avere luogo solo a condizione che 
il Paese ricevente (o l'organizzazione internazionale) assicuri un 
livello  di  protezione  adeguato.  La  decisione  quadro,  però, 
circoscrive l'operatività di questa garanzia ai casi in cui oggetto 
di  scambio siano dati  personali  a  loro  volta  trasmessi  o  resi 
disponibili  dall'autorità competente di un altro Stato membro, 
generando  una  differenza  di  trattamento  tutt'altro  che 
ragionevole,  a  discapito  dei  dati  trasmessi  direttamente  dallo 
Stato membro che li ha originati231.
Ad ogni modo, se raffrontato alla sentenza della Corte EDU, il 
testo  non  è  in  grado  di  soddisfare  i  requisiti  ivi  delineati, 
proprio perché non disciplina il trattamento dei dati all'interno 
dei  singoli  Stati  membri,  ma  riguarda  esclusivamente  lo 
231DI PAOLO, La circolazione dei dati personali nello spazio giudiziario europeo  
dopo Prüm, in Cass. Pen., 2010, 1986.
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scambio transfrontaliero degli stessi.
Inoltre,  la  Decisione  non  opera  distinzioni  tra  le  diverse 
categorie di dati in base al loro grado di esattezza e affidabilità, 
né in base alle persone interessate, al fine di fornire garanzie 
specifiche per i dati relativi a persone non sospette.
Le previsioni in materia di scambio dei dati di DNA tra le forze 
di  polizia  e  le  autorità  giudiziarie  oggi  in  vigore  in  ambito 
comunitario sono da considerarsi, quindi, difettose rispetto alle 
indicazioni della Corte EDU. 
Di  conseguenza,  sarebbe  auspicabile  una  revisione  di  tale 
regolamentazione  e  l'armonizzazione  delle  discipline  sulle 
banche  dati  DNA tra  gli  Stati.  La  sentenza  S.  and  Marper 
potrebbe  addirittura  indirizzare  verso  la  nascita  di  un  diritto 
comunitario  in  materia,  ossia  di  un  «regime  globale  di 
protezione dei dati»232.
4. Il bilanciamento di diritti nella legge n. 85 del 2009. 
L'art. 13: conservazione e cancellazione dei dati genetici
Nella  normativa  italiana  il  tema affrontato  dai  giudici  di 
Strasburgo  con  riguardo  alla  legislazione  britannica  si  trova 
nell' art. 13, l. 30 giugno 2009, n. 85233. 
232Così il Garante europeo per la protezione dei dati personali, nel Parere sulla 
Comunicazione della Commissione al Parlamento europeo e al Consiglio dal 
titolo «Uno spazio di libertà, sicurezza e giustizia al servizio dei cittadini», in 
GUUE C 276/2009, 8-20, parr 26-37. SANTOSUOSSO e COLUSSI, La Banca 
Dati  del  DNA:  questioni  in  tema  di  alimentazione,  trattamento  e  accesso,  
presupposti, cancellazione e tempi di conservazione (artt. 5-15 l. n. 85/09), in 
Politica del diritto, 2011, 454.
233Si  ricorda  che  i  profili  genetici  acquisiti  nel  procedimento  penale,  cioè  da 
campioni biologici prelevati mediante prelievo coattivo nel corso della perizia 
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Le disposizioni di questo articolo sono dettate, invero, al fine di 
adeguare la normativa italiana al principio di proporzionalità tra 
il  periodo di  conservazione delle informazioni genetiche e le 
finalità che ne giustificano la raccolta, secondo il quale – lo si 
ribadisce – la raccolta e la gestione dei profili e dei campioni 
genetici  presuppone  che  vengano  previamente  individuati,  in 
modo  proporzionale  rispetto  allo  scopo  del  prelievo,  i  limiti 
temporali per la conservazione di tali dati e che ne sia disposta 
la distruzione alla scadenza dei termini, così come affermato nel 
contesto sovranazionale.
L'articolo 13 sancisce il diritto all'oblio234, inteso come diritto a 
non essere schedati o classificati e ad ottenere la rimozione dei 
dati genetici, una volta che si siano esaurite le finalità per cui 
erano stati trattati e raccolti235.
La disciplina della durata e della modalità di conservazione dei 
dati  genetici è strutturata sulla base di una clausola generale, 
contenuta nel comma 4 dell'articolo 13, che contempla i termini 
che richieda atti idonei ad incidere sulla libertà personale, ex art. 224-bis, o nel 
corso delle indagini preliminari,  ex art. 359-bis, non confluiscono nella Banca 
dati del DNA e i relativi campioni devono essere immediatamente distrutti ai 
sensi dell'art. 72-quater, disp. att., c.p.p. Pertanto, gli artt. 24, 25 e 29 della l. 
85/2009 non sono inerenti alla disciplina della banca dati. Vd. cap. 1.
234In generale, la definizione di diritto all'oblio è stata oggetto di ampie dispute in 
seno alla dottrina e alla giurisprudenza. Ciò che viene generalmente condiviso 
vuole che tale istituto sia compreso nel diritto alla privacy, ma allo stesso tempo 
se  ne  distacchi,  aggiungendovi  ulteriori  caratteristiche.  Per  una  visione  più 
specifica del diritto all'oblio nel processo penale si rinvia a RAVIZZA, Il diritto  
all'oblio nel processo penale, in Ciberspazio e diritto, 2013, 81. 
L'autrice  lo  definisce  come  «quel  diritto  che  tutela  il  singolo  dalla  larga 
diffusione  di  notizie  o  informazioni  riguardanti  la  sua  identità  personale, 
talmente datate nel  tempo da non rappresentare più un'immagine soggettiva 
attualmente simile al vero, a meno che non sussista un interesse sociale alla 
loro divulgazione».
235LAGO,  Il  trattamento  dei  dati  e  dei  campioni  biologici:  la  banca  dati  
nazionale del DNA e il bilanciamento tra le ragioni di giustizia e la tutela della  
privacy, in Prelievo del DNA e banca dati nazionale, a cura di SCARCELLA, 
Padova, 2009, 130.
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massimi di tenuta del campione e del profilo genetico. Ad essa 
si affiancano alcune ipotesi tassative elencate nei commi 1, 2 e 
3 dello stesso articolo236.
Le ipotesi di cancellazione contemplate nei primi due commi 
dell'articolo  si  basano sulla  corrispondenza  tra  le  circostanze 
che giustificano il prelievo ed il periodo di conservazione dei 
dati genetici raccolti.
Il comma 1 dell'articolo 13 recita: «A seguito di assoluzione con 
sentenza definitiva perché il fatto non sussiste, l'imputato non lo 
ha commesso, perché il fatto non costituisce reato o perché il 
fatto non è previsto dalla legge come reato, è disposta d'ufficio 
la  cancellazione  dei  profili  del  DNA  acquisiti  ai  sensi 
dell'articolo 9 e la distruzione dei relativi campioni biologici».
La disposizione, mediante il richiamo dell'articolo 9, si riferisce 
chiaramente ai soggetti sottoposti al prelievo di materiale non 
ancora condannati in via definitiva, ma sottoposti all'arresto in 
flagranza,  al  fermo,  alla  custodia  cautelare  in  carcere,  agli 
arresti domiciliari o all'applicazione provvisoria di una misura 
di  sicurezza  preventiva.  In  queste  situazioni,  il  prelievo  del 
DNA  è  legittimato  dal  fatto  che  la  futura  condanna  appare 
probabile:  se  viene  meno questa  supposizione,  mediante  una 
pronuncia assolutoria irrevocabile con formula piena,  viene a 
mancare  la  stessa  giustificazione  del  prelievo  e  diviene 
indispensabile la distruzione di quanto raccolto. 
La stessa regola deve essere ritenuta applicabile, facendo leva 
sulla  ratio  legis,  anche  nel  caso  di  soggetti  condannati  con 
236CAPITTA,   Conservazione  dei  DNA  profiles  e  tutela  europea  dei  diritti  
dell'uomo, in Archivio Penale, 2013, n.1.
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sentenza definitiva e assolti in sede di revisione237.
La cancellazione in questa ipotesi, dunque, è subordinata alla 
definitività della sentenza di assoluzione, che assicura l'effettiva 
decadenza dei requisiti che hanno determinato il prelievo238, e 
sembra non essere possibile quando il procedimento penale si 
chiuda con formule terminative diverse da quelle espressamente 
previste.  Sicché,  i  dati  genetici  appartenenti  ai  soggetti 
interessati dalle altre pronunce (sentenze di assoluzione perché 
il  reato  è  stato  commesso  da  persona  non  imputabile  o  non 
punibile, sentenze di non luogo a procedere,  sentenze di non 
doversi procedere perché l'azione non doveva essere iniziata o 
proseguita  o  per  estinzione  del  reato,  ordinanze  o  decreti  di 
archiviazione)  non  verranno  immediatamente  distrutti,  ma 
saranno  conservati  fino  ai  termini  massimi  di  conservazione 
previsti, in via residuale, dal comma 4.
La diversità di trattamento riservata a tali soggetti, rispetto a chi 
viene  assolto  con  formula  piena,  porta  a  dubitare  della 
ragionevolezza di  tale scelta legislativa:  la  conservazione per 
lungo tempo di dati genetici di persone mai indagate o assolte 
con formule diverse da quelle sancite normativamente contrasta 
con il principio costituzionale della presunzione d'innocenza, di 
cui all'art. 27, comma 2, Cost. e con quello di proporzionalità 
affermato  dai  giudici  di  Strasburgo239,  in  quanto  rafforza  la 
237ABRUSCI, Cancellazione dei profili e distruzione dei campioni, in Banca dati  
del DNA e accertamento penale, a cura di MARAFIOTI e LUPARIA, Milano, 
2010, 115.
238LAGO,  Il  trattamento  dei  dati  e  dei  campioni  biologici:  la  banca  dati  
nazionale del DNA e il bilanciamento tra le ragioni di giustizia e la tutela della  
privacy, in Prelievo del DNA e banca dati nazionale, a cura di SCARCELLA, 
Padova, 2009, 135.
239MARCHESE, CAENAZZO, RODRIGUEZ, La materia penale e il  “doppio  
binario” della Corte europea: le garanzie al di là delle apparenze, in Riv. ital.  
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stigmatizzazione  sociale  e  crea  distinzioni  all'interno  della 
categoria  di  soggetti  prosciolti,  incrementando  l'idea  di 
sospettati permanenti.
L'ipotesi di cancellazione prevista dal comma 2 dell'articolo 13 
è rappresentata dall'avvenuta identificazione di cadavere o dei 
resti  cadaverici ovvero del  ritrovamento dello scomparso,  nel 
caso di profili archiviati a tal fine. Qualora tali accadimenti non 
si verifichino, varranno i termini residuali di conservazione di 
cui al comma 4240.
Il  comma 3,  invece,  prevede un'ipotesi  ben diversa da quelle 
esposte finora: si tratta di campioni e dati che potrebbero essere 
ancora  utili  in  relazione  alla  finalità  per  la  quale  sono  stati 
archiviati,  ma  che  devono  essere  distrutti  perché  il 
procedimento in virtù del quale sono stati acquisiti è viziato. È 
un'ipotesi  sanzionatoria,  la  quale,  segnatamente,  impone  la 
cancellazione dei profili e la distruzione dei campioni qualora il 
prelievo non sia avvenuto nel rispetto dell'articolo 9 della legge: 
nei  casi,  quindi,  di  prelievo  effettuato  da  personale  non 
sufficientemente  addestrato,  di  operazioni  lesive  di  decoro, 
dignità  o  riservatezza  di  chi  vi  è  sottoposto,  di  omessa 
redazione del verbale di prelievo, di mancata trasmissione del 
campione al laboratorio centrale241. 
Tuttavia, tra le operazioni compiute in violazione dell'articolo 9 
non  rientrano  solo  quelle  non  rispettose  delle  modalità 
dir. proc. pen., 2013, 1892.
240ABRUSCI, Cancellazione dei profili e distruzione dei campioni, in Banca dati  
del DNA e accertamento penale, a cura di MARAFIOTI e LUPARIA, Milano, 
2010, 117.
241MARCHESE, CAENAZZO, RODRIGUEZ, La materia penale e il  “doppio  
binario” della Corte europea: le garanzie al di là delle apparenze, in Riv. ital.  
dir. proc. pen., 2013, 1894.
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prescritte, ma anche, a maggior ragione, quelle che avvengono 
al di fuori delle ipotesi tassativamente previste dall'articolo 9242. 
Tale norma svolge una funzione di garanzia: da una parte, vuole 
prevenire  la  violazione  delle  disposizioni  che  disciplinano  il 
prelievo – sanzionandola con la distruzione dei dati raccolti – e, 
dall'altra,  vuole evitare – imponendone la distruzione – che i 
dati raccolti illegittimamente possano essere diffusi o utilizzati 
in  qualche  modo,  ledendo  così  la  riservatezza  dei  soggetti 
coinvolti senza alcuna giustificazione.
Sebbene tale disposizione appaia apprezzabile da questo punto 
di  vista,  non  si  afferra  il  motivo  per  il  quale  l'ipotesi  di 
cancellazione e distruzione prevista dall'articolo 13, comma 3, 
sia circoscritta ai soli casi di operazioni di prelievo eseguite in 
violazione all'art. 9243 e non comprenda anche le violazioni di 
altre disposizioni della legge, ugualmente rilevanti.
Il  comma  4  dell'articolo  13  prevede  l'ipotesi  residuale  di 
soppressione che si applica nei casi in cui i profili inseriti nella 
banca  dati  e  i  relativi  campioni,  conservati  nel  Laboratorio 
centrale,  non  devono  essere  distrutti  ai  sensi  dei  primi  tre 
commi dello stesso articolo. 
Più precisamente, tale fattispecie riguarda i campioni e i profili 
di soggetti destinatari di una sentenza di condanna, di non luogo 
242«Ragionando diversamente, infatti, si perverrebbe a conseguenze paradossali, 
dovendosi conservare i dati prelevati senza che ricorrano i presupposti dell'art. 
9 e distruggere i dati appartenenti a soggetti rispetto ai quali la legge ammetteva 
in  astratto  il  prelievo  quando  il  vizio  attenga  alle  modalità  seguite  per  le 
operazioni di raccolta delle informazioni genetiche». ABRUSCI, Cancellazione 
dei profili e distruzione dei campioni, in  Banca dati del DNA e accertamento  
penale, a cura di MARAFIOTI e LUPARIA, Milano, 2010, 120, cit.
243MARCHESE, CAENAZZO, RODRIGUEZ, La materia penale e il  “doppio  
binario” della Corte europea: le garanzie al di là delle apparenze, in Riv. ital.  
dir. proc. pen., 2013, 1894.
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a  procedere,  di  assoluzione  con  formule  diverse  da  quelle 
elencate nel comma 1 dell'art. 13, ovvero di un provvedimento 
di  archiviazione.  Allo  stesso  modo,  vi  rientrano quei  casi  di 
profili  e campioni biologici appartenenti a soggetti  scomparsi 
non successivamente ritrovati o a cadaveri che non sono stati 
identificati. 
Inoltre, devono essere cancellati a norma del comma 4 i profili 
del  DNA relativi  a  reperti  biologici  acquisiti  nel  corso  del 
procedimento  penale  sulla  scena  di  un  delitto  o  su  cose 
pertinenti  al  reato  e,  con loro,  i  reperti  raccolti  nel  corso  di 
procedimenti  penali  anteriormente  all'entrata  in  vigore  della 
legge 85/2009 nei casi in cui vengano trasferiti alla banca dati 
nazionale  del  DNA,  secondo  quanto  disposto  dal  comma  1 
dell'art. 17.
Infine,  i  termini  di  conservazione  residuali  potrebbero  essere 
vincolanti anche per l'autorità del Paese aderente al Trattato di 
Prüm che riceve dall'Italia informazioni genetiche di individui 
sottoposti  a  prelievo  nel  territorio  nazionale.  L'art.  37  del 
Trattato, invero, prevede che, qualora all'atto della trasmissione 
dei  dati  l'autorità  italiana  inserisca  un  esplicito  riferimento 
all'articolo 13, il Paese ricevente ha l'obbligo di distruggere le 
informazioni  ricevute  allo  scadere  del  termine  massimo  di 
conservazione stabilito dalla norma.
Il comma 4 dell'art. 13 recita: «In ogni altro caso, il profilo del 
DNA resta  inserito  nella  banca  dati  per  i  tempi  stabiliti  nel 
regolamento  d'attuazione,  d'intesa  con  il  Garante  per  la 
protezione dei  dati  personali,  e comunque non oltre quaranta 
anni dall'ultima circostanza che ne ha determinato l'inserimento, 
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e il  campione biologico è conservato per i  tempi stabiliti  nel 
regolamento  d'attuazione,  d'intesa  con  il  Garante  per  la 
protezione dei dati personali, e comunque non oltre venti anni 
dall'ultima circostanza che ne ha determinato il prelievo».
È  ragionevole  supporre  che,  in  questo  caso,  il  riferimento  a 
“campioni  biologici”  abbia  voluto  ricomprendere  non  solo 
quanto previsto dalla definizione dell'art. 6 l. 85/2009, ma anche 
i  reperti  biologici:  diversamente  opinando,  si  giungerebbe 
all'irragionevole  conclusione  per  cui  i  reperti  biologici  siano 
sottratti a qualunque forma di distruzione244.
Si  è  rilevato  come  sarebbe  stato  fortemente  opportuno 
differenziare  la  durata  della  conservazione  a  seconda  della 
provenienza di campioni e profili, nel rispetto del principio di 
proporzionalità:  ben  diverse  sono  le  posizioni,  infatti,  dei 
soggetti  chiamati  in  causa  (soggetti  condannati  con sentenza 
definitiva, assolti o mai sottoposti ad accertamenti penali)245.
Per quanto riguarda i termini fissati – quaranta anni per i profili 
del  DNA e  venti  per  i  relativi  campioni  –,  essi  appaiono 
eccessivamente  ampi  (sono i  più lunghi  tra  i  Paesi  europei), 
tanto da far  dubitare  in  merito  al  rispetto  del  principio della 
244ABRUSCI, Cancellazione dei profili e distruzione dei campioni, in Banca dati  
del DNA e accertamento penale, a cura di MARAFIOTI e LUPARIA, Milano, 
2010, 122.
245BUSIA, Privacy a rischio per la durata della conservazione, 78. 
È interessante  sottolineare  come il  rispetto  del  principio  di  proporzionalità, 
sotto questo aspetto, era stato raccomandato dal Garante per la protezione dei 
dati personali nella “Segnalazione al Parlamento e al Governo sulla disciplina 
delle banche dati del DNA a fini di giustizia” del 19 settembre 2007, laddove si 
affermava  che  «i  periodi  di  conservazione  dei  predetti  dati  andrebbero 
individuati  tenendo conto di quanto previsto dal  Consiglio d'Europa il  quale 
richiede  (Raccomandazione  n.  R(92)1)  che  i  risultati  delle  analisi  e  le 
informazioni derivate [...] possano essere conservati se la persona interessata è 
stata condannata per gravi reati contro la vita, l'incolumità fisica e la sicurezza 
delle persone».
125
proporzionalità tra tempi di detenzione e finalità del prelievo246.
Un ulteriore profilo critico riguarda l'individuazione del dies a 
quo del  termine  che,  come  si  legge,  inizia  a  decorrere 
dall'ultima  circostanza  che  ha  determinato  l'inserimento  del 
profilo  in  banca  dati  e  il  prelievo  del  campione:  lo  stesso 
termine, quindi, potrebbe incominciare a decorrere nuovamente 
in presenza di nuove circostanze e i  profili  potrebbero essere 
inseriti  più  volte  nel  database;  si  avrebbe,  così,  un 
“prolungamento  sine  die”247 dei  tempi  stabiliti.  Almeno,  si 
sarebbe  potuto  disporre  di  verificare,  preliminarmente,  se  un 
campione sia già stato prelevato dalla persona da sottoporre ad 
analisi, per evitare di eseguire il prelievo sullo stesso soggetto 
più volte, senza giustificato motivo248.
Tuttavia, anche la scelta di rimettere alla fonte regolamentare la 
disciplina dei tempi di conservazione è altamente sindacabile: 
sottraendola  al  dibattito  parlamentare,  è  inevitabile  la 
diminuzione delle garanzie che un aspetto così tanto delicato 
necessiterebbe.  Il  legislatore  si  è  in  parte  fatto  carico  di  ciò 
mediante  la  previsione,  per  l'emanazione  dei  regolamenti 
concernenti questo specifico aspetto,  di un  iter rafforzato che 
presuppone un'intesa con il Garante per la protezione dei dati 
personali, diversamente dalla normale procedura dell'art. 16 per 
la generalità dei regolamenti attuativi, la quale richiede solo di 
246FANUELE, La prova genetica: acquisire, conservare ed utilizzare i campioni  
biologici, in Dir. pen e proc., 2015, 105.
247ABRUSCI, Cancellazione dei profili e distruzione dei campioni, in Banca dati  
del DNA e accertamento penale, a cura di MARAFIOTI e LUPARIA, Milano, 
2010, 123.
248FANUELE, La prova genetica: acquisire, conservare ed utilizzare i campioni  
biologici, in Dir. pen e proc., 2015, 105.
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sentire il Garante249.
La  difficoltà  nell'individuare  il  dies  a  quo e  il  rinvio  del 
Legislatore  a  regolamenti  di  attuazione  per  la  trattazione  di 
questioni  tanto  rilevanti  potrebbero  costituire,  quindi,  una 
potente violazione del principio di legalità fissato dalla Corte 
Europea dei Diritti dell'Uomo.
Il  profilo  più  lacunoso  dell'articolo  13  è  quello  del 
procedimento per la soppressione dei dati genetici.
L'attivazione  della  procedura  avviene  d'ufficio  con  onere  a 
carico  della  parte  pubblica  e,  cioè,  del  Dipartimento  della 
pubblica sicurezza presso il Ministero dell'Interno per i profili e 
del  Dipartimento  dell'amministrazione  penitenziaria  presso  il 
Ministero della giustizia per i campioni biologici. 
Quello  che  emerge  dall'esame  dei  lavori  parlamentari  è  la 
finalità (della previsione dell'attivazione d'ufficio) di tutelare la 
riservatezza dei dati genetici a prescindere dall'attivazione del 
loro titolare nell'esercizio del diritto all'oblio. 
Il testo originario del disegno di legge stabiliva, infatti, che la 
cancellazione  dovesse  essere  disposta  “anche  d'ufficio”, 
consentendo all'interessato la  proposizione di  una richiesta di 
cancellazione dei  propri  dati.  Con la  finalità  di  aumentare le 
garanzie per l'individuo, la Prima Commissione Permanente del 
Senato  della  Repubblica  aveva invitato a  modificare  l'art.  13 
249MARCHESE, CAENAZZO, RODRIGUEZ, La materia penale e il  “doppio  
binario” della Corte europea: le garanzie al di là delle apparenze, in Riv. ital.  
dir. proc. pen., 2013, 1986.
Si ravvisa, cioè, nel comma 4 dell'articolo 13, una “intesa in senso forte”, che 
implica un vero e proprio riconoscimento di un potere di codecisione in capo 
all'organo di garanzia ed è equiparabile ad un vero e proprio accordo. Essa si 
distingue dalla “intesa in senso debole”, equiparabile ad un mero parere. 
Per tale distinzione si veda Corte cost., 13 gennaio 2004, n. 6, in Foro amm., 
2004, 36.
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prevedendo che, anche in assenza di una domanda del soggetto 
privato,  si  dovesse  comunque  procedere  in  ogni  caso  alla 
cancellazione  d'ufficio  dei  dati  genetici.  Nel  recepire  tale 
proposta il testo dell'articolo veniva modificato sopprimendo la 
parola “anche”. 
Ciò non esclude, come rilevato in dottrina, che il titolare stesso 
possa  comunque  esercitare  un  controllo  sull'avvenuta 
instaurazione  della  procedura  di  cancellazione  o  sollecitarne 
l'avvio con un'istanza, in caso d'inerzia250.
Alcuni autori hanno evidenziato come sarebbe stato opportuno 
prevedere  termini  perentori  brevi  per  l'espletamento  della 
procedura di cancellazione e distruzione e prevedere profili di 
responsabilità in capo a banca dati e laboratorio centrale per la 
mancata osservazione degli stessi251.
5. La disciplina del trattamento e dell'accesso ai dati
A  ricercare  il  contemperamento  tra  la  tutela  della 
riservatezza  e  sicurezza  pubblica  è,  insieme  all'articolo  13, 
l'articolo  12  della  legge  85/2009,  rubricato  “Trattamento  e 
accesso ai dati; tracciabilità dei campioni”.
L'interpretazione  estensiva  e  dominante  induce  a  riferire  la 
tracciabilità  anche  ai  profili  genetici  e  a  ritenere  applicabili 
250Magari,  in  virtù  di  una  previsione  nei  regolamenti  attuativi.  ABRUSCI, 
Cancellazione dei profili e distruzione dei campioni, in Banca dati del DNA e  
accertamento penale, a cura di MARAFIOTI e LUPARIA, Milano, 2010, 125-
126.
251LAGO,  Il  trattamento  dei  dati  e  dei  campioni  biologici:  la  banca  dati  
nazionale del DNA e il bilanciamento tra le ragioni di giustizia e la tutela della  
privacy, in Prelievo del DNA e banca dati nazionale, a cura di SCARCELLA, 
Padova, 2009, 135-136.
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anche  ai  campioni  le  garanzie  dettate  per  l'accesso  e  il 
trattamento252.
Il comma 1 di tale articolo stabilisce che né i profili del DNA né 
i campioni biologici debbano contenere notizie che consentano 
la diretta identificazione del soggetto a cui si riferiscono. 
La garanzia di anonimato esplica il  principio di necessità nel 
trattamento dei dati253, enunciato già nell'articolo 3 del Codice 
della  privacy,  il  quale  impone  che  i  sistemi  informativi  che 
gestiscono gli archivi devono ridurre al minimo l'utilizzazione 
di dati identificativi ed esperire il trattamento con l'utilizzo di 
dati anonimi, quando le finalità perseguite nei singoli casi non 
ne risentano254.
Alcuni autori hanno affermato l'eccessività di tale restrizione, 
che poteva, a detta di questi, essere limitata ai momenti in cui il 
livello di cautele deve essere massimo, quali quello del prelievo 
di materiale biologico, di tipizzazione del profilo genetico e di 
risposta all'ente richiedente, in modo da semplificare la gestione 
interna degli archivi255.
Il comma 2 dell'articolo 12 regola l'accesso ai dati e individua i 
titolari  del  trattamento,  ossia  i  soggetti  legittimati  alla 
252LAGO,  Il  trattamento  dei  dati  e  dei  campioni  biologici:  la  banca  dati  
nazionale del DNA e il bilanciamento tra le ragioni di giustizia e la tutela della  
privacy, in Prelievo del DNA e banca dati nazionale, a cura di SCARCELLA, 
Padova, 2009, 114 – 115.
253Detto  anche  di  minimizzazione o  separazione o  impersonalità.  Si  rinvia  a 
MONTI,  Catena di  custodia e “doppio binario” per  campioni  e  reperti,  in 
Banca  dati  del  DNA  e  accertamento  penale,  a  cura  di  MARAFIOTI  e 
LUPARIA, Milano, 2010, 103.
254MARCHESE, CAENAZZO, RODRIGUEZ, La materia penale e il  “doppio  
binario” della Corte europea: le garanzie al di là delle apparenze, in Riv. ital.  
dir. proc. pen., 2013, 1885.
255LAGO,  Il  trattamento  dei  dati  e  dei  campioni  biologici:  la  banca  dati  
nazionale del DNA e il bilanciamento tra le ragioni di giustizia e la tutela della  
privacy, in Prelievo del DNA e banca dati nazionale, a cura di SCARCELLA, 
Padova, 2009, 116.
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consultazione  delle  informazioni  della  banca  dati  e  del 
laboratorio centrale.
La disposizione recita: «L'accesso ai dati contenuto nella banca 
dati del DNA è consentito alla polizia giudiziaria e all'autorità 
giudiziaria esclusivamente per fini di identificazione personale 
nonché per finalità di collaborazione internazionale di polizia. 
L'accesso ai dati contenuti nel laboratorio centrale per la banca 
dati nazionale del DNA è consentito ai medesimi soggetti per le 
medesime  finalità,  previa  autorizzazione  dell'autorità 
giudiziaria». 
Coerentemente con l'impostazione garantista,  la consultazione 
dei dati è limitata alla finalità di identificazione personale, come 
già stabilito dall'articolo 5 della l.85/2009, cui si aggiunge la 
finalità  collaborazione  internazionale  di  polizia.  Quest'ultima 
espressione risulta decisamente vaga; non deve, per questo, far 
pensare ad uno superamento del perimetro operativo affermato 
dall'articolo  5,  ma può essere  interpretata  come una  sorta  di 
nulla osta  ex lege del legislatore all'utilizzo delle informazioni 
anche  nell'ambito  della  cooperazione  internazionale,  sempre 
nell'ambito  del  rispetto  della  finalità  generale.  Sembrerebbe, 
infatti,  che l'intento del legislatore sia quello di ricollegare la 
normativa al contesto internazionale in cui la stessa ha preso 
vita.
I  titolari  del  trattamento  sono  individuati  nella  polizia 
giudiziaria  e  nell'autorità  giudiziaria.  Quanto  ai  primi,  il 
riferimento va agli ufficiali  e agli agenti,  mentre in seno alla 
dottrina  ci  sono  opinioni  difformi  per  quanto  concerne  i 
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secondi: alcuni256 vi ricomprendono, oltre ai magistrati, anche le 
cancellerie e gli uffici giudiziari, i consulenti tecnici e i periti; 
altri257 osservano  che  se  si  accogliesse  l'  interpretazione 
estensiva  si  finirebbe  per  legittimare  l'accesso  di  un  numero 
elevatissimo di persone.
Tuttavia,  anche  riguardo  al  riferimento  generico  di  “polizia 
giudiziaria” sorgono dei dubbi, in quanto parrebbe giustificata 
l'interpretazione  per  cui  vi  sono  ricomprese  anche  tutte  le 
organizzazioni  pubbliche  che  svolgono  compiti  di  polizia 
giudiziaria e cioè: le polizie municipali, il Corpo dei Vigili del 
Fuoco, la Guardia Costiera, la polizia provinciale e comunque i 
soggetti  appartenenti  ad  enti  ed  organismi  pubblici,  cui  è 
conferita la qualifica di ufficiale o agente di PG ex articolo 57 
del  codice  di  procedura  penale  (ispettori  ASL,  appartenenti 
all'ispettorato del lavoro, ecc.)258.
Risulta opportuna la distinzione tra laboratorio e banca dati per 
quanto concerne la legittimazione all'accesso: solo per accedere 
al  laboratorio  è  richiesta  l'autorizzazione  giudiziaria, 
probabilmente necessaria solo nell'ipotesi in cui ad accedere sia 
la polizia giudiziaria (ragionamento diversamente si sfocerebbe, 
infatti,  nell'esito  paradossale  per  cui  “l'autorità  giudiziaria 
autorizza se stessa”259). 
256LAGO,  Il  trattamento  dei  dati  e  dei  campioni  biologici:  la  banca  dati  
nazionale del DNA e il bilanciamento tra le ragioni di giustizia e la tutela della  
privacy, in Prelievo del DNA e banca dati nazionale, a cura di SCARCELLA, 
Padova, 2009, 121.
257BUSIA,  Privacy a rischio per la durata della conservazione,  in Guida dir., 
2009, 78.
258LAGO,  Il  trattamento  dei  dati  e  dei  campioni  biologici:  la  banca  dati  
nazionale del DNA e il bilanciamento tra le ragioni di giustizia e la tutela della  
privacy, in Prelievo del DNA e banca dati nazionale, a cura di SCARCELLA, 
Padova, 2009, 122.
259MONTI,  Catena di  custodia e “doppio binario” per  campioni  e  reperti,  in 
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I  successivi  commi  dell'articolo  12  dispongono  misure  di 
sicurezza della banca dati e del laboratorio. 
Innanzitutto, il comma 3 prevede un sistema che garantisca la 
tracciabilità,  ossia  l'individuazione  della  posizione  e  del 
soggetto che effettua l'operazione, e registri ciascuna attività di 
accesso  e  trattamento  dei  campioni  biologici  e  dei  profili 
genetici. 
Dunque,  non  sono  ipotizzabili  autorizzazioni  collettive,  in 
quanto il sistema è basato sul riconoscimento di ogni singolo 
utente: ciascun soggetto può compiere le operazioni di accesso 
e  trattamento  solamente  mediante  il  proprio  userid  (codice 
identificativo) e la propria  password,  in grado di individuarlo 
inequivocabilmente. Altresì, essi devono lasciare una traccia di 
ogni operazione compiuta mediante un documento memorizzato 
che  ne  riporti  le  principali  informazioni  (tipo  di  operazione 
compiuta, nome dell'utente, data e ora, terminale utilizzato) e a 
cui sarà facile risalire260. 
Il  comma  4  definisce  un'ulteriore  categoria  di  persone 
legittimate ad accedere e trattare i dati – al di fuori della polizia 
giudiziaria e dell'autorità giudiziaria individuate dal comma 2 – 
e  parla,  genericamente,  di  «personale  espressamente 
autorizzato».  La  citata  autorizzazione  va  intesa  come 
individuale, revocabile e finalizzata a selezionare e controllare i 
soggetti  che  lavoreranno  nella  banca  dati  e  nel  laboratorio 
Banca  dati  del  DNA  e  accertamento  penale,  a  cura  di  MARAFIOTI  e 
LUPARIA, Milano, 2010, 104, cit.
260LAGO,  Il  trattamento  dei  dati  e  dei  campioni  biologici:  la  banca  dati  
nazionale del DNA e il bilanciamento tra le ragioni di giustizia e la tutela della  




Si rimanda, implicitamente, ai regolamenti attuativi per quanto 
attiene  all'individuazione  dei  requisiti  che  il  personale 
genericamente individuato nel comma 4 dovrà detenere.
Infine,  troviamo l'imposizione  dell'obbligo  di  segreto  per  gli 
atti, i dati e le informazioni di cui il personale addetto di banca 
dati e laboratorio centrale sia venuto a conoscenza nell'esercizio 
o a causa dell'esercizio delle proprie funzioni262. È ragionevole 
ritenere  che  tale  obbligo  di  segretezza  si  estenda  anche  ai 
soggetti  diversi  dal  “personale  addetto”  che accedano ai  dati 
archiviati  in  qualsiasi  altro  (come,  ad  esempio,  la  polizia 
giudiziaria)263.
L'elevato  livello  di  garanzie  prospettato  da  tale  comma  è 
ulteriormente rafforzato dalle sanzioni penali previste per la sua 
violazione dall'articolo 14.
261MARCHESE, CAENAZZO, RODRIGUEZ, La materia penale e il  “doppio  
binario” della Corte europea: le garanzie al di là delle apparenze, in Riv. ital.  
dir. proc. pen., 2013, 1889.
262Si riprende l'articolo 25 del Codice della privacy, il quale impone il divieto di 
comunicazione e diffusione dei dati personali.
263LAGO,  Il  trattamento  dei  dati  e  dei  campioni  biologici:  la  banca  dati  
nazionale del DNA e il bilanciamento tra le ragioni di giustizia e la tutela della  




DALLA L. 85/2009 ALLA SITUAZIONE ODIERNA
1. Il ritardo italiano nell'attuazione della legge 85/2009
Allo stato attuale, la Banca Dati nazionale del DNA non è 
ancora  operativa,  ma  il  decollo  del  database  sembra  dover 
avvenire  a  breve:  il  3  luglio  2015,  infatti,  il  Consiglio  dei 
ministri ha dato il via libera264 allo schema di regolamento che 
dovrà  permettere,  a  6  anni  dalla  legge  istitutiva,  la  messa  a 
regime dell'archivio dei profili genetici265.
Ad ogni  modo,  il  nostro  Paese  si  trova  in  una situazione di 
clamoroso  ritardo  in  relazione  a  quelli  che  sarebbero  dovuti 
essere i tempi di attuazione della legge 85/2009. 
Nell'art. 16 è, infatti, prevista una riserva di regolamento per la 
disciplina di molteplici aspetti, quali:
a) l'organizzazione e il funzionamento della banca dati del 
DNA  e  del  Laboratorio  centrale,  le  modalità  di 
trattamento  e  di  accesso  per  via  informatica  e 
telematica ai dati in essi raccolti, nonché le modalità di 
comunicazione dei dati e delle informazioni richieste; 
b) le tecniche e le modalità di conservazione dei campioni 
biologici  e  dei  profili  del  DNA,  nonché  la 
specificazione dei tempi di conservazione degli stessi; 
264Il testo dovrà essere adottato, in via definitiva, con Decreto del Presidente della 
Repubblica.
265NEGRI, Giustizia: parte la Banca dati del DNA, sarà articolata su due livelli , 




c) le attribuzioni del responsabile della banca dati e del 
laboratorio centrale; 
d) le modalità di esercizio dei poteri conferiti dall'art. 15 
della legge al CNNBSV;
e) le modalità di cancellazione dei profili  del DNA e di 
distruzione dei relativi campioni biologici.
Tali regolamenti, attuativi della legge in questione, si sarebbero 
dovuti approvare entro quattro mesi dall'entrata in vigore della 
legge stessa (e, quindi, entro il 14 novembre 2009), su proposta 
del  Ministero  della  giustizia  e  del  Ministero  dell'Interno,  di 
concerto  con  il  Ministro  della  difesa,  con  il  Ministro 
dell'economia  e  finanze  e  con  il  Ministro  delle  politiche 
agricole  e  forestali,  previo  parere  sia  del  Garante  per  la 
protezione  dei  dati  personali  che  del  Comitato  per  la 
biosicurezza e le biotecnologie266. 
Per ben 6 anni non si è giunti ad alcuna approvazione, seppur 
da tempo una bozza di regolamento era oggetto di discussione 
tra le istituzioni competenti. 
Varie circostanze hanno contribuito a ritardare la genesi di un 
regolamento  definitivo  e,  dunque,  il  raggiungimento  di  un 
accordo  tra  le  varie  istituzioni  competenti  all'adozione  dello 
stesso.
In primis, ha di certo scoraggiato l'ingente copertura finanziaria 
che la completa costituzione di un database genetico nazionale 
inevitabilmente richiede. 
Inoltre, hanno influito questioni legate a singole previsioni della 
266SCOLLO, La disciplina attuativa della Banca dati del DNA e del laboratorio  
centrale, in Banca dati del DNA e accertamento penale, a cura di MARAFIOTI 
e LUPARIA, Milano, 2010, 163.
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bozza;  ad  esempio,  il  fatto  che,  per  i  laboratori  esterni 
competenti a tipizzare le tracce di materiale biologico raccolte 
sul luogo del delitto, fosse prevista una certificazione di qualità 
di  standard  inferiori  a  quelli  in  uso  all'estero:  circostanza, 
questa,  che  avrebbe  comportato  difficoltà  di  dialogo  e  di 
scambio con gli altri Paesi europei. O, ancora, la previsione di 
una doppia tipizzazione dei campioni per esigenze di certezza e 
sicurezza, che, ancor di più, faceva temere un sensibile aumento 
dei costi267.
Tuttavia, pur in assenza di una normativa specifica, si  è data 
vita all'impianto e all'attrezzatura del Laboratorio centrale e, per 
far ciò, sono stati spesi oltre 16 milioni di euro. 
Ricavato  da  un  vecchio  capannone  all’interno  del  carcere  di 
Rebibbia  (una  struttura  utilizzata  per  il  lavoro  dei  detenuti), 
sono  state  acquistate  strumentazioni  notevolmente 
all’avanguardia:  armadietti  elettronici  che si  aprono solo con 
determinati  badge,  microscopi,  frigoriferi,  materiali  reagenti, 
120mila  kit  per  analisi,  oltre  ai  computer  e  al  materiale 
informatico268.  Ciò  ha  suscitato  numerose  critiche  e  scalpore 
mediatico.
È pur vero che – fino all'approvazione del regolamento, in via 
preliminare, del 3 luglio 2015 – l'unico passo in avanti concreto, 
in  termini  di  attuazione  della  legge  istitutiva  del  database 
nazionale,  era  stato  compiuto  con  riferimento  proprio  al 
Laboratorio  centrale  da  parte  dell'Amministrazione 
267SCARCELLA, Laboratorio centrale per la banca dati del DNA: determinati i  
ruoli tecnici, in Dir. pen. e proc., 2013, 893.
268D'ONGHIA, Sicurezza, la banca dati del DNA è pronta. Spesi 16 milioni, ma  
non c'è il personale, in www.ilfattoquotidiano.it, ed. 1 febbraio 2013.
136
penitenziaria: con il d.lgs. 162/2010, infatti, attuando la delega 
contenuta nell'articolo 18 della l.  85/2009, venivano istituiti  i 
ruoli  tecnici  all'interno  del  Corpo  di  polizia  penitenziaria  da 
destinare  al  laboratorio  centrale  e,  con  il  d.m.  268/2012, 
delineati i profili professionali degli stessi. 
In  virtù  di  ciò,  Luigi  Pagano,  in  qualità  di  responsabile  del 
coordinamento  degli  uffici  Dipartimentali,  obiettava  alle 
critiche mosse contro l'investimento di denaro.
[…] primo,  al  momento dell’attribuzione dell’incarico 
conferito  dalla  legge  85/2009  l’Amministrazione 
Penitenziaria ha iniziato tempestivamente il complesso 
iter  che doveva portare alla creazione del  Laboratorio 
centrale d’analisi  del  Dna e all’indizione dei  concorsi 
riguardante  i  ruoli  tecnici  della  Polizia  Penitenziaria 
delegata a condurre il laboratorio; secondo, la gestione 
dei  fondi  accreditati  all’Amministrazione  è  stata 
estremamente oculata; sono stati realizzati, in tutti i 207 
istituti  della  nazione,  i  gabinetti  per  il  prelievo  dei 
reperti biologici sia dei detenuti già presenti che degli 
ingressi  futuri,  formato  il  personale,  creato,  presso  la 
C.R. di Rebibbia, il laboratorio centrale completandolo 
di attrezzature tecnologicamente all’avanguardia; terzo, 
il laboratorio allo stato non è fermo, bensì, sono in corso 
le  procedure  per  l’accreditamento  dello  stesso  che 
saranno  avviate  dai  biologi  della  Università  di  Tor 
Vergata;  quarto,  le  procedure  concorsuali  per 
l’assunzione dei ruoli tecnici della Polizia Penitenziaria, 
infine,  avranno  inizio  non  appena  saranno  varati,  dai 
competenti  organi,  i  regolamenti attuativi;  quinto, non 
mi  sembra  di  vedere  nelle  altre  forze  di  Polizia  un 
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desiderio di accaparramento del Laboratorio né, invero, 
il Dap sarebbe disponibile a “passare la mano”.269 
Ebbene, nella parte finale del presente lavoro è indispensabile 
analizzare i tasselli del lento cammino di attuazione della Banca 
Dati nazionale del DNA, successivi alla legge n.85 del 2009, 
per  poi  volgere  lo  sguardo  al  panorama  internazionale,  nel 
quale,  prima  ancora  di  giungere  alla  compiutezza  di  una 
disciplina  interna,  il  nostro  Paese  si  è  esposto,  firmando  un 
Accordo bilaterale con gli Stati Uniti d'America270.
2.  I  ruoli  tecnici  del  Corpo di polizia penitenziaria.  Il 
d.lgs. 9 settembre 2010, n. 162 e la loro istituzione
Come già anticipato,  l'art.  18 della l.  85/2009 prevede la 
delega  legislativa  al  governo  per  l'emanazione  di  uno  o  più 
decreti  legislativi  al  fine  di  istituire  di  ruoli  tecnici 
nell'ordinamento  del  personale  del  Corpo  di  polizia 
penitenziaria,  all'interno  dei  quali  collocare  il  personale  da 
destinare  alle  attività  del  Laboratorio  centrale  e,  quindi,  per 
garantire  che  all'interno  dell'amministrazione  penitenziaria 
siano reclutate unità di personale dotate di particolari cognizioni 
e competenze tecnico-scientifiche271.
269Così Luigi Pagano, vice capo Dap, in risposta all'articolo Sicurezza, la banca 
dati del DNA è pronta. Spesi  16 milioni, ma non c'è il  personale,  sul  Fatto  
quotidiano, ed. 1 febbraio 2013, a firma di D'ONGHIA. L'articolo e la risposta 
sono consultabili  al  link  http://www.ilfattoquotidiano.it/2013/02/01/sicurezza-
banda-dati-del-dna-e-pronto-ma-non-ce-personale-per-gestirla/485531/
270Vd. par. 4.
271SCOLLO, La specializzazione del corpo di polizia penitenziaria, in Banca dati  
del DNA e accertamento penale, a cura di MARAFIOTI e LUPARIA, Milano, 
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In  attuazione  di  tale  previsione,  è  stato  emanato  il  d.lgs.  9 
settembre 2010, n.162, recante “Istituzione dei ruoli tecnici del 
Corpo di polizia penitenziaria, a norma dell'articolo 18 della l. 
30 giugno 2009, n.85”, pubblicato in G.U. Il  2 ottobre 2010, 
n.231 ed entrato in vigore il 17 ottobre 2010272. 
Tale decreto legislativo ha istituito quattro ruoli tecnici per le 
attività del laboratorio centrale, così come individuate dall'art. 8 
della l. 30 giugno 2009, n.85273: il ruolo degli operatori tecnici, 
il ruolo dei revisori tecnici, il ruolo dei periti tecnici e quello dei 
direttori tecnici.
Per  ciascuno  di  essi  viene  previsto  l'accesso  alla  qualifica 
iniziale  mediante  concorso  pubblico  e,  all'interno  di  ciascun 
ruolo,  sono  disciplinate  le  modalità  di  passaggio  da  una 
qualifica all'altra.
Per il ruolo dei revisori tecnici, periti tecnici e direttori tecnici è 
prevista  una  riserva  dei  posti  per  il  personale  del  Corpo  di 
polizia penitenziaria in possesso di  determinati  requisiti.  Con 
riferimento  agli  stessi  ruoli  è,  inoltre,  disposto  l'obbligo  di 
frequenza di corsi di formazione per i vincitori dei concorsi, al 
termine dei quali si verificherà l'assunzione.
In relazione all'assunzione degli operatori tecnici è contemplata 
la possibilità di assumere i superstiti di appartenenti a forze di 
polizia deceduti o permanentemente invalidi al servizio a causa 
del terrorismo e della criminalità organizzata.
2010, 171.
272Il testo del d.lgs. 162/2010 è consultabile nel portale www.normattiva.it
273L'art.  8  della  l.  85/2009  recita:  “Il  laboratorio  centrale  per  la  banca  dati 
nazionale del DNA provvede alle seguenti attività:  a)  tipizzazione del profilo 
del DNA dei soggetti di cui all'articolo 9, commi 1 e 2;  b)  conservazione dei 
campioni biologici dai quali sono tipizzati i profili del DNA.”
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Più nello specifico,  il  ruolo degli  operatori  tecnici  si  articola 
nelle quattro qualifiche di agente tecnico, agente scelto tecnico, 
assistente tecnico, assistente capo tecnico (art. 3). Gli operatori 
tecnici svolgono mansioni esecutive di natura tecnica e tecnico-
manuale, con capacità di utilizzazione e conduzione di mezzi e 
strumenti e di dati nell'ambito di procedure predeterminate (art. 
4).  L'accesso  alla  qualifica  iniziale  di  tale  ruolo  avviene 
mediante pubblico concorso per esami (art. 5).
Il personale appartenente al ruolo dei revisori tecnici si articola 
nelle tre qualifiche di vice revisore tecnico, revisore tecnico e 
revisore capo tecnico (art. 9). Esso svolge mansioni esecutive 
richiedenti conoscenza specialistica nel settore tecnico al quale 
è adibito,  con capacita'  di utilizzazione di  mezzi  e strumenti 
complessi  e  di  interpretazione  di  disegni,  grafici  e  dati 
nell'ambito  delle  direttive  di  massima  ricevute  (art.  10). 
L'accesso  alla  qualifica  iniziale  di  tale  ruolo  avviene  sia 
attraverso  concorso  interno  per  titoli  sia  mediante  concorso 
pubblico per esame scritto (art. 11).
Il personale appartenente al ruolo del perito tecnico si distingue 
nella  qualifiche  di  vice  perito,  perito,  perito  capo  e  perito 
superiore e il ruolo in sé è distinto in perito biologo e perito 
informatico (art.  15).  Il  perito svolge funzioni che richiedono 
preparazione  professionale  specialistica  nel  settore  tecnico  al 
quale  è  adibito.  L'attività  è  caratterizzata  da  apporto  di 
competenza  in  operazioni  su  apparati  ed  attrezzature,  che 
presuppongono  conoscenze  approfondite  delle  relative  teorie. 
L'accesso  alla  qualifica  iniziale  avviene  mediante  concorso 
pubblico  per  titoli  ed  esami.  Al  concorso  è  ammesso  a 
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partecipare,  con  riserva  di  un  quinto  dei  posti  disponibili  e 
purché in possesso dei requisiti prescritti, il personale del Corpo 
di polizia penitenziaria,  con almeno tre anni di anzianità alla 
data  del  bando  che  indice  il  concorso,  il  quale  non  abbia 
riportato  la  sanzione  disciplinare  pari  o  più  grave  della 
deplorazione nei tre anni precedenti (art. 18).
Infine,  il  personale  appartenete  al  ruolo  dei  direttori  tecnici 
svolge attività richiedente preparazione professionale di livello 
universitario,  con  conseguente  apporto  di  competenza 
specialistica  in  studi,  ricerche  ed  elaborazione  di  piani  e 
programmi tecnologici (art. 25).
L'accesso alla qualifica iniziale di tale ruolo avviene mediante 
concorso  pubblico  per  titoli  ed  esami,  al  quale  possono 
partecipare,  con  riserva  di  un  quinto  dei  posti  disponibili  e 
purché in possesso dei requisiti prescritti, il personale del Corpo 
di polizia penitenziaria,  con almeno tre anni di anzianità alla 
data  del  bando  che  indice  il  concorso,  il  quale  non  abbia 
riportato  la  sanzione  disciplinare  pari  o  più  grave  della 
deplorazione nei tre anni precedenti (art. 26).
Il  ruolo  dei  direttori  tecnici  è  distinto  in  ruolo dei  biologi  e 
ruolo degli informatici (art. 24).
Il testo normativo, inoltre, stabilisce che: il personale del ruolo 
degli  operatori  tecnici,  dei revisori tecnici e dei periti  tecnici 
assume  la  qualifica  di  agente  di  pubblica  sicurezza, 
relativamente  alle  funzioni  svolte;  il  personale  del  ruolo  dei 
direttori  tecnici  assume  la  qualità  di  sostituto  ufficiale  di 
pubblica  sicurezza,  limitatamente  alle  funzioni  esercitate;  il 
personale del ruolo di operatori tecnici assume la qualifica di 
141
agente  di  polizia  giudiziaria,  limitatamente  alle  funzioni 
esercitate; il personale del ruolo dei revisori tecnici, del ruolo 
dei periti e dei direttori tecnici assume la qualifica di ufficiale di 
polizia  giudiziaria,  limitatamente  alle  funzioni  esercitate  (art. 
32).
Si  prevede,  poi,  che il  personale dei  ruoli  tecnici  può essere 
impiegato,  limitatamente  alle  proprie  mansioni  tecniche  e  in 
relazione alle esigenze di servizio, in operazioni  di  polizia  ed 
in  operazioni   di  soccorso  in  caso  di  pubbliche  calamita'  ed 
infortuni (art. 33)274. 
2.1 La  determinazione  dei  profili  dei  ruoli  tecnici:  il 
Decreto Ministeriale 22 dicembre 2012, n. 268
Il 10 maggio 2013 è stato pubblicato in Gazzetta Ufficiale il 
decreto  interministeriale  22  dicembre  2012,  n.  268,  recante 
“Regolamento per la determinazione dei profili dei ruoli tecnici 
del  Corpo  di  polizia  penitenziaria,  ai  sensi  dell'articolo  1, 
comma 2, del decreto legislativo 9 settembre 2010, n. 162”.
Il decreto consta di un solo articolo che rinvia ad una tabella 
allegata,  nella  quale  sono  descritte  le  caratteristiche  e  i 
contenuti  dei  profili  professionali  degli  appartenenti  ai  ruoli 
tecnici del Corpo di polizia penitenziaria, così come individuati 
dal d.lgs. n. 162 del 2010275.
Con l'individuazione del profilo professionale di ciascun ruolo 
274SCARCELLA, Laboratorio centrale per la banca dati del DNA: determinati i  
ruoli tecnici, in Dir. pen. e proc., 2013, 893 – 896.
275Il testo del Regolamento è consultabile nel portale www.normattiva.it
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si  procede  ad  una  descrizione  del  lavoro  in  termini  di 
competenze con riferimento alla dimensione organizzativa del 
laboratorio centrale per la banca dati nazionale del DNA. Da 
tale  descrizione  emerge  una  puntuale  definizione  dei  saperi 
indispensabili  per  l'esercizio  delle  competenze,  ma  anche 
dell'autonomia  operativa  e  della  responsabilità  di  ciascun 
soggetto.276
Nel dettaglio, i profili professionali sono così descritti:
1. operatori  tecnici:  è  richiesto,  per  loro,  il  possesso  del 
titolo di studio della scuola dell'obbligo, con conoscenze 
di  tipo  operativo  generale.  Essi  volgono  mansioni 
esecutive,  ossia  provvedono  all'apertura,  chiusura, 
custodia  e  sorveglianza  dei  locali  e  degli  uffici  del 
Laboratorio  centrale;  trattano  la  corrispondenza  in 
entrata  ed  in  uscita;  provvedono  al  trattamento  del 
materiale  d'ufficio,  fascicoli  e  documenti,  in 
collaborazione  con  il  responsabile  alla  gestione 
dell'archivio degli stessi; provvedono al trasporto, carico 
e  scarico  con  mezzi  idonei  dei  materiali  occorrenti  al 
funzionamento dei  locali  e  degli  uffici  di  Laboratorio. 
Provvedono,  inoltre,  alla  pulizia  dei  materiali  e  degli 
attrezzi d'uso e alla manovra di macchine. Si occupano 
dell'apertura  e  chiusura  dei  magazzini,  della  custodia 
delle  merci  e  della  loro  catalogazione,  archiviazione e 
conservazione.  Sono  in  possesso  della  conoscenza  di 
base  delle  norme  sull'infortunistica,  sull'igiene  e  sulla 
276SCARCELLA, Laboratorio centrale per la banca dati del DNA: determinati i  
ruoli tecnici, in Dir. pen. e proc., 2013, 899.
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sicurezza  dei  luoghi  di  lavoro.  Utilizzano  sistemi 
informatici  base  di  video  scrittura,  database,  software 
grafico e fogli elettronici e di scanner e lettori codici a 
barre.
La loro autonomia operativa è limitata all'esecuzione del 
lavoro  nell'ambito  delle  disposizioni  ed  istruzioni 
impartite  e  dei  requisiti  posseduti,  mentre  la  loro 
responsabilità  è  limitata  alla  corretta  esecuzione  del 
proprio lavoro e dei compiti affidati.
2. Revisori  tecnici:  devono  possedere  un  diploma  di 
istruzione  professionale  conseguito  presso  un  istituto 
statale  (chimico-biologico,  informatico)  o  un  titolo 
professionale  equipollente  rilasciato  dalle  Regioni. 
Svolgono,  con  mansioni  esecutive,  attività  richiedenti 
conoscenze  tecniche,  con  capacità  di  utilizzazione  di 
mezzi  e  strumenti  nell'ambito  di  procedure 
predeterminate. Devono possedere un'ottima conoscenza 
delle norme in materia antinfortunistica,  di  igiene e di 
sicurezza  dei  luoghi  di  lavoro,  provvedono  alla 
preparazione  di  strumenti  e  dei  materiali  necessari 
all'attività  di  laboratorio.  Sono  responsabili  della 
registrazione  e  della  gestione  degli  strumenti  e  dei 
materiali utilizzati nell'ambito delle attività di laboratorio 
e  di  ufficio.  Possiedono  conoscenze  di  base  di 
informatica e dei vari componenti che costituiscono una 
postazione di lavoro. Sono, pertanto, capaci di svolgere 
tutte  le  attività  d'ufficio  con  l'ausilio  del  personal 
computer, di gestire la postazione di lavoro ed eventuali 
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guasti  alle  attrezzature.  Sono  competenti  nell'uso  dei 
servizi di comunicazione offerti dalla rete internet.
La  loro  autonomia  operativa  è  piena  nell'ambito  delle 
istruzioni  e  direttive  tecniche  ricevute  e  dei  requisiti 
posseduti,  con  margini  valutativi  nell'esecuzione  della 
prestazione. Sono responsabili limitatamente al corretto 
svolgimento  delle  mansioni  affidategli  e  ai  risultati 
ottenuti  nel  proprio  lavoro,  nell'ambito  di  più  ampi 
processi produttivi.
3. Periti tecnici: distinti in ruoli biologi ed informatici, per 
loro  è  previsto  il  possesso  del  diploma  di  perito  in 
chimica  e  biotecnologie,  informatica  o  equipollente. 
Svolgono  con  autonomia  tecnico  professionale  e  con 
apporto di competenze le loro prestazioni lavorative in 
diretta  collaborazione  con  il  personale  appartenente  ai 
corrispondenti ruoli dei direttori tecnici. 
In particolare, i periti tecnici del ruolo biologo utilizzano 
strumenti  complessi  richiedenti  particolari  conoscenze 
delle relative tecnologie; sono responsabili  del corretto 
adempimento  delle  procedure  analitiche  e  del  loro 
operato in applicazione dei protocolli di lavoro definiti 
dai superiori; verificano il corretto funzionamento delle 
apparecchiature utilizzate, provvedono alla gestione dei 
prodotti  e  servizi  non  conformi,  partecipano  alla 
programmazione  ed  organizzazione  del  lavoro 
nell'ambito  della  struttura  in  cui  operano;  concorrono 
alla  formazione  e  all'aggiornamento  del  personale  di 
supporto.  Organizzano  la  distribuzione  del  lavoro, 
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registrano  i  reattivi  e  i  materiali  consumati  dall'unità 
organizzativa in cui operano. Possiedono conoscenze di 
informatica sui sistemi operativi più comuni e dei vari 
pacchetti  operativi  più  utilizzati  per  la  gestione  dei 
lavoro d'ufficio. Sono in grado di svolgere tutte le attività 
di  ufficio  con  l'ausilio  del  personal  computer  e  di 
comprendere  i  manuali  d'uso  ed  i  documenti  tecnici 
redatti  in  lingua inglese.  Sono tenuti  alla  frequenza di 
corsi  specialistici  nell'ambito  dell'aggiornamento 
professionale.
I periti tecnici del ruolo informatico possiedono, invece, 
conoscenze  professionali  d'informatica  e  dei  vari 
componenti che costituiscono una postazione di  lavoro 
costituita  dal  personal  computer;  conoscono  i  sistemi 
operativi e i pacchetti applicativi più utilizzati in modo 
completo per la gestione automatica del lavoro di ufficio. 
Possiedono  le  competenze  di  base  necessarie  per 
partecipare alla realizzazione e alla gestione di sistemi 
complessi  basati  sull'elaborazione dei dati.  Installano e 
configurano  la  strumentazione  informatica;  installano 
programmi applicativi,  aggiornano i  programmi con le 
nuove  versioni;  garantiscono il  salvataggio  dei  dati,  il 
loro  recupero,  eliminano  guasti  o  malfunzionamenti, 
identificano  di  virus  e  sono  in  grado  di  eliminarli; 
localizzano  ed  eliminano  errori  nel  materiale  e  nei 
programmi; intervengono in caso di difficoltà e quando 
vengono  installati  nuovi  programmi;  istruiscono  il 
personale sottordinato all'uso delle varie apparecchiature 
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(computer e varie periferiche, come scanners, stampante, 
ecc.). Partecipano al collaudo e alla manutenzione degli 
strumenti. Sono in grado di comprendere i manuali e i 
documenti tecnici redatti in lingua inglese.
In generale, l'autonomia operativa dei periti tecnici, sia 
informatici che biologi, è ampia nell'ambito di istruzioni 
e direttive generali  e dei  requisiti  posseduti,  mentre la 
responsabilità è piena e completa nell'ambito dell'unità 
organizzativa in cui sono inquadrati,  limitatamente alla 
corretta  esecuzione  del  proprio  lavoro  e  agli  obiettivi 
affidati. L'attività comporta il coordinamento in èquipe.
4. Direttori  tecnici:  distinti  nei  ruoli  di  biologi  ed 
informatici, devono possedere una preparazione di base 
di  livello  universitario  specialistico  con  connessa 
abilitazione professionale. 
I direttori tecnici del ruolo di biologo svolgono attività 
nei  settori  della  genetica  umana  e  della  biologia 
molecolare  ed  hanno  una  competenza  specialistica  in 
analisi di genetica forense; si occupano direttamente di 
tutte le operazioni di tipizzazione del DNA dei soggetti 
di cui all'art. 9 della l. 30 giugno 2009, n. 85, rientranti 
nella competenza dell'Amministrazione penitenziaria, ed 
alla  conservazione  dei  campioni  biologici  dai  quali 
vengono  tipizzati  i  profili  del  DNA.  Sono  preposti  al 
laboratorio  scientifico  con  facoltà  di  decisione 
sull'adozione delle varie tecniche e di approvazione dei 
metodi  di  analisi,  con  poteri  di  direzione  ovvero  di 
coordinamento della struttura medesima.  Certificano le 
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attività svolte, anche per la parte eseguita dal personale 
alle  loro  dipendenze  e  istruiscono  il  personale 
dipendente. In tutte le fasi di lavoro, assicurano che siano 
osservate le norme relative all'igiene ed alla sicurezza sul 
lavoro. Svolgono studi, ricerche e sperimentazioni per la 
risoluzione di quesiti inerenti l'attività di tipizzazione del 
DNA in ambito forense; rappresentano l'amministrazione 
in  organi  collegiali,  convegni  e  congressi.  Sono tenuti 
alla  frequenza  di  corsi  specialistici  nell'ambito 
dell'aggiornamento professionale. 
I direttori tecnici del ruolo informatico sono preposti alla 
direzione  di  una  èquipe  di  lavoro,  svolgono  attività 
richiedente  preparazione  di  livello  universitario 
nell'ambito  delle  procedure  informatiche  e  nell'utilizzo 
delle tecniche per la gestione delle diverse fasi del ciclo 
di vita di un sistema informativo. Sperimentano modelli 
applicativi  di  tipo  informatico  e  supportano  l'uso  di 
sistemi  informativi  complessi  basati  su  reti  locali  e 
regionali.  Scelgono  le  metodologie  di  lavoro, 
predispongono  le  istruzioni  operative  e  la  relativa 
documentazione, provvedono al controllo della sicurezza 
dei sistemi. Partecipano a commissioni di valutazione o 
di  collaudo;  esprimono  pareri  tecnico/economici  che 
richiedono  approfondite  conoscenze  tecnico/pratiche. 
Partecipano  all'attività  didattica  dell'Amministrazione 
per le materie di competenza. 
L'autonomia  operativa  dei  direttori  tecnici,  biologi  ed 
informatici, è completa nella determinazione dei processi 
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lavorativi  in  ordine  agli  obiettivi  da  conseguire.  Essi 
hanno  la  responsabilità  della  corretta  esecuzione  dei 
lavori, sia per quanto attiene al corretto uso dei materiali 
e/o attrezzi in dotazione, sia per quanto attiene al rispetto 
di leggi e disposizioni varie; sono responsabili,  altresì, 
dei risultati delle attività direttamente svolte, nonché di 
quelle del gruppo coordinato o diretto.
In dottrina277 è stata mossa una critica ad alcune previsioni del 
d.m. 22 dicembre 2012, n. 268 e, segnatamente, a quelle che 
richiedono solo per i ruoli degli operatori tecnici e dei revisori 
tecnici anche una preparazione professionale acquisita dopo un 
periodo di formazione, addestramento e verifica. 
Sicuramente, tale previsione muove dal fatto che per chi svolge 
mansioni  esecutive  è  richiesto  il  possesso  del  solo  titolo  di 
studio  della  scuola  dell'obbligo  (ed  è  quindi  opportuno  un 
surplus di formazione), ma sarebbe stato appropriato prevedere 
lo stesso anche per i ruoli superiori: la frequenza di un corso di 
formazione con verifica finale è, infatti, generalmente prevista 
nelle  regolamentazioni  che  disciplinano  l'acceso  ai  ruoli 
corrispondenti delle Forze di polizia e delle Forze armate e può 
essere,  inoltre,  sempre  utile  ad  integrare  qualsiasi  tipo  di 
preparazione scolastica o universitaria di coloro che accedono 
ai ruoli.
Al di là di queste osservazioni, va indubbiamente riconosciuto il 
merito  al  Ministero  della  Giustizia  per  essere  riuscito  a 
delineare  i  profili  professionali  in  tempi  non  esageratamente 
277SCARCELLA, Laboratorio centrale per la banca dati del DNA: determinati i  
ruoli tecnici, in Dir. pen.e proc., 2013, 899.
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lunghi,  ma,  ancor più,  per avervi  fatto  seguire,  a  distanza di 
poco più di un anno, la pubblicazione del bando di concorso per 
il  reclutamento  del  personale  da  destinare  ai  ruoli  tecnici 
suddetti.
Invero, nella Gazzetta Ufficiale del 31 gennaio 2014, n. 9 sono 
stati  pubblicati  i  bandi  di  concorso  per  il  reclutamento  delle 
seguenti figure professionali, per un totale di 29 unità:
• 7 posti nel profilo professionale di vice direttore biologo;
• 7 posti nel profilo professionale di vice perito biologo;
• 4 posti nel profilo professionale di vice revisore tecnico;
• 5  posti  nel  profilo  professionale  di  allievo  agente 
tecnico;
• 2  posti  nel  profilo  professionale  di  vice  direttore 
informatico;
• 4  posti  nel  profilo  professionale  di  vice  perito 
informatico278.
3.  Il  regolamento  attuativo  ai  sensi  dell'art.  16  della 
legge 85/2009
Come già accennato, il Consiglio dei ministri del 3 luglio 
2015  ha  approvato  in  via  preliminare  lo  schema  del 
Regolamento previsto dall'articolo 16 della legge n.85/2009, il 
quale  dovrà  definitivamente  essere  adottato  con  Decreto  del 
Presidente della Repubblica279.
278I singoli bandi di concorso, i contenuti delle prove e le graduatorie risultanti  
sono consultabili sul portale www.giustizia.it
279PERRONE, Terrorismo e criminalità, decolla la banca dati nazionale del DNA, 
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Il  ministro  della  Giustizia  Andrea  Orlando,  illustrando  il 
provvedimento al Consiglio dei ministri, si espresso nel modo 
che segue.
L'Italia  sarà  all'avanguardia  nell'uso  di  tecnologie 
chiave, sempre più sicure ed affidabili, nella lotta delle 
forze dell'ordine contro i crimini violenti. […] In questo 
periodo  sono infatti aumentate  le  preoccupazioni  e 
l'allarme  sociale  su  numerosi  aspetti:  la  minaccia 
terroristica, con la necessità di rendere la cooperazione 
transfrontaliera  sempre  più  efficace  e  immediata,  i 
problemi derivanti dalle ondate migratorie, la cresciuta 
mobilità  internazionale,  ma  anche  l'impatto  della 
criminalità comune, ed in particolare dei crimini violenti 
contro  le  donne.  […] Offrire  alla  magistratura  e  alle 
forze  dell’ordine  strumenti  avanzanti,  funzionanti  e 
rispettosi della tutela delle persone consentirà non solo 
di assicurare alla giustizia chi si rende responsabile di 
reati, ma funzionerà anche da deterrente per i recidivi, 
che  rappresentano  larga  parte  degli  autori  di  reati, 
determinando  così  un’opera  fondamentale  di 
prevenzione. Il tutto nel pieno rispetto delle norme della 
privacy280.
Lo schema di regolamento consta di  36 articoli,  i  quali  sono 
suddivisi in 8 capi281.
L'art.  1  ne definisce l'ambito di  applicazione: esso si  occupa 
dell'organizzazione  e  del  funzionamento  della  Banca dati  del 
in  www.ilsole24ore.com, ed. 3 luglio 2015.
280Dichiarazione del Ministro della Giustizia consultabile al sito www.giustizia.it
281In attesa della pubblicazione del testo definitivo, la scheda del ministero della 
Giustizia  sul  Regolamento  è  scaricabile  dalla  pagina  web 
www.quotidianodirittoilsole24ore.com
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DNA e del Laboratorio centrale per la Banca dati del DNA, e 
dello scambio di dati sul DNA per le finalità di cooperazione 
transfrontaliera  di  cui  alle  decisioni  2008/615/GAI  e 
2008/616/GAI, concernenti il potenziamento della cooperazione 
transfrontaliera  soprattutto  nella  lotta  al  terrorismo  e  alla 
criminalità  transfrontaliera282,  nonché  per  la  finalità  di 
cooperazione internazionale di polizia ai sensi dell'articolo 12 
della legge n. 85 del 2009.
Il  testo  regolamentare  puntualizza,  sin  dall'inizio,  che  il 
trattamento dei dati è effettuato nel rispetto della disciplina in 
materia di protezione dei dati personali, in conformità al Codice 
della Privacy.
Nel Capo II vengono disciplinati, innanzitutto, funzionamento 
ed organizzazione della Banca dati del DNA e del Laboratorio 
centrale. 
La  Banca  dati  del  DNA  è  collocata  presso  il  Ministero 
dell'interno,  Dipartimento  della  Pubblica  sicurezza,  Servizio 
Informativo  Interforze  della  Direzione  centrale  della  Polizia 
criminale. Il software del database genetico è strutturato su due 
livelli:  il  primo si  occupa dei  raffronti  a  livello  nazionale;  il 
secondo è impiegato in conformità alle decisioni 2008/615/GAI 
e 2008/616/GAI, ai fini della cooperazione transfrontaliera.
Affinché  sia  garantita  la  continuità  di  funzionamento  della 
Banca  dati,  sussiste  un  sistema  secondario  remoto,  il  quale 
viene attivato, dal responsabile della Banca dati del DNA, in 
caso di disastro o di altro evento di eccezionale gravità.
Lo schema di regolamento individua con precisione i soggetti 
282Vd. cap. 1, par. 2.
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legittimati  ad  accedere  alla  Banca  dati  e  a  compiere  le 
operazioni di trattamento dei profili  genetici,  ossia quelli  che 
l'art. 12 della l.85/2009 racchiudeva nella generica espressione 
di  «personale espressamente  autorizzato»283.  Costoro sono gli 
operatori abilitati e designati incaricati del trattamento dei dati 
personali ai sensi dell'articolo 28 del d.lgs. n. 196 del 2003284, 
secondo predeterminati profili di autorizzazione (la quale può 
univocamente essere riferita ad una qualifica e ad una funzione 
che necessita di accedere e trattare i dati e le informazioni della 
Banca dati), previo superamento di una procedura informatica 
di autenticazione forte. Le operazioni devono essere registrate 
in appositi file di log che vengono conservati per venti anni, al 
fine di rendere possibile la verifica della liceità del trattamento 
dei  dati.  La  definizione  dei  profili  di  autorizzazione,  delle 
procedure di registrazione e di autenticazione è demandata ad 
un decreto interministeriale da adottare sentito il Garante per la 
protezione dei dati personali.
Il  Laboratorio  centrale,  collocato  presso  il  Ministero  della 
giustizia,  Dipartimento  dell'amministrazione  penitenziaria  – 
Direzione generale dei detenuti e del trattamento, è dotato di 
strutture  robotizzate  in  grado  di  compiere  le  varie  fasi  di 
tipizzazione  del  DNA  (accettazione,  catalogazione  e 
conservazione  del  campione  biologico;  set-up  del  campione; 
fase  di  estrazione  del  DNA;  fase  di  quantificazione; 
283Vedi cap.3, par. 5.
284L'art. 28 del Codice della Privacy, intitolato “Titolare del trattamento”, recita: 
«Quando il trattamento è effettuato da una persona giuridica, da una pubblica 
amministrazione  o  da  un  qualsiasi  altro  ente,  associazione  od  organismo, 
titolare  del  trattamento  è  l'entità  nel  suo  complesso  o  l'unità  od  organismo 
periferico che esercita un potere decisionale del tutto autonomo sulle finalità e 
sulle modalità del trattamento, ivi compreso il profilo della sicurezza».
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amplificazione del DNA; lettura ed interpretazione del profilo 
del DNA). In quanto al funzionamento, il Laboratorio si avvale 
di un sistema informativo (LIMS) in grado di gestire i dati e il 
flusso  di  lavoro,  che  assicura  la  tracciabilità  del  campione 
biologico, delle varie fasi della tipizzazione del DNA e delle 
operazioni  effettuate  del  personale  addetto  e  la  registrazione 
non  modificabile  di  tutte  le  variazioni  apportate  ai  dati.  Al 
sistema LIMS possono accedere solo gli operatori autorizzati, 
secondo  predefiniti  profili  di  autorizzazione,  previo 
superamento di una procedura di autenticazione. Gli accessi e le 
operazioni  effettuati  sul  sistema  LIMS  sono  registrati  in 
appositi file  immodificabili.  La  definizione  dei  profili  di 
autorizzazione,  delle  procedure  di  autenticazione  e  di 
registrazione è demandata allo stesso decreto interministeriale 
suddetto previsto per la Banca dati.
Successivamente,  il  regolamento  disciplina  le  modalità  di 
acquisizione  del  campione  biologico  (andando  a  colmare,  in 
questo modo, la lacuna lasciata dalla legge 85/2009 su questo 
punto285): i soggetti interessati sono sottoposti al prelievo di due 
campioni  di  mucosa  orale,  in  funzione  di  una  necessaria 
ripetizione della  tipizzazione del  DNA, dopo l'identificazione 
degli  stessi  tramite  accesso  telematico  all'AFIS  (sistema 
automatizzato  per  l'identificazione  di  impronte  digitali  del 
Casellario  centrale  d'identità  del  Ministero  dell'interno, 
Dipartimento  della  Pubblica  Sicurezza,  presso  la  Direzione 
Centrale  Anticrimine  della  polizia  di  Stato,  Servizio  Polizia 
Scientifica). 
285Vd. cap. 2, par. 2.1.
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Il  prelievo è effettuato dal  personale di  Polizia penitenziaria, 
formato ed addestrato a tale scopo. Solo nei casi di arresto in 
flagranza o fermo e di applicazione di un'ordinanza che dispone 
gli  arresti  domiciliari,  al  prelievo  di  campione  biologico 
provvede  il  personale  della  Forza  di  polizia  delegata 
all'esecuzione del provvedimento restrittivo, con esclusione dei 
casi  in  cui  dopo  il  giudizio  di  convalida  sia  disposta 
l'associazione  ad  un  istituto  penitenziario,  di  applicazione  di 
una misura alternativa alla detenzione e di applicazione di una 
misura di sicurezza detentiva.
Nell'art. 5 viene definita, inoltre, la procedura da eseguire subito 
dopo il prelievo: entrambi i campioni biologici vanno inviati nel 
più breve tempo possibile al Laboratorio centrale in un unico 
plico  chiuso  con  sigillo.  Ciascuno  dei  campioni  deve  essere 
accompagnato  da  un'etichetta,  che  riporta  una  serie  di  dati 
specificati dal regolamento.
Nel delineare gli obblighi del Laboratorio successivamente alla 
ricezione dei campioni biologici, viene disciplinata l'ipotesi in 
cui sia necessario procedere ad un secondo prelievo, in quanto 
la tipizzazione del DNA effettuata sul primo dei due campioni 
ha  fornito  esito  parziale  o  negativo:  il  Laboratorio  deve 
informare  l'AFIS,  il  quale  provvede  ad  attivare  l'Organo  di 
polizia  procedente,  previa  autorizzazione  dell'Autorità 
Giudiziaria.
La ripetizione del prelievo obbliga alla distruzione dei campioni 
biologici  precedentemente  acquisiti  e  del  profilo  del  DNA 
ricavato da una tipizzazione parziale. 
Solo se risulta impossibile procedere ad un secondo prelievo, è 
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possibile  eseguire  la  tipizzazione  del  DNA  sul  secondo 
campione  biologico,  previa  autorizzazione  dell'autorità 
giudiziaria.
Sono  disciplinate,  altresì,  le  procedure  da  seguire  quando  il 
campione  biologico  viene  prelevato,  nel  corso  di  indagini 
penali, nel caso di denuncia di persone scomparse e nel caso di 
rinvenimenti di cadaveri e di resti  cadaverici non identificati. 
Nel caso di denuncia di persona scomparsa, in particolare, la 
polizia  giudiziaria  può  acquisire  elementi  identificativi  della 
stessa od oggetti di uso personale, al fine di ricavarne il profilo 
del  DNA.  Può  essere  richiesto  anche  ai  consanguinei  di 
sottoporsi  al  prelievo  biologico,  al  fine  di  aumentare  le 
potenzialità identificative del profilo di DNA; i dati anagrafici 
dei  consanguinei,  però,  sono  inseriti  in  un  sottoinsieme 
dell'AFIS,  consultabile  solo  ai  fini  dell'identificazione  della 
persona  scomparsa.  Dopo  aver  effettuato  la  tipizzazione,  il 
personale in servizio presso i laboratori delle Forze di Polizia 
provvede  all'inserimento  del  profilo  di  DNA in  banca  dati, 
unitamente ai dati identificativi dello stesso profilo.
Viene, poi, disciplinato il procedimento di alimentazione della 
Banca dati. Legittimati a tal fine sono gli operatori di polizia 
giudiziaria  specificamente  abilitati,  in  servizio  presso  il 
Laboratorio centrale e i  laboratori delle Forze di Polizia e vi 
procedono mediante inserimento in via telematica del  profilo 
del DNA e del relativo numero di riferimento. 
Il codice del prelievo è, poi, decodificato dal personale abilitato 
all'utilizzo  del  sistema  AFIS,  specificamente  addestrato,  con 
modalità che consentono la tracciabilità di tale operazione. A 
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tale personale è conseguentemente vietato l'accesso al sistema 
LIMS dei laboratori e alla Banca dati.
Per  quanto  riguarda  il  trattamento  dei  dati  raccolti  nel 
Laboratorio  centrale,  vi  sono legittimati  solo  gli  operatori  di 
polizia giudiziaria, specificatamente abilitati come incaricati del 
trattamento dei dati, in servizio presso il Laboratorio centrale, 
previa autorizzazione dell'autorità giudiziaria, come previsto dal 
comma 2, art. 12, l.85/2009.
Il personale in servizio presso la Banca dati e i Laboratori delle 
Forze di polizia ha la possibilità di procedere alla ricerca o al 
raffronto  dei  profili  del  DNA  tramite  una  consultazione 
automatizzata. L'esito del raffronto va comunicato ai laboratori 
delle Forze di  polizia che hanno inserito il  profilo del DNA, 
tramite il portale della Banca dati. 
All'art.  10  dello  schema  di  regolamento  sono  disciplinati  i 
criteri di inserimento e di raffronto e le norme di concordanza. 
I profili del DNA sono trasmessi alla Banca dati per la raccolta 
ed i raffronti, tramite il portale della Banca dati. Solo i profili 
del  DNA validati  a  norma  ISO/IEC  17025  possono  essere 
inseriti nel database286.
Essendo – come abbiamo visto – la banca dati strutturata su due 
livelli, i profili del DNA sono inseriti nel primo livello a partire 
da un numero di  loci pari a sette. Solo i profili che hanno un 
numero  di  loci superiore  o  uguale  a  dieci  sono  inseriti  nel 
secondo livello. 
È  fatto  divieto  di  trasmettere  al  secondo  livello  i  profili  del 
DNA costituiti da una commistione di più profili del DNA; se 
286Sulla norma ISO 17025, vd. cap. 2, par. 6. 
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questa  commistione  sussiste,  ma  è  distinguibile  una 
componente  maggioritaria  da  una  componente  minoritaria,  è 
possibile  trasmettere  al  secondo  livello  esclusivamente  la 
componente maggioritaria.
L'attività di raffronto viene effettuata in base ai loci per i quali 
in  entrambi  i  profili  è  disponibile  la  stessa  coppia  di  valori 
dell'allele: deve risultare una concordanza di almeno dieci loci, 
affinché il raffronto abbia un riscontro positivo.
Nel  Capo  III  è  disciplinata  l'attività  di  consultazione 
automatizzata  del  database  per  la  finalità  di  cooperazione 
transfrontaliera.  Innanzitutto,  il  Servizio  per  la  Cooperazione 
Internazionale di Polizia della Direzione Centrale della Polizia 
criminale  del  Dipartimento  della  pubblica  sicurezza  viene 
riconosciuto come il punto di contatto nazionale per lo scambio 
dati per le finalità di collaborazione internazionale di polizia.
Per  quanto  riguarda  l'attività  di  consultazione,  raffronto  e 
trasmissione  dei  profili  del  DNA dall'estero  verso  l'Italia,  la 
consultazione della Banca dati è consentita ai punti di contatto 
esteri  in  possesso  delle  credenziali  di  autenticazione  ed 
autorizzazioni,  ai  fini  del  raffronto  con  i  profili  del  DNA 
contenuti  al  secondo  livello  dell'archivio  genetico;  la 
trasmissione dei profili di DNA tra i punti di contatto nazionale 
può  essere  effettuata  in  maniera  automatizzata  o  secondo  i 
canali  di  comunicazione  codificati  a  livello  internazionale, 
adottando tutte le misure appropriate, compresa la cifratura, ai 
fini di garantire la riservatezza e l'integrità dei dati.
Per  quanto  concerne  la  consultazione,  il  raffronto  e  la 
trasmissione  dei  profili  del  DNA dall'Italia  verso  l'estero,  è 
158
disciplinata  l'attività  della  polizia  giudiziaria  che  deve 
consultare le banche dati estere al fine di ricercare un profilo 
genetico in ambito internazionale. 
Per entrambi i casi, sono delineate le modalità di notifica degli 
esiti  del  raffronto  dei  profili,  la  notifica  automatizzata  e  la 
procedura in caso di esito positivo del raffronto.
Sono  disciplinati  i  metodi  di  verifica  della  qualità  dei  dati 
trasmessi  e  sono previste  le  procedure  da seguire  in  caso  di 
accertamento  di  trasmissione  di  dati  inesatti  o  che  non 
sarebbero dovuti essere trasmessi e le ipotesi di cancellazione 
dei dati. Qualora si presuma che la cancellazione dei dati possa 
pregiudicare  un  legittimo  interesse  della  persona  interessata, 
viene messa in funzione una procedura di blocco, che permette 
l'utilizzazione  e  la  trasmissione  dei  dati  di  blocco 
esclusivamente  per  le  finalità  che  ne  hanno  impedito  la 
cancellazione.
Per rendere possibile la verifica della liceità del trattamento dei 
dati, viene prevista la registrazione in appositi file di log di tutte 
le  operazioni  effettuate  per  finalità  di  cooperazione 
transfrontaliera. 
Il  controllo  sulla  trasmissione  e  sulla  ricezione  dei  dati 
personali  per  finalità  di  cooperazione  transfrontaliera  è 
esercitato dal Garante per la protezione dei dati personali, anche 
su segnalazione dell'interessato, nei modi previsti dal d.lgs. 30 
giugno 2003, n.196.
Il Capo IV dello schema di regolamento è dedicato alle tecniche 
di analisi, alle modalità di conservazione dei campioni biologici 
e ai tempi di conservazione dei campioni e dei profili del DNA.
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Innanzitutto,  si  prevede  che,  per  estrapolare  il  DNA  dai 
campioni  biologici,  devono utilizzarsi  kit  commerciali  di  uso 
comune nella comunità scientifica forense e corroborati  dalla 
letteratura scientifica in termini di resa quantitativa e qualitativa 
del DNA estratto. Per quantificare il DNA, si devono utilizzare 
kit  commerciali  che  consentono  di  verificare  la  quantità  del 
DNA dell'estratto  e  la  presenza  di  eventuali  inibitori  della 
reazione  a  catena  dell'enzima  polimerasi  (PCR).  Anche  per 
l'amplificazione del DNA sono indicate le modalità da eseguire, 
così  come per  le  operazioni  di  lettura  ed  interpretazione  del 
profilo del DNA estrapolato.
Importantissimi  gli  articoli  24  e  25,  i  quali  definiscono 
dettagliatamente  i  tempi  di  conservazione  dei  campioni 
biologici  e  dei  profili  del  DNA,  adempiendo  alla  riserva 
regolamentare prevista dall'art.13,  comma 4,  della legge n.85 
del 2009287.
Una  volta  completata  la  tipizzazione,  il  DNA  estratto  dal 
campione biologico deve essere distrutto e tale operazione deve 
essere verbalizzata da parte del laboratorio operantte. La parte 
del campione biologico non utilizzata ed il secondo campione 
di riserva devono essere conservati per otto anni, decorsi i quali 
questi  devono  essere  completamente  distrutti  da  parte  del 
personale in servizio nel Laboratorio centrale.
I profili del DNA devono essere conservati per un periodo di 
trenta anni a partire dall'ultima registrazione delle operazioni di 
identificazione e prelievo. Il periodo di conservazione è elevato 
a quaranta anni nel caso in cui il titolare del profilo del DNA sia 
287Vd. cap. 3, par. 4.
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stato condannato con sentenza irrevocabile per uno o più reati 
per i quali la legge prevede l'arresto obbligatorio in flagranza o 
per taluno dei reati di cui all'art. 407, comma 2, lettera a), del 
codice di procedura penale oppure nel caso in cui il soggetto, 
all'emissione della sentenza irrevocabile di condanna, sia stato 
dichiarato recidivo.
Si  noti  come  il  regolamento  non  risolva  il  dubbio  lasciato 
dall'articolo 13 della legge n. 85 del 2009 circa l'individuazione 
del  dies a quo del termine massimo per la conservazione dei 
dati genetici: stabilendo la decorrenza dei trent'anni dall'ultima 
registrazione delle operazioni di identificazione e prelievo, non 
viene  eliminato  il  rischio  di  un  prolungamento  sine die dei 
tempi288.
Non possono in alcun modo essere conservati in Banca dati più 
profili del DNA di uno stesso soggetto e, perciò, è stabilito che 
qualora emerga una concordanza tra un profilo ottenuto da un 
reperto  ed  uno  ottenuto  da  un  campione,  è  conservato  solo 
quello ottenuto dal campione biologico, nel rispetto dei tempi 
stabiliti dalle predette disposizioni.
Il Capo V si occupa del personale responsabile della Banca dati 
e del Laboratorio centrale.
Il  responsabile  della  Banca  dati  e  del  trattamento  dei  dati 
personali,  ai  sensi  dell'art.  29  del  d.lgs.  196/2003289,  è 
288Vd. cap. 3, par.4.
289L'articolo  29  del  d.lgs.  n.  196  del  2003,  intitolato  “Responsabile  del 
trattamento”, recita: «1) Il responsabile è designato dal titolare facoltativamente. 
2) Se designato, il responsabile è individuato tra soggetti che per esperienza, 
capacità  ed  affidabilità  forniscano  idonea  garanzia  del  pieno  rispetto  delle 
vigenti disposizioni in materia di trattamento, ivi compreso il profilo relativo 
alla  sicurezza.  3)  Ove necessario  per  esigenze  organizzative,  possono essere 
designati responsabili più soggetti, anche mediante suddivisione di compiti. 4) I 
compiti affidati al responsabile sono analiticamente specificati per iscritto dal 
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individuato nel Direttore del Servizio per il Sistema Informativo 
Interforze della Direzione Centrale della Polizia Criminale del 
Dipartimento di pubblica sicurezza del Ministero dell'interno. 
Egli  assicura  la  funzionalità  della  Banca  dati,  per  quanto 
riguarda  la  completezza  delle  informazioni  e  il  loro 
aggiornamento,  e  garantisce  l'osservanza  di  tutte  le  misure 
tecniche  e  di  sicurezza,  nel  rispetto  di  quanto  disposto  dal 
codice  per  la  protezione  dei  dati  personali;  impartisce  al 
personale  in  servizio  le  istruzioni  necessarie  al  corretto 
funzionamento della Banca dati ed effettua controlli  periodici 
sulle  operazioni  di  trattamento  effettuate  dagli  operatori  di 
polizia. È, inoltre, specificato che il titolare del trattamento dei 
dati,  ai  sensi  dell'articolo  28  del  Codice  della  privacy,  è  il 
Ministero dell'interno – Dipartimento della pubblica sicurezza.
Il  responsabile del Laboratorio centrale è, invece, il  Direttore 
dell'Ufficio del Laboratorio centrale per la Banca dati nazionale 
del DNA. 
Egli  è  preposto  al  funzionamento  e  all'organizzazione  del 
Laboratorio centrale; gli competono l'identificazione dei metodi 
accreditati, delle procedure tecniche idonee per la tipizzazione 
del DNA e di quelle adottate per la conservazione e distruzione 
dei campioni, l'individuazione di corsi di formazione specifici 
per il  personale del  Laboratorio,  la  predisposizione del piano 
della sicurezza e del manuale della qualità del Laboratorio.
Il  titolare del trattamento, ai sensi dell'articolo 28 del Codice 
titolare.  5)  Il  responsabile  effettua  il  trattamento  attenendosi  alle  istruzioni 
impartite dal  titolare il  quale,  anche tramite verifiche periodiche,  vigila sulla 
puntuale  osservanza  delle  disposizioni  di  cui  al  comma  2  e  delle  proprie 
istruzioni».
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della  Privacy,  è  il  Dipartimento  dell'Amministrazione 
penitenziaria del Ministero della giustizia. 
Il  capo VII,  formato dagli  articoli  29, 30,  31 e 32,  regola le 
modalità di cancellazione dei dati e distruzione dei campioni in 
tutte le diverse ipotesi prese in considerazione dall'articolo 13 
della l. n. 85 del 2009290. 
Per quanto riguarda, in particolare, le modalità di cancellazione 
a seguito di assoluzione con sentenza definitiva, perché il fatto 
non costituisce reato o perché il fatto non è previsto dalla legge 
come reato,  è  previsto che le  stesse siano determinate da un 
decreto  interministeriale  che  dovrà  essere  adottato,  previo 
parere del  Garante per la protezione dei dati personale,  entro 
trenta giorni dall'entrata in vigore del regolamento di cui si sta 
trattando (art. 29).
A seguito di identificazione di cadavere o di resti  cadaverici, 
nonché  del  ritrovamento  di  una  persona  scomparsa,  la  legge 
85/2009,  articolo  13,  comma  2,  dispone  d'ufficio  la 
cancellazione dei profili del DNA acquisiti e la distruzione dei 
relativi campioni biologici: lo schema di regolamento stabilisce 
che è il personale del laboratorio delle Forze di polizia che ha 
proceduto all'identificazione del cadavere o al ritrovamento di 
resti  cadaverici  o  della  persona  scomparsa  ad  effettuare  le 
predette operazioni.
Quando, invece, le operazioni di prelievo sono state compiute 
in  violazione  delle  disposizioni  previste  dall'articolo  9  della 
legge 85/2009, l'articolo 13, comma 3, della stessa prevede che 
si debba procedere d'ufficio alla cancellazione del DNA e alla 
290Vd. cap. 3, par. 4.
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distruzione  del  relativo  campione  biologico:  lo  schema 
regolamentare stabilisce che le Forze di polizia che non hanno 
ancora proceduto all'invio dei campioni biologici al Laboratorio 
centrale  per  la  tipizzazione  procedono  alla  loro  distruzione; 
qualora, invece, i  campioni biologici siano già stati  inviati  al 
Laboratorio  centrale,  il  personale  in  servizio  nel  Laboratorio 
centrale  procede  alla  cancellazione  del  profilo  del  DNA 
presente  nella  Banca  dati  e  alla   distruzione  dei  campioni 
biologici.
Nella parte finale del regolamento (art. 33) è dichiarato il diritto 
delle persone ad essere informate circa il trattamento dei propri 
profili del DNA. In particolare, all'interessato sono riconosciuti 
i diritti di cui all'articolo 10, commi 3, 4 e 5, della legge n.121 
del  1981.  Si  prevede un'istanza rivolta  al  Dipartimento  della 
Pubblica Sicurezza-Direzione centrale della Polizia Criminale 
del Ministero dell'interno che permette di esercitare tali diritti. 
Altresì,  è  contemplata  la  possibilità  per  i  consanguinei  di 
persona  scomparsa  che  si  sono  sottoposti  volontariamente  al 
prelievo  di  materiale  biologico  di  richiedere,  in  qualsiasi 
momento, la cancellazione del proprio profilo del DNA. 
Per quanto riguarda la disciplina transitoria, in linea con quanto 
previsto dall'art. 17 della l.85 del 2009291, è previsto che i profili 
del DNA ricavati da reperti e da campioni biologici di soggetti 
che  al  momento  del  prelievo  rientravano  nelle  categorie  dei 
soggetti previsti all'articolo 9 della l.85/2009, acquisiti nel corso 
di procedimenti penali anteriormente all'entrata in vigore della 
291Vd. cap. 2, par. 2.1 e 2.1.
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Banca dati, siano inseriti in Banca dati. Fino al completamento 
dell'inserimento di tali profili nel  database nazionale, i profili 
conservati  dalle  Forze  di  Polizia  presso  i  propri  laboratori 
specializzati  possono  essere  utilizzati  ai  fini  investigativi  in 
ambito nazionale, previo nulla osta dell'autorità giudiziaria.
Sullo schema del regolamento è stato ottenuto, ai sensi dell'art. 
16 della l.85/2009, il parere favorevole del Comitato Nazionale 
per  la  Biosicurezza,  le  Biotecnologie  e  le  Scienze della  Vita 
(CNBBSV), nonché il  parere favorevole con osservazioni del 
Garante per la protezione dei dati personali.
3.1.  Il  parere  del  Garante  per  la  protezione  dei  dati 
personali sul regolamento attuativo della legge 85/2009
Espresso nell'adunanza del 31 luglio 2014292, questo parere 
è  di  fondamentale  importanza  nell'iter di  formazione  dello 
schema di regolamento che pare prossimo all'adozione.
Dopo  aver  ripercorso  i  principali  punti  della  l.85/2009, 
soprattutto in relazione alla collocazione, agli scopi, alle attività 
e al funzionamento della Banca dati del DNA e del Laboratorio 
centrale, e dopo aver richiamato i punti a cui la legge ricollega 
la riserva regolamentare, il Garante della  privacy disamina le 
disposizioni dello schema regolamentare e, infine, formula delle 
osservazioni – al fine di rendere il testo normativo totalmente 




compatibile con la disciplina normativa in materia di protezione 
dei  dati  personali  –  qualificate  dallo  stesso  Garante  come 
“mirati perfezionamenti dell'articolato” (punti da 12.1 a 12.8 del 
parere). Queste sono state quasi interamente recepite nel testo 
del regolamento.
Ad  esempio,  nello  schema  di  regolamento  approvato  dal 
governo si fa riferimento ai punti di contatto,  estero (art.  12, 
comma 1) e nazionale (art.  13,  comma 1):  tale riferimento è 
dovuto  all'osservazione  di  cui  al  punto  12.1  del  parere  del 
Garante,  nella  parte  in  cui  consigliava  di  precisare,  laddove 
nella bozza non compariva in tali termini, che “la consultazione 
avviene per il tramite del punto di contatto nazionale od estero”. 
Ancora,  è  in  virtù  dell'osservazione  di  cui  al  punto  12.8 del 
parere  del  Garante  che  l'articolo  30  dello  schema  di 
regolamento disciplina la cancellazione del profilo del DNA dei 
consanguinei delle persone scomparse, e non solo del profilo 
genetico di queste ultime.
Il  Garante  ha  espresso,  inoltre,  l'intesa  sui  termini  di 
conservazione  dei  campioni  biologici  e  dei  profili  del  DNA, 
così  come  individuati  dal  regolamento,  ai  sensi  dell'art.  13, 
comma 4, della legge n. 85/2009: la disciplina prospettata viene 
dichiarata adeguata alle  finalità  perseguite dalla Banca dati  e 
proporzionata rispetto al trattamento dei dati.
Se  è  stata  chiarificata  l'individuazione  del  dies  a  quo  del 
termine,  che  risultava  incerto  nella  l.  85/2009  (anche  se, 
comunque, non è eliminato il rischio di prolungamento sine die 
dei termini massimi di conservazione)293, non si può dire che il 
293Vd. cap. 3, par. 4.
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regolamento abbia risolto i dubbi sul rispetto del principio di 
proporzionalità  per  quanto  riguarda  l'eccessiva  ampiezza  dei 
tempi di conservazione, in quanto i tempi ivi individuati poco si 
discostano  dalla  generica  previsione  legislativa  dei  quaranta 
anni (almeno, per i profili del DNA, visto che il regolamento 
sembra non specificare i tempi di conservazione dei campioni 
biologici).
4. L'Accordo con gli Stati Uniti sullo scambio di dati 
personali
Volgendo lo sguardo al panorama sopranazionale, la nostra 
attenzione viene richiamata dall'Accordo tra Italia e Stati Uniti 
d'America,  sottoscritto  a  Roma  il  28  maggio  2009,  sul 
rafforzamento della cooperazione nella prevenzione e lotta alle 
forme gravi di criminalità, tra cui il terrorismo.
L'Italia  ha ratificato tale accordo con la legge 3 luglio 2014, 
n.99,  pubblicata  nella  Gazzetta  Ufficiale  16  luglio  2014,  n. 
163294. 
Come è stato dichiarato dichiarato dalla Commissione giustizia 
nella  formulazione  del  proprio  parere  in  sede  consultiva, 
l'Accordo  presenta  connotati  innovativi,  in  quanto  valorizza 
nuove metodologie di contrasto al crimine, come quella basata 
sui  progressi  nella  rilevazione  delle  tracce  di  DNA e  delle 
impronte digitali295.
294Il  testo  della  legge,  il  quale  riporta  quello  dell'Accordo,  è  consultabile  nel 
portale www.normattiva.it
295CAMALDO, Accordo tra Italia e USA sullo scambio di dati personali per la  
prevenzione e la lotta alle forme gravi di criminalità incluso il terrorismo , in 
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In particolare, venendo espressamente richiamato il Trattato di 
Prüm,  si  prevede una collaborazione investigativa  fondata  su 
«criteri di disponibilità delle informazioni e di  reciprocità,  in 
conformità  con  le  rispettive  legislazioni  nazionali  e  con  la 
normativa  internazionale  applicabile  in  materia  di  protezione 
dei dati personali»296. Tali informazioni riguardano i profili del 
DNA297 e «qualsiasi altra informazione relativa a persona fisica 
identificata o identificabile»298, incluse le impronte digitali.
Nell'ambito della prevenzione, le due Parti  contraenti si  sono 
impegnate a garantire la disponibilità dei profili di DNA e dei 
dati  dattiloscopici  contenuti,  rispettivamente,  negli  archivi 
nazionali  dei  profili  del  DNA  e  nei  sistemi  nazionali 
automatizzati di identificazione delle impronte digitali, nonché 
a  garantire  ai  corrispondenti  punti  di  contatto  nazionali  la 
possibilità di effettuare interrogazioni a tali banche dati. 
Tali punti di contatto sono designati da ciascuna Parte e le loro 
competenze,  così  come  le  modalità  di  accesso  alle  suddette 
banche dati, sono disciplinate dalle legislazioni nazionali (artt. 5 
e 8). Non sono consentiti raffronti collettivi: le interrogazioni 
sono  effettuabili  solo  caso  per  caso  e  nel  rispetto  della 
legislazione nazionale.
Si prevede che una normativa di attuazione dovrà definire le 
modalità tecniche e procedurali delle interrogazioni e stabilire 
eventuali limiti quantitativi alle richieste, ovvero determinare i 
Proc. pen. giust., n.8, 2014, sez. Novità sovranazionali, 15.
296Così, alle premesse dell'Accordo.
297Ai sensi dell'art. 1 dell'Accordo, per “profilo del DNA” si intende «un codice 
alfabetico o numerico che rappresenta una serie di caratteristiche identificative 
della parte non codificante del campione di DNA umano analizzato, vale a dire 
la struttura molecolare particolare dei vari loci del DNA». 
298Così, al punto 2 dell'art. 1 dell'Accordo.
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reati  che  formeranno  oggetto  di  cooperazione  ai  sensi  delle 
rispettive legislazioni nazionali, per i quali sia prevista una pena 
detentiva, che dovrà essere superiore nel massimo ad un anno, o 
pene più severe.
Qualora  dal  raffronto  dei  profili  del  DNA  o  dei  dati 
dattiloscopici emerga una concordanza, la trasmissione di altri 
dati  disponibili  o  di  altre  informazioni  concernenti  i  dati  di 
riferimento avviene in base alle procedure della Parte richiesta, 
nel rispetto della propria legislazione nazionale (artt. 6 e 9). 
L'art. 10 prevede una particolare procedura per il caso in cui la 
trasmissione  dei  dati  personali  o  di  altre  informazioni  sia 
finalizzata a prevenire forme gravi di criminalità, compreso il 
terrorismo: le Parti, anche senza che sia loro richiesto, possono 
trasmettere ai rispettivi punti di contatto nazionali un più ampio 
ventaglio  di  dati  personali,  ove  ciò  sia  necessario  per  la 
sussistenza  di  eventuali  circostanze  dalle  quali  si  possa 
presumere che il soggetto interessato:
a) commetterà o ha commesso reati terroristici o di matrice 
terroristica,  oppure  reati  legati  ad  un  gruppo  o 
associazione  terroristica,  secondo la  definizione di  tali 
reati nella legislazione nazionale della Parte trasmittente;
b) sta  ricevendo  o  ha  ricevuto  un  addestramento  per 
commettere i reati sopra indicati;
c) commetterà  o  ha  commesso  un  reato  grave,  ovvero 
partecipa  ad  un  gruppo  o  ad  una  associazione  di 
criminalità organizzata.
I  dati  personali  che  in  tal  caso  possono  essere  trasmessi 
comprendono, se disponibili, anche il cognome, i nomi, i nomi 
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precedenti,  altri  nomi, alias,  varianti ortografiche dei nomi, il 
sesso,  la  data e il  luogo di  nascita,  le  attuali  e  le  precedenti 
nazionalità, il numero di passaporto, numeri di altri documenti 
d'identità e dati dattiloscopici, nonché la descrizione di qualsiasi 
precedente  giudiziario  o  delle  circostanze  che  hanno  dato 
origine alle situazioni di pericolosità sopra elencate.  La Parte 
trasmittente può definire delle condizioni di utilizzazione di tali 
dati alle quali è soggetta la Parte ricevente, qualora accetti la 
trasmissione. 
Ciascuna  Parte  si  è  impegnata,  con  la  firma  dell'Accordo,  a 
garantire un equivalente livello di protezione dei dati personali 
e a trattare questi con imparzialità,  in quanto la gestione e il 
trattamento dei dati vicendevolmente acquisiti sono riconosciuti 
come di fondamentale importanza per l'attuazione dell'Accordo. 
Pertanto, le Parti devono assicurare che i dati trasmessi siano 
adeguati  e  pertinenti  rispetto  allo  scopo  specifico  della 
trasmissione, possono conservare le informazioni personali solo 
per il tempo necessario allo scopo per i quali sono stati forniti e 
devono  garantire  che  i  dati  personali  eventualmente  inesatti 
siano  immediatamente  sottoposti  all'attenzione  della  Parte 
ricevente,  affinché  siano  adottate  le  appropriate  misure 
correttive (art. 11).
Ai sensi dell'art. 12, ciascuna Parte può trattare i dati acquisiti 
solo in relazione a determinate finalità: nell'ambito delle proprie 
indagini penali, per prevenire una grave minaccia alla pubblica 
sicurezza,  oppure  nei  procedimenti  giudiziari  non  penali  o 
amministrativi direttamente connessi alle indagini. Per qualsiasi 
altro scopo, il trattamento può avvenire esclusivamente con il 
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previo consenso della Parte trasmittente. 
È fatto divieto di comunicare i dati ricevuti ad uno Stato terzo, 
organismo di diritto internazionale o soggetto privato, senza il 
consenso della Parte che ha fornito i dati e senza le appropriate 
garanzie.
L'interrogazione automatizzata delle banche dati del DNA e dei 
dati dattiloscopici – e il trattamento dei dati così ottenuti – può 
essere effettuata da ciascuna Parte per accertare la concordanza 
tra  i  dati  raffrontati,  predisporre  ed  inoltrare  una  successiva 
domanda  di  assistenza  conformemente  alla  legislazione 
nazionale in caso di concorrenza dei dati, oppure per effettuare 
la  registrazione,  secondo  quanto  richiesto  o  consentito  dalla 
propria legislazione nazionale.
Tranne  negli  ultimi  due  casi,  l'art.  12 dell'Accordo stabilisce 
che, al termine del raffronto o della risposta automatizzata alle 
interrogazioni, i dati trasmessi devono immediatamente essere 
cancellati. 
Su richiesta della Parte trasmittente, la Parte che riceve è tenuta 
a rettificare, bloccare o cancellare i dati ricevuti quando siano 
essi  inesatti  o  incompleti,  oppure  se  la  propria  raccolta  o 
l'ulteriore  trattamento  contravviene  alle  norme  contenute 
dell'Accordo (art. 13).
Ai  fini  di  un  efficace  controllo  sull'ammissibilità  della 
trasmissione, ai fini di consentire alle Parti di esercitare appieno 
i  diritti  loro  conferiti  in  virtù  dell'Accordo  bilaterale  e  di 
garantire la sicurezza dei dati, la trasmissione e il ricevimento 
dei  dati  devono  essere  registrati  e  devono  essere 
specificatamente indicate le informazioni sul dato trasmesso, i 
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motivi che hanno originato la trasmissione, la data della stessa e 
il destinatario dei dati,  qualora gli stessi siano forniti  ad altri 
soggetti.
Le Parti si impegnano a stabilire le necessarie misure tecniche a 
livello  organizzativo  per  tutelare  i  dati  personali  dalla 
distruzione  accidentale  o  illecita,  dalla  perdita  accidentale  o 
dalla diffusione, dall'alterazione o dall'accesso non autorizzato o 
da qualsiasi tipo di trattamento non consentito.
L'art.  16  introduce  una  clausola  di  salvaguardia,  secondo  la 
quale  l'Accordo  bilaterale  non  interferisce  con  gli  obblighi 
giuridici  delle  Parti,  derivanti  dalle  legislazioni  interne,  di 
fornire  ai  soggetti  interessati  ogni  informazione  relativa  alla 
finalità  di  trattamento,  all'identità  del  controllore  dei  dati,  ai 
destinatari dei  dati  stessi,  al  diritto di  rettifica dei dati che li 
riguardano. Inoltre, dall'Accordo non sorgono diritti in capo ad 
alcun  soggetto  privato,  neppure  ad  acquisire,  eliminare  od 
escludere qualsiasi  elemento di  prova,  oppure ad impedire la 
condivisione dei dati personali.
L'Accordo individua, infine, gli organi preposti all'applicazione 
dello  stesso:  il  Dipartimento  della  Pubblica  Sicurezza  del 
Ministero dell'Interno per il Governo della Repubblica Italiana e 
il Dipartimento di Giustizia e il Dipartimento per la Sicurezza 
Interna per il Governo degli Stati Uniti d'America (art. 23)299.
Orbene, riflettendo sulla ratifica di  tale Accordo da parte del 
nostro Paese, la stessa appare curiosa nonché contraddittoria, in 
quanto  eseguita  in  un  momento  in  cui  si  era  ancora  lontani 
299CAMALDO, Accordo tra Italia e USA sullo scambio di dati personali per la  
prevenzione e la lotta alle forme gravi di criminalità incluso il terrorismo , in 
Proc. pen. giust., n.8, 2014, sez. Novità sovranazionali, 15 - 17.
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dall'emanazione del regolamento attuativo della l.  85/2009 (il 
quale è stato approvato, come abbiamo visto, nel luglio 2015). 
In  un  momento,  quindi,  in  cui  la  Banca  dati  del  DNA era 
tutt'altro che costituita e nel quale il nostro Paese avrebbe, forse, 
dovuto prima portare a termine i propri impegni sul versante 
interno.
Peraltro,  oggigiorno,  oltre  all'incerta  situazione  italiana 
sull'avvio  della  Banca  Dati  nazionale  del  DNA  (visti  gli 
ultimissimi  sviluppi300),  un'ulteriore  questione  non  meno 
importante riguarda la copertura finanziaria: ciascuna Parte si è 
impegnata, con la firma dell'Accordo, ad onorare tutte le spese 
sostenute dalle proprie autorità nell'applicazione dello stesso e 
questa  circostanza  non  può  che  generare  scetticismo  con 
riferimento alla sua effettiva attuazione301.
300Vd. par. 3.
301CAMALDO, Accordo tra Italia e USA sullo scambio di dati personali per la  
prevenzione e la lotta alle forme gravi di criminalità incluso il terrorismo , in 
Proc. pen. giust., n.8, 2014, sez. Novità sovranazionali, 17.
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«I se sono la patente dei falliti. 
Nella vita si diventa grandi nonostante.»
(Massimo Gramellini)
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