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本稿では，文書形式として広く用いられている OOXML（Oce Open XML）を対象として，結託
耐性符号を用いて符号化したユーザ ID（以下，耐結託 ID）を埋込む電子文書管理システムを提案し，
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products/hibun/（参照日付 2011 年 12 月 26 日）
2 日本電気株式会社，http://www.nec.co.jp/cced/infocage/






































い符号長でより大きな ID数が表現可能な unital codeを
用いた ACC符号を利用する．表 1に unital codeを用
いた ACC符号の性能を示す．多くの組織で利用可能な
ID数を 20万個と想定すると，表 1より，p = 23のと
3 日本の大企業として知られるトヨタ，パナソニック，日立は 30 万
人規模の従業員数を持つ．
http://www.toyota.co.jp/jpn/company/about_toyota/
outline/index.html（参照日付 2011 年 12 月 26 日），
http://panasonic.co.jp/company/info/about/(参 照 日 付
2011 年 12 月 26 日)，
http://www.hitachi.co.jp/about/corporate/index.html



























































符号長（bit） 表現可能な ID数 耐結託数





































































図 3: document.xmlの XMLコード
<w:pict>





































































































































































































は p3 + 1なので，結託者が一人も特定できないとき n0
は





される符号の桁数は最大で k  (p+1)である．k  (p+1)
桁のアルファベットのうち 0に改竄された桁数を sとす
ると，符号のうち s桁が改竄される確率は
k(p+1)Cs  2 k(p+1) (2)
図 7: document.xmlに埋込まれたランダム化した耐結
託 IDの一桁





2(p+1)Cs  2 2(p+1)  ds
x
(3)
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