















































Sharing Scheme; SSS)が提案されており Blakleyと Shamirにより独立に提案された (k; n)-し
きい値秘密分散法がよく知られている．(k; n)-しきい値秘密分散法は，秘密情報 Sを n個の
分散情報（シェア）に符号化し配布した状態で，任意の k個の分散情報からは Sを復号可能
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一般的なセキュリティ要件の考え方を論じる際に用いる CIA(Confidentiality, Integrity and
Availability)モデルを用いてクラウド利用環境のセキュリティ要件について分類が検討されて
いる [3]．また，各省庁からもクラウド環境における情報セキュリティに関して，利用者の視
点と事業者の視点で取りまとめられた各種ガイドライン [4, 5, 6, 7]が発行されている．次節
以降，図 1.1に提示する CIAモデルにおいてクラウドで提供すべきセキュリティ要件ごとに
整理する．
図 1.2: クラウドサービスを利用しない理由（出典：平成 27年版情報通信白書図表 7-2-1-23）
1.1.1 秘匿性









データを秘密にしたままデータマイニングする Privacy-preserving Data Mining [9], 検索キー
を秘匿したまま（暗号化された）検索結果を取得する Searchable Encryption [10]のほか，暗
号化データを（信頼していない）クラウドに計算作業を委託して計算結果を入手可能にする









































図 1.3: クラウドサービスの導入理由（出典：平成 27年版情報通信白書図表 7-2-1-22）


























































































秘密分散法（Secret Sharing Scheme）の一例である (k; n)-しきい値秘密分散法は，秘密情報
Sを n個の分配情報（シェア）Wi (1  i  n)に符号化する方式であり，任意の k (k  n)個
の分配情報から秘密情報 Sを復号することは可能であるが， k   1個以下の分配情報からは
秘密情報 S に関する情報は全く得られないという性質を持つ．(k; n)-しきい値秘密分散法は
1979年に Shamirと Blakleyによって独立に提案されている [17] [18]．
(k; n)-しきい値秘密分散法は復元のためのアクセス構造としては，もっとも単純な方式の
一つであり，様々な構成方法がこれまで提案されている [19, 20, 21]．
2.1 多項式補間を用いる (k; n)-しきい値秘密分散法




1. S < pかつ分散数 n < pである任意の素数 pを選ぶ．
2. GF (p)の元から，異なる n個の xi(i = 1; : : : ; n)をランダムに選択し，これらをシェア
IDとする．
3. GF (p)の元から，k  1個の係数 al(l = 1; : : : ; k  1)をランダムに選択し，以下の曲線
を生成する．
W = S + a1x+ a2x
2 +   + ak 1xk 1




1. シェア ID xim およびシェアWim(m = 1; : : : ; k)を復元のために収集する．
2. 分散時に用いた曲線に xim とWim を代入し，k個の連立方程式を解き，秘密情報 Sを
復元する．Sの復元の際には，Lagrangeの補間公式を用いることが一般的である．
例 2.1 (多項式補間を用いる (2; 3)-SSS) 秘密情報S = 9に対して，素数 p = 19としてGF (19)
上の演算を考える．またゼロ以外のGF (19)の元から a1 = 14をランダムに選択する．W =
S + a1x = 9 + 14xと置くとシェア ID 1; 2; 3に対応して
 (1; 9 + 14  1 mod 19) = (1; 4)
 (2; 9 + 14  2 mod 19) = (2; 18)
 (3; 9 + 14  3 mod 19) = (3; 13)
をシェアとして配布する．
復元時には例えば，シェア (1; 4)とシェア (2; 18)から
 =
18  4
2  1 = 14
を得る．分散時に利用した曲線は f(x) = S +xであることから
S = 18  2 =  10  9 mod 19
を復元することができる．




3  1 = 9  10 mod 19 = 14
を得る．この場合も
S = 13  3 =  29  9 mod 19
と同様に復元することができる．
10
図 2.1: 多項式補間を用いる (2; n)-しきい値秘密分散法の原理





秘密情報 Sを n個の分散情報W = fW1; : : : ;Wi; : : : ;Wng(i = 1; : : : ; n)に符号化するとき，
分散情報W の部分集合W = fWimg(im = 1; : : : ; k)から Sが完全に復号できるとき，部分集
合W をアクセス可能グループと呼ぶ．部分集合の情報量については以下のように情報理論的
な表現を用いることができる．W の部分集合X が持つエントロピーを H(X)とし，秘密情
報 SのエントロピーをH(S)とおく．このとき秘密分散方式の条件は，X がアクセス可能グ
ループでならば H(SjX) = 0, X がアクセス可能グループでないならば H(SjX) > 0と書く
ことができる．
また任意のユーザに配布されたシェアU はH(U)  H(T )を満たし，特に任意の U に対し
て H(U) = H(T )を満たすときその秘密分散方式は理想的 (ideal)であると呼ぶ．上記で説明
した多項式補間に基づく (k; n)-しきい値秘密分散法は理想的な方式である．
このとき，任意の相異なる k個の分散情報Wi1 ;Wi2 ; : : : ;Wik から S が復元できることは
H(SjWi1 ;Wi2 ; : : : ;Wik) = 0が成立していることを意味する．一方で任意の相異なる k  1個
の分散情報Wi1 ;Wi2 ; : : : ; Wik 1 からは一切 Sに関する情報が漏れないことはH(SjWi1 ;Wi2 ;
: : : ; Wik 1) = H(S)が成立していることを意味する．
2.2 (k; L; n)-ランプ型秘密分散法
分散情報Wi を生成する多項式を以下のように変更することで，分散情報の小型化を実現
する [22]．
秘密情報を L分割して s = (s0; s1; : : : ; sL 1)とし，式を以下の様に定めて，分散情報 Wi
を計算する．
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Wi = s0+ s1xi+   + sL 1xL 1i + aLxLi +   + ak 1xk 1i 復号の際は (k; n)-しきい値秘密





まりH(SjWi1 ;Wi2 ; : : : ;WiL) = H(S)が成立している．またWi1 ;Wi2 ; : : : ;WiL から S が復
元できることはH(SjWi1 ;Wi2 ; : : : ;Wik) = 0が成立していることを意味する．ちょうど L+1
個から k   1個の分散情報Wi1 ;Wi2 ; : : : ;Wis (L < m < k)からは一部の情報が漏れ出してい
ることからH(S) > H(SjWi1 ;Wi2 ; : : : ;Wim) > 0が成立していることを意味する．
2.3 排他的論理和演算のみを用いた高速な (k; n)-しきい値秘密分散法
分散時，復号時に排他的論理和演算のみを用いることで秘密情報の分散・復元処理を高速に
実現できる (k; n)-しきい値秘密分散法が提案されている [24] [25]．これらの方式は，分散情
報のデータ長と秘密情報のデータ長は等しくなるというメリットを持つ．以降において，Wi
などの iにあたるインデックスは明示しない限り素数 npを法としたものとする．また，希望
する分散数 nが素数ではない場合，nよりも大きな素数 np を設定して (k; np)-しきい値秘密
分散法を構築し，その中の n個を用いることで目的を達成するため，ここでは n = npとして
説明を行う．
2.3.1 分散アルゴリズム
1. 秘密情報M 2 f0; 1g(n 1)dを dビットごとに等分割し n  1個の部分秘密情報を生成す
る．ここでM0 2 f0gd とおく．
M =M1jjM2jj    jjMn 1 (Mi 2 f0; 1gd)
2. dビットの独立乱数 R を全て独立に (k   1)n  1個生成する．
R00; R
0
1; : : : ; R
0
n 2; R10; : : : ; R1n 2; R1n 1; : : : ; R
k 2
0 ; : : : ; R
k 2
n 1 2 f0; 1gd
3. 以下の式を用いて部分分散情報Wi;j を (0  i  n  1; 0  j  n  2)においてそれぞ
れ生成する．
Wi;j =Mi j  (k 2h=0 Rhhi+j) 2 f0; 1gd (0  i  n  1; 0  j  n  2)
4. 0  i  n  1において各部分分散情報Wi;0;Wi;1;    ;Wi;n 2を連結して (n  1)dビッ
トの分散情報Wi を生成する．
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Wi =Wi;0jjWi;1jj    jjWi;n 2




fWig0in 1 のうち任意の k個の分散情報Wt0 ; : : : ;Wtk 1 (0  t0      tk 1  n   1)
から秘密情報を復元する場合を示す．
1. k個のシェアを部分分散情報に分割する．




Wtk 1 !Wtk 1;0;Wtk 1;1; : : : ;Wtk 1;n 2
2. ここで集まった全ての各部分分散情報を以下のように表し， kn  2元の 2進数ベクト
ル V(ti;j) を生成する．部分分散情報Wti;j の場合，
T(k;n) := (S1; : : : ; Sn 2; R00; : : : ; R0n 2; R10; : : : ; R1n 1; : : : ; R
k 2





Wti;j = V(ti;j)  T(k;n)
を満たすように V(ti;j)を定める．
例えば k = 4; n = 5にてW2;1から以下のように定めることができる．
W2;1 =M4 R01 R13 R20
T(3;5) = (M1; : : : ;M4; R
0












V(2;1) = (0001 0100 00010 10000)
3. 前ステップにおける V(t0;0); : : : ; V(tk 1;n 2) の k(n   1)個のベクトルから以下の 2進数




= (V(t0;0); : : : ; V(t0;n 2); : : : ; V(tk 1;0); : : : ; V(tk 1;n 2))
T
4. 集まったすべての部分分散情報を k(n  1)元のベクトルW(t0;:::;tk 1) と表す．
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ここで，行列 G(k;n)(t0;:::;tk 1) をGauss-Jordanの消去法 (掃き出し法)を用いて対角化処理を
行う．これによって，全ての部分秘密情報に該当する部分を求める．
5. 全ての部分秘密情報を連結して秘密情報を復元する．
M =M1jjM2jj    jjMn 1
例 2.2 (排他的論理和演算のみを用いた XOR-(4; 5)-SSS [24]) np = n = 5 とおき，秘密情報
M をM = M1jjM2 jjM3jjM4(n0 = 4)のように 4つの部分に分割し，M0 2 f0gdとおく．こ
こで各シェアWi =Wi;0jjWi;1jj    jjWi;n 2(0  i  n  1)を以下のようにおく．
j = 0 j = 1 j = 2 j = 3
W0;j M0 R00 R10 R20 M1 R01 R11 R21 M2 R02 R12 R22 M3 R03 R13 R23
W1;j M4 R00 R11 R22 M0 R01 R12 R23 M1 R02 R13 R24 M2 R03 R14 R20
W2;j M3 R00 R12 R24 M4 R01 R13 R20 M0 R02 R14 R21 M1 R03 R10 R22
W3;j M2 R00 R13 R21 M3 R01 R14 R22 M4 R02 R10 R23 M0 R03 R11 R24
W4;j M1 R00 R14 R23 M2 R01 R10 R24 M3 R02 R11 R20 M4 R03 R12 R21
復元時には，例えばW0;W1;W2;W4の 4つのシェアが入手可能な場合，以下のように復元
することが可能である．
 M0 =W0;0 W0;1 W0;2 W0;3 W1;3 W2;1 W2;3 W4;0 W4;2 W4;3
 M1 =W0;1 W0;2 W0;3 W1;0 W1;1 W1;2 W2;0 W4;3
 M2 =W0;2 W0;3 W1;1 W1;2 W2;3 W4;1
 M3 =W0;3 W1;2 W2;0 W2;2 W4;0 W4;3
次章以降の構成
以降の章では特に k = 2の場合を取り扱っていく．k = 2とした場合の (2; n)-しきい値秘密
分散法は，分散処理を暗号化，復元処理を復号と捉えることができる．つまりシェアそのも
のが暗号文でもあり鍵データでもある，と考えることができる．







排他的論理和演算のみで構成される (k; n)-しきい値秘密分散方式 (XOR-SSS)は藤井,多田
ら [28, 29, 30]，栗原ら [31, 24]によって独立に提案されている．シンプルな具体例として [28]
に記載の XOR-(2; 3)-SSSについて説明する．
例 3.1 (XOR-(2; 3)-SSS) 秘密情報M = M1jjM2（Mi のサイズは dビット）に対して dビッ
トデータR0; R1を生成し，シェアWi(i = 0; 1; 2)を
W0 (M0 R0) jj (M2 R1)
W1 (M1 R0) jj (M0 R1)









化→秘密分散）の場合，XOR-(2; 3)-SSSを構成する例 3.1においては，暗号処理Mi ! KiMi
を施したあと秘密分散処理を行う，つまり，
W0 ((K0 M0)R0) jj ((K2 M2)R1)
W1 ((K1 M1)R0) jj ((K0 M0)R1)




元）処理においては XOR演算が可換であることから ((Ki Mi)Ri)Ki =Mi Riが成
立することにより，本方式が正しく動作することがわかる．
また，F型（秘密分散処理→暗号化）の場合，
W0 (M0 R0)K 00L jj (M2 R1)K 00R
W1 (M1 R0)K 01L jj (M0 R1)K 01R
W2 (M2 R0)K 02L jj (M1 R1)K 02R












げる．ここでターゲットデータM の分割数を n0 とおくと，従来手法では素数 np に対して
n
0
= np   1 = n  1でしか構成できないという制約があった．まず，提案方式に基づいて構
成した XOR-(2; 4)-SSS with n0 = 2 6= np   1について具体的構成方式について紹介する．
例 3.2 (トイケース XOR-(2; 4)-SSS) M =M1 jjM2 (n0 = 2);M0 2 f0gd; np = 3
W0 (M0 R0) jj (M1 M2 R1)
W1 (M1 R0) jj (M0 R1)
W2 (M1 M2 R0) jj (M1 R1)
W3 (M2 R0) jj (M2 R1)
F ()を複数のシェアを入力すると，各パートで復元されるデータを出力する関数と考える．
例えば F (fW0;W1g) = fM1(左パート );M1 M2(右パート )gとなり結果的にM1;M2の両
方を復元することが可能となる．以下，他のシェアについても列挙すると
 F (fW0;W2g) = fM1 M2;M2g;
 F (fW0;W3g) = fM2;M1g;
 F (fW1;W2g) = fM2;M1g;
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 F (fW1;W3g) = fM1 M2;M2g;
 F (fW2;W3g) = fM1;M1 M2g
となり，全ての場合においてM1;M2の両方を復元できることが分かる．
提案方式 1の効率性
W1 の左パート M1 M2  R0 については XOR演算が増加しているようにみえるが，実
際にはW2にてM1 R0 を算出していることからこれを利用することが可能である．分散時
には（dビットの）XOR演算 6回，復元時は高々XOR演算 3回で演算可能である．従来方式
[28]においては XOR-(2; 5)-SSS with n0 = 4 の一部を利用することになり，分散時には (d/2
ビットの）XOR演算 16回，復元時は高々XOR演算 7回が必要となることから，わずかなが
ら提案方式が有利である．
以下，任意の nに対する XOR-(2; n)-SSSの構成方法について述べる．
構成方式 3.3 素数 np に対して n = np + 1となる XOR-(2; n)-SSS with n0 = np   1をシェア
Wi(i = 0; : : : ; np)は n0 個Wij(j = 0; : : : ; n0   1)のパーツの連結と考える．一般の nに対し
て n = np + 1となる npが存在しない場合には，npより大きな素数を選択することで当該 n
をカバーすることができる．
ターゲットデータM はM1; : : : ;Mn0 の連結で各データ長を dビット，M0 2 f0gdとする．
このときWij を以下のようにおく．
 Wi0 :=M1 Mn0+2 i R0(i = 1; : : : ; n
0
)
(ただし添字は mod np とするためW00 = R0, W10 =M1 R0)
 W0j :=M1 Mj+1 Rj (j = 1; : : : ; n0   1)
 W1j :=W0;j 1 Rj 1 Rj (j = 1; : : : ; n0   1)
 Wij :=Wi 1;j 1 Rj 1 Rj (i = 1; : : : ; n0 ; j = 1; : : : ; n0   1)
 Wn0+1;j :=M2 ; : : : ; Mn0 Rj (j = 0; : : : ; n
0   1)
定理 3.4 上記構成方法により XOR-(2; n)-SSSを実現することができる．
Proof. まずWn0+1以外の 2つのシェアから復元するケースを考える．k = 2であることか
ら復元時には，各パートのランダムデータ R がキャンセルされてM の線形結合のデータ
が n0 個算出される．
特にW; (0    n0   1)はM0 + R であり，足し合わされるシェアはM1 +M がそ
のまま算出される．そのほか，特にW;+1 (0    n0   1)はM1 +R であり，また，足
し合わされるシェアはM0もしくはM1+Mであることから確実に一つのパラメータは値が
確定する．これをM とおくこととする．それ以外のM の線形結合のデータは n0   1個あ
り，不明の値はM 以外の n0   1個あることから，それらが線形独立であれば算出可能であ
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る．一方で添字の巡回は mod npであることから互いに独立したデータが得られることが保








は n0   1個あり不明の値はM1以外の n0   1個あることから上記と同様の議論により，fMig











W0 (M0 R0) jj (M2 R1)
W1 (M1 R0) jj (M0 R1)
W2 (M2 R0) jj (M1 R1)
このときR0; R1はランダムデータであることからそのものを配布するのではなく，他のシェ
アから生成することを想定する．つまり配布するシェアとしては
W0 jj (M2 R1)
W1 (M1 R0) jj (M0 R1)
W2 (M2 R0) jj (M1 R1)











k = 2; n = 4において復元に失敗するケース
n
0
(= np   1) = 3のトイケースを考える．以下は npが素数ではないため失敗事例のように
見受けられる．
W0 (M0 R0) jj (M3 R1) jj (M2 R2)
W1 (M1 R0) jj (M0 R1) jj (M3 R2)
W2 (M2 R0) jj (M1 R1) jj (M0 R2)
W3 (M3 R0) jj (M2 R1) jj (M1 R2)
しかしこの状況で復元されるシェアを考えると以下のようになることがわかる．
 F (fW0;W1g) = fM1;M3;M2 M3g;
 F (fW0;W2g) = fM2;M1 M3;M2g;
 F (fW0;W3g) = fM3;M2 M3;M1 M2g;
 F (fW1;W2g) = fM1 M2;M1;M3g;
 F (fW1;W3g) = fM1 M3;M2;M1 M3g;
 F (fW2;W3g) = fM2 M3;M1 M2;M1g
ここで fW0;W2gと fW1;W3g以外の組は全てのMiが復元可能であること，これら 2例につ
いてはM2およびM1 M3 までは復元できていることがわかる．
そこで R0として ENC(H(M1 M3);M1)を R1として ENC(H(M1 M3);M3)（ただ







3.2.4 (3; 2; 4)-ランプ型秘密分散方式の構成
ターゲットデータに関する情報が部分的に漏洩することを許すことでシェアサイズをター
ゲットデータの 1/Lに抑えることができるというメリットを持つ (k; L; n)-ランプ型秘密分散
法 [22, 32, 33]がある．高荒ら [34]はXOR-SSSを一般的にランプ型に変換する方式を提案し
ている．また松本ら [35]はXOR演算だけを用いた効率的な (3; 2; 4)-ランプ型秘密分散方式を
ヒューリスティックに構成している．
本節では前節のアイデアを基にシンプルで効率的な (3; 2; 4)-ランプ型秘密分散方式の構成
について提案する．ここでは n0 = 2とする．
W0 R0
W1 M1 M2 R0
W2 R1
W3 M1 M2 R1
ただし R0 := ENC(key;M1); R1 := ENC(key; M2); M12 := M1 M2; R01 := R0  R1;
key := H(M12jjR01jjM12 R01)とおく．このとき
 F (fW0;W1g) = fM12g
 F (fW0;W2g) = fR01g
 F (fW0;W3g) = fM12 R01g
 F (fW1;W2g) = fM12 R01g
 F (fW1;W3g) = fR01g











トデータM の分割数を n0 とするとXOR-(2; n)-SSSのシェアWi(i = 0; : : : ; n)を次のマトリ
クスで表現することとする．ここで n00 := n0   1，Wi =Wi0 jj : : : jjWin00 とする．
W0 W00 : : : W0n00
W1 W10 : : : W1n00
: : : : : : : : : : : :
Wi Wi0 : : : Win00
: : : : : : : : : : : :
Wn Wn0 : : : Wnn00
栗原らの方式のマトリクス表現
まず巡回置換行列を用いた XOR-(2; n)-SSSの構成方式について説明する．素数 np に対し
て n = np となる XOR-(2; n)-SSS with n0 = np   1 をシェア Wi(i = 0; : : : ; np   1) は n0
個 Wij(j = 0; : : : ; n0   1) のパーツ の連結と考える．ターゲットデータ M は M1; : : : ;Mn0
の連結で各データ長を dビット，M0 2 f0gdとする．またM0と同じサイズのダミーデータ
Ri(i = 0; : : : ; np)をランダムに選択する．このときWij をM(j i) mod np Rj とおく．
上記構成方式に基づいて構成される XOR-(2; 3)-SSS with n0 = 2は以下の通りである．
例 3.5 (XOR-(2; 3)-SSS [24]) M =M1jjM2 (n0 = 2);M0 2 f0gd
W0 M0 R0 M1 R1
W1 M2 R0 M0 R1
W2 M1 R0 M2 R1
さらに np = 5のときに構成される XOR-(2; 5)-SSS with n0 = 4は以下の通りである．
例 3.6 (XOR-(2; 5)-SSS [24])
W0 M0 R0 M1 R1 M2 R2 M3 R3
W1 M4 R0 M0 R1 M1 R2 M2 R3
W2 M3 R0 M4 R1 M0 R2 M1 R3
W3 M2 R0 M3 R1 M4 R2 M0 R3
W4 M1 R0 M2 R1 M3 R2 M4 R3
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提案方式 1（3.2.1節）のマトリクス表現
素数 np に対して n = np + 1 となる XOR-(2; n)-SSS with n0 = np   1 をシェア Wi(i =
0; : : : ; np)は n0 個Wij(j = 0; : : : ; n0   1)のパーツの連結と考える．ターゲットデータM は
M1; : : : ;Mn0 の連結で各データ長を dビット，M0 2 f0gdとする．またM0と同じサイズのダ
ミーデータ Ri(i = 0; : : : ; np)をランダムに選択する．
提案方式 1（3.2.1節）に基づいて構成される XOR-(2; 4)-SSS with n0 = 2 6= n  1 = 3は以
下の通りである．
例 3.7 (XOR-(2; 4)-SSS (3.2.1節)) np = 3;M =M1jjM2 (n0 = 2);M0 2 f0gd
W0 M0 R0 M1 M2 R1
W1 M1 R0 M0 R1
W2 M1 M2 R0 M1 R1
W3 M2 R0 M2 R1
さらに np = 5のときに構成される XOR-(2; 6)-SSS with n0 = 4は以下の通りである．ただ
しM234 := M2 M3 M4 とおく．M234 は
Ln0
t=1Mt M1 でありM1 の補集合と考えるこ
ともできる．
例 3.8 (XOR-(2; 6)-SSS (3.2.1節))
W0 M0 R0 M1 M2 R1 M1 M3 R2 M1 M4 R3
W1 M1 R0 M0 R1 M1 M2 R2 M1 M3 R3
W2 M1 M4 R0 M1 R1 M0 R2 M1 M2 R3
W3 M1 M3 R0 M1 M4 R1 M1 R2 M0 R3
W4 M1 M2 R0 M1 M3 R1 M1 M4 R2 M1 R3



















例 3.10 (例 3.5の変形例)
W0 M0 R0 M0 R01
W1 M2 R0 M1 R01
W2 M1 R0 M1 M2 R01
上記例はサブシェアWt1(t = 0; : : : ; 2)にM1 を足しこんだデータと同一である．ランダム
データとして R1ではなくR01と記載しているがランダムデータの選択には依存しないため以
降は Riと記載しても問題ない．次に例 3.7を変形して例 3.5との拡張性を見い出す．下記例
は例 3.7においてサブシェアWt1(t = 0; : : : ; 2)にM1 M2 を足しこんだデータである．
例 3.11 (例 3.7の変形例)
W0 M0 R0 M0 R1
W1 M1 M2 R0 M2 R1
W2 M1 R0 M1 M2 R1
W3 M2 R0 M1 R1
これを例 3.10 と比較すると例 3.11ではW1 が新たに追加された拡張方式であることがわ
かる．
XOR-SSSをシェアを表現する方式として上記例のマトリクス表現ではなく，各サブシェ




t=1 tMt のとき wij =
(1; : : : ; n0) 2 Zn
0
2 とベクトル表現を行う．このとき各列に同じように出現するランダムデー
タのパート Ri およびゼロデータM0 は無視しても一般性を失わない．
以下は例 3.11をベクトル表現に変換したものである．
例 3.12 (例 3.11のベクトル表現)
W0 (0; 0) (0; 0)
W1 (1; 1) (0; 1)
W2 (1; 0) (1; 1)
W3 (0; 1) (1; 0)
XOR-(2; 4)-SSSのトイケースを例 3.12のようにベクトル表現したとき，各列のベクトルがn0
次元ベクトル空間を構成していることが分かる．具体的には例 3.12においてw10 = w20+w30,








(i) for i 2 Z2 と表現できる．
定義 3.13 (基底の和) 2つの基底 bi; bj に対して基底の和を次のように定義する．
bi + bj := fb(1)i + b(1)j ; b(2)i + b(2)j ; : : : ; b(m)i + b(m)j g:
ここで+は Zm2 上の加算を意味する．
注意 3.14 (XOR演算と Zm2 上の加算の関係) 2つのm次元ベクトル b(i); b(j) 2 Zm2 の Zm2 上の
加算はビットごとの排他的論理和と同一視できる．例：(0; 0; 1; 1)+(0; 1; 0; 1) = (0; 1; 1; 0) 2 Z42.
3.3.3 2-伝播基底集合の定義とその性質
定義 3.15 (2-伝播基底集合) Zm2 を張る基底 fbig(i = 1; : : : ; l)の集合が以下の条件を満たすと
き fbigを 2-伝播基底集合という： b1 は全てゼロベクトルで構成される（便宜上 b1 も基底と
同一視する）．任意の異なる 2つの基底 bi; bj に対して bi + bj が Zm2 の基底となる．
定義 3.16 (k-伝播基底) 3以上の kに対して 2-伝播基底と同様に以下のように k-伝播基底を定
義することが可能である．Zm2 を張る基底 fbigの集合が k-伝播基底であるとは，任意の異なる




利用しないが，この概念を用いることで XOR-(k; 2m)-SSSもしくはランプ型 XOR-(k; 2m)-SSS
を構成することができると考えられる．
定理 3.17 (2-伝播基底集合の位数) Zm2 上の 2-伝播基底集合 fbigの位数は最大 2m である．
Proof. 2-伝播基底集合 fbigに 2m + 1以上の元が存在した場合，b(0)i = b(0)j となるベクトル
が存在する．このとき基底の和 bi + bj を考えると (bi + bj)(0) はゼロベクトルであり定義で
ある「(bi + bj)は Zm2 の基底である」という事実に反する．ゆえに Zm2 上の 2-伝播基底集合
fbigの位数は高々 2m である．
定義 3.18 (基底 bと基底行列B) Zm2 上のベクトル集合 b = b(1); b(2); : : : ; b(m) に対して行ベク
トルで構成されたmm行列 B について，実数上の行列と同様に行列の階数 (rank)を定義
可能である．つまり線形独立な行ベクトルの個数を rank(B)と記載する．
注意 3.19 2-伝播基底集合 fbigの各基底に対する基底行列を fBigとすると，rank(B1) = 0
（b1 はゼロベクトルの集合のため），rank(Bi) = m(i = 2; : : : ; l), rank(Bi + Bj) = m(i; j =
1; : : : ; l)（ただし i 6= j）を満たす．




Proof. 2-伝播基底集合 fbigの各基底に対する基底行列を fBigとする．このとき，任意の
i 2 Z2 に対して rank(
Pm
i=1 iBi) = mであることを示せばよい．基底行列Biに対して基
底行列 Bj を足す操作は行列の rank が変わらないことから行列への基本操作が行われてい
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る，すなわち Biに対して両側から行列が掛けられていることを意味する．つまり Bi+Bj =
LjBiRj となる 2行列 Lj ; Rj が存在する．一方で Bj + Bi = LiBjRi を満たす． Bi + Bj =




なる 2行列 L0 ; R0 が存在する．よってPmi=1 iBi = Bi1 + Bi2 + : : : ; Bit = Li2Bi1Ri2 + Bi3
+ : : :+Bit = : : : = LBi1Rとなる 2行列 L;Rが存在し rank(Bi1) = mであることが分かる．
補題 3.21 Zm2 上の 2-伝播基底集合 fbigの位数は 2tという形となる．2-伝播基底集合 fbigの




注意 3.22 Zm2 上の 2-伝播基底集合 fbigの位数が 2m の optimal な場合，任意の j に対して
fb(j)i g (i = 1; : : : ; 2m)はすべて異なるベクトルで構成される．
次に Zm2 上の 2-伝播基底集合 fbigから XOR-(2; 2m)-SSSを構成することを示す．
定理 3.23 (XOR-(2; 2m)-SSSの構成) optimalな Zm2 上の 2-伝播基底集合 fbig (i = 1; : : : ; 2m)
が存在するとき，ベクトル表現 fwij = bjig (i = 1; : : : ; 2m; i = 1; : : : ;m)を持つ XOR-(2; 2m)-
SSSが存在する．
Proof. 2-伝播基底集合の定義から任意の異なる u; vに対して bu+ bv もまた基底となるため
w1 = wu1 + wv1 ; : : : ; wm = wum + wvm は Zm2 上の基底となる．相異なる 2つのサブシェア






方程式がm個存在することになりMs(s = 1; : : : ;m)の全てを復元できることを意味する．
3.3.4 2-伝播基底集合の存在性について
定理 3.23に示したように optimalな Zm2 上の 2-伝播基底集合 fbig (i = 1; : : : ; 2m)の存在性
を示せば XOR-(2; 2m)-SSSが存在することがわかる．本節では定理 3.17に示されるように最




1. set m > 1（次元mを一意に決定）
2. set b1 := f(0; : : : ; 0); : : : ; (0; : : : ; 0)g（m次元ゼロベクトルをm個並べたもの）
3. set b2 := f(1; : : : ; 0); (0; 1; : : : ; 0); : : : ; (0; : : : ; 1)g （m次元正規ベクトルを m個並べた
もの）
4. set c:= 3
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5. bcR2(Zm2 )m をランダムに選択する
6. check rank(Bc +Bi) =?=m for all i = 1; : : : ; c  1
7. if YES then add bc into fbig , set c := c+ 1; if (c == 2m) then break;
8. if NO then return step 5
3.3.5 具体的構成例
以下小さい位数における具体的構成例について示す．W0 は ゼロベクトル基底に呼応し，







例 3.24 (m = 3 : XOR-(2; 23)-SSS)
W0 (0; 0; 0) (0; 0; 0) (0; 0; 0)
W1 (1; 0; 0) (0; 1; 0) (0; 0; 1)
W2 (0; 1; 1) (1; 0; 0) (0; 1; 0)
W3 (1; 1; 0) (0; 1; 1) (1; 0; 0)
上記ベクトル表現をマトリクス表現は以下の通りである．n0 = 3としてM =M1jjM2jjM3
と分割する．W0からW3 はベクトル表現をそのまま利用しW4はW1;W2のベクトル表現の
和から，W5はW1;W3から，W6はW2;W3から，W7はW1;W2;W3から生成している．
W0 R0 R1 R2
W1 M1 R0 M2 R1 M3 R2
W2 M2 M3 R0 M1 R1 M2 R2
W3 M1 M2 R0 M2 M3 R1 M1 R2
W4 M1 M2 M3 R0 M1 M2 R1 M2 M3 R2
W5 M2 R0 M3 R1 M1 M3 R2
W6 M1 M3 R0 M1 M2 M3 R1 M1 M2 R2
W7 M3 R0 M1 M3 R1 M1 M2 M3 R2
例 3.25 (m = 4 : XOR-(2; 24)-SSS)
W0 (0; 0; 0; 0) (0; 0; 0; 0) (0; 0; 0; 0) (0; 0; 0; 0)
W1 (1; 0; 0; 0) (0; 1; 0; 0) (0; 0; 1; 0) (0; 0; 0; 1)
W2 (1; 1; 0; 0) (1; 0; 0; 0) (0; 0; 1; 1) (0; 0; 1; 0)
W3 (0; 0; 1; 1) (1; 0; 0; 1) (0; 1; 1; 0) (0; 1; 0; 0)
W4 (0; 1; 0; 1) (0; 1; 1; 0) (1; 1; 0; 0) (1; 0; 0; 0)
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例 3.26 (m = 5 : XOR-(2; 25)-SSS)
W0 (0; 0; 0; 0; 0) (0; 0; 0; 0; 0) (0; 0; 0; 0; 0) (0; 0; 0; 0; 0) (0; 0; 0; 0; 0)
W1 (1; 0; 0; 0; 0) (0; 1; 0; 0; 0) (0; 0; 1; 0; 0) (0; 0; 0; 1; 0) (0; 0; 0; 0; 1)
W2 (0; 0; 1; 0; 0) (1; 0; 0; 0; 0) (0; 1; 0; 0; 0) (0; 0; 0; 1; 1) (0; 0; 0; 1; 0)
W3 (1; 1; 0; 0; 0) (1; 0; 0; 0; 1) (0; 0; 0; 1; 1) (0; 0; 1; 1; 0) (0; 0; 1; 0; 0)
W4 (0; 0; 0; 1; 0) (0; 0; 0; 1; 1) (1; 0; 0; 0; 0) (0; 1; 1; 0; 0) (0; 1; 0; 0; 0)
W5 (0; 1; 1; 1; 1) (0; 1; 1; 0; 0) (0; 0; 0; 0; 1) (1; 0; 1; 0; 1) (1; 0; 0; 0; 0)
例 3.27 (m = 6 : XOR-(2; 26)-SSS)
W0 (0; 0; 0; 0; 0; 0) (0; 0; 0; 0; 0; 0) (0; 0; 0; 0; 0; 0) (0; 0; 0; 0; 0; 0) (0; 0; 0; 0; 0; 0) (0; 0; 0; 0; 0; 0)
W1 (1; 0; 0; 0; 0; 0) (0; 1; 0; 0; 0; 0) (0; 0; 1; 0; 0; 0) (0; 0; 0; 1; 0; 0) (0; 0; 0; 0; 1; 0) (0; 0; 0; 0; 0; 1)
W2 (0; 0; 0; 0; 0; 1) (1; 0; 0; 0; 0; 1) (0; 1; 0; 0; 0; 0) (0; 0; 1; 0; 0; 0) (0; 0; 0; 1; 0; 0) (0; 0; 0; 0; 1; 0)
W3 (0; 0; 0; 0; 1; 0) (0; 0; 1; 0; 0; 0) (1; 0; 0; 0; 0; 0) (0; 1; 0; 0; 0; 0) (0; 0; 0; 0; 1; 1) (0; 0; 0; 1; 0; 0)
W4 (0; 0; 0; 1; 0; 1) (1; 0; 0; 0; 1; 1) (1; 1; 0; 0; 0; 1) (0; 1; 0; 0; 0; 1) (0; 0; 1; 0; 0; 1) (0; 0; 1; 0; 0; 0)
W5 (0; 0; 1; 0; 1; 0) (0; 0; 1; 1; 0; 0) (0; 0; 1; 0; 1; 1) (1; 0; 0; 0; 0; 0) (0; 1; 0; 0; 1; 0) (0; 1; 0; 0; 0; 0)
W6 (0; 1; 0; 0; 0; 1) (0; 1; 1; 1; 0; 1) (1; 0; 1; 1; 0; 1) (0; 1; 0; 0; 1; 0) (1; 0; 0; 1; 0; 0) (1; 0; 0; 0; 0; 0)
上記例のように XOR-(2; 26)-SSSの存在性が示されている一方で，リードソロモン符号な
どで用いられる Z2 上の既約多項式との関連性について指摘 [37]がなされている．Z2 の元を
係数とする多項式を Z2 上の既約多項式で除算した余りの集合はガロア拡大体 GF (2m)を構
成し，拡大体の元が GF (2)上のベクトル空間の基底（正規基底）は常に存在することが知ら
れている．例えば GF (24)の場合には x4 + x+ 1が既約多項式に該当し前述の例もここから
構成できる．
本提案方式の優位性

















Shamirによる多項式補間を用いる (k; n)-SSSをベースに秘密計算を行う方式が Ben-Orら
によって提案されている [38]．その原理は下記のように非常に単純である．2つの秘密情報
Sf = f(0); Sg = g(0)がそれぞれ曲線 y = f(x); y = g(x)を用いて分散されているとき，シェ
ア ID xi が割り振られているエンティティには f(xi); g(xi) がシェアとして配布されている．
このとき Sf + Sg を秘密計算したい場合には，各エンティティが f(xi) + g(xi)を計算するこ
とで (f + g)(xi)を計算していることとなり，各エンティティから事前計算された (f + g)(xi)
を用いて復元処理を行うと，(f + g)(0)つまり f(0) + g(0) = Sf + Sg を最終的に得ることが
できる．本論文でも，これを基本アイデアとして用いる．









提案方式は計算対象の入力に対して計算結果を得るために，分散エンティティ Ui(0  i 
n  1)と，計算結果を集約する計算代行者 U1 の協調計算を行う方式である．依頼者は入力
に対してXOR-(k; n)-SSSで秘密分散を行い，各分散エンティティに事前に配布しておくこと
が前提となる．計算時には，各分散エンティティが持つ複数のシェアデータから演算を行い
計算代行者 U1 と共有する．計算代行者 U1 は結果を依頼者に返却するものとする．
3.4.1 XOR演算（ナイーブな方式）
XOR演算は可換であることからほぼ自明な方式となる．依頼者は入力 Aと B を事前に各
エンティティに分散しておき，計算時には AB を計算代行者から得る方式である．具体的
な例として以下の XOR-(3; 4)-SSSを用いて説明する．
例 3.28 (XOR-(3; 4)-SSS)
W0 M0 R0 R01 M0 R1 R11
W1 M1 M2 R0 R11 M2 R1 R21
W2 M1 R0 R21 M1 M2 R1 R31
W3 M2 R0 R31 M1 R1 R01
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エンティティUiに対して上記の分散規則に基づいて A;BそれぞれのWiを配布する．例え
ば U0 に対しては A0 RA0 RA01, A0 RA1 RA11と B0 RB0 RB01, B0 RB1 RB11 が配布
されることになる．
計算依頼が行われた際には，各エンティティにおいてA;B それぞれから生成されたシェア
を XOR演算を行い計算代行者 U1 に送信する．例えば U0では，(A0 RA0 RA01) (B0 
RB0 RB01), (A0 RA1 RA11) (B0 RB1 RB11)を計算することになる．これは整理すると
















入力 A;B に対して AB を出力することを考える．演算に用いられる元は適当な L = 2l
に対して Z=LZ上で行うことを想定する．既存の XOR-VSSSを利用して，XOR演算の代わ
りに Z=LZ上の加算・減算に演算に書き換えた numeric-versionのマトリクスを利用する．
構成方式 3.29 (Z=LZ上の秘密分散（XOR-SSSの numeric-version）) XOR-(2; n)-SSSで分散
時に用いられるマトリクスを用いて以下のように構成する．
 XOR-SSSでのRj は numeric-versionでも同様に Z=LZ上からランダムに選択する





 XOR-SSSにてM がシェアWij に複数出現する場合には正負を交互にして演算する．
 numeric-versionでの復元時にWi とWj を足し合わせる際には，添字の和 i+ j が奇数
の場合には加算，偶数の場合には減算して r を相殺する．
具体的には例 3.11を用いて構成した例を紹介する．
例 3.30 (例 3.11の numeric-version )
W0 m0 + r0 m0 + r1
W1 m1  m2   r0 m2   r1
W2 m1 + r0 m1  m2 + r1
W3 m2   r0 m1   r1







例 3.31 (例 3.30の演算処理方法 )
F (W0;W1) + m1  m2 m2
F (W0;W2)    m1  m1 +m2
F (W0;W3) + m2 m1
F (W1;W2) + 2m1  m2 m1
F (W1;W3)   m1   2m2  m1 +m2














秘密分散法（Secret Sharing Scheme）の一例である (k; n)-しきい値秘密分散法は，秘密情報
Sを n個の分配情報（シェア）wi (1  i  n)に符号化する方式であり，任意の k (k  n)個
の分配情報から秘密情報 Sを復号することは可能であるが， k   1個以下の分配情報からは
秘密情報 Sに関する情報は全く得られないという性質を持つ．
新しいタイプの秘密分散方式として，秘密情報および分散情報に画像を用いる視覚復号型































4.1.1 視覚復号型 (k; n)-しきい値秘密分散法
Naor, Shamir による (k; n)-VSSS [61] の構成方法について説明する．機密画像 SI は２値
（白黒）画像とし各画素成分 SI(x; y)は画素が白（透明）の場合には０，黒の場合には１と
表現するものとする．機密画像 SI を構成する各画素は，シェア画像においてはm個の画素







る．シェア画像の構成には後述する生成行列を用いる．以下 (k; n)-VSSSにおける (1)生成
行列の定義，(2)分散画像の構成方法，(3)具体的な生成行列の例を示す．
4.1.2 生成行列の定義
(k; n)-VSSS におけるシェア画像の構成には 2種類の生成行列（Basis Matrix）S0 及び S1
を用いる．これらの各生成行列は，共に n × m のバイナリ行列（成分が０か１）であり，
行列の各行はシェア画像の集合 W = fwij1  i  ng により添字付けされる．２つの閾値
d0; d (1  d0 < d  m)に対して，生成行列 S0; S1は次の 3つの性質を持つ．
(i) S0の任意の異なる k個の行ベクトルを選択し，OR（論理和）演算を施したベクトルの
重みは d0 以下である．
(ii) S1の任意の異なる k個の行ベクトルを選択し，OR演算を施したベクトルの重みは d以
上である．
(iii) 1  q < k を満たす q 個の任意の部分集合 W 0 = fwi1 ; : : : ; wiqg  W に対し，S0; S1
の行をそれぞれW 0 に制限した 2つの q×m行列は，列の入れ替えにより同じ行列と
なる．
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相対差 を  = (d   d0)=mと定義する．相対差は復元する際に白か黒かを判別する際の
重要なパラメータであり，できるだけ大きいことが望まれる．また視覚的に復元可能な の
値は 1=25程度までとされ，それ以上小さくなると機密画像の復元が困難になる．
例 4.1 ((3; 3)-VSSS) (3; 3)-VSSS を構成する生成行列の例を挙げておく．この例では m =
4;  = 1=4である．
S0 =
264 1 1 0 01 0 1 0
0 1 1 0
375 ; S1 =
264 0 0 1 10 1 0 1
1 0 0 1
375 :
4.1.3 シェア画像の構成方法
前節の性質を持つ生成行列 S0; S1 を用いて機密画像 SI からシェア画像を作成する方法を
説明する．機密画像 SI の各成分 SI(x; y)に対して次の処理を行う．
1. 生成行列として，SI(x; y) = 0の場合は S0，SI(x; y) = 1の場合は S1 を選択する．
2. m次の置換群から置換 を任意に選ぶ．




は，頂点集合 V と，辺（V × V の元）集合 E とのペアであり，G = (V;E)と記述される．
本論文では，多重辺やループを持たない無向 (undirected)グラフと仮定する．また任意の 2頂
点には必ずパスが存在する連結（connected）グラフのみを取り扱う．







一般のグラフに関してシステマティックに GVSSS を構成する方法 [44]を紹介する．グラ
フ Gをスターグラフ，つまり１頂点（中心）からしか辺が存在しないグラフに分割する．ス
ターグラフが与えられた場合，S0の各行を f1; 0g，S1の各行を中心頂点のみ f1; 0gそれ以外
33




すると，画像拡大率はm = 2 であり，相対差は  = 1=m = 1=(2)となる．



































G = (V;E)の最大距離をDとしたとき，V × V は 2点間の距離によりE0; E1(= E); : : : ; ED
に分割することができる．つまり Ei: = f(x; y) 2 V × V jx; yの距離が igとすると V × V =SD
i=0Ei となる．さらに Ei に対する n× n隣接行列Aiを次のように定義する．
(Ai)xy: =
(
1 if (x; y) 2 Ei,
0 if (x; y) =2 Ei.
  := f1; : : : ; Dgを   = Sli=1  i となるような互いに素な l個の部分集合  1; : : : ; l に分割す
る．特に  0: = 0とおく．このとき E k : =
S





特に l = 2つまり V × V = E0 [ E 1 [ E 2 と仮定する．異なる 2頂点 wi; wj を選択した
とき (wi; wj) 2 E 1 の場合は機密画像が復元されるが，(wi; wj) 2 E 2 の場合は復元できな
いというアクセス構造を考える．
ここで  1 = f1gすなわち E 1 = E を満たす場合は，従来型 GVSSSに相当する．つまり，
異なる 2頂点 wi; wj を選択したとき (wi; wj) 2 E 1 の場合は機密画像が復元されることから，
新しいグラフとしてG1 = (V;E 1)を考えることにより，従来型 GVSSSに帰着することがで
きる．
アクセス構造（２）
異なる 2頂点 wi; wj を選択したとき (wi; wj) 2 E k の場合は機密画像 SIk が復元される．
つまり l個の機密画像 SIk (1  k  l)のうちいずれかが復元されるというアクセス構造を考
える．
l  3の場合も 2l 個の拡張生成行列を考えることにより同様に構成可能であるため，本節
では特に l = 2の場合についてのみ取り上げる．２つの機密画像を SI1; SI2 としそれぞれの





従来のように２つの生成行列を用いるのではなく，S(0;0); S(1;0); S(0;1); S(1;1) の４ (= 22)つ
の拡張生成行列を利用する．これらの拡張生成行列は次の 3つの性質を持つように生成する．
ただしW = fwij1  i  ngで添字付けされたバイナリ行列 B に対して，(wi; wj)成分を B












機密画像 SI1; SI2の各成分 SI1(x; y); SI2(x; y)に対して，SI1(x; y) = aかつ SI2(x; y) = b
の場合に生成行列として S(a;b) を選択する．以降の処理は 4.1.3と同様である．




1 0 0 0 0 1 1
0 1 0 0 0 1 1
0 0 1 0 0 1 1
0 0 0 1 0 1 1




0 1 0 0 1 1 0
1 0 1 0 0 1 0
0 1 0 1 0 1 0
0 0 1 0 1 1 0




0 0 1 1 0 1 0
0 0 0 1 1 1 0
1 0 0 0 1 1 0
1 1 0 0 0 1 0





1 0 0 0 1 0 1
1 1 0 0 0 1 0
0 1 1 0 0 0 1
1 0 1 1 0 0 0
0 1 0 1 1 0 0
37777775 :
図 4.2: シェア画像と復元画像
図 4.2はそれぞれ wi (1  i  5)に対応したシェア画像（ただしm = 9に拡張）と，シェ
ア画像を重ねあわせたときの復元画像として w1 +w2; w1 +w3; w2 +w3 の例を示した．距離





 重ねあわせる枚数により異なる復元画像を得る方式 [54] [56]ではない．
 シェア画像を 1画素分ずらすことにより異なる復元画像を得る方式 [52]ではない．
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4.2.1 生成行列連結による構成法
従来型 GVSSSからmulti-GdVSSSを構成する単純な方式を述べる．グラフ G1 = (V;E 1)
に基づく GdVSSS の生成行列を S0(G1); S1(G1)，画像拡大率を m(G1) とし，グラフ G2 =
(V;E 2)においても同様の記号を用いる．







リ行列B のすべての行ベクトルが同じ重み（ここでは kB）を持つとき R(B)は
(r1) R(B) = 2kBJ  BBT
と書くことができる．(r1)式から， 0   に対し







2頂点間の距離 dが d 2  0 に含まれる場合には機密画像を復元し，それ以外の場合には復元
せず，機密画像に関する一切の情報を漏らさない方式である．
ここで，最大距離が２，頂点数 nのグラフが
(r3) A1A1T = kI + A1 + A2（ただし 0 <  < k < n  1とする）
を満たすとき，強正則（Strongly Regular）と呼ぶ．このとき各パラメータ n; k; ; 間には次
の関係が成立している [46] [60]．
(r4) k(k     1) = (n  k   1)
例 4.4 (強正則グラフ Paley(5)) グラフ Paley(5) は (n; k; ; ) = (5; 2; 0; 1) のパラメータを
持つ強正則グラフである．
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Paley(5)の隣接行列 A1 および A2は
A1 =
26666664
0 1 0 0 1
1 0 1 0 0
0 1 0 1 0
0 0 1 0 1
1 0 0 1 0
37777775 ; A2 =
26666664
0 0 1 1 0
0 0 0 1 1
1 0 0 0 1
1 1 0 0 0
0 1 1 0 0
37777775
であり，26666664
0 1 0 0 1
1 0 1 0 0
0 1 0 1 0
0 0 1 0 1
1 0 0 1 0
37777775
26666664
0 1 0 0 1
1 0 1 0 0
0 1 0 1 0
0 0 1 0 1





2 0 1 1 0
0 2 0 1 1
1 0 2 0 1
1 1 0 2 0
0 1 1 0 2
37777775 = 2I +A2
を確認できる．
以降，(r2)式と (r3)式を比較し と の差を利用して従来型 GVSSSを構成する手法につ
いて詳細に述べる．
Matf(A)a(B)bgを行列Aを a回,行列B を b回横に並べた行列とする．このとき上式を満
たす強正則グラフに対して次が成立する．
(m1) R(Matf(I)a(1n)bg) = (a+ b)J + a(A1 +A2):
(m2) R(Matf(A1)1(1n)cg) = (k + c)J + (k   )A1 + (k   )A2:
ただし 1nは全ての成分が１の n× 1行列とする．(m1)(m2)式より  < を満たすとき，J
の項と A2 の項の係数が一致するように方程式を解くことにより，a = k   ; b = , c = 0を
選択することで従来型 GVSSSが構成できる．さらに，
(m3) R(Matf(A1 + I)1(1n)dg) = (k + 1 + d)J + (k     1)A1 + (k   + 1)A2
と，アダマール行列 [47][48]により構成可能な
(m4) R(H) = (2p+ 1)J + (p+ 1)(A1 +A2)
を満たす 4p + 3次正方行列 H を用いると， = + 1が成立する場合にのみ multi-GdVSSS













適用するためには  = + 1を満たす必要があるが，頂点数が 13以下の強正則グラフは全て








グラフ n k   4.2.1節 4.2.2節
L2(2) 4 2 0 1 8 7
Paley(5) 5 2 0 1 12 7
L2(3) 9 4 1 2 28 21
Petersen 10 3 0 1 32 23
Paley(13) 13 6 2 3 50 43
ここで，上記各グラフの定義を行う．Lattice graph L2(m) (m  2)は V = S × S (S は位
数 mの集合）とし，相異なる直積の元が同じ座標成分を持つときに辺を持つグラフである．
Paley graph Paley(q) (qは q  1 (mod 4)を満たす素数べき)は V = GF (q) (位数 qの有限体)





















[61] では (k; n)-しきい値秘密分散法に基づく方式（以下 (k; n)-VSSS）が構成されている
が，復元のためのアクセス構造は (k; n)-しきい値法に限らず，様々なアクセス構造を持った
VSSSが提案されている．そのひとつに，グラフで表現されたアクセス構造（graph-based access












グラフ Gとは，頂点集合 V と，辺（V × V の元）集合 E とのペアであり，G = (V;E)と
記述される．本論文では，多重辺やループを持たない無向グラフと仮定する．各行，各列を
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1 if (x; y) 2 E,
0 if (x; y) =2 E.
グラフ G = (V;E)に対して V 0  V かつ E0  E となるようなグラフ G0 = (V 0; E0)を部
分グラフ (subgraph)と呼ぶ．さらに部分グラフ G0 = (V 0; E0)が任意の u; v 2 V 0 に対して、
fu; vg 2 E , fu; vg 2 E0が成り立つときに、誘導部分グラフ (induced subgraph)と呼ぶ．G





完全 2部グラフとは，頂点集合 V を V1; V2 に分割 (V = V1 [ V2; V1 \ V2 = ;)したとき，
任意の u 2 V1; v 2 V2 の間に辺が必ず存在するが，他には辺がないグラフである．jV1j = a1;
jV2j = a2 であるとき，Ka1;a2 と表記する．特にK1;a をスターグラフと呼ぶ．
完全 n部グラフとは，頂点集合 V を V1; V2; : : : ; Vn に分割 (Vi \ Vj = ;(i 6= j))したと
き，任意の u 2 Vi; v 2 Vj(i 6= j)の間に辺が必ず存在するが，他には辺がないグラフである．
jVij = ai であるとき，Ka1;a2;:::;an と表記する．
n 頂点グラフ G = (V (G); E(G)) に対する n部グラフとは，頂点集合 V を V1; V2; : : : ; Vn
に分割したとき，Gの各頂点 V (G) = fv1; v2; : : : ; vngを fV1; V2; : : : ; Vngと対応付け，任意




G = (V;E) に対する GVSSS [44]は，頂点集合 V (jV j = n) をシェア画像の集合 W =
fwij1  i  ngと同一視し，２つのシェア画像（２頂点）間に辺が存在する場合には機密画
像が復元され，辺が無い場合には復元されないというアクセス構造を持つものであった．
機密画像は２値（白黒）画像とし各画素成分 SI(x; y) は画素が白（透明）の場合には０，
黒の場合には１と表現するものとする．またシェア画像も２値画像であり同様の表現方式を
持つとする．機密画像 SI を構成する各画素は，シェア画像においてはm個の画素で表現さ








GVSSSの構成方法を表現するために，2種類の生成行列（Basis Matrix）S0 及び S1 を用
いる．これらの各生成行列は，共に n×mのバイナリ行列（成分が０か１）であり，行列の
各行はシェア画像の集合W = fwi j 1  i  ngにより添字付けされる．またmを画像拡大率
とする．アクセス構造としてグラフGで表現された画像拡大率mの生成行列を持つ GVSSS
を GVSSS-(G;m)と表記する．
w(v)をベクトル vの重み（ベクトル内の 1の個数）とする．また，各行をW = fwi j 1 
i  ng で添字付けしたバイナリ行列 B に対して，B(wi) を B の wi 行ベクトルとしたと
き， (wi; wj)成分を w(B(wi) +B(wj))と定義した n次対称行列をR(B)とおく．行列 Aに
対し，Aの各成分の絶対値を成分として持つ Aと同サイズの行列を abs(A)と置く．さらに
norm(A)を (norm(A))xy: = 0 if Axy = 0, (norm(A))xy: = 1 if Axy 6= 0と定義する．このと
き GVSSS-(G;m)の生成行列は次の定義を満たすように構成される．
定義 4.5 (GVSSS-(G;m)の生成行列) GVSSS-(G;m)の jV (G)j×m生成行列 S0; S1は　
norm( R(S1) R(S0) ) = Adj(G)を満たす．
例 4.6 (GVSSS-(3; 3))
Adj(3) =
2666666664
0 1 1 1 0 0
1 0 1 0 1 0
1 1 0 0 0 1
1 0 0 0 1 1
0 1 0 1 0 1
























2 2 2 2 2 2
2 2 2 2 2 2
2 2 2 2 2 2
2 2 2 1 1 1
2 2 2 1 1 1






2 3 3 3 2 2
3 2 3 2 3 2
3 3 2 2 2 3
3 2 2 1 2 2
2 3 2 2 1 2




norm( R(S1) R(S0) ) = R(S1) R(S0) =
2666666664
0 1 1 1 0 0
1 0 1 0 1 0
1 1 0 0 0 1
1 0 0 0 1 1
0 1 0 1 0 1





グラフ G を与えたとき，GVSSS-(G;m) が存在する m の最小値を m(G) とおく．特に
GVSSS-(G;m)が optimalであるとは，m = m(G)を満たすときとする．m(G)に関しては
既に次のような結果が知られている．
定理 4.7 ([44] Theorem 7.3) m(Kn) = min fmj n  mCbm
2
cg:
定理 4.8 ([44] Theorem 7.4) m(G)  m(K!(G)).







264 0 1 11 0 0
1 0 0
375 ; S0 =
264 1 01 0
1 0
375 ; S1 =
264 1 00 1
0 1
375 :
定義 4.10 GVSSS-(G;m)の生成行列 S0; S1が次を満たすとき，GVSSS-(G;m)を independent
という．S0 の wi 行ベクトルと S0 の wj 行ベクトルが一致し，S1 の wi 行ベクトルと S1 の
wj 行ベクトルが一致するような i; j (i 6= j)は存在しない．
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例 4.6は independentである．independentという概念は GVSSSだけでなく，復元画像とし
て白黒反転画像を許容する視覚復号型秘密分散法GVSSSにも同様に適用することが可能で
あり，independent GVSSSに関して次が成り立つ．
定理 4.11 9 independent GVSSS-(G; 2)) G 2 Ind(K2;2):
































上記行列の R( ~S1) R( ~S0)は次の通りである．
R( ~S1) R( ~S0) =
2666666664
0 0 0 0 0 0
0 0 1  1 0 0
0 1 0 0  1 0
0  1 0 0 1 0
0 0  1 1 0 0
0 0 0 0 0 0
3777777775
:
norm( R( ~S1) R( ~S0) )の列成分または行成分がすべて 0の行・列を削除した行列を隣接行列
とするグラフはK2;2 である．
系 4.12 9 independent GVSSS-(G; 3) s.t. G =2 Ind(K2;2) ) independent GVSSS-(G; 3) は
optimalである．
上記の定理 4.11，系 4.12の independentという条件をはずすと，容易に次を得る．
定理 4.13 9 GVSSS-(G; 2))ある正整数 a1; a2; a3; a4に対してG 2 Ind(Ka1;a2;a3;a4(K2;2)):
系 4.14 9 GVSSS-(G; 3) s.t. いかなる正整数 a1; a2; a3; a4に対してもG =2 Ind(Ka1;a2;a3;a4(K2;2))




割する．スターグラフにおいては，S0 の各行を f1; 0g，S1 の各行を中心頂点のみ f1; 0g，そ
れ以外を f0; 1gとした GVSSS-(K1;a; 2)が構成できる．この画像拡大率 2の生成行列を利用
し，分割されたスターグラフの生成行列を連結（各分割スターグラフの生成行列を横に並べ
る）することでグラフ Gに対する生成行列を構成することができる．分割されたスターグラ
フの個数を (G)とすると GVSSS-(G; 2(G))が構成できることがわかる [44]．
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図 4.3: スターグラフ分割，完全 2部グラフ分割









1 0 0 0
1 0 0 0
1 0 1 0
1 0 1 0
0 0 1 0
377775 ; S1 =
266664
0 1 0 0
1 0 0 0
0 1 0 1
0 1 0 1

















1 0 0 0
1 0 1 0
0 0 1 0
0 0 1 0
0 0 1 0
377775 ; S1 =
266664
1 0 0 0
0 1 1 0
0 0 0 1
0 0 0 1
0 0 1 0
377775 :
n部グラフKa1;a2;:::;an(G)への適用
構成方式 4.18 グラフ分割後の生成行列として GVSSS-(Ka1;a2;:::;an ;m(G))を利用する．つま
り，GVSSS-(G; m(G))の生成行列をそれぞれ ai 回同じ行ベクトルを繰り返した生成行列を
利用する．
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図 4.4: グラフ P3;K1;1;2;1(P3)
例 4.19 (n部グラフへの適用) G3に対するn部グラフへの適用は図4.4のとおりである．GVSSS-






















構成方式 4.20 与えられたグラフの辺集合を，集合差も許してKa1;a2;:::;an 及びKa1;a2;:::;an(G)
で表記し「差」を S0; S1 を入れ替えるなどして実現する．
例 4.21 (辺消去方式) 図 4.5のように E(G3) = E(K2;3)  (w1; w5) = E(K2;3) E(K1;1)と表
記することができることを利用する．それぞれ GVSSS-(K2;3; 2), GVSSS-(K1;1; 2)の生成行列























図 4.5: グラフK2;3  K1;1
評価
図 4.3記載のG3 を例に挙げて提案方式の優位性（スターグラフ分割法では m=4であった
画像拡大率を，提案方式 2,3 では m=3 に削減した）が示された．一方，例 4.17,4.19 により
m(G3)  3が成立する．G3 =2Ind(Ka1;a2;a3;a4(K2;2))であり，系 4.14により optimalな構成
であることがわかる．
その他C6 (6頂点のサイクルグラフ)及びその誘導部分グラフ（P5など）も optimalな例であ
る．GVSSS-(C6; 3)を構成する生成行列は次の通りである．GVSSS-(P5; 3)はGVSSS-(C6; 3)
における生成行列の 5行分だけを利用すればよい．
























2m  を満たすmに対してm列の補正列ベクトルを加える．補正列ベクトルは f0; 0; : : : ; 0g;
f1; 0; : : : ; 0g; f0; 1; : : : ; 0g; : : : ; f1; 1; : : : ; 1gのように 2m 通りのベクトルから異なるベクトル




264 0 1 11 0 0
1 0 0


















1 0 0 0
1 0 0 0
1 0 0 1
1 0 1 0
1 0 1 1
37777775 ; S1 =
26666664
1 0 0 0
0 1 0 0
0 1 0 1
0 1 1 0
0 1 1 1
37777775 :




264 1 01 0
0 1
375 ; S1 =




GVSSS-(C6; 3)（例 4.22）に見られるようにいくつかの optimalなGVSSSの構成事例を見て
きた．以降m(G)  4と画像拡大率を固定させた上で，どのようなグラフにおいてGVSSS-




定理 4.11は GVSSS-(G; 2)の分類を完全に終えていることを意味している．そこで，次節
にてm = 3のケースについて定理 4.11と同様の分類結果を示すこととする．
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4.4.1 GVSSS-(G; 3)の分類
補題 4.25 9 independent GVSSS-(G; 3), G 2 3．ただし頂点数 18のグラフ3の隣接
行列は以下のとおり：26666666666666666666666666666666666664
0 1 1 1 0 0 1 0 0 0 1 1 1 0 0 1 0 0
1 0 1 0 1 0 0 1 0 1 0 1 0 1 0 0 1 0
1 1 0 0 0 1 0 0 1 1 1 0 0 0 1 0 0 1
1 0 0 0 1 1 1 0 0 1 0 0 0 1 1 0 1 1
0 1 0 1 0 1 0 1 0 0 1 0 1 0 1 1 0 1
0 0 1 1 1 0 0 0 1 0 0 1 1 1 0 1 1 0
1 0 0 1 0 0 0 1 1 1 0 0 1 0 0 1 0 0
0 1 0 0 1 0 1 0 1 0 1 0 0 1 0 0 1 0
0 0 1 0 0 1 1 1 0 0 0 1 0 0 1 0 0 1
0 1 1 1 0 0 1 0 0 0 1 1 1 0 0 1 0 0
1 0 1 0 1 0 0 1 0 1 0 1 0 1 0 0 1 0
1 1 0 0 0 1 0 0 1 1 1 0 0 0 1 0 0 1
1 0 0 0 1 1 1 0 0 1 0 0 0 1 1 0 1 1
0 1 0 1 0 1 0 1 0 0 1 0 1 0 1 1 0 1
0 0 1 1 1 0 0 0 1 0 0 1 1 1 0 1 1 0
1 0 0 0 1 1 1 0 0 1 0 0 0 1 1 0 1 1
0 1 0 1 0 1 0 1 0 0 1 0 1 0 1 1 0 1



























あった．この構成においては 9頂点の Lattice graph L2(3)（各頂点から 4本のエッジを持つ
regularグラフ）に対するGVSSSは画像拡大率が 21（スターグラフ分割法は 28）であったが，





る Grape package [68]を用いた．また，付録 Aに GVSSS-(G; 3)の分類に利用した GAPコー
ドを掲載した．
以下，パラメータ dは与えられたグラフの頂点数を意味する．
d = 3（頂点数 3のケース）
3
の頂点インデックス (1; 2; 3): s K3264 0 1 11 0 1
1 1 0
375
注意 4.27 上記の K3 が唯一 m = 3 を満たすグラフであり，これは，m = 2 で構成でき
ないため optimal である．P3 が数え上げられていない理由は P3 は K1;2(P2)と同型であり
GVSSS-(P3; 2)が構成可能であるためである．
d = 4
(1; 2; 3; 4): 26664
0 1 1 1
1 0 1 0
1 1 0 0
1 0 0 0
37775
(1; 2; 4; 6): s P4 26664
0 1 1 0
1 0 0 0
1 0 0 1
0 0 1 0
37775
注意 4.28 頂点数 4の完全グラフK4はリストに存在しない．
d = 5
(1; 2; 3; 4; 5): 26666664
0; 1; 1; 1; 0
1; 0; 1; 0; 1
1; 1; 0; 0; 0
1; 0; 0; 0; 1
0; 1; 0; 1; 0
37777775
51
(1; 2; 3; 4; 7): 26666664
0; 1; 1; 1; 1
1; 0; 1; 0; 0
1; 1; 0; 0; 0
1; 0; 0; 0; 1
1; 0; 0; 1; 0
37777775
(1; 2; 3; 4; 8): 26666664
0; 1; 1; 1; 0
1; 0; 1; 0; 1
1; 1; 0; 0; 0
1; 0; 0; 0; 0
0; 1; 0; 0; 0
37777775
(1; 2; 4; 6; 8): s P5 26666664
0; 1; 1; 0; 0
1; 0; 0; 0; 1
1; 0; 0; 1; 0
0; 0; 1; 0; 0
0; 1; 0; 0; 0
37777775
注意 4.29 頂点数 5のサイクルグラフ C5はリストに存在しない．
d = 6
(1; 2; 3; 4; 5; 6): s 3 2666666664
0; 1; 1; 1; 0; 0
1; 0; 1; 0; 1; 0
1; 1; 0; 0; 0; 1
1; 0; 0; 0; 1; 1
0; 1; 0; 1; 0; 1
0; 0; 1; 1; 1; 0
3777777775
(1; 2; 3; 4; 5; 7): 2666666664
0; 1; 1; 1; 0; 1
1; 0; 1; 0; 1; 0
1; 1; 0; 0; 0; 0
1; 0; 0; 0; 1; 1
0; 1; 0; 1; 0; 0
1; 0; 0; 1; 0; 0
3777777775
52
(1; 2; 3; 4; 5; 9): 2666666664
0; 1; 1; 1; 0; 0
1; 0; 1; 0; 1; 0
1; 1; 0; 0; 0; 1
1; 0; 0; 0; 1; 0
0; 1; 0; 1; 0; 0
0; 0; 1; 0; 0; 0
3777777775
(1; 2; 4; 6; 8; 9): s C6 2666666664
0; 1; 1; 0; 0; 0
1; 0; 0; 0; 1; 0
1; 0; 0; 1; 0; 0
0; 0; 1; 0; 0; 1
0; 1; 0; 0; 0; 1
0; 0; 0; 1; 1; 0
3777777775
注意 4.30 頂点数 6のサイクルグラフC6はリストに存在しており，もちろんこれも optimalで
ある．
d = 7
(1; 2; 3; 4; 5; 6; 7): 266666666664
0; 1; 1; 1; 0; 0; 1
1; 0; 1; 0; 1; 0; 0
1; 1; 0; 0; 0; 1; 0
1; 0; 0; 0; 1; 1; 1
0; 1; 0; 1; 0; 1; 0
0; 0; 1; 1; 1; 0; 0
1; 0; 0; 1; 0; 0; 0
377777777775
(1; 2; 3; 4; 5; 7; 9): 266666666664
0; 1; 1; 1; 0; 1; 0
1; 0; 1; 0; 1; 0; 0
1; 1; 0; 0; 0; 0; 1
1; 0; 0; 0; 1; 1; 0
0; 1; 0; 1; 0; 0; 0
1; 0; 0; 1; 0; 0; 1




(1; 2; 3; 4; 5; 6; 7; 8): 266666666666664
0; 1; 1; 1; 0; 0; 1; 0
1; 0; 1; 0; 1; 0; 0; 1
1; 1; 0; 0; 0; 1; 0; 0
1; 0; 0; 0; 1; 1; 1; 0
0; 1; 0; 1; 0; 1; 0; 1
0; 0; 1; 1; 1; 0; 0; 0
1; 0; 0; 1; 0; 0; 0; 1
0; 1; 0; 0; 1; 0; 1; 0
377777777777775
注意 4.31 頂点数 8のサイクルグラフ C8はリストに存在しない．
d = 9
(1; 2; 3; 4; 5; 6; 7; 8; 9): s L2(3) 26666666666666664
0; 1; 1; 1; 0; 0; 1; 0; 0
1; 0; 1; 0; 1; 0; 0; 1; 0
1; 1; 0; 0; 0; 1; 0; 0; 1
1; 0; 0; 0; 1; 1; 1; 0; 0
0; 1; 0; 1; 0; 1; 0; 1; 0
0; 0; 1; 1; 1; 0; 0; 0; 1
1; 0; 0; 1; 0; 0; 0; 1; 1
0; 1; 0; 0; 1; 0; 1; 0; 1
0; 0; 1; 0; 0; 1; 1; 1; 0
37777777777777775
注意 4.32 d  10のときには independentな誘導部分グラフは存在しない．このリストにおい
てK3;3; C6; L2(3)のみが regularなグラフである．
これらの結果を踏まえ，最終的に以下の定理を得ることができる．
定理 4.33 9 independent GVSSS-(G; 3), G 2 Ind(L2(3)).
これは，3に含まれる independentな誘導部分グラフの集合はL2(3)に含まれる indepen-
dentな誘導部分グラフの集合に包括されているためである．グラフのリストについては変化
はなく d  9までで抑えられている点にも注意する．
4.4.2 GVSSS-(G; 3)の分類














































上記行列の R( ~S1) R( ~S0)は次の通りである．
R( ~S1) R( ~S0) =
26666666666666666666666666666664
0 + +   0 0   0 0 0     + 0 0 + 0 0
+ 0 + 0   0 0   0   0   0 + 0 0 + 0
+ + 0 0 0   0 0       0 0 0 + 0 0 +
  0 0 0 + +   0 0 + 0 0 0     + 0 0
0   0 + 0 + 0   0 0 + 0   0   0 + 0
0 0   + + 0 0 0   0 0 +     0 0 0 +
  0 0   0 0 0 + + + 0 0 + 0 0 0    
0   0 0   0 + 0 + 0 + 0 0 + 0   0  
0 0   0 0   + + 0 0 0 + 0 0 +     0
0     + 0 0 + 0 0 0 + +   0 0   0 0
  0   0 + 0 0 + 0 + 0 + 0   0 0   0
    0 0 0 + 0 0 + + + 0 0 0   0 0  
+ 0 0 0     + 0 0   0 0 0 + +   0 0
0 + 0   0   0 + 0 0   0 + 0 + 0   0
0 0 +     0 0 0 + 0 0   + + 0 0 0  
+ 0 0 + 0 0 0       0 0   0 0 0 + +
0 + 0 0 + 0   0   0   0 0   0 + 0 +
0 0 + 0 0 +     0 0 0   0 0   + + 0
37777777777777777777777777777775
:
ただし +は 1を  は  1を表している．このとき同じインデックスの行・列において  が
含まれているものを削除し，最大の部分行列を得ることを考える．具体的には，
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R( ~S1) R( ~S0) =
26666666666666666666666666666664
0 + +   0 0   0 0 0     + 0 0 + 0 0
+ 0 + 0   0 0   0   0   0 + 0 0 + 0
+ + 0 0 0   0 0       0 0 0 + 0 0 +
  0 0 0 + +   0 0 + 0 0 0     + 0 0
0   0 + 0 + 0   0 0 + 0   0   0 + 0
0 0   + + 0 0 0   0 0 +     0 0 0 +
  0 0   0 0 0 + + + 0 0 + 0 0 0    
0   0 0   0 + 0 + 0 + 0 0 + 0   0  
0 0   0 0   + + 0 0 0 + 0 0 +     0
0     + 0 0 + 0 0 0 + +   0 0   0 0
  0   0 + 0 0 + 0 + 0 + 0   0 0   0
    0 0 0 + 0 0 + + + 0 0 0   0 0  
+ 0 0 0     + 0 0   0 0 0 + +   0 0
0 + 0   0   0 + 0 0   0 + 0 + 0   0
0 0 +     0 0 0 + 0 0   + + 0 0 0  
+ 0 0 + 0 0 0       0 0   0 0 0 + +
0 + 0 0 + 0   0   0   0 0   0 + 0 +











0 + + + 0 0
+ 0 + 0 + 0
+ + 0 0 0 +
+ 0 0 0 + +
0 + 0 + 0 +






定理 4.34 9 independent GVSSS-(G; 3), G 2 Ind(3).
3 に含まれる頂点数 3以上の independentな誘導部分グラフは 5つであり，以下，列挙す
る．これらの誘導部分グラフについては例 4.22に見たように従来の GVSSSでも構成可能で
あることを示している．
 d = 3: (1; 2; 3): s K3
 d = 4: (1; 2; 3; 4)
 d = 4: (1; 2; 4; 6): s P4
 d = 5: (1; 2; 3; 4; 5)
 d = 6: (1; 2; 3; 4; 5; 6): s 3
56





図 4.6: optimal GVSSS-(G; 3)で構成される Hasse diagram
57
optimal GVSSS-(G; 3)，GVSSS-(G; 3)を満たすグラフの総数
optimalなGVSSS-(G; 3)および VSSS-(G; 3)を満たすグラフの総数は以下のとおりである．
表 4.2: optimal GVSSS-(G; 3)，GVSSS-(G; 3)を満たすグラフの総数
d = 3 4 5 6 7 8 9 10
GVSSS-(G; 3) 1 2 1 1 0 0 0 0
GVSSS-(G; 3) 1 2 4 4 2 1 1 0
4.5 画像拡大率が 4のGVSSS,GVSSSの分類
4.5.1 GVSSS-(G; 4)の分類
次に 4.4.2節と同様に GVSSS-(G; 4)の分類を試みる．S0; S1の行ベクトルとして可能なも














































図 4.7: 行列R( ~S1) R( ~S0)
図 4.7のように 68 68正方行列 R( ~S1) R( ~S0)を構成し，この行列のうち非負の要素のみ
で構成でき，かつ independentな行列を構成していく．ここで，図 4.7において +は 1を  






0 1 1 1 0 0 0 1 1 1 0 0 0 1
1 0 1 1 0 1 1 0 0 1 0 0 1 0
1 1 0 1 1 0 1 0 1 0 0 1 0 0
1 1 1 0 1 1 0 1 0 0 1 0 0 0
0 0 1 1 0 1 1 1 1 1 0 0 1 1
0 1 0 1 1 0 1 1 1 1 0 1 0 1
0 1 1 0 1 1 0 1 1 1 1 0 0 1
1 0 0 1 1 1 1 0 1 1 0 1 1 0
1 0 1 0 1 1 1 1 0 1 1 0 1 0
1 1 0 0 1 1 1 1 1 0 1 1 0 0
0 0 0 1 0 0 1 0 1 1 0 1 1 1
0 0 1 0 0 1 0 1 0 1 1 0 1 1
0 1 0 0 1 0 0 1 1 0 1 1 0 1
1 0 0 0 1 1 1 0 0 0 1 1 1 0
37777777777777777777777777775





d = 3（頂点数 3のケース）




(1; 2; 3; 4): s K4 26664
0 1 1 1
1 0 1 1
1 1 0 1
1 1 1 0
37775
61
(1; 2; 3; 5): 26664
0 1 1 0
1 0 1 0
1 1 0 1
0 0 1 0
37775
(1; 2; 5; 6): s P4 26664
0 1 0 0
1 0 0 1
0 0 0 1
0 1 1 0
37775
d = 5
(1; 2; 3; 4; 5): 26666664
0; 1; 1; 1; 0
1; 0; 1; 1; 0
1; 1; 0; 1; 1
1; 1; 1; 0; 1
0; 0; 1; 1; 0
37777775
(1; 2; 3; 4; 11): 26666664
0; 1; 1; 1; 0
1; 0; 1; 1; 0
1; 1; 0; 1; 0
1; 1; 1; 0; 1
0; 0; 0; 1; 0
37777775
(1; 2; 3; 5; 6): 2 Ind(3) 26666664
0; 1; 1; 0; 0
1; 0; 1; 0; 1
1; 1; 0; 1; 0
0; 0; 1; 0; 1
0; 1; 0; 1; 0
37777775
(1; 2; 3; 5; 7): 26666664
0; 1; 1; 0; 0
1; 0; 1; 0; 1
1; 1; 0; 1; 1
0; 0; 1; 0; 1
0; 1; 1; 1; 0
37777775
62
(1; 2; 3; 7; 11): 26666664
0; 1; 1; 0; 0
1; 0; 1; 1; 0
1; 1; 0; 1; 0
0; 1; 1; 0; 1
0; 0; 0; 1; 0
37777775
(1; 2; 3; 11; 12): 26666664
0; 1; 1; 0; 0
1; 0; 1; 0; 0
1; 1; 0; 0; 1
0; 0; 0; 0; 1
0; 0; 1; 1; 0
37777775
(1; 2; 6; 7; 11): 26666664
0; 1; 0; 0; 0
1; 0; 1; 1; 0
0; 1; 0; 1; 0
0; 1; 1; 0; 1
0; 0; 0; 1; 0
37777775
(1; 2; 6; 11; 12): s P5 26666664
0; 1; 0; 0; 0
1; 0; 1; 0; 0
0; 1; 0; 0; 1
0; 0; 0; 0; 1
0; 0; 1; 1; 0
37777775
(1; 2; 10; 11; 12): 26666664
0; 1; 1; 0; 0
1; 0; 1; 0; 0
1; 1; 0; 1; 1
0; 0; 1; 0; 1
0; 0; 1; 1; 0
37777775
(5; 6; 7; 8; 9): s K5 26666664
0; 1; 1; 1; 1
1; 0; 1; 1; 1
1; 1; 0; 1; 1
1; 1; 1; 0; 1
1; 1; 1; 1; 0
37777775
63
注意 4.36 GVSSS-(G; 3)においては3の 1点を削除した誘導部分グラフの 1種類（インデッ
クス (1; 2; 3; 5; 6)）しか構成できなかったが，GVSSS-(G; 4)においては 10種類のグラフで構
成可能である．インデックス (1; 2; 3; 5; 6)以外のグラフはすべてm = 4において optimalな
例となる．
d = 6
(1; 2; 3; 4; 5; 6): 2666666664
0; 1; 1; 1; 0; 0
1; 0; 1; 1; 0; 1
1; 1; 0; 1; 1; 0
1; 1; 1; 0; 1; 1
0; 0; 1; 1; 0; 1
0; 1; 0; 1; 1; 0
3777777775
(1; 2; 3; 4; 5; 10): 2666666664
0; 1; 1; 1; 0; 1
1; 0; 1; 1; 0; 1
1; 1; 0; 1; 1; 0
1; 1; 1; 0; 1; 0
0; 0; 1; 1; 0; 1
1; 1; 0; 0; 1; 0
3777777775
(1; 2; 3; 4; 5; 11): 2666666664
0; 1; 1; 1; 0; 0
1; 0; 1; 1; 0; 0
1; 1; 0; 1; 1; 0
1; 1; 1; 0; 1; 1
0; 0; 1; 1; 0; 0
0; 0; 0; 1; 0; 0
3777777775
(1; 2; 3; 4; 5; 13): 2666666664
0; 1; 1; 1; 0; 0
1; 0; 1; 1; 0; 1
1; 1; 0; 1; 1; 0
1; 1; 1; 0; 1; 0
0; 0; 1; 1; 0; 1
0; 1; 0; 0; 1; 0
3777777775
64
(1; 2; 3; 4; 11; 12): 2666666664
0; 1; 1; 1; 0; 0
1; 0; 1; 1; 0; 0
1; 1; 0; 1; 0; 1
1; 1; 1; 0; 1; 0
0; 0; 0; 1; 0; 1
0; 0; 1; 0; 1; 0
3777777775
(1; 2; 3; 5; 6; 7): 2666666664
0; 1; 1; 0; 0; 0
1; 0; 1; 0; 1; 1
1; 1; 0; 1; 0; 1
0; 0; 1; 0; 1; 1
0; 1; 0; 1; 0; 1
0; 1; 1; 1; 1; 0
3777777775
(1; 2; 3; 5; 6; 8): 2666666664
0; 1; 1; 0; 0; 1
1; 0; 1; 0; 1; 0
1; 1; 0; 1; 0; 0
0; 0; 1; 0; 1; 1
0; 1; 0; 1; 0; 1
1; 0; 0; 1; 1; 0
3777777775
(1; 2; 3; 5; 6; 9): 2666666664
0; 1; 1; 0; 0; 1
1; 0; 1; 0; 1; 0
1; 1; 0; 1; 0; 1
0; 0; 1; 0; 1; 1
0; 1; 0; 1; 0; 1
1; 0; 1; 1; 1; 0
3777777775
(1; 2; 3; 5; 7; 11): 2666666664
0; 1; 1; 0; 0; 0
1; 0; 1; 0; 1; 0
1; 1; 0; 1; 1; 0
0; 0; 1; 0; 1; 0
0; 1; 1; 1; 0; 1
0; 0; 0; 0; 1; 0
3777777775
65
(1; 2; 3; 5; 7; 12): 2666666664
0; 1; 1; 0; 0; 0
1; 0; 1; 0; 1; 0
1; 1; 0; 1; 1; 1
0; 0; 1; 0; 1; 0
0; 1; 1; 1; 0; 0
0; 0; 1; 0; 0; 0
3777777775
(1; 2; 3; 5; 7; 13): 2666666664
0; 1; 1; 0; 0; 0
1; 0; 1; 0; 1; 1
1; 1; 0; 1; 1; 0
0; 0; 1; 0; 1; 1
0; 1; 1; 1; 0; 0
0; 1; 0; 1; 0; 0
3777777775
(1; 2; 3; 5; 10; 11): 2666666664
0; 1; 1; 0; 1; 0
1; 0; 1; 0; 1; 0
1; 1; 0; 1; 0; 0
0; 0; 1; 0; 1; 0
1; 1; 0; 1; 0; 1
0; 0; 0; 0; 1; 0
3777777775
(1; 2; 3; 5; 11; 12): 2666666664
0; 1; 1; 0; 0; 0
1; 0; 1; 0; 0; 0
1; 1; 0; 1; 0; 1
0; 0; 1; 0; 0; 0
0; 0; 0; 0; 0; 1
0; 0; 1; 0; 1; 0
3777777775
(1; 2; 3; 5; 11; 13): 2666666664
0; 1; 1; 0; 0; 0
1; 0; 1; 0; 0; 1
1; 1; 0; 1; 0; 0
0; 0; 1; 0; 0; 1
0; 0; 0; 0; 0; 1
0; 1; 0; 1; 1; 0
3777777775
66
(1; 2; 3; 7; 11; 12): 2666666664
0; 1; 1; 0; 0; 0
1; 0; 1; 1; 0; 0
1; 1; 0; 1; 0; 1
0; 1; 1; 0; 1; 0
0; 0; 0; 1; 0; 1
0; 0; 1; 0; 1; 0
3777777775
(1; 2; 3; 7; 11; 14): 2666666664
0; 1; 1; 0; 0; 1
1; 0; 1; 1; 0; 0
1; 1; 0; 1; 0; 0
0; 1; 1; 0; 1; 1
0; 0; 0; 1; 0; 1
1; 0; 0; 1; 1; 0
3777777775
(1; 2; 3; 11; 12; 13): 2666666664
0; 1; 1; 0; 0; 0
1; 0; 1; 0; 0; 1
1; 1; 0; 0; 1; 0
0; 0; 0; 0; 1; 1
0; 0; 1; 1; 0; 1
0; 1; 0; 1; 1; 0
3777777775
(1; 2; 5; 6; 7; 10): 2666666664
0; 1; 0; 0; 0; 1
1; 0; 0; 1; 1; 1
0; 0; 0; 1; 1; 1
0; 1; 1; 0; 1; 1
0; 1; 1; 1; 0; 1
1; 1; 1; 1; 1; 0
3777777775
(1; 2; 5; 6; 7; 11): 2666666664
0; 1; 0; 0; 0; 0
1; 0; 0; 1; 1; 0
0; 0; 0; 1; 1; 0
0; 1; 1; 0; 1; 0
0; 1; 1; 1; 0; 1
0; 0; 0; 0; 1; 0
3777777775
67
(1; 2; 5; 6; 9; 11): 2666666664
0; 1; 0; 0; 1; 0
1; 0; 0; 1; 0; 0
0; 0; 0; 1; 1; 0
0; 1; 1; 0; 1; 0
1; 0; 1; 1; 0; 1
0; 0; 0; 0; 1; 0
3777777775
(1; 2; 5; 6; 11; 12): 2666666664
0; 1; 0; 0; 0; 0
1; 0; 0; 1; 0; 0
0; 0; 0; 1; 0; 0
0; 1; 1; 0; 0; 1
0; 0; 0; 0; 0; 1
0; 0; 0; 1; 1; 0
3777777775
(1; 2; 5; 6; 11; 13): 2666666664
0; 1; 0; 0; 0; 0
1; 0; 0; 1; 0; 1
0; 0; 0; 1; 0; 1
0; 1; 1; 0; 0; 0
0; 0; 0; 0; 0; 1
0; 1; 1; 0; 1; 0
3777777775
(1; 2; 5; 10; 11; 12): 2666666664
0; 1; 0; 1; 0; 0
1; 0; 0; 1; 0; 0
0; 0; 0; 1; 0; 0
1; 1; 1; 0; 1; 1
0; 0; 0; 1; 0; 1
0; 0; 0; 1; 1; 0
3777777775
(1; 2; 6; 7; 10; 11): 2666666664
0; 1; 0; 0; 1; 0
1; 0; 1; 1; 1; 0
0; 1; 0; 1; 1; 0
0; 1; 1; 0; 1; 1
1; 1; 1; 1; 0; 1
0; 0; 0; 1; 1; 0
3777777775
68
(1; 2; 6; 7; 11; 12): 2666666664
0; 1; 0; 0; 0; 0
1; 0; 1; 1; 0; 0
0; 1; 0; 1; 0; 1
0; 1; 1; 0; 1; 0
0; 0; 0; 1; 0; 1
0; 0; 1; 0; 1; 0
3777777775
(1; 2; 6; 9; 11; 12): 2666666664
0; 1; 0; 1; 0; 0
1; 0; 1; 0; 0; 0
0; 1; 0; 1; 0; 1
1; 0; 1; 0; 1; 0
0; 0; 0; 1; 0; 1
0; 0; 1; 0; 1; 0
3777777775
(1; 2; 6; 10; 11; 12): 2666666664
0; 1; 0; 1; 0; 0
1; 0; 1; 1; 0; 0
0; 1; 0; 1; 0; 1
1; 1; 1; 0; 1; 1
0; 0; 0; 1; 0; 1
0; 0; 1; 1; 1; 0
3777777775
(1; 5; 6; 7; 8; 9): 2666666664
0; 0; 0; 0; 1; 1
0; 0; 1; 1; 1; 1
0; 1; 0; 1; 1; 1
0; 1; 1; 0; 1; 1
1; 1; 1; 1; 0; 1
1; 1; 1; 1; 1; 0
3777777775
(1; 5; 6; 7; 8; 11): 2666666664
0; 0; 0; 0; 1; 0
0; 0; 1; 1; 1; 0
0; 1; 0; 1; 1; 0
0; 1; 1; 0; 1; 1
1; 1; 1; 1; 0; 0
0; 0; 0; 1; 0; 0
3777777775
69
(1; 5; 6; 8; 9; 10): 2666666664
0; 0; 0; 1; 1; 1
0; 0; 1; 1; 1; 1
0; 1; 0; 1; 1; 1
1; 1; 1; 0; 1; 1
1; 1; 1; 1; 0; 1
1; 1; 1; 1; 1; 0
3777777775
(1; 5; 8; 9; 10; 13): 2666666664
0; 0; 1; 1; 1; 0
0; 0; 1; 1; 1; 1
1; 1; 0; 1; 1; 1
1; 1; 1; 0; 1; 1
1; 1; 1; 1; 0; 0
0; 1; 1; 1; 0; 0
3777777775
(5; 6; 7; 8; 9; 10): 2666666664
0; 1; 1; 1; 1; 1
1; 0; 1; 1; 1; 1
1; 1; 0; 1; 1; 1
1; 1; 1; 0; 1; 1
1; 1; 1; 1; 0; 1
1; 1; 1; 1; 1; 0
3777777775
d = 7
(1; 2; 3; 4; 5; 6; 7):
(1; 2; 3; 4; 5; 6; 8):
(1; 2; 3; 4; 5; 6; 9):
(1; 2; 3; 4; 5; 6; 11):
(1; 2; 3; 4; 5; 6; 12):
(1; 2; 3; 4; 5; 6; 14):
(1; 2; 3; 4; 5; 10; 11):
(1; 2; 3; 4; 5; 11; 12):
(1; 2; 3; 4; 5; 11; 13):
(1; 2; 3; 4; 5; 13; 14):
(1; 2; 3; 4; 11; 12; 13):
(1; 2; 3; 5; 6; 7; 9):
(1; 2; 3; 5; 6; 7; 11):
(1; 2; 3; 5; 6; 7; 12):
70
(1; 2; 3; 5; 6; 9; 11):
(1; 2; 3; 5; 6; 9; 12):
(1; 2; 3; 5; 6; 9; 14):
(1; 2; 3; 5; 6; 11; 12):
(1; 2; 3; 5; 6; 11; 14):
(1; 2; 3; 5; 7; 9; 11):
(1; 2; 3; 5; 7; 9; 13):
(1; 2; 3; 5; 7; 10; 11):
(1; 2; 3; 5; 7; 11; 12):
(1; 2; 3; 5; 7; 11; 13):
(1; 2; 3; 5; 7; 11; 14):
(1; 2; 3; 5; 7; 12; 13):
(1; 2; 3; 5; 10; 11; 12):
(1; 2; 3; 5; 10; 11; 13):
(1; 2; 3; 5; 11; 12; 13):
(1; 2; 3; 5; 11; 13; 14):
(1; 2; 3; 7; 9; 11; 12):
(1; 2; 3; 7; 9; 11; 13):
(1; 2; 3; 7; 11; 12; 14):
(1; 2; 5; 6; 7; 8; 9):
(1; 2; 5; 6; 7; 8; 10):
(1; 2; 5; 6; 7; 8; 11):
(1; 2; 5; 6; 7; 8; 12):
(1; 2; 5; 6; 7; 10; 11):
(1; 2; 5; 6; 7; 10; 13):
(1; 2; 5; 6; 7; 10; 14):
(1; 2; 5; 6; 7; 11; 12):
(1; 2; 5; 6; 7; 11; 13):
(1; 2; 5; 6; 9; 10; 11):
(1; 2; 5; 6; 9; 11; 12):
(1; 2; 5; 6; 10; 11; 12):
(1; 2; 6; 7; 8; 9; 10):
(1; 2; 6; 7; 8; 9; 11):
(1; 2; 6; 7; 8; 10; 12):
(1; 2; 6; 7; 8; 11; 12):
(1; 2; 6; 7; 10; 11; 12):
(1; 2; 6; 9; 10; 11; 12):
(1; 5; 6; 7; 8; 9; 10):
71
(1; 5; 6; 7; 8; 9; 11):
(1; 5; 6; 7; 8; 9; 13):
(1; 5; 6; 7; 8; 9; 14):
(1; 5; 6; 8; 9; 10; 12):
d = 8
(1; 2; 3; 4; 5; 6; 7; 8):
(1; 2; 3; 4; 5; 6; 7; 11):
(1; 2; 3; 4; 5; 6; 7; 14):
(1; 2; 3; 4; 5; 6; 8; 11):
(1; 2; 3; 4; 5; 6; 8; 12):
(1; 2; 3; 4; 5; 6; 9; 10):
(1; 2; 3; 4; 5; 6; 9; 11):
(1; 2; 3; 4; 5; 6; 9; 13):
(1; 2; 3; 4; 5; 6; 11; 12):
(1; 2; 3; 4; 5; 6; 11; 14):
(1; 2; 3; 4; 5; 6; 12; 13):
(1; 2; 3; 4; 5; 6; 12; 14):
(1; 2; 3; 4; 5; 10; 11; 12):
(1; 2; 3; 4; 5; 10; 11; 13):
(1; 2; 3; 4; 5; 11; 12; 13):
(1; 2; 3; 4; 5; 11; 13; 14):
(1; 2; 3; 4; 11; 12; 13; 14):
(1; 2; 3; 5; 6; 7; 8; 9):
(1; 2; 3; 5; 6; 7; 8; 11):
(1; 2; 3; 5; 6; 7; 8; 12):
(1; 2; 3; 5; 6; 7; 9; 10):
(1; 2; 3; 5; 6; 7; 9; 11):
(1; 2; 3; 5; 6; 7; 9; 12):
(1; 2; 3; 5; 6; 7; 9; 13):
(1; 2; 3; 5; 6; 7; 9; 14):
(1; 2; 3; 5; 6; 7; 11; 12):
(1; 2; 3; 5; 6; 7; 11; 14):
(1; 2; 3; 5; 6; 7; 12; 13):
(1; 2; 3; 5; 6; 8; 11; 12):
(1; 2; 3; 5; 6; 9; 10; 11):
(1; 2; 3; 5; 6; 9; 10; 12):
(1; 2; 3; 5; 6; 9; 10; 14):
72
(1; 2; 3; 5; 6; 9; 11; 12):
(1; 2; 3; 5; 6; 9; 11; 13):
(1; 2; 3; 5; 6; 9; 11; 14):
(1; 2; 3; 5; 6; 9; 12; 14):
(1; 2; 3; 5; 6; 11; 12; 13):
(1; 2; 3; 5; 6; 11; 12; 14):
(1; 2; 3; 5; 7; 9; 10; 11):
(1; 2; 3; 5; 7; 9; 11; 12):
(1; 2; 3; 5; 7; 9; 11; 13):
(1; 2; 3; 5; 7; 9; 12; 13):
(1; 2; 3; 5; 7; 9; 13; 14):
(1; 2; 3; 5; 7; 10; 11; 12):
(1; 2; 3; 5; 7; 10; 11; 13):
(1; 2; 3; 5; 7; 10; 11; 14):
(1; 2; 3; 5; 7; 11; 12; 14):
(1; 2; 3; 5; 7; 11; 13; 14):
(1; 2; 3; 5; 10; 11; 12; 13):
(1; 2; 3; 5; 10; 11; 13; 14):
(1; 2; 3; 7; 9; 10; 11; 12):
(1; 2; 3; 7; 9; 11; 13; 14):
(1; 2; 5; 6; 7; 8; 9; 10):
(1; 2; 5; 6; 7; 8; 9; 11):
(1; 2; 5; 6; 7; 8; 9; 13):
(1; 2; 5; 6; 7; 8; 10; 11):
(1; 2; 5; 6; 7; 8; 10; 12):
(1; 2; 5; 6; 7; 8; 10; 13):
(1; 2; 5; 6; 7; 8; 10; 14):
(1; 2; 5; 6; 7; 8; 11; 12):
(1; 2; 5; 6; 7; 8; 11; 13):
(1; 2; 5; 6; 7; 8; 11; 14):
(1; 2; 5; 6; 7; 10; 11; 12):
(1; 2; 5; 6; 7; 10; 11; 14):
(1; 2; 5; 6; 7; 10; 13; 14):
(1; 2; 5; 6; 9; 10; 11; 12):
(1; 2; 5; 6; 9; 10; 11; 13):
(1; 2; 5; 6; 9; 10; 11; 14):
(1; 2; 6; 7; 8; 9; 10; 11):
(1; 2; 6; 7; 8; 9; 10; 13):
73
(1; 2; 6; 7; 8; 9; 11; 12):
(1; 2; 6; 7; 8; 10; 11; 12):
(1; 2; 6; 7; 8; 10; 12; 14):
(1; 5; 6; 7; 8; 9; 10; 11):
(1; 5; 6; 7; 8; 9; 10; 14):
d = 9
(1; 2; 3; 4; 5; 6; 7; 8; 9):
(1; 2; 3; 4; 5; 6; 7; 8; 11):
(1; 2; 3; 4; 5; 6; 7; 8; 12):
(1; 2; 3; 4; 5; 6; 7; 8; 14):
(1; 2; 3; 4; 5; 6; 7; 11; 12):
(1; 2; 3; 4; 5; 6; 7; 11; 14):
(1; 2; 3; 4; 5; 6; 8; 11; 12):
(1; 2; 3; 4; 5; 6; 8; 12; 13):
(1; 2; 3; 4; 5; 6; 9; 10; 11):
(1; 2; 3; 4; 5; 6; 9; 11; 12):
(1; 2; 3; 4; 5; 6; 9; 11; 13):
(1; 2; 3; 4; 5; 6; 9; 11; 14):
(1; 2; 3; 4; 5; 6; 9; 13; 14):
(1; 2; 3; 4; 5; 6; 11; 12; 13):
(1; 2; 3; 4; 5; 6; 11; 12; 14):
(1; 2; 3; 4; 5; 6; 12; 13; 14):
(1; 2; 3; 4; 5; 10; 11; 12; 13):
(1; 2; 3; 4; 5; 11; 12; 13; 14):
(1; 2; 3; 5; 6; 7; 8; 9; 10):
(1; 2; 3; 5; 6; 7; 8; 9; 11):
(1; 2; 3; 5; 6; 7; 8; 9; 12):
(1; 2; 3; 5; 6; 7; 8; 9; 13):
(1; 2; 3; 5; 6; 7; 8; 11; 12):
(1; 2; 3; 5; 6; 7; 8; 11; 14):
(1; 2; 3; 5; 6; 7; 8; 12; 13):
(1; 2; 3; 5; 6; 7; 9; 10; 11):
(1; 2; 3; 5; 6; 7; 9; 10; 12):
(1; 2; 3; 5; 6; 7; 9; 10; 14):
(1; 2; 3; 5; 6; 7; 9; 11; 12):
(1; 2; 3; 5; 6; 7; 9; 11; 13):
(1; 2; 3; 5; 6; 7; 9; 11; 14):
74
(1; 2; 3; 5; 6; 7; 9; 12; 13):
(1; 2; 3; 5; 6; 7; 9; 12; 14):
(1; 2; 3; 5; 6; 7; 9; 13; 14):
(1; 2; 3; 5; 6; 7; 11; 12; 13):
(1; 2; 3; 5; 6; 7; 11; 12; 14):
(1; 2; 3; 5; 6; 9; 10; 11; 12):
(1; 2; 3; 5; 6; 9; 10; 11; 14):
(1; 2; 3; 5; 6; 9; 10; 12; 13):
(1; 2; 3; 5; 6; 9; 10; 12; 14):
(1; 2; 3; 5; 6; 9; 11; 12; 13):
(1; 2; 3; 5; 6; 9; 11; 12; 14):
(1; 2; 3; 5; 6; 9; 11; 13; 14):
(1; 2; 3; 5; 7; 9; 10; 11; 12):
(1; 2; 3; 5; 7; 9; 10; 11; 13):
(1; 2; 3; 5; 7; 9; 11; 13; 14):
(1; 2; 3; 5; 7; 10; 11; 12; 14):
(1; 2; 3; 5; 7; 10; 11; 13; 14):
(1; 2; 5; 6; 7; 8; 9; 10; 11):
(1; 2; 5; 6; 7; 8; 9; 10; 13):
(1; 2; 5; 6; 7; 8; 9; 11; 12):
(1; 2; 5; 6; 7; 8; 9; 11; 13):
(1; 2; 5; 6; 7; 8; 9; 13; 14):
(1; 2; 5; 6; 7; 8; 10; 11; 12):
(1; 2; 5; 6; 7; 8; 10; 11; 14):
(1; 2; 5; 6; 7; 8; 10; 12; 14):
(1; 2; 5; 6; 7; 8; 10; 13; 14):
(1; 2; 6; 7; 8; 9; 10; 11; 12):
d = 10
(1; 2; 3; 4; 5; 6; 7; 8; 9; 10):
(1; 2; 3; 4; 5; 6; 7; 8; 9; 11):
(1; 2; 3; 4; 5; 6; 7; 8; 9; 13):
(1; 2; 3; 4; 5; 6; 7; 8; 11; 12):
(1; 2; 3; 4; 5; 6; 7; 8; 11; 14):
(1; 2; 3; 4; 5; 6; 7; 8; 12; 13):
(1; 2; 3; 4; 5; 6; 7; 8; 12; 14):
(1; 2; 3; 4; 5; 6; 7; 11; 12; 13):
(1; 2; 3; 4; 5; 6; 7; 11; 12; 14):
75
(1; 2; 3; 4; 5; 6; 8; 11; 12; 13):
(1; 2; 3; 4; 5; 6; 8; 12; 13; 14):
(1; 2; 3; 4; 5; 6; 9; 10; 11; 12):
(1; 2; 3; 4; 5; 6; 9; 10; 11; 14):
(1; 2; 3; 4; 5; 6; 9; 11; 12; 13):
(1; 2; 3; 4; 5; 6; 9; 11; 13; 14):
(1; 2; 3; 4; 5; 6; 11; 12; 13; 14):
(1; 2; 3; 4; 5; 10; 11; 12; 13; 14):
(1; 2; 3; 5; 6; 7; 8; 9; 10; 11):
(1; 2; 3; 5; 6; 7; 8; 9; 10; 12):
(1; 2; 3; 5; 6; 7; 8; 9; 11; 12):
(1; 2; 3; 5; 6; 7; 8; 9; 11; 13):
(1; 2; 3; 5; 6; 7; 8; 9; 12; 13):
(1; 2; 3; 5; 6; 7; 8; 9; 13; 14):
(1; 2; 3; 5; 6; 7; 8; 11; 12; 13):
(1; 2; 3; 5; 6; 7; 8; 11; 12; 14):
(1; 2; 3; 5; 6; 7; 9; 10; 11; 12):
(1; 2; 3; 5; 6; 7; 9; 10; 11; 14):
(1; 2; 3; 5; 6; 7; 9; 10; 12; 13):
(1; 2; 3; 5; 6; 7; 9; 10; 12; 14):
(1; 2; 3; 5; 6; 7; 9; 11; 12; 14):
(1; 2; 3; 5; 6; 7; 9; 11; 13; 14):
(1; 2; 3; 5; 6; 7; 9; 12; 13; 14):
(1; 2; 3; 5; 6; 9; 10; 11; 12; 13):
(1; 2; 3; 5; 6; 9; 10; 11; 12; 14):
(1; 2; 3; 5; 6; 9; 10; 12; 13; 14):
(1; 2; 3; 5; 7; 9; 10; 11; 13; 14):
(1; 2; 5; 6; 7; 8; 9; 10; 11; 12):
(1; 2; 5; 6; 7; 8; 9; 10; 11; 13):
(1; 2; 5; 6; 7; 8; 9; 10; 13; 14):
d = 11
(1; 2; 3; 4; 5; 6; 7; 8; 9; 10; 11):
(1; 2; 3; 4; 5; 6; 7; 8; 9; 11; 12):
(1; 2; 3; 4; 5; 6; 7; 8; 9; 11; 13):
(1; 2; 3; 4; 5; 6; 7; 8; 9; 13; 14):
(1; 2; 3; 4; 5; 6; 7; 8; 11; 12; 13):
(1; 2; 3; 4; 5; 6; 7; 8; 11; 12; 14):
76
(1; 2; 3; 4; 5; 6; 7; 8; 12; 13; 14):
(1; 2; 3; 4; 5; 6; 7; 11; 12; 13; 14):
(1; 2; 3; 4; 5; 6; 9; 10; 11; 12; 13):
(1; 2; 3; 4; 5; 6; 9; 11; 12; 13; 14):
(1; 2; 3; 5; 6; 7; 8; 9; 10; 11; 12):
(1; 2; 3; 5; 6; 7; 8; 9; 10; 12; 13):
(1; 2; 3; 5; 6; 7; 8; 9; 11; 12; 13):
(1; 2; 3; 5; 6; 7; 8; 9; 11; 13; 14):
(1; 2; 3; 5; 6; 7; 8; 9; 12; 13; 14):
(1; 2; 3; 5; 6; 7; 9; 10; 11; 12; 14):
d = 12
(1; 2; 3; 4; 5; 6; 7; 8; 9; 10; 11; 12):
(1; 2; 3; 4; 5; 6; 7; 8; 9; 11; 12; 13):
(1; 2; 3; 4; 5; 6; 7; 8; 9; 11; 13; 14):
(1; 2; 3; 4; 5; 6; 7; 8; 11; 12; 13; 14):
(1; 2; 3; 4; 5; 6; 9; 10; 11; 12; 13; 14):
(1; 2; 3; 5; 6; 7; 8; 9; 10; 11; 12; 13):
(1; 2; 3; 5; 6; 7; 8; 9; 10; 12; 13; 14):
d = 13
(1; 2; 3; 4; 5; 6; 7; 8; 9; 10; 11; 12; 13):
(1; 2; 3; 4; 5; 6; 7; 8; 9; 11; 12; 13; 14):
d = 14
(1; 2; 3; 4; 5; 6; 7; 8; 9; 10; 11; 12; 13; 14): s 4
4.5.2 GVSSS-(G; 4)の分類
前節で構成した 6868正方行列（図 4.7）を隣接行列とするグラフを4 とする．このとき
頂点数は 68(= 42+62+42)である．一般のmにおいては，mはmC12 +mC22+ : : :mCm 12
の頂点数を持つ．GVSSS-(G; 4)の存在性に関しては以下が成立する．
定理 4.37 9 independent GVSSS-(G; 4), G 2 Ind(4 ).




4の頂点インデックス (1; 2; 3): s K3264 0 1 11 0 1
1 1 0
375
注意 4.38 K3はm = 3のリストにも存在するため，ここでは新たなグラフは登場しない．
d = 4
(1; 2; 3; 4): s K4 26664
0 1 1 1
1 0 1 1
1 1 0 1
1 1 1 0
37775
(1; 2; 3; 5): 26664
0 1 1 1
1 0 1 0
1 1 0 0
1 0 0 0
37775
(1; 2; 5; 7): s P4 26664
0 1 1 0
1 0 0 0
1 0 0 1
0 0 1 0
37775
注意 4.39 GVSSS-(G; 4)のリストと同様であり，GVSSSの概念を導入する効果は見られない．
d = 5
(1; 2; 3; 4; 5): 26666664
0; 1; 1; 1; 1
1; 0; 1; 1; 0
1; 1; 0; 1; 0
1; 1; 1; 0; 0
1; 0; 0; 0; 0
37777775
78
(1; 2; 3; 4; 17): 26666664
0; 1; 1; 1; 0
1; 0; 1; 1; 0
1; 1; 0; 1; 1
1; 1; 1; 0; 1
0; 0; 1; 1; 0
37777775
(1; 2; 3; 5; 6): 26666664
0; 1; 1; 1; 0
1; 0; 1; 0; 1
1; 1; 0; 0; 0
1; 0; 0; 0; 1
0; 1; 0; 1; 0
37777775
(1; 2; 3; 5; 8): 26666664
0; 1; 1; 1; 0
1; 0; 1; 0; 0
1; 1; 0; 0; 0
1; 0; 0; 0; 1
0; 0; 0; 1; 0
37777775
(1; 2; 3; 5; 9): 26666664
0; 1; 1; 1; 1
1; 0; 1; 0; 0
1; 1; 0; 0; 0
1; 0; 0; 0; 1
1; 0; 0; 1; 0
37777775
(1; 2; 3; 5; 10): 26666664
0; 1; 1; 1; 0
1; 0; 1; 0; 1
1; 1; 0; 0; 0
1; 0; 0; 0; 0
0; 1; 0; 0; 0
37777775
(1; 2; 3; 5; 19): 26666664
0; 1; 1; 1; 0
1; 0; 1; 0; 1
1; 1; 0; 0; 1
1; 0; 0; 0; 0
0; 1; 1; 0; 0
37777775
79
(1; 2; 3; 5; 21): 26666664
0; 1; 1; 1; 1
1; 0; 1; 0; 0
1; 1; 0; 0; 1
1; 0; 0; 0; 1
1; 0; 1; 1; 0
37777775
(1; 2; 5; 7; 10): s P5 26666664
0; 1; 1; 0; 0
1; 0; 0; 0; 1
1; 0; 0; 1; 0
0; 0; 1; 0; 0
0; 1; 0; 0; 0
37777775
(1; 2; 5; 7; 19): s C5 26666664
0; 1; 1; 0; 0
1; 0; 0; 0; 1
1; 0; 0; 1; 0
0; 0; 1; 0; 1
0; 1; 0; 1; 0
37777775
(1; 2; 22; 28; 34): s K5 26666664
0; 1; 1; 1; 1
1; 0; 1; 1; 1
1; 1; 0; 1; 1
1; 1; 1; 0; 1
1; 1; 1; 1; 0
37777775
注意 4.40 GVSSS-(G; 4)においては 10種類のグラフで構成可能であり，本リストにおいては
GVSSS-(C5; 4)のみが初出となる．
例 4.41 (GVSSS-(C5; 4))
S0 =
26666664
0 0 0 1
0 0 0 1
0 0 1 0
0 0 1 0
0 0 1 1
37777775 ; S1 =
26666664
0 0 1 0
0 0 0 1
0 0 0 1
0 1 0 0




1 1 2 2 2
1 1 2 2 2
2 2 1 1 2
2 2 1 1 2





1 2 2 2 3
2 1 1 2 2
2 1 1 2 2
2 2 2 1 3





0 1 0 0 1
1 0  1 0 0
0  1 0 1 0
0 0 1 0 1
1 0 0 1 0
37777775より norm( R(S1) R(S0) ) = Adj(C5)
を満たすことが確認できる．
d = 6
(1; 2; 3; 4; 5; 6): 2666666664
0; 1; 1; 1; 1; 0
1; 0; 1; 1; 0; 1
1; 1; 0; 1; 0; 0
1; 1; 1; 0; 0; 0
1; 0; 0; 0; 0; 1
0; 1; 0; 0; 1; 0
3777777775
(1; 2; 3; 4; 5; 9): 2666666664
0; 1; 1; 1; 1; 1
1; 0; 1; 1; 0; 0
1; 1; 0; 1; 0; 0
1; 1; 1; 0; 0; 0
1; 0; 0; 0; 0; 1
1; 0; 0; 0; 1; 0
3777777775
(1; 2; 3; 4; 5; 10): 2666666664
0; 1; 1; 1; 1; 0
1; 0; 1; 1; 0; 1
1; 1; 0; 1; 0; 0
1; 1; 1; 0; 0; 0
1; 0; 0; 0; 0; 0
0; 1; 0; 0; 0; 0
3777777775
81
(1; 2; 3; 4; 5; 17): 2666666664
0; 1; 1; 1; 1; 0
1; 0; 1; 1; 0; 0
1; 1; 0; 1; 0; 1
1; 1; 1; 0; 0; 1
1; 0; 0; 0; 0; 0
0; 0; 1; 1; 0; 0
3777777775
(1; 2; 3; 4; 5; 20): 2666666664
0; 1; 1; 1; 1; 1
1; 0; 1; 1; 0; 0
1; 1; 0; 1; 0; 0
1; 1; 1; 0; 0; 1
1; 0; 0; 0; 0; 1
1; 0; 0; 1; 1; 0
3777777775
(1; 2; 3; 4; 5; 23): 2666666664
0; 1; 1; 1; 1; 0
1; 0; 1; 1; 0; 0
1; 1; 0; 1; 0; 1
1; 1; 1; 0; 0; 1
1; 0; 0; 0; 0; 1
0; 0; 1; 1; 1; 0
3777777775
(1; 2; 3; 4; 5; 26): 2666666664
0; 1; 1; 1; 1; 1
1; 0; 1; 1; 0; 0
1; 1; 0; 1; 0; 0
1; 1; 1; 0; 0; 1
1; 0; 0; 0; 0; 0
1; 0; 0; 1; 0; 0
3777777775
(1; 2; 3; 4; 17; 18): 2666666664
0; 1; 1; 1; 0; 0
1; 0; 1; 1; 0; 1
1; 1; 0; 1; 1; 0
1; 1; 1; 0; 1; 1
0; 0; 1; 1; 0; 1
0; 1; 0; 1; 1; 0
3777777775
82
(1; 2; 3; 4; 17; 22): 2666666664
0; 1; 1; 1; 0; 1
1; 0; 1; 1; 0; 1
1; 1; 0; 1; 1; 0
1; 1; 1; 0; 1; 0
0; 0; 1; 1; 0; 1
1; 1; 0; 0; 1; 0
3777777775
(1; 2; 3; 4; 17; 23): 2666666664
0; 1; 1; 1; 0; 0
1; 0; 1; 1; 0; 0
1; 1; 0; 1; 1; 1
1; 1; 1; 0; 1; 1
0; 0; 1; 1; 0; 1
0; 0; 1; 1; 1; 0
3777777775
(1; 2; 3; 4; 17; 24): 2666666664
0; 1; 1; 1; 0; 0
1; 0; 1; 1; 0; 1
1; 1; 0; 1; 1; 0
1; 1; 1; 0; 1; 1
0; 0; 1; 1; 0; 0
0; 1; 0; 1; 0; 0
3777777775
(1; 2; 3; 5; 6; 7): 2666666664
0; 1; 1; 1; 0; 0
1; 0; 1; 0; 1; 0
1; 1; 0; 0; 0; 1
1; 0; 0; 0; 1; 1
0; 1; 0; 1; 0; 1
0; 0; 1; 1; 1; 0
3777777775
(1; 2; 3; 5; 6; 8): 2666666664
0; 1; 1; 1; 0; 0
1; 0; 1; 0; 1; 0
1; 1; 0; 0; 0; 0
1; 0; 0; 0; 1; 1
0; 1; 0; 1; 0; 1
0; 0; 0; 1; 1; 0
3777777775
83
(1; 2; 3; 5; 6; 9): 2666666664
0; 1; 1; 1; 0; 1
1; 0; 1; 0; 1; 0
1; 1; 0; 0; 0; 0
1; 0; 0; 0; 1; 1
0; 1; 0; 1; 0; 0
1; 0; 0; 1; 0; 0
3777777775
(1; 2; 3; 5; 6; 11): 2666666664
0; 1; 1; 1; 0; 0
1; 0; 1; 0; 1; 0
1; 1; 0; 0; 0; 1
1; 0; 0; 0; 1; 0
0; 1; 0; 1; 0; 0
0; 0; 1; 0; 0; 0
3777777775
(1; 2; 3; 5; 6; 19): 2666666664
0; 1; 1; 1; 0; 0
1; 0; 1; 0; 1; 1
1; 1; 0; 0; 0; 1
1; 0; 0; 0; 1; 0
0; 1; 0; 1; 0; 1
0; 1; 1; 0; 1; 0
3777777775
(1; 2; 3; 5; 6; 22): 2666666664
0; 1; 1; 1; 0; 1
1; 0; 1; 0; 1; 1
1; 1; 0; 0; 0; 0
1; 0; 0; 0; 1; 1
0; 1; 0; 1; 0; 1
1; 1; 0; 1; 1; 0
3777777775
(1; 2; 3; 5; 8; 9): 2666666664
0; 1; 1; 1; 0; 1
1; 0; 1; 0; 0; 0
1; 1; 0; 0; 0; 0
1; 0; 0; 0; 1; 1
0; 0; 0; 1; 0; 0
1; 0; 0; 1; 0; 0
3777777775
84
(1; 2; 3; 5; 8; 10): 2666666664
0; 1; 1; 1; 0; 0
1; 0; 1; 0; 0; 1
1; 1; 0; 0; 0; 0
1; 0; 0; 0; 1; 0
0; 0; 0; 1; 0; 0
0; 1; 0; 0; 0; 0
3777777775
(1; 2; 3; 5; 8; 12): 2666666664
0; 1; 1; 1; 0; 0
1; 0; 1; 0; 0; 0
1; 1; 0; 0; 0; 0
1; 0; 0; 0; 1; 0
0; 0; 0; 1; 0; 1
0; 0; 0; 0; 1; 0
3777777775
(1; 2; 3; 5; 8; 17): 2666666664
0; 1; 1; 1; 0; 0
1; 0; 1; 0; 0; 0
1; 1; 0; 0; 0; 1
1; 0; 0; 0; 1; 0
0; 0; 0; 1; 0; 1
0; 0; 1; 0; 1; 0
3777777775
(1; 2; 3; 5; 8; 19): 2666666664
0; 1; 1; 1; 0; 0
1; 0; 1; 0; 0; 1
1; 1; 0; 0; 0; 1
1; 0; 0; 0; 1; 0
0; 0; 0; 1; 0; 0
0; 1; 1; 0; 0; 0
3777777775
(1; 2; 3; 5; 8; 20): 2666666664
0; 1; 1; 1; 0; 1
1; 0; 1; 0; 0; 0
1; 1; 0; 0; 0; 0
1; 0; 0; 0; 1; 1
0; 0; 0; 1; 0; 1
1; 0; 0; 1; 1; 0
3777777775
85
(1; 2; 3; 5; 8; 21): 2666666664
0; 1; 1; 1; 0; 1
1; 0; 1; 0; 0; 0
1; 1; 0; 0; 0; 1
1; 0; 0; 0; 1; 1
0; 0; 0; 1; 0; 0
1; 0; 1; 1; 0; 0
3777777775
(1; 2; 3; 5; 8; 23): 2666666664
0; 1; 1; 1; 0; 0
1; 0; 1; 0; 0; 0
1; 1; 0; 0; 0; 1
1; 0; 0; 0; 1; 1
0; 0; 0; 1; 0; 0
0; 0; 1; 1; 0; 0
3777777775
(1; 2; 3; 5; 8; 25): 2666666664
0; 1; 1; 1; 0; 0
1; 0; 1; 0; 0; 1
1; 1; 0; 0; 0; 1
1; 0; 0; 0; 1; 1
0; 0; 0; 1; 0; 1
0; 1; 1; 1; 1; 0
3777777775
(1; 2; 3; 5; 8; 26): 2666666664
0; 1; 1; 1; 0; 1
1; 0; 1; 0; 0; 0
1; 1; 0; 0; 0; 0
1; 0; 0; 0; 1; 0
0; 0; 0; 1; 0; 0
1; 0; 0; 0; 0; 0
3777777775
(1; 2; 3; 5; 8; 27): 2666666664
0; 1; 1; 1; 0; 1
1; 0; 1; 0; 0; 0
1; 1; 0; 0; 0; 1
1; 0; 0; 0; 1; 0
0; 0; 0; 1; 0; 1
1; 0; 1; 0; 1; 0
3777777775
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(1; 2; 3; 5; 9; 21): 2666666664
0; 1; 1; 1; 1; 1
1; 0; 1; 0; 0; 0
1; 1; 0; 0; 0; 1
1; 0; 0; 0; 1; 1
1; 0; 0; 1; 0; 0
1; 0; 1; 1; 0; 0
3777777775
(1; 2; 3; 5; 9; 32): 2666666664
0; 1; 1; 1; 1; 1
1; 0; 1; 0; 0; 0
1; 1; 0; 0; 0; 0
1; 0; 0; 0; 1; 0
1; 0; 0; 1; 0; 0
1; 0; 0; 0; 0; 0
3777777775
(1; 2; 3; 5; 10; 15): 2666666664
0; 1; 1; 1; 0; 0
1; 0; 1; 0; 1; 0
1; 1; 0; 0; 0; 1
1; 0; 0; 0; 0; 0
0; 1; 0; 0; 0; 0
0; 0; 1; 0; 0; 0
3777777775
(1; 2; 3; 5; 10; 19): 2666666664
0; 1; 1; 1; 0; 0
1; 0; 1; 0; 1; 1
1; 1; 0; 0; 0; 1
1; 0; 0; 0; 0; 0
0; 1; 0; 0; 0; 0
0; 1; 1; 0; 0; 0
3777777775
(1; 2; 3; 5; 10; 21): 2666666664
0; 1; 1; 1; 0; 1
1; 0; 1; 0; 1; 0
1; 1; 0; 0; 0; 1
1; 0; 0; 0; 0; 1
0; 1; 0; 0; 0; 1
1; 0; 1; 1; 1; 0
3777777775
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(1; 2; 3; 5; 10; 22): 2666666664
0; 1; 1; 1; 0; 1
1; 0; 1; 0; 1; 1
1; 1; 0; 0; 0; 0
1; 0; 0; 0; 0; 1
0; 1; 0; 0; 0; 0
1; 1; 0; 1; 0; 0
3777777775
(1; 2; 3; 5; 10; 29): 2666666664
0; 1; 1; 1; 0; 0
1; 0; 1; 0; 1; 0
1; 1; 0; 0; 0; 1
1; 0; 0; 0; 0; 1
0; 1; 0; 0; 0; 1
0; 0; 1; 1; 1; 0
3777777775
(1; 2; 3; 5; 10; 30): 2666666664
0; 1; 1; 1; 0; 0
1; 0; 1; 0; 1; 1
1; 1; 0; 0; 0; 0
1; 0; 0; 0; 0; 1
0; 1; 0; 0; 0; 0
0; 1; 0; 1; 0; 0
3777777775
(1; 2; 3; 5; 12; 19): 2666666664
0; 1; 1; 1; 0; 0
1; 0; 1; 0; 0; 1
1; 1; 0; 0; 0; 1
1; 0; 0; 0; 0; 0
0; 0; 0; 0; 0; 1
0; 1; 1; 0; 1; 0
3777777775
(1; 2; 3; 5; 12; 31): 2666666664
0; 1; 1; 1; 0; 0
1; 0; 1; 0; 0; 1
1; 1; 0; 0; 0; 1
1; 0; 0; 0; 0; 1
0; 0; 0; 0; 0; 1
0; 1; 1; 1; 1; 0
3777777775
88
(1; 2; 3; 5; 17; 21): 2666666664
0; 1; 1; 1; 0; 1
1; 0; 1; 0; 0; 0
1; 1; 0; 0; 1; 1
1; 0; 0; 0; 0; 1
0; 0; 1; 0; 0; 1
1; 0; 1; 1; 1; 0
3777777775
(1; 2; 3; 5; 21; 24): 2666666664
0; 1; 1; 1; 1; 0
1; 0; 1; 0; 0; 1
1; 1; 0; 0; 1; 0
1; 0; 0; 0; 1; 1
1; 0; 1; 1; 0; 1
0; 1; 0; 1; 1; 0
3777777775
(1; 2; 3; 5; 21; 26): 2666666664
0; 1; 1; 1; 1; 1
1; 0; 1; 0; 0; 0
1; 1; 0; 0; 1; 0
1; 0; 0; 0; 1; 0
1; 0; 1; 1; 0; 0
1; 0; 0; 0; 0; 0
3777777775
(1; 2; 3; 8; 25; 31): 2666666664
0; 1; 1; 0; 0; 0
1; 0; 1; 0; 1; 1
1; 1; 0; 0; 1; 1
0; 0; 0; 0; 1; 1
0; 1; 1; 1; 0; 1
0; 1; 1; 1; 1; 0
3777777775
(1; 2; 3; 19; 25; 31): 2666666664
0; 1; 1; 0; 0; 0
1; 0; 1; 1; 1; 1
1; 1; 0; 1; 1; 1
0; 1; 1; 0; 1; 1
0; 1; 1; 1; 0; 1
0; 1; 1; 1; 1; 0
3777777775
89
(1; 2; 5; 7; 10; 11): 2666666664
0; 1; 1; 0; 0; 0
1; 0; 0; 0; 1; 0
1; 0; 0; 1; 0; 0
0; 0; 1; 0; 0; 1
0; 1; 0; 0; 0; 1
0; 0; 0; 1; 1; 0
3777777775
(1; 2; 5; 7; 10; 12): 2666666664
0; 1; 1; 0; 0; 0
1; 0; 0; 0; 1; 0
1; 0; 0; 1; 0; 0
0; 0; 1; 0; 0; 0
0; 1; 0; 0; 0; 1
0; 0; 0; 0; 1; 0
3777777775
(1; 2; 5; 7; 10; 19): 2666666664
0; 1; 1; 0; 0; 0
1; 0; 0; 0; 1; 1
1; 0; 0; 1; 0; 0
0; 0; 1; 0; 0; 1
0; 1; 0; 0; 0; 0
0; 1; 0; 1; 0; 0
3777777775
(1; 2; 5; 7; 10; 27): 2666666664
0; 1; 1; 0; 0; 1
1; 0; 0; 0; 1; 0
1; 0; 0; 1; 0; 0
0; 0; 1; 0; 0; 0
0; 1; 0; 0; 0; 0
1; 0; 0; 0; 0; 0
3777777775
(1; 2; 5; 7; 10; 32): 2666666664
0; 1; 1; 0; 0; 1
1; 0; 0; 0; 1; 0
1; 0; 0; 1; 0; 0
0; 0; 1; 0; 0; 1
0; 1; 0; 0; 0; 1
1; 0; 0; 1; 1; 0
3777777775
90
(1; 2; 5; 7; 12; 26): 2666666664
0; 1; 1; 0; 0; 1
1; 0; 0; 0; 0; 0
1; 0; 0; 1; 0; 0
0; 0; 1; 0; 0; 1
0; 0; 0; 0; 0; 1
1; 0; 0; 1; 1; 0
3777777775
(1; 2; 7; 8; 17; 22): 2666666664
0; 1; 0; 0; 0; 1
1; 0; 0; 0; 0; 1
0; 0; 0; 1; 1; 0
0; 0; 1; 0; 1; 0
0; 0; 1; 1; 0; 1
1; 1; 0; 0; 1; 0
3777777775
(1; 2; 7; 17; 19; 22): 2666666664
0; 1; 0; 0; 0; 1
1; 0; 0; 0; 1; 1
0; 0; 0; 1; 1; 0
0; 0; 1; 0; 1; 1
0; 1; 1; 1; 0; 1
1; 1; 0; 1; 1; 0
3777777775
(1; 2; 17; 18; 19; 22): 2666666664
0; 1; 0; 0; 0; 1
1; 0; 0; 1; 1; 1
0; 0; 0; 1; 1; 1
0; 1; 1; 0; 1; 1
0; 1; 1; 1; 0; 1
1; 1; 1; 1; 1; 0
3777777775
(1; 2; 17; 22; 28; 34): 2666666664
0; 1; 0; 1; 1; 1
1; 0; 0; 1; 1; 1
0; 0; 0; 1; 1; 1
1; 1; 1; 0; 1; 1
1; 1; 1; 1; 0; 1
1; 1; 1; 1; 1; 0
3777777775
91
(1; 6; 18; 21; 26; 27): 2666666664
0; 0; 0; 1; 1; 1
0; 0; 1; 0; 1; 1
0; 1; 0; 1; 0; 1
1; 0; 1; 0; 0; 1
1; 1; 0; 0; 0; 1
1; 1; 1; 1; 1; 0
3777777775
(1; 6; 18; 21; 26; 32): 2666666664
0; 0; 0; 1; 1; 1
0; 0; 1; 0; 1; 1
0; 1; 0; 1; 0; 0
1; 0; 1; 0; 0; 0
1; 1; 0; 0; 0; 1
1; 1; 0; 0; 1; 0
3777777775
(1; 6; 18; 21; 27; 33): 2666666664
0; 0; 0; 1; 1; 1
0; 0; 1; 0; 1; 1
0; 1; 0; 1; 1; 1
1; 0; 1; 0; 1; 1
1; 1; 1; 1; 0; 1
1; 1; 1; 1; 1; 0
3777777775
(1; 17; 18; 21; 22; 26): 2666666664
0; 0; 0; 1; 1; 1
0; 0; 1; 1; 1; 0
0; 1; 0; 1; 1; 0
1; 1; 1; 0; 1; 0
1; 1; 1; 1; 0; 0
1; 0; 0; 0; 0; 0
3777777775
注意 4.42 GVSSS-(G; 4)においては 32種類のグラフで構成可能であり，本リストは 57種類あ
ることから 25種類のグラフが初出となる．
d  7
計算結果は省略する．d = 7では 378種類のグラフで構成可能であることが分かっている．
d  8においては GAP [67]や計算機のリソース制限により枝切りできず，計算結果が得られ
ないケースが見られた．
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optimal GVSSS-(G; 4)，GVSSS-(G; 4)を満たすグラフの総数
optimal な GVSSS-(G; 4) および GVSSS-(G; 4)を満たすグラフの総数は以下のとおりで
ある．
表 4.3: optimal GVSSS-(G; 4)，GVSSS-(G; 4)を満たすグラフの総数
d = 3 4 5 6 7 8 9 10 11 12 13 14 15 - 31 32 33
GVSSS-(G; 4) 1 3 10 32 56 75 58 39 16 7 2 1 0 0 0 0
GVSSS-(G; 4) 1 3 11 57 378 - - - - - - - - 26 7 2
4.6 GVSSSにおける複数の画像の埋め込み multi-GVSSS
前節までで GVSSSの構成法と小さい画像拡大率に対するグラフ分類の事例を見てきた．














0; a; a; a; a
a; 0; a; b; b
a; a; 0; b; b
a; b; b; 0; a




完全グラフK5 が 2つのグラフGa; Gbに分割されていることが分かる．
それぞれのグラフは
 m = 3の GGVSSSリストに含まれるため GGVSSS-(Ga; 3)
 定理 4.11より GGVSSS-(Gb; 2)
で構成可能なことが分かる．これらの生成行列を単純に連結することでトータルで画像拡大
率 5で multi-GVSSSを構成できる．
図 4.9: K5の頂点に紐付けされる 5つのシェア画像
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図 4.10: 2パターンの復元画像
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4.4.2節で取り扱った GVSSS-(G; 3)の分類に利用した GAPコードは以下のとおりである．
#####################################################












local i, j, i1, j1;
N:= Length(S0);
# calculate A0(white OR-ed matrix), A1(black)
A0 := []; A1 := [];
for i in [ 1 .. N ] do
A0x := []; A1x := [];












# A1-A0 is the difference matrix.
A01:=A1-A0;
for i in [ 1 .. N ] do
for j in [ 1 .. N ] do
if A01[i][j]= -1 then A01[i][j]:=1; fi;
# if A01[i][j]= 2 then A01[i][j]:=1; fi;




# order means number of veritices of induced subgraph
order := 5;
comb := Combinations([ 1 .. N ], order);;
#NrCombinations([ 1 .. N ], order);
###
# Induced sub graph from difference matrix (A1-A0)
InducedASet := [];
# connected graphs from InducedASet
InducedAConnectedSet := [];
# #of InducedASet = #of InducedAConnectedSet_comb_index
# a combination index related to a certain connected induced subgraph
InducedAConnectedSet_comb_index := [];
for comb_index in [1 .. NrCombinations([ 1 .. N ], order) ] do
InducedA := [];
for i in [ 1 .. order ] do
InducedAx := [];







### Is inducedSubGraph connected ?
An := Sum([1..order-1], x->InducedAˆx);
check := 1;
for i1 in [ 1 .. order ] do
for j1 in [ 1 .. order ] do
#### debug for connected verification codes
if An[i1][j1] = 0 then check := check *0; fi;
od;
od;
## Pruning non inpedendent graphs
### There exist same row === non inpedendent
for i1 in [ 1 .. order ] do
for j1 in [ i1+1 .. order ] do
if i1 < j1 then
















G := Group( (1,2) ); II := Group( (18,19) );
# results of connected induced subgraph by cutting isomorphic ones
InducedAConnectedIsoSet := [];
# a combination index related to one of InducedAConnectedIsoSet
InducedAConnectedIsoSet_comb_index := [];
debug_index := 1;
for comb_index in [1 .. Length(InducedAConnectedSet)] do
K := Graph( II, [1.. order], OnPoints, function(x,y)
return InducedAConnectedSet[comb_index][x][y]=1; end, true);
# accepting first one






# checking whether given graph is isomorphic to one of list of graahs
bool1 := false;
for i in [1 .. Length(InducedAConnectedIsoSet)] do
bool1 := bool1 or IsIsomorphicGraph(K, InducedAConnectedIsoSet[i]);
od;










## generating adjancency matrix from InducedAConnectedIsoSet
InducedAConnectedIsoSetAdM := [];
for i in [1 .. Length(InducedAConnectedIsoSet)] do
# genarating all 0 matrix (allocation of null adjacency matrix)
Induced0 := [];
for i1 in [ 1 .. order ] do
Induced0x := [];







for j in [1 .. order] do
ad_indexes := Adjacency(InducedAConnectedIsoSet[i], j);
for k in [1 .. Length(ad_indexes)] do
InducedB[j][ad_indexes[k]] := 1;
InducedB[ad_indexes[k]][j] := 1;
od;
od;
Add(InducedAConnectedIsoSetAdM, InducedB);
od;
# output results
Print("order ="); order;
Length(InducedASet);
Length(InducedAConnectedSet);
InducedAConnectedIsoSet_comb_index;
InducedAConnectedIsoSetAdM;
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