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０．はじまり 
 
2003 年 4 月 21 日朝。出勤途中の車内、携帯電話がヒステリックな声でメールの着信を
告げました。You got a mail！！ 送信者は私の知る学生でした。 
 このメールが、4月にセンタースタッフになったばかりの私に、初めての仕事をもたらし
ました。メールの内容は以下のようなものでした。 
 
「〇〇の学生の友達で、＊＊＊＊＊さんと云う方が悪性リンパ種になり、血液が必要だ
そうです。しかし、彼女は二万人に一人という確立の Rh－B型です。急いでいます。血液
が見つかりしだい手術を行なうそうです。可能であればメールをまわしてください。血液
が見つかったら本人から ××@ezweb.ne.jp までメールで連絡してあげてください。」 
 
〇〇には福井高専のあるクラス名が、＊＊＊＊＊には個人名が、そして××にはメール
アカウントが書き込まれていましたが、ここでは伏せ字にさせていただきました。それ以
外は原文のままです。「種」ではなく「腫」だとか、「確立」ではなく「確率」だろうとい
うような突っ込みはさておき、このメールを受け取った私は直ちに送信者に返信しました。 
「この＊＊＊＊＊さんは、あなたの知っている人ですか？」 
返事は「知りません」でした。そこで私はまたすぐに返信しました。 
「これ以上、メールを流さないこと。他から回ってきても、そこでストップすること」 
私はこの時点でこのメールが「チェーンメール」だと判断したのです。 
 
 
１．チェーンメールとは？ 
 
「チェーンメール」とは、簡単に言ってしまえば、同じ内容のメールを大量に流通させ
ることを目的としたメールで、その内容はほとんどの場合、嘘や作り話です。今までにも
いろいろなタイプのチェーンメールが流通しました。有名なところでは「鉄腕 DASHメー
ル」や「不幸の手紙メール」、「幸福の手紙メール」など。最近では、九州のある銀行に関
するデマがメールに流れ、ついに最初の送信者の書類送検という事態にまで発展しました。 
流通させるために、脅したりすかしたり、あるいは人の善意を利用したり、と多種多様
です。3つのチェーンメールの例を紹介します。名前などは伏せ字にさせていただきます。 
 
１・鉄腕 DASHメール 
「ＴＶ番組「鉄腕ダッシュ」でメールがどこまでつながるかをＴＯＫＩＯが実験競争中だ
そうでスタートが北海道小樽市の〇〇〇さんからはじまってとうとう回ってきました。で、
これを 9 人に回して下さい。このチームは「山口チーム」です。この結果は 3 月 2 日(日)
午後 7：00からの「鉄腕ダッシュ」で放送されます。お願い絶対にとめないでくださいね。」 
２・不幸の手紙 
「このメールと同じ文面を 5 人に出さないとあなたに不幸が訪れます。これまでにメール
を送らなかったせいで、〇人の人が死にました」 
３・幸福の手紙 
「このメールを 5 人の友達に転送するとあなたは幸せになります。みんなに送ってみんな
も幸せにしましょう」 
 
１のメールは 5 年ほど前に私も受け取ったことがあります。直ちに送信者に「メールを
流さないように」と警告しました。姿かたちを変えて、いろいろなバージョンがあるよう
です。最近では「トリビアの泉」バージョンもあるそうです。 
２のメールもいろいろなバージョンがあります。中には、「ある事件の犯人を捜している。
メールを止めたらあなたを犯人と見なす。最新のコンピュータと腕利きのハッカー（正確
には「クラッカー」でしょうが）がいるので、どこで止めたかはすぐにわかる」などとご
丁寧にも脅迫文をくっつけているものもあるようです。 
３はある意味、一番「タチガワルイ」ケースだと思います。他人の善意を利用するもの
で、そういう意味では今回のメールと似ています。特に女子中高生の間で流行しています
が、送信している本人には罪悪感などまったくなく、周りに幸せを運ぶのにどこが悪いの
かわからないという声もあるようです。 
 
 
２．チェーンメールの特徴は？ 
 
さて、先ほどのメールに話を戻しましょう。私はなぜこのメールをチェーンメールだと
判断したのでしょうか。そこにはチェーンメール特有のある特徴が多く見られたからなの
です。チェックポイントをあげましょう。 
① 情報のソースにあやふやな点がないか。 
② 情報そのものにおかしな点はないか。 
③ 不特定多数に送ることを指示していないか。 
④ もし内容が偽りだった場合、特定の人物・団体が被害を受けることにならないか。 
例に挙げたメールについて、これらを検証していきましょう。 
 
① 情報のソースにあやふやな点がないか。 
 たとえばこの「Rh－の血液が」というメールには具体的な名前が書かれていますが、「学
生の友人が」という記述もでてきます。「私の友人が」ではありませんし、「学生本人が」
でもありません。つまり、送信者がその人物をまったく知らない可能性が高く、それはそ
の人物が実在しない可能性に繋がります。「知っている人ですか？」というメールはこのこ
とを確認するためでした。 
 
② 情報そのものにおかしな点はないか。 
 テレビなどの影響で、Rh－が非常に希少な血液である印象を持っている人が多いようで
すが、実は Rh－は医療現場では希少な血液型ではありません（もっと希少な血液型があり
ます）。またそれほど早急な輸血ならびに手術が必要ならば、個人でメールを回していては
間に合いません。 
 また不幸の手紙メールなどで、「どこで止めたかはすぐにわかる」などという記述が見ら
れるケースですが、はたしてそんなことが可能なのでしょうか。答えは「まず不可能」で
す。メールを送信した記録は、送信者のパソコンや携帯電話、もしくはメールサーバに残
ることになります。特に送信したかどうかを正確にチェックするためにはメールサーバに
侵入する必要があります（パソコンや携帯なら、送信記録を消したと言われたらお終いで
すから）。ハッカー（正確にはクラッカー）がそういったシステムに侵入するためには、タ
ーゲットのサーバのＯＳや使っているソフト、ハードを調べた上で、それらに侵入できる
「穴」が開いていないかを探す必要があります。 
 世界中に何百万とあるメールサーバのそれぞれについて、その「穴」は共通ではありま
せん。メールサーバごとに、あるかどうかわからない穴の場所を一々探していかなくては
ならないのです。しかも送信者がチェーンメールを転送する先は、クラッカーには予測で
きません。侵入したメールサーバの情報を基に次のメールサーバを探し当て、そのサーバ
の穴を探し、侵入して情報を盗み出し、その情報を基に次のメールサーバを探し当て……。
さあ、あなたがクラッカーなら、このような作業に膨大な時間を割きますか？ その膨大
な時間への対価はゼロなのです。 
 唯一、「どこで止めたか」がすぐにわかるケースがあります。それはチェーンメールのそ
もそもの作成者が、あなたの友人だった場合です。この場合、あなたが止めたらその友人
にはすぐにわかるかもしれません。しかし、そのような友人との縁はこちらから切った方
が良いでしょう。 
 
③ 不特定多数に送ることを指示していないか。 
これは文面から明らかです。他にも、たとえば鉄腕 DASHメールでは、各自が 9人に送
るように指示をしています。さてこの調子でいくと、5代目では何人の人にメールが送られ
ていることになるでしょうか。仮にまったく重複がなかったとしましょう。 
最初のスタートは 1人。2代目は 9人。3代目では 9×9=81人。4代目では 81×9=729
人。5 代目では 729×9=6561 人です。ここまでの合計人数は 1+9+81+729+6561=7381 人
になります。意外と少ないと感じるかもしれません。では 10代目までには何人になるでし
ょうか。6代目、7代目と計算することは面倒ですから別の方法を考えましょう。先ほどの
足し算を良く見ると、初項が１、公比 9の等比数列の和になっています。つまり、10代目
までの和は 050,848,435
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人、つまり 4億 3584万 8050人です。外国人の知り
合いがいる方は幸いです。もうすでに日本人で受け取っていない人はいませんから、メー
ルを流して珍しがられる（迷惑がられる？）のは海外の方だけです。ただ、海外に渡った
としても 12代目では 300億を超える人が必要です。ここでご相談なのですが、あなたには
地球人以外の知り合いが……。 
 
④ もし内容が偽りだった場合、特定の人物・団体が被害を受けることにならないか。 
 たとえば「Rh－の血液が」というメールの場合、該当者がいた場合にメールを送る宛先
として、アドレスが書かれていました。該当する人、もしくはその友人がそのアドレス宛
にメールを送ったらどういうことが起こるでしょうか。このメールが事実だったとしても
大混乱が起こるでしょうし、事実でない場合には悪質な個人攻撃ともなりかねません。想
像してみてください。自分の携帯に「私も Rh－です」「私もです」「私の友人の血液型が」
といった、自分にはまったく覚えのないメールが続々と届く様を。つまりこの「Rh－の血
液が」というメールは、個人への悪質な嫌がらせの可能性もあるのです。 
 このアドレスが虚偽の場合でも、ezweb のメールサーバに負担がかかることは間違いあ
りません。 
 これは鉄腕 DASHメールにも言えることです。たとえばこの企画が本物だったとして、
メールがどこまで届いたのかを、どうやって知るのでしょうか。その術はこのメールには
一切書かれていません。一番簡単な方法は、このメールを流したルートと同じルートで次
のようなメールを送ることでしょう。「どこまで届いたのかを知りたいので、日本テレビの
方に『届いたメール』を送ってください」 
さて、③のお話で 10代目まで行くことはないにしても、仮に 5代目まで届いていたとし
ましょう。日本テレビには 7000通を超えるメールが一度に送信されることになります。メ
ールサーバはダウンしてしまうでしょう。 
これらは「サイバーテロ」、つまり立派な犯罪と言っていいでしょう。 
 
 
３．最後に（なぜチェーンメールはいけないのか） 
  
 さて、先の「Rh－の血液が」というメールを受け取ったあと、私はすぐに学内向けに「こ
のようなメールが流れているが、おそらく虚偽のチェーンメールであり、学生にもメール
を流さないよう指導してほしい」と連絡メールを流しました。これがセンタースタッフと
しての私の初仕事でした。 
幸いにして、このメールは全国規模のチェーンメールで、内容も全くの虚偽であること
が判明し、日本赤十字もホームページ上で注意を促しました。全国に流れていたメールの
ほとんどに、同じ個人名と同じアドレスが記載されていたようです。 
ただ、非常に恐いのは、私の携帯に届いたメールには、福井高専のあるクラス名が入っ
ていたことです。これがどの段階でくっついたのかはわかりません。しかし情報が伝達さ
れていく中で、いつの間にかこのような虚偽の情報が付加されたことになります。これは
本当に恐いことです。 
 
鉄腕 DASHメールなどについても、番組のホームページで注意を呼びかけています。 
  
この「Rh－の血液が」メールは、他人の善意を利用しているという点で、非常に悪質な
チェーンメールと言えます。鉄腕 DASHメールにしても、「不幸の手紙」メールにしても、
これが悪質なものであることについては、異論はないと思います。しかし、先述のとおり
「幸福の手紙」メールは別に構わないのではないかという意見もあるようです。 
 それでも、私はチェーンメールの形態をとる以上は、内容を問わず、悪いものであると
思います。 
 たしかに「幸福の手紙」メールは親しい友達同士であれば冗談ですむかもしれません。
しかし、先ほどの計算で分かるとおり、全ての日本人があなたの親しい友達で無い限り（そ
れはそれで素晴らしい世界かもしれませんが）、あなたの友達の枠はあっという間に超えて
しまいます。その枠から少しでも外れれば、それは迷惑なメールの１つに過ぎないのです。
携帯電話の会社によっては、受信者も通信料を払わなくてはいけません。その負担を他人
に強いることになります。さらに双方のメールサーバに負担をかける行為であることは間
違いありません。 
 
チェーンメールは e-メールの普及に伴って発生し、ここ数年の携帯電話の普及によって、
凄まじい勢いでその数を増やそうとしています。それはつまり「迷惑」の増加でもありま
す。しかしその流通は、実は簡単に止められるものなのです。メールを受け取ったときに、
ちょっとだけ立ち止まって考えてみてください。あやふやな点やおかしな点はありません
か？ 何人にも回すようになっていたり、もしかしたら誰かが被害を受けることになって
いたりしませんか？ ほんの少しだけ考えてみてください。ときには送信者に尋ねてみて
ください。たったそれだけで、世界中のメール環境の「迷惑」が、どっと減ることになる
のです。 
