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 Border Gateway Protocol (BGP): es un protocolo muy complejo que se usa 
en la interconexión de redes conectadas por un backbone de internet. Este 
protocolo usa parámetros como ancho de banda, precio de la conexión, 
saturación de la red, denegación de paso de paquetes, etc. para enviar un 
paquete por una ruta o por otra. Un router BGP da a conocer sus direcciones IP 
a los routers BGP y esta información se difunde por los routers BGP cercanos 
y no tan cercanos. BGP tiene sus propios mensajes entre routers, no utiliza RIP. 
 
 Dirección de red: consiste en una serie de 32 bits de longitud y se compone 
de dos partes, una de red y otra de host. La dirección de red se utiliza para 
identificar la red y es común a todos los dispositivos conectados a ella. La 
dirección del host (o nodo) se utiliza para identificar un dispositivo particular 
conectado a la red.  
 
 Dirección de red: consiste en una serie de 32 bits de longitud y se compone 
de dos partes, una de red y otra de host. La dirección de red se utiliza para 
identificar la red y es común a todos los dispositivos conectados a ella. La 
dirección del host (o nodo) se utiliza para identificar un dispositivo particular 
conectado a la red.  
 
 Dynamic Trunking Protocol (DTP): El protocolo de enlace dinámico se utiliza para 
negociar la comunicación entre los puertos de un switch. El protocolo DTP causa mayor 
tráfico de red y automáticamente está habilitado. Es propiedad de la E-Corp, Cisco. 
 
 EIGRP: es un protocolo de vector distancia y es una versión mejorada saliente 
de IGRP. Este protocolo establece relaciones con routers que están conectados 
directamente y habilitados por este protocolo creando adyacencias.  
 
 Enlace troncal: es un enlace punto a punto, entre dos dispositivos de red, que 
transporta más de una VLAN. Un enlace troncal de VLAN le permite extender 
las VLAN a través de toda una red.  
 
 ICMP: suministra capacidades de control y envío de mensajes. Herramientas 
tales como ping y trace utilizan ICMP para poder funcionar, enviando un paquete 
a la dirección de destino específica y esperando una respuesta determinada.  
 
 Loopback: es una interfaz virtual creada por software que representa al propio 
dispositivo independiente de la dirección IP que se la haya asignado, no existe 
físicamente en el equipo, pero realiza todas las funciones de una interfaz física. 





 OSPF: Es un protocolo de enrutamiento jerárquico de pasarela interior o IGP, 
que usa el algoritmo Dijkstra enlace-estado (LSE – Link State Algorithm) para 
calcular la mejor ruta entre dos nodos de un sistema autónomo. Su medida de 
métrica se denomina coste, y tiene en cuenta el ancho de banda y la congestión 
de los enlaces. OSPF construye además una base de datos enlace-estado que 
idéntica a todos los routers de la zona. 
 
 Protocolo IP: Es el protocolo encargado del transporte de paquetes desde el 
origen hasta el destino en una comunicación, y a estos paquetes de información 
se les llama datagrama. 
 
 Protocolos de pasarela exterior (EGP): se ocupan de intercambiar rutas entre 
diferentes sistemas autónomos. Border Gateway Protocol (BGP) es el único 
EGP que se usa en la actualidad. La función principal de BGP es intercambiar 
un gran número de rutas entre diferentes sistemas autónomos que forman parte 
de la red más grande (la Internet). 
 
 Protocolos de pasarela interior (IGP): se utilizan dentro de la organización e 
intercambian las rutas dentro de un AS. Pueden admitir organizaciones 
pequeñas, medianas y grandes, pero su escalabilidad tiene sus límites. Los 
protocolos pueden ofrecer una convergencia muy rápida y la funcionalidad 
básica no es compleja de configurar. Los IGP más comúnmente utilizados en 
las empresas son el Protocolo de enrutamiento de Gateway interior mejorado 
(EIGRP) y el primer camino más corto (OSPF), así como el Protocolo de 
información de enrutamiento (RIP) (rara vez). Dentro de la red interna del 
proveedor de servicios, también se encuentra comúnmente el protocolo de 
enrutamiento denominado Sistema Intermedio a Sistema Intermedio (IS-IS). 
 
 VLAN: permiten agrupar usuarios de un mismo dominio (de broadcast) con 
independencia de su ubicación física en la red. Una red totalmente construida 
con concentradores (hubs) es una red plana. Este tipo de redes se componen 
de un único dominio de difusión; es decir, los broadcast inundad toda la red, 
disminuyendo el rendimiento de la red al aumentar el número de host. Es decir, 
con VLAN se puede hacer que equipos del mismo dominio de difusión, 
pertenezcan a dominio de difusión separados.  
 
 VLAN Trunking Protocol (VTP): proporciona un medio sencillo de mantener 
una configuración VLAN coherente, reduciendo la configuración manual de la 
red. VTP es un protocolo de nivel 2 propietario de Cisco que permite 
intercambiar información sobre VLAN entre enlaces troncales, de forma que los 









Los escenarios propuestos en la prueba de habilidades prácticas del diplomado de 
profundización Cisco CCNP, evalúan los conocimientos adquiridos de las temáticas 
vistas durante todo el curso. 
El escenario uno, consta de una topología con cinco (5) routers, los cuales se debían 
de configurar mediante el protocolo de enrutamiento OSPF, redistribuir las rutas de 
EIGRP en OSPF y viceversa. En el escenario dos, se configuro el protocolo de 
gateway exterior BGP, con el fin de hacer la relación vecino entre cuatro sistemas 
autónomos. Finalmente, en el escenario tres se configuro el protocolo DTP para 
automatizar la configuración de trunking y el protocolo VTP para centralizar en un 
solo switch la administración de todas las VLANs.  
 









El presente trabajo contiene el desarrollo de la prueba de habilidades prácticas del 
diplomado de profundización CCNP, donde se describe el paso a paso de los 
escenarios propuestos, con el fin de evaluar los conocimientos adquiridos del 
estudiante durante el desarrollo del diplomado, el cual está conformado por el 
módulo de CCNP ROUTE y el módulo de CCNP SWITCH.  
El proceso de simulación de los tres escenarios, se realizó en el software de Packet 
Tracer, donde se encuentran diferentes configuraciones sobre protocolos de 
enrutamiento de vector distancia y de estado de enlace, relación de vecinos, 


























Imagen 1: Topología del escenario 1 
1. Aplique las configuraciones iniciales y los protocolos de enrutamiento para 
los routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en 
los routers.  Configurar las interfaces con las direcciones que se muestran en 
la topología de red.  
 
Parámetros básicos y enrutamiento de los routers 
Router R1:  
Configuración del nombre 
Router>enable 
Router#config t 







Se realiza la configuración de cada una de las interfaces de los routers, teniendo en 
cuenta que las interfaces que son DCE se les agrega el clock rate de 64000.  
 
Configuración de las interfaces 
Router#config t 
R1(config)# int s0/0 
R1(config-if)#ip address 10.103.12.1 255.255.255.0 
R1(config-if)#clock rate 64000 
R1(config-if)#no shutdown 
R1(config-if)# 
%LINK-5-CHANGED: Interface Serial0/0, changed state to down 
Configuración de OSPF 
R1(config)#router ospf 1 
R1(config-router)#router-id 1.1.1.1 
R1(config-router)#network 10.103.12.0 0.0.0.255 area 0 
R1(config-router)#network 10.1.0.0 0.0.3.255 area 0 
 
Router R2: 
Configuración del nombre 
Router>enable 
Router#conf t 




Configuración de las interfaces 
R2(config)#int s1/0 
R2(config-if)#ip address 10.103.12.2 255.255.255.0 
R2(config-if)#no shutdown 
R2(config-if)# 









R2(config-if)#ip address 10.103.23.2 255.255.255.0 
R2(config-if)#no shutdown 
R2(config-if)# 
%LINK-5-CHANGED: Interface Serial1/0, changed state to down  
R2(config-if)#exit 
Configuración de OSPF 
R2(config)#router ospf 1 
R2(config-router)#router-id 2.2.2.2 
R2(config-router)#network 10.103.12.0 0.0.0.255 area 0 
00:15:33: %OSPF-5-ADJCHG: Process 1, Nbr 1.1.1.1 on Serial0/0 from LOADING 
to FULL, Loading Done 
R2(config-router)#network 10.103.23.0 0.0.0.255 area 0 
 
Router R3: 
Configuración del nombre 
Router>enable 
Router#conf t 




Configuración de las interfaces 
R3(config)#int s0/0 
R3(config-if)#ip address 10.103.23.1 255.255.255.0 
R3(config-if)#clock rate 64000 
R3(config-if)#no shutdown 
R3(config-if)# 
%LINK-5-CHANGED: Interface Serial0/0, changed state to up 
R3(config-if)# 





R3(config-if)#ip address 172.29.34.1 255.255.255.0 
R3(config-if)#no shutdown 
R3(config-if)# 





Configuración de OSPF 
R3(config)#router ospf 1 
R3(config-router)#router-id 3.3.3.3 
R3(config-router)#network 10.103.23.1 0.0.0.255 area 0 
00:19:34: %OSPF-5-ADJCHG: Process 1, Nbr 2.2.2.2 on Serial0/0 from LOADING 
to FULL, Loading Done 
 
R3(config-router)#network 172.29.34.1 0.0.0.255 area 0 
R3(config-router)# 
 
Configuración de EIGRP 
R3(config)#router eigrp 10 
R3(config-router)#network 10.103.23.0 0.0.0.255 
R3(config-router)#network 172.29.34.0 0.0.0.255 
R3(config-router)# 
*May 13 20:56:52.079: %DUAL-5-NBRCHANGE: EIGRP-IPv4 10: Neighbor 




Configuración del nombre 
Router>enable 
Router#conf t 




Configuración de las interfaces 
R4(config)#int s0/0 
R4(config-if)#ip address 172.29.34.2 255.255.255.0 
R4(config-if)#no shutdown 
R4(config-if)# 
%LINK-5-CHANGED: Interface Serial0/0, changed state to up 
R4(config-if)# 








R4(config-if)#ip address 172.29.45.2 255.255.255.0 
R4(config-if)#no shutdown 
R4(config-if)# 
%LINK-5-CHANGED: Interface Serial1/0, changed state to down 
R4(config-if)#exit 
 
Configuración de EIGRP 
R4(config)#router eigrp 10 
R4(config-router)#network 172.29.34.0 0.0.0.255 
R4(config-router)# 
%DUAL-5-NBRCHANGE: IP-EIGRP 10: Neighbor 172.29.34.1 (Serial0/0) is up: new 
adjacency 
R4(config-router)#network 172.29.45.0 0.0.0.255 
 
Router R5: 
Configuración del nombre 
Router>enable 
Router#conf t 




Configuración de las interfaces 
R5(config)#int s0/0 
R5(config-if)#ip address 172.29.45.1 255.255.255.0 
R5(config-if)#clock rate 64000 
R5(config-if)#no shutdown 
R5(config-if)# 
%LINK-5-CHANGED: Interface Serial0/0, changed state to up 
R4(config-if)# 








Configuración de EIGRP 
R5(config)#router eigrp 10 
R5(config-router)#network 172.29.45.0 0.0.0.255 
R5(config-router)# 
%DUAL-5-NBRCHANGE: IP-EIGRP 10: Neighbor 172.29.45.2 (Serial0/0) is up: new 
adjacency 
 
R4(config-router)#network 172.29.45.0 0.0.0.255 




2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación de 
direcciones 10.1.0.0/22 y configure esas interfaces para participar en el área 
0 de OSPF.  
Direcciones de Loopback para R1 
 
Interfaz Dirección Máscara 
Lo0 10.1.10.1 255.255.252.0 
Lo20 10.1.20.1 255.255.252.0 
Lo30 10.1.30.1 255.255.252.0 
Lo40 10.1.40.1 255.255.252.0 
 





%LINK-5-CHANGED: Interface Loopback0, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback0, changed state 
to up 














%LINK-5-CHANGED: Interface Loopback20, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback20, changed state 
to up 







%LINK-5-CHANGED: Interface Loopback30, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback30, changed state 
to up 






%LINK-5-CHANGED: Interface Loopback40, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback40, changed state 
to up 
R1(config-if)#ip address 10.1.40.1 255.255.252.0 
R1(config-if)#exit 
R1(config-if)# 
3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación de 
direcciones 172.5.0.0/22 y configure esas interfaces para participar en el 
Sistema Autónomo EIGRP 10. 
Direcciones de Loopback para R5 
Interfaz Dirección Máscara 
Lo0 172.5.30.1 255.255.252.0 
Lo40 172.5.40.1 255.255.252.0 
Lo50 172.5.50.1 255.255.252.0 
Lo60 172.5.60.1 255.255.252.0 
 








%LINK-5-CHANGED: Interface Loopback0, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback0, changed state 
to up 




%LINK-5-CHANGED: Interface Loopback40, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback40, changed state 
to up 







%LINK-5-CHANGED: Interface Loopback50, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback50, changed state 
to up 






%LINK-5-CHANGED: Interface Loopback60, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback60, changed state 
to up 









4. Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo 
las nuevas interfaces de Loopback mediante el comando show ip route. 
 
 
Imagen 2: Tabla de enrutamiento R3 
5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 
50000 y luego redistribuya las rutas OSPF en EIGRP usando un ancho de 
banda T1 y 20,000 microsegundos de retardo. 
 
Redistribución de EIGRP en OSPF 
 
R3(config)#router ospf 1 




Redistribución de OSPF en EIGRP 
R3(config)#router eigrp 10 







6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen en 
su tabla de enrutamiento mediante el comando show ip route. 
 
Tabla de enrutamiento R1 
 
Imagen 3: Tabla de enrutamiento R1 
Tabla de enrutamiento R5 
 









Imagen 5: Topología del escenario 2 
Información para configuración de los Routers 
 





1. Configure una relación de vecino BGP entre R1 y R2. R1 debe estar en AS1 
y R2 debe estar en AS2. Anuncie las direcciones de Loopback en BGP. 
Codifique los ID para los routers BGP como 11.11.11.11 para R1 y como 
22.22.22.22 para R2.  Presente el paso a con los comandos utilizados y la 
salida del comando show ip route. 
 
Parámetros básicos y enrutamiento de los routers 
Router R1: 
Configuración del nombre 
Router>enable 
Router#conf t 




Configuración de interfaces 
 
R1(config)#int s0/1/0 
R1(config-if)#ip address 192.1.12.1 255.255.255.0 
R1(config-if)#no shutdown 





%LINK-5-CHANGED: Interface Loopback0, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback0, changed state 
to up 





%LINK-5-CHANGED: Interface Loopback1, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback1, changed state 
to up 






2. Configure una relación de vecino BGP entre R2 y R3. R2 ya debería estar 
configurado en AS2 y R3 debería estar en AS3. Anuncie las direcciones de 
Loopback de R3 en BGP. Codifique el ID del router R3 como 33.33.33.33. 
Presente el paso a con los comandos utilizados y la salida del comando show 
ip route. 
 
Configuración de BGP  
R1(config)#router bgp 1 
R1(config-router)#bgp router-id 11.11.11.11 
R1(config-router)#neighbor 192.1.12.2 remote-as 2 
R1(config-router)#exit 
R1(config)# 
Configuración de redes 
R1(config)#router bgp 1 
R1(config-router)#network 1.1.1.0 mask 255.0.0.0 




Router R2:  




Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#hostname R2 
Router(config)# 
Configuración de interfaces 
 
R2(config)#int s0/1/0 
R2(config-if)#ip address 192.1.12.2 255.255.255.0 
R2(config-if)#no shutdown 
%LINK-5-CHANGED: Interface Serial0/1/0, changed state to up 
R2(config-if)#exit 







R2(config-if)#ip address 192.1.23.2 255.255.255.0 
R2(config-if)#no shutdown 




%LINK-5-CHANGED: Interface Loopback0, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback0, changed state 
to up 





%LINK-5-CHANGED: Interface Loopback1, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback1, changed state 
to up 
R2(config-if)#ip address 12.1.0.1 255.255.0.0 
R2(config-if)#exit 
 
Configuración de BGP  
R2(config)#router bgp 2 
R2(config-router)#bgp router-id 22.22.22.22 
R2(config-router)#neighbor 192.1.12.1 remote-as 1 




Configuración de redes 
R2(config)#router bgp 2 
R2(config-router)#network 2.2.2.0 mask 255.0.0.0 









Verificación de la tabla de rutas y BGP  
Router R1: 
 
Imagen 6: Estado de la tabla de enrutamiento de R1 
 
Imagen 7: Anunciamiento de redes en R1 
 









Imagen 9: Estado de la tabla de enrutamiento de R2 
 
Imagen 10: Verificación de vecinos en R2 
 





Configuración de BGP en el Router R2  y R3 
3. Configure una relación de vecino BGP entre R2 y R3. R2 ya debería estar 
configurado en AS2 y R3 debería estar en AS3. Anuncie las direcciones de 
Loopback de R3 en BGP. Codifique el ID del router R3 como 33.33.33.33. 








Enter configuration commands, one per line.  End with CNTL/Z. 
Router(config)#hostname R3 
R3(config)# 
Configuración de interfaces 
 
R3(config)#int s0/1/0 
R3(config-if)#ip address 192.1.34.3 255.255.255.0 
R3(config-if)#no shutdown 
%LINK-5-CHANGED: Interface Serial0/1/0, changed state to down 
 
R3(config)#int g0/0/0 
R3(config-if)#ip address 192.1.23.3 255.255.255.0 
R3(config-if)#no shutdown 




%LINK-5-CHANGED: Interface Loopback0, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback0, changed state 
to up 





%LINK-5-CHANGED: Interface Loopback1, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback1, changed state 
to up 






Configuración de BGP en R2 
R2(config)#router bgp 2 
R2(config-router)#neighbor 192.1.23.3 remote-as 3 
R2(config-router)#%BGP-5-ADJCHANGE: neighbor 192.1.23.3 Up 
R2(config-router)# 
Configuración de BGP en R3 
R3(config)#router bgp 3 
R3(config-router)#bgp router-id 33.33.33.33 
R3(config-router)#neighbor 192.1.23.2 remote-as 2 
R3(config-router)#%BGP-5-ADJCHANGE: neighbor 192.1.23.2 Up 
R3(config-router)#neighbor 192.1.34.4 remote-as 4 
R3(config-router)# 
Configuración de redes en R3 
R3(config)#router bgp 3 
R3(config-router)#network 3.3.3.0 mask 255.0.0.0 
R3(config-router)#network 13.1.0.0 mask 255.255.0.0 
 
Verificación de la tabla de rutas y BGP  
Router R2: 
 






Imagen 13: Verificación de vecinos en  R2 
 
 













Imagen 15: Estado de la tabla de enrutamiento de R3 
 
 
Imagen 16: Verificación de vecinos en R3 
 
 





Configuración de BGP en el Router R4 y R4 
4. Configure una relación de vecino BGP entre R3 y R4. R3 ya debería estar 
configurado en AS3 y R4 debería estar en AS4. Anuncie las direcciones de 
Loopback de R4 en BGP. Codifique el ID del router R4 como 44.44.44.44.  
 
Router R4:  
Configuración del nombre 
Router>enable 
Router#config t 
Enter configuration commands, one per line.  End with CNTL/Z. 
Router(config)#hostname R4 
R4(config)# 
Configuración de interfaces 
 
R4(config)#int s0/1/0 
R4(config-if)#ip address 192.1.34.4 255.255.255.0 
R4(config-if)#no shutdown 




%LINK-5-CHANGED: Interface Loopback0, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback0, changed state 
to up 




%LINK-5-CHANGED: Interface Loopback1, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback1, changed state 
to up 
R4(config-if)#ip address 14.1.0.1 255.255.0.0 
R4(config-if)#exit 
Configuración de BGP 
R4(config)#router bgp 4 
R4(config-router)#bgp router-id 44.44.44.44 
R4(config-router)#neighbor 192.1.34.3 remote-as 3 





Configuración de redes 
R4(config)#router bgp 4 
R4(config-router)#network 4.4.4.4 mask 255.0.0.0 
R4(config-router)#network 14.1.0.1 mask 255.255.0.0 
R4(config-router)#exit 
 
Tabla de enrutamiento de adyacencia BGP 
 






Imagen 19: Tabla de enrutamiento de adyacencia BGP en R4 
 
Relación de vecinos – Direcciones Loopback 
5. Establezca las relaciones de vecino con base en las direcciones de Loopback 
0. Cree rutas estáticas para alcanzar la Loopback 0 del otro router. No 
anuncie la Loopback 0 en BGP.  Anuncie la red Loopback de R4 en BGP. 
Presente el paso a con los comandos utilizados y la salida del comando show 
ip route. 
 
Eliminación de las relaciones de vecinos en R3 y R4  
 
R3(config)#router bgp 3 
R3(config-router)#no neighbor 192.1.34.4 remote-as 4 
R3(config-router)#%BGP-5-ADJCHANGE: neighbor 192.1.34.4 Down Neighbor 
deleted 
%BGP-3-NOTIFICATION: sent to neighbor 192.1.34.4 6/0 (unsupported) 0 bytes 
 
R4(config)#router bgp 4 





Creación de las relaciones de vecinos con las Loopback 
 
R3(config)#router bgp 3 
R3(config-router)#neighbor 4.4.4.4 remote-as 4 
R3(config-router)#neighbor 4.4.4.4 next-hop-self  
 
R4(config)#router bgp 4 
R4(config-router)#neighbor 3.3.3.3 remote-as 3 
R4(config-router)#neighbor 3.3.3.3 next-hop-self 
 
Se deja de anunciar la red de la Loopback  
R4(config)#router bgp 4 
R4(config-router)#no network 4.4.4.0 mask 255.0.0.0 
R4(config-router)#network 4.4.4.4 mask 255.0.0.0 
 
 
Imagen 20: Verificación de nuevo vecino en R3 
 
Creación de ruta estática  
 
R3(config)#ip route 4.4.4.4 255.0.0.0 s0/1/0 




R4(config)#ip route 3.3.3.3 255.0.0.0 s0/1/0 






Tabla de rutas de R3 y R4 
 
Imagen 21: Tabla de enrutamiento de R3 
 










Imagen 23: Topología del escenario 3 
A. Configurar VTP 
1. Todos los switches se configurarán para usar VTP para las actualizaciones de 
VLAN. El switch SWT2 se configurará como el servidor. Los switches SWT1 y SWT3 
se configurarán como clientes. Los switches estarán en el dominio VPT llamado 
CCNP y usando la contraseña cisco.  
 
Parámetros básicos y enrutamiento de los switch 
SWT1: 













Configuración de VTP 
 
SWT1(config)#vtp mode client 
Setting device to VTP CLIENT mode. 
SWT1(config)#vtp domain CCNP 
Changing VTP domain name from NULL to CCNP 
SWT1(config)#vtp password Cisco 
Setting device VLAN database password to Cisco 
 
SWT2: 




Enter configuration commands, one per line. End with CNTL/Z. 
Switch(config)#hostname SWT2 
 
Configuración de VTP 
 
SWT2(config)#vtp mode server 
Device mode already VTP SERVER. 
SWT2(config)#vtp domain CCNP 
Changing VTP domain name from NULL to CCNP 
SWT2(config)#vtp password Cisco 
Setting device VLAN database password to Cisco 
SWT2(config)#vtp version 2 
 
SWT3: 










Configuración de VTP 
 
SWT3(config)#vtp mode client 
Setting device to VTP CLIENT mode. 
SWT3(config)#vtp domain CCNP 
Changing VTP domain name from NULL to CCNP 
SWT3(config)#vtp password Cisco 
Setting device VLAN database password to Cisco 
 
2. Verifique las configuraciones mediante el comando show vtp status. 
  
Verificación del estado en SWT1 
 
Imagen 24: Verificación del status en SWT1 
 
Verificación del estado en SWT2 
 





Verificación del estado en SWT3 
 
Imagen 26: Verificación del status en SWT3 
 
B. Configuración de DTP (Dynamic Trunking Protocol) 
1. Configure un enlace troncal ("trunk") dinámico entre SWT1 y SWT2. Debido a que 
el modo por defecto es dynamic auto, solo un lado del enlace debe configurarse 
como dynamic desirable. 
 
Troncal dinámica en SWT1 
 
SWT1(config)#int f0/1 
SWT1(config-if)#switchport mode dynamic desirable 
SWT2(config-if)# 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/1, changed 
state to up 
 
Troncal dinámica en SWT2 
 
SWT2(config)#int f0/1 
SWT2(config-if)#switchport mode dynamic auto 
SWT2(config-if)# 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/1, changed 







2. Verifique el enlace "trunk" entre SWT1 y SWT2 usando el comando show 
interfaces trunk. 
 
Verificación de interfaces trunk en el SWT1 
 
Imagen 27: Interfaces trunk en SWT1 
Verificación de interfaces trunk en el SWT2 
 
Imagen 28: Interfaces trunk en SWT2 
 
3. Entre SWT1 y SWT3 configure un enlace "trunk" estático utilizando el comando 
switchport mode trunk en la interfaz F0/3 de SWT1 
 
Troncal en SWT1 
 
SWT1(config)#int f0/3 
SWT1(config-if)#switchport mode trunk  
SWT1(config-if)# 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/3, changed 





%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/3, changed 
state to up 
Troncal en SWT3 
 
SWT3(config)#int f0/3 
SWT3(config-if)#switchport mode trunk 
SWT3(config-if)# 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/3, changed 
state to down 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/3, changed 
state to up 
 
4. Verifique el enlace "trunk" el comando show interfaces trunk en SWT1. 
 
Verificación de enlaces troncales en el SWT1 
 










Verificación de enlaces troncales en el SWT2 
 
Imagen 30: Enlace trunk en la la interfaz F0/3 en SWT3 
 
5. Configure un enlace "trunk" permanente entre SWT2 y SWT3. 
Troncal en SWT2 
 
SWT2(config)#int f0/3 
SWT2(config-if)#switchport mode trunk  
SWT2(config-if)# 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/3, changed 
state to down 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/3, changed 
state to up 
 
Troncal en SWT3 
 
SWT3(config)#int f0/1 
SWT3(config-if)#switchport mode trunk 
SWT3(config-if)# 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/1, changed 
state to down 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/1, changed 








Verificación de enlaces troncales en el SWT1 
 
Imagen 31: Enlace trunk permanente en SWT1 
 
Verificación de enlaces troncales en el SWT3 
 
Imagen 32: Enlace trunk permanente en SWT3 
 
 
C. Agregar VLANs y asignar puertos. 
1. En STW1 agregue la VLAN 10. En STW2 agregue las VLANS Compras (10), 






VLAN 10 en SWT1 
 
SWT1(config)#vlan 10 
VTP VLAN configuration not allowed when device is in CLIENT mode 
 















2. Verifique que las VLANs han sido agregadas correctamente. 
 
VLAN en SWT1 
 





VLAN en SWT2 
 
Imagen 34: VLAN en SWT2 
VLAN en SWT3: 
 






3. Asocie los puertos a las VLAN y configure las direcciones IP de acuerdo con la 
siguiente tabla. 
 
Interfaz  VLAN  Direcciones IP de los PCs  
F0/10  VLAN 10  190.108.10.X / 24  
F0/15  VLAN 20  190.108.20.X /24  
F0/20  VLAN 30  190.108.30.X /24  
X = número de cada PC particular 
Tabla 4: Información de configuración de PC´s 
 
 







Imagen 37: Direccionamiento IP en PC1 
 
Imagen 38: Direccionamiento IP en PC1 
 
 
4. Configure el puerto F0/10 en modo de acceso para SWT1, SWT2 y SWT3 y 






Puertos de acceso en el SWT1 
SWT1(config)#int f0/10 
SWT1(config-if)#switchport mode access  
SWT1(config-if)#switchport access vlan 10 
SWT1(config-if)#exit 
Puertos de acceso en el SWT2 
SWT2(config)#int f0/10 
SWT2(config-if)#switchport mode access  
SWT2(config-if)#switchport access vlan 10 
SWT2(config-if)#exit 
 
Puertos de acceso en el SWT3 
SWT3(config)#int f0/10 
SWT3(config-if)#switchport mode access  
SWT3(config-if)#switchport access vlan 10 
SWT2(config-if)#exit 
 
5. Repita el procedimiento para los puertos F0/15 y F0/20 en SWT1, SWT2 y SWT3. 
Asigne las VLANs y las direcciones IP de los PCs de acuerdo con la tabla de arriba.  
 
Puertos de acceso en el SWT1 
SWT1(config)#int f0/15 
SWT1(config-if)#switchport mode access  




SWT1(config-if)#switchport mode access  
SWT1(config-if)#switchport access vlan 30 
SWT1(config-if)#exit 
 
Puertos de acceso en el SWT2 
SWT2(config)#int f0/15 
SWT2(config-if)#switchport mode access  




SWT2(config-if)#switchport mode access  






Puertos de acceso en el SWT3 
SWT3(config)#int f0/15 
SWT3(config-if)#switchport mode access  




SWT3(config-if)#switchport mode access  




Verificación de los puertos de acceso en SWT1 
 










Verificación de los puertos de acceso en SWT2 
 
Imagen 40: Verificación de los puertos de acceso en SWT2 
Verificación de los puertos de acceso en SWT3 
 





D. Configurar las direcciones IP en los Switches 
1. En cada uno de los Switches asigne una dirección IP al SVI (Switch Virtual 
Interface) para VLAN 99 de acuerdo con la siguiente tabla de direccionamiento y 
active la interfaz. 
 
Equipo  Interfaz  Dirección IP  Máscara 
SWT1  VLAN 99  190.108.99.1  255.255.255.0  
SWT2  VLAN 99  190.108.99.2  255.255.255.0  
SWT3  VLAN 99  190.108.99.3  255.255.255.0  
 
Tabla 5: Información de configuración de Switches 
 
Configuración de SVI en el SWT1 
 
SWT1#conf t 
SWT1(config)#int vlan 99 
%LINK-5-CHANGED: Interface Vlan99, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Vlan99, changed state to 
up 
SWT1(config-if)#ip address 190.108.99.1 255.255.255.0 
SWT1(config-if)#exit 
 
Configuración de SVI en el SWT2 
 
SWT2(config)#int vlan 99 
%LINK-5-CHANGED: Interface Vlan99, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Vlan99, changed state to 
up 









Configuración de SVI en el SWT3 
 
SWT3(config)#int vlan 99 
%LINK-5-CHANGED: Interface Vlan99, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Vlan99, changed state to 
up 




Verificación de la IP en la interfaz VLAN 99 en el SWT1 
 
Imagen 42: Verificación de la IP en la interfaz VLAN 99 en el SWT1 
Verificación de la IP en la interfaz VLAN 99 en el SWT2 
 





Verificación de la IP en la interfaz VLAN 99 en el SWT3 
 
Imagen 44: Verificación de la IP en la interfaz VLAN 99 en el SWT3 
 
E. Verificar la conectividad Extremo a Extremo 
1. Ejecute un Ping desde cada PC a los demás. Explique por qué el ping tuvo o no 
tuvo éxito. 
Los pings a las PC3 y PC6 son exitosos por que pertenecen a la misma VLAN del 
PC0 que es la VLAN10 
 
Ping de PC0 – PC3 
 





Ping de PC0 – PC6 
 
Imagen 46: Ping de PC0 - PC6 
Ping de PC0 – PC4 y PC7 
Los pings desde la PC0 a las PC4 y PC7 no son exitosos, ya que el PC0 pertenece 
a las VLAN 10 y las otras a la VLAN 20. 
 
Imagen 47: Ping de PC0 – PC4 y PC7 






Imagen 48: Ping de PC0 – PC5 y PC8 
2. Ejecute un Ping desde cada Switch a los demás. Explique por qué el ping tuvo o 
no tuvo éxito. 
El ping entre las interfaces virtuales de todos los switches son correctos, ya que 
dichas interfaces se configuraron en la VLAN 99.  
 
Ping de SWT1 a SWT2 y SWT3 
 





Ping de SWT2 a SWT1 y SWT3 
 
Imagen 50: Ping de SWT2 a SWT1 y SWT3 
 
Ping de SWT3 a SWT1 y SWT2 
 






3. Ejecute un Ping desde cada Switch a cada PC. Explique por qué el ping tuvo o 
no tuvo éxito. 
Ningún ping es exitoso, ya que las interfaces de los PCs están configuradas en 
modo acceso con una VLAN determinada, por lo tanto, no permite el acceso a 
VLANs diferentes. 
 
Ping de SWT1 a PC0, PC1, PC2 
 
Imagen 52: Ping de SWT1 a PC0, PC1, PC2 
 
Ping de SWT1 a PC3, PC4, PC5 
 





Ping de SWT1 a PC6, PC7, PC8 
 
Imagen 54: Ping de SWT1 a PC6, PC7, PC8 
 
Ping de SWT2 a PC0, PC1, PC2 
 







Ping de SWT2 a PC3, PC4, PC5 
 
Imagen 56: Ping de SWT2 a PC3, PC4, PC5 
 
Ping de SWT2 a PC6, PC7, PC8 
 







Ping de SWT3 a PC0, PC1, PC2 
 
Imagen 58: Ping de SWT3 a PC0, PC1, PC2 
 
Ping de SWT3 a PC3, PC4, PC5 
 






Ping de SWT3 a PC6, PC7, PC8 
 








El desarrollo de la prueba de habilidades CCNP, permitió evidenciar el diseño y 
configuración de tres escenarios diferentes, en el que se afianzaron las capacidades 
y habilidades de los conocimientos adquiridos durante todo el diplomado. Además, 
se evidencia la importancia de cada uno de los temas tratados, ya que son los 
protocolos más utilizados a la hora de realizar una implementación de red porque 
se caracterizan por ser protocolos muy confiables y de gran versatilidad. 
El protocolo OSPF al enviar actualizaciones del estado en el que se encuentra cada 
uno de los enlaces de la red, brinda una mayor seguridad y permite obtener una 
mejor resolución de problemas.  
Las topologías y configuraciones de los escenarios, son de vital importancia ya que 
son esquemas muy orientados hacia el campo laboral, donde nos permite tener una 
mayor visión sobre cómo se debe implementar un enrutamiento en una red, y lo más 
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