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1. Introducción  
 
1.1 Descripción de la empresa 
 
Finconsum es una entidad financiera de crédito al consumo, su principal objetivo es financiar a 
través de préstamos personales o tarjetas de crédito a particulares para la compra de bienes 
de consumo.  
La captación de clientes se realiza a través de establecimientos dedicados a la venta de bienes 
a particulares (tiendas de muebles, de electrodomésticos, concesionarios de vehículos, etc.) 
previamente afiliados a Finconsum. Entre otros, se centra en comercializar préstamos 
personales, tarjetas de crédito y líneas de crédito. 
Actualmente todas las gestiones de los clientes se realizan a través del departamento de 
atención al cliente. Para agilizar los trámites y quitar carga al departamento de atención al 
cliente, se está desarrollando un portal web para que los clientes puedan consultar y operar 
con sus productos. Este proyecto lo está desarrollando una empresa externa de Tecnologías de 
la Información y la Comunicación (Tecnocom).  
En paralelo, se está desarrollando un servidor de servicios SOAP llamado IDP para dar soporte 
a nuevos canales de comunicación, uno de los canales es una aplicación llamada CRM que 
servirá para automatizar procesos internos de negocio. Otros dos canales nuevos son los 
portales web Cliente y Prescriptor (comercio intermediario). 
1.2 Descripción del mercado 
A medida que pasa el tiempo, hemos visto como el avance de la tecnología ha logrado el 
cambio de modo de vida de la sociedad. En este último siglo el cambio ha sido drástico, siendo 
requisito indispensable adaptarse a las nuevas tecnologías.  
La evolución de los teléfonos móviles ha permitido disminuir su tamaño y su peso, desde el 
primer teléfono móvil en 1983, el Motorola DynaTac que pesaba 780 gramos. 
El desarrollo de la tecnología ha permitido que estos aparatos incorporen nuevas 
funcionalidades, además de para las que fueron diseñados. Se han ido incorporando 
funcionalidades de mensajería (SMS), juegos, reproductor de música, cámara digital y video 
llamada e incluso conexión a internet. 
Actualmente los teléfonos móviles son parte de nuestra vida, tanto que desde 2006 hay más 
teléfonos móviles que habitantes en España. En esta última década se ha convertido en uno de 
los principales medios de comunicación del que disponemos, por sus ventajas de movilidad, 
independencia y por la reducción de los costes de las compañías de telecomunicaciones por el 
aumento de competencia. 
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1.3 Motivación  
Tal y como se ha especificado en el apartado de descripción de empresa, actualmente se están 
desarrollando varios canales de comunicación, tanto para cliente externo como interno. 
Aprovechando la creación de la plataforma de servicios y de la promoción para nuevos canales 
de comunicación, me han propuesto crear otro canal más de comunicación para el cliente 
final. En concreto se pretende facilitar el acceso a clientes desde dispositivos móviles, dando 
así un valor añadido a las tarjetas de marca personalizada (en este caso IKEA). 
Vemos este proyecto como una buena idea para ser proyecto de fin de carrera al cumplir 
varias circunstancias que hacen que, además sea un proyecto de investigación. En primer lugar 
estudiar las utilidades que debería tener, pensando en las necesidades del cliente cuando 
fuera a usar la aplicación. Otro de los aspectos importantes era el diseño para aprovechar las 
funcionalidades de los nuevos dispositivos móviles, tanto en eficiencia como una interficie 
amigable y fácil de usar, teniendo en cuenta que se trata de dispositivos con pantalla táctil. Y 
por último es una buena oportunidad para investigar y conocer más de las nuevas tecnologías, 
como es la tecnología en dispositivos móviles y lograr conocer la filosofía de programación, 
ventajas e inconvenientes de estos dispositivos. 
Este proyecto consiste en crear un canal de comunicación para clientes de Finconsum para 
dispositivos móviles, en concreto nos centraremos en Android, Sistema operativo de móviles. 
Esta aplicación estará especialmente diseñada para aprovechar las características que ofrecen 
este tipo de dispositivos móviles, se busca diseñar una interfaz amigable y cómoda para 
navegar con la pantalla táctil e incorporar opciones más acorde con el medio en el que está 
pensado su uso. Estas opciones se detallan en el punto de objetivos. 
De acuerdo a las especificaciones del la empresa, la aplicación estará programada para un 
cliente concreto, en este proyecto será Ikea (tarjetas y líneas de crédito de clientes IKEA), sin 
embargo se prepara la aplicación para facilitar la portabilidad a otros clientes, esto se detallara 
en los apartados de diseño e implementación.  
Como en este proyecto se va a tratar en profundidad dos productos financiero, a continuación 
defino ambos productos y las diferentes: 
Tarjeta de crédito: Instrumento electrónico que permite efectuar el pago  diferido al final del 
mes o aplazados en varios meses de bienes de consumo y servicios sin disponer de dinero en 
efectivo. 
Línea de crédito: Modalidad de crédito simple en virtud del cual, una vez ejecutada la 
operación, queda reabierto el crédito por el importe, condiciones y plazos estipulados para 
permitir su nueva utilización. 
Diferencias: Una tarjeta de crédito dispone de soporte físico (tarjeta de plástico) la cual se 
puede utilizar tanto en el establecimiento solicitado como en cualquier establecimiento que 
opere con visa la validez de una tarjeta suele ser de un plazo de entre 3 y 5 años con 
posibilidad de auto renovación. Por el contrario, una línea de crédito es un préstamo abierto 
con posibilidad de reutilización únicamente en el establecimiento que lo ha solicitado, no 
dispone de soporte físico y el periodo de reutilización suele ser dos o tres meses. 
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1.4 Objetivos 
Tal y como se ha explicado, actualmente hay un portal web para cliente únicamente para 
ordenador, por lo que la intención del proyecto es implementar una aplicación para tener una 
parte de las funcionalidades a través de un dispositivo móvil Android.  
El objetivo del proyecto es crear una aplicación que servirá para que los usuarios con tarjeta de 
Finconsum de marca Ikea puedan hacer consultas y operativas básicas a través de su móvil. 
De acuerdo a las necesidades especificadas por la compañía, la aplicación ha de cumplir los 
siguientes objetivos: 
• Autentificación de un usuario a través del dispositivo móvil.  
• Menú con opciones de los productos contratados.  
• Acceso a consulta especifica de sus productos contratados (tarjeta de crédito o línea 
de crédito). 
• Si el cliente tiene una tarjeta de crédito, podrá consultar sus movimientos, recibo, 
saldo, disponible y además podrá activarla. 
• Si el cliente tiene una línea de crédito, podrá consultar sus movimientos, recibo, saldo 
y disponible. 
• Además el cliente podrá consultar sus datos personales y modificar los datos de 
contacto (dirección, email, teléfono). 
• Auto-desconexión. La aplicación se desconectará tras dos minutos sin hacer clic. 
• En cada pantalla, el usuario tendrá la posibilidad de desconectarse de la aplicación, o 
volver al nivel superior del programa. 
• Si el usuario no es autentificado correctamente, no podrá acceder a la aplicación y se 
le dará información de cómo proceder en este caso (procedimiento estándar de la 
empresa). 
 
 
 
 
 
Moisés Betancor Domínguez 
 
13 
 
1.5 Planificación 
En este apartado se detallará la planificación del proyecto hecha antes del comienzo del 
mismo, en el apartado de seguimiento de planificación en las conclusiones, se detallará la 
planificación al finalizar el proyecto y  las desviaciones sobre a lo planteado. 
El proyecto se comienza en Enero de 2010, con la propuesta formal y el análisis de requisitos 
por parte de la empresa. En la primera planificación, las etapas quedaban de la siguiente 
manera: 
• Fase de estudio de tecnologías a usar. Enero 2010 
• Aprendizaje del entorno, métodos de programación y aplicaciones a usar. Febrero 
2010 
• Análisis de requisitos. Febrero y Marzo de 2010 
• Especificaciones del proyecto. Marzo 2010 
• Diseño de la aplicación. Mayo y Abril 2010 
• Implementación del proyecto. Abril Mayo y Junio 2010 
• Pruebas. Junio ,Julio y Agosto 2010 
• Documentación Marzo – Agosto 2010 
• Entrega. Septiembre 2010 
 
  
La planificación está pensada para que el proyecto sea inscrito durante la primavera, 
matriculado en el cuatrimestre de otoño de 2010 y defendido el mismo cuatrimestre. 
 
 
1.2 Diagrama de Gantt inicial 
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1.6 Tecnologías 
1.6.1 XML 
XML es un conjunto de reglas que sirven para definir etiquetas semánticas para organizar un 
documento, suele utilizar para intercambio de información entre aplicaciones o definir 
estructuras de información. Los documentos XML son ficheros de texto que contienen la 
información organizada en forma de árbol: cada rama puede tener unos atributos propios y 
servir de base para otras ramas.  
En este proyecto tendremos que usar XML en dos puntos: 
• Diseño de la interficie grafica 
El diseño de las interficies en SDK de Android se pueden implementar de dos 
maneras, una de ellas es con instrucciones Java dentro del mismo lenguaje del 
programa, estas sentencias están implementadas antes de cargar la vista de cada 
pantalla y se suele usar para aplicaciones con objetos que requieran muchas 
modificaciones durante la ejecución. Otra de las maneras de implementar las 
vistas es en un fichero XML aparte, en este fichero se definirá toda la información 
de cada una de las pantallas y a través de la instrucción 
setContentView(R.layout.main); cargaremos la vista definida en el XML. 
• Envío y recepción de información del sistema central. 
Para este proyecto usaremos SOAP como protocolo de comunicación entre la 
aplicación y el sistema central, tal y como está definido en SOAP, la comunicación 
se hará a través de ficheros XML. La aplicación tendrá que crear un fichero XML 
para la petición de datos con la estructura definida en el servidor de servicios 
SOAP, una vez hecha la petición, la aplicación recibirá una respuesta en XML que 
tendrá que deshacer e identificar la información que contiene. Este proceso será 
detallado en el apartado de implementación. 
1.6.2 Java  
Java es un lenguaje de programación de alto nivel orientado a objetos creado por SUM 
Microsystem en los años 90. Actualmente Java en un lenguaje potente, seguro y universal 
gracias a que lo puede utilizar todo el mundo y es gratuito, ademas de tener un amplio abanico 
de posibilidades. 
Este proyecto va a ser implementado en gran medida en java, porque es uno de los lenguajes 
orientados a objetos más potentes y porque ha sido elegido por los desarrolladores del SDK de 
Android. 
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1.6.3 SOAP 
SOAP es un protocolo estándar de comunicación para el intercambio de información 
estructurada en la aplicación de servicios web. El mensaje se envía en formato XML y la 
negociación y trasmisión se hace por HTTP. 
El mensaje XML consta de tres partes:  un sobre (envelope) que define lo que está en el 
mensaje y como procesarlo, una cabecera (Header) que contiene información específica de la 
aplicación como puede ser la autentificación, y el cuerpo (Body) donde se concentran toda la 
información de la comunicación. 
Para la comunicación a través de SOAP es importante que tanto el cliente como el servidor 
usen la misma estructura de mensaje SOAP para un servicio dado 
1.6.3.1 Seguridad SOAP 
Los servicios pueden implementar toda su funcionalidad y permanecer seguros tras el 
Cortafuegos de la compañía. Las técnicas de seguridad convencionales que se han venido 
usando en Internet, ya no son suficientes. Con SOAP, cada mensaje simple que se intercambia 
realiza múltiples saltos y es enrutado a través de numerosos puntos antes de que alcance su 
destino final. 
Es por ello que los WS necesitan tecnologías que protejan los mensajes desde el principio 
hasta el final y así permitir que SOAP realice su trabajo de interoperabilidad entre aplicaciones 
de manera eficiente. 
Para ello existen un conjunto de técnicas que se pueden usar para garantizar la seguridad a 
nivel de mensaje. Estas son: 
• Encriptación XML: Evita que los datos se vean expuestos a lo largo de su recorrido. 
• Firma Digital XML: Asocia los datos del mensaje al usuario que emite la firma, de 
modo que este usuario es el único que puede modificar dichos datos. 
• XKMS y los Certificados: XKMS (XML Key Management Specification) define WS que se 
pueden usar para chequear la confianza de un certificado de usuario. 
• SAML y la Autorización: SAML (Security Assertion Mark-up Language) hace posible que 
los WS intercambien información de autentificación y autorización entre ellos, de 
modo que un WS confíe en un usuario autentificado por otro WS. 
• Validación de datos: Permite que los WS reciban datos dentro de los rangos 
esperados. 
1.6.3.2 Calidad SOAP 
Los WS proporcionan conectividad con cualquier software de un modo transparente por el 
paso de mensaje SOAP, cada proveedor de servicios puede adoptar soluciones diferentes que 
resultan más o menos adecuadas para el consumidor. Analizando la escalabilidad se 
comprobará el grado de modularidad y flexibilidad del servicio. 
Por último, también sería interesante analizar las características que ofrece el proveedor de 
WS. Actualmente no hay estándares definidos sobre este tema, pero la mayoría de las 
empresas ya está demandando algún tipo de acuerdo o contrato con los proveedores, de 
modo que se pueda garantizar la interoperabilidad entre las diferentes tecnologías, la calidad y 
la fiabilidad de los servicios por los que se paga. 
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1.6.3.3 Estandarización SOAP 
Los WS están basados en el estándar XML, que ha sido universalmente aceptado. SOAP es el 
único protocolo que ha sido aceptado en este momento por el World Wide Web Consortium y 
se encuentra estandarizado. SOAP y WSDL están siendo ampliamente usados. 
Algunas de las empresas más importantes en el desarrollo de Negocio Electrónico como IBM, 
Intel, Microsoft u Oracle, han creado el WS-I: organización para la Interoperabilidad de los 
Web Services. El objetivo de dicha organización es la promoción de la estandarización de los 
WS de modo que se fomente la cooperación e interoperabilidad entre las compañías y 
mercados utilizando este protocolo. 
1.6.3.4 Android 
Android es un sistema operativo orientado a dispositivos móviles basado en una versión 
modificada de Linux. Inicialmente fue desarrollado por Android Inc., compañía que fue 
comprada después por Google, y en la actualidad lo desarrollan los miembros de la Open 
Handset Alliance (liderada por Google). Fue presentado el 5 de noviembre de 2007 junto con la 
fundación Open Handset Alliance, un consorcio de 48 compañías de hardware, software y 
telecomunicaciones comprometidas con la promoción de estándares abiertos para dispositivos 
móviles. Esta plataforma permite el desarrollo de aplicaciones por personas ajenas a Google, 
para lo cual, los desarrolladores deben de escribir código gestionado en el lenguaje de 
programación Java y controlar los dispositivos por medio de bibliotecas desarrolladas o 
adaptadas por Google. Existen también otras posibilidades de programación además de Java, 
es decir, escribir programas en C u otros lenguajes, utilizando o no las bibliotecas de Google, 
también es posible (compilándolas a código nativo de ARM). Sin embargo, este esquema de 
desarrollo no es oficialmente soportado por Google. La mayoría del código fuente de Android 
ha sido publicado bajo la licencia de software Apache, una licencia de software libre y código 
fuente abierto. Gracias a esto cualquiera puede añadirle mejoras a diferencia de los sistemas 
propietarios, en los que sólo el fabricante puede hacer modificaciones. Esto permite que exista 
una gran comunidad de usuarios que lo van mejorando, y creando aplicaciones 
constantemente. Las compañías de teléfonos móviles que ya integran Android como sistema 
operativo son: MOTOROLA, LG, ACER, GEEKS, HTC, ALCATEL, SAMSUNG y SONY ERICSSON. 
Gracias a estas empresas se ha superado ya a sistemas como: Symbian, Palm OS y Windows 
Mobile a nivel de volumen de datos y parece que este mercado será dominado por el sistema 
que está siendo introducido por Google en poco tiempo. La verdad, es que, estamos viviendo 
ya una batalla por el desarrollo en plataformas de dispositivos móviles lo cual seguramente 
terminará  beneficiando al usuario final, se podría conseguir muchas mejoras con respecto a 
otros sistemas cerrados. 
Las características del Android son: 
• Framework de aplicaciones: permite el reemplazo y la reutilización de los 
componentes. 
• Gracias a ello podremos utilizar algunas de los componentes ya existentes sin 
tener que crearlos nosotros mismos, un ejemplo de ello es el sistema de GPS. 
• Navegador integrado: basado en los motores open Source Webkit. 
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• SQlite: base de datos para almacenamiento estructurado que se integra 
directamente con las aplicaciones. 
• Multimedia: Soporte para medios con formatos comunes de audio, video e 
imágenes planas (MP3, JPG, PNG, GIF, etc...).  
• Maquina virtual Dalvik: Base de llamadas de instancias muy similar a Java. 
• Telefonía GSM: dependiente del terminal. 
• Bluetooth, EDGE, 3G y WIFI: dependiente del terminal. 
• Cámara, GPS, brújula y acelerómetro: Dependiente del terminal.  
• Pantalla Táctil. 
En la siguiente imagen (ver 2.2) podemos observar la estructura del sistema operativo Android, 
con su arquitectura y componentes principales comentados: 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
1.1  Estructura de S.O. Android 
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2. Análisis de requisitos 
Cuando hablamos de una característica requerida, de la cual se sabe que va a satisfacer por 
medio de la adición de un bloque de software, entonces estamos ante un requisito funcional, 
por lo que el requisito denota una funcionalidad del sistema. Por el contrario si el requisito 
esta impuesto por las exigencias de cualidades del proyecto, se trata de un requisito no 
funcional. 
Para determinar los requisitos funcionales de una aplicación, una de las cosas que hemos de 
tener en cuenta son los casos de uso. 
Entonces, sabemos que los casos de uso los podemos desglosar en pasos, donde encontramos 
la secuencia de eventos desde que el usuario inicia el proceso, hasta que obtiene el resultado, 
estos eventos indican las funcionalidades del sistema.  
Si para cada uno de estos pasos nos preguntamos qué es lo que ha de hacer el sistema para 
completarlo, lo que iremos obteniendo son los requisitos funcionales de la aplicación. 
Cada requisito lo analizaremos de la siguiente forma: 
• Identificador del requisito RF para los requisitos funcionales y RNF para los requisitos 
no funcionales. 
• Evento o caso de uso relacionado con el requisito. 
• Descripción del requisito. 
• Justificación del requisito. 
• Criterio de validación, como se justifica este requisito. 
• Satisfacción, que nivel de satisfacción obtiene el usuario si se consigue el requisito. 
• Insatisfacción, con qué nivel de insatisfacción queda el usuario si no se consigue el 
requisito. 
• Dependencias, de que otros requisitos del sistema depende. 
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2.1 Requisitos funcionales 
Lista de requisitos funcionales 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Requisito: RF1
Insatisfación: Alta
Accion/Caso de uso: Autentificación
Descripción: El sistema ha de permitir autentificar a un usuario.
Justificación: Un usuario debe poder autentificarse en la aplicación para acceder a sus datos personales
Criterio de validación: Un usuario se podra autentificar en el sistema
Satisfacción: Alta
Dependencias: -
Requisito: RF2
Insatisfación: Alta
Accion/Caso de uso: Error en autentificación
Descripción: El sistema ha de ser capaz de notificar al usuario en caso de
no ser valida la autentificación.
Justificación: El usuario debe saber cuando no es correcta la
autentificación y como proceder.
Criterio de validación: El usuario conocerá el procedimiento en caso de no
autentificarse correctamente
Satisfacción: Alta
Dependencias: RF1
Requisito: RF3
Insatisfación: Media
Accion/Caso de uso: Reconocmiento de usuario
Descripción: El sistema ha de ser capaz de identificar los usuarios de un
determinado producto o marca.
Justificación: La aplicación esta destinada a los usuarios de una
determinada marca y tarjeta,
Criterio de validación: El sistema realizará las comprobanaciones
necesarias para validar que el usuario ademas de ser atentificado, sea
cliente del producto determinado.
Satisfacción: Alta
Dependencias: RF1
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Requisito: RF4
Insatisfación: Baja
Accion/Caso de uso: Identificación de productos
Descripción: El sistema ha de identificiar que producto tiene contratado el
cliente.
Justificación: En función del resultado, la aplicación debera dejar consultar
los productos contratados.
Criterio de validación: Durante la validación del usuario y la marca, el
sistema comprobará que productos tiene el usuario contratado.
Satisfacción: Baja
Dependencias: RF1, RF3
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Requisito: RF5
Insatisfación: Alta
Accion/Caso de uso: Consulta datos personales
Descripción: El sistema ha de ser capaz de consultar los datos personales del
usuario.
Justificación: En los requisitos se pide que el usuario pueda consultar sus
datos personales.
Criterio de validación: A través de la opción habilitada para el caso, el
usuario podrá consultar sus datos personales
Satisfacción: Alta
Dependencias: RF1, RF3, 
Requisito: RF6
Insatisfación: Alta
Accion/Caso de uso: Modificación datos personales
Descripción: El sistema ha de ser capaz de Modificar los datos personales del
usuario.
Justificación: En los requisitos se pide que el usuario pueda modificar sus
datos personales.
Criterio de validación: Una vez consultados los datos personales, el usuario
podrá moficiar los datos modificables.
Satisfacción: Alta
Dependencias: RF1, RF3, RF5
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Requisito: RF9
Insatisfación: Alta
Accion/Caso de uso: Consulta movimientos.
Descripción: El sistema ha de ser capaz de consultar los movimientos de un
producto entre determinadas fechas.
Justificación: Es uno de los requisitos de la aplicación.
Criterio de validación: A traves de la opción de consulta movimientos y
seleccionando un producto, el usuario debe poder ver los movimientos.
Satisfacción: Media
Dependencias: RF1, RF3, RF4
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Requisito: RF7
Insatisfación: Alta
Accion/Caso de uso: Datos tarjeta
Descripción: El sistema ha de ser capaz de mostrar los datos de la tarjeta o
linea de credito del usuario.
Justificación: El sistema mostrará los datos de la tarjeta como límite, saldo
actual o disponible.
Criterio de validación: Dentro de la opción del producto se mostraran los
datos.
Satisfacción: Alta
Dependencias: RF1, RF3
Requisito: RF8
Insatisfación: Alta
Accion/Caso de uso: Activar tarjeta
Descripción: El sistema ha de ser capaz de activar la tarjeta de un usuario.
Justificación: Es uno de los requisitos de la aplicación.
Criterio de validación: A través de la opción de activar tarjeta, el sistema
debe permitir activar tarjetas que aun no hayan sido activadas.
Satisfacción: Media
Dependencias: RF1, RF3
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Requisito: RF11
Insatisfación: Baja
Accion/Caso de uso: Auto desconexión
Descripción: El sistema ha de auto desconectar una seción si pasa un
tiempo estipulado sin 
Justificación: Es un requisito de la aplicación
Criterio de validación: La aplicación se autodesconectará pasado el
tiempo estipulado.
Satisfacción: Media
Dependencias: RF1, 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Requisito: RF10
Insatisfación: Media
Accion/Caso de uso: Consulta extracto
Descripción: El sistema ha de ser capaz mostrar el extracto de un
recibo facturado.
Justificación: Es un requisito de la aplicación
Criterio de validación: El usuario podrá consultar todos los recibos
facturados a través de la opción habilitada para el efecto.
Satisfacción: Alta
Dependencias: RF1, RF2, RF4
Requisito: RF12
Insatisfación: Media
Accion/Caso de uso: Aplicación completa
Descripción: Solamente los clientes titulares de tarjeta activas o
pendientes de activar de la marca ikea podrán acceder a la aplicación
Justificación: Según requerimientos de la empresa, la aplicación esta
destinada unicamente a los clientes titulares de tarjetas ikea activas o
pendientes de activar.
Criterio de validación: Durante la validación se hará un filtrado.
Satisfacción: Baja
Dependencias: RF1
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2.2 Requisitos no funcionales 
Para los requisitos no funcionales, el procedimiento no es muy distinto que para los requisitos 
funcionales, pero con características especificas. 
Los requisitos no funcionales pueden ser aplicables al caso de uso, a un requerimiento 
funcional o global del sistema.  
Dada su especial característica, este proyecto presenta un importante volumen de factores a 
considerar como críticos, todos ellos relacionados con aspectos no funcionales del proyecto, 
que se presentan agrupados por: Usabilidad, Rendimiento y Seguridad. 
 
2.2.1 Usabilidad 
 
 
 
 
 
 
 
 
2.2.2 Seguridad 
 
 
 
 
 
 
 
 
Requisito: RNF1
Insatisfación: Media
Accion/Caso de uso: Aplicación completa
Descripción: El sistema ha de tener un unos sencillo e intuitivo para poder
ser usada por aplicativos moviles tactiles.
Justificación: Los usuarios necesitan que el sistema sea lo mas facil de usar
posible. Por lo tanto, la interficie grafica tiene que ser intuitiva y amigable.
Criterio de validación: Pantallas faciles de usar, con botones adaptados a
dispositivos moviles con pantalla tactil.
Satisfacción: Media
Dependencias: --
Requisito: RNF2
Insatisfación: Alta
Accion/Caso de uso: conexión al repositorio
Descripción: Las conexiones con el respotorio ha de ser segura y garantizar
la integridad, confidencialidad y autenticidad.
Justificación: Las conexiones al repositorio ha de ser seguras al estar
tratando datos de alta sencibilidad.
Criterio de validación: Se implementaran metodos de seguridad para
garantizar la comunicación de la aplicación con el repositorio.
Satisfacción: Media
Dependencias: --
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3. Especificaciones 
3.1 Diagrama de casos de uso 
En este apartado analizaremos los casos de uso de esta aplicación. Para comenzar el estudio 
debemos identificar los tipos de usuario que van a intervenir, en este caso hay un solo usuario 
que es el cliente de tarjeta o línea de crédito de Ikea. 
Para analizar más profundamente los casos de uso, a continuación se muestran un esquema 
con los diferentes casos de uso en los que se puede encontrar un usuario:  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Tal como se puede apreciar en el esquema anterior, podemos identificar hasta seis casos de 
uso diferentes a los que el usuario puede llegar en caso de éxito en función del producto que 
tenga contratado, si solo tuviera contratado una línea de crédito estos casos se reducirían a 
tres, y si solo fuera una tarjeta de crédito tendríamos tan solo cuatro casos. 
A continuación se detalla las iteraciones del usuario con el sistema y las iteraciones del sistema 
en el caso de tener éxito en cada una de los diferentes casos posibles. 
 
3.2 Esquema de escenas de la aplicación 
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3.1.1 Activar tarjeta 
Esta aplicación permite, según especifica los requisitos, que un usuario de Tarjeta Ikea sin 
activar, pueda activarla a través de la aplicación. Para la activación el usuario necesitará la 
siguiente información: 
• NIF/NIE 
• Tpin 
• Pam de la tarjeta (últimos 4 dígitos) 
• Fecha de caducidad. 
 
Pre-condición: 
• Ha de tener un dispositivo móvil con S.O. Android 
• Ha de tener instalado la aplicación PortalFNC 
• Ha de tener una tarjeta sin activar Ikea. 
 
Pos-condición: 
• Tarjeta activada y registrada en la BBDD. 
• Usuario informado de la activación. 
Escenas principales en Éxito: 
1. El usuario arranca la aplicación. 
2. La aplicación da la bienvenida  y solicita NIF/NIE y Tpin. 
3. El usuario introduce su NIF/NIE y su Tpin. 
4. L a aplicación le autentifica y muestra la pantalla principal. 
5. El usuario selecciona la opción de TARJETA. 
6. El sistema muestra la pantalla de TARJETA con los datos del usuario. 
7. El usuario selecciona la opción de ACTIVAR TARJETA. 
8. El usuario muestra la pantalla de activar tarjeta y solicita PAM y fecha de caducidad. 
9. El usuario introduce los últimos 4 dígitos del PAM y la fecha de caducidad. 
10. El sistema confirma la activación de la tarjeta. 
Escenarios alternativos (errores) 
• El usuario no conoce o introduce mal el Tpin. 
• El usuario no conoce o introduce mal su NIE/NF. 
• El usuario no dispone de tarjetas sin activar. 
• El PAM o fecha de caducidad no son correctos. 
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3.1.2 Consulta movimientos tarjeta 
Entre otras cosas, la aplicación permitirá consultar los movimientos de una tarjeta de credito 
Ikea. Dada la caracteristica de los dispositivos móviles, se ha condicionado las consultas a 
realizarlas entre periodos de un mes, pudiendo seleccionar el usuario el mes que desee. 
Para consultar los movimientos un usuario necesitará la siguiente información: 
• NIE/NIF 
• Tpin 
Pre-condición: 
• Ha de tener un dispositivo móvil con S.O. Android 
• Ha de tener instalado la aplicación PortalFNC 
• Ha de tener una tarjeta Ikea. 
Pos-condición: 
• Usuario informado de los movimientos de su tarjeta. 
Escenas principales de Éxito: 
1. El usuario arranca la aplicación. 
2. La aplicación da la bienvenida y solicita NIF/NIE y Tpin. 
3. El usuario introduce los datos solicitados. 
4. La aplicación lo autentifica y muestra la pantalla principal. 
5. El usuario selecciona la opción de TARJETA. 
6. El sistema muestra la pantalla de TARJETA. 
7. El usuario selecciona la opción de CONSULTA MOVIMIENTOS. 
8. El sistema muestra una lista con los meses del año en curso, dicha lista tiene scroll si 
no cabe en la pantalla. 
9. El usuario desea consulta movimientos de otro año, selecciona la opción CAMBIAR 
AÑO. 
10. La aplicación carga una lista con los años disponibles a consultar. 
11. El usuario selecciona el año deseado. 
12. La aplicación vuelve a la lista de meses disponibles para ese año. 
13. El usuario selecciona el mes deseado. 
14. La aplicación muestra todos los movimientos realizados en ese mes. 
 
Escenarios alternativos (errores) 
• El usuario no recuerda o no sabe su NIF/NIE. 
• El usuario no recuerda o sabe su Tpin. 
• El usuario no dispone de una tarjeta Ikea. 
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3.1.3 Consulta Recibo tarjeta 
A través de la aplicación un cliente con tarjeta Ikea podrá consultar el recibo de los recibos 
generados hasta la fecha. Dichos recibos se suelen generar mensualmente y contiene 
información sobre los movimientos que se facturan e información del recibo de dicho mes. 
Para consultar los movimientos un usuario necesitará la siguiente información: 
• NIF /NIE 
• Tpin 
Pre-condición 
• Ha de tener un dispositivo móvil con S.O. Android 
• Ha de tener instalado la aplicación PortalFNC 
• Ha de tener una tarjeta Ikea. 
Pos-condición 
• Usuario informado de los movimientos de su tarjeta. 
Escenas principales de Éxito: 
1. El usuario arranca la aplicación. 
2. La aplicación da la bienvenida y solicita NIF/NIE y Tpin. 
3. El usuario introduce los datos solicitados. 
4. La aplicación lo autentifica y muestra la pantalla principal. 
5. El usuario selecciona la opción de TARJETA. 
6. El sistema muestra la pantalla de TARJETA. 
7. El usuario selecciona la opción “CONSULTA DE RECIBO” 
8. El sistema mostrará una lista con los meses disponibles para seleccionar del año en 
curso y la opción para cambiar de año. 
9. El usuario selecciona el mes deseado. 
10. El sistema muestra la pantalla RECIBO con la información del recibo de dicho mes. 
11. El usuario desea más información sobre los movimientos y selecciona sus operaciones 
habituales. 
12. El sistema muestra una lista con las operaciones habituales de dicho recibo. 
 
Escenarios alternativos (errores) 
• El usuario no sabe o no recuerda su NIF/NIE. 
• El usuario no sabe o no recuerda su Tpin. 
• El usuario no dispone de tarjeta Ikea. 
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3.1.4 Consulta movimientos línea de crédito 
Los usuarios con línea de crédito Ikea tendrán la posibilidad de consultar sus movimientos a 
través de la aplicación PortalFNC 
Para consultar los movimientos un usuario necesitará la siguiente información: 
• NIF /NIE 
• Tpin 
Pre-condición 
• Ha de tener un dispositivo móvil con S.O. Android 
• Ha de tener instalado la aplicación PortalFNC 
• Ha de tener una línea de crédito Ikea. 
Pos-condición 
• Usuario informado de los movimientos de su línea de crédito. 
Escenas principales de Éxito: 
15. El usuario arranca la aplicación. 
16. La aplicación da la bienvenida y solicita NIF/NIE y Tpin. 
17. El usuario introduce los datos solicitados. 
18. La aplicación lo autentifica y muestra la pantalla principal. 
19. El usuario selecciona la opción de TARJETA. 
20. El sistema muestra la pantalla de TARJETA. 
21. El usuario selecciona la opción de CONSULTA MOVIMIENTOS. 
22. El sistema muestra una lista con los meses del año en curso, dicha lista tiene scroll si 
no cabe en la pantalla. 
23. El usuario desea consulta movimientos de otro año, selecciona la opción CAMBIAR 
AÑO. 
24. La aplicación carga una lista con los años disponibles a consultar. 
25. El usuario selecciona el año deseado. 
26. La aplicación vuelve a la lista de meses disponibles para ese año. 
27. El usuario selecciona el mes deseado. 
28. La aplicación muestra todos los movimientos realizados en ese mes. 
 
Escenarios alternativos (errores) 
• El usuario no recuerda o no sabe su NIF/NIE. 
• El usuario no recuerda o sabe su Tpin. 
• El usuario no dispone de una tarjeta Ikea. 
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3.1.5 Consulta recibo Línea de crédito 
A través de la aplicación un cliente con línea de crédito Ikea podrá consultar el recibo de los 
recibos generados hasta la fecha. Dichos recibos se suelen generar mensualmente y contiene 
información sobre los movimientos que se facturan e información del recibo de dicho mes. 
Para consultar los movimientos un usuario necesitará la siguiente información: 
• NIF /NIE 
• Tpin 
Pre-condición 
• Ha de tener un dispositivo móvil con S.O. Android 
• Ha de tener instalado la aplicación PortalFNC 
• Ha de tener una línea de crédito Ikea. 
Pos-condición 
• Usuario informado de los movimientos de su línea de crédito. 
Escenas principales de Éxito: 
13. El usuario arranca la aplicación. 
14. La aplicación da la bienvenida y solicita NIF/NIE y Tpin. 
15. El usuario introduce los datos solicitados. 
16. La aplicación lo autentifica y muestra la pantalla principal. 
17. El usuario selecciona la opción de LINEA DE CREDITO. 
18. El sistema muestra la pantalla de LINEA DE CREDITO. 
19. El usuario selecciona la opción “CONSULTA DE RECIBO” 
20. El sistema mostrará una lista con los meses disponibles para seleccionar del año en 
curso y la opción para cambiar de año. 
21. El usuario selecciona el mes deseado. 
22. El sistema muestra la pantalla RECIBO con la información del recibo de dicho mes. 
23. El usuario desea más información sobre los movimientos y selecciona sus operaciones 
habituales. 
24. El sistema muestra una lista con las operaciones habituales de dicho recibo. 
 
Escenarios alternativos (errores) 
• El usuario no sabe o no recuerda su NIF/NIE. 
• El usuario no sabe o no recuerda su Tpin. 
• El usuario no dispone de línea de crédito Ikea. 
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3.1.6 Consulta y modificación datos personales 
Entre otras cosas, la aplicación permitirá consultar los datos personales de un usuario con 
tarjeta de crédito Ikea o línea de crédito Ikea y si lo desea, actualizar algunos de los datos 
según especificaciones de la empresa. 
Para consultar los movimientos un usuario necesitará la siguiente información: 
• NIF /NIE 
• Tpin 
Pre-condición 
• Ha de tener un dispositivo móvil con S.O. Android 
• Ha de tener instalado la aplicación PortalFNC 
• Ha de tener una tarjeta Ikea. 
Pos-condición 
• Usuario informado de los movimientos de su tarjeta. 
Escenas principales de Éxito: 
1. El usuario arranca la aplicación. 
2. La aplicación da la bienvenida y solicita NIF/NIE y Tpin. 
3. El usuario introduce los datos solicitados. 
4. La aplicación lo autentifica y muestra la pantalla principal. 
5. El usuario selecciona la opción “DATOS PERSONALES” 
6. La aplicación muestra la pantalla de DATOS PERSONALES con los datos que aparecen 
en el sistema. 
7. El usuario tiene la posibilidad de actualizar los datos que no sean correctos y validar la 
opción. 
8. La aplicación guardará en el sistema los datos modificados. 
 
Escenarios alternativos (errores) 
• El usuario no sabe o no recuerda su NIF/NIE. 
• El usuario no sabe o no recuerda su Tpin. 
• El usuario no dispone de tarjeta Ikea o línea de crédito Ikea. 
• Parámetros fuera de rango o formato incorrecto 
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3.2 Funcionamiento general de la aplicación 
En este apartado se detalla todas las características generales que se aplica a cada uno de los 
casos de uso especificados anteriormente. Estas características han sido diseñadas para 
garantizar la seguridad y usabilidad en cualquier estado durante su ejecución. 
• En todas las pantallas donde el usuario ya este autentificado, deberá permitir la 
desconexión automática a través de un botón de log-on, al hacer log-on la 
aplicación volverá a la pantalla inicial y se borraran los datos previamente 
introducidos. 
• En cada pantalla habrá también un botón “volver”, a través de este botón el 
usuario podrá volver al estado anterior. 
• Cuando pase un tiempo estipulado sin hacer ningun clic, automáticamente se hará 
un log-on, volviendo la aplicación al estado inicial. 
• Si la aplicación es suspendida o cerrada, antes de salir se realizará un log-on de la 
aplicación y cuando se restaure la aplicación volverá al estado inicial.  
• En todas las pantallas salvo el estado inicial, tendrá una cabecera general donde 
aparecerá el logotipo de la marca de la tarjeta (en este caso IKEA), los botones 
especificados en los puntos anteriores (retroceder y salir) y el estado actual en el 
que se encuentra la aplicación. 
•  
3.3 Escenarios alternativos (errores) 
 
3.3.1 El usuario no conoce o introduce mal el Tpin. 
Para este campo, se realizan dos tipos de validaciones: 
• Validación de formato: 
El campo está diseñado para que únicamente admita caracteres numéricos, y en el caso que 
los caracteres introducidos sea diferente a 4 (longitud del Tpin), indicará que el campo es 
incorrecto mediante un mensaje TOAST. 
• Validación de información: 
En el caso que el usuario introduzca un Tpin incorrecto, se incrementará el contador de 
intentos fallidos y la aplicación irá a la pantalla “IDENTIFICACIÓN INCORRECTA”, que se 
detallará en el punto 4.1.2. A partir del tercer intento consecutivo sin éxito, el usuario se 
bloqueará impidiendo que la autentificación sea exitosa.   
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3.3.2 El usuario no conoce o introduce mal su NIF/NIE. 
Al igual que para el fallo por Tpin, se realizan dos tipos de validaciones: 
• Validación de formato: 
El campo está diseñado para que únicamente admita caracteres numéricos, y en el caso que 
los caracteres introducidos sea diferente a 7 o 8 (longitud del NIF/NIE), indicará que el campo 
es incorrecto mediante un mensaje TOAST. 
• Validación de información: 
En el caso que el usuario introduzca un NIF/NIE  incorrecto, la aplicación irá a la pantalla 
“IDENTIFICACIÓN INCORRECTA”, que se detallará en el punto 4.1.2.   
3.3.3 El usuario no dispone de tarjetas sin activar. 
En este caso, cuando el usuario acceda a la pantalla de tarjeta no aparecerá disponible la 
opción de Activar tarjeta. 
3.3.4 El PAM o fecha de caducidad no son correctos. 
Cuando alguno de los valores solicitados sea incorrecto, aparecerá un mensaje TOAST 
indicando que no se ha podido activar la tarjeta. 
3.3.5 El usuario no dispone de una tarjeta Ikea. 
Cuando un usuario no disponga de tarjeta Ikea, no aparecerá dicha opción en el menú 
principal. 
3.3.6 El usuario no dispone de una línea de crédito Ikea. 
Cuando un usuario no disponga de línea de crédito Ikea, no aparecerá dicha opción en el menú 
principal. 
3.3.7 El usuario no dispone de una línea de crédito o tarjeta 
idea. 
Cuando el usuario no disponga de un producto Ikea, la aplicación irá a la pantalla 
“IDENTIFICACIÓN INCORRECTA”, que se detallará en el punto 4.1.2. En este caso no se sumará 
el contador de intentos fallidos. 
3.3.8 Parámetros fuera de rango o formato incorrecto 
Rango de campos: 
Los campos están diseñados para admitir como máximo en número de caracteres aceptados 
por el servicio web, y por lo tanto, por el servidor. 
Formato incorrecto: 
Los servicios web realizan una validación de formato en función del campo introducido, 
comunicándolo si fuera incorrecto a la aplicación. 
En el caso de la pantalla “MODIFICACION DE DATOS” aparecerá un mensaje indicando que los 
datos no han podido ser guardados si se diera el caso. 
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4. Diseño 
En el siguiente capítulo se describe el estudio realizado sobre Android, la aplicación Android y 
su diseño. A esta aplicación hemos decido llamarla PortalFNC, ya que será un portal para 
clientes con tarjeta a través de canal móvil Android. 
4.1 Diseño Vistas 
Para el diseño de las vistas se han creado las pantallas previamente con PowerPoint, a 
continuación se detalla el aspecto de las pantallas previas a la implementación. 
4.1.1 Pantalla de acceso 
El ingreso al aplicativo debe enviar al cliente a una pantalla de acceso en que deberá 
introducir su número de identidad (D.N.I o N.I.E.) y su código de autentificación (T-PIN). Una 
vez introducidos correctamente el cliente pasará a la Pantalla Inicial.  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
4.8 Pantalla principal 
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4.1.2  Pantalla identificación incorrecta 
Cuando un usuario introduzca el usuario o la clave incorrecta aparecerá la siguiente pantalla 
indicando que la contraseña es incorrecta y los datos de contacto para poder conseguirla o 
restaurarla. 
 
 
 
 
 
 
 
 
 
4.1.3  Pantalla principal 
En la pantalla inicial el cliente podrá acceder en función de los productos contratados a las 
siguientes dos opciones o tres opciones: 
i. “Tarjeta” 
ii. “Línea de crédito” 
iii. “Mis datos” 
A través de las siguientes opciones, se podrá acceder a los siguientes apartados 
 
 
 
 
 
 
 
 
 
4.10 Pantalla principal 
4.9 Pantalla identificación incorrecta 
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4.1.4 Pantalla datos personales 
En esta pantalla el cliente podrá visualizar sus datos personales y, en el caso de haber algún 
dato erróneo o desear cambiar su canal de comunicación con Finconsum, podrá modificar su 
información. A continuación se presentan los datos que aparecerán en pantalla, indicando 
cuales de éstos no son modificables. 
a. Nombre (dato no modificable) 
b. Dirección (incluye Calle, Nº, Piso, Puerta y Provincia) 
c. Teléfono móvil 
d. Teléfono fijo 
e. E-mail 
Para realizar modificaciones, el cliente podrá sobrescribir los datos y deberá guardar los 
cambios realizados pulsando el botón “Guardar”. El usuario podrá salir de esta pantalla sin 
realizar modificaciones pulsando  la opción “Desconexión”, localizada en el menú superior, o el 
botón “Volver” para regresar a la Pantalla Inicial. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
4.11 Pantalla Mis datos personales 
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4.1.5  Pantalla Tarjeta o Línea de Crédito 
En esta pantalla, el usuario podrá escoger una de las opciones disponibles en función de su 
producto y del estado de su producto. 
 
 
 
 
 
 
 
 
 
 
 
4.1.6  Pantalla Activar tarjeta 
La pantalla presenta el botón “Activar mi tarjeta” para confirmar la acción. Una vez 
activada la tarjeta debe aparecer un mensaje que le indique al cliente que la operación se 
realizó de forma exitosa y devolver a directamente a la pantalla de Tarjeta. 
 
 
 
 
 
 
 
 
 
4.12 Pantalla principal tarjeta 
4.13 Pantalla Activar tarjeta 
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4.1.7  Pantalla consulta de movimientos 
En esta pantalla se podrán consultar los movimientos clasificados por el mes en el que se 
realizaron, para poder seleccionar un mes aparecerá previamente un listado con los meses 
disponibles para consultar (meses del actual hasta el principio del año), si se desea consultar 
movimientos de años anteriores, se deberá cambiar el año de consulta a través de un botón en 
la parte inferior de la lista “seleccionar año” y aparecerá una lista con los años disponibles. 
 
 
 
 
 
 
 
 
 
 
Una vez seleccionado el mes deseado, aparecerán todos los movimientos realizados por la 
tarjeta en ese mes. 
 
 
 
 
 
 
 
 
 
 
4.14 Pantalla Lista meses 
4.15 Pantalla lista movimientos 
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4.1.8  Pantalla consulta recibo 
A través de esta opción el usuario podrá consultar el recibo de un recibo ya generado, estos 
recibos suelen ser generados mensualmente con la facturación comprendida entre el día 21 y 
el día 20 del mes siguiente. 
Para consultar un recibo primero deberá seleccionar el mes y año del recibo que desea 
consultar y a continuación mostrará la pantalla de recibo con los datos relacionados al mes de 
consulta. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
4.16 Pantalla Consulta recibo 
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4.2 Diseño del código ejecutable 
 
4.2.1 Arquitectura en tres capas 
Cuando se construye software como producto empresarial o comercial, se llevan a cabo varias 
técnicas de manera que el desarrollo se haga en forma ordenada y así poder asegurar un 
avance continuo del proyecto, un producto final de calidad, y además realizar posteriores 
mejoras sea una tarea más fácil.  
 Existen muchas prácticas de programación, dependiendo del tipo de software que se va a 
desarrollar y de la disciplina o disciplinas de programación que se utilicen en el desarrollo del 
producto.  
Una de las más utilizadas se llama la programación por capas, que consiste en dividir el código 
fuente según su funcionalidad principal. 
La ventaja principal de este estilo es que el desarrollo se puede llevar a cabo en varios niveles, 
y en caso de cambios en el código, solo se debe modificar la capa a la que afecta, sin tener que 
revisar el código entremezclado. 
Con este tipo de diseño, conseguiremos que la aplicación sea fácilmente portable a otras 
plataformas, al tener separadas las diferentes partes del código, de esta manera se podria 
traducir fácilmente la parte independiente de la plataforma (capas datos y capa control) y 
crear unicamente la capa dependiente del sistema (capa presentación). 
 
 
 
 
 
 
 
 
 
 
 
 
4.17 Esquema arquitectura por capas 
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4.2.1.1  Capa presentación 
La presentación del programa ante el usuario, debe manejar interfaces que faciliten al usuario 
la interacción con la aplicación. Para esto se utilizan patrones predefinidos para cada tipo de 
aplicación y para cada necesidad del usuario. La interfaz debe ser amigable y fácil de utilizar, ya 
que el usuario final es el que se va a encargar de utilizar el sistema. 
Las interfaces deben ser consistentes con la información que se requiere, no se deben utilizar 
más campos de los necesarios, así como la información requerida tiene que ser especificada de 
manera clara y concisa, no debe haber más que lo necesario en cada formulario y por último, 
las interfaces deben satisfacer los requerimientos del usuario.   
 Dentro de la parte técnica, la capa de presentación contiene los objetos encargados de 
comunicar al usuario con el sistema mediante el intercambio de información,  capturando y 
desplegando los datos necesarios para realizar alguna tarea. En esta capa los datos se procesan 
de manera superficial por ejemplo, para determinar la validez de su formato o para darles 
algún orden específico 
En esta aplicación, la capa presentación será la encargada de gestionar la comunicación directa 
con el usuario, para esto usaremos los recursos que nos proporciona el dispositivo con el que 
trabajamos, teclado (en algunos modelos el teclado es virtual en pantalla), pantalla a color, 
pantalla táctil y teclas auxiliares (menú, descolgar y colgar). 
El objetivo principal de esta capa es conseguir una interfaz amigable, entendible y fácil de usar 
para el usuario.  
En la interfaz, se pueden diferenciar diferentes elementos: 
Botones. Diseñados para captar acciones del usuario, tales como cambiar de pantalla o 
validación de acciones, los botones han sido diseñados con contorno para conseguir el efecto 
de relieve, y tienen la medida suficiente para activarlos fácilmente tocando la pantalla del 
dispositivo. 
Formularios. Están especialmente pensados para recibir datos específicos del usuario, aunque 
existen también de entrada/salida. Deben tener el tamaño suficiente para poder ser activados 
al tocar en la pantalla y además del suficiente largo para mostrarse todo el texto de su 
contenido. Para hacer más fácil el uso de la interfaz, se usará formulario solo cuando sea 
necesario, usándose otras técnicas para la entrada de datos como los botones o las listas. 
Listas. Son elementos de entrada/salida en las que al usuario se le mostrará un número 
limitado de opciones donde escoger, si la lista no cabe en la pantalla, esta tendrá 
implementado un scrooll para poder desplazarse por ella. Al igual que los botones y los 
formularios, las filas de las listas deben tener el tamaño apropiado para poder activarlas 
pulsando con un dedo. 
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4.2.1.1.1 Diagrama de clases capa presentación 
En esta sección mostraremos los diagramas de clases de nuestra aplicación. Al importar 
muchas clases  existentes como las propias del Android o las del paquete KSOAP2,  estas no 
aparecerán en el diagrama al no estar hechas por nosotros y aportar mucha complejidad al 
diagrama.  También se omiten en los campos de atributos los botones propios de las vistas. 
 
 
 
 
 
 
 
 
 
 
 
4.2.1.2 Capa dominio 
En esta es donde se ejecuta el programa, se encarga de recibir las peticiones del usuario y 
darle respuesta después de un proceso. Esta capa se comunica con la capa de presentación 
para recibir solicitudes del usuario y presentar los datos, y con la capa de datos para solicitar y 
enviar datos.  
Es llamada capa de control porque en  esta se definen todas las reglas que se deben cumplir 
para una correcta ejecución del programa.  
 Es aquí donde se encuentra toda la lógica del programa, así como las estructuras de datos y 
objetos encargados para la manipulación de los datos existentes, así como el procesamiento 
de la información ingresada o solicitada por el usuario en la capa de presentación.   
 Representa el corazón de la aplicación ya que se comunica con todas las demás capas 
para poder llevar a cabo las tareas. Por ejemplo, mediante la capa de presentación 
obtiene la información ingresada por el usuario, y despliega los resultados. Si la aplicación 
se comunica con otros  sistemas que actúan en conjunto, lo hace mediante esta capa.  
También se comunica con la capa de datos para obtener información existente o ingresar 
nuevos datos.  
4.18  Diagrama de clases capa presentación 
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4.2.1.2.1 Diagrama de clases de la capa dominio 
Tal y como se ha explicado en el punto anterior, esta capa está compuesta de una clase 
principal “DominioControl” que es la encargada de gestionar las peticiones de la capa 
presentación y hacer la petición si es necesario a la capa datos. Si cuando la información 
solicitada la tenemos en la aplicación, la capa dominio la pedirá directamente a la capa datos, 
pero en caso contrario, se tendrá que crear un “soap envelope” con la petición y luego 
enviárselo a la capa datos para que haga la comunicación. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
4.19 Diagrama de clases capa dominio 
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4.2.1.3 Capa datos 
Es la parte de la aplicación que se encarga de guardar los datos y de acceder a los datos 
externos.  Es la encargada de realizar transacciones con bases de datos y con otros sistemas 
para obtener o ingresar información  al sistema.  El manejo de los datos debe realizarse de 
forma consistente y precisa.  Es en esta capa donde se definen las consultas a realizar en la 
base de datos, tanto las consultas simples como las consultas complejas parla generación de 
reportes más específicos.  Esta capa se comunica directamente con la capa dominio. 
4.2.1.3.1 Diagrama de clases capa datos 
A continuación se detalla el diagrama de clases de la capa de datos.  Esta capa estará 
compuesta por  diferentes clases destinadas a almacenar datos durante la ejecución de la 
aplicación y la clase Llamada, cuya principal función es obtener el resto de información del 
servidor de servicios SOAP. 
 
 
 
 
 
 
 
 
 
 
 
 
 
El diagrama de secuencia en caso de éxito es el siguiente:  
 
 
 
 
 
 
 
4.20 Diagrama de clases capa datos 
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El diseño de la capa de datos se ha hecho teniendo en cuenta las tablas de la BBDD del servidor 
que son necesarias almacenar en la aplicación durante su ejecución, en concreto los datos que 
tienen alta probabilidad que vuelvan a ser consultados o que durante un caso de uso puedan 
ser consultados varias veces, además de datos necesarios para llamar a los siguiente servicios 
SOAP, por ejemplo, para consultar los movimientos de una tarjeta, necesitaremos el numero 
de contrato, el DNI y el código de usuario, esta información la hemos obtenido durante la 
autentificación, por lo que evitamos volver hacer la llamada. 
  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
4.20.1 Diagrama de la BBDD del servidor 
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4.2.2 Diagrama de los casos de uso 
A continuación se muestran los diagramas de flujo de la interacción entre el usuario y las 
diferentes capas del sistema de los diferentes casos de uso detallados en el apartado 3.1. 
4.2.2.1 Diagrama Activar tarjeta. 
Haciendo referencia al punto 3.1.1 que describe el caso de uso de activación de una tarjeta 
Ikea. 
A continuación esta el diagrama de secuencia donde se detalla la interacción del usuario, las 
tres capas y el servidor. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
4.21 Diagrama de secuencia Activar tarjeta 
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4.2.2.2 Diagrama Consulta movimientos Tarjeta Ikea 
En el punto 3.1.2 se detallaba el caso de uso de consulta de movimientos de una tarjeta Ikea. A 
continuación se muestra el diagrama de secuencia con la interacción entre el usuario y el 
sistema. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
4.22 Diagrama de secuencia Consulta de movimientos Tarjeta 
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4.2.2.3 Diagrama Consulta recibo Tarjeta  
Un usuario de tarjeta Ikea podrá entre otras cosas, tal y como detalla en el punto 3.1.3, el 
usuario podrá consultar los recibos que se le han emitido. Para la consulta de un recibo, el 
usuario deberá autentificarse, navegar por el menú hasta llegar a la opción “Consulta recibo” 
en la pantalla tarjeta y seleccionar el mes en el que se le ha girado el recibo. 
El diagrama de secuencia en caso de éxito es el siguiente:  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
4.23 Diagrama de secuencia Consulta recibo Tarjeta 
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4.2.2.4 Diagrama consulta movimientos Línea de Crédito 
Al igual que ocurre con una tarjeta, con una linea de credito se podrá consultar los 
movimientos de un determinado mes, el caso de uso esta detallado en el punto 3.1.4. Los 
pasos para que este caso de uso llege a éxito son autentificación, navegación por el menú 
hasta la opción consulta movimiento detro de la pantalla de Línea de crédito y la selección el 
mes y el año deseado. 
 
 
El diagrama de secuencia en caso de éxito es el siguiente:  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
4.23 Diagrama de secuencia Consulta Movimientos Línea de crédito 
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4.2.2.5 Diagrama consulta recibo línea de crédito 
A continuación se detalla el diagrama de secuencia del caso de uso Consulta recibo de linea de 
credito detallado en el punto 3.1.5 del apartado de especificación. 
En el siguiente diagrama se puede apreciar la interacción entre el usuario y el sistema, y la 
comunicación del sistema con el servidor según el caso: 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
3.7 Diagrama de secuencia Consulta recibo Línea de crédito 
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4.2.2.6 Diagrama consulta/modificación datos personales 
A continuación se muestra el diagrama de secuencia del caso de uso consulta datos personales 
detallados en el apartado 3.1.6. En el diagrama aprecia la comunicación entre el usuario y la 
aplicación y entre la aplicación y el servidor: 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
3.8 Diagrama de secuencia Consulta/Modificación datos personales 
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5. Implementación 
5.1 Entorno de desarrollo 
Antes de realizar con la implementación de la aplicación, vamos a explicar algunas cosas claves 
básicas y necesarias para la programación de aplicaciones Android. A continuación 
mostraremos algunos de los requisitos fundamentales de cualquier aplicación para este 
sistema operativo. 
5.1.1 Eclipse 
Una de las maneras más habituales para programar aplicaciones para Android es con el 
programa eclipse. Para adaptarlo para desarrollar aplicaciones Android necesitamos instalar 
sobre eclipse el SDK de Android, que un paquete de aplicaciones extra para trabajar con 
Android. Entre las aplicaciones tenemos las dos más importantes, el compilador para Android y 
el emulador para Android, aunque vienen otras aplicaciones más en el paquete SDK como 
puede ser un simulador de llamadas y sms entrantes o un simulador del GPS entre otras. 
Una vez hemos instalado eclipse, el SDK y el emulador (que se detallaran en el apartado de 
aplicaciones), podemos crear nuestro proyecto y comenzar a trabajar.  Al crear un proyecto 
nuevo de Android con eclipse, como es nuestro caso, se creará por defecto una serie de 
archivos de tipo .xml, .java y una serie de directorios que nos facilitaran el trabajo y nos 
ayudará a configurar la aplicación. 
Para cargar cada una de las pantallas, lo haremos mediante las denominadas Activitys. Esta 
debe declararse en el fichero AndroidManifest.xml y deben tener asociadas un fichero .xml en 
el directorio layouts, además de una clase java encargada de gestionar todo lo que ocurre en la 
misma y cargar el archivo correspondiente a la pantalla en tiempo de ejecución. Para llamar a 
estas clases utilizaremos el metodo startActivity(intent); o startActivityforResult(intent); si 
esperamos resultado al acabar.  
 
La estructura de una aplicación Android es la siguiente: 
• Carpeta src: código fuente en Java. 
• Carpeta gen: donde se sitúa el fichero R.java que se detalla más adelante. 
• Carpeta res: donde se sitúa los recursos del programa. 
• Res/drawable: imágenes e iconos utilizados 
• Res/layout: ficheros XML para los layouts de actividades. 
• Res/values: ficheros de traducción, estilos y variables externas. 
• AndroidManifest.xml: información y configuración de la aplicación. 
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5.1.2 Archivo Manifest  
Toda aplicación Android debe tener un archivo de configuración llamada AndroidManifest.xml 
(con este nombre exactamente) en su directorio raíz. El archivo presenta información esencial 
sobre la aplicación para el sistema Android, el sistema de tener esta información antes de 
ejecutar cualquier parte del código. Contiene una gran cantidad de información acerca de la 
aplicación, como por ejemplo, cual es la primera actividad en cargar, nombre de la aplicación, 
versión, actividades que la componen, icono de la aplicación, permisos de accesos a recursos 
del dispositivo( Internet, gps, sensores…) y firmas. 
La estructura del fichero AndroidManifest es el siguiente: 
 
 
 
 
 
 
 
 
5.1.3 Directorio res 
Entre los principales directorios para desarrollar en Android está el “res”, en este directorio se 
almacenan los recursos que va a utilizar la aplicación durante su ejecución. Los ficheros 
almacenados en esta carpeta son externos al código en ejecución, se cargaran en la aplicación 
mediante llamadas en el código principal. En esta carpeta podemos encontrarnos ficheros .xml 
(almacenamiento de datos o estructuras) o .png (imágenes). 
 
 
 
 
 
 
 
A continuación se detallan los subdirectorios de recursos. 
 
<manifest xmlns:Android="http://schemas.Android.com/apk/res/Android" 
      package="portal.presentacion"> 
      <uses-permission Android:name="Android.permission.INTERNET"></uses-permission> 
    <application Android:icon="@drawable/icon"> 
        <activity Android:name=".portal" 
                  Android:label="@string/app_name">       
            <intent-filter> 
                <action Android:name="Android.intent.action.MAIN" /> 
                <category Android:name="Android.intent.category.LAUNCHER" /> 
            </intent-filter> 
        </activity> 
  <activity Android:name=".Lista" 
Android:label="@string/app_name"></activity> 
  <activity Android:name=".ListaMovimientos"  
Android:label="@string/app_name"></activity> 
     <activity Android:name=".PantallaLCredito"  
    </application> 
</manifest> 
5.1 Fichero AndroidManifest 
5.2 Contenido de la carpeta Resource 
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5.1.3.1 Directorio layouts 
Uno de los directorios que se crean junto con un proyecto Android es layouts. Este directorio 
contiene todos y cada uno de los layouts en formato .xml que se van a utilizar en la aplicación. 
Uno de ellos es el principal, suele llamarse main.xml y luego habrá mas según se necesiten. 
Una de las principales cosas a definir cuando construimos una interface de usuario es el 
ordenamiento que se tendrá de los componentes que queremos que se tenga de los 
componentes que queremos pintar. Por ejemplo podríamos definir que los componentes se 
agregaran de manera horizontal o vertical en una línea. También definirlos en un formato tabla 
controlado por la posición en columnas y filas. Todo ello se hace dentro de ficheros de este 
directorio. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
5.3 Estructura de las vistas 
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5.1.3.2 Directorio drawable 
Otro de los directorios que se debe crear es la carpeta drawable. En esta carpeta es donde se 
almacenarán las imágenes y los iconos de diseño de la aplicación. En esta carpeta estarán 
tanto las imágenes que se vayan a usar en la aplicación como puede ser el logotipo, imágenes 
de fondo o botones, como el icono de la aplicación dentro del móvil Android. En función de la 
resolución de la pantalla, puede darse el caso de existir tres directorios drawble, estos serán 
drawable-hdpi, drawable-ldpi o drawable-mdpi en función si los iconos son para cuando se 
ejecute la aplicación en alta, baja o media resolución. 
 
5.1.3.3 Directorio values  
Esta es otro directorio que se crea por defecto al hacer un nuevo proyecto, dentro de esta 
carpeta estarán los ficheros destinados a almacenar datos externos, los más importantes son: 
Fichero string.xml, en este fichero es donde se guardan los datos externos (variables), este 
fichero es fundamental para la internalización de la aplicación, dado que se pueden guardar los 
mensajes de la aplicación, y en el caso de querer traducirla a otro idioma bastaría con traducir 
el fichero string.xml. Otro de los ficheros que suele estar en este directorio es el style.xml, este 
fichero hace las fusiones de un CSS, podemos almacenar los diferentes estilos y separarlos del 
código fuente o de los layouts. 
 
5.1.4 Directorio SRC 
Otra de los principales directorios que se crean por defecto es “src”. En esta carpeta se incluye 
todo el código ejecutable, todos ellos .java. Dentro de esta carpeta las clases pueden estar 
ordenadas por Package (paquetes) para separar la estructura jerárquica de las clases. 
 
5.1.4.1 Activity  
Las Activities son piezas de código ejecutable van y vienen en el tiempo, iniciadas ya sea por el 
usuario o el sistema operativo y corren mientras sean necesitadas. 
La característica principal de un Activity es que pueden interactuar con el usuario, aunque 
también puede pedir datos o servicios de otras Activities por medio de Intents (las cuales 
discutiremos posteriormente). 
La mayor parte del código que se escriba para Android se ejecutara en el contexto de una 
Activity. 
En la mayoría de los casos cada Activity corresponde a una vista (por ejemplo una forma o una 
lista), eso significa que por cada pantalla debes crear un Activity, sin embargo no es requisito 
forzoso vincular la parte visual a una Activity lo cual nos permite crear Activities que solo 
corran en el en el background sin necesidad de Mostrar una Interfaz de Usuario. 
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5.1.5 Directorio gen 
En este directorio se encuentra el fichero R.java. Es un fichero generado y actualizado 
automáticamente por el sistema en el momento de pre-compilación. El archivo "R.java" es un 
índice a todos los recursos definidos en el proyecto. Esta clase sirve de abreviación al 
momento de referenciar cualquier recurso que hayas definido en tu proyecto. Esta 
característica resulta muy poderosa en combinación con las facilidades de autocompletación 
de Eclipse, porque te permite rápidamente e interactivamente localizar las referencias que 
estás buscando. 
Dado que es un fichero que se creara/actualiza automáticamente en pre-compilación, por lo 
general solo sirve a nivel informativo pero rara vez se suele modificar. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
public final class R { 
    public static final class attr { 
    } 
    public static final class color { 
        public static final int Fondo=0x7f040001; 
        public static final int fondomarca=0x7f040002; 
        public static final int menu=0x7f040000; 
    } 
    public static final class drawable { 
        public static final int activartarjeta=0x7f020000; 
        public static final int atras=0x7f020001; 
        public static final int bordeplano=0x7f020002; 
        public static final int bordeslayout=0x7f020003; 
        public static final int bordesrelleno=0x7f020004; 
        public static final int boton=0x7f020005; 
public static final int
5.4 Fichero R.java 
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5.1.6 Compilación y ejecución 
Una de las partes fundamentales del entorno de desarrollo es la ejecución y prueba de la 
aplicación. En este apartado nos centraremos en como ejecutar esta aplicación una vez 
finalizada tanto en entorno simulado (con posibilidad de debugar) o en un entorno real, tanto 
para hacer pruebas como incluso la exportación de la aplicación para producción. 
Además de las diferentes pruebas de formato y casos de uso que se verán en apartados 
posteriores, se realizaran pruebas de rendimiento, al ser un tema importante por el tipo de 
dispositivo en el que va a ser usado. 
A continuación se detallan las diferentes formas de ejecutar la aplicación y su finalidad. 
5.1.6.1 Ejecución con emulador 
Una vez finalizada la programación, podemos compilar y ejecutar haciendo clic en el icono 
“run” de la barra de tareas de eclipse. Con esta acción se compilará la aplicación y se lanzará el 
emulador instalado, dado que la ejecución del emulador es una tarea muy costosa suele tardar 
bastante, por lo que una vez ejecutado si queremos reinstalar la aplicación basta con volver a 
compilarla con la misma acción sin haber cerrado el emulador. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
5.5 Barra de menú Eclipse con opción Simulador 
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Usaremos el emulador para realizar pruebas generales del funcionamiento de la aplicación 
previa instalación en dispositivos reales. Las pruebas que se pueden realizar con el emulador 
pueden ser pruebas de formato y pruebas de casos de uso, incluso casos concretos para forzar 
los errores más comunes. 
Una vez comprobada la integridad de la aplicación, esta podrá ser instalada en un dispositivo 
real. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
5.6 Simulador Android versión 2.1 
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5.1.6.2 Ejecución con un dispositivo móvil Android 
Otra posible manera de hacer pruebas de la aplicación es sobre un dispositivo real Android. 
Para crear el fichero ejecutable debemos seleccionar el proyecto con el botón derecho y 
seleccionar Exportar, después de identificar el autor y sus datos se creará un fichero .apk. La 
extensión apk es un instalable para el sistema operativo Android, por lo que solo faltará 
copiarla al teléfono móvil para instalarlo. 
Al instalarlo nos pedirá autorización para la instalación mostrando los permisos requeridos por 
la aplicación (especificados en el fichero AndroidManifest.xml), una vez aceptadas se instalará 
la aplicación y aparecerá en el menú de aplicaciones. 
 
 
 
 
 
 
 
 
 
 
 
 
 
El dispositivo real que usaremos en este proyecto es un móvil HUAWEI U8110 con S.O. Android 
2.1 instalado. Este dispositivo nos permitirá realizar un juego de pruebas más profundo, se 
harán pruebas de formato, pruebas de diferentes casos de uso, y pruebas de rendimiento. Tal 
y como se ha comentado en apartados anteriores, la versión final que presentaremos de esta 
aplicación será un versión en PRE-PRODUCCION, al tratarse de un proyecto de investigación y 
no disponer de los permisos necesarios por la empresa para su uso en producción. Por lo tanto 
la versión instalada en el dispositivo real no podrá usar los servicios web, al estar estos 
instalados únicamente para uso en red local por motivos de seguridad. 
 
 
5.7 Móvil Android versión 2.1 
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5.2 Control de versiones 
Una herramienta muy importante para el desarrollo de un proyecto es el control de versiones, 
para ello hemos utilizado durante el proyecto hemos usado una versión de subversión 
diseñada para usarla con eclipse. 
Subversion es un sistema de control de versiones. Es software libre bajo una licencia de tipo 
Apache/BSD y se le conoce también como svn por ser el nombre de la herramienta utilizada en 
la línea de órdenes. 
Con Subversion se puede acceder al repositorio a través de redes, lo que le permite ser usado 
por personas que se encuentran en distintos ordenadores. En este proyecto ha sido 
especialmente útil, porque el proyecto ha sido desarrollado en diferentes ordenadores, 
recordemos que para programar y usar los servicios debíamos hacerlo en un ordenador en red 
local. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
5.9 un Commit  del proyecto(guardar nueva 
modificación) 
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5.3 Auditoria de trafico web 
Wireshark, antes conocido como Ethereal, es un analizador de protocolos utilizado para 
realizar análisis y solucionar problemas en redes de comunicaciones para desarrollo de 
software y protocolos, y como una herramienta didáctica para educación. Cuenta con todas las 
características estándar de un analizador de protocolos. 
Para nuestro proyecto, hemos tenido que analizar el tráfico de la red generado por la 
aplicación para comprobar el correcto funcionamiento y estudiar la optimización de los 
servicios web. 
Como hemos trabajado anteriormente con Ethereal en asignaturas anteriores, hemos optado 
por la nueva versión para usarla en este proyecto. 
Para analizar los servicios web, hemos habilitado un filtro para los paquetes http del puerto 
7115 (el que usan los servicios). 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
5.10 Vista de Wireshark 
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5.4 Prueba de servicios 
Soap UI es una herramienta de código abierto orientada a testear servicios web SOAP. A través 
del WSLD analiza la estructura, y crea una petición con la estructura deseada por el servidor. 
Hemos optado por esta herramieta por ser la que usa normalmente las personas del 
departamento de sistema para testear los servicios web. 
A continuación se muestra como se prueba el servicio de atentificación con la herramienta 
SOAP UI. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
5.11 Test servicio Atentificación con SOAP UI 
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5.5 Implementación dependiente Android 
En este apartado se  hablará del código desarrollado que tiene dependencia al estilo de 
programación y librerías del sistema operativo utilizado. Tal y como se ha comentado en el 
apartado de diseño, este código estará incluido únicamente en la capa presentación, para que 
si se deseara realizar la portabilidad a otros sistemas operativos, fuera de manera sencilla y 
clara la conversión de código. 
En esta capa, se encuentra la parte del código dedicada a la ejecución de las vistas y todas las 
clases relacionadas. 
5.5.1 Código fuentes de las vistas 
En este apartado se detallará la implementación de las vistas dependiente de código JAVA,  
para ello se han creado varias clases, cada clase se encarga de interactuar con el usuario tanto 
con las vistas como con los elementos táctiles de la pantalla. Estas clases se encuentran en la 
capa Presentación, donde va todo el código relacionado con la interfaz.  La principal función de 
estas clases es mostrar por pantalla la vista correctamente todos los elementos de esa vista, 
encargarse de recibir las peticiones del usuario por medio de la interfaz grafica y actualizar los 
datos cuando sea necesario. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
5.1 Contenido del Package Presentación 
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Para cargar datos de la carpeta Resource lo haremos a través de llamadas al fichero R, este es 
un fichero que contienen las direcciones a los elementos declarados en la carpeta Resource, 
este fichero se actualiza automáticamente en la pre-compilación.   
De esta manera, para cargar elementos de la carpeta resource lo haremos con la instrucción 
SetContentView() y para asociar una variable local a un objeto con findViewById(). 
 
 
 
 
 
 
 
 
De las clases de la capa presentación, podemos identificar tres tipos: 
5.5.1.1  Clases extendidas de Activity 
La mayoría de las clases son clases extendidas de la clase Activity de Android, esta clase cuenta 
con todas las operaciones relacionadas con el manejo de activity. Al hacer una extensión de la 
clase podemos usar las operaciones que necesitemos para el manejo de nuestra Activity (la 
vista). 
 
 
 
 
 
 
 
 
 
import Android.app.Activity; 
public class NombreClase extends Activity { 
5.3 Uso de extensión Activity 
private Button retorno; 
setContentView(R.layout.consultaextracto); 
retorno=(Button)findViewById(R.id.ret); 
5.2 Cargar vista y vincular objetos 
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5.5.1.2 Clases extendidas de ListActivity 
Estas clases son extenciones de otra clase de Android, ListActivity. Esta clase tiene las 
operaciones necesarias para el manejo de listas en dispositivos moviles, como el control de 
interrupciones de pantalla en la lista, el scroll o insertar elementos en listas. En este proyecto 
usaremos tres listas, una para seleccionar la fecha, como el caso de Consulta recibo  o 
consutamo movimientos, otro para seleccionar años diferentes y otro último para mostrar los 
movimientos de un contrato. 
 
 
 
 
 
 
 
5.5.1.3 Clases auxiliares 
Para el correcto uso de las clases implementadas, puede darse el caso de necesitar una clase 
auxiliar. En este proyecto usaremos dos clases llamadas Order.java y OrderAdapter.java, que 
las usaremos para crear el tipo de dato a mostrar en la lista de movimientos. 
 
 
 
 
 
 
 
 
 
 
 
 
import Android.app.ListActivity;; 
public class Lista extends ListActivity { 
5.4 Uso de extensión Activity 
import java.util.ArrayList; 
 
public class OrdenAdapter extends ArrayAdapter<Orden>{ 
5.5 Uso de extensión ArrayList 
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5.6 Implementación java 
Otra parte importante son las clases que son independientes de la arquitectura de la 
aplicación, estas clases forman el cuerpo y definen el funcionamiento general de la aplicación. 
Estas clases las separaremos en dos capas,  en función de su tarea. 
5.6.1 Capa dominio 
Esta capa está formada por una clase principal de control y otras clases auxiliares. A 
continuación se detalla cada uno de las clases como su función. 
5.6.1.1 Fichero de control de la capa dominio 
Dentro de la capa dominio, encontramos la clase DominioControl.java. Esta clase es la principal 
de la capa, la encargada de recibir y organizar las peticiones de la clase Presentación. Con cada 
petición esta clase deberá identificar qué tipo de información solicita la capa presentación y 
comprobar si se encuentra en la capa datos o si es necesario crear una petición SOAP para 
solicitarla al servidor.  En el caso de necesitar crear una petición SOAP, se ayudará de las clases 
SoapConstructor.java y esta a su vez de Cabecera.java y Cuerpo.java. 
Para una mayor eficiencia, esta capa deberá hacer una validación de la información 
almacenada en la capa datos antes de crear una petición SOAP, comprobará que la 
información existe y que esta actualizada. 
5.6.1.2 Ficheros auxiliares de la capa dominio 
Tal y como se refleja en el diagrama de clases del punto  4.2.1.2.1(diagrama de clases capa 
dominio), si la clase DominioControl.java lo necesitara, haría una petición a la clase 
SoapConstrucctor.java para crear una petición SOAP, habrá una función por cada una de las 
diferentes peticiones que podrá realizar la aplicación al servidor. La clase SoapConstructor.java 
se ayudará para crear la petición de las clases Cabecera.java y Cuerpo.java para crear la 
cabecera y el cuerpo del mensaje. 
5.6.2 Capa datos 
En esta capa debe implementar lo  relacionado con el acceso a datos externos y base de datos. 
Por la tipología de esta aplicación, al ser un programa de consulta y tratar con datos 
personales, se almacenaran únicamente los datos que puedan ser necesarios durante la 
ejecución de la aplicación (nunca el TPIN) y serán borrados al finalizar la sesión, esta capa 
servirá además para mediar la comunicación entre la aplicación y el IDP. La comunicación 
tanto de entrada como de salida se hace a través de SOAP (que se explicará en el apartado de 
tecnologías usadas). Para el desarrollo de esta capa se ha añadido biblioteca externa llamada 
KSOAP2, esta biblioteca se encarga de crear el fichero XML y de la comunicación con el 
servidor. 
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5.6.3 Clases de almacenamiento de datos 
Como se puede apreciar en la figura 4.2.1.3.1 (diagrama de clases capa datos), la capa dominio 
está formada por dos partes bien diferenciadas, en este apartado hablaremos de la estructura 
de almacenamiento de datos, clases DatosPersona.java, Productos.java y dependientes. 
La parte de almacenamiento guardará la información que vaya obteniendo de los servicios 
SOAP que puedan ser utilizados en un futuro, esta información puede ser necesaria por la 
aplicación, o para crear las peticiones para otros servicios SOAP. Los datos almacenados en la 
aplicación serán: 
• Datos personales 
o Datos necesarios para realizar las llamadas SOAP. 
o Datos que se puedan volver a necesitar. 
• Datos de productos 
La otra perte de la capa datos, es la encargada de hacer la comunicación con el servidor, aquí 
encontramos unicamente la clase Llamada.java. En esta clase se encuentran dos metodos, en 
función del tipo de servicio que se necesite, y principalmente se usan funciones de la librería 
importada KSOAP2. 
 
 
 
 
 
 
 
 
 
 
 
 
 public SoapObject calltem(SoapObject mensaje, String accion, String 
url, String método){ 
  SOAP_ACTION = accion; 
  URL = url; 
  NAMESPACE = "http://tempuri.org/"; 
  METHOD_NAME = metodo; 
  SoapSerializationEnvelope envelope = new 
SoapSerializationEnvelope(SoapEnvelope.VER11); 
  HttpTransportSE AndroidHttpTransport = new 
HttpTransportSE(URL); 
  SoapObject result = new SoapObject(NAMESPACE, METHOD_NAME); 
  try { 
   envelope.bodyOut = mensaje; 
   AndroidHttpTransport.call(SOAP_ACTION, envelope); 
   result=(SoapObject)envelope.getResponse(); 
  //control de erores durante la comunicación 
} catch (Exception e) { 
   e.printStackTrace(); 
  } 
  return result; 
 } 
5.6 Función de la clase Llamada.java 
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5.6.4  Clases externas 
SOAP es un protocolo estándar de comunicación para el intercambio de información 
estructurada en la aplicación de servicios web. El mensaje se envía en formato XML y la 
negociación y trasmisión se hace por HTTP. 
El mensaje XML consta de tres partes:  un sobre (envelope) que define lo que está en el 
mensaje y como procesarlo, una cabecera (Header) que contiene información específica de la 
aplicación como puede ser la autentificación, y el cuerpo (Body) donde se concentran toda la 
información de la comunicación. 
Para la comunicación a través de SOAP es importante que tanto el cliente como el servidor 
usen la misma estructura de mensaje SOAP para un servicio dado 
 
5.6.5 Comunicación por servicios SOAP 
Uno de los requisitos impuestos durante el análisis de este proyecto fue el modo en el cual la 
aplicación se iba a comunicar con el sistema central. Tal y como se ha comentado en el 
apartado de introducción, se ha desarrollando un conjunto de servicios web para dar soporte a 
las diferentes plataformas que están o se están desarrollando.  Para la comunicación de este 
proyecto utilizaremos un subconjunto de estos servicios en fase pre-producción, que están 
únicamente disponibles en red local. 
 
 
 
 
 
 
 
 
 
 
 
 
En cuanto a nuestra aplicación, en este apartado estudiaremos las diferentes posibilidades que 
tenemos para lograr que la aplicación se comunique con el servidor central. Android no 
proporciona ningún tipo de librería para SOAP por lo que las posibilidades son: 
5.7.1 Diagrama del sistema completo 
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• Implementar un sistema de creación de fichero XML y luego la comunicación por http, 
para ello deberíamos profundizar en las librerías de Android XmlPullParser para crear 
el fichero XML y luego el paquete org.apache.http para crear la comunicación entre la 
aplicación y el servidor. 
• Buscar una librería para java que disponga de los métodos necesarios para crear el 
fichero XML y hacer la comunicación por http. 
Después de analizar las diferentes posibilidades, hemos optado por la segunda opción, al ser 
esta opción más simple y segura, al ser unas librerías ya en funcionamiento para otras 
aplicaciones y por lo tanto probadas. Dentro de las librerías para SOAP, hemos encontrado 
KSOAP2 que es de código libre, está especialmente diseñada para aplicaciones móviles y 
probadas en Android.   
 
 
 Estas clases no aparecen en el diagrama de clases al no estar desarrolladas por nosotros, por 
lo tanto ser transparentes para la aplicación. La comunicación se hará a través de la clase 
“llamadas” de  la capa datos. 
 
 
 
 
 
 
 
 
 
 
 
 
Por parte de la empresa, se han facilitado los funcionales de los servicios necesarios para el 
funcionamiento de la aplicación. En estos documentos se explica  cual es la funcionalidad del 
servicio, cuales son los datos de entrada, los datos de salida, los posibles errores y la dirección 
al fichero WSDL del servicio. 
5.7.2 Packages importados. KSOAP2 
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WSDL describe la interfaz pública a los servicios Web. Está basado en XML y describe la forma 
de comunicación, es decir, los requisitos del protocolo y los formatos de los mensajes 
necesarios para interactuar con los servicios listados en su catálogo. Las operaciones y 
mensajes que soporta se describen en abstracto y se ligan después al protocolo concreto de 
red y al formato del mensaje. 
Antes de implementar el servicio dentro de la aplicación usaremos la herramienta SOAP UI 
para hacer pruebas con los servicios que vamos a usar, con la dirección WSDL obtendremos la 
estructura de la petición y de la respuesta. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Una vez hechas las pruebas con SOAP UI, debemos usar las librerías KSOAP2 para crear las 
peticiones con la misma estructura que detalla el fichero WSDL. La construcción del mensaje 
SOAP se hace a nivel de Dominio (clases SoapConstructor.java, Cabecera.java y Cuerpo.java), 
mientras que la comunicación se realiza a nivel Datos (clase Llamada.java).  Después de enviar 
la petición SOAP, la aplicación deberá esperar a recibir la respuesta del servicio, con la 
respuesta se deberá hacer el proceso inverso al que se ha hecho para el envío de la petición. 
<soap:Envelope xmlns:soap="http://www.w3.org/2003/05/soap-envelope" 
xmlns:tem="http://tempuri.org/"> 
   <soap:Header/> 
   <soap:Body> 
      <tem:AutentificacionUsuarioV2> 
         <tem:message> 
            <tem:branding></tem:branding> 
            <tem:idAplicacion>1</tem:idAplicacion> 
            <tem:idCanal>03</tem:idCanal> 
            <tem:idCliente></tem:idCliente> 
            <tem:idEmpresa>0006</tem:idEmpresa> 
            <tem:idPrescriptor></tem:idPrescriptor> 
            <tem:idProducto></tem:idProducto> 
            <tem:idUsuario>11111111H</tem:idUsuario> 
            <tem:lenguaje>es</tem:lenguaje> 
            <tem:TPIN2></tem:TPIN2> 
            <tem:idUnico>894564564</tem:idUnico> 
         </tem:message> 
         <tem:tipoDoc>NIF</tem:tipoDoc> 
         <tem:nifNie>12345678</tem:nifNie> 
         <tem:tpin>5678</tem:tpin> 
         <tem:tipoUsuario></tem:tipoUsuario> 
         <tem:cifEmpresa></tem:cifEmpresa> 
         <tem:centro></tem:centro> 
         <tem:autorizacion></tem:autorizacion> 
         <tem:telefrct></tem:telefrct> 
         <tem:telefcli></tem:telefcli> 
         <tem:inillam></tem:inillam> 
      </tem:AutentificacionUsuarioV2> 
   </soap:Body> 
</soap:Envelope> 
5.8 Estructura de petición SOAP 
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Primero se recibe el mensaje a través de la capa Datos y esta la envía a la capa  Dominio para 
que el mensaje sea descompuesto y se extraiga la información útil. En el caso de no estar 
disponible el servidor SOAP o que haya un error en la petición, la aplicación lanzará una 
expresión que será capturada en la capa Datos y gestionada en la capa Dominio. 
Usaremos un capturador de tráfico de red (en este caso Wireshark) para comprobar que 
estamos enviando la petición exactamente igual que en SOAP UI. 
 
 
A continuación se muestra una captura de una petición SOAP con Wireshark donde se muestra 
la estructura similar a la figura 5.8. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
5.9 Captura petición SOAP 
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5.7 Seguridad  
Al tratarse de un proyecto de empresa, nos hemos visto limitados a los requerimientos y 
permisos proporcionados, por lo que pese de a hacer un estudio de las diferentes tipos de 
amenazas, solo se han podido implementar las que dependan exclusivamente de la aplicación. 
A continuación analizamos cada uno de los puntos susceptibles a amenazas, por lo que 
expondremos las medidas optadas. 
• Autentificación Existe una serie de verificaciones que deben realizarse, ya sea de forma 
automática o manual, para asegurar que un usuario externo es válido y está 
autentificado. Estas verificaciones son las siguientes: 
• Identificación. Identificar a una persona como usuario de Finconsum según los 
datos que proporciona a canal (principalmente tipo y número de documento, NIF / 
NIE). 
• Autentificación. Comprobar que un usuario externo puede hacer uso de un canal 
determinado vía código de autorización (TPIN) o batería de preguntas. 
• Autorización. Retornar las prestaciones a las que está autorizado un usuario 
externo autentificado en un canal. 
El servicio de de autentificación de usuario que implementa los pasos de identificación, 
autenticación y autorización. En función del código de retorno de dicho servicio, la 
aplicación dará por autentificado o no a un usuario.  
• Bloqueo de usuario: Existirá un mecanismo que bloquee un usuario externo cuando 
realice de forma consecutiva tres intentos de autentificación con TPIN incorrecto. Para 
ello existirá un contador en el registro de usuario externo en el servidor que se 
incrementará cuando el usuario no se autentifique correctamente por TPIN erróneo y 
se reiniciará a 0 cuando el usuario se autentifique correctamente. 
• Caducidad de sesión: Una vez autentificado, se establece un tiempo máximo de 
inactividad tras el cual la aplicación se desconectará automáticamente. 
• Privacidad del Tpin: La contraseña de acceso debe ser conocida únicamente por el 
usuario, por lo que en el campo para introducir el Tpin no se mostrará el carácter real 
sino un carácter genérico (un punto       ). Además este dato será únicamente usado 
para la autentificación y no se guardará en la aplicación. 
• Introducción de datos: Uno de los puntos más vulnerables de una aplicación son los 
formularios de introducción de datos al poder a través del cual realizar sql injection o 
forzar errores de la aplicación. Para evitarlo, cada formulario de entrada deberá estar 
limitado al número de caracteres máximo permitido por definición, y además aceptará 
únicamente el tipo de datos especificado. Los datos almacenados en la aplicación 
siempre serán datos previamente validados por el servidor. 
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• Encriptación: Deberá existir una encriptación a nivel de transporte, en las llamadas a 
servicios que necesite consumir, así como en los datos de salida que genere el 
servidor.  
Dado que a los únicos servicios a lo que tenemos acceso son a los de fase pre-
producción, los servicios proporcionados no disponen de encriptación por parte del 
servidor, por lo que no hemos podido implementarla por en la parte cliente. En el caso 
que la aplicación fuera a pasar de pre-producción a producción se implementaría una 
capa de seguridad adicional que diera las garantías exigidas por la empresa. Pese a no 
poder implementar esta parte de seguridad, se ha hecho un análisis en profundidad de 
las diferentes medidas necesarias para establecer una comunicación segura en el 
punto 1.5.3.1 Seguridad SOAP. 
5.8 Internacionalización 
Actualmente la aplicación está diseñada en castellano, pero se ha desarrollado planteando la 
posibilidad de crearla en otros idiomas. El entorno de trabajo ya está pensado para separar el 
texto de la aplicación en el fichero string.xml(explicado en el apartado 5.1.3.3) y de esta 
manera conseguir la traducción completa de la aplicación traduciendo un único fichero. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
<?xml version="1.0" encoding="utf-8"?> 
<resources> 
    <string name="app_name">PortalFNC</string> 
   <!-- Textos pantalla datos persona --> 
    <string name="nombre">Nombre</string> 
    <string name="calle">Calle</string> 
    <string name="piso">Piso</string> 
    <string name="CP">CP</string> 
    <string name="poblacion">Poblacion</string> 
    <string name="Tfijo">Fijo</string> 
    <string name="Tmovil">Movil</string> 
    <string name="email">email</string> 
    <!-- Textos pantalla tarjeta --> 
    <string name="ntarjeta">Nº de tarjeta</string> 
    <string name="pientarjeta">(introduce los 4 ultimos 
numeros de tu tarjeta)</string> 
    <string name="fechacadu">Fecha de caducidad</string> 
    <string name="mes">Mes</string> 
    <string name="ano">Año</string> 
 
5.8 Estructura de petición SOAP 
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6. Seguimiento del proyecto 
En este apartado se explicará cómo se ha desarrollado las tareas del proyecto, explicando 
mejoras o problemas que ha habido durante el proyecto. 
6.1 Decisión del entorno 
En esta primera etapa, consciente en tomar la decisión del entorno de desarrollo del proyecto, 
donde en este caso se ha decantado por utilizar eclipse sobre plataforma Windows, por ser 
esta la utilizada en todos los equipos de la empresa. En un principio se había solicitado un 
Macintosh para desarrollar la aplicación para Iphone S.O. pero por la falta de presupuesto, se 
ha optado por Android. 
• Duración inicial: 1 mes 
• Duración final: 1mes 
6.2 Aprendizaje del entorno 
La segunda etapa es la correspondiente al aprendizaje del entorno, donde ha sido necesario 
aprender las características propias de Android y sus funcionalidades. 
• Duración inicial: 1 mes 
• Duración final: 1 mes. 
Análisis de requisitos 
La etapa de análisis de requisitos se ha demorado un poco más de lo previsto debido a las 
negociaciones con la empresa. 
• Duración inicial: 1 mes 
• Duración final: 1 mes 
6.3 Especificación 
 
La etapa de especificación va a ser un poco más larga de lo esperado, por las negociaciones 
con la empresa. 
• Duración inicial: 1 mes 
• Duración Final: 2 meses 
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6.4 Diseño 
Una de las etapas más importantes del proyecto es el diseño de la aplicación, en este caso en 
especial al ser en entornos nuevos para mí, como el diseño de las vistas o el diseño de la 
aplicación pensando en filosofía de las aplicaciones Android. 
Duración inicial: 2 meses 
Duración final: 2 meses 
 
 
6.5 Implementación 
Esta etapa de implementación ha sido la que ha tenido más cambios con respecto a la 
planificación inicial por diversos motivos. 
Los principales problemas e inconvenientes que ha habido en esta etapa han estado con la 
integración de los servicios SOAP con el resto de la aplicación y cuando se solicitaba material 
necesario para esta implementación, como un equipo en red local para desarrollo o los 
documentos funcionales de cada servicio. 
 
Duración inicial: 3 meses 
Duración final: 11 meses 
6.6 Pruebas  
Esta etapa se ha combinado con la última parte de implementación, al tener que hacer 
pequeñas modificaciones por los errores detectados durante las pruebas. Al ser una etapa tan 
importante para la calidad de la aplicación, se aumentado la duración de once semanas 
iniciales a tres meses. 
 
Duración inicial: 11 semanas  
Duración final: 3 meses 
6.7 Documentación  
Finalmente, la etapa de documentación ha sido una de las etapas más largas, dado que se 
extiende desde casi el comienzo del proyecto hasta el final, siendo al final mayor volumen de 
trabajo por acabar de concretar los puntos que abarca. 
Duración inicial: 6 meses 
Duración final: 15 meses 
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7. Desviación del proyecto 
A continuación se muestran el diagrama de Gantt de la previsión y el diagrama real del 
proyecto.  
 
 
 
 
 
 
 
Como se puede apreciar, ha habido una ampliación de las fases de implementación, pruebas y 
documentación, principalmente por la mala planificación de estas fases para el trabajo que 
conlleva y por las diferentes adversidades que hemos encontrado durante la implementación. 
Esto ha supuesto modificar la fecha prevista de entrega del proyecto de octubre de 2010 a 
junio de 2011 
7.1 Valoración económica  
En este proyecto ha habido tres tipos de roles, por un lado el analista y el programador, y por 
otro el jefe de proyecto. 
El rol de jefe de proyecto es el encargado de hacer la planificación, la negociación de las 
especificaciones y las tutorías. 
 
 
 
 
8.1 Diagrama de Gantt previo 
8.2 Diagrama de Gantt de proyecto 
Recursos Horas Precio/hora(€) Coste(€)
Jefe de proyecto 40 70 2.800
Analista 180 50 9.000
Programador 120 30 3.600
15.400Coste total del proyecto = 
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8. Conclusiones 
8.1 Posibles ampliaciones 
En el futuro  está previsto implementar la capa de seguridad necesaria para la puesta en 
marcha de la aplicación. Durante el proyecto no se ha llevado a cabo por ser una fase 
dependiente de agentes externos y en la actualidad los recursos se están dedicando 
principalmente a la implementación de los servicios y los diferentes canales. 
8.2 Contribución persona 
A nivel personal la creación de esta aplicación ha significado mucho para mí. Pienso que como 
estudiante de informática participar en el desarrollo de una aplicación para tecnologías 
innovadoras como para un teléfono móvil de última generación es algo que siempre gusta 
hacer. Con este proyecto hemos llegado más allá integrar esta tecnología con necesidades 
reales como en este caso y para ello integrando parte implementada (servicios web, 
proporcionados por la empresa) con código con diseño e implementación propia.  
Trabajar bajo la plataforma Android me ha parecido muy interesante, y sobre todo desde que 
dispongo de un móvil Android. Al ver la diversidad de aplicaciones de diferente tipo que hay, 
me ha parecido una buena idea crear mi primera aplicación, por este motivo, no descarto crear 
otras aplicaciones con esta plataforma o con otras similares como puede ser Iphone S.O. 
8.3 Contribución profesional 
Especialmente consideramos que este proyecto ha aportado un gran valor profesional de 
experiencia y conocimiento. Lo primero que tenemos que tener en cuenta es todo lo que 
conlleva un proyecto real para una empresa, empezando por en análisis de requisitos en 
función de las necesidades y luego con la negociación de requisitos, tiempos o utilidades. Por 
otro lado ha sido una experiencia comenzar un proyecto desde 0 y aprender una tecnología 
totalmente desconocida, ha sido todo un reto crear una planificación y llevarla a cabo con 
todos los inconvenientes desconocidos con los que nos hemos encontrado tanto por errores 
de programación y durante la integración de las clases externas, como por los retrasos por la 
burocracia de la empresa. 
 
 
Este proyecto hemos tocado todas las cosas importantes de un proyecto real, primero con la 
negociación de las especificaciones y requisitos, el diseño de las vistas y las funcionalidades y la 
implementación del código, con integración de código externo y 
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Anexo A. Manual de usuario 
En el siguiente manual se describe detalladamente el funcionamiento de la aplicación  para los 
diferentes casos de uso,  siendo posible su uso en dispositivos móviles con sistema operativo 
Android. 
A.1 Inicio de la aplicación  
Para poder acceder a la aplicación, se puede hacer a través del menú de Android, donde se 
encuentran todas las aplicaciones que tenemos instaladas en nuestro móvil, para ello le damos 
en el botón inferior de la pantalla principal (imagen A.1) o bien a la tecla Menú, una vez en el 
menú buscamos la aplicación portalFNC tal como se aprecia en la imagen A.2. Hacemos clic y 
se iniciará la aplicación. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
A.1 Pantalla principal Android A.2  Menú de aplicaciones Android 
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Al iniciar la aplicación veremos la pantalla de inicio (figura A.3) en la que se pide usuario y 
código secreto para acceder. En función si el usuario posee NIE o NIF debe seleccionar la 
opción correspondiente antes de la validación. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 Además hay una opción adicional por si el usuario no recuerda cual es su código de usuario o 
código secreto, en este caso se indicará el procedimiento para solicitar su código secreto o 
conocer su usuario. 
SI durante la autentificación se produce un error de identificación, validación o autentificación 
el sistema mostrará un mensaje de error indicando el procedimiento a seguir . 
 
 
 
 
 
A.3  Pantalla autentificación 
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A.2 Opciones de usuario 
La primera pantalla que aparece nada más entrar en la aplicación es la pantalla principal donde 
el usuario podrá elegir entre las diferentes operativas disponibles en función de los productos 
contratados.  Aparecerá una opción por producto  contratado (tarjeta y / línea de creidito) y 
otra opción general del usuario llamada Mis datos. 
 
 
 
 
 
 
 
 
A.3 Opción Mis datos 
Dentro de esta opción aparecen los datos personales del usuario autentificado, como nombre, 
apellidos, dirección y datos de contacto, si el usuario desea modificar algún dato puede 
hacerlo modificando el campo correspondiente y luego guardando los cambios en el botón 
inferior de la pantalla. 
 
 
 
 
 
 
 
 
 
 
A.4  Pantalla principal 
A.5 Pantalla de datos personales 
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A.4 Consulta Tarjeta 
Si el usuario tiene una tarjeta de crédito Ikea podrá realizar la siguiente operativa a través de la 
aplicación: 
• Activar su tarjeta (si no está activada) 
• Consultar los movimientos. 
• Consultar un extracto. 
• Consulta de disponible, dispuesto y límite. 
Para ello el usuario deberá seleccionar la opción deseada que se muestran en el menú de la 
imagen A.6. en el caso que la opción de Activar tarjeta no esté activada significa que la tarjeta 
ya se encuentra activa.  
Además podrá consultar el disponible, el límite de la tarjeta y el saldo dispuesto en la misma 
pantalla. 
 
 
 
 
 
 
 
 
 
 
 
 
 
Para activar la tarjeta, deberá seleccionar la opción de la pantalla de tarjeta y luego introducir 
los últimos cuatro dígitos de la nueva tarjeta y la fecha de caducidad para que se pueda validar 
la activación. Tal y como ocurre con otras formas de activar la tarjeta, el usuario puede solicitar 
recibir un nuevo PIN por carta, para ello deberá marcar la opción “Enviar pin” antes de 
activarla. 
A.6 Pantalla de tarjeta 
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Cuando el usuario quiera consultar sus movimientos, deberá seleccionar de que mes quiere 
consultarlo, para ello tras dar a la opción de consulta de movimientos aparecerá una lista con 
los meses del año en curso disponibles, en el caso de querer consultar movimientos de años 
anteriores deberá hacer clic en el botón “seleccionar año”, el procedimiento para seleccionar 
el año es similar que para el mes. 
 
 
 
 
 
 
 
 
 
 
Una vez seleccionado el mes, aparecerán los movimientos realizados con la tarjeta durante ese 
mes, ordenados por fecha valor del mismo. Se consideran movimientos todos los cargos y 
A.7 Pantalla activar tarjeta 
A.8 Selección mes A.9 Selección año 
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abonos efectuados por parte del usuario con su tarjeta, excluyéndose los recibos y 
regularizaciones.  
 
 
 
 
 
 
 
 
 
 
El usuario también puede consultar sus recibos con la opción “Consulta Extracto”, para la 
consulta se hará el mismo procedimiento que para la consulta de movimientos, seleccionar 
mes y año y mostrará la información correspondiente a ese mes. 
 
 
 
 
 
 
 
 
 
A.5 Consulta línea de crédito 
 
Un usuario con una línea de crédito dispondrá de las mismas opciones de consulta que un 
usuario de tarjeta de crédito, salvo la activación, al no aplicarse a este producto.  
 
A.10 Movimientos 
A.11 Recibo 
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Anexo B. Instalación del entorno de desarrollo 
  
A continuación se explicará como instalar SKD Android en un Windows XP, que es el entorno 
que se ha usado para este proyecto. 
Para poder desarrollar aplicaciones Android en el ordenador, es necesario instalar el siguiente 
software siguiendo el paso que se detallan a continuación. 
Requisitos 
Para instalar el SDK de Android, se necesita tener instalado uno de los siguientes Sistemas 
Operativos: 
• Windows XP, Vista o Windows 7. 
• Linux Ubuntu 8.04 o superior 
• Mac Os X 10.4.8 o superior 
Los entornos de desarrollo soportados son: 
• Eclipse 
o Eclipse 3.5 (galileo) o superior. 
o JDK 5 o superior (solo JRE no es suficiente). 
o SDK Android 
o Android Development Tools plugin (opcional). 
 
Instalación eclipse 
Una vez tenemos instalado el JDK necesario y comprobados los requerimientos del sistema, 
hace falta instalar un entorno de desarrollo para poder utilizar las herramientas de Android, en 
este caso usaremos eclipse, ya que es el más apropiado en este caso. 
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Para hacerlo, nos dirigiremos a la web de Eclipse para descargar la aplicación 
(http://www.eclipse.org/downloads), de aquí descargaremos  Eclipse IDE for java EE 
Developers y después lo instalaremos en nuestro ordenador. 
 
 
 
 
 
 
 
 
 
 
Instalación del SDK Android 
Lo primero que debemos hacer es descargar el SDK de Android de la web oficial 
(http://developer.Android.com/sdk/1.5_r2/index.html) y descargar la versión en función del 
Sistema operativo que vayamos a usar. 
 
 
 
B.1 Descarga de eclipse 
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Una vez descargado, descomprimimos el fichero, y lo colocamos en la carpeta deseada dentro 
de nuestro ordenador, y guardamos la ruta del director para añadirla mas adelante al PATH. 
Por defecto los ficheros SDK se descomprimen en una carpeta llamada 
Android_sdk_<plataforma>_<release>. El directorio contiene una copia local de la 
documentación así como los subdirectorios tools, add-ons y plataforms, entre otros. 
 
 
 
 
 
 
 
 
Y seguidamente añadimos la ruta de la carpeta Tools en el PATH del sistema para poder usar 
las aplicaciones. En Windows los pasos son los siguientes: 
En el escritorio hacemos clic con el botón derecho de ratón encima del icono de Mi PC, i 
seleccionamos propiedades. Una vez allí seleccionamos la pestaña Opciones Avanzadas y 
B.2 Descarga de SDK Android 
B.3 Carpeta del SDK Andoid 
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entramos en Variables de entorno, donde aparecerá una nueva ventana con las variables. 
Buscamos la variable llamada PATH y añadimos la ruta entera del directorio SKD. 
 
 
 
 
 
 
 
 
 
 
 
 
B.4 Instalacion del plugin ADT 
Android ofrece un plugin para eclipse llamado Android Development Tools (ADT), que esta 
diseñado para proporcionar un nuevo entorno de desarrollo para aplicaciones Android en 
eclipse.  
A continuación se explica como instalar ADT en eclipse 3.5: 
• Iniciar Eclipse e ir a la opción Help Software Updates. 
• En el dialogo que aparece, ir a la pestaña Available Software. 
• Apretar Add Site e introductir la dirección del ADT  https://dl-
ssl.google.com/Android/eclipse. 
• Una vez volvemos a la lista de software disponible, seleccionamos Developer Tools y le 
damos a instalar. 
• Seleccionamos Android DDMS y Android Development Tools en la siguiente pantalla y 
le damos a continuar hasta acabar la instalación. 
• Finalmente reiniciamos eclipse. 
Una vez reiniciado eclipse, solo falta añadir el directorio del SDK a las preferencias, lo haremos 
de la siguiente manera: 
B.4 Añadir PATH en Windows 
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• Selccionamos Windows preferentes y se abrirá la ventana de preferencias. 
• Vamos a Android en el menú izquierdo y en el campo SDK Location ponemos la ruta de 
nuestro SDK, podemos ayudarnos del botón Browser… para buscar la ruta del SDK. 
 
 
 
 
 
 
 
 
 
 
 
Por último, hace falta indicar a nuestro proyecto Android que SDK vamos a usar, para ello 
vamos a las propiedades del proyecto en Eclpse, y seleccionamos la versión de Android en 
deseamos usar. 
 
 
 
 
 
 
 
 
 
 
B.5 añadir SDK a eclipse 
B.6 Seleccionar versión de SDK 
