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Interfaz: El término interfaz en los routers Cisco se refiere a un conector físico en el router 
cuyo principal propósito es recibir y enviar paquetes. Los routers tienen muchas interfaces 
que se usan para conectarse a múltiples redes 
 
Router: El término de origen inglés router puede ser traducido al español como enrutador 
o ruteador, aunque en ocasiones también se lo menciona como direccionador. Se trata de 
un producto de hardware que permite interconectar computadoras que funcionan en el 
marco de una red. 
 
Switch: es un dispositivo que permite que la conexión de computadoras y periféricos a la 
red para que puedan comunicarse entre sí y con otras redes. 
 
 
EIGRP: IGRP es utilizado en redes TCP/IP y de Interconexión de Sistemas Abierto (OSI) 
como un protocolo de enrutamiento del tipo vector distancia avanzado, propiedad de 




OSPF: Open Shortest Path First (OSPF), Abrir el camino más corto primero en español, 
es un protocolo de red para encaminamiento jerárquico de pasarela interior o Interior 
Gateway Protocol (IGP), que usa el algoritmo Dijkstra, para calcular la ruta más corta entre 








En este trabajo se presenta el desarrollo de dos escenarios diseñados para poner en 
práctica lo aprendido durante el desarrollo del diplomado de profundización cisco, siendo 
este de gran ayuda en el área de la electrónica. En cada uno de los escenarios se requiere 
realizar configuraciones con el fin de usar el protocolo que permita que el enrutamiento 
sea lo más eficiente y efectivo, ya que la certificación Cisco Certified Network Professional 
(CCNP) enrutamiento y conmutación, valida la capacidad de planificar, implementar, 
verificar y solucionar problemas de redes empresariales locales y de área amplia.  
 
En el primer escenario se presenta la configuración de las interfaces de acuerdo a los 
protocolos de enrutamiento EIGRP y OSPF, se solicita crear las diferentes loopback, 
teniendo en cuenta el direccionamiento ip, se analiza la tabla de enrutamiento y se 
comprueba la conexión. 
 
En el segundo escenario se expone la situación de una empresa de comunicaciones que 
presenta una estructura Core acorde a la topología de red, en donde el estudiante será el 
administrador de la red, el cual deberá configurar e interconectar entre sí cada uno de los 
dispositivos que forman parte del escenario, acorde con los lineamientos establecidos para 
















In this work, the development of two scenarios designed to put into practice what was 
learned during the development of the Cisco in-depth diploma course is presented, this 
being of great help in the area of electronics. In each of the scenarios, configurations are 
required in order to use the protocol that allows the routing to be the most efficient and 
effective. The Cisco Certified Network Professional (CCNP) Routing and Switching 
certification validates the ability to plan, implement, verify, and troubleshoot local and wide 
area enterprise networking. 
 
In the first scenario, the configuration of the interfaces is presented according to the EIGRP 
and OSPF routing protocols, it is requested to create the different loopbacks, taking into 
account the IP addressing, the routing table is analyzed and the connection is checked. 
 
In the second scenario, the situation of a communications company that presents a Core 
structure according to the network topology is exposed, where the student will be the 
network administrator, who must configure and interconnect each of the devices that are 
part of the scenario, in accordance with the guidelines established for IP addressing, 
















El enrutamiento no es otra cosa que instrucciones para ir de una red a otra. Estas 
instrucciones, también conocidas como rutas, pueden ser dadas a un router por otro de 
forma dinámica, o pueden ser asignadas al router por el administrador de forma estática. 
Los protocolos de enrutamiento dinámico se han usado en redes desde comienzos de la 
década del ochenta. La primera versión de RIP se lanzó en 1982, pero algunos de los 
algoritmos básicos dentro del protocolo ya se usaban en ARPANET en 1969. 
 
En el primer escenario se requiere la configuración de las interfaces de acuerdo a los 
protocolos de enrutamiento EIGRP y OSPF, se solicita crear las diferentes loopback, 
teniendo en cuenta el direccionamiento ip, se analiza la tabla de enrutamiento y se 
comprueba la conexión. 
 
En el segundo escenario se expone la situación de una empresa de comunicaciones que 
presenta una estructura Core acorde a la topología de red, en donde el estudiante será el 
administrador de la red, el cual deberá configurar e interconectar entre sí cada uno de los 
dispositivos que forman parte del escenario, acorde con los lineamientos establecidos para 



































1.1. Aplique las configuraciones iniciales y los protocolos de enrutamiento para 
los routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en los 
routers. Configurar las interfaces con las direcciones que se muestran en la 




Se procede a configurar cada uno de los enrutadores. 1, 2, 3, 4, 5 
Se asignan nombre y protocolos de comunicación mediante EIGRP que fueron 
asignados. 
 





Router>enable Ingreso a modo privilegiado 
Router#configure terminal Ingreso a modo de configuración 
Router(config)#hostname R1 Asigno nombre al router 




R1(config-router)#router-id 1.1.1.1 Identifico el router 
R1(config-router)#network 10.113.12.0 255.255.255.0 area 5 
R1(config-router)#exit 
R1(config)#interface s1/0 Configuro interfaz serial 0 
R1(config-if)#description to R2 
R1(config-if) #clock rate 64000 
R1(config-if)#ip address 10.103.12.1 255.255.255.0 
R1(config-if)# no shutdown 
 
 
















Router#configure terminal Ingreso a modo de configuración 
Router(config)#hostname R2 Asigno nombre al router 
R2(config)#router ospf 1 
R2(config-router)#router-id 2.2.2.2 Identifico el router 
R2(config-router)#network 10.113.12.0 255.255.255.0 area 5  
R2(config-router)#network 10.113.13.0 255.255.255.0 area 5 
R2(config-router)#exit 
R2(config)#interface s1/0 Configuro interfaz serial 0 
R2(config-if)description to R1 
R2(config-if)#ip address 10.113.12.2 255.255.255.0 
R2(config-if)# no shutdown 
R2(config-router)#exit 
R2(config)#interface s1/1 Configuro interfaz serial 1 
R2(config-if)description to R3 
R2(config-if) #clock rate 64000 
R2(config-if)#ip address 10.113.13.1 255.255.255.0 
R2(config-if)# no shutdown 
 
 
Se verifica la configuracion del router R2 usando el commando show running-config 
 
 








Router>enable Ingreso a modo privilegiado 
Router#configure terminal Ingreso a modo de configuración 
Router(config)#hostname R3 Asigno nombre al router 
R3(config)#router ospf 1 
R3(config-router)#router-id 3.3.3.3 Identifico el router  
R3(config-router)#network 10.113.13.0 255.255.255.0 area 5 
R3(config-router)#exit 
R3(config)#router eigrp 15 
R3(config-router)#network 172.19.34.0 
R3(config-router)#exit 
R3(config)#interface s1/0 Configuro interfaz serial 0 
R3(config-if)description to R2 
R3(config-if)#ip address 10.113.13.2 255.255.255.0 
R3(config-if)# no shutdown 
R3(config-if)#exit 
R3(config)#interface s1/1 Configuro interfaz serial 1 
R3(config-if)description to R4 
R3(config-if) #clock rate 64000 
R3(config-if)#ip address 172.19.34.1  255.255.255.0 
R3(config-if)# no shutdown 
 
Se verifica la configuracion del router R3 usando el commando show running-config 
 
 









Router>enable Ingreso a modo privilegiado 
Router#configure terminal Ingreso a modo de configuración 
Router(config)#hostname R4                  Asigno nombre al router 
R4(config)#router eigrp 15 
R4(config-router)#network 172.19.34.0            se define la red 
R4(config-router)#network 172.19.45.0            se define la red 
R4(config-router)#exit 
R4(config)#interface s1/0 Configuro interfaz serial 0 
R4(config-if)description to R3 
R4(config-if) #clock rate 64000 
R4(config-if)#ip address 172.19.34.2  255.255.255.0     se asigna la ip y la masc 
R4(config-if)# no shutdown 
R4(config-router)#exit 
R4(config)#interface s1/1 Configuro interfaz serial 1 
R4(config-if)description to R5 
R4(config-if)#ip address 172.19.45.1   255.255.255.0 
R4(config-if)# no shutdown 
 
Se verifica la configuracion del router R4 usando el commando show running-config 
 
 









R5#enable Ingreso a modo privilegiado 
R5#configure terminal Ingreso a modo de configuración 
R5(config)#hostname R4                             Asigno nombre al router 
R5(config)#router eigrp 15 
R5(config-router)#network 172.19.45.0 
R5(config-router)#exit 
R5(config)#interface s1/0 Configuro interfaz serial 0  
R5(config-if) #description to R4 
R5(config-if)#ip address 172.19.45.2   255.255.255.0 
R5(config-if)# no shutdown 
 











1.2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación de 




R1#enable Ingreso a modo privilegiado 
R1#configure terminal Ingreso a modo de configuración 
R1(config)# interface loopback 1 interface de bucle invert 
R1(config-if)#ip address 10.1.0.1 255.255.252.0 
R1(config-if)#exit 
R1(config)# interface loopback 2 interface de bucle invert 
R1(config-if)#ip address 10.1.4.1 255.255.252.0 
R1(config-if)#exit 
R1(config)# interface loopback 3 interface de bucle invert 
R1(config-if)#ip address 10.1.8.1 255.255.252.0 
R1(config-if)#exit 
R1(config)# interface loopback 4 interface de bucle invert 





1.3 Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación de 
direcciones 172.5.0.0/22 y configure esas interfaces para participar en el Sistema 






R5#enable Ingreso a modo privilegiado 
R5#configure terminal Ingreso a modo de configuración 
R5(config)# interface loopback 1 interface de bucle invert 
R5(config-if)#ip address 172.5.0.1 255.255.252.0 
R5(config-if)#exit 
R5(config)# interface loopback 2 interface de bucle invert 
R5(config-if)#ip address 172.5.4.1 255.255.252.0 
R5(config-if)#exit 
R5(config)# interface loopback 3 interface de bucle invert 
R5(config-if)#ip address 172.5.8.1 255.255.252.0 
R5(config-if)#exit 
R5(config)# interface loopback 4 interface de bucle invert 
R5(config-if)#ip address 172.5.12.1 255.255.252.0 
R5(config-if)#exit 




       R5(config-router)#auto-summary 
       R5(config-router)#network 172.5.0.0 0.0.3.255 
       R5(config-router)#network 172.19.45.0 0.0.0.255 
 
 
       R5(config-router)#exit 
       R5(config)#end 




1.4 Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo las 


















1.5 Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 50000 y 
luego redistribuya las rutas OSPF en EIGRP usando un ancho de banda T1 y 20,000 










R3(config)#router eigrp 15  








R3(config)#router ospf 1  
R3(config-router)#log-adjacencychanges  
R3(config-router)#redistribute eigrp 15 subnets  
R3(config-router)#exit  
R3(config)#router eigrp 15  





















1.6 Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen en su tabla 





Figura 9: comando show ip route en R1 
Fuente : Propia. 
 
 









Una empresa de comunicaciones presenta una estructura Core acorde a la topología de 
red, en donde el estudiante será el administrador de la red, el cual deberá configurar e 
interconectar entre sí cada uno de los dispositivos que forman parte del escenario, acorde 
con los lineamientos establecidos para el direccionamiento IP, etherchannels, VLANs y 

























Figura 12: Topología escenario 2 en packet tracer 
Fuente: Propia. 
 
Parte 1: Configurar la red de acuerdo con las especificaciones. 
 
 





Switch #conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 







Switch #conf t 











Switch #conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 







Switch #conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 





b.  Asignar un nombre a cada switch acorde con el escenario establecido.  
 
 


















































1) La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando LACP. 






Enter configuration commands, one per line.  End with CNTL/Z. 
DLS1(config)#int range F0/11-12 
DLS1(config-if-range)#no switchport 




Enter configuration commands, one per line.  End with CNTL/Z. 











Enter configuration commands, one per line.  End with CNTL/Z. 
DLS1(config)#int range F0/9-10 
DLS1(config-if-range)#no switchport 








Enter configuration commands, one per line.  End with CNTL/Z. 
DLS2(config)#int range f0/11-12 
DLS2(config-if-range)#no switchport 
DLS2(config-if-range)#channel-group 12 mode active 





Enter configuration commands, one per line.  End with CNTL/Z. 
DLS2(config)#int range F0/7-8 
DLS2(config-if-range)#no switchport 
DLS2(config-if-range)#channel-group 2 mode active 
DLS2(config-if-range)#no shut 





Enter configuration commands, one per line.  End with CNTL/Z. 
DLS2(config)#int range F0/9-10 
DLS2(config-if-range)#no switchport 
DLS2(config-if-range)#channel-group 3 mode active 
DLS2(config-if-range)#no shut 
Creating a port-channel interface Port-channel 3 
 
DLS2(config-if-range)# 





%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/9, changed state to 
up 
 
%LINK-5-CHANGED: Interface FastEthernet0/10, changed state to up 
 








Enter configuration commands, one per line.  End with CNTL/Z. 
ALS1(config)#int range f0/9-10 
ALS1(config-if-range)#no switchport 
% Incomplete command. 
ALS1(config-if-range)#channel-group 3 mode desirable 
ALS1(config-if-range)#no shut 
ALS1(config-if-range)# 
Creating a port-channel interface Port-channel 3 
 
ALS1#conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 
ALS1(config)#int range f0/7-8 
ALS1(config-if-range)#no switchport 
% Incomplete command. 
ALS1(config-if-range)#channel-group 1 mode desirable 
ALS1(config-if-range)#no shut 
ALS1(config-if-range)# 







Enter configuration commands, one per line.  End with CNTL/Z. 
ALS2(config)#int range f0/9-10 
ALS2(config-if-range)#no switchport 
ALS2(config-if-range)#channel-group 4 mode desirable 
ALS2(config-if-range)#no shut 






Enter configuration commands, one per line.  End with CNTL/Z. 
ALS2(config)#int range f0/7-8 
ALS2(config-if-range)#no switchport 
ALS2(config-if-range)#channel-group 2 mode desirable 
ALS2(config-if-range)#no shut 
ALS2(config-if-range)# 
Creating a port-channel interface Port-channel 2 
 
 




Enter configuration commands, one per line.  End with CNTL/Z. 
DLS1(config)#int port-channel 12 








Enter configuration commands, one per line.  End with CNTL/Z. 
DLS2(config)#int port-channel 12 




%SYS-5-CONFIG_I: Configured from console by console 
 
 




Enter configuration commands, one per line.  End with CNTL/Z. 
DLS1(config)#int range f0/7-8 
DLS1(config-if-range)#no sw 
DLS1(config-if-range)#channel-protocol lacp 
DLS1(config-if-range)#channel-group 1 mode active 
DLS1(config-if-range)# 






%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/7, changed state to 
up 
 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/8, changed state to 
down 
 






Enter configuration commands, one per line.  End with CNTL/Z. 
DLS2(config)#int range f0/7-8 
DLS2(config-if-range)#no switchport 
DLS2(config-if-range)#channel-protocol lacp 
DLS2(config-if-range)#channel-group 2 mode active 




%LINK-5-CHANGED: Interface FastEthernet0/7, changed state to up 
 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/7, changed state to 
up 
 
%LINK-5-CHANGED: Interface FastEthernet0/8, changed state to up 
 







Enter configuration commands, one per line.  End with CNTL/Z. 
ALS1(config)#int range f0/7-8 
ALS1(config-if-range)#no sw 
ALS1(config-if-range)#channel-protocol lacp 











Enter configuration commands, one per line.  End with CNTL/Z. 
ALS2(config)#int range f0/7-8 
ALS2(config-if-range)#no sw 
ALS2(config-if-range)#channel-protocol lacp 










Enter configuration commands, one per line. End with CNTL/Z. 
DLS1(config)#int range f0/9-10 
DLS1(config-if-range)#channel-protocol pagp 






Enter configuration commands, one per line. End with CNTL/Z. 
DLS2(config)#int range f0/9-10 
DLS2(config-if-range)#channel-protocol pagp 







Enter configuration commands, one per line. End with CNTL/Z. 





ALS2# conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 





ALS2(config-if-range)#channel-group 4 mode desirable 
ALS2(config-if-range)#no shut 
ALS2(config-if-range)# 
Creating a port-channel interface Port-channel 4 
 
 





Enter configuration commands, one per line.  End with CNTL/Z. 
DLS1(config)#interface Po1 
DLS1(config-if)#switchport trunk native vlan 500 
DLS1(config-if)#exit 
DLS1(config)#interface Po4 
DLS1(config-if)#switchport trunk native vlan 500 
DLS1(config-if)#end 
DLS1#copy running-config startup-config 
%SYS-5-CONFIG_I: Configured from console by console 
 









Enter configuration commands, one per line.  End with CNTL/Z. 
DLS2(config)#interface Po2 
DLS2(config-if)#switchport trunk native vlan 500 
DLS2(config-if)#exit 
DLS2(config)#interface Po3 
DLS2(config-if)#switchport trunk native vlan 500 
DLS2(config-if)#end 
DLS2#copy running-config startup-config 
%SYS-5-CONFIG_I: Configured from console by console 
 









Enter configuration commands, one per line.  End with CNTL/Z. 
ALS1(config)#interface Po1 
ALS1(config-if)#switchport trunk native vlan 500 
ALS1(config-if)#exit 
ALS1(config)#interface Po3 
ALS1(config-if)#switchport trunk native vlan 500 
ALS1(config-if)#end 
ALS1#copy running-config startup-config 
%SYS-5-CONFIG_I: Configured from console by console 
 









Enter configuration commands, one per line.  End with CNTL/Z. 
ALS2(config)#interface Po2 
ALS2(config-if)#switchport trunk native vlan 500 
ALS2(config-if)#exit 
ALS2(config)#interface Po4 
ALS2(config-if)#switchport trunk native vlan 500 
ALS2(config-if)#end 
ALS2#copy running-config startup-config 
Destination filename [startup-config]?  


















d. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3 
 
 





Enter configuration commands, one per line. End with CNTL/Z. 
DLS1(config)#vtp domain CISCO 
DLS1(config)#vtp pass ccnp321 




Enter configuration commands, one per line.  End with CNTL/Z. 
ALS1(config)#vtp domain CISCO 
Changing VTP domain name from NULL to CISCO 
ALS1(config)#vtp pass ccnp321 





Enter configuration commands, one per line. End with CNTL/Z. 
ALS2(config)#vtp domain CISCO 
Changing VTP domain name from NULL to CISCO 
ALS2(config)#vtp pass ccnp321 







2) Configurar DLS1 como servidor principal para las VLAN. 
 
DLS1#conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 
DLS1(config)#vtp mode server 








3) Configurar ALS1 y ALS2 como clientes VTP. 
 
ALS1#conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 
ALS1(config)#vtp mode client 




Enter configuration commands, one per line.  End with CNTL/Z. 
ALS2(config)#vtp mode client 























VLAN_CREATE_FAIL: Failed to create VLANs 1111 : extended VLAN(s) not allowed in 



























Enter configuration commands, one per line.  End with CNTL/Z. 
DLS2(config)#vlan 434 
DLS2(config-vlan)#state suspend 
                  ^ 







g. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, y 




Enter configuration commands, one per line.  End with CNTL/Z. 
DLS2(config)#vtp version 2 
DLS2(config)#vtp mode transparent 






































Enter configuration commands, one per line.  End with CNTL/Z. 
DLS2(config)#vlan 434 
DLS2(config-vlan)#state suspend 
                  ^ 
% Invalid input detected at ' '̂ marker. 
  
DLS2(config-vlan)#exit 










i.  En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de 
PRODUCCION no podrá estar disponible en cualquier otro Switch de la red. 
 
DLS2#conf term 






j. Configurar DLS1 como Spanning tree root para las VLAN 1, 12, 434, 500, 




Enter configuration commands, one per line.  End with CNTL/Z. 
DLS1(config)#spanning-tree vlan 1,12,434,500,101,111,345 root primary 




k. Configurar DLS2 como Spanning tree root para las VLAN 123 y 234 y como 
una raíz secundaria para las VLAN 12, 434, 500, 1010, 1111 y 3456. 
 
DLS2#conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 
DLS2(config)#spanning-tree vlan 123,234 root primary 
DLS2(config)#spanning-tree vlan 1,12,434,500,101,111,345 root secondary 
DLS2(config)# 
 
l. Configurar todos los puertos como troncales de tal forma que solamente las 
VLAN que se han creado se les permitirá circular a través de éstos puertos. 
 
DLS1#conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 
DLS1(config)#int range f0/7-12 
DLS1(config-if-range)#switchport trunk allowed vlan 12,123,234,500,101,111,345 
                                 ^ 










m. Configurar las siguientes interfaces como puertos de acceso, asignados a 




Tabla 2: Asignación de Vlan  
 
DLS1#conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 
DLS1(config)#int f0/6 











Enter configuration commands, one per line.  End with CNTL/Z. 
DLS2(config)#int f0/6 
DLS2(config-if)#switchport access vlan 12 





DLS2(config-if)#switchport access vlan 111 
DLS2(config-if)#no shut 
 
%LINK-5-CHANGED: Interface FastEthernet0/15, changed state to down 
DLS2(config-if)#exit 
DLS2(config)#int range f0/16-18 
DLS2(config-if-range)#switchport access vlan 123 
DLS2(config-if-range)#switchport access vlan 101 
DLS2(config-if-range)#no shu 











Enter configuration commands, one per line.  End with CNTL/Z. 
ALS1(config)#int f0/6 
ALS1(config-if)#switchport access vlan 123 




%LINK-5-CHANGED: Interface FastEthernet0/6, changed state to up 
 












Enter configuration commands, one per line.  End with CNTL/Z. 
ALS2(config)#int f0/6 


















Parte 2: conectividad de red de prueba y las opciones configuradas. 
 
a. Verificar la existencia de las VLAN correctas en todos los switches y la asignación 

























Figura 17: Comando Show vtp status en DLS1 
 
 







Figura 19: Verificación de la interfaces en DLS2 
 
b. Verificar que el EtherChannel entre DLS1 y ALS1 está configurado correctamente 
 
 





Figura 21: Comando show etherchanel en ALS1 
 
 
c. Verificar la configuración de Spanning tree entre DLS1 o DLS2 para cada VLAN. 
 
 




































El protocolo LCAP permite que a través del uso de los puertos necesarios se garantice el 
buen uso y el aprovechamiento del ancho de banda. 
 
 
Para dar solución a una situación problemática en redes de comunicación es de vital 
importancia conocer la topología de dicha rede y conocer las ventajas y desventajas de 
los protocolos usados. 
 
Durante el diplomado de profundización cisco CCNP, se ha adquirido la capacidad y el 
conocimiento para administrar y configurar los dispositivos de Networking en los diseños 
de redes de conmutación, también para establecer niveles de seguridad en una 
red. 
 
Después de desarrollar la anterior actividad se logra un avance muy significativo en lo 
concerniente a la configuración de router y Switch a través del uso de simuladores tales 
como packet tracer y gns3, teniendo en cuanta que algunos comandos no son soportados 
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