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ANALISIS PENCEGAHAN DAN PENDETEKSIAN RISIKO-RISIKO 
OPERASIONAL PERUSAHAAN BERDASARKAN COSO INTERNAL 







Penelitian ini bertujuan untuk mengetahui risiko-risiko operasional di dalam 
perusahaan serta bagaimana tindakan preventif dan detektif perusahaan terhadap 
risiko-risiko tersebut berdasarkan aspek atau elemen pengendalian internal yang 
diterbitkan oleh COSO. Pemilihan responden menggunakan purposive sampling 
yang merupakan perwakilan dari masing-masing unit bisnis perusahaan 
penelitian. Analisis data dalam penelitian ini dilakukan secara deskriptif dan 
kualitatif. Analisis dengan kualitatif berarti menganalisis secara mendalam 
berdasarkan kajian teori yang berlaku serta pengumpulan data dan informasi yang 
didapat dari perusahaan (responden). 
 
Lima komponen COSO Internal Control Integrated Framework meliputi 
lingkungan pengendalian (control environment), penaksiran risiko (risk 
assessment), aktivitas pengendalian (control activities), pemrosesan informasi dan 
komunikasi (information processing and communication), dan pemantauan 
(monitoring). Kelima komponen pengendalian internal tersebut dianalisis 
berdasarkan data empiris dari identifikasi risiko-risiko operasional di PT XYZ.. 
 
Berdasarkan hasil analisis yang telah dilakukan, ditemukan bahwa PT XYZ 
memiliki risiko-risiko operasional yang cukup signifikan dan dapat 
mempengaruhi kinerja perusahaan. Kelemahan pada sistem pengendalian internal 
yang diterapkan oleh unit manajemen menjadi faktor utamanya. Oleh sebab itu, 
belum ditemukan tindakan preventif dan detektif yang memadai di PT XYZ guna 
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ANALYSIS PREVENTION AND DETECTION OF CORPORATE 
OPERATIONAL RISKS BASED ON CONTROL INTEGRATED 
FRAMEWORK (CASE STUDY PT. XYZ) 






This research aimed to analyzes and determine the corporate operational risks 
and how the corporate management response to prevent and detect each risks 
according to elements of COSO Internal Control Integrated Framework. 
Respondents selected using purposive sampling criteria. Data analysis was done 
by descriptive and qualitative. Qualitative analysis means depth analyzing with 
theory as well as the collection of data and information obtained from the 
company (respondents) 
 
COSO Internal Control Integrated Framework consists of five components such 
as control environment, risk assessment, control activities, information 
processing, and communication, and monitoring. These components were 
analyzed according to empirical data/information from operational risks 
identification in PT XYZ.  
Based on the research result, it was found that PT XYZ had significantly 
operational risks and could affect the company’s performance. The primary factor 
is weakness of management unit to implement internal control system. Therefore, 
PT XYZ still had not adequately preventive and detective measures to support 
company’s internal control. 
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