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Abstract
In offices, archive lockers are a place for important documents that are archived
regularly with neatly arranged so as to facilitate the work of an archivist to search
documents if it is needed. In this research, face recognition or face detection is
implemented as an archive locker security system. The archive locker will work,
when the archiver activate the system by entering the username and password to
open face detection system on the automatic locker system. After the activation of
the system has been approved, the face detection system will work, when this face
detection system can detect the owner face of the archive locker, the locker will
open automatically. When the owner of the locker has finished placing or retrieving
the document, he clicks the button to close the archive locker automatically. The
farther distance of the face detection, the more stable FPS is done by both methods.
At a distance of 50 cm the fps value between uses the Fisherface method the same
as LBPH method (stable), but at a distance of 40 cm, face detection using LBPH
method detects faster than the Fisherface method. The Fisherface method has a
greater angle range compared to LBPH method, term using fisherface are 600, 650,
700, 750, 1100, 1150, and 1200 where at that angle can still do face recognition. The
error generated in the testing of the whole system is 3.2% with an accuracy value
of 6.8%.
Keywords: Archive Security, Fisherface Method, Face Detection.
Abstrak
Pada dunia perkantoran, loker arsip merupakan tempat untuk meletakkan
dokumen-dokumen penting yang diarsipkan secara berkala dengan tersusun rapi
agar lebih memudahkan pekerjaan seorang arsiparis untuk pencarian dokumen
jika dibutuhkan kembali. Pada penelitian ini diimplementasikan face recognition
atau pendeteksian wajah sebagai sistem keamanan loker arsip. Loker arsip akan
bekerja, ketika arsiparis melakukan aktivasi sistem terlebih dahulu dengan
memasukan pin username dan password untuk membuka sistem pendeteksian
wajah pada sistem loker otomatis. Setelah aktivasi sistem telah disetujui maka
sistem pendeteksian wajah akan bekerja, ketika sistem pendeteksian wajah ini
dapat mendeteksi wajah pemilik loker arsip tersebut, maka loker akan terbuka
secara otomatis. Ketika pemilik loker selesai meletakkan atau mengambil dokumen,
maka pemilik loker mengklik button untuk menutup loker arsip secara otomatis.
Semakin jauh jarak pendeteksian wajah, maka semakin stabil fps yang dilakukan
oleh kedua metode. Pada jarak 50 cm nilai fps antara menggunakan metode
Fisherface dengan metode LBPH sama (stabil), namun pada jarak 40 cm,
pendeteksian wajah dengan Metode LBPH lebih cepat mendeteksi dibandingkan




dengan metode Fisherface. Metode Fisherface memiliki jangkauan sudut yang
lebih besar dibandingkan dengan menggunakan Metode LBPH, jangkaun
menggunakan Fisherface yaitu, 600, 650, 700, 750, 1100, 1150, dan 1200, dimana
pada sudut tersebut masih dapat melakukan pengenalan wajah. Error yang
dihasilkan pada pengujian keseluruhan sistem sebesar 3,2 % dengan nilai
keakuratan pada pengujian tersebut sebesar 6,8 %.
Kata kunci: Keamanan Arsip, Pendeteksian Wajah, Metode Fisherface.
1. PENDAHULUAN
Penggunaan biometrika untuk sistem
pengenalan mempunyai tujuan untuk
meningkatkan kenyamanan dan keamanan
manusia dalam lingkup privasi pribadi
maupun dalam cangkupan lebih luas seperti
untuk sebuah instansi. Sehingga penggunaan
biometrik yang melakukan identifikasi
dengan menggunakan karakter fisik seperti
pengenalan wajah, sidik jari, iris, retina, dan
suara akan menjadi tren terbaru dalam dunia
teknologi yang mengunggulkan keandalan
sistem dan memperingan kerja user.
Pada penelitian ini sistem pengenalan
wajah dapat diterapkan pada loker arsip.
Loker arsip merupakan tempat untuk
meletakkan dokumen-dokumen penting yang
diarsipkan secara berkala dengan tersusun
rapi agar lebih memudahkan pekerjaan
seorang arsiparis untuk pencarian dokumen
jika dibutuhkan kembali. Seperti hal nya di
perkantoran, loker arsip berfungsi untuk
menyimpan berkas perijinan. Namun loker
arsip harus memiliki keamanan yang dapat
menjaga arsip/dokumen tetap aman dan
hanya dapat diakses oleh seorang arsiparis
saja. Pengamanan loker arsip yang lebih
canggih sangat diperlukan agar tidak terjadi
kejahatan yang tidak kita inginkan.
Pada penelitian ini menggunakan
Metode Fisherface dilakukan berdasarkan
pada pengurangan dimensi ruang wajah
dengan menggunakan Principacal
Component Analysis (PCA) yang kemudian
menerapkan pada Fisher’s Linear
Discriminant (FDL) atau yang juga dikenal
dengan sebutan Linear Discriminant
Analysis (LDA) untuk memperoleh fitur
karakteristik citra.  Ruang wajah fisherface
dibentuk dari eigenvector umum dari matriks
between class scatter dan within class scatter
yang diproyeksikan terhadap eigenface citra
wajah yang terbentuk. Pelatihan dan
pengujian dilakukan dengan
memproyeksikan citra wajah (dalam bentuk
vektor) ke dalam ruang wajah tersebut.
Loker arsip akan bekerja, ketika arsiparis
melakukan aktivasi sistem terlebih dahulu
dengan menekan pin password untuk
membuka sistem pendeteksian wajah untuk
membuka loker. Setelah aktivasi sistem telah
disetujui, maka sistem pendeteksian wajah
akan bekerja, ketika sistem pendeteksian
wajah ini dapat mendeteksi wajah pemilik
loker arsip tersebut (arsiparis), maka loker
akan terbuka secara otomatis. Ketika
arsiparis selesai mengarsipkan atau
mengambil arsip, maka arsiparis mengklik
tombol close untuk menutup dan mengkunci
loker arsip secara otomatis.
2. METODE PENELITIAN
2.1 Metode Haar Cascade Classifier
Haar like feature atau yang dikenal
sebagai Haar Cascade Classifier merupakan
rectangular (persegi) feature, yang
memberikan indikasi secara spesifik pada
sebuah gambar atau image. Haar like feature
adalah mengenali obyek berdasarkan nilai
sederhana dari fitur, tetapi bukan merupakan




nilai piksel dari image obyek tersebut.
Metode ini memiliki kelebihan yaitu
komputasi yang sangat cepat, karena hanya
tergantung pada jumlah piksel dalam persegi
bukan setiap nilai piksel dari sebuah image.
Metode ini merupakan metode yang
menggunakan statistikal model (classifier).
Pendekatan untuk mendeteksi objek dalam
gambar manggabungkan empat kunci utama
yaitu Haar like feature, Integral Image,
Adaboost learning dan Cascade Classifier.
Haar Feature adalah fitur yang
didasarkan pada Wavelet Haar. Wavelet
Haar adalah gelombang tunggal bujur
sangkar (satu interval tinggi dan satu interval
rendah). Untuk dua dimensi, satu terang, dan
satu gelap. Selanjutnya kombinasi-kombinasi
kotak yang digunakan pendeteksian objek
visual yang lebih baik. Setiap Haar-like
feature terdiri gabungan kotak-kotak hitam
dan putih seperti Gambar 1.
Gambar 1. Haar Like Feature
Sebuah metode untuk mengombinasikan
classifier yang kompleks dalam sebuah
struktur bertingkat yang dapat meningkatkan
kecepatan pendeteksian obyek dengan
memfokuskan pada daerah citra yang
berpeluang saja. (Suyanto dkk, 2014)
2.2 Metode Fisherface
Dasar dari Metode Fisherface ini adalah
Fisher’s Linear Discriminant (FLD). Metode
ini ditemukan oleh Robert Fisher pada tahun
1936 untuk klasifikasi taksonomi dan
menjadi salah satu teknik yang banyak
digunakan dalam pengenalan pola (pattern
recognition). FLD merupakan salah satu
contoh metode class spesific, karena metode
ini berusaha untuk membentuk jarak (scatter)
antar kelas dan intra kelas sehingga dapat
menghasilkan klasifikasi yang lebih baik.
Jika terdapat 20 sampel (N = 20) yang terbagi
atas 2 kelas sampel. Dimensi sampel, n = 2
dan dimensi reduksi, m = 1. Jadi, sampel akan
ditransformasikan dari ruang sampel
dimensi-2 ke ruang ciri dimensi-
1.Transformasi dilakukan dengan Metode
PCA dan FLD. Hasil proyeksi vektor ciri
sampel pada ruang ciri dimensi-1 dengan
Metode PCA dan FLD, dapat diekspresikan
pada Gambar 2.
Gambar 2. Perbandingan Metode PCA dan
FLD untuk Two-Class Problem
Dari Gambar 2 terlihat bahwa
transformasi dengan Metode PCA
menyebabkan kedua kelas saling bercampur.
Sedangkan dengan Metode FLD, kedua kelas
terpisah (dikelompokkan) dengan baik. Hal
ini menunjukkan bahwa walaupun
transformasi PCA menghasilkan total-scatter
yang lebih besar.
Fisher’s Linear Discriminant, yang
menjadi dasar dari Metode Fisherface,
memilih matriks transformasi W yang dapat
memaksimalkan rasio antara determinan




between-class scatter dengan within-class
scatter dari vektor-vektor ciri.
Dasar dari Metode Fisherface adalah
Linear Discriminat Analysis. Dalam metode
Fisherface terdiri dari dua tahap, yaitu:
a. Metode PCA untuk mentransformasi
vektor citra dari ruang citra dimensi-n ke
ruang ciri dimensi-(N-C).
Metode Fisher’s Linear Discriminant
(FLD) untuk mentransformasi vektor
masukan baru (hasil transformasi PCA)
dimensi-(N-C) ke ruang ciri dimensi-m.
3. HASIL DAN DISKUSI
3.1 Pengujian Deteksi Wajah
Berdasarkan Jumlah Frame Dalam
Satu Detik
Hasil pengujian deteksi wajah
berdasarkan jumlah frame yang diambil pada
setiap detik. Pada tahap pengujian deteksi ini
dilakukan pengujian berdasarkan jumlah
frame yang direkam oleh sistem, sehingga
diketahui jumlah frame yang diambil dalam
setiap detiknya. Hasil dari pengujian ini,
ditunjukan pada Gambar 3.
Gambar 3. Hasil Pengujian FPS Deteksi Wajah
Dari grafik pada Gambar 3, pada jarak 50
cm fps antara menggunakan Metode
Fisherface dan LBPH sama (stabil), namun
pada jarak 40 cm, pendeteksian wajah dengan
Metode LBPS lebih cepat mendeteksi
dibandingkan dengan Metode Fisherface.




berdasarkan sumbu x ini ditujukan untuk
mengetahui kemampuan sistem dalam
melakukan pengenalan wajah dengan
melakukan perubahan sudut posisi
berdasarkan sumbu x. Perubahan sudut yang
diinginkan adalah posisi wajah bergerak
menjauhi titik sumbu (tegak lurus terhadap
kamera ke depan) dengan range perubahan
50. Pada pengujian ini menggunakan metode
pembanding yaitu metode LBPH, sehingga
hasil dari pengujian ini dapat langsung
diamati dan dianalisis.  Pengujian dilakukan
di dalam ruangan dengan intensitas cahaya
sebesar 146 lux. Sedangkan jarak dengan
pengambilan wajah adalah 50 cm.




Gambar 4. Hasil Pengujian Pengenalan Wajah Berdasarkan Sumbu x
Pada Gambar 4, pengenalan wajah dengan
menggunakan Metode Fisherface memiliki
jangkauan sudut yang lebih besar
dibandingkan dengan menggunakan metode
LBPH, jangkaun menggunakan fisherface
yaitu, 600, 650, 700, 750, 1100, 1150, dan
1200, dimana pada sudut tersebut masih
dapat melakukan pengenalan wajah.




berdasarkan sumbu y ini ditujukan untuk
mengetahui kemampuan sistem dalam
melakukan pengenalan wajah dengan
melakukan perubahan sudut posisi
berdasarkan sumbu y. Perubahan sudut yang
diinginkan adalah posisi wajah bergerak
menjauhi titik sumbu (tegak lurus terhadap
kamera kedepan) dengan range perubahan
50. Pada pengujian ini menggunakan metode
pembanding yaitu Metode LBPH, sehingga
hasil dari pengujian ini dapat langsung
diamati dan dianalisis.  Pengujian dilakukan
di dalam ruangan dengan intensitas cahaya
sebesar 146 lux. Sedangkan jarak dengan
pengambilan wajah adalah 50 cm.
Gambar 5. Hasil Pengujian Pengenalan Wajah Berdasarkan Sumbu y




Pada Gambar 5, pengenalan wajah
dengan menggunakan Metode Fisherface
memiliki jangkauan sudut yang lebih besar
dibandingkan dengan menggunakan metode
LBPH, jangkaun menggunakan fisherface
yaitu, 650, 700, 750, 1100, 1150, dan 1200,
dimana pada sudut tersebut masih dapat
melakukan pengenalan wajah.




berdasarkan sumbu z ini ditujukan untuk
mengetahui kemampuan sistem dalam
melakukan pengenalan wajah dengan
melakukan perubahan sudut posisi
berdasarkan sumbu z. Perubahan sudut yang
diinginkan adalah posisi wajah bergerak
menjauhi titik sumbu (tegak lurus terhadap
kamera kedepan) dengan range perubahan
50. Pada pengujian ini menggunakan metode
pembanding yaitu Metode LBPH, sehingga
hasil dari pengujian ini dapat langsung
diamati dan dianaisis.  Pengujian dilakukan
di dalam ruangan dengan intensitas cahaya
sebesar 146 lux. Sedangkan jarak dengan
pengambilan wajah adalah 50 cm.
Gambar 6. Hasil Pengujian Pengenalan Wajah Berdasarkan Sumbu z
Pada Gambar 6, pengenalan wajah
dengan menggunakan Metode Fisherface
dan LBPH sama-sama memiliki jangkauan
sudut yang sama.
3.5 Pengenalan Wajah di Dalam dan di
Luar Ruangan
Pengujian pengenalan wajah ini
dilakukan dengan menggunakan 15 sampel
orang dengan dilakukan 10 kali percobaan
pengenalan wajah. Pengujian ini
menggunakan metode pembanding yaitu
Metode LBPH. Pada pengujian ini diambil
dari beberapa jarak yaitu 30 cm, 40 cm, 50
cm, 60 cm, dan 70 cm. Dengan kondisi
pencahayaan sebesar 65 lux, pengujian
dilakukan pada malam hari.
Pengenalan wajah dilakukan dengan
berbagai jarak dengan menggunakan metode
pembanding yaitu menggunakan Metode
LBPH, dari Gambar 7 menunjukkan Metode
Fisherface memiliki jangkauan yang lebih
luas dibandingkan dengan Metode LBPH.
Karena pada jarak 70 cm metode Fisherface
masih dapat mengenali wajah lebih baik
dibandingkan dengan menggunakan metode
LBPH. Pada Metode Fisherface, semakin
panjang jarak yang terukur, maka metode ini




masih mampu mengenali wajah. Sehingga
Error pengenalan wajah menggunakan
Metode Fisherface lebih kecil dibandingkan
dengan menggunakan Metode LBPH. Hasil
perhitungan error dapat dilihat pada Gambar
7.
Gambar 7. Nilai Error Perbandingan Dua Metode pada Pengujian di Dalam Ruangan
Gambar 8. Nilai Error Perbandingan Dua Metode pada Pengujian di Luar Ruangan
3.6 Pengujian Rangkaian (Hardware)
Pengujian ini ditujukan untuk
mengetahui seberapa lama rangkaian driver
motor dapat membuka pintu loker secara
otomatis tanpa beban dan menggunakan
beban sampai dengan 10 Kg. Selain itu,
pengujian ini ditujukan untuk melihat
pengaruh beban terhadap Arus dan Waktu
pada saat membuka loker.




Gambar 9. Hasil Pengujian Motor Driver terhadap Beban, Arus, dan Waktu
Dari hasil pengujian tersebut,
menunjukkan bahwa setiap kenaikan beban
yang dimasukkan ke dalam loker, maka
semakin besar arus yang dihasilkan, begitu
pula dengan lamanya waktu untuk membuka
loker tersebut. Dari data, pada beban 1 Kg
(tanpa beban) loker hanya membutuhkan
waktu sebesar 50,2 detik untuk membukanya,
dan mengahasilkan arus sebesar 400 mA.
Sedangkan untuk loker yang memiliki
beban 10 Kg, maka waktu akan semakin lama
untuk membukanya yaitu 55,19 detik serta
menghasilkan arus sebesar 627 mA.
Sehingga, perubahan beban pada loker dapat
mempengaruhi waktu dan arus yang
dihasilkan (linier).
3.7 Pengujian Keseluruhan Sistem
Pengujian ini bertujuan untuk meninjau
kinerja software dan hardware ketika di
integrasikan. Ketika diintegrasikan antara
software dan hardware, sistem dapat
mengenali wajah pemilik loker, ketika sistem
dapat mengidentifikasi wajah tersebut, maka
loker akan membuka.
Tabel 1. Hasil Pengujian Keseluruhan
Keterangan:
Jumlah keberhasilan membuka Loker 1
Jumlah keberhasilan membuka Loker 2
Jumlah keberhasilan membuka Loker 3
Jumlah Kegagalan




Berdasarkan Tabel 1 dapat disimpulkan
bahwa jumlah keseluruhan error pada
pengujian ini sebesar 3,2%, dan keakuratan
pada pengujian ini adalah sebesar 6,8%.
4. KESIMPULAN
Kesimpulan pada pengujian ini adalah
semakin jauh jarak pendeteksian wajah,
maka semakin stabil fps yang dilakukan oleh
kedua metode. Pada jarak 50 cm nilai fps
antara menggunakan Metode Fisherface dan
LBPH sama (stabil), namun pada jarak 40
cm, pendeteksian wajah dengan metode
dengan LBPS lebih cepat mendeteksi
dibandingkan dengan metode Fisherface.
Pada pengenalan wajah terhadap sumbu x
dan sumbu y, metode Fisherface memiliki
jangkauan sudut yang lebih besar
dibandingkan dengan menggunakan Metode
LBPH, jangkauan menggunakan fisherface
yaitu, 600, 650, 700, 750, 1100, 1150, dan 1200,
dimana pada sudut tersebut masih dapat
melakukan pengenalan wajah. Setiap
kenaikan beban yang di masukan kedalam
loker, maka semakin besar arus yang
dihasilkan, begitu pula dengan lamanya
waktu untuk membuka loker tersebut. Pada
beban 1 Kg arus yang terukur sebesar 400
mA dengan membutuhkan waktu untuk
membuka loker selama 50,2 detik, sedangkan
pada beban 10 Kg arus yang terukur adalah
627 mA dengan membutuhkan waktu untuk
membuka loker selama 55,19 detik. Pada
hasil pengujian Keseluruhan, error yang
dihasilkan sebesar 3,2% dengan nilai
keakuratan pada pengujian tersebut sebesar
6,8%.
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