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V delu se bomo osredotočili na področje avtomatskih brezstičnih identifikacijskih 
sistemov (RFID), kjer komunikacijo v večini določajo mednarodni standardi. Ena 
temeljnih razlik med obstoječimi protokoli, ki določajo komunikacijo, je način 
reševanja sočasnega dostopanja značk do skupnega komunikacijskega medija, kar 
je potrebno zaradi narave sistemov RFID, pri katerih se komunikacija običajno začne 
z več značkami hkrati. 
Na uspešnost komunikacije med značko in izpraševalcem vplivata dva dejavnika: 
prvi je začetek komunikacije, ko značka poskuša vzpostaviti komunikacijo z 
izpraševalcem, drugi pa količina prenesenih podatkov med komunikacijo značke z 
izpraševalcem. Pri takem sočasnem oddajanju značk pogosto nastopi kolizija 
podatkovnih paketov, kar hkrati pomeni tudi manjšo propustnost komunikacijskega 
kanala. 
Glede na vrsto aplikacije se lahko ob začetku komunikacije v polju izpraševalca 
nahaja tudi več 100 značk, ki ţelijo komunicirati z izpraševalcem, zato so kolizije med 
oddanimi podatkovnimi paketi značk neizbeţne. V protokolih RFID je kolizija 
podatkovnih paketov obravnavana kot nerešljiva in kot taka pomeni čisto izgubo na 
propustnosti komunikacijskega kanala. V ta namen protokoli RFID vsebujejo 
mehanizme za zmanjševanje moţnosti pojava kolizije. 
Osrednja tema dela bo obravnavala komunikacijo znotraj sistema RFID, 
določenega s standardom EPCglobal Class-1 Generation-2. V omenjenem standardu 
je osrednji protokol, ki skrbi za dostop do skupnega medija, razsekani protokol 
Povzetek  ii 
 
ALOHA z dinamičnim okvirjem (DFSA). Ključni podatek za določitev optimalne 
velikosti okvirja pri optimizaciji protokola DFSA je število značk v polju izpraševalca. 
Z namenom, da bi povečali propustnost komunikacijskega kanala med identifikacijo, 
so bili izdelani različni pristopi, ki poskušajo kar najbolje izkoristi informacijo, 
pridobljeno na podlagi uspešnosti pretekle komunikacije.  
Najpogostejše rešitve optimizacije protokolov DFSA temeljijo na stohastični analizi 
podatkov opazovanih oken, kjer podatek označuje, ali je bilo okno uspešno, 
neuspešno ali prazno. Teţava teh metod je v tem, da število značk, ki so poskušale 
oddati podatkovni paket v oknu, v katerem je prišlo do kolizije, ni natančno določeno, 
temveč gre zgolj za oceno. 
Namen naloge je poiskati nov pristop pri optimizaciji protokola DFSA v smislu 
določitve števila značk in dekodiranja podatkovnih paketov v primeru kolizij. Delo bo 
potekalo v smeri optimizacije ţe obstoječega protokola, kot tudi v iskanju novih 
optimalnejših rešitev. 
Izdelali bomo analizo obstoječih metod, ki se uporabljajo za določitev števila značk 
in za reševanje podatkovnih paketov v primeru kolizij. Posebno pozornost bomo 
namenili metodam, ki ne temeljijo na verjetnostni analizi dogodkov. Pri teh posebej 
izstopajo metoda odmevne površine, ki poskuša določiti število značk v polju 
izpraševalca z analizo sprejetega signala, ter metode najmočnejšega signala, 
namenjene reševanju podatkovnih paketov v primeru kolizij.  
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In this paper, we will focus on the area of automatic Radio Frequency Identification 
Systems (RFID). In most systems, RFID communication is determined by 
international standards. One of the basic differences between the existing protocols 
is in the method of resolving simultaneous access to a common communication 
medium. The method of access to the common communication medium needs to be 
determined due to the nature of the RFID systems in which communication usually 
begins with several tags at the same time.  
Successful communication between the tag and the interrogator depends on two 
factors: the beginning of communication when the tag tries to establish 
communication with the interrogator and the quantity of the transferred data during 
the communication between the tag and the interrogator. Frequent data package 
collisions occur during such simultaneous transmission, which also implies a reduced 
throughput of the communication channel. 
Depending on the type of application, up to several hundred tags wishing to 
communicate with the interrogator can be found in the interrogator field at the 
beginning of communication, which makes collisions between the transmitted data 
packages imminent. In RFID protocols, the collision of data packages is regarded as 
unsolvable and as such represents a net loss in the communication channel 
throughput. To this end, RFID protocols comprise mechanisms for reducing the 
possibility of data package collisions. 
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This paper is focused principally on the communication within the RFID system that 
is defined by the EPCglobal Class-1 Generation-2 standard. In this standard, the 
central protocol providing access to the common medium is the Dynamic Frame 
Slotted ALOHA (DFSA) Protocol. The key information for determining the optimum 
frame size for DFSA protocol optimisation is the number of tags in the interrogator's 
field. In order to increase the communication channel throughput during identification, 
various approaches attempting to make the best use of the information acquired from 
past communication performance.  
The most frequent solutions for DFSA protocol optimisation are based on the 
stochastic analysis of data from observed windows, where data indicate whether a 
window is successful, unsuccessful or empty.  The problem with these methods is 
that the number of tags attempted to be transmitted in the window in which collision 
has occurred is not defined with precision but merely represent an estimate. 
The purpose of this work is to find a new approach to DFSA protocol optimisation in 
terms of determining the number of tags and decoding data packages in the event of 
collision. The work will be focused on optimising the existing protocol and finding new 
more optimal solutions. 
An analysis will be made of the existing methods used in determining the number of 
tags and recovering data packages in case of collision. We will devote particular 
attention to the methods that are not based on a probabilistic event analysis. In this 
respect, the most prominent methods are the Radar Cross Section Method, which 
tries to determine the number of tags in the interrogator's field by analysing the 
received signal and the most powerful signal methods intended for data package 
recovery in case of collision. 
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Identifikacija elementa v mnoţici je proces prepoznavanja lastnosti, po katerih se ta 
element razlikuje od ostalih elementov v identificirani mnoţici. V identifikacijo je 
običajno vključena prepoznava več vrst lastnosti identificiranega elementa, katerih 
število je odvisno od podobnosti elementov med seboj. Taka identifikacija je lahko 
zapleten proces prepoznave različnih veličin. 
Pri identifikaciji oseb se lahko prepoznava osredotoči zgolj na prstni odtis, ali pa je k 
temu dodana še prepoznava glasu in obraza ter številnih drugih lastnosti, po katerih 
se določena oseba nedvoumno razlikuje od ostalih ljudi. Tak pristop k identifikacij je 
sicer univerzalen in neodvisen od ostalih spremljajočih tehnologij, saj je prstni odtis 
neločljivi del posameznika, vendar pa je postopek njegove izvedbe zapleten in 
dolgotrajen, kot tak pa ni vedno primeren za avtomatizirano prepoznavo. 
Da bi avtomatizirani pristop poenostavili, so bile uvedene različne tehnologije 
identifikacije. Mednje prištevamo tako črtne kode kot davčne številke in enotne 
matične številke občanov. Ena od tehnologij, ki nam omogoča avtomatizirano 
identifikacijo predmetov in ţivih bitij, je tudi brezstična ali radiofrekvenčna 
identifikacija (Radiofrequency Identification - RFID). 
Prvi primeri uporabe avtomatske identifikacije segajo v čas pred drugo svetovno 
vojno, ko je bil prvič uporabljen sistem za avtomatsko identifikacijo letal [1]. Sistem je 
bil namenjen prepoznavi sovraţnih letal in se je kasneje razvil v sisteme, ki jih še 
danes uporabljajo za identifikacijo v civilnem letalstvu. Prvi sistemi so imeli moţnost 
prepoznave le do šest različnih vrst unikatnih identifikacijskih števil (Unique 
Identification Number - UID), kar je v primerjavi z zmogljivostmi današnjih sistemov 
zanemarljivo. 
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V letih od 1950 do 1960 so se sistemi avtomatske prepoznave letal razvili do te 
mere, da so lahko prepoznali do 4096 različnih unikatnih identifikacijskih števil. V tem 
času se je spremenila tudi tehnologija identifikacije. Od prvih mehansko nastavljivih 
sprejemnikov in oddajnikov se je do sredine petdesetih let razvil sistem z 
izpraševalcem, ki ga v letalski industriji uporabljajo še danes. 
V sodobnem svetu se tehnologije RFID niti ne zavedamo vedno, saj je postala del 
našega vsakdana. Poleg tega sodobni sistemi RFID niso več namenjeni zgolj 
identifikaciji, temveč so postali zmogljivi miniaturni sistemi z mikroprocesorjem. Zato 
sodobne RFID kartice uvrščamo med tako imenovane pametne kartice (Smart Cards) 
[2], katerih razvoj se je začel z uporabo sistemov RFID v plačilnem prometu. 
Najpreprostejše sisteme RFID se danes uporablja za beleţenje prihoda v sluţbo, v 
javnem prevozu, pri smučarskih kartah ali za identifikacijo raznovrstnih predmetov. 
Najkompleksnejši sistemi so sposobni shranjevanja različnih vrst datotek in izvajanja 
mnogoterih zapletenih operacij, kot so enkripcijski algoritmi, beleţenje temperature, 
tlaka in podobnih veličin. Največji razmah je povzročil prenos tehnologije RFID v 
pametne mobilne telefone z uporabno standarda NFC (Near Field Communication - 
NFC), kar je omogočilo razvoj raznovrstnih aplikacij, ki postajajo nepogrešljivi del 
našega vsakdanjika. 
1.1 Avtomatska brezstična identifikacija 
Osnovna elementa sistema RFID sta izpraševalec (interrogator, reader) in značka 
(transponder, tag). Proces identifikacije poteka tako, da značka odda svojo unikatno 
identifikacijsko številko, ki jo izpraševalec sprejme in na ta način značko identificira. 
Tako se vzpostavi komunikacija, ki poleg identifikacije mogoča tudi prenos večjih 
količin podatkov. 
Pomembna prednost uporabe sistema RFID pred ostalimi metodami avtomatizirane 
identifikacije je predvsem v tem, da lahko značke pridobijo energijo za svoje 
delovanje iz elektromagnetnega polja izpraševalca. Na ta način doseţemo energijsko 
neodvisnost in s tem tudi manjšo velikost značk, saj dodatna baterija ni potrebna. 
Prednost takega pristopa se pokaţe v primerih, ko je potrebno zagotoviti dolgo 
ţivljenjsko dobo značk brez menjave baterije. Primer take uporabe je tako imenovano 
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čipiranje ţivali, kjer ţivali pod koţo namestijo identifikacijsko ampulo, ali pa uporaba 
tehnologije RFID v potnih listih z namenom identifikacije oseb [3]. 
Trenutni razvoj sistemov RFID poteka v smeri izboljšanja energijskega prenosa 
med izpraševalcem in značko, zmanjševanja velikosti značk ter povečevanja 
zmogljivosti značk. Zmogljivost značk je določena na podlagi hitrosti prenosa 
podatkov med izpraševalcem in značko, velikosti notranjega pomnilnika značke in 
različnih dodatnih funkcij, kot so procesiranje ali zajemanje podatkov z različnimi 
dodatnimi senzorji na znački. 
1.1.1 Napajanje izpraševalcev in značk 
Ena temeljnih značilnosti sistema RFID je način napajanja posameznih elementov 
sistema. Za izpraševalec običajno velja, da je priključen neposredno na električno 
omreţje ali na zmogljivo baterijsko napajanje. Zato izpraševalec večinoma ni 
energijsko omejen. To pa ne velja za značke, ki so pogosto izdelane v obliki nalepk 
ali kartic in nimajo svojega lastnega napajanja ter se zato napajajo preko 
elektromagnetnega polja, ki ga ustvarja izpraševalec. Takim značkam pravimo 
pasivne značke in so namenjene bliţinski brezstični identifikaciji, kjer je razdalja med 
izpraševalcem in značko manjša od 10 m, najpogosteje le nekaj centimetrov. 
Poleg pasivnih značk poznamo tudi aktivne, ki se napajajo preko lastnega vira 
energije v obliki baterije. Baterija in značka predstavljata aktivni element sistema 
RFID in se uporabljata v primerih, ko je razdalja med izpraševalcem in značko zelo 
velika. V takih primerih je elektromagnetno polje izpraševalca v območju značke 
prešibko, da bi omogočalo povratni odgovor značke na taki razdalji. Zato je potrebna 
dodatna energija v obliki baterije, ki omogoča delovanje značke. Poleg 
komunikacijskih razlogov pa lahko značke vsebujejo baterijsko napajanje tudi zaradi 
dodatnih funkcij. Taki primeri so merjenje srčnega utripa, spremljanje temperature 
tudi v času, ko niso v polju izpraševalca, in podobno.  
Kljub temu pa je baterijsko napajanje v značkah večinoma energijsko neprimerno 
šibkejše od tistega, ki ga ima na voljo izpraševalec. Zelo pogosta je tudi zahteva po 
čim daljši ţivljenjski dobi značk v smislu čim manjše izrabe baterije. Zato je v sistemu 
RFID energijsko najšibkejši člen značka. Temu so prilagojeni tudi protokoli RFID, ki 
določajo komunikacijo med značko in izpraševalcem. Ti protokoli so zasnovani tako, 
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da je potrebni komunikacijski algoritem v znački veliko enostavnejši kot v 
izpraševalcu, s tem pa energijsko manj zahteven. 
Pogosto se v sistemih RIFD srečamo tudi s pasivno-aktivnimi značkami. Te vrste 
značke delujejo tako, da se sprejemni del napaja s pomočjo polja izpraševalca. Ko je 
komunikacija vzpostavljena, se vključi aktivni del značke. Tako prihranimo pri porabi 
energije, saj je aktivni del značke v času, ko komunikacija ni vzpostavljena, izključen. 
1.1.2 Načini komunikacije v sistemih RFID 
Pri komunikaciji med dvema komunikacijskima vozliščema poznamo enosmerno 
(half-duplex) in dvosmerno (full-duplex) komunikacijo. V sistemih RFID se skoraj 
izključno uporablja enosmerna komunikacija. To pomeni, da lahko v nekem trenutku 
oddaja samo izpraševalec ali samo značka. Kljub enosmerni komunikaciji pa 
izpraševalec nikoli ne izključi svojega oddajnika, tudi takrat, ko oddaja značka. 
Razlog za to je v znački, ki potrebuje elektromagnetno polje izpraševalca, da lahko 
napaja svoje integrirano vezje, ali pa komunikacija med izpraševalcem in značko 
temelji na odbitem elektromagnetnem valu, ki ga ustvarja izpraševalec s svojim 
elektromagnetnim poljem. Razlog je odvisen predvsem od vrste uporabljenega 
sklopa med izpraševalcem in značko, kjer lahko izpraševalec in značka komunicirata 
z uporabo induktivnega ali elektromagnetnega sklopa [3, 4]. 
Pri induktivno sklopljenem sistemu RFID se praviloma uporabljajo pasivne značke. 
V takem sistemu komunikacija poteka s pomočjo dveh induktivnih navitij, preko 
katerih se prenašata energija in podatkovni promet. Primer induktivnega sklopa je 
ponazorjen na sliki 1, kjer sta prikazana izpraševalec, ki generira elektromagnetno 
polje, in značka. Elektromagnetno polje izpraševalca v tuljavi značke inducira 
napetost in na ta način omogoča njeno napajanje. 
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V induktivno sklopljenih sistemih komunikacija poteka tako, da značka preklaplja 
med dvema notranjima upornostma. To povzroči napetostno nihanje na tuljavi, ki je 
vidno kot modulacija elektromagnetnega valovanja. 
Tipični predstavniki induktivno sklopljenih sistemov RFID so tisti, ki so določeni s 
standardi NFC, ISO/IEC 14443 in ISO/IEC 15693. Ti sistemi RFID delujejo na 
frekvenčnem področju od 128 kHz pa vse do 13,56 MHz. 
Drugi moţni način komunikacije v sistemih RFID je uporaba elektromagnetnega 
sklopa, kot ga prikazuje slika 2. Komunikacija v teh sistemih temelji na osnovi 
radarske tehnologije, pri čemer je opazen odboj elektromagnetnih valov od objektov. 
Vsi objekti namreč odbijajo elektromagnetne valovanje. Razlika je le v količini 
odbitega elektromagnetnega valovanja, ki je sorazmerno z njihovo odmevno 
površino. Učinkovitost odmevnosti površine predmeta je odvisna od velikosti in 
sestave objekta. Posebej veliko odmevnost površine imajo predmeti, ki so v 
resonanci z elektromagnetnim valovanjem. 
 
Slika 1 Induktivni sklop v sistemu RFID 
 
Slika 2 Elektromagnetni sklop v sistemu RFID 
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Na sliki 2 je prikazan izpraševalec, ki seva moč (P1). Del izsevane moči 
izpraševalca doseţe značko, kjer se je del uporabi za napajanje značke, del pa se je 
odbije nazaj proti izpraševalcu (P2). Kljub temu, da se del prejete energije porablja za 
delovanje značke [5, 6], pa se v takih sistemi pogosto uporablja pasivno-aktivni 
sistem napajanja, kjer se del značke napaja s pomočjo baterije. 
Pri sistemih RFID s sklopom preko elektromagnetnega sevanja poteka 
komunikacija z uravnavanjem odbite moči od značke proti izpraševalcu. To odbito 
moč značka krmili s spreminjanjem notranje upornosti, podobno kot v primeru 
induktivno sklopljenega sistema. 
Elektromagnetno sklopljeni sistemi se uporabljajo za komunikacijo v sistemih RFID, 
ki komunicirajo na razdaljah 10 in več metrov in uporabljajo frekvenčno območje od 
433 MHz do 5,6 GHz. Eden komercialno najbolj razširjenih standardov, ki delujejo v 
tem frekvenčnem območju in izkoriščajo elektromagnetni sklop, je standard 
EPCglobal Class-1 Generation-2 [7]. 
1.1.3 Lastnosti komunikacije v sistemih RFID 
Komunikacijski protokol med izpraševalcem in značko določa način dostopa do 
skupnega komunikacijskega medija. V primeru sistemov RFID je to radijski 
komunikacijski kanal. Nadzor dostopa do skupnega komunikacijskega kanala je 
potreben v primerih, ko imamo v polju izpraševalca dve ali več značk, ki ţelijo 
vzpostaviti povezavo z izpraševalcem.  
Poleg običajnih sistemov RIFD, kjer imamo en izpraševalec in eno ali več značk, 
imamo tudi sisteme, kjer je izpraševalcev več. Take sisteme se uporablja predvsem v 
primerih, ko pričakujemo, da en sam izpraševalec ne bo uspel identificirati vseh 
značk v času, ki mu je na voljo. Dodatno teţavo lahko predstavljajo tudi fizične 
prepreke med izpraševalcem in značkami, ki onemogočajo komunikacijo, zaradi 
česar je potrebno namestiti dodatne izpraševalce. Slika 3 prikazuje več vrst sistemov 
RFID z različnim številom izpraševalcev in značk. 
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Sisteme RFID lahko razdelimo v skupine glede na vrsto uporabljenega protokola, 
namen uporabe, vrsto napajanja značke, vrsto frekvenčnega območja delovanja in 
vrsto komunikacije glede na oddaljenost med izpraševalcem in značko. 
Protokoli med izpraševalci in značkami so običajno določeni s standardi različnih 
zdruţenj (ISO/IEC, IEC, ASTM International, DASH7, Alliance, EPCGlobal, …). 
Sistemi RFID pogosto uporabljajo tudi nestandardizirane protokole, prilagojene 
določenim okoljem in vrstam komunikacije. 
Glede na frekvenčno območje delovanja so sistemi RFID omejeni s standardi in 
regulativami posamezne drţave ali območja. Ne glede na to pa lahko frekvenčna 
območja sistemov RFID uvrstimo v tri skupine: LF (nizko frekvenčno območje,  
125 – 134 kHz), HF (visoko frekvenčno območje – 6,75 MHz, 13,56 MHz,  
27,125 MHz) in UHF (ultra visoko frekvenčno območje -  433 MHz, 902 - 928 MHz, 
2,45 GHz, 5,8 GHz, 24,125 GHz) [3, 8]. 
Poudariti velja, da frekvenčno območje vpliva na nekaj zelo pomembnih dejavnikov 
v sistemih RFID, kot sta, na primer, razdalja komunikacije in hitrost prenosa 
podatkov. Zlasti hitrost prenosa podatkov vpliva na kompleksnost protokola in s tem 
sposobnost reševanja kolizije podatkovnih paketov pri komunikaciji izpraševalca z 
več značkami. Če poveţemo frekvenčno območje delovanja RFID sistema z vrsto 
napajanja značk, potem velja, da so običajno pasivne značke narejene za LF in HF, 
pasivno-aktivne ali aktivne pa za UHF frekvenčna območja. 
 
Slika 3 Tipi sistemov RFID glede na število izpraševalcev (I) in značk 
(Z) v sistemu 
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1.2 Delitev protokolov v RFID sistemih 
V sistemih RFID z več značkami ali izpraševalci se pojavi problem kolizije 
podatkovnih paketov med posameznimi značkami ali izpraševalci. Tako poznamo 
več sistemov za preprečevanje kolizije podatkovnih paketov (anti-collision systems), 
ki jih v osnovi delimo na stohastične in binarno-drevesne protokole [2]. 
Pri stohastičnih protokolih značke začenjajo komunikacijo z izpraševalcem tako, da 
poskušajo naključno oddati podatkovni paket. Tipični predstavnik te vrste protokolov 
je protokol ALOHA, ki je eden najbolj mnoţično zastopanih protokolov v brezţičnih 
komunikacijskih tehnologijah. Binarno-drevesni protokoli (Binary Tree) so načeloma 
deterministični, kjer lahko v večini primerov v celoti izračunamo potrebni čas za 
identifikacijo. 
Vsem protokolom za reševanje kolizije podatkovnih paketov je skupno to, da 
poskušajo med drugim določiti način dostopanja do skupnega komunikacijskega 
medija. Načini reševanja dostopa do skupnega medija so različni. V osnovi jih delimo 
na protokole s sodostopom z zaseganjem komunikacijskega kanala in na tiste s 
sodostopom z delitvijo komunikacijskega kanala. 
Najbolj razširjen tip protokolov v sistemih RFID so protokoli z zaseganjem 
skupnega medija. V primeru zaseganja komunikacijskega kanala, soudeleţena 
komunikacijska vozlišča (izpraševalec ali značka) zasegajo dostop do kanala v celoti. 
Torej hkratna oddaja več komunikacijskih elementov ni mogoča. Taka sta tudi 
protokol ALOHA in binarno-drevesni protokol. Te vrste protokolov razdelijo eno od 
veličin, ki določajo komunikacijski prostor in tako omogočijo sočasno komunikacijo. 
Pri hkratnemu oddajanju dveh ali več komunikacijskih elementov preko skupnega 
medija pride do tako imenovane kolizije podatkovnih paketov, kar privede do napake 
v komunikaciji, ta pa predstavlja izgubo na komunikacijskem kanalu. Ker kolizija dveh 
ali več podatkovnih paketov povzroči napako na vseh hkratno oddanih podatkovnih 
paketih, morajo komunikacijska vozlišča te podatke oddati ponovno. Zato imajo taki 
protokoli vgrajene različne mehanizme (algoritme), ki določajo način ponovne oddaje 
podatkovnih paketov. 
Stopnja kolizije podatkovnih paketov je sorazmerna s številom komunikacijskih 
elementov, ki sočasno komunicirajo. Iz tega lahko sklepamo, da bo povprečen čas 
med začetkom komunikacije in uspešnim prenosom podatkov z večanjem števila 
elementov daljši. Če prenesemo tak način komunikacije na sistem z aktivnimi 
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značkami, vidimo, da je čas komunikacije sorazmeren s porabo energije, katere vir je 
baterija. Z optimizacijo protokola z namenom zmanjšanja števila kolizij torej 
neposredno vplivamo tudi na samo ţivljenjsko dobo baterije. 
Vedno več protokolov RFID pa rešuje dostop do skupnega komunikacijskega 
medija tudi v primeru, ko imamo v polju, poleg večjega števila značk, tudi večje 
število izpraševalcev. Take sisteme se uporablja predvsem v primerih, ko 
pričakujemo, da en sam izpraševalec ne bo uspel identificirati vseh značk v času, ki 
ga ima na voljo, ali pa takrat, ko zaradi fizičnih preprek med izpraševalcem in 
značkami slednje izpraševalcu ne bodo vidne. 
Primer na sliki 4 prikazuje sistem RFID z več izpraševalci in značkami. Vsak 
izpraševalec ima svoje vidno polje v obliki kroga, označenega z RF. Značke, ki so 
postavljene znotraj vidnega polja posameznega izpraševalca, lahko z izpraševalcem 
komunicirajo. Značke zunaj vidnih polj izpraševalcev pa so zunaj dosega vseh 
izpraševalcev in z njimi ne morejo komunicirati. Protokol mora v tem primeru določiti 
potek komunikacije med izpraševalcem in značkami ter med izpraševalci. 
 
Slika 4 Sistem RFID z več izpraševalci (I) in značkami (Z) 
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1.3 Namen in cilji 
Komunikacija v sistemih RFID je v primerjavi z drugimi sodobnimi komunikacijskimi 
napravami veliko bolj odvisna od energijske porabe sistema. Sama poraba značke je 
neposredno povezana z največjo razdaljo, na kateri je značka še zmoţna 
komunikacije z izpraševalcem, in z ţivljenjsko dobo značke, če ima slednja dodatno 
baterijsko napajanje. 
Na uspešno identifikacijo vpliva več dejavnikov. Eden od teh je tudi protokol, ki 
določa komunikacijo med izpraševalcem in značko. V primeru, ko sta v komunikaciji 
udeleţena izpraševalec in le ena značka, je protokol lahko zelo preprost. Teţava 
nastopi v primeru, ko izpraševalec komunicira z več značkami, na primer takrat, ko 
se sistemi RFID uporabljajo v skladiščih. V teh primerih je zaţeleno, da lahko z 
izpraševalcem sočasno komunicira čim večje število značk (od nekaj 100 do nekaj 
1000). Kljub temu, da je komunikacija z nekaj 1000 značkami velik tehnični izziv, se v 
zadnjih letih pojavlja čedalje več rešitev, ki omogočajo tudi takšne sisteme RIFD.  
V delu se bomo osredotočili na sisteme RFID, ki omogočajo komunikacijo z velikim 
številom značk. Izdelali bomo pregled protokolov v sistemih RFID in pojasnili njihove 
principe delovanja. Prikazali bomo teţave, s katerimi se srečujemo pri implementaciji 
protokolov v sistemih z veliko gostoto značk (high-density RFID) in opisali nekatere 
pristope optimizacije obstoječih protokolov. 
Glavni poudarek bo na komunikaciji v sistemih RFID, ki uporabljajo standard 
EPCglobal Class-1 Generation-2 (Gen2). Standard Gen2 je najbolj razširjeni protokol 
v frekvenčnem območju 860 MHz - 960 MHz. V delu bomo natančneje opisali 
protokol in različne optimizacije slednjega, z namenom pohitritve identifikacije in 
zmanjšanja števila kolizij podatkovnih paketov. Posebno pozornost bomo namenili 
algoritmu Q, ki predstavlja osnovi algoritem pri reševanju dostopa do skupnega 
medija pri komunikaciji med izpraševalcem in značko. 
Standard Gen2 uporablja za reševanje dostopa do skupnega medija razsekani 
protokol ALOHA z dinamičnim okvirjem. Eden najpomembnejših podatkov pri 
optimizaciji tovrstnega protokola je število značk, ki ţelijo komunicirati z 
izpraševalcem. Zato vse optimizacije temeljijo na določanju števila značk v 
elektromagnetnem polju izpraševalca. Natančneje bomo pojasnili optimizacijo 
protokola z uporabo metode merjenja odmevnosti površin predmeta, ki na podlagi 
odbitih signalov določa število značk v polju. Na realnem sistemu bomo pojasnili, 
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zakaj taka metoda ni primerna za sisteme RFID, ki delujejo v skladu s standardom 
Gen2, čeprav jo v znanstvenih člankih srečamo kot moţno rešitev. 
V nadaljevanju bomo predstavili novo metodo za reševanje teţave določanja števila 
značk v polju izpraševalca. Pojasnili bomo, kako ta metoda izboljšuje sam potek 
identifikacije in naredili primerjavo z obstoječimi optimizacijami protokola. 
Med namene in cilje naloge smo uvrstili: 
 pregled protokolov v sistemih RFID; 
 opis komunikacije v sistemih RFID, ki delujejo v skladu s standardom Gen2; 
 pregled obstoječih optimizacij za protokol, ki se uporablja v Gen2; 
 analiza obstoječe optimizacije algoritma za dostop do skupnega medija z 
uporabo metode merjenja odmevnosti površine predmeta; 
 predstavitev nove metode za hitrejšo identifikacijo značk v sistemih RFID z 
veliko gostoto; 
 primerjava nove metode z obstoječimi. 
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2 Protokoli v RFID sistemih 
Protokoli v komunikacijskih sistemih določajo način komunikacije med 
komunikacijskimi elementi. Sestavni del protokola so pravila, ki določajo, kako naj se 
določen komunikacijski element obnaša v določenih okoliščinah. S tem lahko tudi 
drugi komunikacijski elementi, ki so udeleţeni v postopku komunikacije, 
predvidevajo, kako se bodo drugi udeleţenci v komunikaciji odzvali. 
V sistemih RFID je hitrost identifikacije značk eden najpomembnejših vidikov 
protokolov. Glavna omejitev protokolov v sistemih RFID je, da lahko izpraševalec 
komunicira le z eno značko naenkrat. V sistemih z več značkami predstavlja hkratna 
oddaja dveh ali več značk kolizijo podatkov, ki pomenijo izgubo na komunikacijskem 
kanalu. Zato protokoli v sistemih RFID teţijo k temu, da do hkratnega oddajanja več 
značk ne bi prišlo ali pa bi bila ta vsaj zelo omejena. 
Najpomembnejša ovira, s katero se protokoli v sistemih RFID srečujejo pri odpravi 
kolizije podatkovnega prometa, je ta, da pred komunikacijo nikoli niso znani UID-ji 
značk in število značk, ki ţelijo komunicirati. 
Da bi zmanjšali stopnjo kolizije, morajo protokoli zagotoviti čim boljšo porazdelitev 
podatkovnega prometa na tak način, da oddaja le ena značka naenkrat. Poleg tega 
tudi ni zaţeleno, da bi vse značke za določen čas prenehale komunicirati. Izgubo na 
komunikacijskem kanalu predstavljajo tudi časovna okna, ko nobena od značk ne 
oddaja. Optimalno izkoriščenost komunikacijskega kanala doseţemo takrat, ko v 
vseh časovnih obdobjih oddaja samo en komunikacijski element (v tem primeru 
izpraševalec ali značka), brez napak. S tem doseţemo polno zasedenost kanala. 
Tipi protokolov, ki se uporabljajo v sistemih RFID, so praviloma enostavni za 
implementacijo. Pomembno je zlasti, da algoritem protokola na strani značke ni 
zapleten. Razlog za to je iskati v velikosti značk in posledično v ceni izvedbe ter 
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porabi energije značk. Kompleksnost algoritmov je namreč sorazmerna z njihovo 
porabo energije. Zato so kompleksnejši algoritmi in z njimi povezni stroški izdelave 
nezaţeleni ali pa vgrajeni v izpraševalce, kjer si lahko zaradi višje cene izpraševalca 
privoščimo nekoliko večje integrirano vezje kot v primeru značke. Razlika v ceni med 
izpraševalcem in značko nastane predvsem zaradi tega, ker je količinsko razmerje v 
prid značk pri običajnih sistemih 1:100 ali več in se jih zato obravnava kot potrošni 
material nizke materialne vrednosti. 
 V sistemih RFID poznamo dve vrsti protokolov za preprečevanje kolizije 
podatkovnega prometa: protokole na osnovi protokola ALOHA in tiste na osnovi 
binarno-drevesnega protokola [8]. Binarno-drevesni protokoli obljubljajo veliko bolj 
deterministično delovanje, vendar je njihova implementacija kompleksna in zahteva 
komplicirano vezje. Pri protokolih ALOHA je delovanje veliko bolj stohastično, vendar 
je zato njihova implementacija veliko bolj preprosta. 
Prvi tipi protokolov za pasivne sisteme RFID so uporabljali LF frekvenčni pas. Ti 
protokoli niso imeli implementiranih algoritmov za reševanje kolizije in so bili zato 
namenjeni zgolj komunikaciji med enim izpraševalcem in eno značko  
(ISO/IEC 11784, ISO/IEC 11785, ISO/IEC 14223-1). Teţava teh protokolov je bila 
predvsem v tem, da je v LF pasu hitrost prenosa podatkov zelo nizka, s tem pa je 
omejena tudi kompleksnost samega protokola, kar onemogoča reševanje kolizije. 
Za razliko od LF frekvenčnega področja, se zaradi višjih hitrosti podatkovnih 
prenosov v HF frekvenčnem področju stvari spremenijo in tako omogočajo 
implementacijo protokolov, ki rešujejo kolizijo na komunikacijskem kanalu  
(ISO/IEC 14443, ISO/IEC 15693, ISO/IEC 18000 Part 3 Mode 2). 
Izbira tipa protokola je odvisna tudi od zahteve področja, na katerem sistem RFID 
deluje. Tipične zahteve, kjer se sistem RFID najpogosteje uporablja, najdemo na 
dveh področjih: področje prevoza in področje dobave prehrambenih izdelkov. Pri 
prevozu so zahteve predvsem v smislu hitre identifikacije zaradi velike hitrosti 
potovanja značk. Tipične mejne vrednosti pri identifikaciji na področju prevoza so 
identifikacija 10 značk, ki potujejo s hitrostjo 220 km/h in iz katerih je potrebno 
prebrati pribliţno 256 bitov podatkov. V primeru dobave prehrambenih izdelkov pa so 
zahteve po identifikaciji 1000 značk v 1 do 2 sekundah. Poleg tega je v enem 
skladišču lahko tudi do 200 izpraševalcev. 
V nadaljevanju bomo predstavili vrste mehanizmov, ki določajo dostop do skupnega 
medija ter obe vrsti protokolov z njihovimi različicami. Večji poudarek bomo namenili 
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protokolom tipa ALOHA, to pa zato, ker se protokol ALOHA uporablja v standardu 
Gen2, ki je osrednja tema tega dela. 
2.1 Vrste mehanizmov določanja dostopa do skupnega 
medija 
Osnovo komunikacije predstavlja algoritem, ki določa način dostopa do skupnega 
komunikacijskega medija (Medium Access Control - MAC), preko katerega 
komunicirajo posamezni komunikacijski elementi. Komunikacijski medij je v primeru 
sistemov RFID prostor, preko katerega se širi elektromagnetno valovanje. 
Prednost uporabe algoritma MAC se pokaţe v primerih, ko imamo dva ali več 
komunikacijskih elementov, ki ţelijo hkrati oddati podatkovni paket, zaradi česar 
nastopi kolizija podatkovnih paketov. V osnovi so taki podatkovni paketi izgubljeni in 
se obravnavajo kot izguba na komunikacijskem kanalu. V teh primerih algoritem MAC 
poskrbi, da komunikacijski elementi ponovno oddajo svoje podatkovne pakete tako, 
da do ponovne kolizije ne bo prišlo, ali pa je verjetnost, da se bo ta ponovno zgodila 
veliko manjša. V določenih primerih je moţno vzpostaviti tudi tak protokol, kjer 
algoritem MAC zagotovi, da do kolizij podatkovnih paketov sploh ne bo prišlo. V tem 
primeru imamo komunikacijski kanal brez izgub. 
Mehanizmi MAC se posluţujejo različnih načinov delitve komunikacijskega kanala z 
namenom, da bi preprečili kolizijo podatkovnih paketov. Poznamo naslednje delitve 
komunikacijskega medija: 
 s časovno razdelitvijo (Time Division Multiple Access - TDMA), 
 s frekvenčno razdelitvijo (Frequency Division Multiple Access - FDMA),  
 z abecedno razdelitvijo (Code Division Multiple Access - CDMA), 
 s prostorsko razdelitvijo (Space Division Multiple Access - SDMA), 
 s polarizacijsko razdelitvijo (Polarization Division Multiple Access - PDMA), 
 in s pulzno-naslovno razdelitvijo (Pulse-address Multiple Access - PAMA). 
 
Časovna razdelitev komunikacijskega kanala spada med najosnovnejše in 
najpogostejše pristope pri porazdelitvi komunikacije. Pri časovni porazdelitvi 
mehanizem MAC razdeli čas na okna. Značilnost oken je, da se posamezna oddaja 
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vedno začne in konča znotraj istega okna. Vendar pa pri uporabi oken ni nujno, da 
istočasno oddaja samo en komunikacijski element.  
Protokoli s frekvenčno razdelitvijo omogočajo komunikacijo preko različnih 
frekvenčnih nosilcev – kanalov (Channel Hopping). S tem, ko komunikacijski elementi 
izberejo različne frekvenčne kanale, kljub hkratnemu oddajanju ne bo prišlo do 
kolizije podatkov. Razlog je v tem, da sprejemni komunikacijski element z uporabo 
frekvenčnega sita prepušča le določen kanal in odstrani sosednje, tako pa sprejme le 
ţelenega. 
Pri uporabi abecednih porazdelitev, komunikacijski elementi generirajo signal z 
uporabo posebnih abecednih shem. Podatki, ki jih ţelijo komunikacijski elementi 
poslati preko komunikacijskega kanala, so kodirani z uporabo posebnih ortogonalnih 
abeced. Poznamo sinhrone in asinhrone sisteme CDMA. 
Pri prostorski razdelitvi so komunikacijski elementi prostorsko razdeljeni tako, da so 
glede na poloţaj v prostoru razvrščeni na posamezne celice. Prostorska razdelitev se 
najpogosteje uporablja v mobilni tehnologiji, kjer so mobilni telefoni razdeljeni na 
posamezne celice in s tem med posamezne bazne postaje. 
Polarizacijsko razdelitev doseţemo z uporabo različnih anten z različnimi 
polarizacijami. Najpogosteje se polarizacijsko razdelitev uporablja v mobilni 
tehnologiji. 
2.2 Protokoli z osnovo binarno-drevesne strukture 
V sistemih RFID je problem kolizije vedno prisoten. Teţava nastopi predvsem pri 
pasivnih značkah, ki običajno takoj po vzpostavitvi elektromagnetnega polja 
istočasno začnejo s komunikacijo. Eden od moţnih pristopov reševanja te teţave je 
binarno-drevesni protokol, prikazan na sliki 5. Osnova vseh binarno-drevesnih 
protokolov je delitev značk na posamezne podskupine do te mere, da je v vsaki 
skupini le po ena značka. Značilnost binarno-drevesnega protokola je, da značka 
odgovori samo na zahtevo izpraševalca. Poleg tega se morata istočasna odgovora 
dveh značk po dolţini popolnoma prekrivati. 
Osnovni postopek protokola je poziv izpraševalca, ki nato opazuje odgovor. V 
kolikor pride do trčenja dveh UID-jev značk, izpraševalec zahteva od značk, da 
generirata naključni števili 0 ali 1. Izpraševalec se nato odloči za eno skupino (0 ali 1) 
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in ponovno zahteva, da značke, ki so generirale, na primer, število 0, oddajo svoj 
UID. Ob ponovnem trčenju se postopek ponovi in se ponavlja, dokler se ne generira 
drevesna struktura, prikazana na sliki 5. Ko je posamezna značka identificirana, jo 
lahko izpraševalec označi z neko drugo krajšo oznako. 
Glavna slabost binarno-drevesnih protokolov je, da se značke, ki so prišle v polje 
kasneje, ne morejo pridruţiti procesu identifikacije. Ta slabost lahko predstavlja 
veliko oviro v sistemih RIFD, kjer je zaradi hitrega pretoka značk skozi polje 
izpraševalca potrebna hitra odzivnost izpraševalca. Tak primer je identifikacija na 
področju prevozov. V nadaljevanju bomo prikazali različne optimizacije osnovne 
izvedbe binarno-drevesnega protokola. 
2.2.1 Protokol CSMA  
Osnovni binarno-drevesni algoritem veji binarno drevo glede na vrednosti 0 ali 1, pri 
tem pa algoritem vsakič razdeli značke v dve skupini. Predpostavimo, da se število 
podskupin, na katere algoritem vsakič deli značke, poveča za število, večje od dva 
(algoritem v tem primeru značk ne deli na podskupine z 0 ali 1, temveč je številka 
večbitna, s tem pa je večje tudi število moţnih podskupin pri vsaki vejitvi). Primer 
protokola CSMA (Carrier Sense - Multiple Access) je prikazan na sliki 6. 
S takim pristopom bomo zmanjšali verjetnost kolizije podatkovnih paketov in hkrati 
povečali število praznih oken brez odgovorov (število kombinacij je veliko večje od 
števila značk, ki ţelijo oddati svoj UID). V kolikor je dolţina praznega okna enaka 
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dolţini polnega okna, je optimizacija algoritma s povečanjem podskupin lahko 
vprašljiva, ker v primeru praznega okna izpraševalec ne sme takoj začeti z novim 
pozivom. 
2.2.2 Protokol MBT  
Binarno drevo lahko optimiziramo tudi v smislu napovedi, ali bo do kolizije prišlo ali 
ne, glede na pretekle rezultate, kot omogoča protokol MBT (Modified Binary Tree). 
Če si ogledamo sliko 5, vidimo, da je prišlo v točki S11 do trčenja podatkovnih 
paketov. 
Po pozivu značk, ki so generirale število 0, ugotovimo, da nobena od značk ni 
odgovorila. Iz tega lahko sklepamo, da bo v točki S11, po pozivu značk s številom 1, 
zagotovo prišlo do ponovnega trčenja. Zato izpraševalec, še pred pozivom značk s 
številom 1, zahteva ponovno naključno generiranje števila v vseh preostalih značkah. 
2.2.3 Protokol CBT  
Protokol CBT (Clipped Binary Tree) je nadgradnja protokola MBT in predstavlja 
osnovo za večino uporabljenih binarno-drevesnih algoritmov. Prednost CBT-ja je v 
tem, da se posluţuje izračuna verjetnosti količine značk, ki jih je potrebno še 
identificirati. Izpraševalec postavimo v točko S6 glede na sliko 5. Algoritem v tej točki 
s pomočjo verjetnostnega računa ugotovi, da so v točki S1 tri značke generirale 
vrednost 0. Torej lahko pričakuje 3 značke z generirano vrednostjo 1. V tem primeru 
je smiselno preskočiti točko S7. 
Večina protokolov, zasnovanih na binarno-drevesnem protokolu, se posluţuje prav 
algoritma protokola CBT. Glavna razlika med temi protokoli je le v načinu izračuna 
verjetnosti, koliko značk je potrebno še identificirati. Tako, na primer, IECR (Interval 
Estimation Conflict Resolution) uporablja Possionovo porazdelitev. 
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2.3 Protokoli tipa ALOHA 
ALOHA je eden prvih protokolov, ki so jih uporabljali v brezţičnih komunikacijah. 
Razvili so ga leta 1970 (University of Hawaii) [9] in ga prvič uporabili v brezţični 
komunikacij leta 1971. Nekoliko kasneje so ga začeli uporabljati kot temeljni protokol 
pri povezovanju računalnikov v skupno omreţje. Danes predstavlja protokol ALOHA 
enega od temeljnih in najpogosteje uporabljenih protokolov. Tabela I prikazuje 
nekatere standarde RFID, ki uporabljajo protokol ALOHA. 
Pri protokolu ALOHA lahko vsi udeleţeni komunikacijski elementi brez nadzora 
oddajajo svoje podatkovne pakete ob poljubnem času. Reševanje kolizije temelji na 
potrditvah prejetih paketov in naključnih ponovitvah oddaj podatkovnih paketov, 
kolikor pride do kolizije.  
Prva različica protokola ALOHA je bila izvedena na brezţičnem komunikacijskem 
sistemu zvezdaste oblike. Glavna bazna postaja in preostale lokalne postaje so 
komunicirale preko dveh različnih kanalov. Glavna postaja je vsem lokalnim pošiljala 
podatke preko prvega kanala, lokalne pa so odgovarjale preko drugega kanala. 
Danes poznamo več različic protokola ALOHA, ki se jo tudi v sistemih RFID. Vse 
glavne izpeljanke protokola ALOHA bomo v nadaljevanju tudi predstavili. 
Tabela I Primeri ALOHA protokola v različnih standardih RFID [8] 
Standard Protokol 
ISO/IEC 18000-3 »MODE 1« 
Osnovni ali razsekani protokol ALOHA z 
okvirjem 
ISO/IEC 18000-3 »MODE 2« 
Izbira značke iz osmih kanalov in nato 
uporaba razsekanega protokola ALOHA 
ISO/IEC 14443-3 Type-B 
Razsekani protokol ALOHA z dinamičnim 
okvirjem 
ISO/IEC 18000-6A 
Razsekani protokol ALOHA z dinamičnim 
okvirjem 
EPCglobal Class 1 
Razsekani protokol ALOHA z dinamičnim 
okvirjem in s prekinitvijo okna 
Philips I Code 
Razsekani protokol ALOHA z dinamičnim 
okvirjem 
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2.3.1 Osnovni protokol ALOHA 
Osnovna različica protokola ALOHA deluje tako, da na začetku komunikacijski 
elementi generirajo naključno število, ki predstavlja časovni zamik do trenutka prve 
oddaje. V primeru kolizije podatkov z drugim komunikacijskim elementom ali 
nadaljevanja prenosa podatkov, se postopek ponovi. 
V primeru sistemov RFID lahko predstavljajo začetno točko vzpostavitev 
elektromagnetnega polja s strani izpraševalca, prihod značke v elektromagnetno 
polje izpraševalca ali pa poziv izpraševalca značkam, naj začnejo s komunikacijo. Po 
oddaji značka ponovno generira naključno število, ki predstavlja časovni zamik do 
ponovne oddaje. To omogoča periodično oddajanje značke.  
Naključno spreminjanje periode oddajanja omogoča razpršenost oddanih 
podatkovnih paketov in s tem zmanjšanje verjetnosti kolizije podatkovnih paketov v 
primeru, da so v polju tudi druge značke. Zaradi nekontroliranega časovnega zamika 
med ponovnimi oddajanji prihaja do nekontrolirane kolizije podatkovnih paketov. 
Delovanje protokola prikazuje slika 7. 
Poleg funkcij, ki jih omogoča osnovna različica protokola ALOHA v sistemih RFID, 
različne druge izvedbe običajno podpirajo še naslednje dodatne funkcije: 
 utišanje – po uspešno oddanem UID-ju izpraševalec pošlje ukaz za utišanje 
značke in s tem značka preneha oddajati svoj UID; na ta način povečamo 
moţnost identifikacije ostalih značk; 
 upočasnitev – na začetku izpraševalec zazna veliko število kolizij 
podatkovnih paketov, zato pošlje ukaz za povečanje intervala med 
posameznimi oddajami; 
 hitri način – izpraševalec zazna začetek oddajanja značke, zato pošlje ukaz 
za utišanje preostalih značk, kar pomeni, da značke preskočijo eno oddajo. 
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Za osnovni protokol ALOHA je značilno, da poleg podatkovnih kolizij na celotnem 
podatkovnem paketu prihaja tudi do delnih kolizij. To pomeni, da lahko pride na 
sredini oddaje prve značke do interference z drugo značko, ki je začela oddajati na 
sredini podatkovnega paketa prve značke. Tako pride do napake na ţe uspešno 
začetem prenosu podatkovnega paketa. 
Največja poprečna zmogljivost komunikacijskega kanala z osnovnim protokolom 
ALOHA je 18,4 % [9], kjer deleţ v odstotkih predstavlja izkoriščenost časovne osi 
glede na uspešne podatkovne prenose. To pomeni, da bo v povprečju 18,4 % 
oddanih podatkovnih paketov uspešnih. 
Izračun propustnosti osnovnega protokola ALOHA temelji na predpostavki, da so 
poskusi oddaj vseh komunikacijskih elementov, ki so udeleţeni v komunikaciji, 
porazdeljeni v skladu z binomsko porazdelitvijo. Verjetnost generiranja k paketov v 








  (1) 
Propustnost komunikacijskega kanala S pa je določena z enačbo (2). 
  2GS G e   (2) 
2.3.2 Razsekani protokol ALOHA 
Razsekani protokol ALOHA (Slotted ALOHA) predvideva delitev časovne osi na 
manjša okna, v katerih lahko značke oddajajo podatkovne pakete. S tem natančno 
določimo trenutek oddajanja značk. Na ta način se izognemo, da bi ob ţe uspešnem 
začetku oddaje podatkovnega paketa prišlo do kolizije kasneje med oddajanjem. 
Slika 8 prikazuje primer razsekanega protokola ALOHA. 
Dodatne funkcije, ki jih imajo različne izpeljanke razsekanega protokola ALOHA, so: 
 utišanje, 
 upočasnitev, 
 hitri način in 
 prekinitev okna - v kolikor izpraševalec na začetku časovnega okna ne 
zazna oddajanja značke, lahko predčasno zaključi s časovnim oknom. 
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Pri opazovanju razsekanega protokola ALOHA z dodatnimi funkcijami ugotovimo, 
da je daleč najbolj učinkovita funkcija hitrega načina [8]. Funkcija predčasne 
prekinitve okna se izkaţe kot učinkovita predvsem s stališča zmanjševanja porabe 
energije, saj izpraševalec ob praznem oknu prekine sprejem do naslednjega okna. 
Pri analizi uspešnosti identifikacije UID-ja z veliko značkami v bliţini pa se za 
najučinkovitejšo izkaţe kombinacija hitrega načina in utišanja. 
Če primerjamo največjo propustnost kanala S med osnovnim in razsekanim 
protokolom ALOHA, ugotovimo, da je ta v primeru razsekanega ALOHA kar dvakrat 
višja in znaša 36,8 %. Propustnost komunikacijskega kanal S za primer razsekanega 
protokola ALOHA podaja enačba  (3). 
  GS G e   (3) 
Slika 9 prikazuje primerjavo propustnosti kanala S za primer osnovnega in 
razsekanega protokola ALOHA v odvisnosti od verjetnosti podatkovnega paketa G. 
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2.3.3 Razsekani protokol ALOHA z okvirjem 
Največji problem osnovnega in razsekanega protokola ALOHA je ta, da značke, ki 
poskušajo vzpostaviti komunikacijo z izpraševalcem in sodelujejo v procesu 
identifikacije, nenadzorovano generirajo različno dolge periode med dvema 
zaporednima poskusoma oddaje. To lahko privede do preobremenitve 
komunikacijskega kanala. Razlog je v tem, da imajo značke, kljub naključnemu 
določenemu času med dvema oddajama, določen najdaljši čas, znotraj katerega 
naključno izbirajo čas do naslednje oddaje. Če je ta čas prekratek glede na število 
značk, potem v skrajnem primeru nobena od značk ne bo uspela vzpostaviti 
komunikacije z izpraševalcem, ker se bodo oddaje vseh značk zgostile na določen 
časovni interval, v katerem bo prihajalo do kolizij. Drugi razlog za preobremenitev 
komunikacijskega kanala je dejstvo, da značke niti ne vedo, da je prišlo do 
preobremenitve in tega niti ne poskušajo rešiti. 
Da bi se izognili taki preobremenitvi komunikacijskega kanala, je bil uveden 
razsekani protokol ALOHA z okvirjem. Pred vsakim začetkom komunikacije 
izpraševalec določi velikost okvirja, ki zdruţuje večje število oken. Število oken v 
posameznem okvirju je običajno potenca števila 2. Znački je dovoljeno oddati le v 
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enem oknu znotraj okvirja. Slika 10 prikazuje delovanje razsekanega protokola 
ALOHA z okvirjem (Frame Slotted ALOHA - FSA). 
S tem, ko uvedemo okvir, se oddani paketi posameznih značk v času veliko bolj 
razporedijo, kar posledično zmanjša verjetnost kolizije. Teţava, ki tukaj nastopi, je, 
kako zagotoviti primerno velik okvir. S povečevanjem okvirja povečujemo tudi 
moţnost identificiranja značk, ker se povečuje čas med dvema zaporednima 
oddajanjema značke. S tem ko povečujemo okvir, povečujemo razpršenost oddaj 
posameznih značk, hkrati pa se povečuje tudi število praznih oken, kar pa znova 
zmanjšuje propustnost komunikacijskega kanala.  
Cilj je najti tak okvir, ki ne bi imel praznih oken in v katerem ne bi prihajalo do 
kolizije. Optimalno število  oken v okvirju glede na število značk, ki ţelijo oddati, 
določimo s pomočjo verjetnostnega računa. Denimo, da naključna spremenljivka KR 
predstavlja število oken, v katerih je oddalo natanko R značk. Če je vseh oken v 
posameznem okvirju K in vseh značk v polju izpraševalca N, potem je verjetnost 
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Če vzamemo, da izpraševalec lahko dekodira UID samo v tistih oknih, kjer je 
oddala samo ena značka, ugotovimo, da doseţemo največjo propustnost 
komunikacijskega kanala takrat, ko velja, da je število značk v polju izpraševalca N 
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enako številu oken K znotraj okvirja. V tem primeru doseţemo največjo propustnost, 
ki je enaka največji propustnosti protokola FSA (36,8 %). 
Protokol FSA pozna več različic. V osnovni različici je okvir vnaprej določen in ga ni 
mogoče spreminjati. Uporablja se v kombinaciji s funkcijami utišanja ali brez 
slednjega in s prekinitvijo okna. V primeru, da imamo večje število značk, katerih 
število presega velikosti okvirja, te izpraševalec razdeli v skupine, nato pa izvede 
identifikacijo v vsaki skupini posebej. 
2.3.1 Razsekani protokol ALOHA z dinamičnim okvirjem 
Teţava protokola FSA je v tem, da ne more prilagajati velikosti okvirja. To se izkaţe 
za teţavo zlasti v primerih, ko imamo sistem RFID z visoko dinamiko prisotnosti 
značk v polju izpraševalca. V sistemih RFID tudi velja, da ţe identificirana značka 
običajno ne sodeluje več v postopku identifikacije. To pomeni, da kljub temu, da je 
značka še vedno znotraj polja, ne bo več oddala svojega UID-ja. Torej se tudi zaradi 
uspešne identifikacije zmanjšuje število značk, ki sodelujejo pri identifikaciji. 
V takih primerih bi bilo smiselno na začetku nastaviti okvir z velikim številom oken, 
nato pa ga zmanjševati, tako da bi zmanjšali število praznih oken in hkrati obdrţali 
največjo propustnost komunikacijskega kanala, ki je neposredno povezana z 
razmerjem števila neidentificiranih značk in velikostjo okvirja.  
Pri razsekanem protokolu ALOHA z dinamičnim okvirjem (Dynamic Frame Slotted 
ALOHA - DFSA) [11] izpraševalec dinamično določa okvir s pomočjo opazovanja 
kolizij v posameznih oknih v preteklem okvirju. Obstaja več načinov za izračun 
optimalne dolţine okvirja. Osnovi princip izračuna dolţine okvirja temelji na sistemu 
uteţi, ki v enačbi za izračun dolţine okvirja vplivajo hitrost povečevanja ali 
zmanjševanja okvirja, odvisno od tega, ali je v posameznem oknu prišlo do trčenja ali 
pa je bilo okno prazno. 
Okna v posameznem okvirju lahko razdelimo na prazna, uspešna in neuspešna. 
Prazna okna so tista, v katerih ni oddanih podatkov. V uspešnih oknih odda podatke 
le ena značka, v neuspešnih oknih pa hkrati oddata podatke najmanj dve ali več 
značk hkrati. Slika 11 prikazuje primer delovanja DFSA, kjer algoritem iz začetnih 
dveh oken v okvirju poveča okvir na dolţino štirih oken zaradi oken s kolizijo v 
prejšnjem okvirju. Največjo zmogljivost komunikacijskega kanala z protokolom DFSA 
doseţemo takrat, ko je število značk v polju enako številu oken v okvirju. 
Protokoli v RFID sistemih  25 
 
 
Teţava kateregakoli razsekanega protokola ALOHA z okvirjem je, da je v primeru, 
ko število značk nekajkrat presega število prostih oken, verjetnost, da bo značka 
uspešno oddala, zelo majhna. Pri DFSA je teţava nekoliko manjša, saj lahko okvir 
prilagajamo. Vprašanje je le, koliko časa bomo potrebovali za določitev optimalnega 
okvirja. 
Število oken v posameznem okvirju je odvisno od števila značk, ki ţelijo oddati 
podatke, vendar pa število značk ob začetku komunikacije ni znano. 
Mehanizem, ki določa število oken v DFSA protokolu v sistemu Gen2, se imenuje 
algoritem Q. Algoritem deluje tako, da ob začetku komunikacije določi dolţino okvirja 
v velikosti 2Q oken, kjer je Q celo število med 0 in 8 [1]. Značke zatem naključno 
izberejo okno med 0 in 2Q-1. Izpraševalec nato spremlja dogajanje v posameznih 
oknih. Prazna okna v okvirju povzročijo zmanjšanje števila Q za konstanto C in 
obratno, povečanje oken s kolizijo povzroči povečanje števila Q za konstanto C. Pred 
začetkom naslednjega okvirja se število Q zaokroţi in pošlje značkam. Dokazano je 
bilo, da tak način določanja števila Q relativno hitro konvergira k pravi vrednosti [1]. 
2.3.2 Druge različice protokola ALOHA 
Pri drevesnem razsekanem protokolu ALOHA (Tree Slotted ALOHA - TSA) značke 
oddajo svoj UID v izbranih oknih. Po končanem okvirju izpraševalec pove, v katerih 
oknih je prišlo do kolizije podatkovnih paketov. Značke, ki so oddale v teh oknih, nato 
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ponovno oddajo svoj UID. Izpraševalec ponavlja opisani postopek, dokler niso vsa 
okna v okvirju brez kolizij. 
Kot zadnjo metodo med protokoli tipa ALOHA velja omeniti metodo ResMon [12], ki 
predstavlja energijsko učinkoviti protokol DFSA. Protokol je sestavljen iz treh okvirjev 
(Slika 12). V okvirju N značka odda sporočilo z rezervacijo okna v okvirju N+1. Če do 
trčenja v N okvirju ni prišlo, značka dobi potrditev, da lahko odda v N+2 okvirju. 
Izpraševalec znački avtomatsko dodeli še okno v okvirju N+2, v katerem nato značka 
odda potrditev, da se še vedno nahaja znotraj polja izpraševalca. 
2.4 Protokoli tipa TTF in RTF 
V prejšnjih dveh podpoglavjih smo protokole delili glede na algoritem za 
preprečevanje kolizije, delimo pa jih lahko tudi glede na stran začetka komunikacije. 
Tako poznamo dva tipa: TTF (Tag Talk First), kjer s komunikacijo začne značka, in 
RTF (Reader Talk First), kjer poskuša komunikacijo vzpostaviti najprej izpraševalec. 
Prednost protokolov RTF je predvsem v zmoţnosti identifikacije velike količine 
značk v sprejemljivih časovnih okvirih, kjer nadzor nad značkami izvaja izpraševalec, 
ki se lahko prilagaja številu značk. Poleg tega tak tip protokola omogoča 
komunikacijo tudi v okoljih z več izpraševalci. Algoritmi, ki so implementirani v 
značke, so zaradi majhnosti značk običajno nezahtevni in značke zato niso sposobne 
samostojno izvajati kompleksnih postopkov identifikacije in prilagajanja, torej 
predstavlja tudi s tega vidika nadzor nad komunikacijo s strani izpraševalca prednost. 
V primeru omejenosti s pasovno širino ali časom pa se pogosto odločamo za tipe 
protokolov, kjer je značka tista, ki prva začne s komunikacijo (TTF). Pasovna širina, 
ki je na voljo RFID izpraševalcem, je pogosto omejena z različnimi predpisi. Tako je 
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omejeno tudi število kanalov, na katerih lahko izpraševalec komunicira. V podobnih 
primerih je večinoma bolje prepustiti znački, da prva začne s komunikacijo in na tak 
način poskuša oddati svoj UID. Prav tako prepustimo inicializacijo komunikacije 
znački v primeru, ko je čas značke v polju izpraševalca zelo kratek. 
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3 Standard EPCglobal Class-1 Generation-2 
EPCglobal je organizacija za standardizacijo in uveljavljanje EPC tehnologije 
(Electronic Product Code). Ustanovljena je bila oktobra 2003 kot zdruţitev organizacij 
GS1 (EAN International) in GS1 US (Uniform Code Council). Del tega zdruţenja je 
tudi GS1 Slovenija. 
EPC predstavlja elektronsko kodo izdelka in je standardizirana globalna 
identifikacijska številka, ki enolično označuje posamezen predmet (izdelek, logistična 
enota, lokacija, osnovno sredstvo, dokument, …) [13]. EPC je nadomestila starejšo 
UPC (Universal Product Code), ki je nastala leta 1963 in jo je bilo treba zaradi 
razvoja novejših tehnologij zamenjati. Poznamo binarno kodirani EPC in URI 
(Internet Resource Identifier). Binarno kodirani zapis je namenjen zapisu v RFID 
značkah, URI pa je prilagojeni zapis v človeku berljivem formatu. 
Standardi EPCglobal povezujejo radiofrekvenčno identifikacijo in sistem 
označevanja EPC za HF področje pri 13,56 MHz in UHF področje med 860 MHz in 
960 MHz. Predmet naše obravnave bo standard EPCglobal Class-1 Generation-2 
(Gen2), opredeljen za UHF področje. Gen2 določa delovanje izpraševalca in značke 
na fizičnem in logičnem nivoju. Poleg tega standard Gen2 omogoča tudi uporabo 
FHSS (Frequency Hopping Spread Spectrum), ki dovoljuje identifikacijo značk s 
pomočjo zamenjave frekvence nosilnega signala. Standard Gen2 je bil harmoniziran 
s standardom ISO/IEC 18000-6 C. 
Značke, ki delujejo v skladu s standardom Gen2, so pasivne ali pasivno-aktivne. Pri 
pasivno-aktivnih značkah se baterijsko napajanje uporablja za ojačitev signala v 
sprejemniku ali za napajanje drugih perifernih elementov, kot so, na primer, različni 
senzorji. Standard Gen2 predvideva komunikacijo preko elektromagnetnega sklopa. 
Standard EPCglobal Class-1 Generation-2  29 
 
 
Komunikacija med izpraševalcem in značko je v smeri od izpraševalca proti znački 
določena z naslednjimi parametri: 
 hitrost podatkovnega prenosa: od 26,7 kbps do 128 kbps, 
 kodiranje podatkov: PIE (Pulse Interval Encoding), 
 vrsta modulacije: DSB-ASK (Double Sideband Amplitude Shift Keying), SSB-
ASK (Single Sideband Amplitude Shift Keying) ali PR-ASK (Phase Reversal 
Shift Keying). 
 
Komunikacija od značke proti izpraševalcu pa je določena kot: 
 hitrost podatkovnega prenosa: od 5 kbps do 640 kbps, 
 vrsta modulacije: amplitudna ali fazna modulacija (ASK - Amplitude Shift 
Keying, PSK  - Phase Shift Keying), 
 kodiranje podatkov: FM0 ali Miller, 
 frekvenca osnovnega pasu: od 40 kHz do 640 kHz. 
3.1 Logični nivo komunikacije 
Komunikacijo med izpraševalcem in značko v skladu s standardom Gen2 razdelimo 
na tri osnovne faze: izbira (Select), inventura (Inventory) in dostop (Access). 
3.1.1 Faze komunikacije 
V fazi izbire lahko izpraševalec izbere posamezno populacijo značk glede na zapis 
v notranjem pomnilniku značke. S pomočjo te faze izpraševalec zmanjša skupino 
značk, s katerimi ţeli vzpostaviti komunikacijo. Na izbrani populaciji izpraševalec nato 
izvede inventuro in dostop. Ta operacija je analogna izbiri zapisov v podatkovni bazi. 
Inventura je proces identifikacije značk, v kateri izpraševalec poskuša pridobiti 
EPC-je značk. Ker izpraševalec v tem delu poziva vse izbrane značke, naj začnejo z 
oddajo, mora zagotoviti, da je število kolizij med podatkovnimi paketi značk ob hkratni 
oddaji čim manjše. Standard Gen2 v ta namen predvideva uporabo protokola DFSA. 
Ko izpraševalec pridobi EPC posamezne značke, je ta značka izločena iz procesa 
inventure. Izpraševalec običajno nadaljuje z inventuro, dokler ne pridobi EPC-je vseh 
značk. 
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Dostop do podatkov v posamezni znački lahko izpraševalec izvede na dva načina. 
Pri prvem načinu takoj po tem, ko je bila značka identificirana, začne z branjem in 
pisanjem v značko. Pri drugem načinu pa se izpraševalec lahko najprej odloči 
identificirati vse značke, nato pa začne z branjem ali pisanjem v značke. 
Proces inventure je sestavljen iz več ukazov (Slika 13) in se začne tako, da značka 
ob prejetju ukaza Query, QueryAdjust ali QureyRep generira naključno številko 
(RN16) in jo odda v izbranem oknu. Če izpraševalec uspešno prejme RN16, ki ga 
odda značka, odda potrditev (ACK), kateri pripne prejeti RN16. Tako značka ve, da je 
bila izbrana. Kot odgovor na potrditev s strani izpraševalca značka pošlje svoj EPC. 
S tem je inventurni postopek zaključen in lahko se začne pisanje in branje v značke. 
Pri dostopanju do notranjega pomnilnika izpraševalec najprej pošlje ukaz Req_RN, 
v katerega doda RN16. Značka na tej točki generira nov RN16 (ročica) in ga vrne 
izpraševalcu. Novi RN16 izpraševalec uporabi pri dostopanju do notranjega 
pomnilnika tako, da ga pripne vsakemu ukazu. Prav tako značka pripne novi RN16 
vsakemu odgovoru. 
3.1.2 Identifikacija značke 
Identifikacija značke je v sistemih Gen2 sestavljena iz izmenjave RN16 ter nato še 
kode EPC. Časovno kritični del identifikacije je tisti del, kjer lahko nastopi kolizija 
podatkovnih paketov, zaradi hkratne oddaje podatkovnih paketov. Pri identifikaciji v 
sistemih Gen2 to lahko nastopi le med prvo izmenjavo RN16.  
 
Slika 13 Proces inventure in dostopa 
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Identifikacija se začne tako, da po fazi izbire posamezne podskupine značke 
izpraševalec pošlje ukaz Query, s katerim začne posamezni okvir. Ukaz Query poleg 
ostalih parametrov vsebuje tudi število oken v okvirju. Značke takoj po prejetem 
ukazu Query generirajo naključno števil, ki predstavlja okno znotraj okvirja, v katerem 
bodo oddale (Slika 14) naključno število RN16. Kolikor izpraševalec prejeme RN16 in 
ga nato pošlje nazaj v obliki potrditve (ACK), ki vsebuje ta isti RN16, potem je 
komunikacija med značko in izpraševalcem uspešna. 
Izpraševalec po uspešni izmenjavi podatkov nadaljuje z naslednjim oknom v okvirju 
tako, da pošlje ukaz QueryRep, ali z novim okvirjem z ukazom QueryAdjust. Razlika 
med ukazoma Query in QueryAdjust je ta, da ukaz Query, poleg velikosti okvirja, 
nastavi tudi hitrost komunikacije, vrsto kodiranja in druge parametre, s katerimi lahko 
upravlja posamezne podskupine značk. Ukaz Query se običajno uporablja na 
začetku komunikacije. 
Ukaz QueryAdjust omogoča le nastavitev velikosti okvirja, medtem ko preostali 
parametri komunikacije ostanejo nespremenjeni. Ta ukaz se uporablja za 
nastavljanje velikosti okvirja, če je potrebnih več okvirjev za identifikacijo celotne 
populacije značk. 
V kolikor v istem oknu oddata dve ali več značk svoj RN16, pride do kolizije 
podatkovnih paketov. V tem primeru bo izpraševalec zaznal kolizijo in bo zaključil 
okno z ukazom NAK (Slika 15). Če v oknu ne odda nobena od značk, potem 
govorimo o praznem oknu. V tem primeru izpraševalec nadaljuje z naslednjim oknom 
tako, da pošlje ukaz QueryRep. 
 
Slika 14 Uspešna oddaja UID-ja in izmenjava podatkov 
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Pred vsakim novim okvirjem mora izpraševalec določiti število oken znotraj okvirja. 
Kot smo ţe omenili, doseţemo največjo propustnost komunikacijskega kanala takrat, 
ko je število oken v okvirju enako številu značk, ki so del inventurnega procesa. 
Teţava sistemov RIFD je, da število komunikacijskih elementov ni znano vnaprej. 
V ta namen imajo sistemi z implementiranim protokolom DFSA algoritem, ki med 
samo komunikacijo prilagaja velikost okvirja glede na zasedenost komunikacijskega 
kanala. V ta namen standard Gen2 predlaga uporabo algoritma Q (Slika 16). 
Algoritem Q je mehanizem za določanje velikosti okvirja na osnovi uspešnosti 
preteklih oken. Algoritem ob začetku komunikacije postavi vrednost Qfp na 4. 
Povezavo med številom oken v okvirju (K) in vrednostjo Qfp podaja enačba (5). 
 2 fp
Q
K   (5) 
 
Slika 15 Okno s kolizijo in prazno okno med komunikacijo 
 
Slika 16 Algoritem Q 
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Število Qfp se med procesom identifikacije prilagaja glede na, to ali je bilo prejšnje 
okno uspešno, prazno ali pa je prišlo do kolizije podatkovnih paketov več različnih 
značk. V primeru kolizije se vrednost Qfp poveča, če je bilo okno prazno, pa zmanjša. 
V primeru uspešnega okna ostane vrednost Qfp nespremenjena. 
Sprememba vrednosti Qfp je določena s konstanto C. Standard Gen2 predlaga, da 
je vrednost konstante C med 0,1 in 0,5. Ker vrednost konstante Qfp ni celo število, jo 
je treba pred izračunom novega števila oken zaokroţiti. 
S spreminjanjem velikosti števila Qfp izpraševalec prilagaja velikost okvirja glede na 
zasedenost oken. Kolikor bi se število praznih oken povečalo, bi se proporcionalno s 
tem zmanjšal tudi okvir. Ne smemo pozabiti, da pomenijo tudi prazna okna izgubo na 
komunikacijskem kanalu. 
3.1.3 Razvoj standarda in proces identifikacije 
Prva različica standarda EPCglobal Class-0 je bila zasnovana na binarnem 
drevesu, ki je delovalo tako, da so značke za njegovo generiranje uporabile svoj UID. 
Namesto naključnega generiranja števila 1 ali 0, je značka oddala vrednost 
določenega bita svojega UID-ja. 
Če predpostavimo, da je vrednost UID-ja enaka x1, x2, x3, x4, … , xL, potem značka 
po vsaki novi zahtevi odda naslednji bit svojega UID-ja. Če je dolţina UID-ja enaka L, 
potem je potrebnih najmanj L poizvedovanj izpraševalca za identifikacijo vsaj ene 
značke. Ko izpraševalec identificira značko, lahko nadaljuje z identifikacijo na mestu, 
kjer je zaznal kolizijo. 
Vzemimo primer dveh značk z 8 bitnim UID-jem 10010101 in 10100011 z uporabo 
protokola EPCglobal Class-0. V tem primeru bosta znački po prvih dveh pozivih 
oddali enaki binarni vrednosti x1 = 1 in x2 = 0. Po tretjem pozivu bosta znački oddali 
različni vrednosti in izpraševalec bo zaznal kolizijo. Zato se bo odločil za 0 ali 1 in 
tako nadaljeval, dokler ne bo identificiral celotnega UID-ja ene od značk. 
Ena od slabosti prve različice standarda EPCglobal Class-0 je bila ta, da so 
izpraševalci značke lahko le brali. Poleg tega je bil protokol v EPCglobal Class-0 zelo 
počasen. Da bi ti napaki odpravili, je bil uveden standard EPCglobal Class-1 
Generation-1, ki je omogočil shranjevanje podatkov v značkah in ponujal nekatere 
druge izboljšave. 
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Razlika med protokoloma v standardih Class-0 in Class-1 Generation-1 je bila v 
tem, da izpraševalcu ni bilo potrebno izvajati identifikacije za vsak posamezni bit UID-
ja posebej, temveč je lahko izvedel poziv tako, da je vnaprej izbral posamezne 
podskupine. Tako bi v predhodno predstavljenem primeru lahko izpraševalec poslal 
poziv za vse značke, katerih UID se začne z x1 = 1, x2 = 0 in x3 = 0 in s tem ţe 
vnaprej izbral določeno podskupino značk. V tem primeru bi odgovorila le značka z 
UID-jem 10010101. 
Obe različici standarda je kasneje zamenjal standard EPCglobal Class-1 
Generation-2. Razlog za ukinitev prejšnjih dveh standardov je v tem, da imajo 
binarno-drevesni protokoli teţavo v primerih, ko nove značke prihajajo v polje 
izpraševalce med ţe začeto identifikacijo, kar je osnovni problem binarno-drevesnih 
protokolov. Zato je bil kasneje, v novem standardu, uveden protokol na osnovi 
protokola DFSA, ki teh teţav nima. Poleg tega je bil sam protokol nadgrajen tudi z 
mehanizmi za varnejšo komunikacijo. 
3.2 Fizični nivo komunikacije 
Sistemi RFID uporabljajo za komunikacijo v UHF območju elektromagnetni sklop, ki 
omogoča komunikacijo na večji razdaljah. Primarno elektromagnetno polje se nahaja 
tik ob anteni in ustvarja linije električnega polja v prostoru. Velikost tega območja je 
odvisna od valovne dolţine λ elektromagnetnega polja. Pri razdalji λ/2π se 
elektromagnetno polje loči od antene in preide v elektromagnetno valovanje, ki seva 
v prostor, zato na tej razdalji induktivni ali kapacitivni sklop ni več mogoč. 
V prostor izsevani elektromagnetni val na svoji poti zadene ob različne ovire. Del 
visokofrekvenčne energije objekt absorbira, del energije pa se od njega odbije. 
Količina odbite energije od predmeta je odvisna od odmevne površine predmeta 
(Radar Cross Section - RCS), od valovne dolţine elektromagnetnega valovanja, od 
vrste snovi, iz katere je predmet narejen, od smeri vpadnega valovanja in od smeri, iz 
katere odbito valovanje opazujemo. Na sliki 17 je prikazan primer antene, ki oddaja 
elektromagnetno valovanje. 
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Ker antena z ojačenjem G seva elektromagnetno valovanje z močjo PO uniformno v 












Gostota moči SS, ki se odbije od predmeta, je odvisna od njegove odmevne površine 











































Iz enačbe (9) je razvidno, da je prejeta moč, ki jo vidi sprejemnik na anteni, 
sorazmerna z odmevno površino predmeta. Odbito moč je mogoče natančno 
izračunati le za enostavne površine. 
V sistemih RFID se teorija o odmevnosti površin uporablja tako, da antena 
izpraševalca seva elektromagnetno valovanje, ki se nato odbija od značk. Ker samo 
odbita moč ne vsebuje dovolj informacije za prenos podatkov, značke uporabljajo 
princip modulacijskega odboja (backscattering).  
Kot smo ţe omenili, je količina odbite moči odvisna tudi od količine absorbirane 
moči, ki med drugim zajema moč na vezju značke in je potrebna za njeno delovanje. 
 
Slika 17 Odboj elektromagnetnega valovanja od predmetov 
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Slika 18 prikazuje značko z dipolom, na katerega pada moč z gostoto SO. Značka 
absorbira del prejete moči za lastno delovanje, prikazano z uporom RIC, kar velja 
med sprejemanjem signala iz izpraševalca. Značka sprejme elektromagnetno 
valovanje preko dipolne antene, ki ustvari spreminjajočo potencialno razliko med 
obema poloma antene. To spreminjajočo se potencialno razliko značka usmeri in 
shrani v notranjem kondenzatorju, kjer se porabi za napajanje vezja. 
Po zaključku sprejema mora značka poslati odgovor. To stori tako, da modulira 
odbito elektromagnetno valovanje. Na sliki 18 je vzporedno z uporom RIC vezan tudi 
upor RM. Med oddajanjem značka preklaplja stikalo in spreminja količino absorbirane 
moči, s tem pa se spreminja tudi količina odbite moči, kar izpraševalec na svoji anteni 
zazna kot binarno modulacijo.  
Na sliki 19 je prikazan primer komunikacije s pomočjo modulacijskega odboja. Med 
celotno komunikacijo izpraševalec preko svoje antene seva elektromagnetno 
valovanje. V prvem delu izpraševalec pošlje ukaz Query, na katerega značka 
odgovori z modulacijskim odbojem tako, da spreminja svojo odmevno površino med 
vrednostma σ1 in σ2. 
 
Slika 18 Modulacija značke z modulacijskim odbojem 
 
Slika 19 Komunikacija med izpraševalcem in značko  
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Pri komunikaciji od izpraševalca proti znački izpraševalec uporablja amplitudno 
modulacijo (Amplitude Shift Keying - ASK), za kodiranje podatkov pa pulzni interval 
(Pulse Interval Encoding – PIE). Primer kodiranja podatkov in modulacije signala od 
izpraševalca proti znački je prikazan na sliki 20. 
Komunikacija od značke proti izpraševalcu poteka preko amplitudne ali fazne 
modulacije, pri čemer je za kodiranje podatkov uporabljena FM0 ali Millerjeva koda, 
prikazana na sliki 21. Amplitudno modulacijo odbitega signala lahko doseţemo z ţe 
predstavljenim čistim ohmskim bremenom, ki je vezano vzporedno na sponke 
antene. V primeru fazne modulacije pa čisto ohmsko breme zamenjamo s 
kondenzatorjem. S tem doseţemo, da se faza odbitega signala spreminja glede na 
to, ali je kondenzator vključen ali ne. Poudariti velja, da v značkah nikoli nimamo 
idealnih elementov, zaradi česar imamo poleg fazne modulacije vedno tudi 
amplitudno modulacijo in obratno. 
Za potrebe modulacije ima značka vgrajen notranji oscilator. Namen tega 
oscilatorja je generiranje frekvence osnovnega pasu. S to frekvenco nato moduliramo 
 
Slika 20 ASK modulacija v smeri od izpraševalca proti znački 
 
Slika 21 ASK in PSK modulacija v smeri od značke proti izpraševalcu  
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nosilec in je neposredno povezana s kodiranjem podatkov med modulacijo. Slika 22 
prikazuje vrste modulacije, ki so mogoče pri odgovoru značke. 
Frekvenca osnovnega pasu modulacijskega odboja (Backscattered Link Frequency 
- BLF) predstavlja frekvenco modulacije, ki je prikazana na sliki 22. Vendar pa BLF ni 
vedno enaka podatkovni hitrosti. Razlog je v tem, da za različne vrste podatkovnih 
kodov potrebujemo različno število period osnovnega pasu za posamezni bit. Tako, 
na primer, za vrsto kodiranja FM0 potrebujemo samo eno periodo osnovnega pasu 
na bit, v primeru kodiranja Miller 8 pa je potrebnih 8 period osnovnega pasu. Tabela II 
prikazuje razmerje med vrstami kodiranja in podatkovnimi hitrostmi. 
 
Standard Gen2 predvideva več moţnih vrednosti osnovnega pasu, s katerim 
značka oddaja (Tabela III).  
 
Slika 22 FM0 in Millerjeva abeceda 
Tabela II Hitrost pretoka podatkov od značke proti izpraševalcu 





1 FM0 BLF 
2 Miller 2 BLF/2 
4 Miller 4 BLF/4 
8 Miller 8 BLF/8 
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Vsaka frekvenca osnovnega pasu ima svojo dovoljeno toleranco, ki pa se z 
niţanjem frekvence zmanjšuje. Razlog za to je v tem, da imajo značke običajno 
lokalni oscilator s frekvenco, ki je višja (nekaj MHz) od najvišje frekvence osnovnega 
pasu. Frekvenco osnovnega pasu značke dobijo z deljenjem frekvence oscilatorja, 
kar pomeni, da delilnik za niţje frekvence lahko nastavimo veliko bolj točno. 
Tabela III prikazuje frekvenčne negotovosti le za nekatere vrednosti BLF, ki so 
navedene v standardu Gen2. Standard Gen2 predvideva tudi vmesne vrednosti BLF, 
kjer je lahko frekvenčna negotovost še večja. Tako je, na primer, določena 
frekvenčna negotovost kar +/- 22 % za primer, ko se BLF nahaja med 320 kHz in  
640 kHz. Standard dodatno pogojuje frekvenčno negotovost tudi z drugimi parametri 
komunikacije. Zaradi laţje obravnave smo se omejili le na tiste vrednosti, ki so 
neodvisne od drugih komunikacijskih parametrov. 
Demodulacija signala je na strani značke relativno enostavna, saj za demodulacijo 
amplitudno moduliranega signala v osnovi zadošča, če uporabimo detektor ovojnice. 
Pri sprejemu odbitega signala na strani izpraševalca pa se tak pristop, zaradi slabe 
občutljivosti in selektivnosti, le redko uporablja. Zato se v izpraševalcih uporablja 
heterodinski sprejemnik. 
Heterodinski sprejemnik z uporabo mnoţilnika dosega veliko boljšo selektivnost kot 
običajna sita. Vendar pa imajo heterodinski sprejemniki druge slabosti, kot je, na 
primer, pojav zrcalne frekvence. Poleg tega pa se v sistemih RFID pojavi tudi teţava, 
da se pri odboju faza modulacije ne zaznava. 
Slika 23 prikazuje izpraševalca, ki preko antene seva elektromagnetno valovanje, in 
značko, katere poloţaj vpliva na fazni kot modulacije (φz) nosilnega signala na 
razdalji R. 
Tabela III Toleranca frekvence osnovnega pasu 
Frekvenca osnovnega 
pasu – BLF [kHz] 
Toleranca frekvence 
640 +/- 15 % 
320 +/- 10 % 
256 +/- 10 % 
160 +/- 7 % 
 
Standard EPCglobal Class-1 Generation-2  40 
 
 
Vzemimo, da je tok podatkov, ki jih oddaja značka, enak xP(t), frekvenca nosilca 
fN(t), fazni zamik modulacije zaradi poloţaja značke pa φz, potem je odbiti modulirani 
signal enak 
      cos 2M P N Zy t x t f t    . (10) 
Če signal preko antene pripeljemo v mnoţilnik, v izpraševalcu dobimo signal 
      cos 2I M Ny t y t f t  . (11) 
Rezultat mnoţenja signalov podaja enačba (12). 
 
        
      
cos 2 cos 2
1
cos cos 2 2
2
I P N Z N
P Z N
y t x t f t f t
x t f t
  
 
   
   
. (12) 
Produkt mnoţenja nato filtriramo tako, da ostranimo komponento z dvakrat višjo 
frekvenco od nosilnega signala. Tako nam ostane le tok podatkov, ki je odvisen od 
faze modulacije. Če je vrednost faze π/2 ali 3π/2, potem je signal na izhodu iz 
mnoţilnika po filtriranju enak nič. Zato izpraševalci RFID uporabljajo I/Q demodulator, 
ki ima poleg mnoţilnika s sofaznim signalom še mnoţilnik s signalom, ki je 
zamaknjen za π/2. Signala iz obeh mnoţilnikov predstavljata signala yI in yQ. 
         
1
cos cos 2 2
2
I P Z Ny t x t f t 
 




Slika 23 Položaj značke pri modulacijskem odboju 
Standard EPCglobal Class-1 Generation-2  41 
 
 
         
1
sin sin 2 2
2
Q P Z Ny t x t f t 
 
     
 
. (14) 
Glede na enačbi (13) in (14) vidimo, da imamo ne glede na poloţaj značke vsaj na 
enem izhodu vedno signal, ki ga lahko uporabimo za dekodiranje podatkov.  
Slika 24 prikazuje generični sprejemnik na strani izpraševalca. Sestavljata ga dve 
medsebojno pravokotni komponenti. Prvo, realno, imenujemo sofazna (I - Inphase) in 
nastane pri mnoţenju s sofaznim signalom, drugo, imaginarno, pa kvadraturna (Q - 
Quadrature) komponenta nosilca, ki nastane pri mnoţenju s signalom, zamaknjenim 
za 90°. 
Na sliki 24 je med sprejemnikom in anteno nameščen še cirkulator, ki je skoraj 
nepogrešljiv element visoko frekvenčnih sprejemnikov RFID. Namen cirkulatorja je, 
da lahko na isto anteno priključimo sprejemnik in oddajnik. 
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3.3 Optimizacija algoritma Q 
Predpogoj za uspešno delovanje algoritma Q v protokolih DFSA je pravilna 
določitev števila značk v polju izpraševalca. Omenili smo ţe, da komunikacijski kanal 
doseţe največjo propustnost takrat, ko je število značk v polju enako številu oken v 
okvirju. V nadaljevanju bomo predstavili različne načine določanja števila značk v 
polju izpraševalca.  
Metode optimizacije se v osnovi delijo na tiste, ki uporabljajo pristop z analizo 
dogodkov v samih oknih, in na tiste, ki poskušajo uporabiti informacijo z analizo 
 
Slika 24 Generični I/Q sprejemnik 
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odbitega signala na anteni. Nadalje lahko optimizacije algoritma Q razdelimo tudi na 
tiste, ki predlagajo spremembo osnovnega standarda in na tiste, ki iščejo optimizacije 
znotraj standarda Gen2. 
3.3.1 Stohastične metode 
Stohastične metode optimizacije algoritma Q so vse tiste metode, katerih teorija 
temelji na analizi preteklih dogodkov. Te metode poskušajo določiti število značk v 
polju izpraševalca na osnovi verjetnostne teorije dogodkov, kjer so izhodiščni podatki 
za obravnavo število praznih, uspešnih in neuspešnih oken v preteklih okvirjih. 
Najpreprostejša optimizacija osnovnega algoritma Q je nesimetrična sprememba 
vrednosti števila Q. To pomeni, da število Q različno hitro povečujemo in 
zmanjšujemo. V tem primeru imamo namesto ene same konstante C, dve različni 
konstanti Cc in Ci, s katerima povečujemo (Cc) in zmanjšujemo (Ci) število Q. Tak 
pristop pride do izraza predvsem takrat, ko v oknih s kolizijo pričakujemo več kot dve 
znački. Konstanti Cc in Ci lahko prilagajamo sproti. Primer prikazujeta enačbi (15) in 
(16). 
 0.1 0.5cC   (15) 
 ( 2)*i cC e C   (16) 
Pri protokolu DFSA doseţemo največjo učinkovitost s tistim algoritmom, ki 
najhitreje določi število značk, ki ţelijo oddati v naslednjem okvirju. To lahko 
doseţemo z opazovanjem števila praznih oken K0, oken z eno oddajo K1 in oken z 
dvema ali več oddajama Kk. Tako lahko rečemo, da je ocena števila značk N enaka 
 1 2* .kN K K   (17) 
Enačba (17) temelji na predpostavki, da sta v oknih s kolizijo zagotovo oddali 
podatke najmanj dve znački. Ker je taka predpostavka zelo groba (značk v oknih s 
kolizijo je običajno več), je avtor Zhen [14] predlagal naslednjo enačbo: 
 1 2.39* .kN K K   (18) 
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Ugotovil je namreč, da je povprečje značk, ki so med identifikacijo udeleţene v 
kolizijah, enako 2,39. Določitev števila značk je lahko tudi kompleksnejša. Tako je, na 


















kjer število K predstavlja število oken v preteklem okvirju, K0 pa število praznih 
oken. Nekoliko drugačen pristop je pristop Kodialama [16], ki je poskušal določiti 
število praznih oken in oken s kolizijo podatkovnih paketov ter nato število značk. 
 
 0 0N K KZE e
K





N Kk kN KCE e
K K
 
    
 
 (21) 
V enačbah (20) in (21) predstavljata ZE oceno praznih oken, CE pa oceno oken, 
kjer je prišlo do kolizije podatkovnih paketov. Obe vrednosti sta znani (K0 in K2). 
Število značk je enako N0, v kolikor je N0 < Nk, v nasprotnem primeru je enako številu 
Nk. 
Ţe omenjeni pristopi uporabljajo statistiko celotnega okvirja, kar pomeni, da je za 
uspešno delovanje predlaganih pristopov potrebno opazovati celoten okvir. Cui [17] 
je predlagal, da bi namesto celotnega okvirja izpraševalec opazoval zgolj prve tri 
okna in se na podlagi teh odločal, ali bo s sprejemanjem nadaljeval ali pa bo okvir 
prekinil ter ga povečal ali zmanjšal. Podobno je tudi Wang [18] s stohastično analizo 
poskušal reševati primere, ko pride do izbruha praznih oken ali oken s kolizijo. 
Dongwook [19] je predlagal, da bi algoritem Q nadomestili z algoritmom DBQ (Dual 
Biased Q). Osnovni algoritem predstavlja naslednja enačba: 
 1 0 0i i k kQ Q k c k c     (22) 
Algoritem DBQ se za določanje števila oken posluţuje metode najmanjših 
kvadratov, kjer iščemo rešitev vektorjev (k0 in kk), sestavljenih iz preteklih vrednosti 
števila oken. 
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Poleg različnih metod reševanja verjetnostnih računov in uporabe različnih vrst 
porazdelitev, pa avtorji predlagajo tudi različne pristope, ki sicer povečujejo 
propustnost protokola DFSA, vendar pa imajo to slabost, da zahtevajo spremembo 
standardiziranih protokolov. 
Eden izmed takih je Wangov [20] predlog uvedbe okvirja za detekcijo kolizije  
(Slika 25). Protokol predvideva, da značke pred začetkom komunikacije v posebnem 
okvirju napovejo, v katerem oknu bodo oddajale. To storijo tako, da v izbranem oknu 
znotraj okvirja oddajo 4-bitno naključno število za detekcijo kolizije. Izpraševalec 
zazna, v katerih oknih ni prišlo do kolizije (bd0, bd2, dd5) in za tem sporoči značkam iz 
oken brez kolizije, da lahko oddajo svoj ID v izbranem oknu. 
Poleg osnovne ideje, ki je prikazana na sliki 25, so bile kasneje dodane še različne 
izpeljanke, kakršno je na primer predlagal Quan [21], ki poskuša rešiti problem 
porazdelitve značk. Quan predlaga, da bi imele značke vgrajene različne algoritme, s 
katerimi bi izbirale okna v katerih bodo oddajale. Če po prvi zahtevi izpraševalec 
ugotovi, da je v okvirju za detekcijo kolizije veliko oken s kolizijo, od značk zahteva, 
da ponovno izberejo okna z drugačnim algoritmom. S tem povečamo razpršenost 
značk znotraj okvirja in zmanjšujemo število kolizij. Na tem mestu smo predstavili le 
nekatere rešitve in analize, ki temeljijo na verjetnostnem izračunu in jih še lahko 
najdemo v literaturi [22, 23, 24, 25, 26, 27, 28, 29, 30, 31, 32, 33, 34, 35]. 
3.3.2 Metoda najmočnejšega signala 
V primeru sovpadanja več različnih podatkovnih paketov so nekateri signali 
podatkovnih paketov običajno močnejši od drugih. Razlogi za to so lahko različna 
oddaljenost značk od antene izpraševalca, orientacija značk ali prepreke, ki se 
nahajajo med izpraševalcem in značko ter na ta način slabijo signal. 
 V kolikor je eden izmed signalov podatkovnih paketov veliko močnejši, dekoder 
šibkejšega signala ne bo zaznal (Capture effect) [36, 37]. Ker bo izpraševalec signal 
 
Slika 25 Metoda z detekcijo kolizije 
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pravilno dekodiral, bo okno obravnaval kot uspešno. Opisani primer se uporablja v 
protokolih tipa ALOHA, pri prenosu televizijskega signala, 802.11 radio, Bluetooth, 
mobilni telefoniji, ipd. 
Prednost uporabe metode najmočnejšega signala je povečanje števila oken, ki smo 
jih kljub koliziji podatkovnih paketov v določenem oknu uspešno dekodirali. S tem, ko 
neuspešna okna spremenimo v uspešna, neposredno povečamo propustnost kanala, 
ki je tako lahko večja od teoretične meje [38], ki velja za protokole tipa ALOHA. 
Pogoj za uspešno prepoznavo podatkov v primeru opisanega učinka je zadostna 
razlika v moči med prejetim prepoznanim signalom in ostalimi signali. Razlika v moči, 
ki je potrebna za uspešen sprejem signalov, je odvisna predvsem od realizacije 
sprejemnika. V ta namen so bili predlagani različni pristopi za izboljšanje 
najmanjšega še dopustnega razmerja med najmočnejšim signalom in ostalimi signali. 
Z namenom povečanja verjetnosti uspeha metode najmočnejšega signala se 
pogosto uporablja pristop z nadzorom moči oddajanja (Power Control during 
Transmission - PCT). Ta metoda deluje tako, da med samo oddajo postopno 
povečujemo moč. S tem preprečimo, da bi v primeru interference z drugim paketom, 
ki začne z oddajanjem kasneje, prišlo do izgube podatkov. Ker je začetek oddaje 
drugega podatkovnega paketa po moči šibkejši od konca prvega podatkovnega 
paketa, bo prvi podatkovni paket preglasil drugega in na ta način uspešno zaključil 
prenos podatkov (Slika 26-a). 
Opisani primer predstavlja komunikacijo, pri kateri najprej oddajamo s šibkejšim 
signalom. Prav tako pa obstajajo tudi komunikacije, kjer začnemo oddajati z 
močnejšim signalom in ga nato postopoma slabimo (Slika 26-b). Slabost tega 
pristopa je izguba podatkovnega paketa, ki smo ga deloma ţe sprejeli. V takih 
primerih avtorji predlagajo, da bi neprestano iskali sinhronizacijski signal v vsakem 
podatkovnem paketu. Na ta način bi lahko pravočasno zavrgli stari podatkovni paket 
in začeli sprejemati novega. Opisani pristop PTC je primeren za protokole na osnovi 
osnovnega protokola ALOHA, kjer začetek oddaje ni natančno določen in lahko pride 
do delnega prekrivanja podatkovnih paketov. 
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3.3.1 Metoda RCS 
Značka v elektromagnetnem sklopu komunicira z izpraševalcem tako, da modulira 
odbiti signal od značke. V primeru, da signal odbijata dve znački, se bosta odboja 
superponirala, kar bo vidno na anteni izpraševalca. Če opazujemo tak signal, 
ugotovimo, da na anteni lahko zaznamo štiri različne nivoje odbite moči, ki so 
kombinacija nivojev odbitih moči dveh značk [39, 40, 41, 42, 43, 44, 45, 46, 47]. 
Kot smo ţe pojasnili, ima odbiti signal svojo amplitudo in fazo. Amplituda odbitega 
signala je odvisna od odmevne površine značke in razdalje med značko in 
izpraševalcem. Prav tako kot amplituda, je tudi faza modulacije odvisna od razdalje, 
od različnih zakasnitev na poti signala v izpraševalcu in znački, pa tudi od impedance 
značke, ki se med modulacijo spreminja, še posebej, če modulacijo izvedemo s 
kapacitivnim bremenom. Amplitudo in fazo lahko prikaţemo kot vektor RCS. Binarno 
modulacijo lahko torej predstavimo z dvema vektorjema RCS. 
Na sliki 27 je prikazana modulacija značke z dvema amplitudama RCS0 in RCS1 in 
z enakim kotom modulacije φz. Kolikor je fazni kot modulacije φz enak 0, potem 
poteka modulacija v fazi z nosilnim signalom. V tem primeru bomo na izhodu I  
I/Q demodulatorja dobili modulacijo, medtem ko bo vrednost signala na izhodu Q 
enaka 0. 
 
Slika 26 Pristop z nadzorom moči oddajanja 
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V primeru, da oddajata dve ali več značk, se bodo vektorji odbojev posameznih 
značk med seboj seštevali. V tem primeru bomo na anteni dobili vektorje RCS, ki so 
rezultat medsebojne vsote. Slika 28 prikazuje primer odbitih signalov dveh značk in 
konstelacijski diagram. 
Na sliki 28 je poleg signalov prikazan tudi konstelacijski diagram. Diagram prikazuje 
štiri točke (S0,0, S1,0, S0,2, S1,2), od katerih vsaka predstavlja eno od štirih kombinacij 
vektorjev RCS. Kot bomo videli kasneje, so vektorji v kosntelacijskem diagramu 
zamenjani s točkami zaradi laţje in bolj realne predstavitve dogajanja na anteni 
izpraševalca. 
 
Slika 27 Vektorja binarne modulacije odboja 
 
Slika 28 Superpozicija odbitih signalov 
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Kot smo ţe omenili, lahko vsak binarni modulacijski odboj predstavimo z dvema 
vektorjema RCS. Z večanjem števila značk se povečuje tudi število kombinacij. 
Enačba (23) podaja zvezo med številom značk N in številom vektorjev RCS SN. 
 2
N
NS   (23) 
Številni avtorji [45, 48] so predlagali uporabo analize RCS za določitev števila značk 
v primeru kolizije podatkovnih paketov. Prednost takega pristopa pred ostalimi je ta, 
da z njim poskušamo natančno določiti število značk. Slika 29 prikazuje primer 
analize RCS, s pomočjo katere lahko razberemo, da je oddajala le ena značka. Kot je 
razvidno iz slike, posamezni poloţaj modulacije ni ena sama točka, temveč roj točk, 
ki nastane zaradi šuma in različnih drugih napak pri sprejemu. 
Slika 30 prikazuje primer za dve znački, kjer so vidni štirje roji točk. Z identifikacijo 
posameznih rojev točk [49] in s tem določitvijo njihovega števila lahko sklepamo o 
številu značk. Teţava metode RCS je, da je njena uspešnost odvisna od razpršenosti 
rojev po konstelacijskem diagramu. V primeru, da bi vse značke imele isto 
modulacijsko fazo, bi se vsi oblaki nahajali na eni premici, kar bi močno oteţilo 
identifikacijo rojev. Zato avtorji metode poudarjajo, da je njena uspešnost pogojena s 
kanalom. 
 
Slika 29 Konstelacijski diagram za eno značko [48] 
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Slika 31 prikazuje kosntelacijski diagram, ki je bil posnet za primer štirih točk. V tem 
primeru vidimo, da vseh 16 rojev ni natančno razmejenih, zaradi česar so teţje 
določljivi. Avtorji trdijo, da so z uporabo analize RCS uspeli zanesljivo identificirati do 
4 značke [48]. Pri večjem številu rojev metoda ni bila več zanesljiva. 
 
Uporaba metode RCS je posebej primerna za določevanje števila značk, ker je 
določitev konstelacijskega diagrama s pomočjo izpraševalcev, ki imajo  
I/Q demodulator, relativno preprosta. Izhoda I in Q lahko namreč neposredno 
uporabimo za izdelavo konstelcijskega diagrama, kjer posamezni izhod predstavlja 
absciso in ordinato diagrama. 
 
Slika 30 Konstelacijski diagram za dve znački [48] 
 
 
Slika 31 Konstelacijski diagram za štiri značke [48] 
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4 Metoda analize sinhronizacijskega signala 
Omenili smo, da je najoţje grlo, ki nastaja pri komunikaciji med značko in 
izpraševalcem, čas identifikacije značke. V ta namen različni sistemi RFID 
uporabljajo protokole, ki zmanjšujejo število oken s kolizijo in določajo kako po koliziji 
podatkovnih paketov nadaljevati s komunikacijo. Komunikacija med izpraševalcem in 
značko po identifikaciji značke ne predstavlja posebne teţave s stališča protokola in 
v nadaljevanju ni pričakovat izgub na komunikacijskem kanalu, ki bi bile posledica 
kolizije podatkovnih paketov. 
Predstavili smo več metod, ki poskušajo povečati propustnost komunikacijskega 
kanala med identifikacijo z določanjem števila značk v polju. Najpogostejši pristop k 
določanju števila značk v polju izpraševalca je tisti, ki temelji na analizi uspešnosti 
preteklih oken, kjer z uporabo različnih analitičnih metod na osnovi verjetnostnih 
računov določimo število značk v polju. 
Edini pristop, ki dejansko poskuša natančno določiti število značk v polju s pomočjo  
analize sprejetega signala, je metoda RCS. Prednost takega pristopa je predvsem v 
natančnosti določanja števila značk in s tem hitrejšem doseganju optimalne 
propustnosti komunikacijskega kanala zaradi optimalnejše nastavitve velikosti okvirja. 
Tretja metoda je metoda najmočnejšega signala. Ta metoda se izkaţe predvsem v 
smislu povečevanja največje teoretične meje propustnosti kanala, saj omogoča 
reševanje tudi tistih oken, v katerih je prišlo do kolizije podatkov. Teţava te metode je 
predvsem njena omejenost, saj omogoča reševanje oken s kolizijo le v posebnih 
primerih in je zato ni mogoče uporabiti kot samostojne metode, temveč le kot 
izboljšavo ţe prej omenjenih pristopov. 
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4.1 Uporabnost metode RCS 
Različni avtorji predlagajo uporabo metode RCS v sistemih RFID, ki delujejo po 
standardu Gen2. Na uspešnost metode vpliva porazdelitev točk, ki predstavljajo 
različne nivoje modulacijskega odmeva v konstelacijskem diagramu. Kolikor so točke 
zelo razpršene po diagramu in roji niso zgoščeni, pride do teţav pri identifikaciji rojev 
in njihovega števila.  
Na razpršenost rojev vpliva oblika signala na izhodu demodulatorja. Če so nivoji 
signala na izhodu I/Q demodulatorja ponavljajoče diskretne vrednosti, potem se 
posamezni roji zgostijo v eno samo točko. 
V realnem svetu so vedno prisotni tudi šumi in razna popačenja, ki so posledica 
lastnosti oddajnika in sprejemnika, zato nikoli nimamo čistih diskretnih ponavljajočih 
se stanj na izhodu demodulatorja. To povzroča razpršitev rojev in oteţuje 
identifikacijo. Druga, večja teţava pa so prehodi med diskretnimi stanji signala. Ti 
povzročijo, da so roji razpotegnjeni in se mešajo z drugimi, kolikor ti niso dovolj 
oddaljeni med seboj. 
Standard Gen2 med drugim omogoča tudi komunikacijo preko različnih kanalov. 
Frekvenčno območje in širina kanalov sta odvisna od zemljepisnih območij uporabe. 
Tako ameriški standard FCC 15.247 določa komunikacijo v frekvenčnem območju od 
902 MHz do 928 MHz s pasovno širino kanala 500 kHz, evropski standard ETSI EN 
302 208 pa komunikacijo v frekvenčnem območju od 865 MHz do 868 MHz s širino 
kanalov 200 kHz ter razdaljo med sredinami kanalov velikosti 300 kHz. 
Pri komunikaciji, kjer je uporabljenih več sosednjih kanalov, je potrebno zagotoviti, 
da sprejeti signal ustreza ciljnemu frekvenčnemu pasu kanala, za kar poskrbijo 
različna sita v sprejemniku. 
Komunikacija v sistemih RFID poteka preko binarno moduliranih nosilnih signalov. 
Binarni modulirani signal pa predstavlja pravokotni signal, ki je sestavljen iz nešteto 


















  (24) 
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Najvišja frekvenca osnovnega pasu, ki jo standard Gen2 dovoljuje, je 640 kHz. Ker 
je to pravokotni signal, ima drugi harmonik frekvenco 1,920 MHz. V primeru 
modulacije s 40 kHz ima drugi harmonik frekvenco 120 kHz, tretji pa 200 kHz. 
Glede na pasovne širine kanalov vidimo, da pri višjih frekvencah osnovnega pasu v 
večini izgubimo ţe drugi harmonik. To pomeni, da dobimo zaradi filtriranja sosednjih 
kanalov na izhodu demodulatorja sinusni signal, namesto pravokotnega signala, ki 
predstavlja binarno kodirano informacijo. 
Slika 32 prikazuje izhod iz realnega I/Q demodulatorja izpraševalca [50]. Kot je 
razvidno s slike, je signal, zaradi filtriranja, sinusne oblike. Minimum in maksimum 
sinusnega signala predstavlja dve diskretni stanji binarno modularnega signala. 
Če signal s slike 32 uporabimo za izdelavo konstelacijskega diagrama, dobimo 
rezultat, ki ga prikazuje slika 33. S slike je razvidno, da v primeru sinusnega signala 
na izhodu demodulatorja ne dobimo pričakovanih dveh rojev, ki predstavljata 
diskretna stanja sprejetega signala. Zaradi sinusnega signala sta diskretni stanji 
povezani, roja točk pa se zdruţita v en roj, ki povezuje obe diskretni stanji. S pomočjo 
slike lahko sklepamo tudi o poloţaju binarnih stanj, ki se nahajata na obeh koncih 
roja. Slike od 34 do 37 prikazujejo rezultate signala na izhodu I/Q demodulatorja in 
konstelacijske diagrame še za 2 in 3 značke. 
 
Slika 32 Podatki, oddani z ene značke na izhodu I/Q 
demodulatorja 






Slika 33 Konstelacijski diagram za eno značko 
 
Slika 34 Podatki, oddani z dveh značk na izhodu I/Q 
demodulatorja 






Slika 35 Konstelacijski diagram za dve znački 
 
Slika 36 Podatki, oddani s treh značk na izhodu I/Q 
demodulatorja 
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Prikazani rezultati nakazujejo, da zaradi odstranjenih višjih hramonikov, uporaba 
konstelacijskega diagrama in s tem metode RCS ni mogoča [51, 52]. S tem smo 
pokazali, da predlagane metode RCS, ki temelji na analizi signala z namenom 
določitve števila značk, v sistemih RFID, ki delujejo v skladu s standardom Gen2 ali s 
katerimkoli drugim podobnim standardom, pravzaprav ni mogoče uporabiti. 
4.2 Sinhronizacijski signal 
Pokazali smo, da metode RCS v sistemu Gen2 ni mogoče uporabiti. Ker je to edina 
metoda, ki temelji na analizi signala z namenom natančnega določanja števila značk 
v oknih s kolizijo, smo poskusili najti nov pristop, s katerim bi nadomestili metodo 
RCS in bi ga lahko uporabili tudi v Gen2 in podobnih standardih, ki vključujejo 
pasovno filtriranje sprejetega signala. 
Eden zelo pogosto uporabljenih pristopov v komunikaciji RFID je uporaba 
sinhronizacijskega signala [53]. Namen sinhronizacije oddajnega in sprejemnega 
sistema je uskladitev frekvenc obeh sistemov, ki nato omogoča pravilno dekodiranje 
sprejetih podatkov na obeh staneh. Ker identifikacija v sistemih RFID predstavlja tudi 
prvo vzpostavitev komunikacije med izpraševalcem in značko, je na tej točki 
 
Slika 37 Konstelacijski diagram za tri značke 
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izvedena tudi sinhronizacija. V ta namen v sistemih Gen2 izpraševalec in značka 
oddata svoj sinhronizacijski signal. Slika 38 prikazuje preambulo, ki predstavlja 
začetek oddaje UID-ja značke. 
Preambula je v primeru standarda Gen2 sestavljena iz pilotnega tona in 
sinhronizacijskih bitov. Sinhronizacija je potrebna, ker oddajni sistem v znački 
uporablja lokalni oscilator, ki ni sinhron s sprejemnim sistemom v izpraševalcu. 
Frekvenca pilotnega tona ustreza frekvenci osnovnega pasu (BLF). 
Izpraševalec med sprejemom opazuje pilotni ton in na ta način določi frekvenco 
lokalnega oscilatorja značke. Razlike v frekvencah lokalnih oscilatorjev značk 
nastanejo predvsem zaradi različnih procesnih parametrov med izdelavo 
integriranega vezja. Poleg tega na frekvenco oscilatorja vplivajo tudi različni pogoji 
delovanja (oddaljenost od antene, bliţina sosednjih značk, temperatura, ...), ki imajo 
učinek tudi na napajanje značke. 
Pilotnemu tonu sledijo sinhronizacijski znaki, ki označujejo začetek podatkovnega 
dela. Ti predstavljajo tudi določeno vrsto preverjanja uspešnosti sinhronizacije med 
sprejemom pilotnega tona. Če tak sprejeti paket opazujemo na izhodu realnega I/Q 
demodulatorja, opazimo, da namesto pravokotnega pilotnega tona dobimo sinusni 
signal. Razlog za tak signal je ţe omenjeno filtriranje višjih harmonikov. 
Med identifikacijo večjega števila značk pogosto nastopijo okna, kjer oddata hkrati 
dve ali več značk. V tem primeru pride do superpozicije oddanih signalov značk. 
Enačbi (25) opisujeta dva signala, odbita z dveh različnih značk med modulacijo s 
pravokotnim signalom xP,1 in xP,2 ter fazama φZ,1 in φZ,2. 
 
     
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Če signala seštejemo, na sofaznem izhodu I/Q demodulatorja dobimo 
 
Slika 38 Preambula v primeru kodiranja Miller 2 
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Rezultat mnoţenja signalov podaja enačba (27). 
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Signal je po mnoţenju najprej deleţen filtriranja na nizko propustnem situ (NPS), 
kjer se izločijo vsi višji harmoniki, ki predstavljajo nosilni signal. Nato je signal filtriran 
še na pasovnem situ, ki izloči sosednje kanale. Tako dobimo samo prva harmonika 
osnovnega pasu signala dveh značk xP,1,H1 in xP,2,H1, ki sta fazno zamaknjena glede 
na poloţaj značk. 




I NPS P H Z P H Zy t x t x t        (28) 
Slike od 39 do 44 prikazujejo pilotne tone za primer ene, dveh in treh značk, ki 
oddajajo UID, ter frekvenčno analizo pilotnih tonov. 
 
Slika 39 Pilotni ton v primeru oddaje ene značke 






Slika 40 Frekvenčna analiza pilotnega tona v primeru oddaje ene 
značke 
 
Slika 41 Pilotni ton v primeru oddaje dveh značk 






Slika 42 Frekvenčna analiza pilotnega tona v primeru oddaje 
dveh značk 
 
Slika 43 Pilotni ton v primeru oddaje treh značk 




Iz frekvenčnih analiz sprejetih pilotnih tonov so razvidne različne frekvence pilotnih 
tonov, ki so posledica lastnosti lokalnih oscilatorjev v značkah, katerih frekvence niso 
enake. Vse prikazane meritve so bile narejene na realnem sistemu, kjer smo imeli 
moţnost nastavitve frekvence lokalnega oscilatorja v značkah in na ta način dodatno 
vplivati na frekvenco osnovnega pasu [54]. 
4.3 Določanje števila s frekvenčno analizo pilotnega tona 
Iz frekvenčnih analiz pilotnega tona so razvidne različne frekvence pilotnih tonov. Z 
določitvijo števila različnih frekvenc pilotnih tonov lahko določimo število značk, ki so 
hkrati oddale [52]. Da bi lahko uporabili tak pristop pri določanju števila značk, 
moramo določiti njegove zmoţnosti razločevanja frekvenc. 
Pri določanju števila značk smo omejeni z lastnostmi Fourierjeve analize. Ta 
omejitev se nanaša predvsem na največje število značk, ki jih lahko razločimo s 
pomočjo Fouriereve analize znotraj določenega frekvenčnega pasu. Enačba (29) 
podaja diskretno Fourierjevo transformacijo (DFT) [55]. 
 
Slika 44 Frekvenčna analiza pilotnega tona v primeru oddaje treh 
značk 
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   (29) 
Element X(ωk) predstavlja spekter pri frekvenčnem vzorcu ωk, x(tn) vhodni signal pri 






   (30) 
kjer je T čas vzorčenja. Iz enačbe (30) sledi, da je razmik med vzorci DFT v 





   (31) 
Glede na enačbo (31) lahko sklepamo, da na zmanjšanje razmika med vzorci v 
frekvenčnem prostoru vpliva dolţina opazovanega signala. S podaljševanjem časa 
opazovanja tako povečamo frekvenčno resolucijo in s tem tudi število različnih 
frekvenc, ki jih razločimo v določenem frekvenčnem območju. Čas opazovanja je v 
sistemu Gen2 omejen z dolţino pilotnega tona. V tem času lahko pričakujemo, da 
bomo imeli zaradi filtriranja vhodnega signala stabilen sinusni signal. Največje število 
značk, ki jih lahko določimo, je torej omejeno s pasovno širino, ki ga določa 
frekvenčna negotovost osnovnega pasu, podana s standardom in dolţino oddanega 
pilotnega tona. 
Dolţina pilotnega tona se razlikuje od vrste izbrane abecede, frekvence in 
nastavitve. Vpliv dolţine abecede na pilotni ton je razviden iz slike 22, kjer se s 
spreminjanjem vrste abecede spreminja dolţina posameznega bita v pilotnem tonu. 
Poleg izbire vrste abecede lahko v Gen2 izbiramo tudi med krajšim in podaljšanim 
pilotnim tonom. Izbira je odvisna od prametra TRext [7]. Vpliv frekvence na dolţino 
pilotnega tona prikazuje slika 45, kjer je razvidna primerjava dveh pilotnih tonov na 
sofaznem izhodu demodulatorja za frekvenci 736 kHz in 544 kHz. To sta frekvenci na 
skrajnih dovoljenih robovih frekvenčnega območja, ki ga standard še dovoljuje za 
frekvenco osnovnega pasu, ki sta enaki 640 kHz. Če hočemo torej zagotoviti, da 
bomo vedno opazovali samo seštevek pilotnih tonov, moramo za čas opazovanja 
vzeti dolţino najkrajšega pilotnega tona. To je pilotni ton z najvišjo frekvenco 
osnovnega pasu. 
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Tabela IV prikazuje pričakovano dolţino pilotnih tonov za posamezne kombinacije 
nastavitev in frekvenčno resolucijo za dve različni frekvenci osnovnega pasu. 
Kot smo ţe omenili, je največje število značk, ki jih lahko določimo, poleg 
frekvenčne resolucije odvisno tudi od pasovni širine, na kateri lahko generiramo 
pilotne tone. To je odvisno od negotovosti frekvence osnovnega pasu, ki jo dovoljuje 
standard Gen2 (Tabela III). Največje dovoljeno odstopanje frekvence osnovnega 
 
Slika 45 Primerjava dolžin pilotnih tonov 






Δfk (320 kHz) Δfk (640 kHz) 
0 
FM0 0 0 0 
Miller 2 9 35,5 kHz 71,1 kHz 
Miller 4 17 18,7 kHz 37,6 kHz 
Miller 8 25 12,8 kHz 25,6 kHz 
1 
FM0 12 26,6 kHz 53,3 kHz 
Miller 2 33 9,7 kHz 19,4 kHz 
Miller 4 55 5,8 kHz 11,6 kHz 
Miller 8 129 2,48 kHz 4,96 kHz 
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pasu pri 640 kHz znaša ±15 %. Torej se frekvenca osnovnega pasu nahaja znotraj 
območja od ±96 kHz. Pri frekvenci osnovnega pasu 320 kHz pa je dovoljeno 
odstopanje frekvence ±10 % (±32 kHz). 
Če vse moţne frekvence osnovnega pasu enakomerno razdelimo znotraj 
omenjenih frekvenčnih pasov, dobimo največje moţno število značk, ki jih na tak 
način lahko določimo. Tabela V prikazuje največje število značk, ki jih je mogoče 
določiti za določene kombinacije parametrov komunikacije. 
Pri izračunu največjega števila moţnih frekvenc, znotraj posameznih frekvenčnih 
negotovosti, smo frekvence porazdelili tako, da je med vsako frekvenco, ki jo lahko 
prepoznamo, najmanj dvakratna razlika frekvenčne resolucije (Δfk). Razlog za to je, 
da lahko na tak način laţje razločimo število značk. Sicer to razpolovi največje število 
moţnih značk, ki jih lahko določimo, vendar pa hkrati dovolimo manjše negotovosti v 
frekvencah in laţjo implementacijo algoritma za določanje števila značk. 
Kot smo ţe omenili, je generiranje frekvence odvisno od oscilatorja, ki je vgrajen v 
znački. Običajno je frekvenca oscilatorja nekaj MHz, torej višja od največje moţne 
frekvence nosilnega pasu. Razlog je v negotovosti oscilatorja, ki je posledica 
procesnih parametrov med izdelavo integriranega vezja, ki lahko variirajo, s tem pa 
tudi frekvenca oscilatorja. Zato je oscilator običajno narejen tako, da ima višjo 
frekvenco, ki jo nato delimo. Delilni faktor se običajno nastavi med testiranjem 
integriranega vezja, še dodatno pa med sprejemom sinhronizacijskega signala s 
Tabela V Največje določljivo število značk za različne kombinacije 







FM0 0 0  
Miller 2 1 2  
Miller 4 2 3  
Miller 8 3 4  
1 
FM0 2 2  
Miller 2 4 6  
Miller 4 6 9  
Miller 8 14 20  
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strani izpraševalca. Od natančnosti nastavitve delilnika je odvisna tudi natančnost 
frekvence nosilnega pasu, s katero bo značka modulirala nosilni signal. 
Slika 46 prikazuje analizo pilotnega tona značk, ki so dostopne na trgu [56]. Kot je 
razvidno s slike, je tudi pri teh značkah opaziti določeno razpršenost in nenatančnost 
frekvence nosilnega pasu. To pomeni, da z določeno verjetnostjo lahko pričakujemo, 
da bomo z analizo pilotnega tona uspeli določiti število značk v posameznem oknu. 
Pri opazovanju slike 46 lahko vidimo še eno pomembno lastnost komunikacije z I/Q 
demodulatorjem. Zaradi faznih premikov med značko in izpraševalcem je amplituda 
signala posameznih značk na obeh kanalih različno velika. Zato je pomembno, da pri 
določanju števila značk naredimo frekvenčno analizo na obeh kanalih. Zgodi se 
lahko, da bo določena značka vidna samo na enem kanalu, na drugem pa ne. 
Trenutno so značke narejene tako, da je osnovna frekvenca oscilatorja ravno dovolj 
visoka, da značke oddajajo znotraj določenih območij. Ne glede na vse ţe navedene 
razloge, ki povzročajo razpršenost frekvence osnovnega pasu, pa lahko pričakujemo, 
da bo porazdelitev frekvenc osnovnega pasu več opazovanih značk zavzela 
določeno normalno porazdelitev, ki je značilna za naravne procese. Če bi hoteli 
doseči enakomerno porazdelitev značk po celotnem frekvenčnem pasu negotovosti, 
bi značke morale imeti oscilatorje z višjo frekvenco. S tem bi lahko delilnike frekvence 
nastavili bolj natančno in značke bi imele moţnost naključne izbire frekvence 
osnovnega pasu. 
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4.4 Metoda MASS 
Rezultati frekvenčne analize potrjujejo predlagani pristop. Pokazali smo, da lahko s 
pomočjo analize pilotnega tona določimo število značk, ki so oddale svoj UID. S 
pomočjo te analize lahko izdelamo algoritem, ki med procesom identifikacije analizira 
sprejeti signal in določa število značk v polju izpraševalca. Algoritem smo 
poimenovali metoda analize sinhronizacijskega signala - MASS. Algoritem določanja 
značk med identifikacijo je prikazan na sliki 47. 
 
 
Slika 46 Analiza pilotnega tona značk, dostopnih na trgu na obeh 
kanalih I/Q demodulatorja 
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Algoritem naredi ob vsakem sprejetem signalu v novem oknu frekvenčno analizo 
sprejetega pilotnega tona in s tem določi število značk, ki so oddale svoj UID v 
danem oknu (Ni). Če nobena od značk ni oddala svojega UID-ja (Ni = 0), potem 
algoritem zaključi z danim oknom in izpraševalec začne z novim. 
Kolikor je v danem oknu oddalo več značk (Ni > 1), izpraševalec poveča število N 
za število identificiranih značk, kjer število N predstavlja vse značke v polju 
izpraševalca, ki še niso bile identificirane. V tem primeru izpraševalec ne poskuša 
vzpostaviti komunikacije z nobeno izmed značk. 
V primeru, da izpraševalec v pilotnem tonu zazna eno samo značko, lahko ta začne 
z identifikacijo značke in nadaljuje s prenosom podatkov. Značka, ki smo jo uspešno 
identificirali, ne vpliva na število vseh značk N, saj jo smatramo za identificirano. 
 
Slika 47 Algoritem metode MASS 
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Ob koncu okvirja število N predstavlja število vseh značk, ki jih je treba še 
identificirati. Kot smo ţe omenili, je najbolj optimalna vrednost okvirja tista, kjer je 
število oken v okvirju enako številu vseh značk, ki jih moramo še identificirati. 
Prikazani algoritem temelji na dejstvu, da lahko z veliko verjetnostjo določimo število 
značk, ki so hkrati oddale svoj UID. 
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5 Vpliv najmočnejšega signala 
Največja poprečna propustnost protokola DFSA je omejena s teoretično mejo  
36,8 %. Da bi dosegli to mejo, bi morali pred vsakim novim okvirjem poznati točno 
število značk v polju izpraševalca in okvir nastaviti tako, da bo velikost okvirja enaka 
številu značk. Da bi lahko presegli to mejo, bi morali povečati število uspešnih oken, 
ki bi vključevala tudi okna s kolizijo podatkovnih paketov. Kot druga moţnost se 
ponuja zmanjšanje praznih podatkovnih oken, vendar pa to pomeni zmanjšanje 
okvirja in s tem povečanje števila oken s kolizijo in zmanjšanje uspešnih oken. 
Povečevanje propustnosti protokola DFSA preko teoretičnih mej je torej v vseh 
pogledih povezano z uspešnim dekodiranjem oken, kjer je nastala kolizija 
podatkovnih paketov. Omenjeni pristop, ki omogoča tako dekodiranje, je metoda 
najmočnejšega signala. Kolikor je eden od signalov izrazito močnejši od preostalih, 
bo dekoder uspešno dekodiral najmočnejši signal,  s tem pa se bo povečala tudi 
uspešnost dekodiranja. Potrebna signalna razmerja so odvisna od načina izvedbe 
oddajnika in sprejemnika.  
Literatura predlaga različne pristope za povečavo učinka najmočnejšega signala, 
kot je na primer dodatno kodiranje simbolov. Teţava vseh teh pristopov je, da je 
potrebno spremeniti oddajnik v znački in sprejemnik v izpraševalcu, ki jih določa 
standard Gen2. 
Eden od najpogosteje uporabljenih pristopov dekodiranja sprejetih signalov je 
uporaba prilagojenega sita. Prilagojeno sito ima največji odziv, ko se njegova 
sistemska funkcija ujema z vzorcem sprejetega signala, ki ga ţelimo dekodirati. To 
pomeni, da prilagojeno sito izvede kriţno korelacijo med iskanim signalom in 
signalom, ki ga dekodiramo. S pomočjo opazovanja odziva prilagojenega sita lahko 
določimo prisotnost posameznih vzorcev v signalu. 
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V tem poglavju bomo predstavili dekodiranje s pomočjo prilagojenega sita in vpliv 
učinka najmočnejšega signala na uspešnost dekodiranja z uporabo prilagojenega 
sita. Pokazali bomo, na kakšen način lahko povečamo učinek najmočnejšega signala 
brez dodajanja funkcionalnosti v značko in kako na dekodiranje vpliva ţe 
predstavljena metoda analize sinhronizacijskega signala. V ta namen bomo 
predstavili tudi izboljšani algoritem, ki povečuje uspešnost dekodiranja. 
5.1 Dekodiranje s prilagojenim sitom 
Dekodiranje je določanje niza števil, ki so kodirana v osnovnem pasu. Ker standard 
Gen2 uporablja binarni prenos, mora odločitveno vezje na osnovi sprejetega signala 
določiti niz števil, ki imajo lahko vrednosti 1 ali 0. Binarne vrednosti so dodatno 
kodirane z uporabo različnih abeced. Ker je namen izboljšati dekodiranje sprejetega 
signala v primeru kolizije več podatkovnih paketov z značk, se bomo v ta namen 
osredotočili zgolj na prenos podatkov od značk k izpraševalcu. 
Značke lahko oddani binarni podatkovni niz kodirajo z ţe predstavljenimi FM0 in 
različnimi Millerjevimi različicami abecede (Slika 22). Kolikor hoče izpraševalec 
izluščiti podatkovni niz, mora v sprejetem signalu prepoznati znak v abecedi, da 
lahko določi, katera od dveh binarnih vrednosti je bila oddana. 
Pri dekodiranju različnih signalov, ki so bili kodirani z uporabo naborov abeced, si 
lahko pomagamo s prilagojenim sitom [57, 58]. Prilagojeno sito je sito s končnim 
odzivom (FIR - Finite Impulse Response), katerega sistemska funkcija je enaka 
iskanemu vzorcu v dekodiranem signalu. Odziv prilagojenega sita je enak kriţni 
korelaciji med sistemsko funkcijo sita in sprejetim signalom. 
Enačba (32) opisuje prenosno funkcijo digitalnega sita z neskončnim odzivom (IIR – 
Infinite Impulse Response). Tako sito ni odvisno zgolj od vhodnih vzorcev, temveč 
tudi od rekurzivnega dela, ki ustvarja povratno zanko. V enačbi (32) predstavlja  
x[n-m] pretekle vzorce vhodnega signala, y[n-m] pa pretekle vzorce izhodnega 
signala, ki skupaj z uteţmi am tvorijo povratno zanko. Zaradi te povratne zanke je 
lahko odziv sita nestabilen in posledično neskončen. 





y n b x n m a y n m
 
      (32) 
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Pri situ FIR so vse uteţi am enake 0, kar pomeni, da bo ne glede na vrsto vzbujanja 
signal na izhodu sčasoma vedno izzvenel. Zato je odziv sita FIR vedno končen. 
Enačba (33) podaja prenosno funkcijo sita FIR. 





y n b x n m

   (33) 
Izvedbo digitalnega sita FIR 4. reda prikazuje slika 49. Sito je sestavljeno iz 4 
pomnilniških celic, ki sestavljajo pomikalni register. Stanje pomikalnega registra 
podaja niz zakasnjenih vhodnih vzorcev x[n-m], ki preko uteţi bm določa izhod y[m]. 
 
  
Sistemska funkcija sita predstavlja odziv slednjega na enotin impulz. Torej je 
sistemska funkcija digitalnega sita enaka 
   .nh n b  (34) 
Prilagojena sita so vrsta sit FIR, s katerimi izvajamo operacije kriţne korelacije. 
Prilagojeno sito maksimira razmerje med koristnim signalom in šumom, ko je vhodni 
signal enak sistemski funkciji sita. To lastnost lahko s pridom uporabimo pri 
zaznavanju simbolov, kodiranih v osnovnem pasu. 
V nadaljevanju se bomo osredotočili na dekodiranje signalov, ki so bili kodirani z 
abecedo Miller 8. Razlog za to je, da je abeceda Miller 8 še posebej primerna za 
dekodiranje z uporabo prilagojenega sita. Razlika med abecedo Miller 8 in ostalimi 
abecedami v Gen2 je predvsem v dolţini posameznih bitov. Iz tega lahko sklepamo, 
 
Slika 48 Izvedba digitalnega sita 4. reda 
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da bo tudi vgrajena sistemska funkcija v prilagojeno sito daljša. S tem bomo izboljšali 
rezultat kriţne korelacije, saj je iskani vzorec daljši. 
Millerjeva abeceda je osnovana na poloţaju faznega prehoda. To pomeni, da sta 
binarna podatka 0 ali 1 določena s poloţajem spremembe faze. Slika 49 prikazuje 
primer sprejetega osnovnega pasu, moduliranega z uporabo abecede Miller 8. Kot je 
razvidno s slike, so razdalje med faznimi prehodi različno dolge. 
Pri dekodiranju podatkov, kodiranih z uporabo Millerjeve abecede, moramo najprej 
določiti poloţaj faznih prehodov. Določanje poloţaja faznega prehoda v sprejetem 
signalu lahko izvedemo s prilagojenim sitom tako, da je njegova sistemska funkcija 
enaka binarni vrednoti 1, ki je kodirana z izbrano Millerjevo abecedo.  
Slika 50 prikazuje binarno kodirano vrednost 1. Ker je sprejeti signal na izhodu iz 
I/Q demodulatorja sinusne oblike, smo pri določanju sistemske funkcije prilagojenega 
sita prav tako uporabili binarni signal, kjer je prisoten le prvi harmonik. Sistemsko 
funkcijo prilagojenega sita sedaj določimo tako, da vzorčimo signal s slike 50. 
Vzorčene vrednosti predstavljajo faktorje sistemske funkcije (34). 
 
Slika 49 Signal kodiran z Miller 8 abecedo 
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Primer odziva prilagojenega sita prikazuje slika 51. Odziv sita je signal pulzirajoče 
oblike, kjer maksimumi predstavljajo fazne prehode vhodnega signala. 
 
Slika 50 Vrednost 1, kodirana z Miller 8 abecedo 
 
Slika 51 Primer odziva prilagojenega sita 
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Po določitvi poloţaja maksimumov odziva lahko določimo razdalje med maksimumi. 
Slika 52 prikazuje določitev poloţaja maksimumov in razdalj med njimi z algoritmom, 
izdelanim v okolju Matlab. Razdalje so predstavljene kot večkratnik period osnovnega 
pasu. 
Prikazani postopek omogoča dekodiranje binarnega niza iz sprejetega signala, 
kodiranega z uporabo Millerjeve abecede. S pomočjo razdalj med maksimumi lahko z 
implementacijo enostavnega algoritma (Slika 53) dekodiramo binarni niz. 
 
 
Slika 52 Določitev razdalje med maksimumi odziva 
 
Slika 53 Algoritem dekodiranja sprejetega signala 
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5.2 Vpliv frekvenčnega razmerja na uspešnost dekodiranja 
V prejšnjem podpoglavju smo prikazali dekodiranje signala s prilagojenim sitom, ki 
ga je oddala ena sama značka. V procesu identifikacije značk pa v posameznih oknih 
prihaja tudi do hkratnih oddaj več značk. Kot smo pokazali na sliki 46, imajo sprejeti 
signali različnih značk različne amplitude in frekvence. V takih primerih, ko so signali 
različni tako po amplitudi kot po frekvenci, pride do izraza metoda najmočnejšega 
signala. Takrat sprejemnik zazna samo tiste signale, katerih amplituda ni padla v 
območje šuma ali izven pasovnega območja sprejemnika, kar je med drugim odvisno 
tudi od izvedbe dekoderja, ki je sestavni del sprejemnika. 
V sistemih RFID predstavljajo značke vire signala, katerih moč je medsebojno 
primerljiva. Dodatno teţavo povzroča korelacija med oddanimi signali značk, ki je 
posledica uporabe iste abecede kodiranja signalov in frekvence nosilnega pasu. Zato 
je take signale v primerih kolizij zelo teţko dekodirati. V nadaljevanju se bomo 
osredotočili prav na primere, ko prihaja do kolizij in pokazali vpliv frekvenčne 
razpršenosti značk na uspešnost dekodiranja signalov. V nadaljevanju razlage bomo 
uporabili dva izraza: 
 ţeleni signal – signal, ki ga je oddala značka in ga ţelimo dekodirati, 
 signal ozadja – vsi signali, ki so bili oddani z značk in niso ciljni signali 
dekodiranja. 
Pri dekodiranju s prilagojenim sitom je pomembno, da je sistemska funkcija sita čim 
bolj podobna iskanemu vzorcu v ţelenem signalu. Zato je pomembno, da se signala 
ujemata tako po obliki kot po frekvenci. V primeru dekodiranja enega od signalov v 
primerih kolizije podatkovnih paketov je torej pomembno, da nastavimo frekvenco 
prilagojenega sita na tisto frekvenco, čigar jakost signala je najvišja. 
Slika 54 prikazuje analizo pilotnega tona v primeru, ko sta hkrati oddali dve znački s 
frekvenco osnovnega pasu 640 kHz. Signal značke pri 640 kHz je veliko močnejši 
kot, na primer, signal značke pri frekvenci 576 kHz, zato v tem primeru nastavimo 
prilagojeno sito na frekvenco 640 kHz. 
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V prejšnjem poglavju smo predlagali večjo frekvenčno razpršenost značk, da bi 
lahko natančneje določilo število značk v oknih s kolizijo. Da bi preverili vpliv 
povečane razpršenosti značk na uspešnost dekodiranja, smo izvedli simulacijo 
dekodiranja na primeru sočasne oddaje dveh značk. V ta namen smo naredili model 
dekoderja s prilagojenim sitom ter model oddaje in sprejema dveh značk, katerih 
razmerje med frekvenco in amplitudo se je spreminjalo med simulacijo. Da bi 
povečali verodostojnost prikazanih simulacij, smo v Matlabu realizirani dekoder 
preverili tudi na preko 100 različnih signalih značk, posnetih na izhodu realnega I/Q 
demodulatorja. 
Med simulacijo smo signal iz obeh značk razdelili na ţeleni signal in signal ozadja. 
Ţeleni signal je predstavljal značko s frekvenco osnovnega pasu fd in amplitudo ad, 
signal ozadja pa je predstavljal značko s frekvenco osnovnega pasu fo in amplitudo 
ao. Simulacija dekodiranja je potekala tako, da smo pred vsakim poskusom 
dekodiranja generali nova naključna UID-ja za obe znački ter tako ustvarili signal na 
sprejemniku, ki je vseboval ţeleni signal in signal ozadja. Med simulacijo se 
frekvenca in amplituda ţelenega signala nista spreminjali, medtem ko sta se 
frekvenca in amplituda signala ozadja spreminjala. Vsaka točka na grafu je bila 
 
Slika 54 Frekvenčna analiza pilotnega tona za primer hkratnega 
oddajanja dveh značk 
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določena na osnovi 900 poskusov dekodiranja pri enakih pogojih in različnih UID-jih. 
Slika 55 prikazuje rezultat simulacije. 
Razmerje fo/fd predstavlja frekvenčno razmerje med signalom ozadja in ţelenim 
signalom. Razmerje se je spreminjalo v območju od 0,7 do 1,3. Vrednost razmerja 1 
predstavlja primere, ko sta frekvenci osnovnega pasu signala ozadja in ţelenega 
signala enaki. Območje razmerja je določeno glede na največjo dovoljeno frekvenčno 
območje negotovosti osnovnega pasu signala, ki ga standard še dovoljuje (Tabela III) 
in znaša ±15 %. Razmerje 0,7 predstavlja primer, ko ţelimo dekodirati signal na 
zgornjem robu dovoljenega frekvenčnega območja negotovosti, medtem ko je 
frekvenca signala ozadja na spodnjem robu frekvenčnega območja negotovosti. 
Poleg frekvenčnega smo opazovali tudi vpliv amplitudnega razmerja ao/ad. 
Vrednost razmerja 0 je predstavljal primer, ko je bila amplituda signala ozadja enaka 
0, torej je bil v sprejetem zgolj ţeleni signal. Kot je razvidno s slike 55, je bila v tem 
primeru uspešnost dekodiranja enaka 1. S povečevanjem amplitude signala ozadja 
se pričakovano zmanjšuje tudi uspešnost dekodiranja, kar je razvidno tudi s slike 55. 
Če opazujemo uspešnost dekodiranja v celotnem območju, lahko opazimo dva 
pojava. Prvi je nihanje v uspešnosti dekodiranja, drugi pa nesimetričnost grafa. Pojav 
nihanja v uspešnosti dekodiranja s frekvenčnim oddaljevanjem signala ozadja od 
frekvence ţelenega signala je viden kot izrazito valovit graf v območju razmerja 
 
Slika 55 Simulacija uspešnosti dekodiranja za primer hkratne 
oddaje dveh značk 
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amplitud signalov, večjih od 0,4. Tak primer je uspešnost dekodiranja v območju med 
razmerjem frekvenc med 0,9 in 0,8 in pri razmerju amplitud 0,7, kjer uspešnost 
dekodiranja pade, četudi bi pričakovali, da bo s povečevanjem razmerja frekvenc 
osnovnega pasu uspešnost ves čas naraščala. 
Razlog za tako odvisnost uspešnosti dekodiranja od frekvenčnega in amplitudnega 
razmerja najdemo v frekvenčnem odzivu prilagojenega sita. Slika 56 prikazuje odziv 
prilagojenega sita za primer, ko je njena sistemska funkcija sestavljena iz vzorcev 
signala s slike 50, ki so vzorčeni tako, da je frekvenca sistemske funkcije 640 kHz. 
Frekvenčni odziv prilagojenega sita je podan za frekvenčno območje okoli 640 kHz, 
kjer se nahajajo tudi frekvence osnovnega pasu sprejetega signala značk. Kot je 
razvidno s slike, je prilagojeno sito neke vrste pasovno sito, ki duši višje in niţje 
frekvence bolj, kot frekvence okoli 640 kHz, vendar to počne neenakomerno. Zaradi 
tega nastajajo razlike pri uspešnosti dekodiranja, kjer smo opazili nelinearno 
povečevanje uspešnosti dekodiranja s povečevanjem frekvenčnega razmerja. To je 
glavni razlog, zaradi katerega se uspešnost dekodiranja ne povečuje enakomerno s 
povečevanjem frekvenčnega razmerja. 
Poleg neenakomernega odziva sita, je uspešnost dekodiranja odvisna tudi od 
frekvenčnih komponent v signalu, ki ga filtriramo. Slika 57 prikazuje frekvenčno 
 
Slika 56 Frekvenčni odziv prilagojenega sita 
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analizo signala, kodiranega z abecedo Miller 8 in filtriranega na ozkopasovnem filtru. 
Kot vidimo, so poleg glavne frekvenčne komponente prisotni še ostali harmoniki. Iz 
tega lahko sklepamo, da bo uspešnost dekodiranja odvisna tudi od pokrivanja glavne 
komponente signala ozadja in ostalih harmonikov z odzivom filtra.  
Poleg nihajočega grafa uspešnosti dekodiranja, je na sliki 55 vidna tudi 
nesimetričnost. Kot je razvidno iz grafa, je uspešnost dekodiranja večja, če je 
frekvenca signala ozadja višja. To lastnost je mogoče pojasniti z lastnostjo 
prilagojenega sita, ki signale z višjimi frekvencami duši nekoliko bolje, kot tiste z 
niţjimi frekvencami, kar je razvidno tudi iz odziva prilagojenega sita (Slika 56). Iz tega 
lahko sklepamo, da je pri dekodiranju bolje izbrati tiste signale, ki imajo niţjo 
frekvenco. 
5.3 Izboljšani algoritem dekodiranja podatkov 
Pokazali smo, da je v določenih pogojih za ţeleni signal bolje izbrati tistega, ki je 
frekvenčno postavljen niţje od signala ozadja. Graf na sliki 55 pa daje slutiti, da je v 
 
Slika 57 Frekvenčna analiza signala, kodiranega z Millerjevo 
abecedo 
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določenih primerih morebiti bolje izbrati amplitudno šibkejši signal namesto 
najmočnejšega. 
Da bi potrdili ugotovitev in določili pogoj, pri katerem je bolje izbirati šibkejši signal 
kot ţelenega, smo izvedli simulacijo, pri kateri smo spreminjali pogoj in kjer smo 
namesto najmočnejšega izbrali amplitudno šibkejši signal. 
Simulacija je potekala tako, da smo izdelali graf za različne vrednosti Ka, kjer je Ka 
predstavljala mejno razmerje amplitud signalov dveh značk, pri katerem smo se raje 
odločili za šibkejši signal, če je imel ta niţjo frekvenco osnovnega pasu kot močnejši 
signal. Algoritem simulacije je prikazan na sliki 58. 
Vsako točko uspešnosti smo ovrednotili pri različnem frekvenčnem razmerju dveh 
signalov (od 0,7 do 0,99) kot tudi različnih amplitudnih razmerjih (od 0 do 1), tako da 
smo pokrili vse kombinacije, ki jih prikazuje slika 55. Vsaka točka grafa je bila 
ovrednotena s 162000 poskusi dekodiranja pri različnih pogojih in za različne UID-je. 
Rezultat simulacije je prikazan na sliki 59. Kot je razvidno iz grafa, je optimalna 
vrednost razmerja Ka enaka 0,74. To pomeni, da kolikor hkrati oddajta dve znački z 
 
Slika 58 Algoritem simulacije 
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različnima amplitudama, pri čemer je razmerje signalov Ka večje od 0,74 (-2,6 dB) in 
je frekvenca signala značke s šibkejšim signalom niţja od frekvence močnejšega 
signala, je bolje izbrati signal značke z niţjo amplitudo, saj bo verjetnost uspešnega 
dekodiranja UID-ja večja. 
Da bi preverili pravilnost ugotovitve, smo v simulacijo, ki jo prikazuje slika 55, 
vgradili pogoj, da v primeru signala ozadja z niţjo frekvenco osnovnega pasu in 
izpolnjenem pogoju o razmerju amplitud signalov raje poskusimo dekodirati signal z 
niţjo amplitudo. Rezultat simulacije je prikazan na sliki Slika 60. Izračun pokaţe, da 
se je v območju razmerja amplitud od 0,74 do 1 in frekvenčnem razmerju od 0,7 do 
0,99 (območje dekodiranja šibkejšega signala), uspešnost dekodiranja povečala za 
8,7 %, na celotnem območju opazovanja pa za 1,5 %. 
 
Slika 59 Uspešnost dekodiranja v odvisnosti od Ka 





Slika 60 Simulacija uspešnosti dekodiranja za primer hkratne 
oddaje dveh značk in vgrajenega algoritma izbire signala 
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6 Primerjava metod 
Prikazali smo dve vrsti izboljšav. V prvem delu smo pokazali, kako lahko 
natančneje in s tem hitreje določimo število značk v polju izpraševalca z analizo 
pilotnega tona. Na ta način skrajšamo čas določitve optimalnega okvirja in s tem 
povečamo propustnost med samo identifikacijo značk. V drugem delu pa smo 
pokazali, da informacijo analize pilotnega tona lahko s pridom izkoristimo pri 
nastavitvi prilagojenega sita in s tem dodatno povečamo uspešnost dekodiranja. 
V poglavju 3 smo predstavili tri osnovne vrste optimizacijskih pristopov algoritma Q. 
Najprej smo predstavili stohastične metode, ki na osnovi opazovanja preteklih oken 
poskušajo oceniti število značk v polju izpraševalca. Te metode so v večini osnovane 
na verjetnostnih izračunih števila značk in na ta način poskušajo pohitriti 
konvergenco izračuna števila značk k pravi vrednosti.  
V drugem sklopu smo predstavili metodo najmočnejšega signala. Ta metoda je del 
naravne fizikalne zakonitosti signalov, pri kateri močnejši signal vedno preglasi 
šibkejšega. Pri določenem razmerju signalov bo tako sprejemnik vedno sprejel 
močnejši signal, šibkejši signal pa bo obravnavan kot šum. Metode iz tega sklopa 
poskušajo zmanjšati najmanjše dovoljeno razmerje, pri katerem je še mogoče 
dekodirati najmočnejši signal. 
Kot zadnjo smo predstavili metodo, ki je osnovana na opazovanju odbitega signala. 
Z metodo z opazovanjem RCS smo poskušali določiti število značk v polju 
izpraševalca. Če to metodo primerjamo z metodami iz prvega sklopa, ugotovimo, da 
oba pristopa poskušata določiti število značk. Razlika je le v tem, da metoda RCS 
poskuša določiti natančno število značk na osnovi analize sprejetega signala, 
medtem ko stohastične metode število značk vsakokrat le ocenijo. 
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Vse tri metode izboljšujejo propustnost komunikacijskega kanala med identifikacijo. 
Metoda RCS in stohastične metode poskušajo pohitriti določitev števila značk, zaradi 
česar so med seboj primerljive. Metodo RCS lahko ob grobi oceni označimo za 
boljšo, saj poskuša natančno določiti število značk. Slabost metode RCS je, da je 
zaradi ţe pojasnjenih razlogov ne moremo uporabiti v sistemih, ki temeljijo na 
standardu Gen2. Ne glede na to pa lahko naredimo primerjavo metode RCS s 
predlagano metodo MASS na osnovi rezultatov iz literature, pri čemer ugotovimo, da 
je največje število značk, ki ga je mogoče določiti z metodo RCS, enako 4. V primeru 
predlagane metode MASS je to 20, kar nekajkrat presega primerljivo metodo RCS. 
Pri primerjavi metod, ki uporabljajo pristop najmočnejšega signala, nastopi teţava 
pri implementaciji. Metode, ki smo jih predstavili v poglavju 3, namreč zahtevajo 
spremembo protokola in s tem tudi standarda, zaradi česar jih na obstoječem 
standardu ni mogoče preveriti. Poleg tega, predstavljene metode najmočnejšega 
signala ni mogoče uporabiti kot samostojnega pristopa, medtem ko je predlagana 
metoda povečevanja uspešnosti dekodiranja s povečevanjem frekvenčne 
razpršenosti neposredno povezana s predlagano metodo MASS in jo je kot tako 
treba tudi obravnavati. 
Glede na predstavljeno smo se odločili, da bomo predlagano metodo MASS 
primerjali le s tistimi metodami, ki so neposredno primerljive in jih lahko uporabimo v 
sistemu Gen2. Take pa so le stohastične metode. 
V nadaljevanju bomo najprej predstavili metode, s katerimi bomo izvedli primerjavo, 
nato pa se bomo posvetili še nekaterim analizam, s katerimi bomo natančneje določili 
zmoţnost predlagane metode. 
6.1 Primerljive metode 
Kot primerljive smo obravnavali tiste stohastične metode, ki jih literatura 
najpogosteje navaja. Pristopi so zelo različni, prav tako pa tudi njihova kompleksnost. 
Izkaţe se, da kompleksnost metode ni nujno vedno sorazmerna z njeno uspešnostjo. 
Zlasti velja, da so različne metode različno uspešne za različna razmerja značk in 
oken v okvirju. Zato bomo izvedli primerjavo z več metodami in ne le eno. Pri 
predstavitvi metod bomo izpustili opis osnovnega algoritma Q (označili ga bomo z 
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EPC Q), ki ga navaja standard Gen2, kot tudi predlagane metode MASS, ker sta bile 
obe metodi ţe podrobno predstavljeni. 
6.1.1 Metoda Vogt-II 
Vogt [59] je predlagal dva načina določitve števila značk. Pri prvem pristopu (Vogt-I) 
je pri oceni števila predpostavil, da se v vsakem oknu, kjer pride do kolizije, oddata 
najmanj dve znački. Enačba (35) podaja povezavo med ocenjenim številom značk 
(N), uspešnimi okni (K1) in okni s kolizijo (K2). 
 1 22*N K K   (35) 
Predlagana metoda je uspešna v primerih, ko je velikost okvirja pribliţno enaka 
številu značk in so potrebni le manjši popravki velikosti okvirja. Teţava nastopi, ko se 
v polju izpraševalca naenkrat pojavi zelo veliko značk v primerjavi z velikostjo okvirja. 
V tem primeru je lahko konvergenca k optimalni velikosti okvirja precej daljša. 
Kasneje je Vogt predlagal drugo metodo (Vogt-II), ki temelji na Chebyshevi 
neenakosti. Metoda zmanjšuje razdaljo med dejanskim številom značk v polju 
izpraševalca in ocenjenim številom značk. Enačba (36) podaja napako med 
dejanskim številom praznih oken (K0), uspešnih oken (K1) in oken s kolizijo (K2) ter 
ocenjeno vrednostjo praznih oken (a0
K,N), uspešnih oken (a1
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Metoda Vogt-II poskuša določiti število značk N tako, da minimizira napako εvd. Za 
posamezno skupino oken ak
K,N pa predpostavlja, da imajo binomsko porazdelitev, kar 
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      
    
 (37) 
Algoritem metode Vogt-II deluje tako, da po vsakem okvirju metoda poskuša 
določiti število značk v polju N, pri čemer je velikost okvirja K znana, vrednost R pa je 
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K N K N K Na K a a    (38) 
6.1.2 Metoda ASAP 
Khandelwal [15] predlaga pristop k oceni značk, ki poskuša najti največjo moţno 
propustnost komunikacijskega kanala z določitvijo verjetnosti praznih oken, če je 
porazdelitev značk znotraj okvirja v skladu z binomsko porazdelitvijo. Enačba (39) 
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6.1.3 Metoda DBQ 
Metoda DBQ (Dual Bias Q) [19] izhaja iz enačbe osnovne različice algoritma Q. 
Razlika med obema pristopoma je le v tem, da DBQ različno uteţi prazna in 
neuspešna okna. Algoritem DBQ določa velikost novega okvirja Qi+1 glede na število 
praznih oken (K0) in oken s kolizijo (K2). 
  1 1 2 2 0i iQ Q k K k K     (42) 
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Da bi lahko določil konstanti 1k  in 0k , avtor najprej s pomočjo matematičnega 
modela določi optimalno velikost okvirja za posamezna območja števila značk 
(Tabela VI).  
Avtor nato poda zvezo (43) med trenutnimi velikostmi okvirjev iq  in naslednjimi 
velikostmi okvirjev 1iq   glede na trenutna števila praznih in neuspešnih oken v matriki 
H. Vrednost iQ  predstavlja eksponent števila 2, s katerim je določena velikost okvirja 











   
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 (43) 



















Tabela VI Optimalna velikost okvirja za določeno število značk 
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Konstanti 1k  in 0k  (Tabela VII) avtor nato določi s pomočjo metode najmanjših 
kvadratov, kot prikazuje enačba (46).  












6.1.4 Metoda Cha-II 
Cha [24] predpostavi binomsko porazdelitev značk. S pomočjo take porazdelitve 
nato določi razmerje med številom oken (Cr), ki so neuspešna in številom vseh oken 










   
      
   
 (47) 
Po enem celem okvirju poznamo število neuspešnih oken (K2) in velikost okvirja 
(K), zato lahko določimo razmerje rC  (Cha-I). 
Tabela VII Vrednosti prametrov za določeno velikost okvirja 
Velikost okvirja (Q) k1 k2 
2(1) 0,4000 0,4000 
4(2) 0,4000 0,4000 
8(3) 0,3000 0,4000 
16(4) 0,1617 0,2627 
32(5) 0,0798 0,1392 
64(6) 0,0416 0,0704 
128(7) 0,0206 0,0378 
256(8) 0,0099 0,0200 
512(9) 0,0075 0,0111 
1024(10) 0,0061 0,0061 
 







  (48) 
Boljše rezultate je Cha dosegel, ko je za razmerje uporabil (Cha-II) 
 22,39 .rC K   (49) 
6.2 Način primerjave med metodami 
Komunikacija med izpraševalcem in značkami je odvisna od več dejavnikov, ki ne 
izvirajo zgolj iz sistema RFID. Na komunikacijo tako, med drugim, vplivajo tudi razne 
elektromagnetne motnje, ovire med značko in izpraševalcem in drugo. Pri analizi in 
primerjavi metod bomo zanemarili omenjene motnje in se bomo osredotočili zgolj na 
primerjavo na statistični osnovi. 
Eden od osnovnih problemov, ki ga rešujejo metode sočasnega dostopa, je 
naključnost dogodka. Tako lahko, na primer, osem značk izbere vsaka svoje ali pa 
vse isto okno. Če hočemo obravnavati take naključne sisteme, je potrebno določiti 
verjetnost, da se bo posamezni dogodek zgodil. V našem primeru imamo vrsto 
diskretnih dogodkov, kjer značke izbirajo posamezna okna. Za izračun verjetnosti 
posameznih dogodkov zato uporabimo binomsko porazdelitev. Glede na enačbo (39) 
bo verjetnost, da bo okno prazno (R=0) enaka 
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   
 
 (50) 











    
  
 (51) 
Na tak način smo pri poskusih določali število praznih, uspešnih in neuspešnih 
oken znotraj okvirja. 
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Na podoben način smo določili porazdelitev zasedenosti moţnih frekvenc 
osnovnega pasu v primeru metode MASS. Če je torej N značk izbralo eno okno, v 










    
     
    
 (52) 
Pri primerjavi metod smo uporabili štiri kriterije. V prvem primeru smo primerjali 
natančnost metod pri določanju števila značk. Primerjavo smo lahko naredili le med 
tistimi metodami, ki poskušajo določiti velikost populacije značk. To so metode Vogt-
II, ASAP, DBQ in Cha-II. Napaka pri določitvi števila značk je bila določena 
normirana razlika med ocenjenim številom, ki smo ga dobili s pomočjo predstavljenih 






  (53) 
kjer je e napaka, n ocenjeno število značk in N dejansko število značk. 
Ker vseh metod, vključno z Gen2 algoritmom Q (EPC Q), nismo mogli med seboj 
primerjati na osnovi napake pri določitvi značk, smo jih med seboj primerjali na še 






  (54) 
kjer je p1 uspešnost sistema, K1 vsa uspešna okna in K število vseh oken v okvirju. 
Izračun učinkovitosti sistema je potekal tako, da sta bila podana začetna velikost 
okvirja in število značk, ki smo jih porazdelili med okna okvirja glede na binomsko 
porazdelitev. Algoritem je nato moral določiti novo vrednost okvirja. 
Drugi in tretji kriterij primerjave sta podobna določanju učinkovitosti sistema, razlika 






  (55) 
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  (56) 
Vse rezultate smo primerjali z optimalno metodo, kjer smo okvir določili glede na 
dejansko število značk. 
6.3 Napaka določanja števila značk 
Primerjavo napake pri določanju značk smo izvedli med tistimi metodami, ki 
temeljijo na določanju števila značk. Simulacije smo izvedli za različne zatečene 
vrednosti Q, pri metodi MASS pa smo uporabili tudi različne mnoţice moţnih 
frekvenc L (20, 9, 6). 
V prvem sklopu slik (Slike 61 - 64) je prikazana primerjava metod za različne 
vrednosti okvirja Q (2, 4, 6, 8). Kot smo pričakovali, se s povečanjem števila Q in s 
tem povečanjem okvirja izboljšuje natančnost metod. Razlog je v boljši razporeditvi 
značk v okvirju, kar v primeru metode MASS pomeni, da bomo v oknih s kolizijo imeli 
manj hkratnih oddaj z različnih značk. To pomeni, da je verjetnost, da si bodo značke 
izbrale različne frekvence pilotnih tonov, večja. 
Tako kot za metodo MASS, velja tudi za ostale metode, ki temeljijo na 
verjetnostnem računu, da povečanje okvirja pomeni, da bomo imeli določen deleţ 
praznih, uspešnih in neuspešnih oken. V tem primeru je laţje sklepati o številu značk, 
kot če imamo samo neuspešna okna. 
Razlika pri določanju števila značk med metodo MASS in ostalimi metodami je 
najbolj vidna, ko značke lahko izbirajo med 20 frekvencami (MASS-20). Z 
zmanjševanjem nabora frekvenc na 9 (MASS-9), 6 (MASS-6) se zmanjšuje tudi 
natančnost metode MASS. Najslabše se metoda MASS v primerjavi s preostalimi 
metodami izkaţe, ko je nabor frekvenc enak 6 in je vrednost okvirja velika. Takrat so 
stohastične metode zaradi dobre razpršitve značk bolj natančne. Največji prednosti 
metode MASS sta natančnost in stabilnost določanja števila značk ne glede na 
razmerje med številom značk in velikostjo okvirja. Iz slik je razvidno, da so v primeru 
slabe razporeditve značk (veliko oken s kolizijo podatkov) stohastične metode slabše. 
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Iz grafov je razvidno, da so nekatere metode nestabilne in ne izkazujejo 
pričakovanega obnašanja v vsem področju za vse začetne pogoje. Kljub temu pa je 
iz grafov razvidno, da je metoda MASS konkurenčna tudi v primeru majhnega nabora 
frekvenc (MASS-6). Pri tem številu nabora frekvenc se ostale metode izkaţejo za bolj 





Slika 61 Napaka pri določanju števila značk; Q = 2 






Slika 62 Napaka pri določanju števila značk; Q = 4 
 
Slika 63 Napaka pri določanju števila značk; Q = 6 
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6.4 Učinkovitost sistema 
Pri določanju učinkovitosti sistema smo najprej omejili sistem tako, da je pri 
določanju optimalnega okvirja izbiral le med potencami števila (Slike 65 - 68). Iz slik 
je razvidno, da je zaradi tega prišlo do nihanj v učinkovitosti sistema za različne 
začetne mnoţice značk. Razlog za nihanja je nezmoţnost algoritma, da bi izbral 
optimalno velikost okvirja, ker je pri izbiri omejen na velikosti okvirjev, ki so večkratnik 
števila dva. 
Zaradi laţje primerjave algoritmov smo v drugem delu simulacij (Slike 69 - 72) 
omejitev glede izbire okvirja odstranili, tako da so metode lahko linearno povečevale 
okvirje. Če opazujemo slike, vidimo, da so nihanja v uspešnosti izginila in je 
primerjava med algoritmi laţja. 
Primerjava rezultatov pokaţe, da velja enako, kot za napako pri določanju števila 
značk, tudi za učinkovitost sistema. Ko sta razmerje števila značk in velikost okvirja 
ugodna in skladna z binomsko porazdelitvijo, pride do ustrezne razpršenosti praznih, 
uspešni in neuspešnih oken, s čimer se izboljša tudi natančnost stohastičnih metod. 
Vsekakor pa se tudi v tem primeru izkaţe, da je metoda MASS stabilnejša. 
 
Slika 64 Napaka pri določanju števila značk Q = 8 






Slika 65 Učinkovitost sistema; Q = 2 
 
Slika 66 Učinkovitost sistema; Q = 4 






Slika 67 Učinkovitost sistema; Q = 6 
 
Slika 68 Učinkovitost sistema; Q = 8 






Slika 69 Učinkovitost sistema – linearni okvir; Q = 2 
 
Slika 70 Učinkovitost sistema – lienarni okvir;  Q = 4 





Slika 71 Učinkovitost sistema – linerani okvir; Q = 6 
 
Slika 72 Učinkovitost sistema – linearni okvir; Q = 8 
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6.5 Pogostost oken s kolizijo podatkov 
Tretji primerjalni kriterij je število oken s kolizijo v okvirju (Slike 73 - 76). Nizko 
razmerje oken s kolizijo pomeni, da bo v danem okvirju večje število praznih oken. 
Informacija, ki nam jo podaja ta kriterij, je tip napake pri določanju števila značk. 
Metoda lahko oceni mnoţico kot premajhno ali preveliko. Če je za dano mnoţico 
število oken s kolizijo zelo veliko, pomeni, da je algoritem podcenil mnoţico značk, ki 
so oddajala v okvirju.  
Razmerje oken s kolizijo nam podaja tudi stabilnost algoritmov. Iz prejšnjih 
rezultatov smo videli, da so statistične metode zelo natančne, ko se okvir poveča, ker 
se hkrati poveča tudi razporeditev značk. Vendar pa je iz slik razvidno, da so te 
metode zelo nestabilne, saj zelo nihajo okoli optimalnega razmerja med številom 




Slika 73 Delež oken s kolizijo; Q = 2 






Slika 74 Delež oken s kolizijo; Q = 4 
 
Slika 75 Delež oken s kolizijo; Q = 6 




6.6 Pogostost praznih oken 
Kriterij pogostosti praznih oken je inverzen kriteriju pogostosti oken s kolizijo. Kot je 
razvidno s slik (Slike 77 - 80), je razmerje praznih oken obratno sorazmerno s 
številom oken s kolizijo v enakih primerih. 
 
Slika 76 Delež oken s kolizijo; Q = 8 






Slika 77 Delež praznih oken; Q = 2 
 
Slika 78 Delež praznih oken; Q = 4 





Slika 79 Delež praznih oken; Q = 6 
 
Slika 80 Delež praznih oken; Q = 8 
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6.7 Povzetek primerjave metod 
Iz prikazanih rezultatov je razvidno, da je v večini primerov mogoče z metodo 
MASS natančneje določiti število značk v polju izpraševalca, kot s primerljivimi 
stohastičnimi metodami. V določenih primerih se metoda MASS izkaţe bolje tudi 
tedaj, ko lahko značke izbirajo le med šestimi različnimi frekvencami osnovnega 
pasu. Primerljive stohastične metode so natančne le takrat, ko je razporeditev značk 
v okvirju enaka pričakovani binomski porazdelitvi. To je bilo pričakovano, saj so vse 
stohastične metode izdelane na osnovi izračunov, ki vključujejo binomsko 
porazdelitev. 
Rezultati določanja učinkovitosti sistema so zelo podobni tistim, ki smo jih dobili pri 
določanju števila značk. Bistvena razlika med metodami se pokaţe, ko opazujemo 
deleţ praznih oken in tistih s kolizijo. Iz rezultatov je razvidno, da pri stohastičnih 
metodah, v primeru povečanja števila značk v polju izpraševalca, obe vrsti oken 
lahko nihata okoli idealnega razmerja. To lahko povzroči teţave pri dinamičnih 
sistemih, kjer značke med identifikacijo prihajajo in odhajajo. Tak primer imamo, ko 
se mnoţica značk, ki jih je potrebno identificirati, zaradi hitrega pretoka značk skozi 
polje izpraševalca spreminja. Posledica tega je nestabilna velikost okvirja, ki je lahko 
prevelik ali premajhen za dano število značk. To vodi v nestabilno obnašanje sistema 
pri spreminjajočem se številu značk in obenem povzroča velike izgube na 
propustnosti komunikacijskega kanala. 
Metoda MASS temelji na preštevanju značk s frekvenčno analizo. V najboljšem 
primeru bo s to metodo mogoče določiti število značk, enako dejanskemu, ali manjše, 
nikoli pa večje. Zato pri uporabi metode MASS na sistemih RFID ne pričakujemo 
teţav z nestabilnostjo, saj je velikost okvirja vedno manjša ali enaka idealni. 
Na splošno metoda MASS prikaţe bolj stabilno delovanje in omogoča natančnejše 
določanje števila značk od ostalih primerljivih metod. Očitna razlika se pokaţe zlasti v 
tistih delih, kjer je iz preteklega okvirja teţko sklepati o velikosti mnoţice značk. 




V delu smo se osredotočili na protokol tipa DFSA, ki spada v vrsto protokola 
ALOHA in je obenem sestavni del standarda Gen2. Osnovna teţava protokola DFSA 
je njegova naključnost, ki jo lahko obravnavamo le s pomočjo teorije stohastičnih 
pojavov, kjer predpostavimo, da je povprečna porazdelitev dogodkov enaka binomski 
porazdelitvi. Kljub teţavnosti obvladovanja naključnih dogodkov pa je prednost 
protokola DFSA ravno v tem, da se zelo hitro prilagaja spremembam v okolju, kot so, 
na primer, prihod novih in odhod starih značk, kar smo predstavili ţe v uvodu. 
Cilj vsakega algoritma v protokolu DFSA je, da nastavi število oken v okvirju tako, 
da je enako številu značk v polju izpraševalca. To pa predstavlja osnovni problem 
protokolov DFSA: kako določiti število značk v polju. Da bi lahko določili število značk 
v polju izpraševalca, moramo zagotoviti začetne podatke, na katerih lahko gradimo 
nadaljnje sklepe, te pa si ustvarimo tako, da opazujemo predhodni okvir. 
Predstavili smo več ţe obstoječih algoritmov, ki izboljšujejo predlagani algoritem Q 
v standardu Gen2. V večini vsi predlagani algoritmi temeljijo na stohastični analizi. 
Teţava teh algoritmov je, da v primeru kolizije podatkovnih paketov v posameznih 
oknih, ki so posledica hkratnega oddajanja značk, o samem številu značk v teh oknih 
lahko le sklepajo. Od vseh predstavljenih obstoječih rešitev le metoda RCS temelji na 
analizi sprejetih signalov in določanju števila značk v oknih s kolizijo. Pokazali smo, 
da metode RCS ne moremo uporabiti v brezţičnih komunikacijskih sistemih, ko 
imamo zaradi moţnosti komunikacije preko več vzporednih kanalov na izhodu 
demodulatorja hkrati prisotno še ozkopasovno sito. 
Pokazali smo, da imajo značke, ki komunicirajo po standardu Gen2, moţnost 
generiranja frekvence osnovnega pasu znotraj dovoljenih toleranc. S frekvenčno 
analizo pilotnega tona sprejetega signala na izhodu demodulatorja izpraševalca smo 
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pokazali, da zaradi netočnosti lokalnih oscilatorjev v značkah in posledično različnih 
frekvenc pilotnih tonov značk, ki hkrati oddajajo v istem oknu, lahko določimo število 
značk. 
Predlagali smo, da bi z natančnejšimi lokalnimi oscilatorji lahko namensko razpršili 
frekvence pilotnih tonov tako, da bi v primeru kolizije podatkovnih paketov to lahko 
koristili za določanje števila značk. Predlagali smo tudi nov algoritem, ki temelji na 
frekvenčni analizi pilotnega tona in na ta način določa nov optimalni okvir, glede na 
število značk, ki jih je razpoznal v preteklem okvirju. 
V nadaljevanju smo pojasnili pojav najmočnejšega signala, kjer dekoder, zaradi 
razlike v sprejetih nivojih signala, prepozna najmočnejši signal. Na primeru dekoderja 
s prilagojenim sitom smo pokazali, da bi namenska frekvenčna razpršitev signalov 
povečala učinek najmočnejšega signala. Pokazali smo tudi, da zaradi lastnosti 
prilagojenega sita in različnih frekvenc osnovnega pasu ni vedno najbolje izbrati 
najmočnejši signal. 
Za zaključek smo izvedli primerjavo z nekaterimi najpogosteje omenjenimi algoritmi 
v literaturi s predlagano metodo MASS. V začetku smo izpostavili, da ne glede na to, 
da metode RCS ne moramo uporabiti v sistemih RFID Gen2, predlagana metoda 
MASS bistveno natančneje določa število značk. Poleg tega je frekvenčna analiza 
veliko bolj preprosta in robustnejša, kot metoda RCS, kjer morajo biti izpolnjeni 
različni pogoji, da roje nivojev lahko identificiramo. Na samo uspešnost metode RCS 
namreč ne moremo neposredno vplivati, saj je odvisna predvsem od poloţaja značk, 
medtem ko pri metodi MASS lahko vplivamo na uspešnost s povečevanjem 
frekvenčne razpršitve osnovnega pasu signalov, ki jih oddajajo značke. 
Primerjavo smo izvedli tudi s stohastičnimi metodami. Izkaţe se, da je metoda 
MASS primerljivo učinkovita tudi v primerih, ko imajo značke na izbiro le 6 frekvenc 
osnovnega pasu. Posebej se metoda MASS izkaţe v primerjavi z ostalimi, ko je 
prisotnih veliko oken s kolizijo podatkovnih paketov. 
Cilj celotnega dela je bil najti metodo, ki bi jo lahko aplicirali na sisteme RFID Gen2 
in bi izboljšala komunikacijsko propustnost med identifikacijo. S predstavljeno metodo 
smo cilj dosegli, hkrati pa pokazali, da bi s tem povečali tudi moţnost dekodiranja v 
primeru hkratnega oddajanja značk. Ne glede na to, da smo iskali nov pristop v 
sistemih Gen2, bi lahko predstavljeno metodo uporabili tudi kjerkoli drugje, kjer 
prihaja do kolizije podatkovni paketov, saj je pilotni ton zelo pogosto sestavni del 
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podatkovnega paketa v sistemih RFID in tudi v drugih brezţičnih komunikacijskih 
sistemih. 
Moţnosti za nadaljnje izboljšave se kaţejo predvsem v natančnejši analizi 
povezanosti dekodiranja s prilagojenim sitom in frekvenčne razpršenosti. V delu smo 
predlagali preproste rešitve, ki povečujejo učinek najmočnejšega signala, pa tudi zelo 
enostaven kriterij za izbiro šibkejšega signala. Prepričani smo, da bomo lahko z 
nadaljnjim delom določili boljše kriterije izbire signalov pri dekodiranju v oknih s 
kolizijo podatkovnih paketov, ki bodo še nadalje povečali uspešnost dekodiranja. 
Predvsem bi bilo potrebno nadalje raziskati vpliv prisotnost večjega števila značk na 
uspešnost dekodiranja. 
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8 Izvirni prispevki k znanosti 
1. Nova metoda za določanje števila značk v polju izpraševalca, ki hkrati povečuje 
zmoţnost dekodiranja podatkov v primeru kolizije podatkovnih paketov. 
2. Kriterij za izbiro frekvence sistemske funkcije prilagojenega sita za povečanje 
uspešnosti dekodiranja v primeru kolizije podatkovnih paketov. 
 





[1] Daniel Mark Dobkin, “The RF in RFID: passive UHF RFID in practice”, Newnes 
puplications, 2007 
[2] Wolfgang Rankl, Wolfgang Effing, “Smart Card Handbook, 3rd Edition”, John 
Wiley & Sons, England, 2003 
[3] Klaus Finkenzeller, “RFID handbook: radio-frequency identification 
fundamentals and applications”, John Wiley & Sons, England, 1999 
[4] Dheeraj K. Klair, Kwan-Wu Chin, Raad Raad  “A Survey and Tutorial of RFID 
Anti-Collision Protocols”, IEEE Communications Surveys & Tutorials, vol. 12, 
no. 3, str. 400 - 421, Third Quarter 2010 
[5] Jan Rabaey, “Low Power Design Essentials”, Springer, USA, 2009 
[6] Michael Keating, David Flynn, Robert Aitken, Alan Gibbons, Kaijian Shi, “Low 
Power Methodology Manual For System-on-Chip Design”, Springer, USA, 2008 
[7] EPCglobal, “EPC Radio-Frequency Identity Protocols Class-1 Generation-2 
UHF RFID Protocol for Communications at 860 MHz – 960 Mhz”, Version 2.0.0, 
2013 
[8] Miodrag Bolić, David Simplot-Ryl, Ivan Stojmenović, “RFID Systems: Research 
Trends and Challenges”, John Wiley & Sons, UK, 2010 
Literatura  110 
 
 
[9] Norman Abramson, “The ALOHA System - Another Alternative for Computer 
Communications”, Fall Joint Computer Conference, AFIPS Press, 1970 
[10] C. Angerer, R. Langwieser, M. Rupp, “RFID Reader Receivers for Physical 
Layer Collision Recovery,” IEEE Trans. Communications, vol. 58, no. 12, str. 
3526 - 3537, oktober 2010 
[11] Frits C. Schoute, “Dynamic Frame Length ALOHA”,  IEEE Transactions on 
Communications, vol. 31, no. 4, str. 565 – 568, 1983 
[12] D.K. Klair, Kwan-Wu Chin, “A Novel Anti-Collision Protocol for Energy Efficient 
Identification and Monitoring in RFID-Enhanced WSNs”, Proceedings of 17th 
International Conference on Computer Communications and Networks, ICCCN 
'08, str. 1 – 8, 3-7 avgust 2008  
[13] GS1 Slovenija, http://www.gs1si.org, 2014 
[14] Bin Zhen, Mamoru Kobayashi, Masashi Shimizu  “Framed ALOHA for Multiple 
RFID Objects Identification”, IEICE TRANSACTIONS on Communications, vol. 
E88-B, no. 3, str. 991-999, 1 marec 2005 
[15] G. Khandelwal, A. Yener, K. Lee, S. Serbetli, “ASAP: a MAC protocol for dense 
and time constrained RFID systems,” in Proc. IEEE International Conference on 
Communications, pp. 4028 – 4033, 2006 
[16] Murali Kodialam, Thyaga Nandagopal, “Fast and reliable estimation schemes in 
RFID systems”, Proceedings of the 12th annual international conference on 
Mobile computing and networking, MobiCom '06, str. 322-333, 2006 
[17] Yinghua Cui, Yuping Zhao, “A Modified Q-parameter Anti-collision Scheme for 
RFID Systems”, International Conference on Ultra Modern Telecommunications 
& Workshops, ICUMT '09, str. 1 – 4, 12-14 oktober 2009 
[18] Bo Li, Junyu Wang, “Efficient Anti-Collision Algorithm Utilizing the Capture 
Effect for ISO 18000-6C RFID Protocol”, IEEE Communications Letters, vol. 15, 
no. 3, str. 352 – 354, marec 2011 
Literatura  111 
 
 
[19] Dongwook Lee, Okkyeong Bang, Sooyeol Im, Hyuckjae Lee, “Efficient dual bias 
Q-Algorithm and optimum weights for EPC Class 1 Generation 2 Protocol,”  in 
Proc. 14th European Wireless Conference, pp 1-5, 2008 
[20] Jianwei Wang, Yuping Zhao, Dong Wang, “A Novel Fast Anti-Collision 
Algorithm for RFID Systems”, International Conference on Wireless 
Communications, Networking and Mobile Computing, WiCom 2007, str. 2044 – 
2047, 21-25 september 2007 
[21] Chen Qian, Hoilun Ngan, Yunhao Liu, L. M. Ni, “Cardinality Estimation for 
Large-Scale RFID Systems”, IEEE Transactions on Parallel and Distributed 
Systems, vol. 22, no. 9, str. 1441 - 1454, september 2011 
[22] B. Knerr, M. Holzer, C. Angerer, M. Rupp, “Slot-wise maximum likelihood 
estimation of the tag population size in FSA protocols,” IEEE Trans. 
Communications, vol. 58, no. 2, pp. 578 - 585, februar 2010 
[23] Jianfu Teng, Xiuwei Xuan, Yu Bai, “A Fast Q Algorithm Based on EPC 
Generation-2 RFID Protocol”, 6th International Conference on Wireless 
Communications Networking and Mobile Computing (WiCOM), str. 1 - 4, 23-25 
september 2010 
[24] Jae-Ryong Cha, Jae-Hyun Kim, “Novel Anti-collision Algorithms for Fast Object 
Identification in RFID System”, 11th International Conference on Parallel and 
Distributed Systems (Volume:2 ), str. 63 – 67, 22-22 julij 2005 
[25] Lei Zhu, T.-S.P. Yum, “The Optimal Reading Strategy for EPC Gen-2 RFID 
Anti-Collision Systems”, IEEE Transactions on Communications, vol. 58, no. 2, 
str. 578 – 585, februar 2010 
[26] Muhammad U. Farooq, Muddassir Asif, and Naeem Z. Azeemi, “Enhancing Tag 
Identification in RFID Systems Using Slotted Non-persistent Protocols”, 
International Conference on Emerging Technologies, ICET 2009, str. 462 – 465, 
19-20 oktober 2009 
Literatura  112 
 
 
[27] S. Ghez, S. Verdu, S. C. Schwartz, “Stability properties of slotted Aloha with 
multipacket reception capability” , IEEE Transactions on Automatic Control,  vol. 
33, no. 7, str. 640 – 649, julij 1988 
[28] Okkyeong Bang, Sunghyun Kim, and Hyuckjae Lee, “Identification of RFID 
Tags in Dynamic Framed Slotted ALOHA”, 11th International Conference on 
Advanced Communication Technology, ICACT 2009, vol. 1, str. 354 – 357, 
2009 
[29] Yael Maguire, Ravikanth Pappu, “An Optimal Q-Algorithm for the ISO 18000-6C 
RFID Protocol“, IEEE Transactions on Automation Science and Engineering,  
vol. 6, no. 1, str. 16 – 24, januar 2009 
[30] Chen Ying, Zhang Fu-hong , “Study on Anti-Collision Q Algorithm for UHF 
RFID”, International Conference on Communications and Mobile Computing 
(CMC), vol. 3, str. 168 – 170, 12-14 april 2010 
[31] Mian Hammad Nazir, Youzhi Xu, Alf Johansson, “Optimal Dynamic Frame-
Slotted Aloha”, 7th International Conference on Wireless Communications, 
Networking and Mobile Computing (WiCOM), str. 1 - 4, 23-25 september 2011 
[32] Donghwan Lee, Kyungkyu Kim, Wonjun Lee, “Q+-Algorithm: An Enhanced RFID 
Tag Collision Arbitration Algorithm”, str. 23 – 32, 4th International Conference, 
UIC 2007, 11-13 julij 2007 
[33] C. Floerkemeier, M. Wille, “Comparison of transmission schemes for framed 
ALOHA based RFID protocols”, International Symposium on  Applications and 
the Internet Workshops, SAINT Workshops 2006, 23-27 januar 2006 
[34] C. Floerkemeier, “Bayesian Transmission Strategy for Framed ALOHA Based 
RFID Protocols”, IEEE International Conference on RFID, str. 228 – 235, 26-28 
marec 2007 
[35] Ronald L. Rivest, “Network control by Bayesian broadcast”, IEEE Transactions 
on Information Theory,  vol. 33, no. 3, str. 323 – 328, maj 1987 
Literatura  113 
 
 
[36] K. Whitehouse, A. Woo, F.  Jiang, J. Polastre, D. Culler, “Exploiting the Capture 
Effect for Collision Detection and Recovery,” in Proc. EmNetS-II., str. 45 – 52, 
2005 
[37] Asghar Mokhtari, Mehregan Mahdavi, Reza Ebrahimi Atani, Mahrokh 
Maghsoodi, “Using Capture Effect in DFSA Anti-collision Protocol in RFID 
Systems According to ISO18000-6C Standard”, Majlesi Journal of Mechatronic 
Systems, vol. 1, no. 3, str. 26 – 32, september 2012 
[38] Woo Jin Shi, Jeong Geun Kim, “A Capture-Aware Access Control Method for 
Enhanced RFID Anti-collision Performance,” IEEE Comunications Letters, vol. 
13, no. 5, pp. 354 – 356, 2009 
[39] P. V. Nikitin, K. V. S. Rao, “Theory and measurement of backscattering from 
RFID tags,” Antennas and Propagation Magazine, vol. 48, no. 6, str. 212 - 218, 
december 2006 
[40] S. Dawei, G. Woo, D. P. Reed, A. B. Lippman, W. Junyu, “Separation of 
multiple passive RFID signals using Software Defined Radio,” in Proc. 
International Conference on RFID, str. 139 – 146, 2009 
[41] K. Penttila, M. Keskilammi, L. Sydanheimo, M. Kivikoski, “Radar cross-section 
analysis for passive RFID systems”, IEE Proceedings  on Microwaves, 
Antennas and Propagation,  vol. 153, no. 1, str. 103 – 109, 6 februar 2006 
[42] Chih-Chuan Yen, Alfonso E. Gutierrez, Dharmaraj Veeramani, Daniel van der 
Weide, “Radar Cross-Section Analysis of Backscattering RFID Tags”, IEEE 
Antennas and Wireless Propagation Letters,  vol.6, str. 279 – 281, 2007 
[43] P.V. Nikitin, K.V.S. Rao and R.D. Martinez, “Differential RCS of RFID tag”, 
Electronics Letters, vol. 43, no. 8, str. 431 – 432, 12 april 2007 
[44] A. Pouzin, T.P. Vuong, S. Tedjini, M. Pouyet, J. Perdereau, L. Dreux, 
“Determination of Measurement Uncertainties Applied to the RCS and the 
Differential RCS of UHF Passive RFID Tags”, IEEE Antennas and Propagation 
Society International Symposium, APSURSI '09, str. 1 - 4, 1-5 junij 2009 
Literatura  114 
 
 
[45] Christoph Angerer, Georg Maier, Maria Victoria Bueno Delgado, Markus Rupp, 
Javier Vales Alonso, “Single Antenna Physical Layer Collision Recovery 
Receivers for RFID Readers”, IEEE International Conference on Industrial 
Technology (ICIT), str. 1406 – 1411, 14-17 marec 2010 
[46] A. Pouzin, T.P. Vuong, S. Tedjini, M. Pouyet, J. Perdereau, “Bench test for 
measurement of differential RCS of UHF RFID tags”, Electronics Letters, vol. 
46, no. 8, str. 590 – 592, 15 april 2010 
[47] Chen Qian, Hoilun Ngan, Yunhao Liu, Lionel M. Ni, “Cardinality Estimation for 
Large-Scale RFID Systems”, IEEE Transactions on Parallel and Distributed 
Systems,  vol. 22, no. 9, str. 1441 – 1454, september 2011 
[48] D. R. S. Khasgiwale, R. U. Adyanthaya, D. W. Engels, “Extracting information 
from tag collisions,” in Proc. International Conference on RFID, str. 131 – 138, 
2009 
[49] Y. Sun, P. J. Hawrylak, M. H. Mickle, “Application of ICA in Collision Resolution 
for Passive RFID Communication,” World Congress on Engineering and 
Computer Science, 20 – 22 oktober 2009 
[50] AS3990 UHF RFID Reader IC Datasheet, ams AG, Unterpremstaetten, Austria, 
www.ams.com/eng/Products/RF-Products/RFID/AS3990 
[51] Iztok Bratuţ, Andrej Trost, Andrej Vodopivec, “Analysis in I/Q Plane for RFID 
Collision Optimisation,” MIDEM, 2012, str. 219 - 224 
[52] Iztok Bratuţ, Andrej Vodopivec, Andrej Trost, “Resolving Collision in EPCglobal 
Class-1 Gen-2 System by Utilizing the Preamble”, IEEE Trans. Wireless 
Communications, vol. 13, no. 10, str. 5330 - 5339, oktober 2014 
[53] Manar Mohaisen, HeeSeok Yoon, KyungHi Chang, “Radio Transmission 
Performance of EPCglobal Gen-2 RFID System”, 10th International Conference 
on Advanced Communication Technology, ICACT 2008, vol. 2, str. 1423 – 
1428, 17-20 februar 2008 
Literatura  115 
 
 
[54] SL900A Datasheet, ams AG, Unterpremstaetten, Austria, 
www.ams.com/eng/Products/RF-Products/Sensory-Tags/SL900A 
[55] Savo Leonardis, “Digitalna obdelava signalov”, Fakulteta za elektrotehniko, 
Ljubljana, 1996 
[56] DogBone NXP G2XL Datasheet, UPM Raflatac Pty. Ltd., Melbourne, Australia 
[57] R. G. Lyons, “Understanding digital signal processing – third edition”, Prentice 
Hall, US, avgust 2011 
[58] Lusungu Ndovi, “Advantages of Matched Filter Detection at Quadrature 
Baseband Than at Radio Frequency,” World Congress on Engineering, januar 
2009 
[59] Harald Vogt, “Efficient Object Identification with Passive RFID Tags”, in Proc. 
The First International Conference on Pervasive Computing, Springer-Verlag 
London, str. 98-113, 2002 
 
