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医療分野においては，米国のHIPAA(Health Insurance Portability and Accountability






























ID 年齢 性別 傷病名
1 22 男 かぜ
2 28 男 HIV
3 33 男 HIV
4 42 男 かぜ
5 42 女 ガン
6 48 女 ガン
表 1.2: k-匿名化したパーソナルデータの例
年齢 性別 傷病名
[20, 29] 男 かぜ
[20, 29] 男 HIV
[20, 39] 男 HIV
[30, 49] ANY かぜ
[30, 49] ANY ガン



































表 1.3: 系列データの例 1: 医療データ
ID 年齢 性別 傷病名 処方薬名
1 22 男 a X
2 28 男 b Y
3 33 男 b Y
4 36 男 b Z
5 42 女 c W
6 48 女 c X
表 1.4: 系列データの例 2: 医療データの時系列
ID 年齢 性別 傷病名 [4月] 傷病名 [5月]
1 22 男 a a
2 28 男 b c
3 33 男 b a
4 36 男 b b
5 42 女 c b
6 48 女 c c
また，タイムスタンプ毎のレコード (式 1.2)に分散しており，idに基づいて結合す
ることで式 1.3の形式になるデータも系列データの一つである．
xid[t] = (id; t; qt; st) (1.2)
xid = (id; q1; : : : ; qt; s1; : : : st) (1.3)
ここで，qt, stは時刻 (タイムスタンプ)tの準識別子，センシティブ属性である．
式 1.2や式 1.3の形式を取る系列データの例として，位置情報のシーケンスである
移動軌跡がある (表 1.5, 1.6,図 1.1)．表 1.5では，ユーザの滞在先の位置情報を表す l
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表 1.5: 系列データの例 3: 移動軌跡
u l t
Alice (10, 5) 1
Alice (15, 5) 2
Alice (18, 8) 3
Alice (18, 10) 4
Bob (10, 5) 1
Bob (9, 4) 2
Bob (8, 3) 3
Bob (8, 3) 4
表 1.6: 系列データの例 3: 移動軌跡 (系列)
u l[t1] l[t2] l[t3] l[t4]
Alice (10, 5) (15, 5) (18, 8) (18, 10)
Bob (10, 5) (9, 4) (8, 3) (8, 3)
がセンシティブ属性である．表 1.5では，ユーザの識別子 uによって位置情報 lの系
列を得ることができ，式 1.3の形式に変換したデータが表 1.6である．
位置情報の形態の一つである，ユーザやオブジェクトの位置を常時測位し，移動軌








表 1.7: 系列データの例 4: 移動軌跡ストリーム
u l[t1] l[t2] l[t3] l[t4] l[t5] : : :
Alice (10, 5) (15, 5) (18, 8) (18, 10) (19, 9) : : :














































































































識別子 年齢 性別 疾病名
user1 22 男 かぜ
user2 28 男 HIV
user3 33 男 HIV
user4 36 男 かぜ
user5 42 女 ガン











[20, 29] 男 かぜ
[20, 29] 男 HIV
[30, 39] 男 HIV
[30, 39] 男 かぜ
[40, 49] 女 ガン
[40, 49] 女 ガン
(d) 2-多様化したテーブル
年齢 性別 疾病名
[20, 29] 男 かぜ
[20, 29] 男 HIV
[30, 49] ANY HIV
[30, 49] ANY かぜ
[30, 49] ANY ガン
















として，(X; Y )-Anonymity[74]やMultiR k-anonymity[58]等が提案されている．































































































































2.3.2 Privacy Preserving Data Mining











つ秘密の値 fx1;    ; xngに対して確率分布 Y の乱数 fy1;    ; yngを付加し，乱数が付
加された値 fw1 = x1 + y1;    ; wn = xn + yngを公開する．そして，この乱数が付加
された値を受け取った機関は，確率分布 Y を知っている前提において，公開された























































































が常に同じ場所に滞在する必要がある．図 3.1は移動軌跡の例であり，図 3.2は k-匿
名化 (k = 3)した移動軌跡の例である．Abulら [1]は，k-匿名性 [67]を拡張した (k,
)-anonymityという匿名性指標を定義し，蓄積された静的な移動軌跡をチューブ状に
汎化する匿名化手法を提案している (図 3.3)．Nergizら [57]らは (緯度,経度,時刻)を


































定義 1 (移動軌跡ストリーム): データ主体 uの移動軌跡ストリームは位置情報の時系
列で表される: u = f(u; l0; t0); (u; l1; t1); : : : ; (u; llast; tlast)g(t0 < t1 <    < tlast)．こ
こで，tlastは最新のタイムスタンプ (現在時刻)とする．また，時間 [ti; tj]の移動軌跡
を以下で表す: u[ti; tj] = f(u; li; ti); (u; li+1; ti+1); : : : ; (u; lj; tj)g(ti <    < tj)．ここ
で，時刻 tの位置情報は u[ti](= li)と表す．移動軌跡 uにおいて，時間 [ti; ti+1]に
ユーザ uは liから li+1へ移動する．
移動軌跡ストリームの例を表 3.1に示す．表 3.1では，Aliceの移動軌跡ストリーム
は Alice = f(Alice; (10; 5); 1); (Alice; (15; 5); 2); (Alice; (18; 8); 3)gである．また Bob







Alice (10, 6) 0
Alice (10, 5) 1
Alice (15, 5) 2
Alice (18, 8) 3
Bob (10,6) 0
Bob (10,5) 1
Bob (9, 4) 2
Bob (8, 3) 3
表 3.2: 汎化移動軌跡 (2-匿名化)
tid l t
Alice 1 ([10,10], [6,6]) 0
Alice 1 ([10,10], [5,5]) 1
Alice 1 ([9,15], [4,5]) 2
Alice 1 ([8,18], [3,8]) 3
Alice 1 ([10,10], [6,6]) 0
Bob 2 ([10,10], [5,5]) 1
Bob 2 ([9,15], [4,5]) 2


























定義 4 (Co-locality): 移動軌跡ストリーム 1と 2が時刻 tに 1[t] = 2[t]であるとき，
1と 2は時刻 tに Co-localである．また，8t 2 [ti; tj]に関して 1[t] = 2[t]であると
き，1と 2は時間 [ti; tj]にCo-localである．なお，特に時間を指定せずにCo-localと
表現する場合には，8t 2 T において 1[t] = 2[t]であることを指す．
一般に，位置情報のシーケンスである移動軌跡ストリームでは，複数の時刻におい
てCo-localityを保証することは難しい．そのため，複数のデータ主体の移動軌跡スト
リーム中の位置情報 lを範囲を持った情報 (エリア)lに変換 (汎化)することで，複数
の移動軌跡ストリームで Co-localityを保証する．
28
定義 5 (汎化移動軌跡ストリーム): 汎化移動軌跡ストリーム  tidはエリアと時刻のシー
ケンスである:  tid = f(tid; l1; t1); (tid; l2; t2); : : : ; (tid; lm; tm)g (t1 < t2 <    < tm).
tidは汎化移動軌跡ストリームの識別子であり，ランダムに割り当てた値を用いる．汎
化移動軌跡ストリームの時刻 tiのスナップショットであるエリアを  tid[ti](= (li ))で
表す．汎化移動軌跡ストリーム  1 と  2 が 8t 2 [ti; tj]に関して  1 [t] =  2 [t]であると
き， 1 と  2 は時間 [ti; tj]に Co-localである．なお，特に時間を指定せずに Co-local
と表現する場合には，8t 2 T において  1 [t] =  2 [t]であることを指す．
表 3.2に表 3.1を加工した汎化移動軌跡ストリームを示す．表 3.2のAliceとBobの
移動軌跡ストリームが時間 [1; 3]に Co-localになるように汎化している．
定義 6 (等価クラス): 時刻 tにおいて，t以前のすべての時刻で互いにCo-localな汎化
移動軌跡ストリーム (tid)の集合を等価クラス (Equivalence Class)と呼ぶ．時刻 tにお
けるある等価クラスをECcid[t]で表す．ここで cidは等価クラスの識別子である．
定義 7 (EC履歴): EC履歴 huをデータ主体 uが属する等価クラス EC[t]のシーケン
スとする．uが tに属するECのメンバを hu[t](= ECcid[t])で表す．
表 3.3は EC履歴の一例を示している．表 3.3には 7人のデータ主体の移動軌跡ス
トリームの汎化移動軌跡ストリームが属する．表中の各々セルに記載された ECiは
各 tidの汎化移動軌跡ストリームが時刻 tjに属する ECである．
定義 8 (移動軌跡ストリームの k-匿名性): 移動軌跡ストリーム u(または汎化移動軌跡
ストリーム  tid)は，時間 [ti; tj]に co-localな他の移動軌跡ストリームが k 1個存在す






tid t0 t1 t2 t3 t4 t5 t6 t7
1 EC1 EC1 EC1 EC1 EC1 EC5 — —
2 EC1 EC1 EC1 EC1 EC1 EC5 — —
3 EC2 EC2 EC2 EC3 EC3 EC5 — —
4 EC2 EC2 EC2 EC3 EC3 EC5 — —
5 EC2 EC2 EC2 EC3 EC3 EC5 — —
6 EC2 EC2 EC2 EC4 EC4 EC4 EC4 EC4
7 EC2 EC2 EC2 EC4 EC4 EC4 EC4 EC4
8 — — — — — — EC6 EC6
9 — — — — — — EC7 EC7
10 — — — — — — EC7 EC7
11 — — — — — — EC7 EC7
12 — — — — — — EC6 EC6
表 3.2は表 3.1を k = 2の k-匿名化した汎化移動軌跡ストリームである．表 3.2の
Aliceと Bobの移動軌跡ストリームを汎化することで 2-匿名性を達成している．
3.3 提案手法: CMOA
移動軌跡ストリームをインターバル毎に連続的に k-匿名化する手法 CMOA (Con-



















の移動方向が変化していくことで ECのエリアが過度に大きくなってしまう (図 3.2)．
エリアが大きくなっていくと，位置情報の精度が劣化する．ここで，位置情報やエリ








































































が生成された. そして t5では， EC5[t4]が分割されて EC6[t5]と EC7[t5]が生成され
た. このとき，EC6[t5]とEC7[t5]は共にメンバ数が k以上である．しかし，Aliceの
汎化移動軌跡ストリーム  1 は hAlice[3] \ hAlice[5] < kであるため，k-匿名性を損失し
ている．同様に  2 と  3 も k-匿名性を損失している.















































































成する (ステップ2)．各時刻 tiでは，ti 1のメンバ構成を引き継いでEC[ti](= EC[ti 1])
を編成する (ステップ 3)．続いて，各 ECのエリアの面積が閾値 を超えたら動的再
構成 (DR)を行う．DRはエリアの面積を 以下に保つために，まず分割を試行し (ス



































では問題を簡単化するために p = 2で分割することを考える．
分割はエリアの面積 S(EC[t])が を超えた ECを対象に行う．ここで，分割対象
の ECをECoとする．また，ECoを分割して生成された 2つの ECをEC 0a, EC 0bとす




Require: equivalence classes EC[t], suppressed trajectories SUP





分割の結果，メンバ数が k未満の ECが生じる場合がある．メンバ数 k未満の EC
は k-匿名性を満たさないため，出版できない．そのため秘匿状態とする必要がある．
一方で，メンバ数が k未満の ECが外れ値であれば，この ECを取り除くことで他の
移動軌跡ストリームは解像度を維持できる．






のクラスをEC 01, k未満のクラスをEC 02とする．このときの条件は以下のように表現
できる:




Require: equivalence classes EC[t], suppressed trajectories SUP
1: M  ;
2: for all ECo[t] 2 EC[t] do
3: if S(ECo[t]) >  then
4: fEC 0a[t]; EC 0b[t]g  partitioning(ECo[t])
5: if E(EC 0a[t]) > E(ECo[t]) OR E(EC 0b[t]) > E(ECo[t]) then
6: Replace ECo[t] with EC 0a[t] and EC
0
b[t].
7: if EC 0a[t] or EC 0b[t] lose k-anonymity then




10: for all EC 0i[t] 2 fEC 0a[t]; EC 0b[t]g do
11: if EC 0i[t] < k then



















Require: equivalence classes EC[t], suppressed trajectories SUP,M
1: for all ECc[t] 2M do
2: if ECc[t] < 2k then
3: N  neighbors of ECc[t]
4: Find bestpartner from N[SUP.
5: EC 0m[t] merging(ECc[t]; bestpartner)












N(ECc)とする．隣接クラスは，E(EC 0m[t]) > E(ECc[t])とE(EC 0m[t]) > E(ECl[t])
を満たすEClである．この条件を満たし得る隣接クラスは，以下の補題を充足する．
補題 1 分割数が p = 2のとき，ECcの隣接クラスになり得るクラスは以下を満たす:
dw < w( 3
2(1+h 1dh)   1) ここで w (h)は ECcのエリアの幅 (高さ)であり, dw (dh)は
ECcと併合後のクラスEC 0mとECcの幅 (高さ)の変化量である．
証明 1 (補題 1): ECc[t]とECn[t]の併合を考える. EC 0m[t]をECc[t]とECn[t]を併合
したクラスとする．ECc[t]がECn[t]と併合してEC 0m[t]を成すためには，EC 0m[t]は
39















1 + logp(jECc[t]j+ jECn[t]j)=k
1 + logp jECc[t]j=k
S(ECc[t]): (3.4)
ここで, S(ECc[t]) = wh，S(EC 0m[t]) = (w + dw)(h+ dh)とすると，
(w + dw)(h+ dh) <
1 + logp(jECc[t]j+ jECn[t]j)=k






1 + logp(jECc[t]j+ jECn[t]j)=k
1 + logp jECc[t]j=k
  (wh+ wdh)): (3.6)





























































ストサーバーは 2.4GHzの 12コア CPUを持ち，196GBのメモリ，6TBのHDDを持
つ．実行時間の計測は，他の仮想マシンを動作させていない状況で行った．







































まず，位置情報の解像度を RMを用いて評価した結果を示す．図 3.7と図 3.8は，












































































図 3.9: RM (kを変更)
図 3.9は kを変更した際の匿名化結果の変化を示している．kと はそれぞれ k=2,


































図 3.11は k = 2; 5; 10， = 500  500[m2]で匿名化した際の各MD値を示してい




























































は tidの再割当の発生頻度を k = 2; 5; 10の場合に比較した結果を示している．k = 2
の場合は約半数の移動軌跡ストリームは高々 1回の tidの再割当回数である．一方で，



















ECardinality(EC[t]) = jEC[t]j (3.11)
クラスエネルギー (Class Energy)，密度 (Density)，メンバ数 (Cardinality)を用いた
CMOAを，k = 5， = 500 500[m2]の設定で，10万件の移動軌跡ストリームに対
して匿名化を行った．






































































































図 3.16: 実行時間 (jDjを変更)

























k=2, σ=500×500 k=5, σ=500×500 k=10, σ=500×500
図 3.17: 実行時間 (kを変更)
図 3.17は k=2, 5, 10， = 500 500[m2]で匿名化を行い，kを変更した際の実行時
間の変化を示している. 図 3.18は k=5， = 250 250; 500 500; 1000 1000[m2]で
匿名化を行い，を変更した際の実行時間の変化を示している. k = 10の際には，併
合に多くの時間を要していることがわかる．k = 10の際には， = 500 500[m2]と
いうエリアの面積の閾値がタイトであり，多くの ECで併合が必要となったためと考




























k=5, σ=250×250 k=5, σ=500×500 k=5, σ=1000×1000






















































表 4.2: 系列データの例 2
ID 傷病名 (4月) 傷病名 (5月) 傷病名 (6月)
1 a x x
2 a y x
3 b x e
4 b y f
5 a x e
6 a z w
7 c x w
8 c w e
属性間の対応が多対多になるように属性値を汎化した系列データの例を表 4.3と表










a / b x / y
a / b x / y
a / b x / y
a / b x / y
a / c x / z
a / c x / z
a / c x / w
a / c x / w
表 4.4: 匿名化した系列データの例 2
傷病名 (4月) 傷病名 (5月) 傷病名 (6月)
a / b x / y x / e
a / b x / y x / e
a / b x / y x / f
a / b x / y x / f
a / c w / x / z e / w
a / c w / x / z e / w
a / c w / x / z e / w

































































































対象とするデータは，S1; : : : ; Sd (d > 1)のセンシティブ属性を持つT = ft1; : : : ; tng




定義 10 (攻撃者の知識):攻撃者は，X 2 Sを攻撃対象の属性とし，Y1; : : : ; Yd 1 2 SnX
の属性値を既知とする．このとき，Xを攻撃対象属性，(y1; : : : ; yd 1) 2 Y1  Yd 1
を攻撃者の知識とする．ただし，攻撃者がセンシティブ属性の集合 Sのうち，どのセ
ンシティブ属性を攻撃対象Xとしているかを事前に知ることはできない．
攻撃者は，(y1; : : : ; yd 1) 2 Y1  Yd 1に該当するタプルの集合T (y1; : : : ; yd 1) =
ftjt[Yi] = yi^  ^t[Yd 1] = yd 1gに含まれる属性Xの値を特定しようとする．このと
き，(y1; : : : ; yd 1)に該当するタプル集合のXの値の種類数は，jft[X]jt 2 T (y1; : : : ; yd 1)gj
である．そこで，任意の属性の組から特定可能なXの属性値を複数 (`X)種類になる
こと (関係多様性)を保証することが求められる．











定義 11の関係多様性を達成するための操作として，テーブル T をセンシティブ
属性毎に分割する関係多様化を導入する．関係多様化は，センシティブ属性の系列
S = fS1; : : : ; Sdgを持ったテーブル T を，センシティブ属性としてSi 2 Sのみを持っ
たテーブル T i へと分割し，複数のレコードに共通のクラス識別子CIDを T i と T i+1
に付与した新たなデータ形式へと変換する操作である．
定義 12 (関係多様化):
関係多様化 frdは，frd(T ) = fT 1 ; : : : ; T d gのように，テーブルT をセンシティブ属性
毎のテーブルT i に分割する．T i はCID，CID0，Siを持つテーブルT i = fti;1; : : : ; ti;ng
である．T i のCID0にはT i+1のCIDの値が入り (ti;j[CID0] 2 T i+1:CID)，T i のCID0
と T i+1のCIDによって，Siと Si+1の二項関係が表される．また，ti;j[S]を ti;jのセ
ンシティブ属性値とする．
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複数の ti;j が同じ CIDを持つことによって，T i の CID0と T i+1の CIDの結びつ
きが弱くなり，センシティブ属性間の関係が多様化される．
定義 13 (関係多様化クラス): 関係多様化されたテーブル T i において同じ cid 2 CID
を持つ ti;jの集合を関係多様化クラス ccid = fti;jjti;j[CID] = cidgとする．また，T i 1の
センシティブ属性値の集合を ccid[Spre] = fti 1;j[S]jti 1;j[CID0] = cidgとし，ccidの前提
部と呼ぶ．同様に，T i のセンシティブ属性値の集合を ccid[Scon] = fti;j[S]jti;j[CID] =
cidgとし，ccidの結論部と呼ぶ．
定義 14 (オリジナルの関係集合): ccid に属する ti;j の元のタプル tj におけるセンシ
ティブ属性 Si 1 と Si の二項関係の集合を，オリジナルの関係集合とし，R(ccid) =





定義 15 ((`1,`2)-関係多様性): 8cid 2 T i [CID] に対して，jccid[Spre]j  `1 および
jccid[Scon]j  `2を満たすとき，T i は (`1,`2)-関係多様性を満たす．
fT 1 ; : : : ; T d g 2 frd(T )において，T i 1 と T i が (`1, `2)-関係多様性を満たすとき，
Y = S nSiからX = Siについて，Siは `2-関係多様性を満たす．同様に，Y = S nSi 1
からX = Si 1について，Si 1は `1-関係多様性を満たす．
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4.3.3 関係の曖昧性指標
(`1,`2)-関係多様性を保証する (`1,`2)-関係多様化を行うと，クラス cの c[Spre]は `1
種類以上，c[Scon]は `2種類以上になり，c[Spre]と c[Scon]の関係は，(c[Spre], c[Scon])の
センシティブ属性値の集合の二項関係へと汎化される。また，この汎化された関係は
以下のように表すこともできる．
R(c) = f(spre; scon) 2 c[Spre] c[Scon]g (4.1)
例えば，(3, 2)-関係多様性を保証した場合，前提部に fa; b; cg，結論部に fx; ygなる
二項関係を持つ (3, 2)-関係多様化されたクラスが存在することを考える．このクラス
を成すタプルのオリジナルの関係がそれぞれ (a, x)，(b, y)，(c, x)とする．このとき，
前提部 fa; b; cg，結論部 fx; ygから推測可能な関係 (a, x)，(a, y)，(b, x)，(b, y)，(c, x)，
(c, y)には，オリジナルの関係には存在しない関係 (a, y)，(b, x)，(c, y)が含まれてい
ることが分かる．関係多様化によって混入するオリジナルの関係には存在しない関係
をノイズ関係（Noisy Relation）と呼び，以降，単にノイズと呼ぶ．一方，オリジナル



































本節で述べるクラスタリングによる手法では，テーブル T のセンシティブ属性 Si
とその前提部のセンシティブ属性 Si 1を対象とし，の関係多様化後のテーブル T i を
生成する．よって，d次元のセンシティブ属性を持つ場合は，d回のクラスタリング
を行う．








 ステップ 1: 各関係から 1つの関係だけを含むクラス cを生成
 ステップ 2: クラス間の類似度 sim(c1; c2)を計算し，類似度が高いペアを併合
 ステップ 3: 併合したクラスがノイズレスクラスになったらクラスタリングの対
象から除く




クラス間の類似度 sim(c1; c2)は，2つのクラスを併合した場合における (`1,`2)-関係
多様性の充足性（充足の度合い）によって評価する．
ここで，クラスcの前提部の多様性はdivpre(c) = jc[Spre]j，結論部の多様性はdivcon(c) =
jc[Scon]jである．2つのクラス c1と c2を併合したクラス c0 = c1 [ c2の前提部，結論部
の多様性はそれぞれ divpre(c1 [ c2)，divcon(c1 [ c2)である．
c1と c2を併合した際の多様性の変化量を式 4.3と式 4.4に示す．
4divpre(c1; c2) = divpre(c1 [ c2) max(divpre(c1); divpre(c2)) (4.3)
4divcon(c1; c2) = divcon(c1 [ c2) max(divcon(c1); divcon(c2)) (4.4)




divpre(c1 [ c2) + divcon(c1 [ c2)
`1 + `2
(4.5)









rdiv(c1; c2) (4divpre(c1; c2) > 0)

















例 1 (a, x)，(b, y)，(a, y)，(b, x)をセンシティブ属性として持つタプルを対象にして，
(2,2)-関係多様化させる場合を考える．(a, x)，(b, y)の併合は，DG値が 2の併合であ
り，それぞれ (2,2)-関係多様性を満たす．しかし，関係ノイズ比RNRは 2であり，各
クラスにはノイズ関係が混入してしまう．さらにこの併合はRL値は exp(2  1) > 2
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であり，DGRL値は 2/eである．一方で，(a, x)と (a, y)の併合は，ノイズ関係を混入
せずに (1,2)-関係多様性を得られる．このとき，DG値は共に 2，RL値は共に 1であ
り，DGRL値は 1である．よって，DGRL値の高い後者の組み合わせを採用し，同

















R = fr1; : : : ; rng，r = (v; u)，v 2 V，u 2 U を対象に議論を進める．
4.5.1 関係ベクトル
前提部 v1を持つ関係 (v1; u1); : : : (v1; u`2)が，ノイズなしに (`1; `2)-関係多様性を満
たすためには，fv2; : : : ; v`1g  fu1; : : : ; u`2gのすべての関係を用いてクラスを成す必
要がある．
ここで，前提部 v，結論部 uを持つ関係の多重集合をR(v; u)とする．また，前提部
vを持ち，結論部は任意の値を持つ関係の多重集合をR(v; )と表し，前提部関係集
合と呼ぶ．v1と多くのノイズレスクラスを形成できる v2(6= v1)は，R(v1; )，R(v2; )
間において，結論部の値に共通の値を多く含み，結論部の値の出現パターンが類似す
るものと言える．
補題 2 (h, `2)-関係多様性を満たすノイズレスクラスを生成可能な前提部関係集合







vi = (vi;1; : : : ; vi;jSconj)
T (4.9)












vp  vq (cmn(vp;vq)  `2)
0 (otherwise)
(4.10)









ることで，関係ベクトル間の類似度を表す無向グラフG := (V^ ; E)が生成できる (図























ラフ上において，各頂点は `1   1個の他の頂点と接続されている必要がある．








図 4.2: 類似度グラフ (枝刈り)
イズレスクラスを成し得る．言い換えると，頂点集合 8v^1; : : : ; v^h 2 V^ からノイズレ
スクラスを生成するには，8v^i; v^j(i 6= j) 2 fv^1; : : : ; v^kgにエッジが張られたクリーク
を成すことが必要である．
補題 4 (`1, `2)-関係多様性を満たすノイズレスクラスが生成可能な頂点の集合 V^ 0  V^



















3. 前提部の多様化 ((`1, 1)-関係多様化)（4.6.3節）








持つ (`1, 1)-関係多様化したクラスを生成する．ステップ 4では，ステップ 3で生成し
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nG(v^)のうち，v^との類似度が高い上位 `1-1頂点の集合を nG(v^)とする．頂点 v^の評
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C W( ) =1
図 4.4: 結論部に基づく前提部の `1-多様化 ((`1; 1)-関係多様化)
う．このとき，同一の結論部値と，異なる前提部値を持つタプル群によって (`1, 1)-関
係多様性を満たすクラスの生成を行う (図 4.4)．
結論部値 uj 2 U に対して，関係 (v0i, uj)をR(v01; ); : : : ; R(v0`1 ; )から抽出し，
f(v01; uj); : : : ; (v0`1 ; uj)gから成るクラスを生成する．これによって，(`1, 1)-関係多様な
ノイズレスクラスが生成される．ここで生成した結論部値に uj を持つクラスの集合
をクラス集合 C(uj)とする．この操作をR(v01; ); : : : ; R(v0`1 ; )から 1つでも関係 (v0i,
uj)を抽出できなくなるまで繰り返す．さらに，すべての uj 2 Uに対して同様に実施
する．
4.6.4 結論部の多様化
次に，結論部に基づくクラス併合で (`1, 1)-関係多様化したクラス群を，(`1, `2)-関
係多様化する．
ここで，クラス集合C(uj)のクラス数を jC(uj)jとする．jC(uj)jが大きい上位 `2個






















図 4.5: 前提部に基づく結論部の `2-多様化 ((`1; `2)-関係多様化)
つずつ選択し，1つのクラスへ併合する．これによって (`1; `2)-関係多様性を充足す
るノイズレスクラスが生成される (図 4.5)．
例 2 図 4.4と図 4.5は，(3, 2)-関係多様化の例を示している．まず結論部値X , Y , Z,
W 毎にクラス集合 C(X), C(Y ), C(Z), C(W )を生成する（図 4.4）．次に，頻度の高
い上位 `2=2件のクラス集合 C(Y ), C(X)から 1つずつクラスを抽出して，抽出した

















































































































図 4.8は SA50に対して同様に関係多様化をした際のRNRを示している．図 4.7と






































図 4.9: ノイズレスレコードの割合 (手法の比較)
ノイズレスレコードの割合
次に関係多様化テーブル中のノイズレスクラスに属するレコード（ノイズレスレ


















































































































































































図 4.14: 計算時間 (SA50)





















表 4.7と表 4.8は (2,2)-関係多様化したデータセットである．これらのデータを用い
て SA1と SA2の相関関係を分析するために，SA1と SA2の共起頻度を求める．
表 4.7と表 4.8はCIDとCID’によって曖昧に接続されている．例えば，TID=11は
TID=21, 22, 23, 24と接続しており，TID=11に該当するデータ主体の SA1と SA2の
値の組が (a, x), (a, y), (a, x), (a, y)の 4つのいずれかであるのかを特定することができ
ない．よって，各関係が出現することの確からしさはそれぞれ 1/4である．
表 4.7と表 4.8からは確かな関係を得ることができないため，表 4.7と表 4.8の間に
存在し得る関係を列挙して，列挙された関係の出現の確からしさを考慮した共起頻度




表 4.7: SA1のテーブル (T1)
TID CID CID’ SA1
11 G11 G21 a
12 G11 G21 a
13 G11 G22 b
14 G11 G22 b
15 G12 G22 a
16 G12 G22 a
17 G12 G21 c
18 G12 G21 c
表 4.8: SA2のテーブル (T2)
TID CID CID’ SA2
21 G21 — x
22 G21 — x
23 G21 — y
24 G21 — y
25 G22 — x
26 G22 — x
27 G22 — z
28 G22 — w






表 4.9: SA1と SA2の共起 (全列挙)
TID(T1) TID(T2) SA1 SA2 c
11 21 a x 0.25
11 22 a x 0.25
11 23 a y 0.25
11 24 a y 0.25
12 21 a x 0.25
12 22 a x 0.25
12 23 a y 0.25
12 24 a y 0.25
13 21 b x 0.25
13 22 b x 0.25
13 23 b y 0.25
13 24 b y 0.25
14 21 b x 0.25
14 22 b x 0.25
14 23 b y 0.25
14 24 b y 0.25
15 25 a x 0.25
15 26 a x 0.25
15 27 a z 0.25
15 28 a w 0.25
16 25 a x 0.25
16 26 a x 0.25
16 27 a z 0.25
16 28 a w 0.25
17 25 c x 0.25
17 26 c x 0.25
17 27 c z 0.25
17 28 c w 0.25
18 25 c x 0.25
18 26 c x 0.25
18 27 c z 0.25
18 28 c w 0.25
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表 4.10: SA1と SA2の共起関係
SA1 SA2 sum(c) f0
a x 2.00 2
a y 1.00 1
a z 0.50 1
a w 0.50 0
b x 1.00 1
b y 1.00 1
c x 1.00 1
c z 0.50 0
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