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Penulisan skripsi ini dilatar belakangi oleh sulitnya lembaga hukum seperti 
pengadilan dan kepolisian dalam melaksanakan proses penyidikan, khususnya dalam 
hal pembuktian Cyber Crime. Mengingat sarana dan prasarana yang dimiliki oleh 
lembaga hukum kita kurang memenuhi standar kelayakan dalam kasus cyber crime. 
Selain itu, kurangnya tenaga ahli yang bekerja dalam lembaga-lembaga 
hukum di Indonesia juga merupakan kesulitan dalam mencegah, maupun mengatasi 
permasalahan yang berkaitan dengan Cyber Crime. 
Berdasarkan hal-hal tersebut, maka dirumuskan permasalahan mengenai 
Bentuk-bentuk kejahatan didunia maya yang masuk di Polrestabes , tahun 2008-
2011, dan Peranan penyidik POLRI dalam mengungkap kasus kejahatan di dunia 
maya. 
Dalam penulisan skripsi, penulis menggunakan metode penelitian dengan 
pendekatan normatif, tinjauan yuridis normatif, yaitu dengan melakukan identifikasi 
terhadap isu-isu hukum yang bekembang dalam masyarakat, mengkaji penerapan-
penerapan hukum dalam masyarakat, mengkaji pendapat para ahli-ahli hukum terkait 
dan analisa kasus dalam dokumen-dokumen untuk memperjelas hasil penelitian, 
kemudian ditinjau aspek praktis dan aspek akademis keilmuan hukumnya dalam 
penelitian hukum. 
Adapun penulis menggunakan jenis data kuantitatif, dengan data yang 
bersumber dari Library research yang diperoleh dari mengumpulkan data lewat 
daftar kepustakaan yang berkaitan dengan masalah yang diteliti dan  Field research 
yang diperoleh dari wawancara dan observasi dilapangan 
Dalam penulisan ini, metode analisis yang sebagai cara penjabaran data 
berdasarkan hasil temuan di lapangan dan studi kepustakaan. Data yang diperoleh 
tadi dususun dalam bentuk penyusunan data kemudian dilakukan reduksi atau 
pengolahan data, menghasilkan sajian data dan seterusnya diambil kesimpulan, yang 
dilakukan saling menjalin dengan proses pengumpulan data. 
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Dari hasil penelitian bahwa Penyidik Polri masih sulit menungkap kejahatan 
dunia maya ( Cyber crime), hal ini dapat di lihat dimana penyidik masih memerlukan 





















A. Latar Belakang Masalah 
Keunggulan komputer berupa kecepatan dan ketelitiannya dalam 
menyelesaikan pekerjaan sehingga dapat menekan jumlah tenaga kerja, biaya 
serta memperkecil kemungkinan melakukan kesalahan, mengakibatkan 
masyarakat semakin mengalami ketergantungan kepada komputer. Dampak 
negatif dapat di timbulkan apabila terjadi kesalahan yang ditimbulkan oleh 
peralatan komputer yang akan mengakibatkan kerugian besar bagi pemakai (user) 




Usaha mewujudkan cita-cita hukum (rechtseide) untuk mensejahterakan 
masyarakat melalui kebijakan hukum pidana tidak satu-satunya cara yang 
memiliki peran paling strategis. Dikatakan demikian karena hukum pidana hanya 
sebagai salah satu dari sarana kontrol masyarakat (social). 
Teknologi informasi dan komunikasi telah mengubah perilaku masyarakat 
dan peradaban manusia secara global, perkembangan teknologi informasi telah 
menyebabkan dunia menjadi tanpa batas (borderles) dan menyebabkan perubahan 
sosial yang secara signifikan yang berlangsung demikian cepat. Teknologi dan 
informasi saat ini menjadi pedang bermata dua, karena selain memberikan 
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kontribusi bagi peningkatan kesejahtraan, kemajuan dan peradaban manusia, 
sekaligus menjadi arena efektif perbuatan melawan hukum. 
Saat ini telah lahir yang di kenal dengan hukum Cyber, yang diambil dari 
kata Cyber law adalah istilah hukum yang terkait dengan pemanfaatan teknologi 
informasi. 
2
Istilah lain yang digunakan adalah Hukum Teknologi Informasi (Law 
Of Information Technology), Hukum Dunia Maya (Virtual World Law) dan 
hukum mayantara. Istilah-istilah tersebut lahir mengingat kegiatan internet dan 
pemafaatan teknologi informasi berbasis virtual. Istilah hukum ini di gunakan 
dalam tulisan ini dilandasi pemikiran bahwa cyber  jika diidentikan dengan 
“Dunia Maya”  akan cukup menghadapi persoalan jika harus membuktikan suatu 
persoalan yang diasumsikan sebagai “maya”, sessuatu yang tidak terlihat semu. 3 
Terdapat tiga pendekatan untuk mempertahankan keamanan di 
cyberspace, pertama adalah pendekatan tekhnologi,  kedua  pendekatan sosial 
budaya-etika, dan ketiga pendekatan hukum. Untuk mengatasi keamanan 
gangguan pendekatan teknologi sifatnya mutlak di lakukan, sebab tanpa suatu 
pengamanan jaringan akan sangat mudah disusupi, diintersepsi, atau di akses 
secara ilegal tanpa hak. 
Melihat fakta hukum sebagaimana yang ada saaat ini, dampak 
perkembangan ilmu pengetahuan dan tekhnologi yang telah di salah gunakan 
sebagai sarana kejahatan ini menjadi teramat penting untuk di antisipasi 
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Akta komunikasi dan multimedia 1998, Akta Tanda Tangan Digital 1997, (Akta 562 ), 
Akta Jenayah Kopmuter 1997 (563), dan Akta Teleperubahan 1997 (564), Mohd. Safar Hasim, 
mengenai Undang-undang Media Dan siber, utusan publication & distributor SdnBhd, 2002, hlm. 
118-dst.  
3
 Ahmad M Ramli, Prinsip-prinsip Cyber Law Dan Kendala Hukum Positif Dalam 
Menanggulangi Cyber Crime, (Jakarta:Jurnal Fakultas Hukum Universitas Padjajaran,2004),.h.2. 
ftp://ftp.unpar.ac.id/incoming/Artikel/depkominfo/PRINSIP.doc  (12 Juli 2011). 
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bagaimana kebijakan hukumnya, sehingga Cyber crime yang terjadi dapat di 
lakukan upaya penanggulangannya dengan hukum pidana, termasuk dalam hal ini 
adalah sebagai sistem pembuktiannya. Dikatakan teramat penting karena dalam 
penegakan hukum pidana dasar pembenaran seseorang dapat dikatakan bersalah 
atau tidak melakukan tindak pidana, di samping perbuatannya dapat di 
persalahkan atas kekuatan undang-undang yang telah ada sebelumnya (asas 
legalitas), juga perbuatan mana di dukung oleh kekuatan bukti yang sah dan 
kepadanya dapat di pertanggung jawabkan (unsur kesalahan). Pemikiran demikian 
telah sesuai dengan penerapan asas legalitas dalam hukum pidana (KUHP) kita, 
yakni sebagaimana di rumuskan secara tegas dalam Pasal 1 ayat (1) KUHP 
“Nulllum delictum nulla poena sine previa lege poenali” atau dalam istilah lain 
dapat dikenal, “tiada pidana tanpa kesalahan”. 
Bertolak dari dasar pembenaran sebagaimana diuraikan di atas, bila di 
kaitkan Cyber Crime, maka unsur membuktikan dengan kekuatan alat bukti yang 
sah dalam acara hukum pidana merupakan masalah yang tidak kalah pentingnya 
untuk diantisipasi di samping unsur kesalahan dan adanya perbuatan pidana. 
Akhirnya dengan melihat pentingnya persoalan pembuktian dalam Cyber Crime, 
tulisan ini hendak mendeskripsikan pembahasan dalam fokus masalah Hukum 
Pembuktian terhadap Cyber Crime  dalam hukum Pidana Indonesia. 
Oleh karena alasan-alasan tersebut di atas, bagaimana pembuktian dalam 
Cyber Crime cukup sulit dilakukan mengingat, bahwa hukum yang mengatur 
masalah ini masih banyak cacat hukum yang dapat oleh para pelaku Cyber Crime 
untuk lepas dari peroses pemidanaan. 
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Hal ini dapat di lihat dari jumlah kasus yang masuk di kejaksaan 
berkenaan dengan permasalahan cyber crime ataupun kasus yang berkenaan 
dengan UU ITE masih kurang. Selanjutnya dari hasil wawancara dengan 
H.Arifuddin Sakka,SH,. Selaku jaksa di Kantor Kejaksaan Negeri Makassar 
bahwa kasus cyber crime  yang masuk masih dalam proses pembuatan dakwaan 




Bentuk-bentuk Cyber Crime pada umumnya yang di kenal dalam 
mayarakat di bedakan menjadi 3 (tiga) kualifikasi umum, yaitu : 
1. Kejahatan dunia Maya yang berkaitan dengan kerahasiaan, 
integritas dan keberadaan data dan sistem komputer 
2. Kejahatan dunia maya yang menggunakan komputer sebagai alat 
kejahatan 
3. Kejahatan dunia maya yang berkaitan dengan isi atau muatan4  
Kegiatan Cyber meskipun bersifat virtual dapat di kategorikan sebagai 
tindakan dan perbuatan hukum yang nyata. Secara yuridis dalam hal ruang Cyber 
sudah tidak pada tempatnya lagi untuk dikategorikan sesuatu dengan ukuran 
dalam kualifikasi hukum konvensional untuk di jadikan obyek dan perbuatan, 
sebab jika cara ini di tempuh akan terlalu banyak kesulitan dan hal-hal yang lepas 
dari jerat hukum. Kegiatan siber adalah kegiatan virtual yang berdampak sangat 
nyata, meskipun alat buktinya bersifat elektronik. Dengan demikian, subyek 
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 Natalie D Voss, Crime on The Internet,( Jones Telecommunication & Multimedia 
Encyclopedia, Jones Internasional and Jones Digital Century Copyright @1994-99). 
http://www.digitalcentury.com/encyclo/update/articles.html. (12 Juli 2011). 
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pelakunya harus di kualifikasikan pula sebagai orang yang telah melakukan 
perbuatan hukum secara nyata.
 5
 
Penggunaan hukum pidana dalam mengatur masyarakat (lewat peraturan 
perundang-undangan pidana) pada hakekatnya merupakan bagian dari suatu 
langkah kebijakan (policy). Selanjutnya untuk menentukan bagaimana satu 
langkah (usaha) yang rasional dalam melakukan kebijakan tidak dapat pula 
dipisahkan dari tujuan kebijakan pembangunan itu sendiri secara integral. Dengan 
demikian dalam usaha untuk menentukan suatu kebijakan apapun (termasuk 
kebijakan hukum pidana) selalu terkait dan tidak terlepaskan dari tujuan 
pembangunan sosial itu sendiri, yakni bagaimana mewujudkan keadilan hukum 
dan kesejahteraan bagi masyarakat. 
Selain itu, perkembangan hukum di indonesia terkesan lambat, karena 
hukum hanya akan berkembang setelah ada bentuk kejahatan baru. Jadi hukum di 
indonesia tidak ada kecenderungan yang mengarah pada usaha preventif atau 
pencegahan, melainkan usaha penyelesaiannya setelah terjadi suatu akibat hukum. 
Walaupun begitu, proses perkembangan hukum tersebut masih harus mengikuti 
proses yang sangat panjang, dan dapat dikatakan, setelah negara menderita 
kerugian yang cukup besar, hukum tersebut baru di sahkan. 
Kebijakan hukum nasional kita yang kurang bisa mengikuti perkembangan 
kemajuan teknologi tersebut, justru akan mendorong timbulnya kejahatan-
kejahatan baru dalam masyarakat yang belum dapat di jerat dengan menggunakan 
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hukum yang lama. Padahal negara sudah mengalami kerugian yang sangat besar, 
namun tidak ada tindakan yang cukup cepat dari para pembuat hukum di 
Indonesia untuk mengatasi masalah tersebut. 
Fenomena cyber crime memang harus diwaspadai karena kejahatan ini 
agak berbeda dengan kejahatan lain pada umumnya. Cyber crime dapat dilakukan 
tanpa mengenal batas teritorial sehingga menyulitkan penyidik serta menentukan 
wilayah hukum penyidik mana yang bisa melakukan penyidikan. 
Di tambah lagi tidak diperlukan interaksi langsung antara pelaku dengan 
korban kejahatan. Bisa dipastikan dengan sifat global internet, semua negara yang 
melakukan kegiatan internet hampir pasti akan terkena imbas perkembangan 
cybercrime ini.  
B. Rumusan Masalah 
Berdasarkan uraian latar belakang yang ada, maka penulis merumuskan 
masalah sebagai berikut : 
1. Bagaimanakah Bentuk  kejahatan di Dunia maya yang di tangani 
Polrestabes Makassar  ? 
2. Bagaimanakah peranan penyidik Polri dalam mengungkap perkara kasus 





C. Defenisi Operasional Dan Ruang Lingkup Penelitian 
1. Defenisi Operasional 
Untuk menghindari kekeliruan pemahaman terhadap pengertian yang 
sebenarnya dari judul skripsi ini maka penulis menjelaskan beberapa kata dalam 
judul ini : 
a. Kejahatan dunia maya (Cyber Crime) merupakan suatu tindak kejahatan 
atau perbuatan melawan hukum yang dilakukan dengan menggunakan 
mediasi dunia maya atau Virtual World, salah satunya adalah melalui 
internet. Perbuatan melawan hukum dalam dunia maya sangat tidak mudah 
untuk diatasi dengan mengandalkan hukum positif konvensional. 
Indonesia saat ini sudah merefleksikan diri dengan negara-negara lain 
seperti Malaysia, Singapura, India, atau negara-negara maju seperti 
Amerika Serikat, dan negara-negara Uni Eropa yang secara serius 
mengintegrasikan regulasi Hukum telematika ke dalam instrumen hukum 
positif nasionalnya. 
b. Penyidik adalah pejabat polisi negara Republik Indonesia atau pejabat 
pegawai negeri sipil tertentu yang diberi wewenang khusus oleh undang-
undang untuk melakukan penyidikan (Pasal 1 ayat 1 Undang-undang 
Nomor 8 Tahun 1981 ). 
c. Proses Pembuktian adalah pada dasarnya seluruh kegiatan dalam proses 
hukum penyelesaian perkara pidana, sejak penyidikan sampai putusan 
akhir diucapkan di muka persidangan oleh majelis hakim adalah berupa 
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kegiatan yang berhubungan dengan pembuktian atau kegiatan untuk 
membuktikan. 
2. Ruang Lingkup Penelitian 
Dalam melakukan penelitian, Penulis hanya terbatas pada lingkup Kantor 
Polrestabes Makassar sebagai sasaran utama untuk mempeoleh data dan informasi 
penting terkait rumusan masalah yang telah penulis siapkan. Sesuai dengan judul 
yang telah ada, maka fokus utama adalah Peran Penyidik  Polri dalam proses    
pembuktian kasus kejahatan di dunia maya ( Cyber Crime ). Oleh karena itu 
skripsi ini lebih khusus mengupas tentang kejahatan dunia maya (Cyber Crime) di 
tingkat penyidik. Di mana kejahatan ini merupakan kejahatan baru yang proses 
penyidikannya di anggap cukup sulit. 
D. Tujuan Dan Manfaat Penelitian 
1. Tujuan Penelitian  
Suatu penelitian harus mempunyai tujuan yang jelas dan singkat. Tujuan 




Tujuan penilitian adalah untuk memecahkan masalah agar suatu penilitian 
dapat lebih terarah dalam menyajikan data akurat dan dapat memberi manfaat. 
Berdasarkan hal tersebut maka penulisan hukum ini mempunyai tujuan sebagai 
berikut : 
                                                          
6





a. Tujuan Obyektif 
1) Untuk mengetahui Bentuk kejahatan di Dunia maya yang di tangani 
Polrestabes Makassar. 
2) Untuk mengetahui peranan penyidik POLRI dalam mengungkap perkara 
kasus kejahatan di Dunia. 
b. Tujuan Subyektif 
1) Menambah pemahaman penulis dalam bidang ilmu hukum khususnya 
Hukum Pidana 
2) Menambah wawasan dan memperluas pengetahuan serta pemahaman 
penulis terhadap teori-teori mata kuliah yang telah diterima selama 
menempuh kuliah guna melatih kemampuan penulis dalam menerapkan 
teori-teori tersebut dalam prakteknya di masyarakat. 
3) Sebagai syarat akademis untuk memperoleh gelar kesarjanaan dalam ilmu 
hukum pada Fakultas syariah dan hukum Universitas Islam Negeri 
2. Manfaat Penelitian 
Penelitian selain mempunyai tujuan yang jelas juga diharapkan 
memberikan manfaat atau kegunaan. Adapun kegunaanya  yang diharapkan dari 
penelitian adalah : 
a. Manfaat Teoritis : 
1) Secara teori dapat menambah ilmu pengetahuan mengenai Cyber Crime 
yang dapat melampaui belahan dunia manapun dan siapapun, karena 
pelaku kejahatan ini bersifat internasional. Selain itu dapat memasuki 
perkembangan ilmu hukum dan menciptakan hukum, khususnya bidang 
 10 
 
hukum pidana, dengan pengaplikasian yang mudah di jangkau bagi semua 
kalangan. 
2) Diharapkan dapat menambah literatur dan bahan-bahan informasi ilmiah 
yang dapat dijadikan acuan terhadap penelitian-penelitian sejenis untuk 
tahap berikutnya 
3) Memberikan jawaban atas permasalahan yang diteliti. 
b. Manfaat Praktis : 
Penulisan hukum ini diharapkan dapat membantu dan memberikan masukan 
serta sumbangan pemikiran bagi para pihak yang terkait dalam masalah yang 














A. Gambaran Umum Tentang Cyber Crime 
1. Kejahatan Dan Kemajuan Dunia Teknologi 
Keunggulan komputer berupa kecepatan dan ketelitiannya dalam 
menyelesaikan pekerjaan sehingga dapat menekan jumlah tenaga kerja, biaya 
serta memperkecil kemungkinan melakukan kesalahan, mengakibatkan 
masyarakat semakin mengalami ketergantungan kepada komputer. Dampak 
negatif dapat timbul apabila terjadi kesalahan yang ditimbulkan oleh peralatan 
komputer yang akan mengakibatkan kerugian besar bagi pemakai (user) atau 




Perkembangan lebih lanjut dari teknologi komputer adalah berupa 
computer network yang kemudian melahirkan suatu ruang komunikasi dan 
informasi global yang dikenal dengan internet. 
Penggunaan teknologi komputer, telekomunikasi, dan informasi tersebut 
mendorong berkembangnya transaksi melalui internet di dunia. Perusahaan-
perusahaan berskala dunia semakin banyak memanfaatkan fasilitas internet. 
Sementara itu tumbuh transaksi-transaksi melalui elektronik atau on-line dari 
berbagai sektor, yang kemudian memunculkan istilah ebanking, e-commerce, e-
trade,e-business, e-retailing. 
                                                          





Perkembangan yang pesat dalam pemanfaatan jasa internet juga 
mengundang terjadinya kejahatan. cyber crime merupakan perkembangan dari 
computer crime. Rene L. Pattiradjawane menyebutkan bahwa konsep hukum 
cyberspace, cyberlaw dan cyberline yang dapat menciptakan komunitas pengguna 
jaringan internet yang luas (60 juta), yang melibatkan 160 negara telah 
menimbulkan kegusaran para praktisi hukum untuk menciptakan pengamanan 
melalui regulasi, khususnya perlindungan terhadap milik pribadi.
8
  
John Spiropoulos mengungkapkan bahwa cyber crime memiliki sifat 




Pada dasarnya setiap kegiatan atau aktifitas manusia dapat diatur oleh 
hukum. Hukum disini direduksi pengertiannya menjadi peraturan perundang-
undangan yang dibuat oleh negara, begitu pula aktifitas kejahatan mayantara yang 
menjadikan internet sebagai sarana utamanya ini. Dalam kaitan dengan teknologi 
informasi khususnya dunia maya, peran hukum adalah melindungi pihak-pihak 
yang lemah terhadap eksploitasi dari pihak yang kuat atau berniat jahat, 
disamping itu hukum dapat pula mencegah dampak negatif dari ditemukannya 
suatu teknologi baru. 
Akan tetapi pada kenyataannya hukum sendiri belum dapat mengatasi 
secara riil terhadap permasalahan-permasalahan yang ditimbulkan oleh teknologi 
khususnya teknologi informasi. Salah satu bukti kongkretnya adalah timbulnya 
                                                          
8
 Rene L. Pattiradjawane, “Media Konverjensi dan Tantangan Masa Depan”,Kompas, 21 
Juli 2000. 
9
 Jhon Sipropoulus, “Cyber Crime Fighting, The Law Enforcement Officer’s Guide to 
Online Crime”, dalam The National Cybercrime Training Partnership, Introduction (1999). 
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Saat ini berbagai upaya telah dipersiapkan untuk memerangi cyber crime. 
The Organization for Economic Co-operation and Development (OECD) telah 
membuat guidelines bagi para pembuat kebijakan yang berhubungan dengan 
computer related crime , dimana pada tahun 1986 OECD telah mempublikasikan 
laporannya yang berjudul “computer related crime: analysis of legal policy”. 
Laporan ini berisi hasil survei terhadap peraturan perundang-undangan negara-
negara anggota beserta rekomendasi perubahannya dalam menanggulangi 
computer related crime tersebut, yang mana diakui bahwa sistem telekomunikasi 
juga memiliki peran penting didalam kejahatan tersebut. 
Melengkapi laporan OECD, The Council of Europe (CE) berinisiatif 
melakukan studi mengenai kejahatan tersebut. Studi ini memeberikan guidelines 
lanjutan bagi para pengambil kebijakan untuk menentukan tindakan-tindakan apa 
yang seharusnya dilarang berdasakan hukum pidana negara-negara anggota 
dengan tetap mempehatikan keseimbangan antara hak-hak sipil warga negara dan 
kebutuhan untuk melakukan proteksi terhadap computer related crime tersebut. 
Pada perkembangannya, CE membentuk Committee of Experts on Crime 
ini Cyber space of The Committee on Crime problem, yang pada tanggal 25 April 
2000 telah mempublikasikan Draft Convension on Cyber Crime sebagai hasil 
kerjanya, yang menurut Prof. Susan Brenner dari University of Daytona School of 
                                                          
10 ITAC, “III Common View Paper On Cyber Crime:, IIC 2000 Millenium Congress”, 




Law, merupakan perjanjian internsional pertama yang mengatur hukum pidana 
dan aspek proseduralnya untuk berbagai tipe tindak pidana yang berkaitan erat 
dengan penggunaan komputer, jaringan atau data, serta berbagai penyalahgunaan 
sejenis. 
2. Hubungan Antara Kejahatan, Cyber Crime Dan Undang-Undang 
Nomor 11 Tahun 2008 Tentang Informasi Dan Transaksi Elektronik 
Cyber crime merupakan suatu perbuatan merugikan orang lain atau 
instansi yang berkaitan dan/atau pengguna fasilitas dengan sistem Informasi dan 
Transaksi Elektronik yang bertujuan untuk menguntungkan diri sendiri maupun 
orang lain secara materi, maupun hanya untuk sekedar memuaskan jiwa pelaku 
atau orang lain tersebut. Oleh karena itu, maka tindakan atau perbuatan tersebut 
merupakan suatu kejahatan dan merupakan perbuatan melanggar hukum, karena 
adanya unsur-unsur dimana ada pihak-pihak lain yang merasa dirugikan oleh 
perbuatan tersebut. Cyber Crime adalah merupakan suatu perbuatan melanggar 
hukum yang secara khusus di diatur dalam Undang-undang Nomor 11 Tahun 
2008 Tentang Informasi Dan Transaksi Elektronik. Karena KUHP tidak cukup 
kuat untuk menjerat pelaku cyber crime, mengingat masalah pengaturan alat bukti 
yang tercantum dalam KUHP dan KUHAP belum memasukan alat bukti digital 
yang merupakan alat bukti dalam cyber crime di dalamnya. 
Dalam pasal 27 – 37 Undang-undang ITE adalah merupakan perbuatan 
yang berkaitan dengan Informasi Dan Transaksi Elektronik yang dilarang oleh 
undang-undang tersebut. Berkaitan dengan hal tersebut pembuktiannya diatur 
dalam Bab X tentang Penyidikan, khususnya pasal 43 ayat 5e : 
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“melakukan pemeriksaan terhadap alat dan/atau sarana yang berkaitan 
dengan kegiatan Teknologi Informasi yang diduga digunakan untuk melakukan 
tindak pidana berdasarkan Undang-undang ini” 
dan dalam pasal yang sama ayat 5h tentang saksi ahli : 
“meminta bantuan ahli yang diperlukan dalam penyidikan terhadap 
tindak pidana berdasarkan undang-undang ini” 
Serta dalam pasal 44 UU ITE : 
“Alat bukti penyidikan, penuntutan dan pemeriksaan di sidang pengadilan 
menurut ketentuan undang-undang ini adalah sebagai berikut : 
a. alat bukti sebagaimana dimaksud dalam ketemtuan Perundangundangan; 
dan 
b.  alat bukti lain berupa Informasi Elektronik dan/atau Dokumen Elektronik 
sebagaimana dimaksud dalam pasal 1 angka 1 dan angka 4 serta pasal 5 
ayat (1), ayat (2), dan ayat (3).” 
3.  Dunia Sebelum Berlakunya Hukum Kejahatan Cyber Crime 
Jauh sebelum adanya komputer dan kejahatan komputer, ada banyak 
bentuk pelanggaran dan kejahatan. Teknologi komputer dapat digunakan sebagai 
fasilitas para pelaku kejahatan komputer seperti pencurian dan penggelapan. 
Kejahatan komputer saat ini dicirikan dengan manipulasi otorisasi user program 
komputer, sebagai contoh, mencuri uang dari bank dan dari para pengusaha 
lainnya. Kejahatan komputer fase awal diantaranya adalah penyerangan sistem 
telephone dan network atau pentransferan uang menggunakan perangkat 
elektronik. Karena komputer pada awalnya terpusat dan tidak interkoneksi, 
 16 
 
peluang terjadinya kejahatan komputer lebih terbatas berupa penyalahgunaan 
sistem otorisasi user. 
Sebelum adanya hukum kejahatan komputer, para pelaku dan hakim 
apabila berurusan dengan kejahatan komputer akan menggunakan konsep hukum 
criminal tindakan pencurian, perusakan properti, penyalahgunaan dan kejahatan 
kriminal. Pada waktu itu, komputer masih berukuran besar, standalone mesin, dan 
akses ke komputer tersebut secara umum terbatas oleh terminal fisik yang 
berhubungan dengan komputer mainframe. Kebanyakan kejahatan komputer 
dilakukan oleh orang dalam atau dekat dengan orang dalam. Pengguna komputer 
yang memiliki legitimasi dengan hak akses ke komputer tersebut, seperti 
pengembang perangkat lunak, vendor dan pengguna lainnya yang memiliki 
otorisasi adalah para pelaku utama kejahatan-kejahatan komputer ini, yang 
meliputi kejahatan pencurian data oleh karyawan, baik informasi maupun properti 
lainnya yang ada di komputer. Bentuk penyalahgunaan komputer lainnya meliputi 
perusakan perangkat lunak, perangkat keras atau data dalam komputer tersebut, 
umumnya kejahatan komputer juga terjadi karena adanya balas dendam terhadap 
pemecatan karyawan atau akibat dari perselisihan terhadap persetujuan lisensi 
perangkat lunak. 
Penyalahgunaan komputer pada awalnya masih kecil, kejadian atau 
peristiwa yang terpencil. Tipe kejahatan yang melibatkan karyawan seperti 
cyberspace. Ketika seorang karyawan melihat file atau informasi rahasia lainnya, 
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Berkaitan dengan pengertiannya, prinsip klaim hak juga 
menginformasikan penentuan kebiasaan berbuat kriminal. Sebagai contoh, 
seorang karyawan yang telah menerima sebuah pasword dari karyawan lainnya, 
yang memberikan petunjuk bahwa database tertentu boleh diakses padahal tidak 
dinyatakan bersalah karena berbuat kriminalitas jika dia mengakses database 
tersebut.  
Bagaimanapun, prinsip klaim hak tidak sama dengan karyawan yang 
mencuri password dari koleganya untuk mengakses database yang sama, karena 
aksesnya tidak terotorisasi; karyawan ini telah melakukan tindakan kriminal. 
Harus ada pembedaan mengenai apa yang dimaksud tidak etis dan apa yang 
dimaksud illegal. Respon hukum terhadap suatu masalah harus proporsional 
terhadap aktivitas yang dilakukan.  
Hanya jika kebiasaan tersebut diputuskan benar-benar merupakan 
kriminalitas dan perbuatan kriminal yang dilarang serta penuntutan yang harus 
dilakukan, Hukum kriminal, oleh karenanya, harus dilakukan dan 
diimplementasikan dengan pengendalian. 
Sejarah telah menunjukkan bahwa kejahatan komputer dilakukan oleh 
masyarakat luas seperti: para Siswa, amatiran, teroris dan anggota kelompok 
kejahatan yang terorganisir. Yang membedakannya adalah kejahatan yang 
dilakukannya. Individu yang melakukan akses sistem komputer tanpa maksud 
                                                          
11 Muhammad Bagir, Tugas Proteksi Dan Pengamanan Sistem Informasi / Teknologi 
Informasi, Kelompok 129 pagi IKI-83408 MTI UI (2005), h. 3 – 5. 
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berbuat kejahatan lebih jauh harus dibedakan dari karyawan lembaga keuangan 
yang mengambil atau mentransfer uang dari akun pelanggan. 
Level keahlian tertentu untuk kejahatan komputer merupakan sebuah topik 
yang kontroversial. Beberapa mengklaim bahwa level keahlian bukan sebuah 
indikator kejahatan komputer, sedangkan yang lain mengklaim bahwa kejahatan 
komputer yang jelas potensial, merupakan subjek yang sangat termotivasi untuk 
menerima tantangan perubahan teknologi, karakteristik yang juga diinginkan 
seorang karyawan dalam hal memproses data. 
Banyak survey pemerintah dan sektor swasta menunjukkan bahwa 
kejahatan komputer cenderung bertambah. Sulit untuk menghitung dampak 
ekonomis kejahatan ini, bagaimanapun, karena banyak yang tidak pernah 
dideteksi atau dilaporkan. Kejahatan komputer dapat dibagi menjadi dua kategori, 
yakni kejahatan terhadap komputer dan kejahatan menggunakan komputer. 
Semua tingkatan operasi komputer rentan terhadap aktivitas kejahatan, 
apakah sebagai target kejahatan atau instrument kejahatan atau keduanya. Input 
operasi, pemrosesan data, output operasi dan komunikasi semuanya telah 










1. Tindak Pidana 
Tindak pidana berasal dari suatu istilah dalam hukum belanda yaitu 
strafboarfeit. Ada pula yang mengistilahkan menjadi delict yang berasal dari 
bahasa latin delictum. Hukum pidana negara anglo saxon memakai istilah offense 
atau criminal act. Oleh karena itu KUHP Indonesia bersumber pada Wetbook van 
strafrecht Belanda, maka memakai istilah aslinya pun sama yaitu Strafboarfeit.
12
  
Strafboarfeit telah diterjemahkan dalam bahasa indonesia sebagai: 
a. Perbuatan yang dapat atau boleh dihukum. 
b. Peristiwa pidana. 
c. Perbuatan pidana. 
d. Tindak pidana dan 
e. Delik.13 
Kemudian pemakaian istilah tindak pidana dan kejahatan seringkali 
mengalami kerancuan dan tumpang tindih dalam pemakaian istilah ini. Seperti 
yang telah dijelaskan di atas bahwa istilah yang dipakai dalam rumusan pasal-
pasal yang ada dalam rumusan KUHP adalah istilah tindak pidana, walaupun 
buku II bertitel kejahatan. Dalam hukum pidana sendiri istilah tindak pidana 
dikenal dengan strafbarfeit dan memiliki penjelasan yang berbeda-beda akan 
tetapi intinya sama yaitu peristiwa pidana atau sebagai tindak pidana.  
                                                          
12
 Andi hamzah, Asas-Asas Hukum Pidana, (Jakarta: Rineka Cipta, 1994),.h. 84. 
13




Menurut Van Hamel, strafbarfeit adalah kelakuan orang yang dirumuskan 
dalam wet atau undang-undang yang bersifat melawan hukum yang patut dipidana 
(strafwaardig) dan dilakukan dengan kesalahan.
14
 
Menurut P. Simons yang menggunakan istilah peristiwa pidana adalah 
perbuatan atau tindakan yang diancam dengan pidana oleh Undang-undang, 
bertentangan dengan hukum dan dilakukan oleh orang yang mampu bertanggung 
jawab. Simon memandang semua syarat untuk menjatuhkan pidana sebagai unsur  
tindak pidana dan tidak memisahkan unsur yang melekat pada perbuatannya 
(crime act) tindak pidana dengan unsur yang melekat pada aliran tindak pidana 
(criminal responsibility atau criminal liability atau pertanggung jawaban pidana). 
Kemudian dia menyebut unsur unsur tindak pidana, yaitu perbuatan manusia, 
diancam dengan pidana, melawan hukum, dilakukan dengan kesalahan, oleh 
orang yang mampu bertanggung jawab. 
  Unsur-unsur tersebut oleh simon dibedakan antara unsur obyektif dan 
unsur subyektif. Yang termasuk unsur obyektif adalah : Perbuatan orang, akibat 
yang kelihatan dari perbuatan itu, dan kemungkinan adanya keadaan tertentu yang 




Moeljatno memberikan pengertian tentang perbuatan pidana adalah 
perbuatan yang dilarang oleh suatu aturan hukum larangan mana disertai ancaman 
(sanksi) yang berupa pidana tertentu, barang siapa melanggar larangan tersebut. 
                                                          
14 Moeljatno, Asas-Asas Hukum Pidana (Jakarta: Bina Aksara, 1987),.h.56. 
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Larangan tersebut ditujukan kepada perbuatan, sedangkan ancaman pidananya 
ditujukan pada orang yang menimbulkan kejadian itu.
16
  
Moeljatno memisahkan antara criminal act dan criminal responsibility 
yang menjadi unsur tindak pidana. Menurut Moeljatno hanyalah unsur-unsur yang 
melekat pada criminal act (perbuatan yang dapat dipidana). Sedangkan yang 
termasuk unsur-unsur tindak pidana adalah perbuatan (manusia), memenuhi 
rumusan Undang-undang, bersifat melawan hukum. 
2. Penyidik Polri 
Penyidik adalah pejabat polisi negara Republik Indonesia atau pejabat 




Tugas dari Penyidik yaitu melakukan penyidikan sebagaimana yang di 
jelaskan di atas. Penyelidikan dan penyidikan terlebih dulu harus dengan cara 
mengumpulkan bahan keterangan, keterangan saksi-saksi, dan alat bukti-alat bukti 
dalam peristiwa pidana itu telah memenuhi persyaratan-persyaratan tertentu, maka 
pemenuhan unsur dalam peristiwa pidana itu telah siap untuk di proses yang 
sesuai dengan pengertian Penyidikan itu sendiri yaitu; Serangkaian tindakan 
penyidik dalam hal dan menurut cara yang di atur oleh undang-undang ini untuk 
                                                          
16
 Moeljatno, Op Cit, Hal 59 
17
 Republik Indonesia, Undang-undang R.I Nomor 8 Tahun 1981 tentang hukum acara 
pidana (Surabaya:Citra Wacana,2011),h.198. 
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Dan adapun ayat yang berkaitan dengan Penyidikan yaitu  Qur’an Surah 
Al-Hujurat ayat (6 )yang berbunyi : 
                             
                
6.  Hai orang-orang yang beriman, jika datang kepadamu orang fasik membawa suatu berita, 
Maka periksalah dengan teliti agar kamu tidak menimpakan suatu musibah kepada suatu kaum 
tanpa mengetahui keadaannya yang menyebabkan kamu menyesal atas perbuatanmu itu.
19
 
Hal ini merupakan langkah yang sangat penting untuk menemukan dan 
menentukan peristiwa pelanggaran hukum atau bukan pelanggaran, yang di 
dukung oleh ketercukupan unsur-unsur dalam peristiwa tindak pidananya. Proses 
di mulainya penyidikan dan penyelidikan harus selalu berpedoman kepada hukum 
formil atau hukum acara, baik hukum acara yang di atur dalam KUHAP, maupun 
hukum yang diatur di luar KUHAP, termasuk juga hakikat dari kepentingan 
hukum itu sendiri, karena hukum dalam perkara ini sangat menentukan arah 





 Departemen Agama Republik Indonesia. Al qur’an dan Terjemahan (Semarang : Toha 
Putra, 1998 ), h. 846. 
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3. Kejahatan Dunia Maya (Cyber Crime) 
Kejahatan Dunia Maya (Cyber Crime) merupakan suatu tindak kejahatan 
atau perbuatan melawan hukum yang dilakukan dengan menggunakan mediasi 
dunia maya atau Virtual World, salah satunya adalah melalui internet. Perbuatan 
melawan hukum dalam dunia maya sangat tidak mudah untuk diatasi dengan 
mengandalkan hukum positif konvensional. Indonesia saat ini sudah 
merefleksikan diri dengan negara-negara lain seperti Malaysia, Singapura, India, 
atau negara-negara maju seperti Amerika Serikat, dan negara-negara Uni Eropa 
yang secara serius mengintegrasikan regulasi hukum telematika ke dalam 
instrumen hukum positif nasionalnya.
21
 
Kejahatan adalah perbuatan merugikan orang lain dan/atau sekelompok 
orang dan/atau instansi yang dilakukan dengan bertujuan untuk menguntungkan 
diri sendiri, baik secara materi maupun kejiwaannya. Kejahatan dapat dilakukan 
dengan menggunakan fasilitas apapun sebagai alat untuk nelakukan perbuatannya, 
termasuk di dalamnya adalah perangkat Informasi dan Transaksi Elektronik, 
contohnya seperti komputer, credit card, televisi, dan lain sebagainya. 
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Dalam Al’Quran berkenaan dengan kejahatan di dunia maya di sebutkan 
dalam Surah Al-Anfal ayat (27) dan menjelaskan berhubungan dengan 
kepercayaan yang diberikan oleh pemilik informasi dengan tujuan agar informasi 
yang bersifat rahasia tidak diungkapkan kepada pihak yang tidak berhak untuk 
mengetahuinya, atau dalam Cyber crime di sebut Identity Theft And Fraud 
(pencurian identitas dan penipuan)  yang berbunyi: 
                             
27.  Hai orang-orang yang beriman, janganlah kamu mengkhianati Allah dan Rasul 
(Muhammad) dan (juga) janganlah kamu mengkhianati amanat-amanat yang dipercayakan 
kepadamu, sedang kamu Mengetahui.
22
 
Istilah cyberspace muncul pertama kali dari novel William Gibson 
berjudul Neuromancer pada tahun 1984.
23
 Istilah cyberspace pertama kali 
digunakan untuk menjelaskan dunia yang terhubung langsung (online) ke internet 
oleh Jhon Perry Barlow pada tahun 1990. Secara etimologis, istilah cyberspace 
sebagai suatu kata merupakan suatu istilah baru yang hanya dapat ditemukan di 
dalam kamus mutakhir.  
Cambridge Advanced Learner's Dictionary memberikan definisi 
cyberspace sebagai “the Internet considered as an imaginary area without limits 
where you can meet people and discover information about any subject” 
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The American Heritage Dictionary of English Language Fourth Edition 
mendefinisikan cyberspace sebagai “the electronic medium of computer networks, 
in which online communication takes place”. 
Pengertian cyberspace tidak terbatas pada dunia yang tercipta ketika 
terjadi hubungan melalui internet. Bruce Sterling mendefinisikan cyberspace 
sebagai the „place‟ where a telephone conversation appears to occur.24 
Cyber Law atau disebut juga hukum telematika adalah hukum yang 
mengatur tentang kejahatan dunia maya, yang secara internasional digunakan 
untuk istilah hukum yang terkait dengan pemanfaatan teknologi informasi yang 
tidak bertanggung jawab. Sebutan hukum Telematika di beberapa negara lain 
adalah Law Of Information Technology, Virtual World Law dan Hukum 
Mayantara. Istilah-istilah tersebut lahir mengingat kegiatan internet dan 
pemanfaatan teknologi informasi yang tidak bertanggung jawab yang berbasis 
virtual atau maya. Istilah Hukum Cyber digunakan dalam tulisan ini dilandasi 
pemikiran, bahwa cyber jika diidentikan dengan dunia maya akan cukup 
menghadapi persoalan ketika terkait dengan pembuktian dan penegakan 
hukumnya. Mengingat para penegak hukum akan menghadapi kesulitan jika harus 
membuktikan suatu persoalan yang diasumsikan sebagai “maya”, sesuatu yang 
tidak terlihat atau semu. 
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4. Komputer dan Internet 
a. Komputer 
Institut Komputer Indonesia mendefinisikan komputer sebagai berikut: 
“Suatu rangkaian peralatan-peralatan dan fasilitas yang bekerja secara elektronis, 
bekerja dibawah kontrol suatu operating system, melaksanakan pekerjaan 
berdasarkan rangkaian instruksi-instruksi yang disebut program serta mempunyai 
internal storage yang digunakan untuk menyimpan operating system, program dan 
data yang diolah.”25 
Operating system berfungsi untuk mengatur dan mengkontrol sumber daya 
yang ada, baik dari hardware berupa komputer, Central Processing Unit (CPU) dan 
memory/storage serta software komputer yang berupa program-program komputer 
yang dibuat oleh programmer. Jenis-jenis Operating System antara lain PC-DOS 
(Personal Computer Disk Operating System), MS-DOS (Microsoft Disk Operating 
System), Unix, Microsoft Windows, dan lain-lain. 
b. Internet 
Internet adalah Sistem informasi global yang menghubungkan berbagai 
jaringan komputer secara bersama-sama dalam suatu ruang global berbasis 
Internet Protocol. Internet merupakan jaringan luas dari komputer yang lazim 
disebut dengan Worldwide network. Internet merupakan jaringan komputer yang 
terhubung satu sama lain melalui media komunikasi, seperti kabel telepon, serat 
optik, satelit ataupun gelombang frekuensi. Jaringan komputer ini dapat berukuran 
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kecil seperti Lokal Area Network (LAN) yang biasa dipakai secara intern di 
kantor-kantor, bank atau perusahaan atau biasa disebut dengan intranet, dapat juga 
berukuran superbesar seperti internet.
26
 
C. Pembuktian Dan Hukum Pembuktian 
Menurut R. Subekti, membuktikan ialah meyakinkan hakim tentang 
kebenaran dalil atau dalil-dalil yang dikemukakan dalam suatu persengketaan. 
Lebih lanjut dikatakan bahwa pembuktian itu hanyalah diperlukan dalam 
persengketaan atau perkara dimuka Hakim atau Pengadilan.
27
 Kemudian menurut 
Sudikno Mertokusumo menerangkan bahwa pembuktian mengandung beberapa 
pengertian, yaitu arti logis, konvensional dan yuridis. 
Membuktikan dalam arti logis adalah memberikan kepastian dalam arti 
mutlak, karena berlaku bagi setiap orang dan tidak memungkinkan adanya bukti 
lawan. Untuk membuktikan dalam arti konvensional, disinipun membuktikan 
berarti juga memberikan kepastian, hanya saja bukan kepastian mutlak, 
melainkan kepastian nisbi atau relatif sifatnya.  
Dan membuktikan dalam arti yuridis berarti memberi dasar yang cukup 
kepada hakim yang memeriksa perkara yang bersangkutan guna memberi 
kepastian tentang kebenaran peristiwa yang diajukan. Dengan demikian 
membuktian adalah suatu cara yang diajukan oleh pihak yang berperkara dimuka 
persidangan atau pengadilan untuk memberikan dasar keyakinan bagi hakim 
tentang kepastian kebenaran suatu peristiwa yang terjadi.
28
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Hukum Pembuktian adalah merupakan sebagian dari hukum acara pidana 
yang mengatur macam-macam alat bukti yang sah menurut hukum, sistem yang 
dianut dalam pembuktian, syarat-syarat dan tata cara mengajukan bukti tersebut 
serta kewenangan hakim untuk memerima, menolak dan menilai suatu 
pembuktian. Sumber hukum pembuktian adalah undang-undang, doktrin atau 
ajaran, dan jurisprudensi. Karena hukum pembuktian bagian dari hukum acara 
pidana, maka sumber hukum yang pertama adalah Undang-undang nomor 8 
Tahun 1981, Tentang Hukum Acara Pidana atau KUHAP. Lembaran Negara 
Republik Indonesia Tahun 1981 Nomor 76 dan penjelasannya yang dimuat dalam 
Tambahan Lembaran Negara Republik Indonesia Nomor 3209. 
Apabila di dalam praktik menemui kesulitan dalam penerapannya atau 
menjumpai kekurangan atau untuk memenuhi kebutuhan maka dipergunakan 
doktrin atau yurisprudensi. Alat bukti adalah segala seuatu yang ada 
hubungannya dengan suatu perbuatan, dimana dengan alat-alat bukti tersebut, 
dapat dipergunakan sebagaibahan pembuktian guna menbimbulkan keyakinan 
hakim atas kebenaran adanya suatu tindak pidana yang telah dilakukan oleh 
terdakwa. 
Sistem pembuktian adalah pengaturan tentang macam-macam alat bukti 
yang boleh dipergunakan, penguraian alat bukti dan dengan cara-cara bagaimana 






Tujuan dan guna pembuktian bagi para pihak yang terlibat dalam proses 
pemeriksaan persidangan adalah : 
a.  Bagi penuntut umum, pembuktian adalah merupakan usaha untuk 
meyakinkan hakim yakni berdasarkan alat bukti yang ada, agar 
menyatakan seorang terdakwa bersalah sesuai dengan surat atau catatan 
dakwaan. 
b. Bagi terdakwa atau penasehat hukum, pembuktian merupakan usaha 
sebaliknya, untuk meyakinkan hakim, yakni berdasarkan alat bukti yang 
ada, agar menyatakan terdakwa dibebaskan atau dilepaskan dari tuntutan 
hukum atau meringankan pidananya. Untuk itu terdakwa atau penasehat 
hukum jika mungkin harus mengajukan alat-alat bukti yang 
menguntungkan atau meringankan pihaknya. Biasanya bukti tersebut di 
sebut bukti kebalikan.  
c. Bagi hakim atas dasar pembuktian tersebut yakni dengan adanya alat-alat 
bukti yang ada dalam persidangan baik yang berasal dari penuntut umum 
atau penasehat hukum/terdakwa dibuat dasar untuk membuat keputusan.
29
 
Bahwa pada dasarnya seluruh kegiatan dalam proses hukum penyelesaian 
perkara pidana, sejak penyidikan sampai putusan akhir diucapkan di muka 
persidangan oleh majelis hakim adalah berupa kegiatan yang berhubungan dengan 
pembuktian atau kegiatan untuk membuktikan. 
 Walaupun hukum pembuktian perkara pidana terfokus pada proses 
kegiatan pembuktian di sidang pengadilan, tetapi sesungguhnya proses 
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membuktikan sudah ada dan dimulai pada saat penyidikan. Bahkan, pada saat 
penyelidikan, suatu pekerjaan awal dalam menjalankan proses perkara pidana oleh 
negara. 
Menurut Drs. Adami Chazawi, SH.,MH., yang dimaksud dengan mencari 
bukti sesungguhnya adalah mencari alat bukti, karena bukti tersebut hanya 
terdapat atau dapat diperoleh dari alat bukti dan termasuk barang bukti. Bukti 
yang terdapat pada alat bukti itu kemudian dinilai oleh pejabat penyelidik untuk 
menarik kesimpulan, apakah bukti yang ada itu menggambarkan suatu peristiwa 
yang diduga tindak pidana ataukan tidak. Bagi penyidik, bukti yang terdapat dari 
alat bukti itu dinilai untuk menarik kesimpulan, apakakah dari bukti yang ada itu 
sudah cukup untuk membuat terang tindak pidana yang terjadi dan sudah cukup 
dapat digunakan untuk menemukan tersangkanya. 
Dalam Undang-undang Nomor 11 Tahun 2008 Tentang Informasi Dan 
Transaksi Elektronik pasal 5 ayat 1 dan 2 mendeskripsikan bahwa Dokumen 
elektronik dan Informasi Elektronik adalah merupakan alat bukti yang sah. Selain 
dalam pasal 44 Undang-undang yang sama mengatakan : 
“Alat bukti penyidikan, penuntutan dan pemeriksaan di sidang pengadilan 
menurut ketentuan Undang-Undang ini adalah sebagai berikut : 
a.  alat bukti sebagaimana dimaksud dalam ketentuan Perundangundangan; 
dan 
b.  alat bukti lain berupa Informasi Elektronik dan/atau Dokumen Elektronik 
sebagaimana dimaksud dalam Pasal 1 angka 1 dan angka 4 serta Pasal 5 
ayat (1), ayat (2), dan ayat (3).”30 
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D. Penegakan Hukum Cyber Crime Dengan Menggunakan Sarana Non-
Penal. 
Meskipun hukum pidana digunakan sebagai ultimum remidium (sarana 
terakhir) atau alat terakhir apabila bidang hukum yang lain tidak dapat 
mengatasinya, tetapi harus disadari bahwa hukum pidana memiliki keterbatasan 
kemampuan dalam menanggulangi kejahatan. Keterbatasan-keterbatasan tersebut 
dikemukakan oleh Barda nawawi Arief sebagai berikut : 
a. Sebab-sebab kejahatan yang demikian kompleks berada di luar jangkauan 
hukum pidana. 
b. Hukum pidana hanya merupakan bagian kecil (subsistem) dari sarana 
control social yang tidak mungkin mengatasi masalah kejahatan sebagai 
masalah kemanusiaan dan kemayarakatan yang sangat kompleks (sebagai 
masalah sosio-psikologis, sosio-politik, sosioekonomi, sosio-kultural dan 
sebagainya). 
c. Penggunaan hukum pidana dalam menanggulangi kejahatan hanya 
merupakan “kurieren am symptom” (penanggulangan/pengobatan gejala), 
oleh karena itu hukum pidana hanya merupakan “pengobatan 
simptomatik/berdasarkan gejala” dan bukan “pengobatan kausatif” artinya 
Penggunaan hukum pidana merupakan penanggulangan sesuatu gejala 
dan bukan suatu penyelesaian dengan menghilangkan sebab-sebabnya.. 
d. Sanksi hukum pidana merupakan “remedium” yang mengandung sifat 
kontradiktif/paradoksal dan mengandung unsur-unsur serta efek 
sampingan yang negatif. 
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e. Sistem pemidanaan bersifat fragmentair yaitu melihat upaya 
pencegahan/penanggulangan kejahatan dari sudut individu si pelaku saja  
dan individual/personal, tidak bersifat struktural/fungsional. 
f. Keterbatasan jenis sanksi pidana dan sistem perumusan sanksi pidana 
yang bersifat kaku dan imperatif. 
g. Bekerjanya/berfungsingnya hukum pidana memerlukan sarana pendukung 
yang lebih bervariasi dan memerlukan “biaya tinggi”. 31 
Keterbatasan-keterbatasan hukum pidana inilah yang tampaknya dialami 
oleh Polri yang menggunakan hukum pidana sebagai landasan kerjanya. Sebab 
kejahatan yang kompleks ini terlambat diantisipasi oleh Polri sehingga ketika 
terjadi kasus yang berdimensi baru mereka tidak secara tanggap menanganinya. 
Untuk itu, pencegahan kejahatan tidak selalu harus menggunakan hukum pidana. 
Agar penegakan hukum cyber crime ini dapat dilakukan secara menyeluruh maka 
tidak hanya pendekatan yuridis atau penal yang dilakukan, tetapi dapat juga 
dilakukan dengan pendekatan non-penal. 
Dalam konteks cyber crime ini erat hubungannya dengan teknologi, 
khususnya teknologi komputer dan telekomunikasi sehingga pencegahan cyber 
crime dapat digunakan melalui saluran teknologi atau disebut juga techno-
prevention. Langkah ini sesuai dengan apa yang telah diungkapkan oleh 
International Information Industri Congress (IIIC) sebagai berikut : 
The IIIC recognizes that government action and international treaties to 
harmonize laws and coordinate legal procedures are keying the fight cyber crime, 
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but warns that these should not be relied upon as the only instrument. Cyber 





Pendekatan teknologi ini merupakan subsistem dalam sebuah sistem yang 
lebih besar, yaitu pendekatan budaya, karena teknologi merupakan hasil dari 
kebudayaan atau merupakan kebudayaan itu sendiri. Pendekatan budaya atau 
cultural ini perlu dilakukan untuk membangun atau membangkitkan kepekaan 
warga masyarakat dan aparat penegak hukum terhadap masalah cyber crime dan 
menyebarluaskan atau mengajarkan etika penggunaan computer melalui media 
pendidikan. Pentingnya pendekatan budaya ini, khususnya upaya 
mengembangkan kode etik dan perilaku (code of behavior and ethics) terungkap 
juga dalampernyataan IIIC sebagai berikut : 
IIIC members are also committed to participate in the development of code 
behaviour and ethics around computer and Internet use, and in campaigns for the 
need for ethical and responsible online behaviour. Given the international reach 
of Internet crime, computer and Internet users around the world must be made 




Ketidaksiapan hukum dan Polri dalam penegakan hukum cyber crime ini 
menyebabkan pencegahan dengan menggunakan teknologi dan budaya menjadi 
alat yang ampuh. Hal ini terungkap dari korban hacking yang merasa nyaman 
dengan pendekatan teknologi untuk menanggulangi cyber crime.  
Ketika situs mereka dirusak, mereka menggunakan teknologi dalam 
memperbaikinya dan mengantisipasinya dengan menggunakan sistem 
pengamanan yang ketat.  
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Dalam Resolusi Kongres PBB VIII/1990 mengenai Computerrelated 
crimes sebagaimana dikutip oleh Barda Nawawi Arief, bahwa menghimbau 
Negara-negara anggota untuk mengintensifkan upaya-upaya penanggulangan 
penyalahgunaan komputer yang lebih efektif dengan mempertimbangkan langkah-
langkah sebagai berikut :
34
 
1. Melakukan Modernisasi hukum pidana material dan hukum acara pidana 
2. Mengembangkan tindakan-tindakan pencegahan dan pengamanan 
komputer 
3.  Melakukan langkah-langkah untuk membuat peka warga warga 
masyarakat, aparat pengadilan dan penegak hukum, terhadap pentingnya 
pencegahan kejahatan yang berhubungan dengan computer  
4. Melakukan upaya-upaya pelatihan bagi para hakim, pejabat dan aparat 
penegak hukum mengenai kejahatan ekonomi dan cyber crime 
5. Memperluas rule of ethics dalam penggunaan computer dan 
mengajarkannya melalui kurikulum informatika 
6.  Mengadopsi kebijakan perlindungan korban cyber crime sesuai dengan 
deklarasi PBB mengenai korban dan mengambil langkah-langkah untuk 
mendorong korban melaporkan adanya cyber crime. 
Tidak hanya pendekatan penal dan non-penal yang diperlukan dalam 
penanggulangan cyber crime ini, mengingat cyber crime yang dapat dilakukan 
oleh orang dengan melalui batas Negara, maka perlu dilakukan kerja sama dengan 
Negara lain. Bentuk kerja sama ini dapat berupa kerjasama ekstradisi maupun 
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harmonisasi hukum pidana subtantif sebagaimana terungkap dari hasil Kongres 
Perserikatan Bangsa-Bangsa (PBB) X/2000 :  
“The harmonization of substantive criminal law withregard to cyber 
crimes is essential if international cooperation is to be achieved between law 
enforcement and the judicial authorities of different States”. 
 
Menurut Agus Raharjo bahwa salah satu langkah lagi agar 
penanggulangan cyber crime ini dapat dilakukan dengan baik, maka perlu 
dilakukan kerja sama dengan Internet Service Provider (ISP) atau penyedia jasa 
internet. Meskipun Internet Service Provider (ISP) hanya berkaitan dengan 
layanan sambungan atau akses Internet, tetapi Internet Service Provider (ISP) 
memiliki catatan mengenai ke luar atau masuknya seorang pengakses, sehingga ia 
sebenarnya dapat mengidentifikasikan siapa yang melakukan kejahatan dengan 
melihat log file yang ada.
35
 
Dari paparan penegakan hukum dengan sarana non-penal ini, maka 
menurut penulis cara non- penal inilah yang lebih diutamakan dari pada sarana 
penal dengan konsekuensi segera menyiapkan penegak hukum yang menguasai 
teknologi informasi. Atau lebih jelasnya kita sangat membutuhkan Polisi Cyber, 
Jaksa Cyber, Hakim Cyber dalam rangka penegakan hukum Cyber Crime di 
Indonesia tanpa adanya penegak hukum yang mempuni di bidang teknologi 
informasi, maka akan sulit menjerat penjahat-penjahat cyber oleh karena 
kejahatan cyber ini locos delicti-nya bisa lintas negara. 
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E. Bentuk-bentuk kejahatan di Dunia maya menurut Undang-undang Nomor 
11 Tahun 2008 
 Dalam ketentuan umum Pasal 1 Undang-Undang Nomor 11 Tahun 
2008 tentang Informasi dan Transaksi Elektronik disebutkan, bahwa Informasi 
elektronik adalah satu atau sekumpulan data elektronik, termasuk tetapi tidak 
terbatas pada tulisan, suara, gambar, peta, rancangan, foto, electronic data 
interchange (EDI), surat elektronik (electronic mail), telegram, teleks, telecopy 
atau sejenisnya, huruf, tanda, angka, Kode Akses, simbol, atau perforasi yang 
telah diolah yang memiliki arti atau dapat dipahami oleh orang yang mampu 
memahaminya. 
Sedangkan Transaksi Elektronik adalah perbuatan hukum yang dilakukan 
menggunakan Komputer, jaringan Komputer, dan/atau media elektronik lainnya. 
Dokumen Elektronik adalah setiap informasi elektronik yang dibuat, diteruskan, 
dikirimkan, diterima, atau disimpan dalam bentuk analog, digital, 
elektromagnetik, optikal atau sejenisnya, yang dapat dilihat, ditampilkan, dan/atau 
didengar melalui komputer atau sistem elektronik, termasuk tetapi tidak terbatas 
pada tulisan, suara, gambar, peta, rancangan, foto atau sejenisnya, huruf, tanda, 
angka, kode akses, simbol atau perforasi yang memiliki makna atau arti atau dapat 




1. Cyber Crime Yang Berkaitan Dengan Kerahasiaan, Integritas Dan 
Keberadaan Data Dan Sistem Komputer
36
 
a.  Illegal Access (akses secara tidak sah terhadap sistem komputer) 
Yaitu dengan sengaja dan tanpa hak melakukan akses secara tidak sah 
terhadap seluruh atau sebagian sistem komputer, dengan maksud untuk 
mendapatkan data komputer atau maksud tidak baik lainnya, atau berkaitan 
dengan sistem komputer yang dihubungkan dengan sistem komputer lain. 
Hacking merupakan salah satu dari jenis kejahatan ini yang sangat sering terjadi. 
Perbuatan melakukan akses secara tidak sah terhadap sistem komputer 
belum ada diatur secara jelas di dalam sistem perundang-undangan di Indonesia. 
Untuk sementara waktu, Pasal 22  Undang-Undang Republik Indonesia Nomor 36 
Tahun 1999 tentang Telekomunikasi dapat diterapkan. Pasal 22 Undang- Undang 
Nomor 36 Tahun 1999 Tentang Telekomunikasimenyatakan: “setiap orang 
dilarang melakukan perbuatan tanpa hak, tidak sah, atau memanipulasi : 
1) Akses ke jaringan telekomunikasi; dan/atau 
2) Akses ke jasa telekomunikasi; dan/atau 
3) Akses ke jaringan telekomunikasi khusus.” 
 Pasal 50 Undang-Undang Nomor 36 Tahun 1999 Tentang 
Telekomunikasi memberikan ancaman pidana terhadap barang siapa yang 
melanggar ketentuan Pasal 22 Undang-Undang Nomor 36 Tahun 1999 Tentang 
Telekomunikasi dengan pidana penjara paling lama 6 (enam) tahun dan/atau 
denda paling banyak Rp. 600.000.000,00 (enam ratus juta rupiah).  
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Namun setelah Undang-undang Informasi dan Transaksi Elektronik 
diundangkan, pasal 22 Undang-Undang Nomor 36 Tahun 1999 tentang 
Telekomunikasi sudah tidak perlu digunakan lagi. Karena pasal 30 Undang-
undang Nomor 11 Tahun 2008 Tentang Informasi Dan Transaksi Elektronik 
sudah mampu menjerat pelaku. Dalam pasal 30 Undang-undang Nomor 11 tahun 
2008 Tentang Informasi dan Transaksi elektronik disebutkan, bahwa “setiap orang 
dengan sengaja dan tanpa hak atau melawan hukum mengakses Komputer 
dan/atau sistem Elektronik Milik orang lain (ayat 1) dengan cara apa pun, (ayat 2) 
dengan cara apa pun dengan tujuan untuk memperoleh informasi elektronik 
dan/atau dokumen elektronik, (ayat 3) dengan cara apa pun dengan melanggar, 
menerobos, melampaui, atau menjebol sistem pengamanan.” 
Ketentuan pidana pasal 30 Undang-Undang Nomor 11 Tahun 2008 
Tentang Informasi Dan Transaksi Elektronik diatur dalam pasal 46 Undang-
undang Nomor 11 Tahun 2008 Tentang Informasi Dan Transaksi Elektronik. 
untuk ayat 1, ketentuan pidananya yaitu pidana penjara paling lama 6 (enam) 
tahun dan/atau denda paling banyak Rp. 600.000.000,00 (enam ratus juta rupiah). 
Sedangkan ayat 2 pasal 46 memberikan ketentuan pidana penjara paling lama 7 
(tujuh) tahun dan/atau pidana denda paling banyak Rp. 700.000.000,00 (tujuh 
ratus juta rupiah). 
Untuk ayat 3, ketentuan pidanannya adalah pidana penjara paling lama 8 





b.  Data Interference (mengganggu data komputer) 
Yaitu dengan sengaja melakukan perbuatan merusak, menghapus, 
memerosotkan (deterioration), mengubah atau menyembunyikan (suppression) 
data komputer tanpa hak.  
Perbuatan menyebarkan virus komputer merupakan salah satu dari jenis 
kejahatan ini yang sering terjadi. Pasal 38 Undang-Undang Telekomunikasi belum 
dapat menjangkau perbuatan data interference maupun system interference yang 
dikenal di dalam cyber crime. Jika perbuatan data interference dan system 
interference tersebut mengakibatkan kerusakan pada komputer, maka Pasal 406 
ayat 1 KUHP dapat diterapkan terhadap perbuatan tersebut. Pasal 32 ayat 1 
Undang-undang Nomor 11 Tahun 2008 Tentang Informasi Dan Transaksi 
Elektronik berbunyi :  
“Setiap orang dengan sengaja dan tanpa hak atau melawan hukum 
dengan cara apa pun mengubah, menambah, mengurangi, melakukan transmisi, 
merusak, menghilangkan, memindahkan, menyembunyikan suatu informasi 
elektronikdan/atau dokumen elektronikmilik orang lain atau milik 
publik.”(Republik Indonesia 2008, 19). 
 
Isi dari pasal tersebut di atas dapat digunakan untuk menjerat pelaku 
kejahatan tersebut, karena unsur-unsur pidananya telah terpenuhi.Ketentuan 
Pidananya diatur dalam pasal 28 ayat 1 Undang-undang Nomor 11 Tahun 2008 
Tentang Informasi danTransaksi Elektronik, yaitu pidana penjara paling lama 8 






c. System Interference (mengganggu sistem komputer) 
Yaitu dengan sengaja dan tanpa hak melakukan gangguan terhadap fungsi 
sistem komputer dengan cara memasukkan, memancarkan, merusak, menghapus, 
memerosotkan, mengubah, atau menyembunyikan data komputer. Perbuatan 
menyebarkan program virus komputer dan E-mail bombings (surat elektronik 26 
berantai) merupakan bagian dari jenis kejahatan ini yang sangat sering terjadi. 
Pasal 38 Undang-Undang Telekomunikasi belum dapat menjangkau 
perbuatan data interference maupun system interference yang dikenal di dalam 
cyber crime. Jika perbuatan data interference dan system interference tersebut 
mengakibatkan kerusakan pada komputer, maka Pasal 406 ayat (1) KUHP dapat 
diterapkan terhadap perbuatan tersebut. Namun tidak demikian apabila yang rusak 
hanya sistem atau data dari komputer tersebut. Untuk kerusakan pada sistem, 
dasar hukumnya diatur dalam pasal 33 Undang-undang Nomor 11 Tahun 2008 
Tentang Informasi Dan Transaksi Elektronik,  
“Setiap orang dengan sengaja dan tanpa hak atau melawan hukum 
melakukan tindakan apapun yang mengakibatkan sistem elektronik menjadi tidak 
bekerja sebagaimana mestinya.” (Republik Indonesia 2008, 19) 
 
Kemudian untuk ketentuan pidananya diatur dalam pasal 49 Undang-
undang Nomor 11 tahun 2008 Tentang Informasi Dan Transaksi elektronik, yaitu 
pidana penjara paling lama 10 (sepuluh) tahun dan/atau denda paling banyak 




d. Illegal Interception In The Computers, Systems And Computer Networks 
Operation (intersepsi secara tidak sah terhadap komputer, sistem, dan jaringan 
operasional komputer) 
Yaitu dengan sengaja melakukan intersepsi tanpa hak, dengan 
menggunakan peralatan teknik, terhadap data komputer, sistem komputer, dan 
atau jaringan operasional komputer yang bukan diperuntukkan bagi kalangan 
umum, dari atau melalui sistem komputer, termasuk didalamnya gelombang 
elektromagnetik yang dipancarkan dari suatu sistem komputer yang membawa 
sejumlah data. Perbuatan dilakukan dengan maksud tidak baik, atau berkaitan 
dengan suatu sistem komputer yang dihubungkan dengan sistem komputer 
lainnya. 
Pasal 31 ayat 1 Undang-undang Nomor 11 Tahun 2008 Tentang Informasi 
Dan Transaksi Elektronik telah mengatur permasalahan sebagai berikut : 
”Setiap orang dengan sengaja dan tanpa hak atau melawan hukum 
melakukan intersepsi atau penyadapan atas Informasi Elektronik dan/atau 
Dokumen Elektronik dalam suatu komputer dan/atau sistem elektronik tertentu 




Sedangkan untuk ketentuan pidananya ada pada pasal 47 Undang-undang 
Nomor 11 Tahun 2008 Tentang Informasi Dan Transaksi Elektronik, sebagai 
berikut : 
“Setiap orang yang memenuhi unsur sebagaimana dimaksud dalam pasal 
31 ayat (1) dan ayat (2) dipidana dengan pidana penjara paling lama 10 
(sepuluh) tahun dan/atau denda paling banyak Rp. 800.000.000,00 (delapan ratus 






e. Data Theft (mencuri data) 
Yaitu kegiatan memperoleh data komputer secara tidak sah, baik untuk 
digunakan sendiri ataupun untuk diberikan kepada orang lain. Identity theft 
merupakan salah satu dari jenis kejahatan ini yang sering diikuti dengan kejahatan 
penipuan (fraud). 
Kejahatan ini juga sering diikuti dengan kejahatan data leakage. Perbuatan 
melakukan pencurian data sampai saat ini tidak ada diatur secara khusus, bahkan 
di Amerika Serikat sekalipun. Pada kenyataannya, perbuatan Illegal access yang 
mendahului perbuatan data theft yang dilarang, atau jika data theft diikuti dengan 
kejahatan lainnya, barulah ia menjadi suatu kejahatan bentuk lainnya, misalnya 
data leakage and espionage dan identity theft and fraud. 
Pencurian data merupakan suatu perbuatan yang telah mengganggu hak 
pribadi seseorang, terutama jika si pemiik data tidak menghendaki ada orang lain 
yang mengambil atau bahkan sekedar membaca datanya tersebut. Pasal 32 ayat 2 
Undangundang Nomor 11 Tahun 2008 Tentang Informasi Dan Transaksi 
Elektronik dapat digunakan untuk menjerat pelaku.  
“Setiap orang dengan sengaja dan tanpa hak atau melawan hukum 
dengan cara apapun memindahkan atau mentransfer informasi elektronik 
dan/atau dokumen elektronik kepada sistem elektronik orang lain yang tidak 
berhak”, (Republik Indonesia 2008, 19). 
 
Dapat dipidana dengan ketentuan pidana sebagaimana diatur dalam pasal 
48 ayat 2, yaitu pidana penjara paling lama 9 (sembilan) tahun dan/atau denda 





f. Data Leakage And Espionage (membocorkan data dan mematamatai) 
Yaitu kegiatan memata-matai dan atau membocorkan data rahasia baik 
berupa rahasia negara, rahasia perusahaan, atau data lainnya yang tidak 
diperuntukkan bagi umum, kepada orang lain, suatu badan atau perusahaan lain, 
atau negara asing.” 
Karena Undang-undang Informasi Dan Transaksi elektronik belum 
mencakup perbuatan tersebut, maka sementara perbuatan membocorkan dan 
memata-matai data atau informasi yang berisi tentang rahasia negara diatur di 
dalam Pasal 112, 113, 114, 115 dan 116 KUHP. Pasal 323 KUHP mengatur 
tentang pembukaan rahasia perusahaan yang dilakukan oleh orang dalam 
(insider). 
Sedangkan perbuatan membocorkan data rahasia perusahaan dan memata-
matai yang dilakukan oleh orang luar perusahaan dapat dikenakan Pasal 50 jo. 
Pasal 22, Pasal 51 jo.Pasal 29 ayat (1), dan Pasal 57 jo. Pasal 42 ayat (1) Undang-
Undang Nomor 36 tahun 1999 Tentang Telekomunikasi. 
g. Misuse Of Devices (menyalahgunakan peralatan komputer) 
Yaitu dengan sengaja dan tanpa hak, memproduksi, menjual, berusaha 
memperoleh untuk digunakan, diimpor, diedarkan atau cara lain untuk 
kepentingan itu, peralatan, termasuk program komputer, password komputer, kode 
akses, atau data semacam itu, sehingga seluruh atau sebagian sistem komputer 
dapat diakses dengan tujuan digunakan untuk melakukan akses tidak sah, 
intersepsi tidak sah, mengganggu data atau sistem komputer, atau melakukan 
perbuatan-perbuatan melawan hukum lain. 
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Perbuatan Misuse of devices pada dasarnya bukanlah merupakan suatu 
perbuatan yang berdiri sendiri, sebab biasanya perbuatan ini akan diikuti dengan 
perbuatan melawan hukum lainnya. 
Kejahatan tersebut diatur dalam pasal 34 ayat 1a dan 1b Undang-undang 
Informasi Dan Transaksi Elektronik. Sedangkan ketentuan pidanannya ada dalam 
pasal 50 Undang-undang Nomor 11 Tahun 2008 Tentang Informasi Dan 
Transaksi Elektronik, yaitu pidana penjara paling lama 10 (sepuluh) tahun 
dan/atau denda paling banyak Rp. 10.000.000.000,00 (sepuluh miliar rupiah). 




a. Credit Card Fraud (penipuan kartu kredit) 
Penipuan kartu kredit merupakan perbuatan penipuan biasa yang 
menggunakan komputer dan kartu kredit yang tidak sah sebagai alat dalam 
melakukan kejahatannya.  
Perbuatan tersebut dapat diancam dengan Pasal 378 KUHP, yaitu :  
“Barang siapa dengan maksud untuk menguntungkan diri sendiri atau orang 
lain secara melawan hukum, dengan memakai nama palsu atau martabat palsu, 
dengan tipu muslihat, ataupun rangkaian kebohongan, menggerakkan orang lain 
untuk menyerahkan barang sesuatu kepadanya, atau supaya memberi hutang 
rnaupun menghapuskan piutang diancam karena penipuan dengan pidana 
penjara paling lama empat tahun.” (Republik Indonesia 1999, 126) 
 
b. Bank Fraud (penipuan terhadap bank) 
Bank Fraud merupakan penipuan terhadap bank, yang dilakukan dengan 
menggunakan komputer sebagai alat untuk melakukan transaksi-transaksi dengan 
modus operansi yang berbeda-beda, sehingga perbuatan tersebut dapat diancam 
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dengan Pasal 378 KUHP karena belum ada Undang-undang yang secara khusus 
mengatur perbuatan tersebut. 
c.  Service Offered Fraud (penipuan melalui penawaran suatu jasa) 
Penipuan melalui penawaran jasa yang ada dalam internet dapat berupa e-
mail, Community Service, dan lain-lain. Biasanya, bentuk jasa yang diberikan 
tidak sesuai dengan yang ditawarkan. Penipuan melalui penawaran jasa 
merupakan perbuatan penipuan biasa yang menggunakan komputer sebagai salah 
satu alat dalam melakukan kejahatannya sehingga dapat diancam dengan Pasal 
378 KUHP. Selain itu, juga dapat digunakan pasal 28 ayat 1 Undangundang 
Informasi Dan Transaksi Elektronik.  
Dan untuk ketentuan pidananya diatur dalam pasal 45 ayat 2 Undang-
undang Nomor 11 Tahun 2008 Tentang Informasi Dan Transaksi Elektronik, yaitu 
pidana penjara paling lama 6 (enam) tahun dan/atau denda paling banyak Rp. 
1.000.000.000,00 (satu miliar rupiah), tergantung dari modus operandinya. 
d.  Identity Theft And Fraud (pencurian identitas dan penipuan) 
Pencurian identitas dan penipuan identitas sering kita temui pada kalangan 
masyarakat awam, seperti contohnya, ketika melakukan pendaftaran e-mail 
dengan menggunakan identitas palsu atau menggunakan identitas orang lain. 
Pencurian identitas yang diikuti dengan melakukan kejahatan penipuan 
dapat diancam dengan Pasal 362 KUHP, Pasal 378 KUHP, dan pasal 28 ayat 1 
Undang-undang Informasi Dan Transaksi Elektronik, tergantung dari modus 
operandi perbuatan yang dilakukannya, karena Belum ada Undang-undang yang 
secara khusus mengatur hal tersebut. 
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e.  Computer-Related Fraud (penipuan melalui komputer) 
Penipuan melalui komputer adalah penipuan yang sangat sering kita 
jumpai, dengan berbagai modus operandi, yang salah satunya dengan memberikan 
penawaran akan melipatgandakan uang, atau berupa investasi saham yang 
sebenarnya tidak ada dapat diancam dengan pasal 378 KUHP, oleh karena itu 
pasal 28 ayat 1 Undang-undang Informasi Dan Transaksi Elektronik dapat kita 
gunakan untuk menjerat pelaku dengan modus operandi tersebut. 
f. Computer-Related Forgery (pemalsuan melalui komputer) 
Pemalsuan yang dapat dilakukan menggunakan komputer terdapat 
bermacam-macam modus operandinya. Contohnya seperti pemalsuan sertifikat, 
surat-surat berharga, dokumen dan data elektronik dengan menggunakan fasilitas 
multimedia. 
Pemalsuan data elektronik (informasi elektronik, dan/atau dokumen 
elektronik) melalui komputer dapat dikenakan Pasal 35 Undang-undang Informasi 
Dan Transaksi Elektronik,  
“Setiap orang dengan sengaja dan tanpa hak atau melawan hukum 
melakukan manipulasi, penciptaan, perubahan, penghilangan, pengrusakan 
informasi elektronik dan/atau dokumen elektronik dengan tujuan agar informasi 
elektronik tersebut dianggap seolah-olah data yang otentik” (Republik Indonesia 
2008, 20).  
 
Yang ketentuan pidananya diatur dalam pasal 51 ayat 1 Undang-undang 
Informasi Dan Transaksi Elektronik. Sedangkan apabila data tersebut berbentuk 
fisik, maka akan di jerat dengan pasal 253 – 262 KUHP, yaitu pemalsuan materai 
dan merek, pasal 263 – 276 KUHP, yaitu tentang pemalsuan surat, dan pasal 378 
KUHP, tergantung dari modus operandi pelakunya. 
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g. Computer-Related Betting (perjudian melalui komputer) 
Perjudian memalui komputer, belakangan ini sangat marak. Biasanya kita 
akan diminta untuk membuka rekening on-line, dimana, saldo kita adalah 
merupakan uang yang akan kita gunakan untuk bermain bermacam-macam judi. 
Dan saldo tersebut dapat kita cairkan kembali bila kita mau, tapi tentu saja sudah 
dipotong bunga oleh perusahaan jasa yang kita gunakan. 
Perjudian melalui komputer merupakan perbuatan melakukan perjudian 
biasa yang menggunakan komputer sebagai alat dalam mendukung tindakannya, 
sehingga perbuatan tersebut sementara dapat diancam dengan Pasal 303 KUHP. 
Namun setelah Undang-undang Informasi Dan Transaksi Elektronik 
disahkan, untuk digunakan undang tersendiri, yaitu Undang-undang Nomor 11 
Tahun 2008 Tentang Informasi Dan Transaksi Elektronik pasal 27 ayat 2 :  
“Setiap orang dengan sengaja dan tanpa hak mendistribusikan dan/atau 
mentransmisikan dan/atau membuat dapat diaksesnya informasi elektronik 
dan/ataudokumen elektronik yang memiliki muatan perjudian” (Republik 
Indonesia 2008, 17). 
 
Dan ketentuan pidananya diatur dalam pasal 45 ayat 1 Undang-undang 
Nomor 11 Tahun 2008 Tentang Informasi Dan Transaksi Elektronik, yaitu pidana 
penjara paling lama 6 (enam) tahun dan/atau denda paling banyak 
Rp.1.000.000.000,00 (satu miliar rupiah). 
h.  Computer-Related Extortion And Threats (pemerasan dan pengancaman 
melalui komputer) 
Pemerasan dan pengancaman yang menggunakan komputer, biasanya 
dilakukan dengan menggunakan e-mail sebagai alat. Seperti halnya surat kaleng, 
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pengirim biasanya akan sulit dilacak, apalagi jika e-mail account yang digunakan 
untuk melakukan kejahatan ini berisi identitas palsu. 
Pemerasan dan pengancaman melalui komputer merupakan perbuatan 
pemerasan biasa yang menggunakan komputer sebagai alat dalam 
operasionalisasi-nya sehingga perbuatan tersebut dapat diancam dengan Pasal 27 
ayat  4 Undang-undang Nomor 11 Tahun 2008 Tentang Informasi Dan Transaksi 
Elektronik, yaitu : 
“Setiap orang dengan sengaja dan tanpa hak mendistribusikan dan/atau 
menstransmisikan dan/atau membuat dapat diaksesnya informasi elektronik 
dan/atau dokumen elektronik yang memiliki muatan pemerasan dan/atau 
pengancaman.” (Republik Indonesia 2008, 17).  
 
Dengan ketentuan pidana dalam pasal 45 ayat 1, yaitu pidana penjara 
paling lama 6 (enam) tahun dan/atau denda paling banyak Rp. 1.000.000.000,00 
(satuy miliar rupiah).Selain itu, juga pasal 29 Undang-undang Nomor 11 Tahun 
2008 Tentang Informasi Dan Transaksi Elektronik juga mengatur permasalahan 
yang sama, namun tindakan tersebut dilakukan dengan tujuan pribadi. Ketentuan 
pidananya diatur dalam pasal 45 ayat 3 Undang-undang Nomor 11 Tahun 2008 
Tentang Informasi Dan Transaksi Elektronik, yaitu pidana penjara paling lama 12 






3. Kejahatan Dunia Maya Yang Berkaitan Dengan Isi Atau Muatan 
Data Atau Sistem Komputer
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a.  Child Pornography (pornografi anak) 
Pornografi dalam dunia maya dapat dengan mudah kita akses, dan tentu 
saja oleh anak-anak juga bukan hal yang sulit. Karena pada saat ini, anak-anak 
dapat mengakses komputer dengan mudah, baik dalam lembaga pendidikan 
tempat dia belajar, maupun dalam lingkungan keseharian mereka.  
Ditambah lagi apalagi fasilitas Browsing yang kita miliki tidak dilengkapi 
dengan Pop-up Blocker, akan sangat mudah bagi situs-situs ilegal menyusup 
masuk, dan tiba-tiba akan muncul begitu saja dilayar komputer kita. 
Perbuatan memproduksi, menawarkan, dan menyebarkan pornografi anak 
melalui sistem komputer dapat diancam dengan Pasal 282 KUHP. Perbuatan 
akses pornografi untuk anak belum ada diatur di dalam undang-undang dan perlu 
segera diatur mengingat semakin banyaknya peminat pornografi anak akan 
memacu semakin meningkatnya pula produksi, penawaran, dan peredaran 
pornografi anak. 
Namun Undang-undang Informasi Dan Transaksi Elektronik lebih 
mengatur secara khusus permasalahan ini dalam pasal 27 ayat 1,  
“Setiap orang dengan sengaja dan tanpa hak mendistribusikan dan/atau 
menstransmisikan dan/atau membuat dapat diaksesnya informasi elektronik 
dan/atau dokumen elektronik yang memiliki muatan melanggar kesusilaan.” 
(Republik Indonesia 2008, 17). 
 
 Dengan ketentuan pidana yang berbeda pula yang diatur dalam pasal 45 
ayat 1 Undang-undang Nomor 11 Tahun 2008 Tentang Informasi Dan Transaksi 
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Elektronik, yaitu pidana penjara paling lama 6 (enam) tahun dan/atau denda 
paling banyak Rp. 1.000.000.000,00 (satuy miliar rupiah). 
b.  Infringements Of Copyright And Related Rights (pelanggaran terhadap hak 
cipta dan hak-hak terkait) 
Infringements Of Copyright and Related Rights adalah merupakan 
pelanggaran hak cipta melalui fasilitas internet. Belakangan ini yang sering kita 
jumpai adalah fasilitas download yang disediakan oleh beberapa website. 
Contohnya adalah lagu tanpa kita harus mengeluarkan biaya untuk membeli kaset 
original, kita akan dapat mendapatkan lagu-lagu yang kita kehendaki. 
Dalam hal ini, tentu saja pencipta lagu, peyanyinya dan perusahaan 
rekaman akan sangat dirugikan. Karena selain hak-haknya dilanggar, mereka juga 
dirugikan secara materi. Pelanggaran hak cipta dan hak-hak terkait dapat diancam 
dengan ketentuan pidana yang terdapat di dalam Undang-Undang Hak Cipta dan 
hak-hak terkait, misalnya Undang-undang 31 Tahun 2000 Tentang Desain 
Industri, Undang-undang No.19 Tahun 2002 Tentang Hak Cipta, Undang-undang 
Nomor 14 Tahun 2001 Tentang PATEN, dan lain sebagainya. Kejahatan ini bisa 
tergolong menjadi cyber crime disebabkan perbuatan yang secara insidental 
melibatkan penggunaan komputer dalam pelaksanaannya.  
Selain itu pasal 30 ayat 2 Undang-undang Nomor 11 Tahun 2008 Tentang 
Informasi Dan Transaksi Elektronik juga mengatur permasalahan ini : 
“Setiap orang dengan sengaja dan tanpa hak atau melawan hukum 
mengakses komputer dan/atau sistem elektronik dengan cara apa pun dengan 
tujuan untuk memperoleh informasi elektronik dan/atau dokumen elektronik.” 
(Republik Indonesia 2008, 18). 
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Ketentuan pidananya diatur dalam pasal 46 ayat 2 Undang-undang 
Informasi Dan Transaksi Elektronik, yaitu pidana penjara paling lama 7 (tujuh) 
tahun dan/atau denda paling banyak Rp. 700.000.000,00 (tujuh ratus juta rupiah). 
c.  Drug Traffickers (peredaran narkoba), dan lain-lain. 
Peredaran narkoba dengan menggunakan internet biasanya akan 
menggunakan fasilitas e-mail dan chatting/messenger yang account-nya dapat kita 
peroleh dengan mudah, baik secara gratis, maupun dengan biaya yang tidak terlalu 
mahal. Karena privacy dalam fasilitas-fasilitas tersebut sangat dijaga oleh 
perusahaanperusahaan penyedia jasa tersebut. 
Peredaran narkotika dan obat-obatan terlarang juga merupakan suatu 
perbuatan biasa yang disebabkan secara insidental melibatkan penggunaan 
komputer dalam pelaksanaannya sehingga digolongkan pula sebagai cyber crime. 
Oleh karena itu, perbuatan drug traffickers dapat diancam pidana sesuai dengan 
ketentuan yang diatur dalam Undang-Undang No. 5 Tahun 1997 tentang 
Psikotropika dan Undang-Undang Nomor 22 Tahun 1997 tentang Narkotika. 
F. Dasar Hukum Kejahatan Dunia Maya Di Indonesia 
Apabila kita berbicara mengenai peraturan perundang-undangan yang 
mengatur tentang cyber crime di Indonesia, bisa dibilang kita masih sangat 
tertinggal karena baru satu peraturan yang mengatur secara spesifik mengenai 
cyber crime, yaitu Undang-undang nomor 11 tahun 2008 tentng Informasi dan 
Transaksi Elektronik (selanjutnya disebut UU ITE). Pada awalnya hanya ada 
pengaturan mengenai telekomunikasi melalui Undang-Undang Nomor 3 tahun 
1989 yang kemudian di amandemen dengan dikeluarkannya Undang-Undang 
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nomor 36 tahun 1999 tentang hal yang sama. Setelah itu perkembangan peraturan 
yang mengatur mengenai cyber crime terus berkembang. 
Untuk memudahkan pemahaman maka penulis membagi pembahasan 
mengenai perkembangan peraturan perundang-undangan yang mengatur tentang 
Cyber crime menjadi dua bagian yaitu : 
1. Sebelum berlakunya UU ITE 
Pada pembahasan ini penulis akan fokus kepada Undang-Undang nomor 
36 tahun 1999 tentang Telekomunikasi. Karena undang-undang ini adalah 
merupakan undang-undang pertama yang mengatur cyber crime. Undang-ndang 
ini mengatur segala hal mengenai telekomunikasi. Hal yang pertama kali diatur 
dalam undang-undang ini adalah tentang siapa saja yang berhak 
menyelenggarakan telekomunikasi sesuai dengan peruntukannya, pihak-pihak 
yang berhak menyelenggarakan komunikasi adalah : 
a. Penyelenggara jasa telekomunikasi  
Penyelenggara jasa telekomunikasi adalah penyelenggaraan 
telekomunikasi untuk memenuhi kebutuhan masyarakat. Badan penyelenggara 
untuk jasa telekomunikasi dalam negeri (domestik) adalah PT. Telkom dan badan 
penyelenggara untuk jasa komunikasi luar negeri (internasioanl) adalah PT. 
Indosat. Badan usaha milik negara tersebut diberi wewenang untuk 
menyelenggarakan jasa telekomunikasi, seperti telepon, telex, fakimili, dan 
sebagainya, maupun jasa telekomunikasi berupa jasa-jasa nilai tambah. 
Badan lain diluar badan penyelenggara, baik dalam bentuk Badan Usaha 
Milik Swasta (BUMS), Badan Usaha Milik Daerah (BUMD) maupun koperasi 
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berhak untuk menjalankan jasa telekomunikasi non dasar. Bentuk kerjasama 
antara badan penyelenggara dan badan lain telah diatur dalam peraturan 
pemerintah nomor 9 tahun 1993, yaitu dapat berupa Kerjasama Operasi (KSO), 
usaha patungan dan kontrak manajemen. 
b. Penyelenggaraan telekomunikasi untuk keperluan khusus 
Penyelenggaraan telekomunikasi untuk keperluan khusus adalah 
penyelenggaraan telekkomunikasi yang diakukan oleh instansi pemerintah 
tertentu, perorangan atau badan hukum untuk keperluan khusus atau untuk 
keperluan sendiri. Telekomunikasi untuk keperluan khusus hanya dapat di 
selenggarakan dengan memepertimbangkan kerahasiaan dan jangkauan atau 
pengoprasiannya perlu bentuk sendiri. 
c. Penyelenggaraan telekomunikasi untuk keperluan pertahanan dan keamanan 
Beradasarkan peraturan pemerintah nomor 4 tahun 1992 tentang 
Penyelenggaraan Telekomunikasi untuk Keperluan Pertahanan dan Keamanan 
Negara diatur bahwa penyelenggaraan telekomunikasi untuk keperluan pertahanan 
dan keamanan negara disenggelarakan Dephankam dan/atau ABRI. 
Penyelenggaraan diperuntukkan bagi pertahanan keamanan negara bukan 
merupakan jasa penyelenggaraan telekomunikasi. 
Pengaturan mengenai Cyber Crime pada Undang-Undang nomor 36 tahun 
1999 ini diatur dalam Pasal 38 dan Pasal 40 yang berbunyi : Pasal 38 “Setiap 
orang dilarang melakukan perbuatan yang dapat menimbbulkan gangguan fisik 
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dan elektromagnetik terhadap penyelenggaraan telekomunikasi”.39 Pasal 40 “ 
Setiap orang dilarang melakukan kegiatan penyadapan atas informasi yang 
disalurkan melalui jaringan telekomunikasi dalam bentuk apapun”.40 
Dari pasal-pasal tersebut dapat kita simpulkan bahwa yang diatur dalam 
undang-undang ini adalah salah satu perbuatan yang termasuk dalam kategori 
Cyber Crime yaitu illegal interception terhadap kegiatan komunikasi yang 
mengakibatkan kegiatan telekomunikasi menjadi terhambat. Mengenai pengaturan 
yurisdiki dalam undang-undang ini diatur dalam Pasal 44 undang-undang ini. 
2. Sesudah berlakunya UU ITE 
Secara umum Undang-Undang ini mengatur tentang segala sesuatu 
mengenai data eektronik dan pemanfaatannya untuk kepentingan umum. Pada 
awal pembentukannya undang-undang ini menuai banyak kontroversi karena 
dianggap akan mematikan kebebasan untuk mengekspresikan diri dari cyberspace. 
Dalam undang-undang ini secara rinci dijelaskan mengenai segala 
perbuatan yang digolongkan sebagai cybercrime. Undang-undang No. 14 Tahun 
2008 ini mengatur tentang penyampaian informasi untuk kepentingan publik. 
Undang-undang ini akan aktif berlaku pada tanggal 30 April sesuai dengan 
pengaturan dalam pasal 64. Penulis merasa perlu untuk membahas undang-undang 
ini karena pengertian informasi mencakup juga informasi secara elektronik yang 
salah satu media penyebarannya melaui cyberspace. 
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 Republik Indonesia, Undang-undang R.I Nomor  36  Tahun 1999  tentang 
Telekomunikasi  (Surabaya: Kesindo Utama, 2010) , h.  163. 
 
40
 Ibid., h. 164. 
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Dalam undang-undang ini terdapat ketentuan yang dapat dilihat sebagai 
suatu cybercrime. Hal ini berlaku apabila sebuah informasi publik di sebarkan 
melalui publik di sebarkan melalui cyberspace. Pasal-pasal tersebut adalah : 
Pasal 54 
(1) Setiap orang yang dengan sengaja dan tanpa hak mengakses dan/atau 
memperoleh dan/atau memberikan informasi yang dikecualikan sebagaimana 
diatur dalam Pasal 17 huruf a, huruf b, huruf d, huruf f, huruf g, huruf h, huruf i, 
dan huruf j, dipidana dengan pidana penjara paling lama 2 (dua) tahun dan 
pidana denda paling banyak Rp. 10.000.000,00 (sepuluh juta rupiah). 
(2) Setiap orang yang dengan sengaja dan tanpa hak mengakses dan/atau 
memperoleh dana/atau memberikan informasi yang dikecualikan sebagaimana 
dalam Pasal 17 huruf c, huruf e, dipidana dengan pidana penjara paling lama 3 






Setiap orang yang dengan sengaja membuat Informasi Publik yang tidak 
benar atau menyesatkan dan mengakibatkan kerugian bagi orang lain dipidana 
dengan pidana penjara paling lama 1 (satu) tahun dan/atau denda paling banyak 




Dalam pasal-pasal ini jika kita kaitkan dengan jenis-jenis cybercrime 
menurut Convention on Cybercrime maka terdapat dua perbuatan yaitu, illegal 
access yang terdapat dalam Pasal 54 yang melarang setiap orang yang tanpa hak 
mengakses informasi publik yang tidak seharusnya dia peroleh. Perbuatan 
selanjutnya yang termasuk cybercrime adalah data interception yang diatur dalam 
pasal 55 yang melarang setiap orang untuk membuat sebuah informasi publik 
yang tidak benar dengan cara apapun. 
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 Republik Indonesia, Undang-undang R.I Nomor  14  Tahun 2008  tentang Keterbukaan 
Informasi Publik  (Surabaya: Kesindo Utama, 2010) , h.  249. 
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METODOLOGI  PENELITIAN 
Di dalam suatu penelitian, metode penelitian merupakan suatu faktor yang 
penting dan menunjang proses penyelesaian suatu permasalahan yang akan 
dibahas, dimana metode merupakan cara utama yang akan digunakan untuk 
mencapai tingkat ketelitian jumlah dan jenis yang dihadapi, akan tetapi dengan 




Pengertian metode adalah cara yang teratur dan terpikir baik-baik untuk 
mencapai suatu maksud
44
 Dengan demikian pengertian metode penelitian adalah 
cara yang teratur dan terpikir dengan baik sebagai usaha untuk menemukan, 
mengembangkan dan menguji kebenaran suatu pengetahuan. Dalam penelitian ini 
penulis menggunakan metode penelitian sebagai berikut : 
A. Lokasi dan Jenis Penelitian  
      1.  Lokasi penelitian 
Untuk memperoleh data yang sesuai dengan permasalahan yang penulis 
bahas, maka penulis melakukan penelitian di Polrestabes Makassar dengan 
pertimbangan bahwa pernah terjadi tindak pidana Cyber Crime dan telah di 
lakukan pemeriksaan. 
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 Winarno Surachmad.Metode Penelitian Survei (Jakarta:LP3ES, 1997),h.131. 
 
44
 Kamisa.Kamus Lengkap Bahasa Indonesia (Surabaya:Kartika, 1997), h.254. 
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      2. Jenis Penelitian 
Dalam usaha penulis memperoleh data yang diperlukan untuk menyusun 
skrispsi, penulis menggunakan metode penelitian empiris deskriptif. Penelitian 
empiris  deskriptif merupakan penelitian yang membahas bagaimana hukum 
beroperasi dalam masyarakat. Penelitian hukum ini bertitik tolak dari data 
primer/dasar, yakni data yang diperoleh langsung dari tempat penelitian sebagai 
sumber utama melalui penelitian lapangan. Penelitian hukum deskriptif (empiris) 
dapat direalisasikan kepada penelitian terhadap efektivitas hukum yang sedang  
berlaku ataupun penelitian terhadap identifikasi hukum dalam hal ini adalah 
mengenai peran penyidik Polri dalam proses pembuktian Kejahatan Dunia Maya 
(Cyber Crime). 
B. Pendekatan Penelitian  
Dalam penelitian ini penulis menggunakan pendekatan yuridis normatif. 
Pendekatan yuridis  adalah  pendekatan yang digunakan dengan melacak pada 
perundang-undangan. Tujuan utamanya adalah agar setiap tindakan yang diambil 







C. Pengumpulan Data 
Guna memperoleh data yang sesuai dan mencakup permasalahan yang 
penulis teliti, penulis menggunakan beberapa teknik pengumpulan data yaitu : 
1. Jenis Data  
Jenis data yang di peroleh penulis adalah data kuantitatif. Mencakup di 
dalamnya data primer maupun sekunder. Data primer adalah data yang di peroleh 
dari lokasi penelitian,dengan mengumpulkan data-data yang berguna dan 
berhubungan dengan penelitian. Sementara data sekunder adalah data yang 
diperoleh dari sejumlah keterangan dan fakta yang digunakan oleh seseorang dan 
secara tidak langsung diperoleh dari bahan-bahan dokumen, literatur, buku-buku, 
laporan desertasi serta hasil penelitian yang berupa laporan, 
  2. Sumber Data 
Mengenai sumber data diperoleh dari : 
a.  Studi Lapangan. 
Sumber data primer yang dipergunakan berupa hasil penelitian atau riset di 
lokasi penelitian di Polrestabes Makassar. Studi lapangan adalah teknik 
pengumpulan data dengan jalan terjun langsung ke tempat obyek penelitian untuk 
memperoleh data yang dikehendaki mengenai perilaku pada saat itu juga
45
. Hal 
tersebut dilakukan dengan wawancara (interview) yaitu pengumpulan data melalui 
tanya jawab langsung dengan pihak-pihak yang terkait dengan penelitian. Dalam 
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 Soerjono Soekanto.Pengantar Penelitian Hukum (Jakarta:UIpres,1986).h 66-67 
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wawancara (interview) ini penulis menggunakan wawancara terarah dengan 
mempergunakan daftar pertanyaan yang telah dipersiapkan secara garis besar. 
b.  Studi Kepustakaan. 
Yaitu data yang dipergunakan sebagai bahan penunjang data primer. 
Dalam penelitian ini data sekundernya adalah Berkas Acara Pemeriksaan Penyidik 
dan Undang-undang No. 11 Tahun 2008. 
Pengumpulan data dengan mempelajari, mengkaji buku-buku ilmiah, 
literature literatur, dan peraturan-peraturan yang ada kaitannya atau berhubungan 
dengan penelitian ini. 
3.  Teknik Pengumpulan Data  
Teknik yang di gunakan penulis dalam memperoleh data yang valid 
adalah: 
a. Observasi 
Alasan peneliti melakukan obserfasi adalah untuk menyajikan gambaran 
realistik prilaku atau kejadian, untuk menjawab pertanyaan, untuk membantu 
mengerti prilaku manusia, dan untuk evaluasi  yaitu melakukan penelitian 
terhadap aspek tertentu melakukan umpan balik terhadap aspek tertentu. 
Observasi pada dasarnya adalah  pengamatan terhadap sesuatu yang di teliti  
dengan menggunakan seluruh panca indra seperti di katakana oleh  Suharsimi 
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Arikunto bahwa, observasi adalah meliputi kegiatan pemusatan  penelitian 
terhadap suatu objek dengan menggunakan alat indra.
46
 
Observasi juga metode pengumpulan data yang dilakukan secara 
sistematis untuk mencari data yang di temukan melalui pengamatan terhadap 
objek yang diselidiki. 
b. Wawancara  
Wawancara adalah perckapan dengan maksud terentu
47
. Dimana 
narasumber penulis adalah anggota kepolisian yang bertindak sebagai penyidik, 
dengan alasan bahwa Polisi lebih berpengalaman dan banyak menangani kasus 
tentang Kejahatan Dunia Maya (Cyber Crime) . Dalam melakukan wawancara 
penulis telah menyiapkan daftar pertanyaan yang di buat secara sistematis sesuai 
dengan latar belakang dan rumusan masalah yang penulis siapkan. 
c. Dokumentasi  
Dalam hal ini data-data yang di butuhkan peneliti dalam melakukan 
penelitian yang membuktikan atau menafsirkan suatu kejadian. Dokumen tersebut 
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      4. Instrument Pengumpulan Data  
Penelitian dilakukan untuk memperoleh data yang akurat tentang 
bagaimana pelaksanaan undang-undang no. 8  tahun 2011 tentang informasi dan 
transaksi elektronik, dan apa saja hambatan pelaksanaanya. Suharsimi Arikunto  




Adapun instrument pengumpulan data yang di gunakan adalah: 
a. Pedoman Wawancara 
Salah satu alat yang di gunakan dalam penelitian ini adalah berupa daftar 
pertanyaan-pertanyaan yang telah di buat secara sistematis oleh penulis untuk di 
ajukan guna memperoleh data atau informasi dari informan seputar rumusan 
masaalah yang telah penulis siapkan. Informasi di peroleh dengan wawancara 
langsung kepada anggota kepolisian terkait persoalan yang telah di tentukan. 
b. Alat tulis menulis 
Merupakan alat yang di gunakan penulis yaitu buku catatan kecil dan 
pulpen.  Setiap data dan informasi yang di anggap penting bagi penulis  maka di 
tuangkan dalam buku catatan sebagai dasar untuk pengolahan data selanjutnya. 
 
 






      5. Prosedur Pengumpulan Data 
Adapun prosedur pengumpulan data melalui dua tahap, yaitu tahap 
persiapan, meliputi pra penelitian lapangan, pengurusan perizinan penelitian, 
sampai pada pembuatan pedoman wawancara. Selanjutnya tahap pelaksanaan, 
observasi, interview langsung (komunikasi dan Tanya jawab) dengan sumber 
informasi.  
Wawancara adalah suatu bentuk komunikasi verbal yang bertujuan untuk 
memperoleh informasi.
49
 Narasumber penulis dalam melakukan wawancara, 
adalah anggota kepolisian Republik Indonesia. 
Dokumentasi  berasal dari kata dokumen yang berarti sesuatu yang 
tertulis,tercatat yang dapat dipakai sebagai bukti atau keterangan, dari dokumen 
ini di kumpulkan dan digunakan  sebagai pemberian bukti-bukti.
50
 
D. Pengolahan dan Analisis Data. 
      1. Pengolahan Data 
Dalam pengolahan data penelitian ini ada yang tertulis (data pustaka dan 
dokumentasi)  dan ada pula yang tidak tertulis (data lapangan). Oleh karena itu, 
berdasarkan pemetaan tersebut, maka data tertulis yang di peroleh akan di laukan 
dengan cara di telaah, di bandingkan, kemudian dilakukan analisis deskriptif. 
                                                          
  
49
S.Nasution. Metode Penelitian (Penelitian Ilmiah) Usul Tesis. Desain Penelitian, 








Setelah terhimpun maka ada dua cara dalam mengambil kesimpulan, pertama 
dengan cara induktif, yakni menarik kesimpulan yang berdasarkan pada hal-hal 
yang bersifat khusus. Kedua dengan cara deduksi, yaitu penarikan kesimpulan 
dari hal-hal yang bersifat umum.  
      2. Analisis Data 
Langkah yang dilakukan setelah mengadakan pengumpulan data adalah 
analisis data, yaitu merupakan faktor penting dalam hal turut menentukan kualitas 
dan hasil penelitian. Adapun metode yang dipergunakan dalam suatu analisis tidak 
dapat dipisahkan dengan jenis data yang dipergunakan. Penelitian ini 
menggunakan pendekatan kuntitatif, maka data yang telah dikumpulkan dianalisis 
secara kuantitatif pula.  
Analisis data kuantitatif sebagai cara penjabaran data berdasarkan hasil 
temuan di lapangan dan studi kepustakaan. Data yang diperoleh tadi disusun 
dalam bentuk penyusunan data kemudian dilakukan reduksi atau pengolahan data, 
menghasilkan sajian data dan seterusnya diambil kesimpulan, yang dilakukan 
saling menjalin dengan proses pengumpulan data. Apabila kesimpulan dirasakan 
kurang akurat, maka perlu diadakan verifikasi kembali dan peneliti kembali 
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 HB. Sutopo, Metedeologi Penilitian Kualitatif Dasar Teori dan Terapannya dalam 




HASIL PENELITIAN DAN PEMBAHASAN 
A. Gambaran Umum Tempat Penelitian 
1. Sejarah 
 
Kantor Polrestabes Makassar yang beralamat di Jl.Ahmad Yani No. 9 
Makassar Sulawesi selatan. Pada mulanya Polrestabes Makassar bernama 
Polwiltabes Makassar, namun pada tanggal  1 Juli 2010 di ubah menjadi 
Polrestabes Makassar, di tandai dengan mulai ditariknya seluruh logistik termasuk 
senjata, kendaraan operasional, dan sarana pendukung lainnya ke kepolisian 
daerah setempat.  
Penarikan tersebut untuk merampungkan struktur baru di Polwiltabes 
Makassar menjadi Polrestabes, serta dua Polres lainnya yakni Polresta Makassar 
Timur dan Polresta Makassar Barat, semua senjata, kendaraan operasional serta 
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sarana pendukung lainnya yang sebelumnya ada di Polresta Makassar Timur dan 
Polresta Makassar Barat sudah ditarik ke Polda untuk peleburan menjadi Polsekta. 
Kedua Polresta itu juga sudah tidak lagi diperkenankan menggunakan dana 
DIPA Polri pada Juli 2010 karena telah diambil alih Polda. Sedangkan untuk 
struktur jabatan dan kepangkatan di Polrestabes Makassar, nantinya tidak berubah. 
Kapolrestabes tetap dijabat Kombes Pol, sedangkan wakapolrestabes dan para 
kasat berpangkat AKBP. 
Perubahan mencolok justru terjadi di lingkup Polsekta. Para kapolsekta 
nantinya dijabat perwira berpangkat Kompol, yang sebelumnya dijabat perwira 
berpangkat AKP. Sedangkan para kanit berpangkat AKP. Sebanyak 800 personel 
bintara telah disebar ke semua polsekta di kota ini. Begitu pula dengan perwira 
berpangkat Ipda hingga Kompol, juga telah disebar ke 14 polsekta.  




2. Visi dan Misi   
a. Visi 
Memberikan perlindungan dan pelayanan kepada masyarakat wilayah 
Polrestabes Makassar dengan mewujudkan tampilan polisi yang terampil cepat 
professional serta kuat dan dipercaya masyarakat melalui giat pengelolaan 
permasalahan dan pengelolan kepolisian yang terprogram dan sistematis sehingga 
dapat mewujudkan situasi wilayah polda sulsel yang aman dan dinamis.  
b. Misi 
1) Memberikan pelayanan, perlindungan dan pengayoman kepada 
masyarakat sehingga masyarakat dapat terbebas dari gangguan fisik 
maupun psikis. 
2) Selalu melaksanakan perubahan-perubahan kearah perbaikan dalam 
rangka menjawab tantangan perubahan sosial yang ada serta dalam rangka 
mewujudkan tampilan kesatuan yang kuat melayani dan melindungi 
masyarakat. 
3) Menekan gangguan kamtibmas yang terjadi melalui kegiatan prefentif, 
Preventif dan penegakan hukum yang terukur, professional dan 
proporsional serta menjunjung tinggi HAM dalam rangka mengurangi 
tingkat keresahan masyarakat. 
4) Mewujudkan wilayah kota Makassar yang aman dan tertib melalui giat, 
mengakomodir kepentingan pemerintahan dan masyarakat pada umumnya 
dengan pemperhatikan perturan perundang-undangan yang berlaku 
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sehingga kawasan propinsi sul-sel dapat menjadi pintu gerbang Indonesia 
Timur dimata Internasional & Regional 
5) Memelihara kamtibmas dengan tetap memperhatikan norma-norma dan 
nilai yang berlaku dalam bingkai masyarakat demokratis. 
6) Menegakkan hukum secara cepat professional dan proporsional dengan 
menjunjung tinggi supermasi hukum dan HAM menuju kepada adanya 
kepastian hukum dan rasa keadilan. 
7) Mengelola SDM Polri di lingkungan Porestabes Makassar secara 
Profesional dalam rangka optimalisasi tugas dan tujuan Polda Sulsel 
8) Mengelolah sarana & Prasarana serta Sumber Daya materil kesatuan dan 
rangka menunjang kebutuhan operasional pelaksanaan tugas. 
9) Mengelolah pelaksanaan fungsional Kepolisian sehingga dapat 
mewujudkan Polri yang dapat mewujudkan Polri yang dapat dipercaya si 
masyarakat. 
10) Mewujudkan model pengelolaan Kepolisian yang sistematis secara utuh, 
sinergi dan dapat menjadi pedoman dalam pelaksanaan tugas. 
11) Melakukan upaya mendekatkan Polisi dan masyarakat melalui aktivitas 
nyata mendatangi, berkomunikasi saling berbagi informasi dan berupaya 






3. Wilayah Hukum 
Luas wilayah kerja Polrestabes Makassar yang terdiri dari 14  Kecamatan 
adalah 175,77 Km². Dengan rincian : 
No Kecamatan Luas (Km
2
) 
1 Tamalanrea 31,84 
2 Biringkanaya 48,22 
3 Manggala 24,14 
4 Panakkukang 17.05 
5 Tallo 5,83 
6 Ujung Tanah 5,94 
7 Bontoala 2,10 
8 Wajo 1,99 
9 Ujung Pandang 2, 63 
10 Makassar 2,52 
11 Rappocini 9,23 
12 Tamalate 20,21 
13 Mamajang 2,25 
14 Mariso 1,82 
 Total 175,77 
 
Diantara Kecamatan tersebut, ada tujuh kecamatan yang berbatasan 
dengan pantai yaitu kecamatan Tamalate, Mariso, Wajo, Ujung Tanah, Tallo, 
 69 
 
Tamalanrea dan Biringkanaya. Dimana setiap kecamatan terdapat satu polsek 
yang di bawahi oleh Polrestabes Makassar. 
Secara geografis Kota Metropolitan Makassar terletak di pesisir pantai 
barat Sulawesi Selatan pada koordinat 119°18'27,97" 119°32'31,03" Bujur Timur 
dan 5°00'30,18" - 5°14'6,49" Lintang Selatan dengan luas wilayah batas-batas 
berikut : 
 Batas Utara : Kabupaten Pangkajene Kepulauan 
  Batas Selatan : Kabupaten Gowa 
  Batas Timur : Kabupaten Maros 
  Batas Barat : Selat Makasar 
Ketinggian Kota Makassar bervariasi antara 0 - 25 meter dari permukaan laut, 
dengan suhu udara antara 20° C sampai dengan 32° C. Kota Makssar diapit dua 
buah sungai yaitu: Sungai Tallo yang bermuara disebelah utara kota dan Sungai 
Jeneberang bermuara pada bagian selatan kota. 
B. Bentuk  Kejahatan Di Dunia Maya Yang Ditangani Di Polrestabes 
Makassar  
Walaupun Undang-undang Nomor 11 Tahun 2008 Tentang Informasi Dan 
Transaksi Elektronik telah disahkan oleh pemerintah, namun belum cukup mencakup 
semua aspek dari kejahatan dunia maya. 
Dari hasil penelitian dan pengumpulan data yang berusaha di himpun oleh 
penulis dari lokasi penelitian. Kasus Cyber Crime maupun kasus yang berkaitan 
dengan Undang-undang ITE yang di tangani Polrestabes Makassar sejak undang-
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undang tersebut disahkan pada tahun 2008 hingga 2011, penulis belum mendapati 
kasus kejahatan dunia maya atau yang berkaitan dengan Undang-undang ITE selain 
kasus Pembobolan Bank CIMB Niaga cabang Makassar, sebagaimana di sampaikan 
oleh Yohanis Tassa pegawai arsip bagian Reskrim Polrestabes makassar.52 
Seperti halnya yang di beritakan Media Tribunnews.com. Bahwa, para 
korban website palsu internet  www.onlinestore99.com mengeluhkan kinerja 
aparat terkait yang lambat menangani kasus tersebut. Meski Undang-Undang 
Nomor 11 tahun 2008 tentang informasi dan transaksi elektronik (ITE) sudah 
diberlakukan, namun para pelaku kejahatan di dunia maya masih tetap merajalela 
dan gencar melancarkan aksinya.
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Hal ini menunjukkan bahwa peranan Penyidik Polri di wilayah kota Makassar 
belum bisa mengantisipasi dan mengatasi Kejahatan Dunia Maya yang berkembang 
pesat di masyarakat, sehingga pelaku kejhatan ini masih banyak dapat leluasa dalam 
menjalankan aksinya, kemampuan penyidik Polri dalam bidang Informasi dan 
Tekhnologi yang masih kurang, hal ini dapat dilihat dari sulitnya penulis menginput 
data dari Polrestabes Makassar. 
Kasus BANK CIMB Niaga cabang Makassar dapat di kategorikan kejahatan 
dunia maya di karenakan kejahatan tersebut telah melakukan gangguan terhadap data 
(data interferenece), sebagaimana yang penulis jelaskan pada bab tinjauan pustaka 
sebelumnya, bahwa data interference  di atur dalam Pasal 32 UU ITE yang dijelaskan 
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 Yohanis Tassa,  Pegawai bagian arsip Reskrim Polrestabes Makassar, wawancara oleh 
penulis di Polrestabes  Makassar, 22 Juli 2011, pukul 11.00 
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 Iwan Apriansyah, Laporan Wartawan Tribun Batam, Candra P Pusponegoro, 
http://www.tribunnews.com/2011/02/20/korban-penipuan-www.onlinestore99.com-bertambah 
(20 Februari 2011 ). 
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oleh ahli ITE, SUKRAINI FITRI, SH selaku ahli yang di panggil oleh Polrestabes 
Makassar guna dimintai keterangannya, menjelaskan bahwa pasal 32 UU ITE 
dimaksudkan untuk melindungi ketersediaan, kerahasiaan, keutuhan(integritas) data 
dengan melarang setiap orang dengan sengaja dan tanpa hak melakukan gangguan 
terhadap data dan terhadap Informasi atau Dokumen Elektronk yang merupakan 
Informasi atau Dokumen yang bersifat sensitif atau rahasia atau memiliki nilai 
ekonomis.54 
 
Kasus Bank CIMB Niaga tersebut, merupakan kasus yang dilakukan oleh 
pelaku dikarenakan akses ke jaringan dan informasi Bank tersebut yang sangat 
mudah di masuki dan dimanipulasi oleh pelaku kejahatan tersebut. Hal ini 
disebabkan pelaku merupakan karyawan di Bank CIMB Niaga yang dimaksud, 
sehingga pelaku yang bernama Rulli, SE bin Jufri, berusia 30 tahun dan beralamat 
di jalan Zebra No.11 makassar ini mampu dengan mudah mengakses informasi 
nasabah, terlebih lagi ketidak hati-hatian nasabah dalam memberikan informasi 
dengan memeritahukan kepada pelaku mengenai nomor pin ATM miliknya.  
Perbuatan pelaku yaitu saudara Rulli terungkap setelah salah satu nasabah 
yakni H.Ibrahim Bonro, SH., MH komplain dananya berkurang dan setelah 
dilakukan pengecekan, ternyata pemindahbukuan dana rekening H.Ibrahim Bonro 
dilakukan oleh terdakwa Rully, Se Bin Jufri bersama Lk. Rudy Guiwan Bin 
Yusran Guiwan (diajukan dalam berkas tersendiri) yang mana Lk. Rudy Guiwan 
Bin Yusran Guiwan sebelumnya menginformasikan kepada pelaku Nomor PIN 
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 Edy setiawan, Penyidik Reskrim Polrestabes Makassar, wawancara oleh penulis di 
Polrestabes Makassar, 25 Juli 2011, pukul 10.00 
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ATM H.Ibrahim Bonro, SH, MH yang diketahuinya pada saat anak dari 
H.Ibrahim Bonro, SH, MH yakni saksi Ir. Abd.Hafid Bin Ibrahim Bonro gagal 
melakukan transaksi di ATM CIMB Niaga  Kakatua, sehingga Lk. Rudy Guiwan 
Bin Yusran Guiwan yang pada saat itu sedang bertugas langsung membantu dan 
tanpa sadar Ir. Abd.Hafid Bin Ibrahim Bonro menyebutkan nomor PIN dari ATM 
yakni 101010, setelah itu pelaku Rully, Se Bin Jufri bersama Lk. Rudy Guiwan 
Bin Yusran Guiwan melakukan registrasi sebagai pengguna CIMB CLIKS dan 
setelah teregistrasi maka pelaku menghubungi saksi Rabiah Al Adawiyah bagian 
Customer Service dan mengaku sebagai H. Ibrahim Bonro, SH, MH, untuk 
dilakukan perubahan nomor hand phone milik H. Ibrahim Bonro, SH, MH dari 
08124180014 menjadi nomor 08525145445 dan setelah nomor handphone 
berubah maka pelaku Rully, Se Bin Jufri, melakukan transaksi dengan 
memindahbukukan ke rekening fiktif penampungan yang dibuat oleh Lk.AWI 
(DPO) yang berada di Jakarta. Adapun rekening atas nama H. Ibrahim Bonro, 
SH., MH yang dananya berhasil dipindah bukukan oleh pelaku adalah sebesar 
Rp.185.000.000, (seratus elapan puluh lima juta rupiah). 
Bahwa selanjutnya setelah Terdakwa Rully, Se Bin Jufri berhasil 
membobol dan memindahkan dana rekening H. Ibrahim Bonro, SH., MH 
kemudian pelaku Rully, SE Bin Jufri kembali membuka data nasabah sebanyak 
225 (dua ratus dua puluh lima), 209 (dua ratus sembilan) nasabah tersebut oleh 
pelaku Rully, Se Bin Jufri didaftarkan ke CIMB CLIKS pada Website CIMB 
Niaga, www.Cimbcliks.co.id namun yang berhasil terdaftar hanya 17 (tujuh belas) 
nasabah, dari 17 nasabah hanya 3 nasabah yang berhasil pelaku ubah nomor hand 
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phonenya, adapun cara terdakwa mengubah nomor handphone Sdri. Lily herawaty 
dan Sdri. Yoyop Sutarya dengan menghubungi call centre setelah tersambung 
terdakwa Rully, Se Bin Jufri mengaku sebagai Lily Herawaty dan Yoyop Sutarya 
dan meminta operator call centre CIMB Niaga 14041 untuk dilakukan perubahan 
nomor handphone untuk saudari Lily Herawaty dari 0816194605 menjadi 
082195771172 pada tanggal 21 September 2010 sedangkan untuk saudara Yoyop 
Sutarya dari 081383282246 menjadi 082187908386 pada tanggal 14 Desember 
2010, dengan alasan yang sama yakni selalu dihubungi oleh penawaran produk 
asuransi dan kartu kredit, sedangkan No. PIN ATM dan Lily Herawaty dan saksi 
Yoyop Sutarya terdakwa memperoleh dengan mengacak dan menduga-duga saja. 
Dari tiga rekening tersebut yang berhasil dibobol atau dipindahkan 
dananya ada 2 rekening yaitu atas nama Lily Herawaty dan Yoyop Sutarya 
dengan cara dana yang ada di kedua rekening tersebut dipindahkan ke rekening 
penampungan fiktif yang di buat oleh Lk. Awi (DPO) yang berada di Jakarta. 
Adapun rekening atas nama Lily Herawaty yang berhasil di 
pindahbukukan oleh pelaku adalah sebesar Rp. 200.750.000 (dua ratus juta tujuh 
ratus lima puluh ribu rupiah). Sedangkan atas nama Yoyop Sutarya yang 
dipindahbukukan oleh pelaku sebesar Rp.86.675.000 (delapan puluh enam juta 
tujuh ratus lima puluh ribu rupiah, atas dana nasaah yang telah dipindahbukukan 
oleh pelaku tersebut ke rekening fiktif telah diganti oleh Bank CIMB Niaga, 
sehingga Bank tersebut menderita kerugian sebesar Rp. 472.425.000 (empat ratus 
tujuh puluh dua juta empat ratus dua puluh lima ribu). 
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Hal diatas berdasarkan hasil pemeriksaan oleh penyidik terhadap saksi-
saksi Dan juga barang bukti berupa: 
a. Saksi-saksi : 
1) Ronny Stefan Sangadi, SH 
2) Dra. Betty Wirdianti, EC 
3) Arni Haerani, SE 
4) H. Ibrahim Bonro, SH., MH 
5) Rabiya Aladawiyah, SE 
b. Barang bukti : 
1) Uang tunai sebesar Rp.40.000.000 (Empat Puluh Juta Rupiah ) yag terdiri 
dari pecahan Rp.50.000 (Lima Puluh Ribu upiah) sebanyak 800 ( Delapa 
Ratus ) Lembar. 
2) 1 (Satu) Unit komputer merk IBM Lenovo  yang terdiri dari : 
a) Satu buah CPU 
b) Satu buah Monitor 
c) Satu Buah Mouse 
d) Satu Buah Keyboard 
3) Satu unit komputer merk ACER yang terdiri dari 
a) Satu buah CPU 
b) Satu buah monitor 
c) Satu buah mouse 
d) Satu buah keyboard 
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4) 2 keping piringan DVD merk Max Speed yang berisi rekaman CCTV 
Sdr.Rulli, SE Bin JUFRI pada saat membuka data nasabah. 
5) Data log inqury oleh Sdr.Rudy Guiwan Bin Yusra Guiwan pada Bank 
CIMB Niaga Cab. Makassar 
6) 1 (Satu) eksemplar  rekening koran dengan nomor 300108101118 atas 
nama H.Ibrahim Bonro, SH Pada Bank CIMB Niaga cabang Makassar 
7) Rekaman suara yang mengatasnamakan Hj. Yoyop sutarya. 
8) Rekaman suara yang mengatasnamakan Lily Herawati. 
9) Berita acara serah terima User ID atas nama Rulli, Se. 
10) Berita acara serah terima User ID atas nama Rudy Guiwan 
11) Rekening koran atas nama Hj. Yoyop Sutarya pada BANK CIMB Niaga. 
12) Rekening koran atas nama LILY HERAWATI  pada BANK CIMB Niaga. 
13) Surat otomasi monitoring penanganan keluhan atas nama Hj. Yoyop 
Sutarya. 
14) Surat otomasi monitoring penanganan keluhan atas nama Lily Herawati. 
15) Surat permintaan konfirmasi keabsahan KTP atas nama Mahmuddin 
Yasin. 
16) Surat permintaan konfirmasi keabsahan KTP atas nama Novita Sari. 
17) Surat permintaan konfirmasi keabsahan KTP atas nama Suryanto. 
18) Surat keterangan Lurah Lamper Lor, Kec. Semarang Selatan, Semarang. 
Dari paparan diatas maka dapat dikatakan bahwa telah terjadi tindak 
pidana yang dilakukan oleh saudara Rulli, SE,. Karena telah memenuhi unsur dua 
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alat bukti sebagaimana yang tercantum dalam Pasal 183 KUHAP, sehingga dapat 
dilakukan penyidikan di tingkat selanjutnya oleh kejaksaan negeri Makassar. 
C. Peranan Penyidik Polri Dalam Mengungkap Perkara Kasus Kejahatan Di 
Dunia Maya 
1. Langkah-Langkah Penyidik Polri Dalam Mengungkap Kasus Cyber 
Crime 
 Dalam proses penyidikan, peran penyidik sangat penting. Penyidik 
adalah pejabat polisi Negara Republik Indonesia atau pejabat pegawai negeri sipil 
tertentu yang diberi wewenang khusus oleh undang-undang untuk melakukan 
penyidikan.Pasal 6 ayat (1) penyidik adalah : 
 Pejabat polisi Negara Republik Indonesia 
 Pejabat pegawai negeri sipil tertentu yang diberi wewenang khusus oleh 
undangundang. 
 Bagian-bagian hukum acara pidana yang menyangkut penyidikan 
adalah sebagai berikut : 
 Ketentuan tentang alat-alat penyidik 
 Ketentuan tentang diketahui terjadinya delik 
  Pemeriksaan di tempat kejadian 
 Pemanggilan tersangka atau terdakwa 
 Penahanan sementara 
 Penggeledahan 
  Pemeriksaan atau interogasi 
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  Berita acara (penggeledahan, interogasi, dan pemeriksaan di tempat) 
  Penyitaan 
 Penyampingan perkara 
 Pelimpahan perkara kepada penuntut umum dan pengembaliannya kepada 
penyidik untuk disempurnakan. 
Dalam hal penyidikan terdapat tahap penindakan yang merupakan tahap 
penyidikan dimana dimulai dilakukan tindakan-tindakan hukum yang langsung 
bersinggungan dengan hak-hak asasi manusia yaitu berupa pembatasan bahkan 
mungkin berupa “pelanggaran” terhadap hak-hak asasi manusia.  
Penyidikan baru dapat dilakukan bilamana penyidik sendiri mengetahui 
atau telah menerima laporan baik itu datangnya dari penyelidik dengan atau tanpa 
disertai berita acara maupun dari laporan ataupun pengaduan seseorang yang 
mengalami, melihat, menyaksikan dan atau menjadi korban peristiwa yang 
merupakan tindak pidana(pasal 106,108 KUHAP).  
Wewenang dari penyidik yang disebutkan dalam pasal 7 KUHAP, yaitu : 
 menerima laporan atau pengaduan dari seorang tentang adanya tindak 
pidana. 
 melakukan tindakan pertama pada saat di tempat kejadian. 
 menyuruh berhenti seorang tersangka dan memeriksa tanda pengenal diri 
tersangka. 
 melakukan pengangkapan, penahanan, penggeledahan, dan penyitaan. 
 melakukan pemeriksaan dan penyitaan surat 
  mengambil sidik jari dan memotret seorang  
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 memanggil orang untuk didengar dan diperiksa sebagai tersangka atau 
saksi 
 mendatangkan orang ahli yang diperlukan dalam hubungannya dengan 
pemeriksaan perkara  
  mengadakan penghentian penyidikan  
  mengadakan tindakan lain menurut hukum yang bertanggung jawab 
Adapun langkah-langkah yang di lakukan penyidik AKP Hanada Sialle, 
Iptu Sultan Iqbal, Aiptu Edy Setiawan, Briptu Anto Sunardi, Selaku penyidik di 
Polrestabes Makassar dalam mengungkap dan melengkapi berkas perkara kasus 
Kejahatan Dunia Maya yang di himpun oleh penulis dari Polrestabes Makassar 
dengan berkas perkara 37/II/2011/Reskrim penulis jabarkan di bawah ini : 
a. Atas dasar-dasar : 
1) Laporan Polisi Nomor : 124/ K / I / 2011 / Reskrim. 
2) Surat Perintah Penyidikan Nomor : SP-Sidik / 30.A / I / 2011 / 
Reskrim, tanggal 13 Januari 2011. 
3) Surat Pemberitahuan Dimulainya Penyidikan Nomor : A.3 / 14/ I / 
2011 / Reskrim, tanggal 19 Januari 2011. 
b. Perkara Tersangka Saudara : 
Nama    : Rulli, SE bin Jufri 
Tempat & Tanggal Lahir : Pare-pare 29 Maret 1981 
Agama    : Islam 
Pekerjaan   : Karyawan PT. CIMB Niaga Cab.Makassar 
Alamat   : Jl. Zebra No.11 Makassar 
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Telah dengan sengaja mengakses sistem komputer milik BANK CIMB 
Niaga dan mengambil data-data rekening nasabah yang diinginkannya, nasabah-
nasabah dimaksud didaftarkan menjadi pengguna layanan internet banking (CIMB 
CLIKS) dan menambahkan nomor telepon miliknya ke dalam data rekening 
dimaksud pada sistem jaringan BANK CIMB Niaga, setelah itu tersangka 
menggunakan layanan internet banking BANK CIMB Niaga diatas rekening 
tersebut dalam melakukan transaksi non tunai (pemindahbukuan, transfer dan 
pembayaran) dan transaksi dimaksud untuk kepentingan pribadinya, sehingga 
perbuatan tersangka tersebut telah melanggar pasal 49 ayat (1) huruf c UU No. 10 
tahun 1998 tentang Perbankan dan atau pasal 32 ayat (1) Jo pasal 52 (3) UU No. 
11 tahun 2008 tentang Informasi dan Transaksi Elektronik dan atau pasal 363 ayat 
(1) ke-4 KUH-Pidana. 
c. Fakta-fakta :  
1) Pemanggilan 
Terhadap saksi telah dilakukan pemanggilan dan di buatkan Berita 
Acara Pemeriksaan. 
2) Penangkapan 
Berdasarkan surat perintah penangkapan Nomor : SP-Kap / 21 / I / 
2011 / Reskrim, tanggal 14 Januari 2011 telah dilakukan penangkapan 
terhadap tersangka Sdr. RULLI, SE Bin JUFRI dan telah di buatkan 






a) Berdasarkan Surat Perintah Penahanan Nomor : SP-Han / 10 / I / 2011 / 
Reskrim, tanggal 15 Januari 2011 telah dilakukan penahanan terhadap Sdr. 
RULLI, SE Bin JUFRI dan telah di buatkan Berita Acara Penahanan. 
b) Berdasarkan Surat Perpajangan Penahanan Kejaksaan Negeri Makassar 
Nomor : 142/ Rt.2 / Epp / II /2011, tanggal 1 Februari 2011, masa penahanan 
terhadap tersangka diperpanjang. 
c) Berdasarkan Surat Perintah Perpanjangan Penahanan Nomor : SP-Han / 10.B 
/ II / 2011 / Reskrim, tanggal 04 Februari 2011, masa penahanan terhadap 
tersangka diperpanjang dan telah dibuatkan Berita Acara Perpanjangan 
Penahanan. 
12) Penyitaan 
a) Berdasarkan Surat Perintah Penyitaan Nomor : SP-Sita / 20 / I / 2011 / 
Reskrim, tanggal 15 Januari 2011 dan telah dibuatkan Berita Acara 
Penyitaan. 
b) Berdasarkan Surat Perintah Penyitaan Nomor : SP-Sita / 22 / I / 2011 / 
Reskrim, tanggal 19 Januari 2011 dan telah dibuatkan Berita Acara 
Penyitaan. 
c) Berdasarkan Surat Perintah Penyitaan Nomor : SP-Sita / 24 / I / 2011 / 




d) Berdasarkan Surat Perintah Penyitaan Nomor : SP-Sita / 32 / I / 2011 / 
Reskrim, tanggal 28 Januari 2011 dan telah dibuatkan Berita Acara 
Penyitaan. 
13) Keterangan Saksi-saksi khususnya ahli setelah dilakukan pemeriksaan oleh 
penyidik diantaranya : 
a) HARIO K. PAMUNGKAS, umur 35 tahun, lahir di Surabaya, tanggal 14 
Januari 1976, jenis kelamin Laki-laki, Suku Jawa, Warganegara Indonesia, 
Agama Islam, pekerjaan pengawas muda senior Bank Indonesia, pendidikan 
terakhir S1, alamat Jl. Jend. Sudirman Makassar, Telpon 0411-315188. 
Menerangkan : 
(1) Bahwa pada saat dilakukan pemeriksaan terhadap ahli, ahli dalam keadaan 
sehat jasmani dan rohani dan bersedia untuk memberikan keterangan yang 
sebenarnya. 
(2) Bahwa ahli mengerti sehingga dilakukan pemeriksaan terhadap dirinya, 
yaitu sehubungan dengan surat panggilan Nomor : B / 45 / I / 2011 / 
Reskrim, tanggal 15 Januari 2011. 
(3) Bahwa ahli merupakan Pengawas Bank Muda Senior, yang mempunya 
wewenang diantaranya melakukan pengawasan terhadap bank-bank yang 
berkantor pusat di wilayah Sulawesi Selatan dan Barat. 
(4) Bahwa kewenangan untuk melakukan pengawasan dan pemeriksaan 
PT.CIMB Niaga Tbk, adalah merupakan wewenang kantor pusat Bank 
Indonesia, dalam hal kantor pusat menganggap perlu untuk meminta 
bantuan dari Kantor Bank Indonesia (KBI) Makassar, maka KBI Makassar 
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akan memberikan bantuan pembinaan dan pengawasan terhadap Kantor 
Cabang Bank yang berada di wilayah kerja KBI Makassar. 
(5) Bahwa ahli tidak mengenal Sdr. Rulli, SE dan Sdr. Rudy Guiwan dan tidak 
memiliki hubungan keluarga. 
(6) Bahwa ahli menjelaskan, sesuai dengan PBI No. 2/19/PBI/2000, tentang 
persyaratan dan tata cara pemberian perintah atau isin tertulis membuka 
rahasia Bank. Yang dimaksud rahasia Bank adalah segala sesuatu yang 
berhubungan dengan keterangan mengenai nasabah penyimpan dan 
simpanannya, yang dimaksud Nasabah Penyimpana adalah nasabah yang 
menempatkan dananya di bank dalam bentuk simpanan berdasarkan 
perjanjian bank sebagaimana dimaksud dalam Undang-undanh yang 
berlaku, yang dimaksud Simpanan adalah dana yang dipercayakan oleh 
masyarakat kepada bank berdasarkan perjanjian penyimpanan dana dalam 
bentuk giro, deposito, sertifikat deposito, tabungan dan atau bentuk lainnya 
yang dipersamakan dengan itu. 
(7) Bahwa ahli menjelaskan yang wajib untuk dirahasiakan oleh pihak Bank 
adalah keterangan mengenai nasabah penyimpan dan simpanan nasabah. 
(8) Bahwa ahli menjelaskan apabila pihak bank membocorkan rahasia Bank 
maka yang bersangkutan akan dijerat dengan ketentuan dalam pasal 47 
ayat (1) UU no. 10 tahun 1998, tentang Perbankan. 
(9) Bahwa ahli menjelaskan yang dimaksud dalam pasal 47 ayat (2) UU   
No.10 tahun 1998, tentang Perbankan adalah Dewan Komisaris, Direksi, 
pegawai bank atau pihak terafiliasi yang membuka rahasia bank dapat 
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dikenakan sanksi pidana sebagaimana ketentuan yang berlau pasal 47 ayat 
(1) UU Perbankan. 
(10) Bahwa pada saat dijelaskan kepada ahli perbuatan yang telah dilakukan 
oleh Sdr. Rulli, Se dan Sdr. Rudy Guiwan adalah keduanya dengan sengaja 
mengakses komputer Bank CIMB Niaga dengan menggunakan User ID 
milik keduanya kemudian mengambil data rekening nasabah yang 
diinginkannya, kemudian mendaftarkan nasabah tersebut pada Internet 
Bangking guna mengambil dana yag ada didalam rekening tersebut tanpa 
seijin dan sepengetahuan dari pemiliknya, bahwa ahli berpendapat apabila 
perbuatan Sdr. Rulli, Se dan Sdr. Rudy guiwan tersebut diatas di jerat 
dengan pasal 47 ayat (2) UU Perbankan, maka hal tersebut perlu 
pembuktian lebih lanjut lagi. 
(11) Bahwa pada saat dijelaskan kembali kepada ahli, bahwa Sdr. Rulli, SE dan 
Sdr. Rudy Guiwan setelah menguasai data nasabah tersebut, maka 
keduanya pun mengubah, nomor telepon yang ada didalam data rekening 
tersebut, digunakan dengan menggunakan nomor telepon lain tanpa 
sepengetahuan nasabah/pemilik rekening yang bersangkutan untuk 
dilakukan registrasi internet bangking pada website www.cimbcliks.co.id 
dengan hal tersebut ahli berpendat perbuatan Sdr. Rulli, SE dan Sdr. 
RUDY GUIWAN tersebut telah diduga melanggar pasal 49 ayat (1) huruf 





(12) Bahwa ahli menyebutkan unsur dari pasal 49 ayat (1) huruf c adalah 
sebagai berikut : 
- Unsur anggota dewan Komisaris, Direksi atau pegawai bank arttinya 
setiap komisaris, direksi atau pegawai yang telah diangkat sesuai 
dengan ketentuan yang berlaku pada bank yang bersangkutan atau aktif 
menjabat sebagai komisaris, direksi dan pegawai bank pada saat 
dilakukannya tindak pidana tersebut. 
- Unsur dengan sengaja artinya pelaku melakukan perbutannya secara 
sadar atau pelaku mempunyai maksud/niat dalam melakukan perbuatan 
tersebut, baik yang telah direncanakan sebelumnya atau tidak. 
- Unsur mengubah berarti dilakukannya perubahan angka-angka dan 
atau informasi dalam suatu pencacatan menjadi tidak sebenarnya, 
sedangkan unsur mengaburkan berarti pencatatan atas suatu transaksi 
yang dilakukan sedemikian rupa sehingga tidak menggambarkan 
keadaan yang sebenarnya. 
- Unsur pencatatan dalam pembukuan atau dalam laporan, dokumen 
atau laoran, kegiatan usaha, laporan transaksi atau rekening suatu 
bank, pencacatan adalah dalam kasus tersebut termasuk di dalam 
rekening, sedangkan yang di maksud Rekening adalah gambar seluruh 
aktifitas keuangan individual yang tercatat di dalam pembukuan bank 
misalnya rekening giro, rekening tabungan, rekening surat berharga, 
rekening modal dan seluruh rekening yang ada di bank. 
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b) SUKRAINI FITRI, SH, Umur 51 tahun, lahir di Bukit tinggi pada tanggal 9 
April 1959, Suku Minang, Warga Negara Indonesia, Agama Islam, 
pendidikan terakhir S1, pekerjaan PNS Kementrian Kominfo, Alamat 
Jl.Medan Merdeka Bara: No. 9, Jakarta Pusat, Tlp.021-3841491. 
Menerangkan : 
(1) Bahwa pada saat dilakukan pemeriksaan ahli, ahli dalam keadaan sehat 
jasmani dan rohani dan bersedia untuk memberikan keterangan yang 
sebenarnya. 
(2) Bahwa ahli mengerti sehingga dilakukan pemeriksaan terhadap dirinya, 
yaitu sehubungan adanya pembukaan data nasabah pada sistem komputer 
milik Bank CIMB Niaga, yang di duga dilakukan noleh Sdr. RULLI, SE 
dan Sdr. RUDY GUIWAN. 
(3) Bahwa jabatan ahli pada Kementrian Komunikasi dan Informatika adalah 
sebagai Kasubbag Hukum, Setditjen Aplikasi Informatika, Kementrian 
Kominfo, yang bertugas melakukan penyiapan bahan koordinasi, telaahan 
hukum, bantuan hukum, penyuluhan hukum, dan pelaksanaan dokumentasi 
hukum, serta analisis dan evaluasi dibidang aplikasi informatika. 
(4) Bahwa riwayat ahli adalah sebagai berikut. 
- Pendidikan : SDN Sabang 1 Pagi, Jakarta, SMP Negeri 28, Jakarta, 
SMA Negeri 10, Jakarta, Fakultas Hukum Universitas Jayabaya, 
Jakarta. 
- Pekerjaan : Depertemen Penerangan (1989-1998), Kementrian Negara 
Komunikasi dan Informasi (1998 – 2004), Kementrian Komunikasi 
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dan Informatika yang menjabat sebagai Kasubag Hukum pada 
Setditjen Ditjen Aplikasi Informatika, Kominfo (2004 - sampai saat 
dilakukan pemeriksaan). 
(5) Bahwa dengan riwayatnya tersebut ahli mempunyai keahlian di bidang 
hukum UU No. 11 tahun 2008, tentang ITE, yang ahli dapat pertanggung 
jawabkan secara akademis dan praktis, selain itu juga ahli merupakan 
salah satu tim perumus UU No. 11 tahun 2008, tentang ITE dan terkait 
dengan perkara-perkara UU ITE ahli sudah pernah dimintai keterangannya 
sebagai ahli. 
(6) Bahwa ahli menjelaskan ruang lingkup UU RI No. 11 tahun 2008 tentang 
ITE adalah : 
- Menjamin kepastian hukum dalam pemanfaatan informasi dan 
transaksi elektronik,     yang dilakukan oleh setiap orang di wilayah 
Republik Indonesia. 
- Memberikan perlindungan hukum terhadap kepentingan umum dari 
segala jenis gangguan sebagai akibat penyalahgunaan informasi 
elektronik dan transaksi elektronik sesuaidengan ketentuan peraturan 
perundang-undangan. 
(7) Bahwa ahli menjelaskan yang dimaksud : 
- Informasi Elektronik adalah sebagaimana dimaksud dalam pasal 1 butir 
1 UU ITE,  yaitu Informasi Eektronik adalah satu atau sekumpulan 
data elektronik, termasuk tetapi tidak terbatas pada tulisan, suara, 
gambar, peta, rancangan, foto, electronic data interchange (EDI), surat 
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elektronik (electronic mail), telegram, teleks, telecopy atau sejenisnya, 
huru, tanda, angka, kode akses, simbol, atau perforasi yang telah diolah 
yang memilik arti atau dapat dipahami oleh orang yang mampu 
memahaminya. 
- Transaksi Elektronik, adalah sebagaimana dimaksud dalam Pasal 1 
butir 2 UU ITE yaitu Transaksi Elektronik adalah perbuatan hukum 
yang dilakukan dengan menggunakan komputer, jaringan komputer, 
dan/atau media elektronik lainnya.. 
- Dokumen Elektronik, adalah sebagaimana dimaksud dalam Pasal 1 
butir 4 UU ITE, yaitu setiap Informasi Elektronik yang dibuat, 
diteruskan, dikirimkan, diterima, atau disimpan dalam bentuk analog, 
digital, elektromagnetik, optikal atau sejenisnya, yang dapat dilihat, 
ditampilkan, dan/atau didengar melalui komputer atau Sistem 
Elektronik, termasuk tetapi tidak terbatas pada tulisan, suara, gambar, 
peta, rancangan, foto atau sejenisnya, huruf, tanda, angka, Kode Akses, 
simbol atau erforasi yang memiiki makna atau arti atau dapat dipahami 
oleh orang yang mampu memahaminya. 
- Sistem Elektronik, adalah sebagaimana dimaksud dalam Pasal 1 butir 5 
UU ITE, yaitu serangkaiam perangkat dan prosedur elektronik yang 
berfunsi mempersiapkan, mengumpulkan, mengolah, menganalisis, 
menyimpan, menampilkan, mengumumkan, mengirimkan, dan/atau 
menyebarkan informasi elektronik. 
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- Komunikasi Eektronik, adalah komunikasi yang dilakukan dengan 
menggunakan media komputer dan internet. 
- Peralatan atau Perangkat Elektronik, ialah peralatan atau perangkat 
yang berfungsi secara elektronik. 
- Email atau electronic mail ialah informasi atau dokumen elektronik 
berupa surat yang ditransaksikan secara elektronik. Email ialah salah 
satu bentuk komunikasi elektronik. 
(8) Bahwa ahli menjelaskan Tujuan Pengaturan Pasal 32 UU ITE ialah untuk 
melindungi Informasi atau Dokumen Elektronik yang tersimpan dalam 
Sistem Elektronik dari gangguan oleh orang atau pihak yang tidak 
memiliki hak. Hanya orang atau pihak yang memiliki hak yang dapat 
menambah, mengurangi, memindahkan, bahkan menghapus Informasi atau 
Dokumen Elektronik miliknya. Oleh karena itu, pengaturan yang terdapat 
dalam Pasal 32 UU ITE dimaksudkan untuk melindungi ketersediaan, 
kerahasiaan, keutuhan (integritas) data dengan melarang setiap orang 
dengan sengaja dan tanpa hak melakukan gangguan terhadap data (data 
interference) dan terhadap Informasi atau Dokumen Elektronik yang 
merupakan Informasi atau Dokumen yang bersifat sensitif atau rahasia 
atau memiliki nilai ekonomis, pemiliknya dapat menerapkan langkah-
langkah pengamanan. Dalam hal pemilik informasi atau dokumen yang 
dimaksud adalah perusahaan, perusahaan dapat menetapkan kebijakan bagi 
para karyawan yang terlibat untuk menjaga kerahasiaan, ketersediaan, 
serta keutuhan informasi atau dokumen yang dimaksud. Ada berbagai cara 
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yang dapat dilakukuan. Misalnya dengan cara melarang karyawan 
menyalin, memindahkan, mentransfer informasi yang dimaksud tanpa 
seijin dari atasan, atau membatasi karyawan untuk mengakses informasi 
baik secara fisik maupun secara sistem. 
Unsur-unsur pasal 32 ayat (1) UU ITE ialah sebagai berikut : 
- Setiap Orang, adalah sebagaimana dimaksudkan dalam Pasal 1 butir 22 
UU ITE, yaitu orang perseorangan, baik warga negara Indonesia, 
warga negara asing, maupun badan hukum. 
- Dengan sengaja dan tanpa hak atau melawan hukum. Dengan sengaja 
maksudnya adalah tahu dan menghendaki dilakukannya prbuatan yang 
dilarang, atau tahu dan menghendaki timbulnya akibat yang dilarang. 
Sedangkan tanpa hak maksudnya tidak memiliki hak berdasarkan 
undang-undang, perjanjian, atau alasan hukum lain yang sah. 
Termasuk dalam kategori “tanpa hak” adalah melampui hak atau 
kewenangan yang diberikan berdasar atas hak tersebut. Hak yang 
dimaksud dalam unsur ini adalah hak untuk mengubah, menambah, 
mengurangi, melakukan transmisi, merusak, menghilangkan, 
memindahkan, menyembunyikan Informasi atau Dokumen Eektronik. 
- Dengan cara apapun maksudnya termasuk dengan teknik atau metode 
apapun. 
- Mengubah (alteration) maksudnya melakukan modifikasi Informasi 
atau Dokumen Elektronik yang telah ada. 
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- Menambah, ialah maksudnya membuat Informasi atau Dokumen 
Elektronik menjadi lebih banyak dari yang seharusnya. 
- Mengurangi, maksudnya adalah membuat Informasi atau Dokumen 
Elektronik menjadi lebih sedikit dari yang seharusnya. 
- Melakukan transmisi, maksudnya mengirimkan atau meneruskan 
Informasi Dokumen Elktronik dari satu pihak atau tempat pihak atau 
tempat lain dalam satu Sistem Elektronik. 
- Merusak (deteriorating) adalah membuat Informasi atau Dokumen 
Elektronik tidak dapat berfungsi, digunakan, atau ditampilkan 
sebagaimana seharusnya. 
- Menghilangkan (deletion) dapat disamakan dengan penghancuran 
suatu benda fisik. 
- Memindahkan, maksudnya menempatkan Informasi atau Dokumen 
Elektronik dari tempatnya semula ke tempat lain. 
- Menyembunyikan (Surpressing) ialah tindakan yang dapat 
menghalangi tau memutuskan ketersediaan data untuk pihak yang 
mengakses ke komputer atau pembawa data (data carrier) yang 
dalamnya data tersebut disimpan. 
- Suatu Informasi Eektronik dan/atau Dokumen Elktronik yang 
dimaksud dengan Informasi Elektronik adalah sebagaimana dimaksud 
dalam Pasal 1 butir  UU ITE, yaitu satu atau sekumpulan data 
elektronik, termasuk tetapi tidak terbatas pada tulisan, suara, gambar, 
peta, rancangan, foto, Electronic Data Interchange (EDI), surat 
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elektronik (electronic mail), telegram, telecs, teecopy atau sejenisnya, 
huruf, tanda, angka, Kode Akses, simbol, atau perforasi yang telah 
diolah yang memiliki arti atau dapat dipahami oleh orang yang mampu 
memahaminya. Sedangkan yang dimaksud dengan Dokumen 
Elektronik adalah setiap Informasi Elektronik yang dibuat, diteruskan, 
dikirimkan, diterima, atau disimpan dalam bentuk analog, digital, 
elektromagnetik, optikal atau sejenisnya, yang dapat dilihat, 
ditampilkan, dan/atau didengar melalui komputer atau Sistem 
Elektronik, termasuk tetapi tidak terbatas pada tulisan, suara, gambar, 
peta, rancangan, foto atau sejenisnya, huruf, tanda, angka, Kode Akses, 
simbol atau perforasi yang memiliki makna atau arti atau dapat 
dipahami oleh orang yang mampu memahaminya. 
- Milik orang lain atau milik publik. Yang dimaksud dengan orang 
adalah sebagaimana yang dimaksud dalam pasal 1 butir 22 UU ITE, 
yaitu orang perseorangan, baik warganegara Indonesia, warga negara 
asing, maupun badan hukum. Dengan kata lain, Informasi atau 
dokumen elektronik tersebut bukan milik pelaku. 
(9) Bahwa perbuatan yang dilakukan oleh saudara Rulli SE Bin Jufri dan 
saudara Rudy Guiwan Bin Yusran Guiwan telah melakukan perbuatan 
melawan hukum sebagaimana dimaksud dalam pasal 32 ayat (1) Jo Pasal 
52 ayat (3) UU ITE, karena perbuatan tersangka termasuk salah satu 
gangguan terhadap integritas data sebagaimana pengaturan yang terdapat 
dalam pasal 32 UU ITE dimaksudkan untuk melindungi ketersediaan, 
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kerahasiaan, keutuhan (integritas) data dengan melarang setiap orang 
dengan sengaja dan tanpa hak melakukan gangguan terhadap data (data 
interference). 
d. Barang Bukti 
1) Uang tunai sebesar Rp.40.000.000 (Empat Puluh Juta Rupiah ) yag terdiri 
dari pecahan Rp.50.000 ( Lima Puluh Ribu upiah ) sebanyak 800 ( Delapa 
Ratus ) Lembar. 
2) 1 (Satu) Unit komputer merk IBM Lenovo  yang terdiri dari : 
 a)   Satu buah CPU 
b) Satu buah Monitor 
c) Satu Buah Mouse 
d) Satu Buah Keyboard 
3)  Satu unit komputer merk ACER yang terdiri dari 
a) Satu buah CPU 
b) Satu buah monitor 
c) Satu buah mouse 
d) Satu buah keyboard 
4) 2 keping piringan DVD merk Max Speed yang berisi rekaman CCTV 
Sdr.Rulli, SE Bin Jufri pada saat membuka data nasabah. 
5) Data log inqury oleh Sdr.Rudy Guiwan Bin Yusran Guiwan pada Bank 
CIMB Niaga Cab. Makassar 
6) 1 (Satu) eksemplar  rekening koran dengan nomor 300108101118 atas 
nama H.Ibrahim Bonro, SH Pada Bank CIMB Niaga cabang Makassar 
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7) Rekaman suara yang mengatasnamakan Hj. Yoyop Sutarya. 
8) Rekaman suara yang mengatasnamakan Lily Herawati. 
9) Berita acara serah terima User ID atas nama Rulli, SE. 
10) Berita acara serah terima User ID atas nama Rudy Guiwan 
11) Rekening koran atas nama Hj. Yoyop Sutarya pada BANK CIMB Niaga. 
12) Rekening koran atas nama Lily Herawati  pada BANK CIMB Niaga. 
13) Surat otomasi monitoring penanganan keluhan atas nama Hj. Yoyop 
Sutarya. 
14) Surat otomasi monitoring penanganan keluhan atas nama Lily Herawati. 
15) Surat permintaan konfirmasi keabsahan KTP atas nama Mahmuddin 
Yasin. 
16) Surat permintaan konfirmasi keabsahan KTP atas nama Novita Sari. 
17) Surat permintaan konfirmasi keabsahan KTP atas nama Suryanto. 
18) Surat keterangan Lurah Lamper Lor, Kec. Semarang Selatan, Semarang. 
e. Analisa Yuridis 
1) UU No. 10 tahun 1998 tentang Perbankan : 
Pasal 49 ayat (1) huruf c menjelaskan, Anggota dewan komisaris, direksi, 
atau pegawai bank yang dengan sengajamengubah, mengaburkan, 
menyembunyikan, menghapus, atau adanya suatu pencatatan dalam pembukuan 
atau dalam laporan, maupun dalam dokumen atau laporan kegiatan usaha, 
laporan transaksi atau rekening suatu bank, atau dengan sengaja mengubah, 
mengaburkan, menghilangkan,menyembunyikan atau merusak catatan 
pembukuan tersebut, diancam dengan pidana penjara sekurangkurangnya 5 
(lima) tahun dan paling lama 15 (lima belas) tahun serta denda sekurang-
kurangnya Rp10.000.000.000,00 (sepuluh miliar rupiah) dan paling banyak 




Dikaitkan dengan perbuatan tersangka Sdr.Rully, SE Bin Jufri dan 
tersangka Sdr. Rudy Guiwan Bin Yusran Guiwan unsur pasal yang 
dipersangkakan telah terpenuhi dengan pertimbangan sebagai berikut: 
a) Bahwa saudara tersangka Sdr.Rully, SE Bin Jufri dan tersangka Sdr. Rudy 
Guiwan Bin Yusran Guiwan merupakan pegawai Bank CIMB Niaga Cab. 
Makassar sistem milik CIMB Niaga kemudian data nasabah tersebut secara 
sepihak dipindahkan untuk didaftar pada ienternet Banking dengan cara 
menambahkan nomor telpon miliknya di dalam data rekening milik nasabah 
Bank CIMB Niaga atas nama Ibrahim Bonro, Lily Herawati dan Hj. Yoyop 
Sutarya pada sistem jaringan Bank CIMB Niaga untuk digunakan sebagai 
fasilitas transaksi tanpa sepengetahuan pemiliknya. 
b) Bahwa tersangka Sdr.Rully, SE Bin Jufri dan tersangka Sdr. Rudy Guiwan 
Bin Yusran Guiwan dengan sengaja dan melawan hukum melakukan 
registrasi terhadap nasabah atas nama Ibrahim Bonro pada website 
www.cimbcliks.com untuk menjadi pengguna layanan internet banking Bank 
CIMB Niaga (CIMB CLIKS) dengan maksud untuk melakukan transaksi 
perbankan dengan menggunakan fasilitas internet banking. 
c) Bahwa tersangka Sdr. Rulli, SE Bin Jufri dengan sengaja dan melawan 
hukum melakukan registrasi atau mendaftarkan terhadap nasabah atas nama 
Lily Herawati dan Hj.Yoyop Sutarya pada website untuk menjadi pengguna 
layanan internet banking BANK CIMB Niaga (CIMB CLIKS). 
d) Bahwa kedua tersangka telah melakukan transaksi non tunai (pemindah 
bukuan, transfer, dan pembayaran) diatas ke tiga rekening tersebut diatas 
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dengan menggunakan layanan internet banking Bank CIMB Niaga (CIMB 
CLIKS) dimana dalam transaksi tersebut menggunakan nomor telepon milik 
keduanya yang sebelumnya ditambahkan pada data rekening tersebut. 
2) UU No. 11 Tahun 2008, tentang Informasi dan Transaksi Elektronik: 
Pasal 52 ayat (3), menjelaskan: 
 “Dalam hal perbuatan sebagaimana dimaksud dalam Pasal 30 sampai 
dengan Pasal 37 ditujukan terhadap komputer dan/atau Sistem Elektronik serta 
Informasi Elektronik dan/atau Dokumen Elektronik milik Pemerintah dan/atau 
badan strategis termasuk dan tidak terbatas pada lembaga pertahanan, bank 
sentral, perbankan, keuangan, lembaga internasional, otoritas penerbangan 
diancam dengan pidana maksimal ancaman pidana pokok masing-masing Pasal 
ditambah dua pertiga”.  
 
Pasal 32 ayat 1, menjelaskan : 
“Setiap Orang dengan sengaja dan tanpa hak atau melawan hukum 
dengan cara apa pun mengubah, menambah, mengurangi, melakukan transmisi, 
merusak, menghilangkan, memindahkan, menyembunyikan suatu Informasi 
Elektronik dan/atau Dokumen Elektronik milik Orang lain atau milik publik”. 
 
Dikaitkan dengan perbuatan tersangka sdr. Rulli, SE Bin Jufri dan 
tersngka Sdr. Rudy Guiwan bin Yusran Guiwan unsur pasal yang dipersngkakan 
telah terpenuhi dengan pertimbangan sebagai berikut : 
a) Bahwa tersangka saudara Rulli, SE Bin Jufri dan tersangka Sdr. Rudy 
Guiwan Bin Yusran Guiwan dengan sengaja dan melawab hukum telah 
mengakses sistem komputer milik CIMB Niaga dan mengambil data-data 
rekening nasabah atas nama Ibrahim Bonro, Lily Herwaty, dan Hj. Yoyop 
Sutarya dan meregistrasi ketiga rekening terebut pada website milik CIMB 
Niaga (www.cimbcliks.com) untuk menjadi pengguna layanan internet 
bangking ( CIMB CLIKS ). 
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b) Bahwa kedua tersangka menambahkan nomor telepon miliknya didalam data 
rekening tersebut pada sistem jaringan Bank CIMB Niaga. Masing-masing 
nasabah atas nama : 
- LILY HERAWATY dari nomor telepon 08156128118 menjadi 
0821095771172 
- Hj. YOYOP SUTARYA dari nomor telepon 081383282246 menjadi 
0821087908386 
c) Bahwa tersangka telah menggunakan layanan internet banking Bank CIMB 
Niaga diatas rekening tersebut dalam melakukan transaksi non tunai 
(pemindahbukuan, transfer dan pembayaran) dan transaksi dimaksud utuk 
kepentingan pribadinya. 
3) KUH-Pidana Pasal 363 ayat 1 ke 4e, menjelaskan :  
“Pencurian yang dilakukan oleh dua orang bersama-sama atau lebih”. 
 
Dikaitkan dengan perbuatan tersangka Sdr. Rulli, SE Bin Jufri dan 
tersangka Sdr. Rudy Guiwan Bin Yusran Guiwan unsur pasal yang 
dipersangkakan telah terpenuhi dengan pertimbangan sebagai berikut : 
a) Bahwa tersangka dengan sengaja dan melawan hukum telah mengambil uang 
yang ada didalam rekening milik  Ibrahim Bonro, Lily Herawati dan Hj. 
Yoyop sutarya, dengan cara mentransfer dan memindahbukukan uang yang 
ada pada rekening tersebut kedalam rekening miliknya. 




c) Bahwa dalam mengambil uang tersebut, tersangka bersama-sama dengan 
tersangka Sdr.Rudy Guiwan dan yang bersangkutan di berkas dalam berkas 
perkara lain (splitsing). 
f. Kesimpulan oleh penyidik 
Bahwa perbuatan tersangka Rulli, SE Bin Jufri telah memenuhi unsur 
delik yang di persangkakan sebagaimana dimaksud dalam pasal 49 ayat (1) huruf 
c UU No. 10 tahun 1988 tentang Perbankan dan atau pasal 32 ayat (1) Jo pasal 52 
ayat (3) UU No. 11 tahun 2008 tentang Informasi dan Transaksi Elektronik dan 
atau pasal 363 ayat (1) ke 4 KUH-Pidana. 
Bahwa pada dasarnya seluruh kegiatan dalam proses hukum penyelesaian 
perkara pidana, sejak penyidikan sampai putusan akhir diucapkan di muka 
persidangan oleh majelis hakim adalah berupa kegiatan yang berhubungan dengan 
pembuktian atau kegiatan untuk membuktikan. Walaupun hukum pembuktian 
perkara pidana terfokus pada proses kegiatan pembuktian di sidang pengadilan, 
tetapi sesungguhnya proses membuktikan sudah ada dan dimulai pada saat 
penyidikan. Bahkan, pada saat penyelidikan, suatu pekerjaan awal dalam 
menjalankan proses perkara pidana oleh negara.
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Dari pasal yang di persangkakan kepada kedua tersangka maka istilah 
yang dapat di gunakan dalam kasus tersebut dalam Cyber crime yaitu Data 
Interference (mengganggu data komputer). Sebagaimana pasal 32 ayat (1) undang-
undang Nomor 11 Tahun 2008 yang telah penulis jelaskan pada Bab sebelumnya 
tentang bentuk-bentuk kejahatan dunia maya menurut UU ITE tersebut. 
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2. Upaya-Upaya Yuridis Yang Dapat Dilakukan Terkait Dengan 
Masalah Pembuktian Oleh Perangkat Hukum Di Indonesia 
Dalam upaya-upaya yang dapat dilakukan terkait dengan masalah 
pembuktian oleh pengadilan dan penyidikan oleh Polri dalam cyber crime dapat 
digunakan berbagai macam cara, antara lain dengan mengoptimalkan Undang- 
Undang Nomor 11 Tahun 2008 Tentang Informasi Dan Transaksi Elektronik, 
mengembangkan pengetahuan dan kemampuan penyidik dalam Dunia Cyber, 
menambahkan dan meningkatkan fasilitas komputer forensik dalam Polri. 
Kejahatan internet atau yang lebih populer dengan istilah cyber crime ini 
dapat dilakukan tanpa mengenal batas teritorial dan tidak diperlukan interaksi 
langsung antara pelaku dan korban kejahatan. Dengan sifat seperti itu, semua 
negara termasuk Indonesia yang melakukan aktivitas internet akan terkena imbas 
dari perkembangan kejahatan dunia maya. 
Para pelaku selalu mencari celah untuk menggunakan keahliannya 
melakukan kejahatan. Memudarnya batas-batas geografi dalam abad 21 yang 
dikenal sebagai abad informasi ini telah mengubah cara pandang terhadap 
penyelesaian dan praktik kejahatan dari model lama (konvensional) ke model baru 
(elektronik). Kekuatan jaringan dan komputer pribadi berbasis pentium 
menjadikan setiap komputer sebagai alat yang potensial bagi para pelaku 
kejahatan. 
Globalisasi aktivitas kriminal yang memungkinkan para penjahat melintas 
batas elektronik merupakan masalah nyata dengan potensi memengaruhi negara, 
hukum, dan warga negaranya. Fakta ini tak bisa dimungkiri karena internet dapat 
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dijadikan sarana yang efektif untuk mencapai tujuan-tujuan negatif yang 
diinginkan tanpa batasan geografis dan teritorial. 
Apabila Undang-Undang Nomor 11 Tahun 2008 Tentang Informasi Dan 
Transaksi Elektronik dilihat dalam perspektif penanggulangan penyalahgunaan 
internet di atas, maka semestinya tak perlu ada pro dan kontra. Ini karena pada 
dasarnya kehadiran UU itu untuk melindungi masyarakat dari kerugian dan 
kehancuran akhlak yang akan berimplikasi pada kelangsungan hidup berbangsa 
dan bernegara.  
Selain itu, kita tidak dapat selalu mengacu pada Undang-undang Informasi 
Transaksi elektronik dan Kitab Undang-undang Hukum Pidana lama saja, 
melainkan mengikuti perkembangan jaman kita membutuhkan KUHP baru. 
Dalam pasal 5 ayat 1 dan 2 Undang-undang Nomor 11 Tahun 2008 
Tentang Informasi Dan Transaksi Elektronik mendeskripsikan bahwa Dokumen 














A.  Kesimpulan 
Berdasarkan uraian pembahasan tersebut di atas, dapat ditarik kesimpulan 
sebagai berikut : 
1. Bentuk-bentuk kejahatan di dunia maya yang ditangani di polrestabes 
makassar tahun 2008-2011Bahwa sejak tahun 2008 hingga 2011 selain kasus 
Pembobolan Bank CIMB Niaga cabang Makassar belum di temukan kasus 
lain yang berkaitan dengan Cyber Crime ataupun yang melanggar UU ITE, 
selain Kasus BANK CIMB Niaga cabang Makassar yang dapat di ktegorikan 
kejahatan dunia maya di karenakan kejahatan tersebut telah melanggar Pasal 
32 UU ITE yaitu gangguan terhadap data. Di dalam istilah Cyber Crime 
Kejahatan yang dimaksud di kenal dengan istilah (data interferenece). 
2. Langkah-langkah penyidik polri dalam mengungkap kasus cyber crime, 
bahwa Penyidik polri dalam melakukan penyidikan dan mengungkap 
kasus yang dimaksud berpedoman pada pasal 7 KUHAP. Yang di terapkan 
dalam menyelesaikan kasus Bank CIMB Niaga di antaranya bahwa : 
a. menerima laporan atau pengaduan dari seorang tentang adanya tindak 
pidana. 
b. melakukan tindakan pertama pada saat di tempat kejadian. 
c. menyuruh berhenti seorang tersangka dan memeriksa tanda pengenal 
diri tersangka. 
d. melakukan pengangkapan, penahanan, penggeledahan, dan penyitaan. 
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e. melakukan pemeriksaan dan penyitaan surat 
f. mengambil sidik jari dan memotret seorang  
g. memanggil orang untuk didengar dan diperiksa sebagai tersangka atau 
saksi 
h. mendatangkan orang ahli yang diperlukan dalam hubungannya dengan 
pemeriksaan perkara  
i. mengadakan penghentian penyidikan  
j. mengadakan tindakan lain menurut hukum yang bertanggung jawab 
B. Saran 
Berdasarkan temuan yang ada selama penelitian maka disarankan kepada para 
pengguna perangkat elektronik agar mematuhi norma – norma serta harus beretika 
baik ketika sedang menjelajahi dunia maya. Selain itu saran juga ditujukan kepada 
pihak yang berwenang dalam hal ini pemerintah Indonesia melalui Departemen 
Informasi dan Teknologi agar memenuhi kedua prasyarat dan meningkatkan 
kinerja dibawah ini yakni : 
1.  Pembentukan Konsep Kitab Undang-Undang Hukum Pidana Yang 
Baru 
Perlu adanya konsep KUHP yang baru dalam negara kita, karena 
perkembangan jaman akan menciptakan kejahatan-kejahatan yang baru pula, 
sedangkan KUHP lama negara kita sudah tidak layak lagi. Karena sudah tidak 





2. IDCERT (Indonesia Computer Emergency Response Team) 
Salah satu cara untuk mempermudah penanganan masalah keamanan 
adalah dengan membuat sebuah unit untuk melaporkan kasus keamanan. Masalah 
keamanan ini di luar negeri mulai dikenali dengan munculnya “sendmail worm” 
(sekitar tahun 1988) yang menghentikan system email Internet kala itu. Kemudian 
dibentuk sebuah Computer Emergency Response Team (CERT). Semenjak itu di 
negara lain mulai juga dibentuk CERT untuk menjadi point of contact bagi orang 
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