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Tato diplomová práce se zabývá návrhem minimálního protokolového stacku Bluetooth využitelného 
pro vestavné aplikace na platformě FITkit. Tato práce zahrnuje teoretický základ tohoto 
komunikačního rozhraní. Na jeho základě je vytvořen návrh vlastního komunikačního stacku. Popis 
vlastní implementace pak zahrnuje všechny implementované vrstvy a problémy, které takováto 
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Účelem této diplomové práce je vytvořit minimální protokolový stack Bluetooth využitelný pro 
aplikace na platformě FITkit. Tato práce se zabývá popisem základních součástí takovéhoto Bluetooth 
stacku, jeho návrhem, dále návrhem připojení Bluetooth modulu k stávající architektuře a popisem 
vlastní implementace navrženého řešení. Součástí této práce je zhodnocení dosažených výsledků při 
testování navrženého řešení. 
Základem této práce je popis protokolového stacku Bluetooth, tedy seznámení s vrstvami 
protokolového stacku a příslušnými protokoly, dále popis HW Bluetooth modul a relevantních 
vlastností platformy FITkit, jejich propojení a popis protokolů pracujících na této vrstvě. 
Hlavní částí práce je pak popis samotné implementace, který přibližuje proces vytváření 
minimálního protokolového stacku Bluetooth, zmiňuje nejpodstatnější části implementace a zaměřuje 
se především na ty části implementace, které se v dovolených mezích odlišují od popisu daného 
Bluetooth specifikací. 
Závěrem této práce je pak zhodnocení dosažených výsledků. Tato část pak dále popisuje celý 
proces návrhu, zahrnuje subjektivní hodnocení jednotlivých fází a navrhuje směry vhodného 



















1 Protokolový stack Bluetooth 
Protokolový stack komunikačního protokolu se skládá z horizontálně uspořádaných vrstev, které 
vzájemnou interakci zajišťují funkcionalitu celého rozhraní. Příkladem zde může být referenční model 
ISO/OSI, skládající se ze sedmi vrstev. Nejnižší vrstvy pak zajišťují komunikaci s hardwarem, 
nejvyšší interakci s uživatelskými aplikacemi. Počet vrstev komunikačního stacku Bluetooth však není 
pevně daný.  
Protokolový stack Bluetooth můžeme rozdělit na dvě části – základní vrstvy protokolového 
stacku a vrstvy profilů. Základní vrstvy jsou zásadní pro fungování komunikace dle standardu 
Bluetooth. Vrstvy profilů jsou volitelné, navrženy pro konkrétní aplikaci tak, aby zprostředkovaly 
funkcionalitu základních vrstev protokolu. Protokolový stack Bluetooth se tedy skládá ze sedmi 
základních vrstev - Rádiová vrstva, Fyzická vrstva („Baseband“), Linková vrstva, HCI, L2CAP, vrstva 
služeb SDP a emulace sériového portu RFCOMM, jejichž detailní popis je obsahem dalšího textu. 
Mezi profily patří např. sériový profil SPP, přenos souborů, přenos objektů aj. Vlastní popis 
relevantních profilů je součástí obsahu dalšího textu. 
Cílem této diplomové práce je pak vytvoření vlastního protokolového stacku Bluetooth, který 
bude sloužit pro zajištění dostupnosti bezdrátové komunikace aplikacím vyvíjeným na platformě 
FITKit. Mezi hlavní body této práce pak bude patřit určení vrstev protokolového stacku Bluetooth, 
které je nutné implementovat, rozsah této implementace v závislosti na požadované funkcionalitě a 
následná implementace. 
1.1 Bluetooth 
Bluetooth je bezdrátová komunikační technologie sloužící k bezdrátovému spojení dvou a více 
elektronických zařízení. Hlavními znaky této technologie jsou především robustnost, nízká spotřeba a 
nízká cena. Základem Bluetooth je rádiové rozhraní a protokolový stack. Definice technologie 
Bluetooth zahrnuje způsob propojení zařízení a třídy dat, které si zařízení mohou posílat. 
Technologie Bluetooth je definována standardem IEEE 802.15.1 a patří do skupiny osobních 
počítačových sítí PAN („Personal Area Network“). Jedná se o počítačové sítě tvořené zařízeními 
nacházející se v blízkosti jedné osoby. Dosah takové sítě je obvykle jen několik metrů. Používá se ke 
komunikace mezi samotnými zařízeními nebo k připojení k okolním sítím.  
Rádiové rozhraní (fyzická vrstva) pracuje v bezlicenčním pásmu 2,4GHz. Vlastní přenos 
probíhá metodou FHSS („frequency hopping spread spectrum“). V rámci pásma je definováno 79 
frekvencí s rozestupem 1MHz, během jedné sekundy je provedeno 1600 skoků (přeladění). Vysílání 
probíhá v rozprostřeném spektru, zaručujícím vyšší odolnost vůči rušení a omezující negativní dopady 
slábnutí signálu. Technologie Bluetooth definuje tři výkonové úrovně rádiového rozhraní, 
 10 
s nejvýkonnější variantou je teoreticky možná komunikace až do vzdálenosti 100 m. Udávané hodnoty 
platí pouze ve volném prostoru. Překážky mezi komunikujícími zařízeními rapidně snižují vzdálenost, 
na kterou je přenos dat možný. 
Bluetooth podporuje spoje point-to-point a point-to-multipoint. V obou případech je fyzická 
vrstva sdílena více zařízeními. Dvě a více zařízení sdílející společný fyzický kanál tvoří pikonet. Jedno 
ze zařízení převezme roli řízení pikonetu - master, další zařízení pak fungují jako podřízená zařízení - 
slave. Specifikace dovoluje až sedm aktivních slave zařízení současně. Více jak 200 zařízení může 
pracovat v tzv. „parked“ režimu. Slave zařízení v tomto režimu nevyužívá aktivně kanál, ale zůstává 
synchronizován s master zařízením a je možné ho znovu aktivovat bez nutnosti ustavování spojení. 




Obrázek 1. Scatternet sloužený ze dvou pikonetů (převzat z [6]) 
1.2 Rádiové rozhraní 
Zařízení Bluetooth pracují v bezlicenčním pásmu 2,4GHz. Bluetooth využívá dva druhy modulace. 
Základní režim („Basic Rate“) využívá binární frekvenční modulaci, která minimalizuje složitost 
vysílače/přijímače. Rozšířený režim („Enhanced Data Rate“) využívá PSK modulaci (fázová 
modulace) a má dvě varianty, π/4-DQPSK, viz Kapitola 1.2.3, a 8DPSK, viz Kapitola 1.2.4. 
Symbolová rychlost pro oba režimy je 1Ms/s. Přenosová rychlost je přibližně 1Mbps pro základní 




1.2.1 Popis rádiového rozhraní 
Zařízení Bluetooth pracují v bezlicenčním pásmu 2,4GHz. Toto pásmo je od 2400 – 2483,5MHz. 
Pásmo obsahuje 79 rádiových kanálů, oddělených 1MHz pásmem, tedy f = 2402 + k MHz, k = 
0,…,78. Vysílací výkon je závislý na výkonové třídě zařízení,viz tabulka. 
 




Class 1 100 20 ~100 
Class 2 2,5 4 ~10 
Class 3 1 0 ~1 
Tabulka 1. Výkonové třídy Bluetooth (převzata z [1]) 
 
1.2.2 Modulace GFSK 
V technologii Bluetooth je použita Gaussovská modulace GFSK („Gaussian Frequency Shift 
Keying“). Jedná se o Gaussovskou modulaci s frekvenčním klíčováním, při které je modulátoru FSK 
předřazena dolní propust gaussovského typu. Pravoúhlý signál se po průchodu touto propustí přemění 
na spojitý signál ve tvaru Gaussovy křivky. Tím se omezí šířka pásma potřebná pro přenos. Logická 
jednička je reprezentována kladnou frekvenční odchylkou, logická nula odchylkou zápornou. 
Parametry modulace jsou dány BT=0.5, modulační index mezi 0,28 až 0,35. 
 
 
Obrázek 2. Definice parametrů GFSK modulace (převzat z [13]) 
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1.2.3 Modulace π/4-DQPSK  
Diferenciální 4-fázová modulace s posunutím fáze o π/4. QPSK je totožná se čtyřstavovou modulací 
4-QAM (v obrázku Obrázek 3 znázorněna zeleně). Dvojnásobné zrychlení pro tuto modulací je dáno 
tím, že každý fázový posuv reprezentuje dvojici bitů. 
 
 
Obrázek 3. Modulace π/4-DQPSK, Grayův kód  
 
1.2.4 Modulace 8DPSK 
Osmistavová diferenciální fázová modulace. Trojnásobné zrychlení je dáno tím, že každá změna fáze 
reprezentuje tři datové bity. 
 
Obrázek 4. Modulace 8PSK, Grayův kód 
1.3 Fyzická vrstva 
Fyzická vrstva Bluetooth zajišťuje kromě správy fyzických linek a logických kanálů také služby jako 
oprava chyb, řízení rádiového rozhraní a zabezpečení bezdrátového spojení. Fyzická vrstva 
(„baseband“) leží v Bluetooth stacku na vrstvě rádiového rozhraní. Tato vrstva ve spolupráci 
s linkovou vrstvou zajišťuje navazování spojení a řízení režimu napájení zařízení. Spravuje synchronní 
a asynchronní linky, zajišťuje přenos paketů a vykonává, na žádost linkové vrstvy, vyhledávání a 
navázání spojení se zařízeními Bluetooth v dané oblasti. 
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1.3.1 Sdílení média 
V technologii Bluetooth se pro sdílení média používá FHSS a TDD. Metoda přenosu informace 
založená na FHSS ( „frequency hopping spread spektrum“) využívá skokové změny nosné frekvence 
v rámci definovaného počtu kanálů. Tyto skoky jsou řízeny pseudonáhodnou posloupnosti, která musí 
být známa jak vysílači, tak přijímači. Hlavními výhodami jsou omezení vlivu úzkopásmového rušení, 
v jednom okamžiku využitím malé části frekvenčního spektra. Rozlišujeme variantu rychlou („fast 
hopping“) a pomalou („slow hopping“). Při rychlé variantě je použito pro přenos jednoho bitu několik 
frekvencí, pomalá varianta přenese několik bitů na stejné frekvenci. 
 
 
Obrázek 5. „Frequency Hopping Spread Spectrum“ (převzat z [1] a upraven ) 
 
Pro duplexní přenos se využívá TDD („time division duplex“), časový multiplex, a to v základním i 
rozšířeném režimu. Časový multiplex je využit pro rozlišení komunikace ve směru master-slave a 
slave-master. Časový rámec (slot) trvá 625 µs a master se slave zařízením se pravidelně střídají. Až 5 
rámců může být využito pro přenos informace na jedné nosné frekvenci, potom musí dojít ke změně 




Obrázek 6. Časový multiplex přenosu dat (převzat z [6]) 
 
1.3.2 Fyzické linky 
Definice BT rozlišuje dva druhy spojení: SCO („Synchronous Connection-Oriented“) synchronní linka 
a ACL („Asynchronous Connection-Less“) asynchronní linka.  
Synchronní linka je typu point-to-point, probíhá mezi master zařízením a jedním ze zařízení 
v rámci pikonetu. SCO linka využívá periodicky rezervované rámce, tento způsob přenosu dat je 
možné přirovnat k přepínání okruhu. Data přenášená SCO linkami jsou především hlas, nebo jiná 
časově kritická data. Master může simultánně obsluhovat až tři takováto spojení. Data v rámci SCO 
linek nejsou při chybě přeposílána.  
Asynchronní linka je spojení typu point-to-multipoint, probíhá mezi master zařízením a všemi 
slave zařízeními v rámci pikonetu. Tyto přenosy využívají časové rámce neobsazené SCO spojeními. 
Může existovat pouze jedna ACL linka v rámci pikonetu. ACL podporuje přeposlání nedoručených 
paketů. Velikost paketu je proměnná (1, 3 nebo 5 časových rámců). 
1.3.2.1 Popis struktury paketu Bluetooth 
Všechna data v rámci pikonetu jsou přenášena v podobě paketů. Paketů je tvořen ze tří částí: „access“ 
kód(68 nebo 72 bitů), hlavička(54 bitů) a data(0 až 2745bitů). Access kód zajišťuje synchronizaci 
hodin, vyrovnání DC offsetu a je použit při hledání zařízení a připojení k nim, jednoznačně 
identifikuje pikonet. Hlavička paketu obsahuje informace pro adresování v rámci pikonetu, řízení 
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toku, potvrzování a doručování paketů mimo pořadí. Datová část paketu může obsahovat data, či hlas. 
Pokud jsou přítomny data, je na začátek datové části vložena hlavička dat. 
 
 
Obrázek 7. Standardní Bluetooth paket (převzat z [11]) 
 
„Enhanced Data Rate“ (EDR) paket se skládá ze 6 entit: „access“ kód, hlavička, oddělovací perioda 
(„guard“), synchronizace, data, koncovou část („trailer“). „Access“ kód a hlavička jsou přenášeny 
stejnou modulaci jako v základní verzi paketu, rozšíření EDR je pak zpracováno před vysíláním 




Obrázek 8. EDR Bluetooth paket (převzat z [11]) 
 
Před vlastním vysíláním paketu přes bezdrátové rozhraní je provedeno několik bitových operací pro 
zajištění vyšší spolehlivosti a bezpečnosti přenosu. Hlavička paketu je zabezpečena pomocí HEC, bity 
hlavičky jsou zakódovány kódovým slovem, celý paket je zabezpečen kontrolním součtem FEC. Na 
straně přijmu musí být tento postup proveden inverzně. 
1.3.2.2 BT pakety 
Na úrovni fyzické vrstvy rozlišujeme 13 typů paketů. Tyto pakety využívají vyšší vrstvy pro zasílání 
svých aplikačních zpráv. Tyto pakety ID,NULL,POLL,FHS,DM1 jsou definovány pro oba typy linek 
SCO i ACL. Pakety DH1,AUX,DM3,DH3,DM5,DH5 jsou využívány pouze na ACL linkách, naopak 
pakety HV1,HV2,HV3,DV jsou použitelné pouze u SCO linek. 
• ID – 68bitový paket využívaný ve fázích page, inquiry a při odpovědích. 
• POLL – 126bitový paket využívaný pro přenos informaci o lince, na rozdíl od NULL paketu 
musí být příjemcem potvrzen 
• FHS – Frequency Hopping Synchronization – speciální kontrolní paket nesoucí informace 
nezbytné pro určení sekvence změny přenosové frekvence, 144bitů dat, 16 bitů CRC kódu. 
• DM – Data – Medium Rate – datový paket ACL linky. DM1 paket zabezpečuje data 
16bitovým CRC kódem, může obsahovat až 18B dat. Přenos tohoto paketu trvá jeden časový 
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rámec. Pakety DM3 a DM5 pokrývají tři, resp. pět, časových rámců a je možné jimi přenést 
123B, resp. 226B, dat. Data zabezpečeny FEC. 
• DH – Data – High Rate – datový paket ACL linky. Použití pro datově intenzivní aplikace, data 
nezabezpečeny FEC – vyšší propustnost, vyšší chybovost. 
• AUX – paket AUX je DM1 paket bez CRC. Díky tomu dokáže přenést až 30B dat. 
• HV – High Quality Voice – datový paket SCO linky. HV1 paket obsahuje 10B hlasových dat, 
které jsou zabezpečeny 1/3 FEC (každý bit je vysílán třikrát). HV2 paket obsahuje 20B dat, 
zabezpečených 2/3 FEC (zkrácený Hammingův kód(15,10)). HV3 paket obsahuje 30B dat, bez 
zabezpečení. HV pakety nejsou zabezpečeny pomocí CRC, nemají hlavičku.[1], [11] 
1.3.3 Scatternet 
Více pikonetů může pracovat v rámci jedné lokality. Každý pikonet má jedno master zařízení, 
nezávislý sled změn vysílací frekvence a fáze. Každý paket vysílaný v rámci pikonetu navíc obsahuje 
identifikační kód pikonetu („access code“), který je určen z adresy master zařízení. Se zvyšujícím se 
počtem pikonetů v dané oblasti se zvyšuje pravděpodobnost kolize, znamenající degradaci výkonu. 
Pokud více pikonetů pokrývá stejnou oblast, uzel může být součástí více překrývajících se 
pikonetů. To zajišťuje časovým multiplexováním příslušnosti k pikonetu. Náleží-li uzel do více 
pikonetů, je nutné aby vysílal na frekvenci a s fází momentálně aktivního připojení do jednoho 
z pikonetů. Zařízení Bluetooth může být slave uzlem ve více pikonetech, master uzlem pak pouze 
v jednom pikonetu. 
Může dojít k případům, kdy si master a uzel chtějí v rámci pikonetu vyměnit své role (tzv. 
master-slave switch). Toto je provedeno ve dvou krocích: 
1. Výměna v rámci časového multiplexu TDD, výměna v rámci pikonetu 
2. Pokud je požadováno, přiřazení slave uzlů starého pikonetu novému 
Proces výměny je ukončen ve chvíli, kdy v rámci transformovaného pikonetu dojde k potvrzení paketu 
oznamující tuto změnu slave zařízením nového pikonetu.[1] 
1.3.4 Oprava chyb 
V rámci fyzické vrstvy existují tři typy kódování zajišťující spolehlivost přenášených dat přidáním 
redundantních informací, které slouží pro detekci, případně opravu chyb vzniklých při přenosu. 
1. 1/3FEC - každý bit je třikrát opakován 
2. 2/3FEC - generující polynom kóduje 10 bitů na 15bitový kód 
3. ARQ – opětovné posílání chybně doručených dat na základě pozitivního nebo negativního 
potvrzení o doručení dat ACK, nebo vypršení časovačů, které sledují doručení potvrzení o 
doručení dat ACK 
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1.3.5 Řízení toku 
Specifikace Bluetooth v rámci fyzické vrstvy stacku doporučuje použití vyrovnávací paměti na obou 
typech fyzických linek (SCO i ACL) pro vysílání i příjem. Zápis a čtení dat zajišťuje vyšší linková 
vrstva, mazání probíhá automaticky v rámci fyzické vrstvy. 
Pokud dojde při příjmu k naplnění fronty daty, je zaslán signál „stop“ a vysílací strana zastaví 
vysílání dat, nepřijímá žádná další data do své vyrovnávací paměti ( realizované nejčastěji ve formě 
fronty ), dokud nedojde k doručení signálu „go“, který obnoví zasílání a příjem dat. 
1.3.6 Řízení fyzické vrstvy 
Řízení fyzické vrstvy zajišťuje sestavení fyzických linek a kanálů, řízení autentizace a nastavení 
parametrů fyzických linek. Vlastní komunikace probíhá pomocí dedikovaného protokolu kanálem 
ACL-C (kontrolní kanál) ACL linky pomocí zpráv s potvrzováním. Směrování zpráv zajišťuje 
přítomno LT_ADDR adresy v hlavičce zprávy, viz Kapitola 1.3.7. Tyto řídící zprávy vždy zabírají 
jeden časový rámec. Specifikace Bluetooth dále rozlišuje mezi povinnými (P) a volitelnými (V) typy 
řídících zpráv. 
1.3.6.1 Logické kanály 
Standard definuje pět typů logických kanálů, které mohou být využity pro posílání různých typů 
informací. LC („Control Channel“) a LM („Link Management“) jsou využity na úrovni linkové vrstvy. 
Kanály UA („user asynchronous“), UI („user isosynchronous“) a US („user synchronous“) jsou určeny 
pro přenos aplikačních dat. 
1.3.6.2 Základní stavy uzlů 
Rozlišujeme tři základní stavy uzlu „standby“, „connection“ a „park“. Kromě těchto tří stavů, 
rozlišujeme mezi sedmi podstavy „page“, „page scan“, „inquiry“, „inquiry scan“, „master response“ 
(odpověď zařízení master), „slave response“ (odpověď zařízení) a „inquiry response“ (odpověď na 
požadavek vyhledávání zařízení). Podstavy označují fáze ustavení spojení a vyhledávání zařízení. Stav 
„standby“ je výchozím stavem zařízení, v tomto stavu je zařízení v režimu nízké spotřeby, fungují 
pouze vnitřní hodiny. Stav „connected“ pak označuje stav, kdy je vlastní spojení již ustaveno, byly 
vyjednány podmínky komunikace a zařízení můžou začít komunikaci ve formě datových paketů. 
1.3.6.3 Sestavení spojení  
Sestavení spojení mezi zařízeními, kdy nejsou známy žádné informace o typu, či konfiguraci, 
spojovaných zařízení, musí obsahovat jak fázi „inquiry“ (hledání), tak fázi „page“ (připojení). 
V případě, že jsou známy detaily připojovaného zařízení, je možné fázi „inquiry“ vynechat a provést 
pouze fázi připojení „page“.  
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Fáze „inquiry“ 
Tímto vysíláním zjišťuje, zda se v dosahu nacházejí zařízení Bluetooth, dojde k určení adresy a 
k synchronizaci hodin. Zařízení pokoušející se o navázání spojení vysílá pakety „inquiry“. Zařízení, 
které příjme „inquiry“ paket, pak přejde do stavu, kdy zašle odpověď na žádost o vyhledávání. Je 
možné přejít do fáze „page“. 
Fáze „page“ 
K vlastnímu utavení spojení je nutná pouze znalost BD_ADDR adresy. Zařízení, které započne 
proceduru „page“ se automaticky stává „master“ zařízením. Během této fáze dojde k výměně 
informace o způsobu změny nosné frekvence („frequency hopping“). Tato fáze končí přechodem obou 
zařízení na vyjednanou frekvenci a zasláním paketu POLL (paket bez dat, vyžadující odpověď) ve 
směru „master“ – „slave“. Zařízení „slave“ musí odpovědět, a to libovolným typem paketu. 
 
 
Obrázek 9. Základní stavy uzlu (převzat z [6] a upraven) 
Fáze „connected“  
V aktivním stavu se zařízení Bluetooth aktivně účastní komunikace, dochází k přenosu dat závislém 
na požadavcích jednotlivých zařízení. Dochází k pravidelným přenosům synchronizačních informací 
mezi „master“ zařízením a všemi „slave“ zařízeními. 
Fáze „sniff“ 
Ve stavu „sniff“ může zařízení Bluetooth vstoupit do režimu s nižší spotřebou. To je umožněno 
zvětšením synchronizační periody pro dané zařízení. Délka této periody je aplikačně závislá. 
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Fáze „hold“ 
Zařízení ve stavu „hold“ se vyznačuje dalším snížením aktivity zařízení v rámci pikonetu. Přenos dat 
však může být okamžitě obnoven, zařízení je stále synchronizováno, má přidělenu aktivní adresu 
LT_ADDR, viz Kapitola 1.3.7. ACL spojení jsou přerušena, SCO je stále možné. Zařízení může být 
aktivním členem jiného pikonetu. 
Fáze „park“ 
Zařízení ve stavu „park“ udržuje v chodu vnitřní hodiny, tedy i synchronizaci, ale vysílání je již 
pozastaveno. Do tohoto stavu může zařízení přejít na vlastní žádost, nebo toto určí zařízení „master“. 
Zařízení je odebrána LT_ADDR adresa, je mu přiřazena PT_ADDR, viz Kapitola 1.3.7, adresa pro 
parkovaná zařízení. 
1.3.7 Adresace zařízení 
Zařízení Bluetooth rozlišují čtyři základní typy adres – BD_ADDR, LT_ADDR, PM_ADDR a 
AR_ADDR. 
1.3.7.1 BD_ADDR Bluetooth Device Address 
Každé zařízení Bluetooth má přiřazenu jedinečnou 48bitovou adresu. Je složena ze 24 bitů LAP, 16 
bitů NAP a 8 bitů UAP. Část LAP je využity při hledání jiných uzlů (inquiry), části NAP a UAP 
obsahují identifikaci výrobce zařízení. 
1.3.7.2 LT_ADDR Aktive Member Address 
Jedná se o tříbitovou adresu zařízení. Tato adresa je platná po dobu, kdy je slave zařízení aktivním 
členem pikonetu. Tato adresa bývá často nazývána MAC adresou Bluetooth zařízení. Hodnota 0 je 
rezervována pro broadcast, master zařízení nemá LT_ADDR určenu. 
1.3.7.3 PM_ADDR Parked Member Address 
Jedná se o osmi bitovou adresu, která rozlišuje „slave“ zařízení ve stavu „parked“. Tato adresa zařízení 
je unikátní pouze v rámci pikonetu, zařízení „master“ tuto adresu udržuje po dobu, kdy je „slave“ 
zařízení ve stavu „parked“. 
1.3.7.4 AR_ADDR Access Request Address 
Tuto adresu udržuje slave zařízení ve stavu „parked“. Tato hodnota reprezentuje časový rámec, ve 
kterém může zařízení žádat o opětovný přístup do sítě a přiřazení LT_ADDR adresy. Tato hodnota je 
platná pouze po dobu, kdy je zařízení součástí pikonetu. 
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1.4 L2CAP 
Vrstva L2CAP leží na rozhraní linkové až síťové vrstvy v referenčního modelu ISO/OSI. Tato vrstva 
poskytuje spojovanou a nespojovanou službu vyšším vrstvám protokolového stacku. Zajišťuje 
multiplexování na úrovni protokolů, segmentaci a sestavení na úrovni zpráv, navíc abstrakci na úrovni 
skupin při směrování zpráv. Vrstva L2CAP umožňuje hierarchicky vyšším protokolům a aplikacím 
vysílat a přijímat zprávy do velikosti až 64kB. Vrstva L2CAP využívá pro přenos zpráv linku ACL 
linkové vrstvy. [11] 
1.4.1 Multiplexování na úrovni protokolů 
Vrstva L2CAP přidává do zprávy informaci o typu přenášeného protokolu vyšší vrstvy, linková vrstva 
toto nepodporuje. Vrstva L2CAP musí být schopná rozlišit mezi protokoly vyšších vrstev, jako jsou 
např. SDP, RFCOMM a jiné. 
1.4.2 Segmentace a sestavení zpráv 
Při přímém srovnání se jinými typy médií, mají pakety linkové vrstvy pouze omezenou velikost 
přenášených dat ( 341B pro paket typu DH5). To do jisté míry omezuje vyšší vrstvy, které bývají 
obvykle navrženy pro práci s mnohem delšími pakety a jsou tak schopny efektivně využívat celou 
šířku přenosového pásma. Je tedy nutné, aby byly zprávy, které svoji velikosti přesahují maximální 
dosažitelnou velikost paketu na úrovni linkové vrstvy, při vysílání segmentovány. Obdobně je nutné 
takto rozdělené zprávy znovu sestavit. 
1.4.3 QoS (Quality of Service) 
Při sestavení spojení na úrovni vrstvy L2CAP dochází k přenosu informací o požadované kvalitě 
služby QoS. Je nutné, aby obě strany spojení QoS hlídaly a aby podmínky přenosu, dohodnuté během 
navázání spojení, byly dodržovány.  
1.4.4 Abstrakce skupin 
Mnoho protokolů na vyšších vrstvách protokolového stacku má adresování zařízení založeno na práci 
se skupinami zařízení. Vrstva L2CAP představuje rozhraní, které mapuje vytvořené pikonety právě na 
tyto skupiny. Bez této abstrakce by vyšší vrstvy protokolového stacku musely mít informace o fyzické 
a linkové vrstvě, což není žádoucí. 
1.4.5 Identifikátor kanálu 
Vrstva L2CAP je založena na koncepci kanálů. Každý z koncových bodů kanálu vrstvy je označen 
identifikátorem kanálu. Identifikátor kanálu (CID) jsou přirozená jména označující koncový bod log. 
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kanálu zařízení. Vlastní implementace těchto jmen je silně aplikačně závislá, standard zakazuje lokální 
duplicitu jmen a využití některých rezervovaných jmen, např. signální kanál. Tento je určen pro 
sestavení spojení. Identifikátor kanálu na straně zdroje může reprezentovat jedno a více zařízení u 
nespojovaných kanálů. Tímto způsobem je realizován přenos typu „multicast“. 
 
 
Obrázek 10. Užití identifikátoru kanálu L2CAP (převzat z [11]) 
1.4.6 Pakety L2CAP 
Protokol L2CAP je založen na posílání paketů. Princip přepínání kanálu, na kterém je vrstva ovšem 
založena, zde reprezentuje dok dat mezi dvěma L2CAP entitami.  
1.4.6.1 Řídící pakety 
Všechny řídící pakety jsou posílány signálním kanálem s CID 0x0001. Tento kanál je vytvořen 
v okamžiku, kdy dojde k vytvoření ACL kanálu a L2CAP přenosy jsou povoleny po L2CAP logické 
lince. Protokol umožňuje zasílat více příkazů v rámci jedné řídící zprávy („C-frame“). Vlastní 
komunikace je založena na principu příkaz-odpověď. Všechny implementace L2CAP vrstvy by měly 
být schopné přijmou řídící zprávy s délkou dat min. 48B. Strana, jejíž délka těla zprávy překročí 
hodnotu podporovanou druhou stranou, musí o tom být informována chybovou zprávou, odmítnutí 
příkazu, obsahující maximální podporovanou délku. 
1.5 SDP 
Service Discovery Protocol (SDP) poskytuje aplikaci způsob, jak zjistit které služby jsou dostupné a 
určit charakter těchto poskytovaných služeb. Toto SDP protokol umožňuje více způsoby. Rozlišujeme 
mezi hledáním – vyhledávání konkrétní služby, a procházením – procházení všech dostupných služeb 
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daného zařízení. Protokol SDP je v BT naprosto nezbytný, protože množina dostupných služeb se 
mění v závislosti na rádiové dosažitelnosti jednotlivých zařízení. 
SDP je velmi jednoduchý protokol s minimálními požadavky na nižší transportní vrstvy. Je jej 
možné provozovat jak na spolehlivých spojeních, tak na nepotvrzovaných spojích. Využívá totiž 
přístup požadavek-odpověď. Při využití L2CAP vrstvy je protokol zjednodušen, nejsou povoleny 
zřetězené požadavky a odpovědi mimo pořadí.[2] 
 
 
Obrázek 11. Blokové schéma SDP protokolu (převzat z [2]) 
 
1.5.1 Formát SPD zprávy 
Každá SDP zpráva se skládá z hlavičky a dat. Hlavička obsahuje 3 pole: 
• ID – identifikace typu zprávy 
• ID transakce – identifikace transakce, zajišťuje párování požadavku a odpovědi 
• Délka zprávy – určuje délku přenášených dat zprávy 
 
Některé SDP zprávy mohou pro svůj přenos požadovat větší prostor, než jaký je daný velikostí jedné 
SDP zprávy. V takovém případě je do hlavičky přidán příznak pokračující zprávy, tělo zprávy je 
vhodně rozděleno a přeneseno. 
Pro každou zprávu – požadavek, existuje jediná adekvátní odpověď. V případech, kdy tato 
odpověď nemůže být zaslána, např. špatně doručený požadavek, je zaslána chybová odpověď 
SDP_ErrorResponse. 
1.5.2 SDP služba 
Služba je entita, která může poskytovat informace, provádět akce, nebo spravovat prostředky na 
základě delegování jinou entitou. Služba může být implementována jako software, hardware, nebo 
kombinací obou. Všechny informace udržované o jedné službě SDP serverem jsou uloženy v rámci 
jednoho SDP záznamu a obsahují seznam vlastností služby.  
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Každá z vlastností služby popisuje jednu konkrétní vlastnost služby zařízení. Záznam o 
vlastnosti služby je tvořen 16bitovým identifikátorem služby a daty, jejichž význam je závislý na dané 
službě. Data jsou tvořena hlavičkou a daty. Hlavička obsahuje dvě pole, identifikátor typu dat a 
velikosti dat.  
Každá služba je instancí třídy služeb. Definice třídy služby určuje všechny povinné vlastnosti 
služby. Třída je jednoznačně identifikována 128bitovým identifikátorem UUID. 
1.6 RFCOMM 
Protokol RFCOMM slouží jako emulace sériového portu využívající L2CAP protokol. Tento protokol 
je založen na podmnožině ETSI standardu TS 07.10 a je vhodně rozšířen. Protokol RFCOMM 
podporuje až 60 současných spojení mezi dvěma zařízeními Bluetooth. Skutečný počet současných 
spojení je implementačně závislý. [2] 
Protokol RFCOMM podporuje dva typy zařízení a to typ 1 – zařízení na konci komunikace, 
např. počítače, tiskárny, a typ 2 – zařízení sloužící pro přenos, např. modemy. Informace o signálech 
přenášené mezi dvěma RFCOMM entitami jsou definovány tak, aby podporovaly oba typy zařízení. 
Některé informace (signály) však potřebuje např. jen zařízení typu 2, jiné informace (signály) jsou 
vyžadovány při komunikaci s oběma typy. Protože však vysílající zařízení nemá informaci o typu 
zařízení se kterým komunikuje, je nutné vysílat vždy aktuální stav všech signálů, viz Tabulka 2. 
 
Signály RS-232 
102 Signal Common 
103 Transmit Data (TD) 
104 Received Data (RD) 
105 Request to Send (RTS) 
106 Clear to Send (CTS) 
107 Data Set Ready (DSR) 
108 Data Terminal Ready (DTR) 
109 Data Carrier Detect (CD) 
125 Ring Indicator (RI) 
Tabulka 2. Signály rozhraní RS-232 (převzata z [2] a upravena) 
1.6.1 Paralelní emulované sériové porty 
Zařízení Bluetooth využívající rozhraní vrstvy RFCOMM mohou vytvořit více instancí emulovaného 
sériového portu současně. Dle standardu protokol RFCOMM podporuje až 60 těchto paralelních 
spojení. Vrstva RFCOMM pak neobsahuje žádný mechanismus pro korekci chyb, nebo doručení zpráv 
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mimo pořadí. V tomto plně závisí na nižších vrstvách protokolového stacku. Rychlost přenosu dat 
vrstvou RFCOMM není nijak limitována a je plně závislá na rychlosti nižších vrstev. Pouze v případě 
emulování zařízení typu 2, je nutné přizpůsobit rychlost vstupu a výstup datových rámců od sériového 
rozhraní požadované rychlosti a dalším požadavkům na zabezpečení, např. sudou paritou. 
1.7 Profily Bluetooth zařízení 
Profil Bluetooth zařízení definuje rozhraní pro komunikaci mezi dvěma zařízeními Bluetooth. Každá 
služba Bluetooth je popsána podmnožinou profilů, které daná služba využívá ke své činnosti. Každý 
profil obsahuje povinné vrstvy, protokoly a podmnožiny rozhraní těchto protokolů, nezbytné pro svou 
funkci, definici závislostí a definici uživatelského rozhraní. 
Profil tedy můžeme popsat jako vertikální řez protokolovým stackem. Definuje funkce 
jednotlivých vrstev stacku, které je nutné implementovat pro správnou funkci profilu. Určuje rozsah 
hodnot parametrů jednotlivých vrstev. Systém profilů byl vytvořen pro zvýšení kompatibility mezi 
zařízeními jednotlivých výrobců.[1] 
1.7.1 Obecný profil  
Jedná se o základní třídu profilů, většina dalších dědí vlastnosti tohoto profilu a vhodně je rozšiřuje. 
Tento profil definuje vyžití především nižších vrstev protokolového stacku – fyzické a linkové vrstvy. 
Základní myšlenkou je, že i zařízení, které nesdílejí žádnou společnou aplikaci, by měla být schopná 
navázat spojení a toto si vzájemně sdělit.[1] 
„Generic Access Profile“ (GAP) tak definuje obecný způsob navázání spojení s jiným Bluetooth 
zařízením, jmenný prostor, prostor hodnot a kódování pro parametry zařízení apod. K těmto patří např. 
adresa zařízení Bluetooth BD_ADDR, Bluetooth PIN, třída zařízení a jiné.  
Vlastní profil pak obsahuje dva způsoby provedení procesu párování zařízení definovaný na linkové 
vrstvě: 
1. uživatel iniciuje proceduru navázání spojení a vloží klíč za účelem párování (a také třeba 
zabezpečeného spojení) dvou zařízení Bluetooth 
2. uživatel je vyzván k zadání klíče během procesu párování, zařízení nesdílely společný 
klíč, jedná se o první párování 
 
Každé zařízení Bluetooth se nachází ve stavu objevitelné, nebo neobjevitelné, ve vztahu k fázi 
navázání spojení „inquiry“ – hledání. V případech, kdy je zařízení neobjevitelné, nesmí nikdy zaslat 
odpověď na vyhledávání. Pokud je zařízení objevitelné zašle odpověď na výzvu. Zařízení pak setrvává 
ve stavu objevitelné pouze po předem definované množství času.  
Zařízení Bluetooth může aktivně iniciovat navázání spojení, nebo pasivně vyčkávat na 
požadavek na vytvoření spojení.  
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Zařízení Bluetooth může zakázat párování s jiným zařízením. 
1.7.2 Profil sériového portu 
Profil sériového portu (SPP) definuje požadavky zařízení Bluetooth pro vytvoření emulovaného 
sériového spojení pomocí protokolu RFCOMM mezi dvěma zařízeními. Tyto požadavky jsou zapsány 
ve formě služeb, rozhraní jednotlivých vrstev protokolového stacku, nezbytných pro vzájemnou 
komunikaci mezi dvěma zařízeními. Tento profil představuje základní myšlenku Bluetooth, tedy 
nahrazení metalického sériového spoje, spojem bezdrátovým.[2]  
 
Pro tento profil jsou definovány dvě role: 
• zařízení A – toto zařízení iniciuje navázání spojení k jinému zařízení 
• zařízení B – toto zařízení čeká na požadavek na vytvoření spojení. 
1.7.2.1 Scénář profilu 
Scénář, zahrnutý v tomto profilu, je následující: 
Vytvoření virtuálních sériových portů(nebo ekvivalentu) na dvou zařízeních(např. PC) a 
spojení těchto pomocí Bluetooth emulováním vytvoření sériového spojení metalickým spojem. 
Jakákoliv aplikace může běžet na obou stranách spojení, využívající virtuálního sériového 
portu způsobem, jako by pracovala s běžným sériovým spojem.  
 
Tento profil využívá pro svoji činnost pouze pakety obsazující jeden datový rámec. To znamená, že 
nejvyšší dosažitelná rychlost sériové komunikace je 128 kbps. Podpora vyšších přenosových rychlostí 
je volitelná.Tento profil podporuje pouze jedno probíhající spojení. Jedná se tedy s spojení point-to-
point. Toto není možné chápat jako omezení, zařízení může podporovat více paralelně běžících 
instancí tohoto profilu.[2] 
1.7.2.2 Definice profilu 
Tento profil pro svoji funkci nevyžaduje bezpečnostní funkcionalitu, jako je autorizace, autentizace a 
šifrování přenosu. Zařízení implementující tento profil ale musí být schopné odpovědět na žádost o 
autentizaci a šifrování přenosu, pokud je toto požadováno druhou stranou. Párování není explicitně 
profilem vyžadováno, jeho podpora je tedy volitelná. Navázání spojení je iniciováno zařízením A. 
Vyhledávání služeb pomocí SDP je nutné pro ustavení emulovaného sériového spojení. Role master- 
slave zařízení není fixní. Protokol RFCOMM je použit pro přenos uživatelských dat, modem signálů a 
konfiguračních příkazů. 
1.7.2.3 Aplikační vrstva 
Tato sekce obsahuje požadovanou funkcionalitu pro kompatibilitu se sériovým profilem.  
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Navázání spojení a vytvoření virtuálního sériového spojení 
1. Vytvoření SDP dotazu, zjišťovanou informací je hodnota čísla kanálu protokolu RFCOMM 
druhého zařízení. Toto může zahrnovat i procházení seznamu vhodných portů zařízení.  
2. Volitelně, požadavek na autentizaci, požadavek na šifrování spojení 
3. Požadavek na nový L2CAP kanál k vzdálené RFCOMM instanci 
4. Inicializace RFCOMM spojení přes L2CAP kanál 
5. Spuštění nového RFCOMM spojení pomocí dříve vyžádaného čísla kanálu protokolu 
RFCOMM 
 
Akceptování příchozího spojení je souhrn inverzních operací k funkci navázání spojení. 
Po ustavení spojení je nutné zaregistrovat nově vytvořené sériové spojení do lokální SDP 
databáze. Tento požadavek implikuje existenci takovéto databáze a schopnost k této databázi 
přistupovat. 
Napájení a ztráta spojení 
Protože požadavky na řízení napájení se můžou u zařízení používající sériový profil diametrálně lišit, 
není součástí profilu povinná implementace jakéhokoliv řízení napájení. Avšak, požadavek na přechod 
do stavu nízkého příkonu, by neměl být zařízením ignorován. 
V případech, kdy dojde ke ztrátě spojení, detekované na nižších vrstvách protokolového stacku, 
vrstva RFCOMM předpokládá ztrátu spojení a než může být přenos dat vyšších vrstev obnoven, musí 
dojít k znovuustavení spojení.  
1.7.2.4 RFCOMM vrstva 
Dle TS 07.10, sekce 5.4.6.3.7 musí všechna zařízení posílat informace o změně stavu všech signálů 
rozhraní RS232 pomocí příkazu Modem Status. RFCOMM tuto definici upravuje, posílání změn všech 
signálů je volitelné, až na signály řízení toku (RTR v TS 07.10 mapovaný na RTS/CTS), které jsou 
povinné. Přenos informací o stavu linky je povinný, tyto obsahují informace o chybách linky, např. 
přetečení vyrovnávacích paměti, chybu parity, chybu rámce a jiné.[1] 
1.7.2.5 L2CAP vrstva 
Tento profil vyžaduje použití spojovaných kanálů, toto implikuje zakázání přenosu broadcast. 
Navázání spojení je iniciováno zařízením A, jiná omezení nebo požadavky na přenášenou signalizaci 
sériový profil neobsahuje. QoS je pro sériový profil volitelná.[1] 
1.7.2.6 Linková vrstva 
Na úrovni linkové vrstvy vyžaduje sériový profil podporu šifrování jak pro zařízení A, tak zařízení B. 
V případě, kdy zařízení vyžaduje povinnou funkcionalitu definovanou profilem a získá odpověď 
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nepodporováno, dojde k odpojení zařízení. Profil nedefinuje fixní rozdělení roli master-slave. Profil 
nedefinuje chování pro přechod do  režimu se sníženou spotřebou. Toto je záležitostí linkové vrstvy 
s přihlédnutím na požadovanou komunikační latenci. Fáze navázání spojení „inquiry“ a „page“ se řídí 










2 Současný stav implementací Bluetooth 
stacku 
V současné době existuje relativně široké spektrum implementací protokolového stacku Bluetooth. 
Potřeba vytvořit jednoduchý stack pro vestavné systémy však stále existuje. V případě komerčních 
stacků je hlavní překážkou pro nasazení především cena, uzavřenost, která neumožňuje přizpůsobení 
dané aplikaci, a v neposlední řadě paměťová náročnost stacku. Na opačném konci stojící otevřené 
implementace nabízejí modifikovatelný zdrojový kód, ovšem trpící podobným problémem s velikostí 
a výpočetní náročností jako komerční řešení. Velmi malé a velmi rychlé protokolové stacky, napsané 
v assembleru, pak nejsou jednoduše přenosné mezi platformami. Vlastní implementace pak pokrývají 
široký záběr použitelných profilů, což v případě vestavných implementací opět silně zvyšuje 
paměťovou náročnost. Popis jednotlivých profilů a jejich zkratky najdeme v [Příloha 1]. 
2.1 Implementace pro OS Windows 
V této kapitole se budeme zabývat implementacemi protokolového stacku Bluetooth pro operační 
systém Windows. Tento podporuje široké spektrum implementací, zaměříme se u konkrétních 
implementací především na jejich podporu v konkrétních verzích operačního systému Windows. 
2.1.1 Stack Widcomm 
Widcomm byl první Bluetooth stack pro operační systém Windows. Tento stack byl vyvinut 
společností Widcomm Inc. V současnosti se tento stack stále používá, především jako součást 
uživatelských zařízení, jako náhrada Windows stacku již méně, pracuje s čipy BT BROADCOM a 
Widcomm. Tento stack umožňoval využití API RFCOMM (aplikační rozhraní) bez potřeby vytvářet 
virtuální sériový port v operačním systému.[9]  
2.1.2 Stack Microsoft Windows 
Tato implementace podporuje pouze externí nebo integrované moduly Bluetooth připojené pomocí 
USB (univerzální sériová sběrnice), nepodporuje rozšíření pomocí sběrnice PCI, UART (sériového 
rozhraní), PC Card, nebo jiného rozhraní. Podporuje pouze jedno rádiové rozhraní. 
Použití více stacků současně je omezeno, v majoritě případů je možné provozovat pouze jeden 
stack, ten je nutno při změně stacku odinstalovat. Windows XP obsahují BT stack po doinstalování 
aktualizace Service Pack 2. 
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Bluetooth stack operačního systému Windows Vista podporuje širší spektrum zařízení, režim 
rychlého přenosu dat EDR, adaptivní změnu frekvence pro koexistenci s Wi-Fi a synchronní linku 
SCO, která je specifikací vyžadována pro přenos zvuku. Hlavní výhodou tohoto stacku je, že nabízí 
přístup k jádru stacku, je tak snadno rozšířitelný o další nepodporované profily, jako např. SCO, SDP a 
L2CAP. Tuto vlastnost verze pro WinXP citelně postrádala.  
Service Pack 2 pro Windows Vista přinesl podporu standardu Bluetooth 2.1+EDR, tato 
implementace je použita i ve Windows Vista. Windows XP a Windows Vista standardně podporují 
tyto profily Bluetooth: PAN, SPP, DUN, HID, HCRP. 
Windows CE podporují připojení BT modulů pomocí UART, USB, SDIO (fyzické rozhraní 
paměťových karet SecureDigital použité pro připojení periferií) a BCSP,viz Kapitola 3.1.4. Windows 
CE podporují instalaci komunikačních stacků třetích stran, včetně Widcomm, BlueSoleil a Toshiba, 
v závislosti na použitém HW BT modulu a verzi OS. Představu o složitosti tohoto stacku si nejlépe 
uděláme pohledem na Obrázek 12.[10] 
 
Obrázek 12. Protokolový stack Bluetooth WindowsCE (převzat z [10]) 
 
Starší verze operačního systému Windows (Windows 2000, Windows Me) podporu Bluetooth 
nenabízely. 
2.1.3 Stack fy. Toshiba 
Toshiba vytvořila vlastní verzi Bluetooth stacku pro MS Windows. Tato je použita pro všechna 
zařízení firmy, dále je distribuována s laptopy Fujitsu Siemens, ASUS, Dell a Sony. Protokolový stack 
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Toshiba podporuje velmi širokou paletu profilů: SPP, DUN, FAX, LAP, OPP, FTP, HID, HDP, 
HCRP, PAN, BIP, HSP, HFP (včetně podpory Skype), A2DP, AVRCP.  
  
 
2.1.4 Stack BlueSoleil  
BlueSoleil je produktem fy. IVT Corporation, která vytváří stacky pro vestavné aplikace a osobní 
počítače. Stack je dostupný ve dvou verzích, standardní a s podporou VOIP. Podporované profily jsou 
DUN, FAX, HFP, HSP, LAP, OBEX, OPP, PAN, SPP, AV, BIP, FTP, HID a SYNC.  
 
2.1.5 Stack BlueFritz! 
BlueFritz! je protokolový stack dodávaný s USB BT německého výrobce AVM GmbH. Podporuje 
profily SPP, DUN, FTP, FAX a některé další, v závislosti na verzi stacku. Profil HID není bohužel 
podporován. Výhodou tohoto stacku je podpora paralelního běhu se standardním Windows stackem. 
2.2 Implementace pro OS Linux 
Následuje přehled nejčastěji používaných komunikačních stacků Bluetooth pro operační systém 
Linux. V současné době jsou nejrozšířenější implementace BlueZ a Affix. 
2.2.1 Stack BlueZ 
BlueZ je hlavní implementací Bluetooth stacku pro Linux. Od roku 2006 podporuje BlueZ všechny 
základní Bluetooth protokoly a vrstvy. 
2.2.2 Stack Affix 
Affix je implementace protokolového stacku Bluetooth pro Linux vyvinutá fy. Nokia a šířená pod 
GPL licencí. Affix podporuje protokoly HCI, L2CAP 1.1, L2CAP 1.2, RFCOMM, SDP a velké 
množství Bluetooth profilů. Podporované platformy jsou i386, ARM, PowerPC, Sparc. Výrobce 
uvádí, že každá platforma využitelná pro běh OS Linux by měla být s Affix kompatibilní. 
2.3 Implementace pro OS X 
Od verze 10.2 podporuje Apple OS X Bluetooth. Obsažené profily jsou DUN, SPP, FAX, HID, HSP, 
SYNC, PAN, BPP a OBEX. Verze 10.5 pak přidává podporu pro profily A2DP a AVRCP.  
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2.4 Implementace pro vestavné systémy 
Následuje popis nejrozšířenějších implementací protokolového stacku Bluetooth pro vestavné 
systémy, výčet podporovaných profilů a společností, zabývající se vývojem konkrétních 
implementací. 
2.4.1 Stack BlueMagic 
BlueMagic 3.0 je vysoce přenosný protokolový stack Bluetooth, který najdeme v Apple iPhone, 
Motorola RAZR aj. Tento protokolový stack je součástí produktů firem Logitech, Samsung, LG, 
Sharp, Sagem a dalších. BlueMagic 3.0 byl první plně certifikovaným (podpora všech protokolů a 
profilů) protokolovým stackem pro standard 1.1.  
2.4.2 Stack BlueCore Host Software 
BlueCore Host Software (BCHS) poskytuje vyšší vrstvy protokolového stacku Bluetooth (nad HCI, 
případně nad RFCOMM), plus knihovnu BT profilů. Počtem podporovaných profilů se jedná o 
nejkomplexnější protokolový stack pro vestavěné aplikace. Pro verze BT standardu jsou 1.2, 2.0+EDR 
a 2.1+EDR jsou podporovány tyto profily: : A2DP, AVRCP, PBAP, BIP, BPP, CTP, DUN, FAX, FM 
API, FTP GAP, GAVDP, GOEP, HCRP, Headset, HF1.5, HID, ICP, JSR82, LAP, OPP, PAN, SAP, 
SDAP, SPP, SYNC, SYNC ML.  
2.4.3 Stack lwBT 
lwBT je otevřený minimální protokolový stack pro vestavné systémy. Tvoří síťovou vrstvu pro 
protokol lwIP. Podporuje pouze výběr z BT standardu, např. vrstvy H4 a BCSP UART, vyšší vrstvy 
HCI, L2CAP, SDP, BNEP, RFCOMM a PPP. Podporované profily jsou PAN(NAP,GN,PANU), LAP, 
DUN a sériový port SPP.  
2.4.4 Stack Bluetopia 
Bluetopia zahrnuje implementaci vyšších vrstev protokolového stacku nad HCI rozhraním splňující 
požadavky dané standardem verze 2.1+EDR. Rozhraní stacku umožňuje přístup ke všem protokolům 
vyšších vrstev a profilům a pracuje přímo s nejrozšířenějšími čipy firem Broadcom, CSR, TI a jiné. 
Bluetopia je portována na množství operačních systému, jako např. Windows mobile/Windows CE, 
Linux, QNX, Nukleus, uCOS, ThreadX, NETBSD a další. V současné době je tento protokolový stack 
součástí zařízení firem Motorola, Kodak, Honeywell, Garmin, VTech a Harris.  
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2.5 Implementace pro Symbian OS 
Symbian jako operační systém pro mobilní telefony obsahuje stejný bluetooth stack pro telefony 
založené na platformě Nokia S60 a Sony Ericsson/Motorola UIQ. Aplikační rozhraní tohoto stacku 
umožňuje přímý přístup k protokolům L2CAP, RFCOMM, SDP,AVRCP aj. Mezi podporované 
profily patří GAP, OBEX, SPP, AVRCP, GAVDP, PAN, PBAP, A2DP, HSP, HFP1.5, FTP, OPP, 
BIP, DUN aj.  
2.5.1 Stack BlueCode+ 
BlueCode+ je implementace stacku pro vestavné systémy od fy. Stollmann E+V GmbH. BlueCode+ 
4.0 je vytvořen dle specifikace Bluetooth verze 3.0. Protokolový stack je nezávislý na použitém 
čipsetu a operačním systému, podporuje prakticky jakýkoliv BT modul s HCI rozhraním. BlueCode+ 
4.0 podporuje jak profily a volání funkcí vyšších vrstev stacku, tak přístup k nižším vrstvám. 
Podporované profily jsou Generic Access (GAP), Service Discovery Application (SDAP), Serial Port 
Profile (SPP), Health Device Profile (HDP), Device Identification Profile (DID), Dial-up Networking 
(DUN), Fax, Headset (HSP), Handsfree (HFP), SIM Access (SAP), Phone Book Access (PBAP), 
Advanced Audio Distribution Profile (A2DP), Audio/Video Remote Control (AVRCP) a OBEX.[9]
 33 
3 Návrh řešení 
Komunikační stack Bluetooth může být implementován dvěma způsoby. Rozlišujeme mezi tzv. 
variantou vestavnou, kde je celý stack implementován v rámci jednoho mikrokontroleru, a variantou 
host-kontrolér, kdy je protokolový stack vhodně rozdělen.  
Komunikační stack Bluetooth tedy můžeme dále rozdělit na vyšší a nižší vrstvy. Mezi nižší 
vrstvy patří vrstva rádiového rozhraní, fyzická vrstva a linková vrstva. Vyšší vrstvy jsou pak „Logical 
link control and adaptation protocol“ (L2CAP), „Service discovery protocol“ (SDP), RFCOMM a 
aplikační vrstva. Vrstva „Host Controller Interface“ (HCI) představuje rozhraní, spojující tyto dvě 
části komunikačního stacku. Pro případy, kdy je komunikační stack fyzicky rozdělen, nižší vrstvy se 
nacházejí na Bluetooth modulu, vyšší jsou pak implementovány např. v mikrokontroleru, definuje 
Bluetooth specifikace komunikační protokol HCI. Ten představuje rozhraní zapouzdřující 
funkcionalitu nižších vrstev do podoby zasílání zpráv. HCI protokol definuje několik typů fyzické 
vrstvy: H2 (USB), H3 (RS232) a H4 (UART).  
Použitý modul BTM330 má implementovánu modifikovanou fyzickou vrstvu H4 (UART)- 
BCSP („BlueCore Serial Protocol“). Jedná se o rozšíření specifikace Bluetooth o další protokolový 




Obrázek 13. Minimální protokolový stack Bluetooth (převzato z [14]) 
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Typická hardwarová implementace protokolového stacku Bluetooth bývá nejčastěji složena z rozhraní 
Bluetooth , RISC mikroprocesoru a vstupněvýstupního rozhraní. Rozsah vrstev, které je nutné 
implementovat pro RISC procesor je závislá na použitím modelu – vestavná varianta (fyzická až 
aplikační vrstva), host-kontroler varianta (HCI až aplikační vrstva).  
Tato práce, tedy vlastní implementace protokolového stacku, bude založena na modelu host-
kontroler. Jako kontroler byl zvolen modul BTM330 od fy. Rayson. Ten je založen na BlueCore4 čipu 
fy. CSR a doplněn o nezbytné periferie potřebné pro provoz vlastního zařízení. Vlastní BlueCore4 čip 
pak obsahuje firmware obsahující funkcionalitu HCI a nižších vrstev protokolového stacku (fyzická a 
linková vrstva), komunikační protokol BCSP, který je rozšířením Bluetooth specifikace. Vlastní 
implementace, která bude součástí diplomové práce, bude zahrnovat relevantní funkcionalitu vrstev 
L2CAP, SDP a RFCOMM, plus funkcionalitu HCI komunikačního protokolu BCSP. 
3.1 HCI 
HCI vrstva poskytuje rozhraní pro ovládání linkové vrstvy, přístup k stavovým a ovládacím registrům 
hardware vrstvy. Tato vrstva poskytuje uniformní rozhraní pro přístup k nižším vrstvám 




Obrázek 14. HCI (převzato z [11]) 
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3.1.1 Vrstvy HCI 
3.1.1.1 HCI Firmware  
HCI firmware se nachází na kontroléru. HCI zde implementuje ovládání Bluetooth hardware, voláním 
funkcí linkové vrstvy, řízením linkové vrstvy, čtením status registrů, zápisem do řídících registrů a 
zprávou událostí nižších vrstev. 
3.1.1.2 HCI Driver 
HCI driver se nachází na straně hosta. Host přes toto rozhraní dostává asynchronní zprávy o 
událostech HCI, které poté vyhodnocuje, případně předává do vyšších vrstev komunikačního stacku. 
3.1.1.3 Transportní vrstva HCI 
HCI Firmware a HCI driver komunikují přes transportní vrstvu HCI. Ta reprezentuje vrstvy určené 
pro spolehlivý přenos dat, BT definice určuje tři typy této vrstvy: USB, UART a RS232. Přenos dat 
musí být dle BT specifikace nezávislý na použité transportní vrstvě. 
3.1.2 Příkazy HCI 
Příkazy HCI vrstvy představují uniformní rozhraní pro přístup k funkcím Bluetooth hardwaru. 
Rozlišujeme mezi příkazy pro ovládání linkové vrstvy, navázání spojení se zařízeními Bluetooth, 
příkazy ovlivňující chování linkové vrstvy, způsob vytváření pikonetu. 
Na každý zaslaný příkaz Bluetooth modulu odpovídá zprávami HCI_Command_Complete nebo 
HCI_Command_Status. Zpráva HCI_Command_Complete je zaslána ve chvíli, kdy příkaz může být 
ihned vykonán, HCI_Command_Status v případech, kdy probíhá provádění jiného příkazu a není 
možné tento ihned provést. Po jeho odloženém provedení je zaslána potvrzující zpráva 
HCI_Command_Complete. V případech, kdy je systém poprvé spuštěn, je možné do přijetí některé 
z odpovědí zasílat pouze jeden HCI příkaz. Součástí procedury ustavení spojení je pak přenesena i 
informace o velikosti fronty HCI příkazů na straně modulu. Přehled nejpoužívanějších HCI příkazů a 
událostí je k dispozici v Příloha 2. 
3.1.3 Transportní vrstva HCI 
3.1.3.1 Rozhraní USB 
Komunikační standard USB byl vyvinut pro potřeby osobních počítačů, architekturou není sběrnice, 
ale strom. Definice předpokládá vždy využití „high-speed“ varianty (12Mbit/s). USB standard 
poskytuje velmi spolehlivý přenos s vysokou ochranou proti chybám. Hlavní nevýhodou USB je 
přílišná složitost celého standardu ve srovnání s ostatními možnostmi, všechna zařízení vyžadují 
certifikaci a specifikace je velmi přesná a její kompletní dodržování je vyžadováno. 
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3.1.3.2 Rozhraní RS232 
Standard RS232 umožňuje propojení a vzájemnou sériovou komunikaci dvou zařízení. Rozhraní 
RS232, především jeho modifikace – standardy RS-422 a RS-485, je v průmyslu velice rozšířeno a pro 
své specifické rysy tomu tak bude i nadále. Na rozdíl od komplexnějšího USB, standard RS-232 pouze 
definuje, jak přenést určitou sekvenci bitů a nezabývá se už vyššími vrstvami komunikace. V 
referenčním modelu ISO/OSI tak představuje pouze fyzickou vrstvu. 
Standard definuje asynchronní sériovou komunikaci pro přenos dat. Pořadí přenosu datových 
bitů je od nejméně významného bitu (LSB) po bit nejvýznamnější (MSB). Počet datových bitů je 
volitelný, obvykle se používá osm bitů, standard definuje také sedmi nebo devítibitovou komunikaci. 
Logické stavy 0/1 přenášených dat jsou reprezentovány pomocí dvou napěťových úrovní. Hodnoty 
napětí jsou bipolární, dle zařízení mohou nabývat hodnot ±5 V, ±10 V, ±12 V nebo ±15 V. Nejčastěji 
se používá varianta při které logické jedničce odpovídá napětí −12 V a logické nule +12 V. Základní 
tři vodiče rozhraní (příjem RxD, vysílání TxD a společná zem GND) jsou doplněny ještě dalšími 
vodiči sloužícími k řízení přenosu (vstupy DCD, DSR, CTS, RI, výstupy DTR, RTS). Ty mohou být 
použity i pro napájení elektronických obvodů v zařízení, jako je například počítačová myš, pokud je 
funkce hardwarového řízení přenosu vypnuta. 
Před přenosem dat HCI vrstvy je nutné ustavit komunikaci, určení přenosové rychlosti, parity, 
počtu stop bitů, časování přenosu a protokol. Specifikace BT rozlišuje mezi řízením linky hardwarově 
a situací, kdy řízení linky a chyby v přenášených datech jsou oznamovány pomocí speciálních zpráv 
na lince. Obě tyto varianty podporují zabezpečení přenášených dat paritou a cyklickým součtem CRC. 
V případě chyby v datech při hardwarovém řízení přenosu, vysílání pokračuje od paket, ve kterém 
byla detekována chyba, při řízení linky pomocí zpráv, dojde k přeposlání pouze chybného 
paketu.Tento přístup vyžaduje na straně odesilatele existenci vyrovnávací paměti, která obsahuje 
všechny pakety do doby, kdy je již zřejmé, že jejich doručení proběhlo bezchybně. Právě tato 
podmínka do značné míry znevýhodňuje využití RS232, BT zařízení by měla být nenákladná, extra 
RAM pro existenci vyrovnávací paměti je nepřijatelná.[5] 
3.1.3.3 Rozhraní UART 
Jde o rozhraní pro sériovou komunikaci, které komunikuje v asynchronním režimu(SCI – např. pro 
linky RS232 nebo RS485). UART vysílá data na pinu označovaném obvykle jako Tx („transmit“), 
přijímá na pinu Rx („receive“). Klidová úroveň signálu je log. 1. Vysílání je zahájeno změnou hodnoty 
signálu na log. 0 po dobu jednoho bitu (tzv. start-bit). Následovně se posílá nejnižší datový bit, 
poslední nejvýznamnější datový bit je následován stop bitem, který má opět úroveň log. 1. Po 




Obrázek 15. Přenos jednoho bajtu pomocí rozhraní UART  
 
Jedná se o nejjednodušší transportní protokol použitelný pro HCI transportní vrstvu. Jedná se o RS232 
linku, bez využití zabezpečení dat paritou. Hardwarové řízení přenosu je povinné. Hlavní nevýhodou 
UART je nízká míra zabezpečení přenášených dat a absence jakéhokoliv mechanismu pro přeposlání 
chybně doručeného paketu.[5] 
3.1.3.4  Rozhraní BCSP  
„BlueCore Serial Protocol“ (BCSP) byl vyvinut jako rozšíření rozhraní UART o možnost spolehlivé 
komunikace. Fyzický přenos dat probíhá stejně jakou RS232. Hardwarové řízení toku je volitelné, je 
tedy možné celou komunikaci provozovat pouze na třech vodičích (Rx,Tx, Gnd), pokud je to výhodné. 
HCI příkazy jsou tedy umístěny do těla BCSP paketu, jehož přítomnost umožňuje: 
• spolehlivých  nebo nespolehlivých přenos 
• zabezpečení zprávy kontrolním součtem CRC 
• osmibitový kontrolní součet hlavičky paketu 
• jednoduché přeposlání v případě chyby 
BCSP stack 
BCSP stack zajišťuje přenos zpráv mezi Bluetooth hostem a Bluetooth kontrolérem. 
 
Obrázek 16. Blokové schéma umístění BCSP stacku (převzato z [12]) 
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Vysvětlení funkcí rozhraní BCSP 
K inicializace BCSP stacku slouží funkce init(). link_stall() je funkce volaná při vypršení časovače pro 
přenos zprávy, informující vyšší vrstvy, že zpráva nebyla doručena. peer_restart() je funkce volána při 
restartu kontroleru. Funkce send_msg() a deliver_msg() umožňují příjem, či zaslání dat, po 14 
obousměrných spolehlivých spojích (zpráva je opakována dokud cíl nepotvrdí její přijetí) a 14 
obousměrných nespolehlivých spojích (zpráva je zaslána pouze jednou). UART rozhraní, funkce 
send_bytes(), deliver_bytes() zajišťují vysílání/příjem sledu bajtů.  
 
Obrázek 17. Rozhraní BCSP stacku (převzato z [12]) 
3.1.4 Protokolový stack BCSP 
Tato část popisuje protokolový stack BCSP, použitý jako transportní vrstva HCI rozšiřující Bluetooth 
specifikaci. Protokolový stack je zaměřen na přenos dat mezi BT hostem a BT kontrolérem. Stack je 
určen pro přenos příkazů HCI protokolu a dat vyšších vrstev protokolového stacku Bluetooth. Vrchní 
vrstva BCSP stacku nabízí jedno obousměrné potvrzované spojení a jedno obousměrné nepotvrzované 
spojení.[12] 
 
Obrázek 18. Blokové schéma vrstev BCSP stacku (převzato z [12]) 
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3.1.4.1 Struktura paketu BCSP 
BCSP používá pouze jeden typ paketu. Následující zobrazení zachycuje strukturu paketu ve vrstvě nad 
SLIP vrstvou, viz Kapitola 3.1.4.3. 
 
 
Obrázek 19. Struktura BCSP paketu (převzato z [12]) 
 
Pole příznaků Flags obsahuje 3bitovou hodnotu sekvenčního čísla SEQ, 3bitové ACK, CRC příznak 
určující zabezpečení zprávy CRC kódem a příznak použitého protokolu zprávy – log. 1 potvrzovaný 
přenos, log. 0 nepotvrzovaný přenos. 
Každý paket přenášený pomocí BCSP stacku, ať již potvrzovaným, či nepotvrzovaným 
kanálem, nese identifikaci protokolu přenášených dat. Vrstva MUX zpracovává pakety označené 
nulou. U vyšších vrstev, mimo BCSP, může toto pole sloužit k rozlišení paralelních toků přenášených 
přes BCSP stack. Paket dále obsahuje 12bitové pole délky paketu, kontrolní součet hlavičky paketu a 
vlastní tělo zprávy. V případě, že je paket doplněn kontrolním součtem CRC, je vlastní formát paketu 
mírně odlišný. Dva bajty CRC nejsou zahrnuty v délce paketu přenášené v poli délky paketu.  
 
 
Obrázek 20. BCSP paket doplněný 16bitovým CRC kódem (převzato z [12]) 
 
Kontrolní součet je proveden nad hlavičkou a tělem paketu, je použit generující polynom CCITT. 
1)( 51216 +++= DDDDg  
Rovnice 1. Generující polynom CRC CCITT 
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3.1.4.2 Vrstva UART 
Jedná se o linkovou vrstvu stacku, zajišťuje rozhraní mezi fyzickou vrstvou a SLIP vrstvou. Výchozí 
nastavení pro připojení BT modulu BTM330 je: 
• 3 vodiče pro přenos dat – data v obou směrech a zem 
• bez hardwarového řízení přenosu 
• 8 datových bitů 
• sudá parita 
• jeden stop bit 
• 38.4 kbaud 
V případech, kdy dojde k porušení parity, je přijatý bajt zahozen. Výše uvedené parametry spojení je 
možné změnit pomocí konfiguračních zpráv. 
3.1.4.3 Vrstva SLIP 
Vrstva SLIP implementuje verzi SLIP protokolu popsaném ve standardu RFC 1055. Základem této 
vrstvy je změna toku bajtů na tok paketů. UART vrstva přenáší tok bajtů, SLIP vrstva je přeměňuje na 
tok paketů. Stále se jedná o přenos bez potvrzování doručení dat. Vlastní změna toku pak probíhá 
následovně: 
• start bajt má hodnotu 0xc0 
• pro každý bajt v paketu:  
• pokud je hodnota paketu 0xc0, je nahrazen dvojicí {0xdb, 0xdc} 
• pokud je hodnota paketu 0xdb, je nahrazen dvojicí {0xdb, 0xdd} 
• všechny ostatní hodnoty beze změny 
• koncový bajt má hodnotu 0xc0 
3.1.4.4 Vrstva integrity paketů 
Tato vrstva zapisuje a kontroluje hlavičku paketu – délku paketu, kontrolní součet, nastavuje 
přítomnost kontrolního součtu CRC. Při příjmu tato vrstva kontroluje správnost přijatých dat, chybné 
pakety jsou zahazovány. 
3.1.4.5 Vrstva MUX 
Pakety přicházející z vrstvy zajišťující integritu paketů jsou předávány do Sekvenční a Datagramové 
vrstvy, v závislosti na příznakovém bitu Protocol Type. Vrstva MUX čte číslo ACK z paketu a 
předává ho do Sekvenční vrstvy (rxack), čte vstup txack a předává tuto hodnotu do každého vyslaného 
paketu. Funkcí send_ack_command je možné MUX vrstvu požádat o vyslání paketu s aktuální 
hodnotou txack. V případě, kdy je nastaven signál Choke, předává MUX vrstva do nižších vrstev 
protokolového stacku pouze pakety sloužící pro ustavení spojení mezi dvěmi BCSP stacky. 
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Potvrzování paketů 
Vrstva MUX je odpovědná za zasílání potvrzení o korektním doručení paketu. Vrstva MUX pracuje 
ve dvou stavech – čekání a zasílání paketu. V případech, kdy již neexistuje datový paket, který by 
mohl nést informaci o potvrzení přijetí naposledy zaslaného paketu, generuje vrstva tzv. ACK paket, 
nulové délky, nulového sekvenčního pole a odpovídajícího ACK pole.[12] 
3.1.4.6 Sekvenční vrstva 
Sekvenční vrstva zajišťuje spolehlivé spojení s potvrzováním a přeposíláním nedoručených paketů. 
Vrstva poskytuje jednoduché řízení toku na úrovni signálu od příjemce k vysílači, že je připraven 
přijímat pakety. Sekvenční vrstva zajišťuje sledování správné sekvence doručovaných paketů ( pole 
SEQ paketu ), v případě chyby zajišťuje vyžádání nedoručených paketů.  
3.1.4.7 Datagramová vrstva 
Datagramová vrstva zajišťuje přenos paketů. Tento přenos je nepotvrzovaný, bez jakéhokoliv řízení 
toku. 
3.1.4.8 Navázání BCSP spojení 
Před vlastní zasíláním paketů pomocí transportní vrstvy BCSP, je nutné ustavit spojení v rámci této 
vrstvy. Toto ustavení spojení je provedeno ve třech krocích: 
• shy: 
• pravidelně zasílá sync zprávu 
• odpovídá na všechny sync zprávy zprávou sync-resp 
• provede přechod do stavu curious při přijetí zprávy sync-resp 
• curious: 
• vysílá omezený počet zpráv conf 
• odpovídá na přijetí zprávy sync zprávou sync-resp 
• odpovídá na přijetí zprávy conf zprávou conf-resp 
• provede přechod do stavu garrulous při přijetí zprávy conf-resp 
• garrulous: 
• odpovídá na přijetí zprávy conf zprávou conf-resp 
• provede reset při přijetí zprávy sync 
Ustavením spojení je zrušen signál Choke, který umožňoval zasílat pouze zprávy pro sestavení spojení 
a komunikace může začít. 
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3.2 Obvodové připojení modulu BTM330 
k FITkitu 
Návrh propojení modulu BTM330 a FITkitu předpokládá využití vodičů rozhraní UART (Rx, Tx, 
GND). Obvod BTM330 je nutné napájet stejnosměrným stabilizovaným napětím o velikosti 3V. Pro 
správnou práci modulu je nutné připojit anténu. 
 
 
Obrázek 21. Blokové schéma připojení modulu BTM330 k FITkitu 
 
Vlastní propojení s FPGA je závislé na mapování vstupů a výstupu sériového portu syntetizovaného 
v FPGA, toto jest aplikačně závislé. Vlastní BT modul pracuje s TTL logikou s napěťovou úrovní 3V. 
3.3 Vývojová platforma FITkit 
Jedná se o vývojovou platformu vyvinutou na Fakultě informačních technologií VUT za účelem 
zapojení vestavných systémů do běžné výuky. FITkit obsahuje mikrokontrolér MSP430 fy. Texas 
Instruments, hradlové pole Spartan 3X a řadu periferií ( řádkový LCD displej, DRAM 8x8Mbit, 
rozhraní VGA aj.).  
3.3.1 Struktura FPGA 
Rodina FPGA Spartan-3 obsahuje pět programovatelných elementů, jejich umístění na čipu ilustruje 
Obrázek : 
• CLB („Configurable Logic Block“) – CLB představuje hlavní zdroj pro implementaci 
synchronních i kombinačních obvodů. Uvnitř CLB jsou dva páry jednotek (slice). Slice 
obsahují generátory funkcí (look-up tabulky LUT), prvky k uchování dat (klopné obvody), 
sadu multiplexorů, které umožňují propojení za účelem vytvoření složitějších výpočetních 
struktur, a další pomocnou logiku. 
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• IOB (Input/Output Block) – IOB je jednotka pro kontrolu toku dat mezi fyzickými vývody 
pouzdra a vnitřními logickými bloky. Podporuje obousměrný tok dat a třístavovou logiku. 
• Bloková RAM (BRAM) – Velikost vestavné paměti si liší v závislosti na třídě FPGA 
• Násobičky 18 x 18 bitů 
• DCM (Digital Clock Manager) – DCM je jednotkou, která zajišťuje distribuci hodinového 
signálu uvnitř FPGA pro všechny log. bloky se zachováním minimálního posuvu 
FPGA čip na FITkitu 1.0 je zástupcem nejnižší třídy rodiny Spartan-3. Obsahuje 192 konfiguračních 
logických bloků, organizovaných do matice 16x12, čtyři násobičky, dvě jednotky DCM a čtyři bloky 
BRAM o kapacitě 72kb, organizované do jediného sloupce.[7] 
3.3.2 Charakteristika MSP430  
• nízké napájecí napětí (1,8V až 3,6V) 
• nízký příkon (330uA v aktivním režimu při 1MHZ a 2.2V, 1,1uA ve stand-by režimu, 0,2uA 
v režimu vypnuto) 
• 16-bitová RISC architektura, instrukční cyklus 125ns 
• paměť FLASH 46kB, paměť RAM 2kB (resp. 92kB FLASH a 8kB RAM v případě FITkitu 
2.0) 
• moduly na čipu:   
• 3-kanálové DMA 
• 2 x 16-bitový časovač 
• komparátor 
• sériové komunikační rozhraní USART0 (asynchronní UART, synchronní SPI,I2C), 
USART1 (asynchronní UART, synchronní SPI) 
• 12-bitové AD a DA převodníky 
3.4 Modul BTM330 
BTM330 je Bluetooth modul splňující specifikaci v2 + EDR. Výstupní výkon zařízení je ve třídě 2. 
Zařízení obsahuje zabudovanou 16Kbit EEPROM paměť. Zařízení podporuje práci v režimech snížené 
spotřeby: „park“, „sniff“, „hold“ a „deep slep“. Fyzické připojení zařízení je možné pomocí UART 




Obrázek 22. Blokové schéma BT modulu BTM330 (převzato z [15] a upraveno) 
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4 Implementace 
Tato kapitola zahrnuje popis vlastní implementace protokolových vrstev komunikačního stacku 
Bluetooth popsaných v 1. části této práce. Jedná se o horní vrstvy protokolového stacku Bluetooth, 
tedy Host Controller Interface (HCI), Logical Link Control and Adaptation Protocol (L2CAP), Service 
Discovery Protocol (SDP), RFCOMM a aplikační vrstva. Jedná se o vrstvy, které zahrnují základní 
funkcionalitu komunikačního rozhraní Bluetooth a jsou implementovány povinné části v rozsahu 
specifikace Bluetooth Core 1.2 s přihlédnutím k předpokládané oblasti nasazení. Tato kapitola dále 
zmiňuje techniky použité pro práci s plánovanými funkcemi jednotlivých vrstev a techniku práce 
s pamětí. 
4.1 Vrstva HCI 
Vrstva HCI byla podrobněji popsána v kapitole 3. a jak bylo zmíněno, umožňuje přístup k stavovým a 
kontrolním registrům hardware vrstvy. Tato část popisuje vlastní implementaci této vrstvy. 
Implementovány pak byly pouze povinné části pro sestavení spojení, jeho udržení a následné 
ukončení. Na úrovni transportní vrstvy pak byl použit protokol BCSP popsaný v kapitole 3, neboť 
právě tento protokol používá již zmíněný modul BTM330. Vlastní implementaci pak můžeme logicky 
rozdělit na část zahrnující příkazy, události a přenos dat. 
4.1.1 Příkazy, události a přenos dat HCI vrstvy 
Interakci s nižšími vrstvami protokolového stacku Bluetooth zajišťují především příkazy HCI. Vlastní 
doba vykonání jednotlivých příkazů je časově variabilní. Z toho důvodu je výsledek všech HCI 
příkazů oznamován iniciátorovi ve formě událostí HCI, např. pro většinu HCI příkazů je po dokončení 
jejich vykonávání generována událost „Command Complete“ obsahující status právě ukončeného 
příkazu, případně výsledek naposledy zaslaného příkazu.  
Vzhledem k povaze vrstvy a používaném modelu příkaz-odpověď není možné aktivně čekat na 
dokončení příkazu. Vlastní zaslání příkazu tedy sestává z jeho sestavení, vytvoření hlavičky, těla 
příkazu, a případné registrace funkce, která se vykoná po dokončení. Vzhledem k dynamické povaze 
HCI vrstvy, jsou na tyto návratové funkce ukládány ukazatele v řídicí struktuře vrstvy. 
Vlastní formát příkazu HCI pak můžeme vidět na Obrázek 23. Každý příkaz je pak 
identifikován jedinečným kódem. Tento identifikátor se skládá ze dvou částí, identifikátoru skupiny 
zpráv OGF a identifikátoru vlastního příkazu ve skupině OCF. Veškerá přenášená data jsou pak ve 
formátu little endian. Implementačním požadavkem je pak minimálně 256B paměťového prostoru pro 
vytvoření HCI příkazu. 
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Obrázek 23 Formát příkazu HCI ( převzato z [1]) 
 
Nejčastěji přijímanou událostí vrstvy HCI je informace o dokončení požadovaného příkazu. 
Funkce pro zpracování příchozích událostí extrahuje ze zprávy návratovou hodnotu příkazu, v případě 
úspěchu dojde k extrakci dat a nastavení stavových proměnných vrstvy. 
 
Obrázek 24 Formát události HCI ( převzato z [1]) 
 
Přenos dat je plně duplexní. Vlastní vysílání dat pak probíhá velmi podobně jako zasílání 
příkazů pouze s jiným formátem hlavičky, viz Obrázek 25. Po přijetí dat jsou tyto předány vyšším 
vrstvám protokolového stacku ke zpracování. Maximální velikost vysílaných a přijímaných dat je 
určena v době navázání spojení.  
 
Obrázek 25 Formát rámce ACL ( převzato z [1]) 
Transportní vrstva HCI je realizován pomocí protokolu BCSP. Ten je implementován podle 
popisu v kapitole 3. Řízení toku dat je vyřešeno pomocí dvou kruhových vyrovnávacích pamětí pro 
příjem a zasílání zpráv. Je úkolem BCSP vrstvy data z těchto pamětí vyčítat, v případě zasílaných 
zpráv pak spolehlivě doručit. Toto zahrnuje mechanismus opětovného zasílání zprávy v případě jejího 
nedoručení. Při příjmu dat jsou data zapisována do vyrovnávací paměti. Jejich čtení pak zahrnuje 
určení protokolu zprávy z hlavičky a předání do příslušné vyšší vrstvy. 
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4.1.1.1 Fáze Inquiry 
Proces vyhledávání okolních zařízení – „inquiry“, slouží jako vhodný příklad chování HCI vrstvy. 
Začátkem tohoto procesu je sestavení příkazu „inquiry“ a jeho zaslání. Součástí parametru tohoto 
příkazu je i maximální doba trvání tohoto procesu. Bluetooth specifikace určuje rozsah trvání od 1,28 
do 61,44 sekund. Je zřejmé, že aktivně čekat na dokončení takto dlouhého procesu by bylo 
neefektivní. Proto je dokončení tohoto procesu rozděleno na tři části, viz Příloha 3. V první fázi je 
potvrzen příjem příkazu událostí Command Status, následují výsledky vyhledávání Inquiry Results, 
každé nalezené zařízení vyvolá jedno zaslání této zprávy, a ukončení vyhledávání, které je oznámeno 
událostí Inquiry Complete. Následuje volání návratové funkce zaregistrované vyšší vrstvou 
protokolového stacku, která vyhledávání iniciovala.  
4.1.1.2 Fáze navázání spojení 
Navázání spojení následuje po fázi „inquiry“, využívá parametrů zjištěných při této fázi, především 
BD adresu a offset hodin vzdáleného zařízení, viz Příloha 3. Vytvořené spojení je vždy svázáno 
s konkrétní adresou zařízení a výsledkem navázání spojení je pak „connection handle“, číslo 
jednoznačně identifikující dané spojení. Toto je pak využíváno veškerou následující komunikací. 
Tento identifikátor ztrácí platnost při ukončení spojení a podobně jako např. vyjednanou velikost 
přenášených dat, jej není možné v průběhu aktivního spojení změnit. 
Pokus o vytvoření spojení iniciovaný vzdálenou stranou je zpracováván automaticky. Vrstva  
HCI umožňuje toto nastavit, je možné povolit automatické akceptování příchozích spojení od všech 
zařízení, nebo např. jen pro zařízení s konkrétní adresou. Proces povolení automatického navázání 
spojení zahrnuje povolení vyhledávání zařízení Bluetooth příkazem WriteScanEnable a dále pak 
nastavení automatického navazování spojení příkazem SetEventFilter. 
4.2 Vrstva L2CAP 
Základní seznámení s touto vrstvou proběhlo v kapitole 1. Vrstva L2CAP poskytuje spojovanou a 
nespojovanou službu vyšším vrstvám protokolového stacku. Umožňuje tedy multiplexování na úrovni 
protokolů. Tato část popisuje vlastní implementaci této vrstvy v kontextu protokolového stacku 
Bluetooth. 
Jak již bylo zmíněno v kapitole 1, vrstva L2CAP pracuje s logickými kanály. Umožňuje tak 
sdílení jedné fyzické linky mezi zařízením různými aplikacemi. Každá aplikace má přiřazen konkrétní 
identifikátor kanálu (CID), viz Tabulka 3. Signalizační kanál pak slouží k vlastnímu řízení 
komunikace a je vždy vytvořen okamžitě po vytvoření linky ACL. Tento kanál pak slouží pro 






Tabulka 3. Přiřazení CID kanálů jednotlivým službám 
 
Rozsah implementace vrstvy L2CAP zahrnuje zpracování signálů nezbytných pro ustavení logického 
kanálu. Toto zahrnuje vytvoření spojení, ukončení spojení a konfigurace spojení. Jsou podporovány 
pouze spojované kanály, implementace nepodporuje sdružování kanálů do skupin a přenosy typu 
broadcast. 
4.2.1 Signalizace vrstvy L2CAP 
Obdobně jako vrstva HCI je i vrstva L2CAP založena na principu požadavek-odpověď. Vlastní řízení 
pak probíhá zasíláním požadavků, s ať už navazující odpovědí, či bez ní, pomocí signalizačního 
kanálu s CID 0x0001. Řízení probíhá zasíláním tzv. C-rámců, které mohou obsahovat jeden i více 
příkazů. Minimální délka tohoto rámce je dle specifikace 48B. Horní mez velikosti těchto rámců je 
pak stanovena maximální velikostí, kterou je ACL linka schopna přenášet. 
 
Obrázek 26 Formát C-rámce ( převzato z [1]) 
Specifikace pak definuje jedenáct různých typů řídicích signálů, kromě signálu Command 
Reject, vždy dvojice požadavek-odpověď. V hlavičce takovéhoto signálu je pak uveden i identifikátor, 
který slouží pro spojení požadavku s odpovědí. Zařízení zasílající žádost tuto hodnotu generuje, 
zařízení odpovídající pak odpovídá s identifikátorem přijaté žádosti, nula je vynechána.  
 
Obrázek 27 Struktura řídicího signálu ( převzato z [1]) 
Implementace pak obsahuje dva časovače čítající s periodou jedné sekundy pro každý vysílaný 
signál. V okamžiku vypršení prvního z časovačů dojde ke opětovnému zaslání signálu. Těchto 
opětovných zaslání je volitelný počet a v případě, kdy nedojde k úspěšnému doručení signálu po n 
opakováních, dojde ke spuštění druhého z časovačů. Tento, nastaven na čas mnohonásobně delší, při 
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svém vypršení provede ještě jeden pokusu o doručení signálu. Pokud i tento je neúspěšný, je logický 
kanál označen jako nekomunikující a je odpojen. Typické hodnoty pro tyto časovač jsou 60s a 300s. 
Vzhledem k možnost i několikanásobného zaslání jedné zprávy je nutné tyto udržovat v paměti. 
K tomuto účelu slouží jednosměrný seznam asociovaný s každým logickým kanálem, který obsahuje 
zprávy-požadavky, které ještě nebyly potvrzeny.  
4.2.2 FSM 
Každý logický kanál obsahuje indikaci aktuálního stavu. Pro úspěšné vytvoření kanálu, a tedy 
dosažení stavu OPEN, je nezbytně nutné provést ustavení komunikace, zajistit výměnu konfigurací 
mezi oběma stranami kanálu, nezávislé stranu přijmu a vysílání.  
Rozlišujeme pět stavů každého logického kanálu. Výchozím stavem v případě iniciování spojení 
lokální aplikací je stav CLOSE. Následuje přechod do stavu WAIT_CONNECT_RESP se současným 
zasláním požadavku na otevření kanálu. Po přijetí potvrzení o doručení požadavku je možné přejít do 
stavu CONFIG.  
Výchozím stavem pro ustavení příchozích spojení je stav WAIT_CONNECT. V tomto stavu 
může být zasílána pouze zpráva potvrzující přijetí požadavku a očekává se následné přijetí zprávy o 
úspěšném otevření kanálu, následované přechodem do stavu CONFIG.  
V případě odmítnutí kteréhokoliv zasílaného požadavku dojde k přechodu do stavu CLOSED. 
Po úspěšném vyjednání konfigurace spojení může dojít k přechodu do stavu OPEN, kdy je umožněn 
přenos dat vyšších vrstev, viz Příloha 4. 
4.2.3 Konfigurace 
Součástí vytvoření logického kanálu mezi dvěma vzdáleními vrstvami L2CAP je i proces vyjednávání 
konfigurace. Jedná se především o přenos informace o velikosti jednotlivých vyrovnávacích pamětí, 
požadavků na QoS, řízení zahazování paketů při nedostatku zdrojů a způsob řízení toku dat. Tyto 
požadavky jsou přenášeny jako tělo signálů Configuration Request a Configuration Response. Jeden 
takovýto signál může obsahovat několik konfiguračních zpráv.  
Konfigurované zařízení zpracuje danou konfigurační zprávu, nastaví, pokud podporuje, 
parametry spojení a pošle potvrzení o provedených změnách. V případech, kdy zařízení danou 
vlastnost nepodporuje, nebo nemůže splnit požadavek, např. na velikost vyrovnávací paměti pro 
zprávy, posílá jako součást odmítnutí i hodnotu, kterou podporuje. Zařízení provádějící konfiguraci 
v takovém případě toto vyhodnotí a pokud je zaslaná hodnota parametru akceptovatelná, příjem této 
hodnoty parametru potvrdí.  
Mezi nejvýznamnější konfigurovatelné parametry pak patří parametr „Maximum Transmission 
Unit“ (dále jen MTU). Tento určuje maximální velikost rámců přenášených v rámci komunikace mezi 
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dvěma L2CAP vrstvami. Tento parametr, jehož minimální hodnota dle specifikace je 48B, je v rámci 
konfigurace povinný. 
 
Obrázek 28 Proces vyjednávání konfigurace ( převzato z [1] ) 
Vlastní proces konfigurace je pak časově omezen a po vypršení časovače je konfigurace 
prohlášena za neúspěšnou a dochází k odpojení případných vytvořených spojení, uvolnění prostředků, 
především paměti pro datové struktury nesoucí informaci o logických kanálech, a přechod do stavu 
CLOSED. Toto je významné především proto, že konfigurace připojení není v případě kanálů L2CAP  
vrstvy neměnná a i v případě již ustavených spojení může být zaslán požadavek na změnu 
konfigurace. 
4.2.4 Fragmentace a sestavení zpráv 
Jedním z úkolů vrstvy L2CAP je i fragmentace a opětovné sestavení přenášených zpráv. Tento proces 
je nezbytnou součástí této vrstvy a zajišťuje abstrakci od způsobu přenosu rámců nižšími vrstvami do 
vzdálené vrstvy L2CAP. V konfiguracích, kdy vrstva L2CAP běží přímo nad linkovou vrstvou, se 
provádí fragmentace přímo na rámce přenášené pomocí rádiového rozhraní. V našem případě, kdy ke 
komunikaci s nižšími vrstvami protokolového stacku používáme vrstvu HCI, je nutné provést 
fragmentaci na rámce s maximální velikostí danou touto vrstvou. Maximální velikost přenášeného 
rámce je pak zjištěna pomocí HCI příkazu ReadBufferSize. Přenesené rámce jsou následně 
zpracovány linkovou vrstvou a odvysílány v rámcích rádiového rozhraní, jejichž velikost bylo 
vyjednána při sestavování ACL linky. Vlastní rámce, vzniklé fragmentací na úrovní vrstvy L2CAP, 
pak mají v hlavičce vyplněný příznak počátku a pokračování sledu rámců s fragmentovaným rámcem, 
viz Obrázek 29. Konec takovéhoto sledu označen není, při opětovném sestavení je dán délkou L2CAP 
rámce, která je přenesena v prvním fragmentu. 
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Obrázek 29 Fragmentace L2CAP rámců ( převzato z [1] ) 
Proces sestavení zprávy je nejčastěji prováděn právě na úrovni vrstvy L2CAP, přičemž částečné 
sestavení přenášených rámců probíhá i na úrovni nižších vrstev, pokud tyto tuto funkcionalitu 
podporují. Při vlastním sestavení zprávy je pak nutné kontrolovat délku jednotlivých fragmentů 
s celkovou délkou rámce a v případě chyby je takovýto sled rámců zahozen. Je tedy zřejmé, že jeden 
fragmentovaný rámec musí být přenesen v několika na sebe navazujících rámcích nižších vrstev. 
Vrstva L2CAP podporuje pro režim přeposlání a režim řízení toku další způsob fragmentace. 
Výše popsaný postup se pak týká fragmentace tzv. PDU jednotek. Vlastní zpráva, tzv. SDU jednotka, 
pak může být rozdělena mezi několik takovýchto PDU jednotek. Maximální velikost jednotky SDU, 
která reprezentuje datový rámec přenášený mezi jednotlivými L2CAP vrstvami, je pak předmětem 
konfigurace při ustavení spojení [1]. 
4.3 Vrstva SDP 
Jak již bylo zmíněno v kapitole 1 protokol SDP slouží k vyhledávání podporovaných služeb 
vzdálených zařízení. Informace o jednotlivých službách pak zahrnují především typ služby a 
požadavky na navázání spojení s danou službou. SDP je velmi jednoduchý protokol pracující na 
principu požadavek-odpověď. SDP se skládá ze dvou hlavních částí a to server a klient. V rámci 
jednoho Bluetooth zařízení může existovat pouze jeden server SDP udržující databázi, počet klientů 
není omezen. 
4.3.1 Databáze SDP 
SDP databáze obsahuje záznamy o jednotlivých službách poskytovaných daným Bluetooth zařízením. 
Službou pak myslíme entitu schopnou poskytovat informace, provádět akce nebo zajišťovat správu 
zdrojů. Služba pak může být implementována jako hardware, software nebo kombinací obou.Veškeré 
informace o službě jsou pak v rámci serveru udržovány v jednom záznamu. Takovýto záznam pak 
obsahuje jednotlivé atributy služby. Vlastní záznamy jsou pak rozlišeny jedinečným identifikátorem. 
Každá služba je instancí jedné či více tříd služeb. Tato třída pak určuje rozsah záznamu a sémantiku 
jednotlivých atributů. 
Vzhledem k širokému spektru parametrů a vlastností, které popisují jednotlivé záznamy SDP 
databáze, je nutná existence mnoha datových typů jednotlivých prvků záznamu. Z tohoto důvodu 
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Bluetooth specifikace definuje tzv. datový element. Tento se skládá ze dvou částí, popisu typu a 
velikosti, viz Obrázek 30. 
 
Obrázek 30 Datový element řetězec záznamu SDP ( převzato z [1] a upraveno) 
Databáze SDP byla implementována jako jednorozměrné pole uložené v paměti. Paměťový 
prostor nutný pro takto zvolenou implementaci je ve srovnání s jinými způsoby udržování této 
databáze, i vzhledem k předpokládanému rozsahu záznamu, minimální. Vlastní databáze pak v duchu 
Bluetooth specifikace obsahuje pouze jediný záznam a to informace nezbytné pro fungování sériového 
profilu. 
4.3.2 Protokol SDP 
Protokol SDP je velmi jednoduchý protokol s minimálními požadavky na nižší vrstvy protokolového 
stacku. Vlastní protokol pak obsahuje sedm typů zpráv, s výjimkou zprávy o chybách protokolu, vždy 
v páru požadavek-odpověď, a to vyhledávání podporovaných služeb, vyhledávání vlastností služeb a 
vyhledávání podporovaných služeb a jejich vlastností. Vlastní párování požadavku a odpovědi pak 
zajišťuje identifikátor transakce, viz Obrázek 31. Tělo zprávy pak volitelně může obsahovat 
požadavek na více parametrů současně, tohoto však v implementaci využito není.  
 
Obrázek 31 Formát rámců protokolu SDP (převzato z [1]) 
Vlastní implementace pak zajišťuje zpracování těchto přijatých zpráv, v případě žádosti o 
vyhledání služby, či atributu služby, pak procházení záznamů databáze a vytvoření odpovědi v případě 
úspěšného, či neúspěšného hledání. 
Jednotlivé služby jsou pak rozlišeny identifikátorem UUID. Jedná se o identifikátor jedinečný 
v rámci všech existujících zařízení Bluetooth identifikující danou službu. Vybrané hodnoty tohoto 
identifikátoru pak byly přiřazeny Bluetooth asociací ke konkrétním službám, jako je např. sériový 
port, bezdrátová telefonie a další. Tento 128B identifikátor je často zkracován na 16B, či 32B, právě 
pro tyto vybrané služby. Obdoba tohoto identifikátoru pak rozlišuje i mezi jednotlivými hodnotami 
atributů služeb, např. v definici protokolů nezbytných pro přístup k dané službě jedinečně identifikuje 
jednotlivé vrstvy protokolového stacku.[1] 
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Vhodnou demonstrací fungování protokolu SDP pak bude vlastní servisní záznam použitý 
v implementaci. Rozsah tohoto záznamu je pak součástí specifikace sériového profilu SPP.  
4.4 RFCOMM 
Jak již bylo zmíněno v kapitole 1 protokol RFCOMM slouží pro emulaci sériového portu a jedná se 
adaptaci protokolu GSM 07.10, což je asymetrický protokol používaný v GSM telefonech pro 
přepínání několika datových toků jedním sériovým spojením. Protokol RFCOMM je symetrickým 
protokolem využívající formát rámců TS 07.10 pro zasílání zpráv přes vrstvu L2CAP. Rozlišujeme pět 
typů rámců.viz Tabulka 4. 
Typy rámců Popis 
SABM ustavení spojení 
UA potvrzování při ustaveném spojení 
DISC ukončení spojení 
DM potvrzování při neustaveném spojení 
UIH kontrolní a datový rámec 
Tabulka 4 Typy kontrolních rámců vrstvy RFCOMM 
 
Rámce SABM, UA, DISC a DM jsou rámce sloužící pro ustavení spojení. Každé spojení je 
identifikováno jednoznačným identifikátorem DLCI. Rámec UIH zasílaný přes kontrolní kanál s DLCI 
= 0, obsahuje příkazy a odpovědi, rámce UIH na kanálu s DLCI ≠ 0 obsahují aplikační data. 
4.4.1 Formát rámců RFCOMM 
Vlastní formát rámců vrstvy RFCOMM vychází ze struktury rámců standardu GSM 07.10 s tím 
rozdílem, že neobsahuje uvozující start a stop sekvence a vlastní délka rámce je omezena maximální 
délkou rámce vrstvy L2CAP. Sekvence start a stop mohou být vynechány, neboť každý rámec je 
přenášen právě jedním rámcem L2CAP, tedy potřeba označovat začátek a konec rámce neexistuje. 
 
Obrázek 32Formát RFCOMM rámce (převzato z [16]) 
Vlastní rámec začíná polem adresy, viz Obrázek 32. Toto obsahuje především pětibitový 
identifikátor linky DLCI, identifikátory 0 a 31 jsou rezervovány. Identifikátor linky je určen před 
vlastním sestavením spojení, je získán dotazem do databáze SDP zařízení se kterým chceme 
komunikovat. Pole adresy dále obsahuje příznakové bity určující typ zprávy – příkaz/odpověď, zdroj 
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zprávy – iniciátor spojení/přijímající strana a jiné. Dále rámec obsahuje identifikaci typu zprávy a 
délku přenášených dat. Vlastní rámec je pak ukončen polem kontrolního součtu. Tento je proveden 
nad konstantním počtem bajtů hlavičky rámce v závislosti na typu rámce za použití generujícího 
polynomu CRC8- CCITT, viz Rovnice 2. 
1)( 28 +++= DDDDg  
Rovnice 2 Generující polynom CRC 8 CCITT 
4.4.2 Navázání spojení 
Proces navázání spojení na vrstvě RFCOMM je vždy podmíněn existencí již ustaveného L2CAP 
spojení dedikovaného právě RFCOMM komunikaci. Toto spojení jednotlivých linek L2CAP 
s konkrétní vyšší vrstvou komunikačního stacku zajišťuje pole PSM rámce L2CAP. Vrstva RFCOMM 
má pak Bluetooth asociací přiřazenu hodnotu 0x0003, tedy všechny přijaté rámce s touto hodnotou 
PSM jsou předány do této vrstvy. 
Prvním rámcem přeneseným po RFCOMM kanálu je SABM, požadavek na ustavení spojení. 
Pokud je zařízení ochotno dané připojení akceptovat, odešle rámec UA, v opačném případě pak rámec 
DM. Pokud je spojení úspěšné, dojde k vyjednávání parametrů spojení pomocí dvojice rámců PN. 
V okamžiku kdy je vytvořeno spojení s DLCI = 0, kontrolní kanál, je možné zahájit sestavení dalších 
kanálů pro přenos dat s DLCI ≠ 0. Součástí procesu ustavení RFCOMM spojení může být i požadavek 
na zabezpečení, autentizaci a šifrování na úrovni nižších vrstev protokolového stacku. V okamžiku 
kdy je spojení ustaveno, může dojít k přenosu rámců se stavy signálů sériového portu, přenosu 
aplikačních dat, viz Obrázek 33. 
 
Obrázek 33 Navázání spojení kontrolního a aplikačního RFCOMM kanálu (převzato z [16] a upraveno) 
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4.4.3 Řízení spojení 
K řízení kanálů vrstvy RFCOMM se využívá tzv. kontrolních rámců přenášených na kanálu s DLCI = 
0 zapouzdřených v rámci UIH. Rozlišujeme sedm typů příkazů a odpovědí. Nejvýznamnější je pak 
rámec PN, vyjednávání parametrů navázaného spojení. Součástí kontrolních rámců je vždy pole 
identifikující konkrétní kanál RFCOMM, ke kterému se daný kontrolní rámec vztahuje. Součástí 
vlastní implementace je pak zpracování parametrů přenášených těmito kontrolními rámci, modifikace 
relevantních parametrů a generování odpovědi. Rozsah implementace kontrolních rámců je dán 
popisem sériového profilu, který určuje obecně především schopnost reagovat na přijetí daného rámce 
jako povinnou, vlastní generování rámců je pak ve většině případů volitelné, závislé na vyšších 
aplikačních vrstvách. 
4.4.4 Řízení toku 
Řízení toku založené na kreditech je povinná funkcionalita vrstvy RFCOMM, která není přítomná ve 
specifikaci 1.0B a starších. Použití tohoto řízení toku musí být tedy předmětem vyjednávání vlastností 
linky. Řízení toku pomocí kreditů je vždy svázané s konkrétním kanálem. Tedy obě dvě zařízení 
spojené kanálem RFCOMM musí udržovat pro každé spojení v obou směrech informaci o počtu 
zbývajících kreditů. V případě že dojde v jednom ze směrů k vyčerpání dostupných kreditů, musí toto 
zařízení zastavit zasílání zpráv do doby, dokud nepřijme další kvantum kreditů. Z tohoto důvodu je 
vždy možné zaslat zprávu nulové délky obsahující pouze počet kreditů pro dané spojení a směr. 
Použití řízení toku pomocí kreditů tedy zahrnuje i změnu formátu rámce RFCOMM. Zde je 
přidáno osmibitové pole obsahující množství kreditu, které je strana posílající tuto zprávu schopna 
přijmout. Jeden kredit pak představuje paměťový prostor, jehož velikost je předmětem vyjednávání při 
ustavení spojení. Typicky se pak jedná o maximální velikost rámce, kterou je schopna přenášet vrstva 
L2CAP. 
Vlastní vyjednání použití řízení toku pomocí kreditů se pak přenáší zasláním rámce PN. Ten 
obsahuje oproti GSM 07.10 redefinovaný nibble CL, jehož hodnota 0x0F oznamuje podporu řízení 
toku pomocí kreditů. V rámci tohoto rámce je pak přenesena také inicializační hodnota počtu volných 
kreditů.  
4.4.5 FSM 
Každý kanál vrstvy RFCOMM obsahuje indikaci aktuálního stavu. Pro úspěšné vytvoření kanálu, a 
tedy dosažení stavu OPEN, je nezbytně nutné provést ustavení komunikace a zajistit výměnu 
konfigurace. Existuje celkem sedm stavů každého logického kanálu, ovšem tyto nejsou ve všech 
scénářích všechny využity. 
Výchozím stavem pro sestavení odchozího spojení je stav CLOSED. Při vytváření kanálu 0, 
který je vždy prvním kanálem vytvořeným při jakémkoliv spojení , se jako první zašle zpráva SABM a 
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přejde do stavu WAIT_SABM_RESP. Z tohoto stavu se pak přejde do stavu CONFIG přijetím 
potvrzení rámcem UA o navázání spojení. Následuje poslání kontrolního rámce PN. Tento je 
zapouzdřen v těle RFCOMM rámce UIH. Ve stavu CONFIG se setrvá do doby přijetí potvrzení 
konfigurace rámce PN_RESP. S okamžikem přijetí tohoto rámce se přejde do stavu OPEN a na 
RFCOMM kanálu je možné sestavit další spojení. V kterémkoliv okamžiku může dojít k přijetí rámce 
DM, který oznamuje negativní výsledek naposledy požadované operace. Ze stavu OPEN do stavu 
CLOSED přechází konečný automat přijetím rámce DISC, viz Příloha 6. 
Pokud je kontrolní kanál s DLCI = 0 ustaven, je možné pomocí tohoto kanálu vytvořit další 
spojení pro přenos aplikačních dat. Výchozím stavem je opět stav CLOSED. Zásadní rozdíl je pak při 
přechodu do stavu CONFIG. V tomto se zasílá zpráva UIH zapouzdřující rámec MSC. Rámec MSC 
pak slouží k přenosu stavu jednotlivých signálů sériové linky. Toto je povinná část komunikace a 
přesto, že podporovaný typ zařízení je pouze typ 1, nevyužívající nijak informace o stavu sériových 
linek, je tento rámce nutné pro ustavení komunikace přenést. Vrstva RFCOMM pak na přijetí tohoto 
rámce musí odpovědět, před přechodem do stavu OPEN je nutné tento rámce vyměnit v obou směrech 
komunikace. Stejně tak jako v případě kontrolního kanálu je možné kdykoliv přijmout rámec DM 
indikující zamítnutí naposledy požadované akce. Přechod do stavu CLOSED je pak proveden 
s přijetím signálu DISC, viz Příloha 6. 
Vlastní příjem pak začíná stavem LISTEN. Do tohoto stavu jsou jednotlivé kanály vrstvy 
RFCOMM iniciovány jako součást inicializace protokolového stacku. Minimální rozsah takto 
iniciovaných kanálů je pak naslouchání na kontrolním kanálu DLCI = 0 a přítomnost jednoho kanálu 
pro přenos aplikačních dat. Toto musí korelovat se SDP záznamem o existujících kanálech vzhledem 
ke statické povaze tohoto záznamu a statické inicializaci kanálů RFCOMM. Kontrolní kanál je pak 
ustaven přijetím signálu SABM, přechodem do stavu CONFIG a zasláním potvrzujícího rámce UA. 
V tomto stavu pak kanál vyčká do přijetí kontrolního rámce PN s konfigurací spojení. Odesláním 
odpovědi na tuto konfiguraci se při přijetí všech parametrů spojení přejde do stavu OPEN. Ukončení 
spojení a přechod do stavu CLOSED je obdobný jako v případě odchozího spojení, viz Příloha 6. 
V okamžiku kdy je ustaven kontrolní kanál je možné přijímat požadavky na ustavení dalších 
kanálů. Hlavní rozdíl oproti kontrolnímu kanálu je ve stavu CONFIG, kdy očekáváme přijetí rámce 
UIH zapouzdřující rámec MSC. Tento rámce musí být, jak již bylo popsáno, vyměněn v obou směrech 
a tímto je příchozí spojení považováno za ustavené a je možné přejít do stavu OPEN. Vlastní ukončení 
spojení je pak indikováno přechodem do stavu CLOSED v reakci na přijetí rámce DISC, jehož přijetí 
je vždy potvrzeno rámcem UA, viz Příloha 6. 
V případě žádosti o ukončení spojení od vyšších vrstev protokolového stacku dojde k přechodu 
do stavu WAIT_DISC_RSP se současným zasláním zprávy DISC. Přechod do stavu CLOSED je pak 
dokončen přijetím potvrzení doručení rámce DISC. 
V okamžiku kdy RFCOMM kanál přejde do stavu OPEN je možné přenášet aplikační data. 
Způsob tohoto přenosu a řízení toku jsou popsány v kapitole 4.4.4.  
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4.5 Operační systém 
V rámci práce s jednotlivými vrstvami protokolového stacku Bluetooth bylo nezbytné vyvinout 
systém, který by umožňoval časování a vykonávání jednotlivých funkcí jednotlivých vrstev 
s přihlédnutím k prioritě. Pojmenujme pak takovouto časovanou funkci task. 
Vlastní implementace se pak skládá ze dvou časovačů, jemného a hrubého, které procházejí 
příslušné tabulky s pevně danými tásky, ukazateli na funkce, a vyhodnocuje, zda se má vykonávání 
dané funkce spustit. Priority jednotlivých funkcí jsou pak dány právě pořadím těchto funkcí 
v konstantním poli, které je procházeno lineárně. 
Vlastní práce se sériovými daty je řešena rutinami přerušení, kde je kladen důraz především na 
rychlost zpracování a při přijetí na dané úrovni validní zprávy je tato uložena do vyrovnávací paměti a 
naplánován task, který tyto přijatá data zpracuje. Takto je možné provádět i relativně komplikované 
zpracovávání bez rizika ztráty příchozích dat z důvodu zakázání přerušení od sériové linky. 
4.6 Práce s pamětí 
Přístup a práce s pamětí ve vestavných systémech je jednou z náročných kapitol každého návrhu 
vestavného systému. Paměťový prostor je omezen, bývá velmi často rozdělen do více části s nestejně 
dlouhou přístupovou dobou. 
Na úrovni transportní vrstvy HCI jsou použity dvě kruhové vyrovnávací paměti, každá o 
velikosti osmi prvků, při velikosti prvku 512B. Takto velká paměť je na této úrovní nezbytná, 
zabraňuje zahlcení sériové linky, nad kterou je protokol BCSP vystavěn, umožňuje uložit a následně 
postupně odeslat až dvě 2kB zprávy. 
 Vzhledem k povaze vrstvy L2CAP, možnosti přeposlání nedoručených zpráv a celkové 
dynamičnosti této vrstvy, bylo nutné vytvořit mechanismus pro ukládání takovýchto dat. Jedním 
z možných řešení je pak vytvoření jednosměrného seznamu obsahující v těle uživatelská data. 
Vzhledem k širokému spektru délek zpráv, velikosti hlaviček apod., nebylo možné zůstat u pevně 
alokované paměti o fixní velikosti. Na místo toho byly vytvořený čtyři tzv. pooly, bazény paměti o 
fixní délce prvku. Toto umožňuje pro danou strukturu, signál, zprávu, zvolit nejbližší větší paměťový 
prvek v prostoru nacházející se v jednom z bazénů. Je tak tedy možné přes jednosměrný seznam 
spojovat prvky v různých bazénech. Vlastní alokace pak trpí pouze nezbytným nevyužitým prostorem, 
mezi prvky bazénu a daty, která jsou v nich uloženy a nezabírají plnou velikost prvku. Na druhou 




5.1 Práce s dynamicky přidělovaným paměťovým 
prostorem 
Vzhledem k dynamické práci s pamětí jednotlivých vrstev komunikačního stacku Bluetooth bylo 
nezbytné vytvořit systému správy paměti. Tento je popsán v kapitole 4.6. V přílohách pak najdeme 
dva grafy zobrazující požadavky na přidělení paměti pro jednotlivé struktury a data použité při 
jednoduché bezdrátové komunikaci, viz Příloha 7. Právě toto rozložení požadavků na paměť bylo 
základem pro optimalizaci rozdělení paměťového prostoru na segmenty a pro určení počtu těchto 
segmentů. První graf pak zobrazuje sekvenci akcí inicializace Bluetooth stacku, povolení vyhledání 
Bluetooth zařízení, vyhledání okolních Bluetooth zařízení, dotaz na podporované profily nalezených 
zařízení, navázání spojení s první zařízením podporujícím sériový profil a zaslání testovací zprávy 
„Hello world!“. Druhý graf pak zobrazuje sekvenci akcí inicializace a povolení vyhledání Bluetooth 
zařízení. Následuje vlastní vyhledání zařízení, které se v grafu nijak neprojeví. Vyhledávání 
podporovaných profilů, navázání spojení na úrovni RFCOMM vrstvy a příjem testovací zprávy „Hello 
world!“ již v grafu zahrnuty jsou.  
Vlastní požadavky na přidělení dynamické paměti pak nejčastěji najdeme v rozsahu 8B až 32B. 
Tento rozsah pak zahrnuje přes 95% požadavků na dynamickou paměť. Mimo tento rozsah pal leží 
především řídící struktury jednotlivých vrstev, druhý graf pak zobrazuje i maximální prvek uchovaný 
v dynamické paměti a to SDP záznam pro sériový profil. 
5.2 Požadavky na vestavný systém  
Klíčovým požadavkem na vlastní fungování protokolového stacku Bluetooth je množství dostupné 
paměti vestavného systému. Množství této paměti, a následná práce s touto pamětí, do značné míry 
limituje nasazení tohoto stacku pro bezdrátovou komunikaci. Zde je vhodné si uvědomit paměťové 
nároky takovéto komunikace. Paměťový prostor při reálné aplikaci pak sdílejí nejen nezbytné 
struktury a vyrovnávací paměti komunikačního stacku, ale také reálná aplikační data. V skutečných 
aplikacích pak tedy musí existovat dostupný paměťový prostor jak pro vytvoření uživatelské zprávy, 
tak pro její odvysílání, a stejně tak ve směru příjmu. 
Při překladu pro vývojovou platformu FITKit došlo k omezením danými použitým hardware 
této platformy. FITKit v 1.0 disponuje pouze 2kB paměti RAM, což je pro fungování protokolového 
stacku nedostačující. Vývojová platforma FITKit verze 2.0 pak disponuje 8kB paměti RAM, což se 
ukázalo jako dostatečné. Bylo nutné zmenšit velikost vyrovnávací pamětí, stejně tak jako oblast 
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paměti určenou pro dynamickou alokaci. Tento zásah pak umožnil překlad a běh protokolového stacku 
na platformě FITKit 2.0. Velikost paměti pro kód však dostatečná není. Po překladu zdrojového kódu 
je tento nemožné do prostoru paměti MSP430 vyhrazeného pro kód uložit. Z tohoto důvodu byla pro 
demonstraci práce protokolového stacku Bluetooth zvolena varianta podporující pouze vrstvy HCI, 
L2CAP a SDP. Vlastní sériová komunikace zajišťována vrstvou RFCOMM již přesahuje dostupný 
paměťový prostor. Tento je pro FITKit v. 2.0 v rozsahu adres [0x3100 – 0xcec0], přičemž 
implementovaný protokolový stack Bluetooth by pro svou činnost potřeboval rozsah adres [0x3100 – 
0x1179d]. Toto představuje 18kB požadavek na paměťový prostor, který nemůže být dodržen. 
Jedním z dalších požadavků je pak existence časovačů a možnost jejich využití. Jednou 
z běžných vlastností komunikačních stacků je odložení zpracování přijatých rámců na dobu po 
doručení těchto rámců, kdy již vlastní zpracování, které může být časově náročné, neblokuje tento 
příjem. Stejné pravidlo platí i pro stranu vysílání, kdy vlastní proces odvysílání rámců je od jejich 
sestavení odstíněn. Implementace pak neklade konkrétní nároky na rozlišení těchto časovačů, většina 
časovačů jednotlivých vrstev pak pracuje s rozlišením jedné sekundy. Ovšem vzhledem k napojení 
operačního systému, vyvolávající funkce jednotlivých vrstev, je vhodné, aby kontrola naplánování 
těchto byla co nejčastější, řádově s periodou v desítkách milisekund. Požadavky kladené na časování 
vyvinutého protokolového stacku Bluetooth vývojová platforma FITKit splňuje. 
5.2.1 Připojení modulu BTM-330 k FITKitu 
Vlastní propojení modulu BTM-330 a FITkitu proběhlo rozdílně od návrhu řešení. Tento předpokládal 
připojení modulu k pinům FPGA a využití konfigurace FPGA pro funkci sériového rozhraní UART. 
Po konzultaci pak bylo od tohoto řešení upuštěno. Vlastní přenos dat mezi FPGA a MCU FITKitu 
totiž probíhá po sdíleném rozhraní SPI, které se využívá i pro nahrávání hardware konfigurace FPGA 
do paměti FLASH. Pokud by k této činnosti došlo v okamžiku přijetí dat sériovým rozhraním, byla by 
tato s největší pravděpodobností zahozena, příznak přerušení pro MCU pak maskován. 
Z tohoto důvodu bylo rozhodnuto využít rozhraní UART přímo MCU MSP430. Tento nabízí 
dvě takováto rozhraní, jedno je však využito pro komunikaci s FITKitem. Druhé toto rozhraní je pak 
přivedeno jak na piny FPGA, tak na vstupněvýstupní rozhraní kitu, pinovou lištu JP9. Jedinou 
podmínkou pro využití tohoto rozhraní je pak převedení pinů FPGA do stavu vysoké impedance. Toto 
by obecně mělo být zaručeno nahráním hardwarové konfigurace, která tyto piny nevyužívá a FPGA je 
tedy automaticky do tohoto stavu nastaví. 
Součástí nastavení propojení BT modulu a FITKitu je i konfigurace sériového rozhraní. Toto 
bylo nastaveno na základní hodnoty požadované rozhraním BCSP. Jak již bylo uvedeno v kapitole 5.2, 
je nutný pro správnou činnost stacku časovač. Časovač B MSP430 je již využíván knihovnami 
FITKitu, byl tedy použit časovač A, a to s rozlišením 10ms pro běh operačního systému. 
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Využití tohoto rozhraní se pak ukázalo jako nevhodné. Vzhledem k již implementovaným 
knihovnám vývojové platformy FITKit a především způsobu obsluhy komunikačního rozhraní UART, 
nebylo možné zajistit časování a spolehlivost komunikace mezi připojeným modulem a FITKitem. 
Toto zahrnuje ztrátu paketů při komunikaci a neperiodické zastavování sériové komunikace. 
Vzhledem k nárokům, které má protokolový stack Bluetooth na sériovou komunikaci, jedná se o 
vrstvu propojující vyšší a nižší vrstvy protokolového stacku, jsou tyto chyby pro vlastní fungování 
stacku fatální. 
5.3 Testovací aplikace 
Jako testovací aplikace byla zvolena jednoduchá aplikace přenosu dat. Tato ukazuje možnosti 
vyhledání zařízení nacházejících se v rádiovém dosahu a zjištění podporovaných profilů, konkrétně 
sériového profilu. V interakci s uživatelem pak může následovat fáze výběru zařízení pro navázání 
spojení, nebo dojde k výběru prvního dostupného zařízení podporující požadovanou funkcionalitu, 
tedy sériový profil a navázání spojení. V tomto okamžiku je možné zasílání a přijímání uživatelských 
dat. V reakci na příjem uživatelských dat funguje zařízení jako echo, data jsou na úrovni aplikační 
vrstvy zaslána zpět zařízení, od kterého byla přijata. 
Vlastní testovaní probíhalo především při propojení modulu BTM-330 s PC. Toto umožnil 
sériový převodník založený na čipu T232RL fy. FTDI. Tento převodník zajišťuje konverzi rozhraní 
USB na rozhraní UART s volitelnou úrovní výstupní TTL logiky 3.3V nebo 5V. Při testování 





V této práci byla prozkoumána možnost vytvoření a nasazení komunikačního stacku Bluetooth pro 
aplikace pracující na vývojové platformě FITKit. Sumarizace znalostí z první části práce pak umožnila 
vytvořit návrh komunikačního stacku Bluetooth, který splňuje požadavky vestavných aplikací na 
komunikační rozhraní. Tento návrh se pak stal základem pro následnou implementaci. 
Vlastní implementace pak zahrnuje veškeré protokolové vrstvy požadované specifikací 
Bluetooth pro náhradu sériového rozhraní ve vestavných systémech. Součástí implementace je pak i 
vlastní operační systém zajišťující chod tohoto protokolového stacku, doplněný správou paměti pro 
dynamické přidělování paměťového prostoru nezbytným řídícím strukturám a aplikačním datům. 
Nasazení vytvořeného protokolového stacku Bluetooth pro platformu FITKit se ukázalo jako 
nerealizovatelné z důvodů omezení daných touto platformou. Omezení paměťového prostoru a 
komunikačních rozhraní je zde konečné. 
Oblastí nasazení vytvořeného protokolového stacku se pak můžou stát mobilní zařízení, 
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Příloha 1 Přehled profilů Bluetooth 









Popisuje standardní rozhraní pro ovládání televize, stereo audio zařízení a 
jiných AV zařízení. Tento profil umožňuje mít jeden univerzální ovladač 
pro všechna zařízení v dosahu. 
Basic Imaging Profile 
(BIP) 
Popisuje způsob vzdáleného ovládání zařízení pro správu obrázků, způsob 
jak mohou být tyto obrázky tisknuty a přenášeny za zařízení do úložiště. 
Basic Printing Profile 
(BPP) 
Popisuje způsob, jakým mohou být texty, emaily, el. vizitky, obrázky 
nebo jiné informace posílány k tisku na zařízeních s tiskovou frontou. 
Common ISDN Access 
Profile (CIP) 




Popisuje způsob, jak implementovat funkci bezdrátového telefonu pomocí 
Bluetooth sítě. 
Dial-Up Network Profile 
(DUN) 
Poskytuje standard pro přístup k internetu a jiným službám pomocí 
vytáčeného spojení(dial-up). 
Fax Profile (FAX) Určuje způsob, jak koncové zařízení může využívat služeb fax brány. 
File Transfer Profile 
(FTP) 
Popisuje způsob, jakým může klientské zařízení procházet složky a 




Poskytuje základ pro profily A2DP a VDP, jedná se o základní popis 
způsobu distribuce audia a videa v rámci Bluetooth sítě. 
Generic Object Profile 
(GOEP) 
Popisuje způsob přenosu objektu mezi dvěma zařízeními. 
Hands-Free Profile 
(HFP) 
HFP popisuje způsob, jakým je možné aby zařízení bylo doplněno o 
možnost handsfree komunikace. 
Hard Copy Cable 
Replacement Profile 
(HCRP) 
Popisuje způsob, jakým mohou být informace posílány k tisku na 
zařízeních bez tiskové fronty. 
Headset Profile (HSP) Popisuje způsob jakým Bluetooth headset komunikuje s Bluetooth 
zařízením. 
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Human Interface Device 
Profile (HID) 
Definuje komunikační protokol, postupy a vlastnosti Bluetooth klávesnic, 
myší, herních rozhraní a jiných vstupních zařízení. 
Intercom Profile (ICP) Definuje způsob, jakým mohou telefony s Bluetooth v rámci jedné sítě 
komunikovat bez použití pevné, či mobilní, telefonní sítě. 
Object Push Profile 
(OPP) 




Popsuje způsob, jakým dvě a více Bluetooth zařízení mohou vytvořit  
ad-hoc síť, a jakým je možné komunikovat se vzdálenými sítěmi pomocí 




Popisuje způsob, jakým by aplikace měla využívat služeb SDP vrstvy 
k určení služeb na vzdáleném zařízení. 
Service Port Profile 
(SPP) 




Při současném využití GOEP popisuje způsob jak synchronizovat 
kalendáře a adresáře mezi dvěma Bluetooth zařízeními. 
Video Distribution 
Profile (VDP) 




Příloha 2 Přehled příkazů a událostí HCI 
HCI příkaz/událost Stručný popis 
Generic Events - Obecná událost Obecné události jsou vyvolány v okamžiku 
příjmu více příkazů, jedná se o události, které 
mohou nastat v kterýkoliv časový okamžik 
komunikace 
Device Setup Příkazy této třídy jsou užity pro nastavení 
kontroléru do známého stavu 
Controller Flow Control Příkazy a události této třídy slouží k řízení toku 
dat z host zařízení do kontroléru 
Controller Information Příkazy této třídy umožňují host zařízení zjistit 
informace o připojeném kontroléru 
Controller Configuration Příkazy a události této třídy slouží k určení 
hodnot globálních parametrů. 
Device Discovery Příkazy a události této třídy umožňují zjistit 
přítomnost ostatních zařízení v okolí. 
Connection Setup Příkazy a události této třídy umožňují vytvořit 
spojení se zařízeními v okolí. 
Remote Information Příkazy a události této třídy umožňují zjistit 
lokální nastavení vzdálených zařízení. 
Synchronous Connections Příkazy a události této třídy umožňují vytvořit 
synchronní spojení. 
Connection State Příkazy a události této třídy umožňují konfiguraci 
navázaného spojení, především ve smyslu režimů 
se sníženou spotřebou. 
Piconet Structure Příkazy a události této třídy umožňují vytvoření 
pikonetu a jeho konfiguraci. 
Quality of Service Příkazy a události této třídy umožňují nastavení a 
sledování dodržování vyjednané kvality služby. 
Physical Links Příkazy a události této třídy umožňují konfiguraci 
fyzických linek. 
Host Flow Control Příkazy a události této třídy slouží k řízení toku 
dat z kontroléru do host zařízení. 
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Link Information Příkazy a události této třídy umožňují zjistit stav 
fyzických linek 
Authentication and Encryption Příkazy a události této třídy umožňují provést 
proces autentizace a následného šifrování 
spojení. 
Testing Příkazy a události této třídy umožňují uvést 
zařízení do testovacího režimu. 
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Příloha 3 Vývojové diagramy vrstvy HCI 
 
Obrázek 34 Proces vyhledávání zařízení HCI Inquiry ( převzato z [1] a upraveno) 
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Obrázek 35 Sestavení ACL linky s volitelným párováním ( převzato z [1] a upraveno) 
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Příloha 4 Stavový automat vrstvy L2CAP 
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Příloha 5 SDP záznam služby SPP 
// velikost záznamu 0x4d = 77B 
SDP_DES_SIZE8, 0x4d, 
// ServiceClassIDList – obsahuje seznam tříd jichž je služba instancí,  
// následuje za SDP_UUID128, obecný sériový port 
SDP_UINT16, 0x00, 0x01, 
SDP_DES_SIZE8, 0x11, 
SDP_UUID128, 0x00, 0x00, 0x11, 0x01, 0x00, 0x00, 0x10, 0x00, 0x80, 
0x00, 0x00, 0x80, 0x5f, 0x9b, 0x34, 0xfb, 
// ProtocolDescriptorList – obsahuje seznam protokolů nezbytných pro přístup ke  
// službě a nezbytné parametry protokolu 
SDP_UINT16, 0x00, 0x04, 
SDP_DES_SIZE8, 0x0c, 
SDP_DES_SIZE8, 0x03, 
SDP_UUID16, 0x01, 0x00,  // L2CAP 
SDP_DES_SIZE8, 0x05, 
SDP_UUID16, 0x00, 0x03,  // RFCOMM 
SDP_UINT8, 0x01,   // číslo kanálu 
// LanguageBase – definuje jazyk záznamu, důležité především pro kódování jména  
// služby 
SDP_UINT16, 0x00, 0x06, 
SDP_DES_SIZE8, 0x09, 
SDP_UINT16, 0x65, 0x6e, // kód jazyka dle ISO 639:1988 
SDP_UINT16, 0x00, 0x6a, // definice kódování, UTF-8 
SDP_UINT16, 0x01, 0x00, // identifikátor 
// BluetootProfileDescriptorList – obsahuje seznam profilů, jejichž podporu daná 
// služba v rámci zařízení zajišťuje 
SDP_UINT16, 0x00, 0x09, 
SDP_DES_SIZE8, 0x08, 
SDP_DES_SIZE8, 0x06, 
SDP_UUID16, 0x11, 0x01, // sériový port 
SDP_UINT16, 0x01, 0x00, // L2CAP 
// ServiceName – řetězec obsahující název služby 
SDP_UINT16, 0x01, 0x00, 
SDP_STRING8, 0x06, 0x53, 0x65, 0x72, 0x69, 0x61, 0x6c // „Serial“ 
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Příloha 6 FSM vrstvy RFCOMM 
Typy rámců Popis 
SABM ustavení spojení 
UA potvrzování při ustaveném spojení 
DISC ukončení spojení 
DM potvrzování při neustaveném spojení 
UIH kontrolní a datový rámec 
UIH – PN/PN resp. konfigurace spojení  
UIH – MSC/MSC resp. stavy řídících signálu UART 
Tabulka 5 Typy rámců RFCOMM vrstvy a typy kontrolních rámců RFCOMM vrstvy 
 
 
Obrázek 36 Sestavení odchozího spojení RFCOMM kanál 0 
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Obrázek 37 Sestavení odchozího spojení RFCOMM kanál ≠ 0 
 
Obrázek 38 Sestavení příchozího spojení RFCOMM kanál 0 
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Obrázek 39 Sestavení příchozího spojení RFCOMM kanál ≠ 0 
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Příloha 8 Obsah přiloženého CD 
BTStackPC – zdrojové texty protokolového stacku Bluetooth spolu s projektem pro vývojové 
prostředí Code::Blocks 
BTStackFITKit – zdrojové texty protokolového stacku Bluetooth (bez RFCOMM) pro platformu 
FITKit 
README.txt – popis testovacích aplikací 
