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ABSTRAKT 
Tato práce je rozdělena do dvou částí. V první části jsou zpracované protokoly RTP a RTCP. 
Druhá část je věnována návrhu aplikace pro diagnostiku přenosových parametrů RTP/RTCP 
relací. Pro vytvoření aplikace jsou použity programy Tcpdump win, Wireshark, IP/TV Viewer 
a programovací jazyk Java a jeho vývojové prostředí NetBeans 5.5.1. Aplikace je zaměřena 
na sledování dvou důležitých parametrů a to packet  loss a jitter. Funkčnost aplikace je 
ověřena na multicastové síti s provozem IPTV. 
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ABSTRACT 
This work was divided into two parts. In the first part are worked out protocols RTP and 
RTCP with theory. In this part I show to what these protocols are used. The second part is 
dedicated to proposal of application for the diagnosis of transmission parameters RTP / RTCP 
relations. Programs like Tcpdump win, Wireshrak, IP / TV Viewer and the Java programming 
language with development setting NetBeans 5.5.1. were used while creating the application. 
In this part we focused mainly at two important parameters like Jitter and Packet 
Loss.Functionality applications. Finally, we have verifed the function of the application on 
Multicast Network with running IPTV.  
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IPTV, Multicast, Real-time Transport Protocol, Real-time Transport Control Protocol, Jitter, 
Packet loss  
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Úvod  
 
   Semestrálný projekt sa venuje Diagnostickým nástrojom pre multicast (Multicast 
Diagnostic Tools). Táto téma bola spracovaná do rôznych kapitól.V týchto kapitolách sme sa 
oboznámili, čo je to vlastne multicast, ake poznáme spôsoby komunikácie na sieti, smerovacie 
protokoly podporujúce multicast, modely multicastu, protokoly podporujúce modelu 
multicastu. Do tejto práce sme ešte zahrnuli, čo všetko sa dá monitorovat a v poslednej 
kapitole sme sa venovali diagnostickým nástrojom a jejich využitiu.  
   V bakalárskej prací sú teoreticky rozoberané protokoly RTP a RTCP. Ďalej je tu 
uvedené hlavne to k čomu slúžia a načo sa používajú tieto protokoly. Posledná časť práce, 
ktorá je najdôležitejšou časťou sa venuje návrchu aplikácie pre diagnostiku prenosových 
parametrov RTP/RTCP relácií. Túto aplikáciu sme si overili na reálnej multicastovej sieti 
s prevádzkou IPTV. 
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1. Prečo bol vlastne vyvinutý multicast  
 
         Technológia skupinové vysielania (multicast) bola vyvinutá predovšetkým pre podporu 
aplikácie prirodzene obsahujúcich komunikácií jedného zdroja s veľkým počtom príjemcov 
rovnakých dát. Veľmi výhodné vlastnosti majú napríklad multimediálne aplikácie, kde jeden 
zdroj (vysielač) v reálnom čase posiela rade príjemcov zvuková či obrazové dáta. Pod týmto 
pojmom si vieme predstaviť napr. poslanie správ všetkým zamestnancom organizácie. 
 
 
1.1    Technologia multicast 
                                                                                                                               
         Dejiny implementácie multicastu vo svete Internetu sa datujú začiatkom osemdesiatich 
rokov minulého storočia. Vtedy študent Stanfordské University Steve Deering začal pracovať 
na distribuovanom operačnom systéme Vsystem. Tento systém sa pôvodne skladal z niekoľko 
počítačov prepojených mezi sebou na jednom ethernetovom segmente. Tieto stroje si posielali 
správy iba pomocou ethernetového multicastu. Rast projektu vyžadoval zapojenie viacej 
počítačov a naštastie (teda teraz se pozerám z pohľadu rozvoja multicastu) jediné voľné stroje 
boli až v inej budove univerzity. Prepojenie so sieťou bolo realizované pomocou protokolu IP 
cez routery (smerovače) a teda priame posielanie správ cez ethernet nebolo ďalej možné. 
         Ukázalo se teda nutne previesť komunikáciu medzi počítačmi z ethernetových rámcov do 
sveta IP paketov. S tým sa objavil problém, ako vo svete IP protokolov používať skupinové 
adresovanie, multicast. Práve vyriešením toho to problému bol poverený Steve Deering. Vo 
svojej práci mimo iné navrhol spôsob, ako multicastové pakety adresovať, posielať sieti, 
navrhol ako rozšíriť link-state routovací protokol OSPF o podporu multicastingu (MOSPF), 
navrhol nový vektorový routovací protokol na bázi RIP (DVMRP) a navrhol základy 
protokolu IGMP.  Svoje výsledky zhrnul vo svojej doktorandskej práci “Multicast Routing in a 
Datagram Network“. 
        Na jeho dielo naviazala rada ďalších a okolo roku 1992 vznikla prvá experimentálna IP 
multicastová sieť Mbone. V súčasnej dobe je multicast podporovaný predovšetkým u 
akademických a výskumných sietí, komerční poskytovatelia majú v tejto oblasti obvykle veľa 
čo doháňať. V Českej republike nie je síce nejak špecifikovaná, o malom používaní IP 
multicastu hovorí aj fakt, že tento druh dát si nevymieňajú ani poskytovatelia v rámci 
prepojovacieho uzlu NIX.CZ    
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2.   Spôsoby komunikácie na sieti  
 
 Unicast 
 Broadcast 
 Multicast 
 
 
2.1    Unicast  
 
         Unicast je spôsob komunikácie jeden s jedným, teda stanica komunikuje s práve jednou 
stanicou . Pri smerovaní stačí nájsť cestu sieťou od vysielateľa k prijímateľovi. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Obr. 2.1.1: Príklad unicastového modelu komunikácie 
 
 
2.2 Broadcast   
 
         Broadcast je spôsob komunikácie jeden so všetkými. To znamená, že stanica vysiela a 
príjemcami sú všetci. Smerovanie vtedy odpadá, pretože sa vysiela všetkými cestami (okrem 
tej odkiaľ údaje prišli). Nevýhodou je zaťažovanie siete, pretože nie všetci chcú prijímať dané 
správy.      
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Obr. 2.2.1: Príklad broadcastového modelu komunikácie 
 
Server
Klient 1
Klient 2
Klient 3
Router
Router
Router
Server
Klient 1
Klient 2
Klient 3
Router
Router
Router
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Server
Klient 1
(člen MCAST)
Klient 2
(člen MCAST)
Klient 3
(neni člen MCAST)
Router
Router
Router
2.3    Multicast 
 
         Multicast je mechanizmus routovania IP paketov, ktorý zaistí, že paket vysielaný 
odosielateľom bude doručený každému zariadeniu z danej cieľovej skupiny. Tejto skupine sa 
hovorí multicastová skupina (pre skrácenie sa občas požíva MCAST). V rámci jednej 
multicastovej skupine ide napr. prijímať video vysielané do tejto skupiny streaming serverom. 
Aby mohol uzol prijímať dáta posielané do multicastovej skupiny, musí byt jejím členom.   
        Multicast je integrálna súčast protokolu IP (Internet Protocol). Internet Protocol Multicast 
je technológia, ktorá slúži k efektívnemu využitiu šírky pásma pre situáciu, kde jeden vysielač 
distribuje informáciu (v praxi napr.videokenferencia, atd.) tisícom príjemcov.      
 
 
                                                                                              
MCAST – Multicastová skupina 
 
                                                                                             
  
    
                                                                                                                   
 
 
 
 
 
 
Obr. 2.3.1: Príklad multicastového modelu komunikácie 
 
 
2.4    Adresy pre multicast 
 
         Pre multicastové vysielanie sú vyhradené adresy z triedy D: 224.0.0.0 – 
239.255.255.255. Prvé štyri bity  (1110) identifikujú multicastový paket, zbytok (28 bitov) 
hovorí, pre ktorú multicastovú skupinu je daný uzol určený.  Tieto adresy sú určené iba pre 
cieľovú adresu datagramu, nesúceho dáta pre členy multicastovej skupiny. Zdrojová adresa je 
bežná unicastová routovatelná IP adresa.  
 
Organizácia IANA rozdelila adresovaný priestor pre multicast nasledovne: 
• 224.0.0.0 – 224.0.0.225 sú určené pre lokálne použitie, napr. 224.0.0.5 je adresa 
všetkých lokálnych OSPF routerov. 
• 224.0.1.0 až 238.255.255.255 sú určené pre globálne použitie. Adresu z toho to rozsahu 
budú využívať i mix servery, pretože môžu byt rozmiestnené po celom svete. Existujú 
ešte ďalšie rozsahy z triedy D, ktoré majú pre multicast zvláštnu schémantiku, viacej o 
nich nájdeme v príslušných dokumentoch RFC. 
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Link Local IP  Address Usage 
224.0.0.1 All systems this subnet 
224.0.0.2 All routers on this subnet  
224.0.0.5 OSPF routers 
224.0.0.6 OSPF disgnatec routers 
224.0.0.9 RIP Version 2 routers 
224.0.0.10 EIGRP routers 
224.0.0.12 DHCP server/relay agent 
224.0.0.13 All P1M routers 
224.0.0.22 IGMP 
224.0.0.25 Router-to-switch (such as RGMP) 
 
Tab. 2.4.1: Niektoré prednastavené IP adresy pre multicasty 
 
 
2.5    Skupinové vysielanie v lokálnej sieti 
 
         Protokoly na 2. vrstve sieťovej hierarchie (v našich podmienkach je z nich ďaleko 
najrozšírenejší ethernet) obsahujú vo svojich špecifikáciách podporu skupinového vysielania 
v podobe špeciálnich MAC adries. Bežné sieťové karty pracovných staníc (okrem PC) tak 
majú schopnosť podľa svojho okamžitého nastavenia (na základe požiadavkám programu) 
filtrovať pakety skupinového vysielania a najbližším vrstvám programového vybavenia môžu 
predávať len relevantnú časť paketov skupinového vysielania, ktoré sa v lokálnej sieti 
pohybujú, teda iba skupiny, ak sú predmetom momentálneho záujmu danej stanice. 
Nedochádza teda k zaťažovaniu staníc lokálnej siete, ktorých sa dané skupinové vysielanie 
netýka. Z výše uvedeného textu vyplýva, že napríklad k experimentu so skupinovým 
vysielaním v rámci lokálnej siete môže postačiť bežné technické vybavenie a príslušný 
aplikačný program (a samozrejme prípadne ďalšie technické prostriedky, ktoré sú pre 
uvažovanú aplikáciu potrebné, napr. zvuková karta a reproduktory).  
 
 
2.6    Momentálna dostupnosť skupinového vysielania 
 
         V súčasnej dobe je situácia o poznanie priaznivejšia, prakticky každý priemyslovo 
vyrábaný smerovač podporuje skupinové vysielanie a niektorý smerovací protokol.  
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3. Smerovacie protokoly podporujúce multicast 
 
         Smerovače musia – okrem trvalého mapovania svojho bezprostredného okolia - zaistiť 
tok paketov skupinového vysielania i do vzdialených oblastí siete, a to možno optimálnym 
spôsobom. K tomu slúžia tzv. smerovacie protokoly. Z ich  pomocou smerovače hľadajú 
minimálny strom spojov pokrývajúci cestu od zdroja skupinového vysielania k momentálnym 
záujemcom o príjem. Je zrejmé, že na rozdiel od klasického smerovania priameho vysielania 
pôjde o proces veľmi dynamický. Cesta od daného zdroja k danému cieli je totiž stála, ak 
nedôjde k nejakej vonkajšej udalosti meniacej typológiu siete, napr. k poruche linky. Naproti 
tomu záujemcovia o príjem daného skupinového vysielania môžu vznikať a zanikať trvale 
a tento proces priebežných zmien musia smerovacie protokoly vhodne reflektovať.  
Pre smerovanie multicastového provozu existujú tri skupiny smerovacích protokolov: 
 
 Sparse Mode (SM) 
 Dense Mode (DM) 
 Link State (LS) 
          
                                                                                                                                 
3.1  Sparse Mode (SM) 
 
         Medzi najznámejšie SM protokoly patria: 
•  PIM SM (Protocol Independent Multicast – Sparse Mode)  
•  PIM SS (Protocol Independent Multicast – Source Specific Mode) 
•  CBT (Core Based Trees) 
 
      SM protokoly používajú pull model, ktorý predpokladá, že dáta nesmejú byť vysielané do 
tých sietí, kde nebola explicitne vyžiadaná. Ak sa chce nejaký koncový bod pripojiť do 
multicastovej skupiny, jeho smerovač vysiela správu join ku koreňu stromu čím vytvorí novú 
cestu (novú vetvu stromu). Správa join je časovo obmedzená, jej vysielanie sa teda musí po 
určitom časovom intervale obnovit, inak je vetva odrezaná. Ak ku smerovaču není pripojený 
žiadný príjemca multicastovej skupiny, smerovač vyšle ku koreňu zprávu prune, čím vetvu 
odreže.    
                                                                                                                                               
                                                                                                                                                [ 4 ] 
                                                                                                    
3.2   Dense Mode (DM) 
 
        Medzi najznámejšie DM protokoly patria: 
• DVMRP (Distance Vektor Multicast Routing Protocol)  
• PIM DM (Protocol Independent Multicast – Dense Mode) 
 
        DM primárne predpokladajú, že každá subsiet má príjemcu multicastového vysielania. 
Multicastové vysielanie je teda primárne vysielanie do celej siete. To avšak zbytočne zaťažuje 
sieť. Aby sa tomu zabránilo, každý smerovač, ktorý nemá žiadneho príjemcu multicastového 
vysielania posiela smerom ku koreňu správu prune, ktorou oznámi, aby na danú vetvu neboli 
dáta posielané. Táto správa sa musí pravidelne opakovať, inak sa dáta začnú do danej vetvy 
opäť posielať. Ak sa naopak vo vetve objavia koncové zariadenia s požiadavkou prijímať 
multicastové dáta, koncový smerovač vysiela smerom ku zdroji správu join, ktorá si zaistí 
príjem požadovaných dát.   
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                                                                                                                                                [ 4 ]                                                                                                                                    
3.3 Link State (LS)  
 
Medzi najznámejšie LS protokoly patria: 
• MOSPF (Multicast OSPF)  
 
      K najznámejším Link State protokolom patrí MOSPF (Multicast OSPF), ktorý vznikol 
modifikáciou protokolu OSPF. Používa zdrojový strom. Pri komunikácií si smerovače 
vymieňajú informácie o metrice liniek multicastových skupín. Každý smerovač zostaví 
pomocou získaných informácií najvhodnejšiu cestu ku zdroji multicastového vysielania. 
                                                                                                                                                [ 4 ] 
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4.     Modely multicastu – Any Source Multicast (ASM)    
                                                                                                                               
4.1 Any Source Multicast (ASM)  
  
         Pri ASM prenose komunikujú viacerí z viacerými (ako je vidieť na obrázku pod tex- 
tom). Pri ASM prenose musí byt sieť schopná rozlišovať kto je zdroj. Ak nejaký klient 
prejavy záujem o pripojenie sa do konferencie, potom musí sieť určiť všetky potenciálne 
zdroje a ich dáta potom dopraviť novému klientovi.  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Obr. 4.1.1: Príklad komunikácie viacerí  z viacerými 
 
ASM prenos je vhodný najmä pre on-line hry, hlasové konferencie, videokonferencie, atd. 
 
 
4.2   Využitie videokonferencie v praxi  
 
 Video konferenčné prostredie ide využívam k mnoho rôznym účelom. Môžeme v ňom  
usporiadať poradu, ani by nebolo treba dopraviť všetkých účastníkov na jedno miesto. 
Rovnako tak v ňom ide prednášať študentom, ktorí sa akurát vyskytujú niekde na opačnej 
strane zemegule. Doktori a vedci (a nielen oni) určite ocenia flexibilitu a snadnosť konzultácií 
cez video. Kedykoľvek chcete vidieť a hovoriť s ľuďmi, ktorí sú od vás príliš ďaleko na to, 
aby ste sa s nimi stretli osobne (a to už z finančných, časových či úplne iných dôvodov), 
môžete využívať videokonferenciu.  
 
 
 
 
 
 
 
 
 
 
 
 
Obr: 4.2.1: Využite videokonferencie v praxi 
 ZDROJ / KLIENT 
        ZDROJ / KLIENT 
       ZDROJ / KLIENT 
ZDROJ / KLIENT 
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        Využívanie multicastu vo video konferenčnom prostredí má i ďalšie negatívne stránky. 
Ak prenášame veľké objemy dát, môže nám na multicaste vadiť jeho obmedzená rýchlosť 
prenosu. S tým sa ešte dokážeme vyrovnať, ale za samostatné podstaty multicastovej 
architektúry vyplývajú ďalšie a podstatnejšie obmedzenia – distribúcia dát prebieha 
distribuovane a tak nejdú dáta posielané medzi jednotlivými užívateľmi spracovávať alebo 
obmedzovať okruh užívateľov, ktorí k nim budú mať prístup. 
 
 
4.3    Any Source Multicast (ASM) – zdieľaný zdroj 
 
o Pri ASM je komunikácia je založená na zdieľanom strome. To znamená, že v sietí 
existuje jeden smerovač, nazývaný Rendezvous poin (RP), ktorý je koreň stromu a 
nemení svoju polohu. 
o Pre tieto stormy sa požíva označenie (*,G), anglicky “star comma G”. Kde 
hviezdička označuje, že zdroj neni závislý na zdroji multicastu a G označuje 
multicastovú adresu. 
 
o Komunikácia v ASM: 
 Koncové zariadenie posiela k svojmu smerovaču paket IGMP so 
žiadostou o prijem vysielania zo zvolenej multicastovej adresy. 
 Koncový smerovač (router) zažiadá o príjem multicastového koreňa 
RP. 
 RP začne vysielat koncovému zariadeniu dáta od zdroja 
multicastového vysielania. 
 S prvým prijatým paketom môže koncové zariadenie vypočítať 
najkratšiu cestu ku zdroji a pakety môžu byt smerované touto 
cestou. RP teda môže slúžiť iba k tomu, aby sa smerovač dozvedel 
o umiestnený zdroja vysielania. 
 
                                                                                                            [ 4 ]             
                                                                                                                                                                
 
 
 
 
 
 
 
      
   
 
 
 
 
Obr. 4.3.1: Any Source Multicast (ASM) - zdieľaný strom 
 
 
 
 
 
  22 
 
Príklad: 
         Koncové zariadenie napr. [192.168.10.1 – 255.1.2.3 (M)] pošle svojmu smerovaču 1 
paket IGMP so žiadosťou o príjem vysielania zo zvolenej multicastovej adresy. Koncový 
router zažiada o príjem multicastového korena RP. RP začne vysielať koncovému zariadeniu 
data od zdroja multicastového vysielania. S prvým prijatým paketom môže koncové 
zariadenie vypočítať najkratšiu cestu ku zdroji a pakety môžu byt smerované touto cestou. RP 
teda môže slúžiť iba k tomu, aby sa smerovač dozvedel o umiestnený zdroja vysielania.         
 
4.4    Protokoly pre ASM  
 
• protokol PIM – SM 
• protokol PIM – DM 
• protokol IGMPv1 
• protokol IGMPv2 
 
 
4.5.1 Protokol PIM – SM 
 
PIM-SM používa ako zdieľané, tak zdrojové stromy. Pre zdieľaný strom v tomto preto 
existuje koreň, od ktorého sa  multicastový chod (provoz) šíri smerom ku klientom. Tento 
koreň sa nazýva Rendezvous Point (RP) a môž ich byť v sieti viac (treba povedať, že pre 
konkrétnu skupinu je jeden hlavný, ostatné sú záložní).  
 
  
4.5.2 Protokol PIM – DM 
 
         PIM-DM (Protocol Independent Multicast - Dense Mode) je protokol o niečo mladší 
ako protokol DVMPR. Tento protokol si sám nezostavuje unicastovú routovaciu tabuľku, ale 
namiesto toho využíva tabuľku od niektorého unicastového protokolu. Slovo Independent 
označuje, že PIM vie spolupracovať s ľubovoľným protokolom, teda i so statickým routingom 
apod. 
 
 
4.5.3 Protokol IGMPv1 
 
     Protokol IGMPv1 je vybavený dvoma druhmi IGMP zpráv: 
• Membership Query 
• Membership Report 
 
         Smerovač alebo prepínač odosiela pravidelne dotaz Membership Query na adresu 
224.0.0.1 (prijímajú ju všetky zariadenia v lokálnej sieti). Zariadenia, ktoré chcú odoberať 
nejakú multicastovú skupimu, zašlú odpoveď Membership Report. Táto správa obsahuje 
adresu multicastovej skupiny, ktorú chce zariadenie odoberať. 
 
 
4.5.4 Protokol IGMPv2 
 
     Protokol IGMPv2 je doplnený o dalšiu zprávu : 
• Leave Group 
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         IGMPv2 je rozšírením protokolu IGMPVv1, ale bola doplnená o ďalšiu správu, ktorá 
umožňuje znížiť zaťaženie siete. Je to správa odhlásenia sa zo skupiny Leave Group. Ako 
náhle sa hosť skupiny prestane zaujímať o prijímanú skupinu, pošle odhlasovaciu správu 
(Leave Group). Pri príchode tejto správy smerovač alebo prijímač zistí vysielaním 
Membership Query, či existuje ešte nejaký hosť, ktorý má o danú skupinu záujem. Ak nikto 
záujem nemá, zruší pre posielanie celej skupine. V opačnom prípade odoberie iba zariadenie, 
ktoré poslalo odhlasovaciu správu. 
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5. Modely multicastu – Source Specific Multicast (SSM) 
 
5.1    Source Specific Multicast (SSM) 
 
         SSM prenos je vhodný použiť vtedy, ak máme presne definovaný zdroj dát (napr. pri         
prijímu internetového rádia či televízie). Prípadný iný zdroj vysielajúci na rovnakú 
multicastovú adresu neni prijatý. Toto je zaistené na strane klientov dát tak, že poskytujú dva 
typy adries: multicastovú adresu  (adresa multicastovej skupiny, že ktorá chce klientovi 
prijímať dáta ) a unicastovú adresu  (adresa konkrétneho zdroja). 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Obr. 5.1.1: Príklad komunikácie jeden z viacerými 
 
SSM má výhodu vo svojej jednoduchosti a menšej realizačnej náročnosti. 
 
 
5.2   Využitie IPTV v praxi 
 
        Digitálna televízia môže mat veľa podôb. Dlhé roky sa hovorilo len o satelitnom digitál- 
nom vysielaní (DVB-S), posledné mesiace je veľkým hitom zemská digitálna televízia (DVB-
T), digitálna káblová televízia (DVB-C) a veľkou neznámou pre väčšinu divákov je digitálne 
vysielanie určené pre mobilné telefóny  (DVB-H či DMB). Existuje ešte jeden typ digitálneho 
vysielania: televízia cez internetový protokol (IPTV). 
 
 
 
- 
 
 
 
 
 
 
 
 
 Obr. 5.2.1: Využitie IPTV v praxi 
 
 
   ZDROJ / KLIENT 
    ZDROJ / KLIENT 
          
    ZDROJ / KLIENT 
 ZDROJ 
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5.3    Source Specific Multicast (SSM) – zdrojový strom    
                                                                                    
o Pri SSM je komunikácia založená na zdrojovom strome, kde koreň stromu je 
vždy zdroj dát, a jeho listy sú príjemcami. 
o Pre tieto stromy sa používa označenie (S, G), anglicky “S comma G”. Kde S 
je Source (zdroj) a G označuje multicastovú adresu. Z toho plynie, že ak je v 
jednej skupine viac zdrojov, tak pre každý zdroj existuje vlastný strom. 
o U SSM je teda možné používať jednu multicastovú adresu pre viac skupín. 
 
o Komunikácia v SSM: 
 Koncové zariadenia vyžiadá po koncovom smerovači multicastové 
vysielanie z multicastovej adresy a ďalej zadá zdroj, od ktorého chce 
toto vysielanie prijímať. 
 Je zostavený strom od vysielača až k prijímači.  
              
                                                                                                                                   [ 4 ]    
 
 
 
  
 
 
 
 
 
 
 
 
Obr. 5.3.1: Source Specific Multicast (SSM) - zdrojový strom 
 
 
Príklad: 
         Koncové zariadenie napr. [192.168.10.1 – 255.1.2.3 (M)] si vyžiadá po koncovom 
smerovači multicastové vysielanie z multicastovej adresy a ďalej zadá zdroj, od ktorého chce 
toto vysielanie prijímať. Je zostavený strom od vysielača až k prijímači. 
 
                                                                                                                             
5.4    Protokoly pre SSM 
 
• Protokol IGMPv3 
• PIM – SSM 
 
 
5.4.1 Protokol IGMPv3 
 
     Protokol IGMPv3 je vybavený dalšími zprávami: 
• Inclusion Membership Report 
• Exclusion Membership Report 
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         Zpráva typu Membership Report je určená pre výber konkrétneho zdroja dát pre 
multicastovú skupinu, pretože môže existovať viac zdrojov. Inclusion Membership Report 
poskytuje jednotlivým členom skupiny IP adresy zdrojov, z ktorých má prebiehať príjem dát. 
Správy typu Exclusion Membership Report umožňujú členom rozpoznávať zdroje, ktoré 
nechcú prijímať. Správa typu Leave Group je tu rozšírená tak, že umožňuje členom úplne 
opustiť skupinu alebo umožňuje určiť IP adresu zdroja od ktorého už ďalej nechcú prijímať 
dáta. 
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6. Monitorovanie chodu skupinového vysielania 
 
 Sledované parametre 
 Dostupnosť dát 
 Odhad kvality prenosu 
 Štatistické údaje o prenesených paketoch 
 Nastavenie jednotlivých smerovačov 
 
 
6.1 Sledované parametre 
 
Pri sledovaní prenosu skupinových dát je možno získavať niekoľko druhov informácií 
tykajúcich sa: 
• Dostupnosti dát (či je možné v nejakej podsieti prijímať dáta z danej skupinovej 
konferencie) 
• Kvality prenosu (SDR paketov) 
• Štatistických údajov o prenesených paketoch (počet, odkiaľ, kam, apod.) 
•    Nastavenie jednotlivých smerovačov a ďalšie informácie (IP adresy rozhrania, 
používané smerovacie protokoly, apod.) 
6.2 Dostupnosť dát  
 
        Dostupnosť dát je zisťovaná pomocou agentov spracovávajúcich dáta z SDR konferencií 
ak príde oznámenie o skupine, môžeme prekladať, že či bude i táto skupina dostupná. Druhým 
nezávislým spôsobom je zapisovanie smerovacích informácií z databázií MIB smerovačov. 
 
 
6.3 Odhad kvality prenosu  
 
Je charakterizovaný pomocou nasledujúcich troch základných veličín: 
 
 Oneskorenie – doba od vysielania paketu po jeho prijatie 
 Jitter – zmena (rozptyl) oneskorenia 
 Stratovosť  paketov – podiel paketov, ktoré nedorazia k cieľu  
        Všetky tieto údaje sú získávané odposlúchávanín a vyhodnocovaním SDR paketov. 
Pretože neni známy presný čas odoslania paketu do danej konferencie (ani neni známe, či bol 
vôbec odoslaný), musí sa meranie hodnôt odohrávat relatívne k paketom z rovnakých  
konferencií prijatých inými agentami. Napríklad čas vysielania paketu sa stanoví ako čas, 
kedy bol daný paket prvýkrát prijatý nejakým agentom.                                                                            
        Dôsledkom je nepresné určenie času vysielania a tím zmenšenie oneskorenia. Pri väčšom 
počte agentov v rôzných podsietách sa tato nežiadúca vlastnosť čiastočne eliminuje. Popísanie 
určitej doby odoslania  paketu naštastie nemá vliv na jitter, alebo sa počítá ako rozdiel 
maximálneho a minimálního oneskorenia. 
        Pri zisťování ztrát paketov hrozí iba jediné nebezpečie - ak sa paket ztratí ešte skôr, nech 
môže dorazit aspoň k jednému z agentov, server se nedozvie, že bol vôbec doslaný. Chová sa 
potom, ako by paket vôbec neexistoval. 
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Vzorový výpočet ztrátovosti rámcov :                         
                  
 
Kde: 
Nlost  …... počet ztratených rámcov, 
Nsent  ….. počet všetkých posielaný rámcov      
 
Veličina FLR (Frame Lost Ratio), udáva pomer stratovosti rámcov, ktorá sa vypočíta ako 
počet stratených rámcov k celkovému počtu rámcov posielaných. 
 
 
6.4 Štatistické údaje o prenesených paketoch 
 
Získavajú sa čiastočne pomocou SNMP, ostatné a detailnejšie informácie potom 
spracovaním NetFlow štatistík periodicky exportovaných z dotknutých  smerovačov Cisco. 
 
 
6.5 Nastavenie jednotlivých smerovačov  
 
Ďalšie informácie o smerovaní skupinového vysielania sú získavané prostredníctvom  
SNMP. 
 
Jedná sa napríklad o: 
 
 Popis smerovača ( jeho meno, typ operačného systému, kontakt na správcu, apod..) 
 Zoznam rozhraní a im odpovedajúce IP adresy 
 Použité protokoly smerovania skupinového vysielania na jednotlivých rozhraniach 
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7. Diagnostické nástroje pre multicast  
    
• RAT (Robust Audio Tool) 
• VIC (Video Interface Control) 
• Multicast Beacon 
• Rtmon 
• Ssmping 
• Asmping 
                                                                                                                                                [ 6 ] 
 
7.1    RAT (Robust Audio Tool) 
  
         Je to dôležitý nastroj pre diagnostikovanie sieťových problémov, ktorý umožňuje 
viacerým účastníkom zaistiť audio konferenciu cez Internet pomocou multicastu. Tetno 
nástroj ukazuje sieťové informácie podobne ako multicast beacon, okrem toho aj audio pakety 
stratené medzi lokálnou stranou a tými stranami na rovnakom virtuálnom mieste. 
Tento nástroj je dostupný pre Linux, FreeBSD, Solaris, Irix and Windows 95/98/Me/NT/2000. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Obr. 7.1.1: RAT (Robust Audio Tool) 
 
 
        Ako je vidieť na obrázku je tam 11 účastníkov, vaša vlastná strana je naznačená na 
vrchu, mená sú zvýraznené kedykoľvek, keď niekto prenáša audio, ľavá strana toho diamantu 
vedľa mena je odosielateľ a práva je príjemca, to ukazuje či si prijal všetky pakety, ak je 
diamant zelený alebo oranžový tak je stratovosť nízka, šedý diamant ukazuje keď strana práve 
neprenáša audio a červená znamená vysoká stratovosť paketov. Červený diamant indikuje, že 
sieť sa spomalila alebo spadla, neukazuje pokles audia. 
 
 
 
 
 
 
 
 
 
ked klikneš na tu 
mriežku, tak sa ti to 
ukáže ako tabuľka 
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7.2    VIC (Video Interface Control) 
 
         Ďalší užitočný soft. nástroj je Vic. Tento nástroj spojuje prepojuje viacnasobne miesta a 
s viacnasobnými videostrimami. Ten vic ty pomôže vidieť či videostup je prijatý zo všetkých 
ďalších AG miest-sites. Pravidelné rušenie vo videoprenose zjavenie pohybujúcich sa 
objektov vo viacerých miestach a alebo strata videa su indikátory straty paketu. Extrémna 
strata paketu môže viesť ku kopletnému rozmazaniu alebo zmrznutiu obrazu. Ten vic môžeš 
použiť na zobrazenie straty paketu a rychlosti Frame Rate (zobrazovania).  
 
                                                                                                                                                                                                                                              
 
 
      
 
 
 
 
 
 
 
 
          
                                                                                                                                                                                                                      
Obr. 7.2.1: VIC (Video Interface Control) 
 
        Ako je vidieť na obrázku, uživatel napr. Motorola Labs PRESENTER dokáže prijímat 
video od každého, kto je tam a kto ma naištalovaný vic (Video Interface Control). 
Modré políčko znamená, že uživateľ nemá kameru a nevysiela. 
  
                                                                                                                                                                                                     
 
 
 
Obr. 7.2.2: VIC (Video Interface Control) – Motorola Labs Presenter 
 
    24 f/s   →  zobrazuje rýchlost zobrazovania 
                   
84 kB/s   →  zobrazuje rýchlost prenosu 
 
    3,8%  →  zobrazuje kolko percent paketov sa stratí 
 
         Ďalšia vymoženost vic je schopnosť zobrazovať sietové informácie. Klinutím na tlačítko 
button – info otvorí sa nám menu, ktoré vám zobrazí statistiku chyb RTP protokol, informácie 
o dekodéru a verzi vic dalej možete spustit mtrace ak to systém podporuje. 
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Obr. 7.2.3: VIC (Video Interface Control) – informácie u uživatelovi 
 
         Real-time Transport Protocol (RTP) je užitočný lebo umožňuje mne zadovážil spätnú 
informáciu ďalšiemu Node Ops a  prijatej kvalite. RTP prenáša dáta v reálnom čaše. Koľko 
sekvencii obrazov a ich časove rozdelenie. Aj v prípade keď prijímač prijeme paket 
v rozhádzanom poradí . RTP štatistiky umožňujú posielať informáciu čo sa všetko stratilo. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Informácie o sites-uzlu: 
Aký je email, IP adresa…. 
                      Uživatelove štatistiky 
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7.3 Multicast Beancon 
 
         Týto klienti priebežne posielajú pakety každému cez multicast spojenie a merajú výkon 
prenosu. Klienti odosielajú správy do centrálneho beacon serveru a poskytujú informácie na 
každý beacon, ktorý vidia. Reporting interval je okolo 10 sekúnd a server obnovuje sa 
každých 120 sekúnd. Kvoli tomu je beacon vhodný pre dlhodobý pohľad multicast siete, ale 
nie pre krátkodobé. Beacon môže poskytovať informácie stratených paketov medzi všetkými 
stranami aktuálneho Acces Grid  spojenia. Každý router, ktorý je do multicast pripojený, musí 
byt schopný poskytovať multicast.  
 
                             
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Obr. 7.3.1: Multicast Beacon 
 
 
         Na obrázku je vidieť, že S sú odosielatelia a R sú prijímatelia. Nula (zelené políčka) 
vyjadrujú stratu paketov do 10%. Spojenie medzi S a R je v pohode. Na (šedé políčka) 
vyjadrujú, že žiadne pakety sa neposielajú. Žlté políčka vyjadrujú stratu paketov od 10% do 
30%. 23 (červené políčka) vyjadrujú stratu paketov od 30% do 100%. Každých 10 sekúnd 
posiela pakety všetkým odosielateľom (S) a zisťuje či sú v tabuľke NA, 23, 0. Ta tabuľka sa 
používa na zisťovanie chýb v sieti. 
         Multicast Beacon zisťuje prevádzku v sieti. Keď sa niečo stratí tak to zisťuje. Zisťuje to 
každých 120 sekúnd, a to tak, že  posiela správu serveru. V rámci 120 sekúnd ak sa niečo 
pokazí tak to nezisti, až po 120 sekundách, keď mu pošle server správu o strate paketov. 
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7.4    RTPMON  
 
         Ďalším nástrojom je Rtpmon. Tento volný third-party software určený pre Linux 
monitoruje ovládánie informačnej výmeny medzi aplikáciou, ktorá spojuje Real - time 
transport protocol (RTP) s prístupovou sieťou. Základný ciel z RTP je opatrený spätnou 
väzbou a ostatnými Node Ops udávajúci kvalitu prijímu. Spätná väzba z prijímu, obsahuje 
stratené rate a jitter, ty sú zobrazené v grafickom užívateľskom rozhraní môžu byť riadené v 
rôznych cestách pomocou, oddelenia a diagnostika multicastového distribučného problému. 
Tento program môžeš používať k monitorovaniu relácie, k rozpoznaniu a diagnostike 
multicastovej distribúcie spôsobené jednotlivými prijímami.  
        Nejaká RTP relácia je zložená z dvoch kanálov. Jeden pre dátové pakety a jeden pre RTP 
ovládanie paketov (RTCP). V nejakej AG relácií môžu byt zvláštnymi účastníkmi 
prenášaných dát a môžu sa omnoho viac podieľať, ktorí jednoducho naslúchajú. Ale všetky 
podieľajúce sa periodické prenosy RTCP pakety sú v ovládanom kanále. Ostatné RTCP 
pakety sú obsadené v statickom prijímaní strát dát a oneskorovaním jitteru. RTCP ešte 
obsahujú reláciu označenia bodov, ktoré získajú informáciu o sieťach ako reálne meno 
emailovou adresu a aplikácie, ktoré ona používa. 
% rtpmon <IP address/port> 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Obr. 7.4.1: RTPMON 
 
 
         Hlavné RTP moon okno bude otvorené s IP adresou a číslom portu v hlavičke. Keď 
stlačíš  menu, zobrazia sa parametre okna. Odtiaľ môžeš meniť nastavenia zobrazenia strát 
paketov, filtráciu strát paketov alebo stratového jitteru. Ty môžeš zoradiť správu podľa 
najväčšej straty, priemernej straty, IP adresy alebo odosielateľa. 
 
 
 
       IP adresa 
Číslo portu 
Sender – odosielateľ 
Receiver – prijímateľ  
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Príklad: 
        V okne rtmon menu si môžeme vybrať z troch možností jednu a tú zaškrtnúť (napr. 
vyberieme Pacet Loss, Maximum Loss) . V okne info: (Pardue University) si môžeme pozrieť 
informácie o prijímateľovi napr. aký ma email, tool-rat, IP address, …V okne rtmone 
224.2.211.167/16964 si môžeme prehliadnuť výsledné výsledky . Prví 3 prijímatelia tieto 
zaškrtnuté políčka spĺňajú na 100% a ostatní na 0%. 
 
 
7.5  SSMPING 
 
         Idea nástroja ssmping je postavená na vydaní SSM-Ping: Ping nástroj pre zdrojovo 
špecifický multicast. Dnešná verzia beží často len na aplikačnej vrstve, nevyžadujúc žiadne 
zmeny po nižšie postavených sieťových protokoloch. 
         Spusť server a ohlásiť adresu servera by bol príkladný spôsob použitia nástroja ssmping 
pre poskytovateľa siete. Užívatelia potom môžu pingnúť server aby zistili či môžu prijímať 
multicast z internetu. Použitím týchto nástrojov môžeme taktiež získať mnoho informácií 
obyčajne skrytých v bežnom základnom pripojení. Napríklad, nižšie  je zobrazené použitie 
ssmping na zistenie, či hosť môže prijímať SSM z verejného servera ssmping.uninett.no: 
 
         NA obrázku môžeme vidieť, že sme obdŕžali obidva typy odpovedí, unicast aj 
mutlicast.     Toto zobrazuje, že je možné získať multicast od hosťa ktorého sme pingli. Ale 
vraví nám viac než to. Vraví nám, že trvalo jednu až dve sekundy kým bol strom mutlicast 
spustený smerom od adresáta ku odosielateľovi. Tesne predtým ako bola prvá žiadosť 
poslaná, klient ssmping sa pripojil do skupiny a spôsobil že konštrukcia stromu bola spustená. 
Nedostal žiadne odpovede na prvé dve žiadosti, ale dostal jednu na žiadosť poslanú cca 2 
sekundy potom ako sa pripojil (seq 2). Prvé dva pakety sa pravdepodobne stratili lebo strom 
ešte nebol pripravený.  
         Ďalej môžeme vidieť, že unicast odpovede precestovali 20 skokov (routerov), zatiaľ čo 
multicast len 12. Tym pádom mutlicast musel cestovať inou trasou ako unicast a keďže počet 
skokov u multicastu bol o toľko menší, je možné že mutlicast bol niekde na svojej trase 
tunelovaný. 
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         A nakoniec zmeráme dobu cyklov. Vzhľadom na to, že meriame dobu od poslania 
unicast žiadosti po príjem unicast a multicast odpovede, budeme môcť porovnať jednosmerné 
oneskorenie unicastu versus mutlicastu. Taktiež môžeme vidieť, že oneskorenie sa mení viac 
pre mutlicast, aj keď by sme mali zmerať väčší počet paketov na vyvodenie záveru. 
 
 
7.5 ASMPING 
 
        Asmping je v princípe veľmi podobný nástroju ssmping. Rozdiel je v tom, že sa pripája 
len do skupiny, a nie na zdroj a zároveň do skupiny. Avšak zaujímavou časťou je, že s každou 
Any Source Multicast (ASM) existuje niekoľko možných smerovacích ciest a používané cesty 
sa môžu časom meniť. Použitím asmping je možné do určitej miery vidieť, ktorá cesta je 
používaná keď zmeny v smerovaní nastanú. 
        Ako ssmping, assmipng nám vraví koľko skokov prešli unicast a multicast pakety. Vo 
väčšine prípadov odlišné smerovacie cesty budú mať odlišný počet skokov a toto nám môže 
pomôcť vydedukovať, ktorá cesta bola zvolená a kedy. Ak jeden pozná typológiu, jeden môže 
presne povedať pomocou nástroja asmping, ktorá cesta je používaná a kedy. Avšak, aj bez 
použitia takýchto informácií, jeden by stále mal byť schopný povedať nejaké informácie 
o momentálne používanej ceste. 
 Je tiež dôležité si všimnúť, že môžu nastať zaujímavé veci v prípade inter-doménového 
Multicast Source Discovery Protocol (MSDP) pre IPv4 a v prípade Embedded-RP pre IPv6. 
Nižšie je príklad medzidoménového IPv4 s použitím MSDP. 
         Všimnite si, že prvý prijatý multicast paket je prijatý dvakrát, má veľmi veľké 
oneskorenie a precestuje len 7 skokov. Všetky tieto efekty pochádzajú z faktu, že bol 
zapojený MSDP. 
 Doposiaľ nebolo spravených veľa testovania s asmping a embedded-RP, v čase písania 
tohto dokumentu ale máme pocit, že nástroj ponúka zaujímavé možnosti, hlavne v tom že si 
môžeme vybrať lokáciu zdroja ako aj lokáciu RP; RP závisí na skupinovej adrese. 
         Tieto nástroje sú dnes v širokom použití, so stovkami downloadov, pre IPv4 aj pre IPv6. 
Toto zahŕňa použitie M6Bone. Nástroje s používané pre testovanie na Internete a na 
privátnych siatiach. 
 
 
 
 
 
  36 
 
8. Protokoly RTP a RTCP 
 
8.1    RTP protokol 
 
         Real-time Transport Protocol (RTP) poskytuje služby pre prenos dát s real-time 
charakteristikou, akými sú napríklad interaktívne video alebo zvuk. Tieto služby zahŕňajú 
identifikáciu typu prenášaného obsahu, sekvenčné číslovanie paketov, časové značky a 
monitorovanie odporučenia. Aplikácie využívajúce RTP zvyčajne sa samotný prenos dát 
používajú UDP (User Datagram Protocol), ale nie je to nevyhnutné. RTP umožňuje prenos dát 
k viacerým cieľom súčasne využitým multicast spojenia, ak to potrebuje sieť.  
   
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Obr. 8.1.1: RTP architektúra 
 
         Samotný RTP nezaručuje včasné doručenie paketov, ani to či budú doručené 
v správnom poradí, alebo či budú vôbec doručené, ale spolieha sa v týchto aspektoch na nižšie 
vrstvy siete. Sekvenčné čísla zahrnuté v RTP umožňujú príjemcovi obnoviť správne poradie 
paketov, ale umožňujú tiež určiť správne umiestnenie paketu napríklad pre dekódovaní videa 
bez nutnosti dekódovať pakety v správnom poradí.  
 
RTP pozostáva z dvoch častí:  
• Real-time Transport Protocol (RTP), zabezpečuje samotný prenos dát 
• Real-time Control Protocol (RTCP), slúži na monitorovanie kvality služieb a prenos 
informácií o účastníkoch session (konferencie) 
 
 
 
 
 
 
 
 
 
 
 
 
 
                 Real-time aplikácie  
    Real-Time Control Protocol (RTCP) 
    Real-Time Transport Protocol (RTP) 
Iné sieťové a 
transportné protokoly 
(TCP, ATM, …) 
  UDP 
      IP 
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8.2    Formát hlavičky RTP paketu 
 
         Na obrázku pod textom je znázornený formát hlavičky RTP paketu.  
 
 
Obr. 8.2.1: Hlavička RTP paketu 
 
 
Význam jednotlivých polí je nasledovný: 
 
Version (V): 2 bity 
Toto pole označuje verziu RTP (v súčasnosti 2). 
 
Padding  (P): 1bit 
Ak je padding bit nastavený, na konci paketu je jeden alebo viac prídavných (výplňových) 
bajtov, ktoré nie sú súčasťou prenášaných dát. Posledný bajt výplne udáva počet bajtov, ktoré 
sa majú ignorovať, vrátane seba. Dopĺňanie môže byť využívané niektorými kryptovacími 
algoritmami, ktoré vyžadujú bloky dát s pevnou dlžkou.  
 
Extension (X): 1bit 
Ak je tento bit nastavený, za permanentnou hlavičkou musí nasledovať práve jedno rozšírenie 
hlavičky. 
 
CSRC count (CC): 4bity 
Udáva počet CSRC identifikátorov, ktoré nasledujú za fixnou hlavičkou. 
 
Marker (M): 1bit 
Význam tohto bitu je definovaný konkrétnym RTP profilom. Je určený na označenie nejakej 
dôležitej udalosti napríklad výskyt hraníc rámcov v prúde paketov. Profil môže definovať 
ďalšie prídavné marker bity, alebo zrušenie tohto bitu a poskytnutie jeho miesta pre zmenu 
počtu bitov payload typu (PT). 
 
Payload type (PT): 1bit 
Toto pole označuje typ obsahu RTP paketu  (RTP paylod) a určuje ako bude tieto dáta 
aplikácia interpretovať. Profil môže definovať standardne statické mapovanie payload kódov 
na typy prenášaných dát. Ďalšie typy payload kódov môžu byť definované dynamicky. RTP 
zdroj môže zmeniť typ prenášaných dát počas spojenia, ale toto pole sa nesmie využívať na 
multiplexovanie viacerých prúdov dát. Príjemca musí ignorovať pakety, ktorých obsahu 
nerozumieme (nevie ich dekódovať). 
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Sekvenčné číslo (Sequence number): 16bitov 
Sekvenčné číslo je zväčšené o jeden za každým odoslaným RTP dátovým paketom a môže 
byt použité príjemcom na detekciu stratených paketov, alebo na obnovenie  poradia paketov. 
Počiatočná hodnota sekvenčného čísla by mala byť náhodné číslo (nepravidelné) aby sa 
znížila možnosť odkryptovania paketov. Aj napriek tomu, že zdroj nepoužíva kryptovanie, 
pakety môžu prechádzať translátorom, ktorý ho používať môže. 
 
Časová značka (Timestamp): 32bitov 
Časová značka udáva okamih vzorkovania prvého bajtu v RTP dátovom pakete. Vzorkovací 
okamih musí byť odvodený z hodín, ktoré sú pravidelne a lineárne inkrementované aby 
umožnil synchronizáciu a výpočet oneskorenia. Rozlíšenie hodín musí byť dostatočné pre 
vyžadovanú presnosť synchronizácie a pre meranie oneskorenia paketov. Hodinová 
frekvencia závisí na formáte prenášaných dát a je špecifikovaná staticky v profile, alebo 
v špecifikácií daného formátu. Ak sú RTP pakety generované periodicky, potom vzorkovacie 
okamihy by mali byť odvodené zo vzorkovacích hodín a nie zo systémového časovača. 
Napríklad pre audio s pevným dátovým tokom sa môžu hodiny inkrementovať o jeden za 
každú  vzorkovaciu periódu. Ak audio aplikácia číta bloky o veľkosti 160 vzorkovacích 
period, časová značka sa bude inkrementovať o 160 pre každý takýto blok, bez ohľadu na to 
či sa blok odošle alebo sa zahodí ako ticho. Počiatočná hodnota časovej značky by mala byť 
náhodné číslo, podobne ako sekvenčné číslo. Niekoľko za sebou idúcich RTP paketov bude 
mat rovnakú časovú značku ak sú generované ako celok, napr. patria do toho istého video 
rámca. Za sebou idúce RTP pakety môžu obsahovať značky v nemonotónnom rade, ak dáta 
nie sú prenášané v poradí, v akom boli zachytené, ako v prípade MPEG interpolovaných  
video rámcov. (Sekvenčné čísla paketov musia byť monotónne). RTP časové značky 
z rozdielnych dátových prúdov sa môžu meniť rôznou rýchlosťou a zvyčajne majú nezávislú 
náhodnú počiatočnú hodnotu. Preto aj keď sú tieto značky postačujúce pre časovanie jedného 
dátového prúdu, priame porovnanie značiek rôznych prúdov pre ich vzájomnú synchronizáciu 
nie je možné. Namiesto toho  sa v RTCP SP paketoch posielajú páry časových značiek. RTP 
časová značka odvodená zo vzorkovacích hodín a NTP časová značka odvodená 
z referenčných hodín. Referenčné hodiny sú spoločné pre všetky média, ktoré majú byť 
navzájom synchronizované. 
 
SSRC (Identifikátor synchronizačného zdroja): 32bitov 
Pole SSRC identifikuje synchronizačný zdroj. Tento identifikátor by mal byť zvolený 
náhodne, so zreteľom na to, že žiadne dva synchronizačné zdroje v jednom RTP spojení 
nesmú mať rovnaký SSRC identifikátor. Ak zdroj zmení svoju zdrojovú transportnú adresu, 
musí zmeniť aj svoj SSRC identifikátor.  
 
CSRC (Identifikátory prispievajúcich zdrojov): 0 až 15 položiek, 32bitov pre každú 
CSRC zoznam identifikuje zdroje ktorým dáta sú v pakete obsiahnuté. Počet identifikátorov je 
uložený v poli CC. Ak je prispievajúcich zdrojov viac ako 15, len 15 z nich môže byť 
uvedených. CSRC identifikátory sú vkladané mixérom, použitímSSRC identifikátorov 
prispievajúcich zdrojov. Napríklad, pre audio pekety sú v zozname SSRC identifikátory 
všetkých zdrojov ktorých dáta sú zmixované dokopy a tvoria výsledný paket. To umožňuje 
určiť ktoré zdroje sa podieľajú na vysielaní.   
 
 
 
 
 
  39 
 
8.3    RTCP protokol  
 
         RTCP (Real Time Transport Control Protocol) je doplnkový protokol k protokolu RTP, 
ktorý slúži k riadeniu distribúcie dát (prenosu), poskytnutiu spätnej väby o kvalite prenosu 
distribúcie dát od príjemcu a pod. RTCP protokol je založený na periodickom zasielaný 
kontrolných paketov všetkým účastníkom patriacim do spojenia (videokonferencie), využitím 
toho istého distribučného mechanizmu, ktorý je používaný RTP paketami. Protokol nižšej 
vrstvy (najčastejšie UDP) musí poskytovať mechanizmus pre multiplexovanie dátových a 
riadiacich paketov, napríklad použitím rôznych portov pri protokole UDP.  
 
RTCP protokol má 4 základné funkcie: 
 Základnou funkciou je poskytovať spätnú väzbu o kvalite distribúcie dát (prenosu). 
Spätná väzba môže byť použitá na riadenie adaptívneho kodovania a na 
diagnostikovanie chýb pre prenose. Zasielanie správ o prijíme všetkým účastníkom 
umožňujú určiť, či je problém lokálny alebo globálny. Pomocou distribučného 
mechanizmu ako je IP multicast je možné aby entita, ktorá sa priamo nezúčastňuje 
konferencie figurovala ako monitor na diagnostiku problémov v sieti.  
 
 RTCP prenáša trvalý identifikátor RTP zdroja nazývaný kanonické meno CNAME. 
Keďže SSRC sa môže zmeniť pri výskyte konfliktu, alebo pri reštarte programu, 
príjemca vyžaduje CNAME pre jednoznačnú identifikáciu každého účastníka. 
CNAME sa využíva aj ako prepojenie viacerých dátových tokov od jedného zdroja, 
napríklad audio a video. 
 
 Prvé dve funkcie vyžadujú aby všetci účastníci odosielali RTCP pakety, preto musí 
byť frekvencia odosielania kontrolovaná, aby pri vyššom počte účastníkov nenastalo 
zahltenie siete. Keďže každý účastník posiela svoje RTCP všetkým ostatným, každý 
môže nezávisle zistiť počet účastníkov. Podľa počtu účastníkov sa následne vypočíta 
frekvencia odosielania paketov. 
 
 Štvrtá, voliteľná funkcie je sprostredkovanie informácií o spojení, napríklad údaje o 
účastníkovi, ktoré sa zobrazia ostatným účastníkom. RTCP tiež môže poslúžiť ako 
kanál k doporučeniu nejakej informácie všetkým používateľom a účastníkom spojenia.  
 
 
Existuje 5 základných druhov RTCP paketov: 
 
 SR 
 RR 
 SDES 
 BYE 
 APP 
 
SR: 
Sender Report (hlásenie od vysielateľa) slúži na prenos štatistík od účastníkov, ktorí sú 
aktívnymi odosielateľmi.  
  
RR: 
Receiver Report (hlásenie od príjemcu) slúži na prenos štatistík od účastníkov, ktorí nie sú 
aktívnymi odosielateľmi.   
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SDES: 
Source description item (Položka popisu zdroja). Množina polí popisujúcich zdroj správ, 
zahrňuje napríklad CNAME.  
 
BYE: 
Oznámenie o ukončení účasti v spojení. 
 
APP: 
Aplikačno-špecifické funkcie. 
 
Obr. 8.3.1: Štruktúra RTCP paketu typu Sender Report (SR) 
 
 
Význam jednotlivých polí je nasledovný: 
 
Version (V): 2 bity 
Zhodné s protokolom RTP. 
 
Padding  (P): 1 bit 
Zhodné s protokolom RTP. 
 
Reception Count (RC): 5 bitov 
Počet blokov so správou o prijíme obsiahnutých v pakete (môže byť aj nula). 
 
Packet Type (PT): 8 bitov 
Konštanta 200, udávajúca, že ide o RTCP SR paket. 
 
Length: 16 bitov 
Dĺžka tohto RTCP paketu v 32-bitových slovách, znížená o 1. 
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SSRC vysielajúceho účastníka: 32 bitov 
Identifikátor pôvodcu tohto paketu.  
 
SSRC vysielajúceho účastníka: 32 bitov 
Identifikátor pôvodcu tohto paketu.  
 
NTP timestamp: 64 bitov 
Časová značka momentu vysielania správy (vo formáte Network Time Protocol) využíva sa 
na výpočty časov šírenia paketov.  
 
RTP timestamp: 64 bitov 
Časová značka v zhodnom význame ako pri RTP, synchrónna s prislúchajúcim RTP tokom.  
 
Sender’s Packet Count: 32 bitov 
Celkový počet vyslaných RTP paketov od začiatku vysielania s daným SSRC.  
 
Sender’s Octet Count: 32 bitov 
Celkový počet bajtov vyslaných užitočných dát (teda nerátajúc hlavičky) od začiatku 
vysielania s daným SSRC.  
 
SSRC_n: 32 bitov 
SSRC zdroja, príjem od ktorého daný blok správy o prijme popisuje 
 
Fraction Lost (P): 8 bit 
Pomer stratených paketov od daného zdroja (vo forme desatinného čísla 0,... s pevnou 
rádovou čiarkou na ľavom okraji poľa) od vysielania posledného SR/RR paketu. 
 
Comulative Number of Packets Lost: 24 bitov 
Celkový počet stratených paketov od začiatku prijímu. 
 
Extended Highesť Sequence Number Received: 32bitov 
Spodných 16 bitov nesie doposiaľ najvyššie sekvenčné číslo RTP paketu od daného zdroja, 
horných 16 bitov  počet prebehnutých cyklov sekvenčných čísel.    
 
Interarrival Jitter: 32 bitov 
Odhad variancie času prechodu RTP paketov cez sieť, meraný v jednotkách časovej značky a 
vyjadrený ako celé číslo bez znamienka. 
 
Last SR Timestamp: 32 bitov 
Stredných 32 bitov z NTP timestampu posledného SR paketu prijatého od zdroja so SSRC_N.  
 
Delay Since Last SR: 32 bitov 
Rozdiel časov medzi prijatým posledného SR paketu od zdroja so SSRC_n a vyslaním tohto 
bloku informácie o prijíme (v jednotkách 1/65536sekundy). 
 
Paket typu RR oproti SR neobsahuje blok informácií o vysielaní. Paket typu SDES obsahuje 
rôzne informácie o pôvodcovi RTP toku, ako sú reálne meno, adresa, telefón, email apod., 
ktoré sú užitočné napríklad pri videkonferenciach. 
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9. Samostatná práca  - vytvorená aplikácia 
 
         Pri vytvorený aplikácie boli v praktickej časti použité programy ako Tcpdump win, 
Wireshrak, IP/TV Viewer a programovací jazyk Java s vývojovým prostredím NetBeans 
5.5.1.  
          
 
9.1    Tcpdump win    
 
         Je to vlastne textová aplikácia, ktorá umožňuje odchytávať a zobrazovať pakety na sieti 
(tzv. packet sniffing).  
 
Obr. 9.1.1: Zachytenie RTCP paketov pomocou  
 
Viac informácií o jednotlivých parametroch používaných v programe tcpdump win, nájdete 
na internetovej stránke: www.tcpdump.org/tcpdump_man.html. 
 
Pomocou programu Tcpdump win sme zachytávali RTCP pakety na reálnej multicastovej sieti 
s prevádzkou IPTV a zároveň ich ukladali do súboru result.txt.  
 
Použitý príkaz:    tcpdump – s 128  –vvv  –T rtcp src 147.229.151.226>result.txt 
 
–s 128 →  slúži k zadaniu počtu bytov, ktoré majú byť zachytené (v tomto prípade 128B) 
 
–vvv  → keď, chceme pomocou tcpdump win zobraziť viac informácií o každom pakete 
 
–T rtcp → slúži k tomu, aby sme mohli zachytávať RTCP pakety, keby chceme iné pakety  
                  zachytávať tak zadáme (napr. –T rtp, atd.) 
 
–src 147.229.151.226 → je to multicastová adresa, kde boli zachytávané RTCP pakety 
 
–result.txt → do toho súboru sa uložia všetky zachytené RTCP pakety 
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Rozanalyzovaný RTCP paket typu Sender Report, ktorý bol zachytený programom 
Tcpdump win: 
 
11:59:39.772400 147.229.151.226 1053 > 224.2.156.220.57393: sr 489542890 
@3238744447.93 2585131669 12583837p 2794653187b 489542890 
4l 12646376s 395j @0.00+0.00 sdes 60 489542890 (ttl 127, id 19089, len 140) 
Časové razítko 11:59:39.772400  
Zdrojová Adresa  147.229.151.226 
Zdrojový Port 1053  
Cieľová adresa 224.2.156.220  
 Letovisko Adresa 57393  
Typ RTCP paketov sr  
Zdroj synchronizace (SSRC) Identifikátor odosielateľa 489542890  
NTP Timestamp reference@3238744447.93  
Média timestamp odkaz 2585131669  
Počet paketov poslal 1283837p  
Počet bytov poslal 2794653187b  
Zdroj synchronizace (SSRC) identifikátor zdroja 489542890  
Kumulativny počet stratených paketov 4l  
Rrozšířiť poslednú sekvenciu pijatých čísel 12646339s  
Jitter 395j  
ts od posledného rr zo zdroja @0,00 
čas od prijatia posledného rr do xmit čas +0,00  
Č. bytov Zdroj Popis (sdes) údaje vo správe sdes 60  
Zdroj synchronizace (SSRC) Identifikátor Sender 489542890  
TTL TTL 127  
IP hlavičky identifikátor id 22421  
Dlžka IP datagramu (B) 140 len   
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9.2    Wireshrak   
 
         Program Wireshark je podobný programu tcpdump, teda slúži k analýze komunikácie 
na sieťovom rozhraní. Oproti nástroju tcpdump má grafické rozhranie a veľké množstvo 
filtrov pre obmedzenie zobrazenia rôznych sieťových protokolov.  
 
 
Obr. 9.2.1: Na obrázku je vidieť rozanalyzovaný RTCP protokol 
 
Tento grafický analyzátor nám slúžil k tomu, aby sme sa mohli pozrieť na rozanalyzovaný 
RTCP paket. 
 
Dôležité pojmy : 
    Strata paketov  (packet loss) je počet posielaných paketov, ktoré neboli prijaté v cieli 
alebo boli prijaté s chybou.  
 
    Kolísanie oneskorenia (jitter) je definované pre dva pakety ako rozdiel medzi 
jednosmerným oneskorením jedného paketu a jednosmerným oneskorením druhého 
paketu. Ak je teda hodnota „jitteru“ menšia, tak je to lepšie pre prenos dát, lebo paket 
potom dorazí s menším oneskorením.  
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9.3    IP/TV Viewer  
 
         IP/TV Viewer slúžil pri vypracovaný praktickej časti k tomu, aby sme mohli vysielané 
dáta sledovať. 
 
         
Obr. 9.3.1: Cisco Systemu IP/TV – hlavný panel 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Obr. 9.3.2: Cisco Systemu IP/TV –Test Videoklip2 ASM 
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9.4    Java 
          
         Programovací jazyk Jáva bol vyvinutý firmou Sun Microsystems ešte v 90-tých rokoch 
minulého storočia. Pri jeho tvorbe sa vychádzalo z programovacieho jazyka C++.  
         
 
9.5    Popis vytvorenej aplikácie 
 
         Vytvorená aplikácia  bola vytvorená v programovacom prostredí Jáva vo vývojovom 
prostredí NetBeans 5.5.1. Náš program analyzuje dáta, ktoré sú zachytené sieťovým 
analyzátorom Tcpdump win (tento program pracuje pod Linuxom aj pod Windowsom). My 
sme s ním pracovali vo Windowse. Do príkazového riadku sme napísali príkaz:             
tcpdump –s 128 –vvv –T rtcp src 147.229.151.226>result.txt. Pomocou tohto príkazu sme 
zachytávali všetky RTCP pakety z multicastovej adresy 147.229.151.226 a zachytené dáta sa 
následne ukladali do súboru result.txt. 
 
 
Obr. 9.5.1: Ukladanie dát do súboru result.txt 
 
Ďalej vytvorená aplikácia má: 
 
 Výhody 
 
•    Aby sme nemuseli obsah súboru result.txt, vypisovať ručne, tak náš vytvorený 
program umožňuje, tie dáta zo súboru vypisovať. Teda bude ich vypisovať zo súboru a 
zapisovať ich do objektu TextArea, ktorý sa už nachádza vo vývojovom prostredí 
NetBeans 5.5.1. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Obr. 9.5.2: Výpis dát zo súboru result.txt do objektu TextArea 
  47 
 
 
•    Predchádzajúca časť bola veľmi dôležitá. Do objektu TextArea sa zapisovali dáta zo 
súboru result.txt a následne vytvorená aplikácia bude v objekte TextArea hľadať 
parametre, na ktoré sme sa mali hlavne zamerať a následne ich bude zobrazovať. 
Hľadané údaje sú packet loss a jitter. Packet Loss bude zobrazovaný v textovej podobe 
a grafická závislosť „jitteru na čase“ v grafickej podobe (viz obr. 9.5.3 a obr. 9.5.4). 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Obr. 9.5.3: Graf1-zobrazené parametre Packet Loss a Jitter 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Obr. 9.5.4: Graf2-zobrazené parametre Packet Loss a Jitter 
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V poslednej časti vypracovanej práce sú nafotené obrázky už vytvorenej aplikácie: 
 
V ľavej časti okna vidíme ako sa pomocou vytvorenej aplikácie vypísal obsah súboru 
z result.txt a zapísal do objektu TextArea, ktorý sa nachádza v prostredí NetBeans 5.5.1. 
A v pravej časti okna vidíme parametre, na ktoré sme sa mali hlavne zamerať pri vytvorený 
aplikácie pre diagnostiku prenosových parametrov RTP/RTCP relácií. Hľadané parametre sú 
packet loss  a jitter (viz obr.9.5.5, obr. 9.5.6 a obr. 9.5.7). Vytvorenú aplikáciu sme overili na 
reálnej multicastovej sieti s prevádzkou IPTV. 
 
 
 
 
 
 
 
      
 
 
 
 
 
 
 
 
 
 
 
Obr. 9.5.5: Ukážka1-vytvorená aplikácia 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Obr. 9.5.6: Ukážka2-vytvorená aplikácia 
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Obr. 9.5.7: Ukážka3-vytvorená aplikácia 
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Záverečné vyhodnotenie 
 
   Semestrálný projekt sa venuje Diagnostickým nástrojom pre multicast (Multicast 
Diagnostic Tools). Hned v prvej kapitole sa dozvedáme, prečo bol vlastne vyvinutý 
multicast.V druhej kapitole sa oboznamujeme, aké poznáme spôsoby komunikácie na sieti, 
aké sú vyhradené adresy pre multicast. Tretia kapitola popisuje smerovacie  protokoly 
podporujúce multicast. Štvrtá a piata kapitola sa zaoberá modelmi multicastu, dozvedeli sme 
sa, že môžu byt dva ASM a SSM. V týchto kapitolách sme zahrnuli aj protokoly, ktoré 
podporujú ASM a SSM. Dozvedeli sme sa, že ASM podporujú tieto protokoly PIM SM, PIM 
DM, IGMPv1, IGMPv2 a SSM podporujú zas tieto mod PIM SSM a protokol IGMPv3. 
V šiestej kapitole sa oboznámujeme  s monitorovaním chodu skupinového vysielania. V 
poslednej kapitole sme sa venovali diagnostickým nástrojom a jejich využitiu.  
        V prvej časti bakalárskej práce sú podrobne spracované protokoly RTP a RTCP. Ku 
každému z týchto protokolov je uvedený formát hlavičky paketu. V ďalšej časti sa 
dozvedáme, že RTCP protokol má 5 základných druhov a tie sú SR, RR, SDES, BYE, APP. 
V poslednej kapitole sa zas venuje programom ako Tcpdump win, Wireshrak, IP/TV Viewer a  
programovací jazyk Jáva s vývojovým prostredím NetBeans 5.5.1, ktoré boli použité v 
praktickej časti pri vypracovaný práce. Ale hlavnou úlohou bolo navrhnúť aplikáciu pre 
diagnostiku prenosových parametrov RTP/RTCP relácií. Zamerať sme sa mali hlavne na 
sledovanie parametrov packet loss a jitter. Vytvorenú aplikáciu sme si overili na reálnej 
multicastovej siete s prevádzkou IPTV. Všetky potrebné informácie k bakalárskej práci 
nájdete na priloženom CD (elektronickú verziu, vytvorenú aplikácie, atd.). 
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