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 The article purpose are to know the positive and negative of information system of finished 
product inventory on TUWBI company, to know the affectivity and efficiency of information system of 
finished product inventory on TUWBI company, and to evaluate the information system of finished 
product inventory on TUWBI company. The used methods are literature and field study in form of 
observation, interview, check list, and documentation. The result is there is positive and negative from 
the use of information system of finished product inventory. The conclusion is improvement is still 
needed to increase performance and guarantee on data and information protection of every threat.  
 






Tujuan artikel adalah mengetahui kelebihan dan kekurangan sistem informasi persediaan 
barang jadi pada PT TUWBI, mengetahui efektivitas dan efisiensi sistem informasi persediaan barang 
jadi pada PT TUWBI, dan mengevaluasi sistem informasi persediaan barang jadi pada PT TUWBI. 
Metode penelitian yang digunakan adalah studi pustaka dan studi lapangan yang berupa observasi, 
wawancara, check list, dan dokumentasi. Hasil yang dicapai dari evaluasi sistem informasi 
persediaan barang jadi ditemukan kelebihan dan kelemahan dari penggunaan sistem informasi 
persediaan barang jadi. Kelemahan yang ada memungkinkan adanya potensi risiko yang dapat terjadi 
serta diperlukan adanya rekomendasi sebagai tindakan perbaikan. Simpulan yang didapat 
berdasarkan hasil evaluasi yang telah diperoleh pada pengendalian sistem informasi persediaan 
barang jadi pada perusahaan, yaitu dinilai masih perlu adanya perbaikan untuk meningkatkan kinerja 
dan menjamin terlindungnya data dan informasi dari setiap ancaman yang timbul. 
 

















Setiap produk, baik yang dihasilkan oleh unit industri besar maupun unit industri kecil, hampir 
sebagian besar membutuhkan kemasan yang mampu menjaga kualitas dan keutuhan produk. Setiap 
produsen merasa bahwa kemasan juga merupakan komponen yang sama pentingnya dengan nilai 
barang tersebut. Kenyataan itu selalu ditemukan pada produk yang beredar di pasaran. Contoh produk 
makanan atau minuman, membutuhkan suatu kemasan untuk menjaga kualitas dan keutuhan produk 
tersebut dalam jumlah tertentu, baik itu berjumlah 1 (satu) atau lebih dari 1 (satu) produk dalam 1 
(satu) kemasan. 
 
PT TUWBI adalah perusahaan yang bergerak di bidang kemasan produk, terutama kemasan 
yang berjenis corrugated carton (lapisan tengah kardus yang bergelombang). Banyak perusahaan yang 
menjadi pelanggan PT TUWBI dan tidak sedikit perusahaan besar yang mempercayakan PT TUWBI 
sebagai pemasok kemasan produk dari perusahaan besar itu. Oleh karena itu, pihak manajemen PT 
TUWBI menyadari dibutuhkannya proses produksi terus menerus yang sangat efektif dan efisien 
sehingga dapat dengan cepat memenuhi kebutuhan atau pesanan bagi konsumen PT TUWBI. Namun 
proses produksi akan menjadi efektif  dan efisien apabila didukung oleh bagian persediaan barang jadi 
yang mampu menampung dan mendistribusikan barang pesanan konsumen tepat waktu dan terjamin 
kualitas serta keutuhannya. Karena bagian persediaan barang jadi cukup penting bagi PT TUWBI, 
diperlukan Evaluasi Sistem Informasi Persediaan Barang Jadi. Hasil evaluasi itu akan menjadi baik 
dan berguna apabila dapat menjelaskan dan memberikan penilaian tentang sistem informasi persediaan 
barang jadi yang digunakan oleh PT TUWBI berdasarkan standar produksi dan kelayakan yang 
ditetapkan oleh perusahaan. PT TUWBI membutuhkan strategi yang cukup matang agar dapat 
bertahan dalam persaingan tingkat nasional dan internasional. Oleh karena itu, dibutuhkan suatu 
sistem informasi yang dapat mendukung tercapainya kinerja secara optimal. 
 
Topik yang akan dibahas meliputi evaluasi Sistem Informasi Persediaan Barang Jadi pada PT 
TUWBI; Pengendalian terhadap prosedur dan pelaksanaan sistem informasi yang terfokus pada dua 
bagian, yaitu pengendalian umum dan pengendalian aplikasi; Pengendalian umum yang dibahas, yaitu 
pengendalian manajemen operasi (Operations Management Controls) dan pengendalian manajemen 
keamanan (Security Management Controls); Pengendalian aplikasi yang dibahas, yaitu pengendalian 
batasan (boundary control), pengendalian masukan (input control), dan pengendalian keluaran (output 
control). 
 
Tujuan penelitian adalah untuk mengetahui kelebihan dan kekurangan sistem informasi 
persediaan barang jadi pada PT TUWBI; Untuk mengetahui efektifitas dan efisiensi sistem informasi 
persediaan barang jadi pada PT TUWBI; Mengevaluasi sistem informasi persediaan barang jadi pada 
PT TUWBI. Manfaat penelitian, yaitu meningkatkan kinerja sistem informasi pengendalian persediaan 
barang jadi pada PT TUWBI; Membantu manajemen dalam pengambilan keputusan; Membantu 
memahami proses bisnis dalam sistem informasi persediaan barang jadi pada PT TUWBI. Metode 
penelitian yang digunakan, yaitu studi pustaka dan studi lapangan (yaitu dengan observasi, check list, 






Menurut buku terjemahan Bodnar dan Hopwood (2000:311), dalam siklus produksi di 
perusahaan manufaktur terdapat fungsi umum, sebagai berikut: Pengendalian produksi; Pengendalian 
persediaan; Akuntansi biaya; Akuntansi properti/kepemilikan. 
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Menurut Gondodiyoto dan Hendarti (2006:144), tujuan dirancangnya sistem pengendalian 
internal pada hakikatnya adalah untuk melindungi harta milik perusahaan, memeriksa kecermatan dan 
keandalan data akuntansi, meningkatkan efisiensi usaha dan mendorong ditaatinya kebijakan 
manajemen yang telah digariskan: Menyajikan data yang dapat dipercaya; Mengamankan aktiva dan 
pembukuan; Meningkatkan efisiensi operasional; Mendorong pelaksanaan kebijaksanaan yang 
berlaku. 
 
Menurut Weber (1999:38), melakukan dekomposisi terhadap fungsi sistem informasi dan 
membaginya menjadi susbsistem manajemen dan subsistem aplikasi. Berdasarkan definisi tersebut, 
diambil simpulan bahwa pengendalian terhadap kedua subsistem tersebut, yaitu pengendalian 
manajemen (Management Control) dan pengendalian aplikasi (Application Control). 
 
 Menurut Weber (1999:67), pengendalian manajemen bagi fungsi sistem informasi adalah 
untuk mengevaluasi apakah pihak manajemen mengelola perusahaan dengan baik. Haly yang 
termasuk dalam pengendalian manajemen adalah Pengendalian Manajemen Puncak (Top Management 
Controls); Pengendalian Manajemen Pengembangan Sistem (System Development Management 
Controls); Pengendalian Manajemen Pemrograman (Programming Management Controls); 
Pengendalian Manajemen Sumber Data (Data Resources Management Controls); Pengendalian 
Manajemen Keamanan (Security Management Controls); Pengendalian Manajemen Operasi 
(Operations Management Controls); Pengendalian Manajemen Jaminan Kualitas (Quality Assurance 
Management Controls). 
 
Berdasarkan pada ruang lingkup evaluasi maka pada pengendalian aplikasi ini akan lebih 
ditekankan pada pengendalian yang meliputi, pertama, Pengendalian Manajemen Keamanan (Security 
Management Controls). Administrator keamanan sistem informasi bertanggung jawab untuk 
memastikan bahwa aset sistem informasi aman. Aset aman bila kemungkinan kehilangan yang dapat 
timbul berada pada tingkat yang dapat diterima. 
 
Kedua, Pengendalian Manajemen Operasi (Operations Management Controls). Manajemen 
Operasional bertanggung jawab terhadap jalannya perangkat keras dan perangkat lunak setiap hari 
sehingga sistem aplikasi produksi dapat menjalankan tugasnya dan karyawan bagian pengembangan 
dapat merancang, menerapkan dan merawat sistem aplikasi. Terdapat delapan fungsi yang menjadi 
tanggung jawab manajemen operasional: Operasional komputer; Pengendalian jaringan komunikasi; 
Persiapan data dan pemasukan data; Pengendalian produksi; Perpustakaan file; Dokumentasi dan 
program kepustakaan; Dukungan teknis; Perencanaan kapasitas dan pengawasan kinerja. 
 
Menurut Weber (1999:365), pengendalian aplikasi dilakukan untuk memastikan bahwa 
aplikasi sistem dapat menjaga aset perusahaan, mempertahankan integritas data, dan mencapai tujuan 
perusahaan secara efektif dan efisien. Ada beberapa tipe pengendalian aplikasi, yaitu Pengendalian 
Batasan; Pengendalian Masukan; Pengendalian Keluaran; Pengendalian Komunikasi; Pengendalian 
Proses; Pengendalian Basis Data. 
 
Berdasarkan ruang lingkup evaluasi maka pada pengendalian aplikasi akan lebih ditekankan 
pada pengendalian yang meliputi, pertama, Pengendalian Batasan (Boundary Control). Menurut 
Weber (1999:370), pengendalian batasan memiliki tiga tujuan, yaitu untuk menetapkan kesamaan dan 
otorisasi pengguna sistem komputer (sistem harus memastikan pengguna memiliki otorisasi); Untuk 
menetapkan kesamaan dan otorisasi dari sumber daya yang akan digunakan oleh pengguna sistem 
(pengguna harus memastikan mereka diberikan otorisasi terhadap sumber daya sistem); Untuk 
membatasi tindakan yang akan dilakukan oleh pengguna menggunakan komputer ketika melakukan 
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 Kedua, Pengendalian Masukan (Input Control). Menurut Weber (1999:420), komponen dalam 
subsistem masukkan bertanggungjawab membawa data dan instruksi ke dalam sistem aplikasi. Ketiga, 
Pengendalian Keluaran (Output Control). Menurut Weber (1999:613), subsistem keluaran 
menyediakan fungsi yang menentukan isi dari data yang akan disampaikan kepada pemakai, cara data 
disajikan kepada pemakai dan cara menyiapkan data tersebut, dan pengiriman data tersebut kepada 
pemakai. 
 
Menurut buku terjemahan Arens dan Loebbecke (2003:1), audit adalah proses pengumpulan 
dan pengevaluasian bahan bukti tentang informasi yang dapat diukur mengenai suatu entitas ekonomi 
yang dilakukan seorang yang kompeten dan independen untuk dapat menentukan dan melaporkan 
kesesuaian informasi dimaksud dengan kriteria yang telah ditetapkan. 
 
Menurut Remenyi, Money dan Sherwood-Smith (2000:261), evaluasi adalah proses mengukur 
atau menilai mutu atau ketidakefisienan kinerja yang lalu. Menurut definisi tersebut, disimpulkan 
bahwa evaluasi merupakan bagian dari proses audit karena dalam meng-audit terdapat tahapan 
mengukur atau menilai mutu dan ketidakefisienan kinerja obyek audit.  
 
Menurut Weber (1999:10), Audit sistem informasi merupakan proses pengumpulan dan 
pengevaluasian bukti untuk menentukan apakah sebuah sistem komputer melindungi aset perusahaan, 
memelihara keabsahan data (data integrity), membantu organisasi mencapai tujuan dengan efektif dan 
menggunakan sumber daya dengan efisien. 
 
Menurut Weber (1999:45), ketika auditor eksternal mengumpulkan bukti untuk melihat 
apakah telah terjadi kesalahan material atau informasi keuangan telah salah catat, mereka 
menggunakan lima prosedur, yaitu Prosedur untuk memahami pengendalian; Tes Pengendalian; Tes 
Substantif dari setiap transaksi; Tes Substantif dari setiap laporan neraca; Prosedur peninjauan 
kembali. 
 
Menurut Information Systems Audit and Control Association (ISACA, 2006) standar untuk 
audit Sistem Informasi adalah Audit charter, Independen, Standar dan Etika Profesional, Kompentensi 
Profesional, Perencanaan, Pelaksanaan Pekerjaan Audit, Pelaporan, Aktifitas Tindak Lanjut, 
Ketidakberesan dan Perbuatan-perbuatan yang Curang, Tata Laksana Teknologi Informasi, 
Penggunaan Penilaian Risiko dalam Perencanaan Audit, Materialitas Audit, Menggunakan Hasil Kerja 
Tenaga Ahli Lain, Bukti-bukti Audit. 
 
 Mulyadi (2001:559) menjelaskan bahwa sistem dan prosedur yang bersangkutan dengan 
sistem akuntansi persediaan, antara lain Prosedur pencatatan produk jadi; Prosedur pencatatan harga 
pokok produk jadi yang dijual; Prosedur pencatatan harga pokok produk jadi yang diterima kembali 
dari pembeli; Prosedur pencatatan tambahan dan penyesuaian kembali harga pokok persediaan produk 
dalam proses; Prosedur pencatatan harga pokok persediaan yang dibeli; Prosedur pencatatan harga 
pokok persediaan yang dikembalikan pada pemasok; Prosedur permintaan dan pengeluaran barang 
gudang; Prosedur pencatatan tambahan harga pokok persediaan karena pengembalian barang gudang; 
Sistem penghitungan fisik persediaan. 
 
Menurut Mulyadi (2001:560,562,563,569,571,574,575), dijelaskan bahwa dokumen yang 
digunakan dalam prosedur yang bersangkutan dengan sistem akuntansi persediaan diantaranya, yaitu 
Laporan produk selesai; Bukti memorial; Surat order pengiriman; Faktur penjualan; Laporan 
penerimaan barang; Memo kredit; Bukti kas keluar; Laporan pengiriman barang; Memo debit; Bukti 
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Gambaran Umum Perusahaan 
 
Tepatnya pada tahun 1976, pendiri Aswan Sjachril memulai usaha Home Industry yang 
berlokasi di Bidara Cina-Teluk Gong, Jakarta Utara, dengan kegiatan usaha carton box dengan produk 
pertamanya, yaitu mini box. Pada tahun 1985 Bapak Aswan Sjachril meresmikan badan usahanya dan 
tepatnya pada tanggal 4 November 1985 berdasarkan “Akte Notaris Yudo Paripurno, SH. No.09”, 
usaha itu resmi menjadi badan usaha dengan nama “PT TUWBI”. Pada tahun 2000 sampai dengan 
sekarang PT TUWBI membeli tanah di daerah Tangerang dan pabrik resmi pindah lokasi ke Jalan 
Bouraq Lio Baru, Batusari-Batu Ceper, Tangerang dengan luas tanah 7,6 Ha. 
 
 



















Gambar 1 Rich Picture Proses Bisnis Persediaan Barang Jadi 
 
 
Aplikasi yang digunakan oleh PT TUWBI merupakan aplikasi yang telah dikembangkan oleh 
bagian IT perusahaan menggunakan bahasa pemrograman visual basic 6.0, database microsoft access 
2000 dan aplikasi crystal report 8.0. Aplikasi yang digunakan didukung dengan dengan dua (2) server 
dan fasilitas jaringan LAN (Local Area Network) dengan bentuk jaringan (topologi) star network. 
Metode persediaan yang digunakan oleh PT TUWBI adalah metode First In First Out (FIFO). 
 
Terdapat beberapa tahap evaluasi sistem informasi persediaan barang jadi yang dilakukan, 
yaitu menentukan ruang lingkup, menentukan tujuan dan sasaran evaluasi, persiapan penelitian 




Pengendalian Manajemen Keamanan 
 
Bagian Persediaan Barang Jadi 
1. Temuan (-) : Tidak terdapat UPS (Uninterruptible Power Supply) atau stabilizer pada 
komputer persediaan barang jadi.   
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Risiko : Dari hasil jawaban wawancara diketahui bahwa perusahaan sering 
mengalami gangguan listrik rata-rata 1 kali/bulan. Hal itu tentu dapat 
mempengaruhi kelangsungan proses bisnis perusahaan yang sudah 
terkomputerisasi. 
Rekomendasi : Menggunakan UPS (Uninterruptible Power Supply) dan stabilizer dengan 
kapasitas listrik yang mencukupi untuk mendukung penggunaan komputer. 
2. Temuan (-) : Antivirus tidak di-update secara rutin.  
 Risiko : Jika terdapat media eksternal (external device), seperti flash disk, CD, dan 
floppy disk yang di dalamnya sudah terinfeksi virus dan masuk ke dalam 
komputer tidak dapat dicegah dan dideteksi sehingga menyebabkan 
program komputer menjadi bermasalah. 
 Rekomendasi : Sebaiknya antivirus pada komputer bagian persediaan barang jadi selalu di-
update secara rutin. 
3. Temuan (-) : Ruangan kerja dibangun dari bahan yang tidak tahan air dan api (bahan 
triplek).  
 Risiko : Jika terjadi kebakaran atau kebocoran air maka dapat mengganggu kondisi 
dan peralatan yang terdapat pada ruangan kerja. 
 Rekomendasi : Ruangan kerja sebaiknya dibangun dengan bahan yang tahan air dan api 
seperti tembok atau semen. 
4. Temuan (-) : Perusahaan memiliki persiapan dalam menghadapi bencana banjir. Namun 
tidak dengan bencana lain, seperti gempa dan angin badai.  
 Risiko : Jika terjadi bencana seperti gempa dan angin badai maka kelangsungan 
proses bisnis perusahaan dapat terganggu. 
 Rekomendasi : Menyiapkan perencanaan pencegahan terhadap segala kemungkinan 
bencana yang dapat terjadi untuk mengurangi dampak kerugian yang lebih 
besar. 
5. Temuan (-) : Gudang kurang dilengkapi dengan fasilitas penanganan bencana kebakaran, 
seperti tidak adanya sistem sprinkle dan peletakkan alat pemadam 
kebakaran kurang strategis.  
 Risiko : Jika terjadi kebakaran di gudang maka kemungkinan besar api sangat cepat 
meluas dan sulit untuk ditangani. 
 Rekomendasi : Memasang sistem sprinkle dan meletakkan alat pemadam kebakaran di 
tempat yang strategis dan mudah dijangkau. 
6. Temuan (+) : Setiap tamu yang ingin berkunjung ke dalam pabrik untuk kepentingan 
tertentu apapun harus menyerahkan kartu tanda pengenal pribadi yang 
ditukar dengan tanda pengenal tamu.  
7 Temuan (+) : Di setiap lokasi terdapat pemberitahuan mengenai batas otorisasi masing-
masing bagian.  
8. Temuan (+) : Seluruh area pabrik telah dipersiapkan dengan pencegahan bencana banjir, 
dengan meninggikan tanah 1 meter dari lokasi sekitarnya. 
 
Bagian IT 
1. Temuan (-) : Ruangan server dibangun dari bahan yang tidak tahan air dan api (bahan 
triplex).  
 Risiko : Jika terjadi kebakaran atau kebocoran air maka dapat mengganggu kondisi 
dan peralatan yang terdapat pada ruangan server yang tentunya berdampak 
pada semua jaringan komputer yang terdapat di ruangan lain. 
 Rekomendasi : Ruangan kerja sebaiknya dibangun dengan bahan yang tahan air dan api 
seperti tembok atau semen. 
2. Temuan (-) : Ruang server dibangun dari bahan yang tidak tahan gempa.  
 Risiko : Jika terjadi gempa, ruangan server mudah runtuh dan tentu dapat merusak 
komputer server tempat data dan informasi penting disimpan. 
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 Rekomendasi : Sebaiknya ruangan server dibangun dari bahan dan kontruksi khusus yang 
tahan gempa. 
3. Temuan (-) : Ruangan server tidak dilengkapi dengan alat pendeteksi kebakaran. Selain 
itu, alat pemadam kebakaran terletak di luar ruangan server dan sulit 
dijangkau.     
 Risiko :  Jika  ada sumber api berasal dari ruang server maka tidak dapat langsung 
diketahui dan dapat menyebabkan terjadinya kebakaran. 
 Rekomendasi : Ruangan server dilengkapi dengan alat pendeteksi kebakaran dan alat 
pemadam kebakaran. 
 
Pengendalian Manajemen Operasi 
 
Bagian Persediaan Barang Jadi 
1. Temuan (-) : Kondisi fisik komputer persediaan barang jadi tidak dirawat secara rutin.  
 Risiko : Dapat menghambat operasional komputer. 
 Rekomendasi : Sebaiknya komputer dirawat secara rutin, seperti membersihkan komponen 
komputer dari debu 6 bulan sekali. 




1. Temuan (-) : Fasilitas untuk bagian IT pada ruangan server tidak memadai, seperti usia 
komponen komputer yang digunakan pada server sudah cukup lama.  
 Risiko : Setiap waktu komponen komputer server dapat mengalami kerusakan 
sehingga dapat mengganggu operasional server. 
 Rekomendasi : Sebaiknya komponen komputer diberi jangka waktu 3 sampai dengan 5 
tahun dan sudah layaknya diperiksa atau diperbaharui. 
2. Temuan (-) : Tidak terdapat pelatihan bagi karyawan yang akan menjadi operator server.  
 Risiko : Dapat terjadi kesalahan pengoperasian server yang dapat berdampak pada 
semua komputer yang berada dalam jaringan. 
 Rekomendasi : Sebaiknya diadakan pelatihan bagi karyawan baru yang akan menjadi 




Bagian Persediaan Barang Jadi 
1. Temuan (-) : Password tidak diganti secara rutin.  
 Risiko : Jika terjadi kebocoran password maka akses terhadap aplikasi dan data oleh 
pihak yang tidak berwenang tidak dapat diminimalkan. 
 Rekomendasi : Sebaiknya password diperbaharui 1 minggu sekali atau sesuai dengan 
kebutuhan. 
2. Temuan (-) : Setelah menggunakan aplikasi, karyawan tidak menutup layar aplikasi.  
 Risiko : Jika ada orang yang tidak berwenang memasuki ruangan bagian persediaan 
barang jadi maka dengan mudah menggunakan aplikasi dan mencuri 
informasi perusahaan. 
 Rekomendasi : Sebaiknya saat aplikasi sedang tidak digunakan, aplikasi ditutup atau 
menerapkan sistem penutupan aplikasi secara otomatis. 
3. Temuan (-) : Password untuk mengakses aplikasi yang berada pada bagian persediaan 
barang jadi diketahui oleh seluruh karyawan bagian persediaan barang jadi.  
 Risiko : Aplikasi dapat digunakan oleh karyawan yang tidak memiliki wewenang 
dalam mengakses aplikasi sehingga keamanan data perusahaan tidak 
terjamin. 
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 Rekomendasi : Karena password yang digunakan menentukan hak akses untuk masing-




1. Temuan (-) : Password pada komputer server tidak diganti secara rutin.  
 Risiko : Jika terjadi kebocoran password maka akses terhadap seluruh aplikasi dan 
data yang terdapat di dalam jaringan tidak dapat diminimalkan. 





Bagian Persediaan Barang Jadi 
1. Temuan (-) : Tidak terdapat kebijakan dalam penulisan karakter dalam dokumen seperti 
B,G,I,O,S.  
 Risiko : Dapat terjadi kesalahan pembacaan seperti huruf “I” yang menyerupai 
angka “1 (satu)” atau sebaliknya. 
 Rekomendasi : Sebaiknya ada kebijakan untuk tidak menggunakan karakter yang dapat 
menimbulkan kesalahan pembacaan. 
2. Temuan (-) : Tidak terdapat pencegahan jika terjadi kesalahan dalam meng-input data 
pada tampilan form aplikasi, seperti SPBP, SPMB, dan SJ.  
 Risiko : Dapat terjadi kesalahan dalam memasukkan data dan kode tertentu pada 
form aplikasi. 
 Rekomendasi : Sebaiknya aplikasi dilengkapi dengan peringatan atau pencegahan jika 
terjadi kesalahan dalam meng-input data. 
3. Temuan (-) : Layar aplikasi tidak sesuai dengan dokumen yang dihasilkan.  
 Risiko : Menyebabkan informasi yang dihasilkan kurang relevan karena data yang 
diolah tidak menghasilkan informasi yang andal. 
 Rekomendasi : Sebaiknya aplikasi diperbaiki atau diperbaharui berdasarkan informasi yang 
ingin ditampilkan pada dokumen. 
  
Bagian IT 
1. Temuan (-) : Tidak terdapat kebijakan dalam penulisan karakter dalam dokumen seperti 
B,G,I,O,S.  
 Risiko : Dapat terjadi kesalahan pembacaan seperti huruf “I” yang menyerupai 
angka “1 (satu)” atau sebaliknya. 
 Rekomendasi : Sebaiknya ada kebijakan untuk tidak menggunakan karakter yang dapat 
menimbulkan kesalahan pembacaan. 
2. Temuan (-) : Tidak terdapat pencegahan jika terjadi kesalahan dalam meng-input data.  
 Risiko : Dapat terjadi kesalahan dalam memasukkan data dan kode tertentu. 
 Rekomendasi : Sebaiknya aplikasi dilengkapi dengan peringatan atau pencegahan jika 




Bagian Persediaan Barang Jadi 
1. Temuan (-) : Printer tidak selalu mencetak dengan jelas.  
 Risiko : Dokumen yang tercetak tidak dapat terbaca dengan jelas. 
 Rekomendasi : Sebaiknya ada perawatan berkala terhadap printer agar dapat berfungsi 
dengan baik. 
2. Temuan (-) : Media penyimpanan tidak diberi label yang memadai sehingga 
menyebabkan kesulitan dalam pencarian data.  
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 Risiko : Pencarian data akan menjadi sulit dan membutuhkan waktu yang cukup 
lama. 
 Rekomendasi :  Sebaiknya disediakan label pada media penyimpanan sehingga 
memudahkan pencarian data. 
3. Temuan (-) : Perusahaan tidak meninjau ulang ketepatan waktu dokumen dan barang 
yang dikirim kepada pihak luar perusahaan (konsumen).  
 Risiko : Barang dan dokumen tidak dapat terkirim tepat waktu. 
 Rekomendasi :  Sebaiknya bagian persediaan barang jadi meninjau ulang bahwa pengiriman 
barang telah dilaksanakan dengan tepat waktu. 
4. Temuan (+) : Penyimpanan dokumen sudah dilaksanakan dengan sangat teratur, seperti 






Setelah melakukan evaluasi, peninjauan, dan penerapan tahapan audit pada sistem informasi 
persediaan barang jadi PT TUWBI maka dapat disimpulkan sebagai berikut. Pertama, pengendalian 
internal dirasakan kurang baik karena PT TUWBI belum menggunakan standar resmi yang telah 
ditetapkan. Kedua, pengendalian manajemen keamanan dirasakan kurang baik karena terdapat 
beberapa kelemahan, seperti kurangnya pengamanan aliran listrik untuk komputer, update antivirus 
tidak rutin, dan lingkungan sistem informasi berada dirasakan kurang memenuhi standar keamanan. 
 
Ketiga, pengendalian manajemen operasi dirasakan kurang baik, khususnya pada perawatan 
hardware yang tidak rutin. Keempat, pengendalian batasan (boundary control) dirasakan kurang baik 
karena penggantian password tidak dilakukan secara rutin dan password akses untuk membuka 
aplikasi diketahui oleh semua karyawan bagian persediaan barang jadi. Kelima, pengendalian 
masukan (input control) dirasakan kurang baik karena beberapa dokumen masih menggunakan tulisan 
tangan, tidak menggunakan bahasa yang konsisten dan tidak terdapat pencegahan terhadap kesalahan 
input pada aplikasi. Keenam, pengendalian keluaran (output control) dirasakan cukup baik karena 
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