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La entrada en vigor de la Directiva de Solvencia II va a tener un impacto pro-
fundo en las compañías aseguradoras en múltiples aspectos. Con una gestión 
ya completamente orientada al riesgo, son muchas las empresas que van a 
tener que, no sólo cambiar sus procesos y estructuras, sino modificar la menta-
lidad de la organización.  
 
Vivimos en un mundo en que la tecnología y la información son vitales en el 
éxito o fracaso de la mayoría de negocios y, especialmente, en el mundo finan-
ciero. Este trabajo pretende explicar cuál va a ser el impacto que Solvencia II 




L’entrada en vigor de la Directiva de Solvència II tindrà un impacte profund en 
les companyies asseguradores en diversos aspectes. Amb una gestió comple-
tament orientada al risc, són moltes les empreses que hauran de, no només 
canviar els seus processos i estructures, sinó modificar la mentalitat de 
l’organització. 
 
Vivim en un món on la tecnologia i la informació són vitals per a l’èxit o el fracàs 
de la majoria de negocis i, especialment, al món financer. Aquest treball pretén 
explicar quin serà l’impacte que Solvència II tindrà a l’àrea de Tecnologies de la 
Informació de les companyies asseguradores. 
 
Summary 
The entry into force of the Solvency II directive will have a deep impact on in-
surance companies in multiple aspects. With a risk-based management ap-
proach, many companies not only will have to change processes and struc-
tures, but also modify the organization’s mindset. 
 
We live in a world in which technology and information are paramount to deter-
mine the success or failure of the majority of businesses, and that is especially 
true in the financial world. This work aims to explain which will be the impact of 
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El impacto de Solvencia II en el área de TI 
 
 




Desde que se aprobara en 2009 la Directiva de Solvencia II, la nueva regula-
ción ha estado envuelta de incertidumbre por muchas razones. Además de la 
indefinición sobre la fecha definitiva de la entrada en vigor –con la aprobación 
de la Omnibus II parece factible que la fecha de 1 de enero de 2016 sea defini-
tiva–, la falta de una reglamentación y unas especificaciones técnicas definiti-
vas ha provocado que las compañías se han visto obligadas a trabajar, en oca-
siones, a tientas. 
 
Este hecho se ha manifestado especialmente en el área de las Tecnologías de 
la Información. Si bien la Directiva habla de la información y los datos, no es 
menos cierto que lo hace de manera vaga y poco clara. Esto, que no sería un 
inconveniente si desde la publicación de los niveles 2 y 3 de la Directiva a la 
entrada en vigor hubiera de transcurrir mínimo un año, se convierte en un con-
tratiempo importante al no darse esta circunstancia. Las unidades de tecnolo-
gía de las compañías aseguradoras se han visto obligadas a interpretar la Di-
rectiva e implementar un sistema que cumpla con los requisitos regulatorios sin 
conocer el desarrollo final de Solvencia II. 
 
En esta tarea, como es habitual en nuestro sector, las aseguradoras han dis-
puesto de la ayuda de grandes y pequeñas empresas de consultoría que, apro-
vechando que el texto actual de la Directiva era deliberadamente vago en todo 
lo que tiene que ver con el impacto tecnológico de los requerimientos que pro-
pone, han hecho propuestas de máximos, no se sabe bien si respondiendo a 
un interés comercial propio o a una interpretación estricta de la normativa. 
 
Por todo ello, y dado que existe muy poca bibliografía respecto al tema, el pro-
pósito de este trabajo es hacer un estudio objetivo de la Directiva y los textos 
adicionales publicados hasta el momento por los reguladores, para establecer 




La intención de este estudio es la de exponer, de una forma clara y eminente-
mente práctica, cuáles son las principales consecuencias de la implantación de 
Solvencia II en el área de TI de las compañías aseguradoras, delimitando los 
riesgos de dicha implantación y proponiendo una solución tecnológica, con la 
esperanza de que pueda servir de ayuda a las empresas del sector asegura-





Este estudio ha sido realizado entre los meses de marzo y junio de 2014. Las 
hipótesis, el desarrollo y las conclusiones del mismo están condicionadas por la 
documentación oficial publicada hasta este momento.  
 
El autor asume que desarrollos posteriores de la Directiva puedan modificar el 
análisis aquí efectuado, si bien considera que los principios generales aquí ex-
puestos seguirán vigentes dado su carácter aceptado y universal. 
 
1.4. Documentación base 
 
Los documentos oficiales que se han utilizado como base para realizar este 
estudio son los siguientes: 
 
� Directiva de Solvencia II (DIRECTIVA 2009/138/CE) 
 
� Propuesta de modificación (Omnibus II, 2011/0006 (COD)) 
 
� Guía para la pre-aplicación de modelos internos (antiguo Consultation 
Paper 80) 
 
� Directriz para la evaluación interna de los riesgos (EIOP-CP- 13/09) 
 
� Directriz sobre la solicitud previa de modelos internos (EIOPA-CP- 
13/011) 
 
� Directriz sobre el sistema de gobierno (EIOPA-CP- 13/08) 
 
� Directriz sobre el suministro de información a las autoridades nacionales 
competentes (EIOPA-CP- 13/010) 
 
En el resto de documentación oficial existente no se han encontrado aspectos 
relevantes a los Sistemas de Información. 
 
1.4. Estructura del documento 
 
El presente trabajo ha sido estructurado de la siguiente forma: 
 
- Se inicia con un capítulo a modo de preámbulo sobre la importancia de 
los datos en las organizaciones empresariales actuales.  
 
- En segundo lugar, sigue un bloque teórico para introducir la Directiva de 
Solvencia II, sus implicaciones generales en las compañías asegurado-
ras, así como las menciones que en la norma se hace a las TI. Este blo-





- Seguidamente se inicia el bloque práctico, que cubre todos los aspectos 
del proyecto de implantación, desde los riesgos inherentes al mismo, 
hasta el marco de control y seguridad, pasando por las soluciones tecno-
lógicas propuestas. 
 
- Finalmente, el documento reserva un espacio para hacer balance de to-






2. La importancia de los Sistemas de Información 
en las organizaciones 
 
 
“Estamos ahogándonos de información, pero famélicos de conocimiento” 
John Naisbitt 
 
“Lo que hace distinta a esta sociedad no es que el conocimiento sea un recur-
so, sino que es el recurso” 
Peter Drucker 
 
“La verdadera era de la información no llegará a las empresas hasta que éstas 




La información ha sido desde siempre un recurso vital para las organizaciones, 
y su correcto uso y gestión ha supuesto en muchos casos la diferencia entre el 
éxito y el fracaso de una compañía. Da la impresión que, entrados en el siglo 
XXI, hablar de la importancia de la información deba ser algo redundante y ac-
cesorio; que su importancia capital se deba dar por descontada. La realidad es 
que, en un periodo relativamente corto de tiempo, hemos pasado de una situa-
ción en que resultaba muy costoso a las empresas recabar y almacenar infor-
mación (y ese era el reto principal al que se enfrentaban en este ámbito), a un 
momento en el que los costes de almacenamiento han caído en picado y gene-
ramos información a un ritmo vertiginoso. Ser capaces de gestionar la cantidad 
ingente de información que se genera diariamente en todos los ámbitos de ac-
tuación (económicos, financieros, control, clientes, etc.) es el reto al que se en-
frentan las compañías actualmente. 
 
Si, tal y como dice Forrester (1968), una de las principales características de 
gestión de una compañía cualquiera es la de convertir información en acción, 
es fácil ver cuán importante debe ser este hecho en las empresas que pertene-
cen al sector financiero. En el caso concreto del sector asegurador, una correc-
ta evaluación de los riesgos o una adecuada caracterización del perfil de los 
clientes, por poner dos ejemplos muy visibles, son indispensables para poder 
realizar una correcta tarificación de las pólizas –y eso significa ser competitivos. 
 
2.1. Valor estratégico de las Tecnologías de la Información (TI) 
 
La importancia creciente de la información dentro de las organizaciones es 
consecuencia de la urgencia con que debe darse respuesta a los problemas 
que plantea la actual caracterización del entorno en que se desarrolla su activi-
dad, pero también viene motivada por los cambios tecnológicos que se están 
produciendo en materia de información que son, además, económicamente 
aplicables en el interior de la empresa. 
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Los avances tecnológicos, y en concreto los relativos a las TI, así como su rá-
pida difusión, dotan a la información de nuevas características y posibilidades 
de aplicación, que provocan un cambio en la forma de llevar las empresas (Por-
ter y Millar, 1986).  
 
En este contexto, se puede definir las Tecnologías de la Información, como el 
conjunto de tecnologías cuya función es la de recoger, almacenar, procesar y 
distribuir la información necesaria para las actividades operativas, de dirección  
y control de la empresa; además de emplearse como apoyo en los procesos de 
toma de decisiones y como soporte a la dirección estratégica. 
 
El papel esencial que pasan a desempeñar las TI se debe básicamente a la 
constatación de una serie de realidades (Abril y Macau, 1989); un entorno cre-
cientemente competitivo, una reducción de costes de las TI unida a un incre-
mento de las prestaciones y al hecho de que toda actividad en la empresa, ya 
sea acción o decisión, tiene un componente de información. 
 
2.2. Las TI modifican las estructuras organizativas 
 
La mayoría de las empresas presentan una estructura organizativa que refleja 
el flujo de información que se produce dentro de ellas. Por ello, a medida que 
las TI crean nuevas posibilidades de ampliar y compartir el acceso a la infor-
mación, permiten que surjan nuevas formas de organización. 
 
En la medida en que las TI se hacen cargo de más tareas funcionales y rutina-
rias, e incluso de análisis, permitiendo a su vez la conexión de dos individuos 
cualesquiera de la organización, van modificando el contenido del trabajo a to-
dos los niveles y con ello la estructura organizativa. Las nuevas tareas adquie-
ren un carácter más creativo y autónomo, para el que se precisa de un perso-
nal más cualificado, capaz de asumir mayores exigencias que progresivamente 
irán encauzadas a la realización de proyectos diversos en lugar de procedi-
mientos normalizados (OCDE, 1990). 
 
La tecnología de la información está permitiendo obtener estructuras organiza-
tivas caracterizadas por la combinación de flexibilidad y capacidad de respues-
ta rápida, cuestiones típicas de las estructuras descentralizadas, con el alto 
grado de integración y control que poseen las estructuras centralizadas. 
 
Esto ha llevado a algunos especialistas como Clark (1990), a afirmar que com-
petir en esta tecnología significa competir en formas de organización, no siendo 
posible explotar las ventajas de las TI sin aspirar a cambios estructurales com-









El sistema vigente de solvencia de las entidades aseguradoras (Solvencia I) es 
un sistema sencillo que, mediante la utilización de unas pocas variables fun-
damentales (cifra de provisiones y capitales en riesgo para vida, y volumen de 
primas y siniestralidad para no vida), permite calcular la cuantía mínima del 
margen de solvencia de una compañía.  
 
Este sistema, sencillo de implementar –sólo precisa de unos cálculos básicos 
sobre magnitudes que las entidades aseguradoras manejan habitualmente en 
su día a día– y de fácil supervisión, ha relacionado hasta ahora, de manera di-
recta, el margen de solvencia con el tamaño de la entidad: a mayor volumen de 
negocio, mayor requisito de capital.  
 
En los últimos tiempos el sector financiero ha empezado a dar cada vez más 
importancia a una gestión basada en el perfil de riesgos de las compañías. Los 
avances producidos en este área, sumados a la innegable influencia de la nor-
mativa bancaria (Solvencia II podría llegar a considerarse una adaptación de 
Basilea al sector asegurador), han provocado que la Comisión Europea deci-
diera iniciar en 2000 un proyecto para modificar la regulación en materia de 
solvencia y supervisión de las entidades aseguradoras. 
 
El 22 de abril de 2009 el Parlamento Europeo aprobó la Directiva 2009/138/CE 
sobre Solvencia II. Los principales objetivos de esta Directiva son: 
 
� Armonizar los estándares entre países comunitarios. 
 
� Establecer un marco de solvencia que sea sensible al riesgo. 
 
� Consolidar las principales normas de solvencia entre los grandes grupos 
empresariales. 
 
� Establecer el cálculo de los requerimientos mínimos que permitan unos 





3.2. Diferencias y similitudes con Basilea 
 
El sistema de solvencia contempla evaluar la solvencia de los aseguradores 
mediante un enfoque basado en tres pilares inspirados en lo sucedido con Ba-
silea II, aunque adaptando los riesgos operativos del sector bancario al merca-
do asegurador. 
 
Tal como se ha hecho en el sistema bancario con Basilea II, Solvencia II debe-
ría incentivar a las empresas de seguros a medir y administrar sus riesgos me-
diante modelos que reflejen el verdadero perfil de riesgos por encima de una 
simple fórmula. Sin embargo, Solvencia II no es un calco de Basilea II: contie-
nen elementos similares y otros bastante distintos. 
 
La similitud radica en el ya clásico modelo de los tres pilares que contienen re-
quisitos cuantitativos, cualitativos y de disciplina de mercado. Ambos proyectos 
también le asignan una importancia radical a la gestión sólida de los riesgos, a 
la transparencia y a la regulación. 
 
Entre sus diferencias más importantes podemos mencionar que Basilea II tiene 
por finalidad fortalecer la solidez e integridad del sistema bancario internacio-
nal, mientras que Solvencia II apunta a un principio que cada día cobra mayor 
importancia en el mundo: la defensa del consumidor. Es decir, Basilea II apunta 
hacia adentro y Solvencia II también lo hace hacia afuera. 
 
Además, Basilea II, en principio, es más corporativa, pues está dirigida a las 
entidades bancarias con negocios internacionales, mientras que Solvencia II no 




3.3. Los tres pilares de Solvencia II 
 
Solvencia II define los requerimientos de niveles mínimos de capital y establece 
los procedimientos para identificar, medir y gestionar los niveles asumidos de 
riesgo. Para conseguir estos objetivos, la Directiva se sustenta sobre 3 pilares 
fundamentales: requerimientos cuantitativos, requerimientos cualitativos y dis-
ciplina de mercado, y reporting regulatorio. 
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Gráfico 1. Los pilares de Solvencia II 
 
 
Fuente: Elaboración propia 
 
 
Pilar I: Requisitos cuantitativos 
 
El pilar I hace referencia al cálculo de capital regulatorio y a la definición de los 
recursos financieros que una aseguradora debe tener para ser considerada 
solvente y hacer frente a los riesgos asumidos por la compañía. Es necesaria la 
valoración de activos y pasivos y los requisitos de capital (capital de solvencia 
obligatorio –SCR– y requerimiento de capital mínimo –MCR–). 
 
Pilar II: Requisitos cualitativos 
 
Es la parte de Solvencia II que se centra en la gestión del riesgo por parte de la 
aseguradora, incluyendo la correcta dirección y el cumplimiento de los niveles 
de gestión del riesgo. Engloba los controles internos, la gestión del riesgo y el 




Pilar III: Disciplina de mercado y reporting regulatorio 
 
El pilar III hace referencia a los requisitos de información que las entidades 
aseguradoras estarán obligadas a poner a disposición de los organismos su-
pervisores (FCR), así como la divulgación pública de información de solvencia 
a inversores y analistas. 
 
 
3.4. La entrada en vigor de la Directiva 
 
El proceso de entrada en vigor de la Directiva ha estado marcado por las difi-
cultades a la hora de establecer acuerdos entre el Parlamento, el Consejo y la 
Comisión Europea –referidos habitualmente como el Trílogo–. Este hecho ha 
tenido como consecuencia diversos retrasos en la fecha inicial de entrada en 
vigor, 1 de Noviembre de 2012, cosa que ha condicionado gravemente los de-
sarrollos de las compañías al sembrar de incertidumbre el proyecto. En el gráfi-
co 2, se puede ver la evolución del calendario (ver página siguiente). 
 
 
3.5. Algunos aspectos destacables 
 
Parece existir un consenso generalizado en cuanto a que bajo la nueva Directi-
va, las aseguradoras deberán implementar un sistema basado en el riesgo que 
intente alinear los requisitos de capital con los riesgos subyacentes reales de la 
compañía. Esta forma de control requerirá un rediseño por parte de las institu-
ciones sobre cómo tratar el riesgo y sobre cómo se adquiere, audita y utiliza la 
información.  
 
La Directiva persigue un cambio en la manera en que el sector asegurador ges-
tiona su actividad e, idealmente, contempla un futuro en que los equipos direc-
tivos vean Solvencia II, no solo como un requisito regulatorio, sino como una 
nueva herramienta de gestión. 
 
3.5.1. Fórmula Estándar vs Modelo Interno 
 
Solvencia II ofrece a las aseguradoras la opción de utilizar una Fórmula Están-
dar o un Modelo Interno para calcular el Capital Requerido de Solvencia (SCR).  
 
La Fórmula Estándar es más sencilla y posiblemente menos costosa de imple-
mentar pero puede requerir de mayores recursos financieros y podría afectar 
negativamente a las percepciones del mercado respecto al compromiso de la 
compañía en relación a la comprensión de sus propios riesgos. Los Modelos 
Internos son más complejos y requieren de una inversión inicial más elevada 
dado que deben adaptarse a las particularidades de cada entidad, pero se su-
pone que proveerán de beneficios de capital a largo plazo (la precisa determi-
nación de riesgos debe conducir a una reducción de las necesidades de capi-











Una menor necesidad de capital de Solvencia conlleva diversos beneficios, in-
cluyendo un menor coste para la adquisición de capital, la oportunidad de dis-
tribuir el capital de manera más efectiva a través de la organización, una venta-
ja competitiva a través de un establecimiento de precios más preciso y la mejo-
ra en la imagen exterior al demostrar transparencia respecto a los inversores, 
clientes y reguladores. 
 
Una de las posibles barreras para que las compañías contemplen la adopción 
de un Modelo Interno es, justamente, la tecnológica. Un modelo interno es, 
esencialmente, un enorme simulador de Monte Carlo que requiere información 
precisa de gestión y el procesamiento de miles de escenarios. Este enfoque ha 
sido tradicionalmente caro tanto en recursos económicos como en tiempo de 
proceso de máquina, además de requerir análisis estadísticos sólidos metodo-
lógicamente, para garantizar el establecimiento de hipótesis de comportamiento 
estocástico que reflejen lo observado en la entidad aseguradora. 
 
En cualquier caso, parece evidente que los reguladores persiguen que, en un 
futuro, todas las aseguradoras opten progresivamente por modelos internos. 
 
3.5.2. Los test de uso 
 
Bajo Solvencia II, las compañías deberán demostrar a los reguladores que la 
información que presentan ha sido utilizada y probada de un modo apropiado y 
consistente, y que los resultados obtenidos en los modelos internos se utilizan 
de manera activa para la toma de decisiones reales de negocio. Esto es, el uso 
del modelo interno no puede limitarse a ser un ejercicio teórico que permite re-
ducir las necesidades de capital de la aseguradora. 
 
Es por todo ello que existirá una demanda mayor de información histórica para 
dar soporte a los cálculos de SCR y las verificaciones del modelo. Mientras que 
las unidades actuariales tradicionalmente han buscado la información conforme 
la han ido necesitando, este método dejará de ser el más adecuado a partir de 
ahora, ya que será necesario demostrar que los datos han sido reconciliados 
desde las diversas fuentes en un proceso aprobado que, a nivel práctico, supo-




4. Impacto en las organizaciones 
 
Como ya hemos mencionado anteriormente, Solvencia II es una norma que 
persigue que las compañías mejoren la gestión de sus riesgos, con el objetivo 
de proteger al asegurado.  
 
La aplicación de dicha norma conllevará de manera directa una serie de impac-
tos cuantitativos, tales como: 
 
� Posibles variaciones de capital. 
� Consideración y gestión de riesgos distintos a los específicamente ase-
guradores (no actuariales). 
� Costes de implantación. 
� … 
 
Pero, además de estos impactos cuantitativos, la implantación de Solvencia II 
tendrá otros efectos –suponiendo un cambio global en la gestión de la entidad–




� Sistemas de Información 




La implantación de Solvencia II supondrá la creación de nuevos sistemas de 
medición de riesgos, de acuerdo a los requisitos impuestos por la regulación.  
 
Concretamente, las entidades tendrán que centrarse en: 
 
� Creación de nuevos modelos y métodos de cálculo para 
 
o Riesgo de Mercado 
o Riesgo de Crédito 
o Riesgo Operacional 
o Riesgo de Suscripción (Vida, No Vida, Salud) 
 
� Validación y seguimiento 
 
o Seguimiento de modelos, integración en gestión y validación 
o Desarrollo de sistemas para su seguimiento 
 
� Cumplimiento de los requisitos regulatorios 
 
o Corrección metodológica 
o Asunciones prudentes 
o Representatividad de la cartera 
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o Trazabilidad 




Las entidades deberán adaptar sus procesos a los nuevos requisitos, así como 
aumentar la eficiencia de los mismos poniendo especial énfasis en la gestión 
del riesgo, dotándose de nuevas herramientas.  
 
Los principales puntos a abordar serían: 
 
� Creación de cuadros de mando ejecutivos 
 
o Reporting interno con indicadores 
o Reporting focalizado por área 
 
� Herramientas de gestión de modelos y políticas de riesgo 
 
o Documentación exhaustiva de metodologías y procesos 
o Test de Uso y calibración 
o Test de estrés, pruebas de regresión, etc.  
o Herramientas paramétricas de administración de Modelos y Políti-
cas 
 
� Transformación de Procesos 
 
o Análisis de los procesos existentes 
o Identificación de puntos de mejora 
o Identificación de nuevas necesidades 
o Certificación de la calidad del dato 
o Trazabilidad informacional 
o Implantación nuevas herramientas 
 
4.3. Sistemas de Información 
 
En los capítulos siguientes veremos las implicaciones que la norma tiene en los 
Sistemas de Información. 
 
4.4. Gobierno corporativo 
 
Las entidades se verán impactadas también a nivel organizativo y de la estruc-
tura de gobierno corporativo, afectando a la toma de decisiones por parte de la 
Alta Dirección y de los mandos medios, ya que es necesaria la gestión de la 
rentabilidad y el riesgo teniendo en cuenta el impacto del capital. 
 




o Mayor implicación de la Alta Dirección 
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o Rediseño de funciones de Riesgos 
o Creación o refuerzo de: control del riesgo, áreas técnicas, audito-
ría de modelos 
o Separación de funciones 




o Nuevas exigencias de reporting regulatorio 
o Supervisión de Modelos Internos por el regulador 
o Evaluación de la suficiencia y planificación de capital 
 
� Toma de decisiones 
 
o Creación de nuevos productos en base al capital que requieren 
o Gestión mediante rentabilidad ajustada al riesgo 









5. Solvencia II y las Tecnologías de la Informa-
ción 
 
En una primera fase del estudio, hemos revisado la documentación oficial exis-
tente para buscar todas aquellas referencias que tuvieran implicaciones en los 
Sistemas de Información. 
 
A continuación se detalla lo observado. 
 
5.1. Referencias en la Directiva 
 
Como ya hemos comentado anteriormente, la Directiva de Solvencia II es im-
precisa al respecto de las TI. En líneas generales, podemos decir que si bien 
no hay una mención específica a los aspectos tecnológicos, sí existen diversas 
referencias concernientes a las necesidades de información. 
 
En la primera parte de la Directiva, las consideraciones previas, vemos refleja-
da la necesidad que van a tener las compañías de poner a disposición del pú-
blico información financiera de manera periódica (DO L 335 de 17.12.2009, p. 
4), ya sea en formato físico o en formato digital.  
 
Pese a que esta primera consideración no establece obligatoriedad en cuanto 
al formato de la información pública, la Directiva es más precisa cuando se re-
fiere a la información que deberá facilitarse a efectos de supervisión. En el artí-
culo 35 (DO L 335 de 17.12.2009, p. 30), podemos encontrar lo siguiente: 
 
� Las empresas deberán presentar a las autoridades supervisoras la in-
formación necesaria para que éstas puedan evaluar el sistema de go-
bernanza de la compañía y puedan tomar decisiones respecto a sus 
obligaciones de supervisión. 
� La información comprenderá datos cualitativos y/o cuantitativos, datos 
históricos, actuales y/o prospectivos, y datos de fuentes internas y/o ex-
ternas. 
 
Para ello, la Directiva determina que será exigible “que dispongan de sistemas 
y estructuras apropiados para cumplir los requisitos establecidos” en términos 
de información (DO L 335 de 17.12.2009, p. 30). 
 
Profundizando en esta idea, y al referirse a los requisitos generales de gober-
nanza, la Directiva vuelve a referirse a la necesidad de disponer de “un sistema 
eficaz para garantizar la transmisión de la información” (DO L 335 de 
17.12.2009, p. 33). 
 
La necesidad de un “sistema eficaz” vuelve a quedar de manifiesto cuando la 
Directiva se refiere a la gestión de los riesgos. Específicamente, se exige a las 
empresas que dispongan “de un sistema eficaz de gestión de riesgos, que 
comprenderá las estrategias, los procesos y los procedimientos de información 
necesarios para identificar, medir, vigilar, gestionar y notificar de forma continua 
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los riesgos a los que, a nivel individual y agregado, estén o puedan estar ex-
puestas, y sus interdependencias” (DO L 335 de 17.12.2009, p. 34). Parece 
razonable pensar que un sistema de esas características deberá, por necesi-
dad, estar conectado con el resto de sistemas de gestión existentes en la com-
pañía siendo por tanto su naturaleza fundamentalmente tecnológica. 
 
Finalmente, y expresado en relación a la información relevante para el cálculo 
de modelos internos, pero aceptado como de aplicación a toda la información 
relevante para Solvencia II, la Directiva se refiere a los datos y exige que sean 
“exactos, completos y adecuados” (DO L 335 de 17.12.2009, p. 58). Uno de los 
requisitos que serán imprescindibles para validar cualquier modelo será la exis-
tencia de un “examen de la exactitud, integridad y adecuación de los datos utili-
zados” (DO L 335 de 17.12.2009, p. 59). 
 
Como podremos ver más adelante, estas características de la información no 
son casuales y para garantizar que sus datos las cumplen, las compañías de-
berán implementar sistemas de cierta complejidad.  
 
5.2. Referencias en otros documentos relevantes 
 
La Directiva se ha ido complementando por el momento, con una serie de do-
cumentos auxiliares (directrices y consultation papers) que deben servir de 
ayuda para la interpretación práctica de los artículos, hasta que se produzca la 
aprobación oficial de las medidas de implementación / actos delegados (nivel 
2), las especificaciones técnicas (nivel 2.5) y las guías de implementación de 
EIOPA.  
 
En la documentación publicada hasta ahora, se pueden encontrar algunas refe-
rencias a la información que insisten sobre aspectos ya mencionados en la Di-
rectiva y, en ocasiones, amplían un poco el alcance de las recomendaciones. 
 
En el ámbito de la gestión del gobierno, por ejemplo, la Directriz relacionada 
(EIOPA-CP- 13/08) vuelve a insistir sobre la necesidad de establecer “líneas de 
información dentro del grupo y sistemas eficaces para garantizar que la infor-
mación fluya en el grupo en sentido ascendente y descendente”. También iden-
tifica a la función actuarial como la responsable “que valore la coherencia de 
los datos internos y externos utilizados en el cálculo de las provisiones técnicas 
en relación con las normas de calidad de datos según se indica en la Directiva 
Solvencia II”, instándola a “proporcionar recomendaciones sobre los procedi-
mientos internos para mejorar la calidad de los datos de modo que se garantice 
que la empresa esté en posición de cumplir estos requisitos cuando se aplique” 
la Directiva. 
 
Una de las directrices publicadas, se refiere específicamente al suministro de 
información a las autoridades nacionales competentes (EIOPA-CP- 13/010). En 
este documento se insta a las autoridades nacionales a que velen porque las 
empresas: 
 
� Creen “sistemas y estructuras para suministrar información de alta cali-
dad con fines de supervisión”. 
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� Presenten “la información cualitativa y cuantitativa establecida en estas 
directrices que permita a dichas autoridades revisarla y evaluarla”. 
 
Adicionalmente, se dice de manera expresa que la información cuantitativa se 
debe facilitar “por medios electrónicos y la información cualitativa [...] se facilite 
en un formato legible electrónicamente”. Parece imposible, ya, obviar el impac-
to tecnológico de todo lo visto hasta ahora, por mucho que no haya detalles 








La calidad del dato es un proceso de evaluación de los datos pertenecientes al 
conjunto de información de una compañía o entidad con el objetivo de asegurar 
la precisión, completitud y adecuación de éstos, que son los tres estándares 
que la definen, y a su vez procurar el ajuste de otros parámetros relacionados 
cualitativos y cuantitativos como pueden ser la validez, accesibilidad y disponi-
bilidad de los datos. 
 
Es un elemento clave que sienta las bases para el éxito o el fracaso de cual-
quier proyecto de Business Intelligence, porque abarca aspectos tan importan-
tes como la recolección automática de datos procedentes de sistemas diversos, 
el control de la gestión de los datos basados en reglas parametrizables, la lim-
pieza de datos (data cleansing), detección de duplicados, enriquecimiento con 
datos adicionales, matching, estandarización de valores y formatos, corrección 
de datos, consolidación, migración de modelos y sistemas, sincronización o 
compliance. 
 
Un dato incorrecto puede tener diferentes causas o motivos, por ejemplo la en-
trada errónea de un usuario, la corrupción de la información durante su trasmi-
sión o almacenamiento, entradas coincidentes en el diccionario de datos, etc. 
Además, recoger datos de diferentes fuentes de información que usan diferen-
tes estándares o formatos puede resultar en una inconsistencia que derive en 
la aplicación de una regla incorrecta o en la eliminación de algún dato anterior. 
En consecuencia, los datos erróneos afectan la habilidad de una compañía pa-
ra realizar sus funciones y le pueden producir una pérdida de credibilidad, la 
insatisfacción de los clientes, etc. Los datos incorrectos obstaculizan el funcio-
namiento tanto de los sistemas automáticos como los procesos manuales. 
Además, pueden causar estragos en el análisis de datos, la presentación de 
informes, la minería de datos y el almacenamiento. 
 
En cambio, una correcta evaluación de la calidad de los datos es siempre im-
portante para asegurar resultados fiables y para garantizar una óptima toma de 
decisiones. Además, está demostrado que un mal análisis de la calidad de los 
datos puede afectar de manera negativa en la eficiencia operacional de las 
compañías de seguros, en concreto: 
 
� Una baja calidad del dato provoca que los procesos de negocio requie-
ran una constante revisión y repetición del trabajo, incrementando así los 
costes y el volumen de trabajo del personal. 
 
� Personal altamente cualificado se ve forzado a realizar tareas de extrac-
ción de datos a bajo nivel y la validación de éstos. 
 
� La creación defectuosa de orígenes de datos y reglas de negocio crea 
una arquitectura de datos compleja que dificultan y encarecen las tareas 
de desarrollo, extracción de datos y reporting. 
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� Los datos inexactos pueden afectar a las habilidades de una empresa 
para reportar sus resultados financieros, provocando errores regulato-
rios, pérdida de reputación e incremento de auditoría y costes de repa-
ración. 
 
Así pues, para preservar la calidad de la información será necesaria, entre 
otras medidas, la corrección de datos duplicados, datos erróneos, valores nu-
los, así como la completitud de la información para ofrecer un modelado y tra-
tamiento consistente de la misma.  
 
Para asegurar la calidad del dato se requiere un programa continuo de mejoras 
en todos los aspectos de la empresa a nivel de información, que van desde las 
normas de entrada de datos y rutinas de validación de datos técnicos, a cómo 
se implementan las organizaciones empresariales y los cambios de estructura. 
 
El análisis sistemático de los datos, o de su rendimiento, reúne información 
práctica y medible sobre su calidad. La información obtenida del análisis de los 
datos se usa para evaluar la salud general de éstos y determinar la orientación 
de las iniciativas de calidad del dato. El data cleansing, es decir, el descubri-
miento, corrección o eliminación de datos erróneos de las Bases de Datos, es 
un proceso continuo que requiere de acciones correctivas en todo el ciclo de 
vida de los datos. Las actividades de data cleansing deben contar con suficien-
tes recursos dedicados, tanto de las organizaciones de apoyo técnico como 
comercial, hecho fundamental para proporcionar un contexto y una visión de 
las anomalías potenciales de los datos. 
 
Los procesos automatizados y/o manuales se utilizan para evaluar continua-
mente el estado de los datos de una empresa. La información obtenida de es-
tas actividades de monitorización de datos sirve para orientar el plan y el enfo-
que de las iniciativas de mejora de datos. Es necesario, también, garantizar el 
cumplimiento de las normas de calidad de los datos garantizadas en las reglas 
de negocio de la empresa y en los requisitos legales. Hay que focalizar la aten-
ción en tres aspectos: controles de auditorías, cumplimiento normativo y cum-
plimiento legal. 
 
Se debe planificar y llevar a cabo todos los procesos de administración de cali-
dad de datos bajo condiciones controladas. Estas condiciones deben incluir las 
siguientes validaciones del Modelo Interno: 
 
� La disposición de información que describe el origen de los datos. 
 
� La disposición de instrucciones de trabajo. 
 
� El uso del equipamiento adecuado. 
 
� La disposición y uso de procesos y aparatos de monitorización y medi-
ción de la calidad de los datos. 
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� La implementación de la monitorización y la medición de la calidad de 
los datos. 
 
Además, se recomienda hacer un inventario de todos los datos que serán tra-
tados durante el proceso y que formarán parte del Modelo de Datos. En concre-




Para los tres estándares de la calidad del dato se definen los siguientes crite-




Que los datos sean precisos indica que no deben contener errores u omisiones. 
Tienen que ser guardados de manera consistente, ser temporalmente coheren-
tes, ser vigentes y estar actualizados. La empresa necesita ser confidente en 
cuanto a éstos, es decir, tiene que revisarse a menudo la robustez del sistema 
de almacenamiento y la calidad de los datos. 
 
El término precisión se puede dividir en dos tipos principales. La precisión es-
tadística es la cercanía con la que las observaciones repetidas se ajustan a la 
media. Esto no tiene por qué tener una relación directa con el valor real, y aun-
que suele tener una precisión muy alta, la desviación de algunos valores puede 
ser elevada. La precisión numérica es el número de dígitos significativos que se 
registra de una observación. Es importante que coincida con los requeridos por 




Los datos tienen que ser adecuados para cumplir sus propósitos concretos y 
adaptarse a su riesgo asociado. Tienen que estar presentados de manera clara 
y con el nivel de detalle apropiado para poder cumplir con dicho riesgo. Por 
ejemplo, los datos para el cálculo del riesgo de Vida seguramente no serán los 
mismos que para el de No Vida, y hay que procurar que sean diferenciados 
correctamente. También deben tener el formato adecuado para ser tratados, y 
probablemente existir un formato común para todos los ficheros que se tengan 
que analizar conjuntamente. 
 
6.2.3. Completitud / Integridad 
 
Los datos tienen que estar disponibles al completo, es decir, debe mostrarse 
toda la información disponible. Además, tiene que estar suficientemente deta-
llada y debe incluir tanto información actual como los históricos necesarios para 
permitir el correcto análisis de ésta. Los procedimientos deben estar correcta-
mente implementados con tal de asegurar la captura de datos completa. Una 
medida de la incompletitud de conocimiento o información puede ser pensada 
como incertidumbre. Siempre hay incertidumbre en los datos, la dificultad está 
en la grabación, la comprensión y la visualización de la incertidumbre, para que 
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otros también puedan entenderlo. La incertidumbre es un término clave en la 
comprensión y evaluación de riesgos.  
 
Se debe procurar que los datos sean íntegros y que todos los registros elegi-
bles puedan ser usados como fuente de generación de datos. Es mejor tener 
datos completos para una unidad discreta y que, así, estén disponibles que no 
tener un gran volumen de datos incompletos que no serán comprendidos por el 
sistema. 
 




Los datos deben estar disponibles cuando sea necesario consultarlos, es decir, 
es preciso asegurar que los sistemas de almacenamiento están habilitados pa-
ra la consulta en los intervalos de tiempo definidos. También deben poder cap-
turarse y almacenarse de manera rápida y eficiente, para no provocar retrasos 





Los datos deben ser accesibles a todos los colectivos que tienen permiso para 
tratarlos en cuanto estén disponibles. Eso significa que la información perma-
nece intacta y apta para ser consultada y/o modificada a pesar de las adversi-
dades que puedan surgir (físicas, naturales, producto de errores humanos, 
etc.). Además, tienen que ser fácilmente entendibles. 
 
Las copias de seguridad prevén una falta de accesibilidad y permiten recuperar 
los datos en caso de cualquier error, por tanto ayudan a aumentar la accesibili-




Los datos tienen que ser válidos, es decir, tienen que cumplir con los estánda-
res correspondientes. Algunos datos pueden necesitar ser registrados median-
te un conjunto de requisitos (como reglas de cálculo) para asegurar su cohe-
rencia en el momento de ser comparados con otros datos. También es impor-
tante que se pueda recuperar el origen de la información para demostrar, si es 
necesario, que proviene de una fuente fiable. Los Sistemas de Información ten-
drán que tener filtros para aceptar sólo aquellos datos que cumplan con el gra-
do de aceptación correspondiente. 
 
Por tanto, la validación es un proceso utilizado para determinar si los datos son 
inexactos, incompletos o no razonables. El proceso puede incluir el control de 
formato, chequeo de la integridad, verificaciones de razonabilidad, la revisión 
de los datos para identificar valores atípicos u otros errores. Estos procesos 
suelen dar lugar a documentación y a la posterior comprobación de los regis-
tros sospechosos y al cumplimiento de las normas, reglas y convenciones. Una 
etapa clave en la validación de datos y en el data cleansing es identificar las 
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causas de los errores detectados y centrarse en la prevención de los errores se 




El término trazabilidad es definido por la ISO en su International Vocabulary of 
Basic and General Terms in Metrology como: “La propiedad del resultado de 
una medida o del valor de un estándar donde éste pueda estar relacionado con 
referencias especificadas, usualmente estándares nacionales o internacionales, 
a través de una cadena continua de comparaciones todas con incertidumbres 
especificadas.” 
 
En el contexto de la calidad del Modelo de Datos, la trazabilidad se define co-
mo la posibilidad de recuperar el camino que ha seguido la información desde 
su origen hasta el punto actual y así asegurar su completa corrección y validez. 
Esto permite conocer los orígenes de ciertos datos, que pueden haberse des-
contextualizado durante el proceso de translación, y también tomar muestras 
en diferentes puntos de la cadena para poder verificar su valor o estado en di-
cho punto o para conocer la información acumulada por el proceso. El concepto 
de trazabilidad está asociado, sin duda, a procesos productivos modernos y 
productos de mayor calidad y valor para el cliente final. 
 
La trazabilidad del Modelo de Datos sigue el ciclo de vida de los datos para 
hacer un seguimiento de todos los accesos y cambios en los datos. Ayuda a 
una empresa demostrar la transparencia y el cumplimiento del reglamento. El 
propio concepto de trazabilidad puede considerarse como parte de un proceso 
de auditoría de datos. 
 
Para evaluar la capacidad para reconstruir la historia, recorrido o aplicación de 
un determinado producto, se deben identificar: 
 
• Origen de sus componentes. 
 
• Historia de los procesos aplicados al producto. 
 
• Distribución y localización después de su entrega. 
 
En análisis de la trazabilidad del Modelo de Datos por parte de TI es importante 
para auditar las mediciones de riesgos. Por eso la gestión de riesgos incluye 
gran parte de análisis de la calidad del dato, y en concreto, de su trazabilidad. 
Cierta información que contenga carencias cualitativas puede resultar en erro-
res o incoherencias que deben ser previstas como posibles riesgos y ser trata-
dos en consecuencia. 
 
6.5. Data Quality Services 
 
La información es un aspecto crítico para la eficiencia de las empresas y las 
instituciones. Por lo tanto habrá que procurar que el modelo de información sea 
suficientemente completo como para cumplir todas las propiedades de la Cali-
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dad del Dato y que existan sistemas que permitan la ejecución de operaciones 
que aseguren esta calidad, también llamados Data Quality Services (DQS). 
 
Una compañía puede usar un DQS para mejorar el valor del contenido de sus 
datos, haciéndolos más apropiados para su propósito. Estos sistemas permiten 
a los usuarios, trabajadores o profesiones de las IT que no son expertos en 
Bases de Datos ni en programación, poder crear, mantener y ejecutar opera-
ciones de la Calidad del Dato con el mínimo tiempo de preparación. Los DQS 
permiten construir una base de conocimiento y ejecutar tareas de calidad de los 
datos como corrección, enriquecimiento, estandarización y eliminación de datos 
duplicados. Además deberían poder reconocer y marcar anomalías como nú-
meros fuera de rango y similitudes entre diferentes entradas de datos, similar al 
reconocimiento de patrones que podría tener un cerebro humano. Una vez in-
troducidas las reglas de reconocimiento que debe seguir el sistema, éstas no 
sólo deberían procurar solventar los errores futuros sino que, además, tendrían 
que fijar los datos ya existentes con tal de no repetir el mismo proceso más ve-
ces. Finalmente debería permitir la entrada de información de varias fuentes y 
aplicar las reglas una vez combinada y uniformizada la información, de modo 
que no se tengan que aplicar métodos diferentes para cada fuente de datos. 
 
Un DQS tiene dos partes diferenciadas, la de almacenamiento y la de trata-
miento de los datos. La primera, que acostumbra a ser un servidor, se ejecuta 
en el background, mientras que la segunda es la interfaz con la que los usua-
rios pueden interactuar ya sea gestionando los datos o fijando las reglas de 
reconocimiento. Hay tres aspectos básicos en una interfaz DQS: la gestión de 
la base de conocimiento, que permite introducir reglas y asegurar que el siste-
ma es consistente, la gestión de los proyectos de calidad del dato y la adminis-
tración. 
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7. Una solución tecnológica para Solvencia II 
 
Como ha quedado dicho, la adopción de la Directiva de Solvencia II por parte 
de las compañías lleva acompañada la necesidad de cambiar metodologías, 
procesos, estructuras y demás. En un mundo empresarial que se sustenta fun-
damentalmente en los sistemas tecnológicos de información, estos cambios 
deben traducirse necesariamente en la adaptación de las tecnologías existen-
tes o bien en la adquisición de nuevas.  
 
Es necesario destacar, aunque pueda parecer una obviedad, que el impacto 
que la transformación que exige Solvencia II tendrá, tecnológicamente hablan-
do, en cada compañía dependerá de su situación concreta de partida: aquellas 
empresas que tienen un alto nivel de desarrollo tecnológico; que ya están ges-
tionando sus riesgos y midiéndolos mediante una aplicación; o que ya disponen 
de un repositorio unificado de información, no precisarán un esfuerzo tan gran-
de en recursos invertidos, como aquellas que ya hubieran hecho avances en 
esos aspectos. 
 
El objetivo de este capítulo es, pues, entrar en detalle de dichos cambios, inten-
tando cubrir aquellos aspectos comunes a cualquier entidad. 
 
7.1. Pregunta de examen: ¿Qué implica Solvencia II a nivel tec-
nológico? 
 
Si en un examen nos preguntaran sobre las implicaciones de Solvencia II en 
los Sistemas de Información, y nos pidieran una respuesta breve, deberíamos 
decir algo parecido a lo siguiente. 
 
Fundamentalmente, la Directiva requiere dos cosas: 
 
1. Una gestión adecuada de la información relativa a Solvencia (y por ges-
tión, entendemos tanto la localización, normalización, almacenamiento y 
reporting tanto interno como regulatorio), y 
 
2. La creación de unos motores de cálculo que permitan ejecutar los mode-




7.2. Necesidades generales de los Sistemas de Información 
 
Para implantar con éxito la Directiva en los Sistemas de Información de la com-
pañía, el área de TI va a tener que enfrentarse a algunos retos al respecto de la 
información relativa a Solvencia II. Entre ellos, podríamos destacar los siguien-
tes: 
 
� Unificación de fuentes de información. Será necesario unificar la infor-
mación financiera y de negocio, distribuida actualmente en los diferentes 
sistemas de la compañía (no siempre estructurada) y necesaria para el 
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reporting regulatorio, minimizando los riesgos de dependencias en sis-
temas heredados o las diferencias en formatos de datos. 
 
� Integridad y trazabilidad del dato. Se debe asegurar la integridad, cohe-
rencia y consistencia del dato, a través de validaciones técnicas y fun-
cionales, como punto crítico para permitir la aprobación de las auditorías 
ejecutadas sobre las bases de datos. Del mismo modo, se debe imple-
mentar la trazabilidad de la información desde su origen hasta el dato 
mostrado, con el objetivo de poder identificar todo el flujo de información 
hasta el reporting. Esta traza deberá estar adecuadamente estructurada 
y documentada para poder facilitar cualquier tipo de análisis de impacto 
(e.g. identificar todos los datos necesarios para realizar un cálculo de-
terminado o realizar un report concreto). 
 
� Reconstrucción del histórico. Se debe asegurar que todos los datos ge-
nerados para el reporting regulatorio sean replicables. En este sentido, 
el sistema informacional desde el que se ha de generar el reporting re-
gulatorio ha de mantener las series históricas de datos empleadas para 
justificar las cifras de cálculo facilitadas al regulador. Una modelización 
adecuada y el uso de tablas de control de cambios se hacen necesarios 
para equilibrar adecuadamente este requerimiento con la optimización 
del espacio. Todo esto cobra especial importancia en caso de optar por 
Modelos Internos, ya que entonces se plantean escenarios de diez años 
de histórico y calidad de la información. 
 
� Documentación de los procesos. Se deben respaldar con documentación 
todos los elementos intervinientes en el proceso de cálculo de capitales 
de Solvencia II (SCR), de un modo que permita su comprensión total y 
con absoluta transparencia para el auditor (sea éste el propio regulador 
directamente o un tercero). La documentación del proyecto de Solvencia 
deberá ser integrada dentro del sistema de documentación de la entidad, 
constituyendo un área documental propia. 
 
� Automatización de procesos. Se debe asegurar la consistencia de la in-
formación contable y de gestión como requisito básico para utilizarla de-
ntro del ámbito de Solvencia II. Asimismo, será necesaria la identifica-
ción de todas las fuentes de información y procesos asociados a la ge-
neración de esa información, con el objeto de sistematizar todo en la 
medida de lo posible. La implantación de la normativa de Solvencia re-
quiere, por lo tanto, eliminar todos aquellos procesos y tratamientos de 
información manuales o no automatizados y sistematizarlos, con el fin de 
mejorar la calidad de la información. 
 
� Gestión de metadatos. Será preciso disponer y documentar toda la in-
formación vinculada al dato (metadato técnico y funcional) que permite el 
uso óptimo y la interpretación adecuada de la información disponible en 
los Sistemas de Información. La integración de este metadato en el pro-
pio sistema permite su inclusión en el reporting.  
 
� Infraestructuras robustas. La infraestructura de hardware debe ser capaz 
de soportar toda la información adicional que se va a generar a raíz de la 
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entrada en vigor de la Directiva, manteniendo la fiabilidad, estabilidad, 
flexibilidad y rapidez de respuesta que tenía anteriormente. 
 
7.3. Necesidades tecnológicas por Pilar de Solvencia 
 
Cada uno de los pilares de Solvencia tiene implicaciones directas sobre los Sis-
temas de Información. A continuación pasamos a detallarlas. 
 
7.3.1. Pilar I 
 
Desde el punto de vista del área de sistemas de la información, la implicación 
principal del pilar I tiene que ver con la necesidad de registrar la información 
financiera y de riesgos en un repositorio central de datos, para ser aprovechado 
por las herramientas de modelización y reporting. Dicho repositorio debe cum-
plir con las exigencias de todo sistema informacional de Inteligencia de Negocio 
(Business Intelligence): agrupación, consistencia, uniformidad, historicidad, re-
plicabilidad, trazabilidad y accesibilidad. Paralelamente, se deberán utilizar he-
rramientas y metodologías para la medición de riesgos y la certificación de re-
sultados. 
 
Dentro del pilar I intervienen, asimismo, los motores de cálculo de Provisiones 
Técnicas, Requerimientos de Capital Mínimo (MCR), Requerimientos de Capi-
tal de Solvencia (SCR), cálculos para la mejor estimación del pasivo (BEL) y 
balance económico ajustado a Solvencia (EBS), todo ello bajo dos posibles 
modelos de integración: modelo Estándar (utilizando la fórmula común pro-
puesta por la Directiva) o modelo Interno (personalizado para cada entidad y 
aprobado previamente por el Supervisor). Existe la posibilidad de realizar un 
enfoque mixto, por el que algunos riesgos se acogen al modelo estándar y 
otros al modelo interno. En cualquier caso, es necesario que las áreas de sis-
temas dispongan de la información de entrada para esos motores de cálculo y 
que registren la información de salida de los mismos.  
 
Otro requisito inherente a la normativa es la replicabilidad de los cálculos reali-
zados en el ámbito de Solvencia II, es decir, cualquier cálculo de requisitos de 
capital y ajustes de Solvencia ha de ser replicable con posterioridad. Esto con-
lleva que el modelo de datos almacene las distintas versiones de cálculo de 
BEL, SCR, MCR, EBS, etc. tanto la información que se utilizó como entrada 
para realizar dichos cálculos, como la información de salida de los mismos, es-
to se soluciona con el versionado del modelo de input y output de los motores 
de cálculo. 
 
Resaltar que es imprescindible atender en el Pilar I, de manera especial, la 
principal problemática detectada para el cumplimiento de la normativa: la rela-
cionada con la calidad de la información y el perfilado de datos. Es necesario, 
por tanto, la corrección de datos duplicados, erróneos y valores nulos así como 
la completitud de la información para ofrecer un modelado y tratamiento consis-
tente de la misma. En términos generales, por lo tanto, habrá que mejorar y 
completar o implantar si no existiese, el modelo de información de la entidad 
aseguradora, para poder trabajar de manera más eficiente con los datos. 
 
 38 
7.3.2. Pilar II 
 
Para el cumplimiento de este pilar, podría ser necesaria la adopción de herra-
mientas específicas para el control interno y administración de los riesgos y 
pruebas de estrés de los mismos. 
 
Además de disponer de las herramientas necesarias para el cumplimiento de 
los requisitos cualitativos de este pilar, se debe ser consciente de la necesidad 
de respaldar con documentación suficiente todos los elementos intervinientes 
en los procesos de Solvencia II, de modo que permita su comprensión total y 
transparencia para los auditores (sea éste el regulador directamente u otro). 
Toma especial relevancia dentro de este ámbito, la definición del diccionario de 
conceptos de la compañía, de cara a facilitar el entendimiento de la gestión de 
riesgos de manera unificada. 
 
7.3.3. Pilar III 
 
Una problemática común que deberán resolver las áreas de sistemas es la au-
sencia de procesos de seguimiento y monitorización en la calidad de datos de 
negocio de las organizaciones. Es necesario, por lo tanto, garantizar la integri-
dad lógica, calidad y completitud de la información aprovisionada a través de 
procesos de validación técnica y asegurar la conciliación de la operativa de ne-
gocio y finanzas, mediante validaciones funcionales. 
 
Para el cumplimiento de la disciplina del mercado que exige la normativa, las 
empresas aseguradoras deberán disponer de las herramientas de reporting 
adecuadas, que garanticen la divulgación segura de la información (tanto al 
supervisor como a otras empresas), así como la trazabilidad de la información, 
desde el dato mostrado en el informe hasta el proceso de cálculo y obtención 
del mismo, llegando incluso al origen de la información (aplicativo fuente) que 
proporciona dicho dato. 
 
 
7.4. Otras implicaciones 
 
Todos estos requisitos influirán directamente en los Sistemas de Información 
de la siguiente forma: 
 
• Aplicativos: Se deberán mejorar, transformar o crear aplicativos específi-
cos para la medición y la gestión del riesgo. 
• Modelos de Información: Se deberán organizar de forma coherente, es-
tructurada y explotable. Además, deberán dar soporte a Modelos estándar y/o 
internos, capital regulatorio y económico y a la gestión mediante rentabilidad 
ajustada al riesgo (RAROC). 
• Sistemas de almacenamiento de datos: Deberán soportar un mayor vo-
lumen de información, permitir mayor profundidad histórica, garantizar la cali-
dad del dato y asegurar la trazabilidad y replicabilidad de la información. 
 
Las grandes diferencias que introduce Solvencia II en los Sistemas de Informa-
ción y en el tratamiento de los datos recaen en requisitos no funcionales – y no 
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en los funcionales, como suele ser el caso – como pueden ser controles cuali-
tativos y gestión del riesgo. Entre ellos, y marcando uno de los retos más difíci-
les, se encuentra el control de la calidad de los datos, puesto que nunca antes 
había estado sujeto a una auditoría tan rigurosa. Ahora será necesario asegu-
rar que los datos son exactos, completos y apropiados, especialmente dentro 
del nuevo IMAP (Internal Model Application Process). 
 
Por eso es importante definir una política de calidad del dato que englobe todos 
los procesos y decisiones necesarios para cumplir con las medidas descritas 
en Solvencia II y también, en general, para asegurar la buena salud de los da-
tos y una óptima explotación de éstos. 
 
7.5. Visión general de la solución 
 
Más allá del hecho de que cada problema puede tener múltiples soluciones, y 
que los criterios de reparto de las responsabilidades pueden variar de una 
compañía a otra, podríamos decir que la solución tecnológica para Solvencia II 
tendría una estructura similar a esta: 
 
 












































Fuente: Elaboración propia 
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Fundamentalmente, la solución comprende una entrada de información que, 
después de ser procesada, debe generar unos informes tanto internos como 
externos, y todo el proceso se debe realizar bajo un marco de control que ga-
rantice en todo momento la precisión, adecuación y completitud de los datos 
involucrados, es decir, la calidad de la información del proceso. 
 
De manera casi anecdótica, parece interesante destacar que un esquema co-
mo este, responde perfectamente a la idea de sistema abierto expuesto en la 
teoría general de sistemas, no en vano, disponemos de una serie de entradas 
(inputs) que, tras la aplicación de una serie de procesos, se convierten en sali-
das (outputs), todo ello bajo la supervisión de un marco de control. 
 
 




Fuente: Elaboración propia 
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7.6. El rompecabezas tecnológico 
 
La Directiva de Solvencia II abarca un abanico tan amplio de aspectos del ne-
gocio de una compañía aseguradora, que es imposible poder cubrirlo con una 
única aplicación de software. La plataforma tecnológica que dé solución al sis-
tema necesario será un rompecabezas formado por diferentes “piezas” de 
software que tendrán que intercambiar información de manera eficiente, para 
poder cumplir con todos los objetivos propuestos. 
 
En esencia, Solvencia II nos obligará a disponer de cuatro grupos principales 
de aplicaciones: 
 
� Sistemas operacionales y/o transaccionales. Son los sistemas donde re-
siden los datos principales de la compañía, origen de la gran mayoría de 
la información que aprovisionará el repositorio de información de Sol-
vencia. Ejemplos de estos sistemas son: la aplicación de suscripción de 
pólizas, la de gestión de clientes, la de emisión de recibos, etc. 
 
� Repositorio de información (Datamart de Solvencia). Sistema informa-
cional que almacenará toda la información relativa a Solvencia, tanto la 
información de entrada (inputs) como la que se genera a partir de ella 
(outputs). 
 
� Herramientas y motores de proceso. Este bloque de aplicaciones incluye 
tanto las aplicaciones actuariales para el cálculo de provisiones, etc., 
como las específicas para el cálculo de los capitales de Solvencia (SCR) 
y la gestión de los riesgos (GRC). 
 
� Herramientas de reporting. Sistema encargado de generar tanto los in-
formes internos (cuyo objetivo es dar soporte a la gestión del día a día 
de la compañía) como externos (informes destinados a los reguladores). 
 
 
A los aplicativos mencionados, y en función de la arquitectura tecnológica de 
cada compañía, podría ser necesario añadir un quinto grupo de aplicaciones: 
 
� Herramientas de extracción, transformación y carga de la información 
(ETL). Estas herramientas serán las encargadas de mover la informa-
ción entre los diferentes grupos de aplicaciones, garantizando tanto su 
calidad como la trazabilidad de todo el proceso. 
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Gráfico 5. El rompecabezas tecnológico 
 













Fuente: Elaboración propia 
 
Como se ha mencionado anteriormente, la situación de partida de cada com-
pañía en cada uno de estos grupos de aplicaciones condicionará el esfuerzo 
que habrá que hacer para cumplir con Solvencia. Pese a estas posibles dife-
rencias, vale la pena dibujar un escenario general que puede ser común a un 
buen número de compañías. 
 
� Sistemas operacionales y/o transaccionales. Parece lógico suponer que 
la mayoría de las compañías disponen ya de sistemas operacionales pa-
ra la gestión de su negocio. Las diferencias aquí pueden residir en el ni-
vel de detalle de la información con la que trabajan (Solvencia exige da-
tos que podría ser que hubiera aseguradoras que hasta ahora no utiliza-
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ban) o en la automatización de algunos procesos. Esto implica que, a 
priori, no parece necesaria la adquisición de nuevo software, pero es po-
sible que sea necesario invertir horas en la adecuación de los aplicati-
vos. 
 
� Repositorio de información (Datamart de Solvencia). Al igual que en el 
caso anterior, es muy probable que las compañías dispongan ya de un 
sistema informacional. Las tareas a realizar aquí se ciñen a la creación 
de un repositorio (y, por tanto, de un modelo de datos) que esté prepa-
rado para albergar toda la información relevante para Solvencia. Hay 
que prever que la cantidad de información a almacenar puede ser muy 
grande (sobre todo teniendo en cuenta los requerimientos a nivel de 
conservación de históricos). 
 
� Herramientas y motores de proceso. Aquí la situación puede ser muy di-
versa y es uno de las áreas donde es más probable la necesidad de ad-
quirir nuevo software (bien sea mediante la compra de productos de ter-
ceros, bien con desarrollos  a medida). Esto será necesariamente así en 
lo referente a los motores de cálculo de capital regulatorio (fórmula es-
tándar y/o Modelos Internos), ya que es una novedad de la Directiva. 
Aquellas compañías que todavía no habían avanzado en la gestión de 
los riesgos, podrían necesitar algún software de gestión de riesgos y go-
bierno (GRC –Governance, Risk, Compliance–). 
 
� Herramientas de reporting. De modo similar a los repositorios de infor-
mación, es previsible que las compañías dispongan de herramientas de 
reporting. Aquí la decisión a tomar tiene que ver más con la posibilidad 
de adquirir paquetes que automaticen la generación del reporting regula-
torio, como alternativa a tener que desarrollar esos informes internamen-
te. 
 
� Herramientas de extracción, transformación y carga de la información 
(ETL). Existen diversas maneras de transportar información entre siste-
mas y garantizar la trazabilidad de las operaciones. El mercado dispone 
de multitud de herramientas comerciales específicas para ese cometido, 
pero no es infrecuente encontrar compañías que consiguen los mismos 
objetivos mediante desarrollos propios y almacenamiento de información 
en sus bases de datos.  
 
7.6.1. Una reflexión necesaria: desarrollos a medida vs soluciones comer-
ciales 
 
Comprar o construir es una decisión crítica que las compañías deben afrontar 
actualmente, en un mundo en que la tecnología forma parte del corazón del 
negocio. Tanto los desarrollos a medida, como las soluciones comerciales tie-
nen ventajas e inconvenientes que se deben evaluar antes de escoger el enfo-
que adecuado para una compañía. Mientras que las soluciones comerciales 
pueden ofrecer ventajas en términos de ahorro de costes inicial y disponibilidad 
inmediata, el enfoque genérico que necesariamente deben tener, puede no ser 
el más adecuado para una organización concreta.  
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A continuación mostramos una tabla que compara ambas opciones. 
 
Tabla 1. Solución Comercial vs Desarrollo a Medida 
 
Categoría Solución Comercial Desarrollo a Medida
Riesgo Ha sido comprobado y testeado Cada nuevo desarrollo conlleva un incremento del riesgo
Cualificación del 
Equipo
El nivel de conocimiento experto en tareas de 
análisis, diseño y desarrollo es bajo.
Requiere un nivel de conocimiento experto 
elevado.
Tiempo Requiere un menor tiempo de implementación
El tiempo necesario para realizar las tareas de 
análisis, diseño y desarrollo es 
considerablemente superior
Coste El coste inicial es más bajo El coste inicial es más alto
Coste operativo Puede ser innecesariamente alto si no se 
utilizan todas las funcionalidades de la solución Corresponde a la naturaleza del sistema
Requerimientos No cumplirá exactamente con todoas los 
requerimientos Diseñado para cumplir todos los requerimientos
Soporte Depende del soporte de la empresa 
comercializadora y de la formación disponible.
El soporte y la formación dependen del equipo 
de desarrollo
Documentación Se espera un nivel elevado de documentación La calidad de la documentación dependerá de la habilidad del equipo de desarrollo
Flexibilidad Generalmente, se pueden obtener otras 
aplicaciones comerciales complementarias
Cualquier otra aplicación complementaria debe 
ser desarrollada a medida.
Obsolescencia Las mejoras/cambios en la aplicación son 
realizados por el proveedor




Fuente: Elaboración propia 
 
Actualmente, el Mercado no ofrece soluciones comerciales para Solvencia que 
cubran los tres Pilares de la Directiva (una solución end-to-end), si bien es cier-
to que existen algunos proveedores (SAS es uno de los principales) que han 
apostado por intentar cubrir el mayor espectro posible en plataformas que in-
cluyen la parte cuantitativa de la norma (Pilares I y III). Existen, por otro lado, 
soluciones GRC para la parte de Pilar II, que es un mercado bastante más ma-
duro, ya que la gestión de riesgos y la gobernanza son aspectos en los que las 
empresas llevan más tiempo trabajando. 
 
La realidad de las compañías es que, para cada uno de los aspectos tecnológi-
cos del proyecto de Solvencia, tienen que hacer un análisis particular sobre la 
conveniencia de optar por una solución comercial o un desarrollo a medida, con 
lo que la Plataforma Tecnológica final viene a ser una solución mixta compues-
ta por aplicativos de ambos tipos. 
 
En nuestra opinión parece una buena opción optar por los desarrollos a medida 
tanto para los sistemas informacionales como para los Motores de Cálculo de 
Capitales (si bien es cierto que las compañías que opten por la fórmula están-
dar podrían decantarse por una solución comercial), y buscar en proveedores 
 45 
de software aplicaciones específicas para la gestión de los Riesgos (GRC) o la 
generación del reporting regulatorio (que promete ser cambiante y, de este mo-
do, traspasamos los costes de los cambios futuros al proveedor tecnológico). 
 
7.7. La solución final 
 
Aún sin poder identificar las aplicaciones concretas que se utilizarán por cada 
compañía en cada una de las partes de la plataforma (como ya hemos dicho, 
su elección variará en función de la situación inicial y las necesidades de cada 
una), después de todo este análisis, nos podemos hacer una idea muy clara del 
aspecto que tendrá la plataforma de la compañía para Solvencia II (ver gráfico 
6, en página siguiente). 
 
Como se puede ver en la parte superior del gráfico, la propia solución tiene un 
orden intrínseco de ejecución que permite distinguir 5 fases: 
 
1. Generación de los datos. Los datos se generan en los sistemas opera-
cionales y transaccionales, como resultado del propio funcionamiento de 
la compañía: se registran clientes, se emiten pólizas, se giran recibos, se 
ceden primas al reasegurador, etc. Sistemas implicados: sistemas ope-
racionales y transaccionales. 
 
2. Carga de los datos. Los datos son extraídos de los sistemas origen para 
ser almacenados en el datamart de Solvencia. Sistemas implicados: sis-
tema informacional, ETL. 
 
3. Depuración de los datos. En esta fase se deben llevar a cabo tareas que 
garantizarán la calidad de la información: estandarizar, depurar, eliminar 
duplicados, transformar, etc. Hay que pensar que la información puede 
tener orígenes muy diversos (en ocasiones, incluso puede venir como 
datos no estructurados –hojas de cálculo, tablas mantenidas manual-
mente, etc.) y es importante que toda la información sea homogénea an-
tes de ser almacenada. Sistemas implicados: sistema informacional, 
ETL. 
 
4. Procesos de cálculo. En esta fase se deben realizar todos los procesos 
actuariales, así como el cálculo de capitales regulatorios (SCR). Siste-
mas implicados: herramientas actuariales, motores de cálculo de capita-
les, sistema de gestión de riesgos. 
 
5. Reporting. En esta fase final se genera tanto el reporting interno como 
externo. 
 
Todo el movimiento de información entre aplicativos, como ya se ha dicho, de-




Gráfico 6. La solución de Solvencia como sistema 
 
 
Fuente: Elaboración propia 
 8. Marco de control de la calidad 
 
Como hemos podido observar durante toda la exposición, garantizar la calidad 
de los datos es un aspecto fundamental de este proyecto: si no podemos estar 
seguros que la información es confiable, difícilmente podremos estar seguros 
de que las cifras estimadas de capital de solvencia son correctas y podríamos 
dejar a la compañía en una situación delicada. 
 
Para poder conseguir esto es necesario establecer un marco de control que, de 
manera continuada, vele por que la información tenga el nivel mínimo de cali-
dad exigible y que éste no se deteriore con el tiempo. 
  
Los controles de la calidad de los datos pretenden evaluar los datos usados en 
los procesos relativos a Solvencia, con especial énfasis en: 
 
� La valoración de activos y pasivos, en especial, el cálculo de las provi-
siones técnicas. 
 
� La medición de los riesgos y la evaluación de las necesidades de capital. 
 
� Los datos que sirven de base para estimar cualquier hipótesis usada en 
los cálculos anteriores. 
 
8.1. Descripción de los tipos de controles 
 
Es necesario definir cuáles son los controles que se realizarán a lo largo del 
proceso de tratamiento y transmisión de la información. Los controles deben 
ser diseñados en relación con los principios que deben preservarse. Se descri-
ben a continuación: 
 
8.1.1. Controles de Precisión 
 
Se dirá que los datos son precisos cuando no contengan errores, inexactitudes 
u omisiones. La recogida de información deberá comprender un ámbito sufi-
ciente de datos, y deberá efectuarse con la regularidad necesaria, garantizando 
así que los datos referentes a distintos momentos del tiempo sean consistentes 
entre sí y por tanto aptos para efectuar comparaciones y evaluar tendencias y 
riesgos. La compañía debe poder confiar en que los datos representan fielmen-
te el aspecto que se está analizando. Así pues, debe ser posible proporcionar 
evidencias de que los datos son usados en los procesos operativos correspon-
dientes. 
 
Será necesario establecer pruebas de precisión como controles cruzados con 
otros datos, para detectar, por ejemplo, discordancias o pruebas entre los pro-
pios datos para verificar su concordancia interna. En caso que los datos sean 
externos será necesario comprobar adicionalmente que la metodología de ge-
neración de dichos datos es transparente y su calidad es verificada por una 
tercera parte ajena al proceso de suministración. 
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En concreto, para verificar los estándares y requisitos de precisión de los datos, 
se podrían realizar los siguientes controles y acciones: 
 
� Documentar el diseño funcional y técnico de los sistemas TI así como las 
bases de datos utilizadas para el almacenamiento de los datos necesa-
rios.  
 
� Controles que comprueben si los datos cumplen con los siguientes re-
quisitos: 
 
o Los datos no contienen errores materiales.  
o Los datos de diferentes períodos de tiempo utilizados para la 
misma estimación son coherentes.  
o Los datos se registran de modo oportuno y coherente a lo largo 
del tiempo. 
o Los datos tienen un formato legible y adecuado para ser analizado 
posteriormente con las herramientas establecidas. 
 
� Verificar la existencia, calidad, contenido y adecuación de la documenta-
ción referente al diseño funcional y técnico de los sistemas de TI, así 
como bases de datos utilizadas en el modelo interno. 
 
8.1.2. Controles de Completitud  
 
Se dirá que la información es completa si es suficientemente amplia para poder 
obtener conclusiones objetivas y fiables, es decir, debe ser integral y suficien-
temente extensa y se debe haber comparado y contrastado con otros datos de 
naturaleza similar. Por ello, debe contener el nivel de desglose necesario para 
identificar las tendencias en los fenómenos que se quieren observar y el com-
portamiento de los riesgos asociados. Se tendrá que recoger con la mayor gra-
nularidad que sea necesaria para este propósito. 
 
Para implementar estos controles, se podría: 
 
� Verificar que los datos son lo suficientemente granulares e incluyen la 
suficiente información histórica como para identificar tendencias y de-
terminar las características del riesgo subyacente.  
 
� Se dispone de datos que cumplen todas las condiciones previamente 
mencionadas para todos los parámetros del modelo relevantes y no 
hay ningún dato relevante que sea excluido del modelo interno sin 
justificación.  
 
� Recogen toda la información del aspecto que se analiza para cada con-
junto homogéneo de observaciones. 
 
8.1.3. Controles de Adecuación  
 
Se dirá los datos son adecuados cuando se ajusten al propósito para el cual se 
usan, es decir, deben contribuir a que las hipótesis sean suficientes, realistas y 
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creíbles para predecir el resultado de los cálculos y deben evaluar los riesgos y 
las necesidades asociadas. Además, deben reflejar las características y riesgos 
del aspecto que están evaluando, ya sea representándolo directamente o refle-
jando fidedignamente sus características y particularidades. En caso que los 
datos sean externos, serán adecuados si cumplen con estas mismas caracte-
rísticas.  
 
Para implementar estos controles, se podría: 
 
� Verificar que los datos son coherentes con los objetivos para los que se 
utilizan.  
 
� Verificar que la cantidad y naturaleza de los datos asegura que las esti-
maciones del modelo interno realizadas a partir de los datos no incluyen 
errores de estimación indebidos.  
 
� Verificar que los datos son coherentes con los supuestos en los que se 
basan las técnicas actuariales y estadísticas aplicadas a dichos datos 
por el modelo interno.  
 
� Verificar que los datos reflejan de modo apropiado los riesgos a los que 
está expuesta la entidad de seguros y reaseguros.  
 
� Verificar que las técnicas estadísticas están adaptadas a los datos utili-
zados en el modelo interno. 
 
8.1.4. Controles de Trazabilidad de los datos 
 
Se dirá que los datos son trazables cuando pueda trazarse todo el camino que 
han seguido los datos desde su origen hasta el punto de control comprobando 
que no ha sido alterado su contenido ni sus propiedades durante el proceso. 
 
En concreto, para verificar los estándares y requisitos de trazabilidad de los 
datos, se podrían realizar los siguientes controles y acciones: 
 
� Verificar la integridad, coherencia y consistencia de los datos en cada 
punto de tratamiento de éstos, incluyendo las fuentes de origen. 
 
� Verificar la trazabilidad de los datos usados para generar los resultados 
del modelo interno, generando revisiones de la integridad de los da-
tos desde la fuente de origen hasta el punto de control. 
 
 
8.1.5. Controles de disponibilidad 
 




8.1.6. Controles de riesgos 
 
Será necesario analizar los riesgos del sistema relativos al tratamiento y ges-
tión de los datos. En concreto sería importante analizar y documentar: 
 
� El proceso para llevar a cabo las actualizaciones de datos, incluyendo la 
frecuencia de las actualizaciones regulares y las circunstancias que 
desencadenan actualizaciones adicionales y nuevos cálculos de la dis-
tribución de probabilidad prevista. 
 
� El uso y establecimiento de supuestos para la compilación, procesa-
miento y aplicación de datos. En relación a estos supuestos, se requeri-
rían las siguientes condiciones: 
 
o Explicar y justificar cada uno de estos supuestos, teniendo en 
cuenta su importancia y supuestos alternativos.  
o Las circunstancias bajo las cuales los supuestos se considerarían 
erróneos deberán ser claramente definidas. 
o Establecer y mantener una explicación por escrito de la metodolo-
gía usada para establecer los supuestos utilizados  
 
� El proceso para llevar a cabo las actualizaciones de datos, incluyendo la 
frecuencia de las actualizaciones regulares y las circunstancias que 
desencadenan actualizaciones adicionales y nuevos cálculos de la dis-
tribución de probabilidad prevista. 
 
8.2. Documentación de los controles 
 
Debería quedar un registro documental de todos los controles implementados, 
que debería especificar la relación entre los grupos de controles en función del 
principio de calidad del dato que verifican y la herramienta usada para realizar 
dichos controles, así como la frecuencia de realización. Esto permitiría tener un 
seguimiento de su uso y su localización.  
 
La persona o grupo responsable de cada control es quien debe procurar el 
buen funcionamiento y la buena aplicación de éste. En el siguiente apartado se 




Con el propósito de documentar el buen funcionamiento de los controles de 
calidad y el cumplimiento de los principios establecidos para la calidad del dato, 
es necesaria la toma de evidencias que lo argumenten y lo demuestren. 
 
En concreto, estas evidencias deberían: 
 
� Confirmar la existencia de un inventario de todos los datos utilizados en 
el modelo interno que especifica su fuente, características y utilidad. 
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� Verificar el cumplimiento de la política de calidad de datos mediante do-
cumentación. 
 
� Verificar que los controles definidos por TI se llevan a cabo y que satis-
facen los estándares cualitativos y cuantitativos. 
 
Las evidencias pueden consistir en los controles per se o ir acompañados de 
documentación que describa y verifique los resultados obtenidos. De este mo-
do se reduce y facilita la tarea de revisión y comprensión. 
 
8.4. Roles y responsabilidades 
 
En el proceso de creación de procedimientos y controles para verificar la cali-
dad de los datos es necesario establecer una serie de roles y responsabilida-





Es preciso que las áreas que tienen contacto con la información estén implica-
das en la responsabilidad de su calidad, así como las áreas de negocio que 
inciden sobre cómo debe ser esta información y qué cálculos o procesos deben 
realizarse. A pesar de que Solvencia II consta de unos procesos que requieren 
tanto de las áreas técnicas como de las de negocio, es importante que cada 
una asuma el rol y la responsabilidad que le corresponde. De este modo, los 
roles podrían quedar definidos del siguiente modo: 
 
� El departamento de TI tendría asignado el rol de proveer la infraestructu-
ra y apoyar las guías de Directiva, así como de implementar los contro-
les y pruebas desde cada área para asegurar la calidad de los datos. 
 
� Los puestos más próximos a la definición de los datos, como son los de-
partamentos de negocio, tendrían que definir cuáles son los criterios de 
calidad asociados y deberían monitorizar y gestionarlos posteriormente.  
 
Además, sería importante establecer unos vínculos sólidos entre ambas partes 
y asegurar que las comunicaciones son óptimas, hecho que garantizaría un 
nivel de trabajo más eficiente y completo.  
 
Normalmente la aplicación de una política para garantizar la calidad de la in-
formación no debería afectar la estructura básica de trabajo de una organiza-
ción, debido a que introduce un número reducido de cambios en las responsa-
bilidades de los diferentes miembros implicados en el tratamiento de los datos.  
 
Las responsabilidades relacionadas con la calidad de los datos se deberían 
focalizar sobretodo en cuestiones que afectan más a los resultados de los mo-
delos de cálculo que no a todo el volumen de datos en general. De este modo, 
el alcance de estas medidas no sería tan amplio y se reduciría la complejidad 
de todos los procesos. 
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La gestión y regulación de los datos de manera dedicada y enfocada, como se 
ha descrito anteriormente, es reconocida cada vez más a menudo como una 
buena práctica empresarial ya que está pensada para aportar beneficios para 




Es importante asegurar que las responsabilidades asignadas a cada persona o 
grupo de personas refleja sus roles operacionales. Respeto a la calidad de los 
datos, hay tres roles principales que pueden ser asignados, en concreto: 
 
� Prevención: son las funciones necesarias para administrar la gobernan-
za, gestionar la política de datos así como sus guías y estándares y mi-
nimizar el riesgo de comprometer el sistema a errores o a fallos de regu-
lación normativa. 
 
� Suministración: son las funciones que gestionan los datos de manera 
continua, en particular los directorios y sistemas de almacenamiento de 
datos. Un ejemplo pueden ser requerimientos básicos como la actualiza-
ción de datos o el uso externo de éstos. 
 
� Cura: Son los procedimientos a seguir cuando surgen problemas y los 
métodos para gestionar temas conocidos sobre la calidad de los datos. 
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9. Marco de seguridad 
 
La información no debe únicamente cumplir unos requisitos de calidad, también 
debemos garantizar la seguridad de los datos. 
 




Es necesario verificar que la información sólo es accedida por aquellos que 
tienen autorización para ello. Para asegurar la confidencialidad de los datos 
pueden usarse técnicas de encriptación para la información privada y suscepti-
ble de ser interceptada, así como evitar la publicación de datos confidenciales 




Para asegurar que los datos no son modificados ni borrados sin el permiso de 
las personas autorizadas para tal efecto, es necesario generar un sistema de 
control de acceso a los datos. Para ello se deben crear registros o logs de los 
ficheros susceptibles de ser modificados sin permiso para poder comprobar su 




Los datos deben ser accesibles por las personas autorizadas en el momento en 
que estas necesiten hacer uso de dicha información. Para ello, los sistemas de 
almacenamiento deben ser robustos y confiables, y deben garantizar que la 
probabilidad de falta de disponibilidad sea muy baja. Para ello, deben hacerse 
revisiones periódicas de la accesibilidad de los servidores donde se encuentran 




Es necesario verificar que la información ha sido generada por la persona o 
fuente adecuada. Esto evita problemas de falsificación o suplantación de iden-
tidad. Para ello, un sistema debe tener una gestión de usuarios y contraseñas 
consistente, con un sistema de permisos adecuado y cumpliendo el principio 
del mínimo privilegio, es decir, que cada módulo o proceso sólo debe poder ser 
accedido por las personas estrictamente necesarias para su uso legítimo.  
 
9.2. Tipos de controles de seguridad 
 
Para asegurar que los datos están protegidos es necesario llevar a cabo con-
troles de seguridad que ayuden a tener un seguimiento del uso de la informa-







Con el objetivo de tener un control de las normas de seguridad y de controlar 
los procesos y transacciones que sigue la información, sería necesario estable-
cer una política de seguridad donde se detallen los mecanismos de seguridad 
que sigue la compañía, junto con una descripción de los procesos en los que 
se hace uso de la información, para detectar los posibles riesgos. También es 
necesario generar estándares para homogeneizar las tareas de seguridad y 
facilitar la detección de riesgos, y guías para que los usuarios sepan qué accio-





Sería necesario tener registrado el control de acceso a datos y a software, con 
el objetivo de preservar la autenticidad, la integridad y la confidencialidad de los 
datos.  
 
Por ejemplo, se debería: 
 
� Gestionar los permisos y contraseñas de acceso a los sistemas, aplica-
ciones y bases de datos.  
 
� Configurar cortafuegos y demás herramientas de control de las comuni-
caciones para restringir el acceso externo y remoto de entidades ajenas 
a la información de la compañía y para preservar un sistema de permi-
sos y de perfiles coherente con las funciones asignadas a cada usuario 
del sistema.  
 
� Encriptar la información y establecer un sistema de firmas digitales. 
 
� Verificar que los usuarios que acceden al sistema, aplicaciones y bases 
de datos relacionadas con el modelo interno están autorizados y que sus 
permisos de acceso se corresponden con sus funciones. 
 
� Llevar a cabo un registro de accesos al sistema, a las aplicaciones y a 
las bases de datos. 
 
� La aplicación del principio del privilegio mínimo  
 
Para asegurar la integridad de los datos y para solventar posibles pérdidas de 
información es imprescindible necesario realizar copias de seguridad periódicas 
de toda la información. Por lo tanto, deberían crearse procedimientos para la 




Con el propósito final de que los datos estén protegidos físicamente, es reco-
mendable establecer unos mecanismos de seguridad para los medios de alma-
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cenamiento de éstos. Esto permite asegurar la integridad y la disponibilidad de 
la información almacenada en dichos medios. Por ejemplo, sería necesario: 
 
� Gestionar el control de acceso a los medios de almacenamiento. 
 
� Crear un sistema de protección del entorno de los medios. 
 
� Asegurar un mantenimiento periódico de los medios y de su entorno. 
 
9.3. Directrices de seguridad de los Sistemas de Información 
 
Las directrices de la política de seguridad mencionada anteriormente podrían 
ser definidas apoyándose en alguna de los estándares existentes, por ejemplo, 
el estándar ISO/IEC 27001, que establece un marco de referencia de seguridad 
respaldado y reconocido internacionalmente. Este marco tecnológico, organiza-
tivo y procedimental de seguridad se soportaría en un conjunto de normas, es-
tándares, procedimientos y herramientas de seguridad para la protección de 
activos de información. 
 
9.4. Gestión de continuidad del negocio 
 
Se deben establecer procesos de gestión de continuidad de negocio para mi-
nimizar el impacto en las funciones y procesos críticos de la compañía en caso 
de desastre, de forma que se reduzca el tiempo de indisponibilidad a los nive-
les establecidos. Dichos procesos deben contar con la adecuada combinación 
de controles de carácter organizativo, tecnológico y procedimental tanto pre-
ventivos como de recuperación. 
 
Estos procesos se deben apoyar en un Plan de Continuidad de Negocio que 
deberá ser probado de forma periódica, manteniéndose actualizado en todo 
momento. Para ello se debe evaluar el riesgo ante amenazas y el impacto aso-
ciado ocasionado por la ausencia de continuidad de los activos de información 
que den soporte o estén implicados en los procesos de negocio de la compa-
ñía. 
 
9.5. Cumplimiento normativo y legal 
 
Los Sistemas de Información y comunicaciones han de estar adecuados per-
manentemente a las exigencias legales y normativas generales así como a las 
propias del negocio asegurador en sus diferentes vertientes. 
 
El acceso por parte de personal externo a los sistemas de la compañía deberá 
estar amparado por un contrato de prestación de servicios en el que figurarán 
las correspondientes cláusulas de confidencialidad y deber de secreto, así co-
mo las normas de seguridad y las responsabilidades que se derivan de la polí-
tica de seguridad de la compañía. 
 
Los intercambios de información entre organizaciones se regularán mediante 
acuerdos formales, y el establecimiento de normas y procedimientos para pro-
teger la información en tránsito. 
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Con el objeto de evitar perjuicios derivados de la incorrecta utilización de la in-
formación automatizada y de los sistemas que la tratan y soportan por parte de 
terceros, la compañía deberá realizar comprobaciones sobre el uso que se rea-
liza de los mismos, cumpliendo en todo momento con la legislación vigente y 
preservando los derechos fundamentales de las personas propietarias o titula-
res de la información y de las personas que los utilizan. 
 
En este sentido, se deben llevar a cabo revisiones periódicas y auditorías para 
verificar el grado de cumplimiento de las medidas de protección que derivan del 
marco de seguridad. 
 
Así mismo, se deberán establecer mecanismos y procedimientos que determi-
nen los criterios a seguir para la generación, almacenamiento y explotación de 
los registros de eventos de seguridad y pistas de auditoría, teniendo presente 
en todo momento la necesidad de mantener, en lo necesario, la confidenciali-
dad, integridad y validez legal de los mismos. 
 
9.6. Seguridad frente a acciones humanas 
 
Todo el personal de la compañía deberá desarrollar sus actividades conocien-
do, asumiendo y aplicando las normas y procedimientos de seguridad estable-
cidos en la normativa de seguridad vigente en la organización. 
 
Para ello, es indispensable la formación del personal en la normativa de segu-
ridad y en el correcto uso de los Sistemas de Información con el fin de minimi-
zar los posibles riesgos de seguridad. 
 
9.7. Clasificación e inventariado de activos 
 
Se deberá conocer en todo momento el valor de la información de la compañía, 
para lo cual es esencial el inventariado y clasificación de la misma. Se debería 
crear y mantener un inventario de los activos de información, asignando a cada 
uno de ellos un responsable y custodio. 
 
Cada uno de los activos será clasificado de acuerdo a su sensibilidad, criticidad 
y naturaleza, aspectos éstos que dependen a su vez de la actividad o función 
de negocio que soporta. 
 
9.8. Adquisición, desarrollo y mantenimiento de sistemas 
 
Los requisitos de seguridad serán considerados durante todo el ciclo de vida de 
desarrollo de los sistemas de la compañía, tanto en sistemas de desarrollo pro-
pio como en aquellos desarrollados por terceros, desde las fases de análisis de 
requerimientos y viabilidad, en las que se particularizan y evalúan dichos requi-




9.9. Seguridad física del entorno 
 
Los Sistemas de Información deberán ubicarse en zonas con acceso restringi-
do que estén adecuadamente protegidos mediante los mecanismos de control 
de acceso físico apropiados. Asimismo se deberán proteger estos sistemas 
frente a otro tipo de amenazas del entorno como incendios, inundaciones o cor-
tes en el suministro eléctrico. 
 
Dicha protección se extiende a aquellos sistemas cuya securización física esté 
delegada en algún proveedor. Para ello, se deberán firmar las cláusulas opor-
tunas en los contratos y se establecerán los mecanismos de seguimiento nece-
sarios por parte de la compañía. 
 
El tratamiento de información fuera de los sistemas de la compañía deberá ser 
debidamente autorizado, una vez que se garantice el cumplimiento del nivel de 
seguridad correspondiente. 
 
9.10. Gestión y operación de sistemas, redes y comunicaciones 
 
Se deberán establecer formalmente responsabilidades y procedimientos docu-
mentados para asegurar una correcta configuración, administración, operación 
y monitorización de los Sistemas de Información y comunicaciones de la com-
pañía. Para ello, se establecerá una normativa específica y se adoptarán las 
mejores prácticas en materia de seguridad. 
 
Se deberá definir y establecer un procedimiento de gestión de incidencias con 
el fin de minimizar el impacto ocasionado debido a incidentes de seguridad o 
fallos en el funcionamiento de los sistemas, así como para evitar su repetición. 
 
Se deberá garantizar una adecuada segregación de funciones en la asignación 
de responsabilidades con el objetivo de prevenir un uso no adecuado de los 
Sistemas de Información. En caso de que no sea factible, se establecerán me-
canismos de control adecuados que permitan su seguimiento. 
 
Se deberán establecer los procedimientos y controles que prevengan adecua-
damente frente a la introducción de software malicioso, garantizando la integri-
dad del software y de la información de la compañía.  
 
Se deberán establecer medidas de salvaguarda, incluyendo las copias de se-
guridad necesarias, comprobando periódicamente su validez mediante su res-
tauración, e independientemente de que se monitoricen los sistemas perma-
nentemente. 
 
La información transmitida por redes de comunicaciones, públicas o privadas, 
deberá ser adecuadamente protegida mediante los mecanismos oportunos que 
garanticen su confidencialidad e integridad. Se deben establecer los controles 
necesarios que impidan la suplantación del emisor, modificación o pérdida de la 
información transmitida, tanto en las comunicaciones con sistemas situados en 
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las redes internas, como con entidades con las que la compañía tenga relación 
y, también, con sistemas externos. 
 
Se deberán establecer procedimientos que contemplen el almacenamiento, 
manipulación, transporte y destrucción de la información sensible soportada 
tanto en formato papel como en soportes informáticos (cintas, discos, ordena-
dores portátiles, dispositivos móviles como agendas electrónicas y teléfonos, 
dispositivos extraíbles, etc.), con el fin de mitigar el riesgo de acceso no autori-
zado y hurto. 
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10. La gestión del proyecto 
 
Una vez decidida una arquitectura para la solución tecnológica de solvencia, es 
necesario trazar un plan para la consecución de su implantación. Con el mismo 
espíritu al que nos obliga referirnos a una solución genérica, vale la pena dedi-
car un breve espacio a hablar de las fases que un proyecto de estas caracterís-
ticas debería tener y a los riesgos asociados al mismo. 
 
10.1. Fases del proyecto 
 
De manera general, se pueden distinguir dos grandes fases en este proyecto: 
 
� Una primera fase de análisis orientada a determinar cuáles son los re-
quisitos de la Directiva y establecer las diferencias con la información y 
los sistemas de los que la compañía dispone actualmente, y 
 
� Una segunda fase que es la construcción propiamente de la plataforma y 
las pruebas para garantizar el correcto funcionamiento. 
 
Entremos algo más en profundidad en esta primera fase para detallar las sub-
fases y algunas tareas asociadas. 
 
1. Análisis de las bases de datos y el entorno tecnológico actual. Aquí sería 
necesario analizar aspectos como las variables necesarias para imple-
mentar la solución,  la identificación de los orígenes de datos, así como 
de los usuarios involucrados, los controles existentes, etc. 
 
2. Toma de requerimientos. Aquí se deben incluir los requerimientos de to-
dos los tipos: regulatorios / normativos, operativos, de cálculo de capital, 
de reporting, etc. Esta fase puede concluir con la elección de la plata-
forma tecnológica. 
 
3. Definición funcional y de procesos. Esta subfase debe incluir el diseño 
de las interfaces y los controles, de las tablas y vistas de las bases de 
datos, de los cálculos, así como la identificación de responsabilidades 
para cada tipo de usuario. 
 
 
A la conclusión de esta primera fase, debemos estar en posesión de un diseño 
detallado de toda la solución, que debe incluir un detalle de toda la información 
y procesos necesarios, y de la arquitectura tecnológica de la plataforma para 
Solvencia. 
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En el caso de la segunda fase, el detalle podría ser parecido al siguiente: 
 
1. Implementación en sistemas, que comprende tanto el diseño técnico 
como la construcción de la plataforma de software propiamente dicha. 
 
2. Pruebas unitarias y de integración. En primer lugar se debe definir un 
plan de pruebas y luego hay que llevarlo a cabo. Las pruebas deben ser 
exhaustivas y cubrir todos los ámbitos de la solución. 
 
3. Aprovisionamiento y estabilización. En último lugar, se procederá a car-
gar la información histórica y, una vez hecho, la plataforma tecnológica 
entrará en un periodo de seguimiento y ajuste final. 
 
 
Como todas las plataformas tecnológicas, una vez implementadas, deben ser 
mantenidas. Este caso no será una excepción y deberemos estar atentos tanto 
a cambios regulatorios que obliguen a realizar adaptaciones, como a la posible 
obsolescencia de la tecnología utilizada. Se podría argumentar que un proyecto 
de software no termina nunca. 
 
10.2. Riesgos del proyecto 
 
Como todo proyecto de implantación, lleva asociados unos riesgos que pueden 
comprometer su éxito. Destacamos a continuación algunos de los principales. 
 
� El (siempre complicado) marco regulatorio. Como hemos visto con la 
propia Directiva de Solvencia II, una nueva regulación puede sufrir re-
trasos o modificaciones de última hora, que obliguen a cambiar o incluso 
rehacer partes de la plataforma de software. También pueden aparecer 
nuevas normas, que nos fuercen a tener que hacerlas compatibles con 
los sistemas que estamos construyendo. A modo de ejemplo, ya debe 
tenerse en cuenta qué se va a hacer para hacer compatible Solvencia II 
con la entrada en vigor de IFRS4, prevista para 2018. ¿Qué se hace du-
rante el periodo interino en que una ya está en vigor pero la otra no? 
¿Se mantienen dos sistemas independientes? 
 
� La implicación de las áreas de negocio. Para que este proyecto sea un 
éxito es fundamental que todas las áreas involucradas en Solvencia (que 
son muy numerosas) estén perfectamente alineadas con los objetivos y 
participen activamente para garantizar una comunicación eficaz. La co-
municación entre departamentos, no acostumbra a ser un punto fuerte 
en las compañías que tienen una cierta dimensión. 
 
� Las soluciones comerciales. Si bien ya hemos visto que optar por solu-
ciones comerciales puede tener ventajas, también es cierto que, en este 
caso, las empresas de software han tenido que desarrollar sus progra-
mas luchando contra la misma incertidumbre de la normativa que han 
sufrido las empresas aseguradoras. A unos meses vista de la entrada en 
vigor de la normativa, todavía hay aspectos que no han sido publicados. 
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Parece una tarea complicada que los vendedores de software puedan 
llegar a tiempo. 
 
� Los usuarios de la plataforma. Cómo siempre que se producen cambios 
en tecnología, las organizaciones deben luchar contra la resistencia al 
cambio que presentan los usuarios. En este caso, en el que además, es 
más que probable la aparición de nuevos procesos, y la modificación de 
algunos de larga tradición, este riesgo es especialmente probable. 
 
� El proceso de implantación. Todo el proceso de implantación debe ser 
supervisado de manera muy estrecha, de tal modo que las eventualida-
des sean abordadas de inmediato. Cualquier retraso, por la dependencia 







Es innegable que la Directiva de Solvencia II va a tener un impacto importante 
en el sector asegurador. Lo ha tenido durante el proceso de aprobación de la 
misma, plagado de retrasos e incertidumbres que, en ocasiones, han hecho 
temer que jamás se llegara a implantar, y que han provocado un incremento de 
costes del proyecto; lo tendrá a partir de la entrada en vigor, con unos más que 
probables aumentos de las cifras de capital que las empresas deberán reservar 
para como capital de solvencia y con la obligación de enfocar la gestión del día 
a día de las compañías entorno a la mentalidad de la orientación al riesgo que 
la Directiva propugna. 
 
Obviamente, todos estos cambios deben ser trasladados a los Sistemas de 
Información de las empresas aseguradoras; no en vano, se precisan nuevos 
motores de cálculo, la creación de nuevos informes, etc.  
 
Esta tarea es intensiva en recursos tanto económicos cuanto personales, en un 
momento en que el sector está especialmente preocupado por el crecimiento y 
no puede descuidar su objetivo principal: mantener –o si es posible incremen-
tar– la facturación, mejorar la eficiencia, controlar los costes y, todo esto, en un 
entorno fuertemente competitivo.  
 
Como hemos podido ver durante todo este trabajo, las implicaciones que la 
entrada en vigor de la Directiva tiene en las áreas de TI son importantes y muy 
diversas: no sólo será necesario hacer nuevos desarrollos (o comprar y adaptar 
nuevas soluciones comerciales), sino que tendrán que implantarse unos mar-
cos de control y seguridad que garanticen la calidad de la información que se 
utilizará para satisfacer los requerimientos de la Directiva, así como la trazabili-
dad de todo el proceso. 
 
Pero aun siendo complejo y costoso, todo esto es asumible. La verdadera clave 
fundamental del éxito de la implantación de la Directiva de Solvencia II en las 
compañías es la confianza que las organizaciones puedan tener en que la in-
formación de la que disponen es correcta. La compañía que no pueda estar 
segura que sus datos base son correctos vivirá en la incertidumbre constante 
de no saber si está provisionando demasiado para Solvencia, perdiendo la 
oportunidad de sacar rendimiento económico a ese excedente, y con las consi-
guientes pérdidas para sus accionistas, o si, por el contrario, se haya insuficien-
temente cubierta ante posibles situaciones de riesgo, generando una situación 
de peligro para sus clientes. 
 
Disponer de una información de calidad es responsabilidad de todas las áreas 
de una compañía, pero especialmente, de la unidad de Sistemas de Informa-
ción, que es la que dispone de las herramientas necesarias para garantizarla.  
 
Por todo ello, en nuestra opinión, es de vital importancia que el área de Siste-
mas de Información juegue un papel muy destacado en el proyecto de desarro-
llo de la Directiva en las organizaciones y, también, que se dediquen todos los 
recursos necesarios a garantizar que se dispone de una información de cali-
dad, aunque inicialmente suponga una inversión importante. Seguramente, en 
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el entorno tan competitivo en el que nos movemos actualmente en el sector 
asegurador, de ello dependa el éxito de la empresa a medio plazo. 
 
No querríamos acabar sin hacer una última reflexión en torno a lo que significa 
todo esto para aquellas compañías de tamaño más pequeño. No se puede ob-
viar que, el esfuerzo del que hemos hablado, puede ser difícilmente asumible 
por compañías que no dispongan ya de una infraestructura mínima. Esto las va 
a obligar a ser imaginativas con las soluciones, si quieren cumplir la normativa, 
quizás estableciendo alianzas con otras pequeñas compañías para aprovechar 
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