ТЕОРЕТИКО-ПРАВОВОЙ АСПЕКТ ИНФОРМАЦИОННОЙ БЕЗОПАСНОСТИ РЕСПУБЛИКИ БЕЛАРУСЬ by Боричевская, В.В.
адаптации может быть понят как перестройка образа жизни и мира, и выраженного тем более объективировано, 
чем более различаются между собой формирующие и развивающие параметры (образовательных) сред. 
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Современный период развития цивилизации характеризуется переходом от индустриального общества к 
обществу информационному. Информация признается все более значимым видом общественных ресурсов, тре-
бующим, как и любая другая ценность, принятия соответствующих мер защиты от неправомерных действий. 
Все более актуальной становится проблема обеспечения информационной безопасности как одной из состав-
ляющих национальной безопасности Республики Беларусь. 
Основными мерами обеспечения информационной безопасности выступают правовые средства, составной 
частью которых являются уголовно-правовые меры, направленные на противодействие наиболее опасным по-
сягательствам на информационные общественные отношения. Признание социальной ценности информации 
определяет необходимость комплексного уголовно-правового подхода к ее защите. 
Важнейшей проблемой уголовно-правовых мер обеспечения информационной безопасности является про-
блема защиты информации от неправомерного доступа. Наличие данной проблемы заключается в том, что за-
щите от неправомерного доступа подлежит наиболее ценная охраняемая законом информация, а также в том, 
что неправомерный доступ к охраняемой законом информации влечет, как правило, значительные общественно 
опасные последствия, в частности, нарушение ее конфиденциальности, целостности и доступности. 
Неправомерный доступ к охраняемой законом информации привлекал внимание многих исследователей, в 
частности таких как: Ю.М. Батурин, Н.Н. Безруков, СВ. Бородин, Т.А. Бушуева, В.В. Вехов, А.Г. Волеводз, 
A.M. Жодзишский, И.А. Кпепицкий, B.C. Комиссаров, В.В. Крылов, В.Д. Курушин, В.А. Мазуров, В.А. Мина-
ев, С.А. Пашин, Н.С. Полевой, СВ. Полубинская, А.Н. Попов, К.С. Скоромников, Н.Г. Шурухнов и другие. 
Большинство данных исследований носят преимущественно криминалистическую или криминологическую 
направленность. 
Возникновение понятия «информационная безопасность» будет правильным соотносить с пониманием ин-
формации как важного ресурса экономического и социально-политического потенциала общества и государст-
ва. В белорусском законодательстве предусмотрен достаточно обширный конгломерат норм, направленных на 
защиту конфиденциальной информации, информационных ресурсов, информации, составляющей государст-
венную и иную тайну. Среди них как государственные правовые акты (кодексы, законы, указы, постановления), 
так и ведомственные документы (приказы, руководства, положения, инструкции). Информационная безопас-
ность структурно выглядит как сложная, но гармонично взаимодействующая, система организационных, тех-
нологических, технических, правовых мероприятий, осуществляемых государственными, общественными ор-
ганизациями, коммерческими структурами, ведомствами и отдельными гражданами с использованием методов 
и способов, не противоречащих действующему законодательству. Объектом защиты является секретная, кон-
фиденциальная информация в ее целостном, то есть неискаженном, виде, а также информация специального 
назначения, предназначенная для решения задач в той или иной предметной или ведомственной области. 
Доступ к информации по закону есть условие национальной безопасности. Не государственной, в конкрет-
ном смысле этого слова, а именно национальной безопасности. В этом случае, подход к проблеме предусматри-
вает интересы не только государства, но всего общества как единого организма с нормальными системами ин-
формационного обращения. Отечественные и зарубежные издания и средства массовой информации последних 
лет наводнены различными понятиями, обозначающими те или иные новые проявления криминального харак-
тера в информационной области. Постепенно на наших глазах возникла информационная индустрия, чья само-
стоятельность и перспектива развития целиком и полностью зависели от точного регулирования правоотноше-
ний, возникающих при формировании и использовании информационных ресурсов. "Информационная револю-
ция" застигла страну в сложный экологический и политический период и потребовала срочного регулирования 
возникающих на ее пути проблем. Между тем, как известно, правовые механизмы могут быть включены и ста-
новятся эффективными лишь тогда, когда общественные отношения, подлежащие регулированию, в достаточ-
ной мере стабилизировались. 
Литература 
1. Тихомирова, JI.B. Юридическая энциклопедия / JI.В. Тихомирова, М.Ю. Тихомиров. - М . , 1997. 
2. Ярочкин, В.И. Информационная безопасность / В.И. Ярочкин. - М.: Междунар. отношения, 2000. 
3. Северин, В.А. Правовое обеспечение информационной безопасности предприятия / В.А. Северин. - . М : Городец, 
2000. 
4. Юзвишин, И.И. Основы информациологии. Изд-е 2 / И.И. Юзвишин. — М.: Международное изд-во «Информациоло-
гия», «Высшая школа», 2000. 
5. Вехов, В.Б. Компьютерные преступления / В.Б. Вехов. — М.,1996. 
5 
П
ГУ
