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ABSTRACT 
 
Password is a common authentication way but actually not to save because it is too easy to 
identify. The  common attack of the threat is dictionary attack. Password made by human is come from 
limited domain and easy to predict. Proactive way was made to increase the security by making save 
password, which is using computer. The lack of the system is the password is not user friendly so it is 
hard to remember. Graphical Password is one of alternative of password using image as password. It is 
more easy for user to remember image but difficult for the hacker because of many possibility of the 
image that used as password. 
 





Passwords merupakan cara otentikasi yang paling umum tetapi sebenarnya tidak terlalu aman 
karena relatif mudah untuk diketahui. Serangan yang umum dilakukan ialah dengan dictionary attack. 
Password yang dibuat oleh manusia berasal dari domain yang terbatas dan mudah ditebak. Untuk 
meningkatkan keamanan dengan membentuk password yang cukup kuat, digunakan pembentukan 
proaktif, yaitu dengan bantuan komputer. Kekurangan sistem ini ialah password yang dihasilkan tidak 
user friendly sehingga sukar diingat. Graphical Password merupakan alternative pembentukan password 
menggunakan gambar sebagai password. User lebih mudah mengingat gambar tetapi bagi lawan tidak 
mudah karena berbagai kemungkinan yangn dapat dibangunnya. 
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