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1. Introducción
La reciente crisis de 2008 en Wall Street y
otros centros financieros sirve para destacar
la otra cara de las oportunidades y del poten-
cial. El 29 de septiembre de 2008, después de
algunas modestas bajadas en las bolsas de
valores en Asia, el índice industrial Dow Jones
se hundió 778 puntos, una caída del 7% en un
sólo día. En poco más de seis horas la indus-
tria de los Estados Unidos perdió más de 1,2
billones de dólares de valor, la primera  pérdi-
da en la historia de más de un billón de dólares
en una única jornada y el día más negro desde
el crash de Wall Street de 1987. Los mercados
mundiales siguieron la tendencia de los Esta-
dos Unidos mostrando una pérdida diaria
global que superaba los 5 billones de dólares.
Los corredores de Bolsa, los inversores, los
banqueros e incluso los reguladores se vieron
atrapados en un escenario que en teoría era
imposible. Según el destacado economista y
matemático Benoit B. Mandelbrot, las pro-
babilidades de un colapso diario tal como ese,
calculadas mediante la teoría aceptada son de
una entre mil millones. Pero el colapso suce-
dió induciendo a Mandelbrot a señalar con el
dedo a la evaluación temeraria del riesgo, y a
una supervisión laxa y su dependencia de
aproximaciones "lo suficientemente cerca-
nas" al comportamiento "típico".
2. Gestión de los riesgos
La gestión de los riesgos se ha convertido
paulatinamente en una actividad  "normal"
que actualmente es parte constituyente de
muchas profesiones. De hecho, la adminis-
tración de riesgos se ha convertido en el pilar
central de un control eficaz que ha sido adop-
tada universalmente por las empresas, los
gobiernos y las organizaciones no guberna-
mentales. El concepto de riesgo se ha vuelto
tan omnipresente que buscamos continua-
mente explicaciones en función del riesgo del
mundo que nos rodea. Mediante esta bús-
queda hemos desarrollado principios univer-
sales de organización y gestión a través del
control de riesgos.
El sociólogo alemán Ulrich Beck se percató en
1992 de que el riesgo se había convertido en una
característica dominante de la sociedad, reem-
plazando a la producción de riqueza como
medio de medida de las decisiones [2]. La idea
de una sociedad de riesgo describe la forma en
la que la sociedad se organiza y se involucra con
el riesgo. De hecho, algunos podrían alegar que
refleja nuestra preocupación por el futuro y su
incertidumbre inherente.
La promesa de la tecnología es seductora.
Con las prisas para adoptar nuevas tecnolo-
gías y aceptar nuevas oportunidades a menu-
do hemos demostrado reticencias a aceptar
los riesgos asociados. Esto suele ir acompa-
ñado por la suposición de que los riesgos se
pueden controlar mediante la aplicación de
aptitudes. Pero ¿qué sucede si el riesgo no es
nuestro problema real?
3. ¿Riesgo o incertidumbre?
El riesgo representa una forma convencional
de expresar incertidumbre acerca de posibles
resultados. Cuando disminuye la incertidum-
bre, se hace posible cuantificar plenamente los
riesgos. Por el contrario, cuando los niveles
de ambigüedad, de incertidumbre y  comple-
jidad de un sistema suben, se vuelve progresi-
vamente más difícil identificar plenamente, y
menos aún, cuantificar todos los riesgos
potenciales.
La incertidumbre puede contemplarse como
una situación novedosa donde el conoci-
miento del pasado ofrece poco o ningún
valor. Generalmente la gente se siente incó-
moda con la incertidumbre; la mayoría de
nosotros prefiere los riesgos (conocidos) a la
incertidumbre.
Para ver una demostración sencilla conside-
remos la situación descrita en la figura 1.
La paradoja de Ellsberg
El experimento ha sido realizado con decenas
de miles de sujetos. Es conocido como la
paradoja de Ellsberg [3]. Los resultados son
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casi siempre los mismos. La mayoría de
sujetos se muestran indiferentes entre apos-
tar 100 dólares a bolas rojas o negras de
ambas urnas. Esto no es sorprendente ya que
parece que hay la misma oportunidad de
ganar en cualquiera de los casos.
La mayoría de las personas prefiere apostar
50 dólares al rojo de la segunda urna a hacerlo
al rojo de la urna 1. También prefieren
apostar 50 dólares al negro de la segunda urna
a hacerlo al  negro de la  urna 1. La razón típica
dada por los sujetos es que se conoce la
proporción exacta de bolas rojas y negras en
la segunda urna  y por lo tanto se trata de una
apuesta "de menos riesgo". Los resultados
sugieren que la gente prefiere las situaciones
de riesgo (donde las proporciones de bolas de
dos colores diferentes se determinaron al 50
por ciento) a los de la verdadera incertidumbre
(donde se tomaron las bolas de una mezcla al
azar – implicando así una probabilidad de
mezcla del 50 por ciento). Cuando apuestan a
un color en particular, la mayoría de los
encuestados eligió la proporción determinada
para cada color, lo que sugiere que la probabi-
lidad de que salga cualquier color es mayor del
50% (aunque no mostrando diferencia alguna
entre los colores cuando se les propuso apostar
por un color en ambos montones).
Este patrón de preferencia es incompatible
con la toma racional de decisiones. La impli-
cación de lo que se ha denominado la Parado-
ja de Ellsberg es que los decisores se sienten
más a gusto con el riesgo que con la incerti-
dumbre. Curiosamente, la cantidad de dinero
en oferta (es decir, el premio en la oferta) no
altera la preferencia de la elección de los
participantes consiguiéndose los mismos re-
sultados cuando la apuesta que se ofreció es
de 50 o de 500.000 dólares. Tampoco el nivel
de conocimiento y experiencia en la toma de
decisiones parecen cambiar las preferencias de
los sujetos, con expertos tomando decisiones
similares a los principiantes.
Otros experimentos muestran que los
decisores aplazarán las decisiones importan-
tes frente a la incertidumbre. Esto incluso se
aplica cuando las decisiones no están directa-
mente relacionadas, mostrando que la incer-
tidumbre en un área puede afectar nuestro
desempeño en otras áreas. Por ejemplo, cuan-
do se les ofreció un paquete especial de vaca-
ciones a un precio muy reducido, la mayoría
de los estudiantes aplazó su elección y eligió
pagar un depósito no reembolsable hasta que
averiguaran si pasarían el examen de final de
año. A otros grupos se les comunicó su
resultado final, y la mayoría de los que apro-
baron y de los que no, eligieron aceptar la
misma oferta (presumiblemente bien como
un capricho o para sentirse mejor). He inten-
tado experimentar con configuraciones simi-
lares con profesionales que estaban esperan-
do escuchar los resultados de una decisión
importante en cuanto a financiación de pro-
yectos o una promoción, con idénticas con-
secuencias. La mayoría de los que esperaban
los resultados eligió aplazar su decisión y
pagar un depósito, mientras que la mayoría
de los que se les dio su resultado, independien-
temente del que fuera, eligió tomar la misma
decisión.
"Hacemos frente a la incertidumbre
irracionalmente, por ignorancia o por pre-
ocupación"
– Detlof von Winterfeldt.
La paradoja y más ejemplos ponen de relieve
nuestra incapacidad para controlar la incerti-
dumbre. La mayoría de nosotros está incó-
modo en presencia de la incertidumbre y pre-
fiere algún conocimiento parcial a la total
ignorancia con respecto a una situación dada.
Como resultado, las oportunidades que existen
en situaciones inciertas a menudo se pueden
sacrificar en un esfuerzo por optar por el riesgo
en contraposición a la incertidumbre (se pueden
perder potenciales beneficios adicionales en el
intento de reducir el nivel de riesgo).
La existencia de la incertidumbre y la ambi-
güedad a menudo se contempla con malestar.
La incertidumbre parece actuar como un
elemento de disuasión y determina dónde y
cómo nos comprometemos con las situacio-
nes. Los científicos sociales Douglas y
Wildavsky señalaron que la incertidumbre
impide o inhibe la asunción de riesgos [4]. De
hecho, como gestores de riesgos y líderes de
proyectos, la mayoría de las veces no contro-
lamos riesgos; simplemente intentamos evi-
tar incertidumbres y ambigüedades.
4. La obsesión por el riesgo
Para afrontar la incertidumbre utilizamos
recursos en un esfuerzo por reducir la proba-
bilidad o el impacto esperado de algunos de
los riesgos o para mitigar sus consecuencias.
Sin embargo, en situaciones complejas, espe-
cialmente en aquellas con incertidumbre y
ambigüedad, se requieren complejas com-
pensaciones  y compromisos. Reducir un
riesgo puede aumentar otros, o introducir
otros nuevos para los que no estamos prepa-
rados. Nuestra tendencia a evitar la incerti-
dumbre y controlar los riesgos se traduce por
lo tanto en el desarrollo de mecanismos para
la manipulación de riesgos y en la creación de
medidas de seguridad. Sin embargo, las me-
didas de seguridad tienen un precio.
También hay evidencias de que cuando algún
riesgo se reduce la gente tiende a cambiar su
comportamiento y actúa de manera menos
responsable. Esto es notable cuando se trata
de dónde construimos casas: a medida que la
sociedad se hace más consciente de las conse-
cuencias de los incendios forestales y de los
terremotos, la gente comienza la construc-
ción de viviendas en lo más profundo de los
bosques y más cerca de fallas geológicas. La
evacuación y el rescate en futuros incidentes
se convierten en cada vez más exigentes y más
peligrosos para todos los involucrados. Ade-
más la mayor seguridad que se percibe asocia-
da con el área en cuestión puede incitar ahora
a plantas químicas, reactores nucleares, refi-
nerías de petróleo o instalaciones de investi-
gación biológica a trasladarse a las mismas
zonas añadiendo cada vez más complejas
interacciones, incertidumbres y riesgos. Así,
futuros incidentes y potenciales desastres
pueden ser más complicados y peligrosos.
Por lo tanto, la mejora potencial para hacer
frente a los riesgos se traduce en un compor-
tamiento más temerario que a menudo mini-
miza dichas mejoras.
El especialista en seguridad Samuel Peltzman
demostró que las medidas de seguridad sue-
len dar como resultado un comportamiento
más irresponsable en cuanto la gente se siente
segura. Su investigación sugiere que los cin-
turones de seguridad han creado coches más
mortíferos [5]. Edward Tinner, en su éxito
editorial Why things bite back: predicting the
problems of progress describió el "efecto ven-
Figura 1. Escenario experimental de la paradoja de Ellsberg.
Tiene delante de usted dos urnas, etiquetadas como urna I y urna II. 
 
La urna I tiene 100 bolas rojas y negras, pero usted no sabe cuántas hay de cada. 
 
La urna II contiene exactamente 50 bolas rojas y 50 bolas negras. 
 
Yo ahora le ofreceré tres situaciones de apuestas: 
 
Sin mirar, sacaré exactamente una bola de cada urna. ¿Prefiere apostar 100 dólares 
por extraer una bola roja en ambas urnas, o por obtener una bola negra en ambas 
urnas? 
 
Ahora podrá sacar una bola (sin mirar) de cada urna. ¿Prefiere apostar 50 dólares por 
obtener una bola roja de la urna I o por sacar una bola roja de la urna II?. 
 
Una vez más, puede extraer una bola (sin mirar) de cada urna. ¿Prefiere apostar 50 
dólares por sacar una bola negra de la  urna I o una bola negra de la urna II? 
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ganza" que acompaña a la introducción de
medidas de seguridad [6]. Este libro está lleno
de ejemplos de tecnologías que alientan nue-
vos comportamientos. Uno de sus ejemplos
trata de sistemas de control de inundaciones,
que incitan a la gente a asentarse en zonas
propensas a inundarse, debido a la aparición
de esta protección adicional. De manera simi-
lar, mejores sistemas de alerta y de evacuación
puede llevar a estas poblaciones a una mayor
exposición al riesgo al sentirse más seguras  y
por tanto tender a asumir mayores riesgos.
Las intervenciones de seguridad suelen lograr
redistribuir o transferir la carga de riesgo, en
lugar de reducirlo. El esfuerzo directo para
eliminar o reducir un cierto riesgo puede llevar
por lo tanto a un aumento neto en el mismo
riesgo, o en nuevos. La redistribución se
refiere a la sensación de mayor seguridad,
pero también a los nuevos mecanismos que
deben integrarse en los procedimientos y los
sistemas existentes, y a la necesidad de garan-
tizar que son activados y usados correcta-
mente. Como hemos visto a lo largo de los
años con tormentas e inundaciones, las me-
didas de seguridad también pueden contribuir
a nuevos modos de fallos, a veces a una escala
nueva e inimaginable.
En lugar de estar más bajo control, el mundo
parece estar desarrollándose en un "mundo
fuera de control" [7]. Nuevos riesgos e incer-
tidumbres, incluyendo el calentamiento glo-
bal y el colapso financiero, afectan a todos los
individuos tanto si han participado como si
no en los acontecimientos que han conducido
a ellos, o en su regulación. Su tamaño y
efectos potenciales, y los métodos para hacer-
les frente son igualmente desconocidos.
5. Organizaciones de riesgo
Durante mucho tiempo, la humanidad se ha
enfrentado a los riesgos asociados con la
supervivencia y los desastres naturales. En un
intento de mejorar nuestra condición natural
nos hemos esforzado por crear, construir y
diseñar un entorno mejorado. Sin embargo,
un subproducto principal de los progresos
realizados por la tecnología y el desarrollo ha
sido la generación de nuevos riesgos y peli-
gros. Muchos de ellos son muy grandes,
globales e irreversibles. No son bien compren-
didos y algunos van acompañados por nue-
vos riesgos.
Nuestra sociedad moderna intenta, cada vez
más, garantizar entornos seguros y controla-
dos para sus ciudadanos, trabajadores y par-
tícipes. Esto puede ser una tarea difícil dada
la ambigüedad y la incertidumbre que acom-
pañan a las nuevas condiciones.
La tendencia a controlar la incertidumbre a
través de la reducción de riesgos persiste. A
medida que aumentan la escala y el alcance de
los riesgos, los intentos por controlarlos
desembocan en la generación de nuevas es-
tructuras y procedimientos preocupados con
el control y la gestión pública. Una de las
respuestas al crecimiento del riesgo ha sido en
gran medida el surgimiento de regulación de
riesgos, el desarrollo de políticas globales y
regímenes auditores que intentan controlar
los riesgos y estandarizar las respuestas a los
mismos. Esto conduce a su vez a nuevas
formas y marcos de control.
A lo largo de los últimos diez años la gestión
del riesgo se ha convertido en un pilar funda-
mental de la gobernabilidad. Los marcos de
gobernanza capacitan a las organizaciones y
a partes de la sociedad a actuar centrándose
en la responsabilidad y en el control. Así, esto
introduce la estructura para organizarse en
torno a los riesgos y las incertidumbres.
En respuesta a una cadena de fallos, la gestión
de riesgos organizativos se concibió como un
conjunto de prácticas y regulaciones que in-
tentan reducir la incertidumbre a la que nos
enfrentamos. Medidas reactivas como la cer-
tificación y los regímenes de divulgación,
ejemplificados por la legislación Sarbanes-
Oxley, proporcionan un control de regula-
ción.
Por lo tanto, cada colapso, accidente o fallo
puede ser utilizado como plataforma de lan-
zamiento para la imposición de capas adicio-
nales de mecanismos de control, estructuras
y políticas. Esto introduce procedimientos de
rendición de cuentas y cumplimiento de nor-
mas. De esta forma la incertidumbre se reduce
gradualmente en riesgos más pequeños y
mejor comprendidos que pueden ser tratados
y atenuados.
El riesgo también ha sido elevado a un enfo-
que organizativo. Muchas grandes corpora-
ciones dominan la economía global, y tienen
en general un gran impacto en la sociedad.
Debido a los marcos jurídicos y de gobierno,
la gestión de riesgos ha acrecentado la cadena
corporativa y juega un papel clave en la vida
de las organizaciones. La gestión del riesgo
institucional está creciendo en muchas orga-
nizaciones empresariales líderes. Las decisio-
nes se suelen remitir a comités de riesgos,
directores de riesgos o consejos de gestión de
riesgo y en algunas organizaciones los riesgos
pueden articularse por el Consejo de Direc-
ción o asignados a ejecutivos concretos. Por
lo tanto hemos pasado de ser una sociedad de
riesgo que crea nuevos peligros a través del
desarrollo a convertirnos en un grupo de
organizaciones de riesgo sensibles que
implementan estrechamente nuevos procedi-
mientos de gobierno y estructuras dirigidas a
reducir las variaciones y a proporcionar visi-
bilidad, control y rendición de cuentas.
Sin embargo tales estructuras inevitablemen-
te dan lugar a nuevos riesgos e incertidum-
bres. Las estructuras de gobierno unifican y
estandarizan la acción a seguir. En condicio-
nes de competencia y especialmente en una
crisis, se puede asegurar que todos los parti-
cipantes tenderán a reaccionar de la misma
manera, exacerbando así la crisis. Además, en
común con todas las medidas de seguridad,
generan impactos nuevos e inesperados y
crean una incertidumbre añadida.
Un ejemplo de un mecanismo de control
creado para la mitigación de los riesgos finan-
cieros y para aliviar el pánico financiero es la
creación en 1913 de la Reserva Federal, el
Banco Central de los Estados Unidos. El sitio
web de la Reserva Federal establece que la Fed
"ofrece a la nación  un sistema monetario y
financiero seguro, flexible y estable". Su éxito
en mantener el control en el crash bursátil de
1987, en la alarma provocada por el (espectacu-
lar derrumbe del) Long-Term Management
Capital en 1998 y en el hundimiento de la bolsa
de valores tecnológicos en 2000-2001 demostró
que el sistema mayormente funciona. Sin em-
bargo, los últimos éxitos y mejoras pueden
llevar a nuevas actitudes, a un comportamiento
relajado y a riesgos redistribuídos.
La crisis financiera de 2008 cogió a todos por
sorpresa en parte porque las últimas depre-
siones habían sido sucesos relativamente
pequeños. Como hemos visto, la reducción
de los riesgos conduce a menudo a un com-
portamiento cada vez más imprudente. Sin
ningún gran pánico en la memoria reciente, la
gente comenzó a actuar como si no pudiera
producirse ninguno. Después de todo, se
habían establecido varios niveles de protec-
ción y una nueva legislación, como el recien-
temente implementado marco reglamentario
Basel II (cuyo significado es proporcionar
mejor información sobre la exposición al
riesgo y garantizar un capital suficiente) ga-
rantizaría que nada pudiera salir mal.
El señuelo de obtener algo a cambio de casi
nada era demasiado tentador, el recuerdo de
pasadas incertidumbres era demasiado leja-
no. Es más, surgió un nuevo desarrollo en el
que el riesgo por sí mismo se vendía como una
mercancía de modo que la exposición al ries-
go se empaquetaba y comercializaba. Paque-
tes de hipotecas subprime (de alto riesgo)
fueron divididos y comercializados como
valores. Por lo tanto, el riesgo fue redistribuído
a organizaciones de riesgo con estructuras de
gobierno responsable y legislación coinciden-
te – todo bajo la atenta mirada de los órganos
de gobierno.
En lugar de desarrollar nuestra capacidad,
flexibilidad y resistencia para hacer frente a
eventos inesperados y  fluctuaciones [8],
solemos invertir en medidas estandarizadas y
más universales en relación con aspectos
comunes como se percibió a la luz de fallos
anteriores lo que proporciona un mayor nivel
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de garantía formal. Así incorporamos el Prin-
cipio de la Cautela, en un intento de actuar en
anticipación de la peor forma de daño que es
considerada inaceptable. Sin embargo, al
abordar los riesgos que no queremos tolerar,
a menudo solemos llevar a cabo acciones e
introducir nuevas medidas cuyos efectos no
comprendemos. La nueva incertidumbre así
introducida puede en algunos casos mostrar-
se más amenazante que los riesgos originales.
6. De accidentes normales a deci-
siones normales
Nuevas amenazas globales nos rodean desde
todas las direcciones. En lo que parecería ser
un mundo cada vez más estrechamente uni-
do, cualquier perturbación en una parte afec-
tará a todas las demás. Como las organiza-
ciones de riesgo se enlazan a otras formando
extensas cadenas de efectos, se vuelven más
dependientes de otras y más vulnerables a los
nuevos riesgos. Las amenazas que van desde
un tsunami en Indonesia, o un bloqueo del
flujo de petróleo en Europa, a una disputa
fronteriza en la India, a una explosión en
Japón, o a un crash bursátil en China pueden
propagarse a través de la economía mundial
afectando a cadenas de suministro y al flujo
de dinero y bienes.
El entorno en el que operamos puede carac-
terizarse como cada vez más complejo y
exigente, cada vez más global, con mucho en
juego para todos los participantes. Habida
cuenta de los numerosos cambios, algunos
causados por nuestras respuestas a los ries-
gos, el conocimiento del entorno necesita dar
cuenta de la incertidumbre, la ambigüedad e
incluso de alguna ignorancia.
Como hemos visto en el ejemplo del colapso
financiero, las organizaciones de riesgo par-
ticipan en una variedad de desconcertantes
problemas de dimensiones sociales y técnicas.
Estas organizaciones de riesgo desempeñan
un papel activo en la búsqueda de sus propios
programas y en la configuración de la forma
y el contexto de los dilemas y controversias
que generan sus acciones. Sus percepciones
del riesgo son conformadas por el contenido
humano y el contexto social además de por
sus preocupaciones técnicas.
Los sistemas de riesgo conllevan estructuras,
procedimientos (incluidos los destinados a
reducir los riesgos), participantes con percep-
ciones personales y organizaciones de riesgo
operando en un entorno dinámico. La
interacción con la tecnología en tales siste-
mas, en un esfuerzo por reducir incertidum-
bres a riesgos da lugar de ese modo a entornos
desordenados y complejos. La adición de
sistemas de control de riesgos incrementa la
complejidad.
El sociólogo e investigador de accidentes
Charles Perrow observó que, en estos
entornos, caracterizados por una compleji-
dad interactiva (donde dos o más fallos pue-
den interactuar de formas inesperadas) y una
estrecha unión (donde partes del sistema se
entrelazan y tienen gran efecto los unos sobre
los  otros) los accidentes se hacen inevitables,
introduciendo de este modo su idea de los
"accidentes normales" [9]. Las tecnologías
con estas características son por su propia
naturaleza inseguras. El gran número de com-
ponentes y la multiplicidad de vínculos entre
ellos implican muchas formas posibles de
interacción. Los componentes, por tanto,
pueden afectar a otros inesperadamente y son
capaces de propagar problemas. La adición
de nuevas medidas de seguridad aumenta el
número de posibles interacciones y por lo
tanto, también aumenta el número de posi-
bles maneras de que alguna cosa salga mal.
En otras palabras, la redistribución del riesgo
resultante de una intervención, encaminada a
reducir un riesgo conocido, puede ser incierta,
impredecible e incontrolable.
Continuando nuestra discusión, las implica-
ciones de los "accidentes normales", tal y
como se relacionan con el  control de riesgos
son las siguientes:
 Las partes interesadas se enfrentan a
interacciones inesperadas y misteriosas entre
fallos (es decir, no podemos entender siempre
cómo surgen nuevos fallos).
 Los grandes acontecimientos tienen ini-
cios pequeños (los pequeños cambios e inter-
venciones se pueden descontrolar).
 Las organizaciones y la gestión desempe-
ñan un papel importante en la causa y la
prevención de accidentes y fallos (las organi-
zaciones de riesgo y sus acciones conforman
el entorno y a su vez a la propia organización).
 Las soluciones, así como los dispositivos
de seguridad se añaden a complejidades inhe-
rentes, y por lo tanto a la probabilidad de
accidentes (los intentos por reducir el riesgo
pueden tener el efecto contrario).
Durante mucho tiempo hemos sabido que un
sistema es tan fuerte como su componente
más débil. Los sistemas complejos con múl-
tiples componentes y los participantes huma-
nos tienen muchas vulnerabilidades. La selec-
ción de riesgos específicos sin un conocimien-
to suficiente de sus interrelaciones puede
conducir a accidentes y fallos en el sistema. De
hecho, muchos desastres tecnológicos y al-
gunos fracasos financieros pueden ser causa-
dos por factores organizativos sistémicos y
ser exacerbados a través de acciones destina-
das a reducir riesgos inherentes.
No obstante, una gestión eficaz requiere de-
cisiones cruciales. Por lo tanto, las organiza-
ciones de riesgo deben aprender a desarrollar
una perspectiva más amplia que permita el
compromiso con el entorno y que dé lugar a
decisiones normales inteligentes sobre la ac-
ción, la atención y la intervención.
7. Hacia una nueva cultura
La evaluación de riesgos como una manera
científicamente disciplinada de análisis de ries-
go y de problemas de seguridad se desarrolló
originalmente para problemas mecánicos re-
lativamente bien estructurados, donde las
cuestiones técnicas están bien definidas y la
fiabilidad de los componentes puede ser ana-
lizada. Sin embargo, muchos de los proble-
mas relativos a los efectos de dispositivos e
invenciones científicas, ingenieriles y tecnoló-
gicas no pueden ser comprendidas por la
ciencia, y los administradores cada vez más se
encuentran operando fuera de los límites de la
incertidumbre científica. De hecho, muchas
de las cuestiones relativas al rendimiento
futuro y a los efectos retardados se pueden
consultar a la ciencia, pero no pueden ser
respondidas por la ciencia.
Las organizaciones de riesgo operan en pre-
sencia de la ambigüedad, la incertidumbre, la
ignorancia, la contradicción, la contención y
el desacuerdo. El trato con la incertidumbre
requiere claramente un enfoque más integral,
en lugar de una reducción a un número aisla-
do. Las organizaciones y el público interactúan
en un entorno muy incierto, tratando de resol-
ver caóticos y desconcertantes problemas téc-
nicos y sociales.
En una famosa conferencia, el físico británico
C.P. Snow puso de relieve una brecha entre las
dos "culturas" representativas de la sociedad
moderna, las Ciencias Naturales y intelec-
tualismo literario [10]. La dicotomía desem-
boca en un cisma que ha conducido al aisla-
miento del proceso científico y de la forma de
pensar. De acuerdo con Snow, la ruptura de
la comunicación entre las dos posiciones
distintas se estaba convirtiendo en un obstá-
culo importante para la resolución de proble-
mas del mundo real.
El diálogo entre las dos culturas tiene un poten-
cial distinto ya que permite a la crítica interactuar
con la imaginación. El enfoque literario recono-
ce el papel de la incertidumbre y permite una
pluralidad de conceptos e interpretaciones. Pero
¿cómo podemos dar cuenta de nuestras inter-
venciones y cómo garantizamos que éstas se
ajustan a nuestro contexto?
La solución es pasar a una tercera cultura
más centrada en la práctica a la que me referiré
como "diseño" [11]. El diseño es una discipli-
na orientada a soluciones dinámica y evolu-
tiva, inmersa en la fluidez y el cambio, intere-
sada en el inicio y creación de nuevas formas
en respuesta a necesidades reales. Una pre-
gunta que se suele hacer es si el diseño se
adapta al enfoque científico o a la cultura
literaria. La respuesta es que a ambos y a
ninguno de los dos. El diseño se nutre de
decisiones y opiniones y está involucrado con
el entorno y las interacciones con los partici-
pantes. Se basa en el conocimiento práctico
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fundamentado, en la creación de un equilibrio
entre la invención y la adaptación, entre la
comprensión y el ajuste. La cultura del dise-
ño, por tanto, aumenta el conocimiento teó-
rico y los procesos de las Ciencias y de las
ideas críticas, el discurso y los valores estéti-
cos de las humanidades, ofreciendo una nue-
va dimensión en la resolución práctica de
dilemas.
La naturaleza dinámica del diseño permite la
reconciliación y resolución de dilemas
multidisciplinares, las decisiones y compro-
misos. Su principal enfoque hacia la creación
de artefactos que provienen de la intervención
humana en el mundo natural significa que
está adaptado a la reducción de desigualda-
des y por tanto puede prosperar en presencia
de la incertidumbre y la ambigüedad. El dise-
ño proporciona un vínculo entre las culturas,
permitiendo a la ley natural adaptarse a los
entornos humanos en un marco práctico en
el que se juntan el dominio natural, técnico y
social tal como se representa a través de las
tres culturas.
El diseño incorpora un proceso de negocia-
ción, que se beneficia de la iteración y el
aprendizaje que surgen de la interacción con
el problema. Desde nuestra perspectiva de
riesgo, el diseño representa un proceso conti-
nuo para involucrarse en incertidumbres y
riesgos. Las soluciones inventadas estimulan
el conocimiento y la mejora continua a través
de la prueba y el error. Por tanto, la gestión de
riesgos se convierte en un paso intermedio, en
un proceso exploratorio de compromiso con
las situaciones, en una búsqueda dinámica y
continua de una solución. Por lo tanto, las
respuestas a inquietudes y riesgos pueden
continuar surgiendo de la práctica de la nego-
ciación y el aprendizaje. En lugar de anticipar
todas las respuestas, el diseño genera un
equilibrio entre la anticipación de respuestas
y la persistencia en la capacidad para seguir la
negociación a fin de mejorar la interfaz con el
entorno. También nos permite abordar múl-
tiples perspectivas e inquietudes.
Las actividades de argumentación y negocia-
ción son fundamentales en el proceso de
diseño, ya que son responsables de la genera-
ción de visión y toma de conciencia, y en
última instancia para la formulación del pro-
blema global. La clave del éxito está en la
participación de múltiples partes interesadas
con diferentes conjuntos de intereses que
tratan de conciliar múltiples perspectivas y
argumentos a la luz de nuevas ideas. La
comprensión, la evaluación y la toma de
decisiones son el centro de esa acción en la
medida en la que nos esforzamos en tomar
conciencia del entorno y crear soluciones
factibles que satisfagan nuestras necesidades
e intereses.
Las tres culturas, o las tres principales esferas
del conocimiento humano, pueden por lo
tanto, representarse como las disciplinas cien-
tíficas, las humanidades y las disciplinas de
diseño. El pegamento en el que se deriva un
nuevo orden mundial del proceso de concien-
ciación (o toma de conciencia, en inglés
sensemaking), impregna todas las disciplinas
y proporciona los requerimientos y la herra-
mienta de control para compensaciones inte-
ligentes entre ellos. Esto se puede representar
como un modelo que vincula las tres culturas
(ver figura 2).
8. Más allá de la gestión del riesgo
El prisma proporcionado por el modelo faci-
lita la adopción de una nueva perspectiva de
la incertidumbre y su gestión. La incertidum-
bre ha demostrado ser un carácter definitorio
del desarrollo y el crecimiento. Tal como nos
relacionamos con nuestro entorno, debemos
seguir aprendiendo y adaptándonos.
La incertidumbre por sí misma es compleja y
multifacética. Tomar contacto con ella revela
algunas de las contradicciones y paradojas
que ayudan a definir lo que puede lograrse.
Este artículo concluye con algunas de las
contradicciones que debemos considerar en
una época de incertidumbre – donde el riesgo
nunca es la solución total.
El progreso conduce a nuevos riesgos:
A través de nuestra historia moderna, la inno-
vación y los nuevos avances han dado lugar a
nuevas vulnerabilidades. Como tal, muchos
riesgos son subproductos de los avances que
los crearon.
La gestión de riesgos es peligrosa: Las
organizaciones de riesgo que mejoran su ca-
pacidad para controlarlo también producen
al mismo tiempo nuevas incertidumbres. La
administración de riesgos se suele utilizar
debido a nuestra aversión por la ambigüedad.
La solución que conlleva puede aumentar la
ambigüedad (por tanto conduciendo posi-
blemente a nuevas respuestas y a nuevas
regulaciones que llevarán por sí solas a nue-
vas incertidumbres).
La  compra de seguridad no siempre es
segura: La adición de dispositivos de segu-
ridad puede en realidad disminuir la seguridad
tal como los nuevos dispositivos interactúan
de nuevas e inciertas formas con sistemas y
estructuras antiguos. La adquisición de pro-
tección también puede tener un resultado
similar.
Mientras que muchos de nuestros avances a
lo largo de los años han intentado mejorar
nuestra condición y hacernos más seguros,
también nos han dejado con más vulnerabili-
dades. Un enfoque hacia la eliminación y
reducción del riesgo no es suficiente. No
podemos abordar lo que no conocemos.
Sólo tenemos que considerar el siguiente
ejemplo para ver este disparate de plantea-
miento. Recientemente, 400 unidades de res-
cate de Guardacostas de Gran Bretaña han
recibido instrucciones de completar una eva-
luación de riesgo previa a salidas con varias
preguntas antes de que puedan responder a
llamadas de emergencia. El personal del ser-
vicio de Guardacostas debe caracterizar y
cuantificar aquello a lo que esperan enfrentar-
se, presentar una cuenta de las acciones que
pueden tomar para mitigar los riesgos y deter-
minar si el riesgo general es aceptable — todo
antes de salir de la base. Habida cuenta de que
las unidades del servicio de guardacostas
suelen operar en condiciones de incertidum-
bre, el salvamento de vidas puede retrasarse
por tanto hasta que la especulación acerca de
las posibles condiciones en el lugar se comple-
te y se traduzca a una puntuación de riesgo
basada en las mejores estimaciones de la
tripulación sobre una situación ¡a la que
todavía están por llegar!
9. Aprendiendo a vivir con la ambi-
güedad
El cortejo al progreso implica un largo pro-
ceso de adaptación que puede beneficiarse de
una postura abierta y receptiva en el recono-
cimiento de ambigüedades y  discrepancias.
Tal y como percibimos, a través de nuestraFigura 2. Gestión de las tres culturas.
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nueva óptica, que la total anticipación y erra-
dicación del riesgo no es alcanzable, podemos
empezar a aprender a equilibrar la necesidad
de controlar el riesgo con la necesidad de
responder, evolucionar conjuntamente y pros-
perar en un entorno incierto. La creación de
una sociedad resistente nos dotará de la fle-
xibilidad y la capacidad innata para adaptar-
nos y responder al tiempo que mantenemos
los recursos para hacer frente a los peligros
imprevistos después de que se han manifesta-
do. Asimismo, abrirá la posibilidad de bene-
ficiarse de las nuevas oportunidades que no
fueron diezmadas a través de nuestra búsque-
da del control del  riesgo.
El amor por la certidumbre es una demanda
de garantías anticipadas a la acción.
-John Dewey
En nuestra búsqueda de una mayor certidum-
bre encontramos una paradoja emergente del
siglo XXI, mostrando que la obsesión por el
riesgo y nuestros intentos organizativos y
sociales para mejorar nuestra capacidad para
controlarlo realmente puede producir nuevas
incertidumbres. De la misma manera que los
ingenieros de seguridad han aprendido que el
incremento de seguridad contribuye realmen-
te a fallos y accidentes, la organización de
riesgo, que es un elemento nuevo en nuestra
"sociedad de riesgo", está empezando a reco-
nocer que las nuevas incertidumbres con que
nos encontramos son a veces mayores que los
riesgos que creemos que hemos dejado atrás.
Nuestra paradoja de la incertidumbre mues-
tra que menos riesgo en realidad puede signi-
ficar más. El riesgo seguirá siendo una con-
secuencia de la innovación tecnológica. En
una sociedad obsesionada con la eliminación
de lo incierto, las organizaciones y sus accio-
nes directamente fabrican e incuban nuevos
riesgos. En consecuencia, si el riesgo por sí
solo es la nueva medida de la riqueza, la
búsqueda de la reducción del mismo nos
puede dejar aún empobrecidos y hambrien-
tos.
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