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Kurzfassung
Der vorliegende Bericht gibt einen Uberblick uber aktuelle Forschungsarbeiten des Instituts fur Te-
lematik der Universitat Karlsruhe in den Bereichen Hochleistungskommunikation, verteilte Systeme,
Cooperation&Management und Telekooperation. Er ist in zwei Teile gegliedert. Der erste beschreibt
die personlichen Interessensgebiete der wissenschaftlichen Mitarbeiter. Danach folgt eine Darstellung
der Kooperationsprojekte des Instituts. Im Anhang nden sich die referenzierten Literaturstellen sowie
aktuelle Eigenveroentlichungen der Mitarbeiter des Instituts.
Im Forschungsbereich Hochleistungskomunikation liegen die Schwerpunkte in der Entwicklung und Im-
plementierung innovativer Protokollarchitekturen, in der Entwicklung fortschrittlicher Subsystemarchi-
tekturen und auf Managementaspekten. Der Teilbereich fortgeschrittene Kommunikationssysteme befat
sich speziell mit neuartigen Protokollmechanismen zur Unterstutzung von Gruppenkommunikation, mit
Aspekten der Mobilkommunikation und mit der Denition eines integrierten Dienstgute-Managements.
Im Bereich innovative Subsystemarchitekturen steht die eziente Realisierung von speziellen Kommu-
nikationsfunktionen in Hochleistungsszenarien im Mittelpunkt (z.B. durch Integration von Hardware-
komponenten). Der Managementbereich umfat traditionelles Netzwerkmanagement und Monitoring,
insbesondere in Hochleistungsnetzen (FDDI, ATM) sowie qualitatsorientierte Managementfunktionen.
Der Forschungsbereich
"
Verteilte Systeme\ deckt am Institut fur Telematik das verteilte Datenmanage-
ment, spezielle Systemunterstutzung fur verteilte Anwendungen und Agenten{modellierte Ansatze ab.
Im ersten Bereich werden Konzepte objektorientierter Datenbanken unter den Aspekten der Adaptivitat
von Systemverhalten, der Integration mobiler Benutzer sowie der adaptiven Wissenspropagierung unter-
sucht. Im zweiten Bereich stehen dedizierte Systemmechanismen wie lokationstransparente Aufrufe und
dynamische Objektmigrationen in einer verteilten C++{Umgebung sowie Kooperationsmechanismen
fur gemeinsames Arbeiten im Rahmen verteilter Konferenzsysteme im Mittelpunkt. Im dritten Bereich
wird als Erweiterung des objektorientierten Ansatzes der Einsatz von verteilten, kooperierenden Agenten
in verteilten Systemen untersucht.
Im Forschungsbereich Cooperation&Management werden Kooperationsaspekte im Management von ver-
teilten Systemen untersucht. Das Management umfat samtliche Manahmen und Vorkehrungen, um
die Netzkomponenten (z.B. Router, Sternkoppler, Modems) und die daran angeschlossenen Rechensy-
steme (z.B. Hosts, Workstations, PCs) sowie die darauf laufenden Anwendungen ezient zu betreiben.
In einer groeren Umgebung mit vielen tausend Netzanschlussen benotigt man eine Gruppe von qua-
lizierten Mitarbeitern, die zur erfolgreichen Erledigung dieser Aufgaben zusammenarbeiten, also ko-
operieren mussen. Ein Forschungsziel besteht darin, den Kooperationsaspekt durch geeignete Workow-
Managementwerkzeuge zu unterstutzen und damit ezienter zu gestalten.
Das TecO konzentriert sich als rein drittmittelgeforderte Technologietransfereinrichtung am Institut fur
Telematik auf anwendungsnahe Forschung in Kooperation mit einem breiten Spektrum von Partnern.
Gegenstand der Forschungs- und Entwicklungsaktivitaten ist die softwaretechnische Unterstutzung mo-
derner verteilter Anwendungen mit den Aspekten der Multimedia-Integration, der Kooperation verteilter
Teams und der Mobilitat von Anwendern und Software. Die Beitrage des TecO reichen dabei von Midd-
leware als Basis solcher Anwendungen uber Werkzeuge fur Entwicklung, Betrieb und Wartung bis hin
zu Demonstratoren innovativer Applikationen.
i
Abstract
This report gives an overview of current research topics at the Institute of Telematics of the University
of Karlsruhe. It covers work in the areas of high performance networking, distributed systems, coopera-
tion&management, and telecooperation, and comprises two parts. After presenting the research interests
of the faculty in the rst part, a brief description of the cooperation projects of the institute is given.
In the area of high performance communication, the main topics of interest are advanced protocol
architectures, innovative subsystem architectures, and management aspects. On the side of advanced
communication systems, one deals with protocol support for group communication as well as with mobile
communication and forthcoming service models to support Quality-of-Service. In the area of innovative
subsystem architectures, the ecient realization of specic communication functions in high performance
scenarios (e.g., by integration of hardware components) is of interest. The work in the management area
focuses on traditional network management as well as on monitoring, especially in high speed networks
(FDDI, ATM), and on management functions related to quality.
The research work of the distributed systems group focusses on data management, system support for
distributed applications and agent{based approaches. In the rst part the main interests are concepts for
building an object{oriented database system as an intelligent information backbone enabling adaptive
system behaviour, integrating mobile users, and spreading the knowledge about available data services.
Secondly, we investigate an extended distributed object{oriented environment supporting a uniform
object model, location independent invocation and dynamic migration of ne{grained objects. Another
aspect is a multimedia collaboration system, which allows individuals to participate in an audio and
video conference. In the third part, a new eort concerns agent based distributed systems, in which
autonomous agent objects cooperate by following their own ow of control.
The area of cooperation&management investigates workow aspects in IT management. This includes
the entire range of steps and precautions to run all network devices (e.g., routers, hubs, modems) and
the linked computers (e.g., hosts, workstations, PCs) with their applications. Large environments with
several thousands of computer systems and network connections need a group of qualied employees.
This group has to work together, i.e., cooperate, to execute IT management eciently. An important
research goal is to analyze how this kind of cooperation can be supported by using customized workow
management tools.
The TecO as entirely third-party funded technology transfer group is focussed on applied research and
collaborates with a broad a range of partners in the software and multimedia industries. Research ac-
tivities are targeted at software technology for advanced distributed applications featuring multimedia-
integration, collaborating teams, and mobility of users and software components. Contributions of TecO




Der vorliegende Tagungsband entstand im Rahmen der sechsten Klausurtagung des Instituts fur Te-
lematik, die vom 6. bis zum 9. Oktober 1996 in Rothenburg ob der Tauber abgehalten wurde. Er
dokumentiert in kurzen Beschreibungen die Forschungsgebiete der wissenschaftlichen Mitarbeiter des
Instituts sowie die Beteiligung des Instituts an Kooperationsprojekten.
Die Kurze der einzelnen Beitrage erlaubt einen schnellen, aber pragnanten Einblick in die einzelnen Ar-
beitsgebiete. Der Preis dafur ist die Vernachlassigung konzeptioneller und technischer Detailinformatio-
nen, ohne die allerdings wissenschaftliche Arbeit nie praxisnahe Resultate liefern konnte. Da auch diese
Details existieren, zeigt ein Blick in die zitierten Veroentlichungen, das Durcharbeiten der Studien{
und Diplomarbeiten bzw. Dissertationen in den einzelnen Gebieten oder auch der personliche Austausch
mit den jeweiligen Autoren. Der vorliegende Band kann dabei eine zuverlassige Orientierungshilfe im
weiten Feld der wissenschaftlichen Arbeit des Instituts sein.
Dieser Bericht verdankt seine Existenz der gemeinsamen Anstrengung aller Mitarbeiter des Instituts.
Viele LaTEX{Abstinenzler haben die Muhe auf sich genommen, ihre Dokumente zu konvertieren und
dabei vor allem in die Anpassung der Bildformate viel Arbeit investiert. Dadurch konnte die Zusammen-
stellung der einzelnen Beitrage zu dem vorliegenden Tagungsband ohne groere Probleme durchgefuhrt
werden. Ohne den Einsatz aller Mitarbeiter ware das jetzige homogene Bild des Bandes nie zustande
gekommen.
Schlielich soll an dieser Stelle darauf hingewiesen werden, da die Planung und Durchfuhrung der
Klausurtagung von einem engagierten Team durchgefuhrt wurde, das sich aus folgenden Mitarbeitern
zusammensetzte: Elmar Dorner, Stefan Dresler, Arnd Grosse, Gunter Schafer und Christian Sommer.
Nicht zuletzt sei Herrn Prof. Dr. Dr. h.c. G. Kruger gedankt, ohne dessen Initiative dieser Tagungsband
nicht entstanden ware.
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Eine Architektur zur Unterstutzung von Anwendungen in
mobilem Umfeld
Michael Beigl
1 Einleitung und Ubersicht
In den letzten Jahren nahmen nicht nur Rechenleistung und Speicherkapazitat mobiler Rechner, son-
dern auch deren Anwendungsgebiete zu. Diese Entwicklung sowie das Wachsen der (Funk-)Netze fuhrten
dazu, da \Mobile computing" fur viele Benutzer immer attraktiver wurde. Neben dem unbestreitba-
ren Nutzen entstanden durch diese Entwicklung aber auch neue Probleme und Herausforderungen: Ein
mobiler Benutzer ist auf vergleichsweise langsame, teure und instabile Netzverbindungen sowie auf die
schwachere Rechenleistung mobiler Gerate angewiesen [IB94]. Die Meisterung dieser Nachteile sowie
die Integration mobiler Benutzer und ihrer Gerate in existierende, auf Festverbindungen aufbauen-
de Netzwerkstrukturen, erfordert erhebliche Uberlegungen. Der unvorhersehbare Aufenthaltsort und
Zugangspunkt mobiler Rechner wirft neue Fragen fur das Accounting auf und eronet potentielle Si-
cherheitslucken. Trotz dieser Probleme sollte der Benutzer Vorteil aus dem Gebrauch mobiler Gerate
ziehen konnen, ohne sich zu sehr mit fehlender Stabilitat oder Sicherheit dieses System auseinanderset-
zen zu mussen. Mobile Systeme sollten daruberhinaus das gewohnte Verhalten festinstallierter Systeme
nachbilden, um Einarbeitungs- oder Umgewohnungszeiten zu vermeiden. Details, wie zum Beispiel der
aktuelle Verbindungsweg, sollten moglichst gut verborgen und gleichzeitig sollte die verfugbare Band-
breite optimal genutzt werden.
Um die Kommunikation verschiedener Netzanbindung zu vergleichen, werden zunachst einige charak-
teristische Faktoren benotigt. Die hier betrachteten Kommunikationsverbindungen sind die Funknetze
GSM [Man91] und MODACOM [KM93] sowie ISDN [Hel91] und analoge Telephonleitungen. Als wich-
tigste und am meisten limitierende Faktoren fur mobile Kommunikation sind Bandbreite und Kosten
zu nennen. Dies gilt insbesondere bei der Benutzung analoger Wahlnetze beziehungsweise bei Funknet-
zen. Ein mobiles System mu also Preis und Dauer der Ubertragung abhangig von den verfugbaren
Kommunikationswegen und der zu ubermittelnden Datenrate in Betracht ziehen, um den Benutzer vor
\unvernunftigen" Werten zu warnen [RBM96]. Ebenfalls beachtet werden mu, da jede auf das Netz-
werk zuruckgreifende Anwendung eine minimale Bandbreite und einen entsprechenden Trager benotigt,
um dem Benutzer uberhaupt ein sinnvolles Resultat liefern zu konnen [FZ93].
Im Verlauf dieses Berichts soll ein Rahmenwerk fur Dienste gezeigt werden, welches die Integration
mobiler Benutzer in einem ubergreifenden Szenario beinhaltet. In Abschnitt 2 werden deshalb Mobilitats-
Dienste eingefuhrt; Abschnitt 3 beschreibt wie diese Dienste in einer Umgebung integriert werden.
Abschnitt 4 schliet mit Implementierungsaspekten und einem Ausblick ab.
2 Mobilitats-Dienste
Das einen mobilen Benutzer umgebende System hat bestimmte Aufgaben zu erfullen, damit den Pro-
blemen, welche durch dessen Mobilitat entstehen konnen, begegnet werden kann [Jon95]. Um diese
Probleme zu beschreiben, soll hier zunachst der Begri der Mobilitats-Dienste (Mobility Services) ein-
gefuhrt werden. Einen Dienst mochte ich hierbei als eine \Menge von spezischen Funktionen, welche
normalerweise als einzelner Proze ausgefuhrt werden" [Cus93] bezeichnen.
2.1 Anforderung an Mobilitats-Dienste
Fur Mobilitats-Dienste sind insbesondere Anforderung an die Stabilitat des Systems, Bandbreiten- und
Kostenuberlegungen, die Integration in bestehende Umgebungen, Anwendungstransparenz, Sicherheit
und Erweiterbarkeit wichtige Faktoren (siehe [Sea95] [RM95a]). Diese sollen hier naher erlautert werden:
{ Stabilitat: Insbesondere bei Funkverbindungen sind unvorhersehbare und hauge Storungen und
Unterbrechungen der Datenubertragung moglich. Der Dienst mu eine solche Situation erkennen
und entsprechend reagieren, ohne dabei das laufende System zu beeinussen oder gar zum Absturz
desselben beizutragen.
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{ Bandbreite-, Kostenuberlegungen: Abhangig von der aktuell verfugbaren Verbindung (Funkverbin-
dung unterwegs, Telephonleitung im Hotel oder LAN im Buro, etc.) mussen die Dienste dem Be-
nutzer die Einstellung des zu ubertragenden Datenvolumens beziehungsweise der zu verursachenden
Kosten ermoglichen.
{ Integration in vorhandene Rechnerumgebungen: Dieser Dienst sollte so transparent wie moglich fur
den Benutzer sein. Existierende Anwendungen sollten von einem Wechsel der Kommunikations-
strecke beziehungsweise des Kommunikationsmediums nicht beeinut werden. Sie sollten durch
Hinzufugen einer neuen Komponenten durch den Benutzer fur den mobilen Einsatz erweitert wer-
den konnen. Diese Erweiterungen sollten ohne Anderung des bisher benutzten Programms erfolgen
konnen. Alle Anpassungen sollten deshalb in der sogenannten Middleware stattnden, allerdings
ohne die Schnittstelle der Middleware und der Anwendung zu beeinussen.
{ Sicherheit:Die Dienste durfen keine neuen Sicherheitslucken enstehen lassen; weder darf der (mobile)
Benutzerrechner fur Angrie geonet werden, noch darf der Benutzer dieser Dienste ungerechtfer-
tigten Zugang zu Daten erhalten.
{ Erweiterbarkeit: Die Struktur der Architektur mu oen fur Erweiterungen sein, um zusatzlichen
Anforderungen und Aufgaben in der Zukunft gewachsen zu sein.
{ Skalierbarkeit: Im Vergleich zu festinstallierten Systemen sind die Ressourcen (Batterie, Festplatte,
Hauptspeicher, Prozessorleistung etc.) mobiler Systeme limitiert beziehungsweise geringer. Auch
die Fortentwicklung dieser Systeme wird die entstehende Leistungsschere zwischen mobilen und
festinstallierten Systemen nie schlieen konnen. Deshalb mu das System die Moglichkeit besitzen,
sich exakt den Erfordernissen und Wunschen des Benutzers beziehungsweise der Leistungsfahigkeit
des Systems anzupassen, indem zum Beispiel nicht benutzte Dienste auch nicht ausgefuhrt werden.
2.2 Resultierende Aufgaben
Aus den oben genannten Anforderungen ergeben sich Aufgaben, welche an ein mobiles System zu stellen
sind. Diese sind:
{ Verbindungsmanagement: Uberprufen von Verbindungswegen, automatisches Auswahlen der besten
verfugbaren Verbindung, Uberwachung der Verbindung und die Erkennung von Verbindungsab-
bruchen sowie eine Strategie zum konsistenten Wiederaufsetzen von Verbindungen
{ Verbindungsparameter-Management: Ermittlung des Quality-of-Service (QoS) und von Kostenpara-
metern, der Vergleich mit (vom Benutzer) gegebenen Anforderungen an selbige, sowie die Benach-
richtigung des Benutzers bei Problemen und der Vorschlag alternativer Strategien
{ Caching: Das Kopieren einer bestimmten Anzahl von Daten auf das mobile Gerat (festgelegt durch
den Benutzer oder durch vorhergesagte Zugriserwartung), sowie das Vorhalten von Strategien zur
Behandlung gleichzeitiger Updates oder Inkonsistenzen
{ Authentikation und Verschlusselung
{ Lokalisierungs-Management: Das Lokalisieren von Ressourcen in fremden Umgebungen sowie das
Ermitteln des Benutzerstandorts wenn dies erforderlich ist
{ Accounting: Aushandeln und Aufzeichnen von Benutzungskosten fremder Ressourcen
{ Proling: Automatisches Anpassen des Systems auf die Bedurfnisse des Benutzers
Neben diesen grundlegenden Aufgaben gibt es daruberhinaus eher spezielle Aufgaben, die ein mobiles
System zu erfullen hat, so zum Beispiel die Unterstutzung fur den \mobilen" Zugri auf Datenbanken.
2.3 Klassikation der Mobilitats-Dienste
Mobilitats-Dienste werden von mir in drei Klassen eingeordnet. Zum ersten die Dienste, welche ge-
genwartige Beschrankungen des Einsatzes mobiler Computer umgehen, die insbesondere aus der schlech-
ten Ubertragunsrate, der relativ langen Antwortzeit und der Instabilitat von Funknetzen oder analogen
Festverbindungen resultieren. Diese Dienste werden Allgemeine-Mobilitats-Dienste (Common Mobili-
ty Services, CMS) genannt. Beispiele hierfur sind das Verbindungsmanagement, das Caching oder der
Verschlusselungsdienst. Die zweite Gruppe von Diensten behandelt das Management und die Admini-
stration von mobilen Benutzern. Diese Mobilitats-Management-Dienste (Mobility Management Services,
MMS) beinhalten Aufgaben wie die Authentizierung von Benutzern, Accounting und Abrechnung oder
das Proling der Benutzergewohnheiten. Die Aufgaben, welche notwendig sind, um existierende Anwen-
dungen fur die Benutzung im mobilen Umfeld zu erweitern, werden durch die sogenannten Speziellen-
Mobilitats-Dienste (Special Mobility Services (SMS)) geleistet. SMS adaptieren bestehende Dienste
fur mobile Umgebungen. Um zum Beispiel den entfernten Zugri auf Datenbanken uber Funknetze zu
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ermoglichen, mussen, um die Konsistenz der Daten zu gewahrleisten, insbesondere Verbindungsabbruche
speziell behandelt werden. Die Modellierung der Dienste als deutlich getrennte Blocke fuhrt zu meiner
unten gezeigten Architektur fur ein fur \Mobilitats-Dienste erweitertes System" (Abb. 1).
Application












Abbildung1. Architektur der Mobilitats-Dienste
Hauptziel meiner Architektur ist es, ein modulares und transparentes Dienstesystem zu schaen. Modu-
laritat soll hier bedeuten, da das System leicht an verschiedene technische Umgebungen (zum Beispiel
verschiedene Verbindungsleitungen) durch Auswechseln der Module angepat beziehungsweise erwei-
tert werden kann. Transparenz bedeutet, da neue Blocke, welche zu dem System hinzugefugt werden,
dieselben Schnittstellen zu den (bestehenden) Anwendungen besitzen wie das bisherige System selbst.
Deshalb ist es mit meinem System dem Benutzer moglich, seine bisherige Software weiterhin unverandert
einzusetzen. Die oben gezeigte Architekturzeichnung zeigt das System auf dem mobilen Gerat. Fast al-
le Dienste beinhalten aber zusatzlich einen Server-Teil. Zum Beispiel benotigt der Dienst, welcher den
QoS-Parameter ermittelt, einen Serverteil am anderen Ende der Verbindung. Ebenso benotigt der Authe-
tisierungsdienst einen Server, welcher die Authetisierungsdatenbank enthalt. Die Client-Teile der Dienste
werden also auf dem mobilen Gerat, die Server-Teile auf einem feststehenden Rechner ausgefuhrt.
3 Das Szenario
Um alle Aspekte einer mobilen Umgebung fur mein System in Betracht zu ziehen, soll der Benutzer und
das System in einer entsprechend vollstandigen und realen Umgebung modelliert werden.
3.1 Architekturmodell im Szenario
Das Modell in diesem Abschnitt stellt die Basis fur die oben erwahnten Mobilitats-Dienste dar. Wie
genau die Dienste in der Umgebung plaziert werden, soll im Folgenden naher erlautert werden: Die
Netzwerkumgebung besteht aus einem mobilen Gerat, festangebundenen Rechnern und dedizierten An-
knupfungspunkten. Die feststehenden Rechner sind innerhalb eines Backbones vernetzt (zum Beispiel
uber das Internet). Mobile Gerate kontaktieren in der Regel diese festangebundenen Server nicht di-
rekt, sondern benutzen physikalisch nahere Rechner als Zuganspunkte zum Backbone, um die Distanz,
die durch Funkverbindung zu uberbrucken ist, zu minimalisieren [BB94a]. Zusatzlich zu Benutzern mit
mobilen Geraten werden in meinem Szenario Benutzer betrachtet, die sich zwischen Rechnern bewegen.
Um mein Szenario von ublichen Client/Server Architekturen beziehungsweise Netzwerk-Tunneling-
Systemen besser abgrenzen zu konnen, habe ich die Bezeichnung Frontend fur das mobile Gerat, Backend
fur den (feststehenden) Server und Relais fur den Zugangspunkt zum Backbone gewahlt. Das System
kann auch als Client/Server System modelliert werden, allerdings nur dann, wenn die volle Konnektivitat
des Systems garantiert werden kann. Die Betrachtung von schlechten oder gar unterbrochenen Leitungen
kann mit traditionellen Client/Server Beschreibungen nicht ausreichend modelliert werden. So mu zum
Beispiel bei einer vollstandigen Unterbrechung der Ubertragungswege das Frontend die Verbindung zum
Backend uber im Cache vorhandene Daten simulieren. Ahnliches gilt fur das Relais in meinem System,
welches mehr Funktionalitat als ein gewohnliches Gateway beinhaltet; es bietet daruberhinaus Dienste
fur mobile Gerate, insbesondere um Authentikation und Authorisierung zu ermoglichen.
3.2 Komponenten des Szenarios
Die einzelnen Komponenten des Szenarios werden nun naher erlautert.
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Das Backend Ein Backend ist ein nicht mobiler Rechner, der als Server fur bisher schon verteilt ar-
beitende Anwendungen dient (zum Beispiel Datenbankserver); dort werden Teile der (verteilten) Mobi-
litats-Dienste ausgefuhrt. Im Falle der SMS, welche existierende Dienste erweitern, wird der bestehende
\Dienst-Server" von Mobilitats-Diensten \eingeschlossen". Daten werden hier komprimiert (wenn not-
wendig verlustbehaftet) oder dekomprimiert; ein Cache ermoglicht auch nach einer Verbindungsunter-
brechung das Weiterarbeiten, etc. Solch ein SMS-Server kann als Gateway verstanden werden, welches
Daten zwischen dem \originalen" Dienst-Server und dem Frontend umsetzt.
Das Home-Backend Zu jedem mobilen Knoten gibt es eine ausgezeichnetes Backend, das Home-
Backend. Der Standort des Home-Backend ist in der Regel die physikalische Heimatstation des mobilen
Benutzers (z.B. der Arbeitsplatz). Er ist fur das Vorhalten von Sicherheits- und Accountinginforma-
tionen sowohl des mobilen Gerats als auch des mobilen Benutzers verantwortlich. Bei Aufbau einer
Verbindung mit einem Frontend wird jedes andere angesprochene Backend oder jedes Relais zunachst
das entsprechende Home-Backend ansprechen, um Authentizierung und Accounting-Informationen ab-
zufragen. Wenn ein Benutzer zum Beispiel seine Mail lesen will, wird er sich zunachst auf einem Relais
einwahlen. Ist der Benutzer dem Relais unbekannt, fragt dieses bei dem Backend, welches der Benut-
zer als sein Home-Backend angegeben hat, nach, um Authentizierungs- und Kreditinformationen zu
erhalten.
Das Frontend Dies ist der (mobile) Rechner, auf dem die Anwendungen des Benutzers ablaufen, zum
Beispiel Tabellenkalkulationen oder WWW Browser. Die Anwendungen werden normalerweise durch
Mobilitats-Dienste fur die Benutzung im mobilen Umfeld erweitert. Diese Dienste sind modular aufge-
baut und deshalb skalierbar, zum Beispiel an Umgebungsparameter anpabar. Es ist charakteristisch
fur ein Frontend, da es seine Position und den Zugangspunkt zum Netz haug wechselt.
Das Relais Wie oben erwahnt, wird der Rechner, welcher dem Frontend als (logischer) Zugrispunkt
zum Backbone dient, Relais genannt. Generell ist er fur Aufbau und Uberwachung einer Verbindung
zwischen Frontend und Backend verantwortlich. Die folgenden Fahigkeiten charakterisieren ein Relais:
{ Proxy-Funktionalitat: Das Relais ist normalerweise physikalisch naher am Frontend plaziert als das
Backend, um die Distanz fur die Mobilkommunikation zu minimalisieren. Es ist dafur verantwortlich,
die Benutzung des Backbones zu optimieren, indem z.B. Caching-Techniken verwendet werden; dies
kann erhebliche Kosten einsparen [BB94a].
{ Umwandlung von Daten und Paketkopfen, optimiert auf die verschiedenen Netzwerktypen. So ist
zum Beispiel die Umwandlung von IP-Nummern zu Mobitex-Nummern und zuruck erheblich ezi-
enter als das einfache Tunneln von TCP/IP-Paketen uber ein Mobitex-Netz.
{ Sicherheit: Authentikation und Authorisierung ist in einer mobilen Umgebung schwieriger als in
einer festverdrahteten zu erreichen. Verschlusselung und digitale Unterschriften sind insbesondere
fur Geschaftsanwendungen wichtig.
{ Netzwerk Management: Im mobilen Umfeld gibt es einen erhohten Bedarf, komplexe Systeme zu ma-
nagen. Insbesondere ist hier die Netzlast drahtloser Systeme sowie die Feststellung und Propagierung
von Ubertragungskosten zu erwahnen.
Diese Funktionen werden als Mobilitats-Dienste implementiert; Teile davon werden in die Klasse der
CMS, andere in die Klasse der MMS eingeordnet.
4 Implementierungsstand und Ausblick
Bisher wurden zwei Dienste mobilen Bedurfnissen angepat: Open Database Connectivity (ODBC)
[Mic94] (siehe [RM96]) und WWW (siehe [RM95b]). Diese sind als Demonstratoren verfugbar. Mobile-
ODBC wird als Prototyp bis Herbst 1996 implementiert sein. Obwohl schon Mobile-ODBC und Mobile-
WWWeine MMS Komponente enthalten ist derzeit ein getrenntes MMS System in der Implementierung.







Im Bereich der Telekommunikation lat sich zur Zeit ein revolutionarer Umbruch beobachten. Er kann
im technologischen Bereich auf eine rapide anwachsende Ubertragungs- und Vermittlungskapazitat in
Verbindung mit einer rasch voranschreitenden Diensteintegration zuruckgefuhrt werden. Im Bereich der
Anwendungen beruht der Umbruch auf einer starken Anderung des Benutzerverhaltens. Diese zu beob-
achtenden Anderungen des Benutzerverhaltens lassen sich zu einem wesentlichen Teil auf die Verfugbar-
keit neuartiger kommunikationsbasierter Anwendungen zuruckfuhren.
Unter Ausnutzung der groen Ubertragungskapazitat von Glasfasern wurden lokale und regionale Hoch-
geschwindigkeitsnetze eingefuhrt, die auf den Medienzugrisprotokollen FDDI und DQDB basieren.
Grundlage fur eine neue Generation von lokalen Hochgeschwindigkeitsnetzen sowie des Breitband-ISDN
ist das zellenbasierte Ubermittlungsprinzip des Asynchronen Transfer-Modus (ATM). Dieses Ubermitt-
lungsprinzip ermoglicht eine umfassende Diensteintegration, da in einem einheitlichen Netz unterschied-
liche Anwendungen mit festen und variablen Datenraten und mit stark variierenden Anforderungen
an die Ubertragungsqualitat kommunizieren konnen. Gleichzeitig erlaubt ATM eine gute Ausnutzung
von Netzressourcen und erleichtert dadurch eine preiswerte Erbringung von Breitbanddiensten. Bei der
Entwicklung von ATM-Netzen stand von Beginn an eine Hardware-Implementierung der zeitkritischen
Funktionalitat im Vordergrund, wodurch eine Vermittlung mit sehr hoher Leistungsfahigkeit sicherge-
stellt wird.
Neben diesem technologischen Wandel fuhren auch Anderungen der Anwendungen zu neuen Herausfor-
derungen. Wahrend das bisherige Benutzerverhalten durch die Kommunikation zweier Partner gepragt
wurde, gewinnt heute in zunehmendem Mae der Informationsaustausch in Gruppen an Bedeutung.
Ein groes Spektrum von Anwendungen aus den Bereichen verteilte Systeme, verteilte rechnergestutzte
Gruppenarbeit, Konferenzsysteme und Verteildienste haben Bedarf an Gruppenkommunikationsdien-
sten. Zur parallelen Verarbeitung von Programmen werden in zunehmendem Mae vernetzte Arbeits-
platzrechner anstelle von Parallelrechnern eingesetzt, weshalb zu erwarten ist, da der Einsatz zuverlassi-
ger Gruppenkommunikationsdienste in naher Zukunft stark anwachsen wird. Selbst bei der Verwendung
von Hochgeschwindigkeitsnetzen kann der Leistungsbedarf der Anwendungen haug nicht ausreichend
erfullt werden, da die Kommunikationssubsysteme der Arbeitsplatzrechner fur diese Anwendungsklasse
haug einen Leistungsengpa darstellen. Konferenzsysteme sind ein weiteres Beispiel fur Anwendungen,
die Gruppenkommunikationsdienste mit hohen Bandbreiten und geringen Verzogerung benotigen, wobei
die Kommunikationssubsysteme der Endgerate haug zu Leistungsengpassen werden. Erst die Beseiti-
gung dieser Engpasse ermoglicht die Realisierung neuartiger anspruchsvolle Anwendungen. Beispiele
hierzu sind verteilte Flugsimulatoren oder operative Eingrie, bei denen Roboter eingesetzt werden, die
durch nicht am Ort bendliche Experten gesteuert werden.
2 Problemstellung
In der Praxis konnte bereits die prinzipielle Realisierbarkeit von Anwendungen gezeigt werden, bei denen
hochleistungsfahige Gruppenkommunikationsdienste eine wesentliche Rolle spielen. Die heute verfugba-
ren Gruppenkommunikationsdienste weisen aber noch zahlreiche Schwachstellen auf, welche die weiter-
gehende Verbreitung dieser Anwendungen bisher verhinderten. Insbesondere bieten die heutigen hete-
rogenen Netze, bei denen Brucken und Router eingesetzt werden, nur eine ungenugende Unterstutzung
fur die Gruppenkommunikation. In diesen Netzen wird heute uberwiegend das verbindungslose Ver-
mittlungsschichtprotokoll IP eingesetzt, dessen Erweiterung Multicast-IP die Erbringung von Gruppen-
kommunikationsdiensten im Internet erlaubt. Dazu wurde das sogenannte MBONE (virtual Internet
Multicast-BackBONE for Multicast IP) realisiert, das ein weltumspannendes Netz von Multicast-fahi-
gen IP-Routern darstellt. Multicast-IP ist allerdings mit den Nachteilen einer hohen Netzbelastung,
geringer Leistungsfahigkeit und geringer Zuverlassigkeit behaftet. Daher lat sich ein Einsatz von An-
wendungen mit IP-basierter Gruppenkommunikation in groem Umfang vielfach schon aus Grunden der
begrenzten Netzkapazitat nicht realisieren. Fur Netze mit IP-basierter Gruppenkommunikation wurde
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zwar schon eine groere Anzahl von Transportprotokollen fur zuverlassige Gruppenkommunikation ent-
wickelt, allerdings ist dabei die erzielbare Qualitat sowie die Skalierbarkeit fur groe Gruppen oder groe
Entfernungen in der Regel nicht befriedigend.
ATM-Netze bieten durch die hohe Bandbreite und die ublicherweise in den Netzknoten vorhandene
Hardware-Unterstutzung fur Punkt-zu-Mehrpunktverbindungen eine bessere Ausgangslage fur die Er-
bringung von Gruppenkommunikationsdiensten. Wenn die ATM-Technologie aber in Verbindung mit den
heute vielfach verwendeten verbindungslosen Protokollen der Netzwerkschicht und den dazu verfugbaren
Transportprotokollen eingesetzt wird, so wirkt sich zwar die hohe Bandbreite der ATM-Netze positiv aus,
es bleiben allerdings viele Vorteile der ATM-Technologie ungenutzt. Daher besitzen die auf diese Weise
realisierbaren Gruppenkommunikationsdienste deutliche Einschrankungen in Bezug auf Leistungsfahig-
keit, maximale Anzahl moglicher Teilnehmer und Skalierbarkeit fur weite Entfernungen. Insbesondere
fuhren die heutigen Transportprotokolle haug dazu, da Gruppenkommunikationsdienste auf inezi-
ente Weise erbracht und dadurch Netzressourcen verschwendet werden.
Da in naher Zukunft in vielen Fallen ATM-Technologie sowohl im lokalen Netz als auch im Weit-
verkehrsnetz eingesetzt werden wird, ist es unabdingbar, uber geeignete Protokolle fur zuverlassige
Gruppenkommunikation zu verfugen, mit denen sich die in einem homogenen ATM-Netz vorhandene
Unterstutzung fur leistungsfahige Punkt-zu-Mehrpunkt-Verbindungen in vollem Umfang nutzen lat.
Die Schwachen der fur heterogene Netze entwickelten Kommunikationsprotokolle beim Einsatz in einem
homogenen ATM-Netz sind darauf zuruckzufuhren, da ATM-Netze gegenuber den bisherigen Netzen in
mehrfacher Hinsicht einen Paradigmenwechsel darstellen. Die fur heterogene Netze entwickelten Kommu-
nikationsprotokolle fur zuverlassige Gruppenkommunikation haben in der neuen Umgebung funktionale
und leistungsbezogene Dezite. Die Ursachen dafur werden im folgenden erlautert.
Lange Zeit stellte die Ubertragungskapazitat des Netzes einen Engpa dar. Die Einfuhrung von ATM-
Netzen hatte zur Folge, da die vermittelbare Bandbreite im gleichen Zeitraum deutlich schneller ange-
stiegen ist als die Leistungsfahigkeit der Endsysteme. Dadurch wurde die Protokollverarbeitung in diesen
Rechnern, die zur Sicherstellung eines zuverlassigen Ende-zu-Ende-Dienstes erforderlich ist, zum potenti-
ellen Leistungsengpa. Heutige Kommunikationssysteme sind aufgrund der fur die Protokollverarbeitung
verwendbaren Rechenleistung schon fur den einfacheren Fall der Punkt-zu-Punkt-Kommunikation viel-
fach nicht in der Lage, den Anwendungen die Leistungsfahigkeit des ATM-Netzes verfugbar zu machen.
Der dabei beobachtbare Leistungsengpa vergroert sich fur die Gruppenkommunikation noch weiter
und kann mit wachsender Gruppengroe und wachsender Entfernung stark zunehmen. Mit wachsender
Anzahl von Empfangern spielt insbesondere das Problem der Quittungsimplosion [HBC95] eine immer
wichtigere Rolle.
Ein Leistungsengpa kann aber nicht nur durch unzureichende Verarbeitungsleistung fur die Protokollbe-
arbeitung verursacht werden, sondern kann auch darauf zuruckzufuhren sein, da Protokollmechanismen
unzureichend an die Eigenschaften des darunterliegenden Netzwerks angepat sind. Wahrend die kon-
ventionellen Internetzwerke in der Regel von einer verbindungslosen Netzwerkschicht gepragt sind, ist
ATM ein verbindungsorientiertes Protokoll. Aus diesem Grund eignen sich die fur eine verbindungslose
Netzwerkschicht entwickelten Transportprotokolle nur bedingt fur ATM-Netze. Insbesondere die Proto-
kollmechanismen zur Verbindungsverwaltung dieser Transportprotokolle sind fur den Einsatz in einem
ATM-Netz nur schlecht geeignet, da sie die Funktionalitat der ATM-Verbindungsverwaltung nicht aus-
nutzen. Bei Gruppen, deren Zusammensetzung sich rasch andert, konnen dadurch groe unerwunschte
Verzogerungen entstehen.
In bestehenden paketvermittelten Internetzwerken treten Pakete variabler Lange auf, die haug mehre-
ren Kilobyte gro sind. Im Uberlastfall treten in den Netzknoten Pueruberlaufe auf, bei denen Pakete
verworfen werden. In den Netzknoten bieten diese Pakete variabler Lange die Basiseinheit des Multi-
plexens zur Zuteilung von Netzressourcen. Im Gegensatz dazu bilden in ATM-Netzen kurze Zellen mit
einer Lange von 53 byte die Basiseinheit des Multiplexens. Uberlastete ATM-Knoten verwerfen einzel-
ne Zellen, was ublicherweise zur Folge hat, da die aus bis zu mehreren hundert Zellen bestehenden
Pakete komplett verloren gehen. Daher ist eine Fehlerbehebung in der Transportschicht, wo immer der
Verlust ganzer Pakete behoben werden mu, nicht geeignet, Fehler durch beschadigte oder verlorene
ATM-Zellen ezient zu beheben. Bei einer Behebung von Zellverlusten in der Transportschicht fuhrt
schon eine verhaltnismaig geringe Zellverlustwahrscheinlichkeit zu einem dramatischen Einbruch der
Dienstqualitat. Um eine ausreichend hohe Auslastung von ATM-Netzen auch bei stoartigen Quellen
zu ermoglichen, ist es wichtig, einen hohen Multiplexgewinn zu erzielen, was sich haug aber nur bei
Tolerierung einer hoheren Zellverlustwahrscheinlichkeit realisieren lat.
Paketvermittelte Netze sind ublicherweise auf die Erbringung eines einzigen Diensttyps ausgelegt, bei
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dem keine Dienstqualitat garantiert wird. Daher wird in diesen Netzen von den Anwendungen ublicher-
weise nur eine kleine Anzahl unterschiedlicher Transportprotokolle verwendet. Beim Vermittlungsdienst
von ATM-Netzen stehen mehrere Dienstkategorien mit unterschiedlichen Eigenschaften zur Verfugung,
bei denen beim Verbindungsaufbau fur Bandbreite, Verzogerung und Zuverlassigkeit genaue Vorgaben
gemacht werden konnen. Damit eronet sich die Moglichkeit, den Anwendungen einen geforderten Dienst
durch spezielle Protokollmechanismen, die an die jeweiligen Eigenschaften des Vermittlungsdienstes an-
gepat wurden, auf ezientere Weise zu erbringen, als dies mit einem universellen Transportprotokoll
moglich ware.
Um zuverlassige Gruppenkommunikationsdienste in ATM-Netzen auf ezientere Weise als mit den bis-
her vorhandenen Protokollen erbringen zu konnen, ist die Entwicklung neuer Protokolle erforderlich,
die an die spezischen Randbedingungen in ATM-Netzen besser angepat sind. Dabei ist es wichtig,
Fehlerkontrollmechanismen zur Verfugung zu haben, die Zellverluste beheben konnen, ohne die Lei-
stungsfahigkeit des Dienstes wesentlich zu beeintrachtigen. Da bei der Gruppenkommunikation eine
Vielzahl unterschiedlicher Randbedingungen moglich sind, ist es wesentlich, Fehlerkontrollmechanis-
men einsetzen zu konnen, die an die charakteristischen Eigenschaften eines Kommunikationsszenarios
angepat sind. Gleichzeitig mussen diese Mechanismen mit geringem Implementierungsaufwand rea-
lisierbar sein, um Leistungsengpasse durch die Protokollverarbeitung zu vermeiden. Die Entwicklung
geeigneter Protokolle sowie geeigneter Protokollimplementierungen fur zuverlassige Gruppenkommu-
nikationsdienste in ATM-Netzen stellt allerdings eine groe Herausforderung dar, weil die Parameter
fur Empfangerzahl, Ubertragungskapazitat, Entfernung, Verlustwahrscheinlichkeit und Quellencharak-
teristik uber mehrere Groenordnungen schwanken konnen. Bei der Protokollimplementierung ist es
insbesondere wichtig, geeignete Realisierungskonzepte fur zellenbasierte Operationen zu nden, da die
Zwischenankunftszeiten von Zellen im Mikrosekundenbereich liegen.
3 Losungsansatz und Ergebnisse
Wie eine Analyse bisheriger Konzepte fur die Fehlerkontrolle zeigt, stellen Multicast-fahige Protokolle,
die fur konventionelle Netze entworfen wurden, beim Einsatz in ATM-Netzen haug einen Leistungs-
engpa dar [Car95c, Car95a]. Fur zuverlassige Punkt-zu-Punkt-Kommunikation wurden bereits mehrere
ATM-spezische Protokolle vorgestellt. Diese Ansatze zeichnen sich dadurch aus, da die Fehlerkontrol-
le in der sich direkt oberhalb der ATM-Schicht bendenden ATM-Adaptionsschicht durchgefuhrt wird.
Allerdings wurde bisher noch kein ATM-spezischer Ansatz fur zuverlassige Gruppenkommunikation
vorgestellt.
Ein wichtiges Ziel dieser Arbeit besteht darin, ein Adaptionsschichtprotokoll zu entwickeln, das uber
multicastfahige Protokollmechanismen hoher Leistungsfahigkeit verfugt. Um bessere Skalierungseigen-
schaften zu erzielen, soll auerdem nach Verbesserungen des bisher verfolgten Ansatzes gesucht werden,
Fehlerkontrolle in ATM-Netzen nur in den Endsystemen durchzufuhren. Beim Entwurf der Protokoll-
mechanismen mu berucksichtigt werden, da Fehler, die bei der Multicast-Kommunikation in ATM-
Netzen haug auftreten, die Leistungsfahigkeit des Gruppenkommunikationsdienstes in moglichst gerin-
gem Mae beeintrachtigen. Gleichzeitig ist zu beachten, da die Verarbeitung der Protokollmechanismen
nur wenig Rechenleistung verursacht und eine Implementierung der Protokollmechanismen in Hardware
mit moglichst wenig Aufwand moglich ist.
Das in dieser Arbeit vorgestellte Adaptionsschichtprotokoll RMC-AAL (Reliable Multicast ATM Adap-
tation Layer) wurde unter Berucksichtigung dieser Anforderungen entwickelt. Es verfugt uber besonders
leistungsfahige Fehlerkontrollmechanismen, die fur eine groe Anzahl von Kommunikationsszenarien und
Randbedingungen eine eziente und preiswerte Erbringung von zuverlassigen Gruppenkommunikations-
diensten ermoglichen. Mit diesen Protokollmechanismen ist es erstmals moglich, bei der Gruppenkommu-
nikation auch fur hohe Datenraten, groe Entfernungen und stoartigen Verkehr verhaltnismaig hohe
Zellverlustraten zu tolerieren. Die Fehlerkontrollmechanismen sind sowohl fur Endsysteme [Car95c], als
auch fur spezielle Zwischensysteme, sogenannte Gruppenkommunikationsserver [Car95b], geeignet.
RMC-AAL verfugt uber einen rahmenbasierten Ubertragungswiederholungsmechanismus, der sich durch
einen sehr geringen Bandbreitenzusatzaufwand auszeichnet. Mit ihm lassen sich Gruppenkommunika-
tionsdienste insbesondere bei geringen Zellverlustwahrscheinlichkeiten auf sehr eziente Weise erbrin-
gen. Auerdem stellt dieser Mechanismus nur sehr geringe Anforderungen an die Verarbeitungsleistung.
Dazu tragt auch ein spezielles Quittungsformat mit Binarfeldern bei, das fur eine groe Anzahl von
Empfangern nur einen verhaltnismaig geringen Verarbeitungsaufwand zur Folge hat und damit das
Problem der Quittungsimplosion beherrschbar macht.
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Fur hohere Zellverlustwahrscheinlichkeiten sowie fur Anwendungen, die besonders niedrige Verzoge-
rungszeiten fordern, verfugt RMC-AAL zusatzlich uber einen Fehlerkontrollmechanismus mit zellen-
basierter Ubertragungswiederholung. Durch die Einfuhrung von sogenannten Rahmenfragmenten fur
die zellenbasierte Ubertragungswiederholung lassen sich Zellverluste erstmals auch fur Verbindungen
mit groer Pfadkapazitat ezient beheben. Gegenuber existierenden Vorschlagen fur eine zellenbasierte
Fehlerkontrolle konnte auerdem der zusatzliche Bandbreitenbedarf deutlich gesenkt werden.
Desweiteren verfugt RMC-AAL uber einen Mechanismus zur zellenbasierten Vorwartsfehlerkorrektur
(Forward Error Correction, FEC), der insbesondere in Weitverkehrsnetzen sowie in Fallen, in denen
die Skalierbarkeit durch die Anzahl von Ubertragungswiederholungen eingeschrankt ist, vorteilhaft ein-
gesetzt werden kann. Das FEC-Verfahren kombiniert einen geringen Verarbeitungsaufwand mit einer
groen Robustheit gegenuber den in ATM-Netzen typischen korrelierten Zellverlusten und ermoglicht
auerdem eine dynamische Anderung der Redundanz.
Im Gegensatz zu den bisherigen Konzepten fur zuverlassige Kommunikation in ATM-Netzen, die Feh-
lerkontrollmechanismen nur in den Endsystemen vorsehen, konnte in dieser Arbeit gezeigt werden, da
eine Fehlerkontrolle auch innerhalb des Netzes moglich und vielfach mit deutlichen Vorteilen verbun-
den ist. Der neuentwickelte Gruppenkommunikationsserver bietet insbesondere im Weitverkehrsbereich
und bei groen Gruppen eine wirkungsvolle Unterstutzung fur Quittungsverarbeitung, Ubertragungs-
wiederholung und Vorwartsfehlerkorrektur. Der Gruppenkommunikationsserver erlaubt zusatzlich ei-
ne Leistungssteigerung bei heterogenen Gruppen, bei denen innerhalb der Gruppe groe Unterschiede
bezuglich der Verbindungseigenschaften sowie bezuglich Funktionalitat und Leistungsfahigkeit der Grup-
penteilnehmer bestehen konnen. Auerdem erlaubt er das Multiplexen mehrerer Sender uber eine einzige
ATM-Verbindung, womit die Skalierbarkeit bei Gruppen mit mehreren Sendern verbessert werden kann.
Unter Verwendung der Sprache SDL wurde eine formale Spezikation von RMC-AAL fur Sender,
Empfanger und Gruppenkommunikationsserver erstellt [CS96]. Eine besondere Eigenschaft dieser Spezi-
kation besteht darin, da die Protokollbearbeitung durch mehrere, parallel arbeitende Prozesse erfolgt.
Damit wurde die Grundlage dafur geschaen, die ATM-Dienstkomponenten durch parallele Implemen-
tierungen hoher Leistungsfahigkeit zu realisieren.
Aus der SDL-Spezikation wurde durch Einsatz eines Ubersetzungswerkzeugs aus einem kommerziellen
SDL-Werkzeugpaket automatisch eine Software-Implementierung generiert. Mit dieser Implementierung
erfolgte auerdem eine Validierung des Protokolls in zahlreichen Szenarien. Fur hochste Leistungsfahig-
keit bei der Verarbeitung von RMC-AAL wurden parallele Implementierungsarchitekturen fur ATM-
Endsysteme und Gruppenkommunikationsserver entwickelt [CD96]. Wesentliche Beitrage zur Leistungs-
steigerung konnten mit der Entwicklung eines speziellen Hardware-Bausteins zur Quittungsverwaltung
[CS95b, CS95] und einer generischen ATM-Protokollverarbeitungseinheit (Generic ATM Protocol Pro-
cessing Unit, GAPPU, [CS95, CSS96b, CSS96a]) geleistet werden.
Unter Verwendung der vom Bereich Zentrale Forschung und Entwicklung (ZFE) der Firma Siemens zur
Verfugung gestellten Laufzeitumgebung Channels wurden die Protokollmechanismen von RMC-AAL in
ATM-basierte Arbeitsplatzrechner der Firma Sun, sowie in ATM-basierte PCs unter Linux integriert. Die
Laufzeitumgebung Channels ist eine objektorientierte Betriebssystemerweiterung, die Protokollimple-
mentierungen wichtige Basismechanismen wie Zeitgeberunterstutzung und Puerverwaltung bereitstellt.
Durch spezielle Scheduling-Mechanismen der Laufzeitumgebung wird ein Einsatz in multimediafahigen
Endsystemen unterstutzt.
Um den Nachweis zu erbringen, da mit den Fehlerkontrollmechanismen von RMC-AAL in Endsyste-
men und in Gruppenkommunikationsservern eine hohere Leistungsfahigkeit als mit bisherigen Ansatze
moglich ist, wurde die erzielbare Leistungsfahigkeit fur eine Vielzahl unterschiedlicher Randbedingungen
untersucht. In diesen Untersuchungen konnte auch ermittelt werden, wie in Abhangigkeit der Randbe-
dingungen die Auswahl und die Parametrisierung der Protokollmechanismen zu erfolgen hat, um die
hochste Leistungsfahigkeit zu erzielen.
Basierend auf den zellenbasierten Mechanismus von RMC-AAL zur Vorwartsfehlerkorrektur wurde ein
Vorschlag fur eine dienstspezische Konvergenzteilschicht fur AAL5 mit FEC (FEC-SSCS) entwickelt,
die sich in einer Vielzahl von Anwendungsfallen einsetzen lat. Innerhalb des ATM-Forums, einem
Zusammenschlu von Herstellern, Netzbetreibern und Anwendern von ATM-Technologie, wurde eine
vollstandige Spezikation fur FEC-SSCS erstellt [CEG+95b]. Auerdem wurden mehrere Beitrage in
den Standardisierungsproze des ATM-Forums eingebracht, die sich mit der Notwendigkeit neuartiger,
leistungsfahiger Fehlerkontrollmechanismen fur die Adaptionsschicht [CEG+95a, GECD95] sowie deren
Bewertung [ECD95b, ECD95a, EC95] befaten.
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Drahtloses ATM { Ein Uberblick
Elmar Dorner
1 Einleitung
Das Schlagwort der letzten Jahre, das nicht nur Entwicklungen in der Unterhaltungselektronik und
der Computerbranche entscheidend pragte, heit
"
Multimedia\. Jetzt scheint es, als ob es von ei-
nem neuen Schlagwort abgelost wird, das nicht zuletzt durch die Benutzer eben dieser Multimedia-
Gerate/-Anwendungen mit propagiert wird:
"
Mobilitat\. Die Mobilkommunikation und ihre Anwen-
dungen stecken noch in den Kinderschuhen. Die Mobilitat mit dem Computer bringt in vielen Bereichen
neue Freiheiten und Moglichkeiten mit sich. Die Leistungskenndaten im Bereich der Mobilkommunika-
tion unterscheiden sich jedoch um Groenordnungen von denen herkommlicher Festnetze. Die Ubertra-
gungskapazitaten in Mobilnetzen sind, bei wesentlich hoheren Fehlerraten, wesentlich niedriger als in
traditionellen Festnetzen. Aus diesem Grund entsteht sowohl Bedarf an neuen bzw. angepaten Kom-
munikationsprotokollen fur die Mobilkommunikation, als auch an neuen Anwendungen, die den Faktor
Mobilitat entsprechend berucksichtigen [Ham95].
2 State of the Art
Das derzeitige Angebot an drahtlosen Datenubertragungssystemen stellt sich einem unvoreingenom-
menen Betrachter der Szene als vielfaltig dar, wenn man zynisch veranlagt ist, als chaotisch. Ein Teil
der Systeme stellt Punkt-zu-Punkt Verbindungen mit unterschiedlichen Bitraten und verschiedenen
Betriebsfrequenzen zur Verfugung. Ein anderer Teil umfat drahtlose Datenubertragungssysteme auf
Basis zellularer Architekturen, implementiert mit CDMA, SDMA, TDMA/FDMA oder Aloha Tech-
niken [Han96]. Im folgenden werden von der Vielzahl der drahtlosen Datenubertragungssystemen die
Punkt-zu-Punkt Systeme nicht weiter betrachtet, da sie in der Regel einen ganz anderen Einsatzzweck
haben. Das heit, nur drahtlose Systeme, die ein sogenanntes Roaming (Wandern) erlauben, werden
betrachtet. Tabelle 1 zeigt die aktuell in Betracht kommenden Systeme.
Drahtloses Netz Datenrate Backbone Netzwerk
DECT < 1 Mbit/s (pro Benutzer) ISDN
GSM < 144 kbit/s (pro Benutzer) Internet
ISM-Band WLANs 300 kbit/s - 2 Mbit/s (geteilt) LAN
HIPERLAN < 20 Mbit/s (geteilt) LAN
Tabelle1. Aktuelle drahtlose Netzwerke
2.1 Anwendungsbereiche
Vom Anwendungs- und Benutzer-Standpunkt betrachtet, sprechen mobile Datenubertragung und draht-
lose LANs orthogonale Markte an. Mobile Datenubertragung kann man als Ersatz fur das Standard-
modem sehen und die Hauptanwendung ist momentan immer noch die konventionelle eMail. Drahtlose
LAN Systeme sind grundsatzlich fur lokale in-house Netzwerke, die Funk oder Infrarot Verbindungen
zwischen Computern uber kurze Distanzen bieten, gedacht [Mik96].
Das Haupteinsatzgebiet von drahtlosen LANs hat man traditionell darin gesehen, eine exible und
kosteneziente Alternative zu LAN Verkabelung zu haben. Neben der Einsparung von oftmals hohen
Installations- und Wartungskosten, ist ein weiterer Vorteil von drahtlosen LANs die Einfachheit und
Zeitersparnis beim Einrichten von ad-hoc Netzwerken bzw. Hinzufugen von Geraten in bestehende
drahtlose Netzwerke. Viele Marktanalysen haben diesem Bereich ein groes Wachstum vorausgesagt,
das tatsachliche aber bleibt im Moment hinter den Erwartungen zuruck. Das liegt mitunter auch daran,
da die Twisted-Pair-Verkabelung relativ billig durchgefuhrt werden kann.
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2.2 Erreichte Leistung und Mobilitat
Mobile Datenkommunikation bietet die drahtlose Datenubertragung in WANs { mit niedrigen Bitraten
{ und der Moglichkeit zum Roaming. GSM Datendienst, als ein Beispiel fur Mobile Datenkommunikati-
on, bietet europaweites Roaming und akzeptable Dienstqualitaten. Weiterhin sind Verbesserungen wie
GPRS und HSCSD geplant, die die Datendienste in GSM Systemen verbessern.
Drahtlose LANs bieten Mobilitat nur in beschrankten, kleineren Bereichen. Die erreichten Bitraten sind
wesentlich groer als die in den typischen Mobilkommunikationssystemen. In heutigen drahtlosen LAN
Produkten variieren die Bitraten im Bereich zwischen einigen hundert kbit/s und 2 Mbit/s. Probrietare
Syteme erreichen sogar, abhangig von der Qualitat der Funkverbindung und der verwendeten Frequenz,
noch etwas hohere Bitraten.
2.3 Aussichten der Mobilkommunikation
Die dritte Generation der mobilen Telekommunikationssysteme, wie z. B. UMTS (Universal Mobile
Telecommunication System) und FPLMTS (Future Public Land Mobile Telecommunication Systems)
haben das Ziel, Bitraten bis zu 2 Mbit/s lokal { in Hot-Spots { und niedrigere Bitraten achendeckend
zu erreichen. Datendienste mit bis zu 2 Mbit/s bedeuten eine signikante Verbesserung gegenuber den
Systemen der zweiten Generation. Der mobile Sprachdienst hat ein groeres Wachstum als je vorher-
gesagt. Die beschrankten Frequenzressourcen im Bereich unter 2,6 GHz lassen die Befurchtung zu, da
der 2 Mbit/s Datendienst in GSM/DCS1800/UMTS Frequenzbandern vom momentan attraktiveren
(gewinnbringenderen) Sprachdienst uberrannt wird.
3 Warum drahtloses ATM
Mit dem vorhandenen breiten Angebot an drahtlosen Datenubertragungsprodukten stellt sich die Frage,
wieso noch ein weiteres drahtloses Datennetzwerk eingefuhrt werden soll. In diesem Abschnitt werden
einige Punkte erlautert, die die Entwicklung einer neuen drahtlosen Zugangstechnik zu ATM/B-ISDN
Netzwerken rechtfertigen.
Es konnen sowohl technologische als auch historische Gunde fur die Entwicklung einer neuen drahtlosen
Zugristechnik gesehen werden. Die wichtigsten Grunde fur die Entwicklung von drahtlosen ATM sind:
{ Benutzer benotigen den drahtlosen Zugang zu ATM/B-ISDN Netzwerken.
{ Multimedia-Anwendungen benotigen eine drahtlose Plattform mit Multimediaunterstutzung.
{ UMTS und drahtlose LANs konnen nicht alle zukunftigen Benutzerbedurfnisse befriedigen.
Benutzer neigen dazu, wann immer sie ein Festnetz nutzen, auch die Moglichkeit eines drahtlosen Zu-
gangs zu suchen. Ein kurzer Blick zuruck in die Geschichte zeigt, da es zu jedem popularen Festnetz
eine drahtlose Erweiterung gibt. ISDN hat durch DECT den drahtlosen Zugang. Das Internet verfugt
uber verschiedene drahtlose Zugangstechniken. HIPERLAN entwickelt sich zur Zugangstechnologie fur
LANs.
Es gibt viele Anwendungen, die zusammen die Forderung nach einem sowohl verdrahteten als auch
drahtlosen ATM Standard begrunden. Aus deren Anforderungen lassen sich zwei generische Typen von
Informationen ableiten, die benotigt werden:
{ Eine feste Groe von Informationen, die ubertragen werden mu.
{ Ein Strom von Information, der durch Datenrate und Verzogerung charakterisiert werden kann.
Multimedia schliet beide Arten dieser grundlegenden Datenubertragungen ein. ATM ist der Transport-
mechanismus, der diese Anforderungen zusammenfuhrt, indem er sehr verschiedene Verbindungsarten
mit verschiedenen QoS-Parametern unterstutzt.
Eine der fundamentalen Ideen von ATM ist es, Bandbreite nach Bedarf zur Verfugung zu stellen. Band-
breite war traditionell eine teure und knappe Ressource. Dies hatte Einu auf die Anwendungsent-
wicklung und sogar die Erwartungen der Benutzer. Bisher wurde die Anwendungsentwicklung durch die
Tatsache beschrankt, da es nicht moglich war, verschiedene Datenubertragungskanale mit verschiede-
nen QoS-Parametern zu unterstutzen. Zusatzlich mussten die Anwendungen mit einer relativ geringen
maximalen Datenubertragungsbandbreite haushalten. ATM hat das Ziel, diese Beschrankungen zu ent-
fernen. Bandbreite wird billig und es existiert eine gute Unterstutzung fur verschiedene Verkehrsklassen.
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Die Entwicklung hin zu ATM-Transportsystemen hat im Festnetz bereits begonnen. Man kann erwar-
ten, da neue Anwendungen die Moglichkeiten der ATM-Technologie ausnutzen werden. Demzufolge
wird der Benutzer sich rasch an die neue Dienstequalitat gwohnen und dieselben Anwendungen auch
uber drahtlose Verbindungen nutzen wollen. Dies verlangt die Entwicklung einer drahtlosen Zugangs-
Schnittstelle um verschiedene ATM Verkehrsklassen mit QoS-Parametern, bis zu einem vernunftigen
Grad, zu unterstutzen. Durch den Erhalt der essentiellen Charakteristik einer ATM Ubertragung, ver-
spricht drahtloses ATM verbesserte Leistung und Dienstgute zu bieten, die durch andere drahtlose
Kommunikationssysteme nicht erreicht werden konnen. Zusatzlich bietet der drahtlose ATM-Zugang die
Standortunabhangigkeit, die eine der hauptsachlichen Einschrankungen bei der Benutzung von Compu-
tern und anderen Kommunikationsgeraten uber Festnetze beseitigt.
4 WATM Architektur
Der Entwurf eines drahtlosen ATM Systems beruht teilweise auf Visionen, da er zukunftige Anforderun-
gen der Benutzer von drahtlosen Kommunikationssystemen vorweg nehmen mu. Da bereits drahtlose
LANs und schnurlose Systeme existieren, die Datendienste und Mobilkommunikation anbieten, mu das
neue System einen Mehrwert fur den Endbenutzer bieten, sowie eine exible Plattform fur Entwickler
von Anwendungen darstellen.
Das Hauptziel der meisten Vorschlage fur drahtlose ATM Systeme ist daher auch der Entwurf eines
diensteintegrierenden drahtlosen Netzwerks, das eine moglichst transparente, nahtlose und eziente
Erweiterung der glasfaser-basierten ATM-Netzwerk Fahigkeiten bietet. Dies bedeutet, da die vorge-
schlagenen Systeme einen vernuftigen Bereich von Dienstklassen, Bitraten und QoS-Stufe aus dem
ATM-Festnetz unterstutzen sollten. Dabei mussen quantitative Unterschiede in den erreichbaren Dienst-
charakteristiken, bedingt durch die fundamentalen Beschrankungen des Funkmediums, hingenommen
werden.
Abbildung 2 zeigt die vier Aspekte, die Anforderungen bzw. Beschrankungen an den Entwurf eines
























Abbildung2. Entwurfsaspekte fur drahtloses ATM
Netzwerk Zugang: Legt man ATM/B-ISDN als das de-facto Backbone-Netzwerk zu Grunde, so re-
duziert sich das Problem auf zwei Fragen: Wie erweitert man die ATM und B-ISDN- Signalisierung
bis zum drahtlosen Endpunkt uber einen unzuverlassigen Funklink, und wie bindet man den Mobi-
litatsaspekt in das drahtlose ATM Netzwerk ein?
Umgebung: Mit drahtlosen Ubertragungstechniken ist es extrem schwierig eine Luftschnittstelle an-
zubieten, die eine Mixtur aus Bitraten und QoS Parametern in allen moglichen Einsatzumgebungen
unterstutzt. Im Allgemeinen wird man ein System so entwerfen, da es in einer Umgebung den
Anforderungen entspricht. Im Rahmen eines RACE-Vorschungsprogramms der Europaischen Union
wurden die Zugangsumgebungen in verschiedene Kategorien eingeteilt:
DCPN: Domestic Customer Premises Network
BCPN: Business Customer Premises Network
MCPN: Mobile Customer Premises Network
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PN: Public Network
Andere: Netzwerke, die in keine der oben genannten Kategorien fallen. Dazu zahlen z.B. ad-hoc
Netzwerke.
Das ideale drahtlose ATM System wurde die ganze Welt mit einer einheitlichen Zugangsschnittstelle
mit hoher Bitrate abdecken. Da dies in absehbarer Zeit nicht moglich sein wird { und vermutlich
auch nie benotigt wird { schrankt man sich auf eine Zielumgebung ein. Die vorgestellten Vorschlage
zielen daher auf die Typen DCPN und BCPN.
Dienste: Es ist bereits moglich Bitraten bis zu 20 Mbit/s in drahtlosen LANs zu erreichen. HIPER-
LAN ist derzeit das einzige standardisierte System, das dies erlaubt. Der Unterschied zwischen
HIPERLAN und drahtlosem ATM druckt sich in den unterstutzen Diensten aus. HIPERLAN ist
eine drahtlose Erweiterung eines lokalen Netzwerks und arbeitet mit einem geteilten Medium. Die
Unterstutzung von zeitkritischen Diensten basiert auf einen best-eort Dienst.
Drahtlose ATM Systeme sollten in etwa die gleichen Bitraten erreichen, jedoch echte Unterstutzung
fur Multimedia-Dienste bieten. Mit ATM/B-ISDN als Backbone-Netzwerk steht fur Anwendungen
eine exible Plattform mit verschiedenen Dienstklassen zur Verfugung. Um die bestmogliche drahtlo-
se Plattform fur Anwendungen anzubieten, sollten alle Dienstklassen, die im ATM Festnetz deniert
sind, auch auf einem drahtlosen Link unterstutzt werden.
Funktionen: Fur die oben genannten Einsatzgebiete von drahtlosem ATM sind die Funktionen, die
implementiert werden mussen grundsatzlich die gleichen wie im verdrahteten Fall. Zusatzlich mussen
noch weitere Funktionen realisiert werden, die der drahtlosen Verbindung und der Mobilitat der
Benutzer Rechnung tragen. Dazu zahlen Handover, Security, Privacy, Roaming, Ad-hoc Netzwerke.
5 Stand der Entwicklung
Zwei Foren { ETSI STC RES 10 und ATM Forum { beschaftigen sich seit Ende 1995 mit der Thematik
drahtloses ATM. Das RES 10 Gremium war bereits bei der Standardisierung von HIPERLAN tatig
und beschaftigt jetzt hauptsachlich mit der drahtlosen Schnittstelle. Das ATM Forum beschaftigt sich
mit der Tatsache, da in zukunftigen ATM Netzen die physikalische Schicht nicht notwendigerweise aus
einem zuverlassigen Medium bestehen mu und da die Verbindungsendpunkte mobil sein konnen.
Die ersten Arbeiten beider Gremien beschaftigen sich mit moglichen Einsatzgebieten von drahtlosem
ATM und deren speziellen Bedurfnissen. Die Suche nach verfugbaren Frequenzbandern im 5,2 GHz
Bereich fur drahtloses ATM ist die vordringlichste Aufgabe und wurde deshalb zuerst in Angri genom-
men.
Derzeit entstehen sowohl im universitaren Bereich, als auch in den Forschungsabteilungen der Industrie,
viele Projekte im Bereich drahtloses ATM [LM96b, VPR95, AHR96, Wei96, Ume96]. Die EU unterstutzt
im Rahmen des ACTS (Advanced Communications Technologies and Services) [ACT] Programms zwei
Projekte: The Magic WAND (Wireless ATM Demonstrator) [Fan95] und MEDIAN (Wireless Broadband
CPN/LAN for Professional and Residental Multimedia Applications) [Koo96].
6 Zusammenfassung
Wahrend drahtlose Kommunikation eine schnelle Evolution erfahrt, bewegen sich die Festnetze hin zu
B-ISDN { mit ATM als zugrundeliegendem Konzept. ATM bietet Datenraten, die merklich hoher liegen
als in traditionellen Festnetzen. Das Internetworking mit ATM stellt extrem starke Anforderungen an die
drahtlose Luft-Schnittstelle. Es bleibt abzuwarten, ob die weitergehenden Entwicklungen in der Techno-
logie kleinere und weniger Strom verbrauchende Gerate mit einer hoheren Leistung und Funktionalitat
hervorbringen wird.
Die Problematik der beschrankt zur Verfugung stehenden Frequenzen gilt es vordringlich zu losen.
Vermutlich werden die Frequenzen unter 2 GHz weiterhin fur Mobilkommunikation genutzt, jedoch nur
fur Dienste mit niedrigen Bitraten (sowohl Daten als auch Sprache). Verbindungen, die 2 Mbit/s oder
mehr benotigen, mussen in hohere Frequenzbereiche verschoben werden. Als mogliche Alternativen sind
im Moment die Bereiche um 5,2 GHz und 17,1 GHz im Gesprach.
Die erfolgreiche Einfuhrung von drahtlosem ATM ist stark mit dem Erfolg von ATM/B-ISDN in Fest-
netzen verbunden. Werden ATM/B-ISDN Netzwerke ein kommerzieller Erfolg, dann kann man drahtlose
ATM Netzwerke zwar noch nicht heute, aber mit Sicherheit in der nahen Zukunft sehen.
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Anwendungen wie verteilte Datenbanken und Shared Whiteboards benotigen standig oder zu denierten
Zeitpunkten eine konsistente Sicht auf ein System. Um dies zu erreichen, verwenden sie geeignete Pro-
tokolle zum Austausch von Nachrichten. Die Funktionalitat zur Kommunikation kann entweder in die
Anwendung selber integriert sein oder durch einen dedizierten Kommunikationsdienst erbracht werden.
Dieser Kommunikationsdienst realisiert einen geordneten Multicast | also eine 1:N-Kommunikationsbe-
ziehung, in der alle Empfanger versendete Nachrichten eines Senders in der gleichen Reihenfolge erhalten
| oder sogar einen geordneten Multipeer-Dienst | also eine M:N-Kommunikationsbeziehung, in der
alle Empfanger versendete Nachrichten mehrerer Sender in der gleichen Reihenfolge erhalten.
Ein vielfach gewahlter Ansatz zur Realisierung des Dienstes [Pow96, SR96] besteht in der Verwen-
dung einer Zwischenschicht zwischen dem Ubertragungsdienst und der Anwendung. Damit besteht die
Moglichkeit, die Kommunikationsmechanismen aus der Anwendung auszulagern und diese damit zu ver-
einfachen. Ein anderer, weitergehender Ansatz ist es, das Ubertragungsprotokoll so zu wahlen, da es
gleichzeitig eine Fehlerkontrolle durchfuhrt und die Ordnung der Nachrichten sicherstellt. Dieser Ansatz
soll in Zukunft naher untersucht werden. Insbesondere im Zusammenhang mit Ubertragungstechnologi-
en hoher Leistungsfahigkeit, etwa dem ATM (Asynchroner Transfer-Modus), verspricht dieses Vorgehen
einen Leistungsgewinn. Daruber hinaus bietet es sich an, die Leistungsfahigkeit des Protokolls durch
den Einsatz fehlerkorrigierende Manahmen wie der Vorwartsfehlerkorrekur (FEC) weiter zu erhohen.
Ziel dieses Berichts ist es, nach einigen einfuhrenden Bemerkungen in Abschnitt 2 Randbedingungen
fur die Realisierung eines Dienstes zur geordneten Auslieferung sowie einige existierende Protokolle
vorzustellen und in Abschnitt 3 weiterfuhrende Ansatze zu skizzieren.
2 Realisierung eines Dienstes zur reihenfolgetreuen Auslieferung in
Multicastgruppen
2.1 Ordnungssemantiken
In der Gruppenkommunikation lassen sich verschiedene Ordnungssemantiken denieren. Diese Eintei-
lung ermoglicht es, genau den Mechanismus zu verwenden, der den jeweiligen Notwendigkeiten entgegen-
kommt. In der Regel ist die Realisierung einer machtigeren Semantik mit einem hoheren Verarbeitungs-
und Zeitaufwand verbunden.
{ Die sicherlich einfachste Semantik stellt die ungeordnete Gruppenkommunikation dar. Die beteiligten
Instanzen sorgen dabei nur fur die Verteilung der Daten an mehrere Empfanger. Es kann einen oder
mehrere Sender geben.
{ Bei der einfachen Quellordnung konnen ebenfalls mehrere Sender an einer Kommunikationsbezie-
hung teilnehmen. Fur jeden Sender in der Gruppe gilt, da seine Nachrichten bei allen Empfangern
in der Reihenfolge der Ubergabe an die diensterbringende Schicht ausgeliefert werden. Nachrichten
verschiedener Sender konnen jedoch bei verschiedenen Empfangern auch in unterschiedlicher Reihen-
folge ausgeliefert werden. Ein Beispiel fur diese Klasse ist das Local Group Concept (LGC) [Hof96b].
{ Noch einen Schritt weiter geht die globale Ordnung. Bei ihr werden Nachrichten mehrerer Sender
bei allen Empfangern in der gleichen Reihenfolge ausgeliefert, die gleichzeitig der Reihenfolge der
Ubergabe der Nachrichten an die diensterbringende Schicht bei den Sendern entspricht. Zur Rea-
lisierung dieses Dienstes ist es erforderlich, da sich die Gruppenmitglieder auf eine gemeinsame
Zeitbasis einigen, die der Ordnung zugrunde gelegt wird.
{ Tritt zu der Forderung nach globaler Ordnung noch der Wunsch, da entweder alle Empfanger eine
Nachricht erhalten oder keiner, gelangt man zu atomarer Zuverlassigkeit. Drei Eigenschaften mussen
sichergestellt werden:
 Atomaritat (auch Atomizitat genannt): Eine Nachricht wird entweder an alle Empfanger ausge-
liefert oder an keinen.
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 Totale Ordnung: Alle beteiligten Empfangsinstanzen liefern die Nachrichten in der gleichen
Reihenfolge aus.
 Terminierung: Innerhalb einer festen Zeitspanne wird der Dienstnutzer benachrichtigt, ob der
Dienst erfolgreich erbracht wurde.
Neben diesen Ordnungssemantiken existieren noch weitere, die in ihrer Starke zwischen ungeordneter
Auslieferung und totaler Ordnung liegen.
Bei den vorgestellten Semantiken spielt auerdem die Zuverlassigkeit der Auslieferung eine Rolle. So mag
es fur Anwendungen beispielsweise ausreichen, da aus einer Menge von n Empfangern mindestens k eine
versendete Nachricht empfangen. Man spricht in diesem Zusammenhang von einer k-Zuverlassigkeit. Ist
gefordert, da mindestens ein Empfanger eine Nachricht bekommt, erhalt man entsprechend k = 1 und
spricht von 1-Zuverlassigkeit. Bei einer n-Zuverlassigkeit mussen alle Empfanger die Nachricht erhalten.
Eine etwas andere Form der Ordnungsrelation ist die der kausalen Ordnung. Hierbei wird beispielsweise
explizit angegeben, welche andere Nachrichten einer gesendeten Nachricht M vorangehen und gewisser-
maen bereits bei den Empfangern als Voraussetzung fur die Auslieferung vonM vorhanden sein mussen.
[CS93] enthalt eine Ubersicht uber die Grenzen der kausal und total geordneten Kommunikation.
Um die Komplexitat der Realisierung eines geordneten Multicast-Dienstes uberschaubar zu halten, wird
oft unterschieden zwischen der zuverlassigen Verteilung von Nachrichten und einer gegebenenfalls noti-
gen Umordnung der Nachrichten bei den Empfangern. Im Sinne des ISO/OSI-Schichtenmodells greifen
die Mechanismen zur Sicherstellung der Reihenfolgetreue dabei auf einem zuverlassigen Basisdienst








Abbildung3. Schichtenmodell zur Realisierung einer geordneten Auslieferung in Multicast-Gruppen
In diesem Modell werden die eigentlichen
"
Nutz-Nachrichten\ von der Beobachtungs- und Verzogerungs-
instanzen gegebenenfalls bis zu einer Umordnung gespeichert. Die Steuerung dient der Koordination der
beteiligten Schichteninstanzen untereinander bei der Festlegung der Auslieferungsreihenfolge. Fur die
Erbringung dieses Dienstes existieren bereits verschiedene Protokolle.
Die vorgestellte Architektur lat eine geringere Leistungsfahigkeit erwarten als die Verwendung eines
Protokolls, das gleichzeitig Fehlerkontrolle und Ordnung der Nachrichten sicherstellt [May93].
2.2 Entwurfsziele und Optimierungsstrategien
Es existiert eine ganze Reihe von Zielen, der bei dem Entwurf eines Protokolls zur Realisierung eines
reihefolgetreuen Multicast-Dienstes mehr oder weniger groe Bedeutung beigemessen werden kann. Dies
sind:
{ Minimierung der maximalen Verzogerung zu den Empfangern.
{ Minimierung der mittleren Verzogerung zu den Empfangern (gemittelt fur jeden einzelnen Empfanger
uber die Sender, fur jeden einzelnen Empfanger, uber verschiedene Kommunikationsszenarien oder
uber alle Empfanger).
{ Erzielung hoher Robustheit (Ausfall von Stationen, Partitionierung der Gruppe).
{ Minimierung der Anzahl zu sendender Kontroll-Nachrichten, um die Netzlast gering zu halten, ins-
besondere fur den Fall, da einige Mitglieder der Kommunikationsgruppe nur uber eine Verbindung
geringer Bandbreite, beispielsweise eine Funkschnittstelle, erreicht werden konnen [PRS96].
{ Skalierbarkeit hinsichtlich groer Entfernungen.
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{ Skalierbarkeit mit Blick auf eine groe Anzahl an Teilnehmern.
{ Moglichkeit des Hinzutretens neuer Mitglieder ohne Neuinitialisierung des Verfahrens bzw. der In-
stanzen.
Ein Vergleich der Leistungsfahigkeit einiger Protokolle fur den einfachen Fall eines einzelnen Senders
ndet sich in [May92].
2.3 Existierende Ansatze
In [Ste94] werden Protokolle zum schnellen, geordneten Multicast diskutiert. [GMS91] berucksichtigt
auerdem Aspekte der Zuverlassigkeit und stellt den sogenannten Propagation-Algorithmus vor. Ei-
ne ahnliche Ausrichtung ndet sich in [ADMSM95]. Das Amoeba-System [KT96] arbeitet Sequenzen-
basiert und mit negativen Quittungen zur Realisierung einer total geordneten Auslieferung und bietet
dem Benutzer die Moglichkeit, den gewunschten Grad an Fehlertoleranz zu wahlen. Ein Vergleich von
Protokollen zur fehlertoleranten Realisierung eines atomaren Broadcast wird in [Anc93] gegeben. In
[GLS96] werden Verfahren zur Vermeidung von eventuellen Blockierungen diskutiert.
Das Totem-System [MMSA+96, MMSA+94, CMMS96, Aga94, AMMSB94, VMMSS94, Val94, MSMA91,
AMMS+93] sorgt fur die zuverlassige, total geordnete Verteilung von Multicast-Nachrichten. Es nutzt
dabei die Moglichkeit eines in einem LAN hardwaremaig realisierten Broadcasts. Der Transis-Ansatz
[DM96, Kra92, Hul96] zur Erbringung eines Multicast-Dienstes verfolgt drei Ziele. Zuerst berucksichtigt
es den Fall einer Partitionierung des Netzwerkes zur Laufzeit und bietet Werkzeuge zumWiederaufsetzen
nach der Wiedervereinigung der Teile. Als zweites ist das System skalierbar, indem es eine hierarchische
Struktur aufweist. Dadurch eignet es sich auch fur Gruppenmitglieder, die sich nicht im gleichen LAN
benden, sondern uber weitere Strecken miteinander kommunizieren. Drittens wird die Moglichkeit des
ezienten Multicasts in LANs fur eine schnelle Cluster-Kommunikation ausgenutzt. Eine hierarchische
Struktur ndet sich auch im Reliable Multicast Transport Protocol (RMTP) [LP96].
Protokolle zur geordneten Auslieferung konnen auerdem fur
"
harte\ Realzeit-Anforderungen (synchro-
ne Gruppenkommunikation) ausgelegt sein oder fur schwachere Bedingungen (asynchrone Gruppenkom-
munikation) [Cri96].
Das ISIS-System [ISI96] ist aus der Untersuchung von Fehlertoleranz in verteilten Systemen entstan-
den. Sein Nachfolger Horus [vRBM96, Hor] hat sich zum Ziel gesetzt, daruber hinaus auf parallelen
Prozessoren und in ATM-Netzen einsetzbar zu sein.
Protokolle zur Erbringung des reihefolgetreuen und zuverlassigen Multicast-Dienstes basieren auf ver-
schiedenen Synchronisationsmechanismen. Entsprechend lassen sie sich in folgende Kategorien einteilen:
{ Zeitbasierte Protokolle verwenden eine gemeinsame Zeitbasis, anhand derer sie Nachrichten ver-
schiedener Sender ausliefern. Die Bereitstellung einer Zeitbasis mit der erforderlichen Auosung bei
allen Teilnehmern ist allerdings unter Umstanden aufwendig. Neben dem Global Positioning Sy-
stem (GPS) kann hierzu auch das von oentlich-rechtlichen Fernsehanstalten ausgesendete Signal




Senderorientierte\ Protokolle lassen die Sender von Nachrichten dafur sorgen, da die Ausliefe-
rungsreihenfolge bei allen Empfangern gleich ist.
{
"
Empfangerorientierte\ Protokolle uberlassen es den Empfangern einer Kommunikationsgruppe, die
Auslieferungsreihenfolge festzulegen.
Eine andere Klassizierung geht etwa von Token-orientierten Protokollen gegenuber symmetrischen
Verfahrensweisen aus [RFV96]. Eine Bewertung der Verfahren orientiert sich an ihrer Eignung fur groe
Gruppen, ihrer Leistungsfahigkeit und der resultierenden Netzbelastung.
3 Weiterfuhrende Arbeiten
Die existierenden Ansatze bieten noch Potential fur Verbesserungen. Dazu zahlen sowohl die Ausrich-
tung auf ATM-Netze als auch generelle Verbesserungen fur den Einsatz in Weitverkehrsnetzen. Die
vorgestellten Ansatze zielen in der Regel auf die Optimierung eines gewissen Aspekts, der im Zusam-
menhang mit der jeweils primar betrachteten Anwendung wichtig ist. Nur bei Horus ndet sich explizit
die Ausrichtung auch auf die ATM-Architektur, [RFV96] legt Wert auf die speziellen Probleme in Weit-
verkehrsnetzen. Transis, das LCG und RMTP verwenden einen hierarchischen Ansatz.
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Steigerungen der Leistungsfahigkeit von Protokollen zur geordneten und zuverlassigen Auslieferung in
Multicast-Gruppen konnen sich durch folgende Techniken ergeben:
{ Einsatz von Verfahren zur Vorwartsfehlerkorrektur (FEC). Gerade in Weitverkehrsnetzen besteht
eine nicht zu vernachlassigende Wahrscheinlichkeit fur Zellverluste. Der Einsatz von FEC kann
eine Leistungssteigerung herbeifuhren, indem die Zellverlustrate gesenkt wird, was wiederum die
Auslieferung bei den Empfangern beschleunigt und die Haugkeit von Reinitialisierungsmanahmen
etwa bei tokenbasierten Verfahren reduziert.
{ Einsatz mehrerer Wege, z.B. virtueller Pfade in ATM-Netzen. Eine Moglichkeit, dem Verlust von
Nachrichten entgegenzuwirken, ist der Einsatz paralleler virtueller Pfade zur Ubermittlung von
Nachrichten in ATM-Netzen. Auch im verlustfreien Fall konnen sich Leistungsvorteile fur das Ver-
fahren ergeben.
{ Einsatz von Gruppenkommunikationsservern im Netz. Um die beteiligten Endsysteme zu entlasten,
bietet sich die Verwendung von Gruppenkommunikationsservern (GKS) [CD96] an. Ein Teil des
notwendigen Verwaltungs-Overheads wird damit vom GKS erbracht. Dieser kann auf die Aufgabe
hin optimiert werden. Eine weitere Stufe ist der hierarchische Einsatz solcher GKS.
Jede dieser Techniken lat sich auerdem auf die Verteilung der Nutzdaten oder der Kontrollnachrichten
anwenden. Die Verwendung der oben genannten Techniken lat auf eine Verringerung der Netzlast, eine
verringerte (maximale oder durchschnittliche) Auslieferungsverzogerung, eine groere Robustheit gegen
den Ausfall von Teilnehmern und gegen Zellverluste sowie eine bessere Skalierbarkeit der Verfahren
hoen.
Geplante Arbeiten umfassen die folgenden Aspekte:
{ Analytische Untersuchung der Auswirkungen der Integration von FEC in ein ausgewahltes Protokoll
zur geordneten Auslieferung in Multicast-Gruppen sowie gegebenenfalls Simulation eines Szenarios.
{ Analytische Untersuchung des Einsatzes redundanter Wege in einem ausgewahlten Protokoll zur
geordneten Auslieferung in Multicast-Gruppen sowie Simulation dieses Szenarios.
{ Implementierung eines neuen, etwa Server-basierten Ansatzes zur Erbringung des Dienstes der ge-
ordneten Auslieferung in Multicast-Gruppen.
{ Praktischer Einsatz eines angemessenen Dienstes mit einer Anwendung (Datenbank, Whiteboard
oder andere).
{ Formale Beschreibung eines Protokolls mit SDL oder in einer Prozealgebra.
{ Klarung von Sicherheitsaspekten.
4 Zusammenfassung
Zur Realisierung von Protokollen zur geordneten und zuverlassigen Auslieferung in Multicast-Gruppen
existiert bereits eine Vielzahl von Protokollen. Sie weisen jedoch noch Potential fur Verbesserungen auf.
Insbesondere kann eine Optimierung einiger Protokolle mit Blick auf ATM als Ziel-Netzwerktechnologie
durchgefuhrt werden. Die Leistungsfahigkeit heutiger Arbeitsplatzrechner sowie die Charakteristika
hochleistungsfahiger Netztechnologien wie ATM verlangen eine adaquate Erbringung von Kommuni-
kationsdiensten. Die hier skizzierten Arbeiten sollen einen Schritt in diese Richtung gehen.
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Protokollbasierte Spezikation von Teamarbeit
Oliver Frick
Teamarbeit ist das Zusammenwirken mehrerer Einzelpersonen, um ein bestimmtes ubergeordnetes Ziel
zu erreichen. Basis fur Teamarbeit ist das aufeinanderbezogene Handeln der Teilnehmer, da durch
Austausch von Information zwischen den Kooperationsteilnehmern, also durch Interaktion erfolgt. Nach
Mallone [MC90] ist eine harmonische Zusammenarbeit erst durch Koordination der einzelnen Interakti-
onen moglich. Koordination bedeutet dabei das Steuern der einzelnen aufeinanderbezogenen Interakti-
onen ihm Rahmen einer Policy, die die Regeln der Koordination deniert. Eine Policy wird implementiert
durch ein Koordinationsprotokoll, das zwischen den Kooperationspartnern vereinbart ist. Die Denition
eines Koordinationsprotokolls erfolgt dabei oft implizit (etwa im Rahmen des sozio-kulturellen Hinter-
grunds der Kooperationspartner) unter Verwendung von Rollen. Die Art der Koordination hangt dabei
von der Art der Aufgabe und der Form und Qualitat der zur Aufgabenlosung eingesetzten Interaktion
ab; bei der Interaktion "Sprechen in kleiner Gruppe" erfolgt z.B. eine hochdynamische Koordination
mit stark wechselnden Rollen, wohingegen bei einer Dienstreiseabrechnung klare Rollen existieren und
der Ablauf der einzelnen Schritte und Handlungen (weitgehend) klar deniert ist.
Dieser Beitrag analysiert die Methoden zur Rechnerunterstutzung von Teamarbeit und stellt einen
strukturierten Ansatz zur ezienten Entwicklung von Teamarbeitssystemen vor. Der Ansatz basiert
auf der Beobachtung, da heute geeignete Mechanismen zur Interaktionsunterstutzung bereit stehen.
Diese mussen um Koordinationspolicies erganzt werden, um Teams bei ihrer Aufgabenlosung spezisch
zu unterstutzen. Der Entwurf von Koordinationsprotokollen erfolgt dabei mehrstug und basiert auf




Die in der Literatur beschriebenen Modelle zur Rechnerunterstutzung von Teamarbeit basieren im
Wesentlichen auf dem vorgestellten Modell von Interaktion und Koordination [Ru93]. Ziel der Rech-
nerunterstutzung ist es dabei, die Grenzen, die herkommlicher Teamarbeit durch Gruppengroe, geo-
graphischer Verteilung oder Zeitbedingungen gegeben sind, zu erweitern. Ein verteiltes Rechnersystem
kann hier sowohl Interaktion als auch Koordination unterstutzten.
Interaktionsunterstutzung: Aspekte wie geographische Verteilung, Zeitbezug der Handlungen zu-
einander oder der Typ der ausgetauschten Information denieren unterschiedliche Interaktionsformen
wie synchron/asynchron oder textbasiert/multimedial, fur die heute eine breite Palette an Interakti-
onsmechanismen wie strukturierte Mail, gemeinsam nutzbare Informationseinheit, Mehrbenutzereditor,
oder Videokonferenz existieren. Diese Mechanismen, die heute auch oft unter dem Begri Groupware zu-
sammengefat werden, stellen ihre Funktionalitat auf verschiedenen Abstraktionsstufen zur Verfugung,
von OLE oder RPC Schnittstellen [ADH+93, ITU94] bis hin zu objektorientierten Klassenbibliothe-
ken [Tee96, RG92, MLF92] reichen. Schwerpunkte sind dabei Kommunikationsunterstutzung und Be-
nutzerinteraktion; Koordination ist in der Regel nicht oder nur sehr rudimentar ausgebildet.
Koordinationsunterstutzung: Die Koordinationsunterstutzung erweitert das implizite, soziale Ko-
ordinationsprotokoll der Gruppe um ein technisches Koordinationsprotokoll. Die Notwendigkeit einer
zusatzlichen Koordination entsteht durch ungewohnte bzw. schlechte Interaktionsmechanismen, durch
stark entkoppelte Interaktionen, die das Entstehen von sozialen Protokollen erschwert, oder durch groe
Teams oder komplexe Probleme. In der Literatur ubliche Koordinationsprotokolle basieren auf Me-
taphern wie Gruppe oder Konferenz [RG92], Rolle als Abstraktion fur Rechte und Eigenschaften von
Teammitgliedern [Rei92], Aufgaben und Ablaufe [Tee96], oder Berechtigungstokens [ADH+93]. Die tech-
nische Koordination wird (insbesondere im Bereich Vorgangsbearbeitung) so weit getrieben, da das
soziale Protokoll vollstandig verdrangt wird. Dieses Vorgehen beruht auf einer vollstandigen taylorist-
ischen Aufgabenzerlegung in Teilaufgaben, bis alle Interaktionskonikte gelost [Rei93]. Teilkoordinierte
Teamarbeit ndet sich mehr im Bereich der synchronen Teamarbeit; hier fallt die Koordination jedoch




Sowohl in der Literatur als auch in in Form von Produkten und Standards [ITU94] nden sich eine gro
Menge an geeigneten Mechanismen zur Interaktionsunterstutzung fur Teamarbeit. Beim Einsatz von
rechnergestutzten Systemen zur Unterstutzung von Teamarbeit wurden jedoch bei spezischen Proble-
men eine Reihe von Beschrankungen und Deziten beobachtet, die sich auf inadaquate Koordination
zuruckfuhren lassen [MO94, EGR91a] und sich durch Koordinationszusammenbruche oder kreativitats-
hemmende Uberkoordination [EGR91a] auern. Eine adaquate Koordination mu eine Reihe von For-
derungen genugen:
Reexion des Kontextes Koordination stellt einen massiven Eingri in das Kooperationsverhalten
des Teams dar. Die Erfahrung mit Workowsystemen hat gezeigt, da individuelle Teams und An-
wendungskontexte eine gruppen- und problemspezische Koordination benotigen [Rei93]; generische
Koordination wie von vielen konferenzorientierten Systemen ist zu allgemein und nicht geeignet.
Oenheit Technische Koordination soll das soziale Protokoll erganzen. Bei einer rechnerunterstutzten
Kooperation existieren zwei parallele und Aktivitatssebenen aus technischer Koordination und sozial
koordinierten (bzw. aus Rechnersicht unkoordinierten) Aktionen. Eine vollstandige Verdrangung des
sozialen Protokolls ist nur bei sehr gut verstandenen statischen Aufgaben und exakter Problemzer-
legung moglich; Parallelitat kann hier nur entstehen, wenn alle Teilaufgaben entkoppelt sind. Diese
Art der Arbeitsaufteilung steht jedoch im Gegensatz zum Lean Management und wirkt kontrakoope-
rativ [BB94b]. Die Koordination in rechnerunterstutzter Teamarbeit mu oen sein gegenuber der
zweiten Aktivitatsebene des sozialen Protokolls, das im Rahmen des technischen Protokolls gefuhrt
wird.
Dynamik Rechnerunterstutze Koordination geht in der Regel von vereinfachenden Annahmen uber
die Gruppenstruktur dynamischen Prozesse innerhalb der Gruppe aus [MO94]. Schon eine einfa-
che Sender/Empfanger Interaktion bedingt jedoch eine fortlaufende Anderung des Rollenverhaltens,
was sich bei komplexeren Aufgaben und enger Kooperation entsprechend fortsetzt. Statische Rollen
lenkt jedoch die Kooperation in starren Bahnen, generalisierte Rollen bedingen eine verallgemei-
nernde und unprazise Koordination. Ansatzweise wird Rollenanderungen in der Koordination mit
Sprechakten eingefuhrt [Win86]. Eine adaquate Koordinationsunterstutzung reektiert die Dynamik
in der Koordination und unterstutzt diese in Form von Rollenanderungen explizit.
1.3 Entwicklung von Teamarbeitssystemen
Die Entwicklung von Teamarbeitssystemen kann als Systemintegrationsproze angesehen werden, bei
dem vorhandene Interaktionsmechanismen in Form von Toolkits oder generischen Bausteinen geeignet
kombiniert und um eine Koordinationssteuerung in Form eines Koordinationsprotokolls erganzt wer-
den. Durch die Forderung nach Reexion des Anwendungskontextes werden Teamarbeitssystem zu hoch
spezialisierten Systemen, deren allgemeine Wiederverwendung erschwert ist. Anwendungsspezisch sind
dabei vorwiegend die Koordinationsprotokolle, deren Gestaltung aber kritisch fur eine eziente Teamar-
beit ist. Hauptaufgabe einer Entwicklungsunterstutzung fur Teamarbeitsysteme ist also eine ezienten
Entwurfsunterstutzung fur Koordinationsprotokolle.
2 Entwurf von Koordinationsprotokollen
Um sowohl den Anwendungsbezug als auch die Einbindung der Interaktionsmechanismen zu erreichen,
wird der Entwurf von Koordinationsprotokollen in 4 Entwurfsebenen angegangen, fur die je eigene Be-
schreibungsmittel zur Verfugung stehen. Ausgehend von einer abstrakten, verhaltensgetriebenen Analyse
von Anwendungs- und Einsatzszenarien wird eine Spezikation von Koordinationsprotokollen erstellt,
die dann uber eine Systemspezikation in eine Implementierung transformiert wird. Kennzeichnend ins-
besondere fur die ersten Ebenen ist die Verwendung von Rollen als erstrangiges Entwurfsartefakt. Auf
allen Ebenen werden fur Entwickler lesbare Entwurfsartefakte verwendet, um vorhandene Interaktions-
mechanismen auf verschiedenen Ebenen einbinden zu konnen. Durch die Denition einer Transformati-
onsemantik und einer Entwurfsmethodik fur den gesamten Proze ist die Semantik der vorigen Ebene
in der nachsten Ebene erkennbar. Abbildung 4 skizziert den Entwurfsproze und zeigt beispielhaft Be-
schreibungsmittel fur jede Ebene.
1 Ebene: Kooperationsszenarien. Basis fur den Entwurf von Kooperationsprotokollen bilden Team-
arbeitszenarien, die aus Rollen, Interaktionsmechanismus und Koordinationsdienst bestehen (Abbil-








































































































































































b.) Koordinationsprotokoll in RISDL





























Abbildung 4. 4 stuger Entwurfsproze zur protokollbasierten Spezikation
onsverhaltens, das unmittelbar auf Teammitglieder abgebildet werden kann. Intendiertes Interaktions-
verhalten von Rollen wird durch Interaktions-Service-Parameter (Interaktions-QoS) ausgedruckt (z.B.
durch Interaktionsdauer, Interaktionsqualitat, Verhaltnis der Interaktionsnutzung im Vergleich zu ande-
ren Rollen). Koordinationsverhalten wird als Dienstspezikation in Form von Contracts zwischen Rollen
und Koordinationsdienst deniert und erfolgt, ahnlich der von Jacobsen vorgestellten use cases [JCJO92]
verhaltensgetrieben. Die Zweiteilung in Interaktions- und Koordinationsverhalten ermoglicht eine Ko-
ordination paralell zur Interaktionsaktiviaten der Rollen und erlaubt so Oenheit der Koordination.
2 Ebene: Koordinationsprotokoll mit Role Interaction SDL (RISDL). Ausgehend von den zu-
vor denierten Rollen und deren contracts mit dem Koordinationsdienst wird das Verhalten des Koordi-
nationsprotokolls speziziert. Analog zur Vorgehensweise beider Spezikation von Kommunikationspro-
tokollen werdenMessage Sequence Charts pro Rolle gebildet und diese innerhalb eines Protokollblocks in
Korrelation zueinander gesetzt. Ein Protokollblock umfat jeweils einen sequentiellen Koordinationsab-
lauf; parallele Koordinationsablaufe werden in parallelen Blocken deniert. Der Aufbau ist rollenzentriert
und erfolgt ahnlich zu Role Interaction Networks (RINs) [Rei92]. Da im Gegensatz zu RINs bei einem
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Protokoll das Verhalten explizit und vollstandig beschrieben sein mu, wird das Koordinationsverhal-
ten jeder Rolle zustandsorientiert mit einer SDL ahnlichen Notation ausgedruckt. Erweitert wurde die
Notation um Elemente, die explizit die Dynamik von Rollenwechseln ausdrucken (Abbildung 4 b). Das
Koordinationsprotokoll benutzt den Interaktionsmechanismus uberwiegend wahrend des Rollenwechsels,
diese wurden deshalb in Makros zusammengefat. Ein RISDL Block, mit dem sich Protokolleinheiten
rollenzentriert und formal beschreiben lassen, stellt das zentrale Entwurfsartefakt der Protokollspezi-
kation dar, das auch als Konstruktionselement fur komplexere Protokolle dient.
3 Ebene: Systemspezikation in SDL. Aus einer RISDL Spezikation lat sich nun weitgehen me-
chanisch die Systemspezikation des Koordinationsprotokolls ableiten. Die Systemspezikation erfolgt in
SDL, das sich als besonders geeignet zur Spezikation von Protokollen erwiesen hat. Zur Transformation
wird aus jedem RISDL Protokollblock ein SDL Block erzeugt, bei dem das Protokollverhalten der Rollen
in einem SDL Proze ausgedruckt wird. Der Entwurf der Zustandsautomaten erfolgt rollenzentriert, in-
dem jedes Rollenverhalten in einem eigenen Zustandsautomaten ausgedruckt wird (Abbildung 4 c). De-
tailliert wird die Transformation Koordinationsprotokollen in SDL Spezikationen in [Fri96a] erlautert;
fur die Integration von multimedialen Kommunikationskanalen auf der Basis von COSIMA (siehe Sei-
te 57) in ein SDL speziziertes Koordinationsprotokoll sei auf [FS96] verwiesen.
4 Ebene: Codegenerierung und Laufzeitumgebung.Wichtig fur eine eziente Teamarbeit ist
eine einfache Verfugbarkeit und Instantiierung einer Kooperationsunterstutzung. Aus heutiger Sicht ist
das in einer WWW basierten Umgebung am besten zu gewahrleisten. Die SDL Systemspezikation des
Koordinationsprotokolls wird deshalb in eine Java Klassenbibliothek compiliert, die dann eine Koopera-
tionspolicy in einem Web Browser implementiert. Zur Instantiierung einer Kooperation mussen die im
Protokoll verwendeten koordinierenden Interaktionsaktionen in der Java Laufzeitumgebung vorhanden
sein (der Interaktionsmechanismus mu also beim entsprechenden Teilnehmer installiert sein). Die vom
Team benotigte Policy wird dann beim Kooperationsstart vom Koordinationsserver geladen und als
verteilte Anwendung abgearbeitet (Abbildung 4 d).
3 Diskussion
Mit Kooperationsszenarien und RISDL Spezikationen stehen dem Entwickler nun Bausteine zur Ver-
fugung, um verschiedene Kooperationsformen zu modellieren. Ausgehend von generischen Koopera-
tionsbausteinen lassen sich durch Verschmelzung von Kooperationsszenarien ahnlich einer Mehrfach-
vererbung spezische synchrone Kooperationsformen einfach erzeugen. Asynchrone, workowahnliche
Kooperationsformen erhalt man durch Aggregation von Protokollblocken in hierarchischen Zustands-
automaten auf der Basis von State Charts, wie in [Tee96] mit HieraStates demonstriert. Ein Ansatz
dazu wird in [Fri96b] diskutiert. Der protokollbasierte formale Ansatz zur Spezikation von Teamarbeit
mit RISDL und SDL ermoglicht neben den gangigen Analysen uber Erreichbarkeit und Lebendigkeit
auch die anwendungsbezogene Verikation des Teamverhaltens. Wahrend die aus dem Business Process
Reegineering stammenden Ansatze auf eine Modellierung fokussieren und keine Form der Verikation
uber Simulation hinaus anbieten, erlauben Systeme aus dem CSCW Kontext bestenfalls eine Verika-
tion auf Basis von Petri-Netzen [Rei92], die durch die mangelnde Intuitivitat und den groen Abstand
zum ursprunglichen Beschreibungsmittel stark erschwert ist. Die Verikation von RISDL und SDL Spe-
zikationen basiert auf den in RISDL verwendeten Message Sequence Charts, die sich aus Kooperati-
onsszenarien ableiten lassen. Diese dienen zur Generierung von Testfallen, die dann der Spezikation
gegenubergestellt werden konnen. Die umfassende Semantik eines formalen Protokolls erlaubt eine weit-
gehend mechanische Transformation in eine Implementierung, was durch einen SDL nach Java Compiler
gezeigt wird. Der Gewinn des Verfahrens kann am Beispiel der Koordinationssteuerung des Konferenz-
systems MMC [ADH+93] gezeigt werden, bei dem die im MMC Conference Manager implementierten
Koordinationspolicies ezient nachgebildet werden und einfach neue Policies deniert werden konnen.
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WebComposition: Softwaretechnik fur Entwicklung und
Wartung von Web-Anwendungen
Hans-Werner Gellersen
1 Motivation und Zielsetzung
Das Web ist innerhalb kurzster Zeit zu einer Anwendungsplattform von enormer Verbreitung geworden.
Wahrend zunachst vor allem statische Informationssysteme ohne Funktionalitat auf Webbasis entwickelt
wurden, wird die Webplattform zunehmend fur komplexe, verteilte Softwaresysteme mit heterogenen
funktionalen Komponenten und Datenbanken genutzt.
Wie in allen jungen Anwendungsdomanen steht auch im Web-Bereich zunachst noch die schnelle ad-
hoc-Realisierung von Anwendungen im Vordergrund. Diesem Trend folgend konzentriert sich die Soft-
waretechnik fur Web-Anwendungen bisher auf die Entwicklung, wahrend Betriebs- und Wartungsun-
terstutzung noch sehr vernachlassigt werden. Die softwaretechnische Unterstutzung der Anwendungs-
entwicklung ist dabei allerdings auch noch stark eingeschrankt. Sie konzentriert sich primar auf die
Bedienoberache von Web-Anwendungen losgelost von weiteren Komponenten wie etwa Datenbanken
oder Dienstprogrammen. Ein weiterer Mangel der derzeitigen Werkzeugunterstutzung ist die fehlende
Unterstutzung strukturierter Entwicklung, etwa um Wiederverwendung und Wartbarkeit zu fordern.
Derzeitige Werkzeuge erlauben die schnelle Erstellung von Web-Bedienoberachen mittels WYSIWYG-
Editoren, sie unterstutzen aber weder die Organisation der Artefakte nach softwaretechnischen Kriterien
(Anderbarkeit, Wartbarkeit, etc.) noch die Strukturierung der Oberachenkomponenten nach Kriterien
der Benutzbarkeit (Konsistenz, Aufgabenangemessenheit, etc.).
Allgemeine Zielsetzung des Projekts WebComposition ist die Entwicklung von Softwaretechnik fur die
disziplinierte Erstellung und Pege von Web-Anwendungen, bestehend aus aufeinander abgestimmten
konstruktiven Manahmen der Qualitatssicherung. Zu solchen Manahmen zahlen die grundsatzliche
Strukturierung von Entwicklung und Wartung in einem Prozemodell, Modelle zur Beschreibung von
Artefakten, Werkzeuge zur Automatisierung von Entwicklungs- und Wartungsaufgaben sowie Methoden
zur Systematisierung von Entscheidungsprozessen. Ziel ist sowohl die Verbesserung der Prozequalitat
(z.B. Reduktion von Entwicklungs- und Wartungsaufwanden, Durchgangigkeit der Unterstutzung, etc.)
als auch der Produktqualitat (z.B. Anderbarkeit, Strukturiertheit).
Zu den konkreten Zielen des Projekts gehort verbesserte Code-Wiederverwendung in Web-Bedienober-
achen. Wiederverwendung von Oberachenkomponenten geschieht heute in der Regel durch Kopieren,
Einfugen und ggf. Modizieren. Code-Sharing wird nur durch Sever-Side Includes unterstutzt. Oen-
sichtlich liegt hier ein groes Potential fur Steigerung der Entwicklungsezienz durch Nutzung von
Objekttechnologie, wie der Stand der Softwaretechnik fur Bedienoberachen belegt. Ein erster Ansatz
in dieser Richtung ist WebObjects, ein Toolkit mit Bedienelementen fur Weboberachen [YN96]. Web-
Objects zielen allerdings allein auf Wiederverwendung haug gebrauchter Oberachenbausteine ab und
bieten keine Unterstutzung fur strukturierte Entwicklung; daruberhinaus sind sie sehr umstandlich zu
implementieren (z.B. getrennte Files fur Objektdaten und Objektoperationen). Als besonderer Aspekt
der Wiederverwendung in Web-Software soll im Projekt WebComposition die Wiederverwendung von
Navigationsstrukturen betrachtet werden. Navigationsstrukturen treten in Web-Sites i. allg. in sich wie-
derholenden Mustern auf. Unterstutzung fur ihre Wiederverwendung verspricht somit eine erhebliche
Reduktion des Entwicklungsaufwands und tragt zur Konsistenz von Weboberachen bei.
Ein weiteres konkretes Ziel ist die ganzheitliche Betrachtung von Web-Anwendungen mit Oberachen-
komponenten, Dienstprogrammen und Datenbanken. Grundlage hierfur mu ein Modellierungskonzept
sein, da Anwendungen mit allen Aspekten beschreibt, die fur Oberachen-, Dienste-, und Datenban-
kentwurf relevant sind. Aufbauend darauf kann durch Methoden und Werkzeuge in einem denierten
Proze die Integritat der verschiedenen Komponenten unterstutzt werden, so z.B. Beziehungen zwischen
Modellen in Datenbanken und Sichten in der Bedienoberache.
2 Ein objektorientierter Ansatz fur Web-Anwendungen
Grundlegender Ansatz in WebComposition ist die Anwendung und Erweiterung etablierter Konzepte
der Softwaretechnik. Als Stand der Technik wird Objektorientierung aufgegrien, vor allem in Hinblick
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auf Modellierung in Analyse und Entwurf, aber auch zur Implementierung generischer Softwarekom-
ponenten. Ganz konkret wird fur die Modellierung das OMT-Objektmodell von Rumbaugh [RBP+91]
aufgrund seiner hohen Akzeptanz, seiner Machtigkeit und Kompaktheit und nicht zuletzt seiner Daten-
banknahe aufgegrien.
2.1 Skizze des Entwicklungs- und Wartungsprozesses
Der WebComposition-Proze, der durch Anwendung in verschiedenen Web-Projekten explorativ ent-
wickelt wird, kann zunachst wie folgt skizziert werden. Initiale Akitvitat ist die objektorientierte Ana-
lyse der zu entwickelnden Anwendung wie in objektorientierten Methoden ublich. Wichtig ist in dieser
Phase die Abstraktion vom Losungsraum, d.h. von Softwarekonzepten. In der Webdomane bedeutet
das insbesondere auch Abstraktion von Konzepten wie HTML-Seite und Web-Server. Sinn der Ab-
straktion, d.h. der klaren Trennung von Analyse- und Entwurfsentscheidungen, ist oensichtlich die
Vermeidung einer fruhen Einengung des Entwurfsraums. Ergebnis einer objektorientierten Analyse ist
die Beschreibung der statischen Architektur einer Anwendung, d.h. der in der Anwendungsdomane exi-
stierenden Komponenten und ihrer statischen Beziehungen. Erganzend ist eine Erfassung dynamischer
Anwendungsaspekte wichtig, z.B. informell anhand von Szenarien.
Aus der statischen Architekturbeschreibung einer Anwendung lassen sich im Prinzip nun statische Be-
dienoberachen herleiten. In der Literatur gibt es zahlreiche Beispiele fur die teils sogar vollautomati-
sierte Abbildung von Objektmodellen (oder auch ER-Modellen) auf statische Bedienoberachen, insbe-
sondere fur Informationssysteme (z.B. [JWZ93, Bal93]. Die vielen Beispiele zeigen aber auch deutlich die
unzureichende Qualitat der so erzeugten Bedienoberachen. Unsere umfassende Anwendungserfahrung
in der Webdomane zeigt weiter, da im Entwicklungsproze eine Schnittstelle zur kreativen Gestaltung
durch Graker etc. vorgesehen werden mu. Der Teilproze der Oberachenentwicklung in WebCom-
position wird daher wie folgt konzipiert. Ausgehend von Komponenten des Analysemodells konnen me-
thodisch unterstutzt Komponenten der Oberache als Sichten identiziert werden. Aggregations- und
Klassikationsbeziehungen geben Hinweise auf zusatzliche Komponenten zur Strukturierung der Bedien-
oberache. Auf der Identikation von Komponenten der Oberache setzt der kreative Gestaltungsproze
auf. Dazu gehort zunachst die Abbildung von Komponenten auf Seiten und dann die Gestaltung der Sei-
tenlayouts, die durch Autorenwerkzeuge wie WYSIWYG-Editoren bereits umfassend unterstutzt wird.
Ergebnis der Seitengestaltung sind HTML-Artefakte, die fur die Ruckfuhrung in den WebComposition-
Proze geparst und in HTML-Komponenten dekomponiert werden. Die Zergliederung in Komponenten
erlaubt dann die objektorientierte Beschreibung von Weboberachen, insbesondere die Beschreibung
von Vererbungsbeziehungen zwischen Seiten. Konkrete Seiten, d.h. instanziierbare Seiten, lassen sich,
wie die Betrachtung existierender Websysteme zeigt, in der Regel uber mehrere Hierarchiestufen sukzes-
sive abstrahieren, wobei generische Seiten aus Komponenten bestehen, die allen erbenden Seiten gemein
sind. Uber die objektorientierte Beschreibung hinaus mussen fur die Oberachenmodellierung auch dy-
namische Aspekte erfat werden, insbesondere die Navigation zwischen HTML-Komponenten. Hierzu
wird in WebComposition an einer einfachen Erganzung des Objektmodells gearbeitet.
Der WebComposition-Proze sieht die Abbildung der objektorientiert beschriebenen Artefakte, d.h.
der Anwendungskompenenten und der Oberachenkomponenten auf relationale Datenbanken als Re-
positorium fur die weitere Entwicklung und Wartung vor. Relationale Datenbanken haben gegenuber
objektorientierten Datenbanken den entscheidenden Vorzug der hoheren Verbreitung und Akzeptanz.
Das grundlegende Konzept sieht vor, alle Anderungen im Rahmen des Betriebs und der Wartung einer
Web-Anwendung auf den Datenbanken durchzufuhren und aus der Datenbank heraus jeweils aktuali-
sierte Seiten zu generieren. Die Generierung einer Seiteninstanz geschieht dabei durch Verknupfung der
entsprechenden Seitentemplates mit den assoziierten Anwendungskomponenten. Die so erzeugten Sei-
ten sind im Wirkbetrieb dann statisch verfugbar; nur fur die Anwendungskomponenten, die sich haug
andern, mussen dynamische Datenbankanfragen in die Web-Seiten integriert werden. Wahrend bei der
initialen Erzeugung das komplette Web-Frontend generiert werden mu, konnen Aktualisierungen im
Rahmen der Wartung anhand von Abhangigkeitsbeziehungen im Modell auf die betroenen Seiten be-
schrankt werden.
Die Abbildung von Objektmodellen auf Datenbanken wird erganzt durch Abbildung der Funktionalitat
von Objekten auf ein Laufzeitsystem. Neben anwendungsspezischer Funktionalitat bietet das Laufzeit-
system Standardoperationen fur die in der Datenbank gehaltenen Oberachenkomponenten, z.B. fur
ihre Instanziierung in HTML-Code. Weiter umfat das Laufzeitsystem Managementkomponenten fur
Wartungsvorgange sowie APIs, uber die Systemfunktionalitat z.B. wieder in Web-Anwendungen einge-
bunden werden kann. Aus Grunden der Portabilitat und hohen Akzeptanz wird das Laufzeitsystem in
Java realisiert.
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2.2 Objektmodell und Entwurfsmuster
Im WebComposition-Objektmodell werden in einem ersten Ansatz drei Objektkategorien unterschieden:
Contents, Components und Pages. Contents sind konzeptionelle Objekte der Anwendung, d.h. Objekte
des grundlegenden Analysemodells. Pages sind Abstraktionen von Web-Seiten und Components Ab-
straktionen von den Elementen, aus denen Web-Seiten sich zusammensetzen. Web-Bedienoberachen,
oder kurz Web-Sites, bestehen aus Pages, die wiederum in Components dekomponiert werden. Com-
ponents konnen rekursiv aus elementare Components zuruckgefuhrt werden, die in einer Model-View-
Beziehung mit Contents assoziiert werden. Sowohl Pages als auch Components werden durch HTML-
Code deniert, der Objektreferenzen auf Components bzw. bei elementaren Components auf Contents
enthalt. Der HTML-Code kann parametrisiert sein, wobei die Parameter als Attribute des Objekts mo-
delliert werden. Die Objektbeschreibung durch HTML-Code ist eine Kurzform zur Beschreibung der
Instanziierungsmethode des jeweiligen Objekts.
Durch Generalisierung konnen sowohl fur Pages als auch fur Components Vererbungshierarchien ent-
wickelt werden. In der Vererbungshierarchie der Pages erfolgt Spezialisierung durch Konkretisierung
oder Uberschreiben von Components oder HTML-Parametern. Eine abstrakte Page kann beispielsweise
deniert werden durch Bezug auf die abstrakten Components Header, Body und Footer, und spezialisiert
werden durch z.B. Bezug auf eine konkrete(re) Header-Component. Bei den Components erfolgt Spe-
zialisierung zum einen wie bei Pages mit Bezug auf Struktur, aber insbesondere auch durch Assoziation
mit Contents. Hierin gleichen Components allgemeinen Interaktionsobjekten. Wie diese konnen relativ
konkrete Components wie etwa fur Forms und Menus durch Abstraktion von Contents anwendungsu-
nabhangig in Klassenbibliotheken angeboten werden. Neben den oensichtlichen und z.B. auch schon
in WebObjects realisierten Kandidaten fur eine solche Klassenbibliothek werden im WebComposition-
Projekt z.B. auch Components fur die Iteration uber Contents entwickelt. In Abbildung 5 sind die




Abbildung5. Grundlegende Beziehungen im WebComposition-Objektmodell
Neben der Wiederverwendung durch Vererbung auf Klassenebene wird in WebComposition insbesondere
die Wiederverwendung von Entwurfsmustern auf Architekturebene betrachtet. Ein Ziel ist z.B. die
Bereitstellung von Navigationsmustern fur Gruppen von Pages. Ein solches Muster bezieht sich jeweils
auf ausgezeichnete Components in den Pages, wahrend von anderen Teilen der Pages abstrahiert wird,
wodurch das gesamte Muster wiederverwendbar wird.
3 Projektagenda und Validierungskonzept
Das Projekt WebComposition bendet sich noch in der Denitionsphase, in der der Gesamtansatz
noch konkretisiert werden mu. In dieser fruhen Projektphase stehen drei Aktivitaten im Vordergrund.
Erstens werden basierend auf der umfassenden Web-Entwicklungserfahrung des TecO Anforderungen
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an die Entwicklungs- und Wartungsunterstutzung gesammelt. Hierbei kann auf Erfahrungen aus sehr
unterschiedlichen Projekten des TecO zuruckgegrien werden, z.B. auf die Entwicklung des sehr umfang-
reichen Baden-Wurttemberg-Servers. Zweitens wird die Zielplattform der Entwicklungsunterstutzung,
d.h. die vorhandene Web-Infrastruktur, systematisch und fortlaufend erfat. Als Zielplattformen sol-
len sowohl eine high-end-Plattform unter Nutzung auch sehr spezieller Technologien als auch eine breite
Plattform, die sich auf allgemein verfugbare Technologien beschrankt, unterstutzt werden. Drittens wird
bereits ein erste explorative Entwicklung basierend auf den in Abschnitt 2 zusammenfassend dargestell-
ten Ideen durchgefuhrt, wobei auch erste konkrete Werkzeuge realisiert werden.
Fur den weiteren Projektverlauf ist eine fortlaufende Validierung anhand eines Entwicklungsprojekts ge-
plant, da im Auftrag von Daimler-Benz aufbauend auf den Ergebnissen einer fruheren Zusammenarbeit
[Fis95] durchgefuhrt werden soll. Bei der Anwendung handelt es sich um einen verteilten Beratungs-
und Vermittlungsdienst fur Mobilitat, der sich aus einer Vielzahl einzelner Dienste zusammensetzt.
Die Anwendung integriert existierende Dienste und Datenbanken mit neuen Diensten und Funktionen
wie dem Monitoring von Leistungstragern und der Prolierung von Kunden, wobei das Web die In-
tegrationsplattform darstellt. Besondere Projektanforderungen sind die fortgesetzte objektorientierte
Modellierung aller Artefakte nicht zuletzt als Kommunikationsgrundlage zwischen Auftraggaber und
Entwickler, sowie die Konsistenz der Bedienoberache in Darstellung und Navigation.
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Die Entwicklung beim Einsatz von Computern in unserer Gesellschaft wird in dieser Dekade von zwei
Trends wesentlich gepragt: die Entwicklung von dedizierten, aber leistungsfahigen Endgeraten und der
wachsender Bedarf an Informationsaustausch.
1. Diversikation (mobiler) Endgerate: In jungster Zeit breiten sich neuartige Endgeraten mit groer
Diversikation in Auspragung und Funktionalitat auf dem Markt aus. Es wird hier auf den Begri
'Computer' verzichtet, weil insbesondere auch Endgerate berucksichtigt werden, deren Funktion-
alitat extrem beschrankt sind [Ges95]. Darunter fallen auf der einen Seite die inzwischen verbreiteten
Organizer bzw. PDAs und die Kiosksysteme, auf der anderen Seite aber auch die heute noch rein
kommunikationsorientierten Handys, SMS-Systeme oder gar die sogenannten Active Badges.
2. Wachsender Informationsaustausch: Durch die zunehmende Kommunikationsmoglichkeit wird der
Austausch jeder Art von Informationen in naher Zukunft ubiquitar werden - auch im privaten
Bereich. Daten wie personliche Nachrichten oder elektronisches Geld, aber auch das heute schon sehr
groe Angebot an Informationen durch entsprechende Dienste werden uber Datennetze ausgetauscht.
Nicht nur der Gebrauch, auch die Anzahl der Kommunikationsanwendungen sind stark im wachsen
(vgl. Mehrwertdienste). Auch hier sind vollig unterschiedliche Formen mit spezischen Funktion-
alitaten und damit individuellen Anforderungen an das Endgerat zu erwarten.
Diese aufgezeigten Trends werden derzeit meist unabhangig voneinander betrachtet. Es ist absehbar,
da gerade die Einfachstgerate in Zukunft eine groere Bedeutung fur computerbasierte Interaktion
bekommen. Eine erste Integration dieser so unterschiedlichen Welten ist durch die Mailfahigkeit der
Handys bereits vollzogen. In naher Zukunft werden vollkommen unterschiedliche Endgerate in der Welt
der Computerkommunikation integriert sein, soda z.B. mit einem zukunftigen PDA Garagen ebenso
geonet werden, wie damit im Supermarkt bezahlt oder Briefe verschickt werden.
Markant fur die zukunftige Informationsinfrastruktur wird daher die Integration dieser so unterschiedli-
chen Endgerateformen mit ihren verschiedenen Kommunikationssystemen in ein einziges Informations-
und Rechnernetz sein, das die Adaption der verschiedenen Formen von Informationstypen automatisch
vornimmt.
2 Informationszugri mit heterogenen Endgeraten
Heute sind Informationsressourcen wie z.B. das WWW fur einen relativ schmalen Anwendungsbereich
ausgelegt, sie setzen ein hochentwickeltes Bediensystem voraus und unterstutzen lediglich ein Kom-
munikationsprotokoll. Unterschiedlichen Parametern wie Bandbreite des Kommunikationskanals oder
Fahigkeiten der Informationssenken (Clients) konnen sie sich im Normalfall nicht anpassen.
Realisierungen fur derartige Anpassungen nden sich heute nur sehr vereinzelt, meist werden unter-
schiedliche Speicherungsformate von Daten gleichartiger Anwendungen auf unterschiedlichen Plattfor-
men durch ein einheitliches Austauschformat uberbruckt. Die Anpassung wird von der Applikation, also
vom Endgerat vorgenommen, normalerweise um eine einheitliche Prasentation zu ermoglichen. Dies
setzt naturlich auch gleichartige Endgerate und Kommunikationskanale voraus. Fur ein Szenario mit
unterschiedlichen Endgeraten ist dieser Adaptionsmechanismus ungeeignet.
Erste Ansatze um heterogene Endgerate zu integrieren nden sich bei den Agenten- bzw. Scriptsprachen
basierten Systemen und dem verteilten Client Konzept.
2.1 Agentensysteme:
Bei Agentensystemen wird die Information codiert und als ausfuhrbares Programm verschickt, der lokale
Interpreter interpretiert den Code und nimmt die notwendige Adaption vor. Hierbei konnten durchaus
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unterschiedliche Fahigkeiten des Endgerates berucksichtigt werden. Allerdings mu auch hier die Adap-
tion in den Informationssenken selbst vorgenommen werden. Doch gerade diese Einheiten sind sowohl
von der Leistungsfahigkeit her, wie auch von den zu erwarteten Kommunikationskosten als dafur un-
geeignet zu betrachten. Auch ein gesteigerter Kommunikationsverkehr sowie ein hoher Aufwand zur
Bereitstellung der Information ist hier von Nachteil. Schlielich sind auch Sicherheitsanforderungen bei
Agentensystemen noch nicht ausreichend berucksichtigt.
2.2 Konzept des verteilten Clients:
Ein weiterer Ansatz ist das klassische Konzept des verteilten Clients: Hierbei wird die Funktionalitat
der Informationssenke (Client) auf mehrere Einheiten verteilt. Die Prasentation kann ein einfaches End-
gerat vornehmen, die dazu notwendige Anpassung wird von einer oder mehreren weiteren Instanzen
vorgenommen. Das eigentliche Endgerat und diese Instanzen bilden zusammen die Informationssenke,
weitgehend transparent zu Benutzer und Informationsquelle. Dieses Konzept kam bei der Entwicklung
eines WWW-Browsers fur den Newton PDA zur Anwendung [Kot95b].
Es sind verschiedene Auspragungen von diesem klassischen Konzept sowie weitere Varianten der
Funktionalitatsverteilung denkbar [MGG95]. Alle haben den Vorteil, technologisch unterschiedliche
Kommunikationssysteme koppeln zu konnen und das eigentliche Endgerat zu entlasten. Es fehlt bei
diesem Konzept allerdings eine Oenheit, gleiche Funktionalitat mu fur unterschiedliche Aufgaben
(Dienste) mehrfach vorgehalten werden.
3 Ein Ansatz zur Integration heterogener Endgerate in ein gemeinsames
Datennetz
Wunschenswert ist ein System, das die Ankopplung sehr verschiedener Arten von Endgeraten an ein
gemeinsames Datennetz ermoglicht und das die verfugbaren Daten und Funktionalitaten der Dienste im














Dazu mussen die Funktionalitaten, die im klassischen Konzept des verteilten Clients beim (Sub-) Client
angesiedelt sind bzw. die bei Agentensystemen von den jeweiligen Agenten und ihren Gastrechnern
ubernommen werden, von einem spezischen Dienst im Netz bzw. im Kommunikationspfad ubernommen
werden.
Fur den Entwurf eines solchen Systems mu zunachst die notwendige Funktionalitat analysiert werden,
um dann eine Modellierung verschiedener Szenarien durch Bereitstellen eines allgemeinen Systemmodells
zu ermoglichen.
3.1 Analyse der Funktionalitat
Bisher wurde sehr abstrakt von einer Dienstfunktionalitat gesprochen. Nun gilt es zu klaren, welche
Funktionalitat erbracht wird, wie diese Funktionalitat erbracht wird, und welche ausfuhrende Einheit
diese Funktionalitat reprasentiert.
Bei der Beispielimplementierung des klassischen Konzeptes des verteilten Clients, der PDA-WWW-
Realisierung, wurden vom Subclient einerseits die notwendige Datenumformatierung und andererseits
die eigentliche Interaktion mit dem Informationsservice vorgenommen. Das Vorgehen wurde bereits beim
Entwurf anhand der technischen Anforderungen des PDAs festgelegt, ist daher statisch und implizit.
Ein intelligentes adaptives System dagegen mu auch auf variable Anforderungen dynamisch reagieren
konnen. Variable Anforderungen konnen zum Beispiel Praferenzen des Benutzers, sich andernde Kom-
munikationskosten oder unterschiedliche Sicherheitsanforderungen sein. Die Art der Reaktion und damit
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das Vorgehen des Systems sollte -in einem gewissen Rahmen- vom System selbst bestimmt werden.
Grundlage fur diese Entscheidung konnen auch Angaben zur Informationsklassikation durch den In-
formationsanbieter sein, im Gegensatz zum PDA-WWW Subclient.
Endgerate bzw. Applikationen fordern Dienste/Informationen an und spezizieren ihre Vorgaben, das
System vermittelt einen adaquaten Informationsanbieter und veranlat anhand der Vorgaben des End-
gerates, und der Informationsklassikation anhand einer Heuristik die Erfullung der Anforderung.
Das System bietet also folgende Funktionalitat:
{ Vermitteln von Information (-sdiensten)
{ Aufbereiten und Anpassen der Information fur den Endabnehmer
{ Auslieferung der aufbereiteten und den Anforderungen entsprechenden Information
4 Der Kern des Systems
Der Kern eines solchen Maklers besteht aus dem Wissen um die Anforderungen des Clients und der
Auspragung der Information, sowie einer Heuristik, wie eine Adaption der Information an diese An-
forderungen vorgenommen wird. Dieses Wissen kann implizit oder explizit zur Verfugung stehen, d.h.
der Makler kann es anhand einer Client bzw. Informationsidentikation ableiten oder aber Client bzw.
Information tragen eine Selbstbeschreibung.
4.1 Die Beschreibungsmodelle
Diese Beschreibungen mussen auf abbildbaren Beschreibungsmodellen basieren. Wahrend fur Informa-
tion bereits verschiedene Beschreibungsmodelle existieren (z.B. [Bla93]) und fur das System erweitert
werden konnen, fehlt eine Endgeratklassikation noch vollig. Eine solche Endgerateklassikation ist
nach verschiedenen Kriterien zu gliedern. Daraus kann dann ein allgemeines Beschreibungsmodell fur
Endgerate abgeleitet werden (siehe Bild 7).
Als Klassikationskriterien sind zunachst folgende wesentliche Bereiche identiziert:
{ technische Moglichkeiten des Gerates bezuglich der Mediendarstellung
{ Kosten der Datenubertragung (Zeit, Gebuhren)
{ Beschreibung der Interaktion
{ Synchronisation nach Oine-Betrieb
Auch fur die Informationsmodellierung ist eine geeignete Kriterienauswahl zu treen. Vorhandene Mo-
delle sind um zusatzliche Kriterien zu erganzen. Diese Kriterien betreen zum Teil auch die daruber-
liegenden Informationsdienste, die in diesem Zusammenhang mitbetrachtet werden mussen. Generell
relevante Kriterien fur Informationsaustausch sind
{ technische Eigenschaften der Information:
Informationstyp, Datenformate, Dateigroen, weitere Parameter (Hohe/Breite, Sample Rate, etc).
Diese Eigenschaften werden von den vorhandenen Modellen bereits abgedeckt.
{ logische Eigenschaften der Information:
Sicherheitsrelevanz, Relevanz der Information im Kontext
{ inhaltliche Beschreibung der Information:
analog zum `Abstract' fur ein Textdokument eine inhaltliche Beschreibung fur jeden Informationstyp,
als erste Naherung ist auch eine Spezikation von Alternativdokumenten sinnvoll.
{ Beschreibung der Interaktionsform: Interaktions-Protokoll, Kommunikationskosten (Verbindungs-
parameter), Synchronisation, Initiative.
4.2 Korrelation der Beschreibungsmodelle
Betrachtet man die Klassikationskriterien der beiden Beschreibungsmodellen, so kannman eine Vielzahl
von sich interferierenden Kriterien feststellen. Diese Interdependenzen bilden die Basis fur den Aufbau
eines Korrelationsschemas zwischen Endgerat und Information.
Es sind dazu Relationen zwischen Elementen der Beschreibungsmodelle denierbar. Als naheliegen-
des Beispiel sei hier die Relation zwischen moglicher Datenubertragungsrate und Informationsvolumen
angefuhrt.
Aus diesen Relationen des Korrelationsschemas sind dann Adaptionsheuristiken ableitbar, die zusammen
mit den entsprechenden Adaptionswerkzeugen die Funktionalitat eines Laufzeitsystems darstellen. Bild


















Abbildung7. Ubersichtsschaubild des Systemkerns
5 Die Realisierung in einem Laufzeitsystem
Auf dieser theoretischen Grundlage kann eine Realisierung in ein Laufzeitsystem vorgenommen werden.
Ein solches Laufzeitsystem hat die Aufgabe, angeforderte Information, zu ermitteln, aufzubereiten und
auszuliefern.
Fur das Bereitstellen der angesprochene Funktionalitaten sind zunachst verschiedene Ansatze auf ver-
schiedenen Ebenen denkbar. In Frage kommen Erweiterungen auf der Transport/Kommunikationsebene
(IP), eine Losung innerhalb eines Netzbetriebsystems oder ein expliziter Netz-Dienst.
Das umrissene Maklersystem kann in groen Teilen als Erweiterung des klassischen verteilten Client
Konzeptes betrachtet werden, es tragt aber auch wesentliche Zuge eines Agentensystems. Die Funk-
tionalitat wird nicht durch vom Benutzer ausgesandte nomadisierende, benutzereigene Agenten erbracht,
sondern durch eine eigene vom Benutzer unabhangige Instanz. Diese agiert jedoch im Auftrag und nur
auf Veranlassung des Benutzer (nicht aber unbeding in dessen Namen). Insbesonderes dient sie vielen
Benutzern gleichzeitig. Als Aquivalent zum metaphorisch verwendeten Begri des Agenten kann das
System in gewissem Sinne als Makler (Broker) bezeichnet werden.
Fur eine Realisierung dieses Maklers bietet sich insbesondere aus Grunden der Oenheit und hinsichtlich
einer adaquaten Validierung eine dienstorientierte Losung an. Eine Einbettung dieses Netzdienstes in
ein Kommunikationssystem wie DCE oder CORBA ist denkbar. Obwohl sich dieser Dienst nach auen
als eine Instanz prasentiert, kann er als verteiltes System realisiert sein.
Fur ein Endgerat ist lediglich eine Dienstzugangskomponente fur alle Anwendungen notwendig, die
anhand eines zu erstellenden Protokolls den Maklerdienst in Anspruch nimmt.
6 Zusammenfassung
Heutige Interaktionsmethoden zwischen Informationsquellen und -senken sind fur die Verwendung de-
dizierter Endgerate wie PDAs nur begrenzt geeignet. Das vorgestellte System ermoglicht die Integration
dieser Endgerate in die Struktur des heutiger Datennetze.
Mit dem Informationsmodell kann ein Anwendungsentwickler das Angebot seines Informationsdienstes
und die Charakteristika der Information hinsichtlich unterschiedlicher Aspekte beschreiben. Mogliche
Endgerate bzw. Anforderungen von Applikationen auf solchen Endgeraten werden durch das Endgerat-
modell beschrieben.
Durch Korrelationsauosung nach dem vorgegebenen Schema kann ein Dienst dann zur Laufzeit die
Information entsprechend den Vorgaben zur Prasentation ermitteln, aufbereiten und bereitstellen. Beim
einem Endgerat ist lediglich eine Dienstzugangskomponente (fur alle Anwendungen) notwendig, die
anhand eines zu erstellenden Protokolls den Dienst (Makler) in Anspruch nimmt.
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Adaptives Informationsmanagement in vernetzten Systemen
Arnd G. Grosse
1 Einleitung
Den Erfolg eines Unternehmens im heutigen Markt bestimmt neben den klassischen Produktionsfak-
toren Boden, Kapital und Arbeit in immer starkerem Masse als weiterer vierter Produktionsfaktor die
Ressource Information bzw. das zugehorige Informationsmanagement, d.h. die Speicherung, Bereitstel-
lung und Verarbeitung von Unternehmensinformationen. Man kann sogar soweit gehen zu sagen, da
die Information und deren Gute hinsichtlich Auspragungen wie Verfugbarkeit, Zuverlassigkeit oder Ak-
tualitat von erfolgsentscheidender Bedeutung fur Unternehmen mit engmaschig verzahnten, jedoch oft
weit verteilten, Unternehmensbereichen ist und damit zu dem bedeutendsten Produktionsfaktor sich
herauskristallisiert hat [KGH+95, GHK+96a].
Es ist abzusehen, da nur solche Unternehmen erfolgreich in den veranderten Markten operieren wer-
den, welche sich den neuen Anforderungen stellen konnen, um hiermit Wettbewerbsvorteile durch Rea-
lisierung von Dierenzierungsvorteilen (monetar, qualitativ bzw. kundenbezogen), der Verkurzung von
Produktentwicklungs- und Auftragsdurchlaufzeiten sowie eine Steigerung der Produktqualitat bei gleich-
zeitiger Senkung der Kosten zu erzielen [Ang93].
Pragten dazu in der Vergangenheit Fragestellungen wie Heterogenitat von Datenbestanden und die
Vernetzung von Rechnersystem die Forschung, so konzentrieren sich neuere Arbeiten | weg von der
EDV-zentrierten hin zur anwendungsorientierten Sichtweise | verstarkt auf moglichst durchgangige
Proze- und Produktionsketten der Unternehmung auf Grundlage von Informationstechniken. Deutlich
wird dies bspw. durch den vom SFB346 verfolgten Ansatz einer rechnerintegrierten Konstruktion und
Fertigung von Bauteilen. Zentrales Element dieses Ansatzes stellt das Produkt{/Produktionsmodell
(PPM) mit seiner zwar integrierenden jedoch statischen Auspragung hinsichtlich der Verknupfung von
Unternehmensbereichen dar. Dem Verwender des PPM wird hiermit zwar eine semantische Basis fur die
Modellierung der Unternehmung gegeben, jedoch werden dabei Fragestellungen, die sich mit aufbau{
oder ablauforganisatorischen Problemen des Informationsmanagements befassen, bis jetzt aufgrund ei-
ner physikalisch zentralen Datenhaltung vernachlassigt [GRZ95] bzw. standen nicht im Zentrum der
Betrachtung.
2 Unternehmensweites Informationsmanagement
Insbesondere die wachsende Dynamik in der gegenseitigen Informationsverwendung unterschiedlicher
funktionaler Bereiche des Unternehmens bei gleichzeitiger raumlicher Verlagerung von Unternehmens-
bereichen erfordert dedizierte Informationsstrategien, die sowohl aufbau{ als auch ablauforganisatorische
Gesichtspunkte verstarkt berucksichtigen. Dabei unterliegt eine gesamtheitliche Unternehmensmodellie-
rung und eine zentrale Datenhaltung einem Zielkonikt zwischen der einerseits moglichst dynamischen
und exiblen Organisation der Unternehmung und dem zur Integration notwendigen Grad der Normung
bzw. Festschreibung von Informationssystemen sowie der Denition geeigneter Schnittstellen, Datenty-
pen und Geschaftsprozesse andererseits [SMJ93]. Betrachtet man das Informationsmanagement genauer,
so lassen sich folgende, teilweise gegensatzliche Anforderungen aufzahlen:
{ Informationen sollten im wesentlichen ortsgerecht bzw. anwendungsgerecht im Sinne ihrer Verwen-
dung gehalten werden, d.h. fur Anwendungen, welche die Informationen benotigen, moglichst lokal
zur Verfugung stehen [Hv93]. Dieses anwendungsabhangige Management von Informationen besitzt
gegenuber der Abteilungs{ oder EDV{zentrierten Sichtweise den Vorteilung der geringeren Redun-
danz innerhalb der Informationsverwaltung. Jedoch stellt es hohere Anforderungen an die Informa-
tionsinfrastruktur, da Informationen in Abhangigkeit eines sich andernden Verwendungskontextes
seitens des Informationssystems migriert, repliziert oder verfugbar gemacht werden mussen. Als Bei-
spiel seien hier Konstruktionsdaten genannt, welche nach bzw. sogar schon wahrend ihrer Erstellung
durch die Konstruktionsabteilung im Rahmen einer schnelleren Fertigungsplanung dieser gleichzeitig
zur Verfugung gestellt werden mussen.
{ Es mu durch das Informationssystem sichergestellt sein, da Informationen zum Zeitpunkt ihres Be-
darfs auch bereitstehen (zeitgerecht) und nicht erst uber einen Informationsaquisitionsmechanismus
beschat werden mussen. Informationen sollten am Ort ihrer Verwendung in einer fur den Anwender
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adaquaten Form verfugbar (d.h. bedarfsgerecht) sein. So sind Informationen nicht nur ortsgerecht
bzw. anwendungsgerecht, sondern auch in einer fur den Anwender geeigneten Form bereitzustellen
(d.h. anwendergerecht).
Hierbei stellt sich weiter das Problem, da Informationen mit niedrigem Abstraktionsgrad zwar
fur die Anwendung jedoch oft nicht fur den Anwender geeignet erscheinen, welches unterschiedli-
che anwendergerechte Bearbeitungsformen fur die entsprechenden Informationen notwendig macht.
Das Informationssystem sollte dem Verwender der Informationen somit die Moglichkeit (z.B. uber
Transformationsdienste, welche uber das Informationssystem bereitzustellen sind) bieten, den Ab-
straktionsgrad der Informationen variabel zu gestalten.
{ Unterschiedliche Unternehmensbereiche benotigen unterschiedliche Teilinformationen, die mogli-
cherweise nur im Zusammenhang mit anderen Informationen verfugbar sind. Insbesondere die Ver-
wendung objektorientierter Datenhaltungsmethoden im ingenieurwissenschaftlichen Bereichen kann
zu komplexen Informationsobjekten basierend auf mehrstugen Objektklassen fuhren. Ein Zugri
auf die gewunschten Teilinformationen erfolgt dann mittels Navigation uber die Menge moglicher
Objekte. Auch erfolgt die Ablage und die Strukturierung von Informationsobjekten auf Basis einiger
weniger Objekteigenschaften, welche von dem erzeugenden Unternehmensbereich festgelegt wurden.
In der Konstruktionsabteilung kann dies die Sortierung von Konstruktionsobjekten anhand von
geometrischen Daten sein, wahrend hingegen die Fertigungsabteilung an der Sortierung anhand von
Materialeigenschaften interessiert sein wird. Es ist somit wichtig, die Informationen entsprechend
ihrer Zielrichtung und ihres Zweckes strukturieren zu konnen (d.h. zielgerichtet) [Ang93].
{ Ein fur Unternehmen zunehmend wichtiger werdendes Kriterium stellt die Berucksichtigung von
Sicherheitsanforderungen an das Informationsmanagement dar [Kon93]. So sollte fur die Informati-
onsverwaltung und -propagierung bspw. eine mehrstuge Sicherheitsstrategie gefahren werden (si-
cherheitsgerecht). Neben der Berucksichtigung von Sicherheitsanforderungen gegenuber Dritten be-
inhaltet dies auch unterschiedliche Zugrisrechte auf Informationen innerhalb der Unternehmung
seitens unterschiedlicher Anwender und Anwendungen. Insbesondere eine zentrale Datenhaltung wie
im Falle des SFB346 stellt hierbei durch vielfaltige Zugrismoglichkeiten erhohte Anforderungen,
welchen z.B. durch eine Denition von Sichten begegnet werden kann.
{ Eine der Grundforderungen wirtschaftlichen Planens stellt die Berucksichtigung der entstehenden
Kosten dar. So mu ein erweiterter Ansatz aus Grunden des Investitionsschutzes bereits beste-
hende Anwendungen und Systeme weitgehend berucksichtigen (kostengerecht) bzw. innerhalb einer
veranderten Informationsstrukur mit unterstutzen.
Dies bedeutet, da ein Unternehmen zum einen die Vorteile eines globalen Kommunikations- und In-
formationsangebots zu nutzen verstehen mu, um z.B. Planungsentscheidungen schneller und gezielter
treen zu konnen, und zum anderen auch, durch geeignete Strukturierung und Verwendung der eigenen
Informationsressourcen zusatzliche Dierenzierungsvorteile erzielen kann.
3 Adaptives Informationssystem
Die Unterstutzung der gezeigten Anforderungen erfordert Mechanismen, welche unter Berucksichtigung
des zugrunde liegenden Verwendungskontextes bzw. der Organisationsstruktur einen Zugri auf even-
tuell benotigte Informationen bieten, und zudem in der Lage sind, mehrere Informationsbestande dyna-
misch miteinander zu koppeln. Weiterhin mussen z.B. Veranderungen hinsichtlich von Nutzungsschwer-
punkten, wie dies z.B. bei Zugrien auf Konstruktionsdaten seitens der Fertigungssteuerung und seitens
der Konstruktionsabteilung der Fall ist, berucksichtigt werden. So werden die Informationen im Rahmen
der Erzeugnisentwicklung uberwiegend von der Konstruktionsabteilung, innerhalb der Auftragsabwick-
lung jedoch uberwiegend im Fertigungsumfeld benotigt werden. Neben diesem zeitbezogenen, funktio-
nalen Aspekt, existiert ein weiterer administrativer Aspekt eines abteilungs- und ablaufubergreifenden
Informationsbedarfs durch die Integration von ubergeordneten Controlling{Mechanismen innerhalb der
Unternehmung, welches einen gleichzeitigen Zugri auf unterschiedlichste Informationen einer Vielzahl
von Abteilungen und Kontexten erfordert.
Ein solches Informationssystem, das in der Lage ist, sowohl zwischen der Vielzahl dieser teilweisen
gegensatzlichen und sich dynamisch andernden Informationsbedurfnisse und Angebote zu vermitteln,
als auch geeignet darauf zu reagieren | ein solches Informationssystem soll als adaptiv bezeichnet werden
|, untersteht zudem der Forderung nach Skalierbarkeit [SMA+95]. Skalierbarkeit bedeutet hierbei, da
Anderungen innerhalb der Organisationsstruktur durch neue Informationsangebote und Anforderungen
unterstutzt werden. Als hierfur geeigneter technischen Ansatz wurde der Trading-Dienst identiziert
[GKK95b], der als Mittler zwischen Informationsanbietern und Informationsverwendern innerhalb des
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vernetzten Informationssystems auftritt. Unter Verwendung des Mechanismus der Kooperation oder
Foderation zur Zusammenarbeit (Trader-Interworking) mehrerer Trader [BR91, GKK95a] lassen sich
zudem auch weiter entfernte Informationsbereiche gezielt lokalen Anwendungen verfugbar machen.
Existierende Ansatze aus dem Bereich des Trader-Interworking beschranken sich auf einen relativ nied-
rigen Abstraktionsgrad bei der Beschreibung der benotigten Informationen zur Kopplung sowie der
Festlegung der Protokolle zum Aufbau von Beziehungen zwischen Tradern [MZP96]. Der niedrige Ab-
straktionsgrad bei der Dienstbeschreibung druckt sich insbesondere bei der Spezikation von Diensten
mittels einer Schnittstellenbeschreibungssprache (IDL { Interface Denition Language) aus. Dabei wer-
den unter Umstanden notwendige semantische Erlauterungen vernachlassigt und damit die Auswahl er-
schwert [Pud94]. Ein Losungsansatz hierfur stellt die Verwendung von deklarativen Beschreibungen, sog.
Conceptual Graphs, dar [PB96]. Des weiteren fehlt weitergehenden Ansatzen [Bur95] eine Berucksichti-
gung von aufbau- oder ablauforganisatorischen Informationen zum initialen Aufbau oder der Adaption
des Trader-Netzes, welches ihre eziente Verwendbarkeit im Unternehmenskontext erschwert. Die Adap-
tion bei diesen Ansatzen erfolgt dabei aufgrund dezentraler, lokaler Informationen einzelner Trader. Die
Verwendung im Unternehmenskontext ermoglicht es jedoch, auf umfassendere Strukturinformationen
zuruckzugreifen, um hiermit das Informationsnetz zu steuern.
3.1 Informationsbedarf
Unter Informationsbedarf sei hier eine Menge von Informationen bezeichnet, welche zu einem bestimm-
ten Zeitpunkt an einem denierten Ort benotigt wird, um mit der Abarbeitung der Aufgabenstellung
fortfahren zu konnen. Lat man die zeitliche Komponente auer Betracht, so kann mit der Stelle eines
denierten Informationsbedarfs innerhalb einer prozeduralen Anwendung derjenige Punkt bezeichnet
werden, an dem die Anwendung eine zum Zeitpunkt der Ausfuhrung nicht verfugbare Information
benotigt, um mit der Abarbeitung fortzufahren. Diese Form der Blockade verursacht durch einen In-
formationsmangel, kann ein Ereignisses auslosen, das geeignete Gegenmanahmen, wie z.B. eine Form
von Informationssuche bzw. Informationsbeschaung zur Beseitigung der Blockade auslost. Im Gegen-
satz zu Ansatzen bei der Informationssuche in oenen Netzen [Goo95], kann bei einem adaptiven In-
formationssystem innerhalb eines Unternehmens auf die Informationsmodellierung des Unternehmens
zuruckgegrien werden und eine Steuerung zur Erfullung des Informationsbedarfs durchgefuhrt wer-
den. Die Modellierung des Informationsverwenders kann innerhalb des Informationsnetzes in Form von
Informationssenken erfolgen.
Zusatzlich kann ein adaptives Informationssystem dem Anwender Hilfen bieten, die es ihm erlauben,
sich unterschiedlichen Anwendungskontexten zuzuordnen, um bereits zuvor sowohl eine Reduktion als
auch eine spezische Zuordnung zu einer bestimmten Informationsmenge zu erreichen. Man denke hierzu
z.B. an eine Controlling-Abteilung, welche z.B. Informationen uber den Fortschritt innerhalb der Kon-
struktion eines Produkts oder den Zustand bei der Planung der Fertigung des Produkts benotigt. Durch
Beobachtung des Verhaltens der Anwendung bzw. des Anwenders ist ein adaptives Informationssystem
zudem in der Lage (bspw. unter Verwendung eines optimistischen Verfahrens), die Menge moglicher
Informationsbestande und damit die zu verknupfenden Informationsusse einzuschranken. Dieses kann
soweit fuhren, da als Folge nur ein einzelner Informationsu zur Losungssuche herangezogen bzw.
bereitgestellt wird bzw. im Falle einer sehr genau spezizierten Anfrage und Verwendungskontextes
kein Unterschied zu herkommlichen direkten Anfragen mehr festgestellt werden kann (Vereinfachend
sei hierbei der Aufwand zum Dienstimport vom Trader vernachlassigt). Umgekehrt mu ein Informa-
tionsverwender dem Informationssystem mitteilen konnen, wenn er aus Grunden von unzureichenden
Suchresultaten eine Anderung oder Erweiterung seiner Zuordnung und damit eine Ausweitung moglicher
Informationsusse wunscht (Respektive der hierfur notwendigen Rechte { s.u.).
3.2 Informationsangebot
Informationsanbieter innerhalb des Unternehmens stellen im Gegenzug Informationsquellen des Infor-
mationsnetzes dar. Damit der funktionale Ablauf innerhalb der Unternehmung sichergestellt ist, werden
gewisse Befugnisse des Informationsverwenders gegenuber dem Anbieter und umgekehrt bestehen, wel-
che in Form von Rechten modelliert werden konnen:
Verfugungs- und Informationsrecht Der Zugri und die Verfugung von Informationen des Anbie-
ters durch den Verwender sei uber Dienste modelliert. Dann mu insbesondere eine zustandsverandernde
Verwendung des Dienstes entsprechende Rechte zur Verwendung des Dienstes voraussetzen. In klassi-
schen Unternehmensmodellen kann ein solches Recht z.B. uber die Zuordnung zu den entsprechenden
Gruppenrechten | man denke hierbei z.B. an Gruppenrechten in Unix-Dateisystemen | durchgesetzt
33
sein. Bereits im Vorfeld der Anfrage kann ein Informationsanbieter durch das Informationssystem vor
Verwendern geschutzt werden, die keine entsprechenden Rechte zum Zugri auf die benotigten Dienste
besitzen.
Weisungsrecht Ein Dienstverwender besitzt hiermit das Recht, einem Dienstanbieter Weisungen zur
Durchfuhrung von Aufgaben geben zu konnen. Uber die Vereinfachung der Modellierung mittels Dien-
sten ist diese Funktion identisch mit dem Verfugungsrecht eines Dienstes, wobei durch die Weisung eine
rekursive Verwendungsfolge von Diensten entstehen kann. Fur eine detaillierte Unterscheidung mu auf
[For96] verwiesen werden.
3.3 Informationsnetz
Als Mittel zur technischen Umsetzung dieser Problemstellung eines adaptiven Informationsnetzes bietet
sich die Verwendung von vernetzten Tradern an. Die innerhalb der Unternehmung zugrunde liegenden In-
formationsanforderungen und {Angebote modellieren dabei Informationsusse zwischen Anbietern und
Verwendern der Informationen. Die Modellierung erfolgt mit Hilfe von Diensten bzw. (Dienst-)Objekten.
Mittels eines Dienstimport{Aufrufs druckt ein Informationsverwender seinen Informationsbedarf ge-
genuber dem Informationsnetz aus. Im Gegenzug stellt ein Informationsanbieter durch Verwendung des
Dienstexport{Befehls sein Informationsangebot bereit. Sowohl dem Anbieter als auch dem Verwender
werden in der aufbauorganisatorischen Phase der Unternehmung spezische Rechte zugeteilt, welche
sie zur Durchfuhrung ihrer Tatigkeiten benotigen und eine Zuordnung zu unterschiedlichen Trader{
Anwendungskontexten erlauben. Der Anwendungskontext bezeichnet in diesem Zusammenhang eine
Klasse von Informationsussen, fur deren Zugri die zugehorigen Rechte notwendig sind. Beispielhaft n-
det sich eine solche Infrastruktur in Abbildung 8, in welcher unterschiedliche Anwendungskontexte durch
unterschiedliche Trader-Teilnetze dargestellt werden. Man erkennt hierin eine Controlling{Anwendung
(Senke), welche auf Informationen aus dem Controlling{, dem Planungs{ und dem Konstruktionskon-



































Abbildung8. Kopplung von Trader{Netzen unterschiedlicher Anwendungskontexte
Das Informationsnetz aus Tradern sorgt dafur, da ein logischer Informationsu zwischen dem Ort
des Angebots und dem Ort der Nachfrage der Informationen bzw. der Dienste, eingeschrankt durch die
Rechte, moglich ist. Hierzu mussen im Falle unterschiedlicher Verwaltungsbereiche von Anbieter und
Nachfrager die zugehorigen Trader uber bilaterale Vertrage sog. Trader{Kontrakte miteinander gekop-
pelt sein. Vereinfachend kann hierbei vorausgesetzt werden, da sowohl Anbieter als auch Verwender
der Information die gleiche inhaltliche Beschreibung der Dienste zugrunde legen. Diese kann z.B. durch
das in der Einleitung angefuhrte PPM oder vergleichbare Produktionsmodelle wie STEP [GAEP94]
zugesichert werden. Das Wissen uber den Aufbau der benotigten Kontrakte stammt dabei aus Struk-
turinformationen der aufbauorganisatorischen Modellierung. Exemplarisch wurde bis jetzt eine solche
initiale Aufbauorganisation und Ablauforganisation basierend auf Trading{Kontrakten am Beispiel eines
Fertigungsprozesses des SFB346 durchgefuhrt.
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Mobile Softwareagenten als Zugrismechanismus fur
datenintensive verteilte Anwendungen
Jorn Hartroth
1 Entwicklung netzwerkbasierter Anwendungen
Im Zuge des fortschreitenden Ausbaus der Infrastruktur fur Weitverkehrsnetze und begunstigt durch
die heute erfolgte weitgehende Einigung auf die Internet{Protokollfamilie vollzieht sich derzeit ein Pha-
senubergang bei netzwerkbezogenen Anwendungen. Bislang wurden Anwendungen mit hohem Speziali-
sierungsgrad und Datenaufkommen fast ausschlielich im Bereich lokaler Netze eingesetzt, der Weitver-
kehrsbereich war uberwiegend bestimmt durch Allzwecknetze mit einer kleinen Zahl von Standarddien-
sten | vordringlich Dateitransfer und Email im Internet und oentlichen Netzen. Der aktuelle Trend
geht dahin, komplexe Anwendungen und dynamisch veranderliche Dienste aus dem Umfeld lokaler Netz-
werke in den Weitverkehrsbereich, konkret in Richtung des weltumspannenden Internets, auszudehnen.
Wesentliche Triebfeder hierfur ist das Aufkommen der sogenannten Intranets als Weiterentwicklung
unternehmensinterner Informationssysteme.
Intranets entspringen der Bestrebung, eine integrierte Informationsstruktur in einem raumlich verteilten
Unternehmen zu schaen. Die bislang existierende Struktur isolierter lokaler Netze an einzelnen Stand-
orten soll uber Weitverkehrsnetze zu einem organisatorisch als Einheit auftretenden Subnetz verbunden
werden, um einen unternehmensweiten Zugri auf Daten und Dienste zu ermoglichen. Die Verwendung
eines Intranets wird heute uberwiegend durch datenbankbasierte spezialisierte Anwendungsprogramme
bestimmt, die moglichst ohne Anderung aus dem Umfeld lokaler Netze ubernommen werden sollen.
Als Prasentationskomponente wird verstarkt auf die Technologie des im Internet entstandenen WWW
zuruckgegrien. Neben der Integration lokaler Netze besteht haug auch der Wunsch nach der Einbin-
dung drahtlos verbundener mobiler Rechner, um z.B. Auendienstmitarbeitern den externen Zugri auf
Unternehmensdaten zu ermoglichen.
Mit dem zunehmenden Wandel des Internet in Richtung kommerzieller Nutzung ist in absehbarer Zu-
kunft mit Kommunikationsgebuhren zu rechnen, wie sie in oentlichen Netzen heute schon erhoben
werden. Vor diesem Hintergrund erhebt sich die Frage, welche Form eine geeignete Infrastruktur fur
eine kosteneziente Realisierung von Intranetanwendungen annimmt.
1.1 Anforderungen an die Infrastruktur
Im Vergleich zur bisherigen Nutzungscharakteristik der Weitverkehrsnetze treten im Rahmen der Intra-
nets veranderte Anforderungen an die anwendungsunterstutzende Infrastruktur auf:
Individualisierbarkeit An Stelle der Standarddienste mussen hochspezialisierte Anwendungen aus der
betrieblichen oder ingenieurwissenschaftlichen Informationsverarbeitung unterstutzt werden. Eine
wichtige Rolle spielt die Individualisierbarkeit der Zugrisfunktionen fur komplexe Ablaufe.
Datenminimierung Die im lokalen Umfeld mogliche breitbandige Kommunikation steht im Weitver-
kehrsbereich und mehr noch bei der Integration mobiler Teilnehmer nicht zur Verfugung. Diese
Disparitat zwischen verschiedenen Netzkomponenten zwingt zu einer moglichst ezienten Nutzung
der Struktur, um die Datenubertragung uber schmalbandige Netze zu minimieren.
Dynamik In modernen Unternehmensorganisationen ist die dynamische Veranderbarkeit von Diensten
wichtig, um dynamische Geschaftsprozesse und Beziehungen zu Geschaftspartnern in wechselnder
Zusammensetzung zu unterstutzen. Es mu daher moglich sein, kurzfristig neue Dienste zu instal-
lieren, zu verlagern und wieder zu entfernen.
Grenzuberschreitung Die Uberschreitung physischer (im Fall der Intranets) und administrativer
Grenzen (bei Informationsbeziehungen zwischen verschiedenen Unternehmen) erfordert die Behand-
lung technischer Heterogenitat und stellt strenge Anforderungen an Sicherheitsmechanismen, gerade
wenn sensitive Unternehmensdaten oder elektronische Zahlungsmittel betroen sind.
Da sich die Unterschiede zwischen lokalen Netzen und dem Weitverkehrsbereich auf technischer und
organisatorischer Ebene in naherer Zukunft (bei Bandbreite, technischer Heterogenitat) bzw. aus prin-
zipiellen Grunden uberhaupt nicht (in Latenzzeit, administrativer Heterogenitat, Kosten) angleichen
werden, mu die Ubertragung der Anwendungen aus dem Umfeld isolierter lokaler Netze in den neuen
Kontext verbundener Intranets durch geeignete Infrastrukturmechanismen unterstutzt werden.
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1.2 Eignung herkommlicher verteilter Paradigmen
Der uberwiegende Anteil der heutigen verteilten Anwendungen basiert auf dem Client{Server{Ansatz,
bei dem ein Datenbestand oder eine Dienstleistung von einem Serverrechner angeboten wird und durch
eine auf einem entfernten Clientrechner ablaufende Anwendung genutzt wird. Fur die Verwendung dieses
Prinzips lassen sich die folgenden drei Kategorien unterscheiden: Verteilte Frameworks fur Server mit
spezischen Funktionen, verteilte Datenbanken und WWW{Anwendungen.
Verteilte Client{Server{Frameworks wie DCE [Sch93] oder OMA [OHE96] bieten durch die e-
xible Programmierbarkeit der Anwendungsfunktionen im Server sehr weitreichende Moglichkeiten zur
Realisierung spezialisierter und komplexer Dienste. Durch geeignete Abstimmung der Client{ und Ser-
verfunktionen kann eine Minimierung des Datenvolumens erreicht werden. Die Behandlung von Hetero-
genitat und Sicherheit uber administrative Grenzen hinweg wird weitgehend beherrscht. Klare Dezite
bestehen jedoch bei der Individualisierbarkeit von Zugrien und der dynamischen Veranderbarkeit, da
speziell die Server grobgranulare Instanzen mit festen Schnittstellen sind, die nur mit hohem Aufwand
verandert werden konnen und daher keine dynamische Anpassung zur Laufzeit erlauben.
Verteilte Datenbanken bieten gute Unterstutzung fur die Arbeit uber administrative Grenzen hin-
weg und erlauben eine hochgradige Dynamik der Anwendungen. Probleme ergeben sich jedoch bei der
gleichzeitigen Erfullung der Anforderungen an Datenezienz und Individualisierbarkeit. Fur verteilte
Datenbanken existieren zwei verschiedene Zugrismodi: Erstens die serverseitige Bearbeitung uber eine
Abfragesprache (z.B. SQL) und zweitens die clientseitige Bearbeitung nach Ubertragung der relevanten
Daten vom Server. Die erste Zugrisart ist durch die Ubertragung einer kompakt codierten Abfrage
(Code{Shipping) kostengunstig, jedoch wegen der geringen Ausdrucksmachtigkeit und der Mengenori-
entierung existierender Abfragesprachen nur eingeschrankt verwendbar und fur objektorientierte Daten-
modelle prinzipiell wenig geeignet. Komplexe Anwendungen fuhren daher heute uberwiegend clientseitige
Auswertung durch, indem eine Menge potentiell relevanter Daten uber das Netz ubertragen wird (Data{
Shipping), von der bei hochselektiven Funktionen jedoch nur ein Bruchteil wirklich benotigt wird. In
modernen, fur lokale Netze optimierten Implementierungen wird dieser Eekt noch verstarkt [HMNR95],
indem die minimal ubertragene Granularitat ein ganzes Objekt oder eine Speicherseite umfat. Bei na-
vigierendem Zugri fuhrt dies zu erheblichem Mehraufwand.
WWW{Anwendungen werden zunehmend als Benutzerschnittstelle fur verteilten Anwendungen ein-
gesetzt. Sie sind aufgrund der Konzeption der WWW{Protokollkomponenten auf Prasentation und einfa-
che Benutzerinteraktion beschrankt. Die Kernfunktionalitat einer verteilten Anwendung mu gesondert
auf Basis der obigen Ansatze realisiert werden, womit auch die dort erkannten Nachteile eintreten.
Eine direkte Ubernahme der im lokalen Netzbereich verwendeten Frameworks kann daher die Anforde-
rungen im Weitverkehrsbereich speziell bezuglich Ubertragungsminimierung nicht hinreichend erfullen.
1.3 Mobile Agenten
Mobile Agenten [GK94, HK96, Bel95] bilden einen neuen Ansatz einer Kommunikationsinfrastruktur,
der speziell auf das Umfeld lose gekoppelter verteilter Systemen zugeschnitten ist. Die zentralen Kon-
zepte sind Kapselung von individualisierbaren Anwendungsfunktionen in autonome Einheiten und ihre
dynamische Installation durch Code{Shipping. Bei Verwendung mobiler Agenten als Zugrismechanis-
mus auf verteilte Datenbanken kann die Leistungsdisparitat der Netzinfrastruktur zur Optimierung des
Kommunikationsaufwands ausgenutzt werden, indem ein moglichst groer Teil der Datenzugrisopera-
tionen einer Anwendung dynamisch zum Ort der Daten verlagert wird. Dieses Verfahren erweitert den
Ansatz der DB{Abfragesprachen fur allgemeine Funktionen, die auch komplexe navigierende Zugrie
auf objektorientierten Datenbestanden ausfuhren konnen. Die geforderten Eigenschaften der Individua-
lisierbarkeit, Dynamik und Datenminimierung konnen somit erfullt werden. Um den Anforderungen
beim Uberschreiten administrativer Grenzen gerecht zu werden, wird eine dedizierte Laufzeitumgebung
benotigt, die eine Codierung der Agenten in systemunabhangiger Form erlaubt und ihre Ausfuhrung und
den Zugri auf die Datenquellen kontrolliert. Diese Laufzeitumgebung bildet innerhalb des Wirtsrech-
ners eine neue administrative Grenze gegenuber mobilen Agenten von auerhalb der eigenen Domane.
Fur die nachfolgende Betrachtung wird exemplarisch das Anwendungsumfeld objektorientierter Daten-
banken vorausgesetzt, das heute in ingenieurwissenschaftlichen Anwendungen und technischen Infor-
mationssystemen verbreitet ist [KLWZ95]. Die Einschrankung allgemeiner mobiler Agenten [CGH+95,
Whi96] auf diesen Kontext soll als Stublets1 bezeichnet werden.
1 als Kombination aus RPC{Stubs und Java{Applets
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2 Multimodaler Datenzugri mit Stublets
Eine auf Stublets und Code{Shipping basierende Infrastruktur zur Reduktion des Kommunikationsauf-
kommens ist im Weitverkehrsbereich sinnvoll. Fur Datenbankanwendungen innerhalb schneller lokaler
Netze tritt jedoch die Verringerung des Kommunikationsaufwands gegenuber der auf dem Server an-
fallenden Last in den Hintergrund, so da dort die herkommliche Zugrismethode (siehe Abbildung 9)
Vorteile verspricht. Fur unternehmensinterne Intranets ist es daher sinnvoll, einer Anwendung unter-
schiedliche Zugrismodalitaten zur Verfugung zu stellen, je nachdem, an welchen Orten innerhalb einer





Abbildung9. Herkommlicher Zugri auf ooDBs mittels Data{Shipping
2.1 Raumliche Anwendungsstrukturierung
Bestimmend fur die Struktur der Netzlandschaft aus Anwendungssicht sind zum einen die Leistungsfahig-
keit der Verbindungen und zum anderen die administrativen Grenzen von Organisationen. So konnen
mehrere breitbandig gekoppelte lokale Netze innerhalb einer Organisation logisch als ein Netz betrachtet
werden, ein zwischenliegendes schmalbandiges Weitverkehrs- oder Funknetz bildet jedoch eine Grenze
ebenso wie ein Ubergang zum lokalen Netz einer anderen Organisation. Fur die Gestaltung der Zugris-
modalitat ist wesentlich, wie sich der Anwendungsclient, der Datenbankserver und der Entwicklungsort
der Zugrisfunktion auf verschiedene logische Netze verteilen. Die folgende Tabelle veranschaulicht die
verschiedenen moglichen Platzierungen der Komponenten.
Typ Entwicklung ooDB Client ooDB Server
A Netz 1 Netz 1 Netz 1
B Netz 2 Netz 1 Netz 1
C Netz 1 Netz 2 Netz 1
D Netz 1 Netz 1 Netz 2
E Netz 1 Netz 2 Netz 3
Typ A&B beschreibt das Szenario einer verteilten Anwendung innerhalb eines lokalen Unternehmens-
netzes. Die Verarbeitung kann hier ezient nach dem in Abbildung 9 veranschaulichten herkommlichen
Verfahren der Auswertung auf Clientseite erfolgen.
In allen anderen Kongurationen bendet sich zwischen Client und Server eine Netzgrenze, die entweder
durch eine schmalbandige Verbindung oder den Wechsel in ein administrativ getrenntes Subnetz mar-








Abbildung10. Remote{Stublets | Datenzugri uber technische oder administrative Grenzen
Typ C beschreibt den Zugri eines Clients auf einen entfernten Server durch vom Server bereitgestell-
te Zugrisfunktionen. Dies tritt z.B. ein beim Zugri von einem mobilen Rechner auf das Unterneh-
mensnetz oder beim Zugri einer Anwendung auf einen externen Informationsanbieter uber von ihm
vorgehaltene Funktionen (siehe Abbildung 10).
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Diese Zugrisart ist besonders ezient, da die Anwendung nur einen Identikator fur das Stublet uber-
tragen mu. Auch Sicherheitsfragen sind unkritisch, da der Server die Kontrolle uber die von ihm
angebotenen Stublets behalt. Vorauszusetzen ist jedoch, da die vom Server angebotenen Stublets den
Bedurfnissen der Anwendung genugen. Fur den Zugri vom Mobilrechner eines Auendienstmitarbei-
ters ist diese Bedingung sicher erfullbar, fur den freien Zugri auf einen externen Informationsbestand
hingegen u.U. nicht, da nicht alle moglichen individuellen Anforderungen von Clients vorhersehbar sind.
Typ D&E: Benotigt die Anwendung individualisierte spezielle Zugrisfunktionen, so kann in der drit-
ten Zugrismodalitat ein vom Client oder einer dritten Instanz konguriertes Stublet zum Server uber-







Abbildung 11. Proxy{Stublets | Dynamischer individualisierter Zugri in entfernten Domanen
Dies ist der Anwendungsfall fur mobile Stublets. Gegenuber der Kategorie C fallt zusatzlicher Aufwand
fur die Ubertragung des Stubletcodes an, so da hier ein Gewinn immer dann erzielt werden kann, wenn
die Reduktion des grenzuberschreitenden Datenvolumens die Codegroe des Stublets ubertrit. Da
Agentenprogrammiersprachen wie Tcl [Ous94] oder Java [AG96] sehr kompakten Code verwenden, ist
bei einer typischen Ubertragungsgranularitat objektorientierter Datenbanken von 4kb einer Speicherseite
ein Vorteil bereits fur wenige eingesparte Objektinstanzen zu erwarten. Als Optimierungsschritt kann
ein zum Server ubertragenes Stublet in den dortigen Stublet{Pool aufgenommen werden, so da sich
das Verhalten fur nachfolgende Verwendungen in den besonders ezienten Typ C wandelt.
Da bei mobilen Stublets Code, der von auerhalb der eigenen administrativen Domane stammt, im Netz
des Servers gestartet wird, treten genau bei diesem Anwendungstyp die eingangs erwahnten strengen
Anforderungen an die Sicherheitsumgebung auf.
2.2 Integration verschiedener Zugrismodi
In der realen Welt konnen alle vorgestellten raumlichen Verteilungen nebeneinander auftreten, etwa mit
einer abteilungsinternen Anwendung (Typ A), Datenzugrien von Auendienstmitarbeitern (Typ C)
und dem Informationsaustausch mit einem externen Geschaftspartner (Typ D).
Fur die angestrebte integrierte Losung des Informationsbedarfs technischer Informationsanwendun-
gen mu ein gemeinsamer Entwurfsproze fur alle Zugrismodalitaten entwickelt werden [GHK96b].
Wunschenswert ist die Erzeugung der Mechanismen fur Datenzugri nach dem herkommlichen Verfah-
ren und der Delegate{Stublets in einem gemeinsamen automatischen Ubersetzungsschritt. Die jeweils
optimale Strategie sollte vom Anwender vorgegeben oder vom Laufzeitsystem dynamisch ausgewahlt
werden konnen. Das Ziel der Arbeiten ist daher der Entwurf einer Anwendungsumgebung, die die exi-
ble Verwendung der vorgestellten Zugrismodi innerhalb einer Anwendung ermoglicht.
Optimierungsperspekiven Bei der Umsetzung des Stublet{Ansatzes sollen weitere Optimierungsmog-
lichkeiten untersucht werden. Abhangig von der Nutzungshaugkeit und der Moglichkeit einer Versionie-
rung kann z.B. gegenuber spezisch fur eine Aufgabe entworfenen und moglichst \schlanken" Stublets
die Verwendung von Stublets mit Mehrzweckfunktionalitat sinnvoll sein, die nach einmaliger Ubertra-
gung im Stublet{Pool des Servers abgelegt und ggf. um neue Funktionen erweitert werden.
Weitere Einsatzgebiete fur mobile Agenten Uber das vorgestellte Szenario des Zugris auf Daten-
banken im Weitverkehrsbereich hinaus zeigen sich mobile Agenten gegenuber dem Client{Server{Ansatz
noch fur weitere Anwendungen geeignet. Beispiele sind die Beobachtung von zeitlich ausgedehnten ent-
fernten Vorgangen, etwa von Kursverlaufen an einer auslandischen Borse, und die integrierte Bearbeitung
auf mehreren getrennten Datenbestanden in gegenseitigem Abgleich. Im ersten Fall ersparen vor Ort
installierte Agenten einen periodischen Datenabgleich und ermoglicht rasche Reaktion auf Veranderun-
gen, der zweite Fall ist besonders fur schmalbandig verbundene Mobilrechner als Clients vorteilhaft,
indem der gegenseitige Abgleich der mobilen Agenten gegenuber einer getrennten Stublet{Auswertung
eine weitere Reduktion der schlielich zum Client zu ubertragenden Datenmenge bewirkt.
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Mit der allgemeinen Verfugbarkeit und der zunehmenden Akzeptanz von Anwendungen im Multicast
Backbone (MBone) [Kum95] nimmt die Groe der Kommunikationsgruppen und deren raumliche Ver-
teilung bestandig zu. So kann beispielsweise die Anzahl der Empfanger einer Konferenzubertragung
durchaus im Bereich mehrerer hundert oder tausend weltweit verteilter Rechnersysteme liegen [CD92].
Auch die Anzahl von Abonnenten einer elektronischen Zeitung kann sich durchaus in diesem Bereich
bewegen. In einem solchen Szenario ist die Realisierung eines zuverlassigen Multicast-Dienstes beson-
ders problematisch. Ein (all-) zuverlassiger Multicast-Dienst garantiert die fehlerfreie Ubertragung der
Daten an alle Kommunikationsteilnehmer. Insbesondere kann der Ausfall einzelner Empfanger erkannt
und dem Benutzer des Kommunikationsdienstes mitgeteilt werden. Hierzu mu die sendende Protokollin-
stanz stets uber den Zustand jedes einzelnen Empfangers Kenntnis haben. Dies erfolgt durch das Senden
von Statusanfragen mit anschlieender Auswertung der erhaltenen Statusmeldungen. Ein solcher Aus-
tausch von Statusinformationen ist nicht nur zur Fehlerkontrolle, sondern auch zur Durchfuhrung einer
Flu- oder Ratenkontrolle notwendig. Bei einem rein sender-orientierten Ansatz, wie er in den meisten
traditionellen Kommunikationsprotokollen deniert ist, ergeben sich dadurch erhebliche Skalierungspro-
bleme. Die Uberutung mit Statusnachrichten der Empfanger, auch als Implosionsproblem bezeichnet,
fuhrt rasch zu einer Uberlastung des Senders und zu einem zusatzlichen Bedarf an Bandbreite. Des
weiteren fuhren die notwendigen Ubertragungswiederholungen zu einer erheblichen Mehrbelastung des
Netzwerkes, was insbesondere im Falle weltweit verteilter Empfangergruppen als kritisch anzusehen ist.
Neben dem Implosionsproblem stellt eine eziente Fehlerkorrektur einen weiteren wichtigen Aspekt
im Hinblick auf die Skalierbarkeit von Kommunikationsprotokollen dar. Gema herkommlicher Proto-
kolle fordern Empfanger fehlende Dateneinheiten stets direkt beim Multicast-Sender an. Dabei wird
weder die aktuelle Netzlast noch die Struktur der Kommunikationsgruppe berucksichtigt. Im Falle der
Gruppenkommunikation konnen Datenlucken im Empfangsstrom jedoch auch mit Hilfe benachbarter
Empfanger geschlossen werden. So kann eine fehlende Dateneinheit von einem unmittelbar benachbar-
ten Gruppenmitglied fehlerfrei empfangen worden sein. In diesem Fall sollte zur Behebung des Fehlers
nicht der unter Umstanden weit entfernte Sender zur Ubertragungswiederholung aufgefordert werden.
Vielmehr kann durch einen lokalen Datenaustausch mit dem benachbarten Empfanger die Datenlucke
geschlossen werden. Dieses Prinzip wird durch das Local Group Concept (LGC) realisiert. Fur weitere
Informationen hieruber wird auf [Hof96b] und [Hof96a] verwiesen. Der vorliegende Artikel stellt lediglich
uberblickartig das Konzept vor und befat sich darauf aufbauend mit dem Aspekt der hierarchischen
Strukturierung globaler Kommunikationsgruppen.
2 Hierarchische Strukturierung globaler Kommunikationsgruppen
Das Local Group Concept (LGC) bietet einen zuverlassigen Multicast-Dienst, der in heterogenen Weit-
verkehrsnetzen auch bei sehr groen Empfangerzahlen eine eziente Kommunikation erlaubt. Im Unter-
schied zu bekannten Multicast-Protokollen werden beim Local Group Concept Ubertragungswiederho-
lungen auch zwischen Empfangern durchgefuhrt. Dieser Ansatz ermoglicht eine zur Datenubertragung
des Senders parallele Fehlererkennung und Fehlerbehandlung. Die mit LGC denierten Protokollmecha-
nismen sind gema der Internet-Architektur [Car96] auf Ebene der Ende-zu-Ende Kommunikation an-
gesiedelt. Es wird lediglich ein unzuverlassiger, multicastfahiger Netzwerkdienst vorausgesetzt. Obwohl
diese Anforderungen perfekt von IP-Multicast erfullt werden und die derzeitige Realisierung von LGC
auf IP aufsetzt, ist das beschriebene Konzept nicht auf die Internet-Protokollfamilie beschrankt. Viel-
mehr konnen die grundlegenden Mechanismen von LGC auch in eine erweiterte ATM-Adaptionsschicht
(AAL) integriert werden.
Die grundlegende Idee des Local Group Concept besteht in dem Aufbau einer hierarchischen Gruppen-
struktur, wobei nahe beieinander gelegene Kommunikationsteilnehmer zu lokalen Gruppen zusammen-
gefat werden. Jede lokale Gruppe schliet genau ein ausgezeichnetes Endsystem, den lokalen Gruppen-
verwalter, ein. Dieser wird nicht statisch festgelegt, sondern kann wahrend der Lebenszeit der lokalen
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Gruppe dynamisch wechseln. Der Verwalter ist fur die korrekte Ubertragung der Daten an die Mit-
glieder seiner lokalen Gruppe verantwortlich und tritt gegenuber dem Multicast-Sender oder einem
ubergeordneten Gruppenverwalter als ihr Reprasentant auf. Dem Verwalter ist die Identitat aller Mit-
glieder der ihm zugeordneten lokalen Gruppe bekannt. Prinzipiell ist jedes Endsystem in der Lage, die
Rolle eines Gruppenverwalters zu ubernehmen. Somit ist der Aufbau und die Unterhaltung spezieller
Kommunikationsknoten zur Verwaltung der Untergruppen nicht notwendig. Insbesondere mussen auch
keine Anderungen an netzinternen Vermittlungssystemen vorgenommen werden. Die Gruppierung der
Kommunikationsteilnehmer und die Wahl geeigneter Gruppenverwalter erfolgt dynamisch.
Mochte ein Endsystem an der Gruppenkommunikation teilnehmen, so mu es sich zunachst einem ge-
eigneten Gruppenverwalter und damit einer lokalen Gruppe zuordnen. Wird eine solche nicht gefun-
den, grundet das Endsystem eine neue lokale Gruppe und ernennt sich selbst zu deren Verwalter. Die
Eignung einer lokalen Gruppe bzw. der Begri der 'Nahe' einer lokalen Gruppe wird bei LGC durch
die Anwendung beeinut. Sie deniert die zur Distanzbestimmung zugrundegelegte Metrik, wie z.B.
die Ubertragungsverzogerung zum Verwalter der lokalen Gruppe, den Durchsatz auf der Verbindung
zum Verwalter, die geographische Distanz oder die Fehlerwahrscheinlichkeit des Verwalters. Auch die
Kombination und unterschiedliche Gewichtung mehrerer Metriken wird von LGC unterstutzt. Dadurch
kann jede Anwendung eine spezische Entfernungsfunktion denieren. Beispielsweise wird sich bei glei-
cher Gruppenzusammensetzung die optimale Gruppenhierarchie fur eine interaktive Anwendung von
der optimalen Anordnung fur einen Multicast-Dateitransfer unterscheiden. Im ersten Fall ist oberstes
Ziel die Minimierung der Ubertragungsverzogerung, wohingegen im zweiten Anwendungsszenario eher
der Durchsatz oder die Leitungskosten im Vordergrund stehen. Entsprechend sollte beim Aufbau einer
Gruppenhierarchie im ersten Fall die Ubertragungsverzogerung zwischen den einzelnen Systemen und
im zweiten Fall die dort genannten Parameter verwendet werden. Die Eignung unterschiedlicher Metri-
ken, deren Abhangigkeiten vom zugrundeliegenden Routingprotokoll und Moglichkeiten zur Erfassung
unterschiedlicher Metriken ist derzeit Gegenstand der Forschungsarbeiten.
Weitere Informationen zum Ablauf des Datentransfers, lokaler Ubertragungswiederholungen oder Me-
chanismen zur Fehlertoleranz innerhalb von LGC konnen [Hof96b] und [Hof96a] entnommen werden.
Dort sind auch Ergebnisse einer Leistungsbewertung des Local Group Concept zu nden.
3 GDS - Ein Dienst zum Aufbau von Gruppenhierarchien
Die Leistungsfahigkeit von Konzepten, die wie LGC eine hierarchische Strukturierung der globalen Kom-
munikationsgruppe vornehmen, hangen mageblich von der etablierten Gruppenhierarchie ab. Entschei-
dend ist hierbei sowohl die Aufteilung der Gesamtgruppe in mehrere Untergruppen und Hierarchiestufen
als auch die Plazierung der Verwaltungseinheiten (d.h. der lokalen Gruppenverwalter). Da je nach An-
wendungskontext unterschiedliche Ansatze vorteilhaft sind, wurde das Local Group Concept auerst
exibel gestaltet. Es erlaubt die Integration lokaler Gruppenverwalter in beliebige Kommunikations-
systeme. Prinzipiell ist jedes Endsystem in der Lage, diese Funktion wahrzunehmen. Dadurch kann
die Last der Gruppenverwaltung fur unterschiedliche Multicast-Assoziationen auf mehrere Kommuni-
kationssysteme verteilt werden. Durch die Installation entsprechender Protokollsoftware konnen lokale
Gruppenverwalter bei Bedarf auch in Vermittlungssysteme integriert werden.
Die Auswahl geeigneter Kommunikationssysteme zur Ubernahme der Gruppenverwalter-Funktionalitat
und deren Konguration kann zunachst manuell durch einen Systemverwalter erfolgen. Dies bringt
jedoch zusatzlichen Verwaltungsaufwand mit sich und erfordert bei Ausfall eines lokalen Gruppenver-
walters den Eingri eines Operators. Gema der Internet-Philosophie sollte das Verfahren zum Aufbau
der lokalen Gruppenhierarchie jedoch selbst-organisierend und fehlertolerant ausgelegt sein [Car96]. Zu
diesem Zweck wurde der Group Distance Service (GDS) entworfen. Er unterstutzt den Dienstbenutzer
beim Aufbau einer lokalen Gruppenhierarchie und reorganisiert die Struktur automatisch bei Ausfall
eines lokalen Gruppenverwalters.
3.1 Die Architektur einer GDS-Instanz
Jeder Teilnehmer an einer Multicast-Kommunikation mu sich gema dem Local Group Concept zunachst
einer geeigneten lokalen Gruppen zuordnen. Der Group Distance Service unterstutzt den Dienstbenutzer
hierbei. Dazu ermittelt der GDS die Entfernungen zu naheliegenden lokalen Gruppen gema der vorge-
gebenen Metrik-Gewichtung und wahlt eine geeignete lokale Gruppe aus. Der GDS ist als Komponente
des Protokollautomaten in jedem Kommunikationssystem vorhanden. Er umfat sowohl eine passive
als auch eine aktive Komponente. Das passive Element unterstutzt entfernte GDS-Instanzen, indem es
deren Anfragen beantwortet und ihnen die benotigten Informationen zur Distanzberechnung zukommen
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lat. Die aktive Komponente identiziert bei Bedarf bereits vorhandene lokale Gruppen im Netzwerk,
bestimmt deren Entfernung und wahlt schlielich aus der erkannten Menge eine geeignete lokale Gruppe
aus. Die Architektur der aktiven GDS-Komponente ist in Abbildung 12 skizziert.
Abbildung12. Architektur der aktiven GDS-Komponente
Die aktive GDS-Komponente besteht aus mehreren Memodulen. Jedes dieser Memodule bestimmt die
Entfernung zu bereits existierenden lokalen Gruppen gema einer bestimmten Metrik. So ist beispiels-
weise ein Memodul realisierbar, welches die Anzahl der Zwischensysteme auf dem Weg zum Verwalter
einer lokalen Gruppe durch einen Expanded Ring Search vornimmt. Ein weiteres Memodul kann durch
Messung der Paketumlaufzeit die Ubertragungsverzogerung abschatzen. Der modulare Aufbau der akti-
ven Komponente ermoglicht die einfache Hinzunahme weiterer Memodule, sobald zusatzliche Metriken
im Netzwerk erfabar sind. So kann zu einem spateren Zeitpunkt beispielsweise ein Modul hinzugefugt
werden, das mittels SNMP-Abfrage eines Service-Switches die nanziellen Kosten fur die Nutzung einer
Ubertragungsstrecke ermittelt. Wie in Abbildung 12 dargestellt, kann fur den Zugri auf die Manage-
ment Information Base (MIB) eines entfernten QoS-Monitors ein eigenes Memodul realisiert werden.
Der QoS-Monitor des Kommunikationsystems speichert in einer solchen MIB alle QoS-relevanten Da-
ten ab [SB96]. Diese sind uber SNMP von auen zuganglich. Auf diese Weise kann das Memodul einer
entfernten GDS-Instanz beispielsweise die aktuelle Fehlerrate eines lokalen Gruppenverwalters ermitteln
und diese als weiteres Auswahlkriterium in die Entscheidungsndung einbeziehen.
3.2 Unterschiedliche Gewichtung der Metriken
Die von den Memodulen ermittelten Entfernungen d(i) werden mit einem Metrik-spezischen Gewicht
w(i) multipliziert. Diese Gewichtung wird vom Benutzer gema seinen Anforderungen festgelegt. Ist ein
Anwender beispielsweise an der Minimierung der Ubertragungsverzogerung interessiert, so wird er diese
Metrik gegenuber den restlichen Metriken relativ hoch gewichten. Um lediglich eine einzelne Metrik
m(i) bei der Auswahl einer geeigneten lokalen Gruppe zu berucksichtigen, wird mit Ausnahme des
Gewichtes w(i) allen weiteren Gewichten der Wert 0 zugeteilt. Die gewichteten Entfernungen denieren
einen Distanz-Vektor ~v = [v(1); : : : ; v(n)], wobei v(i) = d(i) w(i) ist. Die aktive GDS-Instanz berechnet
fur jede vorhandene lokale Gruppe einen solchen Distanz-Vektor. Diese Vorgehensweise entspricht einer
Abbildung
 : (V ) = ~v = [v(1); : : : ; v(n)] 8 V 2 fMenge der realen Kommunikationssystemeg
des realen Netzwerkes auf einen n-dimensionalen Vektorraum M . Prinzipiell sind auch anders de-
nierte Abbildungen denkbar. In Abbildung 13 ist mit  eine Abbildung des realen Netzes auf einen
3-dimensionalen Vektorraum dargestellt. Die Achsen des Vektorraumes entsprechen den im Beispiel
berucksichtigten Metriken Paketumlaufzeit, Durchsatz und Anzahl der Zwischensysteme. Das Kommu-
nikationssystem, welches die Distanzwerte ermittelt und somit die Abbildung vornimmt, ist in der Ab-
bildung 13 als Anker bezeichnet und wird auf den Ursprung abgebildet.
Zur Auswahl eines geeigneten Gruppenverwalters berechnet die GDS-Instanz den euklidischen Abstand
d(0; v(i)) aller Distanz-Vektoren vom Ursprung. Die Distanzvektoren werden daraufhin gema der fol-
genden Ordnungsrelation '' geordnet:
v(i)  v(j) , d(0; v(i))  d(0; v(j)) 8 v(i); v(j) 2M
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Abbildung13. Abbildung eines realen Netzes auf einen Vektorraum
Ist die Abbildung  injektiv, liefert die Umkehrabbildung  1 angewendet auf den ersten Distanz-
Vektor der geordneten Vektorenliste den nachstgelegenen Gruppenverwalter. Ist die Abbildung  1 nicht
injektiv, konnen mehrere Kommunikationssysteme den gleichen Distanz-Vektor besitzen. In diesem Fall
kann aus der Menge der Gruppenverwalter, deren Distanz-Vektor an erster Stelle der geordneten Liste
steht, ein beliebiger ausgewahlt werden.
Ein Beispiel zur Abhangigkeit zwischen Metrik-Gewichtung und der Auswahl eines geeigneten Grup-
penverwalters ist in Abbildung 14 gegeben.
Abbildung 14. Einu der Gewichtung auf die Distanzvektoren
Die Entfernung von Gruppenverwalter A betragt gema der Metrik m(1) den Wert 1 und gema der
Metrik m(2) den Wert 2. Die Entfernung des Gruppenverwalters B betragt (2; 1). Ordnet der Dienst-
nutzer beiden Metriken die gleiche Gewichtung w(1) = w(2) = 1 zu, so betragt der euklidische Abstand
beider Distanz-Vektoren den Wert 3 (siehe Abbildung 14(a)). Somit konnten beide Gruppenverwalter
vom GDS als Ergebnis zuruckgegeben werden. Bevorzugt der Dienstnutzer eine Minimierung der Metrik
m(1), so kann er beispielsweise die Gewichtung w(1) = 2 und w(2) = 1 vorgeben. Wie in Abbildung
14 (b) dargestellt, resultiert dies in einem kleineren euklidischen Abstand fur den Distanz-Vektor des
Gruppenverwalters A. Der GDS wird als Ergebnis demnach die Identitat des lokalen Gruppenverwalters
A zuruckgeben. Gema der Anforderung des Dienstbenutzers ist dies der Gruppenverwalter mit dem
kleineren Abstand gema Metrik m(1).
4 Zusammenfassung und Ausblick
Zur Unterstutzung des Aufbaus einer hierarchischen Gruppenstruktur wurde der Group Distance Service
(GDS) vorgestellt. Im Gegensatz zur manuellen Konguration, die einen stark statischen Charakter hat
und mit groem Aufwand verbunden ist, strukturiert der GDS automatisch beliebige Kommunikations-
gruppen entsprechend der Bedurfnsse der Anwender. Der Group Distance Service (GDS) wird derzeit
aufbauend auf UDP und IP implementiert. In einer ersten Version werden Memodule zur Erfassung
der Paketumlaufzeit und der Anzahl von Zwischensystemen realisiert. Eine formale Spezikation des
Dienstes in SDL bendet sich derzeit in der Entwurfsphase.
42
Anwendungsintegration im Mobile Computing
Dietmar A. Kottmann
1 Einleitung
Die Integration mehrerer Anwendungen in vernetzten Systemen bedarf zunachst einer Moglichkeit zum
Datenaustausch. Dies kann sowohl synchron | etwa durch die parallele gemeinsame Nutzung einer
Datenbank oder eines Datei{Servers | als auch asynchron | etwa durch Ablage von Daten in einem
Datenbestand im Sinne einer Erzeuger/Verbraucher{Beziehung oder durch die direkte Weitergabe, bei-
spielsweise uber E{Mail | erfolgen. Mochte man diese Integration uber Festnetzgrenzen hinweg auf
mobile Teilnehmer ausdehnen, so ist man mit schmalbandigen teuren Kommunikationsmedien geringer
Konnektivitat konfrontiert. Damit ist weder standig die Moglichkeit zum Verbindungsaufbau gegeben
noch sind kommunikationsintensive Losungen sinnvoll. Auswege bieten zum einen die Replikation von
Daten auf Mobilrechnern (Kapitel 2) oder die Delegation komplexer Verrichtungen vom Mobilrechner
auf das Festnetz (Kapitel 3). Neben diesen beiden bereits weit entwickelten Bereichen bietet die Nutzung
des Broadcast{Charakters von Funkmedien weitere neue Perspektiven, wie kurz in Kapitel 4 beleuchtet
wird. Schlielich sind in Kapitel 5 die ersten Schritte in zu einer integrativen Sicht auf alle drei Bereiche
und weitere Entwicklungsmoglichkeiten aufgezeigt.
2 Replikation: Das System MISTRAL
Fur die Replikation von Objekten zwischen Festnetz{ und Mobilrechnern wurde das System MISTRAL
entwickelt. Im folgenden kann nur ein grober Uberblick uber die Funktionalitat gegeben werden. Weitere
Details nden sich in [Kot95a, Kot96b, Kot96a, Kot96c]. Die wichtigsten Eigenschaften des Systems sind:
Dezentrale Replikatevolution: Replikate konnen ohne eine globale Koordination erzeugt und geloscht
werden.
Starke Konsistenz: MISTRAL unterstutzt primar ein klares theoretisch fundiertes Korrektheitsmo-
dell, das das Auftreten von Anomalien gegenuber den zugreifenden Anwendungen generell verhin-
dert. Dies geschieht durch eine exible Zuweisung von Rechten an einzelne Nutzer. Ist die aus der
Aufrechterhaltung dieses Modells resultierende Kommunikationslast zu hoch, so konnen nutzerlokale
Abschwachungen der Konsistenz vorgenommen werden, d.h. da eventuell auftretende Anomalien
auf den Nutzer beschrankt bleiben, der sie durch eine Uberschreitung seiner Rechte ausloste.
Abgekoppelte Operationen: Solange ein Nutzer nur im Rahmen der ihm zugeteilten Rechte auf
Objekte zugreift, ist keine Kommunikation erforderlich: er kann abgekoppelt arbeiten.
Berucksichtigung der Objektsemantik: Die Rechtezuweisung in MISTRAL beruht auf einer ein-
fach vorzunehmenden Modellierung der Semantik der zu replizierenden Objekte. Dadurch ist es
beispielsweise moglich, da mehrere Nutzer das Recht erhalten, einen Lagerbestand abgekoppelt zu
erhohen. Eine Synchronisation der Replikate ist erst dann notig, wenn auf den kumulierten Lager-
bestand zugegrien werden mu.
Mixed{Mode{Replikation: MISTRAL integriert neben der pessimistischen Rechtezuweisung die
Moglichkeit zu optimistischer Replikation und zu den bereits oben erwahnten nutzerlokalen Konsi-
stenzabschwachungen, um die Kommunikationslast und {haugkeit weiter zu reduzieren. Erfolgt ein
Zugri, der nicht durch die Rechte des zugreifenden Nutzers abgedeckt ist, so kann je nach Situation
eine der vier folgenden Reaktionen gewahlt werden:
Sofortiger Abgleich: Die Konsistenz wird durch einen Replikatabgleich und die Neuzuweisung
von Rechten erhalten. Diese Reaktion ist sinnvoll, wenn aktuell eine breitbandige Verbindung
zur Verfugung steht oder um einen zusammenhangenden Replikatabgleich vorzunehmen, falls
die Kommunikation aktuell nach der Verbindungszeit abgerechnet wird.
Rechtereallokation: Die Konsistenz wird erhalten, indem Rechte ohne Abgleich der Replikate neu
verteilt werden. Der Erfolg dieser Option kann nicht garantiert werden. Doch ist der Versuch der
Option in Umgebungen, in denen manche Anwendungen Rechte auf Vorrat allokieren oder in
denen die Abrechnung der Kommunikation anhand Menge der tatsachlich ubertragenen Daten
erfolgt, sinnvoll.
Optimismus: Es kann versucht werden, die Operation optimistisch durchzufuhren. Dies ist dann
sinnvoll, wenn die Koniktwahrscheinlichkeit relativ niedrig ist, etwa da es im Rahmen der zu
unterstutzenden Anwendung generell selten zu Konikten kommt oder da man sich nur kurzzeitig
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in einem Funkloch bendet und in der Zeitspanne bis zum Wiederaueben der Funkverbindung
kaum Konikte zu erwarten sind.
Verzogern: Schlielich kann der Zugrisversuch bis zur nachsten Kommunikation verzogert wer-
den, was bei hoher Koniktwahrscheinlichkeit in Umgebungen mit teurer Kommunikation sinn-
voll ist.
Weitgehende Koniktanalyse: Wurden einige Zugrie optimistisch durchgefuhrt, so kann deren Er-
folg nicht garantiert werden. MISTRAL verhindert hier nicht nur das Entstehen von Auswirkungen
auf Nutzer, die nur Zugrie im Rahmen ihrer Rechte durchfuhrten, sondern fuhrt auch eine fein-
granulare Koniktanalyse mit genauer Angabe der Koniktursache durch, um eine entsprechende
Reaktion der Anwendung oder des Nutzers zu erleichtern.
Der implementierte Prototyp gestattet die Replikation von C++{Objekten. Die dabei notwendige Vor-

























Abbildung15. Anwendungsentwicklung in MISTRAL.
Neben der Implementierung seiner C++{Klasse (UserClass) mu der Anwendungsentwickler eine Be-
schreibung der Semantik des Objekts (User.def) und der Objektschnittstellen (UserXDR.x) vorgeben.
Im Fall eines Lagerobjekts umfat dieser zusatzliche Aufwand 8 Lines of Code. Dafur ermoglicht das
System anschlieend die automatische Erzeugung neuer Replikate, den Replikatabgleich und die exible
Rechtezuweisung.
3 Delegation: Der Trustee/Delegate{Ansatz
Unter Delegation wird die dynamische Installation von komplexen Zugrisfolgen auf Seiten der Fest-
netzes verstanden. Mu eine Anwendung Zugrie auf mehrere Festnetzrechner durchfuhren, so ist es
oftmals gunstiger die Zugrisfolge komplett zu delegieren, als die Zugrie einzeln von Seiten des Mo-
bilrechners aus vorzunehmen. Ein einfaches Beispiel ware die Konvertierung einer dvi{Datei in eine
PostScript{Datei und das anschlieende Drucken dieser Datei. Erfolgen die Zugrie einzeln durch den
Mobilrechner, so mu zunachst die dvi{Datei uber das Mobilnetz gesendet werden, worauf der Konvertie-
rungslter die PostScript{Datei zuruckschickt, die aber sofort wieder an den Drucker ubertragen werden
mu. Delegiert man die komplette Folge uber das Netz, so mu nur die dvi{Datei uber das Mobilnetz
ubertragen werden, wahrend die Handhabung der PostScript{Datei komplett auf Seiten des Festnetzes
erfolgt. Diese Delegation ermoglicht das in [KWP96] detailliert beschriebene Trustee/Delegate{Konzept,
dessen wichtigsten Eigenschaften kurz vorgestellt seien:
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Beschreibung beliebiger Zugrisfolgen: Mit der entwickelten Sprache DIL (Delegate Imstruction
Language) konnen bei der Entwicklung beliebige Zugrisfolgen beschrieben werden, um sie spater
uber Netze aus einen Proxy{Server zu delegieren.
Flexible Integration in den Client: Die Nutzung solcher komplexer Zugrisfolgen geschieht uber
eine Spracheinbindung, die Moglichkeiten zur synchronen oder asynchronen Koordination mit der
delegierten Zugrisfolge und ein Callback{Interface verbindet, das es der Zugrisfolge etwa erlaubt,
dem Client Ausnahmesituationen anzuzeigen, ohne da dieser standig pollen mu.
Unveranderte Server: Auf Seiten der Server ist keine Anderung durchzufuhren, da der Proxy{Server,
auf dem die delegierte Zugrisfolge installiert wird, dynamisch eine automatische Umsetzung der
Zugrie in die nativen RPC{Protokolle incl. einer korrekten Kodierung der Parameter durchfuhrt.
















Abbildung16. Anwendungsentwicklung im Trustee/Delegate{Konzept.
Wiederum ist der Zusatzaufwand gering. Die Schnittstellenbeschreibung (rpc.x) wurde i. allg. bereits
mit der Entwicklung der Server abgeschlossen. Damit mu der Entwickler nur noch die zu delegierenden
Zugrisfolgen (service.dil) und die ubliche Entwicklung des Clients vornehmen, wobei allerdings nicht
mehr direkt die RPC{Schnittstellen, sondern die Schnittstellen zum Delegate{Laufzeitsystem (service.h)
zu verwenden sind.
4 Broadcast{Nutzung
Die zwei bisherigen Ansatze hatten das Ziel, den Engpa der Kommunikation im Mobile Computing
zu umgehen. Orthogonal dazu hat speziell die Funkkommunikation aber besondere positive Eigenschaf-
ten, die bei der Anwendungsintegration entsprechend ausgenutzt werden konnen. An erster Stelle steht
hier ihr Broadcast{Charakter. Dessen Potentiale konnen durch den Einsatz von Caching{Verfahren auf
Client{Seite der Anwendung zuganglich gemacht werden. Der wesentliche Unterschied zu herkommlichen
Caching{Verfahren ist, da die Aufnahme eines Objekts in den Cache weder das Kommunikationsme-
dium noch den Server zusatzlich belasten, da alle Objekte zyklisch verteilt werden. Cache{Strategien
sollten sich nun nach der Wiederholungsfrequenz der Objekte auf dem Medium (vom Server determi-
niert) und der Zugriswahrscheinlichkeit auf die Objekte (vom Client determiniert) richten. Bisherige
Losungen schatzten die Zugrisfrequenz durch die Messung der Zugrishaugkeit. Dies eignet sich i.
allg. fur automatische Abfragen, nicht jedoch fur interaktive Anwendungen. Hier ist es erforderlich, die
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Zugriswahrscheinlichkeit anwendungsspezisch zu bestimmen. Eine einfache initiale Losung, die mo-
mentan zusammen mit der Firma Sony im Kontext desMulti{Media{Object{Transfer Protocols (MOT)



























Abbildung 17. Anwendungsabhangiges Caching in Verteilmedien.
Zentrales Entwurfskriterium war die Zweiteilung der Caching{Strategie in eine einfache Schnittstelle
zum Cache und einen darauf zugreifenden anwendungsabhangigen Teil. Dabei werden drei unterschied-
liche Zugriswahrscheinlichkeiten unterstutzt. Der erste Bereich umfat Objekte, die auf jeden Fall im
Cache zu halten sind (Primitive lock() und unlock()). Ein Beispiel fur Objekte dieses Bereichs waren den
Nutzer interessierende Aktienkurse oder Stauinformationen fur eine bestimmte Stecke. Der verbleiben-
de Cache{Bereich wird uber ein resize(){Primitiv zweigeteilt, womit implizit die relative Zugriswahr-
scheinlichkeit fur die zu den zwei Bereichen gehorenden Objekte festlegt ist. In beiden Bereichen werden
Objekte nach der Zeit bis zu ihrer Wiederholung auf dem Medium gespeichert. Die Objekte der zwei-
ten Gruppe werden dem Cache uber die Primitive prefetch() und unprefetch() mitgeteilt. Alle anderen
Objekte gehoren zur dritten Gruppe. In der momentan durchgefuhrten ersten Implementierung, die auf
HTML{Dokumenten basiert, wird ein prefetch() fur die Objekte, auf die eine URL der momentan an-
gezeigten Seite zeigt, durchgefuhrt, wahrend die anderen Objekte zum Free{Prefetch{Bereich gehoren.
Neben dieser Implementierung sind aktuell simulative Validierungen der Strategie, die Untersuchung
von Moglichkeiten zum Upcall des Caches fur exible Replacement{Policies und die Entwicklung von
Strategien fur unbekannte Wiederholungsfrequenzen von Objekten auf dem Verteilmedium geplant.
5 Integrations{ und Erweiterungsmoglichkeiten
Fur die bestmogliche Unterstutzung von Anwendungen scheint eine Integration der in den vergangenen
Abschnitten isoliert betrachteten Ansatze vielversprechend zu sein. Fur die Integration von Replikation
und Delegation stellt [KS96] einen ersten Ansatz vor, der auf dem Konzept der Reinterpretation von
Primitiven auf Systemebene [CKW96] beruht. Fur die Zusammenfuhrung dieser Konzepte mit der Aus-
nutzung des Broadcast{Charakters von Funkmedien ist naturlich zunachst ein Ruckkanal erforderlich.
Ist ein solcher verfugbar, so konnen Broadcast{Eigenschaften bei der semantischen Replikation beispiels-
weise zur schnellen Verteilung von Anderungen eingesetzt werden. Ein Potential zum Zusammenspiel
mit der Delegation eronet sich bei der ezienten Verteilung von Informationen an eine Gruppe, die aus
Daten eines Client und zusatzlichen Daten auf Seiten des Festnetzes durch ein zu delegierendes Skript
berechnet werden.
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Eines der wichtigsten Einsatzgebiete des Internets oder allgemein von von vernetzten Umgebungen
ist die Verteilung von Informationen. Unter Informationen werden in diesem Bericht allgemein Daten
verstanden, die einem oder mehreren Benutzern zur Verfugung gestellt werden. Diese Informationen
sind meistens an eine feste Umgebung gebunden, wie zum Beispiel EMail, World-Wide-Web, FTP oder
sogar eigenstandige Programme uber die diese Informationen abgerufen werden konnen. Durch die
Bindung der Informationen an ihre Umgebung ist deren Format sehr oft vorgegeben. Zum Beispiel liegen
Informationen im World-Wide-Web als HTML vor, Informationen die per FTP geladen werden konnen
(Texte, Programme, : : : ) sind in einem beliebigen Format und Informationen aus Informationssystemen
wie sie oft im Intranet Bereich zu nden sind liegen in einem Format vor, da speziell nur fur diese
Umgebung deniert ist.
Mochte man von einer Umgebung zu einer anderen Umgebung oder zu einer neuen Version der aktuellen
Umgebung wechseln, so mussen alle Informationen neu aufbereitet werden. Da die Aufbereitung der
Informationen viel Arbeit beinhaltet werden haug alte Informationen weggeworfen fur die man keinen
Bedarf mehr sieht. Ebenso beinhaltet die Aufarbeitung von Informationen immer auch eine Fehlerquelle
durch welche die Informationen verfalscht werden konnen.
Ein anderer Aspekt ist, da die Informationen und deren Darstellung meistens fur eine bestimmte
Gruppe von Zielplattformen und Umgebungen erstellt werden. Auf anderen Plattformen konnen diese
Informationen dann nicht oder nur eingeschrankt verwendet werden.
Ein Beispiel das dies verdeutlichen kann, ist ein HTML-Browser auf einem PDA. Ein PDA kann schon
wegen seines relativen kleinen Hauptspeichers und seiner geringen CPU Leistung nicht die gleichen
Moglichkeiten wie ein Browser auf einem PC oder Workstation besitzen.
Viele HTML Seiten sind jedoch so entwickelt, da sie alle Moglichkeiten von Netscape verwenden, um
eine moglichst attraktive Darstellung zu erreichen. Diese fuhrt jedoch auf einem PDA bis hin zur volligen
Unkenntlichkeit der eigentlichen Informationen.
Allgemein ware es wunschenswert, die Informationen getrennt von ihrer Darstellung (Template) zu
speichern.
Damit ware es moglich mehrere verschiedene Darstellungen fur die selben Informationen bereitzuhalten
und bei einer Anfrage die optimale Darstellung zu wahlen. Bei einer Anderung eines Darstellungsformats
mussen nicht alle Informationen, sondern nur das entsprechende Template geandert werden.
Dieser Ansatz verlangt jedoch eine komplette Neustrukturierung der bestehenden Daten in eine Infor-
mations- und in eine oder mehrere Layout Komponenten.
2 Konzeption
Ziel des hier vorgestellten Konzepts ist es vorhandene Informationen in moglichst vielen Informations-
systemen und Umgebungen optimal darzustellen. Ebenso soll es moglich sein die vorhandenen Informa-
tionen in neue Informationssysteme einzubinden ohne alle Informationen zu modizieren. Dies wird mit
Hilfe von Templates erreicht die Adaptionen zwischen beliebigen Informationssystemen ermoglichen.
Prinzipiell kann zwischen zwei Stufen der Adaption unterschieden werden:
{ Stufe 1: Adaption zwischen verschiedenen Auspragungen eines Informationssystems, wie zum Bei-
spiel bei WWW Browsern Netscape v2, Netscape v3, MS Explorer oder einem Newton WWW
Browser
{ Stufe 2: Adaptionen zwischen verschiedenen Arten von Informationssystemen, wie zum Beispiel
EMail, WWW und Terminalemulationen
Eine Adaption der Stufe 1 beinhaltet vor allem Anderungen an der Formatierung der Informationen
sowie eine Anpassung der genutzten Features an die verwendete Version des Informationssystems.
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Bei einer Adaption der Stufe 2 werden grundlegende Anderungen an der Darstellung der Informationen
durchgefuhrt. So werden zum Beispiel bei der Adaption von HTML nach EMail FORM-Elemente in
spezielle EMail Formulare umgewandelte, die eine vergleichbare Funktion mit Hilfe von EMail realisieren
konnen.
Eine Adaption der Stufe 2 beinhaltet im allgemeinen auch eine Adaption der Stufe 1.
2.1 aProxy
Um diesen Dienst moglichst vielen zur Verfugung stellen zu konnen, wird er innerhalb eines Proxys
realisiert. Ein Proxy hat normalerweise die Aufgabe haug benotigte Informationen zu speichern oder
in Firewall geschutzten Netzwerken einen kontrollierten Zugang zu Systemen auerhalb des Sicherheits-
bereichs zu ermoglichen.
Der hier entwickelte Dienst wird als adaptiver Proxy bezeichnet, da er im Gegensatz zu einem herkomm-
lichen Proxy Informationen mit Hilfe von speziellen Templates so verandert, da sie optimal zu nutzen
sind.
Diese Umsetzung verlauft sowohl fur den Informationsanbieter und den Nutzer des aProxys vollig trans-
parent. Der aProxy analysiert mit Hilfe der gesendeten Kennung des Clients die Zielplattform und nimmt
entsprechende Anderungen an den Informationen beziehungsweise deren Darstellung vor.
2.2 aTemplates
Ein Template beinhaltet normalerweise Informationen uber die gewunschte Darstellungsweise von Daten.
Um also aus einem ublichen Template eine Information zu generieren sind sowohl das Template als auch
die Daten notig.
Die Aufgabe eines adaptiven Templates ist es Informationen die fur ein bestimmtes Informationssystem
generiert wurden an ein neues/anderes Informationssystem anzupassen.
Dazu wird mit Hilfe von Heuristiken versucht die ursprungliche Daten aus der Informationsbeschreibung
zu extrahieren und fur das neue System eine neue Informationsbeschreibung zu generieren.
Beispiele fur Templates der Adaptionsstufe 1:
{ Entfernen von HTML-Frame Elementen
{ Entfernen von unnotigen Graken innerhalb von HTML Seiten.
{ Ersetzen von HTML-Table Konstrukten durch HTML-PRE
Beispiel fur Templates der Adaptionsstufe 2:
{ Umsetzung eines HTML FORM-Elements in ein EMail basiertes Formular
{ Anderung der Kompressionsart einer Datei beim FTP
3 Zusammenfassung
Mit Hilfe des vorgestellten Systems ist es moglich Informationssysteme an neue Anforderungen anzu-
passen ohne dabei alle Informationen des Informationssystems zu modizieren. Diese Anpassung kann
sowohl in der Richtung der Auf- und der Abwartskompatibilitat zu neuen und alten Systemen durch-
gefuhrt werden. Damit ist es moglich alte Informationen in neuen Systemen und neue Informationen in
alten Systemen oder speziellen Umgebungen weiterzuverwenden.
Das System ist modular durch aTemplates aufgebaut, so da es jederzeit an die jeweiligen Bedurfnisse
angepat werden kann.
Das grote Anwendungsgebiet des vorgestellten Systems durfte wohl in der Adaption der Stufe 1 liegen,
wenn vorhandene Informationen an andere Umgebungen angepat werden mussen.
Eine solche Anpassung kann auch in mobilen Umgebungen sehr gut dazu genutzt werden um Kosten
und Zeit bei der Ubertragung von Informationen uber teure und langsame Verbindungen zu sparen.
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Integration von Sicherungsmechanismen in ATM-Netze
Gunter Schafer
1 Einleitung
Mit der zunehmenden Vernetzung sowohl einzelner Rechnern als auch lokaler Netze zu einem globalen
Internetzverbund und der Nutzung dieses Netzverbundes fur verteilt ablaufende Anwendungen steigt
der Bedarf an praktisch einsetzbarer Sicherheitstechnologie fur Rechnernetze. Wichtig ist hierbei, da
die Rechner und die auf ihnen lokalisierten Daten und Programme zwar einerseits vor unerwunschten
Zugrien geschutzt werden, aber andererseits dennoch miteinander kommunizieren und kooperieren
konnen mussen. Das hat zur Konsequenz, da physikalische Absicherung der Rechner nur begrenzten
Schutz bieten kann, da die Rechner ja uber Netzwerkverbindungen miteinander kommunizieren. Daruber
hinaus mussen die zwischen den Rechnern stattndenden Kommunikationsvorgange vor unberechtigtem
Abhoren und vor Manipulationen geschutzt werden. Insgesamt sollten bei der Sicherung von Netzwerken
daher die folgenden Schutzziele verfolgt werden:
1. Vertraulichkeit: gespeicherte bzw. ubertragene Daten sollen Unberechtigten nicht zuganglich sein,
2. Integritat: Daten sollen nicht unbemerkt von Unberechtigten modiziert werden konnen,
3. Verfugbarkeit: die im Netz angebotenen Dienste sollen von den berechtigten Benutzern jederzeit in
Anspruch genommen werden konnen,
4. Verhindern unberechtigter Nutzung: nur berechtigte Benutzer sollen die im Netz angebotenen Dienste
nutzen konnen.
Aus diesem Grund werden Sicherungsmanahmen benotigt, welche in der Regel durch den Einsatz
kryptographischer Techniken realisiert werden konnen. Die Integration solcher Manahmen in Kom-
munikationssysteme ist hierbei in unterschiedlichen Varianten denkbar. So existieren sowohl bei der
Auswahl und Parametrisierung der kryptographischen Verfahren als auch bei der Plazierung der Ver-
fahren in die einzelnen Schichten der Kommunikationssysteme oft mehrere Moglichkeiten. Gerade bei
Hochleistungsnetzen, wie z.B. dem Breitband-ISDN basierend auf dem Asynchronen Transfer Modus
(ATM), ist aber darauf zu achten, da die eingefuhrten Sicherungsmanahmen die erzielbaren Ubertra-
gungsraten nicht zu sehr herabsetzen. Deshalb empehlt es sich in Hochleistungsnetzen, die Sicherungs-
mechanismen moglichst in die unteren Schichten des Protokollturms zu integrieren, welche oft durch
Hardwareunterstutzung ezient realisiert werden konnen.
Der vorliegende Text gibt eine Einfuhrung in den Themenkomplex Integration von Sicherheitsmecha-
nismen in ATM-Netze und diskutiert hierbei zutage tretende Problemstellungen. Insgesamt soll damit
ein Arbeitsprogramm fur den systematischen Entwurf einer parametrisierbaren Sicherheitsarchitektur
fur ATM-Netze motiviert werden.
2 Sicherheitsdienste und -mechanismen fur die Datenkommunikation
Zur Sicherstellung der oben genannten Schutzziele in Kommunikationsnetzen existieren bereits eine
Reihe gut entwickelter Techniken. Die International Organization for Standardization (ISO) hat diese
Verfahren im Rahmen der OSI-Standardisierung (Open Systems Interconnection) in der sogenannten
OSI-Sicherheitsarchitektur [ISO88b] kategorisiert und unterscheidet dabei zwischen Sicherheitsdiensten
und Sicherheitsmechanismen zur Erbringung der Sicherheitsdienste.
2.1 Sicherheitsdienste nach OSI
Authentisierungsdienst: Dieser Dienst dient dem Nachweis der Identitat eines Teilnehmers oder eines
Systems gegenuber einem Partner. In der OSI-Sicherheitsarchitektur werden hierbei die folgenden
Auspragungen unterschieden:
{ Peer Entity Authentication: bezeichnet die Authentisierung zweier Partnerinstanzen im Sinne
des OSI-Modells, also z.B. die Authentisierung zweier Transportschichtinstanzen. Da in oenen
Systemen aber auch Instanzen, welche nicht direkt Bestandteil der Kommunikationsarchitektur
sind, authentisiert werden mussen, hat sich in den letzten Jahren der Begri Entity Authenti-
cation durchgesetzt. Peer Entity Authentication wird in diesem Sinne als Sonderfall von Entity
Authentication verstanden.
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{ Data Origin Authentication: dient der Authentisierung der Herkunft einer Nachricht. Anders als
bei der Entity Authentication ist die sendende Instanz aber nicht zum gleichen Zeitpunkt an
dem Authentisierungsproze beteiligt. Die Authentisierung erfolgt zeitlich entkoppelt anhand
eines Merkmals der zu authentisierenden Nachricht.
Zugriskontrolldienst: Die Nutzung dieses Dienstes schutzt vor unautorisierter Nutzung oder Ma-
nipulation von Ressourcen und Diensten. Seine Aufgabe besteht also darin sicherzustellen, da nur
autorisierte Subjekte in der fur sie vorgesehenen Weise auf die fur sie vorgesehenen Objekte zugreifen
konnen. Diese Vorgaben konnen beispielsweise in Form von objektbezogenen Zugriskontrollisten
oder subjektbezogenen Berechtigungsmarken vorliegen. In der OSI-Sicherheitsarchitektur wird der
Zugriskontrolldienst mit Access Control bezeichnet und nicht weiter untergliedert.
Vertraulichkeitsdienst: Mithilfe dieses Dienstes schutzt man sich gegen das Bekanntwerden vertrau-
licher Informationen. Die ISO unterscheidet hierbei die folgenden Varianten:
{ Connection Condentiality: Alle Nutzdaten, die wahrend einer Verbindung auf der Ebene der
betrachteten Schicht ubertragen werden, werden vor dem Verlust der Vertraulichkeit bewahrt.
{ Connectionless Condentiality: Der Schutz bezieht sich auf die Nutzdaten einer Dateneinheit.
{ Selective Field Condentiality: Nur gewisse Teile der Nutzdaten, welche sowohl verbindungsori-
entiert als auch verbindungslos ubertragen werden konnen, werden vor dem Verlust der Vertrau-
lichkeit bewahrt.
{ Trac Flow Condentiality: Auf der Ebene einer betracheten Schicht werden Manahmen gegen
Verkehrsuanalysen getroen.
Datenintegritatsdienst: Diesen Dienst nutzt man, um der Anderung, Loschung oder Ersetzung von
Daten ohne entsprechende Autorisierung vorzubeugen. In der OSI-Sicherheitsarchitektur werden
hierbei unterschieden:
{ Connection Integrity With Recovery: Alle Nutzdaten, die wahrend einer Verbindung ubertragen
werden, werden vor Anderung, Loschung oder Ersetzung geschutzt. Der Schutz besteht darin,
da solche Modikationen vom Empfanger bemerkt werden konnen. Zusatzlich wird bei Er-
kennen einer Modikation eine Manahme (z.B. Ubertragungswiederholung) getroen, um die
Original-Daten zu erhalten.
{ Connection Integrity Without Recovery: Hierbei wird auf das Recovery bei erkannten Angrien
verzichtet. Solche Manahmen mussen von einer hoheren Schicht oder der Anwendung selbst
ergrien werden.
{ Selective Field Connection Integrity: Der Schutz erstreckt sich lediglich uber einen Teil der
wahrend einer Verbindung ubertragenen Nutzdaten.
{ Connectionless Integrity: Alle Nutzdaten einer Dateneinheit werden vor Modikation geschutzt.
{ Selective Field Connectionless Integrity: Der Schutz erstreckt sich nur uber einen Teil der in
einer Dateneinheit enthaltenen Nutzdaten.
Urhebernachweis: Wird Wert auf die Moglichkeit gelegt, nachtraglich beweisen zu konnen, da ein
Kommunikationsvorgang stattgefunden hat, nutzt man diese Kategorie von Diensten. Die ISO un-
terscheidet dabei zwischen:
{ Non-Repudiation With Proof Of Origin: ermoglicht es, die Herkunft einer Nachricht zu beweisen,
so da der Sender nachtraglich nicht abstreiten kann, die Nachricht erzeugt zu haben.
{ Non-Repudiation With Proof Of Delivery: ermoglicht es, nachzuweisen, da eine Nachricht einen
bestimmten Empfanger erreicht hat.
Erkennung eines Angris: Wahrend die vorgenannten Dienste eher vorbeugenden Charakter haben,
kann mittels geeigneter Manahmen bei dennoch erfolgtem Angri oft zumindest noch nachvollzogen
werden, auf welche Weise dies gelang. Auch sind Vorkehrungen ublich, bei Eintritt gewisser Ereig-
nisse einen Alarm auszulosen. In der OSI-Sicherheitsarchitektur wird dieser Dienst nicht explizit als
Sicherheitsdienst aufgefuhrt, sondern als ein die Sicherheitsdienste unterstutzender Mechanismus
interpretiert.
2.2 Sicherheitsmechanismen nach OSI
Die oben aufgefuhrten Sicherheitsdienste werden mit Hilfe sogenannter Sicherheitsmechanismen er-
bracht. In der OSI-Sicherheitsarchitektur werden die folgenden Mechanismen vorgeschlagen:
1. Encipherment: bezeichnet Verschlusselung von Daten im allgemeinen. Verschlusselung wird daruber-
hinaus aber auch teilweise bei der Realisierung der anderen Sicherheitsmechanismen eingesetzt.
2. Digital Signature: ist die digitale Unterzeichnung von Nachrichten. Hierfur werden in der Regel
asymmetrische Verschlusselungsverfahren eingesetzt.
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3. Access Control: wird von der ISO sowohl als Dienst als auch als Mechanismus verstanden.
4. Data Integrity: dient auch als Oberbegri fur Mechanismen, welche den Datenintegritatsdienst er-
bringen.
5. Authentication Exchange: bezeichnet Dialoge, bei denen Informationen ausgetauscht werden, welche
der Authentisierung von Instanzen dienen.
6. Trac Padding: ist die Bezeichnung fur die Erzeugung zusatzlicher Datenelemente, die nur zum
Schein ubertragen werden, um die tatsachlichen Verkehrsmuster zu verschleiern.
7. Routing Control: ermoglicht die Beeinussung der Wegewahl fur Datenubertragungen.
8. Notarization: bezeichnet die Registrierung von Daten bei einer vertrauenswurdigen Instanz, welche
dadurch gewisse Eigenschaften der Daten bestatigen kann, wie z.B. Inhalt, Herkunft, Erzeugungs-
zeitpunkt oder Empfang der Daten.
Zusatzlich zu diesen Mechanismen werden in der OSI-Sicherheitsarchitektur noch sogenannte verbrei-
tete Sicherheitsmechanismen aufgelistet, die zwar nicht gezielt fur die Erbringung eines bestimmten
Sicherheitsdienstes eingesetzt werden konnen, aber dennoch benotigt werden:
{ Trusted Functionality: Damit die Sicherheitsdienste wirklich das erwunschte Ma an Sicherheit er-
bringen konnen, ist es erforderlich, da sie mit vertrauenswurdigen Hardware- und Softwarekompo-
nenten realisiert werden.
{ Security Labels: verwendet man zur Kennzeichnung von Ressourcen (wie z.B. Dateneinheiten) mit
sogenannten Sicherheitsattributen (z.B. vertraulich).




{ Security Audit Trail: erkannte sicherheitsrelevante Ereignisse werden zur spateren Analyse gesam-
melt.
{ Security Recovery: bezeichnet die Manahmen, die nach erkannten Beeintrachtigungen der Sicherheit
zur Wiederherstellung des ursprunglichen Sicherheitszustandes ergrien werden.
3 Integration von Sicherheitsmechanismen in das B-ISDN-Protokollmodell
Die OSI-Sicherheitsarchitektur gibt einige Empfehlungen, in welchen Schichten des OSI-Modells die ein-
zelnen Sicherheitsdienste angesiedelt werden sollen. Fur das B-ISDN-Protokollmodell, welches modernen
Hochleistungsnetzen zu Grunde gelegt wird, steht eine solche Empfehlung noch aus. Abbildung 18 zeigt
das Protokollmodell. Grundsatzlich ist hierbei eine Integration einzelner Sicherheitsmechanismen in jede
der Ebenen denkbar und sollte daher auf Basis einer umfassenden Bedrohungsanalyse und in Abwagung
technischer Wechselwirkungen mit anderen Protokollmechanismen diskutiert werden:
1. Die Benutzerebene (User Plane) stellt einer Anwendung den Transport von Nutzdaten zur Verfugung.
Sollen uber das B-ISDN vertrauliche Informationen ubermittelt werden, mu daher ein Vertraulich-
keitsdienst in diese Ebene integriert werden. Desweiteren werden in dieser Ebene gegebenenfalls der

























2. Die Kontrollebene (Control Plane) dient dem Aufbau, der Unterhaltung und dem Abbau von Ver-
bindungen in der Benutzerebene. Da Verbindungen im B-ISDN in der Regel Kosten verursachen,
werden in dieser Ebene mindestens die Sicherheitsdienste Zugriskontrolle und Authentisierung (zur
Unterstutzung der Zugriskontrolle) benotigt, um einen Mibrauch der Dienste zur Verbindungs-
kontrolle zu vermeiden.
3. Die Managementebene (Management Plane) gliedert sich in die beiden Teilbereiche Schichten-
Management (Layer Management), das fur die Uberwachung und Koordination der einzelnen Schich-
tenaufgaben (auch zwischen der Benutzer- und Kontrollebene) zustandig ist, und Ebenen-Manage-
ment (Plane Management), welches netzweite Uberwachungs- und Koordinierungsaufgaben uber-
nimmt. Auch in dieser Ebene werden mindestens die beiden Sicherheitsdienste Zugriskontrolle
und Authentisierung benotigt, um einen Mibrauch der unterstutzten Managementoperationen zu
verhindern.
Zusatzlich zu den in die drei unteren Schichten des B-ISDN-Protokollmodells zu integrierenden Sicher-
heitsdiensten kann es erforderlich werden, auch in den hoheren Schichten { insbesondere der Anwen-
dungsschicht { Sicherheitsdienste vorzusehen. So kann zum Beispiel die Authentisierung der Benutzer
einer Verbindung nur auf Anwendungsebene mit Beteiligung der Benutzer vorgenommen werden. Den-
noch sollte aus Ezienzgrunden versucht werden, Sicherheitsdienste moglichst in den unteren Schichten
des Protokollmodells zu erbringen, da sie dort durch spezielle Hardware unterstutzt werden konnen.
Hierbei sind mogliche Wechselwirkungen mit anderen Protokollmechanismen zu beachten. Ein Beispiel
dafur ist die Abhangigkeit, die zwischen dem Sicherheitsmechanismus Verschlusselung und dem Pro-
tokollmechanismus Vorwartsfehlerkorrektur (Forward Error Correction, FEC) entstehen kann. Wird
beispielsweise ein blockorientierter Verschlusselungsalgorithmus wie DES (Data Encryption Standard)
im sogenannten Plain-and-Cipher Block Chaining Mode (PCBC) verwendet, so wirkt sich bereits die
Anderung eines einzelnen Bits der verschlusselten Bitfolge auf alle nachfolgenden Bits der entschlussel-
ten Bitfolge aus [Sta95, Seite 351 f.]. Es ist daher darauf zu achten, da eine solche Verschlusselung
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oberhalb\ der FEC plaziert wird. Das Problem der Fehleraufweitung besteht grundsatzlich beim Ein-
satz kryptographischer Verfahren (wenn auch nicht immer in diesem Ausma) und mu daher beim
Entwurf der zu verwendenden Fehlerkorrekturmechanismen bedacht werden. Das Beispiel zeigt, da bei
der Integration von Sicherheitsmechanismen in Hochleistungsnetze diese sorgfaltig mit den verwendeten
Protokollmechanismen abgestimmt werden mussen.
4 Ziel: Eine parametrisierbare Sicherheitsarchitektur fur ATM-Netze
Da die Erbringung von Sicherheitsdiensten zusatzlichen Verarbeitungsaufwand in den beteiligten Sy-
stemen verursacht, empehlt es sich, fur Hochleistungsnetze, die ein so breites Anwendungsspektrum
wie das B-ISDN aufweisen, ein abgestuftes Sicherheitskonzept zu entwickeln, welches abhangig von den
moglichen Bedrohungen und den damit bestehenden Risiken jeweils das Ma an Sicherheit bietet, das
im konkreten Anwendungsfall benotigt wird. Somit entsteht ein vielschichtiges Optimierungsproblem
mit den Zielgroen Sicherheit, Zuverlassigkeit, Leistungsfahigkeit und Kostenezienz. Fur die Realisie-
rung eines solchen Sicherheitskonzepts im B-ISDN wird eine parametrisierbare Sicherheitsarchitektur
fur ATM-Netze benotigt.
Das ATM-Forum, ein unabhangiges Konsortium aus Herstellern und Forschungseinrichtungen zur Stan-
dardisierung von ATM-Technologie, arbeitet seit 1995 an Sicherheitskonzepten fur ATM-Netze. So exi-
stiert bereits ein Arbeitspapier [San96], in dem neben der Entwicklung einer einheitlichen Terminologie
auch Empfehlungen fur zu integrierende Sicherheitsdienste und konkrete Algorithmen zu nden sind. Das
Dokument ist noch sehr unvollstandig und geht bewut nicht auf Realisierungsvarianten in Hardware
oder Software ein, sollte aber Eingang in den Entwurf einer parametrisierbaren Sicherheitsarchitektur
nden.
Bei dem Entwurf der Architektur werden auf Basis einer umfassenden Bedrohungsanalyse der Ebenen des
B-ISDN-Protokollmodells Alternativen fur die Integration von Sicherheitsmechanismen in die einzelnen
Protokollsaulen entwickelt. Die konkret zu verwendenden Sicherheitsmechanismen sind anschlieend in
unterschiedlichen Realisierungsvarianten in Form einer Bausteinbibliothek fur die anwendungsspezische
Kongurierung der Protokollsaulen bereitzustellen. Hierdurch soll die exible Gestaltung sicherer, auf
der ATM-Technologie basierender Hochleistungskommunikationssysteme ermoglicht werden.
52




Der uberwiegende Teil zukunftiger kommunikationsbezogener Anwendungen benotigt neben der Un-
terstutzung vielfaltiger Kommunikationsdienste vor allem eine hohe Leistungsfahigkeit. Beispiele hierfur
sind Teleprasenzsysteme und verteilte Rechnersysteme, die unter anderem eine hohe Ubertragungsra-
te und eine garantierte Obergrenze fur die Verzogerung benotigen. Durch die Einfuhrung einer neuen
Generation von Netzen (ATM-Netze, Asynchroner Transfermodus) und die Entwicklung neuartiger Pro-
tokolle, die eine Vielzahl von Diensten unterstutzen, stellt die Netzinfrastruktur heute bereits eine hohe
Leistungsfahigkeit zur Verfugung. Bedingt durch die Struktur transport- und anwendungsorientierter
Protokolle und die fur die Hochleistungskommunikation ungeeigneten heutigen Rechnerarchitekturen
und Betriebssysteme kann diese Leistungsfahigkeit jedoch nicht an Anwendungen weitergeben werden.
Software-Optimierungen und Parallelverarbeitung konnten bisher keine zufriedenstellenden Resultate
liefern. Der erfolgversprechendste Ansatz, die Hardware-Unterstutzung leistungskritischer Komponen-
ten, wurde bis jetzt auf sehr kleine und relativ einfache Komponenten beschrankt. Daher konnte auch
auf diese Weise nicht die geforderte Leistungsfahigkeit erreicht werden. Die Implementierung komple-
xer Funktionen in Hardware wurde als nicht sinnvoll erachtet. Hinzu kommt, da bisher beim Ein-
satz leistungsfahiger Hardware im Rahmen von Kommunikationssystemen die Implementierung meist
vollstandig von Hand geschah. Der Einsatz von Synthesewerkzeugen beschrankte sich weitgehend auf
elementare Funktionen.
2 Ziele
Ziele der vorliegenden Arbeit [Sch96b] sind der Entwurf fortgeschrittener Hardware-Komponenten zur
Unterstutzung der Kommunikationsaufgabe und die Entwicklung einer systematischen Unterstutzung
des Entwurfs modularer Hochleistungskommunikationssysteme. Merkmale der Kommunikationskompo-
nenten sind eine exible Architektur und hohe Leistungsfahigkeit. Weiterhin sollen sie die Implemen-
tierung komplexer Protokolle hoherer Schichten (Transportschicht und anwendungsorientierte Schich-
ten) unterstutzen und die Integration in ein Zwischen- oder Endsystem erleichtern. Der Entwurf eines
Kommunikationssystems soll eine formal abgesicherte Abbildung von Protokollen auf eine Implementie-
rungsarchitektur ermoglichen. Hierbei ist vor allem die leistungsfahige Implementierung von Protokollen
komplexer Funktionalitat basierend auf einer standardisierten Spezikation von groer Bedeutung.
3 Analyse
Basierend auf einer ausfuhrlichen Analyse und Klassikation aktueller Implementierungen und Ansatze
zu Entwurf und Implementierung von Kommunikationssystemen wurde ein exibles Entwurfsprinzip fur
hochleistungsfahige Kommunikationssysteme entwickelt. Im Rahmen der Arbeit wird als ein Ergebnis
der Analyse aufgezeigt, da die Anforderungen neuartiger Anwendungen mit heutigen Kommunikati-
onssystemen nur teilweise zufriedengestellt werden konnen. Als Leistungsengpasse wurden traditionelle
Rechnerarchitekturen, Kommunikationsprotokolle und Betriebssysteme identiziert. Vorrangig im Be-
reich der Netzwerkadapter konnte eine Vielzahl von Optimierungsmoglichkeiten aufgezeigt werden. Die
Analyse und Bewertung einer groen Anzahl existierender Ansatze fur die Realisierung eines Kommu-
nikationssystems wurden anhand der Schwerpunkte Systemintegration, Leistungsfahigkeit, Flexibilitat,
Modularitat und Unterstutzung von Spezikation und Synthese durchgefuhrt. Dabei wurde eine starke
Klassenbildung festgestellt. Auf der einen Seite sind die leistungsfahigen Netzwerkadapter, die jedoch
kaum Entwurfsunterstutzung bieten oder eine formale Spezikation erlauben. Auf der anderen Seite gibt
es Ansatze, die basierend auf einer Spezikation die Synthese von Kommunikationssystemen erlauben,
jedoch sind die so erzeugten Systeme meist nicht leistungsfahig genug. Bei keinem der untersuchten
Ansatze konnte eine ausgewogene Bewertung erzielt werden.
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4 Entwurfsablauf
Das entwickelte generelle Verfahren zur Konstruktion eines Hochleistungskommunikationssystems aus
einer Spezikation hat folgende Bestandteile. Die Spezikation besteht aus Kongurierungsparametern
und dem Kommunikationsprotokoll. Kongurierungsparameter sind unter anderem die Zieltechnologie,
Leistungsanforderungen und Kosten. Abhangig von diesen Parametern kann nun eine Rahmenarchi-
tektur zur Integration der Kommunikationskomponenten gewahlt werden. Hierbei werden mehrere Al-
ternativen vorgeschlagen. Bei der Implementierung als intelligenter Netzwerkadapter wird lediglich die
Leistungsfahigkeit konventioneller Adapter um neuartige Funktionalitaten erweitert. Die auf der Syste-
marchitektur des Rechners basierenden Nachteile bleiben somit erhalten. Die Kommunikationsaufgabe
kann auch einem dedizierten Prozessor in einem Multiprozessorsystem zugewiesen werden. Damit wird
die Kommunikationsaufgabe anderen Applikationen bezuglich des Ressourcenzugris gleichgestellt, kann
jedoch aufgrund spezieller Hardware des Prozessors wesentlich hohere Leistungen erbringen.
Bei der Integration in Form eines Koprozessors kann die engste Kopplung mit einer Vielzweck-CPU erfol-
gen. Dieser Ansatz ist mit dem Einsatz spezieller Fliekommaarithmetik-Einheiten vergleichbar und hat
den Vorteil, da von Software-Manahmen zur Optimierung von Kommunikationsprotokollen und ausge-
feilten Speicherhierarchien weiterhin protiert werden kann. So ist dieser Ansatz als ideale Erganzung zu
dem derzeit international intensiv erforschten sogenannten Integrated Layer Processing (ILP) zu sehen.
Hierbei wird versucht, die Nutzdaten bei der Abarbeitung eines Kommunikationsprotokolls moglichst
selten zu kopieren und alle Datenmanipulationen mit Hilfe des Prozessor-Cache durchzufuhren. Ein Ko-
prozessor kann nun helfen, auch komplexere Funktionen unter Nutzung des Cache durchzufuhren und
somit die Ezienz des ILP-Ansatzes zu steigern.
Der am weitesten fortgeschrittene Ansatz ubertragt die den lokalen Netzen (LAN, local area network) zu-
grundeliegenden Konzepte auf ein Endsystem, das hier nur noch aus mehreren autonomen Komponenten
(CPUs, Plattenlaufwerke, Speicher etc.) besteht, die uber eine LAN-ahnliche Verbindungskomponente
miteinander kommunizieren. Auch dieser Ansatz wird derzeit weltweit intensiv unter dem Stichwort
Desk Area Network (DAN) erforscht. Ein wesentlicher Vorteil der im Rahmen dieser Arbeit entwor-
fenen Kommunikationskomponenten ist, da sie sich gewinnbringend in alle vorgestellten Alternativen
der Systemintegration einbringen lassen.
Funktionen, die eine Protokollabarbeitung unterstutzen, werden in protokollabhangige und protokoll-
unabhangige unterschieden. Kommunikationskomponenten, die Funktionen der ersten Kategorie im-
plementieren, sind beispielsweise die Steuereinheiten der Protokollautomaten. Sie mussen dem jeweili-
gen Protokoll angepat werden und sind daher frei programmierbar. Protokollunabhangige Funktionen
konnen weiter in Protokollunterstutzungs- und Systemfunktionen gegliedert werden. Ein Beispiel fur die
erste Gruppe sind Funktionen zur Manipulation dynamischer Datenstrukturen, in die zweite Gruppe
fallen unter anderem traditionellerweise vom Betriebssystem zur Verfugung gestellte Funktionen wie
Betriebsmittelzuteilung oder Speicherverwaltung. Bausteine, die diese Funktionen realisieren, mussen
anpabar und parametrisierbar sein, damit sie einen weiten Bereich verschiedener Kommunikationspro-
tokolle abdecken.
5 Architektur
Die im Rahmen dieser Arbeit entworfene Implementierungsarchitektur CHIMPSY (Communication ori-
ented High-performance Modular Processor System) adressiert genau die oben angesprochenen Bereiche,
da sie die Flexibilitat fur eine Implementierung sowohl von Teilkomponenten als auch von ganzen Syste-
men aufweist. Beim Systementwurf konnen einzelne Komponenten konguriert, vor der Inbetriebnahme
des Systems konnen die Komponenten parametrisiert und wahrend des Betriebs konnen die Komponen-
ten den aktuellen Bedurfnissen angepat werden. Einzelkomponenten besitzen prinzipiell gleichartige
Schnittstellen und konnen beliebig um eine zentrale Verbindungskomponente herum gruppiert wer-
den. Eine wesentliche Eigenschaft dieser Verbindungskomponente ist ihre Fahigkeit, vorab angeforderte
Dienstqualitaten zu garantieren. So wird durch ein hierarchisches Zuteilungsverfahren die Gesamtband-
breite der Verbindungskomponente unter den angeschlossenen Komponenten aufgeteilt. Weiterhin bietet
diese Komponente die Moglichkeit der Gruppenkommunikation, das heit, da eine Komponente gleich-
zeitig und ohne Zusatzaufwand Daten an verschiedene Empfanger innerhalb der CHIMPSY-Architektur
senden kann.
Alle Komponenten arbeiten unabhangig voneinander und kommunizieren durch Nachrichtenaustausch.
Zur Entkopplung besitzt jede Komponente eine Eingangswarteschlange, in die alle eingehenden Signale
eingefugt werden. Beispiele fur Komponenten sind Protokollautomaten, Kodierer, ALUs oder Zeitgeber.
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Jeder Protokollautomat besteht wiederum aus einer Eingangswarteschlange, dem Zustandsubergangssy-
stem und einer lokalen ALU, in der alle lokalen Variablen gespeichert und manipuliert werden konnen.
Damit bietet diese Implementierungsarchitektur eine leistungsfahige Basis, um erweiterte endliche Auto-
maten einer Protokollspezikation (z.B. in der von der ITU standardisierten Sprache SDL, Specication
and Description Language, Z.100) auf eine Realisierung abzubilden. Die gesamte Implementierungsarchi-
tektur wurde mit Hilfe der Sprache VHDL (Very High Speed Integrated Circuits Hardware Description
Language, IEEE Standard 1076) beschrieben, simuliert und synthetisiert. Die Synthese umfat hierbei
unter anderem die werkzeugunterstutzte Abbildung einer Verhaltensbeschreibung auf eine Transistor-
netzliste. Als Werkzeuge wurden im Rahmen dieser Schritte kommerzielle Entwurfswerkzeuge eingesetzt,
die eine weite Verbreitung in der Industrie haben.
6 Validierung
Die Validierung der angestrebten Leistungsfahigkeit der einzelnen Komponenten wurde mittels ver-
schiedener prototypischer Implementierungen durchgefuhrt. Als eine der komplexesten Einheiten zur
Unterstutzung von Protokoll- und Systemfunktionen wurde ein Baustein zur Verwaltung dynamischer
Listen als ASIC (Application Specic Integrated Circuit) in 0; 7m CMOS-Technologie entworfen und
zum Vergleich auf einem FPGA (Field Programmable Gate Array) implementiert. Dieser Baustein kann
beispielsweise zur Uberwachung der Ubertragungswiederholung von Paketen eingesetzt werden. Hierbei
mu bei einer angenommenen Ubertragungsrate von 622 Mbps und einer Paketlange von 600 byte in
weniger als 8 ms eine Liste aktualisiert werden. Diese Aufgabe kann nur mittels dedizierter Hardware
ausgefuhrt werden, wenn nicht die gesamte Leistungsfahigkeit des Zentralprozessors ausschlielich fur
die Kommunikation verwendet werden soll. Ein besonderes Merkmal der so entworfenen Komponente
sind spezielle Komparatoren zur Unterstutzung der Suche von Elementen einer Liste. Ein solcher Kom-
parator kann die beiden Vergleiche a  b  c; b  c  d, (a; b; c; d 2 Integer) innerhalb von 45 ns
durchfuhren, wohingegen beispielsweise ein Alpha-Prozessor allein fur den Vergleich a  b  c 72,6 ns
benotigt (bei 150 MHz). Der Flachenbedarf fur die Steuerlogik betragt lediglich 115200 Transistoren,
was im Vergleich zu heutigen Vielzweckprozessoren (ca. 2-5 Millionen Transistoren) in eindrucksvoller
Weise den Koprozessoransatz untermauert. Die Flexibilitat der Komponente wird durch Anpassungen
an verschiedene Protokolle wie XTP (Xpress Transport Protocol) und ein Protokoll zur Gruppenkom-
munikation in ATM-Netzwerken aufgezeigt. Hierbei kann die direkte Auswirkung eines Protokolls auf
den Flachenbedarf und die maximale Taktfrequenz des Chips angegeben werden.
Auf die gleiche Weise wurde die Implementierungsarchitektur eines frei programmierbaren Protokollau-
tomaten entworfen und als ASIC synthetisiert. Hier ergab sich als maximal mogliche Taktfrequenz 100
MHz. Weiterhin wurde eine Einheit zur Verwaltung einer Vielzahl von Zeitgebern entworfen und auf
ein FPGA abgebildet. Die anschlieenden Leistungsmessungen der Implementierung zeigen auch hier
die Uberlegenheit dieser an die Datenstruktur angepaten Komponente im Vergleich zu einem Stan-
dardprozessor. So ist die FPGA-Losung trotz der niedrigen Taktfrequenz von lediglich 20 MHz mehr als
doppelt so schnell wie ein Alpha-Prozessor mit 175 MHz.
7 Werkzeuge
Zur Gewahrleistung der einfachen Programmierbarkeit der Protokollautomaten wurde ein speziell auf
die Protokollabarbeitung ausgerichteter Mikrocode entworfen und implementiert. In Erganzung dazu
wurde ein passender Compiler erstellt, der auer der Umsetzung einer fur einen Anwender lesbaren
Datei in den Mikrocode des Protokollautomaten auch die Einbindung von Testdaten erlaubt. So kann
anschlieend mit einem VHDL-Simulator der fertig kongurierte Protokollautomat getestet werden.
Zur Unterstutzung des Systementwurfs wurde weiterhin ein speziell auf diese Implementierungsarchitek-
tur ausgerichteter SDL-nach-VHDL-Compiler entwickelt. Eine besondere Eigenschaft dieses Compilers
ist, da die erzeugte VHDL-Beschreibung nicht nur simulierbar, sondern auch voll synthetisierbar ist
und somit die weitgehend durch Werkzeuge unterstutzte Abbildung von Protokollen auf leistungsfahige
Hardware gewahrleistet ist. Beide Werkzeuge konnen erganzend eingesetzt werden, da das eine einen
schnelleren Entwurf basierend auf der standardisierten Sprache SDL erlaubt, das andere jedoch mehr
Moglichkeiten bietet, die volle Leistungsfahigkeit der Architektur auszunutzen. Die damit erstellten
Komponenten sind vollstandig kompatibel.
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8 Verikation
Ein wesentlicher Schwachpunkt bisheriger Ansatze zur leistungsfahigen Implementierung von Kommuni-
kationsprotokollen ist die Nachweisbarkeit spezizierter Eigenschaften (z.B. Lebendigkeit) in der realen
Implementierung. Im Rahmen dieser Arbeit wurden vielfaltige Merkmale der Implementierungsarchitek-
tur und der Implementierung von Protokollen auf der Architektur nachgewiesen. Dazu wurde die den
Protokollautomaten zugrundeliegende Architektur sowie eine Implementierung eines Transportproto-
kolls auf dieser Architektur in der Eingabesprache eines symbolischen Modellprufers beschrieben. Somit
konnte unter anderem nachgewiesen werden, da die Architektur mit dem gegebenen Protokoll garan-
tiert einen Verbindungsaufbau durchfuhrt und da keine Verklemmungen auftreten konnen. Wichtig
ist hierbei festzustellen, da auf diese Weise gleichzeitig das Protokoll und die Implementierungsarchi-
tektur uberpruft wurden. Eine getrennte Uberprufung von Eigenschaften kann keine Korrektheit des
Gesamtsystems gewahrleisten.
9 Simulation
Basierend auf den durch die prototypische Implementierung gewonnenen Leistungsparametern wur-
den umfangreiche Simulationsmodelle zukunftiger Multimedia-Endsysteme fur ein kommerzielles Simu-
lationswerkzeug (BONeS, Block Oriented Network Simulator) erstellt. Diese umfassen sowohl durch
Markov-Ketten modellierte Lastquellen verschiedener Applikationen und Endgerate (Videokonferenzen,
Plattenspeicher etc.) als auch die gesamte CHIMPSY-Architektur in der Auspragung der autonomen
Systemkomponenten mit leistungsfahigen Protokollen. Mit diesen Modellen konnen in einfacher Weise
aussagekraftige Szenarien zukunftiger Systeme erstellt und bewertet werden.
Als ein beispielhaftes Ergebnis wird in der Arbeit aufgezeigt, wie Dank der durch Hardware gegebenen
Dienstgarantien eine Datenubertragung mit konstanter Bitrate nicht von einer starken Belastung des
Systems mit weiteren Quellen schwankender Bitrate beeinut wird. Fur einen Anwender bedeutet dies,
da die ihm garantierten Dienste auf jeden Fall eingehalten werden. Es konnte also in diesem Fall eine
bei einem Netzbetreiber gekaufte Dienstqualitat tatsachlich bis zum Anwender durchgereicht und nicht
im Endsystem zerstort werden.
10 Zusammenfassung
Als Ergebnis dieser Arbeit konnte gezeigt werden, da mit Hilfe der entwickelten Entwurfsmethodik
und der Komponentenbibliothek Implementierungen mit einer bisher nicht moglichen Leistungsfahig-
keit teilautomatisch aus einer Spezikation abgeleitet werden konnen. Zusammenfassend versucht die
Arbeit durch den systematischen Aufbau komplexer Kommunikationssysteme basierend auf Bausteinen
mit bestimmten verizierten Eigenschaften einen wichtigen Schritt hin zur Beherrschung dieser Syste-
me zu leisten. Die hier vorgestellten Konzepte wurden bereits erfolgreich auf mehreren einschlagigen
internationalen Konferenzen der Fachwelt vorgestellt. Hierbei wurden erstmalig VLSI-Komponenten
prasentiert, die Grundlage fur ein groes Spektrum zukunftiger Zwischen- und Endsysteme darstellen.
Anhand vielfaltiger Beispiele wird im Rahmen der Arbeit gezeigt, da es mit dem entworfenen System
gelungen ist, die Kluft zwischen Ansatzen hohen Leistungsfahigkeit und Ansatzen mit Unterstutzung
eines formalen Vorgehens deutlich zu verkleinern.
Die Arbeit stellt eine breite Basis fur weiterfuhrende Arbeiten in den Bereichen Unterstutzung von
Gruppenkommunikation in ATM-Netzen und der Synthese leistungsfahiger Protokollimplementierungen
dar. So sind bereits basierend auf der Implementierungsarchitektur CHIMPSY erste Ansatze zur Un-
terstutzung der Gruppenkommunikation durch dedizierte Zwischensysteme in ATM-Netzwerken in der
Arbeit ausgefuhrt worden. Eine stets wachsende Bedeutung werden dedizierte Hardware-Komponenten
in zukunftigen mobilen Rechnersystemen erlangen, da hier im Rahmen von multimedialen Anwendun-
gen eine hohe Rechenleistung bei gleichzeitig niedrigem Stromverbrauch erwunscht ist. Dies kann mit
gangigen Standardprozessoren nicht erreicht werden.
56




Aktuelle Analysen des Kommunikationsverhaltens zeigen, da neben der klassischen Datenkommuni-
kation die audio-visuelle Kommunikation eine immer groere Verbreitung ndet. Bedingt durch diese
grundsatzliche Entwicklung entsteht die Forderung nach diensteintegrierenden Kommunikationssyste-
men, die in der Lage sind, gleichzeitig eine Vielzahl an Kommunikationsdiensten mit stark unterschiedli-
chen Dienstqualitaten zur Verfugung zu stellen. Heutige Kommunikationssysteme benotigen dazu nicht
nur eine Erweiterung ihrer Funktionalitat, sondern zusatzlich ein Dienstemanagement zur Steuerung,
Verwaltung und Uberwachung der Kommunikationsfunktionen im Hinblick auf die geforderte Dienst-
qualitat. Aufgaben, die in diesem Zusammenhang zu erfullen sind, betreen eine erweiterte Dienst-
spezikation, die Dienstabbildung zwischen den Spezikationen unterschiedlicher Schnittstellen sowie
die Aushandlung der Kommunikationsdienste zwischen allen involvierten Instanzen. Eine weitere neue
Aufgabe besteht in der Dienstkontrolle, welche die Konguration von Kommunikationsfunktionen zur
Diensterbringung und die kontinuierliche Uberwachung der resultierenden Dienstqualitat umfat.
Der Bereich des Dienstemanagements wird durch zwei Entwicklungslinien gepragt. Das Ressourcenma-
nagement [SZ95b] nutzt Anforderungen an den Kommunikationsdienst zur dynamischen Reservierung
und Zuteilung von Kommunikationsressourcen wie beispielsweise Ubertragungsbandbreite oder Prozes-
sorkapazitat. Ein Kommunikationsdienst kann damit in Bezug auf die betrachteten Ressourcen quali-
tativ garantiert werden, diese Garantien reichen aber nicht fur die Kommunikation von Anwendung-
zu-Anwendung. Insbesondere stellt in diesem Zusammenhang das unterschiedliche Abstraktionsniveau,
auf dem Anwendungen und Ressourcenverwaltung operieren, ein Problem dar. Hier setzen Ansatze zum
integrierten Dienstemanagement an, welche die Koordination aller Kommunikationsfunktionen inner-
halb des Netzwerkes und der Endsysteme behandeln. Da die Architektur bereits existierender Ansatze
stark durch die klassische Schichtenarchitektur von Kommunikationssystemen gepragt ist, ergeben sich
allerdings im Hinblick auf die Funktionen des Dienstemanagements redundante Managementfunktio-
nen auf den einzelnen Schichten sowie eine hohe Komplexitat des Managements und in der Regel eine
fehlende Diensteintegration. Weiterhin fehlt den heutigen Dienstemanagementsystemen eine exible an-
wendungsorientierte Schnittstelle, uber die Anwendungen die Managementfunktionen nutzen konnen.
Die negativen Auswirkungen redundanter Funktionen zeigen sich besonders deutlich bei der hohen
Anzahl von Dienstabbildungen in schichtenorientierten Modellen. Jede Dienstabbildung ist mit einer
Abschatzung fur den schlechtesten Fall verbunden und erhoht somit die Dienstanforderungen sowie die
reservierte Ressourcenkapazitat, obwohl die eigentlich benotigte Ressourcenmenge oft viel geringer ist.
2 Die COSIMA-Architektur
Diese Arbeit stellt eine neue Dienstmanagementarchitektur vor, die automatisch und fur die Anwendung
transparent anwendungsorientierte Kommunikationsdienste durch eine umfassende Koordination sowie
eine dynamische Konguration und Uberwachung der Ressourcenverwalter erbringt (siehe Abbildung
19). Im Gegensatz zu den exisitierenden Architekturen orientiert sich das Dienstemanagement nicht an
der traditionellen Schichtung von Kommunikationssystemen, sondern siedelt die gesamte Funktionalitat
in zwei Verwaltungsebenen an, welche die zeitlichen Anforderungen der Funktionen sowie die Beziehung
zum Ressourcenmanagement charakterisieren. Damit werden die geforderten Kommunikationsdienste
nicht uber die Verwaltung von Protokollen, sondern direkt uber die Steuerung des Ressourcenma-
nagements erbracht. Die gesamte Managementarchitektur ist strikt vom Datentransfer getrennt und
ermoglicht Anwendungen die Nutzung des Dienstemanagements uber eine exible, diensteintegrierende
Schnittstelle, die anwendungsorientierte Parameter anbietet. Die Kommunikation zwischen verteilten
Anwendungen wird uber einen Pfad aus Ressourcenverwaltern modelliert, deren Zusammenspiel fur den
Kommunikationsdienst von Anwendung-zu-Anwendung koordiniert wird.
Ausgehend von den Bereichen des Ressourcen- und des integrierten Dienstemanagements wurden Kon-
zepte fur COSIMA (Communication Systems with Integrated Services Management), eine Architek-
tur zum Management von qualitatsorientierten Kommunikationsdiensten basierend auf der Verwaltung
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von Kommunikationsressourcen, erarbeitet. Das Dienstemanagement ist uber eine erweiterte Anwen-
dungsschnittstelle nutzbar. Intern werden Kommunikationsressourcen logisch in die drei Bereiche Netz-
werk, Kommunikationssubsystem und Betriebssystem gruppiert und innerhalb eines Bereiches gemein-
sam durch eine Kontrollinstanz verwaltet. Die Netzkomponente umfat das eigentliche Netz und den
Netzzugang, die zusammen eine Kommunikationsverbindung zwischen Endsystemen herstellen [SZ95a].
Das Kommunikationssubsystem reprasentiert alle kommunikationsorientierten Funktionen, die notigt
sind, um den Netzdienst so zu erweitern, da der von der Anwendung gewunschte Dienst erbracht wird.
Und damit Dienste von Anwendung-zu-Anwendung garantiert werden konnen, ist schlielich in den
Endsystemen eine geeignete Betriebssystemunterstutzung erforderlich.
Oberhalb der Ebene der Kontrollinstanzen operiert die zentrale Instanz der Architektur, der sogenannte
QoS-Manager, der die Kommunikation mit den Anwendungen, die Dienstaushandlung von Anwendung-
zu-Anwendung sowie die Koordination der Bereiche ubernimmt. Das Architekturmodell berucksich-
tigt, da die im kritischen Datenpfad angesiedelten Ressourcenverwalter insbesondere bei Hochlei-
stungsubertragung (Mbit/s bis Gbit/s) hohe zeitliche Anforderungen besitzen und sie von Manage-
mentaufgaben entlastet werden mussen. Die autonomen Kontrollinstanzen ubernehmen die Steuerung,
Uberwachung und Kontrolle der zeitkritischen Ressourcenverwalter und mussen daher schritthaltend
arbeiten, damit rechtzeitig Kontrollmanahmen getroen werden konnen [HS96]. Der QoS-Manager

















































Die in dieser Arbeit entworfene Anwendungsschnittstelle erlaubt eine Dienstspezikation in einer anwen-
dungsorientierten Syntax und Semantik. Dienste beziehen sich dabei auf Datenstrome, die unidirektio-
nale Kommunikationsbeziehungen zwischen Anwendungen bezeichnen, sowie Sitzungen, die mehrere in
Beziehung stehende Datenstrome zusammenfassen. Zum Entwurf einer exiblen und allgemeingultigen
Dienstschnittstelle wurden Anwendungsanforderungen klassiziert und basierend darauf eine Struktu-
rierung der kommunikationsbezogenen Parameter entwickelt. Neben den Inter-Datenstrombeziehungen,
die fur eine Sitzung Relevanz besitzen, existieren alle weiteren Parameter separat fur jeden Datenstrom
(siehe Abbildung 20). Insbesondere beziehen sich die Dienstqualitat und die Teilnehmerinformation
auf einen Datenstrom, damit Strome unterschiedlicher Dienstqualitat zwischen beliebigen Teilnehmern
aufgebaut werden konnen. Die kommunikationsbezogenen Parameter eines Datenstromes sind weiter
klassizierbar als allgemeine Parameter, die fur alle Datenstrome Gultigkeit besitzen, sowie medienspe-
zische Parameter, die spezielle Charakteristiken eines Medientyps beschreiben. Beispielsweise betrach-
ten die medienspezischen Parameter einer Videoanwendung die Groe, Rate und Farbinformation des
Videofensters sowie die verwendete Kompressionsart.
Anwendungen konnen uber diese Dienstparameter einerseits sehr exibel und detailliert ihre Kommuni-
kationsanforderungen spezizieren, aber andererseits auch einfach und schnell uber bereits vordenierte
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Standardklassen typische Dienstparameter selektieren sowie charakteristische Datenstrome und Sitzun-
gen etablieren.
Neben dem Sitzungsaufbau existiert fur eine bestehende Sitzung die Moglichkeit, Datenstrome dy-
namisch aufzunehmen oder zu entfernen sowie die Charakteristiken der etablierten Datenstrome zu
modizieren.
Zusatzlich zu den kommunikationsbezogenen Dienstanforderungen kann die Funktionalitat des Dienste-
managements uber Managementparameter (z.B. Kosten, Prioritat der Datenstrome, Meldungsverhalten,


















Der QoS-Manager stellt als die zentrale Instanz der COSIMA-Architektur den Anwendungen an der
beschriebenen Dienstschnittstelle die Funktionen des Dienstemanagements zur Verfugung [SZ95c]. Da-
zu steuert er die Diensterbringung und die Dienstaushandlung zwischen allen beteiligten Komponen-
ten. Im Rahmen der Dienstaushandlung ubernimmt er auserdem die Dienstabbildungen zwischen der
anwendungsorientierten Dienstspezikation an der Schnittstelle und der systemorientierten Dienstspe-
zikation, auf der alle Komponenten des Dienstemanagements operieren. Dazu wurde ein Modell des
QoS-Managers entwickelt, in dem die einzelnen Aufgaben auf drei funktionale Teilkomponenten: den
Koordinator, den QoS-Mapper und den QoS-Makler verteilt werden. Alle drei Komponenten arbeiten
auf einer gemeinsamen Datenbasis, der Internen QoS-Struktur (IQS).
Der Koordinator ubernimmt die Kommunikation mit den Anwendungen und verteilt, kontrolliert und
koordiniert die Aufgaben des Dienstemanagements innerhalb der Bereiche. Mit den Anwendungen kom-
muniziert der Koordinator uber die beschriebene Anwendungsschnittstelle der COSIMA-Architektur.
Basierend auf den Anwendungsanforderungen und internen Kongurationsregeln legt er fest, wie die
Bereiche fur die Diensterbringung kooperieren. Weiterhin leitet er Modikationen der Diensterbringung
ein, falls die Anwendung das Dienstemanagement dazu autorisiert hat. Zur Durchfuhrung seiner Aufga-
ben nutzt der Koordinator die Funktionen der beiden restlichen Komponenten, des QoS-Mappers und
des QoS-Maklers.
Der QoS-Mapper zeigt eine zweigeteilte Struktur, entsprechend seiner Aufgaben bezuglich der Hin-
und die Ruckabbildung zwischen anwendungs- und systemorientierten Dienstspezikationen. Die Abbil-
dungsfunktionen des QoS-Mappers werden von den beiden anderen Komponenten genutzt. Nach jeder
durchgefuhrten Dienstabbildung aktualisiert der QoS-Mapper die entsprechenden Parameter der inter-
nen QoS-Struktur, auf denen alle Komponenten des QoS-Managers operieren.
Der QoS-Makler realisiert die Kommunikationsfunktionen des QoS-Managers. Diese wurden in lokale
und entfernte Kommunikationsaufgaben unterteilt. Innerhalb eines Endsystems fuhrt der QoS-Makler
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die lokale Kommunikation mit den Kontrollinstanzen der Bereiche uber das Lokale Kommunikations-
protokoll (LCP, Local Communication Protocol) durch. Die Ende-zu-Ende-Kommunikation erfolgt uber
zwei Protokolle. Das QoS-Management-Protokoll (QMP) deniert die Regeln fur die Kommunikation
zwischen den QoS-Managern und das Netzwerk-Reservierungsprotokoll (NRP, Network Reservation Pro-
tocol) regelt die Ressourcenreservierung innerhalb des Netzwerkes. Im Rahmen dieser Arbeit wurden
das QMP- und das LCP-Protokoll deniert. Fur die Netzwerkreservierung ist der QoS-Makler in der
Lage, auf bestehende Reservierungsprotokolle wie beispielsweise ST-II oder RSVP aufzusetzen.
5 Kontrollinstanzen
Die zeitkritische, aber fur die Dienstgarantie wichtige Steuerung und Uberwachung des Ressourcenma-
nagements wird fur jeden Bereich uber eine Kontrollinstanz bestehend aus einem Kontrollagenten und
einem QoS-Monitor realisiert. Diese mu fur die Aufgaben der Dienstkontrolle die zeitlichen Anforde-
rungen der Ressourcenzuteilung im kritischen Datenpfad berucksichtigen.
Innerhalb einer Kontrollinstanz ubernimmt der Kontrollagent die Konguration, indem er uber vorde-
nierte Regeln alle Ressourcen selektiert, die fur den geforderten Kommunikationsdienst benotigt werden,
und anschlieend Kontrollalgorithmen bestimmt, nach denen die Ressourcenverwaltung erfolgen soll
[BSSZ95]. Reale Ressourcen und ihre Verwalter sind dabei hinter einer denierten Schnittstelle, dem
Ressourcenobjekt, verborgen. Damit stellt das Ressourcenobjekt der Kontrollinstanz die management-
relevante Information der Ressourcenverwaltung zur Verfugung.
Der QoS-Monitor uberwacht kontinuierlich die resultierende Dienstqualitat und meldet Qualitatsver-
letzungen an den Kontrollagenten, der uber eine Rekonguration Manahmen zur Verbesserung der
Situation einleiten kann. Der entwickelte QoS-Monitor fur Kommunikationsprotokolle [SB96] kann die
Qualitatsparameter Durchsatz, Verzogerung, Jitter und mehrere Zuverlassigkeitsparameter berechnen
und fur die deterministische und statistische Dienstklassen uberwachen. Bedingt durch die Wahl eines
ereignisgesteuerten Monitorings und der asynchronen Kommunikation mit der Protokollinstanz operiert
der Monitor weitgehend unabhangig und hat einen sehr geringen Einu auf das uberwachte Proto-
koll. Durch eine initiale Kongurationsphase sind die Metriken zur Berechnung der Qualitatsparameter
exibel kongurierbar [Sch96c].
Fur das Kommunikationssubsystem wurde eine spezielle Kontrollinstanz zur Steuerung und Uberwa-
chung von qualitatsorientierten Endsystemprotokollen entworfen, welche auf die Aufgaben des Dienstema-
nagements zugeschnitten ist, da sie die erweiterte Dienstspezikation sowie die statistische und deter-
ministische Dienstklassen bei ihren Aufgaben berucksichtigen.
6 Stand der Arbeiten
Der QoS-Manager und die Kontrollinstanz des Kommunikationssubsystems wurden als erweiterte end-
liche Automaten modelliert, die uber asynchronen Nachrichtenaustausch miteinander kommunizieren.
Fur die Realisierung wurden die Automatenmodelle auf eigenstandige Prozesse abgebildet. Die gewahl-
te Protokollarchitektur besteht aus dem Hochleistungsprotokoll XTP (Xpress Transfer Protocol) uber
einem ATM-Netzwerk. Den unterschiedlichen Zeitanforderungen der Managementaufgaben wird dabei
durch eine geeignete Priorisierung der Prozesse Rechnung getragen. Zu Demonstrationszwecken verfugen
die Anwendungsschnittstelle sowie der QoS-Monitor uber eine grasche Schnittstelle, uber welche die
Managementarchitektur gesteuert und die erreichte Dienstqualitat angezeigt werden kann. Die aktuelle
Realiserung ist ausgehend von der anwendungsorientierten Dienstspezikation in der Lage, automatisch
die Aushandlung, die Konguration und die dynamische Verwaltung der Kommunikationsdienste zu
erbringen. Die dazu erforderlichen Dienstabbildungen wurden reduziert und realisieren neben den Hin-
abbildungen von anwendungsorientierten Parametern auch Ruckabbildungen, die teilweise uber Skalie-
rungsmechanismen von einem systeminternen Parameter auf mehrere anwendungsorientierte Parameter
abbilden. Tests, bei denen vom Monitor Datenraten von mehr als 100 Mbit/s gemessen wurden, haben
gezeigt, da die Dienstkontrolle auch unter den hohen Datenraten in Hochleistungsszenarien korrekt
und schritthaltend operiert.
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Netzverwaltung { Rollen und Schnittstellen
Jochen Seitz
1 Motivation unterschiedlicher Rollen
Die Verwaltung von Netzen dient zur Lokalisierung und Behandlung von Fehlern, zur Sicherung gegen
Manipulation oder Sabotage, zur Erkennung von Leistungsengpassen oder zur Erfassung von benutzten
Ressourcen zur Rechnungsstellung und somit als Grundlage zur ezienten Planung der Netzerweite-
rung. Diese allgemeinen Ziele lassen sich beliebig fein granular in Aufgaben unterteilen, die dann von
Managementanwendungen in Angri genommen oder dem Netzoperator ubersichtlich prasentiert wer-
den sollen. Waren bislang die Welten der lokalen und der oentlichen Netze weitestgehend getrennt,
kommt es durch die Breitbandtechnologie immer mehr zu einer Verschmelzung. Das bedeutet fur die
Netzmanagementsysteme jedoch, da sie an Schnittstellen zwischen diesen Welten arbeiten mussen.
Genauer betrachtet bleibt es jedoch nicht bei der (einzigen) Schnittstelle zwischen dem Benutzer re-
spektive dem lokalen Netz und dem oentlichen Netz, es sind vielmehr weitere Schnittstellen zu beruck-
sichtigen, die mit der Einfuhrung von und Spezialisierung auf folgende Rollen entstehen (siehe auch
Abbildung 21):
{ Der Anwender benutzt Dienste, die auf einem anderen Rechner angeboten werden.
{ Der Anwendungsdienstanbieter bietet Anwendungen an, welche die Dienstbenutzung aus dem vori-
gen Punkt ermoglichen.
{ Die Programme des Anwenders und des Anwendungsdienstanbieters bauen auf anwendungsspe-
zischen Kommunikationsdiensten auf, die ein oder mehrere Kommunikationsdienstanbieter zur
Verfugung stellen.
{ Zusatzlich mussen unter Umstanden die Dienste von Mehrwertdienstanbietern in Anspruch genom-
men werden.















Abbildung21. Die verschiedenen Rollen in einer Kooperationsbeziehung
Zur Verdeutlichung der Rollen soll hier als Beispiel der Zugri auf einen Elektronik-Katalog folgen.




Electronic AG\ als Anwendungsdienstanbieter zugreifen will. Dieser Katalog ist einer von vie-
len, welche der Kommunikationsdienstanbieter
"
Electronic Market\ anbietet. Herr Mustermann selbst
mu auf den Kommunikationsdienstanbieter
"
Net-Go\ zugreifen, der ihm durch spezielle Software den
Zugang zu diversen elektronisch verfugbaren Katalogen ermoglicht. Die Auswahl eines Katalogs sollte
lokationsunabhangig erfolgen, so da als Mehrwertdienst ein Namensserver benutzt wird, der zu einem
gegebenen Katalog den nahesten Anbieter angibt, uber den der Katalog abrufbar ist. Schlielich stellt
die Deutsche Bundespost Telekom als Netzanbieter in Zusammenarbeit mit anderen nationalen und
internationalen Telekommunikationsunternehmen die physikalische Verbindung bereit.
2 Benotigte Managementschnittstellen
Anhand dieses Beispiels wird schnell klar, welche Schnittstellen fur die Verwaltung vorzusehen sind (siehe
auch Abbildung 22). Der Kommunikationsdienstanbieter mu eine Schnittstelle anbieten, die entweder
Abbildung22. Benotigte Managementschnittstellen
vom Anwender oder vom Anwendungsdienstanbieter genutzt werden kann (Schnittstelle 1 ). Uber diese
Schnittstelle durfen nur solche Managementinformationen gehen, die mit dem Anwender oder dem An-
wendungsdienstanbieter in direktem Zusammenhang stehen. Der Kommunikationsdienstanbieter selbst
benotigt Verwaltungsinformation (a) aus dem Netz, d.h. vom Netzanbieter (Schnittstelle 3 ), und (b)
von den Anbietern von Mehrwertdiensten (Schnittstelle 2 ). Der Mehrwertdienstanbieter benotigt zu
seiner Verwaltung ebenfalls Informationen vom zugrundeliegenden Netz, so da auch hier eine Schnitt-
stelle (namlich 4 ) zum Netzanbieter vorzusehen ist. Der Netzanbieter selbst mu unter Umstanden mit
anderen Netzanbietern kooperieren und daher auch Managementinformationen austauschen konnen. So-
mit ist eine Managementschnittstelle ( 5 ) zwischen Netzanbietern unabdingbar.
Die Relevanz eines solchen Modells wird auch an aktuellen Entwicklungen Managementarchitekturen
deutlich: So denierte das ATM-Forum ein Managementmodell mit funf Schnittstellen [AC95] (siehe M3
deniert dabei die Schnittstelle zwischen dem unternehmensweiten Managementsystem und dem Ma-
nagementsystem des Betreibers des oentlichen Netzes und ist somit vergleichbar mit der Schnittstelle
2 aus Abbildung 22. Mit M5 ist die Schnittstelle zwischen oentlichen Betreibern festgelegt analog zur
Schnittstelle 5 aus Abbildung 22.
3 Neue Dimensionen fur Managementmodelle
War bislang die Netzverwaltung auf einen bestimmten Bereich abgegrenzt, verwischen jetzt mit der
Onung der Netze hinsichtlich Kooperation die Verantwortlichkeitsgrenzen. Durch die Schnittstellen


































bzw. veranderte Dimensionen fur die eingesetzten Managementmodelle, welche die Grundlage fur die
Informationsbereitstellung fur das Netzmanagement bieten.
3.1 Feingranulare Sicherheit
Die erste zu betrachtende Dimension ist die Sicherheit : Die Verwaltung von Netzen ist eine sehr sicher-
heitskritische Angelegenheit. So sind die Betreiber lokaler bzw. unternehmensweiter Netze daran inter-
essiert, da Daten uber Leistungsfahigkeit und Konguration des Netzes vertraulich bleiben. Das gleiche
gilt | gerade bei zunehmendem Konkurrenzdruck | fur die Betreiber oentlicher Netze. Dies impliziert
eine umfangreiche Sicherheitsarchitektur, die den Zugri auf Managementinformation regelt und somit
Verstoe verhindert oder zumindest erkennt und meldet. Dabei ist eine moglichst fein-granulare Unter-
scheidung bei den Zugrisrechten wichtig, die es zum Beispiel ermoglicht, Accountinginformationen fur
einen bestimmten Benutzer innerhalb einer gegebenen Verbindung zu evaluieren. Dieser Benutzer darf
naturlich nicht auch auf die Accountingdaten anderer Benutzer zugreifen.
Eine derartige Sicherheitsarchitektur allein kann mit heutigen Techniken im Bereich des Netzmanage-
ments nicht ohne weiteres realisiert werden. Gerade im Bereich der lokalen Netze, wo der Internet{
Standard SNMP (Simple Network Management Protocol) als Managementgrundlage dominant ist, sind
Sicherheitsaspekte nur rudimentar betrachtet. Zugri wird gema einem Pawort gewahrt, das in Klar-
text uber das Netz geschickt wird und somit leicht abzuhoren ist. Weiterentwicklungen dieses Protokolls
umfassen zwar unterschiedliche Manahmen zur Sicherung der ubertragenen Managementinformation,
doch bislang konnte sich noch keine Weiterentwicklung gegenuber einer anderen durchsetzen [Sch96a].
Die internationale Standardisierungsorganisation ISO hat demgegenuber ein umfangreiches Sicherheits-
rahmenwerk deniert [VGV91], das allerdings derart umfangreich und komplex ist, da eine Implemen-
tierung noch auf sich warten lat.
3.2 Transitive Informationsbereitstellung
Die zweite Dimension betrit die Bereitstellung der Information: Bislang war es eigentlich so, da Mana-
gementinformation an dem Ort abgefragt wurde, an dem sie gewonnen, d.h. gemessen oder protokolliert
wurde. Das ist mit der Einfuhrung der beschriebenen Schnittstellen nicht mehr praktikabel, da jetzt ein
Benutzer beispielsweise alle Kommunikationsdienst-, Mehrwertdienst- und Netzanbieter abfragen mute,
63
um die Gesamtinformation fur einen Kommunikationsvorgang zu erhalten. Andererseits ist es fur einen
Teilnehmer auch nicht immer oensichtlich, welche Dienstanbieter uberhaupt an der Erbringung des
von ihm in Anspruch genommenen Dienstes mitgewirkt haben. Durch die Moglichkeit der Kooperation
uber mehrere Dienstanbieter (sei es auf Netz- oder Kommunikationsdienstebene) mu es daher zu einer
transitiven Bereitstellung von Informationen kommen. Prinzipiell sollte es somit moglich sein, da einer
der beteiligten Partner Informationen anbietet, wobei er zusatzliche Informationen von einem anderen
Partner abholen mu. Dies hilft einerseits, die besagte feine Granularitat bei den Sicherheitsmanahmen
etwas zu vereinfachen und andererseits kennt jeder Kommunikationsteilnehmer die jeweiligen Ansprech-
partner, um Managementdaten abzufragen. Wenn zum Beispiel der Benutzer Auskunft uber die von ihm
in Anspruch genommenen Ressourcen haben mochte, wendet er sich an seinen Kommunikationsdien-
stanbieter. Dieser wird ihm die lokal verbrauchten Ressourcen sofort nennen konnen, wendet sich dann
aber seinerseits an den Mehrwertdienstanbieter, den Anwendungsdienstanbieter und den Netzanbieter,
um dort den Ressourcenverbrauch zu erfahren, die dann rekursiv mit weiter an der Kommunikation
beteiligten Instanzen Managementdaten austauschen. Dadurch kann dem Benutzer schluendlich auch
die Komplexitat der beteiligten Diensterbinger verborgen bleiben.
Das heit aber, da jetzt Managementinformationen angeboten werden mussen, die nicht lokal zur
Verfugung stehen. Weiterhin ist es | je nach Verbindung | unterschiedlich, wo die Daten zu beschaf-
fen sind. Wird eine Information abgefragt, die nur zum Teil bei der abgefragten Instanz vorhanden
ist (eben beispielsweise Abrechnungsdaten), so mussen | von dieser ausgehend | kaskadierend neue
Abfragen initiiert werden. Die einzelnen eintreenden Daten mussen dann wieder zu einer einzigen
Antwort zusammengefat werden. D.h. aber, da das Objekt, das die Information anbietet, neben den
eigentlichen Daten auch eine Berechnungsvorschrift enthalten mu, die aus den eingesammelten Daten
schluendlich die gewunschte Information liefert.
Die geforderte transitive Bereitstellung der Managementinformation lat sich mit den fur das Netzma-
nagement denierten Modellen nicht einfach realisieren. Es gibt zwar sogenannte
"
Proxy\{Agenten, die
stellvertretend fur andere Netzelemente Informationen bereitstellen konnen, doch diese sind ublicherwei-
se starr implementiert, d.h. es steht fur diese Agenten von vorneherein fest, welche Informationen wo zu
nden sind. Dies kann fur den vorliegenden Fall nicht angenommen werden. Weiterhin ist die Moglichkeit
der Berechnungsvorschrift fur ein die Information bereitstellendes Objekt ebenfalls nicht direkt gegeben.
Man kann sie zwar uber | naturlichsprachliche | Beschreibungen im Modell erlautern, sie mu dann
aber manuell bei der Implementierung des Objektes umgesetzt werden.
4 Zusammenfassung


















Abbildung24. Neue Dimensionen eines Managed Objects
Ein Managementmodell mu also dahingehend erweitert werden, da nicht nur deniert wird, welche
Informationen in diesem Modell bereitgestellt werden sollen, sondern da auch festgelegt wird, wo diese
Informationen zu nden sind. Dabei mu zum einen moglich sein, Berechnungsvorschriften formell zu
fassen, aufgrund derer aus verschiedenen Informationsquellen die relevante Information gewonnen wer-
den kann. Dazu konnen beispielsweise sogenannte Meta-Managed Objects herangezogen werden, welche
die Denition einer Berechnungsvorschrift ermoglicht [Sei96]. Zum anderen darf durch diese Transiti-
vitat der Informationsbeschaung keine Sicherheitslucke entstehen, d.h. mit der Einfuhrung der transi-
tiven Beschaung von Managementinformation mu eine feingranulare Sicherheitsarchitektur realisiert
werden. Hierfur ist noch keine befriedigende Losung erarbeitet worden, doch der verstarkte Zwang zu





In vielen Fallen erfordert unsere heutige Arbeitsumgebung die Zusammenarbeit mehrerer Personen.
Insbesondere bei raumlich getrennten Personen mu die Zusammenarbeit technisch unterstutzt werden.
Die Unterstutzung von Kooperation durch verteilte Systeme ruckt mit der Vernetzung vieler Rechner
in den Vordergrund. Dieser Ansatz wird seit inzwischen mehr als einem Jahrzehnt mit den Begrien
CSCW und Groupware bezeichnet.
Bisherige Ansatze und Systeme lassen sich grob in zwei Klassen einteilen. Asynchrone Systeme un-
terstutzen Kooperation, indem sie Informationen zwischen Personen ubertragen. Die Personen arbeiten
zeitversetzt zusammen, indem sie einander Nachrichten zukommen lassen. Ein klassisches Beispiel aus
der Zeit, in der CSCW noch kein Begri war, ist E-Mail.
Synchrone Systeme hingegen erlauben mehreren Personen die gleichzeitige Arbeit an bestimmten Ob-
jekten. Sie unterscheiden sich z.B. von Datenbanken durch die explizite Darstellung der Kooperation,
wahrend in letzteren Kooperation eher verborgen wird. Die Techniken zur Synchronisation konkurrie-
render Zugrie auf Daten, welche im Bereich der Datenbanken schon lange betrachtet werden, haben
einige Systeme kopiert.
Im Rahmen dieser Arbeit werden ausschlielich synchrone Systeme und ihre Bedingungen betrachtet.
Die Arbeit konzentriert sich auf die technische Kooperationsunterstutzung, wie sie in den Systemen
verwirklicht wurde, nicht auf Themen wie Benutzerschnittstellen oder Datenspeicherung.
Die folgenden Forderungen mussen an eine Kooperationsunterstutzung gestellt werden:
1. Kooperationsunterstutzung soll generell die Zusammenarbeit mehrerer Personen durch Programme
ermoglichen.
2. Sie mu auf die Aufgabe und die Arbeitsumgebung der Personen zugeschnitten sein.
3. Ebenso wichtig ist die breite Anwendung dieser Unterstutzung und daher ein einfache Einbettung
von Techniken zur Kooperationsunterstutzung durch den Anwendungsentwickler.
Die Entwicklung von Groupware stellt die Softwareentwicklung vor neue Probleme. Im allgemeinen
mussten sich Groupwareentwickler bisher auf sehr tiefer Ebene mit den Problemen verteilter Systeme
befassen. Wie im Bereich der graphischen Benutzerschnittstellen soll der Anwendungsentwickler von den
elementaren Aufgaben entlastet werden. Die Frage ist, wie eine abstrakte Schnittstelle aussehen kann
und wo sie angesiedelt ist.
2 Existierende Ansatze
Kooperationsunterstutzung wird in existierenden Systemen entweder tief in die Anwendung eingebet-
tet und ist untrennbar mit ihr verbunden (z.B. GROVE [DB92, EG89a, EGR91b, EGR90, EG89b,
BNPM93]), oder sie wird in Form eines Dienstes zur Verfugung gestellt [CM95], oder die Kooperati-
onsunterstutzung ndet transparent fur und auerhalb der Anwendung statt (z.B. shadowX [Gus88,
GGLL89]). Alle Varianten haben im Zusammenhang mit den obigen Forderungen Nachteile.
1. Die Verbindung von Kooperationsunterstutzung mit Anwendungen erschwert die Entwicklung ko-
operativer Anwendungen erheblich, da der Anwendungsentwickler jedes Mal die Kooperationsun-
terstutzung neu implementieren mu. Ebenso bedeutet der Wechsel zwischen verschiedenen Ko-
operationstechniken eine Neuimplementierung. Die Kooperationsunterstutzung kann allerdings sehr
genau auf die Bedurfnisse der Anwendung zugeschnitten werden.
2. Die Implementierung der Kooperationsunterstutzung als Dienst ist vom Anwendungsentwickler
verhaltnismaig einfach zu benutzen. Dafur lat sie sich kaum an die Bedurfnisse der Anwendung
anpassen.
3. Die Kooperationsunterstutzung auerhalb der Anwendung anzusiedeln stellt fur die heutige Welt
eine sehr machtige Methode dar, welche leicht weite Verbreitung nden kann. Man ist hier jedoch
auf ein einfaches Sperrverfahren mit Berechtigungsmarken eingeschrankt, da weder die Anwendung
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etwas uber die Kooperationsunterstutzung noch die Kooperationsunterstutzung etwas uber die An-
wendung wei. Erschwerend kommt hinzu, da diese Unterstutzung i.allg. auf eine Systemwelt wie
X-Windows oder Microsoft Windows beschrankt ist. Andere Systeme konnen nur mit erheblichem
Aufwand durch Gateways eingebunden werden.
3 Kooperation durch Dokumente
In dieser Arbeit wird eine neue Einbettung der Kooperationsunterstutzung vorgestellt, welche zugleich
eine neue Form der Kooperation darstellt. Die Kooperationsunterstutzung wird in einen Dokumentstan-
dard eingebettet, so da die Kooperation quasi durch die Bearbeitung von Dokumenten stattndet.
Diese Arbeit basiert auf zwei tragenden Ideen. Die Einbettung der Kooperationsunterstutzung ndet
in einer Dokumentenarchitektur statt und sie wird Teil des Objekts, mit dem gearbeitet wird. Die
Kooperationsunterstutzung selbst wird als Basis fur den Anwendungsentwickler zur Verfugung gestellt
mit einer sehr einfachen Synchronisierungskomponente. Aus diesen Ideen werden die folgenden Vorteile
entwickelt:
Ein Anwendungsentwickler, der seine Anwendung auf der Dokumentenarchitektur aufbaut, kann mit
wenig Aufwand seine Anwendung um Kooperationsunterstutzung erweitern. Dazu kann er die Basis-
kooperationsunterstutzung verwenden, bei der er nur die Deklaration seiner Schnittstellen anpassen
mu.
Falls diese elementare Kooperationsunterstutzung fur die Anwendung nicht optimal ist, kann der An-
wendungsentwickler auf Schnittstellen aus der Kooperationsunterstutzung zuruckgreifen, um zum einen
Informationen zur Kooperation abzufragen (z.B. die Namen der Kooperationspartner), und um zum an-
deren durch die Kooperationskomponente getriggert zu werden (z.B. wenn sich die Kooperationsgruppe
andert).
Der Anwendungsentwickler ist durch den Dokumentenstandard plattformunabhangig und kann seine
Anwendung auf die Arbeitsumgebung des Anwenders zuschneiden.
3.1 Dokumentstandards
Kooperationsunterstutzung basierend auf Dokumenten kann durch eine Einigung auf einen Dokument-
standard erfolgen. Mogliche Kooperationsformen sind der Austausch von unstrukturierten Dokumenten,
der Austausch von strukturierten Dokumenten, der gemeinsame Zugri auf strukturierte Dokumente
und verteilte Dokumentmodelle. In dieser Arbeit wird nur die synchrone, gemeinsame Bearbeitung von
strukturierten Dokumenten betrachtet [Sch95].
Im Gegensatz zu unstrukturierten Daten haben strukturierte Dokumente besondere Eigenarten. Sie
verfugen uber eine komplexe, verschachtelte Struktur. Diese Struktur setzt sich aus Kapiteln, Unterka-
piteln, Referenzen, Funoten, etc. zusammen. Als Inhalt verfugen sie i.allg. uber Text, aber inwischen
uber ebenso haug Graphiken, Bilder und Tabellen. Die Gestaltung des Dokuments basiert auf der
Struktur und Regeln zur Darstellung der Strukturelemente.
Um die Austauschbarkeit von Dokumenten zu gewahrleisten, wurden Dokumentenstandards entwickelt,
die fur die verschiedene Eigenarten von Dokumenten gemeinsame Grundlagen darstellen. Beispiele fur
Standards sind Open Document Architecture (ODA), Standardized General Markup Language (SGML),
Electronic Data Interchange for Administration, Commerce and Transport (EDIFACT) und OpenDoc.
ODA ist ein allgemeiner Standard zur Darstellung und zum Austausch von strukturierten Dokumenten.
Der Standard besteht aus acht Teilen, in denen die Architektur von Dokumenten, die Gestaltung
und Darstellung von Dokumenten, das Austauschformat von Dokumenten (Open Document Inter-
change Format (ODIF)), und die moglichen Inhalte wie Zeichen, Raster Graphiken und geometrische
Graphiken beschrieben werden [ISO88a]. Ein Dokument besteht in ODA aus einer logischen Struk-
tur, welche Elemente wie Kapitel, Abbildungen, Funoten usw. enthalt und einer Layout-Struktur,
welche sich aus Seitenmengen, Seiten, Rahmen in Seiten und elementaren Blocken zusammensetzt.
Der Austausch von Dokumenten basiert auf einem textuellen Transferformat, der Open Document
Language (ODL), welche eine Untermenge von SGML bildet. Um ein Dokument auszutauschen, wird
die ODA-Darstellung in ODL transformiert, dann in das SGML Transferformat SDIF gewandelt,
verschickt, und beim Empfanger wieder von SDIF nach ODL und von ODL nach ODA gewandelt.
SGML ist ahnlich zu ODA ein ISO-Standard [ISO86]. Im Gegensatz zu ODA verfugt SGML aber nicht
uber eine Beschreibung der Darstellung des Dokuments, sondern nur uber eine logische Struktur.
Diese Struktur ist auch nicht wie in ODA ein Baum von Objekten, sondern in das Dokument
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eingebettet. Ein Dokument besteht aus Inhalten, welche mit Schlusselwortern markiert werden.
SGML bietet die Moglichkeit, zusatzlich zu den existierenden Schlusselwortern im Dokument neue
Schlusselworter zu denieren. Die Darstellung von SGML-Dokumenten wird durch einen Parser und
anschlieenden Formattierer errechnet. Der Parser basiert auf dem SGML-Standard, wahrend der
Formattierer plattformspezisch ist. SGML-Dokumente konnen im SGML Document Interchange
Format (SDIF) ausgetauscht werden.
EDIFACT wurde als Standard zur Darstellung und zum Austausch von strukturierten Geschaftsdo-
kumenten wie Formularen, Rechnungen, Belegen usw. entwickelt. Dementsprechend ist EDIFACT
auf den Austausch von stark strukturierten Dokumenten spezialisiert. Das Konzept von EDIFACT
ist die Abbildung von vordenierten Strukturen auf ache EDIFACT transmission les, welche als
EDIFACT Nachrichten ubertragen werden. Es wird nur Text als Inhaltstyp unterstutzt.
OpenDoc OpenDoc geht uber die vorgenannten Dokumentstandards in verschiedenen Beziehungen
hinaus. OpenDoc basiert auf der Unterstutzung von Komponenten. Dokumente bestehen aus in-
haltsspezischen Parts, welche in einer Enthaltenseinshierarchie zueinander stehen. Der Standard
gliedert sich in folgende Bereiche.
Dienste fur zusammengesetzte Dokumente (Compound Document Services) Diese Dien-
ste sind Part-ubergreifende Dienste, welche von jedem Part zur Verfugung gestellt werden mussen
und auf die jedes Part einheitlich reagieren mu (z.B. Drucken).
Dienste fur Komponenten (Component Services) Die Schnittstellen zwischen den Parts mus-
sen vor allem das Einbetten von Parts in andere unterstutzen. Dazu gehort z.B. die Raumfor-
derung eines Parts, welche das einbettende Part berucksichtigen mu.
Speichersystem (Memory Services) Die Speicherung von OpenDoc-Dokumenten ist ein sehr
machtiger Teil des Standards. Er basiert auf dem Konzept eines allgemeinen Behalters, der in
einer Hierarchie verschiedene Parts aufnehmen kann. Eine der Besonderheiten von OpenDoc
liegt darin, da Parthandler grundsatzlich nur durch die Bento-Schnittstelle auf das Dokument
zugreifen. Dadurch kann ein Dokument als Bentocontainer auf alle Plattformen transportiert
werden und das lokale OpenDoc-Laufzeitsystem ubersetzt zwischen dem lokalen Dateiformat
und Bento.
Kommunikationsprotokolle (Communication Protocols) Die Kommunikation wie z.B. Drag
und Drop und Links zwischen Parts musen einheitlich sein.
Automatisierung (Scripting) Anstelle eines anwendungsspezischen Makrodienstes ist ein ein-
heitlicher Weg notwendig, uber Parts hinweg eine Scriptsprache zu benutzen.
3.2 Modell des gemeinsamen Zugris
Der Zugri auf gemeinsame Dokumente basiert i.allg. auf einem Modell der Verteilung der Dokumente.
Bei einer zentralen Losung liegt eine Kopie des gesamten Dokuments auf einem ausgezeichneten Knoten,
dem Dokument-Server. Klienten erfragen die Lokation eines Dokuments und onen das Dokument bei
dem betreenden Server. Alle Zugrie auf das Dokument erfolgen durch den Server, wobei der Klient un-
ter Umstanden zur Leistungsverbesserung einen Cache vorhalt. Zur Konsistenzsicherung des Cache gel-
ten alle bekannten Anforderungen, wie sie aus den verteilten Dateisystemen bekannt sind [Bor92, Tan95].
Bei einer replizierten Losung halt jeder beteiligte Knoten eine Kopie, ein sogenanntes Replikat des Do-
kuments vor. Zwischen den Knoten konnen dann verschiedene Protokolle zur Synchronisierung zwischen
den Replikaten eingesetzt werden. Es ist auch eine hybride Losung moglich, in der die Dokumente zwar
repliziert werden, aber ein zentraler Server die Zugrie koordiniert.
3.3 Einbettung der Kooperationsunterstutzung
OpenDoc stellt eine Reihe von standardisierten Schnittstellen zur Verfugung und bietet sich damit als
Standard zur Einbettung einer Kooperationsunterstutzung an.
Die Bento-Schnittstelle zur persistenten Speicherung von Dokumenten kann in einem verteilten objekt-
orientierten System leicht auf entfernte Aufrufe an einen Dateiserver abgebildet werden. Mit interna-
lize ladt ein OpenDoc-Parthandler die Daten seines Parts in seinen Speicher. Hinter dieser Funktion
verbirgt sich im verteilten Fall eine Suche nach Kooperationspartnern. Ist diese erfolgreich, so wird der
Parthandler in eine gemeinsame Gruppe zur Bearbeitung des Parts eingebunden. Schlagt die Suche fehl,
so wird der Bento-Server nach dem Part gefragt. Schlagt auch diese Suche fehl, mu der Part neu erstellt
werden. Ebenso beendet ein Part-Handler mit externalize die Bearbeitung des Parts. Hierbei wird der
gegenwartige Zustand persistent gesichert und der Part-Handler wird aus der Gruppe zur Bearbeitung
des Parts wieder entfernt.
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Wahrend der Bearbeitung des Parts setzt der Part-Handler auf einer grundlegenden objektorientier-
ten Schnittstelle auf, durch die er auf die Daten des Parts zugreift. Bei andernden Operationen wird
vom zugrundeliegenden System eine Synchronisation zwischen den Part-Handlern, welche den Part ge-
meinsam bearbeiten, durchgefuhrt und die andernde Operation wird auf die Replikate ubertragen. In
Abbildung 25 ist das Konzept der kooperierenden Replikate veranschaulcht.
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Abbildung25. Einbettung der Kooperationsunterstutzung in OpenDoc
3.4 Bundnisse
Das tragende Element bei der Kooperationunterstutzung wird durch die sogenannten Bundnisse ge-
stellt. Ein Bundnis verfugt uber die elementaren Synchronisationsmechanismen zur Kooperationsun-
terstutzung. Ein Anwendungsentwickler mu die Objekte fur seine Komponenten nur von diesem Bund-
nis ableiten und erbt die wesentlichen Elemente zur Kooperationsunterstutzung. Damit kann sich der
Anwendungsentwickler auf seine Entwicklungsplattform und die Anwendung konzentrieren. In Abbil-
dung 25 wird die Aufteilung der Objekte durch die Schattierung der an der Kooperation beteiligten
Objekte und die Verbindung der schattierten Objekte dargestellt.
4 Zusammenfassung
Die Entwicklung oener Dokumentenstandards wie OpenDoc onet die Moglichkeit fur eine weitgehen-
de Einbindung der Kooperationsunterstutzung in die Arbeit mit Dokumenten. Somit wird die gewohnte
Arbeit des Benutzers mit Dokumenten um Kooperation angereichert. Insbesondere wird die Koopera-
tionsunterstutzung dort eingebunden, wo sie unterstutzend wirken soll, im Part. Die in der Einleitung
gestellten Forderungen an eine Kooperationsunterstutzung werden hierdurch erfullt.
Die Forderung nach einer fur den Anwendungsentwickler einfachen Einbettung der Kooperationsun-
terstutzung wird durch das Konzept der Bundnisse erreicht. Da der Anwendungsentwickler die Funk-
tionalitat der Bundnisse verandern kann, ist die Anpabarkeit an besondere Anforderungen eines Parts
ebenso gegeben.
Der Wechsel von einem monolithischen Programm zu einem auf Komponenten basierenden Dokument-
standard bedeutet zusatzlich fur den Benutzer, da er auf einen oenen Markt von Komponenten zugrei-
fen kann und damit weniger von einem einzelnen Hersteller abhangig ist und eine schnellere Verfugbarkeit
von Komponenten fur neuere Dokumententypen erwarten kann, da diese leichter zu entwicklen sind als
in monolithischen Systemen.
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Im Rahmen der Simulation und Visualisierung vernetzter Systeme lat sich zum einen die Identizierung
der Standorte durch Visualisierung des Netzes als Optimierungsproblem identizieren. Zum anderen
enstehen bei der Visualisierung von Information in graphischen Editoren und Hypermediasystemen
Graphen2, deren Knotenzahl in die Hunderte gehen kann. Interaktives 3D-Graphenlayout soll die Ex-
ploration und Aufbereitung der Graphen ermoglichen. Ein Schwachpunkt bestehender Ansatze, welche
Layout, Navigation und Editieren unterstutzen sollen, ist die Stabilitat [MV93] [BP90]:
{ Mangelhafte dynamische Stabilitat: Das automatisch erzeugte Graphenlayout ist instabil in dem
Sinne, da nach dem Editieren ein vollig anderes Layout entstehen kann.
{ Mangelhafte statische Stabilitat: Es mangelt an Moglichkeiten fur den Benutzer, Semantik-Informa-
tion in das Graphenlayout einzubringen.
Den genannten Schwachen soll in dieser Arbeit durch einen generischen deklarativen Losungsansatz
begegnet werden [Vog95] [VFK96].
2 Graphenlayout-Algorithmen
Das Layout eines Graphen ist eines der schwierigsten Probleme, welche beim Automatisieren des Designs
von informativen Graphiken auftreten. Das Bestimmen der Positionen der Symbole (Knoten) in einem
Graphen geschieht abhangig von verschiedenen Nebenbedingungen (Einschrankungen, auch Constraints
genannt). Je nach Erwartungshaltung konnen das asthetische Kriterien, perzeptorische Organisation
[KMS91] oder Stabilitat sein.
In der Literatur werden viele Layoutalgorithmen beschrieben; Eades und Tammasia [ET94] liefern hier-
zu eine ausfuhrliche Bibliographie. Die Forschung konzentrierte sich meist auf spezielle Falle des Pro-
blems, wie z.B. baumahnliche, hierarchische [Sug81], azyklische oder planare [Mut94] Topologien. Die
gegenwartigen Implementierungen lassen sich in zwei Kategorien einteilen: solche mit einem algorithmi-
schen Ansatz und solche mit einem deklarativen Ansatz [LE95].
3 Ein deklarativer Ansatz durch Soft-Computing
Die existierenden heuristischen Methoden fur asthetisches Layout [ET94] lassen sich aber nicht auf
beliebige Falle anwenden. Zur Losung von Layoutproblemen mit benutzerdenierten oder anwendungs-
abhangigen Constraints durch den deklarativen Ansatz werden jedoch Techniken benotigt, solche Con-
straints einzubringen. Neben regelbasierten Methoden, Graph-Grammatik-Ansatzen und inkrementellen
Constraint-Solvern mussen hierzu stochastische Optimierungstechniken betrachtet werden [SM91].
Hier setzt diese Arbeit an. Es sollen Techniken des Soft-Computing zur Losung des automatischen
Layoutproblems untersucht werden. Eine breitere Anwendung von Evolutionary Computing (EC) und
genetischen Algorithmen (GA), auch fur automatisches Layout, erfolgte erst in jungerer Zeit. Es wird
immer wieder die Gute der mit diesen Verfahren erzielten Losungen hervorgehoben, aber auch die dafur
benotigte lange Zeit [GZG+93] [Mic92] [SM91] [KMS91].
Diese stochastischen Optimierungstechniken garantieren zwar nicht das Optimum, durch das Verfahren
der iterativen Verbesserung werden jedoch hervorragende Ergebnisse erzielt, allerdings typischerweise
mit enormem Rechenaufwand. Hier soll untersucht werden, ob sich solche Heuristiken beschleunigen
lassen, oder ob es schnellere Heuristiken gibt, die akzeptable Losungen liefern.
Zur Losung der oben genannten Probleme soll der Ansatz durch folgende wesentliche Ideen gestutzt
werden:
2 Das aus der Menge der Knoten und der Menge der Kanten bestehende Paar, wobei eindeutig festgelegt ist,


























Abbildung27. Erreichung von dynamischer Sta-
bilitat.
{ Zeitaufwendige Heuristiken sollen durch Hybridisierung mit schnellen Hillclimbing-Algorithmen be-
schleunigt werden.
{ Das Problem der dynamischen Stabilitat im Graphenlayout soll als Constraint gelost werden.
{ Durch Anwendung von stochastischen Verfahren zur Optimierung von Graphenlayouts ist es moglich,
beliebige Constraints simultan zu losen und somit strukturelle Stabilitat zu gewahrleisten [DFM93].
3.1 Strukturelle Stabilitat
Ein Graph, der sich nur wenig andert, wenn er neu gezeichnet wird, wird als stabil bezeichnet. Die
strukturelle Stabilitat betrit das Erfullen von benutzerdenierten Constraints. Wenn viele Constraints
speziziert und erfullt sind, hat der Graph wenig Bewegungsfreiheit.
Der Graph liegt zunachst in abstrakter Form vor (siehe Abb. 26). Diese abstrakten Daten werden geparst
(visuelle Abbildung) und Visualisierungskriterien als Constraints eingebracht. Fur die Graph-Daten,
welche nun in Form der Adjazenzmatrix vorliegen, wird ein initiales Layout erstellt (Graph-Layout).
Hierbei werden globale Constraints schon berucksichtigt, die zusammen mit lokalen Constraints in einem
weiteren Schritt gelost werden (Constraint-Solving). Der Graph wird dann mit den Objekt-Daten gema
den hieraus entstehenden Koordinaten durch einen Bild-Generator visualisiert.
3.2 Dynamische Stabilitat
Dynamische Stabilitat ist gegeben, wenn die Information eines Graphenlayouts beim nachsten Layout
mitberucksichtigt wird. Idealerweise sollte eine kleine Anderung in der Struktur eines Graphen auch nur
eine kleine Anderung im Layout zur Folge haben. Die meisten Layout-Algorithmen berucksichtigen das
aktuelle Layout nicht und erzeugen ein komplett neues Layout.
Dynamische Stabilitat kann durch die Minimierung eines abstrakten Abstandes zwischen aufeinanderfol-
genden Layouts eines Graphen erreicht werden. Dieser Abstand konnte die Abweichung von Knoten oder
Kanten von der bisherigen Position sein. Somit ist die dynamische Stabilitat ein weiterer Constraint,
der die Gute eines Layout-Algorithmus mitbestimmt.
Abb. 27 zeigt einen Ansatz zur Erreichung von dynamischer Stabilitat. Die Bild-Daten \A" werden
editiert und es entsteht somit eine neue Adjazenzmatrix. Die Minimierung des Abstandes zum aktuellen
Layout geht als Constraint mit in das Constraint-Solving ein. Der Graph wird dann mit den Objekt-
Daten gema den hieraus entstehenden Koordinaten durch einen Bild-Generator visualisiert (Bild-Daten
\B").
4 Anwendung von genetischen Algorithmen auf Graphenlayout
Ein GA kann, wie Simulated Annealing, als eine modizierte stochastische Suche fur das Losen von
harten Optimierungsproblemen interpretiert werden. GAs orientieren sich an der Art und Weise, wie in
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der Natur die Evolution von Panzen oder Lebewesen vonstatten geht. Die Berechtigung, die Evolution
als Losungsvorlage von Computerproblemen zu benutzen, ergibt sich aus vielzahligen Beispielen von
Lebewesen und Panzen, welche sich im Laufe der Zeit immer wieder optimal an ihre Umgebung und
Umwelteinusse angepat haben [Sch94]. Die grundlegende Idee eines genetischen Algorithmus ist, eine
bestimmte Anzahl von Losungsansatzen zu verwalten und diese dann in dem Mae zu verandern, da
einer oder mehrere
"
hoentlich\ gegen die korrekte Losung streben [Gol89]. Ein groer Vorteil von
genetischen Algorithmen ist, da sie sich sehr leicht und ezient verteilen lassen [RB92].
Um das GA-Paradigma auf Graphenlayout anzuwenden [Mas92] [KMS91]), mu zunachst eine Anzahl
von Losungen (Graph-Kandidaten) als Population bereitgestellt werden. Layout-Kriterien werden als
geometrische Constraints ausgedruckt, welche wiederum Teil der Fitnefunktion werden [WFB87]. Eine
Minimierung dieser Funktion durch Anwendung der genetischen Operatoren Selektion, Crossover und
Mutation auf die Population bedeutet Losung der Constraints.
Ein und dasselbe Problem kann durch unterschiedliche Fitnegebirge reprasentiert werden durch unter-
schiedliche Codierung der Phanotypen. Ein allgemeingultiges Gesetz, wie man Phanotypen am vorteil-
haftetsten codiert, existiert bisher nicht. Es konnen sogar einzelne Constraints durch geeignete Codierung
vorweggenommen und dadurch der Suchraum reduziert werden.
5 Constrainthandling in genetischen Algorithmen
Die Fitnefunktion kann sehr unangenehme Eigenschaften haben, die dem genetischen Algorithmus
groe Schwierigkeiten bei der Suche bereitet. Diese Eigenschaften ruhren fast immer daher, da be-
stimmte Problemlosungen nicht akzeptiert werden konnen, weil sie gewisse Constraints nicht erfullen.
Oft tragt auch die ungeschickte Genotypcodierung dazu bei, da ernsthafte Probleme entstehen. Dann
namlich, wenn der erzeugte Ospring keiner gultigen Losung entspricht. Es gibt nun verschiedene Me-
thoden, mit solchen ungultigen Losungen umzugehen.
5.1 Penaltyterme
Ein entwurfstechnischer Fortschritt beim Entwurf eines genetischen Algorithmus besteht im Einbrin-
gen von Penaltytermen in die Fitnefunktion, welche ungultige Losungen dadurch bestrafen, da in der
Fitnessfunktion ein groer, subtraktiver Wert den Funktionswert der Fitnefunktion fur ungultige Lo-
sungen stark vermindert. Ein genetischer Algorithmus, der mit einer Fitnessfunktion auskommen mu,
die wie z.B. eine Plateaufunktion mit einem extrem schmalen Berg keine Hinweise auf die Richtung des
Maximums liefert, sollte eigentlich selbstandig diese Situation erkennen und sinnlose Rekombinationen
stark einschranken und stattdessen die durch den Mutationsoperator forcierte Zufallssuche bevorzu-
gen. Selbstverstandlich sollte er, wenn er den Berg gefunden hat, die dann sinnlos gewordene, hauge
Anwendung des Mutationsoperators einschranken und wieder hauger rekombinieren.
Ein wichtiges Prinzip beim Einsatz von Penaltytermen besteht darin, diese nicht konstant, sondern
variabel zu gestalten. Der aufaddierte bzw. subtrahierte Strafterm soll umso groer ausfallen, je weiter
der aktuelle Zustand von einer gultigen Losung entfernt ist. Hierbei handelt es sich um eine Methode,
die in vielen Optimierungsverfahren eingesetzt wird, sofern Losungsraumeinschrankungen zu beachten
sind.
5.2 Repairfunktionen
Repairfunktionen stellen die einzig sinnvolle Alternative zu Penaltytermen dar, um mit Constraints um-
zugehen. Entsteht durch die Anwendung genetischer Operatoren Ospring, der geforderte Constraints
nicht erfullt, so mu dieser Ospring nicht unbedingt verworfen oder bestraft werden. Repairfunc-
tions, die ublicherweise nicht in Kombination mit Penaltytermen eingesetzt werden, haben die Aufgabe,
ungultigen Ospring gezielt derart zu verandern, da er die Constraints erfullt.
Mu ein miratener Ospring repariert werden, weil er eine ungultige Losung darstellt, so stellt sich die
schwierige Frage, welche gultige Losung aus dem ungultigen Ospring hergestellt werden soll. Wendet
man hier eine zu grobe Strategie an, so lauft man Gefahr, da viele gultige Losungen von dem gro-
ben Raster, das man uber den Zustandsraum legt, gar nicht erfat werden. Neben dem Nachteil des
schwierigen Entwurfs, existiert noch ein gravierender Nachteil, was das Laufzeitverhalten betrit. Nor-
malerweise benotigt eine Repairfunktion viel mehr Zeit, als die genetischen Operatoren selbst. Da sie
ohnehin nur eingesetzt wird, wenn der Groteil allen Osprings eine Reparatur benotigt, verlangsamt
sich der Ablauf durch ihren Einsatz gewaltig.
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6 Das interaktive System GOLD
Es soll nun die Architektur des Software-Werkzeugs GOLD [VFK96] beschrieben werden (siehe im
Vergleich die deklarativen Ansatze in [KK91], [Nel85], [Sis91], [MTKY92]). GOLD ist ein interaktives
System zur hochqualitativen Visualisierung von Graphen in 3D. Es realisiert die beschriebenen Ideen
und Losungsansatze und beweist deren Machbarkeit.
Die Hauptmerkmale sind die folgenden.
{ Erweiterbarkeit. Neue Layout-Strategien konnen leicht hinzugefugt werden durch dieGold-Architektur
(Abb. 28).
{ Wahlbarkeit verschiedener Layout-Strategien.
{ Textuelle and visuelle Spezikation von Constraints. Knoten und Kanten konnen selektiert werden,
um mit ihnen Constraints zu verknupfen.
{ Eine erweiterbare Anzahl von vordenierten lokalen Constraints, wie:
 Kanten sollen einen spezizierten Winkel einschlieen.
 Knoten sollen in einer Ebene liegen.
 Knoten sollen auf einer Linie liegen.
 Gewunschte Kantenlange.
 Gleiche Lange fur eine Gruppe von Kanten.







Abbildung28. Die GOLD Architektur.
Die GOLD-Architektur umfat drei Module, wobei jedes als ein separater Proze realisiert ist (Abb. 28).
Die graphische Benutzerschnittstelle (GUI) ist ein Modul, welches in Tcl/Tk geschrieben ist. Das Haupt-
fenster des GUI-Moduls ist gleichzeitig der Masterproze, welcher die anderen beiden Prozesse kontrol-
liert.
Das Modul Layout-Generator (LG), welches in C++ geschrieben wurde, oeriert verschiedene Strategien
zum Graphenlayout, wie ein Zufalls-Layout, ein extrem schneller Federmodell-Algorithmus ([Fri94]) und
eine Implementierung des oben beschriebenen GAs. Um die Performance des GA zu verbessern, wurde
er mit einem Hillclimbing-Algorithmus hybridisiert, um zu lokalen Optima im Suchraum schneller zu
konvergieren.GOLD ermoglicht dem Benutzer die Einstellung von verschiedenen GA-Parametern, soda
der Tausch von Qualitat gegen Geschwindigkeit im Ermessen des Benutzers liegt [Mic92]. Das Modul
LG ist durch seine exible Schnittstelle leicht erweiterbar.
Das Modul Graph-Visualisierung (GV) basiert auf GeomView, einem interaktiven Geometrie-Betrachter,
welcher durch seine Lisp-ahnliche Kommando-Sprache in Applikationen eingebettet werden kann. Dieses
Werkzeug unterstutzt die Reprasentation von Graphenlayouts in 3D in real-time. Zusatzliche Navigati-
onsmechanismen fur die interaktive Exploration der Layout-Szene beinhalten Rotation, Translation und
Zoom.
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Eine Managementarchitektur fur ATM-basierte Netzwerke
Hajo R. Wiltfang
1 Einleitung
Das Management stellt einen wesentlichen Aspekt beim Betrieb von ATM-basierten Netzen dar. Daher
wurden bereits beim Entwurf des ATM-Konzepts und darauf aufbauender Netze Mechanismen fur das
Management integriert. Allerdings sind derzeit noch viele Arbeiten im Bereich der Standardisierung
von ATM nicht abgeschlossen, so da erst wenige Standards existieren und noch einige Erweiterungen
zu erwarten sind. Dies hat wiederum zur Folge, da momentan am Markt bendliche ATM-Gerate nur
wenig Managementfunktionalitat bieten. Ferner unterscheiden sich die Gerate der verschiedenen Her-
steller teilweise in der Art ihrer Managementschnittstellen und in der Menge und Form der angebotenen
Managementinformation. Um trotz der beschriebenen Umstande ein komponentenunabhangiges Mana-
gement von ATM-Netzen zu erreichen, wird in diesem Beitrag eine Managementarchitektur prasentiert,
die zu diesem Zweck eine allgemeine Managementschnittstelle deniert. Ferner werden Anwendungen
und Erweiterungen vorgestellt, die auf die allgemeine Managementschnittstelle aufsetzen.
2 Management von ATM-Netzen
Beim Management von ATM-Netzen konnen bezuglich des Zugris auf die ATM-Gerate grundsatz-
lich zwei Ansatze unterschieden werden. Das In-Band-Management nutzt fur die Kommunikation mit
den ATM-Geraten das ATM-Netz selbst, wahrend das Out-of-Band-Management uber dedizierte Ma-
nagementschnittstellen der Gerate erfolgt. Fur das In-Band-Management von privaten ATM-Netzen
wurde vom ATM-Forum die ILMI-Schnittstelle (Interim Local Management Interface, [AF95], [AC95])
speziziert, die auf dem Managementprotokoll SNMP basiert. Da jedoch die Standardisierung der In-
Band-Ubertragung von Managementinformationen noch nicht abgeschlossen ist, werden von Herstellern
heutiger ATM-Switches zumeist separate Out-of-Band-Managementschnittstellen angeboten.
Als Schnittstelle fur das Out-of-Band-Management eignet sich ein zusatzlicher Ethernet-Port, da dieser
problemlos in ein bereits vorhandenes lokales Netzwerk integriert werden kann. Ebenso bieten heutige
ATM-Switche haug serielle Schnittstellen fur das Management. Im Bereich der Protokolle nden sich so-
wohl klassische Managementprotokolle wie SNMP als auch textuell orientierte Protokolle wie Telnet. Die
genannten Protokollschnittstellen werden dabei hauptsachlich an Ethernet-Ports realisiert. Beim Einsatz
von SNMP bestehen derzeit noch viele Unterschiede bezuglich der angebotenen Managementinformati-
on, da auch im Bereich der unterstutzten MIBs noch viele Vorschlage diskutiert werden. Grundlegende,
bereits standardisierte MIBs (z.B. [AT94], [BT94]) werden grotenteils schon unterstutzt. Zusatzlich
bieten die meisten Hersteller jedoch proprietare MIBs speziell fur ihre Gerate an. Neben SNMP wird
haug auch Telnet als weiteres Managementprotokoll eingesetzt. Das Telnet-Protokoll ermoglicht es, ei-
ne Sitzung auf einem entfernten System zu eronen und dort dann lokal Aktionen zu veranlassen. Dabei
kann uber spezielle textuelle Menus eine Initialisierung, eine Konguration oder das Auslesen relevanter
Zustandsinformation vorgenommen werden. Fur das Management eingesetzte Telnet-Schnittstellen sind
allerdings extrem geratespezisch. Sie sind nicht nur vom Typ des Switches abhangig, sondern teilwei-
se auch von der aktuellen Version des einzelnen Switches, die zumeist durch die eingesetzte Firmware
gekennzeichnet ist.
Gerade die verschiedenen Auspragungen der Schnittstellen erschweren jedoch ein ubergreifendes Ma-
nagement eines ATM-Netzwerks. Anwendungen fur das Management oder Monitoring eines einzelnen
Gerats lassen sich zwar erstellen, sie mussen dann jedoch auf jede einzelne Schnittstelle und die dort
unterstutzte Managementinformation angepat werden. Ein umfassendes Management eines gesamten
ATM-Netzwerks mitsamt aller darin enthaltenen ATM-Gerate wird jedoch nahezu unmoglich, wenn
unterschiedliche ATM-Gerate in dem Netz vorhanden sind.
3 Eine Managementarchitektur fur ATM-Netzwerke
Um ein einheitliches Management von ATM-Netzen trotz unterschiedlicher ATM-Gerate zu erreichen,
wird in diesem Beitrag ein Schichtenmodell prasentiert, das aus drei Schichten besteht. Dieses Schich-
tenmodell ist nicht im Sinne des OSI-Referenzmodells zu verstehen. Es stellt vielmehr eine logische




























Abbildung29. Komponenten der ATM-Managementarchitektur
Die unterste Schicht, das Netzwerkkomponenten-Management, ist durch die Charakteristiken der einzel-
nen Netzwerkkomponenten gepragt. Jeder ATM-Switch hat seine spezischen Managementschnittstel-
len, die sich in Art und Umfang von denen anderer Switches unterscheiden konnen (vgl Kap. 2).
Die aufgezeigte Heterogenitat von ATM-Netzwerkkomponenten ist die wesentliche Motivation fur die
mittlere Schicht, die Netzwerkmanagement-Unterstutzung. Diese Schicht bietet Anwendungen eine allge-
meine Out-of-Band-Schnittstelle fur das Management von ATM-Komponenten. Andere Ansatze haben
fur eine solche Schnittstelle eigene Protokolle deniert [LM96a], [NEH+96]. Aufgrund der neu denierten
Protokolle konnen die beiden Ansatze jedoch nicht direkt mit bereits bestehenden Managementanwen-
dungen zusammenarbeiten, die grotenteils auf SNMP basieren. In dem hier vorgestellten Ansatz wur-
de daher fur die Realisierung der allgemeinen Schnittstelle das Managementprotokoll SNMP gewahlt.
Grunde hierfur waren die Einfachheit des Protokolls, die umfangreichen Aktivitaten im Bereich des
SNMP-Managements von ATM-Netzen und nicht zuletzt die Vielzahl schon vorhandener Anwendun-
gen. Die an der allgemeinen SNMP-basierten Managementschnittstelle verfugbare Information ist in
einer MIB festgelegt, die sich an [AT94] orientiert. Die Realisierung der Schnittstelle erfolgt mit Hilfe
von Managementagenten, die jeweils auf die spezischen Eigenschaften des betreenden ATM-Switches
abgestimmt sind. Neben der allgemeinen Managementschnittstelle bietet die Netzwerkmanagement-
Unterstutzung moglichen Anwendungen auch hoherwertige Dienste an, die durch eigenstandige Instan-
zen erbracht werden und dazu die allgemeine Managementschnittstelle der Agenten nutzen.
Die oberste Schicht bilden die Netzwerkmanagement-Anwendungen, die auf die allgemeine Management-
schnittstelle der Netzwerkmanagement-Unterstutzung aufsetzen. Ebenso konnen sie die vorgestellten
hoherwertigen Dienste nutzen. Die somit erreichte Unabhangigkeit von den Eigenschaften der ATM-
Komponenten macht es moglich, Anwendungen fur viele verschiedene ATM-Switches zu entwerfen und
einzusetzen. Dies gilt sowohl fur Anwendungen, die das Management eines einzelnen ATM-Switches
zum Ziel haben, als auch im besonderen fur Anwendungen, die ein gesamtes ATM-Netz uberwachen
und managen sollen. In gleicher Weise konnen auch kommerzielle SNMP-basierte Managementsysteme
als Netzwerkmanagement-Anwendungen gema der vorgestellten Architektur eingesetzt werden.
4 Instanzen der Netzwerkmanagement-Unterstutzung
Generell sind in der Netzwerkmanagement-Unterstutzung zwei unterschiedliche Arten von Instanzen an-
gesiedelt. Managementagenten realisieren die vorgeschlagene allgemeine Managementschnittstelle und
zusatzliche Instanzen bieten unter Nutzung dieser Managementschnittstelle den Anwendungen hoher-
wertige Dienste fur das Management von ATM-Netzen an.
Die allgemeine Managementschnittstelle fur ATM-Switches wird mit Hilfe von Managementagenten
realisiert (Abb. 29), die dabei die spezischen Managementeigenschaften des Switches hinter ihrer allge-
meinen SNMP-basierten Schnittstelle verbergen. Der Entwurf eines Managementagenten sollte modular
erfolgen, damit eine einfache Anpassung an verschiedene Typen von Switches moglich ist. Ein Haupt-
modul realisiert die allgemeine SNMP-basierte Schnittstelle. Dafur benotigt es die Beschreibung aller
an dieser Schnittstelle unterstutzten Managementobjekte, die fur diesen Zweck in einem MIB-Modul
deniert sind. Die Kommunikation mit dem Switch realisieren verschiedene Untermodule. Fur jedes
































Abbildung30. Einsatzszenario fur den ATM-Netzwerk-Monitor
andere Switches angepat werden konnen. Ein SNMP-Modul ist fur die SNMP-Kommunikation mit
einem ATM-Switch ausgelegt. In gleicher Weise ubernimmt ein Telnet-Modul die Kommunikation mit
einem Switch an dessen Telnet-Schnittstelle. Bei der initialen Konguration werden beide Module auf
die Charakteristiken der jeweiligen Schnittstelle des Switches angepat. Dabei ist festzulegen, welche
Managementobjekte an welcher Schnittstelle verfugbar sind. Weitere Module, beispielsweise fur das
OSI-Managementprotokoll CMIP, sind ebenfalls vorstellbar.
Aufbauend auf der durch den Agenten realisierten Managementschnittstelle konnen weitere Instanzen in
der Schicht der Netzwerkmanagement-Unterstutzung hoherwertige Dienste fur Anwendungen erbringen
(Abb. 29). Das Signalisierungsmodul bietet Anwendungen eine Out-of-Band-Schnittstelle zur Signalisie-
rung von ATM-Verbindungen. Diesem Modul signalisierte Verbindungen werden mit Hilfe von PVCs auf
dem zugehorigen ATM-Switch realisiert. Einen Vorschlag fur eine Instanz zur Aufzeichnung von Benut-
zerdaten stellt das dargestellte Accounting-Modul dar. Durch diese Instanz konnten gema [MHGP96a]
und [MHGP96b] Abrechnungsdaten zur Vergabe und Auslastung von ATM-Verbindungen auf einem
ATM-Switch aufgezeichnet werden.
Die dritte dargestellte Instanz, der ATM-Netzwerk-Monitor, hat die Uberwachung eines ATM-Netz-
werks zum Ziel, um jederzeit Informationen zum Zustand des Netzes und seiner Komponenten liefern
zu konnen. Hierzu ist ein Zugri auf die Managementagenten aller ATM-Switches notwendig. Der ATM-
Netzwerk-Monitor wird als eigenstandiger Proze auf einer ausgezeichneten Monitorstation ausgefuhrt
(Abb. 30 links). Die wesentliche Aufgabe dieses Monitors besteht in der bedarfsgesteuerten Uberwachung
von Qualitatsparametern einzelner ATM-Verbindungen. Ferner sammelt der Monitor periodisch Infor-
mation zur Topologie des Netzwerks und zum Zustand aller ATM-Switches. Samtliche Informationen, die
der ATM-Netzwerk Monitor wahrend des Betriebs zusammentragt, stellt er Managementanwendungen
an seiner SNMP-Schnittstelle zur Verfugung (Abb. 30 rechts). Fur die beiden unterschiedlichen Arten
von Informationen, die der ATM-Netzwerk-Monitor sammelt, sieht die in Abbildung 30 dargestellte
Struktur zwei Datenbasen vor. Die Kongurationsdatenbasis enthalt die statischen Informationen, die
dort fur jeden Switch abgelegt sind. Hier mu initial ein Switch eingetragen werden, damit er uber-
haupt vom Monitor uberwacht werden kann. Sind Typ und Adresse des Switches bekannt, so kann der
Monitor alle weiteren Informationen vom Switch selbst erfragen. Dazu gehoren Informationen uber die
Anzahl und den Status von ATM-Ports auf den einzelnen Switches. Ferner wird zu jedem aktiven Port
der benachbarte Switch bestimmt und bei jedem Switch die Tabelle der aktuell geschalteten ATM-
Verbindungen ausgelesen. So erhalt der Monitor Informationen uber die Topologie des ATM-Netzwerks.
Aufgrund des im wesentlichen statischen Charakters der beschriebenen Informationen in der Kongura-
tionsdatenbasis ist das Kommunikationsaufkommen zur Gewinnung und Erhaltung dieser Informationen
relativ gering. Eine Aktualisierung der Daten in dieser Datenbasis durch Kommunikation mit dem Ma-
nagementagenten des entsprechenden Switches im Bereich von Minuten erscheint dabei ausreichend. Die
dynamische Information zu den Qualitatsparametern einzelner ATM-Verbindungen ist in der zweiten
Datenbasis, der QoS-Datenbasis (Abb. 30 rechts), enthalten. Hier werden auf Anforderung Daten zu aus-
gewahlten ATM-Verbindungen gesammelt und anderen Anwendungen an der SNMP-Schnittstelle zur
Verfugung gestellt. Die Uberwachung von Qualitatsparametern einzelner Verbindungen erfolgt nur auf
Anfrage, da hierzu ein hauges Abfragen der involvierten Switches im Bereich von Sekunden erforderlich
ist. Neben den beiden Datenbasen besteht der ATM-Netzwerk-Monitor noch aus einer Ausfuhrungsein-
heit und einem SNMP-Agenten. Die Ausfuhrungseinheit ubernimmt die Beschaung der erforderlichen
Information durch Kommunikation mit den Managementagenten der Switches. Der SNMP-Agent hat
im wesentlichen die Aufgabe, die vom ATM-Netzwerk-Monitor gesammelte Information Management-
anwendungen uber eine denierte Schnittstelle zur Verfugung zu stellen.
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Die drei vorgestellten Instanzen zur Erbringung hoherwertiger Dienste in der Schicht der Netzwerk-
management-Unterstutzung stellen nur Beispiele dar. Weitere sinnvolle Dienste lassen sich in die Ma-
nagementarchitektur integrieren, wenn sie in gleicher Weise als Instanzen realisiert werden.
5 Managementanwendungen fur ATM-Netzwerke
Die allgemeine Managementschnittstelle der Netzwerkmanagement-Unterstutzung ermoglicht es, An-
wendungen fur das Management von ATM-Netzen weitgehend unabhangig von Typ und Version der
einzelnen ATM-Komponenten zu erstellen. Anwendungen erhalten alle benotigte Managementinforma-
tion, indem sie per SNMP mit den Managementagenten der Switches kommunizieren (Abb. 29).
Ein Switch-Monitor fur einen ATM-Switch dient der Uberwachung der wesentlichen Betriebsparameter
des Gerats. Diese Parameter werden dem Benutzer in einer ubersichtlichen Weise graphisch prasentiert.
Gerade fur Netzwerkkomponenten in einem so innovativen Bereich wie ATM ist ein Switch-Monitor
als wertvolles Hilfsmittel bei Installation, Konguration, Test und Betrieb anzusehen. Fur den GIGA-
switch/ATM von Digital Equipment ist ein Switch-Monitor entworfen und realisiert worden [Foc96],
[Wil96]. Der Monitor zeigt die Frontansicht des Gerats, wodurch dem Benutzer Informationen zum Zu-
stand des Gerats vermittelt werden. Detailliertere Informationen zu einzelnen Ports sind in zusatzlichen
Fenstern darstellbar, wenn der entsprechende Port selektiert wird.
Die Managementanwendung PVC-Verwaltung dient der benutzerfreundlichen Verwaltung von PVCs.
Permanente ATM-Verbindungen mussen mit Hilfe des Managements auf einem ATM-Switch kongu-
riert werden. Dies erfolgt in der Regel in textueller Form an einer geeigneten Out-of-Band-Schnittstelle.
Das Einrichten oder Loschen an einer solchen textuellen Schnittstelle gestaltet sich jedoch recht auf-
wendig, da jeweils viele Parameter fur den entsprechenden PVC einzugeben sind. Alle diese Angaben
sind zwar fur die Einrichtung des PVCs notwendig, allerdings konnte eine graphische Oberache ihre
Eingabe wesentlich vereinfachen. Die Festlegung der gewunschten Ports fur einen PVC lat sich durch
Anwahlen der Ports in der graphischen Darstellung realisieren. Daraufhin sollte dann automatisch ein
Fenster geonet werden, in dem die restlichen Kongurationsparameter einzutragen sind. Ein Angebot
an vorkongurierten Werten konnte auch hier die Auswahl erleichtern.
Der ATM-Netzwerk-Manager stellt eine Managementanwendung dar, die fur die Verwaltung eines (loka-
len) ATM-Netzwerks konzipiert ist. Sie unterstutzt Anwendungen, die auf Endsystemen lokalisiert sind
und das ATM-Netzwerk fur den regularen Datentransport nutzen, indem sie deren ATM-Verbindungen
uberwacht und verwaltet. Stellt beispielsweise ein QoS-Monitor [SB96] auf einem Endsystem die Verlet-
zung von Qualitatsparametern fur eine bestimmte ATM-Verbindung fest, so kann er sich an den ATM-
Netzwerk-Manager wenden. Dieser nutzt dann die Dienste des ATM-Netzwerk-Monitors (vgl. Kap. 4),
um die betreende ATM-Verbindung zu uberwachen und die Ursache fur die Qualitatsverschlechterung
festzustellen. Ist die Ursache bekannt, kann der ATM-Netzwerk-Manager versuchen, durch Umkongu-
ration von Switches die Ubertragungsqualitat der betroenen Verbindung wieder zu verbessern. Hierzu
konnte die Verbindung beispielsweise uber einen anderen Switch umgeleitet werden.
6 Zusammenfassung
Nach einer Diskussion der derzeitigen Situation beim Management von ATM-basierten Netzen wird in
diesem Beitrag eine Managementarchitektur fur diesen Bereich vorgestellt. Das prasentierte Schichten-
modell deniert drei Schichten, die jeweils als Zusammenfassung von Funktionen des Managements auf
einer logischen Abstraktionsebene zu sehen sind. In der Schicht der Netzwerkmanagement-Unterstutzung
wird mit Hilfe von Managementagenten eine allgemeine Managementschnittstelle fur ATM-Komponenten
realisiert, die auf dem Managementprotokoll SNMP beruht. Diese Schnittstelle ermoglicht es, Manage-
mentanwendungen unabhangig von den spezischen Eigenschaften der Managementschnittstellen ein-
zelner ATM-Komponenten zu entwickeln. Neben den Managementagenten nden sich noch weitere In-
stanzen in der Schicht der Netzwerkmanagement-Unterstutzung, die hoherwertige Dienste erbringen.
Fur solche Instanzen und fur potentielle Managementanwendungen in ATM-Netzen sind einige Bei-
spiele vorgestellt worden. Der aktuelle Stand der Implementierung konzentriert sich derzeit auf den
GIGAswitch/ATM von Digital Equipment. Fur diesen ATM-Switch wurde ein Managementagent und
ein Switch-Monitor implementiert. Zukunftige Arbeiten beschaftigen sich mit der Implementierung wei-
terer Komponenten der vorgestellten Architektur. Hierbei ist vor allem die Implementierung des ATM-
Netzwerk-Monitors und des Signalisierungsmodules von Interesse. Schlielich wird die Anpassung des






SFB 346: Rechnerintegrierte Konstruktion und Fertigung von
Bauteilen
Jorn Hartroth, Arnd G. Grosse und Dietmar A. Kottmann
1 Entwicklung des SFB346
Der Sonderforschungsbereich 346 verfolgt die Zielsetzung, Methoden der Rechnerintegration fur Kon-
struktion und Fertigung im Maschinenbau zu untersuchen. In den ersten beiden Projektphasen wurde die
Entwicklung und nachfolgende Konsolidierung des integrierten Produkt- und Produktionsmodells PPM
als konzeptionelle Basis der informationstechnischen Erfassung aller relevanten Produktionsablaufe von
der Auftragsakquisition uber Erzeugnisentwicklung und -konstruktion bis hin zur Fertigungsplanung
und -durchfuhrung betrieben. In der nun folgenden dritten Projektphase soll in den Jahren 1996 bis
1999 dieses Modell in Richtung dynamischer Ablaufe erweitert werden. Damit folgt der SFB 346 den
aktuell in der Maschinenbauindustrie auftretenden Anforderungen, immer kurzere Produktzyklen zu er-
zielen und exibel auf dynamisch veranderliche Marktsituationen zu reagieren. Als Folge des Trends zu
verteilten Unternehmensstrukturen und dem Outsourcing nichtzentraler Funktionen soll das bisherige
monolithische Unternehmensmodell zu einem kooperierenden Verbund teilautonomer Einheiten weiter-
entwickelt werden, die jeweils auf bestimmte Kernkompetenzen spezialisiert sind. Abbildung 31 zeigt
eine Aufstellung der Teilprojekte des SFB fur die dritte Antragsphase gegliedert nach ihrer Stellung im
Produktionsproze.
A B C D E
Ubergeordnete Angebot/ Entwicklung / Planung Arbeitsvorber./
Problemfelder Auftrag/Vertrieb Konstruktion Fertigung
A1 C1 D1 E1
Kooperation uber Funktionale Strategische Optimierung von
verteilte Modellierung Fertigungsmittel- Bearbeitungs-
Objektbanken zeitlicher Aspekte planung elementen
A2 B2 C2 D2
Modellintegration Kooperative Modellierung von Fordermittel- und






















Abbildung31. Themen der SFB{Teilprojekte (mit nicht direkt ubernommenen Projekten)
Die Entwicklung zu einer starkeren organisatorischen Untergliederung des Unternehmensmodells spiegelt
sich unmittelbar in neuen Anforderungen an die informationstechnische Infrastruktur wieder, die in Er-
weiterung des vormals logisch zentralen und nur physikalisch verteilten Modells jetzt auch explizit einen
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Verbund mehrerer Informationsdomanen unterstutzen mu. Die Arbeiten des Instituts fur Telematik im
Teilprojekt A6 beschaftigen sich mit Losungen fur diese Anforderungen im Bereich der dynamischen Ver-
teilung von Informationen. Wie schon in der vergangengen Antragsphase wird A6 in enger Beziehung zu
den Arbeiten an der objektorientierten Datenbank GOM in Teilprojekt A1 und den Arbeiten am PPM
in Teilprojekt A2 stehen. Die anderen Teilprojekte nutzen die dynamischen Verteilungsinfrastrukturen
als Integrationsbasis fur spezische Anwendungen entlang des Produktionsablaufs.
2 Rolle des Teilprojekts A6
2.1 Ergebnisse der zuruckliegenden Antragsphase
In der zuruckliegenden Antragsphase wurde durch die vom Teilprojekt A6 entwickelten Mechanismen der
lokationsunabhangigen Verwaltung persistenter Objekte die Grundlage fur die informationstechnische
Unterstutzung der rechnerintegrierten Konstruktion und Fertigung von Bauteilen in einer raumlich
verteilten Umgebung gelegt. Die Schwerpunkte der Arbeiten lagen dabei auf folgenden Gebieten:
Empirische Anforderungsstudie Ende 1994 wurde unter deutschen Maschinenbauunternehmen ei-
ne empirische Studie durchgefuhrt, um die Anforderungen moderner ingenieurwissenschaftlicher An-
wendungen an Verteilungstechnologien festzustellen. Die Ergebnisse der Studie lieen gegenuber dem
aktuellen Stand der Informationsinfrastruktur einen erheblichen Bedarf an weitergehender Integration
und zielgerichteter Verteilung heute noch getrennter Informationsbestande erkennen [GHK+96a].
Untersuchung von Verteilungsmechanismen fur objektorientierte Datenbanken Die Vertei-
lungsunterstutzung fur objektorientierte Datenbanken wurde anhand mehrerer Prototypen auf Basis
des im SFB verwendeten Datenbanksystems GOM untersucht. Wesentliche Punkte waren Fragen der
ezienten Lokalisierung mobiler Datenbankobjekte, die prototypische Untersuchung der Aktivitat bei
mobilen Objekte und die Beobachtung von Wechselwirkungen zwischen Transaktionsbearbeitung und
Objektmigration.
Trading als Infrastruktur fur integrierte Systeme Auf der Basis des Trading{Systems Agora
wurde die Eignung eines Trading{Dienstes zur Ermittlung von Einstiegspunkten in objektorientierte
verteilte Datenbanken untersucht [GKK95a]. Weiterhin wurde der Ansatz verfolgt, Trading als Mecha-
nismus zur transparenten Erhohung der Fehlertoleranz fur zusammengesetzte komplexe Dienste einzu-
setzen [GKK96].
Integrationmobiler Teilnehmer in ein vernetztes System Zur Integration schmalbandig verbun-
dener mobiler Teilnehmer in ein Unternehmensnetzwerk wurden zwei verschiedene Ansatze verfolgt. Die
Delegation von Serverzugrien vom Mobilrechner an einen Proxy{Server nutzt die raumliche Struktur
der unterliegenden Netzwerktopologie zur Optimierung des Zugris aus. Abgekoppelte Operationen auf
replizierten Objekten basieren dagegen auf der zeitlichen Strukturierung von Objektzugrien.
Eine ausfuhrliche Diskussion der erzielten Ergebnisse der zuruckliegenden Antragsphase erfolgt an an-
derem Orte [SFB96a].
2.2 Geplante Arbeiten in der neuen Antragsphase
Fur die neue Antragsphase sollen einerseits die bislang entwickelten Infrastrukturkonzepte und -mecha-
nismen zur Unterstutzung der im SFB untersuchten dynamischen Ablaufe ausgebaut werden und zum
anderen Grundlagen fur die informationstechnische Integration teilautonomer Unternehmensbereiche
geschaen werden [SFB96b]. Wie schon in der zuruckliegenden Phase werden die Arbeiten in drei
Schwerpunkten ausgefuhrt, die sich mit der zielgerichteten Informationsvermittlung durch dynamisches
Trading, der Optimierung von Datenzugrien bei heterogener Netzinfrastruktur durch Verlagerung von
Dienstfunktionen zur Laufzeit und der Koordination von Verteilungsmechanismen fur den konkurrie-
renden Zugri beschaftigen.
Trader{Interworking Die in der letzten Antragsphase eingefuhrte Technik des Trading zur Vermitt-
lung von Diensten und Einstiegspunkten in Datenbestande auf Basis qualizierender Attribute ist nach
aktuellem Entwicklungsstand in der Lage, mehrere jeweils lokal verwaltete Datendomanen durch Trader{
Kooperation oder {Foderation zu einem Informationsverbund zu integrieren. Die Einrichtung und Mo-
dikation der diesem Konzept zugrundeliegenden Trading-Kontrakte erfolgt jedoch auf niedrigem Ab-
straktionsniveau und fuhrt bei fortlaufender Anpassung an ein dynamisch veranderliches umfangreiches



















Abbildung 32. Arbeitsgebiete des Instituts fur Telematik im SFB 346
Umfang der zwischen Tradern auszutauschenden Informationsressourcen beschreiben, derzeit einzeln
explizit von einem Manager festgelegt werden. Ziel der Arbeiten im Trading{Bereich ist daher die An-
hebung des Abstraktionsniveaus fur die Modellierung dynamischer Informationsbeziehungen auf eine
anwendungsnahe Ebene und die automatische Ableitung der unterliegenden Trading-Kontrakte. Die
Umsetzung soll in einer zweistugen Architektur erfolgen, die zum einen die Beschreibung modellierter
logischer Informationsusse zwischen Organisationseinheiten und den hiervon abgeleiteten zugehorigen
Trading{Domanen in eine initiale Konguration der Trading{Kontrakte umsetzt und zum anderen fur
dynamische Anderungen der Informationsbeziehungen eine Anderungsschnittstelle angebietet, uber die
eine automatische konsistente Rekonguration der Trading{Kontrakte angestoen werden kann.
Dynamische Diensteinstallation Eine charakteristische Entwicklung in Maschinenbauunternehmen
ist das vermehrte Auftreten spontanen, nur unvollstandig planbaren Informationsbedarfs, der sich durch
die fehlende explizite Modellierbarkeit dem Trading{Ansatz entzieht. Die Befriedigung dieses Bedarfs
erfordert komplexe Operationen auf Daten auerhalb der regelmaig verwendeten Informationszugris-
pfade und unterliegt engen Kostenbeschrankungen, was sich auf technischer Ebene in die Forderung
nach exibel spezizierbarer Funktionalitat, situativ navigierendem Informationszugri und geringem
Ausfuhrungsaufwand ubersetzt. Heutige Datenbanksystemen erfullen diese Anforderungen nicht hinrei-
chend, da sie auf der Ubertragung von Datenmengen zur Anwendung (sog. Data{Shipping) basieren,
was bei stark selektiven Funktionen erhebliche Redundanz in der Datenubertragung bedingt, und ein
Mechanismus zur Ubertragung von spezialisierten Auswertungsfunktionen zu den Daten (sog. Function-
Shipping) derzeit nur rudimentar entwickelt ist. Ein Vorschlag zur Erfullung der gestellten Anforde-
rungen besteht in einem Konzept der dynamischen Diensteinstallation, das es erlaubt, im Moment des
Bedarfs schlanke, speziell zugeschnittene Dienstfunktionen unmittelbar bei den relevanten Daten einzu-
richten und auszufuhren. Die Umsetzung des Ansatzes in eine konkrete Architektur soll zur Realisierung
der Dienstfunktionen mobile Skripten verwenden, die in einer dedizierten Ablaufumgebung interpretativ
ausgefuhrt werden. Abhangig von der Nutzungscharakteristik des Dienstes und der Netzinfrastruktur
stehen verschiedene Optimierungsmoglichkeiten fur das Verfahren oen [GHK96b].
Neben der rein funktionalen Umsetzung der dynamischen Diensteinstallation mussen beim Datenzugri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zwischen autonomen Unternehmensteilen hohe Sicherheitsanforderungen erfullt werden, die bei der hier
vorliegenden Mobilitat von ausfuhrbaren Funktionen besondere Anspruche an die Sicherheitsmecha-
nismen der Laufzeitumgebung stellen. Zur Erfullung dieser Aufgaben sollen Funktionen der Sicherheit
und Abrechnung in die Ablaufumgebung fur dynamische Dienste eingebettet werden, so da eine neue
administrative Grenze zwischen extern denierten Diensten und dem lokalen System errichtet wird.
Zwischen den geplanten Arbeiten im Bereich des dynamischen Tradings und der dynamischen Dienstein-
stallation bestehen enge Beziehungen, da einerseits dynamisch installierbare Dienste zur Aundung
geeigneter Datenquellen einen Trading{Dienst benotigen und sie andererseits als Infrastrukturmecha-
nismus fur den Informationsaustausch in einem Traderverbund dienen konnen. Das hier absehbare Syn-
ergiepotential soll eingehend untersucht werden.
Optimierte Koordination unabhangig entwickelter lokaler Ablaufe Die Verwendung von Ver-
teilungsmechanismen ist in heutigen verteilten Systemen eng an ihre technische Umsetzung angelehnt,
wodurch eine komplexe Verteilungssemantik zur Koordinierung moderner verteilter Anwendungen nur
umstandlich realisiert werden kann. Die Vermeidung von Anforderungskollisionen und inezientem Sy-
stemverhalten ist so nur innerhalb eines gemeinsamen Entwurfskontextes moglich, der bei der im SFB
verfolgten Integration unabhangiger Unternehmensbereiche jedoch nicht langer vorausgesetzt werden
kann. Im Bereich der Verteilungsmechanismen soll daher in direkter Fortfuhrung der bisherigen Arbei-
ten ein ubergreifendes Konzept entwickelt werden, das einzelnen Anwendungen die Anzeige ihrer Anfor-
derungen auf geeigneter semantischer Ebene erlaubt und die Koordination der technischen Umsetzung
in Systeminstanzen mit dynamisch aktualisierter ubergreifender Sicht uber die jeweils in Konkurrenz
stehenden Nutzerpopulationen verlagert.
Abbildung 32 illustriert die Vorhaben des Instituts fur Telematik in der dritten Antragsphase des SFB
346. Dargestellt ist hier die Verechtung verschiedener Domanen durch Trader{Interworking, der Zugri
eines Mobilrechners auf das Festnetz uber dynamisch installierte Dienste und die Verlagerung eines
Datenobjekts als Resultat der koordinierten Zugrisoptimierung.
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SFB 1557 | Dynamische und lernfahige Agentennetze fur
technische Anwendungen
Gunter Schafer und Jochen Seitz
1 Ausgangslage
Die im SFB 314 begonnene Zusammenarbeit von Karlsruher Gruppen der Informatik mit Ingenieuren
des Maschinenbaus aus dem Institut fur Werkzeugmaschinen und Betriebstechnik (wbk) hat sich in der
Vergangenheit ausgezeichnet bewahrt. Es konnten dadurch Ideen der Kunstlichen Intelligenz und der
Informatik in den Ingenieurbereich getragen und dort anwendungsnah erprobt werden. Umgekehrt gaben
Fragen aus dem Ingenieurbereich Anregungen fur neue Problemstellungen der Informatik. Vergleichbare
Erfahrungen werden derzeit auch im Rahmen des SFB 346 gesammelt. So entstand der Wunsch, eine
Fortsetzung der Zusammenarbeit in einer vom SFB 314 nahegelegten Ausrichtung auf breiterer Basis
ins Auge zu fassen.
Angesichts der sich zunehmend herausstellenden Komplexitat und Inexibilitat groer, monolithischer
Systeme stellt sich der geplante Sonderforschungsbereich 1557 die Aufgabe, neue Architekturen, Me-
thoden und technische Losungen der Informatik bereitzustellen, welche eine Vielzahl kleiner Einheiten,
deren Anpassungsfahigkeit an standig wechselnde Umgebungsbedingungen und deren exibel geregel-
tes Zusammenwirken adaquat zu modellieren und informationstechnisch zu unterstutzen erlauben. Als
Anwendungsfeld wird hierbei die Konstruktion, Planung und Produktion eines Produkts, aber auch
seine Wartung und schlielich seine Demontage und Wiederverwertung (im folgenden kurz KPP-Proze
genannt) herangezogen. Gerade beim KPP-Proze erweisen sich heute aufgrund der Forderungen nach
Wirtschaftlichkeit bei kurzen Lebenszyklen und Markteinfuhrungszeiten sowie bei groer Variantenviel-
falt, schnellem Produktwechsel, verteilten Fabrikationszentren und Anpassungsfahigkeit an individuelle
Kundenwunsche groe, monolithische Systeme als zu inexibel. Sie sollten daher durch eine Vielzahl
spezialisierter und selbstandiger Einheiten, die sich nur noch fall- und zeitweise zum Erbringen einer
bestimmten Leistung zusammenschlieen, abgelost werden. In diesem Zusammenhang spricht man auch
vom agentenorientierten Ansatz .
2 Arbeitsgruppen im SFB 1557
Agentensysteme fur relativ kleine Anwendungen sind nach dem heutigen Stand der Technik realisierbar.
Die Herausforderung liegt in dem konsequenten Einsatz des Agentenkonzepts als Strukturierungsmit-
tel fur den gesamten KPP-Proze. Agenten und die aus ihnen zusammengesetzten Agentennetze wer-
den hierbei als ein Strukturierungsmittel fur komplexe verteilte Anwendungen verstanden. Aus dieser
Perspektive soll der Sonderforschungsbereich einen Beitrag zur ingenieurwissenschaftlichen Gestaltung
verteilter Anwendungen liefern.
Hierzu werden die folgenden Perspektiven bzw. Sichten unterschieden, unter denen Agentensysteme




Abbildung33. Sichten im SFB 1557
{ Anwendersicht: In diesem Projektbereich wird ein anwendergetriebenes produktionstechnisches Sze-
nario deniert, welches zur Validation der in den anderen Projektbereichen entwickelten Techniken
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herangezogen wird. Im weiteren Verlauf sollen aus den hierbei erzielten Ergebnissen neue Anfor-
derungen an die anderen Projektbereiche gestellt und somit eine kontinuierliche Verbesserung und
eine gegenseitige Kontrolle und Befruchtung der Arbeiten bewirkt werden.
{ Formale Sicht: Dieser Projektbereich betrachtet den Entwurf von Agentennetzen und deren Anpas-
sung an neue Randbedingungen aus formaler Sicht mit dem Ziel, durch den Einsatz von Methoden
und Werkzeugen zur automatischen Validierung den korrekten Entwurf von Agentennetzen zu un-
terstutzen. Die semantische Basis der fur diese Aufgabe unabdingbaren formalen Beschreibungen
der Agentennetze sind kommunizierende, erweiterte endliche Automaten. Als konkrete Beschrei-
bungsformalismen sollen Dynamische Algebren und SDL betrachtet werden.
{ Systemsicht: Aus der Systemsicht sind Agenten durch Ereignisse gesteuerte, gegebenenfalls ne-
benlauge Programme. Zu den wichtigsten Aufgaben dieses Themenbereichs gehoren daher die
Bereitstellung einer Bibliothek von Bausteinen fur haug auftretende Teilaufgaben und einer ent-
wurfsunterstutzenden Plattform, welche auch Hilfsmittel fur die Visualisierung und Simulation des
Entwurfs umfat.
{ Betriebssicht: Mit der Gestaltung agentenorientierter Technologie unter dem Gesichtspunkt be-
herrschbaren und exiblen Betreibens von Agentennetzen liefert die Betriebssicht einen entschei-
denden Faktor fur die Akzeptanz des agentenorientierten Ansatzes.
Das Institut fur Telematik wird Aspekte der Betriebssicht bearbeiten, die daher im folgenden Abschnitt
ausfuhrlicher beschrieben werden.
3 Betriebssicht: Zusammenfassende Darstellung des Projektbereichs B
Beherrschbares und exibles Betreiben von Agentennetzen kann nur unter den folgenden Voraussetzun-
gen gewahrleistet werden:
{ Der aktuelle Status des betrachteten Agentennetzes kann jederzeit detailliert abgefragt werden.
Hierzu gehoren sowohl Informationen uber einzelne Agenten als auch uber die Kommunikationsbe-
ziehungen der Agenten untereinander. Hierbei ist darauf zu achten, da fur jeden Agententyp die
Information bereitgestellt wird, welche fur eine sinnvolle Kontrolle und Steuerung des Agentennet-
zes notwendig ist. Diese mu in einer einheitlichen Art und Weise beschrieben und zur Laufzeit
abgefragt werden konnen. Desweiteren mussen Agenten auch von sich aus auf Problemsituationen
hinweisen konnen.
{ Wichtige Parameter eines Agentennetzes bzw. einzelner Agenten, wie beispielsweise die Lokati-
on (Rechner, Subnetz, o.a.) eines Agenten, die Kommunikationsanforderungen (z.B. Farbtiefe bei
Multimedia-Kommunikation) eines Agenten oder Zugrisrechte auf angebotene Dienste eines Agen-
tennetzes, mussen zur Laufzeit beeinubar sein. Eine einheitliche Schnittstelle fur den Zugri ist
hierbei unabdingbar, da nur so mit vertretbarem programmiertechnischen Aufwand auf im Prinzip
unbekannte Agenten eingewirkt werden kann.
Grundlegende Verwaltungsunterstutzung fur Agentennetze soll daher im Teilprojekt B1
"
Integriertes
Management eines Agentennetzes\ entwickelt werden. Hierbei ist zu beachten, da beispielsweise An-
forderungen von Agenten an Netzwerkressourcen und an andere Agenten koordiniert erfullt werden
mussen, um einen reibungslosen Betrieb des Gesamtsystems zu gewahrleisten.
Besondere Bedeutung wird daruber hinaus der Multimediafahigkeit der Kommunikationsstrukturen fur
Agentennetze beigemessen. Kommunikation zwischen Agenten kann dabei grundsatzlich in verschiede-
nen Auspragungen mit vollig unterschiedlichen Anforderungen an die benotigten Kommunikationssub-
systeme erforderlich werden. So sind die unterschiedlichen Charakteristika verschiedener Medienstrome,
wie z.B. Bewegtbild-, Standbild-, Audio- und herkommlicher Datenkommunikation sowie Synchronisati-
onsprobleme bei kombinierten Datenstromen zu berucksichtigen. Aus diesem Grund ist die Konzipierung
dynamisch kongurierbarer Kommunikationssubsysteme eine zentrale Voraussetzung fur adaptive und
somit exible Agentenkommunikation. Dieses Ziel soll im Teilprojekt B2
"
Multimedia-Kommunikation
als Grundlage fur die Kooperation in einem Agentennetz\ verfolgt werden. Neben einem eher grundle-
genden Basis-Kommunikationsdienst unter Zuhilfenahme des entfernten Prozeduraufrufs sollen beliebige
Kommunikationsanforderungen spezizierbar und Realisierungen dafur leicht integrierbar sein.
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Teleteaching auf Basis von MMC
Jorg Sievert
1 Einleitung
Verteilte multimediale Systeme erlauben die Integration von Video und Audio in den verschieden-
sten Umgebungen. In der Lehre erlaubt die Anwendung von verteilten Multimediasystemen mehre-
ren Horsalen an Vorlesungen teilzunehmen, welche in nur einem der Horsale stattndet. Ein einzelner
Vortragender kann so eine groere Zuhorerschaft erreichen und entfernt liegende Horsale konnen von
hochqualizierten und interessanten Vorlesungen protieren.
Die meisten Teleteaching Ansatze basieren auf existierenden Videokonferenzsystemen. Teleteaching un-
terscheidet sich jedoch in einigen wesentlichen Punkten von herkommlichen Desktopvideokonferenzsy-
stemen. Insbesondere die Art und Anzahl der Interaktionen zwischen den Teilnehmern ist sehr unter-
schiedlich.
2 Anforderungen an ein Teleseminar-System
Aufgabe eines Teleseminar-Systems ist die Ubertragung eines Seminars, einer Vorlesung oder eines
Vortrages von einem Horsaal an einen oder mehrere entfernte Orte. Bei diesen Orten kann es sich
prinzipiell um weitere Horsale oder multimediafahige Einzelplatzrechner handeln. Bei einem Teleseminar
sollte im Vergleich zur herkommlichen, also rein lokalen Vorlesung nach Moglichkeit weder fur den
Vortragenden, noch fur die Zuhorer im lokalen Horsaal, noch fur die Zuhorer in den entfernten Horsalen
ein wesentlicher Nachteil entstehen. Damit die Zuhorer im entfernten Horsaal in gewohnter Weise an
der Vorlesung teilnehmen konnen, ist eine qualitativ hochwertige Ubertragung von Bild und Ton des
Vortragenden essentiell. Ferner mu die Moglichkeit erhalten bleiben, Ruckfragen stellen zu konnen. Ein
weiterer wichtiger Punkt ist die Ubertragung der Folien, auf die sich der Vortrag stutzt [Ret95].
Bild- und Tonubertragung mit Ruckfragemoglichkeit sind Merkmale, die bereits von Video- und De-
sktopkonferenzsystemen erbracht werden, so da es nahe liegt, ein Teleseminar-System mit Hilfe eines
bereits bestehenden Konferenzsystems zu realisieren. Video- und Desktopkonferenzsysteme unterschei-
den sich dabei im wesentlichen in zwei Punkten: Zum einen bieten die meisten Desktopsysteme die
Moglichkeit, gemeinsam an speziellen Anwendungen zu arbeiten, zum anderen mussen die Teilnehmer
einer Desktopkonferenz nicht uber einen teuren Videoraum verfugen. Zur Teilnahme genugt ein multime-
dial ausgestatteter Arbeitsplatzrechner. Beide Eigenschaften bieten auch im Bezug auf ein Teleseminar-
System Vorteile. So lassen sich zum Beispiel auf einfache Weise Folien in das Seminar integrieren, indem
sie im Rahmen einer gemeinsamen Anwendung dargestellt werden. Ferner ist es moglich, die Vorlesung
nicht nur in andere Horsale zu ubertragen, sondern auch fur ein kleineres Publikum an Arbeitsplatzrech-
ner auerhalb von Universitaten. Dies ist vor allem bei einmaligen Vortragen mit interessanten Themen
durchaus denkbar. Selbst die Ubertragung in Studentenwohnheime oder Privathauser wird von einigen
Universitaten in Erwagung gezogen [Neu95]. Aber auch fur die innerbetriebliche Ausbildung ist dieser
Gesichtspunkt auerst interessant.
Im folgenden wird das Desktopkonferenzsystem MMC auf seine Eignung zum Teleteaching betrachtet.
Dabei werden die vorgestellten Anforderungen konkretisiert.
3 MMC als Teleteaching-System
3.1 Systembeschreibung
Das Multimedia Collaboration System (MMC) ist Teil des BERKOM Projekts. Es handelt sich dabei um
ein Desktop-Konferenzsystem, mit dem der Anwender von seinem multimedial ausgestatteten Rechner
aus an Konferenzen teilnehmen kann, ohne seinen Arbeitsplatz und seine gewohnte Umgebung verlassen
zu mussen.
Neben dem multimedialen Aspekt mit Ubertragung von Bild und Sprache der Konferenzteilnehmer steht
mit der Collaboration ein zweites Merkmal im Vordergrund: MMC ermoglicht es den Konferenzteilneh-
mern, mittels der shXbridge gemeinsam eine beliebige Anwendung zu nutzen und somit gemeinsam an
den gleichen Dokumenten zu arbeiten. Um eine moglichst groe Verbreitung zu erreichen, wird MMC
von verschiedenen Firmen auf heterogenen Systemplattformen realisiert.
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3.2 Audio- und Videoubertragung
Die Unterstutzung einer Vorlesung durch Audio- und Video ist essentiell, schlielich steht der Vortra-
gende im Vordergrund. Die folgenden Punkte betrachten einzelne Aspekte, inwiefern MMC sie erfullt
und was man andern konnte.
Audiokodierung Da sich eine Vorlesung neben Folien vor allem auf das gesprochene Wort stutzt, ist
eine gute Verstandlichkeit der Sprache und folglich eine hohe Audioqualitat fur ein Teleseminar-
System von groter Bedeutung.
Zur Zeit ist der G.711 Standard der ITU (International Telecommunication Union) fur MMC fest-
gelegt. Dieser Standard sieht folgende Kodierung vor: A-law PCM, 8 kHz Samplingrate, 8 Bit Ko-
dierung, Mono. Dies entspricht der Mindestanforderung an ein Teleseminar-System.
Die Implementierung von DEC beherrscht zusatzlich bereits IMA-ADPCM mit einer Abtastrate von
11025 Hz. Als Kennzahlen fur diese Kodierung ergeben sich somit IMA-ADPCM, 11025 Hz, 16 Bit
(komprimiert auf 4) und Mono.
Videokodierung Das Bild ist bei einem Teleseminar zwar weitaus weniger wichtig als der Ton, dennoch
tragt es zum besseren Verstandnis bei [TI92]. Erfahrungen aus Testvorlesungen im Sommersemester
95 an den Universitaten Erlangen und Nurnberg [LfWI95] zeigen, da bei der Bildubertragung
mindestens eine Auosung von 320x200 Pixel in Echtfarben und eine Framerate von 17 Bildern pro
Sekunde angestrebt werden mussen.
MMC benutzt fur Videos JPEG-Kodierung. Die Farbtiefe wird dabei mit 24 bpp (Bit per Pi-
xel) kodiert. Die Framerate ist abhangig von der verwendeten Hardware, der zur Ubertragung
zur Verfugung stehenden Bandbreite sowie von der Anzahl der empfangenen Videos. Wird Hard-
warekompression und -dekompression benutzt, so sind in einer Zweierkonferenz bei ausreichender
Bandbreite 25 Bilder pro Sekunde moglich. Die Bildgroe ist zur Zeit auf Grund der benutzten
Framegrabber auf 384x288 Pixel festgelegt.
Verzogerung Verzogerungen bei der Bild- und Tonubertragung beruhen zum einen auf der reinen
Ubertragungszeit (abhangig von Entfernung und zur Verfugung stehender Bandbreite), hauptsachlich
aber auf den benotigten Verarbeitungszeiten bei Sender und Empfanger. Diese werden durch die
Wahl des Kompressions/Dekompressions-Algorithmus und dessen Realisierung in Soft- oder Hard-
ware beeinut. Durch die Wahl des Algorithmus kann die Verarbeitungszeit im allgemeinen auf
Kosten der Qualitat gesenkt werden.
Bei MMC sind vor allem bei der Audio-Ubertragung mit Verzogerungen im niedrigen Sekunden-
bereich zu rechnen. Aber auch bei der Bildubertragung kann es zu einer sichtbaren Verzogerung
kommen. Bei einem Testaufbau [Fro95] mit zwei Sun Sparc 10 Workstations an einem gemeinsamen
Ethernet-Segment wurden bei ansonsten guter Audio-Qualitat Verzoge-rungszeiten von 1,5 - 2 Se-
kunden gemessen. Eine alternative AVC-Einstellung bot auf Kosten der Audio-Qualitat erheblich
kurzere Verzogerungszeiten. Allerdings war die Sprache aufgrund von Aussetzern und Storgerauschen
dann nur noch schwer verstandlich.
Synchronitat Werden Bild und Ton getrennt voneinander ubertragen, konnen diese unterschiedlich
langen Verzogerungszeiten unterworfen sein. Hierdurch kann die sogenannte Lippensynchronitat
verloren gehen, d.h. Lippenbewegungen und zu horender Ton passen nicht zusammen.
Die Audio- und Video-Strome werden in MMC getrennt voneinander kodiert und ubertragen. Bei
jedem Teilnehmer werden die eintreenden Videostrome getrennt in jeweils einem Fenster darge-
stellt, wahrend die Audiostrome gemischt werden, so da der Eindruck eines Gesprachs in einem
Raum entsteht. Dabei kann MMC die einzelnen Videostrome und den gemischten Audiostrom nicht
synchronisieren. Insbesondere eine Lippensynchronitat ist somit nicht gegeben. Dieses ist ein im
MMC-System bekanntes Problem, welches aber in der jetzigen Implementierung nicht losbar ist.
Echo Bei Vollduplex-Verbindungen kann es zu weiteren Problemen kommen. Wird der Ton des Vor-
tragenden in einem entfernten Horsaal uber die Saallautsprecher abgestrahlt und gleichzeitig der
dortige Horsaalton uber ein Raummikrophon aufgenommen, kann es zu unerwunschten Ruckkopp-
lungen kommen. Die Worte des Vortragenden werden mit einer gewissen Zeitverzogerung in den
lokalen Horsaal zuruckubertragen, wodurch es zu einem storenden Echoeekt kommt.
Wie bei den meisten Desktopkonferenzsystemen wird bei MMC ein lastiger Echoeekt durch die
Benutzung von Headsets anstelle von Lautsprechern und Tischmikrophonen verhindert. Bei ei-
nem Teleseminar-System sind ahnliche Manahmen (jeder Horer tragt ein Headset) zwar denkbar,
aber kaum wunschenswert. Alternativ hierzu konnte ein Echo durch die Einfuhrung eines strengen




Da aus jedem Horsaal Ruckfragen gestellt werden konnen sollen, werden prinzipiell auch Bild und Ton
aus jedem Horsaal in jedem anderen benotigt. Bei nur wenigen beteiligten Horsalen ist die gleichzeitige
Darstellung aller AV-Strome durchaus denkbar. Bei einer groeren Zahl von Horsalen fuhrt dies aller-
dings zu Problemen, da zur gleichzeitigen Darstellung aller Videos neben den Folien nicht genug Platz
ist und unnotige Videos das Auditorium ablenken. Wird der Ton dann so gemischt, da Zwischenfragen
aus allen entfernten Horsalen verstandlich waren, steigt der allgemeine Gerauschpegel auf ein storendes
Niveau.
Auf der anderen Seite wird jedoch bei Ruckfragen der Ton des Fragenden (und eventuell auch sein Bild)
in allen anderen Horsale benotigt. Folglich mussen zu bestimmten Zeitpunkten verschiedene AV-Strome
in den Horsalen dargestellt werden konnen. Wann dabei wo welche AV-Strome benotigt werden, hangt
in erster Linie von dem verwendeten Teleseminar-Konzept ab.
Derzeit unterstutzt MMC nur eine Vollvermaschung. Es werden alle Teilnehmer voll verbunden. Als
Alternative bietet sich an, alle theoretisch einmal benotigten Verbindungen bereits zu Beginn der Vor-
lesung aufzubauen. Auf den Verbindungen werden initial jedoch keine AV-Strome verschickt. Die zu
Vorlesungsbeginn tatsachliche benotigten AV-Strome werden explizit mittels SetTransmission(On) ge-
startet, weitere AV-Strome konnen mittels SetTransmission(On/O) nach Bedarf an und wieder aus-
geschaltet werden. Die SetTransmission-Operation der AVC mu bis an die Benutzerschnittstelle des
Dozenten durchgereicht werden, da uber diese die dynamischen AV-Management-Aktionen initiiert wer-
den. Andernfalls mussen auch Operationen zum Verschalten einzelner Verbindungen vom AVM nach
oben durchgereicht werden. Im Rahmen des kompletten MMC-Systems kann dies aber nur uber den
CM erfolgen, so da neben dem AVM auch dieser angepat werden mu. Alternativ konnte auch eine
neue Komponente TSM (TeleSeminarManager) realisiert werden, die Funktionen von AVM und CM in
sich vereint. Eine dritte Variante belat den CM unverandert. Die AV-Verschaltung erfolgt uber einen
neuen AVM, der direkt mit der Benutzerschnittstelle des Dozenten kommuniziert. In Abbildung 34 sind













UIL = User Interface (Lecturer) TSM = TeleSeminarManager
UIS = User Interface (Student) = modified component
UIL
Abbildung34. Losungsvarianten fur das AV-Management
3.4 Interaktionssteuerung
Wie bei einer lokalen Vorlesung sollte auch bei einem Teleseminar jeder Teilnehmer die Moglichkeit
haben, Ruckfragen zu stellen.
Wortmeldungen Im lokalen Horsaal genugt es, die Hand zu heben und zu warten, bis der Dozent dar-
auf reagiert. Ebenso einfach sind Zwischenrufe moglich. Bei Fragen aus einem entfernten Horsaal ist
das schwieriger. Selbst wenn der Dozent uber Feedback-Videos aus den entfernten Horsalen verfugt,
kann er darauf kaum Wortmeldungen mit der Hand erkennen. Ebenso problematisch ist die gleich-
zeitige Ubertragung des Raumtones aus allen Horsalen. Dadurch wird zwar ein Zwischenruf moglich,
auf der anderen Seite wird sich allerdings der dadurch angestiegene Gerauschpegel als sehr storend
herausstellen. Einige Konzepte sehen daher pro Horsaal einen Assistenten vor, der Wortmeldun-
gen an den Dozenten weiterleitet. Dieses Weiterleiten einer Meldung sollte nach Moglichkeit in die
Steuerungssoftware des Teleseminar-Systems integriert sein.
Steuerung der Interaktion (Rederechtvergabe) Im lokalen Horsaal wird einem Fragendem das
Rederecht vom Dozenten entweder mundlich oder durch eine Geste erteilt. Auch bei einem Telese-
minar sollte die Kommunikation durch den Dozenten gelenkt werden konnen.
Ein Wechsel des Rederechts hat, wie im vorhergehenden Kapitel gezeigt, meistens einige AV-Management-
Aktionen zur Folge. Daher ist es sinnvoll, AV-Management und Rederechtvergabe miteinander zu
koppeln.
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Damit der Dozent die Interaktion zwischen den einzelnen Horsalen auf einfache Weise steuern kann, soll-
ten entsprechende Aktionen in das Teleseminar-System integriert werden. Eine Anpassung der benotig-
ten AV-Strome sollte gegebenenfalls automatisch erfolgen.
3.5 Folienintegration
Folien sind i.allg. ein integraler Bestandteil einer Vorlesung. Sie konnen in den verschiedensten Formen
vorliegen.
MMC bietet die Moglichkeit, mittels der shXbridge-basierten ASC (Application Sharing Component)
eine beliebige X-Anwendung an alle Konferenzteilnehmer zu verteilen. Mit Hilfe dieser Komponente
konnen Folien, die in rechnerinterner Form vorliegen, auf einfache Weise in allen Horsalen dargestellt
werden, in dem sie in eine geeignete Anwendung importiert werden. Alternativen sind:
1. Entwicklung einer speziellen Prasentationssoftware, die uber X verteilt wird. Diese konnte alle gefor-
derten Features enthalten. Damit sie mittels shXbridge verteilt werden kann, darf sie zur Darstellung
allerdings nur Standard-X-Befehle verwenden.
2. Verteilung der Folien uber eine bestehende Whiteboard-Anwendung. Die meisten Whiteboard-
Anwendungen bieten Moglichkeiten zum Zeichnen und somit auch zum nachtraglichen Beschriften
von importierten Folien. Einige Whiteboards konnen Postscript-Files importieren, andere zusatzlich
Screenshots ubernehmen. Telepointer und/oder Zoom bieten nur wenige Whiteboards.
3. Entwicklung einer eigenen Whiteboard-Anwendung. Diese konnte auch die Features umfassen, die
von bestehenden Whiteboards nicht berucksichtigt werden.
4. Entwicklung einer speziellen Gruppenanwendung zur Prasentation. Eine verteilte Prasentationsan-
wendung konnte die darzustellenden Daten im vorhinein ubertragen und zum Zeitpunkt der Vor-
lesung nur noch Ereignisse wie Umblattern, handschriftliche Erganzungen, Vergroerungen oder
ahnliches ubertragen. Eine solche spezielle Gruppenanwendung konnte beispielsweise mit Tcl-DP
(Tcl Distributed Programming) [Ous94] realisiert werden.
3.6 Benutzeroberache
Viele fur ein Teleseminar wichtige Steuerungsfunktionen (dynamisches AV-Management, Rederechtver-
gabe) sind in MMC nicht vorhanden. So ist zum Beispiel eine Nachahmung eines dynamischen AV-
Management nur mittels Window-Manager und Software-Mischpult moglich.
Mit Hilfe des .mmcrc-Files konnen Konferenzen (zumindest bei der Implementierung von DEC) mit all
ihren Einstellungen vorbereitet werden. Diese Konferenzen werden nach dem Starten des CIAs in einem
Fenster angezeigt und konnen mit wenigen Mausklicks geonet werden.
MMC verfugt mit dem IB (Invitation Broker) uber einen Einladungsdienst, mit dem entfernte Teil-
nehmer/Horsale zu gerade laufenden Konferenzen/Vorlesungen eingeladen werden konnen. So genugen
auch auf der entfernten Seite wenige Mausklicks, um an der Konferenz/Vorlesung teilzunehmen.
Besonders wichtig ist die einfache Steuerung komplexer Funktion. Wie dies aussehen konnte, wird im
folgenden an Hand der Steuerung des Rederechts/des exiblen AV-Managements beispielhaft gezeigt.
Die entfernten Horsale werden auf Dozentenseite entweder mit einem Icon, einem Standbild oder einem
Feedback-Video dargestellt. Fur jeden Horsaal gibt es ferner 3 Knopfe, von denen immer genau einer
aktiviert ist:
OFF Aus diesem Horsaal wird weder Bild noch Ton ubertragen.
FEEDBACK Aus diesem Horsaal wird ein Feedback-Video auf den Kontrollmonitor des Dozenten
ubertragen. Der Ton des Horsaals wird im lokalen Horsaal leise eingemischt.
BROADCAST Das Video aus dem Horsaal wird an alle anderen ubertragen, der Ton entsprechend
in allen Horsalen in verstandlicher Lautstarke eingemischt.
Der Dozent kann nun mit einfachem Knopfdruck entscheiden, wessen Ton zu horen sein soll. Will man
ein exklusives Rederecht unter den entfernten Horsalen, darf immer nur einer der BROADCAST-Knopfe
gedruckt sein. Erlaubt man dagegen eine Art Diskussionsmodus, konnen mehrere BROADCAST-Knopfe
gleichzeitig gedruckt sein.
Wortmeldungen werden mit einem dicken, leuchtfarbenen Rahmen um das Bild/Icon des entsprechenden
Horsaals dargestellt. Erhalt der Horsaal per BROADCAST-Taste das Rederecht oder klickt der Dozent
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Abbildung35. Steuerung des Rederechts/AV-Managements auf Dozentenseite
entfernt. Um dem entfernten Horsaal das Rederecht wieder zu entziehen, druckt der Dozent entweder
FEEDBACK oder OFF.
Abbildung 35 zeigt einen Ausschnitt der Benutzeroberache auf Seite des Dozenten. Angenommen wird
eine Vorlesung aus Karlsruhe, die nach Freiburg, Heidelberg und Straburg ubertragen wird. Aus Heidel-
berg und Straburg liegen Feedback-Videos vor, aus Straburg ferner eine Wortmeldung. Das Rederecht
hat gerade Freiburg.
Auf Horerseite werden die entfernten Horsale durch Icons oder Schriftzuge dargestellt. Damit die Horer
verfolgen konnen, aus welchen Horsalen Wortmeldungen vorliegen und wer gerade spricht, wird dies
durch Rahmen in entsprechender Farbe um das Icon dargestellt. Hat der eigene Horsaal das Rederecht
wird zusatzlich das On the Air-Icon rot erleuchtet. Somit wird zum einem dem Fragenden angezeigt,
da er nun reden kann, zum anderen wird den anderen Horern signalisiert, ein wenig leise zu sein, damit
die Frage in guter Qualitat aufgenommen werden kann. Ansonsten wird nur eine Taste benotigt, die je
























Abbildung36. Steuerung des Rederechts auf Horerseite
In Abbildung 36 ist der relevante Ausschnitt der Benutzerschnittstelle aus dem entfernten Horsaal in
Freiburg dargestellt. In Bild a) liegt aus Straburg eine Wortmeldung vor. In Bild b) hat Straburg
das Rederecht erhalten, in Freiburg wurde inzwischen eine Wortmeldung vorge-nommen, weshalb aus
der REQUEST TOKEN-Taste eine REVOKE TOKEN REQUEST-Taste wurde. In Bild c) hat Frei-
burg schlielich das Rederecht erhalten. Karlsruhe ist immer hervorgehoben, da von dort die Vorlesung
ubertragen wird.
3.7 Vorlesungsstart
Eine Vorlesung sollte auf beiden Seiten (lokaler Horsaal/entfernte Horsale) moglichst schnell und einfach
gestartet werden konnen. Hierzu ist es notwendig, die Vorlesung im Vorfeld vorzubereiten. Vorbereitete
Vorlesungen mussen danach auf beiden Seiten angezeigt werden, so da eine Teilnahme mit nur wenigen
Mausklicks initiiert werden kann.
Alle statischen Informationen wie z.B. teilnehmende Horsale, benotigte AV-Verschaltung, zur Foli-
enubertragung benutzte Anwendungen, etc. konnen bereits im Vorfeld angegeben und in einem File
abgespeichert werden.
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Beim Vorlesungsstart wird im lokalen Horsaal die Datei von der Benutzerkomponente des Dozenten
eingelesen. An den einzelnen Ter-minen kann die Vorlesung somit gestartet werden, ohne da zusatzliche
Einstellungen getroen werden muten.
Auch in den entfernten Horsalen soll eine Vorlesung einfach zu starten sein.
3.8 Fazit
In den vorangegangenen Unterkapiteln wurden fur die einzelnen Probleme von MMC verschiedene
Losungsvarianten angesprochen. In Bezug auf die anfanglich aufgezeigten Ansatze lat sich folgendes
zusammenfassen:
Es stehen prinzipiell mehrere Moglichkeiten zur Verfugung, MMC in Richtung Teleseminar-System zu
optimieren. Diese unterscheiden sich in Bezug auf die Einhaltung der MMC-Standards und in Bezug
auf die benutzten Systemkomponenten.
Will man an den MMC-Standards festhalten, um den Vorteil der Interoperabilitat mit MMC-Systemen
anderer Hersteller nicht einzubuen, konnen Komponenten nur im Rahmen von Konsortiumsabsprachen
geandert werden.
Man kann entweder das gesamte System anpassen, oder man beschrankt sich auf die Nutzung einzelner
Komponenten und gliedert diese in ein ansonsten neues System ein.
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Multicast-Erweiterungen fur das BERKOM-II Projekt MMT
Markus Hofmann und Claudia Schmidt
1 Einleitung
Moderne Anwendungen, wie beispielsweise das verteilte Arbeiten an gemeinsamen Dokumenten, erfor-
dern vom zugrundeliegenden Kommunikationsdienst die Bereitstellung einer zuverlassigen Multicast-
Verbindung. Soll diese basierend auf einem unzuverlassigen Netzwerkdienst erbracht werden, mussen
Mechanismen zur Erkennung und Behebung von Fehlern in das Kommunikationsprotokoll integriert
werden. Im Falle einer Gruppenkommunikation bedarf es hierbei besonderer Mechanismen.
Das im Rahmen des BERKOM-II entwickelte XTP-Lite [MA94] bietet dem Anwender neben einem zu-
verlassigen und unzuverlassigen Unicast-Dienst lediglich einen unzuverlassigen Multicast-Dienst an. Im
Rahmen der Projektfortsetzung wurden an der Universitat Karlsruhe Erweiterungen zur Realisierung
eines zuverlassigen Multicast-Dienstes entworfen und in die existierende Implementierung eingearbeitet.
Obwohl diese Erweiterungen als proprietar betrachtet werden konnen, ist die erweiterte Implementie-
rung hinsichtlich der zuvor denierten Verbindungstypen mit existierenden Implementierungen gema
[MA94] interoperabel. Hauptmerkmal der erweiterten Implementierung ist neben der Moglichkeit zur
Durchfuhrung von Ubertragungswiederholungen in Multicast-Verbindungen die Aushandlung einer glo-
balen Dienstgute fur die gesamte Kommunikationsgruppe [HS95b]. Ebenso wurden die Mechanismen
zur Regulierung und zur Steuerung des Datenusses, wie beispielsweise Flu- und Ratenkontrolle, auf
Multicast-Verbindungen ausgedehnt.
Gegenuber der in [Hof95a] gegebenen Denition eines zuverlassigen Multicast-Dienstes wurde die Gra-
nularitat des in XTP-Lite integrierten Dienstes verfeinert. So wird beispielsweise bei Ausfall eines
Empfangers die zuverlassige Multicast-Verbindung nicht sofort abgebaut, sondern der Benutzer auf
Senderseite daruber in Kenntnis gesetzt. Dieser kann nun abhangig vom Anwendungskontext und der
durch ihn denierten Gruppensemantik weitere Aktionen festlegen. So ist in einigen Szenarien beispiels-
weise die Fortfuhrung der zuverlassigen Datenubertragung zu den restlichen Empfangern sinnvoller als
ein sofortiger Verbindungsabbruch. Auch beim Verbindungsaufbau kann der Sender im Falle der Nicht-
erreichbarkeit eines einzelnen Endsystems daruber entscheiden, ob die Verbindung zu einer Untermenge
der gewunschten Empfanger aufgebaut wird.
Der vorliegende Beitrag erlautert die vorgenommenen Erweiterungen und begrundet die getroenen
Entwurfsentscheidungen. Ebenso werden einige wichtige Implementierungsaspekte beschrieben. Es wird
jedoch nicht naher auf die MMT-Ptotokollarchitektur oder auf die Protokollspezika von XTP-Lite
eingegangen. Hierzu wird auf [HS96] und [HS95a] verwiesen. Zur Uberprufung der Korrektheit der neu
implementierten Protokollmechansimen wurden die in [Hof95b] denierten Testszenarien entsprechend
der Vorgaben durchgefuhrt.
2 Protokollmechanismen fur zuverlassigen Multicast
Zur Realisierung eines zuverlassigen Multicast-Dienstes wurden neben einer Erweiterung der Dienst-
spezikation auch Anderungen am Protokollautomaten vorgenommen. Diese werden in den folgenden
Abschnitten, nach Dienstelementen geordnet, naher erlautert.
2.1 Verbindungsverwaltung
Die Verbindungsverwaltung umfat neben der Etablierung und dem Beenden von Kommunikationsver-
bindungen auch die Verwaltung von Kommunikationsgruppen. Ihr obliegt die Aufgabe, die Menge der
aktiven Empfanger zu erfassen, Anderungen in der Zusammensetzung der Empfangermenge zu regi-
strieren und gegebenenfalls den Anwender daruber zu unterrichten. Ebenso mussen die vom Anwender
initiierten Anderungen an der Empfangermenge (Hinzunahme eines Teilnehmers bzw. Abmeldung eines
Teilnehmers) durchgefuhrt werden. Eine solche Verwaltung der aktiven Empfangermenge ist unabding-
bare Voraussetzung zur Erbringung eines zuverlassigen Multicast-Dienstes [Hof95a].
Verbindungsaufbau Der Aufbau einer zuverlassigen Multicast-Verbindung entspricht weitgehend dem
bereits in Version 5.0 [MA94] spezizierten gesicherten Verbindungsaufbau fur unzuverlassige Multicast-
Verbindungen. Lehnt jedoch im Falle eines zuverlassigen Dienstes ein Empfanger den Verbindungs-
aufbauwunsch ab, wird der Anwender auf Senderseite durch ein T-DROPPARTY.indication daruber
91
in Kenntnis gesetzt. Es bleibt nun dem Anwender uberlassen, die Ablehnung eines Empfangers zu
akzeptieren oder durch einen Verbindungsabbruch abzulehnen. Bei Ausfall oder Unerreichbarkeit ei-
nes Empfangers meldet die senderseitige Protokollinstanz nach mehrfachem wiederholten Senden des
FIRST-Paketes ebenfalls ein T-DROPPARTY.indication an den Benutzer. Im Gegensatz dazu etabliert
der in Protokollversion 5.0 spezizierte unzuverlassige Multicast-Dienst auch bei Nichterreichbarkeit
oder der Ablehnung durch einen Empfanger die Multicast-Verbindung.
Das T-DROPPARTY.indication im Falle einer Ablehnung des Verbindungsaufbauwunsches durch einen
Empfanger wird beispielsweise in einer Demo-Anwendung zur Nachfrage des weiteren Protokollverhal-
tens beim Anwender genutzt. Dieser wird hierbei uber die Ablehnung bzw. den Ausfall eines Empfangers
informiert und hat dabei die Moglichkeit zur Einleitung eines Verbindungsabbaus oder zur Annahme
der Verbindung. Diese Entscheidung sollte stets vom Anwender unter Berucksichtigung des gegebenen
Kontextes getroen werden. Dem Protokollautomat selbst fehlt hierzu das notigte Wissen uber das
Anwendungsumfeld und die Kommunikationsbeziehung zwischen den einzelnen Gruppenmitgliedern.
Verbindungsabbau Wie im Unicast-Fall kann der Sender einer zuverlassigen Multicast-Verbindung
neben einem Verbindungsabbruch (T-DISCONNECT.request) einen zuverlassigen Verbindungsabbau
(T-RELEASE.request) einleiten. Dieser gewahrleistet die fehlerfreie Ubertragung aller Daten an die
Empfanger und bewirkt gegebenenfalls die Einleitung von Ubertragungswiederholungen. Da Multicast-
Verbindungen stets simplex betrieben werden, ist die Notwendigkeit eines empfangerinitiierten, zu-
verlassigen Verbindungsabbaus nicht gegeben. Auf Empfangerseite kann auch im Falle einer zuverlassi-
gen Multicast-Verbindung ausschlielich ein Verbindungsabbruch eingeleitet werden. Wird ein solcher
auf der Sendeseite erkannt, wird entgegen einer strengen Interpretation des Begris `zuverlassig' die
Multicast-Verbindung nicht sofort abgebrochen. Stattdessen wird diese anwendungsspezische Entschei-
dung durch ein T-DROPPARTY.indication dem Benutzer des Kommunikationsdienstes ubergeben. Die-
ser leitet unter Berucksichtigung des Anwendungskontextes gegebenenfalls einen Verbindungsabbruch
durch Aufruf eines T-DISCONNECT.request ein.
2.2 Dienstguteunterstutzung
Die Dienstguteunterstutzung fur Multicast-Verbindungen wurde gema [HS95b] vollstandig in die XTP-
Lite-Implementierung der Universitat Karlsruhe integriert. Diese beinhaltet die Aushandlung der Dienst-
gute innerhalb einer Gruppe von Empfangern, wobei unterschiedliche Dienstguteanforderungen der ein-
zelnen Kommunikationsteilnehmer in die Berechnung einer globalen Dienstqualitat eingehen. Die Ableh-
nung der vorgegebenen Dienstgute durch einen Empfanger fuhrt zu einem T-DROPPARTY.indication.
Dies ermoglicht dem Benutzer auf Senderseite, die Verbindung ohne den ablehnenden Empfanger sofort
wieder abzubauen und gegebenenfalls mit einer geanderten Dienstgute wieder zu etablieren.
2.3 Fehlerbehebung
Ein zuverlassiger Kommunikationsdienst erfordert die Realisierung von Protokollmechanismen zur Er-
kennung und zur Korrektur von Ubertragungsfehlern. XTP-Lite deniert fur den Unicast-Fall eine auf
Quittungen und Ubertragungswiederholungen basierende Fehlerkorrektur. Nach den Erfahrungen im
MMT-Projekt eignet sich diese Art der Fehlerkorrektur auch zur Verbesserung der Ubertragungsqualitat
interaktiver Videostrome, was in [PSA96] analytisch und simulativ begrundet wird. Werden notwendige
Ubertragungswiederholungen wie in [Hof96b] beschrieben auf einen lokalen oder regionalen Netzbereich
beschrankt, so kann eine deutliche Steigerung der Ubertragungsqualitat auch fur zeitkritische Daten-
strome erreicht werden.
Die auf Ubertragungswiederholungen basierende Fehlerkorrektur wurde in der Implementierung der Uni-
versitat Karlsruhe auf den Multicast-Fall ausgedehnt. Der Sender fordert hierbei in gewissen Zeitabstan-
den durch das Setzen eines SREQ- oder DREQ-Bits eine Statusmeldung von allen Empfangern an. Diese
enthalten, wie im Unicast-Fall, sowohl eine Quittierung aller fehlerfrei erhaltenen Nachrichten als auch
die Anforderung fehlerhaft ubertragener oder verlorener Datenpakete. Der Multicast-Sender aktualisiert
in einer lokalen Datenstruktur die jeweiligen Zustande der einzelnen Empfanger. Nach Eintreen aller
Kontrollnachrichten wertet der Multicast-Sender die Zustandsinformationen seiner Empfanger aus und
bildet uber die Menge aller gemeldeten Datenlucken die Vereinigung. Die darin enthaltenen Datenpakete
werden anschlieend wiederholt gesendet. Gleichzeitig bestimmt der Sender durch eine Minimumbildung
uber die RSEQ-Werte der einzelnen Empfanger den fur die gesamte Gruppe gultigen RSEQ-Wert und
gibt diesem entsprechend Sendepuer frei. Analog wird fur die Flukontrolle der gruppenweit gultige
ALLOC-Wert ermittelt.
92
Um die Fehlerbehebung zu beschleunigen und dadurch die durchschnittliche Ubertragungsverzogerung
zu verringern, wurde die Durchfuhrung von Ubertragungswiederholungen optimiert. Dazu werden in der
Implementierung der Universitat Karlsruhe angeforderte Datenpakete sofort nach Eintreen einer nega-
tiven Quittung wiederholt gesendet. Es wird also nicht auf das Eintreen der Kontrollnachrichten von
allen Empfangern gewartet. Vielmehr werden mit dem Erhalt der ersten negativen Quittung sofort alle
angeforderten Ubertragungswiederholungen eingeleitet. Dabei ist es wichtig, die wiederholt gesendeten
Pakete mit spater eintreenden Zustandsinformationen abzugleichen um mehrfache redundante Uber-
tragungswiederholungn desselben Datenpaketes zu vermeiden. Dazu wird der sync-Wert innerhalb der
wiederholt gesendeten Datenpakete und ihrer gespeicherten Duplikate im Sendepuer auf den aktuellen
Wert des Verbindungskontextes gesetzt. Trit zu einem spateren Zeitpunkt ein Kontrollpaket mit der
Anforderung von Ubertragungswiederholungen ein, so wird vor dem wiederholten Senden der angefor-
derten Pakete der echo-Wert innerhalb der Kontrollnachricht mit den sync-Werten der angeforderten
Datenpakete im Sendepuer verglichen. Ist der sync-Wert eines Datenpaketes im Sendepuer groer
als der echo-Wert der Kontrollnachricht, so wurde das Paket bereits wiederholt gesendet. Eine erneute
Ubertragungswiederholung wird in diesem Falle unterdruckt (siehe Abbildung 37).
Abbildung37. Optimierung von Ubertragungswiederholungen
2.4 Flukontrolle
Die Protokollmechanismen zur Flukontrolle wurden zur Unterstutzung von Multicast-Verbindungen
erweitert. Bei der Berechnung des Sendekredits mussen im Gegensatz zu Unicast-Verbindungen im
Multicast-Fall die Zustande mehrerer Empfanger berucksichtigt werden. Da bei einer zuverlassigen Da-
tenubertragung alle Empfanger die Daten fehlerfrei erhalten mussen, werden die Mechanismen zur Flu-
kontrolle durch den langsamsten Empfanger bestimmt. Dies wird in XTP-Lite durch eine Minimum-
bildung uber die erhaltenen Sendekredite erreicht. Der fur die Multicast-Verbindung gultige alloc-Wert
entspricht demnach dem Minimum der von den einzelnen Empfangern erhaltenen alloc-Werte.
2.5 Zeitlicher Ablauf einer Gruppenerweiterung
Bei der Abarbeitung eines T-ADDPARTY.request innerhalb des Protokollautomaten ist sicherzustellen,
da die zum Zeitpunkt der Dienstelementanforderung in der Ubertragung bendliche Dienstdatenein-
heit vor dem Senden des FIRST-Pakets vollstandig und fehlerfrei ubertragen wird. Das FIRST-Paket
kann demnach nicht wie bei einer unzuverlassigen Multicast-Verbindung sofort bei Anforderung des T-
ADDPARTY.request gesendet werden. Vielmehr mu das FIRST-Paket an das Ende des Sendepuers
eingereiht und mit der entsprechenden Sequenznummer versehen werden. Dadurch ist sichergestellt, da
ein neu aufgenommener Empfanger (auch im Falle von Ubertragungswiederholungen) ausschlielich die
nach seinem Beitritt ubergebenen Benutzerdaten erhalt.
2.6 Skalierbare Gruppenerweiterung
Wird ein zusatzlicher Empfanger in eine bereits existierende Multicast-Verbindung mittels dem Dienst-
primitiv T-ADDPARTY.request aufgenommen, ubertragt der Sender uber die Multicast-Verbindung
an alle Gruppenmitglieder ein FIRST-Paket. Um bei groen Empfangerzahlen eine Flut redundan-
ter Kontrollnachrichten als Reaktion auf das FIRST-Paket zu vermeiden, reagieren gema Abschnitt
4.4.5.4 der MMT-Spezikation [MA94] bereits aktive Empfanger nicht auf ein solches FIRST-Paket.
93
Es wird hierbei nicht naher speziziert, zu welchem Zeitpunkt ein Empfanger als aktiv und damit als
der Multicast-Verbindung zugehorend betrachtet wird. Je nach Auslegung und Interpretation kann es
hierbei zu Problemen und gegebenenfalls zu einem inkorrekten Protokollverhalten kommen.
Hat ein Empfanger als Reaktion auf ein erstes erhaltenes FIRST-Paket bereits eine Kontrollnachricht
gesendet und danach keine weiteren Pakete vom Sender erhalten, so kann dieser Empfanger ein eintref-
fendes FIRST-Paket nicht ignorieren. Der Empfanger ist in dieser Situation nicht in der Lage, zwischen
einem wiederholt gesendeten FIRST-Paket auf Grund des Verlustes seiner Kontrollnachricht und einem
FIRST-Paket als Reaktion auf das Hinzufugen eines weiteren Empfangers zu unterscheiden. Hier bedarf
es zusatzlicher Information, die dem Empfanger eine Dierenzierung der beiden Falle und eine optimale
Reaktion erlaubt. Der Empfanger mu in der Lage sein, zwischen einem fur ihn bestimmten FIRST-
Paket und einem FIRST-Paket zur Aufnahme eines weiteren Gruppenmitgliedes zu unterscheiden.
Die XTP-Lite-Implementierung der Universitat Karlsruhe realisiert unter Nutzung des CONV-Feldes im
Paketkopf von XTP-Lite eine Moglichkeit fur eine solche Unterscheidung. Hierbei wird im CONV-Feld
eines jeden FIRST-Paketes ein Zahler ubertragen, der die Anzahl der bereits erfolgten, voneinander un-
abhangigen Erweiterungen der Empfangermenge angibt. Wie in Abbildung 38 dargestellt, enthalt das
FIRST-Paket des initialen Verbindungsaufbaus in seinem CONV-Feld den Wert Null (siehe (1) in Abbil-
dung 38). Wird nach erfolgtem Verbindungsaufbau ein weiterer Empfanger der Kommunikationsgruppe
hinzugefugt, so tragt das daraus resultierende FIRST-Paket im CONV-Feld den Wert 1 (siehe (2) in
Abbildung 38). Fur jede abgeschlossene Gruppenerweiterung wird der Zahler um den Wert 1 erhoht.
Damit ist ein Empfanger in der Lage, die seinem Beitritt geltenden FIRST-Pakete von nachfolgenden
Erweiterungen der Empfangermenge zu unterscheiden (siehe (3) in Abbildung 38). Dadurch kann das
Senden redundanter Kontrollpakete verhindert werden.
Abbildung 38. Skalierbare Gruppenerweiterung in XTP-Lite
Mit den vorgestellten Modikationen ist eine eziente Erweiterung der Empfangermenge realisierbar.
Jedoch skalieren die in XTP-Lite denierten Mechanimsen zur Fehlerbehebung und zur Flu{ bzw.
Ratenkontrolle schlecht hinsichtlich der Anzahl der Empfanger. Aus diesem Grund wird derzeit an einer
Integration des Local Group Concept (LGC) [Hof96b] gearbeitet. Dieses ermoglicht einen ezienten
Datenaustausch auch innerhalb sehr groer Kommunikationsgruppen. Erste Simulationen zeigen, da
durch die Integration des LGC auch Gruppen mit mehreren tausend Empfangern ezient verwaltet
werden konnen.
3 Zusammenfassung
Mit den erlauterten Erweiterungen in XTP-Lite ist es moglich, einen zuverlassigen Multicast-Dienst
an der Schnittstelle zum Transportdienstbenutzer anzubieten. Beim Entwurf und der Realisierung der
Erweiterungen wurde auf Interoperabilitat mit existierenden Implementierungen gema der XTP-Lite-
Spezikation, Version 5.0 geachtet. Somit ist ein unter den genannten Gesichtspunkten erweiterter






MILLION ist ein Projekt im Rahmen des ESPRIT Programms der Europaischen Gemeinschaft. Das
Projekt startete im November 95 und hat eine Laufzeit von 2 Jahren.
Das Ziel von MILLION ist die Entwicklung und Realisierung neuer Dienste und die Integration be-
stehender Dienste im Tourismussektor zu einem umfassendem Informationssystem sowohl fur Touristen,
als auch fur die oentliche Verwaltung und fur kommerzielle Dienstanbieter, wie zum Beispiel Reise-
buros, Hotels und oentlicher Nahverkehr.
Als Frontend fur das MILLION-System wurden HTML-Browser ausgewahlt, da man hiermit eine groe
Portabilitat mit relativ geringem Aufwand erreichen kann.
Die Zielgruppe fur MILLION sind sowohl Touristen die das System als Informationssytem nutzen um
ihren Besuch zu organisieren, sowie die Einwohner die uber das System verschiedene Dienste der kom-
munalen Verwaltung in Anspruch nehmen konnen, wie zum Beispiel das Melden eines Umzugs oder das
Anmelden eines KFZ.
Schwerpunkte bei diesem Projekt sind:
{ Entwurf der Netzwerk Architektur
{ Anbindung von Datenbanken an HTML
{ Entwurf und Integration einer Projektumgebung fur PDAs
{ Integration von Sprachdiensten in WWW
{ Entwicklung und Integration von Diensten im Bereich des elektronischen Zahlungsverkehrs
{ Aufbau von Pilot-Systemen in verschiedenen Stadten
Das TecO arbeitet als Technologie-Provider im MILLION-Konsortium an der Integration von PDA in
die Infrastruktur des MILLION-Systems, an der Anbindung von Datenbanken an das World Wide Web,
sowie der Portierung elektronischer Zahlungssysteme auf PDA.
2 Projektpartner
OMEGA Generation ist eine mittelstandige Software Technologie Firma in Italien.
Gruppo Formula ist eine der 15 ersten Softwarermen in Italien und arbeitet zum groten Teil im Bereich
der oentlichen Verwaltung.
Venis gehort zu der Finsiel Gruppe und zur Stadt Venedig. Das Ziel von Venis ist die Entwicklung von
Software fur den Tourismusbereich und die oentliche Verwaltung.
Intracom ist eine griechische IT Firma die u.a. als Service Provider fur Telekommunikations Netzwerke
in den Bereichen Tourismus, Medizin und Bildung arbeitet.
DigiCash ist eine hollandische Firma die vor allem im Bereich des elektronischen Zahlungsverkehrs
arbeitet. In diesem Bereich hat DigiCash ein eigenes Verfahren \eCash" entwickelt das im Projekt
MILLION integriert werden soll.
Der Touring Club Italiano ist eine Firma die im Tourismusbereich arbeitet. Der TCI verlegt eigene
Reisefuhrer, unterhalt Reiseburos und besitzt eine der groten Datenbanken mit Kartenmaterial fur
Straen und Landkarten.
Technische Universitat Kreta - MUSIC ist das Multimedia Institut der Universitat von Kreta.




3.1 Entwurf der Netzwerk Architektur
In diesem Paket wird ein Netzwerk-Modell entwickelt, da es ermoglicht die verschiedenen Dienstanbieter
im MILLION-System zu integrieren.
Mit diesem Modell soll es moglich sein vorhandene Dienste (Stadtverwaltung, Stadtinformationssysteme,
Reisebuchungssysteme, Informationen des oentlichen Nahverkehrs, : : : ) und neue Dienste (elektronische
Zahlungsverfahren, Hotelinformationssysteme, : : : ) zu integrieren und gleichzeitig zu gewahrleisten, da
die vorgegebenen Randbedingungen, wie Sicherheit und allgemeine Verfugbarkeit, eingehalten werden.
Hierzu werden die Informationen und Dienste auf mehrere Server verteilt, die gema den Anforderungen
verschiedenen Sicherheitskonzepten (z.B. Firewall) unterliegen.
3.2 Anbindung von Datenbanken an HTML
Alle Informationen des MILLION-Systems sollen in Datenbanken gespeichert und verwaltet werden.
Die dazu notwendigen HTML Vorlagen werden in mehreren Sprachen in der Datenbank gehalten. Dazu
ist die Auswahl einer geeigneten Arbeitsumgebung zur Integration der Datenbankzugrie in HTML
notwendig. Auerdem soll es mit Hilfe der Datenbank moglich sein Dienste die nur fur eine Sprache
existieren in einer Basisfunktionalitat auch in anderen Sprachen zur Verfugung zu stellen. Dies soll uber
ein spezielles Ubersetzungsmodul fur HTML realisiert werden.
3.3 Entwurf und Integration einer Projektumgebung fur PDAs
Um das MILLION-System auch in einer mobilen Umgebung nutzen zu konnen, wird vom TecO ein
WWW Browser fur den Apple Newton MessagePad entwickelt. Dieser Browser baut auf einer Diplom-
arbeit von Andreas Kotulla [Kot95b] auf, bei der auch schon eine prototypische Implementierung eines
ersten Browsers entwickelt wurde. Der fur das Projekt MILLION neu entwickelte Browser kann die
wichtigsten Elemente von HTML 2.0 darstellen und lauft auf einem beliebigen Newton. Bis zu der
Version 1.9x arbeitet der Browser zusammen mit einem Sub-Client auf einem Mac oder einer UNIX-
Plattform der die Anbindung an TCP/IP ubernimmt. Ab Version 2.x kann der Newton Web Browser
auch alleine betrieben werden. Allerdings kann er dann keine Berechnungen an Bildern (Groe, Farbtiefe,
Formatkonvertierung, : : : ) vornehmen. Zu diesem Zweck gehort ab Version 2.0 ein spezieller Subclient
der die Berechnungen fur den Newton ubernimmt. Der spezielle Subclient heit ab Version 2.0 des
Browsers aProxy. aProxy steht fur adaptiver Proxy, da der Proxy selbststandig den Client erkennt
und Dokumente fur den Client anpat. Probleme bei der Realisierung bereiten vor allem die geringe
Rechenleistung eines PDA, der relativ kleine Hauptspeicher und das nur 7x9cm groe Display des
Newton. Bei der Implementierung der graphischen Benutzeroberache wird deshalb besonderer Wert
auf einfache Bedienbarkeit und ubersichtliche Gestaltung gelegt.
3.4 Integration von Sprachdiensten in WWW
In diesem Arbeitspaket wird untersucht wie Sprachdienste in das Umfeld des WWW integriert werden
konnen. Prinzipiell gibt es dabei die Moglichkeiten der Spracheingabe und der Sprachausgabe.
Die Spracheingabe kann verwendet werden um eine fehlende Tastatur zu ersetzen, um einem Benutzer,
der nicht gewohnt ist mit einer Tastatur zu schreiben, die Eingabe zu vereinfachen oder um behinderten
Menschen die Nutzung des Systems zu ermoglichen. Die Sprachausgabe kann in vielen Bereichen eine
sinnvolle Alternative zur Textausgabe darstellen. So konnen zum Beispiel Rundgange in Museen durch
Sprach- und Musikausgabe begleitet, einen viel besseren Eindruck der Materie vermitteln, als eine reine
Textausgabe auf einem PDA.
3.5 Entwicklung und Integration von Diensten des elektronischen Zahlungsverkehrs
Aufgabe dieses Arbeitspakets ist die Integration von eCash in das MILLION-System. Ein Teil davon ist
die Portierung von eCash auf einen Newton. Ein wichtiger Punkt bei diesem Arbeitspaket ist auch die
Uberprufung der rechtlichen Grundlagen eines elektronischen Zahlungssystems. Hier wurde sehr schnell
erkannt, da schon in Europa sehr groe Unterschiede bezuglich der Gesetze bestehen.
3.6 Aufbau von Pilot-Systemen in verschiedenen Stadten
Nach 18 Monaten Laufzeit werden in Bologna, Chania und Venedig Pilotinstallationen des MILLION-
Systems installiert. Mit Hilfe dieser Piloten soll untersucht werden, wie die Akzeptanz des Systems ist
und wo Verbesserungen notwendig sind.
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Die Projekte am Web-Kompetenzzentrum
Stefan Gessler
1 Aufgabe und Inhalt des Web-Kompetenzzentrums
Im Fruhsommer 1995 wurde das RahmenprojektWeb-Kompetenzzentrum aus der Taufe gehoben. Darin
wurden die wachsenden Aktivitaten des TecOs im Bereich World Wide Web organisatorisch und inhalt-
lich zusammengefat. Seine Aufgabe ist es Inhalte, Techniken und Entwicklung des World Wide Webs
(WWW) zu erforschen und die Thematik des Webs trotz dessen extrem schneller Fortentwicklung mit
wissenschaftlichen Methoden anzugehen. Dies geschieht in uberwiegendem Mae in Zusammenarbeit mit
industriellen Partnern, wobei vom TecO alle Bereiche von Consulting Aktivitaten uber Machbarkeits-
studien und Projektierung bis zu Prototypentwicklung und Servicebetreuung abgedeckt werden.
Im folgenden werden die wichtigsten Partner und die jeweiligen Projekte kurz vorgestellt.
2 Das Staatsministerium des Landes Baden-Wurttemberg:
Der Baden-Wurttemberg-Server
http://www.baden-wuerttemberg.de
Die Landesregierung Baden Wurttemberg beauftragte das TecO im Rahmen eines Ausschreibungs-
verfahrens mit der Erstellung eines regierungseigenen Web-basierten Informationsdienstes. Inhalt des
Projektes im einzelnen waren
{ Erstellung der Web-Dokumente
Insbesondere auf der Basis der auf Printmedien vorliegenden Informationen uber das Land Baden
Wurttemberg und die Landesregierung wurde ein Informationspaket im Html-Format erstellt. Der
Informationsdienst wurde mehrsprachig (deutsch, englisch und franzosisch) und sowohl in einer
graphischen wie auch in einer rein textbasierten Version realisiert.
{ Problematik der dynamischen Daten
Fur eine einfache Pege der dynamischen Daten durch Html-Laien wurde ein ein einfaches Presse-
mitteilungssystem entwickelt, das es erlaubt, als Text vorliegende Mitteilungen automatisiert im
Webserver abzulegen und bei Bedarf eine Nachbearbeitung mittels einer ebenfalls webbasierten
graschen Benutzerschnittstelle vorzunehmen, ohne Kenntnis vom Web oder von Html zu haben.
{ automatische Aktualisierung
Die Daten werden regelmaig auf Gultigkeit uberpruft und veraltete Daten (Zeitstempel) entfernt.
Dies wird automatisch durch den Server vorgenommen.
{ Java-Uhr
Fur Technikliebhaber mit Java-fahigen Browser wurde als ein Symbol des Landes eine Kuckucksuhr,
die minutlich 'Kuckuck' ruft, entwickelt und eingebunden.
Das Projekt startete unter hohem Zeitdruck im Marz '96, im Juli war dann die Landesregierung recht-
zeitig zur Regierungserklarung des wiedergewahlten Ministerprasidenten online. Der Service wird bis
einschlielich 1997 vom Rechenzentrum der Universitat Karlsruhe betrieben. In dieser Zeit sind neben
der Verwaltung des Dienstes weitere Entwicklungen fur eine Html-unabhangige Pege durch Mitarbeiter
des Staatsministeriums nach Vorbild des erwahnten Pressemitteilungssystems vorzunehmen.
3 Daimler Benz: Mobiler Zugri auf einen Routenplaner
(Webdemo nach Rucksprache)
Im Rahmen des STORM-Projektes [DB91], einem Online-Informationssystem auf der Basis von Infor-
mationskiosken, wurde von der Daimler Benz AG ein Online-Routenplanungssystem entwickelt. Um die
Eignung dieses Werkzeuges fur den mobilen Einsatz z.B. im Auto zu untersuchen, sollte der Dienst
in das Web adaptiert werden und dann als mobiles Frontend der Newton PDA zur Verwendung kom-
men. Aufgrund der vorhandenen Erfahrung und Erfolge beim Einsatz von PDAs fur Informationsdienste
[GK95] und der Web-Expertise wurde das TecO mit dieser Arbeit betraut.
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In enger Zusammenarbeit mit der Daimler-Benz Forschungsgruppe Forschung Verkehrstechnik in Stutt-
gart wurde die Architektur der Routenplanersoftware an die Anforderungen fur eine Web-Adaption
angepat und diese vorgenommen. Dabei mute z.B. eine neue Kommunikationsplattform integriert
und das Serviceprotokoll erweitert werden.
Die PDA spezischen Arbeiten hingegen erfolgten in Absprache mit der entsprechenden Fachgruppe Co-
operative Systems des Konzerns in Ulm. Hierbei waren insbesondere auch die drahtlose Kommunikation
und eine Funktionserganzung der vorhandenen Web-Applikation von Bedeutung [Fuc96].
Es entstand dann eine Demonstrationsapplikation mit einer speziell fur den PDA entworfenen Web-
basierten Benutzerschnittstelle und deren Pendant fur die bekannten Desktop Browser. Daraus ableitend
wurden die Implikationen, die ein dediziertes mobiles Endgerat fur einen solchen Dienst haben, in einer
kleinen Studie aufgezeigt [Win96].
Nach Abschlu dieser Arbeiten wurde das TecO gebeten, sich in einem neuen, verwandten Projekt
mageblich zu beteiligen. Hierbei sei auf einen parallelen Beitrag verwiesen.
4 Joey's Pizzaservice: KMUs im Internet
http://www.teco.uni-karlsruhe.de/Joeys/
Obwohl die Kommerzialisierung im Internet inzwischen ein in der Gesellschaft intensiv diskutiertes
Thema geworden ist, sind klein- und mittelstandische Unternehmen (KMU) auerhalb der Computer-
branche diesbezuglich bislang kaum in Erscheinung getreten. Das TecO hat sich zur Aufgabe gemacht,
Moglichkeiten und Auswirkungen beim Einsatz dieser neuartigen Medientechnologien im kommerziellen
Bereich auch fur KMUs zu untersuchen.
In Zusammenarbeit mit einem lokalen Pizzadienst als Vertreter eines KMU startete das TecO daher einen
Betriebsversuch, bei dem universitatsintern ein Web-Dienst fur Auswahl und Bestellung von Speisen zur
Verfugung gestellt wurde. Dieser Dienst soll als Fallbeispiel fur den Entwurf, die Realisierung und den
Betrieb eines hochentwickelten Onlinedienstes fur Kleinunternehmen dienen.
Es wurde dafur zunachst ein Konzept fur einen Online-Dienst entworfen, das Angebot des Unternehmens
computergerecht aufgearbeitet und schlielich der Web-Dienst entwickelt [Gra96]. Besonders interessant
in diesem Zusammenhang war dabei die Kommunikation mit dem fachfremden Projektpartner mit des-
sen Vorstellungen, Wunschen, seinen Sicherheitsanforderungen und seine Bewertung der Technologien
hinsichtlich des wirtschaftlichen Nutzens.
Aber es konnten auch Erkenntnisse uber Implikationen beim Betrieb eines solchen Dienstes wie die Ak-
zeptanz der Benutzer, fehlende Kompatibilitat der Webtechniken, Sicherheitsaspekte und Anforderungen
fur eine automatische Aktualisierung der Seiteninhalte gewonnen werden.
Daruberhinaus wurden verschiedene allgemein verwendbare Werkzeuge fur die Verwaltung eines Web-
Dienstes entwickelt, so zum Beispiel ein Konzept zur Vereinfachung der Pege dynamischer Daten.
5 SWF, TecO und FhG: IST-Online Umfrage
http://www.teco.uni-karlsruhe.de/umfrage/
Das TecO fuhrt zusammen mit dem Sudwestfunk Baden-Baden (SWF) und dem Fraunhofer-Institut fur
Systemtechnik und Innovationsforschung (FhG-ISI) in einer Langzeitstudie eine Reihe von Umfragen
uber das Thema 'Nutzung von Onlinediensten und Internet' durch.
Auf der Basis eines moglichst breiten Teilnehmerkreises soll ein aussagekraftiges Bild uber den deutschen
Internetsurfer erstellt werden. Berucksichtigt werden dabei demoskopische Angaben (Alter, Geschlecht,
Bildung,...) technische Informationen (Netzzugang, Rechnerausstattung,...) und Informationen zum Ver-
halten der 'User' (welche Internetdienste, Zeiten, Zweck,..), aber auch ein Meinungsbild zu aktuellen
Themen (z.B. Pornographie im Netz) wird jeweils erstellt.
Um die Entwicklung uber einen langeren Zeitraum hinweg erfassen zu konnen, sind mehrere Umfragen
geplant. Die erste Umfrage im Dezember 1995 war die grote je durchgefuhrte derartige Umfrage in
Deutschland [Bre96]. Derzeit werden die Ergebnisse der zweiten Umfrage ausgewertet. Eine dritte ist in
Planung.
Neben inhaltlichen Beitragen und der Beteiligung an der Auswertung ist das TecO insbesondere fur die
technische Durchfuhrung zustandig.
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6 SAP AG: Online Helpdesk und Consulting
(Webdemo nach Rucksprache)
Bereits im Rahmen der Klausurtagung des Institutes fur Telematik 1995 [GW95] wurde die Kooperation
mit der SAP AG angesprochen. Nach erfolgter Durchfuhrung der Marktanalyse hinsichtlich Angebot
und Techniken im Web wurde fur eine Machbarkeitsstudie ein Prototyp eines einen Online-Helpdesks
entwickelt, in dem verschiedene Kommunikationsmedien integriert sind [Wic95].
Im Anschlu daran wurden Forschungstatigkeiten der SAP AG uber die Integration von Standard-
software in das Web mitbetreut. Die erzielten ausgezeichneten Ergebnisse [Goe95] werden derzeit in den
USA von SAP zusammen mit Microsoft weiterentwickelt. Desweiteren stand das TecO bei verschiedenen
Problemstellungen um das Web mit Beratung und der Entwicklung von Teillosungen der zustandigen
Gruppe bei der SAP AG zur Seite.
Derzeit laufen Arbeiten, in denen untersucht wird, wie aus sich dynamisch andernden Benutzerpro-
len und Dokumentenprolen individuelle Ablaufplane fur Informationsanfragen an die R3/Information
World abgeleitet werden konnen und dafur ein Prototyp entwickelt [Fru96].
7 Fakultat fur Informatik: Multimedia Lernserver
http://mmserver.ira.uka.de/
In Zusammenarbeit mit der Fakultatsgeschaftsfuhrung wurde ein Multimedia-Lernserver entwickelt. Er
soll dazu dienen, den Studenten multimediale Informationen zu Studienveranstaltungen der Fakultat
zu bieten, die aufgrund Ihres Umfanges oder ihrer Medienkodierung innerhalb der Vorlesungen nicht
prasentiert werden konnen. Auch weiterfuhrende Informationen, Literaturhinweise und Scripten sind so
schnell und gunstig zugreifbar [End95, Fer95].
Der Server bietet Dozenten einen geschutzen Zugang zum Ablegen und Pegen der Inhalte seiner Ver-
anstaltung, wahrend Studenten diese ohne Zugangsbeschrankung z.B. auch von zu Hause aus abrufen
konnen. Der Lernserver bendet sich in einer Aufbauphase und wird nach dem bislang laufenden Test-
betrieb im bevorstehenden Semester seine Bewahrungsprobe haben.
8 Digital Equipment: Cybercafe, Homepage und Schulung
http://owserv.teco.uni-karlsruhe.de/
http://www.digital.de/
In Zusammenarbeit mit Digital Equipment gibt es am TecO verschiedene Aktivitaten um das Web.
Hervorzuheben ist die Entwicklung einer Web-basierten Cyber Cafe-Software (auch als Internet Cafe
bekannt). Dieses System kam bei der Hausmesse von Digital Equipment zum Einsatz. In einer Weiter-
entwicklung wurde dann eine generische Losung fur das exible Einrichten von Internet Cafes erstellt.
Desweiteren wurde das TecO von der Digital Equipment Deutschland GmbH mit Entwurf und Realisie-
rung ihrer Homepage betraut.
Schlielich wurde vom TecO beim Digital-SAP Expertise Center eine Schulung mit Themenschwerpunkt
World Wide Web durchgefuhrt.
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Internet-Technologietransfer in Zusammenarbeit mit der
Microsoft GmbH
Michael Beigl, Hans-Werner Gellersen und Martin Gaedke
1 Einleitung
Das TecO hat seit Fruhjahr 1995 eine enge und langfristig angelegte Kooperation mit der Microsoft
GmbH aufgebaut. Konkrete Partner in dieser Zusammenarbeit sind unabhangig voneinander die Ab-
teilungen EDU (Forschung und Lehre) und IDCU (Kundenbetreuung fur Internetentwickler). Grund-
legendes Ziel der Zusammenarbeit ist der Transfer von Internet-Technologie und -Knowhow aus der
Universitat in die Industrie, wahrend zugleich die TecO-Expertise bzgl. Microsoft-Entwicklungen in den
Bereichen Windows NT und Internet ausgebaut wird und in andere Aktivitaten einiet.
2 Projektubersicht
Im Rahmen der Kooperation wurden bisher drei konkrete Projekte aufgesetzt. Das erste Projekt, Inter-
net Dialup Server wurde bereits im Fruhjahr 1996 mit einer Demonstration auf der CeBIT abgeschlossen,
wahrend fur die beiden weiteren Projekte eine langerfristige Zusammenarbeit geplant ist.
2.1 Internet Dialup Server
Der Internet Dialup Server (IDS) ist eine Komplettlosung fuer Windows NT-basierte Points of Presence
(POPs), die am TecO in Kooperation mit der Microsoft GmbH und dem CEC der Firma Digital Equip-
ment entwickelt wurde. IDS eine vergleichsweise kostengunstigen Losung fur den Internetzugang. Das
System besteht aus einem Pentium-PC unter Windows NT mit Digi-Multiport (32 Telefoneingange)
und ISDN-Anschluss sowie Softwarekomponenten fur Administration und Billing. Zum Abschlu des
Projekts wurde auf der CeBIT '96 mit groem Erfolg ein Demonstrator vorgefuhrt.
Als Folgeprojekt wurde mit der Firma Digital Equipment basierend auf IDS mit PopOnWheels ein
Kit fur Internet-Provider auf NT-Basis entwickelt, da mittlerweile in der Public Domain verfugbar
ist. Interesse an einem Einsatz der IDS- bzw. PopOnWheels-Losung wurde bereits von vielen Seiten
bekundet, so z.B. von der FH Pforzheim.
2.2 Netzwerkberatung fur Schulen
Im Auftrag der EDU-Abteilung der Microsoft GmbH betreut das TecO seit Februar 1996 den Bundesar-
beitskreis Netze in Schulen (NIS), der sich aus Reprasentanten einer Reihe von Lehrer-Fortbildungsin-
stituten zusammensetzt. Aufgabe der Lehrerfortbildungsinstitute ist u.a. die Beratung von Schulen bzgl.
Rechner- und Netzwerkausstattung. Das TecO unterstutzt die Lehrerfortbildungsinstitute dazu durch
allgemeinen Transfer von Internet-Knowhow und durch Erarbeitung konkreter Infrastrukturlosungen
fur verschiedene Szenarien. In diesem Rahmen bietet das TecO Betreuung uber Email, Durchfuhrung
von Schulungen und Workshops an Lehrerfortbildungsinstituten und Ausarbeitung von Leitfaden, z.B.
fur Administration von Netzen in Schulen. Microsoft bietet den an diesen Arbeiten beteiligten wissen-
schaftlichen Hilfskraften die Moglichkeit der Zertizierung als MCP (Microsoft Certied Programmer),
einer in der Softwareindustrie anerkannten Zusatzqualikation.
2.3 Internet Call Center
Das Internet Call Center am TecO wurde im Februar 1996 anlalich des Besuch von Bill Gates und mit
groer Presseresonanz eingerichtet und wird seitens Microsoft seit Juli 1996 von der IDCU-Abteilung be-
treut, deren Kunden Internetentwickler sind. Wie auch fur die Netzwerkberatung fur Schulen, stellt Mi-
crosoft fur das Internet Call Center Produkte, Lehrmaterial und Entwicklungswerkzeuge zur Verfugung.
Die Hardwareausstattung umfat Alpha- und Intel-basierte PCs und wird von der Firma Digital Equip-
ment gestellt.
Primare Aufgabe des Internet Call Center ist die Beratung von Grokunden der Firma zu Internet-
Technologien. Das Call Center betreibt zu diesem Zweck eine Hotline fur einen limitierten Kundenkreis.
Gegenstand der Beratung sind Fragen der Systemintegration, Fragen der Infrastruktur fur Internetan-
gebote und Intranetlosungen, sowei produktspezische Problemstellungen. Aktuelle inhaltliche Schwer-
punkte der Beratung sind die Microsoft-Technologien ActiveX und MerchantServer. Als Grundlage fur
101
die Beratungstatigkeit werden dem TecO Beta-Releases der Microsoft-Internetprodukte und -werkzeuge
zur Verfugung gestellt; daruberhinaus sponsort Microsoft die Teilnahme von Call Center-Mitarbeitern
an Entwicklerkonferenzen und Zertizierungsprogrammen. Die am TecO aufgebaute Expertise auf der
NT-Plattform wird somit standig erweitert, ein wichtiger Aspekt, da Windows NT u.a. in den Koope-
rationsprojekten mit Digital Equipment und Daimler-Benz strategische Plattform ist.
Uber die Beratungstatigkeit hinaus betreibt das Internet Call Center ftp- und WWW-Services, die einen





1 Einleitung und Zieldenition
Suchmaschinen sind zu einem unentbehrlichen Helfer im Informationsdschungel der Netze geworden.
Eine der groten und popularsten dieser Suchmaschinen ist \AltaVista" [Equ96] der Firma Digital
Equipment in Palo Alto. Mit dem Produktnamen AltaVista wird allerdings mehr als nur die Such-
maschine bezeichnet; es steht auch fur die Entwicklungsumgebung und Software, welche speziell zur
Volltextindizierung von Dokumenten entwickelt wurde. AltaVista in Palo Alto selbst besitzt eine An-
passung fur das WWW, den sogenannten Scooter. Dieser durchsucht als Robot das Internet und legt
entsprechende Textausdrucke AltaVista zur Indizierung vor.
Ziel des von TecO und CEC fur T-Online durchgefuhrten Projekts war es, AltaVista dahingehend zu
erweitern bzw. anzupassen, so da auch Seiten des T-Online Dienstes [Tel96b] in die Datenbasis aufge-
nommen werden konnen. Auerdem sollten als Antwort der Suchmaschine T-Online-Seiten vorgeschlagen
und nach Auswahl der gewunschten Seite die T-Online-Seite dargestellt werden.
Aufgrund der unterschiedlichen Struktur des Internet-Dienstes WWWund des T-Online Dienstes Datex-
J [Tel94a] (ehemals BTX) konnte die bisherige AltaVista-Konguration und Struktur nicht direkt uber-
nommen werden; groe Teile des Systems waren deshalb von uns neu zu entwickeln [TB96].
2 T-Online und Datex-J
T-Online besteht derzeit aus dem eigentlichen Dienst Datex-J sowie einem Zugang zum Internet. Be-
trachtet werden hier ausschlielich Seiten, welche im Datex-J Format vorliegen. T-Online speichert die
meisten Seiten zentral auf einem Rechner in Ulm; daruberhinaus liegen noch regionale Seiten auf den
regionalen Knotenrechnern [Tel94b] sowie Seiten auf externen Rechnern zum Beispiel bei groen Ver-
sandhausern. Externe Rechner sind via X.25 beziehungsweise X.29 [Tel93] an den Datex-J Zentralrechner
in Ulm angeschlossen. Datex-J Seiten konnen im sogenannten BULK-Format direkt am Zentralrechner
ausgelesen werden [Tel95]. Derzeit sind national und regional etwa 1 Million Seiten im T-Online Sy-
stem verfugbar. Betrachtet werden sollten nur Seiten bei T-Online selbst; Seiten auf externen Rechnern
werden nicht berucksichtigt.
Da Datex-J Seiten als Protokoll verarbeitet werden, bestehen sie aus binar kodiertem Kopf und einem
Korper. Neben den neu angebotenen Seiten, bei welchen der Korper zum Teil im KIT-Format [Tel96a]
vorliegt, sind dabei vor allem Seiten beziehungsweise Seitenteile interessant, die im CEPT-Format vor-
liegen. Fur den Demonstrator zur CeBIT Home wurden ausschlielich CEPT-Seiten indiziert, das sind
etwa 90 Prozent aller indizierbaren Seiten. Zusatzlich zu CEPT- und KIT-Seiten sind diverse Verwal-
tungsseiten sowie Seiten mit speziellen Inhalten zum Beispiel Software vorhanden. Auch diese Seiten
wurden nicht indiziert.
3 Die Indizierung
Um eine Indizierung des Datex-J Dokumentenbestandes durchfuhren zu konnen, war es notwendig einen
Dekoder zu entwickeln, welcher BULK-Update-Format lesen, sowie AltaVista-Metaformat schreiben
kann. Da CEPT-Seiten die Moglichkeit der Einbindung eigener Zeichensatze, Umschaltung von Zei-
chensatzen sowie Cursorsprunge bieten, war ein interner Aufbau der Seite notwendig. Der Bereich der
Darstellung ist dabei auf 40x25 Zeichen beschrankt. Aufgrund dieser Beschrankung versuchen viele
Seitenanbieter in T-Online durch Farbunterlegungen Tabellenformate zu erzeugen, welche den direkten
Textu, wie er z.B. in HTML vorhanden ist, zerstoren. Deshalb war eine spezielle Logik notwendig, wel-
che diesen Textu wiederherstellen kann, insbesondere deshalb, um die Trennung von Wortern durch
Bindestriche zu erkennen und entsprechende ganze Worter indizieren zu konnen.
Der somit erzeugte Index enthalt alle Worter der indizierten Dokumente; eine Anfrage an ihn liefert
eine Liste der Dokumente zuruck, in denen die gesuchten Worter enthalten sind, zusammen mit einer
\Treerquote", die die Relevanz des Dokumentes zu einem eingegebene Suchbegri ausdruckt. Der so
erzeugte Index wird auf dem AltaVista-Server bei T-Online abgelegt.
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4 Die Abfrage des Indexes
Anfragen an den AltaVista Index konnen mit Hilfe des Werkzeugs von Digital Equipment \WebFo-
rum" gestellt werden. WebForum beinhaltet eine objektbasierte Anfragesprache, die in der Lage ist, auf
einfache Art und Weise Ergebnisse von Anfragen in HTML zu formatieren.
Die Kommunikation mit dem Benutzer wird uber WWWabgewickelt, die Benutzerschnittstelle ist also in
HTML erstellt. Vorgabe von T-Online war die Verwendung von Netscape als Browser. Eine Anfrage wird
uber ein HTML-Formular entgegengenommen und uber Internet zum AltaVista-Server geschickt. Dort
wird sie via CGI vom \cgi-dispatcher" entgegengenommen, der die Anfrage an die angesprochene Klasse
weiterleitet. WebForum fuhrt nun mit Hilfe von AltaVista die Anfrage an den Index aus, formatiert das
Resultat in HTML und verschickt die generierte Antwortseite zuruck. Ahnlich AltaVista Palo Alto
enthalt die Antwortseite fur jede gefundene T-Online-Seite die Seitennummer als Link sowie die ersten
70 Zeichen der entsprechenden Seite als Hinweis auf die Seite. Dieser Link zeigt mit der Seitennummer
als Argument zuruck zum AltaVista T-Online-Server.
Der Benutzer kann nun aus der erhaltenen Antwortseite eine T-Online-Seite auswahlen und den ent-
sprechenden Link anklicken. Der WWW-Browser schickt die hinterlegte Seitennummer zuruck zum
AltaVista-Server, wo sie wiederum vom cgi-dispatcher angenommen und zu der entsprechenden WebForum-
Klasse weitergereicht wird. Diese versieht die Seitennummer mit einem neuen MIME-Typ (Applicati-
on/BTX) und schickt sie als Dokument zuruck an den Client.
Auf der Benutzerseite erhalt der WWW-Browser Daten, die mit dem oben genannten MIME-Type ver-
sehen sind und startet die verknupfte Anwendung als sogenannter \external viewer". Diese Anwendung
steuert den T-Online-Decoder uber dessen API-Schnittstelle, so da der Benutzer die ausgewahlte Seite
scheinbar direkt von seinem WWW-Browser aus aufrufen kann.
Abbildung39. Aufbau des Messedemonstrators \AltaVista fur T-Online"
5 Ausblick
Der erwahnte Demonstrator konnte zur CeBIT Home 1996 erfolgreich vorgefuhrt werden (Abbildung
39). Es ist zu erwarten beziehungsweise angekundigt, da die Telekom \AltaVista fur T-Online" als
Dienst in T-Online integrieren mochte. Dazu mussen dann zusatzlich zu den bisherigen CEPT-Seiten
ebenfalls die KIT-Seiten indiziert werden. Daruberhinaus ist an eine Spiegelung des Web-Indexes von
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