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 La investigación brindo una solución frente al problema que radica en el control de acceso 
de los estudiantes a los laboratorios de la FIIS-UNAC., la presente tesis titulada  como 
Sistema de reconocimiento facial para el control de acceso de estudiantes a los laboratorios 
de la FIIS-UNAC, 2019 , tiene como objetivo principal identificar la influencia de un sistema 
de reconocimiento facial en el control de Acceso de estudiantes a los laboratorios de la FIIS-
UNAC, 2019., el tipo de estudio usado fue aplicado, nivel experimental y de diseño pre-
experimental.  
La metodología empleada en el desarrollo del sistema informático fue RUP (Rational 
Unified Process) mediante la herramienta Rational Rose, el sistema fue desarrollado con el 
lenguaje de programación PHP y el gestor de base de datos MYSQL. La población fue de 
93 tomando como muestra 75 alumnos de la FIIS (Facultad de Ingeniería Industrial y 
Sistemas) de la UNAC (Universidad Nacional del Callao), la implementación de un Sistema 
de reconocimiento facial para el control de acceso de estudiantes, optimiza dicho proceso, 
que a su vez permite el cálculo del tiempo de retraso, porcentaje de asistencias y nivel de 
accesos. Se concluyó que el uso de un Sistema de Reconocimiento Facial mejoró el control 
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The research a solution to the problem that lies in the control of student access to the 
laboratories of the FIIS-UNAC., This thesis entitled as a facial recognition system for the 
control of student access to laboratories FIIS-UNAC, 2019, has as its main objective to 
identify the influence of a facial recognition system in the control of Student Access to FIIS-
UNAC laboratories, 2019. 
The type of study used was applied, experimental and pre-experimental design. The 
methodology used in the development of the computer system was RUP (Rational Unified 
Process) using the Rational Rose tool, the system was developed with the PHP programming 
language and the MYSQL database manager. The population was 93 taking as a sample 75 
students of the FIIS (Faculty of Industrial Engineering and Systems) of the UNAC (National 
University of Callao), the implementation of the facial recognition system for the control of 
student access, optimization of said process, which in turn allows the calculation of the delay 
time, attendance percentage and access level. It was concluded that the use of a Facial 
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1.1 Realidad Problemática 
A nivel internacional se ha demostrado un gran interés por el avance de la tecnología 
de reconocimiento facial. Esta  puede ser muy útil en diferentes ámbitos, tal es el 
caso en Estados Unidos donde se narra que con la ayuda del uso de un sistema de 
reconocimiento se detuvo una posible suplantación de identidad de un fronterizo 
mexicano que intentó ingresar a EEUU, el cual fue capturado por el oficial al darse 
cuenta que no coincidía con la foto al momento de realizar la inspección, y al 
remitirlo a la inspección biométrica, se detectó que no era el verdadero hombre el 
cual fue identificado y  fue arrestado motivo por el cual presenta un juicio con 
proceso penal (La Raza, 2018, párr. 3). 
Tal como detalla el caso, con la ayuda del sistema de reconocimiento facial o 
identificador biométrico se logró controlar el acceso de personas no autorizadas o no 
deseadas, monitoreando continuamente de manera eficiente y práctica, evitando las 
anomalías que pueden crecer a mayores.  
A nivel nacional es el que expone el alcalde Álvaro Paz De La Barra, al relacionarse 
con el ministro del Interior, Carlos Morán Soto, los cuales ven opciones para poder 
mejorar la tecnología realizando estrategias y planificación para luchar contra la 
delincuencia. En el artículo de Andina, manifestó el burgomaestre fue, que en el 
distrito de La Molina se encuentra como el primer distrito con el servicio de 
seguridad inteligente, abarcando una tecnología que se interconecta con la Policía 
Nacional, lo que facilita el reconocimiento de una persona presunta sospechosa 
mediante la detección de rostros para poder intervenirla, y lograr que no cometa un 
acto delictivo. (Andina, 2019, párr. 4). Según lo expuesto, en el distrito de La Molina, 
se tiene conocimiento de las ventajas de este sistema y se propuso implementar dicho 
software para aumentar la seguridad.  
Según lo mencionado en la entrevista percibida al jefe directo de la OTIC (Oficina 
de Tecnología de Información y Comunicaciones), de la UNAC (Universidad 
Nacional del Callao (Anexo 3), indicó que actualmente los laboratorios de cómputo 
dentro de la Facultad de Ingeniería Industrial y Sistemas (FIIS), no cuenta con un 
sistema de control de accesos, por lo que se deja a ingresar al estudiante a los 
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laboratorios de manera visual, el docente se da cuenta al momento de contar los 
estudiantes que se encuentran presentes. Además, añadió que los alumnos ingresan 
en cualquier momento al laboratorio no tomando en cuenta la hora de ingreso del 
mismo, esto ocasiona que sea difícil saber que estudiantes llegan a tiempo en horas 
de clases. 
El control de acceso es un proceso que nos permite identificar a las personas que 
ingresan logrando tener un registro del mismo. Para lograr obtener la información se 
consideró el juicio de expertos que se puede ver en el Anexo 3, de acuerdo a ello para 
encontrar el indicador de tiempo promedio de retraso, se ha considerado la ficha de 












En la Figura 1, se evalúa el tiempo general del promedio de retraso de los estudiantes 
obteniendo un promedio general de 2.40 minutos por estudiante que ingresa al 
laboratorio A de la FIIS-UNAC en el mes de setiembre. 
A pesar de la perdida de minutos, el indicador de control de accesos es un factor 
clave a la hora de ingresar a los laboratorios para conocer que personas ingresan de 
manera autorizada, y así lograr llevar un correcto registro en cuanto al ingreso de un 
estudiante al laboratorio de cómputo, para poder medir este indicador se usó la ficha 
de registro como se puede ver en el Anexo 14, junto con su fórmula a calcular.  
 










































En la Figura 2 se puede observar que el porcentaje del nivel de accesos a los 
laboratorios de cómputo de la FIIS, durante el mes de Setiembre del 2019, logrando 
obtener el 95 %, por lo que ese día se identificó un promedio de 2 personas con acceso 
no autorizado y 66 personas con acceso autorizado, teniendo un promedio general de 









En la Figura 3, se observa el porcentaje de asistencia de 75 alumnos, durante todo el 
mes de Setiembre del 2019, el porcentaje en base a la asistencia es de 66%, debido a 
que los alumnos faltan con mayor frecuencia porque no tienen un registro de 

























































Figura 2:Nivel de Acceso 
Figura 3:Porcentaje de Asistencias 
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asistencias, teniendo un promedio de 34% de inasistencias lo cual cabe recalcar que 
con el 30% de inasistencias el alumno queda inhabilitado del curso. 
Debido a los diversos problemas encontrados en los laboratorios de computo se 
recomienda implementar un sistema de reconocimiento facial con el uso de un 
biométrico que se encargue de la verificación de la identidad de los diversos alumnos 
que ingresan en horario de clases, logrando realizar el proceso de manera 
automatizada con respecto al control de acceso de los estudiantes a los laboratorios 
de computo de la FIIS, ya que actualmente cuentan con un registro de cuaderno y 
verificación visual por parte del personal de seguridad de la FIIS, lo cual le genera 
riesgos a la hora de la autenticidad de los datos ingresados, es por ello que por medio 
de la presente investigación se pretende la implementación de un sistema biométrico 
de reconocimiento facial que permita automatizar el control de los accesos y por 
medio de ellos minimizar el riesgo de la autenticidad de los datos ingresados por los 
estudiantes. 
1.2 Trabajos previos  
1.2.1. Internacionales  
En el año 2019, Calles Carrasco Marco Fernando, en su proyecto 
previo a tesis titulada: "Sistema informático de reconocimiento facial 
para el registro y control de asistencia de los socios de la cooperativa 
de taxis y camionetas Puyo", para optar el grado de Ingeniero de 
Sistemas e Informática en Universidad Regional Autónoma de los 
Andes, Puyo Ecuador, el problema planteado en la investigación es 
la dificultad que se toma los socios de la cooperativa de taxis al 
momento de registrar su asistencia a los diversos evento que este 
realiza, el nivel de accesos y a la pérdida de tiempo al buscar 
gestionar el informe de asistencia al evento. Su principal objetivo fue 
realizar un sistema de reconocimiento facial de los socios asimismo 
el nivel de accesos a los diversos eventos que realizan. La 
justificación es que al desarrollar este sistema se abarca dos puntos 
importantes que son la confiabilidad y seguridad al momento de 
ingresar y controlar la asistencia. Los métodos usados en la 
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investigación son analítico- sistémico, histórico- lógico, inductivo- 
deductivo. También realizó se tomó una población de 79 socios de la 
cooperativa aplicando el control de accesos antes fue de 70% y 
después de su implementación del mismo llego a 90% en base al nivel 
de accesos de los socios de la cooperativa, por lo que se concluye que 
el sistema cumple con todos los requerimientos del sistema de manera 
eficiente el registro de asistencia y control de accesos de los socios 
de la cooperativa. 
De este trabajo previo se tomó como referencia los objetivos ya que 
estos indican que se debe implementar un sistema para controlar las 
asistencias de los socios a la cooperativa.  
En el año 2018, Ayala Goyes Michael Santiago, en su proyecto de 
investigación previa titulada: “Sistema biométrico de reconocimiento 
facial para el control de asistencia del personal docente y 
administrativo de la Uniandes Tulcán” , para lograr alcanzar el título 
de Ingeniería de Sistemas e Informática de la Universidad Regional 
Autónoma de Los Andes, Tulcán Ecuador, el problema que presenta 
la investigación es de que todos los docentes y administrativos usan 
un lector de huella y digitan su código para el ingreso y salida, lo que 
conlleva a la pérdida de tiempo al momento de realizar el 
procedimiento y emitir el informe final de todos los miembros 
involucrados. El objetivo fue implementar un sistema informático 
que tenga dispositivo biométrico facial para mejorar el control de 
ingreso de los docentes y administrativos de la universidad. Se 
justifica que el proyecto está acorde a la tecnología actual por lo que 
utilizara un dispositivo de última generación capaz de reconocer el 
rostro de los docentes y facilitara el proceso de asistencia del personal 
de la universidad. Propuso una metodología de investigación 
descriptiva, correlacional, aplicada, de campo y bibliográfica. Se 
obtuvo una población de 50 docentes y personal administrativo el 
cual sería el 100% de la muestra, el resultado es que existe un control 
deficiente de los diversos trabajadores de la institución y actualmente 
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no cuentan con un sistema biométrico por lo que es necesario e 
imprescindible la implementación y mayoría del personal acepta la 
implementación del sistema para mejorar la calidad del proceso de 
asistencia. La conclusión de la investigación es apta para mejorar la 
eficacia y eficiencia del proceso. 
De este trabajo previo se tomó como referencia antecedentes y 
conclusiones ya que abarcan de manera similar el sistema de 
reconocimiento facial para el control de personas en una institución. 
En el año 2018, Nathalia Lilibeth Basantes Verdugo, en su tesis 
titulada: "Desarrollo de una Plataforma Tecnológica para la Gestión 
de Seguridad en una Institución Educativa de Grado Inicial mediante 
el uso de Sistemas Móviles, Reconocimiento Facial y Sistemas de 
Alertas", para conseguir el título en Ingeniería de Sistemas 
Computacionales de la Universidad de Guayaquil, Guayaquil 
Ecuador, Manifiesta que el problema principal es la falta 
autenticación al momento de recoger al alumno de la institución 
debido a que este se realiza de forma visual y con dificultad de haber 
suplantación de identidad al momento de recoger al docente, su 
objetivo general fue implementar un aplicativo móvil para el 
reconocimiento facial de los alumnos y los apoderados para el recojo 
de los estudiantes y emitir una señal de alerta al momento de que el 
alumno fue retirado de la institución. La investigación se justificó por 
el tema de la inseguridad ciudadana al momento de recoger a un 
alumno de la institución, asimismo se guarda la integridad del 
estudiante y este proyecto es importante para mejorar la seguridad. 
Propuso la metodología SCRUM para el desarrollo de tecnologías 
agiles y facilito el trabajo en equipo. Se tomó como población 10 
docentes de la institución lo que concluyo que la muestra es igual a 
la población y se obtuvo que el 90% de los docentes indicaron que se 
necesitaba un sistema de seguridad para la institución y el 80 % 
consideraría utilizar el uso de esta aplicación. En lo que resulta que 
la implementación del aplicativo móvil sería de gran ayuda para 
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institución. Por lo que concluye que el sistema se notificara a 
mediante mensaje o WhatsApp el recojo de un alumno de la 
institución mediante el uso de herramientas de Open Source. 
De este trabajo previo se tomó como referencia la justificación de la 
investigación ya que abarca porque sería recomendable implementar 
un sistema para la seguridad de autenticación de una persona. 
En el año 2016, Libia Karina Gonzales Marín, en su tesis titulada: 
"Modelo de reconocimiento facial mediante realidad aumentada en 
aplicaciones móviles para la identificación y ubicación de personas", 
para obtener el grado en Licenciatura Informática de la Universidad 
Mayor de San Andrés, La Paz Bolivia, su problemática fue la 
dificultad de identificar diferentes tipos de personas ya sean pérdidas 
o desaparecidas y el tiempo que se tomaban para poder realizar una 
denuncia sobre esto. El objetivo fue desarrollar un modelo de 
reconocimiento de facial con realidad aumentada para cualquier 
dispositivo móvil logrando la identificación y ubicación de las 
personas que se encuentran desaparecidas. La justificación fue lograr 
mejorar el tiempo del proceso de búsqueda de personas desaparecidas 
por el medio de un aplicativo móvil. Propuso una metodología de 
investigación aplicada. Se realizó una encuesta a 30 personas donde 
se obtuvo como resultado que el 100%, por lo que su muestra es de 
la misma cantidad de personas que la población por ende se afirma 
que la visualización de datos y escaneo también el registro de 
detección de rostros mejora en la búsqueda de personas 
desaparecidas, por lo que se llegó a la conclusión de que el sistema 
ubica y reconoce los diversos rostros mediante la librería open CV y 
este sistema se puede usar en diversos ámbitos. 
De este trabajo previo se tomó como referencia el objetivo principal 
para lograr comprender las variables utilizadas y como el 
reconocimiento fácil influye en la gestión de personas desaparecidas.  
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En el año 2016, Álvaro J. Balsero Meneses y Cristian G. Vargas 
García, en su tesis titulada: “Diseño e implementación de un 
prototipo para el control de acceso en la sede de ingeniería de la 
universidad distrital Francisco José de Caldas mediante el uso de 
torniquetes controlados por carnet con tecnología NFC y lector 
biométrico de huella dactilar”, para optar el título de Ingeniero 
Electrónico en la Universidad Distrital Francisco José De Caldas, 
Bogotá D.C., La problemática planteada fue que el ingreso de los 
estudiantes y funcionarios de la universidad son de forma de 
validación manual presentando el recibo de pago o el carnet de 
estudiante de la universidad. El objetivo fue implementar y diseñar 
un prototipo para el control de acceso a la universidad mediante el 
uso de controlado con la tecnología y un lector de huellas dactilares 
biométrico. La justificación fue que debido a un bajo control de 
seguridad en la universidad y a la falta de precisión de control de los 
estudiantes y funcionarios que ingresan a la universidad. Propuso una 
metodología de investigación cualitativa con 4 etapas bien definidas. 
Se realizó una premuestra de población en 4 empresas diferentes para 
evaluar el funcionamiento del sistema, lo cual obtuvo como resultado 
el tiempo promedio que tardaba el sistema anterior al ingresar a la 
universidad era de 25 segundos mientras que el tiempo promedio que 
tarda el sistema propuesto es de 5 segundos, por lo que resulto que al 
momento de pasar una tarjeta no registrada este manda un mensaje 
de alerta y genera un reporte de no registrado en el sistema lo que 
lograra autenticar si es o no estudiante de la universidad. Las 
conclusiones indican que la implementación del sistema de control 
de acceso a la universidad distrital Francisco José de Caldas es la 
mejor opción para la institución debido al menor tiempo que tarda el 
sistema y la correcta forma de identificación de los estudiantes.  
De este trabajo previo se tomó como referencia el objetivo y la 
justificación ya que el problema de identificación de los estudiantes y 
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funcionarios a la universidad, ayuda a disminuir el tiempo de 
validación de ingreso. 
1.2.2. Nacionales 
En el año 2018, Noé Salazar Medrano y Juan Carlos Espinoza 
Mendieta, titula a su tesis como : "Implementación de un sistema con 
códigos QR para optimizar el control de asistencia de alumnos, en la 
UAP sede Huánuco", para optar de Ingeniero de Sistemas en la 
Universidad Mayor de Huánuco, el problema planteado es el tiempo 
que demoran los estudiantes al registrarse de manera manual en el 
porcentaje de asistencias, así como la suplantación de identidad de 
los alumnos al poder colocar el nombre de otros y por último el 
tiempo que tarda un docente en pasar a su registro de asistencia cada 
estudiante. Por lo que su objetivo fue desarrollar un sistema que 
controle las asistencias y permita emplear la tecnología de códigos 
QR. Por lo que se justifica la investigación en la necesidad de la 
universidad al tener que llevar el control de asistencia debido a que 
el 30 % de faltas el estudiante será inhabilitado, también optimizará 
y reducirá los documentos de control. Propuso una metodología de 
investigación cuantitativa, explicativa y experimental. Se tomó el 
tiempo en que tardo cada uno de los 76 estudiantes que fueron 
señalados por la muestra, lo que el porcentaje de asistencias antes del 
sistema fue de 70% y después de ser implementando fue del 85%, lo 
que llevo a la conclusión del que el sistema mejora el tiempo y la 
eficacia del porcentaje de asistencias a diferencia del método 
tradicional. 
De este trabajo previo se tomó como referencia la problemática y los 
objetivos de la investigación los cuales hablan del sistema 
automatizado que mejora el tiempo y papeleo de los registros de 
control de asistencia de los estudiantes.  
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En el año 2018, Ervin Lewis Cáceres Mariño, titula a su tesis como: 
"Aplicación móvil de reconocimiento facial en personas con trabajo 
previos de abuso sexual en la provincia de Andahuaylas, Apurímac - 
2018", para optar de Ingeniero de Sistemas en la Universidad 
Nacional José María Arguedas, Apurímac Perú, el problema 
planteado es que no existe un aplicativo que reconozca a los presuntos 
violadores de las víctimas en Andahuaylas, los cuales los presuntos 
salen ilesos de toda acusación. Por lo que su objetivo principal fue 
reconocer a las personas que tienen antecedentes de abuso sexual 
mediante un aplicativo móvil. Por lo que se justifica la investigación 
se manejara esta tecnología como la adecuada debido a que es 
revolucionaria en diversos países y mejora los procesos de 
investigación en diversos ámbitos. Propuso una metodología de 
investigación analizada. Con una metodología de desarrollo 
MANDAMDM Se tomó una población de 30 casos y un total 30 
muestras fotográficas para poder probar el aplicativo por lo que 
resulto que el 100 % de las muestras fueron reconocidas de manera 
efectiva y el 93% tiene consistencia y solo el 7% por problemas de 
iluminación no se lograron reconocer. la conclusión del presente 
aplicativo es que puede reconocer en todo el día sin importar la hora, 
también fue necesario la implementación de una base de datos al 
sistema para poder mejorar su efectividad en búsqueda de posibles 
sospechosos.  
De este trabajo previo se tomó como referencia la justificación y los 
objetivos de la investigación los cuales hablan de cómo obtener un 
aplicativo que sea de gran avance tecnológico y que aporte con 
eficiencia del reconocimiento de rostros externos. 
En el año 2018, Velarde Vargas, Olenka Ingrid y Yabarrena Tamayo, 
Josué Samuel, en su tesis titulada: "Sistema de reconocimiento facial 
para el control de la trata de personas en Perú", para optar el grado 
Ingeniero, realizada en la Universidad Andina de Cusco, Cusco Perú. 
La cual obtuvo la problemática de falta de un sistema para reconocer 
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a las personas que se encuentran desaparecidos debido a la trata de 
personas que hay en la comunidad. El objetivo fue implementar un 
software que permita reconocer los rostros para mejorar el control y 
obtener resultados más eficientes al momento de las denuncias. Se 
justificó la investigación con la nueva tecnología traída a la 
comunidad y automatizara todos los procesos existentes al momento 
de capturar una persona la cual el sistema trabajara con diversas 
entidades públicas. La metodología de la investigación fue aplicada 
y la metodología de desarrollo fue XP. Se tomó una población del 
sector de la provincia con una muestra de 50 personas buscadas por 
trata de personas en compañía con el ministerio del interior y 
registros de desaparecidos solo con fines de investigación del 
proyecto, como resultado se obtuvo un reconocimiento favorable de 
una persona identificada, por lo que concluye que este sistema 
mejorara la identificación de personas buscada por trata de personas. 
Del presente trabajo previo se tomó como referencia los objetivos 
debido a que el reconocimiento facial nos ayuda a controlar diversas 
áreas investigadas. 
En el año 2018, Vejarano Campos Martín Desiderio, en su tesis 
titulada: "Reconocimiento Facial mediante Imágenes 
Estereoscópicas", para optar el grado de Título Profesional elaborada 
en la Universidad Señor de Sipan, Pimentel Perú, el problema que 
plantea es sobre la desventaja del reconocimiento de rostros frente a 
diversos puntos de vistas como la iluminación, la posición y diversos 
gestos que realiza el ser humano el cual no puede ser reconocido por 
este sistema. El objetivo fue reconocer los diversos rostros mediante 
un sistema de algoritmos de los modelos faciales. Se justificó la 
investigación con la comparación de las imágenes de 2D y las 
propuestas por el sistema que son en 3D, asimismo con las diversas 
imágenes de algoritmos faciales y extracción de características. La 
metodología empleada es de investigación tipo tecnológica con 
diseño cuasi- experimental, el método de investigación desarrollado 
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fue la observación y captura de imágenes. Se proyectó una población 
compuesta por imágenes estereoscópicas en RGB, bajo una cierta 
cantidad de pixeles donde se obtuvo la muestra de 348 imágenes. El 
resultado obtenido en la investigación fue que el 94.56 % se propuso 
de manera eficaz y el 92 % se detectó que el sistema es robusto, por 
lo que concluye que se consigue evaluar y selección los diferentes 
algoritmos del sistema para poder mejorar el reconocimiento 
logrando la eficacia planteada en la investigación. 
Del siguiente trabajo previo se tomó como referencia el objetivo 
debido a que muestra el desarrollo e implementación de un sistema de 
reconocimiento facial en 3D, mejorando un sistema convencional.  
En el año 2017, Rodolfo Esteven Martínez Verand, en su tesis 
titulada: "Diseño del sistema de control de asistencia del personal en 
la agencia mercado de la Caja Huancayo aplicando tarjetas de 
proximidad de tecnología RFID", para optar el grado Ingeniero de 
Sistemas e Informática en la Universidad Continental, Huancayo 
Perú, su problemática  fue el desorden al momento de registrarse el 
control, así como que otros trabajadores suplantan la identidad y 
también la demora al marcar el registro de asistencia del personal a 
la agencia, el objetivo de la siguiente investigación fue diseñar un 
sistema que permita controlar a los asistentes de la caja Huancayo 
mediante el uso de tecnologías RFID, se justifica el proyecto ya que 
la empresa obtendrá un modelo de control usando tecnología RFID 
asimismo disminuirá el tiempo promedio de retraso a la empresa al 
momento de marcar la asistencia. Propone una metodología de 
descomposición funcional para poder descubrir los diversos 
comportamientos del sistema. Tomó una población de 22 
trabajadores dentro del centro obteniendo la misma cantidad debido 
a ser menor a 100 y se evaluó el tiempo promedio de tardanas en base 
a las asistencias del personal antes de realizar el sistema fue de 4.30 
minutos y después de aplicar el sistema redujo a 2.50 minutos por lo 
que se concluye con esta investigación que al implementar este 
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sistema mejoraría el control de tiempo de retraso y sería beneficioso 
para la empresa por el bajo costo de esta tecnología. 
De este trabajo previo se tomó la justificación de la investigación por 
lo que mejora el tiempo de desarrollo del proceso y controla la 
asistencia de manera ordenada. 
1.3 Teorías relacionadas al tema 
1.3.1 Sistema de Reconocimiento Facial 
Este sistema se usa para reconocer la identidad de un individuo, y se necesita 
identificar diversas tareas, las cuales son el inicio y la conexión a la base de datos. 
Se busca encontrar la coincidencia entre datos e imágenes para que estos sean 
identificados, el objetivo principal del sistema de detección de rostros es reconocer a 
un individuo de manera automática mediante una imagen, video a tiempo real, 
escogiendo las señales de entrada en diversas clases (Espinoza y Jorquera ,2015, p. 
13). 
Este sistema permite identificar de manera rápida y eficaz a las personas en un 
determinado lugar mediante un conjunto de herramientas como una cámara, o un 
dispositivo personalizado que permite capturar imágenes a tiempo real, también se 
puede dar en los videos de seguridad u otros dispositivos que capten a los individuos 
, para lograr que reconozca sin necesidad de tener de identificarse con datos escritos 
o con huellas de la persona llegando a alcanzar un mejor enfoque al momento de una 
captura de individuos. 
Se representan las limitaciones y diversos inconvenientes como la iluminación, 
expresión facial, cambios de posición, diversa orientación con el rostro, rasgos 
faciales de vejez (Gimeno, 2010, p. 10). 
Lo que nos indica que al momento de identifica algún rostro en un sistema se puede 
haber diversos factores que obstaculicen el reconocimiento del mismo, como antes 
mencionados, para ello se busca la mejor manera de mejorar estos inconvenientes 
dentro del sistema como podría ser el uso de técnicas que minimicen al máximo estos 
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posibles errores dentro de la investigación. Como podría ser los eigenfaces que 
reconoce los principales componentes de un rostro humano como la boca, nariz, ojos 
y las distancias que se tienen entre ellos. También esta Fisherfaces que viene a hacer 
la reconstrucción de diferentes ángulos de proyección de una imagen para lograr 
poder ser definida de una mejor manera. 
Sistema 
Son diversos componentes que se relacionan entre ellos para llegar a alcanzar un 
objetivo igual, es la definición de un sistema. (Fernández, 2006, p. 11). Por lo que se 
sostiene que este término es empleado en el desarrollo de un sistema para mejorar 
los diversos procesos que se ejecutan dentro de las organizaciones mejorando los 
objetivos y enfocándose a la solución de manera automatizada para la optimización 
de los activos dentro de la empresa.  
Por lo que vemos en la Figura 4, se puede ver que un sistema contiene 5 bloques los 



























El reconocimiento se basa en la existencia de diversas descripciones o rasgos de los 
cuales se pueden elegir el tipo de objeto o situación que presenta una imagen que los 
representa (Fuente y Calonge, 1999, p. 99). 
Estos rasgos se obtienen en base a una seria de complejos algoritmos que transforman 
los detalles, descripciones en variables de las cuales poder realizar el reconocimiento. 
Facial 
Los rasgos del rostro en como la cejas, los labios, las diversas posiciones de la boca, 
las arrugas del contorno de los ojos, la posición de los parpados (Mora Medina, 1999, 
p. 57). 
Es todo aquello que tenga que ver con marcas, rasgos físicos del rostro de la persona, 
cada persona tiene distintos rasgos únicos que aportan para identificarlos ya sea por 
herencia o algún suceso. 
Reconocimiento Facial 
Para lograr el reconocimiento facial es necesario la construcción de la percepción 
visual, la que se encargará de la codificación estructurar de todas las características 
del rostro, para que la persona realice un análisis simultaneo en conjunto con la 
apariencia facial para lograr identificar con el estímulo visual alguna característica 
(Galindo,2016, p. 21). 
Lo cual ayuda en la mejora de encontrar un individuo para poder ser identificado por 
su rostro mediante un conjunto de características que muestra el mismo en base a sus 
rasgos faciales.  
Sistemas Basados en Reconocimiento Facial 
Actualmente se podrá encontrar en diversas páginas de internet sistemas que ya 
tengan lo mencionado mejorando las expectativas de los usuarios por lo que estos 
diversos dispositivos ya se pueden encontrar disponibles como una cámara de 
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seguridad que identifique rostros conocidos, los podremos ver en tiendas online 
como Alibaba.  
Mediante el internet, en diversas páginas dedicadas a vender diversos aparatos 
de seguridad, para el consumo de hogar, son identificados por un software 
actualmente conocido por la empresa Hoya electronics, mediante un 
dispositivo que reconoce la identificación facial de los individuos el cual se 
llama Face Recognition System. FxAlert 2 (Bronte,2008, p. 37). 
También en la marca Panasonic lanzo su sistema para poder reconocer los rostros lo 
cual sería la solución FacePRO™ reconoce de manera instantánea la cara de una 
persona utilizando las cámaras de Panasonic i-PRO igualándolas con rostros de la 
base de datos para poder ser detectadas por el sistema (Panasonic, 2017, párr. 4) 
Con este sistema mejorará el tiempo que demora en reconocer un rostro de una 
persona así mismo definirá las posibles coincidencias de rostros con su base de datos 
del sistema para poder obtener mejores resultados y también emitirá y reportará 
alertas de posibles personas sospechosas para la seguridad de la empresa, lo cual 







En la Figura 5 se muestra el reconocimiento de facial de una persona que antes fue 
procesada en la base de datos, la cual reconoce un conjunto de parámetros como son 
los ojos, nariz y boca que caracterizan e identifican a una persona. 
 



























Es un proceso que se realiza de manera automática que verifica a las personas y 
también realiza la identificación, basándose en diversas características de 
comportamiento y fiscas, con esta gran tecnología es difícil suplantar la identidad de 
las personas debido a sus diversos rasos como son el rostro, iris de los ojos y la huella, 
entre otros. (Arguedas, 2018, p. 19). Los sistemas biométricos toman los datos de 
manera rápida, en diferentes maneras es en segundos de tiempo real, para lograr la 







En la Figura 6 se observa un biométrico de reconocimiento facial, para poder 
controlar los accesos de los diversos sectores, mediante la detección de rostros, los 
biométricos son más precisos y con menor margen de error. 
Análisis de Sistemas Biométricos  
Al desarrollar selección y el análisis de un sistema biométrico para que sea confiable 
debe contar con las características únicas del software: 
- Universalidad: Todas las personas poseen esta característica. 
-  Unicidad: Dos personas no pueden tener las mismas características. 
-  Cuantificación: Esta característica biométrica puede ser medida 
cualitativamente. 
- Realización: Es posible la identificación de nivel de exactitud. 





















-  Aceptabilidad: Es el grado de aceptación de la población a la tecnología 
biométrica. 




En la Figura 7 se observa el reconocimiento por patrones en un sistema de 
información de extracción de características mediante un sensor el cual recolecta la 
información, extrae las características de la imagen y clasifica las más idéntica para 
ser reconocida y tomar la decisión final del sistema. 
 Arquitectura de un sistema de Reconocimiento 
El desarrollo de un sistema de reconocimiento facial lo conforma la persona que va 
a ser identificada en este caso el usuario, el dispositivo que va administrar la imagen 
(Cámara digital, cámara biométrica), el dispositivo que lo procesa y la comparación 
de la imagen(computadora), con la base de datos para almacenar la información del 
usuario. En la Figura 8 se puede observar la arquitectura del sistema de 
reconocimiento facial. 






















Herramientas para el Desarrollo 
MySQL 
It is responsible for managing the database of a robust, agile and simple system at 
the time of use. Adequate to the data management in conjunction with the network 
and especially the client-server architecture, which has compatible tools for different 
languages, is the most indicated in open source, because it is compatible with Apache 
and PHP Web pages (Thibaud, 2006, p. 6). 
important data for its subsequent process creating processes, views and triggers 
(Koflerstores,2006, pág. 3). 
Es un sistema que nos permite administrar los datos almacenados en la red, que 
trabaja con un modelo que envía un mensaje y este es respondido de manera 
instantánea es compatible con páginas web interactivas, permite poder agilizar la 
respuesta de los usuarios, logrando agilizar este proceso. 
Python 
Es un lenguaje de programación interpretado, multiparadigma, con un tipado 
dinámico fuerte y nivel alto especial para la gestión de diversos recursos, gestiona 
excepciones también es libre y gratuito, compatible con diversas plataformas, surgió 
en 1990 y contiene diversas implementaciones (Chazallet ,2016, p. 59) 




















They mentioned that Python allows the development of applications that use object-oriented 
programming, being very powerful and high level for multiple platforms. (Reeta y 
Gagan,2016, pág. 32) 
Es un lenguaje de programación que soporta ser orientado a objetos asimismo 
también es dinámico y multiplataforma, se adapta a cualquier plataforma y es libre, 
también enlaza un método a un nombre de la variable al ser ejecutado los códigos de 
la programación. 
IDE: Pycharm 
PyCharm is an IDE that helps in various unique features such as syntactic coloring, 
code autocompletion, as well as error or warning detection. Also, easily enter the 
source code of an object using Ctrl + click (Chazallet ,2016, p. 109) 
PyCharm is multiplatform and supports Windows, Linux and MacOS X. Currently 
there are two versions of it: PyCharm community and professional, with differences 
in the functions related to integrity work with web frameworks and database support. 
(Ortega,2019, pág. 32). 
Es un entorno de trabajo que permite desarrollar de manera ordenada y dinámica 
garantizando mejorar las funciones que ofrece como advertir errores, autocompletar 
el código fuente del lenguaje de programación, también Python puede utilizar otros 
IDEs como MATLAB y Spider, pero debido a su versión en español Pycharm se 
adapta a las necesidades. 
Framework: Django 
Django es un marco de referencia web, la cual desarrolla diversos sitios web 
mantenibles y seguros, Django se dedica a una gran parte de los posibles problemas 
dentro del desarrollo, porque se puede escribir sin tener que volver a empezar, es de 
código abierto y tiene una comunidad que apoya de forma activa, contiene muchos 
archivos y diversos medios de pagos en el soporte tanto gratuito como pagado 
(Mozilla ,2019, párr. 2). 
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Es una librería que mantiene grandes beneficios, es seguro, mantenible y versátil, es 
de código abierto y ofrece diversas funciones para poder ser manejado de manera más 
dinámica se pueden realizar desde simples wikis hasta redes sociales que permitan 
interactuar con el usuario. 
Control 
El control es definido como un proceso que se aplica por el personal de una entidad 
para conseguir un objetivo específico (Coopers & Lybrand, 1997, p. 15). 
Each process, activity or system has a control that evaluates the data entered for its 
corresponding process. (DESAI,2016, pág. 1) 
Dicho control sirve para que podamos recopilar información con el fin de tener 
monitoreado constantemente el proceso que se efectúa. 
Acceso 
El sustantivo masculino acceso, tiene tres aceptaciones principales: realizar la 
acercarse a la entrada de un determinado lugar; dar el paso a alguien, o recibir una 
información de aceptación a algo (Arguelles Juan, 2018, párr. 4). 
Según lo citado, el acceso es el ingreso a un área o a una persona con el cual 
comunicarse o siendo parte de un trato. 
1.3.2 Control de Acceso  
El control de acceso es importante y necesario para diversos ámbitos, en eventos que 
todo se va de las manos se pueden implementar esta tecnología que beneficie, en este 
punto se ven los sistemas biométricos tales como huellas, reconocimiento de voz y 
facial y otros, así como son agiles para poder identificar a las personas sin 
preguntarles (Salvatierra, 2019, pág. 12). 
El proceso de controlar el ingreso se documenta de manera que se obtiene como 
evidencia el ingreso de la persona y sus posibles salidas con el fin de llevar una 
bitácora de toda actividad con relación a la seguridad de la institución. También 
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asegura la eficacia y eficiencia operativa, se caracteriza por utilizar algún sistema 
que controle el acceso de personas no autorizadas. 
El control de acceso implica tener acceso a sistemas específicos y recursos dados. 
Los objetivos del control de acceso es impedir el acceso al personal no autorizado, 
por medio de autentificación e identificación. 
 Revisar y registrar los eventos y actividades que se llevan a cabo dentro de un lugar 
determinado. Garantizar la información cuando se utiliza de manera manual.  
Este proceso consta de tres pasos: 
- La identificación:  Hace referencia a las cosas de los usuarios como nombres, 
tarjetas y este medio se identifica quienes son. Sirve generalmente para iniciar sesión 
al sistema. 
-La autenticación: Es el siguiente paso del proceso de control de acceso, el cual se 
reconoce mediante voz, lector dactilar, reconocimientos faciales. El objetivo es 
verificar que la identidad sea integra. 
-La autorización: Se realiza después que un usuario se reconoce, y se brinda un 
acceso ya sea autorizado o no autorizado dentro del sistema, se usa en función al 
papel que se toma en la organización. 
Dimensiones e indicadores del control de Acceso 
Eficacia 
Para obtener los resultados se exige la menor cantidad de posibles eventos, el 
encuentro y ficción deben minimizarse y solo realizarse eventos encadenados de 
manera natural orientados a los resultados (Zambrano ,2017, párr. 4). 
Tiempo promedio de retraso 
Determina la cantidad de tiempo de retraso mediante el promedio, se puede ver cuantos 
minutos de efectividad se pierde por persona (Vásquez ,2015, pág. 8 ) 
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Se identifica de manera clara los minutos de atrasos de las personas, Esta medición 
se realiza a la hora de inicio, A través del ingreso de los alumnos. 
Este indicador para esta dimensión son los minutos del tiempo promedio de retraso 







Este indicador permite calcular el promedio del tiempo de retraso de los alumnos 
durante un día, el cual se obtiene con la sumatoria del tiempo de retraso y se divide 
con el número de alumnos que asistieron ese día al laboratorio de computo, el cual 
será promediado para poder saber si el estudiante llego tarde, a clases siendo su 
estado tardanza. 
Seguridad 
La seguridad se basa en actitud, que se debe adoptar en diversos ámbitos no solo en 
las empresas y empleados, sino abarca las Administraciones Publicas para desarrollar 
una política exigente en la prevención de datos de información (Moreno, 2011, párr. 
4). 
Nivel de Accesos 
El nivel de acceso, tiene tres aceptaciones principales: realizar la acercarse a la 
entrada de un determinado lugar; dar el paso a alguien, o recibir una información de 
aceptación a algo (Arguelles Juan, 2018, párr. 4). 
Acceder a un lugar siendo aceptado, dando la autorización de ingresar mediante una 
validación de los datos. 
TPR: Tiempo promedio de retraso 
TR: Tiempo de retraso 
N: Número de Alumnos 
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El indicador para esta dimensión es el porcentaje del nivel de accesos de los 




Este indicador ayuda a medir el nivel de accesos en relación sobre quienes ingresan 
a los laboratorios de la FIIS (Facultad de Ingeniería Industrial y Sistemas), con el fin 
de tener un registro de accesos de los estudiantes autorizados y no autorizados al 
laboratorio de cómputo.  
Porcentaje de Asistencia 
Las asistencias nos permiten saber qué cantidad de días asistió una persona a un 
lugar, en base a los días presentes. Para detallar el porcentaje se evaluarán los días 
asistidos con los días que debió asistir, logrando obtener el porcentaje de asistencia. 
Corresponde a las asistencias alcanzadas por los estudiantes en un periodo de tiempo. 
El cálculo del porcentaje de asistencia por estudiante: se calcula la razón entre el 
número de días que asiste cada estudiante y la cantidad de días totales del mes. 
El indicador para esta dimensión es el porcentaje de asistencia de los alumnos dentro 
de los laboratorios de FIIS. 





PA: Porcentaje de Asistencia  
Na: Número de días asistidos 
Ta: Total de Asistencia (2014, p.58). 
NA: Nivel de Accesos 
TA: Total de Alumnos 
NAC: Numero de Accesos Correctos 







Este indicador hace referencia al porcentaje de asistencia de los alumnos a los laboratorios 
de computo la FIIS- UNAC. 
1.3.3 Metodología para el desarrollo del Sistema de R.F. 
➢ Metodología XP 
XP es una metodología, que agrupa diversas prácticas 
interrelacionadas, y se enfocan en tener funcionalidad correcta. Las 
prácticas recomendadas por XP se descomponen en dos las prácticas 
relacionadas con el diseño y desarrollo, y están son relacionadas con 
la elaboración del producto software y las practicas involucra la 
planificación y organización del proyecto (Ruiz, 2017, p.280). 
 
Esta metodología se basa en el código del proyecto ya que uno de su 
concepto es que este es la única especificación formal, por lo que 
revisa que el código se reutiliza y se conceptualiza y minimiza el 
análisis y el diseño para dar paso al uso de la programación del 
sistema. 
[...] XP propone, al igual que el resto de metodologías agiles un ciclo 
de vida dinámico, donde se admite expresamente que, en muchos 
casos, los clientes no son capaces de especificar sus requerimientos 
al comienzo de un proyecto (Ruiz, 2017, p.280). Desarrolla un ciclo 
de vida corto con 4 periodos de fase que desarrollan las cuales los 
llaman interacciones lo que ayuda a utilizar un conjunto de reglas y 
prácticas que se desarrollan en esta metodología.  
➢ Metodología SCRUM 
[...]Scrum is a set of practical instructions. Scrum is the most popular 
of the Agile method, and is most appropriate for small startups, as 
long as all the agents involved understand it and are strongly 
committed to it. (Mathis, 2018, p.15). Es un conjunto de buenas 
prácticas que trabajan en forma conjunta y colaboradora estas se 
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apoyan entre sí para poder desarrollar el trabajo de manera eficaz por 
lo que es desarrollado para proyectos extensos. 
Scrum is a light framework for the development of a producer but not 
a methodology that must be taken into account (lacey,2015 pág. 1). 
 
➢ Metodología ICONIX 
Agrupa a un conjunto de métodos orientado a objetos, con el fin de 
que cada requisito identifique con algún caso de uso, debido a que 
verifiquemos en cualquier momento que por parte del sistema ese 
requisito se satisface y su funcionalidad es correcta (trazabilidad). 
Así pues, obtenemos una medida tangible de calidad (Casa y Pilatasig, 
2015, p. 25). 
The iconix process facilitates the search of functional requirements 
to be able to search for the ideal software (Rosenberg y 
Stephens,2006 pág. 30). 
Esta metodología es simplificada, pero reúne diversos requisitos que 
satisface las funcionalidades del producto, lo que se reúne la calidad 
del producto 
 
➢ Metodología RUP 
Son las diversas actividades que se necesitan para modificar los 
requisitos del usuario del sistema es repetido mediante diversas 
etapas que forman el cuerpo de un sistema (Torossi, 2017, pg.7). La 
metodología nos dice que se basa en una serie de diversas fases para 
construir al sistema. 
o Fase de Inicio: Se conceptualiza el negocio y hacia donde se 
enfoca el proyecto. Se determinan los actores y Casos de Uso, 
se grafican los Casos de Uso importantes. Se establece el plan 
de negocio para conocer los recursos del proyecto de 
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investigación (Torossi, 2017, pg.8). En esta fase se verifica 
todas las personas y actividades que van a estar involucrados 
para el desarrollo del sistema y que recursos se necesitan para 
el mismo. 
o  Fase de Elaboración: Analiza la problemática presentada, 
establece los conocimientos del modelo, desarrolla la 
planificación del proyecto y elimina los posibles riesgos que 
puedan existir (Torossi, 2017, pg.8). Se construye el 
desarrollo de la arquitectura del proyecto en el ciclo de vida 
se ven los casos de uso la arquitectura del proyecto y se 
verifica que los riesgos sean mitigados para realizar el plan 
del proyecto. 
o Fase de Construcción del sistema: “La base del modelo 
desarrollado va cambiando hasta formar un sistema final que 
sería la fase final que contiene todos los casos de usos 
desarrollados anteriormente (Torossi, 2017, pg.9). Se crea ya 
el sistema que va a ser usado en el proyecto, el manual de 
usuario y los casos de prueba del sistema así mismo se 
identifica la base de la estructura del sistema y que el 
funcionamiento del mismo se encuentre en óptimas 
condiciones. 
o Fase de Transición del sistema: El sistema es la primera 
versión que se realiza mediante las diversas interacciones con 
el usuario se siguen añadiendo más requisitos para el software 
para que sea utilizado de manera activa por los interesados 
(Torossi, 2017, pg.11). Se maneja las pruebas 
correspondientes del sistema para poder ser lanzado el 
software creando una versión Beta del mismo y mejorando y 
actualizando el sistema en caso se dé el caso también se pasa 
al lanzamiento del producto que viene a ser cuando el cliente 
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ya se encuentra de acuerdo con todas las características y 
funcionalidades del mismo. 
Tabla 1:  
Cuadro comparativo de Metodologías 
RUP XP SCRUM ICONIX 
Se verá un 
conjunto de serie 
de flujos que van a 
trabajar desde los 
requisitos del 
proyecto hasta las 
pruebas que se 
realicen, también 
se verán los 
diversos casos de 
uso y pruebas del 
sistema. 
Se basa en las 
pruebas y errores que 
pueden presentar el 
sistema para poder 
mejorarlo y que 
funcione 
correctamente. 
Minimiza el costo si 
es que se realizara un 
cambio, es uno de los 
procesos agiles que 
desarrolla el sistema. 
Es ideal para los 
diversos proyectos 
con varios cambios 
de requisitos, se 
desarrolla en 
interacciones como 
Sprint, el cual dura 
30 días cada uno y 
esto incrementa de 
acuerdo a las 
necesidades de los 
clientes. 
Se encuentra en base 
a las dos 
metodologías ya 
mencionadas RUP y 
XP, es simplificada 
y agrupa diversos 
métodos que están 
orientados a objetos 
lo que controla las 
fases del ciclo de 
vida del software. 
 
Fuente: Elaboración propia. 
Como se puede mostrar en la Tabla 1, el cuadro comparativo las 4 metodologías antes 
ya descritas, y se realizará un análisis de cada una de ellas. Luego de reconocer las 4 
posibles metodologías que se pueden aplicar en nuestro proyecto se eligió la 
metodología RUP, debido a ser la más adecuada para el sistema de reconocimiento 
facial asimismo las cuales se verán las fases de este proyecto y también se enfocará 







Tabla 2:  
Validación de Metodologías por expertos para el desarrollo del sistema 
Expertos RUP SCRUM XP ICONIX 
Mg. Bernando Patricio 
Ávila López 
30 24 24 18 
Mg. Daniel Oswaldo 
Casazola Cruz 
30 23 20 14 
Mg. Luis Arcángel Valdivia 
Chávez 
30 24 22 16 
TOTAL 90 71 66 48 
Fuente: Elaboración Propia. 
Según el Anexo 2 de los indicadores son “Nivel de eficacia”, “Nivel de seguridad” y 
“Nivel de integridad” se han considerado 6 ítems de evaluación, lo cual, en la Tabla 
2 de validación de metodologías de expertos, se describe que la metodología RUP 
obtuvo el mayor puntaje para el uso de la metodología de desarrollo validados por 
los expertos. 
1.4 Formulación del Problema  
 1.4.1. Problema General 
¿Cuál es la influencia de un sistema de reconocimiento facial para el control de 
Acceso de estudiantes a los laboratorios de la FIIS-UNAC, 2019?  
1.4.2. Problemas Específicos 
¿Cómo influye el sistema de reconocimiento facial en el tiempo promedio de 
retraso de los estudiantes a los laboratorios de la FIIS-UNAC, 2019? 
¿De qué manera beneficia el sistema de reconocimiento facial en el nivel de 
accesos de estudiantes a los laboratorios de la FIIS-UNAC, 2019? 
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¿Cuánto beneficia el sistema de reconocimiento facial en el porcentaje de 
asistencia de estudiantes a los laboratorios de la FIIS-UNAC, 2019? 
1.5 Justificación del Estudio 
Es la descripción de diversas indicaciones de una investigación y se encuentra 
presente, de manera detallada dentro de ella, de acuerdo a las características de los 
integrantes del proyecto a investigar (Rojas, 1988, p. 159). 
Esta investigación del estudio es justificable ya que la Universidad Nacional del 
Callao en la Facultad de Ingeniería Industrial y Sistemas (FIIS), tendrá un sistema de 
reconocimiento facial que permita automatizar procesos manuales y tediosos del área 
de seguridad, además de proveer mayor seguridad y aportar en la rapidez de las 
consultas en caso de incidencias, así como preverlas. 
1.5.2. Justificación Metodológica 
La justificación metodológica tiene relevancia, porque la ingeniería de métodos es 
útil para distintas empresas que necesitan optimizar la productividad, por lo que 
facilita a la organización a lograr reducir tiempo, costo y recursos que no generan 
valor a la organización (Bernal, 2000, párr. 4) 
Durante el desarrollo del proyecto se planea usar la metodología RUP, esto permite 
que el proyecto pueda ser implementado según a la realidad del problema y que 
abarque diferentes procesos y actores. 
 1.5.3. Justificación Práctica 
La justificación debe desarrollar cuestiones que se aplicaran en el estudio, la 
relevancia e identificación del tema y objeto de estudio, también la utilidad de los 
resultados que se esperan, es por eso que la función de su distribución del diseño del 
conocimiento y el desarrollo concreto y practico (Barrera ,2010, p.2) 
La implementación de dicho software aportará con el control de la información que 
se obtiene al momento de que ingrese una persona, alumno o visitante, permitiendo 
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realizar automatizar procesos manuales de gestión y también asegurando la identidad 
de las personas. 
 1.5.4. Justificación Institucional 
La justificación institucional cuenta con algunos elementos teóricos que se adecuan 
a las necesidades institucionales y sociales. También se expone de forma clara y 
precisa los diversos puntos del estudio (Sorlano,1976, p. 63). 
El software ayudará al usuario saber si pertenece a dicha institución, con el fin de 
salvaguardar la instalación y a las personas que pertenecen a dicha organización, de 
haber una incidencia esta información será utilizada con fines de legales.  
 1.5.5. Justificación Tecnológica 
La justificación se dedica a realizar una explicación con argumentos tecnológicos 
que sean ideales y veraces para que mejore el estudio que se realizara (Sorlano,1976, 
p. 63). En la actualidad el sistema de reconocimiento biométrico se encuentra en la 
vanguardia de la seguridad, gracias a esta tecnología el concepto de seguridad tomó 
gran importancia y así como impacto. El sistema de reconocimiento facial aporta en 
gran medida al control y prevención de robos, indulgencias, así como monitorear la 
actividad del ingreso y salida, es por ello que el software aportara en gran medida 
con el control de acceso de los estudiantes a la institución en estudio. 
1.6 Hipótesis 
 1.6.1. Hipótesis General 
El sistema de reconocimiento facial influye positivamente en el control de Acceso 
de estudiantes a los laboratorios de la FIIS-UNAC, 2019.  
1.6.2. Hipótesis Específicas 
El sistema de reconocimiento facial disminuye tiempo promedio de retraso 
de estudiantes a los laboratorios de la FIIS-UNAC, 2019. 
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El sistema de reconocimiento facial tiene un impacto considerable conforme 
al nivel de accesos en los laboratorios de la FIIS-UNAC, 2019. 
El sistema de reconocimiento facial tiene un impacto considerable conforme 
al porcentaje de asistencias de los estudiantes en los laboratorios de la FIIS-
UNAC, 2019. 
1.7 Objetivos 
 1.7.1. Objetivo General 
Identificar la influencia de un sistema de reconocimiento facial para el 
control de Acceso de estudiantes a los laboratorios de la FIIS-UNAC, 2019. 
1.7.2. Objetivos Específicos 
Determinar la influencia del sistema de reconocimiento facial en el tiempo 
promedio de retraso de los estudiantes a los laboratorios de la FIIS-UNAC, 
2019. 
Determinar la influencia del sistema de reconocimiento facial en el nivel de 
accesos de estudiantes a los laboratorios de la FIIS-UNAC, 2019. 
Especificar el beneficio de un sistema de reconocimiento facial conforme al 










































2.1 Tipo y Diseño de investigación 
Tipo Investigación 
El presente proyecto en base a su objetivo que tiene se considera como una 
investigación aplicada, ya que se planteó el problema y se dio a la solución de aplicar 
un sistema el cual será evaluado y desarrollado en base a los conocimientos o teorías. 
Diseño de investigación 
Según Zepeda Fernando, mencionó que el diseño de método pre - experimental es un 
control de las condiciones limitadas de la investigación que consisten en tratar de 
medir las diferencias de los cambios producidos por una variable experimental (2003, 
p. 30). 
Este diseño solo se centra en alterar, cambiar, modificar una variable para obtener 
los resultados y medirla. Por lo que se utilizará este tipo de diseño pre- experimental 
ya que administrará el tratamiento de la variable independiente para ver cómo se 
maneja con la dependiente cuando se aplica el sistema y hacer unas pruebas del antes 
y después de la implementación. 
Nivel de la investigación: 
Se distingue por manejar las diversas condiciones, de los hechos o de las situaciones, 
es decir, para la intervención activa del investigador en relación al estudio (Balluerka 
Nekane y Vergara Ana, 2002, p. 13). 
Es la manipulación o alteración de una o más variables con el fin de medir cualquier 
cambio en las demás variables. 
En base a lo que ha sido utilizado se llega a la conclusión que el nivel es experimental. 
2.2  Operacionalización de Variables 
• V.D.: Sistema de Reconocimiento Facial  




Operacionalización de Variables 


































































Según Vásquez sostiene 
lo siguiente  
TPR: Tiempo promedio 
de retraso TR: Tiempo de 



































Según Argelles en su 
tesis. 
 
NA: Nivel de Accesos                    
TA: Total de Alumnos                          
NAA: Numero de 
Accesos Autorizados  
NAN: Numero de 


































Según Mineduc define la 
siguiente fórmula para el 





PA: Porcentaje de 
Asistencia  
Na: Número de días 
asistidos 













2.3  Población, muestra y muestreo 
2.3.1 Población  
Es un grupo de elementos que se unen como conjunto del espacio al que se 
encaja en la problemática de la investigación y también contiene 
componentes que se conforma de manera exacta (Carrasco, 2005, p. 18). 
Sabiendo que el presente proyecto se aplicará en la Universidad Nacional del 
Callao en la Facultad de Ingeniería Industrial y Sistemas en el proceso de 
control de acceso de los estudiantes se toma en cuenta la población estudiantil 
de 93 estudiantes de un laboratorio de cómputo en la FIIS-UNAC. 
2.3.2 Muestra  
Es una parte del grupo de la población para lograr recolectar datos, y que se 
conceptualice y delimita con precisión, también debe ser el representativo de 
la población (Hernández, 2014, p. 16). Para poder saber la muestra se 
considerará la población actual del laboratorio A de cómputo de los 
estudiantes de la Facultad de Ingeniería Industrial y Sistemas para poder 
lograr hallar la población se considerará la siguiente fórmula. 
n = Tamaño de la muestra  
N = Población  
z = Nivel de confianza al 95% (1.96)  
p = Probabilidad a favor 50 % (0.5)  
q = Probabilidad en contra 50% 1-p (0.5) 
 e = error muestral (0.05) 
   93(1.96)2 *0.5*0.5  
 n = = 75 alumnos. 




El diseño de muestreo empieza al lograr definir la población y el objetivo en términos 
de diferentes elementos, unidades de muestreo, extensión y tiempo (Vivanco, 2005, 
pág. 76). 
Se distingue por utilizar información auxiliar que se puede agrupar a los elementos 
que son compuestos por la muestra en estratos diferenciados y se divide la población 
en diversos segmentes que se escoge en la muestra para cada segmento. 
El muestreo no probabilístico es seleccionar parte de la muestra que cumple con los 
aspectos de la investigación (Hernández, 2018, p. 200). Se tomará toda la muestra de 
75 alumnos, debido a que se implementará solo en un laboratorio del centro de 
cómputo. 
2.4  Técnicas e instrumentos de recolección de datos, validez y 
confiabilidad  
Se solicitará la información requerida a la Facultad de Ingeniería Industrial y 
de Sistemas del distrito de Bellavista para poder evaluar el proceso de control 
de asistencia de los estudiantes a los laboratorios y así poder realizar la 
medición del Pre-Test. 
2.4.1 Fichaje 
Se encarga de anotar los datos a los que se juntan con los materiales de 
recolección de datos que son identificados como fichas, las cuales, son 
debidamente elaborados y organizados que tienen gran parte de la 
información que se realiza dentro de la investigación. La que nos facilita 
ahorrar dinero, espacio y tiempo. Por lo que cada instrumento tiene un 
conjunto de datos que contienen información, que brinda integridad y genera 
un propio valor (Vara,2012, p. 8). Se realizará la técnica de fichaje, utilizando 




    Tabla 4: 







Fuente: Elaboración Propia. 
2.4.3 Recolección de datos  
Realiza una planificación detallada de diversos procesos que nos dirige a 










Indicador Técnica Instrumento 
1 Tiempo promedio de 
retraso (Puntos) 
Fichaje Ficha de Registro 
2 Nivel de Accesos 
(Puntos) 
Fichaje Ficha de Registro 
3 Porcentaje de 
Asistencias (Puntos) 




Recolección de Datos 
 Fuente: Elaboración Propia. 
 
 




Fichaje Ficha de 
Registro 
Según Vásquez sostiene lo 
siguiente  
 
TPR: Tiempo promedio de 
retraso              TR: Tiempo de 
retraso                       N:Número 
de Alumnos. 
Seguridad Nivel de 
Accesos 
Fichaje Ficha de 
Registro 
Según Argelles en su tesis. 
 
NA: Nivel de Accesos                             
TA:Total de Alumnos                                 
NAA: Numero de Accesos 
Autorizados                 





Fichaje Ficha de 
Registro 
  Según Mineduc define la 
siguiente fórmula para el 





PA: Porcentaje de Asistencia  
Na: Número de días asistidos 












2.4.4 Validez  
Según Hernández dice que la validez es el nivel en cual se mide un instrumento con 
precisión a la variable que con certeza se va a medir. (2018, p.229), un ejemplo de 
esto caso sería intentar probar el funcionamiento de un cable UTP con un multitester 
en vez de con un tester para cable de red UTP, los cuales son para realizar diversas 
funciones. 
Hernández, hace referencia que, los tipos de evidencia conforme a la recolección de 
datos es la validez de los expertos la cual hace referencia al nivel en que se mide la 
variable que se va analizar de acuerdo a los expertos calificados. (2018, p.235). 
Se aplicará la validez a los instrumentos de medición que se realizó mediante el juicio 
de expertos, donde los responsables de realizar esta validación fueron los docentes 
con el grado de Magister de la Universidad Cesar Vallejo filial Callao y el docente 
de la Universidad Nacional del Callao con grado de Magister, los cuales se pueden 
ver en la tabla 6. 
Tabla 6: 
Validez de Evaluación por Expertos 
Expertos Ficha de Registro 
Lista de Cotejo 
Tiempo promedio 
de retraso 
Nivel de Accesos Nivel de 
Integridad 
Mg. Bernando Patricio 
Ávila López 
6 6 6 
Mg. Daniel Oswaldo 
Casazola Cruz 
6 6 6 
Mg. Luis Arcángel 
Valdivia Chávez 
6 6 6 
TOTAL 18 18 18 




Según Hernández, la confiabilidad hace referencia al instrumento por el cual será 
medido, y es el nivel de medición que se refiere al nivel al que se emplea en repetidas 
veces al mismo sujeto u objeto y produce resultados iguales. (2018, p.228). Un 
ejemplo claro es si se pesará a una persona en una báscula y pesa 70 kg se vuelve a 
pesar y pesa 71 kg, y finalmente vuelve a bajar y subir y pesa 75kg, se podría decir 
que la báscula en la cual se está pesando no es confiable. 
Tabla 7:  




   
   Fuente: Elaboración Propia 
 La tabla 7 indica que si se obtiene un valor que se ubique entre 0.60 y 0.80, entonces 
se confirma que el instrumento es aceptable, y si tiene un rango de 0.80 y 1.00 es 
elevado, demostrando un alto grado de confiabilidad de dicho instrumento. A 
continuación, se visualizan los resultados obtenidos en tablas de correlación de 
Pearson en el programa SPSS. 
Tabla 8: 







   










Correlación de Pearson 1 ,918** 
Sig. (bilateral)  ,000 
N 25 25 
RETEST_TIEMPO_PROM_
RETRASO 
Correlación de Pearson ,918** 1 
Sig. (bilateral) ,000  
N 25 25 
**. La correlación es significativa en el nivel 0,01 (bilateral). 
43 
 
De acuerdo a lo observado en la Tabla 8, se puede ver que se obtuvo un resultado de 
0,918, el cual se encuentra dentro de la escala de 0.80 y 1.00, mostrando que el 
instrumento tiene un valor elevado para el indicador de tiempo promedio de retraso.  
Tabla 9: 













Sig. (bilateral)  ,000 






Sig. (bilateral) ,000  
N 25 25 
**. La correlación es significativa en el nivel 0,01 (bilateral). 
  Fuente: Datos de la FIIS-UNAC 
De acuerdo a lo observado en la Tabla 9, se puede ver que se obtuvo un resultado de 
0,867, el cual se encuentra dentro de la escala de 0.80 y 1.00, mostrando que el 
instrumento tiene un valor elevado para el indicador de nivel de acceso. 
Tabla 10: 















Sig. (bilateral)  ,000 






Sig. (bilateral) ,000  
N 75 75 
**. La correlación es significativa en el nivel 0,01 (bilateral). 
  Fuente: Datos de la FIIS-UNAC 
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De acuerdo a lo observado en la Tabla 10, se puede ver que se obtuvo un resultado 
de 0,846, el cual se encuentra dentro de la escala de 0.80 y 1.00, mostrando que el 
instrumento tiene un valor elevado para el indicador de porcentaje de asistencias. 
2.5 Procedimiento 
En la presente tesis se detalló el planteamiento y formulación del problema para 
continuar con las justificaciones y trabajo previos, así como los conceptos referidos 
a las variables y los indicadores, se realiza el planteamiento de la hipótesis (general 
y especificas) para luego detallar la metodología de la tesis.} 
 Luego se determina las variables, dimensiones e indicadores, las cuales se organizan 
en la matriz de operalización de variables, después se determina la población, si es 
necesario la muestra utilizando el muestreo apropiado, finalizando este proceso se 
explica las herramientas a usar para la recolección de datos, así como el método de 
procesamiento de estos. 
 Se realiza la investigación de cada indicador, por medio de la herramienta SPSS, 
mediante la recolección de datos, en el trabajo de campo, estos se procesan en el 
sistema para luego realizar el post-Test del sistema ya desarrollado, con la 
contrastación del Pre- Test.  
Luego se realiza el análisis descriptivo e inferencial de la investigación, con los datos 
obtenidos en la herramienta SPSS. 
Finalmente se realizan la discusión de la investigación, se detalla las conclusiones de 
la investigación, Y se ven las recomendaciones correspondientes de la presente tesis. 
2.6 Métodos de Análisis de Datos 
El método de análisis de datos es la selección del método, o los métodos, de análisis 
aplicados durante la investigación. Se elabora el análisis de la información y se 
obtiene resultados aceptados (Muñoz, 2014, pág. 84). 
En el libro Probabilidad y estadística para ingenieros, Los test de Kolmogórov-
Smirnov son test no paramétricos para diferenciar dos secciones que pueden ser 
generales o crecientes. El test uni-muestral es la relación que existe entre la creciente 
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que se observa en los valores de una muestra y una tarea de distribución continua que 
se especifica (Miller y Freund, 2015, pág. 207). 
HIPÓTESIS DE INVESTIGACIÓN 1: 
Hipótesis Estadística 1: 
El sistema de reconocimiento facial disminuye tiempo promedio de retraso de 
estudiantes a los laboratorios de la FIIS-UNAC, 2019. 
Indicadores: 
TPRAS = Tiempo Promedio de Retraso Antes del Sistema de reconocimiento facial 
TPRDS = Tiempo Promedio de Retraso Después del Sistema de reconocimiento facial 
Hipótesis H10: El sistema de reconocimiento facial no disminuye tiempo promedio de 
retraso de estudiantes a los laboratorios de la FIIS-UNAC, 2019. 
TPRAS > =TPRDS 
Hipótesis H11: El sistema de reconocimiento facial disminuye tiempo promedio de 
retraso de estudiantes a los laboratorios de la FIIS-UNAC, 2019. 
TPRAS < TPRDS 
HIPÓTESIS DE INVESTIGACIÓN 2: 
Hipótesis Estadística2: 
El sistema de reconocimiento facial tiene un impacto considerable conforme al nivel de 
accesos en los laboratorios de la FIIS-UNAC, 2019. 
Indicadores: 
NAAS = Nivel de Accesos Antes del Sistema de reconocimiento facial 
NADS = Nivel de Accesos Después del Sistema de reconocimiento facial 
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Hipótesis H20: El sistema de reconocimiento facial no tiene un impacto considerable 
conforme al nivel de accesos en los laboratorios de la FIIS-UNAC, 2019. 
NAAS > =NADS 
Hipótesis H21: El sistema de reconocimiento facial tiene un impacto considerable 
conforme al nivel de accesos en los laboratorios de la FIIS-UNAC, 2019. 
NAAS < NADS 
Hipótesis Estadística 3: 
El sistema de reconocimiento facial tiene un impacto considerable conforme al 
porcentaje de asistencias de los estudiantes en los laboratorios de la FIIS-UNAC, 2019. 
Indicadores: 
PAAS = Porcentaje de Asistencias Antes del Sistema de reconocimiento facial 
PADS = Porcentaje de Asistencias Después del Sistema de reconocimiento facial 
Hipótesis H10 El sistema de reconocimiento facial no tiene un impacto considerable 
conforme al porcentaje de asistencias de los estudiantes en los laboratorios de la FIIS-
UNAC, 2019. 
PAAS > =PADS 
Hipótesis H11: El sistema de reconocimiento facial tiene un impacto considerable 
conforme al porcentaje de asistencias de los estudiantes en los laboratorios de la FIIS-
UNAC, 2019. 
PAAS < PADS 
 
 
HIPÓTESIS DE INVESTIGACIÓN 3 
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Nivel de significancia 
El valor de (x) escogido para la prueba de hipótesis es del 5%, así mismo x=5%, 0.05 
es error. Por lo tanto, el nivel de confiabilidad es 95%, 1-X=0.95 
El método que se empleará en el estudio de las hipótesis es una verificación para 
interpretar los resultados. Así mismo, los datos que se recolectaron son cuantitativo y 
por lo tanto se utilizará el programa software IBM SPSS Statistics. Para la contratación 
de hipótesis de los datos cuantitativos se empleará la prueba de Wilcoxon ya que nos 
servirá para comparar la media de dos muestras relacionadas y asi lograr determinar si 
existen diferencias en ellas, es una prueba no paramétrica. 
Para aplicar esta técnica, es necesario emplear esta fórmula: 
La hipótesis nula es Ho: θ = 0. Retrotrayendo dicha hipótesis a los valores Xi, Yi 
originales, la cual vendría a ser del mismo tamaño.  
Para verificar la hipótesis en primer lugar se ordenan los valores absolutos Z1, …, Zn y 
se les asigna su rango R1. Entonces, el estadístico de la prueba de los signos de Wilcoxon 
W+, es: 
 
2.7 Aspectos Éticos 
Son utilizados en base a la teoría de la investigación cualitativa. Por ejemplo, elegir entre 
las diferentes instancias de valor veraz y de justicia donde se utiliza la metodología 
(Gonzales, 2002, p. 94).  
La investigación no excluye el aspecto ético por ello, se elaboró una estricta recolección 
de datos por medio de encuestas a los estudiantes de los laboratorios de las carreras de 
ingeniería industrial y sistemas de la Universidad Nacional del Callao con la finalidad 
de tener datos concretos, reales y transparentes sin algún tipo de manipulación o creación 
de datos aleatorios. Como se podrá mostrar en el Anexo 16 al 18, la cual muestran la 































En esta capitulo se desarrollará y describirá todos los resultados obtenidos en los datos del 
pre-test y post-test desarrollándolo en el programa estadístico SPSS Statistic 23. Como 
primer punto se realizó el análisis descriptivo para luego evaluar análisis inferencial y 
finalmente realizar la prueba de hipótesis. 
3.1. Análisis descriptivo 
Indicador: Tiempo promedio de retraso. 
 
Tabla 11: 
Descripción de los datos del Tiempo promedio de retraso 
 TIEMPO 
PROMEDIO DE 





N Válido 25 25 
Perdidos 0 0 
Media 2,41 1,52 
Mediana 2,31 1,43 
Moda 0,31 0,29 
Desviación estándar 0,56 0,54 
Mínimo 1,57 0,71 
Máximo 3,69 2,68 
Fuente: Datos de la FIIS-UNAC 
Interpretación: En la Tabla 11, se muestra los resultados del antes y después con respecto 
al tiempo promedio de retraso de los estudiantes a los laboratorios de cómputo, en el cual se 
obtuvieron los siguientes resultados: En el Antes hubo una media de 2.41, una mediana de 
2.31, moda de 0.31, desviación estándar de 0.56, un mínimo de 1.57 y un máximo de 3.69. 
Y en el después, una media de 1.52, una mediana de 1.43, moda de 0.29, desviación estándar 
de 0.54, un mínimo de 0.71 y un máximo de 2.68. Por lo tanto, se puede comprender que en 
sus medias que: En el antes el valor fue de 2.41 minutos de promedio de retraso y en el 






Indicador: Nivel de Accesos 
 
Tabla 12:  
Descripción de los datos del Nivel de Accesos 






N Válido 25 25 
Perdidos 0 0 
Media 0,96 1,00 
Mediana 0,97 1,00 
Moda 0,01 0,00 
Desviación estándar 0,29 0,00 
Mínimo 0,88 1,00 
Máximo 1,00 1,00 
Fuente: Datos de la FIIS-UNAC 
Interpretación: En la Tabla 12, se muestra los resultados del antes y después con respecto 
al nivel de accesos de los estudiantes al laboratorio de cómputo, en el cual se obtuvieron los 
siguientes resultados: En el Antes hubo una media de 0.96, una mediana de 0.97, moda de 
0.01, desviación estándar de 0.29, un mínimo de 0.88 y un máximo de 1.00. Y en el después, 
una media de 1.00, una mediana de 1.00, moda de 0.00, desviación estándar de 0.00, un 
mínimo de 1.00 y un máximo de 1.00. Por lo tanto, se puede comprender que en sus medias 
que: En el antes el valor fue de 0.96 (96% del nivel de accesos) y en el después ha sido 1.00 
(100 % del nivel de acceso de los estudiantes). 
Indicador: Porcentaje de Asistencias 
Tabla 13: 
Descripción de los datos del Porcentaje de Asistencias 






N Válido 75 75 
Perdidos 0 0 
Media  66,20 79,62 
Mediana 67,00 80,00 
Moda 16,78 31,72 
Desviación estándar 4,09 5,63 
Mínimo 57,00 71,00 
Máximo 70,00 100,00 
Fuente: Datos de la FIIS-UNAC 
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Interpretación: En la Tabla 13, se muestra los resultados del antes y después con respecto 
al promedio de asistencia de los estudiantes a los laboratorios de cómputo, en el cual se 
obtuvieron los siguientes resultados: En el Antes hubo una media de 66.2, una mediana de 
67.00, moda de 16.78, desviación estándar de 4.09, un mínimo de 57.00 y un máximo de 
70.00. Y en el después, una media de 79.62, una mediana de 80.00, moda de 31.72, 
desviación estándar de 5.63, un mínimo de 71.00 y un máximo de 100.00. Por lo tanto, se 
puede comprender que en sus medias que: En el antes el valor fue de 67.00(67% de 
porcentaje de asistencias) y en el después ha sido de 79.62 (79.62 % del porcentaje de 
asistencias de los alumnos. 
3.2 Análisis inferencial 
Prueba de Normalidad 
 En este punto se mostrará las pruebas de normalidad que se realizaron con respecto 
a cada indicador empleado en la investigación para luego determinar que prueba de 
hipótesis debería usarse. 
De acuerdo a lo mencionado en el capítulo anterior, debido a que la muestra es 75 se 
optó por aplicar la prueba de normalidad. 
En la prueba se consideró el siguiente criterio: 
Valor de Sig > 0.05, entonces la distribución de los datos paramétrico. 
Valor de Sig < 0.05, entonces la distribución de los datos no paramétricos. 
Tabla 14:  
Prueba de Normalidad del indicador tiempo promedio de retraso 
 Kolmogorov-Smirnova  
Estadístico gl Sig. 
TIEMPO PROMEDIO DE 
RETRASO - ANTES 
0,157 25 0,000 
TIEMPO PROMEDIO DE 
RETRASO - DESPUÉS 
0,149 25 0,000 
Fuente: Datos de la FIIS-UNAC 
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En la Tabla 14, Se verifica que el valor de sigma asintótica tiene el coeficiente de 
significación de Lillefors, asimismo, la significancia del tiempo promedio de retraso, antes 
es 0.000 y después 0.000, entonces se asume que el tiempo promedio de retraso del antes y 
después es de comportamiento no paramétrico, en otras palabras, su distribución no es 
normal. 
Tabla 15: 
Prueba de Normalidad del indicador de Nivel de Accesos 
 Kolmogorov-Smirnova  
Estadístico gl Sig. 
NIVEL DE ACCESOS - 
ANTES 
0,199 25 0,012 
NIVEL DE ACCESOS - 
DESPUÉS 
 25 0,000 
Fuente: Datos de la FIIS-UNAC 
En la Tabla 15, Se verifica que el valor de sigma asintótica tiene el coeficiente de 
significación de Lillefors, asimismo, la significancia del nivel de accesos, antes es 0.012 y 
después 0.000, entonces se asume que nivel de accesos del antes y después es de 
comportamiento no paramétrico, en otras palabras, su distribución no es normal. 
Tabla 16: 
Prueba de Normalidad del indicador de Porcentaje de Asistencias 
 Kolmogorov-Smirnova  
Estadístico gl Sig. 
PORCENTAJE DE 
ASISTENCIAS - ANTES 
0,223 75 0,000 
PORCENTAJE DE 
ASISTENCIAS - DESPUÉS 
0,287 75 0,000 
Fuente: Datos de la FIIS-UNAC 
En la Tabla 16, Se verifica que el valor de sigma asintótica tiene el coeficiente de 
significación de Lillefors, asimismo, la significancia del porcentaje de asistencias, antes es 
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0.000 y después 0.000, entonces se asume que el porcentaje de accesos del antes y después 
es de comportamiento no paramétrico, en otras palabras, su distribución no es normal. 
3.3 Prueba de Hipótesis 
Debido a que todos los datos están siguiendo una distribución que no es normal, 
entonces se aplicará la prueba de wilcoxon para contrastar la prueba de hipótesis 
estadística. 
Hipótesis de investigación 1 
HE1: El sistema de reconocimiento facial disminuye tiempo promedio de retraso 
de estudiantes a los laboratorios de la FIIS-UNAC, 2019. 
Indicador: Tiempo promedio de retraso 
 Hipótesis estadísticas 
 Definición de variables 
TPRAS = Tiempo Promedio de Retraso Antes del Sistema de 
reconocimiento facial 
TPRDS = Tiempo Promedio de Retraso Después del Sistema de 
reconocimiento facial 
Hipótesis nula (Ho): El sistema de reconocimiento facial no disminuye tiempo 
promedio de retraso de estudiantes a los laboratorios de la FIIS-UNAC, 2019. 
TPRAS > =TPRDSHipótesis  
(Ha): El sistema de reconocimiento facial disminuye tiempo promedio de retraso de 
estudiantes a los laboratorios de la FIIS-UNAC, 2019. 
TPRAS < TPRDS 
A parte de esto se tomó en cuenta el nivel de significancia del 5% (0,05) por 
tanto x=5% es igual a 0.05 es error.  
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Por tanto, el nivel de confiabilidad es de 95%. 
Sig < 0.05; se rechaza la hipótesis nula y se acepta la hipótesis alternativa 





















































Figura 10:Tiempo promedio de retraso después 
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En la Figura 10 y Figura 11, se aprecia que el tiempo promedio de retraso del después es 
menos que el de antes, el cual se puede comprobar al comparar sus medias respectivas. 
Tabla 17: 
Prueba Wilcoxon: Tiempo Promedio de Retraso 
 TIEMPO PROMEDIO DE 
RETRASO – DESPUÉS 
 - TIEMPO PROMEDIO DE 
RETRASO - ANTES 
Z -4,337b 
Sig. asintótica (bilateral) 0,000 
Fuente: Datos de la FIIS-UNAC 
Interpretación: En la Tabla 17, se muestra que el valor de significancia fue de 0,000 
de acuerdo con este resultado es menor a 0.05, por lo consiguiente se rechaza la 
hipótesis nula y se acepta la hipótesis alternativa.  
De acuerdo al análisis, se muestra que en la hipótesis especifica 1: El sistema de 
reconocimiento facial disminuye tiempo promedio de retraso de estudiantes a los 
laboratorios de la FIIS-UNAC, 2019, fue aceptada. 
 Hipótesis de investigación 2 
HE2: El sistema de reconocimiento facial tiene un impacto considerable conforme 
al nivel de accesos en los laboratorios de la FIIS-UNAC, 2019. 
Indicador: Nivel de Accesos 
 Hipótesis estadísticas 
 Definición de variables 
NAAS = Nivel de Accesos Antes del Sistema de reconocimiento facial 
NADS = Nivel de Accesos Después del Sistema de reconocimiento facial 
Hipótesis nula (Ho): El sistema de reconocimiento facial no tiene un 




NAAS > =NADS 
Hipótesis (Ha): El sistema de reconocimiento facial tiene un impacto 
considerable conforme al nivel de accesos en los laboratorios de la FIIS-
UNAC, 2019. 
NAAS < NADS 
A parte de esto se tomó en cuenta el nivel de significancia del 5% (0,05) por 
tanto x=5% es igual a 0.05 es error.  
Por tanto, el nivel de confiabilidad es de 95%. 
Sig < 0.05; se rechaza la hipótesis nula y se acepta la hipótesis alternativa. 












































Como se muestra en la Figura 11 y Figura 12, se aprecia que existe un incremento en el nivel 
de accesos, el cual se puede comprobar al comparar sus medias respectivas. 
   Tabla 18: 
    Prueba de Wilcoxon:Nivel de Accesos 
 NIVEL DE 
PARTICIPACIÓN 




Sig. asintótica (bilateral) ,000 
     Fuente: Datos de la FIIS-UNAC 
Interpretación: En la Tabla 18, se muestra que el valor de significancia fue de 0,000 de 
acuerdo con este resultado es menor a 0.05, por lo consiguiente se rechaza la hipótesis nula 
y se acepta la hipótesis alternativa.  
De acuerdo al análisis, se muestra que en la hipótesis especifica 2: El sistema de 
reconocimiento facial tiene un impacto considerable conforme al nivel de accesos en los 
laboratorios de la FIIS-UNAC, 2019. 
 
 




















Hipótesis de investigación 3 
HE3: El sistema de reconocimiento facial tiene un impacto considerable conforme 
al porcentaje de asistencias de los estudiantes en los laboratorios de la FIIS-UNAC, 
2019. 
Indicador: Nivel de Porcentaje de Asistencias 
 Hipótesis estadísticas 
 Definición de variables 
PAAS = Porcentaje de Asistencias Antes del Sistema de reconocimiento 
facial 
PADS = Porcentaje de Asistencias Después del Sistema de reconocimiento 
facial 
Hipótesis nula (Ho): El sistema de reconocimiento facial no tiene un impacto 
considerable conforme al porcentaje de asistencias de los estudiantes en los 
laboratorios de la FIIS-UNAC, 2019. 
PAAS > =PADS 
Hipótesis (Ha): El sistema de reconocimiento facial tiene un impacto 
considerable conforme al porcentaje de asistencias de los estudiantes en los 
laboratorios de la FIIS-UNAC, 2019 
PAAS < PADS 
A parte de esto se tomó en cuenta el nivel de significancia del 5% (0,05) por 
tanto x=5% es igual a 0.05 es error.  
Por tanto, el nivel de confiabilidad es de 95%. 
Sig < 0.05; se rechaza la hipótesis nula y se acepta la hipótesis alternativa. 




















Como se muestra en la Figura 13 y Figura 14, se aprecia que existe un incremento en el 
porcentaje de asistencia de los estudiantes, el cual se puede comprobar al comparar sus 
medias respectivas. 
Figura 13:Porcentaje de Asistencias Antes 






































        Tabla 19: 
        Prueba de Wilcoxon: Porcentaje de Asistencias 




ASISTENCIAS - ANTES 
Z -7,575b 
Sig. asintótica (bilateral) ,000 
Fuente: Datos de la FIIS-UNAC 
Interpretación: En la Tabla 19, se muestra que el valor de significancia fue de 0,000 de 
acuerdo con este resultado es menor a 0.05, por lo consiguiente se rechaza la hipótesis nula 
y se acepta la hipótesis alternativa. De acuerdo al análisis, se muestra que en la hipótesis 
especifica 3: El sistema de reconocimiento facial tiene un impacto considerable conforme al 















































Análisis de Resultados del indicador Tiempo promedio de retraso:    
Se planteó la hipótesis estadística “El sistema de reconocimiento facial disminuye tiempo 
promedio de retraso de estudiantes a los laboratorios de la FIIS-UNAC, 2019” los cual con 
los resultados obtenidos en la evaluación fueron: 
El tiempo promedio de retraso al momento de acceder en los laboratorios de la FIIS-UNAC, 
en el mes de Setiembre alcanzaba el promedio de 2.40 minutos por alumno que son un 
promedio de 160 segundos y con el sistema de reconocimiento facial disminuye a 1.52 
minutos. Por lo tanto, se puede afirmar que se disminuye el tiempo promedio de retraso, por 
lo que resulta que en el mes de octubre se redujo 0,88 minutos, por lo que se confirma que 
el tiempo promedio de retraso disminuye. 
De igual manera en el año 2017, Rodolfo Esteven Martínez Verand, en su tesis titulada 
“Diseño del sistema de control de asistencia del personal en la agencia mercado de la Caja 
Huancayo aplicando tarjetas de proximidad de tecnología RFID” Obteniendo como 
resultados que, con la implementación del sistema de control de acceso al personal, Se 
disminuyó el tiempo promedio de tardanzas en la asistencia del personal (tiempo promedio 
de retraso), donde su antes de realizar el sistema fue de 4.30 minutos y en el después de 
aplicar el sistema fue de 2.50 minutos, indicando que hubo un gran aporte al implantarse el 
sistema. 
Después de evaluar ambas tesis que se obtuvieron con la investigación de Esteven Martínez 
se puede confirmar que el tiempo promedio de retraso es importante porque que representa 
cuanto se tarda un empleado o alumno al momento de ingresar a los laboratorio de cómputo, 
se determina que un sistema de reconocimiento facial ayuda a mejorar el control de accesos 
de las personas dentro de un determinado lugar, esto se debe gracias a que el sistema lleva 
un mejor control en base al tiempo  promedio de retraso de los estudiantes. 
 Análisis de resultados del indicador de Nivel de Accesos: 
Se planteó la hipótesis estadística “El sistema de reconocimiento facial tiene un impacto 
considerable conforme al nivel de accesos en los laboratorios de la FIIS-UNAC, 2019” los 
cual con los resultados obtenidos en la evaluación fueron: 
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El nivel de accesos al momento de acceder los estudiantes en los laboratorios de la FIIS-
UNAC, en el mes de Setiembre alcanzaba el promedio de 97 % en base a la cantidad de 
accesos autorizados. Por lo tanto, se puede afirmar que aumenta el nivel de accesos 
autorizados, por lo que resulta que en el mes de octubre al 100% por lo que se confirma que 
aumenta el nivel de accesos. 
De igual manera en el año 2019, Calles Carrasco Marco Fernando, en su tesis titulada 
"Sistema informático de reconocimiento facial para el registro y control de asistencia de los 
socios de la cooperativa de taxis y camionetas Puyo", Obteniendo como resultados que, con 
la implementación del sistema mejoró el control de accesos de los socios a la cooperativa de 
taxis. Controlando los ingresos autorizados y no autorizados a la cooperativa, donde su antes 
de realizar el sistema fue 70% de los accesos de las personas dentro de la cooperativa y en 
el después de aplicar el sistema fue de 90%, indicando que hubo un gran aporte al 
implantarse el sistema. 
Después de evaluar ambas tesis que se obtuvieron con la investigación de Calles Carrasco 
Marco Fernando, se puede confirmar que el nivel de accesos que representa cuanto accede 
una persona al lugar autorizado es correcta, por lo que se logra determinar que un sistema de 
reconocimiento facial ayuda a mejorar el nivel de accesos de las personas, esto se debe 
gracias a que el sistema lleva un mejor control en base a la autentificación de las personas 
que ingresan. 
Análisis de los resultados del indicador Porcentaje de Asistencias: 
Se planteó la hipótesis estadística “El sistema de reconocimiento facial tiene un impacto 
considerable conforme al porcentaje de asistencias en los laboratorios de la FIIS-UNAC, 
2019” los cual con los resultados obtenidos en la evaluación fueron: 
El promedio del porcentaje de asistencias de los alumnos del laboratorio de la FIIS-UNAC, 
en el mes de Setiembre alcanzaba el promedio de 67% de asistencias de los alumnos y con 
el sistema de reconocimiento facial aumenta en el mes de octubre a un promedio de 80% de 
los estudiantes. Por lo tanto, se puede afirmar que existe un impacto considerable conforme 
al porcentaje de asistencias de los estudiantes, por lo que resulta que en el mes de octubre 
aumento a un 23% del porcentaje de asistencia de alumnos. 
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De igual manera en el año 2019, Noe Salazar Mendrano y Juan Carlos Espinoza Mendieta, 
en su tesis titulada "Implementación de un sistema con códigos QR para optimizar el control 
de asistencia de los alumnos, en la UAP sede Huanuco ", Obteniendo como resultados que, 
con la implementación del sistema de control de asistencias, Aumento el porcentaje de 
asistencias del personal, debido al control que demanda el sistema y eliminando el sistema 
manual, Se obtuvo el 70 % de asistencias antes del porcentaje de asistencias y después del 
control de asistencias se obtuvo el 85% de asistencias de parte del personal. 
Después de evaluar ambas tesis que se obtuvieron con la investigación de Noe Salazar 
Mendrano y Juan Carlos Espinoza Mendieta se puede confirmar que porcentaje de 
asistencias es importante debido a que se toma en cuenta las asistencias de los alumnos y si 
obtiene más del 30 % de inasistencias se inhabilita el curso, el porcentaje de asistencia sirve 
para llevar un mejor control de los reportes de las asistencias de estudiantes en los 















































1- Se llega a la conclusión que el tiempo promedio de retraso en el laboratorio de 
cómputo de la Facultad de Ingeniería Industrial y Sistemas, disminuyo 
considerablemente gracias a la ayuda de sistema de reconocimiento facial, debido a 
que el tiempo promedio antes de implementar el sistema fue de 2.40 minutos por 
alumno y después de que se implementó el sistema de reconocimiento facial se redujo 
a 1.52 minutos por estudiante. Por lo tanto, se puede afirmar que gracias a la 
implantación del sistema de reconocimiento facial produce una disminución del 
tiempo promedio de retraso en el control de acceso a través de una disminución de 
0.88 minutos por alumno. 
2- Se concluye que, el nivel de accesos en el laboratorio de cómputo de la Facultad de 
Ingeniería Industrial y Sistemas, aumento considerablemente gracias a la ayuda de 
sistema de reconocimiento facial, debido a que el nivel de acceso antes de 
implementar el sistema fue de un 97 % de accesos correctos y después de que se 
implementó el sistema de reconocimiento facial alcanza el 100 % de los accesos 
correctos del estudiante. Por lo tanto, se puede afirmar que gracias a la implantación 
del sistema de reconocimiento facial aumenta el nivel de acceso, por lo que se ve que 
el 3 % de accesos no autorizados fueron disminuidos. 
3- Se concluye que, el porcentaje de asistencias en el laboratorio de cómputo de la 
Facultad de Ingeniería Industrial y Sistemas, aumento considerablemente gracias a 
la ayuda de sistema de reconocimiento facial, debido a que el porcentaje de 
asistencias antes de implementar el sistema fue de un 67 % de asistencias de 
estudiantes y después de que se implementó el sistema de reconocimiento facial 
alcanza el 80 % de asistencias del estudiante. Por lo tanto, se puede afirmar que 
gracias a la implantación del sistema de reconocimiento facial aumenta el porcentaje 
de asistencias, por lo que se ve que aumento el 23 % de asistencias de los alumnos, 
esto se debe al control que se estable al colocar un sistema de reconocimiento facial 
dentro del laboratorio de cómputo. 
4- Finalmente, después de haber obtenido los resultados satisfactorios de los 
indicadores del estudio, se concluye que el sistema de reconocimiento facial mejoró 


























Teniendo como base la implantación del sistema de reconocimiento facial para el control 
de acceso de los estudiantes a los laboratorios de la FIIS. Y habiendo demostrado con el 
sistema la optimización del proceso, se recomienda para futuras investigaciones lo 
siguiente: 
✓ Se recomienda llevar el control de reporte general del tiempo promedio de retraso de 
los estudiantes mensualmente, con el fin de mejorar el control acceso de los 
estudiantes al laboratorio de la FIIS-UNAC. 
✓ Se recomienda llevar el control de reporte del nivel de acceso de los estudiantes 
mensualmente, con el fin de llevar un control de accesos autorizados y no autorizados 
de los estudiantes al laboratorio de la FIIS-UNAC. 
✓ Se recomienda llevar el control de reporte de porcentaje de asistencias de los 
estudiantes mensualmente, con el fin de llevar un control en base a las asistencias 
logrando conocer los alumnos que asisten al laboratorio de la FIIS-UNAC. 
✓ Se recomienda efectuar una capacitación para los nuevos usuarios en el manejo del 
sistema de reconocimiento facial para el control de acceso de nuevos estudiantes a 
los laboratorios de la FIIS-UNAC. 
✓ Manejar de manera correcta el software, tanto lógico como físico debido a que es un 
dispositivo biométrico. 
✓ Tener el biométrico en un solo sitio instalado, llevando una altura mínima de 1.20 
mt. Para poder tener mejor funcionamiento al momento del reconocimiento facial. 
✓ Comprar cámaras -IP, para que en compañía con el biométrico se desarrolle de 
manera completa. 
✓ Tener en cuenta que se puede utilizar otros dispositivos que no sea dinámicos y 
fáciles de interactuar con el sistema. 
✓ A los estudios próximos se pueden implementar varios simultáneamente y de esta 
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 Anexo 1: Matriz de Consistencia 
  
TÍTULO: Sistema de Reconocimiento Facial para el control de Acceso de Estudiantes a los laboratorios de la FIIS-UNAC, 2019 
Autora: Yañez Neyra, Margarita Lucero 
 
PROBLEMA GENERAL OBJETIVO GENERAL HIPÓTESIS GENERAL 
VARIABLES 
 
MÉTODO DE LA 
INVESTIGACIÓN 
PG: ¿Cuál es la influencia de un sistema 
de reconocimiento facial para el control 
de Acceso de estudiantes a los 
laboratorios de la FIIS-UNAC, 2019? 
OG: Identificar la influencia de un sistema 
de reconocimiento facial para el control de 
Acceso de estudiantes a los laboratorios de la 
FIIS-UNAC, 2019. 
HG: El sistema de reconocimiento facial 
influye positivamente en el control de Acceso 
de estudiantes a los laboratorios de la FIIS-
UNAC, 2019.. 
VARIABLE DIMENSIONES INDICADOR 
 
Tipo: Aplicada 













PROBLEMA ESPECÍFICO OBJETIVO ESPECÍFICO 
HIPÓTESIS ESPECÍFICAS 
 
PE1: ¿Cómo influye el sistema de 
reconocimiento facial en el tiempo promedio 
de retraso de los estudiantes a los 
laboratorios de la FIIS-UNAC, 2019? 
OE1: Determinar la influencia del sistema 
de reconocimiento facial en el tiempo 
promedio de retraso de los estudiantes a los 
laboratorios de la FIIS-UNAC, 2019. 
HE1 El sistema de reconocimiento facial 
disminuye tiempo promedio de retraso de 
estudiantes a los laboratorios de la FIIS-
UNAC, 2019. 
PE2: ¿De qué manera beneficia el sistema de 
reconocimiento facial en el nivel de accesos 
de estudiantes a los laboratorios de la FIIS-
UNAC, 2019? 
OE2: Determinar la influencia del sistema 
de reconocimiento facial en el nivel de 
accesos de estudiantes a los laboratorios de 
la FIIS-UNAC, 2019. 
HE2. El sistema de reconocimiento facial 
tiene un impacto considerable conforme al 















POBLACIÓN, MUESTRA Y 
MUESTREO 
 
Población: 93 Estudiantes 
de un laboratorio 
Muestra: 75 Alumnos de la 
FIIS. 







PE3: ¿Cuánto beneficia el sistema de 
reconocimiento facial en el porcentaje de 
asistencia de estudiantes a los laboratorios de 
la FIIS-UNAC, 2019? 
OE3: Especificar el beneficio de un sistema 
de reconocimiento facial conforme al 
porcentaje de asistencia de los estudiantes a 
los laboratorios de la FIIS-UNAC, 2019. 
HE3: El sistema de reconocimiento facial 
tiene un impacto considerable conforme al 
porcentaje de asistencias de los estudiantes en 








Anexo 2:Operalización de Variables 







Por lo que Espinoza y Jorquera hace 
referencia que: “Este sistema es usado 
cuando la identidad del individuo es 
desconocida, y es necesario identificarlo 
para diversas tareas, tales como: inicio de 
sesión y acceso a base de datos. Se realiza 
una búsqueda en la base de datos con 
imágenes y si existe coincidencia, el 
individuo es identificado” (2015, p 13) 
 
 
    
 
VI: Control de 
acceso  Para definir el concepto de la 
investigación, Salvatierra define al 
respecto: “El control de asistencia es tan 
importante como necesario en cualquier 
ámbito; por ejemplo, en eventos masivos 
donde se escapa de las manos este control, 
se pueden ver.” (2019, pág. 12) 
.El proceso de controlar el ingreso se 
documenta de manera que se obtiene como 
evidencia el ingreso de la persona y sus 
posibles salidas con el fin de llevar una 
bitácora de toda actividad con relación a la 
seguridad de la institución. 
D1: Eficacia 
Para definir la eficacia, el portal 
edenred.es sostiene lo siguiente “La 
obtención de los resultados deberá exigir 
la menor cantidad de eventos posibles. El 
encuentro y la fricción deberán 
minimizarse y solo producirse como 
eventos encadenados integral y 
orgánicamente orientados hacia los 























Según Vásquez sostiene lo 
siguiente  
TPR: Tiempo promedio 
de retraso TR: Tiempo de 
retraso        N:Número de 
Alumnos. 
2: Seguridad 
Según Moreno en su publicación define 
que: “La seguridad es una cuestión de 
actitud. Una actitud que no sólo tienen que 
adoptar las empresas y sus empleados en 
cualquier nivel de responsabilidad, sino 
también las Administraciones Públicas 
para configurar una política exigente de 


















Según Argelles en su tesis. 
 
NA: Nivel de Accesos                    
TA:Total de Alumnos                          
NAA: Numero de Accesos 
Autorizados  NAN:Numero de 
Accesos no autorizados 
D3: Asistencias Las asistencias nos permiten saber qué 
cantidad de días asistió una persona a un 
lugar, en base a los días presentes. Para 
detallar el porcentaje se evaluarán los días 
asistidos con los días que debió asistir, 





















Según Mineduc define la 
siguiente fórmula para el 
porcentaje de asistencias 
NA: Porcentaje de Asistencia. 
Na: Número de días asistido. 













Anexo 3:Entrevista Jefe OTIC 
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  Fuente: Elaboración propia. 
















Fuente: Elaboración propia. 
• Equipos mal 
usados 
• Equipos no acto 
• Falta de 
compromiso 
• Falta de tiempo 
• Falta de 
capacitacio n 
• Me todo ambiguo 
• Me todo manual 
• Falta de 
capacitacio n 
• Exceso de papel 
• Gastos de 
recursos  
 Innecesarios 
• Mal redactado 
• Informacio n no 
fiable 
• Tras papeleo 



























































Anexo 5:Diagrama Ishikawa. 
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"Sistema informático de 
reconocimiento facial para el registro 
y control de asistencia de los socios 





















El 65% opino que mejoro el 
tiempo de registro de la 
asistencia al usar el sistema 
propuesto y el 51 % está de 
acuerdo con la 





2 “Sistema biométrico de 
reconocimiento facial para el control 
de asistencia del personal docente y 
administrativo de la Uniandes 
Tulcán” 













Concluyo que es necesario 
e imprescindible la 
implementación ya que la 
mayoría del personal acepta 
el sistema para mejorar la 
calidad del proceso de 
asistencia. 
 X 
3 "Desarrollo de una Plataforma 
Tecnológica para la Gestión de 
Seguridad en una Institución 
Educativa de Grado Inicial mediante 
el uso de Sistemas Móviles, 
Reconocimiento Facial y Sistemas 
de Alertas" 




Descriptiva El 90% de los docentes 
indicaron que se necesitaba 
un sistema de seguridad 
para la institución y el 80 % 
consideraría utilizar el uso 
de esta aplicación. 
X  
4 "Modelo de reconocimiento facial 
mediante realidad aumentada en 
aplicaciones móviles para la 
identificación y ubicación de 
personas" 




Aplicada Se afirmó que la 
visualización de datos, 
escaneo y el registro de 
detección de rostros mejoro 
en la búsqueda de personas 
desaparecidas. 
x  
5 “Diseño e implementación de un 
prototipo para el control de acceso 
en la sede de ingeniería de la 
universidad distrital Francisco José 
de Caldas mediante el uso de 
torniquetes controlados por carnet 




Cualitativa Se concluyó que el tiempo 
promedio que tardaba el 
sistema anterior al ingresar 
a la universidad era de 25 
segundos mientras que el 














con tecnología NFC y lector 
biométrico de huella dactilar” 



















6 "Implementación de un sistema con 
códigos QR para optimizar el control 
de asistencia de alumnos, en la UAP 
sede Huánuco" 
2018 Perú - 
Huánuco 
Estudiant








El sistema mejoro el tiempo 
y la eficacia del control a 
diferencia del sistema 
tradicional. 
 x 
7 "Aplicación móvil de 
reconocimiento facial en personas 
con trabajo previos de abuso sexual 
en la provincia de Andahuaylas, 
Apurímac - 2018" 
2018 Perú - 
Apurímac 
30 casos 








Analizada Fue reconocida de manera 
efectiva y el 93% tiene 
consistencia y solo el 7% 
por problemas de 
iluminación no se lograron 
reconocer. 
x  
8 "Sistema de reconocimiento facial 
para el control de la trata de personas 
en Perú" 








Aplicada Como resultado se obtuvo 
un reconocimiento 
favorable de una persona 
identificada. 
x  













El 94.56 % de las imágenes 
propuestas respondieron de 
manera eficaz y el 92 % 
detectó que el sistema es 
robusto. 
x  
10 "Diseño del sistema de control de 
asistencia del personal en la agencia 
mercado de la Caja Huancayo 
aplicando tarjetas de proximidad de 
tecnología RFID" 







descriptiva Los resultados fueron en 





















Anexo 8:Evaluación de expertos Metodología 
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 Anexo 9:Tabla de Evaluación de Expertos Indicadores 













































Anexo 11:Ficha Tiempo promedio de retraso: 
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El alcance para este proyecto será detallado por sus requerimientos funcionales del sistema 
con sus respectivos diagramas, así mismo tiene como objetivo implementar un sistema de 
reconocimiento facial para el control de asistencia a los laboratorios de estudiantes de la FIIS- 
UNAC. Este sistema de reconocimiento facial logra mostrar reportes por cada módulo de 
cada indicador que se ha implementado. 
Perspectiva del producto 
El sistema de reconocimiento facial, será diseñado para que opere sobre un interactivo, lo 
que permitirá un acceso de un programa instalado en el dispositivo con opción a tener una 
cámara para el procedimiento de reconocer los rostros. 
Modelamiento de negocios 
El modelo de negocio está compuesto por los siguientes productos de trabajo: Modelado de 
Casos de Uso del Negocio Para el modelado del proceso control de ingreso en la Universidad 
Nacional del Callao. Como muestra la Figura 16, el siguiente diagrama de casos de uso del 
negocio. 
Figura 15:Diagrama de casos de uso de negocio 
 





















Especificación de casos de uso del Negocio (CUN) 
En la Tabla 20, se muestra las especificaciones de los casos de uso del negocio, en este caso 
es el llenado de ficha de asistencia. 
CUN1: Llenado de ficha de asistencia 
Tabla 20: 
 Especificación de Caso de Uso del Negocio: Llenado de Ficha de Asistencia 
Casos de uso: Llenado de ficha de asistencia 
Actores: Alumno 
Tipo: Flujo básico 
Propósito: Tener reporte diario de asistencia de dicho curso del laboratorio 
Resumen: Es el proceso donde llenan los datos los alumnos para controlar 
su asistencia al laboratorio además de validar sus datos y 
autenticidad 
Pre – condicionales: Estar matriculado al curso 
Flujo Principal: 1. El estudiante recibe la ficha 
2. El estudiante ingresa sus datos personales (nombres, apellidos, 
ciclo, DNI, firma) 
3. El estudiante revisa los datos ingresados y finaliza el proceso 
Excepciones: 1. El estudiante no está matriculada en el curso 
2. El estudiante no ingresa bien sus datos 
3. El estudiante llena incompleto sus datos 
4. El estudiante llena los datos de otro alumno que no asistió al 
curso 




En la Tabla 21, se muestra las especificaciones de los casos de uso del negocio, en este caso 
es la Validación de la ficha. 
CUN2: Validación de ficha 
Tabla 21:  
Especificación de Caso de Uso del Negocio: Validación de Ficha ....................................  
Casos de uso: Validación de ficha 
Actores: Asistente administrativo 
Tipo: Flujo básico 
Propósito: Verificar la información ingresada en la ficha y archivarla 
Resumen: Es el proceso donde se validan los datos ingresados por los 
estudiantes, sus datos personales, los datos del docente y aula 
Pre – condicionales: Haber llenado la ficha de asistencia 
Fujo Principal: 1. El docente procede a llevar la ficha al encargado del laboratorio 
2. El encargado lo deriva al asistente administrativo 
3. El asistente administrativo procede a verificar la ficha 
4. El asistente administrativo lo archiva en un file 
Excepciones: 1. El estudiante no ingresa bien sus datos 
2. El estudiante llena incompleto sus datos 
3. El docente no lleva la ficha al encargado 
4. Se pierde la ficha de asistencia 






CUN3: Impresión de ficha de asistencia 
En la Tabla 22, se muestra las especificaciones de los casos de uso del negocio, en este caso 
es la impresión de la ficha de asistencia. 
Tabla 22: 
Impresión de ficha de asistencia 
Casos de uso: Impresión de ficha de asistencia 
Actores: Encargado de laboratorio 
Tipo: Flujo básico 
Propósito: Disponer de la ficha para poder registrar las asistencias de los 
alumnos 
Resumen: Es el proceso donde se realiza la impresión de la ficha de 
asistencia para poder habilitar un laboratorio y llevar el control de 
asistencia a la infraestructura 
Pre – condicionales: No hay 
Flujo Principal: 1. El encargado de laboratorio se dirige a imprimir la ficha de 
asistencia en una impresora 
2. El encargado se dispone a verificar los datos impresos 
3. El encargado entrega la ficha al docente 
Excepciones: 1. El encargado de laboratorio no dispone de hoja para imprimir 
la ficha 







CUN4: Impresión de ficha de asistencia 
En la Tabla 23, se muestra las especificaciones de los casos de uso del negocio, en este caso 
es la apertura de un laboratorio. 
 
Tabla 23: Apertura de un laboratorio 
Casos de uso: Apertura de un laboratorio 
Actores: Encargado de laboratorio 
Tipo: Flujo básico 
Propósito: Disponer de un laboratorio para realizar la clase 
Resumen: Es el proceso donde se apertura un laboratorio 
Precondiciones: Que esté programado una clase 
Pre – condicionales: Que esté programado una clase 
Fujo Principal: 1. El encargado de laboratorio se acerca al docente 
2. El encargado habilita una ficha de asistencia 
3. El encargado de laboratorio apertura el laboratorio 










Especificación de actores:  
En la Tabla 24, se muestra las especificaciones de los actores de los casos de uso, los 
cuales serían el alumno, docente, asistente administrativo y encargado de laboratorio- 
Tabla 24: 
Especificación de Actores de Casos de Uso del Negocio 
Actor: Alumno 
Caso de Uso: Llenado de ficha de asistencia 
Tipo: Actor del negocio 
Descripción: El actor alumno es el que asiste a las clases 
impartidas por el docente de turno, es el que 
registra manualmente la asistencia del 
mismo. 
Fuente: Elaboración Propia. 
 
Actor: Docente 
Caso de Uso: Llenado de ficha de asistencia 
Tipo: Trabajador del negocio 
Descripción: El actor docente es el que imparte clases en 
diferentes turnos a los alumnos de las 
carreras de Ingeniería Industrial y Sistemas, 
es el que se encarga de velar por el 
cumplimiento del llenado de la hoja de 
asistencia 




Actor: Asistente administrativo 
Caso de Uso: Validación de ficha 
Tipo: Trabajador del negocio 
Descripción: El actor asistente administrativo recibe las 
fichas de asistencia de los laboratorios y los 
archiva para que posteriormente realice un 
reporte de las asistencias y demás 
subprocesos que requieran esta información 
 Fuente: Elaboración Propia. 
 
Actor: Encargado de Laboratorio 
Caso de Uso: Llenado de ficha de asistencia 
Tipo: Trabajador del negocio 
Descripción: El actor encargado de laboratorio es el que 
se encarga de brindar el acceso pertinente de 
los laboratorios de cómputo, y además es el 
que entrega la ficha de acceso a la 
infraestructura y además es el que se encarga 
de velar por el cumplimiento de entrega de 
la ficha al docente y posteriormente al área 
administrativa 







Requerimientos Funcionales del sistema 
En la Tabla 25, se muestra los requerimientos funcionales del sistema 
Tabla 25:  
Requerimientos Funcionales del Sistema 
N° Requerimiento Prioridad 
1 El sistema debe de registrar al alumno (fotos, código, nombre, horario, 
laboratorio) 
Media 
2 El sistema debe permitir a los usuarios identificarse para registrar su 
asistencia mediante el reconocimiento facial. 
Alta 
3 El sistema debe de permitirá generar los reportes en Excel de las 
asistencias diarias para posteriormente ser validados y legalizados 
Baja 
4 El sistema debe permitir al administrador ingresar a los módulos Media 
5 El sistema debe permitir mostrar los reporte de los indicadores con 
gráficos de cada uno. 
Media 
6 El sistema debe permitir actualizar los datos de los estudiantes. Media 
7 El sistema debe permitir generar reportes en pdf de todos los 
indicadores antes descritos. 
Media 





Requerimientos no funcionales del Sistema 
En la Tabla 26, se muestra los requerimientos no funcionales del sistema. 
Tabla 26: 
Requerimientos no funcionales del Sistema 
N° Requerimiento Prioridad 
1 El sistema debe tener un validador que al tercer intento bloquee el 
acceso. 
Media 
2 El sistema debe tener un logo de la FIIS de la Universidad del Callao Baja 
3 El sistema debe ser ejecutable en diferentes plataformas. Baja 
4 El sistema solo necesitará una computadora y un aparato biométrico de 
modelo UFace800 para ser ejecutado. 
Baja 
Fuente: Elaboración Propia. 
Relación entre los casos de uso y los requerimientos 
En la Tabla 27, la relación que existe entre los casos de uso y los requerimientos funcionales 
del sistema. 
Tabla 27: 
Relación entre los casos de uso y los requerimientos 
Código Casos de uso del sistema Requerimiento Funcional 
CUS1 Registro de alumno R1 
CUS2 Registro de asistencia R2 
CUS3 Generado de reporte R3 
CUS4 Ingresar a módulos R4 
CUS5 Actualizar programación R5 
CUS6 Eliminar estudiante R6 




Actores del sistema 
En la Tabla 28, se muestra la descripción de los actores que interactúan con el sistema. 
Tabla 28: 
Actores del Sistema 
CÓDIGO NOMBRE DESCRIPCIÓN REPRESENTACIÓ
N 
AS01 Estudiante Actor que va a tener los 
privilegios de registrar 
asistencia, a su vez será el 
que registrará sus datos 
para poder tener su 
información en el sistema 
 
AS02 Administrador Actor que será el 
encargado de registrar, 
actualizar, eliminar y 
consultar los datos que se 
ingresó al sistema y 
generar reportes. 
 
Fuente: Elaboración Propia 



























Especificaciones de los casos de uso del sistema 
En la Tabla 29, se muestra las especificaciones de los casos de uso del sistema. 
Tabla 29: 
Especificaciones de los casos de uso del sistema 
CÓDIGO NOMBRE 
CUS1 Registro de alumno 
CUS2 Registro de asistencia 
CUS3 Generado de reporte 
CUS4 Ingresar a módulos 
CUS5 Actualizar programación 
CUS6 Eliminar estudiante 














Diagrama de casos de uso del sistema 
En la Figura 18, se muestra los casos del uso del sistema, los cuales son 6 que interactúan 
con el sistema, podemos ver que el alumno interactúa con el registro de alumno y asistencia 
de acuerdo a la clase, el administrador interactúa con el registro de alumno, generar reportes 
e ingresar a los módulos correspondientes para acceder al sistema. Al momento de ingresar 
a los módulos se actualiza programación, se puede eliminar al estudiante ya registrado. 






















Especificación de los casos de uso del sistema: 
Como se muestra a continuación en la Tabla 30, se realizó la tabla de Especificaciones del 
caso de uso de registro de alumno: 
Especificación Caso De Uso De Sistema: Registrar Alumno 
Tabla 30: 
Especificación de Caso de Uso del Sistema: Registro Alumno 
MODELO Sistema CÓDIGO CUS1 
Caso de Uso: Registro de alumno 
Actores: Estudiante, Administrador 
Breve Descripción: El estudiante recurrirá a un formulario para poder registrar 
sus datos personales 
Flujo de Eventos: Estudiante Administrador 
Flujo básico: 
2. El estudiante ingresa sus 
datos (dni, nombre, 
apellido, fecha de 
nacimiento, carrera, lugar 
donde reside, ciclo) 
3. El estudiante le da la 
opción a capturar imagen 
4. El estudiante espera en un 
lapso de 3 segundos 
5. El estudiante le da a 
guardar información. 
6. El sistema guarda 
satisfactoriamente 
Flujo Alternativo: 
1. El administrador entra 
con su cuenta a la interfaz 
para ingresar un estudiante. 
7. El administrador verifica 





Para ingresar debe de estar el administrador para poder 
ingresar a la interfaz de guardado 
Pre Condiciones: Haber ingresado con la cuenta administrador  
Post Condiciones: Ninguna 
Punto de Extensión: Ninguna 
Fuente: Elaboración Propia 
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Especificación CUS2: Registro de asistencia 
Como se muestra en la Tabla 31, se realizó la tabla de Especificaciones del caso de uso de 
registro de asistencia: 
Tabla 31: 
Especificación de Caso de Uso del Sistema: Registro de Asistencia 
MODELO Sistema CÓDIGO CUS2 
Caso de Uso: Registro de asistencia 
Actores: Estudiante 
Breve Descripción: El estudiante ingresara a una ventana donde el sistema haga 
un reconocimiento facial para registrar su asistencia al 
laboratorio 
Flujo de Eventos: Estudiante 
 Flujo Básico: 
● El estudiante ingresa a la opción de registrar 
asistencia 
● El estudiante se espera unos segundos 
Flujo Alternativo: 
● El estudiante ingresa a la opción de registrar 
asistencia 
● El sistema no pudo reconocerlo 
● El estudiante informa al administrador o a cargo del 
laboratorio o docente 
Requerimientos Especiales: Ninguna 
Pre Condiciones: Estar registrado en el sistema de reconocimiento facial 
Post Condiciones: Ninguna 
Punto de Extensión: Ninguna 






Especificación CUS3: Generado de reporte 
Como se muestra en la Tabla 32, se realizó la tabla de Especificaciones del caso de uso de 
Generar reportes: 
Tabla 32: 
Especificación de Caso de Uso del Sistema: Generar Reporte 
MODELO Sistema CÓDIGO CUS3 
Caso de Uso: Generado de reporte 
Actores: Administrador 
Breve Descripción: El sistema realiza un reporte en excel de las asistencias del 
día, mes por laboratorios y código de curso 
Flujo de Eventos: Administrador 
Flujo Básico: 
● El administrador ingresa al sistema mediante su 
usuario 
● El administrador ingresa a “Generar reporte de 
asistencias” 
● El administrador ingresa segun por laboratorios, 
cursos, mes y/o día. 
● El da clic en “Generar” 
● El sistema muestra el reporte en Excel 
Flujo Alternativo: 
● El administrador ingresa al sistema de 
reconocimiento facial. 
● El administrador observa los reportes generados por 
el día en los laboratorios. 
Requerimientos Especiales: Ninguna 
Pre Condiciones: Haber ingresado con el usuario administrado 
Post Condiciones: Ninguna 
Punto de Extensión: Ninguna 




Especificación CUS3: Ingresar a módulos 
Como se muestra en la Tabla 33, se realizó la tabla de Especificaciones del caso de uso de 
Ingresar a los módulos del sistema. 
Tabla 33: 
Especificación de Caso de Uso del Sistema: Ingresar a Módulos 
MODELO Sistema CÓDIGO CUS4 
Caso de Uso: Ingresar a módulos 
Actores: Administrador 
Breve Descripción: El administrador podrá acceder a las opciones mediante 
una interfaz de logueo  
Flujo de Eventos: Flujo Básico: 
● El administrador hace doble clic al aplicativo 
● El administrador ingresa su usuario y contraseña 
emitida por el personal de desarrollo o encargado del 
área,     Flujo Alternativo: 
● El administrador se dirige a la pestaña de 
indicadores. 
● El administrador ingresa al sistema de 
reconocimiento se dirige al submenú “reportes”. 
Requerimientos Especiales: Tener una cuenta cuyo permiso sea el administrador 
Pre Condiciones: Tener cuenta o estar registrado (información controlada 
exclusivamente por el encargado del área) 
Post Condiciones: Ninguna 
Punto de Extensión: Ninguna 
Fuente: Elaboración Propia 
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Especificación Caso de uso de sistema: Actualizar Programación 
Como se muestra en la Tabla 34, se realizó la tabla de Especificaciones del caso de uso de 
Actualizar la programación: 
Tabla 34: 
Especificación de Caso de Uso del Sistema: Actualizar programación 
MODELO Sistema CÓDIGO CUS5 
Caso de Uso: Actualizar programación 
Actores: Administrador 
Breve Descripción: El administrador puede actualizar la programación que 
está registrada 
Flujo de Eventos: Administrador: 
Flujo Básico 
● El administrador ingresa al sistema y le da a la 
opción de “Actualizar programación” 
● El administrador accede al formulario donde 
puede modificar “Aulas, Horario, código del curso” 
● Luego de realizar los cambios, le da clic en 
“Guardar cambios” 
● El sistema muestra un mensaje de “Cambios 
realizado satisfactoriamente” 
Flujo Alternativo 
● El administrador cambia los horarios 
● El sistema emite un mensaje “Problemas con el 
horario: coincidencia de horario” 
● El administrador debe cambiar los horarios para 
que no coincidan 
Requerimientos Especiales: Ninguna 
Pre Condiciones: Haber accedido al sistema con el usuario administrador 
Post Condiciones: Ninguno 
Punto de Extensión: Ninguno 
Fuente: Elaboración Propia 
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Especificación Caso de Uso De Sistema:  Eliminar estudiante 
Como se muestra en la Tabla 35, se realizó la tabla de Especificaciones del caso de uso de 
eliminar al estudiante ya registrado. 
Tabla 35: 
Especificación de Caso de Uso del Sistema: Eliminar estudiante 
MODELO Sistema CÓDIGO CUS6 
Caso de Uso: Eliminar estudiante 
Actores: Administrador 
Breve Descripción: El administrador puede eliminar a los estudiantes si estos 
han deshabilitado su curso, cambio de curso o alguna 
novedad que le impida volver a la institución 
Flujo de Eventos: Flujo Básico: 
● El administrador ingresa al sistema 
● El administrador realiza la búsqueda del 
estudiante mediante su DNI. 
● Localiza al estudiante y procede a darle clic a la 
opción “Eliminar estudiante” 
● Luego el sistema emite un mensaje “Eliminado 
satisfactoriamente” 
Flujo Alternativo 
● El administrador ingresa al sistema de 
reconocimiento facial. 
● El administrador usa el biométrico y busca al 
estudiante mediante su nombre. 
● El administrador borra al estudiante mediante el 
biométrico de reconocimiento facial. 
Requerimientos Especiales: Ninguna 
Pre Condiciones: Haber ingresado con el usuario administrador 
Post Condiciones: Ninguna 
Punto de Extensión: Ninguna 
Fuente: Elaboración Propia 
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Especificación de los casos de uso de sistemas (general) 
Como se muestra en la Tabla 36, se realizó la tabla de Especificaciones de los casos de uso 
del sistema de manera general. 
Tabla 36: 
Especificación de los casos de uso de sistemas (general) 
CASO DE USO ESPECIFICACIÓN 
 
El estudiante recurrirá a un formulario para 
poder registrar sus datos personales 
 
El estudiante ingresara a una ventana donde 
el sistema haga un reconocimiento facial para 
registrar su asistencia al laboratorio 
 
El sistema realiza un reporte en Excel de las 
asistencias del día, mes por laboratorios y 
código de curso 
 
El administrador podrá acceder a las 
opciones mediante una interfaz de logueo  
 
El administrador puede actualizar la 
programación que está registrada 
 
El administrador puede eliminar a los 
estudiantes si estos han deshabilitado su 
curso, cambio de curso o alguna novedad que 
le impida volver a la institución 
Fuente: Elaboración Propia 
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Realización de los casos de uso de sistema 
• En la realización del CUS (Caso de Uso del Sistema) 1: Esta tiene la intensión de 
registrar nuevos alumnos al sistema ya que el sistema debe de permitir controlar estos 
registros para que el sistema lo mantenga, así la información sea íntegra y manejable 
para diferentes gestiones, como principal responsable es el administrador del sistema 
y el personal. Se grafica como se muestra en la Figura 19: 
 
Figura 18:Realización del Caso de Uso del Sistema: Registro Alumno 
 
• En la realización del CUS (Caso de Uso del Sistema) 2: Esta realización tiene como 
motivo registrar las asistencias de los alumnos que ingresan a los laboratorios, como 
principal responsable es el administrador, sin embargo, el que interactúa con el 
sistema son los alumnos. Se grafica como se muestra en la Figura 20. 
Figura 19: Realización del Caso de Uso del Sistema: Registro 
Asistencia 
 
• En la realización del CUS (Caso de Uso del Sistema 3): En este caso de uso 
comprende el proceso de generar un reporte donde contemplará los datos de 
asistencia por mes, esta será derivada al área administrativa, como principal 










































Figura 20: Realización del Caso de Uso del Sistema: Generado de 
Reporte. 
• En la realización del CUS (Caso de Uso del Sistema 4): Contempla todo el proceso 
de ingresar al módulo, el módulo contiene todas las opciones internas proporcionadas 
al administrador para su mantenimiento de los datos, visualizaciones de reportes, 
cambios, agregaciones, etc. Como principal responsable de este proceso es el 
administrador. Se grafica como se muestra en la Figura 22. 
 
Figura 21: Realización del Caso de Uso del Sistema: Ingresar a módulos 
 
• En la realización del CUS (Caso de Uso del Sistema) 5. Actualizar programación 
tiene los procesos necesarios para modificar o cambiar las programaciones por 
exigencias solicitadas de administración, para ello se debe implementar normas o 
































































• En la realización del CUS (Caso de Uso del Sistema) 6: Para el proceso de eliminar 
estudiante debemos tomar en cuenta que cada estudiante puede dejar de asistir a las 
sesiones impartidas, por ende, se solicita una eliminación de sus registros, otro 
motivo es por faltan de datos o alguna anomalía presentada a la hora de la matrícula. 
Como principal responsable del proceso se encuentra el administrador del área. Se 
grafica como se muestra en la Figura 24. 
 
Figura 23: Realización del Caso de Uso del Sistema: Registro Alumno 
 
Diagrama de clases 
El diagrama de clases del sistema de reconocimiento facial está  
conformado por las funciones, procesos y atributos (Tipo de atributos) que tendrá el 
aplicativo para su correcto funcionamiento. 
• Clase FACULTAD tiene como atributos el ID que viene a ser el identificador de las 
facultades y NOMBRE que viene a ser sus nombres, además de tener establecidos 
sus funciones como registrar facultad, buscar la facultad y modificar los datos de la 
facultad. 
• Clase VECTOR FACIAL tiene como atributos ID que viene a ser el identificador de 
los vectores faciales que el programa capturará, el IDALUMNO que viene a ser el 
número de identificación que cada alumno tiene para tener captura de su información 
y por ultimo CAPTURAS que almacena las imágenes que el sistema guardará para 
su correspondiente validación, a la vez tiene funciones como registrar nuevo vector 
facial, reemplazar la misma, eliminar el conjunto de fotos, buscar la imagen para 





















• Clase ALUMNO tiene como atributos: ID que viene a ser el identificador del alumno, 
su DNI que viene a ser su documento de identidad, su NOMBRE primer y segundo, 
APELLIDO paterno y materno, FACULTAD en la que el alumno pertenece, CICLO 
que el alumno esta cursando, FECHA DE NACIMIENTO este dato tiene como 
finalidad tener un control sobre los alumnos, PROGRAMACION en la que los 
alumnos están registrados para asistir a sus clases en los laboratorios, a su vez tiene 
las clases de registrar alumno, buscar, modificar, eliminar 
• Clase ASISTENCIA tiene como atributos: ID de la asistencia, ALUMNO para 
identificar que alumno marco asistencia, PROGRAMACIÓN para tener un 
consolidado de asistencia por cada programación ASISTENCIA viene a ser si el 
alumno efectivamente asistió o no y finalmente como proceso tiene registrar 
asistencia. 
•  Clase PROGRAMACIÓN tiene como atributos: ID que es la identificación de la 
programación, CURSO es el nombre del curso que esta en programación, HORARIO 
de la programación, DOCENTE que dictará dicha sesión, LABORATORIO en que 
se dictará la clase, a su vez esta tiene como funciones registrar, modificar, eliminar, 
buscar, ajustar programación y evaluar horario 
• Clase CURSO tienen como atributos: ID es la clave del curso, NOMBRE es como 
se llama la materia, y posee funciones básicas como registrar, modificar, buscar. 
• Clase LABORATORIO tiene como atributos: ID es la clave de los laboratorios, 
LABORATORIOS es el nombre de cada laboratorio y posee también funciones 
básicas como registrar, modificar, eliminar, estado de cada laboratorio si esta en 
condiciones o no. 
• Clase DOCENTE tiene como atributos: ID que es la clave de cada docente, DNI es 
su documento de identidad, NOMBRE tanto primer nombre y segundo, APELLIDO 
paterno y materno y poseo las siguientes funciones registrar, modificar, eliminar, 
buscar. 
• Clase HORARIO tiene como atributos: ID es la clave de los horarios, TURNO en 
que contempla cada horario y la HORA en que se dictaran. 
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En la figura 25 se ve la representación del diagrama de clases del sistema: 



























Diagrama de secuencias de los casos de uso de sistema 
El diagrama de secuencia de los casos de uso del sistema de reconocimiento facial tiene 
como finalidad atender a las exigencias conforme a la interacción entre objetos de cada 
actividad o caso de uso. 
• DIAGRAMA DE SECUENCIAS DEL CUS 1: Tiene como finalidad la interacción 
de los objetos Estudiante, Interfaz Registro alumno, el controlador verificar datos, la 
clase alumno y la base de datos, donde el estudiante ingresa sus datos personales a 
esta interfaz y esta última mandara activara un comando proporcionado por el 
controlador verificar datos donde verificará los campos ingresados si están vacíos o 
mal llenados, resaltando que este tiene como límite tres intentos para registrarse, por 
otra parte al momento de haber cumplido exitosamente dicho proceso esta se 
mandara a la clase alumno donde capturará todos los datos y se mandara una consulta 
a la base para su ingreso, esta procesará la consulta y devolverá un mensaje de 
confirmación en cada interacción previamente mencionada. En la figura 26 se 
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muestra el diagrama de secuencia del caso de uso del sistema, Caso De Uso De 
Sistema: Registrar Alumno. 
Figura 25:Diagrama de secuencias de los casos de uso de sistema: Registrar 
Alumno 
• DIAGRAMA DE SECUENCIA DEL CASO DE USO DE SISTEMA: REGISTRAR 
ASISTENCIA:  Tiene como finalidad visualizar la interacción entre objetos para el 
proceso de registrar la asistencia, esta asistencia empieza con el actor estudiante 
donde interactúa con la interfaz registro de asistencia, esta mandara la acción al 
controlador verificar reconocimiento facial el cual mediante un algoritmo de 
reconocimiento realizará la búsqueda en la clase vector facial, luego captura los datos 
y mandara directo a la base de datos, esta base una vez encuentre la información del 
estudiante procederá a capturar los datos del estudiante a la clase asistencia y esta 





















correspondiente. En la figura 27 se muestra el diagrama de secuencia del caso de uso 
del sistema, CUS2. 
Figura 26:Diagrama de secuencias de los casos de uso de sistema: Registrar Asistencia 
• DIAGRAMA DE SENCUENCIAS DEL CASO DE USO DE SISTEMA: 
GENERAR REPORTE: Tiene como finalidad mostrar la interacción entre objetos 
del proceso de generar reporte, donde el actor principal que es el administrador 
ingresa al logueo con su usuario previamente fijado, este sistema de ingreso tiene un 
controlador que valida los datos ingresados evaluándolos, después de ello muestra 
una interfaz de generar reporte donde el administrador ingresa los datos que desea 
que se impriman, posteriormente la tabla asistencia realiza un conjunto de acción 
para poder realizar la impresión de los datos en Excel. En la figura 28 se muestra el 





















Figura 27:Diagrama de secuencias de los casos de uso de sistema: Generar Reporte 
• DIAGRAMA DE SECUENCIAS DEL CASO DE USO DE SISTEMA: INGRESAR 
A MÓDULOS: Tiene como finalidad modelar la interacción de objetos teniendo 
como actor principal el administrador donde ingresa al módulo de las opciones 
previamente debe entrar a un sistema de ingreso, este debe ingresar su usuario y clave 
previamente proporcionado por el área, este ingreso verifica mediante un controlador 
verificar datos para validar los intentos y campos ingresados, y devuelve la orden a 
la base de datos que carga las opciones de conexión validada a la interfaz modulo. 
En la figura 29 se muestra el diagrama de secuencia del caso de uso del sistema, Caso 





















Figura 28:Diagrama de secuencias de los casos de uso de sistema: Ingresar a 
Módulos. 
• DIAGRAMA DE SECUENCIAS DEL CASO DE USO DE SISTEMA: 
ACTUALIZAR PROGRAMACIÓN: Tiene como finalidad modelar la interacción 
de los objetos del proceso de mostrar programación donde el actor principal es el 
administrador que ingresa al módulo previamente validado, este manda un menú 
donde el administrador decide ingresar a la opción programación e ingresa una 
opción para filtrar, por ello el controlador verificar datos seleccionados e ingresados 
por ello aplica la función buscar de la clase programación y esta captura los datos y 
los manda a la base de datos, esta ejecuta la consulta solicitada y muestra un mensaje 
de confirmación y a la vez un arreglo de datos con los datos en consulta y la interfaz 
permite cargar estos datos. En la figura 30 se muestra el diagrama de secuencia del 






















Figura 29:Diagrama de secuencias de los casos de uso de sistema: Actualizar 
Programación 
• DIAGRAMA DE SECUENCIA DEL CASO DE USO DE SISTEMA: ELIMINAR 
ESTUDIANTE: Tiene como finalidad modelar la interacción de los objetos del 
proceso de eliminar estudiante, teniendo como actor principal el administrador, este 
ingresa al módulo que es verificado por el controlador verificar datos, luego es 
enviado a la interfaz eliminar estudiante donde el administrador realiza la búsqueda 
por medio del formulario, este último interactúa con la base de datos y devuelve un 
arreglo donde permite eliminar dicho curso. En la figura 31 se muestra el diagrama 

















































DIAGRAMA DE ACTIVIDADES 
ACT01 DIAGRAMA DE ACTIVIDADES DEL CASO DE USO REGISTRAR ALUMNO: 
Es el proceso desde que inicia la ejecución de la actividad entra en diferentes estados con el 
fin de obtener una respuesta del sistema, en este caso registrar un alumno. En la Figura 32 
se muestra gráficamente el diagrama de actividades del caso de uso del registro del alumno. 
 
Figura 31:Diagrama de Actividades del Caso de Uso Registrar Alumno 
Procede a registrar sus 
datos
Revisar los datos









Preparando la camara para 
la toma de fotos
Verificacion de 
los campos























ACT02 DIAGRAMA DE ACTIVIDADES DEL CASO DE USO REGISTRAR 
ASISTENCIA: Es el proceso desde que inicia la ejecución de la actividad entra en diferentes 
estados con el fin de obtener una respuesta del sistema, en este caso registrar asistencia, para 
poder realizar dicha ejecución se debe pasar diferentes condicionales como el límite de 
intentos y/o si encontró el usuario para su permiso correspondiente. En la Figura 33 se 
muestra gráficamente el diagrama de actividades del caso de uso de registrar asistencia. 
Figura 32:Diagrama de Actividades del Caso De Uso Registrar Asistencia 
Inicio




¿Llegaste a los 3 intentos?
No


































ACT03 DIAGRAMA DE ACTIVIDADES DEL CASO DE USO GENERADO DE 
REPORTE: Es el proceso desde que inicia la ejecución de la actividad entra en diferentes 
estados con el fin de obtener una respuesta del sistema, en este caso generar un reporte. En 
la Figura 34 se muestra gráficamente el diagrama de actividades del caso de uso de generar 
el reporte. 



































ACT04 DIAGRAMA DE ACTIVIDADES DEL CASO DE USO INGRESAR AL 
MODULO: Es el proceso desde que inicia la ejecución de la actividad entra en diferentes 
estados con el fin de obtener una respuesta del sistema, en este caso ingresar al módulo. En 
la Figura 35 se muestra gráficamente el diagrama de actividades del caso de uso de ingresar 
a los módulos del sistema. 






































ACT05 DIAGRAMA DE ACTIVIDADES DEL CASO DE USO ACTUALIZAR 
PROGRAMACIÓN: Es el proceso desde que inicia la ejecución de la actividad entra en 
diferentes estados con el fin de obtener una respuesta del sistema, en este caso actualizar 
programación. En la Figura 36 se muestra gráficamente el diagrama de actividades del caso 
de uso de Actualizar programación. 


















DE NO ENCONTRADO NO



























ACT06 DIAGRAMA DE ACTIVIDADES DEL CASO DE USO ELIMINAR 
ESTUDIANTE: Es el proceso desde que inicia la ejecución de la actividad entra en 
diferentes estados con el fin de obtener una respuesta del sistema, en este caso eliminar 
estudiante. En la Figura 37 se muestra gráficamente el diagrama de actividades del caso de 
uso de eliminar estudiante. 
Figura 36: Diagrama de Actividades del Caso de Uso Eliminar Estudiante 
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INGRESA AL MODULO 
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Diagrama de clase de análisis de los casos de uso de sistemas 
DIAGRAMA DE CLASE ANÁLISIS CUS 1: Este diagrama comprende las actividades 
realizadas por el diagrama de actividades, describe el comportamiento del proceso de 
registrar alumno. En la Figura 38 se muestra gráficamente el diagrama de clases de análisis 
del Caso de Uso del Sistema 1. 
 























DIAGRAMA DE CLASE ANÁLISIS CASO DE USO DE SISTEMA: REGISTRAR 
ASISTENCIA: Este diagrama comprende las actividades realizadas por el diagrama de 
actividades, describe el comportamiento del proceso de marcar asistencia. En la Figura 39 
se muestra gráficamente el diagrama de clases de análisis del Caso de Uso del Sistema 2. 
 
























DIAGRAMA DE CLASE ANÁLISIS CASO DE USO DE SISTEMA: GENERAR 
REPORTE: Este diagrama comprende las actividades realizadas por el diagrama de 
actividades, describe el comportamiento del proceso de generar reporte. En la Figura 40 se 
muestra gráficamente el diagrama de clases de análisis del Caso de Uso del Sistema 3. 
 






















DIAGRAMA DE CLASE ANÁLISIS CASO DE USO DE SISTEMA: INGRESAR A 
MÓDULOS: Este diagrama comprende las actividades realizadas por el diagrama de 
actividades, describe el comportamiento del proceso de registrar alumno. En la Figura 41 se 
muestra gráficamente el diagrama de clases de análisis del Caso de Uso del Sistema 4. 
























DIAGRAMA DE CLASE ANÁLISIS CASO DE USO DE SISTEMA: ACTUALIZAR 
PROGRAMACIÓN: Este diagrama comprende las actividades realizadas por el diagrama 
de actividades, describe el comportamiento del proceso de actualizar programación. En la 
Figura 42 se muestra gráficamente el diagrama de clases de análisis del Caso de Uso del 
Sistema 5. 























DIAGRAMA DE CLASE ANÁLISIS CASO DE USO DE SISTEMA: ELIMINAR 
ESTUDIANTE: Este diagrama comprende las actividades realizadas por el diagrama de 
actividades, describe el comportamiento del proceso de eliminar estudiante. En la Figura 43 
se muestra gráficamente el diagrama de clases de análisis del Caso de Uso del Sistema 6. 
 






















Controladores de los casos de uso de sistemas 
Los controladores de los casos de uso de sistemas de reconocimiento facial son 3, verificar 
los datos (verifica los datos de las interfaces), verificar datos de ingreso (verifica los datos 
de cuenta o usuario) y verificar reconocimiento facial (verifica los datos de los parámetros 
faciales bajo un algoritmo). Como se muestra en la Figura 43 los controladores de los casos 







Figura 43:Controladores de los casos de uso de sistemas 
Entidad de los casos de uso de sistemas 
La entidad que interactúa con el sistema es la misma base de datos cuyo fin tiene es 
almacenar y mandar respuesta a cada operación lógica que se realice. Como se muestra 















































Interfaces de los casos de uso de sistemas 
Tenemos un conjunto de interfaces que interactuará con el administrador y estudiante, tener 
en cuenta que se tiene una interfaz por cada caso de uso de sistemas y una adicional para el 
ingreso y validación del usuario. 
 
• IS ACTUALIZAR PROGRAMACIÓN 
• IS ELIMINAR ESTUDIANTE 
• IS GENERAR REPORTE 
• IS LOGUEO 
• IS MODULO 
• IS PROGRAMACIÓN 
• IS REGISTRO DE ALUMNO 
• IS REGISTRO DE ASISTENCIA 
Como se muestra en la Figura 45 las interfaces de los casos de uso del sistema. 
 































DIAGRAMA DE DESPLIEGUE DEL SISTEMA DE RECONOCIMIENTO 
FACIAL 
El diagrama de despliegue es la parte del hardware que se utilizará para la instalación y 
funcionamiento del programa, teniendo en cuenta que es un sistema complejo se necesitarán 
1 switch con 4 puertos RJ45, una PC con SO WINDOWS, una cámara, una base de datos 
que viene a ser el servidor y las librerías necesarias. Como se muestra en la Figura 46 el 
diagrama de despliegue del sistema de reconocimiento Facial. 
 








































Modelo Físico de Base de Datos 
Como se muestra en la Figura 47 el modelo físico y en la Figura 48 el modelo lógico de la 
base de datos del sistema. 
























BASE DE DATOS PRIVILEGIOS DE USUARIOS DEL SISTEMA 
 
En la Figura 48, Se muestra los roles del sistema de acuerdo a los privilegios de la base de 
datos del sistema. 
 
Figura 48:Base de Datos: Privilegios de usuarios del sistema 
 
Para el administrador del aplicativo 
• Usuario: administradorOTIC 
Clave: QV0jrFgPgNlyJJio 
 
Para el que usara ocasionalmente el aplicativo 

























DICCIONARIO DE DATOS 
En la Tabla 37, se especifica el diccionario de datos de todos los atributos, tipos y nombres 
de la base de datos del sistema. 
Alumno 
Tabla 37: 
Diccionario de Datos 
Columna Tipo Nulo Predeterminado Enlaces a Comentarios 

















nombre3 varchar(90) Sí NULL 
 
3 er nombre 
del alumno 



































































Fuente: Elaboración Propia. 
Asistencia 
Columna Tipo Nulo Predeterminado Enlaces 
a 
Comentarios 
idAsistencia (Primaria) int(11) No 
  
Identificación de 
las asistencia en 
base al código. 
fecha date No 
  
Fecha de la 
asistencia. 







Columna Tipo Nulo Predeterminado Comentarios 




asscol int(11) Sí NULL 
 




Columna Tipo Nulo Predeterminado Enlaces a Comentarios 















Columna Tipo Nulo Predeterminado Enlaces 
a 
Comentarios 










turno varchar(10) Sí NULL 
 
Tuno del horario 
de clases. 
hora timestamp Sí current_timestamp() 
 




Columna Tipo Nulo Predeterminado Enlaces 
a 
Comentarios 


















Columna Tipo Nulo Predeterminado Enlaces a Comentarios 





codigo_prog varchar(60) No 
  
Código de la 
programación. 














Columna Tipo Nulo Predeterminado Enlaces 
a 
Comentarios 












































Columna Tipo Nulo Predeterminado Enlaces 
a 
Comentarios 













Columna Tipo Nulo Predeterminado Enlaces 
a 
Comentarios 








captura mediumblob No 
  
Captura de su 
rostro. 





Prototipo del Sistema 
INTERFAZ DE LOGUEO: Esta interfaz tiene como objetivo poner como acceso a solo el 
administrador el que maneja el aplicativo teniendo como los campos usuario y clave. En la 
Figura 50, se encuentra el Login del sistema, donde el usuario entrará al sistema. 
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INTERFAZ REGISTRAR CURSO: Esta interfaz tiene como objetivo dar opciones al 
administrador para registrar los datos de los cursos con sus respectivas funciones. 





































INTERFAZ MÓDULO: Esta interfaz tiene como objetivo dar opciones al administrador 





INTERFAZ REGISTRAR DOCENTE: Esta interfaz tiene como objetivo dar opciones al 















INTERFAZ ALUMNO: Esta interfaz tiene como objetivo dar opciones al administrador 
para ingresar los datos de los alumnos y sus rostros. 
Figura 51:Prototipo: Registrar Curso 



































































Figura 55:Prototipo: Generado de Reportes 
Figura 53:Proto_Registrar Docente 





































INTERFAZ MÓDULO: Esta interfaz tiene como objetivo dar opciones al administrador 




2.9.1  Recursos y presupuestos 
Tabla 38: 
Materiales de oficina 
Código Material Cost. Unitario Cant. Costo parcial 
2 . 3 . 1 5  
2 . 3 . 1 5 . 1 
Millar de 
hojas bond 
S/. 25.00 1 S/. 25.00 
2 . 3 . 1 5 . 1 Lapicero S/. 3.00 2 S/. 6.00 
2 . 3 . 1 5 . 1 2 Copias S/. 0.10 1000 S/. 100.00 
2 . 3 . 1 5 . 1 2 Impresiones S/. 0.30 1000 S/. 300 
2 . 3 . 1 5 . 1 Empastado S/. 20.00 3 S/. 60.00 
2 . 3 . 1 5 . 1 2 Anillado S/. 3.00 8 S/. 24.00 
2 . 3 . 1 5 . 1 2 Folder S/. 0.80 15 S/. 12.00 
Sub Total: S/. 527.00 
Fuente: Elaboración propia. 
 
Tiempo de mano de obra 
Tabla 39: 
Mano de Obra 
Código Descripción Tiempo costo Costo parcial 
2 . 3 . 2 2 . 2 Tiempo de 
análisis y 
diseño 
50 Horas s/.10.00 S/. 500.00 
2 . 3 . 2 2 . 2 3 Tiempo de 
programación 
20 Horas s/.10.00 S/. 200.00 
2 . 3 . 2 2 . 2 3 Tiempo en 
instalación de 
la cámara y 
software 
3 Horas s/.10.00 S/. 30.00 
Sub Total:  S/. 730.00 





Código Recurso Costo Cant. Costo parcial 
2 . 6 . 3 2 . 3 




S/.1200.00 1 S/. 1 200.00 
2 . 6 . 3 2 . 3 2 Laptop 
Core i3 
S/.2 000.00 3 S/. 6 000.00 
Sub Total: S/. 7 200.00 
Fuente: Elaboración propia. 
 
 Recurso Tecnológico: 
Tabla 41: 
Software 
Código Recurso Costo Cant. Costo parcial 
2 . 3 . 2 7 . 4 
2 . 3 . 2 7 . 4 99 
Mysql S/. 0.00 1 S/. 0.00 
2 . 3 . 2 7 . 4 99 IDE PYCHARM 
(PHP) 
S/. 0.00 1 S/. 0.00 
Sub Total: S/. 0.00 
Fuente: Elaboración propia. 
 
Tabla 42: 
Resumen de costos 
Código Costos Costo parcial 
2 . 3 . 1 5  Materiales S/. 527.00 
2 . 3 . 2 2 . 2 Mano de Obra S/. 730.00 
2 . 6 . 3 2 . 3 Hardware S/. 7 200.00 
2 . 3 . 2 7 . 4 Software S/. 0.00 
Total: S/. 8 457.00 







2.9.2  Financiamiento  
Tabla 43: 
Financiamiento 
Código Costos Monto Financiamient
o 
2. Gastos Presupuestario 
  
2.3.2.7.2.5. Estudios e investigaciones S/. 7 600.00 Propio 
2.3.2.7.2.5. Título Académico S/. 5 600.00 Propio 
2 . 3 . 2 2 . 2 Elaboración de programas informáticos S/. 500.00 Propio 
2 . 3 . 2 2 . 2 3 Tiempo de elaboración  S/. 230.00 Propio 
2 .3.2.7.11.6. Servicio de impresiones, 
encuadernación y empastado 
S/. 527.00 Propio 
2.6.3.2.3.1. Equipos computacionales y periféricos  S/. 7 200.00 UNAC/Propio 
2 . 6 . 3 2 . 3 1 Cámaras HD S/. 1 200.00 UNAC 
2 . 6 . 3 2 . 3 2 Laptop Core i3 S/. 6 000.00 Propio 
2.6.6.1.3.2. Software S/. 0.00 UNAC 
2 . 3 . 2 7 . 4 
99 
Mysql  S/. 0.00 UNAC 
2 . 3 . 2 7 . 4 
99 
IDE PYCHARM (PHP) S/. 0.00 UNAC 
    




Código Costos Costo parcial 
2 . 3 . 2 2 . 2 Mano de Obra S/. 500.00 
2 . 6 . 3 2 . 3 Hardware (Camara 4k ) S/. 1 800.00 
2 . 3 . 2 7 . 4 Software(Mejoras en el 
sistema) 
S/. 700.00 
Total:  S/. 3 000.00 





MANUAL DE INGRESO Al SISTEMA DE RECONOCIMIENTO FACIAL(SRF) 
1. Introducción 
El presente manual de usuario presenta y explica al usuario algunas de las opciones 
disponibles en el sistema de reconocimiento facial, Instruyéndolo en su uso y 
manejo adecuado, para así permitirle al usuario conocer en detalle qué actividades 
deberán de realizar. De esta forma el sistema brindara un mejor servicio a sus 
usuarios, generando mayor comodidad y satisfacción. 
   2. Objetivo  
Este documento facilita La operatividad y funcionamiento del Sistema de 
Reconocimiento Facial a los usuarios correspondientes. El Manual ha sido divido 
en tres secciones:  
• Sección 1: Usuario Administrador 
3. Requerimientos del Sistema 
• Requiriere del servicio de internet para poder ser utilizado. 
• Para poder acceder al SISTEMA se deberá contar con un perfil de usuario 
(Administrador). 
• Se requiere tener el sistema biométrico U-face800 





Lee y ejecuta cada uno de los pasos que a continuación se describen y te darás 
Anexo 21:Manual del Sistema 
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cuenta que es muy fácil entrar a tu “SRF”. 
A. Paso 1:  
Ingresa a nuestra a la página Web, para lo cual debes escribir en tu navegador 
Web (Google Chrome, Mozilla Firefox, Opera, Internet Explorer, Safari, 
Maxthon, etc.)  
 
 
 Escribir la siguiente página: http://107.173.254.136/Faces/login.php 
 
B. Paso 2:  
Una vez ya estando en el sistema, debe dar Clic en la Opción “Login” 




C. Paso 3:  
 
Ya estando en la ventana que corresponde ingresamos nuestro usuario (por 
lo general será el correo electrónico personal) y password, verifique si los 




D. Paso 4:  
Para ingresar al Sistema tendrás que digitar tu “usuario” y la “contraseña” 
(Administrador): 
• El “NOMBRE DE USUARIO” será el correo personal registrado por el 
administrador. 
• LA “CONTRASEÑA” estará dada por el mismo código asignado a cada 
estudiante matriculado (DNI). 




















Está representado por el mismo  DNI (podrá 







MANUAL DE USUARIO 
ADMINISTRADOR 
SECCIÓN 1: USUARIO ADMINISTRADOR 
Esta primera sección está orientada para el usuario administrador de la Universidad 
Nacional del Callao 
A. Paso 1:  
Para Para poder autenticarse en el sistema el usuario llenará los campos de 










• Menú Principal 
Al finalizar el proceso de Autentificación administrador mostrará el 





1. Alumno. -Muestra los datos los alumnos 
2. Docente. - Muestra los datos los docentes 
3. Cursos. - Muestra los datos los cursos 
4. Asistencia. - Muestra los datos la asistencia 
5. Reportes. - Muestra diferentes reportes de asistencia y activos  
6. Importar. -sirve para importar los datos al sistema. 
7. Indicadores. – Muestra los datos los indicadores del sistema  
OPCIÓN ALUMNO 
 




• Muestra los datos del alumno como nombre, apellidos, DNI, correo, numero 
celular, número telefónico, y dirección 
            OPCIÓN CURSO 
• Muestra un recuadro para poner el nombre del curso y buscarlo 
OPCIÓN ASISTENCIA 
• Muestra un desglosable con todas las fechas de las asistencias 
registradas 
• Se puede exportar a pdf.  
OPCIÓN IMPORTAR 











• Tenemos 3 opciones para cada una de los indicadores  






• Se muestra un gráfico con el indicador  
• Se muestra un botón para exportar pdf 










• Se muestra un botón para exportar PDF. 








• Se muestra un gráfico con el indicador  















MANUAL DEL NET3.0 










2. Clic en el botón [Siguiente] en la ventana de la Guía de Instalación para entrar a la 













3. Lea la licencia cuidadosamente: Seleccione Acepto el acuerdo, y dé clic en el botón 
[Siguiente] para entrar a la ventana de Configuración de Ruta de Instalación. (Tips: 









4. Clic en el botón, seleccione la ruta de instalación en la ventana que se muestra. Clic 













5. Clic en el botón, seleccione la ruta para crear los accesos directos del programa. 
Clic en el botón [Siguiente] para entrar a la ventana de Confirmación de Instalación: 
 




Doble clic en el acceso directo en el escritorio, o seleccione [Inicio] > [Todos los 




para entrar a la ventana de Inicio de Sesión. 
1. Si inicia sesión en el sistema por primera vez (esto significa que el sistema no tiene 
usuarios), el sistema mostrará la interfaz de registro de administrador. Escriba el Nombre 
de Usuario, Contraseña, Confirmar Contraseña, Email de Usuario si se requiere, y dé 
clic en el botón [Registrar] para registrar. 
 
2. Si ha iniciado sesión previamente en el software, introduzca el Nombre de Usuario 
registrado y la Contraseña correcta. Para más información sobre configuración de 
Nombre de Usuario, Contraseña, y privilegios de Usuario, consulte 4.4 Gestión de 





3. Puede entrar a diferentes interfaces del sistema basado en diferentes privilegios de 
usuario. 
El administrador entrará a la interfaz Tarjeta de Empleados de manera 


























Barra de Menú Principal: 
El sistema proporciona Seis principales menús funcionales. La clasificación 
clara y potentes estructuras funcionales ayudan a gestionar la asistencia del 
personal de su empresa sin problemas. 
Barra de Menú Secundaria: 
Simplifica las funciones y ayuda a realizar operaciones más efectivamente. 
Área de Operación: 
Le permite ver y usar varias funciones. 
Íconos de Acceso Directo: 
Le permite realizar operaciones convenientemente, incluyendo rápido acceso 








Barra de Información: 
Muestra la tarjeta de Empleados, Terminales, Reportes y el Usuario Actual 
 
Menú Principal e Instrucción de Funciones 
La barra de menú del sistema enlista todas las opciones de operación. El usuario puede dar 
clic en diferentes menús para seleccionar diferentes operaciones en la barra. Si el usuario 
da clic en un menú, se mostrará 
el submenú en mosaico. 
Gestión del Sistema: Le permite gestionar la configuración del sistema, incluyendo 
Configuración, Ajustes de Remitente, Privilegio, Usuario, revisar la Bitácora de 
Operaciones y administración de Base de Datos. 
Gestión de Recursos Humanos: Establece la estructura de la Empresa, tipos de 
Empleados, y establece Códigos de Pago para pagos de salario. 
Ajustes de Asistencia: Establece las Reglas de asistencia, Horarios, Turnos, Calendario 
(contiene Horario Temporal); Asignación de Excepciones, es decir, Vacaciones y Salidas 
por Enfermedad. 
Gestión de Terminal: Le permite gestionar los eventos de asistencia del dispositivo, la 
información de empleados y registros en el dispositivo; incluyendo Gestión de 
Dispositivos, ajustes de Zona, Sincronizar Datos, Memoria USB, Código de Trabajo y 
SMS. 
Gestión de Control de Acceso: Establece los parámetros de las cerraduras eléctricas y los 
dispositivos relacionados. Incluyendo configuración de Horario de Acceso, Grupo de 
Acceso, Combinación de Acceso, Privilegios de Acceso, Subir Privilegios y así 
sucesivamente. 
Gestión de Reporte: Le permite procesar y gestionar dos categorías de reportes: 
información de empleado y registro de asistencia. Puede calcular los registros de asistencia 





o exportar los datos de asistencia según lo requiera usando una memoria USB. 
Instrucción de Íconos de Acceso Directo 
1. Inicio 
Si encuentra un problema a la hora de realizar operaciones en el sistema, puede dar clic en el 




Para el método específico de la operación, consulte 3.1.2 Registro. 
3. Acerca de 




Instrucción de la Barra de Información 
1. Tarjeta de Terminal 
Clic en el ícono  , el sistema entrará automáticamente a la interfaz de Tarjeta de Terminal. Se 
mostrará una vista general de la información de los 
 
El sistema mostrará la ventana de Mensajes, el procedimiento de conexión y el estado 






1. Tarjeta de Empleado 
Clic en el ícono , el sistema entrará automáticamente a la interfaz de Tarjeta de 
Empleado. 
 
2. Tarjeta de Reporte 
Clic en el ícono , el sistema entrará automáticamente a la 
interfaz de Tarjeta de Reporte. (Tips: Para el método de revisión 




Menú Principal e Instrucción de Funciones 
La barra de menú del sistema enlista todas las opciones de operación. El usuario puede dar 
clic en diferentes menús para seleccionar diferentes operaciones en la barra. Si el usuario 
da clic en un menú, se mostrará 
el submenú en mosaico. 
Gestión del Sistema: Le permite gestionar la configuración del sistema, incluyendo 
Configuración, Ajustes de Remitente, Privilegio, Usuario, revisar la Bitácora de 
Operaciones y administración de Base de Datos. 
Gestión de Recursos Humanos: Establece la estructura de la Empresa, tipos de 
Empleados, y establece Códigos de Pago para pagos de salario. 
Ajustes de Asistencia: Establece las Reglas de asistencia, Horarios, Turnos, Calendario 
(contiene Horario Temporal); Asignación de Excepciones, es decir, Vacaciones y Salidas 
por Enfermedad. 
Gestión de Terminal: Le permite gestionar los eventos de asistencia del dispositivo, la 
información de empleados y registros en el dispositivo; incluyendo Gestión de 
Dispositivos, ajustes de Zona, Sincronizar Datos, Memoria USB, Código de Trabajo y 
SMS. 
Gestión de Control de Acceso: Establece los parámetros de las cerraduras eléctricas y los 
dispositivos relacionados. Incluyendo configuración de Horario de Acceso, Grupo de 
Acceso, Combinación de Acceso, Privilegios de Acceso, Subir Privilegios y así 
sucesivamente. 
Gestión de Reporte: Le permite procesar y gestionar dos categorías de reportes: información 
de empleado y registro de asistencia. Puede calcular los registros de asistencia especificando 









Gestión del Sistema 
La función de Gestión del Sistema incluye agregar Usuarios del Sistema (tales como 
Gerente de Empresa, Secretaria, Encargado de Estadísticas de Asistencia, entre otros); 
asignando roles según sea requerido. Haciendo Configuración (Sistema), Ajuste de 
Remitente, Bitácora de Operación, Base de Datos, etc. 
Configuración 
Clic en [Sistema] > [Configuración] para entrar a la interfaz de Configuración del 
Sistema: 
 
1. Ajustes Básicos 
Descarga de Eventos 
Borrar eventos de los dispositivos después de la descarga: Si marca ésta opción (  ), 
después de descargar los eventos de asistencia desde la operación de Descarga de 
Eventos, el sistema borrará los eventos en el dispositivo automáticamente. 
Descargar eventos automáticamente al abrir ZKTime.Net: Si marca ésta opción 
(  ), después de iniciar el software, el sistema descargará los eventos 





Descargar eventos cada (Mins): Si marca (  ) y habilita la función Descargar eventos 
automáticamente al abrir ZKTime.Net, si lo requiere puede marcar (  ) y habilitar la 
función de Descargar eventos cada. El tiempo predeterminado es de 5 minutos, se 
puede modificar si es necesario. 
Formato de Fecha y Hora 
Establece el formato de Fecha y Hora del sistema. Este formato decidirá la manera en 
que se mostrará la fecha y hora en los reportes y en el software. Se puede establecer de 
acuerdo a los hábitos y requerimientos. 
Funciones Opcionales 
Puede marcar ( ) la opción para habilitar la función que sea requerida. 
Tipo de Calendario 
Establece el tipo de calendario a mostrar, el tipo predeterminado es Normal. 
Puede seleccionar el tipo de calendario Irán o árabe según sea requerido. 







Gestión de Usuario 
Agregar usuario y asignar privilegio para el sistema. 
Clic en [Sistema] > [Usuario] para entrar a la interfaz de Gestión de Usuario. 
Puede agregar, borrar, editar y consultar usuarios según se requiera. 
Agregar Usuario 





Nombre de Usuario, Contraseña, Email: Introduzca el nombre de usuario, contraseña (Inicio 
de Sesión) y dirección de correo para el nuevo usuario. 
Privilegio: Marcar ( ) el privilegio en la lista Privilegio para asignarlo al usuario, selección 
individual. 
2. Después de ajustar, clic en el botón [Guardar] para guardar la información de usuario. 
Editar/Borrar Usuario 
Tips: Los métodos de operación de Editar/Borrar usuario son los mismos que 
Editar/Borrar privilegio. Para el método específico de la operación, consulte 4.3 
Gestión de Privilegio. No repetir la descripción. 
Bitácora de Operaciones 
El programa registrará todas las operaciones de los usuarios automáticamente. Puede 
revisarlos si se requiere. Clic en [Sistema] > [Bitácora de Operaciones] para entrar 















Exportar la Bitácora de Operaciones 
Clic en el botón [Exportar] para exportar la bitácora de operaciones. Para el método 
específico de la operación, consulte capítulo 4. Exportar en el Apéndice 1 
Operaciones Comunes. 
Gestión de Base de Datos 





Puede Inicializar Base de Datos, Respaldar Base de Datos, y Restaurar Base de Datos 
en la interfaz de Gestión de Base de Datos. 
2.1.1 Inicializar Base de Datos 
Ésta función puede restaurar el Sistema al estado original de la instalación, por 
favor realizar la operación cuidadosamente. 
La operación específica se muestra a continuación: 
1. Clic en el botón [Inicializar Base de Datos], se mostrará el siguiente cuadro de Pregunta: 
 
 
Clic en el botón [Sí] para comenzar con la operación de inicialización de la base de datos. 
 
Gestión de Recursos Humanos 
Antes de usar la función de asistencia, debe hacer la gestión de recursos humanos. 
La primera parte es Configuración de Empresa, es decir, establecer la estructura de 
la empresa. La segunda parte es la gestión de empleados, es decir, agregar los 
empleados y asignar departamentos en el sistema y gestionarlos según sea 
requerido. La tercera parte es ajustar Códigos de Pago. 








Establecer Información de la Empresa 
El sistema tiene una empresa predeterminada llamada Company y un departamento 
predeterminado llamado Department. El sistema le permite modificar la información 
básica de la empresa y el nombre del departamento predeterminado. Clic en el botón 
[Guardar] para guardar los ajustes. 
Tips: Doble clic en el nombre del departamento para entrar a la interfaz de 




(Nota: El parámetro con * significa que no puede ser borrado) Nombre, Ciudad: Introduzca 
el nombre y ciudad de la empresa. País: Clic en el botón y seleccione el país en la lista 
desplegable. 
Fax, Email, Estado, Teléfono, Sitio Web, Código Postal y Dirección 1/2: Introduzca Fax, 
Email, Estado, Teléfono, Sitio Web, Código Postal y Dirección 
Logo: Clic n el ícono , doble clic en el archivo del LOGOTIPO en la ventana y después 
agregar el logotipo de la empresa. (Nota: El tamaño del logotipo de ser de 270*145. Por 
otra parte, puede dar clic en el ícono para borrar el logotipo agregado). 
Mostrar en el Reporte: Marca ( ) y selecciona esta opción, el logotipo de la empresa se 
mostrará en los reportes. De otra manera, no se mostrará. 
Agregar departamento 
1. Clic en el ícono para abrir la ventana Departamento como se muestra a continuación 
 
 
Superior: Clic en el botón  para mostrar el departamento Superior, después seleccionar el 
departamento Superior para el Nuevo departamento. 
Nombre: Introduzca el nombre del departamento. 








El método de operación de editar departamento es el mismo que editar privilegio. 
Para el método específico de la operación, consulte 4.3 Gestión de Privilegio. No 
repetir la descripción. 
Borrar Departamento 
Clic en el departamento que quiera borrar de la lista de la Estructura de la Empresa, 
después dar clic en el ícono 
Si no hay empleados en el departamento, borrar directamente este departamento. Si 
hay empleados en el departamento, se mostrará el siguiente cuadro de Pregunta:
 
Clic en el botón [Sí] para mover a los empleados al departamento predeterminado. Clic en 
el botón [No] para cancelar la operación de borrar. 
 
Gestión de Empleados 
Antes de usar, debe agregar empleados al sistema, o importar la información de 
empleados desde otros programas. 







Puede agregar, borrar, editar y consultar empleados en esta interfaz si se requiere. 
5.1.1 Agregar Empleado 
Agregar información de empleado, Registrar Huella y Número de Tarjeta si se 




1. Clic en el botón [Agregar] para entrar a la interfaz de Agregar Empleado. 
Información Básica 
Nota: Los parámetros con * no pueden estar vacíos. 
Estado: Marcar ( ) y seleccionar Habilitar, significa que este empleado está en servicio, de 
otra manera, significa dimisión. 
ID de Usuario: Introduzca el ID del empleado, el rango de ajuste es de 1~999999999, 
irrepetible. 
Nombre, Apellido, Email: Introduzca el Nombre, Apellido y Correo del empleado si se 
requiere. 
Departamento: Clic en el botón , y seleccione el Sub-departamento en la lista 
desplegable de departamentos. 
Fecha de Contratación: Predeterminadamente muestra la fecha actual. Clic en el botón y 
seleccione la fecha de contratación en el cuadro de fecha según se requiera. 
Modo de Salario: Clic en el botón , y seleccione el modo de salario en la lista desplegable, 
puede seleccionar como Horas o Salario según se requiera 




desplegable. Para ajustes de la Zona de la Terminal, consulte 7.2 Ajustes de Zona. 
Privilegio: Clic en el botón , y seleccione el privilegio en la lista desplegable. Puede 
seleccionar como Usuario, Enrolador, Gerente o Administrador según se requiera. 
Foto: Soporta dos métodos para agregar la foto del empleado: 
Contraseña: Introduzca la contraseña si se requiere. Cuando el usuario tiene privilegio para 
verificación por contraseña, después él/ella podrá verificar con contraseña en el 
dispositivo. 
Número de Tarjeta: Introduzca el número de tarjera del empleado. 
Huellas, Rostros: Muestra la cantidad de huellas y rostros enrolados. 
Otros Ajustes 
Clic en la pestaña Otros para entrar a la interfaz de Otros ajustes. 
Establezca la información del empleado si se requiere. 





5.1.2 Gestión de Huella Digital 
El programa soporta Terminal o Sensor de Huella para enrolar la huella digital del 
empleado. 
Registrar Huella 
Se toma el enrolamiento de huella desde Terminal como ejemplo para 
describir la operación específica de enrolamiento de huella. 
1. Dé clic y seleccione el empleado en la lista de Empleados, y dé clic en la pestaña 
Registrar Huella para entrar a la interfaz Registrar Huella. 
 
2. Seleccione el Tipo de Terminal como Terminal. 
3. Clic en el botón        para ver los dispositivos, en la lista desplegable seleccione el 
dispositivo que será usado para enrolar las huellas. Clic en el ícono para conectar 
el dispositivo. Después de la conexión exitosa, la interfaz le pedirá seleccionar el dedo. 
(Tips: significa conexión exitosa del dispositivo). 
(Nota: El dispositivo seleccionado debe tener la función de enrolamiento de huella en línea, 




4. Dé clic y seleccione el dedo, el dedo seleccionado se mostrará en verde. 
 
 
5. Presione el dedo correctamente tres veces en el lector de huellas. Cuando la huella se 
registra correctamente, la interfaz mostrará Registro Exitoso. El dedo registrado mostrará 





① Puede repetir el paso 4 y 5 para registrar más huellas del empleado. 
② Después del registro exitoso, el sistema guardará la información de la huella 
automáticamente. 
③ Puede dar clic en el botón [Cancelar Registro] para cancelar la operación de registro de 
huella. 
Borrar Huella Digital 
1. En la interfaz Registrar Huella, clic en el dedo registrado, se mostrará el cuadro de 
Pregunta. 
 
2. Clic en el botón [Sí] para borrar la plantilla de la huella seleccionada, o clic en el 
botón [No] para cancelar la operación. 
Mantenimiento de Empleado 
Editar Empleado 
1. Dé clic y seleccione un empleado en la lista de Empleados. 
Modifique la información del empleado si se requiere, y dé clic en el botón [Guardar] para 
guardar los ajustes 
Borrar Empleado 
1. Dé clic y seleccione un empleado en la lista de Empleados. 
2. Clic en el botón [Borrar], se mostrará el cuadro de Pregunta. 




cancelar la operación. 
Importar/Exportar información del Empleado 
Importar: El Sistema admite la función de importación para importar la 
información de empleados de otros programas. Para la operación específica, 
consulte el capítulo 3. Importar en el Apéndice 1 Operaciones Comunes. 
Exportar: El Sistema admite la función de exportación para exportar la información 
de empleados en archivo de formato Excel, Texto o CSV. Para la operación 
específica, consulte capítulo 4. Exportar en el Apéndice 1 Operaciones Comunes. 
Actualizar por Lote 
1. Marque ( ) y seleccione múltiples empleados en la lista Empleados, y dé clic en el botón 
[Actualizar por Lote] 
para abrir la ventana Actualizar por Lote. 
 
 




Salario y Zona de la Terminal del empleado si se requiere; y dé clic en el botón 
[Guardar] para guardar los ajustes. 
Borrar Contraseñas/Borrar Tarjetas/Borrar Huellas/Borrar Rostros 
El software admite la operación de borrar (lote) contraseñas, tarjetas, huellas y rostros. 
Se toma Borrar Contraseñas como ejemplo para describir el método específico de la 
operación. 
1. Seleccione el empleado en la lista de Empleado. (Selección Múltiple) 
Clic en  después del botón [Actualizar por Lote] y seleccione Borrar Contraseñas en el 
menú desplegable. El sistema borrará las contraseñas de los empleados seleccionados. El 
resultado se mostrará en la ventana emergente en la esquina inferior derecho de la pantalla. 
 
 
 
 
 
 
 
