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OSPF: Se denomina como un Internal Gateway Protocol (IGP) que se utiliza para la 
distribución de datos de información del ruteo, vinculado para un solo sistema 
autónomo de redes según su diseño y complejidad en determinado proyecto. 
EIGRP: Se considera como un protocolo mejorado de la versión IGRP. Teniendo en 
cuenta la misma tecnología e información de distancia subyacente de vector de 
distancia que se puede encontrar en IGRP sin realizar cambios a estas 
características. Las mejoras se encuentran en la eficiencia y convergencia de 
operatividad. Otra característica es la arquitectura en su diseño que mantiene la 
revolución contenida en el protocolo IGRP. 
ETHERCHANNEL: Es una tecnología desarrollada por Cisco con estándares 802.3 
full-duplex Fast Ethernet. Su propósito es la agrupación lógica de diversos enlaces 
físicos de Ethernet, esta agrupación posee un único enlace donde suma la velocidad 
nominal los puertos físico Ethernet que está utilizando y de esta manera permite 
obtener un enlace troncal de alta velocidad. 
PAgP: Realiza intercambios de paquetes de datos entre switch por medio de 
enlaces que están configurados para este fin. Si se busca formar el EtherChannel 
se tiene que tener en cuenta que su configuración debe ser idéntica en los dos 
puertos para evitar conflictos. 
SPANNING TREE: Se define como un protocolo de red de nivel 2 para enlazar datos 
de capa OSI y se basa su diseño en algoritmos desarrollados por Radia Perlman. 
Donde su función es encargarse de la gestión de los bucles en diversas topologías 
de red en presencia de enlaces redundantes, para de esta manera mejorar la 








El contenido referente hace referencia a los laboratorios de redes de 
comunicaciones CISCO CCNP que comprende equipos electrónicos para la 
comunicación de redes de internet y se prioriza la temática en realizar, analizar la 
conexión, conmutación de elementos, el enrutamiento de las topologías de red para 
su conectividad, configuración y diseño de sistemas de redes de comunicación de 
internet priorizados para empresas. Estos laboratorios se realizan de forma 
simulada utilizando el software GNS3 y Packet Tracer, de esta manera las 
actividades se dividen en dos escenarios: 
El primer escenario tiene como objetivo realizar la conexión de routers en serie que 
se dividen en dos áreas las cuales se configuran los protocolos de red OSPF y 
EIGRP, de esta manera al configurar los distintos parámetros y comandos de red 
se procede al diagnóstico de la conexión de red. 
Para el segundo escenario se debe realizar el planteamiento de un proyecto para 
una empresa, donde se realiza la configuración de parámetros y comandos de los 
diferentes protocolos de red en una estructura topológica de nucleo. Se establecen 
sus interfaces y los protocolos LACP y PAgP para la comunicación de switches, al 
final se realizan con comandos de diagnóstico la verificación de la conexión de la 
red con los demás elementos vinculados a la estructura general en la red de 
comunicación. 









The reference content refers to the CISCO CCNP communications network 
laboratories, which includes electronic equipment for the communication of internet 
networks and prioritizes the subject of making and analyzing the connection, 
switching of elements, the routing of network topologies for their connectivity, 
configuration and design of prioritized internet communication network systems for 
companies. These laboratories are carried out in a simulated way using GNS3 
software and Packet Tracer, in this way the activities are divided into two scenarios: 
The first scenario aims to make the connection of serial routers that are divided into 
two areas which configure the OSPF and EIGRP network protocols, in this way when 
configuring the different network parameters and commands, the connection 
diagnosis is carried out network. 
For the second scenario, the approach of a project for a company must be carried 
out, where the configuration of parameters and commands of the different network 
protocols is carried out in a core topological structure. Its interfaces and the LACP 
and PAgP protocols are established for the communication of switches, at the end 
the verification of the network connection with the other elements linked to the 
general structure in the communication network is carried out with diagnostic 
commands. 





En la presente sustentación se pretende dar práctica a los laboratorios propuestos 
de red de comunicación utilizando simuladores de entorno para redes de 
comunicación utilizando simuladores específicos para su práctica empleando 
routers para conectar varias redes y switches para conectar varios dispositivos de 
la misma red. En base a esto se pretende conocer y tomar en práctica este tipo de 
tecnologías de comunicación para el uso de la Internet que es primordial en un 
mundo interconectado.  
 
Para el primer escenario se fundamentan los protocolos de comunicación OSPF y 
EIGRP que tiene su utilidad en redes de comunicación en empresas. Para esta 
práctica se busca demostrar y analizar la retribución alterna que ofrecen estos dos 
protocolos con las diferentes configuraciones posibles, la arquitectura de diseño y 
la posterior verificación a través del simulador GNS3 que ofrece diferentes 
herramientas para dicho propósito.  
 
En el segundo escenario se busca dar solución a un problema planteado para una 
empresa, donde se utilizan redes topológicas con estructura de núcleo con la 
posibilidad de tener un administrador de red que realice la configuración e 
interconexión de los switches y los equipos PC. Para la realización del laboratorio 
se usó el simulador Packet Tracer de Cisco, con el cual se crean las respectivas 
configuraciones de los puertos troncales de los switches, la incorporación del 
protocolo de control de comunicación con switches genéricos, configuración de 
puertos de forma lógica y automática, entre otros parámetros contenidos en la 
actividad. Realizando luego la posterior verificación de configuraciones y 








A partir de las distintas propuestas planteadas, se debe realizar una evaluación y 
análisis sobre los diferentes protocolos de redes de comunicación utilizando 
software para la simulación de redes de internet, enfatizando la configuración de 
parámetros de los protocolos y realizando las distintas pruebas para la conexión de 
routers y switches en diferentes escenarios establecidos. De esta manera al final se 
realizan las pruebas de funcionamiento y de diagnóstico de conexión de los 
diferentes dispositivos de comunicación.  
 
Objetivos específicos: 
 Leer la propuesta planteada de la actividad. 
 Analizar detenidamente los diferentes escenarios planteados 
 Seleccionar el simulador de redes más adecuado para realizar la actividad. 
 Analizar los diferentes parámetros de los protocolos de comunicación. 































Figura 1. Diseño propuesto. 
1.1. Desarrollo de la actividad. 
 
Figura 2. Entorno simulado.
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Para el desarrollo de este escenario se utiliza el simulador de red GNS3, el cual 
ofrece diferentes herramientas para evaluar e implementar la simulación de 
diferentes proyectos de redes de comunicación. Para realizan dicha actividad se 
procede a efectuar la configuración de cinco routers con los diferentes protocolos 
de enrutamiento y las distintas interfaces de red.  
a. Aplique las configuraciones iniciales y los protocolos de enrutamiento para los 
routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en los 
routers. Configurar las interfaces con las direcciones que se muestran en la 
topología de red. 
 
Para comenzar se entabla primero la configuración inicial, donde luego se asignan 
los nombres a los routers, luego las direcciones de interface con los protocolos para 




Router>enable  // modo privilegiado 
confi t   //configuración de la terminal 
hostname R1  // asigna el nombre de router 
// Configuración de parámetros para dar inicio a la sesión  
no ip domain-lookup  
line con 0 
logging synchronous 




router ospf 1   //incia parámetro ospf 
router-id 1.1.1.1   //identificación router 
network 10.113.12.0 255.255.255.0 area 5   
exit 
interface s1/0     //interfaz serial  0 
description CONEXIÓN CON R2  
ip address 10.113.12.1 255.255.255.0 
R1(config-if)#clock rate ?    // se busca la frecuencia del reloj según el router a utilizar 
  With the exception of the following standard values not subject to rounding, 
          1200 2400 4800 9600 14400 19200 28800 38400 
          56000 64000 128000 2015232 
  accepted clockrates will be bestfitted (rounded) to the nearest value 
  supportable by the hardware. 
  <246-8064000>    DCE clock rate (bits per second) 
clock rate 8064000     // configuración del reloj 
bandwidth 128 





// Configuración de parámetros para dar inicio a la sesión  
Router> 
Router>enable // modo privilegiado 
confi t    //configuración de la terminal 
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hostname R2   // asignar nombre al router 
no ip domain-lookup 
line con 0 
logging synchronous 
exec-timeout 0 0 
exit 
! 
router ospf 1     //incia parámetro ospf 
router-id 2.2.2.2   //identificación router 
network 10.113.12.0 255.255.255.0 area 5  
network 10.113.13.0 255.255.255.0 area 5  
exit 
interface Serial1/0    //interfaz serial  0 
description ENLACE CON R1 
ip address 10.113.12.2 255.255.255.0 
no shutdown  //activación de la interfaz 
exit 
! 
interface Serial1/1   //interfaz serial  1 
description ENLACE CON R3 
ip address 10.113.13.1 255.255.255.0 
no shutdown  //activación de la interfaz 
exit 
Para R3: 




Router>enable // modo privilegiado 
confi t  //configuración de la terminal 
hostname R3 // asigna el nombre del router 
no ip domain-lookup 
line con 0 
logging synchronous 
exec-timeout 0 0 
! 
router ospf 1 //incia parámetro ospf 
router-id 3.3.3.3   //identificación router 
network 10.113.13.0 255.255.255.0 area 5  
exit 
interface Serial1/0  //interfaz serial  0 
description ENLACE CON R2 
ip address 10.113.13.2 255.255.255.0 
clock rate 8064000  // configuración del reloj 
bandwidth 128   //ancho de banda 
no shutdown   //activación de la interfaz 
exit 
interface s1/1  // interfaz serial 1 
description ENLACE CON R4 
ip address 172.19.34.1 255.255.255.0 






router eigrp 10  //incia parámetro con eigrp 
eigrp router-id 3.3.3.3  //identificación router 






// Configuración de parámetros para dar inicio a la sesión  
Router> 
Router>enable   // modo privilegiado 
confi t  //configuración de la terminal 
hostname R4 // asignación del nombre al router 
no ip domain-lookup 
line con 0 
logging synchronous 
exec-timeout 0 0 
router eigrp 10   //incia parámetro eigrp 
eigrp router-id 4.4.4.4    //identificación router 
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network 172.19.34.0 255.255.255.0  
network 172.19.45.0 255.255.255.0  
exit 
! 
interface Serial1/0   // interfaz serial 0 
description ENLACE CON R3 
ip address 172.19.34.2 255.255.255.0 
no shutdown //activación de la interfaz 
exit 
interface Serial1/1   // interfaz serial 1 
description ¡ENLACE CON R5! 
ip address 172.19.45.1 255.255.255.0 






// Configuración de parámetros para dar inicio a la sesión 
Router> 
Router>enable // modo privilegiado 
confi t    //configuración de la terminal 
hostname R4  //asignar el nombre al router 
no ip domain-lookup 
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line con 0 
logging synchronous 
exec-timeout 0 0 
! 
router eigrp 10  //incia parámetro eigrp 
eigrp router-id 5.5.5.5 //identificación router 
network 172.19.45.0 255.255.255.0 
exit 
! 
interface Serial1/0  // interfaz serial 0 
description ¡ENLACE CON R5! 
ip address 172.19.45.2  255.255.255.0 




b. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación de 
direcciones 10.1.0.0/22 y configure esas interfaces para participar en el área 5 
de OSPF. 
Para esta parte se crean las distintas interfaces Loopback variando las direcciones 
entabladas de 10.1.0.0/22 con su respectiva configuración de área y la utilización 
de la máscara de red 255.255.255.0. 
R1#confi t   // configuración terminal 
Enter configuration commands, one per line.  End with CNTL/Z. 
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interface loopback0  // Identificación Interfaz 0 
ip address 10.1.0.1 255.255.255.0   //Dirección ip 
ip ospf 1 area 5  //interfaz configurada a ospf 
exit 
interface loopback1 // Identificación Interfaz 1 
ip address 10.1.1.1 255.255.255.0   //Dirección ip 
ip ospf 1 area 5  //interfaz configurada a ospf 
exit 
interface loopback2  // Identificación Interfaz 2 
ip address 10.1.2.1 255.255.255.0   //Dirección ip 
ip ospf 1 area 5   //interfaz configurada a ospf 
exit 
interface loopback3   // Identificación Interfaz 3 
ip address 10.1.3.1 255.255.255.0  //Dirección ip 
ip ospf 1 area 5  //interfaz configurada a ospf 
end 
R1# 





Después de culminada la asignación y configuración de las direcciones, se realiza 
una verificación de las nuevas interfaces loopback con protocolo OSPF utilizando el 
comando show ip ospf y como resultado se diagnostica de la siguiente manera: 
 
Figura 3. Verificación de interfaces. 
 
c. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación de 
direcciones 172.5.0.0/22 y configure esas interfaces para participar en el Sistema 
Autónomo EIGRP 15. 
 
Se realiza la asignación de direcciones y configuración con los distintos comandos 
específicos con el objetivo de anunciar al sistema autónomo EIGRP 15 su 
asignación. 
R5#conf t // configuración terminal 




ip address 172.5.0.1 255.255.255.0 
exit 
interface loopback1 
ip address 172.5.1.1 255.255.255.0 
exit 
interface loopback2 
ip address 172.5.2.1 255.255.255.0 
exit 
interface loopback3 
ip address 172.5.3.1 255.255.255.0 
exit 
interface loopback4 
ip address 172.5.3.1 255.255.255.0  
exit 
 
d. Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo las 
nuevas interfaces de Loopback mediante el comando show ip route. 
Utilizando el comando show ip route se realiza la posterior evaluación de las 











e. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 
50000 y luego redistribuya las rutas OSPF en EIGRP usando un ancho de banda 
T1 y 20,000 microsegundos de retardo. 
 
En esta parte de la actividad se utilizan los siguientes comandos para buscar 
redistribuir de manera adecuada las rutas EIGRP en OSPF. 
 
Figura 5. Redistribución de rutas EIGRP en OSPF. 
 
f. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen en su 
tabla de enrutamiento mediante el comando show ip route. 
 
























2. Segundo Escenario. 
Una empresa de comunicaciones presenta una estructura Core acorde a la 
topología de red, en donde el estudiante será el administrador de la red, el cual 
deberá configurar e interconectar entre sí cada uno de los dispositivos que forman 
parte del escenario, acorde con los lineamientos establecidos para el 
direccionamiento IP, etherchannels, VLANs y demás aspectos que forman parte del 
escenario propuesto. 
 
Figura 8. Diseño propuesto. 
2.1. Desarrollo de la actividad. 
 




Para la realización de la siguiente actividad se utilizó el simulador CISCO Packet 
Tracer. De esta manera se da solución de la actividad de la siguiente manera: 
2.1.1. Configurar la red de acuerdo a las especificaciones. 
 
a. Apagar todas las interfaces en cada switch. 




















b. Asignar un nombre a cada switch acorde con el escenario establecido. 
Se realiza la configuración de cada Switch de la siguiente manera: 
 
Figura 11. Configuración de los diferentes nombres de los dispositivos. 
 
c. Configurar los puertos troncales y Port-channels tal como se muestra en el 
diagrama. 
1) La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando 
















2)  Los Port-channels en las interfaces Fa0/7 y Fa0/8 utilizarán LACP. 
Se agrega el protocolo de control para asignar el link, llamado LACP. Donde su 




























Figura 13. Configuración de puertos en modo LACP. 
 
3)  Los Port-channels en las interfaces F0/9 y fa0/10 utilizará PAgP. 
Se implementa el protocolo de agregación de puertos ( PAgP ), el cual se utiliza 


























Figura 14. Port-channels de las interfaces. 
 
4) Todos los puertos troncales serán asignados a la VLAN 500 como la VLAN nativa. 
 Se estructuran los puertos de las interfaces para ser configuradas como VLAN con 





















































d. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3 
1)  Utilizar el nombre de dominio CISCO con la contraseña ccnp321 
 
Figura 16. Configuración de switches con dominio y contraseña. 
 
2)  Configurar DLS1 como servidor principal para las VLAN. 
 
Figura 17. Configuración de switch en servidor principal. 
 
3)  Configurar ALS1 y ALS2 como clientes VTP. 
 
 





e. Configurar en el servidor principal las siguientes VLAN: 
 
Tabla 1. VLAN asignadas a configurar. 
 
 
Figura 19. Configuración del servidor. 
 
f. En DLS1, suspender la VLAN 434. 
 




g. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, y 
configurar en DLS2 las mismas VLAN que en DLS1. 
 
Figura 21. Configuración de las VLAN en las DLS’s en modo VTP. 
 
h. Suspender VLAN 434 en DLS2. 
 
Figura 22. Suspensión de la VLAN en el switch DLS2. 
 
i. En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de 
PRODUCCION no podrá estar disponible en cualquier otro Switch de la red. 
 




j. Configurar DLS1 como Spanning tree root para las VLAN 1, 12, 434, 500, 1010, 
1111 y 3456 y como raíz secundaria para las VLAN 123 y 234. 
 
Figura 24. Configuración Spanning tree root en DLS1. 
 
k. Configurar DLS2 como Spanning tree root para las VLAN 123 y 234 y como una 
raíz secundaria para las VLAN 12, 434, 500, 1010, 1111 y 3456. 
 
Figura 25. Configuración Spanning tree root en DLS2. 
 
l. Configurar todos los puertos como troncales de tal forma que solamente las 











m. Configurar las siguientes interfaces como puertos de acceso, asignados a las 
VLAN de la siguiente manera: 
 
Tabla 2. Interfaces puertos de acceso. 
 
5.1.2. Conectividad de red de prueba y las opciones configuradas. 
 
a.  Verificar la existencia de las VLAN correctas en todos los switches y la 








































c.  Verificar la configuración de Spanning tree entre DLS1 o DLS2 para cada VLAN. 















A partir de los laboratorios realizados con anterioridad se vincula las prácticas para 
la profundización en conocimientos en redes de comunicación sobre la tecnología 
usada por la compañía de comunicaciones CISCO en el tema de Routers y Switch 
requeridos para el diplomado. 
Primer escenario: Al aplicar la redistribución de protocolos de enrutamiento, permite 
comunicar y conectar rutas que están redistribuidas por otros medios hacia otros 
protocolos de enrutamiento que son diferentes en las rutas estáticas y en 
determinadas rutas que están directamente conectadas. 
El Protocolo de enrutamiento de Puerta de enlace Interior Mejorado EIGRP, logro 
ajustar rutas de enlace más adecuados a las características de ajuste en las áreas 
asignadas, realizando un proceso de recuperación que poseen los enrutadores para 
encontrar y conocer de forma eficiente otros enrutadores en la red directa de 
conexión.  
El protocolo Open Shortest Path First OSPF, reconoce la lógica en la definición de 
la red en los diversos routers al momento de realizar una división de áreas, 
permitiendo que las actualizaciones en el estado del link controlen una posible 
sobrecarga sobre toda la red de comunicaciones.  
Segundo escenario: Al realizar la configuración del protocolo VTP se debe tener en 
cuenta en elegir adecuadamente el modo para VTP, ya que este protocolo es un 
instrumento muy poderoso y si no se usa adecuadamente puede ocasionar 
dificultades en la red y por ende el dominio VTP ocasiona que la información que se 
configuro en la VLAN del servidor se transfiera a todos los clientes en la red. 
El protocolo VLAN Trunking Protocol es usado para administrar y configurar equipos 
de la marca Cisco en las VLANs. De esta manera en los switches de esta marca, el 
VTP opera en tres modos diferentes como son; Servidor, Cliente, Transparente, 
permitiendo intercambio de información en las VLANs hacia los trunks y los switchs 
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