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Системи комп’ютерного зору функціонують на базі 
обробки двовимірних функцій зображень. Джерелом інфор-
мації про стан поля зору є поле яскравості. З точки 
зору візуального сприйняття це поле в кожному елементі 
простору визначається яскравістю, колірним відтінком і 
насиченістю. Робота присвячена вирішенню проблем сег-
ментації текстурних зображень. Метою роботи є дослід-
ження алгоритму сегментації зображень
Ключові слова: розпізнавання зображень, текстура, 
сегментація зображень, вектор характеристик
Системы компьютерного зрения функционируют на базе 
обработки двумерных функций изображений. Источником 
информации о состоянии поля зрения является поле ярко-
сти. С точки зрения визуального восприятия это поле в 
каждом элементе пространства определяется яркостью, 
цветовым оттенком и насыщенностью. Работа посвящена 
решению проблем сегментации текстурных изображений. 
Целью работы является исследование алгоритма сегмен-
тации изображений
Ключевые слова: распознавание изображений, тексту-
ра, сегментация изображений, вектор характеристик
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1. Вступ
У багатьох задачах прийняття рішення обробки ві-
зуальної інформації відіграє домінуючу роль. З одного 
боку, це випливає з високої інформативності відео да-
них, з іншого - з того, що немає інших альтернативних 
шляхів отримання інформації про об’єкти, окрім як 
реєстрації їх зображень.
Однак, у ряді випадків простого якісного аналізу 
зображень недостатньо, і необхідним є отримання 
кількісної інформації [1].
2. Аналіз літературних даних і постанова задачі
Сучасні системи технічного зору дають можливість 
автоматизувати різноманітні технологічні процеси, 
такі як автоматичне розпізнання індустріальних дета-
лей, їх сортування, контроль розмірів, упаковка виро-
бів і безліч інших [1-3].
Основні завдання системи технічного зору при 
функціонуванні робототехнічних систем зводяться до 
локалізації робочого простору, де знаходяться об’єкти, 
що представляють інтерес, виділенню їх з фону і роз-
пізнаванню образів об’єктів, вимірюванню статичних 
і динамічних характеристик різних об’єктів за їх візу-
ального уявлення [4-6].
Сучасна теорія обробки і аналізу зображень з одно-
го боку базується на ряді фундаментальних матема-
тичних знань з теорії множин, математичного аналізу, 
алгебри, статистичної теорії прийняття рішень, а з 
іншого - на вмінні моделювати складні алгоритми об-
робки візуальної інформації шляхом програмування і 
дослідження їх властивостей за допомогою сучасних 
комп’ютерів [7-10].
У даній роботі приводиться алгоритм сегментації 
зображень методом матриць збігів з доцільністю їх 
застосування для зображень з яскраво вираженою 
текстурою.
3. Алгоритм сегментації зображень на базі обчислення 
матриць збігів
Базовий алгоритм сегментації кольорових зобра-
жень з яскраво вираженою текстурою, заснований 
на побудові матриць збігів, складається з наступних 
етапів.
1. Введення зображення розміром N×N.
2. Вибір колірного каналу.
3. Розбиття зображення на фрагменти 













)  розміром n×n.
4. Побудова матриць збігів Pd.
5. Обчислення вектора характеристик по отрима-
них матрицям X .
Матриці збігів представляють властивості тек-
стури, але вони не зручні для безпосереднього за-
стосування при аналізі зображень, наприклад, для 
порівняння двох текстур. Замість цього матриці збігів 
використовуються для обчислення числових харак-
терних ознак, які можуть служити більш компактним 
представленням текстури. На основі матриці збігів 
можна обчислити наступні характерні ознаки [4]:
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− кореляція: X5 d
ba
abP (a,b)= ∑∑ ,
− ентропія: X6 d
ba
2 dP (a,b)log P (a,b)= − ∑∑ ,









6. Порівняння векторів і перегляд результатів по-
рівняння.
7. Виділення об’єктів, що цікавлять з фону.
8. Збереження результатів сегментації.
Опишемо докладніше деякі етапи алгоритму сег-
ментації зображень.
Піс л я введен н я зобра жен н я розм іром N×N 
необхідно вибрати колірний канал. Після цього 
відбувається розбиття зображення на фрагменти 














 фрагментів. Для кожного фрагмента 
будуються чотири матриці збігів для кожного з 
векторів переміщень d1=(0, 1), d2=(0, -1), d3=(-1, 0), 
d4=(1, 0). Алгоритм наведений раніше.
Для всіх матриць, отриманих на кроці 4, обчис-
люються характеристики (1) - (10) та: лінійна міра 








l ,  де i,j – індекси век-
торів характеристик; i,j m= 1, ; m – кількість векторів; 
X (X ,X ,...,X )
i
1 2 k  – i-ий вектор ознак; k – кількість 
ознак.
Для кожного фрагмента будуються чотири ма-
триці для наступних векторів переміщення: d1=(0, 1), 
d2=(0, -1), d3=(-1, 0), d4=(1, 0).
Ті фрагменти, для яких виконується умова (2.15), 
належать одному класу текстур. ρ δ(X X ) ,
i j, ≤  де ρ – 
міра близькості; X (X , X ,..., X )
i








, i≠j; ґ – деяка порогова вели-
чина.
У результаті для кожного фрагмента незалежно 
від кількості обраних каналів отримуємо вектор ха-
рактеристик X (X , X ,..., X )1 2 28= , що складається з 28 
елементів. Оскільки значення характеристик можуть 
змінюватись в достатньо високих межах, то отримані 
характеристики нормалізуються шляхом ділення на 
максимальне значення. Таким чином, всі характери-
стики знаходяться в діапазоні від 0 до 1.
Після побудови для кожного фрагмента вектора ха-
рактеристик приймається рішення про приналежність 
фрагментів зображення певних класів текстур, які 
формуються в процесі сегментації. Під класом будемо 
розуміти деякий безліч об’єктів, що характеризується 
певним набором цільових ознак, наявність яких на 
об’єкті визначає його цільове призначення [1].
Формування класів текстур виконання шляхом 
порівняння векторів характеристик фрагментів зо-
браження. Спочатку береться перший фрагмент зо-
браження і його вектор характеристик порівнюється 
з усіма векторами фрагментів, що залишилися. При 
порівнянні векторів використовується лінійна міра 
близькості. При цьому розглядається сума різниць 
відповідних характеристик фрагментів, і якщо ця сума 
задовольняє порогу, який задається вручну користува-
чем, фрагментам присвоюються однакові мітки. Таким 
чином, в результаті першого проходу формується пер-
ший клас текстур. У другому проході вибираємо пер-
ший, що не увійшов в перший клас текстур фрагмент 
зображення, і порівнюємо його вектор характеристик 
з векторами фрагментів також, що не увійшли у пер-
ший клас текстур. Аналогічно будуються нові класи 
текстур із усієї решти фрагментів. Процес формування 
класів продовжується до тих пір, поки всім фрагмен-
там зображення не будуть присвоєні мітки класів.
По закінченню формування класів на зображенні 
виводяться відповідні мітки. Для наочності перегля-
ду результатів формування класів текстур, однорідні 
фрагменти зображення забарвлюються в однаковий 
колір.
Для сегментації необхідних об’єктів користува-
чеві необхідно вказати номери міток фрагментів, які 
необхідно залишити або видалити. При видаленні 
фрагментів мітки фрагментів порівнюються з тими, 
які ввів користувач, і якщо вони співпадають, то відпо-
відний фрагмент забарвлюється в білий колір. А якщо 
користувач ввів номери фрагментів, які необхідно за-
лишити, то при порівнянні фарбуються в білий колір 
фрагменти, мітки яких не співпали з мітками вве-
деними користувачем. Після видалення необхідних 
фрагментів на зображенні на білому фоні залишаться 
тільки ті фрагменти вихідного зображення, які цікав-
лять користувача.
4. Висновок
У зазначених вище алгоритмах побудова класу 
текстур відбувалася шляхом порівняння векторів ха-
рактеристик фрагментів з випадковим вектором-ета-
лоном. Для поліпшення процесу можна удосконалити 
еталон.
Метод матриці збігів також можна використову-
вати при розпізнаванні текстур. При цьому необхідна 
база еталонних текстур і їх векторів ознак.
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В статі побудовано модель ризиків роз-
повсюдження шкідливого програмного забез-
печення (ШПЗ) та розкрито небезпеку елек-
тронним даним, пов’язану із впливом ШПЗ. 
Пропонується варіант концептуального під-
ходу щодо протидії ШПЗ. Продемонстровано 
процес створення системи захисту організа-
ції від впливу ШПЗ
Ключові слова: ризик, безпека даних, кібер-
середовище, шкідливе програмне забезпечен-
ня, вразливості, загрози, засоби захисту
В статье построена модель рисков рас-
пространения вредоносного программного 
обеспечения (ВПО) и раскрыта опасность 
электронным данным, связанная с влияни-
ем ВПО. Предлагается вариант концепту-
ального подхода по противодействию ВПО. 
Продемонстрирован процесс создания систе-
мы защиты организации от воздействия 
ВПО
Ключевые слова: риск, безопасность дан-
ных, киберсреда, вредоносное программное 
обеспечение, уязвимости, угрозы, средства 
зашиты
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1. Вступ
В сучасному кіберсередовищі межі між інформа-
ційно-комунікаційними технологіями, послугами та 
програмними застосуваннями стають все менш озна-
ченими, з більшою складністю та можливостями для 
обміну та передачі інформації, розвитку електронного 
урядування, ведення онлайн-бізнесу, надання мобіль-
них та бездротових послуг [1]. Інформаційне (обчис-
лювальне) та комунікаційне (мережеве) середовище 
є відкритим для все більшого числа ризиків і загроз, 
які можуть мати негативні наслідки для фізичних та 
юридичних осіб.
Розповсюдження шкідливого програмного забез-
печення (ШПЗ) є однією з найбільш небезпечних 
загроз, що впливає на безпеку даних у сучасному 
кіберсередовищі. Дані, представлені в електронному 
вигляді, щодня піддаються небезпеці порушення кон-
фіденційності, цілісності та доступності внаслідок 
впливу більш ніж 75 мільйонів різних примірників 
ШПЗ, що циркулює в інформаційно-комунікаційних 
системах та мережах [2].
2. Аналіз літературних даних та постановка проблеми 
Дослідженню даної тематики відводиться значна 
увага міжнародних організацій (ITU, ISO, IETF), дер-
жавних установ у багатьох країнах світу, виробників 
засобів захисту, провайдерів, організацій, а також вче-
них, зокрема, Пітера Грегорі, Камерон Малін, Косола-
пова Ф.А, Лукашева В.М., Молдовяна А.А., Мономахо-
ва Ю.М. та інших.
Однак, на сьогоднішній день відсутнє ризик-орі-
єнтоване дослідження проблеми впливу шкідливого 
програмного забезпечення на кіберсередовище.
3. Мета та завдання дослідження
Мета дослідження – провести аналіз ризиків впли-
ву ШПЗ на безпеку даних в сучасному кіберсередови-
щі та запропонувати ефективні заходи протидії його 
розповсюдженню.
Основними завданнями дослідження, спрямовани-
ми на досягнення поставленої мети, є:
