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Tämä opinnäytetyö käsittelee Windows Intune -etähallintajärjestelmää ja sen ominaisuuksia. 
Opinnäytetyön toimeksiantajana toimi M-Technology, jonka liiketoiminta on keskittynyt 
mobiiliteknologiaan. Opinnäytetyön tavoitteena on antaa selkeä ja informatiivinen kuvaus 
Windows Intune -etähallintajärjestelmästä. Työn tavoitteena on myös antaa selkeä kuvaus 
toimeksiantajalle siitä, kuinka he voisivat hyötyä Windows Intunesta.  
 
Pilvipalveluita käsittelevässä luvussa käydään läpi pilvipalveluiden ominaisuuksia. Pilvipalvelut on 
työssä otettu huomioon, koska Windows Intune on pilvipalvelu. Luku matkapuhelimen 
etähallinnasta käsittelee matkapuhelimen etähallintaan liittyviä seikkoja, kuten tietotekniikan 
kuluttajistumisen. Windows jakelutekniikat on otettu työssä huomioon toimeksiantajan toiveesta. 
Näistä on käyty läpi Windows Marketplace ja Windows Phone, tablet-tietokoneet sekä Windows 
Mobile. Windows Intunea käsittelevässä luvussa on käyty yleisesti läpi sen ominaisuuksia. 
Opinnäytetyön käytännön osuudessa tutustutaan tarkemmin Windows Intuneen, sen 
ominaisuuksiin ja kuinka järjestelmällä voidaan hallita Windows Phone 8 -puhelinta. Käytännön 
osuus suoritetaan ottamalla käyttöön Windows Intune -palvelu ja tutustumalla käytännössä 
järjestelmän ominaisuuksiin.  
 
Windows Intune antaa mahdollisuuden hallita yrityksen pöytätietokoneita, matkapuhelimia ja 
tablet-tietokoneita yhdellä ratkaisulla. Windows Intunen avulla voidaan lisätä yrityksen tehokkuuta 
yhdistämällä pöytätietokoneiden ja mobiililaitteiden hallinta sekä turvallisuus yhtenäisellä 
ympäristöllä.  
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This Bachelor’s thesis covers the features of Windows Intune remote management system. The 
client of this thesis is M-Technology which focuses on mobile technology. The purpose of this 
Bachelor’s thesis is to provide explicit and informative knowledge about Windows Intune remote 
management system. The goal is also to give explicit knowledge for the client about how they can 
use Windows Intune.  
 
The chapter about the cloud services discusses the features of the cloud-based systems. Cloud 
services are included in this thesis because Windows Intune is a cloud-based system.  The chapter 
about  remote management of a mobile phone covers the issues related to mobile phones such as con-
sumerization of IT. The chapter about Windows software distribution is included because of the client 
wish. That chapter covers Windows Marketplace, Windows Phone, Tablet PC and Windows Mobile. The 
chapter about Windows Intune introduces the basics of the system. In the practical section of the thesis, 
Windows Intune remote management system, its features and management of Windows Phone 8 are in-
troduced. The practical section of this thesis is implemented by deploying Windows Intune. 
 
Windows Intune offers the opportunity to manage corporate desktops, mobile phones and Tablet PCs us-
ing a single solution. With Windows Intune, company’s efficiency can be increased by combining desktop 
and mobile device management as well as security in a centralized environment.  
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1 JOHDANTO 
 
Opinnäytetyö tehtiin oululaiselle M-Technologylle, jonka liiketoiminta on keskittynyt 
mobiiliteknologiaan. Toimeksiantaja halusi tietoa Windows Intune -etähallintajärjestelmästä ja 
kuinka se mahdollisesti voisi sopia yrityksen tarpeisiin. Alunperin idea tähän aiheeseen syntyi 
eräältä opettajaltani. Olin yhteydessä M-Technologyn toimitusjohtajaan ja hän oli hyvin 
kiinnostunut työni aiheesta. Sain lainaan opinnäytetyöni ajaksi Windows Phone 8 -puhelimen, 
jotta voin tutkia kuinka puhelinta hallitaan Windows Intune -etähallintajärjestelmällä.  
 
M-Technologyn liiketoimintamalli pohjautuu omaan WiseMaster-tuoteperheeseen 
asiakasyrityksille. Tuoteperheeseen kuuluvat; WiseMaster Flow, WiseMaster Flow Maint, 
WiseMaster Sales ja WiseMaster Author. WiseMaster-tuoteperhe on ollut mukana vuodesta 2003 
liikkuvan työn haasteiden ratkaisemiseksi. WiseMaster ratkaisuilla tarvittavat tiedot ovat aina 
saatavilla niin toimistossa kuin liikkuessakin älypuhelimessa. M-Technology halusikin tietää 
opinnäytetyön tuloksena kuinka Windows Intune sopisi yhteen heidän tuotteensa kanssa ja 
kuinka Intune mahdollisesti toisi arvoa heidän yritykselleen. 
 
M-Technology halusi tietää toisiko Windows Intune apua sen toimintaan, erityisesti yrityksen 
toimittamien sovelluksien betatestausvaiheeseen. Toimeksiantaja halusi tietää, että voiko 
Windows Intunella julkaista sertifioimatonta sovellustiedostoa, jotta se voitaisiin jakaa 
testattavaksi asiakasyrityksille ennen varsinaista sertifiointiprosessia ja julkaisua.  
 
Tarkoituksena oli tutkia ja selvittää millainen järjestelmä Windows Intune on ja mitä sen 
ominaisuuksiin kuuluu. Käytännön tehtävänä oli ottaa käyttöön Windows Intune -
etähallintajärjestelmä ja tutkia kuinka sillä voidaan hallita mobiililaitetta, tässä tapauksessa 
Windows Phone -alustalla toimivaa älypuhelinta. Opinnäytetyössä on käsitelty Windows Intune -
etähallintajärjestelmän käyttöönotto, hallinta ja kuinka järjestelmällä hallitaan älypuhelinta. 
 
Opinnäytetyössä käsitellään pilvipalvelu-käsitettä, matkapuhelimen etähallintaa, Windowsin 
erilaisia jakelutekniikoita sekä Windows Intunea. Pilvipalveluissa käsitellään pilvipalveluiden 
ominaisuuksia, pilvipalveluiden pääluokat ja pilvipalveluiden haasteita. Matkapuhelimen 
etähallinnasta käydään yleisesti läpi matkapuhelimen etähallinta, tietotekniikan kuluttajistuminen, 
mobiililaitehallinta ja käyttöjärjestelmäkohtaiset jakelutekniikat. Windows jakelutekniikoissa 
7 
 
käsitellään Windows Marketplace ja Windows Phone, Tablet-tietokoneet, Windows Mobile ja 
Windows Marketplacen rajoitukset. Windowsin jakelutekniikat on otettu opinnäytetyössä 
huomioon toimeksiantajan toiveesta. Windows jakelutekniikat ovat olennainen osa M-
Technologyn toimintaa, koska tällä hetkellä he jakavat toimittamiaan tuotteita Windows 
Marketplacen kautta. Tämän vuoksi jakelutekniikat ovat otettu yksityiskohtaisesti esille 
opinnäytetyössä. Windows Intunesta käydään läpi yleisesti sen ominaisuudet, 
laitteistovaatimukset ja mobiililaitteet.  
 
Opinnäytetyö on hyvin ajankohtainen, koska mobiililaitteiden käyttö on lisääntynyt ja mobiililaitteet 
ovat kehittyneet huomattavasti, mikä on lisännyt etätyöskentelyä työpaikoilla. Etätyöskentelyn 
myötä yritysten on täytynyt alkaa miettiä, kuinka nämä mobiililaitteet voidaan suojata. Yksi keino 
on mobiililaitteen etähallinta. Työntekijän mobiililaite voi sisältää yrityksen kannalta tärkeitä tietoja, 
jotka täytyy suojata. Käsittelenkin opinnäytetyössäni monipuolisesti etähallintaan liittyviä asioita.  
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2 PILVIPALVELUT 
 
Pilviteknologialla (cloud computing) tarkoitetaan Internetissä tapahtuvaa tietotekniikan 
hyödyntämistä. Pilvilaskenta-termi tarkoittaa tietotekniikan käyttöä Internetissä eli ”pilvessä”. 
Pilvilaskenta kuvaa tietoteknisten palveluiden käyttämisen, toimittamisen ja tuottamisen mallia, 
johon liittyy Internetin yli tarjottuja virtuaalisia ja skaalautuvia resursseja. Pilvi-käsitettä käytetään 
kielikuvana, jolla viitataan Internettiin niin kuin se yleensä esitetään tietoverkkojen kaaviokuvissa. 
(Pilvipalvelut 2013a, hakupäivä 31.10.2013.) 
 
Pilvipalvelut tarjoavat erilaisia liiketoiminta- ja hinnoittelumalleja erikokoisten organisaatioiden ja 
yritysten tarpeisiin. Pilvipalveluiden taustalla on IT-infrastruktuuri, joka on parhaimmillaan 
liiketoiminnalle optimoitu, virtualisoitu, automatisoitu ja standardisoitu ympäristö. (IMB 2013, 
hakupäivä 21.4.2013.) 
 
Pilvipalveluiden toteutusmalleja on kahta tyyppiä: yksityinen pilvi ja julkinen pilvi. Yksityisessä 
pilvessä palvelut toimitetaan organisaation oman intranetin kautta palomuurin sisäpuolella. 
Yrityksellä on myös mahdollisuus hankkia oma pilvi, mutta palvelut ja laitteistot tarjotaan 
palveluntarjoajan konesalista. Julkisessa pilvessä pilvipalvelut tarkoittavat tietokonepalvelujen ja -
kapasiteetin hyödyntämistä tai ostamista palveluna Internetin välityksellä. Palvelujen ja 
sovellusten ylläpito siirtyy kokonaan pilven ylläpitäjälle ja yritys voi keskittyä omaan 
liiketoimintaansa. (IMB 2013, hakupäivä 21.4.2013.) 
 
2.1 Pilvilaskennan ominaisuudet 
 
Pilvilaskennalle ei ole vakiintunutta määritelmää, mutta on olemassa tiettyjä ominaisuuksia, jotka 
katsotaan välttämättömiksi, jotta palvelu luettaisiin pilvilaskentaan. Ominaisuuksia ovat 
elastisuus, laskutus käytön mukaan, käyttö verkon yli, käyttö palveluna, multitenanttisuus ja On 
Demand -luonne. Elastisuus on sitä, että palvelu skaalautuu tarpeen vaatiessa eli, jos kuorma 
kasvaa, palvelun käyttöön ohjataan lisää laitteistoresursseja ilman suuria toimia käyttäjän taholta. 
Laskutus käytön mukaan tarkoittaa, että palvelun hinta määräytyy käytön mukaan. Mikäli käytön 
määrä kasvaa, tällöin palvelun hinta nousee. Verkon yli käytöllä tarkoitetaan palvelun käyttöä 
Internet-selaimella. Käyttö palveluna on sitä, että asiakas ei tarvitse raskaita laitteita ja 
ohjelmistoja vaan palveluntarjoaja huolehtii ylläpidosta. Multitenanttisuus tarkoittaa, että 
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laitteistoresurssit on jaettu jokaisen käyttäjän kesken eikä jokaiselle ole kohdistettu omaa 
ohjelmistoa tai laitetta. On Demand -luonteeksi kutsutaan sitä, kun käyttäjät voivat ottaa palvelun 
käyttöön tai luopua sen käytöstä silloin, kun haluavat. (Pilvipalvelut 2013a, hakupäivä 
31.10.2013.) 
 
Pilvipalvelu tarjotaan normaalisti Internetin välityksellä. Pilvipalveluratkaisu sijaitsee 
datakeskuksissa ja palveluntarjoaja omistaa nämä datakeskukset. Palveluntarjoajat tarjoavat 
kaiken mitä tarvitaan pilvipalveluratkaisun käyttämiseen, fyysisistä palvelimista tietoliikenne -ja 
sovellusohjelmistoihin. Pilvipalvelun käyttäjät eivät kuitenkaan voi suoraan päästä käsiksi tähän 
pilvipalveluun vaan asiakkaat käyttävät erilaisia rajapintoja, joita pilvipalvelu tarjoaa. 
Palveluntarjoaja käsittelee laitteistoa, ohjelmistoja ja konfiguroi verkkoa asiakkaiden puolesta. 
(Overton, hakupäivä 27.8.2013.) 
 
2.2 Pilvipalveluiden pääluokat 
 
Pilvipalveluiden pääluokat ovat SaaS (Software as a Service), IaaS (Infrastructure as a Service) 
ja PaaS (Platform as a Service) (Wikipedia 2013a, hakupäivä 21.4.2013). SaaS (ohjelmisto 
palveluna) tarkoittaa ohjelmiston hankkimista palveluna sen sijaan, että hankittaisiin perinteinen 
lisenssipohjainen ohjelmisto. Ohjelmistoa käytetään yleensä Internet-selaimella. (Wikipedia 
2013b, hakupäivä 21.4.2013.) Esimerkkejä SaaS-ohjelmstoista ovat Hotmail, Office 365 ja 
tietenkin Windows Intune. Kaikki nämä ovat erittäin toimivia sovelluksia, joita käytetään ja 
konfiguroidaan Internetin välityksellä. Asiakkaan ei tarvitse huolehtia laitteiston 
laajennettavuudesta, verkosta tai sovelluksesta, koska kaikki tämä hallitaan asiakkaan puolesta. 
(Overton, hakupäivä 27.8.2013.) SaaS-ohjelmiston omistajuus on palveluntarjoajalla, joka 
huolehtii ohjelmiston asennuksesta, huollosta ja ylläpidosta (Pilvipalvelut 2013b, hakupäivä 
1.11.2013). 
 
IaaS (infrastruktuuri palveluna) on pilvessä oleva virtuaalinen konesali. Virtuaalisesta konesalista 
löytyy virtuaalikoneita, virtuaalisia kuormantasaajia ja virtuaalista tallennuskapasiteettia. IaaS 
kokonaisuuteen liittyy tavallisesti tallennustila, verkkoyhteydet, palvelimet ja niiden ylläpito. IaaSin 
kaksi päätehtävää ovat laskentatehon ja tallennustilan tarjoaminen asiakkaalle. Virtualisoitujen 
resurssien hallinta on nopeampaa ja helpompaa muuten ne käyttäytyvät samoin kuin niiden 
fyysiset vastineet. (Pilvipalvelut 2013c, hakupäivä 1.11.2013.) Jokainen näistä palveluista tarjoaa 
virtuaalikoneen, jossa on käyttöjärjestelmä. Asiakkaan ei tarvitse ostaa laitteistoa tai 
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käyttöjärjestelmää. On todennäköistä, että asiakkaalla ei ole fyysistä palvelinta palveluntarjoajan 
datakeskuksessa vaan on todennäköisempää, että asiakkaalla on virtuaalikone tai pala fyysistä 
palvelinta, joka toimittaa sen tehon, joka sopimuksessa on luvattu. Asiakas on vastuussa 
palvelimen turvallisuudesta, päivityksistä ja ohjelmistoista. (Overton, hakupäivä 27.8.2013.) 
 
PaaS (sovellusalusta palveluna) on palvelualustan ulkoistamista. Kehitysalustat mahdollistavat 
ohjelmistokehityksen ja pilvimallin mukaisen teknisen kehityksen, jonka avulla kehittäjä voi ladata 
omia sovelluksia osaksi pilvipalvelun kokonaisuutta. (Wikipedia 2013c, hakupäivä 21.4.2013.) 
Kehitysalustaa on mahdollista laajentaa tarpeen mukaan joustavasti, joten kehittäjien ei tarvitse 
huolehtia ohjelmiston skaalautuvuudesta. PaaS-palveluita ovat muun muassa Windows Azure, 
SalesForce ja Google Apps Engine. PaaS-palvelun asiakkaana ei kehitetä enää kokonaista 
järjestelmää vaan osaa siitä. Loppuosa järjestelmästä vuokrataan PaaS-palveluntarjoajalta. Tämä 
nopeuttaa sovelluksen valmistumista sillä osa sovelluksesta on jo valmis aloittaessa. Alustan 
ominaisuudet tosin määräävät, minkälaisia sovelluksia sillä voi kehittää. Tietty kehitysalusta sopii 
tietynlaiseen tarpeeseen. (Pilvipalvelut 2013d, hakupäivä 1.11.2013.) 
 
2.3 Pilvipalveluiden haasteita 
 
Monet palveluntarjoajat tarjoavat Offline-tukea, jossa voimme lukea ja päivittää tietojamme, kun 
emme ole yhteydessä Internettiin. Ollessamme taas yhteydessä Internettiin voimme synkronoida 
muuttuneet tietomme palveluun. Tämä toiminto on normaalisti jaettu asiakasohjelmiston avulla 
laitteisiimme ja tämä ohjelmisto hallinnoi offline-tietoja ja synkronointia. Ainoa huono puoli tässä 
on se, että asiakkaan täytyy käsitellä mahdollisia synkronointivirheitä. Mikäli palvelu, johon 
asiakas on kirjautumassa vaatii yhteyden Internettiin on mahdollista, että arkaluonteisia tietoja 
kulkee Internetin kautta. Monet pilvipalvelut tarjoavatkin eri tapoja turvata tämän liikenteen. 
(Overton, hakupäivä 27.8.2013.) 
 
Työntekijöiden omien laitteiden lisääntyminen työpaikoilla on johtanut siihen, että IT-johtajat 
koettavat tietoturvasyistä estää henkilöstöä käyttämästä pilvitallennuspalveluita töissä. Kuluttajille 
suunnattujen pilvitallennuspalveluiden vaarat nousivat esiin, kun Yhdysvaltalaisen politiikon Mitt 
Romneyn käyttämään Dropbox-palveluun murtauduttiin. Tämä nostaa huolen hakkereiden 
pääsystä yritysten arkaluonteisiin tietoihin pilvitallennuksen kautta. IT-ammattilaisten mielestä 
tällaiset tapahtumat nostavat esiin niitä riskejä, joita kuluttajille suunnatut pilvitallennuspalvelut 
voivat yrityksille aiheuttaa. Yrityksissä kiristetään kaiken aikaa omien laitteiden käytön ohjeistusta, 
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mutta siltikään monessa yrityksessä ei ole havahduttu kuluttajasovellusten riskeihin. 
Pilvitallennuspalveluiden käyttö omalla mobiililaitteella on tällainen tietoturvauhka. (Tietoviikko 
2013, hakupäivä 1.11.2013.) 
 
Olennainen osa pilvilaskentaa on skaalautuvuus tarpeen mukaan. Avointen standardien käyttö 
liittyy olennaisesti skaalautuvuuteen. Tämä mahdollistaa sen, että resursseja voi ottaa käyttöön 
monelta suunnalta ja yhdistellä niitä tarpeiden mukaan. Ensi huomion mukaan pilvilaskenta suosii 
isoja ja maailmanlaajuisia IT-palvelutaloja, joilla on mahdollisuus tarpeellisiin investointeihin ja 
sitä kautta kyky tavoitella suurta asiakaskuntaa. Esimerkkinä tällaisesta palvelusta on Internetin 
kautta saatava sähköpostipalvelu. Asiakkaan kannalta olennaista on standardien noudattaminen, 
jotta palvelun käyttö on helppoa. Standardien noudattamisen lisäksi esille nousee luotettavuus, 
joka ei pelkästään liity palvelun tekniseen laatuun vaan myös yksityisyyden suojaan, 
tekijänoikeuskysymysten hallinnointiin ja tiedon eheyteen. Pilvilaskenta voi toimia vain, jos 
palvelun toimittajan ja ostajan välillä on vahva luottamus. Palveluita ostavan kannattaa olla 
varovainen. Pahimmassa tapauksessa pilvi on vain markkinointikeino. Asiakas kytketään 
toimittajakohtaisiin ratkaisuihin, joista ei pääse helposti eroon muuten kuin maksamalla. (MikroPC 
2013, hakupäivä 4.11.2013.) 
12 
 
3 MATKAPUHELIMEN ETÄHALLINTA 
 
Matkapuhelimen etähallinnasta on tullut erittäin tärkeä osa IT-infrastruktuuria, koska monissa 
yrityksissä käytetään älypuhelimia etätyöskentelyyn ja sähköpostin lukemiseen. 
Etähallintaohjelmistoilla voidaan helposti hallita suuriakin määriä matkapuhelimia ilman, että 
puhelimen käyttäjä edes huomaa sitä. Ilman etähallintaohjelmistoja jouduttaisiin tekemään 
päivitykset puhelimiin käsin. Varkaus- ja hukkaamistilanteissa puhelimen tyhjennys onnistuu 
helposti etähallintaohjelmistolla eikä tietoja pääse vääriin käsiin. Etähallintaohjelmistolla pystytään 
myös rajoittamaan puhelimen käyttöä. Matkapuhelimen etähallinnan tärkeimpiä ominaisuuksia 
ovat varmuuskopiot, ohjelmistopäivitykset, erilaiset käyttörajoitukset ja tietojen poisto varkaus- ja 
katoamistapauksissa. (Wikipedia 2008, hakupäivä 21.4.2013.) 
 
Mobiililaitteiden päivittäminen, tietoturva ja kustannusten hallinta lisäävät yritysten kiinnostusta 
matkapuhelimien etähallintaan. Mobiililaitteiden päivitykset, tietoturva, asetukset ja 
käyttöoikeuksien hallinta ovat entistä laaja-alaisempi hallita. Älypuhelimissa ja muissa 
mobiililaitteissa sovellukset ja tieto kulkevat käyttäjän mukana vaikka toiselle puolelle maailmaa. 
Suurin tarve mobiililaitteiden etähallintaan on isoimmilla yrityksillä, joilla on paljon laitteita. 
Suomessa etähallintaa tarjoavat IT-palvelutalot ja myös operaattorit tarjoavat mobiilietähallintaa. 
(Talousanomat 2006, hakupäivä 21.4.2013.) 
 
3.1 Tietotekniikan kuluttajistuminen 
 
Tietotekniikan kuluttajistuminen eli bring your own device (BYOD) tarkoittaa sitä, että työntekijät 
käyttävät omaa päätelaitetta töissä. Päätelaite voi olla puhelin, pc-kone tai tabletti. Suurin huoli 
BYOD-trendissä koskee tietoturvaa. (Hartig 2013, hakupäivä 27.6.2013.) 
 
Älypuhelimien ja tablet-tietokoneiden suuri kasvu haastaa työnantajat ja IT-osastot 
nykyaikaistamaan työntekijöille tarjottavaa työvälinevalikoimaa. Käyttäjien ihastuminen uusiin ja 
moderneihin laitteisiin sekä vaivattomaan käyttökokemukseen on luonut tietotekniikan 
kuluttajistumisilmiön. Syynä uusien laitteiden käytön nousuun on niiden helppokäyttöisyys ja 
tehokkuus, sosiaalisen median lisääntyvä mobiilikäyttö sekä erilaisten sovellusten laaja valikoima. 
Tietotekniikan kuluttajistumisen myötä yhä useampi työntekijä käyttää työntekoon omia 
älypuhelimia ja taulutietokoneita tai vaatii näitä laitteita käyttöön myös työnantajalta.  
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Omien laitteiden käytön hyötyinä nähdään työntekijöiden työmotivaation paraneminen, modernien 
ja mieluisten laitteiden myötä sekä etätyö tehostuu ja helpottuu. Tietotekniikan kuluttajistuminen 
kuitenkin aiheuttaa myös huolia. Suurimpina huolina pidetään tietoturva-asioita sekä on 
epävarmuus ohjelmistojen päivitettävyydestä ja yhteensopivuudesta, käyttäjien tukitarpeiden 
kasvamisesta ja erilaisten sovellusten ja laitteiden kokoonpanosta. (Talouselämä, hakupäivä 
24.8.2013.) Laitteiden hallinta voi olla myös vaikeampaa, koska kaikkia työntekijöiden omia 
laitteita ei voi koko ajan valvoa. Yrityssovelluksien käyttöönotto voi olla vaikeaa, koska 
työntekijöillä on erilaisia laitteita, jotka toimivat erilaisilla käyttöjärjestelmillä ja kaikkia 
yrityssovelluksia ei ole välttämättä suunniteltu toimivaksi jokaisella laitteella. 
 
Useat yritykset, jotka sallivat työntekijöiden käyttää omia mobiililaitteita töissä, ovat ottaneet 
käyttöön tietoturvakäytännöt, jotka hahmottavat yrityksen aseman ja hallinotavan. Tämä auttaa 
IT-osastoa hallinnoimaan laitteita ja takaamaan, että tietoturva ei vaarannu, koska työntekijät 
tuovat omia päätelaitteittaan töihin. (Webopedia 2013, hakupäivä 28.6.2013.) 
 
BYOD turvallisuus voidaan toteuttaa sillä, että IT-osasto säätää yksityiskohtaiset 
turvallisuusvaatimukset jokaiselle henkilökohtaiselle päätelaitteelle, joita käytetään työpaikalla 
yrityksen tietoverkossa. Esimerkiksi IT-osasto voi vaatia, että päätelaitteissa on salasana tai IT-
osasto voi kieltää asentamasta erilaisia sovelluksia laitteisiin. Muihin BYOD turvallisuuspolitiikan 
aloitteisiin voi kuulua kieltää työntekijöiltä tietyt toimet, joita he voivat päätelaitteilla tehdä. 
Esimerkiksi sähköpostin käytön voi rajoittaa vain yrityksen oman sähköpostin käyttöön. 
(Webopedia 2013, hakupäivä 28.6.2013.) 
 
3.2 Mobiililaitehallinta 
 
Mobiililaitehallinta eli mobile device management (MDM) sisältää ohjelmistoja, jotka tarjoavat 
seuraavia ominaisuuksia: ohjelmistojakelu, käytäntöjen hallinta, varastonhallinta, turvallisuuden 
hallinta ja palveluiden hallinta älypuhelimille sekä tablet-tietokoneille (Gartner 2013, hakupäivä 
28.6.2013). 
 
Mobiililaitteiden hallinta on hallinnollinen alue, joka käsittelee työpaikalla olevien älypuhelimien ja 
tablet-tietokoneiden käyttöönottoa, valvontaa, integrointia ja mobiililaitteiden hallintaa. MDM:n 
tarkoitus on optimoida yrityksen mobiililaitteiden toiminnallisuus ja turvallisuus, samalla suojaten 
yritysverkkoa. MDM sallii ohjelmistojen jakelun ja päivitykset mobiililaitteille. Ihanteellisesti MDM-
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ohjelmisto sallii järjestelmänvalvojan valvoa mobiililaitteita ja tarjota optimaalinen suorituskyky 
käyttäjälle. MDM-työkalujen tulisi sisältää ohjelmistojen hallinnan, tiedostojen synkronoinnin ja 
jakamisen, tietoturvatyökalut ja teknisen tuen yrityksen omistamaan tai henkilökohtaiseen 
laitteeseen. (SearchMobileComputing 2013, hakupäivä 28.6.2013.) 
 
Ihanteellinen mobiililaitteenhallinta ohjelmisto on yhteensopiva kaikkien mobiililaitteiden 
käyttöjärjestelmien ja sovelluksien kanssa, ohjelmisto toimii useiden eri palveluntarjoajien kanssa 
sekä voidaan toimittaa suoraan verkon kautta (over the air), kohdistaen tarpeen vaatiessa tiettyyn 
laitteeseen. Ihanteellisella mobiililaitteenhallinta ohjelmistolla voidaan ottaa nopeasti myös 
käyttöön seuraavan sukupolven laitteita, käyttöjärjestelmiä ja sovelluksia sekä voidaan lisätä tai 
poistaa laitteita tarpeen vaatiessa, varmistaen parhaan mahdollisen tietoverkon suorityskyvyn ja 
turvallisuuden. (SearchMobileComputing 2013, hakupäivä 28.6.2013.) 
 
3.3 Käyttöjärjestelmäkohtaiset jakelutekniikat 
 
Aiemmin mobiilisovellusten kehitys on ollut suurilta osin laitevalmistajien, teleoperaattoreiden ja 
muutamien sisällöntuottajien hallinnassa. Tähän suljettuun malliin ajavia tekijöitä olivat laitteiden 
monimuotoisuus, laiterajoitteet ja laitteiden nopea kehitys. Googlen ja Applen myötä perinteinen 
mobiiliteollisuus on muuttunut ja edistänyt siirtymää suljetusta mallista avoimeen, jossa 
sovellusten kehittäjien kirjo on huomattavasti suurempi. (Kujala 2012, 4.) 
 
Ohjelmistoalustojen kehittäjien tarjoamat jakelukanavat, kuten Microsoftin Windows Marketplace, 
Applen App Store ja Googlen Google Play ovat mahdollistaneet sovellusten helpon julkaisun ja 
jakelun. Kolmansien osapuolien kehittämien sovellusten kysyntä ja tarjonta ovat nousseet 
huomattavasti näiden jakelukanavien myötä. Nykyään suurin osa älypuhelimien käyttäjistä 
haluaa, että kolmansien osapuolien tekemien sovellusten saatavuus on hyvä ja niiden 
asentaminen on helppoa. (Kujala 2012, 4.) 
 
Jakelukanavista puhutaan yleisemmin kauppapaikkoina, koska ne toimivat maksullisten 
sovellusten myyntikanavina loppukäyttäjälle. Kauppapaikkojen palveluntarjoajat Microsoft, Apple 
ja Google tarjoavat ja ylläpitävät jakelukanavaa. Jakelukanavien ylläpitoon ja kehitykseen tuleva 
rahoitus saadaan kehittäjiltä vaadittavilla kehityslisensseillä. Kehittäjien on ostettava 
kehityslisenssi omien sovellusten julkaisun mahdollistamiseksi. (Kujala 2012, 7.) 
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Windows Phone Marketplace ja App Store ovat alustojensa ainoat jakelukanavat eli laitteisiin ei 
ole mahdollista saada sovelluksia mitään muuta kautta. Android eroaa näistä kahdesta 
jakelukanavasta mahdollistamalla myös muita vaihtoehtoja sovellusten jakeluun. Google Play 
tarjoaa jakelukanavan, ja on suosituin jakelukanava Android-sovelluksille, mutta se ei ole ainoa 
vaihtoehto Android-käyttäjille sovellusten lataamiseen. Jotkin Android-laitevalmistajista tarjoavat 
omia jakelukanaviaan. (Kujala 2012, 9.) 
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4 WINDOWS JAKELUTEKNIIKAT 
 
4.1 Windows Marketplace ja Windows Phone 
 
Windows Marketplace on Microsoftin virtuaalikauppa, josta löytyy tuhansia sovelluksia ja pelejä 
Windows-puhelimeen. Marketplacen useat sovellukset ovat ilmaisia ja maksullisia sovelluksia voi 
kokeilla ennen kuin ne ostaa. Sisältöä voi ostaa Windows Phone -kaupasta suoraan puhelimella 
tai sitten Internetissä. (Windows Phone 2013a, hakupäivä 10.9.2013.) 
 
Ostosten tekeminen Marketplacesta suoraan puhelimella on kätevin ja helpoin tapa. Ostosten 
tekeminen puhelimella tapahtuu seuraavasti: 
1. Kosketa puhelimen aloitusnäytössä Marketplace-kuvaketta. (Voi tulla kehote, että kirjaudu 
sisään Windows Live ID:llä) 
2. Valitse Pelit tai Sovellukset 
3. Kun olet löytänyt haluamasi pelin tai sovelluksen napsauta sitä. Voi myös tarkastella muiden 
käyttäjien arvosteluja, näyttökuvia ja liittyviä sovelluksia.  
4. Jos haluat löytää jonkin tietyn pelin tai sovelluksen napsauta aloitusnäytössä Marketplace-
kuvaketta ja sen jälkeen hakukuvaketta 
5. Mikäli peli tai sovellus on ilmainen, lataa se napsauttamalla Asenna-painiketta. Voit myös 
ladata maksuttoman kokeiluversion napsauttamalla Kokeile-painiketta (Sovellusten hinnat 
peritään puhelinlaskussa). Mikäli haluat maksaa luottokortilla napsauta ostosten 
vahvistusnäytössä Vaihda maksutapaa -painiketta. 
6. Mikäli näet aloitusnäytön Marketplace-ruudussa jonkin numeron tämä tarkoittaa sitä, että näin 
moneen sovellukseen on saatavilla päivityksiä (Windows Phone 2013a, hakupäivä 
10.9.2013.) 
 
4.2 Tablet-tietokoneet 
 
Windows RT on Windows-pohjainen käyttöjärjestelmä, joka on optimoitu kevyisiin ja litteisiin 
tietokoneisiin. Windows RT-käyttöjärjestelmässä voidaan ainoastaan suorittaa Windows-kaupasta 
ladattuja sovelluksia tai tietokoneen vakiosovelluksia. Windows Defender tarjoaa virusten ja 
haittaohjelmien torjuntaan uusimmat päivitykset sekä Windows Update pitää tietokoneen ajan 
tasalla automaattisesti. (Windows 2013a, hakupäivä 10.9.2013.) 
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Windows RT sisältää sovelluksia, joiden avulla voi jakaa ja tarkastella asiakirjoja, kuunnella 
musiikkia, katsella elokuvia, järjestää valokuvia ja pitää yhteyttä ystäviin. Windows-kaupasta voi 
myös ladata vielä lisää sovelluksia. Tietokoneessa tulee olla Windows RT tai Windows 8, jotta 
Windows-kaupasta voi hakea ja ladata sovelluksia. Windows-kauppaan pääsee napsauttamalla 
aloitusnäytön Kauppa-ruutua. Tietokone tulee olla yhdistettynä Internetiin ja käyttäjän pitää olla 
kirjautuneena Mircosoft-tiliin sovellusten asentamista varten. (Windows 2013b, hakupäivä 
10.9.2013.) 
 
On olemassa myös Windows 8 -käyttöjärjestelmällä toimivia tablet-tietokoneita. Windows 8 -
käyttöjärjestelmällä toimiva tablet-tietokone mahdollistaa kätevän tavan jakaa tiedostoja, olla 
yhteydessä ystäviin ja pelata. Windows 8 -käyttöjärjestelmällä varustetut tabletit ovat 
helppokäyttöisiä ja niissä on tehokas kosketusnäyttö. (Windows 2013c, hakupäivä 31.10.2013.)  
 
Windows-kaupassa voi tutustua sovelluksiin valitsemalla luokkia, tarkastella Pinnalla-kohdassa 
näytettyjä sovelluksia ja näyttää sovelluksista luetteloja, kuten Uudet julkaisut, Kärjessä 
(ostettavat) ja Kärjessä (ilmaiset). Mikäli käyttäjä tietää mitä sovellusta etsii, tällöin hän voi 
aloittaa kirjoittamaan – näkyviin tulee hakua vastaavat tulokset. (Windows 2013b, hakupäivä 
10.9.2013.) Windows Kauppa on sama, niin Windows RT -tableteille kuin Windows 8 -tableteille. 
 
Kun asennettuun sovellukseen on saatavilla päivityksiä niistä saa ilmoituksen, jolloin Kauppa-
ruudun alakulmassa näkyy numero, joka ilmoittaa saatavilla olevien päivitysten määrän. 
Sovelluspäivitykset ovat maksuttomia. Päivitysten asentaminen tapahtuu napsauttamalla 
aloitusnäytön Kauppa-ruutua. Tämän jälkeen tulee valita Päivitykset-kohta ja valita asennettavat 
päivitykset. (Windows 2013b, hakupäivä 10.9.2013.) 
 
Microsoft-tilin avulla voi asentaa Windows-kaupasta hankitun sovelluksen, jopa viiteen 
tietokoneeseen. Omat sovellukset kohdassa pääsee tarkastelemaan ja asentamaan sovelluksia. 
Täältä voi myös tarkistaa, mitkä sovellukset on asennettu eri tietokoneisiin. (Windows 2013b, 
hakupäivä 10.9.2013.) 
 
4.3 Windows Mobile 
 
Windows Mobile on Microsoftin CE-jakelu erilaisille kannettaville laitteille esimerkiksi 
älypuhelimille. Windows Mobile perustuu CE 5.2 käyttöjärjestelmään, joka on Windowsin versio ja 
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tarkoitettu pienempi tehoisille laitteille. Tästä käyttöjärjestelmästä on tehty ohjelmarajapinnoiltaan 
ja ulkonäöltään samankaltainen kuin pöytätietokoneissa käytettävät vastaavat Windowsin versiot. 
Windows Mobile -alustaan on saatavilla kolmannen osapuolen kehittämiä ohjelmia Windows 
Marketplace for Mobile -sivulta. Windows Mobilen edeltäjänä pidetään Pocket PC 2000:ta, joka 
on julkaistu vuonna 2000 Pocket PC -laitteisiin. Vaadittavien laitteistoresurssien vuoksi vanhoja 
puhelimia ei voida päivittää uuteen versioon. (Appsguide 2012, hakupäivä 10.9.2013.) Windows 
Phone ei ole yhteensopiva Windows Mobile -laitteiden kanssa. Windows Mobilessa ei ole mitään 
asennusrajoitteita, joten siihen ei tarvita mitään jakelukanavia.  
 
Windows Mobilesta on useampia eri versioita: 
 Windows Mobile 2003 
o koodinimeltä ”Ozone” 
o julkaistu 23.6.2003 
 Windows Mobile 2003 SE 
o julkaistu 24.3.2004 
 Windows Mobile 5.0 
o koodinimeltä ”Magneto” 
o julkaistu 9.5.2005 
 Windows Mobile 6 
o koodinimeltä ”Crossbow” 
o julkaistu helmikuussa 2007 
 Windows Mobile 6.1 
 Windows Mobile 6.5 
o julkaistu 6.10.2009 (Wikipedia 2013d, hakupäivä 10.9.2013.) 
 Windows Embedded Handheld 6.5 
o julkaistu 10.1.2011 
 
4.4 Windows Marketplacen rajoitukset 
 
Sovellusten lataamista ja asentamista varten tarvitaan toimiva Internet-yhteys. Mikäli ladattava 
sovellus on yli 50 megatavun kokoinen (esimerkiksi pelit), tällöin täytyy muodostaa yhteys WLAN-
verkkoon, jotta sovelluksen voi ladata. Matkapuhelinverkon kautta ladattaessa sovelluksen tulee 
olla alle 50 megatavun kokoinen. (Windows Phone 2013b, hakupäivä 10.9.2013.) Jotkin 
sovellukset eivät toimi Windows Phone -puhelimissa, joissa on alle 1 Gt RAM-muistia. Puhelimen 
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muistin määrän voi tarkistaa puhelinvalmistajan verkkosivuilta tai puhelimen käyttöohjeista. 
(Windows Phone 2013c, hakupäivä 10.9.2013.) 
 
Sovelluskaupoilla on omat sovellusten julkaisumenetelmät ja ne eroavat jonkin verran toisistaan. 
Sovelluksen julkaisuun vaikuttavat julkaisukriteerien lisäksi eri sovelluskauppojen 
tarkistusprosessit, joiden avulla pyritään karsimaan sisältöön ja laatuun kohdistuvat 
ongelmatapaukset. Windowsin Marketplacessa sovelluksen julkaisemisessa on tarkka 
sertifiointiprosessi ja hidas julkaisu. Sovelluksen sertifiointiin voi kulua viikon verran aikaa ja 
muutokset saa julkaistua vuorokauden kuluessa. Ennen kuin Windows Phone -sovellus voidaan 
julkaista Marketplacessa, sovelluksen on noudatettava tarkkaan määritettyjä 
sertifiointivaatimuksia. Sertifiointivaatimukset sisältävät sovelluksen julkaisuun, toimintaan ja 
sisältöön liittyviä sääntöjä sekä teknisiä vaatimuksia. Tekniset vaatimukset liittyvät muun muassa 
toiminnallisuuteen, luotettavuuteen, suorituskykyyn ja turvallisuuteen. (Qubilea 2013, hakupäivä 
31.10.2013.)  
 
Ennen Windows Phone sovelluksen julkaisemista Marketplacessa, sovelluksesta voidaan 
julkaista beta-versio tiettyjen käyttäjien testattavaksi. Beta-julkaisussa on kevyemmät 
sertifiointivaatimukset ja nopeampi julkaisuaika. Betatestauksen avulla saadaan kommentteja 
sovelluksesta, joiden avulla voidaan korjata ongelmia ennen varsinaista julkaisua. 
Betatestausvaiheessa sovellus voi tukea tuhansia beta-testaajia sekä sovellus käy läpi 
automaattisen sertifiointiprosessin ja on saatavilla muutaman tunnin kuluessa. (Windows Phone 
2013d, hakupäivä 31.10.2013.) 
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5 WINDOWS INTUNE 
 
Windows Intune on pilvipohjainen hallintaratkaisu puhelimien, tablettien ja PC-laitteiden 
hallintaan. (Sulava 2013b, hakupäivä 21.4.2013.) Kuluttajalähtöisen IT:n yleistyttyä, työntekijät 
ovat alkaneet käyttää henkilökohtaisia mobiililaitteitaan ja pöytätietokoneitaan töiden tekemiseen. 
Nämä laitteet halutaan pitää turvallisina ja yhteensopivina. Windows Intunen avulla voidaan 
hallita pöytätietokoneita ja monia erilaisia mobiililaitteita yhdellä ratkaisulla, joko pilvipalvelun 
avulla tai laajentamalla yrityksen olemassa olevaa paikallista infrastruktuuria. (Microsoft 2013a, 
hakupäivä 23.5.2013.) 
 
Windows Intunen avulla voidaan kehittää IT-osastojen tehokkuuta yhdistämällä 
pöytätietokoneiden ja mobiililaitteiden hallinta sekä turvallisuus yhtenäisessä infrastruktuurissa. 
Windows Intune on yrityskäyttöön kehitetty ratkaisu, joka yhdistyy System Center Configuration 
Manager:in kanssa. System Center Configuration Manager auttaa hallinnoimaan mobiililaitteita, 
pöytätietokoneita ja virtuaalikoneita yhdestä paikasta. Administrator voi tunnistaa ja hallita kaikkia 
päätelaitteita, sisältäen Windows Pro ja Enterprise pöytätietokoneet, Windows RT tabletit, 
älypuhelimet, iPadit, iPhonet sekä sulautetut laitteet yhdellä käyttöliittymällä. (Microsoft 2013a, 
hakupäivä 23.5.2013.) 
 
Windows Intune sulautuu aktiivihakemiston kanssa, joten sillä voidaan järjestää olemassa olevia 
käyttäjätilejä ja suojausryhmiä. Windows Intunella voidaan myös keskittää päätelaitteiden 
päivitysten, ohjelmien ja käytäntöjen hallinta. Windows Intunen kautta administrator voi asettaa 
yhden käytänteen, jolla voidaan jakaa sovellus käyttäjille sopivimmalla tavalla laitteeseen, jota he 
käyttävät. (Microsoft 2013a, hakupäivä 23.5.2013.) 
 
5.1 Ominaisuudet 
 
Windows Intune -palvelu tukee Windows-pohjaisten laitteiden lisäksi muun muassa iPhonea, 
iPadeja sekä Android-laitteita. Palvelun ominaisuuksiin kuuluu (kuvio 1) etätuki, jolloin käyttäjän 
työasema voidaan ottaa etähallintaan käyttäjän ongelmien selvittämiseksi, työasemien hälytykset 
ja valvonta, päivityksien hallinta ja asennus etähallintana, palomuurin hallinta, haittaohjelmien ja 
virusten torjunta, laitteisto- ja ohjelmistoinventaario, turvallisuuskäytäntöjen hallinta sekä 
ohjelmistojakelut. (Sulava 2013b, hakupäivä 21.4.2013.) 
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Ominaisuus PC Windows Phone 8 Tablet 
Etätuki x   
Hälytykset ja valvonta x x x 
Päivitykset x   
Palomuurinhallinta, 
haittaohjelmien ja 
virusten torjunta 
x   
Ohjelmistojakelut x x x 
Laitteisto- ja 
ohjelmistoinventaario 
x x x 
KUVIO 1. Taulukko Windows Intunen ominaisuuksista 
 
Windows Intune -palvelulla voidaan hallita myös Windows-pohjaisia puhelimia. Intune käyttää 
mobiilihallintarajapintaa, joka on rakennettu puhelimiin itseensä. Windows-puhelimista löytyvän 
Company Apps -ohjelman (yrityssovellukset) avulla puhelin liitetään osaksi yrityksen 
hallintaratkaisua, tässä tapauksessa Windows Intunea. (Sulava 2013b, hakupäivä 21.4.2013.)  
 
5.2 Laitteistovaatimukset 
 
Windows Intune -asiakasohjelmiston voi asentaa koneelle, jossa käyttöjärjestelmänä on:  
 Windows XP Professional, Service Pack 3, suorittimen kellotaajuus 500MHz, RAM 256MB 
 Windows Vista Enterprise, Ultimate tai Business 
 Windows 7 Enterprise, Ultimate tai Professional  
 Windows 8 Pro ja Enterprise (TechNet 2013a, hakupäivä 9.7.2013). 
 
Windows Intunen voi asentaa molempiin x86 ja x64 pohjaisin Windows Vista, Windows 7 ja 
Windows 8 käyttöjärjestelmiin sekä x86 pohjaiseen Windows XP käyttöjärjestelmään. 
Tietokoneessa täytyy olla Internet-yhteys ja 200 megabittiä (MB) levytilaa. (TechNet 2013a, 
hakupäivä 9.7.2013.) 
 
Windows Intune toimii seuraavissa Internet-selaimissa: 
 Internet Explorer 8 ja sitä uudemmat versiot 
 Google Chrome 19 ja sitä uudemmat versiot 
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 Mozilla Firefox 5 ja sitä uudemmat versiot (TechNet 2013a, hakupäivä 9.7.2013). 
 
Windows Intune toimii myös seuraavissa mobiililaitteiden Internet-selaimissa: 
 Microsoft Windows Phone 7 ja sitä uudemmat versiot 
 Google Android 2.3.4 ja sitä uudemmat versiot 
 Apple iOS 5.0 ja sitä uudemmat versiot (TechNet 2013a, hakupäivä 9.7.2013). 
 
5.3 Mobiililaitteet 
 
Windows Phone 8 -puhelimesta löytyy yrityssovellukset-kohta. Tämä mahdollistaa yritystilin 
lisäämisen puhelimeen. Yritystilin lisäämisen jälkeen työntekijöillä on mahdollista ladata 
sovelluksia puhelimiinsa, jotka heidän työnantaja on julkaissut Windows Intunen kautta.  
 
Windows Phone -puhelimille yritykset voivat luoda tilejä, jotka tarjoavat työssä tarvittavia 
toimintoja ja sovelluksia tai parantavat puhelimen suojausta. Yritystili voi sisältää seuraavia 
toimintoja: yritystoiminnot, yrityssovellukset ja yrityskäytännöt. Yritykset voivat luoda puhelimeen 
toimintoja, joiden avulla yrityksen työntekijä voi käyttää erilaisia yritystietoja keskitetyssä 
toiminnossa. Yritystoimintojen avulla voi esimerkiksi käyttää yrityksen omaa kauppaa, sovelluksia 
tai kulutietoja sekä lukea yritysuutisia. Yritystoiminnot asennetaan puhelimeen samalla tavalla 
kuin yrityssovelluksetkin. Mikäli yritystoimintoja on saatavilla, käyttäjälle annetaan mahdollisuus 
asentaa toiminnot, kun käyttäjä on lisännyt puhelimeensa yritystilin. (Windows Phone 2013e, 
hakupäivä 18.9.2013.) 
 
Yrityskäytäntöjen avulla yritys voi lisätä puhelimeen suojausmenetelmiä. Yritys voi esimerkiksi 
salata puhelimen, poistaa mahdollisen muistikortin käytöstä, palauttaa puhelimen oletustilaan 
etäyhteyden välityksellä tai yritys voi edellyttää tietyn pituista salasanaa. (Windows Phone 2013e, 
hakupäivä 18.9.2013.) 
 
Windows Intunella voit jakaa sovelluksia päätelaitteisiin ja taata, että työntekijöillä on pääsy 
ohjelmistoihin, joita he tarvitsevat ollessaan matkalla. Työntekijät voivat asentaa sovelluksia 
virtuaalisesti mistä vain Company Portal:in (yritysportaali) avulla. Company Portal on 
helppokäyttöinen sovellusluettelo. Työntekijät voivat nopeasti asentaa sovelluksen 
mobiililaitteestansa tai käyttää PC:n verkkoselainta. (Microsoft 2013b, hakupäivä 25.6.2013.) 
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Windows Intune sisältää yritysportaalin (kuvio 2), joka on helposti muokattava ja 
itsepalvelupohjainen. Yritysportaalin avulla käyttäjille voidaan tarjota erilaisia työkaluja ja 
sovelluksia. Yrityportaalin sisältö voidaan kohdistaa käyttäjien mukaan ja he voivat hyödyntää sitä 
eri mobiililaitteiden avulla. Käyttäjän kirjautuessa portaaliin hän näkee listan sovelluksista, jotka 
voidaan ladata tarvittuun käyttötarkoitukseen. (Sulava 2012a, hakupäivä 23.5.2013.) 
 
 
KUVIO 2. Yritysportaali, jossa näkyy yrityssovellukset (TaskuMuro 2012, hakupäivä 2.11.2013) 
 
Windows Intunen mobiililaitteiden suora hallinta (direct managemennt of mobile devices) 
mahdollistaa sovellusten jakamisen kahdella eri tavalla. Yksi vaihtoehto on toimittaa Windows 
Phone 8 -laitteeseen ulkoinen linkki Windows Phone -kaupassa olevaan sovellukseen. Toinen 
vaihtoehto on toimittaa koodinkirjoitusvarmenteella allekirjoitettu sovelluspaketti suoraan 
Windows Intuneen ja sitten ladata sovelluspaketti hallittuihin laitteisiin. Toisen vaihtoehdon 
mukaisesti toimitetut sovellukset eivät tarvitse olla Windows Phone -kaupan sertifioituja 
sovelluksia tai asennettu käyttäen Windows Phone -kauppaa. (TechNet 2013b, hakupäivä 
6.10.2013.) 
 
Koodinkirjoitusvarmenne (enterprise mobile code signing sertificate) luo digitaalisen suojan 
(shrink wrap), turvalliseen sisällön jakoon Internetissä (Symantec 2013a, hakupäivä 19.11.2013). 
Digitaalinen suoja näyttää sovelluksen lähdekoodin ja varmistaa, että sitä ei ole muutettu sen 
jälkeen, kun sovellus on allekirjoitettu koodinkirjoitusvarmenteella (Symantec 2013b, hakupäivä 
19.11.2013). Koodinkirjoitusvarmenteella kehittäjät voivat helposti laajentaa mobiilisovellusten ja 
pelien jakelua (Symantec 2013c, hakupäivä 19.11.2013). Koodinkirjoitusvarmenteen avulla 
organisaatioiden sisäisten sovellusten jakelu voidaan suorittaa esimerkiksi Windows Intunen 
kautta.  
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6 WINDOWS INTUNE –ETÄHLLINTAJÄRJESTELMÄ KÄYTÄNNÖSSÄ 
 
6.1 Kirjautuminen hallintakonsoliin 
 
Kirjautuminen Windows Intune -palveluun tapahtuu osoitteessa: 
https://admin.manage.microsoft.com (kuvio 3). Osoitteesta pääsee kirjautumaan 
järjestelmänvalvojan hallintakonsoliin.  
 
 
KUVIO 3. Tunnusten syöttäminen (Microsoft 2013a, hakupäivä 13.9.2013) 
 
Kirjautumisen jälkeen järjestelmänvalvojalle avautuu järjestelmän yleiskatsaus. Yleiskatsauksesta 
näkee suoraan tärkeimmät hälytystyypit, järjestelmän tilan, tietokoneen yhteenvedon ja 
mobiililaitteen yhteenvedon. Sivun vasemmasta laidasta löytyy navigaatio, josta näkee 
järjestelmän yleiskatsauksen, ryhmät, päivitykset, järjestelmän suojauksen, hälytykset, 
ohjelmiston, käyttöoikeudet, käytännöt, raportit ja hallinnan (kuvio 4).  
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KUVIO 4. Järjestelmän navigaatio 
 
6.2 Tiliportaali 
 
Windows Intune -tiliportaalissa hallitaan Intuneen luotuja käyttäjätilejä. Tiliportaaliin pääsee 
hallintakonsolin kautta, väliaikaiset järjestelmänvalvojat -kohdasta (kuvio 5) tai osoitteesta 
https://account.manage.microsoft.com. Tiliportaalin kautta voidaan vaihtaa käyttäjien salasanat, 
lisätä uusia käyttäjiä, lisätä toimialueita ja luoda palvelupyyntöjä (kuvio 6). Windows Intunen 
lisenssitietojen tarkastaminen tapahtuu myös tiliportaalissa. Tilaukset-kohdasta voidaan 
tarkastella laskutusta, tilaushallintaa ja suorittaa käyttöoikeuksien määrittäminen. Tiliportaalin 
kautta pystyy myös lähettämään palvelupyyntöjä Windows Intunen tukeen. Tiliportaalista pääsee 
helposti takaisin hallintakonsoliin yläreunassa olevan navigaation kautta (kuvio 6). 
 
 
KUVIO 5. Tiliportaaliin pääsy hallintakonsolin kautta 
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KUVIO 6. Tiliportaalin hallinnan yhteenveto 
 
6.3 Käyttäjän lisääminen 
 
Käyttäjän lisääminen tapahtuu tiliportaalin kautta (kuvio 7). Uuden käyttäjän lisäämiseksi, 
käyttäjästä pyydetään antamaan etunimi, sukunimi, näyttönimi ja käyttäjänimi. Seuraavissa 
vaiheissa määritetään käyttäjän oikeudet, sijainti, ryhmittely, sähköposti ja lopuksi näytetään 
yhteenveto (kuvio 8).  
 
 
KUVIO 7. Uuden käyttäjän lisääminen 
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KUVIO 8. Käyttäjän tietojen antaminen 
 
6.4 Ryhmän luominen 
 
Ryhmien luominen mahdollistaa käyttäjien ja laitteiden ryhmittelyn eri kategorioihin. Tiettyjä 
sovelluksia voi kohdistaa tiettyihin ryhmiin, mikäli jokin sovellus halutaan vain tietyn ryhmän 
käyttöön. Sovelluksen käyttöönottovaiheessa pitää määrittää se ryhmä jolle sovellus jaetaan tai 
sovellus voidaan jakaa kaikille, valitsemalla kaikki ryhmät.  
 
Ryhmän luominen tapahtuu valitsemalla Ryhmät-kohdassa Luo ryhmä (kuvio 9). Ensimmäisenä 
määritetään yleiset asetukset muun muassa ryhmän nimi. Seuraavana määritetään ehtojäsenyys. 
Ehtojäsenyys-kohdassa ryhmään voidaan ottaa mukaan jäseniä käyttäoikeusryhmistä. 
Viimeisenä määritetään suorat jäsenet eli jäsenet valitaan suoraan Intuneen lisätyistä jäsenistä.  
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KUVIO 9. Ryhmän luominen 
 
6.5 Mobiililaitteen hallinta 
 
Ensimmäistä kertaa ottaessa käyttöön Windows Phone 8 -laite Windows Intunessa, täytyy 
mobiililaitteiden hallintavaltuudet asettaa. Asetus tapahtuu klikkaamalla Aseta mobiililaitteen 
halintavaltuudet -linkkiä. Intune varmistaa asetuksen ponnahdusikkunalla, joka pitää hyväksyä. 
(kuvio 10). Tämän jälkeen hallintavaltuudet on annettu Windows Intunelle. Mobiililaitteiden 
hallintavaltuudet määrittävät sen missä palvelussa suoritetaan mobiililaitteiden hallintatehtäviä. 
Järjestelmänvalvoja voi asettaa mobiililaitteiden hallintavaltuudet Windows Intunelle käyttäen 
Windows Intunen hallintakonsolia tai järjestelmänvalvoja voi asettaa hallintavaltuudet System 
Center Configuration Managerille käyttäen System Center Managerin hallintakonsolia. Valinnan 
jälkeen hallintavaltuuksia ei voi enää muuttaa.  
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KUVIO 10. Mobiililaitteiden hallintavaltuuksien hyväksyminen 
 
Käyttäjien mobiililaitteiden hallintaa varten täytyy käyttäjät lisätä Windows Intuneen. Lisäyksen 
ollessa valmis käyttäjiä voidaan hallinnoida järjestelmänvalvojan konsolissa. Mikäli yrityksellä on 
käytössään aktiivihakemisto (Active Directory) järjestelmänvalvoja voi konfiguroida 
aktiivihakemiston synkronoinnin eli käyttäjätiedot synkronoidaan suoraan aktiivihakemistosta 
Windows Azure aktiivihakemistoon. Näin ollen järjestelmänvalvojalla ei tarvitse manuaalisesti 
syöttää käyttäjätietoja Windows Intuneen. Synkronointiin tarvitaan Microsoft Directory 
Syncronization -työkalu.  
 
Mobiililaitteiden hallintasivulla voi valita mobiililaitetyypin (Windows RT, Windows Phone 8, iOS), 
jota halutaan hallita (kuvio 11). Windows Intunessa Windows Phone 8 -mobiililaitteiden hallinnan 
aloittamisessa ensimmäistä kertaa on muutamia vaiheita, jotka täytyy suorittaa ennen hallintaa. 
Vaiheita on kaikenkaikkiaan viisi (5).  
 
Vaihe 1 on rekisteröintipalvelimen osoitteen määrittäminen. Rekisteröinnin aikana Windows 
Phone -mobiililaitteet tarvitsevat rekisteröintipalvelimen osoitteen. Järjestelmänvalvoja voi 
määrittää DNS-tietueet, joilla laite tunnistaa osoitteen automaattisesti tai käyttäjät voivat syöttää 
sen manuaalisesti puhelimeen. Mikäli järjestelmänvalvoja ei valitse DNS-tietueiden määritystä 
tulee käyttäjille antaa seuraava palvelinosoite käytettäväksi rekisteröinnin aikana: 
enterpriseenrollment-s.manage.microsoft.com. Rekisteröintipalvelimen osoitteen automaattiseen 
tunnistukseen täytyy käytössä olla todennettu toimialue ja CNAME-tietue luotuna. 
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Vaihe 2 on yritystunnuksen ja koodinkirjoitusvarmenteen hankkiminen. Ennen kuin ohjelmistoja 
voidaan jakaa Windows Phone 8 -puhelimiin, käyttäjille täytyy jakaa yritysportaali-sovellus. Ennen 
yritysportaalin jakamista täytyy varmistaa, että yritysportaali on allekirjoitettu 
koodinkirjoitusvarmenteella. Koodinkirjoitusvarmenteen saa käyttöön Symantec:ltä. 
 
Vaihe 3 on yritysportaalin-sovellustiedoston lataaminen. Vaihe 4 on yritysportaalin 
sovellustiedoston varustaminen koodinallekirjoituksella, joka on hankittu vaiheessa 2. Viimeinen 
eli vaihe 5 on yritysportaalin lataaminen ja käyttöönotto. Näiden vaiheiden jälkeen yritysportaali 
on käyttäjien saatavilla.  
 
 
KUVIO 11. Mobiililaitteiden hallintasivu 
 
Yritystili ja yritysportaali 
 
Ennen yritysportaalin lataamista puhelimeen, käyttäjien tulee luoda puhelimiinsa yritystili. 
Yritystilin lisääminen vaati toimivan Office 365 -tunnuksen, oman yrityksen toimialueen nimen ja 
palvelimen osoitteen. Nämä tiedot voi varmistaa oman yrityksen IT-tukihenkilöltä. Lisäämisen 
jälkeen puhelin ehdottaa saatavilla olevan yritysportaalin lataamista puhelimeen. Lataamisen 
jälkeen yritysportaali näkyy puhelimen valikossa.  
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Yritysportaali on sovellusluettelo, josta näkee oman yrityksen jakamat sovellukset. Yritysportaaliin 
kirjaudutaan omilla Office 365 -tunnuksilla eli niillä tunnuksilla, joilla kirjaudutaan oman yrityksen 
verkkoon. Yritysportaalin kirjautumissivu on samanlainen kuin kirjauduttaessa Intuneen (kuvio 2). 
Yritysportaaliin pääsee seuraavista osoitteista:  
 Windows Intune -yritysportaali: https://portal.manage.microsoft.com/ 
 Windows Intunen mobiili yritysportaali: https://m.manage.microsoft.com/ 
 
Windows Intunen järjestelmänvalvojan hallintakonsolissa voidaan muokata yritysportaalin 
ulkomuotoa ja sitä, miltä yritysportaali näyttää käyttäjille. Hallintakonsolissa voidaan määrittää 
yrityksen nimi, IT-osaston tiedot sekä mukauttaa yritysportaalia yrityksen logolla, teeman värillä ja 
taustalla. Yrityksen nimi näkyy yritysportaalin otsikkona. IT-osaston tiedot tulevat näkyviin Ota 
yhteyttä IT-palveluun -kohdassa. 
 
6.6 Ohjelmistojen jakelu 
 
Windows Intunen avulla on mahdollista jakaa sovelluksia kahdella eri tavalla. Yksi tapa on 
toimittaa koodinkirjoitusvarmenteella allekirjoitettu sovelluspaketti suoraan Windows Intuneen ja 
sitten ladata sovelluspaketti hallittuihin laitteisiin. Toinen tapa on toimittaa Windows Phone 8 -
laitteeseen ulkoinen linkki Windows Phone -kaupassa olevaan sovellukseen.  
 
Ohjelmiston lisääminen onnistuu Intunen Ohjelmisto-kohdassa (kuvio 12). Lisää ohjelmisto -
linkkiä klikkaamalla tietokoneelle asentuu exe-päätteinen setup-sovellustiedosto. Tämä exe-
tiedosto avaa Intunen ohjelmistojulkaisijan. Ohjelmistojen jakelu Windows Intunen avulla tapahtuu 
siis Intunen omalla ohjelmistojulkaisijalla.  
 
 
KUVIO 12. Ohjelmiston yleiskatsaus 
32 
 
Ohjelmistojulkaisijaan kirjaudutaan samoilla tunnuksilla kuin Intuneenkin (kuvio 13). 
Järjestelmänvalvoja lataa sovellustiedoston tietokoneelta Intuneen, josta sovellus voidaan jakaa 
eteenpäin muille pöytätietokoneille ja mobiililaitteiden käyttäjät voivat ladata sen Windows Phone 
8 -puhelimiinsa mobiili yritysportaalin kautta.  
 
 
KUVIO 13. Kirjautuminen Windows Intunen ohjelmistojulkaisijaan 
 
Kirjautumisen jälkeen valitaan suoritettava toiminto. Ohjelmistojulkaisijalla voi joko lisätä uuden 
ohjelmiston, muokata jo aiemmin ladattua ohjelmistoa, ladata päivityksiä, muokata päivityksiä ja 
ladata Windows Phone 8 -yritysportaalin sovellustiedoston, jonka kautta mobiililaitteiden käyttäjät 
voivat ladata sovelluksia puhelimiinsa (kuvio 14).  
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KUVIO 14. Ohjelmistojulkaisija 
 
6.6.1 Windows Phone 8 -yritysportaalin sovellustiedoston lataus 
 
Windows Phone 8 -yritysportaalin sovellustiedoston lataaminen (kuvio 15) Intuneen mahdollistaa 
sen, että Windows Phone 8 -puhelimien käyttäjät voivat ladata puhelimiinsa yritysportaalin kautta 
yrityksensä tarjoamia sovelluksia. Windows Phone 8 -puhelimen käyttäjän tulee ensin kuitenkin 
luoda puhelimeen yritystili, jonka jälkeen puhelimeen tulee asentaa tämä yritysportaali.  
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KUVIO 15. Windows Phone 8 -yritysportaalin sovellustiedoston lataaminen 
 
Windows Phone 8 -yritysportaalin asennusvaiheessa valitaan käyttöympäristö ja määritetään 
ohjelmistotietojen sijainti (kuvio 16). Määritä, miten tämä ohjelmisto tarjotaan laitteille -kohdassa 
määritetään jaetaanko ohjelmisto ulkoisena linkkinä vai sovelluspakettina. Tämän jälkeen 
ladattavasta ohjelmistosta annetaan sopiva kuvaus (kuvio 17). Asennuksen loppuvaiheessa 
näkyviin tulee ohjelmiston asennuksen yhteenveto (kuvio 18) ja ohjelmiston lataaminen Intuneen 
(kuvio 19). Lopuksi tulee vielä ilmoitus, että tietojen lataaminen onnistui (kuvio 20). Muiden 
ohjelmistojen jakelussa on samat asennusvaiheet kuin yritysportaalin sovellustiedostonkin 
jakelussa.  
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KUVIO 16. Windows Phone 8 -yritysportaalin asennus 
 
 
KUVIO 17. Windows Phone 8 -yritysportaalin kuvaus 
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KUVIO 18. Yhteenveto 
 
 
KUVIO 19. Ohjelmiston lataaminen 
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KUVIO 20. Ilmoitus tietojen latauksen onnistumisesta 
 
6.6.2 Yrityskohtaisen sovelluksen käyttöönotto 
 
Sovelluksen käyttöönotto vaatii, että Intunen järjestelmänvalvoja valitsee Intunesta ne ryhmät, 
joille haluaa sovelluksen jakaa. Intuneen ladatun sovelluksen kohdalla valitaan Hallitse 
käyttöönottoa -painike. Tämän jälkeen valitaan se ryhmä, jolle sovellus halutaan jakaa ja lisätään 
se valittuihin ryhmiin (kuvio 21). Viimeiseksi valitaan hyväksyminen-kohdan alasvetovalikosta, 
käytettävissä oleva asennus ja klikataan valmis (kuvio 22). Näiden vaiheiden jälkeen sovellus 
näkyy Windows Phone 8 -puhelimen yritysportaalissa.  
 
 
KUVIO 21. Ryhmän valinta 
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KUVIO 22. Käyttöönottotoiminto 
 
6.7 Ohjelmistojen konfiguraatio 
 
Windows Intunen ohjelmistojulkaisijalla on myös mahdollista muokata Intuneen ladattuja 
ohjelmistoja ja sovelluksia (kuvio 23). Ohjelmistojulkaisijalla valitaan muokattava ohjelmisto 
Windows Intunesta (kuvio 24). Ohjelmiston muokkaus ohjelmistojulkaisijalla mahdollistaa 
ohjelmiston julkaisijan, nimen ja kuvauksen muokkaamisen. Vaiheet ohjelmiston muutokseen 
ovat samanlaiset kuin ohjelmiston jakelussakin. Mikäli itse sovellukseen halutaan tehdä 
muutoksia, täytyy muokkaus suorittaa eri ohjelmistolla ja ladata se muokkauksen jälkeen 
uudestaan Intuneen. Ohjelmistojulkaisijalla voi myös ladata ohjelmistojen päivityksiä ja muokata 
niitä. Ladattavat päivitystiedostot valitaan tietokoneelta ja ladataan Intuneen.  
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KUVIO 23. Ohjelmiston muokkaus 
 
 
KUVIO 24. Muokattavan ohjelman valinta 
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6.8 Käytännöt 
 
Käytännöt-työkalun avulla voidaan määrittää käytäntöjä, joilla voi hallita mobiililaitteiden 
asetuksia. Käytännöt, joita luodaan perustuvat aina malleihin. Käytännön jokaisen asetuksen 
arvon voi määrittää tai joidenkin asetusten arvon voi jättää määrittämättäkin, jolloin ne voidaan 
määrittää jollain toisella tavalla. Määrittäessä mobiililaitekäytäntöä, käytännön voi ottaa käyttöön 
haluamassaan käyttäjäryhmässä.  
 
Käytäntö luodaan valitsemalla hallintakonsolissa Lisää käytäntö. Luotaessa uutta käytäntöä 
valitaan uuden käytännön malli neljästä eri vaihtoehdosta. Vaihtoehdot ovat mobiililaitteiden 
suojauskäytäntö, Windows Intune Agent -asetukset, Windows Intune Center -asetukset ja 
Windowsin palomuurin asetukset. Mobiililaitteiden suojauskäytäntö sisältää suositellut asetukset, 
jotka määrittävät esimerkiksi salasanan pituuden ja salausvaatimukset. Tämän mallin pohjalta 
luodut käytännöt voidaan ottaa käyttöön vain laiteryhmissä ja ne voi kohdistaa ainoastaan 
käyttäjiin, joiden laitteita hallitaan Windows Intunessa (kuvio 25). Mallin avulla voi luoda 
käytännön suositelluilla asetuksilla tai luoda mukautetun käytännön. Suositellut asetukset pääsee 
näkemään klikkaamalla Näytä tämän käytäntömallin suositellut asetukset -linkkiä (kuvio 25). 
 
 
KUVIO 25. Käytännöt 
 
Mobiililaitteen mukautettua suojauskäytäntöä luotaessa voidaan määrittää yleiset, salasana, 
laiterajoitus, sähköposti ja salaus arvot (kuvio 26). Yleisissä asetuksissa määritetään käytännön 
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nimi. Salasana-kohdassa voidaan määrittää muun muassa se, että pyydetäänkö salasanaa 
mobiililaitteiden lukituksen poistamiseksi ja minkätyyppinen salasana on. Mikäli mobiililaite on 
yhdistetty yrityksen Exchange-palvelimiin Exchange ActiceSync -tekniikalla, näille laitteille 
voidaan määrittää, että ne voivat suorittaa Exchange-synkronoinnin. Salaus-kohdassa voidaan 
määrittää se, että salataanko tiedot mobiililaitteessa.  
 
 
KUVIO 26. Käytännön luominen 
 
Käytännön luomisen jälkeen Intune vahvistaa, että halutaanko käytäntö ottaa käyttöön 
mobiililaitteissa (kuvio 27). Kaikki olemassa olevat käytännöt näkyvät Intunen hallintakonsolissa 
kohdassa Käytännöt ja sieltä Kaikki käytännöt.  
 
 
KUVIO 27. Käytännön käyttöönotto 
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7 JOHTOPÄÄTÖKSET 
 
Windows Intune on ratkaisu pöytätietokoneiden, mobiililaitteiden ja tablet-tietokoneiden 
hallintaan. Windows Intune on helppo ja turvallinen tapa jakaa mobiilisovelluksia yrityksen 
työntekijöille. Järjestelmänvalvoja lataa tietokoneeltaan Windows Intuneen sovellustiedoston, joka 
on latauksen jälkeen työntekijöiden ladattavissa. Sovellukset ovat ainoastaan Intuneen lisättyjen 
käyttäjien käytettävissä. Käyttäjillä täytyy myös lisätä omaan puhelimeensa yritystili ennen 
sovellusten lataamista yritysportaalista. 
 
Tällä hetkellä M-Technologyn WiseMaster-tuoteperhe on asiakasyritysten työntekijöiden 
saatavilla Windowsin Marketplacesta. Windowsin Marketplacessa sovelluksen julkaiseminen 
vaatii Microsoftin sertifioinnin. Sertifiointiprosessi on hyvin tarkka ja sovelluksen julkaisu on hidas. 
Sovelluksen sertifiointiin voi kulua viikon verran aikaa. Ennen varsinaista sovelluksen julkaisua, 
sovelluksesta voidaan julkaista beta-versio valittujen käyttäjien testattavaksi. Beta-julkaisussa on 
nopeampi julkaisuaika ja kevyemmät sertifiointivaatimukset. Betatestauksen avulla sovelluksesta 
saadaan esille ongelmia, jotka voidaan korjata ennen varsinaista julkaisua.  
 
Opinnäytetyössä testattiin toimeksiantajalta saadun sertifioimattoman sovellustiedoston 
lisäämistä Windows Intuneen. Sertifioimattoman sovellustiedoston lisääminen Intuneen onnistui 
ongelmitta. Sovelluksen asentaminen puhelimeen kuitenkin epäonnistui. Sovellusta ei voinut 
asentaa puhelimeen, vaikka se näkyi puhelimen yritysportaalissa. Johtopäätöksenä 
sertifioimatonta sovellustiedostoa ei voi asentaa Windows Phone 8 -puhelimeen. Ongelmana voi 
olla, että sovellus vaatii joko Microsoftin sertifioinnin tai Symantecin koodinkirjoitusvarmenteen. 
Näin ollen Windows Intune ei valitettavasti tuo lisähyötyä M-Technologyn betatestausvaiheeseen 
ja normaaliin beta-jakeluun, mikäli käyttöön ei oteta Symantecin koodinkirjoitusvarmennetta.  
 
Jatkotoimenpiteenä testaukseen voisi ottaa käyttöön Symantecin koodinkirjoitusvarmenteen. 
Koodinkirjoitusvarmenteen hankinnan jälkeen sovellustiedosto tulisi varustaa sillä ja lisätä 
tiedosto Intuneen. Lisäämisen jälkeen sovellus tulisi asentaa puhelimeen ja tarkastella tilannetta, 
että asentuuko sovellus puhelimeen. Tämän jälkeen tehtäisiin päätös, että tuoko 
koodinkirjoitusvarmenne apua normaalin sertifiointiprosessin rinnalle.  
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8 POHDINTA 
 
Tavoitteenani tätä opinnäytetyötä tehdessäni oli antaa selkeä ja informatiivinen kuvaus Windows 
Intune -etähallintajärjestelmästä toimeksiantajalle sekä muille aiheesta kiinnostuneille. Työn 
tavoitteena oli myös antaa selkeä kuvaus toimeksiantajalle siitä, kuinka he voisivat hyötyä 
Windows Intunesta. Opinnäytetyöni toimeksiantajana toimi oululainen M-Technology, joka on 
keskittynyt mobiiliteknologiaan ja heidän liiketoimintamalli pohjautuu omaan WiseMaster-
tuoteperheeseen.  
 
Windows Intune -etähallintajärjestelmän käyttö mobiililaitteissa oli erittäin mielenkiintoinen 
opinnäytetyön aihe ajankohtaisuutensa takia. En ollut aiemmin kuullut Intunesta ennen kuin kävin 
keskustelemassa opettajani kanssa mahdollisista opinnäytetyön aiheista. Aiheen kuultuani olin 
innostunut tutkimaan asiaa tarkemmin, koska olen kiinnostunut erilaisista tietojärjestelmistä ja 
mobiililaitteista. Opinnäytetyöni myötä pääsin tutustumaan tarkemmin Windows Intuneen ja 
Windows Phone 8 -puhelimeen. Sain myös opinnäytetyöni mukana lisää tietoa pilvipalveluista, 
matkapuhelimen etähallinasta ja Windowsin jakelutekniikoista.  
 
Olen onnistunut mielestäni opinnäytetyössäni hyvin, koska olen saavuttanut tavoitteideni 
mukaisia tuloksia. Projektin alussa pohdin aiheeni rajausta, koska Windows Intune itsessään on 
laaja aihe ja järjestelmällä voi myös hallita pöytätietokoneita. Päädyimme opettajan kanssa 
rajaamaan aiheen ainoastaan mobiililaitteisiin, jotta työstä ei tulisi liian laaja. Toimeksiantajan 
antamat suuntaviivat työlle auttoivat, myös aiheen rajauksessa ja siinä, mitä työhön tulisi 
selvittää. Sain toimeksiantajalta selkeän suunnan sisällysluettelolle ja opinnäytetyölleni. Tämän 
ansiosta olen mielestäni pystynyt raportissani tuomaan esille Windows Intune -
etähallintajärjestelmän selkeällä ja ymmärrettävällä tavalla ja raporttini on eheä ja looginen 
kokonaisuus, jota voitaisiin käyttää esimerkiksi M-Technologyn henkilöstön koulutuksessa. 
Projektin aikana olisin voinut miettiä aikataulutusta hieman paremmin, koska jäin hieman jälkeen 
suunnitellusta aikataulusta.  
 
Aiheen jatkokehityksen kannalta voitaisiin ottaa huomioon, kuinka Windows Intune -
etähallintajärjestelmää voitaisiin käyttää pöytätietokoneiden hallinnassa. Aiheesta kiinnostuneelle 
siinä voisi olla opinnäytetyön aihe. Teknologian kehittyessä ja laitteiden lisääntyessä on hyvä 
ottaa tulevaisuudessa huomioon niiden hallinta ja turvallisuus. Yhdellä ratkaisulla voidaan hallita 
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yrityksen kaikkia laitteita ja kehittää IT-osastojen tehokkuuta yhdistämällä pöytätietokoneiden ja 
mobiililaitteiden hallinta sekä turvallisuus yhtenäisessä infrastruktuurissa. 
 
Tämän opinnäytetyön tekeminen on opettanut minulle paljon Windows Intunesta. 
Toimeksiantajan suuntaviivojen mukaan työtä oli helppo lähteä suunnittelemaan ja tekemään. 
Kiinnostusta aiheeseen oli alusta lähtien hyvin paljon, mikä teki työstä mukavan tehdä. Innostusta 
työhön lisäsi käytännön näkökulman saaminen M-Technologyltä. Projektin aikana tietoni ja taitoni 
syvenivät. Opinnäytetyöprosessi on antanut varmuutta omiin kykyihini ja uskon, että voin 
hyödyntää kaikkea oppimaani tulevaisuudessa niin työelämässä kuin vapaa-ajallanikin.  
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