Turvallisuusjohtamisen parhaita käytäntöjä merenkulkijoille ja satamille by Salokorpi, Mirva & Rytkönen, Jorma
Nro: 66
ISSN: 1239-9094
Tutkimuksia ja raportteja
B-sarja
Mirva Salokorpi
Jorma Rytkönen
Turvallisuusjohtamisen parhaita 
käytäntöjä merenkulkijoille 
ja satamille
Kymenlaakson ammattikorkeakoulu
University of Applied Sciences
2010
 
 
B
 66    S
alokorp
i, R
ytkönen   Turvallisuusjohtam
isen p
arhaita käytäntöjä m
erenkulkijoille ja satam
ille
selkä   5mm
 
 
 
 
 
Turvallisuus ja turvallisuusjohtamis- 
järjestelmät satamissa 
 
 
Mirva Salokorpi 
Jorma Rytkönen 
 
Kymenlaakson ammattikorkeakoulu 
Merenkulku ja logistiikka 
 
Kotka 2010 
 
 
 
                                                                               
Turvallisuusjohtamisen parhaita käytäntöjä 
merenkulkijoille ja satamille
Kotka 2010
Merenkulku ja Logistiikka
Kymenlaakson ammattikorkeakoulun julkaisuja. Sarja B. Nro 66.
Mirva Salokorpi
Jorma Rytkönen
Copyright: Kymenlaakson ammattikorkeakoulu
Kustantaja: Kymenlaakson ammattikorkeakoulu
Taitto ja paino: Kopijyvä Oy, Jyväskylä 2010
ISBN (NID.): 978-952-5681-93-2
ISBN (PDF.): 978-952-5681-94-9
ISSN: 1239-9094
ISSN: (verkkojulkaisu) 1797-5972
Kansikuva: Jorma Rytkönen
Sisällysluettelo
Esipuhe  ......................................................................................................................  6
Tiivistelmä  ................................................................................................................  7
1. Johdanto  ..........................................................................................................  9
2. Turvallisuuden hallinta ja turvallisuusjohtamisjärjestelmät  ...............  11
3. Toimivan ja tehokkaan turvallisuusjohtamisen tunnusmerkkejä  .......  16
4. Turvallisuusjohtaminen erilaisilla toimialoilla  .......................................  22
4.1. Ydinvoimateollisuus  ...............................................................................  22
4.1.1. Turvallisuusjohtaminen ydinvoimateollisuudessa  ................  23
4.1.2. Parhaita ydinvoima-alan turvallisuusjohtamiskäytäntöjä  ...  24
4.2. Ilmailu  ......................................................................................................  26
4.2.1. Turvallisuusjohtaminen ilmailualalla  .....................................  26
4.2.2. ICAO:n turvallisuusjohtamisen mallit  ...................................  27
4.2.3. Parhaita turvallisuusjohtamisen käytäntöjä ilmailualalla  ....  29
4.3. Kemian prosessitekniikka  .....................................................................  36
4.3.1. Turvallisuusjohtaminen kemianteollisuudessa  .....................  37
4.3.2. Parhaita kemianteollisuudessa käytössä olevia 
 turvallisuusjohtamisen käytäntöjä  ..........................................  39
4.4. Raideliikenne  ..........................................................................................  40
4.4.1. Turvallisuusjohtaminen rautateillä  .........................................  40
4.4.2. Parhaat rautateiden turvallisuusjohtamiskäytännöt  .............  40
4.5. Ympäristöturvallisuus  ............................................................................  44
4.5.1. Ympäristöturvallisuuden johtaminen  ....................................  44
4.5.3. Parhaita ympäristöturvallisuuden johtamiskäytäntöjä  ........  47
4.6. Työturvallisuus  .......................................................................................  49
4.6.1. Työturvallisuuden johtaminen  ................................................  49
4.6.3. Parhaita työturvallisuuden johtamiskäytäntöjä  ....................  50
5. Turvallisuusjohtaminen merenkulkualalla  ..............................................  54
5.1. ISM-koodin vaikutus merenkulkualan turvallisuuteen  ....................  56
5.2. Haastattelututkimuksen tuloksia   ........................................................  58
6. Turvallisuusjohtaminen satamissa  .............................................................  61
7. Johtopäätökset  ................................................................................................  64
7.1. Parhaita turvallisuusjohtamiskäytäntöjä merenkulkijoille  ...............  64
7.1.1. Riskien hallinta osaksi turvallisuusjohtamista  ......................  64
7.1.2. Turvallisuuden mittaaminen  ...................................................  66
7.1.3. Turvallisuusjohtamisen taso reagoivasta ennakoivaan  ........  67
7.1.4. Turvallisuustiedon kerääminen  ...............................................  68
7.1.5. Muutoksen hallinta  ...................................................................  69
7.1.6. Turvallisuuden hallinnan ja turvallisuusjohtamisen 
 ymmärtämisen lisääminen  ......................................................  70
7.1.7. ISM-koodin parannustyö  .........................................................  72
7.2. Parhaita turvallisuusjohtamiskäytäntöjä satamille  ............................  73
7.2.1. Kokonaisturvallisuus lähtökohdaksi  .......................................  73
7.2.2. Turvallisuusjohtamisjärjestelmät satamiin  ............................  74
7.2.3. Resurssit  .....................................................................................  74
7.2.4. Turvallisuusyhteistyö  ................................................................  75
7.2.5. Muita suosituksia  ......................................................................  75
8. Yhteenveto  .......................................................................................................  77
9. Lähteet ..............................................................................................................  80
6Esipuhe
Tämä julkaisu on osa Kymenlaaksossa toteutettua tutkimushanketta ”METKU”, 
Merenkulun turvallisuuskulttuurin kehittäminen. Koko hankkeen tavoitteena on 
ollut selvittää kokonaisvaltaisesti miten turvallisuusjohtamissäännöstö on vaikut-
tanut Suomenlahden meriliikenteen ja -elinkeinon turvallisuuden parantamiseen. 
Hanketta on koordinoinut Kotkassa sijaitseva Merikotka-tutkimuskeskus, ja sen 
toteutukseen ovat osallistuneet Turun yliopiston Merenkulkualan koulutus- ja tut-
kimuskeskus, Aalto-yliopiston teknillinen korkeakoulu sekä Kymenlaakson- ja Tu-
run ammattikorkeakoulut.
Kymenlaakson ammattikorkeakoulun rooli tutkimushankkeessa on ollut vertailla 
eri turvallisuusjohtamisjärjestelmiä, etsiä hyviä käytänteitä ja toimintatapoja siir-
rettäväksi merenkulkuun. Tutkimuksen apuna on käytetty myös ammatti-korkea-
koulun opiskelijoita, jotka ovat omien opinnäytetöidensä kautta osallistuneet tut-
kimuksen toteutukseen. Kymenlaakson ammattikorkeakulun tehtävänä tutkimus-
hankkeessa oli vertailla eri turvallisuusjohtamisjärjestelmiä ja etsiä hyviä käytän-
teitä muiden alojen vastaavista järjestelmistä. Tässä julkaisussa on esitetty yhteen-
veto tehdyistä selvityksistä ja tutkimuksista kattaen kolmivuotisen hankkeen ta-
voiteasetannan juuri johtamisjärjestelmien vertailun ja hyvien käytänteiden osalta.
METKU-hanke on osa Etelä-Suomen EAKR-ohjelmaa ja sen pääasiallinen rahoi-
tuslähde on Euroopan unioni, Euroopan aluekehitysrahasto. Muita rahoittajia ovat 
olleet Kotkan kaupunki, Etelä-Suomen maakuntien liittouma, osallistuneet tutki-
muslaitokset ja Merikotkan yritysryhmän yritykset. Tekijät haluavat lausua kiitok-
sensa rahoittajille mahdollisuudesta selvittää turvallisuuteen liittyviä tekijöitä eri si-
dosryhmien parissa ja erityisesti merenkulussa ja satamissa toimivissa yrityksissä.
Kotkassa, syksyllä 2010
Mirva Salokorpi ja Jorma Rytkönen
7Tiivistelmä
Tämä tutkimusjulkaisu on yhteenveto Kymenlaakson ammattikorkeakoulussa teh-
dyn kolmivuotisen tutkimushankkeen ”Merenkulun turvallisuuden kehittäminen” 
(METKU) tutkimuksista. Hanke kokonaisuudessaan keskittyi pohtimaan, miten 
vuonna 2002 voimaan tullut kansainvälinen turvallisuusjohtamiskoodi, ISM, on 
vaikuttanut merenkulun ja satamissa toimivien yritysten turvallisuuskulttuuriin. 
Kymenlaakson ammattikorkeakoulun tehtävänä tutkimushankkeessa oli vertailla 
eri alojen ja eri toimijoiden turvallisuusjohtamisjärjestelmiä ja etsiä niistä meren-
kulkuun sekä satama-alalle soveltuvia hyviä käytänteitä ja toimintamalleja.
Turvallisuusjohtamista ja -johtamisjärjestelmiä on tässä julkaisussa käsitelty use-
an eri tieteellisen määritelmän nojalla. Turvallisuusjohtamisjärjestelmän keskei-
siä piirteitä ovat mm. systemaattisuus ja suunnitelmallisuus sekä jatkuvan kehit-
tämisen tavoite. Turvallisuusjohtamista laajempi käsite on turvallisuuden hallinta. 
Turvallisuuden hallinnan voi kuvata tässä yhteydessä tavoitetilaksi, johon pyritään 
erilaisten menetelmien avulla.
Tässä tutkimuksessa tutustuttiin ydinvoimateollisuuden, ilmailun, kemian proses-
siteollisuuden, raideliikenteen, työturvallisuuden, sekä ympäristöalan työturval-
lisuuden johtamiskäytäntöihin. Näiltä aloilta voidaan suositella useita hyviä käy-
tänteitä siirrettäviksi merenkulkuun ja satamissa toimiviin yrityksiin. Keskeisim-
piä näistä suosituksista on riskienhallinnan integroiminen osaksi turvallisuusjoh-
tamisjärjestelmää. Useimmissa suomalaisissa laivanvarustamoissa turvallisuuden 
parantamistyö perustuu pääasiassa niihin tarpeisiin, jotka ilmenevät erilaisten 
poikkeamien yhteydessä. Eli korjataan, kun jotakin sattuu. Tällaista toimintatapaa 
kutsutaan reaktiiviseksi. Haaste onkin kääntää ajatusmalli proaktiiviseksi eli enna-
koivaksi ja häiriöitä estäväksi toiminnaksi. Merenkulun alalla tarvitaan työkalu-
ja myös turvallisuuden mittaamiseen. Vaaratilanneraportoinnin kehittäminen se-
kä turvallisuusinformaation kerääminen monipuolisesti ovat myös alalle suositel-
tavia turvallisuusjohtamisen menettelytapoja. Myös turvallisuuden hallinnan ym-
märryksen lisääminen olisi erittäin tärkeää.
8Satamatoimijoilta ei vaadita ISM-koodin kaltaista turvallisuusjohtamisjärjestel-
mää. Alalla on kuitenkin monenlaisia turvallisuuden hallinnan menettelytapoja 
käytössä. Satamien turvallisuuskulttuuri vaihtelee kuitenkin erittäin paljon sata-
masta toiseen. Pääasiassa näistä syistä tässä tutkimuksessa ei etsitty varsinaisia tur-
vallisuusjohtamisen käytäntöjä alalle sovellettavaksi. Tutkimus keskittyi yleisem-
piin turvallisuuden kehittämisen näkökohtiin. 
Koska satama-alueella toimii monenlaisia erilaisia toimijoita ja koska monien näi-
den toimijoiden osuus sataman kokonaisuudesta on merkittävä, on ehdottoman 
tärkeää, että satamassa tehdään yhteistyötä turvallisuuden varmistamiseksi. Olisi-
kin suositeltavaa, että satamissa perustettaisiin sisäisiä työryhmiä koordinoimaan 
ja kehittämään alueen turvallisuutta. Tällaisen työryhmän merkittävimpänä tehtä-
vänä tulisi olla riskien tunnistaminen ja arviointi sekä tunnistettujen riskien pois-
tamiseen tai alentamiseen sopivien keinojen etsiminen.
91. Johdanto
Tämä raportti on osa laajempaa METKU-hanketta – merenkulkualan turvallisuu-
den kehittäminen – jossa on tutkittu kansainvälisen merenkulkualan turvallisuus-
johtamissäännöstön eli ISM-koodin (International Safety Management Code) vai-
kutusta merenkulkualan turvallisuuteen. Samalla, kuten hankkeen nimikin ker-
too, tavoitteena on ollut myös kehittää alan turvallisuuskulttuuria tuomalla tie-
toon mahdollisia kehittämiskohteita sekä hyviä käytäntöjä. Hankkeen kolmannen 
työpaketin (WP3) tavoite on ollut juuri kerätä näitä hyviä turvallisuusjohtamis-
käytäntöjä sekä merenkulkijoille että satamatoimijoille sovellettavaksi. Tämä ra-
portti on WP 3:n loppuraportti ja tässä kuvataan kootusti projektin aikana kerä-
tyt tulokset.
ISM-koodi on tullut portaittain voimaan vuosina 1998–2002. Nyt noin kymme-
nen vuoden jälkeen on ollut hyvä tutkia, kuinka turvallisuusjohtamisjärjestelmi-
en käyttöönotto on vaikuttanut laivanvarustamojen ja koko alan turvallisuuteen. 
Projektin yhtenä lähtöolettamuksena oli, että turvallisuutta voidaan parantaa edel-
leen, mikäli levitetään tietoa hyvistä turvallisuusjohtamiskäytännöistä. METKU-
projektin aikana todettiin, että ISM-koodin voimassaolon aikana merenkulun tur-
vallisuuskulttuuri on mennyt eteenpäin ja esimerkiksi pienemmät onnettomuu-
det ovat vähentyneet. Kuitenkin samalla havaittiin, että parantamisen varaa oli-
si, erityisesti erilaisissa käytännöissä. Projektin aikana todettiin lähtö-olettamuk-
set tosiksi.
Tämän selvityksen tavoitteina on ollut määritellä toimivan turvallisuusjohtamisen 
käytäntöjä, arvioida merenkulkualalla tällä hetkellä olevia toimintamalleja ja löy-
tää kirjallisuudesta, toisilta toimialoilta, erilaisilta asiantuntijoilta sekä myös me-
renkulkijoilta itseltään sellaisia turvallisuusjohtamisen käytäntöjä, joiden avulla 
sekä merenkulkijat että satamatoimijat voisivat parantaa turvallisuusjohtamisen 
tasoaan sekä turvallisuutta yleensä. Selvityksen tutkimusongelmat olivat:
  Mitä edellytetään onnistuneelta ja toimivalta turvallisuusjohtamisjärjestel-
mältä? Minkälaisia ovat hyvät turvallisuusjohtamisen käytännöt?
  Miten ISM-koodi tukee toimivan turvallisuusjohtamisjärjestelmän kehittä-
mistä?
  Minkälaisia turvallisuusjohtamiskäytäntöjä laivanvarustamolla ja satamissa 
on käytössä?
  Miten laivanvarustamoiden ja satamien turvallisuusjohtamista voisi edelleen 
kehittää? Minkälaisia hyviä käytäntöjä tai muita parannuskeinoja aloilla kan-
nattaisi alkaa soveltaa?
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Satamien tilanteeseen ja turvallisuusjohtamiseen tutustuttiin erikseen ja siitä on 
kerrottu omassa raportissaan (Salokorpi & Rytkönen, 2010). Tässä raportissa esi-
tellään lyhyesti ko. tutkimuksen keskeiset kohdat sekä satamille esitetyt turvalli-
suusjohtamisen hyvät käytännöt ja muut kehittämisehdotukset turvallisuuden pa-
rantamiseksi.
Turvallisuuden hallintaan, turvallisuusjohtamiseen sekä näiden toimivuuteen tu-
tustuttiin projektin aikana kirjallisuuden, aikaisempien tutkimusten ja haastatte-
lututkimuksen avulla. Parhaita turvallisuusjohtamisen käytäntöjä etsittiin erityi-
sesti sellaisilta toimialoilta, joita pidetään ns. korkean luotettavuuden organisaati-
oina. Näitä ovat esimerkiksi ilmailuala, ydinvoima-ala sekä kemian prosessiteolli-
suus. Näiden alojen käytäntöihin tutustuttiin kirjallisuuden sekä asiantuntijahaas-
tatteluiden avulla. Turvallisuusjohtamisjärjestelmiä vertailtiin myös teoriassa Ti-
mo Kuntun (2009) tutkimusraportissa. Eri alojen turvallisuusjohtamisen vertailua 
jatkettiin lisäksi Lauri Juurijoen (2010) opinnäytetyössä, jossa selvitettiin valvovan 
viranomaisen näkemyksiä aiheeseen.
Merenkulkualan turvallisuusjohtamisen käytäntöjä selvitettiin erityisesti METKU-
projektissa tehdyn laajan haastattelu-tutkimuksen avulla. Haastattelututkimuksen 
aineisto on pääasiassa kerätty METKU-projektin työpaketeissa 1 ja 2, mutta työ-
paketissa 3 haastatteluita vielä jonkin verran täydennettiin. Yhteensä näitä meren-
kulkijoiden, viranomaisten ja muiden asiantuntijoiden haastatteluita tehtiin 102 
kappaletta. Merenkulkualan turvallisuuskulttuuriin sekä turvallisuustilanteeseen 
perehdyttiin myös selvittämällä aikaisempaa tutkimusta, kirjallisuutta sekä muu-
ta lähdeaineistoa.
Raportin keskeiset käsitteet ovat riskien hallinta, turvallisuusjohtaminen, turval-
lisuusjohtamisen käytännöt ja menetelmät. Riskillä tarkoitetaan tässä raportissa 
vaaran todennäköisyyden ja sen seurausten vakavuuden tuloa. Riskien hallinnalla 
tarkoitetaan taas joukkoa toimintoja ja menetelmiä, joilla voidaan pitää riskin taso 
siedettävänä tai tarvittaessa poistaa se kokonaan. Turvallisuusjohtaminen on yksi 
menetelmä turvallisuuden hallitsemiseksi – sen lisäksi on olemassa koko joukko 
muita menetelmiä. Turvallisuusjohtamisen käytännöt ja menetelmät ovat taas nii-
tä peruselementtejä, jotka sisältyvät toimivaan turvallisuusjohtamisjärjestelmään.
Tässä selvityksessä ei ole kuvattu, mitä turvallisuus ja turvallisuuskulttuuri ovat ja 
miten onnettomuudet sattuvat, vaikka nämä ovatkin keskeisiä asioita, kun pohdi-
taan turvallisuusjohtamisen toimivuutta. Myöskään turvallisuusjohtamiseen liit-
tyviä organisaatiopsykologian, johtamisen psykologian tai sosioteknisen järjestel-
män teorioita ei ole kuvattu. Raportin yhtenä lähtökohtana on ollut, että lukijat 
ymmärtävät, mistä turvallisuusjohtamisessa on kysymys ja siten myös turvallisuu-
den ja turvallisuuskulttuurin käsitteet tai laajemmat teoreettiset viitekehykset.
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2. Turvallisuuden hallinta ja 
turvallisuusjohtamisjärjestelmät
Kun yrityksen tai organisaation johtamiseen liitetään turvallisen toiminnan tavoi-
te, puhutaan turvallisuusjohtamisesta (Lanne 2007). Turvallisuusjohtamiselle löy-
tyy kirjallisuudesta useita eri määritelmiä. Esimerkiksi Lanne (2007) on määritel-
lyt yhteistyön tarvetta ja roolia suurten organisaatioiden turvallisuustoiminnassa 
tutkineessa väitöskirjassaan turvallisuusjohtamisen organisoiduksi ja järjestelmäl-
liseksi johtamiseksi, jolla pyritään ennaltaehkäisemään ihmisiä, ympäristöä, omai-
suutta, tietoa tai mainetta vahingoittavia tapahtumia. Turvallisuusjohtaminen on 
jatkuvaa toimintaa ja sitä ei voi erottaa organisaation muusta johtamisprosessista. 
Turvallisuusjohtaminen on myös organisaatioon vaikuttamista, ohjaamista ja tur-
vallisuustason kehittämistä. Siihen sisältyy aina myös varautuminen epätodennä-
köisimpiin häiriöihin ja onnettomuuksiin. (Reiman & Oedewald 2008.)
Turvallisuusjohtamista laajempi käsite on turvallisuuden hallinta. Turvallisuuden 
hallinnan voi kuvata tässä yhteydessä tavoitetilaksi, johon pyritään erilaisten me-
netelmien avulla. Näistä yksi menettelytapa on turvallisuusjohtaminen. Hyvällä ja 
systemaattisella turvallisuuden johtamisella voidaan saavuttaa turvallisuuden hal-
linnan kannalta keskeiset tavoitteet ja edellytykset. Johtamisen hyvänä työkaluna 
voidaan pitää turvallisuusjohtamisjärjestelmiä, joissa kuvataan organisaation ko-
ko turvallisuuden hallinnan ja johtamisen toimintatapa tavoitteineen, vastuineen 
ja menettelyineen, siis käytännössä, miten turvallisuusjohtamista on tarkoitus käy-
tännössä toteuttaa. Turvallisuusjohtaminen on pääasiassa yrityksen tai organisaa-
tion johdon työkalu. Järjestelmän rinnalla taas voi olla useita erilaisia dokumen-
toituja turvallisuuden hallinnan menettelyitä, joissa kuvataan esimerkiksi organi-
saation riskien hallinnan käytännöt, turvallisuuskoulutus tai turvallisuuden kehit-
tämisohjelma. Seuraavassa Työsuojeluhallinnon laatimassa kuvassa (kuva 1) on 
pyritty havainnoimaan, miten turvallisuuden hallinta, turvallisuusjohtaminen se-
kä erilaiset menettelytavat asettuvat turvalli-suuskulttuuriin ja toisiinsa nähden.
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Kuva 1. Turvallisuusjohtamisen käsite suhteessa turvallisuuden hallintaan ja turvallisuuskulttuuriin (Työsuojeluhallinto 
2002). 
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seuraavassa brittiläisestä työturvallisuuden johtamisstandardista (BS 8800) lainatussa kuvassa (kuva 2). 
Kuva 1. Turvallisuusjohtamisen käsite suhteessa turvallisuuden hallintaan ja 
turvallisuuskulttuuriin (Työsuojeluhallinto 2002).
Turvallisuusjohtamisjärjestelmän keskeisiä piirteitä ovat mm. systemaattisuus ja 
suunnitelmallisuus sekä jatkuvan kehittämisen tavoite (Kunttu 2009). Jatkuva ke-
hittäminen luo prosessille syklimäisen luonteen. Prosessia on kuvattu seuraavas-
sa brittiläisestä työturvallisuuden johtamisstandardista (BS 8800) lainatussa ku-
vassa (kuva 2).
Kuva 2. Turvallisuusjohtamisjärjestelmän prosessikaavio BS 8800:n (2007) mukaan (Anttila, 
Kiltti, Palukka, Päivinen, Tarnainen & Vaarma). 
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Turvallisuusjohtamisjärjestelmän keskeisimpänä tavoitteena on varmistaa, että 
suojaukset onnettomuuksien ehkäisemiseksi ovat olemassa ja että ne toimivat (Le-
vä 2003). Työturvallisuuden ja -terveyden johtamisen oppaan (Laitinen, Vuorinen 
& Simola 2009) mukaan turvallisuusjohtamisen tehtävänä on ennen kaikkea va-
hinkoriskien hallinta, jolloin toiminnan kohteena on pyrkiä estämään vahinkojen 
syntymistä ja rajoittamaan niiden suuruutta. Toinen merkitys turvallisuusjohtami-
selle on yritystoiminnan, prosessien, toimintatapojen, työolosuhteiden, henkilös-
tön ammattitaidon, yhteistyön ja työilmapiirin kehittäminen. Jälkimmäisellä teh-
tävällä on vahinkoriskien hallintaa laajempi vaikutus yrityksen tuottavuuteen, laa-
tuun ja kilpailukykyyn. (Laitinen ym. 2009.)
Turvallisuusjohtamisjärjestelmässä määritellään turvallisuustavoitteet, menetel-
mät näiden tavoitteiden saavuttamiseksi, toimintaa koskevat vaatimukset sekä nii-
den seurantamenettelyt. Tämän edellytyksenä on, että organisaatiossa tunniste-
taan vaarat ja ne mielletään poikkeamiksi verrattuna asetettuihin turvallisuuspää-
määriin. Vaarojen tunnistamisen jälkeen ne analysoidaan sekä selvitetään, miksi 
ja miten ne ovat syntyneet ja miten niitä voidaan hallita. Tämän jälkeen päätetään 
sopivista hallintatoimenpiteistä ja niiden käyttöönoton jälkeen niitä arvioidaan ja 
tarvittaessa myös parannetaan. (Levä 2003.) Tämä edellä kuvattu riskien hallinnan 
prosessi on turvallisuusjohtamisen perustyökalu, ja se koskee sekä tiedostettujen 
että uusia vaaroja. Turvallisuuden parantaminen lisäksi edellyttää päämääräläh-
töistä ja ohjelmallista kehittämistä (Booth & Lee, Levän 2003, mukaan).
Kirwan (1996, Levän 2003, mukaan) on tutkinut turvallisuusjohtamisjärjestelmän 
elementtejä ja määritellyt ne kirjallisuuskatsauksen perusteella seuraavasti:
1) Yrityksen sisäiset päämäärät:
a. Yrityksen missio ja arvot, joiden tulee olla sopusoinnussa turvalli-
suustavoitteiden kanssa
b. Toimintapolitiikka, johon tulisi sisältyä myös turvallisuusnäkökoh-
dat.
2) Ulkoisten tekijöiden vaikutukset yrityksen päämääriin:
a. Tuotantopaineet – erityisesti tuotannon kustannustehokkuusvaati-
mukset tai markkina-paineet voivat olla ristiriidassa turvallisuusvaa-
timusten kanssa.
b. Lainsäädäntö – yritystoimintaa koskevat säädökset ja yrityksen 
asenne vaatimusten noudattamiseen.
c. Julkinen mielipide – julkisella mielipiteellä voi olla myönteisiä tai 
kielteisiä vaikutuksia organisaatiossa työskentelevien ihmisten käyt-
täytymiseen.
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3) Muodollisen turvallisuusjohtamisjärjestelmän sisältö:
a. Tavoitteet ja turvallisuustasoa koskevat vaatimukset (kriteerit) – 
turvallisuustavoitteiden tai kriteerien avulla ilmaistaan koko henki-
löstölle, että turvallisuustaso on hyväksyttävällä tasolla. Tavoitteet 
voivat perustua viranomaisvaatimuksiin tai yrityksen sisäisiin kritee-
reihin.
b. Roolit ja toiminnot (vastuut, valtuudet ja organisaatiorakenne) – 
vastuiden ja tehtävien määrittelyjen tulee kattaa organisaation eri ta-
sot: ylin johto, keskijohto, työnjohto, turvallisuusasiantuntijat ja koko 
henkilöstö.
c. Laadunhallintajärjestelmä ja menettelytavat (koko henkilöstön vas-
tuut, tiedonkulku, menettelytavat, dokumentointi ja tietojenhallinta)
d. Koulutus ja pätevyysvaatimukset – koulutustarpeiden tunnistami-
nen ja koulutuksen järjestäminen, mukaan lukien uusien henkilöiden 
perehdyttäminen
e. Resurssit – turvallisuuteen osoitetut resurssit tulee olla mitattavissa 
joko budjettivaroina, henkilötyövoimana tai molempina. Turvallisuu-
teen resurssointi kuvaa johdon sitoutumista.
4) Epämuodollinen turvallisuusjohtamisjärjestelmän sisältö:
a. Normit – organisaation henkilöstön ja johdon virallisesti tai epävi-
rallisesti hyväksymät periaatteet tulee tunnistaa. Ne selittävät organi-
saation julkilausuttujen periaatteiden ja arvojen sekä todellisen käyt-
täytymisen välistä eroa.
b. Vuorovaikutuskanavat – viralliset, epäviralliset ja käytettävissä ole-
vat vuorovaikutus-kanavat voivat kaikki olla merkityksellisiä turval-
lisuuskulttuurin kannalta.
c. Resurssien allakointi – uudet projektit tai ongelmien ilmeneminen 
edellyttää johdon päätöstä resurssien käytöstä. Päätöksentekoproses-
sit ovat kriittisiä turvallisuuden kan-nalta.
d. Asenteet, arvot ja suhtautuminen turvallisuuteen – näiden tekijöi-
den esiin saaminen antaa viitteitä organisaation turvallisuuskulttuu-
rista.
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Booth ja Lee (1995, Kuusiston 2000 mukaan) ovat aikanaan määritelleet turvalli-
suusjohtamisen peruselementeiksi
1. politiikan ja suunnittelun,
2. organisaation ja kommunikoinnin, 
3. vaarojen hallinnan (hazard management) sekä
4. seurannan ja katselmukset.
Tässä mallissa, joka on käytännössä hyvin samanlainen BS 8800 -standardin kans-
sa (ks. yllä edellä kuva 2), politiikka ja suunnittelu käsittävät turvallisuuspäämääri-
en asettamisen, turvallisuustavoitteiden ja niiden ensisijaisuuden määrittelyn sekä 
tavoitteiden saavuttamiseksi ohjelman laatimisen. Organisaatio ja kommunikointi 
sisältävät turvallisuusvastuiden määrittelyn sekä kaksisuuntaisen kommunikointi-
tavan rakentamisen jokaiselle organisaation tasolle. Vaarojen hallinta sisältää taas 
vaarojen tunnistamisen, riskien arvioinnin ja niiden hallinnan menettelyta-pojen 
määrittelyn sekä käyttöönoton. Seurannan ja katselmusten avulla lopuksi valvo-
taan, että kohdat 1-3 ovat kohdallaan, käytössä sekä toimivat käytännössä. (Booth 
& Lee 1995, Kuusiston 2000 mukaan.)
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3. Toimivan ja tehokkaan turvallisuusjohtamisen 
tunnusmerkkejä
Turvallisuusjohtamisen toimivuuteen vaikuttavat monet tekijät. Kuitenkin, niin 
kuin erilaiset turvallisuusjohtamisjärjestelmän perusteet ovat samankaltaisia alas-
ta tai järjestelmästä riippumatta, niin myös turvallisuusjohtamisen toimivuus on 
riippuvainen monista yleisistä tekijöistä. Erilaisissa tutkimuksissa on etsitty näitä 
toimivan tai onnistuneen turvallisuusjohtamisjärjestelmän piirteitä ja niiden pe-
rusteella tässä luvussa on pyritty esittelemään keskeisimpiä käytäntöjä. Tekstin li-
havoinnin avulla on nostettu esille näitä hyviä turvallisuusjohtamisen käytäntöjä.
Kirsi Levä (2003) on tutkinut väitöskirjassaan kemian alalla toimivien suuronnet-
tomuusvaarallisten laitosten turvallisuusjohtamisjärjestelmien toimivuutta. Levän 
mukaan toimivassa turvallisuusjohtamisjärjestelmässä on rakenteelliset elementit 
sisältöineen ja se näkyy organisaation kykynä jatkuvasti uudistua ja oppia omas-
ta toiminnastaan tai toimintaympäristössä tapahtuvista muutoksista. Lisäksi hän 
määrittelee järjestelmän toimivuuden todentamisen ja kehittämisen kannalta kes-
keisimmiksi käsitteiksi vaarojen tunnistamisen ja seurausten vakavuuden arvi-
oinnin, turvallisuuden mittaamisen, turvallisuusauditoinnit ja johdon turval-
lisuuskatselmukset.
Kirsi Levä (2003) listaa toimivan turvallisuusjohtamisjärjestelmän tunnusomaisik-
si piirteiksi seuraavat:
  turvallisuustavoitteiden asettaminen ja seuranta sekä kirjallinen turvalli-
suuspolitiikka,
  turvallisuusvastuiden määrittely ja linjaorganisaation vastuun korostaminen 
turvallisuusasioissa,
  johdon henkilökohtainen sitoutuminen turvallisuuteen ja sitoutumisen 
osoittaminen käytännössä,
  johdon henkilökohtainen koulutus ja perehtyminen turvallisuusjohtamiseen,
  työnjohdon suhtautuminen, valvonta ja puuttuminen riskinottoon,
  henkilöstön tiedotus, koulutus ja perehdyttäminen sekä koulutustarpeiden 
huolellinen selvittäminen,
  henkilöstön tehokas motivointi, osallistuminen ja valtuuttaminen turvalli-
suustyöhön,
  pätevien turvallisuusasiantuntijoiden tuki,
  vaarojen tunnistaminen ja seurausten vakavuuden arviointi,
  ennakoiva huolto- ja kunnossapito sekä ohjeet laitoksen, prosessien, laitteis-
tojen ja varastoalueiden turvalliseen suunnitteluun ja käyttöön,
  turvallisuuden huomiointi suunnittelussa,
  onnettomuuksien ja vaaratilanteiden tutkinta ja niistä oppiminen,
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  suunnittelu ja varautuminen hätätilanteisiin,
  sisäiset auditoinnit,
  turvallisuustoiminnan proaktiivinen mittaaminen,
  siisteyden ja järjestyksen ylläpitäminen,
  ennalta ehkäisevät turvallisuusohjelmat sekä
  turvallisuuskulttuurin kehittäminen.
Piia Kiltti (2004) selvitti tutkimuksessaan työturvallisuuden hyviä käytäntöjä. Tut-
kimus perustui eri alojen yrityksille suunnattuun kyselytutkimukseen. Tutkimuk-
sen perusteella Kiltti määritteli hyvän työturvallisuuskäytännön toiminnaksi, jos-
ta näkyy muun muassa henkilöstön sitoutuminen, yhteistyö, epäkohtien poista-
minen sekä ennakoiva asenne työturvallisuuteen. Tutkimukseen osallistuneet yri-
tykset olivat määritelleet tärkeimmiksi yrityksen turvallisuustoiminnan kehittä-
misen tekijöiksi henkilöstön osallistumisen ja sitoutumisen sekä johdon sitou-
tumisen.
Yritysjohdon merkitystä turvallisuuden kannalta on tuotu esille monissa tutki-
muksissa. Pekka Räisänen (2009) selvitti näitä tutkimuksia METKU-projektin ai-
kana laajassa kirjallisuuskatsauksessaan, ja havaitsi, että niissä kaikista eniten ko-
rostettiin yritysjohdon roolia turvallisuuden varmistamisessa. Kirsi Levän (2003) 
tutkimuksen yhtenä aineistona käytettiin TUKESin (Turvatekniikan keskus) tar-
kastajien tekemiä arviointeja suuronnettomuusvaarallisista laitoksista, ja näiden 
tarkastusten mukaan laitoksilla, joissa oli puutteita johdon roolissa, oli tilastol-
lisesti enemmän puutteita myös turvallisuusjohtamisjärjestelmän monilla muilla 
osa-alueilla, kuten tavoitteiden ja päämäärien asettamisessa, alihankkijoiden tur-
vallisuuden huomioon ottamisessa, vaarojen tunnistamisessa ja huolto- ja kun-
nossapito-ohjelman toimivuudessa sekä säännöllisessä harjoittelussa hätätilantei-
den varalta.
Marinka Lanne (2007) on tutkinut väitöskirjassaan yhteistyön merkitystä yritys-
turvallisuuden hallinnassa. Hän tutkimuksensa johtopäätökset olivat, että yhteis-
työllä on tässä merkittävä rooli. Yhteistyön tarve muodostuu, kun yritys-turval-
lisuuden hallintaan liittyvät tehtävät ja vastuut jakautuvat usealle eri taholle, ku-
ten ylimmälle johdolle, sisäisille asiantuntijoille, linjajohdolle, työntekijöille sekä 
ulkoisille toimijoille. Yhteistyön keskeisin rooli on pitää kaikki eri toimijat kiinni 
yhteisessä turvallisuuden tavoitteessa.
Onnistuneita työturvallisuuden johtamisen käytäntöjä ja sisältöjä tutkittiin sosi-
aali- ja terveysministeriön työsuojeluosaston teettämässä seurantatutkimuksessa 
vuosina 2000 ja 2008. Ensimmäisessä tutkimuksessa löydettiin tietyt vaatimukset 
hyvälle turvallisuusjohtamiselle (kuva 3) ja seurantatutkimuksen perusteella to-
dettiin samojen keskeisten vaatimusten pätevän edelleen. 
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Jälkimmäisessä tutkimuksessa korostettiin erityisesti turvallisuuspolitiikan 
päämäärien ja tavoitteiden näkyvyyttä ja konkreettisuutta sekä johdon ase-
maa. Johdon esimerkillä ja aidolla osallistumisella voidaan sitouttaa henki-
löstöä paremmin turvallisuustyöhön. Tutkimuksessa peräänkuulutettiin myös 
seurantajärjestelmää toiminnan arvioimiseksi, jotta voidaan varmistaa, et-
tä turvallisuuspolitiikkaa noudatetaan ja turvallisuutta ylipäätään johdetaan. 
(Hämäläinen & Anttila, 2008.)
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Psykologit Teemu Reiman ja Pia Oedewald (2008) esittelevät kirjassaan Turvalli-
suuskriittiset organisaatiot kokonaisturvallisuuden hallinnan osatekijöitä:
1) Organisaation tavoitteet:
a. riskien tunnistaminen (erityisesti sellaiset riskit, jotka on välttämät-
tä hallittava),
b. riskien arviointi (riskin poistamiseen tai hallitsemiseen vaadittavien 
resurssien kannalta),
c. menettelytavat riskien tunnistamiseen ja hallintaan sekä häiriötilan-
teiden hallintaan,
d. turvallisuudenhallinnan tavoitteet osaksi organisaation kokonaista-
voitteita,
e. organisaation kokonaistavoitteiden asettamien rajoitusten ja edelly-
tysten määritteleminen sekä
f. tavoitellun turvallisuustason määrittely.
2) Toiminnan nykytilan havainnointi ja tietämys:
a. ympäristössä ja työn vaatimuksissa tapahtuvien muutosten 
seuraaminen sekä niiden vaikutusten arviointi,
b. toimintojen auditointi ja turvallisuusindikaattoreiden seuraa-minen 
ja arviointi,
c. tapahtumien analysointi ja käyttökokemustoiminta,
d. henkilöstön osaamisen vertaaminen työn vaatimuksiin,
e. henkilöstön psykologisen tilan ja subjektiivisten kokemusten 
seuraaminen sekä näiden turvallisuusvaikutusten arviointi,
f. organisaation eri toimenpiteiden, muutoksien ja kehitys-hankkeiden 
turvallisuusvaikutusten arviointi sekä
g. henkilöstön turvallisuustietoisuuden havainnointi ja arviointi.
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3) Toiminnan ohjaaminen:
a. turvallisuuskulttuurin perusteiden luominen, turvallisuuden 
arvon osoittaminen käytännön päätöksissä ja viestinnässä,
b. erilaisten rakenteellisten asioiden, kuten työn organisoinnin, 
koulutuksen, teknologian ja ohjeistusten jatkuva kehittäminen 
siten, että ne tukevat työn suorittamista,
c. organisaation erilaisten muutosten toteuttaminen hallitusti ja niiden 
turvallisuusvaikutusten seuraaminen,
d. häiriötilanteisiin varautuminen ja ongelmien ennakointi sekä
e. turvallisuutta koskevan tiedon levittäminen muualle organisaatioon.
4) Malli, jonka avulla valittujen toimien seurauksia voidaan ennakoida:
a. turvallisuuden hallinnan pitää perustua kokonaiskuvaan 
turvallisuuskriittisen organisaation toimintaan vaikuttavista 
iskitekijöistä sekä
b. turvallisuusasioiden integroiminen organisaation kokonais-
toiminnan ohjaamiseen ja hallintaan – turvallisuuden, henkilöstön 
hyvinvoinnin ja toiminnan tehokkuuden keskinäisten kytkösten 
hahmottaminen.
c. Mallin pitää huomioida seuraavia henkilöstöön liittyvät tekijöitä:
i. työntekijöiden on koettava työnsä merkitykselliseksi, koettava 
vastuuntuntoa työstään, koettava saavansa palautetta ja 
ymmärtävänsä työnsä tavoitteet sekä koettava pystyvänsä 
hallitsemaan työnsä sekä
ii. työntekijöillä on oltava mahdollisimman realistinen kuva 
organisaation nykyisestä turvallisuustasosta sekä todellisuutta 
vastaava malli turvallisuuden ja onnettomuuksien syntymistä 
sekä organisaation perustehtävän vaatimuksista.
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Turvallisuusjohtamisen voidaan sanoa onnistuneen ns. korkean luotettavuuden 
organisaatioissa. Muun muassa Yhdysvalloissa on tehty paljon tutkimuksia niis-
tä (esim. Weick & Sutcliffe 2007). Näillä korkean luotettavuuden organisaatioil-
la (high reliability organizations, HROs) tarkoitetaan organisaatioita, joissa vir-
heiden ja katastrofien mahdollisuus on jatkuvasti läsnä, kuten esimerkiksi ilmailu-
alalla, ydinvoimalaitoksissa, ensihoitoyksiköissä sekä prosessiteollisuudessa. Täl-
laisia organisaatioita kuvaa hyvin seuraava: Niillä ei ole muuta mahdollisuutta 
kuin toimia luotettavasti. Nämä korkean luotettavuuden organisaatiot poikkeavat 
muista siten, että ne ovat luoneet ajatusmallin, joka perustuu ympäristön, mah-
dollisten ongelmien sekä ratkaisujen alituiseen uudelleen arviointiin. Verrat-
tuna tavallisiin organisaatioihin perustavaa laatua oleva ero on odotuksissa sekä 
tietoisuudessa. Korkean luotettavuuden organisaatiossa on järjestelmä, joka jat-
kuvasti
  jäljittävät pieniä vikoja,
  välttävät liikaa yksinkertaistamista,
  jättävät herkkyyttä operaatioihin,
  huolehtivat sietokyvystään sekä
  huolehtivat asiantuntijoidensa sijoittelusta(Weick & Sutcliffe 2007).
Tehokas ja toimiva turvallisuuden hallinta on siis koko joukko erilaisia turvalli-
suuden varmistamisen menetelmiä ja toimenpiteitä, mutta erityinen näkökohta 
liittyy kriittisen toiminnan luonteen tiedostamiseen sekä toisaalta organisaation 
turvallisuustason havaitsemiseen. Tätä kuvaa organisaation turvallisuustasosta yl-
läpidetään tiedostamalla toimintaan sisältyvät vaarat, tarkastelemalla virallisten 
dokumenttien sekä käytännön toiminnan välistä eroa, keskustelemalla työnteki-
jöiden kanssa heidän työnsä turhauttavimmista ja vaativimmista puolista sekä tar-
kastelemalla koko organisaation tasolla useista eri tietolähteistä saatavaa turvalli-
suustietoa. (Reiman & Oedewald 2008.)
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4. Turvallisuusjohtaminen erilaisilla toimialoilla
Tässä luvussa esitellään muutamilla turvallisuuskriittisillä toimialoilla käytössä 
olevia turvallisuusjohtamisjärjestelmiä sekä jonkin verran alan turvallisuustoimin-
taa yleensä. Jokaiselta alalta on lopuksi poimittu parhaita turvallisuusjohtamiskäy-
täntöjä – sellaisia, jotka voisivat toimia esimerkkinä merenkulkijoille ja satamatoi-
mijoille. Parhaiden käytäntöjen valinta perustuu turvallisuusjohtamisen toimivuu-
den taustatutkimuksiin, asiantuntijahaastatteluihin sekä kirjoittajien omaan asian-
tuntemukseen.
Toimialat, jotka tässä kappaleessa esitellään, on valittu usealla perusteella. Ensim-
mäisenä valintaperusteena oli toimialan turvallisuuskriittisyys. Näitä aloja ovat 
mm. ilmailu, ydinvoimateollisuus ja kemian prosessitekniikka. Toisena perusteena 
oli alan kehittynyt turvallisuuskulttuuri. Ns. ultraturvallisina (onnettomuusfrek-
venssi vähemmän kuin 1 per 100 000 tapahtumaa) aloina pidetään ilmailua, ydin-
voimateollisuutta sekä raideliikennettä Euroopassa (Amalberti 2001.) Kolmas va-
lintaan vaikuttanut tekijä oli samankaltaisuus merenkulkualan kanssa. Näitä ovat 
mm. liikenteen eri toimialat, kuten ilmailu ja rautatiet. Lisäksi tarkastelun koh-
teeksi otettiin ympäristönsuojelussa käytettävät johtamisjärjestelmät ja -tavat sekä 
työturvallisuusjohtamisjärjestelmät. Ympäristöala haluttiin mukaan, koska ISM-
koodia voidaan pitää myös jonkinasteisena mahdollisuutena johtaa ympäristön-
suojelua. Työturvallisuuden johtamisjärjestelmät taas ovat satamien eniten käyt-
tämiä johtamisjärjestelmiä. Lisäksi näitä molempia aloja, työturvallisuutta ja ym-
päristönsuojelua, on viime vuosina kehitetty melkoisella intensiteetillä, ja sen työn 
tulokset ovat nähtävillä.
4.1. Ydinvoimateollisuus
Ydinvoimateollisuudessa turvallisuusriskit ovat paikoin jopa sietämättömiä. Alal-
la käytetäänkin yleisesti lausahdusta: ”An accident anywhere, is an accident every-
where.” (Säteilyturvallisuuskeskuksen viranomainen 2009) Tästä syystä alan tur-
vallisuuden kehittämiseen on ollut pakko panostaa kunnolla. Tulosta on saavutet-
tu, ja ydinvoimalaitosten turvallisuuskulttuuri ja turvallisuuden hallintatavat toi-
mivatkin erittäin hyvinä esimerkkeinä niille toimialoille, jotka haluavat kehittää 
omaa turvallisuuttaan. Ydinvoimateollisuudesta kerätyt parhaat turvallisuusjohta-
misen käytännöt perustuvat alan valvovan viranomaisen haastatteluun, joihinkin 
alan tutkimuksiin, lainsäädäntöön, sekä Internet-lähteisiin.
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4.1.1. Turvallisuusjohtaminen ydinvoimateollisuudessa
Ydinvoimateollisuudessa turvallisuusjohtamisen vaatimukset ovat lakisääteisiä. 
Turvallisuuteen liittyvät vaatimukset perustuvat säteilylakiin (592/1991), ydin-
energialakiin (990/1987) sekä niihin liittyviin asetuksiin. Säteilyturvakeskus 
(STUK) on ohjeistanut lakien soveltamista YVL-ohjeillaan. Alalla puhutaan ylei-
sesti johtamisjärjestelmistä, millä tarkoitetaan integroitua laadun ja turvallisuuden 
järjestelmää. Johtamisjärjestelmien vaatimukset on määritelty YVL-ohjeessa Joh-
tamisjärjestelmät (YVL 1.4). Taulukossa 1, on esitetty ohjeen mukainen johtamis-
järjestelmän rakenne.
Taulukko 1. Ydinvoimateollisuuden johtamisjärjestelmä STUK:n ohjeen (YVL 1.4) mukaan.
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Ydinvoimaviranomaisen (2009) mukaan alan turvallisuusjohtamisen kehittymi-
nen on alkanut 1990-luvulta, jolloin alettiin kiinnittää voimakkaasti huomiota or-
ganisatorisiin kysymyksiin. Alan turvallisuuskulttuuria haastateltu viranomainen 
luonnehti vähintäänkin kohtuulliseksi, mutta huomautti kuitenkin, että turvalli-
suuskulttuurin yksi periaate on, että koskaan ei saa olla tyytyväinen. Erityisen hy-
vänä asiana alan turvallisuuskulttuurissa valvova viranomainen piti avoimuutta. 
Sen ansiosta on voitu nostaa esille niitä asioita, jotka kaipaavat parantamista. Suo-
messa halutaan pääasiassa oppia virheistä eikä etsiä syyllisiä.
Turvallisuusjohtamisen merkittävimpiä hyötyjä Säteilyturvakeskuksen viranomai-
sen (2009) mukaan on systemaattinen lähestymistapa, jossa pakotetaan organisaa-
tioiden sekä johto että koko henkilöstö paneutumaan asiaan kunnolla. Viime ai-
koina alalla on kiinnitetty huomiota integroituun johtamiseen. Ennen vaadittiin 
laatu- ja turvallisuusjohtamista erillisinä asioina, mutta nykyisin korostetaan, että 
myös johdolla pitää olla käsitys, miten kaikki, esimerkiksi investointi- tai ulkoista-
mispäätös, vaikuttaa turvallisuuteen. Turvallisuusjohtamisen vaikutusta kokonais-
turvallisuuteen on ydinvoimaviranomaisen mukaan kuitenkin vaikea osoittaa. Jat-
kuva kehittyminen kuitenkin toteutuu alalla.
Ydinvoima-alalla on runsaasti turvallisuusohjeistusta. Myös viranomaisille itsel-
leen on tehty ohjeistusta, mikä takaa yhtenäiset valvontakäytännöt. Ohjeistuksen 
suuri määrä on alan viranomaisen mukaan (2009) tarpeellista, sillä riskien sieto-
kyky alalla on aavistuksen huonompi kuin muualla. Alalla on ehdottomasti var-
mistettava korkea turvallisuustaso.
Turvallisuuden mittaamiseen on kehitetty ydinvoima-alalla toimivia tapoja. Alal-
la on viranomaisen näkemyksen mukaan paljon turvallisuuteen liittyviä tunnuslu-
kuja, joita seurataan. Suurin kiinnostus kohdistuu trendeihin, tunnuslukujen ke-
hittymiseen. Jos niissä alkaa esiintyä muutoksia, viranomaiset reagoivat. Tilastol-
lisia menetelmiä tunnuslukujen analysointiin ei kuitenkaan käytetä datan vähyy-
den vuoksi. Vuosittain viranomaiselle raportoidaan läheltä piti -tapauksia joitakin 
kymmeniä. (Ydinvoimaviranomainen 2009.)
Säteilyturvakeskuksen viranomaisen mukaan (2009) alan parhaimpia käytäntöjä 
ovat avoimuus ja kansainvälinen yhteistyö. Kansallisella tasolla yksi hyvä käytän-
tö taas on, että molemmilla luvanhaltijoilla on omat turvallisuusryhmät, jotka kä-
sittelevät turvallisuusasioita.
4.1.2. Parhaita ydinvoima-alan turvallisuusjohtamiskäytäntöjä
Seuraavaksi esitellään joitakin ydinvoima-alalla käytössä olevia parhaita turvalli-
suusjohtamisen käytäntöjä. Esitetyt käytännöt on valittu tämän selvityksen tavoit-
teiden ja tutkimusasettelun perusteella, ja tuloksena ei ole kattava lista alan par-
haista käytännöistä.
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Turvallisuuden ensisijaisuus
Ydinvoimateollisuudessa on kirjattu lainsäädäntöön asti vaatimukset turvallisuu-
den ensisijaisuudesta sekä kehittyneestä turvallisuuskulttuurista. Turvallisuuden 
vaatimukset ja tavoitteet määrittelevät koko toimintaa, ja esimerkiksi alan viran-
omaisohjeistus on käytännössä kokonaisuudessaan turvallisuusohjeita. (Säteilytur-
vakeskuksen viranomainen 2009).
Turvallisuusohjeet
Ydinvoima-alan yhtenä tunnuspiirteenä voi pitää runsasta ohjeistusta. Alan valvo-
van viranomaisen (2009) mukaan kaikki ohjeistus liittyy käytännössä turvallisuu-
teen. Erityisen hyvänä käytäntönä voidaan pitää lainsäädännön soveltamisen hel-
pottamiseksi laadittuja YVL-ohjeita. Lisäksi viranomaisille on tehty ohjeistusta yh-
tenäisten valvontakäytäntöjen saavuttamiseksi.
Riskien arviointi
Riskien arviointia on kehitetty voimakkaasti ydinvoimateollisuudessa. Toimijoilla 
tulee olla todennäköisyyksiin perustuva riskienarviointijärjestelmä. Järjestelmäs-
sä mallinnetaan tapauksia, joiden perusteella etsitään alkusyitä vakavalle ydinvoi-
malaonnettomuudelle. Toimijoilta vaaditaan myös muita kuin ydinriskien hallin-
taan ja arviointiin soveltuvia riskienarviointijärjestelmiä. (Säteilyturvakeskuksen 
viranomainen 2009.)
Kehittämissuunnitelma
Ydinvoimayhtiöiden on esitettävä viranomaisille vuosittain turvallisuuden kehit-
tämissuunnitelma. Suunnitelma perustuu vaatimukseen pitää laitos koko ajan tur-
vallisena. Alan valvovan viranomaisen (2009) mukaan toimijat ovat kehittämis-
suunnitelmissaan itseohjautuvia ja viranomaisen tarvitsee harvoin puuttua suun-
nitelmiin.
Säteilyturvakeskus seuraa alan turvallisuuden kehitystä kansainvälisesti, ja mikä-
li jossakin havaitaan hyviä toimintamalleja, ne pyritään ottamaan käyttöön myös 
Suomessa. Viranomaiset käyvät läpi myös kaikki kansainväliset tapahtumat. Mikä-
li Suomessa tapahtuu raportoitava tapahtuma, Säteilyturvakeskus selvittää tapah-
tuman perinpohjaisesti. (Säteilyturvakeskuksen viranomainen 2009.)
Turvallisuuden parantaminen
Kansainvälinen atomienergiajärjestö IAEA on tarjoaa alan toimijoiden käyt-
töön turvallisuuden arviointiryhmää (SCART, Safety Culture Assessment Review 
Team), jonka tarkoituksena on arvioida ja auttaa kehittämään luvanhaltijoiden 
omaa tapaa arvioida ja etsiä parantamista vaativia kohteita. STUK:n viranomaisen 
(2009) mukaan toimijat käyttävät tätä mahdollisuutta aika paljon. SCART-mene-
telmän tarkoituksena ovat (IAEA 2008)
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  tuottaa sopivalla arviointimenettelyllä tietoa ydinvoimalaitoksen turvalli-
suuskulttuurista,
  tuottaa menetelmä laitoksen vahvuuksien ja kehittämiskohteiden havaitse-
miseen,
  tuottaa suosituksia ja ehdotuksia niille osa-alueille, joissa toiminnanharjoit-
taja alittaa yleisen toimintatason (turvallisuuskulttuuri),
  tarjota ydinvoimalaitoksen henkilökunnalle mahdollisuuden keskustella käy-
tännön kokemuksistaan turvallisuuskulttuurin asiantuntijoiden kanssa,
  tarjota tutkijoille ja tarkkailijoille mahdollisuuksia laajentaa heidän tietämys-
tään alan turvallisuuskulttuurista sekä
  tuottaa tietoa kaikille jäsenvaltioille parhaista turvallisuuskulttuurin käytän-
nöistä.
4.2. Ilmailu
Ilmailualalla turvallisuuden kehittämisellä sekä turvallisuusjohtamisjärjestelmil-
lä on pitkät perinteet. Ilmailussa kehitetyistä toimintatavoista on otettu monilla 
aloilla sekä turvallisuuden tutkimuksessa oppia. Myös merenkulkijat ovat usein 
verranneet, kuinka asiat hoidetaan lentoyhtiöissä. Bridge Resource Managament 
–kurssi (BRM) on hyvä esimerkki ilmailualalta opituista parhaista käytännöistä.
Ilmailualalta kerätyt parhaat turvallisuusjohtamisen käytännöt perustuvat alan 
asiantuntijoiden haastatteluihin, alan joihinkin tutkimuksiin ja muuhun kirjalli-
suuteen, Internet-lähteisiin sekä kansainvälisen siviili-ilmailujärjestön, ICAO:n, 
tuottamaan turvallisuusjohtamisen materiaaliin. Ehdottomasti merkittävimpänä 
tietolähteenä on toiminut ICAO:n (2008) laatima manuaali turvallisuusjohtami-
sesta (Safety Management Manual, SMMl).
4.2.1. Turvallisuusjohtaminen ilmailualalla
Turvallisuusmääräykset ilmailualalla perustuvat pääasiassa Ilmailulakiin 
(1242/2005) sekä EU:n yhteisöasetuksiin. Ilmailulaki antaa ilmailuviranomaisel-
le mahdollisuuden asettaa lisäksi tarkempia, lakia täydentäviä turvallisuusmää-
räyksiä. Näistä määräyksistä useimpien taustalla ovat esimerkiksi kansainväliset 
standardit ja suositukset. Niitä tehdään esimerkiksi ICAO:ssa (International Ci-
vil Aircraft Organization) ja Euroopan lennonvarmistusjärjestössä Eurocontrol:ssa 
(Ilmailuhallinto, 2009).
Turvallisen toiminnan ja turvallisuusjohtamisen vaatimus tulee Ilmailulaista, ja 
sen perusteella lentotoimintaa harjoittava organisaatio joutuu hakemaan lentotoi-
milupaa Ilmailuhallinnolta. Luvan hakemisen yhteydessä tarkastetaan, onko toi-
mijalla edellytykset turvalliseen lentotoimintaan, ja tämä käytännössä tarkoittaa 
turvallisuuden hallintajärjestelmän olemassaoloa (Ilmailuviranomainen, haastat-
telu, 2009). Tällä hetkellä suomalaisilta lentoyhtiöiltä ei vaadita virallisesti turval-
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lisuusjohtamisjärjestelmää, ja esimerkiksi Finnairilla sellaista ei erillisenä ole käy-
tössä. Turvallisuuden varmistamisen käytännöt on sisällytetty Finnairin laatujär-
jestelmään. (Gröhn, 2009.) Vuonna 2012 tulee voimaan uusi EU-direktiivi, ja sen 
myötä Suomessakin tulee lainsäädännön kautta pakolliseksi turvallisuusjohtamis-
järjestelmien käyttö. Tässä yhteydessä Suomessa otetaan käyttöön ICAO:n määrit-
telemät turvallisuusjohtamisen mallit sekä yrityksille (SMS – Safety Management 
System) että hallinnolle (SSP – State Safety Programme). (Ilmailuviranomainen, 
haastattelu, 2009.)
4.2.2. ICAO:n turvallisuusjohtamisen mallit
ICAO (2008) on laatinut turvallisuusjohtamisen mallit sekä yrityksille (SMS, Sa-
fety Management System) että valtioille (SSP, State Safety Programme). Mallit esi-
tellään turvallisuusjohtamisen manuaalissa (SMM Safety Management Manual). 
Timo Kunttu (2009) on esitellyt mallia sekä vertaillut sitä ISM-koodiin turvalli-
suusjohtamisjärjestelmien teoreettisessa vertailututkimuksessaan. Tässä yhteydes-
sä mallista on poimittu vain joitakin keskeisiä osia, sen verran, mikä on tarpeen, 
jotta parhaiden käytäntöjen taustat olisivat ymmärrettävissä.
Turvallisuusjohtaminen ilmailualalla perustuu ennen kaikkea vaarojen tunnista-
miseen sekä riskien arviointiin. Avainsana on tiedonkeruu. Seuraavassa kuvassa 
(kuva 4) havainnollistetaan turvallisuusjohtamisen prosessia ja informaation ke-
räämistä.
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Kuva 4. ICAO:n turvallisuusjohtamisjärjestelmän mukainen turvallisuuden hallinnan prosessi. 
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ICAO:n turvallisuusjohtamisen mallissa on neljä pääelementtiä (ICAO 2008):
  turvallisuusriskien tunnistaminen,
  korjaavien toimien implementoiminen sovitun turvallisuustason ylläpitämi-
seksi,
  turvallisuustason ja -tehokkuuden jatkuva valvonta ja mittaaminen sekä
  turvallisuusjohtamisjärjestelmän yleisen tehokkuuden jatkuvaan parantami-
seen tähtääminen. 
ICAO:n mukaan turvallisuusjohtamisen tulee kattaa koko toiminta, keskittyä pro-
sesseihin, pohjata tietoon, olla jatkuvasti valvottua ja tarkasti dokumentoitua. Tur-
vallisuuden kehittämistyön tulee tähdätä asteittaiseen parantamiseen dramaattis-
ten muutosten sijaan ja sen tulee pohjata ensisijaisemmin strategiseen suunnitte-
luun kuin yksittäisiin aloitteisiin. (Kunttu 2009).
Turvallisuusjohtamisen kahdeksan perustekijää ja johtavaa periaatetta ovat 
ICAO:n kehyksen mukaan
1. johdon sitoutuminen turvallisuusjohtamiseen,
2. tehokas turvallisuusraportointi,
3. jatkuva monitorointi (datan keruu, analysointi ja jakaminen),
4. turvallisuuspoikkeamien dokumentointi (ei ”kuka?”, vaan ”miksi?”),
5. turvallisuustiedon ja parhaiden toimintatapojen jakaminen,
6. operationaalisen henkilökunnan turvallisuusharjoittelu,
7. menettelytapojen (Standard Operating Procedures) tehokas implemen-
tointi (tarkistuslistat, ohjeistaminen) ja
8. turvallisuustason jatkuva parantaminen.
Turvallisuusjohtamisen neljä velvollisuutta puolestaan ovat
1. turvallisuuspolitiikan ja -toimenpiteiden määrittely (kuinka ylin johto ha-
luaa toimittavan),
2. resurssien allokointi turvallisuusjohtamistoimintoihin,
3. alan parhaiden toimintatapojen omaksuminen (sekä formaalisia että epä-
virallisia kanavia
4. saadun tiedon kautta) ja siviili-ilmailun turvallisuutta koskevien sääntöjen 
noudattaminen.
Seuraavassa taulukossa (taulukko 2) on esitetty ICAO:n mallin mukainen turval-
lisuusjohtamisjärjestelmän rakenne. Johtamisjärjestelmän sekä laajemmin turval-
lisuuden ja turvallisuudenhallinnan kokonaisuudesta on ICAO:n manuaalissa laa-
jat kuvaukset. Rakenteen esittely käsittää vain yhden pienen osan koko manuaalis-
ta. ICAO on tehnyt valtavan työn avatakseen sekä lentoyhtiöille että viranomaisil-
le turvallisuuden hallinnan konseptia.
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Taulukko 2. ICAO:n mallin mukainen turvallisuusjohtamisjärjestelmän rakenne.
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Ilmailualalla on jo pitkään ollut käytössä erilaisia turvallisuuden hallinnan järjestelmiä. ICAO:n turvallisuusjohtami-
sen vaatimusten käyttöönotto tulee sitomaan nämä erilaiset järjestelmät yhteen ja luomaan yhden isomman ko-
konaisuuden – vaatimukset integroidusta turvallisuusjohtamisjärjestelmästä. Verrattuna vielä tämän hetkisiin jär-
jestelmiin ICAO:n järjestelmä pyrkii entistä enemmän ennakoimaan ja arvioimaan riskejä etukäteen. (Ilmailuvi-
ranomainen 2009.) 
 
4.2.3.  PARHAITA TURVALLISUUSJOHTAMISEN KÄYTÄNTÖJÄ ILMAILUALALLA 
Seuraavaksi on koottu ilmailualan parhaita turvallisuusjohtamisen käytäntöjä. Käytäntöjen kokoaminen pe-
rustuu toisaalta tutkittuun tietoon siitä, mikä on toimivaa, ja toisaalta siihen, minkälaiset käytännöt juuri me-
renkulku- ja satama-alojen kannalta ovat tärkeitä mainita. Esitetyt käytännöt eivät ole kattava lista alan par-
haista turvallisuuden hallinnan käytännöistä. 
 
Turvallisuus ensisijaista liiketoiminnassa 
Ilmailualalla yleisesti todetaan, että turvallisuus on ensisijaista ja luonteva osa yhtiöiden jokapäiväistä toimin-
taa (esim. Gröhn 2009 ja Ilmailuviranomainen 2009). Verrattuna esimerkiksi merenkulkualaan turvallisuuden 
ensisijaisuus on tärkeä mainita hyvänä turvallisuusjohtamisen käytäntönä. Perinteisesti merenkulkualalla lai-
vanvarustamot ovat seuranneet taloudellista ja teknistä logiikkaa ja turvallisuus ei ole ollut ensisijaista (Le 
Meur 2003). 
Turvallisuusjohtamisjärjestelmä ilmailualalla 
1. Turvallisuuspolitiikka ja -tavoitteet 
1.1 Johdon sitoutuminen ja vastuu 
1.2 Turvallisuuteen liittyvät tilintekovelvollisuudet 
1.3 Turvallisuuteen liittyvän avainhenkilöstön nimeäminen 
1.4 Hätävalmius suunnittelun koordinointi 
1.5 SMS -dokumentaatio 
 
2. Turvallisuusriskien hallinta 
2.1 Vaaratekijöiden tunnistaminen 
2.2 Turvallisuusriskien arviointi ja lieventäminen 
 
3. Turvallisuuden varmistaminen 
3.1 Turvallisuussuorittamisen valvonta ja mittaaminen 
3.2 Muutoksen hallinta 
3.3 SMS:n jatkuva parantaminen 
 
4. Turvallisuuden edistäminen 
4.1 Harjoittelu ja valistus 
4.2 Turvallisuusviestintä 
Ilmailualalla on jo pitkään ollut käytössä erilaisia turvallisuuden hallinnan järjes-
telmiä. ICAO:n turvallisuusjohtamisen vaatimusten käyttöönotto tulee sitomaan 
nämä erilaiset järjestelmät yhteen ja luomaan yhden isomman kokonaisuuden – 
vaatimukset integroidusta turvallisuusjohtamisjärjestelmästä. Verrattuna vielä tä-
män hetkisiin järjestelmiin ICAO:n järjestelmä pyrkii entistä enemmän ennakoi-
maan ja arvioimaan riskejä etukäteen. (Ilmailuviranomainen 2009.)
4.2.3. Parhaita turvallisuusjohtamisen käytäntöjä ilmailualalla
Seuraavaksi on koottu il ailualan parhaita turvallisuusjohtamisen käytäntöjä. 
Käytäntöjen kokoaminen perustuu toisaalta tutkittuun tietoon siitä, mikä on toi-
mivaa, ja toisaalta siihen, minkälaiset käytännöt juuri merenkulku- ja satama-alo-
jen kannalta ovat tärkeitä mainita. Esitetyt käytännöt eivät ole kattava lista alan 
parhaista turvallisuuden hallinnan käytännöistä.
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Turvallisuus ensisijaista liiketoiminnassa
Ilmailualalla yleisesti todetaan, että turvallisuus on ensisijaista ja luonteva osa yh-
tiöiden jokapäiväistä toimintaa (esim. Gröhn 2009 ja Ilmailuviranomainen 2009). 
Verrattuna esimerkiksi merenkulkualaan turvallisuuden ensisijaisuus on tärkeä 
mainita hyvänä turvallisuusjohtamisen käytäntönä. Perinteisesti merenkulkualal-
la laivanvarustamot ovat seuranneet taloudellista ja teknistä logiikkaa ja turvalli-
suus ei ole ollut ensisijaista (Le Meur 2003).
Riskien hallinta
Ilmailualalla riskien hallinta on käytännössä se konsepti, jonka avulla pyritään 
varmistamaan toiminnan turvallisuus. Riskien hallinnan konsepti perustuu lopul-
ta melko yksinkertaiseen ajatukseen siitä, että turvallisuuskriittisessä toiminnassa 
on olemassa koko joukko riskejä, jotka hallittuna takaavat toiminnan turvallisuu-
den. Nykyisin tätä teknistä lähestymistapaa on laajennettu inhimillisillä tekijöillä 
ja inhimillisen toiminnan näkökulmalla (ICAO 2008). Alalla on puhuttu myös uh-
kien ja virheiden hallinnasta (ks. esim. Helmreich, Klinect & Wilhelm 1999), jos-
sa uhkat (tai ulkoiset riskit) tarkoittavat pääasiassa perinteisiä teknisen lähesty-
mistavan mukaisia riskejä ja virheet (sisäiset riskit) ihmisen toiminnasta aiheutu-
via riskejä (TraFi 2010). Seuraavassa kuvassa (kuva 5) on esitetty uhkien ja virhei-
den hallinnan malli (ICAO 2002).
ICAO:n (2008) turvallisuusjohtamisen mallissa riskien hallinta koostuu kahdes-
ta elementistä: vaarojen tunnistamisesta sekä riskien arvioinnista ja niiden lieven-
tämisestä. Vaarojen tunnistamisen lähtökohtana on informaation keruu, ja kes-
keiset menetelmät tässä ovat reaktiiviset, produktiiviset ja proaktiiviset menetel-
mät (ks. kpl 7.1.3). Vaarojen tunnistamisen jälkeen suoritetaan riskien arviointi ja 
edelleen arvioinnin perusteella riski pyritään pienentämään niin matalalle tasolle, 
kuin se käytännössä on mahdollista (As Low As Reasonably Practicable, ALARP). 
Riskienarviointiprosessi ICAO:n mallissa perustuu yleisesti käytössä olevaan ris-
kin todennäköisyyden ja seurausten vaikutusten arviointiin. Riskien hallintaan 
mallissa esitellään kolme erilaista strategiaa: välttäminen (avoidance), vähentämi-
nen (reduction) sekä lähteestä eristäminen (segregation of exposure). Välttämisel-
lä tarkoitetaan esimerkiksi tietyn operaation pysäyttämistä, koska riskit kasvaisivat 
liian suureksi operaation jatkuessa. Vähentämisellä tarkoitetaan taas esimerkik-
si tietyn operaation suorittamisen harventamista tai menetelmiä, jotka vähentävät 
hyväksytyn riskin seurauksia. Lähteestä eristämisellä tarkoitetaan riskien seuraus-
ten vaikutusten eristämistä tai niitä vastaan rakennettuja suojauksia.
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Kuva 5. Virheiden ja uhkien hallinnan malli (ICAO 2002).
Muutoksen hallinta
Muutoksen hallinta on tärkeä työkalu turvallisuuden hallinnassa. Finnavialla käy-
tössä olevassa muutostilanteiden hallinnan työkalussa muutoksen aiheuttamat ris-
kit pyritään arvioimaan tietyn menettelytavan mukaisesti, ja mikäli arviointipro-
sessin perusteella muutoksen riskitaso ylittää tietyn, ennalta sovitun rajan, riskita-
soa pyritään pienentämään tai jopa poistamaan kokonaan sopivilla toimenpiteillä. 
Näiden muutosten jälkeen tilanne arvioidaan uudelleen. Mikäli riskitaso on edel-
leen liian korkea, tehdään uusia toimenpiteitä riskin pienentämiseksi ja lopuksi 
toimenpiteiden vaikutus arvioidaan uudelleen. Ja näin jatketaan, kunnes hyväksyt-
ty riskitaso on saavutettu. Mikäli siihen ei päästä, muutosta ei toteuteta. Finnavian 
mukaan (Pöllänen 2009) menettelytapa on hyvä, mutta melko raskas. Sen vuoksi 
se toteutetaan vain isompien muutosten yhteydessä. Pienempien muutosten yhte-
ydessä pyritään tekemään keveämpiä arviointi- ja hallintamenettelyitä.
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Resurssit
Toiminnan turvallisuuden varmistaminen vaatii riittävät resurssit sekä vastuu-
henkilöt. ICAO:n turvallisuusjohtamisen mallissa (2008) kuvataan turvalli-
suusorganisaatio seuraavan kuvan (kuva 6) mukaisesti. Kuvasta käy ilmi, kuin-
ka turvallisuuden varmistaminen on korostunut alalla. Turvallisuusosasto 
(Safety services office) voi koostua vain yhdestä henkilöstä, yleensä turvallisuus-
päälliköstä, mutta ainakin isommissa lentoyhtiöissä on tyypillistä, että turvalli-
suuspäälliköllä on apuna turvallisuustiedon analysoijia.
Kuva 6. Turvallisuuden vastuuhenkilöt lentoyhtiössä ICAO:n (2008) turvallisuusjohtamisen 
mallin mukaan.
Turvallisuuspäällikön tehtävät on määritelty seuraavasti (ICAO 2008):
  turvallisuusjohtamisjärjestelmän käyttöönotto, 
  vastaa vaarojen tunnistamisesta ja turvallisuusriskien analysoinnista,
  seuraa korjaavien toimenpiteiden toteutusta ja arvioi niiden tuloksia,
  tuottaa raportteja organisaation turvallisuustilanteesta,
  huolehtii tietokannoista ja turvallisuusdokumenteista,
  suunnittelee ja organisoi henkilöstön turvallisuuskoulutusta,
  tuottaa turvallisuuteen liittyvää ohjeistusta,
  seuraa alan turvallisuuteen liittyviä kysymyksiä sekä arvioi niiden vaikutuk-
sia organisaation toimintaan,
  koordinoi ja kommunikoi turvallisuusasioista viranomaisten kanssa sekä
  koordinoi ja kommunikoi turvallisuusasioista kansainvälisten järjestöjen 
kanssa.
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Turvallisuuden arviointikomitealla (Safety Review Board, SRB) tarkoitetaan yhti-
ön ylemmästä johdosta koostuvaa (toimitusjohtaja puheenjohtajana) ryhmää, jon-
ka tehtävänä on arvioida yhtiön turvallisuustoiminnan tehokkuutta. Turvallisuus-
päällikkö on ryhmän asiantuntijajäsen. ICAO:n turvallisuusjohtamisen manuaa-
lissa komitean tehtäviksi on mainittu
  turvallisuusjohtamisjärjestelmän käyttöönoton tehokkuuden arviointi,
  korjaavien toimenpiteiden oikea-aikaisuuden arviointi,
  turvallisuustoiminnan toteutumisen arviointi suhteessa organisaation turval-
lisuuspolitiikkaan ja -tavoitteisiin,
  organisaation turvallisuusjohtamisen prosessien tehokkuuden arviointi,
  alihankintatoimintojen turvallisuusvalvonnan tehokkuuden arviointi,
  riittävien turvallisuuden hallintaan tarvittavien resurssien varmistaminen se-
kä 
  strategisten ohjeiden antaminen turvallisuustoimintaryhmälle (Safety Acti-
on Group)
Turvallisuustoimintaryhmä (Safety Action Group, SAG) taas on ryhmä, joka toi-
meenpanee turvallisuuden arviointikomitean (SRB) ohjeita. Ryhmä koostuu 
yleensä linjajohdosta, turvallisuuspäällikkö toimii ryhmän sihteerinä. Ryhmän 
tehtävät ovat (ICAO 2008)
  valvoo operatiivista turvallisuustoimintaa varmistaen, että vaarojen tunnis-
taminen ja turvallisuusriskien hallinta on toteutettu tarkoituksenmukaisel-
la tavalla,
  koordinoi tunnistettujen vaarojen seurausten lieventämisen strategioiden 
päätöksiä sekä varmistaa, että turvallisuustiedon keräämiselle sekä työnteki-
jöiden palautteiden suojaamiseen on olemassa riittävät resurssit,
  arvioi muutosten vaikutusta turvallisuuteen
  koordinoi korjaavien toimenpiteiden toimintasuunnitelmaa, kutsuu tarvitta-
essa henkilöstön koolle tai muutoin informoi varmistaakseen, että jokaisel-
la työntekijällä on hyvät mahdollisuudet osallistua turvallisuuden hallintaan,
  varmistaa, että korjaavat toimenpiteet tehdään oikea-aikaisesti,
  tutkii turvallisuussuositusten toimivuutta sekä
  valvoo turvallisuustoimintaa ja varmistaa, että henkilöstöllä on riittävä tur-
vallisuus-, hätätilanne- sekä tekninen koulutus.
Finnairilla turvallisuusasiat ovat keskitetty turvallisuus- ja operatiiviseen riskien-
hallintaosastoon, josta vastaa konsernin laatujohtaja. Osasto tarkastaa ja arvioi 
säännöllisesti yhtiön omia ja alihankkijoiden lentoturvallisuuteen vaikuttavia toi-
mia. Osastolla työskentelee kymmenkunta henkilöä, ja tämän lisäksi turvallisuu-
den arviointityöhön osallistuu auditoijia. (Finnair Oyj 2010; Gröhn 2009.) Huomi-
onarvoista on myös, että Finnaviallakin on oma laatuosastonsa, jossa työskentelee 
mm. psykologi (human factors -asiantuntija) sekä useampi henkilö vastaamassa 
turvallisuusraporttien tutkimisesta (Pöllänen 2009).
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Turvallisuuden mittaaminen
Turvallisuusjohtamisessa on olennaista, että tietää, mikä on juuri sen hetkinen 
turvallisuustilanne organisaatiossa. Avainsana tähän on turvallisuuden mittaami-
nen. Turvallisuutta voidaan mitata ja arvioida monella eri tavalla, ja eräs tyypilli-
nen työkalu on erilaiset indikaattorit.
ICAO:n (2008) turvallisuusjohtamisen mallissa eritellään turvallisuuden mittaa-
minen (safety measurement) sekä turvallisuustoiminnan mittaaminen (safety per-
formance measurement). Mallin mukaan turvallisuustoiminnan mittarit ovat ly-
hytaikaisia, taktisia ja mitattavia kohteita, jotka heijastavat turvallisuusjohtamis-
järjestelmän tehokkuutta. Keskeinen ero on siis siinä, mitataanko tavoitteellisen 
toiminnan (turvallisuusjohtaminen) tuloksia vai tilannetta (turvallisuus) yleen-
sä. Turvallisuuden arviointiin yleensä taas käytetään erilaisia tiedonlähteitä, ku-
ten vaaratilanneraportointia, turvallisuustutkimuksia, turvallisuusarviointeja, au-
ditointeja, turvallisuustarkastuksia sekä sisäisiä turvallisuusselvityksiä.
Turvallisuuden mittaamista Finnairilla kuvaa seuraava kuva (kuva 7). Informaa-
tiota kerätään useista eri lähteistä (raportit, tilastot, onnettomuudet, auditoinnit, 
lentodata ja muut), ja niitä tutkitaan riskien arvioinnin näkökulmasta). Tunniste-
tuille riskeille määritellään vakavuusluokka (riskilokista), ja neljännesvuosittain 
kaikista havaituista riskeistä lasketaan keskiarvo, joka antaa yhden viitteen Finnai-
rin turvallisuustilanteesta. (Gröhn 2009.)
Kuva 7. Turvallisuuden arviointi ja mittaaminen Finnairilla (Gröhn 2009).
35
Raportointi
Tehokas vaaratilanneraportointi on yksi turvallisuuden hallinnan kulmakivistä. 
Vaarojen tunnistaminen on turvallisuuden hallinnan kannalta kaikkein keskeisin-
tä ja vaaratilanneraportointi on yksi tärkeimmistä väylistä vaarojen tunnistami-
seen. Ilmailualalla on onnistuttu luomaan raportointikulttuuri, jonka seurauksena 
kynnys raportointiin on alhainen, ja siten myös tärkeää informaatiota on saatavis-
sa (Ilmailuviranomainen 2009).
ICAO:n (2008) turvallisuusjohtamisen mallissa esitellään myös tehokkaan vaarati-
lanneraportoinnin viisi yleisesti tiedostettua piirrettä (ks. kuva 8.) Näitä ovat tah-
totila (willingness), informaatio (information), joustavuus (flexibility), oppiminen 
(learning) sekä vastuullisuus (accountability).
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Kuva 8. Tehokkaan vaaratilanneraportoinnin viisi perusominaisuutta ICAO:n mukaan (2008). 
 
Tahtotilan takana on ylemmän johdon asettamat operatiiviset määräykset aktiivisen vaaratilanneraportoinnin 
tukemiseksi sekä sen varmistamiseksi, että keskeisin turvallisuusdata on oikein rekisteröity ja että operoiva 
henkilökunta haluaa raportoida vaaroista ja niistä operatiivisista virheistä, jotka voisivat ilmetä vaaratilanteis-
sa. Informaatio pitää sisällään taas koulutuksen raportoinnin tarpeen tunnistamisesta, vaarojen raportoinnis-
ta sekä vaarojen todennäköisyyksistä ja seurauksista. Lisäksi siihen kuuluu, että henkilökunta on tietoinen in-
himillisistä, teknisistä ja organisatorisista tekijöistä kokonaisturvallisuuden näkökulmasta. Turvallisuusrapor-
tointiin sisältyvä joustavuus tarkoittaa sitä, että epätavallisissa olosuhteissa vaaratilanteiden raportointia voi-
daan sopeuttaa siirtymällä normaalitilasta sellaiseen tilaan, joka mahdollistaa pääsyn tietoihin nopeasti. Tä-
mä on mahdollista, kun operatiivisella henkilöstöllä on todenmukainen näkemys organisaation toimintoihin 
sisältyvistä vaaroista ja kun organisaatiossa on kehitetty realistisia sääntöjä koskien organisaation vaaroja ja 
vahinkojen mahdollisia aiheuttajia. 
Oppimisen näkökulma tarkoittaa tietoisuutta vaaroista ja kommunikoinnin tärkeydestä kaikilla organisaation 
tasoilla. Se tarkoittaa myös sitä, että operatiivisella henkilöstöllä on kyky tehdä johtopäätöksiä turvallisuuden 
informointijärjestelmistä ja organisaatiolla on halu implementoida suurempia uudistuksia. Vastuullisuus tar-
koittaa taas sitä, että vaaratilanteista raportoijat voivat luottaa siihen, että järjestelmää käytetään vain siihen 
tarkoitukseen, mihin se alunperinkin on luotu. Tämä edellyttää, että järjestelmään tuotettu turvallisuustieto 
on riittävällä tasolla suojattu ja että järjestelmää valvotaan ja ylläpidetään. Raportoijia tulee myös rohkaista 
(ja myös palkita) toimittamaan olennaista vaaroihin liittyvää turvallisuustietoa. Kuitenkin, on olemassa selkeä 
linja siitä, mikä on hyväksyttävää toimintaa ja mikä ei. 
ICAO:n (2008) mukaan onnistuneen turvallisuusraportointijärjestelmän ominaisuudet ovat seuraavat: 
• raportteja on helppo tehdä, 
• raportointi ei johda kurinpidollisiin toimiin,  
• raportit ovat luottamuksellisia sekä 
• palaute on nopeaa, ymmärrettävää sekä informatiivista. 
 
Viranomaiset ohjeistuksen tuottajina ja neuvonantajina 
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Kuva 8. Tehokkaan vaaratilanneraportoinnin viisi perusominaisuutta ICAO:n mukaan (2008).
Tahtotilan takana on ylemmän johdon asettamat operatiiviset määräykset aktiivi-
sen va r tilanneraportoinnin tuk miseksi s kä sen varmistamise si, että keskei-
sin turvallisuusdata on oikein rekisteröity ja että operoiva henkilökunta haluaa ra-
portoida vaaroista ja niistä operatiivisista virheistä, jotka voisivat ilmetä vaarati-
lanteissa. Informaatio pitää sisällään taas koulutuksen raportoinnin tarpeen tun-
nistamisesta, vaarojen raportoinnista sekä vaarojen todennäköisyyksistä ja seura-
uksista. Lisäksi siihen kuuluu, että henkilökunta on tietoinen inhimillisistä, tekni-
sistä ja organisatorisista tekijöistä kokonaisturvallisuuden näkökulmasta. Turval-
lisuusraportointiin sisältyvä joustavuus tarkoittaa sitä, että epätavallisissa olosuh-
teissa vaaratilanteiden raportointia voidaan sopeuttaa siirtymällä normaalitilasta 
sellaiseen tilaan, joka mahdollistaa pääsyn tietoihin nopeasti. Tämä on mahdollis-
ta, kun operatiivisella henkilöstöllä on todenmukainen näkemys organisaation toi-
mintoihin sisältyvistä va roista ja kun organisaatiossa on kehitetty realistisia sään-
töjä koskien organisaation vaaroja ja vahinkojen mahdollisia aiheuttajia.
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Oppimisen näkökulma tarkoittaa tietoisuutta vaaroista ja kommunikoinnin tär-
keydestä kaikilla organisaation tasoilla. Se tarkoittaa myös sitä, että operatiivisel-
la henkilöstöllä on kyky tehdä johtopäätöksiä turvallisuuden informointijärjestel-
mistä ja organisaatiolla on halu implementoida suurempia uudistuksia. Vastuulli-
suus tarkoittaa taas sitä, että vaaratilanteista raportoijat voivat luottaa siihen, että 
järjestelmää käytetään vain siihen tarkoitukseen, mihin se alunperinkin on luotu. 
Tämä edellyttää, että järjestelmään tuotettu turvallisuustieto on riittävällä tasolla 
suojattu ja että järjestelmää valvotaan ja ylläpidetään. Raportoijia tulee myös roh-
kaista (ja myös palkita) toimittamaan olennaista vaaroihin liittyvää turvallisuus-
tietoa. Kuitenkin, on olemassa selkeä linja siitä, mikä on hyväksyttävää toimintaa 
ja mikä ei.
ICAO:n (2008) mukaan onnistuneen turvallisuusraportointijärjestelmän ominai-
suudet ovat seuraavat:
  raportteja on helppo tehdä,
  raportointi ei johda kurinpidollisiin toimiin, 
  raportit ovat luottamuksellisia sekä
  palaute on nopeaa, ymmärrettävää sekä informatiivista.
Viranomaiset ohjeistuksen tuottajina ja neuvonantajina
Ilmailuviranomaiset tuottavat nykyisin runsaasti tietoa ja ohjeistusta siitä, mi-
tä erilaisilla säädöksillä tarkoitetaan ja kuinka esimerkiksi varmistetaan toimin-
nan turvallisuus. ICAO:n turvallisuusjohtamisen malli on varsin yksityiskohtai-
nen kuvaus turvallisuusjohtamisjärjestelmistä ja turvallisuuden hallinnan konsep-
tista. Tämä ei kuitenkaan tarkoita sitä, että lainsäädännöstä tai suosituksista olisi 
tehty tiukempia, vaan sen on tarkoitus auttaa lentoyhtiöitä sekä alan viranomaisia 
ymmärtämään, mitä turvallisuusjohtamisella tarkoitetaan, mitä elementtejä siihen 
kuuluu ja miten erilaisiin vaatimuksiin päästään. Alalla yleisesti kaivataan viran-
omaisten tuottamaa ohjeistusta siitä huolimatta, että säädöksiä sekä niihin liittyviä 
sovellusohjeita on alalla erittäin paljon (Ilmailuviranomainen 2009).
Suomen ilmailuviranomainen näkee oman roolinsa niin kannustajana ja opastaja-
na uusien järjestelmien käyttöönotossa kuin käytännön keskustelun vetäjänä tur-
vallisuusasioissa. Eri toimijoiden välinen keskusteluyhteys on yhteistyöhakuista. 
(Ilmailuviranomainen 2009.)
4.3. Kemian prosessitekniikka
Kemian prosessitekniikka on yksi turvallisuuskriittinen toimiala, jossa on paljon 
kiinnitetty huomiota turvallisuuskulttuuriin ja toimivaan turvallisuusjohtamisjär-
jestelmään. Tästä syystä se toimii hyvin sellaisena alana, jonka toiminnasta voi-
daan ottaa mallia. Kemianteollisuudesta kerätyt parhaat turvallisuusjohtamisen 
käytännöt perustuvat alan valvovan viranomaisen haastatteluun, joihinkin alan 
tutkimuksiin, lainsäädäntöön, sekä Internet-lähteisiin.
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4.3.1. Turvallisuusjohtaminen kemianteollisuudessa
Kemianteollisuuden turvallisuutta säädellään pääasiassa lain vaarallisten kemikaa-
lien ja räjähteiden käsittelyn turvallisuudesta (390/2005) sekä siihen liittyvä ase-
tuksen (59/1999) avulla. Asetukseen on sisällytetty Euroopan Unionin SEVESO II 
-direktiivi, mikä koskettaa erityisesti prosessiteollisuuden toiminnan mahdollisesti 
aiheuttamien suuronnettomuuksien ennalta ehkäisemistä ja niiden seurausten ra-
joittamista (Levä 2003). Direktiivin mukaan keskeinen ennaltaehkäisemisen työ-
kalu on turvallisuuden hallinnan järjestelmä, minkä avulla varmistetaan, että tur-
vallisuustoiminnalle asetetut päämäärät toteutuvat (Tukes 2010). Tällaista hallin-
tajärjestelmää vaaditaan kaikilta laajamittaista toimintaa harjoittavilta toimijoilta 
(59/1999, 22§). Seuraavassa kuvassa (kuva 9) on SEVESO II -direktiivin mukainen 
turvallisuuden hallintajärjestelmä.
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Kuva 9. SEVESO-direktiivin mukainen turvallisuusjohtamisjärjestelmän rakenne (Tukes 2010)  
 
Kemian prosessiteollisuuden turvallisuutta säätelevä lainsäädäntö siis lähtee suuronnettomuuksien ehkäisys-
tä. Lain vaarallisten kemikaalien ja räjähteiden käsittelyn turvallisuudesta pykälässä 10 tuodaan selkeästi esil-
le onnettomuuksien ehkäisyn ja siten turvallisuusjohtamisen perusideologia: Onnettomuuksien ennalta eh-
käisemistä koskevien toimenpiteiden tulee kattaa koko tuotantolaitoksen toiminta. Niiden tulee olla suunni-
telmallisia ja järjestelmällisiä ja perustua toiminnasta aiheutuvien vaarojen tunnistamiseen sekä vaarojen ra-
joittamista koskevien päämäärien ja toimintatapojen määrittämiseen. Toiminnanharjoittajan tulee seurata ja 
arvioida toimenpiteiden toteutumista ja niiden vaikutusta sekä ryhtyä tarvittaessa korjaaviin toimenpiteisiin. 
(390/2005, 10§.) SEVESO II-direktiivissä määritellään, että johtamisjärjestelmän tulee sisältää organisaatiora-
kenne, vastuualueet, käytännöt, menettelyt, menetelmät ja voimavarat, jotka mahdollistavat suuronnetto-
muuksien ehkäisemistoimintaperiaatteiden määrittelyn ja täytäntöönpanon. (Tukes 2010.) 
Suomessa kemian prosessiteollisuuden turvallisuutta valvoo Turvatekniikan keskuksen (TUKES) viranomaiset. 
Keskuksen tehtävänä on estää onnettomuuksia, edistää turvallisuutta ja luotettavuutta. Ennaltaehkäisy on 
keskuksen viranomaisen mukaan (haastattelu 2009) toiminnan keskipisteenä. Keskeinen valvontaelementti 
alalla on toiminnan harjoittajan luvat. Luvan hakemisen yhteydessä toiminnanharjoittajan on esitettävä tur-
vallisuusjärjestelynsä (390/2005, 23§). Toiminnanharjoittajan on myös nimettävä turvallisuuden vastuuhenki-
lö, joka toimii käytönvalvojana tuotantolaitoksessa. Vastuuhenkilön on osoitettava pätevyytensä Turvateknii-
kan keskuksen järjestämässä kokeessa. (390/2005, 29§; 59/1999, 21a§.) 
Turvatekniikan keskuksen viranomaisen mukaan (haastattelu 2009) alan turvallisuuskulttuuri vaihtelee pal-
jon. Alalla on erittäin hyviä laitoksia, mutta myös sellaisia, jossa laitoksen johto on käytännössä ulkoistanut 
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Kemian prosessiteollisuuden turvallisuutta säätelevä lainsäädäntö siis lähtee suur-
onnettomuuksien ehkäisystä. Lain vaarallisten kemikaalien ja räjähteiden käsitte-
lyn turvallisuudesta pykälässä 10 tuodaan selkeästi esille onnettomuuksien ehkäi-
syn ja siten turvallisuusjohtamisen perusideologia: Onnettomuuksien ennalta eh-
käisemistä koskevien toime piteiden tulee kattaa koko tuotantolaitoksen toiminta.
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Niiden tulee olla suunnitelmallisia ja järjestelmällisiä ja perustua toiminnasta ai-
heutuvien vaarojen tunnistamiseen sekä vaarojen rajoittamista koskevien pää-
määrien ja toimintatapojen määrittämiseen. Toiminnanharjoittajan tulee seura-
ta ja arvioida toimenpiteiden toteutumista ja niiden vaikutusta sekä ryhtyä tarvit-
taessa korjaaviin toimenpiteisiin. (390/2005, 10§.) SEVESO II-direktiivissä mää-
ritellään, että johtamisjärjestelmän tulee sisältää organisaatiorakenne, vastuualu-
eet, käytännöt, menettelyt, menetelmät ja voimavarat, jotka mahdollistavat suur-
onnettomuuksien ehkäisemistoimintaperiaatteiden määrittelyn ja täytäntöönpa-
non. (Tukes 2010.)
Suomessa kemian prosessiteollisuuden turvallisuutta valvoo Turvatekniikan kes-
kuksen (TUKES) viranomaiset. Keskuksen tehtävänä on estää onnettomuuksia, 
edistää turvallisuutta ja luotettavuutta. Ennaltaehkäisy on keskuksen viranomai-
sen mukaan (haastattelu 2009) toiminnan keskipisteenä. Keskeinen valvontaele-
mentti alalla on toiminnan harjoittajan luvat. Luvan hakemisen yhteydessä toi-
minnanharjoittajan on esitettävä turvallisuusjärjestelynsä (390/2005, 23§). Toi-
minnanharjoittajan on myös nimettävä turvallisuuden vastuuhenkilö, joka toimii 
käytönvalvojana tuotantolaitoksessa. Vastuuhenkilön on osoitettava pätevyytensä 
Turvatekniikan keskuksen järjestämässä kokeessa. (390/2005, 29§; 59/1999, 21a§.)
Turvatekniikan keskuksen viranomaisen mukaan (haastattelu 2009) alan turvalli-
suuskulttuuri vaihtelee paljon. Alalla on erittäin hyviä laitoksia, mutta myös sellai-
sia, jossa laitoksen johto on käytännössä ulkoistanut turvallisuuden hallinnan tur-
vallisuuspäällikölle, jolla kuitenkin on vaikeuksia saada edistettyä asiaa. Parem-
mista laitoksista viranomainen (2009) kertoo, että ne ovat oma-aloitteisia ja enna-
koivia. Laitoksilla on halu suoriutua paremmin. Alalla on havaittu, että tuotanto-
laitoksissa, joissa on kehittynyt turvallisuuskulttuuri, laitoksen johdolla on yleensä 
pitkät perinteet kehittyneistä toimintatavoista. Tämän myötä turvallisuuskulttuu-
ria on voitu kehittää myös henkilöstön keskuudessa yhä paremmaksi.
Kemian prosessiteollisuudessa tehdään riskien arviointeja erilaisten järjestelmi-
en avulla sekä turvallisuusjohtamisjärjestelmään sisältyvän muutoksenhallinnan 
avulla. Alalla on käytössä paljon tunnuslukuja ja mittareita. Ne kuitenkin TUKE-
Sin viranomaisen mukaan (haastattelu 2009) kohdistuvat enemmänkin työsuoje-
luun kuin prosessiturvallisuuden mittaamiseen. Tässä prosessiturvallisuuden indi-
kaattoreiden lisäämisessä viranomainen näkeekin alan kehittämiskohteen.
Turvatekniikan keskuksen viranomaisen mukaan (haastattelu 2009) turvallisuus-
johtamisjärjestelmien merkittävimmät hyödyt tulevat riskien arvioinnista ja muu-
toksenhallinnasta. Muita etuja ovat johdon ja henkilöstön parantunut sitoutumi-
nen sekä se, että asetetaan tavoitteita, mitataan ja seurataan turvallisuutta. Merkit-
tävimpänä ongelmana viranomainen näkee järjestelmän raskauden joissakin ti-
lanteissa. Esimerkiksi pienille toiminnanharjoittajille turvallisuuden hallinta jär-
jestelmän avulla on aikamoinen haaste. Kokonaisuutena viranomainen uskoo, että 
turvallisuusjohtamisjärjestelmät ovat parantaneet turvallisuutta, vaikka se ei näy-
kään onnettomuuksien määrässä eikä indikaattoreissa. Alalla on kiinnitetty myös 
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huomiota siihen, että työturvallisuustulokset eivät korreloi korkean turvallisuus-
tason kanssa. Hyvä työturvallisuuden taso ei välttämättä tarkoita hyvää prosessi-
turvallisuuden tasoa.
4.3.2. Parhaita kemianteollisuudessa käytössä olevia turvallisuusjohtamisen 
käytäntöjä
Seuraavaksi esitellään joitakin kemian prosessiteollisuudessa käytössä olevia par-
haita turvallisuusjohtamisen käytäntöjä. Esitetyt käytännöt on valittu tämän selvi-
tyksen tavoitteiden ja tutkimusasettelun perusteella, ja se ei ole kattava lista alan 
parhaista käytännöistä.
Muutoksen hallinta
Turvatekniikan viranomaisen mukaan SEVESO-direktiivin mukaisessa turval-
lisuusjohtamisjärjestelmässä on hyvin kehittynyt muutoksen hallinta. TUKESin 
(2010) turvallisuusselvitystä koskevassa ohjeessa toiminnanharjoittajalta edellyte-
tään muutoksen hallinnan menettelytapojen vahvistamista ja käyttöönottoa. Nä-
mä menettelyt tulee kuvata viranomaisille annettavassa turvallisuusselvityksessä. 
Näissä kuvauksissa selvitetään,
  mitä tuotantolaitoksella tarkoitetaan muutoksella ja minkä tyyppisiä ja -suu-
ruisia muutoksia menettelyt kattavat (muutokset laitteistoon, prosessiin, me-
nettelyihin, ohjelmistoihin, henkilöstöön),
  kenen vastuulle muutosten hyväksyntä kuuluu,
  kuka muutokset toteuttaa (suunnittelu, rakentaminen, tarkastukset), laitteis-
tojen, putkistojen, rakennusten sekä turvajärjestelyiden suunnittelussa ja si-
joituksessa noudatettavat perusteet (lainsäädäntö, standardit, ohjeet, spesifi-
kaatiot),
  miten muutoksiin liittyvät vaarat arvioidaan ja miten ne otetaan huomioon,
  miten muutokset dokumentoidaan,
  muu muutoksiin liittyvä ohjeistus, esimerkiksi ohje siitä, mitkä muutokset 
vaativat luvan tai ilmoituksen tekemisen viranomaiselle sekä
  miten järjestetään tiedotus ja koulutus muutoksista.
Viranomaisten ohjeistus
Turvatekniikan keskus on tehnyt paljon oppaita, joiden tarkoitus on avata lainsää-
dännön vaatimuksia. Keskuksen viranomaisen mukaan (haastattelu 2009) alalla 
pidetään ohjeistuksesta. Toimijat haluavat, että heille sanotaan suoraan, mitä vaa-
ditaan.
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Turvallisuusjohtamisjärjestelmien toimivuus ja viranomaisvalvonta
Kemianteollisuutta valvovat viranomaiset ovat halunneet selvittää, minkälainen on 
toimiva turvallisuusjohtamisjärjestelmä. Tätä on tutkittu sen vuoksi, että alan lain-
säädännön mukaan (asetus 59/1999) mukaan viranomaistarkastusten määrää voi-
daan vähentää, mikäli yrityksen turvallisuusjohtamisjärjestelmä toimii tehokkaas-
ti ja turvallisuutta kuvaavat tunnusluvut ovat hyväksyttävällä tasolla (Levä 2003).
4.4. Raideliikenne
Raideliikenteen turvallisuuteen on viime vuosina panostettu voimakkaasti sekä 
Suomessa että koko Euroopan alueella. Euroopan Rautatievirasto (ERA) on tehnyt 
paljon töitä parantaakseen toimialan turvallisuutta ja turvallisuusjohtamista. Suo-
messa kehittämistyön pontimena toimivat Jyväskylän ja Jokelan junaonnettomuu-
det vuosina 1998 ja 1996 (Poutiainen, haastattelu 2009). VR:n, suomalaisten rau-
tateiden turvallisuusviranomaisten sekä ERA:n työn tulokset toimivat hyvinä esi-
merkkeinä aloille, jotka haluavat kehittää omaa turvallisuuttaan.
Raideliikenteestä kerätyt parhaat turvallisuusjohtamisen käytännöt perustuvat 
VR:n turvallisuuspäällikön haastatteluun, alan lainsäädäntöön, joihinkin alan tut-
kimuksiin, Internet-lähteisiin sekä Euroopan Rautatieviraston (ERA) tuottamaan 
turvallisuusjohtamisen materiaaliin.
4.4.1. Turvallisuusjohtaminen rautateillä
Suomessa rautatieliikenteen toimijoilta vaaditaan turvallisuusjohtamisjärjestelmää 
lakisääteisesti. Lainsäädäntö on peräisin EU-direktiivistä, mutta se on implemen-
toitu vuonna 1997 Suomen lainsäädäntöön Rautatielain kautta. Suomen ainoal-
la rautatietoimijalla, VR:llä on pakollisen junaturvallisuusjohtamisjärjestelmän li-
säksi myös työ- ja tietoturvallisuuden johtamisjärjestelmät käytössään. VR on ha-
lunnut olla turvallisuuden kehittämisessä johtava yritys ja VR:n nykyisissä arvois-
sa ja turvallisuuspolitiikassa (VR 2009) turvallisuutta pidetään yhtiön tärkeimpä-
nä arvona.
4.4.2. Parhaat rautateiden turvallisuusjohtamiskäytännöt
Seuraavaksi esitellään joitakin rautateillä käytössä olevia parhaita turvallisuusjoh-
tamisen käytäntöjä. Esitetyt käytännöt on valittu tämän selvityksen tavoitteiden ja 
tutkimusasettelun perusteella, ja se ei ole kattava lista alan parhaista käytännöistä.
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Yhteiset turvallisuustavoitteet
Euroopan Rautatievirasto (European Railways Agency, ERA) on määritellyt Eu-
roopan alueelle yhteiset turvallisuustavoitteet (Common Safety Targets, CSTs) se-
kä turvallisuusmenetelmät (Common Safety Methods, CSMs) (Commission De-
cision 2009/460/EC). Näiden tarkoituksena on varmistaa, että alan operaattorit 
ja infrastruktuurin hallinnoijat varmistavat korkean turvallisuustason toiminnas-
saan. Turvallisuusmenetelmät käsittävät pääasiassa riskien arvioinnin sekä vaati-
musten mukaisuuden tarkastamisen (Directive 2004/49/EC).
Yhteiset turvallisuusindikaattorit
Euroopan rautatievirasto, ERA, on kehittänyt alalle yhteiset turvallisuusindikaat-
torit (EU-direktiivi 2009/352/EC), joiden avulla alan viranomaiset voivat valvoa 
toiminnanharjoittajien turvallisuustasoa. Nämä indikaattorit ovat:
  merkittävät onnettomuudet (significant accidents)
  kuolemat ja vakavat loukkaantumiset (deaths and serious injuries)
  itsemurhat (suicides)
  onnettomuuksien (precursors of accidents)
  onnettomuuksien taloudelliset vaikutukset (economic impact of accidents)
  tekniset aspektit (technical aspects)
  turvallisuuden hallinta (management of safety)
Vaararekisteri
Rautatietoimijoilta edellytetään, että he kirjaavat jokaisen tunnistetun vaaran ns. 
vaararekisteriin (Komission päätös 2009/460/EC). Rekisteriin tulee kirjata myös 
vaaraan liittyvät arvioinnit, alkuperä sekä se taho, jonka kuuluu huolehtia ko. vaa-
ran hallinnasta.
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Riskianalyysi
ERA on kehittänyt raideliikenteelle ohjeistusta riskianalyysin tekemiseen. Kuvas-
sa 10 on esitetty tätä riskianalyysin prosessia. Euroopan unionin YTM-asetuksessa 
(yhteisestä turvallisuusmenetelmästä rautateiden turvallisuusluvan saamista kos-
kevien vaatimusten noudattamisen arvioimiseksi, 1169/2010) riskien hallintapro-
sessia on kuvattu seuraavasti: 
The risk management process covered by this Regulation shall start from a definition 
of the system under assessment and comprise the following activities: 
a) the risk assessment process, which shall identify the hazards, 
the risks, the associated safety measures and the resulting safety 
requirements to be fulfilled by the system under assessment; 
b) demonstration of the compliance of the system with the identified 
safety requirements and; 
c) management of all identified hazards and the associated safety 
measures. 
This risk management process is iterative and is depicted in the diagram of the Ap-
pendix (of the CSM Regulation). The process ends when the compliance of the system 
with all safety requirements necessary to accept the risks linked to the identified haz-
ards is demonstrated.
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Kuva 10. ERA:n mukainen riskien arviointiprosessi (ERA 2009) 
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Yhteistyö viranomaisten kanssa
VR:n turvallisuuspäällikkö Yrjö Poutiaisen mukaan (haastattelu 2009) yhteistyö 
VR:n ja viranomaisten kanssa on tiivistä. Kanssakäymistä on välillä jopa päivit-
täin. Viranomaiset tiedottavat uusista lainsäädäntömuutoksista ja VR taas tuo kes-
kusteluissa esille omia turvallisuuden parantamistarpeitaan ja -aikeitaan. Yhteis-
työ on keskustelevaa ja avointa. Läheiset suhteet viranomaisiin selittyvät osin sil-
lä, että Suomessa on vain yksi raideliikenteen palveluntarjoaja, mutta turvallisuu-
den parantamisessa toimivalla yhteistyöllä viranomaisten kanssa on erittäin suu-
ri merkitys.
4.5. Ympäristöturvallisuus
ISM-koodin mukaan merenkulun turvallisuusjohtamisjärjestelmissä tulee huomi-
oida myös ympäristöturvallisuus. Eli erilaisten johtamistoimien ja -menetelmien 
tulee tehdä myös siitä näkökulmasta, että pyritään ehkäisemään meriympäristön 
saastumista. Viime vuosina meriympäristön (sekä muun ympäristön) suojelussa 
ja sen kehittämisessä on vallinnut tietty intensiivisyys ja tästä syystä monia toi-
mia ympäristön suojelemiseksi on saatu nopeasti kehitettyä. Monet näistä toimis-
ta toimivat varsin hyvin esimerkkeinä parhaista turvallisuuden parantamistoimis-
ta. Näistä molemmista syistä ympäristöturvallisuus otettiin yhdeksi tarkasteltavak-
si aihealueeksi tähän työhön. Ympäristöturvallisuuden parhaat johtamiskäytännöt 
on kerätty haastattelemalla ympäristöviranomaista, alan lainsäädännöstä, kirjalli-
suudesta sekä Internet-lähteistä.
4.5.1. Ympäristöturvallisuuden johtaminen
Vaatimus ympäristön suojelusta perustuu Suomessa pääasiassa Ympäristönsuoje-
lulakiin (86/2000). Lain tavoitteena on muun muassa: ”ehkäistä ympäristön pi-
laantumista, poistaa ja vähentää pilaantumisesta aiheutuvia vahinkoja sekä tehos-
taa ympäristöä pilaavan toiminnan vaikutusten arviointia ja huomioon ottamista 
kokonaisuutena” (Valtion ympäristöhallinto 2010). Laki ei vaadi ympäristönsuo-
jelun johtamisjärjestelmiä, mutta se vaatii ympäristölupia ja ympäristövaikutusten 
arviointimenettelyitä, joiden perusteella taas organisaatioilta vaaditaan monia tur-
vallisuusjohtamisen kaltaisia menettelyitä. Lupaa vaaditaan ympäristön pilaantu-
misen vaaraa aiheuttavaan toimintaan (28§). YVA-menettelyä taas vaaditaan tie-
tyn kokoisilta hankkeilta.
Ympäristölupaa vaaditaan esimerkiksi metsä-, metalli- ja kemianteollisuudelta, 
energiantuotannolta, eläinsuojilta ja kalankasvatuksessa. Myös satamatoimintaan 
tarvitaan ympäristölupa. Ympäristölupa asettaa ehtoja toiminnan laajuudelle ja 
antaa määräyksiä päästöistä ja niiden vähentämisestä. Luvan myöntämisen edelly-
tys on, että toiminta ei saa aiheuttaa terveyshaittaa tai merkittävää ympäristön pi-
laantumista tai sen vaaraa. (Valtion ympäristöhallinto 2010.)
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Ympäristölupahakemuksessa sekä ympäristövaikutusten arviointimenettelyssä on 
tiettyjä samankaltaisuuksia riskien arvioinnin sekä riskien hallinnan menettelyta-
pojen kanssa. Ympäristölupahakemukseen on esimerkiksi liitettävä 
  arvio toiminnan eri vaikutuksista ympäristöön, 
  arvio toimintaan liittyvistä riskeistä, onnettomuuksien estämiseksi suunnitel-
luista toimista sekä toimista häiriötilanteissa,
  selvitys mahdollisesta ympäristöasioiden hallintajärjestelmästä sekä
  tiedot toiminnan käyttötarkkailusta ja valvonnasta, ympäristöön kohdistuvi-
en päästöjen ja niiden vaikutusten tarkkailusta sekä käytettävistä mittausme-
netelmistä ja -laitteista, laskentamenetelmistä ja niiden laadunvarmistukses-
ta (Ympäristönsuojeluasetus 9§).
Arviointiselostukseen taas tulee liittää muun muassa 
  selvitys ympäristöstä sekä arvio hankkeen ja sen vaihtoehtojen ympäristövai-
kutuksista, käytettyjen tietojen mahdollisista puutteista ja keskeisistä epävar-
muustekijöistä, mukaan lukien arvio mahdollisista ympäristöonnettomuuk-
sista ja niiden seurauksista,
  ehdotus toimiksi, joilla ehkäistään ja rajoitetaan haitallisia ympäristövaiku-
tuksia sekä
  ehdotus seurantaohjelmaksi (Asetus ympäristövaikutusten arviointimenette-
lystä, 10§).
Ympäristön suojelu, ympäristöjohtamisjärjestelmät eivät juuri ole tekemisissä tur-
vallisuusjohtamisen kanssa. Ympäristöluvissa sitä sivutaan ja ympäristöviranomai-
sen näkökulmasta yhteistyössä muiden viranomaisten kanssa turvallisuusjohtami-
nen tulee esille. Viranomaiset tekevät esimerkiksi suurteollisuudessa yhteistarkas-
tuksia Turvatekniikan Keskuksen (TUKES) kanssa.
Ympäristönhallintajärjestelmät
Ympäristönsuojelun johtamisen tueksi on kehitetty useitakin standardeja ja toi-
mintamalleja. Yleisimmät niistä ovat ISO 14000 -sarja ja EMAS (The Eco Mana-
gement and Audit Scheme). Vaikka kokonaisturvallisuuden johtamisjärjestelmät 
ovat viime aikoina yleistyneet, tyypillisesti ympäristön johtamisjärjestelmät on 
laadittu ja pidetään erillään muista turvallisuuden johtamisjärjestelmistä. Osak-
si tämä johtuu siitä, että ympäristö- ja turvallisuusasioiden välille on haluttu teh-
dä suuri ero (Ympäristöviranomainen, haastattelu 2009). Saman asian toinen puo-
li on myös se, että viranomaiset haluavat erillisiä järjestelmiä, koska ne ovat silloin 
helpompi todentaa. 
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Ympäristöviranomaisen mukaan (haastattelu 2009) integroiduista järjestelmis-
tä (ympäristö, turvallisuuus ja laatu) on vaikea löytää tietoa. Toisaalta viranomai-
sen mukaan integroinnin hyötynä on ollut parantunut riskien arviointi ja edelleen 
myös parantunut ympäristöriskien arviointi. ”Tärkeää on, että viranomaiselle esi-
tetään aidot riskit ja kriittiset pisteet. Ja käydään läpi pahin vaihtoehto ja pienim-
mätkin ongelmat.”
Standardit ja toimintamallit ovat kehittyneet vuosien aikana ja niihin on tullut yhä 
enemmän turvallisuusjohtamisen elementtejä kuten riskienhallinta. Itse ympäris-
tönhallintajärjestelmätkin ovat alun perin laadun- ja turvallisuuspuolelta ympä-
ristöalalle periytyneitä. Täten alojen yhteneväisyys ja myös niiden hallinnan integ-
rointi tai toisilta oppiminen on yhä paremmin mahdollista.
ISO 14 001 -standardin avulla organisaatio voi pyrkiä hallitsemaan ympäristöasi-
oita. Standardi on suunniteltu huomioimaan pyrkimys tasapainoon sekä talou-
dellisen kannattavuuden että ympäristövaikutusten vähentämisen yhtäaikaisesti. 
Standardi edellyttää, että organisaatio määrittelee ympäristöpäämääränsä ja -ta-
voitteensa sekä laatii johtamisjärjestelmän tavoitteidensa saavuttamiseksi. Standar-
di edellyttää lisäksi, että organisaatio huomioi nämä vaatimukset myös prosesseis-
saan, toiminnoissaan ja menettelyohjeissaan. (Kunttu, 2009.)
ISO 14 001 -ympäristönhallintajärjestelmän perusosat ovat suunnittelu, operatio-
naaliset vaatimukset, tarkastukset ja korjaavat toimenpiteet sekä arviointi.  Suun-
nitteluvaiheessa pyritään tunnistamaan ja selvittämään organisaation ympäristö-
aspektit sekä lainsäädäntö ja muut vaatimukset. Suunnitteluvaiheessa luodaan ta-
voitteet sekä ohjelma ympäristöturvallisuuden hallitsemiseksi. Operationaaliset 
vaatimukset koskettavat resursseja, koulutusta, tiedonkulkua, järjestelmän doku-
mentointia ja asiakirjojen hallintaa. Lisäksi vaatimuksiin sisältyy ympäristön kan-
nalta merkittävien toimintojen ohjaus sekä varautuminen ja toiminta hätätilanteis-
sa. Tarkastukset ja korjaavat toimenpiteet taas sisältävät tarkkailu- ja mittausme-
nettelyiden toteuttamisen, poikkeamien käsittelyn sekä ympäristötiedostot ja si-
säisten auditoinnit. Lopuksi arviointivaiheessa pohditaan suorituksia, parantamis-
mahdollisuuksia sekä huolehditaan arvioinnin kirjanpidosta.
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The Eco Management and Audit Scheme (EMAS) on taas EU-lainsäädäntöön pe-
rustuva ympäristöjärjestelmä, jonka perusperiaate on ISO 14000 -sarjan vaati-
muksia avoimempi toimintatapa. Tämä tarkoittaa käytännössä ulkopuolisen tar-
kastajan arviointia sekä ympäristöraporttia, jonka tiedot ulkopuolinen tarkasta-
ja vahvistaa. Seuraavassa kuvassa (kuva 11) näkyy EMAS-järjestelmän rakenne ja 
suhde ISO 14 000 -standardiin. (Valtion ympäristöhallinto 2010.)
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Kuva 11. EMAS-järjestelmän rakenne (Valtion ympäristöhallinto 2010). 
 
Ympäristöviranomaisen mielestä (haastattelu 2009) ympäristöjärjestelmät eivät välttämättä todista sitä, että 
ympäristöasiat olisi hoidettu erityisen hyvin. Järjestelmien suurin hyöty on viranomaisen mukaan dokumen-
tointi, mikä auttaa viranomaisia valvomaan ympäristöasioiden hoitamista. Järjestelmistä on kuitenkin paikoin 
tullut itse tarkoitus ja niiden olemassaolon itsessään uskotaan jo parantavan turvallisuutta. Monin paikoin te-
ot ovat jääneet puheiden tasolle ja ymmärrys toiminnan tarpeesta on jäänyt liian vähäiseksi. Yrityksillä on 
myös paljon mittareita, mutta niiden käyttökelpoisuus on jäänyt vähäiseksi. Kokonaisuudessa kysymys on 
turvallisuuskulttuurin tasosta yrityksissä. Yritysten johto on kuitenkin hyvin sitoutunutta ympäristöturvalli-
suusasioihin, toisaalta yritysten kulttuuri vaikuttaa paljon siihen, miten käytännössä toimintatapoja saadaan 
levitettyä. On olemassa hyviä esimerkkejä siitä, miten samanaikaisesti, kun tekee tuotteita ja sillä voittoa, voi 
myös luoda turvallisuutta, dokumentoida, luoda perusteita ja kertoa taustoja. (Ympäristöviranomainen 2009.) 
 
4.5.2. PARHAITA YMPÄRISTÖTURVALLISUUDEN JOHTAMISKÄYTÄNTÖJÄ 
Ympäristöturvallisuuden hallinta pohjautuu pääasiassa laatu- ja muiden turvallisuuslajien hallintaan, mutta 
toisaalta ympäristönsuojelun paineet ovat edesauttaneet alan kehittämistä ja alalta onkin poimittavissa mo-
niakin hyviä käytäntöjä. Seuraavaksi näistä esitellään neljä: YVA-menettely, muutoksen hallinta, VAHTI-
järjestelmä sekä viranomaisen oma turvallisuusjohtamisjärjestelmä. Menetelminä yksikään näistä ei ole ai-
nutlaatuinen tai muualla tuntematon, mutta ne kuitenkin edustavat kehittynyttä ja turvallisuushakuista kult-
tuuria, jota on tärkeää nostaa esille. 
 
YVA-menettely 
YVA-menettely tarkoittaa jonkin toteutettavan hankkeen systemaattista ympäristövaikutusten arviointia. 
Menettelyn tavoitteena on, että ympäristönäkökohdat huomioidaan mahdollisimman aikaisessa vaiheessa ja 
sillä on tarkoitus lieventää hankkeen kielteisiä vaikutuksia sekä vahvistaa myönteisiä. Lisäksi menettelyllä 
mahdollistetaan tavallisille kansalaisille osallistuminen suunnittelu- ja valmisteluvaiheeseen sekä tiedonsaanti 
tulevista muutoksista. Tätä on haluttu korostaa, sillä päätöksenteon avoimuutta on haluttu lisätä. Ympäristö-
lainsäädännössä on määritelty ne hankkeet, joilta vaaditaan YVA-menettelyä (Valtion ympäristöhallinto 2010, 
Euroopan Komissio 2009.) 
 . -järjestelmän rakenne (Valtion ympäristöhallinto 2010).
Ympäristöviranomaisen mielestä (haastattelu 2009) ympäristöjärjestelmät eivät 
vältt mättä todista sitä, että ympäristöasiat olisi hoidet u e ityisen hyvin. J rjes-
telmien suurin hyöty on viranomaisen mukaan dokumentoi ti, mikä auttaa viran-
omaisia valvomaan ympäri töasioiden hoitamista. Järjestelmistä on kuitenkin pai-
koin tullut itse tarkoitus ja niiden olemassaolon itsessään uskotaan jo parantavan 
turvallisuutta. Monin paikoin teot ovat jääneet puheiden tasolle ja ymmärrys toi-
minnan tarpeesta on jäänyt liian vähäiseksi. Yrityksillä on myös paljon mittarei-
ta, mutta niiden käyttökelpoisuus on jäänyt vähäiseksi. Kokonaisuudessa kysymys 
on turvallisuuskulttuurin tasosta yrityksissä. Yritysten johto on kuitenkin hyvin 
sitoutunutta ympäristöturvallisuusasioihin, toisaalta yritysten kulttuuri vaikuttaa 
paljon siihen, miten käytännössä toimintatapoja saadaan levitettyä. On olemassa 
hyviä esimerkkejä siitä, miten samanaikaisesti, kun tekee tuotteita ja sillä voittoa, 
voi myös luoda turvallisuutta, dokumentoida, luoda perusteita ja kertoa taustoja. 
(Ympäristöviranomainen 2009.)
4.5.3. Parhaita ympäristöturvallisuuden johtamiskäytäntöjä
Ympäristöturvallisuuden hallinta pohjautuu pääasiassa laatu- ja muiden turval-
lisuuslajien halli aan, mutta toisaalta ympäristö suojelun paineet ovat edesaut-
tan et alan kehittämistä ja alalt onkin poimitt vis a moniakin hyviä käyt ntöjä. 
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Seuraavaksi näistä esitellään neljä: YVA-menettely, muutoksen hallinta, VAHTI-
järjestelmä sekä viranomaisen oma turvallisuusjohtamisjärjestelmä. Menetelmi-
nä yksikään näistä ei ole ainutlaatuinen tai muualla tuntematon, mutta ne kuiten-
kin edustavat kehittynyttä ja turvallisuushakuista kulttuuria, jota on tärkeää nos-
taa esille.
YVA-menettely
YVA-menettely tarkoittaa jonkin toteutettavan hankkeen systemaattista ympä-
ristövaikutusten arviointia. Menettelyn tavoitteena on, että ympäristönäkökoh-
dat huomioidaan mahdollisimman aikaisessa vaiheessa ja sillä on tarkoitus lieven-
tää hankkeen kielteisiä vaikutuksia sekä vahvistaa myönteisiä. Lisäksi menettelyllä 
mahdollistetaan tavallisille kansalaisille osallistuminen suunnittelu- ja valmistelu-
vaiheeseen sekä tiedonsaanti tulevista muutoksista. Tätä on haluttu korostaa, sil-
lä päätöksenteon avoimuutta on haluttu lisätä. Ympäristölainsäädännössä on mää-
ritelty ne hankkeet, joilta vaaditaan YVA-menettelyä (Valtion ympäristöhallinto 
2010, Euroopan Komissio 2009.)
Käytännössä YVA-menettelyssä kysymys on siis ympäristöriskien arvioinnista. 
Ympäristöviranomaisen mukaan (haastattelu 2009) riskienarviointimenettely on 
onnistunut toimintatapa, sen perusteella tehdään jopa muutoksia, jos on havaittu 
johonkin liittyneen liian suuria riskejä.
Muutoksen hallinta
Vuoden 2010 alusta astui voimaan ympäristövaikutusten arviointilakiin muutok-
set, joiden perusteella ympäristövaikutusten arviointimenettely on suoritettava 
myös silloin, kun laissa ko. hankkeissa tai toiminnoissa tehdään muutoksia (Val-
tion ympäristöhallinto 2010). Muutostilanteissa riskit saattavat muuttua ja siksi ne 
on arvioitava ennen muutosten toteuttamista.
VAHTI-järjestelmä
VAHTI-järjestelmä, eli valvonta- ja kuormitusjärjestelmä on ympäristöviranomai-
sen työkalu vesi- ja ympäristölupien valvontatyötä varten. Järjestelmässä on rapor-
tointialusta TYVI-palveluineen (= Tietovirrat yrityksiltä viranomaiselle) sekä val-
vonnan seurantajärjestelmä. Järjestelmään tallennetaan tietoja mm. ympäristölu-
vista ja ilmoituksista sekä päästöistä ja jätteistä. (Valtion ympäristöhallinto 2010.)
Yritys voi jättää ilmoituksen VAHTI-järjestelmään esimerkiksi tapahtuneesta 
päästöstä. Tavallisesta raportointialustasta järjestelmä poikkeaa kuitenkin valvon-
nan seurantajärjestelmän vuoksi. Sieltä löytyvät valtakunnallisesti kaikki tarkas-
tuskohteet ja niiden seurantatiedot. Valvontatietoja voi myös käyttäjä lisätä. Ym-
päristöviranomaisen mukaan (haastattelu 2009) järjestelmää on kritisoitu paljon, 
mutta toisaalta toimiessaan se on varsin kunnianhimoinen idea.
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Vahtijärjestelmään kirjataan jonkin verran poikkeamia. Läheltä piti -tapauksia ei 
järjestelmään ole kirjattu lainkaan. Poikkeamiakin kirjataan niin vähän, että nii-
den perusteella ei ole mahdollista tehdä tilastollisia analyyseja. Myöskään muun-
laista, esimerkiksi laadullista käsittelyä poikkeamille ei viranomainen ole tehnyt. 
Toisaalta sähköisen järjestelmän etuna on se, että kaikki viranomaiset voivat näh-
dä, mitä on tapahtunut ja mitä niille on tehty. (Ympäristöviranomainen 2009.)
Viranomaisten oma turvallisuusjohtamisjärjestelmä
Ympäristöviranomaisilla on käytössään myös oma sisäinen toiminta- ja turvalli-
suusjohtamisjärjestelmä. Järjestelmä on tiettävästi ainoa laatuaan (viranomaisten 
keskuudessa) ja tässä mielessä ympäristöviranomaiset ovat edelläkävijöitä.
4.6. Työturvallisuus
Työturvallisuus on yksi osa kokonaisturvallisuudesta. Ns. maapuolen työpaikoilla 
(ts. muilla kuin meri-, ilmailu-, raideliikenne, ydinvoima ja kemian prosessiteol-
lisuuden aloilla) työturvallisuuden näkökulma on kuitenkin usein ainoa ns. peh-
meän turvallisuuden laji, johon panostetaan voimakkaasti. Satamien kannalta työ-
turvallisuus on yleisemmin tunnettu verrattuna kokonaisturvallisuuteen tai yleen-
sä turvallisuusjohtamiseen.
Työturvallisuutta on kehitetty vuosien saatossa voimakkaastikin, ja tämä näkyy tu-
loksissa. Työturvallisuuden hallintaan on viimeisen kymmenen vuoden sisällä tul-
lut myös elementtejä yleisemmästä turvallisuuden johtamisesta (Hämäläinen & 
Anttila 2008). Näistä edellä mainituista syistä työturvallisuus oli hyvä ottaa mu-
kaan tähän tarkasteluun.
4.6.1. Työturvallisuuden johtaminen
Työturvallisuuden johtamisen järjestelmiä on kehitetty maailmalla useita. Kuului-
simmat niistä ovat BS 8800 sekä OHSAS 18 000 standardit. Työturvallisuuden joh-
tamisjärjestelmä ei ole pakollinen vaatimus suomalaisilla työpaikoilla, mutta työ-
turvallisuuslainsäädännön määräämät työnantajan velvollisuudet ovat käytännös-
sä jo ainakin hyvin lähellä turvallisuusjohtamisjärjestelmän vaatimuksia (Hämä-
läinen & Anttila 2008). Keskeisimmät työturvallisuuslain(738/2002) vaatimukset 
turvallisuusjohtamisen kannalta käsittävät työnantajan yleisen velvollisuuden huo-
lehtia työntekijän turvallisuudesta ja terveydestä, epätavallisten olosuhteiden huo-
mioinnin, työolojen parantamistoimenpiteiden suunnittelun, työn vaarojen selvit-
tämisen sekä arvioinnin, työympäristön ja työn suunnittelun, työntekijöiden opas-
tamisen, henkilösuojainten varaamisen sekä onnettomuuden vaaran torjunnan.
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Sosiaali- ja Terveysministeriö on julkaissut oppaan Turvallisuusjohtaminen, jossa 
kuvataan selkeästi työturvallisuuden johtamista (Työsuojeluhallinto 2010). Työ-
turvallisuuden johtaminen määritellään oppaassa seuraavasti: Turvallisuusjohta-
minen on kokonaisvaltaista, niin lakisääteisen kuin omaehtoisen turvallisuuden hal-
lintaa, jossa yhdistyy sekä menetelmien ja toimintatapojen että ihmisten johtami-
nen. Se sisältää ajatuksen jatkuvasta turvallisuuden ja terveellisyyden edistämises-
tä työpaikalla. Turvallisuusjohtaminen pitää sisällään jatkuvan suunnittelun, toi-
minnan ja seurannan. Oppaassa tähdennetään, että yksi keskeisin työkalu turvalli-
suusjohtamisessa on riskien arviointi, jonka avulla voidaan arvioida työolojen ke-
hittämistarpeet sekä työympäristötekijöiden vaikutukset. Toinen tärkeä asia op-
paan mukaan on varmistaa työtekijöiden osaaminen, motivointi ja osallistuminen.
4.6.3. Parhaita työturvallisuuden johtamiskäytäntöjä
Työturvallisuuden kehittämistä on tehty pitkäjänteisesti ja tämä tulos näkyy mo-
nilla aloilla. Hyvä esimerkki tästä on, kun eräästä laivayhtiöstä kerrottiin, että työ-
turvallisuuden saralla heillä on jo olemassa riskien arvioinnit, mutta merenkulun 
turvallisuuden näkökulmasta ei. Työturvallisuuden kehittämistyö näkyy myös sil-
lä tavoin, että viimeisen kymmenen vuoden sisään työturvallisuuden johtamista 
on viety lähemmäksi yleisempää turvallisuusjohtamista. Tämä on ehkä ollut käy-
tännön sanelemaa, sillä monilla aloilla, joilla ei ole lakisääteisesti vaatimusta ylei-
sestä turvallisuusjohtamisjärjestelmästä, on kuitenkin ollut tarvetta kehittää myös 
muiden osa-alueiden turvallisuutta. Toisaalta esimerkiksi työturvallisuuden lain-
säädäntö on kehittynyt siihen suuntaan, että käytännössä työnantajilta edellyte-
tään yleisempiä turvallisuuden hallinnan toimintatapoja. Työturvallisuuslain no-
jalla annetussa valtioneuvoston päätöksessä 922/1999 työnantajaa vaaditaan myös 
varautumaan myös suuronnettomuuksiin.
Seuraavana esitellään joitakin työturvallisuuden hyviä johtamiskäytäntöjä. Käy-
tännöt, jotka tässä on esitelty, on valittu tutkimuksen tavoitteiden perusteella, ja 
ne eivät ole kattava lista alan parhaista käytännöistä.
Riskien arviointi
Työturvallisuuslaki velvoittaa työnantajia systemaattisesti selvittämään kaikki eri 
työtehtäviin liittyvät vaara- ja kuormitustekijät. Tästä syystä riskien arviointityö-
kaluja on kehitetty runsaasti erilaisia. Työturvallisuuden ja –terveyden johtamisen 
oppaassa (Laitinen, ym. 2009) kuvataan riskien arviointi kolmiportaisena mene-
telmänä. Tasot ovat strateginen, systemaattinen sekä päivittäinen arviointi. Nämä 
on kuvattu alla olevassa kuvassa (kuva 12).
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Kuva 12. Vaarojen selvittämisen kolmivaiheinen prosessi työpaikoilla (Laitinen, ym. 2009).
Työturvallisuuden ja -terveyden johtamisen oppaan tekijät muistuttavat, että stra-
tegisen tason arviointi jää usein tekemättä. Se jää juuri sen lain vaatiman arvioin-
nin, eli systemaattisen arvioinnin taakse piiloon. Strateginen arviointi on kuiten-
kin tärkeää, sillä se auttaa yrityksen johtoa priorisoimaan ja määrittämään työtur-
vallisuuden hallinnan päämäärät oikein. Strategisen riskien arvioinnin avulla käy-
tännössä kartoitetaan työpaikan merkittävimmät riskit. Kolmannella tasolla jokai-
nen työntekijä ja työryhmä arvioivat työnsä turvallisuutta päivittäin ja aina ennen 
työn aloittamista. (Laitinen, ym. 2009.)
Työturvallisuuden parissa on kehitetty erilaisia työkaluja työpaikan riskien ar-
vioimiseksi. Näitä ovat esimerkiksi ELMERI ja Safety Check (pientyöpaikoille). 
Työterveyslaitos on kehittänyt työkaluja yhteistyössä alan eri toimijoiden kanssa. 
(Työturvallisuuskeskus, Internet-sivut.) Näiden lisäksi tarjolla on useita muita vas-
taavia työkaluja eri yritysten tarjoamana. Riskien arviointi -menetelmät sisältävät 
yleensä tarkistuslistoja, joiden avulla käydään läpi työpaikan erilaisia mahdollisia 
vaarakohteita. Listaan merkitään, onko asia kunnossa vai onko siinä jotakin kor-
jattavaa. Tämän perusteella voidaan arvioida myös riskipisteet kullekin kohteel-
le ja pohtia sopivia hallinta- ja korjauskeinoja riskien poistamiseksi tai pienentä-
miseksi.
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Nolla tapaturmaa -foorumi
Työterveyslaitoksen alla toimii Nolla tapaturmaa -foorumi, joka on tarkoitet-
tu suomalaisille työturvallisuuden parantamiseen ja nolla tapaturmaa -ajatte-
lun toteuttamiseen sitoutuneille työpaikoille ja yrityksille. Foorumin kautta jä-
senet voivat saada toimintatapojensa kehittämiseen tietoa sekä käytännön työka-
luja. Foorumin kautta työpaikat voivat myös keskustella ja vaihtaa ideoita ja ko-
kemuksia muiden työpaikkojen kanssa. (Työterveyslaitos, Internet-sivut, viitattu 
30.07.2010.)
Foorumin toimintatapoja ovat erilaisten seminaarien ja koulutustilaisuuksien jär-
jestäminen, tiedon jakaminen erilaisten materiaalien ja verkostoitumisen kautta, 
erilaiset turvallisuustuotteet sekä tunnustusten antaminen tasoluokituksen tai eril-
lisen palkinnon avulla. Tasoluokituksesta mainittakoon erikseen, että mikäli yritys 
haluaa tunnustuksen työstään työturvallisuuden hyväksi, sen tulee täyttää tietyt 
kriteerit. Mainittavaa on se, että kaikilla tasoilla (1-3) edellytyksenä on, että työ-
paikalla on käytäntö läheltä piti- ja vaaratilanteiden raportoimiseksi. (Työterveys-
laitos, Internet-sivut, viitattu 30.7.2010.) Foorumi on oivallinen esimerkki yhteis-
työstä, joka tukee yritysten ponnisteluja turvallisuuden parantamiseksi.
Turvallisuuden mittaaminen
Työturvallisuuden saralla on törmätty samankaltaisiin ongelmiin, kuin monilla 
muilla aloilla. Turvallisuuden mittaamisen tarve tunnistetaan, mutta tyypillises-
ti mittaaminen on jäänyt tapaturmien tai muiden poikkeamien taajuuden rekiste-
röimiseksi. Tämän kehittämiseksi on kehitetty ennakoivia mittareita sekä turvalli-
suustyön tuloksia mittaavia menetelmiä, reagoivien mittareiden ja työn panoksien 
mittaamisen menetelmien sijaan. Ennakoivilla mittareilla mitataan poikkeamien 
syntyyn vaikuttaneita olosuhteita tai asioita. Turvallisuustyön panoksia mittaavat 
menetelmät antavat tulokseksi erilaisia lukumääriä tai kustannuksia, kuten tapa-
turmista aiheutuneet kustannukset (reagoiva) tai riskien arviointien määrä (enna-
koiva). Turvallisuustyön tuloksia mitatessa huomio kiinnitetään taas erilaisiin tun-
nuslukuihin, joita voivat olla tapaturmien vakavuuteen tai lukumäärään perustu-
vat tunnusluvut (reagoivia) tai työympäristön havainnointiin tai auditointeihin pe-
rustuvat tunnusluvut (ennakoivia mittareita). (Laitinen, ym. 2009.) Seuraava kuva 
(kuva 13) esittää hyvin näiden kehitettyjen mittareiden sijoittumisesta työturvalli-
suuden ja -terveyden johtamiseen yleisesti.
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Kuva 13. Työturvallisuuden mittaaminen (Laitinen ym. 2009).
Huolimatta hyvistä mittaamisen käytännöistä, myös työturvallisuuden alalla on 
havaittu, että nykyisin käytössä olevat turvallisuuden mittarit ovat pääasiassa rea-
goivia mittareita, eli ne mittaavat lähinnä työtapaturmia tai muita tapahtuneita 
poikkeamia. Reagoivat mittarit mittaavat usein myös vain negatiivisia asioita, eli 
missä on epäonnistuttu. Suomessa on käynnissä hanke, jossa kehitetään positiivi-
sia työturvallisuuden mittareita. Mittarit antavat tietoa onnistumisista sekä toisaal-
ta siitä, missä on vielä kehittämisen varaa. (Työterveyslaitos, Internet-sivut, viitat-
tu 30.7.2010.) Kanadalaiset taas ovat kehittäneet työkalua, jonka avulla työturval-
lisuutta voitaisiin mitata ennakoivasti (Saari, 2010). Nämä mittarit ovat:
o Määrämuotoiset turvallisuusauditoinnit tapahtuvat säännöllisesti.
o Kaikki arvostavat työpaikalla käynnissä olevia turvallisuuden 
kehityshankkeita.
o Organisaatio pitää työturvallisuutta vähintään yhtä tärkeänä kuin 
tuotantoa ja laatua.
o Työntekijät ja esimiehet tietävät turvalliset työtavat.
o Työntekijät ovat aina mukana päätöksissä, jotka koskevat heidän 
turvallisuuttaan.
o Työturvallisuudesta vastaavilla on valta toteuttaa itsenäisesti 
työturvallisuuden tarvitsemia parannuksia.
o Turvallisesta toiminnasta seuraa positiivista palautetta.
o Kaikilla on välineet, jotka tarvitaan työn turvalliseksi 
suorittamiseksi. 
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5. Turvallisuusjohtaminen merenkulkualalla
Merenkulkualalla turvallisuusjohtamisen vaatimus perustuu ISM-koodiin (Inter-
national Safety Management Code, IMO 2002a) Koodi on osa SOLAS-yleissopi-
musta (Safety of Life at Sea) ja se on tullut asteittain voimaan vuosina 1996-2002. 
Koodi velvoittaa turvallisuusjohtamisjärjestelmiä käytännössä kaikilta kauppame-
renkulun laivoilta. Koodin päätarkoitus on ollut, että laivan operoinnista vastaava 
luo toimivan turvallisuusjohtamisjärjestelmän (ICS & ISF 1996). Koodi ei kuvaa 
yksityiskohtaisesti, kuinka tähän tavoitteeseen päästään, mutta osoittaa kuitenkin 
alueita, joista tulee huolehtia. Koodin taustalla olevaan perusfilosofiaan kuuluu 
johdon sitoutuminen, osaamisen todentaminen, vastuun osoittaminen selkeästi 
sekä työn laatukontrollointi. (Kristiansen 2005.) IMO:n (International Maritime 
Organisation) asettamat tavoitteet koodin mukaiselle turvallisuusjohtamisjärjes-
telmälle ovat seuraavat:
  tuottaa turvalliset laivan operoinnin toimintatavat sekä turvallinen työym-
päristö,
  määritellä suojaukset kaikkia tunnistettuja ja arvioituja riskejä vastaan,
  jatkuvasti parantaa sekä maa- että meripuolen henkilöstön turvallisuusjoh-
tamistaitoja sekä
  valmistautua hätätilanteisiin (ISM koodi, 1.1.2010 voimaan tulleiden muu-
tosten mukaan).
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2002).
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Merenkulun turvallisuutta tutkineen Svein Kristiansenin mukaan (2005) koodin 
tavoitteet osoittavat, että koodi liittyy läheisesti perinteisiin turvallisuusjohtamisen 
lähtökohtiin, kuten teknisiin ratkaisuihin, koulutukseen, hätätilanteisiin valmis-
tautumiseen sekä riskien analysointiin. Koodin peruselementit esitellään hieman 
eri tavoin eri lähteissä (esimerkiksi Kristiansen 2005 tai Chauvel 1997), mutta yllä 
oleva kuva (kuva 14) tuo esille kokonaisuuden hyvin (Kidman ym. 2002). Seuraa-
vassa taulukossa (taulukko 3) on esitetty koodin sisällysluettelo.
Taulukko 3. ISM-koodin sisällysluettelo.
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ISM-koodi on kehitetty pääasiassa laatujärjestelmistä (Palmgren 2007) ja se on 
kirjoitettu hyvin yleisellä t oll . Oikeud llisen asiantu tijan mukaan (Palmgren 
2007) koodin määräykset ov t monessa kohdin juridisesti heikkoja tai epätäydelli-
siä. Se ei täytä systemaatti uuden ja täsmällisyyden vaatimuksia, jotka ovat esimer-
kiksi pohjoismaisen lainsääd nnön tunnuspiirteitä. Tästä syystä ISM-koodi  jou-
dutaan tulkitsemaan runsaasti, ja tulkinnat vaihtelevat eri maissa ja jopa varusta-
moittain. Per steena tälle yleisyydelle o  ollut se, että merenkulkualalla on hyvin 
monenlaisia toimijoita. Varustamoiden ja alusten kirjo on niin laaja, että koodin 
laatijoiden mielestä yksityiskohtaisemmaksi ei voitu mennä, jotta samalla koodilla 
voidaan säädellä jokaista laivanvarustamoa. Toisaalta koodin syntyolosuhteet oli-
vat sellaiset (taustalla lukuisia onnettomuuksia) että paineet luoda koodi nopeasti, 
olivat suuret. Lisäksi koodi oli ensimmäinen ns. ei-tekninen standardi merenkul-
kualalla. Koodin esivalmistelu on ollut vähäistä ja tukea tulkinnalle on mahdollis-
ta saada vain vähän varsinaisesta sopimustekstistä. (Palmgren 2007.)
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5.1. ISM-koodin vaikutus merenkulkualan turvallisuuteen
Jouni Lappalainen ja Kim Salmi (2009) tutkivat METKU-projektissa ISM-koo-
din vaikutusta merenkulkualan turvallisuuskulttuuriin. Laajan haastattelututki-
muksen perusteella he totesivat, että ISM-koodin käyttöönotosta on ollut selväs-
ti hyötyä merenkulkualalle. Varustamoiden johtajat ovat hyvin sitoutuneita tur-
vallisuuteen ja merenkulkijoidenkin asenteet turvallisuutta kohtaan ovat parantu-
neet. Myös muutamat aikaisemmat tutkimukset (ks. esim. Lappalainen 2008) ovat 
osoittaneet, että ISM-koodin myötä merenkulkualan turvallisuus on parantunut. 
Miten todentaa varmasti, onko ISM-koodi toimiva, on varsin ongelmallinen ky-
symys. Varmaa vastausta, joka kuvaisi kokonaisuutta, ei liene vielä onnistuttu saa-
maan, mutta jos indikaattoreina käytetään onnettomuuksien määrää, monissa tut-
kimuksissa on osoitettu, että ISM-koodin jälkeen onnettomuudet ovat vähenty-
neet (esim. IMO 2009). Kreikassa tehtiin myös vastaavanlainen tutkimus (Kokotos 
& Linardatos 2010), jossa havaittiin, että ISM-koodin voimaantulon jälkeen inhi-
millisestä tekijästä (human error) johtuvat onnettomuudet olivat vähentyneet sel-
västi. Kim Salmen (2010) tutkimuksessa havaittiin, että koodin voimassaolon ai-
kana Suomessa oli vähentynyt pienemmät onnettomuudet, mutta isompien onnet-
tomuuksien määrä ei ollut vähentynyt. IMO on pitänyt tilastoa mm. alusten me-
netyksistä (total loss). Vuoteen 2006 saakka nämä menetykset vähenivät selvästi, 
mutta vuodesta 2007 ovat taas alkaneet kasvaa (IMO 2009). Vastaavanlainen kas-
vu alusonnettomuuksien määrässä on havaittu myös Euroopan meriturvallisuus-
virastossa (EMSA 2009) sekä vakuutusyhtiöissä (Hernqvist 2010).
ISM-koodilla on siis ollut positiivista vaikutusta turvallisuuteen, mutta ei riittä-
västi. METKU-projektin tutkimuksissa (esim. Lappalainen, Salmi, Kujala & Tapa-
ninen 2010) havaittiin, että merkittävin ongelma tällä hetkellä on jatkuvan paran-
tamisen toimimattomuus. Jatkuvan parantamisen yhtenä elementtinä on pyrki-
mys oppia omista virheistään. Tätä voidaan tehdä keräämällä tietoa turvallisuus-
poikkeamista ja vaaratilanteista. Näiden tilanteiden raportointi on kuitenkin tut-
kimuksen mukaan hyvin vähäistä merenkulkualalla (Lappalainen ym. 2010). Me-
renkulkijat laiminlyövät raportointivelvoitettaan ja toisaalta myös itse raportointi-
käytännöt ovat heikkoja (Lappalainen & Salmi 2009). Raportoinnin toimivuuden 
kannalta merkittävä ongelma on myös se, että tapauksia ei tutkita riittävästi (Scha-
lin 2010). Yksi syy jatkuvan parantamisen ongelmaan voi olla myös itse säädökses-
sä. Vaikka ISM-koodi asettaa jatkuvan parantamisen tavoitteita, se ei kuitenkaan 
vaadi asettamaan tavoitteita, joilla turvallisuuden parantuminen voitaisiin osoit-
taa (Schalin, 2010).
Turvallisuuspoikkeamien raportointi liittyy laajemmin turvallisuustason mittaa-
misen ja arviointiin. Näyttää siltä, että aktiivisesti laivanvarustamot eivät pyri ar-
vioimaan omaa turvallisuustasoaan (Schalin 2010). Estonia-onnettomuutta paljon 
tutkinut Hannu Hänninen (2010) on todennut, että merenkulkualalla systemaatti-
seen poikkeamien arviointiin – joka on osa turvallisuustason arviointia – on vie-
lä matkaa. Risto Jalosen ja Kim Salmen (2009) merenkulkualan turvallisuusindi-
kaattoreita selvittäneessä tutkimuksessa todettiin, että alalla on jonkin verran käy-
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tössä reaktiivisia indikaattoreita (lagging indicators) kuten erilaisten poikkeamien 
tilastointia. Jotta tilannetta voitaisiin kehittää enemmän ennakoivampaan suun-
taan, olisi tärkeää perustaa turvallisuusinformaatiojärjestelmät riskien arvioinnil-
le ja samalla tehokkaalle turvallisuusdatan keräämiselle. Toisaalta, turvallisuusta-
soa voi olla vaikea arvioida, jos ei ole systemaattisesti pyrkinyt tunnistamaan ja ar-
vioimaan toimintansa riskejä. Riskien arviointi on, niin kuin edellä todettiin, ole-
tettu sisältyvän ISM-koodiin, mutta käytännössä tämä ei ole näkynyt. Nyt viimei-
simmät muutosten myötä riskien arvioinnin merkitystä haluttiin korostaa. Myös 
monia malleja riskien arvioimiseksi on kehitetty. Tämän toivotaan parantavan ris-
kienarviointien käyttöä turvallisuuden parantamisen työkaluna.
Ruotsissa ISM-koodin vaikutusta ja merenkulkualan turvallisuutta selvittäneessä 
tutkimuksessa (Jense 2009) listattiin sekä joukko koodin tuomia vahvuuksia että 
heikkouksia:
  Koodin erittäin vahva perustuminen ajatukselle, että inhimillisellä elementil-
lä ja organisaatiolla on olennainen vaikutus turvallisuuteen
  laivanvarustamo laivoineen ja miehistöineen ymmärretään yhdeksi kokonai-
suudeksi tai samaksi organisaatioksi, 
  kokonaisvastuu turvallisuudesta kuuluu varustamon ylimmälle johdolle,
  säädös ymmärtää nimetyn henkilön (designated person, DP) turvallisuus-
työn koordinoijana ja, mikäli tarpeen, kommunikoinnin linkkinä laivan ja 
maahenkilöstön välillä.
  systeemiajattelun tulee pohjautua turvallisuusjohtamisjärjestelmän rakenta-
miselle, käyttöönotolle, seurannalle sekä parantamiselle,
  säännöllisesti toteutettu yhtiön sisäinen sekä ulkopuolinen auditointi elintär-
keänä työkaluna ISM-sertifioinnille ja järjestelmän jatkuvalle parantamiselle 
kuin myös turvallisuuden parantamiselle
  ISM:n käyttöönotto ja sertifiointi ovat pakollisia ja että turvallisuusjohtamis-
järjestelmä sekä muut turvallisuustoimenpiteet johdonmukaisesti dokumen-
toidaan,
  voimassa oleva ISM sertifikaatti ylläpidetään sekä laivan että varustajan toi-
mesta (DOC – Document of Compliance).
ISM-koodin heikkouksia taas Jensen (2009) mukaan ovat:
  koodin perustuminen IMO:n riittämättömälle tuntemukselle laivanvarusta-
moiden tilanteesta ja erityisesti niiden suhteesta lippuvaltioihin, luokituslai-
toksiin sekä satamavaltiotarkastuksiin,
  koodin muodostuminen epämääräisyyden ja tehokkuuden kompromissiksi 
  koodin riittämättömän informaatio, kuinka turvallisuusjohtamisjärjestelmät 
tulisi muodostaa, käyttää ja tarkastaa,
  riittämättömästi määritelty turvallisuudesta vastaavien organisaatio, eikä vä-
hiten laivan ja operoijan välillä, 
  liian paljon reaktiivista lähestymistapaa kulttuuriin esitetään valtavana estee-
nä yleisen turvallisuusjohtamisjärjestelmän käyttöönotolle,
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  koodin riittämätön huomiointi merenkulun ulkopuolisessa maailmassa, mi-
kä yhdistettynä vahvaan sisäiseen tradition ja hierarkkisiin elementteihin, 
voisi yhdessä muiden asioiden kanssa tehdä turvallisuusjohtamisjärjestelmän 
käyttöönotosta huomattavasti vaikeampaa,
  otaksuu huomattavan tietotaitojen ja osaamisen mittaamisen organisaatios-
sa ja systeemiajattelussa sekä edelleen perus käyttäytymistieteissä, mitkä ovat 
perinteisesti, jo ovat sitä edelleen, erityisen tärkeitä puutteita yhä elävä myyt-
ti merenkulun täysin poikkeuksellisesta luonteesta suhteessa muuhun orga-
nisoituun ihmisen toimintaan,
  että ISM-koodi luultavasti otettiin käyttöön pakollisena liian nopeasti sekä
  että koodilla on ollut osittain alkuvaiheessa, mutta myöhemmässä vaiheessa 
yhä enemmän, vaikeuksia vahvistaa haluttuja vaikutuksia.
IMO:n (2009) vuosiraportissa arvioitiin viimeaikaisten onnettomuusmäärien kas-
vun syyksi se, että merenkulkuala olisi kyennyt parantamaan laivojen turvallisuut-
ta, mutta ei laivaoperaatioiden turvallisuutta. Arvioidaan, että turvallisuuden pa-
rantamisen toimet ovat vieläkin, huolimatta ISM-koodista, keskittyneet liikaa tek-
nisiin asioihin, inhimillisten tekijöiden, koulutuksen ja menetelmien sijaan.
5.2. Haastattelututkimuksen tuloksia 
METKU-projektissa haastateltiin runsaasti merenkulun ammattilaisia. Koska kol-
messa eri työpaketissa haluttiin hyödyntää haastattelututkimuksen tuloksia, ja 
koska tutkimuksen aihe kaikissa näissä ole hyvin lähellä toisiaan, haastatteluai-
neiston kerääminen päätettiin jakaa kaikkien kolmen osaprojektin kesken. Projek-
tin alussa kehitettiin kaikille yhteinen haastattelulomake, mihin oli kerätty jokai-
seen tutkimusosa-alueeseen relevantteja kysymyksiä. Tässäkin osaprojektissa on 
siis hyödynnetty muiden tekemiä haastattelutuloksia. Yhteensä haastatteluaineis-
toa tätä tutkimusta varten on ollut käytössä 100 kpl, joista 89 laivaväen haastatte-
luita, 8 merenkulun viranomaisten sekä 3 kpl luokituslaitosten tarkastajien haas-
tatteluita.
Tässä METKU-hankkeen osaprojektissa huomio on ollut pääasiassa turvallisuus-
johtamisjärjestelmien sisällöissä ja käytännöissä. Näitä selvitettiin pääasiassa edel-
lä mainitun haastattelututkimuksen avulla. Tutkimuksen aikana tutustuttiin joi-
hinkin alusten turvallisuusjohtamisjärjestelmiin, mutta järjestelmien systemaattis-
ta tarkastelua ei suoritettu. Haastattelututkimuksen tuloksia on esitelty laajemmin 
Jouni Lappalaisen ja Kim Salmen (2009) raportissa Safety culture and maritime 
personnel´s safety attitudes – Interview report. Tässä raportissa kuvataan haas-
tattelututkimuksen tuloksia vain kokoavasti ja turvallisuusjohtamisen käytäntö-
jen näkökulmasta.
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Johdon sitoutuminen turvallisuuteen
Organisaation ylimmällä johdolla on erittäin suuri merkitys organisaation turval-
lisuuskulttuuriin. Pekka Räisänen (2009) kokosi tutkimuksessaan näkemystä tu-
kevia tutkimuksia ja löysi niitä useita kymmeniä. Tutkimus osoitti, että varusta-
mon johdon merkitys turvallisuuskulttuurin luomisessa sekä turvallisuuden var-
mistamisessa on kiistaton. Myös tämän raportin selvityksessä turvallisuusjohta-
misjärjestelmistä esitettiin, että yrityksen johdon sitoutuminen on yksi keskeinen 
elementti onnistuneessa turvallisuusjohtamisessa. Laivaväelle suunnatuissa haas-
tatteluissa kysyttiin, miten varustamon johto sitoutuu turvallisuuteen. Vastaukset 
vaihtelevat runsaasti varustamoittain, mutta myös varustamon sisällä vastaajittain. 
Lappalaisen ja Salmen (2009) haastattelututkimuksen johtopäätös asiasta oli, et-
tä merenkulkijat uskovat varustamoiden johdon olevan hyvin sitoutunut turval-
lisuuteen.
Riskien tunnistaminen ja analysointi
Tehtyjen haastattelujen perusteella ei pysty täysin tekemään yhteenvetoa, miten 
laivoilla tunnistetaan riskit, miten niitä analysoidaan ja miten niitä pyritään pie-
nentämään. Haastatelluista varustamoista yhdellä oli käytössä työkaluja riskien 
tunnistamiseen ja analysointiin ja siitä oli tehty aluksille jokapäiväistä rutiinia. 
Muutamilla varustamoilla oli tiettävästi tunnistettu ja analysoitu joitakin riskejä, 
mutta jatkuvaan käyttöön niitä ei ollut saatu. Näytti myös siltä, että usealla varus-
tamolla ei ollut lainkaan systemaattista riskien tunnistamista tai analysointimene-
telmää käytössään. Kaikki perustuivat intuitiiviseen käsitykseen riskeistä ja niiden 
hallinnasta. 
Vaikka 1.7.2010 ISM-koodiin tuli uusi vaatimus riskien analysoimisesta, ISM-koo-
di ei ole johdattanut merenkulkijoita perustamaan turvallisuusjohtamistyötä ris-
kien tunnistamiselle ja analysoinnille. Ja vaikka IMO on laatinut riskien arvioin-
nin työkalun FSA:n (Formal Safety Assessment) ja monia muita riskienarviointi-
työkaluja on ollut esillä, käytännöt eivät ole vakiintuneet laivanvarustamoiden ja 
merenkulkijoiden piirissä. 
Muutosten hallinta
Muutosten hallinta on yksi tärkeä turvallisuusjohtamisjärjestelmän elementti. 
ISM-koodi ei erikseen edellytä laivanvarustamoilta muutoksen hallintaa. Toisaal-
ta muutoksen hallinta käytännössä tarkoittaa riskien hallintaa, sillä muutostilan-
teiden hallinnan tarve tulee juuri siitä, että se voi aiheuttaa merkittäviäkin riskite-
kijöitä järjestelmälle tai organisaatiolle. 
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Laivaväelle suunnatuissa haastatteluissa ei kysytty muutoksen hallinnasta mitään. 
Sitä kysyttiin sen sijaan luokituslaitosten tarkastajilta. Näistä vastauksista ilmeni, 
että tankkialusten puolella muutosten hallinta -työkalu on käytössä, mutta muu-
alla ei sitä ole havaittu. Tankkialusvarustamoiden paljon käyttämä TMSA-järjes-
telmä (Tanker Management and Safety Assessment) sisältää muutoksen hallinnan 
(Management of Change) osion ja sen vuoksi se on tankkerivarustamoissa tunnet-
tu turvallisuusjohtamisen työkalu.
Turvallisuuden mittaaminen
Laivanvarustamoissa tyypillisesti pyritään arvioimaan turvallisuustasoa sisäisten 
auditointien, päällikön katselmusten, johdon katselmusten sekä ulkoisten audi-
tointien ja tarkastusten perusteella. Varsinaisia turvallisuuden indikaattoreita va-
rustamoissa ei kuitenkaan kovin paljoa käytetä. Yhdessä varustamossa näitä oli 
kehitelty ja toisessa sitä oli yritetty, mutta niiden käyttöönotto ei ollut onnistunut. 
Käytössä olleet mittarit liittyivät tyypillisesti poikkeamien määrien seuraamiseen. 
Turvallisuuden mittaamista pidettiin yleisesti melko haastavana asiana.  
Turvallisuustiedon kerääminen
Turvallisuustietoa kerätään laivanvarustamoissa yleensä poikkeamien avulla sekä 
auditointien, katselmusten, tarkastusten sekä palautteiden avulla. Vaaratilannera-
portointi ja erityisesti läheltä piti -tilanteiden raportointi olivat asioita, jotka nos-
tettiin esille monessa yhteydessä selvänä puutteena. Tätä ongelmaa on käsitelty 
useaan otteeseen METKU-projektissa, ja esimerkiksi Jouni Lappalainen ja Anne 
Vepsäläinen (2010) ovat tutkineet aihetta raportissaan ”Utilization of incident re-
porting in the Finnish maritime industry.” Tämän vuoksi aihetta ei tässä raportis-
sa tätä mainintaa enempää käsitellä.
Turvallisuutta parantavat toimenpiteet
Laivanvarustamoissa tehdään turvallisuutta parantavia toimenpiteitä silloin, kun 
jotakin on sattunut. Joissakin varustamoissa muutoksia saatettiin tehdä myös esi-
merkiksi palautteen tai auditointien perusteella, mutta yleinen linja oli reaktiivi-
nen. 
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6. Turvallisuusjohtaminen satamissa
Tässä luvussa kuvataan lyhyesti turvallisuuden varmistamis- ja johtamismene-
telmien käyttöä suomalaisissa satamissa. Aihetta on tutkittu METKU-projektissa 
myös syvällisemmin (Salokorpi & Rytkönen 2010), ja siitä on julkaistu tämän lu-
vun otsikon kanssa samanniminen raportti.
Lainsäädäntö ei vaadi satamilta turvallisuusjohtamisjärjestelmiä. Satamissa on 
kuitenkin käytössä erilaisia menetelmiä turvallisuuden varmistamiseksi. Myös eri-
laisia turvallisuuden johtamisjärjestelmiä on käytössä. Eniten käytettyjä järjestel-
miä ovat työturvallisuuden johtamisjärjestelmä (ISO 18 001) sekä laatu- ja ympä-
ristöjärjestelmät (ISO 9001 sekä 14 001). Eräänlaisena turvallisuuden johtamisjär-
jestelmänä voidaan pitää myös ISPS-koodin asettamia vaatimuksia rikollisuuden 
ehkäisemiseksi ja terrorismin torjumiseksi. Laki koskee kaikkia satamia.
Satamien turvallisuusjohtamisen tilannetta tutkittaessa havaittiin, että tietty-
jä ongelmia on. Nämä ongelmat tai oikeastaan olosuhteet vaikuttavat tämän het-
kiseen tilanteeseen voimakkaasti. Yksi näistä ongelmista liittyy satamanpitä-
jän rooliin turvallisuuden varmistamisessa. Aikaisemmin Suomessa satamanpi-
täjä määriteltiin viranomaiseksi, ja sen myötä sillä oli rooli valvoa turvallisuut-
ta satama-alueillaan. Myöhemmin, kun satamista alettiin tehdä enemmän kun-
nallisia liikelaitoksia, viranomaisen rooli alkoi kutistua. Joidenkin tutkimukses-
sa haastateltujen asiantuntijoiden mielestä se on jopa poistettu kokonaan. Kuiten-
kin lainsäädännöstä löytyy vielä viittauksia satamaviranomaiseen ja sen valvon-
tatehtäviin (esimerkiksi Laissa alusturvallisuuden valvonnasta 370/1995). Liiken-
ne- ja viestintäministeriön(LVM, 2004) teettämässä selvityksessä satamalainsää-
dännön uudistamisesta todetaan, että satamanpitäjällä on sekä viranomaistehtä-
viä että kaupallinen rooli. Selvityksen mukaan nämä viranomaistehtävät ovat ti-
lastointi, vaarallisten aineiden käsittely sekä satamajärjestyksen ja yleisen turval-
lisuuden valvonta. METKU-projektissa tehdyn tutkimuksen valossa LVM:n selvi-
tyksen mukainen tilanne on edelleen voimassa, mutta satamatoimijoiden mielissä 
sekä käytännön kannalta tilanne on epäselvä. Myös LVM:n teettämässä tutkimuk-
sessa selvitettiin haastattelemalla eri satamatoimijoita, aiheuttaako satamanpitä-
jän kaksoisrooli intressiristiriitaa. Tuolloin satamanpitäjät itse olivat suurimmaksi 
osaksi (85%) sitä mieltä, että ristiriitaa ei esiinny, mutta satamaoperaattorit olivat 
sitä hiukan enemmän havainneet.
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Lainsäädäntö sekä ehkä myös yleiset käytännöt ovat asettaneet satamanpitäjille 
monenlaisia turvallisuuden valvontatehtäviä. Käytännössä kuitenkaan niillä ei ole 
mahdollisuuksia tehdä tätä valvontatyötä, sillä oikeudet puuttua esimerkiksi sata-
ma-alueella toimivien yritysten toimintaan ovat melko vähäisiä (esimerkiksi Hils-
ka 2009 ja Pasanen 2010).
Monilla suomalaisilla satamilla on tällä hetkellä tarve muuttaa toimintamuoton-
sa liikelaitoksesta edelleen osakeyhtiöksi. Esimerkiksi EU-viranomaisten mukaan 
kunnallisten liikelaitosten rooli on ristiriitainen, ja myös siitä syystä niistä halu-
taan päästä eroon. Osakeyhtiön perusperiaate on tuottaa omistajilleen voittoa. Tä-
män periaatteen vuoksi osakeyhtiöllä ei voi olla samalla viranomaisen statusta. 
Nykyisin viranomaisten resurssit ovat pieniä ja käytännössä viranomaisten valvon-
tatehtäviä on siirretty myös osakeyhtiöiden itsensä hoidettavaksi. Yksi tällainen 
esimerkki on kielto myydä alkoholia alle 18-vuotiaille. Käytännössä asiaa valvovat 
vain Alko ja vähittäistavarakauppiaat itse. Onkin sanottu, että samalla perusteella 
myös satamanpitäjille voitaisiin jättää tiettyjä turvallisuudenvalvontatehtäviä (Re-
po 2010). Tilanteessa on kuitenkin merkittävä ero. Alkoholin myyntikiellosta vas-
taa Sosiaali- ja terveysministeriö, mutta sataman turvallisuudesta (tässä sataman 
turvallisuudella tarkoitetaan ennen kaikkea onnettomuuksien ehkäisyyn liittyvää 
turvallisuutta, engl. safety, tai kokonaisturvallisuutta) ei tällä hetkellä käytännössä 
vastaa yksikään ministeriö.
Sataman turvallisuuteen liittyvää lainsäädäntöä on olemassa melko paljon, mutta 
se on hyvin hajautunutta. Voidaan sanoa, että nykyiset vaatimukset mahdollistavat 
korkeatasoisenkin turvallisuuskulttuurin satama-alalla. Käytännössä kuitenkaan 
se ei edistä turvallisuuden parantamistyötä, koska monet vaatimukset ovat kovin 
yleispiirteisiä. Tämä johtaa siihen, että on vaikeaa ymmärtää, mitä vaatimukset 
tarkoittavat käytännössä. Lisäksi lainsäädännön pirstaloitumisen vuoksi kokonai-
suuden hallinta on haastavaa. (Salokorpi & Rytkönen 2010.)
Koska lainsäädäntö on pirstaloitunutta, myös lain valvonta on hajautunutta. Tällä 
hetkellä onkin niin, että kokonaisvastuuta satamien turvallisuudesta ei ole yhdel-
läkään viranomaisella – ei myöskään kokonaiskuvaa tilanteesta (Salokorpi & Ryt-
könen 2010). Satama-ala on toisinaan liitetty osaksi merenkulkua ja siten meren-
kulun lainsäädäntö on tullut myös osaksi satama-alan lainsäädäntöä (esimerkik-
si ISPS-koodi). Useimmiten kuitenkin satamia pidetään kaiketi enemmän logis-
tisina solmukohtina, ja turvallisuuslainsäädännössä satamia käsitellään melkein 
kuin mitä tahansa muuta isompaa logistiikan (tai teollisuuden/liikennealan) yri-
tystä. Sataman ns. kaksoismerkitys voi edesauttaa erilaisten ristiriitojen ja epäsel-
vien vaatimusten lisääntymistä. Sataman turvallisuutta selvittäneessä raportissa 
(Salokorpi & Rytkönen 2010) todettiin, että sataman turvallisuus olisi tärkeää kes-
kittää yhdelle valvontaviranomaiselle, joka toimisi koordinoivana tahona ja huo-
lehtien yhteistyötä muiden vastuuviranomaisten kanssa.
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Satamalainsäädäntöä ollaan parhaillaan uusimassa. Käytännössä tämä tarkoitta-
nee sitä, että nykyiset ns. satama-alan erityislait (Laki kunnallisista satamajärjes-
tyksistä ja liikennemaksuista 955/1976 sekä Laki yksityisistä yleisistä satamista 
1156/1994) kumotaan, ja uusia lakeja näiden tilalle ei säädetä (esim. Tarnanen-Sa-
riola 2009 ja Santala 2010). Sataman turvallisuustilanteen selvityksessä (Salokorpi 
& Rytkönen 2010) todettiin, että lainsäädännön uusimistilanteessa olisi hyvä mah-
dollisuus myös varmistaa yhtenäisempi vaatimustaso satamien turvallisuuteen liit-
tyen. Erityisesti olisi tärkeää varmistaa, että turvallisuuteen ja laajemmin satama-
toiminnan valvontaan liittyvät vastuut sekä niihin liittyvät tehtävät ja toimintaval-
tuudet olisi selkeämmin määritelty myös lainsäädännön avulla. 
Sataman turvallisuusjohtamista selvittäneessä raportissa (Salokorpi & Rytkönen 
2010) osoitettiin, että satamatoiminta on ainakin tiettyjen toimintojen osalta tur-
vallisuuskriittistä toimintaa. Tämän vuoksi on perusteltua, että satamissa huoleh-
ditaan turvallisuudesta esimerkiksi juuri turvallisuusjohtamisen menettelytapojen 
avulla. Nykyinen lainsäädäntö sisältää monenlaisia turvallisuuteen liittyviä vel-
voitteita satamanpitäjille, vaikka ei turvallisuusjohtamisjärjestelmää erikseen vaa-
ditakaan. Tähän on tosin tulossa muutos Rautatielain (555/2006) uudistamisen 
myötä (HE 262/2010 vp), minkä jälkeen satamanpitäjiltä vaaditaan turvallisuus-
johtamisjärjestelmiä. Muutos käsittää tosin vain rautateiden turvallisuuden näkö-
kulman. 
Erot satamien turvallisuuskulttuurissa ovat suuria. Nämä johtuvat monenlaisista 
tekijöistä, mutta monessa satamassa turvallisuusjohtamisen taso kulminoituu tur-
vallisuuspäällikön tai -vastaavan osaamiseen. Ymmärrys turvallisuuden varmista-
misen tarpeesta on paikoin vähäinen ja sopivaa turvallisuuden hallinnan koulu-
tusta on niukasti tarjolla. Merkittävä ongelma on myös se, että monissa satamissa 
on pienet resurssit. Turvallisuudesta vastaavalla henkilöllä saattaa olla myös mo-
nia muita vaativia tehtäviä. Huolimatta näistä ongelmista joissakin satamissa on 
onnistuttu kehittämään toimivia turvallisuuden varmistamisen ratkaisuja ja näitä 
hyviä käytäntöjä olisikin tärkeä kartoittaa tarkemmin sekä jakaa muille satamille. 
(Salokorpi & Rytkönen 2010.)
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7. Johtopäätökset
Tämän raportin johtopäätöksinä esitellään parhaita turvallisuusjohtamisen käy-
täntöjä sekä merenkulkijoille että satamatoimijoille. Käytännöt esitellään melko ly-
hyesti. Tässä tutkimuksessa pystyttiin tekemään aiheeseen melko yleisluonteinen 
katsaus, ja tarkempi selvitys toimivien ja tehokkaiden turvallisuusjohtamiskäytän-
töjen löytämiseksi merenkulku- ja satama-alalle olisikin tarpeen. Viime kädessä 
toimivuus ja tehokkuus ovat organisaatiokohtaista, eikä yleisillä selvityksillä kos-
kaan saavuteta tätä ns. yksilöllistä tasoa.
7.1. Parhaita turvallisuusjohtamiskäytäntöjä merenkulkijoille
Seuraavaksi esitellään kootusti koko projektin aikana merenkulkijoille kerättyjä 
parhaita turvallisuusjohtamisen käytäntöjä. Osa esitetyistä käytännöistä voi olla 
helpostikin toteutettavissa, mutta osa vaatinee suurempaa ponnistelua ja määrä-
tietoista kehittämistä. Osa käytännöistä toimii myös ikään kuin suosituksina tule-
vaisuuden kehittämistyölle.
7.1.1. Riskien hallinta osaksi turvallisuusjohtamista
Riskien hallinta on turvallisuusjohtamisen perustyökalu. Turvallisuuden hallinta 
lähtee siitä, että tunnistetaan oman toiminnan riskit, koska tunnistamatonta ris-
kiä ei voi hallita (Pasi, 2010). Tunnistetut riskit analysoidaan ja lopuksi määritel-
lään toimenpiteet niiden hallitsemiseksi. Riskien hallinnassa lähdetään siitä, että 
saavutetaan siedettävä riskitaso – mikään toiminta ei koskaan ole täysin riskitöntä.
Kun tarkastellaan erilaisia turvallisuuden johtamisjärjestelmiä, havaitaan, että ris-
kien arviointi ja hallinta ovat avainasemassa lähes kaikissa järjestelmissä. Jostakin 
syystä ISM-koodia ei ole kuitenkaan rakennettu niin, että riskien arviointi tulisi 
sieltä selkeästi esille. Se toki mainitaan koodissa, ja varsinkin tämän vuoden hei-
näkuun (1.7.2010) alussa voimaan tulleen muutoksen (“the company should as-
sess all identified risks to its ships, personnel, and the environment and establish ap-
propriate safe guards”) jälkeen se ilmiselvästi on osa koodin vaatimuksia, mutta 
edelleenkään sitä ei ole nostettu yhdeksi tärkeimmistä menetelmistä. Niin kuin se 
monissa muissa järjestelmäkuvauksissa nostetaan. On jopa hämmästyttävää, et-
tä turvallisuusjohtamisjärjestelmät ovat olleet käytössä laivoilla noin kymmenen 
vuotta ja edelleenkään monissa varustamoissa riskejä ei ole pyritty systemaattises-
ti tunnistamaan. 
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Merenkulkualalla on tuotu esille useita riskienarviointimenetelmiä. Tunnetuin 
niistä varmasti on IMO:n laatima FSA-menetelmä (Formal Safety Assessment) 
(IMO 2002b). Menetelmä on erityisesti suunniteltu uusien meriturvallisuutta kos-
kevien säädösten valmistelua ja arviointia varten. Se on kuitenkin käyttökelpoi-
nen myös monissa muissa yhteyksissä. Menetelmässä on yleisille riskienarviointi-
työkaluille tyypillinen riskienarviointi -osio, mutta se sisältää myös riskien hallin-
tamenetelmien optimoinnin kokonaistaloudellisen tarkastelun kautta. Muita me-
netelmiä ovat esimerkiksi HAZOP (Hazard and Operability Studies) sekä FMECA 
(Failure Mode, Effect and Criticality Analysis (Kristiansen 2005). Eri menetelmät 
soveltuvat eri tarkoituksiin, mutta yhteistä niille on riskienarviointiprosessi, joka 
on esitetty seuraavassa kuvassa (kuva 15).
Kuva 15. Riskien analysoinnin ja arvioinnin prosessi (Kristiansen 2005).
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7.1.2. Turvallisuuden mittaaminen
Lausetta: ”Turvallisuutta, jota ei ole mitattu, ei voi hallita” on käytetty monissa eri 
yhteyksissä osoittamaan, kuinka merkityksellistä on arvioida organisaation tur-
vallisuustasoa. Haastatteluiden perusteella laivanvarustamoissa ei yleisesti mitata 
turvallisuustasoa. ISM-koodissa ei ole suoraa mainintaa mittaamisesta (paitsi joh-
don ja päällikön katselmukset sekä auditoinnit) ja viranomaiset eivät sitä varusta-
moilta vaadi. Toisin sanoen tietoa siitä, miten mitata turvallisuustasoa, ei ole ko-
vin helposti saatavilla. 
Tässä projektissa ei tutkittu, minkälaiset turvallisuuden mittaamisen menetelmät 
olisivat soveltuvimpia laivanvarustamoille. Laivanvarustamossa jo käytössä olevia 
mittareita ei myöskään tarkasteltu sillä tavoin, että voisivatko ne toimia hyvinä esi-
merkkeinä muille varustamoille. Tutkimuksen perusteella kuitenkin voi todeta, et-
tä turvallisuuden mittaaminen on tärkeä työkalu turvallisuuden hallinnassa, ja on 
tarpeellista kehittää laivanvarustamoille käyttökelpoisia työkaluja turvallisuuden 
mittaamiseksi. Seuraavassa kuvassa (kuva 16) on esitetty joukko erilaisia turvalli-
suuden mittaamismenetelmiä.
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Kuva 16. Erilaisia turvallisuuden mittaamismenetelmiä (Henttonen 2000). 
 
7.1.3. TURVALLISUUSJOHTAMISEN TASO REAGOIVASTA ENNAKOIVAAN 
Haastattelututkimuksen perusteella useimmissa suomalaisissa laivanvarustamoissa turvallisuuden paranta-
mistyö perustuu pääasiassa niihin tarpeisiin, jotka ilmenevät erilaisten poikkeamien yhteydessä. Eli korjataan, 
kun jotakin sattuu. Tällaista toimintatapaa kutsutaan reaktiiviseksi. Voidaan puhua myös reaktiivisesta turval-
lisuusjohtamisen tasosta. Tällöin toiminnan kehittämisen kannalta katse on käännetty taaksepäin ja tulevien 
tapahtumien ennakointi on erittäin haastavaa. 
Monet tutkimukseen osallistuneet merenkulkijat kertoivat, että toimintaa voidaan parantaa ja on parannettu 
myös monen muun tiedonlähteen perusteella, kuten palautteiden, auditointien, erilaisten tarkastusten, tur-
vallisuuskoulutusten, -kokousten ja -harjoitusten perusteella. Näiden perusteella turvallisuusjohtamisen taso 
siirtyy reagoivasta ennakoivaan eli proaktiiviselle tasolle. Seuraavassa kuvassa (kuva 17) on hahmoteltu yh-
dellä tavalla korjaavien ja ennakoivien toimenpiteiden suhdetta turvallisuuspoikkeamiin ja -tapahtumiin Tä-
män luvun lopussa olevassa kuvassa (kuva 18) taas esitetään kaikki kolme turvallisuusjohtamisen tasoa. 
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Kuv  16. E il is a turvallisuuden mittaamismenetelmiä (Henttonen 2000).
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7.1.3. Turvallisuusjohtamisen taso reagoivasta ennakoivaan
Haastattelututkimuksen perusteella useimmissa suomalaisissa laivanvarustamois-
sa turvallisuuden parantamistyö perustuu pääasiassa niihin tarpeisiin, jotka ilme-
nevät erilaisten poikkeamien yhteydessä. Eli korjataan, kun jotakin sattuu. Täl-
laista toimintatapaa kutsutaan reaktiiviseksi. Voidaan puhua myös reaktiivisesta 
turvallisuusjohtamisen tasosta. Tällöin toiminnan kehittämisen kannalta katse on 
käännetty taaksepäin ja tulevien tapahtumien ennakointi on erittäin haastavaa.
Monet tutkimukseen osallistuneet merenkulkijat kertoivat, että toimintaa voidaan 
parantaa ja on parannettu myös monen muun tiedonlähteen perusteella, kuten 
palautteiden, auditointien, erilaisten tarkastusten, turvallisuuskoulutusten, -koko-
usten ja -harjoitusten perusteella. Näiden perusteella turvallisuusjohtamisen ta-
so siirtyy reagoivasta ennakoivaan eli proaktiiviselle tasolle. Seuraavassa kuvas-
sa (kuva 17) on hahmoteltu yhdellä tavalla korjaavien ja ennakoivien toimenpitei-
den suhdetta turvallisuuspoikkeamiin ja -tapahtumiin Tämän luvun lopussa ole-
vassa kuvassa (kuva 18) taas esitetään kaikki kolme turvallisuusjohtamisen tasoa.
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Kuva 17. Korjaavien ja ennaltaehkäisevien toimenpiteiden suhde organisaation vaaratilanteisiin (Pasi 2010). 
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Kuva 17. Korjaavien ja ennaltaehkäisevien toimenpiteiden suhde organisaation 
vaaratilanteisiin (Pasi 2010).
Turvallisuustyössä tulisi pystyä myös arvioimaan, minkälaisia mahdollisia ongel-
mia organisaatio voi kohdata tulevaisuudessa. Tämä on tarpeen, sillä ympäröi-
vä maailma sekä organisaatio itsekin muuttuvat jatkuvasti. Vaikka organisaatiossa 
olisikin kyetty asettamaan tehokkaat turvallisuuden varmistamismenetelmät, on 
mahdollista, että jonkin ajan päästä ne eivät enää toimivia. Tämä voi johtua ympä-
ristön mu toksist , mu ta myös siitä, että orga i a tioss  on haettu optimaalisi  
toimintatapoja tehokkuuden varmistami eksi.
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Kilpailu on voimakkaasti läsnä niin merenkulku- kuin satama-alallakin. Turvalli-
suuden kannalta kilpailulla voi olla myönteisiäkin näkökohtia, varsinkin, jos tur-
vallisuutta ja luotettavuutta ymmärretään pitää kilpailuvalttina. Kuitenkin kilpai-
lu useimmiten työntää organisaatiota lähemmäksi turvallisen toiminnan rajaa ai-
heuttaen samalla rajojen hahmottamisen vaikeuden. Toiminnan rajojen hahmot-
taminen vaikeutuu myös yhteiskunnan sekä itse toiminnan muuttuessa ja moni-
mutkaistuessa. Kokonaisuutena tämä tarkoittaa, että sekä rajat että koko organi-
saatio on jatkuvassa liikkeessä, jolloin käsitystä organisaation turvallisuuden tilas-
ta on vaikea pitää ajan tasalla. (Dekker 2005.) Ilmiönä tästä puhutaan ajelehtimi-
sesta. Sen hallitseminen vaatiikin ennakoivaa ja myös ennustavaa turvallisuusjoh-
tamisen otetta. Se vaatii myös jatkuvaa kouluttautumista ja ymmärryksen lisää-
mistä sekä organisaatiosta ja sen toiminnasta itsestään että sen turvallisuuden hal-
linnasta.
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Kuva 18. Turvallisuusjohtamisen tasot ICAO:n (2008) mukaan. 
 
7.1.4. TURVALLISUUSTIEDON KERÄÄMINEN 
Turvallisuuden hallinnan kannalta olennaisinta on kerätä järjestelmällisesti informaatiota varustamon ja laivo-
jen turvallisuustilanteesta. Tiedon keräämistapoja on olemassa monenlaisia, ja myös laivanvarustamon tulisi 
kerätä tietoa erilaisten lähteiden avulla. Seuraavaksi esitellään joitakin tapoja kerätä turvallisuusinformaatio-
ta. 
 
Turvallisuustiedon kerääminen monialaisesti 
Ilmailualan parhaita turvallisuusjohtamisen käytäntöjä (kpl 4.2.3) kuvatessa esiteltiin myös Finnairin toiminta-
tapa turvallisuuden mittaamisen toimintapa (kuva 7). Turvallisuustilanteen arviointi perustuu yhtiössä useista 
eri lähteistä saatavan turvallisuusinformaation keräämiseen ja analysointiin.  
 
Vaaratilanneraportointi 
Kuten jo aikaisemmin tässä raportissa todettiin, vaaratilanneraportoinnin kehittäminen on yksi tärkeimmistä 
kehittämisen kohteista merenkulkualalla. Aiheeseen on perehdytty tarkemmin METKU-hankkeen työpaketis-
sa 2 (Lappalainen & Vepsäläinen 2010) ja sitä pyritään kehittämään myös METKUa seuraavassa CAFE-
hankkeessa (Competitive Advantage by Safety) sekä kesällä 2010 käynnistyneessä FORESEA-projektissa. Tä-
män vuoksi asiaa ei tässä tätä mainintaa enempää käsitellä. Vaaratilanneraportoinnin onnistumisen edelly-
tyksiä on kuvattu lyhyesti ilmailualan parhaiden turvallisuusjohtamiskäytäntöjen esittelyn yhteydessä. 
 
Auditointi ja johdon katselmukset 
Auditoinnit mainitaan yhdeksi tärkeimmistä turvallisuusjohtamisen menetelmistä (esim. Levä 2003). Laivan-
varustamoissa toteutetaan pääasiassa sekä varustamon auditointeja että päällikön katselmuksia. Lisäksi audi-
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Kuva 18. Turvallisuusjohtamisen tasot ICAO:n (2008) mukaan.
7.1.4. Turvallisuustiedon kerääminen
rvallisuuden hallinna  k nnalta olennaisinta on k rätä järjestel ällisesti infor-
maatiota varustamon ja laivoj n turv llisuustilanteesta. Tiedon keräämist poja on 
olemassa monenlaisia, ja myös ivanv rustamon tulisi kerätä tietoa erilaisten läh-
eiden avulla. Seuraavaksi esitellään joitakin tapoja kerätä turvallisuusinformaa-
tiota.
Turvallisuustiedon kerääminen monialaisesti
Il ailu lan p rhaita turvallisuusjohtamisen käytäntöjä (kpl 4.2.3) kuvatessa esitel-
tiin myös Finnairin toi intatapa turvallisuuden mittaamisen toimi tapa (k va 7). 
Turvallisuustilanteen arviointi perustuu yhtiössä useista eri lähteistä saatavan tur-
vallisuusinformaation keräämiseen ja analysointiin. 
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Vaaratilanneraportointi
Kuten jo aikaisemmin tässä raportissa todettiin, vaaratilanneraportoinnin kehittä-
minen on yksi tärkeimmistä kehittämisen kohteista merenkulkualalla. Aiheeseen 
on perehdytty tarkemmin METKU-hankkeen työpaketissa 2 (Lappalainen & Vep-
säläinen 2010) ja sitä pyritään kehittämään myös METKUa seuraavassa CAFE-
hankkeessa (Competitive Advantage by Safety) sekä kesällä 2010 käynnistynees-
sä FORESEA-projektissa. Tämän vuoksi asiaa ei tässä tätä mainintaa enempää kä-
sitellä. Vaaratilanneraportoinnin onnistumisen edellytyksiä on kuvattu lyhyesti il-
mailualan parhaiden turvallisuusjohtamiskäytäntöjen esittelyn yhteydessä.
Auditointi ja johdon katselmukset
Auditoinnit mainitaan yhdeksi tärkeimmistä turvallisuusjohtamisen menetelmis-
tä (esim. Levä 2003). Laivanvarustamoissa toteutetaan pääasiassa sekä varustamon 
auditointeja että päällikön katselmuksia. Lisäksi auditointeja toteuttavat meren-
kulkuviranomaiset. Auditointien määrä lienee sopivalla tasolla, mutta niiden sisäl-
lössä on varmasti parannettavaa. Myös siinä on kehitettävää, miten hyödyntää eri 
auditoinneista saatavaa tietoa jatkuvan parantamisen näkökulmasta.
Merenkulun alalta hyvänä auditointikäytäntönä voisi nostaa Bore-laivanvarusta-
mon toimintatavat. Yhtiössä on erikseen nimetty auditoija, jonka päätehtävä on 
huolehtia koko varustamon laivaston auditoinneista. Auditointiin valmistaudu-
taan huolella tutkimalla kaikki mahdollinen aluksesta saatava informaatio (aikai-
semmat auditoinnit, tarkastukset, päällikön katselmukset, aluksen lähettämät ra-
portit jne.). Aluksella käydessään auditoija pyrkii keskustelemaan kaikkien työn-
tekijöiden kanssa. Näin auditoija pystyy muodostamaan aluksesta ja sen turvalli-
suustilanteesta kattavan kuvan. (Lauren 2009.)
7.1.5. Muutoksen hallinta
Muutoksen hallinta tarkoittaa organisaation haavoittuvuuksien tunnistamista, en-
nakointia ja hallintaa ja se sisältää niin suunniteltujen kuin suunnittelemattomi-
en muutosten hallinnan turvallisesti (Reiman & Oedewald 2008). Käytännössä siis 
esimerkiksi isommissa muutostilanteissa, kuten investointien yms. yhteydessä, ar-
vioidaan systemaattisesti, minkälaisia riskejä aiottu muutos mahdollisesti aiheut-
taa. Mikäli riskit ovat liian isoja, niitä pyritään pienentämään ennen muutoksen 
toteuttamista. Pahimmassa tapauksessa, ellei minkäänlaisilla toimilla pystytä pie-
nentämään riskejä hyväksyttävälle tasolle, muutoksesta luovutaan. Tällainen riski-
en arvioinnin ja hallinnan menettely on tärkeää, sillä usein muutostilanteisiin si-
sältyy ennalta tuntemattomia elementtejä, joilla voi olla vaikutusta turvallisuuteen.
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ISM-koodissa ei ole mainintaa muutoksen hallinnasta. Koodin yleispiirteisyyden 
vuoksi voidaan toki väittää, että muutostilanteenkin aiheuttamat riskit on varus-
tamossa huomioitava. Varustamotoiminnassa erilaiset hankinnat, investoinnit tai 
toisaalta uudet lastit ja reitit ovat arkipäivää. Näissä yhteyksissä riskien tunnista-
minen, arviointi ja menettelytavat riskien pienentämiseksi ovat ensiarvoisen tär-
keitä.
7.1.6. Turvallisuuden hallinnan ja turvallisuusjohtamisen ymmärtämisen lisääminen
Onnettomuudet ovat harvoin seurausta organisaation työntekijöiden motivaation 
puutteesta, mutta sitä enemmän ne johtuvat ymmärtämättömyydestä ja nimen-
omaan puutteesta ymmärtää organisaatioiden vaaroja sekä niihin varautumisen 
keinoja (Wagenaar & Groeneweg 1987.) Organisaation kehittyessä ja myös kehit-
täessä toimintojaan, järjestelmiään ja turvallisuuttaan se samalla monimutkaistuu, 
jolloin onnettomuudetkin monimutkaistuvat. Tämän vuoksi toiminnan muuttues-
sa ja kehittyessä täytyy samalla myös kasvaa ymmärrys turvallisuudesta sekä orga-
nisaation luonteesta turvallisuuden hallinnassa. (Reiman & Oedewald 2008.)
Koulutus ja perehdytys
Muutamissa turvallisuuspäälliköiden tai -vastaavien haastatteluissa pohdittiin ko-
vasti, kuinka muuttaa laivojen ”pinttyneitä” toimintatapoja turvallisemmiksi ja 
kuinka muuttaa syvään juurtuneita asenteita turvallisuusmyönteisemmiksi. On 
havaittu, että vaikka säädökset, ohjeistus ja muut vaatimukset (esimerkiksi yhteis-
kunnan paine) olisivat muuttuneet, organisaatioissa saattaa silti elää vahvana van-
hat säädöstenkin vastaiset toimintatavat. Tämä johtuu siitä, että muuttuneita vaa-
timuksia ei ole riittävän syvällisellä tasolla opetettu työntekijöille. Vaikka nuoret 
saisivat tietoa muutoksista kouluissa ja olisivat sen perusteella valmiita toimimaan 
niiden mukaisesti, he sopeutuvat helposti talon tavoille (Mustonen 2010 ). Koulu-
tuksella ja riittävällä ymmärryksellä muuttuneiden toimintamallien tarpeesta voi-
daan saavuttaa muutoksia toimintatavoissa.
Tyypillisin tapa perehtyä varustamon ja laivan turvallisuusjohtamisjärjestelmään 
on lukea järjestelmä omaehtoisesti läpi. Yksikään haastateltava ei esittänyt kritiik-
kiä toimintatapaa kohtaan, vaikka muutama kaipasikin lisää koulutusta aihealu-
eesta. Toisaalta samalla erittäin moni kritisoi liian monimutkaisia järjestelmiä, joi-
ta on vaikea omaksua. Melko kevyeen perehdytystapaan on ajauduttu varmas-
ti osittain resurssien puutteesta, mutta turvallisuuden kannalta tapa ei ole paras 
mahdollinen. Jokaisen tulisi saada riittävästi opastusta ja koulutusta aiheeseen. 
Koulutuksen avulla on myös mahdollista muuttaa asenteita ja sitä kautta toimin-
tatapoja. Osaamisen ja toisaalta myös asenteiden muuttamisen perustana on ym-
märrys. Sen vuoksi laajempikin taustoittaminen ja toimintatapojen perustelu on 
tärkeää.
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Sovellusohjeet
ISM-koodi on kirjoitettu hyvin väljäksi. Asiaa on perusteltu sillä, että ala on mo-
nenkirjava ja väljällä koodilla pystytään kattamaan koko tämä laaja merenkulku-
valtioiden, yhtiöiden, alusten ja merimiesten kirjo. Toisaalta, kun katsotaan esi-
merkiksi ilmailualan vastaavaa lainsäädäntöä (tai siis ICAO:n järjestelmää), havai-
taan, että laajaa joukkoa erilaisia toimijoita voidaan kuitenkin ohjeistaa varsin yk-
sityiskohtaisella tasolla. Kun on kyse maailmanlaajuisesta standardista, jonka poh-
jalta mitä erilaisimmissa olosuhteissa toimivat organisaatiot hakevat ja saavat ser-
tifikaatteja, tavoitteena tulee olla suurin mahdollinen yhdenmukaisuus, eikä suu-
rin mahdollinen vapaus kullekin toimijalle tulkita yhteisiä sääntöjä parhaaksi kat-
somallaan tavalla (Kunttu 2009). Väljällä koodilla on puolustuksensa, ja tutkimuk-
set (esim. Erkama, Helovuo, Salokorpi 2007) osoittavat, että lainsäädäntöä sinänsä 
ei tulisi enää lisätä. Koodin rinnalle olisikin hyvä laatia sovellusohjeita ja mahdol-
lisesti myös malliesimerkkejä siitä, mitä koodin eri vaatimukset käytännössä tar-
koittavat. Malliesimerkkejä tällaisesta toiminnasta löytyy esimerkiksi ilmailualal-
ta, ydinvoima- ja kemian prosessiteollisuudesta.
IMOn tulisi tietysti tehdä ISM-koodin sovellusohje, mutta koska se reitti voi olla 
melkoisen hidas, myös suomalaiset viranomaiset voisivat antaa esimerkkiä ja laa-
tia sovellusohjeita. Komentosiltayhteistyön sovellusohje (TraFi 2010) on hyvä esi-
merkki tällaisesta työstä, jonka viranomainen on jo aloittanut.
Yhteistyö
Monilla turvallisuuskriittisillä toimialoilla on havaittu yhteistyön turvallisuusasi-
oissa parantavan koko toimialan turvallisuutta. Esimerkiksi ilmailualalla on huo-
mattu, että toimintatapoja turvallisuuden varmistamiseksi tai jopa turvallisuuden 
resursseja kannattaa jakaa kilpailijoille, sillä missä tahansa yhtiössä sattunut on-
nettomuus heikentää koko alan kannattavuutta. VR:n entinen turvallisuuspäällik-
kö Yrjö Poutiainen(2009) totesi haastattelussa, että paras tapa parantaa yrityksen 
turvallisuustasoa on hakea hyviä käytäntöjä ja esimerkkejä niistä yhtiöistä tai toi-
mialoilta, joissa turvallisuuskulttuurin taso on korkea. Seuraamalla vain sitä tasoa, 
mihin viranomaismääräykset ohjaavat, ei kovin korkealle päästä.
Merenkulun turvallisuuskulttuurin kehittäminen Suomessa vaatii yhteistyötä. 
Suomalaisten varustamoiden kannattaa jakaa tietoa omista toimintatavoistaan ja 
etsiä yhdessä parhaita turvallisuusjohtamiskäytäntöjä. Turvallisuuden kehittämis-
työ yhteisesti on lopulta kaikkien etu – vaikka se alkuun voisikin vaatia joidenkin 
yrityskohtaisten kilpailuetujen paljastamista. Merenkulkualalla olisi tärkeää edis-
tää myös laajempaa yhteistyötä viranomaisten ja tutkijaorganisaatioiden sekä mui-
den asiantuntijoiden kanssa. Tällaisen yhteistyön tulisi olla organisoitua ja tavoit-
teellista toimintaa.
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Viranomaisten turvallisuuden kehittämistyö
Useat tutkimuksessa haastatellut toivoivat merenkulkuviranomaisilta aktiivisem-
paa otetta meriturvallisuuden kehittämistyöhön. Suomalaisilta viranomaisilta kai-
vattiin omaa vahvaa turvallisuuspolitiikkaa. Ehdotettiin, että viranomaiset alkaisi-
vat yhteistyössä varustamoiden sekä muiden alan toimijoiden kanssa systemaatti-
sesti kehittää alan turvallisuuskulttuuria. Menetelmänä tähän voisi olla jonkinlai-
nen yhteistyöelin, jota viranomaiset, ts. TraFi, johtaisi. Ehdotettiin myös, että vi-
ranomaisilla voisi olla vuosittaisia teemoja, joista jaettaisiin syvällisempää tietoa ja 
jotka näkyisivät vaikkapa auditoinneissa ja tarkastuksissa sekä muissa tilanteissa. 
Viranomaisilta odotettaisiin myös yhteenvetoja auditoinneista, tarkastuksista, on-
nettomuus- ja vaaratilanneraporteista ja muista tilastoista. Tietoa turvallisuuden 
kehittymisestä ja trendeistä kaivattiin.
METKU-projektissa tehtyjen tutkimusten perusteella on erittäin suositeltavaa, et-
tä viranomainen ottaa myös vahvan roolin alan turvallisuuskulttuurin kehittämi-
sessä esimerkiksi juuri oman politiikkansa avulla. Vuosittaiset teemat ja järjestel-
mällinen turvallisuuden parantamiseen tähtäävä yhteistyö ovat hyviä käytäntöjä. 
Myös aikaisemmin mainitut suositusohjeet sekä monenlainen tieto turvallisuuden 
hallinnan tueksi ovat esimerkkejä viranomaisten turvallisuuden parantamistyöstä.
7.1.7. ISM-koodin parannustyö
Kun monilla toimialoilla (esimerkiksi raideliikenne ja ilmailu) tietämys turvalli-
suuden hallinnasta ja johtamisesta on kasvanut, myös turvallisuusjohtamisjärjes-
telmiä ja koko turvallisuuden parantamisen kenttää sääteleviä lakeja ja määräyk-
siä on muutettu. Merenkulun alalla tällaista kehitystyötä ei ole tapahtunut. ISM-
koodi on edelleen lähestulkoon sama kuin sen ensimmäistä kertaa käyttöön otet-
tu muoto. 
Turvallisuusjohtamisen perusfilosofia on jatkuva parantaminen. Filosofian tulisi 
näkyä myös koodin kehittämistyössä. Vaikka koodi onkin saavuttanut tietyllä ta-
paa oman paikkansa ja haastatteluiden perusteella monikaan ei ollut valmis muut-
tamaan sitä, olisi tärkeää, että myös ISM-koodissa – niin sisällössä kuin sen kehit-
tämistyössä – osoitettaisiin tämä jatkuvan parantamisen tärkeys.
Tämän, melko pintapuolisen tutkimuksen jälkeen, voisi todeta, että ISM-koodia 
tulisi muokata siihen suuntaan, että siitä nykyistä paremmin kävisivät esille tur-
vallisuusjohtamisen perusteet. Koodin esitysasua tulisi muokata sellaiseksi, että te-
hokkaan turvallisuusjohtamisjärjestelmän rakentaminen tulisi selvästi ja ymmär-
rettävästi ilmi. Yksityiskohtaista tietoa voidaan lisätä runsaastikin puuttumatta sii-
tä huolimatta varsinaisesti vaatimusten väljyyteen. Koodin selkeyttämisen lisäk-
si olisi erittäin tärkeää rakentaa laajempaa taustakuvausta turvallisuuskulttuurista, 
sen erilaisista elementeistä ja lisätä erilaisia sovellusohjeita koodin rinnalle, aivan 
kuten monilla turvallisuuskriittisillä aloilla on tehty.
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7.2. Parhaita turvallisuusjohtamiskäytäntöjä satamille
Seuraavaksi esitellään kootusti koko projektin aikana satamille kerättyjä parhai-
ta turvallisuusjohtamisen käytäntöjä. Osa esitetyistä käytännöistä voi olla helpos-
tikin toteutettavissa, mutta osa vaatinee suurempaa ponnistelua ja määrätietois-
ta kehittämistä. Osa käytännöistä toimii myös suosituksina tulevaisuuden kehit-
tämistyölle.
7.2.1. Kokonaisturvallisuus lähtökohdaksi
Kun puhutaan sataman turvallisuudesta, näyttää siltä, että se sisältää pääasias-
sa vain työturvallisuuden hallintaan, ympäristönsuojeluun sekä rikosten torjun-
taan (tai pikemminkin ISPS-koodin kautta tulevaan terrorismin torjuntaan) liit-
tyviä asioita. Paikoin myös palo- ja kemikaaliturvallisuus liitetään mukaan. Kun 
taas tarkastellaan, minkälaisia erilaisia turvallisuuden lajeja satamissa tulisi hal-
lita (ks. alla oleva taulukko 4), havaitaan, että edellä mainittu sisältö on liian sup-
pea. Viime vuosina turvallisuustutkimuksessa on alettu yhä enemmän painottaa 
kokonaisturvallisuuden hallintaa. Perusteluna tälle on esimerkiksi se, että turval-
lisuuteen kokonaisuutena vaikuttaa niin moni asia (esimerkiksi investoinnit), jol-
loin olisi tärkeää tarkastella turvallisuuden hallintaakin suurempina kokonaisuuk-
sina (ks. esim. Levä 2003). Satamien kannalta tärkeä näkökulma olisi myös onnet-
tomuuksien ehkäisyn näkökulma – ei pelkästään työtapaturmien, kemikaalionnet-
tomuuksien tai tulipalojen näkökulmasta, vaan laajempana, koko sataman toimin-
taa käsittävänä tarkasteluna.
Taulukko 4. Yritysturvallisuuden osa-alueet sataman näkökulmasta (Salokorpi & Rytkönen 2010).
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7.2.2.  TURVALLISUUSJOHTAMISJÄRJESTELMÄT SATAMIIN 
Lainsäädäntö ei vaadi satamilta turvallisuusjohtamisjärjestelmää. Vaikka monissa satamissa on otettu käyt-
töön erilaisia sertiﬁoituja johtamisjärjestelmiä sekä kehitetty omiakin järjestelmiä turvallisuuden hallitsemi-
seksi, mitään yhtenäistä käytäntöä ei ole muodostunut. 
Yritysturvallisuuden osa-alueet sataman näkökulmasta 
1) tuotannon ja toiminnan turvallisuus, 
2) työturvallisuus, 
3) ympäristöturvallisuus, 
4) pelastustoiminta, 
5) valmiussuunnittelu, 
6) tietoturvallisuus, 
7) henkilöturvallisuus, 
8) toimitilaturvallisuus, 
9) ulkomaantoimintojen turvallisuus, 
10) rikosturvallisuus, 
11) urakoitsijoiden ja alihankintatoiminnan turvallisuus, 
12) vaarallisten aineiden käsittelyn turvallisuus, 
13) lastiturvallisuus, 
14) alusturvallisuus sekä 
15) liikenneturvallisuus (YTNK 2008; Reiman & Oedewald 
2008; Salokorpi & Rytkönen 2010). 
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7.2.2. Turvallisuusjohtamisjärjestelmät satamiin
Lainsäädäntö ei vaadi satamilta turvallisuusjohtamisjärjestelmää. Vaikka monis-
sa satamissa on otettu käyttöön erilaisia sertifioituja johtamisjärjestelmiä sekä ke-
hitetty omiakin järjestelmiä turvallisuuden hallitsemiseksi, mitään yhtenäistä käy-
täntöä ei ole muodostunut.
Jostakin syystä satamissa ei ole otettu mallia turvallisuuskriittisiltä toimialoilta, 
joissa turvallisuuden hallinta perustuu ensisijaisesti onnettomuuksien ehkäisyyn. 
Selityksiä tähän voi olla monia, mutta sekin on voinut vaikuttaa, että viime aikoina 
suuria onnettomuuksia ei ole sattunut. Silläkin lienee vaikutuksensa, että vaikka 
satamatoiminta nähdään olennaisena osana merenkulkua, se kuitenkin monessa 
yhteydessä jätetään alan ulkopuolelle ja siksi esimerkiksi ISM-koodin vaatimukset 
eivät koske satamia. Kuitenkin satamissa on läsnä monta riskitekijää: kemikaalit, 
öljyt, suuret massat, isot alukset, lukumääräisesti paljon siirtoja, liikennettä, monia 
erilaisia, suhteellisen itsenäisiäkin toimijoita samalla alueella jne. Satamatoimin-
ta on turvallisuuskriittistä toimintaa. Yksi käyttökelpoisimmista työkaluista tur-
vallisuuskriittisen toiminnan hallintaan on juuri turvallisuusjohtamisjärjestelmä.
Nyt kun uusiutuva rautatielainsäädäntö tulee vaatimaan satamanpitäjiltä turvalli-
suusjohtamisjärjestelmiä satamissa sijaitsevien rautateiden turvallisuuden hallitse-
miseksi, olisi erittäin tärkeää pyrkiä arvioimaan, miten koko sataman yleistä tur-
vallisuusjohtamisjärjestelmää voisi kehittää, ja samalla myös pyrkiä vaikuttamaan 
siihen, että erilaisten yksittäisten toimintojen turvallisuus voitaisiin varmistaa ylei-
sellä, yhteisellä turvallisuusjohtamisjärjestelmällä.
7.2.3. Resurssit
Monilla satamien turvallisuuspäälliköillä tai vastaavilla toimijoilla on valtava 
urakka pyrkiessään varmistamaan satamiensa turvallisuutta. Monissa pienemmis-
sä satamissa sama henkilö voi hoitaa turvallisuuspäällikön tehtävien ohella mo-
nenlaisia muita tehtäviä, kuten liikennepäällikön tai jopa satamajohtajan tehtävät. 
Toisaalta on myös satamia, joissa on omat ns. turvallisuusosastonsa useine työn-
tekijöineen. Turvallisuuspäällikön apuna voi työskennellä monia turvallisuustar-
kastajia jne.
Koska satamanpitäjällä on keskeinen rooli koko sataman turvallisuuden hallin-
nassa, turvallisuuden varmistamiseksi tulee varata riittävät resurssit. Turvallisuus-
päälliköllä ei pääsääntöisesti tulisi olla mitään muita velvollisuuksia kuin turvalli-
suuden varmistaminen. Lisäksi, mikäli turvallisuustyötä haluaisi tehdä systemaat-
tisesti, useimmissa satamissa yhden ihmisen resurssi on melko vähäinen. Luon-
nollisesti, koska satamien koko ja ns. riskiluokka (kulkeeko sataman kautta esi-
merkiksi kemikaaleja vai vain puutavaraa, tms.) vaikuttavat turvallisuustasoon 
merkittävästi, mitään yleispätevää suositusta turvallisuuden resursseille ei tässä 
yhteydessä voida antaa. Siksi onkin vain todettava, että turvallisuuden varmista-
miseksi on varattava riittävät resurssit.
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7.2.4. Turvallisuusyhteistyö
Turvallisuusyhteistyö sataman sisällä
Koska satama-alueella toimii monenlaisia toimijoita ja koska monien näiden toi-
mijoiden osuus sataman kokonaisuudesta on merkittävä, on ehdottoman tärkeää, 
että satamassa tehdään yhteistyötä turvallisuuden varmistamiseksi. Olisikin suosi-
teltavaa, että satamissa perustettaisiin sisäisiä työryhmiä koordinoimaan ja kehit-
tämään alueen turvallisuutta. Tällaisen työryhmän merkittävimpänä tehtävänä tu-
lisi olla riskien tunnistaminen ja arviointi sekä tunnistettujen riskien poistamiseen 
tai alentamiseen sopivien keinojen etsiminen.
Sataman ja satamatoimijoiden olisi tärkeää kehittää turvallisuutta myös asiakkai-
den kanssa, erityisesti laivanvarustamoiden kanssa. Tässä yhteistyö, esimerkiksi 
turvallisuuskokoukset, satamassa käyvien laivanvarustamoiden kanssa voisi olla 
hyvä keino varmistaa ja kehittää alusturvallisuutta sekä lastaus- ja purkausoperaa-
tioiden turvallisuutta satamissa.
Satamien välinen turvallisuusyhteistyö
Tutkimukseen osallistuneissa satamissa turvallisuuden taso ja turvallisuusjohta-
misen käytännöt vaihtelevat runsaasti. Kuitenkin yhteistä kaikille on, että turval-
lisuuden kehittäminen on erittäin paljon vain yhden tai muutamien ihmisten vas-
tuulla tai niistä riippuvainen. Satamien turvallisuutta (turvallisuusjohtamisen, on-
nettomuuksien ehkäisyn tai kokonaisturvallisuuden näkökulmasta) ei ole kehitetty 
systemaattisesti tai yleisellä tasolla. Tarvittaisiinkin yhteistä päämäärää ja yhteisiä 
malleja siitä, mihin suuntaan asioita tulisi viedä. Tärkeää olisi myös levittää alalla 
jo käytössä olevia hyviä käytäntöjä.
7.2.5. Muita suosituksia
Monet merenkulkijoille esitetyt käytännöt ovat päteviä myös satamatoimijoil-
le, mutta koska satamissa ei ole käytössä turvallisuusjohtamisjärjestelmää, varsi-
naisten käytäntöjen esittäminen näin yleisesti ei ole mielekästä. Yksittäiset satamat 
ovat tehneet paljon työtä turvallisuuden kehittämiseksi, ja siten ne hyötyisivät hy-
vien käytäntöjen jakamisesta. Hyödyllisintä tämä kuitenkin olisi tehdä kunkin sa-
taman kanssa erikseen.
Satamapitäjän rooli, vastuut ja velvollisuudet ovat epäselviä (Salokorpi & Rytkö-
nen 2010). Vastuut ja velvollisuudet erityisesti turvallisuuteen vaikuttavilla osa-
alueilla tulisikin selventää – niiden täytyy olla yksiselitteisiä. Myös keinovalikoi-
man turvallisuuden varmistamiseksi ja valvomiseksi tulisi olla yhteneväinen vas-
tuisiin nähden.
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Satama-alan turvallisuuden valvonta on pirstoutunut liian monelle viranomaiselle 
(Salokorpi & Rytkönen 2010). Olisi tärkeää, että yhdellä viranomaisella olisi pää-
vastuu turvallisuuden valvonnasta. Tämä voisi sitten tarvittaessa tehdä yhteistyötä 
muiden valvovien tahojen kanssa. Tässä esimerkiksi liikenteen turvallisuusviras-
to olisi luonteva taho, koska sillä on jo monia merkittäviä satama-alan turvallisuu-
den valvontavastuita ja koska satamatoiminta kokonaisuudessaan asettuu liiken-
ne- ja viestintäministeriön valvontavastuun alle.
Lainsäädäntöuudistuksen yhteydessä sataman turvallisuutta koskevaa lainsäädän-
töä tulisi harkita. Voisi olla mielekästä koota satamaa koskevia turvallisuussää-
döksiä samaan lainsäädäntöön ja siten myös yhtenäistää erilaisia jo olemassa ole-
via säädöksiä. Sataman turvallisuutta ja turvallisuusjohtamista selvitettäessä (Salo-
korpi & Rytkönen 2010) havaittiin, että tämän hetkinen lainsäädäntö sisältää mo-
nenlaisia turvallisuusvelvoitteita satamilta. Näyttää myös siltä, että nämä velvoit-
teet tulevat lisääntymään (Rautatielainsäädännön uudistus) ilman, että aikaisem-
pia vaatimuksia olisi lainkaan huomioitu. 
77
8. Yhteenveto
Tämä julkaisu on Kymenlaakson ammattikorkeakoulun laatima loppuraportti tut-
kimushankkeeseen “Merenkulun turvallisuuskulttuurin kehittäminen” (METKU). 
Hanke on toteutettu EU/EAKR ja sidosryhmärahoituksella, ja siihen on Kymen-
laakson ammattikorkeakoulun lisäksi osallistunut muitakin kotimaisia tutkimus-
organisaatioita. Hanketta on koordinoinut Merenkulun tutkimusinstituutti ”Meri-
kotka”, ja suurin osa hankkeessa tulostetuista julkaisuista on löydettävissä sähköi-
sessä muodossa osoitteesta www.merikotka/metku/julkaisut.
Koko hankkeen tavoitteena oli selvittää miten vuonna 2002 voimaan astunut ISM-
säädöstö on vaikuttanut merenkulun ja satamien turvallisuuskenttään. Kymen-
laakson ammattikorkeakoulun tehtävänä hankkeessa oli vertailla ISM-koodia me-
renkulkualaa lähellä olevien alojen turvallisuus- ja johtamisjärjestelmiin ja etsiä 
niistä yhteneväisyyksiä ja eroavaisuuksia sekä pohtia, mitä hyviä käytäntöjä voitai-
siin tuoda merenkulun ja satamasidonnaisten yritysten toimintaan tukemaan tur-
vallisuuskulttuurin kehitystä suotuisaan suuntaan.
Hankkeessa on analysoitu turvallisuuskäsitettä, turvallisuusjohtamista ja turval-
lisuuden hallinnan peruselementtejä. Pohdinta perustuu useisiin alan julkaisui-
hin ja kirjoituksiin, ja niiden pohjalta on luotu viitekehys painottamaan turval-
lisuusjohtamisen integraatiota riskienhallintaan ja laatuajatteluun. Hankkeen ai-
kana yksi keskeisimmistä käsitteistä on tiivistynyt nk. kokonaisturvallisuuskäsit-
teeseen, jota useimmiten ei kentän tehtävissä hahmoteta tai tunnisteta. Hyvä esi-
merkki tämän termin määrittelystä on saatu esimerkiksi satamaturvallisuuden kä-
sittelyssä, jossa pelkästään kokonaisturvallisuuden alanimikkeitä on tässä julkai-
sussa lueteltu 15 kappaletta.
ISM-koodia vastaavia johtamisjärjestelmiä muilla aloilla on tämän tutkimushank-
keen tulosten puitteissa löydettävissä mm. ydinvoimateollisuudesta, ilmailun alal-
ta, työturvallisuudesta, kemian prosessiteollisuudesta, ympäristöalalta ja kuljetus-
ten käsittelymielessä myös raideliikenteen ja satamien parista. Toimialat, jotka täs-
sä on esitetty, on valittu usean valintakriteerin perusteella. Ensimmäisenä valin-
taperusteena oli toimialan turvallisuuskriittisyys. Toisena perusteena oli alan ke-
hittynyt turvallisuuskulttuuri ja kolmas valintaan vaikuttanut tekijä oli samankal-
taisuus merenkulkualan kanssa. Ympäristöala haluttiin mukaan, koska ISM-koo-
dia voidaan pitää myös jonkinasteisena mahdollisuutena toteuttaa ympäristöjoh-
tamista.
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Ydinvoima-alalla puhutaan johtamisjärjestelmistä, johon on integroitu sekä laa-
tu- että turvallisuusasiat. Viranomaiset ovat ohjanneet voimakkaasti alan turvalli-
suuskulttuurin kehittymistä. Ohjeistusta erilaisiin prosesseihin on runsaasti. Ydin-
voimateollisuudessa tunnetaan riskianalyyttiset lähestymistavat ja alalla on myös 
toimiva turvallisuuden kehittämismenetelmä sekä kansainvälistä yhteistyötä estää 
ennakolta toimintaa haittaavia ilmiöitä ja raportoida niistä.
Ilmailun saralla turvallisuusjohtamisjärjestelmillä on pitkät perinteet ja ilmailusta 
on jo nyt poimittu paljon hyviä käytänteitä merenkulkuun. Esimerkkinä mainit-
takoon BRM-kurssi, joka on yleisesti käytössä merenkulun alalla, mutta joka alun 
perin on kehitetty ilmailun tarpeisiin. Ilmailussa ehkä tärkein turvallisuutta edis-
tävä taho on ICAO, joka on laatinut turvallisuusjohtamisen mallit sekä yrityksil-
le (SMS, Safety Management System) että valtioille (SSP, State Safety Programme). 
Tästä järjestelmässä on kuvattu hyvinkin perusteellisesti turvallisuuden hallinnan 
toimintatapoja sekä toimivan johtamisjärjestelmän elementtejä. Järjestelmää ja sii-
hen liittyvää ohjeistusta voisi pitää hyvänä tavoitteena muillakin toimialoilla.
Ympäristönsuojelun johtamisen tueksi on kehitetty useitakin standardeja ja toi-
mintamalleja. Yleisimmät niistä ovat ISO 14000 -sarja ja EMAS (The Eco Mana-
gement and Audit Scheme). Toimintasektorin parhaimmiksi turvallisuusjohtami-
sen käytännöiksi tässä raportissa nostettiin YVA-menettely (ympäristövaikutus-
ten arviointi), muutosten hallinta sekä viranomaisten ylläpitämä VAHTI-järjestel-
mä. YVA-menettelyssä toiminnanharjoittaja pyrkii arvioimaan toimintansa aihe-
uttamia vaaroja ympäristölle ja/tai ihmisten terveydelle. Arvioinnin tulokset toi-
mitetaan viranomaisille.
Työturvallisuuden johtamisen järjestelmiä on kehitetty maailmalla useita. Kuului-
simmat niistä ovat BS 8800 sekä OHSAS 18 000 standardit. Työturvallisuuden joh-
tamisjärjestelmä ei ole pakollinen vaatimus suomalaisilla työpaikoilla, mutta työ-
turvallisuuslainsäädännön määräämät työnantajan velvollisuudet käytännössä jo 
ovat ainakin hyvin lähellä yleisemmänkin turvallisuusjohtamisjärjestelmän vaati-
muksia. Työturvallisuuden kehittämistyö näkyy myös sillä tavoin, että viimeisen 
kymmenen vuoden aikana työturvallisuuden johtamista on viety lähemmäksi ylei-
sempää turvallisuusjohtamista. Riskienhallinta on kiinteä osa työturvallisuuden 
johtamisjärjestelmiä. Alalla on kehitetty erilaisia työkaluja työpaikan riskien arvi-
oimiseksi. Näitä ovat esimerkiksi ELMERI ja Safety Check (pientyöpaikoille). Tun-
nettuja toimintasektorin turvallisuuden kehittämismenetelmiä ovat myös ”Nolla 
tapaturmaa -foorumi” sekä erilaiset turvallisuutta mittaavat käytänteet.
Rautatieliikenteen toimijoilta vaaditaan Suomessa turvallisuusjohtamisjärjestel-
mää lakisääteisesti. Lainsäädäntö on peräisin EU-direktiivistä, mutta se on imple-
mentoitu vuonna 1997 Suomen lainsäädäntöön Rautatielain kautta. Rautatielii-
kenteessä turvallisuusasioita kehitetään systemaattisesti: Euroopan Rautatievirasto 
(European Railways Agency, ERA) on määritellyt Euroopan alueelle yhteiset tur-
vallisuustavoitteet. Alalla on käytössä erilaisia riski-indikaattoreita ja riskienhallin-
taa kehitetään jatkuvasti.
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Kemian alalla turvallisuusjohtaminen on verrattain hyvin kehittynyttä, joskin alan 
asiantuntijoiden mukaan alalta löytyy myös laitoksia, joissa turvallisuusjohtamis-
järjestelmät eivät ole niin kehittyneitä kuin useimmissa muissa. Alan parhaim-
piin käytäntöihin kuuluvat SEVESO-direktiivi, ja nimenomaan muutoksenhallin-
nan määrittely siinä. EU:n REACH-asetus (EU 1907/2006) on myös osoitus viran-
omaisen fokuksesta parantaa alan turvallisuutta. Lainsäädäntö on alalla muutok-
sessa ja alan turvallisuuskäytäntöihin tulee useita perustavaa laatua olevia muu-
toksia. Kemianteollisuudessa on käytössä jonkin verran läheltä piti -tilanteiden kä-
sittelykäytäntöjä.
Muilta aloilta voidaan suositella useita hyviä käytänteitä siirrettäviksi merenkul-
kuun ja satamissa toimiviin yrityksiin. Keskeisimpiä näistä suosituksista on ris-
kienhallinnan integroiminen osaksi turvallisuusjohtamisjärjestelmää.
Turvallisuuden mittaamiseen tarvitaan myös työkaluja merenkulun kentässä. Var-
sinaisesti ISM-koodi ei sisällä tähän työkaluja, jolloin varustamot ja satamissa toi-
mivat yritykset joutuvat ne itse kehittämään. Useimmissa suomalaisissa laivanva-
rustamoissa turvallisuuden parantamistyö perustuu pääasiassa niihin tarpeisiin, 
jotka ilmenevät erilaisten poikkeamien yhteydessä. Haaste onkin kääntää ajatus-
malli proaktiiviseksi, eli ennakoivaksi ja häiriöitä estäväksi toiminnaksi. Toimin-
taa voidaan parantaa erilaisten palautekäytäntöjen, auditointien, erilaisten tarkas-
tusten, turvallisuuskoulutusten, -kokousten ja -harjoitusten perusteella. Turvalli-
suustiedon keräämisen tulisi myös olla nykyistä systemaattisempaa.
Globaalissa liiketoiminnassa tunnusomaista on myös jatkuva muutostila. Muutok-
sen hallinta edellyttäisi myös systemaattista asennetta turvallisuusasioissa. ISM-
koodissa ei ole mainintaa muutoksen hallinnasta. Koodin yleispiirteisyyden vuok-
si voidaan toki väittää, että nykyäänkin muutostilanteen aiheuttamat riskit on va-
rustamossa huomioitava.
Koska satama-alueella toimii monenlaisia erilaisia toimijoita ja koska monien näi-
den toimijoiden osuus sataman kokonaisuudesta on merkittävä, on ehdottoman 
tärkeää, että satamassa tehdään yhteistyötä turvallisuuden varmistamiseksi. Olisi-
kin suositeltavaa, että satamissa perustettaisiin sisäisiä työryhmiä koordinoimaan 
ja kehittämään alueen turvallisuutta. Tällaisen työryhmän merkittävimpänä tehtä-
vänä tulisi olla riskien tunnistaminen ja arviointi sekä tunnistettujen riskien pois-
tamiseen tai lieventämiseen sopivien keinojen etsiminen.
Yhteisenä suosituksena sekä merenkulun että satamasidonnaisten alojen yrityksil-
le on turvallisuuden hallinnan ja turvallisuusjohtamisen ymmärryksen kasvatta-
minen. Tämä tavoite kyetään saavuttamaan koulutuksen ja yhteistyö tiivistämisel-
lä eri toimijoiden ja viranomaisten kanssa.
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