
















































































































and J. David Morrissy, Digital Forensic Evidence in the Courtroom :
Understanding Content and Quality, 12 Nw. J. Tech. & Intell. Prop. 121 2014).
http : //scholarlycommons.law.northwestern.edu/njtip/vol12/iss2/5 がある。




































https : //takagi-hiromitsu. jp/misc/misidentification2012/tokyo.pdf「神奈川
県警察「横浜市立小学校に対する威力業務妨害被疑事件における警察捜査の









http : //www.npa.go. jp/pdc/notification/keiji/keiki/keiki20121214. pdf を発
している。
大橋充直「検証サイバー (ハイテク) 犯罪の捜査 (第 86回) 遠隔操作真
犯人事件の判決 (その 1)〜(その 2)」捜査研究 769 号 76 頁、同 770 号 86 頁
参照。
( 5 ) 検察官から開示された電磁的記録の解析過程の正確性・信頼性をデジタ
ル・フォレンジック技術専門家の協力で検討するとしても、時間と費用との
制約があることは否めない。
( 6 ) 羽室英太郎=國浦淳『デジタル・フォレンジック概論』177 頁 (東京法令
出版、2015)。











究 769 号 102頁以下参照。





( 9 ) 例えば、高速なハードディスク複製装置の米国の Intelligent Computer
















































































































(Fryev. United States、293 F. 2d 1013 (D. C. Cir. 1923)) が採用されていた
が、1975年アメリカ合衆国連邦証拠規則の制定に伴って、裁判官が「関連
性 (relevancy)」と「信頼性 (reliability)」という基準に従って判断すると



























( 1 ) 裁判員裁判非対象事件
大阪地判平成 22年 5月 25日 (平成 21年(わ)第 1420 号・傷害被告事
件) 判例タイムズ 1346号 247 頁
【事案の概要】
被告人は、平成 20年 10月 17 日午前 1時 25 分ころ、大阪府茨木市 a 町


























































現に住居として使用する□□神社に放火しようと企て、平成 22年 4月 23





































年 11月 17 日ころ、知人の Aから、従前から持ちかけていた株式投資の




もやむを得ないなどと考え、同年 2月 6 日午後 9時ころ、同女を呼び出し
た上、同日午後 9時 35 分ころから同月 7 日午前 2時 16分ころまでの間に、
金沢市内又はその周辺に駐車した普通乗用自動車内において、前記運用益































ナルコンピュータの解析結果について」と題する書面 (甲 113) 等の関係
証拠からすれば、被害者が、被告人に対し、平成 22年 11月 17 日ころ、
株式投資資金の名目で現金 800万円を交付した事実が認められる。また、














ウ 奈良地判平成 25 年 3 月 5 日 (平成 23 年(わ)第 283 号、平成 23 年








































また、金沢地判平成 24年 3月 2日では、被告人が被害者の死体を遺棄



































が (最高裁平成 19年 (あ) 第 398 号同年 10月 16 日第一小法廷決定・刑集










供述が嘘であることは明らかである。また、被告人は、平成 21年 6月 15日
























































る指針 (Guidelines for identification.colection, acquisition and preservation of
digitale vidence)」が制定され、また、ISO/IEC27041「調査手法の適合性及
び妥当性を保証するためのガイダンス (Guidance on assuring suitability and
adequacy of incident investigation methods)」や ISO/IEC17042「デジタル
67(276)
証拠の解析及び解釈に関するガイドライン (Guidelines for the analysis and
interpretation of digital evidence)」、ISO/IEC27043「インシデント調査の原
則 及 び プ ロ セ ス (Incident investigation Principles and Processes)」、
ISO/IEC2705-1「電磁情報開示」(Electronic discovery)」等が、審議されて
いる。
(25) デジタル・フォレンジックを用いた解析結果としての証拠評価は、厳密に
検討する必要がある。すなわち、捜査機関から証拠開示された解析結果が証
拠として用いることができ、証拠として信頼性があり、要証事実を立証でき
るかということを法的な観点から慎重に吟味する必要がある。
68 (275)
