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BAB III 
PENUTUP 
 
A. KESIMPULAN 
Berdasarkan analisis hasil penelitian dan pembahasan yang sudah 
penulis lakukan dalam penulisan hukum ini, maka dapat ditarik kesimpulan 
sebagai berikut: 
1. Argumentasi yuridis pengajuan hasil uji digital forensik ke dalam 
persidangan ditekankan pada keabsahan bukti digital tersebut. Hasil uji 
digital forensik akan mendukung bukti digital yang dijadikan alat bukti 
maupun sebagai barang bukti. Bukti digital yang sudah melalui proses 
digital forensik lebih dapat dipertanggungjawabkan karena ada 
pengaplikasian ilmu pengetahuan teknologi dan analisis terhadap bukti 
digital. Penggunaan hasil uji digital forensik dalam persidangan juga 
telah memberikan minimal dua alat bukti yaitu alat bukti ahli dalam Pasal 
186 KUHAP serta bukti surat yaitu pada Pasal 187 huruf b dan c 
KUHAP.  
2. Prosedur pengajuan hasil uji digital forensik seperti pengajuan alat bukti 
biasa, tidak ada perbedaan dalam mengajukan hasil uji digital forensik ke 
dalam persidangan. Hasil uji digital forensik yang merupakan ouput dari 
proses uji laboratorium digital forensik yang dituangkan dalam bentuk 
tertulis yaitu Berkas Acara Pemeriksaan (BAP) Laboratorium Forensik, 
BAP Ahli, dan laporan uji digital forensik. Dengan demikian pengajuan 
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hasil uji digital forensik di persidangan tidak ada perbedaan dengan 
pengajuan alat bukti lain dalam bentuk surat. Adanya keterangan ahli dan 
laporan digital forensik yang diajukan persidangan sangat membuktikan 
integritas bukti digital, karena proses digital forensik yang dilakukan dan 
perlakuan terhadap bukti digital tersebut dengan jelas dapat diketahui 
dalam keterangan ahli maupun laporan digital forensik. 
B. SARAN 
Berdasarkan permasalahan dan kesimpulan dalam penulisan hukum ini, 
maka penulis memberikan saran yang berkaitan dengan pokok permasalahan 
sebagai berikut:  
1. Dalam pengajuan hasil uji digital forensik ke dalam persidangan tidak 
diatur dalam KUHAP, namun dapat diinterpretasikan sebagai alat bukti 
surat dan keterangan ahli dalam KUHAP. Berkenaan dengan hal ini 
perlu adanya pemikiran untuk perkembangan ilmu hukum khususnya 
dalam pengajuan hasil uji digital forensik ini, agar hakim dapat lebih 
mudah dalam mempertimbangkan hasil uji digital forensik ini dalam 
memutus suatu perkara pidana. 
2. Penulis juga memberi saran agar dibuat suatu peraturan khusus yang 
akan mengatur tentang uji forensik digital, sebagai panduan umum uji 
forensik digital di Indonesia. Peraturan dimaksudkan untuk mengatur 
tentang proses pemeriksaan, standar uji digital forensik, pengaturan 
tentang ahli digital forensik dan juga terkait hasil uji digital forensik 
dalam pembuktian pidana. 
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