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ПРОБЛЕМА ТЕРМИНОЛОГИИ В ОБЛАСТИ 
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Аннотация. Объектом исследования данной работы является понятийный 
аппарат в области операционных банковских рисков. Проблема риска является 
одной из ключевых концепций в финансовой деятельности, в связи с чем вопрос 
систематизации и классификации рисков является одним из наиболее актуальных. 
Анализ понятия операционного банковского риска, систематизация понятийного 
аппарата рассматриваемой предметной области осуществлялись с целью снятия 
существующих разногласий в понимании процесса управления операционными 
рисками.
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Деятельностью банковских организаций являются финансовые средства 
и потоки. В связи с этим тесно переплетаются понятия финансового и банков-
ского рисков. «Более того, насчитывается более 40 различных критериев рисков 
и более 220 видов рисков, так что в экономической литературе нет единого 
понимания в этом вопросе» [1].
Под «риском» принято понимать вероятность (угрозу) потери предприни-
мателем части своих ресурсов. Сущность риска состоит в возможности откло-
нения полученного результата от запланированного.
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Как в финансовые, так и в банковские риски включаются риски рыночный, 
кредитный, ликвидности и операционный, что существенно затрудняет создание 
единственно правильного понятийного аппарата. Поэтому остановимся лишь 
на одном виде рисков — риске операционном. Именно он является опаснейшим 
и недооцененным среди сопутствующих рисков банковской деятельности.
Существуют разные подходы к классификации операционного риска. В част-
ности, Базельский комитет по банковскому надзору выделяет семь категорий 
операционного риска, охватывая при этом широкий круг возможных угроз.
Комитет предлагает определять операционный риск как риск потерь. Кроме 
того, он признает наличие в рыночной практике разных трактовок понятия 
«операционный риск» и предлагает рассматривать свое видение как базовое 
для формулировки банками и регуляторами собственных более качественных 
определений, учитывая специфику их профиля рисков [2].
Другой подход к классификации видов операционного риска выделяет че-
тыре категории рисков (рис. 1). Он предусматривает сокращение категорий 
разделения операционного риска и характеризуется охватыванием широкого 
круга угроз проявления дестабилизировавших факторов в деятельности банка.
Представленная классификация в докладе Базельского комитета (рис. 1) 
легла в основу классификации операционных рисков, принятой Банком России 
(рис. 2). ЦБ РФ дал следующее определение: «Операционный риск — риск воз-
никновения убытков в результате несоответствия характеру и масштабам дея-
тельности кредитной организации и (или) требованиям действующего законо-
дательства внутренних порядков и процедур проведения банковских операций 
и других сделок, их нарушения служащими кредитной организации и (или) 
иными лицами (вследствие непреднамеренных или умышленных действий 
или бездействия), несоразмерности (недостаточности) функциональных воз-
можностей (характеристик) применяемых кредитной организацией инфор-
мационных, технологических и других систем и (или) их отказов (нарушений 
функционирования), а также в результате воздействия внешних событий» [3].
Рис. 1. Классификация операционных рисков  









Наиболее полной и универсальной с точки зрения факторов риска полага-
ем классификацию, разработанную аудиторской группой Coopers & Lybrand 
и изложенную в Общепринятых принципах управления рисками (Generally 
Accepted Risk Principles — GARP) (рис. 3).
Рис. 3. Классификация операционных рисков  


























Рис. 2. Классификация операционных рисков  
(Письмо Банка России от 23 июня 2004 г. № 70-Т «О типичных банковских рисках»)
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Представленные классификации свидетельствуют о существовании разно-
образных подходов к понятию операционного риска, а значит, и к методике его 
расчета. В настоящий момент практически в каждом документе или учебном 
пособии приводится один из вариантов классификации рисков. В большинст-
ве случаев выбранные критерии не позволяют охватить все множество рисков, 
однако ряд основных рисков в экономической литературе фигурирует. Исходя 
их этого, достаточно частыми являются попытки классифицировать подмно-
жества рисков, входящих в эти общие понятия.
Риск, связанный с регулирующими органами наиболее актуален для бан-
ковских организаций, поэтому он чаще встречается в сферах, связанных с бан-
ковской деятельностью. Риск ликвидности некоторые авторы включают в по-
нятие рыночных рисков [1].
Данные материалы свидетельствуют о множественности подходов к основ-
ной терминологии в изучаемой предметной области, а их анализ позволяет нам 
говорить о необходимости создания единого глоссария в области операцион-
ных банковских рисков.
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