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Драган Я.П., Дронюк И.М. Системный анализ негармонических сигна-
лов и систем и Ateb-функции 
Сделан обзор приложений оператора обобщенного сдвига к теории негармонических 
сигналов. Классическая теория коммуникации и обработки сигналов основывается на 
формальном аппарате теории гармонических функций. Но для сетей специального наз-
начения важно использовать другие функции. Показано, что в коммуникации широко 
использовались разложения по функциям Бесселя, а также любая полная ортонормиро-
ванная система функций может быть использована для разложения в ряды или интегра-
лы, что является обобщениями разложений Фурье. Поэтому предложено в качестве ба-
зиса разложения использовать Ateb-функции, как ортонормированную систему. Пока-
зано, что так введенные преобразования образуют алгебру. 
Ключевые слова: оператор обобщенного сдвига, Ateb-функции, алгебра Ateb-преоб-
разований, сети специальной коммуникации. 
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The article reviews the application of the generalized shift operator to the theory of non-
harmonic signals. The classical theory of communication and signal processing is based on 
the formal apparatus of the harmonic functions theory. But for special purpose networks it is 
important to use other functions. It is shown that for expansions in series or integrals can be 
used, which is a generalization of the Fourier expansions in communication is widely used for 
the expansion of the Bessel functions, as well as any complete orthonormal system of functi-
ons. Therefore as basis decomposition we suggest using Ateb-functions like orthonormal 
system. It is shown that Ateb-transformation forms algebra. 




КІБЕРІНТЕРВЕНЦІЯ ТА КІБЕРБЕЗПЕКА УКРАЇНИ: 




Розглянуто деякі проблеми кіберінтервенції та кібербезпеки України, а також пер-
спективи їх подолання. Наведено пріоритетні засади державної політики у сфері забез-
печення кібернетичної безпеки України в умовах проведення військових дій з Росією. 
На підставі аналізу правових джерел визначено шляхи формування засад сучасної дер-
жавної політики у сфері забезпечення кібернетичної безпеки України. Деталізовано ос-
новні загрози та напрями деструктивної діяльності Російської Федерації в інформа-
ційному просторі України на шкоду національним інтересам держави. Обґрунтовано 
доцільність розроблення організаційно-правових та методологічних засад щодо забез-
печення кібернетичної безпеки України в умовах ведення війни з Росією, а також побу-
дови національної системи кібербезпеки. 
Ключові слова: державні інформаційні ресурси, інформаційний суверенітет, вітчиз-
няний інформаційний простір, гібрідна війна, антитерористична операція, інформа-
ційна атака, державна політика у сфері забезпечення кібернетичної безпеки, кібертеро-
ризм, кіберзлочинність, вітчизняний сегмент кіберпростору, об’єкти критичної інфрас-
труктури, соціальні мережі, спеціальна інформаційна операція, війська інформаційних 
операцій, національна система кібербезпеки. 
Вступ. За останнє десятиліття значно зросла кількість суспільно небезпеч-
них дій в кіберпросторі України, спрямованих на нанесення шкоди її держав-
ним інтересам [4, 6, 8, 25]. Вчинення насильницьких посягань з боку інших 
суб'єктів на державні, політичні чи економічні інтереси шляхом втручання у 
процес функціонування їх учасників містить ознаки інтервенції [7, 14, 20, 23]. 
Оскільки подібні дії здійснюються з використанням комп'ютерних систем і в кі-
берпросторі держави, то такий вид злочину називається кібернетичною 
війною2,3 або кібернетичною інтервенцією (кіберінтервенцією) [29, 30]. 
Прикладом кіберінтервенції була триденна безперервна кібератака на сайт 
Президента України В.А. Ющенка, яка розпочалася 30 жовтня 2007 року і нара-
ховувала близько 18 тис. точкових атак, які здійснювалися з території Росії, Ка-
захстану, України, США, Ізраїлю та Великобританії. Проте у Службі безпеки 
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України такі дії не викликали особливого здивування, адже сайти президентів 
різних країн світу постійно піддаються подібним хакерським атакам, та й про-
тидіяти їм у той час було практично нічим. Окрім цього, влітку та восени 2016 
року на сервери штабу Гілларі Клінтон (претендента у президенти США) були 
влаштовані численні хакерські атаки найімовірніше російськими спецслужба-
ми, які, як прийнято в таких випадках, заперечують свою безпосередню причет-
ність до них. 
Отже, функціонування та захист вітчизняного як інформаційного, так ы кі-
берпростору є важливим завданням держави в умовах проведення військових 
дій з Росією на Сході нашої країни [10]. Аналізуючи загрози інформаційній без-
пеці України з погляду геополітичних спрямувань суміжних з нею держав, на-
самперед Росії [21], необхідно відзначити вкрай негативну тенденцію до збіль-
шення кількості інформаційних матеріалів із відвертою антиукраїнською спря-
мованістю та упередженим висвітленням фактично всіх внутрішніх і зовнішніх 
процесів, які відбуваються як в Україні, так і на міжнародній арені за її участю. 
Адже відомо [27], що Російські мас-медіа продовжують діяти у фарватері 
зовнішньополітичної агресивної політики Російської Федерації та забезпечують 
інформаційну підтримку дій її керівництва щодо України та її міжнародних ін-
тересів, насамперед геополітичних. Так звана "гібридна війна" на Донбасі пос-
тійно супроводжується інформаційно-психологічними атаками з боку терорис-
тів та російських військових, а також передбачає блокування трансляції укра-
їнських телерадіомовників. Російські інформаційні операції для забезпечення 
медійної переваги в Україні набувають нових форм. Залежно від особливостей 
розвитку військово-політичної обстановки Росії використовує будь-який при-
від, щоб розпочати чергову інформаційну атаку. 
Однак, у доступній науковій літературі [1, 2, 5, 11, 13 та ін.] немає адекват-
ного теоретичного обґрунтування процесу побудови національної системи кі-
бербезпеки за такими основними напрямами  [24, с. 142]: протидія кіберзлочин-
ності; захист вітчизняного інформаційного простору в комп'ютерних мережах; 
забезпечення інформаційної безпеки критичної інфраструктури. Тому аналіз 
проблеми кіберінтервенції та кібербезпеки України, а також перспективи їх по-
долання є актуальним науково-практичним завданням, що сприяло виконанню 
цієї роботи та вимагає реалізації подальших досліджень. 
Аналіз попередніх досліджень. Актуальні питання інформаційної безпеки 
держави досліджували: А. Марущак, В. Петрик, В. Ліпкан та інші фахівці. 
Проблемні питання забезпечення кібербезпеки розглядали у своїх наукових 
працях А.С. Алпеєв [1], В. Бурячок [3], А. Бабенко, В. Бутузов [4], В. Гавлов-
ский, В. Голубєв, С. Гнатюк, Д. Дубов [6, 7], В. Номоконов, С.В. Мельник [11], 
В. Петров [15], М. Погорецький, В. Шеломенцев [30] та ін. Проте у працях заз-
начених фахівців не визначалися пріоритетні засади державної політики у сфері 
забезпечення кібербезпеки в умовах проведення військових дій з Росією на 
Сході України, що свідчить про актуальність тематики дослідження. 
Мета роботи полягає в деталізації пріоритетних напрямів державної полі-
тики у сфері забезпечення кібербезпеки України в умовах проведення військо-
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вих дій з Росією на Сході нашої країни та визначити шляхи вдосконалення кон-
цептуальних засад ведення державної політики у вказаній сфері. 
Викладення основного матеріалу. Відомо [3, 15, 18], що за останні роки 
різні сектори української економіки та й суспільне життя пересічних громадян 
стали дуже вразливими у кіберпросторі. Постійно страждають від періодичних 
кібератак державні та приватні компанії, до яких вони зовсім, як виявилося, не 
були готові. Шкода, але доводиться констатувати також той факт, що Україна 
немає навіть й сьогодні будь-яких дієвих інструментів для запобігання атак і їх 
ефективній протидії, а всі наявні заходи кіберзахисту, в основному, є безсис-
темними і, як наслідок, безуспішними. 
Загроза кібербезпеці держави у вигляді кіберінтервенції може бути як зов-
нішньою, так і внутрішньою. Про те, наскільки потужними є на сьогодні кібер-
злочинці, свідчать результати дослідження ООН, опубліковані ще в 2013 році, в 
якому розглядалися етапи становлення хакерів. Виявляється, спочатку хакери 
були дослідниками кіберсередовища як свого, так і чужого, тобто, працювали і 
експериментували, здебільшого, з цікавості. Потім вони почали прагнути слави, 
визнання та грошей, внаслідок чого кіберзлочинність стала транснаціональною. 
Потрібно визнати, що й українські хакери нічим не відрізняються від інших, не 
пасуть задніх, успішно беруть участь у різних міжнародних кіберструктурах. 
Наприклад, після подій навколо акту вандалізму на Говерлі1, сайти організації 
"Євразійської спілки молоді", яка взяла на себе відповідальність за його прове-
дення, були атаковані проукраїнською кіберспільнотою. Відповідь не забарилася 
– зазнали потужних атак сайти президента України та Служби безпеки України. 
Отже, питання кіберінтервенції як загрози кібербезпеці держави є абсо-
лютно новим явищем, яке потребує його ретельного дослідження. Особливо 
варто зупинитись на тих кіберзагрозах, які існують у зв'язку із розвитком ін-
формаційного суспільства в умовах військової агресії зі сторони Росії. Дослі-
дженню цієї проблеми за останні роки присвячено значну кількість праць, серед 
яких особливої уваги заслуговують напрацювання Г.Г. Почепцова, О.А. Барано-
ва [2], В.В. Івановського, В.В. Петрова [15] тощо. В цих працях під поняттям кі-
берінтервенція розуміється окрема група суспільно небезпечних дій, спрямова-
них на нанесення шкоди кібернетичній інфраструктурі держави, а також 
життєво важливим сферам існування суспільства та особи. 
Також існують різні підходи багатьох науковців до визначення поняття кі-
бербезпеки, під якою вони розуміють стан захищеності життєво важливих інте-
ресів особи, суспільства та держави від зовнішніх і внутрішніх загроз, пов'яза-
них з використанням ресурсів інформаційно-телекомунікаційних систем, так 
званого кіберпростору, за наявності якого забезпечуються гарантовані умови 
для реалізації державної інформаційної політики. 
Водночас, Указом Президента України від 15.03.2016 р., № 96/2016 була 
введена в дію постанова Ради національної безпеки і оборони України "Про 
Стратегію кібербезпеки України", в якій кібербезпека визначена як "стан захи-
                                                          
 
1
 Акт вандалізму на горі Говерла, скоєний 18 жовтня 2007 р. російською екстремістською організацією 
"Євразійська спілка молоді", що полягав у знищенні тризубу та гранітного пам'ятного знаку, присвяченого 
Конституції України. 
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щеності життєво важливих інтересів людини і громадянина, суспільства та дер-
жави в кіберпросторі. А в Проекті Стратегії забезпечення кібербезпеки України 
це поняття визначено як стан захищеності критичних об'єктів національної ін-
формаційної інфраструктури та окремих її складових, за якого забезпечується 
їх стале функціонування та розвиток, своєчасне виявлення, запобігання та 
нейтралізація кібернетичних загроз в інтересах людини, суспільства, держави". 
Незважаючи на те, що на даний час дію цього документа скасовано, відпо-
відно до Доктрини інформаційної безпеки України, інформаційна (кібернетич-
на) складова набуває дедалі більшої ваги і стає одним із найважливіших еле-
ментів забезпечення національної безпеки держави. Оскільки інформаційна без-
пека розглядається як невід'ємна складова кожної зі сфер національної безпеки, 
тому кібербезпеку держави варто розглядати як невід'ємну складову інформа-
ційної безпеки [13, 14, 16, 17, 19 тощо]. При цьому кібербезпека охоплює тільки 
той сектор інформаційної безпеки, в якій для оброблення інформації застосову-
ються інформаційно-телекомунікаційні системи. 
Головною метою "Стратегії кібербезпеки України" є створення умов для 
безпечного функціонування кіберпростору держави, його використання в інте-
ресах суспільства і особи. Документ також передбачає комплекс заходів, спря-
мованих на боротьбу із кіберзагрозами, поглиблення міжнародного співробіт-
ництва у цій сфері, забезпечення захисту державних електронних інформа-
ційних ресурсів та інформаційної інфраструктури. Задля реалізації цієї стратегії 
РНБО утворило Національний координаційний центр кібербезпеки як робочий 
орган Ради. 
Однак, багато науковців вважають [1, 4, 6, 10, 34, 41, 42 та ін.], що в Укра-
їні цей документ хоча і називається стратегією, проте визначені в ньому основні 
засади кібербезпеки у світовій практиці не зовсім вважаються стратегічними. 
Головним атрибутом у закордонних стратегіях передбачається перелік конкрет-
них проектів забезпечення кібербезпеки із кінцевим терміном їх реалізації, з ви-
діленим фінансуванням і, що найголовніше, конкретними відповідальними. У 
нас це нагадує більше концепцію – напрями, куди треба рухатися зі своїми так-
тиками дій, власним, а не державним, фінансуванням і без ніякої відповідаль-
ності. При цьому національна система кібербезпеки має розглядатися як сукуп-
ність політичних, соціальних, економічних та інформаційних відносин разом з 
адміністративними і технологічними заходами, реалізація яких видається мож-
ливою тільки у тісній взаємодії державного і приватного секторів, а також роз-
винутого громадянського суспільства. 
Стосовно визначення таких понять, як кіберзлочинність та кіберзахист, то 
ще й до сьогодні точаться постійні дискусії як серед науковців, так і практиків 
щодо правильності їх формулювань. У міжнародній практиці є три документи 
щодо кібербезпеки, які варті уваги: рекомендації Агенції з кібербезпеки ЄС, ре-
комендації Міжнародного союзу електрозв'язку і рекомендації НАТО, де ці по-
няття мають точні та зрозумілі формулювання [18, 43, 44 тощо]. 
Також у світовій практиці вважається [31, 32, 33, 35, 36, 38, 39 та ін.], нас-
кільки у законодавстві визначена термінологія, настільки можливо говорити 
про покарання злочинців. Тут йдеться про кримінальний кодекс, в якому має іс-
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нувати окремий розділ, який визначає відповідальність за кіберзлочини. Але 
проблема в тому, що цими злочинами в Україні займається не один, а декілька 
органів. Наприклад, після того, як поліція виконала свою роботу, справа про 
кримінальну відповідальність спочатку направляється до прокуратури, а вже 
потім до суду. Не секрет, що багато українських прокурорів часто навіть не ро-
зуміють, що таке ІР-адреса, не кажучи вже про іншу специфічну кібертерміно-
логію. А в багатьох судах протокол допиту звинуваченого ведеться на дру-
карських машинах, часто навіть не електронних. Тобто, немає так званої куль-
тури роботи з електронними доказами, які дуже легко підробити, змінити і, 
врешті-решт, безповоротно втратити. У судочинстві України кібербезпека має 
дуже низький рівень пріоритету. 
В Україні простий кіберзлочин – "зламування" сайту, наприклад, сторінки 
у соцмережі, це справа кіберполіції. Організована групова злочинна діяльність, 
наприклад, атака на Інтернет-банкінг, також входить до юрисдикції кіберполі-
ції. Однак, відімкненням електростанції від міської мережі вже займається СБУ 
як кібертероризмом [25]. Коли ж відбуваються кібератаки по всій країні, нап-
риклад, потяги Hyundai починають сходити з рейок, і це супроводжується 
військовою агресією з боку Росії, тоді має оголошуватися військовий стан, а фі-
зичну агресію мають нейтралізувати Збройні сили України. 
Проблеми, які ускладнюють боротьбу з кіберзлочинами в Україні, насам-
перед, пов'язані з відсутністю чіткого правового регулювання національної дер-
жавної політики в сфері кібербезпеки [9, 22, 26]. Також відсутня єдина держав-
на структура з координації протидії кіберзлочинам чи кібератакам, внаслідок 
чого існує загроза, наприклад, критичній інфраструктурі держави, спостері-
гається значне зростання комп'ютерного піратства і порушення авторських 
прав. Водночас, широке використання сучасних інформаційних технологій у 
сфері оборони і безпеки, а також створення єдиної автоматизованої системи уп-
равління Збройними силами України призвели до того, що кіберзахист України 
стає все більш вразливим до кіберзагроз. Розроблення нагальних заходів щодо 
зміцнення кібербезпеки держави є першочерговим завданням сьогодення ще й 
через російську агресію. 
Зрозуміло, й до російської агресії було багато кіберзлочинів, коли хакери 
атакували Інтернет-магазини, банки, сайти партій тощо. З агресією ж Росії кіль-
кість кіберзлочинів зросла врази, а їх інтенсивність та наслідки обходяться в 
чималу суму [15, 28]. Одна із причин такого зростання – злочинність іде у кі-
берпростір, позаяк там обертаються значні гроші. На сьогодні найпоширенішим 
видом кіберзлочину вважається кардінг – фінансовий злочин, крадіжка грошей 
з будь-яких електронних рахунків, банківських карток тощо. Понад це, російсь-
кі спецслужби активно використовують як своїх хакерів, так і з інших країн для 
економічної дестабілізації тих країн, які на даний момент є ідейними супротив-
никами. В Росії за останнє десятиліття спостерігається дуже високий рівень ін-
теграції хакерів з військовими організаціями, державними і приватними струк-
турами, позаяк там задіяні різні інтереси та крутяться чималі кошти [23, 30]. 
Також, джерелами кіберзагроз можуть бути міжнародні злочинні групи ха-
керів, окремі злочинці підготовлені у сфері інформаційних технологій, іноземні 
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державні органи та силові структури, терористичні та екстремістські угрупо-
вання, транснаціональні корпорації та фінансово-промислові групи тощо. Зрос-
тає загроза використання проти інтересів України кіберзасобів як з середини 
держави, так і з-за її меж. Такою ж реальною є загроза використання українсь-
кої інформаційної інфраструктури як "транзитного майданчика" для прихову-
вання атак на інформаційну інфраструктуру третьої сторони [38, 40]. 
Іншими загрозами в сфері кібербезпеки держави можна виділити: кіберзло-
чинність, кібертероризм та кібершпигунство, кібервійна (в т.ч. й гібридна), а са-
мі кіберінтервенції часто є невід'ємними складовими перерахованих злодіянь. 
Злочини із використанням сучасних інформаційно-телекомунікаційних систем 
стають все звичнішою практикою в житті українських громадян. Найбільша 
увага злочинців зосереджена на спробах порушення роботи або несанкціонова-
ного використання можливостей інформаційних систем державного, кредитно-
банківського, комунального, оборонного та виробничого секторів. 
Інформація з обмеженим доступом, що знаходиться в національних інфор-
маційних ресурсах, є постійним об'єктом зацікавленості кіберзлочинців з боку 
інших держав, організацій та приватних осіб. Окрім цього, все більшого поши-
рення набуває політично вмотивована діяльність кібергруп, заангажованих кі-
берактивістів, які здійснюють атаки на урядові та приватні сайти, що призво-
дить до порушень роботи відповідних інформаційних ресурсів, а також фінан-
сових і матеріальних збитків чи втрати репутації. 
З урахуванням широкої інформатизації сектору безпеки і оборони, зокре-
ма, створення Єдиної автоматизованої системи управління (ЄАСУ) ЗС Укра-
їни1,2 , оборонний потенціал держави стає більш чутливим до кіберзагроз. Впро-
вадження провідними країнами сучасних кіберозброєнь перетворює кіберпрос-
тір на окрему сферу ведення військових дій. Вважається, що в найближчому 
майбутньому рівень обороноздатності країни буде визначатись наявністю у неї 
ефективних підрозділів для ведення бойових дій в кіберпросторі та здатністю 
протидіяти кібератакам у сфері оборони [12, 17, 22]. Отже, нагальною пробле-
мою є створення якщо не кібернетичних військ України, то хоча б кібернетич-
них підрозділів у кожній військовій структурі. 
Згідно з положеннями Стратегії [22], удосконалення потенціалу сектора 
безпеки та оборони України в сфері кібербезпеки має здійснюватися за рахунок 
реалізації різних заходів, основними серед яких мають бути такі: 
1) Захист на об'єктах критичної інфраструктури технологічних процесів від не-
санкціонованого втручання в їх роботу, на яких контроль або моніторинг від-
бувається за допомогою інформаційно-комунікаційних систем. 
2) Державне стратегічне планування та управління в сфері електронних комуні-
кацій, інформаційних технологій, захисту інформації та кіберзахисту шляхом 
впровадження інформаційно-комунікаційних систем. 
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3) Створення центру кіберуправління у Збройних силах України для забезпечен-
ня кібербезпеки і кіберзахисту на стратегічному, оперативному і тактичному 
рівнях, у яких всі процеси управління мають відбуватися за допомогою ін-
формаційно-комунікаційних систем. 
4) Створення підрозділів кібербезпеки і кіберзахисту у Збройних силах України, 
у СБУ, у Національній поліції України та інших силових структурах, досяг-
нення їхньої сумісності з відповідними підрозділами держав-членів НАТО, у 
яких контроль та моніторинг за всіма процесам має відбуватися за допомогою 
інформаційно-комунікаційних систем. 
5) Розроблення та впровадження протоколів спільних дій з названими підрозді-
лами у відповідних силових структурах, в т.ч. й обмін інформацією в режимі 
реального часу, організація швидкого реагування на кіберзагрози та кіберата-
ки за допомогою інформаційно-комунікаційних систем. 
6) Обмеження участі в заходах щодо забезпечення кібербезпеки будь-яких 
об'єктів, які знаходяться під контролем держави-агресора, визнаної Верхов-
ною Радою України, або країн та осіб, щодо яких діють спеціальні економічні 
та інші обмежувальні заходи (санкції), прийняті на національному або міжна-
родному рівні, а також обмеження використання продуктів, технологій і пос-
луг таких об'єктів для кіберзахисту державних інформаційних ресурсів, поси-
лення державного контролю в цій сфері. 
Через російську агресію найактуальнішим із вказаних вище заходів є ство-
рення спеціального центру кіберуправління у Збройних силах України, який би 
мав його інтегрувати з іншими державними органами та усіма силовими струк-
турами. Такий центр має передбачати залучення до роботи IT-фахівців найви-
щої кваліфікації, в т.ч. і хакерів як своїх, так і з-за кордону, що потребуватиме 
додаткових грошових витрат, які згодом у стократ окупляться. При цьому дуже 
важливо, щоб такі фахівці мали достатню кваліфікацію, можливість постійного 
навчання, з метою здійснення надійного кіберзахисту як держави суспільства 
загалом, так і конкретної особи зокрема. 
Висновки 
1. Виявлено, що на сьогодні реальні прояви кібератак на інформаційні ре-
сурси України можуть призвести до порушень функціонування інформаційно-
телекомунікаційних систем як звичайної, так і критичної інфраструктури, які 
безпосередньо впливають на стан національної безпеки і оборони держави. У 
зв'язку із цим наявні загрози вимагають впровадження державою комплексних 
заходів щодо забезпечення її кібербезпеки. 
2. Встановлено, що сучасна державна політика України у сфері забезпечен-
ня її кібербезпеки має бути спрямована на: забезпечення інформаційного суве-
ренітету держави у кіберпросторі, створення надійного захисту національного 
сегменту кіберпростору в умовах ведення військових дій з Росією; зміцнення 
обороноздатності держави у кіберпросторі; боротьбу з кіберзлочинністю та кі-
бертероризмом; недопущення та запобігання втручанню у внутрішні справи 
України і припинення посягань на її Інтернет-ресурси з боку інших держав, 
особливо Російської Федерації; забезпечення участі України в загальноєвро-
пейській системі кібербезпеки з дотриманням стандартів НАТО, а також її учас-
ті в міжнародному співробітництві у сфері боротьби з кіберзлочинністю та кі-
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бертероризмом; запобігання проявам сепаратизму та радикалізму в національ-
ному сегменті кіберпростору, захист вітчизняного інформаційного простору, 
побудову національної системи кібербезпеки. 
3. Виявлено, що за умови ведення військових дій з Російською Федера-
цією, визначення концептуальних засад державної політики у сфері забезпечен-
ня кібербезпеки держави нагальною потребою є активізація нормотворчої ді-
яльності як науковців, так і практиків у сфері інформаційної безпеки. У зв'язку 
із цим вважається доцільним: пришвидшити розбудову Національної системи 
кібербезпеки, створити в структурі Збройних Сил України за світовими анало-
гами війська інформаційних операцій для протидії будь-яким посяганням, на-
самперед сусідньої держави, на національний сегмент кіберпростору; посилити 
кібернетичний захист об'єктів критичної інформаційної інфраструктури, які пе-
ребувають як у районі проведення воєнних дій на сході країни, так і в масшта-
бах держави загалом; протидіяти зовнішнім спеціальним інформаційним опера-
ціям, здійснювати моніторинг кібернетичного простору для своєчасного вияв-
лення, нейтралізації кібернетичних загроз і запобігання їм, боротьби з кіберте-
роризмом з використанням кібернетичної зброї, недопущення економічної зло-
чинності з боку сусідніх держав у вітчизняному кіберпросторі. 
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Грыцюк Ю.И. Киберинтервенция и кибербезопасность Украины: 
проблемы и перспективы их преодоления 
Рассмотрены некоторые проблемы киберинтервенции и кибербезопасности 
Украины, а также перспективы их преодоления. Приведены приоритетные принципы 
государственной политики в сфере обеспечения кибербезопасности Украины в 
условиях проведения войны с Россией. На основании анализа правовых источников 
определены пути формирования основ современной государственной политики в сфере 
обеспечения кибербезопасности Украины. Детализированы основные угрозы и 
направления деструктивной деятельности Российской Федерации в информационном 
пространстве Украины в ущерб национальным интересам государства. Обоснована 
целесообразность разработки организационно-правовых и методологических основ по 
обеспечению кибербезопасности Украины в условиях ведения войны с Россией, а 
также построения национальной системы кибербезопасности. 
Ключевые слова: государственные информационные ресурсы, информационный 
суверенитет, отечественное информационное пространство, гибридная война, 
антитеррористическая операция, информационная атака, государственная политика в 
сфере обеспечения кибернетической безопасности, кибертерроризм, киберпреступ-
ность, отечественный сегмент киберпространства, объекты критической инфраструк-
туры, социальные сети, специальная информационная операция, войска информа-
ционных операций, национальная система кибербезопасности. 
Gryciuk Yu.I. Cyber Intervention and Cyber Security of Ukraine: Problems 
and Prospects of Overcoming Them 
Some problems cybernetic intervention and cyber security of Ukraine and the prospects for 
overcoming them. Are given priority principles of state policy in the field of cyber security of 
Ukraine in conditions of war with Russia. Based on the analysis of the legal sources of the 
ways of developing the foundations of a modern state policy in the field of cyber security in 
Ukraine. Refine major threats and areas of destructive activities of the Russian Federation in 
Науковий вісник НЛТУ України. – 2016. – Вип. 26.8 
4. Інформаційні технології галузі 337 
the information space of Ukraine at the expense of national interests. The expediency of 
development of organizational, legal and methodological bases to ensure the cyber security of 
Ukraine in conditions of war with Russia, as well as the construction of a national cyber 
security system. 
Keywords: government information resources, information sovereignty, national 
information space hibridna war against terrorism, information attack, state policy in the field 
of cyber security, cyberterrorism, cybercrime, the domestic segment of cyberspace, critical 
infrastructure, social networks, special information operations, the troops information 
operations, national cyber security system.. 
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МЕТОДИКА РОЗРОБЛЕННЯ МАТЕМАТИЧНОЇ МОДЕЛІ 
ОХОЛОДЖУВАЛЬНОГО ЕФЕКТУ В ПРОЦЕСІ НАГРІВАННЯ ЗРАЗКА 









Розроблено методику розроблення математичної моделі охолоджувального ефекту в 
процесі нагрівання зразка деревини, просоченого водною вогнебіозахисною речови-
ною. Результати математичного моделювання свідчать про істотний охолоджувальний 
ефект від використання запропонованих антипіренів для вогнезахисту деревини, ос-
кільки інтервал часу від початку теплового впливу до моменту початку полум'яного го-
ріння для вогнезахищеної деревини у два з половиною рази більший, ніж для невогне-
захищеної. Представлена методика пов'язує охолоджувальний ефект від використання 
водних вогнебіозахисних речовин для вогнезахисту деревини із вкладом у прогнозне 
подовження часу початкової стадії розвитку пожежі, її доцільно використовувати під 
час розроблення компонентного складу водних вогнебіозахисних речовин. 
Ключові слова: методика, модель, антипірени, вогнезахисне просочення, водна вог-
небіозахисна речовина. 
Актуальність теми. Аналіз світових тенденцій використання екологічно 
безпечних матеріалів у будівництві свідчить про те, що деревина була і зали-
шається популярним будівельним матеріалом. Але при цьому треба пам'ятати, 
що деревина є горючим матеріалом, а продукти її термодеструкції є надзви-
чайно токсичними. Статистичний аналіз, виконаний в Науково-дослідному ін-
ституті пожежної охорони (СРСР, Росія), свідчить про те, що у ХХ ст. у більш 
ніж 70 % випадків на пожежах саме деревина була основним горючим матері-
алом, і при цьому кількість загиблих від загальної кількості загиблих на поже-
жах становить 92 %. Природно такою статистикою не можна задовольнятися, 
особливо коли йдеться про об'єкти з масовим перебуванням людей та/або 
об'єктах критичної інфраструктури. Отже, не втрачає актуальності питання 
якісного вогнезахисту деревини, яка входить до складу будівельних конструк-
цій [1, 2]. 
Попередні дослідження за темою. Для створення відповідних заходів і за-
собів вогнезахисту потрібно мати уявлення про складний хіміко-фізичний про-
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