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Pada zaman sekarang ini, perkembangan teknologi komputer sudah mengalami 
kemajuan yang sangat pesat. Banyak pihak yang bergantung pada teknologi komputer untuk 
melakukan pekerjaan, berhitung, berkomunikasi, dan masih banyak hal lainnya. 
Perkembangan teknologi dapat dilihat dari banyaknya perusahaan, koperasi, instansi-instansi 
bahkan badan pemerintah yang menggunakan teknologi informasi untuk kegiatan 
operasionalnya. Banyak sekali informasi yang diolah, disimpan, bahkan juga dikirimkan 
melalui teknologi komputer. Informasi disimpan dalam bentuk elektronik karena medium ini 
dinilai lebih praktis dan dapat melayani transfer data yang lebih cepat. Adanya internet pun 
telah menjadi pemicu berkembangnya aliran informasi dalam bentuk elektronik. Namun, 
terjadinya kemajuan teknologi elektronik ini mengakibatkan semakin rentannya keamanan 
informasi pada proses komunikasi. 
Proses komunikasi pada dasarnya melibatkan dua pihak, yaitu pengirim (sender) dan 
penerima (receiver), dimana informasi yang dikirim seharusnya hanya diketahui oleh dua 
pihak yang terlibat saja. Namun, yang menjadi masalah adalah jika ada campur tangan dari 
pihak ketiga yang memanipulasi informasi dan menyamar menjadi pengirim (sender). Hal ini 
akan sangat merugikan bagi pengirim dan penerima. Masalah ini dikenal dengan Man In the 
Middle Attack (MITM), yang kerap terjadi dalam pengiriman pesan atau pertukaran informasi 
melalui teknologi elektronik. Hal ini tentu akan menjadi masalah besar, karena itu dibutuhkan 
metode untuk mengetahui keaslian sebuah informasi.  
Kriptografi adalah suatu ilmu yang mempelajari bagaimana cara menjaga agar data 
atau pesan tetap aman saat dikirimkan, dari pengirim ke penerima tanpa mengalami gangguan 
dari pihak ketiga. Menurut Bruce Scheiner dalam bukunya "Applied Cryptography", 
kriptografi adalah ilmu pengetahuan dan seni menjaga message-message agar tetap aman [1]. 
Kriptografi merupakan ilmu yang digunakan untuk mengamankan pesan atau data 
dengan cara mengubahnya menjadi pesan atau data lain dengan algoritma sandi tertentu  
sehingga tidak sembarang orang bisa  mengetahui  pesan  atau  data  aslinya [2]. Suatu data 
asli tanpa disandikan disebut plaintext, sedangkan data yang telah tersandikan disebut ciphe-
rtext. Proses yang dilakukan untuk mengubah plaintext menjadi ciphertext disebut enkripsi 
(encryption). Sedangkan proses untuk mengubah ciphertext kembali ke plaintext disebut 
dekripsi (decryption) [3]. 
Block cipher merupakan algoritma yang digunakan pada saat ini. Block cipher adalah 
kriptografi simetrik yang mengenkripsi satu blok plaintext dengan jumlah bit tertentu dan 
menghasilkan blok ciphertext dengan jumlah bit yang sama [4]. Salah satu keunggulan dari 
algoritma ini adalah mudah untuk diimplementasikan ke dalam software. 
Untuk menangani masalah keamanan informasi tersebut, dikembangkan suatu metode 
kriptografi block cipher baru, yang diambil dari pola Apple’s Assistive Touch. Tujuannya agar 
metode yang baru ini diharapkan dapat menyembunyikan kerahasiaan data dengan lebih baik. 
Berdasarkan latar belakang tersebut, maka dapat dilakukan penelitian yang berjudul 
Perancangan Kriptografi Block Cipher dengan Pola Apple’s Assistive Touch. 
 
2. Tinjauan Pustaka  
  
Sebelumnya, penelitian terkait kriptografi dengan berbagai metode telah dilakukan. 
Salah satunya adalah penelitian yang berjudul “Analisis Dan Perancangan Keamanan Data 
Menggunakan Algoritma Kriptografi DES (Data Encyption Standard)” yang menyebutkan 
bahwa secara umum DES terbagi menjadi tiga kelompok, yaitu pemrosesan kunci, enkripsi 
data 64 bit, dan dekripsi data 64 bit. Penggunaan kunci merupakan sesuatu yang sangat 
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penting dalam proses enkripsi dan dekripsi, sehingga dibutuhkan suatu kerahasiaan dalam 
pemakaian kuncinya [3]. 
Pada penelitian sebelumnya yang berjudul “Perancangan Kriptografi Block Cipher 
Berbasis pada Teknik Tanam Padi dan Bajak Sawah”, menunjukkan bahwa algoritma tanam 
padi dan bajak sawah dapat membuktikan bahwa teknik tersebut dapat menghasilkan 
metodologi kriptografi simetris dan dapat memenuhi lima-tuple (Five-tuple). Rata-rata yang 
dihasilkan enkripsi dan dekripsi pada teknik tanam padi dengan AES-128. Hasilnya adalah 
teknik tanam padi sebesar 0,00682 ms sedangkan AES-128 sebesar 0,00821 ms maka dapat 
disimpulkan teknik tanam padi lebih cepat dengan AES1-128 [5]. 
Pada penelitian sebelumnya yang berjudul “Penerapan Prinsip Operasi Cipher Block 
Chaining (CBC) pada Algoritma Kriptografi Klasik” membahas tentang implementasi prinsip 
dasar operasi yang digunakan  pada algoritma kriptografi modern yaitu Cipher Block 
Chaining pada algoritma kriptografi klasik yaitu Cipher Abjad Majemuk dengan Substitusi 
Periodik.  Hal ini dilakukan untuk lebih memperkuat algoritma klasik tersebut dimana akan 
dapat menutupi ataupun memberikan lapisan terhadap pola penggunaan kunci  yang sama 
dalam melakukan substitusi periodik [4]. 
Dalam penelitian lainnya yang berjudul “Perancangan Kriptografi Block Cipher 
dengan Langkah Kuda” menyatakan bahwa perancangan kriptografi dengan teknik langkah 
kuda pada permainan catur memenuhi 5-tuple sehingga dapat dikatakan sebagai sebuah 
sistem kriptografi. Dalam proses enkripsi, rancangan kriptografi berbasis Langkah Kuda 
Catur lebih cepat 0.027418 ms dari AES. Untuk proses dekripsi waktu yang diperoleh 
0.013992 ms. Hasil perbandingan antara Langkah Kuda Catur (LKC) dengan AES-128 
membutuhkan waktu lebih cepat dalam proses enkripsi sebesar 0.140952 ms atau sekitar 
14.09% ms [6].  
Berdasarkan penelitian-penelitian terdahulu yang membahas kriptografi, maka 
dilakukanlah penelitian terkait dengan menggunakan kriptografi Block Cipher dengan pola 
Apple’s Assistive Touch. 
Ada berbagai jenis algoritma kriptografi seperti DES, RSA dan sebagainya yang 
berusaha untuk menciptakan suatu algoritma yang benar-benar dapat mengamankan data atau 
informasi yang ditransmisikan. Untuk itu para kriptografer semakin lama semakin berusaha 
menciptakan algoritma yang rumit untuk lebih menjamin keamanan informasi yang 
dienkripsikan. Namun sebenarnya semakin sederhana algoritma pengenkripsian yang dibuat 
akan semakin baik, karena dengan demikian proses komputasinya akan semakin sedikit 
sehingga akan memakan waktu lebih sedikit untuk mengeksekusinya [3].  
 
 
Gambar 1 Skema umum Enkripsi-Dekripsi 
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Misalkan blok plaintext (P) yang berukuran n bit  
 npppP ,, 21          (1) 
Blok ciphertext (C) maka blok C adalah 
 ncccC ,,, 21              (2)  
Kunci (K) maka kunci adalah 
 nkkkK ,, 21          (3) 
Sehingga proses Enkripsi adalah 
  CPEK            (4) 
Proses dekripsi adalah 
  PCDK            (5) 
Kriptografi harus melalui uji kriptosistem terlebih dahulu yang diuji dengan metode 
Stinson. Sebuah sistem kriptografi harus memenuhi lima-tupel (Five-tuple) (P, C, K, E , D) 
dengan kondisi [8]  :  
P adalah himpunan berhingga dari plaintext, 
C adalah himpunan berhingga dari ciphertext, 
K merupakan ruang kunci (keyspace), adalah himpunan berhingga dari kunci, 
Untuk setiap k  K, terdapat aturan enkripsi ek  E dan berkorespodensi dengan 
aturan dekripsi dk  D. Setiap ek : P  C dan dk : C  P  adalah fungsi sedemikian hingga 
dk (ek (x))= x untuk setiap plaintext x P. 
 
Sehingga Untuk setiap     , terdapat aturan enkripsi      dan berkorespondensi 
dengan aturan dekripsi     . Setiap        dan dk:     adalah fungsi sedemikian 
hingga               untuk setiap plainteks     .  
Untuk menguji nilai algoritma yang dirancang memiliki hasil ciphertext yang acak 
dari plaintext maka digunakan Persamaan 6, dimana variable X merupakan plaintext dan Y 
merupakan ciphertext. 
 
   
     –           
√      –              –       
       (6) 
Dimana : 
n    = Banyaknya pasangan data X dan Y 
Σx  = Total jumlah dari variabel X 
Σy  = Total jumlah dari variabel Y 
Σx2 = Kuadrat dari total jumlah variabel X 
Σy2 = Kuadrat dari total jumlah variabel Y 
Σxy = Hasil perkalian dari total jumlah variabel X dan variabel Y 
 
Untuk mengetahui nilai keacakan dari hasil enkripsi antara ciphertext dengan 
plaintext digunakan diferensiasi data yang dimana  perbandingan selisih antara dua titik 
dalam kalkulus. Metode ini sering disebut sebagai turunan atau kemiringan dari data. Jika 
diberikan kumpulan data ((x1,y1), (x2,y2), (x3,y3), …, (xn,yn)) dengan syarat bahwa xi<xi+1 
dimana i = 1…n. Data tersebut dapat divisualisasikan ke dalam koordinat Cartesius untuk 
setiap x sebagai variabel bebas dan y atau kadang ditulis sebagai f(x) sebagai variabel tak 
bebas. Untuk menentukan diferensiasi data pada dua titik maka persamaan yang dapat 















                                                                                        (7) 
Pengujian statistika menggunakan korelasi yang merupakan suatu teknik statistik 
yang dipergunakan untuk mengukur kekuatan hubungan dua variabel dan juga untuk 
mengetahui bentuk hubungan antara dua variabel tersebut dengan hasil yang sifatnya 
kuantitatif. Kekuatan hubungan antara dua variabel biasanya disebut dengan koefisien 
korelasi dan dilambangkan dengan symbol “r”. Nilai koefisien r akan selalu berada diantara -
1 sampai +1. Untuk memudahkan menetukan kuat lemahnya hubungan antara variabel yang 
diuji maka dapat digunakan Tabel 1 [7]. 
 
Tabel 1 Klasifikasi Koefisien Korelasi 
 
Interval Koefisien  Tingkat Hubungan 
0,00 – 0,199 Sangat Rendah 
0,20 – 0,399 Rendah 
0,40 – 0,599 Sedang 
0,60 – 0,799 Kuat 
0,80 – 1,000 Sangat Kuat 
            
 
3. Metode dan Perancangan 
 
Metode penelitian memuat uraian tentang bagaimana langkah-langkah yang dilakukan 
dalam  perancangan atau  metode yang digunakan dalam penelitian. Terdapat 5 tahapan 
dalam penelitian yang dapat dilihat pada Gambar 1.  
Pada perancangan algoritma kriptografi baru berbasis pada pola apple’s assistive 
touch dibutuhkan tahap-tahap dalam penelitian. Tahap-tahap yang dibutuhkan yaitu: (1) 
Analisis Masalah, (2) Pengumpulan Bahan, (3) Perancangan Kriptografi, (4) Uji Kriptografi, 











Penulisan Artikel Ilmiah 
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POLA 1 POLA 2 
Dapat dijelaskan sesuai dengan Gambar 2, pada Tahap Analisis Masalah dan 
Kebutuhan : dilakukan analisis masalah dan kebutuhan terhadap perancangan kriptografi 
berbasis pola apple’s assistive touch. Tahap Pengumpulan Bahan : Dalam tahapan ini 
dilakukan pencarian referensi terhadap data dari jurnal-jurnal terkait, buku, serta sumber 
lainnya yang berhubungan atau terkait dengan penelitian tersebut. Tahap Perancangan 
Kriptografi : merancang algoritma menggunakan pola apple’s assistive touch dan membuat 
perancangan enkripsi dan juga dekripsi yang diterapkan dalam block cipher dengan ukuran 
block 16×16, kemudian proses enkripsi dan dekripsi pada kunci dibuat sesuai dengan alur 
yang telah ditentukan pada kunci. Tahap Uji Kriptografi : pada tahap ini dilakukan pengujian 
terhadap kriptografi yang telah dibuat, dimulai dari memasukkan plaintext, kemudian 
mengubah teks ke dalam bit dan melakukan proses enkripsi dan dekripsi, pengujian 
dilakukan dengan analisis korelasi. Tahap Penulisan Artikel Ilmiah : Pada tahap terakhir ini 
dilakukan penulisan artikel tentang Perancangan Kriptografi Block Cipher dengan Pola 
Apple's Assistive Touch. Adapun batasan masalah dalam penelitian ini yaitu: 1) Proses 
enkripsi hanya dilakukan pada data teks saja; 2) Pola yang digunakan pada proses transposisi 
teks adalah Pola Apple's Assistive Touch; 3) Jumlah plaintext dan kunci dibatasi hanya 
menampung maksimal 16 karakter, serta proses putaran terdiri dari 5 putaran; 4) Panjang 
block 16x16 yaitu 256-bit.  
Pada penelitian ini, perancangan algoritma kriptografi Block Cipher berbasis Pola 
Apple's Assistive Touch, melewati 4 tahap (proses) untuk tiap 1 (satu) putaran enkripsi. 
Enkripsi akan dilakukan dalam 5 putaran. 
 
4. Hasil dan Pembahasan 
 
Bagian ini akan menjelaskan mengenai algoritma perancangan block cipher 256 bit 
berbasis pola apple’s assistive touch secara detail. Sebelum melakukan pengujian alur 
perancangan block cipher, berikut penjelasan alur enkripsi dan dekripsi yang akan dilakukan.  
Proses enkripsi dilakukan dengan mengubah plaintext (P) dan Kunci (K) menjadi 
bentuk biner sesuai tabel ASCII. Plaintext dan kunci yang telah berbentuk biner tersebut 
kemudian akan memasuki proses putaran yaitu di dalam blok dengan ukuran blok 16x16. Ada 
4 proses putaran pada plaintext dengan 4 pola yang berbeda, pola yang digunakan yaitu pola 
apple's assistive touch. 
  
6 
POLA 3 POLA 4 
POLA A POLA B 
  
 
Gambar 3 Pola Apple’s Assistive Touch 
Pada Gambar 3, dijelaskan bahwa ada 4 pola yang berbeda yang dilakukan dalam 1 
proses putaran. Apple’s assistive touch adalah tombol bantuan yang hanya dapat dipindah 
tempatkan di tepi touch screen saja. Saat tombol tersebut di tekan, tombol tersebut akan 
berpindah ke tengah dengan ukuran 4x lebih besar. Pola yg digunakan untuk proses putaran 




POLA C POLA D 
  
 
Gambar 4 Pola Kunci 
Pada Gambar 4 dijelaskan bahwa terdapat 4 pola berbeda yang digunakan pada 
putaran bit kunci. Pola yang digunakan merupakan pola apple’s assistive touch dengan 
pengacakan bit yang dibedakan dengan pola putaran pada bit plaintext. Plaintext (P1) dan 
kunci (K1) yang telah melalui setiap pola akan di-XOR kan sehingga akan menghasilkan 
ciphertext (C1), yang kemudian akan diproses untuk putaran pola berikutnya. Setiap putaran 
akan menghasilkan ciphertext (C4) yang juga berbentuk bit, yang kemudian akan diteruskan 
ke putaran selanjutnya. Akan dilakukan 5 proses putaran untuk mendapatkan ciphertext. 
Berdasarkan pola-pola yang sudah dirancang, dilakukan pengujian korelasi atau nilai 
keterikatan antara plaintext dan ciphertext. Pengujian proses enkripsi-dekripsi dilakukan 
menggunakan: 
PLAINTEXT : POLA APPLE ASSISTIVE TOUCH 2017 
KUNCI : RELLIANATA 672012802 FTI UKSW 
Pada penelitian kali ini akan lebih fokus pada penjelasan proses putaran ke-lima. 
Proses putaran 1, 2, dan 3 adalah sama. Sebelumnya plaintext dan kunci akan diubah ke 
dalam bentuk bit terlebih dahulu.  
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Gambar 5 Pola Pemasukan Bit Plaintext dan Kunci 
Pada Gambar 5, dijelaskan bahwa peletakan bit plaintext dan kunci dimasukkan 
berurutan dengan mengisi blok dari bagian kiri atas dengan 8 bit dari setiap karakter sesuai 











Gambar 6 Proses Transposisi Plaintext 1 
 Gambar 6 menunjukkan proses pemasukan plaintext ke dalam bit sesuai urutan input. 
Kemudian diproses kembali dengan pola 1. Warna kuning tua ditukar dengan kuning muda. 
Proses tersebut mengasilkan transposisi P1. 
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Gambar 7 Proses Transposisi Kunci 1 
 Gambar 7 merupakan proses transposisi kunci 1 dilakukan dengan pemasukan bit 
sesuai urutan input. Kemudian dilakukan proses transposisi yaitu menukar block abu tua 
dengan blok abu muda. Proses ini menghasilkan transposisi K1. Selanjutnya, transposisi P1 
akan di-XOR kan dengan transposisi K1. Kemudian akan menghasil kan C1. C1 akan 
digunakan untuk proses P2 berikutnya. 
        
Gambar 8 Proses Transposisi Plaintext 2 
 
 Gambar 8 merupakan proses pengambilan dan pemasukan bit plaintext pada proses 2. 
P2 merupakan hasil dari proses 1, yaitu pengambilan bit diambil dari C1, dapat dilihat bahwa 
transposisi dilakukan dengan memutar blok yang diberi warna searah jarum jam. Kuning ke 
biru, biru ke merah, merah ke hijau, hijau ke kuning. Proses ini menghasilkan transposisi P2. 
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Gambar 9 Proses Transposisi Kunci 2 
 
 Gambar 9 merupakan proses pengambilan dan pemasukan bit kunci pada proses 2, 
bahwa K2 merupakan pengambilan bit dari hasil transposisi K1, proses transposisi K2 adalah 
dengan menukar blok yang sewarna. Blok abu tua ditukar dengan blok abu tua, blok abu 
muda ditukar dengan blok abu muda. Proses ini menghasilkan transposisi K2. Kemudian 
akan di-XOR kan dengan transposisi P2 dan menghasilkan C2. 
         
Gambar 10 Proses Transposisi Plaintext 3 
 Gambar 10 merupakan proses pengambilan dan pemasukan bit plaintext pada proses 
3. P3 merupakan hasil dari proses 2, bit diambil dari blok C2. Transposisi dilakukan dengan 
memutar blok yang diberi warna searah jarum jam. Kuning ke biru, biru ke merah, merah ke 
hijau, hijau ke kuning. Proses ini menghasilkan transposisi P3. 
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Gambar 11 Proses Transposisi Kunci 3 
 Gambar 11 merupakan proses pengambilan dan pemasukan bit kunci pada proses 3. 
Proses 3 dimulai dari pengambilan bit proses sebelumnya. Proses ini mengikuti pola 
pemutaran searah dengan jarum jam. Hasil dari proses ini merupakan transposisi K3, yang 
akan di-XOR kan dengan transposisi P3 untuk menghasilkan C3. 
          
Gambar 12 Proses Transposisi Plaintext 4 
 Gambar 12 merupakan proses transposisi yang dilakukan dengan menukar posisi blok 
merah dengan blok merah tua. Transposisi plaintext 4 merupakan hasil akhir dari pemasukan 




        
Gambar 13 Proses Transposisi Kunci 4 
Gambar 13 merupakan proses pengambilan dan pemasukan bit kunci pada proses 4. 
Proses ini merupakan transposisi kunci terakhir dalam putaran 5. Proses transposisi dilakukan 
dengan menukar blok abu tua dengan blok abu muda. Proses ini menghasilkan transposisi 
K4. Setelah di-XOR kan menghasilkan C4. 
Proses dekripsi merupakan kebalikan dari proses enkripsi. Dekripsi dilakukan dengan 
memproses kunci sampai putaran kelima kemudian ciphertext dimasukkan dan di-XOR 
dengan K4 pada proses keempat.  
 
Gambar 14 Skema Proses Dekripsi 
Gambar 14 menjelaskan alur proses pengembalian ciphertext  ke plaintext. Pola yang 
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digunakan sebagai pola pengambilan bit pada proses enkripsi akan digunakan sebagai pola 
pemasukan pada proses dekripsi. Sebaliknya pola pemasukan yang digunakan pada proses 
enkripsi akan digunakan sebagai pola pengambilan proses dekripsi sehingga dapat dikatakan 
pola apple’s assistive touch digunakan sebagai pola pemasukan bit pada proses dekripsi. 
 
Tabel 2 Algoritma Proses Enkripsi dan Dekripsi. 
Tabel 4 merupakan algoritma proses enkripsi dan dekripsi. Proses enkripsi menghasilkan 
C4 sedangkan proses dekripsi menghasilkan P1.  
Algoritma proses Kunci (Key) dijelaskan sebagai berikut : 
1. Masukkan Kunci 
2. Kunci diubah ke ASCII 
3. ASCII diubah ke BINER 
4. Bit BINER dimasukkan ke kolom K1 menggunakan pola masuk Kunci 
5. Bit Kunci ditransposisikan dengan pola Kunci A 
6. Transposisi K1 = K2 
7. K2 ditransposisikan menggunakan pola Kunci B 
8. Transposisi K2 = K3 
9. K3 ditransposisikan menggunakan pola Kunci C 
10. Transposisi K3 = K4 
11. K4 ditransposisikan menggunakan pola Kunci D 
 
Pseudocode proses enkripsi dan dekripsi dijelaskan sebagai berikut : 
Proses Enkripsi 
{Program ini digunakan untuk melakukan proses enkripsi data} 
Algoritma Proses Enkripsi Algoritma Proses Dekripsi 
1. Masukkan plaintext 
2. Plaintext diubah ke ASCII 
3. ASCII diubah ke BINER 
4. Bit BINER dimasukkan ke kolom  P1 
menggunakan pola masuk Plaintext 
5. Bit P1 ditransposisikan dengan pola 
Apple’s Assistive Touch A 
6. P1 di-XOR dengan K1 menghasilkan C1 
7. C1 = P2 
8. Bit P2 ditransposisikan menggunakan  pola 
Apple’s Assistive Touch B 
9. P2 di-XOR dengan K2 menghasilkan C2 
10. C2 = P3 
11. Bit P3 ditransposisikan menggunakan  pola 
Apple’s Assistive Touch C 
12. P3 di-XOR dengan K3 menghasilkan C3 
13. C3 = P4 
14. Bit P4 ditransposisikan menggunakan  pola 
Apple’s Assistive Touch D 
15. P4 di-XOR dengan K4 menghasilkan C4 
16. C4 diubah ke BINER 
17. BINER diubah ke ASCII 
18. ASCII diubah ke HEXA 
19. ASCII diubah ke CHAR 
1. Masukkan C4 
2. C4 diubah ke ASCII 
3. ASCII diubah ke BINER 
4. Bit BINER dimasukkan ke kolom  P4 
menggunakan pola masuk Plaintext 
5. C4 di-XOR dengan K4 
6. Hasil XOR ditransposisikan terbalik dengan 
pola Apple’s Assistive Touch D 
menghasilkan P4 
7. P4 = C3 
8. C3 di-XOR dengan K3 
9. Hasil XOR ditransposisikan pola Apple’s 
Assistive Touch C menghasilkan P3 
10. P3 = C2 
11. C2 di-XOR dengan K2 
12. Hasil XOR ditransposisikan terbalik dengan 
pola Apple’s Assistive Touch B 
menghasilkan P2 
13. P2 = C1 
14. C1 di-XOR dengan K1 
15. Hasil pola Apple’s Assistive Touch A 
menghasilkan P1 
16. P1 diubah ke BINER 
17. BINER diubah ke ASCII 
18. ASCII diubah ke HEXA  
19. ASCII diubah ke CHAR 
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Kamus 
P,K,P1,P2,P3,P4,K1,K2,K3,K4, = integer 
C1,C2,C3,C4 = integer 
Start 
 C1 <- P1 ⨁ K1 
  Input P 
  Read P 
   P to ASCII 
   ASCII to BINER 
   Dari BINER = kolom matriks P1, masukkan BINER 
    P1 Transposisi mengunakan Pola Apple’s Assistive Touch A 
  Output P1 
 
  Input K 
  Read K 
   K to ASCII 
   ASCII to BINER 
   Dari BINER = kolom matriks K1, masukkan BINER  
    K1 Transposisi mengunakan Kunci A 
  Output K1 
 Print C1 
 C1 = P2 
 C2 <- P2 ⨁ K2 
  Dari C1 = kolom matriks P2, masukkan C1 
   P2 Transposisi menggunakan Pola Apple’s Assistive B 
  Output P2 
  Dari K1 = kolom matriks K2, masukkan K1 
   K2 Transposisi menggunakan pola Kunci B 
  Ouput K2 
 Print C2 
 C2 = P3 
 C3 <- P3 ⨁ K3 
  Dari C2 = kolom matriks P3, masukkan C2 
   P2 Transposisi menggunakan Pola Apple’s Assistive C 
 
  Output P3 
  Dari K2 = kolom matriks K3, masukkan K2 
   K3 Transposisi menggunakan pola Kunci C 
  Output K3 
 Print C3 
 C3 = P4 
  Dari C3 = kolom matriks P4, masukkan C3 
   P4 Transposisi menggunakan Pola Apple’s Assistive Touch D 
 
  Output P4 
  Dari K3 = kolom matriks K4, masukkan K3 
   K4 Transposisi menggunakan pola Kunci D 
  Ouput K4 








{Program ini digunakan untuk melakukan proses dekripsi data} 
Kamus 
P,C,K,P1,P2,P3,P4,K1,K2,K3,K4, = integer 
C1,C2,C3,C4 = integer 
Start 
 K2 <- Traposisi K1 
  Input K 
  Read K 
   K to ASCII 
   ASCII to BINER 
   Dari BINER = kolom matriks K1, masukkan BINER  
    K1 Transposisi menggunakan pola Kunci A 
 Output K2 
  K3 <- Traposisi K2 
  K2 Transposisi mengunakan pola Kunci B 
 Output K3 
  K4 <- Traposisi K3 
  K3 Transposisi mengunakan pola Kunci C 
 Output K4 
  K4 Transposisi menggunakan pola Kunci D 
 
 P4 <- Transposisi dari hasil C4 ⨁ K4 
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  Input C 
  Read C 
   C4 to ASCII 
   ASCII to BINER 
   Dari BINER = kolom matriks C4, masukkan BINER 
   C4 ⨁ K4 
 Transposisi terbalik menggunakan Pola Apple’s Assistive Touch D 
 Print P4 
 P3 <- Transposisi dari hasil C3 ⨁ K3 
  P3 ⨁ K3 
  Transposisi terbalik menggunakan Pola Apple’s Assistive Touch C 
 Print P3 
 P2 <- Transposisi dari hasil C2 ⨁ K2 
  C2 ⨁ K2 
  Transposisi terbalik menggunakan Pola Apple’s Assistive Touch B 
 Print P2 
 P2=C1 
 P1<- Transposisi dari hasil C1 ⨁ K1 
  P1 ⨁ K1 
  Transposisi terbalik menggunakan Pola Apple’s Assistive Touch A 
 Print P1 
 P1 to BINER 
 BINER to ASCII 
 ASCII to CHAR 
 Print P 
End 
 
Pengujian korelasi digunakan untuk mengukur seberapa acak perbandingan antara 
hasil enkripsi (ciphertext) dan plaintext. Nilai korelasi sendiri berkisar 1 sampai -1, dimana 
jika nilai kolerasi mendekati 1 maka plaintext dan ciphertext memiliki hubungan yang sangat 
kuat, tetapi jika mendekati 0 maka plaintext dan ciphertext memiliki hubungan yang tidak 
kuat. 









Pada Tabel 3 dapat dilihat bahwa setiap putaran memiliki nilai kolerasi yang lemah 
sehingga dapat disimpulkan bahwa algoritma kriptografi block cipher 256 bit berbasis pola 
apple’s assistive touch dapat menghasilkan nilai korelasi enkripsi-dekripsi acak yang dapat 
dibuat dalam bentuk grafik pada Gambar 15. 
 
Gambar 15 Grafik Perbandingan Plaintext dan Ciphertext 
 
Gambar 15 menunjukkan bahwa pada setiap putaran terdapat perbedaan yang 
16 
signifikan antara bilangan desimal plaintext dan bilangan desimal ciphertext. 
 
Pengujian Avalanche Effect dilakukan untuk mengetahui seberapa besar perubahan bit 
ketika karakter plaintext dirubah. Pengujian dilakukan dengan  plaintext dan kunci (key) yang 
berbeda dan kemudian akan diubah 1 (Satu) karakter pada plaintext sehingga menghasilkan 




Gambar 16 Grafik Avalanche Effect 
  
 Pada Gambar 16, plaintext yang digunakan pada grafik Avalanche Effect adalah 
POLA APPLE ASSISTIVE TOUCH 2017 yang diubah menjadi POLA CPPLE ASSISTIVE 
TOUCH 2017. Dapat disimpulkan sesuai dengan grafik avalanche effect diatas bahwa terjadi 





Berdasarkan penelitian yang dilakukan, dapat disimpulkan bahwa kriptografi block 
cipher 256 bit berbasis pola apple’s assistive touch dapat melakukan enkripsi dan memenuhi 
konsep 5-tuple stinson sehingga dapat dikatakan sebagai sistem kriptografi. Pengujian 
korelasi setiap putaran memiliki nilai kolerasi lemah sehingga dapat disimpulkan 
perancangan kriptografi block cipher 256 bit berbasis pola apple’s assistive touch dapat 
menghasilkan output enkripsi yang acak dengan nilai rata-rata perubahan bit sebesar 41,25%. 
Kriptografi block cipher 256 bit berbasis pola apple’s assistive touch dapat menghasilkan 
enkripsi yang acak sehingga dapat diterapkan untuk mengamankan data atau informasi 
berupa teks. 
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