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1. ΕΙΣΑΓΩΓΗ 
 
Αντικείμενο της πράξης «Ολοκλήρωση υπηρεσιών καταλόγου ενοποιημένης πρόσβασης 
(LDAP Server και μηχανισμός shibboleth) για πιστοποίηση των μελών της Ακαδημαϊκής και 
Ερευνητικής κοινότητας και πρόσβασή τους σε διϊδρυματικές εφαρμογές» είναι η ανάπτυξη 
ή αναβάθμιση Υπηρεσιών Καταλόγου και Υποδομής Ταυτοποίησης και Εξουσιοδότησης σε 
όλους τους Ακαδημαϊκούς και Ερευνητικούς Φορείς που είναι διασυνδεδεμένοι στο ΕΘΝΙΚΟ 
ΔΙΚΤΥΟ ΕΡΕΥΝΑΣ & ΤΕΧΝΟΛΟΓΙΑΣ (ΕΔΕΤ). Στόχος είναι η ένταξη στους καταλόγους των 
μελών του Ακαδημαϊκού και Διοικητικού Προσωπικού, ώστε να μπορούν να απολαμβάνουν 
τις υπηρεσίες που παρέχονται στην Ερευνητική και Ακαδημαϊκή Κοινότητα.  
Μέσω της υποδομής, οι χρήστες έχουν πρόσβαση σε υπηρεσίες με ασφάλεια και 
εμπιστευτικότητα των προσωπικών τους δεδομένων, χρησιμοποιώντας τον ιδρυματικό τους 
λογαριασμό. 
Το παρόν παραδοτέο εντάσσεται στο πλαίσιο αυτής της πράξης και περιλαμβάνει αρχικά, τις 
δράσεις εκπαίδευσης του Τεχνικού Προσωπικού που πραγματοποιήθηκαν και οι οποίες ήταν 
απαραίτητες για την επιτυχή διασύνδεση των Ακαδημαϊκών και Ερευνητικών Φορέων στην 
Ομοσπονδία καθώς και την μετέπειτα ορθή λειτουργία της υπηρεσίας του καταλόγου από 
τους χρήστες τους.  Οι δράσεις αυτές αφορούσαν την ενημέρωση των τεχνικών υπευθύνων 
των Φορέων σχετικά με τα πλεονεκτήματα χρήσης του καταλόγου ενοποιημένης πρόσβασης, 
καθώς και σχετικά με τις τεχνολογίες ασφαλής υλοποίησης και χρήσης του από τα μέλη 
τους.  
Επιπλέον, στο παρόν παραδοτέο θα παρουσιαστούν και οι δράσεις εκπαίδευσης που 
πραγματοποιήθηκαν στο Τεχνικό Προσωπικό του κάθε Φορέα και αφορούσαν τη διαδικασία 
της εγκατάστασης και της μετέπειτα ορθής διαχείρισης του αναπτυχθέντος πληροφοριακού 
συστήματος των καταλόγων ενοποιημένης πρόσβασης και πιστοποίησης. 
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2. ΔΡΑΣΕΙΣ ΕΚΠΑΙΔΕΥΣΗΣ ΣΧΕΤΙΚΑ ΜΕ ΤΙΣ ΤΕΧΝΟΛΟΓΙΕΣ ΥΛΟΠΟΙΗΣΗΣ ΚΑΙ 
ΑΣΦΑΛΗΣ ΧΡΗΣΗΣ ΤΟΥ ΚΑΤΑΛΟΓΟΥ ΕΝΟΠΟΙΗΜΕΝΗΣ ΠΡΟΣΒΑΣΗΣ ΚΑΙ ΤΑ 
ΠΛΕΟΝΕΚΤΗΜΑΤΑ ΧΡΗΣΗΣ ΤΟΥ  
 
Οι δράσεις υποστήριξης των φορέων υπηρεσιών (SP) για την ένταξή τους στις υπηρεσίες 
ενοποιημένης ταυτοποίησης περιλάμβαναν δράσεις ενημέρωσης και παροχής τεχνικής 
βοήθειας, αρχικά, για την επιτυχή διασύνδεσή των Φορέων στις υπηρεσίες ενοποιημένης 
ταυτοποίησης, καθώς και την εξασφάλιση της ομαλής λειτουργίας τους στη συνέχεια. 
 
2.1 ΕΝΗΜΕΡΩΣΗ ΣΧΕΤΙΚΑ ΜΕ ΤΑ ΠΛΕΟΝΕΚΤΗΜΑΤΑ ΧΡΗΣΗΣ ΤΟΥ ΚΑΤΑΛΟΓΟΥ 
ΕΝΟΠΟΙΗΜΕΝΗΣ ΠΡΟΣΒΑΣΗΣ ΓΙΑ ΕΝΔΟΪΔΡΥΜΑΤΙΚΕΣ ΚΑΙ ΔΙΪΔΡΥΜΑΤΙΚΕΣ 
ΕΦΑΡΜΟΓΕΣ 
 
Κατά τη διάρκεια του έργου, πραγματοποιήθηκαν δράσεις ενημέρωσης των τεχνικών 
υπεύθυνων των Φορέων σχετικά με τα πλεονεκτήματα που θα έχει για τους χρήστες τους, η 
χρήση του καταλόγου ενοποιημένης πρόσβασης. 
Ειδικότερα, παρουσιάστηκαν με παραδείγματα, τα συγκριτικά πλεονεκτήματα αυτής της 
μεθόδου, σε σχέση με την διαδικασία που ακολουθούνταν μέχρι εκείνη τη στιγμή από τον 
κάθε Φορέα, ενώ, οι τεχνικοί υπεύθυνοι των Φορέων ενημερώθηκαν, επίσης, και για τις 
υπηρεσίες στις οποίες θα μπορούν να έχουν πρόσβαση οι χρήστες τους μέσω του καταλόγου 
ενοποιημένης πρόσβασης. 
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Επίσης, κατά τη διάρκεια των δράσεων αυτών, παρουσιάστηκε στους υπεύθυνους των 
Φορέων η Υποδομή Ταυτοποίησης και Εξουσιοδότησης, η οποία επιτρέπει σε διαφορετικούς 
οργανισμούς να συνεργάζονται στην εκχώρηση δικαιωμάτων πρόσβασης για εφαρμογές που 
έχουν διιδρυματικό χαρακτήρα. Μέσω της υποδομής, οι χρήστες του Φορέα μπορούν να 
λάβουν υπηρεσίες με ασφάλεια και εμπιστευτικότητα των προσωπικών τους δεδομένων 
χρησιμοποιώντας απλά τον ιδρυματικό τους λογαριασμό. 
Επιπλέον, έγινε παρουσίαση της Ομοσπονδίας του ΕΔΕΤ, στην οποία συμμετέχουν μέλη της 
Ακαδημαϊκής, Ερευνητικής και Εκπαιδευτικής κοινότητας της Ελλάδας καθώς και Φορείς 
που ενδιαφέρονται να παρέχουν υπηρεσίες σε αυτή.  
Τέλος, παρουσιάστηκαν λεπτομερώς τα πολλαπλά οφέλη που απολαμβάνουν οι χρήστες 
των Φορέων που είναι ενταγμένοι στον κατάλογο ενοποιημένης πρόσβασης, όπως: 
 είσοδο σε όλες τις συνδεδεμένες με την Ομοσπονδία υπηρεσίες 
 είσοδο στις συνδεδεμένες με την Ομοσπονδία υπηρεσίες με τη χρήση του υπάρχοντος 
ιδρυματικού λογαριασμού του χρήστη, χωρίς να απαιτείται ξεχωριστή εγγραφή 
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 τα στοιχεία που αφορούν την ταυτότητα, ιδιότητα και προέλευση του κάθε χρήστη δεν 
είναι απαραίτητο να αποστέλλονται στον κάθε πάροχο υπηρεσίας, παρέχοντας 
δυνατότητα “ανώνυμης” πιστοποιημένης πρόσβασης. 
 
2.2 ΕΝΗΜΕΡΩΣΗ ΣΧΕΤΙΚΑ ΜΕ ΤΙΣ ΤΕΧΝΟΛΟΓΙΕΣ ΚΕΝΤΡΙΚΗΣ ΠΙΣΤΟΠΟΙΗΣΗΣ 
(CAS) ΠΟΥ ΧΡΗΣΙΜΟΠΟΙΟΥΝΤΑΙ ΓΙΑ ΤΗΝ ΑΣΦΑΛΗ ΕΙΣΟΔΟ ΤΩΝ ΧΡΗΣΤΩΝ 
ΣΤΙΣ ΥΠΗΡΕΣΙΕΣ 
 
Επιπρόσθετα με τις δράσεις ενημέρωσης που αναφέρθηκαν στην προηγούμενη ενότητα και 
αφορούσαν τα πλεονεκτήματα χρήσης του καταλόγου ενοποιημένης πρόσβασης για την 
πρόσβαση σε ενδοϊδρυματικές και διϊδρυματικές εφαρμογές, εξειδικευμένες ενημερώσεις 
πραγματοποιήθηκαν στους τεχνικούς υπεύθυνους των Φορέων και όσον αφορά τις 
τεχνολογίες που χρησιμοποιούνται για την υλοποίηση και την ασφαλή χρήση των υπηρεσιών 
του καταλόγου από τους χρήστες τους. 
Ειδικότερα, οι τεχνικοί υπεύθυνοι των Φορέων ενημερώθηκαν σχετικά με την τεχνολογία 
κεντρικής ταυτοποίησης (CAS) και τα πλεονεκτήματα που αυτή προσφέρει, τόσο όσον 
αφορά την ασφάλεια εισόδου των χρηστών, όσο και την ελαχιστοποίηση των πόρων που 
χρησιμοποιούνται για την ταυτοποίησή τους. 
Στο παράρτημα 2 που ακολουθεί στο τέλος του παρόντος εγγράφου, παρατίθενται οι 
διαφάνειες που χρησιμοποιήθηκαν στα πλαίσια αυτών των δράσεων ενημέρωσης των 
τεχνικών υπευθύνων των Φορέων. 
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3. ΔΡΑΣΕΙΣ ΕΚΠΑΙΔΕΥΣΗΣ ΣΧΕΤΙΚΑ ΜΕ ΤΗΝ ΕΓΚΑΤΑΣΤΑΣΗ ΚΑΙ ΔΙΑΧΕΙΡΙΣΗ ΤΟΥ 
ΑΝΑΠΤΥΧΘΕΝΤΟΣ ΠΛΗΡΟΦΟΡΙΑΚΟΥ ΣΥΣΤΗΜΑΤΟΣ ΤΩΝ ΚΑΤΑΛΟΓΩΝ 
 
Οι δράσεις εκπαίδευσης των τεχνικών υπευθύνων που πραγματοποιήθηκαν, δεν αφορούσαν 
μόνο την ενημέρωση τους γύρω από τη χρήση και τους τρόπους υλοποίησης του καταλόγου 
ενοποιημένης πρόσβασης. Αφορούσαν, επίσης, και την εκπαίδευση των τεχνικών υπεύθυνων 
σχετικά με τον τρόπο εγκατάστασης του πληροφοριακού συστήματος των καταλόγων στο 
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3.1 ΕΓΚΑΤΑΣΤΑΣΗ ΚΑΙ ΟΡΘΗ ΧΡΗΣΗ ΤΟΥ ΠΛΗΡΟΦΟΡΙΑΚΟΥ ΣΥΣΤΗΜΑΤΟΣ ΤΩΝ 
ΚΑΤΑΛΟΓΩΝ 
 
Τελικός στόχος των υπηρεσιών καταλόγου είναι η δημιουργία ενός συνολικού object για 
κάθε ενδιαφερόμενο χρήστη. Αυτό το object δεν βρίσκεται αποκλειστικά σε μια υποδομή, 
αλλά διανέμεται σε επιμέρους καταλόγους, οι οποίοι έχουν διακριτούς ρόλους. Επομένως, η 
εγκατάσταση του πληροφοριακού συστήματος των Καταλόγων περιλάμβανε την 
εγκατάσταση άλλων επιμέρους καταλόγων. Αυτοί είναι οι εξής: 
 Virtual Directory. Είναι ένας κατάλογος, τα περιεχόμενα του οποίου, ωστόσο, προκύπτουν 
δυναμικά από τα στοιχεία που διατηρούν πρωτογενή πληροφοριακά συστήματα για τον 
χρήστη και εστιάζουν κυρίως σε στοιχεία όπως το όνομα, η ιδιότητα, η οργανωτική μονάδα 
στην οποία ανήκει ο χρήστης κ.α. Τέτοια πληροφοριακά συστήματα μπορεί να είναι για 
παράδειγμα το πληροφοριακό σύστημα προσωπικού του φορέα. Μεταξύ άλλων το Virtual 
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Directory ενοποιεί και τους δύο καταλόγους που αναφέρονται στη συνέχεια, κάτω από ένα 
κοινό ανά φορέα DIT suffix (π.χ. dc=teixal,dc=gr) 
 
 Translucent Directory. Είναι ένας κατάλογος, ο οποίος είναι επικουρικός στη 
προτεινόμενη αρχιτεκτονική. Εξυπηρετεί την αποθήκευση προσωπικών και δευτερευόντων 
στοιχείων ενός χρήστη, εφόσον αυτά δεν ακυρώνουν τα στοιχεία που προέρχονται από 
πρωτογενή και εξουσιοδοτημένα πληροφοριακά συστήματα. Τέτοια στοιχεία μπορεί να 
προκύπτουν από επέκταση του ldap object με πεδία που χρειάζονται για ειδικές υπηρεσίες / 
εφαρμογές που λειτουργούν στον φορέα.  
 
 Authentication Directory. Είναι ένας κατάλογος, του οποίου αποκλειστική αποστολή είναι 
η ταυτοποίηση και αυθεντικοποίηση χρηστών. Αυτός περιλαμβάνει μόνο στοιχεία που είναι 
απαραίτητα για την ταυτοποίηση του χρήστη, την αυθεντικοποίηση του, και την εφαρμογή 
του Password Policy.  
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Για την ορθή χρήση και διαχείριση του πληροφοριακού συστήματος, απαιτείται, επίσης, 
η εγκατάσταση των υποστηρικτικών εφαρμογών ενεργοποίησης λογαριασμού χρήστη 





3.2 ΥΠΗΡΕΣΙΑΣ ΕΝΕΡΓΟΠΟΙΗΣΗΣ ΛΟΓΑΡΙΑΣΜΟΥ ΧΡΗΣΤΗ UREGISTER  
 
Η υπηρεσία ενεργοποίησης λογαριασμού χρήστη απαιτεί τη διασύνδεση με μια υποδομή 
βάσης δεδομένων, η οποία θα παρέχει τα βασικά στοιχεία των χρηστών. Τα στοιχεία αυτά 
χρησιμοποιούνται ως μέσο επιβεβαίωσης ταυτότητας και μετέπειτα χρησιμοποιούνται για 
την εγγραφή του χρήστη. Απαραίτητη φυσικά είναι και η διασύνδεση με την υπηρεσία 
καταλόγου, που αποτελεί τον αποδέκτη των ενεργειών της εφαρμογής. 
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Ουσιαστικά, η εφαρμογή Uregister δημιουργεί και διαχειρίζεται τα objects που βρίσκονται 
στον Authentication Directory. Συγκεκριμένα η εγγραφή ενός χρήστη στο URegister 
καταλήγει στη δημιουργία ενός “κεφαλικού” ldap object που περιλαμβάνει κατάλληλους 
δείκτες, ώστε το Virtual Directory να μπορεί στη συνέχεια να συνθέσει κάτω από αυτό όλες 






3.3 ΥΠΗΡΕΣΙΑ ΔΙΑΧΕΙΡΙΣΗΣ ΚΩΔΙΚΩΝ ΠΡΟΣΒΑΣΗΣ MYPASSWORD 
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Η εφαρμογή αυτή χρησιμοποιείται για τη διαχείριση και ανάκτηση των κωδικών 
πρόσβασης και πολιτικών για χρήστες σε υπηρεσίες καταλόγου. Η υπηρεσία 
απευθύνεται στο σύνολο των εγγεγραμμένων χρηστών, στην υπηρεσία καταλόγου του 
ιδρύματος, τόσο στους καθηγητές , όσο και στο προσωπικό του ιδρύματος.  
Κύριος στόχος της υπηρεσίας θεωρείται αφενός η αυτοματοποίηση της διαδικασίας 
ανάκτησης κωδικού για τους παραπάνω χρήστες, χρησιμοποιώντας εναλλακτικά 
κανάλια επικοινωνίας, αφετέρου η εύκολη δημιουργία και εφαρμογή πολιτικών για τους 
κωδικούς που επιλέγονται. Το σύστημα, μέσω της αυτοματοποίησης των παραπάνω 
διαδικασιών έχει σαν στόχο την αποφόρτιση των αιτημάτων προς το ανθρώπινο 
δυναμικό, αλλά και την επιτάχυνση της εξυπηρέτησης κάθε ανάγκης χρηστών, τέτοιας 
κατηγορίας.  
Η παροχή της υπηρεσίας γίνεται αυτόματα σε όλους τους χρήστες που είναι 
εγγεγραμμένοι σε ένα ίδρυμα χωρίς την ανάγκη κάποιας ενεργοποίησης εκ μέρους τους 
αλλά απαιτεί την ύπαρξη δευτερευόντων στοιχείων επικοινωνίας. Αυτά τα στοιχεία 
εισάγονται μαζικά στο σύστημα καταλόγου ή σε δεύτερο χρόνο από τους ίδιους τους 
χρήστες. 
Η εφαρμογή έχει σαν στόχο δυο μεγάλες κατηγορίες λειτουργιών. Τις λειτουργίες που 
προορίζονται προς τους χρήστες και τις λειτουργίες προς τους διαχειριστές.  
Στην πρώτη περίπτωση, στους χρήστες δίνεται η δυνατότητα για τις παρακάτω 
διαδικασίες : 
● Ανάκτηση κωδικού με χρήση email. 
● Ανάκτηση κωδικού με χρήση sms. 
● Εισαγωγή δευτερευόντων στοιχείων επικοινωνίας 
● Αλλαγή κωδικού. 
  
Στους διαχειριστές το πλήθος των λειτουργιών είναι πιο εκτεταμένο. Συγκεκριμένα οι 
λειτουργίες που ορίστηκαν σαν αναγκαίες είναι. 
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● Απεικόνιση λίστας χαρακτηριστικών χρηστών 
● Αναφορά προβλημάτων 
● Προβολή διαχειριστών 
● Επιβολή πολιτικής σε χρήστες 
● Αναζήτηση χρηστών και προχωρημένη αναζήτηση με βάση φίλτρα ldap 
● Προβολή πολιτικών κωδικών και δημιουργία νέων 
● Προβολή πληροφοριών χρήστη και αλλαγή κωδικού 
 
Με την εγκατάσταση της εφαρμογής, οι διαχειριστές του Ιδρύματος μπορούν να 
παρέχουν πλέον τις ακόλουθες υπηρεσίες. 
 
3.3.1 Ανάκτηση κωδικού 
Η λειτουργία ανάκτησης κωδικού αποτελεί την βασικότερη παροχή στους χρήστες της 
υπηρεσίας. Οι χρήστες έχοντας ήδη εγγραφεί στην υπηρεσία καταλόγου, παρακινούνται 
να συμπληρώσουν δευτερεύοντα στοιχεία επικοινωνίας. Τα απαραίτητα στοιχεία στην 
παρούσα φάση είναι είτε μια δευτερεύουσα διεύθυνση email, είτε αριθμός κινητού 
τηλεφώνου. Και στις δυο περιπτώσεις τα στοιχεία αυτά χρησιμοποιούνται ώστε να 
αποσταλεί στον χρήστη μια μοναδική διεύθυνση εισόδου στην υπηρεσία, όπου εκεί 
δίνεται η δυνατότητα δημιουργίας νέου κωδικού. Σημειώνεται πως και στις δυο 
περιπτώσεις η αίτηση ξεκινά από τον χρήστη, μέσω της κατάλληλης φόρμας, και το 
δευτερεύον μέσο επικοινωνίας χρησιμοποιείται για την διασφάλιση της ταυτότητας του 
χρήστη. Δεν υπάρχει καμιά ουσιαστική διαφοροποίηση στη χρήση email, είτε sms, και 
ουσιαστικά η επιλογή του επαφίεται στην ευχέρεια του χρήστη της υπηρεσίας.  
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Σημειώνεται πως ανάλογα με τις επιλογές του διαχειριστή, δίνεται η δυνατότητα 
ενεργοποίησης ελέγχου captcha για τις αιτήσεις των χρηστών, ενώ η προσθήκη του 
ελέγχου για επιπλέον στοιχεία του χρήστη είναι μέσα στις υλοποιημένες δυνατότητες 
της εφαρμογής. 
 
3.3.2 Εισαγωγή δευτερευόντων στοιχείων επικοινωνίας 
Για την χρήση της λειτουργίας ανάκτησης/δημιουργίας κωδικού αναφέρθηκε πως είναι 
απαραίτητη η ύπαρξη στοιχείων επικοινωνίας για τα άτομα. Αυτά τα στοιχεία κατά ένα 
ποσοστό εισάγονται κατά την εγγραφή του χρήστη στις υπηρεσίες καταλόγου, και 
εφόσον υπάρχει η έγκριση του ιδίου. Σε περιπτώσεις που τα στοιχεία αυτά δεν είναι 
διαθέσιμα, είτε έχουν μεταβληθεί, οι χρήστες οφείλουν να τα ενημερώσουν. Αυτό γίνεται 
με την είσοδο στην υπηρεσία και την επιλογή “καταχώρηση στοιχείων”. Εκεί γίνεται η 
εισαγωγή των απαραίτητων στοιχείων που θα χρησιμοποιηθούν σε άλλες λειτουργίες. 
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3.3.3 Αλλαγή κωδικού 
Στην αλλαγή κωδικού, δίνεται στον χρήστη η δυνατότητα να αλλάξει τον κωδικό που 
έχει εισαχθεί από αυτόν στο σύστημα. Οι ουσιαστικές διαφοροποιήσεις περιλαμβάνουν 
τους ελέγχους σχετικά με τις πολιτικές κωδικών, αλλά και με τον τρόπο που μπορεί το 
σύστημα να ζητήσει την αλλαγή του κωδικού του χρήστη, όταν δεν πληροί πλέον 
κάποιες από τις προϋποθέσεις των πολιτικών. Κατά τα άλλα ακολουθείται η πάγια 
τακτική αλλαγής κωδικών.  
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3.3.4 Απεικόνιση λίστας χαρακτηριστικών χρηστών. 
Ο χρήστης με δικαιώματα διαχειριστή έχει την δυνατότητα της εποπτικής απεικόνισης 
των χαρακτηριστικών του συνόλου των δεδομένων της υπηρεσίας καταλόγου. 
Ουσιαστικά αυτό αποτελεί μια εικόνα της κατάστασης του συστήματος, στην οποία 
αναλύονται τα κυριότερα στοιχεία που έχουν σημασία για τους διαχειριστές. Αυτά 
αποτελούνται από μια συνολική εικόνα των χρηστών και μια εικόνα σχετικά με τα 
δευτερεύοντα στοιχεία επικοινωνίας τους. Επιπλέον δίνονται πληροφορίες σχετικά με το 
πλήθος και τις κατηγορίες των διαχειριστών. Σε όλες αυτές τις περιπτώσεις διατίθενται 
λεπτομέρειες, σχετικά με τις επιπλέον πληροφορίες των χρηστών και τα 
χαρακτηριστικά τους που έχουν σημασία για την εύρυθμη λειτουργία του συστήματος. 
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3.3.5 Αναφορά προβλημάτων 
Στην συνολική εικόνα της κατάστασης του συστήματος, δίνεται στους διαχειριστές και 
μια λίστα πιθανών προβλημάτων που μπορούν να προκύψουν στο σύστημα. Αυτά τα 
προβλήματα συνήθως αναφέρονται σε χρήστες που δεν έχουν τα κατάλληλα στοιχεία, 
τους κατάλληλους κωδικούς, είτε ακόμα τις απαραίτητες , από το σύστημα, κλάσεις. Σε 
αυτές τις περιπτώσεις δίνεται δυνατότητα επιδιόρθωσης αυτών των θεμάτων. 
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3.3.6 Δημιουργία και επιβολή πολιτικής σε χρήστες 
Σε κάθε διαχειριστή δίνεται η δυνατότητα για τη δημιουργία πολλαπλών πολιτικών 
ασφαλείας για τους κωδικούς που χρησιμοποιούν οι χρήστες. Αυτές οι πολιτικές 
περιλαμβάνουν επιλογές σχετικά με τη διάρκεια και την πολυπλοκότητα των κωδικών, 
επιλογές σχετικά με τις αποτυχημένες προσπάθειες εισόδου στο σύστημα καθώς και για 
τα δικαιώματα των χρηστών πάνω στους κωδικούς τους. 
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3.3.7 Αναζήτηση χρηστών και προχωρημένη αναζήτηση με βάση φίλτρα 
LDAP 
Κάθε διαχειριστής έχει την δυνατότητα για αναζήτηση χρηστών. Αυτή η αναζήτηση 
μπορεί να διεκπεραιωθεί πέρα από την απλή χρήση ονομάτων και με την χρήση ldap 
φίλτρων, δίνοντας έτσι μια απευθείας αντιστοίχιση της εφαρμογής με την υποδομή που 
βασίζεται. Το αποτέλεσμα της αναζήτησης μπορεί να χρησιμοποιηθεί άμεσα για μια 
σειρά ενεργειών. 





   




3.3.8 Προβολή πληροφοριών χρήστη και αλλαγή κωδικού 
Κάθε εμφάνιση ονομάτων χρηστών στο σύστημα, είτε αποτελεί αποτέλεσμα 
αναζήτησης, είτε αναφέρεται στην λίστα χρηστών, έχει τη βοηθητική λειτουργία της 
εμφάνισης πληροφοριών. Οι διαχειριστές πέρα από την προβολή πληροφοριών έχουν 
την δυνατότητα ενεργειών πάνω στον λογαριασμό του χρήστη, αλλά και να ορίσουν 
υποχρεωτικές ενέργειες από πλευράς του χρήστη στην επόμενη είσοδό του. 
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4. ΠΑΡΑΡΤΗΜΑ 1 – ΠΑΡΟΥΣΙΟΛΟΓΙΑ ΔΡΑΣΕΩΝ ΕΚΠΑΙΔΕΥΣΗΣ  
 
Στις δράσεις εκπαίδευσης που πραγματοποιήθηκαν χρησιμοποιήθηκε ένα πλήθος 









Ακολούθως, παρουσιάζονται με συνοπτικό τρόπο πληροφορίες σχετικά με τις 
εκπαιδεύσεις που πραγματοποιήθηκαν, όπως για παράδειγμα το πότε διενεργήθηκαν, 







Τεχνολογίες κεντρικής πιστοποίησης χρηστών για 
την ασφαλή είσοδό τους σε διιδρυματικές εφαρμογές 
Τοποθεσία 
εκπαίδευσης 




 Παναγιώτης Βουτσκίδης 
 Σάκης Κοτσαμανίδης 
 Χριστίνα Αυγερινού 
 Ανδρέας Σορτ 
 Ζαχαρένια Γαροφαλάκη 
 Νικόλαος Κασαπίδης 
 Ιωάννης Θωίδης 
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 Ιωάννης Αλεξιάδης 







Τεχνολογίες κεντρικής πιστοποίησης χρηστών για 
την ασφαλή είσοδό τους σε διιδρυματικές εφαρμογές 
Τοποθεσία 
εκπαίδευσης 




 Παναγιώτης Ιλαρίδης 
 Αλέξανδρος Χαλκιόπουλος 
 Βαγγέλης Γογγολίδης 
 Αναστάσιος Φιλέλης 
 Γεώργιος Χρυσολοράς 







Τεχνολογίες κεντρικής πιστοποίησης χρηστών για 
την ασφαλή είσοδό τους σε διιδρυματικές εφαρμογές 
Τοποθεσία 
εκπαίδευσης 




 Βασίλης Λούπας 
 Παναγιώτης Αρφάνης 
 Κυριάκος Ζερβουδάκης 
 
Ημερομηνία 12/2/2015 





   




Τεχνολογίες κεντρικής πιστοποίησης χρηστών για 
την ασφαλή είσοδό τους σε διιδρυματικές 
εφαρμογές 




 Στέφανος Καρασαββίδης 
 Ηλίας Τσιότσιας 
 Κώστας Πλαχούρας 
 Δημήτρης Βασιλειάδης 
 Εμμανουήλ Δερμιτζάκης 
 Χρήστος Πρασσάς 
 Μαρία Σταυρουλάκη 
 Κυριάκος Πούτος 







Τεχνολογίες κεντρικής πιστοποίησης χρηστών για 
την ασφαλή είσοδό τους σε διιδρυματικές εφαρμογές 
Τοποθεσία 
εκπαίδευσης 




 Ελένη Στάθη 







Παρουσίαση αρχιτεκτονικής σχήματος Καταλόγου 
και υποστηρικτικών υπηρεσιών του 





   








 Ιωάννης Κακαβάς 
 Ζήνωνας Μούσμουλας 









Θέματα IDM Security 
Τοποθεσία 
εκπαίδευσης 




 Ηλίας Σιδέρης 
 Μανώλης Ψυλλάκης 
 Γεώργιος Αλεξανδρής 
 




Θέματα IDM Security 




 Ιωάννης Φραγκιαδάκης 
 Μανώλης Ψυλλάκης 
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 Ηλίας Σιδέρης 
 Άκης Χουρδάκης 
 Νίκος Παναγιωτάκης 
 Νίκος Ορφανουδάκης 
 Αλέξανδρος Τσακουντάκης 
 Νίκος Καπελώνης 
 Μιχάλης Καλογήρου 
 




Θέματα IDM Security 
Θέματα Διαχείρισης Καταλόγων 
HandsOn και Demos (στα live) 




 Ταξιάρχης Τσαπάρας 
 Κυριάκος Πούτος 
 Μαρία Σταυρουλάκη 
 Νίκος Αβραντινής 
 Άρης Σάκο 
 Χρήστος Μανουσόπουλος 
 




Θέματα IDM Security 
Θέματα Διαχείρισης Καταλόγων 
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HandsOn και Demos (στα live) 




 Ανδρέας Σορτ 
 Εύη Αγγελή  
 Διονύσιος Χριστόπουλος  
 
 
Ημερομηνία εκπαίδευσης 7/7/2015 
Περιεχόμενο εκπαίδευσης 
Θέματα Διαχείρισης Καταλόγων 
HandsOn και Demos (στα live) 




 Θεόδωρος Ντούσκας 
 Γεώργιος Αλεξανδρής 
 Μιχάλης Καλογήρου 
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5. ΠΑΡΑΡΤΗΜΑ 2 – ΠΑΡΟΥΣΙΑΣΗ ΣΧΕΤΙΚΑ ΜΕ ΤΙΣ ΤΕΧΝΟΛΟΓΙΕΣ ΥΛΟΠΟΙΗΣΗΣ 
ΚΑΙ ΑΣΦΑΛΗΣ ΧΡΗΣΗΣ ΤΟΥ ΚΑΤΑΛΟΓΟΥ ΕΝΟΠΟΙΗΜΕΝΗΣ ΠΡΟΣΒΑΣΗΣ ΚΑΙ ΤΑ 
ΠΛΕΟΝΕΚΤΗΜΑΤΑ ΧΡΗΣΗΣ ΤΟΥ  
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