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BAB III 
METODOLOGI PENELITIAN 
3.1 Desain Penelitian 
Desain penelitian adalah tahapan atau gambaran yang akan 
dilakukan dalam penelitian untuk mempermudah penelitian. 
Desain penelitian “Implementasi Steganografi Pada Mp3 Untuk 
Penyisipan Pesan (Text) Menggunakan Algoritma RC6 dan 
Spread Spectrum” dibuat untuk memberikan gambaran serta 
kemudahan dalam melakukan penelitian yang digambarkan 
seperti gambar 3.1. 
Berikut ini persiapan yang dilakukan sebelum penulis 
mulai melakukan penelitian : 
1. Menentukan kebutuhan data yang digunakan, seperti 
file MP3 sebagai media penampung pesan rahasia 
(cover-object), pesan (.txt), Algoritma RC6, metode 
Spread Spectrum dan analisis aplikasi. 
2. Mengumpulkan data yang dibutuhkan, data yang 
sudah ditentukan diatas kemudian dikumpulkan untuk 
diproses. Data dapat diperoleh melalui studi literatur. 
3. Mempersiapkan alat dan bahan penelitian. Alat disini 
adalah perangkat keras (hardware) dan perangkat 
lunak (software) yang akan digunakan untuk 
melakukan proses penyisipan pesan dan ekstraksi 
pesan, sedangkan datanya berupa data-data yang telah 
dikumpulkan, untuk diproses ke dalam program. 
4. Melakukan proses testing terhadap aplikasi yang telah 
dibuat, testing ini dilakukan kepada pengguna untuk 
proses penggunaan aplikasi. 
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Gambaran umum mengenai desain penelitian yang penulis 
lakukan dapat dilihat pada gambar 3.1 
Tahapan-tahapan penelitian ini dapat di lihat pada gambar 
di bawah ini : 
 
 
 
 
 
 Penelitian : 
  
 
 
 
 
 
 
Gambar 3.1 Desain Penelitian 
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Gambar 3.2 Proses Penyisipan Pesan 
 
 
 
 
 
 
 
Gambar 3.3 Proses Ekstraksi Pesan 
Tahapan penelitian yang akan dilakukan meliputi langkah - 
langkah berikut : 
1. Identifikasi masalah merupakan tahapan awal dalam 
penelitian yang dapat membantu penentuan tujuan 
penelitian dilakukan, masalah ditemukan dengan 
mengikuti isu-isu dan perkembangan teknologi saat ini, 
serta mempelajari penelitian yang sudah dilakukan dan 
dipublikasikan melaui jurnal ilmiah. Dan masalah 
Penyisipan 
Pesan 
Enkripsi Spreading Modulasi 
Bangkitkan 
LCG 
Pembangkitan 
kembali LCG 
Demodulasi Despreading Dekripsi 
MP3 
Stego-
object 
Proses Ekstraksi Pesan jika diuraikan  : 
Proses Penyisipan Pesan jika diuraikan: 
Key 
Pesan 
Key 
MP3 
Pesan 
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yang ditemukan pada identifikasi masalah adalah 
bagaimana melakukan enkripsi-dekripsi pesan 
menggunakan algoritma RC6 dan bagaimana 
melakukan penyisipan pesan dan ekstraksi 
menggunakan metode spread spectrum sehingga dapat 
memenuhi kriteria steganografi yang baik 
(imperceptible, recovery, dan fidelity). 
2. Studi literatur merupakan tahapan mempelajari 
metode-metode yang akan digunakan pada penelitian, 
yaitu mempelajari proses enkripsi-dekripsi 
menggunakan algoritma kriptografi RC6, mempelajari 
metode steganografi spread spectrum yang didapat 
melalui buku literatur atau jurnal ilmiah. 
3. Membangun aplikasi yang dapat melakukan hal-hal 
berikut : 
a) Pesan dan media penampung pesan 
digunakan sebagai input sistem. 
b) Melakukan proses penyisipan pesan 
kedalam media. 
c) Proses penyisipan pesan menghasilkan 
stego-object.  
d) Melakukan proses ekstraksi pesan dari 
stego-object. 
4. Tahap selanjutnya melakukan proses penyisipan pesan 
dan ekstraksi pesan. Aplikasi steganografi pada audio 
digital ini menggunakan algoritma enkripsi RC6 dan 
metode Spread spectrum dimana memiliki cara kerja 
yang dimulai dari pengambilan berkas audio (cover-
object) yang akan digunakan sebagai media penyisipan 
pesan, kemudian dilakukan enkripsi menggunakan 
algoritma RC6, dilakukan spreading, pembangkitan 
bilangan semu acak menggunakan algoritma LCG, key 
digunakan sebagai pembangkit pseudonoise yang 
setelah itu dilakukan modulasi, setelah itu dilakukan 
penyisipan pesan ke dalam audio sehingga 
menghasilkan audio yang telah disisipi pesan (stego-
object), setelah itu, dilakukan proses ekstraksi pesan 
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dari stego-object sehingga menghasilkan pesan rahasia 
yang ingin disampaikan. 
5. Pengembangan perangkat lunak yang 
mengimplementasikan hasil penelitian dengan metode 
waterfall, yang terdiri dari Analysis, Desain, Coding, 
Testing, dan Maintenance. 
3.2 Metode Penelitian 
Metode Penelitian adalah tahapan dalam melakukan 
penelitian, untuk mendapatkan data seakurat mungkin, adapun 
metode yang dilakukan sebagai berikut : 
3.2.1 Metode Pengumpulan Data 
Dalam penelitian kali ini, data dan informasi yang 
tersedia dapat menunjang proses penelitian. Pada proses ini 
dilakukan studi literatur dengan mempelajari ilmu 
kriptografi, steganografi, struktur algoritma RC6, struktur 
metode Spread Spectrum melalui jurnal, textbook, tutorial 
serta dokumentasi lainnya yang didapat melalui observasi di 
perpustakaan dan World Wide Web. 
3.2.2 Metode Pengembangan Perangkat lunak 
Dalam  proses  pengembangan  perangkat  lunak,  
digunakan  pendekatan  berorietasi objek dengan  model 
proses  yang digunakan adalah  model  sekuensial 
linier/waterfall, model sekuensial linier untuk software 
engineering, sering disebut dengan siklus kehidupan klasik 
atau dengan model air terjun. Model  ini  menyarankan 
sebuah  pendekatan  dengan  pengembangan software yang 
sistematik dan sekuensial yang mulai pada tingkatan dan 
kemajuan  sistem pada semua analisis, desain, kode, 
pengujian dan suatu pemeliharaan.  
Pembangunan  perangkat  lunak  dalam  penilitian  
ini  menggunakan  model waterfall  (Sommerville,  2011).  
Dalam  model  waterfall  Sommerville  terdapat 
kemungkinan untuk kembali ke tahap sebelumnya apabila 
6 
 
Inda Sandityas, 2019 
IMPLEMENTASI STEGANOGRAFI PADA MP3 UNTUK PENYISIPAN PESAN 
(TEXT) MENGGUNAKAN ALGORITMA RC6 DAN SPREAD SPECTRUM 
Universitas Pendidikan Indonesia | repository.upi.edu | 
perpustakaan.upi.edu 
 
terjadi kesalahan atau perbaikan, dimana alur prosesnya 
seperti pada gambar dibawah ini. 
 
 
 
 
 
 
 
 
Gambar 3.4 Model Waterfall (Sommerville, 2011). 
Berikut beberapa tahapan dari metode waterfall 
sommerville :  
1. Requirement  Definition,  Tahap  awal  adanya  
analisis  untuk menentukan kebutuhan, batasan, dan tujuan 
(goal) dari perangkat lunak sesuai  yang  diinginkan.  Hal  
itu didefinisikan  secara rinci dan terbentuk sebagai 
spesifikasi sistem. Pada tahap ini dilakukan penentuan 
algoritma apa yang digunakan pada proses 
membangkitkan kode otentikasi.  
2. Software  Design  merupakan  proses  perancangan  
yang  melibatkan identifikasi dan menggambarkan dasar 
sistem serta hubungan satu sama lain.  Pada  tahap  ini  
dibuat  desain  dari  implementasi  algoritma  yang akan 
dikembangkan yaitu proses otentikasi pengguna baru.  
3. Implementation and Unit Testing, Pada tahap ini, 
software design yang telah  dilakukan  sebelumnya  akan 
diimplementasikan  dalam bentuk unit program. Setelah 
unit program dibuat, kemudian dilakukan testing  pada  
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unit  program  tersebut  untuk  memastikan  implementasi 
berjalan dengan baik.  
4. Integration  and  Testing,  Setelah  semua  unit  
program  berhasil diimplementasikan  dan  lolos  testing  
maka  dilanjutkan  dengan mengintegrasikan  setiap  unit  
untuk  membentuk  aplikasi  yang diinginkan.  Aplikasi  
yang  sudah  dibentuk  kemudian  di  tes  kembali untuk 
memastikan unit program dapat berjalan satu sama lain 
dalam aplikasi dan aplikasi yang dibuat sudah memenuhi 
kebutuhan.  
5. Operation  and  Maintenance,  Tahap  ini  merupakan  
tahap  dimana aplikasi sudah dipasang kemudian 
melakukan perbaikan ketika terdapat kesalahan  atau  
error  yang  tidak  ditemukan  sebelumnya  saat 
pembangunan  aplikasi  berlangsung.  Perbaikan  juga  
dilakukan  jika terdapat kebutuhan baru yang perlu ada 
pada aplikasi. 
3.3 Alat dan Bahan  
Pada  penelitian  ini,  mengunakan  alat  berupa  perangkat  
keras  dan perangkat lunak, sedangkan bahan penelitian adalah 
data-data yang mendukung proses penelitian, “Implementasi 
Steganografi Pada Audio Mp3 Untuk Penyisipan Pesan (Text) 
Menggunakan Algoritma RC6 dan Spread Spectrum” adalah 
sebagai berikut : 
3.3.1 Alat Penelitian 
Adalah perangkat  yang dapat digunakan untuk 
membuat aplikasi atau program, diantaranya:  
a) Perangkat keras  
Kebutuhan perangkat keras yang digunakan 
adalah laptop ASUS A455L dengan spesifikasi 
komputer sebagai berikut : 
Processor   : intel CORE i5, 2,7 GHz. 
RAM   : 4GB. 
Hardisk  : 1TB. 
b) Perangkat Lunak 
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Penelitian yang dilakukan dibangun diatas Sistem 
Operasi Windows 8 64 bit, dan kebutuhan 
perangkat lunak lainnya adalah :  
1) MATLAB R2016b. 
2) Microsoft Office Word 2010. 
3.3.2 Bahan Penelitian  
Bahan penelitian yang digunakan  adalah jurnal 
penelitian yang telah dilakukan, dokumentasi, tutorial yang 
didapat melalui buku dari perpustakaan dan World Wide Web 
tentang “Implementasi Steganografi Pada Audio Mp3 Untuk 
Penyisipan Pesan (Text) Menggunakan Algoritma RC6 dan 
metode Spread Spectrum”. 
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