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Namen diplomskega dela je predstaviti problem pranja denarja v Sloveniji v bančnem 
sektorju, zakonodajo, postopke in institucije, mednarodne organizacije in sodelovanje 
vseh deležnikov v postopkih preprečevanja pranja denarja. Zakonodaja je zavezujoča za 
vse v zakonu navedene zavezance, v diplomskem delu pa je obravnavano samo področje 
bančništva, saj naj bi se preko bančnih plačilnih sistemov izvršil znaten delež pranja 
denarja. V diplomskem delu je z izrazom »pranje denarja« mišljeno področje pranja 
denarja in financiranje terorizma. Cilj diplomskega dela je predstaviti osnovne pojme, 
potek razvoja zakonodaje in institucij ter postopke bank, da bi preprečile zlorabo 
bančnega sistema za namene izvajanja pranja denarja. Cilj diplomskega dela je preveriti 
in ugotoviti, ali je sistem, to so pravne podlage, institucije in zavezanci za izpolnjevanje 
zakona in ureditev konkretnih postopkov v banki, ustrezen. Z analizo sem predstavila, da 
so banke v Sloveniji v skladu z zakonom in drugimi podzakonskimi akti v celoti vzorno 
uredile to področje. Natančneje je v delu opisano področje bančništva, to so postopki, ki 
jih izvajajo banke pri analizi tveganja, razvrstitvi strank in produktov banke in določitvi 
ocene njihovega tveganja. Glede na predstavljene podatke o številu prijav sumljivih 
transakcij vseh zavezancev za leto 2013 predstavlja delež bank več kot 90 % vseh prijav. 
To pomeni, da so banke ključne za preprečevanje tega pojava. 
V nadaljevanju so opisane pristojnosti Banke Slovenije in Urada za preprečevanje pranja 
denarja ter problemsko stanje področja pranja denarja. Ugotovili smo, da zloraba 
bančnega sistema za namene pranja denarja pomeni izgubo ugleda posamezne banke in 
celotnega finančnega sektorja države. Zakonodajo so banke implementirale v svoja 
navodila in se izvaja. Glede na podatke bančni sektor prispeva znatni delež prijav, ki pa 
zaradi dolgotrajnih in počasnih postopkov sodišča le dočakajo pravnomočno sodno 
odločbo. 
 
Ugotavljamo, da je največji prispevek v izvajanju zakonodaje tudi preventiven. Z 
učinkovitim izvajanjem zakonskih določil, delovanjem vseh pristojnih institucij in organov 
se preprečuje širša družbena škoda v negativnih učinkih, ki bi jih lahko utrpelo 
gospodarstvo z nelojalno konkurenco. Plasiranje umazanega denarja je oteženo, s tem pa 
tudi financiranje nelegalnih dejavnosti in delovanje kriminalnih združb. 
 
Ključne besede: pranje denarja, pregled komitentov banke, analiza tveganja produktov, 







PREVENTION OF MONEY-LAUNDERING IN BANKING SPHERE 
 
The purpose of the thesis is to present the problem of money-laundering in Slovenia in 
the banking sector, legislation, procedures, institutions, international organizations, and 
cooperation of all stakeholders in the process of AML. Legislation is mandatory to all listed 
in the law. In the thesis, only the banking sphere is discussed, since through the bank 
payment system a significant proportion of money-laundering is exercised. In this thesis, 
the expression "money-laundering" means the field of money-laundering and terrorist 
financing. The objective of this thesis is to present the basic concepts, the course of the 
evolution of the legislation and institutions and processes of the banks in order to prevent 
abuse of the banking system for the purpose of implementation of money-laundering. The 
objective of the thesis is to check and to determine whether the system, that is the legal 
bases, institutions, and taxable persons for compliance with the law and regulations of 
specific procedures in the bank, are adequate. Based on the analysis, I presented that 
banks in Slovenia exemplary regulated this field in accordance with the law and other 
executive acts. More specifically, the thesis describes the area of banking, namely the 
procedures carried out by banks in risk analysis, classification of customers and the 
products of bank, and defining their risks assessment. In regard to the presented data on 
the number of reported suspicious transactions of all taxable persons for 2013, the share 
of banks represents more than 90% of all reports. That means that banks are a key to 
prevention of this phenomenon. 
 
Further, jurisdictions of the Bank of Slovenia and the Office for Money Laundering 
Prevention are presented, and the problem situation of money-laundering is described. 
Observations suggest that misuse of the banking system for the purpose of money-
laundering means a loss of reputation of an individual bank and the entire financial sector 
of the country. Banks implemented legislation in their instructions and it is executed. In 
regard to the data, banking sector contributes a significant proportion of reports. 
However, due to the lengthy and slow court procedures they only await the final 
judgment. 
 
I note that the largest contribution to the implementation of the legislation is also a 
preventive. With the effective implementation of legal provisions, operation of all 
competent institutions and authorities, in the wider society damage is prevented, namely 
in negative effects on economy with unfair competition. Deployment of dirty money 
becomes difficult, and thus funding of illegal activities and operation of criminal 
organizations. 
 
Key words: money-laundering, inspection of bank clients, product risk analysis, 
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SEZNAM UPORABLJENIH KRATIC 
KRATICA OBRAZLOŽITEV 
AJPES Agencija za javnopravne evidence 
BIC BANK INTERNATIONAL CODE 
CDD Customer due dilligence 
CJA Criminal Justice Act 
EU Evropska unija 
FATF Financial Action Task Force 
FBE Federation Bancaire de l Union Europeenne 
FIU Financial Intelligence Processing Unit 
FT financiranje terorizma 
IOR Opere di Religione 
KYC know your customer 
načelo poznati svojo stranko 
NOT nacionalna ocena tveganosti 
OFF-SHORE davčna oaza  
OZN Organizacija združenih narodov 
PD pranje denarja 
PEP politično izpostavljena oseba 
SB Svetovna banka 
SWIFT Society for Worldwide Interbank Fnancial Telecommunication 
ZBAN Zakon o bančništvu 
ZBS Združenje bank Slovenije 
ZDA Združene države Amerike 
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ZOUPAMO Zakon o omejevalnih ukrepih 
ZPlaSS Zakon o plačilnih storitvah in sistemih 
ZPPDFT Zakon o preprečevanju pranja denarja in financiranju terorizma 
ZTP Zakon o tajnih podatkih 





1 UVOD  
Predmet raziskovanja naloge je pranje denarja na področju bančništva. Tema je zanimiva 
z več vidikov, z gospodarskega, finančnega, pravnega, sociološkega in drugih vidikov 
raziskovanja. Pojav pranja denarja je že zelo star, čeprav se je terminologija pojavila šele 
v času po drugi svetovni vojni. Tudi pojav terorizma povezujemo s pranjem denarja šele v 
obdobju po drugi svetovni vojni. Pranje denarja in financiranje terorizma sta v slovenski in 
mednarodni zakonodaji opredeljena kot kaznivi dejanji. Šele zadnjih dvajset let je ta pojav 
obravnavan kot organizirana oblika gospodarskega kriminala. Po ocenah naj bi bil znesek 
opranega denarja med 3 in 5 % svetovnega družbenega proizvoda, kar ima širše 
negativne posledice na družbo in gospodarstvo. V bančnem sektorju naj bi se oprala 
polovica tega denarja. Po terorističnem napadu leta 2001 so se ne samo v ZDA, temveč 
tudi v drugih delih sveta začeli zavedati, da se velik del teroristične dejavnosti financira iz 
zaslužkov kriminalnih dejavnosti in pranja denarja. Vsa prizadevanja imajo en skupni cilj. 
To je preprečiti, zaznati in pravočasno opozoriti na sumljive transakcije, ki bi lahko bile 
pranje denarja. Mednarodna skupnost in različne mednarodne organizacije so se odločile 
za dopolnitve in spremembe standardov na področju boja proti pranju denarja in 
financiranju terorizma. Razvoj novih tehnologij, elektronskega bančništva, bančnih 
produktov in možnost novih načinov vlaganja kapitala omogočajo vedno nove možnosti za 
plasiranje sredstev in s tem za zlorabo bančnih in finančnih sistemov za pranje denarja. 
Terorizem ima še veliko globlje družbene posledice, ki države slabijo ne samo ekonomsko, 
temveč tudi gospodarsko in politično, saj financira teroristične sisteme. V zvezi s 
terorizmom v Sloveniji nimamo resnih izkušenj, kar pa ne pomeni, da bo tako tudi v 
prihodnje. Pojavljajo se vedno nove kriminalne dejavnosti, kot so financiranje jedrskega 
orožja, financiranje rasističnih režimov, kraja in zloraba identitete, spletne goljufije, 
zloraba položaja, nedovoljeno sprejemanje daril, poslovne goljufije, davčne utaje, trgovina 
z ljudmi in človeškimi organi ter druge oblike, ki želijo denar iz nezakonite, nelegalne ali 
kriminalne dejavnosti pretvoriti v premoženje, lastniške deleže, denar in negotovinska 
sredstva ter tako prikriti nelegalni izvor denarja (Šeme Hočevar, 2007). Prav tako k temu 
prispevata razvoj mednarodne trgovine in odprtost državnih meja. To pomeni, da je vse 
našteto postalo problem ne samo posamezne države, temveč tudi v mednarodnem smislu. 
 
Namen diplomskega dela je preveriti in potrditi, da so postopki in metode bank ustrezni za 
zaznavanje in ugotavljanje pojava PPDFT. Prikazano je pranja denarja kot postopek, kjer 
se prikrije pravi izvor umazanega denarja z vnosom denarja v gospodarski, finančni ali 
drug sektor z namenom pridobitve lažnega legalnega izvora denarja. Ker so banke za 
pralce denarja najbolj dostopne finančne institucije, ki s svojo ponudbo omogočajo veliko 
finančnih storitev, so cilj plasiranja umazanega denarja. Problem omejevanja procesa 
pranja denarja je predvsem hitrost delovanja plačilnih sistemov in nezadostna 
zakonodaja, kar velja predvsem za neevropske države. Izplačila ali prenakazila iz in v 





Pojasnila bom pojem pranja denarja, opisala zgodovino razvoja in razloge tega pojava. 
Opisala bom tehnike in najpogosteje uporabljene tipologije pranja denarja. Raziskala bom 
pretekle in veljavne zakonske podlage, mednarodne standarde in zakonodajo. Bančni 
sistem bo analiziran in prikazan kot učinkovit, stabilen in glede na prikazane statistične 
podatke ključen za izvajanje preprečevanja PPDFT. Na podlagi primerjave izbranih držav 
in ureditve področja v slovenskih bankah bom podala ugotovitev, da v Sloveniji na tem 
področju ne zaostajamo za drugimi državami.  
 
Pranje denarja je tematika, ki je bila v preteklosti že velikokrat tema diplomskih del in 
drugih raziskovanj. Lahko zatrdim, da so že ob objavi teh raziskav ugotovitve vsaj delno 
zastarele zaradi dosopnosti in razvoja novih tehnologij za prenose denarnih sredstev, in 
sicer zaradi vedno novih pojavnih oblik in metod ter širokega kroga udeležencev v tem 
procesu. To pomeni, da lahko sicer ocenimo razvoj pojava v prihodnje, ne moremo pa ga 
napovedati ali predvideti v vseh pojavnih oblikah. 
 
Po napadu, ki je bil izvršen 11. septembra 2001 v ZDA, se je svet začel zavedati groženj 
terorizma. Po tem napadu beležimo vse več terorističnih dejanj, ki jih izvajajo posamezniki 
ali skupine. Za financiranje terorizma ne velajo vse zakonitosti in značilnosti, ki veljajo za 
pranje denarja. V financiranje terorizma so pogosto vključena tudi legitimno pridobljena 
sredstva. Cilj posameznikov, ki izvajajo teroristične napade, ni pridobitev premoženjske 
koristi, temveč rušitev vlad in slabitev držav. 
 
Na podlagi primerjave zakonodaje EU in ureditve področja PPDFT v izbranih državah bom 
potrdila ustreznost delovanja evropskih in slovenskih institucij in ustreznost ureditve tega 
področja v Sloveniji. Prav tako bom z opisom prilagoditve zakonskih določil potrdila, da se 
domača zakonodaja ustrezno prilagaja zahtevam EU in novim pojavnim oblikam pranja 
denarja in financiranja terorizma. Metoda raziskovanja je pregled in primerjava 
zakonodaje, to je direktiv in uredb Evropske unije in slovenske zakonodaje ter pregled 
ureditve v dveh evropskih državah. Opisane so pristojnosti Evropske unije in institucij, ki 
imajo pristojnosti na tem področju, ter njihov vpliv na države članice. Analizirani so 
statistični podatki Urada Republike Slovenije za preprečevanje pranja denarja (v 
nadaljevanju: Urad), ki so natančen kazalnik razvoja in stanja pojava pranja denarja in 
urejenosti vseh zavezancev za izvajanje zakonodaje na tem področju.  
 
V prvem delu je opisan problem pojava pranja denarja, opisani so proces in tipologije 
pranja denarja ter podan kratek povzetek zgodovine in razlogov za ta pojav. Sledi opis 
pranja denarja v Sloveniji, pregled zakonodaje in slovenskih ter evropskih institucij, ki 
urejajo področje pranje denarja. Sledi kratek opis določb Kazenskega zakonika, ki urejajo 
področje pranja denarja, opis določb Zakona o omejevalnih ukrepih ter opis Zakona o 
preprečevanju pranja denarja in njegovi dve dopolnitvi. Natančno so opisani postopki 
bank pri sklenitvi posameznih poslovnih razmerij z vsemi vrstami komitentov. Opisan je 
postopek izdelave analize tveganja komitentov in bančnih produktov ter način določitve 
profila stranke. Opisani so postopki in ukrepi bank pri pregledu stranke in postopek 
ugotavljanja dejanskega stanja. Sledi opis obveznosti sporočanja gotovinskih, sumljivih 
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transakcij in transakcij glede na prejemnike nakazil po posebnem seznamu določenih 
držav, kjer obstaja večja verjetnost pojava pranja denarja. Naštete in opisane so 
evidence, ki jih morajo voditi banke, ter način in roki njihove hrambe. Opisana je vloga 
Banke Slovenije in Urada ter njune pristojnosti. Analizirani in komentirani so statistični 
podatki za obdobje od leta 2009 do 2013 in poročilo MONEYVALA o nacionalni oceni 
tveganosti za PPDFT. V zadnjem delu pa je prikazana primerjava ureditve v dveh 





2 ZGODOVINA PRANJA DENARJA IN VZROKI  
Pranje denarja je v skladu z Zakonom o preprečevanju pranja denarja in financiranju 
terorizma (v nadaljevanju: ZPPDFT) opredeljeno kot katerokoli ravnanje, s katerim se 
prikriva izvor denarja ali premoženja, ki je bilo pridobljeno s kaznivim dejanjem. Proces 
zamenjave denarja, prenos denarja ali premoženja, skrivanje ali prikrivanje prave narave 
denarja ali premoženja, lastništva ali pravic, ki izvirajo iz kaznivih dejanj, se obravnavajo 
kot pranje denarja. »Za razumevanje pranja denarja, ki se danes izvaja, analiziramo 
pranje denarja kot storitev, ki ima svoje lastnosti, izvajalce, trg, kjer se cena določa glede 
na povpraševanje in ponudbo ter glede na verjetnost, da bodo izvajalci odkriti in 
kaznovani, umazan denar pa odvzet.« (Plantan, 1999, str. 33). »Namen mnogih kaznivih 
dejanj je pridobivanje protipravne premoženjske koristi za posameznika ali skupino, ki je 
pri tem na različne načine sodelovala. Po ocenah strokovnih krogov, ki se borijo proti 
pranju denarja, je to tretji največji posel na svetu. Pranje denarja je prikrivanje njegovega 
umazanega izvora.« (Šeme H., 2007, str. 13). Poznamo veliko definicij pranja denarja, 
vsem pa je skupen cilj, da se prikrije pravi, nelegalni izvor denarja in se ga poizkuša 
prikazati kot legalno pridobljenega. Cilj pralcev denarja je nalaganje denarja na bančne 
račune in s tem pridobitev lažnega izvora denarja za nakup nepremičnin, za financiranje 
gospodarskih dejavnosti, vrednostnih papirjev in dobrin. Pranje denarja je aktivnost, s 
katero denar na videz spremeni svoj izvor. 
 
2.1 OPIS ZGODOVINE RAZVOJA 
Že v preteklosti so ljudje uporabljali vrsto mehanizmov pranja denarja, da bi prikrili pravi 
izvor denarja, ki je bil pridobljen na nezakonit način, razlog pa je bil tudi skrivanje pred 
državo in s tem obdavčitvijo ali pred razlastitvijo. V obdobju srednjega veka se je zelo 
okrepila vloga cerkve, bančništvo pa še ni bilo razvito. Cerkev je obresti razglasila za 
»greh« in razvili so se načini, da so prikrili obstoj oderuških obresti. Eden izmed načinov 
je bil umetno dvigovanje menjalniškega tečaja. Obresti so bile predstavljene kot poseben 
strošek za tveganje in prikazane kot garancija pri zapoznelih plačilih. Ustanovljene so bile 
navidezne družbe, katerih naloga je bila posojanje kapitala, obresti pa so bile prikazane 
kot dobiček posojenega kapitala.  
 
Velike vsote denarja je bilo treba oprati tudi iz zaslužkov prepovedi proizvodnje in prodaje 
alkohola v ZDA. Knjigovodja Ala Caponeja Mayer Lansky je bil pionir »offshore« 
bančništva. Offshore podjetje je posebna oblika pravne osebe, registrirana v eni od 
davčnih oaz, ki z ustrezno zakonodajo uporabniku omogoča privilegiran davčni položaj. 
Offshore status pridobi tuja oseba ob pogoju, da se vse pridobitniške dejavnosti opravljajo 
izključno zunaj območja davčne oaze. Odkril je prednosti švicarskih bank, kjer je že l. 
1932 nalagal umazani denar guvernerja države Lousiane. Za uslugo pa mu je guverner 
izdal dovoljenje za odprtje igralnic v New Orleansu. Denar, pridobljen s kaznivimi dejanji, 
je bil pretvorjen v posojilo, za katero je lahko uveljavil celo davčno olajšavo. Zakonodaja 
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na tem področju še ni bila razvita in take transakcije niso veljale za kriminalno dejanje. 
Zaradi pomanjkanja zakonodaje je bilo to obdobje razvoja finančnega kriminala. 
 
Raj za to je bila Anglija, ki je z diskretnostjo in popustljivostjo bančnega sistema 
privabljala finančne kriminalce. S tega obdobja je znana afera banke The Bank of Credit 
and Commerce International. Banko sta l. 1972 ustanovila pakistanski bankir Agha Hasan 
in šejk Združenih arabskih emiratov. Kasneje je bilo ugotovljeno, da je bila glede na 
dejavnost in aktivnosti banke le-ta ustanovljena z namenom financiranja vojne v 
Afganistanu. Banka je bila povezovalna banka, da denar iz ZDA ni bil direktno nakazan za 
nakup orožja. Banka je v nekaj manj kot dvajsetih letih odprla 430 podružnic, večino v 
državah, ki so imele slabo zakonodajo na področju pranja denarja. Ko so Afganistan 
zapustili angleški in ameriški vojaki, je tudi banka prenehala z delovanjem. Še danes ni 
pojasnjeno, kam je izginil kapital, ki ga je banka imela ob prenehanju poslovanja. 
 
Pranje denarja je razkrito tudi v cerkvenih institucijah. Veliko dejstev, podkrepljenih s 
kopijami dokumentov o finančnih in političnih škandalih cerkve, je razkril Gianluigi Nuzzi, 
avtor knjige Vatikan, d. d., iz katere je povzet opis, kako je katoliška cerkev omogočila 
pranje denarja. Vatikanska banka, ki jo je vodil Paul Marcinkus, ki je bil nastavljen s 
soglasjem papeža Pavla VI., je iz skladov Instituto per le Opere di Religione (IOR) oprala 
zaenkrat še nejasen, toda velik znesek denarja. Italijanski organi pregona so sicer sprožili 
preiskavo proti predsedniku uprave banke Ettoreju Gottiju Tedeschiju, ker naj bi kršil 
zakonodajo, ki se nanaša na boj proti pranju denarja. Kršena je bila zakonodaja, ki od 
bank zahteva razkritje podatkov o finančnih transakcijah. V Italiji se k cerkvenim oblastem 
pristopa kar se da obzirno, zgolj v upanju, da bodo kaj razkrile. Prav tako smo priče, da o 
teh pojavih v javnih občilih preprosto ni informacij Po nekaterih izračunih stane Katoliška 
cerkev Italijane vsako leto kar 9 milijard evrov. Statut in dogovori z italijansko vlado 
vatikanski banki dopuščajo, da deluje kot banka offshore, ki je prosta kakršnega koli 
nadzora. Takšna ureditev je omogočila finančne škandale. Predsednik uprave banke je 
odstopil s položaja prvega vatikanskega bankirja. Pred tem pa mu je nadzorni svet banke 
soglasno izglasoval nezaupnico. Vatikan je glede teh dogodkov v svojem skopem sporočilu 
za javnost zapisal, da je bil Tedeschi prisiljen odstopiti, ker ni izpolnjeval svojih dolžnosti. 
Ob tem je Sveti sedež izrazil upanje, da bodo našli novega predsednika, ki bo znova 
vzpostavil odnose med banko in finančno skupnostjo, ki bodo temeljili na obojestranskem 
spoštovanju in spoštovanju mednarodnih bančnih standardov.  
 
Poznanih in odmevnih je veliko primerov pranja denarja, morda je eden najodmevnejših 
primerov afera Watergate. Pri pregledu zgodovine pranja denarja ugotovimo, da je namen 
ostal vedno enak, spreminjale pa so se pojavne oblike načina. Zelo pozno, šele l. 1986, pa 
je to dejanje prvič opredeljeno kot kaznivo dejanje samo po sebi. 
2.2 PROCES PRANJA 
»Pri pranju denarja je pomembno, da se zavedamo, da gre največkrat za zelo kompleksen 
proces. Pralci denarja se poslužujejo številnih tehnik in načinov za dosego njihovega cilja. 
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Splošno je sprejeta razčlenitev procesa pranja denarja na tri faze (Deisinger, 1995, str. 
64): 
1. Plasman (angl.: placement stage): denar se iz ilegalne operacije spreminja v 
negotovinske finančne dobrine in nepremičnine ter vstopa v finančni sistem, ker se 
sredstva lahko operejo samo skozenj. Nezakonita sredstva se plasirajo na različne 
načine, kot so prenos gotovine čez državno mejo, elektronsko nakazilo v tujino, 
menjava v druge valute ipd. 
2. Prikrivanje (angl.: layering stage): preko številnih finančnih transakcij, s 
posredovanjem legalnih ali fiktivnih podjetij, preko anonimnih vlaganj, preko 
posrednikov ali preko raznih kreditnih aranžmajev se zakrijejo sledi in onemogoči 
identifikacija lastnika. Pri tem storilci uporabljajo offshore podjetja, fiktivna 
nakazila na podlagi fiktivnih pogodb, drobijo zneske, nakupujejo plačilne 
instrumente z gotovino, uporabljajo dvojno računovodstvo, preprodajajo 
nepremičnine, avtomobile, plovila in umetnine. 
3. Integracija (angl.: integration stage): ko je denar uspešno opran, nastopi faza 
vračanja denarja v ekonomski in finančni sistem z vlaganjem v legalne posle ali v 
nezakonito dejavnost in se začnejo storilcu vračati kot zakonito pridobljena 
sredstva.«  
2.3 TIPOLOGIJE PRANJA DENARJA 
Tipologija pranja denarja je pojavna oblika načina pranja denarja. Po definiciji FATF in 
Moneyvala je tipologija vzorec ali serija podobnih postopkov, metod prikrivanja 
nezakonitega izvora denarja ali drugega premoženja. Metode sestavljajo tehnike, 
mehanizmi in instrumenti pranja denarja. Tipologija pranja denarja je sestavljena iz treh 
osnovnih elementov: 
• mehanizma pranja denarja, ki je okolje oz. sistem, kjer se delno ali v celoti izvajajo 
aktivnosti pranja denarja, ki ga sestavljajo predvsem finančne institucije (banke, 
hranilnice, lizing hiše, borza …), notarji, odvetniki, fizične osebe, pravne osebe 
(slamnate, offshore družbe, društva) in sistemi za prenos denarja; 
• tehnike pranja denarja so aktivnosti, kot so: dvigi gotovine, pologi gotovine, 
prenosi sredstev med računi, uporaba sistemov za prenos sredstev, prenos 
gotovine preko državne meje, menjava valut, drobljenje zneskov, izmikanje 
identifikaciji, uporaba fiktivnih dokumentov ipd.; 
• instrumenti pranja denarja ali nosilca vrednosti so: denar, vrednostni papirji, 
nepremičnine, jahte, podjetje, umetnine in čeki. 
 
Prikaz tipologije pranja denarja je v Prilogi 1: Tipologije pranja denarja. 
 
Urad je glede na prejete prijave, ki se vsako leto povečujejo, s tem pa tudi nabor 
podatkov naredil njihovo analizo. Na podlagi te analize je Urad ugotovil posamezne 
pojavne oblike pranja denarja in zaznal nekatere tipologije pranja denarja, katerih glavne 
značilnosti so predstavljene po posameznih skupinah: 
1. uporaba fizičnih oseb za pranje denarja, 
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2. uporaba slamnatih podjetij za pranje denarja, 
3. uporaba offshore podjetij za pranje denarja, 
4. zamenjava bankovcev manjših vrednosti v bankovce večjih vrednosti, 
5. uporaba sistemov za prenos denarja, 
6. uporaba posojil za pranje denarja, 
7. uporaba računov družb in fizičnih oseb v povezavi s sredstvi in družbami iz 
sosednjih držav. 
V nadaljevanju so povzete in opisane glavne značilnosti posameznih tipologij pranja 
denarja. Pogostost uporabe posamezne tehnike v letu 2014 so prikazane v Prilogi 2. 
2.3.1 UPORABA FIZIČNIH OSEB ZA PRANJE DENARJA 
Način pranja denarja z uporabo fizičnih oseb je zelo pogost. Gre za uporabo bančnih 
računov fizičnih oseb. Ta se pogosto kombinira z drugimi načini pranja denarja, predvsem 
z uporabo bančnih računov slamnatih podjetij. Poglavitna značilnosti je, da se osebni 
računi fizičnih oseb uporabljajo za prejemanja sredstev in dvige gotovine ali nakazila na 
druge račune. Gre za to, da  fizične samo posodijo svoje ime in bančni račun. Za izvršitev 
dogovorjenih finančnih transakcij izvajalci prejmejo nagrado v obliko provizije. Na ta način 
omogočijo anonimnost dejanskim organizatorjem teh poslov. Nameni nakazil so izmišljeni 
in ne odražajo pravega namena transakcij.  
 
V povezavi s to tipologijo je bilo zaznanih več predhodnih kaznivih dejanj tatvine z vdorom 
v računalnike oziroma bančne račune oseb, ki uporabljajo spletno bančništvo. Storilci teh 
kaznivih dejanj lahko delujejo kjerkoli, za izvršitev kaznivega dejanja potrebujejo samo 
računalnik in dostop do interneta. V računalnik oškodovanca nepooblaščeno namestijo 
zlonamerno programsko opremo. Povežejo se z osebo, ki jim za provizijo izvrši dvig ali 
prenakazilo tako nezakonito pridobljenih sredstev. Na ta način tretja oseba opere denar, 
ki izvira iz predhodnih kaznivih dejanj tatvine denarja z bančnih računov. 
2.3.2 UPORABA SLAMNATIH PODJETIJ ZA PRANJE DENARJA  
To je ena izmed pogostejših tipologij. Slamnato podjetje je uporabljeno za pranje denarja, 
ki izvira iz predhodnih gospodarskih kaznivih dejanj, kot je davčna zatajitev ali zloraba 
položaja. Slamnata podjetja so ključni člen pri izvrševanju predhodnih kaznivih dejanj 
davčne zatajitve iz naslova davka na dodano vrednost. Za ta podjetja je značilno, da 
realno nimajo nobenega premoženja. Vse, kar imajo, je identifikacijska davčna številka in 
transakcijski račun, na katerega prejemniki računov, ki so praviloma tudi fiktivne osebe, 
nakazujejo denar, ki se potem z računa dviga v gotovini. Slamnata podjetja zastopajo 
slamnati direktorji, ki so običajno za to nalogo nastavljene osebe z dna družbene letvice, 
tujci ali osebe s kriminalno preteklostjo. Posle sklepajo po naročilu in navodilu 
organizatorjev nezakonitih poslov. Računi teh podjetij so prviloma zelo hitro zaprti.  
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2.3.3 UPORABA OFFSHORE PODJETIJ ZA PRANJE DENARJA  
Podjetje offshore je nerezidenčna gospodarska družba, ki gospodarske dejavnosti ne sme 
opravljati znotraj jurisdikcije, v kateri je bila ustanovljena (Sejšeli, Delaware, Deviški otoki 
itd.) Registracija offshore podjetja v offshore območju v tujini je zelo enostava in tudi 
poceni. Postopek je mogoče izvršiti preko interneta. Imena zastopnikov in lastnikov niso 
zapisana v nobeni javni listini ali registru. To zelo otežuje delo organov pregona. Offshore 
podjetja in bančni računi le-teh v tujini ali Sloveniji so pogosto uporabljeni pri izvrševanju 
različnih gospodarskih kaznivih dejanj in kaznivega dejanja pranja denarja. Najpogosteje 
se offshore podjetja in bančni računi le-teh uporabljajo za prenose sredstev nezakonitega 
izvora z uporabo elektronskega bančništva, za prikrivanje dejanskih lastnikov, ki 
razpolagajo s sredstvi, in za dvige gotovine z bančnih računov teh podjetij.  
2.3.4 ZAMENJAVA BANKOVCEV MANJŠIH VREDNOSTI V BANKOVCE VEČJIH 
VREDNOSTI  
Ta tipologija je prisotna predvsem pri storilcih tistih kriminalnih dejavnosti, pri katerih 
nezakonita sredstva izvirajo iz ponavljajočih se nelegalnih aktivnosti (prodaja nedovoljenih 
drog, ukradenega ali pretihotaplenega blaga, prostitucija, ilegalne stave itd.). Pri tej 
tipologiji gre za izvrševanje prve faze pranja denarja, ko storilci sami ali preko tretjih oseb 
nezakonito pridobljen denar v obliki bankovcev v manjših vrednostih položijo na bančne 
račune. Običajno pologe izvršijo v več različnih poslovalnicah bank in kasneje ta denar 
dvignejo v bankovcih večjih vrednosti. 
2.3.5 UPORABA SISTEMOV ZA PRENOS DENARJA  
S pomočjo sistemov za prenos denarja (npr. Western Union, MoneyGram) se denar lahko 
hitro prenaša različnim osebam po celem svetu. Sistem namreč omogoča vplačilo denarja 
na enem mestu in dvig denarja kjerkoli. Oseba, ki ji je denar namenjen, mora imeti geslo 
ter osebni dokument za dvig teh sredstev. Ravno potencialna anonimnost prejemnika teh 
sredstev preko ponarejenih dokumentov, razširjena mreža poslovalnic, ki omogoča prenos 
denarja skoraj po celem svetu je pogoj za razširjenost uporabe tega produkta. V nekaterih 
državah se to izvaja mimo strogih pravil, ki veljajo za finančno-bančne sisteme in so 
glavni razlogi za razširjenost te tipologije pranja denarja.  
2.3.6 UPORABA POSOJIL ZA PRANJE DENARJA  
Med temi tehnikami je najbolj znana tehnika »loan back«. Imetnik umazanega denarja se 
poveže z osebo, s katero ima zaupen odnos. Dogovorita se o sklenitvi fiktivne posojilne 
pogodbe. Na ta način prejemnik posojila pridobi dokument o izvoru denarja oz. o posojilu. 
Gre za umazan denar, ki ga je imetnik denarja posodil sam sebi ali svojemu podjetju. 
Največkrat je posojilodajalec denarja kriminalnega izvora, pogosto offshore podjetje z 
zakritim lastništvom in z bančnim računom v tuji državi. Uporablja pa se tudi tehnika 
»back-to-back loan«, kjer gre za pridobitev legalnega bančnega posojila, ki je zavarovano 
s sredstvi kriminalnega izvora. Ta sredstva so v obliki depozita vezana na isti ali kakšni 
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drugi banki kot zavarovanje tega kredita. Storilec na ta način od banke pridobi posojilno 
pogodbo, s katero dokazuje izvor denarja.  
2.3.7 UPORABA RAČUNOV DRUŽB IN FIZIČNIH OSEB V POVEZAVI S SREDSTVI 
IN DRUŽBAMI IZ TUJINE  
Gre za tipologijo, ki po svoji vsebini zajema lastnosti tipologije uporab fizičnih oseb in 
tipologije uporab »slamnatih« družb. Glavna značilnost je, da gre za uporabo bančnih 
računov pravnih ali fizičnih oseb, ki služijo predvsem za prejemanje sredstev iz tujine. 
Sredstva se kasneje dvignejo v gotovini ali nakažejo na razne druge račune. Običajno so 
uporabljene »slamnate« družbe, ki so ustanovljene v Sloveniji, in sicer v mestih in naseljih 
blizu državnih meja. Lastniki in zastopniki teh družb so običajno tuje osebe. Na računih 
slamnatih družb se praviloma vršita samo dve skupini transakcij. To so prilivi sredstev iz 
tujine, ki jim v kratkem času sledijo odlivi sredstev nazaj v tujino, ali dvigi gotovine. 
Vpletene fizične osebe običajno služijo kot »slamnate« osebe, preko katerih se prikrivajo 




3 PRANJE DENARJA V SLOVENIJI 
3.1 OPREDELITEV POJMA PRANJE DENARJA V SLOVENSKI ZAKONODAJI 
Pranje denarja in financiranje terorizma sta v slovenskem pravnem redu opredeljeni kot 
kaznivi dejanji. Zakon opredeljuje pranje denarja kot katero koli ravnanje, s katerim se 
prikriva izvor denarja ali drugega premoženja, in vključuje: 
• zamenjavo ali kakršen koli prenos denarja ali drugega premoženja, ki izvira iz 
kaznivega dejanja; 
• skrivanje ali prikrivanje prave narave, izvora, nahajanja, gibanja, razpolaganja, 
lastništva ali pravic v zvezi z denarjem ali drugim premoženjem, ki izvira iz 
kaznivega dejanja. 
V ZPPDFT je v 2. členu opredeljeno, da je financiranje terorizma opredeljeno kot 
zagotavljanje ali zbiranje oziroma poskus zagotavljanja ali zbiranja denarja ali drugega 
premoženja, zakonitega ali nezakonitega izvora, posredno ali neposredno, z namenom ali 
zavedajoč se, da bo v celoti ali delno uporabljen za izvedbo terorističnega dejanja ali da 
ga bo uporabila teroristična organizacija ali terorist. 
 
»Ne glede na številne definicije obstajajo nekatere značilnosti pranja denarja, ki so 
nesporne in jih ni mogoče obiti. Takšne značilnosti pranja denarja so: 
• je kriminalna dejavnost, v katero je po navadi vpletena več kot ena oseba, 
• vključuje velike vsote denarja, 
• opravi se preko legalnega plačilnega sistema, 
• pogosto vključuje mednarodne tokove, opravi se tako, da je denarju čim težje 
slediti, 
• deluje kot legitimno pridobljen denar ali premoženje, 
• opran denar se najpogosteje investira zopet v nelegalne, lahko pa tudi v legalne 
dejavnosti, 
• državne omejitve niso ovira za pranje denarja.« (Šeme Hočevar, 1997, str. 21). 
3.2 KAZENSKI ZAKONIK 
»Kdor denar ali premoženje, za katero ve, da je bilo pridobljeno s kaznivim dejanjem, 
sprejme, zamenja, hrani, z njim razpolaga, ga uporabi pri gospodarski dejavnosti ali na 
drug način, določen z zakonom, s pranjem prikrije ali poizkusi prikriti njegov izvor, se 
kaznuje z zaporom do petih let.« (2012) Kazenski zakonik (KZ-1) Ur. list RS, št. 50/12. 
Kaznivo dejanje pranja denarja spada v poglavje o kaznivih dejanjih zoper gospodarstvo. 
Denar ali druge dobrine, ki izhajajo iz takega kaznivega dejanja, lahko ogrozijo finančni in 
pravosodni sistem posamezne države, slabo pa vplivajo tudi na ugled vseh institucij in 
posledično pomenijo izgubo ugleda. V skladu z določbami kazenskega zakonika na splošno 
obstajajo tri vrste kazenske odgovornosti: 
• odgovornost prve stopnje – odgovoren je tisti, ki tako kaznivo dejanje izvrši; 
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• odgovornost druge stopnje – odgovoren je tisti, ki zavestno k storitvi kaznivega 
dejanja napeljuje ali ga pomaga izvršiti; 
• odgovornost pred storitvijo – odgovoren je vsak, ki zavestno pomaga pred 
storitvijo kaznivega dejanja z zagotavljanjem orodij in informacij. 
 
Storilcu kaznivega dejanja pranja denarja grozi zaporna kazen do 5 let. V primeru, da gre 
za veliko vrednost »opranega« denarja, je zagrožena kazen do 8 let zapora, če pa je bilo 
to dejanje storjeno v hudodelski združbi za izvedbo takih dejanj, pa je zagrožena kazen do 
10 let zapora. Za hudodelsko združbo oziroma organiziran kriminal so značilni 
organiziranost, načrt, delitev vlog in podobno. Poleg zaporne kazni se izreče tudi denarna 
kazen, v vseh primerih pa se na podlagi odločbe sodišča denar in premoženje odvzameta. 
3.3 SPLOŠNO O ZAKONU O PREPREČEVANJU PRANJA DENARJA 
Zakon o preprečevanju pranja denarja je v osnovi preventivni zakon. Ureja pogoje, 
postopke in ukrepe, ki jih morajo izvajati zavezanci in s katerimi se preprečuje vnos 
umazanega denarja v finančni sistem. V Sloveniji je bil prvi zakon, ki je urejal to področje, 
sprejet že leta 1994, eno leto kasneje pa je bil ustanovljen Urad Republike Slovenije za 
preprečevanje pranja denarja. Leta 2001 je bil sprejet nov zakon, ki je bil dopolnjen leta 
2002 in je temeljil na do takrat veljavnih standardih in jih tudi vključeval. Danes veljavni 
zakon je bil sprejet l. 2007 in je delno pričel veljati 21. julija 2007, v celoti pa 21. januarja 
2008. S tem zakonom sta bili v slovenski pravni red preneseni direktivi Evropskega 
parlamenta in Sveta ZPPDFT2005/60 ter Direktiva Komisije 2006/70/ES o določitvi 
izvedbenih ukrepov za direktivo 2005/60/ES.  
 
Po sprejetju tega zakona je za enotno izvajanje Banka Slovenije izdala tudi smernice, ki 
natančneje določajo postopke izvajanja posameznih določil zakona. Za uspešno izvajanje 
zakona je bilo treba sprejeti še podzakonske akte in pravilnike, ki so v Prilogi 3: Pravilniki 
in podzakonski akti. 
 
27. 3. 2010 je stopil v veljavo Zakon o spremembah in dopolnitvah Zakona o 
preprečevanju pranja denarja in financiranja terorizma (v nadaljevanju ZPPDFT-A), ki je 
bil sprejet zaradi uskladitve slovenskega pravnega reda z Direktivo 2007/64/ES o plačilnih 
storitvah na notranjem trgu. Za zavezance uvaja nekatere olajšave, ki jih predvidevata 
Direktiva 2005/60/ES o preprečevanju uporabe finančnega sistema za pranje denarja in 
financiranje terorizma in Direktiva Komisije 2006/70/ES o opredelitvi politično 
izpostavljene osebe in tehničnih meril za postopke poenostavljene dolžnosti skrbnosti pri 
ugotavljanju identitete stranke. Uvaja tudi izjeme na podlagi finančnih dejavnosti, ki 
potekajo zgolj občasno ali v omejenem obsegu, ki jih prvotni ZPPDFT ni omogočal. 
Odpravljene so tudi zaznane pomanjkljivosti in nekatere nedoslednosti posameznih določil 
ZPPDFT. Pri pripravi novele ZPPDFT so aktivno sodelovale tudi banke v okviru Združenja 
bank Slovenije, ki so Uradu posredovale več predlogov in pobud za spremembo nekaterih 





Pri izvajanju transakcij v vrednosti 15.000 EUR ali več je treba od strank pridobiti izjavo, 
ali transakcijo izvaja v svojem imenu ali za tretjo osebo. Tuja politična izpostavljenost se 
ugotavlja tudi pri dejanskih lastnikih. Pri spremljanju poslovnih aktivnosti strank je treba 
preučiti ozadje zapletenih in neobičajno visokih transakcij, ki nimajo jasno razvidnega 
ekonomskega ali pravno utemeljenega namena in niso skladna z dotedanjim poslovanjem 
stranke. Posebna skrbnost pa je zahtevana pri neobičajnih transakcijah, ki so povezane z 
državami, v katerih ne veljajo ustrezni ukrepi za preprečevanje pranja denarja ter 
financiranja terorizma. 
 
Ob vseh pomembnih spremembah poslovnih procesov, kot sta uvedba novega produkta, 
uvedba nove tehnologije, ali ob organizacijskih spremembah je treba izvršiti analizo teh 
sprememb, ki vplivajo na izpostavljenost banke tveganju pranja denarja in/ali financiranju 
terorizma. Ob tem mora banka sprejeti vse ukrepe za zmanjšanje tega tveganja. 
Opustitev pisne analize ob uvedbi novih produktov, ob spremembah organizacije in ob 
spremembah tehnologije je po ZPPDFT-A najhujši prekršek, za katerega je predvidena 
visoka globa. S tem se je v banke uvedel transparentni postopek, ki vključuje tudi mnenje 
pooblaščenega bančnega delavca za področje pranja denarja.  
 
Novela zakona natančneje opredeljuje nekatera dejanja v postopkih in odpravlja ali 
poenostavlja določene neizvedljive naloge prvotnega zakona. Pri sklepanju dodatnega 
poslovnega razmerja stranke z banko mora banka pridobiti le manjkajoče podatke o 
stranki, ki niso bili pridobljeni že pri sklenitvi prvega poslovnega odnosa. Ta novost 
pomeni racionalizacijo bančnih stroškov. Odpravljen je dosedanji obvezni ponovni letni 
pregled tujih pravnih oseb. Pri dejanskih lastnikih ni treba pridobiti podatka o kraju in 
datumu rojstva. Posodabljanje listin in podatkov o strankah v skladu s tveganostjo stranke 
ali tveganostjo posameznega bančnega produkta je treba izvršiti v roku petih let od 
zadnjega pregleda stranke. Pri sklepanju poslovnih razmerij s strankami, ki so druge 
osebe civilnega prava (razredne skupnosti učencev ali otrok, blagajne vzajemne pomoči v 
okviru firm ali sindikatov), ni več potrebna overovitev pisnega pooblastila za zastopanje. 
 
Tuja politična izpostavljenost se ugotavlja le za fizično osebo, ki deluje ali je v zadnjem 
letu delovala na vidnem javnem položaju ter ima stalno prebivališče v kateri koli drugi 
državi in ne v Sloveniji, vključno z njenimi ožjimi družinskimi člani in ožjimi sodelavci. Med 
ožje družinske člane tuje politične izpostavljene osebe pa ne sodijo več bratje in sestre. 
ZPPDFT-A omogoča tudi opustitev pregleda stranke za bančne produkte in z njimi 
povezane transakcije, če pri teh produktih in transakcijah obstajajo neznatna tveganja za 
pranje denarja in financiranje terorizma. Pred trženjem bančnega produkta brez pregleda 
stranke je treba predhodno obvestiti Urad.  
 
18. 10. 2011 je stopil v veljavo Zakon o spremembah in dopolnitvah Zakona o 
preprečevanju pranja denarja in financiranja terorizma (v nadaljevanju ZPPDFT-B). 
Dodana sta bila novi 38. člen in 22.a člen, ki je na novo uvedel obveznost poročanja vseh 
transakcij, ki presegajo znesek 30.000 EUR, v države, pri katerih obstaja večja verjetnost 
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za pojav pranja denarja in nakazila v dobro prejemnikov s stalnim ali začasnim bivališčem 
v državah, pri katerih obstaja večja verjetnost pojava pranja denarja. Podatke o teh 
transakcijah mora Urad objaviti na svoji javno dostopni spletni strani, kar je navedeno v 
prav tako novem 70.a členu dopolnitve tega zakona. 
3.3.1 NOVOSTI PREDLOGA NOVEGA ZAKONA O PREPREČEVANJU PRANJA 
DENARJA IN FINANCIRANJA TERORIZMA 
V tem poglavju je uporabljen pojem zavezanci, saj se predlog novega zakona nanaša na 
vse zavezance, kamor spadajo tudi banke, ki so predmet analize in obravnave tega 
diplomskega dela. Predlog zakona je v času priprave diplomskega dela v fazi 
medresorskega usklajevanja in bo lahko vsebina predloga novega zakona še 
spremenjena. 
 
Cilj predloga novega zakona, ki bo nadomestil sedanji zakon, je, da se v slovenski pravni 
red prenese Direktiva 2015 Evropskega parlamenta in Sveta z dne 20. maja 2015 o 
preprečevanju uporabe finančnega sistema za pranje denarja ali financiranje terorizma, 
spremembi Uredbe (EU) št. 648/2012 Evropskega parlamenta in Sveta ter razveljavitvi 
Direktive 2005/60/ES Evropskega parlamenta in Sveta in Direktive Komisije 2006/70/ES 
(Ur. list RS, št. 141, 5. 6. 2015, str. 73). Direktiva 2015/849/EU upošteva potrebo po 
usklajenosti pravnega reda EU z mednarodnimi standardi na področju boja proti PPDFT, ki 
jih je februarja 2012 sprejela Projektna skupina za finančno ukrepanje (FATF) in morajo 
biti upoštevana tudi pri izvajanju ukrepov odkrivanja in preprečevanju pranja denarja ter 
financiranja terorizma. Predlog zakona uvaja spremembe, katerih cilj je povečati 
učinkovitost sistema in odprava pomanjkljivosti sedanjega zakona, ki jih je Sloveniji izdal 
odbor strokovnjakov za ocenjevanje ukrepov proti pranju denarja in financiranju terorizma 
MONEYVAL pri Svetu Evrope. Zakon bo uvedel ukrepe za dostopnost informacij o 
dejanskem lastniku, uvaja nov pristop, ki bo temeljil na analizi in oceni tveganosti na 
nacionalnem nivoju in na nivoju EU in krepi pooblastila Urada. Muženič. D. (24. 7. 2015). 
Javna obravnava osnutka zakona – dopis.  
 
V okviru teh sprememb se krepi vloga Urada, ki bo v okviru novih pooblastil izvajal 
inšpekcijski nadzor pri vseh zavezancih, tudi pri tistih, ki že imajo primarnega nadzornika. 
Izdajal bo upravne odločbe in izrekal sankcije za kršitve. Urad bo tako postal nadzorni in 
prekrškovni organ. Nekateri zavezanci pa bodo tako imeli kar dva nadzornika, ki bosta 
nadzorovala isto področje. V novem zakonu je predvideno, da bo Urad izvajal 
usposabljanje kot svojo lastno dejavnost. Do sedaj so predstavniki Urada sodelovali na 
izobraževanjih, ki so jih organizirali drugi nadzorniki, in izobraževanjih v okviru 
Izobraževalnega centra ZBS.  
 
Urad bo na javni spletni strani objavljal podatke o opravljenih nadzorih, o ugotovljenih 
kršitvah, izdanih odločbah in o izrečenih ukrepih. Na ta določila so imeli zavezanci 
pripombe, saj za del podatkov, ki so predvideni za objavo, veljajo določila, da so to tajni 
podatki, zaupni osebni podatki in podatki, za katere velja zaupnost po Zakonu o 
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bančništvu. Znatno se bodo povišale tudi kazni za kršitve. Najvišja zagrožena kazen bo 
tako znašala 5.000.000 EUR ali 10 % letnega prihodka zavezanca. Glede višine kazni so 
zavezanci podali pripombe, ki pa so bile zavrnjene. Ocenjujem, da je višina kazni pretirano 
visoka in nesorazmerna za zavezance na področju Slovenije. 
 
V določbah je predpisano mednarodno sodelovanje Urada s tujimi organi in 
organizacijami, pristojnimi za področje preprečevanja in odkrivanja pranja denarja, prav 
tako pa tudi sodelovanje z Evropsko komisijo. Za namen priprave nacionalne ocene 
tveganosti in učinkovitosti sistema bo Urad zbiral podatke iz lastnih evidenc. Podatke bodo 
Uradu enkrat letno pošiljala tudi sodišča, tožilstva in drugi državni organi. Podatke pa bo 
lahko Urad zahteval tudi od oseb javnega in zasebnega prava. Pridobljene podatke bo 
analiziral in enkrat letno objavil in poslal Evropski komisiji. 
 
Zavezanci bodo morali izdelati lastno oceno tveganosti, ki bo odražala specifičnost 
poslovanja, prav tako pa bodo morali oceniti tveganja v zvezi s posameznimi skupinami 
strank, poslovnih razmerij, transakcij, produktov, storitev, distribucijske poti in dejavnike 
geografskega tveganja. Glede na te ocene bodo morali prilagoditi ukrepe v zvezi z 
zagotavljanjem zmanjševanja tveganj. Zavezanci bodo lahko poslovno razmerje sklenili na 
podlagi video-elektronske identifikacije, kar bo poenostavilo postopek identifikacije 
stranke. To bo veljalo z določenimi omejtvami, ki se nanašajo na višino transakcij do 
15.000 EUR, za polnoletne osebe s stalnim bivališčem v državah članicah. Istovetnost 
osebe mora biti ugotovljena na podlagi uradnega osebnega dokumenta, ki je opremljen z 
biometrično fotografijo. Ta novost predstavlja tudi strošek za vzpostavitev tovrstne 
opreme, ki bo najbrž za nekatere zavezance predstavljal prevelik zalogaj. Predvidena je 
tudi sklenitev razmerja na podlagi digitalnega potrdila registriranega overovatelja. Ta 
možnost se bo lahko uporabila za fizične osebe, samostojne podjetnike posameznike, 
njihove pooblaščence in za zakonite zastopnike pooblaščencev pravne osebe. Za potrebe 
preverjanja verodostojnosti digitalnih potrdil bo treba zagotoviti bazo podatkov o 
registriranih overovateljih. 
 
Predlog novega zakona jasneje opredeljuje pojem dejanskega lastnika, predvsem v delu, 
ki se nanaša na ustanove, kot so sindikati, društva, zavodi in verske skupnosti, kjer ni 
možna udeležba pri upravljanju na podlagi poslovnega deleža. Dodatno se bodo 
pridobivali tudi podatki o državljanstvu dejanskega lastnika. Predlog novega zakona bo 
uredil vzpostavitev registra dejanskih lastnikov. Družbe bodo morale same ugotoviti svoje 
dejanske lastnike in zagotoviti podatke o dejanskih lastnikih v sodnem registru, ki ga vodi 
AJPES. Zavezanci naj bi imeli dostop do vseh podatkov o dejanskih lastnikih, kar bo 
omogočilo lažje izvajanje pregleda pravih oseb, ki so vpisane v registre v državah 
članicah. Zavezanci ne bodo smeli sklepati poslovnega razmerja, če oseba tujega prava 
izkazuje delnice na prinosnika, kjer ni možno zagotavljati sledljivosti preko registra, 
trgovalnih računov ali poslovne dokumentacije. 
 
Pojem politično izpostavljene osebe (v nadaljevanju PEP) je zelo razširjen in opredeljuje 
znatno več dodatnih kategorij oseb. Po novem so PEP tudi ministri in njihovi namestniki, 
21 
 
člani vodstvenih organov političnih strank, člani računskih sodišč in svetov centralnih 
bank, člani upravnih in nadzornih organov podjetij v večinski lasti države. PEP so tudi ožji 
družinski člani teh oseb, sedaj po novem tudi starši in otroci, ne samo zakonci in 
izvenzakonski partnerji, prav tako pa tudi ožji sodelavci. To bo zavezancem povzročilo kar 
nekaj težav, saj ne obstaja baza podatkov teh oseb, prav tako pa iz prakse vemo, da se 
osebe na določenih položajih zelo hitro menjajo. Prav tako ni mogoče slediti osebnim 
povezavam, kdo je ožji sodelavec ali izvenzakonski partner. Ocenjujem, da bo v fazi 
usklajevanja predloga zakona v tem delu prišlo do političnih pritiskov za zmanjšanje 
nabora oseb v skupini PEP. 
 
Zavezanec bo moral zagotoviti anonimen sistem obveščanja o kršitvah zakona. To 
bankam ne bo predstavljalo posebnih težav, saj imajo že sedaj razvite sisteme za 
poročanje vseh vrst tveganj. Tveganje zlorabe bančnega sistema, produktov in storitev za 
namen pranja denarja spada med operativna tveganja, ki morajo biti že vključena v redne 
poročevalske sisteme poročanja. Prav tako morajo imeti banke vzpostavljen sistem 
anonimnega prijavljanja škodnih dogodkov in nedovoljenih ravnanj in zagotovljeno 
njihovo obravnavo.  
 
S predlogom novega zakona se bo znesek, nad katerim morajo zavezanci sporočati 
transakcije Uradu, znižal s sedanjih 30.000 EUR na 15.000 EUR, kar bo znatno povečalo 
število sporočenih transakcij in s tem povečalo stroške poročanja. 
 
Skrajšuje se rok hrambe dokumentov z 10 let na 5 let, razen za zadeve, ki so že bile 
prijavljene kot sumljive transakcije in so postopki preiskave v teku. Ta ukrep bo 
razbremenil zavezance in znižal stroške arhiviranja. Glede na počasnost in dolgotrajnost 
sodnih postopkov pa je pričakovati, da bodo lahko dokumenti v določenih primerih 
uničeni, če ne bo vzpostavljen učinkovit sistem za sporočanje in zahteve po podatkih od 
vseh zavezancev. V praksi običajno eden od zavezancev prijavi Uradu sumljivo 
transakcijo, ta stranka pa izvaja transakcije pri več zavezancih, ki o zadevi niso sezanjeni.  
 
V času pisanja diplomskega dela predlog zakona še ni bil potrjen in sprejet. 
3.4 OMEJEVALNI UKREPI 
Omejevalne ukrepe predpisuje in ureja Zakon o omejevalnih ukrepih (v nadaljevanju 
ZOUPAMO). Izvajajo se v skladu s pravnimi akti in v okviru mednarodnih organizacij. O 
izjemah zoper posamezne subjekte odloča pristojno ministrstvo. Omejevalni ukrepi ali 
mednarodne sankcije so ukrepi za vzpostavitev in ohranitev mednarodnega miru, varnosti, 
zagotovitev spoštovanja človekovih pravic in temeljnih svoboščin, utrjevanje demokracije, 
pravne države in doseganje ciljev mednarodnega prava. Namen omejevalnih ukrepov je 
prisiliti kršitelja k odpravi kršitev. Ukrepi so lahko namenjeni posameznim državam ali 
konkretnim osebam (natančna imena, voditelji držav, ministri, visoki vladni uradniki, 
teroristi in druge osebe). Z omejevalnimi ukrepi se doseže: 
• zamrznitev sredstev in onemogočanje uporabe ekonomskih virov; 
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• prepoved izdaje vizumov in s tem potovanj; 
• prepoved prometa določenega blaga in tehnologije. 
Pomembnejše uredbe so prepoved izvoza orožja in prepoved finančnih transakcij, ki se 
nanašajo na financiranje prepovedanih dejavnosti (terorističnih, vojaških, jedrske energije, 
političnih organizacij in podobno). Prepovedi veljajo za Kitajsko, Kongo, Slonokoščeno 
obalo, Irak, Severno Korejo, Libanon, Liberijo, Mjanmar, Sierro Leone, Sirijo, Somalijo, 
Sudan, Uzbekistan, Zimbabve, Libijo, Egipt, Sirijo in druge. 
 
Banka pri poslovanju s strankami izpolnjuje zahteve ZOUPAMO, ki jih je Republika 
Slovenija uvedla in jih izvaja skladno s pravnimi akti ali odločitvami, sprejetimi v okviru 
mednarodnih organizacij in izvedbenih pravnih aktov Republike Slovenije, EU ali 
Organizacije združenih narodov o omejevalnih ukrepih, navedenih na podlagi sankcij EU 
ali OZN proti določenim osebam, subjektom in drugim entitetam. Navedeni pravni akti 
določajo posebne omejevalne ukrepe za nekatere osebe in subjekte zaradi boja proti 
terorizmu, kar pomeni, da mora banka takoj zamrzniti njihova sredstva na računih, z njimi 
ne sme skleniti novega poslovnega odnosa ali nadaljevati poslovnega odnosa v smislu, da 
za osebe, subjekte in druge entitete ne opravi transakcije, ki jo je ali bi jo ta oseba banki 
naročila ali posredovala. 
 
Banka mora pri poslovanju s strankami preverjati, ali so zoper te uvedeni omejevalni 
ukrepi, ki so predmet finančnih sankcij v EU, ki jo oblikuje Evropsko združenje bank – 
Federation Bancaire de l Union Europeenne (v nadaljevanju: lista FBE). Banka mora svoje 
baze podatkov redno posodabljati glede na izdane uredbe EU o uvedbi omejevalnih 
ukrepov, vključevati podatke o vseh osebah, zoper katere so bili uvedeni omejevalni 
ukrepi pred vstopom Republike Slovenije v EU in s tem preprečevati izvrševanje takih 
transakcij.  
3.4.1 IZVAJANJE OMEJEVALNIH UKREPOV V BANKI 
»Omejevalni ukrepi ali sankcije so skladno z opredelitvijo Ministrstva za zunanje zadeve 
RS (Ministrstvo za zunanje zadeve RS, 2009) ukrepi do določenih držav ali posameznih 
subjektov, ki ogrožajo mednarodni mir in varnost, ki jih je sprejela mednarodna skupnost 
zato, da bi spremenila njihovo ravnanje in ne bi več predstavljali grožnje mednarodnemu 
miru in varnosti. OZN v skladu z Ustanovno listino sprejema z resolucijami ukrepe, ki so 
zavezujoči za vse države članice OZN.« (Nikolavčič, 2011, str. 25). 
 
Omejevalni ukrepi se navezujejo na izvajanje ukrepov preprečevanja in odkrivanja pranja 
denarja in financiranja terorizma, ker so seznami subjektov, ki so povezani s terorizmom, 
ključnega pomena in so pogoj za izvajanje preverjanja transakcij in oseb (Nikolavčič, 
2011).  
 
Zaradi zagotovitve natančnosti in predvsem zaradi velike količine podatkov o osebah, 
entitetah in subjektih, proti katerim so uvedeni omejevalni ukrepi, in zaradi velike količine 
podatkov s strani poslovnih razmerij banke s svojimi komitenti, je smiselno, da banka 
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izvaja preverjanje podatkov na podlagi računalniškega programa in baze podatkov oseb, 
organizacij in vlad, ki so predmet finančnih sankcij v EU, v bančni informacijski sistem. 
Izvedba programske podpore s tehnološkega vidika ni zahtevna, problem pa predstavlja 
velika količina podatkov o osebnih imenih, saj so le-ta napisana v izvirniku in v angleškem 
jeziku, ki je prevod. Ena oseba ima lahko tako tudi več osebnih imen, nadimkov in 
podobno. Tako je bančna baza podatkov za preverjanje zelo obsežna in upočasnjuje 
delovanje plačilnih sistemov. 
 
Banka preveri morebitno vključenost stranke banke v listi FBE pred sklenitvijo poslovnega 
razmerja s stranko, če ima stranka – fizična oseba, zakoniti zastopnik in pooblaščenec 
fizične ali pravne osebe – naslov stalnega ali začasnega bivališča izven Republike Slovenije 
ali če ima pravna oseba sedež firme izven Republike Slovenije. Prav tako tudi v primeru, 
ko ima dejanski lastnik naslov stalnega ali začasnega bivališča izven Republike Slovenije 
oz. v tretjih državah. Banka zaradi previsokega tveganja bančnega sistema za namen 
pranja denarja in financiranja terorizma ne sme skleniti poslovnega razmerja ali opraviti 
transakcije za določene osebe, če so sprejete finančne sankcije, ki vključujejo zamrznitev 
sredstev na računih in prepoved razpolaganja s premoženjem nasploh in zoper katere so 
sprejeti oziroma veljajo omejevalni ukrepi Varnostnega sveta Organizacije združenih 
narodov ali Evropske unije. Prav tako banka ne sme izvršiti nobene transakcije, kjer bi bil 
prejemnik vključen v seznam subjektov, proti katerim so izrečeni omejevalni ukrepi. 
3.4.2 FINANCIRANJE TERORIZMA 
Enotne definicije, kaj je terorizem, ni. OZN in EU definirata, da je terorizem napad na 
človekove pravice in temeljne svoboščine, na vladavino prava in na demokracijo. Teroristi 
z uporabo sile povzročajo smrti civilnega prebivalstva in na ta način ustrahujejo ljudi. 
Zaradi globalizacije in odprtosti državnih meja je delo kriminalnih združb zelo olajšano. V 
skladu z 2. členom ZPPDFT je terorizem opredeljen kot zagotavljanje ali zbiranje ali 
poizkus zbiranja denarja ali drugega premoženja, zakonitega ali nezakonitega izvora, 
posredno ali neposredno, z namenom ali zavedajoč se, da bo v celoti ali delno porabljeno 
za izvedbo terorističnega dejanja ali da ga bo uporabil terorist ali teroristična organizacija. 
Sredstva za to so lahko tudi zakonito pridobljena. Poznamo veliko vrst terorizma: 
nacionalistični, verski, državni, levičarski itd. Prav tako so različne pojavne oblike: atentati, 
jedrski terorizem, samomorilski napadi itd. V zadnjem času pa se ti napadi spremljajo tudi 
po podatkih, iz katere države izhajajo teroristi. V okviru OZN so dostopne liste entitet, nad 
katerimi so uvedeni omejevalni ukrepi. Ti ukrepi so za države članice obvezni. Ukrepi se 
lahko nanašajo na posamezne osebe, na posamezne finančne transakcije, na izvoz ali 
uvoz blaga za dvojno rabo, na prepoved prometa in financiranja trgovine z orožjem, 
energenti ali radioaktivnimi elementi in drugo. Problem finaciranja terorizma se v bankah 
vedno obravnava v okviru tveganj PPDFT. Ključna naloga bank v zvezi s tem je 
pravočasno zaznati sumljive transkacije v zvezi s financiranjem terorizma. Po terorističnem 
napadu v ZDA l. 2001 je FATF okrepila svoje delovanje in oktobra l. 2004 sprejela 
posebna priporočila v zvezi s preprečevanjem financiranja terorizma. Države, ki ne 
upoštevajo teh smernic, so obravnavane kot države, ki niso skladne z mednarodnimi 
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standardi. FATF je prav tako izdala smernice za finančne institucije kot pripomoček za 
odkrivanje finaciranja terorizma. Vse države so bile pozvane k ratifikaciji in izvajanju 
Konvencije Združenih narodov in resolucij Varnostnega sveta ZN. Resolucija Varnostnega 
sveta št. 1373 je bila sprejeta septembra l. 2001. Ta resolucija obvezuje vse države 
članice, da inkriminirajo dejanja terorizma. Priporočila FATF opredeljujejo, da morajo biti 
države v svojih zakonodajah specifične in morajo urediti financiranje terorizma kot kaznivo 
dejanje, kar je Slovenija tudi v Kazenskem zakoniku natačno opredelila od 108. do 111. 
člena. Premoženje za namene terorističnih napadov se odvzame. V zadnjem časi se je 
število terorističnih napadov v državah EU znatno povečalo. Podatki o terorističnih napadih 
v državah EU so objavljeni v delnem poročilu Europola za leto 2016 in za leto 2015. 




4 PREPREČEVANJE PRANJA DENARJA V BANKAH 
Ker imajo banke v gospodarstvu posamezne države pomembno vlogo, ima zdrav bančni 
sistem ključno vlogo v finančni stabilnosti posamezne države ter predstavlja osnovo za 
vzdrževanje in razvoj ter nemoteno delovanje gospodarskega sistema (Banka Slovenije, 
2007). Zavedanje, da se banke pri svojem poslovanju srečujejo z različnimi tveganji, in 
prevzemanje teh tveganj je del bančnih procesov. Obvladovanje teh tveganj pomeni 
sistematično in celovito prepoznavanje, poudarjanje pomena in merjenja njihovega vpliva 
na finančne in strateške cilje. Pomembno je, da se vodstvo bank zaveda tveganj ter 
zagotovi vzpostavitev celovitega sistema za upravljanje s tveganji, kar občutno vpliva tudi 
na uspešnost poslovanja banke (Krumbergar, 2000, str. 72).  
 
V skladu s 5. členom ZPPDFT navajam povzetek nalog bank: 
• priprava lastne analize tveganja strank oziroma razvrstitev svojih strank; 
• izvajanje aktivnosti za poznavanje oziroma prepoznavanje stranke; 
• sporočanje vseh predpisanih podatkov Uradu RS za preprečevanje pranja denarja; 
• imenovanje pooblaščenca in namestnika; 
• zagotovitev ustreznih pogojev za delo pooblaščenca; 
• skrb za redno strokovno usposabljanje delavcev; 
• zagotovitev redne notranje kontrole izvajanja vseh z zakonom predpisanih nalog; 
• priprava seznama indikatorjev za prepoznavanje strank;  
• priprava indikatorjev za prepoznavanje sumljivih transakcij; 
• zagotovitev varstva in hrambe podatkov; 
• vodenje z zakonom predpisanih evidenc; 
• zagotovitev vseh ukrepov v hčerinskih bankah. 
4.1 ODGOVORNOSTI, VLOGE IN NALOGE ZAPOSLENIH 
V ZPPDFT je v poglavju 2.5 z naslovom Pooblaščenec, izobraževanje in notranja kontrola 
dolžnost posameznih zaposlenih oseb natančno določena. Vsi zavezanci, ki imajo več kot 
štiri zaposlene osebe, morajo imenovati pooblaščeno osebo za izvajanje nalog zakona in 
izvajati predpisane notranje kontrole. Prav tako Zban-1 v 124. členu predpisuje ureditev 
zanesljivega in trdnega sistema upravljanja s tveganji, ki mora vklučevati razmejitve 
odgovornosti. Ustrezno mora biti urejeno tudi identificiranje posameznih tveganj, 
upravljanje z njimi in notranja kontrola. Prikaz elementov za PPDFT je v Prilogi 4. 
4.1.1 VLOGA POSLOVODSTVA 
Vloga poslovodstva se kaže v zavedanju in podpori uprave banke pri ureditvi in izvajanju 
aktivnosti PPDFT. Uprava banke mora zagotoviti organizacijsko-kadrovske, tehnične in 
druge pogoje za izvajanje predpisanih ukrepov in notranjih kontrol. Sprejeti mora politike, 
procedure, postopke in odgovornosti in jih sprejeti v svojih internih aktih, ki urejajo 
področje PPDFT. Prav tako je uprava banke odgovorna za vzpostavitev notranjih kontrol. 
Imenovati mora pooblaščeno osebo in prav tako namestnike pooblaščene osebe. 
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Pooblaščeni osebi mora omogočiti neomejene dostope do podatkov, tehnično in 
informacijsko podporo, dodeliti ustrezna pooblastila, izobraževanje in strokovno 
usposabljanje. Prav tako mora uprava s svojim zgledom, ravnanjem in pozitivnim 
odnosom do tega področja poskrbeti za ustrezno moralno in etično kulturo. 
4.1.2 VLOGA POOBLAŠČENCA 
Pooblaščenec je lahko oseba, ki izpolnjuje pogoje, kot so navedeni v 41. členu ZPPDFT: 
 
• da je zaposlena na delovnem mestu, ki je v organizaciji sistemizirano na tako 
visokem položaju, da osebi omogoča hitro, kakovostno in pravočasno izvajanje 
nalog, predpisanih v tem zakonu in predpisih, izdanih na njegovi podlagi;  
• da ni bila pravnomočno obsojena ali ni v kazenskem postopku zaradi kaznivega 
dejanja, storjenega z naklepom, ki se preganja po uradni dolžnosti, ali zaradi 
enega od teh kaznivih dejanj, storjenih iz malomarnosti: povzročitve smrti iz 
malomarnosti, hude telesne poškodbe, posebno hude telesne poškodbe, ogrožanja 
varnosti pri delu, prikrivanja, izdaje in neupravičene pridobitve poslovne tajnosti, 
pranja denarja, izdaje uradne tajnosti, povzročitve splošne nevarnosti ali izdaje 
državne tajnosti in kazen še ni bila izbrisana;  
• da je ustrezno strokovno usposobljena za naloge preprečevanja in odkrivanja 
pranja denarja in financiranja terorizma ter ima lastnosti in izkušnje, potrebne za 
opravljanje funkcije pooblaščenca;  
• da dobro pozna naravo poslovanja organizacije na področjih, ki so izpostavljena 
tveganju za pranje denarja ali financiranje terorizma. 
Kakšne pogoje mora izpolnjevati oseba, ki jo uprava banke imenuje za pooblaščenca, je 
zapisano nekoliko filozofsko, saj ni jasnih meril za ustrezno usposobljenost ali ustrezno 
mero izkušenj. Prav tako ni predpisano, kaj pomeni dobro poznavanje narave poslovanja 
organizacije. Ker je zakon v tem delu ohlapen, dopušča različne možnosti interpretacije 
kriterijev za ugotavljanje teh pogojev. Pooblaščenec je odgovoren za vzpostavitev in 
učinkovito izvajanje, upravljanje in nadzorovanje delovanja sistema za ZPPDFT. 
Pooblaščenec naj bi opravljal svoje dolžnosti kot obveznost s polnim delovnim časom, kar 
pa iz prakse lahko trdim, da se ne izvaja. Pooblaščenec je odgovoren za pripravo letnega 
načrta izobraževanja in usposabljanja, kot je opredeljeno v 44. členu ZPPDFT. 
Izobraževanje izvaja tudi sam. Vsebino prilagodi specifičnim ciljnim skupinam zaposlenih.  
4.1.3 VLOGA ZAPOSLENIH 
Vloge in odgovornosti drugih zaposlenih izhajajo iz operativnih nalog področij, ki jih 
pokrivajo ali so zanje odgovorni in morajo biti določene z notranjimi akti in s pooblastili 
delovnih mest. Blagajniki so odgovorni za pravočasno sporočanje gotovinskih transakcij, 
so skrbniki strank za pravilno opravljen pregled le-teh pri sklepanju poslovnih razmerij, 
ugotavljanje in sporočanje sumljivih transakcij, notranja revizija je odgovorna za izvajanje 
rednih pregledov delovanja sistema, služba za tveganja je odgovorna za izvršitev ukrepov 
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v zvezi s prijavljenimi tveganji, zaposleni v plačilnem prometu so odgovorni za kontolo nad 
poslanimi in prejtimi plačili in izvajanjem omejevalnih ukrepov.  
 
Vsak od zaposlenih se mora zavedati odgovornosti in pomembnosti delovnih nalog 
svojega področja. Učinkovit sistem notranjih kontrol mora vsebovati razmejitev 
pristojnosti, ki morajo biti take, da ne omogočajo konfliktov interesov. Nadzorna in 
izvajalska funkcija morata biti ločeni (Basel Committee on Banking Supervision, 1998, str. 
15–16). 
4.2 VRSTE TVEGANJ, POVEZANIH S PRANJEM DENARJA 
Banka se pri poslovanju srečuje z različnimi vrstami tveganj različnega vpliva in vsebin. V 
nadaljevanju na kratko povzemam posamezne vrste tveganj, ki so povezane s pranjem 
denarja. 
4.2.1 OPERATIVNO TVEGANJE 
Operativno tveganje je opredeljeno kot tveganje izgube ugleda kot posledica 
neprimernega ali neuspešnega izvajanja notranjih procesov, nepravilnih ravnanj, 
nepravilnega, nezadostnega ali pomanjkljivega delovanja informacijskih sistemov, 
zunanjih dejavnikov ali ljudi. Med škodne dogodke, ki povzročajo izgube iz tega naslova, 
sodijo kategorije »klienti, produkti in poslovna praksa«, sem je vključeno tudi pranje 
denarja (Rotovnik, 2003, str. 6). 
4.2.2 PRAVNO TVEGANJE 
Pravno tveganje je opredeljeno kot tveganje nastanka izgube zaradi kršenja ali napačnega 
upoštevanja zakonov, podzakonskih aktov, predpisov, navodil dobre bančne prakse ali 
etičnih norm (Banka Slovenije, 2007, str. 11). V primeru nedoslednosti pri upoštevanju 
predpisov s področja preprečevanja in odkrivanja pranja denarja in financiranja terorizma 
banka lahko utrpi škodo v obliki izpostavljenosti in v zvezi z denarnimi kaznimi ter 
vključenostjo v sodne postopke (Šeme H., 2007, str. 24). 
4.2.3 TVEGANJE SKLADNOSTI 
Tveganje skladnosti je tveganje, ki nastane zaradi neusklajenosti z veljavno zakonodajo, 
podzakonskimi akti, dobrimi praksami in standardi. Lahko gre za namerno ali za 
nenamerno neskladje. Za učinkovito obvladovanje mora banka razviti ustrezno 
organizacijsko kulturo in visoke etične standarde na vseh nivojih (Banka Slovenije, 2007, 
str. 44). Tveganje skladnosti po opredelitvah Banke Slovenije vključuje tudi pravno 
tveganje. Tveganje skladnosti in pravno tveganje sta sicer zelo podobni, vendar je 
tveganje skladnosti širši pojem, ki vključuje tudi tveganja na podlagi dobrih bančnih praks 
in visokih etičnih norm, ki pa v zakonih niso vedno natančno opredeljena in finančno 




4.2.4 TVEGANJE IZGUBE DOBREGA IMENA 
Tveganje izgube dobrega imena ali ugleda se odraža v negativnem odnosu javnosti do 
banke in do njenih storitev. »Posledice so lahko zelo različne: izguba strank in s tem 
zmanjšanje tržnega deleža ali celo zaprtje finačne institucije. Propad finančne institucije 
ogroža tudi dobro ime celotnega finančnega sistema v državi, kar lahko vpliva na 
zmanjšanje tujih investicij in s tem upočasnitev gospodarske rasti.« (Šeme H., 2007, str. 
24). 
4.3 ANALIZA TVEGANOSTI 
Analiza tveganosti je osnovni interni akt banke, ki opredeljuje postopke v zvezi s 
skepanjem poslovnih razmerij strank z banko in vsa nadaljnja ravnanja in postopke v zvezi 
s strankami in poslovnimi razmerji. Gre za akt, ki opredeli segmentacijo strank in njihovo 
razvrščanje in postopke ravnanja v zvezi z razvrstitvijo glede na posamezne kriterije. Te 
zahteve izhajajo iz 6. člena ZPPDFT. Za pripravo analize je Banka Slovenije izdala 
priporočila iz Usmeritev pri izvajanju ukrepov na področju preprečevanja pranja denarja in 
financiranja terorizma – bančni sektor, ki jih je sprejel Svet Banke Slovenije dne 18. 11. 
2008. Uradno so bila ta priporočila objavljena na internetni strani Banke Slovenije 
februarja 2009. Te usmeritve so za banko zavezujoče. Analiza tveganosti mora biti pisno 
dokumentirana in odobrena s strani uprave banke. Prav tako mora biti zagotovljen 
postopek njenega rednega posodabljanja. V priporočilih Banke Slovenije je navedeno, da 
mora biti jasno razmejena odgovornost pri pripravi tega dokumenta (Banka Slovenije, 
2008, str. 37): 
• uprava banke je odgovorna za odobritev analize tveganosti, 
• pooblaščenec za PPD je v sodelovanju z drugimi odgovornimi osebami posameznih 
poslovnih področij odgovoren za koordiniranje in usmerjanje aktivnosti pri pripravi 
analize tveganosti, 
• odgovorne osebe posameznih poslovnih področij so dolžne zagotoviti, da je v 
analizi tveganosti primerno zajeta vsebina poslovnega področja. 
 
Tveganje za pranje denarja in financiranje terorizma predstavlja tveganje, da bo določena 
stranka izrabila banko in s tem posredno finančni sistem države za pranje denarja ali 
financiranje terorizma oziroma da bo neko poslovno razmerje, storitev banke ali 
transakcija uporabljena oz. namenjena pranju denarja ali financiranju terorizma. Banka s 
tem preprečuje izpostavljenost lastnega bančnega sistema negativnim učinkom pranja 
denarja in financiranja terorizma. Analiza tveganja mora temeljiti na kriterijih za določanje 
tveganosti. Tveganje se določa po različnih kategorijah, najpogosteje uporabljeni kriteriji 
so (FATF, 2007, str. 23–24): deželno tveganje, tveganje stranke, tveganje produkta ali 
storitve. Analiza mora upoštevati, da različne stranke predstavljajo različno stopnjo 
tveganja. Enako velja tudi za poslovna razmerja ali za produkte, kot so npr.: odprtje 
transakcijskega računa, odprtje trgovalnega računa, vezava depozita, sklenitev kreditnega 
odnosa, poslovanje s kreditno ali debetno kartico, bančna garancija, akreditiv, 
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kontokorentna in korespondenčna razmerja med bankami ipd. Prikaz elementov za 
določanje analize tveganosti je v Prilogi 5: Prikaz elementov za PPDFT. 
 
Banka mora oceniti, katera geografska področja predstavljajo večje tveganje. Banka mora 
upoštevati tudi druge kriterije, kot so statusna in lastniška struktura stranke, ali je stranka 
navzoča pri sklepanju poslovnega razmerja, ali je stranka PEP, kakšen je namen 
vzpostavitve poslovnega razmerja in vse druge informacije v zvezi s stranko. Z analizo 
tveganja se strankam določi ocena tveganja za pranje denarja in financiranje terorizma. 
Banka mora redno posodabljati svoje lastne kriterije, ki vplivajo na razvrstitev strank. Prav 
tako mora ob uvedbi novih bančnih produktov le-te analizirati in oceniti tveganost. Banka 
mora redno preverjati in posodabljati svoje ocene in že izdelane kriterije in jih na podlagi 
izkušenj popraviti in dopolniti. V zvezi s tem morajo biti v analizi opisani tudi sistem in 
ukrepi za učinkovito obvladovanje teh tveganj. To pomeni, da mora imeti izdelane kriterije 
in mehanizme, kako bo ravnala s strankami in produkti, za katere oceni, da predstavljajo 
določeno tveganje. 
 
Glede na oceno tveganosti strank po profilu lahko govorimo o visokem, povečanem, 
običajnem, neznatnem tveganju ter o tako visokem tveganju, da se banka odloči, da je 
poslovanje s tako stranko ali produktom prepovedano. Na podlagi analize tveganja banka 
pred sklenitvijo poslovnega razmerja oceni profil tveganosti stranke, ki je podlaga za izbiro 
oblike pregleda stranke in pogostosti spremljanja poslovnih aktivnosti stranke.  
4.3.1 OPIS POSAMEZNIH TVEGANJ  
Banka oceni tveganost lastnih produktov, ki jih ima v svoji ponudbi. Običajno banke ne 
ponujajo visoko tveganih produktov. Banka ne sklepa poslovnih razmerij in izvaja 
transakcij za stranke, za katere veljajo t. i. finančne sankcije, ki vključujejo zamrznitev 
sredstev na računih ali prepoved razpolaganja s premoženjem nasploh, in zoper katere so 
sprejeti oziroma veljajo omejevalni ukrepi Varnostnega sveta Organizacije združenih 
narodov ali Evropske unije. 
 
Neznatno tveganje pomeni, da so možnosti zlorabe banke ali bančnega sistema 
minimalne. Stranke, ki predstavljajo neznatno tveganje za pranje denarja ali financiranje 
terorizma, so na primer državni organi, javne agencije, zbornice, banke, hranilnice, pošte, 
družbe za upravljanje investicijskih skladov, pokojninske družbe, državni organi in drugi, 
ki jih zakon natančno našteva v 33. členu ZPPDFT. 
 
V skupino običajno tveganje spadajo običajne stranke, za katere banka pri postopku 
sklenitve poslovnega razmerja ni ugotovila nobenih posebnosti in jih na podlagi kriterijev 
ni razvrstila v druge kategorije tveganja. V skupino povečano tveganje se uvrščajo 
stranke, ki za banko predstavljajo predhodno ali začasno povečano tveganje za pranje 
denarja ali financiranja terorizma. Pri teh strankah je banka na podlagi rednega in 
skrbnega spremljanja poslovnih aktivnosti ugotovila znatno odstopanje od običajnega 
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poslovanja. Gre za bolj tvegano dejavnost, stranka ima stalno prebivališče v državah, ki 
nimajo primerno zakonsko urejenega področja pranja denarja.  
 
Med visoko tveganje se uvrščajo stranke, ki so PEP, če ob sklepanju poslovnega razmerja 
niso bile osebno navzoče, so registrirane v offshore, so neprofitne organizacije s sedežem 
na bolj tveganem geografskem območju ipd. V to skupino se uvrščajo nakazila ali 
transakcije, pri katerih je prejemnik ali nalogodajalec oseba z bivališčem ali sedežem v 
tveganih geografskih območjih, visoke gotovinske transakcije in transakcije, ki niso 
skladne z dejavnostjo stranke ali navedenim namenom za odpiranje računa.  
4.2 PROFILI STRANK GLEDE NA NJIHOVO TVEGANOST  
Glede na kriterije tveganja banka svoje stranke uvrsti v posamezne kategorije glede na 
nivo izpostavljenosti le-te za pranje denarja in financiranje terorizma. Kategorije so lahko 
npr.: 
skupina A – stranke, ki izpolnjujejo kriterije neznatnega tveganja; 
skupina B –- stranke, ki predstavljajo običajno tveganje;  
skupina C – stranke, ki predstavljajo predhodno povečano tveganje; 
skupina D – stranke, ki predstavljajo visoko tveganje;  
skupina E – stranke, s katerimi banka ne posluje. 
 
Za stranke, ki se uvrščajo v skupino A, se lahko opravi poenostavljen pregled, spremljanje 
poslovnih aktivnosti stranke pri banki se izvaja v skladu z navodili v internih aktih banke, 
predvidoma pa ne pogosto, lahko tudi npr. na pet let. Za stranke, ki se uvrščajo v skupino 
B, se opravi običajen pregled, spremljanje poslovnih aktivnosti stranke pri banki se izvaja 
praviloma pogosteje, kot se izvaja pregled strank skupine A, predvidoma v obdobju od 
enega do nekaj let. Za nove stranke, ki jih banka uvrsti v skladu s kriteriji v skupino C, se 
opravi običajen pregled. Poslovne aktivnosti je treba spremljati pogosteje, v obdobju, ki 
omogoča sprotni nadzor. Za stranke, ki jih je banka uvrstila v skupino D, se opravi 
poglobljen pregled, spremljanje poslovnih aktivnosti stranke pri banki je treba izvajati 
kontinuirano. Poslovanje s strankami, ki se uvrščajo v skupino E, je prepovedano in ga 
banke praviloma ne izvajajo. 
4.2.2 SPREMLJANJE OCENE TVEGANOSTI IN UKREPI 
Začetno oceno tveganosti stranke določi banka, ki sklene prvi poslovni odnos s stranko. 
Če stranka sklene poslovno razmerje za uporabo več produktov ali storitev banke hkrati, 
pri čemer te predstavljajo različno stopnjo tveganosti z vidika pranja denarja ali 
financiranja terorizma, se stranki dodeli samo en profil tveganosti.  
 
Začetno oceno tveganosti stranke preverja banka, ki sklepa novo poslovno razmerje s 
stranko v okviru rednega spremljanja poslovnih aktivnosti le-te. Če se pri preverjanju 
začetne ocene tveganja v okviru rednega ali izrednega spremljanja aktivnosti stranke pri 
banki ugotovi, da poslovanje stranke znatno odstopa od običajnega načina poslovanja, 
mora opraviti dodatno analizo poslovanja in ugotoviti vzroke za tako odstopanje. Na 
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podlagi dodatne analize poslovanja stranke banka oceni pravilnost že dodeljenega profila 
in ga po potrebi spremeni. Ponazoritev je v Prilogi 6: Prikaz aktivnosti.  
 
Glede na to, kakšen je profil, mora banka določiti aktivnosti za redno spremljanje svojih 
strank. Obseg in pogostost aktivnosti spremljanja poslovanja morata biti povezana s 
posameznim profilom. Slabši kot je profil, več aktivnosti mora banka nameniti za 
spremljanje poslovanja in ugotavljanje skladnosti in pravilnosti profila tveganosti stranke. 
Banka ročno in z računalniško podporo izvaja spremljanje in pregled svojih strank in 
produktov.  
4.3 PREGLED STRANKE 
Priporočila FATF, ki so vključena v ZPPDFT, vključujejo izvajanje ukrepov pregleda stranke 
(angl. Customer due dilligence, v nadaljevanju CDD), ki je za poznavanje prihodnjega 
komitenta banke dejanje, ki je ključnega pomena za odločitev o sklenitvi poslovnega 
odnosa ali dodatnega poslovnega odnosa z že obstoječo stranko banke. Namen je, da 
banka preveri, ali je stranka resnično to, za kar se izdaja. Poznavanje stranke ali načelo 
KYC (angl. know your customer) je ključnega pomena za uspešno in učinkovito odkrivanje 
in preprečevanje pranja denarja in financiranja terorizma v banki. Pregled stranke je 
predpisan v 7. – 20. členu ZPPDFT in mora biti izvršen pred sklenitvijo poslovnega 
razmerja ali pred izvajanjem transakcije. Postopek za prepoznavanje stranke banka 
opravi, da izvrši pregled, ki vključuje naslednje aktivnosti: 
• ugotavljanje istovetnosti stranke in preverjanje njene istovetnosti na podlagi 
verodostojnih, neodvisnih in objektivnih virov; 
• ugotavljanje dejanskega lastnika stranke; 
• pridobivanje podatkov o namenu in predvideni naravi poslovnega razmerja ali 
transakcije ter drugih obveznih podatkov; 
• redno skrbno spremljanje poslovnih aktivnosti, ki jih stranka izvaja pri banki. 
 
Pregled stranke je treba opraviti: 
• pri sklepanju vsakega poslovnega razmerja s stranko; 
• pri vsaki transakciji v vrednosti 15.000 EUR ali več ne glede na to, ali poteka 
posamično ali z več transakcijami ali več bančnimi produkti; 
• v primeru morebitnega dvoma v verodostojnost in ustreznost predhodno 
pridobljenih podatkov ali dokumentov o stranki ali dejanskem lastniku;  
• ko v zvezi s transakcijo ali stranko obstajajo razlogi za sum pranja denarja ali 
financiranja terorizma ne glede na vrednost transakcije. 
 
Pregled stranke je prikazan v Prilogi 6: Prikaz ugotavljanja dejanskega lastnika. 
 
Postopek pregleda stranke se razlikuje glede na to, ali gre za sklepanje poslovnega 
razmerja za fizično osebo in zasebnika ali za pravno osebo. Če banka ne opravi pregleda 
stranke, ne sme skleniti poslovnega razmerja oziroma ne sme opraviti nameravane 
transakcije za stranko. V zakonu je neizvršitev pregleda opredeljena kot eno izmed hujših 
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kršitev. Poznamo poenostavljen, običajen in poglobljen pregled stranke. Vrsta 
predpisanega pregleda se izvrši glede na posamezno vrsto stranke in glede na to, ali je 
stanka fizično navzoča in ali stanka ali pa bančni produkt predstavlja določeno tveganje. 
Banka lahko podatke pridobi na podlagi vpogleda v originalno ali overjeno dokumentacijo 
iz sodnega ali drugega javnega registra, ki jo predloži stranka, in ni starejša od 3. 
mesecev ali z neposrednim vpogledom v javni register AJPES.  
 
Poglobljen pregled stranke je banka dolžna opraviti pri sklepanju poslovnih razmerij in 
izvajanju transakcij pri stranki, ki po oceni tveganja sodi v skupino visoko tveganih strank. 
Poglobljen pregled stranke poleg običajnega pregleda stranke vključuje še dodatne 
ukrepe za poznavanje same stranke in redno mesečno spremljanje poslovnih aktivnosti 
stranke.  
 
Poglobljen pregled stranke mora banka opraviti pri sklepanju poslovnih razmerij s 
strankami, ki niso bile osebno navzoče pri ugotavljanju in preverjanju istovetnosti in za 
katere je bila ugotovljena in preverjena istovetnost na podlagi kvalificiranega digitalnega 
potrdila, ki ga je izdal registrirani overitelj s sedežem v Republiki Sloveniji, drugi državi 
članici EU ali tretji državi, in pod pogoji, določenimi z zakonom, ki ureja elektronsko 
poslovanje in elektronski podpis. V tem primeru mora banka zahtevati, da se pred 
izvajanjem nadaljnjih transakcij pri banki prvo plačilo stranke opravi v breme računa, ki ga 
je stranka v svojem imenu že odprla ali ima odprtega pri kreditni instituciji. 
 
Banka lahko izvajanje ukrepov pregleda stranke v skladu s 24.–27. členom ZPPDFT pri 
sklepanju poslovnega razmerja zaupa tretji osebi. Ne glede na to banka sama odgovarja 
za pravilno izvedbo vseh postopkov pregleda stranke. Banka mora pred enkratnim ali 
stalnim posredovanjem postopka izvršitve pregleda stranke pri tretji osebi preveriti, ali le-
ta izpolnjuje vse pogoje za izvajanje pregleda. To so: da je tretja oseba organizacija, ki 
lahko izvede pregled stranke, da tretja oseba ugotavlja in preverja istovetnost stranke z 
osebno navzočnostjo stranke, da tretja oseba ni navidezna banka ali druga podobna 
kreditna institucija, ki ne opravlja ali ne sme opravljati dejavnosti v državi, v kateri je 
registrirana. Seznam tretjih oseb je v Prilogi 8: Seznam oseb, ki lahko izvršijo pregled 
stranke. 
4.4 UKREPI BANK ZA PREPREČEVANJE IN ODKRIVANJE PRANJA 
DENARJA IN FINANCIRANJE TERORIZMA 
4.4.1 SPOROČANJE GOTOVINSKIH TRANSAKCIJ  
Banka Uradu sporoča gotovinske transakcije v vrednosti nad 30.000 EUR. Gotovinska 
transakcija je vsaka transakcija, pri kateri banka od stranke sprejme gotovino oziroma 
stranki izroči gotovino v posest in razpolaganje v fizični obliki ne glede na valuto gotovine. 
Banka Uradu sporoča te podatke najkasneje v treh delovnih dneh po opravljeni 
transakciji. Podatke sporoči na predpisanem obrazcu, ki se izpolni v skladu z Navodilom o 
načinu izpolnjevanja obrazcev, ki je sestavni del Pravilnika o načinu sporočanja podatkov 
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Uradu. Banka vodi evidenco o vseh gotovinskih transakcijah in Uradu sporoča samo 
transakcije nad 30.000 EUR. Na obrazcu so naslednji podatki: 
• številka osebnega dokumenta, vrsta dokumenta, številka dokumenta in izdajatelj 
dokumenta; 
• v čigavem imenu stranka opravlja transakcijo;  
• število strank, ki izvajajo transakcijo;  
• število strank, ki jim je transakcija namenjena. 
 
V skladu s Pravilnikom o določitvi pogojev, pod katerimi za nekatere stranke ni treba 
sporočiti podatkov o gotovinskih transakcijah, banka ne sporoča podatkov o gotovinskih 
transakcijah nad 30.000 EUR v primerih: 
• če se gotovinska transakcija nanaša na polaganje dnevnih iztržkov iz naslova 
prodaje blaga ali storitev na račun pri banki in je ta stranka pravna oseba, ki 
opravlja glavno dejavnost kot trgovina – popravila motornih vozil in izdelkov široke 
porabe ali gostinstvo; 
• če gotovinsko transakcijo opravlja stranka, za katero se lahko opravi poenostavljen 
pregled; 
• če gotovinsko transakcijo opravlja pogodbena menjalnica in se nanaša na odkup 
ali prodajo tuje gotovine.  
To pomeni, da je banka razbremenjena velike količine poročil o gotovinskih transakcijah 
družb, ki večinoma prejemajo plačila v gotovini in so za te posle tudi registrirane. 
 
Banka mora zagotoviti elektronski prenos podatkov o gotovinskih transakcijah nad 30.000 
EUR v tako imenovanem varnem okolju z dogovorjeno zaščito, to je kriptiranje podatkov. 
Prav tako mora banka zagotoviti prenos podatkov v primeru, ko zaradi tehničnih ovir ali 
višje sile ni možno opraviti elektronskega posredovanja podatkov.  
4.4.2 SPOROČANJE TRANSAKCIJ ALI STRANK, PRI KATERIH OBSTAJAJO 
RAZLOGI ZA SUM PRANJA DENARJA ALI FINANCIRANJA TERORIZMA  
Banke so dolžne zagotoviti spremljavo poslovanja strank in v primeru ugotovitve, da v 
zvezi s stranko ali njeno transakcijo obstajajo razlogi za sum pranja denarja ali 
financiranja terorizma, pridobljene podatke sporočiti Uradu.  
 
Sumljive transakcije so vse tiste transakcije, ki niso skladne s strankino zakonito 
dejavnostjo ali običajnimi načini poslovanja. To so transakcije, ki nimajo nobenega 
gospodarnega vidika ali kažejo na poizkus izigravanja zakonskih predpisov. Za opredelitev, 
ali so posamezne transakcije sumljive, je treba dobro poznavanje strank oziroma njihovih 
poslovnih aktivnosti, dejanskih lastnikov, finančnih zmožnosti in moči. Le tako lahko 
transakcijo ali več posameznih transakcij prepoznamo kot nenavadne oziroma sumljive. 
Pri presojanju, ali so pri posameznih transakcijah podani razlogi, ki kažejo na sum pranja 
denarja ali financiranja terorizma, je treba upoštevati, da posamezna transakcija sama po 
sebi nujno še ne pomeni, da gre za pranje denarja ali financiranje terorizma. Transakcija, 
ki odstopa od običajnega poslovanja, je lahko le opozorilo, da je preverjanje transakcij in 
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z njo povezane stranke in njenega poslovanja potrebno. Za sklepanje o obstoju razlogov 
suma pranja denarja ali financiranja terorizma je treba analizirati celotno poslovanje 
stranke.  
 
Banka stranki ne sme razkriti, da je bil podatek o njej in transakciji sporočen Uradu. Če so 
razlogi, ki kažejo na sum pranja denarja ali financiranja terorizma, ugotovljeni, banka 
izpolni obrazec, ki ga skupaj s poslovno dokumentacijo o stranki pošlje Uradu. V obrazcu 
opisno navede vse indikatorje sumljive transakcije, ki glede na poznavanje poslovanja 
stranke kažejo na neobičajne oz. sumljive transakcije.  
 
Banke imajo za podporo spremljanju strank in na podlagi sprejetih politik in navodil 
izdelano programsko podporo za izvajanje spremljanja poslovanja. Programi na podlagi 
kriterijev in glede na pogostost spremljanja analizirajo podatke glede na pretekla obdobja 
in odstopanja zabeležijo kot izpis možnih sumljivih transakcij. Programsko se vsi dejavniki 
ne morejo podpreti in jih je za celovito in skrbno spremljanje treba izvršiti ročno, s 
pregledom poslovanja, kar pa je časovno zahtevno in zamudno. Avtomatično programsko 
Za pomoč pri opredeljevanju in odločitvah, ali je poslovanje stranke ali posamezna 
transakcija sumljiva, se uporablja seznam indikatorjev, ki je sestavljen iz dveh delov, in 
sicer seznama indikatorjev za prepoznavanje sumljivih transakcij s področja pranja 
denarja, ki je v Prilogi 9: Indikatorji, ki se nanašajo na pranje denarja, in seznama za 
prepoznavanje sumljivih transakcij s področja sumljivih transakcij financiranja terorizma, 
ki so v Prilogi 10: Indikatorji za prepoznavanje financiranja terorizma.  
 
Seznama indikatorjev za bančni sektor sta bila pripravljena v okviru bank članic Združenja 
bank Slovenije, ob soglasju Urada in Banke Slovenije. Indikatorji so prikazani ločeno za 
posamezno kaznivo dejanje in so razdeljeni na indikatorje, ki se nanašajo na stranke, na 
transakcije, na uporabo računov in bančnih produktov. Vedno, ko obstajajo v zvezi s 
transakcijo ali stranko razlogi za sum pranja denarja ali financiranja terorizma ne glede na 
vrednost ali vrsto transakcije ali vrsto ali oceno tveganosti stranke, je treba opraviti 
pregled stranke. 
 
Banka mora podatke o transakcijah ali stranki, pri kateri obstajajo razlogi za sum pranja 
denarja ali financiranja terorizma, sporočiti pooblaščencu banke še pred izvršitvijo same 
transakcije. Banka mora sporočiti podatke o stranki tudi v primeru nameravane 
transakcije, ki je kasneje stranka ni opravila pri banki. Pri oceni, ali pri določeni transakciji 
oz. stranki obstajajo razlogi za sum pranja denarja ali financiranja terorizma, so v pomoč 
predvsem naslednji indikatorji: 
• splošni indikatorji, ki so povezani s samo stranko;  
• indikatorji, ki so povezani z izvajanjem določene transakcije; 
• indikatorji, ki so povezani z izvajanjem gotovinskih transakcij;  
• indikatorji, ki se nanašajo na račun;  




spremljanje je lahko samo del spremljave in pregleda in le-tega ne more v celoti 
nadomestiti. Del teh aktivnosti predstavlja tudi komercialna aktivnost oz. obratno. Pri 
pregledu strankinega poslovanja za namene trženja se komercialne aktivnosti združijo s 
spremljanjem strankinega poslovanja glede sumljivosti transakcij ali poslovanja.  
4.4.5 SPOROČANJE TRANSAKCIJ V SKLADU Z 38. ČLENOM ZPPDFT 
Banka Uradu sporoča vse transakcije nad zneskom 30.000 EUR v dobro računov pravnih 
in fizičnih oseb v države, kjer obstaja večja verjetnost za pojav pranja denarja. Prav tako 
mora sporočiti tudi transakcije nad 30.000 EUR v dobro računov fizičnih ali pravnih oseb s 
stalnim ali začasnim bivališčem v državah, kjer obstaja večja verjetnost za pojav pranja 
denarja. Urad podatke o teh transakcijah objavi na javno dostopni spletni strani. Seznam 
teh držav spreminja FATF.  
4.4.6 IZVRŠEVANJE ZAHTEV IN ODREDB URADA  
V skladu z zakonom lahko Urad banki naroči izvajanje tudi drugih nalog v zvezi s 
preprečevanjem pranja denarja ali financiranja terorizma. Te naloge se nanašajo na 
zahteve: 
• po posredovanju določenih podatkov; 
• za tekoče spremljanje poslovanja določenih strank in  
• za ustavitev določenih transakcij. 
Urad običajno vse zahteve naslovi na pooblaščenca banke, ki potem poskrbi za izvajanje 
zahtev v banki in posredovanje podatkov Uradu. 
 
Če Urad oceni, da so v zvezi s transakcijo ali stranko podani razlogi za sum pranja denarja 
ali financiranja terorizma, lahko od banke zahteva posredovanje ustreznih podatkov 
informacij in dokumentacije o transakcijah in strankah. Banka mora zagotoviti odgovor 
najkasneje v petnajstih dneh od prejema zahteve, pri čemer se dnevi štejejo v skladu z 
Zakonom o upravnem postopku. To pomeni, da so v ta rok vključene sobote, nedelje in 
prazniki. Urad lahko izjemoma določi tudi krajši rok. Organizacijo zbiranja podatkov, 
informacij in dokumentacije v zvezi s posamezno zahtevo Urada v banki določi 
pooblaščenec banke, praviloma pa je zapisana v internih navodilih in pravilnikih. 
Organizacijske enote posredujejo vse zahtevane podatke in dokumentacijo pooblaščencu 
banke na dogovorjen in varen način. Pooblaščenec banke pa podatke pregleda, uredi in 
jih posreduje Uradu z oznako zaupnosti. 
 
Urad lahko v skladu z 59. členom ZPPDFT pisno zahteva od banke, da tekoče spremlja 
finančno poslovanje posameznih oseb, pri katerih obstajajo razlogi za sum pranja denarja 
ali financiranja terorizma, ali osebe, za katero je mogoče utemeljeno sklepati, da je 
udeležena pri transakcijah takih oseb pri banki. V zahtevi Urad opredeli, da mu mora 
banka sproti sporočati podatke o transakcijah ali poslih, ki jih je ali jih namerava izvesti 
taka oseba. Banka mora zahtevane podatke sporočati Uradu, kakor je navedeno v zahtevi. 
Običajno je treba sporočiti podatke pred sklenitvijo poslov ali pred izvršitvijo transakcij. 
Pooblaščenec banke o prejeti zahtevi za tekoče spremljanje poslovanja osebe seznani 
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svoje sodelavce skladno s postopki, ki morajo biti natančno navedeni v internih aktih in 
pravilnikih. Izvajanje ukrepa za tekoče spremljanje poslovanja strank lahko Urad določi za 
dobo do treh mesecev, ki se lahko podaljša, vendar lahko traja največ šest mesecev. 
 
V primeru, da obstajajo utemeljeni razlogi za sum pranja denarja ali financiranja 
terorizma, lahko Urad v skladu s 57. členom ZPPDFT na podlagi pisne odredbe za 72 ur 
ustavi izvedbo transakcije. Urad odredbo posreduje banki oz. njenemu pooblaščencu. V 
izrednih primerih je lahko odredba tudi ustna ter v pisni obliki posredovana še isti dan, ko 
je bila izdana. V zvezi z odredbo lahko Urad izda tudi navodila o postopku banke v zvezi z 
osebo, na katero se začasna ustavitev transakcije nanaša. O odredbi zaustavitve 
transakcije za 72 ur pooblaščenec banke takoj obvesti pristojno poslovno enoto enote 
banke, v kateri ima oseba sklenjeno poslovno razmerje oz. v kateri se izvajajo transakcije. 
Da bi banke zmanjšale tveganje za neizvršitev zahtev Urada, je smiselno in upravičeno, da 
se take zahteve programsko podprejo in se s tem onemogoči knjiženje takih plačil.  
 
Banke izpolnjujejo zahteve Urada, kar pomeni poseganje v avtomatiko procesiranja 
bančnih nalogov in transakcij. Prav tako je izvrševanje plačilnih nalogov transparenten 
posel, saj je stranka seznanjena s pogoji in postopki izvršitve poslov. Banka mora imeti v 
skladu z Zakonom o plačilnih storitvah in sistemih (v nadaljevanju: ZPlaSS) javno 
objavljene vse pogoje in urnik izvršitve nalogov/poslov. Take zahteve Urada banke 
potisnejo v položaj, ko svoji stranki ne smejo razkriti zahteve Urada, istočasno pa morajo 
sprejeti in izvršiti naročilo stranke. Glede na transparentnost bančnih postopkov se mora 
banka v takih primerih sklicevati na dolgotrajnost bančnih postopkov oz. svoji stranki 
navajati razloge, ki niso resnični. Praviloma naj bi Urad v primerih začasne zaustavitve 
sprejel odločitve o tem v zelo kratkem času, sicer pa se ta postopek tudi v realnosti ne 
uporablja pogosto. 
4.5 VODENJE EVIDENC 
Zakon v 76., 79. in 82. členu bankam nalaga, da vodijo evidence podatkov o strankah, 
poslovnih razmerjih v zvezi s transakcijami ter evidence o sporočenih podatkih Uradu. 
Urejeno vodenje evidenc in dokumentacija o opravljenih pregledih stranke in sporočanju 
podatkov Uradu predstavlja skupaj z dokumentacijo o notranjih ukrepih banke dokaz o 
vestnem poslovanju. Vodenje evidenc mora biti natančno predpisano z notranjimi akti 
banke. Vsi podatki se morajo hraniti in obravnavati kot bančna in poslovna skrivnost.  
 
Vrste evidenc se razlikujejo glede na posamezno področje. Evidence so dolžni voditi 
skrbniki strank, služba notranje revizije, kadrovska služba in pooblaščenec za 
preprečevanje pranja denarja. 
 
Pri pridobivanju, obdelavi, hrambi in posredovanju podatkov gre največkrat za osebne 
podatke po Zakonu o varstvu osebnih podatkov (ZVOP-1) in za zaupne podatke po 
Zakonu o bančništvu (ZBan-1). ZPPDFT se v 2. točki 76. člena sklicuje na to, da se morajo 
vsa obvestila in informacije označiti in obravnavati z ustrezno stopnjo tajnosti v skladu z 
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zakonom, ki ureja te podatke, to je zakonom o tajnih podatkih (ZTP). Prav tako morajo 
imeti banke primerne prostorske in tehnične zmogljivosti, ki zagotavljajo ustrezno stopnjo 
varnosti tajnih podatkov. Banka mora vzpostaviti učinkovit sistem varovanja, ki je 
opredeljen z ZTP in Uredbo o varovanju tajnih podatkov. V primeru, ko se podatki hranijo 
v bančnih informacijskih sistemih, pa mora imeti banka izdelan načrt varovanja 
informacijskega sistema, oceno tveganosti tega sistema in varnostna navodila za delo v 
informacijskem sistemu: kako se podatke sprejema, evidentira, obdeluje, označuje s 
stopnjo tajnosti, posreduje drugim upravičencem, arhivira, uničuje, enako tudi postopke v 
primeru zlorabe sistema ali podatka. 
 
Banka hrani dokumentacijo o pregledu strank in o vseh transakcijah strank najmanj deset 
let po opravljeni transakciji ali po prenehanju poslovnega razmerja. Evidence o 
strokovnem usposabljanju delavcev ter izvajanju notranjih kontrol in dokumentacija o 
imenovanju pooblaščenca in namestnikov pooblaščenca se hranijo v najmanj štiri leta. 
Prav tako mora imeti banka urejeno evidenco, kdo ima in je dostopal do evidenc in zbirk 
podatkov. V primeru, ko se evidenca in dokumentacija hranita na mikrofilmu ali na 
drugem sodobnem trajnem nosilcu podatkov, mora biti zagotovljeno, da so posnetki 
skladni z originalno dokumentacijo in računalniški zapisi neoporečni. Podana mora biti tudi 
možnost reprodukcije na papirju. 
 
Bančni delavci smejo podatke, informacije in dokumentacijo, ki so jih pridobili v skladu z 
izvajanjem postopkov za preprečevanje pranja denarja in financiranja terorizma uporabiti 
izključno za namen, za katerega so bili pridobljeni. Pri posredovanju podatkov, informacij 
in dokumentacije Uradu za banko in njene delavce ne velja obveznost varovanja tajnih 
podatkov, poslovne skrivnosti ter bančne in poklicne tajnosti. Banka in bančni delavci ne 
odgovarjajo za škodo, povzročeno strankam ali tretjim osebam, v zvezi z dajanjem 
zahtevanih in v skladu z zakonom sporočenih podatkov.  
4.10.6 IZVAJANJE UREDBE ŠT. 1781/2006/ES – PODATKI O PLAČNIKU, KI 
SPREMLJAJO PRENOS DENARNIH SREDSTEV 
Banke so poleg zahtev, ki so opredeljene v ZPPDFT, dolžne izpolnjevati tudi zahteve iz 
Uredbe 1781/2006/ES o podatkih o plačniku, ki spremljajo prenos denarnih sredstev (v 
nadaljevanju Uredba 1781/2006/ES). Uredba 1781/2006/ES je stopila v veljavo 1. 1. 2007 
in je zavezujoča za vse države članice EU. Banke morajo zagotavljati popolne podatke o 
plačniku v celotni plačilni verigi, to je od plačnika do končnega prejemnika sredstev. 
Banka mora zahtevati popolne podatke o plačniku. V primeru, da teh podatkov ne prejme 
ali le-ti niso popolni, mora banka tak prenos sredstev zavrniti. 
 
V primeru, da gre za nakazilo, prenos sredstev med državami članicami Evropske 
skupnosti, ki imajo urejeno regulativo področja preprečevanja pranja denarja in 
financiranja terorizma, lahko prenos sredstev spremlja številka računa plačnika ali 
posebna identifikacijska oznaka, ki omogoča, da se transakcija izsledi do plačnika. Banka 
preverja podatke o plačniku na prejetih nalogih v dobro računov svojih strank in poslanih 
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nalogih. Postopek kontrole se nanaša na ugotavljanje, ali nalog za prenos sredstev 
vsebuje podatke o plačniku, kakor so zahtevani, in ali so podatki pravilni oz. logični. 
 
»Združenje za svetovne finančne telekomunikacije med bankami (Society for Worldwide 
Interbank Financial Telecommunication – SWIFT) je organizacija s sedežem v Bruslju, ki 
bankam in drugim finančnim posrednikom ponuja posebno omrežje, storitve in proizvode 
za medsebojni prenos standardiziranih podatkov. Med storitvami je tudi opravljanje 
plačilnega prometa med finančnimi institucijami.« (Merc, Pravna praksa, 2009). Finančni 
posrednik prejme BIC-kodo (Bank Identifier Code), ki je pogoj, da je plačilo, ki vsebuje 
popolne podatke, obdelano brez ročnih posegov in avtomatsko. Vse banke niso vključene 
v SWIFT sistem. Nakazilo se lahko izvrši tudi na podlagi banke v davčni oazi, ki nima BIC-
kode, ima pa sklenjen korespondenčni odnos, to je t. i. nostro račun. »V tem primeru se v 
nakazilu v obrazcu SWIFT kot dejanskega lastnika navede banko brez kode BIC, ki pa ni 
dejanski lastnik sredstev, ampak sredstva samo prenakaže na račun svojega komitenta. 
Nerealno bi bilo pričakovati, da se bodo v bližnji prihodnosti vsi finančni posredniki vključili 
v omrežje SWIFT in s tem pridobili BIC-kodo.« (Merc, Pravna praksa, 2009). To pomeni, 
da so plačilni nalogi, posredovani s tovrstnimi podatki, sicer popolni, vendar je pravi 
prejemnik plačila izsledljiv samo na način poizvedovanja v konkretnem primeru in ne že 
na plačilnem nalogu. 
 
Uvedba avtomatične kontrole preverjanja podatkov je težka. Ročno pregledovanje je 
zamudno in neučinkovito. Vzpostavitev avtomatične kontrole v programih pa je sicer 
izvedljiva, vendar je vsebinsko nepopolna. Programska kontrola se lahko izvaja pri 
knjiženju nalogov, ki ne ustrezajo določenim izbranim kriterijem, kot je izpolnjenost 
naloga z določenimi znaki. Delno se kontrola o plačniku izvaja in je zagotovljena že s 
samimi standardi v medbančnem plačilnem prometu v državi ter SWIFT-standardi. Banka 
lahko kontrole izvaja na način izbire naključnega zajema nalogov. V primeru, da nalogi ne 
bi bili popolno izpolnjeni, je treba od banke plačnika zahtevati dopolnitev podatkov. V 
primeru, da bi se kršitve te uredbe s strani iste banke ponavljale, bi bilo treba presoditi, 
ali se poslovni odnos s tako banko še nadaljuje ali se prekine. Manjkajoči ali nepopolni 
podatki še ne pomenijo, da gre za pranje denarja, je pa pri tem treba preveriti takšno 
nakazilo. 
 
Programske kontrole na odlivnih plačilnih nalogih so enostavnejše kot na prejetih nalogih. 
Kontrole se zahtevajo že pri vnosu naloga, npr. na elektronski banki na uporabnikovi 
strani ali pri prevzemu nalogov v informacijski sistem banke. Prav tako je možno izvršiti 
kontrolo na pravilnost podatkov s povezavo na javno dostopen register odprtih 
transakcijskih računov, ki ga vodi AJPES, ali pa iz lastnega bančnega registra komitentov. 
Problem glede kontroliranja podatkov pa predstavljajo nakazila v dobro računov fizičnih 
oseb, ki zaradi zakona o varstvu osebnih podatkov niso objavljeni v javnem delu registra 
transakcijskih računov in jih ni mogoče kontrolirati. Vse evidence v zvezi z zagotavljanjem 





5 VLOGA NADZORNIH ORGANOV 
Nadzorna organa, ki nadzirata poslovanje bank v zvezi z izpolnjevanjem ZPPDFT, sta 
Banka Slovenije in Urad Republike Slovenije za preprečevanje pranja denarja. 
5.1 VLOGA BANKE SLOVENIJE 
Nadzor bank v zvezi z izvajanjem zakonskih določil je z Zakonom o bančništvu dan Banki 
Slovenije, ki nadzira, ali banke spoštujejo vsa pravila s tega področja, vključno s 
podzakonskimi akti.  
 
Nadzor opravljajo inšpektorji Banke Slovenije, tako da izvajajo redne preglede bank. V 
primeru ugotovitve nepravilnosti ali kršitev z odločbo odredijo ustrezne ukrepe in izrečejo 
relativno visoke mandatne kazni. Banka Slovenije izvaja sistematične ciklične preglede 
poslovanja bank, in sicer glede na oceno ranljivosti posamezne banke in glede na 
ugotovitve preteklih revizijskih pregledov. Pregled lahko opravi v banki sami ali na način 
zunanjega preverjanja. Zunanje preverjanje poteka na način, da banki pošlje vprašalnik, 
ki ga banke izpolnijo. Na podlagi teh podatkov lahko Banka Slovenje naredi tudi naknadno 
pregled v banki. Po opravljenem revizijskem pregledu o tem izdela poročilo in ga predstavi 
poslovodstvu banke. V poročilu navede vsebino in obseg izvršenega pregleda in 
ugotovitve. V primeru kršitev odredi roke za odpravo kršitev in izreče kazni za odgovorne 
osebe. O kršitvah Banka Slovenije obvesti tudi Urad. Prav tako Urad obvešča Banko 
Slovenje o ugotovljenih zaznanih kršitvah v okviru svojih pristojnosti.  
 
Banka Slovenije je izdala tudi Usmeritve Banke Slovenije, ki zasledujejo, ali je izvajanje 
določil zakona zakonito in enotno. Prav tako sodeluje pri izobraževanju, posvetih in z 
drugimi oblikami dejavnosti, ki pripomorejo k izboljšanju na področju preprečevanja 
pranja denarja. 
5.2 VLOGA URADA ZA PREPREČEVANJE PRANJA DENARJA 
Urad Republike Slovenije za preprečevanje pranja denarja je organ v sestavi Ministrstva 
za finance. Opravlja naloge, ki se nanašajo na preprečevanje in odkrivanje pranja denarja 
in financiranja terorizma, ter druge naloge, določene z zakonom. Urad je začel delovati 1. 
januarja 1995. Ima ključno vlogo med institucijami finančnega sistema na eni ter organi 
odkrivanja in pregona kaznivih dejanj na drugi strani. Urad sprejema, zbira, analizira in 
posreduje podatke, ki jih prejme od finančnih in drugih organizacij, ki so dolžne sporočati 
podatke, kakor izhaja iz določil iz 4. člena ZPPDFT. Pravna podlaga za mednarodno 
delovanje je določena s 65., 66. in 67. členom ZPPDFT, ki pooblaščajo Urad, da izmenjuje 
podatke s tujimi organi, pristojnimi za preprečevanje pranja denarja in financiranja 
terorizma. Urad je centralni organ za sprejemanje in analiziranje finančnih podatkov o 
strankah in transakcijah, pri katerih obstajajo razlogi za sum pranja denarja ali 
financiranja terorizma, in posredovanje teh podatkov pristojnim organom. V Prilogi 11: 
Organigram Urada.  
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5.2.1 RAVNANJE IN POSTOPKI URADA 
Urad lahko v zvezi s podanimi prijavami zahteva podatke o stanju sredstev in drugega 
premoženja teh oseb pri organizaciji, podatke o prometu s sredstvi in premoženjem teh 
oseb pri organizaciji, podatke o drugih poslovnih razmerjih, sklenjenih pri organizaciji, in 
vse druge podatke in informacije, ki jih je organizacija pridobila ali jih vodi na podlagi 
zakona ter so potrebni za odkrivanje in dokazovanje pranja denarja ali financiranja 
terorizma. Vse organizacije, ki so zavezane k poročanju podatkov, morajo Uradu na 
njegovo zahtevo poslati tudi vso potrebno dokumentacijo. Urad lahko od organizacij 
zahteva pisno informacijo, podatke in dokumentacijo tudi v zvezi z opravljanjem njihovih 
nalog po ZPPDFT ter druge podatke, ki jih potrebuje pri izvajanju nadzora. Zavezanci 
morajo zahtevane podatke, informacije in vso drugo dokumentacijo poslati Uradu brez 
odlašanja, najkasneje pa v 15 dneh od prejema zahteve. Kršitev navedenega roka sodi 
med najtežje kršitve določb ZPPDFT (prekrški), za katere so zagrožene visoke denarne 
kazni.  
 
Prav tako lahko Urad od državnih organov in nosilcev javnih pooblastil zahteva podatke, 
informacije in dokumentacijo, ki so potrebni za odkrivanje in dokazovanje pranja denarja 
ali financiranja terorizma. Urad lahko od navedenih subjektov zahteva vse podatke, 
informacije in dokumentacijo, ki jo potrebuje pri izvajanju nadzora po ZPPDFT in pri 
vodenju postopka o prekršku. Predložitev podatkov, informacij in dokumentacije Uradu po 
tem zakonu iz zbirk osebnih podatkov je brezplačna.  
5.2.2 UKREPI URADA 
Če Urad na osnovi pridobljenih podatkov in dokumentacije oceni, da so v zvezi s 
transakcijo ali določeno osebo podani razlogi za sum, da je bilo storjeno kaznivo dejanje 
pranja denarja, posreduje pisno obvestilo s potrebno dokumentacijo pristojnim organom, 
to je policiji in državnemu tožilstvu.  
 
Prav tako lahko Urad s pisno odredbo začasno, vendar največ za 72 ur, ustavi 
nameravano transakcijo, če presodi, da obstajajo utemeljeni razlogi za sum pranja 
denarja ali financiranja terorizma, in o tem obvesti pristojne organe, ki morajo izdati 
sodno odredbo za zaustavitev transakcije. V bankah predstavlja problem to, kako 
komitentu pojasniti, zakaj transakcija ni bila izvršena, istočasno pa se stranki ne sme 
razkriti, da je le-ta zaustavljena.  
 
Zaradi centralizacije in analize vseh podatkov v zvezi s pranjem denarja in financiranjem 
terorizma morajo sodišča, državna tožilstva in drugi državni organi Uradu pošiljati 
povratne informacije. To so podatki o kaznivih dejanjih pranja denarja in financiranja 
terorističnih dejavnosti ter o prekrških po ZPPDFT. Urad je pooblaščen za izmenjavo 
podatkov s tujimi sorodnimi organi, pristojnimi za preprečevanje pranja denarja in 
financiranja terorizma, ter opravlja posredni nadzor nad izvajanjem določb zakona.  
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5.2.3 NALOGE URADA 
Uradu so poverjene naloge, ki se nanašajo na preprečevanje pranja denarja in 
financiranja terorizma. Njegove glavne aktivnosti so, da pristojnim organom predlaga 
spremembe in dopolnitve predpisov, ki se nanašajo na preprečevanje in odkrivanje pranja 
denarja in financiranja terorizma. Prvotni zakon je bil do danes spremenjen in 
posodobljen. Pripravljen pa je tudi že predlog novega zakona. K sodelovanju so bili 
povabljeni vsi deležniki. Pri pripravi dopolnitev je zakonodajalec vključil izvajalce, 
zavezance za sporočanje podatkov, ki so posredovali svoje predloge in pobude za 
spremembo zakona. Predlogi so bili v glavnem upoštevani. Tak način pristopa k 
spremembi zakonodaje je odraz demokratičnosti države.  
 
Urad sodeluje pri sestavi seznama indikatorjev za prepoznavanje strank in transakcij, pri 
katerih obstajajo razlogi za sum pranja denarja ali financiranja terorizma. Vsak izvajalec bi 
moral – glede na specifičnost posla, ki ga opravlja – izdelati lasten seznam indikatorjev. 
Indikatorji za banke so zaradi specifike posla enaki. Seznam indikatorjev bi bilo treba 
posodabljati, saj se lahko pojavijo vedno nove, še neznane pojavne oblike postopkov 
pranja denarja.  
 
Urad pripravlja in izdaja priporočila ali smernice za enotno izvajanje ZPPDFT in predpisov, 
izdanih na njegovi podlagi pri zavezancih. Na svoji spletni strani objavlja odgovore in 
mnenja na podana vprašanja po posameznih sklopih vsebin. Sodeluje pri strokovnem 
usposabljanju delavcev organizacij, državnih organov, nosilcev javnih pooblastil, 
odvetnikov, odvetniških družb in notarjev. Urad sam ni zavezan k organiziranju 
izobraževanja, se pa aktivno udeležuje vseh posvetov, predavanj, delavnic in drugih oblik 
izobraževanja, ki je v glavnem organizirano pod okriljem Združenja bank Slovenije. 
 
Najmanj enkrat na leto objavi statistične podatke v zvezi s pranjem denarja in 
financiranjem terorizma, zlasti o številu sumljivih transakcij, ki so mu bile poslane v skladu 
z ZPPDFT, številu obravnavanih primerov na letni ravni, številu kazensko preganjanih 
oseb, številu oseb, obsojenih kaznivega dejanja pranja denarja ali financiranja terorizma, 
ter obsegu zamrznjenih, zaseženih ali odvzetih sredstev. Poročilo je zelo uporabno 
gradivo, na podlagi katerega lahko zavezanci ocenijo stanje in napredek na podlagi 
analize podatkov. Poročilo je objavljeno na javni spletni strani in dostopno vsem. Na drug 
primeren način obvešča javnost o pojavnih oblikah pranja denarja in financiranja 
terorizma. Urad najmanj enkrat na leto o svojem delu poroča vladi.  
5.2.5 STATISTIČNI PODATKI URADA 
Urad od leta 2002 dalje na svoji spletni strani objavlja letna poročila. V teh poročilih Urad 
v skladu s svojimi pooblastili natančno analizira sporočene transakcije, ki so jih sporočili 
zavezanci. Znaten del teh sporočil se nanaša na banke. V primeru, da ugotovi razloge za 
sum pranja denarja, podatke posreduje pristojnim organom pregona, to sta policija in 
tožilstvo. Podatki o prijavljenih sumljivih transakcijah so v Prilogi 12: Število in delež zadev 
po prijaviteljih v obdobju 2009–2013.  
42 
 
6 PRIMERJAVA UREDITVE PRANJA DENARJA V IZBRANIH 
EVROPSKIH DRŽAVAH 
Glede primerjave je Sloveniji težko najti enakovredno državo, saj so države članice EU 
zgodovinsko, politično, ekonomsko in pravno zelo različno razvite. Za primerjavo sem 
izbrala za evropske razmere sicer manjši državi, ki sta v EU že dlje časa in sta politično 
različno urejeni. Belgija je članica EU že od l. 1958 in je federalna parlamentarna ustavna 
monarhija, Irska pa je članica EU od l. 1973 in je po ureditvi parlamentarna republika. 
Slovenija je postala članica EU l. 2004, kar pomeni, da je zakonodaja EU postala s 
članstvom zanjo tudi zavezujoča. Za primerjavo je v nadaljevanju opisana pravna in 
institucionalna ureditev Belgije in Irske. Primerjava je povzeta po gradivu, ki ga je v 
Državni zbor 3. marca 2014 vložila skupina poslank in poslancev v zvezi s predlogom 
Zakona o spremembah in dopolnitvah Zakona o preprečevanju pranja denarja in 
financiranja terorizma. 
6.1 PRIKAZ UREDITVE PRANJA DENARJA V BELGIJI 
Zavezanci so kreditne in finančne institucije in njihove podružnice. To so centralna banka, 
notarji, odvetniki, revizorji, računovodje, davčni svetovalci in igralnice. Vsi navedeni – 
razen igralnic – so dolžni opraviti identifikacijo stranke, vključno z zastopnikom v primerih 
sklepanja novega poslovnega razmerja, v primeru transakcije, ki presega 10.000 EUR ali 
več, vedno v primeru, da je ali bi bila transakcija sumljiva, v primeru dvoma o 
verodostojnosti že izvedene identifikacije in v primeru posredovanja sredstev. Zakonski 
podlagi, ki sta bili po sprejetju tudi že večkrat dopolnjeni in urejata odkrivanje in 
preprečevanje pranja denarja sta: 
• Law of 11 January 1993 on Preventon Use of the Financial System for Purpose of 
Laundering Money in 
• Royal Decree of 11 June 1993 on the Composition, Organisation, Operation and 
Independence of the Financial Intelligence Procesing Unit. 
 
Postopek pregleda stranke ni zahtevan v primeru, da je le-ta že bil opravljen s strani 
drugega, z zakonom določenega zavezanca, ki je član FATF. Zakon dopušča izvršitev 
pregleda preko tretjih oseb pod pogoji, navedenimi v 1. členu direktive 2005/60/ES, to so 
kreditne ali finančne institucije iz držav članic FATF. Postopke v primeru sklenitve 
poslovnega razmerja z bolj tveganimi strankami (PEP, korespondenčno bančništvo ipd.) 
lahko predpiše nadzorni organ. Sklenitev poslovnega odnosa, kjer ni bilo mogoče izvršiti 
vseh predpisanih postopkov pregleda, je prepovedana.  
 
Zavezanci so dolžni – tudi če so samo posredniki – hraniti vse podatke pri prenosu 
elektronsko posredovanih transakcij, dolžni so tekoče spremljati aktivnosti strank v okviru 
sklenjenega poslovnega razmerja, to je, ali je poslovanje stranke skladno z naravo 
poslovnega razmerja. Rok hrambe dokumentacije je 5 let, zaposleni se morajo redno 
izobraževati in usposabljati, prav tako pa mora zavezanec vzpostaviti interne kontrole in 
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vodstveni nadzor. V primeru ugotovitve sumljive transakcije so jo zavezanci dolžni 
sporočiti FIU (Financial Intelligence Processing Unit), tudi pred izvršitvijo.  
 
Zavezanci za sporočanje so tudi odvetniki, vendar ne v primeru, če ta podatek pridobijo 
pri zastopanju svoje stranke v zvezi s sodnim postopkom. Odvetniki take transakcije 
prijavijo odvetniški zbornici, ki pred poročanjem FIU presodi o nadaljnji prijavi. Civilna in 
kazenska odgovornost pooblaščenih fizičnih oseb, delavcev, ki izvajajo zakon, je 
izključena. Delovanje FIU nadzirata ministrstvo za finance in ministrstvo za pravosodje, 
vodi pa ga državni tožilec, ki ga imenuje državno tožilstvo. FIU ima pooblastila, da lahko 
pridobiva vse podatke, potrebne za obravnavo strankinih transakcij, ki so sumljive, in 
lahko zaustavi posamezno transakcijo za največ dva delovna dneva. 
6.2 PRIKAZ UREDITVE PRANJA DENARJA NA IRSKEM 
V irskem kazenskem zakoniku, ki se imenuje Criminal Justice Act (CJA), iz l. 1994 je 
pranje denarja navedeno kot kaznivo dejanje. Kasneje – leta 2005 – pa je zakon 
dopolnjen še za primer financiranja terorizma. Kazenski zakonik določa zavezance k 
izvajanju vseh ukrepov, kot so identifikacija stranke, sporočanje podatkov, hramba 
podatkov in usposabljanje zaposlenih delavcev za izvajanje zakonodaje.  
 
Trenutno po irski zakonodaji ni treba identificirati dejanskega lastnika, ni posebnih pravil 
glede poslovanja PEP, korespondenčnih razmerij ali prepovedi poslovanja z visoko 
tveganimi strankami, kot so navidezne banke. Zavezanci so tudi pravne in fizične osebe, ki 
se ukvarjajo s prometom plemenitih kovin in dragih kamnov, posredniških storitev, 
računovodje, izvajalci dražb. Njihova obveznost se nanaša samo na identifikacijo strank in 
na hrambo podatkov, sporočanje sumljivih transakcij in sprejem internih aktov v zvezi s 
področjem odkrivanja in preprečevanja pranja denarja in financiranja terorizma. 
 
»Guidance notes« so smernice, ki niso neposredno zavezujoče in nimajo nobenih 
finančnih transakcij, temveč so priročnik oz. pomoč pri uveljavitvi ukrepov tega področja. 
Izda jih nacionalni organ za koordinacijo, to je »Money Laundering Streering 
Commettee«, ki je zadolžen tudi za pripravo smernic za druge nefinančne zavezance. 
  
Obveznost hrambe podatkov je 5 let po prekinitvi poslovnega razmerja oz. izvršitvi 
transakcije. Ne poznajo posebnih pravil za hrambo podatkov v zvezi s plačnikom pri 
elektronskem posredovanju nakazil ali sredstev. Irskemu bančnemu in finančnemu 
sektorju je nadrejen »Irish Financial Service Regulatory Authority« (FSRA) in izvaja 
neposreden nadzor nad izpolnjevanjem zakonodaje. FSRA sporoča sumljive transakcije in 
morebitne kršitve zakonodaje. Kršitve zakonodaje pa se sankcionirajo na podlagi 
kazenskega postopka. 
6.3 POVZETEK PRIMERJAVE MED SLOVENIJO, BELGIJO IN IRSKO  
Na splošno lahko povzamemo, da je Slovenija v svoj pravni red implementirala 
zakonodajo, to so evropske direktive, ki v največji možni meri zagotavljajo ostalim 
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organom nadzora in pregona podatke, ki jih le-ti potrebujejo za odkrivanje in nadaljnje 
postopke v zvezi s pregonom kaznivih dejanj, povezanih s preprečevanjem pranja denarja 
in financiranja terorizma. 
 
Slovenski pravni red je ne samo usklajen, temveč je celo strožji od mednarodnih 
standardov FATF, saj zavezancem nalaga npr. obveznost poročanja gotovinskih transakcij 
nad določenim zneskom, ki je druge države ne poznajo. Slovenija je pristopila k članstvu v 
EU dokaj pozno. Ne glede na to pa na podlagi primerjave ureditve v drugih dveh izbranih 
državah lahko trdimo, da je v zakonu določena področja uredila še bolj natančno, 
dosledno in predpisane standarde v lastnih zakonskih predpisih še zvišala. Primerjava in 
ugotovitve so prikazane v Prilogi 13: Prikaz primerjave ureditve zakonodaje med 




7 MEDNARODNE KONVENCIJE, DIREKTIVE IN ORGANIZACIJE 
»Za učinkovit boj proti kriminalu in s tem povezanim pojavom pranja denarja so nujni  
• zakoni (mednarodne konvencije in državna zakonodaja), 
• politična pripravljenost za učinkovito izvajanje zakonov (ustanovitev in zadostno 
financiranje pristojnih služb), 
• medsebojno sodelovanje različnih nadzornih organov in organov pregona, 
• mednarodno sodelovanje (hitra izmenjava podatkov in predaja osumljencev 
oziroma storilcev kaznivih dejanj) in 
• učinkovit sodni sistem.« (Plantan, 2000, str. 38). 
 
Vpliv globalizacije na pojav pranja denarja ima velik vpliv, zato je nujna harmonizacija 
ukrepov za preprečevanje in odkrivanje pranja denarja in financiranja terorizma z 
mednarodnimi pravili in standardi. V nadaljevanju so opisane najpomembnejše 
ogranizacije in pravni akti, in to po časovnem zaporedju. 
7.1 KONVENCIJE 
Do danes so bile sprejete štiri konvencije, ki so v nadaljevanju na kratko obrazložene tako 
glede razlogov za sprejetje kot tudi vsebinsko. Konvencija je sporazum med več državami 
članicami in mednarodnimi organizacijami. Običajno konvencijo podpišejo predstavniki 
posameznih vlad. Konvencijo ratificira ali potrdi ustrezni nacionalni organ, pri nas je to 
državni zbor. V nekaterih državah imajo ratificirane konvencije neposredni učinek v 
domačem pravnem redu. V drugih državah pa ratificirane konvencije učinkujejo le, če so 
prenesene v nacionalni pravni red, na primer v obliki zakona. 
7.1.1 KONVENCIJA ZDRUŽENIH NARODOV 
Konvencija Združenih narodov ali tudi tako imenovana Dunajska konvencija je bila 
sprejeta na Dunaju 19. decembra 1988 in je stopila v veljavo 1. novembra 1990. To je bil 
prvi mednarodni dokument, ki je po vsebini definiral kaznivo dejanje pranja denarja, 
vendar ga je vezal le na nedovoljen promet z mamili. Leta 1995 je delovna skupina 
omenjenega programa pripravila modelni zakon o pranju denarja in zaplembi v povezavi z 
mamili, ki predstavlja vzorec predpisov s področja pranja denarja in zaplembe 
premoženja. Modelni zakon je neobvezni mednarodni dokument, katerega glavni namen 
je pomagati državam članicam OZN pri pripravi lastnih zakonodaj, poenotiti predpise in jih 
uskladiti z določili Dunajske konvencije. Modelni zakon sestavljajo tri knjige:  
• Pranje denarja, povezano z mamili;  
• Zaplemba, povezana z nezakonitim prometom z mamili ali psihotropnimi snovmi 
ter s pranjem denarja in  





Razlog za nastanek konvencije je bila skrb držav članic OZN zaradi naraščajočega trenda 
nelegalne proizvodnje mamil in drugih psihotropnih substanc, ki pomenijo resno grožnjo 
ekonomskim in političnim temeljem vsake države. Namen konvencije je vzpostavitev 
učinkovitega boja proti trgovini z mamili ter povezanemu organiziranemu kriminalu in 
pranju denarja. »Dunajska konvencja vsebuje tudi določla, ki urejajo prepečevanje, 
odkrivanje in zatiranje pranja denarja. Med posameznimi pojmi, uporabljenimi v 
konvenciji, najdemo štiri, ki so s pranjem denarja tesno povezani: premoženje, 
protipravna premoženjska korist, zamrznitev ali zaseg in odvzem.« (Šeme, 2007, str. 45). 
Države članice zavezuje, da je bankam in drugim finančnim institucijam omogočeno 
obveščanje pooblaščenih ustanov o transakcijah, pri katerih bi obstajal sum, da gre za 
pranje denarja.  
7.1.2 KONVENCIJA SVETA EVROPE ŠT. 141 
Konvencija je bila sprejeta 8. novembra 1990 v Strasbourgu, veljati pa je začela šele 1. 
septembra 1993, ko so prve tri države – Velika Britanija, Nizozemska in Švica – izrazile 
soglasje, da jih ta konvencija zavezuje. Namen konvencije je razširiti dejavnost tudi izven 
Evrope in je že v samem poimenovanju konvencije namenoma izpuščena beseda 
»evropska«. Ta konvencija vključuje tudi druge vrste kriminala, ne le iz naslova 
nedovoljenega prometa z mamili. »Konvencija vsebuje preambulo in štiriinštirideset členov 
ter je razdeljena na štiri poglavja« (Jakulin, 1997, str. 281–283).  
 
»V prvem poglavju so opisane definicije pojmov. Med njimi je tudi pojem »zaplemba« kot 
ukrep odredbe sodišča s posledico končnega odvzema premoženja ali premoženjske 
koristi. V drugem poglavju so navedeni ukrepi, ki jih morajo države podpisnice sprejeti na 
državni ravni. Obveznosti je mogoče strniti v treh točkah: 
• obveznost, da inkriminirajo pranje denarja kot samostojno kaznivo dejanje, 
• obveznost, da zagotovijo prepoznavo, izsleditev in morebitno zaplembo 
premoženjske koristi, pridobljene s kaznivim dejanjem, 
• obveznost, da omogočijo mednarodno sodelovanje že v zgodnji fazi preiskave pa 
vse do končne zaplembe na zahtevo druge države pogodbenice.« (Stroligo, 1998, 
str. 353–369). 
V tretjem poglavju je urejeno mednarodno sodelovanje, ki je predvideno v dveh 
smereh: 
• sodelovanje kot pomoč pri vodenju preiskave in pri izvajanju ukrepov za 
omogočanje postopkov za izdajo odločbe o zaplembi in 
• zaplemba nezakonite premoženjske koristi ali drugih premoženjskih sredstev, 
povezanih s kriminalom, in zaplemba sredstev v višini, ki ustreza vrednosti 
nezakonito pridobljene koristi. 
»Države pogodbenice na prošnjo druge države, ki je uvedla kazenski postopek, uvedejo 
vse potrebne začasne ukrepe, kot je zamrznitev ali zaseg premoženja. Od držav 
pogodbenic terja, da na podlagi zaprosila druge države še pred zaključkom kazenskega 
postopka v drugi državi zamrzne ali zaseže premoženje na svojem ozemlju, ki predstavlja 
predmet ali premoženjsko korist, izvirajočo iz kaznivega dejanja, ali celo legalno 
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pridobljeno premoženje, na katerega je mogoče poseči do višine protipravno pridobljene 
premoženjske koristi.« (Jakulin, 1997, str. 283). V četrtem poglavju so določbe, ki urejajo 
tehnične podrobnosti v zvezi z izvajanjem konvencije. 
7.1.3 KONVENCIJA PROTI MEDNARODNEMU ORGANIZIRANEMU KRIMINALU 
IN PRANJU DENARJA 
Konvencijo je sprejela Generalna skupščina Združenih narodov 11. septembra 2000. 
Namen konvencije je boljše in učinkovitejše zatrtje mednarodnega kriminala. Ta 
konvencija širše povzema definicije Dunajske konvencije. Novost je njen 7. člen, ki določa 
obveznost sprejetja nadzorstvenih ukrepov proti pranju denarja, česar pa Dunajska 
konvencija ni urejala. Če je treba, se tak sistem mora vzpostaviti tudi za nebančne 
ustanove, in to v primeru, ko bi se le-te lahko zlorabile za pranje denarja. S tem 
konvencija zavezuje države podpisnice k sprejetju predpisov in uvedbi nadzora. Sistem 
zagotavlja poostritev zahteve v zvezi z identifikacijo strank in v zvezi s sporočanjem 
sumljivih transakcij. 
 
S pranjem denarja konvencija daje možnost, da države pogodbenice uredijo odgovornost 
za storitve kaznivega dejanja pranja denarja kot kazensko, civilno oziroma upravno 
odgovornost. Konvencija je tudi podaga, da države podpišejo medsebojne sporazume o 
sodelovanju (Šeme, 2007, 50–51). 
 
7.1.4 NOVA KONVENCIJA SVETA EVROPE O PRANJU, ODKRIVANJU, ZASEGU IN 
ZAPLEMBI PREMOŽENJSKE KORISTI, PRIDOBLJENE S KAZNIVIM DEJANJEM, 
IN FINANCIRANJU TERORIZMA 
Nova konvencija je bila sprejeta l. 2005. Novost, ki jih je ta konvencija prinesla v 
slovensko zakonodajo, je, da so morale države podpisnice konvencije sprejeti ukrepe za: 
• identifikacijo svojih strank, to pomeni zagotovitev podatkov o lastnikih in o 
pooblaščencih na računih; 
• zagotovitev podatkov o bančnih transakcijah in računih in o podatkih pošiljatelja 
naloga in prejemnika naloga; 
• opazovanje oz. sledenje transakcij; 
• zagotovitev, da se informacija o tem, da je banka sporočila podatke v primeru 
preiskave Uradu ali drugim preiskovalnim organom, ne sme izdati stranki. 
Banka mora posredovati tudi podatke na zaprosilo druge države, kar je omogočilo boljše 
mednarodno sodelovanje. Novost pa je tudi, da Urad lahko začasno zaustavi izvršitev 
določene transakcije.  
7.2 DIREKTIVE 
Direktive predstavljajo enega od temeljev prava Evropske unije. So tako imenovani 
zavezujoči napotki državam članicam, kako morajo v svojih nacionalnih predpisih urediti 




»Že od leta 1970 so države članice Evropske unije želele pospešiti in udejanjiti večje 
medsebojno sodelovanje, z namenom skupnega boja proti kriminalu. Pred sprejemom 
direktive je bila Evropska komisija aktivno udeležena pri postopkih obilkovanja in 
sprejemanja mnogih, prej naštetih dokumentov v OZN, Svetu Evrope ali kot članica 
Financial Action Task Force (FATF). Osnovni povod za razvoj zakonodaje na področju 
preprečevanja in odkrivanja pranja denarja je bila potreba po zagotovitvi integritete 
finančnega sistema znotraj Evropske unije kot predpriprave za enotni evropski trg. Prost 
pretok kapitala in storitev namreč ustvarja ugodne razmere za razvoj organiziranega 
kriminala in ne zgolj za podjetništvo.« (Šeme, 2007,str. 56). V okviru EU sprejemata 
predpise Svet Evrope in Evropski parlament.  
7.2.1 DIREKTIVA ŠT. 91/308/EGS 
V okviru Evropske unije je bila 10. junija 1991 sprejeta Direktiva o preprečevanju uporabe 
finančnega sistema za pranje denarja. Direktiva je zelo obsežna, vsebuje obsežno 
preambulo in osemnajst členov. V preambuli so navedeni razlogi za sprejem direktive. 
Razlogi so v tem, da pranje denarja ogroža finančne institucije in s tem slabi ugled 
celotnega finančnega sistema. Vsi ukrepi morajo slediti cilju, da je potrebno enotno in 
usklajeno ravnanje in izvajanje ukrepov na tem področju. Proti pranju denarja se je treba 
boriti z vsemi kazenskopravnimi sredstvi na mednarodnem nivoju. Opredeljene so 
definicije pojmov in obveznosti držav članic.  
 
Za banke je pomembno, da posredovanje informacij o strankah in transakcijah pristojnim 
organom ne pomeni kršitve pogodbe med stranko in banko, zato ne more priti do 
morebitne odškodninske odgovornosti za zavezance in njihove pooblaščene osebe. 
Identifikacijo stranke je treba ugotoviti pri vsaki transakciji nad 15.000 EUR, urediti je 
treba identifikacijo pri vseh anonimnih vlogah, banke so dolžne obveščati organe o 
sumljivih transakcijah, o gotovinskih transakcijah, o hrambi podatkov idr. 
 
Direktiva je bila dopolnjena 4. decembra 2001. Spremembe se nanašajo na: razširitev 
kategorij zavezancev (menjalnice in druge organizacije, ki se ukvarjajo s posredovanjem 
denarja in plačilnih instrumentov, odvetnike, notarje in nepremičninske posrednike), na 
način identificiranja strank pri poslih, kjer ni neposrednega stika s stranko in načina 
hrambe teh podatkov. Besedilo pa je prilagojeno novim pojmom in novim zavezancem.« 
7.2.2 DIREKTIVA ŠT. 2001/97/ES 
Ta tako imenovana druga a direktiva je bila sprejeta 4. decembra 2001. Postopek 
sprejetja direktive se je precej zavlekel zaradi političnih pritiskov novoopredeljenih 
zavezancev. Direktiva je določila nove skupine zavezancev, to je tudi odvetnikov, notarjev, 
igralnic in skupine trgovcev velikih vrednosti. Natančneje so bili predpisani tudi postopki v 
primeru, ko stranka ni fizično navzoča, in na novo je bila urejena obveznost sporočanja 
sumljivih transakcij pristojnim organom (Šeme, 2007, str. 58–61). 
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7.2.3 DIREKTIVA ŠT. 2005/60/ES 
Direktiva Evropskega parlamenta in Sveta 2005/60/ES o preprečevanju uporabe 
finančnega sistema za pranje denarja in financiranje terorizma je tretja direktiva, sprejeta 
26. oktobra 2005. Sprejeta je bila zaradi priporočil FATF in zaradi uskladitve z 
mednarodnimi standardi. Na novo je bila uvedena presoja ocene tveganosti strank, uvaja 
tudi ukrepe za skrbni pregled strank,ugotavljanje namena sklenitve poslovnega razmerja, 
ugotavljanje dejanskih lastnikov, ugotavljanje PEP in prepoveduje anonimne račune. 
Direktiva omogoča, da države članice same določijo, kako dosledno bodo ukrepe vnesle v 
lastno zakonodajo. Ker direktiva sama po sebi natančno opredeljuje visoke zahteve, bi 
dvigovanje teh standardov lahko povzročilo nekonkurenčnost zavezancev (Šeme, 2007, 
str. 61–63). 
 
Posledično je bilo treba direktivo implementirati v slovenski pravni red in tako je Državni 
zbor Republike Slovenije na svoji seji 22. junija 2007 sprejel nov Zakon o preprečevanju 
pranja denarja in financiranja terorizma. S tem zakonom je nadomestil Zakon o 
preprečevanju pranja denarja z dne 26. septembra 2001 in njegovo dopolnitev z dne 20. 
junija 2002.  
 
Po sprejemu ZPPDFT je ostalo kar nekaj odprtih vprašanj in dilem glede izpolnjevanja 
nekaterih členov zakona. Na podlagi pobude Združenja bank Slovenije sta tako Banka 
Slovenije kot nadzorni organ 18. novembra 2008 izdala Usmeritve za izvajanje ukrepov na 
področju preprečevanja pranja denarja. Usmeritve so znatno pripomogle k pravilnemu 
razumevanju izvedbe ukrepov.  
7.2.4 DIREKTIVA ŠT. 2015/849 EVROPSKEGA PARLAMENTA IN SVETA 
To je že četrta direktiva – ta je z dne 20. maja 2015 –, ki se imenuje Direktiva 2015 
Evropskega parlamenta in Sveta o preprečevanju uporabe finančnega sistema za pranje 
denarja ali financiranje terorizma, spremembi Uredbe (EU) št. 648/2012 Evropskega 
parlamenta in Sveta ter razveljavitvi Direktive 2005/60/ES Evropskega parlamenta in 
Sveta in Direktive Komisije 2006/70/ES. FATF je februarja 2012 natančno pregledala 
mednarodne standarde in sprejela nov sklop priporočil. Od držav članic zahteva, da 
ocenijo tveganja in sprejmejo primerne in sorazmerne ukrepe v zvezi s tem. 
 
Države članice morajo sprejeti omejitve pri plačevanju v gotovini in sprejeti nižje mejne 
vrednosti za plačila v gotovini. Elektronski denar se vse pogosteje uporablja kot 
nadomestek za bančni raačun in je za to treba zagotoviti, da se ta produkt uporablja 
izključno za nakup blaga in storitev in da je znesek dovolj nizek, da izključuje izogibanje 
pravilom PPDFT. Natančneje opredeljuje pojem dejanskih lastnikov in podatke, ki jih je 
treba o teh osebah pridobiti. Države članice bodo morale o svojih subjektih, ustanovljenih 
v državi voditi natančne podatke o dejanskih lastnikih v svojih osrednjih registrih, prav 
tako pa bodo morale zagotoviti dostope do teh podatkov upravičencem, ki bodo izkazali 
upravičen in zakonit interes. Zavezanci bodo morali izdelati oceno tveganosti in sprejeti 




Vse države članice so ustanovile oziroma bi morale ustanoviti operativno neodvisne in 
avtonomne FIU za zbiranje in analizo informacij. Predpisano je mednarodno sodelovanje 
institucij in sporočanje podatkov. Ker gre za vsebinsko velike spremembe, je Ministrstvo 
za finance pristopilo k izdelavi novega zakona in ne samo k novelaciji. V času pisanja te 
naloge je osnutek novega zakona posredovan v redni postopek sprejema v Državni zbor. 
7.3 MEDNARODNI ORGANIZACIJI FATF IN MONEVAL 
7.3.1 VLOGA FINANCIAL ACTION TASK FORCE 
Financial Action Task Force (v nadaljevanju FATF) je delovna skupina, ki so jo ustanovile 
države skupine G-7. Ustanovljena je bila l. 1989 v Parizu. To je medvladno telo, ki 
pripravlja ukrepe in skrbi za izboljšanje razmer v boju proti pranju denarja. Danes FATF 
zajema 37 držav, ki predstavljajo večino glavnih finančnih centrov v vseh delih sveta. 
Skupina je izdala več priporočil za uspešnejše delo glede mednarodnega sodelovanja, 
glede posameznih zakonodaj finančnega področja, pravnega in kazenskega področja. 
FATF izdaja priporočila na mednarodnem nivoju, ki jih lahko upoštevajo tudi nečlanice 
skupine. To pa pomeni, da ima pomembno vlogo pri razvoju in napredku na 
mednarodnem in svetovnem nivoju. Pomembno vlogo ima tudi pri uskladitvi standardov in 
definicij tega področja. Skupina je sestavila tudi seznam držav in subjektov, ki ne 
upoštevajo standardov na področju pranja denarja. 
 
Mednarodna skupnost in mednarodne organizacije so se odločile za dopolnitev in 
posodobitev standardov na področju preprečevanja pranja denarja. Člani Projektne 
skupine za finančno ukrepanje, ki so bili imenovani s strani vlad 33 držav celega sveta, ki 
so združena v mednarodno organizacijo FATF, so dopolnili že obstoječa priporočila iz l. 
2003 in 2004. Ta priporočila so bila tako pomembna in so tako posegla v obstoječi boj 
proti pranju denarja in financiranju terorizma, da je bila 26. oktobra 2005 na nivoju 
Evropske unije sprejeta Direktiva Evropskega parlamenta in Sveta 2005/60/ES o 
preprečevanju uporabe finančnega sistema za pranje denarja in financiranje terorizma.  
 
Na podlagi priporočil FATF, ki so bila spremenjena februarja 2012, je bila spremenjena 
tudi metodologija za ocenjevanje sistema. Ena od novosti je, da se med resna kazniva 
dejanja uvršča tudi davčna zatajitev. Priporočila sedaj nalagajo, da morajo države članice 
izvršiti projekt nacionalne ocene tveganosti in identificirati področja s tveganji, jih redno 
ocenjevati in določiti ukrepe in roke za dopravo pomanjkljivosti. Oceniti morajo vse 
vpletene subjekte in določiti ukrepe in nosilce ukrepov za zmanjšanje teh tveganj.  
7.3.1 VLOGA MONEYVALA 
Odbor za probleme kriminala CDPC (The European Commitee on Crime Problems) je že l. 
1996 sprejel odločitev, da je treba postaviti program za ocenjevanje v zvezi s postopki in 
ukrepi za preprečevanje pranja denarja za področje držav Srednje in Vzhodne Evrope. Eno 
leto kasneje so evropski ministri za pravosodje to podprli s posebno resolucijo. Pokazala 
51 
 
se je potreba po pregledu izvajanja konvencij in drugih sprejetih načel v zvezi s 
preprečevanjem pranja denarja in potreba po usklajevanju v zvezi s tem na 
zakonodajnem, finančnem, pravosodnem področju.  
 
Pravne podlage za ocenjevanje so naslednji mednarodni standardi in metodologije: 
• priporočila FATF, 
• direktive Evropske unije, 
• Konvencija Združenih narodov zoper nezakonit promet z mamili in psihotropnimi 
snovmi iz l. 1988, 
• Konvencija Sveta Evrope št. 41 o pranju, odkrivanju, zasegu in zaplembi 
premoženjske koristi, pridobljene s kaznivimi dejanji iz l. 1990, 
• Metodologije FATF za vzajemno ocenjevanje. 
 
Odbor strokovnjakov MONEYVAL je bil ustanovljen l. 1997. V tem času so imele mnoge 
države že izdelane svoje lastne predpise in se je izkazala potreba po nadzoru nad njihovo 
učinkovitostjo. Določeno je bilo, da bo ocenjevanje potekalo v dveh krogih v vseh državah 
članicah, ki so se strinjale, da je treba ocenjevati sisteme za preprečevanje pranja denarja 
celovito, po vseh področjih. Postopek ocenjevanja je bil enak, kot ga je uporabil FATF, in 
je služil kot vzorec. Članom ocenjevalnih misij je bila zagotovljena ustrezna podpora in 
sodelovanje. To je zelo pripomoglo h kvaliteti poročil. Nadzor poteka na način, da države 
ocenjujejo druga drugo, cilj pa je, da se vzpostavijo učinkoviti in celoviti sistemi za 
odkrivanje in preprečevanje pranja denarja (Šeme, 2007, str. 78–80). 
7.3.1.1 Poročilo MONEYVALA 
V nadaljevanju podajam ugotovitve iz Povzetka poročila o izvedbi nacionalne ocene 
tveganja Republike Slovenjie za področje pranja denarja in financiranja terorizma. V 
povzetku povzemam poročila ki se nanašajo na splošno stanje vseh analiziranih področij 
in na nacionalno oceno tveganja (v nadaljevanju NOT) za področje bančništva. Odbor 
strokovnjakov Sveta Evrope za ocenjevanje učinkovitosti ukrepov preprečevanja pranja 
denarja in financiranja terorizma (MONEYVAL) ocenjuje uspešnost držav – članic odbora – 
na področju preprečevanja pranja denarja (v nadaljevanju: PD) in financiranja terorizma 
(v nadaljevanju: FT) na podlagi priporočil FATF, ki so bila spremenjena februarja 2012. V 
skladu s tem je bila spremenjena tudi metodologija za ocenjevanje sistema preprečevanja 
PD in FT februarja 2013.  
 
Prvo priporočilo FATF sedaj nalaga državam, da morajo izvesti projekt NOT in tako na 
podlagi analize vrste podatkov identificirati področja z najvišjim tveganjem za PD oziroma 
FT, preveriti, ali njihov sistem PD/FT upošteva to tveganje v zadostni meri, ter zahtevati 
od finančnih, nefinančnih institucij ter drugih vpletenih subjektov, da identificirajo to 
tveganje, ga ocenijo ter v okviru akcijskega načrta določijo ukrepe za njegovo 
zmanjšanje, nosilce ukrepov ter časovni načrt. Poročilo prikazuje rezultate projekta NOT, 
ki ga je izvedlo večje število institucij z uporabo orodja za izvedbo NOT, ki ga je razvila 




Republika Slovenija se je pri izdelavi projekta NOT odločila za metodologijo Svetovne 
banke, ki predvideva tri faze, vendar pa se je naša država zaradi varčevalnih ukrepov 
odločila le za izvedbo prvih dveh faz: uvodne delavnice v izvedbi Svetovne banke ter 
njenega pregleda osnutkov poročil posameznih skupin. Cilji projekta NOT so bili spoznati 
višino premoženjske koristi, pridobljene s kaznivimi dejanji, ter tveganje, ki ga predstavlja 
pranje denarja in financiranje terorizma. 
 
Ranljivost bančnega sektorja z vidika možnih zlorab za namen PD oz. FT je bila ocenjena 
v dveh korakih. Skladno s tem je bila najprej ocenjena kvaliteta kontrolnega okolja, ki so 
ga vzpostavile banke za ustrezno upravljanje tveganj na tem področju, v nadaljevanju pa 
je bila ocenjena ranljivost po posameznih produktih oziroma storitvah.  
 
Kontrolno okolje, ki so ga vzpostavile banke na področju PPDFT, je bilo ocenjeno kot 
srednje dobro, pri tem so bile nekoliko boljše ocenjene politike in postopki, ki urejajo 
področje PPDFT, nekoliko šibkejše je njihovo izvajanje v praksi, kar potrjujejo tudi 
ugotovljene kršitve BS na podlagi opravljenih pregledov. Kljub temu je treba poudariti, da 
se je zavedanje bank o tveganju izgube ugleda v povezavi s pranjem denarja in 
financiranjem terorizma v zadnjih letih precej okrepilo, kar se odraža tako v imenovanju 
strokovnih in kompetentnih oseb na mesto pooblaščenca za PPDFT kot tudi v ustrezni 
umestitvi funkcije pooblaščenca za PPDFT znotraj banke. 
 
Ranljivost posameznih produktov oziroma storitev z vidika možnosti njihove zlorabe za 
namen PD oz. FT je različna in je odvisna od narave samega produkta oziroma storitve. 
Največja ranljivost za morebitne zlorabe za namen pranja denarja in financiranja 
terorizma je bila ocenjena pri transakcijskih računih ter storitvah hitrega prenosa sredstev 
(Western Union, Moneygram), vendar pa so banke v navedenih primerih poleg splošnih 
kontrol vzpostavile tudi specifične kontrole na nivoju posameznega produkta oziroma 
storitve, kar znižuje razmeroma visoko inherentno ranljivost omenjenih produktov. 
 
V Povzetku poročila o izvedbi nacionalne ocene tveganja Republike Slovenjie za področje 
pranja denarja in financiranja terorizma so podani tudi podatki o oceni okvirnega zneska 
opranega denarja, ki so prodobljeni na podlagi podanih kazenskih ovadb za obdobje od 
leta 2005 do leta 2013. Podatki so prikazani v Prilogi 16: Osnovni podatki Policije o 
kaznivih dejanjih pranja denarja iz kazenskih ovadb. Podatki o številu podanih kazenskih 
ovadb in o številu izvršenih kaznivih dejanj kažejo, da to število narašča, prav tako tudi 
število ovadenih oseb. Okvirni znesek opranega denarja v letu 2013 znaša 64.927.102,03 
EUR. V letu 2013 je bilo izrečenih 25 obsodilnih sodb. Sodni postopki so dolgotrajni, vsako 





Pranje denarja je pojav, ki najeda in slabi vse sfere delovanja družbe kot celote. V času, 
ko so moderne tehnologije za prenos podatkov tako rekoč dostopne povsod po svetu, je s 
tem dostopno tudi spletno bančništvo. Vse več ljudi se zaradi gospodarske krize in tudi 
zaradi nizkih moralnih norm poslužuje lahkih zaslužkov, ki jih prejmejo za izvršitev vnosa 
umazanega denarja v finančni sistem. S tem omogočajo delovanje kriminalnih združb. 
Dotok denarja iz nelegalnih in kriminalnih virov pomeni veliko konkurenčno prednost pred 
družbami, ki se financirajo prek finančnega trga in iz naslova opravljanja dejavnosti. 
Pranje denarja slabi lojalno konkurenco gospodarskih dejavnosti in uničuje gopodarstvo.  
V Evropi smo v zadnjem času priča čedalje pogostejšim terorističnim napadom. Zaradi 
neurejenih razmer in vojn v nekaterih, pretežno muslimanskih državah je preko 
Sredozemskega morja in preko tako imenovane balkanske poti v Evropo prišel val 
beguncev. V Evropo so prišli politični in ekonomski migranti in ljudje, ki so pobegnili pred 
vojno. Med temi skupinami migranov so tudi polično motivirani posamezniki, za katere se 
je izkazalo, da so na ozemlju EU izvedli teroristične napade, v katerih je življenje izgubilo 
veliko nedolžnih ljudi. S tem pojavom se bodo morale vse države članice v prihodnje bolj 
intenzivno ukvarjati ter povezati in poiskati ustrezne mehanizme in rešitve, da bi 
pravočasno zaznale in preprečile tovrstna dejenja. Prost pretok oseb med državami 
članicami EU pomeni veliko tveganje in oviro v iskanju skupne rešitve. Za iskanje rešitev 
tega problema bo potrebno mednarodno interdisciplinarno sodelovanje, ki bo vključevalo 
tudi strokovnjake, institucije in interdisciplinarna znanja, potrebna za zajezitev terorizma. 
Ker so motivi za ta dejanja zelo različni, bodo tudi prihodnje rešitve za preprečevanje 
financiranja terorizma bolj zahtevne, predvsem v smislu zagotavljanja varnosti. To pa bo 
vsekakor vplivalo na omejitve pri prostem pretoku oseb in pri nadzoru meja in pripeljalo 
do ukrepov za vzpostavitev višjega nivoja varnosti, vse pa bo imelo vpliv na človekove 
pravice. 
Evropska unija je sprejela več konvencij in direktiv, ki urejajo to področje, ki so za države 
članice zavezujoče. Države članice so v svojo zakonodajo implementirale zakonodajo EU. 
Slovenski ZPPDFT je ne samo usklajen, temveč presega mednarodne standarde. V 
Sloveniji je bil prvi zakon, ki je urejal to področje, sprejet že l. 1994 in je doživel kar nekaj 
dopolnitev in sprememb, ki so bile narejene v glavnem na podlagi direktiv. Do danes so 
bile sprejete že štiri direktive. Zadnja je bila sprejeta maja 2015 in jo je treba 
implementirati najkasneje v dveh letih. V zvezi s spremembami zakona je bilo narejenih 
tudi nekaj nesmislov, kot je določitev poročanja gotovinskih transakcij na znesek 30.000 
EUR ali objavljanje seznama transakcij v tvegane države na javni spletni strani Urada. 
Predlagatelj te dopolnitve je bila skupina poslancev, ki so v obrazložitvi predloga navedli, 
da naj bi bilo v interesu javnosti, poslovnih subjektov in tudi državne uprave, da se ve, 
katera slovenska podjetja in posamezniki in v kakšnem obsegu poslujejo s sedežem v 
davčnih oazah. Cilj naj bi bil dosežen z objavo zneskov transakcij, plačnikov in 
prejemnikov teh plačil na javni spletni strani Urada. Z objavo teh podatkov ni bilo zaslediti 
nobenih pozitivnih premikov v smislu delovanja tožilcev ali sodišč. Prav tako nakazila v 
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davčne oaze ali offshore centre ne predstavljajo kaznivega dejanja pranja denarja. Kljub 
temu da je bilo mnenje vlade Republike Slovenije glede predlaganih dopolnitev negativno, 
je bil zakon sprejet. Na javno objavljenih seznamih transakcij v tvegane države so tudi 
družbe, ki kršijo predpise v zvezi z delovnopravno zakonodajo. Kakšnih posebnih učinkov 
te objave zaenkrat ni bilo. V zvezi z javno objavljenimi podatki ni pričakovati, da bi se 
institucije in državni organi na to odzvali. To daje vtis, da je z objavo informacij dosežen 
učinek, kar pa v današnjem času ni dovolj. Pristojne institucije bodo morale svoje z 
zakonom predpisane naloge opraviti predvsem hitreje. Predkazenski, kazenski in sodni 
postopki so še vedno zelo počasni. Na tak način bi celotna družba prejemala sporočilo, da 
kazniva dejanja tudi v praksi hitro doživijo epilog, to je pravnomočno obsodbo.  
 
Prav tako ni protizakonito, da družbe selijo svoje sedeže na offshore območja in se tako 
izognejo plačilu dajatev na področju, kjer dejansko sklepajo posle. Z izgovori o t. i. 
davčnem optimiziranju svojega poslovanja tako ne prispevajo dajatev v državni proračun. 
Lastniki družb si izplačujejo dobičke, delavci in država pa so vedno bolj prikrajšani za 
koristi in dobrine, ki naj bi jih zagotavljala država s proračunskimi sredstvi. Offshore 
območja prav tako pomenijo slabitev gospodarskih dejavnosti, saj družbe s sedežem na 
teh območjih običajno niso obdavčene in na ta način dosegajo bolj ugoden položaj. Tudi v 
Sloveniji smo priča trendom selitve sedežev družb in s tem kapitala v offshore območja.  
 
Četrta direktiva zavezuje države članice, da vzpostavijo registre dejanskih lastnikov, je pa 
vprašanje, ali bodo dostopi do teh podatkov brezplačni. Razkritje teh podatkov bo olajšalo 
postopke ugotavljanja dejanskih lastnikov, še vedno pa se bodo pojavljale težave pri 
razkrivanju teh oseb v družbah s sedežem izven EU. Treba bi bilo doseči dogovor in 
soglasje k ukinitvi offshore območij, saj so ta območja črne davčne cone na tleh EU. Za to 
bo potrebnega veliko truda in predvsem politične pripravljenosti s strani vseh držav članic. 
 
Na podlagi primerjave urejenosti tega področja še z dvema državama EU je bilo 
ugotovljeno, da je Slovenija ustrezno implementirala direktive v svoj zakon. Ocena 
MONEYVALA je bila za bančni sektor ugodna, prav tako tudi za državo kot celoto. 
 
Na podlagi analize podatkov, ki jih Urad vsako leto zbere, analizira, objavlja in o tem 
poroča vladi, so banke poglavitni akterji preprečevanja PPDFT, saj prispevajo več kot 90 
% vseh prijav sumljivih transakcij. Banke so imenovale pooblaščene osebe za izvajanje 
teh nalog in vzpostavile kadrovske pogoje, izvajajo izobraževanja, opredelile so tveganja, 
vzpostavile ustezne sisteme za segmentacijo strank in uredile svoje sisteme notranjih 
kontrol. Banke imajo kadre, znanje, vedenje in izkušnje za izvajanje teh nalog. Na podlagi 
analiz podatkov lahko potrdimo, da so banke ključni akterji pri izvajanju preprečevanja 
pranja denarja in so prav tako zelo uspešne. Vse to bankam prestavlja velike stroške, 
koristi pa so širše družbene in so nemerljivih razsežnosti. Nadzor je ustrezno postavljen s 
strani Banke Slovenije in Urada, ki za doseganje skupnih ciljev sodelujeta z zavezanci tudi 
na izobraževanjih in posvetih. V predlogu novega zakona bo Urad pridobil tudi inšpekcijski 
nadzor, kar pomeni, da bo lahko ista kršitev sankcionirana tudi dvakrat. Ta zahteva je po 
moji oceni nepotrebna in je rezultat nedelovanja drugih inšpekcijskih ogranov za druge 
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zavezance tega zakona. V današnjem času smo priča negativni medijski kampanji glede 
zaračunavanja bančnih storitev, ni pa zaznati nobene pripravljenosti k objektivnemu 
prikazu vseh bančnih stroškov, ki obsegajo tudi stroške za delovanje sistema za PPDFT. 
Banke pri zasledovanju svojih ciljev in pod pritiski kapitala ne smejo zanemariti dejstev, da 
bi vsak primer zlorabe v namene pranja denarja škodil njenemu ugledu in zamajal ugled 
celotnega finančnega sistema, prav tako pa tudi ugled države. Glede na podane analize in 
rezultate lahko trdim, da bi bilo treba več aktivnosti nadzornih organov usmeriti na druge 
zavezance, saj so – glede na podatke iz preteklih let – njihovi prispevki v zvezi s PPDFT, 
odkrivanjem in prijavljanjem sumljivih transkacij bolj skromni. 
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Priloga 8: Prikaz ugotavljanja dejanskega lastnika 
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Priloga 9: Seznam oseb, ki lahko izvršijo pregled stranke 
 
Vir: (2007). Zakon o preprečevanju pranja denarja in financiranja terorizma (ZPPDen). Ur. list. RS, 





Priloga 10: Indikatorji, ki se nanašajo na pranje denarja 
OPIS INDIKATORJA 
Splošni indikatorji, ki se nanašajo na stranke 
1.1 Stranka zelo nerada posreduje osebne podatke in podatke o svoji dejavnosti. 
1.2 Stranka brez potrebe pojasnjuje transakcijo. 
1.3 Stranka poizveduje, kako se izogniti poročanju o transakcijah. 
1.4 Stranka predloži sumljiv identifikacijski dokument ali drugo dokumentacijo. 
1.5 Stranka je spremljana in/ali varovana. 
1.6 Stranka daje videz ustrahovanosti. 
1.7 Stranka je nenavadno podrobno seznanjena z zakonodajo o preprečevanju pranja 
denarja. 
Splošni indikatorji, ki se nanašajo na transakcije 
2.1 Stranka želi opraviti transakcijo ali skleniti poslovno razmerje, ki z ekonomskega ali 
pravnega vidika ni smiselna. 
2.2 Stranka skuša uporabiti ponarejen plačilni instrument. 
2.3 Stranka izvaja (gotovinske in negotovinske) transakcije v zneskih, ki so tik pod 
zneskom, za katerega je predvidena zakonska obveznost identificiranja stranke 
(izogibanje identifikaciji) oziroma poročanja Uradu za preprečevanje pranja denarja. 
Pranje s pomočjo gotovinskih transakcij 
3.1 Neobičajno veliki pologi gotovine s strani fizičnih oseb ali organizacij, ki se ne skladajo 
z običajnim poslovanjem stranke. 
3.2 Bistveno povečanje pologov gotovine s strani fizičnih oseb ali organizacij brez pravega 
razloga. 
3.3 Stranke, ki večkrat vplačujejo ali polagajo gotovino kot kritje za naročene potovalne, 
certificirane in bančne čeke, pa se to ne sklada z njihovim običajnim poslovanjem. 
3.4 Stranke, ki želijo zamenjati velike količine bankovcev z nizkimi apoeni za bankovce z 
višjo apoensko vrednostjo. 
3.5 Stranke, ki polagajo večje zneske gotovine v bankovcih v nizkih apoenih. 
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3.6 Pogosto menjavanje gotovine ene valute v gotovino druge valute brez pravih 
ekonomskih učinkov. 
3.7 Pologi stranke, v katere so vključeni svežnji bankovcev, ki so oviti na način, ki je 
neobičajen. 
3.8 Stranke, ki večkrat nakazujejo manjše ali velike zneske v tujino ali take zneske 
prejmejo iz tujine z zahtevo, da se prejemniku sredstva izplačajo v gotovini. 
3.9 Stranke, ki polagajo velike zneske v nočni trezor ali bankomat, pa to ni njihov običajni 
način poslovanja. 
3.10 Stranke, ki izvajajo gotovinske transakcije v domači ali tuji valuti, pri tem pa je 
očitno, da jih spremlja tretja oseba, ki ostaja v ozadju. 
3.11 Izvajanje gotovinskih transakcij preko računov fizičnih in pravnih oseb, ki niso 
skladne s strankino zasebno in poslovno dejavnostjo. 
Pranje denarja s pomočjo uporabe računov pri banki 
4.1 Stranke, ki imajo več računov in na vse te vplačujejo zneske v gotovini, pri čemer 
predstavljajo seštevki vseh vplačil znaten znesek. 
4.2 Stranke pogosto polagajo ali dvigajo gotovino na oziroma z računov, pri tem pa je 
znesek posameznega pologa ali dviga neznaten, znatna pa je skupna vsota vseh pologov 
ali dvigov. 
4.3 Računi organizacij, na katerih se izvajajo odobritve in obremenitve bolj z gotovinskimi 
pologi in dvigi kot pa v oblikah, ki so običajne pri razpolaganju s sredstvi pri izvajanju 
poslovne dejavnosti (npr.: prenosni nalogi, čeki, akreditivi, menice itd.) 
4.4 Račun fizične osebe ali organizacije, ki ne odraža njene osebne ali poslovne dejavnosti 
(npr.: znatno povečanje prometa na računu). 
4.5 Stranka uporablja račun za poslovanje, ki je po vsebini drugačno od tistega, ki ga je 
navedla pri odpiranju računa. 
4.6 Obotavljanje pri dajanju podatkov za otvoritev računa, uporaba ponarejenih listin pri 
identifikaciji ali poslovanju z banko, navajanje lažnih podatkov ali podatkov, ki jih banka 
težko preveri oz. je preverjanje povezano z velikimi stroški za banko. 
4.7 Visoki gotovinski dvigi z računov, na katere so bila pravkar nakazana neobičajno velika 
sredstva.  
4.8 Visoki gotovinski dvigi ali nakazila iz ali na do tedaj neaktivne račune.  
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4.9 Stranka ali stranke, ki so očitno skupaj, v kratkem času izvršijo več transakcij pri istem 
blagajniku. 
4.10 Stranka ali stranke, ki so očitno skupaj, v kratkem času izvršijo več transakcij pri 
različnih blagajnikih. 
4.11 Uporaba sefa neposredno pred ali po izvršitvi gotovinske transakcije. 
4.12 Stranke (zastopniki organizacij), ki se očitno izogibajo osebnim stikom z banko. 
4.13 Znatno povečanje gotovinskih pologov ali pologov unovčljivih instrumentov 
plačilnega prometa v dobro računov strank ali računov odvisnih organizacij, zlasti če se 
sredstva takoj nato prenakažejo na drug račun stranke ali račun po pooblastilu. 
4.14 Stranke odklanjajo dajanje informacij, ki običajno predstavljajo osnovo za drugo 
posamično bančno storitev, ta pa bi lahko predstavljala korist za stranko (npr.: 
zamolčanje podatkov o premoženjskem stanju, ki bi zagotovile stranki boljšo bonitetno 
razvrstitev). 
4.15 Neuporaba običajne bančne ponudbe storitev, čeprav bi to bilo v ekonomskem 
interesu stranke. 
4.16 Račun, na katerega vplačuje gotovino večje število fizičnih oseb brez utemeljenega 
razloga ali pojasnila. 
4.17 Odpiranje računov fizičnim ali pravnim osebam, ki so na seznamu oseb, s katerimi 
banka ne sme poslovati (črna lista). 
4.18 Odpiranje računov nerezidentov iz držav, ki so na seznamu držav, ki po podatkih 
mednarodnih organizacij in združenj (FATF, EU, Svet Evrope) ne upoštevajo standardov 
na področju preprečevanja in odkrivanja pranja denarja ali ki so znana po proizvodnji ali 
prodaji mamil. 
4.19 Namesto stranke uporablja internetni dostop in opravlja promet na njenem računu 
nepooblaščena oseba. 
Pranje denarja s pomočjo transakcij, ki so povezane z naložbami 
5.1 Nakupi vrednostnih papirjev in njihova hramba v depoju banke, ko se to ne ujema s 
siceršnjim finančnim stanjem in bonitetno razporeditvijo stranke. 




5.3 Kupovanje ali prodajanje vrednostnih papirjev brez ekonomskega razloga ali v 
okoliščinah, ki se zdijo neobičajne (npr. veliki nakupi ali prodaje vrednostnih papirjev za 
gotovino. Izdaja naročila za nakup ali prodajo vrednostnih papirjev po neobičajni, netržni 
ceni). 
5.4 Zahteve po izstavitvi neobičajnih potrdil o hrambi vrednostnih papirjev ali upravljanju 
z naložbami, ki naj bi služila kot osnova za storitve druge banke. 
Pranje denarja s pomočjo mednarodnega poslovanja 
6.1 Transakcije izvaja stranka s sedežem, prebivališčem ali državljanstvom države, ki je na 
seznamu držav, ki po podatkih mednarodnih organizacij in združenj (FATF, EU, Svet 
Evrope) ne upoštevajo standardov na področju preprečevanja in odkrivanja pranja 
denarja ali ki so znana po proizvodnji ali prodaji mamil. 
6.2 Uporaba akreditivov in drugih mednarodnih plačilnih instrumentov za nakazovanje 
denarja med državami, čeprav tako poslovanje ni v skladu s strankinim običajnim načinom 
poslovanja ali običajnim načinom uporabe bančnih instrumentov mednarodnega 
poslovanja. 
6.3 Stranke, ki izvajajo redna ali velika nakazila v države oziroma prejemajo redna ali 
velika nakazila iz držav, ki po podatkih mednarodnih organizacij in združenj (FATF, EU, 
Svet Evrope) ne upoštevajo standardov na področju preprečevanja in odkrivanja pranja 
denarja ali ki so znana po proizvodnji in prodaji mamil. 
6.4 Oblikovanje visokih dobroimetij na računih, čeprav to ni v skladu z običajnim obsegom 
prometa iz rednega poslovanja stranke, in nadaljnji prenos teh sredstev na račun ali 
račune v tujini. 
6.5 Ponavljajoča se ali velika nakazila v tujino z navedbo pomanjkljivih podatkov o 
imetniku računa ali drugih podatkov, potrebnih za izvršitev nakazila. 
6.6 Nepojasnjeni elektronski prenosi sredstev na ali z računa. 
6.7 Večkratni elektronski prenosi sredstev na ali z računa, ki ga stranka ne uporablja za 
redno poslovanje. 
6.8 Pogosta naročila potovalnih čekov, bančnih čekov ali drugih unovčljivih instrumentov, 
zlasti če to ni skladno z rednim poslovanjem stranke. 
6.9 Nakazila iz ali v tujino, pri čemer niso znani vsi potrebni podatki o nalogodajalcu ali 
prejemniku nakazila ne glede na višino zneska. 
Pranje denarja z vključevanjem zaposlenih v bankah 
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7.1 Sumljivo obnašanje ali poslovanje (npr.: zapravljivost, neizkoriščanje dopusta, 
povezovanje osebnih s poslovnimi razmerji s strankami). 
7.2 Izogibanje poročanju o strankah ali transakcijah, pri katerih obstajajo razlogi za sum 
pranja denarja, čeprav so bančnemu delavcu znana dejstva, ki kažejo na sum. 
7.3 Namerna kršitev internih navodil, postopkov in predpisov o preprečevanju pranja 
denarja s strani zaposlenih v bankah. 
Pranje denarja z zavarovanimi ali nezavarovanimi posojili 
8.1 Stranke, ki nepričakovano odplačajo posojila s sredstvi iz neznanega izvora. 
8.2 Stranke, ki nepričakovano zahtevajo poplačilo posojila iz zastavljenih sredstev v banki. 
8.3 Zahteve za posojilo na osnovi sredstev pri banki ali tretji stranki, pri čemer izvor 
sredstev ni znan ali sredstva niso v skladu s finančnim stanjem stranke. 
Vir: Internetna stran Urada za preprečevanje pranja denarja 
 
Priloga 11: Indikatorji za prepoznavanje financiranja terorizma 
1 INDIKATORJI, KI SE NANAŠAJO NA RAČUN 
1.1 Na računu je za poslovanje pooblaščenih več oseb, ki niso v očitnem sorodstvenem 
razmerju. 
1.2 Račun je odprt za pravno osebo, ki ima enak naslov kot druga pravna oseba, na 
katerih je za poslovanje pooblaščena ista fizična oseba. 
1.3 Fizična oseba odpre več računov, na katere prejema majhna nakazila. 
1.4 Račun odpira fizična ali pravna oseba, ki je vključena v aktivnosti organizacije ali 
fundacije, ki podpira cilje in zahteve teroristične organizacije. 
1.5 Račun odpira fizična ali pravna oseba, ki bi lahko bila povezana s teroristično 
organizacijo. 
2 INDIKATORJI, KI SE NANAŠAJO NA SKLENITEV POSLOVNEGA RAZMERJA 
2.1 Poslovno razmerje se sklepa za pravno osebo, ki ima enak naslov kot druga pravna 
oseba, na katerih je za poslovanje pooblaščena ista fizična oseba. 
2.2 Fizična oseba sklene več razmerij, na podlagi katerih sklene več manjših poslov. 
2.3 Poslovno razmerje sklepa fizična ali pravna oseba, ki je vključena v aktivnosti 
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organizacije ali fundacije, ki podpira cilje in zahteve teroristične organizacije. 
2.4 Razmerje sklepa fizična ali pravna oseba, ki bi lahko bila povezana s teroristično 
organizacijo. 
3 INDIKATORJI, KI SE NANAŠAJO NA STRANKO 
3.1 Stranka želi vstopiti v poslovno razmerje, ki ni skladno z njenimi cilji. 
3.2 Ni logične povezave med izvršenimi posli in dejavnostjo stranke. 
3.3 Izjave in podatki pri postopku identifikacije so nekonsistentni (napačno navajanje 
prebivališča, državljanstva, priimka, datuma rojstva, naziva podjetja, sedeža 
podjetja, dejavnosti).  
3.4 Veliko število pooblaščencev za sklepanje poslov v imenu pravne osebe ali NPO. 
3.5 Stranka prihaja (ima stalno ali začasno bivališče) iz države ali regije, ki podpira 
terorizem ali financiranje terorizma. 
3.6 Stranka se nahaja na seznamu Varnostnega sveta Združenih narodov ali na 
seznamu Evropske unije, zoper katero velja omejevalni ukrep prepovedi 
posedovanja in razpolaganja s finančnimi sredstvi. 
4 INDIKATORJI, KI SE NANAŠAJO NA TRANSAKCIJO 
4.1 Ista oseba izvrši več transakcij v isti podružnici z očitnim namenom uporabe 
različnih blagajnikov. 
4.2 Polog nepreštete gotovine, ki se po štetju položi na račun v zneskih, za katere ne 
velja obveznost identifikacije ali sporočanja. 
4.3 Uporaba produkta, za katerega se plača visoka provizija.  
4.4 Pri transakciji stranka uporablja produkte (vrednostne papirje, čeke ...) z 
neformalnimi zapisi, inicialkami, znaki. 
1. INDIKATORJI, KI SE NANAŠAJO NA NEPROFITNE ORGANIZACIJE  
1.10 Neprofitna organizacija ne oddaja letnih poročil pristojnim državnim organom 
ali nadzornemu organu. 
1.11 Visoka in nejasna poraba sredstev za stroške, ki niso povezani z dejavnostjo 
neprofitne organizacije. 




1.13 Neprofitna organizacija nima dokumentacije o splošnih administrativnih 
zadevah, sprejetih odločitvah, politiki delovanja. 
1.14 Neprofitna organizacija nima vzpostavljenih mehanizmov za preverjanje, ali je 
donacija dosegla pravega uporabnika ali namen. 
1.15 Visok odstotek donacij neprofitne organizacije iz tujih držav ali v tuje države. 
1.16 Visoki zneski donacij določenega posameznika v neprofitno organizacijo. 
1.17 Donacije neprofitne organizacije so namenjene samo ozki skupini 
posameznikov. 
1.18 Finančne aktivnosti neprofitnih organizacij se ne skladajo s cilji in nameni, za 
katere je bila ustanovljena neprofitna organizacija. 
1.19 Neprofitna organizacija nakazuje sredstva v države ali regije, ki so znane po 
tem, da podpirajo terorizem ali financiranje terorizma. 
1.20 Neprofitna organizacija večino svojih transakcij opravi v gotovini. 
1.21 Velik del finančnih sredstev neprofitne organizacije se hrani v priročni blagajni. 
1.22 Finančna sredstva neprofitne organizacije se nahajajo na računih fizičnih oseb.  
 
Vir: Internetna stran Urada za preprečevanje pranja denarja (2016) 
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Priloga12: Organigram Urada 
 
 




Priloga 13: Število in delež zadev po prijaviteljih v obdobju 2009–2013 
 
Vir: Povzetek Poročila o izvedbi nacionalne ocene tveganja Republike Slovenije za pranje denarja in 







Priloga 14: Prikaz primerjave ureditve zakonodaje med Slovenijo, Belgijo in 
Irsko 
Opravilo/vsebina SLOVENIJA BELGIJA IRSKA 
identifikacija stranke ob 
sklenitvi poslovnega 
razmerja 
da da, pogojno ni 
treba, če je že bila 
opravljena s strani 
drugega zavezanca 
v državi, ki je 
članica FATF 
da 
rok hrambe podatkov 10 let 5 let  5 let 
zaustavitev transakcije 72 ur 48 ur v zakonu ni 
opredeljeno, morda 
opredeljuje drug akt 
identifikacija dejanskega 
lastnika 
da da ne 
ugotavljanje PEP da da ne 
ugotavljanje tveganosti  da da ne 
poročanje gotovinskih 
transakcij 
da ne ne 
poslovanje z navidezno 
banko 
prepovedano prepovedano dovoljeno 









Priloga 15: Osnovni podatki Policije o kaznivih dejanjih 
 
Vir: Povzetek Poročila o izvedbi nacionalne ocene tveganja Republike Slovenije za pranje denarja in 
financiranje terorizma, (2015, str. 58) 
