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La presente investigación tiene como finalidad demostrar la importancia que tiene la 
domótica en una residencia, mediante la implementación de una solución domótica 
utilizando las tecnologías de Internet de las Cosas y Arduino, los cuales permitirán la mejora 
en el control de los accesos de seguridad, automatizándolos y logrando la comunicación de 
dispositivos instalados en los accesos de seguridad de una residencia con el usuario. El 
usuario podrá acceder al sistema desde cualquier sitio en el mundo en el que se encuentre, 
sin tener relevancia su ubicación geográfica.  
Para el desarrollo de la solución se hizo uso de componentes de hardware tales como Arduino 
Mega y los sensores correspondientes, un Shield Ethernet que va ensamblado con el Arduino 
y que estará conectado a la Internet, un módulo GSM SIM 900 para las notificaciones al 
celular del usuario principal y una aplicación web para que pueda interactuar con el sistema; 
con esta aplicación, se pretende mejorar el control de accesos de seguridad de la residencia 
en estudio.  
En la implementación de la solución domótica utilizando Internet de las Cosas y Arduino se 
definieron objetivos a evaluar los cuales llegaron a ser los siguientes: Se logró reducir el 
tiempo de verificación de los accesos de seguridad en la residencia en un 98.38%, con 
respecto al tiempo promedio de activación de los dispositivos de los accesos de seguridad 
de la residencia se logró reducir en un 99.20%; por último, con la solución domótica 
utilizando Internet de las Cosas y Arduino se logró reducir la vulnerabilidad de los accesos 
de seguridad de la residencia en un 43.75%, quedando demostrado que la solución cumple 
con las expectativas y requerimientos.  
 
 






The purpose of this research is to demonstrate the importance of home automation in a 
residence, through the implementation of a domotic solution using the Internet of Things 
and Arduino technologies, which will allow the improvement in the control of security 
accesses, automating them and achieving the communication of devices installed in the 
security accesses of a residence with the user. The user will be able to access the system 
from any place in the world in which it is located, without having relevance to its 
geographical location. 
For the development of the solution, hardware components such as Arduino Mega and the 
corresponding sensors were used, an Ethernet Shield that is assembled with the Arduino and 
will be connected to the Internet, a GSM SIM 900 module for cell phone notifications. main 
user and a web application so you can interact with the system; with this application, it is 
intended to improve the control of security accesses of the residence under study. 
In the implementation of the home automation solution using Internet of Things and Arduino 
objectives were defined to evaluate which became the following: It was possible to reduce 
the time of verification of security accesses in the residence by 98.38%, with respect to the 
average time of activation of the devices of the security accesses of the residence was 
reduced by 99.20%; Finally, with the domotic solution using Internet of Things and Arduino, 
the vulnerability of the security accesses of the residence was reduced by 43.75%, 
demonstrating that the solution meets expectations and requirements. 
 
 






1.1. REALIDAD PROBLEMÁTICA 
Está claro que el ser humano siempre se mueve gracias al impulso innato de 
satisfacer sus necesidades básicas, esto ha ayudado a que el ser humano 
evolucione y pueda controlar, de cierta forma, su supervivencia. Por ende, 
surge la importancia de la necesidad de la seguridad e integridad personal y 
de los bienes.  
En diversas ocasiones los robos en las residencias se originan debido a la baja 
seguridad que pueda contar nuestra residencia ocasionando que los ladrones 
ingresen por los accesos que no se encontraban asegurados, y al no poseer un 
método de seguridad, genera un sentimiento de intranquilidad, desconfianza 
e impotencia al no poder reducir o evitar tal acción. 
La falta de seguridad en los accesos en las residencias es un problema que 
afecta a todo el mundo, por ejemplo: 
En un artículo compartido por el noticiero (CNN Español, 2015), publicaron 
un video donde tres ladrones en Ohio - EEUU, compartían sus técnicas de 
robo y lo que no deberían hacer sus habitantes para que esto suceda, tales 
como, dejar desactivadas las alarmas o que el interior de la casa quede visible; 
otro de los delincuentes comenta que deben usar sistemas de alarmas y no 
solo usarlos como decoración y el último agregó que cuando el habitante 
detecte que el delincuente esté dentro de la residencia haga algún tipo de ruido 
o informe a alguien  para que pueda espantar al ladrón. Esto demuestra que 
es necesario una información inmediata del estado en el que se encuentran 
sus sensores o alarmas para poder estar alertas y poder actuar con rapidez ante 
un hecho delictivo en nuestros hogares. 
De acuerdo a un artículo de la Web (EL Nacional, 2018) de Venezuela, nos 
informa que los afectados en su mayoría son los adultos mayores en lo que 
respecta a robos en residencias, por encontrarse solos y no poder controlar sus 
accesos de ingresos en los horarios en los cuales los delincuentes ejecutan sus 
delitos, esto debido también a que a las personas de mayor edad se les es muy 
complicado movilizarse fácilmente para poder activar o desactivar ciertas 
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alarmas o dispositivos para la protección de su residencia debido a su edad 
avanzada.  
Y En base a esta realidad, en el artículo Web de noticias (Ceuta al día, 2018) 
de España, nos recomienda reforzar los diferentes puntos débiles de nuestros 
hogares los cuales llegan a ser vulnerados por los ladrones al no contar con 
algún sistema de seguridad, lo cual ocasiona que se concreten los robos. 
Dentro de los puntos débiles a reforzar mencionados en el artículo son las 
puertas ventanas y las formas de crear métodos disuasivos como intentar que 
parezca que permanecen personas en casa cuando no se encuentre nadie como 
en las vacaciones.  
Es por eso que en la Urb. Covicorti,  el 47% de las personas encuestadas 
tienen implementadas en sus residencias algún tipo de seguridad como las 
cámaras de video vigilancia (Anexo 01 - 02)  que, si bien son un medio de 
seguridad utilizadas registrar, en ausencia de los habitantes, las actividades 
delictivas en la entrada y en el interior de la residencia, no permiten realizar 
algún tipo de acción antes y durante el hecho delictivo, situación que preocupa 
y causa insatisfacción por el bajo nivel de seguridad que se consigue.  
En Base a los problemas detectados en la encuesta realizada en las residencias 
de la Urbanización Covicorti y los porcentajes obtenidos (Anexo 01), surge 
la urgencia de implementar un sistema utilizando las herramientas 
tecnológicas actuales para poder controlar la seguridad en los accesos de las 
residencias y brindar una alternativa de solución a la problemática.  
Al Observar la realidad del entorno se identifican los problemas más 
recurrentes: 
P PROBLEMA CAUSA CONSECUENCIA 
1 
Demora en el tiempo de 
comprobación de seguridad de 
los accesos de la residencia. 
Porque la coordinación y 
comunicación con la base o 
residencia es manual 
Descontrol de actividades de 
seguridad 
2 
Ineficacia en el control a 
distancia de los accesos de la 
residencia. 
Porque el manejo de los 
controles de la residencia es 
manual o por llamada. 
Demora en la atención de los 
accesos brindando tiempo para la 
ocurrencia de un hecho delictivo. 
3 
Alta vulnerabilidad en los 
accesos de seguridad de la 
residencia. 
Por el escaso monitoreo 
permanente de la residencia. 
Incremento de hechos delictivos 
por las zonas vulnerables. 
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1.2. TRABAJOS PREVIOS 
1.2.1. Antecedente Internacional 
 




Autor: Botello Castillo, Adriana Beatriz 
 
 
Resumen :  En la investigación se tuvo como objetivo exponer de manera 
general el estado de las tecnologías en una vivienda inteligente, así como 
las tendencias y ventajas que obtienen las casas con las que cuentan dichas 
tecnologías 
 
En el desarrollo de la investigación mostró que gracias a las nuevas 
tecnologías implementadas en una vivienda inteligente se llega a facilitar 
el manejo de los servicios con los que cuenta el hogar, su automatización, 
la mejora en la calidad de vida y el confort a los integrantes. Con dicha 
investigación y su desarrollo se logra corroborar todos los beneficios que 
brinda hoy en día contar con una vivienda inteligente, desde la facilidad 
en el control de los dispositivos del hogar ya sea para la seguridad, 





La investigación aportó en la descripción de los beneficios y formas de 
uso, los cuales sirvieron para el desarrollo de la solución propuesta ya que 
busca brindar todos los beneficios que hoy en día la tecnología permite 





1.2.2. Antecedente Nacional 
 
Título: “Diseño de un Sistema de Control Domótica y video vigilancia 
supervisado por un teléfono móvil” (Guerra Ruiz, 2013). 
 
 
Autor: Guerra Ruiz, Felipe 
 
 
Resumen: En el siguiente informe se desarrolla un sistema de 
videovigilancia el cual permitirá mejorar la seguridad en el hogar, 
trabajando con cámaras de seguridad con los que se interactuará mediante 
una interfaz web y llamadas telefónicas para el control de luces u otros 
aparatos eléctricos,  logrando que el sistema logre comunicar a tiempo 
mediante alertas instantáneas ayudando al usuario a prevenir que se 
concluya un robo, controlando las luces del hogar y brindando la opción 
de incluir otros aparatos eléctricos para ser controlados de forma remota 





El proyecto, aportó en la solución domótica propuesta en la 
implementación de llamadas y mensajes de texto en cuanto suceda un 
hecho que pretenda o genere la vulneración de los accesos para informar 
de forma inmediata, quiere decir que, se complementó no solo los 
mensajes en la aplicación web de la solución domótica en el proyecto 
propuesto sino también mensajes de texto y llamadas directamente al 







1.2.3. Antecedente Local 
 
Título: “Desarrollo de un Sistema Domótico con Tecnología Móvil y 
Arquitectura ARM para reducir el Consumo de energía eléctrica en los 








Resumen: La investigación nos enseña y explica el uso de un sistema 
domótico con una aplicación Android, un Raspberry y una base de datos 
remota, el cual servirá para poder controlar el consumo de energía que 
utiliza el departamento, teniendo como resultados positivos una reducción 
de hasta un 33,23% de consumo de energía del departamento en estudio 
y demostrando que la aplicación cumple con los requerimientos 
establecidos y que esta tecnología brinda muchos beneficios para aquellos 




En el proyecto aportó en la demostración de la comunicación de los 
diversos sensores controlados los cuales llegan a enviar información a una 
base de datos remota, esto nos permitió tomar la idea para controlar y 
comunicar mediante un gestos de base de datos en la nube, los diversos 
sensores instalados en la residencia y poder saber el estado de cada uno 
de ellos y poder comunicar en tiempo real cuando se vulnera los accesos 
de seguridad en la ausencia del dueño de la residencia, por ende mejora la 





1.3. TEORÍAS RELACIONADAS AL TEMA 
1.3.1. Sistema domótico 
Un sistema domótico es experto en recaudar información 
procedente de sensores o de diferentes entradas, tratarla y enviar 
órdenes a los actuadores o salidas. El sistema puede ingresar a 
redes externas de comunicación o información. 
La domótica posibilita dar respuesta a los requerimientos que 
proponen estos cambios sociales y a nuevas tendencias en nuestra 
manera de vida, simplificando el diseño del hogar, siendo más 
personales, flexibles y polifuncionales. (CEDOM, 2014) 
 
Figura 1: Sistema Domótico 
Fuente: (Cdigital IT Soluciones, 2016) 
 
1.3.1.1.Arquitectura de un Sistema Domótico 
Cuando mencionamos arquitectura en los sistemas 
domóticos, se hace mención a la estructura de su red.  
La forma de clasificación, se basa en cómo está dividido 
el sistema de control.  
Las arquitecturas principales son: 
 
▪ Arquitectura Centralizada 
En esta arquitectura, existe solo un controlador y es el 
encargado de trasladar información hacia los 
actuadores e interfaces de acuerdo a lo reconocido por 
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los sensores o usuarios para desarrollar una actividad 
específica. Si llegase a faltar el controlador principal, 




Figura 2: Arquitectura Domótica Centralizada 
Fuente: (Casadomo, 2015) 
▪ Arquitectura Descentralizada 
La característica de esta arquitectura es que usa más de 
un solo controlador y ellos están interconectados 
mediante un sistema de bus que transmiten 
información entre ellos, cada uno actúa, 
independientemente, como un sistema centralizado en 
donde cada controlador manda información a los 
actuadores e interfaces de acuerdo a lo capturado por 
los sensores o usuarios para el desarrollo de una 





Figura 3: Arquitectura Domótica Descentralizada 
Fuente: (Casadomo, 2015) 
 
▪ Arquitectura Distribuida 
En esta arquitectura, el sensor y actuador actúan como 
un controlador y tiene la capacidad de actuar y enviar 
información al sistema, que va de acuerdo a lo que 
envían los otros dispositivos. Quiere decir que cada 
dispositivo dentro del sistema tiene una “inteligencia 




Figura 4: Arquitectura Domótica Distribuida 






▪ Arquitectura Híbrida / Mixta 
Esta arquitectura tiene una combinación de las tres 
arquitecturas mencionadas anteriormente. Esto quiere 
decir que se puede contar de un controlador central, así 
como de varios controladores descentralizados. A su 
vez, algunos dispositivos tienen la capacidad de 
trabajar como “controladores” de ciertas actividades y 
procesar la información que le envían para transmitirla 
a otros dispositivos sin existir la necesidad de pasar por 
un controlador para realizarlo. (Hogatec, 2015) 
 
 
Figura 5: Arquitectura Domótica Híbrida / Mixta 
Fuente: (Casadomo, 2015) 
 
1.3.2. Arduino 
El dispositivo arduino, es una tarjeta electrónica que tiene una 
plataforma de hardware libre y cuenta con puertos de entradas y 
salidas (E/S), digitales y analógicos. Arduino, cuenta con 
ambiente de desarrollo que ejecuta un lenguaje de programación 
propio. Un microcontrolador Atmega328 en la marca ATMEL, 
simboliza el núcleo o corazón de la plataforma Arduino.  
Es un circuito de bajo costo y sencillo que permite desarrollar 




Arduino se caracteriza por ser una plataforma open source (código 
abierto) de tipo electrónico, está basado en software y hardware 
adaptable y de fácil uso.  Arduino está conformada de una placa 
principal con componentes electrónicos, donde están conectados 
los principales controladores que administran otros 
complementos ensamblados en el circuito. La placa necesita de un 
lenguaje para ser programado y poder ser manejado a la necesidad 
requerida, por lo que se puede atribuir como una herramienta 
completa.  
 
El único límite para el desarrollo de proyectos apoyados en esta 
plataforma es tan solo la imaginación, que es quien maneja y 
controla esta herramienta. (Weebly, 2015) 
 





Figura 6: Arduinos y características 
Fuente: (Arduino Products, 2018) 
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Las placas arduino viene adaptada para agregar y ensamblar otros 
complementos de hardware, ya que contiene una central de 
terminales en donde se puede añadir más componentes 
electrónicos de acuerdo al proyecto que se desea desarrollar. 
 
En el mundo Arduino, existen diferentes tipos de circuitos por lo 
que la elección depende a la aplicación específica en la que se 




1.3.2.1.1. Arduino MEGA 
Este microcontrolador contiene 54 entradas y 
salidas digitales, las cuales, 14 ofrecen salida 
PWM, 16 entradas digitales, y 4 UARTS. Este 
equipo funciona a 16MHZ y también cuenta 
con conexión USB, trabaja con 5v de corriente 
y tiene un botón de reset. A comparación de 
Arduino UNO, Arduino MEGA cuenta mayor 
capacidad de memoria y sirve para ser usado 
proyectos donde se utilizará salidas digitales 
cantidades mayores. 
El voltaje recomendado una vez programado 
es de 6v o 7v, esto es importante para no llegar 
a quemar la placa. (Electronics, 2015) 
 
1.3.2.2.Hardware Arduino 
Arduino contiene como hardware un microcontrolador 
Atmega de la marca Atmel de 8 bits que se puede 
programar con un lenguaje de alto nivel, encontrado en 
casi todos los modelos Arduino y es una la herramienta 
para crear procesos lógicos y matemáticos en la placa. 
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Además, es el encargado de dirigir y gestionar los recursos 
de los componentes externos conectados a arduino. 
Contiene una diversidad de sensores eléctricos, inclusive, 
cuenta con otras placas de microcontroladores conocidos 
como Shields, los cuales se adaptan fácilmente, ya que 
Arduino tiene entradas de pines analógicos y digitales para 
integrar dichos componentes. (AprendiendoArduino, 
2016) 
 
Arduino cuenta con la ventaja de tener puertos de entrada 
y salida seriales (input / output), esto permite que se 
conecte por medio de un cable USB a un computador para 
poder usarlo a nivel de software, dónde se le programarán 
las ordenes que realizarán en cada uno de los componentes 
conectados al Arduino. 
 
En la figura 7, se puede observar una variedad de Shields 
compatibles con Arduino UNO. 
 
 
Figura 7: Arduino UNO y Shields 
Fuente: (Cooking Hacks, 2012) 
 
Para trabajar, Arduino requiere de una fuente externa de 




1.3.2.3. Software Arduino 
Esta placa no sólo cuenta con componentes eléctricos y 
circuitos, también es una plataforma que se acopla con un 
lenguaje de programación que nos permitirá controlar los 
diferentes sensores que estarían conectados en la placa, 
por medio de órdenes y criterios que nosotros 
programamos al conectar el dispositivo a un computador. 
(Webbly, 2015) 
 
El lenguaje que utiliza Arduino tiene como nombre 
Wiring, basado principalmente en el lenguaje C/C++, 
lenguaje que se ha vuelto el más preferido para enseñar a 
programar a los alumnos que están a la vanguardia de la 
tecnología, gracias a que es muy sencillo de aprender.  
Arduino soporta diversos lenguajes de programación que 
derivan de C, esto es una ventaja para los diseñadores que 
trabajan en diferentes entornos de desarrollo. (Esquivel 
Alvarado, 2010) 
 
Al ser una herramienta práctica, Arduino brinda la 
facilidad de conseguir su software desde la web oficial, 
esto permite manejar tanto el hardware como el software 
(circuitos eléctricos y un lenguaje de programación), para 
lo que es necesario tener un nivel básico de conocimiento 
en las dos ramas del desarrollo y así poder manejarla. 
 
En la Figura 8. podemos ver el entorno IDE (Entorno de 
Desarrollo Integrado) de Arduino donde se 
programaremos las instrucciones, parámetros de entrada / 





Figura 8: Entorno de Desarrollo Arduino 
Fuente: (Programo Ergo Sum, 2018) 
 
1.3.3. Sensores 
Los sensores son circuitos encargados de capturar la información 
de los diferentes parámetros que controla el sistema de control 
como por ejemplo la temperatura, existencia de un escape de gas 
o agua, presencia no habitual de un individuo, etc., para luego 
dirigirla a la central, que es la encargada de ejecutar 
automáticamente las tareas asignadas.  
 
Existen diversos tipos de sensores, tales como: Gas, temperatura, 
agua, humedad, luz, movimiento, etc., ellos están compartidos por 
todo el hogar, de acuerdo la zona a cuidar y/o proteger.  
Lo común es utilizar varios de estos sensores, ya que cuantos más 
se tenga; es mejor.  
 
En la mayoría de los casos, los sensores utilizados, sirven para dar 
seguridad en el hogar y son clasificados en cinco tipos: 
infrarrojos, de contacto, vibración, microondas y ultrasonido, pero 
también existen otros tipos de sensores que sirven para 





Figura 9: Sensores para Arduino 
Fuente: (Ipowerelectronics, 2018) 
1.3.4. Servomotores 
Llamado también servo, es un dispositivo semejante a un motor 
de corriente continua. Un servomotor tiene la facultad de 
colocarse y mantenerse estable en su posición, en cualquier lugar 
donde se desee operar. Los servos son utilizados en su mayoría en 
sistemas de radio control y en robótica, pero su uso no solo se 
limita a estas áreas. (González García, 2016) 
 
 
Figura 10: Servomotor Tower Pro SG90 





1.3.5. Internet de las Cosas (IoT) 
Internet de las Cosas describe a grupos de sensores industriales o 
dispositivos digitales que se comunican mediante internet, 
recogiendo y enviando datos hacia un destino específico. 
 
El Termino IoT define a un creciente grupo de dispositivos 
digitales que operan a través de la red a escala global. Esto a 
diferencia del Internet convencional, está compuesto de sensores 
inteligentes con otros dispositivos para capturar datos en forma 
remota. (Packard Hewlett, 2018) 
 
1.3.6. Control de Acceso 
Se define como un componente de seguridad conformado en su 
mayoría por software y hardware, que vigila en forma electrónica 
y dirige el tráfico como puertas, ventanas, entradas, ascensores 
entre otros. Esto nace desde una antigua necesidad de proteger de 




Lugar del espacio donde una persona permanece de forma 
continuada. Se considera como una Casa, departamento o lugar 
similar donde una o más personas habitan. (Enciclopedia Jurídica, 
2014) 
 
1.3.8. Aplicación Web 
Información distribuida en páginas virtuales, generalmente en 
formato HTML, que interactúan entre sí con diferentes recursos 
de un servidor web asignado, en donde, en ocasiones incluye una 
base de datos. 
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Nos permite implementar información que va de acuerdo al 
negocio, ya sean productos o servicios, y realizar múltiples 
operaciones o consultas a la base de datos. (Ecured, 2018) 
 
Características: 
➢ El cliente puede acceder a las aplicaciones con el uso 
de un navegador web. 
➢ El usuario tiene la facilidad de acceder a la aplicación, 
desde cualquier parte del mundo, gracias al internet. 
➢ La aplicación ingresada al servidor será única y podrán 
acceder diferentes usuarios a interactuar con ella. 
➢ La aplicación emplea diferentes tecnologías que 
potencian y optimizan la interfaz de usuario. 
➢ Se pueden ejecutar en casi cualquier dispositivo que 




1.3.9. Metodología de David Etheridge y Errol Simon 
El fin de esta metodología es seleccionar objetivos a largo plazo, con la 
idea de implementar una red para una duración de varios años. La 
metodología cuenta con las siguientes etapas: 
 
1.3.9.1. ETAPA I: Definición de los Requerimientos 
 
Primera Fase: Estrategia 
Se identifican las aplicaciones y los requerimientos de 
comunicación, obteniendo de esta forma la arquitectura tanto de 
procesamiento como la de almacenamiento de información que 




✓ Descripción de  la  Empresa: Se considera y detallan los 
datos importantes y relevantes de la empresa. 
 
✓ Revisar los objetivos de la empresa: Misión y Visión. 
 
✓ Definir el paso de la Información Vital: Se toma el 
análisis FODA, usando Factores Crítico de éxito o 
llamado método CFS, que determina lo que es vital para 
que la organización se mantenga en funcionamiento. 
 
✓ Arquitectura del Sistema: 
• Descomposición funcional.     
• Modelo corporativo de datos. 





✓ Configuración de Datos de la Red: Se diagrama un 
cuadro con la circulación de información entre áreas. Este 
punto ayudará a que el diseñador identifique las  áreas que 
generan información y las que la usan. 
  
Segunda Fase: Análisis 
Identificación de requerimientos, los cuales deberán ser cubiertos 
por la red de comunicaciones y todo lo esperado con la red a 
planear en un futuro. 
 
✓ Localización de los Equipos Existentes: Se precisa el 
hardware existente con sus características técnicas por 
área en la empresa. 
 
✓ Listado de las Aplicaciones: Lista de aplicaciones 
utilizadas en la organización. En las aplicaciones se debe 
indicar la versión, la licencia y tipo de licencia, si fuese 
sistemas informáticos, se debe detallar en forma resumida 
el lenguaje o herramienta con el que se está desarrollando 
y el estado del mismo. 
 
✓ Entender la Red Actual: Si existiese una red en la 
organización, se deberá describir todas las características 
de la misma y de sus componentes. 
 
✓ Análisis de la Información: Listado de información 
considerada importante de cada área donde se 
implementará la red.  
 
 
✓ Cálculo del Tráfico de la Red:  Indicar el flujo de datos 
y aplicaciones que se usarán en la red, así como su 
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frecuencia para la determinación del ancho de banda a 
requerir.  
 
✓ Proyecciones de la Red: Detalle de lo que se espera de la 
red en un futuro, de tal manera que la propuesta llegue a 
ser adaptable a nuevas modificaciones. 
 
 
Tercera Fase: Factibilidad 
Cálculo inicial de los anchos de banda necesarios para realizar un 
primer acercamiento de los costos. 
Para alcanzar dichos objetivos es importante reunir información 
tanto técnica como financiera. 
 
✓ Factibilidad Organizacional: Requerimiento de 
herramientas y personal con conocimiento adecuado para 
la implementación de la red propuesta y su correcto 
funcionamiento en los procedimientos.  
 
 
✓ Factibilidad Técnica: Se considera  el tráfico de red, la 
cantidad de usuarios y herramientas tales como sistemas 




✓ Factibilidad Financiera: Es donde se expone los recursos 
económicos con lo que cuenta la organización para la 
operatividad del diseño nuevo de la red, esto quiere decir, 
saber si llega a existir el respaldo de la organización para 




1.3.9.2. ETAPA II: Desarrollo  de  la  Red 
 
Primera Fase: Diseño Físico 
Se consigue la configuración física de la red. 
 
✓ Definición de los Objetivos y Metas: Especificación de 
Objetivos generales y específicos, y las metas que se 
espera lograr con la red presentada.  
 
✓ Alcance de la Red: El alcance de la implementación de la 
red y las áreas que abarcará con su justificación. 
 
✓ Diseño de la configuración de la red:  Se describen 
características principales tales como modelo de red, 
funciones de cada punto, topologías, estándares y el 
hardware utilizado. 
 
✓ Identificación de la Seguridad física requerida por la 
Red:  Se indica todo aquello que debe estar controlado y 
supervisado de manera constante con la finalidad de 
buscar la seguridad necesaria, ya sea para  los accesos al 
servidor, interrupciones en el fluido eléctrico o problemas 
en los equipos de red. 
 
✓ Esquema del Diseño Físico de la Red: Diagrama con los 
equipos informáticos que ya existen y aquellos que se 
adquirirán en la organización., todos deberán estar 
correctamente codificados. Se realizará un diagrama del 
cableado y los equipos necesarios que se requieran para la 






Segunda Fase: Diseño Lógico 
Se debe describir los S.O., procedimientos y herramientas 
importantes que mantengan un correcto uso y funcionamiento de 
la red. 
Se deberán indicar: 
 
✓ Selección del Sistema Operativo de Red: Señalar los 
Sistemas Operativos de Red, correspondiente al servidor 
como el de los clientes, y la justificación de su elección y 
sus características. 
✓ Protocolos de Red: El o los Protocolos usados en la red a 
implementar. 
 
✓ Determinación del Esquema de Red: Especificación del 
planeamiento de diseño para el esquema de la red, con 
relación al Modelo de Red elegido. 
 
✓ Modelo de Red:  
Nombramiento del Grupo Trabajo 
 
✓ Modelo de Red: Basado en Servidor 
Denominación, rangos, número de controladores y DNS 
del Dominio 
 
✓ Configuración del Servidor o Servidores: Detalle de la 
configuración a nivel de software, se debe indicar qué 
servicios (funciones del servidor) se activarán y su 
justificación. Adicionalmente, se debe mencionar nombre 
de servidor, direcciones IP, DNS, políticas y parámetros 
de la configuración de los servicios a implementarse. 
 
✓ Configuración de los Clientes de la Red: En caso de usar 
el protocolo TCP/IP se debe indicar de cada PC el nombre, 
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el sistema de archivos, IP, máscara de red, IP puerta de 
enlace y el IP del DNS. 
 
✓ Configuración de los Equipos de la Red: Para aquellos 
diversos productos que también cuenten con su propia 
configuración IP se detalla el nombre de equipo, su IP y la 
máscara de red. 
 
✓ Determinación de la Organización de Usuarios y 
Equipos: Se especifica: 
• Se detalla la distribución de usuarios y sus equipos 
que dependen del entorno de red a usar, las 
políticas de las cuentas de los usuarios, la 
denominación que tendrán en las mismas y las 
jerarquías. Si existiese varios dominios, se indicará 
los usuarios correspondientes. 
 
✓ Recursos Compartidos  y  Niveles  de  Acceso  a  los 
Recursos Compartidos: Se describen todos los recursos 
que se comparten los usuarios o los grupos de usuarios a 
nivel de directorios o de hardware, así como sus niveles de 
acceso con sus respectivos permisos en la red. 
 
✓ Implementación  de  la  Seguridad  Lógica  de  la  Red: 
Se plasman las normas de seguridad. 
 
✓ Esquema  del  Diseño  Lógico  de  la  Red: Se debe 
mostrar el diseño lógico en diagrama, mencionando la 
existencia de los segmentos en la red, configuración  del  






Tercera Fase: Implementación 
Se ejecuta una estrategia de comunicación sobre la red diseñada 
realizando una planeación. El orden a seguir es: adquisición, 
instalación y operación exitosa del nuevo equipamiento de red. 
Señalar características a nivel de software de cada uno de los 
equipos. 
 
✓ Plan de Implementación: Se identifica las tareas a 
realizarse y el tiempo que tomará en implementarse la 
nueva red.  
 
✓ Plan de Administración: Se identifica la estructura 
organizacional, las habilidades y los recursos requeridos 
para la implementación y administración de la red. 
 
✓ Plan de Contingencia: Se realiza la identificación de los 
errores y las acciones que se tomarán para restaurar el 
servicio. Se identifica también los responsables de realizar 




1.4. FORMULACIÓN DEL PROBLEMA 
¿De qué manera la solución domótica utilizando internet de las cosas y 
Arduino, mejora el control de los accesos de seguridad en una residencia en 
la Urb. Covicorti, Trujillo? 
1.5. JUSTIFICACIÓN DEL ESTUDIO 
1.5.1. Relevancia Social 
La investigación nos permitió evidenciar la mejora del control de 
accesos de seguridad de la residencia, teniendo en conocimiento 
que hoy en día es una necesidad reconocida en nuestra sociedad. 
Las nuevas tendencias se dirigen a los sistemas inteligentes como 
una opción tecnológica con un alto grado de importancia en este 
entorno de desarrollo  constante   y  sostenible, sobre todo porque 
nos encontramos en un mundo donde la tecnología se actualiza 
rápidamente y nos brinda muchas herramientas para la seguridad. 
 
1.5.2. Tecnológico 
Internet de las Cosas (Iot) y Arduino, están en un muy fuerte 
crecimiento en el mercado y su objetivo es hacer uso de las 
tecnologías sus recursos y herramientas, lo que permitió ayudar a 
ofrecer residencias con mayor seguridad y comodidad para 
integrantes de los mismos. 
 
1.5.3. Económica 
Con Internet de las Cosas utilizando Arduino, se logró mejorar el 
control de accesos de seguridad en forma automatizada, ahorrar 
dinero en la implementación y tener una respuesta eficaz, 






Por medio de IoT y Arduino se logró controlar el recurso del 
tiempo, al poder organizar a tiempo los recursos del lugar donde 
vivimos. Adicionalmente sirvió para optimizar el control de los 
accesos de seguridad, que fue de gran utilidad para los habitantes 
de una residencia.  
 
1.6. HIPÓTESIS 
Con la solución domótica utilizando el Internet de las Cosas y Arduino 
mejora significativamente el control de accesos de seguridad en una 




1.7.1. Objetivo General 
Mejorar el control de accesos de seguridad en una residencia de la 
Urb. Covicorti, mediante una solución domótica utilizando el 
internet de las cosas y arduino. 
 
1.7.2. Específicos 
➢ Reducir el tiempo de comprobación de los accesos de seguridad de la 
residencia. 
➢ Reducir el tiempo que se emplea en activar los dispositivos de accesos 
de seguridad en la residencia. 






















2.1. DISEÑO DE INVESTIGACIÓN 
El diseño de esta investigación es experimental, ya que se realizó un manejo 
de variables dependientes e independientes. En la investigación se buscó 
mejorar el control de accesos de seguridad en una residencia de la Urb. 
Covicorti, Trujillo como variable dependiente e independiente la Solución 
domótica utilizando el Internet de las Cosas y Arduino. 
En las investigaciones pre-experimental no existe la posibilidad de 
comparación de grupos.  Este tipo de diseño consiste en administrar un 
tratamiento  o  estímulo  en  la  modalidad  de  solo  Post  prueba  o  en  la  de 
Pre prueba - Post prueba. 
Diseño de contrastación 
En la contrastación de la hipótesis se utilizará el Método Pre-Test / Post – 
Test o en Línea. Este modelo se ocupa en superar las limitaciones de un 
anterior, en cuanto a identificar una base de comparación o línea de 
referencia. 
Veamos en qué consiste: 
• La medición de la variable dependiente previa a la aplicación de la 
variable independiente (Pre-Test). 
• La aplicación de la variable independiente. 
• La nueva medición de la variable dependiente, después de la aplicación 




M1 ==========> X =========> M2 
 
Donde: 
-  M1: Antes de desarrollar una solución Domótica usando IoT y Arduino 
-  X: Desarrollo de una solución Domótica usando IoT y Arduino 




Al concluir se podrá establecer las diferencias entre M1 y M2 para definir si 
hay o no mejoramiento en el control de accesos de seguridad de una 
residencia de la Urb. Covicorti, Trujillo. 
2.2.VARIABLES, OPERACIONALIZACIÓN 
 
2.2.1. Variable Dependiente 
Accesos de seguridad de una residencia de la Urb. Covicorti, 
Trujillo. 
2.2.2. Variable Independiente 




2.2.3.  Operacionalización de Variables 
Tabla 1: Operacionalización de variables 




La domótica es aquella que 
integra una serie de 
automatismos en materia 
de electricidad, electrónica, 
robótica, informática y 
telecomunicaciones, con el 
objetivo de asegurar al 
usuario un aumento del 
confort, 
de la seguridad, del ahorro 
energético, de las 
facilidades de 
comunicación, y de las 
posibilidades de 
entretenimiento. 
(Fundación de la Energía 
de la Comunidad de 
Madrid, 2007) 
Es una solución que 
controla los accesos de 
seguridad en la residencia 
de la Urb. Covicorti, se 
caracteriza por su 
Usabilidad y funcionalidad 
y para que el integrante 
pueda interactuar con los 
aparatos tecnológicos 
asignados para la seguridad 









las Cosas y 
Arduino 
VD 
El Control de Acceso es un 
componente de seguridad 
que monitorea 
electrónicamente y 
controla el tráfico a través 
de cosas como puertas, 
entradas y ascensores; 
surge de la necesidad 
antigua de proteger bien 
esos recursos. (SERACIS, 
2018) 
Controlar los accesos de 
seguridad de la residencia 
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los controles de 
accesos de 
seguridad en la 
residencia 
De Razón 
  Conteo 
Número de 
vulnerabilidad 
en los accesos 







Tabla 2: Tabla de Indicadores 
Nro. Indicador Descripción Objetivo 
Técnica/Instrument




























TPVAS= Tiempo promedio de 
verificación de accesos seguridad. 
Tpa= Tiempo promedio actual. 















de acceso de 
seguridad 
Reducir el 










TPACA= Tiempo promedio de 
activación de controles de accesos. 
Tpa= Tiempo promedio actual. 


























NVASR= Número de vulnerabilidad 
en los accesos de seguridad de la 
residencia. 
PNVa= Promedio del Número de 
Vulnerabilidad actual. 


















2.3. POBLACIÓN Y MUESTRA 
2.3.1. Población 
La población está conformada por: 
Tabla 3: Población 
Zonas Nro. Residencias 
Sector 1 5 
Sector 2 5 




Como la población es pequeña abarcará los tiempos del control de 
seguridad de los accesos y todos los accesos de seguridad de una 
residencia a evaluar. 
2.3.2. Unidad de Análisis  
A Conveniencia, se tomó como muestra una residencia, ya que 
para llegar a medir a toda la población se requiere de la 
implementación en cada una de las residencias de la Urb. 
Covicorti de la Ciudad de Trujillo. 
2.3.3.  Criterios De Selección 
De acuerdo a la investigación se concluye que el criterio de 
selección se basará en lo siguiente:  
2.3.3.1. Criterios de Inclusión 
Se consideran únicamente las y zonas vulnerables y 
accesos de la residencia 
2.3.3.2. Criterios de Exclusión 
No se toma en cuenta los servicios básicos. 
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2.4. TÉCNICAS  E  INSTRUMENTO  DE  RECOLECCIÓN  DE  
DATOS,  VALIDEZ  Y  CONFIABILIDAD. 
Para extraer datos se tuvo en cuenta la población de una residencia definida 
(Accesos de seguridad), donde se verán favorecidos con la automatización y 
el control para mejorar la seguridad en la residencia.  En base a al 
requerimiento, extraeremos muestras que determinará el proceso de 
evaluación del sistema domótico. 
 
Tabla 4: Instrumento de recolección de datos 
Técnica Procedimiento Instrumento 
Observación 
Con esta herramienta se 
pretende examinar de 
manera directa el entorno 
donde suceden los hechos 
o fenómenos observados. 
Guía de Observación 
Encuesta 
Se realizará una encuesta a 
un determinado grupo de 
la Urbanización Covicorti 
para recoger información y 
evidenciar la problemática 
actual en la que se vive hoy 
en día con respecto a la 






Tabla 5: Indicadores de Variable Independiente 
Indicador Técnica / Instrumento Fuente 








Tabla 6: Indicadores de Variable Dependiente 
Indicador Técnica / Instrumento 
Tiempo promedio de verificación del control de acceso de seguridad 
de la residencia 
Valoración del tiempo / cronómetro 
Tiempo promedio de activación de los controles de acceso de 
seguridad en la residencia. 
Valoración del tiempo / cronómetro 
Reducir la vulnerabilidad de los accesos de seguridad de la residencia. 
Mediciones convencionales / unidades de 
medida 
 
2.5. MÉTODOS DE ANÁLISIS DE DATOS 
Al realizar el análisis se deberá considerar la asignación de la probabilidad 
del lugar donde el problema se originará, luego se calcularemos la media de 
la población, la muestra del proyecto a desarrollarse será menor a 30, quiere 
decir que se aplicará una prueba T-student que es la diferenciación de 
medias para definir las medidas muéstrales y poder verificar la hipótesis.  
 
Prueba T-Student: Esta prueba se aplica cuando se tiene una muestra 
pequeña (n<30). 
 
Si 𝑋1, 𝑋2, 𝑋3 … , 𝑋𝑛 son variables aleatorias distribuidas independientes, con 
una medida µ y una varianza σ2 
Ẍ𝑛 = (𝑋1 + ⋯ + 𝑋𝑛)/𝑛 














Tiende a una distribución normal de media 0 y varianza de 1 cuando n 
















(1 + 𝑡2/𝑣)−(𝑣+1)/2 
Con un valor de v igual a (n-1). 
A la distribución de T se le llama ahora la distribución de –t. 
Al parámetro v se le llama normalmente el número de los grados de libertad. 
Esta distribución depende principalmente de v, pero mas no de 𝜇 o σ; la 
independencia de la 𝜇 y σ es la que forma la distribución t muy significativo en la 
teoría y también en la práctica. ґ es la función denominada gamma. 
 
Grados de Libertad(gl): Es la cantidad de observaciones que se utilizaron para 
calcular la desviación estándar muestral menos 1, es decir (n-1). 
 
 
2.6. ASPECTOS ÉTICOS 
El proyecto de investigación se utilizará con finalidad de protección a las 
residencias y a sus habitantes ante la realidad problemática de la inseguridad, 
el estudio se hará con los habitantes y los resultados que obtendremos tienen 
que ser verídicos, se tendrá que realizar una encuesta con a un experto en el 























3.1. INDICADOR DE VARIABLE INDEPENDIENTE 
3.1.1. INDICADOR DE  USABILIDAD   DEL SISTEMA 
Para hallar la usabilidad del sistema se aplicó una encuesta al representante de 
la residencia donde se implementó la solución domótica, se usó el nivel de 
aprobación de Likert para hallar los resultados. 
 
RANGO NIVEL APROBACIÓN PESO 
MB Muy Bueno 5 
B Bueno 4 
R Regular 3 
M Malo 2 
MM Muy Malo 1 
 
3.2.INDICADOR DE VARIABLES INDEPENDIENTES 
3.2.1.  INDICADOR 01: TIEMPO PROMEDIO DE VERIFICACIÓN DE LOS 




Se determina el grado de significancia de referencia de 0.05 para ambas 
muestras, para lo cual se demuestra que la significancia de 0.192 de la muestra 
actual y 0.224 de la propuesta son menores a 0.05, lo que determinaría que para 
las muestras se aplicarían pruebas paramétricas y por la cantidad de la muestra 





A. Definición de Variables 
TPVASRa = Tiempo promedio de verificación de los accesos de seguridad en la 
residencia con el sistema actual. 
TPVASRp = Tiempo promedio de verificación de los accesos de seguridad en 
la residencia con el sistema propuesto. 
B. Hipótesis Estadística 
Hipótesis Ho= El Tiempo promedio de verificación de los accesos de seguridad 
en la residencia es Menor o igual que Tiempo promedio de verificación de los 
accesos de seguridad en la residencia con el sistema propuesto. (segundos) 
 
                                           𝑯𝟎 = 𝑻𝐏𝐕𝐀𝐒𝐑𝒂 − 𝐓𝐏𝐕𝐀𝐒𝐑𝒑 ≤ 0  
 
Hipótesis Ha= El Tiempo promedio de verificación de los accesos de seguridad 
en la residencia es Mayor que el Tiempo promedio de verificación de los accesos 
de seguridad en la residencia con el sistema propuesto. (segundos) 
                                            𝑯𝐚 = 𝐓𝐏𝐕𝐀𝐒𝐑𝒂 − 𝐓𝐏𝐕𝐀𝐒𝐑𝒑 > 0  
 
C. Nivel de Significancia 
Margen de error, confiabilidad 95%. 
Con un nivel de significancia (= 0.05) del 5%. Por lo tanto, el nivel de 
confianza (1 -   = 0.95) será del 95%. 
 
D. Estadística  de  la  Prueba 
La estadística de la prueba es T de Student, que tiene una distribución t. 
 
E. Región de Rechazo 
Como N = 7 entonces los Grados de Libertad (N – 1) = 6, se tiene el valor crítico 
de T de Student. 
  Valor crítico: 𝑡∞−0.05 = 1.943 





F. Resultados de la Hipótesis Estadística 
 



























































𝑻𝐏𝐕𝐀𝐒𝐑𝒂     𝑻𝐏𝐕𝐀𝐒𝐑𝒑 
D1 912 18 894 799236 
D2 951 15 936 876096 
D3 1156 19 1137 1292769 
D4 1166 16 1150 1322500 
D5 1032 19 1013 1026169 
D6 1091 16 1075 1155625 
D7 1156 18 1138 1295044 
SUMATORIO 7464 121 7343 7767439 
















✓ Cálculo de T:      








tc = 26.74   
En conclusión, puesto que tC=26.74 calculado, llega a ser mayor que tα = 1.943 
y estando dentro de la región de rechazo < 1.943 >, entonces se rechaza H0 y 
por consiguiente se acepta Ha. Se concluye entonces que el Tiempo promedio 
de verificación de los accesos de seguridad en la residencia es Mayor que el 
Tiempo promedio de verificación de los accesos de seguridad en la residencia 


















1 − α=0.95 
α= 0.05 
Región de Rechazo 
 







3.2.2.  INDICADOR 02: TIEMPO PROMEDIO DE ACTIVACIÓN DE LOS 




Se determina el grado de significancia de referencia de 0.05 para ambas 
muestras, para lo cual se demuestra que la significancia de 0.061 de la muestra 
actual y 0.215 de la propuesta son menores a 0.05, lo que determinaría que para 
las muestras se aplicarían pruebas paramétricas y por la cantidad de la muestra 
se determina que se aplicará la Prueba de T Student. 
G. Definición de Variables 
TPADASa = Tiempo promedio de activación de los dispositivos de accesos de 
seguridad en la residencia con el sistema actual. 
TPADASp = Tiempo promedio de activación de los controles de accesos de 
seguridad en la residencia con el sistema propuesto. 
H. Hipótesis Estadística 
Hipótesis Ho= El Tiempo promedio de activación de los dispositivos de accesos 
de seguridad en la residencia es Menor o igual que Tiempo promedio de 
activación de los dispositivos de accesos de seguridad en la residencia con el 
sistema propuesto. (segundos). 
                                           𝑯𝟎 = 𝑻𝐏𝐀𝐃𝐀𝐒𝒂 − 𝐓𝐏𝐀𝐃𝐀𝐒𝒑𝑃 ≤ 0  
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Hipótesis Ha= El Tiempo promedio de activación de los dispositivos de accesos 
de seguridad en la residencia es Mayor que el Tiempo promedio de activación 
de los dispositivos de accesos de seguridad en la residencia con el sistema 
propuesto. (segundos). 
                                            𝑯𝐚 = 𝐓𝐏𝐀𝐃𝐀𝐒𝒂 − 𝐓𝐏𝐀𝐃𝐀𝐒𝑃 > 0  
I. Nivel de Significancia 
Margen de error, confiabilidad 95%. 
Con un nivel de significancia ( = 0.05) del 5%. Por lo tanto, el nivel de confianza 
(1 -   = 0.95) será del 95%. 
J. Estadística  de  la  Prueba 
La estadística de la prueba es T de Student, que tiene una distribución t. 
K. Región de Rechazo 
Como N = 7 entonces los Grados de Libertad (N – 1) = 6, se tiene el valor crítico 
de T de Student.  
Valor crítico: 𝑡∞−0.05 = 1.943 










L. Resultados de la Hipótesis Estadística 
 



























































𝑻𝐏𝐀𝐃𝐀𝐒𝒂     𝑻𝐏𝐀𝐃𝐀𝐒𝒑 
D1 785 8 777 603729 
D2 825 7 818 669124 
D3 900 5 895 801025 
D4 818 5 813 660969 
D5 782 8 774 599076 
D6 808 6 802 643204 
D7 814 7 807 651249 
SUMATORIO 5732 46 5686 4628376 
















✓ Cálculo de T:      








tc = 53.40   
En conclusión, puesto que tC=53.40 calculado, llega a ser mayor que tα = 1.943 
y estando dentro de la región de rechazo < 1.943 >, entonces se rechaza H0 y 
por consiguiente se acepta Ha. Se concluye entonces que el Tiempo promedio 
de activación de los dispositivos de accesos de seguridad en la residencia es 
Mayor que el Tiempo promedio de activación de los dispositivos de accesos de 
seguridad en la residencia con el sistema propuesto con un nivel de error del 5% 























1 − α=0.95 
α= 0.05 
Región de Rechazo 
 








3.2.3.  INDICADOR 03:  NÚMERO DE VULNERABILIDAD EN LOS 
ACCESOS DE SEGURIDAD DE LA RESIDENCIA 
 
 
Se determina el grado de significancia de referencia de 0.05 para ambas 
muestras, para lo cual se demuestra que la significancia de 0.683 de la muestra 
actual y 0.272 de la propuesta son menores a 0.05, lo que determinaría que para 
las muestras se aplicarían pruebas paramétricas y por la cantidad de la muestra 
se determina que se aplicará la Prueba de T Student. 
M. Definición de Variables 
NVASRa = Número de vulnerabilidad en los accesos de seguridad de la 
residencia con el sistema actual. 
NVASRp = Número de vulnerabilidad en los accesos de seguridad de la 
residencia con el sistema propuesto. 
N. Hipótesis Estadística 
Hipótesis Ho= El Número de vulnerabilidad en los accesos de seguridad de la 
residencia es Menor o igual que Número de vulnerabilidad en los accesos de 
seguridad de la residencia con el sistema propuesto. (Cantidad). 
                                           𝑯𝟎 = 𝑵𝑽𝑨𝑺𝑹𝒂 − 𝑵𝑽𝑨𝑺𝑹𝑃 ≤ 0  
Hipótesis Ha= El Número de vulnerabilidad en los accesos de seguridad de la 
residencia es Mayor que el Número de vulnerabilidad en los accesos de 
seguridad de la residencia con el sistema propuesto. (Cantidad). 
                                            𝑯𝐚 = 𝑵𝑽𝑨𝑺𝑹𝒂 − 𝑵𝑽𝑨𝑺𝑹𝑃 > 0  
62 
  
O. Nivel de Significancia 
Margen de error, confiabilidad 95%. 
Con un nivel de significancia ( = 0.05) del 5%. Por lo tanto, el nivel de 
confianza (1 -   = 0.95) será del 95%. 
P. Estadística  de  la  Prueba 
La estadística de la prueba es T de Student, que tiene una distribución t. 
Q. Región de Rechazo 
Como N = 4 entonces los Grados de Libertad (N – 1) = 3, se tiene el valor crítico 
de T de Student.  
Valor crítico: 𝑡∞−0.05 = 2.35 
La región de Rechazo consiste en aquellos valores de t mayores que 2.35 
R. Resultados de la Hipótesis Estadística 
 























𝑵𝑽𝑨𝑺𝑹𝒂     𝑵𝑽𝑨𝑺𝑹𝒑 
Frontera Puerta Principal 5 3 2 4 
Parte Posterior Puerta Principal 4 2 2 4 
Patio Residencia 3 1 2 4 
Puerta con alta importancia 4 3 1 1 
SUMATORIO 16 9 7 13 
PROMEDIO 4 2.25 1.75 1.86 
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✓ Cálculo de T:      








tc = 7.00   
En conclusión, puesto que tC=7.00 calculado, llega a ser mayor que tα = 2.35 y 
estando dentro de la región de rechazo < 2.35 >, entonces se rechaza H0 y por 
consiguiente se acepta Ha. Se concluye entonces que el número de 
vulnerabilidad en los accesos de seguridad de la residencia es mayor que el 
número de vulnerabilidad en los accesos de seguridad de la residencia en la 
residencia con el sistema propuesto con un nivel de error del 5% y un nivel de 
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En el primer indicador el tiempo promedio de verificación de los accesos de seguridad en la 
residencia con el sistema actual es de 1066.29 segundos, y con la implementación del sistema 
propuesto en el tiempo promedio de verificación de los accesos de seguridad en la residencia 
se obtuvo 17.29 segundos obteniendo un porcentaje de 1.62%, reduciendo un total de 
98.38%, porcentaje que marca una gran diferencia al modo en que se realizaba inicialmente 
la verificación de los accesos de seguridad.  
Tabla 10:Comparación del Pretest y PostTest de Indicador N° 1 







1066.29 100.00% 17.29 1.62% 1049 98.38% 
 
 
Del mismo modo en el segundo indicador el promedio de verificación de activación de los 
dispositivos de accesos de seguridad en la residencia a comparación con el sistema actual es 
de 818.86 segundos, a diferencia con la implementación del sistema propuesto que el tiempo 
promedio de activación de los dispositivos de accesos de seguridad en la residencia se 
consiguió 6.57 segundos, logrando un porcentaje de 0.80%, teniendo como total reducido un 
99.20%, porcentaje que de igual forma al indicador anterior sigue marcando un valor 
bastante significativo y que responde al alcance de nuestro objetivo propuesto. 
Tabla 11:Comparación del Pretest y PostTest Indicador N° 2 







818.86 100.00% 6.57 0.80% 812.29 99.20% 
 
 
A su vez en el tercer indicador que es el promedio del número de vulnerabilidad de los 
accesos de seguridad de la residencia es de 4 puntos teniendo como referencia que el valor 
5 es un alto grado de vulnerabilidad y 1 es un nivel más bajo, en comparación con la solución 
propuesta para la mejora del control de accesos de seguridad se obtuvo 2.25 puntos de 
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promedio, obteniendo como valor en porcentaje 56.25% y logrando reducir a un 43.75%, 
resultado que satisface y demuestra que mejora la protección de los accesos de seguridad en 
la residencia. 
Tabla 12: Comparación del Pretest y PostTest Indicador N° 3 







4 100.00% 2.25 56.25% 1.75 43.75% 
  
 
Con respecto a la viabilidad económica en donde se llegó a obtener una inversión de 4239.37 
soles en donde está inmerso hardware, software y recursos humanos utilizado en el 
desarrollo de la presente investigación, es por eso que los valores obtenidos con respecto a 
la viabilidad económica fueron los siguiente: 
VAN que es el valor actual neto, es de 6886.53 soles en donde por ser mayor a 0 se dice que 
el proyecto es viable y se acepta para su desarrollo. 
Respecto al Costo Beneficio, arrojó un resultado de 1.62 soles en donde se interpreta que 
por cada sol invertido se obtiene una ganancia de 0.62 soles. 
TIR que es la tasa interna de retorno, es de 54% siendo mayor al interés de préstamo de los 
bancos que es del 45% en donde se dice que el TIR al ser mayor que la tasa de interés de los 
bancos el proyecto generara ganancias por los cual se debe de desarrollar. Entonces con los 
valores antes mencionados el tiempo de recuperación de capital será en 11 meses y 27 días. 
 
De acuerdo a las tesis tomadas como referencias tanto de (Botello Castillo, 2016) en “Las 
Telecomunicaciones en la Vivienda Inteligente” , (Guerra Ruiz, 2013) en “Diseño de un 
Sistema de Control Domótica y video vigilancia supervisado por un teléfono móvil” y 
(Padilla Villanueva, y otros, 2017) en “Desarrollo de un Sistema Domótico con Tecnología 
Móvil y Arquitectura ARM para reducir el Consumo de energía eléctrica en los 
departamentos de la Ciudad de Trujillo”, podemos apreciar que el uso e implementación de 
soluciones domóticas con las nuevas tecnologías mejoran significativamente la forma de 
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vida de las personas ya que, automatizando nuestro entorno, logramos obtener un mejor 
grado se comodidad y seguridad con un fácil uso. 
 
Se considera, finalmente, que la investigación aportará a nuevas investigaciones y a 
desarrollo de nuevas soluciones domóticas en las que hoy en día, tanto Internet de las Cosas 
y Arduino son bases fundamentales para la inicialización de futuros grandes desarrollos 



























Se concluye lo siguiente: 
• Se logró disminuir el tiempo de verificación de los accesos de seguridad en la residencia 
en un 98.38%. 
• Se logró disminuir el tiempo de activación de los dispositivos de accesos de seguridad 
en la residencia en un 99.20%. 
• Se logró disminuir el número de vulnerabilidad en los accesos de seguridad de la 
residencia en un 43.75%. 
• Con respecto a la viabilidad económica como proveedor, se obtuvo los siguientes 
resultados: 
o VAN es 45891.03 soles. 
o C/B es 1.36 soles. 
o TIR es 104%. 
o El capital se recuperará en 7 meses y 09 días. 
• Con la solución domótica utilizando el internet de las cosas y Arduino mejoró 















































✓ Al momento de usar la solución domótica propuesta se debe considerar 
un respaldo eléctrico para su alimentación y no tener interferencias 
cuando tenga cortes de luz. 
✓ Se recomienda realizar un mantenimiento con un mínimo cada seis 
meses para no interferir en el correcto funcionamiento y poder evitar 
futuros inconvenientes técnicos. 
✓ En caso deseen implementar cámara de vigilancia al sistema, se 
recomienda utilizar un Arduino Yun que cuenta con un puerto USB para 
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ANEXO 01: REALIDAD PROBLEMÁTICA 
Anexo 01 – 1: Árbol de problema o espina de pescado (Ishikawa) 
 
Árbol de Problemas
CONTROL DE ACCESOS DE 
SEGURIDAD RESIDENCIAL 
Demora en el tiempo de 
comprobación de seguridad. 
Ineficacia en el control a 
distancia de los accesos. 
Alta vulnerabilidad en los 
accesos de seguridad. 
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Espina de pescado (Ishikawa) 
 
Demora en el tiempo 
de comprobación de 
seguridad. 
Ineficacia en el 




Descontrol de actividades 
de seguridad. 
Manejo del control es 
manual. 
Demora en la atención 
de los accesos. 
Alta vulnerabilidad en 












Anexo 01 – 2: Encuesta 
 
ENCUESTA REALIZADA A LAS RESIDENCIAS DE LA URB. COVICORTI DE 
LA CIUDAD DE TRUJILLO 
 
ENCUESTA  
Mi Nombre es Erick Martín Leyva Díaz, estudiante del X ciclo de la Universidad César 
Vallejo de la carrera profesional de Ingeniería de Sistemas, realizo una encuesta para 
recolección de datos que serán importantes y necesarios para respaldar mi proyecto de 
investigación, por lo cual requiero de su apoyo con la mayor sinceridad y honestidad posible. 
Muchas gracias por su tiempo y colaboración. 
 
INSTRUCCIONES: Lea con atención cada una de las preguntas y marque con una X o 
+ la alternativa 
 que usted crea conveniente 
     
1. ¿Alguna vez llegó a sufrir un atentado en su residencia? 
 
     
 
SI (   ) 
 
NO (   ) 
 
     
2. ¿Con qué frecuencia son los atentados a su residencia? 
     
 
MUCHA (   ) 
  
 
ALGUNA (   ) 
  
 
POCA (   ) 
  
 
NADA (   ) 
  
     
3. ¿Le toma tiempo a usted realizar la verificación del estado de seguridad de su 
residencia en ausencia? 
     
 
SI (   ) 
 
NO (   ) 
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4. ¿Considera eficaz el control de seguridad de su residencia antes y durante un 
hecho delictivo? 
     
 
SI (   ) 
 
NO (   ) 
 




5. ¿Cómo Calificaría usted la seguridad en los accesos de su residencia? 
     
 
MUY SEGUROS (   ) 
  
 
SEGUROS (   ) 
  
 
POCO SEGUROS (   ) 
  
 
INSEGUROS (   ) 
  
     
6. Para protegerse de un robo o intento de robo, ¿Implementó algún tipo de medida 
de seguridad en sus accesos? 
     
 
SI  (   ) 
 
NO  (   ) 
 
     
Opcional: Especifique ____________________________________________ 
     
7. ¿Qué tan seguro se siente ante la ausencia de su residencia en gran parte del día? 
     
 
MUY SEGURO (   ) 
  
 
SEGURO (   ) 
  
 
POCO SEGURO (   ) 
  
 












1. ¿Alguna vez llegó a sufrir un atentado en su residencia? 
 
Tabla 13: Resultados de Atentado en Residencia 
Respuesta Cantidad Porcentaje 
SI 10 67% 








En la tabla Nº13, se despliegan los resultados de la encuesta realizada a las residencias de la 
Urb. Covicorti, de las 15 residencias encuestadas se puede observar que la mayoría de ellas, 
conformada por 67% de los encuestados califica que sufrió un atentado en su residencia 










2. ¿Con qué frecuencia son los atentados a su residencia? 
 
Tabla 14: Resultados de Atentado a Residencia 
Respuesta Cantidad Porcentaje 
Mucha 4 33% 
Alguna 6 27% 
Poca 3 13% 








En la tabla Nº14, se despliegan los resultados de la encuesta realizada a las residencias de la 
Urb. Covicorti, de las 15 residencias encuestadas se puede observar que la mayoría de ellas, 
conformada por 27% de los encuestados califica que sufrió muchos atentados en su 
residencia, mientras un 40% califica que alguna vez sufrió un atentado en su residencia, un 
20% afirma que sufrió atentados en su residencia y un 13% declara que no sufrió alguna vez 












3. ¿Le toma tiempo a usted realizar la verificación del estado de seguridad de su 
residencia en ausencia? 
 
Tabla 15: Resultados Tiempo Verificación de Seguridad 
Respuesta Cantidad Porcentaje 
SI 11 73% 








En la tabla Nº15, se despliegan los resultados de la encuesta realizada a las residencias de la 
Urb. Covicorti, de las 15 residencias encuestadas se puede observar que la mayoría de ellas, 
conformada por 73% de los encuestados sostiene que le toma tiempo realizar la verificación 
de estado de seguridad de su residencia, mientras el 27% afirma que no le toma tiempo 








4. ¿Considera eficaz el control de seguridad de su residencia antes y durante un hecho 
delictivo? 
 
Tabla 16: Resultados de Eficacia de Control de Seguridad 
Respuesta Cantidad Porcentaje 
SI 6 40% 
NO 9 60% 
 
 
Figura 17: Porcentaje de Eficacia de Control de Seguridad 
 
INTERPRETACION 
En la tabla Nº16, se despliegan los resultados de la encuesta realizada a las residencias de la 
Urb. Covicorti, de las 15 residencias encuestadas se puede observar que la mayoría de ellas, 
conformada por 60% de los encuestados califica que no son eficaces los controles de 
seguridad de su residencia, mientras el 40% afirma que si sus controles si son eficaces. Esto 














5. ¿Cómo Calificaría usted la seguridad en los accesos de su residencia? 
 
Tabla 17: Resultados de Seguridad en los Accesos 
Respuesta Cantidad Porcentaje 
MUY SEGURO 1 7% 
SEGURO 3 20% 
POCO 
SEGURO 4 27% 
INSEGURO 7 47% 
 
 
Figura 18: Porcentaje de Seguridad en los Accesos 
 
INTERPRETACION 
En la tabla Nº17, se despliegan los resultados de la encuesta realizada a las residencias de la 
Urb. Covicorti, de las 15 residencias encuestadas se puede observar que la mayoría de ellas, 
conformada por 46% de los encuestados afirma que los accesos de su residencia son 
inseguros, un 20% afirma que son relativamente seguros, un 27% dice que los accesos de 
sus residencias son solo seguras y un 7% declara que los accesos de sus residencias son muy 
seguros. Esto quiere decir que existe un alto índice de inseguridad en la mayoría de las 














6. Para protegerse de un robo o intento de robo, ¿Implementó algún tipo de medida 
de seguridad en sus accesos? 
 
Tabla 18: Resultados de Implementación de Seguridad 
Respuesta Cantidad Porcentaje 
SI 7 47% 
NO 8 53% 
 
 
Figura 19: Resultados de Implementación de Seguridad 
 
INTERPRETACION 
En la tabla Nº18, se despliegan los resultados de la encuesta realizada a las residencias de la 
Urb. Covicorti, de las 15 residencias encuestadas se puede observar que la mayoría de ellas, 
conformada por 53% de los encuestados declara que no implementó aún ninguna medida de 
seguridad, mientras que el 47% afirma que si tiene implementado una medida de seguridad 










7. ¿Qué tan seguro se siente ante la ausencia de su residencia en gran parte del día? 
 
Tabla 19: Resultado de Sentimiento de Seguridad 
Respuesta Cantidad Porcentaje 
MUY SEGURO 0 0% 
SEGURO 3 20% 
POCO 
SEGURO 5 33% 
INSEGURO 7 47% 
 
 
Figura 20: Porcentaje de Sentimiento de Seguridad 
 
INTERPRETACION 
En la tabla Nº19, se despliegan los resultados de la encuesta realizada a las residencias de la 
Urb. Covicorti, de las 15 residencias encuestadas se puede observar que la mayoría de ellas, 
conformada por 47% de los encuestados declara que  siente su residencia muy insegura en 
su ausencia, el 33% se siente poco segura su residencia al no encontrarse presente en ella, 
mientras que solo el 20% afirma que se siente seguro lejos de su residencia y un 0% declara 
sentir muy segura su residencia al no encontrarse en ella. Esto concluye que no existe una 



























ANEXO 02: METODOLOGÍA DE DESARROLLO 
 
Para el desarrollo de la investigación se empleó como referencia la metodología de 
Planeamiento estratégico de redes de información. 
Teniendo las siguientes etapas: 
 
I. PRIMERA ETAPA: DEFINICIÓN DE LOS REQUERIMIENTOS Y 
ANÁLISIS 
 
A. PRIMERA FASE: ESTRATEGIA 
a. Descripción: 
Dirección   : Mz. P’ Lt. 27 Urb. Covicorti 
Departamento  : La Libertad 
Provincia   : Trujillo 
Distrito   : Trujillo 
Representante Legal : Yris Alicia Díaz Leyva 
DNI    : 17820945 
 
 
Distribución Física de Residencia: 
 
 





b. Objetivos:  
 
Fortalezas: 
➢ Integrantes de algunas residencias cuentan con conocimientos 
sobre nuevos recursos tecnológicos 
➢ Residencia dispone de espacios idóneos para la instalación de 
dispositivos para el control de sus accesos de seguridad. 




➢ La mayoría de residencias de la urbanización mantiene el control 
de sus accesos de seguridad de forma manual 
➢ La Mayoría de residencias de la urbanización utiliza solo cámaras 
de vigilancia como sistema de control de seguridad para sus 
accesos. 
➢ Los Integrantes de algunas residencias viven aferrados a tecnología 
convencional 




➢ Bajo Control de sus recursos de seguridad debido al sistema que 
manejan 
➢ Difícil activación de los dispositivos de los accesos de seguridad 
de forma remota 
➢ Infraestructura con zonas vulnerables. 
 
Amenazas: 
➢ Incremento de hechos delictivos 
➢ Cortes de energía eléctrica 





c. Información Vital: 
Factores Críticos de Éxito 
 
 General: 
➢ Mejorar el control de accesos de seguridad en una residencia de la 
Urb. Covicorti, mediante una solución domótica utilizando el 
internet de las cosas y arduino. 
 
Específicos: 
➢ Reducir el tiempo de comprobación de los accesos de seguridad de 
la residencia. 
➢ Reducir el tiempo que se emplea en activar los dispositivos de 
accesos de seguridad en la residencia. 
➢ Reducir la vulnerabilidad de los accesos de seguridad de la 
residencia. 
 
B. SEGUNDA FASE: ANÁLISIS DE LA RESIDENCIA 
 
a. Localización de los equipos existentes en la residencia: 
En el caso en estudio, al utilizar la comunicación de los dispositivos 
mediante Internet, el equipo existente y del cual se hará uso es el módem-
router que está en el interior de la residencia (Sala Comedor), tal como se 
muestra la imagen. 
 
 
Figura 22: Localización de equipos de comunicación 
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b. Aplicaciones en la residencia: 
La residencia no cuenta con alguna aplicación o solución para el control de 
sus accesos de seguridad. 
 
c. Red actual de la residencia: 
La Residencia no cuenta con una red para el control de los accesos de 
seguridad. 
La única red con la que trabaja es la red de internet de la cuál se hará uso 
para la comunicación de los dispositivos instalados con la aplicación Web 
lograr la interacción entre sí. 
 
d. Análisis de la Información de la residencia: 
Las zonas donde se implementarán los dispositivos para el control de 
accesos son los siguientes: 
 
 
Figura 23: Zonas de Implementación 
 




Parte frontal de la puerta 
de ingreso a la 
residencia 
Zona donde las personas esperan 




Parte posterior de la 
puerta principal de la 
residencia 
Zona después de pasar la puerta 
principal de ingreso de la residencia 
Sensor Láser 
3 
Parte posterior de la 
residencia (patio). 
Zona usada para descanso o 




Puerta con alto nivel de 
importancia asignado 
por el usuario 
Zona con alto nivel de significancia 
para el usuario en la cual almacena 




e. Proyección de la implementación de la Solución Domótica en la 
residencia. 
Al implementar la solución domótica utilizando el Internet de las Cosas y 
Arduino, se espera mejorar el control de los accesos de seguridad de la 
residencia con los dispositivos instalados en cada uno de ellos, estos 
dispositivos interactuarán con algunos dispositivos del hogar e informarán 
al usuario mediante su smartphone por mensaje de texto o llamada 
telefónica. 
 
C. TERCERA FASE: FACTIBILIDAD  
➢ FACTIBILIDAD DEL PROVEEDOR 
a. Factibilidad del Proveedor  
El proveedor cuenta con las normas legales para ofrecer los 
servicios de instalación de la solución domótica a las residencias 
que la soliciten o requieran. 
Existe el apoyo, aceptación y conocimiento de las tecnologías por 
parte de los integrantes de la residencia, usadas para la instalación 
de la solución domótica. 
b. Factibilidad Técnica: 
- Personal con capacidades y conocimientos en las 
tecnologías y en los productos a implementar 
- Herramientas adecuadas para la instalación 
- Ambiente adecuado para el almacenamiento de los 
equipos y herramientas 
- Conexiones de internet y eléctricas para realizar las 











c. Factibilidad Económica: 
COSTO DE INVERSION 
Tabla 20: Recursos de Hardware Proveedor 
Recursos Hardware Unidad Cantidad Conto Und. Costo Total 
Herramientas     
Pernos con tuerca und. 6  S/        0.30   S/        1.80  
Cinta Aislante und. 1  S/        1.50   S/        1.50  
Cable Corriente mt. 2  S/        1.20   S/        2.40  
Destornillador und. 1  S/        6.00   S/        6.00  
Estaño mt. 5  S/        0.20   S/        1.00  
Cautin und. 1  S/      10.00   S/      10.00  
Gripeador und. 1  S/      15.00   S/      15.00  
Componentes     
Arduino Mega und. 1  S/      65.00   S/      65.00  
Shield Ethernet und. 1  S/      50.00   S/      50.00  
Shield SIM 900 und. 1  S/     182.00   S/     182.00  
Modulo Relay 4 canales und. 2  S/      13.00   S/      26.00  
Módulo Sensor Ultrasónico und. 1  S/      11.00   S/      11.00  
Módulo Sensor Láser und. 1  S/        7.00   S/        7.00  
LDR fotoresistencia und. 1  S/        1.50   S/        1.50  
Módulo Sensor de movimiento und. 1  S/        9.00   S/        9.00  
Servomotor SG90 und. 1  S/      11.00   S/      11.00  
Resistencias und. 10  S/        0.20   S/        2.00  
Cables Pin und. 90  S/        0.13   S/      11.70  
Conector de Corriente und. 12  S/        1.00   S/      12.00  
Interruptor und. 1  S/        1.50   S/        1.50  
Baquelita Universal und. 1  S/        2.00   S/        2.00  
Cargadores und. 2  S/      10.00   S/      20.00  
Sirena und. 1  S/      45.00   S/      45.00  
Caja empotrable und. 1  S/      20.00   S/      20.00  
Cable UTP Cat6 mt. 2  S/        0.70   S/        1.40  
Jack para Rj45 und. 5  S/        3.50   S/      17.50  
Conector Rj45 und. 2  S/        0.50   S/        1.00  










Tabla 21: Recursos de Software Proveedor 
Resursos Software Licencia Cantidad Costo/und. Costo Total 
Simulador Web de Arduino y Componentes Free 1 S/0.00 S/0.00 
Windows 10 de evaluación Free 1 S/0.00 S/0.00 
IDE Processing Free 1 S/0.00 S/0.00 
Arduino Free 1 S/0.00 S/0.00 
XAMPP MYSQL 5.0.12/ PHP 7.2.11 Free 1 S/0.00 S/0.00 
HeidiSQL Free 1 S/0.00 S/0.00 
Sublime Text Evaluation Free 1 S/0.00 S/0.00 
Servidor Web + Dominio Anual Pago 1 S/90.00 S/90.00 
TOTAL    S/90.00 
 
Tabla 22: Recursos Humanos Proveedor 
Personal Pago Mensual 
Logístico  S/         930.00  
TOTAL  S/       930.00  
 
Tabla 23: Servicios Proveedor 
Descripción Costo Mensual Instalación x mes Total x Instalación 
Internet  S/            98.00   S/                   3.00  32.67 
Transporte  S/            90.00   S/                   3.00  30.00 
Telefonía Celular  S/            75.00   S/                   3.00  25.00 
Local y publicidad  S/          250.00   S/                   3.00  83.33 
Otros  S/            50.00   S/                   3.00  16.67 
TOTAL   187.67 
 
Tabla 24: Costo Total Inversion Anual Proveedor 
Descripción Costo Mensual Veces x mes Costo Anual 
Recursos Hardware  S/            534.30  3  S/  19,234.80  
Recursos Software  S/              90.00  0  S/          90.00  
Recursos Humanos  S/            930.00  1  S/  11,160.00  











COSTO DE OPERACIÓN E IMPLEMENTACIÖN 
 
Tabla 25: Costo de Servicios Proveedor 
Descripción Costo Mensual Instalación x mes Total x Instalación 
Internet  S/            98.00  3 32.67 
Transporte  S/            90.00  3 30.00 
Telefonía Celular  S/            75.00  3 25.00 
Local y publicidad  S/          250.00  3 83.33 
Otros  S/            50.00  3 16.67 
TOTAL   187.67 
 
Tabla 26: Costo de Personal Proveedor 
Personal Pago Mensual Instalación x mes Costo x Instalación 
Administrador  S/      1,500.00  3  S/                 500.00  
Técnico Computación e Informática  S/      1,100.00  3  S/                 366.67  
Técnico Electrónico  S/         930.00  3  S/                 310.00  
TOTAL    S/             1,176.67  
 
Tabla 27: Costo de Implementación Anual Proveedor 
Descripción Costo Mensual Veces x mes Costo Anual 
Costo Servicios  S/            187.67  1  S/    2,252.04  





Tabla 28: Beneficios Tangibles Proveedor 
Costo Venta Producto 
Proyección 
Ventas por Mes 
Total  
Ventas Mensual 
 S/                         2,000.00  3  S/   6,000.00  
 
PERSONAL 
SUELDO  TIEMPO AHORRADO  MONTO  
HORA (S/. ) 
ESTIMADO MENSUALES 
(HORAS) 
AHORRADO (S/. ) 
Administrador  S/            57.70  6  S/                346.20  
Técnico en Computación e Informática  S/            42.31  4  S/                169.24  
Técnico Electrónico  S/            35.77  6  S/                214.62  




Tabla 29: Total Beneficios Anual Proveedor 
Descripción Total Beneficios Mensual Total Beneficios Anual 
Proyección Ventas  S/                              6,000.00   S/                     72,000.00  




• Mejor beneficio de seguridad. 
• Información en tiempo real. 
• Automatización de los accesos de seguridad. 
 
Tabla 30: Flujo de Caja Proveedor 
 PERIODO Año 0 Año 1 Año 2 Año 3 
INGRESOS 0 76606.32 76,606.32 76,606.32 
Ahorro en Horas de Trabajo   4,606.32 4,606.32 4,606.32 
Ingresos Proyectados   72,000.00 72,000.00 72,000.00 
EGRESOS 27,158.84 44,612.16 44,612.16 44,612.16 
Costo de Inversión y Desarrollo 27,158.84       
Recursos Hardware 19,234.80       
Recursos Software 90.00       
Servicios 2254.04       
Recursos Humanos 5,580.00       
Costos de Operación   44,612.16 44,612.16 44,612.16 
Costo Servicios   2252.04 2252.04 2252.04 
Costo Personal   42360.12 42360.12 42360.12 
Flujo de Caja del Proyecto -27,158.84 31,994.16 31,994.16 31,994.16 







1. Análisis de Rentabilidad 
1.1. VAN (Valor Actual Neto) 
Si VAN es mayor a 0 entonces el proyecto es rentable y se 
acepta. 







𝐴 = Desembolso inicial 
𝑄𝑡 = Flujo de caja en el periodo t 
𝑘 = Tasa de interés 
𝑛 = Vida útil estimada para la inversión 
Reemplazamos: 











𝑉𝐴𝑁 =  −27,158.84 +  73049.87 
𝑉𝐴𝑁 =  45891.03 

























(1 + 0.15)3 
 
 
𝑽𝑨𝑩 = 𝟏𝟕𝟒𝟗𝟎𝟗. 𝟒𝟕 
 
➢ VAC= Total de Beneficios tangibles. 








(1 + 0.15)3 
 
 
𝑽𝑨𝑪 =  𝟏𝟐𝟗𝟎𝟏𝟖. 𝟒𝟒 
 






= 𝟏. 𝟑𝟔 
Por cada S/ 1.00 invertido se obtendrá una ganancia de S/ 0.36. 
1.3. TIR (Tasa Interna de Retorno) 
Se compara con la tasa que ofrecen los bancos en este caso se 
utilizara la tasa de interés del Banco de crédito (i = 15%). 







































EL valor calculado del TIR es 104% siendo este mayor que el 
interés que ofrece el Banco de Crédito. 
 
1.4. Tiempo de recuperación del capital 








𝑇𝑅𝐶 =  0.61 
Convertir a Meses y Días 
0.61 ∗ 12 𝑀𝑒𝑠𝑒𝑠 = 7.32 
0.32 ∗ 31 𝐷𝑖𝑎𝑠 = 9.92 





➢ FACTIBILIDAD DEL CLIENTE 
a. Factibilidad del Proveedor  
Existe el apoyo, aceptación y conocimiento de las tecnologías por 
parte de los integrantes de la residencia, usadas para la instalación 
de la solución domótica. 
 
b. Factibilidad Técnica: 
- Cliente con conocimientos de las tecnologías de 
seguridad a instalar en su residencia 
- Zonas adecuadas para la instalación de sus 
dispositivos en las zonas vulnerables de su 
residencia 
- Cliente dispone de conexión de internet y puntos 
eléctricos para la instalación de sus dispositivos que 
controlarán sus accesos de seguridad en su 
residencia 
- Cliente dispone de presupuesto para la adquisición 
de la solución domótica 
- El cliente requiere de una solución para mejorar el 

















d. Factibilidad Económica: 
COSTO DE INVERSION 
 
Tabla 31: Materiales Cliente 
Recursos Hardware Unidad Cantidad Conto Und. Costo Total 
Tarugos und. 100  S/        0.05   S/        5.00  
Tornillo und. 100  S/        0.10   S/      10.00  
Canaleta und. 30  S/        2.50   S/      75.00  
Cable UTP Cat6 mt. 60  S/        0.70   S/      42.00  
Conector Rj45 und. 8  S/        0.50   S/        4.00  
TOTAL  S/   136.00  
 
Tabla 32: Producto Cliente 
Personal Pago  
Solución Domótica  S/         2000.00  
TOTAL  S/       2000.00  
 
 
Tabla 33: Total Costo Inversión Cliente 
Descripción Costo Mensual Veces x año Costo Anual 
Materiales  S/            136.00  1  S/ 136.00  
Producto  S/            2000.00  1  S/ 2000.00  
 
 
COSTO DE OPERACIÓN E IMPLEMENTACIÖN 
 
Tabla 34: Servicios Cliente 
Personal Pago Mensual 
Soporte Solución Domótica  S/         50.00  
TOTAL  S/       50.00  
 
 
Tabla 35: Total Costo de Inversion Anual Cliente 
Descripción Costo Mensual Veces x año Costo Anual 







Tabla 36: Beneficios Tangible Cliente 







Agente de Seguridad 1  S/      2.50  30  S/     75.00  
Llamadas de verificación 2  S/       2.00  30  S/     120.00  
TOTAL  S/    570.00  
 
 







Agente de Seguridad  S/      75.00  12  S/  900.00  
Llamadas de verificación  S/      120.00  12  S/  1,440.00  




• Mejor beneficio de seguridad. 
• Información en tiempo real. 
• Automatización de los accesos de seguridad. 
 
Tabla 38: Flujo de Caja Cliente 
 PERIODO Año 0 Año 1 Año 2 Año 3 
INGRESOS 0 2340.00 2340.00 2340.00 
Agente de Seguridad   900.00 900.00 900.00 
Llamdas de Verificación   1,440.00 1,440.00 1,440.00 
EGRESOS 2,136.00 600.00 600.00 600.00 
Costo de Inversión y Desarrollo 2,136.00       
Materiales 136.00       
Producto 2,000.00       
Costos de Operación   600.00 600.00 600.00 
Costo Servicio   600.00 600.00 600.00 
Flujo de Caja del Proyecto -2,136.00 1,740.00 1,740.00 1,740.00 
Acumulado -2,136.00 -396.00 1,344.00 3,084.00 
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2. Análisis de Rentabilidad 
2.1. VAN (Valor Actual Neto) 
Si VAN es mayor a 0 entonces el proyecto es rentable y se 
acepta. 







𝐴 = Desembolso inicial 
𝑄𝑡 = Flujo de caja en el periodo t 
𝑘 = Tasa de interés 
𝑛 = Vida útil estimada para la inversión 
Reemplazamos: 











𝑉𝐴𝑁 =  −2,136.00 +  3972.81 
𝑉𝐴𝑁 =  1836.81 

























(1 + 0.15)3 
 
 
𝑽𝑨𝑩 = 𝟓𝟑𝟒𝟐. 𝟕𝟓 
 
➢ VAC= Total de Beneficios tangibles. 








(1 + 0.15)3 
 
 
𝑽𝑨𝑪 =  𝟑𝟓𝟎𝟓. 𝟗𝟒 
 






= 𝟏. 𝟓𝟐 
Por cada S/ 1.00 invertido se obtendrá una ganancia de S/ 0.52. 
2.3. TIR (Tasa Interna de Retorno) 
Se compara con la tasa que ofrecen los bancos en este caso se 
utilizara la tasa de interés del Banco de crédito (i = 15%). 







































EL valor calculado del TIR es 62% siendo este mayor que el 
interés que ofrece el Banco de Crédito. 
 
2.4. Tiempo de recuperación del capital 








𝑇𝑅𝐶 =  0.91 
Convertir a Meses y Días 
0.91 ∗ 12 𝑀𝑒𝑠𝑒𝑠 = 10.92 
0.92 ∗ 31 𝐷𝑖𝑎𝑠 = 28.52 






















c. SEGUNDA ETAPA: DISEÑO DE LA RED  
 
A. PRIMERA FASE: DISEÑO FÍSICO 
a. Determinación de los objetivos y metas 
Objetivo General: 
Mejorar el Control de los accesos de seguridad de la residencia  
 
Objetivos Específicos: 
➢ Control del dispositivo del sensor de proximidad de la 
puerta principal de la residencia. 
➢ Control del dispositivo del sensor láser de la puerta 
principal de la residencia. 
➢ Control del dispositivo del sensor de movimiento del patio 
de la residencia. 
➢ Control del dispositivo de seguridad de la puerta con alto 
nivel de importancia de la residencia. 
 
b.  Alcance de Red 










Nro. Zonas Justificación 
1 
Parte frontal de la 
puerta de ingreso a la 
residencia 
Debido a que cuando se genera un intento de robo, la 
permanencia del delincuente en la parte frontal de la puerta 
principal es prolongada para poder forcejear su apertura u 
observar el estado del interior de la residencia.  
2 
Parte posterior de la 
puerta principal de la 
residencia 
Debido a que no existe actualmente forma de notificación 
a algún integrante de la residencia al concretarse la 
apertura, a la fuerza, de la puerta principal por el 
delincuente. 
3 
Parte posterior de la 
residencia (patio). 
Al intentar un delincuente ingresar por la parte posterior 
de la residencia o al evadir los dos sensores instalados en 
la puerta principal 
4 
Puerta con alto nivel 
de importancia 
asignado por el 
usuario 
Al querer ingresar a una habitación la cual es considerada 
de sumo cuidado para el dueño de la residencia. 
 
c. Diseño de la Configuración de Red 
i. Modelo de Red 
El modelo de red que trabajamos en la solución domótica es 
Cliente / Servidor ya que tanto Arduino y el equipo en el cual 
comunicará al usuario con el Arduino (Clientes), se conectarán 

















En la cual estará almacenado el sitio Web y la base de datos 




Dispositivos los cuales ordenarán la ejecución de acciones 
de los dispositivos instalados en los accesos de seguridad 
de la residencia (Arduino), e informarán al usuario de los 
eventos que sucedan (Smartphone o PC) todo comunicado 
mediante el Servidor Web. 
 
ii. Topología 
La solución domótica utiliza la tecnología de Internet de las 
Cosas, por lo que la topología de red a la cual se asemeja es a 
la malla, en la que cada nodo está conectado a otros nodos, de 
esa manera es posible llevar los datos de un nodo a otro por 
distintos caminos. 
Si la red de malla está totalmente conectada, no existe forma 
de interrupción en las comunicaciones entre los dispositivos. 
 
 






iii. Componentes de Hardware de Red y Equipos de Conexión 
 
Componentes de Red 






- 3.0 de puerta de enlace residencial 
con 802.11n, 4 puertos del router, y 
2 líneas de voz con soporte de IPv6 
- Vinculación 8x4 Channel 
- Tecnología de procesador multi para 
alto rendimiento 
- Gestión de la energía y la 
conservación de ahorro de costes 
- Interfaz WebGUI mejorada con 
acceso a nivel técnico 
Cable UTP 
Categoría 6 
 - Definida por el estándar 
ANSI/TIA/EIA-568-B.2-1 
- Diseñado para conexiones Gigabit, 
amplias velocidades 
- Posee características de onda y 
especificaciones para evitar la 
diafonía (crosstalk) y el ruido lo cual 
hace más limpia la transferencia de 
los datos. 
-  Puede ser usado para 10BASE-T, 
100BASE-TX y 1000BASE-TX 
(Gigabit Ethernet) 
- Alcanza frecuencias de hasta 250 











Equipos de Conexión 




- Microcontrolador: ATmega2560 
- Voltaje de funcionamiento: 5V 
- Voltaje de entrada 
(recomendado): 7-12V 
- Voltaje de entrada (límite): 6-20V 
- Digital I / O Botones: 54 (de los 
cuales 15 proporcionan salida 
PWM) 
- Clavijas de entrada analógica: 16 
- Corriente DC por Pin de E / S: 20 
mA 
- Corriente DC para 3.3V Pin: 50 
mA 
- Memoria flash: 256 KB de los 
cuales 8 KB utilizados por el 
gestor de arranque 
- SRAM: 8 KB 
- EEPROM: 4 KB 
- Velocidad de reloj: 16 MHz 
- LED_BUILTIN: 13 
- Longitud: 101.52 mm 
- Anchura: 53.3 mm 




- Requiere una placa Arduino (no 
incluida) 
- Voltaje de funcionamiento 5V 
(suministrado desde la placa 
Arduino) 
- Controlador Ethernet: W5100 con 
buffer interno de 16K 
- Velocidad de conexión: 10 / 
100Mb. 








- Quad-Band 850 / 900/ 1800 / 
1900MHz 
- Multi-slot class 10/8 GPRS 
- Mobile station class B GPRS 
- Cumple con GSM phase 2/2+ 
- Class 4 (2 W @ 850 / 900 MHz) 
- Class 1 (1 W @ 1800 / 1900MHz) 
- Comandos estándar de control Via 
AT: GSM 7.07 & 7.05 
Commands: Enhanced SIMCOM 
AT Commands. 
- Se pueden enviar pequeñas 
cantidades de datos (o raw 
hexadecimal ASCII). 
- TCP/UDP stack permite subir 
datos embebidos a un web server. 
- Soporta RTC 
- Serial port seleccionable 
- Se puede conectar audífonos y 
parlante 
- Consumo bajo de energía: 1.5mA 
(en modo sleep) 
- Temperatura de funcionamiento: - 
40°C ~ 85°C 
- Cuenta con 12 GPIOs, 2 PWMs y 






- Voltaje: 5V DC. 
- Corriente: Menor a 2mA. 
- Ángulo detección: menor a 15 
grados. 
- Rango detección: de 2 a 450 cm. 






- Voltaje de funcionamiento: 5V 
- Tamaño del PCB: 15 * 24mm 
- Longitud de onda: 650 nm (Rojo) 
- Profundidad: 8 mm 
- Altura: 24 mm 
- Ancho: 15 mm 
- Peso: 2.2 g 
LDR 
Fotorresistencia 
de 10M Omhs 
 
- Celda fotoresistiva 
(Fotoresistencia) de 10 MOhms en 
la oscuridad 
- Celda fotoresistiva de 130 Ohms 
máximos bajo la luz.  





- Voltaje de entrada: DC 4.5-20V 
- Corriente estática: 50uA 
- Señal de salida: 0,3V o 5V (alta 
salida cuando detecta 
movimiento) 
- Ángulo de vigilancia: 110 grados 
- Distancia de vigilancia: 7 m max 
- Una derivación para la 
configuración de disparo: H – Sí, 






- Micro Servo Tower-pro 
- Velocidad: 0.10 sec/60° @ 4.8V 
- Torque: 1.8 Kg-cm @ 4.8V 
- Voltaje de funcionamiento: 3.0-
7.2V 
- Temperatura de funcionamiento: -
30 ℃ ~ 60 ℃ 
- Ángulo de rotación: 180° 
- Ancho de pulso: 500-2400 µs 





Módulo de 4 
Canales Relay – 
5V 
 
- Activación en bajo 
- Rele de 10A 250VAC 
- Voltaje de funcionamiento 5 V. 
- Luz indicadora por cada canal 
- El optoacoplador brinda seguridad 
contra ruido eléctrico 
- Se puede seleccionar una tierra 
común por medio de un Jumper 
 
d. Identificación de la seguridad física requerida por la red 
Los aspectos los cuales se deben controlar y supervisar 
constantemente para que el funcionamiento de la solución 
domótica sea la correcta son las siguientes:  
▪ Cortes de fluido eléctrico 
▪ Conexiones eléctricas 
▪ Cortes de línea de Internet 
▪ Conexiones de red 




e. Diseño físico de la red 
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B. SEGUNDA FASE: DISEÑO LÓGICO 
 
Diagrama de Base de Datos 
 
Diagramas de Flujo en Arduino 
 




































FIN Sensor Proximidad Sensor Láser Sensor Movimiento Cerrojo Puerta
SI
Leer Sensor Leer Sensor Leer Sensor
Abrir o cerrar 
seguro
Enviar dato por 
HTTP
Enviar dato por 
HTTP
Enviar dato por 
HTTP
Enviar dato por 
HTTP
FIN FIN FIN FIN
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Diagrama de Bloques 
 
 
































Servidor en la Nube
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C. TERCERA FASE: PLANES DE IMPLEMENTACIÓN 
a. Plan de Implementación 
La implementación se realizó en un lapso de 7 días. 
Se inicio con el estudio del área la residencia y las zonas vulnerables, 
luego se procedió con el costeo de todos los equipos a utilizar y la mano 
de obra y ensamble de los componentes a utilizar, luego se procedía con 
la instalación y configuración de los dispositivos, las correcciones que 
pueda requerir el cliente y finalmente las pruebas de todos los dispositivos 
instalados en los accesos de seguridad.  
 
Días Actividades 
01 Estudio de estructura de residencia y de zonas vulnerables 
02 Costeo y ensamble de equipo y programación de dispositivos de los accesos de 
seguridad 03 
04 







b. Plan de Administración 
La persona que estará encargada de la administración y control de los 
recursos de seguridad instalados en los accesos de la residencia será el 
dueño del mismo, quien si en algún momento presenta algún 
inconveniente será la persona autorizada en comunicarse con creadores 




ANEXO 03: CONTRASTACIÓN DE HIPÓTESIS 
 
