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Direktiva (EU) 2019/770 Evropskega parlamenta in Sveta o nekaterih vidikih pogodb o dobavi 
digitalne vsebine in digitalnih storitev v evropski pravni prostor prinaša številne novosti. 
Področje urejanja pogodb o dobavi digitalnih vsebin ali storitev odpira pomembna vprašanja, 
ki med drugim izhajajo iz stika potrošniškega pogodbenega prava ter prava varstva osebnih 
podatkov potrošnika. Najpomembnejša novost, ki jo v zvezi s tem uvaja Direktiva (EU) 
2019/770, je sklenitev pogodbe o dobavi digitalne vsebine ali storitve, pri kateri potrošnik 
namesto kupnine trgovcu zagotovi svoje osebne podatke. V nalogi analiziram ureditev 
tovrstnih pogodb iz perspektive varstva osebnih podatkov potrošnika in izpostavljam določene 
pomanjkljivosti, ki jih bo za zagotovitev optimalnega varstva potrošnikovih osebnih podatkov, 
ob prenosu Direktive (EU) 2019/770 v nacionalno pravo moral sanirati vsakokratni nacionalni 
zakonodajalec. Direktiva (EU) 2019/770 potrošniku prav tako daje možnost uveljavljanja 
jamčevalnih zahtevkov zaradi neskladnosti digitalne vsebine ali storitve, ki izhaja iz 
trgovčevega neupoštevanja zahtev varstva podatkov po Uredbi (EU) 2016/679. Režim varstva 
osebnih podatkov potrošnika po odstopu od pogodbe je podvržen ureditvi po Uredbi (EU) 
2016/679, režim varstva drugih potrošnikovih vsebin, ki niso osebni podatki, pa je podvržen 
ureditvi po Direktivi (EU) 2019/770. Za zagotovitev ustreznega in enotnega varstva 
potrošnikovih vsebin, ki niso osebni podatki, bi morale države članice poenotiti varstvo le-teh 
z varstvom osebnih podatkov po Uredbi (EU) 2016/679. 
 
Ključne besede: DCD, GDPR, varstvo osebnih podatkov, pogodbe o dobavi digitalnih vsebin 
in digitalnih storitev, privolitev v obdelavo osebnih podatkov, osebni podatki kot plačilno 




Directive (EU) 2019/770 of the European Parliament and of the Council on certain aspects 
concerning contracts for the supply of digital content and digital services brings a number of 
novelties to the European legal area. The regulative scope of contracts for the supply of digital 
content or services raises important questions that arise, inter alia, from the contact between 
consumer contract law and the data protection law. The most important novelty introduced in 
this regard by Directive (EU) 2019/770 is the conclusion of a contract for the supply of digital 
content or a service, where the consumer provides his personal data to the trader instead of 
paying the purchase price. In my thesis, I analyse the regulation of such contracts from the 
perspective of the protection of the consumer's personal data and point out certain shortcomings 
which, in order to ensure the optimal protection of the consumer's personal data, will have to 
be remedied by the respective national legislator when transposing the Directive (EU) 
2019/770 into the national law. Directive (EU) 2019/770 also entitles consumers to remedies 
for non-conformity of the digital content or service resulting from the trader's failure to comply 
with data protection requirements under Regulation (EU) 2016/679. The regime for the 
protection of consumer personal data after termination is subject to Regulation (EU) 2016/679, 
whereas the regime for the protection of other consumers’ content other than personal data is 
subject to Directive (EU) 2019/770. In order to ensure adequate and uniform protection for 
consumers’ content other than personal data, Member States should harmonise their level of 
protection with that of personal data under Regulation (EU) 2016/679. 
 
Key words: DCD, GDPR, data protection, contracts for the supply of digital content and digital 
services, consent to the processing of personal data, personal data as a means of payment, 
consumer sales.   
 4 
Kazalo 
1. Uvod......................................................................................................................................... 6 
2. Potrošniki in osebni podatki ................................................................................................... 7 
2.1. Pravo varstva osebnih podatkov .................................................................................... 8 
2.1.1. Splošna uredba o varstvu podatkov ............................................................................... 9 
a. Načela varstva osebnih podatkov in temeljni akterji v procesu obdelave osebnih 
podatkov ............................................................................................................................... 9 
b. Posamezne določbe in mehanizmi varstva osebnih podatkov po GDPR ....................... 11 
c. Problematike ureditve GDPR ...................................................................................... 12 
2.2. Osebni podatki in pogodbe o dobavi digitalnih vsebin in storitev po DCD................. 13 
2.2.1. Hierarhija določb GDPR na področju varstva osebnih podatkov v ureditvi DCD ......... 13 
2.2.2. Osebni podatki kot plačilno sredstvo po DCD ............................................................. 14 
a. Podatki kot »protistoritev«? ........................................................................................ 15 
b. Osebni in neosebni podatki – uporaba DCD in GDPR ................................................. 16 
c. Aktivno in pasivno zagotavljanje osebnih podatkov .................................................... 17 
d. Privolitev v obdelavo osebnih podatkov ...................................................................... 18 
i. Privolitev v obdelavo osebnih podatkov kot jedro obveznosti potrošnika ................ 18 
ii. Izjema od zahteve po pridobitvi privolitve v obdelavo – nujnost obdelave osebnih 
podatkov za izvajanje pogodbe ....................................................................................... 19 
iii. Pravica potrošnika preklicati privolitev v obdelavo osebnih podatkov in posledica 
umika privolitve.............................................................................................................. 20 
3. Neupoštevanje zahtev prava varstva podatkov kot razlog za neskladnost digitalne vsebine 
ali storitve in jamčevalni zahtevki potrošnika po DCD ................................................................ 22 
3.1. Ureditev kriterijev za skladnost digitalne vsebine ali storitve v DCD ......................... 23 
3.1.1. Subjektivne zahteve za skladnost ................................................................................ 23 
3.1.2. Objektivne (zakonske) zahteve za skladnost ................................................................ 24 
3.1.3. Neskladnost kot posledica nepravilne integracije digitalne vsebine ali storitve ............ 26 
3.2. Neupoštevanje zahtev prava varstva podatkov kot kršitev subjektivnih zahtev za 
skladnost .................................................................................................................................... 26 
3.3. Neupoštevanje zahtev prava varstva podatkov kot kršitev objektivnih zahtev za 
skladnost .................................................................................................................................... 27 
3.4. Pravice potrošnika v primeru neskladnosti in njihovo uveljavljanje v ureditvi DCD 29 
3.4.1. Odgovornost trgovca za neskladnost in jamčevalni roki .............................................. 29 
3.4.2. Dokazno breme .......................................................................................................... 30 
 5 
3.4.3. Zahtevek za naknadno vzpostavitev skladnosti digitalne vsebine ali storitve................ 31 
3.4.4. Sorazmerno znižanje kupnine in razdor pogodbe ......................................................... 31 
3.4.5. Odškodninski zahtevek ............................................................................................... 33 
4. Varstvo (osebnih) podatkov potrošnika po odstopu od pogodbe ......................................... 34 
4.1. Varstvo osebnih podatkov po GDPR ........................................................................... 35 
4.1.1. Pravica do izbrisa osebnih podatkov (»pravica do pozabe«) ........................................ 35 
4.1.2. Pravica do prenosljivosti osebnih podatkov ................................................................. 36 
a. Namen in področje uporabe ........................................................................................ 37 
b. Izjeme od uporabe ...................................................................................................... 38 
4.1.3. Predpostavke za uveljavljanje ..................................................................................... 38 
4.2. Varstvo vsebin (neosebnih podatkov) po DCD ............................................................ 39 
4.2.1. Namen in področje uporabe ........................................................................................ 39 
4.2.2. Izjeme od uporabe ...................................................................................................... 40 
4.2.3. Predpostavke za uveljavljanje ..................................................................................... 42 
4.3. Sklepne ugotovitve glede ravni varstva osebnih podatkov v primeru odstopa po 
GDPR in DCD ........................................................................................................................... 43 
5. Zaključek ............................................................................................................................... 45 
6. Seznam virov in literature .................................................................................................... 49 
6.1. Knjige in članki ............................................................................................................. 49 
6.2. Sodbe ............................................................................................................................. 51 




Pravo varstva podatkov in potrošniško pogodbeno pravo sta od nekdaj spadala v dva različna 
svetova. Sodobno zbiranje in obdelava osebnih podatkov potrošnikov s strani ponudnikov pri 
masovnem trgovanju preko svetovnega spleta pa vedno bolj kažeta na potrebo po 
sistematičnem prepletu teh pravnih področij in razmeroma zahtevni ureditvi posledic zbiranja,  
zlasti obdelave in varovanja že zbranih osebnih  podatkov.   
 
Potrošniško pogodbeno pravo je izvorno usmerjeno v urejanje pravic potrošnikov v odnosu do 
ponudnikov blaga in storitev s poudarkom na zagotavljanju močnejšega varstva potrošnikov 
vis-à-vis nepotrošniškim oziroma gospodarskim pogodbam. Njegov namen je potrošnikom 
zagotoviti enakovreden položaj v pravnem prometu, ki ga ti potrebujejo zaradi svoje 
neizkušenosti in svojega ekonomsko šibkejšega položaja v pogodbenem razmerju. Pravo 
varstva podatkov pa je namenjeno predvsem varovanju temeljnih osebnostnih pravic 
posameznika v odnosu do subjektov, ki zbirajo in obdelujejo njegove osebne podatke. 
Potrošniško pogodbeno pravo tako ureja pravično sklepanje pogodb, medtem ko pravo varstva 
podatkov ureja pravično obdelavo podatkov.1  
 
Z naraščajočo uporabo komunikacijskih sredstev in digitalnih vsebin ter storitev se dnevno 
generirajo kolosalne količine osebnih podatkov, ki jih posamezniki, v tem primeru potrošniki, 
zagotavljajo trgovcem v zameno za uporabo digitalnih vsebin in storitev. Osebni podatki so v 
času tako imenovanega fenomena »velikega podatkovja« (ang. »Big Data«) postali tržno 
blago, nekateri jih zaradi trgovanja z njimi primerjajo celo z vrednostjo nafte.2 Da pa je tovrsten 
pravni promet z osebnimi podatki mogoč, je potrebno ta dva, do sedaj ločena svetova 
potrošniškega pogodbenega prava in prava varstva podatkov, povezati. Na eni strani je treba 
zagotoviti ustrezne pogodbene instrumente, na drugi pa varstvo posameznikov, na katere se 
zadevni osebni podatki nanašajo. S sprejetjem Direktive (EU) 2019/770 Evropskega 
parlamenta in Sveta o nekaterih vidikih pogodb o dobavi digitalne vsebine in digitalnih storitev 
(v nadaljevanju: DCD) je prišlo do prvega pomembnejšega stika teh dveh pravnih področij, 
vendar ostaja še kar nekaj odprtih vprašanj, ki jih bo moral razrešiti vsakokratni zakonodajalec 
države članice. 
                                               
1 Helberger et. al., The perfect match? A closer look at the relationship between EU consumer law and data 
protection law, Common Market Law Review, Volume 54 (2017), Issue 5, str. 1 
2 Weber, R.H, Data Protection, v: Contracts for the Supply of Digital Content: Regulatory Challenges and Gaps, 
Münster Colloquia on EU Law and the Digital Economy (2017), str. 171 
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V nalogi obravnavam institute iz ureditve DCD, ki imajo implikacije na področju varstva 
osebnih podatkov potrošnika v pogodbah o dobavi digitalnih vsebin ali storitev. Osredotočam 
se na analizo stika potrošniškega pogodbenega prava in prava varstva osebnih podatkov po 
Uredbi (EU) 2016/679 Evropskega parlamenta in Sveta o varstvu posameznikov pri obdelavi 
osebnih podatkov in o prostem pretoku takih podatkov ter o razveljavitvi Direktive 95/46/ES 
(v nadaljevanju: GDPR) ter komentiram raven varstva osebnih podatkov, ki ga ponuja novo 
sprejeta DCD. V nalogi izpostavljam nekatere pomanjkljivosti ureditve v DCD in podajam 
določene predloge glede prenosa DCD v nacionalno pravo s poudarkom na varstvu osebnih 
podatkov potrošnika in drugih vsebin, ki jih potrošnik zagotovi trgovcu, zlasti v primerih po 
odstopu potrošnika od pogodbe. 
 
V 2. poglavju naloge se ukvarjam s plačilom digitalne vsebine ali storitve v obliki osebnih 
podatkov potrošnika, opredelitvijo tovrstnih transakcij ter njihovih predpostavk. Obravnavam 
tudi pomen potrošnikove privolitve v obdelavo podatkov ter preučujem pomen preklica 
privolitve v navedenih transakcijah. V 3. poglavju obravnavam posledice, ki jih ima trgovčevo 
neupoštevanje določb prava varstva osebnih podatkov, zlasti GDPR, na skladnost digitalne 
vsebine ali storitve ter na kratko predstavim jamčevalne zahtevke, ki jih DCD daje na voljo 
potrošniku v primeru neskladnosti digitalne vsebine ali storitve s pogodbo. V 4. poglavju pa 
primerjam pravice potrošnika po odstopu od pogodbe v povezavi z njegovimi osebnimi podatki 
po GDPR s pravicami, ki jih ima potrošnik v povezavi z vsebinami, ki niso osebni podatki po 
DCD. 
 
2. Potrošniki in osebni podatki  
V povezavi s pomenom, ki ga imajo osebni podatki potrošnikov v današnjem digitalnem 
gospodarstvu, bi lahko podatke označili za ekonomsko sredstvo oziroma celo za novo obliko 
plačilnega sredstva v razmerju do ponudnikov digitalnih vsebin ali storitev. To potrjuje pojav 
številnih »brezplačnih« spletnih vsebin in storitev, ki omogočajo podjetjem, da zbirajo in 
obdelujejo osebne podatke potrošnikov.3 Vedno več ponudbe storitev in proizvodov temelji na 
zbiranju in obdelavi osebnih podatkov in le-te ponudniki, praviloma uporabljajo kot sredstvo 
                                               
3 Hoofnagle, Whittington, »Free: Accounting for the costs of the Internet’s most popular price«, UCLA Law 
Review, (606 (2014)), str. 626 
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za izboljšanje storitev in proizvodov kot so npr. družbena omrežja, aplikacije za usmerjanje 
telesne vadbe in zagotavljanje storitev fotogalerije v oblaku. 
Podatke, ki jih potrošnik zagotovi ob registraciji v spletni aplikaciji, spletni trgovini ter tekom 
uporabe digitalnih vsebin in storitev, podjetja pogosto ali celo praviloma izrabljajo tudi za 
izdelavo profila posameznega potrošnika. Preko vedenjskih vzorcev, ki jih zaznajo na podlagi 
obiskanih vsebin in zlasti odločitev potrošnika, lahko s pomočjo algoritmov4 izvajajo tarčno 
personalizirano oglaševanje in tako vplivajo na odločitve potrošnika v prihodnosti. Uporaba 
algoritmov za obdelavo osebnih podatkov pa lahko postane sporna, ko je tovrstno profiliranje5 
potrošnikov uporabljeno npr. za personalizirano določanje cen digitalnih vsebin in storitev, kar 
pa v končni fazi vodi v cenovno diskriminacijo potrošnika.6 
 
Ob vedno širšem naboru digitalnih vsebin in storitev, s katerimi se dandanes sooča povprečni 
potrošnik, in pri uporabi katerih pušča na spletu svoj »podatkovni odtis«, postaja varstvo 
osebnih podatkov potrošnikov pred zlorabo osebnih podatkov potrošnikov pereč problem. 
Vsled tega je ureditev jasnega pravnega okvirja in posledično instrumentov za spoštovanje 
pravil o zakoniti obdelavi in zbiranju osebnih podatkov potrošnika, ki je vključen v pogodbeno 
varstvo, bistvenega pomena. To je ključno med drugim zaradi zmanjšanja negotovosti 
potrošnikov glede njihovih ključnih pogodbenih pravic v tovrstnih oblikah dobave digitalnih 
vsebin in storitev in s tem tudi posledično povečanja njihovega zaupanja v čezmejno 
nakupovanje, zlasti prek spleta.7 
 
2.1. Pravo varstva osebnih podatkov 
Pravica do varstva osebnih podatkov se je iz pravice do zasebnosti izoblikovala v samostojno 
pravico.8 Na ravni primarnega prava EU je pravica do varstva osebnih podatkov zagotovljena 
v prvem odstavku čl. 16 Pogodbe o delovanju Evropske Unije. Natančneje obseg pravice do 
varstva osebnih podatkov ureja čl. 8 Listine o temeljnih pravicah EU, ki v drugem odstavku 
določa, da se morajo osebni podatki obdelovati pošteno, za določene namene in na podlagi 
privolitve prizadete osebe ali na drugi legitimni podlagi, določeni z zakonom. Nadalje določa, 
                                               
4 Glej tudi: prispevek na https://www.mathwashing.com o uporabi algoritmov, zadnji dostop: 06.11.2019 
5 Zuiderveen, B., Singling out people without knowing their names – Behavioural targeting, pseudonymous data, 
and the new Data Protection Regulation, Computer Law & Security review (32 (2016)), str. 259 
6 Poročilo Bele Hiše, »Big Data and differential pricing«, 2015, str. 8, dostopno na: 
https://obamawhitehouse.archives.gov/sites/default/files/whitehouse_files/docs/Big_Data_Report_Nonembargo
_v2.pdf, zadnji dostop: 06.11.2019 
7 5. uvodna izjava DCD 
8 Krajcar, L., Osebni podatki – osebnostna pravica ali plačilno sredstvo?, Pravna praksa, 2018, št. 16-17, str. 19 
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da ima vsakdo pravico dostopa do podatkov, zbranih o njem, in pravico zahtevati, da se ti 
podatki popravijo.9 
 
2.1.1. Splošna uredba o varstvu podatkov 
Na predpostavkah čl. 8 Listine gradi tudi GDPR, ki je bila sprejeta aprila 2016, v veljavo pa 
stopila maja 2018. Gre za osrednji in najpomembnejši pravni akt EU na področju varstva 
osebnih podatkov in ureja: mehanizme varstva osebnih podatkov, pogoje pod katerimi je 
obdelava slednjih dopustna ter ukrepe za izvrševanje teh mehanizmov. Njen cilj je omogočiti 
posameznikom nadzor nad njihovimi osebnimi podatki in poenotiti ter dvigniti raven varstva 
osebnih podatkov v EU.10 
 
a. Načela varstva osebnih podatkov in temeljni akterji v procesu obdelave osebnih 
podatkov 
GDPR se uporablja za vsako dejavnost obdelave osebnih podatkov in v teh primerih ureja 
posamezne pravice posameznikov, na katere se nanašajo osebni podatki ter dolžnosti 
upravljavcev in obdelovalcev osebnih podatkov. Upravljavec osebnih podatkov je fizična ali 
pravna oseba, javni organ, agencija ali drugo telo, ki samo ali skupaj z drugimi določa namene 
in sredstva obdelave osebnih podatkov.11 Obdelovalec podatkov pa je fizična ali pravna oseba, 
javni organ, agencija ali drugo telo, ki obdeluje osebne podatke v imenu upravljavca. 
Obdelava osebnih podatkov mora biti v skladu s temeljnimi načeli, ki jih GDPR določa v čl. 5. 
Ta so12: (a) zakonitost, pravičnost in preglednost; (b) omejitev namena; (c) najmanjši obseg 
podatkov; (d) točnost; (e) omejitev shranjevanja; (f) celovitost in zaupnost13; (g) odgovornost14. 
Obdelava osebnih podatkov mora biti zakonita, pravična in potekati na pregleden način v 
odnosu do posameznika, na katerega se nanašajo podatki.15 Da je obdelava zakonita mora 
temeljiti na vsaj enemu izmed pogojev iz čl. 6 (1) GDPR. Pogoj pravičnosti zahteva pregledno 
obdelavo podatkov in upravljavcem nalaga, da posameznikom, na katere se nanašajo podatki, 
                                               
9 čl. 8(2) Listine Evropske Unije o temeljnih pravicah (2010/C 83/02) 
10 10. uvodna izjava GDPR 
11 čl. 4(7) GDPR 
12 Glej tudi 39. uvodno izjavo GDPR 
13 čl. 5(1) (a)-(f) GDPR 
14 čl. 5(2) GDPR 
15 čl. 5(1)(a) GDPR 
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zagotovijo vse informacije, ki so potrebni za zagotovitev poštene in pregledne obdelave 
osebnih podatkov.16 Prikrita obdelava podatkov ni dovoljena.17  
Načelo omejitve namenov obdelave osebnih podatkov določa, da bi morali biti osebni podatki 
zbrani za določene, izrecne in zakonite namene18 ter se ne bi smeli nadalje obdelovati na način, 
ki ni združljiv s temi nameni.19 Pogoste kršitve prava varstva osebnih podatkov v praksi 
največkrat izhajajo prav iz obdelave osebnih podatkov, ki ni bila v skladu s prvotnim namenom 
obdelave. 20 
Osebni podatki, ki so podvrženi obdelavi, morajo biti  ustrezni, relevantni in omejeni na to, kar 
je potrebno za namene, za katere se obdelujejo.21 To nalaga načelo najmanjšega obsega 
podatkov, ki prepoveduje zbiranje ali hrambo nesorazmernih količin podatkov, tudi če 
posameznik, na katerega se podatki nanašajo, v to privoli. 
Skladno z načelom točnosti morajo biti osebni podatki točni in, kadar je to potrebno, 
posodobljeni. Prav tako imajo upravljavci obveznost sprejeti vse razumne ukrepe za 
zagotovitev, da se netočni osebni podatki brez odlašanja izbrišejo ali popravijo ob upoštevanju 
namenov, za katere se obdelujejo.22 
Načelo omejitve shranjevanja zapoveduje da, morajo biti osebni podatki hranjeni v obliki, ki 
dopušča identifikacijo posameznikov, na katere se nanašajo osebni podatki, le toliko časa, 
kolikor je potrebno za namene, za katere se osebni podatki obdelujejo.23 S tem se upravljavcem 
prepoveduje nesorazmerno dolgo hrambo podatkov. 24 
Osebne podatke bi bilo treba v skladu z načelom celovitosti in zaupnosti obdelovati z 
ustreznimi tehničnimi ali organizacijskimi ukrepi in hkrati na način, ki zagotavlja ustrezno 
varnost osebnih podatkov, vključno z zaščito pred nedovoljeno ali nezakonito obdelavo ter 
pred nenamerno izgubo, uničenjem ali poškodbo.  
                                               
16 čl. 13(2) in čl. 14(2) GDPR 
17 Za izjeme od tega načela glej čl. 14(5) GDPR 
18 Namen je zakonit, če obdelava temelji na zakoniti podlagi v skladi s 6(1) GDPR 
19 čl. 5(1)(b) GDPR 
20 Helberger et. al., The perfect match? A closer look at the relationship between EU consumer law and data 
protection law, Common Market Law Review, Volume 54 (2017), Issue 5, str. 5 
21 čl. 5(1)(c) GDPR 
22 čl. 5(1)(d) GDPR 
23 čl. 5(1)(e) GDPR 
24 Za izjeme od tega načela glej čl. 86 GDPR 
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Načelo odgovornosti poudarja, da je upravljavec podatkov odgovoren za ravnanje v skladnosti 
z varstvom osebnih podatkov po GDPR in je to skladnost svojega ravnanja zmožen tudi 
dokazati.25  
b. Posamezne določbe in mehanizmi varstva osebnih podatkov po GDPR 
Pomemben cilj varstva osebnih podatkov je zaščita posameznikov pred zlorabo informacijske 
asimetrije.26 Številne določbe varstva osebnih podatkov v GDPR ščitijo preglednost postopka 
obdelave podatkov. Na ta način skuša pravo varstva osebnih podatkov izboljšati položaj 
posameznika, na katerega se nanašajo podatki, v odnosu do upravljavca podatkov.27 
GDPR tako daje posameznikom, na katere se nanašajo podatki, pravico do dostopa do njihovih 
podatkov28. Prav tako imajo posamezniki, na katere se nanašajo podatki, pravico pridobiti 
informacije v zvezi z nameni obdelave, kategorijami zadevnih podatkov ter uporabniki 
podatkov, katerim so bili podatki razkriti29. Posamezniki lahko od upravljavca tudi zahtevajo 
popravek osebnih podatkov ter njihov izbris, če obdelava osebnih podatkov ni v skladu z 
določbami GDPR.30 Pomembna je tudi pravica posameznikov do prenosljivosti podatkov, ki 
ureja prenos njihovih podatkov od starega k novemu ponudniku storitev.31 
V primerih kršitev prava varstva osebnih podatkov po GDPR  imajo posamezniki, na katere se 
nanašajo podatki, na voljo več možnosti za ukrepanje. Prva možnost je vložitev pritožbe pri 
nacionalnem nadzornem organu za varstvo podatkov32 ter vložitev učinkovitega pravnega 
sredstva zoper pravno zavezujočo odločitev tega organa.33 Posameznik ima prav tako pravico, 
da pooblasti neprofitno organizacijo, da ta vloži pritožbo v njegovem imenu.34 Ne glede na 
možnost vložitve pritožbe posameznika, na katerega se nanašajo podatki, pa ima nacionalni 
nadzorni organ široka pooblastila, da nadzira skladnost ravnanja upravljavcev in obdelovalcev 
                                               
25 čl. 5(2) GDPR 
26 Ooijen, I. v., Vrabec, H.U., Does the GDPR Enhance Consumers’ Control over Personal Data? An Analysis 
from a Behavioural Perspective, Journal of Consumer Policy (2019-42) str. 96 
27 Helberger et. al., The perfect match? A closer look at the relationship between EU consumer law and data 
protection law, Common Market Law Review, Volume 54 (2017), Issue 5, str. 6 
28 čl. 15 GDPR 
29 čl. 13 GDPR 
30 čl. 16 in čl. 17 GDPR 
31 čl. 20 GDPR 
32 čl. 77 GDPR 
33 čl. 78 GDPR 
34 čl. 80 GDPR 
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osebnih podatkov s GDPR, preiskuje njihove potencialne kršitve varstva prava osebnih 
podatkov in proti njim uvede ustrezne sankcije.35 
Omeniti velja  tudi,  da so bili s GDPR v pozitivno pravo prinešeni principi tako imenovane 
»tehnologije za boljše varovanje zasebnosti«.36 Navedeni termin je označba za tehnološke in 
organizacijske koncepte, ki so usmerjeni v varstvo osebnih podatkov.37 Ti koncepti po večini 
težijo k minimizaciji količine zbranih podatkov ter uporabo psevdonimov in drugih tehnoloških 
ukrepov za zagotavljanje anonimnosti in s tem povečanje varnosti pri obdelavi osebnih 
podatkov posameznika. Posamezna koncepta tovrstnih tehnologij sta razvidna iz 25. člena 
GDPR, ki ureja vgrajeno [ang. »Privacy by design«] in privzeto [ang. »Privacy by default«] 
varstvo podatkov.  
Koncept vgrajenega varstva podatkov ureja obveznost upravljavca, da že v času določanja 
sredstev obdelave (ter med obdelavo samo) izvaja ustrezne tehnične in organizacijske ukrepe 
kot je psevdonimizacija in si prizadeva za izvajanje načela najmanjšega obsega podatkov.38 V 
praksi ta zahteva pomeni vnaprejšnje in premišljeno vključevanje posameznih tehnoloških 
konceptov varstva podatkov (npr. šifriranje in psevdonimizacija) kot jedrne značilnosti 
platform, kjer se izvaja obdelava podatkov.39 Koncept privzetega varstva podatkov pa nalaga 
upravljavcu izvesti ustrezne tehnične in organizacijske ukrepe, s katerimi zagotovi, da se 
privzeto obdelajo samo tisti osebni podatki, ki so potrebni za vsak poseben namen obdelave.40 
c. Problematike ureditve GDPR 
Na dejstvo, da je bila GDPR zastarela že v času njenega sprejema, opozarjajo kritiki tako iz 
prakse41 kot teorije.42 GDPR je bila sprejeta aprila 2016 in je bila rezultat več kot pet let 
                                               
35 čl. 58(1) in (2) GDPR  
36 Ang. »Privacy Enhanching Technologies« oziroma s kratico PET's; Weber, R.H., Data proteciton in the 
termination of the contract, v: Contracts for the Supply of Digital Content: Regulatory Challenges and Gaps, 
Münster Colloquia on EU Law and the Digital Economy (2017), str. 197 
37 Herbert,B., Pivacy-Enhanching Technologies: Typology, Critique, Vision v Agre, Rotenberg, Technology and 
Privacy: The New Landscape, MIT Press, 2001 
38 čl. 25(1) GDPR 
39 Cavoukian, A., »Operationalizing Privacy by Design: A Guide to Implementing Strong Privacy 
Practices« Information and Privacy Commissioner, 2012, str. 8, dostopno na: 
http://www.ontla.on.ca/library/repository/mon/26012/320221.pdf, zadnji dostop: 06.11.2019 
40 čl. 25(2) GDPR 
41 Eichler et. al, , Blockchain, data protection and GDPR, Poročilo Blockchain Bundesverband, 2018, str. 2, 
dostopno na: https://www.bundesblock.de/wp-content/uploads/2019/01/GDPR_Position_Paper_v1.0.pdf, zadnji 
dostop: 06.11.2019 
42 Weber, R.H., Data Protection, v: Contracts for the Supply of Digital Content: Regulatory Challenges and Gaps, 
Münster Colloquia on EU Law and the Digital Economy (2017), str. 177 
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trajajočih usklajevanj. V tem času do vključno danes, ko je GDPR v veljavi že slabo leto in 
pol, je tehnologija že močno napredovala (npr. vzpostavitev tehnologije Blockchain) in z njo 
tudi določeni pravno teoretični koncepti, ki jih zakonodajalec ni mogel vključiti v ureditev 
GDPR.  
Prav tako je potrebno opozoriti na problem, ki ga predstavlja opredelitev termina »osebni 
podatki« in s tem povezano razlikovanje z »neosebnimi podatki«. Ta je osrednjega pomena, 
saj se obseg varstva po GDPR razteza zgolj na osebne podatke. Skladno z opredelitvijo iz čl.  
4(1) GDPR pojem osebnih podatkov »pomeni katero koli informacijo v zvezi z določenim ali 
določljivim posameznikom«, določljivega posameznika pa opredeljuje kot tistega, »ki ga je 
mogoče neposredno ali posredno določiti, zlasti z navedbo identifikatorja«.  
Razmejitev med osebnimi in neosebnimi podatki pa je v praksi vse prej kot lahka. V spletnem 
svetu oviro za to razmejitev postavlja dejstvo, da so osebni in neosebni podatki v veliko 
primerih med seboj združeni. Nove tehnološke možnosti zbiranja zajetne količine 
razdrobljenih podatkov povečujejo tveganje razkritja občutljivih podatkov o posamezniku. 
Resda v teoriji obstaja možnost anonimizacije osebnih podatkov, ki padejo iz obsega kritja 
GDPR43, vendarle pa mora iz tega razloga biti toliko več pozornosti usmerjene v preprečitev 
reindentifikacije posameznikov, na katere se osebni podatki nanašajo.44  
 
2.2. Osebni podatki in pogodbe o dobavi digitalnih vsebin in storitev po DCD 
 
2.2.1. Hierarhija določb GDPR na področju varstva osebnih podatkov v ureditvi DCD 
Temeljni premik k stiku prava osebnih podatkov s poljem potrošniškega pogodbenega prava 
je s svojim Predlogom DCD decembra 2015 naredila Evropska komisija (v nadaljevanju: 
EK).45 S tega vidika je problem samega izvornega besedila Predloga predstavljal nerazjasnjen 
odnos med pravom EU varstva osebnih podatkov in potrošniškim pogodbenim pravom. 
Predlog DCD je v nekaterih določbah uveljavljal varstvo osebnih podatkov potrošnika v enaki 
                                               
43 26. uvodna izjava GDPR 
44 Weber, R.H., Data Protection, v: Contracts for the Supply of Digital Content: Regulatory Challenges and Gaps, 
Münster Colloquia on EU Law and the Digital Economy (2017), str. 173 
45 Predlog Direktive Evropskega Parlamenta in Sveta o nekaterih vidikih pogodb o dobavi digitalnih vsebin, 
9.12.2015 COM(2015) 634 final, dostopno na: https://ec.europa.eu/transparency/regdoc/rep/1/2015/SL/1-2015-
634-SL-F1-1.PDF, zadnji dostop 06.11.2019 
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meri, kot mu gre to po GDPR,46 v nekaterih, iz vidika varstva osebnih podatkov spornih 
določbah, pa je o tem molčal.47 
Tako organi EU48 kot teoretiki49 so za rešitev opisane problematike Predloga DCD pozvali k 
vključitvi jasnega sklica v DCD, da se za ravnanje z vsemi osebnimi podatki uporablja GDPR. 
V končnem besedilu je zakonodajalec razjasnil odnos med pravom varstva osebnih podatkov 
in ureditvijo potrošniškega pogodbenega prava tako, da je določil, da se mora DCD za vsako 
opravljanje dejavnosti, ki bi lahko vključevalo obdelavo osebnih podatkov, umakniti ureditvi 
po GDPR glede urejanja teh vprašanj.50 V primeru nasprotja med DCD in GDPR bi morala na 
področju varstva osebnih podatkov prevladati slednja. Tako je v končnem besedilu DCD tudi 
umaknjena kakršnakoli ločena ureditev v zvezi s pogodbami po DCD, ki bi imela kakršnekoli 
implikacije prava varstva osebnih podatkov. Končni rezultat te razmejitve je uporaba določb 
GDPR glede ravnanja z osebnimi podatki, glede drugih vsebin in podatkov, ki niso osebni 
podatki, pa DCD uveljavlja svojo lastno ureditev.51 
2.2.2. Osebni podatki kot plačilno sredstvo po DCD 
Posebno pozornost gre nameniti ureditvi že omenjene oblike potrošnikove pogodbene 
izpolnitve, ko v zameno za digitalno vsebino oziroma storitev trgovcu zagotovi svoje osebne 
podatke. V skladu z 2. stavkom čl. 3(1) DCD se ta ne uporablja zgolj v primerih, ko potrošnik 
v zameno za dobavo digitalne vsebine ali storitve plača kupnino, temveč tudi »kadar trgovec 
potrošniku dobavi digitalno vsebino ali digitalno storitev ali se k temu zaveže, potrošnik pa 
trgovcu posreduje osebne podatke ali se k temu zaveže«. Navedeno določilo DCD se ne 
uporablja v primerih, ko »trgovec osebne podatke, ki jih je posredoval potrošnik, obdeluje 
izključno za namen dobave digitalne vsebine ali digitalne storitve v skladu s to direktivo ali za 
to, da lahko trgovec izpolni pravne zahteve, ki veljajo zanj, in trgovec teh podatkov ne obdeluje 
za noben drug namen«.52 
 
                                               
46 Glej npr. čl. 13(2)(b, c) Predloga DCD 
47 Npr. nevključenost pravice do prenosljivosti podatkov iz GDPR 
48 European Data Protection Supervisor (EDPS), Opinion 4/2017 on the Proposal for a Directive on certain 
aspects concerning contracts for the supply of digital content, str. 21, para 84, dostopno na: 
https://edps.europa.eu/sites/edp/files/publication/17-03-14_opinion_digital_content_en.pdf, zadnji dostop: 
06.11.2019 
49 Metzger et.al., Data-Related Aspects of the Digital Content Directive, (2018) JIPITEC, str. 94, para 18 
50 čl. 3(8) DCD; 37. uvodna izjava DCD 
51 Primerjaj npr. čl. 16(2) in čl. 16(3) DCD 
52 čl. 3(1) DCD 
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a. Podatki kot »protistoritev«? 
Izpolnitev pogodbe v obliki osebnih podatkov v DCD sicer ni urejena kot  vrsta potrošnikove 
pogodbene obveznosti, temveč se zgolj nanaša na podrobnejšo določitev področja uporabe 
DCD. 53 Na ta način se je zakonodajalec izognil sporni formulaciji, ki je bila prvotno vsebovana 
v Predlogu DCD.  Predlog je v čl. 3(1) namreč govoril o potrošnikovi »aktivni zagotovitvi 
protistoritve, ki ni v denarni obliki, ampak v obliki osebnih podatkov ali kakršnih koli drugih 
podatkov«. Opredelitev podatkov kot protistoritve je naletela na kritičen odziv Evropskega 
nadzornika za varstvo podatkov (v nadaljevanju: ENVP), saj naj bi navedena dikcija 
spodbujala k monetizaciji posameznikovih osebnih podatkov, katerih varstvo je 
posameznikova temeljna pravica, zagotovljena z Listino EU ter ureditvijo po GDPR. 54 Kljub 
malce preširoki kritiki ENVP, ki je vsebovala primerjavo trgovanja z osebnimi podatki s 
trgovanjem s človeškimi organi, je zakonodajalec sledil navedenemu mnenju in dikcijo 
»protistoritev« iz izvornega besedila Predloga DCD črtal. 55 
 
Črtanje dikcije »protistoritev« pa vendarle ni imelo vpliva na razlikovanje med pravicami 
potrošnikov, ki za dobavo digitalne vsebine ali storitve plačajo kupnino, in tistimi, ki v zameno 
zagotovijo svoje osebne podatke, saj dobava osebnih podatkov potrošnika sproži enake 
pogodbene zahtevke nasproti trgovcu, kakor bi jih plačilo kupnine.56 V tem primeru gre tako 
za medsebojno pogodbo, pri kateri trgovec potrošniku dobavi digitalno vsebino ali storitev, z 
interesom, da mu potrošnik poda privolitev za zbiranje in obdelavo njegovih osebnih podatkov, 
ki bi jih lahko trgovec nato uporabil, da bi npr. lahko izvajal personalizirano oglaševanje. 57 Za 
pogodbeno izmenjavo storitev pa ne bo šlo v primeru, ko je obdelava in zbiranje podatkov 
nujna zgolj za izpolnitev pogodbe ali drugih pravnih obveznosti. 58 V zadnje navedenih 
primerih pa trgovec tudi po GDPR ni zavezan pridobiti privolitve potrošnika za obdelavo 
njegovih osebnih podatkov. 59 
                                               
53 Metzger, A., »Verträge über digitale Inhalte und digitale Dienstleistungen: Neuer BGB-Vertragstypus oder 
punktuelle Reform?« JuristenZeitung (2019) 74(12), str. 579 
54 European Data Protection Supervisor (EDPS), Opinion 4/2017 on the Proposal for a Directive on certain 
aspects concerning contracts for the supply of digital content, str. 7-8, dostopno na: 
https://edps.europa.eu/sites/edp/files/publication/17-03-14_opinion_digital_content_en.pdf, zadnji dostop: 
06.11.2019; Glej tudi 24. uvodno izjavo DCD, ki opozarja, da osebnih podatkov ni mogoče obravnavati kot blago 
55 Za razpravo o dejanski smotrnosti črtanja dikcije »protistoritev« glej tudi Metzger et.al., Data-Related Aspects 
of the Digital Content Directive, (2018) JIPITEC, str. 93-94, para 19-20 
56  Staudenmayer, D., Verträge über digitalen Inhalt, NJW 2016, str. 2720  
57 Metzger, A., »Verträge über digitale Inhalte und digitale Dienstleistungen: Neuer BGB-Vertragstypus oder 
punktuelle Reform?« JuristenZeitung (2019) 74(12), str. 579 
58 čl. 3(1) DCD 
59 čl. 6(1)(b) in (c) GDPR 
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b. Osebni in neosebni podatki – uporaba DCD in GDPR 
Na področje uporabe DCD sodijo le primeri, kjer potrošnik trgovcu zagotovi svoje osebne 
podatke, ne pa tudi primeri,  kjer potrošnik trgovcu zagotovi »kakršne koli druge podatke«, kot 
se je glasila formulacija izvornega Predloga DCD60, kamor lahko uvrstimo tudi neosebne 
podatke. Tako Svet EU v svojem Splošnem pristopu61  kot tudi EP v svojem Poročilu62 ne 
razložita kakšen ratio je botroval izključitvi neosebnih podatkov iz področja uporabe DCD. 
Metzger et al. za navedeno izključitev ponujajo dva možna razloga.63 Prvi temelji na želji po 
izogibu morebitnim dodatnim zapletom, ki bi nastali zaradi razlikovanja med tema dvema 
vrstama podatkov znotraj DCD. 64 Drugi možni razlog pa izhaja iz ideje, da posebna ureditev 
»neosebnih« podatkov ne nosi tako velikega pomena, da jo bi bilo smotrno vključiti v besedilo 
DCD, ob upoštevanju dejstva, da, predvsem v luči širokega pojma osebnih podatkov po GDPR, 
potrošniki trgovcem povečini zagotavljajo podatke, ki so osebne narave. 65 
 
Razlaga o vzroku izključitve neosebnih podatkov iz področja DCD, ki za svoje jedro jemlje 
zanemarljivo naravo neosebnih podatkov, v odnosu do osebnih podatkov, po mojem mnenju 
ni zadostno prepričljiva. To utemeljujem predvsem na že zgoraj opisani problematiki 
združevanja osebnih in neosebnih podatkov v zbirkah upravljavcev in pogostih težav pri 
njihovem razdruževanju ter ugotavljanju v katero izmed teh dveh kategorij spadajo. V luči 
navedenega si varstvo potrošnikovih neosebnih podatkov prav tako zasluži varstvo po DCD, 
saj bi njihova vključitev prispevala k večji učinkovitosti, pravni varnosti in varstvu 
potrošnikov. 66 
 
Evropski zakonodajalec je zgornjo premiso upošteval in je kljub temu, da je iz čl. 3(1) DCD 
izpustil dikcijo »kakršne koli druge podatke«, potrošnikom zagotovil varstvo tudi v primeru 
zagotovitve neosebnih podatkov. To je razvidno iz čl. 16 DCD, ki ureja obveznosti trgovca v 
primeru odstopa od pogodbe. V zvezi z osebnimi podatki je trgovec zavezan upoštevati 
                                               
60 čl. 3(1) Predloga DCD  
61 Predlog direktive Evropskega parlamenta in Sveta o nekaterih vidikih pogodb o dobavi digitalnih vsebin (prva 
obravnava) – splošni pristop (9901/17 ADD 1, 2015/0287 (COD)), dostopno na: 
http://data.consilium.europa.eu/doc/document/ST-9901-2017-INIT/sl/pdf, zadnji dostop: 06.11.2019 
62 Poročilo o predlogu direktive Evropskega parlamenta in Sveta o nekaterih vidikih pogodb o dobavi digitalnih 
vsebin (COM(2015)0634 – C8-0394/2015 – 2015/0287(COD)), dostopno na: 
http://www.europarl.europa.eu/doceo/document/A-8-2017-0375_SL.pdf, zadnji dostop: 06.11.2019  
63 Metzger et.al., Data-Related Aspects of the Digital Content Directive, (2018) JIPITEC, str. 95, para 21 
64 Ibid. 
65 Ibid. 
66 Ibid., str. 95, para 23 
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obveznosti iz GDPR.67 Glede neosebnih podatkov pa trgovcu po odstopu od pogodbe 
prepoveduje uporabo »vsebin, razen osebnih podatkov«, dalje določa pogoje pod katerimi jih 
lahko še naprej uporablja in ureja navedene vsebine, ki jih potrošnik zagotovil trgovcu oziroma 
ustvaril ob uporabi digitalne vsebine ali storitve. 68 Gre za vzporedno ureditev tisti, ki jo na 
področju varstva osebnih podatkov zagotavlja čl. 20 GDPR. 69 Iz navedenega torej izhaja, da 
so osebni podatki potrošnika podvrženi varstvu po GDPR, medtem ko se za neosebne podatke 
potrošnika uporablja posebno varstvo po čl. 16(3) in čl. 16(4) DCD. 70 
 
c. Aktivno in pasivno zagotavljanje osebnih podatkov 
Glede na izpustitev dikcije »aktivna protistoritev« iz Predloga DCD71 se postavlja vprašanje, 
ali področje uporabe DCD vključuje le situacije ko potrošnik aktivno zagotovi svoje osebne 
podatke ali pa se uporabi tudi takrat, ko potrošnik ob uporabi digitalne vsebine ali storitve le 
pasivno dopušča zbiranje svojih podatkov (npr. IP naslov ali podatki preko piškotkov).  
 
Na problematično naravo ureditve zgolj aktivnega zagotavljanja podatkov je opozoril Evropski 
Parlament (v nadaljevanju: EP) v svojem Poročilu, kjer ugotavlja, da bi lahko izključitev 
pasivno zagotovljenih podatkov pomenila spodbudo za dobavitelje, da potrošnika ne prosijo 
za privolitev za obdelavo osebnih podatkov, ki jih potrošnik trgovcu zagotovi pasivno72. Na 
izbris izraza »aktivno« iz izvornega besedila Predloga je pozval tudi Evropski pravni inštitut, 
ki v podporo svojemu stališču navaja, da ne vidi razloga, zakaj bi bil potrošnik, čigar osebni 
podatki so pridobljeni npr. preko piškotkov, deležen manjšega varstva kot pa če bi jih zagotovil 
aktivno73. 
 
Navkljub izpustitvi dikcije »aktivna protistoritev« ni popolnoma jasno, ali se DCD uporablja 
tudi v primerih, ko so osebni podatki pridobljeni od potrošnika, ne da bi jih ta aktivno zagotovil. 
                                               
67 čl. 16(2) DCD 
68 čl. 16(3) DCD 
69 Za primerjavo ravni varstva osebnih podatkov po GDPR in vsebin, ki niso osebni podatki, po DCD glej infra 
4.3. 
70 Glede hierarhije GDPR in SUVP glej 2.2.1. 
71 čl. 3(1) Predloga DCD 
72 Poročilo o predlogu direktive Evropskega parlamenta in Sveta o nekaterih vidikih pogodb o dobavi digitalnih 
vsebin (COM(2015)0634 – C8-0394/2015 – 2015/0287(COD)), str. 87, dostopno na: 
http://www.europarl.europa.eu/doceo/document/A-8-2017-0375_SL.pdf, zadnji dostop: 06.11.2019 
73Statement of the European Law Institute on the European Commission's proposed Directive on the supply of 
digital content to consumers COM (2015) 634 final, str. 15-16, 40, dostopno na: 
https://www.europeanlawinstitute.eu/fileadmin/user_upload/p_eli/Publications/ELI_Statement_on_DCD.pdf, 
zadnji dostop: 06.11.2019 
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Tako 24. uvodna izjava DCD sicer cilja na aktivno zagotavljanje podatkov, omenja pa tudi 
podatke, ki bi jih »potrošnik lahko naložil ali ustvaril z uporabo digitalne vsebine ali digitalne 
storitve«. Nadalje pa 25. uvodna izjava DCD, iz področja uporabe DCD izključuje primere 
zbiranja »metapodatkov, kot so informacije v zvezi s potrošnikovo napravo ali zgodovino 
brskanja«. Glede na navedeno obstajajo določene iztočnice, iz katerih je mogoče sklepati da 
področje uporabe DCD zajema tudi podatke, ki jih potrošnik pasivno zagotovi. V vsakem 
primeru pa je to odvisno od tega, ali bo posamezna država članica uporabo DCD razširila tudi 
na tovrstne primere in kot izpolnitev opredelila tudi pasivno zagotovitev osebnih podatkov. 74 
 
Prepustitev ureditve tako ključnega regulativnega vidika posameznim pravnim redom držav 
članic predstavlja tveganje nasprotujočih si nacionalnih ureditev na področju pogodb o dobavi 
digitalnih vsebin in storitev, pri katerih je aspekt čezmejnega nakupovanja še toliko bolj 
poudarjen. Po mojem mnenju je zato tovrsten prijem zakonodajalca – to je prepustitev v 
urejanje posameznim državam članicam -, ki naj bi pri sprejemanju DCD sledil cilju popolne 
harmonizacije pogodbene ureditve dobave digitalnih vsebin in storitev ter preprečevanju 
pravne razdrobljenosti75, ravno v nasprotju s ciljem popolne harmonizacije. 
 
d. Privolitev v obdelavo osebnih podatkov  
 
i. Privolitev v obdelavo osebnih podatkov kot jedro obveznosti potrošnika 
S tem ko potrošnik trgovcu v zameno za dobavo digitalne vsebine ali storitve zagotovi svoje 
osebne podatke, še ne izpolni svoje pogodbene obveznosti. V tovrstnih oblikah pogodb osebni 
podatki potrošnika za trgovca nimajo vrednosti, če ta ne more izvajati dejavnosti obdelave 
navedenih podatkov, za kar pa potrebuje privolitev potrošnika v njihovo obdelavo po čl.  
6(1)(a) GDPR. Torej lahko rečemo, da je gola obveznost potrošnika zagotoviti osebne podatke 
bolj obstranske narave v razmerju do obveznosti potrošnika podati privolitev v obdelavo 
osebnih podatkov, še posebej, če vzamemo v zakup dejstvo, da trgovec pogosto pridobi 
potrošnikove osebne podatke že v fazah pred sklenitvijo pogodbe, vendar pa takrat še nima 
dovoljenja za njihovo obdelavo. 76 
 
                                               
74 čl. 3(10) DCD; zadnji stavek 25. uvodne izjave DCD 
75 6.-9. uvodna izjava DCD 
76 Langhanke, Schmidt-Kessel, Consumer data as consideration, EuCML, 4/6, 2015, str. 220 
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ii. Izjema od zahteve po pridobitvi privolitve v obdelavo – nujnost obdelave osebnih 
podatkov za izvajanje pogodbe 
V skladu s čl. 6(1)(b) GDPR pa ima upravljavec lahko zakonit temelj za obdelavo osebnih 
podatkov tudi v primerih, ko je obdelava potrebna za izvajanje pogodbe, katere pogodbena 
stranka je posameznik, na katerega se nanašajo osebni podatki. Na prvi pogled ta določba daje 
pravico trgovcu, da brez pridobljene privolitve potrošnika izvaja obdelavo njegovih osebnih 
podatkov, kadar bi to bilo nujno za izvajanje pogodbe. Postavlja se torej vprašanje, ali gre pri 
pogodbah v smislu čl. 3(1) DCD, ko potrošnikova izpolnitev sestoji zgolj iz zagotovitve 
njegovih osebnih podatkov, za temelj obdelave po čl. 6(1)(b) GDPR, in trgovcu za obdelavo 
podatkov ni potrebno pridobiti potrošnikove privolitve, saj je obdelava nujna za izpolnitev 
pogodbe. Odgovor na to vprašanje je negativen, ker izjema nujnosti za izvajanje pogodbe po 
čl. 6(1)(b) GDPR temelji na zahtevi oziroma nujnosti po obdelavi podatkov bolj tehnične 
narave in se kvalificira kot predpogoj za izpolnitev pogodbe ter ne izhaja iz pravnega odnosa 
med strankama. 77 Primer, ko bi bila obdelava nujna za izvedbo pogodbe, je obveznost 
potrošnika, da zagotovi svoj elektronski naslov, na katerega mu bo digitalna vsebina oziroma 
storitev posredovana.  Če pa bistvo celotne pogodba temelji na potrošnikovi zagotovitvi 
osebnih podatkov in njihovi komercialni uporabi iz strani trgovca, ne gre za tehnično zahtevo 
obdelave (npr. izvedba dostave), podatkov temveč za pravno zahtevo, za kar pa mora trgovec 
pridobiti privolitev potrošnika po čl. 6(1)(a) GDPR.   
 
Navedeni zaključek dodatno potrjuje določba čl. 7(4) GDPR, ki določa kriterije za presojanje, 
ali je bila privolitev posameznika, na katerega se nanašajo osebni podatki, prostovoljno podana. 
V skladu z navedeno določbo se pri ugotavljanju, ali je bila privolitev dana prostovoljno, med 
drugim zlasti upošteva, ali je izvajanje pogodbe, vključno z zagotavljanjem storitve, pogojeno 
s privolitvijo v obdelavo osebnih podatkov, ki ni potrebna za izvedbo zadevne pogodbe.  78 Iz 
tega izhaja, da mora biti v primeru pogodb v smislu čl. 3(1) DCD, kjer je potrošnik zavezan 
zagotoviti privolitev v obdelavo podatkov in to ni nujno za izvedbo pogodbe, privolitev dana 
prostovoljno, kar pa izključuje uporabo temelja po čl. 6(1)(b) GDPR. 79 To pomeni, da mora 
                                               
77 Zoll, F., Personal Data as Remuneration in the Proposal for a Directive on Supply of Digital Content, v: 
Contracts for the Supply of Digital Content: Regulatory Challenges and Gaps, Münster Colloquia on EU Law 
and the Digital Economy (2017), str. 182 
78 čl. 7(4) GDPR, glej tudi 43. uvodno izjavo GDPR 
79 Glej tudi Wendehorst, C.,  The Proposed Digital Content Directive and its Implications for the Data Economy, 
XXXII Nordic Conference on Legal Informatics, 2017, str. 18, ki ugotavlja , da se privolitev ne bo štela za 
»prostovoljno dano«, če posameznik, na katerega se nanašajo osebni podatki, nima primerne alternative zaradi 
prevlade modela na trgu, ob upoštevanju kakršnih koli omrežnih učinkov in pomena storitve za posameznika, na 
katerega se nanašajo osebni podatki (npr. Facebook) 
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trgovec za nadaljnjo obdelavo osebnih podatkov potrošnika, ki ne služijo nujnosti izvedbe 
pogodbe po čl. 6(1)(b) GDPR, temveč ekonomskim interesom trgovca (npr. profiliranje 
potrošnika za namene izvedbe personaliziranega oglaševanja), pridobiti še eno, novo privolitev 
potrošnika. Privolitve potrošnika za obdelavo podatkov prav tako ne nadomesti izjava volje 
(npr. ponudba ali sprejem ponudbe), ki je potrebna za sklenitev pogodbe, temveč mora biti 
privolitev zagotovljena ločeno (čl. 7(2) GDPR). 80 
 
iii. Pravica potrošnika preklicati privolitev v obdelavo osebnih podatkov in 
posledica umika privolitve 
V skladu s čl. 7(3) GDPR ima posameznik, na katerega se nanašajo podatki, pravico, da svojo 
privolitev kadar koli prekliče. Po naravi gre za temeljno pravico posameznika81, ki se ji ta ne 
more veljavno odpovedati in spada v skupni evropski ordre public. 82 Skladno s tem bi zato 
kakršnakoli pogodbena klavzula, ki bi določala zavezo potrošnika, da se odpoveduje preklicu 
privolitve v obdelavo podatkov, nasprotovala javnemu redu Evropske unije.83 
 
V povezavi s to nedisponibilno pravico, ki gre potrošniku zaradi primata GDPR na področju 
varstva osebnih podatkov, pride do zanimivega stika med potrošniškim pogodbenim pravom 
in pravom varstva podatkov. Z vidika pogodbenega prava se zdi nekoliko nenavadno sprejeti 
pogodbo, pri kateri bi ta zaradi možnosti preklica privolitve potrošnika, že od samega začetka 
vključevala možnost da, ne bo izpolnjena.   
 
Če sme potrošnik preklicati privolitev kadarkoli, ne glede na njegovo obveznost zagotoviti 
osebne podatke, je treba preučiti vpliv, ki ga ima na pogodbo preklic potrošnikove privolitve v 
obdelavo podatkov. V povezavi s tem se odpira vprašanje, ali gre v primeru potrošnikovega 
preklica privolitve za kršitev pogodbe in ali je z DCD lahko skladna nacionalna ureditev, ki 
trgovcu v primeru preklica privolitve potrošnika omogoča nasproti slednjemu uveljavljanje 
odškodninskega zahtevka zaradi neizpolnitve. Sicer je urejanje tega vprašanja v končni 
pristojnosti posameznih nacionalnih pravnih redov84, vendar obstajajo predlogi, da bi v 
                                               
80 Graf von Westphalen, F., Wendehorst, C., Hergabe personenbezogener Daten für digitale Inhalte-
Gegenleistung, bereitzustellendes Material oder Zwangsbeitrag zum Datenbinnenmarkt?, BB 2016, Heft 37, str. 
2182–2183 
81 8. člen Listine EU 
82 Langhanke, Schmidt-Kessel, Consumer data as consideration, EuCML, 4/6, 2015, str. 220 
83 Ibid. str. 222 
84 40. uvodna izjava DCD; 3(10) DCD določa da DCD ne posega v možnost držav članic, da med drugim urejajo 
pravico do odškodnine 
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tovrstnih pogodbah potrošnikovo obveznost lahko kvalificirali kot splošno neizvršljivo in zato 
primerljivo s položajem naturalne obveznosti. 85 Potrošnikovega preklica privolitve v obdelavo 
podatkov se ne bi smelo presojati kot kršitve pogodbe, saj gre za uveljavljanje kogentne in od 
pogodbenih dogovorov neodvisne pravice, ki se ji potrošnik ne more veljavno odpovedati. 
Tovrstno naziranje ima torej za posledico načelno izključitev vseh trgovčevih zahtevkov za 
povrnitev škode, ki bi mu nastala zaradi preklica potrošnikove privolitve.86 Če bi se trgovcu 
dopustilo možnost odškodninskega zahtevka zoper potrošnika v tem primeru, bi to lahko vodilo 
v  relativizacijo absolutne pravice potrošnika do preklica privolitve. 
 
Schmidt-Kessel in Langahnke pa vendarle predlagata možnost odškodninskega zahtevka 
trgovca zgolj v primerih, ko bi potrošnik zavajal trgovca glede kontinuitete zagotavljanja 
privolitve v obdelavo podatkov ali pa v primeru, ko bi potrošnik preklical privolitev v obdelavo 
njegovih podatkov ob nepravem času87. Slednje se nanaša na prehodno obdobje, ki bi trgovcu 
ali drugemu upravljavcu podatkov omogočilo, da v njem preneha z obdelavo potrošnikovih 
osebnih podatkov, brez da bi odgovarjal za obdelavo v teku tega prehodnega obdobja.  
 
S tem, ko potrošnik prekliče svojo privolitev za obdelavo podatkov, efektivno od trgovca 
zahteva vračilo svoje izpolnitve, zato bi potrošnikov preklic privolitve lahko presojali kot 
njegov odstop od pogodbe.88 DCD potrošniku, ki v zameno za digitalno vsebino ali storitev 
plača kupnino, ne dovoljuje odstopa od pogodbe, če je imela ta razlog v neznatni neskladnosti.  
89 Ta omejitev se a contrario ne razteza na pogodbe, kjer potrošnik namesto kupnine trgovcu 
izroči svoje osebne podatke. Iz navedenega izhaja, da za odstop od take pogodbe zadostuje 
zgolj preklic privolitve v obdelavo podatkov, trgovec pa ne bo uspel s sklicevanjem, da je 
potrošnikov odstop temeljil na neznatni neskladnosti digitalne vsebine ali storitve. S tem je 
potrošniku omogočen odstop zgolj pod predpostavko, da želi preklicati privolitev v obdelavo 
podatkov, kar pa potrjuje tudi 39. uvodna izjava DCD, ki navaja, da pravica potrošnika, da 
                                               
85 Langhanke, Schmidt-Kessel, Consumer data as consideration, EuCML, 4/6, 2015, str. 221 
86 Ibid., str. 222 
87 Langhanke, Schmidt-Kessel, Consumer data as consideration, EuCML, 4/6, 2015, str. 222 
88 Zoll, F., Personal Data as Remuneration in the Proposal for a Directive on Supply of Digital Content, v: 
Contracts for the Supply of Digital Content: Regulatory Challenges and Gaps, Münster Colloquia on EU Law 
and the Digital Economy (2017),  str. 187-188; primerjaj z Langhanke, Schmidt-Kessel, Consumer data as 
consideration, EuCML, 4/6, 2015, str. 222: po njunem mnenju potrošnikov preklic privolitve v obdelavo podatkov 
ne pomeni ipso iure odstop od pogodbe, vendar pa priznavata, da preklic privolitve razvodeni pogodbeni temelj, 
kar pa opolnomoči trgovca, da sam odstopi od pogodbe. 
89 čl. 14(6) DCD; 67. uvodna izjava kot razlog za umik te omejitve navaja, da potrošnik, ki ne plača kupnine ne 
more zahtevati sorazmernega znižanja kupnine 
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odstopi od pogodbe v skladu s z DCD ne bi smela posegati v njegovo pravico na podlagi 
GDPR, da prekliče katerokoli privolitev v obdelavo osebnih podatkov. 
 
Presojanje posledic preklica privolitve potrošnika v obdelavo podatkov pa postane 
kompleksnejše v primerih mešanih pogodb, kjer poleg prepustitve svojih osebnih podatkov 
potrošnik plača tudi kupnino. V navedenih primerih gre za dve potrošnikove obveznosti – 
zagotoviti privolitev v obdelavo in plačilo kupnine –, zato je težko oceniti, kakšen vpliv ima 
preklic privolitve potrošnika na protistoritev ponudnika v obliki digitalne vsebine ali storitve.  
90 Pogosto je praktično nemogoče preračunati oziroma oceniti, kako pomembni so potrošnikovi 
osebni podatki v trgovčevem obračunu digitalne vsebine ali storitve. V povezavi s tem je prav 
tako težko pripisati zagotavljanje osebnih podatkov posebnemu ločljivemu delu pogodbene 
vrednosti za digitalne vsebine ali storitve, zato bi moral tudi v primerih mešanih pogodb preklic 
privolitve voditi do odstopa od pogodbe.91 
 
3. Neupoštevanje zahtev prava varstva podatkov kot razlog za neskladnost 
digitalne vsebine ali storitve in jamčevalni zahtevki potrošnika po DCD 
Trgovec je potrošniku zavezan dobaviti digitalno vsebino ali storitev v skladu s pogodbo. 92 
Neizpolnjevanje teh zahtev povzroča neskladnost digitalne vsebine ali storitve s pogodbo, to 
pa potrošniku daje pravico uveljavljanja jamčevalnih zahtevkov nasproti trgovcu. 
 
Kot že povedano, opravljanje dejavnosti, ki spada na področje DCD, po svoji naravi v 
precejšnji meri vključuje obdelavo osebnih podatkov potrošnika, še posebej z ozirom na 
pogodbe o dobavi digitalnih vsebin ali storitev, kjer potrošnik v zameno za dobave slednje 
zagotovi svoje osebne podatke.  Zaradi tega je evropski zakonodajalec v povezavi s 
presojanjem zahtev za skladnost digitalne vsebine ali storitve stopil še korak dlje in opredelil 
trgovčevo neizpolnjevanje zahtev v skladu pravom Unije varstva podatkov kot možen razlog 
za neskladnost digitalne vsebine ali storitve s pogodbo. 93 S tem zopet pride do omenjenega 
                                               
90 Zoll, F., Personal Data as Remuneration in the Proposal for a Directive on Supply of Digital Content, v: 
Contracts for the Supply of Digital Content: Regulatory Challenges and Gaps, Münster Colloquia on EU Law 
and the Digital Economy (2017), str. 186-187 
91 Ibid., str. 187; 
92 čl. 6 DCD 
93 48. uvodna izjava DCD; glej tudi: Statement of the European Law Institute on the European Commission's 
proposed Directive on the supply of digital content to consumers COM (2015) 634 final, str. 23, dostopno na: 
https://www.europeanlawinstitute.eu/fileadmin/user_upload/p_eli/Publications/ELI_Statement_on_DCD.pdf, 
zadnji dostop: 06.11.2019 
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stika dveh raznorodnih pravnih področij, v povezavi s katerim se kršitve prava varstva 
podatkov sankcionirajo (tudi) z instituti pogodbenega prava. Konkretno se to kaže v primeru, 
ko bi lahko dejstva, ki povzročajo neskladnost z zahtevami iz GDPR, vključno z glavnimi 
načeli, kot so zahteve o najmanjšem obsegu podatkov ter vgrajenem in privzetem varstvu 
podatkov (privacy by design in privacy by default), odvisno od okoliščin primera, pomenila 
neskladnost digitalne vsebine ali storitve s subjektivnimi ali objektivnimi zahtevami za 
skladnost po DCD. 94 V primeru navedenih neskladnosti bi moral biti potrošnik upravičen do 
jamčevalnih zahtevkov tako kot v primeru neskladnosti po DCD, razen če je pogodba že nična 
ali izpodbojna v skladu z nacionalnim pravom. 95 
 
 
3.1. Ureditev kriterijev za skladnost digitalne vsebine ali storitve v DCD  
 
3.1.1. Subjektivne zahteve za skladnost 
Pojem subjektivne skladnosti digitalne vsebine ali storitve se nanaša na obveznost trgovca, da 
zagotovi digitalno vsebino ali storitev, ki izpolnjuje v pogodbi dogovorjene lastnosti. Digitalna 
vsebina ali storitev bi morala biti zlasti skladna z opisom, količino, kakovostjo, jezikom, 
različico96, ki so bili dogovorjeni v pogodbi. Ustrezati bi morala tudi varnosti, funkcionalnosti, 
združljivosti in interoperabilnosti, ki so bile dogovorjene v pogodbi. Pojem funkcionalnosti se 
nanaša na načine, na katere se digitalna vsebina ali storitev lahko uporablja, zlasti odsotnost ali 
prisotnost kakršnihkoli tehničnih omejitev, kot je zaščita prek upravljanja digitalnih pravic ali 
regijsko kodiranje. 97 Pojem interoperabilnosti pa se nanaša na to, ali in v kolikšni meri lahko 
digitalna vsebina ali storitev deluje s strojno ali programsko opremo, ki se razlikuje od tiste, s 
katero se digitalna vsebina ali storitev iste vrste običajno uporablja. 
 
Za izpolnjevanje kriterijev mora biti skladna tudi z drugimi lastnostmi, o katerih sta se 
potrošnik in trgovec dogovorila, v povezavi s tem pa bi zahteve pogodbe morale vključevati 
                                               
94 čl. 7(1)(a) DCD; 48. uvodna izjava DCD 
95 48. uvodna izjava DCD 
96 42. uvodna izjava DCD 
97 43. uvodna izjava DCD 
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tudi tiste zahteve, ki izhajajo iz predpogodbenih informacij, ki v skladu z Direktivo 
2011/83/EU predstavljajo sestavni del pogodbe. 98 
 
Nadalje mora biti digitalna vsebina ali storitev primerna za poseben namen, za katerega jo 
potrošnik potrebuje in s katerim je potrošnik seznanil trgovca najpozneje ob sklenitvi pogodbe, 
trgovec pa je s tem soglašal. 99 Iz tega sledi, da se trgovec v tem primeru ne more razbremeniti 
odgovornosti za neskladnost digitalne vsebine ali storitve s tem posebnim namenom, tudi če je 
ta sicer uporabna, vendar pa ne ustreza potrošnikovemu posebnemu namenu. 
 
Da bi digitalna vsebina ali storitev izpolnjevala subjektivne kriterije za skladnost, mora biti 
dobavljena z vsemi dodatki, navodili, vključno za namestitev, in pomočjo strankam, kot je to 
zahtevano v pogodbi. 100 Prav tako je trgovec potrošniku zavezan skladno s pogodbenim 
dogovorom zagotoviti posodobitve digitalne vsebine ali storitve. 101 
 
3.1.2. Objektivne (zakonske) zahteve za skladnost 
Stranki v pogodbo pogosto ne zapišeta vseh lastnosti, ki naj jih ima digitalna vsebina ali 
storitev. Zato DCD na tem mestu ureja dispozitivna pravila in standarde, ki se uporabijo, 
kolikor se stranki lastnosti, ki naj jih ima digitalna vsebina ali storitev, nista izrecno ali 
konkludentno dogovorili.  
 
Glede odnosa med subjektivnimi in objektivnimi zahtevami za skladnost je potrebno poudariti, 
da je izvorni Predlog DCD dajal prednost zahtevam, dogovorjenim v pogodbi, pred 
objektivnimi kriteriji102, kar pomeni, da so se je uporaba slednjih aktivirala zgolj v primerih, 
ko je pogodba pomanjkljivo ali na nerazumljiv način urejala merila skladnosti.103 DCD pa je 
                                               
98 5 in 6 Direktive 2011/83/EU; glede informiranja potrošnika glej tudi: Helberger et. al., The perfect match? A 
closer look at the relationship between EU consumer law and data protection law, Common Market Law Review, 
Volume 54 (2017), Issue 5, str. 9 
99 čl. 7(1)(b) DCD 
100 Geiregat, S., Steennot, R.,  Proposal for a Directive on Digital Content: Scope of Application and Liability for 
a Lack of Conformity, str. 129 v: Claeys, I., Terryn, E., Digital Contract, 2017 
101 Statement of the European Law Institute on the European Commission's proposed Directive on the supply of 
digital content to consumers COM (2015) 634 final, str. 5, dostopno na: 
https://www.europeanlawinstitute.eu/fileadmin/user_upload/p_eli/Publications/ELI_Statement_on_DCD.pdf, 
zadnji dostop: 06.11.2019 
102 Manko, R., Towards new rules on sales and digital content: Analysis of the key issues, 2017, str. 13, dostopno 
na: https://publications.europa.eu/en/publication-detail/-/publication/03136718-105f-11e7-8a35-
01aa75ed71a1/language-en, zadnji dostop 06.11.2019 
103 čl. 6(1) Predloga DCD 
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subjektivne in objektivne kriterije za skladnost izenačil104 in s tem povečal raven varstva 
potrošnikov, saj je zamejil odstopanje od objektivnih kriterijev preko pogodbenih določb na 
primere iz čl. 8(5) DCD. 105 Iz tega izhaja, da mora digitalna vsebina ali storitev, ki jo trgovec 
dobavi potrošniku, kumulativno izpolnjevati tako subjektivna kot tudi objektivna merila 
skladnosti. 106 Predlog DCD je prav tako določal blažje objektivne kriterije skladnosti za 
trgovce, ki so digitalno vsebino ali storitev dobavili v zameno za osebne podatke potrošnika. 
107 Ta diskriminacija med navedenimi potrošniki in tistimi, ki so za digitalno vsebino ali 
storitev plačali kupnino, je bila v sprejeti DCD izbrisana.  
 
Za objektivno skladnost digitalne vsebine ali storitve mora ta v prvi vrsti ustrezati namenom, 
za katere se istovrstna digitalna vsebina ali storitev običajno uporablja.  108 Za izpolnjevanje 
objektivnih meril za skladnost bi morala digitalna vsebina ali storitev imeti tudi značilnosti in 
zmogljivostne lastnosti, ki so običajne za digitalno vsebino ali storitev iste vrste, in ki jih lahko 
potrošnik razumno pričakuje glede na naravo digitalne vsebine ali storitve. 109 Standard 
razumnosti v smislu, kaj lahko oseba razumno pričakuje, mora biti vsakokrat objektivno 
določen in sicer ob upoštevanju narave in namena digitalne vsebine ali storitve, okoliščin 
primera ter vrst uporabe in prakse vpletenih strank. 110 Navedeni standard razumnega 
pričakovanja potrošnika DCD dopolnjuje tudi z narekovanjem upoštevanja kakršnihkoli javnih 
izjav trgovca o posebnih značilnostih digitalne vsebine ali storitve ki jo je podal trgovec ali 
druga oseba v imenu trgovca v predhodnih členih pogodbene verige, vključno s proizvajalcem, 
zlasti pri oglaševanju ali označevanju.111 
 
Nadalje mora biti digitalna vsebina ali storitev za izpolnjevanje objektivnih zahtev za skladnost 
dobavljena skupaj z vsemi dodatki in navodili, za katere potrošnik lahko razumno pričakuje, 
da jih bo prejel,112 ter biti skladna z morebitno poskusno različico ali predogledom digitalne 
vsebine ali storitve, ki ga da trgovec na razpolago pred sklenitvijo pogodbe. 113 Določena je 
                                               
104 45. uvodna izjava DCD 
105 Metzger et.al., Data-Related Aspects of the Digital Content Directive, (2018) JIPITEC, str. 106, para 65 
106 Metzger, A., »Verträge über digitale Inhalte und digitale Dienstleistungen: Neuer BGB-Vertragstypus oder 
punktuelle Reform?« JuristenZeitung (2019) 74(12), str. 581 
107 čl. 6(2)(a) Predloga DCD; glej tudi Metzger et.al., Data-Related Aspects of the Digital Content Directive, 
(2018) JIPITEC, str. 106, para 57-62 
108 čl. 8(1)(a) DCD 
109 čl. 8(1)(b) DCD 
110 46. uvodna izjava DCD 
111 čl. 8(1)(b) DCD; za pogoje razbremenitve trgovca oziroma druge osebe za javno izjavo glej čl. 8(1)(b)(i-iii) 
112 čl. 8(1)(c) DCD 
113 čl. 8(1)(d) DCD 
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tudi obveznost trgovca, da mora le-ta, v odsotnosti drugačnega dogovora, potrošniku zagotoviti 
digitalno vsebino ali storitev v najnovejši različici. 114 Zaradi specifike digitalnih vsebin ali 
storitev kot predmeta pogodbe je bila med objektivne zahteve za skladnost vključena tudi 
dolžnost trgovca, da potrošniku zagotovi posodobitve in ga o njih tudi obvešča.  115 
 
V primeru, da je trgovec potrošnika ob sklenitvi pogodbe izrecno obvestil, da posamezna 
lastnost digitalne vsebine odstopa od objektivnih zahtev za skladnost (t.j. odstopanje 
subjektivnih od objektivnih meril skladnosti), potrošnik pa je ob sklenitvi pogodbe izrecno in 
ločeno sprejel to odstopanje, trgovec ne odgovarja za navedeno neskladnost. 116 Trgovčevo 
obvestilo o odstopanju od objektivnih zahtev za skladnost mora torej potrošnik sprejeti ločeno 
od drugih izjav ali dogovorov ter z dejavnim in jasnim ravnanjem.  
 
3.1.3. Neskladnost kot posledica nepravilne integracije digitalne vsebine ali storitve 
Neskladnost digitalne vsebine ali storitve lahko po DCD izhaja tudi iz nepravilne integracije 
digitalne vsebine ali storitve v digitalno okolje potrošnika. Nepravilna integracija se šteje za 
neskladnost, če je bila digitalna vsebina ali storitev integrirana s strani trgovca oziroma v 
okviru odgovornosti trgovca, ali pa v primerih, ko je integracijo izvajal potrošnik, do 
nepravilne integracije pa je prišlo zaradi pomanjkljivih navodil trgovca. 117 Gre za v digitalno 
dobo preneseno že znano t.i. »Ikea klavzulo«118 iz čl.  2(5) Direktive 1999/44/ES o potrošniški 
prodaji, ki pa je v novo Direktivo (EU) 2019/771 o nekaterih vidikih prodaje blaga vnesena v 
čl. 8.  
 
3.2. Neupoštevanje zahtev prava varstva podatkov kot kršitev subjektivnih zahtev za 
skladnost 
Neupoštevanje zahtev prava EU varstva podatkov, konkretneje GDPR, ima lahko posledice v 
odgovornosti trgovca zaradi neskladnosti digitalne vsebine ali storitve s subjektivnimi kriteriji 
za skladnost. To bi bilo možno, če bi trgovec v pogodbi izrecno ali konkludentno sprejel 
                                               
114 čl. 8(6) DCD 
115 Geiregat, S., Steennot, R.,  Proposal for a Directive on Digital Content: Scope of Application and Liability for 
a Lack of Conformity, str. 129 v: Claeys, I., Terryn, E., Digital Contract, 2017; glede obveznosti zagotavljanja 
posodobitev in obveščanja o njih glej čl. 8(2) DCD; Glede ureditve v primeru potrošnikove nenamestitve 
posodobitev glej čl. 8(3) DCD. 
116 čl. 8(5) DCD 
117 čl. 9 DCD 
118 Metzger, A., »Verträge über digitale Inhalte und digitale Dienstleistungen: Neuer BGB-Vertragstypus oder 
punktuelle Reform?« JuristenZeitung (2019) 74(12), str. 581 
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obveznost upoštevanja zahtev prava varstva podatkov, ali pa bi bilo mogoče pogodbena 
določila razlagati tudi v povezavi z obveznostmi trgovca, ki jih ima v vlogi upravljavca po 
GDPR. V tem primeru lahko taka pogodbena zaveza postane del subjektivnih zahtev za 
skladnost. 119 
 
Slednje bi lahko prikazali s primerom ponudnika digitalne storitve družbenega omrežja, ki bi 
v  politiki zasebnosti kot namen zbiranja in obdelave osebnih podatkov potrošnika navajal zgolj 
tarčno oglaševanje lastnih storitev, osebne podatke potrošnikov pa bi v resnici posredoval tudi 
drugim ponudnikom, ki bi lahko na podlagi obdelave le-teh določali ceno svoje storitve za tega 
posameznega potrošnika. V tem primeru bi bila tovrstna obdelava v nasprotju z načelom 
omejitve namena120, saj potrošnik skladno s čl. 6(1)(a) GDPR ni privolil v tovrstni namen 
obdelave njegovih osebnih podatkov. Tako bi se tovrstna kršitev zaveze iz politike zasebnosti 
razlagala v smislu kršitve GDPR in potrošnik bi lahko uveljavljal jamčevalne zahtevke kot v 
primeru neskladnosti s subjektivnimi zahtevami po čl. 7(1)(a, b) DCD. 
 
3.3. Neupoštevanje zahtev prava varstva podatkov kot kršitev objektivnih zahtev za 
skladnost 
V primeru, ko zaveze varstva podatkov ne bi bile izrecno ali konkludentno vključene v 
pogodbo, bi se lahko izvedla subsumpcija kršitev določb prava varstva osebnih podatkov pod 
neizpolnjevanje objektivnih zahtev za skladnost.  
 
Konkretno bi bilo to mogoče, ko bi kršitev pravil GDPR hkrati povzročila, da digitalna vsebina 
ali storitev ne bi ustrezala svojemu namenu skladno s čl. 8(1)(a) DCD, za katerega bi se 
digitalna vsebina ali storitev iste vrste običajno uporabljala121. V 48. uvodni izjavi DCD kot 
primer za tovrstno neskladnost navaja položaj, ko trgovec programske opreme za šifriranje 
podatkov ne izvaja ustreznih ukrepov, zahtevanih po GDPR, za zagotavljanje, da se osebni 
podatki potrošnika po zasnovi ne razkrijejo nepooblaščenim prejemnikom. Zaradi tega ta 
programska oprema ne ustreza namenu, za katerega bi se digitalna vsebina ali storitev iste vrste 
običajno uporabljala, kar v tem primeru predstavlja varen prenos podatkov potrošnika 
predvidenemu prejemniku. 122 
                                               
119 48. uvodna izjava DCD 
120 čl. 5(1)(b) GDPR 
121 čl. 8(1)(a) DCD  
122 48. uvodna izjava 
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V skladu s čl.  8(1)(b) DCD pa mora za izpolnjevanje objektivnih zahtev za skladnost digitalna 
vsebina ali storitev vključevati tudi lastnosti, ki so običajne za digitalno vsebino ali storitev iste 
vrste in jih lahko potrošnik razumno pričakuje. 123 Tudi v tem primeru bi lahko trgovčevo 
neupoštevanje zahtev GDPR imelo za posledico odstopanje od običajnih lastnosti, ki jih 
potrošnik lahko razumno pričakuje za isto vrsto digitalne vsebine ali storitve, in s tem 
povzročilo neskladnost z objektivnimi zahtevami. Te običajne lastnosti digitalne vsebine ali 
storitve, ki jih potrošnik lahko pričakuje v povezavi z varovanjem osebnih podatkov, bi lahko 
vključevale ravnanje trgovca v skladu s temeljnimi načeli varstva podatkov po GDPR kot je 
npr. načelo najmanjšega obsega podatkov. To zahteva od upravljavca, da obdeluje le ustrezne 
in relevantne osebne podatke ter v obsegu, kot je potreben za namene, za katere se ti obdelujejo. 
124 Konkretno se to načelo kaže v vključitvi že omenjenega vgrajenega in privzetega varstva 
podatkov po čl. 25 GDPR. Kot že rečeno, koncept vgrajenega varstva podatkov (ang. »privacy 
by design«) pomeni vnaprejšnje in premišljeno vključevanje posameznih tehnoloških 
konceptov varstva podatkov (npr. šifriranje in psevdonimizacija) že v času določanja sredstev 
obdelave podatkov digitalne vsebine ali storitve kot temeljnih značilnosti le-te. 125 Privzeto 
varstvo podatkov (ang. »privacy by default«) pa nalaga upravljavcu, da izvede ustrezne 
tehnične ukrepe, s katerimi zagotovi, da se privzeto obdelajo samo osebni podatki, ki so 
potrebni za vsak poseben namen obdelave. 126 Potrošnik bi torej lahko npr. zaradi trgovčeve 
nevključitve ukrepov vgrajenega in privzetega varstva osebnih podatkov po čl. 25 GDPR 
zatrjeval kršitev objektivnih zahtev za skladnost, če trgovec ne bi sprejel ukrepov za varstvo 
podatkov, ki bi jih potrošnik lahko razumno pričakoval glede na običajne lastnosti, ki jih ima 
digitalna vsebina ali storitev iste vrste127.  Primer navedene kršitve čl. 25(1, 2) GDPR je 
nevključitev vgrajenih in privzetih varnostnih ukrepov v spletno trgovino, ki bi preprečevali, 
da bi bili npr. podatki o naslovu ali bančni kartici potrošnika izpostavljeni zlorabam. 128 
Potrošnik lahko razumno pričakuje, da bo imela taka digitalna storitev običajne lastnosti, ki 
preprečujejo razkritje tovrstnih podatkov, zato pa ima v takem primeru na voljo jamčevalne 
zahtevke, ki izhajajo iz neskladnosti z objektivnimi zahtevami po čl. 8(1)(a, b) DCD.  
                                               
123 čl. 8(1)(b) DCD 
124 Helberger et. al., The perfect match? A closer look at the relationship between EU consumer law and data 
protection law, Common Market Law Review, Volume 54 (2017), Issue 5, str. 6 
125 Glej točko b. (poglavje 2.1.1.) 
126 čl. 25(2) GDPR 
127 Statement of the European Law Institute on the European Commission's proposed Directive on the supply of 
digital content to consumers COM (2015) 634 final, str. 23, dostopno na: 
https://www.europeanlawinstitute.eu/fileadmin/user_upload/p_eli/Publications/ELI_Statement_on_DCD.pdf  
128 48. uvodna izjava DCD 
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V času pred sprejetjem končnega besedila DCD, predlog DCD v svojem besedilu še ni izrecno 
predvideval možnosti uveljavljanja potrošnikovih zahtevkov zaradi neskladnosti digitalne 
vsebine ali storitve, ki bi izhajala iz trgovčeve kršitve prava varstva podatkov. Zato so se v 
teoriji pojavljali pozivi k izrecni vključitvi vgrajenega in privzetega varstva podatkov v 
objektivne zahteve za skladnost. 129 Vendarle pa lahko trdimo, da je z razjasnitvijo odnosa med 
GDPR in DCD slednja v svojem končnem besedilu jasno opredelila naloge trgovca v vlogi 
upravljavca osebnih podatkov in sicer določila prevlado določb GDPR nad DCD, kar se tiče 
varstva osebnih podatkov. 130 
 
3.4. Pravice potrošnika v primeru neskladnosti in njihovo uveljavljanje v ureditvi 
DCD 
DCD glede jamčevalnih zahtevkov potrošnika razlikuje med posledicami trgovčeve 
neizpolnitve (trgovčeve pasivnosti) in posledicami izpolnitve z napako, ko dobavljena digitalna 
vsebina ali storitev ne ustreza subjektivnim oziroma objektivnim zahtevam za skladnost. V 
nadaljevanju je opuščena podrobnejša obravnava posledic nedobave digitalne vsebine ali 
storitve, temveč preučujem jamčevalne zahtevke, ki jih ima na voljo potrošnik zaradi 
neskladnosti digitalne vsebine ali storitve ter pogoje za njihovo uveljavljanje. To je med drugim 
pomembno v primerih, ko je vzrok neskladnosti v kršitvi prava EU varstva osebnih podatkov. 
Omeniti še velja, da DCD ureja le jamčevalne zahtevke potrošnika, ne pa tudi trgovčevih. 
 
3.4.1. Odgovornost trgovca za neskladnost in jamčevalni roki 
Pri vprašanju odgovornosti trgovca za neskladnost digitalne vsebine ali storitve DCD razlikuje 
med načini oziroma modalitetami, ki so v pogodbi določene za dobavo digitalne vsebine ali 
storitve. Pri enkratni dobavi digitalne vsebine131 ali storitve oziroma niza posameznih dobav132 
                                               
129 Beale, H., Conclusion and Performance of Contracts: An Overview, v: Contracts for the Supply of Digital 
Content: Regulatory Challenges and Gaps, Münster Colloquia on EU Law and the Digital Economy (2017), str. 
41; glej tudi: Statement of the European Law Institute on the European Commission's proposed Directive on the 
supply of digital content to consumers COM (2015) 634 final, str. 23-24, dostopno na: 
https://www.europeanlawinstitute.eu/fileadmin/user_upload/p_eli/Publications/ELI_Statement_on_DCD.pdf, 
zadnji dostop: 06.11.2019 - Evropski pravni inštitut je med objektivne zahteve za skladnost predlagal dodaten 
odstavek, ki bi nalagal trgovcu, da naj bo digitalna vsebina osnovana tako, da se v njenem okviru obdeluje le tiste 
podatke, ki so nujno pomembni ter naj bo programirana na način, da je nerazkritje podatkov privzeta opcija, ko 
potrošnik lahko izbira med več opcijami. Izpostavlja pa tudi, da ni dovolj zgolj sklic na upoštevanje prava EU, saj 
je 25 GDPR naslovljen na upravljavce in se ne direktno ukvarja s pogodbenimi standardi. Zato poziva k izrecni 
vključitvi vgrajenega in privzetega varstva osebnih podatkov med objektivne kriterije za skladnost. 
130 37-39. in 48. uvodna izjava DCD 
131 Npr. potrošnik enkratno prenese in shrani elektronsko knjigo 
132 Npr. potrošnik tedensko prejme povezavo za prenos nove elektronske knjige 
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je trgovec odgovoren za vsako neskladnost po čl. 7-9 DCD, ki obstaja v času dobave pri 
enkratni dobavi, ali v primeru niza posameznih dobav v času vsake posamezne dobave.  133 Pri 
takšnem načinu dobave jamčevanje trgovca ustreza ureditvi prodajne pogodbe, kar se ujema s 
trenutkom prehoda nevarnosti oziroma trenutka izročitve digitalne vsebine.  134 Kadar pa 
pogodba določa nepretrgano dobavo135 v določenem obdobju, je trgovec odgovoren za vsako 
neskladnost po čl. 7-9 DCD, ki nastane ali se pokaže v celotnem obdobju, v katerem je treba v 
skladu s pogodbo dobaviti digitalno vsebino ali storitev. 136 Ko gre za nepretrgano dobavo 
digitalne vsebine ali storitve, je na mestu analogija s pravili zakupne (najemne) pogodbe137, v 
skladu s katerimi mora zakupodajalec med celotnim obdobjem zakupa stvar vzdrževati in jo 
zato po potrebi popravljati. 138 
 
DCD je za pogodbe z določeno enkratno dobavo ali nizom posameznih dobav uredila 
jamčevalni rok, ki ne sme biti krajši od dveh let, enak časovni razpon pa je namenila tudi 
zastaralnemu roku za uveljavljanje jamčevalnih zahtevkov potrošnika, če ta po nacionalnem 
pravu velja poleg jamčevalnega oziroma samostojno. 139 Za pogodbe, v katerih je določena 
nepretrgana dobava, pa je razumljivo, da DCD omejuje jamčevalno obdobje trgovca oziroma 
zastaralni rok, v katerem lahko potrošnik uveljavlja  
 
3.4.2. Dokazno breme 
Korak v smer širjenja pravic potrošnika v povezavi z uveljavljanjem jamčevalnih zahtevkov je 
DCD napravila v čl. 12, kjer breme dokazovanja glede tega ali je bila digitalna vsebina ali 
storitev v času dobave skladna s čl. 7-9 DCD, daje na pleča trgovca in sicer za obdobje enega 
leta od trenutka dobave, v primerih ko gre za enkratno dobavo ali niz posameznih dobav.  140 V 
Direktivi 1999/44/ES je bilo to dokazno breme na trgovcu določeno zgolj za obdobje šestih 
mesecev, poleg tega pa je še določala, da dokazno breme ne leži na trgovcu, če ta domneva ni 
združljiva z vrsto blaga ali naravo neskladnosti. 141 Odstranitev slednje omejitve je še dodatno 
                                               
133 čl. 11(2) DCD 
134 čl. 458(1) OZ v povezavi s čl. 436 OZ 
135 Npr. pogodba za shranjevanje v oblaku za določen ali nedoločen čas 
136 čl. 11(3) DCD 
137 Metzger, A., »Verträge über digitale Inhalte und digitale Dienstleistungen: Neuer BGB-Vertragstypus oder 
punktuelle Reform?« JuristenZeitung (2019) 74(12), str. 580 
138 čl. 589(1) OZ 
139 čl. 11(2) DCD 
140 čl. 12(2) DCD 
141 čl. 5(3) Direktive 1999/44/ES o potrošniški prodaji 
 31 
izboljšala položaj potrošnika142, še posebej v zvezi z dokazovanjem obstoja neskladnosti, ki 
posledica neupoštevanja zahtev GDPR. V primeru pogodb, kjer je določena nepretrgana 
dobava digitalne vsebine ali storitve, DCD dokazno breme prenaša na trgovca za celotno 
obdobje, ko se digitalna vsebina ali storitev dobavlja potrošniku. 143 
 
3.4.3. Zahtevek za naknadno vzpostavitev skladnosti digitalne vsebine ali storitve 
Če npr. digitalna vsebina ali storitev zaradi trgovčevega neupoštevanja določb GDPR ne 
izpolnjuje subjektivnih ali objektivnih zahtev za skladnost, DCD potrošniku daje na voljo 
zahtevek za naknadno vzpostavitev skladnosti, zahtevek za sorazmerno znižanje kupnine ter 
pravico do odstopa od pogodbe (razdor). 144 
 
DCD je naknadni izpolnitveni zahtevek določila kot predpogoj za uveljavljanje zahtevkov 
bodisi sorazmernega znižanja kupnine, bodisi odstopa (razdora). 145 Potrošnik je torej v prvi 
vrsti upravičen do vzpostavitve skladnosti digitalne vsebine ali storitve, razen če bi bilo to 
nemogoče ali bi trgovcu povzročilo nesorazmerne stroške. 146 Trgovec mora na zahtevo 
potrošnika neskladnost odpraviti v razumnem roku od trenutka, ko ga je potrošnik obvestil o 
neskladnosti. 147 Vzpostavitev skladnosti mora biti izvedena brezplačno in brez znatnih 
nevšečnosti za potrošnika, ob upoštevanju vrste digitalne vsebine in storitve ter namen, za 
katerega je potrošnik slednji potreboval. 148 
 
3.4.4. Sorazmerno znižanje kupnine in razdor pogodbe 
V DCD je torej vzpostavljena stroga hierarhija jamčevalnih zahtevkov, zato mora potrošnik 
pred uveljavljanjem zahtevka za sorazmerno znižanje kupnine in odstopa (razdora) trgovca 
najprej pozvati k vzpostavitvi skladnosti. Bodisi do sorazmernega znižanja kupnine, bodisi do 
odstopa (razdora) od pogodbe je potrošnik upravičen le v naslednjih primerih: če vzpostavitev 
skladnosti ni mogoča ali je nesorazmerna149(1); če trgovec ni vzpostavil skladnosti v razumnem 
                                               
142 Loos, M. B. M., Not Good but Certainly Content: The Proposals for European Harmonisation of Online and 
Distance Selling of Goods and the Supply of Digital Content, 2017, str. 24 v: Claeys, I., Terryn, E., Digital 
Contract, 2017 
143 čl. 12(3) DCD 
144 čl. 14(1) DCD 
145 čl. 14(4) DCD 
146 čl. 14(2) DCD; Pri presojanju ali je bila vzpostavitev skladnosti nemogoča, oziroma bi ta povzročila 
nesorazmerne stroške je treba upoštevati vse okoliščine primera, vključno z: (a) vrednostjo, ki bi jo digitalna 
vsebina ali digitalna storitev imela, če ne bi bila neskladna, in (b) pomenom neskladnosti. 
147 čl. 14(3) DCD 
148 čl. 14(3) DCD 
149 čl. 14(2) DCD; čl. 14(4)(a) DCD 
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roku, brezplačno in brez znatnih nevšečnosti za potrošnika150(2); če neskladnost ostaja kljub 
poskusu trgovca vzpostaviti skladnost151(3); če je narava neskladnosti tako resna, da upravičuje 
takojšnje znižanje kupnine ali odstop od pogodbe152(4); če je trgovec izjavil ali pa je iz 
okoliščin očitno, da ne bo vzpostavil skladnosti digitalne vsebine ali storitve v razumnem roku 
ali brez znatnih nevšečnosti za potrošnika153(5). Vse navedene primere druži domneva, da v 
teh primerih potrošnik nima več̌ interesa po poznejši izpolnitvi. 154 
 
Drugače od naknadne izpolnitve, katere namen je ponovna vzpostavitev pogodbene 
ekvivalence z izpolnitvijo v naravi, je zahtevek za znižanje kupnine namenjen temu, da se 
pogodbeno ravnovesje, ki je bilo porušeno zaradi stvarne napake, vzpostavi tako, da pogodba 
ostane v veljavi, višina kupnine pa se prilagodi manjši vrednosti stvari. 155 Že iz pojma 
jamčevalnega zahtevka sorazmernega znižanja kupnine izhaja, da je predpogoj za njegovo 
uveljavitev dejansko plačilo kupnine iz strani potrošnika, zato DCD ne predvideva možnosti 
znižanja kupnine v primerih, ko potrošnik trgovcu v zameno za digitalno vsebino ali storitev 
zagotovi zgolj svoje osebne podatke in privolitev v njihovo obdelavo.156 
 
Potrošnikova pravica odstopa od pogodbe zaradi kršitve (razdor) je najtežja sankcija za 
neskladnost, saj povzroči prenehanje pogodbe.157 V slovenskem pravu je razdor praviloma 
mogoč le pod pogojem, da je kupec prodajalcu podal naknadni rok za izpolnitev, prodajalec pa 
v tem roku ni odpravil napake. V tem primeru je pogodba nato razvezana po samem zakonu 
(ipso facto razdor), vendar jo kupec lahko obdrži v veljavi, če nemudoma izjavi prodajalcu, da 
pogodba ostaja v veljavi. 158 V DCD pa je uveljavljena ureditev, po kateri mora potrošnik, če 
želi odstopiti od pogodbe po tem, ko trgovec ni vzpostavil skladnosti digitalne vsebine ali 
storitve, to storiti z aktivno izjavo, s katero trgovca obvesti o odstopu (razdoru). 159 Odstop 
(razdor) od pogodbe pa ni možen, če je razlog zanj neznatna neskladnost digitalne vsebine ali 
storitve, dokazno breme, da je neskladnost neznatna, pa nosi trgovec160, vendar pa ima 
                                               
150 čl. 14(4)(b) DCD 
151 čl. 14(4)(c) DCD 
152 čl. 14(4)(d) DCD 
153 14(4)(e) DCD; primerjaj: 470(2) OZ (anticipirana kršitev pogodbe) 
154 Možina, D., Razdor, odpoved in odstop od pogodbe, Pravni letopis, 2011, str. 62 
155 Možina, D.,  Kršitev pogodbe, GV Založba, Ljubljana, 2006, str. 236. 
156 čl. 14(4) DCD 
157 Možina, D., Pravice kupca na podlagi stvarne napake pri prodajni pogodbi, Pravni letopis 2012, str. 99 
158 čl. 471 OZ 
159 čl. 15 DCD 
160 čl. 14(6) DCD 
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potrošnik, ki namesto kupnine zagotovi osebne podatke, možnost odstopiti tudi v primeru, da 
je neskladnost neznatna.  
 
3.4.5. Odškodninski zahtevek 
DCD je vprašanja v zvezi z odškodninsko odgovornostjo kot jamčevalnega zahtevka v celoti 
prepustila nacionalnim zakonodajam. 161 To je tudi v skladu s sodno prakso Sodišča EU, ki je 
v zadevi 420/03 Skov v Bilka162 odločilo, da popolni harmonizacijski učinek direktive ne 
omejuje države članice pri uporabi drugih sistemov odškodninskih odgovornosti. V 73. uvodni 
izjavi DCD ta zgolj določa, da bi moral imeti potrošnik pravico zahtevati nadomestilo za škodo, 
povzročeno zaradi neskladnosti ali nedobave digitalne vsebine ali digitalne storitve, to 
nadomestilo pa bi moralo potrošnika v največji možni meri postaviti v položaj, v katerem bi 
bil, če bi bila digitalna vsebina ali storitev ustrezno dobavljena in skladna. 163 
 
DCD nacionalnim pravnim redom prav tako dopušča svobodno urejanje odškodninskih 
zahtevkov potrošnika proti tretji osebi, ki ni trgovec, in ki dobavlja digitalno vsebino ali 
digitalno storitev ali se k temu zaveže, kot je na primer razvijalec, ki ni hkrati trgovec na 
podlagi te direktive.164 
 
Pogodbe o dobavi digitalnih vsebin ali storitev pa jasno posegajo tudi na področje prava varstva 
osebnih podatkov in na tem mestu zopet pride do stika teh dveh pravnih področij. Odškodnina 
lahko torej izhaja iz temelja nacionalnega pogodbenega prava ali pa iz temelja GDPR. Trgovec 
ima namreč v vlogi upravljavca dolžnost ravnati v skladu z zahtevami GDPR, v primeru 
njihovega kršenja pa ima posameznik, na katerega se nanašajo podatki (potrošnik) pravico do 
odškodnine, pod predpostavko, da je ta utrpel premoženjsko ali nepremoženjsko škodo. 165 
Škoda lahko primeroma izhaja iz diskriminacije, do katere privede zaradi obdelave, izhaja 
lahko iz kraje ali zlorabe identitete, finančne izgube, okrnitve ugleda, neodobrene reverzije 
psevdonimizacije itd.. 166 Za škodo, ki jo povzroči obdelava, ki krši določbe GDPR, je 
                                               
161 čl. 3(10) DCD,  
162 Sodba Sodišča EU, sodba z dne 10.01.2006 Skov Æg proti Bilka Lavprisvarehus A/S (C-402/03) 
163 73. uvodna izjava DCD 
164 13. uvodna izjava DCD 
165 čl. 82(1) GDPR 
166 75. in 85. uvodna izjava GDPR; glej tudi Osnutek poročila o predlogu uredbe Evropskega parlamenta in Sveta 
o varstvu posameznikov pri obdelavi osebnih podatkov in o prostem pretoku takih podatkov (Splošna uredba o 
varstvu podatkov) (COM(2012)0011 – C7-0025/2012 – 2012/0011(COD)), str. 181, dostopno na: 
http://www.europarl.europa.eu/meetdocs/2009_2014/documents/libe/pr/924/924343/924343sl.pdf, zadnji dostop 
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odgovoren vsak upravljavec, ki je vključen v obdelavo. 167 Zanjo je odgovoren tudi 
obdelovalec, kadar ne izpolnjuje obveznosti iz te uredbe, ki so posebej naslovljene na 
obdelovalce, ali kadar je prekoračil zakonita navodila upravljavca ali ravnal v nasprotju z njimi. 
168 Kadar so v isto obdelavo vključeni več kot en upravljavec ali obdelovalec ali sta vključena 
oba, GDPR ureja solidarno odgovornost posameznega upravljavca oziroma obdelovalca169, ki 
ima nato proti drugim upravljavcem oziroma obdelovalcem regresni zahtevek. 170 
 
4. Varstvo (osebnih) podatkov potrošnika po odstopu od pogodbe 
Odstop od pogodbe pomeni njeno prenehanje, zato sta stranki druga drugi dolžna vrniti stvari, 
ki sta jih pridobila na podlagi pogodbe. DCD ureja obveznosti trgovca in potrošnika v primeru 
potrošnikovega razdora pogodbe. 
 
V primeru razdora pogodbe je trgovec potrošniku zavezan vrniti vse zneske, ki so bili plačani 
na podlagi pogodbe. 171 Če je bila v pogodbi urejena dobava digitalne vsebine ali storitve za 
določeno obdobje in je bila pred odstopom potrošnika od pogodbe nekaj časa zagotovljena 
skladnost, trgovec potrošniku povrne le sorazmerni del plačane kupnine. 172 Na drugi strani pa 
se je po odstopu od pogodbe potrošnik zavezan vzdržati uporabe digitalne vsebine ali storitve 
ter dajanja le-te na voljo tretjim osebam. 173 Prav tako pa mora na zahtevo trgovca vrniti 
materialni nosilec, če je bila na njem dobavljena digitalna vsebina. 174 Potrošnik za uporabo 
digitalne vsebine ali storitve v obdobju pred odstopom od pogodbe, v katerem ni bila 
zagotovljena skladnost le-te, ni zavezan plačati nadomestila. 175 Nasprotno bi lahko trdili v 
primerih, ko je digitalna vsebina trajno prenesena v potrošnikovo digitalno okolje in trgovec 
po prenehanju pogodbe nima sredstev za preprečitev nadaljnje uporabe digitalne vsebine176 – 
                                               
06.11.2019 - navaja, da je treba odškodnino dodeljevati tudi za nepremoženjsko škodo, kot je stiska ali izguba 
časa, saj je to lahko za posameznika, na katerega se nanašajo osebni podatki, pomembnejše. 
167 čl. 82(2) GDPR 
168 Ibid. 
169 čl. 82(4) GDPR 
170 čl. 82(5) GDPR 
171 čl. 16(1) DCD 
172 čl. 16(1) DCD 
173 čl. 17(1) DCD 
174 čl. 17(2) DCD 
175 čl. 17(3) DCD 
176 Mak, V., The new proposal for harmonised rules on certain aspects concerning contracts for the supply of 
digital content, 2016, str. 26, dostopno na: http://www.epgencms.europarl.europa.eu/cmsdata/upload/a6bdaf0a-
d4cf-4c30-a7e8-31f33c72c0a8/pe__536.494_en.pdf, zadnji dostop: 06.11.2019 
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takrat bi teoretično lahko obstajala možnost trgovca, da od potrošnika zahteva nadomestilo za 
uporabo po odstopu. 177 
 
Posledice odstopa od pogodbe so razmeroma razjasnjene, kar se tiče vračil izpolnitev v denarju, 
ureditev  nadaljnjih implikacij odstopa pa postane kompleksnejše v primeru pogodbe, pri kateri 
je potrošnik v zameno za digitalno vsebino ali storitev zagotovil podatke oziroma jih predal 
trgovcu poleg kupnine, ti pa niso bili obdelani samo iz razloga nujnosti za izvedbo pogodbe, 
temveč je potrošnik v njihovo obdelavo posebej privolil (čl. 6(1)(a) GDPR). Na tej točki zopet 
pride do poseganja prava varstva podatkov na področje pogodbenega prava, zato se bom v 
nadaljevanju tega poglavja osredotočil na aspekt varstva podatkov potrošnika, ki jih je ta ob 
sklenitvi pogodbe ali med njenim trajanjem posredoval trgovcu in na obveznosti, ki jih ima 
trgovec v zvezi z ravnanjem s temi podatki po odstopu potrošnika od pogodbe.  
 
4.1. Varstvo osebnih podatkov po GDPR 
Po odstopu potrošnika od pogodbe, naj bo to z izjavo ali pa zgolj preklicem privolitve, mora 
trgovec upoštevati določbo čl. 16(2) DCD, ki za navedeno situacijo še konkretno določa, da 
mora trgovec glede osebnih podatkov potrošnika izpolnjevati veljavne obveznosti iz GDPR, ki 
mu jih ta nalaga kot upravljavcu osebnih podatkov potrošnika. 
 
4.1.1. Pravica do izbrisa osebnih podatkov (»pravica do pozabe«) 
Prvi iz niza institutov po GDPR, ki za potrošnika po odstopu od pogodbe pridejo v poštev, je 
njegova pravica, da zahteva izbris nanj nanašajočih se osebnih podatkov, ki jih obdeluje 
trgovec. 178 Pravica posameznika do izbrisa oziroma »pravica do pozabe«179 ima na drugi strani 
dolžnost upravljavca (trgovca), da izbris osebnih podatkov izvede brez nepotrebnega odlašanja.  
180 Za uresničitev posameznikove (potrošnikove) pravice do izbrisa podatkov mora biti 
izpolnjen eden od naslednjih šestih pogojev: dejstvo, da osebni podatki, niso več potrebni za 
namene, za katere so bili zbrani181; posameznikov preklic privolitve k obdelavi osebnih 
                                               
177 Loos. M.B.M.,  Final Report: Comparative analysis, Law & Economics analysis, assessment and development 
of recommendations for possible future rules on digital content contracts, University of Amsterdam, 2011, str. 
230-231, dostopno na: https://pure.uva.nl/ws/files/1294566/94945_Report_3_After_proofreading_final.doc, 
zadnji dostop: 06.11.2019; v slovenskem pravu prodajalec od kupca lahko zahteva povračilo koristi na podlagi čl. 
477(2) OZ 
178 čl. 17 GDPR 
179 Več o pravici do pozabe glej Sodbo Sodišča EU sodba z dne 13.05.2014 Google Spain SL, Google Inc. proti 
Agencia Española de Protección de Datos (AEPD), Mariu Costeji Gonzálezu (C‑131/12) 
180 čl. 17(1) GDPR 
181 čl. 17(1)(a) GDPR 
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podatkov oziroma neobstoj druge podlage za obdelave182; posameznikov ugovor obdelavi 
osebnih podatkov183; osebni podatki so bili obdelani nezakonito184; izbris osebnih podatkov 
nalaga pravna obveznost v skladu s pravom EU ali pravom države članice185; osebni podatki 
so bili zbrani v skladu s ponudbo storitev informacijske družbe otroku.186 
 
Pravica do izbrisa osebnih podatkov potrošnika po GDPR bi se morala v celoti uporabljati tudi 
v povezavi s pogodbami o dobavi digitalnih vsebin ali storitev. 187 To pravico lahko potrošnik 
uveljavlja, če je prišlo do razdora pogodbe (s preklicem privolitve v obdelavo oziroma s podajo 
izjave o razdoru po čl. 15 DCD) ali pa je na kakršenkoli drug način prišlo do prenehanja 
pogodbe in obdelava osebnih podatkov za pogodbo ni več potrebna188 – razen če izbris osebnih 
podatkov preprečuje kakšna druga pravna obveznost. 189 
 
4.1.2. Pravica do prenosljivosti osebnih podatkov 
Druga in kompleksnejša pravica, ki gre potrošniku po GDPR v pogodbah o dobavi digitalne 
vsebine ali storitve pa je pravica do prenosljivosti osebnih podatkov iz čl. 20 GDPR, in ni nujno 
pogojena z odstopom od pogodbe, saj jo posameznik, na katerega se nanašajo podatki, lahko 
uveljavlja kadarkoli tekom trajanja pogodbe v okviru katere se izvaja dejavnosti obdelave 
osebnih podatkov. Gre za pravico posameznika, na katerega se nanašajo osebni podatki in je 
sestavljena iz dveh delov. Prvi del te sestavlja pravica posameznika (potrošnika), da prejme 
osebne podatke, ki se nanašajo nanj in, ki jih je posredoval upravljavcu (trgovcu) v 
                                               
182 čl. 17(1)(b) GDPR 
183 čl. 17(1)(c) GDPR v povezavi s čl. 21(1) GDPR: posameznik, na katerega se nanašajo podatki, ima pravico da 
ugovarja obdelavi in oblikovanju profilov v primerih, ko se njegovi osebni podatki obdelujejo za opravljanje nalog 
v javnem interesu ali pri izvajanju javne oblasti (čl. 6(1(e) GDPR) oziroma zaradi zakonitih interesov (čl. 6(1(f) 
GDPR). Upravljavec po podanem ugovoru preneha obdelovati osebne podatke, razen če dokaže nujne legitimne 
razloge za obdelavo, ki prevladajo nad interesi, pravicami in svoboščinami posameznika, na katerega se nanašajo 
osebni podatki, ali za uveljavljanje, izvajanje ali obrambo pravnih zahtevkov. 
V skladu s čl. 21(2) GDPR ima posameznik možnost ugovora tudi v primerih, kadar se osebni podatki obdelujejo 
za namene neposrednega trženja. V navedenih primerih ima posameznik, na katerega se nanašajo osebni podatki, 
pravico, da kadar koli ugovarja obdelavi osebnih podatkov v zvezi z njim za namene takega trženja, vključno z 
oblikovanjem profilov, kolikor je povezano s takim neposrednim trženjem. Kadar posameznik, na katerega se 
nanašajo osebni podatki, ugovarja obdelavi za namene neposrednega trženja, se osebni podatki ne obdelujejo več 
v te namene. 
184 čl. 17(1)(d) GDPR 
185 čl. 17(1)(e) GDPR 
186 čl. 17(1)(f) GDPR v povezavi s čl. 8(1) GDPR posebej varuje posameznika, na katerega se nanašajo osebni 
podatki, ki je dal svojo privolitev kot otrok in se ni v celoti zavedal tveganj, povezanih z obdelavo, ter želi pozneje 
take osebne podatke odstraniti, zlasti z interneta. (glej 65. uvodno izjavo GDPR) 
187 39. uvodna izjava DCD 
188 Weber, R.H., Data Protection in the Termination of Contract, v: Contracts for the Supply of Digital Content: 
Regulatory Challenges and Gaps, Münster Colloquia on EU Law and the Digital Economy (2017),  str. 199 
189 Glej čl. 17(3) GDPR 
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strukturirani, splošno uporabljani in strojno berljivi obliki. 190 Drugi del pa se nanaša na 
dejansko pravico posameznika, da te podatke posreduje drugemu upravljavcu, ne da bi ga prvi 
upravljavec (trgovec) pri tem oviral. 191 Kadar je to tehnično izvedljivo, pa ima pri izvrševanju 
pravice do prenosljivosti posameznik, na katerega se nanašajo podatki pravico, da se osebni 
podatki neposredno prenesejo od enega upravljavca k drugemu. 192 
 
a. Namen in področje uporabe 
Namen pravice do prenosljivosti iz čl. 20 GDPR je preprečevanje »zadrževanja podatkov« 
(ang: lock-in effect) in s tem krepitev položaja posameznika, na katerega se nanašajo podatki; 
omogočeno mu mora biti, da osebne podatke, ki jih je zagotovil upravljavcu, enostavno prenese 
k drugemu ali dodatnemu ponudniku (upravljavcu). 193 Pravica do prenosljivosti se torej nanaša 
na osebne podatke, ki jih je ta posameznik (potrošnik), ki uveljavlja pravico do prenosljivosti, 
posredoval upravljavcu (trgovcu). Med osebne podatke, »ki jih je posredoval posameznik«, 
spadajo ne le tisti podatki, ki jih je posameznik izrecno posredoval upravljavcu (kontaktne 
informacije, naložene vsebine itd.), temveč tudi vsi tisti osebni podatki, ki jih je posameznik 
posredoval implicitno preko uporabe naprave ali vsebine. 194  
 
Pravica do prenosljivosti podatkov pride v poštev zgolj v primerih, kadar se obdelava izvaja z 
avtomatiziranimi sredstvi ter kadar obdelava temelji na posameznikovi privolitvi oziroma je 
obdelava podatkov potrebna za izvajanje pogodbe. 195 Dikcija te omejitve se lahko izkaže za 
prekomerno restriktivno, glede na to, da izključuje institut prenosljivosti podatkov v primerih, 
ko upravljavec osebne podatke od posameznika pridobi nezakonito, zato bi morala 




                                               
190 čl. 20(1) GDPR 
191 čl. 20(1) GDPR 
192 čl. 20(2) GDPR 
193 Janal, R., Data Portability - A Tale of Two Concepts, 8 (2017) JIPITEC, str. 60 para 4 
194 Article 29 Data Protection Working Party, Guidelines on the right to data portability, 13.12.2016, 16/EN WP 
242, str. 8, dostopno na: https://iapp.org/media/pdf/resource_center/WP29-2017-04-data-portability-guidance.pdf, 
zadnji dostop: 06.11.2019 
195 čl. 20(1)(a, b); 68. uvodna izjava GDPR - Ta pravica bi morala veljati, kadar je posameznik, na katerega se 
nanašajo osebni podatki, te podatke zagotovil na podlagi svoje privolitve ali kadar je obdelava potrebna za 
izvajanje pogodbe. Ne bi pa smela veljati, kadar obdelava temelji na pravni osnovi, ki ni privolitev ali pogodba. 
196 Janal, R., Data Portability - A Tale of Two Concepts, 8 (2017) JIPITEC, str. 60 para 11 
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b. Izjeme od uporabe 
Pravica potrošnika do prenosljivosti osebnih podatkov pa ni absolutna. Čl. 20 GDPR namreč 
za izvrševanje te pravice navaja tri izjeme. Uresničevanje pravice do prenosljivosti ne posega 
v pravico do izbrisa podatkov iz čl. 17 GDPR197, kar pomeni, da posameznik ne more ob izbrisu 
skladno s čl. 17 GDPR istočasno zahtevati tudi prenosa podatkov drugemu upravljavcu po čl. 
20 GDPR. Pravice do prenosljivosti posameznik, na katerega se nanašajo podatki, prav tako 
nima, ko gre za obdelavo, ki se izvaja v javnem interesu ali pri izvajanju javne oblasti dodeljene 
upravljavcu. 198 Tretja izjema pa navaja, da pravica do prenosljivosti ne sme negativno vplivati 
na pravice in svoboščine drugih. 199 Praktična aplikacija te izjeme prepoveduje uresničevanje 
prenosljivosti podatkov enega posameznika iz skupinskega pogovora več posameznikov na 
platformi družbenega medija, če ta posameznik ne bi imel soglasja vseh udeleženih 
posameznikov. 200 
 
4.1.3. Predpostavke za uveljavljanje 
Pogoj za uveljavljanje pravice do izbrisa iz čl. 17 GDPR kot tudi pravice do prenosljivosti 
podatkov iz čl. 20 GDPR je zahteva posameznika, na katerega se nanašajo podatki, ki jo mora 
nasloviti na upravljavca podatkov, ta pa  mora informacije o ukrepih zagotoviti brez 
nepotrebnega odlašanja in v vsakem primeru v enem mesecu po prejemu zahteve. 201 Pravico 
do prejema podatkov in prenosa le-teh drugemu upravljavcu lahko posameznik (za razliko od 
pravice do izbrisa iz čl. 17 GDPR) uveljavlja kadarkoli tekom trajanja pogodbe o dobavi 
digitalne vsebine ali storitve in na brezplačen način.  202 Nadalje čl. 20(1) GDPR določa, da 
mora upravljavec podatke zagotoviti v strukturirani, splošno berljivi obliki. Dikcija »v 
strukturirani obliki« implicira, da ni zadostno, da je posamezniku omogočeno, da sam ročno 
izvleče posamezne podatke, temveč mu mora upravljavec zagotoviti strukturiran nabor le-teh. 
203  
 
                                               
197 čl. 20(3) GDPR 
198 čl. 20(3) GDPR 
199 čl. 20(4) GDPR 
200 Janal, R., Data Portability - A Tale of Two Concepts, 8 (2017) JIPITEC, str. 62 para 14 
201 čl. 12(3) GDPR 
202 Izjema od brezplačnosti velja, če bi bile zahteve posameznika očitno neutemeljene ali pretirane zlasti ker se 
ponavljajo (čl. 12(5) GDPR)) 
203 Janal, R., Data Portability - A Tale of Two Concepts, 8 (2017) JIPITEC, str. 62 para 15 
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Zaradi neizpolnjevanja zahtev potrošnika po čl. 20 GDPR je trgovec lahko temu odškodninsko 
odgovoren na podlagi čl. 82 GDPR, lahko pa mu je naložena tudi upravna globa iz strani 
nadzornega organa. 204 
 
4.2. Varstvo vsebin (neosebnih podatkov) po DCD  
DCD je že v uvodnih izjavah205 in na različnih mestih v sami direktivi206, potegnila jasno 
ločnico med področjem urejanja varstva osebnih podatkov po GDPR in urejanja vsebin207, ki 
niso osebni podatki po DCD. Prav tako je nadgradila normo iz čl. 3(8) Predloga DCD, določila 
da v primeru nasprotja med DCD in GDPR prevlada slednja. 208 Nadalje iz čl. 16 DCD izhaja, 
da se za obveznosti trgovca glede osebnih podatkov v primeru odstopa uporablja GDPR209. 
Glede ravnanja z vsebinami, ki niso osebni podatki, pa se v primeru odstopa potrošnika od 
pogodbe uporablja ureditev po DCD, ki predvideva dve obveznosti trgovca. Prva prepoveduje 
trgovcu po odstopu od pogodbe uporabljati vsebine, ki niso osebni podatki, ki jih potrošnik 
zagotovil ali ustvaril pri uporabi digitalne vsebine ali storitve210, druga pa je obveznost 
posredovanja te vsebine potrošniku na njegovo zahtevo. 211 Razvidno je, da potrošnik pravice 
do prenosljivosti vsebin, ki niso osebni podatki, k drugemu ponudniku, nima v taki obliki, kot 
jo ima v povezavi z osebnimi podatki po 20 GDPR. 
 
4.2.1. Namen in področje uporabe 
Prepoved uporabe vsebin, ki niso osebni podatki, in obveznost trgovca, da na zahtevo 
potrošnika te vsebine posreduje potrošniku, ima drugačen namen kot zagotavljanje 
prenosljivosti podatkov po čl. 20 GDPR. Ureditev v čl. 16(3) in 16(4) DCD varuje 
potrošnikovo pravico odstopa od pogodbe. 212 Problem navedene ureditve po DCD je ravno v 
tem, da se nanaša zgolj na primere, ko trgovec ni ravnal v skladu s pogodbo, potrošnik pa je 
nato odstopil od pogodbe. 213 Uporaba te določbe pa je vprašljiva v primerih, ko npr. potrošnik 
ni izpolnil pogodbe, odstop pa je podal trgovec, ali pa v primerih, ko je bila pogodba izpolnjena 
                                               
204 čl. 83 GDPR 
205 37.-39., 48., 69. uvodna izjava DCD 
206  čl. 2(8), čl. 16(2), čl. 21(2)(d) DCD 
207 čl. 3(8) DCD je določala zgolj, da direktiva ne posega v varstvo posameznikov v zvezi z obdelavo osebnih 
podatkov. 
208 čl. 3(8) DCD 
209 čl. 16(2) DCD 
210 čl. 16(3) DCD 
211 čl. 16(4) DCD 
212 Janal, R., Data Portability - A Tale of Two Concepts, 8 (2017) JIPITEC, str. 69 para 48 
213 Weber, R.H., Data Protection in the Termination of Contract, v: Contracts for the Supply of Digital Content: 
Regulatory Challenges and Gaps, Münster Colloquia on EU Law and the Digital Economy (2017), str. 195 
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in je le potekel čas njene veljave. 214 Enak problem preozkega obsega uporabe teh obveznosti 
trgovca je imel tudi čl. 13(2)(b, c) Predloga DCD, zato je bilo opozorjeno, da bi bilo potrebno 
to določbo izboljšati, saj je sestavljena preveč v smislu restitucije in ne v smislu ponovne 
vzpostavitve potrošnikovega lastništva na svojimi podatki. 215 DCD te težave ni odpravil v čl. 
16 DCD, vendar bi bilo po mojem mnenju te določbe glede obveznosti trgovca v zvezi z 
vsebinami, ki niso osebni podatki, potrebno uporabljati tudi v primeru kakršnekoli druge oblike 
prenehanja pogodbe o dobavi digitalnih vsebin ali storitev. Potrošniki bi morali biti upravičeni 
do pridobitve svojih vsebin ne glede na način prenehanja pogodbe, zato je kakršnakoli 
diskriminacija različnih skupin potrošnikov neutemeljena. Prav tako bi se zdelo smotrno 
razširiti pravico do prenosljivosti iz čl. 20 GDPR tudi na potrošnikove vsebine, ki niso osebni 
podatki, saj ni razloga, da se ne bi tudi v teh primerih varovalo aspekt preprečevanja že pod 
prejšnjo točko omenjenega  lock-in effect-a podatkov potrošnika, imelo pa bi tudi pozitivne 
konkurenčno pravne učinke na skupni trg EU, saj bi bilo s tem omogočeno lažje prehajanje 
potrošnikov od enega k drugemu ponudniku. 216 
 
Določba čl. 16(3) DCD v primerjavi s čl. 20 GDPR jasneje opredeljuje sklop vsebin, glede 
katerih ima trgovec obveznost prenehanja njihove uporabe in obveznost njihovega 
posredovanja potrošniku po razdoru. Če se pri interpretaciji pojavi dilema, ali pravica do 
prenosljivosti podatkov vključuje tudi tiste osebne podatke, ki jih je potrošnik zagotovil zgolj 
pasivno, potem pri čl. 16(3) DCD ni dvomov, da te vsebine vključujejo tudi tiste, ki jih je 
potrošnik ustvaril pri uporabi digitalne vsebine ali storitve. 217 
 
4.2.2. Izjeme od uporabe 
Tako kot prenosljivost osebnih podatkov po čl. 20 GDPR ni absolutna, tudi za obveznosti 
trgovca po čl. 16(3) in čl. 16(4) DCD ravno tako veljajo določene izjeme. 218 Obveznosti 
trgovca ne veljajo za vsebino, ki zunaj okvira digitalne vsebine ali storitve, ki jo dobavlja 
trgovec, ni uporabna. 219 Problem te izjeme je, da si je ob tako velikem številu ponudnikov 
najrazličnejših digitalnih vsebin in storitev dandanes težko predstavljati vsebino, ki v nobenem 
                                               
214 Ibid. 
215 Ibid. 
216 Ibid., str. 201; Metzger et.al., Data-Related Aspects of the Digital Content Directive, (2018) JIPITEC, str. 103, 
para 50; Janal, R., Data Portability - A Tale of Two Concepts, 8 (2017) JIPITEC, str. 60 para 5; str. 66 para 31;  
217 čl. 16(3) DCD 
218 čl. 16(3)(a-d) DCD in čl. 16(4) DCD; razen izjeme po čl. 16(3)(d) DCD Predlog DCD ni vseboval drugih izjem 
od njegove uporabe 
219 čl. 16(3)(a) DCD 
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primeru ne bi bila uporabna izven okvira digitalne vsebine ali storitve, ki jo v konkretnem 
primeru dobavlja posamezni trgovec. Izjema bi po mojem mnenju v praksi zaživela zares šele 
takrat, ko bi šlo npr. za vsebino, ki je shranjena v taki obliki zapisa, da je ni mogoče pretvoriti 
v obliko, ki je v splošni rabi in strojno berljiva. 220 
 
Druga izjema velja za vsebino, ki zadeva le dejavnost potrošnika pri uporabi digitalne vsebine 
ali storitve, ki jo dobavlja trgovec. 221 Navedeno izjemo v praksi lahko prikažemo pri uporabi 
storitev kot je npr. Netflix, ki bi bil po tej razbremenitvi lahko upravičen obdržati in uporabljati 
informacije o potrošnikovih preferencah gledanih filmov in času njihovega gledanja in bi te 
informacije nadalje uporabljal za izboljšavo svoje storitve. 222 
 
Trgovec je oproščen obveznosti po čl. 16(3) in čl. 16(4) DCD tudi kadar gre za vsebino, ki jo 
je združil z drugimi podatki in je ni več mogoče ločiti oziroma bi bil zato potreben 
nesorazmeren napor. 223 V praksi vzhajajo nove oblike zbiranja podatkov v okviru fenomenov 
»velikega podatkovja« (ang. »Big Data«) in »interneta stvari« (ang. »Internet of things«). Gre 
za platforme na katerih se zbirajo ogromne količine tako osebnih kot neosebnih podatkov, ki 
so med seboj kombinirani in pogosto pomešani tudi z različnimi nestrukturiranimi podatki, saj 
se s kombiniranjem teh podatkov lahko doseže visoke prednosti, kot je npr. poglobljeno 
razumevanje potrošnikov in njihovega obnašanja.  224 Ob odstopu od pogodbe je v takšnem 
primeru združenih podatkov treba ugotoviti njihovo naravo ter lastništvo nad njimi - za 
vsebine, ki jih je potrošnik zagotovil ali ustvaril se uporabi DCD, te vsebine pa so lahko 
združene tudi z drugimi podatki in pripadajo drugemu podjetju, ki je izvajalo dejavnost 
obdelave. 225 Predvsem v primeru združenosti slednjih z ostalimi vsebinami bi lahko 
posredovanje tega »paketa podatkov« za podjetje, ki si jih lasti, pomenilo razkritje poslovnih 
modelov in »know-how-a«. 226 Iz navedenega torej izhaja, da je razdružitev teh skupin podatkov 
ključnega pomena za preprečitev škode, ki bi nastala podjetju zaradi razkritja nepooblaščenim 
                                               
220 Glej drugi pododstavek čl. 16(4) DCD 
221 čl. 16(3)(b) DCD 
222 Weber, R.H., Data Protection in the Termination of Contract, v: Contracts for the Supply of Digital Content: 
Regulatory Challenges and Gaps, Münster Colloquia on EU Law and the Digital Economy (2017), str. 200 
223 čl. 16(3)(c) DCD 
224 Weber, R.H., Data Protection in the Termination of Contract, v: Contracts for the Supply of Digital Content: 
Regulatory Challenges and Gaps, Münster Colloquia on EU Law and the Digital Economy (2017), str. 198 
225 Ibid. 
226 T. Wolpe, Data privacy: You may call it personal data but who actually owns it?, dostopno na: 
https://www.zdnet.com/article/data-privacy-you-may-call-it-personal-data-but-who-actually-owns-it/ , zadnji 
dostop: 06.11.2019 
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osebam. Trgovcu pa so zapleti, ki jih mu to razdruževanje predstavlja, prihranjeni s tem, da je 
odvezan obveznosti po čl. 16(3) in čl. 16(4) DCD, če bi ta razdružitev terjala nesorazmerne 
napore.  
 
Zadnja izjema, ki jo glede navedenih obveznosti trgovca uvaja DCD, pa se nanaša na vsebino, 
ki so jo skupaj ustvarili potrošnik in drugi ter lahko drugi potrošniki to vsebino še naprej 
uporabljajo. 227 Podobno določbo je vseboval tudi izvorni Predlog DCD v čl. 13(2)(b). Trgovcu 
DCD tako ne prepoveduje uporabe vsebin in ne nalaga posredovanja, npr. spletnih ocen, ki so 
jih podali skupaj podali potrošnik in drugi. 
 
4.2.3. Predpostavke za uveljavljanje 
Predpostavka za uveljavljanje pravice do posredovanja vsebin po odstopu od pogodbe je, da 
potrošnik poda zahtevo za posredovanje. 228 Predlog DCD je govoril zgolj o obveznosti 
trgovca, da potrošniku po odstopu od pogodbe zagotovi tehnična sredstva za pridobitev vsebin, 
ki jih je zagotovil potrošnik. 229 V tem pogledu bi lahko trdili, da DCD postavlja dodaten pogoj 
zahteve potrošnika, kar pa ni nujno negativno, saj se s tem zbližujejo formalne predpostavke 
za pridobitev vsebin po DCD in tiste za uresničevanje pravice do prenosljivosti osebnih 
podatkov po čl. 20 GDPR, kjer je prav tako predpogoj za uveljavljanje pravic potrošnikova 
zahteva. 230 
 
Nadalje čl. 16(4) DCD določa, da mora trgovec zahtevane vsebine potrošniku posredovati 
brezplačno231, v razumnem roku ter v obliki, ki je v splošni rabi in strojno berljiva. Določba čl. 
12 GDPR, ki določa načine uresničevanja pravice do prenosljivosti po čl. 20 GDPR, določa, 
da mora biti prenos za potrošnika brezplačen. 232 GDPR pa določa, da mora biti prenos osebnih 
podatkov izveden brez nepotrebnega odlašanja, vendar v vsakem primeru v enem mesecu po 
prejemu zahteve233, medtem ko čl. 16(4) DCD za izpolnitev zahteve posredovanja vsebin 
                                               
227 čl. 16(3)(d) DCD 
228 čl. 16(4) DCD 
229 čl. 13(2)(c) Predloga DCD 
230 Glej: European Data Protection Supervisor (EDPS), Opinion 4/2017 on the Proposal for a Directive on certain 
aspects concerning contracts for the supply of digital content, str. 20, para 78, dostopno na: 
https://edps.europa.eu/sites/edp/files/publication/17-03-14_opinion_digital_content_en.pdf, zadnji dostop: 
06.11.2019 - ENVP v svojem mnenju poziva k poenotenju ureditve varstva po GDPR in DCD,  
231 V 71. uvodni izjavi so izključeni stroški, ki bi nastali v potrošnikovem lastnem digitalnem okolju, kot npr. 
stroški omrežne povezave 
232 čl. 12(5) GDPR 
233 čl. 12(3) GDPR 
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postavlja zgolj razumni rok, ki pa ni natančneje opredeljen. Iz tega lahko sklepamo, da GDPR 
na področju osebnih podatkov ponuja določnejše varstvo potrošnika. GDPR v primerjavi z 
DCD zagotavlja širše varstvo tudi v povezavi z obliko v katerem se podatke posreduje in sicer 
zahteva strukturirano splošno uporabljano strojno berljivo obliko, medtem ko čl. 16(4) DCD 
zahteve po strukturiranosti podatkov ne vsebuje. To za potrošnika lahko pomeni oviro pri 
izvrševanju njegove pravice, saj bo za pridobitev vsebin, ki niso osebni podatki, moral sam 
ročno oziroma individualno izvleči posamezne podatke oziroma vsebine. 234 
 
Z vidika izvrševanja trgovčevih obveznosti prenehanja uporabe vsebin, ki niso osebni podatki, 
in obveznosti njihovega posredovanja potrošniku, DCD v čl. 21(2) navaja zgolj splošno 
določbo, ki se nanaša na celoto pravic in obveznosti po DCD, in sicer da države članice 
zagotovijo, da obstajajo ustrezna in učinkovita sredstva za zagotavljanje skladnosti z direktivo. 
DCD torej ne določa posebnih odškodninskih zahtevkov zaradi trgovčevega neizpolnjevanja 
obveznosti po čl. 16 DCD in izbiro sredstev za izvrševanje obveznosti prepušča nacionalnim 
pravnim redom. 
 
4.3. Sklepne ugotovitve glede ravni varstva osebnih podatkov v primeru odstopa po 
GDPR in DCD 
DCD je torej v čl. 16 vzpostavila ureditev, ki v primerjavi s Predlogom DCD, razmeroma jasno 
opredeljuje obveznosti trgovca po odstopu potrošnika od pogodbe, vendar pa še vedno obstaja 
prostor za izboljšave ureditve. Breme prenosa ureditve v pravne rede držav članic je sedaj na 
plečih nacionalnih zakonodajalcev, ki bodo morali ob lucidni interpretaciji ureditve po DCD 
kot tudi po GDPR podrobneje zagotoviti varstvo osebnih in neosebnih podatkov potrošnika po 
prenehanju pogodbe, vključno z zagotovitvijo pravnih sredstev za njihovo izvrševanje.  
 
Kljub temu, da ima določba čl. 20 GDPR, ki varuje pravico do prenosljivosti osebnih podatkov, 
drugačen namen kot določbi čl. 16(3) in čl. 16(4) DCD235, bi bilo za zagotovitev enotnega in 
preglednega varstva vsebin, ki niso osebni podatki, treba v prvi vrsti poskrbeti, da bi se ta lahko 
uporabljala kadarkoli tekom pogodbenega razmerja (in ne zgolj v omejenih primerih 
potrošnikovega odstopa od pogodbe) ter urediti pravico do prenosljivosti tudi za navedene 
vsebine. 236 
                                               
234 Janal, R., Data Portability - A Tale of Two Concepts, 8 (2017) JIPITEC, str. 60 para 5; str. 67 para 36 
235 Metzger et.al., Data-Related Aspects of the Digital Content Directive, (2018) JIPITEC, str. 103, para 50 
236 Janal, R., Data Portability - A Tale of Two Concepts, 8 (2017) JIPITEC, str. 69 para 47 
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Nadalje lahko oviro za uveljavljanje pravic po čl. 16(3) in čl. 16(4) predstavljajo dokaj široko 
opredeljene izjeme. 237 Kot že je zgoraj navedeno, se presplošno postavljeno izjemo po čl. 
16(3)(a) DCD lahko dokaj široko razlaga in se potrošniku tako posledično v precejšnji meri 
omeji izvrševanje pravic z argumentom, da vsebina zunaj okvira digitalne storitve ni uporabna. 
Iz tega razloga bi moral imeti potrošnik zagotovljene pravice po čl. 16(3) in čl. 16(4) DCD že 
zgolj s sklicevanjem, da vidi uporabnost posredovanih vsebin zunaj okvira storitve oziroma, 
da jih želi uporabiti izven njega. 238 
 
Določbe o obveznostih trgovca po DCD bi prav tako morale odsevati, da trgovec ni vedno 
stranka, ki hrani in obdeluje vsebine, ki jih zagotovi potrošnik (npr. v primerih, ko trgovec 
potrošniku zgolj omogoči dostop do digitalne vsebino ali storitve, ki pa jo zagotavlja tretja 
oseba). V teh primerih bi morali potrošniku zagotoviti dodatno neposredno pravico zahtevati 
izpolnitev obveznosti po čl. 16(3) in čl. 16(4) DCD od te tretje stranke, ki dejansko obdeluje 
vsebine potrošnika. 239 
 
Trdimo lahko torej, da je DCD, z izjemo navedenih pomanjkljivosti, jasneje začrtala mejo 
uporabe določb GDPR in DCD tako, da se prve uporabljajo za osebne podatke, druge pa za 
ostale vsebine, ki niso osebni podatki in jih je potrošnik zagotovil trgovcu. Težava pa lahko 
nastane pri opredeljevanju, ali gre v nekem primeru za osebne podatke ali za vsebine, ki niso 
osebni podatki. Uvedba tovrstnega ločenega režima je z vidika zagotavljanja temeljitega 
varstva osebnih podatkov dobrodošla, v primerih, ko pa jasnega odgovora, za kakšno naravo 
podatkov gre, pa lahko ta režim vodi do neustreznih in nedoslednih rešitev. 240 
 
Navedeno lahko prikažemo na primeru posredovanja osebnih podatkov in drugih vsebin, ki te 
karakteristike nimajo. Pri posredovanju slik, ki prikazujejo posameznike, zasebne domove, ali 
slike, katere lastnosti datoteke vključujejo geolokacijo, ki lahko skupaj z drugimi podatki 
prispeva k identifikaciji posameznika, bodo padle pod okrilje ureditve po čl. 20 GDPR in bile 
na zahtevo potrošnika posredovane njemu oziroma drugemu ponudniku v roku največ enega 
meseca od podane zahteve kadarkoli tekom pogodbenega razmerja. Na drugi strani pa bodo 
                                               
237 čl. 16(3)(a–d) DCD 
238 Metzger et.al., Data-Related Aspects of the Digital Content Directive, (2018) JIPITEC, str. 104, para 54 
239 Ibid., str. 104, para 55 
240 Wendehorst, C.,  The Proposed Digital Content Directive and its Implications for the Data Economy, XXXII 
Nordic Conference on Legal Informatics, 2017, str. 24 
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ostale »anonimizirane« slike, ki kažejo pokrajine ter preko katerih ni mogoče identificirati 
posameznika, podvržene varstvu po čl. 16(3) in čl. 16(4) DCD in potrošnik bo lahko »v 
razumnem roku«  zahteval posredovanje le-teh zgolj njemu samemu in ne drugemu ponudniku, 
prav tako pa bo imel možnost podati to zahtevo le v primeru, ko bo sam odstopil od pogodbe.  
Na podlagi prikazanega primera lahko vidimo, da so osebni podatki glede določenih specifik 
po GDPR deležni višje ravni varstva, kar pa lahko pripelje do nedoslednih rezultatov, saj ni 
razloga, da bi bile slike iz drugega primera obravnavane manj ugodno kot pa slike iz prvega 
primera. Iz tega razloga bi za zagotovitev ustreznega in enotnega varstva vsebin, ki jih je 
posameznik zagotovil trgovcu, ne glede na njihovo naravo, moral vsakokratni nacionalni 
zakonodajalec poenotiti varstvo vsebin, ki niso osebni podatki, z varstvom osebnih podatkov 
po GDPR. Tako bi se preprečila pravna razdrobljenost in povišala pravna predvidljivost 
potrošnikov in trgovcev.  
 
5. Zaključek  
Področje urejanja pogodb o dobavi digitalnih vsebin ali storitev odpira pomembna vprašanja 
pogodbenega prava, prava intelektualne lastnine in prava varstva osebnih podatkov potrošnika. 
Predvsem slednje področje pa je z vidika visoke ekonomske vrednosti osebnih podatkov za 
trgovca eno pomembnejših tudi za potrošnika, še posebej upoštevajoč dejstvo, da je z 
monopolom trgovca nad osebnimi podatki potrošnika na tehtnici osebna integriteta potrošnika. 
Prav iz tega razloga je natančno in določno urejanje varstva osebnih podatkov potrošnika v 
pogodbah o dobavi digitalnih vsebin in storitev, bistvenega pomena.  
 
DCD je v primerjavi s Predlogom DCD na tem področju napravila pomemben korak, saj je 
vprašanja varstva osebnih podatkov potrošnika v pogodbah o dobavi digitalnih vsebin ali 
storitev v celoti podredila ureditvi po GDPR, ki pa je po svoji naravi uredba s splošno in 
neposredno uporabo. S tem bodo potrošnikom zagotovljena jamstva, ki jih vpeljujejo splošna 
načela varstva podatkov, skupaj s trgovčevo obveznostjo vključitve »tehnologij za boljše 
varovanje zasebnosti« kot sta vgrajeno [ang. »Privacy by design«] in privzeto varstvo osebnih 
podatkov [ang. »Privacy by default«]. Več pozornosti je treba nameniti tudi interpretaciji 
GDPR, ki upošteva, da GDPR zaradi hitrega trenda razvoja tehnologije iz leta v leto postaja 
bolj zastarela ter si prizadevati za uvedbo mehanizmov za dosledno zmanjševanje težav, ki so 
posledica kopičenja in združenosti osebnih in neosebnih podatkov. 
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Jasno je, da DCD nekatera vprašanja prepušča v urejanje nacionalnim zakonodajalcem, kot je 
npr. sklenitev pogodbe, kar pa ima lahko daljnosežne posledice na področju opredeljevanja 
kdaj gre za sklenitev pogodbe, še zlasti v primerih, ko potrošnik namesto kupnine trgovcu 
zagotovi osebne podatke. S tega vidika je za varstvo potrošnikovih osebnih podatkov najbolj 
kritična nerazjasnjenost vprašanja, ali se med osebne podatke, ki jih potrošnik zagotovi trgovcu 
namesto kupnine prištevajo tudi tisti potrošnikovi osebni podatki, ki jih je zagotovil ne zgolj 
aktivno, temveč pasivno. DCD oziroma njena dopolnitev bi morala to nejasnost določneje 
razjasniti, saj ne glede na dejstvo, da gre za vprašanje, ki je prepuščeno urejanju državam 
članicam, odpira to široko pravno praznino in s tem tveganje, da na tem področju pride do 
neusklajenih in razdrobljenih nacionalnih pravnih ureditev, kar pa nasprotuje načelu popolne 
harmonizacije, ki mu sledi DCD. 
 
V pogodbah, kjer potrošnik namesto plačila kupnine trgovcu zagotovi svoje osebne podatke, 
bi se moralo šteti, da je potrošnikova glavna pogodbena obveznost zagotovitev privolitve v 
obdelavo osebnih podatkov po čl. 6(1)(a) GDPR. Zahteve po pridobitvi privolitve potrošnika 
v obdelavo podatkov trgovci ne bi smeli zaobiti s sklicevanjem na določbo čl. 6(1)(b) GDPR, 
t.j. z razlago, da so osebni podatki potrošnika nujni za izvajanje pogodbe, zato bi morala biti 
privolitev potrošnika v obdelavo njegovih osebnih podatkov vedno prostovoljno dana. 
 
Potrošnikova pravica preklicati privolitev v obdelavo njegovih osebnih podatkov spada v 
skupni evropski ordre public, ki se ji potrošnik ne more vnaprej veljavno odpovedati, zato bi 
morala biti nična vsa pogodbena določila, ki bi omejevala potrošnikovo izvrševanje pravice do 
preklica privolitve. Preklic privolitve potrošnika v obdelavo podatkov je v pogodbah, kjer 
potrošnik zagotovi svoje osebne podatke namesto kupnine, treba interpretirati kot potrošnikovo 
izjavo o odstopu od pogodbe. Ureditev odškodninskih zahtevkov trgovca zaradi 
potrošnikovega preklica privolitve je prepuščena urejanju državam članicam, vendar pa ta ne 
bi smela izvotliti pravil DCD, predvsem pa bi morala upoštevati absolutno naravo pravice 
potrošnika, da prekliče svojo privolitev v obdelavo. Iz tega razloga bi morali biti odškodninski 
zahtevki trgovca omejeni na izjemne primere, kot so potrošnikovo zavajanje glede kontinuitete 
zagotavljanja privolitve in potrošnikov preklic privolitve ob nepravem času.  
 
V DCD gre pozdraviti vključitev možnosti potrošnikovega uveljavljanja jamčevalnih 
zahtevkov zaradi neskladnosti digitalne vsebine ali storitve, ki izhaja iz trgovčevega 
neupoštevanja določb prava varstva podatkov, zlasti GDPR. S tem bi se kršitve prava varstva 
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podatkov sankcionirale z instituti potrošniškega pogodbenega prava, kar bi še dodatno povišalo 
raven varstva osebnih podatkov potrošnika v pogodbah o dobavi digitalnih vsebin ali storitev. 
Če bi bile zaveze upoštevanja GDPR vključene v samo pogodbo, bi se neupoštevanje teh zavez 
interpretiralo kot kršitev subjektivnih kriterijev za skladnost, če pa zavez ene bi bile vključene 
v pogodbo, bi se neupoštevanje GDPR štelo za kršitev objektivnih kriterijev za skladnost.  
 
Pomemben mehanizem varstva, ki ga v zvezi z odgovornostjo trgovca za neskladnost digitalne 
vsebine ali storitve prinaša DCD, je prenos bremena dokazovanja, glede tega ali je bila 
digitalna vsebina ali storitev v času dobave skladna, na trgovca za obdobje enega leta. S tem je 
potrošniku močno olajšano dokazovanje neskladnosti digitalne vsebine ali storitve, predvsem 
tedaj, ko je vzrok neskladnosti le-te trgovčeva kršitev določb GDPR. 
 
V primeru neskladnosti digitalne vsebine ali storitve ima potrošnik po DCD na voljo 
jamčevalne zahtevke naknadne vzpostavitve skladnosti digitalne vsebine ali storitve, znižanja 
kupnine in odstopa od pogodbe. Glede izbire jamčevalnih zahtevkov DCD uvaja strožjo 
hierarhijo (v primerjavi z OZ), po kateri mora potrošnik pred uveljavljanjem zahtevka za 
sorazmerno znižanje kupnine in odstopa, trgovca najprej pozvati k naknadni vzpostavitvi 
skladnosti digitalne vsebine ali storitve. Zahtevka sorazmernega znižanja kupnine potrošnik ne 
more uveljavljati v primerih, ko je trgovcu v zameno za digitalno vsebino ali storitev zagotovil 
svoje osebne podatke in privolitev v njihovo obdelavo. Potrošnik ne more odstopiti od 
pogodbe, če je razlog za odstop neznatna neskladnost, ta omejitev pa se ne nanaša na pogodbe 
v katerih je trgovcu v zameno za digitalno vsebino ali storitev zagotovil svoje osebne podatke, 
ni pa plačal kupnine. Urejanje odškodninskih zahtevkov je v celoti prepuščeno urejanju pravom 
držav članic. Potrošnik ima na voljo tudi možnost odškodninskih zahtevkov neposredno na 
podlagi določb GDPR, v sklopu katerega lahko zahteva povračilo premoženjske ali 
nepremoženjske škode. Čl. 82 GDPR ureja odgovornost vseh upravljavcev in obdelovalcev, ki 
so vključeni v dejavnost obdelave. Glede povračila škode v primeru več upravljavcev ali 
obdelovalcev določa GDPR solidarno odgovornost posameznega upravljavca oziroma 
obdelovalca, ki ima nato proti drugim možnost regresnega zahtevka. 
 
V primeru odstopa od pogodbe sta si potrošnik in trgovec načeloma dolžna vrniti vse, kar sta 
jih prejela na podlagi pogodbe. Posebno pozornost pa si z vidika varstva osebnih podatkov 
zasluži ureditev vračila in prenehanja uporabe osebnih podatkov, ki jih je potrošnik zagotovil 
trgovcu v zameno za digitalno vsebino ali storitev. Posebnega varstva so deležne tudi vsebine, 
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ki niso osebni podatki, in jih je potrošnik zagotovil trgovcu ali jih je ustvaril med uporabo 
digitalne vsebine ali storitve. Za osebne podatke DCD napotuje na uporabo GDPR, glede 
vsebin, ki niso osebni podatki, pa se uporablja ureditev po DCD. Določbe varstva osebnih, 
potrošniku omogočata pravico do izbrisa podatkov po čl. 17 GDPR po prenehanju pogodbe ter 
pravico do prenosljivosti osebnih podatkov po čl. 20 GDPR po prenehanju pogodbe oziroma 
že med njenim trajanjem. Pravica do prenosljivosti osebnih podatkov po čl. 20 GDPR v 
primerjavi s pravico do prenehanja uporabe vsebin, ki niso osebni podatki, ter pravico 
potrošnika od trgovca zahtevati njihovo posredovanje po čl. 16(3) in čl. 16(4) DCD, nudi v 
nekaterih pogledih širše varstvo. Pravica do prenosljivosti vključuje tudi dolžnost posredovanja 
osebnih podatkov neposredno od enega upravljavca k drugemu, ko je to tehnično izvedljivo. 
DCD pa daje pravico posredovanja vsebin, ki niso osebni podatki, zgolj potrošniku, ki je podal 
zahtevo za njihovo posredovanje. Nadalje lahko potrošnik pravico do prenosljivosti uveljavlja 
kadarkoli tekom trajanja pogodbe in v vseh primerih prenehanja pogodbe, medtem ko DCD 
nudi posredovanje vsebin, ki niso osebni podatki, zgolj v ozkem primeru potrošnikovega 
odstopa od pogodbe.  DCD v primerjavi s GDPR določa tudi precej širok krog izjem, v katerih 
se pravica do posredovanja vsebin ne uporablja, ki pa bi jih bilo treba razlagati kar se da ozko. 
Določbe o obveznostih trgovca po DCD bi prav tako morale odsevati, da trgovec ni vedno 
stranka, ki hrani in obdeluje vsebine, ki jih zagotovi potrošnik, zato bi morali potrošniku 
zagotoviti dodatno neposredno pravico zahtevati izpolnitev obveznosti po čl. 16(3) in čl. 16(4) 
DCD od tretjih oseb, ki izvaja dejansko obdelavo vsebin potrošnika. Zaradi problema 
združenosti osebnih podatkov in drugih vsebin, ki niso osebni podatki je včasih težko opredeliti 
naravo podatkov. Za zagotovitev ustreznega in enotnega varstva vsebin bi bilo treba poenotiti 
varstvo vsebin, ki niso osebni podatki, z varstvom osebnih podatkov po GDPR. S tem bi se 
preprečila pravna razdrobljenost in povišala pravna predvidljivost potrošnikov in trgovcev. 
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