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CCNP: (Cisco Certified Network Professional) es el nivel intermedio de certificación de la 
compañía .3 Para obtener esta certificación, se han de superar varios exámenes, clasificados 
según la empresa en 3 módulos. Esta certificación, es la intermedia de las certificaciones 
generales de Cisco, no está tan valorada como el CCIE, pero sí, mucho más que el CCNA. 
 
Gns3: Es un simulador gráfico de red que te permite diseñar topologías de red complejas y 
poner en marcha simulaciones sobre ellos. Para permitir completar simulaciones, GNS3 está 
estrechamente vinculada con: Dynamips, un emulador de IOS que permite a los usuarios 
ejecutar binarias imágenes IOS de Cisco Systems 
 
Networking: Es una red de computadoras, también llamada red de ordenadores, red de 
comunicaciones de datos o red informática conjunto de equipos informáticos y software 
reconectados entre sí por medio de dispositivos físicos que envían y reciben impulsos 
eléctricos, ondas electromagnéticas o cualquier otro medio para el transporte de datos, con la 
finalidad de compartir información, recursos y ofrecer servicios. 
 
Protocolos de red: Conjunto de normas standard que especifican el método para enviar y 
recibir datos entre varios ordenadores. Es una convención que controla o permite la conexión, 
comunicación, y transferencia de datos entre dos puntos finales 
 
Vlan: Es un método para crear redes lógicas independientes dentro de una misma red física. 
Varias VLAN pueden coexistir en un único conmutador físico o en una única red física. Son 
útiles para reducir el dominio de difusión y ayudan en la administración de la red, separando 
segmentos lógicos de una red de área local 
 
VTP: VTP son las siglas de VLAN Trunking Protocol, un protocolo de mensajes de nivel 2 
usado para configurar y administrar VLANs en equipos Cisco. Permite centralizar y 
simplificar la administración en un domino de VLANs, pudiendo crear, borrar y renombrar 
las mismas, reduciendo así la necesidad de configurar la misma VLAN en todos los nodos. 
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El protocolo VTP nace como una herramienta de administración para redes de cierto tamaño, 
donde la gestión manual se vuelve inabordable. 
 
 









En estre documento se muestra el desarrollo de los dos escenarios correspondientes a la 
actividad final del diplomado en CISCO de una UNAD. En el escenario uno se pone en 
práctica los diferentes tipos de enrutamiento, para el caso OSPF e EIGRP mediante una 
conexión de 5 router. 
El escenario dos plantea que una empresa de comunicaciones presenta una estructura Core acorde 
a la topología de red, en donde el estudiante será el administrador de la red, el cual deberá 
configurar e interconectar entre sí cada uno de los dispositivos que forman parte del escenario, 
acorde con los lineamientos establecidos para el direccionamiento IP, etherchannels, VLANs y 
demás aspectos que forman parte del escenario propuesto. 







This document shows the development of the two scenarios corresponding to the final 
activity of the diploma in CISCO of a UNAD. In scenario one, the different types of routing 
are put into practice, for OSPF and EIGRP through a 5-router connection. 
Scenario two proposes that a communications company presents a Core structure according 
to the network topology, where the student will be the network administrator, who must 
configure and interconnect each of the devices that are part of the scenario, according to the 
established guidelines for IP addressing, etherchannels, VLANs and other aspects that are 
part of the proposed scenario. 





En esta prueba de habilidades de CCNP Router se pretende demostrar el conocimiento 
adquirido durante el diplomado sobre diseño e implementación de soluciones integradas, 
configuración de Routers, direcciones y comandos de sentencia para la correcta simulación 
de los ejercicios propuestos por el tutor es así que por medio de la herramienta Packet Tracer 
se realizarán simulaciones, topologías de red, configuración de dispositivos, inserción de 
paquetes y simulación de una red con múltiples representaciones visuales. 
 
El desarrollo del escenario propuesto fue elaborado en el programa Packet Tracer,en el cual 
se ejecutan cada una de las tareas propuestas, con el objetivo de demostrar las habilidades 
adquiridas y la aplicabilidad que tiene en el mundo real. 
 
La importancia principal de esta actividad, es relacionar los comandos de acuerdo a una 
solicitud y necesidad específica, que permita la configuración avanzada tanto de routers como 
de switchs, dando solución a un incidente que se puede presentar en nuestro ambiente laboral. 
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Teniendo en la cuenta la siguiente imagen: 
 
 
Fig. 1. Topología escenario 1 
 
 
1.  Aplique las configuraciones iniciales y los protocolos de enrutamiento para los 
routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en los routers. 
Configurar las interfaces con las direcciones que se muestran en la topología de red. 
 




Fig. 2. Conexión inicial en Packet Tracer 
 
 
Posteriormente, luego de haber adicionado a cada router las interfaces necesarias para realizar 





Router>en Se ingresa al modo exe privilegiado 
Router#conf t  Se ingresa al modo de configuración 
Router(config)#hostname R1 Se cambia el nombre del Router por R1 
R1(config)#int s0/0/0 Se ingresa a la interfaz serial s0/0/0 
R1(config-if)#bandwidth 128000 Se establece un ancho de banda de 128000 
R1(config-if)#ip address 10.113.12.1 255.255.255.0 Se configura la dirección IP asignada 
para interfaz serial s0/0/0 
R1(config-if)#clock rate 64000 Se configura el reloj de la interfaz serial s0/0/0 
R1(config-if)#no sh Se activa la interfaz serial s0/0/0 
R1(config-if)#exit Se sale del entorno de configuración de la interfaz serial s0/0/0 
R1(config)#router ospf 1 Se ingresa a la configuración del protocolo OSPF 1 del router 
R1 
R1(config-router)#network 10.113.12.0 0.0.0.255 area 5 Se configura la red 





Router>en Se ingresa al modo exe privilegiado 
Router#conf t Se ingresa al modo de configuración 
Router(config)#hostname R2 Se cambia el nombre del Router por R2 
R2(config)#int s0/0/0 Se ingresa a la interfaz serial s0/0/0 
R2(config-if)#ip address 10.113.12.2 255.255.255.0 Se configura la dirección IP asignada 
para interfaz serial s0/0/0 
R2(config-if)#no sh Se activa la interfaz serial s0/0/0 
R2(config-if)#exit Se sale del entorno de configuración de la interfaz serial s0/0/0 
R2(config)#int s0/0/1 Se ingresa a la interfaz serial s0/0/1 
R2(config-if)#ip address 10.113.13.1 255.255.255.0 Se configura la dirección IP asignada 
para interfaz serial s0/0/1 
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R2(config-if)#clock rate 64000 Se configura el reloj de la interfaz serial s0/0/1 
R2(config-if)#no sh Se activa la interfaz serial s0/0/1 
R2(config-if)#exit Se sale del entorno de configuración de la interfaz serial s0/0/1 
R2(config)#router ospf 1 Se ingresa a la configuración del protocolo OSPF 1 del router R2 
R2(config-router)#network 10.113.12.0 0.0.0.255 area 5 Se configura la red 
R2(config-router)#network 10.113.13.0 0.0.0.255 area 5 Se configura la red 




Router>en Se ingresa al modo exe privilegiado 
Router#conf t  Se ingresa al modo de configuración 
Router(config)#hostname R3 Se cambia el nombre del Router por R3 
R3(config)#int s0/0/0 Se ingresa a la interfaz serial s0/0/0 
R3(config-if)#ip address 10.113.13.2 255.255.255.0 Se configura la dirección IP asignada 
para interfaz serial s0/0/0 
R3(config-if)#no sh Se activa la interfaz serial s0/0/0 
R3(config-if)#exit Se sale del entorno de configuración de la interfaz serial s0/0/0 
R3(config)#int s0/0/1  Se ingresa a la interfaz serial s0/0/1 
R3(config-if)#ip address 172.19.34.1 255.255.255.0 Se configura la dirección IP asignada 
para interfaz serial s0/0/1 
R3(config-if)#bandwidth 128000 Se establece un ancho de banda de 128000 
R3(config-if)#clock rate 64000 Se configura el reloj de la interfaz serial s0/0/1 
R3(config-if)#no sh Se activa la interfaz serial s0/0/1 
R3(config-if)#exit Se sale del entorno de configuración de la interfaz serial s0/0/1 
R3(config)#router ospf 1 Se ingresa a la configuración del protocolo OSPF 1 del router R3 
R3(config-router)#network 10.113.13.0 0.0.0.255 area 5 Se configura la red 
R3(config-router)#exit Se sale de la configuración del protocolo OSPF 1 del router R3 
R3(config)#router eigrp 15 Se ingresa a la configuración del protocolo EIGRP del router R3 
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R3(config-router)#network 172.19.34.0 0.0.0.255 Se configura la red 





Router>en Se ingresa al modo exe privilegiado 
Router#conf t  Se ingresa al modo de configuración 
Router(config)#hostname R4 Se cambia el nombre del Router por R4 
R4(config)#int s0/0/0 Se ingresa a la interfaz serial s0/0/0 
R4(config-if)#ip address 172.19.34.2 255.255.255.0 Se configura la dirección IP asignada 
para interfaz serial s0/0/0 
R4(config-if)#no sh Se activa la interfaz serial s0/0/0 
R4(config-if)#exit Se sale del entorno de configuración de la interfaz serial s0/0/0 
R4(config)#int s0/0/1  Se ingresa a la interfaz serial s0/0/1 
R4(config-if)#ip address 172.19.45.1 255.255.255.0 Se configura la dirección IP asignada 
para interfaz serial s0/0/1 
R4(config-if)#bandwidth 128000 Se establece un ancho de banda de 128000 
R4(config-if)#clock rate 64000 Se configura el reloj de la interfaz serial s0/0/1 
R4(config-if)#no sh Se activa la interfaz serial s0/0/1 
R4(config-if)#exit Se sale del entorno de configuración de la interfaz serial s0/0/1 
R4(config)#router eigrp 15 Se ingresa a la configuración del protocolo EIGRP del router R4 
R4(config-router)#network 172.19.34.0 0.0.0.255 Se configura la red 
R4(config-router)#network 172.19.45.0 0.0.0.255 Se configura la red 





Router>enable Se ingresa al modo exe privilegiado 
Router#configure terminal Se ingresa al modo de configuración 
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Router(config)#hostname R5 Se cambia el nombre del Router por R5 
R5(config)#int s0/0/0 Se ingresa a la interfaz serial s0/0/0 
R5(config-if)#ip address 172.19.45.2 255.255.255.0 Se configura la dirección IP asignada 
para interfaz serial s0/0/0 
R5(config-if)#bandwidth 128000 Se establece un ancho de banda de 128000 
R5(config-if)#no sh Se activa la interfaz serial s0/0/0 
R5(config-if)#exit Se sale del entorno de configuración de la interfaz serial s0/0/0 
R5(config)#router eigrp 15 Se ingresa a la configuración del protocolo EIGRP del router 
R5 
R5(config-router)#network 172.19.45.0 0.0.0.255 Se configura la red 
R5(config-router)#exit Se sale de la configuración del protocolo EIGRP del router R5 
 
 
De esta manera se ve en el diagrama como las conexiones ahora están en verde, indicando 
que hay conexión. 
 
Fig. 3. Diagrama con redes configuradas 
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2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación de 
direcciones 10.1.0.0/22 y configure esas interfaces para participar en el área 5 de 
OSPF. 
Tabla 1. Interfaces Loopback para R1 
 
Red Dirección 
Loopback 1 10.1.0.1 /22 
Loopback 2 10.1.4.1 /22 
Loopback 3 10.1.8.1 /22 
Loopback 4 10.1.12.1 /22 
 
Se procede a configurar las en el router R1 
 
 
R1(config)#int Lo1 Se ingresa a la interfaz Loopback 1 
R1(config-if)#ip address 10.1.0.1 255.255.252.0 Se configura la dirección IP asignada para 
interfaz Lo1 
R1(config-if)#no sh  Se activa la interfaz Lo1 
R1(config)#int Lo2 Se ingresa a la interfaz Loopback 2 
R1(config-if)#ip address 10.1.4.1 255.255.252.0 Se configura la dirección IP asignada para 
interfaz Lo2 
R1(config-if)#no sh  Se activa la interfaz Lo2 
R1(config)#int Lo3 Se ingresa a la interfaz Loopback 3 
R1(config-if)#ip address 10.1.8.1 255.255.252.0 Se configura la dirección IP asignada para 
interfaz Lo3 
R1(config-if)#no sh  Se activa la interfaz Lo3 
R1(config)#int Lo4 Se ingresa a la interfaz Loopback 4 
R1(config-if)#ip address 10.1.12.1 255.255.252.0 Se configura la dirección IP asignada para 
interfaz Lo4 
R1(config-if)#no sh Se activa la interfaz Lo4 
R1(config-if)#exit Se sale de la configuración de la interfaz Lo4 
R1(config)#router ospf 1 Se ingresa a la configuración del protocolo OSPF 1 del router R1 
R1(config-router)#network 10.1.0.0 255.255.252.0 area 5 Se configura la red 
R1(config-router)#network 10.1.4.0 255.255.252.0 area 5 Se configura la red 
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R1(config-router)#network 10.1.8.0 255.255.252.0 area 5 Se configura la red 
R1(config-router)#network 10.1.12.0 255.255.252.0 area 5 Se configura la red 
R1(config-router)#exit Se sale de la configuración del protocolo EIGRP del router R1 
 
 
3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación de 
direcciones 172.5.0.0/22 y configure esas interfaces para participar en el Sistema 
Autónomo EIGRP 15. 
 
 
Tabla 2. Interfaces Loopback para R5 
 
Red Dirección 
Loopback 1 172.5.0.1 /22 
Loopback 2 172.5.4.1 /22 
Loopback 3 172.5.8.1 /22 
Loopback 4 172.5.12.1 /22 
 
Se procede a realizar la configuración de las interfaces en R5 
 
 
R5(config)#int Lo1 Se ingresa a la interfaz Loopback 1 
R5(config-if)#ip address 172.5.0.1 255.255.252.0 Se configura la dirección IP asignada 
para interfaz Lo1 
R5(config-if)#no sh  Se activa la interfaz Lo1 
R5(config)#int Lo2 Se ingresa a la interfaz Loopback 2 
R5(config-if)#ip address 172.5.4.1 255.255.252.0 Se configura la dirección IP asignada 
para interfaz Lo2 
R5(config-if)#no sh  Se activa la interfaz Lo2 
R5(config)#int Lo3 Se ingresa a la interfaz Loopback 3 
R5(config-if)#ip address 172.5.8.1 255.255.252.0 Se configura la dirección IP asignada para 
interfaz Lo3 
R5(config-if)#no sh  Se activa la interfaz Lo3 
R5(config)#int Lo4 Se ingresa a la interfaz Loopback 4 
R5(config-if)#ip address 172.5.12.1 255.255.252.0 Se configura la dirección IP asignada 
para interfaz Lo4 
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R5(config-if)#no sh Se activa la interfaz Lo4 
R5(config-if)#exit Se sale de la configuración de la interfaz Lo4 
R5(config)#router ospf 1 Se ingresa a la configuración del protocolo OSPF 1 del router R5 
R5(config-router)#network 172.5.0.0 255.255.252.0 area 5 Se configura la red 
R5(config-router)#network 172.5.4.0 255.255.252.0 area 5 Se configura la red 
R5(config-router)#network 172.5.8.0 255.255.252.0 area 5 Se configura la red 
R5(config-router)#network 172.5.12.0 255.255.252.0 area 5 Se configura la red 
R5(config-router)#exit Se sale de la configuración del protocolo OSPF del router R5 
 
4. Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo las 




Fig. 4.  Show ip route en R3 
 
 
Como se puede apreciar según las líneas marcadas R3 si aprendió las interfaces configuradas 
tanto en R1 como en R5. 
 
 
5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 50000 y 
luego redistribuya las rutas OSPF en EIGRP usando un ancho de banda T1 y 20,000 
microsegundos de retardo. 
21  
R3#conf t Se ingresa al modo de configuración 
R3(config)#router ospf 1 Se ingresa a la configuración del protocolo OSPF 1 del router R3 
R3(config-router)#redistribute eigrp 15 metric 50000 subnets Se realiza la redistrubución de 
rutas EIGRP 
R3(config-router)#exit Salida de la configuración OSPF 
R3(config)#router eigrp 15 Se ingresa a la configuración del protocolo EIGRP del router R3 
R3(config-router)#redistribute  ospf  1  metric  1544  20000  255  1  1500 Se realiza la 
redistrubución de rutas OSPF 
R3(config-router)#exit Se sale de la configuración del protocolo EIGRP del router R3 
 
 
6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen en su tabla 
de enrutamiento mediante el comando show ip route. 
 




Fig. 6.  Show ip route en R5 
 
 
Como se puede corroborar en las secciones subrayadas en la tabla de enrutamiento del router 
1 aparecen las interfaces configuradas en el router 5 y viceversa. 
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Segundo Escenario 
Una empresa de comunicaciones presenta una estructura Core acorde a la topología de red, 
en donde el estudiante será el administrador de la red, el cual deberá configurar e 
interconectar entre sí cada uno de los dispositivos que forman parte del escenario, acorde con 
los lineamientos establecidos para el direccionamiento IP, etherchannels, VLANs y demás 
aspectos que forman parte del escenario propuesto. 
Topología de red 
 
 
Fig. 7. Topología de la red 
Realizando el esquema se obtiene: 
 
Fig. 8. Topología de la red en Packet Tracer 
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Parte 1: Configurar la red de acuerdo con las especificaciones. 
a. Apagar todas las interfaces en cada switch. 
Switch DLS1: 
Switch> 
Switch>en Se ingresa al modo exe privilegiado 
Switch#conf t  Se ingresa al modo de configuración 
Switch(config)#int ran f0/1-24, g0/1-2 Se ingresa al rango de interfaces f0/1-24, g0/1-2 del 
Switch 





Switch>en Se ingresa al modo exe privilegiado 
Switch#conf t  Se ingresa al modo de configuración 
Switch(config)#int ran f0/1-24, g0/1-2 Se ingresa al rango de interfaces f0/1-24, g0/1-2 del 
Switch 





Switch>en Se ingresa al modo exe privilegiado 
Switch#conf t  Se ingresa al modo de configuración 
Switch(config)#int ran f0/1-24, g0/1-2 Se ingresa al rango de interfaces f0/1-24, g0/1-2 del 
Switch 





Switch>en Se ingresa al modo exe privilegiado 
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Switch#conf t Se ingresa al modo de configuración 
Switch(config)#int ran f0/1-24, g0/1-2 Se ingresa al rango de interfaces f0/1-24, g0/1-2 del 
Switch 
Switch(config-if-range)#sh Se desactiva el rango de interfaces f0/1-24, g0/1-2 del Switch 
 
 
b. Asignar un nombre a cada switch acorde con el escenario establecido. 
Switch DLS1: 
Switch> 
Switch>en Se ingresa al modo exe privilegiado 
Switch#conf t  Se ingresa al modo de configuración 





Switch>en Se ingresa al modo exe privilegiado 
Switch#conf t  Se ingresa al modo de configuración 





Switch>en Se ingresa al modo exe privilegiado 
Switch#conf t  Se ingresa al modo de configuración 






Switch>en Se ingresa al modo exe privilegiado 
Switch#conf t  Se ingresa al modo de configuración 
Switch(config)#hostname ALS2 Se cambia el nombre del Switch por ALS2 
ALS2(config)# 
 
c. Configurar los puertos troncales y Port-channels tal como se muestra en el diagrama. 
1) La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando LACP. Para 




DLS1(config)#int port-channel 12 Se ingresa al port-channel 12 
DLS1(config-if)#ip  address  10.12.12.1  255.255.255.252 Se configura la dirección IP 
asignada para el port-channel 12 
DLS1(config-if)#int ran f0/11-12 Se ingresa al rango de interfaces f0/11-12, del Switch 
DLS1(config-if-range)#channel-protocol lacp Se configura lacp al Etherchannel 
DLS1(config-if-range)#channel-group 2 mode active Se activa el canal 




DLS2(config)#int port-channel 12 Se ingresa al port-channel 12 
DLS2(config-if)#ip  address  10.12.12.2  255.255.255.252 Se configura la dirección IP 
asignada para el port-channel 12 
DLS2(config-if)#int ran f0/11-12 Se ingresa al rango de interfaces f0/11-12, del Switch 
DLS2(config-if-range)#channel-protocol lacp Se configura lacp al Etherchannel 
DLS2(config-if-range)#channel-group 2 mode active Se activa el canal 
DLS2(config-if-range)#no sh Se activa la cobfiguración establecida 
DLS2(config-if-range)#exit Se sale de la configuración del rango f0/11-12 
 




DLS1(config)#int ran f0/7-8 Se ingresa al rango de interfaces f0/7-8, del Switch 
DLS1(config-if-range)#channel-protocol lacp Se configura lacp al Etherchannel 
DLS1(config-if-range)#channel-group 2 mode active Se activa el canal 
DLS1(config-if-range)#no sh Se activa la cobfiguración establecida 
DLS1(config-if-range)#exit Se sale de la configuración del rango f0/7-8 
 
Switch DLS2: 
DLS2(config)#int ran f0/7-8 Se ingresa al rango de interfaces f0/7-8, del Switch 
DLS2(config-if-range)#channel-protocol lacp Se configura lacp al Etherchannel 
DLS2(config-if-range)#channel-group 2 mode active Se activa el canal 
DLS2(config-if-range)#no sh Se activa la cobfiguración establecida 
DLS2(config-if-range)#exit Se sale de la configuración del rango f0/7-8 
 
Switch ALS1: 
ALS1(config)#int ran f0/7-8 Se ingresa al rango de interfaces f0/7-8, del Switch 
ALS1(config-if-range)#channel-protocol lacp Se configura lacp al Etherchannel 
ALS1(config-if-range)#channel-group 2 mode active Se activa el canal 
ALS1(config-if-range)#no sh Se activa la cobfiguración establecida 
ALS1(config-if-range)#exit Se sale de la configuración del rango f0/7-8 
 
Switch ALS2: 
ALS2(config)#int ran f0/7-8 Se ingresa al rango de interfaces f0/7-8, del Switch 
ALS2(config-if-range)#channel-protocol lacp Se configura lacp al Etherchannel 
ALS2(config-if-range)#channel-group 2 mode active Se activa el canal 
ALS2(config-if-range)#no sh Se activa la cobfiguración establecida 
ALS2(config-if-range)#exit Se sale de la configuración del rango f0/7-8 
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3) Los Port-channels en las interfaces F0/9 y fa0/10 utilizará PAgP. 
Switch DLS1: 
DLS1(config)#int ran f0/9-10 Se ingresa al rango de interfaces f0/9-10, del Switch 
DLS1(config-if-range)#channel-protocol pagp Se configura pagp al Etherchannel 
DLS1(config-if-range)#channel-group 2 mode desirable Se activa el canal 
DLS1(config-if-range)#no sh Se activa la cobfiguración establecida 




DLS2(config)#int ran f0/9-10 Se ingresa al rango de interfaces f0/9-10, del Switch 
DLS2(config-if-range)#channel-protocol pagp Se configura pagp al Etherchannel 
DLS2(config-if-range)#channel-group 2 mode desirable Se activa el canal 
DLS2(config-if-range)#no sh Se activa la cobfiguración establecida 




ALS1(config)#int ran f0/9-10 Se ingresa al rango de interfaces f0/9-10, del Switch 
ALS1(config-if-range)#channel-protocol pagp Se configura pagp al Etherchannel 
ALS1(config-if-range)#channel-group 2 mode desirable Se activa el canal 
ALS1(config-if-range)#no sh Se activa la cobfiguración establecida 




ALS2(config)#int ran f0/9-10 Se ingresa al rango de interfaces f0/9-10, del Switch 
ALS2(config-if-range)#channel-protocol pagp Se configura pagp al Etherchannel 
ALS2(config-if-range)#channel-group 2 mode desirable Se activa el canal 
ALS2(config-if-range)#no sh Se activa la cobfiguración establecida 
ALS2(config-if-range)#exit Se sale de la configuración del rango f0/9-10 
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4) Todos los puertos troncales serán asignados a la VLAN 500 como la VLAN nativa. 
Switch DLS1: 
DLS1(config)#int ran f0/7-12 Se ingresa al rango de interfaces f0/7-12 del Switch 
DLS1(config-if-range)#  switchport trunk native vlan 500 Se establece la vlan 500 como 
nativa 
DLS1(config-if-range)# switchport mode trunk Se configuran los puertos troncales 
DLS1(config-if-range)# switchport nonnegotiate 
DLS1(config-if-range)# no sh Se activa la cobfiguración establecida 
DLS1(config-if-range)# exit Se sale de la configuración del rango f0/7-12 
 
Switch DLS2: 
DLS2(config)#int ran f0/7-12 Se ingresa al rango de interfaces f0/7-12 del Switch 
DLS2(config-if-range)#  switchport trunk native vlan 500 Se establece la vlan 500 como 
nativa 
DLS2(config-if-range)# switchport mode trunk Se configuran los puertos troncales 
DLS2(config-if-range)# switchport nonnegotiate 
DLS2(config-if-range)# no sh Se activa la cobfiguración establecida 
DLS2(config-if-range)# exit Se sale de la configuración del rango f0/7-12 
 
Switch ALS1: 
ALS1(config)#int ran f0/7-10 Se ingresa al rango de interfaces f0/7-10 del Switch 
ALS1(config-if-range)#  switchport trunk native vlan 500 Se establece la vlan 500 como 
nativa 
ALS1(config-if-range)# switchport mode trunk Se configuran los puertos troncales 
ALS1(config-if-range)# switchport nonnegotiate 
ALS1(config-if-range)# no sh Se activa la cobfiguración establecida 




ALS2(config)#int ran f0/7-10 Se ingresa al rango de interfaces f0/7-10 del Switch 
ALS2(config-if-range)#  switchport trunk native vlan 500 Se establece la vlan 500 como 
nativa 
ALS2(config-if-range)# switchport mode trunk Se configuran los puertos troncales 
ALS2(config-if-range)# switchport nonnegotiate 
ALS2(config-if-range)# no sh Se activa la cobfiguración establecida 
ALS2(config-if-range)# exit Se sale de la configuración del rango f0/7-12 
 
d. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3 
1) Utilizar el nombre de dominio CISCO con la contraseña ccnp321 
 
 
DLS1(config)#vtp domain CISCO Se establece el nombre de dominio 
DLS1(config)#vtp password ccnp321 Se establece la contraseña 
 
2) Configurar DLS1 como servidor principal para las VLAN. 
 
 
DLS1(config)#vtp ver 3 Se configura la versión 3 de vtp 
DLS1(config)#vtp mode server mst se establece DLS1 como servidor principal 
DLS1(config)#vtp primary mst se establece DLS1 como servidor principal 
 




ALS1(config)#spanning-tree mode mst Se configura el spanning-tree 
ALS1(config)#vtp ver 3 Se configura la versión 3 de vtp 
ALS1(config)#vtp mode client mst Se establece ALS1 como cliente 
 
Switch ALS2: 
ALS2(config)#spanning-tree mode mst Se configura el spanning-tree 
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ALS2(config)#vtp ver 3 Se configura la versión 3 de vtp 
ALS2(config)#vtp mode client mst Se establece ALS2 como cliente 
 
e. Configurar en el servidor principal las siguientes VLAN: 
Tabla 3. VLAN a configurar 
 
DLS1(config)#vlan 500 Se ingresa a la vlan 500 
DLS1(config-vlan)#name NATIVA Se asigna el nombre de la interfaz 
DLS1(config-vlan)#exit Se sale de la vlan 500 
DLS1(config)#vlan 434 Se ingresa a la vlan 434 
DLS1(config-vlan)#name PROVEEDORES Se asigna el nombre de la interfaz 
DLS1(config-vlan)#exit Se sale de la vlan 434 
DLS1(config)#vlan 12 Se ingresa a la vlan 12 
DLS1(config-vlan)#name ADMON Se asigna el nombre de la interfaz 
DLS1(config-vlan)#exit Se sale de la vlan 12 
DLS1(config)#vlan 234 Se ingresa a la vlan 234 
DLS1(config-vlan)#name CLIENTES Se asigna el nombre de la interfaz 
DLS1(config-vlan)#exit Se sale de la vlan 234 
DLS1(config)#vlan 111 Se ingresa a la vlan 111 
DLS1(config-vlan)#name MULTIMEDIA Se asigna el nombre de la interfaz 
DLS1(config-vlan)#exit Se sale de la vlan 111 
DLS1(config)#vlan 123 Se ingresa a la vlan 123 
DLS1(config-vlan)#name SEGUROS Se asigna el nombre de la interfaz 
DLS1(config-vlan)#exit Se sale de la vlan 123 
DLS1(config)#vlan 101 Se ingresa a la vlan 101 
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DLS1(config-vlan)#name VENTAS Se asigna el nombre de la interfaz 
DLS1(config-vlan)#exit Se sale de la vlan 101 
DLS1(config)#vlan 345 Se ingresa a la vlan 345 
DLS1(config-vlan)#name PERSONAL Se asigna el nombre de la interfaz 
DLS1(config-vlan)#exit Se sale de la vlan 345 
 
f. En DLS1, suspender la VLAN 434. 
 
 
DLS1(config)#vlan 434 Se ingresa a la vlan 434 
DLS1(config-vlan)#state sustend Se suspende la vlan 434 
DLS1(config-vlan)#exit  Se sale de la vlan 434 
 
g. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, y configurar 
en DLS2 las mismas VLAN que en DLS1. 
 
 
DLS2(config)#vtp ver 2 Se configura el vtp versión 2 en DLS2 
DLS2(config)#vtp mode transparent Se establece vtp transparente en DLS2 
DLS2(config)#vlan 500 Se ingresa a la vlan 500 
DLS2(config-vlan)#name NATIVA Se asigna el nombre de la interfaz 
DLS2(config-vlan)#exit Se sale de la vlan 500 
DLS2(config)#vlan 434 Se ingresa a la vlan 434 
DLS2(config-vlan)#name PROVEEDORES Se asigna el nombre de la interfaz 
DLS2(config-vlan)#state sustend Suspende la vlan 
DLS2(config-vlan)#exit  Se sale de la vlan 434 
DLS2(config)#vlan 12 Se ingresa a la vlan 12 
DLS2(config-vlan)#name ADMON Se asigna el nombre de la interfaz 
DLS2(config-vlan)#exit Se sale de la vlan 12 
DLS2(config)#vlan 234 Se ingresa a la vlan 234 
DLS2(config-vlan)#name CLIENTES Se asigna el nombre de la interfaz 
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DLS2(config-vlan)#exit Se sale de la vlan 234 
DLS2(config)#vlan 111 Se ingresa a la vlan 111 
DLS2(config-vlan)#name MULTIMEDIA Se asigna el nombre de la interfaz 
DLS2(config-vlan)#exit Se sale de la vlan 111 
DLS2(config)#vlan 123 Se ingresa a la vlan 123 
DLS2(config-vlan)#name SEGUROS Se asigna el nombre de la interfaz 
DLS2(config-vlan)#exit Se sale de la vlan 123 
DLS2(config)#vlan 101 Se ingresa a la vlan 101 
DLS2(config-vlan)#name VENTAS Se asigna el nombre de la interfaz 
DLS2(config-vlan)#exit Se sale de la vlan 101 
DLS2(config)#vlan 345 Se ingresa a la vlan 345 
DLS2(config-vlan)#name PERSONAL Se asigna el nombre de la interfaz 
DLS2(config-vlan)#exit Se sale de la vlan 345 
 
h. Suspender VLAN 434 en DLS2. 
 
 
DLS2(config)#vlan 434 Se ingresa a la vlan 434 
DLS2(config-vlan)#state sustend Se suspende la vlan 434 
DLS2(config-vlan)#exit  Se sale de la vlan 434 
 
i. En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de 
PRODUCCION no podrá estar disponible en cualquier otro Switch de la red. 
 
 
DLS2(config)#vlan 567 Se ingresa a la vlan 567 
DLS2(config-vlan)#name PRODUCCION Se asigna el nombre de la interfaz 
DLS2(config-vlan)#private-vlan isolate Se hace privada la interfaz vlan 567 
DLS2(config-vlan)#exit Se sale de la vlan 567 
j. Configurar DLS1 como Spanning tree root para las VLAN 1, 12, 434, 500, 1010, 1111 y 
3456 y como raíz secundaria para las VLAN 123 y 234. 
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DLS1(config)#spanning-tree vlan 1,12,101,11,345,434,500 root primary Se configuran las 
vlan especificadas como raíz primaria 
DLS1(config)#spanning-tree   vlan   123,234  root  secundary Se configuran las vlan  
especificadas como raíz secundaria 
 
 
k. Configurar DLS2 como Spanning tree root para las VLAN 123 y 234 y como una raíz 
secundaria para las VLAN 12, 434, 500, 1010, 1111 y 3456. 
 
 
DLS2(config)#spanning-tree   vlan   123,234  root  primary Se configuran las vlan 
especificadas como raíz primaria 
DLS2(config)#spanning-tree vlan 12,101,11,345,434,500 root secundary Se configuran las 
vlan especificadas como raíz secundaria 
 
 
l. Configurar todos los puertos como troncales de tal forma que solamente las VLAN que se 




DLS1(config)#int ran f0/7-12 Se ingresa al rango de interfaces f0/7-12 
DLS1(config-if)#swi tru encap dot1q Se configuran los puertos como troncales 
DLS1(config-if)#swi tru native vlan 500 
DLS1(config-if)#swi mode tru 
DLS1(config-if)#exit Se sale del rango de interfaces f0/7-12 
DLS1(config)#int port-channel 1 Se ingresa al port-channel 1 
DLS1(config-if)#swi tru allowed vlan 12,101,111,123,234,345,500 Se permite a las vlan 
asignadas a circular en el puerto seleccionado 
DLS1(config-if)#exit Se sale del port-channel 1 
DLS1(config)#int port-channel 4 Se ingresa al port-channel 4 
DLS1(config-if)#swi tru allowed vlan 12,101,111,123,234,345,500 Se permite a las vlan 
asignadas a circular en el puerto seleccionado 




DLS2(config)#int ran f0/7-12 Se ingresa al rango de interfaces f0/7-12 
DLS2(config-if)#swi tru encap dot1q Se configuran los puertos como troncales 
DLS2(config-if)#swi tru native vlan 500 
DLS2(config-if)#swi mode tru 
DLS2(config-if)#exit Se sale del rango de interfaces f0/7-12 
DLS2(config)#int port-channel 2 Se ingresa al port-channel 2 
DLS2(config-if)#swi tru allowed vlan 12,101,111,123,234,345,500 Se permite a las vlan 
asignadas a circular en el puerto seleccionado 
DLS2(config-if)#exit Se sale del port-channel 2 
DLS2(config)#int port-channel 3 Se ingresa al port-channel 3 
DLS2(config-if)#swi tru allowed vlan 12,101,111,123,234,345,500 Se permite a las vlan 
asignadas a circular en el puerto seleccionado 




ALS1(config)#int ran f0/7-10 Se ingresa al rango de interfaces f0/7-10 
ALS1(config-if)#swi tru encap dot1q Se configuran los puertos como troncales 
ALS1(config-if)#swi tru native vlan 500 
ALS1(config-if)#swi mode tru 




ALS2(config)#int ran f0/7-10 Se ingresa al rango de interfaces f0/7-10 
ALS2(config-if)#swi tru encap dot1q Se configuran los puertos como troncales 
ALS2(config-if)#swi tru native vlan 500 
ALS2(config-if)#swi mode tru 
ALS2(config-if)#exit Se sale del rango de interfaces f0/7-12 
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m. Configurar las siguientes interfaces como puertos de acceso, asignados a las VLAN de la 
siguiente manera: 
Tabla 4. Interfaces a configurar 
 
Switch DLS1: 
DLS1(config)#int f0/6 Se ingresa a la interface f0/6 
DLS1(config-if)#swi access v 345 Se establece el acceso de la vlan 345 a f0/6 
DLS1(config-if)#no sh Se activa la configuración realizada 
DLS1(config-if)#exit Se sale de la interfaz f0/6 
DLS1(config)#int f0/15 Se ingresa a la interface f0/15 
DLS1(config-if)#swi access v 111 Se establece el acceso de la vlan 111 a f0/15 
DLS1(config-if)#no sh Se activa la configuración realizada 




DLS2(config)#int f0/6 Se ingresa a la interface f0/6 
DLS2(config-if)#swi access v 12 Se establece el acceso de la vlan 12 a f0/6 
DLS2(config-if)#swi access v 101 Se establece el acceso de la vlan 101 a f0/6 
DLS2(config-if)#no sh Se activa la configuración realizada 
DLS2(config-if)#exit Se sale de la interfaz f0/6 
DLS2(config)#int f0/15 Se ingresa a la interface f0/15 
DLS2(config-if)#swi access v 111 Se establece el acceso de la vlan 12 a f0/6 
DLS2(config-if)#no sh Se activa la configuración realizada 
DLS2(config-if)#exit Se sale de la interfaz f0/15 
DLS2(config)#int f0/16-18 Se ingresa al rango de interfaces f0/16-18 
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DLS2(config-if-range)#swi access v 567 Se establece el acceso de la vlan 567 a f0/16-18 
DLS2(config-if)#no sh Se activa la configuración realizada 




ALS1(config)#int f0/6 Se ingresa a la interface f0/6 
ALS1(config-if)#swi access v 123 Se establece el acceso de la vlan 123 a f0/6 
ALS1(config-if)#swi access v 101 Se establece el acceso de la vlan 101 a f0/6 
ALS1(config-if)#no sh Se activa la configuración realizada 
ALS1(config-if)#exit Se sale de la interfaz f0/6 
ALS1(config)#int f0/15 Se ingresa a la interface f0/15 
ALS1(config-if)#swi access v 111 Se establece el acceso de la vlan 111 a f0/15 
ALS1(config-if)#no sh Se activa la configuración realizada 




ALS2(config)#int f0/6 Se ingresa a la interface f0/6 
ALS2(config-if)#swi access v 234 Se establece el acceso de la vlan 234 a f0/6 
ALS2(config-if)#no sh Se activa la configuración realizada 
ALS2(config-if)#exit Se sale de la interfaz f0/6 
ALS2(config)#int f0/15 Se ingresa a la interface f0/15 
ALS2(config-if)#swi access v 111 Se establece el acceso de la vlan 111 a f0/15 
ALS2(config-if)#no sh Se activa la configuración realizada 
ALS2(config-if)#exit Se sale de la interfaz f0/15 
 
 
Parte 2: conectividad de red de prueba y las opciones configuradas. 
a. Verificar la existencia de las VLAN correctas en todos los switches y la asignación 












Fig. 11. Verificación de VLAN en ALS1 
 
 
Fig. 12. Verificación de VLAN en ALS2 
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b. Verificar que el EtherChannel entre DLS1 y ALS1 está configurado correctamente 
 
Fig. 13. EtherChannel entre DLS1 y ALS1 
 
 




Fig. 14. Spanning-tree DLS1 





Se logra observar cómo al crear áreas de enrutamiento se reduce considerablemente el 
número de rutas a propagar y se mejora la probabilidad de redistribuir redes en los diferentes 
protocolos, visualizando como se cumple el objetivo de intercambiar información por medio 
de BGP y así se garantizan rutas libres entre los bucles de igual manera logramos establecer 
conexión entre los peers de la simulación anunciándose como vecinos los AS 
correspondientes. 
 
Se utilizo el protocolo OSPF que sirve como primer Camino Más Corto, es un protocolo de 
red para encaminamiento jerárquico de pasarela interior o Interior Gateway Protocol (IGP), 
que usa el algoritmo Dijkstra, para calcular la ruta más corta entre dos nodos. 
 
Se logró fortalecer conocimientos en Routing and switching logrando con esto constante 
evolución en las tareas propuestas, además todas las plataformas y simuladoras brindados 
por la UNAD fortalecen los conocimientos en CISCO, Packet Tracer y sus comandos. 
 
 
Se pudo validar experimentalmente que al realizar la configuración del protocolo PAGP, son 
funcionales los modos disarable-disarable, auto-disarable, sin embargo, se genera error al 
configurar ambos switch en modo auto, en cuanto LACP es funcional activoactivo, activo- 
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