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El objetivo del presente documento es realizar la explicación del uso del 
material didáctico Visión Proyectables de la Unidad IV titulada: ANALIZAR 
UN PLAN DE SEGURIDAD PARA UNA UNIDAD INFORMÁTICAde la 
unidad de aprendizaje AUDITORÍA DE RECURSOS INFORMÁTICOS 
que es parte de la LICENCIATURA DE INGENIERÍA EN COMPUTACIÓN que 
se oferta en la Facultad de iNGENIERÍA de nuestra casa de estudios. 
 
El Guión de Uso está conformado por:  
 
Programa de la Unidad de Aprendizaje, que es el documento del programa 
de la unidad de aprendizaje aprobada por las autoridades competentes 
Objetivo de la Unidad de Aprendizaje, como su nombre lo indica es el 
objetivo que se debe alcanzar con esta unidad de aprendizaje una vez 
cubiertos todos los temas. 
Guión para el Uso del Material Didáctico (Visión Proyectables) que a su vez 
contiene una explicación del contenido del material didáctico. 







I. Programa de la Unidad de Aprendizaje 
 
En esta sección se presentas la información general del programa de la 















II. Objetivo de la Unidad de Aprendizaje 
 
Aplicará satisfactoriamente los principios administrativos en el uso de los recursos 
informáticos de una entidad, de acuerdo con las condiciones de operación y el entorno 
económico, técnico y operativo en que deba aplicarse.. 
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Identificará las bases para la especialización de diversas áreas afines de desarrollo 
profesional, tales como la selección y evaluación del desempeño  del personal técnico de 
informática, la auditoria informática en todas sus vertientes,  la planeación informática y 
la selección de equipo y programas de cómputo,  entre otras 
 
III. Guión para uso del Material Didáctico (Visión Proyectables) 
 
La información de esta presentación contiene ideas generales que serán explicadas en 
la clase. 
Para ampliar la información que se presenta en esta presentación se incluye al final 
un apartado de bibliografía. 
La presente contiene sólo información de la unidad 4, Titulada: ANALIZAR UN PLAN 
DE SEGURIDAD PARA UNA UNIDAD INFORMÁTICA (Ámbitos de seguridad en 
instalaciones con recursos informáticos,  Seguridad de las instalaciones,  Seguridad 
del personal, Protección de los equipos,  Seguridad de la información, Medidas 
preventivas en caso de desastres y características de cada una de ellas) 
Una vez concluida esta unidad el alumno tendrá familiaridad con las características y 
contenido de los Planes de Seguridad informática 
III.1. Contenido del Material Didáctico 
El contenido del material didáctico consta de las siguientes partes: 
Contenido del Material: 
1. Portada 
2. Objetivo dela Unidad de Aprendizaje 
3. Programa de la Unidad de Aprendizaje 
4. Guión para uso de este material 
5. Contenido del material 
6. Objetivo de la Unidad IV 
7. Seguridad 
8. Seguridad en un Departamento de TI 
9. Normas de Seguridad Informática 
10. Políticas de Seguridad 
11. Seguridad de Instalaciones 
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12. Seguridad Física 
13. Seguridad de Personal 
14. Protección de Equipos 
15. Seguridad de la Información 
16. Medidas preventivas 
17. Plan de Seguridad Informática 
18.  Conclusiones 
 
Las diapositivas se encuentran distribuidas de la siguiente forma (ver tabla 1): 
Tema Número de diapositiva(s) 
1. Portada 1 
2. Estructura de la Unidad de Aprendizaje 2 
3. Propósito de la Unidad de Aprendizaje 3 
4. Guión para uso de este material 4 
5. Contenido del material 5 
6. Objetivo de la Unidad IV 6 
7. Seguridad 7 
8. Seguridad en un Departamento de TI 8-12 
9. Normas de Seguridad Informática 13 
10. Políticas de Seguridad 14 
11. Seguridad de Instalaciones 15 
12. Seguridad Física 16-22 
13. Seguridad de Personal 23 
14. Protección de Equipo 25 
15. Seguridad de la Información 26-30 
16. Medidas preventivas 31-33 
17. Plan de Seguridad Informática 34-36 
18. Conclusiones 37 
19. Bibliografía 39 
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