Abstract M2M (Machine-to-Machine Communication) refers to technologies that allow wired and wireless systems to communicate with other devices with similar capabilities. M2M has special features which consist of low electricity consumption, cheap expenses, WAN, WLAN and others. Therefore, it can communicate via a network. Also, it can handle itself without a person's management. However, it has a wireless-communicate weakness because of the machine-communicate request, and also it is difficult to administrate and control each other. So In this Paper, It suggests the safety protocol between Device, Gateway and Network Domain in M2M environment. Proposed protocol is based on ID-Based encryption's certificate and creates session key between the Access Server and the Core Server in the Network Domain. It uses that session key for sending and receiving data in mutual, and adds key renewal protocol so it will automatically update discern result. a comparative analysis of the existing M2M communication technologies and PKI-based certificate technology is compared with the proposed protocol efficiency and safety.
서론
등의 통신 기술이 사용된다 [1, 8] .
(2) M2M Gateway
M2M
Gateway는 M2M Application과 M2M
Device들의 상호 작용을 보호한다. 또한 M2M Device가
Network Domain의 Access Network에 접근하도록 Gateway 역할을 제공한다 [1, 7] . [2, 7] .
• 디바이스 인증 M2M통신 환경에서 통신 서버는 전송 및 수신하고자 하는 데이터가 정당한 M2M 디바이스로부터 송·수신되 었는지 여부를 식별 및 인증할 수 있어야 한다.
• 서버 인증 • 부인 방지 M2M 통신의 인증 기술은 M2M 디바이스 및 게이트 웨이를 사용하는 사용자 등이 데이터의 정당성을 부인할 수 없는 수단을 제공할 수 있어야 한다.
• 기타 환경과의 호환성 M2M통신 환경에서 사용되는 인증 기술은 기타 도메 인 디바이스 등과 호환되어야 한다.
• 인증기술의 효율성 
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