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LoRa es una tecnología que permite la transmisión de paquetes a distancias            
mayores de 10 km con bajo consumo de energía. Sin embargo, la cantidad de              
paquetes recibidos es muy baja cuando no hay condiciones de línea de vista. La              
presente tesis describe una solución para este tipo de situaciones para           
aplicaciones de largo alcance que necesiten mejorar la tasa de recepción de            
datos. Las pruebas fueron realizadas en un campus universitario donde cada uno            
de los nodos de la red se encontraba alejado de los demás, sin condiciones de               
línea de vista. Los resultados muestran que la red pasó de 0% de entrega de               
paquetes a un mínimo de 61% al implementar la solución propuesta. 
Palabras clave: ​LoRaWAN, malla, protocolos de enrutamiento, árbol, LoRa,         




LoRa is a technology to send packets through distances longer than 10 km with              
low power consumption. However, the amount of received packets decreases with           
non-line-of-sight conditions. This thesis presents a solution for packet losses due           
to this situation. This solution could be useful for applications that need to             
increase packet reception rate. The testbed was located at a university campus            
where each node did not have line of sight with other nodes in the network.               
Results show that the proposed solution increased packet delivery ratio from 0%            
to a minimum of 61%. 
Keywords: LoRaWAN, grid, routing protocols, tree, LoRa, LPWANs,        
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1.Introducción 
LoRaWAN es un protocolo que está basado en la capa física de LoRa, el cual es                
un sistema de transmisión del largo alcance diseñado por Semtech y Lora            
Alliance [1]. LoRa pertenece a la rama de tecnologías denominada LPWAN (Low            
Power Wide Area Network), que forma parte del Internet de las Cosas (IoT por              
sus siglas en inglés) [2]. Se espera que este tipo de tecnología se implemente              
para aplicaciones como monitoreo de infraestructura [3], de agua [4] y de            
temperatura [5]. 
 
LoRaWAN crea una topología de estrella de estrellas donde los nodos se            
conectan a uno o más gateways (GWs) por medio de un enlace LoRaWAN             
(inalámbrico) y estos últimos se conectan al servidor principal a través de Internet             
(Figura 1). El GW de LoRaWAN tiene la capacidad de conectar hasta 10.000             
nodos hasta distancias de 15 km en áreas rurales y 5 km en zonas urbanas [6].                
Aparte de esto, LoRaWAN cuenta con una característica denominada factor de           
dispersión (Spreading Factor, SF). El SF garantiza que un porcentaje alto de los             
paquetes enviados sean recibidos y que la transmisión no sea afectada por            
posibles señales interferentes [7]. 
 
Figura 1. Topología de estrella en estrellas en redes LoRaWAN: nodos 3 y 4              





Estas características pueden aportar importantes avances en proyectos de IoT          
para recolección y transmisión de datos [1]. Sin embargo, dependiendo de la            
aplicación para la cual se implementa esta red, LoRa tiene ciertas limitaciones            
que pueden afectar su rendimiento. Uno de esos son los problemas de            
comunicación en ausencia de línea de vista [8],[9].  
 
La presente tesis busca implementar un protocolo de enrutamiento para redes           
donde el enlace LoRaWAN sea débil o no exista debido a la falta de línea de                
vista. Las pruebas fueron implementadas dentro de un campus universitario en           
puntos donde la mayoría de los nodos no tienen enlace directo con el GW. El               
protocolo de enrutamiento implementado fue MACGSP6 ​(Medium Access Control         
for Gossip-based Sleep Protocol Version 6)​, debido a que presenta varias           
características similares a LoRaWAN: bajo consumo de energía y bajo          
procesamiento de datos para reenviar los mensajes, abriendo dos ventanas de           
recepción. Adicionalmente, la literatura revisada presenta diversas alternativas        
para enrutar en LoRa, las cuales serán mostradas más adelante en los trabajos             
relacionados. Sin embargo no se ha documentado la opción de protocolos           
basados en gossip, familia de protocolos a la cual pertenece MACGSP6.  
 
El protocolo implementado logra que todos los nodos que originalmente no           
pueden comunicarse directamente con el GW, entreguen más del 60% de sus            
mensajes por medio de múltiples saltos, lo cual se traduce en retardo. Esto             
prueba los beneficios de usar esta opción para mitigar la pérdida de paquetes en              




LoRaWAN puede ser utilizada en diversos casos de uso para el Internet de las              
Cosas (IoT), como monitoreo en ciudades inteligentes, en agricultura de          
precisión, monitoreo ambiental y otros. Sin embargo, la tecnología presenta          
algunas limitaciones que pueden generar pérdidas de información. En [8] la           
pérdida de paquetes más alta llega hasta 63%, debido a la falta de línea de vista.                
De igual forma, en [9] la pérdida de paquetes llega a 100% para varios enlaces               
que no tienen línea de vista entre el GW y los nodos. Esta situación sería un                
inconveniente para implementar LoRa en aplicaciones de movimiento o monitoreo          
en lugares donde no haya línea de vista directa con el GW y se requiera recibir de                 
forma continua la información. Para este tipo de aplicaciones se han realizado            
varios estudios para disminuir la pérdida de paquetes por falta de línea de vista.              
Buscando una solución a este problema, en [10] proponen reenviar los mensajes            
hasta 3 veces si el acuse por parte del GW no es recibido. Sin embargo no se                 
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muestran resultados de esta propuesta, y si el nodo no tiene línea de vista, es               
posible que nunca reciba el acuse del GW, por más que se reenvíe el mensaje.  
 
Por otro lado, la tecnología LoRa está diseñada para topologías estrella de            
estrellas, por lo cual los paquetes realizan un solo salto desde los nodos hasta el               
GW. Sin embargo, en [9] se ejecutan pruebas con una topología donde se             
pueden presentar múltiples saltos. En este estudio se logró aumentar de manera            
considerable el número de paquetes recibidos en la mayoría de los casos donde             
no eran entregados en la topología original. Dicha prueba fue realizada dentro de             
un campus universitario a una distancia máxima de 800 metros, con un máximo             
de tres saltos en la red. Se trabajó con un total de 19 nodos, los cuales fueron                 
ubicados en puntos sin línea de vista, unos más alejados del GW que otros. En               
total se usaron 19 nodos LoRa. Los resultados muestran mejoras considerables           
en el caso de varios nodos que inicialmente estaban afectados, pero hubo un             
nodo cuya tasa final de recepción de paquetes fue de 8.3% y otros dos de 65.6%                
y 69.7%, los cuales son valores menores al resto de los resultados. 
 
Algunos estándares LPWAN como IEEE 802.15.4g y DASH7 pueden funcionar          
con topologías tipo malla o tipo árbol, al igual que otras tecnologías de sensores              
inalámbricos como ZigBee [11]. En otro estudio se comparó el consumo de            
energía de LoRaWAN y ZigBee con una red tipo malla. Como resultado se obtuvo              
que el consumo de la segunda red es mucho mayor que la primera [12]. Por otra                
parte, Ochoa et al. concluyen que una red LoRa con múltiples saltos puede             
extenderse para cubrir áreas más grandes con valores de SF más pequeños con             
menos consumo de energía que una red de estrella LoRaWAN [13]. 
 
1.2 Justificación  
 
Para el desarrollo de la tesis se implementa una topología diferente a la original              
estrella de estrellas, con el fin de encontrar una solución a una de las principales               
limitaciones de LoRa, la pérdida de paquetes por falta de línea de vista. Este              
trabajo busca aprovechar las virtudes de la tecnología LoRa y proponer una            
opción para ambientes sin las mejores condiciones para transmitir directamente y           
que cuenten con la cercanía de otros nodos para poder reenviar la información. 
 
La solución propuesta permite expandir las posibles aplicaciones de la tecnología           
LoRa en ambientes donde no se cuenta con línea de vista directa en el enlace de                
comunicaciones. Un ejemplo es la recolección de datos de medidores de           
servicios públicos tales como energía eléctrica, gas o agua, porque estos equipos            




y el receptor. De igual manera, en el campo, bosques o selvas, se puede              
implementar la solución propuesta para mejorar el desempeño de la red           
colocando nodos repetidores, evitando de esta forma más gastos en          
infraestructura o equipos de mayor valor. 
 
Por otro lado, este estudio expande el trabajo del Grupo de Investigación en             
Telecomunicaciones y Señales en la línea de Redes Telemáticas, explorando          
LoRa, una tecnología bastante reciente, de grandes posibilidades de aplicación          
en el Internet de las Cosas. 
 
1.3 Planteamiento del problema  
 
Los dispositivos LoRaWAN tienen características como la transmisión a larga          
distancia y bajo consumo de energía. Algunos retos para LoRaWAN son las            
colisiones de paquetes por aumento en la cantidad de dispositivos en la red,             
interferencia de otras tecnologías, la transmisión en movimiento o efectos          
causados por falta de línea de vista [2],[8],[9],[14]. 
 
Dependiendo de la aplicación deseada, la pérdida de paquetes por estos factores            
puede ser importante. Dadas las posibilidades de uso de LoRa en IoT, se prevé              
que puede haber miles de dispositivos que podrían transmitir información usando           
esta tecnología. Sin embargo, la ubicación de dichos dispositivos puede darse en            
lugares donde no exista línea de vista entre los nodos y el GW.  
 
Los nodos LoRa deben utilizar hardware (HW) simple, con el fin de transmitir             
paquetes de tamaño máximo de 250 Bytes [11], durante pocas veces al día, con              
tasas de transmisión máximas de 50 kbps [15]. Sin embargo, si estos paquetes se              
pierden, el estándar solamente utiliza acuses como medio para saber si la            
información llegó al GW o no. En el caso de que no reciba una confirmación del                
GW, el nodo reenviará el mensaje una sola vez [15]. Si los paquetes no llegan, se                
perderán de manera definitiva. 
 
Por otro lado, LoRaWAN no incluye algoritmos de enrutamiento en el estándar de             
comunicaciones. Por esto, la información que se pierda porque un nodo no tiene             
línea de vista con el GW, no se puede recuperar, a pesar de que existan varios                
nodos vecinos que podrían retransmitir la información. De esta manera, la red            
disminuye su desempeño en entrega de paquetes. 
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1.4 Objetivos 
1.4.1 Objetivo general 
 
▪ Implementar una solución para mitigar la pérdida de paquetes por          
ausencia de línea de vista en redes LoRaWAN. 
1.4.2 Objetivos específicos 
 
▪ Seleccionar un protocolo para crear una red de malla. 
▪ Implementar el protocolo en nodos LoRaWAN. 
▪ Evaluar el desempeño del protocolo en una red con enlaces sin línea de             
vista. 
 
1.5 Alcances  
 
▪ El protocolo se probará en hardware con al menos 3 saltos. 
▪ Se utilizarán al menos 6 nodos para el desarrollo de las pruebas.  
1.6 Limitaciones 
 
▪ Solamente se considerarán nodos estáticos. 
▪ No se estudiará la potencia consumida de los nodos con los métodos            
planteados. 





2.Marco Teórico y Estado del Arte 
2.1 Marco Teórico LoRaWAN 
 
Para el desarrollo de este proyecto es necesario conocer las principales           
características de los equipos LoRa y las ventanas con las que trabaja            
LoRaWAN.  
 
Existen tres clases de nodos LoRaWAN [15]:  
 
Clase A: Dispositivos finales bidireccionales. 
Este tipo de dispositivo está disponible en todos los nodos de transmisión. Los             
nodos dependen solo de ellos mismos para enviar un paquete. Después de enviar             
un paquete hacia el GW, el nodo abrirá una ventana de recepción donde esperará              
recibir un acuse. Si en esta ventana no recibe ningún paquete, se abrirá una              
segunda ventana para recibir el mismo mensaje. La Figura 2 muestra el            
comportamiento descrito: el cuadro negro representa la transmisión y su duración           
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Figura 2. ​Funcionamiento de nodos clase A [15]​. 
 
Clase B: Dispositivos finales bidireccionales con ranuras de recepción         
programadas.  
En este modo, el GW envía señales beacon (guía) para poder coordinar la             
transmisión de los nodos. Es el nodo que puede contar con mayor número de              
ventanas de recepción. Sin embargo, depende de que el GW envíe las señales             
beacon. Los dispositivos de este tipo no pueden ser tipo C.  
 
Clase C: Dispositivos finales bidireccionales con ranuras de recepción máxima.  
En este modo, el Nodo se encuentra escuchando constantemente hasta que           
reciba un paquete o hasta que tenga que transmitir. Es la clase que consume más               
energía. Estos equipos no pueden ser tipo B. La Figura 3 representa el             
funcionamiento de esta clase, donde RX2 es la ventana constante de recepción            
que se mantiene activa hasta que transmita un mensaje o hasta que reciba uno              
por parte del GW. RX1 por su lado es la ventana de recepción que se abre en                 











2.2 Trabajos Relacionados 
 
El presente análisis se enfocará en estudios donde se encuentran aplicaciones de            
redes con múltiples saltos con equipos LPWAN, especialmente LoRaWAN. 
 
En el estado del arte se encontraron las siguientes categorías: protocolos de            
enrutamiento entre GWs y enrutamiento entre nodos. Este último grupo es el de             
mayor interés para este trabajo y allí se encuentran propuestas para topologías            
tipo árbol y tipo malla. 
 
Para el desarrollo de esta sección se tendrán en cuenta el tipo de protocolo              
utilizado (árbol, malla o inundación), dispositivos de enrutamiento (GWs o nodos           
LoRa), línea de vista entre los componentes de la red, el tipo de evaluación              
(pruebas en HW y/o simulaciones), métricas y resultados. 
2.2.1 Enrutamiento entre GWs 
Este tipo de protocolos mantiene la topología original de LoRaWAN y solamente            
el GW será el encargado de enviar el paquete a otro GW que contenga el destino                
final, el cual puede ser el servidor u otro nodo en la red. 
 
Un ejemplo de estos estudios propone un protocolo creado con base en AODV             
(Ad hoc On-Demand Distance Vector) y HWMP (Hybrid Wireless Mesh Protocol)           
[16]. El primero selecciona nuevas rutas y el segundo transmite los datos. Este             
artículo muestra pruebas para medir el retardo del envío de ida y vuelta de un               
paquete por medio de hasta máximo 3 saltos. Las pruebas fueron realizadas en             
HW con un máximo de 5 nodos Lopy, donde 3 fueron configurados como GW              
(para redirigir la información) y 2 como nodos (uno origen y otro destino). Los              
resultados muestran que con 4 saltos, el nodo inicial puede recibir el mensaje             
respuesta (acuse) en su segunda ventana de recepción. Las pruebas fueron           
realizadas en diferentes cuartos dentro de una bodega, no se especifican las            
condiciones de línea de vista. Se realizaron 200 pruebas pero su métrica era el              
tiempo de construcción de las rutas y no la cantidad de mensajes entregados [16].  
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Otro ejemplo propone la implementación de federaciones para mejorar el control           
de la red y la transferencia de paquetes entre GWs [17]. Cada federación             
planteada tiene su propia red LoRaWAN. Cada uno de los GWs está conectado a              
un solo GW maestro el cual es el encargado de todo el proceso de transmisión de                
paquetes de una federación a otra. Con el fin de evaluar el funcionamiento de              
esta topología se usó el simulador FLIPsim (Federation support for Long range            
low power Internet of things Protocols simulator). En el se configuraron 4 GWs y              
una cantidad de nodos desde 100 hasta 1000. Como conclusión del estudio se             
mostró que a medida que la cantidad de nodos en la red aumenta, disminuye la               
tasa de entrega de paquetes o PDR (Packet Delivery Ratio) [17]. 
2.2.2 Enrutamiento entre nodos 
A diferencia de la sección anterior, esta se centra en estudiar aquellas propuestas             
que realizan el reenvío de paquetes entre nodos para llegar a un destino. Se              
estudiarán principalmente dos clases de redes: Tipo árbol y tipo malla. 
2.2.2.1 Protocolos tipo árbol 
Esta sección presenta varios algoritmos de enrutamiento basados en una red tipo            
árbol, donde la transmisión de los nodos finales se hace por medio de nodos              
padres que transmiten los mensajes hasta llegar a la raíz del árbol, la cual es el                
GW [18]. 
 
En [19] se plantea un protocolo basado en RPL (Routing Protocol for Low Power              
and Lossy Networks) el cual fue nombrado RLMAC (RPL + LoRA MAC). Este             
consiste en realizar la transmisión de los nodos finales por medio de nodos             
enrutadores que utilizan diferentes valores de SF. Cada nodo enrutador tiene n            
slots de tiempo donde n es la cantidad de distintos SFs en uso. Cada SF tiene                
asignado su propio slot de tiempo donde se realiza la comunicación; entre más             
cerca del GW se encuentra el nodo, más pequeño es el SF usado. De esta forma,                
los nodos más alejados tendrán un SF mayor. Las pruebas se realizaron con             
cuatro nodos (tres enrutadores y uno GW) los cuales fueron ubicados en un             
edificio. El GW fue ubicado en el cuarto piso, el nodo transmisor en el primer piso                
y los nodos enrutadores en el segundo y tercer piso. No se especificó la altura de                
cada uno de los pisos, ni se especifican las condiciones de línea de vista. Se               






Otro trabajo presenta un protocolo basado en DSDV (Destination-Sequenced         
Distance Vector) [20]. Este tipo de protocolo tiene conocimiento de la red basado             
en una tabla de enrutamiento donde también se encuentra la cantidad de saltos al              
GW y la secuencia de los paquetes enviados y/o recibidos. La ruta seleccionada             
por el nodo más lejano será aquella con menor número de saltos. El GW envía               
constantemente señales beacon para mantener actualizada la tabla de         
enrutamiento. En el último salto se cambia de protocolo y el paquete es enviado              
como LoRaWAN, los paquetes intermedios son reenviados por medio de DSDV.           
Este protocolo es solo para mensajes que van dirigidos desde los nodos hacia el              
GW. Para corroborar el funcionamiento de la solución planteada, se realizaron           
pruebas en HW con 5 nodos LoRa (4 como nodos enrutadores y 1 como nodo               
final) y 1 GW. Para evaluar su rendimiento se midió el PRR (Packet Reception              
Rate) al final de la prueba, lo cual mostró valores por encima de 90% con 5                
saltos. No se especifica la distancia entre los nodos, tampoco si tienen linea de              
vista. Los autores también informan en sus resultados que la tasa de recepción             
de paquetes va disminuyendo en promedio 2.2% a medida que aumenta el            
número de saltos [20].  
 
Huang-Chen Lee y Kai-Hsiang Ke proponen en [9] una solución de enrutamiento            
aplicando el principio de una topología tipo árbol, donde los nodos más lejanos y              
con peor nivel de RSS (Received Signal Strength), se unen a la red por medio de                
nodos intermedios mejorando notablemente los resultados de PDR. Para llegar a           
estos resultados se hicieron pruebas con 19 nodos Semtech, todos ubicados en            
puntos fijos sin línea de vista al GW. Primero hicieron pruebas con el protocolo              
LoRaWAN original (topología estrella de estrellas) donde cinco nodos presentaron          
0% de PDR. En este protocolo, cada uno de los nodos padres (incluido el GW)               
almacena una lista de hijos; dicha lista es enviada hasta el GW para tener              
conocimiento total de la red. Al finalizar la prueba, dos de los cinco nodos              
obtuvieron PDR por encima del 90%, otros dos alrededor de 70% y un nodo con               
8% [9]. 
 
El siguiente estudio relacionado es un diseño por M. Usmonov y F Gregoretti de              
un protocolo que busca eliminar el uso de GWs y servidores LoRa [21]. Este              
protocolo contaría con un conocimiento parcial de la red ya que la transmisión es              
coordinada por un nodo central, el cual hace las funciones de GW, y selecciona la               
ruta y el tiempo de envío de paquetes. Esta solución está pensada para un              
máximo de 1000 nodos. Los equipos propuestos para esta implementación son           
Semtech SX1278 (para los nodos remotos) y la misma referencia, pero con            
módulo WiFi para el nodo central. No se realizan pruebas en hardware,            
solamente se calcula el consumo de energía estimado. [21]. 
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En otro artículo se plantea un protocolo tipo árbol donde la información es             
segmentada por distintas subredes [22]. Cada una de las subredes utiliza un            
valor de SF. El protocolo, denominado TSCA (Tree-based SF Clustering          
Algorithm), tiene como objetivo que el nodo se incorpore a la red con el menor               
número de saltos y tiempo en el aire para que pueda tener una comunicación              
exitosa con el GW. En las pruebas realizadas se usaron 36 nodos Semtech             
SX1276 y microprocesadores STM32L0, los cuales fueron distribuidos en dos          
edificios. En la red formada no todos los nodos tienen línea de vista con el               
gateway. Los resultados mostraron que el algoritmo propuesto alcanzaba valores          
de tasa de recepción de paquetes, en promedio, de encima de 90% para cada              
SF. La cantidad máxima de saltos alcanzada fue de 8 [22]. 
 
C. Ebi et al proponen un protocolo tipo malla para comunicar nodos sensores             
(SN) con un nodo repetidor (RN) el cual almacenará todos los datos recogidos en              
un ciclo de recolección y procederá a enviarlos al GW usando un paquete             
LoRaWAN [23]. Este protocolo se basa en TDMA (Time Division Multiple Access).            
Se realizaron pruebas en hardware con hasta 16 nodos. Las pruebas consistían            
en comparar el rendimiento del protocolo LoRaWAN y el desarrollado por los            
autores, denominado "Malla sincronizada LoRa". Para la realización de las          
pruebas, se ubicaron 11 en un acueducto y los cinco restantes en postes de luz               
en las calles, . Estos últimos nodos tienen la función de reenviar los mensajes              
recibidos de otros nodos y reenviarlos hasta el GW. Como resultado final se             
obtuvo que el protocolo propuesto tiene una tasa de error de paquete inferior al              
2%, mientras que LoRaWAN tiene un 15% aproximadamente. No especifican las           
condiciones de línea de vista de cada uno de los nodos. La cantidad máxima de               
saltos fue de dos [23]. 
 
2.2.2.2 Protocolos tipo Malla 
Este tipo de protocolos a diferencia del tipo árbol, no guarda una jerarquización             
en la red y puede llegar a tener más de una ruta para transmitir un mensaje hasta                 
su destino. 
  
El primer ejemplo plantea un protocolo de enrutamiento lineal que consta de tres             
etapas: Sincronización, transferencia de datos, y descanso. El protocolo está          
pensado para ser implementado en sistemas de alcantarillado existentes donde          
se requiere una medición constante de niveles de agua y otras variables de             
interés en la ciudad de Siena, Italia. Las pruebas fueron realizadas en            
simulaciones para calcular un estimado del consumo de energía por paquete           




implementaron una red formada por un nodo final, uno retransmisor y un GW. La              
cantidad máxima de nodos simulados fue de 20. Con las simulaciones se mostró             
el consumo esperado de energía de cada uno de los nodos. Como resultado final,              
se muestra que el promedio de la corriente utilizada por el protocolo propuesto es              
inferior a 1.2 mAh. Se estima que la pérdida de paquetes es inferior a 0,05. El                
artículo no especifica si los enlaces tienen línea de vista  [24]. 
 
A. Bhardwaj y A. Raj Singh Tomar presentan un protocolo tipo inundación con el              
nombre de LPLoRaWAN. Al momento de inicializar los nodos envían mensajes           
broadcast para descubrir sus nodos vecinos y agregarlos a su tabla de            
enrutamiento. Este proceso es nombrado por los autores como Cluster, donde los            
nodos pueden ser descubiertos de forma directa (siendo el nodo un vecino            
inmediato) o indirecta (por medio de un mensaje reenviado por un vecino). De             
manera aleatoria, los nodos entrarán en estados de sueño o recepción para            
ahorrar energía y recibir los mensajes a reenviar. Estos estados son calculados            
en ranuras temporales definidas en el protocolo. Se realizan pruebas tanto en            
hardware como en simulaciones; para las primeras, los nodos se ubicaron en un             
edificio sin línea de vista entre ellos, pero no se indica la cantidad o              
características de los nodos usados. En las pruebas por simulación se utilizó            
MATLAB y se configuraron 64 nodos. Según los resultados, se recibieron 100%            
de los paquetes [25]. 
 
Otro sistema tipo malla es propuesto como solución para mejorar la seguridad y             
monitoreo de los niños, principalmente cerca a paraderos de autobuses. No se            
especifica el tipo de nodos ni pruebas realizadas para verificar la viabilidad del             
presente diseño; solo se presenta el algoritmo para selección de rutas. El artículo             
menciona que es posible desarrollarlo para que envíe mensajes broadcast hasta           
un máximo de 35 nodos. Básicamente el nodo a transmitir se asociará con la              
estación de bus que tenga menos saltos hasta el GW [26]. 
 
Otro protocolo usado para poder implementar una posible solución a la           
transferencia de paquetes es AODV, implementado sobre la capa física de LoRa.            
Para el desarrollo de estas pruebas se usaron 4 nodos Semtech SX1278. Se             
concluyó que, debido a la latencia generada por esta solución, no se recomienda             
su uso para aplicaciones que requieran altas tasas en la creación de rutas. No se               
especifica si las pruebas tenían condiciones de línea de vista. Tampoco se            
presentan resultados cuantitativos de PDR [27]. 
 
Otros autores proponen un protocolo de transmisión concurrente (CT) [28]. El           
protocolo utiliza nodos repetidores los cuales estarán transmitiendo de forma          
simultánea hasta llegar al nodo principal. El protocolo fue comprobado por           
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simulaciones y pruebas en hardware, en las cuales se usaron varios escenarios:            
uno con baja densidad de nodos cercanos, otro con alta densidad y uno que se               
define como crítico, donde se agrupan hasta cuatro nodos por punto. Los nodos             
fueron ubicados en una zona de 195x290m². No se especifican condiciones de            
línea de vista, sin embargo se menciona que están distribuidos en 14 edificios. Se              
usaron 18 nodos los cuales transmitieron un total de 100 paquetes. La cantidad             
de saltos promedio lograda fue de dos. Los resultados obtenidos para las redes             
con baja y alta densidad de nodos, muestran que el valor promedio de PDR fue               
mayor a 98% con un número máximo de 3.71 saltos. Por otra parte para el               
escenario crítico, el PDR promedio fue de 77%, con cinco saltos [28]. 
 
El último ejemplo es el protocolo LoRaBlink [29], el cual es bastante citado para el               
enrutamiento de paquetes entre dispositivos LoRa. Este consiste en la          
coordinación de las ventanas de recepción y transmisión de los nodos por medio             
de señales beacon enviadas desde el GW hasta los nodos que generan el             
mensaje original. Una vez que un nodo recibe la orden de transmitir, envía su              
mensaje por medio de mensajes broadcast hasta llegar al destino. Para las            
pruebas se usaron 6 nodos Semtech SX1272, distribuidos en un campus           
universitario, todos sin línea de vista entre sí y hacia el GW. Como resultado se               
obtuvo PDR por encima de 80%, lo cual fue catalogado como satisfactorio por             
parte de los desarrolladores [29]. 
2.2.3 MACGSP6 (Medium Access Control for Gossip-based 
Sleep Protocol Version 6) [30]. 
MACGSP6 está diseñado para redes de sensores con poca energía disponible.           
Consiste en una transmisión por medio de gossip (chisme) para retransmitir los            
paquetes hasta un nodo final. Cada uno de los nodos pertenecientes a la red              
cambia de estado entre recepción y dormido (radio apagado) de acuerdo con la             
probabilidad de chisme. Con este protocolo, el nodo solo retransmitirá en el caso             
de que escuche un mensaje mientras se encuentre activo. El protocolo se ha             
probado en simulaciones de hasta 1000 nodos [30] y en hardware con 8 nodos,              
en una red con enlaces sin línea de vista [31]. En este artículo no se trabajó con                 
equipos LPWAN y los resultados muestran que las pérdidas de paquetes están            
entre entre 8% y 12%, con enlaces degradados, por lo cual se puede considerar              
como un protocolo para nodos en las condiciones requeridas para este proyecto.            
A continuación se describe el funcionamiento detallado del protocolo [30].  
 
MACGSP6 divide el tiempo en períodos de chisme. En los criterios de diseño, se              




indicar si el nodo se mantiene dormido o abre sus ventanas de recepción. Con              
p​gsp​, los nodos mantienen su radio apagado. Con 1-p​gsp​, el nodo abre su la              
ventana de recepción y escucha si algún nodo transmite un paquete. Al inicio de              
cada período de chisme, los nodos calculan p​gsp para definir su estado en ese              
periodo. La Figura 4 muestra estas ventanas. Cuando el nodo receptor escucha            
algún mensaje, lo re-envía en el siguiente periodo de chisme. 
 
En la Figura 4, el tiempo entre T1 y T2 se denomina período de chisme (GP). El                 
espacio temporal donde se abren las ventanas de recepción o transmisión se            
denomina sección activa y el tiempo entre dos secciones activas se denomina            
espacio de descanso, en la cual el nodo se encuentra durmiendo. De esta forma,              
se crea un ciclo de trabajo en cada período de chisme. 
 
 
Figura 4. ​Ciclo de trabajo de MACGSP6. 
 
Para confirmar que el mensaje transmitido fue recibido correctamente, una vez           
que el nodo transmite un mensaje, abre sus ventanas de recepción en el             
siguiente GP. Si en ese instante recibe un mensaje (no necesariamente el mismo             
mensaje que envió previamente), lo tomará como confirmación del que había           
enviado (acuse implícito) y procederá a dormir durante un tiempo de quietud            
(Quiescent Period, QP), que tiene una duración de varios GP. De lo contrario,             
reenviará el mensaje nuevamente en el siguiente GP y después de eso procederá             
a un QP (Figura 5). Los QP se usan para evitar la inundación de la red con                 
mensajes repetidos y para evitar posibles colisiones. 
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Figura 5. ​Representación gráfica cuando el nodo pasa al tiempo de quietud. En             
este ejemplo 1 QP = 10 GP. 
 
MACGSP6 no calcula rutas de manera explícita. El mensaje se retransmite por            
todos los nodos que tengan su radio encendido en ese momento. Todos los             
nodos utilizan la misma probabilidad de chisme, que se define antes de            
implementar la red.  
 
A continuación se presenta una tabla con el resumen de los protocolos revisados             





Tabla 1. ​Resumen de los protocolos y artículos revisados en esta sección. La 
columna de Línea de vista hace referencia a la condición de la mayoría de los 
nodos del paper citado. (*):  Protocolos no implementados en LoRa. HW: 
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3. Descripción de la solución 
 
3.1 Algoritmo 
Teniendo en cuenta el protocolo seleccionado, se desarrolló el algoritmo que se            
puede observar en el diagrama de flujos de la Figura 6. Este comienza con las               
configuraciones iniciales, como seleccionar el DR (data rate o tasa de transmisión            
de datos), SF (spreading factor), frecuencia, potencia de transmisión, etc. Dado           
que MACGSP6 es un protocolo de gossip, se implementó un contador de saltos             
(similar al TTL del protocolo IP) como en [31], con un máximo valor de 20, el cual                 
se reduce al recibir un paquete. Si el contador llega a cero, el mensaje será               
descartado y no se reenviará. De esta manera, se ayuda a disminuir la cantidad              
de mensajes que viajan durante mucho tiempo por la red. 
 
Luego, el nodo revisa si tiene algún mensaje por enviar. Si no tiene pasará a               
generar una probabilidad p (donde 0<p<1); si el valor p calculado es menor o              
igual a la probabilidad de chisme (p​gsp​) estipulada, el nodo pasará a dormir 1 GP,               
de lo contrario abrirá una ventana de recepción. Para este estudio se seleccionó             
p​gsp​=0.3, porque en [30] se encontró que este valor representa una buena relación             
costo-beneficio entre consumo de energía y entrega de paquetes. La          
implementación realizada en este estudio con LoRa utilizó 1 GP = tres segundos,             
la sección inactiva es de 1 segundo y el QP=10 GP.  
 
Si el nodo recibe un mensaje, revisará si en el periodo anterior había enviado uno               
o no. En el caso de no haber enviado, pasará a disminuir el contador de saltos del                 
mensaje; si este llega a 0, el algoritmo descartará el mensaje, no lo enviará y               
pasará a dormir durante el QP. Posteriormente abrirá nuevamente la ventana de            
recepción. Si al haber recibido un mensaje y decrementar el contador de saltos             
este no llega a 0, el nodo procederá a reenviarlo y abrirá una ventana de               
recepción esperando que el mensaje sea retransmitido y él lo escuche           




dormir un QP; de lo contrario, en el siguiente periodo, reenviará nuevamente el             
mensaje y pasará a dormir un QP.  
 
En el caso de que la ventana de recepción no reciba ningún mensaje, el siguiente               
paso es revisar si en el periodo inmediatamente anterior había enviado un            
mensaje o no. Si no había enviado mensaje, el nodo pasará a dormir hasta el               
siguiente periodo de chisme. En caso contrario, reenviará el mensaje en el            
siguiente periodo y posteriormente dormirá durante 1 QP. 
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La implementación del algoritmo se realizará en dos tipos de dispositivos: Nodos            
y GW Seeeduino LoRawan. Los nodos son tarjetas de desarrollo con el protocolo             
LoRaWAN embebido. Cada una de estas tarjetas cuenta con un módulo de            
transmisión RHF76-052AM (Figura 7), el cual es compatible con los modos de            
operación A y C de LoRaWAN [32]. 
 
Figura 7. Tarjeta de desarrollo Seeeduino LoRaWAN [32]. 
 
Estos equipos cuentan con dos modos principales: Punto a punto (P2P) y            
Activación por personalización (ABP). El primero de ellos se usa para la            
comunicación punto a punto entre dos o más nodos LoRa y el segundo para la               
comunicación directa entre el GW y los nodos. MACGSP6 se implementó en el             
modo P2P, utilizando la mínima potencia de transmisión disponible, 10 dBm.           
Cada nodo se alimenta a través del puerto USB de un computador portátil y              
también utiliza un powerbank como fuente alternativa de energía. Todos los           
nodos LoRa de la red se configuraron para ejecutar MACGSP6 en modo P2P.             
Aparte de esto, solo uno de ellos será el encargado de retransmitir los paquetes              
recibidos de los otros nodos hacia el GW en modo ABP, con operación clase A y                
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con potencia de 10 dBm. Dicho nodo es el único que tiene línea de vista con el                 
GW. Los demás no pueden comunicarse directamente.  
 
Por su parte el GW está formado por una tarjeta Raspberry Pi 3 y el módulo LoRa                 
RHF0M301–915 (Figura 8). Así mismo, cuenta con un servidor local, el cual            
almacena toda la información recibida por el dispositivo a través de sus enlaces             
LoRaWAN. Adicionalmente, el GW utilizado funciona en la banda de frecuencias           
libre para América (US915), la cual está libre  para Colombia  [33] [34].  
 








4. Pruebas y resultados  
Como lugar de las pruebas se determinó el campus de la Universidad del Norte,              
el cual cuenta con las características necesarias para crear una situación           
problema donde los nodos no tengan línea de vista con el GW y el enlace               
LoRaWAN sea débil o simplemente no exista. Para determinar la ubicación de            
estos nodos, el estado de los enlaces que entre ellos puedan existir y el consumo               
de energía, se determinaron tres pruebas preliminares. Con ellas se obtuvo la            
información necesaria para implementar la red en la que posteriormente se           
ejecutó MACGSP6 con los nodos LoRa.  
 
4.1 Pruebas preliminares  
Se hicieron tres tipos de pruebas: pruebas de enlace LoRaWAN entre el GW y              
cada uno de los nodos en su respectiva localización, pruebas de enlace entre             
cada uno de los nodos y prueba de consumo de energía durante las ventanas de               
transmisión y recepción.  
4.1.1 Prueba de enlace LoRaWAN 
El fin de esta prueba es seleccionar puntos donde los nodos no tengan línea de               
vista entre sí ni exista un enlace directo entre cada uno de los nodos y el GW.                 
Esto con el fin de formar una red con nodos LoRa que, por medio de un protocolo                 
diferente al de LoRaWAN, pueda redirigir los mensajes entre ellos hasta llegar al             
GW. En total se usaron  seis nodos LoRa.  
 
La prueba inicial consiste en verificar que el único método de comunicación entre             
el GW y los nodos LoRa es por medio del modo APB utilizando LoRaWAN. Las               
pruebas se realizaron en un ambiente de laboratorio donde se transmitieron 100            
mensajes en modo P2P, donde el GW no recibió ninguno. Posteriormente se            
repitió la prueba pero en modo ABP (LoRaWAN) y todos los mensajes fueron             
entregados de manera exitosa. 
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Durante estas pruebas también se evidenció un comportamiento no esperado en           
el enlace LoRaWAN (ABP) configurado en el modo US915HYB, que corresponde           
a la banda US915. En este caso, el GW recibía el mensaje enviado por el nodo                
pero no enviaba la confirmación. De los 100 mensajes recibidos por el GW, ni uno               
solo fue confirmado. Para poder aislar el problema, se reconfiguró el nodo y el              
GW a la banda europea (EU868); en ella se enviaron 100 mensajes del nodo al               
GW, todos fueron recibidos y el GW envió la respectiva confirmación de cada             
uno. Sin embargo como esta banda no es libre en Colombia, se procedió a              
regresar a la versión de software (SW) original (US915HYB).  
 
Con esta información, se determinaron tres tipos de nodos para la realización de             
las pruebas: nodo origen de transmisión, nodos enrutadores y nodo de relevo            
(relay). El primero es el encargado de generar los mensajes utilizando           
MACGSP6. Los segundos retransmiten los mensajes del transmisor usando el          
mismo protocolo. El último nodo recibe los mensajes con MACGSP6 (en modo            
P2P) y los  redirige hacia el GW en modo ABP.  
 
Para la realización de las pruebas se requería utilizar computadores portátiles y            
tener tomacorrientes cercanos. Por esto, siguiendo un esquema parecido a [35],           
los puntos fueron ubicados y numerados como se ve en las Figuras 8 y 9.               
 




(a) Nodo 1: Al lado de Kilómetro 5 (b) Nodo 2: Mesas del bloque B 
(c) Nodo 3: Mesas del bloque A (d) Nodo 4: enfrente de la oficina de 
Viajes Corporativos 
 
(e) Nodo 5: Mesas del bloque D 
 
(f) Nodo 6: Auditorio Marvel Moreno 
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(g) GW: Laboratorio de Ingenierías 
Eléctrica y Electrónica 
Figura 9. Ubicación de los nodos. 
 
Para la ejecución de estas pruebas se enviaron 100 mensajes en modo ABP y              
con la tasa de transmisión más alta (DR3, 5470 bps), para poder garantizar que              
no existieran enlaces LoRaWAN con cada uno de los puntos y el GW. Después              
de 3 repeticiones, los puntos 2, 3, 4, 5 y 6 no presentaron enlace LoRaWAN con                
el GW. Por otra parte, el nodo ubicado en el punto 1, transmitió el 100% de                
manera exitosa hasta el GW, mostrando un enlace LoRaWAN fuerte. Cuando el            
nodo 1 transmite al gateway, utiliza la Clase A de LoRaWAN. Dado que la red               
utiliza seis nodos y un GW, se da cumplimiento al segundo alcance de esta tesis. 
 
De acuerdo con estos resultados, se estableció que durante las pruebas de            
MACGSP6, los nodos del 2 al 6 son los nodos transmisores y/o enrutadores,             
mientras que el nodo 1 siempre debe realizar las funciones de relevo.  
 
4.1.2 Pruebas de enlace punto a punto 
Es importante caracterizar el enlace existente entre cada uno de los nodos. Por             
esto, en esta prueba se configuró un nodo como transmisor, enviando 100            
paquetes y otro nodo como receptor, cada 1.5 segundos. Una vez terminada la             
prueba, se invierten los roles y se evalúa el estado del enlace con la cantidad de                




paquetes se envían con DR3, correspondiente a la tasa implementada en           
MACGSP6. 
 
En la Tabla 2 se puede ver el porcentaje de mensajes recibidos en cada una de                
las pruebas.  
Tabla 2. Porcentaje de mensajes recibidos por enlace.  
 
Por otra parte, teniendo en cuenta los criterios de categorización utilizados en            
[35], los enlaces se definieron como bueno, normal y malo dependiendo de los             
valores en la Tabla 2, así. 
 
Enlace Bueno:  mayor o igual a 90% 
Enlace Normal: Entre 75 y 90% 
Enlace Malo: menor a 75% 
 
Usando esta misma categorización, los enlaces resultantes se pueden ver en la            
Figura 11. Las líneas negras representan enlaces buenos, las azules enlaces           
normales. Por otra parte si la línea presenta alguna flecha, esta señala el nodo              
receptor al que corresponde el tipo de enlace. Las líneas sin flecha indican que el               
tipo de enlace es el mismo para ambas direcciones.  
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Figura 10. Enlaces resultantes entre los nodos 1-6. Las líneas azules entre            
los nodos representan los enlaces normales. Las líneas negras representan          
enlaces buenos. La dirección de los enlaces se representa con una flecha            
que apunta al nodo destino. Los enlaces donde el PRR es igual a 0 (cero) no                
fueron tenidos en cuenta. 
 
Como se puede observar en la Figura 10, todos los enlaces resultantes            
resultaron buenos o normales. Sin embargo, se presentaron casos en que el            
enlace entre dos nodos no era estrictamente simétrico en ambas direcciones. Un            
ejemplo de esto son los enlaces presentes entre el nodo 6 y 5 donde              
dependiendo del nodo transmisor el enlace puede ser bueno o normal. Una            
posible razón de esto puede ser el funcionamiento en la zona gris de las              
comunicaciones inalámbricas, la cual se puede definir como enlaces donde el           
porcentaje de paquetes recibidos varía entre 0 y 90% [36].  
 
En la Tabla 3 se puede ver el RSS promedio de estos mismos enlaces, en dBm,                





Tabla 3. RSS promedio por enlace en dBm con intervalos de confianza de             
95%.  
 
Todos los enlaces en la Tabla 3 presentan niveles de señal recibida muy             
superiores a la sensitividad de los módulos Seeeduino (-140 dBm) [32]. Algunos            
enlaces pueden no ser simétricos. Por esto, la tabla 3 muestra los valores             
promedio del valor de RSS de los enlaces con intervalos de confianza del 95%. 
 
La Tabla 3 permite visualizar claramente cuáles enlaces son mejores en cada            
nodo. Por ejemplo, el nodo 1 tiene sus mejores enlaces con los nodos 2 y 3. Con                 
el nodo 6,el nivel de señal recibida es menor. También puede verse que los              
enlaces entre diferentes nodos muestran características de asimetría, ya que, con           
el 95% de confianza, el promedio de RSS y PRR son inferiores en una dirección               
comparada con la otra. Este caso se observa claramente en los enlaces 3-4, 3-6,              
3-5 y 5-6. 
 
Tanto la Tabla 2 como la Tabla 3 confirman que la red está funcionando bajo               
condiciones no ideales, lo cual permite verificar el desempeño del protocolo en un             
ambiente cercano a aplicaciones de IoT. 
4.1.3 Prueba de consumo de corriente 
Cabe aclarar que esta prueba no estaba dentro de los alcances de esta tesis. Sin               
embargo, es importante para futuras implementaciones con la misma plataforma,          
debido a que el bajo consumo de la corriente es una de las características              
principales tanto de LoRa como MACGSP6, por lo cual se documentan los            
resultados en esta sección. 
 
Para la ejecución de esta prueba se siguió el método planteado en [37]. Así, se               
realizó el montaje de la Figura 11, el cual está formado por un Osciloscopio digital               
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Tektronix TBS 1072B-EDU, un Seeeduino LoRaWAN programado como        
transmisor con MACGSP6, una fuente de 4.83 voltios y una resistencia de 10             
Ohm. En esta prueba no se utilizó ningún nodo enrutador ni relevo, por tanto, el               
nodo transmisor no recibe ningún acuse implícito. 
Figura 11. ​Prueba de consumo de corriente. Elementos utilizados: Fuente 4.83v,           
Osciloscopio, resistencia de 10 Ohm, nodo LoRa. 
 
Con el montaje de la Figura 11, se puede calcular la corriente instantánea por el               
circuito con la siguiente ecuación [37]: 
 
 V  RI =  ÷  (1) 
I: Corriente en Amperios 
V: Tensión en voltios 
R: Resistencia en Ohm 
 
 
En la Figura 12 se puede ver la tensión del nodo durante cuatro períodos de               
chisme, marcados con rojo como I, II, III y IV. Como se puede ver con los                
cursores, cada periodo tiene una duración de tres segundos. En la sección I el              
nodo abre la ventana de recepción para revisar si recibe algún mensaje en el              
círculo 1 (Figura 12). Al no recibir nada, pasa al espacio de descanso (círculo 1,               
Figura 13) y revisa si tiene algún mensaje por enviar. Como en esta prueba el               
nodo es la fuente de información, envía al inicio del siguiente GP (sección II,              
Figura 12). Luego vuelve al espacio de descanso (círculo 2, Figura 13) y vuelve a               




recibe nada pasa a reenviar en IV (Figura 12). El resumen el comportamiento de              
la Figura 12 es igual al mostrado en la Figura 4.  
 
Como se puede ver en la Figura 12, la tensión en la resistencia cuando el nodo                
abre sus ventana de recepción se encuentra entre 410 mV y 520 mV             
aproximadamente. Usando la ecuación 1 se tiene que la corriente tiene dos            
niveles: 42 mA y 52 mA. Este incremento del consumo se debe a los              
procesamientos internos que realiza el código para determinar si un mensaje fue            
recibido o no. Sin embargo esto no afecta funcionamiento a la hora de recibir un               
mensaje.  
Figura 12. Ventanas de recepción y transmisión de MACGSP6 en LoRa. El            
círculo 1 representa a la recepción y el 2 a la transmisión. Las secciones I, II,                
III y IV representan 4 GPs diferentes. Donde se pueden ver dos ventanas             
recepción (secciones I y III) y dos de transmisión (secciones II y IV), una              
para transmitir el mensaje original, y la segunda para reenviarlo debido a            
que no se recibió el debido acuse en la sección III. 
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En la Figura 12 se puede ver que la tensión en la resistencia al enviar es de 792                  
mV. Por medio de la ecuación 1 se calcula que la corriente utilizada es de 79.2                
mA.  
 
La Figura 13 enfatiza los valores de tensión en los diferentes instantes de sueño              
que tiene el nodo mientras ejecuta MACGSP6. Para diferenciarlos, se encerraron           
en cuatro diferentes círculos. El círculo 1 muestra cuando el nodo viene de abrir              
su ventana de recepción y pasa al espacio de descanso durante 1 s hasta el               
siguiente GP. Por otra parte, el círculo 2 muestra cuando el nodo termina de              
enviar su mensaje y pasa a dormir; allí la corriente es menor y coincide con los                
círculos 3 y 4, donde el nodo está durmiendo durante un QP. Los círculos 1 y 2                 
corresponden al periodo de descanso mencionado en la Figura 4, el cual ocurre             
inmediatamente después de una sección activa (ventana de transmision o          
recepcion).  
 
Figura 13. Tensión sobre la resistencia cuando el nodo entra en modo de sueño.              
El círculo 1 corresponde al espacio de descanso después de haber abierto las             
ventanas de recepción. El círculo 2 es el mismo espacio después de la ventana              





La tensión para el primer círculo es de 400 mV y 320 mV para los círculos 2, 3 y                   
4. De esta forma, usando la ecuación 1, se obtiene que la corriente para el caso 1                 
es de 40 mA y la del resto es de 32 mA.  
 
La Figura 14 es tomada de la documentación oficial del fabricante del radio             
utilizado por el Seeeduino, RHF76-052. En ella se puede ver la corriente            
esperada cuando está ejecutando LoRaWAN en un nodo clase A. La ventana de             
transmisión llega a tener una corriente aproximada de 35 mA, 12 mA para las              
ventanas de recepción y aproximadamente 1.45uA para cuando está dormido          
[38]. 
 
La Figura 14 sólo es utilizada para comparar el consumo de corriente de la              
implementación realizada con la información dada por el fabricante. En          
comparación con los obtenidos al implementar MACGSP6, los valores mostrados          
en la Figura 14 son menores. Esto se puede deber a que los valores de la Figura                 
14 solamente incluye al radio y no al resto de los dispositivos y funciones que se                
ejecutan en el módulo Seeeduino LoRaWAN. Adicionalmente, hay que tener en           
cuenta que el código cargado envía constantemente información al puerto serial           
para poder monitorear el comportamiento de los nodos por medio de un            
computador. 
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Figura 14. ​Corriente del módulo RHF76-052 con LoRaWAN, clase A SF12 [38]. 
 
Por otro lado, en [39] se muestran diferentes valores de corriente para distintas             
plataformas de WSN (Wireless Sensor Networks). En ellas, se hace referencia a            
tres modos de operación: Transmisión, recepción y dormido. La tabla 4 muestra            






Tabla 4. ​Corrientes en diferentes modos para tecnologías de WSN (wireless           
sensors networks). Tomado de  [39].  
 
La Tabla 4 muestra que los resultados de corriente obtenidos en [39] con el nodo               
LoRa fueron mayores que el resto de nodos, especialmente cuando entra al modo             
dormido donde las plataformas de WSN muestran una corriente máxima de           
4.3mA. El valor de la corriente en el modo de transmisión también es mayor en el                
Seeeduino, lo cual indica que la plataforma en la que se desarrolló consume más              
que otras plataformas presentadas en la literatura.  
 
4.2 Pruebas de campo  
En estas pruebas, en cada punto se usaron un computador portátil, un powerbank             
y un nodo LoRaWAN. Los powerbanks se utilizaron para mantener energizados           
los nodos, que en el momento en que estos pasan al QP, el consumo es de 32                 
mA, como se reportó en la sección anterior. Este consumo resulta ser muy bajo              
para el puerto USB y el computador deja de percibir que hay algún dispositivo              
conectado, apagando el puerto. Al hacer esto, el programa cargado en el nodo se              
reinicia y se requiere empezar las pruebas nuevamente. 
 
Para sincronizar todo el funcionamiento de los nodos, se utilizó un nodo adicional             
que cumple la función de enviar una señal indicando el inicio de las pruebas. Esta               
señal se envía en modo P2P con 20 dBm de potencia y DR0 para lograr alcanzar                
todos los nodos de la red. Una vez los nodos reciben esta señal pasan a               
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Cada prueba corresponde a un nodo configurado como transmisor, que envía 50            
paquetes, mientras los demás nodos están programados como enrutadores y el           
nodo 1 como relevo, recibiendo los paquetes de la red y retransmitiéndolos al GW              
usando el procedimiento previsto por MACGSP6. La prueba por cada nodo tuvo            
una duración entre 45 y 50 minutos.  
  
Los parámetros usados en la implementación de MACGSP6 son así: 
 
GP = 3 segundos 
Probabilidad de chisme, p​gsp​ = 0.3 
Duración de ventana de recepción = 2 segundos 
Espacio de descanso = 1 segundo 
Tiempo de Quietud (1 QP)  = 10 * 3 segundos = 30 segundos.  
DR  = 3 (5470 bps [40]), SF = 8, CR (Code Rate) = 4/5  
Potencia de Tx = 10dBm 
Sensitividad del GW [41]= -125dBm 
Sensitividad del nodo Seeeduino LoRaWAN [32] = -140dBm 
 
 
El mensaje a enviar es de 10 bytes, formado por 3 secciones (Figura 15):              
contador de saltos (1 byte), cuerpo de mensaje (8 bytes), número de secuencia (1              
byte). El cuerpo del mensaje se mantiene igual durante todas las pruebas. Por             
último el número de secuencia comienza desde 0 y termina en 31 en hexadecimal              
(49 decimal).  
 
Figura 15. ​Mensaje a enviar. Cuenta con 3 partes: Contador de saltos, cuerpo de              






Las pruebas fueron agrupadas por rondas donde cada uno de los nodos envió             
sus 50 paquetes como transmisor. El orden en que estos pasaban a ser             
transmisores fue escogido de forma aleatoria. En total se realizaron nueve           
rondas. Los resultados de los porcentajes de mensajes buenos recibidos en el            
GW se muestran en la Tabla 5. La ecuación 2 muestra la fórmula utilizada para               
calcular estos valores. Se considera un mensaje bueno aquel que esté formado            
como se muestra en la Figura 15. Los resultados muestran que PRR promedio             
aumentó de 0% a un mínimo de 61%. 
 
 
 Mensajes  rx en GW   % ensajes  buenos rx en el GW ensajes  tx desde el nodo  = M ÷ M
(2)ensajes  buenos rx en el GW 0  = M ÷ 5  
Tabla 5. ​Tabla resumen de resultados. promedio con intervalos de confianza de            
Bonferroni del 95%.  
 
La Tabla 5 muestra los valores promedio del porcentaje de recepción de paquetes             
en el GW, con intervalos de confianza del 95% de Bonferroni para poder             
determinar si hay diferencias estadísticas entre los 5 nodos. Nótese que todos los             
nodos tienen al menos un intervalo de confianza que se cruza con alguno de los               
otros intervalos. Esto significa que no hay diferencias estadísticas con un 95% de             
confianza. Una posible razón para el porcentaje de mensajes recibidos en el nodo             
5 es la cantidad de saltos por las que debe pasar un mensaje hasta el GW (en                 
promedio 3.29 saltos). Como se puede ver en la Tabla 3, los enlaces entre del               
nodo 5 con sus nodos vecinos 2 y 3 son buenos, sin embargo según la Figura 16                 
este nodo fue el que menos mensajes con dos saltos pudo entregar.  
 
Por otra parte, la Figura 16 muestra el número de saltos que realizaron los nodos.               
Se encontró que para los nodos 4 y 5 la mayoría de los mensajes entregados               
tuvieron 3 o más saltos, 235 (83%) para el nodo 4 y 264 (96%) para el nodo 5. La                   
mayor cantidad obtenida fue de seis saltos desde los nodos 5 y 6. Con esto, se                
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corrobora el cumplimiento del primer alcance propuesto. Por otra parte la cantidad            




Figura 16.  ​Saltos realizados por cada uno de los mensajes recibidos en el GW.  
  
En la Figura 16 se observa que los nodos 4 y 5 pudieron transmitir directamente               
hasta el nodo 1 en más de una ocasión, ya que el total de saltos hasta el GW es 2                    
y el nodo 1 transmite en un salto hacia el GW. El porcentaje del total de                
mensajes entregados con dos saltos para el nodo 4 fue de 17% y para el nodo 5                 
fue de 4%. Esto muestra la robustez de la modulación LoRa, que logró recibir los               
paquetes aunque no hubiera línea de vista y de la existencia de enlaces malos o               




5. Conclusiones y Recomendaciones 
Como conclusiones del trabajo de investigación realizado se pueden recalcar los           
siguientes puntos: 
 
● Si bien LoRaWAN no establece un protocolo de enrutamiento, utilizando          
alternativas como el modo P2P es posible implementar algoritmos que          
permitan enrutar los paquetes con la tecnología LoRa. 
 
● La solución propuesta logró mitigar la pérdida de paquetes por ausencia de            
línea de vista, ya que la tasa de recepción pasó de 0% en LoRaWAN a               
mínimo 61% en MACGSP6, como se puede ver en la Tabla (5). La red              
implementada garantiza que los nodos no tienen línea de vista entre sí ni             
con el GW, con la excepción del nodo relevo quien tiene línea de vista con               
el GW.  
 
● Se midió el consumo de corriente de un nodo LoRaWAN, el cual es             
superior a diversos nodos utilizados para WSN. Este resultado se puede           
deber a la plataforma utilizada (Seeeduino LoRaWAN) y al procesamiento          
de datos interno que se realiza por el código empleado. 
 
● Se mostró que MACGSP6 con LoRA puede entregar mensajes a pesar de            
estar funcionando en un red con enlaces que no tienen línea de vista. Se              
mostró que LoRa puede lidiar con enlaces sin línea de vista en modo P2P,              
hasta llegar a un nodo destino, por medio de la ayuda de MACGSP6. El              
resultado concuerda con lo encontrado en [31], aunque la implementación          




Para trabajos futuros se recomienda optimizar el código de los nodos           
retransmisores para reducir el consumo innecesario de energía. Esto con el fin de             
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realizar pruebas para verificar el funcionamiento de la red con fuentes de energía             
independientes.  
 
Otro desafío es el retardo en una red con múltiples saltos, el cual puede llegar a                
ser muy alto al implementar nodos LoRa debido a las bajas tasas de transmisión.              
Esto puede afectar negativamente el rendimiento de la red, afectando las           
aplicaciones.  
 
Así mismo, se recomienda seguir trabajando con protocolos de enrutamiento para           
este tipo de soluciones, debido a los resultados positivos obtenidos en esta            
investigación. Finalmente, se recomienda verificar el funcionamiento de los         
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