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Abstract(Resumen de 100-250 palabras)/ Abstract(Laburpena 100-250 hitzetan) 
In this project it has been carried out the development and implementation of a Virtual Private 
Network (VPN) service provider that it is called piVPN. This system allows users the creation of 
secure network connections over public networks through a virtual private network simplifying 
the configuration process and removing the difficulties that other alternatives haves. 
Customers can access the service through the enabled website or acquiring a Raspberry Pi 
device preconfigured. The latter solution allows end users to navigate through the piVPN 
network by connecting their devices using an Ethernet connection to Raspberry Pi device. 
Materias o Palabras Clave (máximo 5) / Gaiakedohitzgakoak(gehienez 5) 
Virtual private network, OpenVPN, server, security, Raspberry Pi. 
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Abstract(Resumen de 100-250 palabras) / Abstract(Laburpena 100-250 hitzetan) 
En este proyecto se ha llevado a cabo el desarrollo y la implementación de un servicio de VPN 
(Virtual Private Network) que recibe el nombre de piVPN. Este sistema permite a sus usuarios la 
creación de conexiones seguras a través de redes públicas mediante una red privada virtual 
simplificando al máximo el proceso de configuración y eliminando las dificultades que 
presentan otras alternativas. Los clientes pueden tener acceso al servicio a través del sitio web 
que habilitará la configuración necesaria o mediante la adquisición de un dispositivo Raspberry 
Pi previamente configurado. Mediante esta última solución, el usuario final únicamente tiene 
que conectar su dispositivo mediante una conexión Ethernet al dispositivo Raspberry Pi para 
poder navegar a través de la red privada virtual del servicio. 
Materias o Palabras Clave (máximo 5) / Gaiakedohitzgakoak (gehienez 5) 
Red privada virtual, OpenVPN, servidor, seguridad, Raspberry Pi. 
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