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用 人 工 知 能（AGI: Artificial General 
Intelligence） の よ う に， 自 己 学 習 す
る AI，自ら情報を取りに行く AI，強い






なり，将に Hybrid Human の出現とな
る。近未来の人間は，バイタルデータや
DNA 情報等が逐次 AI の持つセンサーに
より自動記録・管理されることとなろ
う。このような時代にプライバシーを論
ずる意義を再考する必要があろう。
5．おわりに
ここまで情報インテグレーションにつ
いて考察してきたのであるが，残念なが
ら，指摘してきた問題点への決定的な対
処方法が見出せないのが実情である。今
後の研究に大いに期待するところであ
る。
現状で考え得る一つの方法としては，
情報インテグレーション権（Information 
Integration Right）を構想していく方法
が考え得る。また今後の開発されるテク
ノロジーを駆使して，情報データに対し
ブロックチェーン（Block Chain）技術を
駆使して情報のトレーサビリティを確保
して情報管理することも一案となろう。
いずれにせよ，誰がどうやって認める
のか社会的なコンセンサスが不可欠であ
る。営利追求を前提としたビジネスは匿
名化されないビッグデータを欲しがる。
しかし市井の人々は自らの情報を安易に
提供することには躊躇いがある。この両
者のバランスをどう保つかという社会的
に議論が必要とされる。この論稿が今後
のその議論の一助となれば幸いである。
－ 13 －

