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коэффициент низок, особенно на низких частотах; неопределенность, в которой 
коэффициент имеет резонанс; неопределенность, когда коэффициент приближается 
к верхнему пределу частоты измерения.  
Как мы видим, метод четырех микрофонов – это простой способ измерений 
коэффициента потерь на прохождение материалов. Однако он может обманчиво 
простым, когда дело доходит до проведения эффективных точных измерений. 
Пользователи должны обратить внимание на ряд факторов, связанных с подготовкой 
образцов. Также стоит подчеркнуть, что одно выборочное измерение ничего не говорит 
о достоверности. В качестве решения проблемы уменьшения неопределенности 
предлагается вырезать несколько идентичных образцов из листа материала, чтобы 
получить надежный результат. 
ОСОБЕННОСТИ ВНЕДРЕНИЯ НОРМАТИВНО-ПРАВОВЫХ АКТОВ  
В ОБЛАСТИ ТЕХНИЧЕСКОЙ ЗАЩИТЫ ИНФОРМАЦИИ  
НА ГОСУДАРСТВЕННЫХ ПРЕДПРИЯТИЯХ 
А.М. Мажейко 
Создание системы защиты информации любой организации начинается 
с разработки политики информационной безопасности. В государственных 
предприятиях как правило наиболее оптимальным способом разработки является 
внедрение локальных нормативно-правовых актов, разработанных на основе 
требований законодательства, а также требований и рекомендаций государственного 
органа, осуществляющему регулирование сферой защиты информации. Данный способ 
имеет преимущества по сравнению с вариантом, когда разработку политики 
информационной безопасности поручают сторонним организациям, 
специализирующимся в сфере защиты информации. В данном случае государственные 
предприятия экономят значительные финансовые ресурсы на разработку политики, 
а также имеют возможность более конструктивно встроить требования безопасности 
в собственные бизнес-процессы. 
Основой для разработки политики безопасности в Беларуси могут стать Закон 
Республики Беларусь от 10 ноября 2008 г. № 455-З «Об информации, информатизации 
и защите информации» [1], Указ Президента Республики Беларусь от 9 декабря 2019 г. 
№ 449 «О совершенствовании государственного регулирования в сфере защиты 
информации» [2] и приказ оперативно-аналитического центра при Президенте 
Республики Беларусь от 20 февраля 2020 г. № 66 «О мерах по реализации Указа 
Президента Республики Беларусь от 9 декабря 2019 г. № 449» [3]. 
Однако существуют и недостатки, которые могут быть допущены руководством 
и работниками такого государственного предприятия при внедрении политики 
информационной безопасности. Создание локальных нормативно-правовых актов 
является лишь первым шагом. На втором шаге необходимо выполнить аудит 
информационной безопасности согласно принятой политике. Практика показывает, 
что после внедрения актов и ознакомления с ними работников существуют факты 
инцидентов информационной безопасности. Таким образом? создание политики 
информационной безопасности на основе вышеназванных документов является 
простым и дешевым инструментом, однако требующим последующего контроля 
за исполнением требований по защите информации государственного предприятия. 
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СТАНОВЛЕНИЕ И ОБЗОР БЛОКЧЕЙН ТЕХНОЛОГИЙ И ИХ СВЯЗЬ 
С КРИПТОСИСТЕМАМИ И РАСПРЕДЕЛЕННЫМ РЕЕСТРОМ 
А.М. Макаров, Е.А. Писаренко, А.С. Ермаков 
В работе рассмотрена кратко история появления технологий распределенного 
реестра (блокчейн технологии) и применения двухключевых криптосистем, 
обеспечивающих защиту достоверности данных. Дальнейшее развитие новейшей 
истории рассматривается на примере существующих в Российской Федерации 
платформ и приложений этих технологий. 
1. На базе платформы Мастерчейн существует сервис цифровых банковских 
гарантии,̆ находится на этапе промышленной эксплуатации. 
2. «Сбер» подключил к своей блокчейн-платформе распределенный реестр 
от Waves Enterprise. 
3. Блокчейн-платформа Factorin в области торгового финансирования объявила 
о выходе на рынок непродовольственной розницы. 
4. Касперский» создал систему для государственных выборов через интернет. 
5. В «Лаборатории Касперского», команда проекта Polys, разработала систему 
дистанционного электронного голосования (ДЭГ) «Polys.ГОСТ», которая полностью 
удовлетворяет требованиям российского законодательства в части применения 
криптографии для защиты информации [1–8].  
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