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Resumen 
 
 
La auditoría y el control administrativo son la base de estudio desarrollado en el 
documento investigativo. Es una forma de evaluar la efectividad de las operaciones 
desarrolladas en las organizaciones con el propósito de contrarrestar las 
deficiencias e irregularidades existentes. 
    El objetivo de la investigación es estudiar los conocimientos a través de la 
descripción del modelo de control interno COSO, herramienta que es considerada 
como marco de referencia en la implementación y gestión de un adecuado sistema 
de control, determinando que este permite analizar total o parcialmente la 
organización con el fin de precisar su nivel de desempeño. 
    Para cumplir el objetivo, esta investigación se apoyó en una serie de material 
consultado en internet, que han permitido obtener un panorama amplio de todas las 
generalidades de Auditoria y el Control Administrativo. Así mismo para una mayor 
profundidad en la investigación, se revisó el modelo de control interno COSO, 
conociendo sus componentes y principios, igualmente se encontró que el órgano 
rector del control interno del Estado, la Contraloría General de la Republica ha 
incluido dicho modelo en las Normas de Control Interno que son de estricto 
cumplimiento para todas las instituciones públicas del país. 
     Se describe el documento como de suma importancia para fortalecer los 
sistemas de control en las empresas públicas y privadas. 
 
. 
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Introducción  
  
En el ámbito empresarial, las instituciones sean públicas o privadas, requieren 
establecer controles que les permitan conocer, como se están ejecutando las 
actividades dentro del proceso administrativo, con el objetivo de verificar si estas se 
están llevando a cabo de acuerdo a lo planeado, pues a la empresa le interesa 
asegurarse que se mantenga una coherencia entre las metas y objetivos propuestos 
y los alcanzados, esto viene dando origen a la auditoria administrativa.  
La Auditoria Administrativa dentro del Proceso Administrativo en una 
Organización Social y forma parte primordial como medio de control y cambio, 
Decimos como medio de control ya que se utiliza en la etapa de Control y es una 
técnica estratégica utilizada para determinar la eficacia de los procesos 
administrativos utilizados en la organización de tal manera que nos muestra el 
estado en el que se encuentra nuestra organización y toda la estructura que la 
compone. Todo esto mediante un análisis completo de toda la organización.  
 
También se le dice medio de cambio ya que con los resultados obtenidos el 
auditor elabora un dictamen con sugerencias para la organización las cuales son 
para corregir algún error o proceso que sea necesario para el funcionamiento de la 
organización. Entonces decimos que la auditoria se ubica en el proceso de control 
como medida de seguridad para garantizar el efectivo funcionamiento de la 
organización y si en su caso es necesario para corregir algún defecto o error tanto 
en procesos como en la información además de todo esto con la auditoria se analiza 
el estado actual de la organización y que tan lejos se encuentra de lo que quiere 
ser. 
La auditoría administrativa es la confrontación periódica de la planeación,        
organización, ejecución y control administrativo de una compañía. A su vez la 
auditoría administrativa es la que se encarga de verificar que todo se haya realizado 
conforme lo planeado y organizado con el fin de identificar, corregir y evitar la 
repetición de los errores dentro de la empresa. 
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  Para ello se necesita un buen sistema de control como el que se utiliza en 
nuestro país, con el estudio del modelo de control interno del comité de 
Organizaciones Patrocinadoras de la comisión Treadway (COSO) se enriquecen  
los mecanismos a la hora de realizar la auditoria y el control interno. 
    A partir del año 2015 el gobierno de Nicaragua ha determinado fortalecer su 
sistema de control interno a través de incluir los elementos y principios del coso en 
las normas técnicas del control interno (NTCI), que dicta la Contraloría General de 
la Republica y que son de uso obligatorio para las empresas del sector público, 
procurando que la auditoria sea más eficaces. 
    En el capítulo I detallaremos lo que comprende la auditoria y el control 
administrativo, en el capítulo II abarca  lo que es un sistemas de control interno 
como es el COSO y el capítulo III se muestra donde es utilizado el sistema de 
control.  
    En el capítulo II hace referencia al sistema de control interno COSO, para conocer 
sus objetivos, antecedentes, componentes, ventajas y principios bajo los cuales se 
rige dicho modelo y su relación con los componentes del control interno. 
    En el capítulo III se muestra como se está utilizando el sistema de control interno 
en Nicaragua. 
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Justificación 
 
El documento investigativo  contiene  una de las áreas fundamentales de la auditoria 
administrativa como lo es el control. En base a conocimientos previos se conocerán 
las sugerencias y cambios que se pueden producir en cualquier área donde se esté 
llevando a cabo la auditoria en las empresas, y se llega a este punto tomando en 
cuenta la influencia que tiene el sistema de control. 
     El modelo COSO es un certificado internacional, utilizado en diferentes países y 
que en la actualidad es asumido por el Gobierno de Nicaragua a través de la 
Contraloría General de la Republica quien ha dictado las Normas Técnicas de 
Control Interno (NTCI), basadas en COSO 2013, las cuales son un marco de 
referencia mínimo obligatorio en materia de control interno para el sector público, 
que tiene aplicación en todos los aspectos de la planeación, programación, 
organización, funcionamiento y evaluación de una entidad. 
     Aunque este sistema de control sea interno contribuye a un mejor resultado a la 
hora de realizar la auditoria, ya que el modelo de control se puede aplicar a cualquier 
área de la organización lo que contribuye a captar con mayor facilidad las 
debilidades que existan y de esta forma brindar las recomendaciones necesarias y 
realizar las correcciones pertinentes en la empresa. 
     A su vez el COSO ha venido cambiando y actualizándose durante el paso de los 
años, recientemente agrego lo del riesgo de fraude en las empresas, un avance 
significativo dentro del control interno volviéndose una herramienta clave para la 
auditoria administrativa. 
     La investigación propuesta será base de estudio o referencia a otros 
investigadores interesados en el tema como un texto de consulta, en especial a toda 
la comunidad universitaria y a las empresas que quieran implementar en su 
organización el modelo COSO como parte de su evaluación a un buen sistema de 
control interno. 
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Objetivos de seminario 
 
General: 
Estudiar los conocimientos de la Auditoria y el Control Administrativo, a través de la 
descripción del modelo de control interno COSO, herramienta considerada como 
referencia en la implementación y gestión de un adecuado Sistema de Control. 
 
Específicos:  
1. Definir las generalidades de la auditoría, el control administrativo y control 
interno. 
2. Describir el modelo de control interno COSO. 
3. Señalar la implementación del COSO en Nicaragua, específicamente en el 
sector público. 
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Capítulo I: Generalidades de la auditoria. 
 
La dinámica administrativa de una empresa es esencialmente planear, organizar, 
dirigir y controlar a todas y cada una de las partes de la empresa desde lo general 
hasta lo particular. (Word press, 2017) 
     Pero no hay que pensar que la Auditoria Administrativa es una vara mágica, sino 
una técnica para medir resultados y proponer en su caso medidas correctivas. 
     Sin embargo siempre hace falta la revisión de la empresa en su conjunto, en su 
composición y estructura organizada en cada una de las funciones que la integran 
desde la alta gerencia hasta las partes más pequeñas que componen el organismo 
social, por eso la Auditoria es necesaria tanto en la empresa privada como en la 
pública para el desarrollo natural de las operaciones. (Word press, 2017) 
 
1. 1   Concepto de auditoria. 
 
Es un examen crítico que se realiza con el fin de evaluar la eficiencia y eficacia de 
una organización. Es una revisión metódica, periódica e intelectual de los registros, 
tarea y resultados de la empresa, con el fin de diagnosticar el comportamiento global 
en el desarrollo de sus actividades y operaciones. (Auditword, 2012) 
 
1.2     Tipos de auditorías.  
 
Ahora que se ha consolidado la auditoría en las organizaciones, la financiera ocupa 
un lugar prominente por ser la pionera en el campo evaluatorio, pero es innegable 
que en el transcurso de los años se ha incrementado la realización de auditorías 
especializadas. (Sotomayor, 2008, págs. 19-21) 
6 
 
     Por otra parte, es de esperar que exista igual número de auditorías entre las 
organizaciones que tienen actividades paralelas, pero en el campo técnico no 
sucede así. Lo que si se tiene identificado de esta manera similar es la clasificación 
de estas, que atiende a disposiciones institucionales o legales. 
     Las auditorías internas y externas representan la primera clasificación natural, 
ya que obedecen a quien las realizan, y comprenden las especialidades que se 
enumeran posteriormente. 
Las auditorías ambientales, de calidad y social han sido requeridas con mayor 
exigencia en los últimos años y las organizaciones están conscientes de su 
contribución preventiva, o en caso, correctiva. 
    1. Auditoría financiera. 
Este tipo de auditoria está plenamente identificada con las organizaciones, ya 
que fue la pionera en el campo evaluatorio.  
Sus resultados y opinión se presentan en un documento formal denominado 
dictamen, en donde se hace referencia a la situación financiera, estado de 
resultados, variación en el capital contable y los cambios en la situación financiera, 
lo cual resulta de especial importancia para los inversionistas y medio externo. 
Como se mencionó anteriormente, el dictamen es la opinión del auditor 
financiero externo. Existen tres modalidades de este, las cuales se aplican conforme 
a las circunstancias que se presentan en el proceso de valuación; deben expresarse 
al concluir el informe.  
2. Auditoría fiscal. 
En todo el mundo, el aspecto tributario merece la atención de organizaciones y 
gobierno, ya que ambos se benefician de él. De ahí el interés de cumplir con apego 
a las disposiciones de la materia y en forma solvente y oportuna. 
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Este tipo de auditoria es practicada por las organizaciones como una 
ampliación de la auditoría financiera. Es aplicada como una medida administrativa 
(con sus repercusiones fiscales) por parte de firmas privadas de contadores públicos 
o por auditores fiscales (cuando es efectuada por la autoridad). Es una iniciativa 
poco usual, algunas organizaciones solicitan ante diferentes autoridades que se les 
practique una auditoria de este tipo a fin de regularizarse; esto incluye a las 
relacionadas con seguridad social y vivienda. 
Las organizaciones establecen mecanismo de control para asegurarse la 
correcta aplicación, determinación, cálculo y presentación de las manifestaciones 
fiscales, además de contar con profesional capacitado para esta actividad. 
(Sotomayor, 2008, págs. 19-21) 
3. Auditoria operacional. 
Una auditoria operacional evalua la eficiencia de cualquier parte de los 
procedimientos y métodos de operación de una organización, además resulta 
pertinente identificar las metas, misión, visión y filosofía de la empresa. (Arens & 
Elder, 2007, pág. 38) 
 Cuando se completa una auditoria operacional, por lo general espera 
recomendaciones para mejorar sus operaciones, durante este tipo de auditoria las 
revisiones no se limitan a la contabilidad también pueden incluir la evaluación de la 
estructura organizacional, operaciones de computo, métodos de producción, o 
cualquier otra área.  (Arens, Elder, y Beasley, 2007 pag.38) 
   4. Auditoría informática. 
La auditoría de este campo es de vital importancia en las empresas, pues 
informa sobre la organización, funcionalidad, e idoneidad del proceso de 
sistematización de operaciones con que se cuenta. Asimismo, analiza sus medidas 
de seguridad, el tipo de hardware y software que utilizan, y la calidad del personal 
que participa, todo lo cual repercute en la calidad de la información. Como dato 
significativo este tipo de auditoria apareció a nivel mundial en 1965. (Sotomayor, 
2008 pags.19-21) 
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El campo de aplicación de la auditoría informática comprende aspectos de 
organización, operación, prevención y seguridad tales como:  
1.  Organización del área, selección de equipo.  
2.  Planeación y desarrollo de sistemas.  
3.  La utilización efectiva del equipo. 
4.  Estudio y evaluación del control interno. 
5.  Diagnostico general. 
6.  Documentación del sistema. 
7.  Los manuales operativos. 
5. Auditoría integral. 
Este tipo de auditoria también se conoce en el ámbito mundial como 
compresivo y evalua la eficiencia y eficacia de las decisiones que la organización 
ha tomado. En la década de los años ochenta existió una corriente que en sus inicios 
impulso su aplicación en los gobiernos, entre ellos Canadá, Estados Unidos, 
Alemania y México; otro de los países latinoamericanos  que abordó el tema y lo 
difundió fue Colombia. 
La auditoría integral está basada en un enfoque interdisciplinario, que 
comprende aspectos legales, financieros, administrativos, operacionales, 
informáticos entre otros, lo cual goza de aceptación en las organizaciones. 
   6. Auditoría ambiental. 
La auditoría ambiental ha acrecentado su importancia en el mundo actual: por 
medio de ella se realiza exámenes técnicos en relación al impla impacto industrial y 
de desechos sobre el medio ambiente y los recursos naturales, situación que se 
agrava día tras día y requiere la implementación de medidas preventivas. 
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La contaminación del agua, la tierra y el aire resulta perjudicial para todos, de 
ahí la relevancia de las normas establecida das por el gobierno y las aportaciones 
de los grupos ecologistas. 
    7. Auditoria de calidad 
La auditoría de la calidad consiste en un examen minucioso del producto o 
servicio que ofrece la organización (privada y pública), así como de los procesos 
que la integran. Dicha evaluación requiere certificación de los resultados. 
Las políticas de calidad que se tengan establecidas son un punto clave. 
Algunos de ella son: 
1. Personal con disposición y comprometido. 
2. Personal capacitado en forma continua. 
3. Claridad en los procesos.  
4. Excelencia en la operación general.  
5. Documentación de los procesos.  
6. Disposición a la mejora continua. 
7. Actualización creativa. 
     El concepto de calidad engloba dos enfoques, uno referente a la calidad en sí y 
otro al control. Este se realiza por dos conducto: el interno (presidente o jefe de 
unidad) y el externo (comprador, vendedor, y verificación de normas).  
     En la calidad es imprescindible que los factores administrativos, técnicos y 
humanos se mantengan controlados de manera que respeten la normativa 
establecida y el aseguramiento de la misma.  
 
 
 
10 
 
8. Auditoria social. 
     El peso de este tema evaluatorio es grande, porque considera la forma en que 
afectan las acciones de una empresa a la comunidad. La auditoría social representa 
un examen de comportamiento social del negocio, lo cual incluye las acciones 
emprendidas y la manera en que han repercutido en la sociedad de su localidad, de 
su país e internacionalmente. Algunos aspectos que se consideran son: salud, 
vivienda, obras viales, escolaridad, seguridad, y programas de tipo social en las 
comunidades. 
     Un aspecto positivo de estas auditorías es que apoya a la alta administración al 
aportar los resultados obtenidos en los programas que han apoyado, lo cual les 
permite conocer la situación prevaleciente para, en caso necesario, rediseñar la 
operatividad.  
9. Auditoria gubernamental. 
El sector público ha mejorado sus controles en las diferentes partes que los 
componen efecto de asegurar optimización de los recursos; ha puesto énfasis en la 
honestidad, claridad y transparencia de su manejo, lo cual ha redundado en 
beneficio del mismo gobierno y consecuentemente de la sociedad. 
La auditoría gubernamental representa una evaluación del sector que 
comprende la fiscalización de ingresos, gastos, inversiones, programas, 
organización y sistemas, principalmente. Recibe su nombre por el sujeto pasivo que 
recibe la auditoria y no por el que la realiza, ya que este último puede ser un auditor 
del gobierno una firma externa contratado con este fin. 
Con el empleo de este instrumento se busca evitar la corrupción y la actuación 
no ética del funcionario o empleado público y propiciar una actitud de servicio y 
plena responsabilidad en el quehacer gubernamental. 
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Este tipo de auditoria representa un instrumento de control importante, pero no 
es una solución pragmática es decir, requiere de un alto sentido de responsabilidad 
y colaboración de los sectores de la administración pública, para que en cada caso 
los auditados se muestran con disposición y otorguen las facilidades necesarias a 
los auditores correspondientes, ya que en un sentido constructivo el procedimiento 
es preventivo, correctivo y de fiscalización, en su caso. 
En ocasiones se llegan a presentar reclamos sociales en los que se exige una 
auditoria. En estos casos se debe tener sensibilidad, ya que la respuesta a la 
auditoria representa una respuesta a la sociedad. 
Los casos que desarrolla la auditoria gubernamental no tienen respuestas 
preconcebidas, ya que cada caso es diferente. 
De manera que el auditor no se debe llevar dejar por ningún prejuicio ni por el 
apasionamiento de ningún tema, sino porque debe la serenidad y la ecuanimidad. 
(Sotomayor, 2008, págs. 19-21) 
 
1.1  Funciones de auditoria interna y externa. 
 
La auditoría interna constituye propiamente un mecanismo de control establecido 
en la organización, que cuenta con personal de la propia empresa designado para 
el propio desempeño de actividades de tipo interdisciplinario enfocadas al 
cumplimiento de los aspectos de vigilancia y sistematización. (Sotomayor, 2008, 
pág. 8) 
Este trabajo no debe considerarse como un proceso intimidatorio, ya que                                                                                               
provocaría predisposición del personal; tampoco es conveniente que se aboque en 
forma preponderante a actividades de cualquier índole, ni que intervenga en 
despedidos de personal o en su efecto se acomode a cualquier otra función, ya que 
ello demeritaría sus objetivos primarios. 
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    La auditoría externa representa un trabajo profesional independiente que va 
enfocado básicamente en la evaluación, pero también a la consultoría en varias 
especialidades; es realizado por personal ajeno a la organización, el cual presta sus 
servicios mediante un contrato o carta compromiso que define la actividad que habrá 
de desarrollarse, tiempo, honorarios, así como tipo y calidad que intervendrá y la 
fecha de terminación. 
    Este tipo de auditoria contempla examinar la veracidad y razonabilidad de la 
organización (es decir en cualquier área que se realice) para luego presentar su                      
opinión profesional en un documento oficial y Los resultados de este servicio 
profesional interesan  principalmente a los inversionistas de la organización.  
(Sotomayor, 2008, pág. 8) 
 
1.4  Concepto de auditoria administrativa  
 
El concepto de auditoría administrativa representa la conjunción de una técnica de 
control ya existente (la auditoria) y una disciplina que se inicia formalmente y que 
continúa desarrollándose con nuevos enfoques (la administración). De ahí la 
existencia de diferentes definiciones en este campo. (Sotomayor, 2008, pág. 33). 
    Dicha actividad no es limitativa de una profesión y es factible que la realice quien 
posea conocimientos de esta disciplina y de las especialidades que la apoyan. De 
cualquier forma, esto implica una gran responsabilidad para quien la práctica, ya 
que los comentarios deben ser formales y documentados, no a la ligera. 
    La auditoría administrativa es, sin lugar a dudas una técnica que debe estar 
presente en las organizaciones, y su aplicación en menor o mayor medida estará 
sujeta a los requerimientos específicos que se prevean y estén autorizados por la 
alta administración. (Sotomayor, 2008, pág. 33) 
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    También se puede decir que una auditoría administrativa es la revisión analítica 
total o parcial de una organización con el propósito de precisar su nivel de 
desempeño y perfilar oportunidades de mejora para innovar valor y lograr una 
ventaja competitiva sustentable. (Franklin f., 2007 pag.11)  
 
1.5 Objetivos de la auditoria administrativa.  
 
Por sus características, la auditoria administrativa constituye una herramienta 
fundamental para impulsar el crecimiento de las organizaciones, permite detectar 
en qué áreas se requiere de un estudio más profundo, qué acciones se pueden 
tomar para subsanar deficiencias, como superar obstáculos, como imprimir mayor 
cohesión al funcionamiento de dichas áreas y sobre todo realizar un análisis causa-
efecto que concilien forma congruente los hechos con dichas ideas. (Franklin f, 
2007, págs. 11-19) 
En virtud de lo anterior, es necesario establecer el marco para definir objetivos 
congruentes cuya cobertura encamine las tareas hacia resultados específicos. Entre 
los criterios más sobresalientes para lograrlo se pueden mencionar. 
1. De control 
Destinados a orientar los esfuerzos en la aplicación de la auditoría y evaluar el 
comportamiento organizacional en relación con estándares preestablecidos. 
2. De productividad 
Encauzan las acciones de la auditoría para optimizar el aprovechamiento de 
los recursos de acuerdo con la dinámica administrativa instituida por la organización. 
3. De organización 
Determinan que el curso de la auditoría apoye la definición de estructura, 
competencia, funciones y procesos a través del manejo eficaz de la delegación de 
auditoria y el trabajo en equipo. 
 
14 
 
4. De servicio. 
Representan la manera en la que auditoria puede constatar que la organización 
está inmersa en un proceso que la vincula cuantitativamente con las expectativas y 
satisfacción de sus clientes. 
5. De calidad  
Disponen que la auditoría tienda a elevar los niveles de actuación de la 
organización en todos sus contenidos y ámbitos, para que produzca bienes y 
servicios altamente competitivos. 
6. De cambio 
Transforman la auditoria en un instrumento que hace más permeable y 
receptiva a la organización. 
7. De aprendizaje   
Permiten que la auditoria se trasforme en un mecanismo de aprendizaje 
institucional para que la organización pueda asimilar sus experiencias y las 
capitalice para convertirlas en oportunidades de mejora. 
8. De toma de decisiones 
Traducen la puesta en práctica y los resultados de la auditoría en un sólido 
instrumento de soporte del proceso de gestión de la organización. 
10. De interacción  
Posibilitan el manejo inteligente de la auditoría en función de la estrategia para 
relacionar a la organización con los competidores reales potenciales, así como con 
los proveedores y clientes. 
11. De vinculación 
Facilitan que la auditoría se construya en un vínculo entre la organización y un 
contexto globalizado. (Franklin f, 2007, págs. 11-19). 
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1.6   Campo de aplicación de la auditoría administrativa 
 
 
La auditoría administrativa puede instrumentarse en todo tipo de organizaciones, ya 
sean públicas, privadas o sociales. (Franklin f, 2007, págs. 13-20) 
     Por su extensión y complejidad, es necesario entender cómo están conformadas 
estas organizaciones para responder a las demandas de servicios y productos del 
medio ambiente y sobre todo, de qué manera se articulan, lo cual obliga a precisar 
su fisonomía, área de influencia y dimensión.  
 A continuación se presenta la información por sector específico: 
     Sector público 
     En este sector la auditoría se emplea en función de la figura jurídica, 
atribuciones, ámbito de operación, nivel de autoridad, relación de coordinación, 
sistemas de trabajo y líneas generales de estrategia. Con base en estos criterios, el 
ámbito de aplicación se centra en las instituciones administrativas de los poderes 
ejecutivo, legislativo y judicial. 
     El resultado de aplicar la auditoría administrativa en el sector público es mejorar 
la actuación de los órganos y mecanismos que lo integran considerando sus 
acciones particulares y la integración proveniente de la naturaleza de sus funciones 
a partir de la idea de que el poder legislativo determina el orden jurídico, el poder 
ejecutivo lo implementa y el poder judicial vigila su cumplimiento. 
    Sector privado 
Por lo que toca a este sector, la auditoria se aplica tomando en cuenta la figura 
jurídica, objeto, tipo de estructura, elementos de coordinación, área de influencia, 
relación comercial y pensamiento estratégico. 
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El resultado de implementar la auditoria administrativa en el sector privado es 
evaluar la capacidad para crear y operar empresas del primer nivel, con una 
administración consciente del modelo de negocio que requieren para producir 
resultados con un desempeño superior que les permita lograr una posición de 
liderazgo para convertirse en un estándar de su industria. 
    Sector social 
    En este sector, la auditoria administrativa se aplica para evaluar aspectos tales 
como la promoción de derecho a la educación la vivienda, el trabajo, la salud, el 
desarrollo económico, la protección social y el bienestar de los sectores más 
desprotegidos, en atención a: tipos de organización, naturaleza de su función. 
(Franklin f, 2007, págs. 13-20) 
 
1.7     Concepto de control 
 
Consiste en verificar si todo ocurre de conformidad con el plan adoptado, con las 
instrucciones emitidas y con los principios establecidos. Tiene como fin señalar las 
debilidades y errores a fin de rectificarlos e impedir que se produzcan nuevamente. 
(Eukativos, 2007) 
 
1.8     Tipos de control administrativo 
 
Existen diferentes tipos de control, entre los principales se encuentran: 
    El pre control. Se realiza antes de que el trabajo sea ejecutado. El pre control 
elimina desviaciones significativas antes de que éstas ocurran. Al respecto la 
dirección superior crea políticas, procedimientos, programas encaminados a 
eliminar el comportamiento que causará resultados en el trabajo. El pre control se 
centra en la eliminación de los problemas previstos a futuro. (Eukativos, 2007) 
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El control concurrente. Este se realiza a medida en que el trabajo está siendo 
ejecutado. El control concurrente no sólo se relaciona con el desempeño humano, 
sino también con áreas tales como el rendimiento del equipo de trabajo o de un 
departamento. Los medios principales a través de los cuales se implanta el control 
concurrente son las actividades directivas y supervisadas de los administradores.  
    Mediante la observación personal e inmediata, los jefes determinan si el trabajo 
se está llevando a cabo según lo definen las políticas y los procedimientos.  
     La delegación de autoridad proporciona a los administradores el poder para 
emplear incentivos monetarios y no monetarios, con el propósito de efectuar el 
control concurrente.  
     Las normas que guían la actividad continua se derivan de las descripciones del 
trabajo y de las políticas que resultan de la función de planeación. 
Control retro alimentario. Esta se centra en el desempeño organizacional 
pasado; es decir, se basa en la retroalimentación. El control tiene lugar después de 
la acción.  
El mayor defecto de este tipo de control es que el daño ya está hecho cuando 
el administrador tiene la información, peor si es un problema grave.  
Sin embargo, en muchas actividades la retroalimentación es el único tipo 
variable de control. 
Control preventivo. Existen dos formas para tratar que las personas 
responsables cambien sus acciones futuras. El procedimiento normal consiste en 
rastrear la causa de un resultado indeseable hasta dar con las personas 
responsables del mismo y obligarlas a que cambien sus prácticas o costumbres, 
esto es lo que podría llamarse control directo.  
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    En el área de la administración, la alternativa consiste en desarrollar mejores 
administradores que apliquen con habilidad los conceptos, técnicas y principios, y 
que encaucen a la administración y a sus problemas con un enfoque de sistemas, 
con lo cual se lograría eliminar los resultados insatisfactorios que fueron provocados 
por una mala administración. Esta segunda opción podría denominarse control 
preventivo. 
     Principio de control preventivo. Este principio sostiene la idea de que la mayor 
parte de la responsabilidad de las desviaciones negativas respecto de las normas o 
estándares puede determinarse aplicando los elementos esenciales de la 
administración.  
     Establece una clarísima distinción entre los informes del desempeño (esenciales 
en cualquier caso), y determina si los administradores actúan de acuerdo con los 
principios establecidos cuando cumplen con sus obligaciones. 
     Por lo anterior, el principio de control preventivo puede expresarse de la manera 
siguiente: “entre mayor sea la calidad de los directivos y de sus subordinados, 
menor será la necesidad de controles directos.” 
    La profunda adopción del control preventivo debe esperar una mayor 
comprensión de los principios, funciones y técnicas administrativas, así como de la 
filosofía de la administración.  
     Aun cuando esta comprensión no es fácil de alcanzar, puede lograrse por medio 
de una capacitación, de experiencia en el puesto, de asesoría por parte de un 
superior experto, y de una constante actualización autodidáctica. (Eukativos, 2007) 
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1.9    Fases del control administrativo 
 
 
A fin de identificar los errores o desvíos para así corregirlos y evitar su repetición, 
el Control tiene un proceso o fases a seguir. (Eukativos, 2007) 
Establecimiento de estándares: establece los criterios de evaluación o comparación. 
Existen cuatro tipos de estándares: 
1. Estándares de cantidad: establece el volumen de producción, cantidad de 
existencias, materias primas, número de horas de trabajo. 
2. Estándares de calidad: establece la calidad del producto, sus 
especificaciones. 
3. Estándares de tiempo: es el tiempo estándar para producir un determinado 
producto, tiempo medio de elaboración de un producto. 
4. Estándares de costos: establece los costos de producción, administración, 
costos de ventas. 
    Evaluación del desempeño: tiene como fin evaluar lo que se está haciendo. 
Comparación de desempeño con el estándar establecido: compara el 
desempeño de las funciones realizadas con el que fue establecido como estándar, 
para verificar si hay desvió o variación o algún error o falla con relación al 
desempeño esperado. Acción correctiva: busca corregir el desempeño para 
adecuarlo al estándar esperado. (Eukativos, 2007) 
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1.10    Factores del control administrativo 
 
 
El control es una etapa primordial en la administración, pues, aunque una empresa 
cuente con magníficos planes, una estructura organizacional adecuada y una 
dirección eficiente, el ejecutivo no podrá verificar cuál es la situación real de la 
organización y no existe un mecanismo que se cerciore e informe si los hechos van 
de acuerdo con los objetivos. (Eukativos, 2007) 
    Etapa para el diseño de control Medición de resultados: En ésta etapa se van a 
medir los resultados contra lo ejecutado, aplicando las unidades de medida, las 
cuales, deben ser definidas acorde a los estándares. (Eukativos, 2007) 
 Establecimiento de estándares: un estándar es una unidad de medida que sirve 
como modelo o patrón sobre el cual se efectúa el control. (Trejos, 2012) 
Existen cuatro factores que deben ser considerados al aplicar el proceso de 
control: 
1. Cantidad 
2. Tiempo 
3. Costo 
4. Calidad 
    Los tres primeros son de carácter cuantitativo y el último es eminentemente 
cualitativo. 
    El factor cantidad se aplica a actividades en la que el volumen es importante. 
    A través del factor tiempo se controlan las fechas programadas. 
    El costo es utilizado como un indicador de la eficiencia administrativa, ya que por 
medio de él se determinan las erogaciones de ciertas actividades. 
     La calidad se refiere a las especificaciones que deben reunir un cierto producto 
o ciertas funciones de la empresa. (Trejos, 2012) 
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1.11 Técnicas del control administrativo 
 
 
Se puede definir a las técnicas del control como todos los procedimientos o métodos 
usados en una organización para controlar o supervisar un proceso automatizado o 
actividad humana. (Gerencie.com, s.f) 
    Con poca diferencia, todos los procesos administrativos y las técnicas concretas 
están relacionadas, directa o indirectamente, con el control, la función de planeación 
establece los objetivos y los planes; la función de organización fija la estructura 
organizacional, la dirección y la comunicación dan vida al proceso de control.  
    El resultado viene a ser una gran variedad de técnicas de control. A continuación 
presentaremos dos opciones para clasificar las técnicas de control. 
Los planes y pronósticos son dos técnicas particularmente aplicables a los tres tipos 
de recursos y anteceden a la puesta en práctica de técnicas concretas de control. 
    A los objetivos, políticas, procedimientos, métodos, se les suele llamar planes, 
aunque es casi imposible separarlos del control. Por ejemplo la “política” es vital en 
el control. Se establecen políticas para controles de recursos humanos, financieros 
y materiales. 
    Otra técnica para control del personal es la evaluación del personal; se han 
empleado varios enfoques para medir y comparar el desempeño del personal con 
normas establecidas. Las variaciones de estas técnicas tradicionales han ido en 
aumento, y en años recientes la valoración con base en los resultados se usa con 
mayor frecuencia. 
    También la técnica tradicional, Recursos financieros de las más comunes son los 
presupuestos, que no sólo se aplican a los recursos financieros, sino también al 
personal y a los materiales. 
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      Presupuestar teniendo en cuenta el dinero puede incluir a los ingresos, los 
costos y los presupuestos en efectivo, y consta de tres pasos básicos: 
1. Expresar en unidades monetarias, los resultados de planes anticipados   para 
un periodo futuro. 
2. Coordinar estas estimaciones de dinero en el seno de un programa bien 
equilibrado. 
3. Comparar el desempeño real con el programa equilibrado calculado. 
Este enfoque del presupuesto es análogo a los elementos básicos de todo 
proceso de control. Además de los presupuestos se usan otras técnicas para 
controlar los recursos financieros como por ejemplo, el análisis del punto de 
equilibrio y las técnicas de valor presente, que sirven para controlar estos recursos.  
El análisis de relación o proporción se usa mucho como técnica de control. Se 
vale de diversas relaciones, como la de comparar los valores presentes de capital 
con las obligaciones corrientes (relación corriente) con el fin de los recursos 
financieros de un organismo social. 
    El control de los recursos materiales, se relaciona estrechamente con la función 
de operaciones de una empresa. Las técnicas por utilizar son sobre inventarios, 
calidad y programación. (Gerencie.com, s.f) 
 
1.12 Control interno 
 
Proceso realizado por el consejo de directores, administradores y otro personal de 
una entidad, diseñado para proporcionar seguridad razonable mirando el 
cumplimiento de los objetivos en las siguientes categorías. (Eukativos, 2007): 
Efectividad y eficiencia de las operaciones. 
Confiabilidad de la información financiera. 
Cumplimiento de las leyes y regulaciones aplicables. 
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1.13 Definición de auditor 
 
Persona capacitada y experimentada que se designa por una autoridad competente, 
para revisar, examinar y evaluar los resultados de la gestión administrativa y 
financiera de una dependencia o entidad, con el propósito de informar o dictaminar 
acerca de ellas, realizando las observaciones y recomendaciones pertinentes para 
mejorar su eficacia y eficiencia en su desempeño. Originalmente la palabra que se 
define significa "oidor" u "oyente". (Franklin f, 2007, pág. 37)  
 
1.14 Perfil característico de un auditor. 
 
Todo auditor debe poseer las siguientes características. (Franklin f, 2007, pág. 37) 
1. Actitud positiva 
2. Facilidad para negociar 
3. Capacidad de observación 
4. Claridad de expresión verbal y escrita  
5. Comportamiento ético 
6. Concentración 
7. Conciencia de los valores propios de su entorno. 
8. Creatividad 
9. Discreción 
10. Estabilidad emocional 
11. Facilidad para trabajar en grupo 
12. Imaginación, iniciativa. 
13. Mente analítica  
14. Objetividad. 
15. Respeto a las ideas de los demás. 
16. Saber escuchar. 
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1.15 Responsabilidad profesional del auditor 
 
Todo auditor debe realizar su trabajo utilizando toda su capacidad, inteligencia y 
criterio para determinar el alcance, estrategia y técnicas que se tienen que aplicar 
en una auditoria administrativa. (Franklin f, 2007, págs. 43-46) 
     Con este fin debe tener cuidado en: 
1. Preservar su independencia mental. 
2. Realizar su trabajo sobre la base del conocimiento y la capacidad 
profesional adquiridos. 
3. Cumplir con las normas que se le indiquen. 
4. Capacitarse en forma continua. 
 
    Es necesario que todo auditor se mantenga libre de todo impedimento que reste 
credibilidad a su juicio, por lo cual debe preservar su autonomía e imparcialidad al 
participar en una auditoria. 
 
    El auditor no debe olvidar que la fortaleza de su función y proyección personal 
están determinados por la medida en que enfronte su compromiso con respeto y en 
apego a normas profesionales como las siguientes: 
1. Objetividad 
2. Responsabilidad  
3. Integridad 
4. Confidencialidad 
5. Compromiso 
6. Equilibrio 
7. Honestidad 
8. Institucionalidad 
9. Criterio 
10. Iniciativa 
11. Imparcialidad 
12. Creatividad 
25 
 
 
Además, está la ética que es un elemento primordial del desempeño del auditor, ya 
que todas sus acciones deben sustentarse en ella. Si bien el efecto y credibilidad 
de su trabajo depende de la precisión y calidad de sus resultados, invariablemente 
tendrá que avalarlo con una conducta ética. (Franklin f, 2007, págs. 43-46) 
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Capitulo II: COSO Como un Sistema de control 
 
El modelo de control interno COSO está diseñado para mejorar el desempeño 
organizacional y reducir fraudes, es llevado a cabo por la dirección y el resto de 
personal de una entidad con el objetivo de proporcionar un grado de seguridad 
razonable. (Deloitte, 2015) 
 
2.1     Concepto de COSO 
 
El Informe COSO es un documento que contiene las principales directivas para la 
implantación, gestión y control de un sistema de control. (Riquelme, 2011) 
    Es una Organización voluntaria del sector privado, establecida en los EEUU,  
dedicada a proporcionar orientación a la gestión ejecutiva y las entidades de 
gobierno sobre los aspectos fundamentales de organización de este, la ética 
empresarial, control interno, gestión del riesgo empresarial, el fraude, y la 
presentación de informes financieros. COSO ha establecido un modelo común de 
control interno contra el cual las empresas y organizaciones pueden evaluar sus 
sistemas de control. (AA, 2009)  
    Diseñado para identificar los eventos que potencialmente puedan afectar a la 
entidad y para administrar los riesgos, proveer seguridad razonable para la 
administración y para la junta directiva de la organización orientada al logro de los 
objetivos del negocio.  
    La publicación en 1992 del Informe COSO (según siglas en inglés Committe of 
Sponsoring Organizations) aporta, por primera vez, un estándar que diseña, 
implementa y mide, sistemas de control interno. COSO es el marco más extendido 
y utilizado, que se concentra en el control interno de manera integrada y 
comprensiva. (Riquelme, 2011) 
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2.2   Objetivos del COSO 
1. Establecer una definición común de control interno que responda a las 
necesidades de las distintas partes. 
2. Facilitar un modelo en base al cual las empresas y otras entidades, 
cualquiera sea su tamaño y naturaleza, puedan evaluar sus sistemas de 
control interno. (A.a, 2009) 
 
 
2.3     Antecedentes del COSO 
 
Hace más de una década el Committee of Sponsoring Organizations of the 
Treadway Commission, conocido como COSO, publicó el Internal Control - 
Integrated Framework (COSO I) para facilitar a las empresas a evaluar y mejorar 
sus sistemas de control interno. Desde entonces ésta metodología se incorporó en 
las políticas, reglas y regulaciones y ha sido utilizada por muchas compañías para 
mejorar sus actividades de control hacia el logro de sus objetivos. (Word press blog, 
2009) 
    A fines de Septiembre de 2004, como respuesta a una serie de escándalos, e 
irregularidades que provocaron pérdidas importante a inversionistas, empleados y 
otros grupos de interés, nuevamente el Committee of Sponsoring Organizations of 
the Treadway Commission, publicó el Enterprise Risk Management - Integrated 
Framework (COSO II) y sus Aplicaciones técnicas asociadas, el cual amplía el 
concepto de control interno, proporcionando un foco más robusto y extenso sobre 
la identificación, evaluación y gestión integral de riesgo. 
    Este nuevo enfoque no sustituye el marco de control interno, sino que lo incorpora 
como parte de él, permitiendo a las compañías mejorar sus prácticas de control 
interno o decidir encaminarse hacia un proceso más completo de gestión de riesgo. 
(Word press blog, 2009) 
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2.4  Componentes del control interno 
El control interno consta de cinco componentes interrelacionados, que se derivan 
de la forma como la administración maneja el ente, y están integrados a los 
procesos administrativos, los cuales se clasifican como: (Romero, 2012) 
    Ambiente de Control: 
    Es el fundamento de todos los demás componentes del control interno 
proporcionando disciplina y estructura. Cosiste en el establecimiento de un entorno 
que se estimule e influencie la actividad del personal con respecto al control de sus 
actividades. 
    Valoración de Riesgos: 
    Identificación y análisis de los riesgos relevantes para la consecución de los 
objetivos, constituyendo una base para determinar cómo se deben administrar los 
riesgos. 
    En toda entidad, es indispensable el establecimiento de objetivos tanto globales 
de la organización como de actividades relevantes, obteniendo con ello una base 
sobre la cual sean identificados y analizados los factores de riesgo que amenazan 
su oportuno cumplimiento.  
    Actividades de control: 
    Políticas y procedimientos que ayudan a asegurar que las directivas 
administrativas se lleven a cabo. 
    Las actividades de control tienen distintas características. Pueden ser manuales 
o computarizadas, administrativas u operacionales, generales o específicas, 
preventivas o detectivas. Sin embargo, lo trascendente es que sin importar su 
categoría o tipo, todas ellas están apuntando hacia los riesgos (reales o potenciales) 
en beneficio de la organización, su misión y objetivos, así como la protección de los 
recursos propios o de terceros en su poder.  
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    Las actividades de control son importantes no solo porque en sí mismas implican 
la forma correcta de hacer las cosas, sino debido a que son el medio idóneo de 
asegurar en mayor grado el logro de objetivos.  
    Información y control: 
    Identificación, obtención y comunicación de información pertinente en una forma 
y en un tiempo que les permita a los empleados cumplir con sus responsabilidades. 
    Los sistemas de información y tecnología son y serán sin duda un medio para 
incrementar la productividad y competitividad. Ciertos hallazgos sugieren que la 
integración de la estrategia, la estructura organizacional y la tecnología de 
información es un concepto clave para el nuevo siglo.  
    Supervisión y Seguimiento-monitoreo: 
    Proceso que valora el desempeño de sistema en el tiempo. La gerencia debe 
llevar a cabo la revisión y evaluación sistemática de los componentes y elementos 
que forman parte de los sistemas de control. Lo anterior no significa que tenga que 
revisarse todos los componentes y elementos, como tampoco que deba hacerse al 
mismo tiempo.  
     La evaluación debe conducir a la identificación de los controles débiles, 
insuficientes o innecesarios, para promover con el apoyo decidido de la gerencia, 
su robustecimiento e implantación. Esta evaluación puede llevarse a cabo de tres 
formas: durante la realización de las actividades diarias en los distintos niveles de 
la organización; de manera separada por personal que no es el responsable directo 
de la ejecución de las actividades (incluidas las de control) y mediante la 
combinación de las dos formas anteriores. (Romero, 2012) 
 
30 
 
2.5   Ventajas de Coso 
 
1. Permite a la dirección de la empresa poseer una visión global del riesgo y 
accionar los planes para su correcta gestión. (Auditool, 2014) 
 
2.  Posibilita la priorización de los objetivos, riesgos clave del negocio, y de los 
controles implantados, lo que permite su adecuada gestión.  
 
3. Toma de decisiones más segura, facilitando la asignación del capital. 
 
4.  Alinea los objetivos del grupo con los objetivos de las diferentes unidades de 
negocio, así como los riesgos asumidos y los controles puestos en acción. 
Permite dar soporte a las actividades de planificación estratégica y control 
interno. 
 
5.  Permite cumplir con los nuevos marcos regulatorios y demanda de nuevas 
prácticas de gobierno corporativo además fomenta que la gestión de riesgos 
pase a formar parte de la cultura del grupo. (Auditool, 2014) 
 
2.6  Principios del COSO relacionados a los componentes del control interno 
 
El modelo de control interno COSO 2013 actualizado está compuesto por los cinco 
componentes, establecidos en el Marco anterior y 17 principios que la 
administración de toda organización debería implementar: (Auditool, 2014) 
     
     Entorno de control:  
Principio 1: Demuestra compromiso con la integridad y los valores éticos 
Principio 2: Ejerce responsabilidad de supervisión 
Principio 3: Establece estructura, autoridad, y responsabilidad 
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Principio 4: Demuestra compromiso para la competencia 
Principio 5: Hace cumplir con la responsabilidad 
Evaluación de riesgos 
Principio 6: Especifica objetivos relevantes 
Principio 7: Identifica y analiza los riesgos 
Principio 8: Evalúa el riesgo de fraude 
Principio 9: Identifica y analiza cambios importantes 
Actividades de control 
Principio 10: Selecciona y desarrolla actividades de control 
Principio 11: Selecciona y desarrolla controles generales sobre tecnología 
Principio 12: Se implementa a través de políticas y procedimientos 
Principio 13: Usa información Relevante 
Sistemas de información 
Principio 14: Comunica internamente 
Principio 15: Comunica externamente 
Supervisión del sistema de control - Monitoreo 
Principio 16: Conduce evaluaciones continuas y/o independientes 
Principio 17: Evalúa y comunica deficiencias 
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2.7    COSO y Auditoria interna 
 
La auditoría interna se considerará entonces como una parte del sistema de control, 
el Informe COSO es una herramienta utilizada por la Auditoria interna para realizar 
el control interno de la empresa. La responsabilidad de los Auditores Internos en 
este proceso es la de revisar el Control implementado. (A.a, 2009) 
 
2.8     Definición de riesgo 
 
Es la probabilidad que ocurra un determinado evento que puede tener efectos 
negativos para la institución, Riesgos es uno de los cinco componentes del Marco 
de Control Interno COSO. Los objetivos de la gestión de riesgo son identificar, 
controlar y eliminar las fuentes de riesgos. La evolución de riesgos debe ser una 
responsabilidad ineludible para todos los niveles que están involucrados en el logro 
de los objetivos. (Word press blog, 2009) 
 Esta actividad de autoevaluación debe ser revisada por los auditores interno para 
asegurar que tanto el objetivo, enfoque, alcance y procedimiento han sido 
apropiadamente llevados a cabo. 
     Toda organización enfrenta una variedad de riesgos provenientes de fuentes 
externas e internas que deben ser evaluados por la gerencia, quien a su vez, 
establece objetivos generales y específicos e identifica y analiza los riesgos de que 
dichos objetivos no se logren o afecten su capacidad para salvaguardar sus bienes 
y recursos, mantener ventaja ante la competencia. Construir y conservar su imagen, 
incrementar y mantener su solidez financiera, crecer, etc. (Romero, 2012) 
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2.9     Actualización coso versión 2013 
 
El Marco de COSO 2013 mantiene la definición de Control Interno y los cinco 
componentes de control interno, pero al mismo tiempo incluye mejoras y 
aclaraciones con el objetivo de facilitar el uso y su aplicación en las Entidades. 
(Galaz, 2015) 
 
     A través de esta actualización, COSO propone desarrollar el marco original, 
empleando “principios" y "puntos de interés" con el objetivo de ampliar y actualizar 
los conceptos de control interno previamente planteado sin dejar de reconocer los 
cambios en el entorno empresarial y operativo. 
    A través de esta actualización, COSO propone desarrollar el marco original 
mediante: 
 
    Inclusión de diecisiete principios de control que representan el elemento 
fundamental asociados a cada componente del control y que estos deben de estar 
operando en forma conjunta. 
Proporciona puntos de enfoque, o características importantes de los principios; al 
tiempo que reconoce que el diseño y la implementación de controles relevantes para 
cada principio y componente, requiere de juicio y serán diferentes de acuerdo a la 
organización. 
    Responsabiliza a la administración quien deberá asegurar que cada uno de los 
componentes y principios relevantes del control interno deben estar presente y en 
funcionamiento con el fin de contar con un sistema eficaz de control interno. 
 
     Concluyendo que una deficiencia importante en un componente o principio de 
control no se puede mitigar con eficacia por la función de otros componentes y 
principios de control. (Galaz, 2015) 
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Capitulo III: Implementación del COSO en Nicaragua 
 
 
El denominado informe COSO surge como una respuesta a las inquietudes que 
planteaban la diversidad de conceptos sobre el control interno. En nuestro país es 
de uso obligatorio para el sector público, pero también es implementado en el sector 
privado. (Contraloria General de la Republica, 2015, págs. 1-35) 
 
 
3.1 Normas técnicas del control interno dictadas por la Contraloría 
General de la Republica de uso obligatorio por las instituciones 
públicas del país. 
 
Estas normas aplican en todos los aspectos de la planeación, programación, 
organización, funcionamiento y evaluación de la entidad. Sin embargo, no es un 
propósito limitar o inferir la responsabilidad de la máxima autoridad relacionada con 
el desarrollo de las normas y políticas a la medida de su entidad. Por otra parte 
deben ser entendidas como instrumentos que contribuyen al cumplimiento de las 
disposiciones vigentes aplicables a finanzas, presupuesto, inversiones, personal y 
demás sistemas administrativos utilizados en la administración pública. 
 
3.2 Concepto de NTCI 
Las NTCI definen el nivel mínimo  de calidad o marco General requerido para el CI 
del sector público y proveen  las bases para que los sistemas de administración 
(SA) y las (UAI) puedan ser evaluados. Mediante la correcta aplicación de las 
normas se alcanzan los objetivos del CI.  
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3.3  Objetivos de las NTCI 
Servir de marco de referencia para diseñar y/o afectar los SA de cada entidad y las 
UAI, lo cual implica la preparación de reglamentos específicos que incorporen estas 
normas. 
     Servir de instrumento para la evaluación tanto del diseño como del 
funcionamiento de los SA y de las UAI, en función del CI, y por consiguiente, 
suministrar bases objetivas para definir el grado de responsabilidad de los 
servidores públicos en relación con la aplicación de las normas. (Contraloria General 
de la Republica, 2015, págs. 1-35) 
 
3.4 Responsabilidad 
 
No actualizar los sistemas de administración conforme a lo previsto en las presentes 
normas constituye incumplimiento de la Ley No. 681, “Ley Orgánica de  la 
contraloría general de la república y del sistema de control de la administración 
pública y fiscalización n de los bienes y recursos del estado”, que establece como 
deberes de las máximas autoridades y  titulares, cumplir y hacer cumplir las 
disposiciones constitucionales, legales y reglamentarias normas y demás 
disposiciones expedidas por la CGR o por el Ministerio De Hacienda y Crédito 
Público. 
3.4.1 Responsabilidades de la CGR 
1. Establecer el sistema de control que de manera preventiva asegure el 
uso debido de los fondos gubernamentales. 
2. Proporcionar asesoría técnica a las entidades, con respecto a la 
implantación de las NTCI y materias que la competen. 
3. Proporcionaron inducción y coordinador la capacitación técnica de los 
servidores públicos. 
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4. Verificar, mediante el control externo posterior, entre otros, sí el sector 
público ha establecido y tienen en funcionamiento SA y UAI, articulados 
con las NTCI y con la Ley Orgánica. 
     Hacer públicos los resultados de su trabajo, revelando si el sector público ha 
establecido y tiene en funcionamiento SA y AUI de acuerdo con las NTCI. 
     En caso de incumplimiento de la ley y el no acatamiento de este acuerdo, debe 
imponer las sanciones previstas por incumplimiento de las responsabilidades. 
 
3.4.2 Responsabilidades del sector público 
 
1. Efectuar los ajustes y diseños necesarios en sus sistemas de 
administración   (SA) y en la unidad de auditoria interna (UAI), a fin de 
que articulen a la ley y a las NTCI. Poner en funcionamiento sus SA y 
constituir o fortalecer las UAI. 
2. Auto evaluar periódicamente sus SA y las AUI, introduciendo cambios 
necesarios para su mejoramiento continuo. 
3. Facilitar tanto a sus auditores internos como a los delegados de la CGR 
la información que les permita establecer la existencia y funcionamiento 
de las NTCI en los SA. 
4. Emitir una certificación con destino a la CGR, comunicándole que ha 
completado el proceso de ajuste de sus SA y de las UAI, de acuerdo 
con las NTCI. 
5. Emitir una certificación con destino a la CGR, al término de cada auto 
evaluación periódica, comunicándole que sus SA y las UAI, continúan 
con los requerimientos previstos en las NTCI. 
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3.5 Normas técnicas de control interno dictadas por Contraloría General 
de la Republica de uso obligatorio por las instituciones públicas del 
país con COSO 2013 incluido. 
 
Entre los aspectos relevantes del coso 2013 se encuentran: el proceso de 
implantación que consiste en aumentar la claridad del proceso de implementación 
definido en el marco original, con el objetivo de incrementar la efectividad del SCI; 
también está el desarrollo de componentes en principios que sirve para desarrollar 
los componentes con principios y puntos de enfoque que faciliten la implantación, 
mantenimiento y supervisión del SCI. (Contraloria General de la Republica, 2015, 
págs. 1-35) 
    Además considera cambios en los negocios de operación y regulatorio y                                                     
ampliar el objetivo de la información financiera. Por ultimo esta la ampliación del 
objetivo de información que consiste en ampliar el alcance a visualizar información 
financiera interna y externa de índole financiera y no financiera. 
 
3.6.1 Causas de la actualización de las NTCI con base a COSO 2013 
 
     ¿Porque la actualización? 
1. Mayor necesidad de información  
2. Incremento y complejas normativas aplicables. 
3. Expectativas sobre la responsabilidad y competencias de las máximas 
autoridades. 
4. Incremento de expectativas en la prevención y detección de irregularidades. 
5. Aumento del uso de las nuevas tecnologías y su desarrollo constante. 
6. Exigencias en la fiabilidad de la información reportada. 
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7. Establecimiento de requisitos para un SCI efectivo. 
8. Proporciona método para gestionar riesgos con mayor enfoque antifraude. 
 
3.7 Definición de control y objetivos del control interno. 
 
Control interno es un proceso integrado y dinámico llevado a cabo por la máxima        
autoridad, la administración y demás personal de una entidad, diseñado con el 
propósito de proporcionar un grado de seguridad razonable para ayudar a la 
administración en el manejo de la entidad y para lograr sus objetivos y metas. 
    En cuanto a la consecución de los objetivos de la entidad las cuales deberán ser 
ubicados en las categorías siguientes: 
1. Administración eficaz, eficiente y transparente de los recursos.   
2. Confiabilidad de la información para toma decisiones y la rendición de 
cuentas. 
3. Cumplimiento de leyes y regulaciones aplicables. 
    Entre los objetivos del control interno tenemos: 
Objetivo operacional. Administración eficaz, eficiente y transparente de los 
recursos del estado, hace referencia a la efectividad y eficiencia de las operaciones 
de la entidad, incluidos sus objetivos de rendimiento financiero y operacional, y la 
protección de sus activos frente a las posibles pérdidas. 
     De información. Confiabilidad de la información para la toma de decisiones y la 
rendición de cuentas, hace referencia a la calidad de información financiera y no 
financiera interna y externa y puede abarcar aspectos de confiabilidad, oportunidad, 
transparencia u otros conceptos establecidos por las políticas propias de la entidad. 
De cumplimiento. Cumplimiento de leyes y regulaciones aplicables, hace 
referencia al cumplimiento de leyes y regulaciones generales y particulares a las 
que está sujeta la entidad. 
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El control interno es ejecutado por personas, no se trata solamente de manual, 
políticas, sistemas y formularios; las personas en cada nivel de la entidad tienen la 
responsabilidad de ejecutar acciones que hacen que el control interno funcione. 
    Se puede esperar que el control interno proporcione solamente seguridad 
razonable, no seguridad absoluta. Razones como la relación beneficio-costo y la 
influencia de factores externos que puedan limitar la eficacia del control, es 
adaptable a la estructura de la entidad, es flexible no importando el tamaño o fin que 
persigue. 
 
3.7.1 Forma de ejecución del control interno 
 
Control interno previo: es aplicado antes que se autoricen o ejecuten las 
operaciones o actividades que sus actos causen efecto. 
    Control interno posterior. Identificar y descubrir eventos no deseados después de 
que han ocurrido, la detección podrá ocasionar una corrección. 
 
3.7.2 Principios y puntos de enfoque 
 
Las NTCI están estructurados en los componentes que define el modelo del control 
interno COSO: entorno de control, evaluación de riesgos, actividades del control, 
información y comunicación y actividades de supervisión (monitoreo). 
     Para cada componente se tiene establecido una serie de principios que 
representan los conceptos fundamentales del mismo, es por ello que forman parte 
de las normas específicas de control interno. Los principios cuentan con una serie 
de puntos de enfoque que detallan las características de cada principio, y servirán 
para determinar la efectividad del control interno. 
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Cada principio es fundamental por lo que si uno no está presente y funcionando, 
en consecuencia el componente relacionado no está presente ni funcionando: 
Presentes, la determinación de que los componentes y principios relevantes 
existen en el diseño y la implementación del sistema de control interno para lograr 
los objetivos especificados. 
Funcionando, determinación de que los componentes y los principios 
relevantes continúan existiendo en la dirección del sistema de control interno para 
lograr los objetivos especificados. 
 
3.7.3 Estructura del control interno 
 
La estructura del control interno deberá estar diseñada relacionado a: 
1. Los objetivos de la entidad, 
2. Su estructura organizacional( a nivel de entidad, división, unidad, operativa y 
funciones)  
3. Y los componentes del control interno con todos sus principios, pilares 
fundamentales de las normas específicas del control interno, de la NTCI. 
    Debe tenerse en cuenta que la ausencia o deficiencia en alguno de los 
componentes o un alcance inadecuado o una mala estructura organizativa pondrá 
en riesgo el logro de uno o más de los objetivos de la entidad.  
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3.8  Normas específicas (componentes): Entorno del control. 
 
El entorno del control persigue establecer y mantener un ambiente mediante el cual 
se logre una actitud positiva de respaldo de las personas hacia el control interno. 
Crea conciencia sobre: 
1. La relevancia de la integridad y los valores éticos.  
2. La necesidad de una estructura organizativa alineada a los objetivos de la entidad 
a los objetivos de la identidad ( todo está en los planes estratégicos) 
3. Cultura de enfoque a riesgos y atención a los mismos. 
4. La adecuada asignación de responsabilidades. 
    Marca la pauta del funcionamiento de la entidad e influye en la concientización 
de sus servidores públicos, el entorno del control debe atender sus cinco principios 
los cuales deberán estar presentes y funcionando para asegurar que la norma está 
siendo atendida. 
    Principio 1. La entidad demuestra compromiso con la integridad y los valores 
éticos. 
    El control debe basarse en la integridad y el compromiso. 
    Para verificar que está presente a través y funcionando deberán atenderse las 
cuatro pautas: 
1. Compromiso con los valores y principios éticos. 
     En  todos los niveles de las instituciones deben demostrar a través de 
instrucciones, acciones y comportamientos, la importancia de la integridad y los 
valores éticos para apoyar el funcionamiento del control interno. 
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2. Establecimiento de estándares de conducta. 
      Establecer formalmente estándares de conducta, que fortalezcan la integridad y 
los valores éticos de los servidores públicos de la entidad, dichos entandares deben 
dar directrices especificas con respecto a lo que es correcto e incorrecto y evaluarlos 
periódicamente, por los medios que la entidad considere pertinente, para asegurar 
su entendimiento y aplicación. 
3.  Evaluación de la adherencia a estándares de conducta 
Evaluar el desempeño de los servidores públicos de la entidad, en función de los 
estándares de conducta establecidos, es por ello que deben considerarse  
establecimiento de canales de comunicación formales para que el personal reporte 
alguna irregularidad que se presente. 
4. Se aborda y decide sobre desviaciones en forma oportuna. 
    Identificar y remediar en tiempo, las desviaciones de los estándares de conducta 
observados en el comportamiento de todos los servidores públicos de la entidad, 
conforme el proceso de evaluación establecido. 
    Principio 2. La máxima autoridad demuestra independencia de la dirección y 
ejerce la supervisión del desarrollo y funcionamiento del sistema de control interno. 
    La máxima autoridad deberá demostrar independencia de la administración y es 
responsable de supervisar y cuestionar objetivamente el desarrollo y desempeño 
del control interno, de acuerdo a los objetivos y metas de la entidad. 
    Esta supervisión es apoyada por las estructuras y procesos establecidos en los 
niveles de ejecución. 
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    Para verificar que el principio está presente y funcionando deberán atenderse las 
cuatro pautas descritas a continuación: 
    1. La máxima autoridad conoce y cumple con su responsabilidad de supervisión. 
Las funciones deben llevarse con independencia y competencia profesional. Estas 
se encuentran definidas en el marco legal de la                                                                             
entidad, es por ello que debe responsabilizarse de vigilar el logro de sus objetivos y 
metas. 
2  Aplica los conocimientos especializados pertinentes.  
    Mantener y evaluar periódicamente las habilidades y experiencias necesarias 
entre su personal, puede realizar sondeos en la administración y tomar medidas 
proporcionales. 
3 Opera independientemente. 
La máxima autoridad es independiente de la administración, lo cual permite 
objetividad al exponer críticas constructivas en las evaluaciones al funcionamiento 
de la entidad y la toma de decisiones. 
4 supervisa el funcionamiento del sistema de control interno. 
La máxima autoridad tiene la responsabilidad de supervisar el diseño, 
implementación y conducción del control interno de la administración, en cada uno 
de sus componentes. 
    Principio 3: La máxima autoridad establece supervisión en las estructuras, líneas 
de reporte y una apropiada asignación de autoridad y responsabilidad para la 
consecución de los objetivos. 
    La administración con la máxima autoridad, debe establecer y actualizar las 
estructuras organizativas de la entidad y para cada una de ellas se debe diseñar las 
líneas de reporte que establezcan los niveles de autoridad y responsabilidad para 
la consecución de sus objetivos. 
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    Para verificar si el principio está presente y funcionando deberán atenderse las 
tres pautas de control descritas a continuación: 
1. Considerar todas las estructuras de la entidad. 
Una estructura organizacional que atienda el cumplimiento de su misión, visión y 
sus objetivos (representada en un organigrama)  definiendo las áreas clave de 
autoridad y responsabilidad y el establecimiento de vías adecuadas de 
comunicación. 
     Definir  los puestos de trabajo y las actividades a desempeñar de acuerdo con 
las estrategias y objetivos específicos de la entidad. La administración deberá 
revisar y evaluar la estructura continuamente para asegurar la relevancia, 
efectividad y eficacia con apoyo del control interno (CI). 
2.  Establecer líneas de reporte. 
Se diseñan y evalua líneas de reporte para cada estructura de la entidad para 
permitir la ejecución de la autoridad y responsabilidad y flujo de la información. 
3.    Define, asigna y fija los límites de las autoridades y responsabilidades.  
   Delegan autoridad, definen responsabilidades y uso de procesos y tecnología 
apropiada para asignar responsabilidades y segregación de funciones. 
    Principio 4: La máxima autoridad demuestra compromiso para atraer, desarrollar 
y retener a profesionales competentes, en concordancia con los objetivos de las 
entidades. 
     Deberá  estimular y velar por que la administración este comprometida por atraer, 
desarrollar y mantener profesionales competentes, en concordancia con los 
objetivos de la entidad, estableciendo políticas y prácticas de la misma para el 
establecimiento de sus competencias básicas para ejecutar y evaluar el desempeño 
de los servidores públicos. 
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Para verificar si el principio está presente y funcionando deberán atenderse las 
cuatro pautas de control descritas a continuación: 
1. Establecimiento de políticas y prácticas. 
Definir políticas y prácticas de comportamiento de acuerdo a las competencias 
requeridas, en correspondencia a los objetivos de la entidad, las cuales servirán de 
base para ejecutar y evaluar el desempeño, así para la determinación de acciones 
correctivas cuando sea necesario. 
Estas deberán estar expresadas en las actitudes, conocimientos y 
comportamiento de los servidores públicos cuando llevan a cabo sus 
responsabilidades, tratando de conducirlo de forma tal a que consiga su mayor 
rendimiento. 
    Para ello la administración debe velar porque sus políticas y prácticas incluyan 
actividades de control en los procesos de recursos humanos.  
2. Evalua competencias y encara las diferencias detectadas. 
      Evaluar y aprobar las metodologías a utilizar para evaluar las competencias de 
los funcionarios y servidores públicos, asimismo deberá supervisar los resultados  
de su aplicación y con base a las diferencia detectadas velar y cumplir las acciones 
correctivas que correspondan de acuerdo a las políticas sancionatorias autorizadas. 
La administración deberá evaluar las competencias de los servidores públicos, 
en relación a las políticas y prácticas establecidas y actuar, si es necesario para 
resolver las diferencias. 
3. Recluta, desarrolla y retiene capacidades suficientes y diferentes. 
La administración deberá llevar a cabo el entrenamiento necesario para atraer, 
desarrollar y retener a servidores públicos competentes. Para ello, deberá asegurar 
que se cumpla: 
Que la búsqueda de los candidatos sea apropiada a la cultura, el estilo y 
necesidades de la entidad.  
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Propicie las condiciones que permitan que los servidores públicos desarrollen 
competencias apropiadas para los roles y responsabilidades asignadas, refuerzo de 
estándares de conducta, niveles de competencia, formación a medida de acuerdo 
a sus roles y necesidades. 
Que se lleve a cabo la medición del desempeño a través de metodología 
efectiva, Motivar y reforzar los niveles esperados de desempeño y conducta 
deseada. 
4. Planifica y prepara el relevo del personal. 
      Definir planes de carrera de los servidores públicos, el cual detalle las 
actividades para entrenar a los sucesores de puestos claves o especializados, 
críticos para la consecución de los objetivos de la entidad, persiguiendo el mínimo 
impacto en los procesos, a causa del retiro permanente de un empleado con 
responsabilidades críticas en el sistema de control interno. 
La preparación del relevo deberá ser planificada, para que el ambiente de 
control de la entidad sea afectado lo menos posible. 
Principio 5: La máxima autoridad y la administración definen las responsabilidades 
de los servidores públicos a nivel de control interno para la consecución de los 
objetivos. 
Son responsable del diseño, implantación, aplicación y evaluación continua de 
las estructuras, autoridades y responsabilidades de cada servidor público para 
establecer el alcance de las acciones de control interno en todos los niveles de la 
entidad. 
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Para verificar si el principio está presente y funcionando deberán atenderse las 
cinco pautas de control descritas a continuación: 
1. Comunica las responsabilidades de control interno e implementa acciones 
correctivas. 
Definir mecanismos para comunicar a todos los niveles de la entidad, las 
responsabilidades de las acciones de control interno establecidas para que están 
sean comprendidas y llevadas a cabo, así como también las acciones correctivas a 
aplicar cuando corresponda. 
2. Establece medidas de rendimiento, incentivos y recompensas. 
Establecen medidas de desempeño, incentivos y otros beneficios apropiados 
para responsabilidades en todos los niveles de la entidad, reflejándolas 
dimensiones apropiadas de desempeño y normas de conducta esperadas y 
teniendo en cuenta la consecución de los objetivos de corto y largo plazo. 
3. Evalua las medidas del rendimiento, los incentivos recompensas de acuerdo 
a la pertinencia de las mismas. 
Efectuar la evaluación de las medidas de desempeño periódicamente para 
asegurar la relevancia y efectividad de las mismas. La administración deberá revisar 
constantemente el método y resultado de las evaluaciones para que no se generen 
conductas inapropiadas y que los incentivos, y las recompensas permitan motivar 
el cumplimiento de las responsabilidades de control interno y por ende el logro de 
los objetivos. 
4. Evalua e implementa ajustes para ejercer presión hacia el logro de los 
objetivos. 
Evaluar regularmente las medidas de desempeño y efectuar los ajustes 
necesarios, a través de una metodología sistemática y continua que permita 
determinar el impacto de los riesgos asociados, validar si estos evolucionan o están 
siendo gestionados adecuadamente. 
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5. Evalúa el rendimiento y recompensas a la aplicación de medidas 
disciplinarias 
     Evalúan  el desempeño de las responsabilidades de control interno, incluyendo 
la observancia de las normas de conducta y los niveles esperados de competencia 
y de acuerdo a los resultados proporcionan compensaciones o ejercen acción 
disciplinaria, según corresponda. 
La administración deberá supervisar que todas las compensaciones orienten al 
sistema de administración, a tener un buen rendimiento en sus funciones y 
promuevan una cultura de responsabilidades, cumplimiento y competencia.    
 
3.9 Normas específicas (componentes): Evaluación de riesgos. 
 
Las instituciones deben prever, conocer y abordar los riesgos con los que se           
enfrenta, para establecer mecanismos que los identifiquen, analicen y disminuyan. 
Este deberá ser un proceso dinámico e iterativo base para determinar cómo se 
gestionaran los riesgos en la entidad. Cada entidad enfrenta una variedad de 
riesgos derivados de fuentes internas y externas, los cuales deben formar parte de 
la evaluación. 
Las entidades definen objetivos con la suficiente claridad para permitir la 
identificación y evaluación de riesgos relacionados. 
La máxima autoridad es responsable de la definición de los objetivos de la 
entidad categorizados en: operativos, de información y de cumplimiento, 
consistentes con su misión. Estos deberán ser diseminados en todo los niveles de 
la entidad. Para asegurar que los objetivos son pertinentes, la máxima autoridad y 
la administración deberán verificar que atiendan los siguientes aspectos:  
Que tengan alineación con las metas y las prioridades estratégicas, que sean 
específicos, medibles u observables, asequibles, relevantes y temporales. 
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Que exista una articulación de la tolerancia al riesgo para cada uno de los 
objetivos. 
Coherencia entre los objetivos, leyes y regulaciones aplicables a la entidad.  
Que pueda ser diseminado en cascada a través de la institución y subdivisiones 
para alinear su contribución. 
Confirmación de la pertinencia de los objetivos. 
La administración deberá prever, conocer y abordar los riesgos, por lo que para 
su identificación deberá considerar los siguientes factores: 
1. Políticas, normas y procedimientos de la entidad  
2. Actividad de aprobación y autorización en todos los niveles. 
3. Administración de la seguridad de los activos tangibles e intangibles. 
4. Conciliaciones y verificaciones físicas, electrónicas y documentales. 
5. Segregación de funciones y responsabilidades, políticas de rotación del                 
personal. 
6. Proceso de la identificación de eventos. 
7. Metodología e información para la valoración de riesgos. 
8. Respuesta al riesgo. 
Los objetivos deberán ser consistentes con la misión de la entidad y pueden 
clasificarse como: 
1. Objetivos operacionales. 
2. Objetivos de información y  
3. Objetivos de cumplimiento. 
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Objetivos operacionales: objetivos que hacen referencia a la eficiencia y 
eficacia de las operaciones para todos los procesos de la entidad, incluyendo 
objetivos de desempeño, metas operativas y financieras. Así como recursos de 
protección contra pérdidas y obtención de información no financiera confiable y 
oportuna. 
Objetivos de información: estos objetivos se refieren a la disposición de 
información para uso de la entidad, teniendo en cuenta su veracidad, oportunidad, 
transparencia. Estos relacionan la información financiera y no financiera, externa e 
interna y abarcan aspectos de confiabilidad, oportunidad, transparencia y demás 
conceptos establecidos por políticas de la entidad y en atención de las buenas 
practicas reconocidas internacionalmente respecto a la seguridad de la información. 
Los diferentes objetivos vinculados a la información de la entidad deben atender 
lo siguiente: 
    Objetivos de reporte financiero externo, cumplen con las normas contables 
aplicables, consideran la materialidad-significatividad y reflejan las actividades de la 
entidad. 
    Objetivos de reporte no financiero externo, cumplen con las normas específicas 
de la entidad o marcos reconocidos, consideran el nivel de precisión requerido y 
reflejan las actividades de la entidad. 
    Objetivos de reporte interno, reflejan la toma de decisiones de la administración; 
consideran el nivel de precisión requerido de acuerdo al tipo, fuentes y medio de 
obtención de la información y reflejan el comportamiento de las actividades de la 
entidad. 
    Objetivos de cumplimiento: estos objetivos se refieren a la adhesión, a las leyes 
y regulaciones a las cuales la entidad está sujeta, dependen de factores externos 
que pueden ser particulares para la entidad o similares para grupos de entidades o 
toda la comunidad del servicio público, según el caso. Para ello deben: reflejar las 
leyes y regulaciones aplicables y considerar la tolerancia al riesgo. 
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    Principio 7: La entidad identifica riesgos para el logro de sus objetivos a través de 
la entidad y los analiza como base para determinar cómo deben ser administrados. 
    La administración debe identificar y analizar los riesgos en todos los niveles de la 
entidad y tomar las acciones necesarias para responder a estos. 
El proceso de identificación deberá dar a conocer los factores que influyen 
como la severidad, velocidad y persistencia del riesgo, la probabilidad de perdida 
de activos y el impacto relacionado sobre las actividades operativas, de reporte y 
cumplimiento, para luego analizar su relevancia e importancia y si es posible 
relacionarlos con riesgos y actividades específicas. 
Para verificar que el principio está presente y funcionando deberán atenderse 
las cinco pautas de control descritas a continuación: 
1. Identificar y analizar riesgos. 
Velar porque los riesgos están siendo identificados mediante un mapeo de 
riesgos que incluyen la especificación de sus procesos claves. 
La administración deberá entender y valorar la tolerancia al riesgo y tener la 
habilidad para funcionar y operar con ello, para la consecución de los objetivos de 
la entidad. 
2. Analizar factores internos y externos. 
 Identificar los factores tanto interno como externos que influyen en la 
ocurrencia del riesgo tales como la severidad, velocidad y persistencia del riesgo. 
La probabilidad de pérdida de activos y el impacto relacionado sobre las actividades 
operativas, de reporte y cumplimiento. 
Los factores externos pueden ser:  
Riesgos económicos. 
Ambiente natural. 
Factores regulatorios. 
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Operaciones extranjeras. 
Factores sociales. 
Factores tecnológicos 
Los factores internos pueden ser: 
La infraestructura, decisiones sobre el uso de recursos financieros que puedan 
afectar las operaciones y la disponibilidad de la infraestructura. 
Estructura de la administración, cambios en las responsabilidades de la 
administración que puedan afectar los controles que se llevan a cabo en la 
institución. 
Personal, calidad del personal contratado y los métodos de capacitación y 
motivación. 
Acceso a los activos, naturaleza de las actividades de la instrucción y acceso 
de empleados a los activos, que puedan contribuir a la mala utilización de los 
activos. 
Tecnología, alteraciones en los sistemas de información que puedan afectar los 
procesos y resultados de la institución. 
3. Involucrar los niveles adecuados de gestión. 
La administración deberá efectuar el proceso de identificación de riesgos de 
forma integral y completa en toda la entidad, por ende deberá involucrar a todos los 
niveles de la entidad y considerar todas las interacciones significativas de bienes, 
servicios e información interna y externa. 
Este proceso también deberá considerar los riesgos a nivel de transacciones, 
lo que permite tener un nivel aceptable de riesgo. 
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4. Estimar la importancia de los riesgos identificados. 
La evaluación de riesgos debe ser integrada en una matriz de riesgo o en un 
mecanismo de que le permita observar su comportamiento. En esta se deberán 
identificar los riesgos inherentes y residuales: 
Riesgo inherente, es el riesgo para el cumplimiento de los objetivos de la 
entidad en la ausencia de las acciones para modificar su probabilidad y/o impacto. 
Riesgo residual, es el que permanece después de que la administración lleva 
a cabo sus respuesta o acciones para mitigar, reducir, trasladar o compartir los 
riesgos. 
5. Determinar cómo responder a los riesgos. 
Luego de la identificación y análisis de los riesgos significativos, la 
administración deberá definir como serán manejados. Esto implica uso de juicio y 
análisis razonable de costos con la reducción de los niveles de riesgo. 
La evaluación de riesgos incluye cómo los riesgos deben ser manejados y si 
deben ser aceptados, anulados, reducidos o compartidos. 
    Principio 8: La entidad considera la posibilidad de irregularidades en la evaluación 
de riesgos para el logro de objetivos. 
    La administración debe considerar los posibles actos irregulares, ya sean del 
personal de la entidad o de los proveedores de servicios externos, que afectan 
directamente el comportamiento de los objetivos. 
Para verificar que el principio está presente y funcionando deber atenderse 
cuatro pautas de control descritas a continuación:  
1. Considerar distintos de irregularidades. 
La administración deberá analizar y gestionar los riesgos a causa de posibles 
actos irregularidades a los cuales podría estar expuesta la entidad. Para ello, se 
tienen como actos irregulares los siguientes: 
Reportes financieros y no financieros con irregularidades. 
54 
 
Posible pérdida o malversación de activos, Actividades ilegales. 
2.  Evalua incentivos y presiones para cometer irregularidades. 
La evaluación de riesgos por irregularidades (personales deudas, demandas 
judiciales) considera incentivos y presiones. 
3. Evalua  oportunidades para cometer irregularidades. 
La evolución de riesgos por oportunidades por adquisición, uso o disposición 
no autorizada de activos, alteración de los registros de la entidad o comisión de 
otros actos inapropiados. 
La administración debe estipular los niveles esperados de desempeño y 
estándares de conducta a través de contratos y desarrollo de actividades de control 
que supervisen las acciones de las terceras partes. 
4. Evalua  actitudes y racionalizaciones. 
La evaluación de riesgos por irregularidades considera como la administración 
y otro personal puede involucrarse en o justificarse actos inapropiados. 
    Principio 9: La entidad identifica y evalua los cambios que podrían afectar 
significativamente al sistema de control interno. 
La administración debe considerar dentro de la evaluación de riesgos el 
establecimiento de controles para identificar y comunicar los cambios que puedan 
afectar los objetivos de la entidad. 
Para verificar que el principio está presente y funcionando deberán atenderse 
las tres pautas de control descritas a continuación: 
1. Evalua los cambios en el contexto. 
La evaluación deberá incluir los riesgos por cambios en el ambiente regulatorio, 
económico, y físico en que opera. 
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2. Evalua cambios en el modelo de la entidad. 
Las entidades consideran el impacto potencial en el control interno producidos 
por cambios en el modelo de institución, por nuevas actividades o variaciones 
significativa de la existentes fusiones y escisiones, operaciones en el exterior, rápido 
crecimiento o nuevas tecnologías, entre otras. 
3. Evalua cambios en el liderazgo. 
      La entidad considera cambios en la administración y las respectivas actitudes y 
filosofías, sobre el sistema de control interno. 
 
3.9 Normas específicas (componentes): actividades de control. 
 
Son acciones establecidas a través de las políticas y procedimientos de la entidad, 
que contribuyen a la mitigación de los riesgos a los que están expuestos los 
objetivos institucionales. 
Se llevan a cabo por personas con ayuda de la tecnología y mecanismos de 
control, estos deben ejecutarse con una seguridad razonable para enfrentar de 
forma eficaz los riesgos que de acuerdo a la evaluación de los mismos. La actividad 
de control pueden ser preventiva o de detección, esta debe estar de acuerdo al 
riesgo que previene. 
Los controles deben prevenir:  
Prevenir la ocurrencia de riesgos innecesarios. 
Minimizar el impacto de las consecuencias de los mismos. 
Reestablecer el sistema en el menor tiempo posible. 
Para asegurar que las actividades de control cumplan con el objetivo de su 
aplicación, deben atenderse 3 principios: 
Principio 10: La entidad selecciona y desarrolla actividades de control que 
contribuyen en la mitigación de riesgo al logro de objetivos, a un nivel aceptable. 
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La administración deberá definir y desarrollar las actividades de control 
orientadas a minimizar los riesgos que dificultan la realización de los objetivos 
generales de la institución. Cada control que realice deberá estar de acuerdo con el 
riesgo que previene, teniendo en cuenta que demasiados controles son tan 
peligrosos como lo es tomar riegos excesivos. 
Este principio debe responder a las siguientes pautas o factores de control. 
1. Integración con la evaluación de riesgos. 
Durante la evaluación de riesgos la administración identifica e implementa 
acciones para mitigar los riesgos, y asegura que las mismas sean apropiadas y 
oportunas. 
Las actividades de control deben dar respuesta al riesgo que enfrentan y 
reducen. 
2. Factores específicos de la entidad 
El ambiente y la complejidad de la entidad, por la naturaleza y alcance de sus 
operaciones. 
Naturaleza y alcance de las respuestas a los riesgos y actividades de control, 
por ubicación, entorno y condiciones específicas de sus operaciones. 
Sistemas de información más sofisticada o de propiedad externa de uso 
obligatorio. 
3. Determinar los procesos relevantes de la entidad 
 La administración debe velar porque las actividades de control estén 
determinadas por los procesos relevantes de la entidad, conforme los riesgos 
detectados durante la evaluación de riesgos. El diseño de la actividad de control 
debe evaluarse el impacto de su implementación de manera holística (beneficios o 
consecuencias de otros procesos de a entidad), para asegurar que su desarrollo no 
genera nuevos riesgos. 
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4. Combinación de distintos tipos de actividades de control 
Las actividades de control pueden ser:  
Preventivos y de detección, diseñadas para evitar eventos no deseados o para 
detectar y descubrir eventos no deseados después de que han ocurrido. 
Manuales automatizados o informatizados, de acuerdo a la complejidad y 
característica específica del riesgo a mitigar. 
Gerenciales y operativos, gerenciales para determinar en qué medida se están 
alcanzando los objetivos de la entidad y detectar eventos relevantes para la 
oportuna toma de decisiones; mientras que operativas, son diseñadas para mitigar 
de manera específica eventos que se desarrollan en su área de competencia. 
5. Combinación de distintos tipos de actividades de control. 
Por su necesidad se pueden requerir de uno o de la combinación de diferentes 
tipos de control, estos pueden ser:  
Autorización y aprobación, de las transacciones y tareas más relevantes para 
la institución y las autorizaciones deben documentarse y comunicarse debidamente 
a las personas o áreas autorizadas. Para la institución y las autorizaciones deben 
documentarse y comunicarse.  
Verificación, la comparación de dos o más ítems, para constatar que se 
cumplan las políticas y regulaciones pertinentes. 
Gestión directa de fusiones por actividades, los resultados de las diversas 
funciones deben revisar los informes sobre resultados alcanzados. 
Proceso de información, se debe realizar una serie de controles para 
comprobar la exactitud, totalidad y autorización de las transacciones. 
Controles físicos, los equipos, inversiones financieras, tesorería y demás 
activos son objeto de protección y supervisión constante para comparar los recursos 
físicos con las cifras que aparezcan en los registros de control. 
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Controles sobre la información de inicio, actividades de control sobre los 
procesos de ingreso de datos, actualización y mantenimiento de la precisó, totalidad 
y validez de los datos. 
Indicadores de rendimiento, el análisis de diferentes datos operativos o 
financieros junto con la puesta en marcha de acciones correctivas, constituyen 
actividades de control. 
Documentación, todas las transacciones más los hechos significativos y la 
estructura de control interno deben estar correctamente documentados y 
disponibles para su revisión. 
Registro oportuno y adecuado de las transacciones y hechos, este registro se 
debe realizar al momento de ocurrencia de los hechos para garantizar su relevancia 
y utilidad para la toma de decisiones. 
Rotación del personal en las tareas claves, los empleados deben ser rotados 
periódicamente con otros empleados dentro de la institución, sin dejar de tomar en 
cuenta que los empleados cuenten con las capacidades y competencias para el 
puesto.  
Acceso restringido a los recursos, activos y registros; todo activo de valor para 
la institución debe asignarse a un responsable para su custodia y además debe 
contar con las protecciones adecuadas como seguros, almacenaje, sistemas de 
alarma. 
Para supervisar, monitorear y fortalecer las actividades de control deben 
cumplirse con: 
Función de UAI. 
Autoevaluación de controles basada en el modelo coso. 
Evaluación de los controles informales. 
Evaluación de controles formales. 
Informe de resultados. 
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6. A qué nivel aplicar las actividades de control 
La administración debe establecer actividades de control a distintos niveles de 
institución de acuerdo a los procesos, operaciones y personas involucrados en el 
riesgo a gestionar. 
7.  Separación de funciones 
Todas las actividades de autorizar, ejecutar, registrar y comprobar una 
transacción deben ser claramente segregadas en las políticas, procedimientos y 
diferenciadas para no generar conflictos durante la ejecución de los controles. Es 
fundamental para la rendición de cuentas y para la mitigación del riesgo de posibles 
irregularidades, debido a que lo reduce a niveles aceptables. 
Principio 11: La entidad selecciona y desarrolla actividades generales de 
control sobre la tecnología para apoyar el logro de objetivos. 
    La administración selecciona y desarrolla actividades generales sobe la 
tecnología de la información para apoyar el cumplimiento de los objetivos. Los 
sistemas de información deben contar con mecanismos de seguridad flexibles que 
permitan cambios y modificaciones en las entradas, procesos, almacenamientos y 
salidas cuando sea necesario. 
Incluye control sobre la infraestructura tecnológica, seguridad de la 
administración y adquisición, desarrollo y mantenimiento de los sistemas de 
información y de herramientas tecnológicas. 
Para su verificación se debe atender los factores siguientes: 
1. Determinar  la vinculación entre el uso de la tecnología en los procesos de la 
entidad y los controles generales para automatizar las actividades de control. 
La administración debe comprender y determinar la dependencia y vinculación 
entre: los procesos de la entidad, las actividades de control automatizadas y los 
controles generales de tecnología. 
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1. Establece las actividades de control para la infraestructura tecnológica 
pertinente. 
Para ayudar a asegurar la integridad, exactitud y disponibilidad de la tecnología 
de procesamiento. 
2. Establece las actividades control pertinente sobre los procesos de 
administración de seguridad. 
Selecciona, desarrolla e implementa actividades de control de administración 
de seguridad. Además de proveer seguridad en: las entradas, los procesos, el 
almacenamiento y las salidas que sean flexibles a modificaciones y protege a los 
activos de la institución de las amenazas internas y externas. 
3.  establece las actividades de control pertinentes sobre la adquisición,  
desarrollo y mantenimiento de la tecnología. 
Controles generales: 
Controles sobre las operaciones del centro de procesamiento de datos. 
Normativas y procedimientos (programas, pruebas, documentación de 
sistemas etc.). 
Normas de continuidad del procesamiento (Back up), plan de contingencias, 
capacitaciones, etc. 
Proveedores internos. 
Controles sobre la seguridad física y lógica, (accesos restringidos al área de 
procesamiento de datos, autenticidad, registros, etcétera (etc.). 
Principio 12: La entidad implementa actividades de control a través de políticas 
que establezcan lo requerido y procedimientos que pongan estas políticas en 
acción. 
    Las políticas relejan las afirmaciones de la administración sobre lo que debe 
hacerse para llevar a cabo los controles. Estas afirmaciones deben estar 
documentadas, y expresadas tanto explícita como implícitamente a través de 
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comunicaciones, acciones y decisiones. Los procedimientos son las acciones para 
implementar las políticas establecidas. 
 
1.  Establece políticas y procedimientos para soportar la implementación de las 
instrucciones por parte de la administración. 
Políticas que establezcan que es lo esperado y procedimientos pertinentes que 
especifican las acciones a realizar. Es importante hacer mención que las políticas y 
procedimientos deben cumplir con: oportunidad, acciones correctivas, competencia 
y evaluación periódica. 
2.  Establece responsabilidad y rendición de cuentas para la ejecución de las 
políticas y procedimientos. 
La administración establece responsabilidad y rendición de cuentas por las 
actividades de control con la administración (u otro personal designado) de la unidad 
o función en la que los riesgos relevantes residen. 
3. . Pauta de control: desarrolla las actividades de control en forma oportuna. 
La máxima autoridad, la administración y todos los servidores públicos de la 
entidad son los responsables de desarrollar las actividades de control de acuerdo a 
su competencia, en forma oportuna y como es definido por las políticas y 
procedimientos. 
4. Toma acciones correctivas 
Velar porque los actores del control sean responsables de investigar y actuar 
en las cuestiones identificadas como resultado de la ejecución de las actividades de 
control. 
5.  Desarrollar las actividades de control utilizando personal competente. 
La administración debe cuidar que los actores del control cuenten con la 
competencia y autoridad suficiente para desarrollar las actividades de control con 
diligencia y enfoque continuo. 
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6. Reevalúa las políticas y los procedimientos 
La administración periódicamente debe revisar las actividades de control para 
determinar su continua relevancia y enfoque y las actualiza de ser necesario. 
 
3.10 Normas específicas (componentes): información y comunicación 
 
La información es necesaria en la entidad para ejercer las responsabilidades de 
control interno en función del logro de objetivos. La comunicación ocurre tanto 
interna como externamente y provee a la entidad la información necesaria para la 
realización de los controles diarios. La comunicación permite al personal 
comprender las responsabilidades del control interno y su importancia para el logro 
de los objetivos. 
La información deberá estar compuesta por los datos que se combinan y 
sintetizan con base a la relevancia de los requerimientos de información e todos los 
niveles de la entidad, de acuerdo a su necesidad. En cambio la comunicación debe 
ser un proceso interactivo y continuo que permita proporcionar, compartir y obtener 
la información necesaria, relevante y de calidad tanto interna como externa. 
Las normas específicas deben atender tres principios que se detallan a 
continuación:  
Principio 13: La entidad obtiene o genera y utiliza información relevante y de 
calidad para apoyar el funcionamiento del control interno. 
    La información es recolectada, generada, utilizada y con las características de 
calidad para apoyar el funcionamiento del control interno. Se obtiene a partir de las 
actividades de la máxima autoridad y sintetizada de tal manera que la administración 
y demás personal puedan entender los objetivos y su rol para la consecución de los 
mismos. 
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A través de cinco factores de control puede determinarse su existencia y 
funcionamiento. 
Identificar los requerimientos de información: existe un proceso para identificar 
la información requerida y esperada para soportar el funcionamiento de las normas 
de control interno para el logro de los objetivos de la entidad. 
Los requerimientos de información deben estar siempre enfocados a la utilidad 
y relevancia para el control interno. Las fuentes de información deben orientarse a 
la obtención de datos internos y externos. 
Capturar fuentes internas y externas de datos: la captura o recopilación de 
datos puede ser obtenida a través de fuentes interna y externas. 
Los sistemas de información son los medios donde la entidad obtiene, genera, 
usa y comunica transacciones de información para mantener la responsabilidad y 
medir, revisar el desempeño y comprende un conjunto de actividades que se 
realizan a través de personas, procesos, datos y tecnología. 
Transformar datos relevantes de la información: los sistemas de información 
deben procesar y transformar datos e información relevante, es por ello que la 
administración debe supervisar y velar porque éste se genere a través del sistema 
mismo, y a su vez cumpla con las características necesarias para que el sistema de 
control interno cumpla con sus objetivos. 
Mantener la calidad en todo el procesamiento: la información puede presentar 
oportunidades como riesgos, es por ello que las actividades de control establecidas 
para validar la calidad de la información, deben estar orientadas a las características 
específicas que requieren de acuerdo a la utilidad y finalidad de la misma. 
La información de acuerdo a su finalidad y considerando la relación de costo 
beneficio para obtenerla, deberá cumplir con mayor o menor rigidez con las 
siguientes características de calidad: accesible, apropiada, actual, protegida, 
conservada, suficiente, oportuna, válida y verificable. 
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Principio 14: La entidad comunica internamente información, incluido objetivos 
y responsabilidades sobre el control interno necesaria para soportar el 
funcionamiento del control interno. 
Comunican internamente las responsabilidades del control interno, a través de 
los canales correspondientes definidos para que todos los servidores públicos 
comprendan sus roles y responsabilidades en la institución. 
Comunicación de la información del sistema de control interno: la máxima 
autoridad y la administración deben establecer y formalizar a través de políticas y 
procedimientos, los canales de comunicación de la información de acuerdo al tipo 
de información y su objetivo dentro del sistema de control interno. 
La máxima autoridad como principal responsable del sistema de control interno, 
debe comunicar claramente los objetivos de la entidad y las responsabilidades 
dentro del sistema de control interno, en pro del cumplimiento de dichos objetivos. 
Estas comunicaciones incluyen información sobre:  
Objetivos específicos de la entidad, son políticas y procedimientos relacionados 
a las responsabilidades del control interno que deben cumplir los servidores públicos 
de la entidad. 
Importancia, relevancia y beneficios del control interno, roles y 
responsabilidades de la administración y demás personal en la ejecución de los 
controles. Expectativas de la entidad para comunicar cualquier asunto significativo 
y relativo con el control interno, incluyendo debilidades, deterioro o incumplimientos. 
Comunicación entre la administración y la máxima autoridad, debe existir una 
comunicación entre la máxima autoridad y administración para la presentación de 
los resultados de las evaluaciones continuas e independientes de la administración. 
La comunicación deberá asegurar que se ejerza supervisión de las 
responsabilidades de control interno y hacer referencia a la aceptación, cambios o 
problemas presentados en el control interno de la entidad, el impacto sobre la 
consecución de sus objetivos y las acciones correctivas o preventivas 
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implementadas o propuestas para la administración para su aprobación, cuando así 
corresponda, de acuerdo a su nivel de responsabilidad y autoridad. 
Provee líneas de comunicación separadas, para que la información fluya a 
través de la entidad, deben establecerse formalmente los canales de comunicación 
de acuerdo a su finalidad. Los canales deberán ser definidos de tal forma que 
faciliten su utilidad con los niveles de seguridad que correspondan. 
Para la obtención de información relacionada con denuncias o situaciones 
sospechosas, deben establecerse líneas o medios de comunicación separados a 
las del uso normal de la entidad. La misma deberá ser tratada con los niveles de 
confidencialidad necesarios y analizados con la mayor objetividad, para determinar 
si ésta contemplada dentro de la evaluación de riesgos y si los controles para su 
mitigación están siendo efectivos o no. 
Selecciona los métodos de comunicación relevantes, los métodos de 
comunicación de uso interno de la entidad deben ser seleccionados de acuerdo a 
la oportunidad, audiencia y naturaleza de la información a comunicar y deben 
implementarse de acuerdo a su finalidad y beneficios esperados. 
Para validar que los métodos implementados en la entidad están permitiendo 
una comunicación efectiva, deben ser evaluados con regularidad tomando en 
cuenta factores como los usuarios, la naturaleza de la comunicación, costo y 
beneficio de su disposición, las implicaciones regulatorias, etc. 
Principio 15: La entidad se comunica con los grupos de interés externos en 
relación con los aspectos que afectan el funcionamiento del control interno. 
La administración debe establecer formalmente los medios de comunicación 
para personas externas a la entidad. 
Dentro de las políticas para obtener, recibir y clasificar la información externa 
deben definirse los canales para compartirla internamente de acuerdo a su 
clasificación. 
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Comunica a terceras partes: la administración deberá definir las políticas claras 
que establezcan controles sobre la obtención y recepción de información de partes 
externas, a fin de corroborar aspectos de funcionamiento del control interno. La 
comunicación con terceras partes permite que éstas comprendan los eventos, 
actividades o circunstancias que puedan afectar su interacción con la entidad, por 
lo que la información que proveen puede ser catalogada importante en el sistema 
de control interno. 
Comunica a la máxima autoridad: toda la información resultante de 
evaluaciones externas debe ser comunicada directamente a la máxima autoridad. 
Esta deberá establecer acciones que le corresponderá ejecutar la información y la 
realización de mejoras al control interno de la entidad. 
Provee líneas de comunicación interna, deben establecerse canales de 
comunicación separados para la obtención de información relacionada con 
denuncias o situaciones sospechosas informadas por personas externas a la 
entidad. 
Toda esta información deberá ser tratada con los niveles de confidencialidad 
necesarios y analizados con la mayor objetividad para determinar si está 
contemplada en la evaluación de riesgos de la entidad y si los controles para su 
mitigación están siendo efectivos o no. 
Selecciona los métodos de comunicación relevantes: los métodos de 
comunicación para uso externo, deben ser seleccionados considerando la 
oportunidad, audiencia, naturaleza de información a comunicar, y atendiendo 
requerimientos legales o regulatorios. Estos deben implementarse de acuerdo a su 
finalidad y beneficios esperados. 
Para validar que los métodos implementados, para el uso externo de la entidad 
están permitiendo una comunicación efectiva deben ser evaluados con regularidad 
tomando en cuenta factores como: usuarios, naturaleza de la comunicación, el 
costo-beneficio de su disposición, implicaciones regulatorias, etc. 
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3.11 Normas específicas (componentes): supervisión y monitoreo 
 
Son evaluaciones concurrentes o separadas, o una combinación de ambas 
utilizadas para determinar si cada una de las normas específicas de control interno, 
incluye controles para efectivizar los principios de cada norma o componentes que 
están presentes y funcionando. 
Los hallazgos son evaluados y las deficiencias son comunicadas 
oportunamente a la máxima autoridad. 
La evaluación del control interno deberá tomar en cuenta: 
Las actividades de monitoreo durante el curso ordinario de las operaciones de 
la entidad (a diario).  
Evaluaciones separadas, realizadas por fiscalizadores externos e internos. 
Condiciones reportables o hallazgos materiales comunicados. 
Papel asumido por cada miembro de la entidad, en los niveles de control. 
    Principio 16: La entidad selecciona, desarrolla y realiza evaluaciones 
concurrentes o separadas para determinar si los componentes de control interno 
están presentes y funcionando.  
    Supervisiones y evaluaciones continuas e independientes. Las evaluaciones 
continuas están integradas en los procesos de la entidad en sus diferentes niveles 
y suministran información oportuna, debido a que permiten una supervisión en 
tiempo real y gran rapidez de adaptación. 
El uso de la tecnología apoya evaluaciones continuas, tienen un alto estándar 
de objetividad y permiten una revisión eficiente de grandes cantidades de datos a 
un bajo costo. 
Considera una combinación de evaluaciones concurrentes y separadas: La 
máxima autoridad selecciona y define actividades de monitoreo y supervisión a 
través de evaluaciones continuas e independientes. 
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La administración debe llevar a cabo las evaluaciones (auditorias) continuas a 
través de su integración en los procesos de la entidad, estas evaluaciones deberán 
suministrar información oportuna para efectuar las acciones correctivas que 
correspondan. 
Las evaluaciones independientes (auditorias privadas) deben ejecutarse de 
forma periódica, y deberán considerar el alcance y frecuencia de acuerdo a los 
resultados de la evaluación de los riegos, la efectividad de las evaluaciones 
continuas y las consideraciones comunicadas por la máxima autoridad. 
Evalua los resultados de las evaluaciones: la máxima autoridad y la 
administración, según corresponda evalúan los resultados de las evaluaciones 
concurrentes y separadas, presentan puntos de vista y definen acciones para el 
fortalecimiento del sistema de control interno. 
    Principio 17: La entidad evalúa y comunica las diferencias de control interno de 
manera oportuna a los responsables de tomar acción correctiva, incluida la máxima 
autoridad si corresponde. 
    Comunica las diferencias: la administración identifica responsables y comunica 
las deficiencias, requiere tomar acciones correctivas en los niveles que 
corresponda. 
Ajusta el alcance y frecuencia: la administración varía el alcance y frecuencia 
de las evaluaciones separadas dependiendo del riesgo. 
Evaluaciones objetivas: las evaluaciones se realizan periódicamente para 
proveer una retroalimentación objetiva. 
Evalúa los resultados de las evaluaciones: la máxima autoridad y la 
administración, según corresponda evalúan los resultados de las evaluaciones 
concurrentes y separadas presentan puntos de vista y definen acciones para el 
fortalecimiento del sistema de control interno. 
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Comunica las deficiencias: la administración identifica responsables y 
comunica las diferencias, requiere tomar acciones correctivas en los niveles que 
corresponda. 
Monitorea las acciones correctivas: supervisa y monitorea que las deficiencias 
sean tratadas con objetividad, y que las acciones correctivas sean acertadas para 
que la condición que propicia la deficiencia sea mitigada de manera efectiva. 
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Conclusiones 
 
1. La auditoría y el control administrativo es una técnica que le permite a la 
empresas públicas o privadas, hacer un estudio y análisis completo para 
determinar la eficiencia de los procesos administrativos, señalando de esta 
forma el estado en el que se encuentra la organización y la estructura que la 
componen correspondencia con los objetivos y metas de la organización. 
 
2. El modelo de control interno COSO como sistema de control, es una 
herramienta que facilita el trabajo del auditor, proveyendo de mayores 
elementos para realizar exámenes, emitir recomendaciones más claras y 
precisas y brinda elementos que permitan dar seguimiento efectivo en la 
corrección de las desviaciones encontradas en las diferentes áreas de la 
organización. 
 
3. Las Normas Técnicas de Control Interno dictadas por la Contraloría General 
de la Republica, han sido actualizada, integrando el modelo COSO 2013, el 
cual viene a fortalecer los componentes del control interno y la aplicación de 
una serie de principios que representan sus conceptos fundamentales, 
asegurando la implantación, funcionamiento y actualización de los sistemas 
de administración y de control interno de la administración pública.
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Abreviaturas utilizadas 
 
CGR               Contraloría General De La Republica 
CI                   Control Interno 
COSO                Comité De Organizaciones Patrocinadoras De La Comisión Treadway  
INTOSAI        Organización Internacional De Institución Superiores De Auditoria 
ISA                 Institución Superior De Auditorias 
NAGUN          Normas De Auditoria Gubernamental De Nicaragua 
NTCI               Normas Técnicas De Control Interno 
ODICI             Oficina Para El Desarrollo Institucional Del Control Interno  
SA                  Sistema De Administración  
SCI                 Sistema De Control Interno 
SIGADE         Sistema Integrado De Administración De La Deuda Externa  
SIGFA            Sistema Integrado De Gestión Financiera Y Administrativa  
UAI                 Unidad De Auditoria Interna
  
