



















































































































































Diplomska	 naloga	 opisuje	 vzpostavitev	 informacijskega	 sistema	 v	 organizaciji,	 ki	 se	 je	
preselila	 v	 novozgrajen	 poslovni	 objekt.	 V	 prvem,	 teoretičnem	 delu	 so	 opisane	
tehnologije,	 ki	 so	 potrebne	 za	 vzpostavitev	 takega	 sistema.	 V	 nadaljevanju	 je	
predstavljen	 postopek	 od	 vgradnje	 elementov	 v	 strežniško	 omaro	 do	 nastavitev	
strežnika	in	delovnih	postaj.		
Prikazani	 so	 postopki	 vzpostavitve	 domene,	 nastavitev	 DHCP	 strežnika,	 kreiranje	
uporabnikov	in	določanje	pravic	za	dostop	do	datotek	v	skupni	rabi.	Opisani	so	postopki	




Zaradi	 časovne	 stiske	 s	 strani	 organizacije	 nekaterih	 postopkov	 in	 idej	 še	 nismo	
implementirali,	 vendar	 se	 je	 informacijski	 sistem	pokazal	 kot	 zanesljiv,	 hiter	 in	 varen.	












have	 been	 moved	 to	 a	 new	 building.	 The	 first,	 theoretical	 section	 describes	 the	
technologies	 required	 to	 set	 up	 such	 a	 system.	 Further	 on,	 the	 set-up	 procedure	 is	
presented	from	the	installation	of	the	elements	into	a	server	cabinet	to	the	setting	up	of	
the	server	and	workstations.	
The	 presented	 procedures	 contain	 the	 setting	 up	 of	 a	 domain,	 configuring	 the	 DHCP	
server,	 creating	users	accounts	and	managing	user	access	 rights	 to	 shared	 files.	These	
are	 followed	 by	 a	 description	 of	 the	 configuration	 of	 the	 router,	 the	 switch	 and	 the	
access	points,	and	the	presentation	of	a	solution	for	setting	up	of	a	guest	network	which	
is	independent	of	the	local	work	network,	as	well	as	the	description	of	the	procedure	of	
connecting	 workstations	 to	 the	 network	 or	 a	 domain,	 and	 connecting	 the	 network	
printers.	
Due	to	 the	 limited	timeframe	allocated	by	 the	company,	we	still	have	not	been	able	 to	
implement	certain	procedures	and	ideas.	However,	the	information	system	has	proved	























ključna	 pri	 zagotavljanju	 dolgoročno	 zmogljive,	 varne	 in	 razširljive	 informacijske	
infrastrukture,	 ki	 bo	 zadostila	 vsem	 željam	 in	 potrebam	 za	 učinkovito	 opravljanje	
delovnih	procesov.	
Načrtovanje	IT	infrastrukture	obsega	več	korakov.	Najprej	je	potrebna	analiza	obstoječe	




opremo	 in	 tehnologijo.	 V	 nadaljevanju	 sledi	 povezljivost,	 konfiguracija,	 nadzor,	
strežniška,	omrežna	in	shranjevalna	infrastruktura,	upravljanje	z	uporabniki,	ne	smemo	
pa	 pozabiti	 niti	 na	 časovni	 načrt	 izvedbe,	 testiranja	 ter	 načrt	 migracije	 iz	 morebitne	
obstoječe	 infrastrukture.	 V	 naslednjem	 koraku	 sledi	 še	 končno	 preverjanje	 skladnosti	
načrta	 z	 željami	 oziroma	 zahtevami,	 ki	 smo	 jih	 definirali	 v	 fazi	 analize,	 saj	 še	 vedno	
obstaja	možnost	 za	 nadgradnje	 in	 dopolnila.	 Sledi	 izvedba,	 ki	 je	 odvisna	 od	 okolja	 za	
katerega	 je	 bil	 pripravljen	 načrt,	 lahko	 gre	 za	 infrastrukturo	 lokalnega	 omrežja,	
uporabniških	namizij	ali	strežniško	infrastrukturo.	Prav	tako	se	izvedba	razlikuje	kadar	
gre	za	povsem	novo	infrastrukturo	ali	za	novo	infrastrukturo	z	migracijo	obstoječe.	
V	 diplomski	 nalogi	 bom	 predstavil	 načrtovanje,	 analizo,	 predvsem	 pa	 potek	 izvedbe	








postaj	 z	 operacijskim	 sistemom	Windows	 in	 pisarniškim	 paketom	Office.	 V	 enem	 letu	
nameravajo	dodatno	priklopiti	 še	pet	delovnih	postaj.	Za	vse	uporabnike	želijo	dostop	
do	 skupne	 rabe	 datotek	 in	map	 z	 različnimi	 pravicami	 dostopa	 ter	 dnevno	 varnostno	
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kopiranje	vseh	podatkov.	Zahtevani	sta	dve	brezžični	omrežji,	obe	zaščiteni	z	geslom,	in	
sicer	 službeno	 omrežje,	 namenjeno	 zaposlenim,	 in	 omrežje	 za	 goste,	 ki	 bo	 namenjeno	
predvsem	dostopu	do	interneta.	Pomemben	del	v	organizaciji	je	računovodski	oddelek,	
ki	 uporablja	 namensko	 programsko	 opremo	 s	 priporočenimi	 strojnimi	 zahtevami;	
Windows	 Server	 2008,	 ali	 novejši,	 ter	 vsaj	 5GB	 veliko	 enoto	 za	 arhiviranje	 podatkov.	
Uporabniki	 v	 tem	 oddelku	 želijo	 imeti	 delovne	 postaje	 z	 Windows	 okoljem	 in	 s	
pisarniškim	paketom	Office.		
V	 organizaciji	 uporabljajo	 tudi	 programsko	 opremo	 za	 registracijo	 delovnega	 časa	 in	








Informacijski	 sistem	 lahko	 opišemo	 kot	 skupino	 medsebojno	 odvisnih	 komponent.	
Strojna	oprema,	programska	oprema	in	ljudje,	vse	te	komponente	izbirajo,	procesirajo,	
hranijo	 in	 upravljajo	 podatke	 ter	 s	 tem	 podpirajo	 delovne	 procese	 v	 organizaciji.	 [1]	

















Lokalno	 računalniško	 omrežje	 se	 ohrani	 tudi	 pri	 posodobitvi	 drugih	 omrežnih	 naprav	
(aktivna	oprema),	zato	je	pomembno,	da	pri	načrtovanju	predvidimo	kar	največ	možnih	
načinov	 uporabe,	 dodajanje	morebitnih	 elektronskih	 naprav	 in	 pripomočkov	 glede	 na	
potrebe	 uporabnikov.	 Zavedati	 se	 moramo,	 da	 je	 vedno	 več	 naprav,	 ki	 jih	 želimo	
priključiti	v	omrežje.	Ne	smemo	pozabiti	niti	na	naprave,	ki	niso	neposredno	povezane	z	
delom	 uporabnika,	 vendar	 jih	 je	 prav	 tako	 treba	 priključiti	 v	 omrežje,	 na	 primer		
varnostni	sistem,	ogrevanje	objekta,	kontrola	dostopa,	osvetljava	…	
Pomemben	 dejavnik	 je	 tudi	 upoštevanje	 standardov.	 Standarda,	 ki	 zajemata	
strukturirano	ožičenje	sta	SIST	EN	50173	in	SIST	EN	50174.	
Evropski	 standard	 SIST	 EN	 50173	 določa	 univerzalno	 polaganje	 kablov,	 ki	 podpirajo	
širok	razpon	komunikacijskih	storitev.	Zajema	splošne	zahteve,	kategorije,	označevanje	
in	meritve.		
Standard	 SIST	 EN	 50174	 vsebuje	 zahteve	 in	 priporočila	 glede	 načrtovanja	 in	 tehnike	
dela	pri	polaganju,	torej	izvedbe.	[3]	
Poznamo	 različne	 tipe	 vodnikov	 oziroma	 kablov,	 ki	 jih	 uporabljamo	 pri	 ožičenju	 TK	
omrežja.	V	manjših	omrežjih	se	najpogosteje	uporablja	UTP	kable	kategorije	5,	5e	ali	6,	
ki	omogočajo	hitrost	prenosa	podatkov	od	100	Mbit/s	do	1	Gbit/s.		


















Cat.	1	 do	1	Mbit/s	 	 Telefonske	linije	
Cat.	2	 do	4	Mbit/s	 	 Starejši	terminalski	sistemi	
Cat.	3	 do	10	Mbit/s	 100	m	 Ethernet	
Cat.	4	 do	16	Mbit/s	 100	m	 Token	Ring	Networks	
Cat.	5	 do	100	Mbit/s	 100	m	 Ethernet,	FastEthernet	
Cat.	5e	 do	1	Gbit/s	 100	m	 Ethernet,	FastEthernet,	
GigabitEthernet	
Cat.	6	 do	10	Gbit/s	 100	m	 GigabitEthernet	




Izbira	tipa	kabla	 je	odvisna	tudi	od	naprav,	ki	 jih	povezujemo,	saj	se	 lahko	zgodi,	da	 je	
ravno	napačna	izbira	kabla	razlog	za	nizke	prenosne	hitrosti	med	napravami	v	omrežju.		
Pri	načrtovanju	ožičenja	moramo	poznati	tudi	topologijo	omrežja,	le	tako	lahko	ustrezno	
ožičimo	 objekt.	 Najbolj	 razširjena	 je	 topologija	 zvezde,	 ki	 je	 zgrajena	 na	 osnovi	
centralnega	 vozlišča.	 Za	 ožičenje	 to	 pomeni,	 da	 se	morajo	 vsi	 omrežni	 kabli	 končati	 v	
centralnem	vozlišču,	saj	preko	njih	komunicirajo	vsi	odjemalci	v	omrežju.	
Zaradi	 standardizacije	 se	 lahko	 zanesemo,	 da	 bodo	 imeli	 priključki	 na	 omrežju	 enake	
lastnosti	 na	 celotnem	 omrežju	 ožičenja.	 Nekaj	 glavnih	 elementov	 strukturiranega	



















Pri	 načrtovanju	 brezžičnega	 omrežja	 moramo	 poznati	 območje,	 kjer	 želimo	 omrežje	
uporabljati,	 saj	 bomo	 le	 tako	 lahko	 zagotovili	 ustrezno	 pokritost	 s	 signalom.	 Glede	 na	
območje	 moramo	 izbrati	 pravo	 opremo,	 ki	 bo	 pokritost	 zagotavljala,	 hkrati	 pa	 bo	
omogočala	zadostno	varnost.		
WLAN	omrežja	delujejo	v	frekvenčnih	območjih,	ki	niso	licenčna	in	tako	ne	potrebujejo	




AP	 zagotavlja	 krmiljenje	 in	 nadzor	 dostopa	 odjemalcem,	 ki	 jih	 predstavljajo	 prenosne	
naprave	 z	 vgrajeno	 brezžično	 mrežno	 kartico	 (prenosni	 računalniki,	 telefoni,	 tablice,	
televizorji	...).	
Najbolj	razširjen	standard	WLAN	omrežij	je	standard	IEEE	802.11	in	njegove	dopolnitve,	
komercialno	 bolj	 znan	 pod	 oznako	 WiFi.	 Standard	 je,	 tako	 kot	 brezžična	 tehnologija	






802.11	 1997	 2,4	 2	Mb/s	
802.11b	 1999	 2,4	 11	Mb/s	
802.11a	 1999	 5	 54	Mb/s	
802.11g	 2003	 2,4	 54	Mb/s	
802.11n	 2009	 2,4,	5	 600	Mb/s	
802.11ad	 2012	 60	 6,76	Gb/s	
802.11ac	 2013	 5	 6,93	Gb/s	
Tabela	2:	Zgodovina	standarda	802.11	
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Prenos	 podatkov	 v	WLAN	omrežju	 poteka	 po	 zraku,	 zato	 je	 treba	 zagotoviti	 zadostno	
varnost	 podatkov	 in	 vseh	 odjemalcev	 v	 omrežju.	 V	 omrežjih,	 ki	 delujejo	 po	 standardu	
IEEE	 802.11	 se	 varnost	 zagotavlja	 na	 dveh	 ravneh.	 Prva	 predstavlja	 overjanje	
uporabnika	z	geslom	ali	uporabo	varnostnega	certifikata,	druga	z	enkripcijo	prenesenih	
podatkov.	
Prvi	 standard,	 ki	 je	 omogočal	 zaščito	 brezžičnega	 omrežja	 se	 imenuje	 WEP	 (Wired	
Equivalent	Privacy).	Omogoča	šifriranje	podatkov	s	statičnim	ključem	dolžine	64	ali	128	
bitov	 (10	 oziroma	 26	 znakov)	 in	 se	 uporablja	 za	 avtentikacijo	 in	 šifriranje	 podatkov.	
Ključ	 nastavimo	 v	 dostopni	 točki,	 če	 se	 odjemalec	 želi	 povezati	 v	 omrežje,	mora	 ključ	
vpisati	 v	 svojo	 napravo.	 Glavna	 težava	 ključa	 je,	 da	 ga	 je	 z	 opazovanjem	 radijskega	
prometa	mogoče	 relativno	 hitro	 ugotoviti.	 Pojavile	 so	 se	 aplikacije,	 ki	 z	 opazovanjem	
prometa	 v	 doglednem	 času	 odkrijejo	 ključ	 in	 tako	 omogočijo	 dostop	 do	 prenesenih	
podatkov.	
	
Zaradi	 težav	 z	 zaščito	 WEP	 se	 je	 pojavil	 njegov	 naslednik,	 protokol	 WPA	 (Wi-Fi	
Protected	Access).	Ta	podpira	dva	načina	avtentikacije.	Prvi	je	PSK	(Pre-Shared	Key),	pri	
katerem	uporablja	256-bitni	ključ	dolžine	od	8	do	63	znakov.	Ključ	nastavimo	v	dostopni	
točki	 in	 ga	mora	 poznati	 vsak,	 ki	 se	 želi	 povezati	 v	 omrežje.	 Drugi,	 varnejši	 način	 pa	
poteka	 preko	 strežnika	 RADIUS,	 ki	 preverja	 identiteto	 odjemalca	 in	 ob	 uspešnem	
preverjanju	odjemalcu	pošlje	potrditev	avtorizacije.	








V	 domačih	 omrežjih	 največkrat	 uporabljamo	 usmerjevalnike,	 ki	 omogočajo	 tudi	
vzpostavitev	 brezžičnega	 omrežja.	 Pokritost	 s	 signalom	 je	 omejena	 na	 moč	 enega	
usmerjevalnika,	 lahko	 pa	 se	 ta	 poveča	 z	 dodatno	 zunanjo	 anteno	 ali	 priklopom	
dodatnega	usmerjevalnika,	ki	služi	kot	most	(ang.	bridge).		
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V	 večjih	 omrežjih,	 na	 primer	 v	 šolah	 in	 podjetjih	 se	 najpogosteje	 uporabljajo	











eden	 ali	 več	 večjedrnih	 procesorjev	 in	 velika	 količina	 delovnega	 spomina.	
Razpoložljivost	zagotovimo	z	redundantnim	napajanjem,	kar	v	praksi	pomeni,	da	imajo	










Da	 omenjena	 strojna	 oprema	 lahko	 opravlja	 naloge	 strežnika,	 je	 potrebna	 namestitev	
strežniške	 programske	 opreme,	 ki	 je	 lahko	 operacijski	 sistem	 ali	 aplikacija,	 ki	 nudi	
storitve	drugim	odjemalcem	v	 omrežju.	Najbolj	 pogost	 strežniški	 operacijski	 sistem	 je	
Microsoft	Windows	Server,	vedno	bolj	pa	je	uveljavljen	tudi	odprtokodni	Linux	Ubuntu	
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Operacijski	 sistem	 Ubuntu	 temelji	 na	 odprtokodni	 distribuciji	 Linuxa,	 ki	 je	 prosto	
dostopen	 in	 brezplačen	 sistem,	 dosegljiv	 vsem	 uporabnikom.	 Ubuntu	 je	 v	 današnjem	
času	ena	najbolj	uporabljenih	Linux	distribucij	tako	za	namizne	računalnike	kot	tudi	za	
strežnike.	 Različica	 Server	 se	 pojavlja	 predvsem	 na	 strežniškem	 trgu,	 distribucija	 je	
brezplačna	in	tako	namenjena	podjetjem,	ki	želijo	privarčevati	in	svoje	poslovne	procese	
graditi	 na	 odprtokodnih	 programskih	 rešitvah.	 Ubuntu	 Server	 je	 zanesljiv	 sistem,	
zgrajen	 na	 temeljih	 distribucije	 Debian,	 ne	 potrebuje	 zelo	 drage	 strojne	 opreme,	 za	





Poštni	 Strežnik	Postfix	 je	 zmogljiv	modularen	SMTP	 strežnik,	 ki	 podpira	 vse	potrebne	
protokole	 za	 učinkovito	 upravljanje	 in	 delovanje	 storitev.	 Spam	 filter	 podpira	 vse	
odprtokodne	rešitve	za	izločevanje	neželene	pošte.	
Za	 arhiviranje	 datotek	 ter	 izdelavo	 in	 hranjenje	 varnostnih	 kopij	 lahko	 uporabimo	
BackupPC	s	solidnim	grafičnim	vmesnikom.	Ima	tudi	podporo	za	RAID	polja. [7]	
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aplikacij,	 “drugačen”	 uporabniški	 vmesnik	 ter	 manjše	 število	 IT	 strokovnjakov,	 ki	 so	
usposobljeni	za	namestitev,	prilagoditev	in	vzdrževanje	odprtokodnega	informacijskega	
sistema.	









Server	 2003.	 Začetki	 Windows	 strežniških	 operacijskih	 sistemov	 pa	 segajo	 že	 v	 leto	
1993,	 ko	 so	 izdali	 različico	 Windows	 NT	 3.1	 Advanced	 Server,	 ki	 je	 predstavljala	
temeljito	 spremembo	 in	 podjetjem	 omogočila	 izpolnjevanje	 njihovih	 poslovnih	 zahtev	
na	področju	računalništva.	[8]	
Windows	Small	Business	Server	2000,	ki	je	izšel	leta	2001,	je	bil	prvi	strežniški	paket,	ki	
je	 vključeval	 funkcionalnosti	 kot	 so	Active	Directory,	DNS	Server,	DHCP	Server,	Group	
Policy	in	druge	uporabne	rešitve,	ki	jih	uporabljamo	tudi	danes.	






• Datacenter	 vsebuje	 vse	 funkcionalnosti,	 licenciranje	 na	 procesor	 +	 CAL	 in	
neomejeno	število	dodatnih	virtualnih	strežnikov.	
• Standard	 vsebuje	 vse	 funkcionalnosti,	 dve	 virtualni	 napravi	 in	 licenciranje	 na	
procesor	+	CAL	ter	največ	dva	dodatna	virtualna	strežnika.	
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• Essentials	 za	mala	podjetja,	 do	25	uporabnikov,	 za	 strežnike	 z	 enim	ali	 dvema	
procesorjema,	omogoča	namestitev	v	fizično	ali	virtualno	okolje.	
• Foundation	 za	 mala	 podjetja,	 do	 15	 uporabnikov,	 za	 strežnike	 z	 enim	
procesorjem,	omogoča	le	namestitev	v	fizično	okolje.	[9]	
	
Zgoraj	 omenjene	 strežniške	 rešitve	 so	 celovit	 programski	 paket,	 ki	 omogoča	 podporo	



























• SAS	 diski	 se	 največ	 uporabljajo	 v	 diskovnih	 poljih.	 Hitrost	 vrtenja	 je	 do	 15000	
obr/min,	prenos	podatkov	dosega	12	Gbit/s.	
	
Da	 lahko	 zagotovimo	 varnost	 in	 neprekinjeno	 dosegljivost	 podatkov,	 trde	 diske	
združimo	 v	 diskovna	 polja,	 ki	 jih	 imenujemo	 RAID	 polja.	 Poenostavljeno	 to	 pomeni	
skupino	 diskov,	 združenih	 v	 eno	 logično	 diskovno	 enoto.	 Polje	 RAID	 nam	 ponuja	
predvsem	varnost	in	hitrejši	dostop	do	podatkov.	[10]	





predvsem	na	hitrosti	 (teoretično	2-krat),	 v	primeru	okvare	enega	 izmed	diskov	





















• RAID	 5:	 podatki	 se	 zapisujejo	 na	 tri	 ali	 več	 diskov.	 Hkrati	 se	 porazdeljeno	
zapisujejo	 tudi	 paritetni	 podatki,	 ki	 skrbijo,	 da	 ob	 morebitni	 odpovedi	 enega	















Ohranjanje	 razpoložljivosti	 računalniških	 podatkov	 je	 v	 današnjih	 časih	 nujnega	
pomena.	Z	vse	večjo	vlogo,	ki	 jo	 imajo	digitalni	podatki,	 je	vse	bolj	pomemben	nadzor	
nad	tem,	kako	so	ti	podatki	shranjeni.	Ločiti	 je	potrebno	pojma	varnostno	kopiranje	 in	
arhiviranje	 podatkov.	 Pri	 arhiviranju	 gre	 za	 dolgoročno	 hrambo	 podatkov,	 ki	 se	 ne	
spreminjajo	več,	varnostno	kopiranje	pa	pomeni	zaščito	podatkov	pred	spremembami,	
pretvorbami	ali	brisanjem.	[11]	
Praviloma	 se	 varnostne	 kopije	 podatkov	 izvajajo	 na	medije,	 ki	 so	 ločeni	 od	 strežnika.	
Najbolj	 razširjen	medij	 so	 tračne	enote,	 ki	 lahko	dosegajo	 visoke	hitrosti,	 imajo	veliko	
kapaciteto	 in	 podatke	 shranjujejo	 na	 magnetne	 trakove,	 ki	 so	 lahko	 prenosljivi.	
Največkrat	 jih	 uporabljajo	 v	 večjih	 poslovnih	 sistemih	 za	 hrambo	 podatkov,	 ki	 so	 za	
poslovanje	ključni.	Magnetne	trakove	shranjujejo	na	oddaljenih	lokacijah,	kar	pa	je	drag	
in	 kompleksen	 postopek,	 ki	 zahteva	 posebno	 strojno	 opremo,	 usposobljen	 kader	 in	
upoštevanje	določenih	postopkov.	[12]	




v	 oblak	 (dnevno,	 tedensko	…).	 Podatki	 se	 po	 javnem	 omrežju	 pošljejo	 na	 podatkovni	
strežnik,	 ki	 se	 nahaja	 na	 oddaljeni	 lokaciji.	 Podatkovni	 strežnik	 upravlja	 ponudnik	
oblačnih	storitev,	ki	storitev	zaračuna	glede	na	potrebe	po	diskovnem	prostoru,	pasovne	
širine	ali	števila	uporabnikov	storitve.	Prednosti	takega	načina	shranjevanja	podatkov	so	
prilagodljivost	 oblaka	 našim	 potrebam,	 velik	 razpoložljiv	 prostor	 za	 shranjevanje	 in	
stroški,	ki	se	obračunajo	glede	na	dejansko	uporabo	virov.	Prav	tako	ni	več	potrebe	po	
posebni	strojni	opremi	in	lastnem	upravljanju	s	hrambo	podatkov.	[12]		
V	manjših	 sistemih	 je	 najbolj	 razširjeno	 izdelovanje	 varnostnih	 kopij	 na	 zunanje	 USB	
pomnilniške	medije.	 Boljšo	 rešitev	 pa	 predstavljajo	NAS	naprave,	 ki	 jih	 priklopimo	na	
omrežje	in	delujejo	kot	zunanji	omrežni	disk.	Optimalna	rešitev	je	NAS	naprava	z	dvema	
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diskoma,	 ki	 ju	 združimo	 v	 RAID1	 polje,	 kar	 nam	 zagotavlja	 še	 dodatno	 varnost	 pri	
shranjevanju	varnostnih	kopij.		
Pri	izdelovanju	varnostnih	kopij	je	pomembno	vedeti,	katere	podatke	je	treba	vključiti	v	
varnostno	 kopijo.	 V	manjših	 sistemih	navadno	 shranjujemo	 skupne	datoteke	 in	mape,	



















Ker	naročnika	predhodno	nismo	poznali	 in	z	njim	nismo	sodelovali,	 smo	se	v	prvi	 fazi	









Ugotovili	 smo,	 da	 se	 je	 naročnik	 preselil	 v	 novozgrajen	 objekt	 in	 da	 je	 vsa	 IT	 oprema	
nova,	tako	strežniški	del	kot	vse	delovne	postaje	in	tiskalniki.	
Naredili	smo	popis	strojne	 in	programske	opreme	ter	prišli	do	zaključka,	da	 imajo	vso	
potrebno	 opremo	 za	 vzpostavitev	 sodobnega	 omrežja.	 Da	 bi	 bilo	 omrežje	 kar	 se	 da	

























saj	 je	 bil	 oddelek	 računovodstva	 edini,	 ki	 je	 zahteval	 prenos	 podatkov	 oziroma	
podatkovnih	baz	ter	namestitev	namenske	programske	opreme	za	delo	na	novi	lokaciji.	
















napravam,	 priključenim	 v	 omrežje.	 Prvih	 50	 naslovov	 smo	 rezervirali	 za	 naprave	 s	
statičnim	 IP	naslovom	(usmerjevalnik,	 stikalo,	dostopne	 točke,	 tiskalniki	…).	Delovnim	














V	 nadaljevanju	 preverimo	 nastavitve	 diskov.	 Za	 boljši	 nadzor	 nad	 zasedenostjo	
diskovnega	 polja	 smo	 prostor	 razdelili	 na	 več	 particij.	 Particija	 C	 je	 namenjena	
operacijskemu	 sistemu	 in	 namenskim	 programom,	 particijo	 E	 bomo	 uporabili	 za	
	 25	






























Na	 kreirani	 mapi	 vključimo	 skupno	 rabo	 in	 ji	 določimo	 ime	 ter	 pravice	 za	 dostop.	
























V	 delovno	 okolje	 smo	 priključili	 dva	 omrežna	 tiskalnika.	 V	 spodnje	 nadstropje	 smo	
















Vse	 delovne	 postaje	 so	 imele	 predhodno	 naložen	 operacijski	 sistem	 Windows	 7	
Professional.	 Postaje	 smo	 priključili	 v	 delovno	 omrežje,	 nato	 pa	 smo	 jih	 povezali	 v	
domeno.	Pri	priklopu	v	domeno	smo	najprej	vpisali	 ime	računalnika,	ki	 smo	ga	 izbrali	







Po	 ponovnem	 zagonu	 delovne	 postaje	 se	 pojavi	 prijavno	 okno	 preko	 katerega	 se	
uporabnik	prijavi	v	sistem	z	domenskim	uporabniškim	imenom	in	geslom.	
Na	 delovne	 postaje	 smo	 se	 prijavili	 z	 domenskim	 administratorskim	 računom	 ter	
namestili	 osnovne	programe,	 ki	 so	potrebni	 za	delo.	 Za	pisarniško	delo	 smo	namestili	
Microsoft	 Office	 2013	 Professional	 v	 slovenskem	 jeziku.	 Za	 branje	 dokumentov	 v	 .pdf	
formatu	smo	namestili	brezplačni	program	FoxitReader.	Da	bo	administracija	delovnih	
postaj	 lažja,	 smo	 na	 vse	 postaje	 namestili	 program	 TeamViewer,	 ki	 je	 namenjen	
oddaljenemu	dostopu	do	namizja.	
Posebej	 smo	se	morali	posvetiti	delovnim	postajam	v	 računovodstvu.	Na	strežnik	 smo	
namestili	 namenski	 program	 ter	 podatke	 prenesli	 iz	 starega	 strežnika.	 Na	 delovnih	
postajah	smo	uredili	povezave	in	bližnjice	do	programa	ter	preizkusili	delovanje.	
	
Izvedba	 vzpostavitve	 celotnega	 sistema	 je	 potekala	 brez	 večjih	 zapletov	 in	 je	 bila	
dokončana	v	dogovorjenem	roku.	Omenil	bi	dve	oviri,	ki	pa	smo	ju	uspešno	premostili.	
Strežniška	 omara	 se	 je	 izkazala	 za	 prekratko,	 zato	 smo	 jo	 morali	 prilagoditi,	 da	 smo	










V	 diplomski	 nalogi	 smo	 opisali	 postopek	 postavitve	 informacijskega	 sistema	 v	
organizaciji	z	dvanajstimi	zaposlenimi.	Priključili	in	nastavili	smo	vso	potrebno	omrežno	
opremo	 in	 delovne	 postaje.	 Zagotovili	 smo	 dve	 ločeni	 omrežji,	 delovno	 omrežje	






Osnovne	 cilje	 smo	 uspešno	 dosegli,	 možnih	 pa	 je	 še	 veliko	 dodelav	 in	 nadgradenj.	 V	
prihodnje	 bo	 najprej	 potrebno	 vzpostaviti	 sistem	 za	 elektronsko	 pošto	 in	 namestiti	
ustrezno	oziroma	učinkovito	protivirusno	 zaščito	 tako	 za	 strežnik	kot	 tudi	 za	delovne	
postaje.	Razširitve	se	ponujajo	tudi	v	obliki	oblačnih	storitev,	ki	so	trenutno	v	porastu	in	




se	 je	odločilo	vse	svoje	poslovanje	prenesti	v	oblak,	seveda	pa	 je	odločitev	za	 ta	korak	
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