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VAN ‘SHERRIFFS’ DEPUTIES’ TOT INLICHTINGENDIENST 
VERPLICHTINGEN VO O R VERVOERDERS IN HET MIGRATIE- EN 
ANTITERRORISMEBELEID
Sophie Scholten*
Abstract:
This paper discusses a changing perspective on immigration control and the effects this has on 
the way private carriers are incorporated in immigration control and anti-terrorism processes. 
The focus in this paper is on the ways in which private transport companies are increasingly 
obliged to act not only as immigration control but also as intelligence officers. Central to this 
paper are obligations that are imposed by the Dutch State and through cooperation in the 
European Union and with the United States whereby airlines are required to check their pas­
sengers’ documentation for admissibility to the country of destination and forward passenger 
data to immigration authorities in these States.
Keywords:
Airlines, immigration control, carrier sanctions, passenger data, API, PNR.
INLEIDING
Er bestaat een lange tra d itie  van samenwerking tussen publieke en priva te  
actoren op het geb ied van m igratiecontro le.1 Vervoerders zoals luchtvaart­
maatschappijen en rederijen moeten controleren o f hun passagiers beschikken 
over de benodigde ge ld ige  reisdocumenten, om zo te voorkomen d a t zij pas­
sagiers vervoeren die niet voldoen aan de voorw aarden voor toegang, de 
zogenaam de ‘inadmissibles’. De controle op migranten is, sinds de aanslagen in 
New York in 2001 en in M adrid  en Londen in 20 0 4  en 2 00 5 , in een ander 
dag licht komen te staan. Coleman stelt d a t de identificatie van de daders als 
‘buitenlands’ het im m igratiebeleid in de schijnwerpers zette .2 Dit heeft als g e ­
volgd gehad, stelt Lahav, d a t m igratie issues zijn verschoven van het domein 
van ‘low politics’ naar het domein van veiligheid en dus ‘high politics.’3 In toe­
nemende mate worden migranten gezien als bedre ig ing voor de openbare 
orde en binnenlandse veiligheid en als mogelijke terroristen. Steeds meer 
w o rd t een link ge legd tussen het bestrijden van terrorisme en strenge controles 
op imm igratie.4 Volgens G uild is, door de aanslagen van 11 september, het
* s.scholten@jur.ru.nl.
1 O.a. Zolberg 2003, Wüstenbecker 2003.
2 Coleman 2007, p. 49.
3 Lahav 2003, p. 1.
4 Zie onder andere Baldaccini & Guild 2007, Coleman 2007, Oosterom-Staples (forth­
coming), Brouwer, Catz & Guild 2003, Mitsilegas 2005 en 2007.
3
Scholten: Van Sherriffs' Deputies to t Inlichtingendienst
gezicht van de vreemdeling zelfs getransform eerd to t prima facie het gezicht 
van terrorisme.5
Deze link tussen m igratie en terrorisme is van invloed op de aa rd  en het 
karakter van de taken die vervoerders hebben met betrekking to t grenscontro­
le. Naast het controleren van documenten in het kader van het tegengaan van 
illega le immigratie, krijgen vervoerders tegenw oordig steeds vaker verant­
woordelijkheden die vallen binnen het terrein van terrorism ebestrijding. D a a r­
mee worden niet alleen taken met betrekking to t m igratiecontrole, m aar ook 
taken met betrekking to t veiligheid uitbesteed naar een private actor.
In d it artikel zal ik beschrijven hoe het veranderende perspectief op immi- 
gratiecontrole van invloed is op de taken die opgelegd worden aan vervoer­
ders. Ik richt me d a a rb ij vooral op verplichtingen opge legd aan luchtvaart­
maatschappijen door de EU en de Nederlandse staat. O ok komen verplichtin­
gen aan bod die de VS opleggen aan luchtvaartmaatschappijen.
CARRIER SANCTIONS IN IMMIGRATIEBELEID
In Nederland zijn vervoerders al langere tijd  verplicht om passagiers aan wie 
de toegang to t Nederland gew eigerd  is, terug te transporteren naar het land 
van herkomst. De Nederlandse vreemdelingencirculaire van 1955 en de 
Vreem delingenwet van 1 965 kende al een terugvervoerverplichting.6 In de ja ­
ren tachtig ontw ikkelde het beleid op het geb ied van m igratiecontrole, en de 
rol van priva te  vervoerders daarin , zich snel. West-Europese landen, gecon­
fronteerd met een toenemende stroom migranten en een eveneens groeiend 
aantal asielzoekers van buiten Europa, voelden steeds meer een noodzaak om 
de externe grenzen van de Europese Gemeenschap te verstevigen en introdu­
ceerden in deze periode restrictievere im m igratiem aatregelen. G edurende de 
jaren ’80 en ‘90 stelden veel Europese landen systemen in waarm ee vervoer­
ders beboet kunnen worden wanneer zij niet o f niet juist gedocumenteerde 
passagiers toch vervoeren, de zogenaam de carrier sanctions.7 Dit carrier sanc­
tions beleid stimuleerde vervoerders om taken uit te voeren die oorspronkelijk 
door ambtenaren belast met de grensbewaking werden uitgevoerd. In deze 
zin zijn luchtvaartmaatschappijen een soort ‘sheriffs’ deputies’ van de S taat 
gew orden.8
In de Schengen Uitvoeringsovereenkomst (SUO) -  d ie in 1 99 0  in vervolg 
op het Schengen Akkoord van 1 985 werd getekend -  werd voor het eerst 
vastgelegd d a t vervoerders verplicht zijn om te zorgen d a t passagiers d ie zij
5 Guild 2007, p. 7.
6 Artikel 7(2) Vreemdelingenwet 1965, 13 januari 1965, Staatsblad 40, Vreemdelingen 
circulaire 1955.
7 Voor een overzicht van wetgeving m.b.t. vervoerdersaansprakelijkheid zie bijvoorbeeld 
Cruz 1995.
8 Torpey 2000, p. 9.
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naar het Schengen geb ied vervoeren, over de juiste documenten beschikken. In 
Nederland werd deze zorgplicht in 1 994 met de implementatie van de SUO in 
de Vreem delingenwet ingevoerd. M et het inwerkingtreden van de SUO w e r­
den staten tevens verplicht vervoerders te sanctioneren die hun controleplichten 
niet nakomen en die passagiers zonder (juiste) documenten toch vervoeren. 
Nederland koos hierbij voor een systeem van strafrechtelijke boetes.
Na het implementeren van de SUO w ilde de Nederlandse overheid de 
vreem delingenwet verder aanscherpen. Voor vervoerders betekende d it d a t 
zij voortaan op bep aa lde  ‘risicoluchthavens’ afschrift moesten nemen van de 
documenten van hun passagiers: de zogenaam de afschriftplicht.9 Het doel van 
de afschriftp licht is om van personen die zich melden zonder de juiste docu­
menten, vast te kunnen stellen w aarvandaan en met welke vervoerder zij naar 
Nederland zijn gekomen, zoda t een claim to t terugvervoeren bij de vervoerder 
gelegd kan worden. De afschriftp licht heeft het karakter van de verplichtingen 
voor vervoerders veranderd: in plaats van alleen controleren moeten zij nu ook 
gegevens verzamelen en doorgeven. Het doel van de afschriftverplichting 
b lee f echter hetzelfde: het tegengaan van illega le immigratie.
In juni 2001 werd Richtlijn 2 0 0 1 /5 1 /E G 10 aangenomen. Deze richtlijn 
heeft to t doel de regels met betrekking to t het terugvervoeren van ongedocu­
menteerde passagiers te versterken en de boetes die Europese Staten hante­
ren ten opzichte van vervoerders te harmoniseren. In Nederland steeg hierdoor 
de maximale boete voor het vervoeren van een ongedocumenteerde passa­
g ie r naar Nederland to t € 11.250 per passagier; inmiddels is d it verhoogd to t 
een maximum van € 1 8 .5 0 0 .11
Dit korte overzicht la a t zien d a t het carrier sanctions beleid steeds is 
uitgebreid. Deze uitbreidingen zijn a ltijd  gericht geweest op het voorkomen 
van het aanvoeren van onjuist gedocumenteerden door vervoerders. O ok al 
betekende het invoeren van de afschriftp licht in Nederland een verandering in 
de aa rd  van de verantwoordelijkheden voor vervoerders, het doel b lee f het­
zelfde. Dit is de afge lopen jaren veranderd.
9 W elke luchthavens ‘risicoluchthavens’ zijn, wordt bepaald op basis van ervaring. De lijst 
van risicoluchthavens is te vinden in bijlage 1 Vreemdelingenvoorschrift en wordt iedere 
zes maanden bijgewerkt. Op deze lijst hebben onder andere steden gestaan als Lon­
den, Toronto en Genève, steden die over het algemeen niet direct worden gezien als 
‘asiel producerend’.
10 Richtlijn 2001 /51  /EG  van 28 juni 2001 tot aanvulling van het bepaalde in artikel 26 
van de Overeenkomst ter uitvoering van het Akkoord van Schengen van 14 juni 1985. 
PbEG 2001, L 187/45-46.
11 Door het periodiek aanpassen van het boetestelsel.
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DE VS: VAN MIGRATIECONTROLE NAAR 
TERRORISMEBESTRIJDING
De aanslagen in New York en W ashington hebben een enorme impact gehad 
op het perspectief op m igratiebele id  en -controle. Voor vervoerders betekent 
d it d a t zij niet langer alleen voor m igratiecontrole m aar ook voor terrorism e­
bestrijding worden ingezet. Een belangrijke ontwikkeling is de verplichting voor 
luchtvervoerders om Passenger Name Record (PNR) gegevens van passagiers 
op weg naar de VS aan de Amerikaanse autoriteiten door te geven. PNR data  
zijn d ie data-elem enten die opgenomen zijn in het reserveringssysteem van een 
luchtvaartmaatschappij en die nodig zijn voor het boeken en uitvoeren van een 
vlucht.12
N aar aanleiding van de aanslagen van 11 september 2001 in New York, 
introduceerde de Amerikaanse overheid nieuwe wetgeving: op 19 november 
2001 werd de Aviation and Transportation Security Act (ATSA) 2001 aange­
nomen en op 14 mei 2 0 0 2  de Enhanced Border Security and Visa Entry Reform 
Act 2002. O p  basis van deze wetgeving moeten bepaa lde  passagiersgege- 
vens door luchtvaartmaatschappijen doorgegeven worden aan het Bureau o f 
Customs and Border Protection (BCBP) voorda t de betre ffende vlucht in de VS 
aankomt. De VS willen met deze gegevens terrorisme, grensoverschrijdende 
ernstige m isdaad, inclusief georganiseerde m isdaad, bestrijden.13 Het vragen 
van passagiersgegevens uit de reserveringssystemen is dan ook ‘p a rt o f the 
general e ffo rt o f the U.S. government follow ing 11 September 2001 to en­
hance homeland security’.14
V anaf 5 m aart 200 3  zijn luchtvaartmaatschappijen verplicht om de autori­
teiten van de Verenigde Staten toegang te verschaffen to t hun PNR data . De
12 PNR gegevens zijn gegevens als naam, stoelnummer, reisroute, boekingsagent, beta­
lingswijze etc. Ook kunnen PNR data gevoelige data als informatie over etnische of reli­
gieuze afkomst inhouden. PNR data worden gebruikt om ‘risk assessments’ uit te voeren 
van passagiers. Het aantal data-elementen waaruit een PNR bestaat kan sterk wisselen. 
PNR gegevens verschillen van API data (advanced passenger information). API gegevens 
zijn de gegevens uit de machine readable zone (MRZ) van een paspoort. Dit zijn gege­
vens als naam, geboortedatum, paspoortnummer, nationaliteit etc., gegevens met behulp 
waarvan de identiteit van een persoon kan worden vastgesteld. Deze data kunnen en 
worden gebruikt in het kader van immigratiecontrole om te controleren of passagiers 
niet op een ‘watch-list’ zijn gesignaleerd. Dit kan worden uitgevoerd bij aankomst door 
de autoriteiten van het land van bestemming maar kan ook in de vorm van ‘Advance 
Passenger Processing’ (APP), w aarbij een luchtvaartmaatschappij voor iedere passagier 
vooraf hoort of deze wel of niet vervoerd mag worden (board/no board systeem). An­
ders dan API data, die al langer in het kader van immigratiecontrole aan de VS moes­
ten worden doorgegeven, hoeven PNR gegevens geen identificeerbare data-elementen 
te bevatten, zoals paspoortnummers, geboortedata etc.
13 TK 2006-2007, 30 861, nr. 5.
14 EU factsheet PNRecord beschikbaar op http://ec.europa.eu/external_relations/us/ 
sum06_03/pnr.pdf.
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luchtvaartmaatschappijen moeten hun databestanden openstellen voor de 
Amerikaanse autoriteiten, het zogenaam de ‘pull’ systeem. De autoriteiten kun­
nen dan ze lf gegevens inzien, in tegenstelling to t een ‘push’ systeem w a a rb ij 
luchtvaartmaatschappijen ze lf gegevens verzenden.
O m dat luchtvaartmaatschappijen door deze nieuwe verplichtingen m oge­
lijk in strijd handelden met de Europese privacywetgeving neergelegd in Richt­
lijn 9 5 /4 6 /E G ,15 brachten de Europese Commissie en de Amerikaanse autori­
teiten op 1 8 februari 2003 een gezamenlijke verklaring uit, w aarin  verdere 
actie aangekondigd werd om to t een b ila te ra le  overeenkomst te komen.16 Tot 
d ie tijd  zegden de Amerikanen toe zich er voor in te spannen de Europese pri- 
vacybeschermingsregels te respecteren.17 De Europese Commissie overwoog 
d a t in de tussentijd ‘EU da ta  protection authorities may not find it necessary to 
take enforcement actions against airlines complying with the US requirements’. 
Reacties op de gezamenlijke verklaring vanuit het Europees Parlement waren 
niet positief. In een resolutie werd zelfs opgeroepen to t opschorting van de 
toegang to t reserveringssystemen.18
Verschillende onderhandelingsronden leidden vervolgens to t het sluiten van 
een overeenkomst tussen de EU en de VS op 28 mei 2004. Deze EU-VS PNR 
overeenkomst heeft voor veel commotie gezorgd. Zowel de Artikel 29 W e rk- 
g ro e p 19 als het Europees Parlement lieten zich zeer kritisch uit over deze over- 
eenkomst.20 Volgens Mitsilegas is deze overeenkomst een voorbeeld van hoe 
beslissingen worden genomen onder druk van een ‘emergency discourse’. Hij 
stelt d a t de ‘perceived state o f emergency was used to speed up the adoption 
o f far-reaching proposals while minimising democratic scrutiny and control’.21 
Uiteindelijk stapte het Europees Parlement naar het Hof van Justitie, d a t de 
overeenkomst in mei 2 0 0 6  ongeldig verk laarde  om dat het op een verkeerde 
rechtsgrondslag was gebaseerd.22 Dit le idde to t een situatie w a a rb ij lucht­
vaartm aatschappijen zich in een spag aa t bevonden. Het niet doorgeven van 
PNR gegevens was in strijd met Amerikaanse wetgeving, w a ard oor boetes o p ­
gelegd konden worden en zelfs landingsrechten ingetrokken konden worden. 
Tegelijkertijd handelden luchtvaartmaatschappijen die passagiersgegevens 
wél aan de VS doorgaven, in strijd met Europese privacyregelgeving.23
15 PbEG 1995, L 281 /31 -50 .
16 Joint Statement 17 /18  februari 2003 beschikbaar op http://ec.europa.eu/external_re- 
lations/us/intro/pnr-joint03_1702.htm.
17 Joint Statement 17 /18  februari 2003.
18 Asscher 2004.
19 2 /2 0 0 2  M A R K T/11647/02/EN /fina l, 29.01.04. De oprichting van de artikel 29 
W erkgroep is vastgelegd in artikel 29 van Richtlijn 9 5 /46 /E G . Het is een onafhankelijk 
adviserend orgaan met betrekking tot Data bescherming en privacy.
20 P5_TA-PROV(2004)0245 (EP), zie ook Mitsilegas 2005.
21 Mitsilegas 2005.
22 HvJ EG 30.05.06, zaak C -317 /04  en C -318 /04 , PbEG 2006, C 178/2 .
23 Dit werd opgelost doordat het Hof van Justitie EG bepaalde dat het effect van de 
overeenkomst tot 30 september zou gelden.
7
Scholten: Van Sherriffs' Deputies to t Inlichtingendienst
O p 6 oktober 20 0 6  sloten de partijen -  uit oogpunt van rechtszekerheid 
voor luchtvaartmaatschappijen en passagiers en van de commerciële belangen 
van de luchtvaartmaatschappijen -  een tijde lijke  overeenkomst, die ge ld ig  was 
to t 31 juli 2 0 0 7 .24 Een nieuwe conceptovereenkomst, d ie nog niet offic ieel in 
werking is getreden m aar al wel voorlopig w o rd t toegepast,25 werd na nieuwe 
onderhandelingen gesloten op 27  juni 2 0 0 7 .26 Deze nieuwe overeenkomst 
b e p a a lt d a t de Europese Unie ervoor zal zorgen d a t luchtvaartmaatschappijen 
die van o f naar de Verenigde Staten vliegen de PNR gegevens uit hun boe­
kingssystemen beschikbaar stellen aan het Departement o f Homeland Security 
(DHS). Het g a a t dan om 19 verschillende data-elem enten.27
Er is veel kritiek, zowel op de oude als op de nieuwe overeenkomst, van 
bijvoorbeeld de Artikel 29 W e rkg ro e p ,28 van de EU Network o f Independent 
Experts in Fundamental Rights,29 en van NGOs zoals Statewatch.30 De meeste 
kritiek b e tre ft het ontbreken van duidelijke w aarborgen op het geb ied  van 
privacybescherming; het mogelijke doorspelen van gegevens aan andere Ame­
rikaanse instanties en het grote aanta l gegevens d a t moet worden doorgege- 
ven.31 O ok het Europees Parlement is erg kritisch over het overdragen van PNR 
gegevens aan de VS.32 Deze kritiek b e tre ft dan vooral het gebrek aan be ­
scherming van PNR gegevens, het gebrek aan een duidelijke bepaling met b e ­
trekking to t het delen van inform atie tussen Amerikaanse instanties, het verlen­
gen van de duur van het bewaren van PNR gegevens van 3,5 ja a r onder de 
oude overeenkomst, naar 15 ja a r in de nieuwe overeenkomst, en het ter b e ­
schikking stellen van gevoelige gegevens aan de DHS.33 O ok de kritiek van
24 TK 2006-2007, 30 861, nr. 1.
25 TK 2006-2007, 30 861, nr. 7.
26 Doc van de Raad 11 3 0 4 /0 7 , 28.06.07.
27 In de eerste overeenkomst ging het om 34 datavelden. Dit is in de nieuwe overeenkomst 
teruggebracht tot 19. Het EP wijst er echter in zijn resolutie op dat dit slechts een cosme­
tische vermindering is, in plaats van een echte vermindering, door samenvoeging en ge­
wijzigde naamgeving van datavelden (P6_TA-PROV(2007)0347 van 12 juli 2007, nr. 
21). Voor de data-elementen in de nieuwe overeenkomst zie: Doc. 11304 /07 , bijlage 
2: Brief van de VS aan de EU.
28 6 /2 0 0 2  M ARKT/10019/04/EN 24.10.02; M ARKT/11070/03/EN 13.06.03; 2 /2 0 0 2 . 
M A R KT/11647/02/EN /fina l, 29.01.04, en Opinion 5 /2 0 0 7 , 0 1 6 4 6 /0 7  WP 134 , 
17.08.07.
29 Thematic Comment 31.03.03 European Union Network of Independent Experts in Fun­
damental Rights.
30 www.statewatch.org/pnrobservatory.htm.
31 Kranenborg 2003, p. 164.
32 P6_TA-PROV(2007)0347 van 12 juli 2007.
33 P6_TA-PROv (2007)0347 van 12 juli 2007. Voor zover de gegevens gevoelige gege­
vens bevatten (d.w.z. persoonlijke gegevens met betrekking tot ras of etnische afkomst, 
politieke opvattingen, godsdienstige of levensbeschouwelijke overtuiging, vakbondslid- 
maatschap, en gegevens betreffende de gezondheid of het seksuele leven van de be­
trokkene), past het DHS een systeem toe dat die gevoelige gegevens filtert. Behalve in 
uitzonderlijke gevallen waarin levens in gevaar kunnen zijn of ernstig kunnen worden
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NGOs en andere instanties richt zich vooral op het gebrek aan databescher­
ming. Dit, terw ijl de overeenkomst tussen de EU en de VS stelt d a t ‘voor de 
toepassing van deze overeenkomst (...)  het DHS [wordt] geacht een passend 
beschermingsniveau te bieden voor vanuit de Europese Unie overgedragen 
PNR gegevens’.34
Europese luchtvaartmaatschappijen, verenigd in de Association o f Europe­
an Airlines (AEA) waren blij d a t eindelijk een overeenkomst was gesloten aa n ­
gezien ‘the airlines had been caught between two conflicting sets o f political 
priorities’.35 Het was volgens de AEA noodzakelijk d a t een overeenkomst werd 
gesloten om dat de gevolgen van geen overeenkomst ‘ondenkbaar’ zouden 
zijn.36 Eerder had de AEA ook de interim overeenkomst ‘warm verwelkom d’.37 
De AEA heeft echter ook aangegeven d a t zij van mening is d a t luchtvaart­
maatschappijen niet verplicht zouden moeten worden om systematisch da ta  
voor overheden te verzamelen om dat veiligheid een overheidstaak is; de kos­
ten zouden dan ook door de betre ffende overheden betaa ld  moeten wor-
den.38
Er is veel aandacht besteed aan de PNR verplichtingen voor luchtvaart­
maatschappijen. Er werden echter naar aanleiding van 9 /1 1  ook andere eisen 
aan luchtvaartmaatschappijen gesteld. O p  verzoek van de Amerikaanse auto­
riteiten w ord t b ijvoorbeeld plastic bestek aan boord gebru ikt.39 O ok zijn struc­
turele m aatregelen ge tro ffen  zoals het verzwaren van cockpit deuren40 en het 
gebruik van cam era’s aan boord.41 Tevens zijn beperkingen ingevoerd met 
betrekking to t w ie toegang tot de cockpit heeft en zijn samenscholingen in 
vliegtuigen verboden. Daarnaast werden nagelschaartjes en vijlen uit de 
handbagage verbannen.42
Naast deze veiligheidsm aatregelen moeten luchtvaartmaatschappijen nog 
steeds de documenten van hun passagiers controleren en Advanced Passenger 
Information (API) gegevens van hun passagiers doorgeven.43 O ok zijn lucht­
vaartm aatschappijen tegenw oordig verantw oordelijk  voor het doorgeven van
beperkt, wist het DHS de gevoelige EU PNR gegevens onmiddellijk. Doc. 11304 /07 , bij­
lage 2: Brief van de VS aan de EU.
34 Doc. van de Raad 11 3 0 4 /0 7 , 28.06.07, onder 6.
35 ‘AEA welcomes EU-US Passenger Data Agreement’, 24.07.07 www.aea.be.
36 Idem.
37 ‘European airlines applaud interim EU/US agreement on transfer of passenger da ta ’, 
6.10.06 www.aea.be/assets/documents/press/Pr06-044.pdf.
38 AEA policy paper on transfer of airline passenger data tot governments, 26.07.06.
39 Van Dijk 2007, p. 42.
40 KLM g a f ongeveer € 16 miljoen uit om haar cockpitdeuren te verstevigen na 9 /1 1 . Eu­
ropean Air Transport Industry Policy Paper Funding o f Anti-Terrorist Security Measures, 
01.12.03 www.eraa.org/intranet/docum ents/22/169/050923_extjointseceuposn.pdf.
41 Van Dijk 2007, p. 42.
42 Interview met Teun Platenkamp van KLM Security Services in People Profit Planet, maart 
2006.
43 Zie over API data noot 12.
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adressen van hun passagiers tijdens hun ve rb lijf in de VS. Luchtvaartm aat­
schappijen zijn zo naast documentencontroleurs, ook veiligheids- en inlichtin­
gendienst geworden voor de Amerikaanse overheid.
RICHTLIJN 2 0 0 4 /8 2 /E G : AMBIGUE DOELEINDEN
O ok in de Europese Unie voelde men de noodzaak om scherpere regels op te 
stellen voor de beveilig ing van de burgerluchtvaart. N a ar aanleiding van de 
aanslagen van 11 september 2001 is ‘onder grote politieke druk’44 V e rorde­
ning 2 3 2 0 /2 0 0 2  inzake gemeenschappelijke regels op het geb ied van de 
beveiliging van de burgerluchtvaart to t stand gekomen, d ie op 19 januari
200 3  in werking is getreden.45
N iet alleen in de VS werd een verbinding ge legd tussen m igratiecontrole 
en terrorismebestrijding. Richtlijn 2 0 0 4 /8 2 /E G 46 is illustratief voor het veran­
derende perspectief op immigratiecontrole op Europees geb ied en de rol van 
luchtvaartmaatschappijen daarin. Richtlijn 2 0 0 4 /8 2  verplicht luchtvaartm aat­
schappijen om vóór vertrek passagiersgegevens te verstrekken aan immigra- 
tieautorite iten van het land van bestemming. In deze richtlijn g a a t het -  in te ­
genstelling to t de Amerikaanse eisen -  niet om PNR gegevens m aar om API 
gegevens. Dit zijn gegevens zoals naam, geboortedatum , paspoortnummer etc, 
gegevens die in steeds meer paspoorten in de scanbare zone van het paspoort 
staan.47
Het doel van de Richtlijn is om ‘grenscontroles te verbeteren en de illega le 
immigratie te bestrijden’. Lidstaten moeten de nodige m aatregelen nemen om 
vervoerders te verplichten aan de autoriteiten, voor het eind van de instapcon- 
troles, desgevraagd, inform atie te verstrekken over de passagiers d ie zij zullen 
vervoeren.48 Deze gegevens moeten elektronisch worden doorgezonden aan 
de autoriteiten.49
Het in itia tie f to t deze Richtlijn werd in januari 200 3  door Spanje geno- 
men.50 Het in itia tie f w o rd t voorgesteld als m aatregel om illega le  immigratie 
tegen te gaan. Daarnaast w o rd t het voorstel ook gep laa ts t in de context van 
het tegengaan van terrorisme.51 Volgens het Spaanse voorstel zou het doo rg e ­
44 22112 417[6] bnc-fiche 26.01.2006.
45 Verordening (EG) nr. 232 0 /2 0 0 2  van het Europees Parlement en de Raad van 16 de­
cember 2002 tot vaststelling van gemeenschappelijke regels op het gebied van de be­
veiliging van de burgerluchtvaart PbEG 2002, L 355 /1 -21 . Een voorstel van de Com­
missie om deze verordening aan te passen is in behandeling COM(2005) 429 def. en 
COM(2006) 810.
46 Richtlijn 2 0 0 4 /8 2 /E G  van de Raad van 29 april 2004 betreffende de verplichting voor 
vervoerders om passagiersgegevens door te geven. PbEG 2004, L 261 /24 -2 7 .
47 Zie noot 12.
48 Richtlijn 2 0 0 4 /8 2 /E G  artikel 3(1).
49 Richtlijn 2 0 0 4 /8 2 /E G  artikel 6.
50 Doc 5 1 7 4 /0 3 , 9.01.03.
51 Doc. 5 1 7 4 /0 3 , 9.01.03.
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ven van passagiersdata net na het instappen er voor kunnen zorgen d a t er t ijd  
zal z ijn  voo r een grondig onderzoek, w a t zou b ijd ragen to t een efficiëntie con­
trole bij de binnenkomst aan de buitengrenzen. Als deze gegevens nog eerder 
zouden worden doorgegeven zou in ‘uitzonderlijke o f noodzakelijke gevallen, 
ook de meest a d e quaa t geachte m aatregelen ter bestrijding van terrorisme en 
illega le immigratie kunnen worden voorbere id  en genomen.’52
Dit eerste voorstel heeft dus een breed bereik: het heeft vooral als doel i l­
legale imm igratie tegen te gaan m aar richt zich ook op het voorkomen van 
criminele activiteiten en terrorisme. In de volgende versies van d it voorstel re fe ­
reren de artikelen en overwegingen slechts aan het tegengaan van illega le 
immigratie en w o rd t geen melding gem aakt van de b ijd ra ge  die deze richtlijn 
zou kunnen leveren aan het bestrijden van terrorisme. W e l w o rd t hierover g e ­
discussieerd. Een aantal lidstaten (Duitsland, Verenigd Koninkrijk en Nederland) 
g e e ft aan d a t meer aandacht gegeven zou moeten worden aan de b ijd rage  
van deze richtlijn in het bestrijden van terrorisme. Portugal is hier tegen. N e­
derland verwacht zelfs alleen een m eerw aarde van d it voorstel in het bestrij­
den van terrorisme en niet in het bestrijden van illega le  m igratie .53
De onderhandelingen over artikel 6 van deze richtlijn laten zien hoe de 
doelen van de richtlijn zijn verschoven gedurende de totstandkoming. Het e e r­
ste voorstel bep aa lde  d a t de gegevens die door luchtvaartmaatschappijen 
waren verzam eld, verstrekt moeten worden aan de autoriteiten die belast zijn 
met de controle van de personen die de buitengrenzen overschrijden, uitslui­
tend om de uitvoering van deze controle te vergem akkelijken54 en d a t de lid ­
staten de verstrekte gegevens vernietigen nada t de controle van de vervoerde 
personen aan de grens is uitgevoerd.55 Dit betekende d a t verzam elde ge g e ­
vens alleen gebru ikt mochten worden voor grenscontrole, zonder bew aard  te 
worden. M et name het Verenigd Koninkrijk maakte hiertegen bezw aar en w il­
de liever een algemene verwijzing naar Privacy Richtlijn 9 5 /4 6 /E G . Het VK 
had vooral problemen met de richtlijn om dat deze de duur van de opslag van 
gegevens en de mogelijkheid om gegevens met andere autoriteiten (politie, 
douane) te delen, beperkte. O ok Nederland pleitte ervoor gegevensuitwisse­
ling tussen instanties mogelijk te maken.
G edurende de onderhandelingen veranderde de tekst van d it artikel w e i­
nig. Pas na de aanslagen in M adrid  slaagde het Verenigd Koninkrijk erin de 
re ikw ijdte van artikel 6 uit te breiden.56 In de aangenomen richtlijn staat nu d a t 
de autoriteiten de da ta  binnen 24 uur vernietigen ‘tenzij deze la te r nodig zijn 
voor de uitoefening van de wette lijke taken van de autoriteiten die belast zijn
52 Doc. 5 1 7 4 /0 3 , 9.01.03, p. 2.
53 Doc. 13363 /03 , 15.10.03.
54 Cursief toegevoegd.
55 PbEG 2003, C 8 2 /2 3  (Doc. 71 61 /0 3 ), artikel 4(1).
56 Ook tijdsdruk speelde hierin een rol. Omdat een initiatief van een lidstaat betrof zou 
deze vervallen als de richtlijn niet voor 1 mei 2004 zou worden aangenomen.
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met de controle van personen aan de buitengrenzen’. W a a r in het eerste voo r­
stel gegevens gebru ikt mochten worden ‘uitsluitend om de uitvoering van deze 
controle te vergem akkelijken’, mogen de lidstaten die gegevens nu ook ‘voor 
wethandhavingsdoeleinden gebruiken’.
Dat de aanslagen in M adrid  in m aart 20 0 4  van invloed zijn geweest op 
het doel van de richtlijn w o rd t ondersteund door de verklaring van de Europe­
se Raad met betrekking to t het bestrijden van terrorisme van 26 m aart 
2 00 4 .57 In deze verklaring benadrukte de Raad d a t de besprekingen over 
m aatregelen op geb ied  van terrorisme moeten worden bespoedigd en d a t 
snel voortgang zal worden gem aakt met, onder andere, de richtlijn over het 
doorgeven van passagiersgegevens. Een verwijzing naar deze verklaring is in 
één van de laatste versies, d ie van 27  april 2 00 4 , in de richtlijn opgenomen.58 
Daarmee werd ook in deze richtlijn een verbinding ge legd tussen migratiecon- 
trole en terrorism ebestrijding.
Dat de gebeurtenissen van m aart 20 0 4  van invloed zijn geweest op het 
doel van de richtlijn, b lijk t ook uit de opmerking van de Nederlandse Minister 
van Justitie d a t ‘het besluit (...) wel een zeker momentum [heeft] gekregen in 
het kader van de terrorism ebestrijding’.59 O ok Mitsilegas g e e ft aan d a t de 
aanslagen in M adrid  op de totstandkoming van de Richtlijn van invloed zijn 
geweest; hij spreekt in deze context over ‘post-M adrid  urgency’.60
Deze Richtlijn la a t zien d a t ook in de EU m igratiecontrole en terrorism ebe­
strijding door e lkaar zijn gaan lopen. Luchtvaartmaatschappijen worden nog 
steeds ingezet voor m igratiecontrole; het takenpakket is echter u itgebreid met 
het verzamelen en doorgeven van passagiersgegevens.
TERRORISMEBESTRIJDING IN DE EU: EUROPEES PNR 
VOORSTEL
In november 2 0 0 7  kwam de Europese Commissie met een voorstel to t een ka ­
derbesluit om PNR da ta  ook in de EU in te gaan zetten in de strijd tegen te rro ­
risme. Luchtvaartmaatschappijen die naar o f vanuit de EU vliegen, moeten PNR 
gegevens beschikbaar stellen aan een ‘Passenger Information Unit’ d ie in iede­
re lidstaat zal worden aangewezen. In d it voorstel w o rd t heel duidelijk de link 
gelegd tussen m igratie en terrorisme. De Europese Commissie stelt d a t ‘the con­
ception and planning o f terrorist attacks involves travelling by a ir.’61 M et het 
d ig ita a l doorgeven van PNR gegevens voor aankomst van een vlucht kunnen 
de autoriteiten sneller gegevens verwerken.
57 European Council Meeting 25.03.04.
58 Doc 8 0 7 8 /0 4 , 27.04.03, overweging 2.
59 TK 2003 -  2004, 23 490, nr. 325, p. 11.
60 Mitsilegas 2005.
61 COM (2007) 654, 22.10.07.
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Als reden voor het identificeren van ‘unknown high-risk passengers’ w ord t 
gesteld d a t deze onderworpen kunnen worden aan een tweede controle en 
eventuele ondervraging bij aankomst, terw ijl andere passagiers minder contro­
les zullen hoeven ondergaan. Men kan zich a fvragen o f d a t laatste ook echt 
het geval zal zijn. Volgens de Commissie heeft de EU kunnen leren van e rva ­
ringen van derde landen als de VS en Canada w a a r zo’n systeem al bestaat. 
O ok w o rd t gesteld d a t een derge lijk  systeem in het Verenigd Koninkrijk,62 al 
verschillende arrestaties heeft opgeleverd en d a t het heeft b ijgedragen to t de 
ontdekking van mensensmokkelnetwerken en het verkrijgen van w aardevo lle  
inform atie met betrekking to t terrorisme. Het voorstel re fe ree rt aan de richtlijn 
voor doo rg ifte  van passagiersgegevens en stelt d a t de gegevens die in het 
kader van richtlijn 2 0 0 4 /8 2  moeten worden doorgegeven slechts gebru ikt 
kunnen worden om reeds bij de autoriteiten bekende terroristen en criminelen 
te identificeren.63
Als d it voorstel w o rd t aangenomen zal d a t betekenen d a t ook in de EU 
private vervoerders immigratiecontroles zullen blijven uitvoeren m aar d a t zij 
tevens als inlichtingendiensten zullen functioneren in de strijd tegen terrorisme.
CONCLUSIE
Vervoerders worden al lange tijd  ingezet bij het tegengaan van illega le  mi­
gratie . De laatste jaren is er echter een uitbreiding geweest in de taken voor 
priva te vervoerders en zijn de doelen van d ie  verplichtingen veranderd. O n­
der invloed van de aanslagen in de VS in 2001 en in M adrid  en Londen in
20 0 4  en 2005 zijn m igratie en terrorisme steeds meer met e lkaar verstrengeld 
geraakt. Dit heeft ertoe geleid d a t er meer nadruk is komen te liggen op im- 
m igratiecontrole als instrument om terrorisme te voorkomen. Luchtvaartmaat­
schappijen worden steeds meer ingezet in de strijd tegen terrorisme. In de VS 
heeft d it zich sneller ontwikkeld dan in de EU.
De a a rd  van de verantwoordelijkheden van luchtvaartmaatschappijen is 
hiermee veranderd. Volgens Mitsilegas zijn antiterrorisme m aatregelen na 11 
september 2001 vooral gericht op maximale surveillance en het verzamelen 
van da ta  door inlichtingen- en veiligheidsdiensten, inclusief imm igratie- 
autoriteiten en de priva te sector.64 Dit w o rd t weerspiegeld in de verplichtingen
62 Het zogenaamde E-Borders programma. Zie ‘Cutting-Edge Technology To Secure UK 
Borders’, persbericht 2 0 8 /2 0 0 4 , http://press.homeoffice.gov.uk.
63 De keuze voor een gedecentraliseerd systeem betekent volgens de Commissie dat lidsta­
ten de keuze hebben hoe en waar zij hun PNR systeem implementeren. Volgens de AEA, 
die zeer kritisch is op het voorstel, betekent dit dat luchtvaartmaatschappijen met 27 
verschillende data systemen zullen moeten werken, wat een ‘operationele en technische 
nachtmerrie’ zal opleveren. Volgens de AEA gaat de commissie voorbij aan de prakti­
sche problemen en consequenties voor Europese luchtvaartmaatschappijen en hun passa­
giers. www.aea.be/assets/documents/press/Pr07-029.pdf .
64 Mitsilegas 2007, p. 362.
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die luchtvaartmaatschappijen nu opgelegd krijgen. N iet alleen zijn zij verplicht 
om documenten te controleren van passagiers om te voorkomen d a t ongedo- 
cumenteerden worden vervoerd, en om passagiersgegevens door te geven in 
het kader van (versnelde) immigratiecontrole, zij zijn tevens verantw oordelijk 
voor het verzamelen en doorgeven van passagiersgegevens in het kader van 
terrorismebestrijding. Luchtvaartmaatschappijen zijn geworden to t ‘sheriffs’ 
deputies’ van im m igratie- én antiterrorism ebeleid.
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