




























Dolnośląska Szkoła Wyższa we Wrocławiu
Dawid vs. Goliat? 
WWW jako cel ataków cyberaktywistów
Artykuł przedstawia wybrane działania cyberaktywistów, którzy obiektem ataku uczynili strony 
internetowe ponadnarodowych korporacji czy rządów wybranych krajów. Celem analizy jest wy-
dobycie cech WWW, które czynią je atrakcyjnymi dla haktywistów, oraz wskazanie szans i pułapek, 
związanych z działalnością czy też obecnością w sieci ruchów społecznych. Stanowi również próbę 
zabrania głosu w dyskusji nt. demokratyzacji Internetu oraz demokracji w Internecie.
Cyberaktywizm, cyberjamming, inaczej jeszcze haktywizm, wirtualny aktywizm 
to obszar aktywności społecznej, rozwijający się w ostatnich latach niewątpliwie 
ze znaczną siłą. Wykorzystanie narzędzi internetowych przez rozmaite ruchy spo-
łeczne – antyglobalizacyjne, antywojenne, antykorporacyjne, walczące o ochronę 
środowiska, o prawa człowieka – przynosi im wiele korzyści praktycznych, pozwala 
m.in. na szybką koordynację działań w różnych zakątkach globu, działań zarówno 
sieciowych, jak i pozasieciowych, „tradycyjnych”, nadaje im globalny rozgłos, przede 
wszystkim zaś służy jako niezwykle użyteczne narzędzie komunikacji.
Haktywizm1 najczęściej określa się jako działania wykorzystujące technologię 
do celów politycznych. P. Taylor uważa haktywistów za siódmą generację hakerów, 
dla których po raz pierwszy polityka stanowi rację bytu2. To ideowe połączenie 
technologii i polityki częściej jednak kojarzone jest z hakerstwem w jak najbardziej 
negatywnym rozumieniu tego pojęcia, dlatego, zwłaszcza przez oponentów, haktywi-
ści bywają raczej określani mianem hakerów, cyberwandali czy cyberterrorystów.
Za symboliczną datę ekspansji ruchów społecznych w sieci uważa się styczeń 
1994 roku, kiedy to wybuchło powstanie zapatystów w stanie Chiapas w Meksyku. 
Zyskało ono ogromną rzeszę zwolenników na całym świecie dzięki obecności w sieci 
od 3 stycznia 1994 roku jego przywódcy – wicekomendanta Marcosa. Niektórzy 
badacze twierdzą, że to nie El Ejército Zapatista de Liberación Nacional (EZLN), 
czyli Zapatystowska Armia Wyzwolenia Narodowego, odegrała bezpośrednią rolę 
1 Do ukucia w roku 1996 terminu hacktivism przyznają się aktywiści z grupy Cult of the Dead Cow, zob. 
http://www.cultdeadcow.com/cms/about_us.php3, url z dnia 15.12.2007.
2 P. A. Taylor, From hackers to hacktivists: speed bumps on the global superhighway?, “New Media and Society” 
2005, nr 7(5), s. 629.
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w ekspansji Internetu w działaniach ruchów społecznych3, trudno jednak zaprzeczyć, 
że właśnie Internet był narzędziem, które pozwoliło zainteresować położeniem miesz-
kańców Chiapas tak wiele osób na świecie. 
Obecnie właściwie trudno wyobrazić sobie działalność ruchów i organizacji spo-
łecznych bez wykorzystania sieci, bez witryny internetowej, bez komunikacji interne-
towej. Internet stał się jednym z istotnych narzędzi walki o ochronę środowiska, walki 
z wyzyskiem, z korporacjonizmem, walki politycznej. CMC, komunikacja zapośredni-
czona przez Internet, stała się, wbrew nazwie, znacznie szybsza, ogólnodostępna4 
i bardziej bezpośrednia niż kiedykolwiek wcześniej. Warto jednak w tym miejscu 
zadać pytanie: czy Internet może przyczynić się do istotnej zmiany społecznej? 
W działaniach cyberaktywistów czy też haktywistów, które szczególnie mnie 
interesują, nie chodzi o wykorzystanie Internetu jedynie jako narzędzia komuniko-
wania się, ale jako narzędzia elektronicznego protestu, obierającego sobie za cel 
działań stronę internetową przeciwnika. Ów elektroniczny sprzeciw stanowi skądinąd 
również specyﬁ czny rodzaj komunikowania, nie tylko komunikowania sprzeciwu, ale 
przede wszystkim komunikowania istotnej obecności organizacji, ruchów sytuujących 
się na przeciwnym biegunie wobec mediów dominujących, wobec dominującego 
konsumpcyjnego, multikorporacyjnego paradygmatu kultury zachodniej. 
Cyberaktywiści wykorzystują wiele sposobów protestu, których obiektem jest 
strona internetowa przeciwnika – międzynarodowej korporacji, rządu danego kraju, 
organizacji ponadnarodowych, np. Światowej Organizacji Handlu, utożsamianych 
z wyzyskiem biednych, negatywnymi skutkami globalizacji itp. 
Jeden z dość powszechnych rodzajów sieciowego protestu to tzw. virtual sit-
-in, którego efektem jest blokada stron antagonistów. Propozycja pierwszego wir-
tualnego sit -in’u wyszła od włoskiej grupy Anonymous Digital Coalition. Akcja ta, 
stanowiąca w zamierzeniach wyraz solidarności z zapatystami, kierowana była 
przeciwko stronom internetowym instytucji ﬁ nansowych w Mexico City. Jej uczestnicy 
mieli 29 stycznia 1998 roku jednocześnie wielokrotnie wciskać przycisk ‘odśwież’ 
atakowanej strony, co skutkować powinno jej zablokowaniem5.
Nie sposób jednak nie odwołać się w tym momencie do działań Electronic Distur-
bance Theatre (Teatru Zakłóceń Elektronicznych)6. EDT zautomatyzował ów wspólny, 
acz zdecentralizowany sposób blokowania stron internetowych, opracowując wygod-
ne i dostępne narzędzie elektronicznego protestu – Floodnet, który umożliwia auto-
matyczne ładowanie atakowanej strony co kilka sekund. Flood Net Tactical Version 
3 Zob. M. Garrido, A. Halavais, Mapping Networks of Support for the Zapatista Movement, [w:] Cyberacti-
vism. Online Activism in Theory and Practice, red. M. McCaughey, M. D. Ayers, Routledge, New York 2003, 
s. 168 -172.
4 Oczywiście ogólnodostępność owej komunikacji warunkowana jest dostępem do Internetu, który w wielu 
zakątkach świata jest wciąż nieosiągalny i stanowi podstawę cyfrowego wykluczenia.
5 http://www.thing.net/~rdom/ecd/anondigcoal.html, url z dnia 15.12.2007.
6 Electronic Disturbance Theatre powstał w roku 1998. Jego założyciele, Carmin Karasic, Brett Stalbaum, 
Stefan Wray and Ricardo Dominguez, określają siebie jako grupę cyberaktywistów i artystów, którzy 
w teorii i praktyce stosują zasadę elektronicznego nieposłuszeństwa obywatelskiego; więcej zob. http://










1.0 pierwszy raz został użyty 10 kwietnia 1998 roku. Aktywiści zaatakowali stronę 
internetową prezydenta Meksyku. W akcji wzięło udział ponad 8000 osób7. 
EDT określa swoje działania jako elektroniczne nieposłuszeństwo obywatelskie, 
powołując się na idee H. D. Thoureau i jego esej z 1848 roku Civil Desobedience8, 
odwołuje się także do idei działań bez przemocy, za takie właśnie uznając akcje 
elektroniczne. Większość działań EDT skupiała się początkowo na akcjach przeciwko 
rządowi Meksyku bądź Stanów Zjednoczonych, ich celem było zwrócenie uwagi opinii 
publicznej na sytuację zapatystów w Meksyku.
Warto zastanowić się, czy rzeczywiście ataki przeciwko stronom internetowym 
są skutecznym narzędziem walki. Na pewno wiele zależy od rodzaju atakowanego 
obiektu. Dla instytucji bądź korporacji, których głównym obszarem działania nie 
jest Internet, takie ataki mogą być dość uciążliwe, ale nie niosą za sobą poważnych 
konsekwencji, zwłaszcza że tego typu akcje są raczej mało medialne i często nie 
przedostają się do świadomości szerszego kręgu odbiorców.
Nieco inaczej sytuacja przedstawia się wtedy, gdy atakowany obiekt działa 
głównie w sieci. Doskonałym przykładem jest akcja przeciwko internetowemu gi-
gantowi w sprzedaży zabawek – ﬁ rmie eToys. Pod koniec roku 1999 eToys chciał 
odkupić od europejskiej grupy artystycznej etoy ich domenę etoy.com, oferując za 
nią 500 000 dolarów. Artyści propozycję odrzucili, a wtedy eToys skierował sprawę 
do sądu, żądając zakazu używania tej domeny, oskarżając przy tym etoy o szerzenie 
przemocy i pornograﬁ i. W odpowiedzi cyberaktywiści (wśród nich Electronic Distur-
bance Theatre i RTMark) zorganizowali 15 rozmaitych akcji w proteście przeciwko 
działaniom eToys, m.in. wirtualny sit -in w dniach 15 -25 grudnia, a więc w czasie 
największego, przedświątecznego szału zakupów. Ich kampania osiągnęła sukces, 
ponieważ ceny akcji zabawkowego giganta spadły na cztery tygodnie o 50%. Cy-
berakcja nie była w tej sytuacji jedynie uciążliwą niedogodnością, ale przyniosła 
realne straty ﬁ nansowe. 
Wirtualne strajki wymagają zaangażowania jednocześnie często tysięcy użyt-
kowników Internetu. W przypadku tzw. denial of service attac (DoS) nawet pojedyn-
czy cyberaktywista może sparaliżować pracę jednej lub wielu witryn internetowych. 
Mechanizm ataku nie jest skomplikowany – dana witryna internetowa atakowana 
jest jednocześnie z wielu komputerów, tzw. zombie, nad którymi wcześniej przejęto 
kontrolę. Celem ataku jest sparaliżowanie działania strony przez zajęcie wszystkich 
wolnych zasobów pamięci, co stanowi efekt zmultiplikowanych prób skorzystania 
z usług, jakie oferuje dana witryna. Jej przeciążenie skutkuje odmową dostępu. Ataki 
tego typu stanowią jeden z najpopularniejszych sposobów cyberportestów. Ich oﬁ arą 
padła m.in. w 2001 roku witryna World Trade Organization, nie doszło jednak do jej 
całkowitego zablokowania, ale jedynie do spowolnienia9. 
7 http://www.thing.net/~rdom/ecd/EDTECD.html, url z dnia 15.12.2007.
8 Dostępny w sieci pod adresem: http://sunsite.berkeley.edu/Literature/Thoreau/CivilDisobedience.html, url 
z dnia 15.12.2007.
9 P. Landergren, Hacker wigilantes strike back, June 20\2001; http://archives.cnn.com/2001/TECH/internet 
/06/20/hacker.vigilantes.idg/index.html, url z dnia 15.12.2007.
198
Należy zaznaczyć, że wśród samych cyberaktywistów idea wirtualnego sit-
-in’u czy też DoSu traktowana jest ambiwalentnie, ponieważ uważana jest przez część 
aktywistów za specyﬁ czny rodzaj cenzury, która pozbawia użytkowników Internetu 
możliwości dotarcia do wybranej witryny. Ponadto nietrudno zauważyć, że tego 
typu działania, choć mają podłoże ideowe, nie różnią się niczym od działań ha-
kerskich czy też crackerskich i to jest niewątpliwie ich ogromną słabością, ponieważ 
w potocznej świadomości odbierane są negatywnie, przede wszystkim jako rodzaj 
cyfrowej przemocy.
Znacznie ciekawszy, ale i często bardziej uciążliwy sposób walki z organizacjami 
czy instytucjami międzynarodowymi, które według aktywistów łamią prawa czło-
wieka, symbolizują negatywne efekty globalizacji, wyzyskują pracowników, niszczą 
środowisko itp. stanowi tworzenie fałszywych stron internetowych tychże korporacji 
czy organizacji. 
Jeden z najbardziej znanych przykładów to fałszywa, niepozbawiona elemen-
tów satyry, strona World Trade Organization10 (dostępna pod adresem www.gatt.
org11) – do jej stworzenia przyznali się aktywiści z grupy The Yes Men12. Fałszywa 
strona WTO do złudzenia przypomina tę oryginalną, „zapożyczony” został cały 
layout oraz logo WTO13 (zob. fot. 1 i fot. 2), treści zamieszczone różnią się jednak 
znacznie od tych, z którymi można zapoznać się na stronie oryginalnej. Co ciekawe, 
na dole strony aktywiści umieścili ostrzeżenie przed fałszywą stroną WTO, która 
w rzeczywistości była właściwą stroną organizacji (dostępną pod adresem www.
wto.org). Na www.gatt.org umieszczone zostały informacje, które dyskredytowały 
WTO, ponadto witryna zawierała informacje o działaniach skierowanych przeciw-
ko Światowej Organizacji Handlu. Aktywiści wykorzystywali adresy e -mailowe od-
wiedzających, aby wysyłać informacje skierowane przeciwko WTO, a pochodzące 
rzekomo od krytykowanej organizacji. 
Fałszywa strona dobrze pełniła swoją funkcję, ponieważ niektórzy użytkownicy, 
nieświadomi podstępu, próbowali się komunikować z WTO właśnie przez nią, czego 
efektem były m.in. zaproszenia rzekomych członków organizacji na rozmaite konferen-
cje czy też do programów telewizyjnych. Tak np. w 2001 roku cyberaktywiści poprzez 
www.gatt.org zostali zaproszeni do telewizji CNBC’s European Marketwrap Europe, 
organizującej debatę w przeddzień szczytu G8 w Genui. Poszukiwano przedstawiciela 
WTO, który zmierzyłby się przed kamerami z przeciwnikiem globalizacji. Aktywiści 
wysłali „reprezentanta” WTO do studia w Paryżu, który jasno wyraził zamierzenia 
i założenia WTO – główna konkluzja brzmiała prowokacyjnie, że bogaci są w po-
rządku, ponieważ mają władzę, biedni natomiast są źli, ponieważ jej nie mają14. 
10 Instytucja ta jest przedmiotem wielu cyberataków, stanowi bowiem jeden z najbardziej czytelnych symboli 
globalizacji.
11 GATT to skrót od General Agreement on Trade and Tariffs, poprzedniczki WTO.
12 Więcej o grupie The Yes Men na stronie www.theyesmen.org, url z dnia 15.12.2007.
13 Aktywiści podążają za zmianami na oryginalnej stronie WTO, po zmianie layoutu w połowie 2000 roku, 
przeciwnicy również dokonują zmian na stronie GATT, polegających na „zapożyczeniu” nowego design, 
choć ze znacznym opóźnieniem, por. Internet Archive Wayback Machine http://web.archive.org/web/*/
http://gatt.org oraz http://web.archive.org/web/*/http://wto.org, url z dnia 15.12.2007.










Fot. 1. Oryginalna strona World Trade Organization (źródło: http://web.archive.org/
web/19990208010952/http://wto.org/, url z dnia 15.12.2007)
Fot. 2. Do złudzenia podobna, fałszywa strona WTO (źródło http://web.archive.org/
web/20011202070406/http://gatt.org/, url z dnia 15.12.2007)
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Równie popularnym i atrakcyjnym sposobem cyberwalki, choć znów sytuujących 
hacktywistów w kręgu poczynań hakerskich, jest tzw. web defacement, czyli podmiana 
strony głównej przeciwnika lub zmiana jej zawartości, przypominająca często elektro-
niczne grafﬁ ti. Tego typu akcje towarzyszą zwykle konﬂ iktom zbrojnym – konﬂ iktowi 
w Kosowie, wojnie w Iraku, konﬂ iktowi palestyńsko -izraelskiemu, indyjsko -pakistańskiej 
walce o Kaszmir i wielu innym. Hakerzy pozostawiają na podmienionej stronie swoje 
przesłanie, logo, operują też drastycznymi fotograﬁ ami, symbolami narodowymi 
Często też haktywiści nie tylko podmieniają stronę główną, ale przekierowują 
użytkownika na inna stronę. W początkach 2003 roku, po rozpoczęciu wojny w Iraku, 
więcej niż 1000 stron zostało podmienionych czy też „okaleczonych”, np. strona katar-
skiej telewizji al -Jazeera została podmieniona i można było na niej zobaczyć ﬂ agę 
amerykańską oraz proamerykański napis: „Let Freedom Ring… Hacked by Patriot, 
Freedom Cyber Force Militia”15 (fot. 3), ponadto użytkownicy przekierowywani byli 
na inne witryny, włącznie ze stronami pornograﬁ cznymi.
Fot. 3. Podmieniona strona katarskiej telewizji al -Jazeera 
(źródło: http://www.f -secure.com/virus -info/iraq.shtml (URL z dnia 15.12.2007)
Takie przekierowania na inne strony to również dość częsta praktyka aktywistów. 
Doświadczył tego m.in. koncern Nike – odwiedzający jego witrynę w sierpniu 2000 
roku przenoszeni byli na stronę krytykującą globalizację i jej efekty dla gospodarek 
narodowych, środowiska, ubogich krajów16. 
15 J. Emmerson, An Introduction to Activism on the Internet; http://backspace.com/action/examples_of_effec-
tive_action.php, url z dnia 15.12.2007.










Cyberaktywiści dopuszczają się również „porwania” stron internetowych. Grupa 
McInformation Network stworzyła witrynę www.mcspotlight.org., której głównym za-
daniem jest krytyka multinarodowych korporacji, symbolizowanych w tym wypadku 
przez McDonald’s. Aktywiści przyznali się do kradzieży strony internetowej fastfoodo-
wego giganta w celu dekonstrukcji jego PR -owej opowieści. Stworzyli „Guided Tour 
of McDonald’s Website”. Ze strony Mcspotlight można było połączyć się ze stroną 
McDonald’s i odbyć wycieczkę z przewodnikiem po witrynie McDonald’s, składającą 
się z pięciu etapów: Ronald MacDonald, środowisko, odżywianie, działalność charyta-
tywna, strona główna. Na ekranie komputera, z prawej strony, ukazywała się strona 
McDonald’s, po lewej zaś można było zapoznać się z krytycznym komentarzem, 
obnażającym nikczemne, według oponentów, praktyki koncernu, demaskującymi jego 
„wyraﬁ nowaną propagandę” (fot. 4). 
Fot. 4. Guided Tour of McDonald’s Website (źródło: http://web.archive.org/
web/19970823115314/www.mcspotlight.org/tours/top.html, url z dnia 15.12.2007)
Rozmaite sposoby protestu, których przedmiotem jest strona internetowa prze-
ciwnika, narzucają konieczność zastanowienia się m.in. nad tym, czym jest witryna 
internetowa względem podmiotu, któremu jest poświęcona, czym zaś dla użytkow-
ników sieci czy też dla cyberprzeciwników. 
Z jednej strony funkcjonuje ona jako technicznie zaawansowana, rozbudowana 
ulotka reklamowa, spełniając przez to kilka istotnych, ale dość standardowych dla 
tego typu przekazów funkcji, z których na pewno podstawową jest funkcja per-
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swazyjna. W świadomości użytkowników sieci jawi się często jednak nie tylko jako 
ulotka reklamowa. To coś znacznie więcej – to byt utożsamiany z samą ﬁ rmą czy też 
instytucją17, często jest to byt instytucję ﬁ zycznie istniejącą zastępujący, zwłaszcza 
gdy jest ona nieosiągalna ze względów np. geograﬁ cznych czy materialnych. Stro-
na internetowa w tej sytuacji nie jest już „stroną o…” czy też „stroną na temat…”, 
witryna internetowa nie jest miejscem ekspozycji danej instytucji, dla wielu użytkow-
ników staje się samą instytucją. To często przesądza o atrakcyjności WWW. Jeśli 
przyjmiemy, że strona internetowa, jako istotna część danego podmiotu, funkcjonuje 
w świadomości użytkowników sieci jako sam podmiot, możemy mówić o funkcjonal-
nej synekdochizacji strony internetowej, o procesie utożsamienia strony internetowej 
z instytucją, którą ma tylko reprezentować. Pociąga to za sobą wiele konsekwen-
cji, z których jedną jest właśnie skoncentrowanie się ideowych oponentów na walce 
z wirtualnym przeciwnikiem, czyli ze stroną internetową, która bywa zmieniana, 
podmieniana, blokowana, niszczona, staje się obiektem kradzieży itd.
W rzeczywistości pozakomputerowej, pozainternetowej to logo, marka czy też 
nazwa organizacji stanowią przede wszystkim ogniskowe, w których skupiają się in-
teresy zarówno korporacji, rozmaitych instytucji, jak i ich przeciwników. Logo z jednej 
strony jest nośnikiem misji, hasłem wywoławczym, głównym znakiem rozpoznawczym, 
znakiem skończonym i zamkniętym, tożsamym z instytucją, którą reprezentuje i często 
w świadomości odbiorców instytucję tę zastępuje. Jako forpoczta bywa więc obiek-
tem działań przeciwników, którzy również utożsamiają nieﬁ zyczną w gruncie rzeczy 
markę z jak najbardziej ﬁ zyczną korporacją czy instytucją. Umieszczona na bilbor-
dzie, koszulce czy ulotce reklamowej bywa niszczona, zamalowywana, przerabiana 
– po to, aby zatrzymać przekaz, który niesie, lub też, aby zmienić jego semantykę. 
Logo to fetysz, z którym walczą rozmaici aktywiści, wokół logo skupiają się bardzo 
często subvertisingowe działania w sferze culture jamming18. 
Tym, co różni pozainternetowe działania aktywistów, jest na pewno ich lokalność, 
działania w sieci są przede wszystkim działaniami globalnymi. Obie strategie nie-
pozbawione są zalet. Internet umożliwia podejmowanie rozmaitych akcji grupowych, 
mimo że poszczególni członkowie grup są ﬁ zycznie odizolowani. Co istotne, sprzyja 
również pełniejszemu zaangażowaniu się w akcje sieciowe rozmaitych sympaty-
ków czy też osób sytuujących się na marginesie danej społeczności19. W akcjach 
ofﬂ ine biorą udział najczęściej najbardziej zagorzali zwolennicy danej idei. Siła 
17 Tu należy oczywiście odróżnić byty funkcjonujące tylko w Sieci od tych, dla których Sieć jest tylko jedną 
z form istnienia. 
18 O zjawisku culture jamming czyt. m. in. M. Dery, Culture Jamming: Hacking, Slashing, and Sniping in the Empire 
of Signs, http://www.levity.com/markdery/culturjam.html, url z dnia 15.12.2007, fragm. w wersji polskiej: 
M. Dery, Jamming w imperium znaków hacking, slashing i sniping, tłum. E. Mikina, „Magazyn Sztuki On Line”, 
http://www.magazynsztuki.pl/aktualizacja/jamming/jamming.htm, url z dnia 15.12.2007.
  lub „Magazyn Sztuki” 2004, nr 29; A. Dytman -Stasieńko, Culture jamming – walka o prawo do komunikowania 
się, [w:] Język a multimedia, pod red. A. Dytman -Stasieńko i J. Stasieńki, Wyd. DSWE TWP, Wrocław 2005; 
V. Carducci, Culture Jamming. A Sociological Perspective, „Journal of Consumer Culture” 2006; nr 6\116. 
Warto zaznaczyć, że działania typu web defacement to culture jamming w wersji internetowej, który określić 
można właśnie mianem internet jammingu czy też cyberjammingu.
19 Zob. S. Brunsting, T. Postmes, Social Movement Participations in the Digital Age: Predicting Ofﬂ ine and Online 










działań internetowych tkwiłaby więc właśnie w ich delokalizacji – możemy znaleźć 
się w centrum wydarzeń, przebywając gdziekolwiek, jeśli tylko mamy dostęp do In-
ternetu. Istotnym czynnikiem, który sprzyja zaangażowaniu się w akcje internetowe, 
jest niski nakład sił, środków i czasu uczestników cyberprotestu, a także ich względna 
anonimowość. 
Chociaż lokalność oznacza nagłośnienie działań na małym obszarze, to jednak 
informacja o nich dociera do stosunkowo dużej liczby osób – dzięki prasie lokalnej, 
znajomym itp. Globalność cyberdziałań to niewątpliwa ich zaleta, mogą się bo-
wiem o nich dowiedzieć użytkownicy sieci właściwie w każdym miejscu na świecie, 
w którym możliwy jest dostęp do Internetu, często jednak akcje te (jeśli nie zosta-
ną przeprowadzone na wielką skalę) przechodzą bez echa, ponieważ nie są dla 
mediów atrakcyjne. Warto jednak zastanowić się nad tym, czy tak ograniczona 
mimo wszystko globalność nie stanowi właściwie odmiany lokalności, tylko w innym 
wymiarze W pierwszej wersji wyznacznikiem lokalności byłaby geograﬁ a, w dru-
giej – niszowość stron aktywistów, do których „zwykły” użytkownik może nie dotrzeć, 
poruszając się utartymi ścieżkami. Trzeba również zadać sobie pytanie, czy i jak 
globalne medium, jakim jest Internet, sprzyja akcjom lokalnym. Binarne jedynie (lo-
kalność – globalność) pojmowanie cyberaktywizmu nie daje bowiem pełnego oglądu 
zjawiska, niewątpliwie bowiem możemy często mówić w tym wypadku o swoistej 
glokalizacji cyberaktywizmu, przejawiającej się w dostosowaniu akcji o charakterze 
globalnym do lokalnych warunków, o ścisłej koegzystencji akcji online i ofﬂ ine20. 
Możliwość cyberwalki ze stronami internetowymi politycznych, medialnych czy 
korporacyjnych gigantów sprzyja uznaniu Internetu za medium służące demokracji czy 
też demokratyzacji komunikowania się. W mediach tradycyjnych – radiu, telewizji, 
prasie – trudno byłoby rozmaitym ruchom społecznym uzyskać tyle przestrzeni, któ-
ra pozwoliłaby na swobodne przedstawienie ich poglądów i działań. Internet daje 
im taką szansę. Ale jeśli uznamy Internet jedynie za jedno z wielu mediów, to jego 
możliwości okazują się mniejsze, niż to wydaje się na pierwszy rzut oka. Przede 
wszystkim niezaangażowany użytkownik Internetu uzależniony jest od wyszukiwarki21, 
która hierarchizuje treści, steruje nimi w rozmaity sposób, osłabiając przez to znacz-
nie równy dostęp do informacji, często również internauci rozpoczynają surfowanie 
od portali komercyjnych i oﬁ cjalnych serwisów i na tych informacjach kończą. Ponadto 
użytkownicy szukają nierzadko informacji, z którymi zetknęli się w mediach trady-
cyjnych, co pozwala spojrzeć na Internet jako na medium nie w pełni samodzielne 
i uzależnione od mediów tradycyjnych. Możliwość zaistnienia w Internecie szeroko 
20 Dobrym przykładem tej swoistej glokalizacji jest np. Buy Nothing Day – akcja propagowana globalnie, 
lecz podejmowana lokalnie nie tylko przez aktywistów, ale przede wszystkim przez każdego, kto w tym 
dniu powstrzyma się od zakupów i spędzi czas w inny sposób; zob. A. Dytman -Stasieńko, Buy Nothing 
Day jako przykład komunikacyjnego karnawału,[w:] Oblicza komunikacji. Perspektywy badań nad tekstem, 
dyskursem i komunikacją, pod red. I. Kamińskiej -Szmaj, T. Piekota, M. Zaśko -Zielińskiej, Tertium, Kraków 
2006, s. 804 -817.
21 Czego ekstremalnym przykładem było ocenzurowanie np. przez Google chińskiej wersji wyszukiwarki. Nie 
tylko jednak cenzura polityczna przyczynia się do nieobiektywności wyszukiwarek, które nie są narzędziami 
neutralnymi, o czym piszą na gruncie polskim A. Tarkowski i J. Hofmokl; zob. tychże, Wyszukiwarki jako 
gatekeeperzy internetu, [w:] Społeczna przestrzeń internetu, red. naukowa D. Batorski, M. Marody, A. Nowak, 
Wyd. SWPS Academica, Warszawa 2006, s. 55 -75.
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pojmowanych mniejszości na pewno jest argumentem potwierdzającym demokratycz-
ność tego medium, jego swoista „niesamodzielność treściowa”, sterowana losowość 
wyszukiwania tę optymistyczną wizję znacznie osłabia. Jak podkreśla D. Regeczi, 
technologia informacyjna służy przede wszystkim rozprzestrzenianiu informacji i nie 
można po niej oczekiwać, że stanie się źródłem pozytywnej zmiany politycznej22. 
Dlatego też wydaje się, mimo względnego optymizmu, jaki prezentują niektórzy 
badacze, np. Kahn i Kellner23, że cyberopór przypomina wciąż walkę Dawida z Go-
liatem, w której Dawid bynajmniej nie jest zwycięzcą. Istotniejsza jest jednak w tym 
wypadku sama możliwość sprzeciwu, możliwość walki – i to stanowi niewątpliwie 
niezaprzeczalną siłę Internetu, siłę WWW, zwłaszcza wtedy, kiedy użytkownicy mogą 
poczuć konkretny, choć najczęściej o ograniczonym zasięgu, efekt swoich interneto-
wych działań24.
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David vs. Goliath? – WWW as a Target 
of Cyberactivists’ Attacks
The article presents selected activities of cyberactivists who chose Internet websites of transna-
tional corporations and governments for the target of their attacks. The purpose of the analysis 
is to abstract the key features of the websites that make them attractive to the hactivists and 
point out the chances and traps related with the activity or the presence of the social movements 
in the Internet. The paper is also an attempt to make a statement about democratization of the 
Internet and the democracy in the Net.
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