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 1 Inleiding 
 
1.1 INLEIDING 
Startinformatie is de informatie die politie en/of het Openbaar Ministerie 
(OM) aanleiding geven een strafrechtelijk onderzoek te starten. Op basis van 
startinformatie kunnen dwangmiddelen worden ingezet en startinformatie 
kan in sommige gevallen zelfs voor het bewijs worden gebruikt. Startinfor-
matie komt meestal niet uit de lucht vallen. In veel gevallen gaat daar een 
(afgeschermde) fase van informatieverzameling en -veredeling aan vooraf. 
Het wettelijk systeem voorziet op het eerste oog niet in sluitende of eendui-
dige regelgeving voor de fase die vooraf gaat aan de start van een opspo-
ringsonderzoek en evenmin kent het Wetboek van Strafvordering (Sv) speci-
fieke regels voor startinformatie. Op enkele plekken laat de wetgever wel 
doorschemeren enigszins oog te hebben voor het hele prille begin van een 
strafrechtelijk onderzoek. Zo heeft sinds enige jaren het opsporingsbegrip 
van art. 132a Sv een ruimer bereik, maakt de Wet Bijzondere Bijzondere Op-
sporingsbevoegdheden (Wet BOB) vroegtijdig strafvorderlijk optreden bij 
een lage verdenkingsgraad mogelijk en bestaan in de Wet Politiegegevens 
enkele bepalingen die zien op de fase voorafgaand aan de start van een op-
sporingsonderzoek. Hiermee heeft de wetgever evenwel geen (eenduidige) 
normering aangebracht voor de informatievergarende fase die voorafgaat 
aan de start van een opsporingsonderzoek. Dit terwijl de Parlementaire En-
quêtecommissie Opsporingsmethoden (Commissie Van Traa) reeds in het 
jaar 1995 de omvang van deze fase in kaart bracht en duidelijk maakte dat 
deze fase met gevaren en bezwaren kan zijn omgeven en daarom normering 
behoefde.1  
De wetgever laat dus een lacune bestaan ten aanzien van de fase die 
voorafgaat aan de start van een opsporingsonderzoek en ten aanzien van 
startinformatie als fenomeen. Op zich is dat niet verwonderlijk. Startinforma-
tie is diffuus van karakter, bijvoorbeeld doordat zij van een groot aantal ver-
schillende (institutionele) informatieverstrekkers afkomstig kan zijn, maar 
ook doordat niet bij elk afzonderlijk type startinformatie dezelfdegevaren en 
bezwaren even pregnant spelen. 
                                                             
1  Kamerstukken II 1995-1996, 24 072, nrs. 10, 11, 14 en 15 (eindrapport ‘Inzake Opsporing’ 
van de Parlementaire Enquêtecommissie Opsporingsmethoden en de daarbij behoren-
de bijlagen V en VI). Zie voor de voor dit boek relevante bevindingen van de Commis-
sie Van Traa onder meer hoofdstuk 4 van dit boek.  
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Het ontbreken van sluitende regelgeving ten aanzien van startinformatie 
heeft tenminste twee gevolgen. Allereerst vallen strafvorderlijke actoren 
zoals de officier van justitie, de rechter-commissaris (r-c) en de zittingsrechter 
hierdoor terug op algemene bepalingen over het toepassen van dwangmid-
delen, het (afgeschermd) horen van getuigen en bepalingen over het bewijs. 
Een tweede gevolg is dat de regels voor het gebruik van startinformatie in 
belangrijke mate vorm krijgen in de jurisprudentie. Daarin wordt bepaald op 
welke wijze de betrouwbaarheid en de rechtmatigheid van de verkrijging 
van startinformatie in het strafproces kan worden getoetst. Ook voor de ju-
risprudentie geldt echter onverkort dat het diffuse karakter van startinforma-
tie tot gevolg heeft dat zij (die jurisprudentie) niet in alle gevallen sluitend is 
en bovendien is gefragmenteerd. 
Dit boek wil voorzien in de leemte die in wetgeving en jurisprudentie be-
staat over startinformatie. Het bekijkt dit fenomeen in zijn geheel en laat zien 
op welke manier al dan niet anonieme startinformatie wordt verzameld, legt 
gevaren en bezwaren die hiermee samen kunnen hangen bloot, geeft inzicht 
in de juridisch relevante bijzonderheden van specifieke typen startinformatie 
en maakt duidelijk dat op veel punten ruimte voor nuance en verschil bestaat 
in de noodzaak tot het toetsen van de betrouwbaarheid en de rechtmatigheid 
van de verkrijging van startinformatie. Waar nodig worden aanbevelingen 
gedaan om de controle op de instanties die startinformatie verstrekken aan te 
scherpen en de toetsing van startinformatie in het strafproces te verbeteren. 
Ook worden de verantwoordelijkheden die in relatie tot startinformatie be-
staan voor strafvorderlijke actoren zoals de politie, de (zaaks)officier van 
justitie, de verdediging, de r-c en de zittingsrechter benoemd en wordt hen 
een handvat geboden om op een zuivere manier om te gaan met de verschil-
lende facetten van het fenomeen startinformatie. Kortom, dit boek biedt een 
inkijk in de wereld van de informatievergaring die vooraf gaat aan de start 
van een strafrechtelijk onderzoek en bekijkt in de breedste zin van het woord 
de weerslag die startinformatie heeft op het Nederlandse strafproces.  
2.  DIFFUUS KARAKTER  
Zoals al aangegeven komt de start van een strafrechtelijk onderzoek veelal 
niet uit de lucht vallen. Er moet een aanleiding voor zijn. Die aanleidingen 
kunnen (enorm) uiteenlopen. Soms is het een aangifte van een slachtoffer, 
soms een bericht van een overheidsinstantie, soms de vrucht van een ander 
opsporingsonderzoek en soms een anonieme tip. Dit onderzoek vangt aan 
vanuit de gedachte dat die verschillende aanleidingen hun weerslag kunnen 
hebben op de inrichting en het verloop van het daarop volgend strafproces. 
In dit boek beslaat de term strafproces het politiële opsporingsonderzoek, het 
onderzoek door de r-c en het onderzoek ter zitting. Elk van die verschillende 
vormen van startinformatie brengt verschillende kenmerken en gevaren en 
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bezwaren met zich. Een anonieme tip is bijvoorbeeld heel wat anders dan een 
bericht van de overheid.  
Grosso modo kan worden gezegd dat strafrechtelijke onderzoeken ofwel 
starten op basis van informatie van een particulier ofwel een aanvang nemen 
op grond van informatie van een overheidsinstelling. Particulieren kunnen 
niet alleen aangifte doen, maar ze kunnen ook besluiten de tiplijn Meld Mis-
daad Anoniem (MMA) te bellen of zich tot een van de inlichtingendiensten 
van de politie te wenden waarvan het Team Criminele Inlichtingen (TCI) – 
voorheen de Criminele Inlichtingeneenheid (CIE) – de bekendste is. Hun 
aangifte kan ook zijn voorafgegaan door eigen onderzoek: men denke aan 
het onderzoek dat wordt verricht door een particuliere rechercheur, een on-
derzoeksjournalist of daarin gespecialiseerde afdelingen van banken. Opspo-
ringsonderzoeken kunnen ook beginnen naar aanleiding van informatie die 
afkomstig is van binnen- en buitenlandse (politiële) overheidsinstanties. Het 
TCI hoeft zich niet te baseren op één tip, maar kan zijn conclusies ook ontle-
nen aan het verband tussen inlichtingen uit diverse bronnen. Buiten de poli-
tie zijn de Algemene Inlichtingen- en Veiligheidsdienst (AIVD), de Ameri-
kaanse Drug Enforcement Administration (DEA) en de belastingdienst voor-
beelden van instanties die startinformatie kunnen aanleveren. 
Uit het voorgaande kan worden gedestilleerd dat startinformatie in een 
aantal gevallen op een geanonimiseerde wijze, dus zonder dat de (menselij-
ke) bron van de informatie en/of de manier van vergaren van informatie 
wordt prijsgegeven, wordt verstrekt aan politie en OM. In andere gevallen is 
dat niet zo. De ene keer is de informatie voorzien van harde en direct verifi-
eerbare gegevens; de andere keer is het haast niet meer dan een losse opmer-
king. 
Ook wat er met die startinformatie kan worden gedaan, verschilt. De po-
litie en het OM gebruiken startinformatie om, bijvoorbeeld door het toepas-
sen van dwangmiddelen, bewijsmateriaal te verzamelen voor een concrete 
strafzaak. Er is echter ook startinformatie, zoals een aangifte, die zonder meer 
als bewijsmiddel kan worden gebruikt. Gelet op het voorgaande wordt start-
informatie gedefinieerd als de al dan niet anoniem verstrekte informatie die 
politie en/of OM aanleiding geven tot de start van een strafrechtelijk onder-
zoek en welke informatie in het strafproces wordt betrokken om bewijsmate-
riaal te genereren dan wel zelfstandig als bewijsmiddel te fungeren.  
Voor dit boek is het van groot belang dat het vergaren van startinforma-
tie en het gebruikmaken ervan in het strafproces diverse gevaren en bezwa-
ren met zich brengen, waarbij direct moet worden aangetekend dat deze niet 
bij (de verkrijging van) ieder type startinformatie even pregnant aanwezig 
(zullen) zijn. Allereerst bestaat de kans dat, al dan niet opzettelijk, onjuiste 
startinformatie wordt verstrekt. Deze situatie kan zich in het bijzonder voor-
doen op het moment dat startinformatie afkomstig is van een menselijke 
bron. Gedacht kan worden aan het verstrekken van verkeerde informatie 
door een anonieme tipgever, een informant van het TCI, een informant of 
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agent van de AIVD of een cooperating source van de DEA. Mocht deze onjuiste 
informatie op de vindplaats van vuurwapens zien of verband houden met 
een terroristisch misdrijf, dan – zo wijst de praktijk uit – zullen de tactische 
recherche en de zaaksofficier zonder veel nader onderzoek snel tot strafrech-
telijk ingrijpen willen overgaan, waardoor de privacy en/of de vrijheid van 
een onschuldige burger wordt aangetast.  
Als gevolg van dergelijke onjuiste informatie kan de politie niet alleen 
overgaan tot onvruchtbaar onderzoek, maar kan het ook gebeuren dat onno-
dig strafvorderlijke dwangmiddelen worden ingezet. Dat gevaar bestaat niet 
alleen in het geval van onjuiste informatie van burgers. Er schuilt ook een 
risico in startinformatie die door het toepassen van de methode van het zo-
genaamde datamining is verkregen. Dit is een proces waarin digitale gege-
vensbestanden aan elkaar worden gekoppeld, (geautomatiseerd) wordt be-
keken of er verbanden bestaan tussen deze gegevens en hieraan conclusies en 
consequenties worden verbonden. Deze methodiek kan ertoe leiden dat de 
overheid op grote schaal privacyschendend onderzoek doet naar niet-ver-
dachte burgers. Het voor de start van een strafrechtelijk onderzoek en het 
toepassen van dwangmiddelen gebruikmaken van op die manier verkregen 
informatie is potentieel risicovol nu gegevensbestanden onware gegevens 
kunnen bevatten, het vergelijken van meerdere gegevensbestanden tot een 
onjuiste gevolgtrekking kan leiden en gegevensbestanden bovendien verou-
derde informatie kunnen bevatten. Het proces van datamining kan dus ten 
onrechte het vermoeden van strafbaar gedrag oproepen, waardoor strafvor-
derlijk optreden volgt dat de privacy en/of de vrijheid van een onschuldige 
burger aantast.  
In rechte laten deze gevaren zich vertalen in schendingen van mensen-
rechten. Ook het gebruik van startinformatie van ‘niet-strafvorderlijke’ over-
heidsorganen zoals de belastingdienst, inlichtingen- en veiligheidsdiensten 
en het gebruik van informatie van vreemde opsporingsautoriteiten brengt 
het risico mee dat informatie in het strafproces wordt betrokken die is ver-
kregen in strijd met het privacybeschermende art. 8 van het Europees Ver-
drag voor de Rechten van de Mens (EVRM) dan wel dat het verstrekken van 
deze gegevens aan politie en OM zich slecht verhoudt tot dit artikel. Dit lijkt 
zich bijvoorbeeld bij de verzameling van informatie door de Regionale Inlich-
tingendienst (RID) voor te kunnen doen. 
Het gebruik van startinformatie van onder meer een particuliere recher-
cheur, een inlichtingen- en veiligheidsdienst of een buitenlandse opsporings-
instantie brengt het gevaar met zich dat gegevens in het strafproces worden 
betrokken die zijn verkregen door het schenden van fundamentele rechten 
van de latere verdachte, bijvoorbeeld door deze te mishandelen of anderszins 
onder ongeoorloofde druk te zetten ter verkrijging van bruikbare informatie. 
Hoewel mag worden verwacht dat de Nederlandse politie- en inlichtingen-
diensten zich hier niet schuldig aan maken, kunnen de ogen niet worden 
gesloten voor het gegeven dat de internationale (inlichtingenmatige) infor-
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matie-uitwisseling het risico meebrengt dat uiteindelijk (ook in Nederland) 
gebruik wordt gemaakt van informatie die op die wijze is verkregen. Dat kan 
zelfs zover gaan dat vragen rijzen met het oog op het recht om niet gefolterd 
of onmenselijk te worden behandeld (art. 3 EVRM) en hierdoor (mogelijker-
wijs) met het oog op het recht op een eerlijk proces (art. 6 EVRM). 
Spanning met art. 6 EVRM kan ook ontstaan op het moment dat de start-
informatie is verkregen in strijd met het instigatieverbod: het verbod om van 
overheidszijde iemand te bewegen tot een delict waarop zijn opzet nog niet 
was gericht. Een art. 6 EVRM rakend probleem ligt verder besloten in het 
vermeende achterhouden van mogelijk ontlastende informatie. Dit kan zich 
voordoen als met een beroep op het afschermingsbelang of met een verwij-
zing naar het belang van de staatsveiligheid wordt geweigerd de identiteit 
van een menselijke bron en de mogelijk bij hem aanwezige ontlastende ken-
nis prijs te geven. Het gebruiken van startinformatie van overheidsorganen 
zoals de belastingdienst kan verder op gespannen voet staan met het uit art. 
6 EVRM voortvloeiende nemo tenetur-beginsel: het (niet absolute) recht van 
een verdachte om niet verplicht te worden mee te werken aan zijn eigen ver-
oordeling. De spanning hiermee kan ontstaan op het moment dat voor de 
start van een strafrechtelijk onderzoek gebruik wordt gemaakt van informa-
tie die de verdachte in het kader van een controleonderzoek verplicht is te 
verstrekken.  
Buiten de consequenties voor het strafproces dat met de startinformatie 
in gang wordt gezet, kan de wijze van verkrijging van informatie van som-
mige in dit onderzoek aan de orde komende instanties gevaren en bezwaren 
met zich brengen die van doen hebben met aspecten van integriteit, zuiver-
heid van overheidshandelen en wenselijkheid van het toepassen van bepaal-
de onderzoeksmethoden. Het gebruik van informatie van onder meer inlich-
tingen- en veiligheidsdiensten, particuliere rechercheurs en overheidsorga-
nen als de belastingdienst doet bijvoorbeeld het risico op het outsourcen van 
opsporingshandelingen ontstaan, in die zin dat politie en OM doelbewust en 
met het oog op het buiten toepassing blijven van strafvorderlijke waarborgen 
strafrechtelijk onderzoek als het ware uitbesteden aan dergelijke instanties of 
individuen om vervolgens van deze informatie gebruik te kunnen maken in 
het strafproces. De zuiverheid van handelen van politie en OM staat op dat 
moment op het spel. Wat betreft de wenselijkheid van het toepassen van 
onderzoeksmethoden wordt ten eerste gewezen op de situatie waarin een 
Nederlands opsporingsonderzoek start en dwangmiddelen worden toege-
past op basis van informatie die door een vreemde opsporingsautoriteit is 
verkregen door de inzet van de in Nederland omstreden figuur van de cri-
minele burgerinfiltrant. Ten tweede brengt het proces van datamining een 
bezwaar mee dat van doen heeft met algemene, een concrete strafzaak over-
stijgende, privacyaspecten. Deze methodiek heeft immers tot gevolg dat op 
grote schaal (persoons)gegevens van niet-verdachte burgers worden doorge-
licht door de politie en inlichtingen- en veiligheidsdiensten. Het is de vraag 
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of deze omvangrijke privacyschendende onderzoeksmethode zich wel ver-
draagt met het privacybeschermende art. 8 EVRM. Moet voor het toepassen 
van deze methodiek niet in alle gevallen een wettelijke grondslag bestaan en 
doorstaat het proces van datamining wel de uit het tweede lid van art. 8 
EVRM voortvloeiende proportionaliteitstoets?  
Integriteitsproblemen kunnen ontstaan op het moment dat een door het 
TCI ingezette menselijke bron pogingen onderneemt om zijn politiële bege-
leiders te corrumperen, bijvoorbeeld in die zin dat deze bron op die manier 
tracht politiële informatie te verkrijgen. In verband met het TCI bestaat even-
eens het risico dat dit opsporingsinstrument door een criminele organisatie 
wordt gebruikt om strafvorderlijk optreden tegen een ander crimineel sa-
menwerkingsverband uit te lokken, waardoor strafrechtelijk ingrijpen min of 
meer wordt geregisseerd. Opgemerkt wordt dat in dat soort situaties de 
doorgegeven informatie zeer wel juist kan zijn. Zeker nu het merendeel van 
de menselijke bronnen zelf in het criminele milieu verkeren, zijn de geschets-
te gevaren bij het verzamelen van informatie door het TCI, maar bijvoorbeeld 
ook bij de RID, allesbehalve denkbeeldig. 
De weergegeven gevaren en bezwaren zijn niet bij ieder type startinfor-
matie even nadrukkelijk aanwezig. Het risico dat op basis van onjuiste in-
formatie een opsporingsonderzoek wordt gestart is bijvoorbeeld in de regel 
afwezig op het moment dat de startinformatie afkomstig is van de belasting-
dienst. Het gaat in dat geval immers om (betrekkelijk) objectief vast te stellen, 
en dus betrouwbare, financiële gegevens. Start een strafrechtelijk onderzoek 
echter op basis van gegevens van een menselijke bron dan is de kans groter 
dat de startinformatie onjuist is. Controlemechanismen kunnen het risico 
hierop echter beteugelen. Zo bestaan bijvoorbeeld binnen het TCI en de 
AIVD (uitgebreide) interne procedures om de betrouwbaarheid van de men-
selijke bron en de door deze verstrekte informatie te toetsen voordat de in-
formatie wordt doorgespeeld naar een tactisch politieel onderzoeksteam. 
Deze betrouwbaarheidstoets ontbreekt in het geval dat MMA informatie van 
een anonieme tipgever doorspeelt aan de politie. Uiteraard zijn er ook con-
trolemogelijkheden binnen het strafvorderlijk kader. Hierna wordt ingegaan 
op de omvang en de noodzaak van een betrouwbaarheidstoets binnen het 
strafvorderlijk kader door de tactische recherche, de (zaaks)officier van justi-
tie, de rechter-commissaris (r-c) en de zittingsrechter. Op dit punt bestaan er 
dus grote verschillen, zowel in de mate waarin een bepaald risico reëel is als 
in de mate waarin het toetsen van startinformatie in het strafproces noodza-
kelijk is.  
De kenmerken van de diverse soorten startinformatie en de daarmee sa-
menhangende gevaren en bezwaren verschillen. Deze notie geeft kleur aan 
de omvang en de noodzaak van het toetsen van de betrouwbaarheid en de 
rechtmatigheid van (de verkrijging van) startinformatie in het strafproces en 
laat veel ruimte open voor nuance en verschil. De aanleiding van het onder-
havige onderzoek is mede hierin gelegen. Relevante factor in dit verband is 
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ook de manier waarop de startinformatie in het strafproces wordt gebruikt: 
dient het alleen voor de start van een opsporingsonderzoek en het toepassen 
van dwangmiddelen of wordt het daarnaast ook betrokken in de bewijsvoe-
ring. Duidelijk wordt gemaakt dat een aantal vormen van anonieme startin-
formatie niet in de bewijsvoering kan worden betrokken, omdat er onvol-
doende mogelijkheden voor toetsing zijn en er daardoor bij het gebruik voor 
het bewijs spanning zou ontstaan met art. 6 EVRM en de daaruit voortvloei-
ende eisen van art. 344a Sv. Bovendien legt het betrekken van startinformatie 
in de bewijsvoering een geheel ander gevaar bloot, te weten de mogelijkheid 
dat dit als uiterst gevolg kan hebben dat een onschuldige burger wordt ver-
oordeeld. Deze situatie kan zich bijvoorbeeld voordoen in een zedenzaak 
waarin een valse aangifte aan dragende rol speelt in de bewijsconstructie.  
3.  VRAAG- EN DOELSTELLING  
De hierboven geschetste gevaren en bezwaren die samen kunnen hangen met 
het vergaren van startinformatie en het gebruikmaken ervan in het strafpro-
ces nopen tot een onderzoek naar de manier waarop de betrouwbaarheid en 
de rechtmatigheid van het verkrijgen van dat soort informatie binnen en 
buiten het strafproces wordt gecontroleerd en getoetst en geeft aanleiding in 
te gaan op de juridisch relevante bijzonderheden die aan de verschillende 
typen startinformatie zijn verbonden. Een dergelijke bijzonderheid is bij-
voorbeeld dat sommige typen startinformatie ook een bewijsmiddel zijn, 
terwijl andere soorten startinformatie hiertoe niet kunnen worden gebruikt. 
Onder meer in het kader van art. 6 en art. 8 EVRM wordt aansluitend onder-
zocht in hoeverre de bestaande controlemechanismen de geconstateerde 
gevaren en bezwaren beteugelen en of er een noodzaak bestaat om binnen 
het strafvorderlijk kader tot het verscherpen van de controle dan wel het 
uitbreiden van de toetsingsmogelijkheden te komen. Hoewel de focus ligt op 
het strafvorderlijk kader wordt in dit boek ook onderzocht of buiten het 
strafvorderlijk kader de noodzaak bestaat tot het aanscherpen van de contro-
le op de verstrekkers van startinformatie. Het zoveel mogelijk waarborgen 
van de integriteit en de zuiverheid van overheidshandelen kan hiertoe aan-
leiding geven. Het voorgaande leidt tot de volgende te beantwoorden vra-
gen: 
 
Welke typen startinformatie bestaan er en wat zijn de juridische relevante bijzonder-
heden per type? 
 
Op welke wijze wordt startinformatie op rechtmatigheid en betrouwbaarheid gecon-
troleerd en hoe verhoudt de controle binnen het strafvorderlijk kader zich tot art. 6 en 
art. 8 EVRM? 
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Geven de bestaande controlemechanismen aanleiding tot het verscherpen van de 
controle en tot het uitbreiden van de toetsingsmogelijkheden binnen het strafvorder-
lijk kader?  
4.  OPZET VAN HET ONDERZOEK 
Ter beantwoording van de hierboven geformuleerde onderzoeksvragen 
worden verschillende typen startinformatie besproken. In relatie hiermee 
moet worden opgemerkt dat niet alle soorten informatie (of omstandigheden) 
worden beschreven die aanleiding kunnen geven een opsporingsonderzoek 
te starten. Een strafrechtelijk opsporingsonderzoek dat start op basis van de 
waarneming van een verbalisant dat een persoon een strafbaar feit begaat, 
blijft bijvoorbeeld buiten bespreking, want dit is in de regel niet problema-
tisch. Er is voor gekozen de belangrijkste vormen van startinformatie te be-
handelen. Dat gebeurt aan de hand van een ordening in vijf delen, te weten: 
• Startinformatie van burgers (deel I); 
• Politiële startinformatie (deel II); 
• Startinformatie van inlichtingen- en veiligheidsdiensten (deel III); 
• Buitenlandse startinformatie (deel IV); 
• Startinformatie van overige overheidsdiensten (deel V). 
  
Per deel, meestal bestaande uit meerdere hoofdstukken, wordt ter beant-
woording van de hoofdvragen in de eerste plaats onderzocht op welke ma-
nier de startinformatie wordt verkregen, op welke wijze deze wordt verstrekt 
aan politie en OM, hoe deze tot de start van een strafrechtelijk onderzoek kan 
leiden en welke gevaren en bezwaren ten aanzien van het specifieke type 
startinformatie bestaan. In dit boek wordt ook bekeken op welke wijze start-
informatie een weerslag heeft op het verloop van het daarop volgende straf-
proces. De wijze waarop zowel intern als extern de betrouwbaarheid en de 
rechtmatigheid van de verkrijging van startinformatie wordt gecontroleerd 
dan wel getoetst loopt hier als een rode draad doorheen. Aanbevelingen 
worden gedaan om, waar nodig, te komen tot het verbeteren van controle-
mechanismen en/of toetsingmogelijkheden. In ieder hoofdstuk worden de 
kenmerken (juridische relevante bijzonderheden) van het daarin aan de orde 
zijnde type startinformatie benoemd. 
Zoals al duidelijk is gemaakt, heeft startinformatie een diffuus karakter: 
er bestaan veel typen startinformatie die verschillende juridisch relevante 
bijzonderheden en uiteenlopende gevaren en bezwaren meebrengen. De 
gevaren en bezwaren kunnen art. 6 en art. 8 EVRM raken. Zo wordt het han-
delen in strijd met het instigatieverbod en het gebruiken van informatie in 
strijd met het nemo tenetur-beginsel, gevaren die samen kunnen hangen met 
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het verkrijgen van startinformatie en het gebruik ervan in het strafproces, als 
een schending van het eerste lid van art. 6 EVRM gezien.2 Strijd met art. 6 lid 
3 onder d EVRM kan ontstaan als het vermeende achterhouden van informa-
tie concreet vorm krijgt door het weigeren een getuige ter zitting of bij de r-c 
te laten verschijnen. Dit kan zich bijvoorbeeld voordoen als de AIVD weigert 
een van zijn medewerkers te laten getuigen of als het OM weigert een infor-
mant van het TCI als getuige op te roepen. Het privacybeschermende art. 8 
EVRM kan worden geraakt door de manier waarop startinformatie wordt 
verzameld. Dat kan op een dusdanig privacyschendende manier gebeuren 
dat hier op grond van het tweede lid van art. 8 EVRM een expliciete wettelij-
ke grondslag noodzakelijk voor is. Onderzocht wordt of die wettelijke 
grondslag wel in alle gevallen bestaat. In het vervolg van dit boek wordt 
duidelijk gemaakt dat spanning met art. 8 EVRM ook kan ontstaan doordat 
het gebruik van startinformatie in het strafproces niet aan het uit het tweede 
lid van dit artikel voortvloeiende proportionaliteits- en/of subsidiariteitsbe-
ginsel voldoet. Zo wordt in dit boek betoogd dat het doorzoeken van een 
woning zonder rechterlijke betrokkenheid zich slecht verhoudt tot het uit het 
tweede lid van art. 8 EVRM voortvloeiende proportionaliteitsbeginsel.3 In het 
vervolg van deze inleiding wordt voorts de stelling ingenomen dat het uit 
hetzelfde lid voortvloeiende subsidiariteitsbeginsel kan verplichten tot het 
verrichten van aanvullend politieel betrouwbaarheidsonderzoek vooraf-
gaand aan het toepassen van een dwangmiddel op basis van startinformatie. 
De gevaren en bezwaren die ten aanzien van (de verkrijging van) startinfor-
matie bestaan kunnen, los van het bepaalde in art. 6 en art. 8 EVRM, ook van 
doen hebben met de zuiverheid van overheidshandelen en de integriteit van 
onderdelen van die overheid. Gelet op dit laatste, het diffuse karakter van 
startinformatie en het streven om in dit boek het fenomeen startinformatie in 
zijn geheel in kaart te brengen, wordt niet vanuit een vastomlijnd toetsings-
kader gewerkt.  
4.1  JURIDISCHE RELEVANTE BIJZONDERHEDEN 
In dit boek wordt duidelijk wordt gemaakt dat in een aantal gevallen, bij-
voorbeeld bij een anonieme tip die via MMA binnenkomt of bij de informatie 
die een vreemde opsporingsautoriteit aanlevert, de startinformatie ook aan 
politie en OM op een geanonimiseerde manier wordt verstrekt en dat de 
informatiepositie van politie en OM ten aanzien van de (herkomst van de) 
                                                             
2  Zie in dit verband D.J. Harris, M. O’Boyle, E.P. Bates & C.M. Buckley, D.J. Harris, M. 
O’Boyle & C. Warbrick, Law of the European Convention on Human Rights, Oxford: Ox-
ford University Press 2009.  
3  Zie hiervoor hoofdstuk 4, par. 4.5.25.  
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startinformatie dan dus gelijk is aan die van de r-c, de verdediging en de 
zittingsrechter. De geanonimiseerde wijze van verstrekken kan worden aan-
gemerkt als een juridisch relevante bijzonderheid die verbonden is aan onder 
meer de zojuist genoemde typen startinformatie. Consequentie hiervan is dat 
de toetsingsmogelijkheden in het strafproces zeer beperkt zijn en daardoor in 
ieder geval het gebruik voor het bewijs van dat soort startinformatie, in het 
licht van art. 6 EVRM, nauwelijks denkbaar is. In de loop van dit onderzoek 
wordt per type startinformatie ingegaan op dergelijke juridische bijzonder-
heden. Zo wordt bij de startinformatie van de belastingdienst zichtbaar dat 
de vervolgingsbeslissing niet enkel bij de officier van justitie berust, maar de 
resultante is van een (complex) samenspel tussen het OM, de belastingdienst 
en de Fiscale Inlichtingen en Opsporingsdienst (FIOD-ECD). Een andere 
juridische bijzonderheid is het gegeven dat een aangifte van begin af aan 
door politie en OM wordt beschouwd als een (potentieel) bewijsmiddel en 
dat deze notie een andere manier van beoordeling en waardering met zich 
brengt dan die van een anonieme tip van een burger die (in beginsel) gelet op 
art. 344a Sv alleen als startinformatie kan worden gebruikt. Op allerlei ma-
nieren bestaan er dus verschillen tussen de diverse typen startinformatie en 
dit gegeven beïnvloedt de omvang en de noodzaak van controle en toetsing 
binnen het strafvorderlijk kader. In de loop van dit onderzoek wordt even-
eens bekeken of, en zo ja in welke mate de al geschetste gevaren, risico’s en 
bezwaren die verbonden kunnen zijn aan het vergaren van startinformatie en 
het gebruikmaken ervan in het strafproces gelden voor de afzonderlijke ty-
pen startinformatie. Het doel hiervan is onder meer om aan te kunnen geven 
in hoeverre binnen het strafvorderlijk kader de noodzaak bestaat de be-
trouwbaarheid en de rechtmatigheid van (de verkrijging van) startinformatie 
te controleren dan wel te toetsen. 
4.2  INTERNE EN EXTERNE CONTROLE 
Hierna wordt onderscheid gemaakt tussen de interne en de externe contro-
lemechanismen. Onder interne controle wordt verstaan de toetsing of contro-
le die plaatsvindt binnen de instantie die startinformatie verzamelt, externe 
controle omvat alle controle die hier buiten valt. Voor het maken van dit 
onderscheid is onder meer gekozen, nu als hypothese wordt genomen dat in 
de regel meer waarde moet worden toegedicht aan externe dan aan interne 
controle. In de loop van dit onderzoek wordt de juistheid van deze hypothe-
se getoetst. Gelet op de focus van dit boek, de controle op startinformatie in 
het strafproces, ligt de nadruk op de externe controle binnen het strafvorder-
lijk kader. Niettemin kan ook de in- en externe controle die bestaat buiten dit 
kader relevant zijn. De controlemechanismen die binnen en buiten het straf-
vorderlijk kader bestaan kunnen zich immers als communicerende vaten tot 
elkaar verhouden: bestaat er effectieve in- en externe controle buiten het 
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strafvorderlijk kader, dan kan dat effect hebben op de omvang en de nood-
zaak van controle binnen dit kader en andersom. In de loop van dit boek 
wordt hier op ingegaan.  
Interne controle omvat dus de toetsing of controle die plaatsvindt binnen 
de instantie die de startinformatie vergaart. Zo wordt in het deel over de 
inlichtingen- en veiligheidsdiensten alleen de binnen de AIVD en MIVD te 
doorlopen interne procedure voorafgaand aan het verstrekken van een 
ambtsbericht betiteld als interne controle. Externe controle omvat alle vor-
men van controle die daarbuiten plaatsvinden. Deze vorm van controle valt 
uiteen in de controle die buiten het strafvorderlijk kader aanwezig is en de 
controle die daarbinnen bestaat. Externe controle buiten het strafvorderlijk 
kader kan worden onderverdeeld in controle op het handelen van de ver-
strekker van startinformatie en in de controle op het handelen van de ont-
vanger van die informatie, in het bijzonder degenen die wat met die informa-
tie gaan doen (politie en OM). Het toetsen van de rechtmatigheid van het 
handelen van de AIVD door de Commissie van Toezicht voor de Inlichtin-
gen- en Veiligheidsdiensten (CTIVD) is een voorbeeld van externe controle 
op het handelen van de verstrekker van startinformatie. De externe buiten-
strafvorderlijke controle op het handelen van politie en OM op basis van 
startinformatie krijgt onder meer vorm door beoordelingen van de Nationale 
ombudsman. Hij kan immers, na een daartoe door een burger ingestelde 
klacht, gehouden zijn zich uit te spreken over de rechtmatigheid van de inzet 
van een dwangmiddel op basis van startinformatie. Strafvorderlijke controle 
wordt opgesplitst in een concrete en een abstracte variant. De normering die 
door middel van wet- en regelgeving is gecreëerd wordt als abstracte contro-
le aangemerkt. Onder concrete controle wordt verstaan de controle of toet-
sing door de politie en het OM, de r-c en de zittingsrechter, waarbij deze 
laatste in nagenoeg alle gevallen eerst tot daadwerkelijke controle overgaat 
op het moment dat de verdediging hiertoe oproept. Bij enkele typen startin-
formatie, bijvoorbeeld de TCI-informatie, geldt de concrete strafvorderlijke 
controle gedeeltelijk ook als interne controle.  
Zoals opgemerkt hoeven niet alle gevaren en bezwaren onverkort te gel-
den voor alle specifieke typen startinformatie. Gelet hierop wordt per type 
startinformatie nuancering aangebracht op de theoretisch denkbare gevaren 
en bezwaren. Deze nuancering werkt door in de noodzaak die bestaat om 
binnen het strafvorderlijk kader de betrouwbaarheid en de rechtmatigheid 
van (de verkrijging van) startinformatie te toetsen. Relevante, en dus te be-
spreken, factor in relatie tot het voorgaande is de mate waarin buiten het 
strafvorderlijk kader controlemechanismen bestaan om de gevaren te beteu-
gelen. Concreet betekent dit dat de manier van verkrijgen van startinformatie 
potentieel risicovol kan zijn, terwijl dit risico vervolgens wordt verminderd 
door de interne controlemechanismen en dat dit gegeven weer ertoe leidt dat 
in mindere mate de noodzaak tot controle en toetsing van de startinformatie 
bestaat binnen het strafvorderlijk kader. Bijvoorbeeld kan worden gedacht 
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aan de situatie dat de AIVD strafrechtelijk relevante informatie verkrijgt van 
een menselijke bron. Voordat deze informatie wordt doorgestuurd naar een 
lokale officier van justitie en zijn politiële onderzoeksteam en leidt tot de start 
van een strafrechtelijk onderzoek, vindt een uitgebreide interne betrouw-
baarheidstoets plaats door de AIVD en toetst de landelijk officier van justitie 
voor terrorismebestrijding de betrouwbaarheid van deze informatie. Het 
risico dat het opsporingsonderzoek in dit voorbeeld start en dwangmiddelen 
worden toegepast op basis van onjuiste informatie wordt door het bestaan 
van deze in- en externe controlemechanismen sterk verminderd. Dat laat 
onverlet dat de tactische recherche en de zaaksofficier die gebruikmaken van 
deze informatie gehouden kunnen zijn om zelfstandig de betrouwbaarheid 
van de verstrekte informatie te verifiëren. Aan dit onderzoek kunnen alleen 
minder zware eisen worden gesteld, ook door de zittingsrechter die achteraf, 
na een daartoe door de verdediging gevoerd verweer, een oordeel moet vel-
len over de rechtmatigheid van het toepassen van een dwangmiddel op basis 
van deze startinformatie.  
Binnen het strafvorderlijk kader kan startinformatie op twee momenten 
een rol spelen. Het kan dienen ter rechtvaardiging van de inzet van dwang-
middelen en het kan in de bewijsconstructie worden betrokken. De diverse 
actoren in het strafproces hebben hierin elk hun eigen rol. De beoordelings-
momenten worden toegelicht. Hoewel er verschil bestaat in de noodzaak van 
betrouwbaarheidsonderzoek door de tactische recherche voorafgaand aan 
het toepassen van een dwangmiddel op basis van startinformatie, wordt in 
de loop van dit onderzoek de route van het binnenkomen van informatie bij 
de politie, het toepassen van een dwangmiddel op basis hiervan en het (mo-
gelijkerwijs) betrekken van startinformatie in de bewijsvoering enigszins 
uniform behandeld en uit elkaar getrokken in verschillende fasen. Deze fasen 
worden hier al in (betrekkelijk) abstracte zin uitgewerkt: 
• de fase dat startinformatie door de politie zelf wordt verkregen of door 
externe (overheids)partijen wordt verstrekt en een strafrechtelijk onder-
zoek wordt gestart (fase 1); 
• de fase dat er binnen de context van art. 3 Politiewet 2012 (hierna: Poli-
tiewet) aanvullend politieel betrouwbaarheidsonderzoek plaatsvindt ter 
toetsing van de startinformatie (fase 2); 
• de fase waarin, op basis van de startinformatie en de resultaten van het 
politiële betrouwbaarheidsonderzoek, een dwangmiddel wordt toege-
past (fase 3); 
• de fase waarin de startinformatie (mogelijkerwijs) in de bewijsvoering 
wordt betrokken (fase 4). 
 
De eerste fase en de tweede fase tezamen worden aangemerkt als de voorfa-
se: de fase waarin startinformatie wordt verzameld, gedeeld, aangevuld en 
veredeld en leidt tot het toepassen van strafvorderlijke dwangmiddelen. 
Twee redenen kunnen ten grondslag liggen aan het aanvullende politiële 
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betrouwbaarheidsonderzoek in de tweede fase. Allereerst moet dat soort 
onderzoek worden uitgevoerd met het oog op het beperken van het risico dat 
dwangmiddelen worden ingezet op basis van onjuiste informatie. Ten twee-
de pleit het uit het tweede lid van art. 8 EVRM voortvloeiende subsidiari-
teitsbeginsel voor het verrichten van dit onderzoek. Op basis van dit beginsel 
kan worden betoogd dat, voordat een privacyschendend dwangmiddel kan 
worden toegepast, eerst minder ingrijpend politieel onderzoek moet worden 
verricht dat de noodzaak van het aanwenden van dit middel onderbouwt. 
Concreet betekent dit dat als er een anonieme tip binnenkomt over de aan-
wezigheid van een hennepkwekerij in een woning, de politie gehouden is 
eerst opsporingshandelingen te verrichten die niet of slechts in beperkte mate 
privacyschendend zijn voordat het ingrijpende middel van het betreden of 
doorzoeken van die woning wordt ingezet. Minder ingrijpend politieel on-
derzoek kan in dit voorbeeld bestaan uit het simpelweg van de buitenkant 
inspecteren van de woning, waarbij de constatering dat ramen zijn afgeplakt 
en het gegeven dat een henneplucht wordt geroken sterke indicaties opleve-
ren dat de anonieme tip juist is. Deze gebundelde informatie kan rechtvaar-
diging bieden voor het betreden of doorzoeken van de woning. 
De controlerende rol van de (zaaks)officier op dit punt dient zich aan als 
in de overgang van de tweede naar de derde fase de noodzaak wordt ge-
voeld een dwangmiddel toe te passen. Een zelfde rol bestaat in sommige 
gevallen voor de r-c. Dit wil zeggen dat indien, naar aanleiding van de start-
informatie en het aanvullende betrouwbaarheidsonderzoek, wordt gedacht 
over het toepassen van een dwangmiddel, deze functionarissen binnen de 
kaders van het verdenkingsbegrip gehouden zijn te beoordelen of hiervoor 
(voldoende) rechtvaardiging bestaat. In deze beoordeling bestaat (veel) ruim-
te voor nuance. Startinformatie van de belastingdienst zal in deze fase in de 
regel niet of nauwelijks op betrouwbaarheid (behoeven te) worden onder-
zocht, terwijl dit bij een anonieme tip die binnenkomt via MMA wezenlijk 
anders ligt. De zittingsrechter komt in tweede instantie een belangrijke toet-
sende rol toe op het moment dat de verdediging ter zitting betoogt dat een 
dwangmiddel onrechtmatig (zonder dat hiervor rechtvaardiging bestond) is 
ingezet. De toetsende rol van de zittingsrechter is dan essentieel, nu hij in 
laatste instantie beoordeelt of een verdenking kon worden aangenomen op 
basis van de gegevens die beschikbaar waren voorafgaand aan het toepassen 
van een dwangmiddel. Hij toetst dus of gerechtvaardigd gebruik is gemaakt 
van een privacyschendend of vrijheidsbenemend middel en kan strafproces-
sueel sanctioneren als hij van oordeel is dat die rechtvaardiging ontbrak. In 
de loop van dit onderzoek wordt de vraag beantwoord welke sancties in die 
situatie het meest aangewezen dan wel gewenst zijn. 
Reeds is opgemerkt dat sommige type startinformatie, zoals een aangifte, 
ook in de bewijsvoering kunnen worden betrokken. In dat geval is de officier 
van justitie voorafgaand aan de vierde fase gehouden een afweging te maken 
of op basis van deze informatie en de inhoud van het dossier de zaak voor de 
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rechter moet worden gebracht. Aspecten van haalbaarheid van een veroorde-
ling en wenselijkheid van het aanbrengen van de zaak voor de rechter spelen 
dan een rol. In de vierde fase is de rechter, als hij voornemens is de startin-
formatie in de bewijsvoering te betrekken, gehouden om de betrouwbaarheid 
van de startinformatie te beoordelen in het licht van de overige inhoud van 
het strafdossier. Deze beoordeling is zo mogelijk van groter gewicht dan het 
beoordelen van de rechtmatigheid van het toepassen van een dwangmiddel 
op basis van startinformatie nu, gelet op het risico dat de startinformatie 
onjuist is, dit tot gevolg kan hebben dat een onschuldige burger wordt ver-
oordeeld. Wordt startinformatie als een potentieel bewijsmiddel gezien dan 
moet, gelet op het bepaalde in art. 6 EVRM, de verdachte bovendien in staat 
worden gesteld de betrouwbaarheid van de bron te toetsen en ter discussie te 
stellen. Dat aspect speelt in veel mindere mate een rol als de startinformatie 
alleen wordt gebruikt voor de start van het strafrechtelijk onderzoek en het 
toepassen van een dwangmiddel. 
Een ander te bespreken aspect is de controle op de rechtmatigheid van de 
verkrijging van startinformatie. In de loop van dit onderzoek wordt bekeken 
welke interne en externe controlemechanismen er op dit punt binnen en 
buiten het strafvorderlijk kader bestaan en welke typen onrechtmatigheden 
zich kunnen voordoen. Duidelijk wordt gemaakt dat startinformatie in strijd 
met art. 6 en 8 EVRM kan worden verkregen, dat de aard van de (vermeen-
de) onrechtmatigheid van invloed is op de vraag of er een noodzaak bestaat 
om hiernaar binnen het strafvorderlijk kader een onderzoek in te stellen door 
onder meer de officier van justitie en de rechter en dat deze aard bovendien 
van invloed is op de omvang van de rechtmatigheidstoets. Relevante factor is 
ook hier de wijze waarop de startinformatie in het strafproces wordt ge-
bruikt; wordt het slechts gebruikt om een opsporingsonderzoek op te starten 
of wordt het ook betrokken in de bewijsvoering? In dit verband moet waarde 
worden toegedicht aan de interne en de externe controlemechanismen die 
buiten het strafvorderlijk kader bestaan. Het feit dat de CTIVD meerdere 
aspecten van de rechtmatigheid van het handelen van de AIVD onderzoekt, 
kan nu eenmaal van invloed zijn op de noodzaak die de strafrechter voelt om 
de rechtmatigheid van de in een ambtsbericht vervatte startinformatie te 
controleren. Dit is een herhaling van de communicerende vaten waarop al is 
gewezen. Aangetekend moet worden dat de manier van het beoordelen van 
de rechtmatigheid binnen de interne en de externe controlemechanismen die 
buiten het strafvorderlijk kader bestaan, kan verschillen van de rechtmatig-
heidstoets binnen het strafvorderlijk kader. Zo bekijkt de CTIVD de rechtma-
tigheid van het handelen van de AIVD vanuit het perspectief van de Wet op 
de Inlichtingen- en Veiligheidsdiensten (Wiv) en richt de Nationale om-
budsman zich op de vraag of het overheidsoptreden behoorlijk was. 
Wat betreft de externe controle die binnen het strafvorderlijk kader be-
staat, kan de officier van justitie in de eerste plaats de noodzaak voelen de 
rechtmatigheid van startinformatie te beoordelen. Zeker als startinformatie 
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evident in strijd met art. 6 EVRM is verkregen, bijvoorbeeld doordat de ver-
dachte is uitgelokt, is het de officier die moet afwegen of, en zo ja op welke 
manier hij in het strafproces gebruik wil maken van startinformatie die op 
dergelijke wijze is verkregen. In een latere fase van de strafrechtelijke proce-
dure kan er, in de regel altijd op aangeven van de verdediging, ook een 
rechtmatigheidstoets plaatsvinden door de zittingsrechter dan wel de r-c. 
Hierna wordt aandacht besteed aan de complicerende factoren die in ver-
band met het toetsen van de rechtmatigheid (kunnen) spelen. Gedoeld wordt 
onder andere op het gegeven dat het toetsen van (de herkomst van) sommige 
typen startinformatie in het strafproces wordt bemoeilijkt door de geanoni-
miseerde wijze van verstrekking. Dit doet zich bijvoorbeeld voor als startin-
formatie afkomstig is van de AIVD, het TCI of de DEA. Deze afscherming 
van informatie is doorgaans ingegeven door de bestaande noodzaak om 
toegepaste methodieken en geraadpleegde (menselijke) bronnen geheim te 
houden. In samenhang met het voorgaande bestaat heel specifiek in relatie 
tot ingezette menselijke bronnen, vanuit een oogpunt van veiligheid, de 
noodzaak tot het afschermen van diens identiteit. Het bloot leggen van een 
onrechtmatigheid kan tot gevolg hebben dat de zittingsrechter hier een straf-
processuele sanctie aan verbindt. In samenhang met het onderzoek naar de 
rechtmatigheid van startinformatie worden dan ook de mogelijkheden van 
strafprocessuele sanctionering op basis van art. 359a Sv belicht.  
Met het oog op dit laatste is het goed om al op deze plek de lijn van de 
Hoge Raad ten aanzien van strafprocessuele sanctionering kort uiteen te 
zetten.4 Op grond van art. 359a Sv en het (oude) standaardarrest uit het jaar 
2004 staan de zittingsrechter vier reacties op onherstelbare vormverzuimen 
(onrechtmatigheden) ten dienste:5 
1) het enkel vaststellen van een onrechtmatigheid (de declaratoire uit-
spraak);  
2) strafvermindering; 
3) bewijsuitsluiting;  
4) de niet-ontvankelijkheid van het OM.  
 
Voor de niet-ontvankelijkheid van het OM, de zwaarste stafprocessuele sanc-
tie, bestaat alleen ruimte als de met opsporing en vervolging belaste ambte-
naren ernstige inbreuk hebben gemaakt op beginselen van een behoorlijke 
procesorde waardoor doelbewust of met grove verontachtzaming van de 
belangen van de verdachte aan diens rechts op een eerlijke behandeling van 
                                                             
4  Zie R. Kuiper, Vormfouten. Juridische consequenties van vormverzuimen in strafzaken (diss. 
Nijmegen RU), Deventer: Kluwer 2014 en M.J. Borgers. ‘De toekomst van art. 359a Sv’, 
D&D 2012, p. 257-273 voor een bredere blik op het sanctioneren van vormverzuimen in 
het strafproces. 
5  Hoge Raad 30 maart 2004, NJ 2004, 376, m.nt. YB.  
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zijn zaak is tekortgedaan. De sanctie van niet-ontvankelijkheid lijkt dus al-
leen mogelijk als het in art. 6 EVRM gewaarborgde recht op een eerlijk proces 
doelbewust is geschonden. Al is deze sanctie in het verleden ook gevolgd in 
een zaak waarin werd geoordeeld dat de belangen van de verdachte niet 
waren geschonden, maar wel het wettelijk systeem in de kern was geraakt.6 
In die zaak werd door een officier van justitie aan een kroongetuige de toe-
zegging gedaan dat ook al zou hij door de rechter tot een gevangenisstraf 
worden veroordeeld, deze straf niet ten uitvoer zou worden gelegd.  
In zijn (nieuwe) standaardarrest van 19 februari 2013 heeft de Hoge Raad 
zich nader uitgelaten over de sanctie van bewijsuitsluiting.7 De Hoge Raad 
onderstreept nog maar eens dat bewijsuitsluiting een bevoegdheid van de 
rechter is en dat hier bovendien alleen ruimte voor bestaat als aan twee cu-
mulatieve vereisten is voldaan: 1) het bewijsmateriaal moet door het verzuim 
zijn verkregen, en 2) door de onrechtmatige bewijsgaring is een belangrijk 
(strafvorderlijk) voorschrift of rechtsbeginsel in aanzienlijke mate geschon-
den. Vooraleer de Hoge Raad inzoomt op enkele specifieke situaties waarin 
bewijsuitsluiting mogelijk is, laat het hoogste rechtscollege zich in algemene 
zin uit over onrechtmatigheden die leiden tot een schending van art. 6 EVRM 
en vormverzuimen die het privacybeschermende art. 8 EVRM raken. Hij 
overweegt namelijk dat een schending van art. 8 EVRM niet zonder meer 
leidt tot een schending van 6 EVRM en dat aan een schending van art. 8 
EVRM geen rechtsgevolgen behoeven te worden verbonden, mits art. 6 
EVRM hierdoor niet ook is geschonden. Deze algemene overwegingen van 
de Hoge Raad bieden steun aan de gedachte dat schendingen van art. 8 
EVRM in de zienswijze van ons hoogste rechtscollege niet snel meer tot be-
wijsuitsluiting kunnen leiden.8 Deze gedachte wordt bevestigd door de con-
crete situaties die de Hoge Raad vervolgens opsomt waarin naar zijn oordeel 
wel bewijsuitsluiting kan volgen, te weten: 
1)  als deze sanctie noodzakelijk is ter verzekering van het recht van de ver-
dachte op een eerlijk proces.;  
2)  als een ander (dus niet (rechtstreeks) aan de regels voor een eerlijk proces 
gerelateerd) belangrijk (strafvorderlijk) voorschrift of rechtsbeginsel in 
aanzienlijke mate is geschonden en bewijsuitsluiting noodzakelijk is als 
middel om toekomstige vergelijkbare vormverzuimen te voorkomen en 
een krachtige stimulans te laten bestaan tot normconform handelen. Een 
                                                             
6  Hoge Raad 1 juni 1999, NJ 1999, 567 m.nt. Sch. 
7  Hoge Raad 19 februari 2013, NJ 2013, 308, m.nt. Keulen. 
8  Zie in dit verband bijvoorbeeld ook HR 3 juli 2012, NJ 2013, 175 m.nt. Bleichrodt. In 
deze zaak oordeelt de Hoge Raad dat de door het hof gekoppelde sanctie van bewijs-
uitsluiting aan het mogelijk onrechtmatig bewaren van kentekengevens ontoereikend 
is gemotiveerd. 
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zeer ingrijpende inbreuk op een grondrecht van de verdachte (zoals een 
onrechtmatige lijfsvisitatie) wordt hieronder geschaard; 
3)  als op structurele wijze onrechtmatigheden worden begaan (die niet aan 
de regels voor een eerlijk proces zijn gerelateerd en evenmin een zeer in-
grijpende inbreuk op een grondrecht van de verdachte opleveren) en de 
verantwoordelijke autoriteiten onvoldoende inspanning hebben getroost 
om deze onrechtmatigheden te voorkomen.Kortom, op basis van dit ar-
rest en het oude standaardarrest over de toepassing van art. 359 Sv kan 
de conlusie worden getrokken dat de mogelijkheden voor het toepassen 
van de sanctie van bewijsuitsluiting zijn teruggedrongen en dat evenmin 
gemakkelijk kan worden overgegaan tot de sanctie van de niet-ontvanke-
lijkheid van het OM. Strafvermindering en de declaratoire uitspraak lij-
ken in veel gevallen, zeker als het gaat om ongerechtvaardigd privacy-
schendend handelen van politie en/of OM, dan ook nog de best voorstel-
bare strafprocessuele sancties. Dit is een belangrijke constatering waar in 
de loop van dit boek regelmatig op terug wordt gekomen.  
 
 
 DEEL I: STARTINFORMATIE VAN BURGERS 
Startinformatie van burgers doet zich in verschillende gedaanten voor. Deze 
categorie startinformatie is onder te verdelen in grofweg drie soorten: 1. de 
aangifte, 2. de door particuliere opsporing verkregen informatie en 3. de ano-
nieme meldingen van burgers. Dit type startinformatie wordt gedefinieerd 
als de informatie die een burger door eigen waarneming en/of onderzoek 
vergaart en aan de politie verstrekt en op basis waarvan wordt besloten tot 
de start van een strafrechtelijk onderzoek over te gaan. Uit deze definitie 
vloeit voort dat het informatie betreft die de politie verkrijgt zonder dat zij 
hiervoor opsporingsmiddelen inzet. Ten aanzien van de anonieme tips wordt 
één geïnstitutionaliseerde vorm van melden besproken, te weten de anonie-
me meldingen die binnenkomen bij Meld Misdaad Anoniem (MMA). De 
controlemechanismen die ten aanzien van deze tiplijn bestaan, verschillen 
niet wezenlijk van de controle die bestaat op (het gebruik van) de informatie 
van andere meldpunten zoals het Meldpunt Cybercrime en het Meldpunt 
Internetoplichting. In de van burgers afkomstige startinformatie zit een zeke-
re opbouw, zowel op het vlak van de bekendheid van politie en OM met de 
identiteit van de burger die informatie verstrekt als op het vlak van de hoe-
veelheid doorgegeven informatie. In het geval van de tip worden immers in 
de meeste gevallen anoniem en betrekkelijk summier gegevens gedeeld met 
politie en OM, met het doen van aangifte wordt doorgaans uitgebreider en 
niet-anoniem informatie verstrekt en op het moment dat een opsporende 
burger informatie aanlevert dan kan dat worden gezien als een (zeer) uitge-
breide en met stukken onderbouwde aangifte. In de zojuist beschreven volg-
orde worden de verschillende informatiestromen besproken.  
In het navolgende wordt bekeken op welke manier informatie van bur-
gers tot de start van een strafrechtelijk onderzoek kan leiden, welke in- en 
externe controlemechanismen binnen en buiten het strafvorderlijk kader ten 
aanzien van deze typen startinformatie bestaan en wordt ingegaan op de 
strafprocessuele sanctionering van begane onrechtmatigheden. De mogelijk 
ontstane spanning met art. 6 en art. 8 EVRM wordt in dit geheel betrokken. 
Onderzocht wordt op welke manier binnen het strafrechtelijk kader vorm is 
gegeven aan het controleren van de betrouwbaarheid van dat soort informa-
tie en of in dat verband ruimte bestaat voor verschil in de omvang van deze 
controle. Zo is het voorstelbaar dat aan het toetsen van de betrouwbaarheid 
van een anonieme tip andere eisen moeten worden gesteld dan aan eenzelfde 
toets bij een aangifte. Vast lijkt in ieder geval te staan dat enige toetsing van 
de betrouwbaarheid noodzakelijk is, onder meer nu de mogelijkheid bestaat 
dat de burger bewust of onbewust onjuiste informatie doorgeeft waardoor 
een onschuldige burger te maken krijgt met ingrijpend strafvorderlijk optre-
den. Ook op een andere manier bestaan er verschillen tussen de anonieme tip 
en een aangifte. Het laatstgenoemde type startinformatie heeft, anders dan 
de anonieme tip, van meet af aan de status van (potentieel) bewijsmiddel en 
wordt daardoor in het strafproces op een andere manier beoordeeld en ge-
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waardeerd door politie en OM, maar ook de zittingsrechter. Verder wordt 
bezien of, en zo ja op welke manier de rechtmatigheid wordt getoetst van de 
wijze waarop de burger zijn informatie vergaart. Een punt dat vooral speelt 
bij de informatie die een opsporende burger aanlevert en dat is dus een bij-
zonder aspect dat speelt bij dit specifieke type startinformatie. Het is immers 
zeer wel denkbaar dat deze burger de gegevens op onrechtmatige wijze ver-
krijgt, bijvoorbeeld door inbreuk te maken op de privacy van een andere 
burger of door deze uit te lokken tot het begaan van een strafbaar feit. De 
vraag kan worden opgeworpen of in dat geval wel gebruik mag worden 
gemaakt van dat soort informatie in het strafproces en of dit überhaupt wen-
selijk is. Bezien wordt of strafprocessuele sancties worden verbonden aan het 
door politie en OM gebruikmaken van informatie die een opsporende burger 
op onrechtmatige wijze heeft vergaard. Ten slotte worden aanbevelingen 
gedaan voor het verbeteren van controlemechanismen. 
 
 2 De aangifte 
 
2.1  INLEIDING  
In dit hoofdstuk staat de in art. 160-163 Sv geregelde aangifte centraal. Het 
doen van een aangifte wordt in deze artikelen zowel imperatief als facultatief 
geformuleerd, al naar gelang het strafbare feit waarover kennis bestaat. Heeft 
een burger bijvoorbeeld wetenschap van een gepleegde moord dan is hij 
gehouden daarvan aangifte te doen, terwijl het kennis dragen van een dief-
stal slechts een bevoegdheid tot het doen van aangifte met zich brengt. De 
verplichting tot het doen van aangifte kan ook voortvloeien uit en samen-
hangen met de functie die een burger vervult. Zo volgt uit art. 162 Sv dat 
ambtenaren die in hun werk stuiten op een misdrijf met de opsporing waar-
van zij niet zijn belast, in bepaalde gevallen verplicht zijn hiervan direct aan-
gifte te doen. De aangifte kan en zal in veel gevallen aanleiding geven een 
opsporingsonderzoek te starten.  
Het starten van een strafrechtelijk onderzoek en het betrekken van een 
aangifte in een strafproces kan ertoe leiden dat op basis van onjuiste informa-
tie dwangmiddelen worden ingezet tegen een onschuldige burger. Het risico 
bestaat immers dat de aangever (on)bewust onware informatie aanlevert. 
Opgemerkt moet worden dat de kans hierop wel kleiner is dan bij een ano-
nieme tip nu een aangifte niet-anoniem wordt gedaan en de tactische recher-
che daardoor ook de betrouwbaarheid van de aangever en de achterliggende 
motieven om aangifte te doen kan beoordelen. Het gebruik van een valse 
aangifte in het strafproces kan echter nog verstrekkender gevolgen hebben en 
dat heeft alles van doen met de specifieke aard van dit type startinformatie. 
De aangifte heeft immers van meet af aan de status van potentieel bewijs-
middel en op het moment dat de rechter een valse aangifte in de bewijscon-
structie betrekt, kan dit tot gevolg hebben dat een burger ten onrechte wordt 
veroordeeld. In zedenzaken waarin sprake is van een ontkennende verdachte 
speelt dit probleem geregeld een rol. Verder bestaat de mogelijkheid dat de 
aangever informatie verstrekt die hij op onrechtmatige wijze heeft verkregen, 
waarover meer in het hoofdstuk over de particuliere opsporing.1 Een on-
rechtmatigheid kan, los van de manier van verzameling van deze startinfor-
matie, ook te maken hebben met een bepaalde functionaliteit die een aange-
ver bezit. In dit kader kan worden gedacht aan de verschoningsgerechtigde 
medicus die in strijd met zijn beroepsgeheim informatie over zijn patiënt 
                                                             
1  Zie hoofdstuk 3.  
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doorgeeft aan politie en OM. Op dit type onrechtmatigheid wordt wel inge-
gaan in dit hoofdstuk.  
Met het voorgaande in het achterhoofd wordt bekeken op welke manier 
binnen de bestaande in- en externe controlemechanismen vorm is gegeven 
aan de controle op (het gebruik van) dit type startinformatie. Onderzocht 
wordt op welke manier de betrouwbaarheid van dit soort informatie wordt 
getoetst. Voorts wordt bekeken of het onrechtmatig verstrekken van informa-
tie door middel van een aangifte tot strafprocessuele sanctionering leidt of 
zou moeten leiden.  
2.2  DE START 
Zoals eerder aangegeven is een burger, bij wetenschap van een strafbaar feit, 
in alle gevallen bevoegd aangifte te doen bij de politie, terwijl in de in art. 160 
en art. 162 Sv genoemde situaties een verplichting bestaat aangifte te doen. In 
dit verband is het van belang op te merken dat op grond van het tweede lid 
van art. 160 Sv een verschoningsgerechtigde niet kan worden gehouden aan-
gifte te doen. Op het moment dat een burger aangifte doet dan moet de poli-
tie deze opnemen, zo volgt uit het zesde lid van art. 163 Sv. In het merendeel 
van de gevallen neemt de politie een aangifte in persoon op. Voor een be-
perkte categorie (veel voorkomende) strafbare feiten is echter de mogelijk-
heid gecreëerd om aangifte langs elektronische weg te doen.2 Capaciteitsge-
brek van de zijde van de politie kan hieraan mede ten grondslag worden 
gelegd. 
Aangetekend moet worden dat zich de situatie kan voordoen dat een 
burger te kennen geeft slechts aangifte te willen doen als zijn identiteit of zijn 
persoonlijke gegevens in de aangifte worden afgeschermd, bijvoorbeeld om-
dat hij vreest dat de mogelijke verdachte hem iets aan zal doen. Om aan deze 
wens tegemoet te komen heeft het OM een handleiding opgesteld.3 In deze 
handleiding worden een aantal mogelijkheden aangedragen, waarvan het 
kiezen van domicilie de eerste is. Het kiezen van domicilie leidt ertoe dat de 
aangever niet zijn eigen adres opgeeft, maar bijvoorbeeld het adres van het 
politiebureau waar de aangifte wordt opgenomen. Op die manier worden in 
ieder geval een deel van de persoonlijke gegevens van de aangever achterge-
houden voor de verdachte. In de handleiding wordt ook nog gewezen op de 
wettelijke mogelijkheid om beperkt anoniem te worden gehoord door de r-c 
op grond van het tweede lid van art. 190 Sv en de (hoogst uitzonderlijke) 
                                                             
2  Besluit elektronische aangifte, Stb. 2006, 727. 
3  Zie hiervoor de brief van de Minister van Justitie van 7 september 2010 met daaraan 
gehecht de herziene OM-handleiding opnemen (deels) anonieme aangifte, Kamerstuk-
ken II 2009-2010, 28 684, nr. 283. 
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mogelijkheid om op de voet van art. 226a Sv als bedreigde getuige te worden 
aangemerkt. Deze laatste twee mogelijkheden hebben betrekking op het op 
een (deels) afgeschermde manier afleggen van een verklaring en zien dus 
niet zozeer op het doen van een aangifte. Het is enigszins opmerkelijk dat in 
de handleiding een vierde mogelijkheid onbesproken blijft, te weten de situa-
tie dat een burger die aangeeft anoniem te willen blijven, wordt doorgeleid 
naar het TCI om mogelijk als informant te worden ingeschreven.4 Wellicht is 
ervoor gekozen deze optie niet expliciet aan te dragen, nu het vanuit bewijs-
technisch oogpunt de voorkeur verdient dat burgers niet-anoniem informatie 
delen. Anders dan een proces-verbaal van het TCI kan een aangifte immers 
veel gemakkelijker door de rechter in de bewijsconstructie worden betrokken 
en bovendien heeft de aangifte eigenlijk altijd veel meer bewijswaarde dan 
TCI-informatie. Op basis van het voorgaande moet worden geconcludeerd 
dat een aangifte niet anoniem kan worden gedaan. Met dit in het achterhoofd 
lijkt, vanuit het perspectief van de burger, het melden van informatie aan 
MMA of het benaderen van het TCI de beste optie in die situatie waarin deze 
burger wel belastende gegevens wil delen met de politie, terwijl hij vanuit het 
oogpunt van zijn eigen veiligheid of dat van zijn naasten juist niet wil dat 
bekend wordt dat hij degene is die de gegevens heeft doorgegeven. Op het 
moment dat de aangever strafrechtelijk relevante informatie aan de politie 
verstrekt, kan dit leiden tot de start van een opsporingsonderzoek. Mocht in 
de loop van dit onderzoek het sterke vermoeden ontstaan dat een aangifte 
onwaar is, dan behoort een strafrechtelijke vervolging van de aangever voor 
het in art. 188 Sr strafbaar gestelde doen van een valse aangifte en zelfs een 
vervolging voor art. 268 Sr, het doen van een lasterlijke aanklacht, tot de 
mogelijkheden.  
2.3  INTERNE CONTROLEMECHANISMEN 
Er zijn situaties denkbaar waarin het vermoeden van een strafbaar feit eerst 
een interne toets moet doorstaan alvorens tot het doen van een aangifte 
wordt overgegaan. Deze toetsing wordt aangemerkt als interne controle. 
Denk aan de situatie dat binnen een bedrijf het vermoeden bestaat dat een 
werknemer goederen verduistert. Een dergelijk vermoeden kan leiden tot een 
aantal niet-strafrechtelijke acties zoals het inschakelen van een particulier 
rechercheur om de verdenking bevestigd dan wel ontkracht te krijgen of het 
aangaan van een gesprek met de bewuste werknemer. Het doen van een 
aangifte is in een dergelijk geval dus niet het noodzakelijke gevolg van het 
bestaan van een vermoeden over een gepleegd strafbaar feit. In de medische 
hoek kan worden gedacht aan de situatie dat een medicus of zorgverlener het 
                                                             
4  Zie voor het TCI hoofdstuk 4.  
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vermoeden van een strafbaar feit eerst doorspeelt aan het Advies- en Meld-
punt Kindermishandeling (AMK), waarop dit meldpunt een eigen onderzoek 
instelt en vervolgens kan beslissen aangifte te doen bij de politie.5 Om een 
voorschot te nemen op het vierde deel van dit proefschrift wordt opgemerkt 
dat de belastingambtenaar die een vermoeden heeft van een ander dan een 
fiscaalstrafrechtelijke misdrijf, door tussenkomst van het hoofd van de een-
heid, dit gegeven eerst voor moet leggen aan het hoofd van de FIOD-ECD en 
dat deze laatstgenoemde vervolgens overgaat tot het doen van aangifte als 
ook hij vermoedt dat een misdrijf is gepleegd.6 Uit deze voorbeelden blijkt 
dat er gevallen bestaan waarin bij een vermoeden van een strafbaar feit niet 
ogenblikkelijk wordt overgegaan tot het doen van een aangifte, maar dat 
eerst een niet-strafrechtelijke route wordt doorlopen of een nadere interne 
toetsing plaatsvindt alvorens daadwerkelijk over wordt gegaan tot het be-
wandelen van het strafrechtelijk pad door het doen van een aangifte.  
2.4  EXTERNE CONTROLEMECHANISMEN 
2.4.1  Controle door politie en OM 
Allereerst bestaat op de aangifte concrete externe controle binnen het straf-
vorderlijk kader door politie en OM. De in de inleiding beschreven fasen zijn 
van toepassing op dit type startinformatie. Specifiek aan dit type startinfor-
matie is het gegeven dat in de tweede fase (de fase van het aanvullende poli-
tiële betrouwbaarheidsonderzoek) het onderzoek van de politie zich kan 
uitstrekken tot zowel het toetsen van de betrouwbaarheid van de informatie, 
als het maken van een beoordeling over de motieven en de betrouwbaarheid 
van de aangever. In die zin bestaat er een (groot) verschil met de anonieme 
tip van een burger, waar het beoordelen van de achtergrond van de tipgever 
simpelweg niet plaats kan vinden. Bij de aangifte kan dan ook gemakkelijker 
een completer beeld worden verkregen van de betrouwbaarheid van de in-
formatie. De vraag is of dit meebrengt dat aan het aanvullende politiële on-
derzoek in de tweede fase minder eisen (kunnen) worden gesteld dan aan 
                                                             
5  Zie de website van het AMK, www.amk-nederland.nl. Zie in dit verband ook het 
civielrechtelijke vonnis van de Rb. Amsterdam van 13 juni 2012, LJN BX1494. In casu 
doet een therapeut een melding bij het AMK over mogelijke kindermishandeling. De 
rechtbank oordeelt dat bij vermoeden van kindermishandeling een dergelijke melding 
niet onrechtmatig is, zolang zorgvuldigheid in acht wordt genomen en het van toepas-
sing zijnde protocol wordt gevolgd. 
6  Zie voor de VIV 1993, Stcrt. 93, 251. Het voorschrift is laatstelijk gewijzigd in 1998, 
Stcrt. 1998, 243. Zie deel vijf van dit proefschrift voor het starten van strafrechtelijke 
onderzoeken op basis van informatie van de belastingdienst over fiscaalstrafrechtelijke 
feiten.  
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hetzelfde onderzoek bij een anonieme tip. Die vraag is niet eenduidig te be-
antwoorden. Een aangifte kan immers net zo goed onjuiste informatie bevat-
ten. Denk aan de aangever die uit wraak een ander beticht van seksueel mis-
bruik. Al naar gelang de aard van het strafbare feit waarvan aangifte wordt 
gedaan dan wel de persoon en achtergrond van de aangever, kan dus voor 
politie en OM een aanleiding bestaan om niet ogenblikkelijk op basis van een 
aangifte over te gaan tot het toepassen van een dwangmiddel. Enige behoed-
zaamheid en aanvullend onderzoek kan geboden zijn. 
Over de (inhoud van de) betrouwbaarheidstoets bestaat enige (interne) 
regelgeving. In de Aanwijzing feitenonderzoek/strafrechtelijk onderzoek en 
vervolging in medische zaken (Aanwijzing medische zaken) is bijvoorbeeld 
opgenomen dat op het moment dat aangifte wordt gedaan van een medische 
fout een officier van het Expertisecentrum Medische Zaken beslist of een 
verdenking van strafbaar gedrag bestaat.7 In de Aanwijzing opsporing en 
vervolging inzake seksueel misbruik (Aanwijzing seksueel misbruik) wordt 
uitgebreider stilgestaan bij de betrouwbaarheidstoets.8 Aangegeven wordt 
bijvoorbeeld dat bij dit soort strafbare feiten een aangifte door twee recher-
cheurs moet worden opgenomen en dat ter toetsing van de door de aangever 
verstrekte informatie een tijdlijn van de gebeurtenissen moet worden ge-
maakt. Op basis van de Aanwijzing seksueel misbruik bestaat er bovendien 
in sommige gevallen, als de aangifte het gevolg is van naar aanleiding van al-
ternatieve therapie verkregen ‘hervonden herinneringen’ over seksueel mis-
bruik, voor de zaaksofficier een verplichting om advies in te winnen bij de 
Landelijke Expertisegroep Bijzondere Zedenzaken (LEBZ) alvorens (vervol-
gings)beslissingen in het strafrechtelijk onderzoek kunnen worden genomen, 
een imperatief voorgeschreven betrouwbaarheidstoets dus. Verder worden 
in de Aanwijzing seksueel misbruik ook opmerkingen gemaakt over de over-
gang van de tweede naar de derde fase. Zo dient de (zaaks)officier vooraf-
gaand aan het verlenen van toestemming voor een aanhouding buiten heter-
daad altijd kennis te nemen van de aangifte en dient hij in dat geval boven-
dien steeds af te wegen waar en wanneer tot aanhouding wordt overgegaan, 
met welke middelen en op welke wijze. Bij een aangifte van dit type strafbare 
feit past met andere woorden een grote mate van behoedzaamheid, zoveel 
lijkt duidelijk te worden gemaakt in de Aanwijzing seksueel misbruik. Dit is 
verklaarbaar als wordt bedacht dat het risico op het verstrekken van valse 
informatie juist bij dit soort delicten aanwezig is.9 Opgeworpen kan worden 
dat de besproken regelgeving overbodig is nu politie en OM bij iedere geda-
                                                             
7  Zie de Aanwijzing feitenonderzoek/strafrechtelijk onderzoek en vervolging in medi-
sche zaken, Stcrt. 2012, 26863.  
8  Aanwijzing opsporing en vervolging inzake seksueel misbruik, Stcrt. 2010, 19123.  
9  Zie in dit verband C. Veraart, Valse zeden. Onterechte aangiften in zedenzaken, Den Haag: 
BZZTôH 2003.  
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ne aangifte behoedzaamheid dienen te betrachten en vanuit dat perspectief 
moeten zijn doordrongen van de noodzaak van aanvullend onderzoek in de 
tweede fase en bovendien van de consequenties van strafvorderlijk optreden 
in de derde fase (het toepassen van een dwangmiddel op basis van startin-
formatie). Gelet op het bijzondere karakter van de aangifte, deze heeft im-
mers de status van een potentieel bewijsmiddel, kan deze behoedzaamheid 
doorwerken in de in een latere fase van het proces door de officier van justi-
tie te maken afweging of de zaak voor de rechter moet worden gebracht. 
Aspecten van haalbaarheid van een strafrechtelijke veroordeling en wense-
lijkheid van het aanbrengen van de zaak voor de rechter spelen dan ook een 
rol.  
De officier van justitie kan dus op twee momenten in het strafproces ge-
houden zijn (de betrouwbaarheid van) een aangifte te beoordelen: 1) op het 
moment dat op basis hiervan de noodzaak wordt gevoeld een dwangmiddel 
toe te passen en 2) op het moment dat een keuze moet worden gemaakt inza-
ke het al dan niet dagvaarden van de verdachte. De laatstgenoemde beoorde-
ling is wellicht van groter gewicht dan de eerste nu, gelet op het risico dat 
valse informatie is verstrekt, het gevolg hiervan uiteindelijk kan zijn dat een 
strafeis wordt geformuleerd tegen een onschuldige burger.  
De vraag dient zich aan of ook de rechtmatigheid van de met de aangifte 
verstrekte informatie moet worden getoetst. Eerder is al verwoord dat in het 
bestek van dit hoofdstuk bij een onrechtmatigheid vooral moet worden ge-
dacht aan de aangever die met het doen van een aangifte zijn beroepsgeheim 
schendt, zoals de medicus, de advocaat en de notaris. Bezit de aangever een 
dergelijke functionaliteit dan bestaan er tenminste vier redenen waarom de 
officier van justitie er goed aan doet stil te staan bij de rechtmatigheid van 
deze verstrekking van informatie: 1) het beoordelen van de wenselijkheid 
van het starten van een strafrechtelijk onderzoek op basis van de onrechtma-
tig verstrekte informatie, 2) het beoordelen van het betrekken van deze in-
formatie in de bewijsvoering, 3) het beoordelen van de strafvorderlijke con-
sequenties die het betrekken van dat soort informatie in het strafproces met 
zich kunnen brengen en 4) het beoordelen of de aangever strafrechtelijk moet 
worden vervolgd voor het verstrekken van de informatie. Wat betreft dit 
laatste moet worden opgemerkt dat bij het schenden van het beroepsgeheim 
een vervolging voor art. 272 Sr mogelijk is. De (zaaks)officier dient in dit 
geheel een afweging te maken tussen de ernst van de onrechtmatigheid en 
het belang van de informatie voor de opsporing. Het uitgangspunt moet zijn 
dat erop wordt vertrouwd dat de (zaaks)officier op dit punt vanuit zijn pro-
fessionaliteit een juiste dan wel te rechtvaardigen keuze maakt. Mocht op dit 
punt toch een niet te billijken beoordeling zijn gemaakt, dan vervult de zit-
tingsrechter achteraf een belangrijke toetsende rol. 
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2.4.2  Rechterlijke controle  
Concrete externe controle binnen het strafvorderlijk kader krijgt in de tweede 
plaats vorm door de strafrechter. De door een aangever verstrekte informatie 
kan als startinformatie dienen en zal in nagenoeg alle gevallen ook een cruci-
ale rol spelen in de bewijsvoering. Nu dat soort informatie aldus onderdeel 
uitmaakt van het aan de rechter voor te leggen strafdossier, zijn deze gege-
vens onderhevig aan rechterlijke controle. De rechterlijke toetsing spitst zich 
in het bijzonder toe op de vraag of een strafbaar feit bewezen kan worden 
verklaard op basis van een aangifte. Relevante factor in dat verband is het 
oordeel van de rechter over de betrouwbaarheid van de aangifte in het licht 
van de overige inhoud van het strafdossier. In het kader van het bewijsmi-
nimum van art. 342 lid 2 Sv (unus testis nullus testis) kan de rechter ook ge-
houden zijn te beoordelen of de aangifte voldoende inhoudelijk wordt on-
dersteund door ander bewijsmateriaal.10 Uit de jurisprudentie volgt niet op 
welke manier de betrouwbaarheid van dit soort startinformatie moet worden 
getoetst voorafgaand aan het toepassen van een dwangmiddel. Aan dit be-
trouwbaarheidsonderzoek kunnen doorgaans minder eisen worden gesteld, 
nu de aangifte niet-anoniem wordt gedaan en daardoor een betere inschat-
ting lijk te kunnen worden gemaakt over de betrouwbaarheid van de ver-
strekte informatie. Niettemin kan ook bij de aangifte behoedzaamheid gebo-
den zijn, zo wordt zichtbaar in de aanwijzing over seksueel misbruik. De 
controle van de zittingsrechter op dit punt is van belang. Hij is immers dege-
ne die achteraf, na een daartoe door de verdediging gevoerd verweer, beoor-
deelt of een verdenking kon bestaan op basis van de gegevens die beschik-
baar waren voorafgaand aan het toepassen van een dwangmiddel. Hij toetst 
met andere woorden of gerechtvaardigd gebruik is gemaakt van een derge-
lijk middel. De beslissing van de rechter op dit punt en de strafprocessuele 
sanctie die aan dit oordeel mogelijk kan worden verbonden, wint aan belang 
als aan de doorwerking in de praktijk wordt gedacht: wordt de lat van het 
aanvullend onderzoek hoog gelegd dan spoort dit politie en OM aan tot het 
verrichten van uitgebreider aanvullende onderzoek alvorens dwangmidde-
len worden toegepast, wordt de lat echter laag gelegd dan wordt het signaal 
afgegeven dat niet of nauwelijks onderzoek hoeft te worden verricht ter toet-
sing van de aangifte.  
Dan de rechterlijke rechtmatigheidstoets in relatie tot de aangifte. Eerder 
is verwoord dat een onrechtmatigheid zich in dit verband voor kan doen als 
de aangever onrechtmatig informatie verstrekt aan politie en OM. In dit ver-
band springt het meest in het oog de situatie dat een geheimhouder aangifte 
doet in strijd met zijn beroepsgeheim. De onrechtmatigheid zou dan onder 
                                                             
10  Zie in dit verband bijvoorbeeld Hoge Raad 13 juli 2010, NJ 2010, 515 m.nt. Borgers en 
Hoge Raad 6 maart 2012, NJ 2012, 252 m.nt. Sch. 
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omstandigheden kunnen bestaan uit een schending van art. 8 EVRM.11 Op dit 
punt bestaat enige jurisprudentie. In de zaak die ten grondslag ligt aan het 
arrest van het Hof Den Haag van 11 juli 2003 wordt door de verdediging de 
stelling betrokken dat art. 8 EVRM is geschonden, doordat gebruik is ge-
maakt van een verklaring van een verschoningsgerechtigde.12 Onbenoemd 
blijft om wat voor een verschoningsgerechtigde het gaat. Het hof verwerpt 
dit verweer en overweegt dat een verschoningsgerechtigde niet verplicht is 
om van dit recht gebruik te maken en dat hij in het wel of niet schenden van 
zijn beroepsgeheim een eigen belangenafweging moet maken. Het opspo-
ringsbelang en het gegeven dat de verschoningsgerechtigde zonder bemoei-
enis van politie of OM heeft verklaard, brengt het hof tot de conclusie dat 
door het gebruikmaken van deze verklaring art. 8 EVRM niet is geschonden 
en dat er evenmin een dusdanige inbreuk op de beginselen van een behoor-
lijke procesorde is gemaakt dat de niet-ontvankelijkheid van het OM zou 
moeten volgen.13 Uit de beperkt voorhanden zijnde jurisprudentie blijkt dat 
de eventuele inmenging van politie en OM in de schending van het beroeps-
geheim centraal wordt gesteld in relatie tot de mogelijkheid tot strafproces-
suele sanctionering. Deze lijn wordt ook zichtbaar in het hoofdstuk over de 
particuliere opsporing en wordt op die plek besproken.14  
Strafprocessuele sanctionering kan tenslotte ook in beeld komen als de 
zaaksofficier heeft gehandeld in strijd met een beleidsregel. Zoals al aange-
haald wordt de zaaksofficier op basis van de Aanwijzing seksueel misbruik 
verplicht om extern advies bij het LEBZ in te winnen over de betrouwbaar-
heid van een aangifte. In de casus die tot het arrest van de Hoge Raad van 3 
maart 2012 leidt, wordt het handelen in strijd met deze verplichting afgestraft 
met de zwaarste strafprocessuele sanctie.15 Het in een latere zaak op andere 
punten in strijd met de Aanwijzing seksueel misbruik handelen (aangevoerd 
werd dat er geen deskundige rechercheur bij de zaak betrokken was en dat 
                                                             
11  Zie W.L.J.M. Duijst-Heesters, Boeven in het ziekenhuis. Een juridische beschouwing over de 
verhouding tussen het medisch beroepsgeheim en de opsporing van strafbare feiten (diss. Nij-
megen), Den Haag: Sdu 2005. 
12  Hof Den Haag 11 juli 2003, LJN AH9732.  
13  De Rb. Amsterdam zit op dezelfde lijn in zijn vonnis van 5 december 2008, LJN 
BH4297. In casu doet een notaris een aangifte over strafwaardig gedrag. Hoewel de 
rechtbank overweegt dat de notaris in casu niet daadwerkelijk als notaris is opgetreden 
en derhalve ook niet zijn beroepsgeheim heeft geschonden, worden toch enige opmer-
kingen gemaakt over het gebruikmaken van materiaal dat in strijd met het beroepsge-
heim is verstrekt. De rechtbank overweegt immers dat in casu de notaris zelf aangifte 
heeft gedaan, niet is gebleken dat politie en OM hebben uitgelokt tot het schenden van 
de geheimhoudingsplicht en dat dan ook geen sprake is van onrechtmatig verkregen 
bewijs. 
14  Zie hoofdstuk 3.  
15  Hoge Raad 3 april 2012, NJ 2012, 346 m.nt. JR.  
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geen gesprek met de slachtoffers was gevoerd) leidt vanwege de Schutznorm 
niet tot enige strafprocessuele sanctie.16 Ook het handelen van de officier van 
justitie in strijd met art. 167a Sv, welk artikel een inspanningsverplichting 
creëert om een minderjarig slachtoffer te horen over het delict en de wense-
lijkheid van vervolging, leidt vanwege de Schutznorm in de regel niet tot de 
niet-ontvankelijkheid van het OM.17  
2.5  SAMENVATTING, BIJZONDERHEDEN EN AANBEVELINGEN VOOR 
VERBETERDE CONTROLE 
Strafrechtelijke onderzoeken kunnen starten op basis van een aangifte. De 
burger is in een beperkt aantal gevallen verplicht een aangifte te doen, terwijl 
in het merendeel van de gevallen slechts een bevoegdheid hiertoe bestaat. In 
sommige gevallen wordt bij een vermoeden van een strafbaar feit niet ogen-
blikkelijk overgegaan tot het doen van een aangifte, maar wordt eerst een 
niet-strafrechtelijke route doorlopen of vindt (bijvoorbeeld binnen een be-
drijf) een nadere interne toetsing plaats alvorens daadwerkelijk over wordt 
gegaan tot het bewandelen van het strafrechtelijk pad door het doen van een 
aangifte. Een aangifte kan niet anoniem worden gedaan. Wel kan enigszins 
aan bezwaren van de aangever om op naam aangifte te doen tegemoet wor-
den gekomen door hem domicilie te laten kiezen op het politiebureau.  
Bijzonder aan de aangifte is dat zij in de bewijsvoering kan worden be-
trokken. Het gebruik van een valse aangifte in het strafproces kan gelet hier-
op gevolgen hebben die verder reiken dan het ten onrechte toepassen van 
een dwangmiddel. Het kan leiden tot een onterechte veroordeling van een 
burger. In zedenzaken kan dit een reëel gevaar zijn. De officier van justitie is 
gelet op het specifieke karakter van de aangifte op twee momenten, en in het 
licht van de overige inhoud van het strafdossier, gehouden een beoordeling 
te maken van (de betrouwbaarheid van) de aangifte: 1) op het moment dat 
op basis hiervan de noodzaak wordt gevoeld een opsporingsonderzoek te 
starten en een dwangmiddel toe te passen en 2) op het moment dat een keuze 
moet worden gemaakt inzake het dagvaarden van de verdachte. Aspecten 
van haalbaarheid van een strafrechtelijke veroordeling en wenselijkheid van 
het aanbrengen van de zaak voor de rechter spelen bij de tweede beoordeling 
ook een rol. Bovendien is deze beoordeling nog wel van groter gewicht dan 
de eerste, nu het gevolg hiervan kan zijn dat een strafeis wordt geformuleerd 
tegen een onschuldige burger. De zwaarste strafprocessuele sanctie kan vol-
gen als de officier van justitie in deze beoordelingen, in weerwil van een 
                                                             
16  Hoge Raad 30 november 2012, NJ 2012, 673.  
17  Hoge Raad 16 november 2010, NJ 2012, 437 m.nt. Borgers en Hoge Raad 28 mei 2013, 
NJ 2013, 405 m.nt. Sch. 
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dwingend voorschrift uit een beleidsregel, geen extern advies inwint over de 
betrouwbaarheid van de aangifte. De rechterlijke toetsing spitst zich verder 
in het bijzonder toe op de vraag of een strafbaar feit bewezen kan worden 
verklaard op basis van een aangifte. De rechter moet dan in het licht van de 
overige inhoud van het strafdossier beoordelen of de aangifte betrouwbaar is 
en kan gehouden zijn te beoordelen of het bewijsminimum van het tweede 
lid van art. 342 Sv een rol speelt.  
Het toetsen van de rechtmatigheid van de met de aangifte verstrekte in-
formatie geschiedt in eerste instantie door politie en OM. Waarschijnlijk be-
staat maar bij een zeer beperkt deel van de aangiften de noodzaak om hierbij 
stil te staan. Op dit punt springt het meest in het oog de situatie dat een aan-
gever zijn beroepsgeheim schendt door het doen van een aangifte. Deze om-
standigheid noopt de (zaaks)officier onder meer ertoe te beoordelen of het 
wenselijk is dat op basis hiervan een strafrechtelijk onderzoek wordt gestart. 
In het belang van de opsporing kan rechtvaardiging worden gevonden voor 
de beslissing van een (zaaks)officier om in een dergelijk geval wel een straf-
rechtelijk onderzoek te starten. De zittingsrechter kan, na een daartoe door 
de verdediging gevoerd verweer, gehouden zijn om achteraf te toetsen of een 
juiste afweging is gemaakt. 
 
 3 Particuliere opsporing 
 
3.1  INLEIDING  
In dit hoofdstuk wordt de door de particuliere opsporing vergaarde startin-
formatie belicht. Onder het begrip particuliere opsporing wordt geschaard 
iedere burger die, al dan niet beroeps- of bedrijfsmatig, op eigen initiatief 
onderzoek verricht.1 Het gaat met andere woorden om handelingen van bur-
gers die, wanneer de politie ze zou uitvoeren, als de toepassing van (bijzon-
dere) opsporingsbevoegdheden hebben te gelden.2 Hierbij kan worden ge-
dacht aan de onderzoeksjournalist die een observatie verricht of een werkge-
ver die zijn personeel heimelijk filmt. In het kader van de bedrijfsmatige 
particuliere opsporing kan worden gedacht aan de door particuliere recher-
chebureaus, forensische accountants en interne rechercheurs van bankinstel-
lingen verrichte rechercheactiviteiten.3 Een opsporende burger kan de door 
hem verkregen informatie verstrekken aan politie en OM en op basis hiervan 
kan een strafrechtelijk onderzoek worden gestart. Het verstrekken van dat 
soort informatie kan worden beschouwd als, of valt samen met, een aangifte.  
Het gebruik van dit soort startinformatie in het strafproces brengt risico’s 
met zich. Zo kan de opsporende burger, al dan niet bewust, onware informa-
tie aanleveren. Er bestaat zelfs de mogelijkheid dat gemanipuleerde gegevens 
door de opsporende burger worden verstrekt, waardoor de schijn van straf-
waardig handelen wordt opgewekt. Vanwege de aard van dit type startin-
formatie, het heeft net als de aangifte de status van potentieel bewijsmiddel, 
kan dit tot gevolg hebben dat een burger ten onrechte wordt veroordeeld. 
Ook is het denkbaar dat de opsporende burger privacyschendende methoden 
toepast, die politie en OM in gelijksoortige gevallen niet (zo gemakkelijk) 
                                                             
1  Onder particuliere opsporing wordt niet verstaan de bijstand die burgers op verzoek 
van politie en OM aan de opsporing leveren. In deze context wordt onder meer ge-
doeld op de door het TCI op basis van art. 3 Politiewet gerunde informant, de niet of 
nauwelijks gebruikte stelselmatige burgerinformant van art. 126v Sv, de burgerinfil-
trant van art. 126w Sv en de burgerpseudokoper van art. 126ij Sv. 
2  Gedacht kan worden aan de in art. 126g Sv geregelde stelselmatige observatie en de in 
art. 126i Sv gecreëerde bevoegdheid tot het opnemen van vertrouwelijke communicatie 
met een technisch hulpmiddel.  
3  Voor een uitgebreide uiteenzetting over de bedrijfsmatige particuliere opsporing zij 
verwezen naar A.B. Hoogenboom, Particuliere recherche: een verkenning van enige ontwik-
kelingen, Den Haag: Sdu Uitgevers 1988, J.D.L. Nuis e.a., Particulier speurwerk verplicht, 
Den Haag: Sdu Uitgevers 2004 en W. van der Kolk, Particulier onderzoek en opsporing. 
Een (on)mogelijke combinatie?, Dordrecht: Stichting SMVP Producties 2006.  
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zouden mogen toepassen. Verder bestaat het risico dat deze methoden tot 
gevolg hebben dat de latere verdachte wordt geïnstigeerd tot het begaan van 
een strafbaar feit of dat de verdachte door de opsporende burger wordt ge-
dwongen om belastende informatie af te geven. Niet volstrekt ondenkbaar is 
dat de politie (actief of passief) onderzoekshandelingen uitbesteedt aan de 
particuliere opsporing om op een gemakkelijkere manier in bezit te komen 
van potentieel belastende informatie: het zogenaamde outsourcen van opspo-
ringsactiviteiten. In samenhang met het outsourcen kleeft ook een risico aan 
de (in de jurisprudentie zichtbaar wordende) tendens dat in sommige geval-
len een procesdossier in overwegende mate wordt gebaseerd op de startin-
formatie van de particuliere opsporing. Onwenselijk gevolg is dat de officier 
van justitie de regie over een opsporingsonderzoek verliest. Dit gegeven is 
een bijzonderheid die dit type startinformatie kenmerkt. 
Met het zojuist gestelde in het achterhoofd wordt bezien op welke ma-
nier vorm is gegeven aan de controle op dit type startinformatie. Onderzocht 
wordt in dit verband onder meer op welke manier de betrouwbaarheid van 
dit soort informatie wordt getoetst. Voorts wordt bekeken of het gebruikma-
ken van dat soort informatie tot enig in art. 359a Sv genoemd strafprocessu-
eel gevolg leidt of dient te leiden in het geval een opsporende burger zijn 
informatie op onrechtmatige wijze heeft verkregen. In aansluiting op het 
eerder gestelde kan een onrechtmatigheid zich bevinden in de context van 
art. 8 EVRM, in die zin dat de opsporende burger gegevens heeft verzameld 
op een privacyschendende manier. Daarnaast bestaat de mogelijkheid dat de 
gegevens zijn verkregen doordat de opsporende burger de latere verdachte 
heeft geïnstigeerd of dwang heeft toegepast om de informatie te verkrijgen. 
In dat geval bevindt de onrechtmatigheid zich in de context van art. 6 EVRM. 
Onderzocht wordt of schendingen van de in deze artikelen neergelegde rech-
ten zich alleen kunnen voordoen als politie en/of OM zich op enigerlei wijze 
hebben bemoeid met de informatieverzameling en, in het verlengde hiervan, 
of alleen dan de toepassing van art. 359a Sv in beeld komt. In het licht van 
het voorgaande wordt ten slotte onderzocht of de aard van de onrechtmatig-
heid van invloed is op de mogelijkheden dan wel de noodzaak van strafvor-
derlijke sanctionering. 
Ten slotte wordt bekeken welke controle er bestaat op het handelen van 
de opsporende burger. In dit verband kan onder meer worden gedacht aan 
een strafrechtelijke vervolging van die burger. Deze controlemechanismen 
worden bekeken nu zij invloed kunnen hebben op de wijze waarop de op-
sporende burger zijn informatie vergaart of zal vergaren. Mogelijk kan der-
gelijke controle eveneens effect hebben op de toetsing van de door een op-
sporende burger verkregen informatie in het strafproces. Zo is het voorstel-
baar dat een strafrechtelijke vervolging van die burger maakt dat de rechter 
minder snel strafprocessuele gevolgen verbindt aan het door politie en OM 
voor de start van een onderzoek gebruikmaken van materiaal dat onrechtma-
tig door hem is verkregen.  
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3.2  DE START 
Zoals al aangegeven omvat het begrip particuliere opsporing velerlei soorten 
burgers die ‘opsporingshandelingen’ verrichten en aldus potentieel strafrech-
telijk relevante informatie verzamelen.4 Deze burgers handelen veelal vanuit 
een eigen perspectief en motief.5 Het primaire doel van een opsporende bur-
ger om informatie te verzamelen is vaak niet het verstrekken van informatie 
aan politie en OM.6 Een onderzoeksjournalist vergaart zijn gegevens bijvoor-
beeld in de eerste plaats om een, al dan niet schijnbare, misstand aan te tonen 
of om de betrokkenheid van een burger bij een strafbaar feit aan het licht te 
brengen, terwijl particuliere rechercheurs exclusief werken voor de op-
drachtgever die hen inhuurt en vanuit dat perspectief hun informatie verza-
melen. 
Slechts sporadisch bestaat enige ‘regelgeving’ over de informatieverga-
rende methoden die een opsporende burger gerechtigd is in te zetten. In de 
voor de onderzoeksjournalist relevante en door de Raad voor de Journalis-
tiek (RvdJ) opgestelde leidraad, wordt enigszins ingegaan op de methoden 
die kunnen worden ingezet om gegevens te verzamelen.7 Aangegeven wordt 
bijvoorbeeld dat het, als dit nodig is om een onbetwistbare en adequate 
weergave van het besprokene te kunnen publiceren, een journalist vrijstaat 
een telefoongesprek op te nemen en is verwoord dat de journalist geen inci-
denten mag uitlokken met de kennelijke bedoeling nieuws te creëren. Deze 
laatste bepaling bevindt zich in de sfeer van het strafvorderlijke instigatie-
verbod. In de op de particuliere recherche van toepassing zijnde privacyge-
dragscode is het nodige uitgewerkt over de informatievergarende methoden 
die dat soort rechercheurs gerechtigd zijn te gebruiken.8 Het betreden van 
niet openbare plaatsen met toestemming van de rechthebbende, de observa-
                                                             
4  Zie J.E.J. Prins, ‘Name, Shame and Everlasting Blame’, NJB 2009, 119 voor een kritische 
blik op een specifiek onderdeel van het fenomeen burgeropsporing, te weten het op in-
ternet tot in lengte van dagen prijsgeven van privacygevoelige informatie over een ver-
dachte dan wel een veroordeelde. 
5  Zie wat breder over burgerparticipatie J. Terpstra, Het veiligheidscomplex. Ontwikkelin-
gen, strategieën en verantwoordelijkheden in de veiligheidszorg, Den Haag: Boom Juridische 
Uitgevers 2010.  
6  Zie in het verband van de particuliere rechercheurs A.B. Hoogenboom, ‘Joseph Fouche 
en de bedrijfsmatig georganiseerde particuliere opsporing’, RM Themis 2002, p. 150-
158. 
7  Zie voor de leidraad de website van de Raad voor de Journalistiek, www.rvdj.nl.  
8  Op grond van art. 23a van de Regeling particuliere beveiligingsorganisaties en recher-
chebureaus is elk recherchebureau verplicht een identiek aan de in de bijlage bij die re-
geling opgenomen gedragscode vast te stellen. Zie Stcrt. 2010, 4863. Deze regeling is 
laatstelijk op 3 juni 2013 op enkele kleine punten gewijzigd. Zie hiervoor Stcrt. 2013, 
14956. 
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tie en het interviewen van betrokkenen op basis van vrijwilligheid zijn voor-
beelden van (door de bedrijfstak zelf) geoorloofd bevonden rechercheactivi-
teiten. 
Op het moment dat de opsporende burger strafrechtelijk relevante in-
formatie aan de politie verstrekt, kan dit leiden tot de start van een strafrech-
telijk onderzoek en het toepassen van een dwangmiddel. Deze informatie 
kan ook in de bewijsvoering worden betrokken. De in de inleiding beschre-
ven vier fasen spelen in dit verband en hierop wordt aanstonds ingegaan.  
3.3  INTERNE CONTROLEMECHANISMEN 
Zoals al meermalen gesteld, omvat het begrip particuliere opsporing uiteen-
lopende soorten opsporende burgers. Gedacht kan worden aan de ex-
werknemer die zijn werkgever belastende stukken wegneemt en aan de poli-
tie verstrekt, de vrouw die een gesprek opneemt van een al te hitsige advo-
caat, de werkgever die zijn werknemers heimelijk filmt, de man die de uitke-
ringsfraude van zijn ex aan het licht brengt door relevante gegevens over te 
dragen aan de politie en de gebruiker van het internet die op de computer 
van een ander kinderporno aantreft en dit gegeven doorspeelt aan de politie.9 
De manier waarop deze opsporende burgers hun informatie vergaren, wordt 
in de meeste gevallen niet nader intern getoetst en is evenmin aan interne 
normering onderhevig. Controle van de door opsporende burgers verkregen 
informatie vindt dientengevolge eerst plaats (of zou plaats moeten vinden) 
op het moment dat politie en OM deze gegevens voor de start van een op-
sporingsonderzoek gebruiken. In sommige gevallen bestaat echter wel enige 
interne controle op dan wel normering van de manier waarop de opsporende 
burger zijn informatie vergaart. Gedoeld wordt op de bestaande interne con-
trolemechanismen binnen de beroeps- of bedrijfsmatig opsporende burgers. 
Het gaat dan om de natuurlijke persoon en de rechtspersoon, wiens kerntaak 
het is rechercheachtige handelingen uit te voeren. Ter illustratie worden de 
interne controlemechanismen op enkele typen opsporende burgers bespro-
ken.  
3.3.1  Beroepsmatige particuliere opsporing: accountants en journalisten  
De beroepsmatig opsporende burger omvat bijvoorbeeld de forensische ac-
countant. Zijn handelen wordt intern genormeerd door de op hem van toe-
passing zijnde tuchtrechtspraak. Hierin wordt de forensische accountant 
                                                             
9  Zie in dit kader bijvoobeeld A.H. Pool, Particuliere recherche door werkgevers. De beoorde-
ling van recherchegedrag door werkgevers in het Nederlands recht in het licht van art. 8 EVRM 
(diss. Nijmegen RU), Nijmegen 2014.  
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onder andere eraan gehouden het beginsel van hoor en wederhoor toe te 
passen gedurende zijn onderzoek.10 Hoewel aldus het handelen van de fo-
rensische accountant wordt genormeerd, staat deze vorm van controle geheel 
los van de vraag of de vraag of politie en OM het door hem verkregen mate-
riaal voor de start van een opsporingsonderzoek kunnen gebruiken.  
Voorts kan in verband met de beroepsmatige particuliere opsporing wor-
den gedacht aan de journalist die opsporingshandelingen verricht. De door 
misdaadverslaggever Peter R. de Vries met verborgen camera’s vastgelegde 
‘bekentenis’ in de zaak Holloway vormt een voorbeeld van deze vorm van 
beroepsmatige particuliere opsporing.11 Een journalist bezit, indachtig het 
onder andere uit art. 10 EVRM en art. 19 IVBPR voortvloeiende recht op vrije 
nieuwsgaring, een zekere mate van vrijheid in de manier waarop hij zijn 
informatie vergaard en openbaar maakt.12 De journalist mag echter, in begin-
sel, geen strafbare feiten plegen ter verkrijging van de informatie.13 Het han-
delen van de journalist blijft niet ongecontroleerd. Zo kan de Raad voor de 
Journalistiek (RvdJ) de wijze waarop een journalist zijn informatie verkrijgt, 
toetsen aan de eerdergenoemde leidraad. In deze leidraad wordt op een aan-
tal punten aangegeven op welke wijze een journalist maatschappelijk ver-
antwoord behoort te handelen. De RvdJ kan zich ook uit eigen beweging 
uitspreken over bepaalde journalistieke onderwerpen, zoals het gebruik van 
verborgen camera’s. Voorts kunnen belanghebbenden bij de RvdJ een klacht 
indienen over het handelen van een journalist.14 De RvdJ kan zijn afkeuring 
uitspreken over de door de journalist gehanteerde (informatievergarende) 
                                                             
10  Zie hiervoor M. Pheijffer, Nieuwe ronde, nieuwe kansen (oratie Nyenrode), Den Haag: 
Sdu 2001.  
11  Zie Y. Buruma, ‘Onderzoeksjournalistiek’, NJB 2008, p. 435 en W.F. van Hattum, ‘Her-
ziening ten nadele. Wat de kwestie Joran van der Sloot ons daarover kan leren’, NJB 
2008, p. 682-684.  
12  Zie in dit verband bijvoorbeeld EHRM 21 januari 1997, NJ 1997, 713 (Fressoz en Roire 
v. Frankrijk).  
13  Hoge Raad 14 juni 2011, NJ 2011, 504, m.nt. EJD (Maurice de Hond en de beschuldigin-
gen aan het adres van de klusjesman in de Deventer moordzaak) en 26 maart 2013, LJN 
BY3752 (journalist Alberto Stegeman en het betreden van Schiphol-Oost). 
14  Bijvoorbeeld zij gewezen op een uitspraak van de RvdJ in een zaak (zaaknr. 2006/44) 
tegen een journalist van het SBS6 televisieprogramma ‘Undercover in Nederland’. De 
journalist komt in casu in contact met een persoon die op internet een verboden mes te 
koop aanbiedt. De persoon blijkt een medewerker van de Immigratie- en Naturalisatie-
dienst (IND) te zijn. De journalist neemt een met de IND-medewerker gevoerd tele-
foongesprek op en filmt met een verborgen camera het bezoek dat hij bij de IND-mede-
werker thuis aflegt. Naar het oordeel van de RvdJ is met name door het gebruik van de 
verborgen camera onvoldoende rekening gehouden met de belangen van klager en is 
sprake van een inbreuk op zijn privacy die verder gaat dan in het kader van de be-
richtgeving noodzakelijk was. 
36 Particuliere opsporing 
―――
 
 
methode als hij deze onaanvaardbaar acht. Aldus kan de wijze van verkrij-
ging van informatie door een journalist intern, namelijk door een door de 
beroepsgroep gecreëerd orgaan, worden gecontroleerd. Het gaat dan om de 
rechtmatigheid van het handelen van de journalist en niet zozeer om de be-
trouwbaarheid van de door hem vergaarde informatie. Overigens kan wor-
den betwijfeld of de controle van de RvdJ voldoende effect sorteert. De uit-
spraken van de RvdJ zijn namelijk niet bindend. Bovendien kunnen er geen 
sancties, zoals schadevergoeding of rectificatie, aan worden verbonden. Deze 
vorm van controle heeft ten slotte niets van doen met de vraag of politie en 
OM het door een journalist verkregen materiaal voor de start van een opspo-
ringsonderzoek kunnen gebruiken. Met deze interne controle blijft met ande-
re woorden de facto het handelen van de journalist ongecontroleerd.  
3.3.2  Bedrijfsmatige particuliere opsporing: particuliere recherchebureaus  
De wijze waarop particuliere recherchebureaus hun informatie vergaren, 
wordt nader genormeerd door de eerder genoemde en door de bedrijfsgroep 
zelf geconcipieerde privacygedragscode. In dit kader moet wel worden aan-
getekend dat op grond van art. 23a van de Regeling particuliere beveili-
gingsorganisaties en recherchebureaus elk recherchebureau verplicht is een 
identiek aan de in de bijlage bij die regeling opgenomen gedragscode vast te 
stellen.15 In de privacygedragscode worden normen gecreëerd waaraan ieder 
particulier recherchebureau zich moet houden. Zo wordt gesteld dat zij zich 
dienen te onthouden van het onrechtmatig vergaren van persoonsgegevens. 
Verder worden een aantal methoden van gegevensvergaring (zoals het be-
treden van niet openbare plaatsen, de observatie en het interviewen van 
betrokkenen) besproken en aangegeven hoe een particulier recherchebureau 
hiermee moet omgaan. 
Het werk van de particuliere rechercheur lijkt aldus op papier goed ge-
normeerd. Deze normering geldt echter niet voor iedere particuliere recher-
cheur. Zo valt onder meer de bedrijfsrecherche niet onder de werking van de 
Wet particuliere beveiligingsorganisaties en recherchebureaus (Wpbr) en de 
daarvan afgeleide regeling.16 Dit is opmerkelijk als wordt bedacht dat de 
wetgever deze wet onder andere heeft gecreëerd om normering aan te bren-
gen voor die recherchebureaus die privacyschendende handelingen verrich-
ten en is gebleken dat de bedrijfsrecherche juist ook dat soort rechercheactivi-
                                                             
15  Stcrt. 2010, 4863. Deze regeling is laatstelijk op 3 juni 2013 op enkele kleine punten 
gewijzigd, zie Stcrt. 2013, 14956. 
16  Zie hiervoor P. Klerks, ‘Terughoudend toezicht op omvangrijke private recherche’, 
Tijdschrift voor Veiligheid 2008-4, p. 9-19. 
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teiten ontplooit.17 Hoe dan ook, deze bedrijfstak is hierdoor niet gehouden 
een privacygedragscode vast te stellen.  
Uit de praktijk blijkt dat de particuliere recherchebureaus de in de priva-
cygedragscode gecreëerde normen niet (volledig) nakomen.18 Een gebrek aan 
controle op de naleving van de gedragscode wordt als voornaamste reden 
hiervoor gegeven. Het gebrek aan interne controle toont de noodzaak aan 
van externe toetsing, onder meer door politie en OM, van de wijze waarop 
particuliere rechercheurs hun gegevens hebben vergaard in het geval dat 
soort informatie voor de start van een strafrechtelijk onderzoek wordt ge-
bruikt. Niet kan worden vertrouwd op dan wel worden teruggevallen op de 
controle die binnen de sector zelf plaatsvindt. In het verlengde hiervan kan 
worden gesteld dat met de in de gedragscode gecreëerde normering, geen 
nadere controle plaatsvindt van het gebruik van door particuliere recher-
cheurs verkregen gegevens als startinformatie voor een strafrechtelijk onder-
zoek.  
3.4  EXTERNE CONTROLEMECHANISMEN  
3.4.1  Toezicht op de particuliere opsporing 
In relatie tot de bedrijfsmatige particuliere opsporing bestaan specifieke ex-
terne controlemechanismen voortvloeiend uit de bepalingen van de Wpbr.19 
Deze buitenstrafvorderlijke externe controle is zowel abstract (de bepalingen 
van de Wpbr) als concreet (het toezicht door de politie). Zo zijn de recher-
chebureaus waarop deze wet van toepassing is op grond van art. 2 vergun-
ningplichtig. Een vergunning wordt door de Minister van Veiligheid en Justi-
tie op grond van art. 4 van de genoemde wet slechts verleend, indien hij 
verwacht dat het recherchebureau de bij of krachtens de wet gestelde regels 
zal naleven en ook overigens zal worden gehandeld in overeenstemming met 
hetgeen van een goed recherchebureau mag worden verwacht.20 Nadere 
regels omtrent het (toetsen van de betrouwbaarheid van) personeel van een 
recherchebureau en de aan dit personeel te stellen eisen, worden gegeven in 
                                                             
17  Zie Kamerstukken II 1993-1994, 23 478, nr. 3 (MvT) en P. Klerks, ‘Terughoudend toezicht 
op omvangrijke private recherche’, Tijdschrift voor Veiligheid 2008-4, p. 9-19. 
18  J. Bos, S. Dekkers & G.H.J. Homburg, Evaluatie privacygedragscode particuliere recherche-
bureaus, Amsterdam: Regioplan 2007.  
19  Zie in verband met de controle op de particuliere recherche een artikel van mijn hand 
getiteld ‘De particuliere recherche: ongecontroleerde opsporing?’ in: P.H.P.H.M.C. van 
Kempen et al. (red.), Levend strafrecht. Strafrechtelijke vernieuwingen in een maatschappelij-
ke context (liber amicorum Ybo Buruma), Deventer: Kluwer 2011. 
20  Kamerstukken II 1993-1994, 23 478, nr. 3 (MvT). 
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een ministeriële circulaire.21 Tot slot kan worden vermeld dat in het geval een 
recherchebureau handelt in strijd met de uit de Wpbr voortvloeiende bepa-
lingen dit tot een waarschuwing, het intrekken van de vergunning en zelfs 
tot het opleggen van een bestuurlijke boete kan leiden.  
Ter relativering van het voorgaande dient een aantal opmerkingen te 
worden gemaakt. Ten eerste moet worden vermeld dat niet alle werkzame 
particuliere recherchebureaus een vergunning bezitten. Enerzijds omdat een 
deel van de vergunningplichtige recherchebureaus hun werkzaamheden ver-
richten zonder hiervoor de benodigde vergunning aan te vragen.22 Feitelijk 
werken zij hiermee dus illegaal. Anderzijds omdat bepaalde bedrijfsmatige 
particuliere opspoorders niet onder het bereik van de wet vallen. Denk in dit 
verband aan de eerdergenoemde bedrijfsrecherche.23 Het voorgaande, bezien 
in combinatie met de eerdere opmerkingen over de naleving van de privacy-
gedragscode, rechtvaardigt dan ook de conclusie dat de uit de Wbpr voort-
vloeiende controlemechanismen niet goed functioneren en bovendien niet 
zien op de gehele sector van bedrijfsmatige particuliere opsporing. Het han-
delen van de bedrijfsmatige particuliere rechercheur en de wijze waarop hij 
zijn informatie vergaart, wordt aldus onvoldoende gecontroleerd.  
Ten aanzien van een tweede uit de Wpbr voortvloeiend controlemecha-
nisme kan een zelfde conclusie worden getrokken. Gedoeld wordt op de 
controle op (het handelen van) de particuliere recherchebureaus door de 
regionale politie. Op grond van art. 11 Wpbr is de politie immers belast met 
het toezicht op de particuliere recherchebureaus. Dit toezicht ziet onder an-
dere op de naleving van de vergunningvoorschriften, de juiste uitvoering 
van de Wpbr en het handhaven en opsporen van overtredingen van de Wpbr 
en dat is dus een ander type controle dan de aanstonds te bespreken controle 
door politie en OM. Gesteld kan worden dat de politie door dit controleme-
chanisme een zekere verantwoordelijkheid bezit voor de wijze waarop parti-
culiere rechercheurs hun informatie vergaren. In dit verband is het belangrijk 
te vermelden dat de politie nauwelijks uitvoering geeft aan deze toezicht-
functie en dat de controle van de politie op de particuliere recherchebureaus 
hiermee de facto illusoir is.24 Een gebrek aan capaciteit is hieraan onder andere 
debet.  
                                                             
21  Zie de Circulaire particuliere beveiligingsorganisaties en recherchebureaus. Laatstelijk 
gewijzigd in Stcrt. 2007, 224, p. 9. 
22  Zie hiervoor het rapport ‘Kwaliteit in particuliere veiligheid?!’ van de Inspectie Open-
bare Orde en Veiligheid, bijlage bij Kamerstukken II 2008-2009, 29 279, nr. 93. 
23  Zie hiervoor P. Klerks, ‘Terughoudend toezicht op omvangrijke private recherche’, 
Tijdschrift voor Veiligheid 2008-4, p. 9-19 en de gegeven definitie van recherchebureaus 
in art. 1 lid 1 onder f Wbpr.  
24  Zie P. Klerks, ‘Terughoudend toezicht op omvangrijke private recherche’, Tijdschrift 
voor Veiligheid 2008-4, p. 9-19 en het rapport ‘Kwaliteit in particuliere veiligheid?!’ van 
→ 
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3.4.2  Controle door de tactische recherche en de zaaksofficier  
De externe controle binnen het strafvorderlijk kader omvat in de eerste plaats 
de controle door de tactische recherche en de zaaksofficier. De in de inleiding 
beschreven vier fasen spelen ook bij dit type startinformatie. Specifiek aan dit 
soort startinformatie is het gegeven dat in de tweede fase (de fase van het 
aanvullende politiële betrouwbaarheidsonderzoek) het onderzoek van de 
politie zich zowel kan uitstrekken tot het toetsen van de betrouwbaarheid 
van de informatie, als het beoordelen van de motieven en de betrouwbaar-
heid van de burger die informatie verstrekt. Dit type startinformatie verschilt 
dan ook wezenlijk van de anonieme tip van een burger, waar het beoordelen 
van de achtergrond van de tipgever simpelweg niet plaats kan vinden. Net 
als bij de aangifte is de vraag niet eenduidig te beantwoorden of dit mee-
brengt dat aan het aanvullende politiële onderzoek in de tweede fase minder 
eisen hoeven te worden gesteld dan aan hetzelfde onderzoek bij een anonie-
me tip. Veel hangt af van het strafbare feit waarover informatie wordt aange-
leverd en de persoon en achtergrond van de burger die deze gegevens aanle-
vert. Van de betrouwbaarheid van door een forensische accountant verstrek-
te informatie kan bijvoorbeeld eerder worden uitgegaan dan van de belas-
tende informatie die een in een scheiding liggende burger doorspeelt over 
zijn ex-vrouw. In dat opzicht is er dus ruimte voor differentiatie in de om-
vang en de noodzaak van aanvullend politieel betrouwbaarheidsonderzoek 
in de tweede fase. Eerder is al opgemerkt dat omtrent de betrouwbaarheids-
toets geen (interne) regelgeving bestaat. Ongeregeld blijft dan ook de manier 
waarop de betrouwbaarheid van dit soort informatie moet worden gecontro-
leerd. Ook in dit kader kan de vraag worden opgeworpen of een richtlijn 
moet worden geconcipieerd die het uitvoeren van een betrouwbaarheidson-
derzoek verplicht stelt. Deze vraag dient ontkennend te worden beantwoord. 
Politie en OM dienen vanuit hun professionaliteit te zijn doordrongen van de 
noodzaak van aanvullend onderzoek en kunnen bovendien vanuit dit per-
spectief differentiëren. Mocht op dit punt een onjuiste beoordeling worden 
gemaakt, dan kan de zittingsrechter achteraf, na een daartoe gevoerd verweer, 
een belangrijke toetsende rol vervullen. 
Gelet op het bijzondere karakter van de startinformatie afkomstig van de 
particuliere opsporing, het heeft de status van een potentieel bewijsmiddel, 
kan in de vierde fase (de fase waarin startinformatie in de bewijsvoering 
wordt betrokken) voor de officier van justitie de noodzaak bestaan om (de 
betrouwbaarheid van) deze informatie nogmaals te beoordelen in het licht 
van de overige inhoud van het strafdossier. Aspecten van haalbaarheid van 
een strafrechtelijke veroordeling en wenselijkheid van het aanbrengen van de 
                                                             
de Inspectie Openbare Orde en Veiligheid, bijlage bij Kamerstukken II 2008-2009, 29 279, 
nr. 93. 
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zaak voor de rechter spelen dan ook een rol. Heeft het politiële onderzoek 
bijvoorbeeld nauwelijks bevestiging opgeleverd van deze gegevens, dan kan 
deze beoordeling ertoe leiden dat de officier van justitie besluit de zaak om 
technische redenen te seponeren. Net als bij de aangifte kan de officier van 
justitie dus gehouden zijn op twee momenten in het strafproces een beoorde-
ling te maken van (de betrouwbaarheid van) de startinformatie afkomstig 
van de particuliere opsporing.  
Voorts dient zich de vraag aan naar de noodzaak van het toetsen van de 
rechtmatigheid van de door de opsporende burger toegepaste informatiever-
garende methoden. Een onrechtmatigheid kan betrekking hebben op het 
verkrijgen van informatie op een privacyschendende en daarmee mogelijk 
strafbare manier, maar een onrechtmatigheid kan zich ook op het vlak van de 
instigatie bevinden of zien op de dwang die door de opsporende burger is 
toegepast om belastende informatie te verkrijgen. Gelet op het voorgaande 
bestaat de noodzaak in de tweede en derde fase stil te staan bij de rechtma-
tigheid van de vergaring van informatie door de opsporende burger. De 
(zaaks)officier is gehouden aan deze onderzoeksplicht te voldoen, waarbij 
heeft te gelden dat deze plicht in het bijzonder aanwezig is in het geval een 
particuliere rechercheur informatie verstrekt. De aan de politie toebedeelde 
toezichtfunctie brengt immers een verantwoordelijkheid met zich ten aanzien 
van de wijze waarop deze opsporende burger zijn informatie verkrijgt. Ten 
aanzien van de rechtmatigheidstoets is ruimte voor differentiatie. In die ge-
vallen waarin de informatie evident rechtmatig is verkregen of slechts sprake 
is van een civielrechtelijke onrechtmatigheid, is nauwelijks ruimte voor en 
behoefte aan een dergelijke toets, terwijl hierbij in andere gevallen uitgebrei-
der stil zal moeten worden gestaan. Wat betreft dit laatste kan bijvoorbeeld 
worden gedacht aan de situatie dat een opsporende burger onder bedreiging 
een bekennende verklaring heeft verkregen van een andere burger. Vier 
redenen kunnen ten grondslag worden gelegd aan de noodzaak van de aan 
te leggen rechtmatigheidstoets: 1) het beoordelen van de wenselijkheid van 
het starten van een strafrechtelijk onderzoek en het toepassen van een 
dwangmiddel op basis van onrechtmatig verkregen informatie, 2) het beoor-
delen van de wenselijkheid van het betrekken van onrechtmatig verkregen 
informatie in de bewijsvoering, 3) het in het verlengde van de vorige punten 
beoordelen van de strafvorderlijke consequenties die (door de rechter) kun-
nen worden verbonden aan het betrekken van dat soort informatie in het 
strafproces, en 4) het beoordelen of de opsporende burger zelf strafrechtelijk 
moet worden vervolgd voor de door hem gehanteerde methoden. Wat betreft 
de eerste drie punten kunnen twee met elkaar conflicterende argumenten 
dan wel belangen een rol spelen: de onwenselijkheid van het gebruik van 
onrechtmatig verkregen informatie in het strafproces enerzijds en de te 
rechtvaardigen opsporingsbelangen anderzijds. In dit verband kan de stel-
ling worden betrokken dat het onwenselijk kan zijn dat informatie die is 
verkregen door het schenden van de rechten van de latere verdachte een rol 
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speelt in het strafproces. Dit standpunt is ingegeven vanuit de gedachte dat 
een integer handelend OM niet in alle gevallen (ongeclausuleerd) gebruik 
moet maken van onrechtmatig verkregen informatie. Hierdoor ontstaat im-
mers de onwenselijke situatie dat wordt geprofiteerd van de inbreuk op de 
rechten van de verdachte, het profijtargument dus. Los hiervan speelt het 
gegeven dat het gebruik van dat soort informatie bevorderend kan werken 
op het outsourcen van rechercheactiviteiten.25 Aan de andere kant spelen op-
sporingsbelangen een rol, in die zin dat het vanuit dit perspectief noodzake-
lijk kan zijn een strafrechtelijk onderzoek te starten, ook al is de informatie op 
onrechtmatige wijze verkregen. De officier van justitie is degene die in de 
eerste plaats de rechtmatigheid van de vergaring van informatie moet beoor-
delen en die in de tweede plaats, bij een gebleken (strafrechtelijke) onrecht-
matigheid, een afweging moet maken tussen de ernst van de onrechtmatig-
heid en het belang van de informatie voor de opsporing. Op dit punt bestaat 
ruimte voor differentiatie, in die zin dat de officier van justitie bij een geble-
ken onrechtmatigheid wel kan besluiten tot de start van een strafrechtelijk 
onderzoek en het toepassen van een dwangmiddel met het oog op het verga-
ren van ander bewijsmateriaal, terwijl hij het niet wenselijk acht om deze 
informatie te betrekken in zijn bewijsvoering. De officier van justitie moet 
erop bedacht zijn dat als hij opsporingsbelangen laat prevaleren, ook al legt 
hij de onrechtmatig verkregen startinformatie slechts ten grondslag aan de 
start van een onderzoek en het toepassen van dwangmiddelen, dit tot straf-
processuele sanctionering kan leiden. Ten principale mag erop worden ver-
trouwd dat de (zaaks)officier in dit kader vanuit zijn professionaliteit een 
juiste dan wel te rechtvaardigen keuze maakt. Mocht op dit punt toch een 
niet te billijken beoordeling zijn gemaakt, dan vervult wederom de zittings-
rechter achteraf een belangrijke toetsende rol. 
3.4.3  Rechterlijke controle 
De concrete externe controle binnen het strafvorderlijk kader omvat in de 
tweede plaats controle door de strafrechter. De door een opsporende burger 
verkregen informatie kan als startinformatie dienen en zelfs voor het bewijs 
worden gebruikt. Dat is al meermalen verwoord en karakteriseert dit type 
startinformatie. Nu dat soort informatie aldus onderdeel uitmaakt van het 
aan de rechter voor te leggen strafdossier, zijn deze gegevens onderhevig aan 
rechterlijke controle. Deze controle spitst zich toe op de rechtmatigheid van 
het gebruik van dergelijke gegevens in het strafproces. Het rechtmatigheids-
oordeel wordt voor een deel gekoppeld aan de vraag of politie en OM zich 
met de verkrijging van de gegevens hebben bemoeid. De vraag of dergelijke 
                                                             
25  Zie in dit verband ook F.W. Bleichrodt, Over burgers en opsporing (oratie Rotterdam), 
Deventer: Kluwer 2010. 
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informatie tot een verdenking van strafwaardig gedrag kan leiden, met ande-
re woorden de wijze waarop de betrouwbaarheid van dit soort informatie 
moet worden getoetst, speelt in de jurisprudentie slechts een marginale rol. 
Ten slotte bestaat er een tendens dat strafprocessuele sancties worden ver-
bonden aan het instellen van een strafrechtelijke vervolging en het samenstel-
len van een procesdossier puur en alleen op basis van informatie die door 
een opsporende burger is verstrekt. Het gegeven dat politie en OM in som-
mige gevallen voor een groot deel varen op de informatie van de particuliere 
opsporing is een bijzonderheid die dit type startinformatie kenmerkt.  
Voorts bestaat er rechterlijke controle op de rechtmatigheid van het han-
delen van opsporende burgers. Deze controle doet zich voor in het geval het 
OM besluit tot strafrechtelijke vervolging van die burger. Iets soortgelijks 
doet zich voor in het geval een opsporende burger civielrechtelijk wordt 
aangesproken op zijn gedrag. Hoewel aldus het gebruik van de door een 
opsporende burger vergaarde gegevens in het strafproces niet wordt gecon-
troleerd, wordt hiermee de wijze waarop hij zijn informatie verkrijgt wel 
getoetst. Opgemerkt moet worden dat deze toetsing dan wel plaatsvindt in 
een andere rechtszaak (en dus veelal door een andere rechter), dan die waar-
in de informatie wordt gebruikt als startinformatie.  
3.4.3.1 Toetsen van de rechtmatigheid van het gebruik van de informatie  
Zoals gesteld ziet de rechterlijke toets hoofdzakelijk op de rechtmatigheid 
van het gebruik van door opsporende burgers vergaarde gegevens door 
politie en OM. In het bijzonder in het kader van een schending van art. 8 
EVRM wordt dan de vraag centraal gesteld of politie en OM bemoeienis 
hebben gehad met de, al dan niet onrechtmatige, informatieverzameling door 
de opsporende burger. Dit inmengingscriterium vloeit voort uit het tweede 
lid van art. 8 EVRM, waarin is bepaald dat de inmenging van enig openbaar 
gezag (lees politie en OM) in de uitoefening van het recht op privacy, slechts 
is toegestaan indien dit bij wet is voorzien en noodzakelijk is in een democra-
tische samenleving in het belang van onder meer de openbare veiligheid en 
het voorkomen van strafbare feiten. In het geval politie en/of OM een rol 
hebben gespeeld in de onrechtmatige handelingen van de opsporende bur-
ger, dan kunnen deze handelingen als het ware aan hen worden toegerekend 
en is er aldus sprake van een inmenging van enig openbaar gezag zonder dat 
hierin bij wet is voorzien.26 Door het centraal stellen van het inmengingscrite-
rium wordt de vraag naar de rechtmatigheid van het gebruik van dat soort 
                                                             
26  In de jurisprudentie is overigens een soortgelijke benadering zichtbaar in het geval 
politie en OM gebruik maken van uit het buitenland verkregen informatie. Zie in dit 
verband Hoge Raad 14 november 2006, NJ 2007, 179 m.nt. YB en Hoge Raad 5 oktober 
2010, NJ 2011, 169 m.nt. Sch. 
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informatie enigszins geabstraheerd van de vraag of de burger de informatie 
al dan niet onrechtmatig heeft verzameld. Aldus kan zich immers de situatie 
voordoen dat een opsporende burger op een rechtmatige manier gegevens 
verkrijgt, terwijl het gebruik van deze informatie door politie en OM on-
rechtmatig is. De onrechtmatigheid schuilt in dat geval in de ongeoorloofde 
inmenging door politie en OM in de privacy van de verdachte. Het centraal 
stellen van dit criterium kan voorts in de spiegelbeeldige situatie (de opspo-
rende burger handelt onrechtmatig, maar politie en OM hebben zich niet met 
de informatieverzameling bemoeid) tot gevolg hebben dat probleemloos van 
dat soort informatie gebruik kan worden gemaakt.  
Het is de vraag of het inmengingscriterium ook een dergelijke centrale 
plek inneemt in het geval dat het onrechtmatige handelen van de opsporende 
burger zich in de sfeer van art. 6 EVRM afspeelt, bijvoorbeeld doordat de 
opsporende burger de latere verdachte instigeert of dwang toepast om in-
formatie te verkrijgen. In ieder geval kan worden opgemerkt dat het in deze 
context moeilijk voorstelbaar is dat zich de situatie voordoet dat een opspo-
rende burger rechtmatig informatie verzamelt, terwijl alleen het gebruikma-
ken hiervan door politie en OM onrechtmatig is. De opsporende burger die 
op een dergelijke manier informatie vergaart, zal immers in nagenoeg alle 
gevallen zelf ook strafrechtelijk aansprakelijk kunnen worden gehouden voor 
zijn handelen.  
Gelet op het voorgaande wordt dan ook allereerst een onderscheid ge-
maakt tussen de gevallen waarin de genoemde inmenging wordt aangeno-
men en die waarin van inmenging geen sprake is. Vervolgens wordt bekeken 
welke sanctie kan worden verbonden aan het gebruik van dergelijk materiaal 
in het strafproces. In dit geheel wordt (waar mogelijk) gedifferentieerd al 
naar gelang de gegevensverzameling van de opsporende burger zich afspeelt 
in de sfeer van art. 6 of art. 8 EVRM. 
3.4.3.2  Gevallen waarin geen inmenging wordt aangenomen  
In zijn arrest van 9 november 1999 oordeelt de Hoge Raad dat geen sprake is 
van inmenging van enige overheid als bedoeld in het tweede lid van art. 8 
EVRM.27 Deze zaak handelt om een van corruptie verdachte Curaçaose ge-
deputeerde. Een journalist krijgt via een informant lucht van de corruptie en 
stapt met deze informatie naar de politie. De politie geeft vervolgens opna-
meapparatuur mee om de journalist in staat te stellen onder meer gesprekken 
met de informant op te kunnen nemen. De uitgewerkte gesprekken worden 
door het hof niet voor het bewijs gebezigd. De Hoge Raad overweegt dat de 
politie niet sturend heeft gehandeld nu zij slechts apparatuur ter beschikking 
heeft gesteld en de journalist heeft voorgelicht over de werking daarvan. Een 
                                                             
27  Hoge Raad 9 november 1999, NJ 2000, 422 m.nt. Sch. 
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inmenging van een publieke autoriteit in de zin van art. 8 lid 2 EVRM wordt 
dan ook niet aangenomen. Een zelfde benadering wordt zichtbaar in het 
arrest van de Hoge Raad van 18 februari 1997.28 In de casus die hieraan ten 
grondslag ligt leent de politie opnameapparatuur uit aan een vrouw om haar 
in staat te stellen telefoongesprekken op te nemen van een haar (telefonisch) 
seksueel lastigvallende advocaat. Deze zaak wordt overigens compleet an-
ders beoordeeld door het EHRM, hierover later meer.29 De lijn van de Hoge 
Raad is dus kennelijk dat de politie en het OM wel op beperkte schaal advie-
zen kunnen geven en (technische) ondersteuning mogen bieden aan de op-
sporende burger.30 In dergelijke gevallen hoeft in de zienswijze van de Hoge 
Raad nog niet te worden gesproken van een inmenging zoals bedoeld in het 
tweede lid van art. 8 EVRM. In dit verband is bepalend in hoeverre politie 
en/of OM door aldus te handelen sturend zijn opgetreden dan wel in hoever-
re zij zich hebben bemoeid met het onrechtmatige handelen van de burger.  
In sommige gevallen is de politie of het OM slechts op de hoogte van de 
handelingen van de opsporende burger. Een voorbeeld hiervan is terug te 
vinden in de casus die ten grondslag ligt aan een arrest van het Hof ’s-Her-
togenbosch.31 In deze zaak verdenkt een werkgever een werknemer van ver-
duistering van goederen uit het magazijn. Om hiervan bewijs te verzamelen, 
laat de werkgever door een particulier recherchebureau camera’s plaatsen in 
de expeditieruimte van het bedrijf. De officier van justitie is hiervan op de 
hoogte, maakt geen bezwaar tegen de plaatsing van de camera’s en voegt de 
belastende camerabeelden later toe aan het strafdossier. Het hof overweegt 
dat door het ophangen van de camera’s weliswaar een beperkte inbreuk op 
de privacy van de verdachte is gemaakt, maar dat de werkgever hierbij een 
                                                             
28  Hoge Raad 18 februari 1997, NJ 1997, 500 m.nt. ‘t H. 
29  EHRM 8 april 2003, NJCM-Bulletin 2003, p. 653-658 (M.M. v. Nederland). 
30  Zie in een iets ander verband Hoge Raad 23 november 2004, NJ 2005, 193 m.nt. YB. In 
casu oordeelt de Hoge Raad dat geen sprake was van de in art. 126ij Sv geregelde bur-
gerpseudo-koop nu het initiatief tot het terugkopen van gestolen schilderijen uitging 
van de opsporende burger, de officier van justitie en de politie pas in een later stadium 
door de opsporende burger werden ingelicht over de terugkoop van de schilderijen en 
de bemoeienis van de politie zich ertoe beperkte te adviseren over hoe verder te hande-
len ten aanzien van de geplande overdracht van de schilderijen. Op deze plek wordt 
ook melding gemaakt van Hoge Raad 20 december 2011, NJ 2012, 159 (zie voor de noot 
van Schalken Hoge Raad 20 december 2011 NJ 2012, 160), waarin wordt geoordeeld dat 
op basis van een overeenkomst tussen de officier van justitie en een niet-opsporings-
ambtenaar de laatstgenoemde rechtmatig bijstand kon leveren aan de opsporing. Con-
creet ging het er in die zaak om dat een bedrijf dat handelt in paracetamol en cafeïne 
wordt ingezet om deze producten te leveren aan een persoon die verdacht wordt van 
voorbereidingshandelingen als bedoeld in art. 10a Opiumwet. 
31  Hof ‘s-Hertogenbosch 6 januari 2003, NJ 2003, 279. Zie bijvoorbeeld ook Hoge Raad 26 
mei 2009, NJ 2009, 261. 
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rechtmatig belang had en dus niet onrechtmatig handelde. Het stond de 
werkgever derhalve vrij om op de werkplaats van de verdachte een camera 
op te hangen. Het enkele feit dat de officier van justitie op de hoogte was van 
het plaatsen van de camera maakt vervolgens nog niet dat sprake is van een 
inmenging zoals bedoeld in art. 8 lid 2 EVRM.  
In de jurisprudentie kunnen ook gevallen voor waarin politie en OM zich 
in het geheel niet hebben bemoeid met de handelingen van een opsporende 
burger en daarvan evenmin wetenschap hadden. In de casus die ten grond-
slag ligt aan het arrest van de Hoge Raad van 14 januari 2003 nemen buren 
van de latere verdachte telefoongesprekken op met gebruikmaking van een 
babyfoon.32 De opgenomen telefoongesprekken worden vervolgens aan de 
politie overhandigd, toegevoegd aan het dossier en door de rechter voor het 
bewijs gebruikt. De Hoge Raad overweegt allereerst dat politie noch OM 
enige bemoeienis hebben gehad met het opnemen van de telefoongesprek-
ken. Voorts overweegt de Hoge Raad dat het bewuste opnemen weliswaar 
een privacyschending oplevert, maar dat niet kan worden gezegd dat een 
zodanige schending van beginselen van een behoorlijke procesorde dan wel 
veronachtzaming van de rechten van de verdediging heeft plaatsgehad, dat 
de inhoud van die gesprekken van het bewijs zou moeten worden uitgeslo-
ten.  
3.4.3.3 Gevallen waarin wel een inmenging wordt aangenomen 
In de gepubliceerde jurisprudentie is het tot op heden niet voorgekomen dat 
de Nederlandse rechter heeft aangenomen dat sprake is van een inmenging 
zoals bedoeld in het tweede lid van art. 8 EVRM. Het EHRM heeft dit in drie 
arresten echter wel aangenomen. In de casus die ten grondslag ligt aan het 
arrest van het EHRM van 1993 wordt een man door de latere verdachte be-
naderd om iemand anders te vermoorden.33 De man deelt deze informatie 
met een Franse politieagent en biedt aan de latere verdachte te bellen en in te 
gaan op haar aanbod. De agent stemt hierin toe en stelt zijn kamer, telefoon 
en taperecorder ter beschikking om dit gesprek mogelijk te maken en op te 
nemen. Het EHRM overweegt dat de agent een essentiële bijdrage heeft ge-
leverd aan de totstandkoming van het telefoongesprek en het opnemen er-
van. Er kan daarom in de zienswijze van het EHRM worden gesproken van 
een inmenging zoals bedoeld in art. 8 lid 2 EVRM. Nu voor bedoelde inmen-
ging in het Franse recht geen wettelijke basis bestaat, neemt het EHRM een 
schending van het eerste lid van art. 8 lid 1 EVRM aan.  
                                                             
32  Hoge Raad 14 januari 2003, NJ 2003, 288 m.nt. YB. Zie bijvoorbeeld ook Rb Rotterdam 
27 maart 2003, LJN AF6799.  
33  EHRM 23 november 1993, nr. 14838/89 (A. v. Frankrijk).  
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In het tweede arrest van het EHRM wordt anders geoordeeld dan de 
Hoge Raad in dezelfde zaak deed.34 Het betreft de zaak waarin de politie 
opnameapparatuur uitleent aan een vrouw om haar in staat te stellen tele-
foongesprekken op te nemen van een haar (telefonisch) seksueel lastigval-
lende advocaat. De Hoge Raad oordeelt dat de politie niet zodanig sturend is 
opgetreden, dat sprake is geweest van inmenging van enige overheid zoals 
bedoeld in art. 8 lid 2 EVRM. De Hoge Raad plaatst de rol van de politie 
meer in de sfeer van de (toelaatbare) hulpverlening aan een burger. Het 
EHRM overweegt echter dat de politie in het afluisteren en opnemen van de 
telefoongesprekken een dermate essentiële rol heeft gespeeld, dat sprake is 
van de bedoelde inmenging. Nu deze inbreuk op het recht op privacy geen 
wettelijke basis heeft, is sprake van een schending van het eerste lid van art. 8 
EVRM. Overigens leidt een op art. 457 lid 1 onder 3 Sv gestoeld herzienings-
verzoek vervolgens niet tot het niet-ontvankelijk verklaren van het OM. De 
Hoge Raad volstaat met strafvermindering.35  
De tweede Nederlandse zaak waarover het EHRM oordeelt, betreft de 
strafzaak tegen een oud-runner van het CIE. Deze runner is onder andere 
veroordeeld voor het afleggen van meinedige verklaringen ten overstaan van 
de Commissie Van Traa.36 In casu wordt gedurende een onderzoek van de 
rijksrecherche naar het functioneren van de CIE Kennemerland contact ge-
legd met een informant. Deze informant legt belastende verklaringen af over 
de runner. De rijksrecherche gelooft de informant echter niet. Hij vraagt 
daarom om technische bijstand en apparatuur om (telefoon)gesprekken met 
de runner op te nemen. Voor één gesprek worden door de rijksrecherche 
specifieke instructie aan de informant gegeven om een bekentenis van de 
runner te krijgen over het geld dat aan de informant is uitbetaald. Op basis 
van de bevindingen van de rijksrecherche, concludeert de Commissie Van 
Traa later dat de runner meinedig heeft verklaard en doet hiervan aangifte. 
Het EHRM overweegt dat sprake is van een schending van art. 8 EVRM nu 
de apparatuur door de overheid is verschaft en in één geval specifieke in-
structies zijn gegeven. Overigens leidt wederom een nadien ingediend her-
zieningsverzoek tot strafvermindering.37 De Hoge Raad overweegt dat het 
feit dat het EHRM de opgenomen gesprekken in strijd met art. 8 EVRM heeft 
geoordeeld, niet zonder meer maakt dat de inhoud van die gesprekken niet 
voor het bewijs mag worden gebruikt. Hierbij speelt voor de Hoge Raad 
                                                             
34  EHRM 8 april 2003, NJCM-Bulletin 2003, p. 653-658 (M.M. v. Nederland). Zie voor 
dezelfde zaak het arrest van de Hoge Raad van 18 februari 1997, NJ 1997, 500 m.nt. ‘t 
H.  
35  Hoge Raad 27 september 2005, NJ 2007, 453.  
36  EHRM 25 oktober 2007, NJ 2008, 584 m.nt. EJD (Van Vondel v. Nederland). 
37  Hoge Raad 10 februari 2009, NJ 2009, 167 m.nt. Sch. 
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kennelijk ook een rol dat het bewijsmiddel in het geheel van de bewijsmoti-
vering van ondergeschikte betekenis is.  
Uit de gepubliceerde jurisprudentie volgt aldus dat het inmengingscrite-
rium een rol speelt in de context van art. 8 EVRM. In dit kader legt het 
EHRM een strengere maatstaf aan dan de Hoge Raad waar het gaat om een 
toegestane sturing of bemoeienis door de politie en het OM. Waar de Hoge 
Raad nog wel enige sturing of bemoeienis (in de vorm van het geven van 
adviezen of het verlenen van (technische) ondersteuning) accepteert, spreekt 
het EHRM al van een onacceptabele inmenging die een inbreuk op het eerste 
lid van art. 8 EVRM meebrengt. Wordt een dergelijke inbreuk aangenomen, 
dan laat de Hoge Raad dit in een nadien gevolgde herzieningsprocedure 
maar zeer beperkt ten voordele van de verdachte doorwerken. Volstaan 
wordt met strafvermindering.  
Onbeantwoord is nog gebleven de vraag naar de eventuele strijd met art. 
6 EVRM die kan ontstaan op het moment dat politie en OM gebruikmaken 
van informatie die door een opsporende burger is verzameld op een manier 
die op gespannen voet staat met dit artikel. Het arrest van het EHRM in de 
zaak Ramanauskas is op dit punt van groot belang.38 In casu wordt een 
openbaar aanklager door twee opsporende burgers, waarvan er één een niet 
in functie zijnde agent van een anticorruptie-eenheid is, geïnstigeerd om 
vrijspraak van een persoon te bewerkstelligen in ruil voor steekpenningen. 
De agent licht eerst na deze op eigen initiatief uitgevoerde operatie zijn 
werkgever in. Het EHRM overweegt dat de staat verantwoordelijk is voor de 
instigatie door deze twee opsporende burgers. Voorts overweegt het EHRM 
dat niet kan worden toegestaan dat de van toepassing zijnde principes wor-
den omzeild door de privatisering van uitlokking. De autoriteiten blijven 
verantwoordelijk voor de eigenhandige informatieverzameling door deze 
opsporende burgers. In dit geheel hecht het EHRM ook waarde aan het ge-
geven dat de start van deze operatie plaatsvindt buiten de juridische kaders 
en zonder rechterlijk toezicht. Het EHRM lijkt hiermee aan te geven dat in 
het geval dat art. 6 EVRM wordt geschonden, zoals in casu door het hande-
len in strijd met het instigatieverbod, de staat hiervoor verantwoordelijk 
ofwel aansprakelijk is ook al is het niet de overheid, oftewel politie en OM, 
die een inbreuk maakt op dit artikel. Het inmengingscriterium lijkt geen rol 
te spelen in het oordeel over de aansprakelijkheid. 
Opgetekend zou kunnen worden dat de aan deze zaak ten grondslag lig-
gende casus specifiek is, waardoor het niet geheel zeker is of hieraan dit soort 
verregaande conclusies kunnen worden verbonden. Niettemin lijkt het trek-
ken van dit soort conclusies gerechtvaardigd als wordt gekeken naar uit-
spraken van het EHRM en de Hoge Raad, op het vlak van de verantwoorde-
lijkheid van een staat voor verdragschendende handelingen van of onrecht-
                                                             
38  EHRM 5 februari 2008, NJ 2008, 499 m.nt. Sch (Ramanauskas v. Litouwen). 
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matige informatievergaring door een andere staat. Kort gezegd lijkt de rede-
nering dan erop neer te komen dat een staat zich in een dergelijk geval 
schuldig kan maken aan een schending van art. 6 EVRM ook al heeft het de 
gewraakte handelingen niet zelf begaan.39 Deze lijn is ook zichtbaar in één 
van de arresten van de Hoge Raad in de Goudsnip-zaak.40 In die zaak wordt 
aangenomen dat de verdachte in strijd met art. 6 EVRM is geïnstigeerd door 
een informant van het TCI. De Hoge Raad laat dan de beslissing van het hof 
in stand dat het OM hiervoor, vanwege de verantwoordelijkheid die bestaat 
voor het handelen van die informant, strafprocessuele verantwoordelijkheid 
draagt. Deze jurisprudentie geeft steun aan de gedachte dat op het moment 
dat politie en OM gebruik maken van informatie die door een opsporende 
burger is verkregen op een manier die op gespannen voet staat met art. 6 
EVRM, zij voor deze onrechtmatigheid verantwoordelijk kunnen worden 
gehouden ook al zijn zij niet degene die de informatie op een dergelijke wijze 
hebben vergaard en ook al hebben zij zich niet bemoeid met die onrechtmati-
ge gegevensverzameling.  
3.4.3.4 Mogelijk strafprocessueel gevolg  
Doorgaand op het voorgaande bestaat in ten minste drie situaties, in ieder 
geval in theorie, de mogelijkheid dat politie en OM strafprocessueel verant-
woordelijk worden gehouden voor het gebruik van informatie verkregen 
door een opsporende burger, waardoor een opening wordt geboden voor 
strafprocessuele sanctionering.41 Twee van deze omstandigheden bevinden 
zich in de context van art. 8 EVRM. Ten eerste kan worden gedacht aan de 
situatie dat een opsporende burger, zonder inmenging van politie en OM, 
informatie verkrijgt op een manier die de privacy van de latere verdachte 
schendt. Bestaat er wel enige bemoeienis met deze wijze van informatiever-
garing dan komt strafprocessuele sanctionering natuurlijk eveneens in beeld. 
Ten tweede kan worden gewezen op de al eerder benoemde situatie dat de 
opsporende burger op zich op een rechtmatige manier gegevens verkrijgt, 
terwijl het gebruik van deze informatie door politie en OM onrechtmatig is 
                                                             
39  Zie hiervoor het deel startinformatie uit het buitenland. Enkele relevante arresten die 
op deze plek al kunnen worden aangehaald zijn EHRM 7 juli 1989, NJ 1990, 158 m.nt. 
EAA (Soering v. Verenigd Koninkrijk), EHRM 26 juni 1992, NJ 1995, 258 m.nt. Kn 
(Drozd v. Frankrijk en Spanje) en Hoge Raad 5 oktober 2010, NJ 2011, 169 m.nt Sch. In 
mindere mate zit een soortgelijke overweging ingeblikt in het arrest van de Hoge Raad 
over het gebruik van materiaal van de AIVD in het strafproces, Hoge Raad 5 septem-
ber 2006, NJ 2007, 336, m.nt. Sch.  
40  Hoge Raad 29 juni 2010, NJ 2010, 440. Voor de noot bij deze zaken zij verwezen naar 
Hoge Raad 29 juni 2010, NJ 2010, 442 m.nt. Sch. 
41  Zie in dit verband mijn bijdrage ‘Burgeropsporing’, in: J.C.J. Boutellier e.a., OM congres 
2008. De burger als opspoorder, Den Haag: Openbaar Ministerie 2008. 
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vanwege de ongeoorloofde inmenging in de privacy. De derde omstandig-
heid bevindt zich in de context van art. 6 EVRM. Als politie en OM gebruik-
maken van informatie die door een opsporende burger is verkregen in strijd 
met dit artikel, dan zou dit tot een strafprocessuele sanctie kunnen leiden en 
lijkt de eventuele bemoeienis van politie en/of OM hierin geen rol van bete-
kenis te spelen. Een eventuele verantwoordelijkheid die voor het handelen 
van de burger bestaat, zoals blijkt uit de Goudsnip-zaak, maakt dat sanctio-
nering in ieder geval mogelijk is. 
Ten aanzien van het punt van de afwezigheid van bemoeienis moet wor-
den gewezen op het reeds genoemde Ramanauskas-arrest van het EHRM, 
alwaar een staatsaansprakelijkheid lijkt te worden gecreëerd voor informa-
tievergaring door een opsporende burger die op gespannen voet staat met 
art. 6 EVRM. In de zienswijze van het EHRM is bewijsuitsluiting de strafpro-
cessuele sanctie die in een dergelijk geval kan volgen.42 De Hoge Raad heeft 
zich redelijk abstract uitgelaten over de gevallen waarin een strafprocessuele 
sanctie kan volgen door in twee arresten, waarvan een het zogenaamde Visa 
Card-arrest is, te overwegen dat niet kan worden uitgesloten dat bewijsuit-
sluiting onder meer kan volgen als het onrechtmatige handelen van een op-
sporende burger leidt tot veronachtzaming van de rechten van de verdedi-
ging.43 In een zaak waarin een beroep wordt gedaan op de onrechtmatigheid 
van een fouillering door een particulier wordt overigens ook de mogelijkheid 
van bewijsuitsluiting opengelaten als op grond van de bijzondere omstan-
digheden van het geval het handelen van die particulier zo zeer in strijd is 
met het recht dat het resultaat van die fouillering niet kan meewerken tot het 
bewijs.44 Terug naar het Visa Card-arrest, waarin de afdeling kaartacceptatie 
van deze creditcardmaatschappij onrechtmatig handelt door anderen dan de 
verdachte uit te lokken tot het plegen van inbraak, verborgen camera’s op te 
hangen en telefoongesprekken op te nemen. De resultaten van dit onderzoek 
worden aan de politie overhandigd en vormen de start van het strafrechtelijk 
onderzoek. Hoewel de Hoge Raad in dit arrest niet uitweidt over het type 
onrechtmatigheid dat tot de veronachtzaming van de rechten van de verde-
diging kan leiden, kan worden betoogd dat hieronder de onrechtmatige in-
formatievergaring in de sfeer van art. 6 EVRM valt. Deze zienswijze wint aan 
kracht als wordt bedacht dat de op gespannen voet met art. 8 EVRM staande 
handelingen van de afdeling kaartacceptatie van Visa kennelijk niet tot een 
veronachtzaming van deze rechten leidden. Het gegeven dat de privacy-
schendende handelingen van deze bedrijfsmatig opsporende burger de Hoge 
                                                             
42  Zie in dit verband bijvoorbeeld ook EHRM 4 november 2010, apl.nr. 18757/06 (Ban-
nikova vs. Rusland). 
43  Hoge Raad 1 juni 1999, NJB 1999, p. 1167. Zie in dit verband ook Y. Buruma, ‘Particu-
liere opsporing’, AA 2000, p. 117-121 en Hoge Raad 18 maart 2003, NJ 2003, 527. 
44  Hoge Raad 20 maart 2012, ECLI:NL:HR:2012:BV7501. 
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Raad er met andere woorden niet toe bewogen een opening voor bewijsuit-
sluiting te bieden, geeft steun aan de gedachte dat het hoogste rechtscollege 
met de veronachtzaming van de rechten van de verdediging doelt op een 
onrechtmatigheid in de context van art. 6 EVRM. In dit verband wordt gewe-
zen op het besproken arrest van de Hoge Raad in de Goudsnip-zaak, waarin 
een uitbreiding van de gevallen waarin de niet-ontvankelijkheid van het OM 
kan volgen wordt aangenomen. Deze zwaarste strafprocessuele sanctie komt 
immers naar aanleiding van dit arrest in beeld in het geval de verdachte door 
een opsporingsambtenaar dan wel door een persoon voor wiens handelen de 
politie of het OM verantwoordelijk is, is geïnstigeerd. Uit dit laatste arrest kan 
worden afgeleid dat aan het in strijd met art. 6 EVRM handelen van een op-
sporende burger de zwaarste strafprocessuele sanctie kan worden verbonden 
in het geval politie en OM een zekere verantwoordelijkheid bezitten ten aan-
zien van het handelen van die burger. Een dergelijke verantwoordelijkheid 
bestaat in het bijzonder ten aanzien van een bijzondere categorie opsporende 
burgers: de particuliere rechercheurs. Ten aanzien van de categorie opspo-
rende burgers waarvoor deze verantwoordelijkheid niet bestaat, lijkt bewijs-
uitsluiting op grond van het bovenstaande een goed denkbaar strafprocessu-
eel gevolg. De stelling kan aldus worden betrokken dat als een strafrechtelijk 
onderzoek start op basis van informatie die door een burger is verkregen op 
een manier die op gespannen voet staat met art. 6 EVRM, dit (via de verbo-
den vruchtenleer) ten minste tot bewijsuitsluiting kan leiden. Deze conclusie 
strookt met het eerder aangehaalde standaardarrest van de Hoge Raad van 
19 februari 2013, waarin wordt overwogen dat bewijsuitsluiting noodzakelijk 
kan zijn ter verzekering van het recht van de verdachte op een eerlijk proces. 
Wordt dat soort informatie puur en alleen voor de start van een onderzoek 
gebruikt dan bestaan er twee sporen. Is de informatie verkregen door een 
opsporende burger waarvoor politie en OM verantwoordelijkheid dragen, 
dan komt de zwaarste strafprocessuele sanctie in beeld. In alle andere geval-
len lijkt het verminderen van de straf de meeste geëigende sanctie.  
Als wordt gekeken naar de mogelijkheden van sanctionering in de con-
text van art. 8 EVRM dan is in de jurisprudentie al zichtbaar geworden dat 
het inmengingscriterium een leidende rol speelt. Gelet hierop worden de mo-
gelijkheden van sanctionering in eerste instantie ook met gebruikmaking van 
dit criterium besproken. Hebben politie en/of OM zich bemoeid met de wijze 
van informatieverzameling door de opsporende burger, dan zal de hieraan te 
verbinden sanctie voor een deel afhangen van de vraag in hoeverre het han-
delen van de opsporende burger als onrechtmatig kan worden betiteld. Le-
vert het handelen van een opsporende burger niet een strafrechtelijke on-
rechtmatigheid op, dan lijken strafvermindering en een declaratoire uit-
spraak de toepasbare sancties. In dit kader wordt verwezen naar de eerder 
besproken herzieningszaken. Bewijsuitsluiting lijkt in het geval van bemoei-
enis door politie en/of OM en indachtig het standaardarrest van de Hoge 
Raad van 19 februari 2013 alleen mogelijk als door het privacyschendende 
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handelen van de opsporende burger inbreuk wordt gemaakt op een funda-
menteel recht van de verdachte, zoals het huisrecht, en hierdoor dus een 
strafrechtelijke onrechtmatigheid is begaan door die burger. Belangrijk is wel 
te vermelden dat zich, blijkens de gepubliceerde Nederlandse jurisprudentie, 
nog niet de situatie heeft voorgedaan dat geoordeeld is dat er sprake is van 
bemoeienis van politie en/of OM met het handelen van een opsporende bur-
ger. Hieruit vloeit logischerwijs voort dat er zich, op de herzieningszaken na, 
dus ook nog geen situatie heeft voorgedaan dat een strafrechtelijke sanctie is 
gevolgd.  
Verkrijgt de opsporende burger de informatie zonder dat van bemoeienis 
of sturing van overheidszijde sprake is, dan kan deze informatie op basis van 
de huidige jurisprudentie in beginsel probleemloos als startinformatie en 
voor het bewijs worden gebruikt.45 In beginsel, want de Hoge Raad heeft zich 
in een aantal reeds aangehaalde arresten uitgelaten over het te verbinden 
strafprocessueel gevolg aan het gebruikmaken van dergelijk materiaal. Het 
Visa Card-arrest van de Hoge Raad uit 1999 is hierbij onder andere van be-
lang.46 De Hoge Raad biedt in dit arrest weliswaar een opening voor bewijs-
uitsluiting, maar zoals al verwoord lijkt die mogelijkheid voorbehouden voor 
de situatie waarin de opsporende burger informatie verkrijgt op een manier 
die op gespannen voet staat met art. 6 EVRM. Bijvoorbeeld door de latere 
verdachte te instigeren tot het begaan van een strafbaar feit en deze informa-
tie te delen met politie en/of OM. Het verbaast dan ook niet dat zich in de 
gepubliceerde jurisprudentie tot op heden nog geen situatie heeft voorge-
daan waarin bij een privacyschending door een opsporende burger tot be-
wijsuitsluiting is overgegaan. Mogelijkerwijs behoort de strafvermindering of 
de declaratoire uitspraak in een dergelijk geval wel tot de mogelijkheden, 
maar ook op dat punt bestaat nog geen jurisprudentie. Enigszins los hiervan 
moet worden opgemerkt dat het in de context van art. 8 EVRM centraal stel-
len van het inmengingscriterium een gevaar meebrengt. De politie en het OM 
kunnen hierdoor probleemloos gebruikmaken van gegevens die op een pri-
vacyschendende manier zijn verkregen, zolang zij zich maar niet bemoeien 
met de wijze waarop de opsporende burger deze verkrijgt. Het passief dan 
wel actief outsourcen van opsporingsactiviteiten wordt op deze manier in de 
hand gewerkt.47  
                                                             
45  Zie bijvoorbeeld Hoge Raad 16 oktober 1990, NJ 1991, 175 en Hoge Raad 11 april 1995, 
NJ 1995, 537 m.nt. C. 
46  Hoge Raad 1 juni 1999, NJB 1999, p. 1167. Zie in dit verband ook Y. Buruma, ‘Particu-
liere opsporing’, AA 2000, p. 117-121. 
47  Een situatie die gelijkenis vertoont met de in het Amerikaanse recht geformuleerde 
silver platter doctrine. Dit leerstuk is in het begin van de 20ste eeuw in de Amerikaanse 
jurisprudentie ontstaan. Het komt in de kern erop neer dat destijds de exclusionary rule 
(oftewel bewijsuitsluiting) wel toepasbaar was voor materiaal verkregen door on-
rechtmatig handelende federale politie, maar niet voor onrechtmatig door de lokale 
→ 
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Concluderend kan de stelling worden betrokken dat op het moment dat 
een strafrechtelijk onderzoek start op basis van gegevens die door een opspo-
rende burger zijn verkregen op een manier die zich slecht verhoudt met art. 6 
EVRM, strafprocessuele sanctionering plaats kan vinden, ook al hebben poli-
tie en/of OM zich niet met die informatievergaring bemoeid. De nadruk 
wordt dan dus al veel meer op het onrechtmatigheidscriterium gelegd. An-
ders geformuleerd brengt de jurisprudentie van het EHRM en de Hoge Raad 
met zich dat de rechter ervoor heeft zorg te dragen dat een proces eerlijk 
verloopt, dat daarvan geen sprake kan zijn als bijvoorbeeld gebruik wordt 
gemaakt van informatie die een opsporende burger heeft verkregen door de 
verdachte te instigeren en dat hier weer uit volgt dat in een dergelijk geval 
een strafprocessuele sanctie op zijn plaats lijkt. Bezitten politie en OM een 
zekere verantwoordelijkheid ten aanzien van het handelen van die burger, 
zoals bij de particuliere rechercheurs, dan kan op dat moment zelfs de niet-
ontvankelijkheid van het OM in beeld komen. In de andere gevallen kan, al 
dan niet via de verboden vruchtenleer, bewijsuitsluiting volgen. Wordt dat 
soort informatie echter puur en alleen voor de start van een onderzoek ge-
bruikt en bestaat er geen verantwoordelijkheid voor die opsporende burger, 
dan lijkt strafvermindering de meeste geëigende sanctie. Enigszins los van 
art. 6 EVRM kan op grond van de bijzondere omstandigheden van het geval, 
bijvoorbeeld als de lichamelijke integriteit van een burger is aangetast door 
een opsporende particulier, de verkrijging van startinformatie zo zeer in 
strijd zijn met het recht dat bewijsuitsluiting moet volgen. De onrechtmatig-
heid bevindt zich dan meer op het terrein van art. 3 EVRM en in dat verband 
lijkt ook het onrechtmatigheidscriterium leidend te zijn. Vergaart de opspo-
rende burger informatie op een privacyschendende en strafrechtelijk on-
rechtmatige wijze, dan is eerst ruimte voor sanctionering zodra enigerlei 
bemoeienis van politie dan wel OM met de wijze van informatievergaring 
bestaat.  
3.4.3.5  De informatie als basis voor vervolging en strafdossier  
Uit de jurisprudentie kan nog een andere lijn worden gedestilleerd. Gedoeld 
wordt op een (voorzichtige) tendens dat strafprocessuele sancties worden 
verbonden aan het gebruik van door opsporende burgers verkregen informa-
tie, terwijl het inmengingscriterium of een begane onrechtmatigheid hieraan 
                                                             
politie verkregen materiaal. De federale politie kon aldus profiteren van door de lokale 
politie begane onrechtmatigheden. Zie in dit verband Weeks v. United States, 232 U.S. 
383 (1914). In latere jurisprudentie is het op dergelijke wijze profiteren van onrechtma-
tigheden overigens aan banden gelegd. Zie hiervoor Elkins v. United States, 364 U.S. 206 
(1960). Zie in dit verband ook E.E. Joh, ‘The paradox of private policing’, Journal of 
Criminal Law and Criminology 2004, p. 49-131.  
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niet ten grondslag wordt gelegd. Een dergelijke situatie doet zich voor in het 
geval de strafrechtelijke vervolging en het procesdossier in belangrijke mate 
is gebaseerd op de door een opsporende burger verstrekte informatie. Dit 
gegeven is, naast het feit dat informatie van de particuliere opsporing een 
potentieel bewijsmiddel is, een ander specifiek kenmerk van dit type startin-
formatie.  
Het voorgaande wordt zichtbaar in het vonnis van de Rechtbank Haar-
lem d.d. 6 maart 2009.48 De zaak vindt zijn oorsprong in een conflict in de 
relationele sfeer. Dit conflict leidt ertoe dat een man aangifte doet tegen zijn 
ex-vrouw, omdat zij hun dochter aan zijn ouderlijk gezag onttrekt. De aan-
gever verstrekt hierbij een zelf samengesteld dossier. De politie en het OM 
gebruiken dit dossier vervolgens als procesdossier. De rechtbank overweegt 
dat het procesdossier hierdoor onevenwichtig is: het bevat veel privébrieven 
en handgeschreven commentaar van de aangever. Voorts wordt overwogen 
dat niet of nauwelijks sprake is geweest van een ordening of selectie van de 
aangeleverde stukken en dat er feitelijk geen sprake is geweest van een zelf-
standig onderzoek door politie en OM. Dit wordt als onzorgvuldig gezien. 
De onzorgvuldigheid leidt tot strafvermindering.  
In een soortgelijke zaak wordt het OM zelfs niet-ontvankelijk verklaard.49 
In casu verstrekt Stichting Brein, de auteursrechtelijke waakhond, een onder-
zoeksdossier aan de FIOD-ECD. Het dossier heeft betrekking op het op grote 
schaal illegaal verspreiden van film, muziek en games op het internet. Stich-
ting Brein levert hierna nog twee keer een aanvullend dossier aan. De ver-
strekte informatie leidt tot een doorzoeking en het aanhouden van de ver-
dachte. Het Hof Den Haag overweegt dat deze startinformatie geen verden-
king doet ontstaan dat verdachte op grote schaal inbreuk maakt op auteurs-
rechten. Een dergelijke grootschalige inbreuk is één van de in de Aanwijzing 
Intellectuele Eigendomsfraude genoemde criteria om strafrechtelijk op te 
treden. Voorts overweegt het hof dat uit de getuigenverklaring van de zaaks-
officier blijkt dat het gebruikelijk is dat de FIOD-ECD naar aanleiding van 
een ontvangen dossier van Stichting Brein nader onderzoek verricht alvorens 
strafrechtelijk wordt opgetreden. Vast wordt gesteld dat dit onderzoek in 
casu niet heeft plaatsgevonden: puur en alleen op basis van het onderzoeks-
dossier van Stichting Brein is het opsporingsonderzoek gestart. Het hof con-
cludeert hierop dat het OM, gelet op de in de Aanwijzing vermelde criteria 
voor strafrechtelijk handhaving, niet in redelijkheid tot vervolging heeft kun-
nen overgaan. Het OM heeft hiermee de beginselen van behoorlijke proces-
orde geschonden en wordt niet-ontvankelijk verklaard.  
Hoewel de strafprocessuele sanctie op een iets andere wijze wordt gemo-
tiveerd, bestaat er een overeenkomst tussen deze twee zaken. De overeen-
                                                             
48  Rb. Haarlem d.d. 6 maart 2009, LJN BH7614. 
49  Hof Den Haag d.d. 22 december 2010, LJN BO8239.  
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komst schuilt in het gegeven dat wat betreft de strafvervolging én de samen-
stelling van het procesdossier de door de opsporende burger verstrekte in-
formatie leidend is: politie en OM voeren nauwelijks een zelfstandig onder-
zoek uit. Het voorgaande wordt als een schending van de beginselen van een 
behoorlijke procesorde gezien. Betwijfeld kan worden of de onzorgvuldig-
heid waarop de Rechtbank Haarlem doelt eveneens onder een van die begin-
selen kan worden geschaard. Met het verbinden van een strafprocessuele 
sanctie lijkt tot uitdrukking te worden gebracht dat politie en met name het 
OM de regie dienen te houden over de opsporing en de samenstelling van 
het strafdossier. Een juiste constatering, alleen al omdat onder meer in de art. 
132a Sv en art. 148 Sv is vastgelegd dat de officier van justitie is belast met de 
opsporing van strafbare feiten en als leider van het opsporingsonderzoek 
wordt aangemerkt. Uit deze bepalingen kan worden gedestilleerd dat de 
officier van justitie en de onder hem ressorterende politie de regie dienen te 
behouden over de opsporing. In de twee besproken zaken lijkt daarvan in 
mindere mate sprake te zijn geweest.  
Het op deze wijze gebruikmaken van door opsporende burgers verstrek-
te informatie bergt ook nog een ander bezwaar in zich. Op het moment dat 
politie en OM niet of nauwelijks zelfstandig onderzoek verrichten ter verifi-
catie van dergelijke gegevens, bestaat het risico dat een strafrechtelijke ver-
volging wordt geëntameerd op basis van valse informatie. Informatie op 
basis waarvan een onschuldige burger vervolgens ten onrechte met strafvor-
derlijk ingrijpen wordt belast. Op het moment dat deze informatie in de be-
wijsvoering wordt betrokken, bestaat zelfs het gevaar dat een onschuldige 
burger wordt veroordeeld. Dit laatste punt is in beide uitspraken onderbe-
licht gebleven.  
3.4.3.6  Toetsen van de betrouwbaarheid van de informatie  
Naast het toetsen van de rechtmatigheid van (het gebruik van) de door een 
opsporende burger verkregen informatie, dient de rechter ook de betrouw-
baarheid van deze gegevens te verifiëren. In de gepubliceerde jurisprudentie 
is deze uit te voeren toets nauwelijks zichtbaar. Oorzaak hiervan kan zijn dat 
de verdediging hieromtrent geen verweer voert. Het arrest van het EHRM in 
de zaak Schenk is een van de weinige voorbeelden waarin de genoemde toets 
naar voren komt.50 In casu benadert Schenk een persoon met het verzoek zijn 
vrouw te doden. Deze persoon benadert vervolgens Schenk’s vrouw en sa-
men stappen zij naar de onderzoeksrechter. De man overhandigt dan een op 
een bandje opgenomen telefoongesprek waarin Schenk het bewuste verzoek 
doet. Het opgenomen telefoongesprek wordt door de rechter voor het bewijs 
gebruikt. Het EHRM overweegt dat dit geen schending van art. 6 EVRM op-
                                                             
50  EHRM 12 juli 1988, NJ 1988, 851 m.nt. EAA (Schenk v. Zwitserland).  
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levert, nu de verdediging de authenticiteit van het bewijs heeft kunnen aan-
vechten en in staat is gesteld de maker van de opname en de politiechef 
dienaangaande te horen. Van belang is in de ogen van het EHRM voorts dat 
het opgenomen telefoongesprek niet het enige bewijsmiddel is.  
Een voorbeeld uit de Nederlandse jurisprudentie waarin de verdediging 
de betrouwbaarheid ter sprake brengt, is te vinden in een arrest van het Hof 
‘s-Hertogenbosch.51 In casu laat een, al dan niet vermeend, incestslachtoffer 
opnameapparatuur inbouwen in haar schooltas. Met deze schooltas gaat zij 
naar de latere verdachte en confronteert hem met het misbruik. Het slachtof-
fer werkt vervolgens het gesprek tussen hen uit en overhandigt deze uitwer-
king aan de politie tijdens het doen van aangifte. De verdediging stelt ver-
volgens dat de uitwerking van het gesprek van het bewijs moet worden uit-
gesloten, nu niet zeker is dat er stukken zijn weggelaten uit de opname of de 
uitwerking daarvan. Het hof verwerpt dit verweer en overweegt dat de ver-
dachte niet concreet heeft kunnen maken dat de opname is gemanipuleerd. 
Bovendien overweegt het hof uit eigen waarneming vast te hebben gesteld 
dat de uitwerking van het gesprek een getrouwe weergave is van de inhoud 
van de opname. Het hof oordeelt dat de uitwerking en de gespreksopname 
dan ook betrouwbaar zijn en gebruikt de uitwerking voor het bewijs.  
Uit de schaarse gepubliceerde jurisprudentie op dit punt lijkt het volgen-
de te kunnen worden gedestilleerd. In het geval het door een opsporende 
burger verkregen materiaal voor het bewijs wordt gebruikt, dient dit materi-
aal te worden getoetst zoals elk ander bewijsmiddel. De vraag op welke wijze 
de betrouwbaarheid moet worden geverifieerd wanneer deze informatie 
alleen als startinformatie wordt gebruikt, blijft echter onbeantwoord. Dit 
terwijl ook dergelijk gebruik risico’s met zich kan brengen. De opsporende 
burger kan immers bewust of onbewust valse (gemanipuleerde) informatie 
verstrekken aan politie en OM. Mocht deze valse informatie vervolgens niet 
op betrouwbaarheid worden getoetst, dan kan dat ertoe leiden dat onschul-
dige burgers ten onrechte te maken krijgen met ingrijpend overheidsoptre-
den. Om het risico hierop te verkleinen dienen politie en OM dergelijke start-
informatie altijd te verifiëren middels nader onderzoek alvorens een dwang-
middel wordt toegepast. De verplichting tot het verrichten van dit onderzoek 
vloeit evenzeer voort uit het in het tweede lid van art. 8 EVRM besloten lig-
gende subsidiariteitsbeginsel. De resultaten van dit nadere onderzoek dienen 
in een proces-verbaal te worden vastgelegd. De zittingsrechter vervult in 
deze achteraf een belangrijke toetsende rol. Hij is immers degene die achteraf 
een oordeel uitspreekt over het feit of de informatie van een opsporende 
burger en de resultaten van aanvullend onderzoek het aanwenden van een 
dwangmiddel rechtvaardigt en die bij een negatief oordeel op dit punt over 
dient te gaan tot strafprocessuele sanctionering.  
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3.4.3.7  Strafrechtelijke vervolging van de opsporende burger 
Niet alleen de door de opsporende burger vergaarde informatie wordt door 
de rechter getoetst, ook zijn handelen wordt (weliswaar in een andere straf-
rechtelijke procedure) gecontroleerd op het moment dat hij strafrechtelijk 
wordt vervolgd.52 Hoewel aldus geen controle plaatsvindt van de door hem 
vergaarde informatie, wordt het handelen van de onrechtmatig opsporende 
burger hierdoor wel gecontroleerd. Verwacht kan worden dat hiervan enige 
speciaal en generaal preventieve werking uit gaat. Bovendien is het voorstel-
baar dat een strafrechtelijke vervolging maakt dat de rechter minder snel een 
sanctie verbindt aan het door politie en OM gebruikmaken van materiaal dat 
onrechtmatig door de opsporende burger is verkregen: sanctionering vindt 
dan als het ware plaats door middel van de strafrechtelijke vervolging. In dit 
verband kan onder meer worden gedacht aan een vervolging voor het in art. 
139a t/m 139g Sr en art. 441b Sr strafbaargestelde. Deze artikelen stellen on-
der meer strafbaar het met een technisch hulpmiddel afluisteren of opnemen 
van een gesprek in een woning, het opnemen van een telefoongesprek en het 
heimelijk maken van bijvoorbeeld cameraopnames in een woning of op een 
andere niet voor het publiek toegankelijke plaats. De genoemde strafbare 
feiten maken, op een paar uitzonderingen na, al vanaf het begin van de ze-
ventiger jaren van de vorige eeuw onderdeel uit van het Wetboek van Straf-
recht. De memorie van toelichting vermeldt dat de artikelen een meer doel-
treffende bescherming van de persoonlijke levenssfeer tot doel hebben: pri-
vacybescherming dus.53 
Veroordelingen van opsporende burgers voor deze of andere strafbare 
feiten zijn, blijkens de gepubliceerde jurisprudentie, echter zeldzaam.54 Wel-
licht acht het OM het in dergelijke situaties onwenselijk om strafrechtelijk te 
ageren. Zeker nu vanuit de politiek, maar ook binnen het OM zelf, al enige 
                                                             
52  Naast controle door de strafrechter, kan het handelen van de opsporende burger ook 
door de civiele rechter worden getoetst. Hiervan is sprake in het geval de persoon ten 
laste van wie de opsporingshandelingen zijn verricht hem voor de civiele rechter daagt 
wegens het plegen van de in art. 6:162 BW beschreven onrechtmatige daad. Zie in dit 
verband M. Kremer, Onrechtmatig verkregen bewijs in civiele zaken, Deventer: W.E.J. 
Tjeenk Willink 1999 en M. Kremer, ‘De grenzen van private opsporing’, Advocatenblad 
2002, p. 6-11.  
53  Kamerstukken II 1967-1968, 9419, nr. 3.  
54  In civielrechtelijke jurisprudentie spelen de art. 139a t/m 139g Sr en 441b Sr wel een rol 
in het geval één van de partijen zich erop beroept dat het bewijs op onrechtmatige wij-
ze is verkregen, bijvoorbeeld door gemaakte heimelijke cameraopnames. De civiele 
rechter ziet zich in een dergelijk geval genoodzaakt over te gaan tot een (marginale) 
toetsing van de (wetsgeschiedenis van de) bewuste strafbepaling. Zie in dit verband 
bijvoorbeeld Rb. Haarlem d.d. 22 december 2004, JAR 2005, 26 en Rb. Zwolle d.d. 11 
november 2005, JAR 2005, 280.  
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tijd een actievere rol van de burger wat betreft het terugdringen van de cri-
minaliteit juist wordt toegejuicht en gestimuleerd.55 Een tweede oorzaak kan 
zijn dat in de diverse delictsomschrijvingen het strafwaardige gedrag al aan-
zienlijk wordt beperkt. Een strafrechtelijke vervolging zal dientengevolge 
slechts in een beperkt aantal gevallen mogelijk succesvol zijn. Uit art. 139a lid 
1 sub 2 Sr valt bijvoorbeeld af te leiden dat het maken van opnamen van een 
gesprek in een woning door of in opdracht van een deelnemer aan dit ge-
sprek niet strafbaar is. Een derde oorzaak kan gelegen zijn in het feit dat het 
bij de onderhavige strafbare feiten vaak om een tussen twee rechten te maken 
belangenafweging gaat. Mogelijk pakt die belangenafweging al bij de door 
het OM te maken opportuniteitsafweging ten nadele van de privacybescher-
ming uit en wordt daarom niet een strafrechtelijke vervolging geëntameerd. 
In de memorie van toelichting bij het enige jaren geleden gewijzigde art. 139f 
Sr, dat kort gezegd het heimelijk maken van cameraopnames strafbaar stelt, 
is een voorbeeld van de te maken belangenafweging helder verwoord.56 Ge-
steld wordt dat de in het bewuste artikel voorgestane privacybescherming 
conflicteert met het in art. 19 IVBPR neergelegde recht op vrije nieuwsgaring. 
Met het oog hierop is het bestanddeel ‘wederrechtelijk’ in de strafbepaling 
opgenomen. Dit biedt de rechter de mogelijkheid in een concreet geval een 
afweging te kunnen maken tussen enerzijds het recht op privacy en ander-
zijds het recht op vrije nieuwsgaring. Bij deze belangafweging kunnen de 
volgende, aan het civiele recht ontleende, aspecten worden betrokken: het 
belang van het onderwerp van berichtgeving dat door middel van een ver-
borgen camera aan het licht moet worden gebracht, de vraag of voor de jour-
nalist ook andere mogelijkheden om de noodzakelijke inlichtingen te verga-
ren openstonden dan het gebruik van een verborgen camera en de aard en 
mate waarin met de verborgen camera een inbreuk op de persoonlijke le-
venssfeer van de afgebeelde persoon is gemaakt. Onder meer door het op-
nemen van het bestanddeel ‘wederrechtelijk’ wordt inzichtelijk dat een bij-
zondere categorie opsporende burgers, te weten journalisten, minder snel 
strafbaar zullen hebben gehandeld. Tot op zekere hoogte worden zij immers 
beschermd door het eerdergenoemde in art. 10 EVRM en art. 19 IVBPR neer-
gelegde recht op vrijheid van meningsuiting en het daaruit voortvloeiende 
recht op vrije nieuwsgaring.57 Het recht op vrije nieuwsgaring maakt hen 
echter niet strafrechtelijk immuun.  
                                                             
55  Zie in dit verband C. Fijnaut, ‘Bedrijfsmatig georganiseerde particuliere opsporing en 
(het Wetboek van) Strafvordering’, in: M.S. Groenhuijsen & G. Knigge (red.), Dwang-
middelen en Rechtsmiddelen. Derde interimrapport onderzoeksproject Strafvordering 2001, 
Deventer: Kluwer 2002, p. 689-749.  
56  Kamerstukken II 2000-2001, 27 732, nr. 3.  
57  Zie in dit verband bijvoorbeeld EHRM 21 januari 1997, NJ 1997, 713 (Fressoz en Roire 
v. Frankrijk), de arresten van de Hoge Raad van respectievelijk 14 juni 2011, NJ 2011, 
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In een arrest van het Hof Leeuwarden is het voorgaande terug te zien.58 
In casu komt een journalist van het SBS6 televisieprogramma ‘Undercover in 
Nederland’ in contact met een persoon die op internet een verboden mes te 
koop aanbiedt. De persoon blijkt een medewerker van de Immigratie- en 
Naturalisatiedienst (IND) te zijn. De journalist neemt een met de IND-
medewerker gevoerd telefoongesprek op en filmt met een verborgen camera 
het bezoek dat hij bij de IND-medewerker thuis aflegt. Dat heeft een vervol-
ging voor art. 139f Sr als gevolg. Het hof overweegt dat in het onderhavige 
geval het door de journalist ingeroepen recht op vrije nieuwsgaring door de 
beperking van art. 139f Sr niet in het geding is. Voorts overweegt het hof dat 
de journalist bij de afweging van belangen niet de juiste keuze heeft gemaakt. 
Hij had immers al nieuws vergaard over de handel in verboden wapens door 
onder meer een met de IND-medewerker gevoerd telefoongesprek op te 
nemen. Het maken van opnames met de verborgen camera in de woning was 
derhalve niet noodzakelijk om de misstand aan de kaak te stellen. Het gedrag 
van de journalist wordt dan ook als wederrechtelijk aangemerkt en een ver-
oordeling voor art. 139f Sr volgt.  
3.5  SAMENVATTING, BIJZONDERHEDEN EN AANBEVELINGEN VOOR 
VERBETERDE CONTROLE  
Opsporende burgers vergaren, al dan niet beroeps- of bedrijfsmatig, op vele 
manieren en met uiteenlopende motieven strafrechtelijk relevante informatie. 
In het geval dat deze informatie aan politie en OM wordt verstrekt, kan zij 
voor de start van een opsporingsonderzoek en zelfs voor het bewijs worden 
gebruikt. De wijze van informatievergaring door de opsporende burger 
wordt (ogenschijnlijk) buiten het strafproces gecontroleerd en genormeerd. 
Zo kan de RvdJ de wijze waarop een opsporende journalist zijn informatie 
verkrijgt, toetsen aan een door de RvdJ opgestelde leidraad en wordt de ma-
nier waarop particuliere rechercheurs hun informatie vergaren nader genor-
meerd door een door de bedrijfsgroep zelf vastgestelde privacygedragscode. 
Het handelen van de opsporende burger wordt verder ook gecontroleerd op 
het moment dat hij strafrechtelijk wordt vervolgd of civielrechtelijk wordt 
aangesproken op het onrechtmatig vergaren van informatie. Ten slotte be-
staat er ten aanzien van de particuliere recherchebureaus specifieke norme-
ring en controle voortvloeiend uit de bepalingen van de Wpbr. In het bijzon-
der zij in dit verband gewezen op de aan de politie toebedeelde toezichtfunc-
                                                             
504, m.nt. EJD en 26 maart 2013, NJ 2013, 294 m.nt. EJD. Ten slotte is de beschikking 
van de Hoge Raad van 8 april 2003, NJ 2004, 188 relevant, nu die heel specifiek ziet op 
het door de betreffende journalist ingeroepen belang van bronbescherming. 
58  Hof Leeuwarden 24 juli 2008, LJN BD8528. 
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tie, waardoor er een verantwoordelijkheid van de politie bestaat voor de 
wijze waarop particuliere rechercheurs hun informatie vergaren. Hiervoor is 
geconstateerd dat deze controlemechanismen om velerlei redenen niet goed 
functioneren en dat het handelen van de opsporende burgers bovendien 
maar in beperkte mate wordt genormeerd. Gevolg van het gebrek aan con-
trole en normering is dat de opsporende burger een zeer grote mate van 
vrijheid bezit in de wijze waarop hij informatie kan verzamelen. Een vrijheid 
die gemakkelijk kan leiden tot het vergaren van informatie op een manier die 
als strafrechtelijk onrechtmatig kan worden betiteld. Deze notie, bezien in 
combinatie met het risico dat de opsporende burger (opzettelijk) valse infor-
matie doorgeeft, onderstreept de noodzaak van een deugdelijke rechtmatig-
heids- en betrouwbaarheidstoets binnen het strafproces.  
De betrouwbaarheid van de informatie dient in eerste instantie door poli-
tie en OM te worden getoetst. De in de inleiding weergegeven vier fasen 
spelen ten aanzien van dit type startinformatie, waarbij een extra reden voor 
de noodzaak van aanvullend onderzoek in de tweede fase (de fase van het 
aanvullende politiële betrouwbaarheidsonderzoek) en voorafgaand aan de 
vierde fase (als de startinformatie mogelijkerwijs voor het bewijs wordt ge-
bruikt) kan worden gevonden in het behouden van de regie over de opspo-
ring en samenstelling van een evenwichtig procesdossier. Bij de nadere uit-
werking van de vier fasen is ruimte voor nuance en verschil die is ingegeven 
door de aard van de opsporende burger: informatie van een forensische ac-
countant is in de regel betrouwbaar, terwijl dit heel anders kan liggen voor 
de informatie die een op wraak beluste man over zijn ex-vrouw doorspeelt. 
Het gegeven dat dit type startinformatie ook in de bewijsvoering kan worden 
betrokken, maakt dat de officier van justitie en zittingsrechter niet alleen bij 
het beoordelen van de rechtmatigheid van de inzet van een dwangmiddel 
gehouden kunnen zijn de betrouwbaarheid van deze startinformatie te toet-
sen. Op dit punt wordt verwezen naar het hoofdstuk over de aangifte.59  
Het toetsen van de rechtmatigheid van het handelen van de opsporende 
burger kan in eerste instantie plaatsvinden door politie en OM. De officier 
van justitie kan de noodzaak voelen hiernaar een onderzoek in te stellen als 
de inhoud van de informatie dan wel de aard van de informatieverstrekken-
de burger hiertoe aanleiding geeft. Aan een onrechtmatigheid kan de officier 
van justitie (in ieder geval in theorie) meerdere gevolgen verbinden die zich 
uitstrekken tot het volledig terzijde leggen van de informatie, het puur en 
alleen gebruiken van deze gegevens voor de start van een onderzoek en zelfs 
tot het betrekken van onrechtmatig verkregen startinformatie in de bewijs-
voering. Het opsporingsbelang en het belang van een succesvolle vervolging 
kan in de laatste twee situaties de doorslag geven om toch gebruik te maken 
van de onrechtmatig verkregen startinformatie. Uit de jurisprudentie volgt 
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dat de rechter een verschillende maatstaf aanlegt al naar gelang de aard van 
het onrechtmatige handelen van de opsporende burger. Bevindt een on-
rechtmatigheid zich in de sfeer van art. 8 EVRM dan wordt het inmengings-
criterium centraal gesteld, terwijl bij een onrechtmatigheid die het eerlijk 
proces raakt het onrechtmatigheidscriterium een leidende rol speelt. Ver-
krijgt een opsporende burger startinformatie op een manier die zich slecht 
verhoudt tot art. 3 EVRM dan is ook dit laatste criterium leidend. Het in het 
verband met schendingen van de privacy centraal stellen van het inmen-
gingscriterium brengt een bezwaar met zich. De politie en het OM kunnen 
hierdoor in het strafproces probleemloos gebruikmaken van startinformatie 
die op een dergelijke onrechtmatige manier is verkregen, zolang zij zich maar 
niet bemoeien met de wijze waarop de opsporende burger deze verkrijgt. Het 
passief of actief outsourcen van opsporingsactiviteiten wordt op deze manier 
in de hand gewerkt.  
Wat betreft de strafprocessuele sanctionering van het gebruik van dit ty-
pe onrechtmatig verkregen startinformatie, komt de niet-ontvankelijkheid 
van het OM in beeld als deze informatie door een opsporende burger is ver-
zameld op een manier die op gespannen voet staat met art. 3 en art. 6 EVRM 
en er bovendien een zekere verantwoordelijkheid bestaat bij politie en OM 
voor het handelen van de opsporende burger, zoals de particuliere recher-
cheurs. Bestaat deze verantwoordelijkheid niet, dan lijkt bewijsuitsluiting 
vanwege de aard van de onrechtmatigheid een denkbaar strafprocessueel 
gevolg. Wordt de startinformatie alleen voor de start van een strafrechtelijk 
onderzoek en het toepassen van dwangmiddelen gebruikt en bestaat er bo-
vendien geen verantwoordelijkheid voor de opsporende burger, dan is straf-
vermindering of het enkel vaststellen van de onrechtmatiheid de meeste 
geëigende sanctie. Verzamelt de opsporende burger de informatie op een 
privacyschendende manier en hebben politie en/of OM hiermee wel bemoei-
enis dan zijn de mogelijkheden om over te gaan tot bewijsuitsluiting beperkt. 
In de regel lijkt het verminderen van de straf of zelfs een declaratoire uit-
spraak het meest voorstelbare gevolg.  
Met het oog op de risico’s die samenhangen met het gebruik van door 
opsporende burgers vergaarde informatie moet dus op verschillende mo-
menten en door diverse strafrechtelijke actoren de betrouwbaarheid en de 
rechtmatigheid van dit soort informatie worden getoetst en zo nodig ook 
consequenties worden verbonden aan een eventuele strafrechtelijk onrecht-
matige informatievergaring. Beseft dient te worden dat de afwegingen die in 
dit kader door de politie, het OM maar ook de zittingsrechter worden ge-
maakt uiteen kunnen lopen en bovendien verre van eenvoudig kunnen zijn, 
alleen al omdat te rechtvaardigen opsporingsbelangen kunnen botsen met 
het waarborgen van de rechten van een verdachte.  
 
 4 Anonieme meldingen van burgers 
 
4.1  INLEIDING  
In dit hoofdstuk komen de als startinformatie gebruikte anonieme meldingen 
van burgers aan bod. Dergelijke meldingen komen op verschillende manie-
ren binnen bij de politie. Gedacht kan worden aan een anonieme brief of een 
telefonische melding. Een dergelijke melding kan de start van een strafrech-
telijk onderzoek inluiden en tot de toepassing van dwangmiddelen leiden. 
Het zwaartepunt in dit hoofdstuk ligt bij een geïnstitutionaliseerde vorm van 
anoniem melden. Gedoeld wordt op de meldingen die bij de door Stichting 
Meld Misdaad Anoniem (Stichting M.) geëxploiteerde meldlijn MMA bin-
nenkomen en vervolgens worden doorgezonden naar de politie. 
Beseft moet worden dat de mogelijkheid om anoniem te melden gevaren 
meebrengt. Deze risico’s concentreren zich rondom de onbetrouwbaarheid 
van dit type startinformatie. De mogelijkheid bestaat immers dat de anonie-
me beller (bewust) onware informatie doorgeeft. Denk in relatie hiermee aan 
de melder die een ander om wat voor reden dan ook een hak wil zetten en 
daarom valse informatie doorgeeft. Ziet een dergelijke melding op de vind-
plaats van vuurwapens of houdt het verband met een terroristisch misdrijf, 
dan zullen politie en OM zonder veel nader onderzoek snel tot strafrechtelijk 
ingrijpen overgaan, waardoor ingrijpen volgt dat de privacy of vrijheid van 
een onschuldige burger aantast. Het risico hierop is het meest aanwezig bij 
dit type startinformatie nu, anders dan bij de AIVD en het TCI, er geen be-
trouwbaarheidstoets plaatsvindt voorafgaand aan het verstrekken van de 
informatie aan politie en OM en binnen de strafrechtelijke keten geen enkele 
partij op de hoogte is van de identiteit, achtergrond en motieven van de ano-
nieme tipgever. Dit is een specifiek kenmerk van dit soort startinformatie. De 
mogelijkheid om anoniem informatie door te spelen aan de politie kan daar-
naast ook worden gebruikt om strafvorderlijk optreden (op oneigenlijke 
gronden) uit te lokken. In dit soort situaties kan de gemelde informatie zeer 
wel betrouwbaar zijn en daarom zit het problematisch aspect meer in de 
zuiverheid van politieel handelen en aspecten van integriteit. In dit verband 
kan ten eerste worden gedacht aan de situatie dat dit ingrijpen min of meer 
wordt geregisseerd door een criminele organisatie. Deze situatie doet zich 
voor in het geval een criminele organisatie uit concurrentieoverwegingen 
informatie over een andere criminele organisatie meldt om een ingrijpen van 
de politie uit te lokken. Ten tweede bestaat de niet geheel theoretische moge-
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lijkheid dat de politie misbruik maakt van de mogelijkheid anoniem te mel-
den.1 Gedacht kan worden aan het door opsporingsambtenaren anoniem 
melden van informatie om een officier van justitie ertoe te bewegen een 
machtiging tot het toepassen van een dwangmiddel af te laten geven.  
Het voorgaande dwingt hoofdzakelijk tot een scherpe toetsing van de be-
trouwbaarheid van dergelijke meldingen en in dit licht worden dan ook de 
in- en externe controlemechanismen bekeken. Onderzocht wordt of deze 
controle door politie en OM in alle gevallen ten volle plaatsvindt. In het ver-
lengde hiervan wordt bezien of de rechter, als extern controleorgaan, in de 
nadien gevolgde strafzaak eisen stelt aan de uitgevoerde betrouwbaarheids-
toets en wordt bekeken of strafvorderlijke consequenties (moeten) worden 
verbonden aan het eventuele uitblijven hiervan. Ten besluit worden aanbeve-
lingen gedaan voor verbeterde controle op deze vorm van startinformatie.  
4.2  MELD MISDAAD ANONIEM IN HISTORISCH PERSPECTIEF 
In 2002 is op initiatief van het Nationaal Platform Criminaliteitsbeheersing 
(NPC) het pilot-project Meld Misdaad Anoniem gestart.2 Na een jaar als pi-
lot-project in vijf politieregio’s te hebben gelopen, maken de toenmalige mi-
nisters van Justitie en Binnenlandse Zaken, Donner en Remkes, op 15 oktober 
2003 bekend dat Meld Misdaad Anoniem landelijk wordt ingevoerd.3 In de-
cember 2003 wordt Stichting M. opgericht.4 Het bestuur van Stichting M. is 
samengesteld uit vertegenwoordigers van de ministeries van Veiligheid en 
Justitie en Binnenlandse Zaken, het Verbond van Verzekeraars en de heden 
ten dage niet meer bestaande Raad van Hoofdcommissarissen.5 Stichting M. 
heeft als doel een appèl te doen op burgers om bij te dragen aan het tegen-
houden van criminaliteit, het voorkomen van misdrijven en het beperken van 
maatschappelijke en economische schadelast door misdrijven.6 Stichting M. 
exploiteert hiertoe een tiplijn: een meldpunt waar mensen anoniem informa-
                                                             
1  Zie in dit verband A.F.M. Brenninkmeijer, ‘Zwarte informatie’, NJB 2009, p. 1917. 
2  Het NPC is een samenwerkingsverband tussen overheid, bedrijfsleven en werknemers- 
en werkgeversorganisaties.  
3  Persbericht ministerie van Justitie d.d. 15 oktober 2003.  
4  Dat niet onverdeeld positief is gereageerd op MMA valt onder meer op te maken uit de 
uitgesproken afscheidsrede van criminologe Lissenberg. Zij acht aannemelijk dat als 
gevolg van de invoering van MMA het onderlinge wantrouwen tussen burgers wordt 
vergroot. Zie hiervoor E. Lissenberg, Klokkenluiders en verklikkers (afscheidsrede Am-
sterdam UvA), Amsterdam: Universiteit van Amsterdam 2008. 
5  Genoemde organisaties ondersteunen Stichting M. ook financieel.  
6  Zie artikel 4 van de statuten van Stichting M.  
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tie kunnen doorgeven over strafbare feiten.7 Uit een in 2007 verschenen pers-
bericht van Stichting M. blijkt dat in de eerste vijf jaar na oprichting meer dan 
een kwart miljoen mensen MMA hebben gebeld.8 In het persbericht is verder 
te lezen dat dankzij de anonieme meldingen en de daaropvolgende onder-
zoeken tenminste 4.500 aanhoudingen zijn verricht, 3.000 misdrijven zijn 
opgelost en 2 miljoen euro aan fraude is vastgesteld. Bijna de helft van de 
meldingen heeft betrekking op drugshandel. Uit een in 2013 verschenen 
persbericht volgt dat meer en meer wordt gemeld over geweldsdelicten.9 
4.3  DE START 
Een burger kan op velerlei wijze anoniem melding doen van daadwerkelijk 
of vermeend strafbaar handelen van een andere burger. Gedacht kan worden 
aan het simpelweg bellen van de meldkamer van de politie of het sturen van 
een brief. In dergelijke gevallen is de identiteit van de melder (meestentijds) 
niet te achterhalen. Niettemin kunnen dat soort anonieme meldingen tot de 
start van een opsporingsonderzoek en het toepassen van strafvorderlijke 
dwangmiddelen leiden.In dat geval kan slechts de betrouwbaarheid van de 
in de melding vervatte informatie worden geverifieerd. Idealiter wordt deze 
betrouwbaarheidstoets, met het oog op het risico dat (bewust) onware infor-
matie wordt doorgegeven, ook daadwerkelijk verricht. Zeker als de anonie-
me melding ten grondslag wordt gelegd aan het toepassen van dwangmid-
delen. Opgemerkt moet worden dat over het gebruik van en de controle op 
dergelijke informatie geen regelgeving bestaat. Deze anonieme meldingen 
dienen overigens te worden onderscheiden van het verstrekken van informa-
tie door een informant aan het TCI.10 In een dergelijk geval is immers de 
identiteit van de informatieverstrekker bekend bij het TCI, maar wordt de 
informatie geanonimiseerd uitgegeven in een TCI-proces-verbaal.  
Zoals vermeld kunnen burgers sinds enige tijd (mogelijk) strafrechtelijk 
relevante informatie ook anoniem aanleveren via MMA. Wie MMA belt, 
wordt verbonden met het callcenter van Stichting M. Dit callcenter was on-
dergebracht bij het Korps Landelijke Politiediensten (KLPD) in Driebergen, 
de huidige landelijke eenheid, maar wordt bemand door burgerpersoneel en 
                                                             
7  Het idee van de MMA is gebaseerd op het Crime Stoppers-concept dat inmiddels al in 
20 landen bestaat. In die 20 landen bestaan rond de 1200 zogenaamde Crime Stoppers 
programs. Stichting M. is lid van Crime Stoppers International, een overkoepelende 
organisatie. 
8  Persbericht Stichting M. d.d. 4 september 2007.  
9  Persbericht Stichting M. d.d. 20 augustus 2013. 
10  Zie voor het TCI hoofdstuk 5.  
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niet door politieambtenaren.11 Hiermee wordt benadrukt dat MMA geen 
onderdeel uitmaakt van de politieorganisatie. De anonimiteit van de beller 
wordt gewaarborgd, doordat in het callcenter geen nummerweergave moge-
lijk is, het nummer van het meldpunt niet te zien is op de telefoonrekening 
van de beller en de anonieme melding door de medewerkers van het callcen-
ter wordt verwerkt zonder vermelding van naam, adres, woonplaats en tijds-
aanduiding. Voorts worden de telefoongesprekken niet op een digitale data-
drager bewaard en kan een anonieme melding niet worden herleid tot een 
medewerker van het callcenter. Slechts in zeer uitzonderlijke omstandighe-
den is de officier van justitie, na verkregen toestemming van het College van 
procureurs-generaal, bevoegd een onderzoek naar de identiteit van de ano-
nieme beller in te stellen, zo bepaalt de Instructie meld misdaad anoniem.12 
De officier kan hiertoe de in art. 126n, 126u, 126nc Sv en 126nd Sv gegeven 
bevoegdheden aanwenden. Aldus kan, buiten MMA om, het telefoonnum-
mer van de anonieme melder worden achterhaald door inlichtingen te vor-
deren van een of meerdere telecommunicatieaanbieders.  
Als de anonieme melding voldoende concreet is, relevante gegevens over 
specifieke daders en/of omstandigheden bevat, kan bijdragen aan de oplos-
sing van een misdrijf en de anonimiteit van de beller daadwerkelijk gewaar-
borgd lijkt, maken de medewerkers van het callcenter een zogenaamd mel-
dingsformulier op.13 Dat formulier wordt (elektronisch) doorgestuurd naar 
onder meer de betreffende regionale eenheden van de politie of andere dien-
sten zoals de Fiscale inlichtingen en opsporingsdienst (FIOD-ECD), de Socia-
le inlichtingen- en opsporingsdienst (SIOD), thans de Inspectie Sociale Zaken 
en Wekrgelegenheid (Inspectie SZW), en de Algemene Inlichtingen- en Vei-
ligheidsdienst (AIVD), dan wel het fraudeloket van het Verbond van Verze-
keraars. 
Wanneer een medewerker van het callcenter een meldingsformulier naar 
de politie stuurt, wordt die informatie (doorgaans) verwerkt door de info-
desk van de betreffende politieregio.14 De informatie van MMA kan vervol-
gens (onder meer) geverifieerd worden met informatie uit andere (politiële) 
gegevensbestanden. Dit wordt ook wel aangeduid als het verrijken of ver-
edelen van informatie. Als de (al dan niet aldus verrijkte) informatie van 
                                                             
11  F. Kruyer, ‘Meld Misdaad Anoniem’, Algemeen Politieblad 2003-8, p. 14-15.  
12  Zie hiervoor D. van der Bel, A.M. van Hoorn & J.J.T.M. Pieters, Informatie en Opsporing. 
Handboek informatieverwerving, -verwerking en -verstrekking ten behoeve van de opsporings-
praktijk, Zeist: Uitgeverij Kerckebosch 2013 en de daarin aangehaalde Instructie meld 
misdaad anoniem van het College van procureurs-generaal d.d. 10 april 2006.  
13  M. Hagedoorn, ‘Hoe anoniem is M.?’, Algemeen Politieblad 2005-4, p. 10-11.  
14  De infodesk houdt zich bezig met de verwerking van politiegegevens als bedoeld in 
artikel 1 onder a en c van de Wet Politiegegevens.  
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MMA voldoende bruikbaar en betrouwbaar wordt bevonden, kan op basis 
hiervan een strafrechtelijk onderzoek worden gestart.  
4.4  INTERNE CONTROLEMECHANISMEN 
In relatie tot de meldingen die bij MMA worden gedaan, vindt allereerst 
enige controle plaats door de medewerkers van het callcenter van Stichting 
M. Deze controle wordt aangemerkt als interne controle. De medewerkers 
van het callcenter bepalen of de melding wordt doorgezonden naar de politie 
en laten hierbij meespelen of de melding voldoende concreet is, relevante 
gegevens over specifieke daders en/of omstandigheden bevat en kan bijdra-
gen aan de oplossing van een misdrijf. Ten slotte wordt een inschatting inza-
ke het waarborgen van de anonimiteit van de melder gemaakt. De medewer-
kers van MMA toetsen met andere woorden de bruikbaarheid van de mel-
ding en in mindere mate de betrouwbaarheid van de verstrekte informatie. 
Het is op zich merkwaardig dat een dergelijke toets over mogelijkerwijs 
strafrechtelijk relevante informatie in eerste instantie plaatsvindt door een 
burger en niet door de politie. Een burger die, anders dan een verbalisant, 
niet is belast met een opsporingstaak. Voorts is het vanuit het perspectief van 
de melder risicovol dat een inschatting inzake het waarborgen van de ano-
nimiteit eveneens door een medewerker van MMA wordt gemaakt als wordt 
bedacht dat het zelfs voor de politie, bijvoorbeeld in het kader van een soort-
gelijke beoordeling bij potentiële informanten van het TCI, verre van een-
voudig is die inschatting te maken.  
4.5  EXTERNE CONTROLEMECHANISMEN  
4.5.1  Controle door politie en OM 
Concrete externe strafvorderlijke controle krijgt in eerste instantie vorm door 
de controle door politie en OM. De in de inleiding beschreven vier fasen 
spelen in relatie tot dit type startinformatie, waarbij wel moet worden aange-
tekend dat deze informatie doorgaans niet in de bewijsvoering wordt be-
trokken en dat dus geen sprake is van een vierde fase. Op het gebruik van 
een anonieme tip voor het bewijs wordt later ingegaan. Specifiek aan dit 
soort startinformatie is het gegeven dat het risico dat het valse informatie 
betreft het meest aanwezig is nu, anders dan bij bijvoorbeeld de AIVD en het 
TCI, er geen betrouwbaarheidstoets plaatsvindt voorafgaand aan het ver-
strekken van de informatie aan politie en OM en bovendien binnen de straf-
rechtelijke keten geen enkele partij op de hoogte is van de identiteit, achter-
grond en motieven van de anonieme tipgever. Juist bij dit soort informatie 
bestaat dan ook in de tweede fase (de fase van aanvullend politieel betrouw-
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baarheidsonderzoek) de noodzaak tot aanvullend politieel betrouwbaar-
heidsonderzoek. Dit onderzoek vindt doorgaans plaats door de gegevens uit 
de melding te leggen naast de eventueel beschikbare informatie uit de (digi-
tale) politiële gegevensbestanden, maar bijvoorbeeld ook door simpelweg te 
verifiëren of de persoon die wordt genoemd in de melding daadwerkelijk 
volgens de gemeentelijke basisadministratie (GBA) staat ingeschreven op het 
in het de melding genoemde adres. In het geval van meldingen die zien op 
de aanwezigheid van hennepkwekerijen vindt verificatie hiervan nogal eens 
plaats door een warmtemeting van het bewuste pand uit te voeren, de piek-
belasting te meten of door simpelweg eens langs het pand te rijden, zo volgt 
uit de nog te bespreken jurisprudentie. In relatie tot de derde fase moet wor-
den aangetekend dat de politie, in ieder geval de iure, bepaalde dwangmidde-
len ook kan toepassen zonder hierbij een (zaaks)officier van justitie te betrek-
ken. Denk in dit verband aan het toepassen van de betredingsbevoegdheid 
van art. 9 Ow en de doorzoekingsbevoegdheid van art. 49 Wet wapens en 
munitie (WWM). De iure lijkt hiermee heel concreet bij die dwangmiddelen 
de toetsende rol van de officier van justitie niet te bestaan. Verderop wordt 
hierop ingegaan.  
4.5.2  Rechterlijke controle  
Concrete externe strafvorderlijke controle krijgt op de tweede plaats vorm 
door rechterlijke controle. De jurisprudentie over het gebruik van anonieme 
meldingen van burgers, al dan niet bij de politie binnengekomen via MMA, 
als startinformatie spitst zich toe op de vraag of dergelijke informatie een 
verdenking van strafwaardig gedrag doet ontstaan.15 Uit de jurisprudentie 
over MMA is voorts nog een specifiek type verweer te destilleren: een ver-
weer dat ziet op de onrechtmatigheid en oncontroleerbaarheid van MMA als 
opsporingsmethode. Hoewel de jurisprudentie over MMA en de andere 
anonieme meldingen aldus wel overeenkomsten vertoont, wordt deze af-
zonderlijk besproken. In relatie tot de rechterlijke controle op dit soort ano-
nieme informatie worden voorts enige opmerkingen gemaakt over het even-
tuele gebruik van dergelijke informatie als bewijsmiddel. Ten slotte wordt 
ingegaan op het creëren van een voorafgaande rechterlijke toets in die geval-
len waarin woningen worden betreden of doorzocht op basis van anonieme 
meldingen van burgers. 
                                                             
15  Zie in dit verband een artikel van mijn hand over MMA getiteld ‘Anoniem melden. 
Startinformatie voor een strafrechtelijk onderzoek?’, NJB 2008, p. 1224-1228. 
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4.5.2.1  De verdenking op grond van anonieme meldingen  
De Hoge Raad heeft reeds in twee oude arresten geoordeeld dat een straf-
rechtelijk onderzoek kan starten en een verdenking kan ontstaan op basis van 
een anonieme melding van een burger.16 In een arrest uit 2010 wordt deze lijn 
doorgezet.17 In casu komt een anonieme brief binnen bij de politie waarin 
melding wordt gemaakt van een woning die al langer leeg staat, die wel 
dagelijks wordt bezocht en waar onlangs in alle haast planten naar binnen 
zijn gebracht. De Hoge Raad overweegt allereerst dat een verdenking van 
overtreding van de Opiumwet kan worden aangenomen op basis van ano-
nieme informatie en dat de vraag of dergelijke informatie toereikend is voor 
toepassing van art. 9 Ow voor een groot deel aan de feitenrechter is voorbe-
houden. Voorts overweegt de Hoge Raad dat het hof het verweer dat zag op 
het ontbreken van de verdenking op een juiste wijze heeft verworpen door te 
oordelen dat de anonieme tip, de wijze waarop inkijken in de woning onmo-
gelijk was gemaakt en de omstandigheid dat de woning kennelijk onbe-
woond was een redelijk vermoeden van overtreding van de Opiumwet kon 
opleveren.  
Veel lagere jurisprudentie gaat over anonieme meldingen van burgers 
inzake de aanwezigheid van hennepkwekerijen.18 Uit deze rechtspraak kan 
worden afgeleid dat een strafrechtelijk onderzoek mag starten op basis van 
een anonieme melding en dat eerst voorafgaand aan het toepassen van een 
dwangmiddel de eis, al dan niet impliciet, wordt gesteld dat aanvullende on-
derzoekgegevens de melding bevestigen. Dit laatste is, zeker in het verband 
van de meldingen over hennepkwekerijen, een te billijken eis nu de politie 
een breed scala aan onderzoekshandelingen (warmtemeting, piekbelasting, 
visuele inspectie) tot haar beschikking heeft om dat soort informatie beves-
tigd te krijgen voorafgaand aan het inzetten van een dwangmiddel. Onder-
zoekshandelingen die bovendien doorgaans niet of nauwelijks inbreuk ma-
ken op de privacy en dus worden gelegitimeerd door het taakstellende art. 3 
Politiewet. In de zaak die ten grondslag ligt aan het arrest van het Leeuwar-
dense hof d.d. 16 juli 2009 bestond de anonieme melding bijvoorbeeld uit de 
melding van de aanwezigheid van een hennepkwekerij in een schuur.19 Drie 
weken later ruiken verbalisanten inderdaad een sterke wietlucht bij het 
schuurtje en voelen ze warme lucht uit een rooster komen. Het hof over-
weegt dat aldus een verdenking kon ontstaan en het binnentreden wordt dan 
                                                             
16  Hoge Raad 18 november 1980, NJ 1981, 125 m.nt. ThWvV en Hoge Raad 1 maart 1983, 
NJ 1983, 550.  
17  Hoge Raad 5 januari 2010, LJN BK3201.  
18  Zie bijvoorbeeld Hof Arnhem 23 december 2002, LJN AF2649, Rb. Maastricht 15 juni 
2010, LJN BN2869, Rb. Maastricht 2 februari 2011, LJN BP3065. 
19  Hof Leeuwarden 16 juli 2009, LJN BJ4200.  
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ook rechtmatig geoordeeld. In diezelfde lijn ligt het arrest van het Hof ’s-Her-
togenbosch 6 april 2012.20 In casu komt bij de politie een anonieme brief bin-
nen van een persoon die schrijft schuin tegenover een pand te wonen waar 
vermoedelijk een hennepkwekerij zit. De melder maakt gewag van een zoete 
geur en geeft aan dat de gordijnen al twee jaar lang dicht zijn. De politie ver-
richt hierop een warmtemeting en daaruit blijkt dat op het dak een hittebron 
is. Ook wordt een hennepgeur geroken. Het hof overweegt dat de melding in 
combinatie met de genoemde aanvullende onderzoeksgegevens een redelijk 
vermoeden doet ontstaan en dus tot het toepassen van art. 9 Ow kan leiden.  
De zojuist beschreven eis van het verrichten van nadere onderzoekshan-
delingen alvorens een dwangmiddel toe te passen, wordt in beperktere mate 
gesteld als de melding betrekking heeft op de aanwezigheid van een vuur-
wapen. Voldoende is dan dat getracht wordt de melding op enige manier 
bevestigd te krijgen door de anonieme informatie bijvoorbeeld naast de uit 
de digitale politiële gegevensbestanden beschikbare gegevens te leggen. Het 
Hof Den Haag verwerpt bijvoorbeeld in het arrest van 25 april 2012 het ver-
weer dat een enkele anonieme melding onvoldoende is voor het toepassen 
van de doorzoekingsbevoegdheid van art. 49 WWM. In dit verband geeft het 
hof aan dat de bevoegdheid van art. 49 WWM ruim is en oordeelt het dat de 
melding in casu concreet was en dat deze werd ondersteund door anteceden-
ten van de verdachte.21 Hetzelfde hof oordeelt op 3 augustus van datzelfde 
jaar nagenoeg gelijkluidend.22 In casu wordt anoniem gemeld dat de ver-
dachte onder andere wapens in zijn woning heeft liggen. De politie contro-
leert hierop het GBA en hieruit blijkt dat de verdachte op het genoemde 
adres woont. Tevens volgt uit de digitale politiële gegevensbestanden dat de 
verdachte in het verleden een vuurwapen voorhanden heeft gehad. Op basis 
van deze informatie verleent de r-c een machtiging tot doorzoeking van de 
bewuste woning. Het hof oordeelt dat de r-c hiertoe in redelijkheid toe kon 
overgaan en dat geen sprake is van een onrechtmatigheid. Twee uiteenlo-
pende redenen verklaren waarom bij dit type meldingen de lat van het aan-
vullende onderzoek lager wordt gelegd. Ten eerste speelt het gevaarzettende 
karakter van het zich ongecontroleerd in het maatschappelijk verkeer bevin-
den van vuurwapens een belangrijke rol. Dit ongecontroleerde bezit is on-
wenselijk en bij een melding die daarop ziet, ligt kordaat en spoedig straf-
vorderlijk optreden in de rede, zelfs als de anonieme informatie onbevestigd 
is gebleven. Ten tweede zijn de mogelijkheden voor de politie om aanvullend 
onderzoek te verrichten bij dit type meldingen beperkter dan bij de anonieme 
tips over hennepkwekerijen en is het dus ook vanuit dat perspectief logisch 
dat, ook door de rechter, minder eisen worden gesteld aan het aanvullend 
                                                             
20  Hof ‘s-Hertogenbosch 6 april 2012, LJN BW1356. 
21  Hof Den Haag 25 april 2012, LJN BX0369. 
22  Hof Den Haag 3 augustus 2012, LJN BX3869. 
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onderzoek. Het voorgaande ontheft de politie, gelet op het risico dat de ano-
niem tip vals is, niet van de plicht te allen tijde zoveel mogelijk inspanningen 
te verrichten om een anonieme tip bevestigd te krijgen en ook melding te 
maken als informatie bestaat die de tip ontkracht.  
In de lagere rechtspraak wordt wel nadrukkelijk de eis gesteld dat de 
anonieme melding concreet en gedetailleerd moet zijn.23 Een en ander kan 
bijvoorbeeld worden afgeleid uit een arrest van het Hof ‘s-Hertogenbosch 
d.d. 12 oktober 2007.24 In casu bestond de anonieme tip uit de melding dat 
het bij een woning een komen en gaan is van personen, dat goederen worden 
overgedragen en dat het vermoeden bestaat dat er dingen gebeuren die het 
daglicht niet kunnen verdragen. In het dossier blijft onvermeld wanneer de 
informatie is ontvangen en op welke periode de informatie betrekking heeft. 
Evenmin bevat het dossier een verslag of mutatie van de melding en van de 
specifieke inhoud. De politie bekijkt vervolgens in haar digitale gegevensbe-
standen welke personen en voertuigen bij het pand worden genoemd. Enkele 
personen blijken antecedenten op gebied van de Opiumwet te hebben. Het 
hof overweegt vervolgens dat de anonieme tip en het aanvullend onderzoek 
onvoldoende gedetailleerd en concreet zijn om een redelijk vermoeden in de 
zin van art. 9 Opiumwet (OW) te kunnen laten ontstaan. Het binnentreden is 
dientengevolge onrechtmatig. Het nadien verkregen bewijs wordt uitgeslo-
ten en een vrijspraak is het gevolg. De beslissing van het hof is een juiste nu 
een aantal cruciale aspecten rondom de melding, zoals een mutatie van de 
melding en de periode waarop de informatie betrekking heeft, (achteraf) 
onvoldoende inzichtelijk worden gemaakt door de politie.  
Concluderend kan uit de jurisprudentie worden afgeleid dat een straf-
rechtelijk onderzoek kan starten en dwangmiddelen kunnen worden toege-
past op basis van een anonieme melding van een burger, mits de tip concreet 
en gedetailleerd is. Doorgaans wordt, al dan niet impliciet, de eis gesteld dat 
aanvullende onderzoekgegevens de anonieme informatie moeten bevestigen 
                                                             
23  Zie bijvoorbeeld Rb. ‘s-Hertogenbosch 12 oktober 2007, LJN BB6502 en Hof Leeuwar-
den 14 oktober 2009, LJN BJ0209.  
24  Hof ‘s-Hertogenbosch 9 maart 2009, LJN BH9845. Zie in dit verband bijvoorbeeld ook 
Rb. Haarlem 24 december 2010, LJN BP5656. In casu komt er bij de Info Unit Schiphol 
een anonieme melding binnen dat de verdachte een dezer dagen vanuit Suriname per 
vliegtuig drugs zal smokkelen en dat zij dit al eerder zou hebben gedaan. Verdachte 
wordt hierop door de digitale politiële gegevensbestanden gehaald en dan blijkt dat zij 
in regio Schiphol voorkomt voor import/export drugs. Ook vindt er een check van het 
GBA plaats. Verdachte wordt vervolgens aangehouden en zij blijkt een kleine 3 kilo co-
caïne bij zich te hebben. De rechtbank verklaart vervolgens de aanhouding onder meer 
onrechtmatig nu de tijdsaanduiding ‘een dezer dagen’ onvoldoende concreet is. Een en 
ander leidt tot bewijsuitsluiting en vrijspraak. De rechtbank geeft nog wel mee dat de-
ze anonieme informatie slechts tot extra alertheid kon leiden en bijvoorbeeld tot de toe-
passing van de zogenaamde ‘slikkerscriteria’ kon leiden bij de grenscontrole.  
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alvorens een dwangmiddel mag worden ingezet. Op dit punt is echter wel 
ruimte voor verschil. Ziet de melding bijvoorbeeld op de mogelijke aanwe-
zigheid van een hennepkwekerij dan is (impliciet) de lijn dat de politie eerst 
een aantal, door het algemeen taakstellende art. 3 Politiewet gelegitimeerde, 
onderzoekshandelingen moet verrichten voordat het toepassen van een 
dwangmiddel gerechtvaardigd is. Bij andere typen anonieme meldingen, 
bijvoorbeeld over de aanwezigheid van een vuurwapen, wordt de eis van 
aanvullend politieel betrouwbaarheidsonderzoek in mindere mate gesteld. 
Het gevaarzettende karakter van het zich ongecontroleerd in het maatschap-
pelijk verkeer bevinden van vuurwapens en het gegeven dat de mogelijkhe-
den voor de politie om aanvullend onderzoek te verrichten in een dergelijk 
geval beperkter zijn, verklaren deze verschillen.  
4.5.2.2  De verdenking op grond van meldingen van MMA  
Uit de jurisprudentie van de Hoge Raad volgt eveneens dat een opsporings-
onderzoek kan starten op basis van een melding van MMA.25 Hoewel deze 
jurisprudentie grote gelijkenis vertoont met de jurisprudentie over de ano-
nieme meldingen is er toch voor gekozen deze apart te bespreken vanwege 
het insitutionele karakter van MMA. Wat allereerst opvalt, is dat de Hoge 
Raad in dit verband verschillende formuleringen gebruikt. In zijn arresten uit 
2006 en januari 2008 overweegt de Hoge Raad immers dat hieraan geen 
rechtsregel in de weg staat. In zijn latere arresten wordt overwogen dat een 
verdenking kan worden aangenomen op basis van anoniem aan de politie 
verstrekte informatie. Deze laatste overweging lijkt wat nadrukkelijker dan 
de eerste aan te geven dat opsporingsonderzoeken op deze wijze kunnen 
starten en tot de inzet van een dwangmiddel kunnen leiden.  
Voorts lijkt de Hoge Raad niet de eis te stellen dat een verdenking eerst 
kan ontstaan als de melding van MMA zijn bevestiging vindt in aanvullende 
onderzoeksgegevens. Hierbij moet echter worden aangetekend dat de Hoge 
Raad de beoordeling van het bestaan van een verdenking voornamelijk over-
laat aan de feitenrechter. Voorts moet in dit verband worden opgemerkt dat 
de Hoge Raad in twee zaken het oordeel van het hof dat de verdenking kon 
worden gebaseerd op de melding van MMA en de uit aanvullend onderzoek 
verkregen gegevens, niet onbegrijpelijk acht.26 In dit verband dient ook te 
worden gewezen op het arrest van de Hoge Raad uit maart 2008.27 In die 
zaak had zowel de Rechtbank Maastricht als het Hof ‘s-Hertogenbosch ge-
                                                             
25  Hoge Raad 13 juni 2006, NJ 2006, 346, Hoge Raad 22 januari 2008, LJN BC1375, Hoge 
Raad 11 maart 2008, NJ 2008, 328 m.nt. Borgers en Hoge Raad 12 januari 2010, LJN 
BK8836.  
26  Hoge Raad 13 juni 2006, NJ 2006, 346 en Hoge Raad 22 januari 2008, LJN BC1375.  
27  Hoge Raad 11 maart 2008, NJ 2008, 328 m.nt. Borgers. 
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oordeeld dat ten tijde van de doorzoeking van de woning onvoldoende 
grond voor verdenking van overtreding van de Opuimwet aanwezig was, nu 
de politie beschikte over een melding van MMA die slechts werd onder-
steund door een kortdurende observatie van de woning waar zich drugs 
zouden bevinden en de resultaten van de raadpleging van onder meer HKS. 
De Hoge Raad overweegt echter dat het oordeel van het hof op dit punt, 
gelet op de informatie van MMA en de resultaten van het opsporingsonder-
zoek, niet zonder meer begrijpelijk is en wijst de zaak terug. Uit deze arresten 
kan niet worden geconcludeerd dat de Hoge Raad in alle gevallen aanvul-
lend politieel onderzoek eist ter bevestiging van een melding van MMA. De 
beoordeling hiervan blijft, ook voor de Hoge Raad, erg casuïstisch. Zo accor-
deert de Hoge Raad in een arrest van 12 januari 2010 dat het hof de verden-
king baseert op twee van MMA afkomstige meldingen. In dit verband moet 
wel worden aangetekend dat het vanwege het gevaar van dubbeltelling po-
tentieel risicovol is om de bevestiging van een anonieme melding te zien in 
een andere anonieme melding, de informatie kan immers afkomstig zijn van 
dezelfde bron zonder dat dit kan worden geverifieerd. Los hiervan lijkt het 
wel erop dat de Hoge Raad enig belang hecht aan het verrichten van aanvul-
lend onderzoek alvorens een dwangmiddel wordt toegepast, nu het in de 
besproken arresten telkens wel expliciet wordt genoemd.  
Hoewel de Hoge Raad de beoordeling van het bestaan van een verden-
king (in het bijzonder voorafgaand aan het toepassen van een dwangmiddel) 
overlaat aan de feitenrechter, lijkt hij toch een manier te hebben gevonden 
om hierover een oordeel uit te spreken. Een en ander is zichtbaar in de reeds 
besproken arresten, maar blijkt ook uit twee andere arresten van de Hoge 
Raad. In de casus die ten grondslag ligt aan het arrest van de Hoge Raad van 
30 juni 2009 wordt binnengetreden op basis van een melding van MMA over 
de aanwezigheid van een hennepkwekerij.28 Eerst na de vrijspraak in eerste 
aanleg wordt in een aanvullend proces-verbaal gerelateerd dat uit een muta-
tie uit BPS blijkt dat jaren eerder ook al hennepplanten bij het bewuste pand 
zijn gezien. Het hof oordeelt dat op basis van deze mutatie en de melding 
van MMA een redelijk vermoeden van overtreding van de Opiumwet kon 
ontstaan en de hulp-officier van justitie dan ook een bevel tot binnentreden 
kon afgeven. De Hoge Raad oordeelt evenwel dat de aanname dat de hulp-
officier van justitie wetenschap had van de mutatie, zonder nadere motive-
ring, onbegrijpelijk is. De zaak wordt vervolgens teruggewezen naar het Hof 
Leeuwarden.29 Het hof oordeelt dan dat niet is gebleken dat de mutatie be-
kend was bij de hulp-officier van justitie. De melding van MMA is dus niet 
geverifieerd, terwijl er bijna een maand zat tussen de melding en het binnen-
treden. Aanvullend onderzoek had in die periode plaats kunnen vinden. De 
                                                             
28  Hoge Raad 30 juni 2009, LJN BI3875. 
29  Hof Leeuwarden 12 maart 2010, LJN BL7458.  
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melding was voorts niet zo specifiek en gedetailleerd dat van de betrouw-
baarheid daarvan kon worden uitgegaan. Het hof overweegt dan ook dat de 
melding geen verdenking deed ontstaan en oordeelt dat het binnentreden 
onrechtmatig was. Een en ander leidt tot bewijsuitsluiting, resulterend in een 
vrijspraak. 
Het andere arrest van de Hoge Raad in dit verband dateert van 13 juli 
2010.30 In casu start het onderzoek en wordt binnengetreden op basis van een 
melding van MMA waaruit blijkt dat zich in een kelderruimte een hennep-
drogerij bevindt, waar op dat moment hennep wordt geknipt. Nu sprake is 
van een zeer gedetailleerde melding kon aldus, in de zienswijze van het hof, 
het vermoeden ontstaan dat een overtreding van de Opiumwet werd begaan. 
Voorts overweegt het hof dat het gewenst is dat naar aanleiding van een der-
gelijke melding enig nader onderzoek plaatsvindt, maar dat het achterwege 
laten hiervan nog niet maakt dat het handelen op basis van die verdenking 
onrechtmatig is. Nader onderzoek kon in casu volgens het hof achterwege 
blijven, omdat spoedig ingrijpen gewenst was. Het binnentreden op grond 
van art. 9 Ow wordt dan ook rechtmatig geoordeeld. De Hoge Raad oordeelt 
in deze zaak allereerst dat de stelling niet juist is dat voor het aannemen van 
een verdenking steeds nader onderzoek naar aanleiding van een melding 
van MMA is vereist. Vervolgens overweegt de Hoge Raad dat het hof, na de 
constatering dat een vermoeden kon ontstaan in de zin van de Opiumwet, 
nadere aandacht heeft besteed aan de rechtmatigheid van het politieoptre-
den. Hiermee wordt met name gedoeld op de overweging van het hof om-
trent de noodzaak tot spoedig strafrechtelijk ingrijpen. Hiermee heeft het hof, 
in de zienswijze van de Hoge Raad, tot uitdrukking te willen brengen dat 
voor het aannemen van een verdenking nadere verificatie van de melding is 
vereist, maar dat het achterwege laten hiervan in verband met de noodzaak 
tot spoedig ingrijpen het binnentreden niet onrechtmatig doet zijn. Dit oor-
deel wordt niet begrijpelijk geacht nu de constatering dat de melding tot 
spoedig strafrechtelijk ingrijpen noopt, niet de onrechtmatigheid ontneemt 
aan het binnentreden op grond van (anonieme) informatie die zonder nadere 
verificatie onvoldoende verdenking oplevert.  
In reactie op dit arrest van de Hoge Raad moet ten eerste worden opge-
merkt dat de Hoge Raad de overweging van het hof in relatie tot het aanvul-
lende onderzoek niet op een geheel juiste wijze interpreteert. Het hof over-
weegt immers dat het gewenst is dat nader onderzoek plaatsvindt, terwijl de 
Hoge Raad meent dat het hof een dergelijk onderzoek vereist. Voorts lijkt de 
Hoge Raad met name te vallen over de overweging van het hof dat het be-
staan van spoed maakt dat een anonieme melding niet hoeft te worden geve-
rifieerd. De Hoge Raad laat echter in het midden of hij hiermee slechts wijst 
op een onbegrijpelijke overweging van het hof, dat hij aan wil geven dat 
                                                             
30  Hoge Raad 13 juli 2010, LJN BM2490. 
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tussen het bestaan van spoed en de aanname van een verdenking geen ver-
band dient te bestaan of dat hij zelf, ook in het geval van spoed, nader onder-
zoek ter verificatie van een anonieme melding nodig acht. Een vierde variant 
is ook denkbaar als wordt gekeken naar het in de context van TCI-informatie 
gewezen arrest van de Hoge Raad van 5 maart 2013.31 Deze variant ziet erop 
dat, al naar gelang het delict waarover gemeld wordt, ruimte is voor differen-
tiatie in de eisen die aan het aanvullend onderzoek moeten worden gesteld. 
De Hoge Raad laat in het arrest uit 2013 immers een soortgelijke overweging 
van nota bene hetzelfde hof in stand. Het hof oordeelt in die zaak dat de TCI-
informatie, waaruit volgt dat de verdachte ‘iets’ met een vuurwapen gaat 
doen, gebiedt tot voortvarend handelen van de politie en bovendien kan 
maken dat van verdere verificatiepogingen wordt afgezien. Anders geformu-
leerd lijkt de Hoge Raad in het arrest uit 2013 te billijken dat spoed kan ma-
ken dat bij een anonieme melding over een vuurwapen wordt afgezien van 
het verrichten van aanvullend onderzoek voorafgaand aan het toepassen van 
een dwangmiddel, terwijl het in het arrest uit 2010 veel ervan weg heeft dat 
in het geval van een melding over een hennepkwekerij ook de Hoge Raad 
van oordeel is dat aanvullend onderzoek moet worden verricht. In ieder ge-
val lijkt op basis van het voorgaande te kunnen worden gesteld dat de Hoge 
Raad verlangt dat op een begrijpelijke manier wordt gemotiveerd waarom 
een verdenking kon bestaan. Aldus lijkt de feitenrechter te worden gedwon-
gen het bestaan van een verdenking scherper te toetsen.  
Uit de lagere jurisprudentie kan worden afgeleid dat in de meeste geval-
len twee vereisten worden gesteld: de MMA-melding moet concreet en gede-
tailleerd zijn om de start van een opsporingsonderzoek te rechtvaardigen en 
enige verificatie van de informatie moet plaats hebben gevonden alvorens 
een dwangmiddel mag worden toegepast.32 In verband met het eerste vereis-
te moet een kanttekening worden geplaatst. De mate van concreetheid van 
een melding hoeft immers niets te zeggen over de betrouwbaarheid van de 
gemelde informatie. Een dergelijke melding kan met andere woorden nog 
steeds onware informatie bevatten. Aan het aanvullende onderzoek ter veri-
ficatie van een MMA-melding, de tweede eis, worden niet altijd evenveel 
eisen gesteld: een check van het GBA en het feit dat een persoon voorkomt in 
de politiële gegevensbestanden kan al voldoende zijn voor het ontstaan van 
een verdenking. Zie in dit verband het arrest van het Leeuwardense hof d.d. 
29 april 2010.33 In casu wordt het redelijk vermoeden van overtreding van de 
Opiumwet aangenomen op basis van meerdere meldingen van MMA betref-
fende de aanwezigheid van een hennepkwekerij in de woning van de ver-
                                                             
31  Hoge Raad 5 maart 2013, NJ 2013, 306 m.nt. JR. 
32  Zie bijvoorbeeld Hof ‘s-Hertogenbosch 1 juli 2008, LJN BD5851, Hof Arnhem 17 augus-
tus 2009, LJN BJ5362. 
33  Hof Leeuwarden 29 april 2010, LJN BM3387. 
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dachte, het feit dat blijkt dat de verdachte de woning huurt en het gegeven 
dat de politie ervan op de hoogte is dat de verdachte eerder met hennepteelt 
te maken heeft gehad. Gelijk aan de jurisprudentie over de anonieme mel-
dingen wordt echter ook (impliciet) zichtbaar dat, zeker in zaken over hen-
nepkwekerijen, de resultaten van aanvullend opsporingsonderzoek een (be-
langrijke) rol spelen in het oordeel over het bestaan van een verdenking die 
het toepassen van een dwangmiddel rechtvaardigt. Uit twee arresten van het 
Hof Den Haag van 2 augustus 2012 en 8 oktober van datzelfde jaar kan dit 
onder andere worden opgemaakt.34 In het arrest van augustus wordt recht-
vaardiging voor het toepassen van de betredingsbevoegdheid van art. 9 Ow 
gevonden in diverse MMA-meldingen die betrekking hadden op de aanwe-
zigheid van hennepkwekerijen en het ter plaatse verrichte onderzoek van de 
politie. Hieruit bleek dat de gordijnen van het bewuste pand dichtzaten, dat 
door de brievenbus gerommel met elektra is te zien en dat buren aangeven 
henneplucht te ruiken. In de casus die ten grondslag ligt aan het arrest van 8 
oktober 2012 wordt eenzelfde rechtvaardiging gevonden in een MMA-
melding en de ter plaatse door de politie waargenomen hennepgeur en de re-
sultaten van de warmtemeting. In dezelfde lijn ligt het arrest Hof ’s-Herto-
genbosch d.d. 6 februari 2008.35 In casu bestaat de startinformatie uit een 
MMA-melding dat in een bepaald bedrijfspand een hennepplantage aanwe-
zig zou zijn. Uitsluitend op basis van deze informatie wordt het pand betre-
den. Het hof overweegt dat deze informatie geen redelijk vermoeden zoals 
bedoeld in artikel 9 OW oplevert en dat de verbalisanten dientengevolge 
onrechtmatig het pand zijn binnengetreden. Op de voet van art. 359a Sv 
komt het hof tot bewijsuitsluiting. Zoals al eerder opgemerkt is dit een te-
rechte lijn in de jurisprudentie, nu de politie bij dit type zaken een breed 
scala aan niet of beperkt privacyschendende onderzoekshandelingen (warm-
temeting, piekbelasting, visuele inspectie) tot haar beschikking heeft om dat 
                                                             
34  Hof Den Haag 2 augustus 2012, LJN BX4030 en Hof Den Haag 8 oktober 2012, LJN 
BY1949. Zie in dezelfde lijn ook Hof Arnhem 4 maart 2011, LJN BP6983. 
35  Hof ‘s-Hertogenbosch 6 februari 2008, LJN BC3646. Zie voor andere voorbeelden Rb. ’s-
Hertogenbosch 5 december 2007, LJN BB9903, Rb. Maastricht 20 december 2007, LJN 
BC1020 en Rb. Assen 13 november 2012, LJN BY3515. In de laatst aangehaalde zaak ziet 
de MMA-melding op de aanwezigheid van een hennepkwekerij. Er volgt een check 
van het GBA en de politie relateert dat 6 jaar eerder ook een dergelijke melding is bin-
nengekomen en toen niets bijzonders in het pand is aangetroffen. Op basis van deze in-
formatie wordt art. 9 Ow toegepast en op de zolder van het bewuste pand wordt een 
kwekerij aangetroffen. De rechtbank overweegt dat de melding onvoldoende concreet 
en niet genoegzaam is getoetst om op zichzelf de grondslag te vormen voor redelijk 
vermoeden art. 9 Ow. Bovendien bestond er, gelet op het feit dat jaren eerder ook al 
eens tevergeefs de woning is binnengetreden, nu extra reden voor terughoudendheid 
en nader onderzoek. De onrechtmatige toepassing van art. 9 Ow leidt tot bewijsuitslui-
ting en dat resulteert in een vrijspraak. 
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soort informatie bevestigd te krijgen voorafgaand aan het inzetten van een 
dwangmiddel. Gesteld kan worden, en dat is eveneens al aan bod gekomen, 
dat het in het tweede lid van art. 8 EVRM besloten liggende subsidiariteits-
beginsel ertoe noopt een strafrechtelijk onderzoek op deze manier in te kle-
den en als het ware op te bouwen. 
Dat ook in het kader van de MMA-meldingen wordt gedifferentieerd in 
de aan het aanvullend onderzoek te stellen eisen al naar gelang het soort 
anonieme informatie dat wordt verstrekt, volgt heel nadrukkelijk uit arrest 
van het Hof Den Haag d.d. 20 september 2007. In casu bestaat de startinfor-
matie uit van MMA verkregen gegevens dat in een pand 120 Uzi’s zouden 
liggen.36 In de anonieme melding is wel fonetisch de naam van de verdachte 
opgenomen, maar wordt een andere woning dan die van de verdachte ge-
noemd. Op basis van het GBA wordt vastgesteld dat in de in de melding 
genoemde woning een ander dan de verdachte woont. Op basis van deze 
informatie wordt vervolgens door de politie binnengetreden in de woning van 
de verdachte. Het hof oordeelt dat gelet op de aard van de verkregen informa-
tie voldoende feiten en omstandigheden aanwezig waren voor een verden-
king. Op het eerste oog is dit een merkwaardige uitspraak van het hof, nu het 
billijkt dat in een andere woning wordt binnengetreden dan die waar in de 
MMA-melding gewag van wordt gemaakt. Rechtvaardiging voor de beslis-
sing van het hof, en hiermee tegelijk ook voor het handelen van politie en 
OM in deze, kan evenwel worden gevonden in de aard van de informatie 
waarover wordt gemeld. Een melding over de locatie van semiautomatische 
vuurwapens noopt nu eenmaal tot ogenblikkelijk politieel ingrijpen, ook al is 
de anonieme informatie (zoals in casu) aantoonbaar gedeeltelijk onjuist of 
levert een veredeling van de informatie niet of nauwelijks iets op. Niettegen-
staande het voorgaande moet worden aangestipt dat deze lijn in de jurispru-
dentie wel een risico meebrengt. Vroeg of laat, en wie weet is het al zover, 
wordt ook buiten het juridische speelveld bekend dat in het geval van een 
anonieme melding over een vuurwapen (of soortgelijke strafbare feiten) de 
politie vrijwel direct in actie komt en dat de rechter dit handelen achteraf ook 
billijkt. Het risico wat dat meebrengt is dat zodoende ook bekend is dat als je 
een ander een hak wil zetten, door het uitlokken van privacyschendend poli-
tieel handelen op basis van onware informatie, je dit het best kan doen door 
                                                             
36  Hof Den Haag 20 september 2007, LJN BB5685. Zie in dit verband bijvoorbeeld ook het 
arrest van het Hof Arnhem van 17 augustus 2009, LJN BJ5362. In casu ziet de MMA-
melding op de vindplaats van een vuurwapen in de woning van de verdachte. Deze 
melding wordt door de politie aangevuld met de resultaten van het raadplegen van 
GBA, een controle op antecedenten en het gegeven dat de verdachte als vlucht- en 
vuurwapengevaarlijk staat gesignaleerd. Voorgaande doet in de zienswijze van het hof 
een verdenking ontstaan en rechtvaardigt bovendien het binnentreden in de woning 
van de verdachte.  
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anoniem over bijvoorbeeld een vuurwapen te melden. Het bestaan van dit 
risico dwingt ertoe dat in het bijzonder de politie, officieren van justitie en 
rechters-commissarissen zich hiervan te allen tijde bewust moeten zijn en 
zodoende scherp blijven toetsen of het toepassen van een dwangmiddel op 
basis van een dergelijke anonieme melding te rechtvaardigen is.  
Uit enkele uitspraken van lagere rechters blijkt voorts dat informatie van 
MMA een verdenking kan opleveren, ook al wordt door de politie niet ogen-
blikkelijk ingegrepen. Een lijn die overigens al door de Hoge Raad is ingezet 
in zijn in de context van TCI-informatie gewezen arrest van 1 februari 2000.37 
In casu overweegt de Hoge Raad dat een verdenking van het voorhanden 
hebben van vuurwapens niet vervalt door een tijdsverloop van zeven weken 
en dat gelet hierop de doorzoeking op grond van art. 49 WWM gerechtvaar-
digd was.  
In de zaken waarin een MMA-melding de startinformatie vormt, gaat het 
overigens telkens om hennepkwekerijen. Zo greep de politie in de zaak die 
ten grondslag ligt aan twee uitspraken van de Rechtbank Zutphen d.d. 16 
februari 2007 pas twee maanden na de binnengekomen informatie van de 
MMA in.38 Uit het vonnis van de Rechtbank Leeuwarden d.d. 24 mei 2007 
volgt dat eerst ruim zeven maanden na de melding van de MMA het bewus-
te pand wordt binnengetreden.39 Onder andere het feit van algemene be-
kendheid dat een hennepkwekerij een duurzaam karakter heeft, maakt de 
verdenking op het moment van binnentreden van het pand in de ogen van 
de rechtbank nog steeds valide. Niet te lang kan echter worden gewacht met 
het strafrechtelijk ingrijpen, zo volgt uit een arrest van het Hof Leeuwarden 
d.d. 19 februari 2010.40 In casu komt in januari 2005 een melding van de 
MMA binnen die ziet op de aanwezigheid van een hennepkwekerij. Op dat 
moment wordt vruchteloos enig onderzoek verricht. In maart 2006 wordt 
vervolgens wederom aanvullend onderzoek uitgevoerd. Op basis hiervan 
volgt een binnentreding en wordt een hennepkwekerij aangetroffen. Het hof 
overweegt dat er in 2006 geen enkele aanleiding bestond opnieuw een op-
sporingsonderzoek te starten. Dit onderzoek wordt dan ook onrechtmatig 
geoordeeld. Een en ander leidt tot bewijsuitsluiting en daarmee tot een vrij-
spraak. 
                                                             
37  Hoge Raad 1 februari 2000, NJ 2000, 264. 
38  Rb. Zutphen 16 februari 2007, LJN AZ8696 en LJN AZ8699.  
39  Rb. Leeuwarden 24 mei 2007, LJN BA5604. 
40  Hof Leeuwarden 19 februari 2010, LJN BM2531. Zie voor een zaak waarin vier maan-
den na een MMA-melding een bedrijfspand wordt betreden Rb. Den Haag 23 novem-
ber 2011, LJN BU5525. De rechtbank oordeelt dat deze betreding onrechtmatig was. 
Hierbij lijkt overigens (terecht) ook een rol te spelen dat aanvullend onderzoek (onder 
andere een warmtemeting) is verricht dat de anonieme informatie niet heeft bevestigd. 
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Uit het voorgaande volgt dat uit de jurisprudentie in het kader van de 
MMA-meldingen dezelfde conclusies kunnen worden getrokken als uit ju-
risprudentie inzake de andere anonieme meldingen van burgers. Hiernaar zij 
dan ook naar verwezen. Hierop verdergaand kunnen als het ware in de be-
ginfase van een opsporingsonderzoek dat start op basis van anonieme mel-
ding drie fasen worden onderscheiden. In de eerste fase komt een anonieme 
melding binnen bij de politie en vindt een beoordeling plaats van de bruik-
baarheid ervan. Het criterium van concreetheid en gedetailleerdheid speelt in 
deze beoordeling een doorslaggevende rol. In fase twee, waarin het opspo-
ringsonderzoek feitelijk een aanvang heeft genomen, vindt vervolgens bin-
nen de context van art. 3 Politiewet aanvullend onderzoek plaats. Het is van 
belang op te merken dat feitelijk de enige manier om een anonieme melding 
op betrouwbaarheid te toetsen, schuilt in de bevestiging die wordt gevonden 
in de resultaten van dit aanvullende onderzoek. De betrouwbaarheid van de 
melder kan immers niet worden getoetst. In het verlengde hiervan is eerder 
al verwoord dat het beperken van het risico op het strafvorderlijk acteren op 
basis van onjuiste informatie en de verplichting die voortvloeit uit het twee-
de lid van art. 8 EVRM noodzaakt tot het verrichten van aanvullend onder-
zoek. Ten opzichte van de omvang van dit onderzoek en de waarde die 
wordt gehecht aan de uitkomsten ervan bestaat ruimte voor verschil al naar 
gelang het soort strafbaar feit waarover wordt gemeld. Het verschil laat het 
spanningsveld zien tussen privacybescherming enerzijds en opsporingsbe-
langen anderzijds. Zo is gebleken dat bijvoorbeeld bij een melding over vuur-
wapens de balans gemakkelijker doorslaat naar het belang van de opsporing. 
Hierdoor kan het in dat soort zaken vaker voorkomen dat bijvoorbeeld een 
woning wordt betreden zonder dat daadwerkelijk een vuurwapen wordt ge-
vonden en ten tweede dat dit dan gebeurt op basis van informatie waarvan 
de anonieme melder weet dat deze onwaar is. De derde fase ziet op het toe-
passen van een dwangmiddel, vaak is dat het betreden of doorzoeken van 
een woning of bedrijfspand. De combinatie van de anonieme melding en de 
uitkomst van het aanvullend onderzoek, maakt of rechtvaardiging kan wor-
den gevonden voor het toepassen van een dwangmiddel. In deze fase is in de 
eerste plaats een belangrijke toetsende rol weggelegd voor de officier van 
justitie of rechter-commissaris die, met gebruikmaking van het verdenkings-
begrip, moet oordelen over de legitimiteit van het toepassen van het dwang-
middel. De zittingsrechter vervult hierin achteraf en in tweede instantie een 
belangrijke rol door te toetsen of het toepassen van het dwangmiddel naar 
zijn oordeel inderdaad gerechtvaardigd was. In dit geheel verdient het de 
voorkeur dat de Hoge Raad nadrukkelijker naar voren brengt dat hij belang 
hecht aan aanvullend betrouwbaarheidsonderzoek voorafgaand aan het toe-
passen van dwangmiddelen. Een dergelijke opstelling straalt immers af op 
de beoordeling die in deze context moet worden gemaakt door zittingsrech-
ter, zaaksofficier en r-c.  
78 Anonieme meldingen van burgers 
―――
 
 
4.5.2.3  MMA als onrechtmatige en oncontroleerbare opsporingsmethode  
Dit type verweer wordt gevoerd in de zaak die leidde tot het arrest van het 
Hof Amsterdam van 7 februari 2005.41 Het hof verwerpt het verweer en 
overweegt dat het door de politie gebruik maken van informatie van de 
MMA zijn rechtsgrond vindt in het algemeen taakstellende artikel 2 Politie-
wet 1993 (oud), nu art. 3 Politiewet.42 Voorts oordeelt het hof dat de informa-
tie van MMA in casu door de politie in nader onderzoek is getoetst en on-
derbouwd met aanvullende onderzoeksgegevens. De wijze waarop de in-
formatie van MMA op betrouwbaarheid is getoetst, is controleerbaar. Het feit 
dat de identiteit van de beller van MMA niet bekend wordt en dus niet als 
getuige kan worden gehoord, levert geen strijd op met art. 6 EVRM of de be-
ginselen van een behoorlijke procesorde.  
In cassatie laat de Hoge Raad het arrest van het hof in stand en over-
weegt dat de politie anonieme informatie mag gebruiken als startinformatie 
voor een opsporingsonderzoek.43 Mede gelet hierop overweegt de Hoge 
Raad dat het oordeel van het hof dat het gebruik van de informatie van 
MMA in het onderhavige geval niet in strijd is met artikel 6 EVRM dan wel 
met de beginselen van een behoorlijke procesorde, niet van een onjuiste 
rechtsopvatting getuigt.44 De Hoge Raad acht dit evenmin onbegrijpelijk, 
gelet op de vaststelling van het hof dat de juistheid van die informatie door 
de politie is getoetst en onderbouwd met nadere onderzoeksgegevens en de 
omstandigheid dat het hof de informatie niet voor het bewijs heeft gebruikt. 
Het gebruik van materiaal van MMA lijkt dus ook door de Hoge Raad als 
toelaatbaar opsporingsmiddel te worden gezien, al overweegt hij dit niet 
expliciet.  
4.5.2.4  Anonieme meldingen: startinformatie of ook bewijsmiddel?  
Uit het voorgaande volgt dat een anonieme melding als startinformatie voor 
een strafrechtelijk onderzoek kan worden gebruikt en als grondslag kan die-
nen voor het toepassen van dwangmiddel. Gezegd kan worden dat voldoen-
de toetsing van dat soort anonieme informatie plaatsvindt door de gegevens 
te staven met de resultaten van nader politieel onderzoek. Betwijfeld kan 
echter worden of dergelijke informatie vervolgens ook voor het bewijs kan 
worden gebruikt. In dit verband wordt gewezen op de uitspraak van het 
                                                             
41  Hof Amsterdam 7 februari 2005, NJ 2005, 147. 
42  Zie voor een gelijkluidende overweging Rb. Haarlem d.d. 19 februari 2004, LJN 
A04855. Het gaat hier overigens om een andere zaak. 
43  Hoge Raad 13 juni 2006, NJ 2006, 346.  
44  De Hoge Raad herhaalt deze overweging in zijn arrest van 22 januari 2008, LJN 
BC1375. 
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EHRM in de zaak Kostovski.45 Het EHRM overweegt in dit arrest dat het 
EVRM niet uitsluit dat in de onderzoeksfase voorafgaand aan de terechtzit-
ting gebruik wordt gemaakt van anonieme bronnen, maar dat het vervolgens 
gebruiken van anonieme verklaringen als voldoende bewijs voor een veroor-
deling een andere zaak is. De rechten van de verdediging worden daardoor 
beperkt in een mate die onverenigbaar is met art. 6 EVRM. Deze lijn van het 
verschil in toetsing tussen het gebruik van anoniem materiaal als startinfor-
matie en voor het bewijs wordt ook zichtbaar in een arrest van de Hoge Raad 
uit 2006.46 De Hoge Raad betrekt in zijn oordeel over het niet in strijd met art. 
6 EVRM zijn van het gebruik van een MMA-melding voor de start van het 
opsporingsonderzoek immers de omstandigheid dat het hof de melding niet 
voor het bewijs heeft gebruikt.  
Gesteld kan worden dat het voor het gebruik voor het bewijs van een 
anonieme tip, naast het toetsen van de betrouwbaarheid van de informatie, 
mogelijk moet zijn de betrouwbaarheid van de tipgever te controleren. Deze 
toetsing zou plaats kunnen vinden door de tipgever als getuige te horen. Dit 
is in nagenoeg alle gevallen echter niet mogelijk nu zelfs bij politie en OM de 
identiteit van de anonieme melder niet bekend zal zijn. De noodzaak van 
onder meer het uitgebreid toetsen van de betrouwbaarheid van de verstrek-
ker van dat soort potentieel anoniem bewijs, volgt ook uit art. 344a Sv in 
combinatie met art. 360 Sv. Het eerste lid van art. 344a Sv bepaalt dat een be-
wezenverklaring niet uitsluitend of in beslissende mate mag worden ge-
grond op anonieme verklaringen en het derde lid bepaalt dat anoniem mate-
riaal, waaronder dus ook een anonieme tip, alleen mag meewerken tot het 
bewijs als de bewezenverklaring in belangrijke mate steun vindt in ander-
soortig bewijsmateriaal en de verdachte of zijn raadsman in de loop van het 
geding niet de wens te kennen hebben gegeven de anonieme melder te ho-
ren. Wat betreft dit laatst punt is het dus aan de verdediging in elke fase van 
het geding en bovendien ter zitting te herhalen dat de anonieme melder als 
getuige moet worden gehoord, zo volgt uit het arrest van de Hoge Raad van 
17 april 2012.47 In art. 360 Sv wordt voorts een extra motiveringsplicht gecre-
eerd voor het geval de rechter anoniem materiaal voor het bewijs gebruikt. 
Wat betreft dit laatste punt is het arrest van de Hoge Raad van 23 oktober 
2012 relevant.48 In casu casseert de Hoge Raad een arrest van het hof nu het 
niet heeft voldaan aan de uit art. 360 Sv voortvloeiende motiveringsplicht die 
                                                             
45  EHRM 20 november 1989, NJ 1990, 245(Kostovski).  
46  Hoge Raad 13 juni 2006, NJ 2006, 346. In dit verband zij gewezen op een vonnis van de 
Bossche rechtbank waarin wordt overwogen dat een melding van MMA niet voor het 
bewijs kan worden gebruikt. Zie hiervoor Rb. ‘s-Hertogenbosch 9 september 2009, LJN 
BJ7087. 
47  Hoge Raad van 17 april 2012, NJ 2012, 413 m.nt. Borgers.  
48  Hoge Raad 23 oktober 2012, LJN BX6752.  
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meebrengt dat aangegeven moet worden dat aan de eisen van het derde lid 
van art. 344a Sv is voldaan en dat er voorts blijk van moet zijn geven dat de 
rechter zelfstandig de betrouwbaarheid van de anonieme verklaring heeft 
onderzocht. Het gebruik van een anonieme melding voor het bewijs roept 
dus alleen al een (zware) motiveringsplicht op en is daarom nagenoeg illu-
soir te noemen. Deze motiveringsplicht bestaat ook in ontnemingszaken. Zie 
in dit verband het arrest van de Hoge Raad van 20 december 2011.49 In casu 
wordt een MMA-melding gebruikt om de hoogte van het te ontnemen be-
drag gedeeltelijk op te baseren. De Hoge Raad overweegt dat art. 360 Sv op 
een ontnemingsprocedure van toepassing is, terwijl art. 344a Sv dat (formeel) 
niet is. Voorts overweegt de Hoge Raad dat in het geval dat soort anonieme 
informatie in de ontnemingsprocedure wordt gebruikt, wel dient te zijn ge-
waarborgd dat in voldoende mate tegemoet wordt gekomen de verdedi-
gingsrechten en dat het voorgaande meebrengt dat de rechter in zijn uit-
spraak ervan blijk moet hebben gegeven te hebben onderzocht of de anonie-
me verklaring betrouwbaar is en of aan de verdedigingsrechten in voldoende 
mate is tegemoetgekomen. Naar het oordeel van de Hoge Raad blijkt in deze 
zaak van een dergelijk onderzoek niet en wordt er dus gecasseerd.  
Concluderend kan worden gesteld dat de in een anonieme melding ver-
vatte informatie, ook als deze in een brief bij de politie binnenkomt, eigenlijk 
alleen in theorie voor het bewijs kan worden gebruikt, tenzij de identiteit van 
de melder wordt achterhaald en hij vervolgens als getuige wordt gehoord. 
Alleen in die omstandigheid worden de uit art. 6 EVRM voortvloeiende ver-
dedigingsrechten op een afdoende wijze gewaarborgd. Er bestaat nog een an-
dere reden waarom het alleen in het geschetste geval niet bezwaarlijk is een 
anonieme melding voor het bewijs te gebruiken. In alle andere gevallen be-
staat namelijk het risico op dubbeltelling: de anonieme melder komt dan ook 
als getuige voor in het strafdossier. Ogenschijnlijk bestaan op dat moment 
twee informatiebronnen, terwijl er feitelijk maar één bron is. Ook om deze 
reden dienen anonieme meldingen niet voor het bewijs te worden gebruikt.  
4.5.2.5  Voorafgaande rechterlijke toets  
Uit de besproken jurisprudentie vloeit voort dat een anonieme melding in 
een groot aantal gevallen tot het aanwenden van de in art. 9 Ow dan wel art. 
49 WWM beschreven dwangmiddelen leidt.50 Aldus kunnen onder meer wo-
ningen ter inbeslagname worden betreden en in het geval van art. 49 WWM 
zelfs worden doorzocht in het geval op basis van dergelijke meldingen rede-
                                                             
49  Hoge Raad 20 december 2011, LJN BQ6003. 
50  Zie over de Wet wapens en munitie, H.J.B. Sackers, Wet wapens en munitie, Deventer: 
Kluwer 2012, p. 270-272. 
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lijkerwijs kan worden vermoed dat de bewuste wet wordt overtreden.51 
Naast het bestaan van een redelijk vermoeden is slechts een machtiging tot 
binnentreden op grond van art. 2 van de Algemene wet op het binnentreden 
(AWBi) vereist. Een machtiging die zelfs kan worden afgegeven door de 
(hulp-)officier van justitie, waardoor in ieder geval de iure geen voorafgaande 
controle plaatsvindt door de (zaaks)officier. Op het moment van het inzetten 
van de aangehaalde privacyschendende dwangmiddelen vindt dus geen ex-
terne (rechterlijke) controle plaats. Het ingrijpende overheidshandelen wordt 
slechts intern gecontroleerd door met opsporing belaste functionarissen. Be-
twijfeld kan worden of dit een acceptabele (en zelfs rechtmatige) situatie is in 
het licht van de op basis van het tweede lid van art. 8 EVRM aan te leggen 
proportionaliteitstoets. Een toets die in het geval van het betreden of door-
zoeken van woningen lijkt te dwingen tot enige voorgaande rechterlijke toet-
sing, zo volgt uit de arresten van het EHRM in de zaken Funke en Wieser & 
Bicos. Al eist het EHRM niet expliciet dat een rechterlijke machtiging beno-
digd is; uiteindelijk gaat het om het bestaan van een geheel van waarborgen 
rondom het betreden of doorzoeken van een woning door de overheid. In de 
zaak Funke neemt het EHRM wel een schending van art. 8 EVRM aan nu 
naar Frans recht een voorafgaande rechterlijke toets in het geval van een 
doorzoeking van een woning niet een gesteld vereiste was.52 In de zaak Wie-
ser & Bicos geeft het EHRM er onverkort blijk van belang te hechten aan een 
dergelijke toets.53  
De op dit punt relevante Nederlandse jurisprudentie heeft zich ontwik-
keld in het kader van TCI-informatie. In de zaak die leidt tot het arrest van de 
Hoge Raad van 30 november 2004 wordt bijvoorbeeld eerst 13 dagen na de 
binnenkomst van TCI-informatie overgegaan tot een doorzoeking op basis 
van art. 49 WWM.54 De verbalisanten beschikken op dat moment wel over 
een AWBi-machtiging van de hulp-officier van justitie. De Hoge Raad over-
weegt dat art. 8 EVRM niet steeds een rechterlijke machtiging voor een door-
zoeking vereist: toepassing van art. 49 WWM levert dus niet direct een schen-
ding van art. 8 EVRM op. Niettemin kunnen omstandigheden van het geval 
meebrengen dat toepassing van art. 49 WWM zonder rechterlijke machtiging 
de met het oog op art. 8 EVRM aan te leggen proportionaliteitstoets niet kan 
doorstaan. De enkele omstandigheid dat 13 dagen tussen TCI-informatie en 
de doorzoeking zat, maakt echter niet dat de doorzoeking niet in redelijke 
verhouding stond tot het daarmee beoogde doel. De Hoge Raad oordeelt in 
                                                             
51  Zie over de achtergrond van de genoemde bepalingen D.V.A. Brouwer, Dwangmiddelen 
in bijzondere wetten (diss. Groningen), Deventer: Gouda Quint 1999. 
52  EHRM 25 februari 1993, NJ 1993, 485 m.nt. Kn (Funke v. Frankrijk).  
53  EHRM 16 oktober 2007, appl. no. 74336/01 (Wieser en Bicos v. Oostenrijk). 
54  Hoge Raad 30 november 2004, NJ 2006, 355 m.nt. EAA. Zie de conclusie van P-G Fok-
kens bij dit arrest voor een andersluidend oordeel. 
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een eerdere zaak overigens ook al dat het hof terecht heeft geconcludeerd dat 
de doorzoeking noodzakelijk was in een democratische samenleving.55 De 
Hoge Raad laat zich dus niet zo expliciet uit over de wenselijkheid van een 
rechterlijke toets en lijkt hiervoor alleen te opteren in die gevallen dat tussen 
het binnenkomen van een anonieme tip en het toepassen van een dwang-
middel enige tijd verstrijkt.56 Het EHRM lijkt deze rechtelijke toets vooraf-
gaand aan het betreden dan wel doorzoeken van een woning wel noodzake-
lijk te achten.  
Ten minste twee sporen kunnen worden bewandeld om de gewenste 
controle mogelijk te maken. Ten eerste kan in een richtlijn worden opgeno-
men dat in het geval op basis van een anonieme melding het voornemen 
bestaat een woning te betreden of te doorzoeken op de voet van art. 9 Ow of 
art. 49 WWM, de (zaaks)officier van justitie gehouden is te vorderen dat de  
r-c de in art. 110 Sv gegeven bevoegdheid aanwendt. Bestaat er spoed, dan 
kan art. 97 Sv worden toegepast. In dat geval behoeft de officier immers nog 
steeds een machtiging van de r-c. Ten tweede kan worden gedacht aan het 
wijzigen van de genoemde artikelen, in die zin dat het vereiste van een voor-
afgaande rechterlijke machtiging wordt ingevoegd voor die gevallen waarin 
een woning moet worden betreden of doorzocht.57 Betoogd kan worden dat 
het creëren van een machtigingsvereiste de slagvaardigheid uit de opsporing 
haalt. Hiertegen kan worden ingebracht dat met de huidige communicatie-
middelen dit gevolg niet erg aannemelijk is. Het wijzigen van de wetsbepa-
lingen verdient de voorkeur, alleen al omdat de rechter in het licht van art. 
359a Sv gemakkelijker strafprocessuele consequenties kan verbinden aan het 
handelen in strijd met de wet, dan aan het handelen in tegenspraak met een 
richtlijn.  
                                                             
55  Hoge Raad 25 september 2001, NJ 2002, 97. Zie in dit verband ook Hof ’s-Hertogen-
bosch 25 september 2007, LJN BB4256. 
56  In deze context is relevant Rb. Almelo 26 september 2008, LJN BF8922. In casu wordt 
eerst vijf weken na binnengekomen TCI-informatie over het voorhanden hebben van 
een vuurwapen een doorzoeking ex art. 49 WWM verricht. Overwogen wordt dat deze 
informatie weliswaar een verdenking oplevert, maar vanwege het tijdsverloop van vijf 
weken niet de uit het tweede lid van art. 8 EVRM aan te leggen proportionaliteitseis 
doorstaat. In dit licht wordt opgemerkt dat art. 49 WWM onvoldoende waarborgen te-
gen misbruik biedt, nu dit artikel aan opsporingsambtenaren een ongeclausuleerde be-
voegdheid tot het doorzoeken van woningen biedt en in dit verband geen enkele be-
perking met betrekking tot de duur en omvang van de doorzoeking wordt gesteld. In 
de zienswijze van de rechtbank lag het dan ook op de weg van de opsporingsinstanties 
om voor deze doorzoeking een rechterlijke machtiging te verkrijgen. Een en ander leidt 
tot strafvermindering. 
57  In relatie tot art. 49 WWM zij gewezen op A.E. Harteveld & H.G.M. Krabbe, ‘De door-
zoeking in de wet wapens en munitie: uniek maar onverantwoord’, D&D 1997, p. 989 - 
1003.  
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Concluderend kan worden gesteld dat met de voorgestelde rechterlijke 
toets externe controle wordt gecreëerd die passend is bij dat soort ingrijpend 
overheidsoptreden. Aldus wordt immers voorafgaand aan het betreden of 
doorzoeken van een woning op basis van anonieme informatie de betrouw-
baarheid van de informatie en met name de gerechtvaardigdheid van de 
inzet van het dwangmiddel getoetst door een onafhankelijke en niet met 
opsporingsbelangen belaste rechter. Hierdoor wordt meer recht gedaan aan 
het in (het tweede lid van) art. 8 EVRM bepaalde.  
4.5.3  De Nationale ombudsman 
De Nationale ombudsman behandelt door burgers ingestelde klachten over 
bestuursorganen. In relatie tot anonieme meldingen van burgers komt hij 
meestentijds in beeld als op basis van dergelijke informatie strafvorderlijk 
overheidsoptreden volgt dat niet leidt tot een strafrechtelijke vervolging, bij-
voorbeeld omdat de in de melding genoemde drugs of wapens niet worden 
aangetroffen. De controle door de ombudsman is aan te merken als externe 
buitenstrafvorderlijke controle gericht op het handelen van politie en OM op 
basis van startinformatie. In het merendeel van de rapporten die de om-
budsman in dit verband heeft uitgebracht, komt naar voren dat de politie 
geen aanvullend onderzoek heeft verricht naar aanleiding van een anonieme 
melding.58 Zo valt uit een rapport uit 2009 af te leiden dat de anonieme mel-
ding ziet op de aanwezigheid van een hennepkwekerij. Alleen op basis van 
deze melding wordt binnengetreden. Een kwekerij wordt niet aangetroffen. 
De ombudsman oordeelt in zijn rapport vervolgens dat de politie onder-
zoekshandelingen heeft laten liggen, zoals het meten van het stroomver-
bruik. De anonieme melding alleen kon in de zienswijze van de ombudsman 
in casu geen verdenking opleveren en het toepassen van een dwangmiddel 
dus ook niet rechtvaardigen. De politie heeft door op basis hiervan wel straf-
rechtelijk te handelen onbehoorlijk opgetreden.  
Niet in al de door de ombudsman beoordeelde zaken handelt de politie 
puur en alleen op basis van een anonieme melding. In de casus die ten 
grondslag ligt aan het rapport van 10 november 2008 betreedt de politie op 
basis van art. 9 Ow een woning op basis van een MMA-melding en een (ach-
teraf onjuist blijkende) melding uit een digitaal politie gegevensbestand dat 
de in de melding genoemde persoon eerder zou zijn veroordeeld in verband 
met hennep.59 De ombudsman oordeelt dat in casu geen redelijk vermoeden 
bestond: nu blijkt dat de HKS-melding niet klopt, blijft alleen de MMA-mel-
ding over en dat is onvoldoende om het toepassen van dit dwangmiddel op 
te baseren. De betrouwbaarheid van dat soort anonieme informatie kan im-
                                                             
58  Nationale ombudsman, rapportnrs. 2005/327, 2007/264 en 2009/179. 
59  Nationale ombudsman, rapportnr. 2008/261.  
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mers niet worden vastgesteld, aldus de ombudsman. Bovendien zijn in de 
ogen van de ombudsman onderzoekshandelingen blijven liggen. Van de po-
litie had mogen worden verwacht, zeker nu het een woning betrof, dat nader 
onderzoek (infrarood-meting, onderzoek naar geluid mechanische ventilatie, 
stroommeting) werd verricht naar de geloofwaardigheid van de melding. De 
ombudsman lijkt met deze laatste overweging impliciet te doelen op de eer-
der verwoorde, en aan het tweede lid van art. 8 EVRM ontleende, subsidiari-
teitstoets.60 In een ander rapport komt, wederom impliciet, de toetsing aan de 
uit het tweede lid van art. 8 EVRM voortvloeiende subsidiariteits- en propor-
tionaliteitstoets naar voren. In casu komt in december 2004 een anonieme 
melding binnen bij de politie waarin gewag wordt gemaakt van een weed-
lucht bij een woning en waarin wordt aangegeven dat zich veel jonge mensen 
bij de voordeur ophouden. Deze melding wordt aangevuld met waarnemin-
gen van de wijkagent, die aangeeft henneplucht te ruiken en de resultaten 
van zowel een positieve als een negatieve warmtescan in december 2005. 
Deze informatie leidt tot het betreden van de woning. De ombudsman oor-
deelt dat onderzoekshandelingen onbenut zijn gebleven (stroomverbruik had 
kunnen worden opgevraagd, onderzoek naar geluid mechanische ventilatie, 
onderzoek of er een kelder is) en dat gelet op het gegeven dat de melding al 
een jaar oud is er geen redelijk vermoeden bestaat voor de toepassing van het 
dwangmiddel. 
Voorts wordt ook in de rapporten van de ombudsman zichtbaar dat al 
naar gelang de inhoud van de melding wordt gedifferentieerd in de aan het 
aanvullende onderzoek te stellen eisen.  
In de casus die ten grondslag ligt aan een rapport van 29 december 2009 
komt bijvoorbeeld een MMA-melding binnen die ziet op de aanwezigheid 
van een grote hoeveelheid wapens en explosieven bij de zus van de mogelij-
ke verdachte.61 De melding wordt enigszins geverifieerd: naam en adres 
blijken te kloppen (de mogelijke verdachte woont wel al 25 jaar niet meer bij 
zijn zus) en de mogelijke verdachte heeft ook antecedenten op het gebied van 
de WWM. Een doorzoeking volgt en niets strafwaardigs wordt aangetroffen. 
De ombudsman oordeelt in zijn rapport dat de politie voldoende moeite 
heeft ondernomen om de melding te verifiëren. De melding in combinatie 
met het aanvullende onderzoek kon in de zienswijze van de ombudsman een 
redelijk vermoeden ex art. 49 WWM opleveren. Dit oordeel van de ombuds-
man kan gezien de aard van de melding en het verrichte aanvullende onder-
zoek worden gebillijkt.  
Concluderend kan worden gesteld dat de Nationale ombudsman een be-
langrijke controlerende rol vervult in die gevallen waarin naar aanleiding 
van een anonieme melding weliswaar strafrechtelijk overheidsoptreden 
                                                             
60  In dezelfde lijn ligt Nationale ombudsman 3 december 2007, rapportnr. 2007/284. 
61  Nationale ombudsman, rapportnr. 2009/291. 
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volgt, maar dit optreden niet tot een strafzaak leidt. In een dergelijk geval 
vindt immers geen rechterlijke controle plaats, terwijl de privacy van (moge-
lijk) onschuldige burgers wel geschonden is. Verwacht mag worden dat een 
negatief oordeel van de ombudsman omtrent het handelen van de politie in 
dergelijke zaken enig effect zal sorteren binnen politie en OM.  
4.6  SAMENVATTING, BIJZONDERHEDEN EN AANBEVELINGEN VOOR 
VERBETERDE CONTROLE  
Wat betreft dit type startinformatie spelen de in de inleiding uitgewerkte vier 
fasen, waarbij moet worden aangetekend dat de vierde fase (het gebruik van 
startinformatie voor het bewijs) geen rol speelt nu anonieme tips praktisch 
niet voor het bewijs worden gebruikt en hier gelet op het bepaalde in art. 
344a Sv de facto ook niet toe kunnen worden gebezigd. Specifiek aan dit soort 
startinformatie is dat geen toetsing van de betrouwbaarheid plaatsvindt 
voordat de informatie wordt doorgespeeld aan de politie en dat bovendien 
ook de politie in het ongewisse verkeert over de identiteit van de anonieme 
tipgever. Dit is een juridisch relevante bijzonderheid die verbonden is aan dit 
type startinformatie. Het risico dat de doorgespeelde informatie vals is, is 
door deze bijzonderheid bij dit type startinformatie dan ook het meest aan-
wezig en daarom moet door officier van justitie en rechter veel waarde wor-
den gehecht aan het verrichten van aanvullend politieel betrouwbaarheids-
onderzoek voorafgaand aan het toepassen van een dwangmiddel.  
Ten aanzien van het politieel betrouwbaarheidsonderzoek bestaat ruimte 
voor differentiatie. Ziet de melding bijvoorbeeld op de mogelijke aanwezig-
heid van een hennepkwekerij dan dient de politie eerst een aantal, door het 
algemeen taakstellende art. 3 Politiewet gelegitimeerde, onderzoekshandelin-
gen te verrichten alvorens het toepassen van een dwangmiddel gerechtvaar-
digd is. De lat van het aanvullend onderzoek dient met andere woorden bij 
anonieme meldingen die goed verifieerbaar zijn door middel van nader on-
derzoek hoog te liggen. Bij tips over bijvoorbeeld de aanwezigheid van vuur-
wapens, die in de regel minder gemakkelijk zijn te verifiëren, ligt de lat door-
gaans lager. Het gevaarzettende karakter van het zich ongecontroleerd in het 
maatschappelijk verkeer bevinden van dat soort voorwerpen kan hieraan ten 
grondslag worden gelegd. Het voorgaande ontheft de politie echter niet van 
de plicht ook bij dit type meldingen te allen tijde zoveel mogelijk inspannin-
gen te verrichten om de anonieme informatie bevestigd te krijgen. De 
(zaaks)officier dan wel de r-c moet hierop toezien. De geschetste differentia-
tie laat het spanningsveld zien tussen privacybescherming enerzijds en op-
sporingsbelangen anderzijds. Het is te billijken dat bijvoorbeeld bij een mel-
ding over vuurwapens de balans gemakkelijker doorslaat naar het belang 
van de opsporing. Niettemin brengt dat wel twee risico’s met zich. Allereerst 
kan door in dat soort zaken de lat van het aanvullend onderzoek lager te 
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leggen, het vaker voorkomen dat bijvoorbeeld een woning wordt betreden 
zonder dat daadwerkelijk een vuurwapen wordt gevonden. Ten tweede be-
staat het risico dat dit dan gebeurt op basis van informatie waarvan de ano-
nieme melder weet dat deze onwaar is. Het risico wordt met andere woorden 
groter dat dit type meldingen door een burger wordt gebruikt om een andere 
burger een hak te zetten. Uit de jurisprudentie en enkele rapporten van de 
Nationale ombudsman vloeit voort dat aanvullend politieel onderzoek niet 
in alle gevallen wordt verricht. De vraag rijst of gelet hierop een richtlijn 
moet worden geconcipieerd die het uitvoeren van dit onderzoek verplicht 
stelt. Die vraag dient ontkennend te worden beantwoord. Politie en OM moe-
ten vanuit hun professionaliteit zijn doordrongen van de noodzaak van aan-
vullend onderzoek bij dit specifieke type startinformatie. Een richtlijn vervult 
in deze geen meerwaarde, temeer als wordt bedacht dat de zittingsrechter op 
dit punt belangrijke externe controle uitoefent dan wel dient uit te oefenen.  
De externe controle die de zittingsrechter achteraf uitoefent is van groot 
belang, nu hij in laatste instantie beoordeelt of een verdenking kon bestaan 
op basis van de gegevens die beschikbaar waren voorafgaand aan het toepas-
sen van het dwangmiddel. Hij toetst met andere woorden of gerechtvaardigd 
gebruik is gemaakt van een privacyschendend dan wel vrijheidsbenemend 
middel. De beslissing van de zittingsrechter op dit punt, en met name de 
strafprocessuele sanctie die aan dit oordeel wordt verbonden, wint nog meer 
aan belang als wordt bedacht dat zij naar alle waarschijnlijkheid direct 
doorwerkt in de praktijk: wordt de lat van het aanvullend onderzoek door de 
zittingsrechter hoog gelegd dan spoort dit de politie aan tot het verrichten 
van uitgebreider aanvullende onderzoek alvorens dwangmiddelen worden 
toegepast, wordt de lat echter laag gelegd dan wordt het signaal afgegeven 
dat niet of nauwelijks onderzoek hoeft te worden verricht ter toetsing van 
een anonieme melding. Uit de jurisprudentie op dit punt kan worden afge-
leid dat een strafrechtelijk onderzoek kan starten op basis van een anonieme 
melding van een burger, mits de tip concreet en gedetailleerd is. Op grond 
van dat soort informatie kan dus nader onderzoek van de politie plaatsvin-
den. Uit de lagere jurisprudentie volgt dat in veel gevallen wel nadere eisen 
worden gesteld in het geval op basis van een anonieme melding een dwang-
middel wordt toegepast. De Hoge Raad laat evenwel in het midden of, en zo 
ja in welke gevallen de anonieme informatie zijn bevestiging dient te vinden 
in de resultaten van aanvullend onderzoek. Het verdient de voorkeur dat de 
Hoge Raad nadrukkelijker naar voren brengt dat hij bij dit specifieke type 
startinformatie belang hecht aan het aanvullend politieel betrouwbaarheids-
onderzoek voorafgaand aan het toepassen van dwangmiddelen. Hij kan dit 
bijvoorbeeld doen door te verlangen dat de tactische recherche de binnen het 
bereik van art. 3 Politiewet liggende onderzoeksmogelijkheden uitput alvo-
rens tot een dwangmiddel wordt overgegaan en ook duidelijk aangeeft in 
een proces-verbaal welke handelingen (al dan niet vruchteloos) zijn verricht. 
Doorgaans wordt in de lagere jurisprudentie vereist dat aanvullende onder-
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zoekgegevens de anonieme informatie bevestigen; hiermee wordt impliciet 
aan het in het tweede lid van art. 8 EVRM besloten liggende subsidiariteits-
beginsel getoetst. Wat betreft de omvang en de resultaten van aanvullend on-
derzoek is wel ruimte voor de eerder geschetste differentiatie, waarbij ten 
minste de volgende vier factoren de zittingsrechter een houvast bieden:  
1)  het (vermeend) strafwaardige gedrag waar de anonieme melding op 
ziet;  
2)  de (gepercipieerde) urgentie tot spoedig strafvorderlijk optreden; 
3)  de mogelijkheid tot het vergaren van aanvullende gegevens; en  
4)  het soort dwangmiddel dat wordt ingezet.  
 
De rechter dient, indachtig deze factoren, de lat bij het aanvullend onderzoek 
naar aanleiding van een melding over bijvoorbeeld vuurwapens in de regel 
lager te leggen, terwijl diezelfde lat bij het ter bevestiging van onder meer 
een anonieme tip over de aanwezigheid van een hennepkwekerij verrichte 
aanvullend onderzoek aanzienlijk hoger moet worden gelegd. Bij dit laatste 
type anonieme meldingen zal de rechter dus eerder en binnen de context van 
het verdenkingsbegrip tot het oordeel moeten komen dat geen rechtvaardi-
ging bestond voor het toepassen van een dwangmiddel op het moment dat 
de politie opsporingshandelingen heeft laten liggen. Komt hij tot dit oordeel 
dan kan op grond van art. 359a Sv een strafprocessuele sanctie volgen, waar-
bij in het licht van de huidige jurisprudentie van de Hoge Raad in veel geval-
len strafvermindering de hoogst denkbare sanctie is.62 Gesteld kan echter 
worden dat, hoewel enigszins in weerwil van deze jurisprudentie, (via de 
verboden vruchtenleer) bewijsuitsluiting moet volgen als een woning op on-
toereikende gronden is binnengevallen. Dergelijk overheidsoptreden brengt 
immers met zich dat ongerechtvaardigd inbreuk wordt gemaakt op een 
zwaarwegend grondrecht van de verdachte, te weten het in art. 12 Grondwet 
en art. 8 EVRM beschermde huisrecht, zeker als er geen enkele formele magi-
stratelijke controle is geweest zoals zich tot op heden voordoet bij het toepas-
sen van art. 49 WWM en art. 9 Ow. Een zware sanctie is dan geboden, ook 
met het oog op de signaalfunctie die dit strafprocessuele gevolg heeft. In 
relatie hiermee bestaat bovendien op basis van jurisprudentie van het EHRM 
een taak voor de wetgever om art. 49 WWM en 9 Ow te wijzigen als de inzet 
van deze dwangmiddelen leidt tot het betreden of doorzoeken van wonin-
gen, in die zin dat voorafgaande rechterlijke controle dan wettelijk verplicht 
moet worden gesteld. Het belang van het zoveel mogelijk beschermen van 
het huisrecht kan hieraan ten grondslag worden gelegd.  
                                                             
62  Zie Hoge Raad 19 februari 2013, NJ 2013, 308 m.nt. Keulen. 
 DEEL II: POLITIËLE STARTINFORMATIE  
Politiële startinformatie doet zich in verschillende gedaanten voor. Deze cate-
gorie startinformatie is grofweg onder te verdelen in vier soorten: 1. informa-
tie afkomstig van het Team Criminele Inlichtingen (TCI),1 dit is de opvolger 
van de vroegere Criminele Inlichtingeneenheid (CIE), 2. strafrechtelijk rele-
vante gegevens verkregen uit een verkennend onderzoek ex art. 126gg Sv, 3. 
(mede) op basis van verdacht verklaarde financiële transacties gestarte op-
sporingsonderzoeken en 4. restinformatie. Politiële startinformatie wordt ge-
definieerd als door de inzet van al dan niet wettelijk geregelde opsporings-
middelen verkregen informatie, die door de politie (verder) wordt verwerkt 
en uiteindelijk zijn neerslag vindt in een startproces-verbaal.2 Dit laatste 
vloeit voort uit de in art. 152 Sv neergelegde verbaliseringsplicht. Het opma-
ken van een startproces-verbaal is van belang, nu op die wijze voor onder 
meer r-c, verdediging en zittingsrechter in ieder geval inzichtelijk wordt ge-
maakt op basis van welke informatie een strafrechtelijk onderzoek wordt be-
gonnen.3  
In het navolgende wordt per verschillende vorm van politiële startinfor-
matie bekeken hoe de onderscheidenlijke informatie tot de start van een 
strafrechtelijk onderzoek kan leiden, welke risico’s en gevaren hieraan ver-
bonden zijn, op welke manier deze startinformatie in het strafproces wordt 
gebruikt en welke in- en externe controlemechanismen ten aanzien van (de 
verkrijging van) dit soort gegevens bestaan. Het voorgaande strekt onder 
meer tot beantwoording van de vraag op welke manier vorm is gegeven aan 
het controleren van de betrouwbaarheid van dat soort informatie en de 
rechtmatigheid van de verkrijging ervan. Onderzocht wordt of het gegeven 
dat opsporings- dan wel afschermingsbelangen zich kunnen verzetten tegen 
het geven van openheid over dit type startinformatie een complicerende 
factor in het geheel van (externe) controlemechanismen is en hoe dit zich 
vervolgens verhoudt tot art. 6 en art. 8 EVRM. Ten besluit worden aanbeve-
lingen gedaan voor het verbeteren van controlemechanismen. 
                                                             
1  Gelet op het feit dat het TCI de nieuwe benaming is van de CIE wordt in het navolgen-
de voor het overgrote deel gebruik gemaakt van de termen TCI en TCI-informatie.  
2  Wat betreft de gebruikte opsporingsmiddelen valt onder meer te denken aan het run-
nen van informanten door het TCI en het analyseren, bewerken en veredelen van (digi-
tale) gegevensverzamelingen. 
3  Ter illustratie wordt verwezen naar de zogenaamde TomPoes-zaak. In die zaak is 
volstrekt onduidelijk op welk moment en op basis van welke informatie het strafrech-
telijk onderzoek is gestart en is bovendien pas in een laat stadium van het geding het 
startproces-verbaal aan het dossier gevoegd. Onder meer deze omstandigheden leiden 
tot het niet-ontvankelijk verklaren van het OM. Zie Rb. Zutphen 7 oktober 2009, LJN 
BJ9577 en het rapport d.d. 11 maart 2010 over de evaluatie van dit opsporingsonder-
zoek, Bijlage bij Kamerstukken II 2009-2010, 29 279, nr. 110. 
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Voor de volledigheid zij ten slotte vermeld dat, hoewel de verschillende 
vormen van politiële startinformatie afzonderlijk worden besproken, de in-
formatie op grond waarvan een strafrechtelijk onderzoek start in veel geval-
len een combinatie is van gegevens uit meerdere (politiële) bronnen. Hierbij 
valt bijvoorbeeld te denken aan een opsporingsonderzoek dat wordt gestart 
op basis van TCI-informatie en meerdere verdacht verklaarde financiële 
transacties. 
 
 
 5 TCI-informatie 
 
5.1 INLEIDING 
Elke regionale eenheid beschikt over een eigen Team Criminele Inlichtingen 
(TCI).1 Het TCI houdt zich bezig met het generen van informatie door in 
contact te treden met (criminele) informanten, het zogenaamde runnen van 
informanten. Informanten die onder andere iets kunnen vertellen over het 
reilen en zeilen binnen het criminele milieu, een op handen staande levering 
van een partij harddrugs of de vindplaats van een vuurwapen. Op basis van 
deze informatie, vervat in een TCI-proces-verbaal, kan de tactische recherche 
in samenspraak met de zaaks(officier) een strafrechtelijk onderzoek starten.2  
Aan het op deze wijze vergaren van informatie zijn risico’s verbonden. 
Allereerst bestaat het gevaar dat de informant, al dan niet opzettelijk, valse 
informatie verstrekt waardoor een onschuldige burger te maken krijgt met 
privacyschendend en/of vrijheidsbenemend stafvorderlijk overheidshande-
len. Anders dan bij de anonieme tips wordt de kans hierop verkleind door de 
betrouwbaarheidstoets die plaatsvindt binnen het TCI en het gegeven dat het 
TCI de identiteit van de informant kent. Het TCI maakt dus zowel een in-
schatting van de betrouwbaarheid van de informatie als de betrouwbaarheid 
van de informant, voordat een TCI-proces-verbaal wordt doorgespeeld naar 
de tactische recherche. Dit is een specifiek kenmerk van dit type startinfor-
matie. Verder bestaat het gevaar dat het TCI de regie over de informant ver-
liest. Mogelijk gevolg hiervan kan zijn dat de informant de latere verdachte 
instigeert tot het plegen van een strafbaar feit en daardoor geen sprake meer 
is van het in art. 6 EVRM neergelegde recht op een eerlijk proces.3 Ten slotte 
                                                             
1  Zie art. 1 onder a van de Regeling CIE, Stcrt. 2000, 198 en de aanpassing op deze rege-
ling in Stcrt. 2009, 18. De regeling CIE is recentelijk opgegaan in het Besluit verplichte 
politiegegevens, Stb. 2012, 465. Onder meer de landelijke eenheid, de Rijksrecherche en 
de KMAR beschikken daarnaast ook over een eigen TCI. 
2  Uit de praktijk volgt dat de tactische recherche het opsporingsonderzoek uitvoert in 
die zin dat zij onder meer verdachten en getuigen verhoort, op vordering van de 
(zaaks)officier dwangmiddelen inzet en bijzondere opsporingsbevoegdheden toepast. 
De tactische recherche verzamelt anders geformuleerd belastend dan wel ontlastend 
materiaal dat in het geval van een bewezenverklaring voor het bewijs kan worden ge-
bruikt door de zittingsrechter.  
3  Voor een voorbeeld van het verliezen van de regie over een informant wordt verwezen 
naar de eerder aangehaalde Goudsnip-zaak. Het hof verklaart het OM als gevolg daar-
van in de afzonderlijke strafzaken niet-ontvankelijk. Overigens oordeelt de Hoge Raad 
in twee van de zaken dat de niet-ontvankelijkheidverklaring niet begrijpelijk respectie-
→ 
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brengt het werken met (criminele) informanten risico’s met zich die wat ver-
der afstaan van een concrete strafzaak, maar wel heel kenmerkend zijn voor 
het (achterliggende proces van het) vergaren van dit type startinformatie. Zo 
bestaat het gevaar dat de informant pogingen onderneemt om runners van 
het TCI te corrumperen, bijvoorbeeld in die zin dat de informant tracht poli-
tiële informatie te verkrijgen. Ook bestaat het risico dat dit opsporingsin-
strument door een criminele organisatie wordt gebruikt om strafvorderlijk 
optreden tegen een ander crimineel samenwerkingsverband uit te lokken, 
waardoor strafrechtelijk ingrijpen min of meer wordt geregisseerd. Zeker nu 
het merendeel van de informanten zelf in het criminele milieu verkeren, zijn 
geschetste gevaren allesbehalve denkbeeldig. In dit soort situaties kan de 
doorgegeven informatie zeer wel juist zijn. De twee laatste punten hebben 
dan ook meer van doen hebben met integriteitsaspecten en raken de vraag 
over de wenselijkheid van dit opsporingsinstrument.  
Het voorgaande dwingt tot een scherpe toetsing van de betrouwbaarheid 
én de rechtmatigheid (van de verkrijging) van TCI-informatie. Dat soort con-
trole wordt bemoeilijkt door (het belang van) de afscherming van de identi-
teit van de informant waarvoor het TCI staat. Bezien wordt dan ook of deze 
controle in het strafproces ten volle plaats kan vinden. Ter beantwoording 
van die vraag wordt bekeken welke in- en externe controlemechanismen ten 
aanzien van het TCI bestaan. In dit kader wordt onder meer onderzocht in 
hoeverre binnen de context van het strafproces eisen worden gesteld aan het 
toetsen van de betrouwbaarheid van TCI-informatie en of ruimte bestaat 
voor een controle van de rechtmatigheid van het handelen van het TCI. 
Voorts wordt bekeken of strafvorderlijke consequenties worden verbonden 
aan eventueel onrechtmatig handelen van het TCI en of los hiervan wordt 
gesanctioneerd op het moment dat TCI-informatie op ontoereikende gronden 
leidt tot het toepassen van dwangmiddelen. Ten besluit worden aanbevelin-
gen gedaan voor het verbeteren van controle, waarbij ook wordt ingegaan op 
de integriteitsaspecten die samenhangen met dit opsporingsinstrument.  
5.2  HET TCI IN HISTORISCH PERSPECTIEF 
5.2.1  Het ontstaan van Criminele Inlichtingendiensten  
Tot het eind van de zestiger jaren van de 20ste eeuw zijn aard en omvang van 
de criminaliteit in Nederland relatief beperkt, overzichtelijk en beheersbaar. 
Echter vanaf dan verandert de criminaliteit in hoog tempo. Er ontstaan (in-
                                                             
velijk ontoereikend is gemotiveerd. Zie hiervoor Hoge Raad 29 juni 2010, NJ 440 en 442 
m.nt. Sch.  
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ternationale) criminele samenwerkingsverbanden, criminelen worden steeds 
mobieler en hun technische mogelijkheden groter. Ook de vormen van cri-
minaliteit veranderen: drugshandel, mensensmokkel, milieudelicten en frau-
de doen hun intrede.4  
De inhoudelijk sterk veranderde en beter georganiseerde criminaliteit 
spoort de politie aan tot verandering op het vlak van het inwinnen en verza-
melen van informatie uit het criminele milieu. Natuurlijk is de politie van 
oudsher al geïnteresseerd in dergelijke informatie, maar het inwinnen en ver-
zamelen hiervan geschiedt veelal ongestructureerd. Een sprekend voorbeeld 
hiervan is de rechercheur die ingewonnen informatie (slechts) noteert in zijn 
zakboekje. Door de verandering in het criminaliteitsbeeld en de verdere pro-
fessionalisering van de politie, wordt het wenselijk geacht één centraal punt 
te creëren waar inlichtingen over criminelen worden ingewonnen, verzameld 
en verwerkt.5 Dit om de politie een beter zicht te geven op het criminele mi-
lieu. Ook wel aangeduid als het door de politie verwerven van een betere in-
formatiepositie.  
De wens één centraal punt voor criminele inlichtingen te creëren, krijgt in 
de jaren zeventig handen en voeten door het instellen van Criminele Inlich-
tingendiensten bij meerdere (veelal grote) politiekorpsen. Een Criminele In-
lichtingendienst (CID) vormt een aparte afdeling binnen de politie die zich 
bezig houdt met het verzamelen en inwinnen van informatie over criminelen 
en het criminele milieu. Zij voert deze taak uit door enerzijds informatie te 
genereren middels het onderhouden van contacten met informanten (het zo-
genaamde ‘runnen’ van informanten) en anderzijds door verkregen informa-
tie te analyseren. Deze CID-informatie kan vervolgens worden uitgegeven 
aan de tactische recherche. De door de CID uitgegeven informatie, al dan niet 
in combinatie met reeds bestaande resultaten van tactisch onderzoek, kan 
voor de tactische recherche een reden zijn een opsporingsonderzoek te star-
ten. Daarnaast kan deze informatie worden gebruikt in lopende opsporings-
onderzoeken.  
Er bestaat in die tijd geen eenvormige structuur van de CID, de taakstel-
ling is niet eenduidig en controle en toezicht op de CID is niet geregeld. Eerst 
in 1986 komt de eerste CID-regeling tot stand bij beschikking van de minis-
ters van Justitie en Binnenlandse Zaken.6 Art. 2 van deze regeling bepaalt dat 
                                                             
4  Zie in dit verband C. Fijnaut, F. Bovenkerk, G. Bruinsma & H. van der Bunt, Organized 
Crime in the Netherlands, Den Haag: Kluwer Law International 1998.  
5  Zie P.J. Aalbersberg, B.N. Barendregt & J.B.A. de Wit, ‘De ontwikkeling van het CID-
werk’, in: A.W.M. van der Heijden (red.), Criminele inlichtingen. De rol van de Criminele 
Inlichtingendiensten bij de aanpak van de georganiseerde misdaad, Den Haag: VUGA 1993, 
p. 51-65 en H.J. Graafland, ‘Regeling criminele inlichtingendiensten’, Algemeen Politie-
blad 1982-3, p. 54-58.  
6  Stcrt. 1986, 141.  
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vanaf dat moment elk gemeentelijk politiekorps en de Rijkspolitie over een 
eigen CID dient te beschikken. In de regeling ligt de nadruk op de regionale 
samenwerking tussen de afdelingen CID uit de 148 gemeentelijke politie-
korpsen en de Rijkspolitie, waarbij opvalt dat sterk wordt benadrukt dat 
onderling informatie (criminele inlichtingen genaamd) moet worden uitge-
wisseld. Deze regeling richt zich dan ook hoofdzakelijk op het verbeteren 
van de structuur voor de verzameling en verwerking van criminele inlichtin-
gen.7 Om de informatie-uitwisseling te bevorderen, wordt de Begeleidings-
commissie CID ingesteld. Aan de CID-regeling is een privacyreglement ge-
koppeld dat de opslag, verwerking en verstrekking van ingewonnen infor-
matie regelt. De CID-regeling introduceert in art. 1 onder c met de zoge-
naamde CID-subjecten ook een nieuw begrip. CID-subjecten zijn natuurlijke 
en rechtspersonen ten aanzien waarvan op grond van feiten en omstandig-
heden kan worden aangenomen dat zij als dader of medeplichtige betrokken 
zijn, of naar redelijkerwijs kan worden vermoed, zullen worden betrokken bij 
misdrijven die een ernstige inbreuk op de rechtsorde opleveren. Deze formu-
lering is veel ruimer dan het in art. 27 Sv neergelegde verdachte-begrip en 
kan worden gezien als een legitimering van de bestaande praktijk van proac-
tief politieoptreden in de inlichtingenfase.8 De CID-regeling uit 1986 wordt in 
1995, na totstandkoming van de Politiewet 1993, opgevolgd door de CID-
regeling 1995.9 In dat jaar wordt ook de opvolger van de Begeleidingscom-
missie CID, de Raad van Advies voor de CID, ingesteld.10 Deze Raad dient de 
ministers van Justitie en Binnenlandse Zaken te adviseren omtrent aangele-
genheden die betrekking hebben op de werkzaamheden van de CID. 
De CID verkrijgt binnen de politieorganisatie snel een eigen status en 
ontwikkelt een eigen wijze van optreden. Over het algemeen gaat men inno-
vatief en creatief te werk, vanuit de gedachte dat de georganiseerde crimina-
liteit op alle mogelijke manieren moet worden bestreden. Geheimhouding 
van informatiebronnen en gebezigde opsporingsmethoden staan voorop.11 
Dat hierbij in sommige gevallen de grenzen van het toelaatbare worden over-
schreden en dat er een gebrek is aan controle op en normering van het werk 
                                                             
7  C.F.H. Breen & M.G. Van der Vegt, ‘Effectiviteit van de CID-regeling’, Algemeen Politie-
blad 1987-4, p. 88-89.  
8  Zie in dit verband ook A. Patijn, ‘De controle op de criminele inlichtingendienst’, NJB 
1995, p. 696-701 en B. Hoogenboom, ‘Over de betrekkelijkheid van het debat over op-
sporingsmethoden’, DD 1995, p. 570-593.  
9  Stcrt. 1995, 74. 
10  Stcrt. 1995, 46. 
11  D. van der Bel, A.M. van Hoorn & J.J.T.M. Pieters, Informatie en Opsporing. Handboek 
informatieverwerving, -verwerking en -verstrekking ten behoeve van de opsporingspraktijk, 
Zeist: Uitgeverij Kerckebosch 2013.  
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van de CID, wordt pijnlijk zichtbaar in het eindrapport ‘Inzake Opsporing’ 
van de Commissie Van Traa.12  
5.2.2  De Commissie Van Traa  
De Commissie van Traa wordt op 6 december 1994 ingesteld na politieke 
commotie over de opheffing van het interregionaal rechercheteam (IRT) 
Noord-Holland/Utrecht.13 De commissie heeft de opdracht onderzoek te 
doen naar:  
- de aard, ernst en omvang van de zware, georganiseerde criminaliteit;14 
- de feitelijke toepassing, de rechtmatigheid, het verantwoord zijn en de 
effectiviteit van de opsporingsmethoden; 
- de organisatie, het functioneren van en de controle op de opsporing.  
 
In haar eindrapport constateert de Commissie Van Traa dat sprake is van een 
drievoudige crisis in de opsporing: ontbrekende normen, een niet goed func-
tionerende organisatie en problemen in de gezagsverhoudingen. Hierbij 
merkt de commissie in zijn algemeenheid op dat de jurisprudentie voor een 
te groot gedeelte de normen van de opsporing bepaalt, waardoor in toene-
mende mate sprake is van een rechtersstaat. Hierdoor is de fundamentele 
rechtsstatelijke eis van voorafgaande normering te lang achterwege gebleven.  
Met betrekking tot de CID constateert de commissie allereerst dat er volstrekt 
onvoldoende sturing van en controle op de CID is, dat de verslaglegging 
binnen de CID niet naar behoren is en dat spanning bestaat tussen de tacti-
sche recherche en de CID. Gelet hierop pleit zij voor het expliciet wettelijk 
normeren van de taken en bevoegdheden van de CID en het volledig integre-
ren van de CID in de recherche. Met betrekking tot het runnen van informan-
ten stelt de commissie dat dit eveneens een wettelijke basis dient te krijgen 
nu het een zeer complexe en met risico’s omgeven opsporingsmethode is. Zij 
wijst in dit verband op het gevaar dat de politie de regie over de informant 
                                                             
12  Kamerstukken II 1995-1996, 24 072, nrs. 10, 11, 14 en 15 (eindrapport ‘Inzake Opsporing’ 
van de Parlementaire Enquêtecommissie Opsporingsmethoden en de daarbij behoren-
de bijlagen V en VI).  
13  De opheffing van het IRT Noord-Holland/Utrecht leidt tot de motie Dijkstal c.s. In deze 
motie wordt de wens naar voren gebracht een parlementair onderzoek in te stellen 
naar de opsporingsmethoden die in Nederland worden gebruikt en de controle erop. 
De naar aanleiding van deze motie ingestelde Werkgroep vooronderzoek opsporings-
methoden concludeert in haar op 21 oktober 1994 uitgebrachte rapport Opsporing ge-
zocht tot de instelling van een parlementaire enquêtecommissie, de uiteindelijke Com-
missie Van Traa.  
14  Dit deel is onder leiding van C.J.C.F. Fijnaut onderzocht. Zie hiervoor Kamerstukken II 
1995-1996, 24 072, nrs. 10, 11, 14 en 15 (eindrapport ‘Inzake Opsporing’ van de Parle-
mentaire Enquêtecommissie Opsporingsmethoden en bijlagen VII t/m XI).  
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verliest en het gevaar dat de informant de runner leidt in plaats van anders-
om. Op deze plaats dient eveneens te worden gewezen op de risico’s die er 
voor de informant zelf bestaan, ook nadat hij zijn ‘werkzaamheden’ voor de 
politie heeft beëindigd. Illustratief is in dit verband een civiel arrest van het 
Hof Den Haag.15 In die zaak oordeelt het hof dat de Staat de zorgplicht ten 
aanzien van een informant niet is nagekomen en dus schadeplichtig is. 
Voorts constateert de commissie dat de CID bij het runnen van informan-
ten onvoldoende gestuurd en gecontroleerd wordt en dat de vrijheid van de 
CID bij het runnen van informanten te groot is. Er dient een meer adequate 
controle en sturing te zijn, waarbij een grote rol is weggelegd voor de officier 
van justitie. Volgens de commissie is het runnen van informanten pas rechts-
statelijk verantwoord en effectief als een evenwicht kan worden gevonden 
tussen de controle en verantwoording van de informatie en de bescherming 
van de identiteit van de informant.16  
5.2.3  De Commissie Kalsbeek 
De Tijdelijke commissie evaluatie opsporingsmethoden (Commissie Kals-
beek) wordt in 1998 ingesteld om de effecten van de aanbevelingen van de 
Commissie van Traa te volgen en te evalueren.17 Naast het evaluatieve karak-
ter van de werkzaamheden van de Commissie Kalsbeek, doet zij in haar 
eindrapport ook enkele aanbevelingen.  
Wat betreft het runnen van informanten stelt de commissie vast dat er 
meer controle wordt uitgeoefend, waarbij vooral wordt gewezen op de grote-
re rol van de CID-officier. Waar de CID in de oude situatie een grote vrijheid 
bezat als het ging om het werken met informanten, dient nu de CID-officier 
toestemming te geven voor het inschrijven en runnen van informanten. Het 
behoort tot de kerntaak van deze officier van justitie om toezicht te houden 
op het gebruik van informanten en de wijze waarop de verschillende regis-
ters worden gevuld. Verder dient de CID-officier te voorkomen dat de CID 
eigen doelen gaat nastreven en moet hij erop toe zien dat de CID zich beperkt 
tot haar ondersteunende taak in het rechercheproces. De CID-officier dient 
zijn werkzaamheden primair te verantwoorden aan de recherche-OvJ en 
daarnaast aan de hoofdofficier.  
Met betrekking tot de voorgestane wettelijke normering van taken en be-
voegdheden van de CID is de commissie, op zijn zachts gezegd, een stuk 
                                                             
15  Hof Den Haag d.d. 24 maart 2009, LJN BH6193.  
16  Kamerstukken II 1995-1996, 24 072, nrs. 10, 11, 14 en 15 (eindrapport ‘Inzake Opsporing’ 
van de Parlementaire Enquêtecommissie Opsporingsmethoden en de daarbij behoren-
de bijlagen V en VI).  
17  Kamerstukken II 1998-1999, 26 269, nrs. 4-5 (eindrapport ‘Opsporing in uitvoering’ van 
de Tijdelijke commissie evaluatie opsporingsmethoden).  
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minder lovend. Zij constateert dat de bestaande regelingen over de werkwij-
ze en inrichting van de CID niet zijn aangepast. Dit terwijl de Commissie Van 
Traa juist op dit organisatieonderdeel in haar eindrapport veel kritiek heeft 
geuit. De commissie is dan ook van oordeel dat op zeer korte termijn een 
nieuwe CID-regeling moet worden opgesteld waarin de taken, procedures en 
bevoegdheden van de CID zijn opgenomen.  
Ten slotte wordt nog een opmerking gemaakt over de in 1995 ingestelde 
Raad van Advies voor de CID. De commissie stelt vast dat dit adviesorgaan, 
dat belast is met een uitgebreide taakstelling op een essentieel onderdeel van 
de politie, in een belangrijke periode vrijwel geen gevolg heeft gegeven aan 
de uitvoering van haar (adviserende) taak.  
5.2.4  Van CID naar CIE 
De door de Commissies Van Traa en Kalsbeek voorgestane wettelijke rege-
ling omtrent de werkzaamheden van de CID komt in 2000 ten dele tot stand 
met de inwerkingtreding van de Regeling criminele inlichtingen eenheden 
(CIE-regeling).18 De hiermee gegeven naamswijziging is typerend voor het 
veranderingsproces dat op dat moment gaande is: de CIE wordt niet meer als 
aparte dienst, maar als onderdeel van de recherche beschouwd. De CIE be-
perkt zich tot het vergaren, verwerken en verstrekken van criminele inlich-
tingen ten behoeve van opsporingsonderzoeken en het verkrijgen van inzicht 
in aard en omvang van de zwaardere vormen van criminaliteit. De CIE is 
aldus ondersteunend aan de tactische recherche. In de CIE-regeling wordt 
duidelijkheid geschapen over de taak van de CIE-officier: hij is verantwoor-
delijk voor de gezagsuitoefening over de CIE. In enkele interne instructies 
wordt de rol van de CIE-officier nader uitgewerkt.19 Ten slotte wordt opge-
merkt dat de CIE-regeling recentelijk is aangepast aan de in de Wet Politie-
gegevens gebezigde terminologie.20 Bovendien is de CIE-regeling sinds het 
jaar 2013 geïncorporeerd in het Besluit verplichte politiegegevens.21  
                                                             
18  Stcrt. 2000, 198. 
19  Zie hiervoor D. van der Bel, A.M. van Hoorn & J.J.T.M. Pieters, Informatie en Opsporing. 
Handboek informatieverwerving, -verwerking en -verstrekking ten behoeve van de opsporings-
praktijk, Zeist: Uitgeverij Kerckebosch 2013.  
20  Stcrt. 2009, 1256. Zie in dit verband ook de Aanwijzing Wet Politiegegevens, Stcrt. 
2008, 142.  
21  Stb. 2012, 465.  
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5.2.5  Van CIE naar TCI 
Met het inwerkingtreden van de Politiewet 2012 en het daarbij behorende in-
richtingsplan ondergaat de CIE een naamswijziging. Voortaan gaat dit poli-
tieonderdeel door het leven als het Team Criminele Inlichtingen (TCI).  
5.3  DE START 
Zoals eerder gesteld, behelst het werk van het TCI op dit moment meren-
deels het runnen van informanten en het op basis van aldus gegenereerde 
informatie uitgeven van CIE-processen-verbaal aan de tactische recherche. 
Art. 5 van het Besluit verplichte politiegegevens schetst helder de taakstel-
ling: het TCI is belast met de informatievoorziening in het kader van de uit-
voering van de politietaak, voor zover het betreft misdrijven als bedoeld in 
art. 10 lid 1 onder a van de Wet politiegegevens. Uit hetzelfde artikel volgt 
dat het TCI in dit kader de volgende werkzaamheden dient te verrichten:  
a) het verzamelen en verifiëren van criminele inlichtingen;  
b) het verwerken van criminele inlichtingen in een bestand zoals bedoeld in 
art. 2 lid 1 Wet Politiegegevens; 
c) het bevorderen van het gericht inwinnen en aanvullen van criminele 
inlichtingen en andere gegevens die in het kader van de strafrechtelijke 
handhaving van de rechtsorde in aanmerking komen voor verwerking 
op grond van de Wet politiegegevens;  
d) het analyseren van criminele inlichtingen en het aan de hand daarvan 
signaleren van criminaliteitsontwikkelingen en het periodiek verslag 
doen van criminaliteitsbeelden.  
 
Voor een groot deel voert het TCI bovengenoemde taak uit door informanten 
te runnen. Als wettelijke basis hiervoor wordt het algemeen taakstellende art. 
3 Politiewet gehanteerd. Voor een definitie van een informant wordt in het 
Besluit verplichte politiegegevens verwezen naar het zevende lid van art. 12 
van de Wet Politiegegevens. De informant wordt hier gedefinieerd als een 
persoon die heimelijk aan een opsporingsambtenaar informatie verstrekt om-
trent strafbare feiten of ernstige schendingen van de openbare orde, die door 
anderen zijn of worden gepleegd of verricht, welke verstrekking gevaar voor 
deze persoon of voor derden oplevert.  
In deze definitie komt duidelijk naar voren dat de informant zijn infor-
matie verstrekt aan de runners (politieambtenaren die voor zover hier van 
belang werkzaam zijn bij het TCI en in die hoedanigheid de contacten met 
informanten onderhouden) onder de voorwaarde van waarborging van zijn 
anonimiteit. Er ontstaat voor hem, of voor derden, immers gevaar als degene 
over wie informatie wordt verstrekt erachter komt hoe de politie aan de in-
formatie komt. Ten aanzien van die informant bestaat een zogenaamd af-
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schermingsbelang. De naam van een informant wordt daarom niet in het 
eventueel op te maken TCI-proces-verbaal vermeld en zijn identiteit blijft 
aldus verborgen voor rechter en verdediging. In de zeer uitzonderlijke om-
standigheid dat de rechter later oordeelt dat de informant toch als getuige 
dient te worden gehoord, kan dit verhoor plaatsvinden door de r-c of de 
zittingsrechter. De r-c kan in een dergelijk geval op de voet van art. 190 lid 3 
Sv enigszins tegemoetkomen aan het belang van afscherming van de identi-
teit van de informant. De zittingsrechter heeft een soortgelijke bevoegdheid 
op basis van art. 290 lid 3 Sv. Het is eveneens (theoretisch) voorstelbaar dat 
de informant wordt gehoord door toepassing van de bedreigde getuigenre-
geling van art. 226a-226f Sv.  
De runners van het TCI kunnen op verschillende manieren in contact 
komen met potentiële informanten. Zo kan worden gedacht aan de situatie 
dat een burger tijdens een verhoor door de tactische recherche aangeeft rele-
vantie informatie voor de politie te hebben, maar tegelijkertijd zegt dat hij 
deze informatie alleen wil delen als zijn anonimiteit wordt gewaarborgd. Op 
dat moment zullen runners van het TCI contact zoeken met deze potentiële 
informant. Als uit dit contact blijkt dat de potentiële informant nuttige in-
formatie heeft, wordt bekeken of hij kan worden ingeschreven als informant. 
Hierbij wordt bezien of de potentiële informant een getuige of verdachte is 
(of kan worden) en of er een afschermingsbelang is. De TCI-officier beslist of 
de informant wordt ingeschreven in het informantenregister. In het infor-
mantenregister voert het TCI een registratie waarin alle waarnemingen, af-
spraken en bevindingen in relatie tot de informant, de persoon van de infor-
mant en de verstrekte informatie worden opgenomen. De informant wordt 
met een unieke persoonscode geregistreerd. Dit om te bewerkstelligen dat de 
informant slechts bij één TCI staat ingeschreven. Zo wordt onder meer voor-
komen dat de informant gaat ‘shoppen’ met zijn informatie. In dat geval be-
nadert de informant meerdere teams met dezelfde informatie om te bekijken 
welke van die eenheden (of wellicht meerdere) hem mogelijk als informant 
willen aanmerken. De registratie van de informant voorkomt dat één infor-
mant door meerdere Teams Criminele Inlichtingen wordt gerund. 
Indien de TCI-officier besluit tot inschrijving, kan de informant vanaf dat 
moment worden gerund. Aangezien het merendeel van de informanten zich 
in het criminele milieu bevindt, wordt duidelijk gemaakt dat het plegen van 
strafbare feiten tot een strafrechtelijke vervolging zal leiden. De status van 
informant maakt hen dus niet strafrechtelijk immuun. Slechts onder zeer 
bijzondere omstandigheden kan de TCI-officier de informant vooraf toe-
stemming verlenen tot het plegen van strafbare feiten van geringe aard die 
niet in relatie staan tot het feitencomplex waarover de informant informeert.22 
                                                             
22  Een en ander blijkt uit de Instructie CIE-officier. Zie voor de inhoud van de instructie 
D. van der Bel, A.M. van Hoorn & J.J.T.M. Pieters, Informatie en Opsporing. Handboek in-
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Het runnen van een informant geschiedt te allen tijde door twee runners. De 
informatie die de informant verstrekt wordt door de runners opgetekend in 
journaals en geverifieerd en/of aangevuld (het zogenaamde veredelen) met 
informatie uit andere het TCI ter beschikking staande bronnen. 
Vervolgens wordt het geheel ter controle voorgelegd aan het Hoofd TCI 
en kan de informatie (verder) worden verwerkt op grond van art. 10 Wet 
Politiegegevens. Uiteindelijk kan het Hoofd TCI een zogenaamd TCI-proces-
verbaal opmaken, waarin de door de informant verstrekte informatie is op-
genomen. Het Hoofd TCI zal, eventueel in samenspraak met de TCI-officier 
van justitie, het bewuste proces-verbaal zo opstellen dat de informatie niet te 
herleiden valt tot de informant. Voorts vermeldt het Hoofd TCI of hij de 
informatie als betrouwbaar beoordeelt of dat deze beoordeling niet kan wor-
den gemaakt. Een dergelijk TCI-proces-verbaal wordt vervolgens aan de tac-
tische recherche verstrekt. De tactische recherche kan in samenspraak met de 
(zaaks)officier (mede) op basis van dit proces-verbaal besluiten tot de start 
van een strafrechtelijk onderzoek en het daaropvolgend inzetten van dwang-
middelen. Daarnaast kan een dergelijk proces-verbaal dienen ter sturing van 
een al lopend opsporingsonderzoek. 
Ten slotte kan wat betreft de motieven van de informant onder meer aan 
geldelijk gewin worden gedacht. De informant kan voor achteraf betrouw-
baar gebleken informatie immers financieel worden beloond op basis van de 
Regeling bijzondere opsporingsgelden.23 De informant kan ook in de veron-
derstelling verkeren dat het praten met de politie hem in een eventuele eigen 
strafzaak voordeel kan opleveren. Concurrentieoverwegingen ten aanzien 
van andere criminelen kunnen voorts een rol spelen en gedacht kan ook wor-
den aan de intentie van de informant om een bepaalde burgerplicht te ver-
vullen. In dit verband is het overigens denkbaar dat een criminele organisatie 
bewust één van haar leden met het TCI in contact laat komen om opzettelijk 
valse informatie te verschaffen of om juist informatie van het TCI te verkrij-
gen.  
5.4  INTERNE CONTROLEMECHANISMEN  
Intern wordt het TCI en meer in het bijzonder de met informanten in contact 
tredende runners gecontroleerd door het Hoofd TCI.24 De rol van het Hoofd 
TCI is in de loop der jaren veranderd. Dit blijkt duidelijk uit de bevindingen 
                                                             
formatieverwerving, -verwerking en -verstrekking ten behoeve van de opsporingspraktijk, Zeist: 
Uitgeverij Kerckebosch 2013. 
23  Stcrt. 2006, 39. Deze circulaire is laatstelijk gewijzigd in 2011, Stb. 2012, 5545.  
24  Zie een artikel van mijn hand over de controle op de CIE getiteld ‘De controle op de 
criminele inlichtingeneenheden’, D&D 2009, p. 112-139. 
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van de Commissie Van Traa met betrekking tot het Hoofd CID.25 Zij consta-
teert dat het hoofd CID de centrale figuur was wat betreft het runnen van 
informanten: hij schreef de informant in, had het laatste woord over de met 
de informant te maken afspraken en bepaalde de voorwaarden waaronder en 
de prestatie waartegen een informant informatie verstrekte. Opgemerkt 
wordt dat in sommige gevallen het Hoofd CID geen zicht had op hetgeen de 
runners afspraken met informanten. Voorts stelt de commissie dat de binnen 
de CID voorgestane bescherming van de identiteit van de informanten maak-
te dat niemand daarbuiten een volledig zicht op diens activiteiten heeft. Zo 
hield het Hoofd CID zelfs voor de CID-officier de identiteit van de informant 
geheim. Daarnaast kwam het ook voor dat het Hoofd CID zelf informanten 
runde. De marginale rol die de CID-officier destijds speelde wat betreft de 
controle op het werk van de CID verklaart ten dele de in het voorgaande ge-
schetste centrale rol van het Hoofd CID. 
De huidige functie van het Hoofd TCI is een andere. Hij houdt zich bezig 
met de dagelijkse aansturing van het TCI-proces en het leiding geven aan 
medewerkers van het TCI. Hij runt zelf geen informanten, dat doen de run-
ners. Het Hoofd TCI staat op dit punt wat meer op afstand. Hij verifieert de 
door de runners aangedragen van informanten afkomstige informatie. Aldus 
controleert hij de door de runners gegenereerde criminele inlichtingen. Hij is 
degene die op basis hiervan het TCI-proces-verbaal opmaakt en ondertekent 
en hierin vermeldt of hij de informatie betrouwbaar oordeelt. Dientengevolge 
moet hij merendeels ook als getuige bij de r-c of ter zitting optreden in het 
geval de verdediging vraagtekens plaats bij de rechtmatigheid van het han-
delen van het TCI of de betrouwbaarheid van de uitgegeven informatie. Een 
dergelijk verhoor levert in de regel vrij weinig op nu vragen die bijvoorbeeld 
de anonimiteit van de informant in gevaar brengen door de rechter kunnen 
worden belet op grond van art. 187b Sv en art. 293 Sv.26 Overigens worden 
slechts bij hoge uitzondering de runners gehoord.  
Het Hoofd TCI onderhoudt daarnaast de contacten met de TCI-officier. 
In deze verhouding is de veranderde rol het meest zichtbaar. De TCI-officier 
is eindverantwoordelijk en neemt nu meer dan vroeger de beslissing over tal 
van onderwerpen.27 Zo beslist de TCI-officier bijvoorbeeld tot het inschrijven 
van een informant in het informantenregister. Het Hoofd TCI heeft in tegen-
stelling tot vroeger formeel gezien een meer adviserende rol. Zo bezien is zijn 
                                                             
25  Kamerstukken II 1995-1996, 24 072, nrs. 14 en 15 (bijlage V en VI bij het eindrapport 
‘Inzake Opsporing’ van de Parlementaire Enquêtecommissie Opsporingsmethoden).  
26  Zie in dit verband P. van der Kruijs, ‘De informant’, NJB 2001, p. 391-393.  
27  Zie hiervoor de diverse instructies. Zie voor de inhoud van de instructies D. van der 
Bel, A.M. van Hoorn & J.J.T.M. Pieters, Informatie en Opsporing. Handboek informatiever-
werving, -verwerking en -verstrekking ten behoeve van de opsporingspraktijk, Zeist: Uitgeverij 
Kerckebosch 2013. 
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rol gemarginaliseerd. Of dit de facto ook zo is, valt te betwijfelen. Het Hoofd 
TCI heeft immers nog steeds het beste zicht op het (dagelijkse) werk van het 
TCI. Zonder zijn adviezen is het voor de TCI-officier een stuk lastiger gefun-
deerde beslissingen te nemen. Net zo goed als het Hoofd TCI op zijn beurt, in 
ieder geval ten dele, vaart op de input die de runners geven met betrekking 
tot de van informanten afkomstige informatie.  
5.5  EXTERNE CONTROLEMECHANISMEN 
5.5.1  De TCI-officier 
Concrete externe controle binnen het strafvorderlijk kader op het TCI en de 
wijze waarop dit politieonderdeel informatie verzamelt, geschiedt in de eer-
ste plaats door de TCI-officier. Tot het einde van de jaren 80 van de vorige 
eeuw vindt er vanuit het OM geen controle plaats op het werk van de CID. 
Aan het eind van de jaren 80 komt het CID-werk op als specialisme bij het 
OM en worden de eerste CID-officieren benoemd. De Commissie Van Traa 
schetst in haar eindrapport een somber beeld over onder meer de gezagsver-
houdingen tussen CID-officier en CID, waardoor het functioneren van de 
CID ook voor de CID-officier ondoorzichtig blijft.28 Zij concludeert dat de 
CID teveel als autonome organisatie heeft gefunctioneerd zonder zich daarbij 
rekenschap te geven van de gezagsrelatie die het OM, in de functie van de 
CID-officier, ten aanzien van deze dienst bezit. De CID heeft zich teveel be-
roepen op vertrouwelijkheid van gegevens. Mede daardoor is een sfeer en 
cultuur van geheimzinnigheid en vertrouwelijkheid ontstaan die schade 
toebrengt aan het belang van een rechtstatelijke opsporing. Het is zelfs voor-
gekomen dat de CID-officier opzettelijk gebrekkig of misleidend is geïnfor-
meerd.  
De commissie constateert voorts dat het OM tekort is geschoten in het 
sturen en controleren van de CID: de CID-officier is slecht op de hoogte van 
de activiteiten van de CID. Zo is de identiteit van de informant in het meren-
deel van de gevallen niet bekend bij de CID-officier en bekijkt hij slechts 
zelden informantendossiers of CID-registers. Uit het eindrapport van de 
Commissie Van Traa blijkt dat CID-officieren zelf ook van mening zijn dat 
hun sturingsmogelijkheden beperkt zijn. De zogenaamde negatieve controle 
van de politie zou hierbij een rol spelen: de politie selecteert wat de CID-
officier te zien krijgt. Het Hoofd CID beschikt over alle relevante informatie 
en de CID-officier is derhalve afhankelijk van hetgeen hem wordt verteld. 
                                                             
28  Kamerstukken II 1995-1996, 24 072, nrs. 10-11 en 15 (eindrapport ‘Inzake Opsporing’ van 
de Parlementaire Enquêtecommissie Opsporingsmethoden en de bijbehorende bijlage 
VI).  
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Alleen bijzondere dingen worden voorgelegd aan de CID-officier en deze 
vertrouwt er maar op dat alle relevante zaken worden gemeld.  
Met de inwerkingtreding van het CIE-regeling, opgevolgd door het Be-
sluit verplichte politiegegevens, en de interne instructies is getracht een ken-
tering te bewerkstelligen in de rol van de vroegere CIE-officier en de huidige 
TCI-officier.29 De TCI-officier bepaalt de kaders waarbinnen het TCI zijn 
werkzaamheden uitvoert. Tevens geeft de TCI-officier aanwijzingen, die 
door het TCI steeds in acht moeten worden genomen en controleert hij perio-
diek hoe de relevante gegevens worden verwerkt. In de instructie wordt 
voorts ook helder de verhouding tussen de TCI-officier en de zaaksofficier 
weergegeven: de TCI-officier verleent ondersteuning aan de tactische recher-
che en aan de zaaksofficier en draagt zorg ervoor dat de zaaksofficier wordt 
ingelicht over relevante TCI-activiteiten. De zaaksofficier dient op de hoogte 
te zijn van deze activiteiten nu hij degene is die tegenover de zittingsrechter 
de volledige verantwoordelijkheid draagt voor alle opsporingsactiviteiten. 
Hoewel aldus de verhouding op papier helder is omschreven, zal de TCI-
officier in de praktijk de zaaksofficier maar zeer beperkt in kunnen lichten 
over de verrichte TCI-activiteiten. Het belang van afscherming van de identi-
teit van de informant maakt immers dat de TCI-officier slechts aan zal kun-
nen geven dat zich geen onrechtmatigheden hebben voorgedaan en dat hij 
achter het uitgegeven TCI-proces-verbaal staat. De wetenschap van de zaaks-
officier over de achtergrond van het uitgegeven TCI-proces-verbaal is dus 
per definitie (zeer) onvolledig en in die zin kan hij de facto de TCI-officier niet 
controleren. 
Door de genoemde regeling en instructies zijn in ieder geval op schrift 
grotendeels de door de Commissie Van Traa geconstateerde manco’s in de 
relatie TCI-officier-TCI verholpen. Gezagsverhoudingen zijn helder geformu-
leerd en de taak van de TCI-officier is omschreven. De huidige TCI-officier 
heeft een goed beeld van de werkzaamheden van het TCI. Of de TCI-officier 
zich een meer sturende dan wel controlerende rol aanmeet, hangt af van de 
individuele TCI-officier. Al moet gezegd worden dat de instructies hem wel 
dwingen een bepaald minimum aan controle uit te oefenen. Zoals al eerder 
opgemerkt is het nog steeds wel het Hoofd TCI die een centrale plaats in-
neemt in het geheel van het TCI. De TCI-officier is er meer voor de periodie-
ke en steekproefsgewijze controle. Los van het voorgaande moet worden 
aangetekend dat de TCI-officier dezelfde belangen nastreeft als het TCI: de 
bestrijding van de zware (georganiseerde) criminaliteit. Met dit in het ach-
terhoofd kan de vraag worden gesteld of, ook als het gaat integriteitsaspec-
                                                             
29  Zie voor de inhoud van de instructies D. van der Bel, A.M. van Hoorn & J.J.T.M. Pie-
ters, Informatie en Opsporing. Handboek informatieverwerving, -verwerking en -verstrekking 
ten behoeve van de opsporingspraktijk, Zeist: Uitgeverij Kerckebosch 2013.  
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ten, nu juist de TCI-officier de aangewezen persoon is om het TCI op alle 
onderdelen te controleren. 
5.5.2  De zaaksofficier en de tactische recherche  
Concrete externe strafvorderlijke controle op hoofdzakelijk de van het TCI af-
komstige informatie vindt plaats door de zaaksofficier en de tactische recher-
che. Zoals al eerder verwoord, doorloopt de van informanten afkomstige 
informatie eerst een interne route binnen het TCI voordat zij in afgeschermde 
vorm door middel van een TCI-proces-verbaal extern wordt verstrekt aan de 
tactische recherche. Hieruit vloeit voort, en dat is belangrijk om op te mer-
ken, dat bij de tactische recherche alsook de zaaksofficier alleen de informatie 
bekend is die in dit proces-verbaal is opgetekend en dat zij dus ook niet op 
de hoogte zijn van de identiteit van de informant. Het afschermingsbelang 
ligt hieraan ten grondslag. Opgemerkt is al dat dit belang meebrengt dat de 
TCI-officier de zaaksofficier maar zeer beperkt in kan lichten over de verrich-
te TCI-activiteiten. De TCI-officier zal slechts aan kunnen geven dat zich geen 
onrechtmatigheden hebben voorgedaan en dat hij achter het uitgegeven TCI-
proces-verbaal staat. De wetenschap van de zaaksofficier en de tactische re-
cherche over de achtergrond van het uitgegeven TCI-proces-verbaal is dus 
per definitie (zeer) onvolledig. In die zin verkeren de zaaksofficier en de 
tactische recherche wat betreft hun informatiepositie dus in een min of meer 
vergelijkbare positie als de verdediging en de zittingsrechter.  
Niettegenstaande het voorgaande rust op de schouders van de tactische 
recherche en de zaaksofficier de verplichting om de betrouwbaarheid van de 
in het TCI-proces-verbaal opgenomen informatie te controleren op het mo-
ment dat dit proces-verbaal voor de start van een opsporingsonderzoek en 
het toepassen van dwangmiddelen wordt gebruikt. Het in de inleiding van 
dit onderzoek besproken vierfasen model is hierop van toepassing en ook 
wordt verwezen naar de mogelijkheden van differentiatie in de aard en om-
vang van dit onderzoek die al beschreven zijn in het hoofdstuk over de ano-
nieme tips. Anders dan bij de anonieme meldingen is de identiteit van de 
informant bekend binnen het TCI, wordt door dit onderdeel van de politie 
een inschatting gemaakt van zijn betrouwbaarheid en wordt bovendien ge-
tracht de betrouwbaarheid van de door hem verstrekte informatie te contro-
leren alvorens het TCI-proces-verbaal wordt uitgegeven. Deze notie geeft 
enige kleur aan de omvang van het door de tactische recherche te verrichten 
aanvullende onderzoek, maar ontheft de tactische recherche tegelijkertijd niet 
van de plicht te allen tijde zoveel mogelijk inspanningen te verrichten om de 
TCI-informatie bevestigd te krijgen.  
Blijft over het toetsen van de rechtmatigheid van het handelen van het 
TCI. Hierin schuilt een taak voor de zaaksofficier schuilt. Wat dat betreft 
komt echter weer heel sterk het punt naar boven dat vanwege het afscher-
mingsbelang de TCI-officier de zaaksofficier maar zeer beperkt in kan lich-
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ten. Slechts kan worden aangegeven dat zich geen onrechtmatigheden heb-
ben voorgedaan. De zaaksofficier zal feitelijk moeten vertrouwen op de juist-
heid van deze mededeling van zijn collega-officier. De wetenschap van de 
zaaksofficier over de achtergrond van het uitgegeven TCI-proces-verbaal is 
dus per definitie (zeer) onvolledig en in die zin kan de zaaksofficier de recht-
matigheid van het handelen van het TCI niet controleren. 
5.5.3  Rechterlijke controle 
Concrete externe strafvorderlijke controle op (de informatie van) het TCI 
krijgt in belangrijke mate vorm door rechterlijke controle. Het proces-verbaal 
van het TCI is onderhevig aan rechterlijke controle nu het de start van een 
strafrechtelijk onderzoek kan inluiden, tot de toepassing van dwangmidde-
len kan leiden en hierdoor onderdeel uitmaakt van het aan de rechter voor te 
leggen strafdossier. De rechterlijke controle doet zich merendeels voor als 
door de verdediging een verweer wordt gevoerd over de start van een op-
sporingsonderzoek op basis van dit TCI-proces-verbaal. Een veel gevoerd 
verweer ziet op de vraag of TCI-informatie kan leiden tot de aanname van 
een verdenking, de inzet van dwangmiddelen rechtvaardigend. Daarnaast 
zien verweren ook op de rechtmatigheid van de verkrijging en de ter toetsing 
van deze rechtmatigheid al dan niet te horen getuigen. Ten slotte heeft de 
Hoge Raad zich in enkele arresten ook uitgelaten over de vraag of TCI-
informatie slechts als startinformatie of ook voor het bewijs mag worden ge-
bruikt. Opgemerkt moet worden dat in de jurisprudentie gewag wordt ge-
maakt van de CIE en CIE-informatie, de voorloper van het TCI. Met het oog 
op het feit dat het TCI de huidige benaming is, wordt in het navolgende na-
genoeg uitsluitend gesproken over het TCI en TCI-informatie. 
5.5.3.1  De verdenking: gevallen waarin de verdenking wordt aangenomen  
Reeds in de jaren tachtig van de vorige eeuw oordeelt de Hoge Raad in twee 
arresten dat een onderzoek kan starten op basis van anoniem aan de politie 
verstrekte informatie.30 In het arrest uit 1981 overweegt de Hoge Raad dat het 
strafrechtelijk onderzoek mocht starten op basis van een anoniem aan de po-
litie gedane telefonische melding dat in een bepaald pand drugs zouden wor-
den binnengebracht. Ook in het arrest uit 1983 oordeelt de Hoge Raad dat de 
verdenking mocht worden aangenomen op grond van een anonieme mede-
deling aan de chef narcoticabrigade dat in een pand heroïne aanwezig was. 
                                                             
30  Zie hiervoor Hoge Raad 18 november 1980, NJ 1981, 125 m.nt. ThWvV en Hoge Raad 
1 maart 1983, NJ 1983, 550.  
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Eerst in zijn arrest van 14 september 1992 laat de Hoge Raad zich uit over 
de vraag of CID-informatie tot de start van een onderzoek mag leiden.31 In 
casu is het onderzoek gestart naar aanleiding van een bij de CID binnenge-
komen anonieme tip over de aanwezigheid van 15 kilo amfetamine in een 
bepaald pand. Een huiszoeking volgt en 41,3 gram amfetamine wordt aange-
troffen. De Hoge Raad overweegt dat het niet onbegrijpelijk is dat het hof 
oordeelt dat deze CID-informatie een redelijk vermoeden van schuld ople-
vert. In een arrest uit 2001 overweegt de Hoge Raad dat, in zijn algemeen-
heid, de stelling onjuist is dat een redelijk vermoeden van aanwezigheid van 
wapens en munitie als bedoeld in art. 49 WWM niet uitsluitend kan berusten 
op als concreet aangeduide CID-informatie.32 De Hoge Raad bevestigt in 
meerdere recente arresten de lijn dat een strafrechtelijk onderzoek kan star-
ten en dwangmiddelen kunnen worden toegepast op basis van informatie 
van het TCI.33 Voorts is voor wat betreft de wat oudere jurisprudentie van de 
Hoge Raad het arrest van 1 februari 2000 van belang. Daarin oordeelt de 
Hoge Raad dat de op basis van CID-informatie bestaande verdenking niet 
enkel door tijdsverloop vervalt.34 In casu wordt eerst zeven weken na binnen-
gekomen CID-informatie over de vindplaats van wapens en munitie een 
huiszoeking verricht op basis van de Wet Wapens en Munitie.  
In de eerder aangehaalde recente arresten van de Hoge Raad worden 
voorts (al dan niet impliciet) andere relevante aspecten in relatie tot de in-
formatie van het TCI belicht. Allereerst komt de (ook bij anonieme meldingen 
van burgers gestelde) eis naar voren dat de TCI-informatie voldoende con-
creet en specifiek dient te zijn. Dit werd al zichtbaar in het besproken arrest 
uit 2001, maar wordt nog eens onderstreept in twee arresten van de Hoge 
Raad van 5 maart 2013.35 Feitelijk lijkt dit de enige eis te zijn die de Hoge 
Raad stelt in relatie tot het starten van een strafrechtelijk onderzoek en het 
toepassen van dwangmiddelen op basis van informatie van het TCI. De eis 
van aanvullend onderzoek wordt in algemene zin niet door de Hoge Raad 
gesteld en lijkt zodoende in cassatie alleen nog een rol van betekenis te kun-
                                                             
31  Hoge Raad 14 september 1992, NJ 1993, 83. Zie bijvoorbeeld ook Hoge Raad 30 maart 
2010, NbSr 2010, 168. In navolging van het arrest uit 1992 wordt in de lagere jurispru-
dentie ook geoordeeld dat TCI-informatie tot de start van een strafrechtelijk onderzoek 
kan leiden. Zie hiervoor bijvoorbeeld Hof Den Haag 6 oktober 2003, LJN AN8754 en 
Hof Amsterdam 22 februari 2010, LJN BL6918.  
32  Hoge Raad 25 september 2001, NJ 2002, 97. Zie hiervoor bijvoorbeeld ook Rb. Utrecht 
10 maart 2005, LJN AS9913.  
33  Hoge Raad 22 december 2009, LJN BJ8622, Hoge Raad 30 maart 2010, NbSr 2010, 168, 
Hoge Raad 29 november 2011, NJ 2011, 579, Hoge Raad 5 maart 2013, NJ 2013, 306 
m.nt. JR en Hoge Raad 5 maart 2013, NJ 2013, 307.  
34  Hoge Raad 1 februari 2000, NJ 2000, 264. 
35  Hoge Raad 5 maart 2013, NJ 2013, 306 m.nt. JR en Hoge Raad 5 maart 2013, NJ 2013, 
307.  
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nen spelen als de lagere rechter hieromtrent een onbegrijpelijke overweging 
heeft geformuleerd. In het verlengde van dit laatst punt onderstreept de 
Hoge Raad in zijn arresten van 22 december 2009 en 30 maart 2010 nog maar 
eens dat het oordeel van de feitenrechter over het wel of niet bestaan van een 
verdenking in cassatie leidend is. De Hoge Raad lijkt zich zoals al opgemerkt 
alleen erop te richten dat de overwegingen van de lagere rechter hieromtrent 
begrijpelijk zijn.36 
In de zaak die leidt tot het arrest van de Hoge Raad van 29 november 
2011 wordt (impliciet) een ander belangrijk punt belicht, te weten de situatie 
dat ander strafbaar gedrag aan het licht komt dan waarop de TCI-informatie 
ziet.37 In casu ziet de informatie van het TCI op de aanwezigheid van een 
grote hoeveelheid weed bij verdachte. Aanvullend onderzoek naar aanlei-
ding van deze informatie vindt niet plaats. Tijdens de op voet van art. 110 Sv 
plaatsgevonden doorzoeking die volgt wordt een vuurwapen aangetroffen. 
In cassatie wordt geklaagd over het oordeel van het hof dat de r-c in redelijk 
tot deze doorzoeking kon overgaan. De Hoge Raad start met een algemene 
overweging dat een verdenking van de Opiumwet kan worden aangenomen 
op basis van anoniem verstrekte informatie. Vervolgens overweegt hij dat het 
oordeel van het hof over het bestaan van een verdenking op basis van deze 
informatie niet onbegrijpelijk is, ook al wordt er tijdens de doorzoeking een 
vuurwapen in plaats van de in de TCI-informatie genoemde hoerveelheid 
werd aangetroffen. Deze laatste overweging van de Hoge Raad geeft ruimte 
aan de gedachte dat de zittingsrechter ex tunc, dus op basis van de informatie 
die de strafvorderlijke actoren ter beschikking stond voorafgaand aan het 
toepassen van een dwangmiddel, moet toetsen of een verdenking bestaat en 
of hieruit voortvloeiend gerechtvaardigd een dwangmiddel is toegepast.  
Ten slotte komt in één van de genoemde arresten van 5 maart 2013 een 
ander relevant punt aan bod, te weten het gegeven dat het TCI geen oordeel 
kan geven over de betrouwbaarheid van de door de informant verstrekte en 
in het TCI-proces-verbaal opgenomen informatie.38 Van belang is op te mer-
ken dat uit de praktijk blijkt dat het Hoofd TCI een dergelijke classificatie on-
der meer aan het TCI-proces-verbaal verbindt op het moment dat een infor-
mant voor de eerste keer informatie aanlevert of als de informant gegevens 
doorspeelt over ander strafwaardig gedrag dan waaroveer hij normaal ge-
                                                             
36  Hoge Raad 22 december 2009, LJN BJ8622 en Hoge Raad 30 maart 2010, NbSr 2010, 168. 
37  Hoge Raad 29 november 2011, NJ 2011, 579. Enigszins in deze lijn ligt Rb. Overijssel 18 
februari 2014, ECLI:NL:RBOVE:2014:780. In deze casus blijkt de TCI-informatie niet 
geheel te kloppen, nu wordt aangegeven dat de verdachte drugs naar Engeland zou 
exporteren, terwijl achteraf wordt vastgesteld dat de export naar Duitsland ging. De 
rechtbank verbindt hieraan geen gevolgen.  
38  Hoge Raad 5 maart 2013, NJ 2013, 307. 
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sproken informatie aanlevert. De gevolgtrekking dat het Hoofd TCI met een 
dergelijke classificatie aangeeft onbetrouwbare informatie te hebben weerge-
geven in het TCI-proces-verbaal is dus ook niet juist. In de zaak die leidt tot 
het arrest van de Hoge Raad gaat het om een doorzoeking op grond van art. 
49 WWM op basis van TCI-informatie die ziet op de aanwezigheid van meer-
dere vuurwapens. De Hoge Raad overweegt dat de omstandigheid dat het 
Hoofd TCI geen oordeel kan geven over de betrouwbaarheid van de infor-
matie niet onverenigbaar is met het oordeel van het hof dat de TCI-informa-
tie voldoende concreet en specifiek was voor een rechtmatige doorzoeking 
op grond van art. 49 WWM. Uit deze overweging kan worden afgeleid dat 
een dergelijk oordeel van het Hoofd TCI geen afbreuk doet aan de gerecht-
vaardigdheid van het aannemen van een verdenking door de lagere rechter. 
Op het eerste gezicht is dit een terecht oordeel als in herinnering wordt ge-
bracht in welke situaties het Hoofd TCI een dergelijke classificatie gebruikt. 
Wel kan worden gesteld dat in dit soort gevallen hogere eisen moeten wor-
den gesteld aan de resultaten van het door de tactische recherche te verrich-
ten aanvullende onderzoek, nu een dergelijke classificatie toch meebrengt dat 
het Hoofd TCI in mindere mate in kan staan voor de betrouwbaarheid van 
de door de informant verstrekte informatie. 
Uit de jurisprudentie van de Hoge Raad op dit punt kan aldus worden 
afgeleid dat de enkele aanwezigheid van TCI-informatie kan leiden tot de 
start van een strafrechtelijk onderzoek, het ontstaan van een verdenking en 
het toepassen van dwangmiddelen. De enige eis die de Hoge Raad stelt is dat 
de informatie van het TCI voldoende concreet en specifiek is. Voor het overi-
ge stelt de Hoge Raad het oordeel van de feitenrechter over het wel of niet 
bestaan van een verdenking in cassatie centraal en lijkt alleen nog ruimte te 
bestaan om te casseren op het moment dat de overwegingen van de lagere 
rechter hieromtrent (volstrekt) onbegrijpelijk zijn. Voorts is door de jurispru-
dentie van de Hoge Raad min of meer wel uitgekristalliseerd dat een ver-
denking op basis van TCI-informatie kan worden aangenomen ook al ver-
strijkt er enige tijd tussen de uitgifte van een TCI-proces-verbaal en het toe-
passen van een dwangmiddel, ook al leidt het toepassen van een dwangmid-
del tot de ontdekking van ander strafbaar gedrag dan waarop de TCI-infor-
matie ziet en ook al heeft het Hoofd TCI aangegeven geen oordeel te kunnen 
vellen over de betrouwbaarheid van de uitgegeven informatie. In het ver-
lengde van het zojuist opgemerkte, kan de vraag worden opgeworpen of het 
wenselijk is dat de Hoge Raad slechts de eis van concreetheid stelt als wordt 
bedacht dat TCI-informatie in veel gevallen leidt tot het toepassen van priva-
cyschendende dan wel vrijheidsbenemende dwangmiddelen. Gelet op het 
feit dat het om informatie gaat waarvan de bron wordt afgeschermd en het 
risico bestaat dat deze informatie vals is, moet de Hoge Raad nadrukkelijker 
naar voren brengen dat hij belang hecht aan het uitvoeren van aanvullend 
politieel betrouwbaarheidsonderzoek voorafgaand aan het toepassen van 
dwangmiddelen, waarbij natuurlijk ruimte voor differentiatie kan worden 
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gelaten. Relevante variabelen zijn onder meer de aard van de verstrekte in-
formatie, de toetsing die zichtbaar plaatsvindt binnen het TCI en de moge-
lijkheden die voor de tactische recherche bestaan om aanvullend betrouw-
baarheidsonderzoek te verrichten. Concreet betekent dit dat de Hoge Raad 
het nog steeds kan billijken dat een dwangmiddel puur en alleen kan worden 
toegepast op basis van TCI-informatie over de vindplaats van een partij wa-
pens, terwijl bij TCI-informatie over een hennepkwekerij de Hoge Raad juist 
substantiële eisen moet stellen aan (de resultaten van) het aanvullende on-
derzoek van de tactische recherche. De eis van aanvullend onderzoek moet 
zeker worden gesteld als het gaat om het betreden of doorzoeken van wonin-
gen. Niet te lichtvaardig moet nu eenmaal worden overgegaan tot het maken 
van inbreuk op het door art. 12 Grondwet en art. 8 EVRM beschermde huis-
recht. De eerder gemaakte opmerkingen over de noodzaak van wijziging van 
art. 49 WWM, art. 9 Ow en art. 96 Sv kunnen in aanvulling hierop als ingelast 
worden beschouwd.39  
De door de Hoge Raad gestelde eis dat de informatie van het TCI vol-
doende concreet en specifiek moet zijn is, al dan niet impliciet, ook zichtbaar 
in de lagere jurisprudentie.40 Wat onder voldoende concrete informatie wordt 
verstaan, verschilt. Zo oordeelt het Hof Arnhem de TCI-informatie dat de 
verdachte binnen enkele weken per schip een grote partij cocaïne binnen 
krijgt, voldoende concreet voor het ontstaan van een redelijk vermoeden van 
schuld ter zake van invoer van cocaïne.41 Pikant detail bij deze zaak is overi-
gens dat het TCI geen oordeel kon geven over de betrouwbaarheid van de 
gegeven informatie. De Rechtbank Amsterdam verwerpt in dit verband het 
verweer waarin wordt gesteld dat geen tapmachtiging had mogen worden 
afgegeven door onder meer te overwegen dat de TCI-informatie, waarin een 
locatie van een drugspand wordt doorgegeven en 3 namen en 2 telefoon-
nummers worden genoemd, recent en concreet was.42 Ten slotte wordt gewe-
zen op het arrest van het Hof ‘s-Hertogenbosch van 26 november 2012 waar-
in de informatie van het TCI voldoende concreet wordt geacht nu daarin 
melding wordt gemaakt van het gegeven dat een bepaald persoon in grotere 
hoeveelheden cocaïne afneemt van de verdachte.43 In de lagere jurisprudentie 
wordt in combinatie met de eis van concreetheid soms ook de voorwaarde 
                                                             
39  Zie hoofdstuk 4. 
40  Zie bijvoorbeeld Hof Amsterdam 7 mei 2004, NbSr 2004, 406, Rb. Haarlem 27 novem-
ber 2006, LJN AZ3147, Hof ‘s-Hertogenbosch 2 april 2009, LJN BI0234, Hof Leeuwarden 
22 maart 2011, LJN BP8828, Rb. Haarlem 13 juli 2012, LJN BX1431 en Hof Den Haag 
22 april 2013, LJN CA2299.  
41  Hof Arnhem 15 februari 2006, LJN AV4231.  
42  Rb. Amsterdam 8 maart 2007, NbSr 2007, 142.  
43  Hof ‘s-Hertogenbosch 26 november 2012, LJN BY4108. 
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gesteld dat de informatie actueel dient te zijn.44 Dit is een eis die niet wordt 
gesteld door de Hoge Raad. Sterker nog, in het eerder besproken arrest van 
de Hoge Raad van 1 februari 2000 wordt zelfs geoordeeld dat de verdenking 
niet enkel door tijdsverloop vervalt. In de lagere jurisprudentie wordt gere-
geld ook op een dergelijke manier geredeneerd.45 Een voorbeeld van dit laat-
ste gaat schuil in een vonnis van de Rechtbank ‘s-Hertogenbosch van 10 de-
cember 2012, waarin wordt overwogen dat het doorzoeken van de woning 
van de verdachte twee maanden na de binnenkomst van TCI-informatie die 
ziet op de aanwezigheid van een hennepkwekerij niet onrechtmatig is gelet 
op het feit dat er sprake is van een voortdurend delict.46 
Uit de lagere jurisprudentie blijkt voorts dat voor wat betreft het bestaan 
van een verdenking waarde wordt gehecht aan de resultaten van uitgevoerd 
aanvullend onderzoek ter staving van de informatie van het TCI. Het Hof ’s-
Hertogenbosch oordeelt bijvoorbeeld dat de diverse meldingen van het TCI 
dat de verdachte handelt in cocaïne in combinatie met de constatering van de 
tactische recherche dat de verdachte een ontmoeting heeft met een hard-
drugdealer voldoende rechtvaardiging biedt voor het doorzoeken van de 
woning van verdachte.47 Het redelijk vermoeden in het vonnis van de Recht-
bank Groningen van 6 maart 2008 is, belave op de aanwezige TCI-informatie, 
mede gestoeld op het feit dat er door de tactische recherche vergaarde belas-
tende observaties en telefoontaps zijn.48 Zichtbaar wordt daarnaast ook dat 
waarde wordt gehecht aan het betrouwbaarheidsonderzoek dat het TCI zelf 
verricht ter staving van de door de informant verstrekte informatie. Een 
voorbeeld hiervan vloeit voort uit het arrest van het Hof Amsterdam van 22 
februari 2010.49 In casu verwerpt het hof het verweer dat er geen verdenking 
van cocaïnehandel bestond met de overweging dat in het TCI-proces-verbaal 
verwoorde informanteninformatie bevestigd wordt doordat eveneens in dit 
proces-verbaal is opgetekend dat de informant een foto van de verdachte 
wordt getoond en dat de informant dan bevestigt dat dit de persoon is die 
handelt in cocaïne.  
De in het kader van de anonieme meldingen van burgers gemaakte op-
merking dat al naar gelang de aard van de verstrekte informatie verschil kan 
bestaan in de omvang van het aanvullende onderzoek, is ook in het bestek 
van de TCI-informatie onverkort van toepassing. Dit verschil kan op het 
eerste oog leiden tot het plaatsen van vraagtekens bij de waarde van de aan-
                                                             
44  Zie bijvoorbeeld Hof Arnhem 6 januari 2011, LJN BP0473 en Hof ‘s-Hertogenbosch 
21 februari 2012, LJN BV6341. 
45  Zie Rb. Dordrecht 2 juli 2009, LJN BJ1943. 
46  Rb. ‘s-Hertogenbosch 10 december 2012, LJN BY5617. 
47  Hof ‘s-Hertogenbosch 29 april 2009, LJN BI4026. 
48  Rb. Groningen 6 maart 2008, LJN BC6010.  
49  Hof Amsterdam 22 februari 2010, LJN BL6918. 
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vullende informatie die ter onderbouwing van de verdenking wordt aange-
dragen. Zo kan bijvoorbeeld gemakkelijk worden opgeworpen dat het uit het 
arrest van het Leeuwardense Hof voortvloeiende feit dat uit het GBA blijkt 
dat een persoon inderdaad op het in het TCI-proces-verbaal genoemde adres 
woonachtig is, bezwaarlijk als bevestiging kan worden gezien van het feit dat 
deze persoon vuurwapens voorhanden heeft.50 Het strafbare gedrag is door 
de aanvullende informatie immers onbevestigd gebleven. Terecht merkt het 
hof echter op dat bij een dergelijke melding maar beperkte mogelijkheden 
zijn om de informatie bevestigd te krijgen. Impliciet lijkt het hof hiermee aan 
te geven dat in een geval waarin het strafwaardige gedrag onbevestigd is ge-
bleven rechtvaardiging voor het toepassen van een dwangmiddel kan wor-
den gevonden in de aard en ernst van de informatie. Hieraan kan worden 
toegevoegd dat eenzelfde rechtvaardiging kan worden gevonden in die situ-
aties waarin ogenblikkelijk strafvorderlijk optreden benodigd is, terwijl niet 
direct gevaarzettende informatie is verstrekt. Een dergelijke omstandigheid 
gaat schuil in het arrest van het Hof Den Haag van 26 oktober 2009.51 In casu 
wordt TCI-informatie aangaande de opslagplaats van dozen gestolen kleding 
verstrekt aan de tactische recherche. Ter staving van deze informatie worden 
digitale politiële gegevensbestanden geraadpleegd. Hieruit volgt dat het 
adres van de verdachte bekend is in relatie tot vermogensdelicten. Het hof 
oordeelt dat de hierop volgende binnentreding wordt gerechtvaardigd door 
de TCI-informatie en het genoemde aanvullende onderzoek en betrekt in dit 
geheel dat het risico dat de kleding snel onder afnemers zou worden ver-
spreid het snelle binnentreden, zonder substantieel aanvullend onderzoek, 
rechtvaardigt.  
Zoals in het bestek van de anonieme meldingen van burgers reeds is 
aangetekend, laat dit verschil in de aard van de TCI-informatie mooi het 
spanningsveld zien tussen privacybescherming enerzijds en opsporingsbe-
langen anderzijds. Bij gevaarzettende informatie dan wel andersoortige in-
formatie die tot ogenblikkelijk strafvorderlijk optreden dwingt, slaat de 
weegschaal gemakkelijker door naar het belang van de opsporing en hierin 
kan ook voor de zittingsrechter rechtvaardiging worden gevonden voor het 
achteraf stellen van minder zware eisen aan de resultaten van het aanvullen-
de onderzoek. Hoewel dit kan worden gebillijkt, brengt het wel als risico met 
zich dat het in dat soort zaken vaker kan voorkomen dat bijvoorbeeld een 
woning wordt betreden op basis van onvoldoende op betrouwbaarheid ge-
toetste en naar achteraf blijkt onjuiste informatie. De tactische recherche is 
dan ook bij dit type informatie niet ontheven van de plicht te allen tijde zo-
veel mogelijk inspanningen te verrichten om de TCI-informatie bevestigd te 
krijgen. De zaaksofficier, en in sommige gevallen de r-c, dienen hier op aan te 
                                                             
50  Hof Leeuwarden 22 maart 2011, LJN BP8828. 
51  Hof Den Haag 26 oktober 2009, LJN BK5280. 
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sturen en op toe te zien. Het bestaande verschil breng ten slotte met zich dat 
in zaken waarin niet direct gevaarzettende of tot spoedig ingrijpen nopende 
TCI-informatie wordt verstrekt en/of in het geval dat voldoende mogelijkhe-
den zijn om aanvullende informatie te verzamelen, zoals bij TCI-informatie 
die ziet op de aanwezigheid van een hennepkwekerij, zwaardere eisen moe-
ten worden gesteld aan de omvang en de resultaten van het aanvullende 
onderzoek door de zaaksofficier en eventueel de r-c en in tweede instantie de 
zittingsrechter.  
In de lagere jurisprudentie komt naar voren dat soms de bevestiging van 
de informatie van het TCI wordt gevonden in eerdere strafrechtelijke veroor-
delingen. Zo overweegt het Hof ‘s-Hertogenbosch dat de CID-informatie, in 
combinatie met het feit dat ten aanzien van de verdachte eerdere strafrechte-
lijk documentatie met betrekking tot de handel in verdovende middelen be-
kend is, voldoende grond oplevert voor verdenking van betrokkenheid bij de 
handel in verdovende middelen.52 Hetzelfde hof overweegt in het arrest van 
29 april 2003 zelfs dat onder andere bevelen tot observatie mogen worden 
gegeven op basis van TCI-informatie en informatie uit BPS die betrekking 
heeft op feiten waarvoor de verdachte is vrijgesproken.53 Het is begrijpelijk 
dat eerdere (relevante) strafrechtelijke veroordelingen voor de tactische re-
cherche en de zaaksofficier mee kunnen wegen in de aanname van een ver-
denking, maar dat de rechter dit vervolgens ook in een uitspraak opneemt, is 
opmerkelijk. Dit onder meer bezien vanuit de in art. 6 lid 2 EVRM neergeleg-
de onschuldpresumtie. Verwezen kan in dit verband worden naar het arrest 
van het EHRM in de zaak Fox, Campbell & Hartley. Het EHRM overweegt in 
dit arrest dat het feit dat twee van de klagers reeds eerder waren veroordeeld 
voor terroristische misdrijven niet de enige basis kan vormen van een ver-
denking zeven jaar later en oordeelt dat er aldus onvoldoende is om de rede-
lijke verdenking in de zin van art. 5 lid 1 onder c EVRM op te baseren.54 Hier-
bij moet wel worden opgemerkt dat de vergelijking niet helemaal opgaat, nu 
het in de Bossche arresten ging om de informatie die ten grondslag ligt aan 
bevelen tot observatie en het arrest van het EHRM ziet op de informatie die 
de basis vormt voor de arrestatie van verdachten. 
 Wat betreft het punt van het aanvullend onderzoek, volgt uit de lagere 
jurisprudentie dat bevestiging van TCI-informatie ook wordt gevonden in 
andere processen-verbaal van het TCI. Zo levert de van meerdere informan-
ten afkomstige informatie die gedurende een langere periode is verzameld in 
de ogen van de Rechtbank Haarlem een redelijk vermoeden van schuld op, 
                                                             
52  Hof ‘s-Hertogenbosch 23 juli 2003, LJN AO9528.  
53  Hof ‘s-Hertogenbosch 29 april 2003, LJN AO9041.  
54  EHRM 30 augustus 1990, nr. 12244/86 (Fox, Campbell & Hartley). Zie in dit verband 
ook M. Aksu, Straatsburgse kaders voor terrorismebestrijding (diss. Nijmegen RU), Nijme-
gen: Wolf Legal Publishers 2007.  
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het afgeven van een tapmachtiging rechtvaardigend.55 In gelijke zin oordeelt 
het Hof Arnhem in het arrest van 1 maart 2012.56 In casu start het strafrechte-
lijk onderzoek naar aanleiding van 11 processen-verbaal van het TCI die voor 
het merendeel als betrouwbaar zijn aangemerkt. Het hof stelt dat geen rechts-
regel eraan in de weg staat dat op basis van dat soort anonieme informatie 
een onderzoek wordt gestart en dat de inhoud van deze processen-verbaal in 
combinatie met informatie die de politie uit andere bronnen heeft verkregen 
voldoende grondslag bood voor de inzet van opsporingshandelingen. Het 
naast de TCI-informatie bestaan van gelijkluidende informatie van MMA 
rechtvaardigt in de ogen van de Rechtbank Maastricht eveneens dat art. 9 
OW wordt toegepast.57 Dit terwijl niet valt uit te sluiten dat de bron van de 
TCI-informatie ook de bron vormt van de informatie van de M-lijn en er dus 
de facto sprake kan zijn van informatie afkomstig uit slechts één bron. Gesteld 
kan worden dat het aldus riskant is om de bevestiging van mogelijk straf-
waardig gedrag te ontlenen aan twee anonieme bronnen.  
Het gegeven dat bij het toepassen van een dwangmiddel door de tacti-
sche recherche blijkt dat TCI-informatie niet (geheel) juist is, althans dat bij-
voorbeeld niet wordt gevonden waarop de informatie zag, leidt ook in de fei-
tenrechtspraak niet tot de gevolgtrekking dat een verdenking niet kon be-
staan. De Hoge Raad heeft dat in zijn eerder besproken arrest van 29 novem-
ber 2011 ook bevestigd. Voor wat betreft de lagere rechtspraak wordt in deze 
context gewezen op een arrest van het Hof ‘s-Hertogenbosch.58 De TCI-infor-
matie ziet in casu op de aanwezigheid van een vuurwapen bij de verdachte. 
De informatie en de informant worden door het TCI als betrouwbaar aange-
merkt. Het vuurwapen wordt vervolgens tijdens de doorzoeking niet aange-
troffen, wel andere wapens. Het hof overweegt niettemin dat op het moment 
van de doorzoeking een redelijk vermoeden kon bestaan en dat de woning 
dus ook rechtmatig kon worden doorzocht. Dat achteraf is gebleken dat de 
TCI-informatie niet of niet geheel juist was, doet daaraan in de zienswijze 
van het hof niets af. Deze benadering van het hof lijkt verstandig. Strafrechte-
lijk ingrijpen op basis van dergelijke informatie is immers noodzakelijk. Om 
het risico te beperken dat ten onrechte dwangmiddelen worden ingezet tegen 
onschuldige burgers, dient de tactische recherche wel altijd inspanningen te 
verrichten om bevestiging van de informatie te krijgen uit andere bronnen. 
Het is aan de rechter om achteraf te oordelen of hieraan in voldoende mate is 
voldaan. 
Ten slotte wordt ook in de feitenrechtspraak zichtbaar dat de verdedi-
ging verweer voert op de classificatie die het Hoofd TCI in het TCI-proces-
                                                             
55  Rb. Haarlem 23 november 2004, LJN AR7374.  
56  Hof Arnhem 1 maart 2012, LJN BV7484. 
57  Rb. Maastricht 4 juni 2008, LJN BD4796. 
58  Hof ‘s-Hertogenbosch 16 oktober 2008, LJN BG1440. 
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verbaal verbindt aan de informatie van de informant. Dat het Hoofd TCI in 
zijn proces-verbaal in deze context aangeeft zich geen oordeel te hebben 
kunnen vormen over de betrouwbaarheid van de door de informant gegeven 
informatie, leidt er ook niet in alle gevallen toe dat lagere rechters anders 
oordelen over het bestaan van een verdenking. Zo blijkt uit het arrest van het 
Hof Amsterdam dat, ondanks dat het Hoofd TCI geen oordeel over de be-
trouwbaarheid van de TCI-informatie kon geven, de r-c in redelijkheid heeft 
kunnen beslissen tot het verlenen van tapmachtigingen.59 Eerder is al opgete-
kend dat de Hoge Raad op dit punt in zijn arrest van 5 maart 2013 gelijklui-
dend heeft geoordeeld. In het vonnis van de Rechtbank Amsterdam van 21 
juli 2011 wordt ten aanzien van dit punt wel meegegeven dat bij een dergelij-
ke classificatie behoedzamer met de informatie moet worden omgegaan.60  
Uit de feitenrechtspraak kunnen aldus nagenoeg dezelfde conclusies 
worden getrokken als uit de jurisprudentie van de Hoge Raad. Eerder is al 
geconstateerd dat de Hoge Raad in deze context veel ruimte laat bestaan 
voor de feitenrechter en hiermee ook voor de tactische recherche en de zaaks-
officier dan wel de r-c. Enerzijds is dit wenselijk omdat in sommige gevallen 
nu eenmaal onverwijld strafvorderlijk moet worden opgetreden, ook al is dit 
slechts op basis van een TCI-proces-verbaal. De feitenrechter dient in een 
dergelijk geval de armslag te hebben om dit achteraf te billijken. Anderzijds 
brengt deze jurisprudentie wel risico’s met zich. Zij maakt immers dat onder-
zoeken puur en alleen kunnen worden gestart op basis van anonieme en 
daardoor (deels) oncontroleerbare informatie. Dit vergroot de kans dat ten 
onrechte dwangmiddelen worden ingezet tegen onschuldige burgers. De 
Hoge Raad doet dan ook meer recht aan zijn controlerende taak als hij in 
voorkomende gevallen strenger toetst of wel sprake was van een verdenking, 
in die zin dat hij nadrukkelijke de eis stelt dat aanvullend onderzoek wordt 
verricht ter staving van de informatie van het TCI. Verwacht kan worden dat 
de feitenrechter hierdoor, binnen de context van het verdenkingsbegrip, 
zwaardere eisen gaat stellen aan de resultaten van het aanvullende onder-
zoek van de tactische recherche. Wat betreft dit aanvullend onderzoek is 
evenwel ruimte voor differentiatie. In het geval dat gevaarzettende dan wel 
andersoortige TCI-informatie die tot ogenblikkelijk strafvorderlijk optreden 
noopt wordt verstrekt, kan rechtvaardiging voor het stellen van minder zwa-
re eisen aan het aanvullende onderzoek worden gevonden in het belang van 
de opsporing. Beseft moet wel worden dat het toepassen van dwangmidde-
len op basis van niet of nauwelijks geverifieerde TCI-informatie het risico 
met zich brengt dat dat soort privacyschendende dan wel vrijheidsbeperken-
                                                             
59  Hof Amsterdam 11 november 2002, LJN AN9549. Zie in dit verband ook Hof Arnhem 
15 februari 2006, LJN AV4231, Rb. Rotterdam 29 april 2009, LJN BI2830, Rb. Zutphen 
10 december 2009, LJN BK6110 en Rb. Maastricht 9 juli 2012, LJN BX0929. 
60  Rb. Amsterdam 21 juli 2011, LJN BR4909. 
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de middelen worden ingezet tegen een onschuldige burger. Dit gegeven 
brengt met zich dat de tactische recherche ook bij dit type informatie is ge-
houden zoveel mogelijk inspanningen te verrichten om de TCI-informatie be-
vestigd te krijgen, dat de zaaksofficier en eventueel de r-c hierop ook aan 
moeten sturen en dat het ten slotte de taak van de zittingsrechter is niet te 
lichtvoetig het bestaan van een verdenking te accepteren. In het verlengde 
hiervan brengt de differentiatie wat betreft het aanvullende onderzoek in de 
spiegelbeeldige situatie, waarin er dus niet direct gevaarzettende of tot spoe-
dig ingrijpen nopende TCI-informatie wordt verstrekt en/of in het geval dat 
er voldoende mogelijkheden zijn om aanvullende onderzoek informatie te 
verzamelen, met zich dat zwaardere eisen moeten worden gesteld aan de 
omvang en de resultaten van het aanvullende onderzoek door de zaaksoffi-
cier en eventueel de r-c en in het bijzonder ook door de zittingsrechter. In dat 
soort gevallen zal deze laatstgenoemde dan ook eerder moeten oordelen dat 
op onvoldoende gronden is aangenomen dat een verdenking bestaat. De 
Hoge Raad is gehouden de zojuist beschreven lijn wat betreft het aanvullen-
de onderzoek en de mogelijkheden van differentiatie nadrukkelijker dan hij 
tot op heden doet, uit te zetten.  
5.5.3.2  De verdenking: gevallen waarin de verdenking niet wordt aangenomen  
De gevallen waarin geen verdenking wordt aangenomen, zijn schaars. In de 
zaak die ten grondslag ligt aan het vonnis van de Rechtbank Maastricht was 
de woning van de verdachte doorzocht enkel op basis van TCI-informatie 
inhoudende dat harddrugs in zijn woning zijn opgeslagen.61 De rechtbank 
oordeelt dat deze informatie ontoereikend is als basis voor de uitoefening 
van bevoegdheden die gepaard gaan met inbreuken op grond- en vrijheids-
rechten van burgers, zoals het betreden en doorzoeken van een woning. Nu 
uit het dossier niet blijkt dat op enige wijze is getracht de TCI-informatie in 
het kader van de opsporing eerst op een minder vergaande wijze te concreti-
seren, wordt de doorzoeking onrechtmatig geacht en de resultaten van de 
doorzoeking uitgesloten van het bewijs. Een en ander resulteert in vrijspraak 
voor de verdachte. Deze uitspraak toont de, weliswaar impliciete, toetsing 
aan het uit het tweede lid van art. 8 EVRM voortvloeiende subsidiariteitsbe-
ginsel in die zin dat het toepassen van een dwangmiddel moet worden ge-
rechtvaardigd door de resultaten van voorafgaand aanvullend onderzoek. 
Het zojuist opgemerkte wordt ook duidelijk zichtbaar in het arrest van het 
Hof Amsterdam van 27 oktober 2010.62 In casu wordt in de informatie van 
het TCI melding gemaakt van het vermoedelijke drugsbezit van een persoon 
die zal landen op Schiphol. In het TCI-proces-verbaal tekent het Hoofd TCI 
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62  Hof Amsterdam 27 oktober 2010, NJFS 2011, 17. 
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aan dat deze informatie niet op betrouwbaarheid kan worden beoordeeld. 
Het hof oordeelt dat de door het TCI verstrekte informatie slechts aanleiding 
kon geven tot extra alertheid en kon leiden tot toepassing van de zogenaam-
de ‘slikkerscriteria’ bij de grenscontrole. De informatie wordt onvoldoende 
bevonden om het vrijheidsbenemende dwangmiddel van de aanhouding te 
rechtvaardigen. De uitsluiting van bewijs en vrijspraak is hiervan het gevolg.  
Het Hof ‘s-Hertogenbosch heeft zich in twee arresten uitgelaten over TCI-in-
formatie waarvan het Hoofd TCI geen betrouwbaarheidsoordeel kon geven. 
In het arrest van 25 januari 2008 ziet de TCI-informatie op de aanwezigheid 
van een vuurwapen in de woning van de verdachte.63 Deze informatie wordt 
slechts aangevuld met een adresonderzoek, waaruit blijkt dat de verdachte 
daadwerkelijk daar woont. Tijdens de daaropvolgende doorzoeking op 
grond van art. 49 WWM wordt geen vuurwapen, maar wel een hennepkwe-
kerij aangetroffen. Het hof oordeelt dat de TCI-informatie onvoldoende con-
creet was en niet genoegzaam is getoetst om grondslag te kunnen bieden 
voor een verdenking ex art. 49 WWM: nader onderzoek had plaats moeten 
vinden, temeer nu het TCI geen oordeel kon geven over de betrouwbaarheid 
van de informatie.64 Het binnentreden wordt dientengevolge onrechtmatig 
geacht en het daardoor verkregen bewijs uitgesloten. Ten overvloede over-
weegt het Hof dat een andere benadering tot gevolg kan hebben dat een 
onvoldoende concrete en niet genoegzaam getoetste melding tot toepassing 
van verstrekkende strafvorderlijke bevoegdheden kan leiden, waarmee on-
der meer inbreuk wordt gemaakt op art. 8 EVRM.  
In het andere arrest van het Bossche hof ziet het TCI-proces-verbaal op 
het feit dat de verdachte vanuit het huis van zijn vriendin handelt in cocaïne 
en weed.65 Het hof overweegt wederom dat nu het Hoofd TCI geen oordeel 
kan geven over de betrouwbaarheid van de informatie dit, zonder nader 
onderzoek, onvoldoende is voor het redelijk vermoeden of het inzetten van 
dwangmiddelen. Dit leidt op grond van art. 359a Sv tot bewijsuitsluiting van 
de door de betreding gevonden verdovende middelen, met een vrijspraak als 
gevolg. Ten overvloede overweegt het hof nog dat geen sprake was van acu-
te dreiging voor personen of goederen en dat daarom onmiddellijk ingrijpen 
niet nodig was. Het hof stipt aldus de situatie aan dat aan het aanvullende 
onderzoek zwaardere eisen moeten worden gesteld in die situaties dat geen 
sprake is van het verstrekken van gevaarzettende dan wel tot onmiddellijk 
strafvorderlijk ingrijpen nopende informatie.  
                                                             
63  Hof ‘s-Hertogenbosch 25 januari 2008, LJN BC5433. Zie in dit verband ook Rb. Amster-
dam 20 juli 2010, LJN BN1981 en Rb. Maastricht 6 april 2012, LJN BW1470. 
64  Zie voor een welhaast identieke casus en uitspraak Rb. Zeeland-West-Brabant 12 
februari 2014, ECLI:NL:RBZWB:2014:818. 
65  Hof ‘s-Hertogenbosch 2 april 2008, LJN BC9483.  
Hoofdstuk 5 117 
 
――― 
 
 
Een op TCI-informatie berustende verdenking lijkt ten slotte te eindigen 
als tijdens een doorzoeking gevonden wordt waarop de informatie betrek-
king had. Een en ander valt af te leiden uit een arrest van het Hof Leeuwar-
den.66In casu zag de TCI-informatie op de aanwezigheid van een vuurwapen. 
Het hof overweegt dat op basis van deze informatie een doorzoeking ex art. 
49 WWM mogelijk is. Na het aantreffen van het vuurwapen valt de grond 
voor de doorzoeking echter weg. Nu de doorzoeking toen is doorgezet, is 
sprake van een vormverzuim. Met inachtname van art. 359a Sv wordt ver-
volgens het bewijsmateriaal uitgesloten dat na het aantreffen van het vuur-
wapen is verzameld, resulterend in een vrijspraak voor andere aan de ver-
dachte ten laste gelegde feiten.  
Ten slotte wordt in dit verband gewezen op het vonnis van de Rechtbank 
Midden-Nederland van 28 februari 2014.67 In casu wordt op basis van TCI-in-
formatie en enkele belastende tapgesprekken overgegaan tot het verrichten 
van DNA-onderzoek (afnemen van celmateriaal van de verdachte). De recht-
bank oordeelt dat deze gebundelde informatie onvoldoende is om de ernsti-
ge bezwaren aan te nemen op grond waarvan celmateriaal mag worden af-
genomen en sluit de resultaten van het DNA-onderzoek uit van het bewijs.  
Uit de betrekkelijk schaarse en uitsluitend lagere jurisprudentie op het 
punt van het ontbreken van een verdenking kan worden afgeleid dat de zit-
tingsrechter tot een dergelijk oordeel komt in die gevallen waarin geen of in 
de ogen van de zittingsrechter te beperkt aanvullend onderzoek is verricht 
ter staving van de informatie van het TCI en in veel gevallen bovendien geen 
oordeel over de betrouwbaarheid van de verstrekte informatie kan worden 
gegeven door het Hoofd TCI. Anders gesteld meent de zittingsrechter in de 
geschetste gevallen (terecht) dat het toepassen van een dwangmiddel moet 
worden gerechtvaardigd door de resultaten van voorafgaand aanvullend on-
derzoek. Aldus wordt (impliciet) getoetst aan het uit het tweede lid van art. 8 
EVRM voortvloeiende subsidiariteitsbeginsel. De vraag kan worden gesteld 
hoe deze jurisprudentie zich verhoudt tot de recente rechtspraak van de 
Hoge Raad. Hier wordt volstaan met de opmerking dat het belangrijk is dat 
dit soort rechterlijke uitspraken ook worden gedaan, omdat de lagere rechter 
hiermee aangeeft kritisch te toetsen aan het verdenkingsbegrip en bovendien 
zichtbaar wordt dat niet in alle gevallen het puur en alleen verstrekken van 
TCI-informatie leidt tot de aanname van een verdenking. Zodoende wordt 
het signaal afgegeven dat ook met het strafvorderlijk acteren op basis van 
TCI-informatie behoedzaam dient te worden omgegaan en dat er ten minste 
een inspanningsverplichting voor de tactische recherche bestaat om deze 
gegevens door de resultaten van aanvullend onderzoek bevestigd te krijgen. 
Wat betreft de rechterlijke sanctionering in een dergelijk geval kan worden 
                                                             
66  Hof Leeuwarden 24 juni 2010, LJN BM9988. 
67  Rb. Midden-Nederland 28 februari 2014, ECLI:NL:RBMNE:2014:764. 
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verwezen naar eerdere opmerkingen gemaakt in het kader van de anonieme 
meldingen van burgers, in de kern ertoe strekkend dat slechts in een beperkt 
aantal gevallen ruimte is voor bewijsuitsluiting en vaker over zal moeten 
worden gegaan tot strafvermindering.  
5.5.3.3  Het toetsen van de rechtmatigheid van TCI-informatie 
Zoals beschreven wordt in het TCI-proces-verbaal de bron van de informatie, 
de informant, afgeschermd. Het door de informant verstrekken van informa-
tie levert immers gevaar voor hem of derden op. Slechts bij het TCI, en bij de 
TCI-officier, is de identiteit van de informant bekend. De informatie van het 
TCI is dus afkomstig van een voor de verdediging en zittingsrechter anoniem 
gebleven bron en in het verlengde hiervan wordt ook de manier van informa-
tievergaring door het TCI afgeschermd. Deze afscherming van informatie 
levert een voedingsbodem op voor door de verdediging te voeren rechtma-
tigheidsverweren, waarover aanstonds meer. Ter toetsing hiervan kan een 
zogenaamde rechtmatigheidsgetuige worden gehoord.68 Dit is een getuige 
die iets kan verklaren over de vraag of het TCI rechtmatig is opgetreden. Dit 
kan van belang zijn gelet op een mogelijk aan onrechtmatig handelen te ver-
binden strafprocessueel gevolg op grond van art. 359a Sv. Aan een dergelijke 
getuige worden echter ook wel vragen gesteld die zien op de betrouwbaar-
heid van de informant en de door hem verstrekte informatie. Het toetsen van 
de rechtmatigheid van de vergaring van informatie door het TCI is dus gere-
geld vervlochten met het toetsen van de betrouwbaarheid van de door dit 
politieonderdeel verstrekte informatie. Veelal wordt in dit verband het 
Hoofd TCI gehoord. Het komt echter ook voor dat de TCI-officier, de runners 
van het TCI of in zeer uitzonderlijke omstandigheden zelfs de informant 
wordt gehoord, althans dat daartoe door de verdediging een verzoek wordt 
gedaan. In een enkel geval wordt verzocht een teamleider van de tactische 
recherche te horen. De verdediging kan ter toetsing van de rechtmatigheid 
ook een verzoek doen tot inzage in interne stukken van het TCI.  
Alvorens nader in te gaan op de wijze waarop de rechtmatigheid van het 
handelen van het TCI binnen het strafproces wordt getoetst, wordt ingegaan 
op de onrechtmatigheden die denkbaar zijn in de context van de informatie-
vergaring door het TCI en worden voorts een viertal uitgangspunten gefor-
muleerd in relatie tot het toetsen van de rechtmatigheid van het handelen 
van dit politieonderdeel. De typen onrechtmatigheden kunnen worden inge-
deeld in het door het TCI handelen in strijd met interne regelgeving en on-
rechtmatigheden die zich in de context van art. 6 en art. 8 EVRM bevinden. 
Wat betreft het door het TCI handelen in strijd met interne regelgeving be-
staat nauwelijks jurisprudentie. Genoemd kan worden het arrest van het Hof 
                                                             
68  Zie in dit verband ook Y. Buruma, ‘De rechtmatigheidsgetuige’, DD 2000, p. 859-874.  
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‘s-Hertogenbosch van 24 mei 2012.69 In de aan dit arrest ten grondslag lig-
gende casus is in strijd met interne regelgeving, en in die zin dus onrechtma-
tig, 00-informatie uitgegeven aan de tactische recherche.70 Het hof overweegt 
dat deze onrechtmatigheid geen vormverzuim in de zin van art. 359a Sv 
oplevert, nu deze interne regelgeving niet strekt ter bescherming van de 
verdachte, zodat deze hier ook geen rechten aan kan ontlenen. Het hof past 
in casu dus de Schutznorm toe om het verweer van de verdediging te ver-
werpen.  
Zoals gesteld kan een tweede type onrechtmatigheid zich in de context 
van art. 8 EVRM bevinden. Gedoeld wordt op de situatie dat een informant 
op een dermate privacyschendende manier informatie vergaart dat, in gelet 
op art. 8 EVRM art. 3 Politiewet een onvoldoende wettelijke basis biedt voor 
het runnen van deze informant. Hier is sprake van indien de informant op 
een zodanige manier informatie verzamelt dat hierdoor een beeld wordt ver-
kregen van (een deel van) het leven van de mogelijke verdachte. Het inzetten 
van een dergelijke stelselmatige informant behoeft, naar de letter van de wet, 
de toepassing van de art. 126v Sv geregelde BOB-bevoegdheid. In de juris-
prudentie komen niet of nauwelijks zaken voor waarin op deze grond een 
verweer omtrent de onrechtmatigheid van het handelen van het TCI is ge-
voerd.71 Verklaring hiervoor kan zijn dat informanten niet op een dergelijke 
manier worden gerund door het TCI, althans dat dit niet aannemelijk kan 
worden gemaakt door de verdediging. Niettegenstaande het voorgaande kan 
echter niet worden uitgesloten dat in een beperkt aantal gevallen wel degelijk 
op een dergelijke onrechtmatige wijze informanten worden gerund.72 In ieder 
geval kan dit, vanwege het afschermingsbelang, niet (in voldoende mate) 
extern worden gecontroleerd.  
                                                             
69  Hof ‘s-Hertogenbosch 24 mei 2012, LJN BW6502. 
70  Dit is informanteninformatie die zo specifiek is dat die (naar alle waarschijnlijkheid) 
leidt tot het ontdekken van de identiteit van de informant en om die reden niet ge-
schikt is voor operationeel gebruik en dus ook niet dient te wordt uitgegeven aan de 
tactische recherche. Voor een voorbeeld van 00-informatie kan worden gewezen op de 
situatie dat alleen de als informant gerunde echtgenote van een verdachte wetenschap 
heeft van de vindplaats van een vuurwapen in de echtelijke woning. Het uitgeven van 
deze informatie zal direct leiden tot het aan het licht komen van de identiteit van de in-
formant.  
71  Enkel kan worden genoemd het arrest van het Hof ‘s-Hertogenbosch van 9 mei 2008, 
LJN BD8152. In die zaak wordt een werknemer van de belastingdienst verdacht van 
fraude en zet de FIOD-ECD collega’s van de verdachte in om informatie door te geven 
over haar werkzaamheden. Het hof verwerpt het standpunt dat voor het inzetten van 
de belastingdienstmedewerkers een bevel ex art. 126v Sv benodigd is, nu de informatie 
die zij doorgaven aan de FIOD-ECD geen privacygevoelige informatie is.  
72  Zie Y. Buruma, Geen blad voor de mond. Strafrechtspraak in Nederland, Amsterdam: Bak-
ker 2011.  
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Het laatste type onrechtmatigheid houdt verband met het in art. 6 EVRM 
neergelegde recht op een eerlijk proces. Onder dit soort onrechtmatigheden 
kunnen worden geschaard het vermeende achterhouden dan wel niet willen 
prijsgeven van ontlastende informatie. Een onrechtmatigheid schuilt in dat 
geval niet zozeer in het onrechtmatig handelen van het TCI, maar in het met 
een beroep op het afschermbelang weigeren openheid van zaken te geven. 
Als voorbeeld wordt in dit verband op het arrest van het Hof ’s-Hertogen-
bosch van 23 december 2011 gewezen.73 In deze zaak verklaart de verdachte 
informant te zijn geweest. Een standpunt dat het begaan van de ten laste ge-
legde strafbare feiten zou kunnen verklaren. Het Hoofd TCI wordt hierom-
trent ter zitting gehoord en hieruit blijkt dat de TCI-officier voorafgaand aan 
dit verhoor de instructie heeft gegeven geen vragen te beantwoorden die lei-
den tot openbaring van de identiteit van informanten. Het Hof verklaart het 
OM hierop niet-ontvankelijk. Tot dit oordeel komt het hof mede nu de niet 
onaannemelijk voorkomende stelling van de verdachte hierdoor niet kan 
worden onderzocht. In dit verband is ook het arrest van de Hoge Raad van 
2 februari 2010 van belang.74 Opgeworpen wordt dat een informant waar-
schijnlijk over ontlastende informatie beschikt. Het hof beslist tot het horen 
van de informant hieromtrent, het OM weigert en hierop wordt het OM hier-
op niet-ontvankelijk verklaard. In cassatie wordt door het OM aangevoerd 
dat een informant niet als getuige kan gelden. De Hoge Raad verwerpt dit 
punt onder verwijzing naar de conclusie van de A-G en oordeelt voorts dat 
het hof op een juiste wijze heeft uitgelegd waarom in casu de informant dien-
de te worden gehoord en niet kon worden volstaan met het horen van het 
Hoofd CIE. Het is goed om op deze plek ook al een ander art. 6 EVRM ra-
kend element aan te stippen en dat houdt verband met de manier waarop 
TCI-informatie wordt gebruikt in het strafproces. Verderop wordt inzichtelijk 
gemaakt, en dat punt is ook al aan bod gekomen bij de anonieme meldingen 
van burgers, dat gelet op het op art. 6 EVRM gebaseerde art. 344a Sv het ge-
bruik van TCI-informatie voor het bewijs moeilijk denkbaar is. Ten slotte kan 
onder de categorie onrechtmatigheden die het eerlijk proces raken ook de 
instigatie van de latere verdachte worden geschaard. Een voorbeeld is de 
Goudsnipzaak, waarin het OM niet-ontvankelijk wordt verklaard vanwege 
het feit dat de informant de latere verdachte heeft uitgelokt tot een transactie 
met vals geld.75  
                                                             
73  Hof ‘s-Hertogenbosch 23 december 2011, LJN BV0293.  
74  Hoge Raad 2 februari 2010, NJ 2010, 246 m.nt. Sch. 
75  HR 29 juni 2010, NJ 440. 
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5.5.3.3.1 Het toetsen van de rechtmatigheid van TCI-informatie: uitgangspunten 
Gelet op het voorgaande is het goed een viertal uitgangspunten te formule-
ren in relatie tot het toetsen van de rechtmatigheid van het handelen van het 
TCI. Allereerst moet worden aangestipt dat het handelen van het TCI contro-
leerbaar dient te zijn. Dit vloeit voort uit een in de context van uit het buiten-
land afkomstige startinformatie gewezen arrest van de Hoge Raad.76 De Ho-
ge Raad overweegt in deze zaak allereerst dat de uit art. 152 Sv voortvloei-
ende verbaliseringsplicht niet van toepassing is op de fase voorafgaand aan 
een strafrechtelijk onderzoek waarin met het oog op een dergelijk onderzoek 
informatie wordt vergaard, maar nog geen sprake is van een verdenking.77 
Dit is exact de fase waarin het TCI opereert. De Hoge Raad vervolgt dan 
(kort gezegd) dat een adequate verslaglegging van die fase niet achterwege 
kan blijven nu het in de loop van het strafproces, al dan niet na een daartoe 
gevoerd verweer, nodig kan zijn hieromtrent helderheid te verkrijgen. Trek-
ken we het in dit arrest overwogene door naar het werkveld van het TCI dan 
kan worden gesteld dat dit onderdeel van de politie is gehouden een deug-
delijke verslaglegging bij te houden van hetgeen gebeurt in de fase die voor-
afgaat aan het opstellen van een TCI-proces-verbaal, omdat deze verslagleg-
ging een rol kan spelen in het op een effectieve manier toetsen van de recht-
matigheid van het handelen van het TCI.  
Het tweede uitgangspunt brengt met zich dat op de schouders van de 
verdediging de verplichting rust om een onrechtmatigheid aannemelijk te 
laten worden. Een recent voorbeeld van een zaak waarin vanwege het gebrek 
aan aannemelijkheid een onrechtmatigheidsverweer wordt verworpen, gaat 
schuil in het arrest van het Hof Den Haag van 16 februari 2012.78 De verdedi-
ging werpt in die zaak op dat een verkeerscontrole niet toevallig of spontaan 
heeft plaatsgevonden, maar is geregisseerd door het TCI. Het hof verwerpt 
het verweer en overweegt dat niet aannemelijk is gemaakt dat het TCI zich 
op een dergelijk sturende manier heeft opgesteld.  
                                                             
76  HR 5 oktober 2010, NJ 2011, 169 m.nt Sch. Zie voor een uitgebreide bespreking van dit 
arrest het deel over de buitenlandse startinformatie. 
77  Zie in gelijke zin Rb. Oost-Nederland 21 februari 2013, LJN BZ2717.  
78  Hof Den Haag van 16 februari 2012, LJN BV8404. Uit een beslissing van wrakingska-
mer van de Rb. Rotterdam van 15 januari 2013, LJN BY8921 volgt ook dat er een begin 
van aannemelijkheid moet zijn om een onderzoek naar de rechtmatigheid van het han-
delen van de CIE in te stellen. Overwogen wordt immers dat bij het afwijzen van getui-
gen in het kader van het toetsen van de totstandkoming en het gebruik van CIE-infor-
matie de rechtbank de juiste maatstaf heeft aangelegd, te weten dat er een begin van 
aannemelijkheid van een onrechtmatigheid moet zijn. Deze beslissing is niet met voor-
ingenomenheid genomen en het wrakingsverzoek wordt afgewezen. Zie voor een 
soortgelijke uitspraak de beslissing van de wrakingskamer van het Hof Arnhem-
Leeuwarden van 22 juli 2014, ECLI:NL:GHARL:2014:5895.  
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Het derde uitgangspunt ziet op de stelling dat de aard van de (vermeen-
de) onrechtmatigheid kleur geeft aan de omvang van de toetsing van de 
rechtmatigheid van het handelen van het TCI. Dit wordt in het bijzonder 
zichtbaar als de verdediging aanvoert dat het TCI in strijd met artikel 6 
EVRM heeft gehandeld en/of als het afschermen van informatie door het TCI 
maakt dat spanning ontstaat met dit artikel. Dit laatste punt is al zichtbaar 
geworden in eerder besproken zaken, waarin de verdediging aanvoert dat 
het TCI ontlastende informatie achterhoudt. Op het moment dat de verdedi-
ging aandraagt dat er spanning bestaat met art. 6 EVRM lijkt minder gemak-
kelijk te kunnen worden volstaan met een beperkte rechtmatigheidstoets, 
bijvoorbeeld door het enkel horen van het Hoofd TCI, maar moet eerder een 
diepgaande toetsing plaatsvinden door bijvoorbeeld het horen van runners 
van het TCI en het voegen van interne stukken aan het dossier. De meerma-
len aangehaalde Goudsnipzaak vormt in dit verband een voorbeeld. In deze 
context kan worden opgeworpen, en in die zin is het tweede uitgangspunt 
vervlochten met het derde, dat de rechter bij een vermeende schending van 
art. 6 EVRM eerder de noodzaak dient te voelen om uitgebreid onderzoek te 
verrichten naar de rechtmatigheid van het handelen van het TCI. Het voor-
gaande lijkt ook voort te vloeien uit uitspraken van het EHRM in de zaken 
Ramanauskas en Bannikova.79 Het EHRM overweegt in beide zaken dat als er 
een niet onwaarschijnlijk uitlokkingsverweer wordt gevoerd, het aan de ver-
volgende instantie is te ontkrachten dat van uitlokking sprake is geweest. 
Wordt dat bewijs niet geleverd, dan moet de rechter hiernaar toch deugdelijk 
onderzoek doen. Een in de context van het TCI gevoerd uitlokkingsverweer 
lijkt met andere woorden mee te brengen dat het TCI hieromtrent openheid 
van zaken moet geven. Gelet op ongewenste fishing expeditions blijft het na-
tuurlijk wel altijd een voorwaarde dat door de verdediging aannemelijk 
wordt gemaakt dat er mogelijkerwijs een onrechtmatigheid is begaan.  
Het vierde en laatste uitgangspunt heeft betrekking op de sanctie die kan 
worden verbonden aan een onrechtmatigheid die zich in de context van art. 6 
EVRM voordoet. Eerder is al zichtbaar geworden dat als het inroepen van het 
afschermingsbelang maakt dat spanning ontstaat met dit artikel, bijvoorbeeld 
doordat geen inzage wordt gegeven in mogelijk ontlastende informatie die 
zich bij dit politieonderdeel bevindt, de niet-ontvankelijkheid van het OM 
volgt. Een zelfde soort sanctie is eveneens denkbaar op het moment dat een 
uitlokkingsverweer niet of onvoldoende wordt ontzenuwd door het TCI.80 In 
                                                             
79  EHRM 5 februari 2008, NJ 2008, 499, m.nt. Sch (Ramanauskas v. Litouwen) en EHRM 4 
november 2010, nr. 18757/06 (Bannikova v. Rusland). 
80  In deze context wordt gewezen op het zich in de sfeer van de buitenlandse startinfor-
matie afspelend vonnis van de Rb. Rotterdam 16 april 2012, LJN BW3203. In casu 
wordt de mogelijkheid dat er sprake is geweest van uitlokking in een Turks infiltratie-
traject onvoldoende ontkracht door het OM. Dit, in combinatie met het gegeven dat het 
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een van de Goudsnipzaken heeft de Hoge Raad bovendien de mogelijkheid 
om het OM niet-ontvankelijk te verklaren verruimd in die zin dat deze sanc-
tie ook in beeld komt in het geval de verdachte is geïnstigeerd door een per-
soon voor wiens handelen de politie of het OM verantwoordelijk is. De zwaarste 
strafprocessuele sanctie kan dus ook volgen op het moment dat de door het 
TCI gerunde informant de latere verdachte heeft uitgelokt. 
5.5.3.3.2 Het toetsen van de rechtmatigheid van TCI-informatie: de rechtmatig-
heidsgetuige  
Met het voorgaande in het achterhoofd wordt nu dieper ingegaan op de wij-
ze waarop de rechtmatigheid van het handelen van het TCI wordt getoetst. 
Opgemerkt moet worden dat in dit geheel wederom scherp het spannings-
veld dat bestaat tussen het afschermingsbelang en het verdedigingsbelang 
naar voren komt. Bovendien moet worden aangetekend dat dergelijke getui-
gen geregeld eveneens worden gehoord om de betrouwbaarheid van TCI-in-
formatie te toetsen. Allereerst kan in het kader van de toetsing van de recht-
matigheid van het handelen van het TCI een rechtmatigheidsgetuige worden 
gehoord bij de r-c of ter zitting. Gaat het om het horen van het Hoofd TCI of 
een runner, dan komt hem niet het in art. 218 Sv neergelegde verschonings-
recht toe, zo blijkt uit een arrest van de Hoge Raad.81 Wel kan door de rech-
ter-commissaris op grond van art. 187b Sv of door de zittingsrechter op 
grond van art. 293 Sv worden belet dat deze getuige antwoord geeft op de 
aan hem gestelde vragen.82 In een dergelijk geval kan het afschermingsbelang 
ter rechtvaardiging van het beperken van de verdedigingsrechten worden 
ingeroepen. Op de voet van art. 187d Sv kan de r-c voorts beletten dat ant-
woorden die bijvoorbeeld zien op de door het TCI gehanteerde werkwijze ter 
kennis komen van de verdediging. Ter motivering van deze beslissing kan 
dan worden gesteld dat bij het bekend worden van het antwoord op de vraag 
een zwaarwegend opsporingsbelang zal worden geschaad. De officier van 
justitie kan op deze grond vorderen dat het geven van antwoorden op vra-
gen door de rechter wordt belet of dat wordt belet dat antwoorden op gestel-
de vragen terechtkomen bij de verdediging. Hij kan echter niet aan politie-
ambtenaren opdragen dat zij op bepaalde vragen geen antwoord mogen 
geven. Een en ander blijkt uit een zaak waarin de CID-officier aan ter zitting 
te horen runners verbood vragen te beantwoorden die konden leiden tot het 
                                                             
door het ontbreken van verslaglegging voor de rechter niet te controleren is of er daad-
werkelijk is uitgelokt, maakt dat het OM niet-ontvankelijk wordt verklaard.  
81  Hoge Raad 17 maart 1981, NJ 1981, 382 m.nt. ThWvV.  
82  Hoge Raad 17 maart 1981, NJ 1981, 382 m.nt. ThWvV, Hoge Raad 2 maart 1982, NJ 
1982, 460 m.nt. ThWvV, Hoge Raad 5 oktober 1982, NJ 1983, 297 m.nt. ’t H en Hof ’s-
Hertogenbosch 4 juni 2010, LJN BM6781. 
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openbaar worden van de identiteit van de informant.83 Een sprekend voor-
beeld van het beletten antwoord te geven op vragen gaat schuil in het arrest 
van het Hof ‘s-Hertogenbosch van 4 juni 2010.84 In deze zaak werpt de ver-
dediging op dat het OM niet-ontvankelijk moet worden verklaard nu het 
heeft geweigerd aan te geven of de in het TCI-proces-verbaal opgenomen 
informatie direct of indirect afkomstig is van een getuige. Het hof verwerpt 
het verweer en overweegt dat vragen dienaangaande op goede gronden zijn 
belet. Het hof dicht in dit verband meer gewicht toe aan het afschermingsbe-
lang en overweegt bovendien dat de verdediging door de beantwoording 
van andere aan de getuigen gestelde vragen in voldoende mate is gecompen-
seerd voor het beletten van de vragen.  
Het verzoek tot het horen van getuigen omtrent de rechtmatigheid van 
het handelen van het TCI gaat in de regel uit van de verdediging. Stelt de 
verdediging echter geen feiten en omstandigheden op grond waarvan zou 
moeten worden geoordeeld dat de TCI-informatie niet op rechtmatige wijze 
is verkregen of worden deze niet aannemelijk gemaakt, dan is de rechter 
geneigd een dergelijk verzoek naast zich neer te leggen.85 De rechter legt 
hierbij het in art. 288 lid 1 onder c Sv weergegeven criterium aan, inhouden-
de dat de verdachte door de weigering de getuige op te roepen redelijkerwijs 
niet in zijn verdediging wordt geschaad.86 Soms kunnen vraagtekens worden 
geplaatst bij het op deze grond afwijzen van een verzoek tot het horen van 
getuigen. De verdediging probeert immers door middel van de te horen 
rechtmatigheidsgetuige aan het licht te brengen dat zich mogelijk onrechtma-
tigheden hebben voorgedaan in het handelen van het TCI. Voorafgaand aan 
deze verhoren is het voor de verdediging niet eenvoudig om feiten en om-
standigheden aannemelijk te maken die wijzen op een onrechtmatigheid, 
daar zijn juist de verhoren voor nodig. Als de rechter het verzoek afwijst door 
te overwegen dat een mogelijke onrechtmatigheid niet aannemelijk is ge-
maakt, lijkt sprake van een cirkelredenering. Er wordt meer recht gedaan aan 
de belangen van de verdediging als de rechter op dit punt wat soepeler oor-
deelt. In dit geheel kan wel als sterk tegenargument worden ingebracht dat 
dit tot ongewenste fishing expeditions van de advocatuur kan leiden: het zoe-
ken naar veronderstelde onrechtmatigheden, terwijl hiervan in het geheel 
geen sprake is. Ten slotte is al eerder opgemerkt dat op het moment dat zich 
een vermeende schending van art. 6 EVRM voordoet, als wordt aangevoerd 
                                                             
83  Hoge Raad 8 september 1998, NJ 1998, 879 m.nt. Sch. Zie in dit verband ook het eerder 
besproken arrest van het Hof ‘s-Hertogenbosch van 23 december 2011, LJN BV0293. 
84  Hof ‘s-Hertogenbosch 4 juni 2010, LJN BM6781. 
85  Zie hiervoor bijvoorbeeld Hof Amsterdam 9 juni 1994, NJ 1994, 709, Rb. Haarlem 
12 oktober 2001, LJN AD4599 en Hof Arnhem 5 november 2004, LJN AR5229. 
86  Zie hiervoor bijvoorbeeld Hoge Raad 5 december 1995, NJ 1996, 422 m.nt. Kn en Hoge 
Raad 12 februari 2002, NbSr 2002, 108. 
Hoofdstuk 5 125 
 
――― 
 
 
dat is geïnstigeerd dan wel dat wordt opgeworpen dat ontlastende informa-
tie wordt achtergehouden, de rechter gehouden is toeschietelijker in de (om-
vang van de) rechtmatigheidstoets te zijn. Eerder is al verwoord dat specifiek 
in relatie tot een gevoerd uitlokkingsverweer lijkt te moeten worden ont-
kracht dat hier sprake van is geweest. Bij een dergelijk verweer is het met an-
dere woorden aan politie en OM om aannemelijk te maken dat niet is uitge-
lokt.  
Eerder is al naar voren gekomen dat feitelijk in alle gevallen wordt ge-
weigerd de identiteit van een op te roepen informant prijs te geven en zo de 
mogelijkheid van een verhoor wordt gefrustreerd.87 Dit kan zich zelfs voor-
doen als voorgesteld wordt de informant te horen met toepassing van de 
bedreigde getuigenregeling van art. 226a-226f Sv. Mogelijke drijfveer hier-
achter kan zijn het feit dat de enkele afwezigheid van de informant op het 
moment van afleggen van de getuigenverklaring al leidt tot het door de ver-
dachte kunnen vaststellen van zijn identiteit. Bovendien speelt in dit gegeven 
ook mee dat het TCI en de TCI-officier in de weigering om een informant op 
te roepen door laten klinken dat zij te allen tijde staan voor het afscher-
mingsbelang dat het werk van het TCI omgeeft, ook al leidt dit tot de zwaarst 
denkbare strafprocessuele sanctie. Het belang van het opsporingsmiddel in 
zijn geheel wordt met andere woorden op dat moment zwaarder bevonden 
dan het belang dat speelt in een concrete strafzaak. Zichtbaar is al geworden 
dat de strafprocessuele sanctie die hier doorgaans op volgt de niet-ontvanke-
lijkverklaring van de officier van justitie is. Niettemin vernietigde het Hof 
Arnhem het vonnis van de Rechtbank Almelo, waarin tot niet-ontvankelijk-
heid werd overgegaan nadat de officier van justitie weigerde twee informan-
ten als getuigen op te roepen.88 Het hof overweegt dat, gelet op het transpa-
ranter geregeld vooronderzoek, de door de rechter aan te leggen rechtmatig-
heidstoets minder dwingend is geworden en van de verdediging mag wor-
den gevergd dat deze indicaties aanreikt omtrent enige in het onderzoek 
                                                             
87  Hoge Raad 2 februari 2010, NJ 2010, 246 m.nt. Sch, Hof ‘s-Hertogenbosch 20 december 
2007, NbSr 2008, 51 en Hof ‘s-Hertogenbosch 23 december 2011, LJN BV0293. Zie in dit 
kader ook Rb. Oost-Nederland 2 januari 2013, LJN BY7575 . In casu oordeelt de recht-
bank in eerste instantie, dat het noodzakelijk is dat de informant die ontlastende in-
formatie aandraagt moet worden gehoord. De TCI-officier weigert hieraan mee te wer-
ken, wel legt zij in een proces-verbaal vast dat zij op basis van het informantendossier 
heeft kunnenvaststellen dat de informant geen (belastende of ontlastende) concrete in-
formatie heeft gegeven over andere personen die in het TCI-proces-verbaal worden ge-
noemd. De rechtbank komt dan terug op de eerdere beslissing en oordeelt dat het ho-
ren van de informant niet langer noodzakelijk is, mede gelet op het feit dat inmiddels 
meerdere andere getuigen zijn gehoord. Zie voor een nagenoeg identieke casus en 
gang van zaken het vonnis van de Rb. Amsterdam van 25 maart 2014, ECLI:NL: 
RBAMS:2014:1460.  
88  Hof Arnhem 25 september 2002, LJN AE8066. 
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plaatsgevonden hebbende onrechtmatigheid. Voorts overweegt het hof dat 
het horen van de informanten in casu niet nodig is en dat bijzondere om-
standigheden die ertoe kunnen leiden dat informanten als getuigen moeten 
worden gehoord, door de raadsman niet aannemelijk zijn geworden. De 
rechtmatigheid en de betrouwbaarheid van de informatie van de informan-
ten heeft de raadsman kunnen toetsen tijdens het verhoor van de verbalisan-
ten.  
5.5.3.3.3 Het toetsen van de rechtmatigheid van TCI-informatie: inzien van interne 
stukken  
Naast het verzoek tot het horen van getuigen kan de verdediging ook het 
verzoek doen tot het inzien van interne stukken van het TCI ter toetsing van 
de rechtmatigheid. Het gaat dan om de door de runners opgemaakte jour-
naals omtrent hun contacten en bevindingen in relatie tot een informant. In 
verband hiermee zij allereerst gewezen op de uitspraak van het EHRM in de 
zaak Fitt.89 Het EHRM overweegt in die zaak dat het recht op kennisneming 
van al het relevante (bewijs)materiaal niet absoluut is. Soms kan het noodza-
kelijk zijn om de verdediging bepaald (bewijs)materiaal te onthouden om op 
die manier rechten van een ander te beschermen of een belangrijk algemeen 
belang (waaronder opsporingsbelangen) te garanderen. Het EHRM over-
weegt voorts wel dat dergelijke beperkingen van de rechten van de verdedi-
ging strikt noodzakelijk moeten zijn en dat bovendien de beperkingen van de 
verdedigingsrechten moeten worden gecompenseerd door een goede rech-
terlijke procedure. Voorts wordt het eerder aangehaalde arrest van de Hoge 
Raad van 10 oktober 2010 in herinnering gebracht, waarin het belang van een 
deugdelijke verslaglegging met het oog op een effectieve rechtmatigheids-
toets wordt onderstreept.90  
De Hoge Raad laat zich in zijn arrest van 5 december 2000 specifiek uit 
over deze materie in relatie tot het TCI.91 Daarin wijst het hof het verzoek van 
de verdediging tot inzage in de journaals van de runners af nu de runners 
reeds ter zitting zijn gehoord. De Hoge Raad gaat hierin mee en verwijst naar 
de conclusie van de A-G. Deze overweegt dat als er geen reden is te twijfelen 
aan de juistheid van de verklaringen van de runners over hetgeen de jour-
naals inhouden, daarmee de inhoud van die journaals bekend is en deze dus 
niet hoeven te worden ingezien. In dit verband is ook het tussenarrest van 
het Hof Arnhem in de meermalen aangehaalde Goudsnip-zaak interessant.92 
                                                             
89  EHRM 16 februari 2000, EHRC 2000, 32 (Fitt). Zie ook EHRM 22 juli 2003, EHRC 2003, 
81 (Edwards en Lewis).  
90  HR 5 oktober 2010, NJ 2011, 169 m.nt Sch. 
91  Hoge Raad 5 december 2000, NJ 2001, 206. 
92  Hof Arnhem 16 juni 2007, LJN BA7274.  
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Het hof overweegt dat de journaals, gelet op hun functie en vertrouwelijk 
karakter, in beginsel slechts voor intern gebruik bestemd zijn. Bij de controle 
op de rechtmatigheid kan, zoals in deze zaak ook is gebeurd, dikwijls ook 
goed worden volstaan met indirecte wijzen van toetsing, zoals het horen van 
het Hoofd TCI of van runners. Gelet op de tegenstrijdigheden in verklaringen 
van een runner en de informant komt het hof in casu overigens wel tot het 
oordeel dat de journaals aan het dossier dienen te worden toegevoegd.  
Tot slot wordt gewezen op twee andere routes die de verdediging kan 
bewandelen in een poging meer inzicht te verkrijgen in de interne stukken 
van het TCI. Ten eerste lijkt de Wet herziening regels betreffende proces-
stukken in strafzaken hiertoe nieuwe mogelijkheden te bieden.93 Het eerste 
lid van het naar aanleiding van deze wet in het Wetboek van Strafvordering 
opgenomen artikel 34 bepaalt immers dat de verdachte de officier van justitie 
kan verzoeken specifiek omschreven stukken die hij van belang acht voor de 
zaak bij de processtukken te voegen. In het vierde lid wordt vervolgens be-
paald dat de officier dit verzoek kan weigeren indien hij van oordeel is dat de 
gevraagde stukken geen processtukken zijn dan wel als hij oordeelt dat op-
sporingsbelangen zich tegen de voeging verzetten. De officier behoeft hiertoe 
wel een machtiging van de r-c. Uit een in de context van deze nieuwe wetge-
ving gedane uitspraak van de Rechtbank Amsterdam van 26 juli 2013 volgt 
dat de verdediging op deze wijze tracht interne stukken van het TCI aan het 
dossier toe te voegen.94 De r-c is tweeledig in zijn afwijzing van dit verzoek 
van de verdediging. Het bestaande afschermingsbelang wordt hieraan ten 
grondslag gelegd en bovendien oordeelt de r-c dat de interne stukken van 
het TCI geen processtukken zijn zoals bedoeld in art. 149a Sv. Ten besluit zij 
in een iets ander verband gewezen op een civiel arrest van de Hoge Raad.95 
In die zaak oordeelt de Hoge Raad dat de interne coderingen van het TCI 
over de betrouwbaarheid van de informant en door hem verstrekte informa-
tie, aan te merken zijn als persoonsgegevens. Persoonsgegevens waarvan de 
belanghebbende, zoals een latere verdachte, in beginsel kennis mag nemen. 
Aldus lijkt de mogelijkheid te bestaan via de civiele weg enige inzage te krij-
gen in interne stukken van het TCI.  
5.5.3.4  TCI-informatie: startinformatie of ook bewijsmiddel?  
Informatie van het TCI wordt in veruit de meeste gevallen puur en alleen 
gebruikt als startinformatie, maar in sommige gevallen gebruikt de rechter 
dergelijke informatie daarnaast ook voor het bewijs. In verband met het ver-
                                                             
93  Stb. 2011, 601. Zie in dit verband ook A.A. Franken, ‘Regels voor het strafdossier’, D&D 
2010, p. 403.  
94  Rb. Amsterdam 26 juli 2013, ECLI:NL:RBAMS:2013:5180. 
95  Hoge Raad 9 juli 2010, NJ 2010, 416. 
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schil in controle op het gebruik van dergelijke informatie, is de uitspraak van 
het EHRM in de zaak Kostovski van belang.96 Het EHRM overweegt in dit 
arrest dat het EVRM niet uitsluit dat in de onderzoeksfase voorafgaand aan 
de terechtzitting gebruik wordt gemaakt van anonieme bronnen, maar dat 
het vervolgens gebruiken van anonieme verklaringen als voldoende bewijs 
voor een veroordeling een andere zaak is. De rechten van de verdediging 
kunnen daardoor beperkt in een mate die onverenigbaar is met art. 6 EVRM.  
Bezien we deze overweging van het EHRM in het licht van het TCI-
proces-verbaal, dan kan worden gesteld dat in het geval dit proces-verbaal 
slechts als startinformatie wordt gebruikt een minder zwaarwegende toet-
sing aanvaardbaar is. In de context van art. 6 EVRM kan dan worden vol-
staan met het horen van een rechtmatigheidsgetuige. Een en ander volgt ook 
uit een, door de Hoge Raad in stand gelaten, arrest van het Amsterdamse 
Hof waarin een verzoek tot het horen van de informant ter zitting wordt af-
gewezen nu het Hoofd TCI al ter zitting heeft verklaard over zijn betrouw-
baarheid.97 De Hoge Raad overweegt dat het hof een juiste beslissing heeft 
genomen door te oordelen dat de betrouwbaarheid van de informant aldus 
voldoende aannemelijk is geworden. In twee andere arresten maakt de Hoge 
Raad zelfs uit dat het horen van een rechtmatigheidsgetuige achterwege kan 
worden gelaten, nu de verdachte hierdoor redelijkerwijs niet in zijn verdedi-
ging is geschaad.98  
Wordt het TCI-proces-verbaal echter eveneens voor het bewijs gebruikt, 
dan kan gesteld worden dat art. 6 EVRM dwingt tot een volledige toetsing: 
de betrouwbaarheid van de informant zal dan moeten worden getoetst in-
dien de verdediging hierom verzoekt. De bewezenverklaring zal daarnaast 
niet uitsluitend gebaseerd mogen zijn op het bewuste proces-verbaal, zo 
volgt uit art. 344a Sv. In dit verband moet wel worden aangetekend dat de 
Hoge Raad in vier arresten andersluidend heeft geoordeeld, al ging het hier 
overigens telkens wel om een verondersteld motiveringsgebrek.99 De Hoge 
Raad overweegt in deze arresten dat het hof het TCI-proces-verbaal telkens 
kennelijk heeft gebruikt om tot uitdrukking te brengen wat de aanleiding is 
geweest voor het instellen van het onderzoek nu dat proces-verbaal niets 
bevat wat bijdraagt aan het bewijs van hetgeen ten laste van de verdachte be-
wezen is verklaard en de bewezenverklaring volledig kan worden afgeleid 
uit de inhoud van de overige bewijsmiddelen. Aldus is de bewezenverkla-
ring ook zonder dit bewijsmiddel toereikend gemotiveerd. De Hoge Raad 
                                                             
96  EHRM 20 november 1989, NJ 1990, 245 m.nt. EAA (Kostovski).  
97  Hoge Raad 19 januari 1999, NJ 1999, 253.  
98  Hoge Raad 14 september 1992, NJ 1993, 83 en Hoge Raad 5 december 1995, NJ 1996, 422 
m.n.t. Kn.  
99  Hoge Raad 1 juli 2003, LJN AF8069, Hoge Raad 18 november 2003, LJN AJ0517, Hoge 
Raad 31 augustus 2004, NJB 2004, p. 1810 en Hoge Raad 12 mei 2009, LJN BI3559.  
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brengt aldus een differentiatie aan: slechts als uit het in de bewijsconstructie 
opgenomen TCI-proces-verbaal bewijs van het ten laste gelegde voortvloeit, 
dient dit extra te worden gemotiveerd, is hoogstwaarschijnlijk ook volledige 
toetsing noodzakelijk en zal de bewezenverklaring niet uitsluitend op dat 
proces-verbaal mogen worden gebaseerd.  
Dit laatste ligt voor de ontnemingprocedure net een fractie anders, zo 
volgt uit een arrest van de Hoge Raad uit januari 2008.100 De Hoge Raad over-
weegt dat het proces-verbaal van de CID voor het bewijs kan worden ge-
bruikt nu het in art. 344a vermelde bewijsminimum niet van toepassing is op 
de ontnemingprocedure. Wel dient gewaarborgd te zijn dat in voldoende 
mate aan de verdedigingsrechten tegemoet wordt gekomen. In casu is dat ge-
beurd door het horen van een verbalisant dienaangaande en doordat de be-
wijsvoering niet enkel is gebaseerd op het bewuste proces-verbaal. De facto 
wordt met deze overweging de in art. 344a Sv gestelde waarborg nageleefd. 
Uit een ander arrest van de Hoge Raad lijkt eveneens te volgen dat als het 
TCI-proces-verbaal in een ontnemingprocedure voor het bewijs wordt ge-
bruikt, enigerlei toetsing van de in het proces-verbaal vervatte informatie 
door de verdediging mogelijk moet zijn geweest.101 
Volledige toetsing kan het meest optimaal geschieden door het horen van 
de informant. De informant wordt dan als getuige aangemerkt en de verde-
diging heeft op grond van artikel 6 lid 3 onder d EVRM het recht een getuige 
á charge te doen ondervragen. De verdediging zal in een dergelijk geval 
trachten de betrouwbaarheid van deze getuige aan te tasten. Overduidelijk 
levert dit verhoor frictie op met het belang van afscherming van de infor-
mant. In verband hiermee is het arrest van het EHRM in de zaak Kok van be-
lang.102 In casu is de informant anoniem gehoord met gebruikmaking van de 
bedreigde getuigenregeling van art. 226a-226f Sv.103 Het EHRM overweegt 
dat de beslissing om de identiteit geheim te houden op voldoende gronden is 
gebaseerd, waarbij van belang is dat bij het nemen van deze beslissing niet 
alleen informatie die door de getuige zelf is verschaft is betrokken, maar ook 
achtergrondinformatie die via politiebronnen is verkregen. Er bestond aldus 
voldoende reden om de identiteit geheim te houden, daarbij is mede van be-
lang dat de getuige geen agent was wiens identiteit om operationele redenen 
verborgen moest blijven. Van belang is verder dat de veroordeling van de 
klager niet uitsluitend op de getuigenverklaring van de anonieme getuige is 
                                                             
100  Hoge Raad 22 januari 2008, NJ 2008, 406 m.nt. Borgers. 
101  Hoge Raad 13 juli 2010, LJN BM2434. 
102  EHRM 4 juli 2000, EHRC 2000, 71 (Kok).  
103  Zie in verband met het horen van de informant als bedreigde getuige J.L.M. Boek & 
A.M. van Hoorn, ‘Bedreigde getuigen binnen en buiten de strafvordering’, DD 1995, 
p. 1041-1055.  
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gebaseerd: er is een aanzienlijke hoeveelheid ander bewijsmateriaal waaruit 
kan worden afgeleid dat de klager schuldig is. Het EHRM oordeelt ten slotte 
ook dat de procedure die is gevolgd bij het horen van de anonieme getuige 
als voldoende zorgvuldig kan worden beschouwd, zodat kan worden gecon-
cludeerd dat de verdedigingsrechten voldoende zijn gerespecteerd. 
Alhoewel in een TCI-proces-verbaal altijd wordt aangegeven dat de 
daarin vervatte informatie niet bedoeld is om als bewijsmiddel te dienen, kan 
worden geconcludeerd dat het daartoe onder uitzonderlijke omstandigheden 
wel kan worden aangewend. In een dergelijk geval dient voor de verdedi-
ging de mogelijkheid te hebben bestaan om de informant te (doen) horen en 
mag de rechter de bewezenverklaring niet uitsluitend of in beslissende mate 
baseren op dit proces-verbaal en de nadien door de informant afgelegde 
getuigenverklaring. Het is echter de vraag of het ook wijs is het proces-ver-
baal als bewijs aan te wenden nu dergelijk gebruik het risico van dubbeltel-
ling met zich brengt: de informant is zowel de anonieme bron van de TCI-in-
formatie, maar komt daarnaast ook als getuige voor in het dossier. Gelet op 
dit risico dient de rechter het TCI-proces-verbaal in beginsel niet voor het be-
wijs te gebruiken. Dit kan slechts anders zijn als dubbeltelling is uit te sluiten. 
Hierbij kan bijvoorbeeld worden gedacht aan die situatie waarin puur en 
alleen de verklaring van een bedreigde bankmedewerker voor het bewijs 
wordt gebezigd in een zaak over een gewapende overval. Ziet de TCI-infor-
matie vervolgens op de aankoop van het door de overvaller gebruikte wa-
pen, dan kan geen sprake zijn van dubbeltelling. Concluderend kan worden 
gesteld dat het TCI-proces-verbaal slechts voor het bewijs mag worden ge-
bruikt in die gevallen waarin dubbeltelling is uit te sluiten, de eerder weer-
gegeven toetsing heeft plaatsgevonden én de rechter de bewezenverklaring 
niet uitsluitend of in beslissende mate baseert op dit proces-verbaal.  
5.4  Politieke controle 
Zoals uit de eerder besproken rapporten van de Commissies Van Traa en 
Kalsbeek volgt, heeft de politiek in de jaren 90 van de vorige eeuw het hande-
len en functioneren van onder meer de CID uitvoerig onder de loep genomen 
en hierop aldus concreet controle op uitgeoefend. In het onderstaande wordt, 
in aanvulling hierop, stilgestaan bij de uitdrukkelijke aanbeveling van de 
Commissie Van Traa om de omgang met informanten wettelijk te normeren. 
De politieke belangstelling lijkt in de daaropvolgende jaren echter afgeno-
men. Waarschijnlijk mede ingegeven door de (deels onterechte) gedachte dat 
als voortvloeisel van de bevindingen van genoemde commissies, de opspo-
ring (waaronder het handelen van het TCI) heden ten dagen afdoende is 
genormeerd en wordt gecontroleerd door onder meer de inwerkingtreding 
van de Wet BOB, de geconcipieerde richtlijnen en instructies en de herstelde 
gezagsrelaties. Politieke controle doet zich overigens incidenteel nog wel 
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voor als Tweede-Kamerleden met betrekking tot het handelen van het TCI 
vragen stellen aan de verantwoordelijke ministers.  
De Commissie Van Traa is stellig in haar aanbeveling over het gebruik 
van informanten: nu het een zeer complexe en met risico’s omgeven opspo-
ringsmethode is, dient deze een wettelijke basis te krijgen. In de memorie van 
toelichting bij de Wet BOB is deze aanbeveling nader uitgewerkt: opspo-
ringsmethoden die zeer risicovol zijn voor de integriteit en beheersbaarheid 
van de opsporing, dan wel die inbreuk maken op grondrechten van burgers, 
behoeven een voldoende specifieke wettelijke basis.104 Hoewel aldus de inte-
griteit van de opsporing een belangrijke rol lijkt te spelen, geeft Buruma weer 
dat in de Wet BOB met name is getracht de opsporing ‘Straatsburg-proof’ te 
maken: het zwaartepunt ligt bij het in art. 8 EVRM neergelegde recht op pri-
vacy.105  
Het hiervoor gestelde gaat ook op bij het runnen van informanten. In de 
memorie van toelichting bij de Wet BOB wordt gesteld dat een wettelijke 
basis alleen is vereist als bij het stelselmatig inwinnen van inlichtingen over 
een persoon een kans bestaat dat de privacy van die persoon wordt geschon-
den. Art. 126v Sv bepaalt vervolgens dat een bevel van de officier van justitie 
slechts is vereist indien een informant stelselmatig informatie levert over een 
verdachte of een persoon ten aanzien van wie het redelijk vermoeden bestaat 
dat deze is betrokken bij het in georganiseerd verband beramen of plegen 
van misdrijven. Aldus heeft de wetgever de door stelselmatigheid veroor-
zaakte privacyschendingen ook in de omgang met informanten voorop ge-
steld. Nu een informant niet snel stelselmatig inlichtingen inwint over ie-
mands privéleven of dit in ieder geval moeilijk is in te schatten, is het be-
staande praktijk dat nagenoeg alle informanten op basis van het algemeen 
taakstellende art. 3 Politiewet worden gerund.106 Gezegd kan worden dat 
hiermee een deel van de door de Commissie Van Traa voorgestane controle 
op het rechtmatige en integere handelen van het TCI niet tot stand is geko-
men. Anderzijds kan betoogd worden dat met de gecreëerde controlemecha-
nismen, door het hoofd TCI en de TCI-officier, de facto een zelfde vorm van 
controle lijkt te worden bereikt. Een leemte is wel ontstaan in de controle op 
het handelen en functioneren van het TCI in zijn geheel en daarom wordt 
verderop aanbevolen een toezichtscommissie in het leven te roepen. De 
noodzaak voor een dergelijke controlemechanisme bestaat gelet op onder 
                                                             
104  Kamerstukken II 1996-1997, 25 403, nr. 3.  
105  Y. Buruma, Buitengewone opsporingsmethoden, Deventer: W.E.J. Tjeenk Willink 2001, Y. 
Buruma, ‘Stelselmatig, een sleutelbegrip in de Wet BOB’, NJCM-Bulletin 2000, p. 649-
658 en Y. Buruma, ‘Afspraken met criminelen’, D&D 1999, p. 584-600. 
106  Dit volgt uit het zogenaamde Handboek voor de opsporingspraktijk. Zie hiervoor 
Stcrt. 2007, 239. Zie ook het in het jaar 2010 verschenen WODC-rapport ‘Opsporen on-
der Dekmantel’, te raadplegen via de website www.wodc.nl. 
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meer de integriteitsaspecten en rechtmatigheidsvraagstukken die dit opspo-
ringsinstrument omgeven.  
5.5.5  Adviesorganen  
Anno 2014 bestaat er de facto geen adviesorgaan voor het TCI meer. De ge-
noemde Raad van Advies bestaat de iure nog wel, maar is al sinds 2004 niet 
meer bij elkaar geweest. Het eerste adviesorgaan voor de toenmalige CID is 
de Begeleidingscommissie CID. In de CID-regeling van 1986 wordt de taak 
van deze commissie omschreven.107 Zo bepaalt art. 15 dat de commissie lan-
delijk de samenwerking tussen de diverse criminele inlichtingendiensten 
dient te bevorderen. Daarnaast heeft de commissie ook een adviserende taak: 
zij dient de ministers van Binnenlandse Zaken en Justitie jaarlijks te advise-
ren omtrent de verdere ontwikkelingen op het gebied van eerdergenoemde 
samenwerking. De taak van de Begeleidingscommissie CID bestond aldus 
zeker niet uit het controleren van de inhoudelijke werkzaamheden van de 
CID. Op 1 april 1993 werd de Begeleidingscommissie CID opgeheven. Uit het 
eindrapport van de Commissie Van Traa volgt dat zowel de leden van de 
Begeleidingscommissie CID als de mensen uit de praktijk zich hierin niet 
kunnen vinden.108 Zij meenden dat de commissie een belangrijke schakel-
functie bekleedde. Daarnaast constateert de Commissie Van Traa dat de Be-
geleidingscommissie CID regelmatig signalen en adviezen over knelpunten 
in het functioneren van de CID heeft gegeven, maar dat het door een gebrek 
aan uitvoerende bevoegdheden daar dan ook bij bleef.  
De opvolger van de Begeleidingscommissie CID laat niet lang op zich 
wachten. In 1995 wordt de Raad van Advies voor de CID ingesteld.109 Deze 
Raad dient de ministers van Justitie en Binnenlandse Zaken te adviseren om-
trent aangelegenheden die betrekking hebben op de werkzaamheden van de 
CID. Dit omvat onder meer het bevorderen van de samenwerking tussen de 
diverse Criminele Inlichtingendiensten, het adviseren omtrent mogelijke con-
sequenties van nieuwe wet- en regelgeving en het adviseren over allerlei ver-
beteringen van informatiestructuren. Uit het enige jaren later opgemaakte 
rapport van de Commissie Kalsbeek volgt dat er weinig terecht is gekomen 
van de geschetste adviserende rol. De commissie stelt vast dat dit adviesor-
gaan, dat belast is met een uitgebreide taakstelling op een essentieel onder-
deel van de politie, in een belangrijke periode vrijwel geen gevolg heeft ge-
geven aan de uitvoering van haar (adviserende) taak.  
                                                             
107  Stcrt. 1986, 141. 
108  Kamerstukken II 1995-1996, 24 072, nr. 15 (bijlage VI bij het eindrapport ‘Inzake Opspo-
ring’ van de Parlementaire Enquêtecommissie Opsporingsmethoden).  
109  Stcrt. 1995, 46. 
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5.5.6  De Nationale ombudsman 
Concrete externe en buitenstrafvorderlijke controle op het handelen van poli-
tie en OM op basis van dit type startinformatie kan zich voordoen door de 
Nationale ombudsman. De Nationale ombudsman behandelt door burgers 
ingestelde klachten over bestuursorganen. In relatie tot het TCI komt hij in 
beeld als de politie op basis van dergelijke informatie bijvoorbeeld een wo-
ning betreedt of doorzoekt, maar geen wapens of drugs worden gevonden. 
In een aantal rapporten heeft de ombudsman zich uitgelaten over het ge-
bruikmaken van TCI-informatie voor de start van een onderzoek.  
In deze rapporten ziet de TCI-informatie telkens op de aanwezigheid van 
wapens en zijn de woningen derhalve doorzocht op grond van art. 49 WWM, 
echter tevergeefs.110 De ombudsman verricht zijn onderzoek, naar onder meer 
de betrouwbaarheid vande TCI-informatie, door medewerkers van het TCI 
omtrent de uitgegeven informatie te horen. Daarnaast wordt ook inzage 
verleend in informantengegevens en politieregisters. Aldus wordt door de 
ombudsman gereconstrueerd of de TCI-informatie destijds als betrouwbaar 
kon worden aangemerkt en of dit tot een verdenking kon leiden. In alle ge-
vallen oordeelt de ombudsman dat de politie uit kon gaan van de betrouw-
baarheid van de informatie, bijvoorbeeld omdat de informant eerder be-
trouwbare informatie heeft verstrekt. Ook in het ontstaan van de verdenking 
ziet de ombudsman geen onbehoorlijkheid. In het op 12 februari 2004 uitge-
brachte rapport wordt bij de bepaling van de verdenking het strafrechtelijk 
verleden van de verzoeker betrokken.111 Zoals eerder gesteld kan worden be-
twijfeld of dit in het licht van de Straatsburgse jurisprudentie daartoe mee 
mag werken. De ombudsman oordeelt in alle vier de rapporten dat het han-
delen van de politie op basis van de TCI-informatie behoorlijk was en dat 
hieraan niet af doet dat uiteindelijk geen wapens zijn aangetroffen.  
In het bijzonder wordt gewezen op het rapport van de ombudsman van 
19 juli 2005.112 In deze zaak vindt tijdens een grootschalige actie tevergeefs 
een doorzoeking plaats op basis van TCI-informatie die, wegens tijdgebrek, 
niet door het Hoofd CIE op betrouwbaarheid is getoetst. De ombudsman 
oordeelt dat de politie de informatie niettemin betrouwbaar kon achten, on-
der meer nu deze informant eerder juiste informatie heeft verstrekt. In ver-
band hiermee overweegt de ombudsman dat gezien de grootschaligheid van 
de actie en vanuit strategisch oogpunt een later optreden na een volledige 
toets op de betrouwbaarheid van de tip minder effectief zou zijn geweest. 
Ten slotte wordt gesteld dat de van de informant afkomstige informatie ook 
                                                             
110  Nationale ombudsman, rapportnrs. 2005/229, 2004/409, 2004/404 en 2004/049. 
111  Nationale ombudsman, rapportnr. 2004/049. 
112  Nationale ombudsman, rapportnr. 2005/229.  
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voldoende concreet was om tot het redelijke vermoeden op grond van art. 49 
WWM te leiden en dat de politie wat betreft de TCI-informatie dan ook geen 
blaam treft.  
In casu is slechts op basis van ongeverifieerde TCI-informatie een wo-
ning doorzocht en ook nog eens zonder machtiging tot binnentreden. Begrij-
pelijkerwijs kunnen strategische overwegingen op een dergelijke avond voor 
politie en officier van justitie de doorslag geven om toch tot een doorzoeking 
over te gaan, zeker nu mogelijk vuurwapens in het geding zijn. Dat de om-
budsman echter dergelijk handelen, en dan met name het niet laten functio-
neren van een belangrijk intern controlemechanisme zoals de controle door 
het Hoofd-TCI, achteraf behoorlijk oordeelt, is onwenselijk.  
5.6  SAMENVATTING, BIJZONDERHEDEN EN AANBEVELINGEN VOOR 
VERBETERDE CONTROLE 
Het TCI-proces-verbaal kan de start inluiden van een strafrechtelijk onder-
zoek en kan tot het toepassen van dwangmiddelen leiden. Er zijn risico’s en 
bezwaren verbonden zijn aan het gebruik van dit soort informatie in het 
strafproces. Allereerst bestaat het gevaar dat de informant valse informatie 
verstrekt, waardoor ten onrechte privacyschendend en/of vrijheidsbenemend 
strafvorderlijk overheidsingrijpen wordt uitgelokt. Verder bestaat het gevaar 
dat het TCI de regie over de informant verliest, wat onder meer tot gevolg 
kan hebben dat de informant de latere verdachte instigeert tot het plegen van 
een strafbaar feit. Ten slotte brengt het vergaren van dit type startinformatie 
risico’s met zich die verband houden met integriteitsaspecten en daarom wat 
minder van doen (kunnen) hebben met een concrete strafzaak. Hoewel ge-
steld kan worden dat de conclusies en aanbevelingen van de Commissies 
Van Traa en Kalsbeek in relatie tot het TCI veel verbeteringen met zich heb-
ben gebracht, zijn bovenstaande risico’s niet (geheel) weggenomen. Feit blijft 
dat het TCI, als orgaan van de overheid, (veelal) in contact treedt met en 
informatie verkrijgt van criminele burgers en dat brengt de geschetste risico’s 
met zich. Anno 2014 bestaat dan ook onverkort de noodzaak de betrouw-
baarheid en de rechtmatigheid (van de verkrijging) van TCI-informatie en de 
zuiverheid van het handelen van het TCI scherp te controleren. Wel kan wor-
den gesteld dat het Besluit verplichte politiegegevens en de diverse instruc-
ties maken dat heden ten dagen de rol en werkzaamheden van het TCI hel-
der zijn geformuleerd en afgebakend. Daarnaast zijn de gezagsrelaties, in 
ieder geval op papier, hersteld.  
Zoals aangegeven is TCI-informatie startinformatie en gelet hierop spe-
len de in de inleiding genoemde vier fasen, waarbij wordt opgemerkt dat van 
de vierde fase (het gebruik van startinformatie in de bewijsvoering) feitelijk 
geen sprake is nu, gelet op het bepaalde in art. 344a Sv, TCI-informatie 
slechts in uitzonderlijke situaties voor het bewijs kan worden gebruikt. An-
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ders dan bij het gebruik van anonieme tips voor het bewijs, bestaat hiertoe 
nog wel een mogelijkheid: de informant kan immers als getuige worden ge-
hoord. Dit is echter een zo goed als theoretische mogelijkheid gelet op het feit 
dat het TCI en de TCI-officier ten allen tijde de identiteit van de informant 
zullen afschermen en gelet hierop het toepassen van een afgeschermde ver-
hoormodaliteit of zelfs de bedreigde getuigenregeling, vanwege het risico dat 
hiermee toch de identiteit van de informant boven water komt, zullen ver-
werpen. Hoewel ten aanzien van TCI-informatie in de tweede fase van het 
vierfasen model de noodzaak kan bestaan om aanvullend onderzoek te ver-
richten, moet hier toch anders tegen aan worden gekeken dan bij de anonie-
me tips van burgers. Wezenlijk verschil is dat het TCI op de hoogte is van de 
identiteit van de menselijke bron en dat zijn betrouwbaarheid en die van de 
door hem verstrekte informatie door het TCI wordt getoetst voorafgaand aan 
het verstrekken van de informatie aan de tactische recherche. Hoewel deze 
notie kleur geeft aan de omvang en de noodzaak van het betrouwbaarheids-
onderzoek van de tactische recherche, ontheft het dit evenwel politieonder-
deel niet (geheel) van de verplichting om aanvullend onderzoek uit te voe-
ren. Voor hen, en de overige procesdeelnemers, blijft TCI-informatie immers 
informatie waarvan de herkomst wordt afgeschermd en dat gegeven kan dit 
soort gegevens minder goed controleerbaar maken. Voor de mogelijkheden 
tot differentiatie in de omvang van het aanvullende betrouwbaarheidsonder-
zoek, de rol van de Hoge Raad, de mogelijkheden van sanctionering en de 
beoogde wetswijziging als het gaat om het betreden en doorzoeken van wo-
ningen wordt verwezen naar eerder gemaakte opmerkingen.  
Wat betreft het toetsen van de rechtmatigheid van (het verkrijgen van) 
TCI-informatie moet worden opgemerkt dat de verdediging hieromtrent een 
verweer dient te voeren met als doel de rechter de noodzaak te laten inzien 
van een dergelijke toets. Met het oog op ongewenste fishing expeditions rust 
dus op de schouders van de verdediging de verplichting om bouwstenen aan 
te dragen voor de aannemelijkheid van dit verweer. Inzichtelijk is geworden 
dat onder meer op basis van jurisprudentie van het EHRM de noodzaak tot 
een rechterlijke rechtmatigheidstoets in het bijzonder bestaat als de verdedi-
ging enigszins onderbouwd weet aan te voeren dat art. 6 EVRM is geschon-
den. Gebleken is ook dat in het strafproces een effectieve rechtmatig-
heidstoets in veel gevallen niet mogelijk is. Het afschermingsbelang brengt 
immers met zich dat het TCI en de TCI-officier niet of nauwelijks openheid 
van zaken geven over de achtergrond van de TCI-informatie. Aan deze op-
stelling verbindt de rechter geregeld de niet-ontvankelijkheid van het OM.  
De (effectiviteit van een) rechterlijke rechtmatigheidstoets in een concrete 
zaak kan worden verbeterd door het creëren van een procedure bij de r-c, 
waarin door hem de rechtmatigheid van het handelen van het TCI kan wor-
den onderzocht. Het huidige art. 187d Sv biedt hiervoor onvoldoende hou-
vast. Wettelijke verankering van deze procedure kan worden gevonden in 
een uitbreiding van art. 177a Sv in combinatie met het zoeken van aansluiting 
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bij de, in het deel over de van inlichtingendiensten afkomstige startinforma-
tie te bespreken, afgeschermde getuigenregeling van art. 226m e.v. Sv.113 In 
de voorgestelde procedure wordt aan de r-c openheid verschaft over het han-
delen van het TCI en kunnen in dit verband door hem getuigen (anoniem) 
worden gehoord. De r-c dient gedurende zijn onderzoek het afschermings- 
en opsporingsbelang in ogenschouw te nemen. Slechts de zittingsrechter zal, 
op verzoek van de verdediging, een hiervoor in aanmerking komende zaak 
kunnen verwijzen naar de r-c. De zittingsrechter kan hiertoe onder meer 
overgaan op het moment dat het verhoor van een rechtmatigheidsgetuige ter 
zitting aanleiding geeft tot het plaatsen van vraagtekens bij de rechtmatig-
heid van het handelen van het TCI. Doet zich een dergelijke omstandigheid 
voor, dan kan in de beslotenheid van het kabinet van de r-c uitgebreider stil 
worden gestaan bij het handelen van het TCI. De r-c legt zijn bevindingen 
omtrent de rechtmatigheid van het handelen van het TCI neer in een be-
schikking en de zittingsrechter kan in het licht van art. 359a Sv consequenties 
verbinden aan het door de r-c gevelde oordeel over de rechtmatigheid van 
het handelen van het TCI. Op deze wijze controleert in een concrete strafzaak 
in ieder geval een rechter die volledig inzage heeft in alle relevante stukken 
de rechtmatigheid van het handelen van het TCI. Met deze procedure wordt 
een betere balans gevonden tussen enerzijds de te respecteren verdedigings-
belangen en anderzijds het afschermbelang waarvoor het TCI staat. Naar ver-
wachting zal deze procedure niet vaak worden ingeroepen onder meer gelet 
op het feit dat de verdediging onvoldoende aannemelijk weet te maken dat 
zich een onrechtmatigheid heeft voorgedaan dan wel dat het eventuele ver-
hoor van de rechtmatigheidsgetuige ter zitting twijfels over de rechtmatig-
heid van het handelen van het TCI in voldoende mate wegneemt.  
Los hiervan verdient het, met het oog op de integriteitsaspecten die sa-
menhangen met dit opsporingsinstrument en dit type startinformatie, de 
voorkeur dat de rechtmatigheid van het handelen van het TCI in zijn geheel 
extern wordt gecontroleerd door het instellen van een commissie van toe-
zicht. De commissie kan worden gemodelleerd naar de commissie van toe-
zicht van de Algemene Inlichtingen- en Veiligheidsdienst (AIVD).114 Op 
grond van art. 64 lid 2 onder a en b van de Wet op de inlichtingen- en veilig-
heidsdiensten 2002 is deze commissie belast met het toezicht op de rechtma-
tigheid van het handelen van de AIVD en kan zij hieromtrent adviseren aan 
                                                             
113  In artikel 177a Sv is op dit moment immers slechts bepaald dat de zaaksofficier ver-
plicht is om de r-c tot wie hij een vordering richt (bijvoorbeeld tot het aftappen van te-
lefoons) te voorzien van alle relevante stukken. 
114  Zie in dit verband het naar aanleiding van het in 2007 georganiseerde symposium The 
accountability of Intelligence and Security Agencies and Human Rights opgestelde boek. Dit 
is te vinden op de website www.ctivd.nl.  
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de betrokken ministers.115 De commissie heeft hiertoe toegang tot alle rele-
vante informatie van de AIVD en kan alle medewerkers van deze dienst 
horen. Verder heeft zij het recht getuigen of deskundigen te horen en plaat-
sen te betreden. De controle op de rechtmatigheid van het handelen van de 
AIVD wordt door de commissie uitgevoerd door het verrichten van diepte-
onderzoeken en het nemen van steekproeven. Daarnaast voert zij periodieke 
toetsing uit ten aanzien van bepaalde onderwerpen. Een diepte-onderzoek is 
een onderzoek naar een compleet onderzoeksdossier bij de AIVD over een 
van te voren vastgestelde periode, waarbij de door de dienst verrichte hande-
lingen en uitgeoefende bijzondere bevoegdheden worden beoordeeld op hun 
rechtmatigheid. Een steekproef is een kortlopend onderzoek naar onderdelen 
van een onderzoeksdossier.116  
In de memorie van toelichting bij de genoemde wet is een, ook voor de 
controle op het handelen van het TCI, belangrijke overweging te vinden: uit-
gangspunt voor het verbeteren van toezicht is het gegeven dat de toezichts-
instantie een onafhankelijke positie dient in te nemen ten opzichte van de 
AIVD.117 Een onafhankelijke positie die een TCI-officier maar tot op zekere 
hoogte inneemt, nu deze uieindelijk dezelfde (opsporings)belangen heeft als 
het TCI. Voorts controleert de TCI-officier slechts beperkt en periodiek de 
rechtmatigheid van de onder hem ressorterende TCI. De zittingsrechter en in 
het bijzonder de r-c in de voorgestane procedure kunnen daarnaast ook de 
rechtmatigheid toetsen. Zij zijn hierbij echter gebonden: zij dienen slechts een 
oordeel uit te spreken over een concrete strafzaak. De voorgestelde commis-
sie van toezicht voor het TCI echter kan toezien op de rechtmatigheid van het 
handelen van het TCI in zijn geheel en vervult derhalve een belangrijke aan-
vullende controlerende rol. De commissie dient hiertoe, op een aan de werk-
wijze van de commissie van toezicht voor de AIVD gelijke wijze, uitgebreide 
onderzoeken te verrichten. Ter uitvoering van dergelijke onderzoeken dient 
zij inzage te krijgen in alle relevante stukken. De commissie van toezicht is 
aldus, beter dan de TCI-officier, zittingsrechter en r-c, in staat om bepaalde 
knelpunten wat betreft de rechtmatigheid van het handelen van het TCI en 
de integriteit van dit onderdeel van de politie in zijn geheel te signaleren.118  
Concluderend kan worden gesteld dat met het oog op de risico’s die sa-
menhangen met het gebruik van TCI-informatie in het strafproces op ver-
                                                             
115  De commissie oefent daarnaast ook toezicht uit op de Militaire Inlichtingen- en Veilig-
heidsdienst (MIVD) en op de regionale politie-eenheden, de Koninklijke Marechaussee 
en de FIOD-ECD, voor zover zij ten behoeve van de AIVD werkzaamheden verrichten. 
Zie hiervoor de website van de commissie www.ctivd.nl.  
116  Zie voor de taken van de commissie de website www.ctivd.nl.  
117  Kamerstukken II 1997-1998, 25 877, nr. 3, p. 78.  
118  In dit verband moet wel worden vermeld dat ook de TCI-officieren landelijk overleg 
voeren over dergelijke met het TCI samenhangende kwesties.  
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schillende momenten en door diverse strafrechtelijke actoren in elk geval de 
betrouwbaarheid en in sommige gevallen de rechtmatigheid moet worden 
getoetst. Gerealiseerd moet worden dat bij de afwegingen en keuzes die in 
deze context door het TCI, de TCI-officier, de tactische recherche en de zaaks-
officier worden gemaakt het afschermings- en het opsporingsbelang een be-
langrijke plaats inneemt. Met dit in het achterhoofd kan worden gesteld dat 
de zittingsrechter in de betrouwbaarheidstoets een centrale rol vervult. Hij is 
immers degene die achteraf beoordeelt of de eerdere afwegingen en gemaak-
te keuzes te billijken zijn. Mocht dit niet zo zijn, dan is hij bovendien gehou-
den hieraan strafprocessuele sancties te verbinden, zeker als op ontoereiken-
de gronden een woning wordt binnengevallen. Wat betreft de rechtmatig-
heidstoets in een concrete strafzaak vervult de zittingsechter eveneens een 
belangrijke rol, maar verdient het de voorkeur de r-c de centrale rol te laten 
vervullen. Hiertoe zijn aanbevelingen gedaan. In de beslotenheid van het 
kabinet kan nu eenmaal gemakkelijker een juiste balans worden gevonden 
tussen enerzijds het belang van de verdediging en anderzijds het afscher-
mingsbelang waarvoor het TCI staat. De voorgestelde commissie van toe-
zicht kan ten slotte, met het oog op de integriteitaspecten die samenhangen 
met het werk van het TCI, toezien op de rechtmatigheid van het handelen 
van het TCI in zijn geheel en vervult daarom een belangrijke aanvullende 
controlerende rol.  
 
 6 Verkennend onderzoek 
 
6.1 INLEIDING 
Het verkennend onderzoek is wettelijk geregeld in art. 126gg Sv. Uit het 
eerste lid van deze bepaling blijkt dat een dergelijk onderzoek kan worden 
ingesteld indien uit feiten en omstandigheden aanwijzingen voortvloeien dat 
binnen verzamelingen van personen misdrijven worden beraamd of ge-
pleegd als omschreven in het eerste lid van art. 67 Sv. Het bestaan van derge-
lijke aanwijzingen kan onder andere worden ontleend aan uitgevoerde crimi-
naliteitsbeeldanalyses, zoals het vierjaarlijks door de Dienst Nationale Re-
cherche Informatie (dNRI) van het voormalige KLPD samengestelde Natio-
naal dreigingsbeeld zware of georganiseerde criminaliteit.1 Uit de memorie 
van toelichting bij de Wet BOB volgt dat het verkennend onderzoek, bij het 
bestaan van eerdergenoemde aanwijzingen, de facto op ziet onderzoek te 
doen naar sectoren van de samenleving om vast te stellen of en op welke wij-
ze daarbinnen misdrijven worden beraamd of gepleegd.2 Gedacht kan wor-
den aan het verrichten van een verkennend onderzoek naar de in Amster-
dam werkzame financiële tussenpersonen. Een dergelijk onderzoek zou kun-
nen worden gestart op basis van uit criminaliteitsbeeldanalyse verkregen 
aanwijzingen dat de in deze sector werkzame personen zich op grote schaal 
schuldig maken aan het witwassen van crimineel geld. In dit verkennende 
onderzoek zullen dan alle financiële tussenpersonen in Amsterdam door de 
politie worden doorgelicht en wordt bekeken of aldus een concrete verden-
king ontstaat tegen één of meer van hen. Op basis van de resultaten van het 
verkennend onderzoek kunnen vervolgens één of meer opsporingsonder-
zoeken worden gestart. 
Verkennende onderzoeken worden uitgevoerd door omvangrijke gege-
vensverzamelingen te analyseren. Deze analyse kan een koppeling inhouden 
van verschillende politiële gegevensbestanden of een koppeling van gege-
vens uit open bronnen (hierbij kan worden gedacht aan op het internet aan-
                                                             
1  Onder criminaliteitsbeeldanalyse wordt verstaan het door middel van analyse van po-
litiële gegevens verkrijgen van een bepaald beeld van de criminaliteit of een specifiek 
deel hiervan. Het aldus verkregen inzicht strekt ertoe duidelijker opsporingsprioritei-
ten te kunnen stellen en gebeurtenissen waarop men stuit in concrete strafrechtelijke 
onderzoeken beter begrijpelijk te doen zijn. 
2  Kamerstukken II 1996-1997, 25 403, nr. 3.  
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wezige gegevens) met gegevensbestanden van de politie.3 Het voorgaande 
wordt ook wel aangeduid als het proces van datamining.4 Zoals eerder ver-
woord is dit een proces waarin, al dan niet door gebruik te maken van een 
concrete zoekvraag, digitale gegevensbestanden aan elkaar worden gekop-
peld, (geautomatiseerd) wordt bekeken of er verbanden bestaan tussen deze 
gegevens en of hieraan conclusies en consequenties kunnen worden verbon-
den. Het doel van een verkennend onderzoek is de voorbereiding van opspo-
ringsonderzoeken, zo volgt uit het slot van het eerste lid van art. 126gg Sv. 
Indien het uitgevoerde verkennende onderzoek hiertoe aanleiding geeft, bij-
voorbeeld omdat aldus een concrete verdenking tegen een verdachte of cri-
minele groepering is ontstaan, kunnen de resultaten hiervan in een proces-
verbaal worden opgetekend en als startinformatie voor een opsporingson-
derzoek worden gebruikt.  
Het gebruikmaken van informatie verkregen door middel van het proces 
van datamining is potentieel risicovol nu gegevensbestanden onware gege-
vens kunnen bevatten, het vergelijken van meerdere gegevensbestanden tot 
een onjuiste gevolgtrekking kan leiden en/of gegevensbestanden verouderde 
informatie kunnen bevatten. Het koppelen van diverse gegevensbestanden 
kan, anders geformuleerd, ten onrechte het vermoeden van strafbaar gedrag 
oproepen, waardoor strafvorderlijk optreden volgt dat onder meer de priva-
cy van een onschuldige burger kan aantasten. Het voorgaande krijgt nog een 
extra dimensie als in de toekomst, bijvoorbeeld met het oog op het voorko-
men van terroristische aanslagen, datamining zou worden toegepast om het 
plegen van strafbare feiten te voorspellen en op basis hiervan als overheid 
preventief strafvorderlijk op te treden.5 Daarnaast bestaat het risico dat in het 
proces van datamining gebruik wordt gemaakt van gegevens die al uit een 
gegevensbestand hadden moet zijn verwijderd. Een mogelijk rechtmatig-
heidsprobleem dus. Bezien wordt of de bestaande in- en externe controleme-
chanismen deze risico’s afdoende beteugelen en wat de mogelijke strafvor-
                                                             
3  De in het kader van het verkennend onderzoek verrichte analyses kunnen als een ver-
werking in de zin van art. 9 Wet Politiegegevens worden gezien.  
4  Zie in dit verband J. Borking, M. Artz & L. van Almelo, Gouden bergen van gegevens. 
Over datawarehousing, datamining en privacy, Den Haag: Registratiekamer 1998, R. Siets-
ma, J. Verbeek & J. van den Herik, Datamining en opsporing. Toepassing van datamining 
ten behoeve van de opsporingstaak: strafprocesrecht versus recht op privacy, Den Haag: Sdu 
Uitgevers 2002 en R. Sietsma, Gegevensverwerking in het kader van de opsporing. Toepas-
sing van datamining ten behoeve van de opsporingstaak: afweging tussen het opsporingsbelang 
en het recht op privacy, Den Haag: Sdu Uitgevers 2006.  
5  Zie P.A.M.G. de Kock, Anticipating criminal behavior. Using the narrative in crime-related 
data (diss. Tilburg University), Nijmegen: Wolf Legal Publishers 2014. Hierin wordt een 
scenariomodel beschreven waarmee opsporingsinstanties, op basis van crimineel ge-
drag uit het verleden, adequaat kunnen anticiperen op crimineel gedrag in de toe-
komst. 
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derlijke consequenties kunnen zijn als strafrechtelijk wordt gehandeld op 
basis van gegevens die ten onrechte in een gegevensbestand zijn blijven 
staan. Het proces van datamining levert ten slotte een bezwaar op dat van 
doen heeft met algemene privacyaspecten. Het toepassen van deze metho-
diek heeft immers tot gevolg dat op grote schaal (persoons)gegevens van 
niet-verdachte burgers worden doorgelicht door de overheid. Het is de vraag 
of dit in het huidige maatschappelijke en politieke klimaat in alle gevallen 
wenselijk wordt gevonden, zeker als gekeken wordt naar de commotie die is 
ontstaan naar aanleiding van de Snowden-affaire.6 Bovendien lijkt het proces 
van datamining op gespannen voet te kunnen staan met het bepaalde in art. 
8 EVRM.  
Uit het bovenstaande vloeit voort dat het verkennend onderzoek ex art. 
126gg Sv zich door drie omstandigheden kenmerkt. Allereerst koppelt, ana-
lyseert, bewerkt en veredelt de politie in dit verband diverse omvangrijke 
(digitale) gegevensverzamelingen. Het voorgaande geschiedt ten tweede op 
een moment dat nog niet per se een concrete verdenking bestaat tegen een 
verdachte persoon of criminele groepering. Voldoende is dat er slechts aan-
wijzingen zijn dat in een verzameling van personen, anders gezegd in een 
bepaalde sector van de samenleving, misdrijven worden beraamd of ge-
pleegd. Ten derde is het doel van het verkennend onderzoek het creëren van 
startinformatie. Dit onderzoek dient immers te allen tijde ter voorbereiding 
van een mogelijk in te stellen strafrechtelijk onderzoek en niet ter nadere be-
paling van opsporingsbeleid. Met name het in het proces van datamining (op 
grote schaal) onderzoek doen naar niet-verdachte burgers is een kenmerkend 
element dat samenhangt met dit type startinformatie. Deze methodiek wordt 
ook buiten het bestek van art. 126gg Sv door de politie aangewend. Het in het 
volgende hoofdstuk te bespreken vergaren van informatie door de FIU-Ne-
derland kan bijvoorbeeld op die manier worden bekeken. Dit politieonder-
deel verkrijgt immers voor een belangrijk deel startinformatie door de me-
                                                             
6  Deze affaire ziet er in de kern op dat de Amerikaanse National Security Agency (NSA) 
geautomatiseerd en op zeer grote schaal voor inlichtingdoeleinden informatie binnen-
haalt van (buitenlandse) aanbieders van telecommunicatie. Anders geformuleerd had 
de NSA onbeperkt toegang tot onder meer internet- en mobiel telefoonverkeer van ook 
Europese burgers. Zie over deze affaire rondom meerdere artikelen in The New York 
Times op de website www.nytimes.com. In de nasleep van deze affaire is recentelijk het 
handelen van de Nederlandse inlichtingendiensten en de voor hen verantwoordelijke 
ministers, Plasterk ten aanzien van de Algemene Inlichtingen- en Veiligheidsdienst 
(AIVD) en Hennis in relatie tot de Militaire Inlichtingen- en Veiligheidsdienst (MIVD), 
ter discussie komen te staan. Kernachtig gesteld ging het toen om het verzamelen van 
1,8 miljoen metadata (dat zijn de gegevens die samenhangen met telecommunicatie, 
zoals een telefoonnummer, een IP-nummer, een e-mailadres of locatiegegevens) van te-
lefoonverkeer en het verstrekken van deze gegevens aan de NSA. 
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thodiek van datamining toe te passen naar aanleiding van een verdachte 
financiële transactie. 
6.2  HET VERKENNEND ONDERZOEK IN HISTORISCH PERSPECTIEF 
6.2.1  Het verkennend onderzoek ex art. 126gg Sv  
De Commissie Van Traa gebruikt de term verkennend onderzoek niet. Het is 
een term die pas later is ontstaan. Wat nu onder het in art. 126gg Sv geregel-
de verkennend onderzoek wordt verstaan, komt in grote lijnen overeen met 
bepaalde vormen van de door de commissie beschreven fenomeenonderzoe-
ken. Onder fenomeenonderzoek verstaat zij het doorlichten op aspecten van 
georganiseerde criminaliteit van een geografisch gebied of bevolkingsgroep, 
misdaadveld of criminele markt, en/of een sector of verschijnsel in de samen-
leving.7 Aldus wordt beoogd inzicht te krijgen in bepaalde geografische ge-
bieden, misdaadvelden en/of criminele markten, dan wel in maatschappelijke 
sectoren of verschijnselen. In het bijzonder die fenomeenonderzoeken die 
concrete informatie opleveren voor op te starten strafrechtelijke onderzoeken 
en dus tot personen herleidbare gegevens genereren, kunnen heden ten dage 
onder het verkennend onderzoek worden geschaard.8  
Fenomeenonderzoeken kunnen echter ook ertoe strekken een bepaald 
beeld van de criminaliteit te krijgen, criminaliteitsbeeldanalyse met andere 
woorden. Het aldus verkregen inzicht strekt ertoe duidelijker opsporingspri-
oriteiten te kunnen stellen en gebeurtenissen waarop men stuit in concrete 
onderzoeken beter begrijpelijk te doen zijn. In haar eindrapport beveelt de 
Commissie Van Traa aan deze laatste vorm van fenomeenonderzoeken te 
laten verrichten door bijvoorbeeld externe onderzoeksinstellingen (zoals het 
WODC) nu het uitvoeren van dergelijke onderzoeken in haar ogen niet direct 
tot de opsporingstaak van de politie behoort.9 De Commissie Kalsbeek lijkt 
een zelfde mening toegedaan nu zij een fenomeenonderzoek definieert als 
niet-strafvorderlijk en evenmin politieel onderzoek, met als mogelijk doel het 
inzichtelijk maken van criminaliteitspatronen.  
                                                             
7  Zie over het fenomeenonderzoek ook J. Boorsma, ‘Fenomeenonderzoek is relatief jonge 
trend’, APB 1995-2, p. 18-19 en G. Bruinsma, ‘De methodologie van het fenomeenon-
derzoek’, TvP 1996-6, p. 20-22.  
8  Zie Y. Buruma, Buitengewone opsporingsmethoden, Deventer: W.E.J. Tjeenk Willink 2001. 
In dit verband moet daarnaast worden opgemerkt dat in de memorie van toelichting 
bij de Wet BIBOB het fenomeenonderzoek wordt gelijkgesteld met het verkennend on-
derzoek ex art. 126gg Sv, Kamerstukken II 1999-2000, 26 883, nr. 3. 
9  Een en ander heeft onder meer geresulteerd in het periodiek opstellen van de zoge-
naamde Monitor Georganiseerde Criminaliteit door het WODC.  
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Zoals eerder gesteld heeft de wetgever met het creëren van art. 126gg Sv 
in het bijzonder getracht die vormen van fenomeenonderzoek wettelijk te 
normeren die concrete informatie opleveren voor op te starten opsporings-
onderzoeken en dus tot personen herleidbare gegevens genereren. Het ver-
kennend onderzoek wordt in dit verband door de wetgever gedefinieerd als 
het doen van onderzoek naar sectoren van de samenleving om vast te stellen 
of en op welke wijze daarbinnen misdrijven worden beraamd of gepleegd. 
Uit de memorie van toelichting bij de Wet BOB volgt dat voornamelijk priva-
cyoverwegingen aan het wettelijk normeren van het verkennend onderzoek 
ten grondslag kunnen worden gelegd.10 Het opsporingsonderzoek wordt in 
eerdergenoemde memorie gezien als onderdeel van een meeromvattend pro-
ces van informatievergaring. Dit proces omvat in de visie van de wetgever 
een drietal typen onderzoek: 1) het opbouwen en in stand houden van een 
zekere informatiepositie, door a) het opslaan bewerken, gebruiken en analy-
seren van gegevens, of b) het vergaren van gegevens door de toepassing van 
niet-ingrijpende middelen, 2) verkennend onderzoek en 3) opsporingsonder-
zoek. Het verkennend onderzoek maakt aldus in de zienswijze van de wet-
gever geen onderdeel uit van het opsporingsonderzoek. Het betreft meer al-
gemeen onderzoek naar verzamelingen van personen (branches en sectoren 
van de samenleving) ten aanzien waarvan aanwijzingen bestaan dat bepaal-
de typen criminaliteit meer dan gemiddeld in voorkomen. Soms worden 
daartoe op grote schaal persoonsgegevens vastgelegd, die afkomstig zijn het-
zij uit open bronnen, hetzij, op basis van vrijwillige medewerking, van parti-
culieren.11 Aldus wordt niet alleen een verdachte of betrokkene bij georgani-
seerde criminaliteit onderzocht, maar wordt een veel grotere en lossere ver-
zameling van personen doorgelicht. In deze verzameling van personen zul-
len zich individuen bevinden die geenszins strafbaar hebben gehandeld. De 
met een verkennend onderzoek te maken inbreuk op de privacy van (on-
schuldige) burgers, bestaande uit het vastleggen van persoonsgegevens, 
dwingt tot het creëren van een specifieke wettelijke regeling. 
Zoals eerder weergegeven, stelt de wetgever dat het verkennend onder-
zoek niet onder het opsporingsbegrip valt: het doel van een dergelijk onder-
zoek is de voorbereiding van opsporingsonderzoeken. Zelfs het recentelijk 
gewijzigde en daardoor verruimde opsporingsbegrip van art. 132a Sv brengt 
hier in de zienswijze van de wetgever geen verandering in.12 Het onderscheid 
                                                             
10  Kamerstukken II 1996-1997, 25 403, nr. 3.  
11  Zie D.V.A. Brouwer, ‘Het verkennend onderzoek in strafzaken en de wetgevingsspi-
raal’, NJB 2000, p. 637-640. 
12  Opsporing wordt na de wijziging van art. 132a Sv gedefinieerd als het onderzoek in 
verband met strafbare feiten onder gezag van de officier van justitie met als doel het 
nemen van strafvorderlijke beslissingen. In de memorie van toelichting bij genoemde 
wet wordt gesteld dat het verkennend onderzoek, ook met de wijziging van art. 132a 
→ 
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ten opzichte van daadwerkelijke opsporing zit in de zienswijze van de wet-
gever in het bijzonder in het voorwerp van het onderzoek, te weten een grote 
verzameling burgers ten aanzien waarvan geen verdenking en zelfs geen 
beeld van een concreet misdrijf hoeft te bestaan. Daarnaast schuilt het ver-
schil in de aard van het onderzoek dat wordt verricht: in het verkennend on-
derzoek gaat het om gegevensvergelijking en -vergaring waarbij geen bijzon-
dere opsporingsbevoegdheden worden toegepast.13  
In dit verband zij opgemerkt dat, in ieder geval wat betreft het verken-
nend onderzoek naar terroristische misdrijven, het laatst gebruikte argument 
bezwaarlijk valt te verdedigen. De art. 126hh en 126ii Sv maken het immers 
mogelijk dat in dergelijke verkennende onderzoeken wel degelijk bijzondere 
opsporingsbevoegdheden worden gehanteerd.14 Op grond van art. 126hh Sv 
kunnen immers, met machtiging van de r-c, door de officier van justitie geau-
tomatiseerde gegevensbestanden worden gevorderd. Tevens kan de officier 
op grond van art. 126ii Sv identificerende gegevens vorderen. Daarnaast was 
het al mogelijk om in het kader van het verkennend onderzoek ex art. 126gg 
Sv bepaalde onderzoekshandelingen te verrichten die weinig privacyschen-
dend zijn, zoals de niet-stelselmatige observatie.15 Gelet op het voorgaande 
kan de vraag worden opgeworpen of het verkennend onderzoek niet beter 
onder het opsporingsbegrip van art. 132a Sv kan worden geschaard. Er 
wordt immers onderzoek gedaan naar strafbare feiten, weliswaar niet gecon-
cretiseerd, met als doel te komen tot strafvorderlijke beslissingen. De resulta-
ten van het verkennend onderzoek kunnen namelijk aanleiding geven een 
opsporingsonderzoek te starten, resulterend in de beslissing tot het toepassen 
van dwangmiddelen en het aanwenden van (bijzondere) opsporingsbe-
voegdheden. Niettemin kan het verkennend onderzoek naar geldend recht 
zeer waarschijnlijk niet onder art. 132a Sv worden geschaard nu er in de loop 
van dit onderzoek geen strafvorderlijke beslissingen worden genomen tegen 
een individu. 
                                                             
Sv, niet onder het opsporingsbegrip valt, nu een dergelijk onderzoek de voorbereiding 
van opsporing in concrete strafzaken tot doel heeft en niet het nemen van concrete in 
de wet omschreven strafvorderlijke beslissingen. Zie de memorie van toelichting bij 
genoemde wetswijziging, Kamerstukken II 2004-2005, 30 164, nr. 3.  
13  Kamerstukken II 1996-1997, 25 403, nr. 3.  
14  Met de Wet tot wijziging van het Wetboek van Strafvordering en Strafrecht ter verrui-
ming van de mogelijkheden tot opsporing en vervolging van terroristische misdrijven 
zijn de artikelen 126hh en 126ii aan het Wetboek van Strafvordering toegevoegd. Aldus 
zijn de mogelijkheden binnen het verkennend onderzoek naar terroristische misdrijven 
verruimd. Zie in verband hiermee Kamerstukken II 2004-2005, 30 164, nr. 3 en Stb. 2006, 
580.  
15  Zie het Handboek voor de opsporingspraktijk, Stcrt. 2007, 239, p. 11. 
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6.2.2  Misdaadanalyse  
De bevindingen van de Commissie Van Traa ten aanzien van operationele en 
strategische misdaadanalyses zijn in het verband van het verkennend onder-
zoek ex art. 126gg Sv eveneens van belang. Een strategische misdaadanalyse 
kan immers de benodigde aanwijzingen opleveren op basis waarvan een ver-
kennend onderzoek wordt gestart. Een dergelijk analyse vormt als het ware 
de startinformatie voor een verkennend onderzoek. Een operationele mis-
daadanalyse kan zelfstandig tot de start van een opsporingsonderzoek lei-
den. 
De misdaadanalyse wordt door de Commissie Van Traa gedefinieerd als 
het door de politie opsporen en inzichtelijk maken van verbanden tussen 
criminaliteitsgegevens onderling en andere mogelijk relevante gegevens met 
het oog op de praktijk van politie en justitie. De commissie onderscheidt 
meerdere stappen in het proces van misdaadanalyse: het verzamelen, evalue-
ren en analyseren van de beschikbare informatie en het vervolgens verstrek-
ken van de bevindingen. Het verzamelen van de informatie voor de analyse 
behelst voornamelijk het bijeenbrengen van al bij de politie aanwezig materi-
aal. Met behulp van een dergelijke analyse worden bestaande gegevens be-
werkt en veredeld, waardoor nieuwe inzichten opkomen en waaruit nieuwe 
informatie voor de opsporende instanties kan voortvloeien. De commissie 
maakt wel een nader onderscheid tussen operationele en strategische mis-
daadanalyse. Operationele misdaadanalyse, waarbij in het bijzonder wordt 
gewerkt met reeds beschikbare gegevens uit opsporingsonderzoeken, is ge-
richt op direct toepasbare resultaten voor de opsporings- en vervolgings-
praktijk: op dergelijke wijze geanalyseerde informatie kan aldus zonder een 
voorafgaand verkennend onderzoek startinformatie voor een opsporingson-
derzoek opleveren. Strategische misdaadanalyse is gericht op de bepaling 
van algemeen (opsporings)beleid en ziet met andere woorden meer op het 
voor de politie inzichtelijk maken van trends en verschuivingen in de (geor-
ganiseerde) criminaliteit: criminaliteitsbeeldanalyse dus. 
6.3  DE START 
Zoals eerder aangegeven kan onder andere een criminaliteitsbeeldanalyse 
vooraf gaan aan een in te stellen verkennend onderzoek.16 Anders gezegd 
kan een dergelijke analyse de op grond van art. 126gg Sv benodigde aanwij-
zingen opleveren dat binnen verzamelingen van personen misdrijven wor-
                                                             
16  Het Hof ‘s-Hertogenbosch oordeelt bijvoorbeeld in een zaak die tot het arrest van de 
Hoge Raad van 8 april 2003, NJ 2003, 420 leidt, dat de uitgevoerde misdaadanalyse 
vooraf gaat aan een in te stellen verkennend onderzoek ex art. 126gg Sv.  
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den beraamd of gepleegd die een ernstige inbreuk op de rechtsorde opleve-
ren. Deze aanwijzingen kunnen bijvoorbeeld ook voortvloeien uit restinfor-
matie of uit andere bronnen, zoals wetenschappelijk onderzoek. Onder ver-
zamelingen van personen worden natuurlijke personen en rechtspersonen 
verstaan (bijvoorbeeld coffeeshophouders of geldwisselkantoren).17 Per defi-
nitie bestaan alleen tegen het collectief van personen bepaalde aanwijzingen 
en niet tegen het individu. Deze verzameling van personen zal dientengevol-
ge ook personen omvatten die geenszins strafwaardig hebben gehandeld. 
Ook deze personen maken niettemin onderdeel uit van het bewuste verken-
nend onderzoek.  
Het starten van een verkennend onderzoek ex art. 126gg Sv vereist een 
bevel van de officier van justitie. Een officier van justitie die voornemens is 
een dergelijk onderzoek te starten, dient zich te wenden tot zijn hoofdofficier. 
Deze zendt het concept van het bevel verkennend onderzoek naar de hoofd-
officier van het Landelijk Parket. De hoofdofficier van het Landelijk Parket 
bekijkt onder meer of mogelijk enige overlap bestaat met al lopende (verken-
nende) onderzoeken. Voorts dient deze hoofdofficier toestemming te geven 
alvorens over kan worden gegaan tot het instellen van het verkennende on-
derzoek. In bepaalde gevallen is daarnaast de toestemming van het College 
van procureurs-generaal vereist. Dit is onder andere het geval indien het een 
verkennend onderzoek betreft dat maatschappelijke, politieke, economische 
of publicitaire consequenties kan hebben.18  
Gedurende het verkennende onderzoek worden vervolgens door de poli-
tie op grote schaal (persoons)gegevens verzameld en opgeslagen. Dit zijn ge-
gevens die reeds beschikbaar zijn bij de politie, afkomstig zijn uit open bron-
nen (zoals het internet) dan wel op vrijwillige basis zijn verkregen van pu-
blieke of particuliere organisaties. Genoemde (persoons)gegevens worden 
door de politie geanalyseerd, bewerkt en veredeld. In het verkennend onder-
zoek naar terroristische misdrijven kunnen op grond van art. 126hh Sv gege-
vensbestanden van publieke en private organisaties worden verkregen, ten-
einde de daarin opgenomen gegevens te bewerken. Deze bewerking kan in-
houden dat gegevensbestanden met elkaar worden vergeleken, dat de gege-
vens in combinatie met elkaar worden vergeleken en dat de gegevens in 
combinatie met elkaar worden verwerkt. Daarnaast kunnen in dit specifieke 
type verkennend onderzoek op basis van art. 126ii Sv identificerende gege-
vens (zoals een bankrekeningnummer) worden gevorderd.  
De resultaten van het verkennend onderzoek moeten, op het moment dat 
het verkennend onderzoek wordt beëindigd, worden vastgelegd in een zo-
                                                             
17  Zie in dit verband ook het Handboek voor de opsporingspraktijk, Stcrt. 2007, 239, p. 11. 
18  Zie de memorie van toelichting bij de Wet BOB, Kamerstukken II 1996-1997, 25 403, nr. 3 
en het Handboek voor de opsporingspraktijk, Stcrt. 2007, 239, p. 11. 
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genaamde eindrapportage.19 Indien deze eindrapportage aanleiding geeft tot 
het starten van een opsporingsonderzoek, bijvoorbeeld omdat aldus een con-
crete verdenking is ontstaan, dan wordt de hieruit afkomstige informatie 
neergelegd in een startproces-verbaal. Dit proces-verbaal vormt de start voor 
het nadien in te stellen strafrechtelijk onderzoek. Aldus wordt voor onder 
meer de rechter en de verdediging inzichtelijk én controleerbaar wat het ver-
kennend onderzoek aan relevante informatie heeft opgeleverd. 
Tot op heden zijn er maar een beperkt aantal verkennende onderzoeken 
ingesteld.20 Ten minste vier oorzaken liggen hieraan wellicht ten grondslag. 
Een eerste reden hiervan zou kunnen zijn dat titel V van de Wet BOB het 
mogelijk maakt dat bijzondere opsporingsbevoegdheden kunnen worden in-
gezet tegen criminele groeperingen die bepaalde misdrijven beramen of ple-
gen zonder dat een concreet misdrijf wordt aangeduid. Met andere woorden 
kan wettelijk gezien tegen dergelijke groeperingen al in een heel pril stadium 
een strafrechtelijk onderzoek worden ingesteld. In sommige gevallen kunnen 
in dat stadium zelfs al de bevoegdheden van titel IVA van de genoemde wet 
worden toegepast, omdat er al wel een verdenking van een concreet strafbaar 
feit bestaat.21 Ten tweede, en dat is toch wel opmerkelijk, wordt nota bene 
door de wetgever zelf aangegeven dat de gepercipieerde effectiviteit van het 
verkennend onderzoek beperkt is. Het zou geringe mogelijkheden bieden om 
gegevens die niet reeds beschikbaar zijn bij de politie, te betrekken bij een 
dergelijk onderzoek.22 Als de wetgever zich al op deze wijze uitlaat over het 
verkennend onderzoek, dan kan worden aangenomen dat de politie en het 
OM soortgelijke ideeën zullen hebben bij het verkennend onderzoek en dien-
tengevolge weinig van deze mogelijkheid gebruik zullen maken. In het licht 
van het voorgaande is het ten derde voorstelbaar dat de uitgebreide interne 
procedure die moet worden gevolgd voordat kan worden overgegaan tot een 
verkennend onderzoek, maakt dat officieren van justitie niet snel geneigd 
zullen zijn een dergelijk onderzoek in te stellen. Kortom, het feit dat een ver-
kennend onderzoek ex art. 126gg Sv niet of nauwelijks voorkomt, brengt met 
                                                             
19  Handboek voor de opsporingspraktijk, Stcrt. 2007, 239, p. 11.  
20  Zie in dit verband D. van der Bel, A.M. van Hoorn & J.J.T.M. Pieters, Informatie en 
Opsporing. Handboek informatieverwerving, -verwerking en -verstrekking ten behoeve van de 
opsporingspraktijk, Zeist: Uitgeverij Kerckebosch 2013. 
21  In de zaak die ten grondslag ligt aan het arrest van het Hof ‘s-Hertogenbosch van 10 
april 2009, LJN BI0780 worden bijvoorbeeld al in de projectvoorbereidende fase bijzon-
dere opsporingsbevoegdheden uit titel IVA van de Wet BOB toegepast. Het hof over-
weegt dat het gebruik van deze bevoegdheden in de voorbereidende fase niet onrecht-
matig is, nu gesteld noch gebleken is dat die bevoegdheden zijn gebruikt zonder dat 
was voldaan aan de voor die bevoegdheden gestelde wettelijke voorwaarden. Zie in 
dit verband ook Rb. Breda 4 december 2009, LJN BK5301.  
22  Zie Kamerstukken II 2004-2005, 30 164, nr. 3 (MvT).  
148 Verkennend onderzoek 
―――
 
 
zich dat op basis hiervan ook vrijwel geen opsporingsonderzoeken zullen 
starten.  
De methodiek van datamining, een kenmerkend element van het ver-
kennend onderzoek ex art. 126gg Sv, wordt echter buiten het bestek van het 
genoemde artikel meer en meer door de politie aangewend.23 Het in het vol-
gende hoofdstuk te bespreken vergaren van informatie door de FIU-Neder-
land kan bijvoorbeeld op die manier worden bekeken. Een ander voorbeeld 
van deze methodiek is het gebruik van het ANPR-systeem, het automatische 
systeem dat kentekengegevens opslaat die vervolgens door de politie kunnen 
worden gekoppeld aan of vergeleken met een vergelijkingsbestand. Een der-
gelijk bestand kan gevuld zijn met politiële gegevens over bijvoorbeeld auto-
diefstallen of de handel in verdovende middelen. Een ‘hit’ tussen het kente-
ken en informatie uit het referentiebestand kan aanleiding geven tot het star-
ten van een opsporingsonderzoek en het toepassen van dwangmiddelen, 
maar kan ook richtinggevend zijn voor een al lopend strafrechtelijk onder-
zoek. Ten slotte kan ook het uitvoeren van een grootschalig DNA-onderzoek 
als datamining worden bestempeld.24 De gegevens die uit een dergelijk on-
derzoek voortkomen zijn echter geen ‘echte’ startinformatie, nu dit onder-
zoek wordt verricht in een al lopend onderzoek.  
6.4  INTERNE CONTROLEMECHANISMEN  
Voordat een verkennend onderzoek met een bevel van de officier van justitie 
kan worden aangevangen, dient een zeer uitgebreide procedure binnen het 
OM te worden doorlopen.25 Een officier die een dergelijk onderzoek wil en-
tameren moet immers allereerst zijn hoofdofficier ertoe bewegen het voor-
nemen tot een dergelijk onderzoek ter toetsing voor te leggen aan de hoofd-
officier van het Landelijk Parket. Deze laatste dient in te stemmen met dit 
voornemen. Daarenboven dient in sommige gevallen zelfs het College van 
procureurs-generaal zijn toestemming te geven. Aldus ziet de interne contro-
le voornamelijk op de rechtmatigheid van het instellen van een verkennend 
onderzoek.  
Nu het verkennend onderzoek zich richt op grote verzamelingen van 
personen, valt de geschetste interne procedure vanuit privacyoverwegingen 
toe te juichen. In ieder geval een (substantieel) deel van deze verzameling 
van personen zal zich immers geenszins strafbaar hebben gedragen. Zij krij-
                                                             
23  Zie Y. Buruma, ‘Opvragen, bewerken en kennisnemen van gegevens voor de opspo-
ring’, DD 2010-57. 
24  Zie hierover P.H.P.H.M.C. van Kempen & M.G.J.M. van der Staak, Een meewerkverplich-
ting bij grootschalig DNA-onderzoek in strafzaken?, Deventer: Kluwer 2013.  
25  Handboek voor de opsporingspraktijk, Stcrt. 2007, 239, p. 11.  
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gen niettemin toch van doen met enige inmenging van de politie die ge-
schiedt op een moment dat nog geen strafrechtelijk onderzoek is gestart en er 
dus ook nog geen sprake is van een concrete verdenking. Het voorgaande il-
lustreert de noodzaak van de gecreëerde interne procedure. Opvallend is wel 
dat hierin de toetsing van de betrouwbaarheid van de naar aanleiding van 
het verkennend onderzoek verkregen informatie onderbelicht blijft. Algeme-
ne handreikingen worden dienaangaande niet geboden. Hierdoor blijft in al-
gemene zin de vraag onbeantwoord in welke gevallen op basis van de in een 
verkennend onderzoek verkregen informatie tot de start van een opsporings-
onderzoek kan worden overgegaan en een verdenking van strafwaardig ge-
drag ontstaat.  
6.5  EXTERNE CONTROLEMECHANISMEN  
De wetgever heeft een zekere normering aangebracht door wetgeving te 
creëren. De relevante wetgeving is al besproken. Daarnaast beperkt de exter-
ne controle op het verkennend onderzoek zich hoofdzakelijk tot rechterlijke 
controle. Deze rechterlijke controle kan in het geval van een verkennend on-
derzoek naar terroristische misdrijven tweeledig zijn. Allereerst dient de r-c 
vooraf machtiging te verlenen alvorens de in de art. 126hh en 126ii Sv be-
schreven bevoegdheden kunnen worden uitgeoefend. Ten tweede, en dat 
geldt voor elk ingesteld verkennend onderzoek, kan achteraf controle plaats-
vinden door de zittingsrechter.26 De controle door de zittingsrechter kan zich 
voordoen indien de verdediging een verweer voert ten aanzien van het pro-
ces-verbaal waarin de resultaten van het verkennend onderzoek zijn weerge-
geven, het toepassen van een dwangmiddel op basis van een dergelijk pro-
ces-verbaal en in het geval het bewuste proces-verbaal voor het bewijs wordt 
gebruikt. De rechterlijke controle kan zich dan uitstrekken tot het toetsen van 
de betrouwbaarheid van de in dit proces-verbaal opgenomen informatie en 
de rechtmatigheid van de verkrijging van deze informatie. Gelet op de 
Schutznorm verengt de rechterlijke rechtmatigheidstoetsing zich wel tot de 
gevallen waarin een onrechtmatigheid jegens de verdachte is begaan. Het 
bezwaar dat door het proces van datamining, een kenmerk van het verken-
nende onderzoek ex art. 126gg Sv, op grote schaal de privacy van burgers 
wordt aangetast leidt dan ook niet tot strafprocessuele sanctionering. In de 
weinige (gepubliceerde) jurisprudentie over het verkennend onderzoek, is de 
toetsing van een dergelijk proces-verbaal echter niet aan de orde geweest. 
                                                             
26  Zie over deze vorm van controle de brief van het CBP d.d. 31 oktober 2006 over het 
toenmalige wetsvoorstel tot verruiming van de mogelijkheden ter opsporing en ver-
volging van terroristische misdrijven, te vinden op de website www.cbpweb. nl.  
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Een proces-verbaal van het verkennende onderzoek is evenmin voor het 
bewijs gebruikt. 
Dat de toetsing van een proces-verbaal van een verkennend onderzoek 
ex art. 126gg Sv in de gepubliceerde jurisprudentie (nog) niet aan de orde is 
geweest, heeft meerdere oorzaken. Allereerst speelt een aantal zaken zich af 
op een moment dat de wettelijke regeling van art. 126gg Sv nog niet in wer-
king was getreden.27 Voorts wordt art. 126gg Sv slechts zeer beperkt aange-
wend door politie en OM. Ten derde lijkt uit enkele zaken te volgen dat rech-
ters billijken dat handelingen van de politie die door de verdediging onder 
het begrip verkennend onderzoek worden geschaard, op art. 3 Politiewet 
worden gebaseerd. Ten vierde kan worden gewezen op het feit dat de verde-
diging het handelen van de politie weliswaar in de sleutel van het verken-
nend onderzoek ex art. 126gg Sv plaatst, maar dat de rechter niettemin oor-
deelt dat sprake is van een concrete verdenking en dus niet van een op aan-
wijzingen tegen een verzameling van personen gebaseerd verkennend on-
derzoek.  
In de jurisprudentie biedt art. 3 Politiewet geregeld legitimatie voor han-
delingen van de politie, terwijl die handelingen door de verdediging onder 
het begrip verkennend onderzoek ex art. 126gg Sv worden geschaard. Een 
aantal zaken kunnen in dit verband worden genoemd. De Hoge Raad over-
weegt al in een arrest uit 1995 dat de politie in de fase voorafgaand aan de 
opsporing, onder meer gedurende een verkennend onderzoek dus, op basis 
van art. 2 Politiewet 1993 handelingen mag verrichten die een beperkte in-
breuk op de privacy maken.28 Deze overweging lijkt te worden ondersteund 
in een iets recenter arrest van de Hoge Raad.29 De Antilliaanse casus die aan 
dit arrest ten grondslag ligt, is de volgende. Naar aanleiding van een gesprek 
tussen de procureur-generaal op St. Maarten en het hoofd van Interpol Italië, 
waarbij het genoemde eiland als witwashaven naar voren komt, is een oriën-
terend onderzoek ingesteld naar mogelijk op St. Maarten gepleegde feiten. 
De verdediging stelt dat de officier van justitie dit proactieve onderzoek 
zonder wettelijke basis heeft doen uitvoeren en dat niet blijkt welke onder-
zoekshandelingen in dit onderzoek zijn uitgevoerd. Een en ander zou in de 
ogen van de verdediging tot de niet-ontvankelijkheid van het OM moeten 
leiden. Het hof verwerpt het gevoerde verweer echter en stelt vast dat er in 
dit oriënterend onderzoek geen dwangmiddelen zijn toegepast of anderszins 
                                                             
27  De Hoge Raad oordeelt in zijn arrest van 8 april 2003, NJ 2003, 420 eenvoudigweg dat 
de stelling van de verdediging dat sprake was van een verkennend onderzoek niet op-
gaat, nu de handelingen van de politie voor de inwerkingtreding van art. 126gg Sv 
hebben plaatsgevonden en de wettelijke bepaling dientengevolge niet van toepassing 
is op deze handelingen.  
28  Hoge Raad 19 december 1995, NJ 1996, 249 m.nt. Sch. 
29  Hoge Raad 14 januari 1997, NJ 1997, 371 m.nt. Sch. 
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inbreuk is gemaakt op rechten of vrijheden van burgers: in die fase is slechts 
informatie verzameld en verwerkt die zowel lokaal als via buitenlandse op-
sporingsinstanties kon worden verkregen. Het optreden van de politie wordt 
in de zienswijze van het hof dientengevolge gelegitimeerd door het Antilli-
aanse equivalent van art. 3 Politiewet. Dat zich bij de stukken geen proces-
verbaal van het oriënterende onderzoek bevindt, leidt in de ogen van het hof 
voorts niet tot de slotsom dat de politie en het OM de zaak hebben gemani-
puleerd. Temeer nu de procureur-generaal ter zitting voldoende inzicht heeft 
gegeven wat betreft het uitgevoerde oriënterend onderzoek. De Hoge Raad 
laat het arrest van het hof in stand.  
In dit verband zij voorts gewezen op een arrest van het Hof Den Haag.30 
De volgende feitelijke gang van zaken ligt aan deze casus ten grondslag. In 
1995 is een projectvoorstel opgesteld om tot een strafrechtelijke aanpak van 
de zogenaamde ‘Hollandse criminele netwerken’ te komen. Dit voorstel re-
sulteert in een oriënterend onderzoek dat voornamelijk bestaat uit een crimi-
naliteitsbeeldanalyse. Uit deze analyse vloeien meerdere oriënterende deel-
onderzoeken voort, die vervolgens op hun beurt weer tot opsporingsonder-
zoeken leiden. De verdediging stelt dat de fase van het verkennende dan wel 
proactieve onderzoek onvoldoende inzichtelijk en controleerbaar is gemaakt. 
Het hof verwerpt het verweer en oordeelt dat op basis van onder meer het 
omtrent het oriënterende onderzoek opgemaakte proces-verbaal, het ter zit-
ting horen van de chef van de ploeg informatie-inwinning, de projectleider in 
het voorbereidend onderzoek en de teamleider van de tactische recherche, 
gezegd kan worden dat de in het verkennend onderzoek door de politie ver-
richte handelingen voldoende inzichtelijk zijn geworden. Voorts overweegt 
het hof dat onder meer in het kader van de taakstelling van de Politiewet 
1993 kan worden gekomen tot de opbouw van een informatiepositie die aan-
leiding kan geven tot strafvorderlijk ingrijpen. Het verdient wel opmerking 
dat het drietal zojuist besproken arresten voor de inwerkingtreding van art. 
126gg Sv zijn gewezen. Op dat moment kon het handelen van politie en OM 
door de rechter dus nog helemaal niet aan art. 126gg Sv worden getoetst.  
Ook uit zaken die na de inwerkingtreding van art. 126gg Sv spelen, kan 
worden opgemaakt dat rechters billijken dat voor handelingen van de politie 
die door de verdediging onder het verkennend onderzoek worden ge-
schaard, het huidige art. 3 Politiewet een voldoende rechtsgrond biedt. Het 
gegeven dat de onderzoekshandelingen die de politie uitvoert niet of nauwe-
lijks privacyschendend zijn, kan hier aan ten grondslag worden gelegd. Zo 
volgt uit een arrest van de Hoge Raad dat de in een inventariserend onder-
zoek verrichte handelingen, inhoudende het bijeenbrengen van gegevens die 
bij de politie en andere opsporingsinstanties beschikbaar zijn, niet als ver-
                                                             
30  Hof Den Haag 31 mei 2002, LJN AE3708. 
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kennend onderzoek in de zin van art. 126gg Sv zijn aan te merken.31 Uit een 
arrest van het Hof ‘s-Hertogenbosch valt het voorgaande eveneens op te 
maken.32 De verdediging stelt in casu dat het OM niet-ontvankelijk dient te 
worden verklaard nu handelingen van de politie voor het ontstaan van het 
vermoeden dat zich op een bepaalde plek een productielocatie voor syntheti-
sche drugs bevond, als opsporingsonderzoek of in ieder geval als verken-
nend onderzoek in de zin van art. 126gg Sv vallen aan te merken. Het hof 
verwerpt dit verweer en overweegt dat de stelling dat sprake was van een 
verkennend onderzoek geen steun vindt in het dossier of in het verhandelde 
ter zitting. Het verdient wel opmerking dat het hof in het arrest niet inzichte-
lijk maakt welke politiële handelingen het betrof. De politie heeft de bedoel-
de handelingen in de zienswijze van het hof dientengevolge op basis van art. 
3 Politiewet kunnen uitvoeren. Het OM wordt dan ook ontvankelijk ver-
klaard in de vervolging. 
Zoals gesteld is een vierde oorzaak van het ongetoetst blijven van art. 
126gg Sv erin gelegen dat de verdediging het handelen van de politie in de 
sleutel van het verkennend onderzoek ex art. 126gg Sv plaatst, maar dat de 
rechter niettemin achteraf oordeelt dat sprake is van een concrete verdenking 
en dus niet van een op aanwijzingen tegen een verzameling van personen 
gebaseerd verkennend onderzoek. Zo wordt door de verdediging in een zaak 
die voor het Hof ‘s-Hertogenbosch speelt, gesteld dat gedurende de project-
voorbereiding diverse bijzondere opsporingsbevoegdheden zijn toegepast, 
terwijl dit in strijd is met art. 126gg Sv.33 Het hof overweegt dat in deze fase 
inderdaad van bijzondere opsporingsbevoegdheden gebruik is gemaakt. Het 
gebruik van deze bijzondere opsporingsbevoegdheden is niettemin niet on-
rechtmatig te achten, nu is gesteld noch gebleken dat die bevoegdheden zijn 
gebruikt zonder dat was voldaan aan de voor die bevoegdheden gestelde 
wettelijke voorwaarden. Voorts overweegt het hof dat van een verkennend 
onderzoek geen sprake was: noch naar de strekking van het onderzoek, noch 
formeel nu de officier geen daartoe strekkend bevel heeft gegeven. Ten slotte 
zij een arrest van het Hof Den Haag vermeld.34 De verdediging stelt in casu 
dat de handelingen van de politie tussen de aangifte in april 2000 en het tac-
tisch maken van het onderzoek in november 2000 als verkennend onderzoek 
ex art. 126gg Sv vallen aan te merken. Dit terwijl het hiertoe benodigde bevel 
van de officier van justitie ontbreekt. Het hof verwerpt het verweer echter en 
                                                             
31  Hoge Raad 8 september 2009, NJ 2009, 427. 
32  Hof ‘s-Hertogenbosch 8 december 2006, LJN AZ4219. Zie in een iets ander verband 
bijvoorbeeld ook Rb. Breda 5 september 2006, LJN AY7442. 
33  Hof ‘s-Hertogenbosch 10 april 2009, LJN BI0780. Zie in dit verband ook Hof Amster-
dam 15 juli 2010, LJN BN1353, Hof Arnhem-Leeuwarden 20 september 2013, ECLI:NL: 
GHARL:2013:6933 en Rb. Breda 4 december 2009, LJN BK5301.  
34  Hof Den Haag 22 september 2003, LJN AN7937. 
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overweegt dat het onderzoek is gestart naar aanleiding van twee concrete 
aangiften in april 2000. Deze aangiften zijn in de zienswijze van het hof vol-
doende voor een redelijk vermoeden van schuld in de zin van art. 27 Sv. Het 
politieonderzoek heeft dientengevolge al vanaf april 2000 als een opsporings-
onderzoek te gelden. Van een verkennend onderzoek, laat staan van enige 
onrechtmatigheid of vormverzuim is dan ook geen sprake. 
Het voorgaande leidt tot de conclusie dat uit de jurisprudentie volgt dat 
er door de verdediging nogal eens een beroep op wordt gedaan dat bepaalde 
door de politie verrichte analyses en handelingen zijn aan te merken als een 
verkennend onderzoek in de zin van art. 126gg Sv. Dergelijke verweren wor-
den echter telkens terecht verworpen. Terecht, omdat niet is voldaan aan één 
of meer van de drie eerdergenoemde kenmerken van het verkennend onder-
zoek. Meestentijds kan immers worden gezegd dat het geen verkennend po-
litieel onderzoek betreft naar een sector van de samenleving op basis van 
aanwijzingen dat in die sector misdrijven worden beraamd of gepleegd. De 
noodzaak voor de aanwending van art. 126gg Sv, te weten de schending van 
de privacy van de onschuldige personen in die sector, lijkt hiermee weg te 
vallen. Het in de jurisprudentie zichtbare onderzoek valt enerzijds te duiden 
als operationele misdaadanalyse en anderzijds als de aanwending van (bij-
zondere) opsporingsbevoegdheden op basis van een concrete verdenking. 
Voor de misdaadanalyse biedt het algemeen taakstellende art. 3 Politiewet en 
de bepalingen uit de Wpg voldoende rechtsgrond, nu aldus slechts analyse 
plaatsvindt van al bij de politie aanwezige gegevens en bovendien geen bij-
zondere opsporingsbevoegdheden worden toegepast. De aanwending van 
(bijzondere) opsporingsbevoegdheden kan ten slotte worden gegrond op de 
onderscheidenlijke wettelijke bepalingen.  
Wordt los van deze jurisprudentie wat breder gekeken naar het proces 
van datamining, dan bestaat er allereerst aanleiding stil te staan bij de waar-
de van de uitkomsten van dit proces in de context van het verdenkingsbe-
grip. Het is anders geformuleerd maar de vraag of de koppeling van gege-
vens waaruit ogenschijnlijk het vermoeden van strafbaar gedrag ontstaat die 
het toepassen van een dwangmiddel rechtvaardigt. Dit vergt een beoordeling 
van de gekoppelde informatie. Volgt uit de koppeling van gegevens bijvoor-
beeld dat een burger jaren geleden is gesignaleerd op een plek waar wordt 
gehandeld in drugs en op dit moment rijdt in een dure auto, dan kan be-
zwaarlijk worden gesteld dat deze gegevensvergelijking direct het toepassen 
van een dwangmiddel rechtvaardigt. Een dergelijke beoordeling moet in de 
eerste plaats worden gemaakt door politie en in het bijzonder de zaaksoffi-
cier. De zittingsrechter toetst achteraf, en in de context van het verdenkings-
begrip, of een juiste beslissing is genomen. Het is goed als de zittingsrechter 
de beslissing tot het toepassen van een dwangmiddel scherp toetst en bij-
voorbeeld in het geschetste voorbeeld nadere actuele gegevens verlangt ter 
onderbouwing van de verdenking. Deze gegeven moeten zien op het actuele 
strafbare feit waar de persoon die uit de gegevensvergelijking naar voren 
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komt van wordt verdacht. Door het stellen van deze eis wordt de politie en 
de zaaksofficier gedwongen scherper te toetsen of de gegevensvergelijking 
wel een verdenking van strafbaar gedrag oplevert.  
Eveneens is het in het kader van het proces van datamining relevant te 
bekijken of er een strafvorderlijke consequentie moet worden verbonden aan 
het in dit proces gebruik maken van gegevens die al uit een gegevensbestand 
hadden moet zijn verwijderd. In deze context kan aansluiting worden ge-
zocht bij jurisprudentie die zich in het kader van het gebruik van het ANPR-
systeem heeft ontwikkeld. In de casus die leidt tot het arrest van de Hoge 
Raad van 3 juli 2012 wordt dit systeem ook ingezet en worden bovendien de 
kentekengegevens die geen ‘hit’ opleveren met het vergelijkingsbestand be-
waard ter verdere verwerking.35 De Hoge Raad oordeelt dat de hieraan door 
het hof gekoppelde sanctie van bewijsuitsluiting ontoereikend is gemoti-
veerd. Het hof dat zich na verwijzing buigt over deze zaak constateert zelfs 
dat zich geen onrechtmatigheden hebben voorgedaan, nu noch de Wpg noch 
het in deze zaak door de politie opgestelde projectplan uitsluit dat in het 
geval van een ‘no hit’ de kentekengegevens voor een beperkte periode wor-
den opgeslagen.36 Deze jurisprudentie geeft ruimte aan de gedachte dat als in 
het proces van datamining of in het naar aanleiding van het verkennend 
onderzoek opgemaakte startproces-verbaal gebruik wordt gemaakt van ge-
gevens die ten onrechte in een gegevensbestand hebben gestaan, hieraan ten 
hoogste de sanctie van strafvermindering kan worden verbonden.  
6.6  SAMENVATTING, BIJZONDERHEDEN EN AANBEVELINGEN VOOR 
VERBETERDE CONTROLE 
Het verkennend onderzoek ex art. 126gg Sv kenmerkt zich door drie elemen-
ten. Allereerst analyseert, bewerkt en veredelt de politie in dit verband om-
vangrijke gegevensverzamelingen en koppelt ze deze verzamelingen aan 
elkaar. Dit kan worden geduid als het proces van datamining. Het voorgaan-
de geschiedt ten tweede op een moment dat nog geen sprake is van een con-
crete verdenking tegen een persoon of groepering, maar van aanwijzingen 
dat binnen een verzameling van personen (sector van de samenleving) mis-
drijven worden beraamd of gepleegd. Ten derde is het doel van dat soort on-
derzoeken het creëren van startinformatie voor in te stellen strafrechtelijke 
onderzoeken. Het in het proces van datamining (op grote schaal) onderzoek 
doen naar niet-verdachte burgers is een kenmerkend element dat samen-
hangt met dit type startinformatie. Toegelicht is dat het wettelijke geregelde 
verkennend onderzoek van art. 126gg Sv om meerdere redenen niet of nau-
                                                             
35  Hoge Raad 3 juli 2012, NJ 2013, 175 m.nt. Bleichrodt. 
36  Hof Arnhem-Leeuwarden 20 september 2013, ECLI:NL:GHARL:2013:6933. 
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welijks wordt gebruikt. Buiten het bestek van dit artikel wordt de methodiek 
van datamining ook door de politie toegepast en leidt dit wel tot de start van 
opsporingsonderzoeken. De nog te bespreken informatievergaring door de 
FIU-Nederland is hier een voorbeeld van, maar ook het gebruik van het AN-
PR-systeem kan hier onder worden geschaard. Legitimatie voor het toepas-
sen van de methodiek van datamining wordt (doorgaans) gevonden in het 
algemeen taakstellende art. 3 Politiewet en de bepalingen van de Wpg. Aan-
bevolen wordt het proces van datamining een meer expliciete wettelijke 
grondslag te geven waarin, ook met het oog op de uit het tweede lid van art. 
8 EVRM voortvloeiende proportionaliteitstoets, onder meer blijk wordt ge-
geven van een afweging tussen het belang van de opsporing van strafbare 
feiten versus de schending van de privacy van burgers die plaatsvindt door 
het proces van datamining. Hoewel het proces van datamining ertoe kan 
leiden dat op grote schaal de privacy van niet-verdachte burgers wordt ge-
schaad en dit als bezwaarlijk kan worden gezien, leidt dit gelet op de Schut-
znorm in een concrete strafzaak nooit tot enig gevolg. Niettemin is het goed 
dat gerealiseerd wordt dat het proces van datamining dit tot gevolg heeft en 
gelet op de Snowden-affaire is het de vraag of hiervoor ook in de toekomst 
maatschappelijk en politiek draagvlak blijft bestaan.  
Het meest in het oog springende risico bij het starten van een strafrechte-
lijk onderzoek op basis van de resultaten van het proces van datamining is 
dat aan de uitkomsten van dit proces een onjuiste conclusie kan worden 
verbonden, waardoor een burger ten onrechte als verdachte wordt bestem-
peld en te maken krijgt met privacyschendend en/of vrijheidsbenemend 
strafvorderlijk overheidsoptreden. Om dit risico te beteugelen dient in alle 
gevallen voorafgaand aan het toepassen van een dwangmiddel een menselij-
ke beoordeling plaats te vinden van de door datamining verkregen informa-
tie, waarmee wordt bedoeld dat niet ogenblikkelijk strafvorderlijke conse-
quenties behoren te worden verbonden aan de verbanden die geautomati-
seerd worden gesignaleerd met betrekking tot een individu. Die beoordeling 
moet in de eerste plaats worden gemaakt door de politie en in het bijzonder 
door de zaaksofficier. De zittingsrechter toetst achteraf of een juiste beslissing 
is genomen. De toetsing van de zittingsrechter kan vorm krijgen door het 
stellen van de eis dat het proces van datamining actuele en concrete informa-
tie moet hebben opgeleverd die rechtvaardiging biedt voor het ontstaan van 
de verdenking en het toepassen van een dwangmiddel.  
 
 7 Verdachte financiële transacties 
 
7.1 INLEIDING 
Bedrijven en financiële instellingen zijn op grond van de Wet ter voorkoming 
van witwassen en financieren van terrorisme (Wwft) verplicht ongebruikelij-
ke financiële transacties te melden aan het meldpunt ongebruikelijke transac-
ties van de Financiële inlichtingen eenheid, ook wel de Financial Intelligence 
Unit Nederland (FIU-Nederland). De ongebruikelijke transacties kunnen, na 
veredeling van de informatie, door het (hoofd van het) meldpunt verdacht 
worden verklaard. Veredeling kan door middel van datamining geschieden, 
zo volgt uit het tweede lid van art. 14 Wwft. Gelet hierop kan de wijze van 
verkrijging van dit type startinformatie als een soort verkennend onderzoek 
worden aangemerkt. Voor de bezwaren en gevaren die het proces van data-
mining kunnen omgeven, wordt verwezen naar het vorige hoofdstuk. De 
verdacht verklaarde transacties worden na veredeling doorgeleid naar de po-
litie en kunnen aanleiding geven een opsporingsonderzoek te starten, 
dwangmiddelen toe te passen en dit type startinformatie kan ook in de be-
wijsvoering worden betrokken.  
7.2  DE VERDACHTE FINANCIËLE TRANSACTIES IN HISTORISCH PERSPECTIEF 
Vanaf het begin van de jaren tachtig van de vorige eeuw worden meerdere 
internationale initiatieven ontplooid om tot een betere en effectievere bestrij-
ding van witwassen te komen.1 Een belangrijk uitvloeisel van deze initiatie-
ven, waarbij in het bijzonder de Europese Richtlijn inzake witwassen moet 
worden vermeld, is de inwerkingtreding van de Wet melding ongebruikelij-
ke transacties (Wet MOT).2 Strekking van deze wet is allereerst het verbete-
ren van de informatiepositie voor de rechtshandhaving inzake witwassen 
door de introductie van een meldingsplicht. Op grond van onder meer art. 9 
van genoemde wet zijn (financiële) instellingen verplicht ongebruikelijke fi-
nanciële transacties te melden bij het meldpunt ongebruikelijke transacties 
                                                             
1  In dit verband zij de aanbevelingen van de Financial Action Task Force (FATF) on 
money laundering van 30 mei 1990 en de voor Nederland zeer belangrijke Europese 
Richtlijn inzake witwassen van 10 juni 1990 (91/308/EEG) vermeld. De richtlijn is ove-
rigens nadien verscheidene malen aangepast.  
2  Stb. 1993, 705. Zie ook D.R. Doorenbos, Witwassen en voordeelsontneming, Deventer: 
W.E.J. Tjeenk Willink 1997. 
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(het MOT). Deze meldingsplicht dient voorts de integriteit van de financiële 
dienstverlening te bevorderen.3  
Het MOT verwerkt en analyseert de meldingen van ongebruikelijke 
transacties om te beoordelen of zij te maken hebben met witwassen. Indien 
de analyse van het MOT daar aanleiding toe geeft, wordt de transactie door 
het meldpunt als verdacht aangemerkt en doorgemeld aan onder meer de 
regionale eenheden en het Bureau voor politiële ondersteuning van de Lan-
delijk officier van justitie inzake MOT-aangelegenheden (het BLOM). Het 
BLOM verricht vervolgens een nadere analyse van de verdachte transacties 
en veredelt ze door informatie uit diverse (politiële) bronnen om een derge-
lijke transactie heen te verzamelen. De politie kan op basis van dergelijke 
verdachte transacties een strafrechtelijk onderzoek starten. Het MOT maakt 
geen onderdeel uit van de politie. De zich bij het MOT bevindende database 
met ongebruikelijke transacties wordt, zoals blijkt uit art. 4 van de Wet MOT, 
wel als een politieregister aangemerkt.4 Het MOT en het BLOM zijn in 2006 
samengegaan in de FIU-Nederland.  
In de memorie van toelichting bij de eerdergenoemde wet wordt nader 
onderbouwd waarom het MOT niet tot de politieorganisatie wordt gerekend. 
Het zou vanuit een staatsrechtelijk oogpunt bezien niet gewenst zijn particu-
liere financiële instellingen te verplichten ongebruikelijke gedragingen van 
burgers rechtstreeks te melden bij de politie. Het MOT fungeert als een soort 
buffer tussen de financiële instellingen enerzijds en politie en OM anderzijds. 
Betwijfeld kan worden of nu juist het staatsrechtelijk perspectief de buffer-
functie van het MOT wenselijk maakt. Veeleer lijken hieraan privacyoverwe-
gingen ten grondslag te kunnen worden gelegd.  
De Wet MOT wordt in 2004 in opdracht van het WODC geëvalueerd.5 
Deze evaluatie leidt allereerst tot het opstellen van de Aanwijzing witwas-
sen.6 Het evaluerende rapport resulteert voorts in een belangrijke aanbeve-
ling: het MOT en het BLOM dienen te worden geïntegreerd in één organisa-
tie. Aan deze aanbeveling liggen onder andere efficiencyoverwegingen ten 
grondslag. Een en ander leidt tot de oprichting van de FIU-Nederland in 
2006.7 Het verdient opmerking dat, ook na de samensmelting van organisa-
ties, de database met ongebruikelijke transacties van het oude MOT afgeslo-
ten blijft voor de politie.  
                                                             
3  Kamerstukken II 1992-1993, 23 009, nr. 3 (MvT).  
4  Zie in dit verband het Reglement politieregister Melding Ongebruikelijke Transacties, 
Stcrt. 1994, 54, p. 12.  
5  W. Faber & A.A.A. van Nunen, Uit onverdachte bron. Evaluatie van de keten ongebruikelijke 
transacties,Den Haag: Boom Juridische uitgevers 2004.  
6  Aanwijzing witwassen, Stcrt. 2005, 202, p. 8. Deze aanwijzing is in 2008 vernieuwd. Zie 
Stcrt. 2008, 45, p. 15. 
7  Instellingsbesluit FIU-Nederland, Stcrt. 2013, 13691. Zie ook de website www.fiu-
nederland.nl.  
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De Wet MOT is inmiddels, samen met de Wet identificatie bij dienstver-
lening (WID), opgegaan in de Wet ter voorkoming van witwassen en finan-
cieren van terrorisme (Wwft).8 Zoals de titel al doet vermoeden speelt nu ook 
het bemoeilijken van de financiering van terrorisme een belangrijke rol in de 
wet. De werkzaamheden van de FIU-Nederland veranderen met de inwer-
kingtreding van de wet niet noemenswaardig. Wel moet worden opgemerkt 
dat, reeds bij wijzigingen van de Wet MOT, de groep meldingsplichtige in-
stellingen aanzienlijk is uitgebreid. Op grond van art. 1 lid 1 onder a jo art. 16 
Wwft zijn naast financiële instellingen nu onder andere ook casino’s, geld-
transactiekantoren en makelaars verplicht ongebruikelijke transacties te mel-
den aan de FIU-Nederland. Voorts is met de wijziging van de Wwft in 2012 
het tweede lid van art. 14 van deze wet aangepast dat expliciet mogelijk 
maakt dat de FIU-Nederland (geautomatiseerd) verbanden legt tussen de 
eigen gegevensbestanden en andere gegevensverzamelingen, de methodiek 
van dataming dus.9  
Ten slotte moet worden benadrukt dat aan het creëren van de bufferfunc-
tie van het MOT in het bijzonder privacyoverwegingen ten grondslag kun-
nen worden gelegd. Een melding van een ongebruikelijke transactie bevat 
immers gegevens die onder het privacybegrip van art. 8 EVRM kunnen wor-
den geschaard. Daarnaast speelt in dit verband het gegeven dat een onge-
bruikelijke transactie helemaal niets van doen hoeft te hebben met enige 
vorm van strafbaar gedrag. Onder meer vanuit privacyoogpunt is het daar-
om wenselijk dat een dergelijke transactie eerst aan nadere analyse wordt 
onderworpen, voordat deze wordt verstrekt aan de politie en op basis hier-
van een opsporingsonderzoek wordt gestart, dwangmiddelen worden toe-
gepast of de financiële transactie in de bewijsvoering wordt betrokken. De 
scheidslijn tussen het MOT en de politie is echter flinterdun, waardoor onder 
meer de privacybescherming onder druk komt te staan. De database van het 
MOT wordt immers aangemerkt als een digitaal politieel gegevensbestand, 
uit de memorie van toelichting bij de Wet MOT volgt dat politiemedewerkers 
bij het meldpunt worden gedetacheerd en de leiding, de organisatie en het 
beheer van het meldpunt berust ten slotte ingevolge art. 5 Wet MOT en art. 
12 lid 3 Wwft bij de Minister van Justitie.10 De oprichting van de FIU-Neder-
land heeft de grens tussen meldpunt en politie nog vager gemaakt nu het 
                                                             
8  Stb. 2008, 303. Deze wet is laatstelijk in 2012 gewijzigd, zie hiervoor Stb. 2012, 686. 
9  In de memorie van toelichting wordt in deze context veel ruimte gelaten voor het leg-
gen van verbanden tussen bestanden van FIU-Nederland en andere gegevensbestan-
den. Genoemd worden onder meer het leggen van koppelingen met politiële gegevens-
bestanden en andere verwerkingen van persoonsgegevens. Zie Kamerstukken II 2011-
2012, 33 238, nr. 3 (MvT). 
10  Zie in dit verband ook C.Ch. Mout, ‘Gebruikelijk of ongebruikelijk: een bloemlezing 
van vragen rond de wet MOT’, Advocatenblad 1994, p. 968-970.  
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MOT en het BLOM als gevolg daarvan zijn samengevoegd in één organisatie 
die is ondergebracht bij de landelijke eenheid, het voormalige KLPD.  
7.3  DE START 
Veel (financiële) instellingen zijn op basis van art. 16 van de Wwft verplicht 
ongebruikelijke transacties te melden aan het bij de FIU-Nederland onderge-
brachte meldpunt ongebruikelijke transacties. Zoals blijkt uit het jaarover-
zicht van de FIU werden in 2012 meer dan 200.000 ongebruikelijke transac-
ties gemeld, waarvan er uiteindelijk ruim 20.000 (10% dus!) verdacht zijn ver-
klaard.11 De vraag of een bepaalde transactie als ongebruikelijk kan worden 
aangemerkt, wordt met gebruikmaking van een op grond van art. 15 lid 1 
Wwft (bij te stellen) lijst van objectieve en subjectieve indicatoren beant-
woord. Wat betreft de vastgestelde objectieve indicatoren is er voor de instel-
ling geen enkele beoordelingsruimte en moet de transactie te allen tijde wor-
den gemeld.12 Van een dergelijke indicator is bijvoorbeeld sprake als een 
klant van een geldwisselkantoor een contante transactie met een waarde van 
€ 15.000 of meer verricht, waarbij contante omwisseling in andere valuta of 
van kleine naar grote coupures plaatsvindt.13 De subjectieve indicatoren ge-
ven wel enige beoordelingsruimte. Een bankinstelling moet dan bijvoorbeeld 
zelf beoordelen of een transactie van een bepaalde klant niet past binnen zijn 
normale transactieverloop. Belangrijk, maar wel erg open, criterium in een 
dergelijk geval is of de bewuste transactie aanleiding geeft te veronderstellen 
dat deze verband kan houden met witwassen of de financiering van terro-
risme.  
Een ongebruikelijke transactie wordt door het meldpunt verwerkt en ge-
analyseerd om te beoordelen of er sprake is van witwassen of het financieren 
van terrorisme, het proces van datamining dus.14 Het meldpunt kan ten be-
hoeve van deze analyse gegevens verzamelen die afkomstig zijn van soortge-
lijke buitenlandse meldpunten en het heeft toegang tot allerlei (niet-) openba-
re gegevensbestanden, zoals het register van de Kamer van Koophandel, de 
kentekenregistraties van de RDW en het HKS van de politie.15 Ongebruikelij-
                                                             
11  Buruma geeft aan dat het niet eenvoudig is om uit een dergelijk omvangrijke database 
informatie te halen die relevant is voor de opsporing. Zie Y. Buruma, ‘Acht nieuwe 
wetten: de zin en onzin van gegevensbescherming’, DD 2004, p. 51.  
12  Zie A.H.J. Kuus, ‘De Wet melding ongebruikelijke transacties en de privacy van ban-
ken’, Computerrecht 1994-4, p. 163-167. 
13  De lijst van objectieve en subjectieve indicatoren zijn onder meer te vinden op de web-
site www.fiu-nederland.nl.  
14  Zie de Aanwijzing witwassen, Stcrt. 2008, 45, p. 15.  
15  De meldpunten van verschillende landen zijn verenigd in de zogenaamde Egmont 
Groep. Dit is een internationaal samenwerkingsverband dat zich richt op het verbete-
→ 
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ke transacties worden ook geautomatiseerd vergeleken met de Verwijzings-
index Rechercheonderzoeken en Subjecten (VROS) van de politie. In deze 
index zijn de subjecten van het TCI en de subjecten van lopende recherche-
onderzoeken opgenomen. Een gemelde ongebruikelijke transactie wordt 
door het (hoofd van het) meldpunt verdacht verklaard, indien de eigen ana-
lyse hiertoe aanleiding geeft of wanneer de vergelijking met de VROS een 
match oplevert. Een verdachte transactie wordt in het Intranet Verdachte 
Transacties (IVT) geplaatst. Alle eenheden van de politie beschikken over een 
online-aansluiting en autorisatie tot dit IVT en hebben de mogelijkheid te 
bekijken of er verdachte transacties staan opgenomen in het systeem die rele-
vant zijn voor lopende opsporingsonderzoeken. Het bezwaar dat het toepas-
sen van dit opsporingsmiddel leidt tot het op grote schaal schenden van de 
privacy van (op dat moment) niet-verdachte burgers, wordt in deze fase dui-
delijk zichtbaar. Ongebruikelijke financiële transacties worden immers door 
het meldpunt in het proces van datamining betrokken en dus (geautomati-
seerd) bekeken en beoordeeld door de overheid. Dit terwijl een ongebruike-
lijke transactie geen betrekking hoeft te hebben op strafbaar handelen. Deze 
notie wordt ondersteund door de jaarcijfers van de FIU, waaruit kan worden 
afgeleid dat 90% van de gemelde ongebruikelijke transacties niet als verdacht 
zijn aangemerkt. Informatie uit de database van het meldpunt kan daarnaast 
ook door de Landelijk officier van justitie inzake MOT-aangelegenheden 
worden opgevraagd.16 In een dergelijk geval wordt dus informatie van onge-
bruikelijke transacties verstrekt aan de politie en het OM. Uit de aan het arrest 
van het Amsterdamse Hof ten grondslag liggende casus kan worden afgeleid 
dat puur en alleen het op die manier opvragen van gegevens bij het meld-
punt al tot gevolg kan hebben dat een ongebruikelijke transactie verdacht 
wordt verklaard.17  
Een transactie die verdacht is verklaard, kan ook startinformatie opleve-
ren. Hierbij speelt de politiële pijler van de FIU-Nederland, het voormalige 
BLOM, een belangrijke rol. De politiële pijler analyseert deze transacties en 
vult ze aan met gegevens uit digitale politiële gegevensbestanden, fiscale 
                                                             
ren van de internationale gegevensuitwisseling tussen FIU’s. Hiertoe worden kennis en 
ervaring uitgewisseld over witwasbestrijding en de bestrijding van terrorismefinancie-
ring. Zie de websites www.fiu-nederland.nl en www.egmontgroup.org. 
16  Een dergelijk verzoek wordt gebaseerd op art. 2:13 lid 2 onder b Besluit politiegege-
vens (het zogenaamde Lovj-sub 2-verzoek). Het criterium voor verstrekking van in-
formatie door het meldpunt is of uit dit verzoek een redelijk vermoeden voortvloeit 
dat een bepaald persoon een misdrijf heeft begaan. Daarnaast kan het verzoek op art. 
2:13 lid 3 onder b Besluit politiegegevens (het zogenaamde Lovj-sub 3-verzoek) wor-
den gebaseerd. Dit laatste verzoek wordt in de ‘zwaardere’ onderzoeken gebruikt. 
Voor een dergelijk verzoek kan onder andere bepalend zijn of een gevangenisstraf van 
8 jaren of meer op het te onderzoeken misdrijf is gesteld.  
17  Hof Amsterdam 18 oktober 2010, LJN BO6031.  
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registers en open bronnen. In samenhang hiermee geeft, zoals eerder aange-
haald, de Wwft een expliciete mogelijkheid tot het toepassen van de metho-
diek van dataming. Deze veredelde verdachte transacties kunnen voorts, in 
de vorm van een proces-verbaal, door accountmanagers van de politiële 
pijler aan de tactische recherche worden aangeboden. De tactische recherche 
kan op basis van een dergelijk proces-verbaal een strafrechtelijk onderzoek 
starten en dwangmiddelen toepassen en dit proces-verbaal kan ook in de be-
wijsvoering worden betrokken. Uit de te bespreken jurisprudentie volgt dat 
de gevallen waarin puur en alleen dit type startinformatie voor de start van 
een strafrechtelijk onderzoek wordt gebruikt, beperkt zijn. Vaak is het een 
bundeling van informatie die de noodzaak van het instellen van een opspo-
ringsonderzoek doet ontstaan.  
7.4  INTERNE CONTROLEMECHANISMEN 
Allereerst vervult het hoofd van het binnen de FIU-Nederland ondergebrach-
te meldpunt een belangrijke controlerende rol. Uit de memorie van toelich-
ting bij de Wwft volgt immers dat hij de gemandateerde beheerder is van de 
database van het meldpunt.18 Het hoofd is in dit verband dan ook degene die 
uiteindelijk accordeert dat een ongebruikelijke transactie als een verdachte 
transactie wordt aangemerkt en dientengevolge in het IVT wordt opgeno-
men.19 Het hoofd van het meldpunt vormt anders gezegd een laatste barrière: 
bestempelt hij een transactie als verdacht, dan kan deze voor operationele 
opsporingsdoeleinden gebruikt worden. In die zin vervult hij dus een be-
langrijke controlerende functie. Wordt een transactie immers als verdachte 
aangemerkt, dan wordt deze inzichtelijk voor de politie en kan op basis hier-
van een strafrechtelijk onderzoek worden gestart, mogelijkerwijs resulterend 
in de inzet van dwangmiddelen en de uitoefening van opsporingsbevoegd-
heden.  
De controlerende rol van de Landelijk officier van justitie inzake MOT-
aangelegenheden ziet hoofdzakelijk op de politiële pijler van de FIU-Neder-
land. Uit de Aanwijzing witwassen vloeit immers voort dat deze officier 
belast is met de uitoefening van het gezag over de politiële pijler van FIU-Ne-
derland.20 Dit omvat onder meer de controle op de processen-verbaal die 
door de medewerkers van deze politiële pijler worden opgemaakt en als 
startinformatie kunnen dienen.  
                                                             
18  Kamerstukken II 2007-2008, 31 238, nr. 3.  
19  W. Faber & A.A.A. van Nunen, Uit onverdachte bron. Evaluatie van de keten ongebruikelijke 
transacties, Den Haag: Boom Juridische uitgevers 2004.  
20  Aanwijzing witwassen, Stcrt. 2008, 45, p. 15.  
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7.5  EXTERNE CONTROLEMECHANISMEN  
7.5.1  Controle door de tactische recherche en de zaaksofficier  
Zoals aangegeven kunnen veredelde verdachte transacties, in de vorm van 
een proces-verbaal, door accountmanagers van de politiële pijler van de FIU-
Nederland aan de tactische recherche worden aangeboden en tot de start van 
een opsporingsonderzoek leiden. Op de schouders van de tactische recherche 
en de zaaksofficier rust in een dergelijke situatie al dan niet in theorie de 
verplichting om de betrouwbaarheid van de in het bewuste proces-verbaal 
opgenomen informatie te controleren op het moment dat dit proces-verbaal 
ten grondslag wordt gelegd aan het toepassen van dwangmiddelen. Deze ex-
terne controle is, gelet op het voorgaande, te zien als concrete controle binnen 
het strafvorderlijk kader. Het meermalen genoemde model van de vier fasen 
kan in dit kader worden gehanteerd en voor een uitgebreide uiteenzetting 
wordt verwezen naar eerder gemaakte opmerkingen. Bij dit type startinfor-
matie kan echter worden betwijfeld of aanvullend betrouwbaarheidsonder-
zoek plaats moet vinden door de tactische recherche, gelet op het gegeven 
dat een verdacht verklaarde transactie een objectief gegeven is en de om-
standigheid dat de FIU-Nederland zelf ook al een (uitgebreide) betrouwbaar-
heidstoets uitvoert. De beoordeling door de tactische recherche en de zaaks-
officier moet meer zien op de vraag of de informatie van FIU-Nederland een 
actueel en concreet vermoeden van strafbaar gedrag doet ontstaan.  
7.5.2  Rechterlijke controle  
De controle van dit rechter op dit type startinformatie is aan te merken als 
concrete controle binnen het strafvorderlijk kader. In het geval de startinfor-
matie voor een strafrechtelijk onderzoek (mede) een verdachte financiële 
transactie omvat, dan wordt dit vermeld in hetzij het door de politiële pijler 
van de FIU-Nederland opgemaakte proces-verbaal, hetzij in een ander pro-
ces-verbaal van de politie. In ieder geval is aldus voor de verdediging en de 
rechter inzichtelijk waarop de startinformatie gebaseerd is. Nu een dergelijke 
transactie feitelijk niets meer inhoudt dan een vaststelling van een objectief 
gegeven, bijvoorbeeld dat iemand een grote hoeveelheid buitenlands geld 
heeft gewisseld, spelen er geen afschermingsbelangen ten aanzien van de in 
een dergelijk proces-verbaal vervatte informatie. De informatie wordt even-
min anoniem verstrekt. Een proces-verbaal inhoudende een verdachte finan-
ciële transactie kan dan ook probleemloos voor het bewijs worden gebezigd, 
iets wat overigens niet of nauwelijks in de gepubliceerde jurisprudentie is te-
rug te vinden.  
Uit de schaarse (gepubliceerde) jurisprudentie kan worden afgeleid dat 
startinformatie vrijwel nooit puur en alleen verdachte financiële transacties 
omvat. De combinatie met onder meer TCI-informatie heeft in de meeste 
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gevallen tot gevolg dat een strafrechtelijk onderzoek wordt gestart.21 In de 
zogenaamde Ramola-zaak ligt dit anders. De Ramola-zaak (Ramola staat 
voor Rabobank Money Laundering) start op grond van door de Rabobank 
gemelde ongebruikelijke transacties. Deze transacties zien op grote hoeveel-
heden buitenlands geld die bij de genoemde bank worden gewisseld. Het in 
deze zaak door de Hoge Raad gewezen arrest gaat overigens inhoudelijk 
over de controle op de rechtmatigheid van het handelen van de CID en in het 
geheel niet over de (controle op) verdachte financiële transacties.22 Om die 
reden wordt het arrest onbesproken gelaten. In de zaak die leidt tot het arrest 
van het Hof Arnhem-Leeuwarden van 2 juli 2013 wordt betoogd dat FIU-
Nederland onjuiste informatie heeft verstrekt aan FIU-Luxemburg. Het ging 
om gegevens over een afgedane strafzaak en gegevens over een lopende 
strafzaak, waardoor deze buitenlandse financial intelligence unit zou zijn uit-
gelokt om informatie te verstrekken aan FIU-Nederland op basis waarvan 
vervolgens een Nederlands strafrechtelijk onderzoek is gestart.23 Kortom een 
verweer dat de zuiverheid van het handelen van de FIU-Nederland ter dis-
cussie stelt. Het hof verwerpt dit verweer en overweegt dat geen onjuiste 
gegevens zijn verstrekt en dat geen sprake is van het opzettelijk en met grove 
veronachtzaming van verdachtes belangen tekort doen aan diens recht op 
een eerlijk proces.  
Uit de jurisprudentie volgt verder dat de rechterlijke controle op startin-
formatie die mede verdachte financiële transacties omvat, ziet op het aanwe-
zig zijn van een verdenking die het toepassen van dwangmiddelen recht-
vaardigt. In de zaak die tot het vonnis van de Rechtbank Zwolle leidt, wordt 
bijvoorbeeld door de verdediging opgeworpen dat de verdachte ten tijde van 
de start van het opsporingsonderzoek nog niet als verdachte in de zin van 
art. 27 Sv kon worden aangemerkt.24 Hiertoe waren in de zienswijze van de 
verdediging geen objectieve en concrete gegevens aanwezig. De rechtbank 
verwerpt dit verweer en overweegt dat het aantreffen van de hennepkweke-
rij, de inhoud van telefoongesprekken, het feit dat de verdachte een grow-
shop heeft, de verschillende meldingen van ongebruikelijke financiële trans-
actie en TCI-informatie een redelijk vermoeden van schuld in de zin van art. 
27 Sv doet ontstaan. De casus die in dit verband aan het vonnis van de 
Rechtbank ‘s-Hertogenbosch ten grondslag ligt is de volgende.25 Het TCI ver-
strekt informatie waaruit blijkt dat de latere verdachte zich schuldig zou ma-
ken aan witwassen. Hierop volgt een inventariserend onderzoek van de poli-
                                                             
21  Zie hiervoor bijvoorbeeld Rb. Midden-Nederland 15 oktober 2013, ECLI:NL:RBMNE: 
2013:4951.  
22  Hoge Raad 30 november 1999, NJ 2000, 345. 
23  Hof Arnhem-Leeuwarden 2 juli 2013, ECLI:NLGHARL:2013:4850. 
24  Rb. Zwolle 30 januari 2007, LJN AZ8907. 
25  Rb. ‘s-Hertogenbosch 8 mei 2007, LJN BA4572. 
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tie naar onder andere meerdere als verdacht aangemerkte transacties: de 
latere verdachte wisselde grote bedragen aan Engelse ponden, die niet kon-
den worden verklaard uit zijn handel in Europese auto’s. De rechtbank 
overweegt dat het voorgaande voldoende is om de verdachte als verdachte 
in de zin van art. 27 Sv aan te merken en een strafrechtelijk onderzoek te 
starten. Het Hof ‘s-Hertogenbosch oordeelt in dezelfde zaak in hoger beroep 
nagenoeg gelijkluidend.26 Het Hof Amsterdam overweegt dat de melding 
van een verdachte financiële transactie en betrouwbaar geachte TCI-informa-
tie, waarin wordt gesteld dat verdachte zich bezighoudt met de invoer van 
cocaïne een verdenking van witwassen doet ontstaan die rechtvaardiging 
biedt voor het uitvoeren van doorzoekingen. In de zaak die ten grondslag ligt 
aan het vonnis van de Rechtbank Utrecht stelt de verdediging dat er onvol-
doende verdenking bestond om een bevel observatie af te geven nu er slechts 
TCI-informatie voorhanden was.27 De rechtbank verwerpt het verweer en 
overweegt hiertoe dat de informatie van het TCI aanknopingspunten bevat 
om een observatie in te zetten. De rechtbank overweegt echter dat, voor zo-
ver de verdediging betoogt dat er onvoldoende informatie aanwezig was om 
het opsporingsonderzoek te starten, er naast de TCI-informatie onder andere 
ook meerdere verdachte financiële transacties zijn onderzocht. Uit deze juris-
prudentie volgt dat de verdachte financiële transacties veelal een ondersteu-
nende functie vervullen voor het bestaan van een verdenking; tezamen met 
andere gegevens bieden zij doorgaans rechtvaardiging voor het toepassen 
van strafvorderlijke dwangmiddelen.  
Ten besluit enige opmerkingen over het starten van een opsporingson-
derzoek en het aldus ontstaan van een verdenking puur en alleen op basis 
van verdacht verklaarde financiële transacties. De vraag rijst of dat soort in-
formatie in alle gevallen een verdenking doet ontstaan. Stel bijvoorbeeld dat 
een financiële transactie van een burger op basis van een objectieve indicator 
wordt gemeld bij het meldpunt. Bij de veredeling van deze informatie stuit 
het meldpunt op een jarenoude melding in HKS die ziet op betrokkenheid 
van de burger bij een hennepkwekerij. Het meldpunt verklaart de financiële 
transactie hierop verdacht. De verificatie door de politiële pijler van het FIU-
Nederland levert geen aanvullende informatie op. De politiële pijler leidt de 
verdachte transactie niettemin door naar een regionaal onderzoeksteam. Dit 
onderzoeksteam start hierop een strafrechtelijk onderzoek. Gedurende het 
opsporingsonderzoek blijkt echter dat de burger geen strafrechtelijk verwijt 
kan worden gemaakt. Het gegeven voorbeeld maakt inzichtelijk dat, vooral 
door FIU-Nederland, scherp moet worden getoetst of de gegevens die in het 
                                                             
26  Hof ‘s-Hertogenbosch 4 juni 2008, LJN BD3039. Zie in deze context ook Rb. Breda 3 no-
vember 2008, LJN BG2034. 
27  Rb. Utrecht 3 april 2008, LJN BC8607. Zie in dit verband ook Rb. Amsterdam 28 juli 
2010, LJN BN7864. 
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proces van datamining ter ondersteuning van een ongebruikelijke financiële 
transactie worden gevonden onderbouwing bieden voor (actueel) strafbaar 
gedrag. Het enkele feit dat een burger in een gegevensbestand voorkomt, 
dwingt niet meteen tot deze conclusie. In het strafproces is het vervolgens 
aan de zaaksofficier en uiteindelijk de rechter om een oordeel te vellen of 
rechtvaardiging bestaat voor het toepassen van een dwangmiddel op basis 
van een verdachte financiële transactie en de gegevens die ter onderbouwing 
hiervan worden aangedragen.  
7.5.3  Begeleidingscommissie  
Voor de volledigheid wordt opgemerkt dat met de inwerkingtreding van de 
Wet MOT ook een begeleidingscommissie voor het meldpunt is gecreëerd. 
Met de komst van deze commissie is een vorm van externe controle in het 
leven geroepen. Op grond van art. 15 Wet MOT had deze commissie in het 
bijzonder tot taak het meldpunt te begeleiden in zijn functioneren. Uit de 
memorie van toelichting bij de Wwft volgt echter dat ingevolge art. 21 Wwft 
de kerntaak van de huidige begeleidingscommissie is het fungeren als ge-
sprekspartner voor de verantwoordelijke ministeries met betrekking tot het 
functioneren van de meldingsplicht in de praktijk en de vaststelling van de 
eerdergenoemde objectieve en subjectieve indicatoren.28 De controle door de 
begeleidingscommissie kan worden aangemerkt als concrete buitenstrafvor-
derlijke controle. Vanwege haar taakstelling vervult deze begeleidingscom-
missie niet of nauwelijks strafvorderlijk relevante controle. 
7.6  SAMENVATTING, BIJZONDERHEDEN EN AANBEVELINGEN VOOR 
VERBETERDE CONTROLE  
Verdacht verklaarde financiële transacties kunnen de start van een strafrech-
telijk onderzoek inluiden. Het proces van het verdacht verklaren van een 
dergelijke transactie is op dit punt cruciaal. Vanaf dat moment wordt de 
transactie immers, door middel van een plaatsing in het IVT, breed inzichte-
lijk voor de politie. Dit maakt dat (ten minste) een uitgebreide interne contro-
le noodzakelijk is, voordat een dergelijke transactie als verdacht wordt be-
stempeld. Een sleutelfunctie is in dit verband weggelegd voor het hoofd van 
het bij de FIU-Nederland ondergebrachte meldpunt ongebruikelijke transac-
ties: hij beslist of een ongebruikelijke transactie als verdacht wordt aange-
merkt. Een eenmaal als verdacht aangemerkte financiële transactie kan ver-
volgens eenvoudigweg door de politie als startinformatie worden gebruikt. 
Nu het moment van het verdacht verklaren van een financiële transactie 
                                                             
28  Kamerstukken II 2007-2008, 31 238, nr. 3.  
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cruciaal is, is het voorstelbaar op dit punt enige vorm van externe controle te 
creëren. Rechterlijke controle bestaat er op dat moment niet, nu de rechter 
slechts is gehouden te toetsen of de verdachte transactie tot de start van een 
strafrechtelijk onderzoek en het toepassen van dwangmiddelen kan leiden en 
of de melding in de bewijsvoering kan worden betrokken. Externe controle 
kan worden bewerkstelligd door de begeleidingscommissie expliciet tot taak 
te geven op dit punt controle uit te oefenen. Vanzelfsprekend gaat het dan 
niet om de controle op het verdacht verklaren van iedere individuele financi-
ele transactie, maar meer om periodieke en steekproefsgewijze controle.  
Een kenmerkend element van (het vergaren van) dit type startinformatie 
is dat de methodiek van datamining wordt toegepast in het proces van het 
verdacht verklaren van ongebruikelijke transacties. Ondanks het feti dat de 
Wwft hier een wettelijke grondslag voor biedt kan ook in deze context data-
mining als bezwaarlijk worden gezien nu het ertoe leidt dat op grote schaal 
de in art. 8 EVRM beschermde privacy van (op dat moment) niet-verdachte 
burgers wordt geschonden; zonder wezenlijke aanleiding worden immers 
hun (financiële) gegevens door de overheid bekeken en geanalyseerd. De 
cijfers van FIU-Nederland onderstrepen dit: 90% van de ongebruikelijke 
transacties worden immers niet als verdacht aangemerkt, maar worden gelet 
op de werkwijze van de FIU wel in het proces van datamining betrokken. Dit 
bezwaar werkt vanwege de Schutznorm nooit door in een concrete strafzaak. 
Los hiervan moet gerealiseerd worden dat het handelen van het FIU-
Nederland dit tot gevolg heeft en gelet op de Snowden-affaire is het de vraag 
of hiervoor ook in de toekomst draagvlak blijft bestaan. Met andere woorden 
of het belang van het op grote schaal door de overheid analyseren van finan-
ciële transacties van niet-verdachte burgers, het voorkomen van witwassen 
en het voorkomen van de financiering van terrorisme, zwaarder blijft wor-
den bevonden dan de privacyschending die dat meebrengt.  
Het meest in het oog springende risico bij het starten van een strafrechte-
lijk onderzoek op basis van verdacht verklaarde financiële transacties is dat 
deze transacties ten onrechte als verdacht zijn aangemerkt, waardoor een 
burger op onjuiste gronden als verdachte wordt bestempeld en met privacy-
schendend en/of vrijheidsbenemend te maken krijgt. Het risico hierop is ech-
ter veel minder groot dan bijvoorbeeld bij anonieme meldingen van burgers 
nu een financiële transactie objectief vaststelbaar is, binnen FIU-Nederland 
een (uitgebreide) veredelingsslag plaatsvindt en de tactische recherche dit 
type startinformatie ten slotte nagenoeg altijd in combinatie met andere be-
lastende gegevens, zoals TCI-informatie, gebruikt om het toepassen van een 
dwangmiddel te rechtvaardigen. Bij dit type startinformatie moet de beoor-
deling van de betrouwbaarheid door de tactische recherche en de zaaksoffi-
cier dan ook meer zien op de vraag of de informatie van FIU-Nederland een 
actueel en concreet vermoeden van strafbaar gedrag doet ontstaan, dan dat 
aanvullend betrouwbaarheidsonderzoek moet worden verricht ter verificatie 
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van een verdachte financiële transactie. De rechter is gehouden op een zelfde 
manier de informatie van FIU-Nederland beoordelen.  
 
 8 Restinformatie 
 
8.1 INLEIDING 
Een opsporingsonderzoek kan een grote verscheidenheid aan strafrechtelijk 
relevante gegevens opleveren die vrijwel altijd kunnen worden aangemerkt 
als een politiegegeven in de zin van de Wet politiegegevens.1 Deze gegevens 
worden lang niet altijd gebruikt in het opsporingsonderzoek waar deze ge-
gevens zijn verzameld (het brononderzoek), maar kunnen soms wel in ander 
strafrechtelijk onderzoek worden gebruikt (het doelonderzoek). In dat geval 
wordt gesproken over restinformatie. Restinformatie wordt gedefinieerd als 
de in de digitale gegevensbestanden van de politie opgeslagen en op tacti-
sche wijze verkregen informatie die in een lopend of reeds afgesloten bron-
onderzoek ongebruikt blijft of is gebleven en die wordt gebruikt in een doel-
onderzoek. Het ongebruikt blijven van informatie in een brononderzoek kan 
meerdere oorzaken hebben. Ten eerste kan in dit verband aan de schaarse 
beschikbare opsporingscapaciteit worden gedacht. Deze schaarste maakt dat 
niet alle binnengekomen informatie (volledig) kan worden uitgerecher-
cheerd. Ten tweede bestaat de mogelijkheid dat de vergaarde informatie niet 
binnen de doelstelling van een lopend opsporingsonderzoek past en daarom 
niet verder wordt uitgezocht. Het risico het lopende onderzoek schade toe te 
brengen, kan een laatste reden voor het onderzoeksteam zijn om niet straf-
vorderlijk te acteren op verkregen informatie. 
Niet in alle gevallen kan strafrechtelijk relevante informatie ongebruikt 
blijven. De wet, in het bijzonder het in art. 126ff Sv geformuleerde doorlaat-
verbod, gebiedt dat in sommige gevallen op basis van verkregen informatie 
ogenblikkelijk strafrechtelijk wordt ingegrepen.2 De gevolgen van het niet 
                                                             
1  Art. 1 onder a Wet politiegegevens geeft de volgende definitie van een politiegegeven: 
een politiegegeven is elk gegeven betreffende een geïdentificeerde of identificeerbare 
natuurlijke persoon dat in het kader van de uitoefening van de politietaak wordt ver-
werkt.  
2  Art. 126ff Sv verplicht de politie ertoe tot inbeslagname over te gaan als zij weten waar 
zich voorwerpen bevinden waarvan het aanwezig of voorhanden hebben wettelijk 
verboden is vanwege hun schadelijkheid voor de volksgezondheid of hun gevaar voor 
de veiligheid. Opgemerkt moet worden dat op grond van art. 126ff Sv niet altijd on-
middellijk hoeft te worden ingegrepen. In het slot van het eerste lid van het genoemde 
artikel wordt immers verwoord dat de inbeslagname in het belang van het onderzoek 
mag worden uitgesteld. Op grond van het tweede lid kan de officier van justitie zelfs 
in het geheel van inbeslagname afzien. Hieraan voorafgaand dient wel een uitgebreide 
interne procedure te worden doorlopen. 
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handelen conform art. 126ff Sv moeten op deze plek wel direct worden gere-
lativeerd. Het handelen in strijd met het doorlaatverbod brengt in een nadien 
gevolgde strafzaak namelijk geen strafprocessueel gevolg met zich. De Hoge 
Raad heeft immers overwogen dat met een schending van art. 126ff Sv geen 
rechtens te beschermen belang van de verdachte in het geding is.3 Door de 
werking van de Schutznorm komt de verdachte dus geen beroep toe op een 
van de in art. 359a Sv genoemde sancties. Hoogstens kan als (mogelijk) ge-
volg van een schending van art. 126ff Sv aan een interne sanctie voor de be-
trokken functionaris worden gedacht.  
De in een opsporingsonderzoek ongebruikt gebleven informatie wordt 
idealiter zoveel mogelijk opgeslagen in de digitale gegevensbestanden van 
de politie, zodat deze niet verloren gaat.4 Dergelijke, binnen een lopend of al 
afgesloten opsporingsonderzoek, ongebruikt gebleven informatie wordt ge-
definieerd als restinformatie. Restinformatie kan tot de start van een nieuw 
strafrechtelijk onderzoek leiden. Kenmerkend aan dit type startinformatie is 
dat het informatie is die wordt verkregen door het toepassen van tactische 
opsporingsmiddelen en dat het startinformatie is die in de bewijsvoering kan 
worden betrokken. De Wet politiegegevens biedt in art. 9 lid 3 en lid 4, en in 
mindere mate in art. 10 lid 5, de wettelijke mogelijkheid om restinformatie 
hiervoor te gebruiken. Er bestaan risico’s die samenhangen met het gebruik 
van dit soort informatie voor de start van een onderzoek. Zo bestaat het ge-
vaar dat deze informatie onjuist is of in het nieuw op te starten onderzoek uit 
zijn verband wordt getrokken, waardoor een onschuldige burger ten onrech-
te met privacyschendend of vrijheidsbenemend overheidshandelen wordt 
geconfronteerd. Bovendien bestaat het gevaar dat aldus, al dan niet bewust, 
onrechtmatig verkregen gegevens worden ingebracht in een nieuw op te 
starten opsporingsonderzoek. Met het oog hierop wordt bekeken wordt op 
welke wijze, binnen de bestaande in- en externe controlemechanismen, voor-
al de betrouwbaarheid van dit soort startinformatie en in mindere mate de 
rechtmatigheid van de verkrijging ervan wordt getoetst en hoe dit zich ver-
volgens verhoudt tot in het bijzonder art. 8 EVRM.  
                                                             
3  Hoge Raad 2 juli 2002, NJ 2002, 602. Zie ook Hof ‘s-Hertogenbosch 31 januari 2002, 
NbSr 2002, 117 en Rb. Den Haag 12 mei 2009, LJN BI3594.  
4  Het opslaan van restinformatie is aan te merken als een verwerking van politiegege-
vens. Zoals blijkt uit art. 1 onder c Wet politiegegevens wordt onder het verwerken van 
politiegegevens onder meer verstaan het bewaren, raadplegen, vergelijken en verstrek-
ken van dergelijke gegevens. 
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8.2  DE START  
Restinformatie is in nagenoeg alle gevallen informatie die door de tactische 
recherche is verzameld, weliswaar in een ander onderzoek dan waarin deze 
gegevens de start van een opsporingsonderzoek inluiden. Hierbij kan wor-
den gedacht aan strafrechtelijk relevante gegevens afkomstig van getapte 
telefoongesprekken, observaties of verhoren van verdachten of getuigen. Het 
opslaan van restinformatie valt primair onder de verantwoordelijkheid van 
de leider van het tactische onderzoeksteam.5 Betreft het informatie die door 
het toepassen van bijzondere opsporingsbevoegdheden is vergaard, dan 
dient de zaaksofficier op grond van art. 126dd Sv te bepalen of van deze rest-
informatie in een nieuw opsporingsonderzoek gebruik mag worden ge-
maakt.6 De restinformatie kan zelfstandig of in combinatie met bijvoorbeeld 
TCI-informatie de start vormen voor een nieuw strafrechtelijk onderzoek.  
Een bijzondere situatie doet zich voor wanneer gedurende een lopend 
onderzoek informatie binnenkomt waarop het onderzoeksteam enerzijds niet 
wil acteren, maar waarop anderzijds ingevolge het in art. 126ff Sv neergeleg-
de doorlaatverbod wel enige politiële reactie dient te volgen.7 In dit verband 
kan aan het volgende voorbeeld worden gedacht. Gedurende een onderzoek 
naar vastgoedfraude (het brononderzoek) komt bij het onderzoeksteam in-
formatie binnen over de vindplaats van een partij wapens. Art. 126ff Sv ver-
plicht de politie ertoe in een dergelijk geval tot inbeslagname over te gaan. 
Het onderzoek naar de vastgoedfraude bevindt zich echter nog in een pril 
stadium en het onderzoeksteam wil niet zelf tot inbeslagname overgaan. In-
grijpen door dat onderzoeksteam kan immers ertoe leiden dat het brononder-
zoek (onherstelbare) schade wordt toegebracht: het onderzoek naar de vast-
goedfraude komt dan bloot te liggen op een moment dat het nog onvoldoen-
de is uitgerechercheerd. Er bestaat aldus een belang om het brononderzoek af 
te schermen. Voor dergelijke gevallen is een afschermprocedure gecreëerd. 
Deze procedure maakt het mogelijk op basis van deze restinformatie een 
nieuw onderzoek (het doelonderzoek) te starten en dus strafrechtelijk te acte-
ren, zonder hiermee het brononderzoek schade toe te brengen. 
                                                             
5  Zie in dit verband P. Vermaas, ‘Restinfo vaak onbenut’, APB 2004-12, p. 10 en 11. Blij-
kens dit artikel wordt restinformatie overigens nog onvoldoende opgeslagen.  
6  In art. 126dd lid 2 Sv is bepaald dat de door de inzet van bijzondere opsporingsbe-
voegdheden gegenereerde gegevens in een dergelijk geval, in afwijking van het be-
paalde in het tweede lid van art. 126cc lid 2 Sv, eerst dienen te worden vernietigd als 
het nieuwe opsporingsonderzoek is geëindigd.  
7  Een soortgelijk geval doet zich voor als geen verplichting bestaat om in te grijpen, 
maar het betrokken onderzoeksteam de restinformatie wel ter beschikking wil stellen 
aan een ander onderdeel van de politie. 
172 Restinformatie 
―――
 
 
De afschermprocedure werkt als volgt.8 De teamleider van het bronon-
derzoek overlegt met de zaaksofficier over de mogelijk uit te geven restin-
formatie. De zaaksofficier moet uiteindelijk toestemming geven voor het uit-
geven van de restinformatie. Indien beiden van oordeel zijn dat er een af-
schermbelang bestaat, dan maakt de teamleider een zogenaamd kluisproces-
verbaal op. In dit kluisproces-verbaal wordt onder meer de naam van het 
brononderzoek, de betrokken zaaksofficier van justitie en de wijze waarop de 
informatie is verkregen weergegeven. Bij voorkeur worden, met het oog op 
de later door het Hoofd TCI uit te voeren rechtmatigheidstoets, ook enige 
onderliggende stukken toegevoegd. Hierbij kan worden gedacht aan door de 
r-c afgegeven tapmachtiging, indien de restinformatie afkomstig is van een 
getapt telefoongesprek. Het kluisproces-verbaal wordt vervolgens via het 
TCI, en onder verantwoordelijkheid van de TCI-officier, doorgestuurd naar 
het Hoofd TCI van de politieregio waarop de restinformatie betrekking 
heeft.9 Het voorgaande speelt alleen wanneer de restinformatie moet worden 
geleid naar een andere politieregio. Het Hoofd TCI maakt vervolgens op 
basis van het kluisproces-verbaal een afschermproces-verbaal op. Een van de 
redenen om dit afschermproces-verbaal door het Hoofd TCI te laten opma-
ken, is dat hij bedreven is in het afschermen van informatie. Strikt genomen 
is het echter niet noodzakelijk het Hoofd TCI met deze taak te belasten: rest-
informatie is immers, anders dan TCI-informatie, verkregen door het toepas-
sen van tactische opsporingsmiddelen. In het afschermproces-verbaal wordt 
voorts de restinformatie opgenomen. Het afschermproces-verbaal wordt zo 
opgesteld dat de informatie niet te herleiden is tot het brononderzoek. Op 
basis van dit laatst genoemde proces-verbaal kan vervolgens een nieuw straf-
rechtelijk onderzoek, het doelonderzoek, worden gestart.  
8.3  INTERNE CONTROLEMECHANISMEN  
In het geval restinformatie van een al afgesloten opsporingsonderzoek tot de 
start van een nieuw onderzoek leidt, vindt slechts beperkte interne controle 
plaats. Deze controle doet zich op twee momenten voor. Ten eerste vindt 
enige controle plaats op het moment van opslaan van de informatie in de 
                                                             
8  Zie in dit verband het Handboek voor de opsporingspraktijk, Stcrt. 2007, 239. 
9  In het gebruikte voorbeeld zou de gang van zaken er als volgt uitzien. Stel dat het on-
derzoek naar de vastgoedfraude zich in Amsterdam afspeelt en uit de binnengekomen 
informatie blijkt dat zich in Arnhem een partij wapens bevindt. Het kluisproces-ver-
baal wordt dan opgemaakt door de Amsterdamse teamleider. Via het Hoofd TCI Am-
sterdam worden het kluisproces-verbaal en de onderliggende stukken geleid naar het 
hoofd TCI Arnhem. Deze laatste maakt vervolgens op basis van het kluisproces-ver-
baal een afschermproces-verbaal op. Het afschermproces-verbaal vormt de startinfor-
matie voor het Arnhemse onderzoek naar de opgeslagen wapens.  
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digitale politiële gegevensbestanden. Verwacht mag immers worden dat de 
hiervoor verantwoordelijke teamleider alleen informatie opslaat die op recht-
matige wijze is verkregen én die betrouwbaar wordt geacht. Is de restinfor-
matie verkregen door de toepassing van bijzondere opsporingsbevoegdhe-
den, dan dwingt art. 126dd Sv de zaaksofficier ertoe een soortgelijke controle 
uit te oefenen.  
Interne controle doet zich ten tweede voor op het moment dat restinfor-
matie wordt aangewend als startinformatie voor een nieuw opsporingson-
derzoek. Idealiter wordt dan allereerst bekeken of de gegevens wellicht had-
den moeten worden verwijderd uit de operationele politiële gegevensbestan-
den en dus onrechtmatig zijn blijven staan in een dergelijk bestand.10 Aldus 
dient een rechtmatigheidstoets te worden uitgevoerd. De Wet Politiegege-
vens maximeert, met het oog op de privacybescherming, immers de tijd 
waarin gebruik mag worden gemaakt van bepaalde politiegegevens en dus 
ook van restinformatie. Deze termijnen zijn echter zeer ruim en de kans is 
dus klein dat op dit punt een onrechtmatigheid bestaat.11 Uit het tweede lid 
van art. 126dd Sv volgt verder dat in het geval de restinformatie is verkregen 
door het toepassen van bijzondere opsporingsbevoegdheden, deze gegevens 
eerst dienen te worden vernietigd nadat het doelonderzoek is geëindigd. 
Mocht blijken dat de gegevens ten onrechte niet zijn verwijderd, dan moet dit 
alsnog gebeuren en zou wellicht op grond van die gegevens geen nieuw op-
sporingsonderzoek kunnen worden gestart. Het valt te bezien of dit in de 
praktijk ook zo werkt. Te meer nu het maar zeer de vraag is of de rechter ach-
teraf enige strafprocessuele consequentie verbindt aan het starten van een 
strafrechtelijk onderzoek op basis van politiegegevens die eigenlijk hadden 
moeten zijn verwijderd. Zeker als deze gegevens als betrouwbaar kunnen 
worden aangemerkt. Verwezen wordt in deze context naar de eerder bespro-
                                                             
10  Ingevolge de Wet Politiegegevens staat het verwijderen van politiegegevens niet gelijk 
aan het vernietigen van dergelijke gegevens. Uit art. 14 van de Wet Politiegegevens 
volgt immers dat verwijderde politiegegevens gedurende een termijn van vijf jaar be-
waard worden ten behoeve van verwerking met het oog op de afhandeling van klach-
ten en de verantwoording van verrichtingen en vervolgens pas worden vernietigd. De-
ze verwijderde gegevens kunnen, blijkens het derde lid van dit artikel, overigens in die 
vijf jaar in bijzondere gevallen toch weer voor operationele doeleinden worden ge-
bruikt. 
11  Zo bepaalt art. 9 lid 4 Wet Politiegegevens bijvoorbeeld dat gegevens die zijn verwerkt 
in een strafrechtelijk onderzoek eerst dienen te worden verwijderd als zij niet langer 
noodzakelijk zijn voor het doel van dat onderzoek. Bovendien kunnen die gegevens op 
het moment dat ze niet meer noodzakelijk zijn voor dat opsporingsonderzoek nog ge-
durende een periode van maximaal een half jaar worden verwerkt om te bezien of ze 
aanleiding geven tot een nieuw strafrechtelijk onderzoek.  
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ken jurisprudentie over het gebruik van gegevens van het ANPR-systeem en 
het daaraan gekoppelde referentiebestand. 
Ten slotte moet worden beoordeeld of dergelijke restinformatie, eventu-
eel in combinatie met andere informatie, de start van een nieuw strafrechte-
lijk onderzoek en het toepassen van dwangmiddelen rechtvaardigt. Bekeken 
moet worden of de informatie voldoende betrouwbaar is om een verdenking 
van strafwaardig gedrag op te leveren. Dit kan problematisch zijn. In deze 
context kan aan het volgende voorbeeld worden gedacht. In een digitaal po-
litieel gegevensbestand is een uitgeschreven gedeelte van een getapt tele-
foongesprek over de vermeende verkoop van drugs opgeslagen. In de straf-
zaak waarin het getapte gesprek oorspronkelijk is gebruikt, is vast komen te 
staan dat het gesprek niet zag op de verkoop van de drugs. Dit laatste is 
evenwel niet opgenomen in het bewuste bestand. Hierdoor bestaat de moge-
lijkheid dat op basis van deze onjuiste informatie een nieuw opsporingson-
derzoek wordt gestart en vervolgens strafvorderlijke dwangmiddelen wor-
den ingezet tegen een onschuldige burger. Het voorgaande zou op twee 
manieren kunnen worden voorkomen. Ten eerste moeten dergelijke cruciale 
wijzigingen in de politiële gegevensbestanden worden opgenomen. De team-
leider en de zaaksofficier van het nieuwe onderzoek dienen voorts een juiste 
invulling aan de door hen uit te voeren controle te geven door te bekijken 
hoe betrouwbaar dergelijke informatie is gebleken in de oorspronkelijke 
strafzaak en voorts door aanvullende gegevens te verzamelen ter toetsing 
van de restinformatie voorafgaand aan het moment dat op basis hiervan een 
dwangmiddel wordt toegepast. Het belang van het beoordelen van de juist-
heid van dit type startinformatie is zo mogelijk nog groter als het in de be-
wijsvoering wordt betrokken door de officier van justitie. Mocht de restin-
formatie onjuist zijn of verkeerd worden geduid dan kan dit immers tot ge-
volg hebben dat een strafeis wordt geformuleerd tegen een onschuldige bur-
ger. In verband met de betrouwbaarheidstoets wordt verwezen naar eerder 
gemaakte opmerkingen over het model van vier fasen.  
Is de restinformatie afkomstig uit een nog lopend opsporingsonderzoek, 
dan beïnvloedt het aanwezig zijn van een afschermbelang de mate van ge-
formaliseerde interne controle. Bestaat er ten aanzien van het brononderzoek 
geen afschermbelang, dan kan de restinformatie, na verkregen toestemming 
van de zaaksofficier, zonder enige restrictie worden uitgegeven. Natuurlijk 
moet dan nog steeds wel worden beoordeeld dat het gaat om informatie die 
rechtmatig is verkregen en als betrouwbaar kan worden aangemerkt. In het 
geval dat het noodzakelijk wordt geacht het brononderzoek af te schermen, 
dan vindt de eerder beschreven interne procedure plaats. Deze afschermpro-
cedure formaliseert de manier waarop zichtbaar moet worden dat de recht-
matigheid van de verkregen informatie is gecontroleerd. Het Hoofd TCI die 
het afschermproces-verbaal opstelt, toetst de rechtmatigheid van de verkre-
gen informatie en de betrouwbaarheidstoets geschiedt door de teamleider en 
de zaaksofficier van het brononderzoek, maar in het bijzonder ook door de 
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teamleider en de zaaksofficier van het doelonderzoek. Zij dienen immers 
zelfstandig te beoordelen of op basis van de in het afschermproces-verbaal 
vervatte informatie voldoende verdenking bestaat om een nieuw strafrechte-
lijk onderzoek te starten en dwangmiddelen toe te passen. In een latere fase 
van het proces kan de zaaksofficier voor een nog belangrijkere afweging wor-
den gesteld, te weten de vraag of dit soort startinformatie in de bewijsvoe-
ring moet worden betrokken.  
8.4  EXTERNE CONTROLEMECHANISMEN  
De externe controle op restinformatie omvat hoofdzakelijk rechterlijke toet-
sing; concrete externe controle binnen het strafvorderlijke kader dus. Be-
zwaarlijk kan immers worden gesteld dat de toepasselijke wetgeving in uit-
gebreide normering voorziet. Dat geldt in het bijzonder ook voor de Wet 
Politiegegevens. Waar in de memorie van toelichting bij deze wet nog wordt 
gesteld dat beoogd wordt een nieuw evenwicht te brengen in de privacybe-
scherming in de zin van art. 8 EVRM en het belang van de rechtshandhaving, 
lijkt de facto én de iure het laatstgenoemde belang te prevaleren.12 Betwijfeld 
kan dan ook worden of met deze wet de privacy van degene op wie een poli-
tiegegeven betrekking heeft afdoende wordt beschermd. Wat betreft het 
gebruikmaken van restinformatie kan, in navolging hiervan, worden opge-
merkt dat de wet zo ruim is geformuleerd dat het voor de politie in veel ge-
vallen mogelijk is restinformatie voor een nieuw onderzoek aan te wenden. 
Bezien vanuit het belang van de opsporing is het zonder meer als wenselijk 
te zien dat politiegegevens zeer geruime tijd kunnen worden geraadpleegd 
en gebruikt. Vanuit het oogpunt van privacybescherming, en meer specifiek 
met het oog op het zogenaamde recht op vergetelheid, is deze nieuwe wet-
geving (op zijn minst) minder gelukkig.13 
Uit de beperkt voorhanden zijnde (gepubliceerde) jurisprudentie volgt 
dat het gebruikmaken van restinformatie op weinig bezwaren lijkt te stuiten, 
zolang de politie en het OM maar voldoende inzichtelijk maken op welke 
wijze de informatie is vergaard. Opgemerkt moet worden dat de Hoge Raad 
in twee oudere arresten zelfs geen strafprocessuele sanctie verbindt aan het 
door de politie bewust onjuist informeren over de herkomst van restinforma-
tie. Dit lijkt telkens een begrijpelijke uitkomst nu in die zaken de bedoelde 
herkomst later in de strafprocedure wel inzichtelijk werd gemaakt. In de 
casus die ten grondslag ligt aan het arrest van de Hoge Raad van 26 april 
1994 komt informatie over een drugsdeal, anders dan de verbalisant relateert, 
niet van de CID, maar van een getapt telefoongesprek in een lopend bronon-
                                                             
12  Kamerstukken II 2005-2006, 30 327, nr. 3 (MvT). 
13  Zie in een iets bredere context op dit punt Y. Buruma, ‘iOverheid’, NJB 2011, p. 670. 
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derzoek.14 De verbalisant verklaart zo te hebben gehandeld om de telefoon-
tap af te schermen. De Hoge Raad laat vervolgens de beslissing van het hof in 
stand om niet tot de niet-ontvankelijkheid van het OM over te gaan. Het hof 
komt tot deze beslissing nu er nadien alles aan is gedaan om de juiste gang 
van zaken boven water te krijgen. In de andere zaak wordt restinformatie ten 
onrechte gepresenteerd als CID-informatie.15 De Hoge Raad laat wederom de 
beslissing van het hof in stand dat niettemin geen sprake is van een ernstige 
inbreuk op de beginselen van een behoorlijke procesorde en het OM dus 
gewoon ontvankelijk is. In deze context is ook het vonnis van de Rechtbank 
Amsterdam van 18 juli 2012 van belang.16 In deze zaak start een opsporings-
onderzoek op basis van restinformatie van een lopend opsporingsonderzoek. 
De rechtbank constateert dat er ongerijmdheden bestaan tussen de als startin-
formatie gebruikte conceptversie van een proces-verbaal van een observatie-
team van het brononderzoek en de eindversie van dit proces-verbaal dat later 
opduikt en dat hiermee feitelijk onjuiste startinformatie is verstrekt. De recht-
bank merkt dit aan als schending van de beginselen van een goede procesor-
de, maar acht dit tegelijkertijd geen onrechtmatigheid waaraan de zwaarste 
strafprocessuele sanctie moet worden verbonden. Het geheel wordt meer ge-
plaatst in de sleutel van slordigheid en onzorgvuldigheid in de werkwijze en 
strafvermindering is dan ook de sanctie die volgt. De geschetste casus toont 
het risico aan dat verbonden is aan dit type startinformatie in die zin dat die 
informatie mogelijk onjuist kan zijn en uit zijn verband kan worden getrok-
ken.  
Uit andere lagere jurisprudentie volgt dat het om twee redenen van be-
lang wordt geacht om de herkomst van restinformatie inzichtelijk te maken. 
Ten eerste om het mogelijk te maken achteraf de betrouwbaarheid van dit 
type startinformatie te toetsen. Hierbij speelt de vraag of er ten tijde van het 
starten van een onderzoek op basis van restinformatie een verdenking be-
stond. Het Hof Den Haag overweegt bijvoorbeeld dat de belastende informa-
tie verkregen uit een telefoontap in een lopend brononderzoek een verden-
king oplevert om een nieuw strafrechtelijk onderzoek te starten.17 Het Hof ’s-
Hertogenbosch redeneert op een zelfde wijze en acht de als startinformatie 
gebruikte restinformatie, inhoudende een verklaring van een getuige in het 
brononderzoek, voldoende specifiek en concreet om de start van het doelon-
derzoek te rechtvaardigen.18 Hieraan doet in de zienswijze van het hof niet af 
het gegeven dat eerst zes maanden na de verklaring van de getuige een aan-
                                                             
14  Hoge Raad 26 april 1994, NJ 1994, 737. 
15  Hoge Raad 27 januari 1998, NJ 1998, 573. 
16  Rb. Amsterdam 18 juli 2012, LJN BX1952. 
17  Hof Den Haag 2 maart 2004, LJN A09434. Zie in dit verband bijvoorbeeld ook Hof 
Amsterdam 17 december 2003, LJN A05120. 
18  Hof ‘s-Hertogenbosch 26 november 2012, LJN BY4113. 
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houding volgt in het doelonderzoek. Het hof betrekt hierbij de omstandig-
heid dat de getuigenverklaring ziet op de verkoop van XTC in een beperkte 
periode in het verleden en dat derhalve de waarde van deze informatie niet 
veranderde door tijdsverloop. Het toetsen van de rechtmatigheid van de ver-
krijging van restinformatie is een tweede reden waarom de herkomst van dat 
soort informatie inzichtelijk dient te worden gemaakt. Zo overweegt het Hof 
Amsterdam, in een zaak waarin restinformatie uit een in Curaçao lopend 
brononderzoek is verstrekt aan Nederlandse opsporingsautoriteiten, dat het 
voor de verdediging op voldoende wijze mogelijk is geweest de als startin-
formatie gebruikte restinformatie op rechtmatigheid van verkrijging, verslag-
legging en overdracht te toetsen.19 De relevante stukken zijn immers aan het 
dossier toegevoegd en opsporingsambtenaren zijn dienaangaande gehoord. 
Uit deze toetsing van de rechtmatigheid blijkt niet van enige onrechtmatig-
heid en een strafprocessuele sanctie blijft dan ook uit.  
De externe controle op de rechtmatigheid en betrouwbaarheid van rest-
informatie wordt bemoeilijkt in het geval de eerder beschreven afschermpro-
cedure wordt gevolgd. De informatie wordt dan alleen intern, onder meer 
door het Hoofd TCI, gecontroleerd en vervolgens afgeschermd ingebracht in 
het doelonderzoek. Uit lagere jurisprudentie lijkt te volgen dat in een derge-
lijke situatie het belang van het afschermen van een lopend onderzoek kan 
prevaleren boven het belang van een deugdelijke externe controle.20 Het af-
schermbelang kan in het licht van art. 6 EVRM evengoed ondergeschikt wor-
den gemaakt aan de door de verdediging en rechter uit te oefenen controle in 
de nieuwe zaak. Het is dan ook goed voorstelbaar dat de rechter verlangt dat 
de afscherming wordt opgeheven en inzichtelijk wordt gemaakt hoe de rest-
informatie is verkregen. Een voorbeeld hiervan is in de (gepubliceerde) juris-
prudentie echter niet terug te vinden. Bedacht kan worden dat de afscher-
ming in ieder geval moet worden opgeheven als dit type startinformatie in 
de bewijsvoering wordt betrokken. 
Zoals gesteld lijkt uit de jurisprudentie voort te vloeien dat de herkomst 
van de restinformatie inzichtelijk moet worden gemaakt en dat hiervan on-
der omstandigheden kan worden afgeweken als er een afschermbelang be-
staat ten aanzien van een nog lopend brononderzoek.  
Vervolgens is het de vraag of de herkomst voldoende inzichtelijk wordt 
gemaakt door het proces-verbaal waarin de restinformatie is weergegeven, 
eventueel aangevuld met een verhoor van verbalisanten hieromtrent. Wel-
licht dienen immers ook de achterliggende stukken, zoals tapmachtigingen 
van de r-c, of zelfs het complete dossier van het brononderzoek waarin de 
                                                             
19  Hof Amsterdam 23 juli 2002, LJN AE7527. Zie in gelijke zin Rechtbank Middelburg 
2 februari 2012, LJNBV2662. 
20  Rb. Den Haag 8 juni 1999, NbSr 1999, 151 en Hof ‘s-Hertogenbosch 15 juni 1999, NbSr 
2000, 40.  
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restinformatie is gegenereerd te worden toegevoegd aan het dossier van het 
doelonderzoek. In verband hiermee wordt gewezen op het door Hoge Raad 
geformuleerde relevantiecriterium: het dossier moet die stukken bevatten die 
voor de verdachte in belastende of ontlastende zin redelijkerwijs van belang 
kunnen zijn.21 Een criterium dat recentelijk min of meer wettelijke veranke-
ring heeft gekregen in het tweede lid van art. 149a Sv. Hierin wordt immers 
bepaald dat tot de processtukken alle stukken behoren die voor de ter zitting 
door de rechter te nemen beslissingen redelijkerwijs van belang zijn. Er zijn 
twee momenten te bedenken waarop moet worden beoordeeld of en zo ja, 
welke stukken van het brononderzoek aan het doelonderzoek moeten wor-
den toegevoegd: het moment waarop het doelonderzoek nog in volle gang is 
en het moment waarop deze nieuwe zaak ter zitting wordt behandeld. In het 
geval het doelonderzoek nog in volle gang is, lijkt het inzichtelijk maken van 
de herkomst van de restinformatie in het bijzonder problematisch als er een 
afschermbelang bestaat ten aanzien van het brononderzoek. Op dat moment 
ontstaat immers een spanningsveld tussen het afscherm- en opsporingsbe-
lang enerzijds en het in art. 30 Sv weergegeven recht van de verdachte op 
kennisname van processtukken anderzijds.22 De Rechtbank Amsterdam 
overweegt in dit verband dat onder omstandigheden zwaarwegende opspo-
ringsbelangen kunnen maken dat stukken van een nog lopend brononder-
zoek (tijdelijk) worden onthouden.23 Wat betreft het moment van de behan-
deling ter zitting kan allereerst worden gewezen op een arrest van het Hof 
Arnhem.24 In die zaak wordt de startinformatie gevormd door tapverslagen 
afkomstig uit een afgesloten brononderzoek. Het hof overweegt dat het niet 
noodzakelijk is de gegevens uit het afgesloten brononderzoek, waaronder de 
tapmachtigingen van de r-c, te voegen in het nieuwe onderzoek. Het hof 
komt tot deze beslissing nu de restinformatie slechts als startinformatie is ge-
bruikt, de r-c de informatie heeft getoetst en de tapverslagen niet voor het be-
wijs zijn gebruikt. Een soortgelijke casus ligt ten grondslag aan een arrest van 
het Hof ‘s-Hertogenbosch.25 In casu stelt de verdediging dat de dossiers van 
de al afgesloten onderzoeken aan het onderhavige dossier moet worden toe-
gevoegd om de betrouwbaarheid en de rechtmatigheid van de als startin-
formatie gebruikte restinformatie te kunnen toetsen. Het hof overweegt ech-
ter dat dit niet nodig is nu inzichtelijk is hoe het onderhavige onderzoek is 
                                                             
21  Zie bijvoorbeeld Hoge Raad 4 januari 2000, NJ 2000, 537 m.nt. Sch. In dit verband zij 
ook gewezen op A.A. Franken, ‘Regels voor het strafdossier’, D&D 2010, p. 403-418.  
22  Zie over de art. 30-34 Sv R.H. Hermans, ‘Kennisneming van processtukken in het 
voorbereidend onderzoek in strafzaken’, D&D 2009, p. 494-526 en T. Prakken, ‘Interne 
openbaarheid in het strafproces: een bedreigd goed’, NJB 1995, p. 1451-1458. 
23  Zie de door de Rb. Amsterdam op 12 september 1997 gegeven tussenbeschikking. Zie 
hiervoor de rechtspraakbespreking door E. Meyer, NJCM-Bulletin 1998, p. 14-17.  
24  Hof Arnhem 26 januari 2005, LJN AS4073. 
25  Hof ‘s-Hertogenbosch 9 november 2009, LJN BK2534. 
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gestart, in eerste aanleg verschillende opsporingsambtenaren hieromtrent bij 
de r-c zijn verhoord en de rechtbank vervolgens geen bevel heeft gegeven de 
andere dossiers aan het onderhavige dossier toe te voegen. Het hof conclu-
deert vervolgens dat het OM, door te beslissen dat de dossiers van de afge-
sloten zaken niet worden gevoegd, gewoon ontvankelijk is. Concluderend 
lijkt het aldus niet in alle gevallen noodzakelijk te zijn (mogelijk) relevante 
gegevens uit het brononderzoek toe te voegen aan het dossier van het doel-
onderzoek. Wederom moet worden aangetekend dat dit waarschijnlijk an-
ders ligt als dit type startinformatie de functie van bewijsmiddel krijgt. 
Ten besluit dient in verband met de strafvorderlijke sanctionering van 
onrechtmatigheden op het volgende te worden gewezen. De als startinforma-
tie gebruikte restinformatie is per definitie informatie die is verkregen in een 
nog lopend of in een al afgesloten brononderzoek. Stel nu dat binnen dat 
brononderzoek onrechtmatigheden zijn begaan, denk bijvoorbeeld aan het 
zonder machtiging van de r-c tappen van een telefoon, en die informatie des-
alniettemin als restinformatie wordt ingebracht in het doelonderzoek. Gelet 
op enerzijds de werking van de Schutznorm en anderzijds een overweging 
uit het (oude) standaardarrest van de Hoge Raad over de toepassing van art. 
359a Sv, is het voor de rechter eenvoudig om geen consequenties te verbin-
den aan deze onrechtmatigheid.26 In het bewuste arrest overweegt de Hoge 
Raad immers dat art. 359a Sv slechts kan worden toegepast als de onrechtma-
tigheid is begaan in het voorbereidend onderzoek tegen de verdachte waar-
over de rechter heeft te oordelen. In het genoemde voorbeeld is de onrecht-
matigheid niet in het doelonderzoek begaan en kan de rechter, mocht er door 
de verdediging hieromtrent een verweer zijn gevoerd, eenvoudig overgaan 
tot het terzijde schuiven van art. 359a Sv. Hierdoor is feitelijk een leemte ont-
staan in de sanctionering van dergelijke onrechtmatigheden. Ter bevordering 
van de effectiviteit van de controle op restinformatie is het wenselijk dat de 
Hoge Raad zijn standaardrechtspraak aanpast in die zin dat als aannemelijk 
wordt dat met opzet een onrechtmatigheid uit een ander onderzoek wordt 
‘witgewassen’ door een nieuw onderzoek op te starten de mogelijkheid moet 
bestaan om hier een strafprocessuele sanctie aan te verbinden. 
Concluderend kan uit de beperkt voorhanden zijnde jurisprudentie wor-
den opgemaakt dat in het geval dit type startinformatie voor de start van op-
sporingsonderzoek en het aanwenden van dwangmiddelen wordt gebruikt, 
wordt volstaan met een beperkte toetsing van de betrouwbaarheid en de 
rechtmatigheid van de verkregen informatie. De herkomst van de restinfor-
matie wordt (doorgaans) voldoende inzichtelijk gemaakt met een proces-ver-
baal waarin de restinformatie is weergegeven. Verklaring hiervoor, en voor 
                                                             
26  Hoge Raad 30 maart 2004, NJ 2004, 376 m.nt. YB. Zie in dit verband ook Hoge Raad 
29 november 2005, NJ 2006, 193 en in mindere mate Hoge Raad 3 maart 2009, NJ 2009, 
140. 
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het gegeven dat gemakkelijk opsporingsonderzoeken op basis van dit soort 
informatie starten, kan worden gevonden in het gegeven dat dit type startin-
formatie is verkregen door het toepassen van tactische opsporingsmiddelen 
en derhalve, anders dan bij bijvoorbeeld de informatie van het TCI, inzichte-
lijk is uit welke bron de informatie afkomstig is, behoudens de situatie van de 
tijdelijke afscherming door middel van de afschermprocedure. Desondanks 
dient ook bij dit soort startinformatie in ogenschouw te worden genomen dat 
de informatie mogelijk onjuist is en/of uit zijn verband wordt getrokken. Dit 
gegeven brengt met zich dat ook bij dit soort startinformatie allereerst het po-
litiële onderzoeksteam en de zaaksofficier van het op te starten onderzoek 
een zelfstandige beoordeling dienen te maken van de betrouwbaarheid van 
de verstrekte informatie en zo nodig aanvullende gegevens moeten verzame-
len ter toetsing van de betrouwbaarheid ervan. De zittingsrechter is achteraf 
gehouden te beoordelen of in deze een te rechtvaardigen beslissing is geno-
men. De betrouwbaarheidstoets is van nog groter belang op het moment dat 
dit type startinformatie voor het bewijs wordt gebruikt. Ter toetsing van de 
rechtmatigheid, en met het oog op het gevaar dat onrechtmatige verkregen 
gegevens worden ingebracht in een nieuw op te starten opsporingsonder-
zoek, is het voorts doorgaans nodig achterliggende stukken toe te voegen aan 
het genoemde startproces-verbaal. Waarbij in het bijzonder kan worden ge-
dacht aan afgegeven machtiging die tot de gevolgtrekking leiden dat de in-
formatie rechtmatig is verkregen. Mochten desalniettemin twijfels blijven be-
staan over de rechtmatigheid van de verkrijging van de informatie, dan kun-
nen op dat punt een of meerdere verbalisanten worden gehoord. Aanvullend 
kan worden gesteld dat wanneer mogelijk sprake is van enige onrechtmatig-
heid in relatie tot de restinformatie, meer achterliggende stukken aan het 
dossier dienen te worden gevoegd. Het is de taak van de verdediging een 
mogelijke onrechtmatigheid aannemelijk te maken. Door bijvoorbeeld achter-
liggende stukken uit het brononderzoek aan het dossier van het doelonder-
zoek toe te voegen, wordt een uitgebreidere toetsing mogelijk gemaakt.  
8.5  SAMENVATTING, BIJZONDERHEDEN EN AANBEVELINGEN VOOR 
VERBETERDE CONTROLE 
Restinformatie kan worden gedefinieerd als de in de digitale gegevensbe-
standen van de politie opgeslagen en op tactische wijze verkregen informatie 
die in een lopend of reeds afgesloten brononderzoek ongebruikt blijft of is 
gebleven en die wordt gebruikt in een doelonderzoek. Dit type startinforma-
tie kan leiden tot de start van het doelonderzoek, kan ten grondslag worden 
gelegd aan het toepassen van dwangmiddelen en kan ook in de bewijsvoe-
ring worden betrokken. Kenmerkend aan restinformatie is dat het om infor-
matie gaat die is verkregen door het toepassen van tactische opsporingsmid-
delen en dat het informatie is die in het doelonderzoek de status van bewijs-
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middel kan krijgen. Een bijzondere situatie doet zich voor als de afscherm-
procedure wordt gevolgd, waardoor (tijdelijk en met het oog op het belang 
van het brononderzoek) de achtergrond van dit type startinformatie wordt 
achtergehouden.  
Het gebruik van dit type startinformatie in het strafproces kan risicovol 
zijn, nu het gevaar bestaat dat deze informatie onjuist is of in het nieuw op te 
starten onderzoek uit zijn verband wordt getrokken. Gevolg hiervan kan zijn 
dat een onschuldige burger te maken krijgt met ingrijpend privacyschendend 
en/of vrijheidsbenemend strafvorderlijk optreden of zelfs ten onrechte wordt 
veroordeeld. Gelet op het feit dat het om tactische informatie gaat is het risico 
hierop vele malen kleiner dan bij het gebruik van anonieme en oncontroleer-
bare meldingen van burgers in het strafproces. Risicovol is ook dat door het 
gebruik van restinformatie onrechtmatig verkregen of bewaarde gegevens 
worden ingebracht in een nieuw op te starten opsporingsonderzoek. Een mo-
gelijk rechtmatigheidsprobleem dus. Veelal moet, met het oog op een be-
trouwbaarheids- en rechtmatigheidstoets, (enigszins) inzichtelijk worden ge-
maakt op welke wijze de restinformatie is verkregen. Hiertoe bestaat vooral 
een noodzaak op het moment dat dit type startinformatie in de loop van het 
strafproces wordt aangemerkt als potentieel bewijsmiddel. Gelet op art. 149a 
Sv moet afscherming van de (achtergrond van de) restinformatie in ieder 
geval in die situatie worden opgeheven, ook al heeft dit een negatief gevolg 
voor het brononderzoek. Mocht ten besluit een onrechtmatigheid in relatie 
tot (de verkrijging van) de restinformatie aannemelijk worden gemaakt, dan 
moet dit ook een strafprocessueel gevolg kunnen hebben in het doelonder-
zoek. Door het gebruikmaken van de restinformatie in deze zaak werkt deze 
onrechtmatigheid immers ook in dit strafrechtelijk onderzoek door. Ter be-
vordering van de effectiviteit van de controle op restinformatie is het wense-
lijk als de Hoge Raad zijn standaardrechtspraak in dit verband aanscherpt in 
die zin dat als aannemelijk wordt dat met opzet een onrechtmatigheid uit een 
ander onderzoek wordt ‘witgewassen’ door een nieuw onderzoek op te star-
ten de mogelijkheid moet bestaan om hier een strafprocessuele sanctie aan te 
verbinden.  
  
 DEEL III: STARTINFORMATIE VAN INLICHTINGEN- EN VEILIGHEIDSDIENSTEN 
 
9 Informatie van de AIVD 
 
9.1 INLEIDING 
In dit deel is onderwerp van onderzoek de door de Algemene Inlichtingen- 
en Veiligheidsdienst (AIVD) en de deels onder dit overheidsorgaan ressorte-
rende Regionale Inlichtingendienst (RID) verkregen informatie die tot de 
start van een strafrechtelijk onderzoek leidt. Zijdelings wordt in dit verband 
de Militaire Inlichtingen- en Veiligheidsdienst (MIVD) belicht. Hoewel de 
taakstelling van deze inlichtingendiensten uitdrukkelijk niet de opsporing en 
vervolging van strafbare feiten omvat, kan het door hen uitgevoerde onder-
zoek wel strafrechtelijk relevante informatie opleveren. Informatie die ver-
volgens, door middel van een ambtsbericht, op een geanonimiseerde wijze 
aan politie en OM kan worden verstrekt en als startinformatie voor een straf-
rechtelijk onderzoek kan dienen. Met het inwerkingtreden van de Wet afge-
schermde getuigen is zelfs de wettelijke mogelijkheid gecreëerd om dit type 
startinformatie voor het bewijs te gebruiken. 
Aan het gebruik van informatie van inlichtingendiensten in het strafpro-
ces zijn gevaren verbonden. Allereerst bestaat het risico dat de inlichtingen-
dienst onbedoeld onjuiste informatie verstrekt. Dit kan zich voordoen als een 
door de inlichtingendienst gerunde informant onware informatie doorspeelt. 
Mocht die informatie verband houden met een terroristisch misdrijf, dan 
zullen de tactische recherche en de zaaksofficier zonder veel nader onder-
zoek snel tot strafrechtelijk ingrijpen (willen) overgaan, waardoor de privacy 
of de vrijheid van een onschuldige burger wordt aangetast. Reeds hier moet 
worden aangetekend dat de kans hierop vele malen kleiner is dan bij andere 
vormen van anonieme startinformatie, zoals bij de anonieme tips van bur-
gers. Allereerst toetst de inlichtingendienst namelijk zelf uitgebreid de be-
trouwbaarheid van de verstrekte informatie en bovendien legt de landelijk 
officier van justitie voor terrorismebestrijding eenzelfde toets aan voordat het 
ambtsbericht naar een lokaal OM wordt doorgestuurd. Het tweede risico 
heeft te maken met de rechtmatigheid van informatievergaring. Hoewel mag 
worden verwacht dat de Nederlandse inlichtingendiensten informatie op een 
rechtmatige wijze verkrijgen, kunnen de ogen niet gesloten worden voor het 
gegeven dat de internationale inlichtingenmatige samenwerking het gevaar 
meebrengt dat ook een Nederlandse inlichtingendienst gebruik maakt van 
informatie die op onrechtmatige wijze is verkregen. Informatie die via het 
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ambtsbericht zijn weg naar het strafproces vindt. De onrechtmatigheid kan 
een schending van de privacy zijn, maar kan ook gelegen zijn in de schen-
ding van (andere) fundamentele rechten van de verdachte of derden, bijvoor-
beeld door deze te mishandelen of anderszins onder zware druk te zetten ter 
verkrijging van bruikbare informatie of door informatie te verkrijgen in strijd 
met het instigatieverbod. Voorts kan een strafvorderlijk en art. 6 EVRM ra-
kend probleem schuilen in het vermeende achterhouden dan wel niet willen 
prijsgeven van mogelijk ontlastende informatie. Het gebruik van informatie 
van inlichtingendiensten in het strafproces levert het risico van outsourcen op, 
in die zin dat politie en OM doelbewust en met het oog op het buiten toepas-
sing blijven van strafvorderlijke waarborgen strafrechtelijk onderzoek als het 
ware uitbesteden aan een inlichtingendienst om vervolgens van deze infor-
matie gebruik te kunnen maken in het strafproces. Ten slotte brengt de door 
inlichtingendiensten gehanteerde methodiek van datamining een risico (on-
juiste duiding van informatie) en een bezwaar (het op grote schaal schenden 
van de privacy van niet-verdachte burgers) met zich die in de hoofdstukken 
over het verkennend onderzoek en de verdachte financiële transacties al 
uitvoerig zijn beschreven.  
De risico’s die samenhangen met het gebruik van informatie van inlich-
tingendiensten in het strafproces (kunnen) dwingen tot een scherpe toetsing 
van de betrouwbaarheid én de rechtmatigheid (van de verkrijging) van dit 
soort gegevens. Deze controle wordt bemoeilijkt door de afgeschermde wijze 
van verstrekking van informatie door de inlichtingendiensten die voorname-
lijk is ingegeven door de in het kader van de staatsveiligheid bestaande 
noodzaak om toegepaste methodieken en geraadpleegde (menselijke) bron-
nen geheim te houden. Het is evident dat het voorgaande sterk de mogelijk-
heden beperkt om (de verkrijging van) dat soort informatie in het strafproces 
te controleren, mogelijk zelfs op een manier die op gespannen voet staat met 
art. 6 EVRM. Bijvoorbeeld door het achterhouden van mogelijk ontlastende 
informatie of door het niet willen prijsgeven van informatie die noodzakelijk 
is om de rechtmatigheid van het handelen van de inlichtingendiensten te 
controleren. Denk bij dit laatste onder meer aan het prijsgeven van informatie 
over mogelijke instigatie van de verdachte door een door een inlichtingen-
dienst ingezette menselijke bron. De fundamentele vraag rijst dan ook of in 
het strafproces wel te allen tijde gebruik kan of zou moeten worden gemaakt 
van de door deze diensten vergaarde informatie en zo ja, onder welke om-
standigheden. Verdere differentiatie kan vervolgens worden aangebracht in 
de wijze van gebruik: alleen voor de start van een strafrechtelijk onderzoek 
of ook voor het bewijs. Het voorgaande noopt in eerste instantie tot een on-
derzoek naar de manier waarop de inlichtingendiensten hun informatie ver-
zamelen, naar de wijze waarop dat soort informatie aan politie en OM wordt 
verstrekt en welke rol deze gegevens kunnen of mogen spelen in het straf-
proces. In dit verband wordt bekeken welke in- en externe controlemecha-
nismen bestaan ten aanzien van de (verkrijging van de) door deze diensten 
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vergaarde informatie. Hierbij wordt gedifferentieerd naar de controle die 
plaatsvindt binnen het strafvorderlijke kader en de controlemechanismen die 
daarbuiten zijn gecreëerd. Verder worden de mogelijkheden van strafproces-
suele sanctionering van in dit verband begane onrechtmatigheden belicht. 
Ten slotte worden aanbevelingen gedaan voor het verbeteren van controle-
mechanismen. Hierbij worden de art. 6 en art. 8 EVRM betrokken.  
9.2  INLICHTINGEN- EN VEILIGHEIDSDIENSTEN IN HISTORISCH PERSPECTIEF 
9.2.1  Het ontstaan van inlichtingen- en veiligheidsdiensten  
De Nederlandse inlichtingendiensten vinden hun oorsprong in de periode 
vlak voor de Eerste Wereldoorlog. Met het oog op het verloop van de Eerste 
Wereldoorlog houdt de derde sectie van de Generale Staf (GS III) zich bezig 
met militaire contraspionage.1 Na enkele naams- en taakwijzigingen wordt in 
augustus 1949 de Binnenlandse Veiligheidsdienst (BVD) opgericht, de voor-
loper van de AIVD. De oprichting geschiedt bij een als vertrouwelijk aange-
merkt Koninklijk Besluit.2 Het taakveld van de BVD verandert met de jaren. 
In het begin ligt de nadruk op het in kaart brengen van de dreiging die uit-
gaat van het communisme. Het doen van onderzoek naar extremisme en 
terrorisme zijn voorbeelden van aandachtsgebieden waarop de BVD zich 
later meer en meer richt.  
Eerst in het jaar 1972 worden regels omtrent de taak, organisatie, werk-
wijze en samenwerking van de Nederlandse inlichtingendiensten openbaar 
gemaakt in de (betrekkelijk summiere) Regeling inlichtingen- en veiligheids-
diensten.3 In de regeling wordt gewag gemaakt van een drietal inlichtingen-
diensten: de Binnenlandse Veiligheidsdienst, de Militaire Inlichtingendienst 
(MID) en de Inlichtingendienst Buitenland (IDB). Wat betreft de (wijze van) 
externe verstrekking van gegevens, waaronder de strafrechtelijk relevante in-
formatie aan politie en OM, is in de regeling slechts opgenomen dat de hoof-
den van de onderscheidenlijke diensten hiervoor zorg dragen. Iets uitvoeri-
ger is de informatieverstrekking door de strafvorderlijke overheid aan de in-
lichtingendiensten geregeld. Het OM dient relevante informatie te verstrek-
ken en hieromtrent kan overleg plaats vinden tussen de betrokken procu-
reur-generaal en het hoofd van één van de betrokken diensten. Enige jaren na 
inwerkingtreding van de besproken regeling groeit vanuit het parlement de 
                                                             
1  D. Engelen, Geschiedenis van de Binnenlandse Veiligheidsdienst, Den Haag: Sdu 1995 en 
A.B. Hoogenboom, ‘De politieke inlichtingendienst bij de Rotterdamse politie (1880-
1940)’, Tijdschrift voor de politie 1985, p. 475-478. 
2  KB van 8 augustus 1949, nr. 51.  
3  Stb. 1972, 437. 
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behoefte aan een wettelijke regeling voor de inlichtingendiensten. De nood-
zaak van democratische controle ligt hieraan ten grondslag.4 De wettelijke 
regeling komt er met de inwerkingtreding van de Wet op de inlichtingen- en 
veiligheidsdiensten (Wiv-oud) in het jaar 1987.5 
In art. 8 van de Wiv-oud worden de wettelijke taken van de BVD opge-
somd. Kort gezegd komt het neer op het verzamelen van informatie over 
organisaties en personen die een gevaar vormen voor de staatsveiligheid, het 
verrichten van veiligheidsonderzoeken in het kader van de vervulling van 
vertrouwensfuncties en het geven van beveiligingsadviezen aan overheid en 
bedrijfsleven om hen te wapenen tegen spionage. Opmerkelijk genoeg wordt 
in de Wiv-oud niet uitgewerkt welke (bijzondere) methoden door de BVD 
kunnen én mogen worden ingezet om informatie te vergaren. De BVD wordt 
ter uitvoering van zijn taken decentraal ondersteund. Uit art. 18 Wiv-oud 
volgt namelijk dat onder andere de korpschefs en aangewezen ondergeschik-
ten van de gemeentepolitie werkzaamheden verrichten ten behoeve van de 
BVD. Hiermee wordt gedoeld op de RID. Het werkveld van de MID wordt in 
art. 9 Wiv-oud beschreven. Vanzelfsprekend ligt het taakaccent van deze 
dienst meer op het militaire vlak. Voor de volledigheid zij opgemerkt dat de 
Wiv-oud ook de IDB vermeldt. Zoals uit de naam blijkt, houdt deze dienst 
zich bezig met het verzamelen van relevante gegevens over het buitenland. 
Overigens wordt deze laatste inlichtingendienst enige jaren later opgeheven.6  
In de Wiv-oud is de wederzijdse informatieoverdracht tussen onder andere 
de BVD en de strafvorderlijke overheid op een zelfde wijze geregeld als in de 
eerder besproken regeling. Strafrechtelijk relevante gegevens kunnen op 
grond van art. 11 en 12 Wiv-oud via het hoofd BVD of de Minister van Bin-
nenlandse Zaken worden verstrekt aan politie en OM.7 Hieromtrent kan op 
basis van art. 22 lid 3 Wiv-oud overleg plaatsvinden tussen de betrokken 
procureur-generaal van het OM en het genoemde hoofd. Overigens is de 
communicatie in de praktijk belegd bij een landelijk officier van justitie.8 Het 
leidende criterium voor verschaffing van strafrechtelijk relevante gegevens 
door de BVD aan politie en OM wordt gevormd door de vraag of dit nood-
zakelijk is voor de uitvoering van de taken van de BVD, zo volgt uit art. 16 
Wiv-oud. A contrario kan hieruit worden afgeleid dat het belang van de op-
sporing van strafbare feiten bij een dergelijke informatieverstrekking geen rol 
                                                             
4  Kamerstukken II 1981-1982, 17 363, nr. 3 (MvT).  
5  Stb. 1987, 635. 
6  Een en ander blijkt uit de memorie van toelichting behorende bij de Wet op de inlich-
tingen- en veiligheidsdiensten 2002, Kamerstukken II 1997-1998, 25 877, nr. 3 (MvT).  
7  Waar in dit verband de BVD wordt vermeld, kan mutatis mutandis de MID worden ge-
lezen. 
8  Kamerstukken II 1995-1996, 24 072, nr. 15 (bijlage VI behorende bij het eindrapport ‘In-
zake Opsporing’ van de Parlementaire Enquêtecommissie Opsporingsmethoden).  
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speelt. Dat de BVD niets met strafrechtelijke opsporing van doen lijkt te heb-
ben, wordt nog eens onderstreept door het bepaalde in art. 20 Wiv-oud. Uit 
dit artikel blijkt dat de medewerkers van de BVD geen opsporingsbevoegd-
heid bezitten.  
In verband met het voorgaande moet worden vermeld dat de toenmalige 
Ministers van Justitie en Binnenlandse Zaken begin jaren ’90 van de vorige 
eeuw in een notitie ingaan op het gebruik van door de BVD vergaarde in-
formatie in het strafproces.9 Geconcludeerd wordt dat dergelijke gegevens 
vrijwel probleemloos tot de start van een strafrechtelijk onderzoek kunnen 
leiden en bovendien voor het bewijs kunnen worden gebruikt. Strafvorderlij-
ke problemen, zoals de (on)mogelijkheid van toetsing van de betrouwbaar-
heid en rechtmatigheid van dergelijke informatie, die in een dergelijk geval 
kunnen bestaan worden in deze notitie ten onrechte gemarginaliseerd.  
Uit het bovenstaande volgt dat door de wetgever én de wetgeving een 
wat ambivalent beeld wordt geschetst wat betreft de rol van de BVD bij de 
opsporing van strafbare feiten. Enerzijds wordt de BVD hierin geen enkele 
rol toegedicht. Anderzijds worden wel degelijk verbanden gecreëerd tussen 
de BVD en politie en OM, wordt informatie-uitwisseling mogelijk gemaakt 
en wordt aangegeven dat informatie van de BVD (vrijwel probleemloos) tot 
de start van opsporingsonderzoek kan leiden en zelfs voor het bewijs kan 
worden gebruikt. Gelet op het voorgaande kan dan ook worden gesteld dat 
de iure de BVD en de door hem verzamelde informatie wel degelijk een rol 
kan spelen in de opsporing van strafbare feiten. De Commissie Van Traa con-
cludeert dat deze inlichtingendienst zich ook de facto op strafvorderlijk ter-
rein begeeft. 
9.2.2  De Commissie Van Traa  
Het eerder genoemde onderzoek van de Commissie Van Traa naar onder 
meer de rechtmatigheid van opsporingsmethoden en de organisatie, het 
functioneren van en de controle op de opsporing, is ook van belang voor dit 
hoofdstuk. De commissie richt haar onderzoek voor een deel namelijk ook op 
de BVD en de onder haar ressorterende RID. Gemeend wordt dat het van 
belang is voor het beeld van de organisatie en het functioneren van de op-
sporing dat inzicht wordt verkregen in de methoden die de inlichtingen-
dienst inzet bij de bestrijding van de georganiseerde criminaliteit.10 De com-
missie merkt allereerst op dat de BVD niet op eigen initiatief onderzoek ver-
richt naar strafbare feiten. Wel constateert de commissie dat de BVD op een 
                                                             
9  Notitie ‘bewijskracht in het strafproces van informatie en technisch materiaal verkre-
gen door de BVD’, Kamerstukken II 1991-1992, 22 463, nr. 4.  
10  Kamerstukken II 1995-1996, 24 072, nrs. 10 en 11 (eindrapport ‘Inzake Opsporing’ van de 
Parlementaire Enquêtecommissie Opsporingsmethoden).  
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drietal manieren een rol kan spelen in strafrechtelijke onderzoeken. Ten eer-
ste door in bijzondere gevallen met liaisons deel te nemen aan dergelijke 
onderzoeken. Deze liaisons hebben tot taak na te gaan welke informatie van 
de BVD mogelijk relevant is voor het opsporingsonderzoek. Voorts kan de 
BVD door hem vergaarde gegevens via een ambtsbericht van het hoofd BVD 
ter beschikking stellen aan politie en OM. Hieraan voorafgaand vindt enige 
toetsing plaats van de informatie en de wijze waarop deze is vergaard door 
de landelijk officier van justitie. Ten slotte maakt de politie in incidentele ge-
vallen gebruik van de technische kennis van de BVD. In een dergelijk geval 
vinden de activiteiten van de medewerkers van de inlichtingendienst plaats 
onder verantwoordelijkheid van politie en OM.  
De Commissie Van Traa concludeert in haar eindrapport dat sprake is 
van een drievoudige crisis in de opsporing: ontbrekende normen, een niet 
goed functionerende organisatie en problemen in de gezagsverhoudingen. 
Deze conclusie raakt ten dele ook de rol van de BVD in het strafproces. De 
commissie stelt allereerst dat de BVD geen politietaken dient uit te voeren en 
dat medewerkers van de BVD dus ook geen rol in een opsporingsonderzoek 
mogen vervullen. Voorts meent zij dat het gebruik van informatie van de 
BVD in het strafproces beter moet worden geregeld. In dit verband dringt de 
commissie vooral erop aan de rol van de landelijk officier van justitie te ver-
stevigen. Het optreden van deze officier dient een wettelijke basis te krijgen. 
In het verlengde hiervan volgt de belangwekkende aanbeveling dat de lande-
lijk officier van justitie daadwerkelijk in staat moet worden gesteld de recht-
matigheid te onderzoeken van de wijze waarop de aan het ambtsbericht ten 
grondslag liggende gegevens zijn verkregen. Hiertoe dient aan hem inzage te 
worden verschaft in alle relevante gegevens die ten grondslag liggen aan het 
ambtsbericht. Ambtsberichten van de BVD kunnen een wezenlijke rol spelen 
in het strafproces. Zij kunnen immers als startinformatie dienen en zelfs voor 
het bewijs worden gebruikt. In een dergelijk geval mag geen enkele discussie 
ontstaan over de wijze waarop de informatie is verkregen. Het voorgaande 
dwingt in de ogen van de commissie tot een rechtmatigheidstoetsing door de 
genoemde officier.  
Een laatste belangrijke aanbeveling van de commissie ziet op de onder-
zoeksmethoden die de BVD ter vervulling van zijn taak inzet. In zekere zin 
bestaat in die tijd voor enkele methoden (zoals het tappen van telefoonge-
sprekken en het opnemen van vertrouwelijke communicatie) een wettelijke 
grondslag. In art. 139a t/m 139c Sr (oud) is immers een strafuitsluitingsgrond 
geformuleerd voor het geval de BVD dergelijke methoden toepast na een 
verkregen ministeriële last. Niettemin meent de commissie dat dergelijke bij-
zondere onderzoeksmethoden een meer expliciete wettelijke grondslag moe-
ten krijgen, zeker waar een inbreuk op grondrechten wordt gemaakt. Een 
dergelijke notie wordt vlak voor het instellen van de commissie ook al ver-
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woord door de Afdeling bestuursrechtspraak van de Raad van State.11 Het 
hoogste bestuursrechtelijke rechtscollege oordeelt in die zaak dat de Wiv-oud 
niet regelt onder welke omstandigheden en met toepassing van welke mid-
delen de BVD informatie mag verzamelen. Aldus is niet voldaan aan de in 
het tweede lid van art. 8 EVRM gestelde eis dat de overheid (lees in casu de 
BVD) de privacy van burgers slechts mag aantasten als hiervoor een wettelij-
ke basis bestaat. Een schending van art. 8 lid 1 EVRM is hiermee gegeven. 
Een ander niet onbelangrijk punt uit deze uitspraak heeft betrekking op de 
vraag of de burger de werkzaamheden van de BVD wel voldoende kan laten 
controleren. Geconcludeerd wordt dat dit niet het geval is. Een schending 
van art. 13 EVRM wordt dan ook aangenomen. 
9.2.3  De Commissie Kalsbeek 
Ook de bevindingen van de al besproken Commissie Kalsbeek, die werd 
ingesteld om de effecten van de aanbevelingen van de eerstgenoemde com-
missie te volgen en te evalueren, is hier van belang.12 Een eerste opvallende 
bevinding van de commissie is dat de ruime taakomschrijving van de BVD 
kan maken dat hij zich richt op de georganiseerde criminaliteit. De BVD kan 
immers onderzoek doen naar bepaalde vormen van criminaliteit op het mo-
ment dat hierdoor een gevaar ontstaat voor de democratische rechtstaat. In 
dit verband kan bijvoorbeeld worden gedacht aan de situatie dat de integri-
teit van het openbaar bestuur wordt aangetast door dat type criminaliteit. 
Logischerwijs kan dergelijk onderzoek resulteren in de verstrekking van een 
ambtsbericht aan het OM. Het voorgaande geeft steun aan de gedachte dat 
de BVD zich wel degelijk op het speelveld van de strafvorderlijke overheid 
kan begeven.  
In relatie tot de door de BVD aan politie en OM te verstrekken ambtsbe-
richten wordt opgemerkt dat hieromtrent overleg plaatsvindt met de lande-
lijk officier van justitie. Deze officier ziet ook alle onderliggende gegevens die 
bij het ambtsbericht horen. De commissie geeft aan dat op deze manier de 
hardheid van de door de BVD gegenereerde informatie wordt beoordeeld. 
Een betrouwbaarheidstoets dus. Opmerkelijk genoeg lijkt (nog steeds) geen 
sprake te zijn van de door de Commissie Van Traa aanbevolen rechtmatig-
heidstoets. 
Het werk van de RID wordt eveneens belicht door de Commissie Kals-
beek. Zoals eerder aangegeven fungeert deze inlichtingendienst als regionale 
voorpost van de BVD, maar heeft hij ook tot taak de informatieverzameling 
in opdracht van de burgemeester in het kader van de openbare orde. De 
                                                             
11  Afd. bestuursrechtspraak RvS 9 juni 1994, AB 1995, 238 m.nt. Beers.  
12  Kamerstukken II 1998-1999, 26 269, nrs. 4-5 (eindrapport ‘Opsporing in uitvoering’ van 
de Tijdelijke commissie evaluatie opsporingsmethoden).  
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commissie werpt de haast retorische vraag op of deze twee stromen van 
informatie wel binnen één dienst gescheiden kunnen worden gehouden. 
Direct daarop wordt de vraag ontkennend beantwoord: van een strikte schei-
ding van de informatie die deze verschillende methoden oplevert, kan nau-
welijks sprake zijn. Voorts doet de commissie een belangwekkende aanbeve-
ling. Zij acht het noodzakelijk dat een wettelijke basis wordt gecreëerd voor 
de informatieverzameling in het kader van de openbare orde. Een wettelijke 
basis die breder is dan het algemeen taakstellende art. 2 Politiewet 1993. Op 
het werk van de RID in het kader van de openbare orde wordt overigens in 
een volgend hoofdstuk ingegaan.  
Een laatste relevante opmerking ziet op het ongeregeld zijn van de door 
de BVD in te zetten informatievergarende methoden. Geconstateerd wordt 
dat er een wetsvoorstel aanhangig is, waarin de bevoegdheden van de BVD 
en de door haar toe te passen onderzoeksmethoden worden geregeld. Dit 
wetsvoorstel resulteert in de Wet op de inlichtingen- en veiligheidsdiensten 
2002 (Wiv).13 
9.2.4  De Wet op de inlichtingen- en veiligheidsdiensten 2002 
Met de inwerkingtreding van de Wiv zien de BVD en de MID hun onder-
scheidenlijke taken uitgebreid.14 Deze uitbreiding leidt ook tot een naamswij-
ziging. De BVD wordt omgedoopt tot AIVD, de MID tot MIVD. Op grond 
van art. 6 Wiv doet de AIVD onderzoek naar organisaties en personen die 
een gevaar vormen voor de staatsveiligheid (de zogenaamde a-taak van de 
AIVD), verricht hij veiligheidsonderzoeken (de b-taak), geeft hij beveiligings-
adviezen aan overheid en bedrijfsleven (de c-taak) en verricht hij onderzoek 
naar andere landen (de d-taak). Deze taakstelling maakt dat de AIVD onder 
meer onderzoek doet naar terrorisme, radicalisering, extremisme en de ver-
spreiding (de proliferatie) van massavernietigingswapens. In dat kader richt 
de AIVD zijn aandacht meer en meer op risico’s en dreigingen die van buiten 
de landsgrenzen komen.15 In 2006 krijgt de AIVD een vijfde taak toebedeeld, 
te weten het opstellen van dreigings- en risicoanalyses ten behoeve van de 
beveiliging van personen, en de bewaking en beveiliging van bepaalde objec-
ten en diensten (de e-taak).16 De MIVD ziet zijn wettelijke taken op internati-
onaal vlak uitgebreid. Zo blijkt bijvoorbeeld uit art. 7 Wiv dat deze dienst 
onderzoek met een militaire relevantie dient te verrichten naar andere lan-
den.  
                                                             
13  Stb. 2002, 148. 
14  Kamerstukken II 1997-1998, 25 877, nr. 3 (MvT).  
15  In dit verband wordt gewezen op het jaarverslag 2010 van de AIVD, te raadplegen via 
www.aivd.nl.  
16  Zie hiervoor Stb. 2006, 574. 
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Misschien van nog groter belang dan de naamswijziging en de taakuit-
breiding van de inlichtingendiensten is dat de Wiv voorziet in een wettelijke 
regeling van twee onderwerpen: de inzet van bijzondere onderzoeksmetho-
den en het instellen van een onafhankelijke commissie van toezicht, de Com-
missie van Toezicht voor de Inlichtingen- en Veiligheidsdiensten (CTIVD).17 
De wettelijke regeling is op dit punt in het bijzonder ingegeven door de eer-
dergenoemde uitspraak van het hoogste bestuursrechtelijke rechtscollege. De 
in de Wiv-oud gehanteerde scheiding tussen het inlichtingenwerk en de op-
sporing van strafbare feiten blijft gehandhaafd. In art. 9 Wiv wordt immers 
aangegeven dat de medewerkers van de inlichtingendiensten geen opspo-
ringsbevoegdheid bezitten. Overigens moet wat betreft de raakvlakken tus-
sen de inlichtingendiensten en de strafvorderlijke overheid het volgende 
worden opgemerkt. De in de jaren na de aanslagen van 11 september 2001 
geconcipieerde (materieel- en formeelrechtelijke) wetgeving ter bestrijding 
van terrorisme heeft gemaakt dat de strafvorderlijke overheid zich steeds 
meer op het speelveld van in het bijzonder de AIVD kan begeven.18 Dit gege-
ven kan problemen en risico’s meebrengen. Denk bijvoorbeeld aan de situatie 
dat de door de AIVD gerunde agent (dit is een burger of een medewerker 
van de AIVD die gericht informatie inwint over een persoon of groepering 
waarnaar de AIVD een onderzoek verricht) ook als verdachte in beeld is bij 
een politieel onderzoeksteam. Op het moment dat deze agent in voorarrest 
wordt genomen, kan dit het onderzoek van de AIVD stukmaken. Voorts kan 
de verschuiving in wetgeving, gecombineerd met de ruime mogelijkheid van 
wederzijdse informatie-uitwisseling en het gegeven dat de AIVD en de straf-
vorderlijke overheid zich deels op elkaars speelveld begeven, de kans op 
misbruik vergroten. Het voorgaande kan immers ertoe leiden dat politie en 
OM het vergaren van informatie uitbesteden, het eerdergenoemde outsourcen, 
aan de AIVD met als doel het doelbewust omzeilen van strafvorderlijke 
waarborgen.  
9.3  DE START 
De door inlichtingendiensten vergaarde informatie kan de start van een straf-
rechtelijk onderzoek inluiden. Alvorens hierop in te gaan, volgt een schets 
van de mogelijkheden en bevoegdheden die deze diensten bezitten om in-
formatie te verkrijgen. Ter uitvoering van hun wettelijke taken staat de AIVD 
en de MIVD een groot aantal middelen ter beschikking. Deze (bijzondere) 
onderzoeksmethoden kunnen ook door de RID worden ingezet op het mo-
ment dat dit politieonderdeel in opdracht van de AIVD werkzaamheden 
                                                             
17  Zie par. 1.6.  
18  Zie ook P.D. van Hees, ‘De AIVD en het strafrecht’, AA 2007, p. 210-217.  
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verricht. Een en ander volgt uit art. 60 Wiv. Uit de praktijk blijkt echter dat de 
bijzondere onderzoeksmethoden in de meeste gevallen exclusief door de 
AIVD worden toegepast en niet door de RID. De informatievergarende me-
thoden worden uitgewerkt in art. 17 tot en met 33 Wiv.19 Allereerst creëert 
art. 17 Wiv een algemene bevoegdheid om informatie op te vragen. Deze 
bepaling verplicht de bevraagde persoon of instantie niet de informatie daad-
werkelijk te verstrekken. Een wetsvoorstel dat bepaalde bestuursorganen zou 
verplichten informatie aan de inlichtingendiensten te verstrekken, is begin 
2011 ingetrokken.20  
Vervolgens worden de aan de diensten toegekende bijzondere onder-
zoeksmethoden nader uitgewerkt. Ten aanzien van de inzet van deze metho-
den gelden enkele algemene (wettelijk vastgelegde) uitgangspunten. Aller-
eerst mag de AIVD deze onderzoeksbevoegdheden slechts inzetten in het ka-
der van het onderzoek naar organisaties en personen die een gevaar vormen 
voor de staatsveiligheid (a-taak) en in het onderzoek naar andere landen (de 
d-taak). Voor de MIVD geldt een soortgelijke beperking. Ten tweede wordt 
het aanwenden van deze bevoegdheden slechts toelaatbaar geacht als dit 
voor de uitvoering van de taken van de inlichtingendiensten noodzakelijk is, 
zo volgt uit art. 18 Wiv. Voorts blijkt uit art. 19 Wiv dat voorafgaand aan de 
inzet van dergelijke methoden ministeriële toestemming (of in sommige ge-
vallen toestemming van het hoofd van een dienst) benodigd is. Ten slotte 
moet in dit verband zijn voldaan aan de beginselen van proportionaliteit en 
subsidiariteit. Een en ander kan worden afgeleid uit art. 31 en 32 Wiv.  
De door de inlichtingendiensten toe te passen bijzondere methoden zijn 
onder meer de observatie, het doorzoeken van besloten plaatsen en het tap-
pen van telecommunicatie. Wat betreft het in art. 25 Wiv geregelde tappen 
van telecommunicatie, dat valt onder de Signals Intelligence (ook wel 
SIGINT), moet worden opgemerkt dat dit alleen gericht plaats kan vinden, in 
die zin dat deze bevoegdheid alleen tegen een (vooraf) bepaald individu of 
tegen een concreet aangeduide groepering mag worden ingezet. Een bijzon-
dere bevoegdheid is te vinden in art. 26 en 27 Wiv. Deze artikelen legitimeren 
het ongericht verkennen en de interceptie van niet-kabelgebonden telecom-
municatie. Hierbij kan worden gedacht aan het ongericht opvangen en op-
slaan van satellietsignalen en mobiel telefoonverkeer.21 Op dat moment 
wordt er nog geen kennis genomen van de inhoud van deze communicatie. 
                                                             
19  Zie in dit verband E.R. Muller, ‘De geheime dienst gecontroleerd’, AA 2009, p. 223-232.  
20  Dit wetsvoorstel wordt bij brief van 17 maart 2011 ingetrokken door de Minister van 
Binnenlandse Zaken, Kamerstukken II 2010-2011, 30 553, nr. 18. De wijzigingen zagen op 
het verbeteren van de mogelijkheden om onderzoek te doen naar en maatregelen te 
nemen tegen terroristische en andere gevaren, Kamerstukken II 2005-2006, 30 553, nr. 2 
(MvT).  
21  Zie de brochure over de MIVD, te raadplegen via www.defensie.nl/mivd.  
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Eerst op het moment dat de noodzaak wordt gevoeld een selectie te maken 
van de op die manier binnengehaalde gegevens en hiervan ook kennis te 
nemen, is op grond van het derde lid van art. 27 Wiv ministeriële toestem-
ming vereist. Rondom de grootschalige interceptie van niet-kabelgebonden 
telecommunicatie is in 2013 (politieke) commotie ontstaan.22 In relatie tot de 
tapbevoegdheid van art. 25 Wiv moet worden opgemerkt dat in het eind 
2013 uitgebrachte evaluatierapport van de Wiv voorstellen worden gedaan 
voor het uitbreiden van deze bevoegdheid, in die zin dat het mogelijk zou 
moeten worden ook kabelgebonden informatie ongericht te tappen. 23 De ef-
fectiviteit van het functioneren van de inlichtingendiensten wordt hieraan 
ten grondslag gelegd. In het rapport wordt aangegeven dat deze verruiming 
van onderzoeksmogelijkheden gepaard moet gaan met het versterken van 
het externe toezicht. In dit licht wordt geopperd de bestaande Commissie 
van Toezicht betreffende de Inlichtingen- en Veiligheidsdiensten (CTIVD) 
direct na het ongericht tappen van telecommunicatie een bindend rechtma-
tigheidsoordeel te laten uitspreken over het gebruik van de aldus binnenge-
haalde informatie. Hoewel het alleszins begrijpelijk is, de voortschrijdende 
technologie en de nieuwe communicatiemogelijkheden in ogenschouw geno-
men, dat de wens bestaat de bevoegdheden van de inlichtingendiensten op 
dit punt te verruimen, komt de aanbeveling op zijn zachtst gezegd op een on-
gunstig moment. De PRISM-affaire en de commotie over het op grote schaal 
binnenhalen van metadata uit de ether ligt immers nog zeer vers in het maat-
schappelijke en politieke geheugen. Het is dan ook maar de vraag of in dat 
klimaat politieke bereidheid bestaat om de inlichtingendiensten juist op dit 
punt meer armslag te geven. 
Ten slotte kan in dit verband een belangrijke wijze van informatieverga-
ring niet onvermeld blijven. Gedoeld wordt op de gegevens die worden ver-
kregen door human intelligence (ook wel HUMINT). Dit wordt als een essenti-
eel onderdeel van het inlichtingenwerk beschouwd. Kennis verkregen via 
menselijke bronnen stelt de inlichtingendiensten namelijk in staat (op ander 
wijze) vergaarde informatie beter te duiden en contextueel te plaatsen.24 Hu-
                                                             
22  In de nasleep van de Snowden-affaire is immers het handelen van de Nederlandse in-
lichtingendiensten en de voor hen verantwoordelijke ministers, Plasterk ten aanzien 
van de Algemene Inlichtingen- en Veiligheidsdienst (AIVD) en Hennis in relatie tot de 
Militaire Inlichtingen- en Veiligheidsdienst (MIVD), ter discussie komen te staan. Kern-
achtig ging het om het verzamelen van 1,8 miljoen metadata (dat zijn de gegevens die 
samenhangen met telecommunicatie, zoals een telefoonnummer, een IP-nummer, een 
e-mailadres of locatiegegevens) van telefoonverkeer door de inlichtingendiensten en 
het verstrekken van deze gegevens aan de NSA. 
23  Bijlage bij Kamerstukken II 2013-2014, 33820, nr. 1 (Evaluatie Wiv. Naar een nieuwe 
Balans tussen bevoegdheden en waarborgen). 
24  Zo volgt uit gesprekken met mensen uit de praktijk en uit Y. Buruma, ‘De AIVD en de 
grenzen van de democratische rechtsstaat’, lezing uitgesproken op het op 1 september 
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man intelligence wordt verkregen door gebruik te maken van informanten en 
agenten. Een informant wordt door de wetgever aangeduid als de natuurlijke 
persoon die door de positie waarin hij verkeert of de hoedanigheid die hij 
heeft over gegevens beschikt of kan beschikken die voor een goede taakuit-
voering van de dienst van belang kunnen zijn. Kort gezegd is een informant 
dus een persoon die kennis heeft van relevante informatie en daarover wordt 
bevraagd. Het runnen van informanten wordt gelegitimeerd door de alge-
mene informatievergarende bevoegdheid van art. 17 lid 1 onder a Wiv. Een 
verdere procedure hoeft niet te worden doorlopen. Wel pleegt de AIVD 
voorafgaand aan de inzet van een informant (onverplicht) ministeriele toe-
stemming te vragen ex art. 19 Wiv.25 Belangrijk is ten slotte nog te vermelden 
dat de omgang met informanten en de nog te bespreken agenten wordt be-
heerst door art. 15 Wiv. Uit dit artikel volgt dat de diensten verplicht zijn tot 
geheimhouding van hun bronnen én tot het waarborgen van hun veiligheid. 
De identiteit van een menselijke bron wordt, indachtig het laatstgenoemde 
artikel, dan ook nooit door een inlichtingendienst prijsgegeven. Deze situatie 
is vergelijkbaar met het afschermen van de identiteit van een door de CIE 
gerunde informant.  
Op grond van art. 21 Wiv kunnen ook agenten worden ingezet. Dit kan 
een medewerker van de inlichtingendienst zijn of een burger. Een agent is 
een natuurlijke persoon die doelbewust door een dienst wordt ingezet om 
gericht gegevens te verzamelen die voor de taakuitvoering van die dienst 
van belang kan zijn.26 Deze omschrijving neigt naar de (nauwelijks gebruikte) 
strafvorderlijke informant van art. 126v Sv, maar ook naar de infiltrant van 
art. 126h Sv dan wel art. 126w Sv. De agent is gehouden een informatieposi-
tie te verwerven en te behouden ten aanzien van een target (individu of groe-
pering waarnaar onderzoek wordt verricht).27 De agent wordt hierin ge-
stuurd door de inlichtingendienst. De sturing en de contacten met de agent 
vinden plaats door een zogenaamde operateur.28 Dit kan ook een medewer-
                                                             
2005 georganiseerde symposium Vrijheid versus Veiligheid: 60 jaar AIVD. In dit ver-
band kan aan het volgende voorbeeld worden gedacht. Stel dat de AIVD een onder-
zoek verricht naar een groep linkse extremisten. In deze groep runt de AIVD een in-
formant. Uit een getapt telefoongesprek wordt opgevangen dat ‘er volgende week mu-
ziek zal worden gemaakt in Den Haag’. Naar deze opmerking bevraagd, geeft de in-
formant aan dat hiermee wordt bedoeld dat een aanslag wordt beraamd op het ge-
bouw van de Tweede Kamer in Den Haag. 
25  Zie het Toezichtsrapport nr. 8b van de CTIVD, te raadplegen via www.ctivd.nl. 
26  De definitie van informanten en agenten volgt uit de memorie van toelichting bij de 
Wiv, Kamerstukken II 1997-1998, 25 877, nr. 3 (MvT).  
27  D. van der Bel, A.M. van Hoorn & J.J.T.M. Pieters, Informatie en Opsporing. Handboek 
informatieverwerving, -verwerking en -verstrekking ten behoeve van de opsporingspraktijk, 
Zeist: Uitgeverij Kerckebosch 2013. 
28  Zie het Toezichtsrapport nr. 8b van de CTIVD, te raadplegen via www.ctivd.nl. 
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ker van de RID zijn. De inzet van de agent vindt plaats onder verantwoorde-
lijkheid en (schriftelijke) instructie van de inlichtingendienst. Die instructie 
kan zelfs de toestemming tot het plegen van strafbare feiten behelzen. Hier-
omtrent vindt afstemming plaats met de landelijk officier van justitie terro-
rismebestrijding.29 Een belangrijke beperking van het werk van de agent is 
voorts in het vierde lid van art. 21 Wiv te vinden. Hierin wordt bepaald dat 
de agent zijn target niet mag uitlokken. De minister dient op grond van art. 19 
Wiv voorafgaand toestemming te geven tot de inzet van een agent. Deze be-
voegdheid kan worden gemandateerd. De toestemming wordt telkens voor 
een periode van drie maanden verleend.30 In de mate van sturing schuilt het 
verschil tussen informant en agent: de informant wordt slechts bevraagd 
naar informatie, terwijl de agent gericht wordt ingezet om informatie te ver-
zamelen. In de praktijk blijkt de scheidslijn tussen deze twee typen bronnen 
erg dun te zijn.31 
Met gebruikmaking van de omschreven middelen verrichten de inlich-
tingendiensten hun onderzoek. De aldus verkregen informatie wordt, in de 
vorm van een ambtsbericht, op eigen initiatief gedeeld met externe partijen, 
waaronder het OM. Een advies van de Contra Terrorisme-infobox (CT-info-
box) kan daarnaast ook ertoe leiden dat een ambtsbericht wordt uitgegeven.32 
Inlichtingendiensten delen de door hen verkregen gegevens met anderen, nu 
het doen van onderzoek door deze diensten in de kern tot doel heeft de ver-
antwoordelijke instanties tijdig te waarschuwen voor mogelijke bedreigingen 
van in het bijzonder de staatsveiligheid.33 De inlichtingdiensten zijn er dus 
hoofdzakelijk op gericht om informatie te verzamelen, deze informatie te 
analyseren om ten slotte andere instanties in staat te stellen om op basis van 
de geanalyseerde informatie passende maatregelen te nemen. Een passende 
maatregel kan een strafrechtelijke interventie zijn.  
                                                             
29  Zie het Toezichtsrapport nr. 7 van de CTIVD, te raadplegen via www.ctivd.nl. 
30  In het eerdergenoemde ingetrokken wetsvoorstel ter wijziging van de Wiv was overi-
gens opgenomen dat de toestemming telkens voor een periode van één jaar kon wor-
den verleend. Zie hiervoor Kamerstukken II 2005-2006, 30 553, nr. 2 (MvT). 
31  Zie het Toezichtsrapport nr. 8b van de CTIVD, te raadplegen via www.ctivd.nl. 
32  De CT-infobox is een samenwerkingsverband tussen AIVD, MIVD, IND, KLPD, OM 
en FIOD-ECD. De CT-infobox heeft tot doel het leveren van een bijdrage aan de be-
strijding van (met name islamitisch) terrorisme. Hiertoe wordt in de CT-infobox infor-
matie van de deelnemende organisaties bijeengebracht, met elkaar vergeleken en ge-
analyseerd. Deze analyse kan leiden tot een advies aan bijvoorbeeld de AIVD om een 
ambtsbericht uit te doen gaan naar het OM. Zie omtrent de CT-infobox het Toezichts-
rapport nr. 12 van de CTIVD, te raadplegen via www.ctivd.nl. 
33  Zo volgt uit de memorie van toelichting bij de Wiv, Kamerstukken II 1997-1998, 25 877, 
nr. 3 (MvT).  
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De ambtsberichten worden op grond van art. 36 en 38 Wiv aan het OM 
verstrekt.34 De Handleiding informatieverstrekking van en door AIVD en 
MIVD regelt de procedure van informatieoverdracht tussen de inlichtingen-
diensten en politie en OM.35 Bovendien wordt hierin nader uitgeweid over de 
rol van de landelijk officier voor terrorismebestrijding. In de praktijk blijken 
vrijwel alle ambtsberichten op basis van het laatstgenoemde artikel te wor-
den uitgegeven. Het betreft hier een discretionaire bevoegdheid. De inlich-
tingendiensten zijn niet gehouden strafrechtelijk relevante informatie uit te 
geven.36 De AIVD verstrekt veel meer ambtsberichten aan het OM dan de 
MIVD.37 Het aantal ambtsberichten dat de AIVD uitgeeft, is overigens de 
laatste jaren wel afgenomen. In de periode 2004-2005 werden nog enkele hon-
derden ambtsberichten per jaar uitgegeven. De laatste jaren is dat aantal ge-
slonken tot enkele tientallen per jaar.38 In dit verband is het goed te vermel-
den dat in het geval de in ondergeschiktheid aan de AIVD werkende RID 
stuit op informatie die zich leent voor verstrekking aan het OM dat ook via 
een ambtsbericht van de AIVD gaat. Het soort gegevens dat aan het OM 
wordt uitgegeven, laat zich in twee typen opsplitsen. Het eerste type omvat 
de informatie die valt binnen de taak van de dienst, zoals de over een terro-
ristische groepering vergaarde gegevens. Het tweede type ziet op de zoge-
naamde bijvangst. Denk hierbij aan de partij wapens of drugs waarop een in-
lichtingendienst stuit gedurende zijn inlichtingenmatige onderzoek.  
Een aan het OM te verstrekken ambtsbericht komt op de volgende wijze 
tot stand. Allereerst wordt een interne procedure binnen de AIVD en de 
MIVD doorlopen. Deze interne procedure valt wel voor een deel samen met 
externe controle door de landelijk officier van justitie terrorismebestrijding. 
Deze officier toetst immers de uit te geven informatie door de hieraan ten 
grondslag liggende gegevens in te zien en te vergelijken met de inhoud van 
het ambtsbericht. De wettelijke grondslag voor dit inzagerecht is te vinden in 
                                                             
34  Zie het Toezichtsrapport nr. 9a van de CTIVD, te raadplegen via www.ctivd.nl. Rap-
port 9b ziet op de door de AIVD verstrekte ambtsberichten in de periode januari 2004 
tot oktober 2005, te raadplegen via www.ctivd.nl. 
35  Zie D. van der Bel, A.M. van Hoorn & J.J.T.M. Pieters, Informatie en Opsporing. Handboek 
informatieverwerving, -verwerking en -verstrekking ten behoeve van de opsporingspraktijk, 
Zeist: Uitgeverij Kerckebosch 2013. 
36  Zie ook de memorie van toelichting bij de Wiv, Kamerstukken II 1997-1998, 25 877, nr. 3 
(MvT). In de memorie van toelichting wordt wel aangegeven dat op het moment dat 
sprake is van een ernstig misdrijf er nauwelijks ruimte is om van het verstrekken van 
een ambtsbericht af te zien.  
37  Gemiddeld geeft de MIVD 10 ambtsberichten per jaar uit aan het OM. Zie Toezichts-
rapport 9b dat betrekking heeft op de door de MIVD verstrekte ambtsberichten in de 
periode januari 2004 tot januari 2006, te raadplegen via www.ctivd.nl. 
38  Zie in dit verband Toezichtsrapporten nr. 9a en 29 van de CTIVD, te raadplegen via 
www.ctivd.nl.  
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het derde lid van art. 38 Wiv. Na de controle door de landelijk officier van 
justitie terrorismebestrijding wordt een definitieve versie van het ambtsbe-
richt opgesteld en verstrekt aan het OM. De vorm waarin het ambtsbericht 
wordt gegoten vertoont grote gelijkenis met die van het TCI-proces-verbaal, 
in die zin dat de informatie geanonimiseerd wordt uitgegeven. Geraadpleeg-
de bronnen en toegepaste methodieken worden niet prijsgegeven. De lande-
lijk officier stuurt dit ambtsbericht vervolgens door naar de lokale (recher-
che)officier van justitie. Op basis van deze informatie kan worden besloten 
tot de start van een opsporingsonderzoek en de inzet van dwangmiddelen. 
9.4  INTERNE CONTROLEMECHANISMEN 
Voorafgaand aan het verstrekken van een ambtsbericht aan het OM wordt 
binnen de AIVD en de MIVD dus een interne procedure doorlopen. Bij de 
AIVD wordt de eerste stap in de uitgifte van een ambtsbericht gevormd door 
de constatering dat mogelijk strafrechtelijk relevante informatie is verkregen. 
Doorgaans zoekt het team binnen de AIVD dat dergelijke gegevens heeft ver-
zameld hierop contact met de landelijk officier van justitie terrorismebestrij-
ding.39 Deze officier beoordeelt of het daadwerkelijk informatie betreft die 
relevant is voor de opsporing. Wordt door de AIVD een acute dreiging gesig-
naleerd, dan kan het voorkomen dat vooraf geen afstemming plaatsvindt met 
de landelijk officier. Geeft deze officier aan dat het relevante informatie be-
treft, dan wordt een concepttekst van het ambtsbericht opgesteld door een 
analist of bewerker van het team dat de strafrechtelijk relevante gegevens 
heeft vergaard. Logischerwijs is deze tekst gebaseerd op de door de AIVD 
verkregen gegevens. Hierop wordt de concepttekst tezamen met de onderlig-
gende gegevens ter goedkeuring aan de teamleider voorgelegd. De onderlig-
gende informatie bestaat bijvoorbeeld uit de uitwerkingen van telefoontaps, 
rapporten over afgeluisterde vertrouwelijke communicatie of informatie van 
een agent of informant. Vervolgens beoordeelt de afdeling Kabinet en Juridi-
sche Aangelegenheden (KJA) de concepttekst. Daarna wordt contact opge-
nomen met de landelijk officier van justitie terrorismebestrijding en vindt 
overleg plaats over de inhoud van het uit te geven ambtsbericht. De officier 
voert vervolgens een betrouwbaarheidstoets uit door de tekst van het ambts-
bericht te bekijken in de context van de inlichtingenmatige informatie die er 
aan ten grondslag ligt. Hierop volgend wordt een definitieve versie van het 
ambtsbericht opgesteld. De afdeling KJA en de directeur van de binnen de 
AIVD betrokken directie moeten vervolgens akkoord geven voor verstrek-
                                                             
39  Zie Toezichtsrapporten nr. 9a en 29 van de CTIVD, te raadplegen via www.ctivd.nl en 
de bijbehorende brief d.d. 5 juli 2006 van de toenmalige Minister van Binnenlandse Za-
ken, Kamerstukken II 2005-2006, 29 924, nr. 13.  
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king van (de definitieve versie van) het ambtsbericht. Eerst op dat moment 
wordt het ambtsbericht door het (plaatsvervangend) Hoofd AIVD onderte-
kend en verstrekt aan de landelijk officier van justitie terrorismebestrijding.  
De interne procedure binnen de MIVD is op een iets andere wijze vorm-
gegeven.40 Op het moment dat medewerkers van de zogenaamde productie-
afdelingen van de MIVD stuiten op strafrechtelijk relevante informatie, 
wordt de informatie overgedragen aan de Afdeling Juridische Zaken (AJZ). 
De AJZ concipieert de concepttekst van het ambtsbericht en stelt het achter-
liggende dossier samen. In deze fase wordt al contact opgenomen met de lan-
delijk officier van justitie terrorismebestrijding en vindt overleg plaats over 
de inhoud van het uit te geven ambtsbericht. De landelijk officier van justitie 
terrorismebestrijding toetst het ambtsbericht op een gelijke wijze als het 
ambtsbericht van de AIVD. Vervolgens wordt de concepttekst van het ambts-
bericht ter controle voorgelegd aan het (plaatsvervangend) Hoofd Productie. 
Op het moment dat deze functionaris akkoord is met de verstrekking van het 
ambtsbericht, wordt het ambtsbericht gecontroleerd en ondertekend door de 
Directeur van de MIVD. Het ambtsbericht wordt ten slotte verstrekt aan de 
landelijk officier van justitie terrorismebestrijding. 
Hoewel de geschetste interne procedures verschillen, vertonen ze op één 
punt een belangrijke gelijkenis: de aan het ambtsbericht ten grondslag lig-
gende informatie wordt zowel in de procedure bij de AIVD als die binnen de 
MIVD getoetst op betrouwbaarheid.41 Deze beoordeling verschilt al naar ge-
lang de wijze waarop de gegevens zijn verkregen. Zo wordt verondersteld 
dat de informatie afkomstig uit een technische bron betrouwbaar is. In dit 
verband kan worden gedacht aan gegevens verkregen door een telefoontap 
of het door signaalinterceptie verkregen materiaal. Dit ligt anders in het ge-
val het om gegevens gaat die door gebruikmaking van human intelligence zijn 
verkregen. Bij deze laatste categorie vindt een afweging plaats of het daad-
werkelijk betrouwbare informatie betreft. Op grond van het vierde lid van 
art. 12 Wiv moet het te verstrekken ambtsbericht vervolgens ook zijn voor-
zien van een oordeel over de mate van betrouwbaarheid van de aldus uit te 
geven informatie. Een en ander natuurlijk onder geheimhouding van bron-
nen en toegepaste werkwijze. Uit het voorgaande volgt dat een ambtsbericht 
van de AIVD en de MIVD (en de wijze waarop het wordt geconcipieerd) 
                                                             
40  Zie het Toezichtsrapport nr. 9b van de CTIVD, te raadplegen via www.ctivd.nl en de 
bijbehorende brief d.d. 11 oktober 2006 van de toenmalige Minister van Defensie, Ka-
merstukken II 2006-2007, 29 924, nr. 14. 
41  Zie Toezichtsrapporten nr. 9a en 9b van de CTIVD, te raadplegen via www.ctivd.nl. 
Een en ander wordt bevestigd in Toezichtsrapport nr. 29 van de CTIVD. In dit laatste 
rapport is onderzocht of de door de AIVD verstrekte ambtsberichten in de periode ok-
tober 2005 tot en met mei 2010 voldoen aan de wettelijke vereisten van verwerking en 
externe verstrekking van (persoons)gegevens. 
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gelijkenis vertoont met een TCI-proces-verbaal. Het ambtsbericht wordt im-
mers net als een proces-verbaal van het TCI intern gecontroleerd, uitgegeven 
onder geheimhouding van geraadpleegde bronnen en toegepaste methodie-
ken én voorzien van een betrouwbaarheidsoordeel.  
9.5  EXTERNE CONTROLEMECHANISMEN  
9.5.1  De landelijk officier van justitie terrorismebestrijding 
De schakelfunctie die de huidige landelijk officier van justitie terrorismebe-
strijding vervult tussen politie en OM enerzijds en de inlichtingdiensten an-
derzijds, bestaat al geruime tijd. Al onder de werking van de Wiv-oud was 
de communicatie in het kader van de wederzijdse informatieoverdracht feite-
lijk bij één landelijk officier van justitie belegd. Overigens wordt deze officier 
in de Wiv-oud niet genoemd. Naar de letter van de wet was de procureur-
generaal gehouden in overleg te treden met de inlichtingendiensten. Een en 
ander volgt uit het derde lid van art. 22 Wiv-oud. Zoals eerder opgemerkt, 
dringt de Commissie Van Traa in haar eindrapport erop aan de rol van deze 
landelijk officier te verstevigen. Gemeend werd dat zijn optreden een wette-
lijke basis diende te krijgen. Voorts werd aanbevolen dat deze officier in staat 
wordt gesteld de rechtmatigheid te toetsen van de wijze waarop de aan het 
ambtsbericht ten grondslag liggende gegevens zijn verkregen. Enige jaren 
later constateert de Comissie Kalsbeek dat de rol van de landelijk officier 
weliswaar nog niet wettelijk is vastgelegd, maar dat omtrent te verstrekken 
ambtsberichten wel overleg met hem plaatsvindt. Vast wordt gesteld dat 
deze officier op dat moment alle onderliggende gegevens ziet die bij het 
ambtsbericht horen. Een en ander om de hardheid van de informatie te be-
oordelen. Zoals al aangegeven, lijkt hiermee alleen te worden gedoeld op een 
uit te voeren betrouwbaarheidstoets.  
Met de inwerkingtreding van de Wiv wordt de rol van de landelijk offi-
cier in art. 38 wettelijk verankerd en in de Handleiding informatieverstrek-
king van en door AIVD en MIVD wordt hierover nader uitgeweid. Bepaald 
wordt dat het ambtsbericht aan hem wordt verstrekt. Eerder bleek al dat 
reeds in de fase van het concipiëren van het ambtsbericht door de inlichtin-
gendiensten contact wordt opgenomen met deze officier en overleg plaats-
vindt over de inhoud van het uit te geven ambtsbericht. Het derde lid van 
het genoemde artikel creëert bovendien een inzagerecht voor de landelijk of-
ficier van justitie. Bepaald wordt dat inzage wordt gegeven in alle aan het 
ambtsbericht ten grondslag liggende gegevens die voor de beoordeling van 
de juistheid van het ambtsbericht noodzakelijk zijn. Hiermee wordt gedoeld 
op een betrouwbaarheidstoets en niet op de controle van de rechtmatigheid 
van de wijze waarop de informatie is verkregen. Uit de praktijk blijkt dat het 
wel degelijk voorkomt dat de landelijk officier van justitie terrorismebestrij-
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ding de rechtmatigheid van de vergaring van informatie door de inlichtin-
gendienst toetst.42 De controle van deze officier is gelet op het voorgaande 
aan te merken als concrete externe controle binnen het strafvorderlijk kader.  
Logischerwijs zou uit het vorige moeten volgen dat een ambtsbericht niet 
wordt uitgegeven in het geval de landelijk officier van mening is dat de aan 
het ambtsbericht ten grondslag liggende informatie onbetrouwbaar is en/of 
onrechtmatig is verkregen. Eveneens brengt het voorgaande met zich dat de 
landelijk officier van justitie terrorismebestrijding gehouden is elk ambtsbe-
richt te beoordelen alvorens hij het doorgeleidt naar een lokaal parket. Dat is 
tenminste één keer niet gebeurd, zo blijkt uit het arrest van het Hof Den 
Haag van 21 februari 2013.43 Dat is een onwenselijke situatie. Deze officier is 
immers als enige functionaris in de strafrechtelijke keten in staat om te verifi-
eren of het ambtsbericht een juiste weergave vormt van de door de AIVD 
verzamelde informatie. Hem komt immers een wettelijk vastgelegd inzage-
recht toe. Ten slotte moet worden vermeld dat het inzagerecht ook een ge-
heimhoudingsplicht met zich brengt. Een en ander volgt uit art. 38 lid 3 jo 85 
en 86 Wiv. Deze geheimhoudingsplicht kan slechts worden doorbroken op 
het moment dat de Minister van Binnenlandse Zaken en de Minister van 
Justitie gezamenlijk de landelijk officier van deze verplichting ontheffen.  
9.5.2  De recherche- en zaaksofficier en de tactische recherche  
Eerst op het moment dat de interne procedure bij de inlichtingendienst is 
doorlopen, de landelijk officier van justitie terrorismebestrijding de betrouw-
baarheid en in sommige gevallen de rechtmatigheid van de (wijze van ver-
krijging van de) informatie heeft getoetst en het ambtsbericht door het 
(plaatsvervangend) Hoofd AIVD is ondertekend, wordt het ambtsbericht 
verstrekt aan de landelijk officier van justitie terrorismebestrijding. De lande-
lijk officier van justitie geleidt dit ambtsbericht naar de lokale (recherche)of-
ficier van justitie. Deze laatste officier kan vervolgens, in samenspraak met 
zijn politiële onderzoeksteam, besluiten tot de start van een strafrechtelijk 
onderzoek en het inzetten van strafvorderlijke dwangmiddelen. Uit het voor-
gaande vloeit voort, en dat is wederom belangrijk om op te merken, dat bij 
de tactische recherche alsook de zaaksofficier alleen de informatie bekend is 
die in het ambtsbericht is opgetekend en dat zij dus ook niet op de hoogte 
zijn van de achtergrond van deze informatie of de wijze waarop deze is ver-
kregen. De landelijk officier van justitie terrorismebestrijding kan, vanwege 
de uit de Wiv voortvloeiende geheimhoudingsplicht, de zaaksofficier noch 
                                                             
42  D. van der Bel, A.M. van Hoorn & J.J.T.M. Pieters, Informatie en Opsporing. Handboek in-
formatieverwerving, -verwerking en -verstrekking ten behoeve van de opsporingspraktijk, Zeist: 
Uitgeverij Kerckebosch 2013. 
43  Hof Den Haag 21 februari 2013, LJN BZ1878. 
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de tactische recherche inlichten over de achtergrond van het ambtsbericht. 
De landelijk officier kan slechts aangeven dat hij de inhoud van de informatie 
heeft getoetst aan de onderliggende gegevens en dat hij achter de inhoud van 
het uitgegeven ambtsbericht staat. De wetenschap van de zaaksofficier en de 
tactische recherche over de achtergrond van het ambtsbericht is dus per defi-
nitie (zeer) onvolledig. In die zin verkeren de zaaksofficier en de tactische 
recherche wat betreft hun informatiepositie dus in een vergelijkbare positie 
als de verdediging en de zittingsrechter. Opgemerkt moet worden dat in de 
context van de (informatie van de) AIVD in het bijzonder het belang van de 
staatsveiligheid eraan ten grondslag ligt dat een ambtsbericht op een geano-
nimiseerde wijze wordt verstrekt aan de procespartijen. In die zin kan een 
parallel worden getrokken met het verstrekken van een TCI-proces-verbaal, 
zij het dat hoogstwaarschijnlijk het belang van de staatsveiligheid nog zwaar-
der zal wegen dan het afschermingsbelang dat in het kader van het TCI een 
rol speelt. Deze notie brengt met zich dat er in het verloop van het strafpro-
ces maar beperkte mogelijkheden zullen zijn om de betrouwbaarheid dan 
wel de rechtmatigheid van de verkrijging van de in het ambtsbericht vervatte 
informatie te toetsen. Anders geformuleerd kan al op deze plek de stelling 
worden betrokken dat het voor de verdediging verre van eenvoudig zal zijn 
te bewerkstelligen dat openheid van zaken over de achtergrond van het 
ambtsbericht wordt gegeven en dat het bovendien niet de zaaksofficier dan 
wel de tactische recherche is die voor deze openheid kan zorgen.  
Niettegenstaande het voorgaande kan op de schouders van de tactische 
recherche en de zaaksofficier de verplichting rusten om de betrouwbaarheid 
van de in het ambtsbericht opgenomen informatie te controleren op het mo-
ment dat de hierin vervatte gegevens voor de start van een opsporingsonder-
zoek en het toepassen van dwangmiddelen worden gebruikt. Deze controle 
kan als concrete externe controle binnen het strafvorderlijk kader worden 
aangemerkt. De eerder beschreven vier fasen zijn hierop van toepassing en 
een gelijkenis lijkt te kunnen worden getrokken met de andere vormen van 
anonieme startinformatie, te weten de anonieme tips van burgers en de TCI-
informatie. Die vergelijking gaat echter om meerdere redenen niet op nu de 
AIVD zijn informatie ook kan hebben verkregen zonder dat een menselijke 
bron is geraadpleegd. Een telefoontap kan bijvoorbeeld de aanleiding hebben 
gevormd tot het verstrekken van een ambtsbericht. Deze notie in combinatie 
met het gegeven dat de betrouwbaarheid van de uit te geven informatie in-
tern door de AIVD wordt getoetst alvorens een ambtsbericht wordt verstrekt 
en het gegeven dat bovendien de landelijk officier een zelfde toets uitvoert, 
geeft evenwel kleur aan de noodzaak en de omvang van het aanvullende 
onderzoek door de tactische recherche. In deze context speelt eveneens een 
rol dat een ambtsbericht zeer wel betrekking kan hebben op een te plegen 
terroristisch misdrijf. Vanwege het gevaarzettende en spoedeisende karakter 
van de in een dergelijk ambtsbericht vervatte informatie kan het te billijken 
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zijn dat in dat geval in het geheel wordt afgezien van het verrichten van aan-
vullend onderzoek.  
Blijft nog over het toetsen van de rechtmatigheid van het handelen van 
de AIVD door de zaaksofficier dan wel de tactische recherche. Zowel de facto 
als de iure bestaat hiervoor geen ruimte. Hooguit de landelijk officier kan op 
dit punt enige mate van toetsing verrichten. Hij zal de zaaksofficier, gelet op 
zijn geheimhoudingsplicht, hierover echter niet of nauwelijks kunnen infor-
meren. Slechts kan worden aangegeven dat zich geen onrechtmatigheden 
hebben voorgedaan. De zaaksofficier zal moeten vertrouwen op het rechtma-
tige handelen van de inlichtingendienst en op de juistheid van de medede-
lingen door zijn collega-officier. De wetenschap van de zaaksofficier over de 
achtergrond van het uitgegeven ambtsbericht is dus per definitie (zeer) on-
volledig en in die zin kan de zaaksofficier de rechtmatigheid van het hande-
len van de AIVD niet controleren. 
9.5.3  Rechterlijke controle  
De in het ambtsbericht vervatte informatie komt binnen het bereik van rech-
terlijke controle. Deze controle kan worden aangemerkt als concrete externe 
controle binnen het strafvorderlijk kader, op het moment dat het OM derge-
lijke gegevens in het strafproces betrekt. Deze informatie maakt immers on-
derdeel uit van het aan de strafrechter voor te leggen dossier in het geval op 
basis hiervan een opsporingsonderzoek wordt gestart en dwangmiddelen 
worden toegepast. Rechterlijke controle doet zich merendeels voor als de ver-
dediging een verweer voert omtrent het gebruik van dergelijke gegevens in 
het strafproces. Een dergelijk verweer strekt doorgaans in de kern ertoe dat 
de informatie van inlichtingendiensten onvoldoende op betrouwbaarheid en 
rechtmatigheid kan worden gecontroleerd en derhalve niet voor de start van 
een opsporingsonderzoek dan wel voor het bewijs mag worden gebruikt. In 
verband met de mogelijkheden van toetsing van dit type startinformatie en 
de mogelijkheden van gebruik ervan in het strafproces wordt in het navol-
gende eveneens de Wet afgeschermde getuige besproken. 
9.5.3.1  Het gebruik van informatie van inlichtingendiensten in het strafproces  
De uitspraak van de Rechtbank Rotterdam van 18 december 2002 in de zoge-
naamde Eik-zaak markeert het begin van de vorming van jurisprudentie over 
het gebruik van informatie van inlichtingendiensten in het strafproces.44 Heel 
                                                             
44  Rb. Rotterdam 18 december 2002, LJN AF2141. Zie voor een overzicht van jurispruden-
tie ook M. Hirsch Ballin, ‘Een vreemde eend in de bijt van de opsporing’, DD 2009, p. 
281-302 en zie ook M. Hirsch Ballin, Anticipative criminal investigation. Theory and coun-
terterrorism practice in the Netherlands and the United States, Den Haag: TMC Asser Press. 
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specifiek wordt voor het eerst ingegaan op het aanwenden van dat soort 
gegevens voor de start van een opsporingsonderzoek en het toepassen van 
dwangmiddelen. Dit vonnis leidt uiteindelijk tot het nog te bespreken stan-
daardarrest van de Hoge Raad van 5 september 2006.45 In casu start het straf-
rechtelijk onderzoek naar met terrorisme samenhangende strafbare feiten op 
basis van twee door de BVD uitgebrachte ambtsberichten. Puur en alleen 
deze ambtsberichten leiden tot het openen van een gerechtelijk vooronder-
zoek (GVO), het doorzoeken van woningen en de aanhouding van de ver-
dachte. Aanvullend strafvorderlijk onderzoek ter verificatie van de ambtsbe-
richten levert niets op of wordt niet verricht. Het vonnis laat dat in het mid-
den. De rechtbank oordeelt dat de door de inlichtingendienst verzamelde in-
formatie wél tot de start van een opsporingsonderzoek kan leiden, maar dat 
het aanmerken van een persoon als verdachte (het doen ontstaan van een 
verdenking) niet alleen op dit soort informatie kan worden gebaseerd. Ter 
motivering van dit laatste overweegt de rechtbank dat de inlichtingenmatige 
gegevensverzameling niet plaatsvindt in het kader van een strafrechtelijk 
onderzoek met als doel bewijs tegen een verdachte te verzamelen en dat der-
halve strafrechtelijke waarborgen ontbreken. Onder andere de aanhouding 
van de verdachte en de verrichte doorzoekingen worden dan ook onrechtma-
tig geacht. De rechtbank lijkt in dit oordeel zwaar mee te laten wegen dat de 
ambtsberichten niet worden ondersteund door aanvullende door de tactische 
recherche verzamelde informatie, dat met andere woorden strafvorderlijke 
dwangmiddelen puur en alleen zijn toegepast op basis van informatie van 
een inlichtingendienst. Een en ander leidt tot bewijsuitsluiting, uiteindelijk 
resulterend in een vrijspraak. De uitspraak doet veel stof opwaaien en spoort 
de wetgever aan tot het indienen van het wetsvoorstel over de afgeschermde 
getuige.46 Dit laatste om de bruikbaarheid van ambtsberichten in het straf-
proces te vergroten, vooral voor de bewijsvoering. Betwijfeld kan worden of 
de commotie van toen geheel terecht was. De rechtbank oordeelt immers wel 
dat een ambtsbericht als startinformatie in het strafproces kan worden ge-
bruikt. 
Het vonnis van de rechtbank wordt ogenblikkelijk door de advocatuur 
aangegrepen om ook in andere zaken verweer te voeren tegen het gebruik 
van informatie van inlichtingendiensten in het strafproces. Zo stelt de verde-
diging in een andere zaak, in de raadkamerprocedure rondom de voorlopige 
hechtenis, al op 31 december 2002 dat de aanhouding van de verdachte op 
                                                             
45  Hoge Raad 5 september 2006, NJ 2007, 336, m.nt. Sch. 
46  Zie in dit verband de memorie van toelichting bij de Wet Afgeschermde getuigen, Ka-
merstukken II 2003-2004, 29 743, nr. 3 en L. van Wifferen, ‘Intelligence in het strafpro-
ces’, NJB 2003, p. 617-621 en A. Sennef, ‘Afgeschermde getuige’, Advocatenblad 2004, 
p. 866-868.  
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basis van informatie van de AIVD onrechtmatig was.47 Hiertoe wordt aange-
voerd dat de aanhouding slechts was gegrond op één ambtsbericht van deze 
inlichtingendienst. De Rotterdamse raadkamer verwerpt het verweer. Zij 
oordeelt dat in casu het ambtsbericht tot de aanname van een verdenking en 
de daaropvolgende inzet van dwangmiddelen kon leiden. In dit verband 
wordt ten eerste overwogen dat het ambtsbericht vanwege zijn gedetailleerd-
heid de vrucht lijkt van langdurig onderzoek. Verder wordt cruciaal geacht 
dat de aan het ambtsbericht ten grondslag liggende gegevens (op rechtma-
tigheid) zijn getoetst door de landelijk officier van justitie terrorismebestrij-
ding. In hoger beroep bevestigt het Haagse hof de beslissing van de raadka-
mer en overweegt in dat kader dat de informatie van de AIVD onder meer 
zijn bevestiging vindt in informatie die is verkregen gedurende een eerdere 
doorzoeking gericht tegen een andere verdachte. Anders geformuleerd be-
staat er in deze zaak aanvullende informatie die de inhoud van het ambtsbe-
richt ondersteunt en is het toepassen van dwangmiddelen dus niet puur en 
alleen gebaseerd op informatie van de AIVD.48 Het hof oordeelt voorts dat 
ook de resultaten van niet-strafrechtelijk onderzoek, zoals de verzameling 
van gegevens door inlichtingendiensten, tot de aanname van een verdenking 
kan leiden. Wel dient dergelijke informatie voldoende concreet te zijn. Een 
eis die eerder al zichtbaar werd bij de informatie afkomstig van het TCI en de 
anonieme meldingen van burgers. Met deze twee raadkamerbeslissingen 
wordt het eerst besproken vonnis van de Rotterdamse rechtbank in de Eik-
zaak gerelativeerd.  
In de zaak die ten grondslag ligt aan het vonnis van Rechtbank Rotter-
dam van 5 juni 2003 wordt wederom verweer gevoerd tegen het starten van 
een onderzoek en het toepassen van dwangmiddelen op basis van twee 
ambtsberichten van de AIVD.49 De verdediging voert aan dat de inlichtingen-
dienst de informatie op onrechtmatige wijze heeft vergaard, nu de gegevens 
zijn verzameld onder de werking van de Wiv-oud. In die wet zijn geen expli-
ciete bepalingen opgenomen over het toepassen van privacyschendende on-
derzoeksmethoden door de inlichtingendiensten en daardoor levert het aan-
wenden van deze methoden in de zienswijze van de verdediging strijd op 
met art. 8 EVRM. De rechtbank verwerpt het verweer. Zij oordeelt dat de in-
lichtingendienst de in het ambtsbericht vervatte gegevens mogelijk heeft ver-
kregen in strijd met art. 8 EVRM en dat de rechtmatigheid van de verkrijging 
van deze informatie in het strafproces verder niet kan worden getoetst. Niet-
temin kunnen dergelijke gegevens wel degelijk als startinformatie dienen en 
een strafrechtelijke verdenking doen ontstaan.50  
                                                             
47  Rb. Rotterdam 31 december 2002, LJN AF2581. 
48  Hof Den Haag 17 januari 2003, LJN AF3039. 
49  Rb. Rotterdam 5 juni 2003, LJN AP9546. 
50  Zie voor een soortgelijk oordeel Rb. Rotterdam 10 maart 2006, LJN AV5108. 
Hoofdstuk 9 205 
 
――― 
 
 
Eerst in 2006 laat de Hoge Raad zich in de Eik-zaak uit over het gebruik 
van informatie van inlichtingendiensten in het strafproces.51 Het hoogste 
rechtscollege overweegt in dit standaardarrest allereerst dat uit de wetsge-
schiedenis volgt dat de rechter geen structurele rol is toebedeeld bij het toet-
sen van het (rechtmatige) handelen van de inlichtingendiensten. In de ziens-
wijze van de Hoge Raad neemt dit echter niet weg dat in het geval het van de 
inlichtingendiensten afkomstige materiaal voor het bewijs wordt gebruikt, de 
rechter moet toetsen of voldaan is aan de vereisten van art. 6 EVRM. Nu de 
Hoge Raad de rechterlijke toetsing expliciet koppelt aan het gebruik voor het 
bewijs, lijkt hieruit a contrario te kunnen worden afgeleid dat een dergelijke 
toetsing niet of in mindere mate is vereist in het geval dat dit soort informatie 
alleen voor de start van een onderzoek wordt aangewend. Dan komt de Ho-
ge Raad met een cruciale overweging. Hij overweegt dat hoewel niet is voor-
zien in rechterlijke controle op (het handelen van) de inlichtingendiensten, in 
beginsel geen bezwaar bestaat tegen het gebruik van het door deze diensten 
verzamelde materiaal in het strafproces, hetzij als startinformatie hetzij voor 
het bewijs.52 De Hoge Raad weegt in dit verband mee dat de rechtmatigheid 
van het handelen van deze diensten extern wordt gecontroleerd door de 
politiek en de CTIVD.53 Kennelijk vangt deze controle in de zienswijze van de 
Hoge Raad het gebrek aan rechterlijke toetsing (voor een deel) op.  
Vervolgens gaat de Hoge Raad in op de toepasselijkheid van art. 359a Sv. 
Hij overweegt dat het genoemde artikel niet van toepassing is op het hande-
len van de inlichtingendiensten. Een eventuele onrechtmatigheid in dat ver-
band doet zich op dat moment namelijk voor buiten het voorbereidend on-
derzoek en vindt dus plaats buiten de verantwoordelijkheid van politie en 
OM. De Hoge Raad somt wel een drietal omstandigheden op die met zich 
kunnen brengen dat dergelijk materiaal niet voor het bewijs mag worden ge-
bruikt. Daarvan kan ten eerste sprake zijn in het geval doelbewust met het 
oog op het buiten toepassing blijven van strafvorderlijke waarborgen geen 
                                                             
51  Hoge Raad 5 september 2006, NJ 2007, 336, m.nt. Sch. Zie voor de uitspraak van het 
Haagse hof in deze zaak Hof Den Haag 21 juni 2004, NJ 2004, 432.  
52  In de lagere jurisprudentie wordt deze overweging direct overgenomen. Zie bijvoor-
beeld Rb. Rotterdam 1 december 2006, LJN AZ3589. Het opsporingsonderzoek start in 
casu op basis van drie ambtsberichten van de AIVD, een proces-verbaal van een ver-
klaring van een verdachte en twee processen-verbaal van het TCI. Op basis van deze 
zes bronnen kon in de zienswijze van de rechtbank het redelijk vermoeden ontstaan 
dat in georganiseerd verband terroristische misdrijven als omschreven in art. 67 eerste 
lid Sv worden beraamd of gepleegd. 
53  In een civiele zaak overweegt de Hoge Raad overigens dat er nog een andere vorm van 
externe controle op de inlichtingendiensten bestaat. De burgerlijke rechter kan het han-
delen van dergelijke diensten immers controleren op het moment dat er een actie uit 
onrechtmatige daad wordt ingesteld. Zie hiervoor Hoge Raad 11 juli 2008, NJ 2009, 451 
m.nt. EJD. 
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opsporingsbevoegdheden worden aangewend om gebruik te kunnen maken 
van door de inlichtingendiensten verzamelde informatie. De Hoge Raad 
doelt hiermee op het outsourcen van opsporingsonderzoek aan een inlichtin-
gendienst. Ten tweede mag dergelijk materiaal ook niet voor het bewijs wor-
den gebruikt op het moment dat de betrokken dienst met zijn handelen fun-
damentele rechten van de verdachte heeft geschonden en er daardoor geen 
sprake meer is van een eerlijk proces in de zin van art. 6 EVRM. Ten slotte 
overweegt de Hoge Raad dat de beperkte mogelijkheden om dergelijk be-
wijsmateriaal op betrouwbaarheid te toetsen met zich kunnen brengen dat de 
verdedigingsrechten in die mate zijn beperkt dat het gebruik voor het bewijs 
strijd oplevert met art. 6 EVRM. Wat betreft dit laatste punt overweegt de 
Hoge Raad dat als de verdediging een beroep doet op de onbetrouwbaarheid 
van het bewijsmateriaal, de rechter de gegrondheid van deze stelling moet 
onderzoeken, waarbij de verdediging de gelegenheid moet hebben om de be-
trouwbaarheid aan te vechten door bijvoorbeeld het doen horen van getui-
gen bij de r-c. De Hoge Raad heeft hierbij wel oog voor de complexiteit van 
een dergelijke betrouwbaarheidstoets. Hij overweegt namelijk dat de rechter 
hierbij enerzijds rekening moet houden met de bijzondere positie van de in-
lichtingendiensten en anderzijds met de rechten van de verdediging. De be-
perkte mogelijkheid om de betrouwbaarheid te toetsen zal voorts door de 
rechter moeten worden gecompenseerd, wil hij het materiaal voor het bewijs 
gebruiken. Wat betreft de eerste omstandigheid van bewijsuitsluiting over-
weegt de Hoge Raad in een latere uitspraak dat van het doelbewust omzeilen 
van opsporingsbevoegdheden geen sprake hoeft te zijn op het moment dat 
de strafvorderlijke overheid en een inlichtingendienst gelijktijdig onderzoek 
doen naar dezelfde persoon of groepering en in dat verband ook wederzijds 
informatie met elkaar uitwisselen.54 Een en ander voor zover de onderschei-
denlijke instanties deze parallel lopende onderzoeken maar uitvoeren vanuit 
de vervulling van hun eigen taak. Verder overweegt de Hoge Raad dat de 
verdediging feiten en omstandigheden moet aanvoeren op basis waarvan een 
dergelijke onrechtmatige gang van zaken aannemelijk is geworden.55 Wat 
betreft dit laatste punt moet worden opgemerkt dat dit op zijn zachtst gezegd 
verre van eenvoudig is voor de verdediging, alleen al omdat de inlichtingen-
dienst gelet op het belang van de staatsveiligheid en het hiermee samenhan-
gende belang van het afschermen van bronnen en methodieken geen of 
slechts in beperkte mate openheid van zaken zal geven over het inlichtingen-
matige onderzoek.  
Hoewel de Hoge Raad in zijn zojuist besproken standaardarrest over-
weegt dat onder omstandigheden alleen bewijsuitsluiting mogelijk is, kan 
                                                             
54  Hoge Raad 13 november 2007, NJ 2007, 614. 
55  Deze uitspraak vindt later ook zijn weerslag in de lagere jurisprudentie. Zie in dit ver-
band Rb. Den Haag 21 oktober 2011, LJN BT8829.  
Hoofdstuk 9 207 
 
――― 
 
 
niet onvermeld blijven dat in een uitzonderlijke zaak eveneens de mogelijk-
heid van het toepassen van de zwaarste strafprocessuele sanctie aan bod is 
gekomen.56 De casus die aan dit arrest van de Hoge Raad van 29 november 
2011 ten grondslag ligt is een bijzondere. De zaak handelt om de vervolging 
van een voormalig medewerker van de inlichtingendienst wegens het lekken 
van staatsgeheime informatie. De verdediging betoogt dat het de door de 
AIVD overlegde stukken onvoldoende heeft kunnen controleren. In het bij-
zonder nu de verdachte en de als getuigen te horen medewerkers van de in-
lichtingendienst zijn gehouden aan de uit art. 85 en 86 Wiv voortvloeiende 
geheimhoudingsplicht. In reactie hierop overweegt de Hoge Raad allereerst 
dat de wet geen uitzondering kent op de geheimhoudingsplicht op het mo-
ment dat verdachte degene is die hiertoe is gehouden. Mocht het verdedi-
gingsbelang niettemin meebrengen dat gegevens door de verdachte moeten 
worden geopenbaard, dan dient de rechter de conflicterende belangen af te 
wegen. De Hoge Raad geeft hiervoor ook een richtsnoer. Hij overweegt im-
mers dat de rechter zich dan de vraag moet stellen of er nog wel sprake is 
van een eerlijk proces in de zin van art. 6 EVRM als dergelijke gegevens niet 
kunnen worden geopenbaard. Naar alle waarschijnlijkheid wordt in deze 
context gedoeld op mogelijk ontlastende informatie die de verdachte naar 
voren wil brengen. Mocht de rechter in dit kader oordelen dat openbaring 
noodzakelijk is en de verdediging niet in voldoende mate worden gecompen-
seerd door de gevolgde procedure, dan moet hij zich ervan vergewissen of 
de geheimhoudingsplicht wordt gehandhaafd. De Hoge Raad doelt hier op 
de eerdergenoemde mogelijkheid van ontheffing van de geheimhoudings-
plicht. De Hoge Raad verbindt er verstrekkende gevolgen aan als deze ge-
heimhouding wordt gehandhaafd. Het OM moet in dat geval niet-ontvanke-
lijk worden verklaard. Het vasthouden aan de geheimhoudingsplicht in een 
dergelijke specifieke situatie kan dan ook verstrekkende gevolgen hebben 
voor de strafzaak. Zoals aangegeven wordt in deze context waarschijnlijk ge-
doeld op mogelijk ontlastende informatie die de verdachte gelet op de ge-
heimhoudingsplicht niet naar voren kan brengen. Uit de jurisprudentie in het 
kader van TCI-informatie blijkt eveneens dat in een soortgelijke situatie de 
zwaarste strafprocessuele sanctie kan volgen. Gedoeld wordt op die zaken 
waarin politie en OM, door het weigeren een informant als getuige te laten 
horen, niet meewerken aan een onderzoek naar het bestaan van mogelijk ont-
lastende informatie, terwijl de zittingsrechter hiertoe wel de noodzaak 
voelt.57 Belangrijk verschil is echter wel dat het in de context van de TCI-in-
formatie de politie en het OM zelf zijn die weigeren openheid van zaken te 
geven. Dit in combinatie met het gegeven dat de aan het arrest van 29 no-
                                                             
56  Hoge Raad 29 november 2011, NJ 2012, 45 m.nt. Sch. 
57  Zie Hoge Raad 2 februari 2010, NJ 2010, 246 m.nt. Sch en Hof ‘s-Hertogenbosch 23 de-
cember 2011, LJN BV0293. 
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vember 2011 ten grondslag liggende casus zo specifiek is, leidt tot de gevolg-
trekking dat aan de geopperde sanctionering in het arrest van de Hoge Raad 
van 29 november 2011 geen algemene werking kan worden toegekend.  
De Hoge Raad neemt in zijn arrest in de Eik-zaak de in de rechtspraktijk 
bestaande onzekerheid weg over de vraag of ambtsberichten wel in het straf-
proces mogen worden gebruikt voor de start van een opsporingsonderzoek 
en de bewijsvoering. Verder geeft hij een aantal handreikingen voor het ge-
bruik van en de controle op dergelijke informatie. Dit arrest is ook op het 
punt van het toetsen van de betrouwbaarheid van dit type startinformatie 
van belang. De Hoge Raad geeft namelijk aan dat in casu de verdenking kon 
bestaan op basis van het door de BVD aangeleverde materiaal. Dit terwijl de 
Rotterdamse rechtbank in 2002 in dezelfde zaak oordeelde dat de verdenking 
niet alleen kon worden gebaseerd op dergelijke informatie. De Hoge Raad 
laat verder in het midden of dit nu betekent dat elk ambtsbericht tot de start 
van een strafrechtelijk onderzoek en het toepassen van dwangmiddelen kan 
leiden. Eveneens wordt in het midden gelaten of, en zo ja in welke gevallen 
de informatie in een ambtsbericht moet worden gestaafd met de resultaten 
van nader opsporingsonderzoek. In dit verband overweegt het Hof Den 
Haag in de al besproken raadkamerbeslissing uit 2003 dat de in de ambtsbe-
richten vervatte informatie voldoende concreet moet zijn, wil een verdenking 
kunnen worden aangenomen. De Hoge Raad stelt deze eis in ieder geval niet 
met zoveel woorden en gaat zodoende niet nader in op het toetsen van de 
betrouwbaarheid van dit type startinformatie.  
In de zaak die tot het arrest van de Hoge Raad van 11 maart 2008 leidt, 
speelt het toetsen van de betrouwbaarheid een prominente rol.58 Het opspo-
ringsonderzoek start in casu met een ambtsbericht waarin wordt gemeld dat 
een onbekend gebleven persoon op 3 december 2005 de AIVD belt en door-
geeft dat er op een adres in Utrecht explosieven en wapens aanwezig zijn om 
een aanslag te plegen op winkelcentrum Hoog Catharijne op 1 januari 2006. 
De AIVD geeft aan geen inschatting te kunnen maken van de betrouwbaar-
heid van de beller of de door hem geleverde informatie. De landelijk officier 
van justitie terrorismebestrijding stuurt het ambtsbericht door naar het lokale 
parket. De rechercheofficier en de afdeling terreur van de districtsrecherche 
onderzoeken vervolgens of er regionaal aanleiding is om op te treden uit het 
oogpunt van een terreurdreiging. Op 22 december 2005 blijkt daar niet van. 
De informatie wordt vervolgens overgedragen aan de afdeling zware crimi-
naliteit van de districtsrecherche. Het aanvullende opsporingsonderzoek van 
deze afdeling levert ook geen informatie op die het ambtsbericht onder-
steunt. Niettemin vindt op 28 december 2005 op grond van art. 49 WWM een 
doorzoeking plaats waarbij een pistool, een namaakpistool en pepperspray 
wordt gevonden. Het hof oordeelt hierop dat in casu geen redelijk vermoe-
                                                             
58  Hoge Raad 11 maart 2008, NJ 2008, 329 m.nt. Borgers. 
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den in de zin van art. 49 WWM bestaat. Hiertoe overweegt het dat de ano-
nieme tip aan de AIVD door meerdere instanties is onderzocht zonder dat 
van enige aanvullende belastende informatie over het adres of de bewoner is 
gebleken. De doorzoeking wordt dan ook onrechtmatig geacht. Een en ander 
leidt tot bewijsuitsluiting van het materiaal dat tijdens de doorzoeking is ge-
vonden. Deze bewijsuitsluiting resulteert in een vrijspraak van de verdachte. 
In cassatie start de Hoge Raad met de overweging dat het redelijk vermoeden 
van art. 49 WWM kan worden aangenomen op basis van een anonieme mel-
ding. Toegespitst op de concrete zaak overweegt de Hoge Raad dat het hof 
echter geen blijk heeft gegeven van een verkeerde rechtsopvatting door te 
oordelen dat de anonieme tip in casu onvoldoende was voor dit redelijk ver-
moeden. Temeer nu het daarbij betrekt dat de informatie door verschillende 
instanties is geverifieerd en onbevestigd is gebleven. In een bijzin hecht de 
Hoge Raad er waarde aan te vermelden dat er in casu ook tijd was dit aan-
vullende onderzoek te verrichten. De vermeende aanslag zou immers pas op 
1 januari 2006 plaatsvinden. Juist het in deze bijzin geformuleerde, lijkt cruci-
aal te zijn. Het is aannemelijk te veronderstellen dat de Hoge Raad een zelfde 
oordeel van het hof niet begrijpelijk zou hebben geoordeeld in het geval het 
aan de AIVD gemelde tot ogenblikkelijk strafvorderlijk ingrijpen noopte.59  
De Hoge Raad geeft op het punt van het toetsen van de betrouwbaarheid 
van dit type startinformatie dus slechts aan dat een opsporingsonderzoek 
kan starten en een verdenking kan ontstaan op basis van een ambtsbericht 
van een inlichtingendienst. De Hoge Raad eist niet expliciet dat het ambtsbe-
richt concrete informatie bevat of dat de tactische recherche aanvullend op-
sporingsonderzoek verricht ter toetsing van de betrouwbaarheid van deze 
gegevens, hoewel de Hoge Raad in zijn arrest uit 2008 wel enige kennelijk re-
levante elementen terug laat komen zoals het gegeven dat de informatie, on-
danks aanvullend onderzoek, onbevestigd is gebleven en het gegeven dat er 
ook tijd was om dit aanvullende onderzoek te verrichten. Kijkend naar het 
laatst besproken arrest van de Hoge Raad wil hij op dit punt geen nadere al-
gemene overwegingen formuleren en zodoende wordt, wat betreft het aan-
nemen van een verdenking, veel ruimte gelaten aan onder meer de feiten-
rechter. Een benadering die ook zichtbaar is in de jurisprudentie over het 
gebruik van TCI-informatie en anonieme meldingen van burgers als startin-
formatie. Op zich is dit een juiste aanpak van het hoogste rechtscollege. Ze-
ker nu vooral op dit punt geen enkele strafzaak hetzelfde is. Echter ook in 
deze context kan de vraag worden opgeworpen of het wenselijk is dat de 
Hoge Raad geen aanvullende eisen stelt als wordt bedacht dat ambtsberich-
                                                             
59  In zijn preadvies gaat Krips ook in op de factor tijd die in dit verband een rol kan spe-
len. Zie F. Krips, ‘Over de bruikbaarheid van AIVD-informatie in strafzaken’, in: Pread-
viezen 2009 (Vereniging voor de vergelijkende studie van het recht van België en Ne-
derland), Den Haag: Boom Juridische uitgevers 2009. 
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ten kunnen leiden tot het toepassen van privacyschendende dan wel vrij-
heidsbenemende dwangmiddelen, dat het uit art. 8 lid 2 EVRM voortvloei-
ende subsidiariteitsbeginsel met zich lijkt te brengen dat voorafgaand aan het 
toepassen van dat soort middelen aanvullend onderzoek moet worden ver-
richt en dat ten slotte ook bij informatie van een inlichtingendienst het gevaar 
bestaat dat (opzettelijk) valse informatie wordt verstrekt, bijvoorbeeld op het 
moment dat een door deze dienst gerunde informant of agent verkeerde in-
formatie aanlevert.  
9.5.3.2 Het toetsen van de rechtmatigheid  
Uit in het bijzonder het standaardarrest van de Hoge Raad in de Eik-zaak 
zou kunnen worden afgeleid dat de Hoge Raad de rechterlijke rechtmatig-
heidstoets van het gebruik van informatie van inlichtingendiensten in het 
strafproces expliciet koppelt aan of verengt tot het gebruik van dat soort in-
formatie voor het bewijs en dat hetzelfde geldt voor de mogelijke sanctione-
ring van een onrechtmatigheid. Dat met andere woorden de rechterlijke toets 
en eventuele sanctionering niet geboden is als deze informatie slechts wordt 
gebruikt voor de start van een strafrechtelijk onderzoek. Hoewel in het ge-
heel niet vaststaat dat de Hoge Raad dit ook daadwerkelijk niet voorstaat, 
was het beter geweest als het hoogste rechtscollege zich op deze punten ex-
pliciet had uitgesproken. In de Eik-zaak laat de Hoge Raad zich immers voor 
de eerste keer zo uitgebreid uit over het gebruik van informatie van inlich-
tingendiensten in het strafproces en dan misstaat het niet ook helderheid te 
scheppen over de (noodzaak van) een rechterlijke toets van dit type startin-
formatie en de mogelijkheden van strafprocessuele sanctionering.  
In aanvulling op het voorgaande moet worden opgemerkt dat de Hoge 
Raad het mogelijk verengen van de rechterlijke rechtmatigheidstoets tot het 
gebruik van informatie voor het bewijs in zijn, weliswaar in het bestek van de 
buitenlandse startinformatie gewezen, arrest van 5 oktober 2010 loslaat als hij 
overweegt dat het de taak van de Nederlandse rechter is te waarborgen dat 
met het gebruikmaken van informatie afkomstig van een vreemde autoriteit 
geen inbreuk wordt gemaakt op art. 6 EVRM.60 Impliciet zou hieruit immers 
kunnen worden afgeleid dat zowel wordt gedoeld op het gebruik als startin-
formatie als op het gebruik voor het bewijs van dat soort informatie. Dit ar-
rest van de Hoge Raad is voorts relevant vanwege de noodzakelijk geachte 
rechterlijke controle naar vermeende schendingen van art. 8 EVRM. De Hoge 
Raad overweegt dat bij het gebruik van informatie uit het buitenland, welis-
waar met de beperking van de bij het EVRM aangesloten staten, het vertrou-
wensbeginsel de rechter ontheft van zijn onderzoeksplicht en van het sanctio-
                                                             
60  Hoge Raad 5 oktober 2010, NJ 2011, 169 m.nt Sch. Zie voor een uitgebreide bespreking 
van dit arrest het deel over de buitenlandse startinformatie.  
Hoofdstuk 9 211 
 
――― 
 
 
neren van onrechtmatigheden. Deze uitspraak, bezien in combinatie met re-
cente jurisprudentie op het gebied van het toepassen van art. 359a Sv, geeft 
steun aan de gedachte dat de rechterlijke rechtmatigheidstoets zich ook bij 
het handelen van inlichtingendiensten en het gebruik van dat soort informa-
tie in het strafproces in het bijzonder toe moet spitsen op mogelijke schendin-
gen van art. 6 EVRM.61 Het EHRM lijkt eveneens voor een rechterlijke recht-
matigheidstoets van startinformatie te opteren in het geval dat deze infor-
matie (mogelijkerwijs) in strijd met artikel 6 EVRM is verkregen. In deze con-
text moet in het bijzonder worden gedacht aan de uitspraak van het hof in de 
zaak Rodriguez.62 Het EHRM overweegt in die zaak immers dat het EVRM 
zich er niet tegen verzet dat een strafrechtelijk onderzoek start op basis van 
uit het buitenland afkomstige informatie, tenzij er redenen zijn om aan te 
nemen dat deze gegevens in die vreemde staat zijn verkregen door het schen-
den van art. 6 EVRM. Impliciet lijkt het EHRM hiermee aan te geven dat ook 
bij het gebruik van informatie uit het buitenland voor de start van een onder-
zoek de rechter gehouden kan zijn te toetsen of deze informatie niet in strijd 
met art. 6 EVRM is verkregen. Op basis van het voorgaande kan de stelling 
worden ingenomen dat er een verplichting voor de rechter kan bestaan om te 
toetsen of de puur en alleen als startinformatie gebruikte gegevens van een 
inlichtingendienst zijn verkregen in strijd met art. 6 EVRM. 
Bovendien moet het mogelijk zijn dat een onrechtmatigheid in verband 
met dit type startinformatie wordt gesanctioneerd, ook al worden deze gege-
vens alleen voor de start van een opsporingsonderzoek gebruikt. Zoals eer-
der opgemerkt laat de Hoge Raad zich op dit punt ook niet uit in de Eik-
zaak. Het wekt immers bevreemding dat op het moment dat bijvoorbeeld 
aan het licht komt dat een inlichtingendienst in zijn onderzoek fundamentele 
rechten van de verdachte schendt, hieraan in het strafproces geen sanctie kan 
worden verbonden omdat het ambtsbericht alleen als startinformatie wordt 
gebruikt. De aard van de onrechtmatigheid verandert immers niet al naar 
gelang het gebruik van de onrechtmatig verkregen informatie in het strafpro-
ces. Gelet hierop is het onwenselijk de mogelijkheid van strafvorderlijke 
sanctionering te koppelen aan de wijze van gebruik van de informatie in het 
strafproces. In deze context moet voorop worden gesteld dat het niet aanne-
melijk is dat een inlichtingendienst als de AIVD zich hieraan schuldig maakt. 
Alleen al vanwege de in- en externe controlemechanismen die ten aanzien 
                                                             
61  Zie hiervoor Hoge Raad 19 februari 2013, NJ 2013, 308 m.nt. Keulen. 
62  EHRM 27 juni 2001, NJ 2002, 102 m.nt. Sch (Rodriguez v. Nederland). Zie in deze 
context ook EHRM 7 juli 1989, NJ 1990, 158 m.nt. EAA (Soering v. Verenigd Konink-
rijk), EHRM 26 juni 1992, NJ 1995, 258 m.nt. Kn (Drozd v. Frankrijk en Spanje), EHRM 
2 oktober 2012, nr. 14743/11 (Abdulkhakov v. Rusland) en EHRM 17 januari 2012, nr. 
14743/11 (Othman v. Verenigd Koninkrijk). Voor een uitgebreide bespreking van deze 
arresten wordt verwezen naar het deel over de buitenlandse startinformatie. 
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van deze dienst bestaan. Toch kan indirect een dergelijke schending een rol 
spelen. De AIVD kan zich in zijn ambtsbericht immers baseren op informatie 
die afkomstig is van buitenlandse zusterdiensten. Sommige zusterdiensten 
zullen op hun beurt wellicht gemakkelijker overgaan tot het in strijd met art. 
6 EVRM uitlokken van een subject of tot het toepassen van onorthodoxe me-
thoden die zich in de sfeer van art. 3 EVRM afspelen.63 Dat samenwerking 
met dergelijke diensten geen hypothetisch voorbeeld is, volgt uit het toe-
zichtsrapport van de CTIVD van 12 augustus 2009.64 In dit rapport wordt 
geconstateerd dat de AIVD sinds de aanslagen in 2001 in New York en die in 
Madrid in 2004 in toenemende mate is gaan samenwerken met zusterdien-
sten waarvan het twijfelachtig is of die de mensenrechten respecteren. Verder 
kunnen dat soort diensten het verrichten van dergelijke handelingen uitbe-
steden aan private organisaties. In dit verband kan op meerdere affaires 
rondom het Amerikaanse bedrijf Blackwater worden gewezen.65 Het voor-
gaande toont aan dat het niet uitgesloten is dat een strafzaak start op basis 
van informatie die bijvoorbeeld door middel van instigatie, het toepassen 
van ongeoorloofde dwang of zelfs door foltering is verkregen. Dat hieraan 
een gevolg moet kunnen worden verbonden, is zonneklaar. De vraag is al-
leen op welke wijze deze strafprocessuele sanctionering kan worden berede-
neerd. Aansluiting kan in dit verband worden gezocht bij het arrest van de 
Hoge Raad in de Eik-zaak. Dit brengt allereerst met zich dat sanctionering 
buiten de context van art. 359a Sv plaatsvindt. Bovendien kan in lijn met dit 
arrest de stelling worden betrokken dat als een strafrechtelijk onderzoek start 
                                                             
63  Zie in dit verband Rb. Den Haag 21 oktober 2011, LJN BT8829. Het betreft een strafzaak 
tegen een hooggeplaatste functionaris van de zogenaamde Tamiltijgers. De verdedi-
ging voert aan dat de AIVD heeft samengewerkt met de inlichtingendienst uit Sri Lan-
ka die zich waarschijnlijk schuldig maakt aan foltering. De rechtbank gaat niet echt in 
op het verweer. In het kader van het door het OM verkregen bewijsmateriaal uit Sri 
Lanka overweegt de rechtbank wel dat het niet aannemelijk is geworden dat de inhoud 
van dit materiaal door marteling of foltering is verkregen.  
64  Zie het Toezichtsrapport nr. 22a van de CTIVD, te raadplegen via www.ctivd.nl 
65  Blackwater is een Amerikaans particulier beveiligingsbedrijf, een particuliere militaire 
uitvoerder die onder andere beveiligingstaken voor het Amerikaanse leger overnam in 
Irak en Afghanistan. Huurlingen dus. Het bedrijf komt onder andere in opspraak als in 
2007 een aantal vluchtende Irakese burgers wordt gedood door medewerkers van 
Blackwater. Voor dit onderzoek is echter een andere affaire van belang. In 2009 brengt 
The New York Times namelijk naar buiten dat de CIA, de Amerikaanse inlichtingen-
dienst, het bedrijf inhuurt om terroristen te liquideren. De CIA besteedt hiermee derge-
lijk dirty work uit aan een private organisatie. Een organisatie waarbij het respecteren 
van mensenrechten naar alle waarschijnlijkheid een marginale rol speelt. Kijkend naar 
dit voorbeeld is het denkbaar dat een Nederlandse inlichtingendienst indirect gebruik 
maakt van informatie die een organisatie als Blackwater vergaart. Zie over de affaires 
rondom dit bedrijf meerdere artikelen in de The New York Times op de website www. 
nytimes.com. 
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op basis van informatie die door een inlichtingendienst is verkregen op een 
manier die in strijd is met art. 6 EVRM, waarbij in het bijzonder wordt ge-
doeld op het verkrijgen van informatie door het toepassen van ongeoorloof-
de dwang, dit (weliswaar via de verboden vruchtenleer) tot bewijsuitsluiting 
kan leiden. Deze conclusie strookt met het standaardarrest van de Hoge Raad 
van 19 februari 2013, waarin wordt overwogen dat bewijsuitsluiting noodza-
kelijk kan zijn ter verzekering van het recht van de verdachte op een eerlijk 
proces. In die gevallen waarin deze onrechtmatig verkregen startinformatie 
niet direct tot het verkrijgen van bewijsmateriaal leidt, is strafvermindering 
de meest geëigende sanctie.  
Op basis van het voorgaande kan de stelling worden betrokken dat ook 
bij het gebruik van informatie van inlichtingendiensten puur en alleen als 
startinformatie de noodzaak van een rechterlijke rechtmatigheidstoets kan 
bestaan en er bovendien ruimte is voor het sanctioneren van onrechtmatighe-
den. Het moment waarop een rechterlijke rechtmatigheidstoets plaats moet 
vinden, is in de jurisprudentie nader ingekleurd. Hiervoor moeten aankno-
pingspunten bestaan. Zo volgt uit het arrest van de Hoge Raad van 13 no-
vember 2007 waarin vruchteloos wordt aangevoerd dat er sprake is van het 
outsourcen van opsporingsonderzoek.66 In de feitenrechtspraak wordt een iets 
ander criterium aangelegd. Het Amsterdamse hof overweegt bijvoorbeeld 
dat voor dat soort controle alleen plaats is als er sterke aanwijzingen bestaan 
dat de informatie is verkregen door schending van fundamentele rechten van 
de verdachte.67 In deze context wordt in herinnering gebracht wat in het 
hoofdstuk over de TCI-informatie naar voren kwam, te weten dat de rechter 
bij een vermeende schending van art. 6 EVRM eerder de noodzaak moet voe-
len om een uitgebreid rechtmatigheidsonderzoek te verrichten, in dit geval 
gericht op het handelen van een inlichtingendienst. De in eerdere delen al 
besproken uitspraken van het EHRM in de zaken Ramanauskas en Banniko-
va onderbouwen dit standpunt.68 Gelet op ongewenste fishing expeditions blijft 
het natuurlijk wel altijd een voorwaarde dat de verdediging aannemelijk 
maakt dat er mogelijkerwijs een onrechtmatigheid is begaan. Complicerende 
factor in dit geheel is het belang van de staatsveiligheid dat in de context van 
de informatievergaring door de inlichtingendiensten speelt, de hiermee ver-
band houdende afgeschermde wijze waarop door deze diensten wordt geo-
pereerd en informatie wordt verstrekt en de geheimhoudingsplicht die hier-
uit ten slotte voortkomt. 
                                                             
66  Hoge Raad 13 november 2007, NJ 2007, 614. 
67  Hof Amsterdam 17 december 2010, LJN BO7690. 
68  Zie hoofdstuk 3, par. 3.4.3.3 en EHRM 5 februari 2008, NJ 2008, 499, m.nt. Sch (Ra-
manauskas v. Litouwen) en EHRM 4 november 2010, nr. 18757/06 (Bannikova v. Rus-
land). 
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Mocht de rechter een onderzoek instellen naar de rechtmatigheid van het 
handelen van een inlichtingendienst dan geschiedt dit tot op heden door het 
horen van de landelijk officier van justitie terrorismebestrijding en/of het 
(plv.) Hoofd AIVD als getuige.69 Een dergelijk verhoor levert in de regel niet 
veel op. De in de Wiv gecreëerde geheimhoudingsplicht is hieraan debet. Het 
feit dat deze plicht bestaat, kan zelfs meebrengen dat de rechter het verzoek 
tot het horen van een dergelijke getuige al op voorhand afwijst. De Hoge 
Raad kan zich in zijn standaardarrest uit 2006 in de Eik-zaak althans vinden 
in het op die gronden afwijzen van het verzoek tot het horen van de genoem-
de getuigen. Een bijzondere manier van het toetsen van de rechtmatigheid 
van het handelen van inlichtingendiensten in het strafproces, vindt plaats in 
de zaak die ten grondslag ligt aan het, in hoger beroep teruggedraaide, von-
nis van de Rechtbank Den Haag van 14 juli 2010.70 In casu staat een voorma-
lig medewerker van de AIVD terecht wegens het lekken van informatie aan 
De Telegraaf. Duidelijk wordt dat de inlichtingendienst in zijn onderzoek naar 
het lek binnen de eigen organisatie een journalist van De Telegraaf tapt. Een 
gedraging waarvoor de Nederlandse Staat overigens op de vingers is getikt 
door het EHRM.71 In haar oordeel over de rechtmatigheid van deze telefoon-
tap, baseert de rechtbank zich op een onderzoek van de CTIVD dienaangaan-
de. De CTIVD verklaart een deel van de periode waarin is getapt dispropor-
tioneel.72 De rechtbank neemt deze conclusie over en verklaart het handelen 
van de AIVD op dit punt onrechtmatig. Een en ander met verstrekkende ge-
volgen voor de aanhangige strafzaak. De rechtbank overweegt dat het met 
dit doel tappen dermate in strijd is met het de journalistiek toekomende uit 
art. 10 EVRM af te leiden recht op bronbescherming en dat ook de bron van 
de informatie (in casu dus degene die mogelijkerwijs de stukken lekt) een be-
roep toekomt op de onrechtmatigheid van het op basis daarvan verkregen 
bewijsmateriaal. Nu de getapte gesprekken de aanleiding vormde voor de 
observatie, aanhouding en doorzoeking worden deze opsporingsmiddelen 
en het bewijs wat erdoor is verkregen, aangemerkt als verboden vruchten en 
uitgesloten van het bewijs. Een en ander leidt tot een vrijspraak voor de ver-
dachte. In hoger beroep draait het Haagse Hof deze beslissing terug en over-
                                                             
69  Zie bijvoorbeeld Hoge Raad 15 november 2011, NJ 2012, 36 m.nt. Sch en Hof Amster-
dam 17 december 2010, LJN BO7690. 
70  Rb. Den Haag 14 juli 2010, LJN BN1195.  
71  EHRM 22 november 2012, NJ 2013, 252 m.nt. EJD (Telegraaf v. Nederland). Het EHRM 
komt in casu tot een schending van art. 8 en 10 EVRM, ook al was het directe doel van 
het aanwenden van de bijzondere bevoegdheden het achterhalen van het lek binnen de 
AIVD en niet het achterhalen van de bron van de journalisten.  
72  Overigens wordt om deze reden de zaak tegen de bewuste journalist geseponeerd. Zie 
het persbericht van het OM d.d. 26 januari 2010 op www.om.nl. Zie in dit verband ook 
E.J. Dommering, ‘Nieuws en geheime informatie(bronnnen). De Telegraaf tegen de 
AIVD’, AA 2009, p. 818-828. 
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weegt dat de verdachte AIVD-er zich niet kan beroepen op het in art. 10 
EVRM neergelegde recht op vrijheid van meningsuiting nu dit mensenrecht 
in casu wordt beperkt door het in art. 98 t/m 98c Sr strafbaar gestelde schen-
den van ambtsgeheimen.73 
Deze zaak laat een geheel nieuwe manier van het toetsen van de recht-
matigheid van informatie van inlichtingendiensten in het strafproces zien.74 
Een manier die, naar het zich laat aanzien, een meer inhoudelijke toetsing 
met zich brengt dan het enkel horen van de landelijk officier van justitie ter-
rorismebestrijding of het (plv.) Hoofd AIVD. Betwijfeld moet echter worden 
of in het strafproces de controle op de rechtmatigheid van het handelen van 
inlichtingendiensten structureel op deze wijze vorm moet worden gegeven. 
Ten minste twee argumenten spreken hiertegen. Ten eerste toetst de CTIVD 
het handelen van inlichtingendiensten binnen het kader van de Wiv en dus 
op een niet-strafvorderlijke wijze. Ten tweede kan worden gesteld dat in 
deze het primaat bij de rechter ligt. Hij is gehouden zich in een concrete zaak 
op basis van eigen onderzoek een oordeel te vormen over de rechtmatigheid 
van het handelen van een inlichtingendienst. Hieraan zou sinds een aantal 
jaren vorm kunnen worden gegeven door de mogelijkheden die de Wet afge-
schermde getuige met zich heeft gebracht. 
9.5.3.3  De Wet afgeschermde getuige  
De mogelijkheden van het rechterlijk toetsen van informatie van inlichtin-
gendiensten in het strafproces zijn verruimd met de inwerkingtreding van de 
Wet afgeschermde getuige in het jaar 2006.75 Een en ander met als doel het 
gebruik van dat soort informatie in het strafproces te vergemakkelijken.76 
Kijkend naar de wetsgeschiedenis bij de Wet afgeschermde getuige dan valt 
op dat het zwaartepunt ligt bij het gebruik van dergelijk materiaal voor het 
bewijs.77 Hoewel de wetgever hiermee enerzijds de toetsingsmogelijkheden 
lijkt te verengen tot het gebruik van informatie van inlichtingendiensten voor 
het bewijs, wordt anderzijds eenzelfde toetsing niet (expliciet) uitgesloten in 
het geval dat dit soort gegevens voor de start van een onderzoek worden 
gebruikt. Eerder is al aandacht eraan besteed dat bij dit laatste soort gebruik 
                                                             
73  Hof Den Haag 21 februari 2013, LJN BZ1878. 
74  Een manier die ook door Fijnaut wordt aangedragen in zijn ter gelegenheid van het 
symposium van de CTIVD over 10 jaar Wiv verschenen rapport d.d. 18 april 2013 geti-
teld ‘Het toezicht op de inlichtingen- en veiligheidsdiensten: de noodzaak van krachti-
ger samenspel’. Zie voor de inhoud van dit rapport de website van de CTIVD, 
www.ctivd.nl.  
75  Stb. 2006, 460. 
76  Zie de memorie van toelichting bij de Wet Afgeschermde getuigen, Kamerstukken II 
2003-2004, 29 743, nr. 3.  
77  Zie ook P. Frielink, ‘Terreurbestrijding en strafwetgeving’, Strafblad 2004, p. 239-245. 
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net zo goed de noodzaak kan bestaan tot een rechterlijke rechtmatigheids-
toets. Gelet hierop moet deze wet evenzeer bij de laatst beschreven situatie 
worden toegepast. Met die beperking dat daartoe wel een aanleiding moet 
bestaan.  
Teneinde het van inlichtingendiensten afkomstige materiaal te controle-
ren, kunnen met de inwerkingtreding van deze wet onder meer getuigen 
worden gehoord op een manier die recht zou doen aan twee te respecteren 
belangen: het verdedigingsbelang enerzijds en anderzijds de in het kader van 
de staatsveiligheid bestaande noodzaak tot het afschermen van door de in-
lichtingendienst gebruikte methodieken en betrokken personen. Het is over-
duidelijk dat deze belangen zich moeilijk met elkaar laten verenigen en dat 
zij vrijwel altijd met elkaar conflicteren. Niettemin wekt de wetgever de sug-
gestie dat hij met deze wet een gulden middenweg heeft bewandeld. Beke-
ken wordt of de weegschaal niet in het voordeel van de inlichtingendiensten 
is uitgevallen. Dit kan overigens begrijpelijk zijn, gelet op de belangen die 
spelen bij het werk van deze diensten. Tegelijkertijd kan een dergelijke bena-
dering, bezien vanuit het perspectief van een eerlijk proces, onwenselijk zijn. 
Los van het bovenstaande zijn met deze wet in ieder geval de iure de moge-
lijkheden van rechterlijke controle vergroot. Een gegeven dat in het licht van 
art. 6 EVRM alleen maar is toe te juichen.  
De genoemde wet wijzigt de strafvorderlijke regels op een drietal pun-
ten. Ten eerste behelst het een aanpassing van het bewijsrecht in die zin, dat 
onder de schriftelijke bescheiden van art. 344 Sv, in sub 3 van het eerste lid 
van dit artikel, nu ook een ambtsbericht van een inlichtingendienst wordt ge-
schaard. Met deze wijziging geeft de wetgever nadrukkelijk aan dat het 
ambtsbericht een bewijsmiddel is dat zelfstandig kan bijdragen aan een be-
wezenverklaring. Tot op heden heeft deze wijziging op de rechtspraktijk 
geen effect gehad. Ambtsberichten worden nog steeds niet voor het bewijs 
gebruikt. Ander door een inlichtingendienst vergaard materiaal echter wel. 
Gelet op de wetsgeschiedenis en de redactie van het ingevoegde sub 3 van 
het eerste lid art. 344 Sv is het overigens maar zeer de vraag of dergelijk an-
der materiaal onder deze categorie schriftelijke bescheiden kan worden ge-
schaard. Dat soort gegevens lijkt eerder onder de andere schriftelijke beschei-
den van sub 5 van art. 344 Sv te vallen. Het voorgaande zou meebrengen dat 
bijvoorbeeld een door de AIVD verstrekt tapgesprek geen bewijsmiddel op-
levert dat zelfstandig tot een bewezenverklaring kan leiden. De andere ge-
schriften sub 5 van het genoemde artikel kunnen immers alleen in combinatie 
met andere bewijsmiddelen mee worden genomen in de bewijsvoering. Wat 
de wetgever op dit punt beoogde lijkt hiermee door hemzelf teniet te zijn ge-
daan.  
De andere twee wijzigingen van de Wet afgeschermde getuige zien op de 
mogelijkheden van rechterlijke toetsing van de van inlichtingendiensten af-
komstige informatie. Hiertoe kunnen getuigen worden gehoord en stukken 
worden ingezien. De rechterlijke controle ziet op twee aspecten. Het toetsen 
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van de betrouwbaarheid van de informatie én het (beperkt) controleren van 
de rechtmatigheid van het handelen van een inlichtingendienst. Hoewel in 
de memorie van toelichting in het bijzonder wordt uitgeweid over de moge-
lijke betrouwbaarheidstoets, worden immers ook toespelingen gemaakt in de 
richting van een mogelijke toetsing van de rechtmatigheid.  
Allereerst is art. 187d Sv in die zin gewijzigd dat de r-c nu ook met ver-
wijzing naar het belang van de staatsveiligheid kan beletten dat antwoorden 
van een getuige, die bijvoorbeeld zien op een door de AIVD gehanteerde 
werkwijze, ter kennis komen van de verdediging. Het horen van een mede-
werker van de AIVD, ter toetsing van de betrouwbaarheid van de in een 
ambtsbericht vervatte informatie en de rechtmatigheid van de verkrijging 
van de daarin vervatte informatie, lijkt aldus eerder binnen handbereik te 
komen. De r-c kan het onderzoek naar het voorgaande immers uitvoeren op 
een manier waardoor het belang van de staatsveiligheid niet uit het oog 
wordt verloren. Hoewel de toepassing van dit artikel meebrengt dat informa-
tie voor de verdediging wordt achtergehouden, vindt aldus wel rechterlijke 
controle plaats. Al moet nog steeds worden betwijfeld of, gelet op de in de 
Wiv gecreëerde geheimhoudingsplicht, een medewerker van de AIVD über-
haupt verschijnt als getuige en als hij verschijnt of hij dan wel openheid van 
zaken geeft. Veel hangt in dezen af van de opstelling van de inlichtingen-
dienst. Die opstelling kan verre van welwillend zijn. Zo volgt uit de casus die 
ten grondslag ligt aan het arrest van de Hoge Raad van 15 november 2011 in 
de Piranha-zaak. Het Hoofd AIVD weigert in die zaak enkele medewerkers 
als getuige te laten komen. Deze weigering wordt, na verwijzing door de 
Hoge Raad, ook gehandhaafd in de procedure bij het Amsterdamse Hof.78 Dit 
is opmerkelijk nu dit hof de zaak in handen van de Rotterdamse r-c stelde 
om de AIVD-medewerkers als afgeschermde getuigen te horen. Verder leidt 
art. 15 van de Wiv waarschijnlijk ertoe dat op het moment dat het ambtsbe-
richt is gebaseerd op human intelligence, een inlichtingendienst het niet toe zal 
staan dat de bron van de informatie wordt gehoord. Uit de wetsgeschiedenis 
volgt dat slechts in zeer uitzonderlijke omstandigheden een menselijke bron 
als getuige kan worden gehoord.79 Wanneer zich een dergelijke situatie voor-
doet, wordt niet uitgewerkt.  
Ten slotte is met de Wet afgeschermde getuige een nieuw soort getuige 
geïntroduceerd in het Wetboek van Strafvordering. De art. 226m tot en met 
226s Sv maken het mogelijk een zogenaamde afgeschermde getuige te horen. 
Het verdient opmerking dat tot eind 2012 de afgeschermde getuigenregeling 
niet is toegepast.80 Zoals zojuist al aangegeven komt het Amsterdamse hof 
                                                             
78  Hof Amsterdam 25 maart 2014, ECLI:NL:GHAMS:2014:915. 
79  Kamerstukken II 2003-2004, 29 743, nr. 7, p. 22.  
80  Zie in dit verband het rapport van het WODC uit het jaar 2012 getiteld ‘De Wet afge-
schermde getuigen in de praktijk’, bijlage bij Kamerstukken II 29754, nr. 213. 
218 Informatie van de AIVD 
―――
 
 
dat na verwijzing door de Hoge Raad heeft te oordelen over de Piranha-zaak 
in het tussenarrest van 21 december 2012 wel tot het oordeel dat meerdere 
afgeschermde getuigen moeten worden gehoord door de Rotterdamse r-c.81 
De AIVD verleent echter ook hieraan geen medewerking. Los van dit arrest 
is het de bedoeling van de wetgever geweest dat dergelijke getuigenverhoren 
zijn gericht op een rechterlijke toets van de betrouwbaarheid van de van in-
lichtingendiensten afkomstige informatie en de rechtmatigheid van het han-
delen van een dergelijke dienst. Het maakt het mogelijk dat medewerkers 
van een inlichtingendienst in de beslotenheid van het kabinet van de r-c op 
afgeschermde wijze kunnen worden gehoord over de aan het ambtsbericht 
ten grondslag liggende informatie. Dat ook een menselijke bron, een infor-
mant of agent, op deze wijze wordt gehoord, lijkt onaannemelijk. Eerder is al 
aangegeven dat uit de wetsgeschiedenis volgt dat slechts in zeer uitzonder-
lijke omstandigheden een dergelijke getuige kan worden gehoord.  
De regeling van de afgeschermde getuige vertoont sterke gelijkenis met 
de procedure van de bedreigde getuige. Zo kan de zittingsrechter ook in de 
afgeschermde getuigenregeling niet meer beslissen een op die wijze gehoor-
de getuige ter zitting te horen.82 Het aanwenden van de afgeschermde getui-
genregeling is ook om andere redenen ingrijpender dan het toepassen van 
art. 187d Sv. In dit verband dient onder andere te worden gewezen op het ge-
geven dat de identiteit van een afgeschermde getuige doorgaans wordt ver-
huld en de omstandigheid dat de verdediging in de regel geen toegang heeft 
tot het verhoor. Los van het voorgaande speelt ook in de sfeer van dit getui-
genverhoor de in de Wiv gecreëerde geheimhoudingsplicht. Het in verband 
met de toepassing van art. 187d Sv gestelde, geldt dan ook onverkort voor 
het afgeschermde getuigenverhoor. Mogelijk is een (medewerker van een) in-
lichtingendienst bij deze laatste procedure wel iets toeschietelijker in het 
delen van informatie met de r-c. Er is immers een aantal waarborgen gecre-
eerd ten voordele van de te beschermen belangen van de inlichtingendienst. 
Naast het afschermen van de identiteit van de getuige, schuilt de meest 
vergaande waarborg in het gegeven dat een dergelijke getuige zelf kan bepa-
len of het proces-verbaal van verhoor aan het dossier wordt toegevoegd. Uit 
het derde lid van art. 226p en art. 226s Sv volgt immers dat de afgeschermde 
getuige, gelet op het belang van de staatsveiligheid, verstrekking kan weige-
ren. De r-c is op dat moment gehouden alle relevante stukken te vernietigen. 
In dit verband moet verder worden vermeld dat de afgeschermde getuige 
eveneens niet verplicht is de stukken van het inlichtingmatige onderzoek te 
openbaren aan de r-c.83 Het voorgaande geeft een verregaande macht aan 
                                                             
81  Hof Amsterdam 21 december 2012, LJN BY9310. 
82  Zie A. Beijer, ‘Een andere kennismaking met de (wet) afgeschermde getuige’, D&D 
2006, p. 959-986. 
83  Kamerstukken II 2003-2004, 29 743, nr. 7, p. 22.  
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deze getuige en doorbreekt bovendien de bevoegdheid van de r-c om zelf te 
beoordelen wat aan het strafdossier moet worden toegevoegd.84 Hiermee kan 
zelfs de situatie ontstaan dat de r-c de in de context van dit verhoor naar 
boven komende ontlastende informatie niet aan het strafdossier toe kan voe-
gen. De afgeschermde getuige heeft immers het recht om dit tegen te houden. 
Uit de wetsgeschiedenis volgt dat de r-c in een dergelijk geval ook niet op 
een andere wijze aan de zittingsrechter kenbaar mag maken dat er ontlasten-
de informatie is.85 Gemeend werd dat het gegeven dat de r-c op de voet van 
het derde lid van art. 226 Sv is overgegaan tot vernietiging, voor de zittings-
rechter voldoende inzichtelijk maakt dat er ontlastende informatie aanwezig 
is. Wat natuurlijk niet zo is. Er kunnen evengoed andere redenen ten grond-
slag liggen aan een dergelijke vernietiging. Los van het voorgaande is het 
aannemelijk dat in de gevallen dat de r-c over gaat tot vernietiging, de zit-
tingsrechter dat soort materiaal niet voor het bewijs zal gebruiken. Het ge-
volg van een dergelijke vernietiging in het geval de informatie is gebruikt als 
startinformatie, kan minder gemakkelijk worden ingeschat. De informatie is 
immers al gebruikt voor de start van het opsporingsonderzoek en bovendien 
kan het verbinden van een strafprocessuele sanctie moeilijk worden verde-
digd door de zittingsrechter nu uit de vernietiging niet blijkt of er onrechtma-
tig is gehandeld door de inlichtingendienst. In het bijzonder dit laatste punt 
toont aan dat wat betreft de afgeschermde getuigenregeling de weegschaal is 
doorgeschoten naar het beschermen van de belangen van de inlichtingen-
diensten. Een en ander met als gevolg dat in een concrete strafzaak spanning 
met art. 6 EVRM kan ontstaan. Hier kan verandering in worden gebracht 
door de wet op twee punten te wijzigen. De beoogde wetswijzigingen maken 
daadwerkelijke rechterlijke controle mogelijk. Ten eerste moet de r-c voort-
aan kunnen bepalen of het afgeschermde getuigenverhoor aan het dossier 
wordt toegevoegd. Voorts moet de r-c een uitdrukkelijk geformuleerd recht 
op inzage in de onderzoeksgegevens van de inlichtingendiensten krijgen.86 
                                                             
84  Zie in dit verband bijvoorbeeld T. Prakken, ‘Naar een cyclopisch (straf)recht’, NJB 2004, 
p. 2338-2344. 
85  Zie P.H.P.H.M.C. van Kempen & J. van de Voort, Nederlandse antiterrorismeregelgeving 
getoetst aan fundamentele rechten, WODC-rapport uit 2010. 
86  In een vergelijkbare context kan de uitspraak van de Afdeling bestuursrechtspraak van 
de Raad van State van 30 november 2011, LJN BU6382 worden geplaatst. In de kern 
handelt deze zaak om het wel of niet geven van openheid over informatie van de 
AIVD in een bestuursrechtelijke procedure. Overwogen wordt dat het belang van de 
staatsveiligheid een grond kan opleveren om een partij stukken te onthouden. In het 
licht van art. 6 EVRM is het onthouden van stukken in de zienswijze van de Afdeling 
echter alleen toelaatbaar als de rechter, en niet de minister, bevoegd is een onderzoek 
in te stellen naar en te oordelen over de vraag of een beperkte kennisneming van stuk-
ken gerechtvaardigd is. De Afdeling heeft deze beslissing bevestigd in de uitspraken 
van 29 augustus 2012, LJN BX5966 en 19 april 2013, LJN BW4915. 
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Alleen op die wijze kan de betrouwbaarheid van de in het ambtsbericht ver-
vatte informatie en de rechtmatigheid van de verkrijging ervan effectief wor-
den getoetst door de r-c.  
Gelet op de opstelling van de wetgever is het overigens maar zeer de 
vraag of de voorgestelde wijzigingen er komen. Dat is op zich begrijpelijk. 
Het werk van een inlichtingendienst dient zoveel mogelijk te worden afge-
schermd. Hiertegen kan worden ingebracht dat op het moment dat dergelijke 
informatie in het strafproces wordt gebruikt er toch een zekere mate van 
openheid moet worden gegeven, ten minste aan een rechter. Het strafproces 
vraagt daarom. Een en ander lijkt ook te kunnen worden afgeleid uit de ar-
resten van de Hoge Raad van 11 en 29 november 2011 en bijvoorbeeld uit de 
uitspraak van het EHRM in de zaak Ramanauskas. Verder moet worden op-
gemerkt dat de voorgestelde wetswijzigingen met zich kunnen brengen dat 
de inlichtingendiensten nog terughoudender zullen worden in het geven van 
toestemming aan hun medewerkers dat zij als afgeschermde getuige worden 
gehoord. In het bijzonder de inlichtingendienst zelf, eventueel in samen-
spraak met de landelijk officier van justitie, moet in een dergelijke situatie 
een afweging maken welk belang zwaarder weegt. Een mogelijk succesvolle 
strafrechtelijke vervolging door het geven van openheid of het afschermen 
van het inlichtingenmatige onderzoek met het risico op een strafprocessuele 
sanctie. Die afweging raakt de fundamentele vraag over de rol van informa-
tie van inlichtingendiensten in het strafproces. Schuilt het doel van verstrek-
king van dat soort gegevens slechts in het wegnemen van een acuut gevaar 
door het mogelijk maken van strafrechtelijke interventie of schuilt het doel in 
een strafrechtelijke veroordeling?87 Dit zou getypeerd kunnen worden als de 
subsidiaire werking van het strafrecht. De bij wet geregelde taakstelling van 
de inlichtingendiensten lijkt de conclusie te rechtvaardigen dat het wegne-
men van gevaar de enige reden van verstrekking van informatie kan zijn. De 
inlichtingendiensten vergaren immers informatie om verantwoordelijke in-
stanties, zoals politie en OM, tijdig te waarschuwen voor mogelijke bedrei-
gingen van in het bijzonder de staatsveiligheid. 
9.5.3.4  Informatie van inlichtingendiensten: startinformatie of ook bewijsmiddel? 
In de Eik-zaak heeft de Hoge Raad overwogen dat informatie van inlichtin-
gendiensten voor het bewijs kan worden gebruikt. Wel geeft de Hoge Raad 
enkele vingerwijzingen mee aan de rechtspraktijk. Meest belangrijke hiervan 
is het gegeven dat de rechter in het oog moet houden of door het gebruik 
voor het bewijs nog wel wordt voldaan aan art. 6 EVRM. Wat natuurlijk veel 
                                                             
87  Zie in dit verband Buruma en Muller, ‘Wet Terroristische Misdrijven in perspectief’, 
NJB 2003, p. 2138-2145 en in mindere mate ook Y. Buruma, ‘In god we trust, all others 
we monitor’, NJB 2006, p. 1823. 
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te doen heeft met de toetsbaarheid van dergelijke informatie in het strafpro-
ces in het bijzonder door de rechter.88  
Op het eerste oog lijken ambtsberichten in de bewijsvoering te kunnen 
worden betrokken. De Hoge Raad sluit dit ten eerste niet uit in zijn stan-
daardarrest uit 2006. Bovendien heeft de wetgever zich, door het verruimen 
van art. 344 Sv, uitgesproken voor het gebruik van ambtsberichten tot het be-
wijs. De wetgever geeft hiermee nadrukkelijk aan dat het ambtsbericht een 
zelfstandig bewijsmiddel is dat kan bijdragen aan een bewezenverklaring. 
Uit de rechtspraktijk blijkt echter dat de verstrekte ambtsberichten niet voor 
het bewijs worden gebruikt. De beperkte (of zelfs afwezige) mogelijkheid van 
toetsing van dergelijke informatie wordt hieraan door de rechter ten grond-
slag gelegd. Een en ander blijkt onder andere uit het arrest van het Hof Am-
sterdam van 17 december 2010 in de Hofstadgroep-zaak.89 Het hof overweegt 
dat het de ambtsberichten van de AIVD niet voor het bewijs gebruikt, nu de 
verdediging de daaraan ten grondslag liggende informatie niet heeft kunnen 
toetsen. De Rotterdamse rechtbank bediende zich jaren eerder van een zelfde 
redenering. In haar vonnis van 5 juni 2003 overweegt zij immers dat de 
ambtsberichten van de AIVD niet voor het bewijs kunnen worden gebruikt, 
omdat de daarin vervatte informatie oncontroleerbaar is voor onder andere 
de verdediging.90 Het voorgaande sluit aan bij eerdere opmerkingen over het 
gebruik van het TCI-proces-verbaal voor het bewijs. Dit is slechts mogelijk 
als voor de verdediging de mogelijkheid heeft bestaan om de informant te 
(doen) horen. Wordt deze lijn doorgetrokken naar het ambtsbericht, dan kan 
worden gesteld dat een ambtsbericht dat in het bijzonder is gebaseerd op 
human intelligence slechts voor het bewijs kan worden gebruikt als de bron 
van de informatie op enige manier wordt gehoord. Vastgesteld is dat de nog 
te bespreken afgeschermde getuigenregeling zeer waarschijnlijk niet in deze 
mogelijkheid voorziet. Bovendien, en misschien nog wel belangrijker, lijkt 
het onaannemelijk dat een inlichtingendienst meewerkt aan het horen van de 
menselijke bron als getuige in het strafproces. Overigens lijkt deze regeling in 
de kern wel voldoende toetsing mogelijk te maken in het geval het ambtsbe-
richt in belangrijke mate is gestoeld op ander inlichtingenmatig onderzoeks-
materiaal, zoals een telefoontap.  
Uit de jurisprudentie volgt dat ander door de inlichtingendiensten ver-
strekt materiaal dan het enkele ambtsbericht voor het bewijs kan worden 
gebruikt. Kennelijk wordt dat materiaal dan als een soort bijlage bij het 
                                                             
88  Zie in dit verband M. Alink, ‘AIVD-informatie als bewijs in het strafproces’, in: PD. 
Duyx, P.D.J. van Zeben, Via Straatsburg (Myjer-bundel), Nijmegen: Wolf Legal Publish-
ers 2004, p. 155-179. 
89  Hof Amsterdam 17 december 2010, LJN BO7690. 
90  Rb. Rotterdam 5 juni 2003, LJN AP9546. Een zelfde benadering is zichtbaar in Rb Rot-
terdam 1 december 2006, LJN AZ3589.  
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ambtsbericht meegezonden. Het gaat dan bijvoorbeeld om de uitwerkingen 
van een door de AIVD getapt telefoongesprek of de opnamen van in de be-
slotenheid gevoerde gesprekken. De Rotterdamse rechtbank overweegt in dit 
verband bijvoorbeeld in het zojuist besproken vonnis van 5 juni 2003 dat de 
door de BVD/AIVD overlegde tapverslagen wel voor het bewijs kunnen 
worden gebruikt. In dit kader overweegt de rechtbank dat de verdediging in 
staat is gesteld de gesprekken te beluisteren. Hiermee heeft de verdediging 
dus de betrouwbaarheid kunnen toetsen. In het arrest in de Eik-zaak ziet de 
Hoge Raad er eveneens geen probleem in dat het hof soortgelijke tapge-
sprekken voor het bewijs gebruikt. De Hoge Raad weegt hierbij mee dat het 
hof onderzoek heeft gedaan naar de representativiteit van de gesprekken, de 
identiteit van de gespreksdeelnemers en naar de juistheid van de vertalingen. 
Wederom een toetsing van de betrouwbaarheid dus.91  
Ander door inlichtingendiensten verstrekt materiaal lijkt aldus vrij ge-
makkelijk tot het bewijs te kunnen worden gebruikt. De betrouwbaarheid 
van dat soort materiaal kan immers worden getoetst, zo lijkt de rechterlijke 
redenering. Toch kunnen wel degelijk bezwaren kleven aan het gebruik van 
dergelijk materiaal in het strafproces. Ten eerste is dat soort materiaal ver-
gaard in een onderzoek van een inlichtingendienst, een niet-strafvorderlijk 
onderzoek dus. Deze informatie is aldus vergaard zonder een strafvorderlijk 
doel in een inlichtingenmatig onderzoek dat niet met strafvorderlijke waar-
borgen is omgeven. Gesteld kan worden dat een dergelijke verstrekking niet 
strookt met de (ook in wetgeving vervatte) gedachte dat de inlichtingendien-
sten en de strafvorderlijk overheid strikt van elkaar te onderscheiden be-
voegdheden en werkvelden hebben. Op deze wijze ontstaat er toch een ver-
menging. Een tweede, en belangrijker bezwaar, schuilt in het volgende. Uit 
het gehele inlichtingenmatige onderzoek wordt op het moment van verstrek-
king bijvoorbeeld een stukje van één getapt telefoongesprek uitgelicht. Bin-
nen het strafproces is het vervolgens onmogelijk om dit stukje van het onder-
zoek van de inlichtingendienst contextueel te plaatsen. Een inlichtingen-
dienst zal een verzoek tot inzage in het gehele inlichtingenmatige onderzoek 
immers altijd afwijzen met een beroep op de geheimhoudingsplicht. Toch 
kan het in het strafproces van belang zijn om in een dergelijk geval meer van 
dit inlichtingenmatige onderzoek te weten. Bijvoorbeeld om te verifiëren of 
een verdachte niet is uitgelokt door een informant of agent van een inlichtin-
gendienst. Een rechtmatigheidstoets dus. Nu kan hier tegen worden inge-
bracht dat de landelijk officier van justitie terrorismebestrijding het inlichtin-
genmatige onderzoek hierop kan controleren. Indachtig art. 6 EVRM en de 
eerder aangehaalde uitspraken van het EHRM in de zaken Ramanauskas, 
Bannikova en in mindere mate Rodriguez lijkt echter een rechterlijke toets 
noodzakelijk. Het arrest van de Hoge Raad van 29 november 2011 laat ver-
                                                             
91  Een zelfde toets is zichtbaar in Hof Amsterdam 17 december 2010, LJN BO7690. 
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volgens zien dat op dat moment ook enige openheid moet worden verschaft 
over het inlichtingenmatige onderzoek.  
De zojuist beschreven situatie lijkt zich voor te doen in de zaak die ten 
grondslag ligt aan het arrest van de Hoge Raad van 15 november 2011 in de 
Piranha-zaak, althans de verdediging voert in die zaak een daarop geënt ver-
weer.92 In casu gebruikt het hof een door de AIVD getapt telefoongesprek 
voor het bewijs. Het hof geeft hierbij zelfs aan dat het gesprek cruciaal is in 
de bewijsvoering. De verdediging betoogt dat de medewerkers van de AIVD 
rondom dit getapte gesprek sturend hebben opgetreden. Ter onderbouwing 
van deze stelling verzoekt de verdediging een medewerker van de AIVD te 
laten horen. Bovendien wordt verzocht alle door de AIVD getapte gesprek-
ken aan het dossier toe te voegen. Onbenoemd blijft of deze verzoeken tot 
doel hebben de betrouwbaarheid van het getapte gesprek te toetsen of de 
rechtmatigheid van het handelen van de AIVD te controleren. Het hof gaat 
grotendeels mee in de verzoeken van de verdediging. Er wordt alleen een 
beperking gemaakt in de hoeveelheid getapte telefoongesprekken die aan het 
dossier moet worden toegevoegd. Het Hoofd AIVD laat vervolgens, niet ge-
heel onverwacht, per brief weten niet mee te gaan in beide verzoeken, deels 
omdat geheimhoudingsplicht van art. 15 Wiv zich hiertegen verzet en deels 
omdat de CTIVD alle ambtsberichten in die periode (en dus ook het tele-
foongesprek dat als bijlage bij het ambtsbericht is verstrekt) al heeft gecontro-
leerd. De opstelling van de AIVD maakt dat in tweede instantie de verzoeken 
van de verdediging door het hof worden afgewezen. Uit deze beslissing van 
het hof lijkt te kunnen worden opgemaakt dat het hof niet goed uit de voeten 
kan met de weigering van de AIVD. Het heeft alle schijn ervan dat het hof 
het simpelweg niet aandurft op dit punt voet bij stuk te houden. In dit ver-
band is het ook opmerkelijk dat geen strafprocessuele consequenties aan 
deze weigering worden verbonden. Het bewuste telefoongesprek wordt im-
mers in de bewijsvoering betrokken.  
De Hoge Raad kan zich niet vinden in de opstelling van het hof. Hij 
overweegt dat het hof in eerste instantie beveelt tot het toevoegen van de 
door de AIVD getapte gesprekken en het oproepen als getuige van de AIVD-
medewerker. Gelet hierop had het hof in de zienswijze van de Hoge Raad in 
tweede instantie breder moeten motiveren waarom die verzoeken dan wor-
den afgewezen. Voorts geeft de Hoge Raad aan dat het hof in dit kader aan-
dacht had moeten besteden aan de mogelijkheid de door de AIVD getapte 
gesprekken met verhulling van gegevens in te zien. Bovendien had naar de 
mogelijkheid van een afgeschermd getuigenverhoor moeten worden geke-
ken. De Hoge Raad lijkt aldus ruimer gemotiveerd te willen zien waarom 
niet al de in de context van het strafproces voorhanden zijnde mogelijkheden 
zijn aangewend om het handelen van een inlichtingendienst en de van hem 
                                                             
92  Hoge Raad 15 november 2011, NJ 2012, 36 m.nt Sch. 
224 Informatie van de AIVD 
―――
 
 
afkomstige informatie te toetsen. Deze motiveringsplicht lijkt zeker te gelden 
in een situatie, en de Piranha-zaak is daarvan een voorbeeld, waarin de lage-
re rechter een dergelijke toetsing in ieder geval in eerste instantie kennelijk 
noodzakelijk acht. In de na verwijzing gevoerde procedure ten overstaan van 
het Amsterdamse hof legt de AIVD wel de gevraagde tapgesprekken onge-
clausuleerd over.93  
Concluderend blijkt uit de jurisprudentie dat ambtsberichten niet voor 
het bewijs worden gebruikt. Ander door een inlichtingdienst verstrekt mate-
riaal wordt hiertoe echter wel gebruikt. De reden hiervoor kan worden ge-
vonden in de mogelijkheden om laatstgenoemd materiaal te toetsen in het 
strafproces. De redenering lijkt dat bijvoorbeeld een door een inlichtingen-
dienst verstrekt telefoongesprek gemakkelijk op betrouwbaarheid kan wor-
den getoetst. De Hoge Raad lijkt op dit punt wel een uitgebreide motivering 
te verlangen in het geval de mogelijkheden om het handelen van een inlich-
tingendienst te toetsen in het strafproces niet (volledig) zijn uitgeput.  
9.5.4  Politieke controle 
Politieke (en daarmee democratische) controle op het handelen van de inlich-
tingendiensten is van groot belang. Het biedt legitimering aan en creëert 
draagvlak voor het werk van deze grotendeels in het geheim opererende 
diensten. Verder is in deze een rol weggelegd voor de Minister van Binnen-
landse Zaken wat betreft de AIVD en de Minister van Defensie in relatie tot 
de MIVD. Zij dragen immers de politieke verantwoordelijkheid voor het 
handelen van deze diensten. Daarnaast zijn zij op grond van de bepalingen 
van de Wiv gehouden toestemming te geven aan de meest ingrijpende on-
derzoeksmethoden die ingezet kunnen worden. Ten slotte doet zich bij uit-
stek parlementaire controle voor in de Commissie voor Inlichtingen- en Vei-
ligheidsdiensten (CIVD) van de Tweede Kamer. In het navolgende wordt op 
de twee laatstgenoemde vormen van politieke controle ingegaan. In verband 
hiermee moet worden opgemerkt dat de politieke controle een marginale rol 
speelt in de concrete toetsing van informatie afkomstig van deze diensten in 
het strafproces. Niettemin schuilt er wel degelijk enig belang in. De Hoge 
Raad lijkt in zijn standaardarrest uit 2006 in de Eik-zaak immers aan te geven 
dat onder meer de politieke controle maakt dat in het strafproces kan worden 
volstaan met een beperkte toetsing van de rechtmatigheid van het handelen 
van de inlichtingendiensten. 
                                                             
93  Hof Amsterdam 25 maart 2014, ECLI:NL:GHAMS:2014:915. 
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9.5.4.1  Ministeriële controle  
Zoals aangegeven dragen de onderscheidenlijke ministers politieke verant-
woordelijkheid voor de onder hen ressorterende inlichtingendiensten. Bezien 
vanuit dat oogpunt is de minister gehouden de dienst te controleren. In ver-
band met de rechtmatigheid van het handelen van een inlichtingendienst is 
in deze in het bijzonder van belang dat een inlichtingendienst slechts bijzon-
dere onderzoeksmethoden in mag zetten na verkregen ministeriele toestem-
ming. De minister kan deze bevoegdheid overigens mandateren aan het 
hoofd van een dienst. Op zijn beurt kan het hoofd submandaat verlenen aan 
zijn medewerkers. Een en ander volgt uit het eerste en tweede lid van art. 19 
Wiv.94 Niet elke bevoegdheid mag overigens worden gemandateerd. De 
AIVD kan bijvoorbeeld eerst overgaan tot het opnemen van vertrouwelijke 
gesprekken, nadat de Minister van Binnenlandse Zaken hiervoor toestem-
ming heeft gegeven. Zo volgt uit het tweede lid van art. 25 Wiv.  
Eerder bleek al dat met de inwerkingtreding van de Wiv de wijze waar-
op gegevens kunnen worden verzameld gedurende het inlichtingmatige 
onderzoek goed is genormeerd. Gelet op het zojuist beschrevene kan worden 
geconcludeerd dat dergelijke vergaring van informatie eveneens onderhevig 
is aan stringente controle. Het voorgaande laat evenwel onverlet dat het wel 
degelijk noodzakelijk kan zijn de rechtmatigheid van het handelen van in-
lichtingendiensten te toetsen in het strafproces. Op het moment dat informa-
tie van dergelijke diensten in het strafproces wordt gebruikt en er twijfels 
bestaan over de bedoelde rechtmatigheid is het immers de rechter die vanuit 
het strafvorderlijk kader is gehouden hier een onderzoek naar in te stellen. 
Ook als dat soort gegevens alleen voor de start van een opsporingsonderzoek 
zijn gebruikt.  
9.5.4.2 De Commissie voor Inlichtingen- en Veiligheidsdiensten  
Parlementaire controle vindt met name plaats in de beslotenheid van de door 
de Tweede Kamer ingestelde Commissie voor Inlichtingen- en Veiligheids-
diensten (CIVD). De leden van deze commissie worden op basis van ver-
trouwelijkheid periodiek geïnformeerd over geheime en operationele aange-
legenheden van de inlichtingendiensten.95 Hoewel gezegd kan worden dat de 
CIVD van belang is voor de democratische inbedding van deze diensten, 
vindt aldus geen controle plaats die relevant is voor het gebruik van informa-
tie afkomstig van deze diensten in het strafproces.  
                                                             
94  In dit verband zei verwezen naar de memorie van toelichting bij de Wiv, Kamerstukken 
II 1997-1998, 25877, nr. 3, p. 27.  
95  Zie het rapport van de Commissie Bestuurlijke Evaluatie AIVD. Dit rapport is als 
bijlage gevoegd bij Kamerstukken II 2004-2005, 29876, nr. 1. 
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9.5.5  De Commissie van Toezicht 
Met de inwerkingtreding van de Wiv is de concrete buitenstrafvorderlijke 
externe controle op de rechtmatigheid van het handelen van de inlichtingen-
diensten verstevigd. Deze wet voorziet namelijk in het instellen van een on-
afhankelijke toezichtscommissie, de CTIVD. De CTIVD kan uit eigen bewe-
ging of op aangeven van de Eerste en/of Tweede Kamer een onderzoek in-
stellen naar de rechtmatigheid van het handelen van deze diensten. Een en 
ander volgt uit het eerste en tweede lid van art. 78 Wiv.96 Met het onderzoek 
naar de rechtmatigheid wordt in dit verband gedoeld op het handelen in 
overeenstemming met de bepalingen van de Wiv. De leden van de CTIVD 
hebben hiertoe op grond van het eerste lid van art. 73 van de genoemde wet 
toegang tot alle gegevens die ten grondslag liggen aan het inlichtingenmatige 
onderzoek. In de context van het onderzoek van de CTIVD kunnen voorts 
getuigen en deskundigen worden gehoord. Zo blijkt uit het eerste lid van art. 
74 Wiv. De bevindingen van de CTIVD worden neergelegd in een toezichts-
rapport. Dit rapport kan gepaard gaan met het doen van aanbevelingen aan 
de minister omtrent eventueel te treffen maatregelen. De minister is gehou-
den te reageren op het toezichtsverslag en daarmee ook op de gedane aanbe-
velingen. Het voorgaande volgt uit art. 79 Wiv. De CTIVD is ook nog een 
andere taak toebedeeld. Zij heeft tot taak de minister te adviseren over de 
afhandeling van klachten over de inlichtingendiensten. Tot op de dag van 
vandaag brengt de CTIVD haar toezichtsrapporten naar het handelen van de 
inlichtingendiensten in retrospectief opzicht uit, in die zin dat achteraf wordt 
bekeken of bijvoorbeeld het inzetten van een agent op een juiste wijze is ge-
schied. Eerder is al opgemerkt dat in het evaluatierapport van de Wiv in 
samenhang met het voorstel de bevoegdheden van de inlichtingendiensten te 
verruimen ook wordt geopperd het toezicht door de CTIVD op punten te 
wijzigen.97 Aanbevolen wordt dat het mogelijk maken van het ongericht tap-
pen van kabelgebonden telecommunicatie moet worden gekoppeld aan een 
directe rechtmatigheidstoets door de CTIVD, in die zin dat ogenblikkelijk na 
dergelijk ongericht tappen de commissie een bindend rechtmatigheidsoor-
deel uitspreekt over het verdere gebruik van de aldus binnengehaalde infor-
matie. 
De CTIVD rapporteert over vele aspecten van het inlichtingenmatige on-
derzoekswerk. Die rapporten kunnen zien op één specifiek onderzoek. Daar-
naast kan een onderdeel van het werk van de inlichtingendiensten worden 
belicht. Zo toetst de CTIVD regelmatig of onder meer de in art. 25 neergeleg-
de tapbevoegdheid rechtmatig wordt toegepast. In haar rapport van 10 juli 
                                                             
96  Zie ook de memorie van toelichting bij de Wiv, Kamerstukken II 1997-1998, 25877, nr. 3.  
97  Bijlage bij Kamerstukken II 2013-2014, 33 820, nr. 1 (Evaluatie Wiv. Naar een nieuwe 
Balans tussen bevoegdheden en waarborgen). 
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2013 concludeert zij op dit punt dat de AIVD in de periode september 2011 
tot en met augustus 2012 in een vijftal gevallen onrechtmatig heeft afgeluis-
terd, doordat het aanwenden van deze bevoegdheid niet proportioneel was 
vanwege de bijzondere categorie personen die werd afgeluisterd.98 In het ge-
heime deel van dit toezichtsrapport wordt hierover nader uitgeweid. Perio-
diek worden eveneens toezichtsrapporten uitgebracht over de verstrekte 
ambtsberichten.99 De CTIVD zet in deze rapporten allereerst uiteen op welke 
wijze een dergelijke informatieverstrekking tot stand komt, waarbij ook 
wordt ingegaan op bestaande interne controlemechanismen. Verder is van 
belang dat de CTIVD bekijkt of de inhoud van het ambtsbericht correspon-
deert met de resultaten van het inlichtingenmatige onderzoek. Zij voert aldus 
een betrouwbaarheidstoets uit. Hoewel deze toets zich natuurlijk wel beperkt 
tot wat in het onderzoek van een inlichtingendienst naar boven is gekomen. 
Niet gezegd kan worden dat dergelijk onderzoek door de CTIVD een uit-
spraak over de materiële waarheid oplevert.  
De CTIVD concludeert in haar rapporten dat de inhoud van de door haar 
onderzochte ambtsberichten wordt onderbouwd door de in het inlichtin-
genmatige onderzoek vergaarde gegevens. Het ambtsbericht vormt met an-
dere woorden een juiste weerslag van het onderzoek van de inlichtingen-
diensten. Hiermee is nog niets gezegd over de betrouwbaarheid van dat 
soort informatie. De commissie merkt in dat verband wel op dat de interne 
procedures om de betrouwbaarheid vast te stellen met voldoende waarbor-
gen zijn omkleed.100 Voorts hecht de commissie eraan te vermelden dat de 
AIVD, wat betreft de ambtsberichten die gedeeltelijk zijn gebaseerd op één 
menselijke bron, zorgvuldig is omgegaan met de vaststelling van de be-
trouwbaarheid van de informatie. Overigens oordeelt de CTIVD in twee an-
dere rapporten uit het jaar 2006 dat de AIVD en de MIVD op een rechtmatige 
wijze agenten inzetten.101 De enige wanklank die klinkt, is dat vooral de 
MIVD al gebruik maakt van agenten op een moment dat nog geen ministerie-
le toestemming is verleend. In reactie hierop geeft de Minister van Defensie 
aan dat de interne werkwijze op dit punt is aangescherpt.102  
De CTIVD laat zich op punten ook kritisch uit over de uitgebrachte 
ambtsberichten. Zo dringt zij in haar rapport van 31 mei 2006 erop aan dat de 
                                                             
98  Zie Toezichtsrapport nr. 35van de CTIVD, te raadplegen via www.ctivd.nl. 
99  Zie Toezichtsrapporten nrs. 9a, 9b en 29 van de CTIVD, te raadplegen via www. 
ctivd.nl. 
100  Deze opmerking wordt gemaakt in Toezichtsrapporten nr. 9a en 9b. De onderscheiden-
lijke rapporten zien op de door de AIVD uitgebrachte ambtsberichten in de periode ja-
nuari 2004 tot oktober 2005 en die van de MIVD in de periode januari 2004 tot januari 
2006.  
101  Zie Toezichtsrapporten nrs. 8a en 8b van de CTIVD, te raadplegen via www.ctivd.nl. 
102  Zie de brief van de Minister van Defensie d.d. 24 mei 2006, Kamerstukken II 2005-2006, 
29 924, nr. 11.  
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AIVD in het ambtsbericht consequent een oordeel over de betrouwbaarheid 
van de te verstrekken informatie geeft.103 Verder eist zij dat expliciet verslag 
wordt gemaakt van bepaalde aspecten van het inlichtingenmatige onderzoek 
dat ten grondslag ligt aan het ambtsbericht. Een en ander in het kader van de 
achteraf uit te voeren toetsing van de betrouwbaarheid door de CTIVD en 
landelijk officier van justitie terrorismebestrijding. Zo moet de AIVD in het 
achterliggende dossier inzichtelijk maken of er ontlastende informatie be-
staat. Bovendien moet aangegeven worden hoe de betrouwbaarheid van dat 
soort materiaal is beoordeeld.104 Verder beveelt de commissie aan dat te allen 
tijde een gespreksverslag wordt opgemaakt van de ontmoetingen met een 
agent. Dit laatste kan wederom in de sleutel van de benodigde verslagleg-
ging worden geplaatst. De door de CTIVD geplaatste kanttekeningen leiden 
overigens niet tot de slotsom dat de diensten onrechtmatig hebben opgetre-
den. De CTIVD concludeert namelijk dat over het algemeen de ambtsberich-
ten in overeenstemming met de Wiv en op behoorlijke en zorgvuldige wijze 
tot stand zijn gekomen.  
Concluderend moet voorop worden gesteld dat de CTIVD een belangrij-
ke controlerende taak verricht in relatie tot de rechtmatigheid van het hande-
len van de inlichtingendiensten. De stelling zou zelfs kunnen worden be-
trokken dat deze toets maakt dat kan worden volstaan met beperkte rechter-
lijke controle. Toch moet hier anders tegen aan worden gekeken. De rechter 
komt een eigen controlerende rol toe op het moment dat informatie afkom-
stig van deze diensten wordt gebruikt in het strafproces. De reden hiervoor 
kan onder meer worden gevonden in het gegeven dat de rechter andere 
maatstaven hanteert dan de binnen de reikwijdte van de Wiv opererende 
CTIVD. De rechter oordeelt immers vanuit het strafvorderlijk kader. Vanuit 
dat perspectief kan hij gehouden zijn een betrouwbaarheids- dan wel recht-
matigheidstoets uit te voeren. Waarbij wel de opmerking moet worden ge-
plaatst dat voor de laatstgenoemde toets eerst plaats is als er (door de verde-
diging opgeworpen) twijfels bestaan over de rechtmatigheid van het hande-
len van een inlichtingendienst. In dit verband moet worden opgemerkt dat 
het voor de verdediging niet gemakkelijk zal zijn dergelijke twijfels te laten 
rijzen. Een aanleiding hiervoor zou bijvoorbeeld wel kunnen worden gevon-
den in een door de CTIVD uitgebracht (openbaar) toezichtsverslag, maar ook 
los hiervan kunnen vermeende onrechtmatigheden worden opgevoerd door 
de verdediging. Wat betreft dit laatste kan de informatie die een verdachte 
aan zijn advocaat verstrekt of eventuele ongerijmdheden die (ogenschijnlijk) 
schuil gaan in de informatie van de inlichtingendienst belangrijke bouwste-
nen zijn voor een door de advocaat te voeren verweer op het punt van het 
rechtmatige handelen van een inlichtingendienst.  
                                                             
103  Toezichtsrapport nr. 9a van de CTIVD, te raadplegen via www.ctivd.nl. 
104  Toezichtsrapport nr. 29 van de CTIVD, te raadplegen via www.ctivd.nl. 
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9.5.6  De Nationale ombudsman 
Het handelen van de inlichtingendiensten kan ook extern worden gecontro-
leerd door de Nationale ombudsman. De Nationale ombudsman behandelt 
immers door burgers ingestelde klachten over bestuursorganen. In relatie tot 
deze diensten is dit nog eens expliciet verankerd in art. 83 Wiv. Voorafgaand 
aan het indienen van een klacht dient de burger wel de minister op de hoogte 
te brengen. De minister is vervolgens, na verkregen advies van de CTIVD, 
gehouden zijn zienswijze daarop te geven en een beslissing te nemen. Zo 
volgt uit het tweede lid van het genoemde artikel. Indien de klager het niet 
eens is met de beslissing van de minister, kan hij een klacht indienen bij de 
Nationale ombudsman.  
De controle van de Nationale ombudsman zou in een leemte kunnen 
voorzien in het geval politie en OM een opsporingsonderzoek starten op 
basis van een ambtsbericht, maar vervolgens niet overgaan tot strafvervol-
ging. In een dergelijk geval kan de strafrechter het handelen van de politie 
immers niet controleren en daarover dus ook geen oordeel uitspreken. Opge-
merkt moet worden dat in een dergelijk geval in het bijzonder het handelen 
van politie en OM wordt beoordeeld, gekeken wordt bijvoorbeeld naar de 
vraag of op basis van een ambtsbericht een verdenking kon bestaat die een 
aanhouding rechtvaardigt, en niet zozeer het handelen van de inlichtingen-
diensten. Dergelijke rapporten zijn echter tot op heden niet uitgebracht door 
de Nationale ombudsman. Hij rapporteert in het bijzonder over verzoeken 
tot inzage in interne stukken van hoofdzakelijk de AIVD.105 Gesteld kan dan 
ook worden dat de Nationale ombudsman tot op heden geen controlerende 
rol vervult in relatie tot het gebruik van informatie van inlichtingendiensten 
in het strafproces.  
9.6  SAMENVATTING, BIJZONDERHEDEN EN AANBEVELINGEN VOOR 
VERBETERDE CONTROLE 
Een ambtsbericht van een inlichtingendienst kan de start inluiden van een 
strafrechtelijk onderzoek, kan leiden tot het toepassen van dwangmiddelen 
en kan voor het bewijs worden gebruikt. In de inleiding zijn de gevaren en 
bezwaren aan bod gekomen die verbonden (kunnen) zijn aan het gebruik-
maken van dit soort informatie in het strafproces. Zichtbaar is geworden dat 
                                                             
105  Zie bijvoorbeeld rapportnr. 2010/133. In casu wordt geklaagd over de weigering inzage 
te geven in het naar aanleiding van de klacht door de CTIVD ingestelde onderzoek. De 
Nationale ombudsman oordeelt dat de AIVD in redelijkheid heeft besloten geen inzage 
te verlenen in de genoemde stukken en verklaart de klacht ongegrond. De inhoud van 
het rapport is te raadplegen op de website van de Nationale ombudsman. 
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het werk van de inlichtingendiensten in de loop der jaren en vooral na de 
inwerkingtreding van de Wiv steeds beter is genormeerd en dat bovendien 
buiten het strafvorderlijk kader de externe controle op het handelen van deze 
diensten is versterkt. Feit blijft wel dat dit alles zich buiten de context van het 
strafproces afspeelt. Het blijft ook een feit dat de door deze diensten verza-
melde informatie op een afgeschermde wijze aan politie en OM, verdediging 
en zittingsrechter wordt verstrekt. Toetsing van (de verkrijging van) deze in-
formatie in het strafproces is hierdoor sterk beknot. Onverkort kan ook de 
noodzaak bestaan om binnen het strafvorderlijk kader de betrouwbaarheid 
van de informatie van inlichtingendiensten én de rechtmatigheid van de ver-
krijging ervan te toetsen. Weliswaar met de beperking dat daartoe wel enige 
(door de verdediging aangedragen) aanleiding dient te bestaan en dat vooral 
aan een uitgebreide betrouwbaarheids- en rechtmatigheidstoets ruimte moet 
worden gegeven op het moment dat dit type startinformatie in de bewijsvoe-
ring wordt betrokken.  
Kijkend naar de controlemechanismen die binnen het strafvorderlijk ka-
der bestaan, valt direct op dat alleen de landelijk officier van justitie terroris-
mebestrijding daadwerkelijk toegang heeft tot de interne stukken die tot het 
verstrekken van een ambtsbericht hebben geresulteerd. Deze landelijk offi-
cier lijkt dan ook de enige functionaris binnen dit kader te zijn die in staat is 
de (verkrijging van de) informatie van de inlichtingendiensten effectief te 
toetsen op betrouwbaarheid en rechtmatigheid. Hoewel de controle door de 
landelijk officier effectief is en ervan kan worden uitgegaan dat deze officier 
zijn controlerende taak op een juiste wijze vervult, moet worden opgemerkt 
dat hij op dit punt niet een onafhankelijke en objectieve positie inneemt. Lo-
gischerwijs bekijkt deze officier de van de inlichtingendiensten afkomstige 
informatie in het bijzonder vanuit het perspectief van de opsporing van straf-
bare feiten. Dat is toch een fundamenteel andere blik dan die van een rechter. 
Soortgelijke opmerkingen zijn eveneens gemaakt wat betreft de controle van 
het TCI door de TCI-officier. Gelet hierop worden aanstonds aanbevelingen 
gedaan om de rechter in staat te stellen de wijze van verkrijging van de in het 
ambtsbericht vervatte informatie effectief toetsen door het creëren van een 
recht tot inzage in het inlichtingenmatige onderzoek. 
Binnen het strafvorderlijk kader kan in de eerste plaats aan de betrouw-
baarheidstoets vorm worden gegeven door de zaaksofficier en zijn politiële 
onderzoeksteam. Het gegeven dat de betrouwbaarheid van de uit te geven 
informatie al intern door de inlichtingendiensten wordt getoetst voordat een 
ambtsbericht wordt verstrekt en het feit dat de landelijk officier een zelfde 
toets uitvoert, geeft evenwel kleur aan de noodzaak en de omvang van het 
aanvullende onderzoek door de tactische recherche. Eveneens speelt een rol 
dat een ambtsbericht zeer wel betrekking kan hebben op een te plegen terro-
ristisch misdrijf. Vanwege het gevaarzettende en spoedeisende karakter van 
de in een dergelijk ambtsbericht vervatte informatie kan het te billijken zijn 
dat in dat geval in het geheel wordt afgezien van het verrichten van aanvul-
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lend onderzoek en is bovendien de ruimte om als tactische recherche of 
zaaksofficier niet te acteren op de verstrekte informatie de facto afwezig. De 
jurisprudentie ten aanzien van de vraag of strafrechtelijke onderzoeken en 
dwangmiddelen kunnen worden ingezet op basis van dit type startinforma-
tie vertoont grote gelijkenis met de jurisprudentie die is ontwikkeld in relatie 
tot de anonieme tips van burgers en TCI-informatie. De Hoge Raad eist im-
mers niet expliciet dat het ambtsbericht concrete informatie bevat of dat de 
tactische recherche aanvullend betrouwbaarheidsonderzoek verricht ter toet-
sing van de betrouwbaarheid van deze gegevens, hoewel hij in zijn arrest uit 
2008 wel enige kennelijk relevante elementen terug laat komen. Dat geldt 
bijvoorbeeld voor het gegeven dat de informatie, ondanks aanvullend onder-
zoek, onbevestigd is gebleven en het gegeven dat er ook tijd was om dit aan-
vullende onderzoek te verrichten. De Hoge Raad wil kennelijk op dit punt 
geen algemene overwegingen formuleren. Zodoende wordt, wat betreft het 
aannemen van een verdenking, veel ruimte gelaten aan onder meer de feiten-
rechter. Voor de wenselijkheid van deze benadering van het hoogste rechts-
college wordt verwezen naar eerdere opmerkingen gemaakt in het kader van 
de anonieme tips van burgers en TCI-informatie. Mocht dit type startinfor-
matie in de bewijsvoering worden betrokken dan bestaat eerder de noodzaak 
uitgebreid stil te staan bij de betrouwbaarheid van de informatie. De moge-
lijkheden om het ambtsbericht in het strafproces op betrouwbaarheid te toet-
sen zijn echter zeer beperkt gelet op het gegeven dat de inlichtingendiensten 
geraadpleegde bronnen en toegepaste methodieken niet prijs geven. Het 
ambtsbericht van de AIVD vertoont hierdoor sterke gelijkenis met het TCI-
proces-verbaal en daarom wordt voor de mogelijkheden voor het gebruik 
voor het bewijs verwezen naar de opmerkingen gemaakt in het hoofdstuk 
over TCI-informatie.  
Wat betreft de rechterlijke toets van het rechtmatige handelen van een in-
lichtingendienst, is verdedigbaar dat hiertoe een verplichting kan bestaan 
ook al worden dat soort gegevens puur en alleen voor de start van een straf-
rechtelijk onderzoek gebruikt. In het geval dit type startinformatie in de be-
wijsvoering wordt betrokken, zal evenwel eerder de noodzaak bestaan uit-
gebreid de rechtmatigheid van de verkrijging te toetsen. In alle gevallen rust 
primair op de schouders van de verdediging de plicht om aannemelijk te la-
ten worden dat een onderzoek naar de rechtmatigheid noodzakelijk is. De 
noodzaak tot een dergelijke toets kan in het bijzonder bestaan op het moment 
dat onderbouwd wordt aangevoerd dat de inlichtingendienst of een buiten-
landse zusterdienst in strijd met art. 6 EVRM heeft gehandeld, dan wel dat 
spanning met dit artikel ontstaat door het (vermeende) achterhouden dan 
wel niet willen prijsgeven van ontlastende informatie. Zoals opgemerkt moet 
de verdediging hiervoor aanknopingspunten aandragen. Met het oog op on-
gewenste fishing expeditions verdient het enerzijds de voorkeur dat deze last 
op de schouders van de verdediging rust, terwijl anderzijds de rechter bij een 
beroep op schending van art. 6 EVRM ook weer niet te hoge drempels mag 
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opwerpen om een rechtmatigheidsonderzoek mogelijk te maken. Een aanlei-
ding tot dit onderzoek kan worden gevonden in een door de CTIVD uitge-
bracht toezichtsverslag, maar kan ook zijn gelegen in de informatie die een 
verdachte aan zijn advocaat verstrekt of eventuele ongerijmdheden die 
(ogenschijnlijk) schuil gaan in de informatie van de inlichtingendienst.  
Op het punt van het inkleuren van de rechterlijke rechtmatigheidstoets 
moet een verschil worden gemaakt tussen de rol van de zittingsrechter en die 
van de r-c. De zittingsrechter moet in eerste instantie de noodzaak voelen een 
opening te bieden voor een onderzoek naar de rechtmatigheid van de infor-
matievergaring door de inlichtingendienst. Hieraan kan dan primair invul-
ling worden gegeven door het ter zitting horen van de landelijk officier van 
justitie terrorismebestrijding en/of het (plv.) Hoofd AIVD als getuige. Moch-
ten deze getuigenverhoren niet het (door de verdediging) beoogde resultaat 
opleveren, dan kan de zittingsrechter de r-c inschakelen. Met gebruikmaking 
van de mogelijkheden die de Wet afgeschermde getuigen biedt, kan de r-c in 
de eerste plaats het spoor bewandelen van het uitvoeren van een getuigen-
verhoor in combinatie met het toepassen van de verruimde mogelijkheden 
van art. 187d Sv. Mocht dat tot niets leiden of op voorhand al zinloos lijken, 
bijvoorbeeld door de opstelling van de inlichtingendienst, dan kan hij in de 
tweede plaats een afgeschermd getuigenverhoor in de zin van art. 226m tot 
en met 226s Sv gelasten. Duidelijk is gemaakt dat een belemmerende factor 
voor de effectiviteit van een dergelijk verhoor is dat veel macht is gelaten bij 
de inlichtingendienst, waardoor in een concrete strafzaak een effectieve 
rechtmatigheidstoets feitelijk niet mogelijk is en strijd met art. 6 EVRM kan 
ontstaan. Hierin kan verandering worden gebracht door de wet op twee 
punten te wijzigen. De r-c moet in de toekomst degene zijn die bepaalt of het 
afgeschermde getuigenverhoor aan het dossier wordt toegevoegd. Voorts 
dient de r-c een uitdrukkelijk geformuleerd recht op inzage in de onder-
zoeksgegevens van de inlichtingendiensten te krijgen. Alleen op die wijze 
kan de betrouwbaarheid van de in het ambtsbericht vervatte informatie en de 
rechtmatigheid van de verkrijging van de informatie worden getoetst door 
de r-c. Aldus wordt daadwerkelijke en effectieve rechterlijke controle moge-
lijk gemaakt. Dit is een belangrijk en noodzakelijk aanvullend controleme-
chanisme naast de toetsing die door de landelijk officier en CTIVD reeds 
wordt verricht. De rechterlijke toetsing voldoet namelijk aan twee, in de sfeer 
van art. 6 EVRM, belangrijke criteria. Deze controle is onafhankelijk en het 
geschiedt binnen het strafvorderlijk kader in een concrete strafzaak. 
In de context van de van inlichtingendiensten afkomstige informatie 
moet het, indien de rechterlijke rechtmatigheidstoets hiertoe aanleiding geeft, 
bovendien mogelijk zijn dat in dit verband een onrechtmatigheid wordt ge-
sanctioneerd, ook al worden deze gegevens alleen voor de start van een op-
sporingsonderzoek gebruikt. Aansluiting kan in dit verband worden gezocht 
bij het arrest van de Hoge Raad in de Eik-zaak. Dit brengt allereerst met zich 
dat sanctionering buiten de context van art. 359a Sv plaatsvindt. In lijn met dit 
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arrest kan de stelling worden betrokken dat als een strafrechtelijk onderzoek 
start op basis van informatie die door een inlichtingendienst is verkregen op 
een manier die in strijd is met art. 6 EVRM, dit (weliswaar via de verboden 
vruchtenleer) tot bewijsuitsluiting kan leiden. Deze conclusie strookt met het 
eerder aangehaalde standaardarrest van de Hoge Raad van 19 februari 2013, 
waarin wordt overwogen dat bewijsuitsluiting noodzakelijk kan zijn ter ver-
zekering van het recht van de verdachte op een eerlijk proces. In die gevallen 
waarin de onrechtmatig verkregen startinformatie niet direct tot het verkrij-
gen van bewijsmateriaal leidt, is strafvermindering de meest geëigende sanc-
tie.  
Concluderend kan worden gesteld dat het handelen van de inlichtingen-
diensten buiten het strafvorderlijke kader is genormeerd en wordt gecontro-
leerd. Met het oog op de risico’s die samenhangen met het gebruik van in-
formatie van inlichtingendiensten in het strafproces kan niettemin de nood-
zaak bestaan binnen het strafproces op verschillende momenten en door 
diverse strafrechtelijke actoren in elk geval de betrouwbaarheid en in som-
mige gevallen de rechtmatigheid te toetsen. De noodzaak tot een dergelijke 
toets bestaat in de regel eerder op het moment dat dit type startinformatie in 
de bewijsvoering wordt betrokken. Met dit in het achterhoofd kan worden 
gesteld dat de zittingsrechter in de betrouwbaarheidstoets een centrale rol 
vervult. Hij is immers degene die achteraf beoordeelt of de eerdere afwegin-
gen en gemaakte keuzes over het toepassen van een dwangmiddel op basis 
van een ambtsbericht te billijken zijn. Wat betreft de rechterlijke rechtmatig-
heidstoets in een concrete strafzaak vervult de zittingsechter in de eerste 
plaats een belangrijke rol. Hij kan een eerste aanzet geven tot het toetsen van 
de rechtmatigheid, door het horen van de landelijk officier en/of het (plaats-
vervangend) Hoofd AIVD, en hierop volgend mogelijkerwijs verwijzen naar 
de r-c. De r-c is beter geëquipeerd om een effectieve rechtmatigheidstoets te 
verrichten. In de beslotenheid van het kabinet kan nu eenmaal gemakkelijker 
een juiste balans worden gevonden tussen enerzijds het belang van de verde-
diging en anderzijds het belang waar de inlichtingendienst voor staat. De be-
staande bevoegdheden die de r-c bezit op grond van de Wet afgeschermde 
getuigen dienen hiertoe op de eerder omschreven wijze te worden uitge-
breid.  
 
 10 Informatie van de RID 
 
10.1 INLEIDING 
Het werkgebied van de RID strekt zich tot nu toe uit over twee terreinen.1 
Enerzijds verricht hij op grond van art. 60 Wiv AIVD-werkzaamheden, an-
derzijds verricht hij onder gezag van de burgemeester werkzaamheden op 
het gebied van de openbare orde.2 Dit laatste wordt ook wel de openbare 
orde taak van de RID genoemd.3 Daarover gaat het in dit hoofdstuk. In het 
kader van de openbare orde taak (de oo-taak) worden primair gegevens ver-
zameld over bewegingen en activiteiten van groepen personen en de gevol-
gen daarvan voor de openbare orde om de burgemeester in te lichten en te 
adviseren over mogelijke verstoringen van die openbare orde. In dit verband 
kan worden gedacht aan het heimelijk inwinnen van inlichtingen over orde-
verstoringen rondom een voetbalwedstrijd of een op handen zijnde demon-
stratie. Het komt echter ook (op grote schaal) voor dat de RID in het kader 
van deze taak informatie verzamelt over links- en rechts-extremisme en dat 
onderzoek wordt gedaan naar de radicalisering van individuen. De RID kan 
vormgeven aan dit inlichtingenmatige onderzoek door informanten te run-
nen en (stelselmatige) observaties te verrichten. Hoewel de RID in het kader 
                                                             
1  De regionale eenheden beschikken over een eigen RID. De grootte varieert echter nogal 
per eenheid. Een RID kan door een handjevol mensen worden bemand, maar er kun-
nen ook tientallen personen werkzaam zijn. Zie hiervoor het toezichtsrapport nr. 16 
van de CTIVD, te raadplegen via www.ctivd.nl. 
2  De RID heeft dus een dubbele, maar van elkaar te onderscheiden, taak. Deze dubbele 
taakstelling kan (organisatorische) problemen met zich brengen, de zogenaamde ‘twee 
petten-problematiek’. De te onderscheiden taken en onderzoeksgebieden van de RID 
kunnen in de praktijk immers met elkaar vermengen. Ter voorbeeld kan erop worden 
gewezen dat de RID in het kader van de openbare orde taak onderzoek doet naar 
links- en rechts-extremisme en kijkt naar de radicalisering van individuen. Onderzoek 
dat nu juist bij uitstek onder de taakstelling van de AIVD valt. De RID begeeft zich met 
andere woorden wat betreft deze onderzoeksvelden in het kader van de oo-taak op het 
speelveld van de AIVD zonder dat hiervoor het regime van de Wiv geldt. In een iets 
ander verband moet worden opgemerkt dat het werk van de RID binnen de openbare 
orde taak ook overlap vertoont met het TCI. De RID ziet zichzelf met andere woorden 
in het kader van de openbare orde taak (ten dele) ingeklemd tussen de AIVD enerzijds 
en het TCI anderzijds. 
3  Zie ook een artikel van mijn hand over de RID getiteld ‘De Regionale Inlichtingen-
dienst: ongecontroleerd balanceren op en over de grens van rechtmatigheid’, NJB 2012, 
p. 2122-2127. 
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van de openbare orde taak werkt buiten het strafvorderlijk kader, kan na-
tuurlijk wel strafrechtelijk relevante informatie worden verkregen die na ver-
strekking aan de zaaksofficier en de tactische recherche tot de start van een 
opsporingsonderzoek en het toepassen van strafvorderlijke dwangmiddelen 
kan leiden.  
De wijze waarop de RID informatie vergaart vertoont, in het bijzonder 
wat betreft het runnen van informanten, overeenkomst met de wijze waarop 
het TCI informatie verzamelt. De informatie van de RID wordt bovendien, 
net als informatie van het TCI, geanonimiseerd verstrekt aan de zaaksofficier 
en de tactische recherche. Het afschermen van geraadpleegde bronnen en 
toegepaste methodieken ligt hieraan ten grondslag. De gevaren die het werk 
van het TCI omgeven, spelen dan ook onverkort in het kader van dit type 
startinformatie. Onder meer moet worden gedacht aan het gevaar dat de 
informant van de RID valse informatie verstrekt.4 Los hiervan wordt in dit 
hoofdstuk in het bijzonder gekeken naar de rechtmatigheid van het handelen 
van de RID. In het kader van de openbare orde taak wint dit politieonderdeel 
immers niet alleen inlichtingen in over groepen burgers. Ook individuen 
kunnen onderwerp van onderzoek zijn. Het is de vraag of de huidige norme-
ring van het werk van de RID in het bijzonder dit laatste type onderzoek 
legitimeert en of de RID dus wel rechtmatig zijn informatie verkrijgt. In dit 
verband speelt los van het privacyaspect het gegeven dat de RID van ouds-
her een inlichtingendienst is die (ook) politiek getint inlichtingenwerk uit-
voert, bijvoorbeeld door de radicalisering van een lokale politieke partij te 
onderzoeken, dat inbreuk kan maken op grondrechten zoals het recht op (po-
litieke) vereniging, vrijheid van godsdienst en vrijheid van meningsuiting.5 
Deze dimensie die kleeft aan het werk van de RID is een kenmerkend ele-
ment dat samenhangt met het vergaren van dit type startinformatie.  
Vanuit geschetst perspectief wordt bekeken op welke wijze vorm is ge-
geven aan de controle op en de normering van het werk van de RID in het 
kader van de openbare orde taak. In dit verband wordt ook bezien of, en zo 
ja hoe het inlichtingenwerk van de RID zich verhoudt tot het privacybe-
schermende art. 8 EVRM. De uitkomst van het voorgaande is relevant. Mocht 
immers blijken dat de RID op een onrechtmatige wijze informatie verkrijgt, 
dan brengt dit in deze context met zich dat mogelijkerwijs opsporingsonder-
zoeken wordt gestart en dwangmiddelen worden toegepast op basis van on-
rechtmatig verkregen informatie.  
                                                             
4  Zie hoofdstuk 4.  
5  Zie hierover bijvoorbeeld A.B. Hoogenboom, ‘De politieke inlichtingendienst bij de 
Rotterdamse politie (1880-1940)’, Tijdschrift voor de politie 1985, p. 475-478. 
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10.2  DE START  
De door de RID vergaarde informatie kan de start van een strafrechtelijk 
onderzoek inluiden. Alvorens hierop in te gaan, volgt een schets van de mo-
gelijkheden en bevoegdheden die dit politieonderdeel bezit om informatie te 
verkrijgen. In het kader van de oo-taak verzamelt de RID onder andere gege-
vens door open bronnen en digitale politiesystemen te raadplegen, informan-
ten te runnen en (kortdurende) observaties uit te voeren.6 De inzet van deze 
onderzoeksmethoden wordt in de huidige situatie gelegitimeerd door het 
bepaalde in het algemeen taakstellende art. 3 Politiewet en genormeerd door 
de in 2000 opgestelde Handleiding Informatie Inwinning Openbare Orde 
(hierna de Handleiding).7 Een wettelijk kader dat gelijkenis vertoont met dat 
van de politie en OM voor de inwerkingtreding van de Wet BOB.8 Wat ver-
der opvalt is dat de Handleiding summier is en bovendien na het opstellen 
ervan nauwelijks is herzien. Het opslaan en verstrekken van de door de RID 
verzamelde informatie wordt ten slotte gelegitimeerd door in het bijzonder 
de artikelen 10 en 16 Wet Politiegegevens.  
In de Handleiding wordt allereerst aangegeven dat de informatieverga-
ring in het kader van de oo-taak zich, in principe, richt op groepen van per-
sonen, maar dat ook informatie over individuen kan worden ingewonnen. 
Over het runnen van informanten door de RID wordt onder meer gesteld dat 
de RID dit doet op basis van art. 3 Politiewet. Zo’n informant kan een per-
soon zijn die uit eigen beweging informatie verstrekt over een persoon of een 
groep van personen, maar ook een persoon die op verzoek van de politie in-
formatie verschaft. Gesteld wordt dat een dergelijke informant door de RID 
gericht op pad kan worden gestuurd om informatie te verwerven. Dit laatste 
blijkt de praktijk te zijn (geworden). Met name in het onderzoek naar radica-
lisering wordt op deze manier stelselmatig informatie ingewonnen over in-
dividuen.9 Deze werkwijze vertoont sterke gelijkenis met de op grond van 
artikel 21 Wiv door de AIVD gerunde agent en de (overigens nauwelijks 
                                                             
6  Zie in dit verband de brief d.d. 5 oktober 1999 van de toenmalige ministers van Binnen-
landse Zaken en Justitie in verband met het inwinnen van informatie ten behoeve van 
de handhaving van de openbare orde, Kamerstukken II 1999-2000, 25 232, nr. 18. De 
brief is destijds opgesteld in het licht van het EK 2000.  
7  De Handleiding is als bijlage gevoegd bij de brief d.d. 28 januari 2000 van de toenmali-
ge ministers van Binnenlandse Zaken en Justitie, Kamerstukken II 1999-2000, 25 232, nr. 
19. 
8  Zie in dit verband bijvoorbeeld het rapport van de Commissie Van Traa, Kamerstukken 
II 1995-1996, 24 072, nrs. 10, 11, 14 en 15 (eindrapport ‘Inzake Opsporing’ van de Par-
lementaire Enquêtecommissie Opsporingsmethoden en de daarbij behorende bijlagen 
V en VI).  
9  Een en ander volgt ook uit het toezichtsrapport nr. 16 van de CTIVD, te raadplegen via 
www.ctivd.nl. 
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gebruikte) strafvorderlijke informant van artikel 126v Sv.10 Maar weer anders 
dan de AIVD-agent is het de RID-informant niet toegestaan strafbare feiten te 
plegen gedurende het verzamelen van informatie. Verder wordt in de Hand-
leiding benadrukt dat de identiteit van de informant kan worden afge-
schermd. Voorts wordt vermeld dat de informant een geldelijke vergoeding 
kan krijgen voor de aangeleverde informatie.  
Over het uitvoeren van observaties wordt in de Handleiding aangegeven 
dat art. 3 Politiewet het mogelijk maakt om personen en groepen niet stel-
selmatig te volgen. Hierbij kunnen technische hulpmiddelen worden ingezet 
en de aldus verkregen beelden mogen zelfs worden opgenomen. In de Hand-
leiding wordt gesteld dat observaties waardoor een min of meer volledig 
beeld van iemands leven wordt verkregen, niet zijn toegestaan. Uit het rap-
port van de CTIVD van 19 december 2007 blijkt dat dat soort privacyschen-
dende observaties wel degelijk worden uitgevoerd.11 Als dat nog steeds zo is, 
dan is er sprake van een situatie die, gelet op de huidige normering van het 
werk van de RID, spanning oplevert met art. 8 EVRM. Hetzelfde kan worden 
gesteld over het eerder gesignaleerde stelselmatig runnen van informanten. 
Het tweede lid van het zojuist genoemde artikel bepaalt immers dat de in-
menging van enig openbaar gezag in de uitoefening van het recht op privacy, 
slechts is toegestaan indien dit bij wet is voorzien en noodzakelijk is in een 
democratische samenleving in het belang van onder meer de openbare vei-
ligheid en het voorkomen van strafbare feiten. Bezwaarlijk kan worden vol-
gehouden dat het algemeen taakstellende art. 3 Politiewet de benodigde 
wettelijke basis voor de besproken privacyschendende onderzoeksmethoden 
biedt. Gesteld kan dan ook worden dat op het moment dat dit politieonder-
deel op deze wijze informatie verkrijgt, dit in strijd met art. 8 EVRM en dus 
onrechtmatig is.  
Ook de CTIVD heeft gewezen op de noodzaak van het creëren van een 
expliciete wettelijk basis voor de openbare orde taak van de RID met name 
nu in het kader van het onderzoek naar radicalisering veelvuldig stelselmatig 
informatie wordt ingewonnen over individuen door het verrichten van ob-
servaties en het runnen van informanten. De Commissie Kalsbeek bepleitte 
reeds in 1999 een dergelijke grondslag.12 Opmerkelijk genoeg wordt ook van-
uit de RID aangegeven dat de huidige normering van het inlichtingenwerk 
                                                             
10  Een AIVD-agent kan een burger zijn die doelbewust wordt ingezet om gericht gege-
vens te verzamelen ten behoeve van de AIVD. De definitie van een AIVD-agent volgt 
uit de memorie van toelichting bij de Wiv, Kamerstukken II 1997-1998, 25 877, nr. 3 
(MvT).  
11  Zie het toezichtsrapport nr. 16 van de CTIVD, te raadplegen via www.ctivd.nl. 
12  Kamerstukken II 1998-1999, 26 269, nrs. 4-5 (eindrapport ‘Opsporing in uitvoering’ van 
de Tijdelijke commissie evaluatie opsporingsmethoden).  
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binnen de oo-taak ontoereikend is.13 In reactie op het rapport van de CTIVD 
heeft de toenmalige Minister van Binnenlandse Zaken aangegeven de Hand-
leiding te willen herzien.14 Vreemd genoeg laat de minister zich in die brief 
alleen uit over de aan de observatie te stellen grenzen, terwijl met geen 
woord wordt gerept over het stelselmatig inwinnen van informatie over in-
dividuen door het runnen van informanten. Hoewel de Handleiding nadien 
is aangepast, concludeert de CTIVD in haar rapport van 11 april 2012 dat nog 
steeds onduidelijkheid bestaat over de manier waarop de RID bevoegdheden 
mag inzetten en dat in deze context de vraag naar de (on)mogelijkheid van 
het toepassen van de stelselmatige informant en de stelselmatige observatie 
niet adequaat is beantwoord.15 De minister gaat in de begeleidende brief niet 
nader in op dit punt, wel wordt aangegeven dat met het inwerkingtreden 
van de Nationale politie wordt aangestuurd op een organisatorische schei-
ding van de AIVD-taak en de openbare orde taak van de RID. Uit het voor-
gaande kan worden afgeleid dat de mogelijkheid blijft bestaan dat de RID 
informatie verkrijgt op een onrechtmatige manier.  
Zoals aangegeven kan de RID in het kader van de openbare orde taak en 
door het toepassen van de beschreven informatievergarende methoden, stui-
ten op strafrechtelijk relevante informatie. Vaak zal dat soort informatie wor-
den gegenereerd door het runnen van informanten. Summier wordt in de 
Handleiding beschreven op welke wijze dergelijke gegevens kunnen worden 
verstrekt aan de zaaksofficier en de tactische recherche. Vermeld wordt dat 
de RID deze informatie kan verstrekken aan het OM. Een discretionaire be-
voegdheid dus. Opgemerkt wordt verder dat het Hoofd RID in een dergelijk 
geval een proces-verbaal opmaakt en dit doorleidt aan de regionale eenheid 
of het OM van de plaats waar het strafbare feit is geconstateerd. Op basis van 
dit proces-verbaal kan vervolgens een opsporingsonderzoek worden gestart. 
Recentelijk is in het kader van de zogenaamde Voetbalwet iets meer uitge-
werkt over een specifieke situatie waarin de RID strafrechtelijk relevante in-
formatie kan verstrekken aan het OM.16 De in dit verband geconcipieerde 
Aanwijzing bestrijding van voetbalvandalisme en -geweld geeft namelijk aan 
dat de RID informatie over mogelijk voetbalgeweld door middel van een 
                                                             
13  Zie hiervoor B. Hoogenboom, Spelers op zoek naar regels en scheidsrechters, Apeldoorn: 
Politie en Wetenschap 2009. Voor de inhoud van dit rapport zei verwezen naar 
www.politieenwetenschap.nl. 
14  Zie de brief van de toenmalige Minister van Binnenlandse Zaken d.d. 3 april 2009, 
Kamerstukken II 2008-2009, 29 924, nr. 30. 
15  Zie het toezichtsrapport CTIVD nr. 30b, te raadplegen via www.ctivd.nl. 
16  Zie voor de Voetbalwet Stb. 2010, 325. Deze wet creëert een pakket aan bestuurlijke en 
strafrechtelijke maatregelen ter bestrijding van voetbalvandalisme en andere vormen 
van ernstige overlast. In dit verband kan met name worden gedacht aan het uitvaardi-
gen van gebiedsverboden.  
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proces-verbaal aan de tactische recherche kan verstrekken.17 Voorts bepaalde 
de vervallen Aanwijzing uit 2010 dat een dergelijk proces-verbaal tevoren 
moest worden gecontroleerd door het OM.18 Gesteld werd dat bij voorkeur 
de TCI-officier een juridisch (strafrechtelijke) toetsing diende uit te voeren en 
dat tevens de betrouwbaarheid van de informatie moest worden gecontro-
leerd. Dit voorschrift is in de geldende Aanwijzing geschrapt omdat de bur-
gemeester en niet het OM het gezag over de werk van de RID in het kader 
van de oo-taak heeft. Het OM zou om die reden dan ook niet de verantwoor-
delijkheid kunnen dragen voor de RID-informatie.  
Het is opmerkelijk dat deze controle (in ieder geval formeel) is komen te 
vervallen. Zeker als een parallel wordt getrokken met het verstrekken van 
strafrechtelijk relevante informatie door de AIVD, een organisatie waar het 
OM evenmin enig gezag over heeft. Op het moment dat de AIVD door mid-
del van een ambtsbericht dergelijke informatie aan het OM wil verstrekken, 
is immers de landelijk officier van justitie terrorismebestrijding op grond van 
artikel 38 Wiv gehouden hieraan voorafgaand de in het ambtsberichtvervatte 
informatie op betrouwbaarheid te toetsen en (in mindere mate) te beoordelen 
of deze informatie rechtmatig is verkregen. Uit de tekst van de vervallen 
Aanwijzing kon een soortgelijke toets worden gedestilleerd wat betreft de 
informatie van de RID. Een controle die noodzakelijk kan zijn, gezien het feit 
dat het proces-verbaal van de RID vergaande gevolgen kan hebben zoals het 
toepassen van strafvorderlijke dwangmiddelen. Het is dan ook niet meer dan 
logisch dat een dergelijke toets weer in ere wordt hersteld. Het voorgaande 
laat evenwel onverlet dat de tactische recherche, alvorens dwangmiddelen 
aan te wenden, inhoud kan geven aan een betrouwbaarheidstoets door te 
trachten de informatie van de RID bevestigd te krijgen door het verrichten 
van aanvullend onderzoek. 
10.3  INTERNE CONTROLEMECHANISMEN  
Het werk van de RID wordt allereerst intern gecontroleerd door het Hoofd 
RID. Op zijn beurt moet hij verantwoording afleggen aan de leiding van de 
regionale eenheid. Gebleken is echter dat de leiding niet structureel is be-
trokken bij het aansturen en controleren van de RID.19 Feitelijk wordt de RID 
intern dus alleen gecontroleerd door het Hoofd RID als het gaat om de open-
bare orde taak. Hij is degene die leiding geeft aan de medewerkers van de 
                                                             
17  Stcrt. 2012, nr. 5378. 
18  Stcrt. 2010, 16600. 
19  Zie B. Hoogenboom, Spelers op zoek naar regels en scheidsrechters, Apeldoorn: Politie en 
Wetenschap 2009. Voor de inhoud van dit rapport zei verwezen naar www.politie-
enwetenschap.nl. 
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RID. Hij bepaalt ook de inzet en omvang van de besproken onderzoeksme-
thoden, zoals het runnen van informanten. Voorts beslist hij tot het verstrek-
ken van een proces-verbaal aan de zaaksofficier en de tactische recherche. Hij 
is ook degene die een dergelijk proces-verbaal opstelt en ondertekent en 
aldus de door de runners aangedragen informatie verifieert. Afscherming 
van de identiteit van de runners (en natuurlijk ook die van de informant) ligt 
hieraan ten grondslag, zo volgt uit de Handleiding. Het Hoofd RID is derhal-
ve ook de aangewezen persoon om als getuige bij de r-c of ter zitting op te 
treden in het geval de verdediging vraagtekens plaats bij de rechtmatigheid 
van het handelen van de RID of de betrouwbaarheid van de uitgegeven in-
formatie. Een dergelijk geval heeft zich in de gepubliceerde jurisprudentie 
nog niet voorgedaan.  
10.4  EXTERNE CONTROLEMECHANISMEN  
10.4.1  De burgemeester  
De burgemeester is gelet op onder meer art. 172 Gemeentewet de iure gehou-
den de RID te sturen en te controleren.20 De burgemeester wordt op zijn beurt 
weer gecontroleerd door de gemeenteraad. Een en ander blijkt uit art. 180 
Gemeentewet. De burgemeester is echter niet structureel betrokken bij het 
aansturen en achteraf controleren van de RID.21 Hij is slechts in grote lijnen 
op de hoogte van hetgeen in dit verband aan inlichtingenwerk wordt ver-
richt. Dit is ook niet zo verwonderlijk. Anders dan bijvoorbeeld de TCI-offi-
cier in zijn controle op de TCI, lijkt de burgemeester en zijn ambtelijke orga-
nisatie niet geëquipeerd om de RID en de wijze waarop deze inlichtingen-
dienst informatie verzamelt te controleren. Aldus doet zich de opmerkelijke 
situatie voor dat het werk van de RID in het kader van de openbare orde taak 
buiten de strafvorderlijke context nauwelijks (extern) wordt gecontroleerd. 
Dat is te meer opmerkelijk omdat de RID heimelijk inlichtingenwerk verricht 
dat de privacy van burgers kan schenden en zich bovendien uitstrekt tot 
gevoelige onderwerpen zoals de radicalisering van bepaalde individuen. 
                                                             
20  Zie in wat bredere zin over het werk van de burgemeester, H.J.B. Sackers, Herder, hoe-
der en handhaver: de burgemeester en het bestuurlijk sanctierecht (oratie Nijmegen RU), Nij-
megen 2010. 
21  Zie B. Hoogenboom, Spelers op zoek naar regels en scheidsrechters, Apeldoorn: Politie en 
Wetenschap 2009. Voor de inhoud van dit rapport zei verwezen naar www.politieen-
wetenschap.nl. 
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10.4.2 De TCI-officier, de zaaksofficier en de tactische recherche  
Binnen het strafvorderlijk kader is eveneens niet (meer) voorzien in externe 
controle. Zoals reeds verwoord bepaalde de vervallen Aanwijzing bestrijding 
van voetbalvandalisme en -geweld uit 2010 dat de RID alvorens informatie 
over mogelijk voetbalgeweld door middel van een proces-verbaal aan de 
tactische recherche te verstrekken bij voorkeur de TCI-officier een juridisch 
(strafrechtelijke) toetsing diende uit te voeren en dat tevens de betrouwbaar-
heid van de informatie moest worden gecontroleerd. De TCI-officier was 
dus, weliswaar in de context van RID-informatie over voetbalgeweld, een 
soortgelijke controlerende rol toebedeeld als de landelijk officier van justitie 
terrorismebestrijding. Zoals reeds aangegeven is het opmerkelijk dat deze 
controle is komen te vervallen, gelet op het feit dat zodoende in het strafpro-
ces gebruik wordt gemaakt van informatie die binnen het strafvorderlijk 
kader niet op betrouwbaarheid is getoetst en waarvan bovendien niet is ge-
controleerd of de verkrijging ervan rechtmatig is. Zoals eerder aangevoerd 
dient de controlerende rol van de TCI-officier weer in ere te worden gesteld.  
Niettegenstaande het voorgaande kan de betrouwbaarheid van de RID-
informatie wel op een andere manier worden getoetst binnen het strafvorder-
lijk kader. Gedoeld wordt op de toetsing door de tactische recherche. Dit 
onderdeel van de politie kan hieraan inhoud geven door te trachten de in-
formatie van de RID bevestigd te krijgen door het verrichten van aanvullend 
onderzoek. Op dit punt kan een parallel worden getrokken met de toetsing 
die in de context van de informatie van het TCI plaatsvindt. Verwezen wordt 
dan ook naar wat op dat punt is verwoord in het hoofdstuk over het TCI 
over de rol van de tactische recherche, de verantwoordelijkheid van de 
zaaksofficier (en in sommige gevallen de r-c) bij het toepassen van een 
dwangmiddel op basis van dit soort informatie en ten slotte de rol van de 
zittingsrechter in de context van het verdenkingsbegrip. 
10.4.3  Rechterlijke controle  
In het geval dat RID-informatie tot de start van een strafrechtelijk onderzoek 
en het toepassen van dwangmiddelen leidt kan ook rechterlijke controle 
plaatsvinden. Op dit punt is nauwelijks jurisprudentie ontwikkeld.22 Logi-
scherwijs kan aansluiting worden gezocht bij jurisprudentie die in het kader 
van het gebruik van informatie van de AIVD en het TCI in het strafproces is 
                                                             
22  Zie Hof Arnhem 1 maart 2012, LJN BV7484. Het hof overweegt dat in casu meerdere 
processen-verbaal van het TCI én de RID kunnen leiden tot het toepassen van de in ar-
tikel 126g Sv geregelde stelselmatige observatie.  
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ontwikkeld, de opmerkingen die in dit kader in eerdere hoofdstukken zijn 
geplaatst en de aanbevelingen die in die context zijn gedaan.23  
10.5  SAMENVATTING, BIJZONDERHEDEN EN AANBEVELINGEN VOOR 
VERBETERDE CONTROLE 
De informatie van de RID kan de start inluiden van een strafrechtelijk onder-
zoek en kan leiden tot het toepassen van dwangmiddelen. Wat betreft de ge-
varen die met het werk van de RID samenhangen en het gebruik van RID-in-
formatie in het strafproces omgeven, kan een parallel worden getrokken met 
het TCI en TCI-informatie en wordt verwezen naar hetgeen in het hoofdstuk 
over het TCI is verwoord.24 In aanvulling hierop is gebleken dat de RID in het 
kader van de openbare orde taak in belangrijke mate slechts intern wordt 
gecontroleerd en dat het bovendien (op grote schaal) voorkomt dat, door een 
gebrekkige normering, op een onrechtmatige wijze informatie wordt verkre-
gen. Zodoende wordt, via het proces-verbaal van de RID, onrechtmatige in-
formatie in het strafproces betrokken. Deze situatie moet worden veranderd 
door het creëren van eenduidige normering én externe controlemechanis-
men.  
Wat betreft de normering van het werk van de RID dient een wettelijke 
regeling te worden geconcipieerd. Het stelselmatig en daarmee privacy-
schendend inwinnen van informatie over individuen behoeft nu eenmaal, 
ingevolge het tweede lid van art. 8 EVRM, een expliciete wettelijke grond-
slag. Bezwaarlijk kan worden volgehouden dat in dit verband kan worden 
volstaan met hetgeen is bepaald in artikel 3 Politiewet. Deze stelling wint aan 
kracht als wordt gekeken naar een belangrijke reden voor het concipiëren 
van de Wiv en de Wet BOB. Deze lag in het wettelijk regelen van privacy-
schendende methoden zoals de stelselmatige observatie en het runnen van 
de gericht gestuurde informant. Los van hetgeen in dit verband uit het 
EVRM voortvloeit, moet ook om een andere reden de door de RID gehan-
teerde bijzondere onderzoeksmethoden een basis in een wet in formele zin 
krijgen. Het is van groot belang dat de wetgever zich uitlaat over het soort 
methoden dat de RID in het kader van de openbare orde taak in mag zetten, 
de voorwaarden waaronder die methoden mogen worden toegepast en de 
personen tegen wie de onderzoeksmethoden worden ingezet. In dit verband 
dient de wetgever ook oog te hebben voor rechtmatigheids- en integriteits-
vraagstukken die het werk van de RID met zich kan brengen die niet van 
doen hebben met aspecten van privacy. Zoals reeds aangetekend is de RID 
van oudsher immers een dienst die (ook) politiek getint inlichtingenwerk 
                                                             
23  Zie hoofdstuk 5, par. 5.5.3 en hoofdstuk 9 par. 9.5.3.  
24  Zie hoofdstuk 5.  
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uitvoert. Op dat moment voert een overheidsorgaan onderzoek uit dat op 
gespannen voet kan staan met het recht op (politieke) vereniging, vrijheid 
van godsdienst en vrijheid van meningsuiting. Deze dimensie van het werk 
van de RID, een kenmerkend achterliggend element van dit type startinfor-
matie, onderstreept de noodzaak van een wettelijke regeling. Systematisch 
verdient het aanbeveling de voorgestelde wettelijke regeling te incorporeren 
in de Wiv. Deze wetgeving kan onbedoeld meebrengen dat de RID op grote-
re schaal gericht informanten gaat inzetten om stelselmatig informatie in te 
winnen over individuen. Het voorgaande kan worden getypeerd als de aan-
zuigende werking van dergelijke wetgeving. Het is echter de vraag of dat 
ook daadwerkelijk zo zal zijn wanneer in de voorgestelde wettelijke regeling 
zou worden opgenomen dat voorafgaand aan de inzet van een dergelijke me-
thode moet worden getoetst aan de beginselen van proportionaliteit en sub-
sidiariteit. In dit verband kan aansluiting worden gezocht bij de artikelen 31 
en 32 Wiv. Nadeel van deze oplossing is voorts ook dat het niet eenvoudig is 
in wetgeving te vangen in welke gevallen de RID de (privacyschendende) 
onderzoeksmethoden in mag zetten, tegen wie ze mogen worden ingezet en 
wie hiertoe vervolgens beslist. Deze nadelen wegen evenwel niet op tegen 
het grote voordeel van wettelijke normering van het werk van de RID in het 
kader van de openbare orde taak: het waarborgen van het integere én recht-
matige handelen van dit politieonderdeel.  
Ter aanvulling op het voorgaande dient het integere en rechtmatige han-
delen van de RID te worden gewaarborgd door het creëren van externe con-
trolemechanismen ten aanzien van het werk van de RID. Ten eerste moet in 
dit verband een vorm van toezicht worden gecreëerd ten aanzien van het 
handelen van de RID in het kader van de openbare orde taak. Het wekt be-
vreemding dat dergelijke externe controle op dit moment ontbreekt. Zeker 
nu het een politieonderdeel betreft wiens inlichtingenwerk de privacy van 
burgers kan schenden, zich uitstrekt tot zeer gevoelige onderwerpen en 
wiens handelen in ondergeschiktheid aan de AIVD wel extern wordt gecon-
troleerd door de CTIVD. Het verdient dan ook aanbeveling het inlichtingen-
werk van de RID in het kader van de openbare orde taak te onderwerpen aan 
controle door een commissie van toezicht. In dit verband kan worden ge-
dacht aan een uitbreiding van de taak van de bestaande CTIVD. Een derge-
lijke commissie kan immers als geen ander, door het verrichten van diep-
gaande onderzoeken en het houden van steekproeven, monitoren of de RID 
integer en conform de gecreëerde normering handelt. Aldus wordt het recht-
matige handelen van dit overheidsorgaan zoveel mogelijk gewaarborgd.  
Heel specifiek voor de gevallen waarin de RID informatie verstrekt aan 
de zaaksofficier en de tactische recherche ontbreekt op dit moment eveneens 
enige vorm van geformaliseerde externe controle. Het is eigenlijk onbestaan-
baar dat dergelijke controle niet plaatsvindt nu een dergelijk proces-verbaal 
tot het starten van een opsporingsonderzoek en het toepassen van strafvor-
derlijke dwangmiddelen kan leiden. Deze situatie dient te worden gewijzigd. 
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Het verdient de voorkeur dat de TCI-officier wederom de rol krijgt toebe-
deeld het proces-verbaal van de RID en de daaraan ten grondslag liggende 
gegevens te controleren op het moment dat deze gegevens in het strafproces 
worden betrokken. In dit verband wordt verwezen naar eerdere opmerkin-
gen over de controle van het ambtsbericht door de landelijk officier van justi-
tie terrorismebestrijding. Er is geen reden om de controle op het proces-ver-
baal van de RID op een andersoortige wijze vorm te geven. Het betreft im-
mers, net als bij de AIVD, informatie die buiten een strafvorderlijk kader en 
in veel gevallen op privacyschendende wijze wordt verzameld. Op het mo-
ment dat dergelijke informatie voor een strafvorderlijk doel wordt aange-
wend, dienen deze gegevens hieraan voorafgaand te worden getoetst en 
moet worden beoordeeld of ze rechtmatig zijn verkregen. De TCI-officier lijkt 
in dit kader de meest aangewezen functionaris om met name de wijze waar-
op de RID zijn informatie heeft vergaard te controleren. Hij vervult immers 
een soortgelijke rol in relatie tot het TCI. Los van de vraag of de TCI-officier 
deze rol daadwerkelijk wordt toebedeeld, bestaat al op dit moment een mo-
gelijkheid om de betrouwbaarheid van de informatie van de RID binnen het 
strafvorderlijk kader te toetsen. Gedoeld wordt op de toetsing door de tacti-
sche recherche. Dit onderdeel van de politie kan hieraan inhoud geven door 
te trachten de informatie van de RID bevestigd te krijgen door het verrichten 
van aanvullend onderzoek. Op dit punt kan wederom een parallel worden 
getrokken met de toetsing die in de context van de informatie van het TCI 
plaatsvindt. Verwezen wordt dan ook naar wat op dat punt is verwoord in 
het hoofdstuk over het TCI over de rol van de tactische recherche, de ver-
antwoordelijkheid van de zaaksofficier (en in sommige gevallen de r-c) bij 
het toepassen van een dwangmiddel op basis van dit soort informatie en ten 
slotte de belangrijke rol van de zittingsrechter in de context van het verden-
kingsbegrip.  
Concluderend kan worden gesteld dat de voorgestelde verscherping van 
de normering van en controle op het werk van de RID in het kader van de 
openbare orde taak noodzakelijk is. Het betreft immers een politieonderdeel 
dat heimelijk inlichtingenwerk verricht dat zich kan uitstrekken tot het in-
winnen van informatie over burgers op een privacyschendende manier en 
ook met zich kan brengen dat inbreuk wordt gemaakt op andere grondrech-
ten van burgers. De te creëren normering en controlemechanismen zien erop 
het integere en rechtmatige handelen van de RID zoveel mogelijk te waar-
borgen. Voorts wordt in externe controle voorzien voor de situatie dat infor-
matie van de RID tot de inzet van strafvorderlijke dwangmiddelen leidt. 
Deze laatstgenoemde controle is noodzakelijk, aangezien op dat moment de 
van de RID afkomstige informatie verdergaande gevolgen heeft dan enkel 
het inlichten van de burgemeester over de openbare orde. 
 
 DEEL IV: BUITENLANDSE STARTINFORMATIE 
 
11 Buitenlandse startinformatie 
 
11.1 INLEIDING 
Het onderzoek in dit deel richt zich op de informatie zoals die door opspo-
ringsautoriteiten van vreemde staten – zoals de Amerikaanse Drug Enforce-
ment Administration (DEA), de Duitse Zoll Kriminal Ambt (ZKA) en de 
Turkse antismokkel- en narcoticabrigade KOM – aan de Nederlandse politie 
wordt verstrekt en tot de start van een strafrechtelijk onderzoek leidt. Dit 
soort informatie kan ook door een orgaan van de Europese Unie (EU) wor-
den aangeleverd. Denk in dit verband aan het verstrekken van informatie 
door de antifraude eenheid van de Europese Commissie, de Office pour la 
Lutte Anti-Fraude (OLAF). Kenmerkend aan dit type startinformatie is (logi-
scherwijs) dat er internationale componenten aan verbonden zijn, zoals het 
gegeven dat het vertrouwensbeginsel in het toetsen van de buitenlandse 
startinformatie een (complicerende) rol speelt en de omstandigheid dat het 
specialiteitsbeginsel doorgaans beperkend werkt in het gebruik van dit type 
startinformatie in het Nederlandse strafproces. Ander kenmerkend element 
is dat het doorsturen van dit soort informatie veelal geanonimiseerd ge-
schiedt, in die zin dat als de informatie afkomstig is van een menselijke bron 
niet wordt prijsgegeven wie die bron is. Een parallel kan in dit verband wor-
den getrokken met het verstrekken van informatie door het TCI en de AIVD. 
In het merendeel van de gevallen worden deze strafrechtelijk relevante gege-
vens, al dan niet via een zogenaamde politiële liaisonofficier, verstrekt aan 
het Landelijk Internationaal Rechtshulpcentrum (LIRC) van de onder de Lan-
delijke Eenheid vallende Dienst IPOL. Deze informatie wordt vervolgens 
door opsporingsambtenaren van IPOL in de vorm van een proces-verbaal ge-
goten en op basis hiervan kan een strafrechtelijk onderzoek worden gestart 
en kunnen dwangmiddelen worden toegepast.  
Aan het gebruik van informatie van buitenlandse instanties in het straf-
proces zijn gevaren verbonden. Allereerst bestaat het gevaar dat onjuiste 
informatie wordt verstrekt, waardoor ten onrechte privacyschendende of 
vrijheidsbenemende dwangmiddelen worden ingezet tegen een onschuldige 
burger. Dit kan zich bijvoorbeeld voordoen als een door een buitenlandse 
opsporingsautoriteit gebruikte menselijke bron onware informatie doorspeelt 
aan die autoriteit. Hoewel altijd een kans bestaat dat onjuiste informatie 
wordt verstrekt door een menselijke bron mag verwacht worden dat de bui-
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tenlandse autoriteit, ook gelet op het goed houden van de interstatelijke ver-
houdingen, slechts informatie verstrekt die zij als betrouwbaar beoordeelt. 
Dit gevaar lijkt bij dit type startinformatie dan ook minder pregnant aanwe-
zig dan bij de anonieme meldingen van burgers die binnenkomen via MMA. 
Het gebruik van informatie uit het buitenland brengt voorts als risico met 
zich dat gegevens in het strafproces worden betrokken die zijn verkregen 
door het schenden van fundamentele rechten van de verdachte, bijvoorbeeld 
door deze te mishandelen of onder zware druk te zetten ter verkrijging van 
bruikbare informatie. Er bestaan nu eenmaal landen waarbij het in acht ne-
men van de mensenrechten op zijn zachtst gezegd niet de hoogste prioriteit 
heeft. Bovendien schuilt in het gebruikmaken van informatie van een buiten-
landse instantie het risico dat zodoende in het Nederlandse strafproces ge-
bruik wordt gemaakt van informatie die door de buitenlandse instantie is 
verkregen in strijd met het instigatieverbod, bijvoorbeeld op het moment dat 
functionarissen van de vreemde autoriteit of een door hen ingezette mense-
lijke bron handelen in strijd met dit verbod. Een strafvorderlijk en art. 6 
EVRM rakend probleem kan ook bestaan uit het vermeende achterhouden 
dan wel niet willen prijsgeven van mogelijk ontlastende informatie. Een on-
rechtmatigheid bevindt zich in dat geval niet zozeer op het vlak van het on-
rechtmatig handelen van een buitenlandse autoriteit, maar gaat schuil in het 
met een beroep op het belang van afscherming van bronnen en methodieken 
weigeren openheid van zaken te geven. Voorts brengt het gebruik van in-
formatie uit het buitenland het risico van outsourcen met zich, in die zin dat 
politie en OM doelbewust en met het oog op het buiten toepassing blijven 
van strafvorderlijke waarborgen strafrechtelijk onderzoek als het ware uitbe-
steden aan een buitenlandse instantie om vervolgens van deze informatie 
gebruik te kunnen maken in het strafproces. Ten slotte is ogenschijnlijk pro-
blematisch de situatie waarin een vreemde autoriteit gebruik maakt van een 
opsporingsmethode die in Nederland niet is toegestaan. 
Het voorgaande rechtvaardigt navolgende behandeling van de manier 
waarop de informatie uit het buitenland tot de start van een strafrechtelijk 
onderzoek in Nederland kan leiden en op welke wijze, binnen de bestaande 
in- en externe controlemechanismen, wordt getoetst of deze gegevens be-
trouwbaar zijn én of ze rechtmatig zijn verkregen. Het geldende interstatelij-
ke vertrouwensbeginsel wordt in relatie tot (de omvang van) deze controle-
mechanismen in ogenschouw genomen. Voorts wordt hierna bekeken of 
betekenis moet worden toegedicht aan eventuele bemoeienis met de wijze 
van vergaring van die informatie door de Nederlandse politie en/of het OM. 
In de kern ziet het voorgaande op de fundamentele vraag naar de (omvang 
van de) strafvorderlijke verantwoordelijkheid van politie en OM voor de ma-
nier waarop de vreemde staat de informatie heeft vergaard die nadien tot de 
start van een Nederlands opsporingsonderzoek leidt. In deze context speelt 
ook de vraag of, en zo ja in hoeverre met name de Nederlandse rechter ge-
houden is een onderzoek in te stellen naar de rechtmatigheid van de infor-
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matievergaring door die vreemde autoriteit en of hieraan, bij gebleken on-
rechtmatigheden, een strafprocessuele sanctie kan of moet worden verbon-
den. Ten slotte worden, in de sleutel van in het bijzonder art. 6 EVRM, aan-
bevelingen gedaan voor het verbeteren van controlemechanismen.  
11.2  RECHTSBASES VOOR INTERNATIONALE (POLITIËLE) 
GEGEVENSUITWISSELING 
De door een buitenlandse instantie vergaarde informatie kan de start van een 
Nederlandse strafrechtelijk onderzoek inluiden. Alvorens hierop in te gaan, 
volgt een schets van diverse rechtsgrondslagen die aan het verstrekken van 
dat soort informatie ten grondslag kunnen liggen. In deze context moet aller-
eerst worden aangetekend dat uit de praktijk blijkt dat in het merendeel van 
de gevallen de door een buitenlandse instantie verstrekte informatie die tot 
de start van een Nederlands opsporingsonderzoek leidt, een vrucht is van in-
terstatelijke politiële gegevensverstrekking, meer specifiek een zogenaamde 
spontane verstrekking van informatie door die instantie.1 Met de term spon-
taan wordt gedoeld op de situatie dat strafrechtelijk relevantie informatie op 
initiatief van de autoriteiten van een vreemde staat wordt verschaft zonder 
dat hieraan een rechtshulpverzoek van Nederland ten grondslag ligt. Ter 
voorbeeld wordt gewezen op een (niet denkbeeldige) onderzoek van de DEA 
naar een cocaïnelijn die van Colombia, via Puerto Rico, naar de haven van 
Rotterdam loopt. De DEA kan in een dergelijke geval ongevraagd en dus 
                                                             
1  Het verstrekken van informatie door een buitenlandse autoriteit kan worden geplaatst 
in de sfeer van het internationale strafrecht, in het bijzonder het in de art. 552h tot en 
met art. 552q Sv geregelde rechtshulprecht. Het kan onder dit rechtsgebied worden ge-
schaard nu het gebruik van dat soort gegevens voor de start van een opsporingsonder-
zoek een internationale component met zich brengt in de nadien volgende Nederland-
se strafrechtelijke procedure. Kort gezegd ziet het rechtshulprecht op vele vormen van 
interstatelijke bijstand in de opsporings- dan wel vervolgingsfase van een strafrechte-
lijke procedure, zo volgt uit het tweede lid van art. 552h Sv. Niet onbelangrijk is te ver-
melden dat de genoemde artikelen alleen zien op inkomende rechtshulpverzoeken, 
met andere woorden de omstandigheid dat aan Nederland wordt verzocht bijstand te 
verlenen aan een in het buitenland lopend opsporingsonderzoek. Denk aan het ver-
richten van een doorzoeking in Nederland ten behoeve van een in Italië lopend straf-
rechtelijk onderzoek. Deze wettelijke bepalingen zien dus niet op de situatie dat door 
buitenlandse autoriteiten spontaan informatie wordt verstrekt die tot de start van een 
opsporingsonderzoek in Nederland leidt. Zie over dit laatste E. van Sliedregt, J.M. Sjö-
crona, A.M.M. Orie (red.), Handboek Internationaal Strafrecht. Schets van het Europese en 
internationale strafrecht, Deventer: Kluwer 2008. Zie voorts in algemene zin over het 
rechtshulprecht, Y. Buruma & P.A.M. Verrest, Introductie internationaal strafrecht, Nij-
megen: Ars Aequi Libri 2004. 
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spontaan informatie verstrekken aan de Nederlandse politie, zodat zij op 
haar beurt een strafrechtelijk onderzoek kan starten naar de Nederlandse tak 
van deze drugslijn.  
De afgelopen decennia laten een beeld zien van een toename van (de 
mogelijkheden van) de interstatelijke (politiële) gegevensuitwisseling.2 Di-
verse bepalingen uit (bilaterale) verdragen bieden hiervoor al geruime tijd 
een grondslag, waarmee niet is gezegd dat er per se een verdragsrelatie moet 
bestaan voor een dergelijke gegevensuitwisseling. Dit standpunt wint aan 
kracht als wordt bedacht dat de wet niet vereist dat een verdragsrelatie be-
staat. De toename van de mogelijkheden van interstatelijke gegevensuitwis-
seling kan in de sleutel van een intensievere internationale strafrechtelijke 
samenwerking worden geplaatst, zowel binnen Europa als daarbuiten; een 
versterkte samenwerking die op haar beurt (ten dele) haar oorsprong vindt 
in de mondialisering van de samenleving en de daarmee gepaard gaande 
internationalisering van de criminaliteit.3 Op strafrechtelijk gebied wordt met 
andere woorden meer en meer tussen staten samengewerkt, en worden dus 
ook gegevens uitgewisseld, nu de criminaliteit in veel gevallen ook grens-
overstijgend is (geworden). 
Hoewel met name in Europees verband veel geregeld is in verband met 
de (spontane) politiële informatie-uitwisseling, bestaan hieromtrent ook bila-
terale verdragen. In het bijzonder wordt stilgestaan bij het uit de jaren 80 van 
de vorige eeuw stammende verdrag tussen Nederland en de Verenigde Sta-
ten aangaande de wederzijdse rechtshulp in strafzaken.4 Uit het tweede lid 
van art. 4 van het verdrag volgt dat niet voor eenieder toegankelijke informa-
tie, waaronder naar alle waarschijnlijkheid strafrechtelijk relevante gegevens, 
tussen de landen kan worden gedeeld onder dezelfde voorwaarden als waar-
onder deze ter beschikking zou worden gesteld aan de nationale opsporings-
instanties. Voorts bepaalt art. 11 van het verdrag dat het land dat informatie 
                                                             
2  E. van Sliedregt, J.M. Sjöcrona & A.M.M. Orie, Internationaal strafrecht. Vanuit Neder-
lands perspectief, Deventer: Kluwer 2002.  
3  B. de Smet, Internationale samenwerking in strafzaken tussen Angelsaksische en continentale 
landen. Een studie over breuken tussen accusatoire en inquisitoire processtelsels bij de uitleve-
ring, kleine rechtshulp en overdracht van strafvervolging, Antwerpen: Intersentia Rechtswe-
tenschappen 1999 en J. Koers, Nederland als verzoekende staat bij de wederzijdse rechtshulp 
in strafzaken. Achtergronden, grenzen en mogelijkheden, Nijmegen: Wolf Legal Publishers 
2001 en in relatie tot de politiële gegevensuitwisseling binnen Europa P.H.P.H.M.C. 
van Kempen & F.G.H. Kristen, Implementatie van Europese vormen van politiële samenwer-
king. Een vergelijkend onderzoek naar implementatie van enige Europese politiële regelgeving 
in de wetgevingen van Nederland, Duitsland en Engeland, Nijmegen: Wolf Legal Publishers 
2009.  
4  Trb. 1981, 188. Dit verdrag is overigens (ten dele) aangevuld door de in 2010 in wer-
king getreden Overeenkomst tussen de Europese Unie en de Verenigde Staten betref-
fende de wederzijdse rechtshulp in strafzaken, Trb. 2004, 298 en Trb. 2010, 9.  
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verstrekt dit kan doen onder voorwaarde van vertrouwelijkheid. Dit voorbe-
houd kan slechts worden doorbroken in het geval die informatie noodzake-
lijk is voor het bewijs in een proces. Dit artikel lijkt een legitimatie te bieden 
voor het op een afgeschermde wijze verstrekken van (start)informatie door 
bijvoorbeeld de DEA aan de Nederlandse politie en geeft de DEA bovendien 
de (juridische) ruimte ook in de loop van de Nederlandse procedure de bron 
van deze informatie niet prijs te geven. 
Zoals aangegeven is binnen (een deel van) Europa al geruime tijd veel 
geregeld op het vlak van de politiële informatie-uitwisseling. De uit het jaar 
1990 stammende Schengen Uitvoeringsovereenkomst (SUO) kan in dit ver-
band niet onbesproken blijven.5 Allereerst biedt art. 39 SUO de grondslag 
voor het verlenen van interstatelijke politiële bijstand ter voorkoming en op-
sporing van strafbare feiten. Belangwekkender is de in art. 46 SUO gecreëer-
de mogelijkheid van spontane politiële informatieverstrekking. Soortgelijke 
bepalingen zijn, in het bestek van de Europese Unie (EU), terug te vinden in 
art. 7 van de EU-rechtshulpovereenkomst en in art. 14 van het EU-besluit dat 
ter opvolging van het Verdrag van Prüm in werking is getreden.6 Lange tijd 
vormden met name de bepalingen uit de SUO de belangrijkste rechtsbases 
voor de politiële gegevensuitwisseling binnen (een deel) van Europa.7 Het 
zogenaamde Zweeds Kaderbesluit heeft hier in 2006 verandering in gebracht, 
nu het in art. 12 bepaalt dat de art. 39 en 46 SUO worden vervangen door het 
bepaalde in het kaderbesluit.8 Sindsdien is art. 7 van dit kaderbesluit leidend 
wat betreft de spontane verstrekking van informatie in EU-verband. Conclu-
derend kan worden gesteld dat de mogelijkheden voor uitwisseling van 
strafrechtelijk relevante informatie in internationaal verband, en zeker bin-
nen de EU, de afgelopen decennia fors zijn toegenomen en dat er een rechts-
basis is voor de interstatelijke (politiële) gegevensuitwisseling.9  
Met deze conclusie in het achterhoofd moet worden bekeken of in de de-
cennia waarin de internationale strafrechtelijke samenwerking is geïntensi-
veerd in verdragen dan wel in EU-verband ook eisen worden gesteld aan de 
                                                             
5  Trb. 1990, nr. 145. Zie hieromtrent ook het themanummer van het Algemeen Politie-
blad getiteld ‘Schengen, een mijlpaal’, APB 1995, nr. 7.  
6  Zie voor de EU-rechtshulpovereenkomst Trb. 2000, 96 en voor het verdrag van Prüm 
Trb. 2005, 197. Het EU-besluit 2008/615 ziet op de intensivering van de grensover-
schrijdende samenwerking, in het bijzonder ter bestrijding van terrorisme en grens-
overschrijdende criminaliteit. 
7  Zie Y. Buruma & P.A.M. Verrest, Introductie internationaal strafrecht, Nijmegen: Ars 
Aequi Libri 2004. 
8  Kaderbesluit 2006/960/JBZ betreffende de vereenvoudiging van de uitwisseling van 
informatie en inlichtingen tussen de rechtshandhavingsautoriteiten van de lidstaten 
van de Europese Unie.  
9  Zie in dit verband ook de speech van procureur-generaal Samson op het BZK-seminar 
‘EU-informatie-uitwisseling’ d.d. 14 april 2009, te vinden op de website www.om.nl.  
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interstatelijk uitgewisselde informatie en de wijze waarop deze is verkregen. 
Denkbaar is bijvoorbeeld de in een verdrag gestelde voorwaarde dat het in-
formatieverstrekkende land alleen strafrechtelijk relevante gegevens mag 
doorgeven die in overeenstemming met de wet- en regelgeving van dat land 
en dus rechtmatig zijn vergaard. Dergelijke bepalingen zijn echter niet of 
nauwelijks terug te vinden. In art. 4 van de Europol-Overeenkomst is wel 
opgenomen dat de nationale eenheid van Europol, in Nederland is dat IPOL, 
gehouden is zorg te dragen voor de rechtmatigheid van elke uitwisseling van 
informatie met Europol.10 Deze bepaling lijkt zich overigens meer te richten 
op de rechtmatigheid van de informatie-uitwisseling, dan dat het verplicht 
tot het toetsen van de rechtmatigheid van de verkrijging van informatie. 
Eveneens moet in dit verband vermeld worden dat in EU-verband de Euro-
pese Commissie in het jaar 2009 heeft opgeworpen gemeenschappelijke nor-
men en regels te creëren voor bewijsvergaring en toelaatbaarheid van be-
wijs.11 Hoewel deze notie in de sleutel van een vergemakkelijking van het 
gebruik van bewijs moet worden geplaatst, kan het ook met zich brengen dat 
in EU-verband dieper wordt nagedacht over de vraag naar (de grenzen van) 
rechtmatige informatievergaring. De reden voor het ontbreken van bepalin-
gen over het verstrekken van rechtmatig verkregen informatie schuilt naar 
alle waarschijnlijkheid in het interstatelijk geldende vertrouwensbeginsel. In 
de kern ziet dit beginsel immers erop dat met het sluiten van een verdrag 
wordt vertrouwd op de kwaliteit van elkaars rechtssysteem en op de recht-
matige verkrijging van uitgewisselde informatie.12 In die context past het 
kennelijk niet om bij verdrag bepalingen op te nemen die dwingen tot het 
enkel delen van rechtmatig verkregen gegevens. 
De geschetste werking van het vertrouwensbeginsel baarde de eerderge-
noemde Commissie Van Traa zorgen.13 In haar eindrapport concludeert zij 
dat er hierdoor in Nederland niet of nauwelijks controle bestaat op de recht-
                                                             
10  Trb. 1995, 282. Europol is een organisatie van de lidstaten van de EU die criminele in-
lichtingen behandelt. Het doel van deze organisatie is het bevorderen van de effectivi-
teit van het optreden van en de samenwerking tussen de lidstaten met betrekking tot 
het voorkomen en bestrijden van ernstige internationale georganiseerde criminaliteit, 
zo volgt uit art. 2 van de Europol-Overeenkomst. Interpol is de mondiale equivalent 
van de zojuist aangehaalde organisatie, hoewel Interpol meer een internationaal infor-
matiecentrum is. Zie hierover D. van der Bel, A.M. van Hoorn & J.J.T.M. Pieters, Infor-
matie en Opsporing. Handboek informatieverwerving, -verwerking en -verstrekking ten behoeve 
van de opsporingspraktijk, Zeist: Uitgeverij Kerckebosch 2013. 
11  Zie het Groenboek over de bewijsverkrijging in strafzaken en het garanderen van de 
toelaatbaarheid van bewijs van de Europese Commissie, COM(2009)624.  
12  J. Koers, Nederland als verzoekende staat bij de wederzijdse rechtshulp in strafzaken. Achter-
gronden, grenzen en mogelijkheden, Nijmegen: Wolf Legal Publishers 2001. 
13  Kamerstukken II 1995-1996, 24 072, nrs. 10 en 11 (eindrapport ‘Inzake Opsporing’ van de 
Parlementaire Enquêtecommissie Opsporingsmethoden).  
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matigheid van de uit het buitenland verkregen gegevens. De commissie acht 
dit onwenselijk, nu het bijvoorbeeld tot gevolg kan hebben dat in Nederland-
se strafrechtelijke procedures gebruik wordt gemaakt van door uitlokking 
(en dus onrechtmatig) verkregen informatie. De commissie laat zich verder 
ook nog uit over een betrouwbaarheidstoets. Zij meent dat alle politiële infor-
matie-uitwisseling via de Divisie Centrale Recherche-informatie (CRI), de 
voorloper van IPOL, moet lopen en dat de CRI gehouden is de waarde van 
door het buitenland verstrekte informatie te toetsen. De commissie besluit 
haar aanbevelingen op dit punt met het oordeel dat de samenwerking tussen 
Nederlandse en buitenlandse opsporingsdiensten, in het bijzonder met de 
DEA, nadere normering behoeft. In het bijzonder de politiële samenwerking 
en de gegevensuitwisseling met de DEA blijft tot op de dag vandaag een 
punt van zorg.14  
11.3  DE START 
De door een buitenlandse instantie vergaarde en spontaan aan de Neder-
landse autoriteiten verstrekte informatie kan de start van een Nederlands 
opsporingsonderzoek en het toepassen van strafvorderlijke dwangmiddelen 
inluiden.15 De art. 5:2 en 5:4 Besluit politiegegevens bieden enige wettelijke 
grondslag voor het door de politie gebruikmaken van spontaan door een 
buitenlandse instantie verstrekte gegevens, al hebben deze artikelen niet veel 
om het lijf. Bepaald wordt dat de ontvangende autoriteit in Nederland moet 
beoordelen of de verstrekte gegevens noodzakelijk zijn voor het doel waar-
                                                             
14  Kamerstukken II 2002-2003, 23490, nr. 284 (verslag van schriftelijk overleg over strafrech-
telijke samenwerking Nederland-Verenigde Staten) en Kamerstukken II 2010-2011, 24 
077, nr. 258 (verslag van algemeen overleg in verband met de brief van Tweede Kamer-
lid Rouvoet over activiteiten van de DEA in Nederland).  
15  Het spontaan verstrekken van informatie kan ook gepaard gaan met het verzoek tot 
het deelnemen aan een in art. 552qa tot en met 552qe Sv geregeld internationaal ge-
meenschappelijk onderzoeksteam, ook wel aangeduid met de term joint investigation 
team of joint venture. Binnen een dergelijk onderzoeksteam wordt door opsporingsamb-
tenaren van verschillende staten samengewerkt aan één onderzoek naar bijvoorbeeld 
een internationaal vertakte drugsorganisatie. Een verzoek tot het instellen van een der-
gelijk team kan door een nationale opsporingsinstantie worden gedaan, maar bijvoor-
beeld ook door supranationale organisaties als Europol of OLAF. Een verdragsbepa-
ling moet in alle gevallen ten grondslag liggen aan een joint investigation team, zo volgt 
uit art. 552qa lid 1 Sv. Voorbeelden hiervan zijn art. 13 EU-rechtshulpovereenkomst en 
art. 9ter van het eerdergenoemde bilaterale verdrag tussen Nederland en de Verenigde 
Staten. Zie hierover C. Rijken, ‘Joint Investigation Teams: een nieuw instrument voor 
de grensoverschrijdende samenwerking in strafzaken’, D&D 2007, p. 70-93 en de Aan-
wijzing internationale gemeenschappelijke onderzoeksteams, Stcrt. 2008, 45. 
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voor ze zijn verstrekt en dat deze instantie erop toe moet zien dat eventuele 
beperkingen die het verstrekkende land op het gebruik van de informatie 
stelt, worden nageleefd. Dit laatste duidt op het zogenaamde specialiteitsbe-
ginsel, dat kort gezegd inhoudt dat informatie slechts mag worden gebruikt 
voor de doeleinden waarvoor deze is verstrekt.16 Een informatieverstrekken-
de autoriteit kan bijvoorbeeld het voorbehoud maken dat deze gegevens al-
leen als intelligence (lees: startinformatie) in een bepaalde strafzaak mogen 
worden gebruikt.  
Buitenlandse instanties verstrekken aan diverse Nederlandse organen 
spontaan strafrechtelijk relevante informatie, zo leert de praktijk. Zo wordt 
dergelijke informatie aan de lokale politie dan wel het OM, aan Internationa-
le Rechtshulpcentra (IRC’s), aan de Afdeling Internationale Rechtshulp in 
Strafzaken van het Ministerie van Justitie (AIRS) of aan het onder IPOL val-
lende LIRC verstuurd.17 Uit de praktijk blijkt dat dergelijke informatie in de 
meeste gevallen bij IPOL binnenkomt dan wel dat één van de andere ge-
noemde organen deze gegevens doorleidt naar deze dienst. Een verklaring 
voor de centrale positie van IPOL in dit geheel kan worden gevonden in het 
gegeven dat op meerdere plekken in verdragen en in EU-regelgeving wordt 
aangegeven dat informatie-uitwisseling plaatsvindt via een centrale autori-
teit.18 IPOL is voor Nederland als die centrale autoriteit aangemerkt. In de 
Aanwijzing inzake de informatie-uitwisseling in het kader van de wederzijd-
se rechtshulp in strafzaken (de Aanwijzing) wordt IPOL ook als centrale 
autoriteit aangemerkt wat betreft het verstrekken van politiegegevens aan 
het buitenland.19 IPOL is met andere woorden de spin in het web van de in-
terstatelijke uitwisseling van politiegegevens. Het verdient dan ook aanbeve-
ling met zoveel woorden in de genoemde Aanwijzing op te nemen dat al de 
spontaan verstrekte informatie naar IPOL wordt verstuurd of doorgestuurd, 
hetgeen feitelijk een ‘codificatie’ van de bestaande praktijk is. Een aanbeve-
ling die eerder al door de Commissie Van Traa is gedaan. IPOL is binnen de 
Nederlandse politie nu eenmaal de best geëquipeerde dienst om dergelijke 
informatie te beoordelen. Dan is het ook goed om dat in de besproken Aan-
wijzing op te nemen.  
                                                             
16  Zie J. Koers, Nederland als verzoekende staat bij de wederzijdse rechtshulp in strafzaken. Ach-
tergronden, grenzen en mogelijkheden, Nijmegen: Wolf Legal Publishers 2001. 
17  Zie D. van der Bel, A.M. van Hoorn & J.J.T.M. Pieters, Informatie en Opsporing. Handboek 
informatieverwerving, -verwerking en -verstrekking ten behoeve van de opsporingspraktijk, 
Zeist: Uitgeverij Kerckebosch 2013. Een IRC is een samenwerkingsverband tussen poli-
tie en OM met als doel het verbeteren van de kwaliteit van de internationale rechtshulp 
en het bespoedigen van de afwerking ervan. Er bestaan zes IRC’s, ondergebracht bij de 
centrumkorpsen van de politie en één Landelijk IRC.  
18  Zie bijvoorbeeld het derde lid van art. 39 SUO.  
19  Stcrt. 2008, 232. 
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De onder gezag van het Landelijk Parket van het OM opererende Dienst 
IPOL verkrijgt de spontaan verstrekte informatie doorgaans via een in het 
betreffende land gestationeerde Nederlandse liaisonofficier of via een in 
Nederland werkzame buitenlandse liaisonofficier. Op het moment dat derge-
lijke informatie bij IPOL binnenkomt, beoordeelt een zogenaamde vakspecia-
list van deze dienst de rechtmatigheid van de informatie. Indien mogelijk 
wordt de uit het buitenland verkregen informatie aangevuld met gegevens 
uit de Nederlandse politiële gegevensbestanden. Het vervolgens opgemaakte 
proces-verbaal behelst de inhoud van de uit het buitenland verkregen infor-
matie, eventueel aangevuld met gegevens uit de genoemde gegevensbestan-
den. In dit zogenaamde IPOL-proces-verbaal wordt voorts aangegeven dat 
de verstrekkende autoriteit heeft aangegeven de informatie rechtmatig te 
hebben verkregen en wordt ten slotte opgetekend dat deze vreemde autori-
teit toestemming geeft de informatie in een strafrechtelijk onderzoek te be-
trekken. Deze toestemming reikt doorgaans niet verder dan het enkele ge-
bruik van deze gegevens als intelligence, met andere woorden het gebruik 
voor de start van een strafrechtelijk onderzoek. Vervolgens wordt het IPOL-
proces-verbaal doorgestuurd naar de lokale politie en het lokale OM. Op 
basis van de in het proces-verbaal vervatte informatie kunnen zij besluiten 
tot de start van een opsporingsonderzoek en de inzet van dwangmiddelen.  
11.4  INTERNE CONTROLEMECHANISMEN  
In het bestek van dit proefschrift wordt alleen de toetsing die plaatsvindt 
binnen de instantie die daadwerkelijk (de later als startinformatie gebruikte) 
gegevens verzamelt, aangemerkt als intern controlemechanisme. In het deel 
over de inlichtingen- en veiligheidsdiensten werd dan ook enkel de binnen 
de AIVD en MIVD te doorlopen interne procedure voorafgaand aan het ver-
strekken van een ambtsbericht betiteld als intern controlemechanisme.  
In relatie tot de uit het buitenland afkomstige startinformatie vindt (idea-
liter) interne controle plaats binnen het rechtssysteem waarin de vreemde 
autoriteit werkzaam is. Een voorbeeld: de verzameling van informatie door 
de DEA geschiedt conform de wet- en regelgeving, en dus ook binnen de be-
staande controlemechanismen, van de Verenigde Staten. Het toetsen van (de 
verkrijging van) deze informatie door de Nederlandse politie dan wel het 
OM wordt dan ook aangemerkt als externe controle. Deze Nederlandse in-
stanties vergaren deze informatie immers niet zelf. De informatie wordt 
slechts aan hen verstrekt door een vreemde autoriteit. Aangezien dit proef-
schrift zich beperkt tot de controle die binnen het Nederlandse rechtssysteem 
plaatsvindt, is ervoor gekozen de controle die plaatsvindt in de landen die 
informatie verstrekken niet te beschrijven. Hier komt nog bij dat het ondoen-
lijk zou zijn dit te doen, aangezien dergelijke informatie in beginsel kan ko-
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men vanuit alle landen in de wereld en vele verschillende organisaties in elk 
van die landen.  
11.5  EXTERNE CONTROLEMECHANISMEN  
11.5.1  Controle door politie en OM 
11.5.1.1 De liaisonofficier  
Uit de praktijk blijkt dat de controle van politie en OM op de uit het buiten-
land afkomstige informatie zich op een aantal momenten voordoet of kan 
voordoen. Ten eerste kan een belangrijke rol zijn weggelegd voor de bij de 
Nederlandse politie werkzame maar in het buitenland gestationeerde liaison- 
of verbindingsofficier. Deze liaisonofficier heeft onder meer tot taak de poli-
tiesamenwerking tussen Nederland en het land of de regio waar hij gestatio-
neerd is te bevorderen.20 In die hoedanigheid is hij dan ook degene die in eer-
ste instantie de informatie onder ogen krijgt die de vreemde autoriteit met de 
Nederlandse opsporingsdiensten wil delen. Op dat moment bevraagt deze 
liaison de vreemde autoriteit naar met name de rechtmatigheid van de aan 
Nederland te verstrekken informatie, zo volgt uit de praktijk. Deze recht-
matigheidstoets kent zijn grenzen, aangezien de liaison door de werking van 
het vertrouwensbeginsel (doorgaans) genoegen moet nemen met de medede-
lingen van de vreemde autoriteit over de rechtmatigheid van de (verkrijging 
van de) informatie. Een inzagerecht in (bron)documenten, soortgelijk aan dat 
van de landelijk officier voor terrorismebestrijding in relatie tot de AIVD of 
de TCI-officier ten opzichte van het TCI, bestaat (formeel) niet. De opstelling 
van de autoriteit die informatie verstrekt, in hoeverre hij inzage geeft in het 
informatievergarende proces, bepaalt dus in belangrijke mate de effectiviteit 
van deze rechtmatigheidstoets. De zojuist genoemde punten bemoeilijken 
naast de controle van de rechtmatigheid ook het toetsen van de betrouw-
baarheid. In het kader van de rechtmatigheid van het vergaren van informa-
tie speelt daarnaast ook het gegeven dat bijvoorbeeld informatie naar Turks 
recht op een rechtmatige wijze kan zijn verkregen, terwijl dit naar Neder-
lands recht anders ligt. Denk in dit verband aan de inzet van een criminele 
burgerinfiltrant: in Nederland omstreden, in veel andere landen een geaccep-
teerd middel om informatie te verzamelen. De controle van de liaison garan-
deert met andere woorden niet dat de te verstrekken informatie, conform de 
beginselen van het Nederlandse strafvorderlijke rechtssysteem, daadwerke-
                                                             
20  Zie D. van der Bel, A.M. van Hoorn & J.J.T.M. Pieters, Informatie en Opsporing. Handboek 
informatieverwerving, -verwerking en -verstrekking ten behoeve van de opsporingspraktijk, 
Zeist: Uitgeverij Kerckebosch 2013. 
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lijk rechtmatig is verkregen en betrouwbaar is en laat dus de mogelijkheid 
open dat de liaison onjuiste en/of onrechtmatig verkregen informatie door-
stuurt naar IPOL.  
Niet onvermeld kan blijven dat in Nederland eveneens verbindingsoffi-
cieren uit het buitenland werkzaam zijn. Zij hebben een soortgelijke functie 
als de in het buitenland gestationeerde Nederlandse liaisons en verkeren der-
halve ook in de positie informatie uit het land van herkomst door te geven 
aan IPOL, al dan niet vergezeld van een oordeel over de (on)rechtmatige 
wijze van verkrijging. Dat soort informatie kan eveneens leiden tot de start 
van een Nederlands opsporingsonderzoek. De bemiddelende rol, taken en 
bevoegdheden van deze liaisons zijn neergelegd in de Regeling buitenlandse 
verbindingsofficieren.21 In art. 6 lid 1 van de Regeling wordt onder meer be-
paald dat deze liaisons, aangemerkt als diplomaten, in Nederland geen op-
sporingshandelingen mogen verrichten.22 Verder is van belang dat in art. 14 
wordt gesteld dat de liaison zijn medewerking zal verlenen aan onder meer 
Nederlandse gerechtelijke procedures. Deze bepaling ziet onder meer op de 
situatie dat de liaison strafrechtelijk relevante informatie uit het buitenland 
doorgeeft, op basis hiervan een strafrechtelijk onderzoek wordt gestart en 
vervolgens de (zittings)rechter (al dan niet op verzoek van de verdediging) 
de liaison hieromtrent als (rechtmatigheids)getuige wil horen. Het dwingen-
de karakter van deze bepaling wordt overigens sterk gerelativeerd door het 
tweede lid van art. 31 van het Verdrag van Wenen inzake het diplomatieke 
verkeer, waarin wordt aangegeven dat een diplomatieke ambtenaar niet ver-
plicht is om als getuige op te treden.23 Mocht een verbindingsofficier als 
(rechtmatigheids)getuige worden opgeroepen bij de r-c of ter zitting, dan kan 
dit dus gemakkelijk worden geweigerd, waardoor een rechterlijke rechtma-
tigheidstoets kan worden gefrustreerd. Ten slotte wordt in de Regeling aan-
gegeven dat op dit type verbindingsofficier (toe)zicht wordt gehouden door 
de centrale Nederlandse autoriteit (lees: IPOL). IPOL staat op haar beurt 
onder gezag van de hoofdofficier van justitie van het Landelijk Parket van 
het OM. 
11.5.1.2 IPOL 
Uit het voorgaande volgt dat de uit het buitenland afkomstige informatie via 
een Nederlandse liaison in het buitenland of via een in Nederland gestatio-
                                                             
21  Stcrt. 2002, nr. 61. 
22  Buitenlandse opsporingsambtenaren, dus niet de verbindingsofficier, kunnen in be-
paalde omstandigheden en onder verantwoordelijkheid van de officier van justitie wel 
worden ingezet voor de uitvoering van diverse bijzondere opsporingsbevoegdheden. 
Zie het Samenwerkingsbesluit bijzondere opsporingsbevoegdheden, Stb. 1999, 549.  
23  Trb. 1962, 159.  
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neerde buitenlandse liaison wordt doorgeleidt naar IPOL. Eerder is al aange-
geven dat dergelijke informatie ook rechtstreeks bij IPOL kan binnenkomen. 
Binnen dit onderdeel van de politie wordt deze informatie in het bijzonder 
op rechtmatigheid beoordeeld door een vakspecialist die kennis van zaken 
heeft van bijvoorbeeld de manier waarop Engelse opsporingsautoriteiten 
doorgaans hun informatie vergaren. De vakspecialist bevraagt de verstrek-
kende autoriteit of doorleidende liaison naar de rechtmatigheid van de ver-
krijging van de informatie en (tracht) de rechtmatigheid te toetsen. Uit de 
praktijk volgt dat in het geval de informatie is verstrekt door een EU-land of 
een land waarmee Nederland een bilateraal verdrag heeft afgesloten deze 
toets zich beperkt tot het stellen van de genoemde vragen. Ook deze recht-
matigheidstoets kent zijn grenzen, aangezien de vakspecialist door de wer-
king van het vertrouwensbeginsel (doorgaans) genoegen neemt of moet ne-
men met de mededelingen van de vreemde autoriteit over de rechtmatigheid 
van de (verkrijging van de) informatie. Een inzagerecht in (bron)documenten 
bestaat niet. Worden gegevens verstrekt door een land waarmee geen ver-
dragsrelatie bestaat dan zullen dezelfde vragen worden gesteld. In die con-
text is het echter voorstelbaar dat, los van de antwoorden hierop, behoedza-
mer met (het gebruik van) de informatie wordt omgegaan. Er bestaat geen 
richtlijn over de aard en omvang van de rechtmatigheidstoets binnen IPOL 
en het verschil dat hierin per verstrekkend land zou moeten worden ge-
maakt. Net als de toets door de Nederlandse liaison in het buitenland wordt, 
zoals reeds opgemerkt, het uitvoeren van een effectieve rechtmatigheidstoets 
in veel gevallen bemoeilijkt door de werking van het vertrouwensbeginsel, 
het ontbreken van een (formeel) inzagerecht en de opstelling van de informa-
tieverstrekkende autoriteit. Er is met andere woorden sprake van een (zeer) 
beperkte dan wel gemankeerde rechtmatigheidstoets. 
Los van de rechtmatigheidstoets toetst de vakspecialist eveneens de uit 
het buitenland verkregen informatie op betrouwbaarheid door deze te ver-
edelen door middel van bevraging van de Nederlandse digitale politiebe-
standen. Na de door de vakspecialist uitgevoerde toets wordt uiteindelijk 
door een andere opsporingsambtenaar van IPOL het IPOL-proces-verbaal 
opgemaakt. Hiermee wordt (ten dele) voor onder meer de latere zaaksoffi-
cier, rechter en verdediging inzichtelijk gemaakt waar de informatie vandaag 
komt, wat de inhoud ervan is en wordt voldaan aan de verbaliseringsplicht 
van art. 152 Sv. Na inzage en instemming van het Hoofd LIRC wordt dit 
proces-verbaal ten slotte doorgezonden naar de lokale politie en het lokale 
OM. Deze wijze van verstrekking door IPOL wordt ook wel als een getrapte 
wijze van informatieverstrekking getypeerd.24 
                                                             
24  Deze werkwijze wordt onder andere beschreven in Rb. Amsterdam 18 oktober 2007, 
LJN BD3394 en Hof Amsterdam 14 oktober 2011, LJN BT8411. 
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11.5.1.3 De tactische recherche en de zaaksofficier  
Zoals reeds opgemerkt kan het IPOL-proces-verbaal leiden tot de start van 
een strafrechtelijk onderzoek en het toepassen van dwangmiddelen. Op de 
schouders van de tactische recherche en de zaaksofficier rust de verplichting 
om door middel van het verrichten van aanvullend onderzoek de betrouw-
baarheid van de in het IPOL-proces-verbaal opgenomen informatie te contro-
leren in het bijzonder op het moment dat de hierin vervatte gegevens tot het 
toepassen van een dwangmiddel leidt. Deze controle is als concrete externe 
controle binnen het strafvorderlijk kader te zien. Het aanvullende onderzoek 
naar de betrouwbaarheid van de in dit proces-verbaal opgenomen informatie 
kan op een zelfde manier vorm worden gegeven als het aanvullende onder-
zoek naar aanleiding van een aan de tactische recherche verstrekt TCI-
proces-verbaal of ambtsbericht van de AIVD. In deze context kan het model 
van de vier fasen worden gehanteerd. De vierde fase treedt echter veelal niet 
in, nu dit type startinformatie geanonimiseerd wordt verstrekt. Wat betreft 
de differentiatie in de noodzaak en de omvang van het betrouwbaarheidson-
derzoek en de mogelijkheden van het gebruik voor het bewijs wordt verwe-
zen naar eerdere opmerkingen gemaakt in het kader van de anonieme mel-
dingen van burgers, de informatie van het TCI en de ambtsberichten van de 
inlichtingen- en veiligheidsdiensten. Ter aanvulling moet worden opgemerkt 
dat de omvang en de noodzaak van aanvullend betrouwbaarheidsonderzoek 
door de tactische recherche, gelet op het gegeven dat kan worden verwacht 
dat de buitenlandse autoriteit alleen informatie verstrekt die naar haar oor-
deel betrouwbaar is en veredeling van de informatie plaatsvindt door de 
vakspecialist van IPOL, wel (sterk) moet worden gerelativeerd. Voorts doet 
een additioneel element in relatie tot de informatie uit het buitenland zijn 
intreden. De zaaksofficier kan door middel van een rechtshulpverzoek trach-
ten aanvullende gegevens te verkrijgen ter controle van de betrouwbaarheid 
van deze informatie.25 De aard van de informatie in combinatie met de (ge-
percipieerde) noodzaak van spoedig ingrijpen, kan echter maken dat aanvul-
lend politieel onderzoek niet (volledig) wordt uitgevoerd. Deze situatie kan 
zich bijvoorbeeld voordoen op het moment dat in het IPOL-proces-verbaal 
melding wordt gemaakt van een partij wapens die op zeer korte termijn naar 
een onbekende locatie wordt verplaatst. Ogenblikkelijk strafvorderlijk ingrij-
pen ligt dan voor de hand.  
                                                             
25  Zie in dit verband de aan het arrest van de Hoge Raad van 16 november 1999, NJ 2000, 
214 m.nt. JR ten grondslag liggende casus. In die zaak wordt door Engeland strafrech-
telijk relevante informatie verstrekt. Eerst nadat door middel van een rechtshulpver-
zoek is mogelijk gemaakt de bron van deze informatie in Engeland te horen door Ne-
derlandse opsporingsambtenaren wordt in Nederland een opsporingsonderzoek ge-
start en volgen diverse aanhoudingen. 
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De vraag moet ook worden beantwoord of door de tactische recherche en 
de zaaksofficier moet worden getracht de rechtmatigheid van de verkrijging 
van de uit het buitenland afkomstige gegevens te controleren. IPOL heeft 
deze toets immers al uitgevoerd of trachten uit te voeren en bovendien zullen 
naar alle waarschijnlijkheid de eerder geschetste omstandigheden (de wer-
king van het vertrouwensbeginsel, het ontbreken van een (formeel) inzage-
recht en de opstelling van de informatieverstrekkende autoriteit) deze toets 
bemoeilijken. Desondanks is de zaaksofficier gehouden (door middel van het 
doen uitgaan van een rechtshulpverzoek) een onderzoek naar de rechtmatig-
heid van de verstrekte informatie in te stellen, indien hij twijfelt aan de recht-
matige wijze van verkrijging. Mocht dit onderzoek de twijfels onvoldoende 
wegnemen of juist aantonen dat op een onrechtmatige manier informatie is 
verzameld, dan zou dit hypothetisch gezien als uiterst gevolg kunnen heb-
ben dat er op basis van deze informatie geen opsporingsonderzoek wordt ge-
start. Een dergelijk gevolg is gemakkelijker denkbaar als de onrechtmatig-
heid zich in de sfeer van art. 3 en/of art. 6 EVRM, dan als de buitenlandse 
autoriteit in strijd met het privacybeschermende art. 8 EVRM informatie heeft 
verzameld. De aard van de informatie en de daarmee gepaard gaande nood-
zaak tot strafrechtelijk optreden kan in een dergelijk geval (schending van 
art. 3 en/of 6 EVRM) echter ook meebrengen dat toch wordt besloten tot de 
start van een opsporingsonderzoek en het aanwenden van dwangmiddelen. 
Ten slotte moeten nog enige opmerkingen worden gemaakt over het 
IPOL-proces-verbaal in relatie tot het TCI-proces-verbaal. Hoewel in de prak-
tijk het proces-verbaal van IPOL dezelfde status heeft als een TCI-proces-ver-
baal, bestaan er wel degelijk fundamentele verschillen tussen (de wijze van 
tot stand komen van) deze twee typen processen-verbaal en de informatie die 
erin is verwerkt. Ten eerste is bij het TCI-proces-verbaal binnen de Neder-
landse politie, te weten het TCI die het proces-verbaal verstrekt, bekend wie 
de menselijke bron van de informatie is en bestaat er ook interne documenta-
tie over het contact met deze bron en de totstandkoming van het TCI-proces-
verbaal. De mogelijkheid bestaat dus om in de loop van de strafrechtelijke 
procedure de rechtmatigheid van het handelen van het TCI en de informant 
te toetsen door het horen van verbalisanten van het TCI en/of door de nage-
noeg theoretische opties van het voegen van interne TCI-stukken aan het 
dossier en het horen van de informant. In het geval de in het IPOL-proces-
verbaal vervatte informatie afkomstig is van een menselijke bron is dat we-
zenlijk anders, nu binnen de Nederlandse politie (doorgaans) niet bekend is 
wie de bron is van de informatie. Evenmin is duidelijk op welke wijze deze 
bron door de vreemde autoriteit is ingezet en zijn informatie heeft vergaard. 
De vreemde autoriteit geeft, al dan niet met een verwijzing naar het vertrou-
wensbeginsel en/of het belang van het geheimhouden van methodieken en 
bronnen, ook niet snel openheid over de wijze van verkrijging van de infor-
matie, zo leert de praktijk. Een rechtmatigheidstoets wordt in dergelijke ge-
vallen dus bemoeilijkt. Dat kan problematisch zijn als daardoor in de straf-
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rechtelijke procedure niet aan het licht kan worden gebracht dat een vreemde 
autoriteit of de ingezette menselijke bron hebben gehandeld in strijd met het 
instigatieverbod.26 De in het IPOL-proces-verbaal vervatte informatie kan ook 
een vrucht zijn van het toepassen van bijzondere onderzoeksmethoden zoals 
een telefoontap of observatie. In dat soort gevallen spelen de geschetste 
vraagstukken rondom de rechtmatigheid naar alle waarschijnlijkheid in be-
perktere mate een rol. Een ander fundamenteel verschil tussen (de wijze van 
opmaken van) het IPOL-proces-verbaal en het TCI-proces-verbaal schuilt in 
de externe controle door de TCI-officier. Deze officier toetst immers perio-
diek hoe de relevante gegevens door het TCI worden verwerkt.27 Dat soort 
controle ontbreekt bij IPOL. Het Landelijk Parket heeft weliswaar het gezag 
over IPOL, maar toetst niet (periodiek) de totstandkoming van IPOL-proces-
sen-verbaal. Het is overigens de vraag of dergelijke controle een meerwaarde 
zou hebben, nu kan worden betwijfeld of een officier van justitie van het Lan-
delijk Parket op dat moment meer inzicht dan IPOL zou (kunnen) verkrijgen 
in de achtergrond van de uit het buitenland afkomstige informatie. In dit ver-
band kan natuurlijk wel weer worden gedacht aan het doen uitgaan een 
rechtshulpverzoek in een poging aanvullende gegevens te verkrijgen ter con-
trole van de betrouwbaarheid van deze informatie en de rechtmatigheid van 
de verkrijging ervan.  
11.5.1.4 Controle door politie en OM: conclusie 
Concluderend kan worden gesteld dat de controle van politie en OM op de 
uit het buitenland afkomstige informatie zich op diverse momenten voordoet 
of kan voordoen. De liaison, de vakspecialist van IPOL en uiteindelijk het lo-
kale politiële onderzoeksteam en de zaaksofficier vervullen op diverse mo-
menten een rol in de betrouwbaarheids- en rechtmatigheidstoets en dragen 
daarvoor ook een eigen verantwoordelijkheid. De liaison en vakspecialist zijn 
met name gehouden de rechtmatigheid van de (verkrijging van de) informa-
tie te verifiëren. Beschreven is dat deze toets (zeer) beperkt is. De tactische 
recherche en de zaaksofficier zijn in ieder geval voorafgaand aan de inzet van 
dwangmiddelen, weliswaar rekening houdend met eventuele differentiatie, 
gehouden de betrouwbaarheid van de in het IPOL-proces-verbaal opgeno-
men informatie toetsen. Bij twijfels over de rechtmatigheid van de verstrekte 
informatie kan de zaaksofficier ten slotte gehouden zijn dienaangaande een 
                                                             
26  Zie in dit verband ook C. van den Wijngaert, ‘Organized crime, proactive policing and 
international cooperation in criminal matters: who controls the police in a transnational 
context?’, in: M. den Boer (red.), Undercover policing and accountability from an interna-
tional perspective, Maastricht: European Institute of Public Administration 1997, p. 163-
179. 
27  Zie hoofdstuk TCI. 
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onderzoek in te stellen. Op elk van deze momenten kan het effectief toetsen 
van de informatie echter worden gefrustreerd door de werking van het ver-
trouwensbeginsel, het ontbreken van een (formeel) inzagerecht en/of de op-
stelling van de vreemde autoriteit. Aan het voorgaande kan in het bijzonder 
verandering worden gebracht door het in wets- en verdragsbepalingen cre-
eren van een toetsingmogelijkheid die gelijkenis vertoont met dat van de 
landelijk officier voor terrorismebestrijding ten opzichte van (het ambtsbe-
richt van) de AIVD en in mindere mate de TCI-officier in relatie tot werk van 
het TCI en het TCI-proces-verbaal. Hoewel het in internationaal verband 
verre van eenvoudig zal zijn een dergelijke toetsingmogelijkheid te bewerk-
stelligen is dit niettemin dé manier waarop effectief vorm kan worden gege-
ven aan de betrouwbaarheids- en rechtmatigheidstoets binnen politie en OM.  
11.5.2  Rechterlijke controle  
De uit het buitenland afkomstige, doorgaans in een IPOL-proces-verbaal op-
genomen, informatie is onderhevig aan rechterlijke controle op het moment 
dat deze gegevens aan de basis worden gelegd van een strafrechtelijk onder-
zoek.28 Rechterlijke controle doet zich, naast de rol van de r-c bij het toepas-
sen van bepaalde dwangmiddelen, in het merendeel van de gevallen voor als 
de verdediging een verweer voert omtrent het gebruik van dat soort informa-
tie in het strafproces. Een dergelijk verweer spitst zich doorgaans toe op de 
onmogelijkheid in het Nederlandse strafproces duidelijkheid te krijgen over 
het vergaren van informatie door de vreemde autoriteit, de gebleken of ge-
stelde onrechtmatige wijze van gegevensverzameling door die buitenlandse 
instantie en de strafprocessuele sanctie die hier door de strafrechter aan moet 
worden verbonden. De vraag naar de rechtmatigheid van het inzetten van 
dwangmiddelen op basis van uit het buitenland verkregen informatie speelt 
ten slotte een minder pregnante rol in de jurisprudentie. De rechterlijke con-
trole is wederom aan te merken concrete externe controle binnen het straf-
vorderlijk kader.  
11.5.2.1 De verdenking op basis van buitenlandse startinformatie 
Zoals eerder opgemerkt ligt het zwaartepunt in de jurisprudentie bij de toet-
sing van de rechtmatigheid van het handelen van een vreemde autoriteit en 
de mogelijkheden van sanctionering van onrechtmatigheden. De (omvang 
van de) rechterlijke toets van de betrouwbaarheid in de context van het ver-
                                                             
28  Rechterlijke toetsing vindt (idealiter) ook plaats als een buitenlandse staat om uit- of 
overlevering verzoekt en hiertoe informatie verstrekt aan de Nederlandse justitiële au-
toriteiten. Deze vorm van toetsing blijft, gelet op de afbakening van dit onderzoek, ech-
ter buiten beschouwing.  
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denkingsbegrip speelt een minder pregnante rol in de (lagere) jurisprudentie. 
Een voorbeeld wordt gevormd door de zaak die leidt tot het arrest van het 
Hof Den Haag van 16 september 2010.29 In casu start het strafrechtelijk on-
derzoek op basis van door de in Boedapest werkzame liaison verstrekte in-
formatie dat in een bepaald pand een hennepkwekerij aanwezig is. De ver-
dediging verzoekt de liaison te horen om de betrouwbaarheid van deze start-
informatie te toetsen. Het hof wijst dit verzoek af nu deze startinformatie in 
combinatie met hetgeen de verbalisanten ter plaatse constateren (geblindeer-
de ramen, vocht tegen het raam en hennepgeur) een verdenking doet ont-
staan. Op 5 april 2011 wijst het Hof Den Haag een arrest dat in dezelfde lijn 
ligt.30 Deze zaak start met een proces-verbaal van de DIN, de voorloper van 
IPOL, waarin is gerelateerd dat van de Britse liaison in Nederland informatie 
binnenkomt dat tijdens een routinecontrole in de haven van Dover een grote 
hoeveelheid amfetamine en cannabis in boxen met gereedschap is aangetrof-
fen, dat het transportbedrijf de opdracht heeft om op een bepaalde datum 
een identiek transport te verzorgen en dat uit aanwijzingen van de chauffeur 
blijkt dat de boxen zijn geladen vanuit een Rotterdams bedrijfspand. Het hof 
overweegt dat er geen reden is om te twijfelen aan de inhoud van dit proces-
verbaal en dat de informatie die voorhanden was op het moment van bin-
nentreden van het bewuste bedrijfspand voldoende concreet en gedetailleerd 
is om verdenking te doen ontstaan. In de zaak die leidt tot het arrest van het 
Hof Amsterdam van 20 juli 2011 ontvangt het zogenaamde Schipholteam via 
de Informatie Unit Schiphol informatie van de Franse douaneattaché te Den 
Haag die erop neerkomt dat een bolletjesslikker uit Nigeria op een bepaalde 
vlucht naar Nederland komt, dat de criminele organisatie die het transport 
heeft georganiseerd middelen gebruikt om de aanwezigheid van drugs in 
lichaam te maskeren en dat twee weken geleden soortgelijke informatie is 
doorgegeven die tot het aantreffen van drugs bij drie personen leidde.31 Op 
basis van deze informatie wordt, na een check van het paspoort, overgegaan 
tot aanhouding. Het hof start met een algemene overweging die erop neer-
komt dat de informatie die leidt tot het toepassen van een dwangmiddel 
voldoende concreet moet zijn en van voldoende gewicht. In de ogen van het 
hof is in casu aan beide voorwaarden voldaan. Het hof vervolgt met de over-
weging dat het gewenst is dat er aanvullend onderzoek plaatsvindt ter sta-
ving van dergelijke anonieme startinformatie. Dit onderzoek heeft plaatsge-
vonden nu het paspoort van de verdachte is gecheckt alvorens tot aanhou-
ding over te gaan. Slotsom is dat het hof de startinformatie voldoende be-
trouwbaar acht en het toepassen van de aanhouding rechtmatig. In dezelfde 
                                                             
29  Hof Den Haag 16 september 2010, LJN B06970. Zie in dit verband bijvoorbeeld ook het 
vonnis van de Rb. Middelburg van 24 december 2003, LJN AO7082. 
30  Hof Den Haag 5 april 2011, LJN BR6812. 
31  Hof Amsterdam 20 juli 2011, LJN BR2570.  
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lijn ligt een vonnis van de Rechtbank Rotterdam van 20 september 2010.32 In 
casu start een onderzoek naar aanleiding van bij IPOL binnengekomen van 
Deense autoriteiten afkomstige informatie waaruit blijkt dat een verdachten-
groep bezig is een partij cocaïne vanuit Costa Rica naar Nederland en Dene-
marken te importeren. De rechtbank oordeelt dat de r-c op basis van deze in-
formatie in redelijkheid een machtiging tot het tappen van de verdachte kon 
afgeven, te meer nu de informatie op dat moment lijkt te worden bevestigd 
door andere telefoontaps, het gegeven dat de verdachte via Western Union 
geld overmaakt naar Costa Rica en bovendien blijk dat de verdachte een 
strafblad heeft op gebied van de Ow en de WWM.  
Concluderend kan worden opgemerkt dat de jurisprudentie wat betreft 
het bestaan van een verdenking sterke gelijkenis vertoont met de jurispru-
dentie over het gebruik van informatie van de TCI voor de start van een op-
sporingsonderzoek en het toepassen van dwangmiddelen. In dit gebruik 
schuilt een risico, in die zin dat de mogelijkheid bestaat dat valse informatie 
wordt aangeleverd door een door de vreemde autoriteit gebruikte menselijke 
bron. Zoals al eerder aangehaald moeten de zaaksofficier en de tactische 
recherche hierop bedacht zijn en daarom voorafgaand aan het toepassen van 
een dwangmiddel ten minste een poging doen om de uit het buitenland af-
komstige informatie te toetsen op betrouwbaarheid door het verrichten van 
aanvullend onderzoek. De zittingsrechter is op zijn beurt in het bijzonder tot 
strafprocessuele sanctionering gehouden als op basis van onvoldoende con-
crete dan wel op basis van onvoldoende onderbouwde informatie een 
dwangmiddel wordt toegepast. Wat betreft de strafprocessuele sanctionering 
wordt verwezen naar eerder gemaakte opmerkingen in het kader van de 
startinformatie afkomstig van burgers. 
Een ander aspect kan wat betreft de informatie van een vreemde autori-
teit echter ook nog een rol spelen, te weten de omstandigheid dat die autori-
teit met het verstrekken van informatie bewust tracht de Nederlandse politie 
en OM te misleiden. Bijvoorbeeld door ten onrechte een bepaald persoon te 
koppelen aan criminele activiteiten, terwijl hierover op basis van het onder-
zoek van de vreemde autoriteit eigenlijk nog te weinig informatie beschik-
baar is. De casus die ten grondslag ligt aan het arrest van de Hoge Raad van 
7 december 2004 in de Clickfondszaak is in dit opzicht illustratief.33 In deze 
zaak loopt een onderzoek naar fraude op de beurs tegen onder andere de 
verdachte en een apart opsporingsonderzoek naar andere personen inzake 
het witwassen van drugsgelden. In beide zaken is rechtshulp van Zwitser-
land nodig en om veelal praktische redenen worden de rechtshulpverzoeken 
samengevoegd. De verdediging betoogt dat met het rechtshulpverzoek de 
Zwitserse autoriteiten zijn misleid in die zin dat ze zijn uitgelokt uitvoering 
                                                             
32  Rb. Rotterdam 20 september 2010, LJN BO2931.  
33  Hoge Raad 7 december 2004, NJ 2005, 71 m.nt. Sch. 
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te geven aan het rechtshulpverzoek nu in dit verzoek een koppeling wordt 
gelegd tussen het fraudeonderzoek en het strafrechtelijk onderzoek. Het hof 
gaat mee in deze stelling en verklaart het OM hierop niet-ontvankelijk, waar-
bij de angel hem er met name in zit dat het rechtshulpverzoek ten aanzien 
van de verdachte lijkt te zijn aangedikt en hiermee de schijn wordt gewekt 
dat ook de verdachte in de fraudezaak verdacht wordt van witwassen. De 
Hoge Raad acht de niet-ontvankelijkheidverklaring van het OM onvoldoen-
de gemotiveerd en onbegrijpelijk kort gezegd nu het misleidende karakter 
van het verzoek tot rechtshulp niet eenduidig is gebleken. Hoewel het maar 
de vraag is of in deze zaak getracht is bewust te misleiden, moeten de Neder-
lands politie en OM, maar ook de rechter, erop bedacht zijn dat de interstate-
lijke gegevensuitwisseling het zojuist geschetste risico met zich brengt. Van-
uit dat perspectief doet de rechter goed eraan een eigen afweging te maken 
en zich niet volledig te laten leiden door de informatie die is aangeleverd 
door de vreemde autoriteit.  
In het verlengde hiervan moet de rechter ook erop bedacht zijn dat het 
interstatelijk uitwisselen van gegevens het risico op zogenaamde u-bocht-
constructies met zich kan brengen, een constructie die bijvoorbeeld kan wor-
den aangewend om de onrechtmatige verzameling van gegevens in het bui-
tenland te maskeren of die wordt gebruikt om de herkomst van bepaalde in-
formatie te verdoezelen. Het risico hierop wordt vergroot als de instantie die 
de informatie verstrekt niet de autoriteit is die de informatie daadwerkelijk 
heeft verzameld. Hoewel de zaak hierop in de kern niet ziet, is in dit verband 
het arrest van de Hoge Raad van 28 maart 2000 illustratief.34 In casu start een 
opsporingsonderzoek op basis van informatie van de voorloper van de anti-
fraude eenheid OLAF. Informatie die deze eenheid op zijn beurt van de op-
sporingsinstanties van diverse lidstaten heeft verkregen. Hoewel zeker niet 
kan worden gezegd dat een dergelijke informatieverstrekking per definitie 
tot gevolg heeft dat onrechtmatige informatievergaring wordt gemaskeerd, 
kan wel worden betoogd dat ten minste de rechterlijke rechtmatigheidstoets 
in dat soort gevallen wordt bemoeilijkt. In relatie tot het (vermeende) verdoe-
zelen van de herkomst van informatie moet voorts worden gewezen op de 
zaak die ten grondslag ligt aan het arrest van het Hof Arnhem van 20 maart 
2008.35 Gesteld wordt dat Nederlandse TCI-informatie met opzet naar Portu-
gal is uitgezet om de schijn te wekken dat de informatie in Portugal is ver-
kregen met als doel het Nederlandse onderzoek vlot te trekken. Na verhoor 
van enkele verbalisanten hieromtrent meent het hof dat de stelling van de 
verdediging geenszins aannemelijk is geworden. In de zaak die leidt tot het 
arrest van het Hof Amsterdam van 16 mei 2012 wordt een zelfde type ver-
weer gevoerd. De verdediging stelt dat de politie in Dubai het valselijk zo 
                                                             
34  Hoge Raad 28 maart 2000, AA 2000, p. 671-677 m.nt. YB. 
35  Hof Amsterdam 16 mei 2012, LJN BW6604. 
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presenteert dat bij een doorzoeking in de hotelkamer van de verdachte in het 
kader van een Australisch rechtshulpverzoek een USB-stick is gevonden. Een 
en ander om te maskeren dat deze stick aan de Nederlandse politie zou zijn 
gegeven door een informant. Het hof hoort hieromtrent een groot aantal ge-
tuigen, waaronder Australische opsporingsambtenaren, en komt tot de con-
clusie dat de stelling van de verdediging is gebaseerd op een niet bewijsbare 
theorie. Concluderend kan worden opgemerkt dat hoewel uit de besproken 
zaken niet is gebleken dat er een gebrek kleeft aan de uit het buitenland ver-
kregen informatie, de rechter hiervoor zijn ogen niet geheel kan sluiten en 
dus bedacht moet zijn op de hiervoor geschetste risico’s die samenhangen 
met het gebruik van informatie uit het buitenland.  
11.5.2.2 Het toetsen van de rechtmatigheid: art. 6 en art. 8 EVRM? 
In het (standaard)arrest op dit punt van 5 oktober 2010 bouwt de Hoge Raad 
verder op oudere rechtspraak over de omvang van de rechterlijke rechtma-
tigheidstoets en voorts wordt ingegaan op de samenhang met het vertrou-
wensbeginsel.36 Kort gezegd handelt deze zaak om een gemeenschappelijke 
actie van de Nederlandse en de Belgische politie rondom een in België geor-
ganiseerde militariabeurs, waar Nederlanders naar alle waarschijnlijkheid il-
legale wapens aankopen. In het kader van deze actie voeren Nederlandse 
verbalisanten aan beide zijde van de grens (opsporings)handelingen uit. Het 
hoogste rechtscollege grijpt dit arrest aan om zich in algemene zin uit te laten 
over de beoordeling van verweren die zien op de rechtmatigheid van in het 
buitenland plaatsvindend (opsporings)onderzoek. De Hoge Raad geeft aan 
dat op het moment dat dergelijke onderzoekshandelingen plaatsvinden on-
der verantwoordelijkheid van een tot het EVRM toegetreden staat, de taak 
van de Nederlandse rechter zich ertoe beperkt te waarborgen dat de wijze 
waarop van de resultaten van dit onderzoek in het Nederlandse strafproces 
gebruik wordt gemaakt geen inbreuk maakt op art. 6 EVRM.37 Met een ver-
wijzing naar zijn arrest in de 4M-zaak overweegt de Hoge Raad voorts dat 
het niet tot de taak van de Nederlandse rechter behoort om te toetsen of de 
wijze waarop dit onderzoek is uitgevoerd, strookt met de regels van dat an-
dere land.38 De Hoge Raad wijst hier naar alle waarschijnlijkheid op het door 
                                                             
36  Hoge Raad 5 oktober 2010, NJ 2011, 169 m.nt Sch. Wat betreft oudere rechtspraak moet 
onder meer de 4M-zaak worden genoemd, Hoge Raad 18 mei 1999, NJ 2000, 107 m.nt. 
Sch. Zie voorts ook Hoge Raad 25 juni 1996, NJ 1996, 716, Hoge Raad 16 november 
1999 NJ 2000, 214 m.nt JR, Hoge Raad 8 februari 2000, NJ 2000, 538 m.nt Sch en Hoge 
Raad 15 oktober 2002, NJ 2003, 85.  
37  Zie voor een soortgelijke benadering in de lagere jurisprudentie Rb. Rotterdam 30 sep-
tember 2003, NbSr 2003, 398. 
38  Zie over de afwegingen tussen een toetsing aan vreemd recht en een toetsing aan na-
tionaal recht, of een combinatie van beide, H. van der Wilt, ‘Onrechtmatig verkregen 
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de vreemde autoriteit al dan niet handelen in overeenstemming met regelge-
ving die in de context van de privacybescherming is opgesteld.39 In samen-
hang hiermee overweegt de Hoge Raad dat het vertrouwensbeginsel centraal 
staat in relatie tot een vermeende schending van art. 8 EVRM door de autori-
teiten van een bij het EVRM aangesloten staat. Er mag op worden vertrouwd 
dat deze staat en de daarbinnen werkzame instanties het laatstgenoemde 
artikel eerbiedigen en dat op het moment dat dit niet het geval is er tegen die 
schending binnen die staat een daadwerkelijk rechtsmiddel in de zin van art. 
13 EVRM openstaat.  
De meest belangwekkende overweging van de Hoge Raad in verband 
met de rechterlijke rechtmatigheidstoets schuilt in het gegeven dat de om-
vang van deze toets wordt versmald tot art. 6 EVRM, in die zin dat de Neder-
landse rechter in deze context slechts gehouden is te waarborgen dat het in 
het strafproces gebruikmaken van informatie afkomstig van een vreemde 
autoriteit niet op gespannen voet staat met art. 6 EVRM. De vraag op welke 
wijze de rechter vorm moet geven aan deze toets wordt (helaas) niet door de 
Hoge Raad belicht. Bovendien wordt in het midden gelaten of in de context 
van een mogelijke schending van art. 6 EVRM de werking van het vertrou-
wensbeginsel meebrengt dat de rechter minder snel een opening moet bieden 
voor een rechtmatigheidstoets. De Hoge Raad is voorts wel eenduidig in zijn 
overwegingen over vermeende schendingen van art. 8 EVRM. Het vertrou-
wensbeginsel ontheft de rechter, in de context van de bij het EVRM aangeslo-
ten lidstaten, van zijn onderzoeksplicht in deze. Betwijfeld kan worden of 
hieruit a contrario kan worden afgeleid dat de rechter buiten het verband van 
de bij het EVRM aangesloten lidstaten op enigerlei wijze gehouden kan zijn 
te toetsen of informatie in overeenstemming met art. 8 EVRM is verkregen. 
Hoewel de Hoge Raad op punten helderheid verschaft over de (omvang van 
de) rechterlijke rechtmatigheidstoets, moeten ter relativering van het belang 
van dit arrest de volgende opmerkingen worden gemaakt. Ten eerste volgt 
uit de jurisprudentie dat in dit verband in nagenoeg alle gevallen de door de 
verdediging gevoerde verweren zien op een vermeende schending van art. 6 
EVRM, in die zin dat bijvoorbeeld wordt betoogd dat de vreemde autoriteit 
heeft gehandeld in strijd met het instigatieverbod. De ogenschijnlijke beper-
king die de Hoge Raad hier aanbrengt, is dus slechts een weergave van de 
                                                             
bewijsmateriaal en internationale rechtshulp in strafzaken: een impressie van de Ame-
rikaanse rechtspraktijk’, D&D 2000, p. 169-194. 
39  Uit de 4M-zaak volgt in deze context immers ook al dat de rechter niet gehouden is te 
toetsen of Turkse telefoontaps naar Turks recht rechtmatig zijn verkregen en rechtma-
tig zijn verstrekt aan Nederland. Zie in deze context ook een arrest van het Belgische 
Hof van Cassatie d.d. 30 mei 1995, rolnr. P941098N, waarin een andere benadering 
wordt gekozen. Het Hof van Cassatie overweegt dat de rechter gehouden is te toetsen 
of de door een vreemde autoriteit verkregen informatie naar het recht van dat land 
rechtmatig is vergaard.  
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bestaande praktijk. Voorts, en misschien nog wel belangrijker, moet ter rela-
tivering worden opgemerkt dat in veel gevallen de in een Nederlandse straf-
zaak gebruikte informatie niet afkomstig is van een bij het EVRM aangesloten 
staat. Het onderhavige arrest biedt met andere woorden in dat soort situaties 
geen handvat voor (de omvang van) de rechterlijke rechtmatigheidstoets. 
Niettegenstaande het voorgaande is het moeilijk voorstelbaar dat voor een 
toetsing aan art. 6 EVRM geen ruimte bestaat als de informatie afkomstig is 
van een staat die niet bij het EVRM is aangesloten. 
Het versmallen van de rechterlijke rechtmatigheidstoets tot art. 6 EVRM 
wordt ook zichtbaar in het eerder gewezen arrest van het EHRM in de zaak 
Rodriguez.40 In casu start een opsporingsonderzoek naar drugssmokkel op 
basis van door de DEA verstrekte tapgesprekken. De informatie leidt tot een 
groot aantal aanhoudingen en de inbeslagname van 145 kilo cocaïne. Ten 
overstaan van het Haagse hof verzoekt de verdediging de rechtmatigheid 
van het verkrijgen van informatie door de DEA te toetsen. Het hof stelt het 
vertrouwensbeginsel dan centraal. Alleen op het moment dat concrete aan-
wijzingen zijn om aan te nemen dat de wezenlijke normen van de Neder-
landse rechtsorde zijn geschonden, waaronder inbegrepen die uit internatio-
nale verdragen, zou er reden kunnen zijn de rechtmatigheid van de verkrij-
ging van dat soort gegevens te onderzoeken, aldus het hof. Het hof vervolgt 
dat met name gelet op de verklaring van de bij de r-c gehoorde teamleider 
van het Nederlandse onderzoek in casu geen concrete aanwijzingen bestaan 
dat dergelijke wezenlijke normen zijn geschonden. Een uitgebreidere recht-
matigheidstoets, door het horen van een Amerikaanse hulpofficier van justi-
tie, wordt dan ook afgewezen. De Hoge Raad laat het arrest van het hof in 
stand. In de procedure voor het EHRM herhaalt de verdediging haar stand-
punten en wordt geklaagd over een schending van art. 6 lid 3 onder d EVRM 
wegens het niet horen van de Amerikaanse hulpofficier. Het EHRM over-
weegt dienaangaande allereerst dat het EVRM zich niet ertegen verzet dat 
een strafrechtelijk onderzoek start op basis van uit het buitenland afkomstige 
informatie, tenzij er redenen zijn om aan te nemen dat deze gegevens in die 
vreemde staat zijn verkregen door het schenden van art. 6 EVRM. In een la-
tere uitspraak van het EHRM op dit punt wordt overwogen dat het aan de 
verdediging is om aan te tonen dat die spanning met art. 6 EVRM bestaat.41 
In de zaak Rodriguez oordeelt het EHRM dat een dergelijke schending on-
voldoende aannemelijk is gemaakt door de verdediging en dientengevolge 
levert het afwijzen van de Amerikaanse rechtmatigheidsgetuige door het 
Haagse hof geen schending op van art. 6 EVRM.  
                                                             
40  EHRM 27 juni 2001, NJ 2002, 102 m.nt. Sch (Rodriguez v. Nederland) en E. Myer, ‘De 
drugshandelaar en de tevergeefs veel vragende verdediging’, NJCM-Bulletin 2001, 
p. 58-61. 
41  Zie EHRM 17 januari 2012, nr. 14743/11 (Othman v. Verenigd Koninkrijk). 
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De uitspraak van het EHRM in de zaak Rodriguez moet worden ge-
plaatst in de context van onder meer de uitspraken van hetzelfde hof in de 
zaken Soering, over een uitlevering die een verblijf in death row met zich zou 
brengen, en Drozd, over de tenuitvoerlegging van een in een ander land op-
gelegde straf waarvan de onderliggende procedure niet zou voldoen aan art. 
6 EVRM.42 In de kern gaan die zaken over de strafprocessuele verantwoorde-
lijkheid van een bij het EVRM aangesloten staat voor (toekomstige) verdrags-
schendende handelingen begaan door een autoriteit van een ander (niet bij 
het EVRM aangesloten) land, ook wel aangeduid als de extra-territoriale wer-
king van het EVRM. De uitspraken van het EHRM lijken de conclusie te 
rechtvaardigen dat deze verantwoordelijkheid of beter gezegd aansprake-
lijkheid kan bestaan, in het bijzonder op het moment dat blijkt dat de niet bij 
het verdrag aangesloten staat de in het EVRM gewaarborgde rechten op 
grove wijze heeft geschonden (of dreigt te schenden). Een bij het EVRM aan-
gesloten staat kan zich hierdoor met andere woorden op dat moment, terwijl 
het de gewraakte handelingen niet zelf heeft begaan, ook schuldig maken aan 
een schending van een bepaling uit het EVRM. Dit is een relevante bevinding 
die kleur geeft aan de (omvang van de) rechterlijke toetsing van de rechtma-
tigheid van de uit het buitenland verkregen informatie (en de eventuele sanc-
tionering van begane onrechtmatigheden). Het verrichten van een rechterlijk 
onderzoek naar de wijze waarop de vreemde autoriteit zijn informatie heeft 
vergaard, kan immers een logisch gevolg zijn van deze door het EHRM ge-
formuleerde aansprakelijkstelling. Dit onderzoek spitst zich dan in het bij-
zonder toe op een (vermeende) schending van art. 6 EVRM door die vreemde 
autoriteit.  
11.5.2.3  Het toetsen van de rechtmatigheid: wanneer en op welke wijze? 
Op basis van het voorgaande kan worden geconcludeerd dat zowel het 
EHRM als de Hoge Raad de omvang van de rechterlijke rechtmatigheidstoets 
beperken tot art. 6 EVRM. De Hoge Raad laat voorts in het midden of in deze 
context de werking van het vertrouwensbeginsel meebrengt dat de rechter 
minder snel een opening moet bieden voor een dergelijke toets. De vraag is 
hiermee onbeantwoord gebleven op welk moment de rechtmatigheidstoets 
plaats moet vinden en op welke wijze hieraan vorm moet worden gegeven. 
De lagere jurisprudentie biedt hier wel enige aanknopingspunten voor. In de 
besproken zaak Rodriguez overweegt het Haagse Hof bijvoorbeeld dat, gelet 
op het vertrouwensbeginsel, een rechtmatigheidstoets eerst geboden is als 
                                                             
42  Zie EHRM 7 juli 1989, NJ 1990, 158 m.nt. EAA (Soering v. Verenigd Koninkrijk) en 
bijvoorbeeld de uitspraak van het EHRM van 2 oktober 2012, nr. 14743/11 (Abdulkha-
kov v. Rusland). Zie voorts EHRM 26 juni 1992, NJ 1995, 258 m.nt. Kn (Drozd v. Frank-
rijk en Spanje).  
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hiervoor sterke aanwijzingen bestaan. In latere jurisprudentie wordt in dit 
verband ook wel de term ‘bijzondere omstandigheden’ gebruikt die het ver-
trouwensbeginsel als het ware kunnen doorbreken.43 De ingezette lijn van 
het, onder invloed van de werking van het vertrouwensbeginsel, opwerpen 
van barrières voor een rechtmatigheidstoets wordt in latere lagere jurispru-
dentie voortgezet. Dit beginsel wordt dan enerzijds naar voren geschoven 
om in het geheel niet mee te gaan in een onderzoek naar de wijze van infor-
matievergaring door de vreemde autoriteit en wordt anderzijds ingeroepen 
om te volstaan met een secundaire of indirecte rechtmatigheidstoets. Met dit 
laatste wordt gedoeld op de situatie dat deze toets niet omvat het horen van 
de ingezette menselijke bron, het voegen aan het dossier van buitenlandse 
(bron)documenten of het horen van de personen die de informatie daadwer-
kelijk zelf hebben vergaard. Bij een secundaire rechtmatigheidstoets wordt 
bijvoorbeeld volstaan met het horen van Nederlandse verbalisanten, zoals de 
teamleider van een onderzoek of een medewerker van IPOL, of wordt genoe-
gen genomen met de schriftelijke mededelingen van een buitenlands Minis-
terie van Justitie dat een onder haar ressorterende dienst op rechtmatige wij-
ze informatie heeft vergaard.44 In de context van de samenhang tussen het 
(bieden van een opening voor het) toetsen van de rechtmatigheid en de wer-
king van het vertrouwensbeginsel is het wel belangrijk om op te merken dat 
in de hieronder te bespreken zaken niet in alle gevallen eenduidig door de 
verdediging wordt aangevoerd dat de vreemde autoriteit informatie heeft 
verzameld in strijd met art. 6 EVRM. In deze context wordt in herinnering 
gebracht wat in het hoofdstuk over de TCI-informatie naar voren kwam, te 
weten dat de rechter bij een vermeende schending van art. 6 EVRM eerder de 
noodzaak moet voelen om een uitgebreid rechtmatigheidsonderzoek te ver-
richten, in dit geval naar het verkrijgen van informatie door de vreemde 
autoriteit. De in eerdere delen al besproken uitspraken van het EHRM in de 
zaken Ramanauskas en Bannikova onderbouwen dit standpunt.45 Op de 
schouders van de verdediging rust met andere woorden de plicht om na-
drukkelijk aan te geven dat sprake is van een schending van art. 6 EVRM, nu 
het vertrouwensbeginsel in die context minder gemakkelijk als barrière lijkt 
te kunnen worden opgeworpen voor het bieden van een opening voor een 
rechtmatigheidstoets door de rechter.  
                                                             
43  Hof Amsterdam 7 november 2003, LJN AO1600. 
44  Een voorzichtige trend die zich in dit verband recentelijk heeft geopenbaard is dat op 
het moment dat de rechter niet meegaat in een diepgaande rechtmatigheidstoets, de 
verdediging hierop verzoekt de rechter te wraken. Tot op heden telkenmale vruchte-
loos. Zie Rb. Rotterdam 6 december 2010, LJN BO9901, Rb. Rotterdam 31 augustus 
2012, LJN BX6303 en, in de context van het TCI, Hof Arnhem-Leeuwarden 22 juli 2014, 
ECLI:NL:GHARL:2014:5895. 
45  EHRM 5 februari 2008, NJ 2008, 499, m.nt. Sch (Ramanauskas v. Litouwen) en EHRM 
4 november 2010, nr. 18757/06 (Bannikova v. Rusland). 
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Een voorbeeld van het geheel afwijzen van een rechtmatigheidstoets 
wordt duidelijk in het arrest van het Hof Arnhem van 27 december 2004.46 In 
casu wordt gebruik gemaakt van door de Turkse autoriteiten verstrekte in-
formatie. Het hof acht het in dit verband aannemelijk dat er in Turkije is 
geïnfiltreerd, maar ziet zich vervolgens niet gehouden de rechtmatigheid van 
dit infiltratietraject te toetsen nu uit het dossier niet blijkt dat dit traject gege-
vens voor het onderzoek tegen de verdachte heeft opgeleverd en bovendien 
erop mag worden vertrouwd dat de infiltratie conform de Turkse regels is 
uitgevoerd. Een zelfde benadering is zichtbaar in het arrest van het Hof Am-
sterdam van 28 februari 2006 en in het arrest van het Hof Leeuwarden van 15 
februari 2010.47 Voorbeelden van het volstaan met een secundaire of indirecte 
rechtmatigheidstoets zijn er in de jurisprudentie eveneens in overvloed. Zo 
overweegt bijvoorbeeld het hof in de zaak die tot het arrest van de Hoge 
Raad van 31 januari 2006 leidt dat op basis van een tweetal brieven van de 
Engelse autoriteiten erop mag worden vertrouwd dat de door hen gerunde 
informant geen criminele burgerinfiltrant is.48 Zie in dit verband ook het von-
nis van de Rechtbank Rotterdam van 3 april 2008.49 In casu overweegt de 
rechtbank dat op de mededelingen van de Engelse liaison omtrent de recht-
matigheid van de verkrijging van de informatie door de Engelse autoriteiten 
moet worden vertrouwd en de rechtbank voegt hieraan toe dat er geen om-
standigheden zijn aangevoerd die aanleiding geven de juistheid van de me-
dedeling van de Engelse autoriteiten nader te onderzoeken. Het arrest van 
het Haagse hof van 1 oktober 2010 past in deze lijn.50 Deze zaak start op basis 
van informatie van de DEA waarin wordt aangegeven dat containers met co-
caïne vanuit Colombia op weg zijn naar de Rotterdamse haven. Ter weerleg-
ging van het verweer dat de DEA deze informatie onrechtmatig heeft verkre-
gen, oordeelt het hof dat het vertrouwensbeginsel centraal staat in relatie tot 
de internationale politiële samenwerking en gegevensverstrekking, dat de 
verdediging in casu in staat is gesteld rechtmatigheidsgetuigen te horen, 
waaronder het hoofd van IPOL, over de werkwijze en verwerking van de in-
formatie van de brondocumenten en dat hieruit moet worden geconcludeerd 
dat niet blijkt dat de bewuste informatie onrechtmatig is verkregen. Een re-
cent voorbeeld schuilt in het vonnis van de Rechtbank Haarlem van 2 augus-
tus 2012.51 In deze zaak wordt in een IPOL-proces-verbaal informatie van de 
DEA weergegeven, waaruit blijkt dat in relatie tot een transport van 1000 kilo 
                                                             
46  Hof Arnhem 27 december 2004, LJN AR8605.  
47  Hof Amsterdam 28 februari 2006, LJN AZ7658 en Hof Leeuwarden 15 februari 2010, 
LJN BL3952. 
48  Hoge Raad 31 januari 2006, NJ 2006, 365, m.nt. JR.  
49  Rb. Rotterdam 3 april 2008, LJN BC8718. 
50  Hof Den Haag 1 oktober 2010, LJN BN9595. 
51  Rb. Haarlem 2 augustus 2012, LJN BX3464.  
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cocaïne van Colombia via Polen naar Nederland door de DEA gebruik is 
gemaakt van een zogenaamde cooperating source, een (burger)infiltrant. Ten-
einde meer helderheid te krijgen over onder meer de betrokkenheid van de 
infiltrant bij (het handelen van) de verdachte, beslist de rechtbank dat de in-
filtrant moet worden gehoord door de r-c. De Amerikaanse autoriteiten ge-
ven echter geen gehoor aan dit verzoek. Wel stuurt het Amerikaanse Ministe-
rie van Justitie enkele brieven waarin onder meer de rol van de infiltrant 
wordt toegelicht. De rechtbank neemt hiermee genoegen en overweegt dat zij 
erop vertrouwt dat de Amerikaanse autoriteiten juiste informatie hebben 
doorgegeven. 
11.5.2.4 Het toetsen van de rechtmatigheid: complicerende factoren 
In het kader van de (omvang van de) rechterlijke rechtmatigheidstoets moe-
ten ten slotte nog enkele punten worden aangestipt. Ten eerste is het van be-
lang op te merken dat op het moment dat de rechter meegaat in een diep-
gaande rechtmatigheidstoets, dit niet per definitie tot meer inzichtelijkheid 
hoeft te leiden over de wijze van informatievergaring door de vreemde auto-
riteit. Ten minste drie complicerende factoren liggen hieraan ten grondslag, 
te weten de beperkingen die het specialiteitsbeginsel en de interstatelijke ge-
gevensuitwisseling met zich kan brengen, de weigerende opstelling van een 
buitenlandse instantie dan wel de feitelijke onmogelijkheid om meer open-
heid te verschaffen over de wijze waarop in het buitenland informatie is ver-
kregen.52 Een voorbeeld van de eerste factor gaat schuil in het vonnis van de 
Rechtbank Rotterdam van 22 mei 2006.53 Ter introductie op deze zaak moet 
worden aangetekend dat uit onder meer bepalingen uit het Besluit politiege-
gevens en de Regeling buitenlandse verbindingsofficieren het zogenaamde 
specialiteitsbeginsel voortvloeit, dat kort gezegd meebrengt dat interstatelijk 
uitgewisselde informatie slechts mag worden gebruikt voor de doeleinden 
waarvoor deze is verstrekt. Hieruit kan worden afgeleid dat de vreemde 
autoriteit in zekere zin eigenaar blijft van de in een brondocument verstrekte 
informatie. Juist vanwege dit punt is de uitspraak van de rechtbank interes-
sant. Ter toetsing van de rechtmatigheid van de informatievergaring door de 
DEA acht de rechtbank het noodzakelijk dat het van de DEA afkomstige 
brondocument wordt toegevoegd aan het dossier. De officier van justitie 
geeft aan dat het niet mogelijk is het brondocument te verstrekken nu dit een 
schending zou zijn van internationale afspraken. Het brondocument blijft 
                                                             
52  Zie in verband met de tweede factor P.J.P. Tak, ‘Knelpunten in de internationale poli-
tie- en justitiesamenwerking’ in: P.J.P. Tak (red.), Heimelijke opsporing in de Europese 
Unie. De normering van bijzondere opsporingsmethoden in de landen van de Europese Unie, 
Antwerpen-Groningen: Intersentia Rechtswetenschappen 2000, p. 815-836. 
53  Rb. Rotterdam 22 mei 2006, NbSr 2006, 322. 
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eigendom van de DEA en het OM mag daarover niet vrij beschikken. De 
rechtbank komt terug op haar eerder genomen beslissing en oordeelt dat het 
brondocument niet aan het dossier hoeft te worden toegevoegd.  
Een voorbeeld van een combinatie van de tweede en de derde factor gaat 
schuil in de ontvankelijkheidsbeslissing van het EHRM van 21 maart 2002 in 
de zaak Calabro.54 In casu levert een voor de Duitse BKA werkzame (politie-) 
infiltrant met de naam Jurgen 46 kilo cocaïne aan Calabro in een gezamenlij-
ke actie van de Italiaanse en Duitse politie. Pogingen om de undercover ge-
durende de Italiaanse gerechtelijke procedure te (laten) horen, blijven vruch-
teloos. De Duitse autoriteiten geven aan dat Jurgen onvindbaar is. Het 
EHRM verklaart Calabro evenwel niet-ontvankelijk in zijn beroep op het 
EHRM wegens schending van art. 6 EVRM onder meer nu de Italiaanse rech-
ters alles eraan hebben gedaan Jurgen ter zitting te krijgen en nergens uit 
blijkt dat de Duitse autoriteiten hebben nagelaten in deze hun verantwoorde-
lijkheid te nemen. Een voorbeeld van de tweede factor die een diepgaande 
rechtmatigheidstoets kan frustreren, de weigerende opstelling van de infor-
matieverstrekkende buitenlandse instantie, kan worden gedestilleerd uit het 
eerder aangehaalde vonnis van de Rechtbank Rotterdam van 30 september 
2003. De rechtbank acht het in verband met een toetsing aan het instigatie-
verbod noodzakelijk inzicht te krijgen in het infiltratietraject dat in Duitsland 
heeft gelopen. De Duitse fase van dit traject wordt echter naar het oordeel 
van de rechtbank onvoldoende inzichtelijk gemaakt nu processen-verbaal 
van de inzet van de infiltranten ontbreken, zowel Duitse als Nederlandse po-
litiefunctionarissen weigeren openheid van zaken omtrent het infiltratietra-
ject te geven en de Duitsers ten slotte weigeren hun medewerking te verlenen 
aan het horen van de ingezette burgerinfiltrant. De rechtbank sluit hierop al 
het bewijs uit dat direct en indirect is verkregen door het toepassen van dit 
opsporingsmiddel. Een recent voorbeeld is te vinden in het reeds besproken 
vonnis van de Rechtbank Haarlem van 2 augustus 2012.55 Teneinde meer 
helderheid over onder meer de betrokkenheid van een door de DEA ingezet-
te infiltrant bij (het handelen van) de verdachte te krijgen, beslist de recht-
bank dat de infiltrant moet worden gehoord door de r-c. De vreemde autori-
teiten geven echter geen gehoor aan dit verzoek. Wel stuurt het Amerikaanse 
Ministerie van Justitie enkele brieven waarin onder andere de rol van de in-
filtrant wordt toegelicht. De rechtbank neemt hiermee genoegen en over-
weegt zij erop vertrouwt dat de Amerikaanse autoriteiten juiste informatie 
hebben doorgegeven.  
                                                             
54  EHRM 21 maart 2002, nr. 59895/00 (Calabro v. Italië en Duitsland) en E. Myer, ‘De 
onvindbare undercoveragent en de rechten van de verdediging’, NJCM-bulletin 2002, 
p. 1057-1064. 
55  Rb. Haarlem 2 augustus 2012, LJN BX3464.  
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Ten besluit moet worden aangetekend dat ook nog een ander gegeven 
een rol speelt bij de manier waarop de rechter vorm geeft aan de toetsing van 
de rechtmatigheid en dat is de rol die de Nederlandse politie en het OM in 
het verkrijgen van informatie door de vreemde autoriteit hebben (gehad). 
Los hiervan staat het rechterlijk oordeel over de rol van de Nederlandse poli-
tie en het OM in deze ook in nauwe relatie tot eventuele strafprocessuele 
sanctionering van begane onrechtmatigheden. Een voorbeeld van het hierbo-
ven geschetste kan worden gedestilleerd uit de zaak die leidt tot het arrest 
van de Hoge Raad van 23 januari 2001.56 In casu voert de verdediging aan dat 
de verdachte is uitgelokt door een voor de DEA werkzame burgerinfiltrant. 
Het hof wijst een diepgaande rechtmatigheidstoets naar het handelen van 
deze cooperating source af met de overweging dat niet is gebleken dat de infil-
trant onder verantwoordelijkheid van de Nederlandse politie en OM werkt, 
dat niet van een dusdanige samenwerking met de DEA is gebleken waardoor 
een verantwoordelijkheid van het OM voor de door de DEA ingezette opspo-
ringsmethoden zou bestaan en dat derhalve, zo er al sprake zou zijn van uit-
lokking door de infiltrant, dit niet tot de niet-ontvankelijkheid van de officier 
van justitie zou kunnen leiden. De Hoge Raad laat deze beslissing in stand. 
Het niet hebben van enige bemoeienis met het vergaren van informatie door 
de vreemde autoriteit ontneemt met andere woorden in de (door de Hoge 
Raad niet onbegrijpelijk geachte) zienswijze van het hof de noodzaak tot een 
diepgaande rechtmatigheidstoets.  
11.5.2.5 Het toetsen van de rechtmatigheid: conclusie 
Op basis van het voorgaande kan worden geconcludeerd dat zowel het 
EHRM als de Hoge Raad de omvang van de rechterlijke rechtmatigheidstoets 
beperken tot art. 6 EVRM. De Hoge Raad laat voorts in het midden of in deze 
context de werking van het vertrouwensbeginsel meebrengt dat de rechter 
minder snel een opening moet bieden voor een dergelijke toets. 
Uit de (lagere) jurisprudentie kan worden afgeleid dat het vertrouwens-
beginsel wel degelijk als barrière wordt opgeworpen om de rechtmatigheid 
van de door een buitenlandse autoriteit verkregen informatie te toetsen. Dit 
is enigszins opmerkelijk als de stelling wordt betrokken dat een steeds nau-
wer worden internationale samenwerking, die zich in optima forma voordoet 
in de Europese Unie, minder ruimte overlaat voor het vertrouwensbeginsel 
en juist verplicht tot een rechterlijke rechtmatigheidstoets die gelijk is aan die 
van de toetsing van het handelen van nationale opsporingsinstanties.57 Gelet 
                                                             
56  Hoge Raad 23 januari 2001, NJ 2001, 218 m.nt. YB. 
57  Zie in dit verband J.M. Reijntjes & J.M. Sjo  crona, ‘Wederzijdse rechtshulp’, in: E. van 
Sliedregt, J.M. Sjöcrona & A.M.M. Orie (red.), Handboek internationaal strafrecht. Schets 
van het Europese en internationale strafrecht, Deventer: Kluwer 2008 en E. van Sliedregt, 
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op het voorgaande zou in deze enkel leidend moeten zijn het bestaan van 
aanwijzingen dat een vreemde autoriteit gegevens heeft verzameld in strijd 
met in het bijzonder art. 6 EVRM. Bestaan dat soort aanwijzingen dan is de 
rechter gehouden een rechtmatigheidstoets uit te (laten) voeren.58 Zijn die 
aanwijzingen er niet dan kan de rechter, zonder te verwijzen naar het ver-
trouwensbeginsel, simpelweg overwegen dat een onrechtmatigheid niet aan-
nemelijk is gemaakt. Voorts kan uit de (lagere) jurisprudentie worden afge-
leid dat wat betreft het aannemelijk maken van het bestaan van dat soort 
aanwijzingen, en het daarmee uitlokken van een rechterlijke rechtmatig-
heidstoets, een zware verplichting rust op de schouders van de verdediging. 
Zij dient aannemelijk te maken dat er sterke aanwijzingen zijn dat de vreem-
de autoriteit zijn informatie onrechtmatig heeft verzameld. Hoewel deze be-
nadering in het kader van ongewenste ‘fishing expeditions’ is toe te juichen, 
kunnen in sommige gevallen vraagtekens worden geplaatst bij het opwerpen 
van dergelijke strafprocessuele barrières. De verdediging probeert immers 
door het horen van rechtmatigheidsgetuigen en het eventueel voegen van 
stukken aan het dossier aan het licht te brengen dat zich onrechtmatigheden 
hebben voorgedaan in het handelen van de buitenlandse autoriteit. Hieraan 
voorafgaand is het voor de verdediging verre van eenvoudig om feiten en 
omstandigheden aannemelijk te maken die wijzen op een onrechtmatigheid, 
daarvoor zijn juist die verhoren en het eventueel voegen van aanvullende 
stukken nodig. Op het moment dat de rechter dergelijke verzoeken afwijst of 
slechts meegaat in een secundaire of indirecte rechtmatigheidstoets, lijkt in 
de eerste plaats sprake van een cirkelredenering en wordt bovendien niet tot 
in de kern uitgezocht of onrechtmatig is gehandeld door de vreemde autori-
teit. Een zelfde benadering werd al zichtbaar bij het toetsen van de rechtma-
tigheid van het handelen van het TCI. Prangend verschil is echter dat wat 
betreft het toetsen van de rechtmatigheid van de informatievergaring door 
een vreemde autoriteit de lat voor de verdediging nog hoger wordt gelegd 
door de werking van het vertrouwensbeginsel.59 Er wordt meer recht gedaan 
                                                             
J.M. Sjöcrona & A.M.M. Orie, Internationaal strafrecht. Vanuit Nederlands perspectief, De-
venter: Kluwer 2002.  
58  Reeds in de jaren 80 van de vorige eeuw wordt al gewezen op de verplichting van de 
(Nederlandse) rechter om te toetsen op welke wijze een vreemde autoriteit zijn infor-
matie heeft verkregen. Zie A.M.M. Orie, ‘De verdachte tussen wal en schip of de sys-
teembreuk in de kleine rechtshulp’, in: M.S. Groenhuijsen, Bij deze de stand van zaken. 
Bundel opstellen aangeboden aan A.L. Melai, Arnhem: Gouda Quint 1983. 
59  Het opwerpen van dergelijke strafprocessuele barrières lijkt ook op gespannen voet te 
staan met het zogenaamde ne peior-beginsel, dat inhoudt dat de rechtspositie van een 
verdachte door een interstatelijke rechtshulpbetrekking niet disproportioneel mag ver-
slechteren. Vertaald naar het gebruik van informatie van een vreemde autoriteit kan in 
dit licht de stelling worden betrokken dat de verdachte in staat moet worden gesteld 
dat soort gegevens op een zelfde manier te toetsen als de informatie afkomstig van Ne-
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aan de belangen van de verdediging als de rechter in sommige gevallen op 
dit punt wat toeschietelijker oordeelt. Bovendien volgt uit de eerder bespro-
ken jurisprudentie van het EHRM dat in de context van een vermeende 
schending van art. 6 EVRM van de rechter een toeschietelijkere houding 
wordt verwacht. 
Op het moment dat de rechter meegaat in een diepgaande rechtmatig-
heidstoets, dan kunnen alsnog diverse factoren debet eraan zijn dat in het 
Nederlandse strafproces niet tot in de kern kan worden uitgezocht of zich on-
rechtmatigheden hebben voorgedaan. De afhoudende opstelling van de 
vreemde autoriteit om volledig openheid van zaken te geven is van die facto-
ren doorgaans de meest belangrijke. Zo kan zich dus de situatie voordoen dat 
in de Nederlandse strafzaak, ook na een door de rechter gelaste diepgaande 
rechtmatigheidstoets, niet kan worden vastgesteld of dat soort informatie op 
een onrechtmatige manier is verkregen. De rechterlijke controle is met andere 
woorden niet in alle gevallen effectief. Dat is, hoofdzakelijk bij een (vermeen-
de) schending van art. 6 EVRM, een zorgelijke en onbevredigende constate-
ring als die in het licht wordt geplaatst van een eerdere vaststelling dat ook 
politie en OM in de kern niet bij machte zijn om uit te sluiten dat zich in het 
buitenland onrechtmatigheden hebben voorgedaan. Het voorgaande laat de 
mogelijkheid open dat in het Nederlandse strafproces gebruik wordt ge-
maakt van informatie die is verkregen in strijd met art. 6 EVRM zonder dat 
politie, OM en rechter hiervan weet hebben.60 Ter relativering moet wel wor-
den opgemerkt dat in deze context de verdachte een bron van informatie kan 
zijn, in die zin dat hij aan kan geven door wie en op welk moment hij bijvoor-
beeld is uitgelokt tot een grensoverschrijdend transport van cocaïne. Een der-
gelijke verklaring biedt een startpunt voor een rechtmatigheidstoets. Niette-
min is de verplichting die, op basis van het standaardarrest van de Hoge 
Raad uit 2010 en het arrest van het EHRM in de zaak Rodriguez, op de 
schouder van de rechter rust om ervoor zorg te dragen dat het gebruik van 
informatie niet in strijd komt met art. 6 EVRM, in bepaalde gevallen simpel-
weg niet na te komen. De rechter staat echter niet geheel machteloos. Op het 
moment dat de rechter twijfelt aan de rechtmatigheid van de gegevensverga-
ring door de vreemde autoriteit, bijvoorbeeld naar aanleiding van de boven-
genoemde verklaring van de verdachte, en deze twijfel om wat voor reden 
dan ook niet wordt weggenomen in de loop van de procedure, dan kan de 
rechter door middel van strafprocessuele sanctionering als het ware een con-
                                                             
derlandse opsporingsdiensten. Zie in dit verband G.A.M. Strijards, ‘Het primaat van 
het territorialiteitsbeginsel’, D&D 1988, p. 121-136.  
60  Het Hof Amsterdam spreekt in het arrest van 14 oktober 2011, LJN BT8411, eveneens 
zijn zorg uit op dit punt en overweegt dat de internationale politiële samenwerking en 
gegevensverstrekking het mogelijk maken dat onregelmatigheden zich aan het zicht 
van de rechter onttrekken. 
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sequentie verbinden aan de voortdurende twijfel over de rechtmatige wijze 
van gegevensverzameling door de buitenlandse instantie. Kanttekening die 
daarbij wel moet worden geplaatst is dat het niet eenvoudig kan zijn deze 
strafprocessuele sanctie te motiveren in het vonnis of arrest nu een daadwer-
kelijke onrechtmatigheid niet of slechts in abstracte zin is komen vast te 
staan. Op de mogelijkheden van strafprocessuele sanctionering wordt in het 
navolgende ingegaan.  
11.5.2.6 Strafprocessuele sanctionering 
In verband met de strafprocessuele sanctionering van het gebruik van infor-
matie die op onrechtmatige wijze door een vreemde autoriteit is vergaard 
worden allereerst de uitspraken van het EHRM in de zaken Soering, Drozd 
en Rodriguez in herinnering gebracht. Op basis hiervan lijkt de stelling te 
kunnen worden betrokken dat het onrechtmatige handelen van een vreemde 
autoriteit kan doorwerken in een Nederlandse strafzaak. De Nederlandse 
staat, en in het bijzonder het Nederlandse OM, kan als het ware aansprakelijk 
worden gesteld voor het gebruikmaken van gegevens die een vreemde auto-
riteit verkrijgt in strijd met in het bijzonder art. 6 EVRM. De Hoge Raad lijkt 
in zijn standaardarrest uit 2010 op een zelfde wijze te redeneren als hij over-
weegt dat het de taak van de Nederlandse rechter is te waarborgen dat met 
het gebruikmaken van informatie afkomstig van een vreemde autoriteit geen 
inbreuk wordt gemaakt op art. 6 EVRM. Dit arrest is in algemene zin voorts 
nog om twee redenen van belang. Ten eerste overweegt de Hoge Raad, wel-
iswaar in het kader van in het buitenland verrichte handelingen door Neder-
landse opsporingsambtenaren, met het oog op deugdelijke (rechterlijke) con-
trole belang te hechten aan de uit art. 152 Sv voortvloeiende verplichting tot 
transparantie en adequate verslaglegging.61 De Hoge Raad rekt in zijn stan-
daardarrest uit 2010 de noodzaak hiervan, buiten het bestek van dit artikel, 
zelfs op tot de fase die vooraf gaat aan het daadwerkelijk verrichten van op-
sporingshandelingen. Het belang van deze overweging schuilt in het gege-
ven dat naar alle waarschijnlijkheid bij het ontbreken van dergelijke verslag-
legging eerder over zal worden gegaan tot strafprocessuele sanctionering. 
Voorts verklaart de Hoge Raad zijn in het kader van art. 359a Sv ontwikkelde 
                                                             
61  In de literatuur wordt al langere tijd gewezen op het belang van een goede verslagleg-
ging van de (onderzoeks)handelingen die zijn begaan in het buitenland. Zie in dit 
verband bijvoorbeeld C. van den Wijngaert, ‘Organized crime, proactive policing and 
international cooperation in criminal matters: who controls the police in a transnational 
context?’, in: M. den Boer (red.), Undercover policing and accountability from an interna-
tional perspective, Maastricht: European Institute of Public Administration 1997, p. 163-
179. 
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jurisprudentie van toepassing op het gebruik van informatie die onrechtma-
tig is verkregen door een buitenlandse instantie.  
Uit de (lagere) jurisprudentie op dit punt vloeit voort dat de mogelijk-
heid van strafprocessuele sanctionering wordt beperkt door de werking van 
het vertrouwensbeginsel en dat deze mogelijkheid in het verlengde hiervan 
nogal eens afhankelijk wordt gesteld van de actieve rol die de Nederlandse 
politie en het OM in de onrechtmatige wijze van informatievergaring hebben 
gespeeld dan wel de wetenschap die bij hen ten tijde van het gebruik van dat 
soort informatie bestaat over het onrechtmatige karakter ervan. Hiermee is 
niet gezegd dat het voorgaande in alle gevallen leidend is voor de mogelijk-
heid van strafprocessuele sanctionering. In het eerder aangehaalde arrest van 
de Hoge Raad van 16 november 1999 wordt stilgestaan bij het aspect van de 
wetenschap. De Hoge Raad overweegt dat het hof in casu niet onbegrijpelijk 
heeft geoordeeld dat de Nederlandse autoriteiten geen reden hadden om te 
twijfelen aan de rechtmatigheid van het vergaren van informatie door de En-
gelse autoriteiten en dat in het geval in de loop van de strafrechtelijke pro-
cedure mocht blijken dat deze startinformatie toch onrechtmatig is verkregen 
dit niet de ontvankelijkheid van het OM kan raken. A contrario geredeneerd 
kan hieruit worden afgeleid dat de strafprocessuele sancties strafverminde-
ring en bewijsuitsluiting (via de verboden vruchtenleer) in een dergelijk ge-
val nog wel kunnen worden toegepast. De Hoge Raad geeft hiermee aan dat 
in ieder geval voor de zwaarste strafprocessuele sanctie geen ruimte bestaat 
in het geval de Nederlandse politie en/of het OM op het moment van het 
starten van een strafrechtelijk onderzoek geen wetenschap hebben van enige 
onrechtmatigheid en met andere woorden dus te goeder trouw gebruik ma-
ken van de aan hen verstrekte informatie. Een benadering die nadien ook 
zichtbaar wordt in de lagere jurisprudentie.62 Hoewel niet met zoveel woor-
den door de Hoge Raad aangehaald, lijkt in het te goeder trouw-vereiste het 
vertrouwensbeginsel te zijn ingeblikt. Het vertrouwensbeginsel werkt in die 
zin door dat de rechter daardoor minder gemakkelijk het OM verantwoorde-
lijk kan houden voor het gebruik van informatie die onrechtmatig door een 
                                                             
62  Een benadering die nadien ook zichtbaar wordt in de lagere jurisprudentie. Zie bij-
voorbeeld Rb. Utrecht 18 april 2001, LJN AB1151, Rb. Groningen 16 oktober 2003, LJN 
AM1882 en Rb. Alkmaar 19 februari 2004, LJN A05509. De uitspraak van de Rb. Den 
Haag van 5 november 2004, NJ 2004, 697, verdient in dit verband een expliciete ver-
melding nu hierin wordt overwogen dat niet kan worden uitgesloten dat onrechtmatig 
optreden van natuurlijke of rechtspersonen of buitenlandse instanties in de fase vooraf-
gaand aan het voorbereidend onderzoek een zodanige schending van beginselen van 
behoorlijke procesorde met zich zou brengen of veronachtzaming van de rechten van 
de verdediging dat tot bewijsuitsluiting moet worden overgegaan. De overweging van 
het hof is te zien als het oprekken van het door de Hoge Raad geformuleerde criterium 
in het zogenaamde Visa Card-arrest, Hoge Raad 1 juni 1999, NJB 1999, p. 1167 en Y. 
Buruma, ‘Particuliere opsporing’, AA 2000, p. 117-121. Zie hiervoor hoofdstuk twee.  
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vreemde autoriteit is verkregen. Op het moment dat bij het verkrijgen van de 
informatie en het starten van een strafrechtelijk onderzoek niet blijkt van het 
tegendeel, mag door politie en OM erop worden vertrouwd dat de informa-
tie op rechtmatig door de vreemde instantie is verkregen en kan een later ge-
bleken onrechtmatigheid hen niet worden tegengeworpen. Waar het te goe-
der trouw zijn uit moet blijken en of er in dit kader een onderzoeksplicht be-
staat voor politie en OM wordt helaas niet uitgewerkt. In een arrest uit 2006 
scherpt de Hoge Raad het te goeder trouw-criterium aan door te overwegen 
dat een eventueel later blijkende onrechtmatigheid de ontvankelijkheid van 
het OM niet kan raken, behoudens bijzondere omstandigheden.63 Vanaf dat 
moment behoort het hanteren van de zwaarst mogelijke strafprocessuele 
sanctie dus ook weer tot het palet van de rechter. Het bestaan van bijzondere 
omstandigheden wordt in casu niet aangenomen. Voorts werkt de Hoge 
Raad ook niet uit wanneer sprake is van dat soort omstandigheden. In het 
licht van het standaardarrest van de Hoge Raad uit 2010 moet waarschijnlijk 
in het bijzonder worden gedacht aan de situatie dat in de loop van de straf-
rechtelijke procedure aan het licht komt dat de vreemde autoriteit de startin-
formatie in strijd met art. 6 EVRM heeft verkregen, bijvoorbeeld door te han-
delen in strijd met het instigatieverbod. Anders gezegd lijkt het te goeder 
trouw zijn van politie en OM bij het bestaan van dat soort bijzondere om-
standigheden strafprocessuele sanctionering niet te kunnen voorkomen.  
In latere lagere jurisprudentie wordt op het voorgaande voortgebor-
duurd. De Rechtbank Amsterdam stelt in zijn vonnis van 18 oktober 2007 het 
vertrouwensbeginsel centraal en overweegt dat onrechtmatig handelen door 
een vreemde autoriteit alleen de ontvankelijkheid van het OM kan raken als 
blijkt dat Nederlandse autoriteiten willens en wetens hebben geprofiteerd 
van de onrechtmatige wijze van informatievergaring, waardoor kort gezegd 
doelbewust art. 6 EVRM is geschonden dan wel als blijkt dat de vreemde 
autoriteit informatie heeft verkregen in strijd met wezenlijke normen van de 
Nederlandse rechtsorde.64 De rechtbank oordeelt in casu dat deze omstan-
digheden zich niet hebben voorgedaan. Uit dit vonnis kan worden gedestil-
leerd dat het bewust gebruikmaken van informatie die in strijd met artikel 6 
EVRM is verkregen, het te kwader trouw zijn, de ontvankelijkheid van het 
OM kan raken. Het (vermeende) te kwader trouw zijn spat ook af van de 
casus die ten grondslag ligt aan het vonnis van de Rechtbank Amsterdam 
van 4 maart 2010.65 In deze zaak staat een verdachte terecht voor de invoer 
van cocaïne. De verdachte verklaart informant te zijn voor de Duitse douane-
recherche, deze stelling wordt bevestigd door de Duitse autoriteiten en te-
vens komt vast te staan dat de TCI-officier van justitie hier al geruime tijd 
                                                             
63  Hoge Raad 31 januari 2006, NJ 2006, 365, m.nt. JR. 
64  Rb. Amsterdam 18 oktober 2007, LJN BD3394. 
65  Rb. Amsterdam 4 maart 2010, LJN BL8526. 
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van op de hoogte was. De rechtbank overweegt dat bij het OM wetenschap 
bestond van de informantenstatus van de verdachte, terwijl ook bekend is 
dat deze verdachte actief deelneemt in de verdachtengroep en dus eigenlijk 
een criminele burgerinfiltrant is. De rechtbank trekt hieruit de conclusie dat 
het OM gedurende een langere periode heeft toegestaan dat de Duitse autori-
teiten op Nederlands grondgebied een criminele burgerinfiltrant hebben ge-
rund, zonder dat aan de Nederlandse wettelijke vereisten en waarborgen is 
voldaan en zonder dat hiervan melding is gemaakt in het dossier. Aan dit 
complex van omstandigheden verbindt de rechter de zwaarst mogelijke straf-
processuele sanctie. In het bijzonder het aspect van de wetenschap, het te 
kwader trouw zijn wat betreft de onrechtmatige handelingen van de Duitse 
autoriteiten, en het gebrek aan transparantie lijkt de rechtbank hiertoe te be-
wegen. Deze uitspraak wordt in hoger beroep teruggedraaid door het Am-
sterdamse hof.66 Het hof stelt het vertrouwensbeginsel centraal in die zin dat 
ervan wordt uitgegaan dat in casu de onder het bereik van het EVRM vallen-
de vreemde autoriteit rechtmatig hebben gehandeld, behoudens het bestaan 
van vermoedens dat in strijd met het EVRM is gehandeld. Voorts merkt het 
hof de informant niet aan als criminele burgerinfiltrant en overweegt het op 
het punt van de wetenschap dat de TCI-officier gelet op het afschermingsbe-
lang terecht de bij hem bekende informatie niet heeft gedeeld met het tacti-
sche onderzoeksteam en de zaaksofficier. Het hof acht gelet op het voorgaan-
de in casu het niet-ontvankelijk verklaren van het OM een te zware sanctie. 
Wel geeft het hof aan dat het OM, toen eenmaal aan het licht kwam dat de 
TCI-officier al een langere tijd op de hoogte was van de informantenstatus 
van de verdachte, in een proces-verbaal de gang van zaken had moeten uit-
leggen.  
Strekt de rol van politie en OM zich verder uit in die zin dat er bemoeie-
nis is met het handelen van de vreemde autoriteit dan moet allereerst vast 
kunnen worden gesteld dat die actieve rol heeft bestaan, zo lijkt uit het arrest 
van de Hoge Raad van 28 januari 2001 te kunnen worden gedestilleerd.67 Kan 
niet worden vastgesteld dat de actieve bemoeienis er is geweest dan lijkt het 
niet in alle gevallen eenvoudig een strafprocessuele sanctie te verbinden aan 
in het buitenland begane onrechtmatigheden. Het arrest van de Hoge Raad 
in de KB Lux-zaak is in dat opzicht illustratief.68 In casu worden door werk-
nemers van de KB Lux bank microfiches gestolen met daarop gegevens van 
cliënten. Deze gegevens worden overhandigd aan de Belgische autoriteiten 
en zij verstrekken de gegevens van Nederlandse cliënten aan de Nederlandse 
                                                             
66  Hof Amsterdam 12 juni 2012, LJN BW8380. 
67  Hoge Raad 23 januari 2001, NJ 2001, 218 m.nt. YB. Zie in navolging hier ook lagere 
jurisprudentie zoals de vonnissen van de Rb. Arnhem van 23 september 2004, LJN 
AR2769 en Rb. Haarlem van 2 augustus 2012, LJN BX3464. 
68  Hoge Raad 14 november 2006, NJ 2007, 179 m.nt. YB. 
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autoriteiten. De Hoge Raad laat de overweging van het hof in stand die erop 
neerkomt dat nu niet is gebleken dat overheidsdienaren direct of indirect 
betrokken zijn bij de diefstal of verduistering van documenten van KB-Lux of 
dit hebben geïnitieerd dan wel gefaciliteerd, de omstandigheid dat het be-
wijsmateriaal is verkregen door diefstal of verduistering gepleegd door par-
ticulieren niet in de weg staat aan het gebruik van dat materiaal in een straf-
zaak. Hoewel met overheidsdienaren in de bovenstaande overweging wordt 
gedoeld op Belgische overheidsdienaren, kan uit deze overweging ook wor-
den gedestilleerd dat als de Nederlandse politie of OM geen actieve bemoei-
enis heeft (gehad) met in het buitenland begane handelingen die in strijd zijn 
met art. 8 EVRM, strafprocessuele sanctionering niet gemakkelijk is, zo niet 
onmogelijk.  
Een voorbeeld van en een actieve rol en het (ten onrechte) te goeder 
trouw zijn van het OM, gaat schuil in de uitspraak van de Rechtbank Amster-
dam van 27 april 2007.69 In casu wordt op verzoek van de DEA, maar onder 
leiding van de Nederlandse officier van justitie, een pseudokoop-actie op 
Nederlands grondgebied opgezet. De daadwerkelijke koop wordt uitgevoerd 
door een DEA agent, aangeduid als NN-Joe. In de loop van de strafrechtelij-
ke procedure blijkt, door het toevoegen van stukken uit Amerika aan het dos-
sier, dat NN-Joe tijdens de actie de vertrouwelijke communicatie met de ver-
dachte heeft opgenomen. Dit terwijl de officier van justitie het opnemen 
voorafgaand aan de actie expliciet heeft verboden. De rechtbank overweegt 
hierop dat in casu de beginselen van een behoorlijke procesorde zijn over-
schreden, onder meer omdat de Amerikanen in strijd met het vertrouwens-
beginsel en bovendien privacyschendend hebben opgetreden op Nederlands 
grondgebied. De rechtbank verbindt hieraan de zwaarste strafprocessuele 
sanctie, nu aldus het Nederlands wettelijk systeem in de kern is geraakt. Een 
beslissing die vervolgens wordt teruggedraaid in het tussenarrest van het 
Hof Amsterdam van 28 januari 2008 door het wederom centraal stellen van 
het vertrouwensbeginsel.70 Het hof overweegt dat zwaarste strafprocessuele 
sanctie niet aan de orde komt nu het OM in deze geen verwijt kan worden 
gemaakt, het erop mocht vertrouwen dat Amerikanen zich aan hun woord 
zouden houden en bovendien volledig transparant is geweest. In deze beslis-
sing van het hof schuilen, naast het centraal stellen van het vertrouwensbe-
ginsel, twee relevante aspecten die telkens niet met zoveel woorden zijn be-
noemd. Allereerst past dit tussenarrest in de lijn dat het door een vreemde 
instantie verkrijgen van informatie in strijd met art. 8 EVRM in ieder geval 
niet tot de zwaarste mogelijke strafprocessuele sanctie kan leiden. Ten twee-
de lijkt het hof in casu de Schutznorm toe te passen in die zin dat enkel de 
                                                             
69  Rb. Amsterdam 27 april 2007, LJN BA4017. 
70  Hof Amsterdam 28 januari 2008, LJN BC5069. 
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ernstige inbreuk op het vertrouwensbeginsel van de zijde van de Amerika-
nen de ontvankelijkheid van het OM niet kan raken. 
In de jurisprudentie zijn, los van de in hoger beroep teruggedraaide von-
nissen van de Rechtbank Amsterdam, nauwelijks voorbeelden te vinden van 
het onrechtmatig handelen van een vreemde autoriteit die wel tot strafpro-
cessuele sanctionering leidt. Tot op heden wordt in de jurisprudentie telkens 
slechts gewezen op de mogelijkheid van sanctionering. Het meest sprekende 
voorbeeld van een zaak waarin de rechter wel consequenties verbindt aan 
het vermeende onrechtmatig handelen van een vreemde autoriteit gaat schuil 
in het vonnis van de Rechtbank Rotterdam van 16 april 2012.71 De zaak gaat 
om een (in Duitsland onderschept) heroïnetransport van Turkije naar Neder-
land. Vast wordt gesteld dat in casu sprake is van een vanuit Turkije opgezet 
infiltratietraject, waarbij gebruik is gemaakt van een criminele burgerinfil-
trant. De in Turkije werkzame Nederlandse liaison is hiervan in de ogen van 
de rechtbank op de hoogte (geweest) en bovendien stelt de rechtbank vast 
dat de samenwerking tussen de Turkse en Nederlandse autoriteiten vanaf 
het begin van deze zaak zo intensief is dat feitelijk sprake is van één locatie-
overstijgend gemeenschappelijk opsporingsteam. Het Nederlandse OM 
wordt op basis van deze twee bevindingen mede verantwoordelijk gehouden 
voor het Turkse infiltratietraject. De gebrekkige verslaglegging rondom dit 
traject en het gegeven dat een in Nederland onrechtmatig geacht opsporings-
middel (de criminele burgerinfiltrant) is ingezet, maakt dat de rechtbank een 
schending van art. 6 EVRM aanneemt en overgaat tot het toepassen van de 
zwaarst mogelijke strafprocessuele sanctie. Deze schending wordt in het 
bijzonder gekoppeld aan het gebrek aan transparantie, waardoor het voor de 
rechter onmogelijk is te controleren of wat betreft het infiltratietraject is vol-
daan aan de beginselen van proportionaliteit en subsidiariteit en of het ver-
bod tot instigatie is nageleefd.  
Op basis van het voorgaande lijkt het door het OM verschaffen van open-
heid, en dan natuurlijk vooral het gebrek hieraan, over het vergaren van in-
formatie door een vreemde autoriteit en het aandeel van de Nederlandse po-
litie en het OM hierin een rol te kunnen spelen in de uiteindelijke sanctione-
ring van onrechtmatigheden. In het bijzonder wordt dit van belang geacht als 
wordt opgeworpen dat de vreemde autoriteit heeft gehandeld in strijd met 
het instigatieverbod en daarom in strijd met art. 6 EVRM. Uit het zojuist be-
handelde vonnis van de Rotterdamse rechtbank volgt immers dat het niet 
verschaffen van openheid op dit punt de ontvankelijkheid van het OM kan 
raken, ook al wordt niet daadwerkelijk vastgesteld dat is gehandeld in strijd 
met dit verbod. In een eerder vonnis van de Rechtbank Rotterdam wordt dat 
ook al zichtbaar.72 In die zaak wordt een toetsing aan het instigatieverbod 
                                                             
71  Rb. Rotterdam 16 april 2012, LJN BW3203. 
72  Rb. Rotterdam 30 september 2003, NbSr 2003, 398. 
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onmogelijk gemaakt nu zowel Duitse als Nederlandse autoriteit hierover 
geen openheid geven. De rechtbank sluit hierop al het bewijs uit dat is voort-
gekomen uit het infiltratietraject. De informatieverplichting die op de schou-
ders van het OM rust op het moment dat opgeworpen wordt dat is gehan-
deld in strijd met het instigatieverbod is in 2008 en 2010 kracht bijgezet door 
de meermalen aangehaalde uitspraken van het EHRM in de zaken Rama-
nauskas en Bannikova.73 Het EHRM overweegt in beide zaken dat als een 
niet onwaarschijnlijk uitlokkingsverweer wordt gevoerd, het aan de vervol-
gende instantie is te ontkrachten dat van uitlokking sprake is geweest. Wordt 
dat bewijs niet geleverd, dan moet de rechter desalniettemin deugdelijk on-
derzoek hiernaar doen en als blijkt dat is uitgelokt dan neigt het EHRM naar 
bewijsuitsluiting. Keerzijde hiervan lijkt te zijn dat op het moment dat het 
OM een opening biedt om rechterlijke controle op dit punt mogelijk te maken 
de rechter niet ogenblikkelijk, zonder het verrichten van een onderzoek dien-
aangaande, de zwaarst mogelijke strafprocessuele sanctie kan opleggen, zo 
volgt uit het eerder aangehaalde arrest van de Hoge Raad van 8 februari 
2000. In casu verklaart het hof het OM niet ontvankelijk zonder gebruik te 
maken van het via het OM binnengekomen aanbod van de Duitse autoritei-
ten om ter zitting meer inzicht te geven in een door hen verrichte pseudo-
koop-actie. De Hoge Raad acht die beslissing niet begrijpelijk en casseert. 
Ten slotte moet in verband met de sanctionering van onrechtmatigheden 
worden gewezen op de werking van de Schutznorm. Het aanleggen van deze 
norm maakt dat strafprocessuele sanctionering niet mogelijk is als is gehan-
deld in strijd met een norm die niet tot doel heeft het beschermen van de be-
langen van de verdachte. De Hoge Raad onderstreept dit nog maar eens in 
zijn nieuwe standaardarrest over de toepassing van art. 359a Sv.74 Allereerst 
moet worden opgemerkt dat de Schutznorm gemakkelijk door de rechter kan 
worden toegepast om niet over te gaan tot strafprocessuele sanctionering op 
het moment dat een buitenlandse autoriteit een criminele burgerinfiltrant 
heeft ingezet. Hoewel, zoals eerder aangegeven, de inzet van een dergelijke 
infiltrant in Nederland omstreden is, worden hierdoor in de kern geen be-
langen van de verdachte geschaad. Eerst op het moment dat een criminele 
burgerinfiltrant handelt in strijd met het instigatieverbod komt strafproces-
suele sanctionering in beeld.  
De Schutznorm krijgt bij dit type startinformatie een extra dimensie nu 
het handelen van een vreemde autoriteit, het verstrekken van informatie 
door deze autoriteit en het gebruikmaken van deze informatie door politie en 
OM in strijd kan zijn met internationalrechtelijke regels en beginselen die niet 
tot doel hebben het beschermen van de belangen van de verdachte. Een 
                                                             
73  EHRM 5 februari 2008, NJ 2008, 499, m.nt. Sch (Ramanauskas v. Litouwen) en EHRM 
4 november 2010, nr. 18757/06 (Bannikova v. Rusland). 
74  Hoge Raad 19 februari 2013, NJ 2013, 308 m.nt. Keulen.  
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voorbeeld van een hierop geënt verweer gaat schuil in de zaak die ten grond-
slag ligt aan het arrest van de Hoge Raad van 7 maart 2000.75 In casu blijft een 
Nederlands observatieteam een ander dan de latere verdachte achtervolgen 
in België en Frankrijk. De verdediging voert aan dat deze grensoverschrij-
dende observatie in strijd is met het Verdrag van Schengen onder meer nu de 
vreemde staat hier niet van in kennis is gesteld. Het hof overweegt dat de ob-
servatie inderdaad onrechtmatig is, maar verbindt hier verder geen gevolg 
aan nu hierdoor geen rechtens te beschermen belang van de verdachte is 
geschonden. De Hoge Raad trekt het geheel uit het internationaalrechtelijke 
perspectief en past de Schutznorm toe nu de verdachte niet het object is van 
de observatie. 
Concluderend volgt uit de (lagere) jurisprudentie dat het vertrouwens-
beginsel de mogelijkheid van strafprocessuele sanctionering beperkt. De wer-
king van dit beginsel wordt doorgaans gekoppeld aan de wetenschap of be-
moeienis die de Nederlandse politie en/of OM hebben gehad met het on-
rechtmatige verkrijgen van informatie door de vreemde autoriteit. Op het 
moment dat met andere woorden bij het verkrijgen van de informatie uit het 
buitenland en het starten van een strafrechtelijk onderzoek op basis hiervan 
niet blijkt van het tegendeel, mag door politie en OM erop worden ver-
trouwd dat de informatie op rechtmatige wijze is verkregen en kan een later 
gebleken onrechtmatigheid hen in beginsel niet worden tegengeworpen. Het 
vertrouwensbeginsel wordt dus ook in het kader van de sanctionering als 
barrière opgeworpen in die zin dat de strafprocessuele verantwoordelijkheid 
van het OM voor het gebruik van dat soort onrechtmatig verkregen gegevens 
met een beroep op dit beginsel kan worden afgewend. Betwijfeld kan wor-
den of dit een wenselijke benadering is en of het in dit kader niet de voorkeur 
verdient de ernst van de onrechtmatigheid centraal te stellen.76 De jurispru-
                                                             
75  Hoge Raad 7 maart 2000, NJ 2000, 539 m.nt Sch. Het vonnis van de Rechtbank Maas-
tricht van 5 juni 2007 is in dit verband ook illustratief, zie Rb. Maastricht 5 juni 2007, 
NbSr 2007, 285. In casu steelt een Nederlander in Duitsland een brommer en wordt hij 
hiervoor door onder andere een Duitse douaneambtenaar op Nederlands grondgebied 
aangehouden. De rechtbank overweegt dat met het oog op het soevereiniteitsbeginsel 
buitenlandse opsporingsambtenaren niet bevoegd zijn op Nederlands grondgebied op-
sporingshandelingen te verrichten. De enige, in verdragen vastgelegde, uitzondering 
hierop bestaat in een zogenaamde heterdaad-situatie. Deze uitzonderingssituatie doet 
zich hier echter niet voor nu de Duits douaneambtenaar geen opsporingsambtenaar is. 
De aanhouding is dus onrechtmatig. De rechtbank verbindt evenwel geen gevolgen 
aan deze schending van het soevereiniteitsbeginsel nu de verdachte hierdoor niet in 
enig rechtens te beschermen belang is getroffen.  
76  Zie in verband met de sanctionering van door een vreemde autoriteit begane onrecht-
matigheden ook het Rapport van de commissie tot bestudering van de positie van ver-
dachten en andere belanghebbenden in de internationale strafrechtelijke samenwer-
king (Commissie Swart), Individu en internationale rechtshulp in strafzaken, Den Haag 
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dentie biedt wel ruimte om op laatstgenoemde manier naar deze materie te 
kijken. Het vertrouwensbeginsel kan immers op een aantal manieren worden 
doorbroken, waardoor het verbinden van strafprocessuele gevolgen aan het 
onrechtmatig handelen van een vreemde autoriteit mogelijk wordt. Ten eer-
ste kan hiervan sprake zijn als de politie en het OM wetenschap hadden van 
het onrechtmatige handelen van die autoriteit dan wel een actieve rol in de 
vergaring van informatie hebben gepeeld. Ten tweede behoort strafprocessu-
ele sanctionering tot de mogelijkheden op het moment dat de vreemde auto-
riteit zijn informatie heeft verkregen in strijd met in het bijzonder art. 6 
EVRM. Het te goeder trouw zijn van de politie en het OM dan wel het zich 
niet bemoeid hebben met de informatievergaring door de vreemde autoriteit 
kan met andere woorden in dat soort gevallen sanctionering niet voorkomen. 
Een dergelijke situatie heeft zich tot op heden in de gepubliceerde jurispru-
dentie niet voorgedaan. In relatie tot het voorgaande is een relevante factor in 
de strafprocessuele sanctionering de mate waarin politie en OM openheid 
hebben verschaft dan wel kunnen verschaffen over de (vermeende) onrecht-
matige wijze van informatievergaring. Wordt in onvoldoende mate openheid 
verschaft, dan lijkt de rechter gemakkelijker aan te nemen dat zich een on-
rechtmatigheid heeft voorgedaan. De strafprocessuele aansprakelijkstelling 
van het OM schuilt op dat moment vooral in het onmogelijk maken van een 
rechterlijke rechtmatigheidstoets. Hoewel dit een begrijpelijke keuze van de 
rechter is, wekt het enigszins bevreemding dat strafprocessueel wordt ge-
sanctioneerd zonder dat een onrechtmatigheid is komen vast te staan. Deze 
juridische fictie wordt in het bijzonder toegepast als wordt opgeworpen dat 
is gehandeld in strijd met het verbod tot instigatie. Ten besluit moet nog-
maals wordt gewezen op het feit dat in het bijzonder (vermeende) schendin-
gen van art. 6 EVRM in relatie tot deze informatie een rol spelen. Schendin-
gen die (in theorie) de ontvankelijkheid van het OM kunnen raken. Het sanc-
tioneren van het gebruik van dit soort informatie die is verkregen in strijd 
met art. 8 EVRM speelt in de jurisprudentie een beperkte rol. Dit is enerzijds 
merkwaardig als wordt beseft dat het privacyschendend handelen door de 
Nederlandse politie en OM wel degelijk strafprocessuele consequenties met 
zich kan brengen. Niet goed valt in zien waarom dit anders zou moeten zijn 
als een vreemde autoriteit op die wijze informatie verkrijgt. Anderzijds is 
deze benadering goed te begrijpen nu het aannemen van een schending van 
art. 8 EVRM doorgaans een niet toegestane toetsing aan vreemd recht met 
zich zou brengen.  
                                                             
1993. De commissie bepleit dat dergelijke onrechtmatigheden op een zelfde manier 
worden gesanctioneerd als het onrechtmatige handelen van Nederlandse opsporings-
instanties.  
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11.5.3  Politieke controle 
In relatie tot de uit het buitenland afkomstige startinformatie, doorgaans een 
vrucht van interstatelijke (politiële) gegevensuitwisseling, doet zich politieke 
controle voor door de geconcipieerde wetgeving en de relevante verdragsbe-
palingen. Incidenteel doet zich politieke controle voor op het moment dat in 
het parlement vragen worden gesteld omtrent de wijze van informatieverga-
ring door vreemde autoriteiten en dan met name die op Nederlands grond-
gebied.77 
In de kern bieden zowel de relevante wettelijke regelingen als de ver-
dragsbepalingen niet meer dan een grondslag voor het verstrekken van straf-
rechtelijk relevante gegevens die tot de start van een opsporingsonderzoek 
kunnen leiden. Niettemin is deze vorm van controle aan te merken als ab-
stracte externe controle binnen het strafvorderlijk kader. Geconstateerd is dat 
er legio rechtsbases zijn voor dat soort gegevensuitwisseling. Voorts zijn der-
gelijke bepalingen met name erop gericht om als het ware de rechten van de 
autoriteit die informatie verstrekt veilig te stellen. In dit verband kan worden 
gewezen op het in art. 5:2 en 5:4 Besluit politiegegevens opgenomen speciali-
teitsbeginsel. In wet- of verdragsteksten zijn verder geen regels geconcipi-
eerd die dwingen tot het verstrekken van uitsluitend rechtmatig verkregen 
informatie, wordt niet of nauwelijks ingegaan op de mogelijkheden van toet-
sing van dat soort informatie in het strafproces en wordt ook niet stilgestaan 
bij de sanctionering van begane onrechtmatigheden. In dergelijke bepalingen 
zijn met andere woorden geen controlemechanismen gecreëerd die zien op 
het gebruik van dat soort informatie in het strafproces en die in het verlengde 
hiervan strekken tot het waarborgen van de rechten van de verdachte. Ge-
volg hiervan is dat de bescherming van de hiervoor genoemde belangen voor 
het overgrote deel in handen ligt van de rechter die in een concrete strafzaak 
moet oordelen over (het gebruik van) de uit het buitenland afkomstige start-
informatie. 
Nu rijst de vraag of het, onder meer vanuit het oogpunt van de rechtsbe-
scherming van de latere verdachte, wenselijk is om in de relevante wet- of 
verdragsteksten bepalingen op te nemen die zien op het enkel verstrekken 
van rechtmatig verkregen informatie, op de mogelijkheden van het toetsen 
van dat soort informatie in het strafproces en op het verbinden van conse-
quenties aan het onrechtmatige vergaren van gegevens.78 Een combinatie van 
                                                             
77  Zie Kamerstukken II 2002-2003, 23 490, nr. 284 (verslag van schriftelijk overleg over 
strafrechtelijke samenwerking Nederland-Verenigde Staten) en Kamerstukken II 2010-
2011, 24 077, nr. 258 (verslag van algemeen overleg in verband met de brief van Twee-
de Kamerlid Rouvoet over activiteiten van de DEA in Nederland). 
78  De eerdergenoemde Commissie Swart toont zich een voorstander van het in verdragen 
opnemen van bepalingen die voorzien in een toetsing en adequate sanctionering van 
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feitelijke en juridische bezwaren pleiten tegen het opnemen van bepalingen 
die zien op het verstrekken van rechtmatig verkregen informatie. Het is nu 
eenmaal verre van eenvoudig in internationaal verband vast te stellen wat 
een rechtmatige manier van informatievergaring behelst. De rechtstelsels 
lopen daarvoor (wereldwijd) teveel uiteen. Een voorbeeld hiervan is de in 
Nederland niet of nauwelijks toegestane inzet van een criminele burgerinfil-
trant. In veel andere landen wordt dit als een volkomen rechtmatige opspo-
ringsmethode gezien. Wel moet in dit verband worden aangetekend dat di-
verse mensenrechtenverdragen regels creëren waaraan de wetgevende dan 
wel opsporende autoriteiten van een aangesloten lidstaat zich ten minste die-
nen te houden. In die zin kan worden betoogd dat er wel degelijk een vorm 
van uniformiteit is in de rechtsstelsels van dat soort staten. Eveneens is het 
niet wenselijk aanvullende regelgeving te creëren wat betreft het sanctione-
ren van onrechtmatigheden. Dit behoort bij uitstek tot het primaat van de 
rechter. De rechter dient in een concrete zaak waarin komt vast te staan dat 
gebruik is gemaakt van onrechtmatig verkregen informatie of waarin niet 
kan worden uitgesloten dat deze gegevens onrechtmatig zijn verkregen via 
de band van art. 359a Sv tot eventuele strafprocessuele sanctionering over te 
gaan. 
Het concipiëren van in het bijzonder verdragsbepalingen die zien op het 
vergroten van de toetsingsmogelijkheden in het strafproces van uit het bui-
tenland verkregen startinformatie kan wel worden toegejuicht. Eerder is 
namelijk geconstateerd dat de weigerende opstelling van het informatiever-
strekkende land frustrerend kan werken voor de binnen politie en OM en 
door de rechter uit te voeren rechtmatigheidstoets. Dit strafprocessueel pro-
bleem zou kunnen worden ondervangen door het creëren van verdragsbepa-
lingen die erop zien een dergelijke autoriteit te dwingen openheid van zaken 
te geven op het moment dat er bij politie en OM dan wel in het strafproces 
twijfels rijzen over de rechtmatige wijze van informatievergaring. Dergelijke 
bepalingen bestaan reeds in het geval door een vreemde autoriteit verstrekte 
informatie voor het bewijs wordt gebruikt. Art. 11 van het verdrag tussen 
Nederland en de Verenigde Staten aangaande de wederzijdse rechtshulp in 
strafzaken bepaalt bijvoorbeeld dat de informatieverstrekkende autoriteit 
openheid van zaken moet geven in het geval de vergaarde informatie nood-
zakelijk is voor het bewijs in een proces. Het is de vraag of er politieke wil be-
staat voor het creëren van dat soort bepalingen. Temeer nu dit tot gevolg kan 
hebben dat er in internationaal verband minder informatie wordt uitgewis-
seld. Het delen van informatie brengt op dat moment immers voor de vreem-
de autoriteit het risico met zich dat openheid moet worden gegeven over ge-
bruikte bronnen, middelen en methodieken. Dit verwachte effect staat haaks 
                                                             
inbreuken op rechten van een individuele burger. Zie hiervoor het rapport Individu en 
internationale rechtshulp in strafzaken, Den Haag 1993. 
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op de tendens van de toenemende internationale strafrechtelijke samenwer-
king en gegevensuitwisseling en zal dan ook zeker kleur geven aan het poli-
tieke draagvlak voor het concipiëren van dergelijke verdragsbepalingen.  
11.6  SAMENVATTING, BIJZONDERHEDEN EN AANBEVELINGEN VOOR 
VERBETERDE CONTROLE 
Informatie van een vreemde (opsporings)autoriteit kan de start inluiden van 
een strafrechtelijk onderzoek en kan leiden tot het toepassen van dwangmid-
delen. Voor het overgrote deel is dat soort informatie een vrucht van spon-
taan door een vreemde opsporingsautoriteit verstrekte gegevens. De moge-
lijkheden voor het op die manier in internationaal verband verstrekken van 
informatie zijn in de afgelopen decennia fors toegenomen, zeker binnen de 
EU. Het potentieel problematische karakter van het gebruik van dit soort in-
formatie voor de start van een opsporingsonderzoek en het toepassen van 
dwangmiddelen schuilt dan ook niet zozeer in het afwezig zijn van een 
rechtsbasis voor het verstrekken van dat soort informatie, maar moet worden 
gezocht in de reeds in de inleiding besproken risico’s en gevaren die samen-
hangen met de informatievergaring door de vreemde autoriteit in combinatie 
met de beperkte mogelijkheden die bestaan om deze startinformatie in het 
strafproces op betrouwbaarheid en rechtmatigheid te toetsen. Wat betreft dit 
laatste is immers gebleken dat op het moment dat een dergelijke toets nood-
zakelijk wordt bevonden, deze kan worden gefrustreerd door de afgescherm-
de wijze van verstrekken van informatie, de werking van het vertrouwens-
beginsel, het ontbreken van een inzagerecht in de stukken van de buiten-
landse instantie en de opstelling van de informatieverstrekkende autoriteit. 
Het merendeel van deze complicerende factoren is kenmerkend voor de in-
ternationale component die verbonden is aan deze categorie startinformatie.  
In de eerste plaats dient voor de (noodzakelijke) controle op dit type 
startinformatie te worden gekeken naar een extern controlemechanisme dat 
zich binnen het strafvorderlijk kader bevindt, te weten de politieke controle 
die zich voor kan doen door het creëren van wetgeving en verdragsbepalin-
gen. Het opstellen van dergelijke bepalingen kan een oplossing bieden voor 
het strafprocessuele probleem dat niet in alle gevallen effectief kan worden 
getoetst of de vreemde autoriteit haar informatie in overeenstemming met 
art. 6 EVRM heeft verkregen. Aanbevolen wordt verdragsbepalingen te cre-
eren die zien op het vergroten van de toetsingsmogelijkheden van dit type 
informatie, in die zin dat een informatieverstrekkende autoriteit ertoe wordt 
gedwongen openheid van zaken te geven over de manier waarop informatie 
is vergaard. Natuurlijk wel met de beperking dat voor een dergelijke toets 
eerst ruimte bestaat op het moment dat in de gerechtelijke procedure waarin 
gebruik wordt gemaakt van dat soort informatie, er een (door de verdediging 
aangedragen) aanwijzing bestaat dat onrechtmatig is gehandeld. In het ver-
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band van de EU is het voorstelbaar dat Europol of het Europese OM met 
deze taak wordt belast. In ieder geval moet de uitvoerende instantie een recht 
tot inzage in de (interne) stukken van de vreemde autoriteit krijgen. Het is de 
vraag of er in internationaal verband politiek draagvlak is voor het creëren 
van dat soort bepalingen en als dat draagvlak er al is, dan zal het opstellen 
ervan naar alle waarschijnlijkheid tot gevolg hebben dat interstatelijk minder 
strafrechtelijk relevante informatie wordt uitgewisseld. Dat effect staat haaks 
op de tendens van het interstatelijk meer en gemakkelijker uitwisselen van 
informatie. Hoewel idealiter deze bepalingen met het oog op art. 6 EVRM en 
de daaruit voortvloeiende rechten van de verdediging worden gecreëerd, is 
het dus maar zeer de vraag of ze er (in de toekomst) daadwerkelijk zullen 
komen. Dit ontheft de actoren in het Nederlandse strafproces overigens niet 
van de verplichting, weliswaar als ertoe een aanleiding bestaat, een onder-
zoek in te stellen naar de rechtmatigheid van dit type startinformatie. Die 
verplichting bestaat in het bijzonder als wordt aangevoerd dat is gehandeld 
in strijd met art. 6 EVRM. In een concrete strafzaak kunnen op allerlei manie-
ren, bijvoorbeeld in de vorm van een rechtshulpverzoek, pogingen worden 
ondernomen om een vreemde opsporingsautoriteit openheid van zaken te la-
ten geven over de wijze van vergaren van informatie. Het dwingende karak-
ter ontbreekt dan echter wel, ertoe leidend dat mogelijk vruchteloos wordt 
verzocht openheid te verschaffen.  
Kijkend naar de concrete controlemechanismen die binnen het strafvor-
derlijk kader bestaan, kan zich allereerst op meerdere momenten controle 
door politie en OM voordoen. De liaison, de vakspecialist van IPOL en de 
tactische recherche en de zaaksofficier kunnen immers op verschillende mo-
menten een rol spelen in het toetsen van de betrouwbaarheid en de rechtma-
tigheid van de uit het buitenland verkregen startinformatie. Op elk van deze 
momenten kan het effectief toetsen van de informatie echter worden gefrus-
treerd door de eerder genoemde factoren. De onmogelijkheid de rechtmatig-
heid van de verkrijging van de informatie effectief te toetsen, kan in het bij-
zonder problematisch zijn als de informatie afkomstig is van een menselijke 
bron, nu dit tot gevolg kan hebben dat daardoor niet aan het licht kan wor-
den gebracht dat is gehandeld in strijd met het instigatieverbod. Aan het 
voorgaande kan, zoals betoogd, verandering worden gebracht door in ver-
dragsbepalingen een effectieve toetsingsmogelijkheid te creëren. Los van het 
voorgaande bestaan er voor politie en OM wel degelijk mogelijkheden om 
dat soort informatie te toetsen. Bij twijfels over de rechtmatige verkrijging 
ervan kan immers, door middel van een rechtshulpverzoek, worden getracht 
meer helderheid te verkrijgen. Wat betreft de betrouwbaarheidstoets kan 
worden verwezen naar het model van vier fasen en de mogelijkheden van 
differentiatie die op eerdere momenten in dit onderzoek zijn besproken. Ter 
aanvulling kan nog wel worden opgemerkt dat de vierde fase niet of nauwe-
lijks speelt: het specialiteitsbeginsel heeft immers tot gevolg dat deze startin-
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formatie niet in de bewijsvoering mag worden betrokken. Dit is een kenmer-
kend element van dit type startinformatie.  
De toetsende rol van de zittingsrechter kan zich uitstrekken tot een be-
trouwbaarheids- en rechtmatigheidstoets. Gelet op de mogelijkheid dat valse 
informatie wordt verstrekt moet hij zoveel mogelijk eisen dat aanvullend be-
trouwbaarheidsonderzoek wordt verricht door de Nederlandse politie al-
vorens een dwangmiddel wordt toegepast. Wat betreft de rol van de zittings-
rechter op dit punt wordt verwezen naar eerdere opmerking gemaakt in het 
kader van TCI-informatie en de ambtsberichten van inlichtingendiensten. 
Kijkend naar de rechterlijke sanctionering in een dergelijk geval, dan kan 
worden verwezen naar opmerkingen gemaakt in het kader van de anonieme 
meldingen van burgers, ertoe in de kern strekkend dat slechts in een beperkt 
aantal gevallen ruimte is voor bewijsuitsluiting en vaker over zal moeten 
worden gegaan tot strafvermindering.  
De rechter kan bovendien gehouden zijn de rechtmatigheid van de in-
formatievergaring door de vreemde autoriteit te toetsen. De verdediging 
dient hiervoor wel aanknopingspunten aan te dragen. Geconstateerd is dat 
wat betreft de rechtmatigheidstoets en de sanctionering van in dit verband 
begane onrechtmatigheden het vertrouwensbeginsel op verschillende manie-
ren een cruciale rol speelt. Kijkend naar in het bijzonder de uitspraken van 
het EHRM in de zaken Soering, Drozd, Rodriguez en Ramanauskas en het 
standaardarrest van de Hoge Raad uit 2010 kan evenwel worden gesteld dat 
dit beginsel in relatie tot het rechterlijk onderzoek naar mogelijke schendin-
gen van art. 6 EVRM en de sanctionering hiervan niet een dergelijke promi-
nente rol dient te spelen. Centraal moet staan de vraag of de vreemde autori-
teit informatie heeft vergaard in strijd met art. 6 EVRM. Een zelfde conclusie 
kan worden getrokken ten aanzien van schendingen van art. 3 EVRM. De 
staat (lees: politie en OM en uiteindelijk de rechter) die gebruik maakt van 
dat soort onrechtmatige verkregen gegevens draagt hiervoor immers de 
strafprocessuele verantwoordelijkheid. Bij schendingen van art. 3 en 6 EVRM 
is het ook niet relevant of de vreemde autoriteit wel of niet is aangesloten bij 
het EVRM; de onrechtmatigheid staat centraal. Uit het standaardarrest van 
de Hoge Raad uit 2010 volgt dat het bij vermeende schending van art. 8 
EVRM wel relevant is of een staat is aangesloten bij het EVRM. Als het im-
mers een lidstaat betreft, dan mag erop worden vertrouwd dat deze staat en 
de daarbinnen werkzame instanties het laatstgenoemde artikel eerbiedigen 
en dat op het moment dat dit niet het geval is er tegen die schending binnen 
die staat een daadwerkelijk rechtsmiddel in de zin van art. 13 EVRM open-
staat. Kortom, binnen het Nederlandse strafvorderlijk kader zijn de diverse 
strafvorderlijk actoren niet gehouden onderzoek in te stellen naar vermeende 
schendingen van art. 8 EVRM door een lidstaat en hoeft evenmin, bij een 
gebleken onrechtmatige privacyschending, tot strafprocessuele sanctionering 
te worden overgegaan. Wordt door de verdediging opgeworpen dat een niet 
bij het EVRM aangesloten staat startinformatie heeft verzameld in strijd met 
Hoofdstuk 11 291 
 
――― 
 
 
het privacybeschermende art. 8 EVRM, dan lijkt deze jurisprudentie in theo-
rie enige ruimte te bieden om hiernaar wel een onderzoek in te stellen en tot 
strafprocessuele sanctionering over te gaan. Voor de hand ligt echter dat in 
een dergelijke situatie ook het vertrouwensbeginsel wordt ingeroepen om 
niet tot een dergelijk rechtmatigheidsonderzoek over te gaan en dat boven-
dien strafprocessuele sanctionering alleen mogelijk is als de Nederlandse po-
litie en/of het OM enigerlei bemoeienis hadden met de informatieverzame-
ling.  
Met het voorgaande in het achterhoofd dient de vraag te worden beant-
woord hoe deze rechterlijke toets dan eruit moet zien. In de eerste plaats is 
de verdediging gehouden hiervoor aanknopingspunten, toegespitst op een 
schending van art. 6 EVRM, aan te dragen. De rechter kan hierop zijn onder-
zoek starten door een secundaire rechtmatigheidstoets uit te voeren. Biedt 
deze secundaire toets aanknopingspunten voor het standpunt van de verde-
diging dat de vreemde autoriteit zijn informatie heeft verzameld in strijd met 
het laatstgenoemde artikel, dan kan de rechter gehouden zijn een diepgaande 
rechtmatigheidstoets uit te voeren. Zeker in verband met verweren die zien 
op een schending van het instigatieverbod moet meer en gemakkelijker ruim-
te worden geboden voor een dergelijke rechtmatigheidstoets. Leidt het voor-
gaande tot de conclusie dat ofwel een onrechtmatigheid aannemelijk is ge-
worden of dat dit door bijvoorbeeld de weigerende opstelling van de vreem-
de autoriteit of door gebrekkige verslaglegging onvoldoende inzichtelijk kan 
worden gemaakt, dan kan de rechter overgaan tot een strafprocessuele sanc-
tie. Een dergelijke sanctie komt eerder in beeld als de Nederlandse politie 
dan wel het OM wetenschap droegen van de onrechtmatige gegevensverza-
meling en zeker als zij zich hiermee actief hebben bemoeid. In die zin kan 
worden opgeworpen dat de bewijslast op dit punt op de schouders van poli-
tie en OM rust. Zij dienen aannemelijk te maken geen enkele wetenschap of 
betrokkenheid met het handelen van de vreemde autoriteit te hebben gehad. 
Zelfs indien zij dit aannemelijk maken dan kan toch een strafprocessuele 
sanctie volgen, gelet op het feit dat een enkele schending van art. 6 EVRM 
voldoende is om over te gaan tot een strafprocessuele sanctie. Het niet-ont-
vankelijk verklaren van het OM lijkt eerder in beeld te komen op het moment 
dat er bemoeienis van de Nederlandse politie en/of het OM is met de infor-
matievergaring van de vreemde autoriteit. Is daarvan geen sprake dan lijkt 
het meer voor de hand te liggen om (via de verboden vruchtenleer) tot be-
wijsuitsluiting te komen. Deze conclusie strookt met het meermalen aange-
haalde standaardarrest van de Hoge Raad van 19 februari 2013, waarin 
wordt overwogen dat bewijsuitsluiting noodzakelijk kan zijn ter verzekering 
van het recht van de verdachte op een eerlijk proces. In die gevallen waarin 
dit soort onrechtmatig verkregen startinformatie niet direct tot het verkrijgen 
van bewijsmateriaal leidt, is strafvermindering de meest geëigende sanctie. 
Gebleken is dat in internationaal verband gemakkelijk startinformatie 
kan worden uitgewisseld. De mogelijkheden om dit soort gegevens te toetsen 
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in het strafvorderlijk kader zijn echter beperkt of gemankeerd, waardoor niet 
kan worden voldaan uitgesloten dat gebruik wordt gemaakt van informatie 
die is verkregen in strijd met art. 6 EVRM. Aanbevolen is hierin verandering 
te brengen door het creëren van verdragsbepalingen die toetsing mogelijk 
maken. Het is de vraag of dergelijke bepalingen er zullen komen. Het voor-
gaande ontheft de diverse actoren in het strafproces, met het oog op de risi-
co’s die samenhangen met het gebruik van informatie van een vreemde auto-
riteit voor de start van een strafrechtelijk onderzoek en het toepassen van 
dwangmiddelen, niet van de verplichting te trachten de betrouwbaarheid en 
in sommige gevallen de rechtmatigheid van de verkrijging van dit soort 
startinformatie te toetsen. Met dit in het achterhoofd kan worden gesteld dat 
de zittingsrechter wat betreft het toetsen van de betrouwbaarheid en de 
rechtmatigheid een centrale rol vervult. Hij is immers degene die achteraf 
beoordeelt of de eerdere afwegingen en gemaakte keuzes over het toepassen 
van een dwangmiddel op basis van dat soort informatie te billijken zijn, ge-
houden kan zijn een onderzoek naar de rechtmatigheid van de vergaring van 
informatie in te stellen en ten slotte tot strafprocessuele sanctionering over 
kan gaan op het moment dat blijkt dat de vreemde autoriteit op onrechtmati-
ge wijze gegevens heeft verzameld of dat niet valt uit te sluiten dat op die 
manier gegevens zijn verkregen.  
 
 DEEL V: STARTINFORMATIE VAN OVERIGE OVERHEIDSDIENSTEN 
12 Startinformatie van overige 
overheidsdiensten 
 
12.1 INLEIDING 
Dit type startinformatie ziet op de niet-strafvorderlijk georiënteerde over-
heidsorganen, zoals de belastingdienst, die informatie verstrekken aan politie 
en OM op basis waarvan een opsporingsonderzoek kan worden gestart en 
dwangmiddelen kunnen worden toegepast en die zelfs in de bewijsvoering 
kan worden betrokken. Kenmerkend aan dit type startinformatie is dat het 
informatie is die wordt verkregen gedurende een controleonderzoek door het 
bewuste overheidsorgaan en dat de opsporing ter hand wordt genomen door 
een bijzondere opsporingsdienst (BOD) die nauw verweven is met dat or-
gaan en dat een specialistische officier van justitie van het Functioneel Parket 
(FP) van het OM belast is met de vervolging. Geregeld ligt een convenant ten 
grondslag aan het verstrekken van dat soort informatie. Vanuit de politiek 
wordt, met het oog op het bestrijden van de georganiseerde criminaliteit, bo-
vendien steeds meer ingezet op samenwerkingsvormen die verder reiken 
dan de informatie-uitwisseling op basis van een convenant. Die overheids-
brede aanpak moet vorm krijgen door in het bestek van samenwerkingsver-
banden tussen meerdere overheidsorganen over en weer informatie met el-
kaar te delen en te analyseren. De samengebrachte informatie kan aanleiding 
geven tot een bestuursrechtelijke afdoening, maar kan ook de start van een 
strafrechtelijk onderzoek inluiden. Samenhangend met het voorgaande is 
kenmerkend aan dit type startinformatie dat geregeld de beslissing om een 
opsporingsonderzoek te starten niet exclusief is belegd bij de officier van jus-
titie, maar meer een gezamenlijk besluit is van meerdere overheidsorganen.  
Aan het gebruik van dit type startinformatie in het strafproces zijn geva-
ren verbonden. Allereerst bestaat het risico dat de informatie van een ander 
overheidsorgaan onjuist is. Het is de vraag of het veelvuldig voorkomt dat 
dergelijke gegevens onjuist zijn, nu deze informatie in veel gevallen niet af-
komstig is van een menselijke bron en doorgaans betrekkelijk objectief vast-
stelbaar is, denk aan het voorbeeld van de financiële gegevens van de belas-
tingdienst. Potentieel risicovol en/of bezwaarlijk is ook het gegeven dat het 
niet-strafvorderlijk overheidsorgaan de verstrekte gegevens kan hebben ver-
kregen door middel van de methodiek van datamining en/of dat het koppe-
len van politiële gegevens aan informatie van dat soort overheidsdiensten als 
het toepassen van deze methodiek kan worden beschouwd. Gegevensbestan-
den kunnen immers onware informatie bevatten, het vergelijken van meer-
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dere gegevensbestanden kan tot een onjuiste gevolgtrekking leiden en/of 
gegevensbestanden kunnen verouderde informatie bevatten. Het koppelen 
van diverse gegevensbestanden kan anders geformuleerd ten onrechte het 
vermoeden van strafbaar gedrag oproepen, waardoor strafvorderlijk optre-
den volgt dat onder meer de privacy van een onschuldige burger aantast. 
Daarnaast bestaat het risico dat in het proces van datamining gebruik wordt 
gemaakt van gegevens die al uit een gegevensbestand hadden moet zijn ver-
wijderd. Zoals al eerder verwoord levert het proces van datamining een be-
zwaar op dat wat verder is verwijderd van een concrete strafzaak en meer 
van doen heeft met algemene privacyaspecten. Het gevolg van het proces 
van datamining bij dit type startinformatie kan immers zijn dat op grote 
schaal (persoons)gegevens van niet-verdachte burgers worden doorgelicht 
door de politie. Het is de vraag of dit in het huidige maatschappelijke en po-
litieke klimaat in alle gevallen wenselijk wordt gevonden, zeker als wordt ge-
keken naar de commotie die is ontstaan naar aanleiding van de Snowden-af-
faire. Het gebruikmaken van informatie van andere overheidsorganen brengt 
verder het risico met zich dat deze informatie onrechtmatig is verkregen dan 
wel dat deze gegevens onrechtmatig worden verstrekt aan politie en OM. 
Een onrechtmatigheid kan bijvoorbeeld schuil gaan in het in strijd met priva-
cyregelgeving verkrijgen en/of verstrekken van informatie door deze over-
heidsdienst, maar kan ook betrekking hebben op het in strijd met een richtlijn 
overgaan tot een strafrechtelijke vervolging. Ten slotte kan het gebruik van 
dit type startinformatie op gespannen voet staan met het uit het eerste lid 
van art. 6 EVRM voortvloeiende nemo tenetur-beginsel: het (niet absolute) 
recht van een verdachte om niet verplicht te worden mee te werken aan zijn 
eigen veroordeling. De spanning hiermee kan ontstaan op het moment dat de 
startinformatie wordt gevormd door informatie die de verdachte in het kader 
van een controleonderzoek van die overheidsdienst verplicht is te verstrek-
ken. 
Het voorgaande rechtvaardigt onderstaand onderzoek naar de manier 
waarop de informatie van andere overheidsdiensten tot de start van een 
opsporingsonderzoek kan leiden en op welke wijze, binnen de bestaande in- 
en externe controlemechanismen, wordt getoetst of deze gegevens betrouw-
baar zijn en of ze rechtmatig zijn verkregen en verstrekt. Bekeken wordt of 
het in dit verband strafrechtelijk relevant is of de politie en/of het OM zich 
hebben bemoeid met het vergaren van informatie door dat soort overheids-
organen. Een en ander met het oog op de (on)mogelijkheden van strafproces-
suele sanctionering van begane onrechtmatigheden op grond van art. 359a 
Sv. In de kern ziet het voorgaande op de fundamentele vraag naar de (om-
vang van de) strafvorderlijke verantwoordelijkheid van politie en OM voor 
de manier waarop andere overheidsorganen informatie verkrijgen en ver-
strekken. Ten slotte worden aanbevelingen gedaan voor het verbeteren van 
controlemechanismen, een en ander in het bijzonder in de sleutel van art. 6 
en art. 8 EVRM.  
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12.2  DE START  
Zoals gesteld kunnen de door niet strafvorderlijke overheidsdiensten, zoals 
de belastingdienst, vergaarde gegevens de start van een strafrechtelijk on-
derzoek inluiden. In veel gevallen kan het doorspelen van dat soort gegevens 
aan politie en OM worden geduid als een spontane verstrekking van infor-
matie. In die zin kan een parallel worden getrokken met de wijze waarop 
buitenlandse autoriteiten informatie verstrekken.1 Er bestaan veel overheids-
organen die, al dan niet op basis van een convenant, (potentieel) strafrechte-
lijk relevante gegevens kunnen verkrijgen en verstrekken aan politie en OM. 
Gelet op die pluraliteit is ervoor gekozen in zijn algemeenheid in te gaan op 
de wijze waarop informatie van andere overheidsdiensten, al dan niet door-
gespeeld aan politie en OM op basis van een convenant, tot de start van een 
strafrechtelijk onderzoek kan leiden. Meer specifiek wordt ingegaan op de 
startinformatie die afkomstig is van de samenwerkingsverbanden van meer-
dere overheidsorganen. Ten slotte is ervoor gekozen in te gaan op de wijze 
waarop informatie van de belastingdienst kan leiden tot de start van een 
opsporingsonderzoek. Meerdere redenen liggen ten grondslag aan deze laat-
ste keuze, waaronder het gegeven dat het simpelweg veelvuldig voorkomt 
dat strafrechtelijke onderzoeken starten op basis van informatie van deze 
overheidsdienst. Voorts maakt het voorbeeld van de belastingdienst inzichte-
lijk dat opsporingsonderzoeken in dat soort gevallen (in belangrijke mate) 
niet door de reguliere politie worden verricht, maar door een BOD die nauw 
verweven is met het overheidsorgaan dat de strafrechtelijk relevante infor-
matie heeft vergaard.2  
12.2.1  Spontaan verstrekken, convenanten en samenwerkingsverbanden 
Andere overheidsdiensten kunnen in de uitvoering van hun taak stuiten op 
strafrechtelijk relevante informatie en besluiten deze informatie te verstrek-
ken aan politie en OM. In het hoofdstuk over de aangifte is beschreven dat in 
sommige gevallen zelfs een verplichting bestaat dat soort informatie te delen 
met politie en OM.3 Om onder meer de informatie-uitwisseling in deze con-
text te stroomlijnen en een handvat te bieden voor de gevallen waarin het 
wenselijk is het strafrechtelijke traject in plaats van het bestuursrechtelijke 
traject te bewandelen, bestaan er convenanten tussen overheidsorganen en 
                                                             
1  Zie hoofdstuk 11. 
2  Zie in verband met de bijzondere opsporingsdiensten Y. Buruma, De strafrechtelijke 
handhaving van bestuurswetten, Arnhem: Gouda Quint 1993 en het uit het jaar 1999 
stammende rapport van de Raad voor het openbaar bestuur getiteld ‘Bijzondere op-
sporingsdiensten’.  
3  Zie het eerste hoofdstuk.  
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het OM. Een voorbeeld hiervan is het tussen de Inspectie voor de Gezond-
heidszorg (IGZ) en het OM bestaande Samenwerkingsprotocol Volksge-
zondheid.4 Hierin is onder meer opgenomen dat een strafrechtelijk onder-
zoek kan starten naar aanleiding van een door de IGZ doorgestuurde calami-
teitenmelding van een zorginstelling. Wordt geabstraheerd van dit voorbeeld 
dan kan, zoals al eerder aangegeven, worden gesteld dat het door een ander 
overheidsorgaan verstrekken van informatie worden aangemerkt als het op 
spontane wijze verstrekken van gegevens. Op basis van de spontaan door 
een andere overheidsdienst verstrekte informatie kunnen de zaaksofficier en 
de tactische recherche besluiten tot de start van een strafrechtelijk onderzoek 
en het toepassen van dwangmiddelen. In deze context betreft het een specia-
listische officier en een tactische recherche die onderdeel uitmaakt van een 
BOD. Hierover meer bij de informatie van de belastingdienst.  
Enigszins los van het voorgaande moet de situatie van de samenwer-
kingsverbanden tussen meerdere overheidsorganen worden beschouwd. 
Vanuit de politiek wordt, in de context van het bestrijden van de georgani-
seerde misdaad, ingezet op samenwerkingsvormen die verder reiken dan de, 
op basis van een convenant, plaatsvindende informatie-uitwisseling. Anders 
geformuleerd wordt ingezet op samenwerking die verder reikt dan het enkel 
op spontane wijze verstrekken van informatie. Deze overheidsbrede aanpak 
van georganiseerde criminaliteit wordt ook wel aangeduid als de zogenaam-
de programmatische of geïntegreerde aanpak. Hiermee wordt gedoeld op de 
structurele samenwerking en informatie-uitwisseling tussen diverse over-
heidsdiensten met als doel de effectieve (bestuursrechtelijke en/of strafrechte-
lijke) aanpak van deze vorm van criminaliteit.5 In dit kader is eind 2007 het 
Programma Versterking Aanpak Georganiseerde Misdaad (PVAGM) gelan-
ceerd.6 Begin 2008 wordt met het plan van aanpak Programma Bestuurlijke 
Aanpak van Georganiseerde Misdaad nadere invulling gegeven aan de in het 
PVAGM beoogde versterking van de preventieve en bestuurlijke aanpak van 
de georganiseerde criminaliteit.7 Het oprichten van de zogenaamde Regiona-
le Inlichtingen- en Expertisecentra (RIEC), informatieknooppunten en exper-
                                                             
4  Zie voor de inhoud van dit protocol de Bijlage bij de brief van de Minister van VWS 
d.d. 30 maart 2009, Kamerstukken II, 31 122, H. 
5  Het inwerkingtreden van de Wet bevordering integriteitsbeoordelingen door het open-
baar bestuur (Wet BIBOB) in 2002 kan in dit licht worden geplaatst. Zie Stb. 2002, 347 
en F. Joosten, F. Rovers & G. Urff, Handboek BIBOB, Amsterdam: Berghauser Pont Pub-
lishing 2008. 
6  Zie in dit verband de brief van de toenmalige Minister van Justitie van 13 december 
2007 en de daarbij gevoegde bijlage ‘Programma versterking aanpak georganiseerde 
misdaad’, Kamerstukken II 2007-2008, 29 911, nr. 10.  
7  Zie de brief van de toenmalige Minister van Binnenlandse Zaken van 15 februari 2008 
en het daarbij gevoegde plan van aanpak Programma Bestuurlijke aanpak van georga-
niseerde misdaad, Kamerstukken II 2007-2008, 29 911, nr. 11.  
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tisecentra op het gebied van de geïntegreerde aanpak van georganiseerde 
misdaad, is één van de meest tastbare gevolgen van het vooromschreven 
beleidsprogramma.8 In 2009 komt in dit verband ook het bestuurlijk akkoord 
geïntegreerde decentrale aanpak georganiseerde misdaad tot stand (het be-
stuurlijk akkoord).9 In dit bestuurlijk akkoord verklaren diverse ministers, de 
voorzitter van het College van procureurs-generaal en de voorzitter van de 
Vereniging van Nederlandse Gemeenten de geïntegreerde aanpak van de 
georganiseerde misdaad op lokaal en regionaal niveau te ondersteunen, 
wordt het kader geschetst waarbinnen de informatie-uitwisseling in regiona-
le samenwerkingsverbanden van meerdere overheidsorganen vorm kan krij-
gen en is een modelconvenant opgenomen op basis waarvan dat soort ver-
banden kunnen opereren. Zoals blijkt uit het bestuurlijk akkoord zien de sa-
menwerkingsverbanden in de kern erop informatie van diverse overheidsor-
ganen samen te brengen om op basis van deze gebundelde gegevens te be-
palen of bestuursrechtelijk dan wel strafrechtelijk (of gecombineerd) moet 
worden opgetreden tegen bepaalde vormen van criminaliteit. Een dergelijk 
verband kan onder meer bestaan uit een gemeente, een provincie, de politie, 
het OM, de belastingdienst, de FIOD-ECD, de Inspectie Sociale Zekerheid en 
Werkgelegenheid en de Koninklijke Marechaussee (Kmar). De RIEC’s wor-
den geacht deze verbanden te ondersteunen. Uit de praktijk volgt dat een 
RIEC ook al actief kan zijn voordat een samenwerkingsverband tot stand 
komt. Denk in dit verband aan de situatie dat het RIEC in de regio Limburg 
op basis van een open bronnen-onderzoek concludeert dat er indicaties zijn 
dat in de regio de georganiseerde hennepteelt aan het toenemen is. Met deze 
informatie in de hand kan een RIEC zich wenden tot een of meer gemeenten 
met het verzoek een samenwerkingsverband te entameren teneinde deze 
problematiek overheidsbreed (bestuursrechtelijk en/of strafrechtelijk) aan te 
pakken. Het RIEC kan daarnaast ook ondersteuning bieden aan een samen-
werkingsverband dat al is opgestart. Kort gezegd volgt uit het hierboven ge-
schetste dat wordt beoogd te komen tot een overheidsbrede en daarmee ef-
fectieve preventieve en repressieve aanpak van georganiseerde criminaliteit. 
Een doel dat onder andere moet worden bereikt door het aangaan van sa-
menwerkingsverbanden tussen diverse overheidsorganen, het vervolgens 
binnen dat soort verbanden uitwisselen en analyseren van informatie en het 
ten slotte op basis hiervan bestuursrechtelijk dan wel strafrechtelijk acteren 
door één of meerdere deelnemers aan het regionale verband. Anders gefor-
muleerd kan de gegevensverwerking in een samenwerkingsverband van 
meerdere overheidsorganen startinformatie opleveren. Het doorspelen van 
                                                             
8  Zie in dit kader ook www.riecnet.nl.  
9  Zie in dit verband onder meer de brief van de toenmalige ministers van Justitie en 
Binnenlandse Zaken en de daarbij gevoegde bijlage ‘Bestuurlijk akkoord geïntegreerde 
decentrale aanpak georganiseerde misdaad’, Kamerstukken II 2008-2009, 29 911, nr. 27. 
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dat soort gegevens aan het samenwerkingsverband kan wederom worden 
geduid als het op een spontane wijze verstrekken van informatie. 
Een voorbeeld ter verduidelijking. Stel dat een gemeente in een bepaalde 
regio berichten binnenkrijgt over vastgoedfraude, bijvoorbeeld van het RIEC. 
In dat geval kan dit regionale overheidsorgaan het initiatief nemen tot het 
aangaan van een samenwerkingsverband met andere overheidsdiensten, 
waaronder politie en OM. In de context van dit verband kan deze situatie 
worden besproken aan een zogenaamde casustafel. Vervolgens kan elke 
deelnemer aan dit verband informatie hieromtrent uit zijn eigen digitale ge-
gevensbestanden verzamelen en deze informatie kan ten slotte (spontaan) 
met elkaar worden gedeeld en gezamenlijk worden geanalyseerd. Op basis 
van deze geclusterde informatie, die wordt opgenomen in een zogenaamd in-
formatieproduct, kan vervolgens worden besloten dat het strafrechtelijke tra-
ject dient te worden bewandeld en dat dus een strafrechtelijk onderzoek 
moet worden geëntameerd. Op basis van een dergelijk informatieproduct 
kunnen de zaaksofficier en zijn politiële onderzoeksteam besluiten tot de 
start van een opsporingsonderzoek. Het zojuist weergegeven proces vertoont 
hiermee enige gelijkenis met het niet of nauwelijks gebruikte verkennend 
onderzoek van art.126gg Sv, dat zich kenmerkt door het doen van onderzoek 
naar sectoren van de samenleving om vast te stellen of, en zo ja op welke 
wijze daarbinnen misdrijven worden beraamd of gepleegd en het eventueel 
op basis van die bevindingen starten van een opsporingsonderzoek. Belang-
rijk verschil is wel dat een verkennend onderzoek door politie en OM wordt 
geïnitieerd en uitgevoerd en dat het bij de samenwerkingsverbanden om een 
gezamenlijke operatie van meerdere overheidsorganen gaat. Dit laatste punt 
maakt (enigszins) inzichtelijk dat bij dit type startinformatie geregeld de 
beslissing om een opsporingsonderzoek te starten niet exclusief is belegd bij 
de officier van justitie, maar meer een gezamenlijk besluit is van in dit geval 
de bij het samenwerkingsverband betrokken overheidsorganen. Dit gegeven 
is op meer plekken zichtbaar waar overheidsorganen op het snijvlak van het 
strafrecht samenwerken. Gedacht kan bijvoorbeeld worden aan de samen-
werking binnen de veiligheidshuizen.10  
                                                             
10  Zie over de veiligheidshuizen bijvoorbeeld het rapport ‘Resultaten van veiligheidshui-
zen. Een inventarisatie en evaluatie van beschikbaar onderzoek’, Bijlage bij Kamerstuk-
ken II 2010-2011, 28 684, nr. 313. Een veiligheidshuis is een netwerk van samenwerken-
de organisaties die hun activiteiten op elkaar afstemmen en/of integreren. Het gaat 
hierbij om partijen die op enigerlei wijze betrokkenheid hebben bij de repressie of pre-
ventie van criminaliteit en overlast en/of de (na-)zorg voor daders of slachtoffers. 
Deelnemers aan een veiligheidshuis zijn het OM, de politie, de Raad voor de Kinderbe-
scherming, de Reclassering, de gemeente en de zorg- en welzijnssector (met instellin-
gen zoals bureau HALT, bureau Slachtofferhulp, verslavingszorg, Bureau Jeugdzorg, 
Geestelijke Gezondheidszorg en jongerenwerk). De deelname van organisaties kan lo-
kaal variëren, afhankelijk van de gekozen doelstellingen en doelgroepen in het veilig-
→ 
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12.2.2 Informatie van de belastingdienst 
Alvorens in te gaan op de wijze waarop de informatie van de belastingdienst 
tot de start van een onderzoek kan leiden, eerst een korte introductie over de 
bijzondere opsporingsdiensten die in veel gevallen een belangrijke rol spelen 
in het verkrijgen van dit type startinformatie. Een van die diensten, te weten 
de FIOD-ECD, speelt in de context van de belastingdienst een prominente 
rol.11 Bijzondere opsporingsdiensten belast met de strafrechtelijke handha-
ving van de ‘eigen’ ordeningswetgeving.12 Ze zijn voorts organisatorisch niet 
ingebed in de politieorganisatie, maar fungeren als afzonderlijke eenheden in 
de niet-strafvorderlijke overheidsorganen, zo volgt uit artikel 9 Wet op de 
bijzondere opsporingsdiensten.13 De verwerking van gegevens door de bij-
zondere opsporingsdiensten valt echter wel onder het regime van de Wet po-
litiegegevens, voor zover het gegevens betreft die in relatie staan tot de op-
sporing van strafbare feiten.14 De opsporing door een BOD wordt daarenbo-
                                                             
heidshuis, maar in het algemeen geldt dat veiligheidshuizen proberen preventie, re-
pressie en (na-)zorg zo goed mogelijk op elkaar af te stemmen. In dit kader is het van 
belang dat zowel justitiële, bestuurlijke als zorg- en welzijnsorganisaties met elkaar 
samenwerken.  
11  Uit art. 2 van de Wet op de bijzondere opsporingsdiensten vloeit voort dat er nog drie 
andere bijzondere opsporingsdiensten bestaan, respectievelijk de Inlichtingen- en Op-
sporingsdienst van de Inspectie Leefomgeving en Transport (ILT-IOD) ressorterend 
onder het Ministerie van Infrastructuur en Milieu, het Dienstonderdeel opsporing van 
de Algemene Inspectiedienst (AID-DO) vallend onder het Ministerie van Economische 
Zaken en de Inspectie Sociale Zekerheid en Werkgelegenheid. 
12  Ordeningswetgeving ziet op een categorie rechtsregels die richtinggevend is voor het 
gedrag van burgers onderling (waaronder het bedrijfsleven) en die het gedrag tussen 
burgers en overheid over en weer regelen. Gedacht kan onder meer worden aan de be-
lastingwetgeving en de wetgeving op het gebied van de sociale zekerheid. Deze wet-
geving wordt van cruciaal belang geacht voor het functioneren van de samenleving, 
het ordent de samenleving als het ware. Zie in dit verband onder meer de memorie 
van toelichting bij de Wet op de bijzondere opsporingsdiensten, Kamerstukken II 2004-
2005, 30 182, nr. 3 (MvT).  
13  In het verlengde hiervan vloeit uit de memorie van toelichting bij dezelfde wet voort 
dat de desbetreffende minister beheerder is van de bijzondere opsporingsdienst en 
daarnaast beleidsverantwoordelijk is voor de rechtsorde op het terrein dat door het be-
wuste overheidsorgaan wordt bestreken. In relatie tot de FIOD-ECD is dat de Minister 
van Financiën. Zie de memorie van toelichting bij de Wet op de bijzondere opsporings-
diensten, Kamerstukken II 2004-2005, 30 182, nr. 3 (MvT).  
14  Zie het eerste lid van art. 46 Wet Politiegegevens en het Besluit politiegegevens bijzon-
dere opsporingsdiensten, Stb. 2009, 305. In dit besluit worden de bepalingen uit de Wet 
Politiegegevens en het daaraan gekoppelde besluit voor een groot deel van overeen-
komstige toepassing verklaard op het verwerken van gegevens door de bijzondere op-
sporingsdiensten.  
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ven verricht onder gezag van de officier van justitie van het FP van het OM, 
zo blijkt uit het eerste lid van art. 4 Wet op de bijzondere opsporingsdiensten. 
In die zin verschilt een BOD dus niet veel van een regulier onderdeel van de 
politie.  
Nu wordt ingegaan op de wijze waarop de belastingdienst strafrechtelijk 
relevante informatie kan verkrijgen. De belastingdienst is vanuit zijn taakstel-
ling onder andere gehouden te controleren of burgers zich houden aan de 
belastingwet- en regelgeving. Hiertoe beschikt dit overheidsorgaan over een 
groot aantal controlebevoegdheden en verricht het logischerwijs ook contro-
leonderzoeken. De te controleren burger is verplicht hieraan mee te werken. 
In art. 47 Algemene wet inzake rijksbelastingen (AWR) wordt bijvoorbeeld 
bepaald dat eenieder gegevens en inlichtingen aan de belastinginspecteur 
dient te verstrekken die van belang kunnen zijn voor de belastingheffing. Het 
niet voldoen aan deze verplichting is strafbaar gesteld in art. 68 AWR en kan 
ten hoogste worden bestraft met hechtenis van 6 maanden of een geldboete 
van de derde categorie. In het kader van dergelijke onderzoeken kan de be-
lastingdienst stuiten op fiscaalstrafrechtelijke gegevens, bijvoorbeeld over de 
in art. 69 AWR strafbaar gestelde belastingontduiking.15 In dat geval wordt 
bezien of bestuursrechtelijk dient te worden opgetreden of dat een opspo-
ringsonderzoek moet worden geëntameerd met het oog op strafrechtelijke af-
doening. Ter (dwingende) ondersteuning van dit keuzeproces zijn de Richt-
lijnen aanmelding en afhandeling fiscale delicten, douane- en toeslagendelic-
ten (AAFD-Richtlijnen), voorheen ATV-richtlijnen, opgesteld.16 In deze richt-
lijn wordt tamelijk gedetailleerd en fasegewijs uitgewerkt in welke gevallen 
tot de start van een strafrechtelijk onderzoek over kan worden gegaan. Uit de 
praktijk blijkt dat gedurende het keuzeproces de FIOD-ECD de van de belas-
tingdienst afkomstige informatie tracht aan te vullen met bijvoorbeeld de 
beschikbare informatie uit digitale (politiële) gegevensbestanden. Een be-
trouwbaarheidstoets dus. Een zogenaamde informatieofficier is hier bij be-
trokken. In het geval een zaak door de laatste fase van het keuzeproces, het 
tripartiete overleg, komt wordt het strafrechtelijke onderzoek gestart door de 
FIOD-ECD onder gezag van de zaaksofficier van het FP.17 Voor de volledig-
                                                             
15  Zie in dit verband ook G.J.M.E. de Bont & P. de Haas, ‘De Algemene wet inzake rijks-
belastingen’, in: F.G.H. Kristen, R.M.I. Lamp, J.M.W. Lindeman & M.J.J.P. Luchtman 
(red.), Bijzonder strafrecht. Strafrechtelijke handhaving van sociaal-economisch en fiscaal straf-
recht in Nederland, Den Haag: Boom Lemma 2011, p. 181-212. 
16  Stcrt. 2011, 11782. De eerdere ATV-richtlijnen zijn te vinden in Stcrt. 2010, nr. 20351, 
respectievelijk Stcrt. 2005, nr. 247. 
17  Los van het zojuist geschetste (keuze)proces van de AAFD-richtlijnen kan ook op een 
andere manier informatie van de belastingdienst leiden tot de start van een strafrechte-
lijk onderzoek. Het gaat dan telkens om de situatie dat een belastingambtenaar een 
vermoeden heeft van een ander dan fiscaalstrafrechtelijk feit. Op grond van art. 160-
162 Sv kan in een dergelijk geval de verplichting bestaan om aangifte te doen. Het 
→ 
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heid zij opgemerkt dat soortgelijke keuzeprocessen voorafgaand aan de start 
van een opsporingsonderzoek ook spelen in het geval andere bijzondere 
opsporingsdiensten op hun eigen speelveld de opsporing ter hand nemen. 
Het voorbeeld van de belastingdienst legt wederom een situatie bloot waarin 
de vervolgingsbeslissing niet exclusief bij de officier van justitie is belegd. In 
het tripartiete overleg dat tussen OM, de belastingdienst, de douane en de 
FIOD-ECD plaatsvindt wordt immers bekeken of een zaak in aanmerking 
komt voor strafrechtelijke afdoening en zodoende wordt in dit overleg de 
facto en de iure de vervolgingsbeslissing genomen.  
12.3  INTERNE CONTROLEMECHANISMEN  
12.3.1  Spontaan verstrekken, convenanten en samenwerkingsverbanden 
In het bestek van dit proefschrift wordt alleen de toetsing die plaatsvindt bin-
nen de instantie die daadwerkelijk (de later als startinformatie gebruikte) ge-
gevens verzamelt, aangemerkt als intern controlemechanisme. In deze con-
text zijn dat dus de andere overheidsorganen. Eerder is al verwoord dat er 
een groot aantal overheidsorganen bestaan die, al dan niet op basis van een 
convenant, strafrechtelijk relevante gegevens kunnen verkrijgen en verstrek-
ken aan politie en OM. Gelet op die pluraliteit is ervoor gekozen de controle 
die intern plaatsvindt binnen die overheidsorganen niet te beschrijven, hoe-
wel zij zijdelings aan bod komt in de bespreking van de informatie van de 
belastingdienst. In het navolgende wordt wel ingegaan op de controle die 
plaatsvindt binnen het bestek van de tussen overheidsorganen aangegane 
samenwerkingsverbanden.  
Allereerst speelt de vraag naar de rechtmatigheid van de informatiever-
werking in de samenwerkingsverbanden. De strafrechtelijke relevantie 
schuilt in het gegeven dat dergelijke informatie aanleiding kan geven tot de 
start van strafrechtelijk onderzoek en gelet hierop mogelijk strafprocessuele 
gevolgen kunnen worden verbonden aan een onrechtmatigheid die kleeft 
aan (de verkrijging van) deze informatie. De gegevens die worden samenge-
bracht zijn hoofdzakelijk persoonsgegevens, waardoor een onrechtmatigheid 
in de hoek van een privacyschending moet worden gezocht. In het bestuur-
lijk akkoord is nader uitgewerkt op basis van welke wettelijke bepalingen in 
                                                             
tweede lid van art. 67 AWR in combinatie met art. 43c onder l van de Uitvoeringsrege-
ling en het voor de belangdienst geconcipieerde Voorschrift informatieverstrekking 
(VIV 1993) legitimeert, met het oog op de eerdergenoemde geheimhoudingsplicht van 
het eerste lid van art. 67 AWR, deze (spontane) verstrekking van informatie aan (het 
hoofd van) de FIOD-ECD. Zie voor de VIV 1993, Stcrt. 93, 251. Het voorschrift is laat-
stelijk gewijzigd in 1998, Stcrt. 1998, 243. 
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dit verband rechtmatig informatie kan worden verwerkt.18 Drie fasen kunnen 
worden onderscheiden: 1) het door de diverse overheidsorganen verstrekken 
van informatie aan het samenwerkingsverband, 2) het ontvangen van deze 
gegevens door het samenwerkingsverband, en 3) het verwerken van de ver-
strekte informatie in de context van dit verband. Wat betreft de eerste fase 
wordt aangegeven dat de rechtmatigheid van de informatieverstrekking 
wordt bepaald door de op het overheidsorgaan van toepassing zijnde wetge-
ving. Allereerst moet worden aangetekend dat het handelen van de politie in 
de context van dat soort verbanden (doorgaans) kan worden gegrond op het 
algemeen taakstellende art. 3 Politiewet. Voorts kan de politie in beginsel op 
grond van art. 20 Wet Politiegegevens in combinatie met art. 4.5 Besluit poli-
tiegegevens rechtmatig informatie verstrekken aan een samenwerkingsver-
band. Voor de tweede en derde fase wordt de Wet bescherming persoonsge-
gevens (Wbg) van toepassing geacht. Op grond van art. 8 sub e van deze wet 
zijn de partijen in het verband gerechtigd de persoonsgegevens te ontvangen 
en art. 8 sub f van dezelfde wet creëert een geclausuleerde bevoegdheid, er 
moet immers worden voldaan aan de beginselen van proportionaliteit en 
subsidiariteit, deze gegevens te verwerken. In de verwerking schuilt de wet-
telijke mogelijkheid om de in het verband samengebrachte en geanalyseerde 
informatie, in de vorm van het informatieproduct, te verstrekken aan de 
lokale zaaksofficier en zijn politiële onderzoeksteam in het geval gemeend 
wordt dat een strafrechtelijk onderzoek moet worden gestart. Op grond van 
sub a van art. 1 Wbg valt immers onder het verwerken van gegevens ook het 
verstrekken door middel van doorzending.  
Het bestuurlijk akkoord en het daaraan gekoppelde modelconvenant is 
niet geheel helder over de verantwoordelijkheid die bestaat voor de rechtma-
tigheid van de informatieverstrekking en -verwerking binnen het verband. 
Duidelijk wordt wel dat het informatieverstrekkende overheidsorgaan ver-
antwoordelijk is en blijft voor de (toetsing van de) rechtmatigheid van de 
vanuit zijn organisatie verstrekte gegevens. Binnen het samenwerkingsver-
band zou er een gezamenlijke verantwoordelijkheid bestaan die zo wordt uit-
gelegd dat iedere deelnemer aan het verband slechts verantwoordelijk is 
voor het eigen handelen in het verband. Hiermee lijkt het erop dat in de visie 
van de opstellers van het bestuurlijk akkoord het OM geen verantwoordelijk-
heid zou kunnen dragen voor een eventuele onrechtmatige verstrekking van 
gegevens door een bij het samenwerkingsverband betrokken gemeente. Ten 
slotte moet worden opgemerkt dat noch in het bestuurlijk akkoord noch in 
het modelconvenant is uitgewerkt op welke wijze vorm moet worden gege-
ven aan de controle op de rechtmatigheid van de verwerking van informatie 
in het samenwerkingsverband. Deze controlerende rol had bijvoorbeeld ex-
                                                             
18  Zie het Bestuurlijk akkoord geïntegreerde decentrale aanpak georganiseerde misdaad, 
bijlage bij Kamerstukken II 2008-2009, 29 911, nr. 27. 
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pliciet bij (een functionaris van) het RIEC, als overkoepelend orgaan dat on-
dersteunend is aan het samenwerkingsverband, kunnen worden belegd. 
Evenmin wordt uitgeweid over het binnen het bestek van het samenwer-
kingsverband toetsen van de betrouwbaarheid van de samengebrachte gege-
vens.  
12.3.2 Informatie van de belastingdienst 
Uit de AAFD-richtlijnen kan worden afgeleid dat het keuzeproces dat voor-
afgaat aan het starten van een strafrechtelijk onderzoek een samenspel is van 
functionarissen van de belastingdienst, FIOD-ECD en OM. In dit samenspel 
is het voldoen aan objectieve criteria, zoals een drempelbedrag, in combinatie 
met (de succesvolle) veredeling van informatie doorgaans doorslaggevend 
voor het besluit een strafrechtelijk onderzoek te starten. De controlerende rol 
van de belastingdienst wordt in deze als interne controle aangemerkt. Deze 
rol lijkt in dit geheel niet zozeer te schuilen in het toetsen van de betrouw-
baarheid van de door de belastingdienst verstrekte informatie of de rechtma-
tigheid van de verkrijging ervan, maar ligt veel meer in het (mede) beoorde-
len van de opportuniteit van een strafrechtelijke afdoening. De belasting-
dienst begeeft zich hiermee op het speelveld van het OM. In deze lijn moet 
ook art. 80 AWR, waarin deze afweging bij dit type strafbare feiten voor een 
deel wordt neergelegd bij het bestuur van de belastingdienst, worden gezien. 
Op het eerste oog is het merkwaardig dat de opportuniteitsafweging niet 
exclusief bij de officier van justitie berust. Een verklaring hiervoor kan echter 
in twee, met elkaar samenhangende, omstandigheden worden gevonden. 
Ten eerste behoort het optreden van de overheid tegen overtredingen van de 
belastingwetgeving zo tot de kerntaak van de belastingdienst dat het om die 
reden verklaarbaar is dat dit overheidsorgaan ook een rol speelt in de afwe-
ging of een strafrechtelijk afdoeningstraject dient te worden ingezet. Hiermee 
hangt, ten tweede, samen dat er ook andere, bestuursrechtelijke, manieren 
voor de belastingdienst zijn om te ageren tegen het overtreden van die belas-
tingwetgeving. Per zaak dient met andere woorden te worden beoordeeld of 
het strafrechtelijk traject moet worden ingezet en niet voor andersoortige 
afdoening moet worden gekozen en dat is een (opportuniteits)afweging die 
vanwege het karakter van deze strafbare feiten niet exclusief door een officier 
van justitie kan worden gemaakt.19 
                                                             
19  Zie in dit kader Y. Buruma, ‘Bijzondere opsporingsdiensten: sturing en samenwerking’ 
in het uit het jaar 2000 stammende WODC-rapport getiteld ‘De toekomst van de bij-
zondere opsporingsdiensten’, p. 41-52.  
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12.4  EXTERNE CONTROLEMECHANISMEN  
12.4.1 Controle door politie en OM: spontaan verstrekken, convenanten en sa-
menwerkingsverbanden 
Op het moment dat een ander overheidsorgaan spontaan en al dan niet op 
basis van een convenant startinformatie verstrekt aan politie en OM, dan kan 
op de schouders van de tactische recherche en de zaaksofficier de verplich-
ting rusten om de betrouwbaarheid van deze informatie te controleren als 
deze informatie aanleiding geeft voor de start van een opsporingsonderzoek 
en het toepassen van dwangmiddelen. Deze vorm van controle is aan te 
merken als concrete externe controle binnen het strafvorderlijk kader. Zoals 
eerder aangegeven is de tactische recherche bij dit type startinformatie door-
gaans een bijzondere opsporingsdienst en is de zaaksofficier een specialisti-
sche officier van justitie van het Functioneel Parket. Zoals meermalen uitge-
werkt kan ook in het kader van dit soort informatie het model van de vier 
fasen worden gehanteerd en voor een uitwerking wordt verwezen naar de 
inleiding van dit boek. Ter aanvulling moet moet worden opgemerkt dat de 
noodzaak tot het verrichten van betrouwbaarheidsonderzoek bij dit type 
startinformatie wezenlijk verschilt dan een zelfde onderzoek naar aanleiding 
van een anonieme tip van een burger. De startinformatie waarop dit hoofd-
stuk betrekking heeft wordt immers niet-anoniem uitgegeven, in veel geval-
len niet afkomstig van een menselijk bron en betreft bovendien veelal een 
objectief vaststelbaar (financieel) gegeven. In het bijzonder dit laatste punt 
maakt dat dit type startinformatie in veel gevallen een betrouwbaar gegeven 
is. Wat betreft een rechtmatigheidstoets moet worden opgemerkt dat de mo-
gelijkheid bestaat dat een ander overheidsorgaan op een onrechtmatige wijze 
informatie vergaart dan wel verstrekt, bijvoorbeeld door in strijd met de 
regelgeving omtrent de privacy, en dus in strijd met art. 8 EVRM, te hande-
len. Eveneens is het denkbaar dat een onrechtmatigheid betrekking heeft op 
art. 6 EVRM. Daarvan is sprake in de situatie dat startinformatie onder 
dwang is verkregen gedurende een controleonderzoek van het andere over-
heidsorgaan. Mochten zich dat soort omstandigheden voordoen, dan doet de 
officier van justitie er goed aan nauwgezet de rechtmatigheid van de (ver-
krijging van de) informatie te beoordelen en in de eerste plaats te bekijken of 
hij op basis van dat soort gegevens een opsporingsonderzoek wil starten en 
in de tweede plaats of hij deze gegevens wel in de bewijsvoering wil betrek-
ken. 
Bij de samenwerkingsverbanden vindt externe controle door politie en 
OM op het informatieproduct (idealiter) plaats door het politiële onderzoeks-
team en de zaaksofficier die op basis hiervan een strafrechtelijk onderzoek 
starten. Over de wijze van toetsen van de betrouwbaarheid van deze infor-
matie en de rechtmatigheid van de verkrijging ervan, bestaat geen (interne) 
regelgeving. Aan de betrouwbaarheidstoets kan invulling worden gegeven 
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door in het bijzonder voorafgaand aan het toepassen van dwangmiddelen 
nader onderzoek te verrichten ter verificatie van het in het informatieproduct 
gestelde. Het voorgaande lijkt echter veelal een theoretische notie. Op het 
moment dat in een informatieproduct concrete en specifieke gegevens van 
meerdere overheidsorganen over een persoon of groepering zijn verwoord, 
behoeft immers niet of nauwelijks een toetsing van de betrouwbaarheid 
plaats te vinden en kan direct een opsporingsonderzoek worden gestart en 
kunnen eveneens dwangmiddelen worden toegepast. De controle op de 
rechtmatigheid is een beoordeling van de rechtmatigheid van de informatie-
verwerking binnen het samenwerkingsverband. Hoewel gesteld kan worden 
dat de zaaksofficier in deze een eigen verantwoordelijkheid bezit, hij is im-
mers degene die op basis van deze informatie een opsporingsonderzoek 
start, is het voorstelbaar dat hij deze toets niet uitvoert en vertrouwt op de 
controle die is uitgevoerd door zijn bij het samenwerkingsverband betrokken 
collega-officier. Mocht de zaaksofficier vraagtekens plaatsen bij de rechtma-
tigheid van bijvoorbeeld de verstrekking van persoonsgegevens door een ge-
meente aan het samenwerkingsverband, dan zou deze officier kunnen trach-
ten de onrechtmatigheid te herstellen door de gewraakte gegevens met ge-
bruikmaking van art. 126nd Sv (opnieuw) te vorderen van de gemeente om 
alsnog een rechtmatige verstrekking van informatie te bewerkstelligen. Het 
eerder opgemerkte over het gebruikmaken van dat soort startinformatie, de 
differentiatie in het gebruik en het nemo tenetur-beginsel geldt ten slotte ook 
in dit verband.  
12.4.2 Controle door politie en OM: informatie van de belastingdienst 
Uit de praktijk volgt dat de controle op de informatie van de belastingdienst 
door de FIOD-ECD zich op meerdere momenten voordoet of kan voordoen 
en zich hoofdzakelijk toespitst op veredeling van de informatie; een betrouw-
baarheidstoets dus. Wederom een voorbeeld van concrete externe controle 
binnen het strafvorderlijk kader. Eerder bleek al dat in de fase van de AAFD-
richtlijnen, voorafgaand aan de mogelijke start van een strafrechtelijk onder-
zoek, de van de belastingdienst afkomstige informatie wordt veredeld door 
de FIOD-ECD en zo mogelijk wordt aangevuld met bijvoorbeeld de beschik-
bare informatie uit digitale (politiële) gegevensbestanden. De informatieoffi-
cier is bij deze fase betrokken. Binnen de context van het tripartiete overleg 
beslist vervolgens de zogenaamde verwervingsofficier mede of een zaak zich 
leent voor strafrechtelijke afdoening. In dit opportuniteitsoordeel zit een be-
trouwbaarheidstoets vervlochten. Naar alle waarschijnlijkheid acht deze offi-
cier het in de regel namelijk eerst wenselijk een opsporingsonderzoek te star-
ten als de informatie van de belastingdienst in voldoende mate is veredeld. 
Zodoende wordt immers de kans op een succesvol strafrechtelijk vervolg 
vergroot.  
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Wordt na doorlopen van het traject van de AAFD-richtlijnen besloten tot 
de start van een onderzoek, dan bezit de zaaksofficier van het FP en het on-
derzoeksteam van de FIOD-ECD een eigen verantwoordelijk de betrouw-
baarheid van de informatie van de belastingdienst te controleren. In de con-
text wordt wederom verwezen naar het model van de vier fasen, waarbij 
wordt verwezen naar verwezen naar de zojuist gemaakte opmerkingen over 
het feit dat dit type startinformatie veelal een objectief vaststelbaar en dus 
betrouwbaar gegeven is. Dan de rechtmatigheidstoets van de officier van jus-
titie op de van de belastingdienst afkomstige informatie. Nu het verstrekken 
van informatie door de belastingdienst aan de FIOD-ECD op het eerste oog 
weinig problematisch lijkt, zou de officier van justitie in beginsel kunnen vol-
staan met een beperkte rechtmatigheidstoets. Voor het verstrekken van in-
formatie door (een inspectiedienst) van de belastingdienst aan de FIOD-ECD 
geldt immers het regime van de Wbp en art. 8 onder e Wbp maakt het moge-
lijk dat persoonsgegevens worden verwerkt (hieronder valt ook het verstrek-
ken van de gegevens) als dit noodzakelijk is voor de goede vervulling van 
een publiekrechtelijke taak van het bestuursorgaan waaraan de gegevens 
worden verstrekt.20 Hiermee lijkt in alle gevallen een rechtmatige grondslag 
voor het verstrekken van gegevens door de belastingdienst aan de FIOD-
ECD te zijn gegeven. Daarenboven geldt voor deze informatieverstrekking 
de fiscale geheimhoudingsplicht van het eerste lid van art. 67 AWR niet, gelet 
op art. 67 lid 2 AWR in combinatie met art. 43c onder h van de Uitvoerings-
regeling. Een onrechtmatigheid lijkt dus ook op dat punt niet goed denkbaar. 
Problematisch kan wel zijn de situatie dat de belastingdienst informatie aan 
de FIOD-ECD verstrekt waarvan het vermoeden bestaat dat zij onrechtmatig 
is verkregen. Hetzij omdat de belastingdienst deze gegevens zelf onrechtma-
tig heeft vergaard, bijvoorbeeld door op onrechtmatige wijze gebruik te ma-
ken van controlebevoegdheden, hetzij omdat de belastingdienst informatie 
heeft verkregen die een derde partij onrechtmatig heeft vergaard. Wat betreft 
het laatstgenoemde punt wordt verwezen naar de casus van de eerder be-
schreven KB Lux-zaak, waarin de Belgische autoriteiten gestolen dan wel 
verduisterde bankgegevens doorspelen aan de Nederlandse belasting-
dienst.21 Eveneens is ten slotte denkbaar dat een onrechtmatigheid , in de 
sfeer van het uit art. 6 EVRM voorvloeiende nemo tenetur-beginsel, schuil gaat 
in het gebruikmaken van informatie voor een strafvorderlijk doel. Gedoeld 
wordt op de situatie dat de startinformatie wordt gevormd door informatie 
die onder dwang is verkregen tijdens een controleonderzoek van de belas-
tingdienst. Mochten zich dat soort omstandigheden voordoen, dan doet de 
officier van justitie goed eraan nauwgezet de rechtmatigheid van de (verkrij-
                                                             
20  Zie in dit verband ook de nota van toelichting bij het Besluit politiegegevens bijzonde-
re opsporingsdiensten, Stb. 2009, 305.  
21  Zie hoofdstuk 11 over de buitenlandse startinformatie. 
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ging van de) informatie te beoordelen en te bekijken of hij op basis van dat 
soort gegevens een opsporingsonderzoek wil starten en of hij deze gegevens 
in de bewijsvoering wil betrekken. 
12.4.3 Rechterlijke controle  
De van andere overheidsorganen afkomstige informatie, al dan niet samen-
gebracht in een samenwerkingsverband, is onderhevig aan rechterlijke con-
trole op het moment dat deze gegevens als startinformatie een rol spelen in 
het strafproces. Rechterlijke controle kan dus worden gezien als concrete 
externe controle binnen het strafvorderlijke kader. De rechterlijke controle 
doet zich, naast de toetsende rol van de r-c bij het toepassen van bepaalde 
dwangmiddelen, in het merendeel van de gevallen voor als de verdediging 
een verweer voert over de rechtmatigheid van het gebruik van dat soort in-
formatie in het strafproces. Dergelijke verweren spitsen zich onder meer toe 
op de veronderstelde strijd met art. 8 EVRM die het gebruik van dit soort in-
formatie meebrengt. Een voorbeeld hiervan gaat schuil in het vooral in relatie 
tot de informatie-uitwisseling op basis van convenanten gevoerde verweer 
dat het verkrijgen van dat soort informatie door politie en OM in strijd is met 
art. 126nd Sv. Daarnaast wordt geregeld door de verdediging betoogd dat 
sprake is van een schending van het uit art. 6 EVRM voortvloeiende nemo 
tenetur-beginsel door als startinformatie gegevens te gebruiken die de ver-
dachte in het kader van een (controle)onderzoek van een overheidsdienst 
verplicht was te verstrekken. De vraag naar de (toetsing van de) betrouw-
baarheid van de van andere overheidsdiensten verkregen informatie speelt 
een marginale rol in de jurisprudentie. Tot slot verdient het nog opmerking 
dat de jurisprudentie zich in belangrijke mate heeft ontwikkeld in relatie tot 
van de belastingdienst afkomstige informatie. De lijn in de jurisprudentie zou 
waarschijnlijk niet wezenlijk anders zijn als een ander (in de kern niet-straf-
vorderlijk) overheidsorgaan de informatie zou verstrekken.  
12.4.3.1 Sfeerovergang en sfeercumulatie  
Alvorens in te gaan op de werking van het nemo tenetur-beginsel in relatie tot 
dit type startinformatie, wordt ingegaan op de (rechtmatigheid van de) 
hiermee verband houdende situatie van sfeerovergang en -cumulatie. Met de 
term sfeerovergang wordt gedoeld op de overgang van de controle- in de op-
sporingsfase, de sfeercumulatie ziet op een situatie waarin controlebevoegd-
heden worden toegepast op een moment dat reeds een verdenking bestaat.22 
                                                             
22  Zie over de sfeerovergang en -cumulatie onder meer J. Wortel, Vervolgen in belastingza-
ken (diss. Nijmegen), Deventer: Kluwer 1991, M.J.J.P. Luchtman, Grensoverschrijdende 
sfeercumulatie. Over de handhavingssamenwerking tussen financiële toezichthouders, fiscale 
→ 
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Het is noodzakelijk om op de rechtmatigheid hiervan in te gaan, nu dit soort 
startinformatie in veel gevallen gedurende een controleonderzoek (van de 
inspectiedienst) van het bewuste overheidsorgaan worden verkregen en de 
opsporing vervolgens (direct) ter hand wordt genomen door een BOD die 
nauw verweven is met dat orgaan en het daarnaast ook voorkomt dat een 
dergelijk controleonderzoek simultaan aan het opsporingsonderzoek door-
loopt. Dit type startinformatie is met andere woorden in veel gevallen ver-
kregen door de toepassing van controlebevoegdheden en bovendien komt 
het geregeld voor dat in dit verband controle- en opsporingsbevoegdheden 
op enigerlei wijze door elkaar heen lopen en vermengen. Het is ten eerste de 
vraag of die vermenging op strafprocessuele bezwaren stuit en ten tweede 
kan de vraag worden opgeworpen of er strafvorderlijke problemen ontstaan 
op het moment dat de in een controleonderzoek verkregen gegevens worden 
gebruikt ten behoeve van het strafproces. Dit laatste punt, dat ziet op de nemo 
tenetur-problematiek, wordt verderop belicht. In de kern zien beide vragen 
op het spanningsveld dat bestaat tussen de meewerkverplichtingen voor een 
burger bij het toepassen van controlebevoegdheden en het voor de verdachte 
geldende recht dat hij niet kan worden gehouden mee te werken aan zijn 
eigen veroordeling. Overigens verdient het opmerking dat in het verleden op 
dit terrein een aanzienlijk grotere vermenging bestond tussen controle- en 
opsporingsbevoegdheden: de diverse bijzondere opsporingsdiensten bezaten 
immers beide type bevoegdheden en konden deze betrekkelijk eenvoudig 
door elkaar heen gebruiken. Deze situatie werd echter als complex en ver-
warrend (voor de burger) gezien en daarom als onwenselijk bestempeld.23 
Met de inwerkingtreding van de Wet op de bijzondere opsporingsdiensten in 
het jaar 2007 is hierin dan ook verandering gebracht en sindsdien ligt de 
focus van deze opsporingsdiensten op de opsporing van strafbare feiten die 
verband houden met het beleidsterrein van het ministerie waaraan ze ge-
koppeld zijn. Sfeerovergang en -cumulatie doet zich, ondanks het voorgaan-
de, in verband met dit type startinformatie nog steeds voor.24  
Het eerste arrest van de Hoge Raad dat op het punt van de sfeerover-
gang en -cumulatie van belang is, is het arrest van de Hoge Raad van 26 april 
                                                             
autoriteiten en justitiële autoriteiten in EU-verband (diss. Utrecht), Nijmegen: Wolf Legal 
Publishers 2007 en W.E.C.A. Valkenburg, Inleiding fiscaal strafrecht, Deventer: Kluwer 
2007. 
23  Zie in dit verband de brief van de Minister van Justitie van 15 december 1999, Kamer-
stukken II 1999-2000, 26 955, nr. 1, het WODC-rapport uit het jaar 2000 getiteld ‘De toe-
komst van de Bijzondere opsporingsdiensten’ en de memorie van toelichting bij de 
Wet op de bijzondere opsporingsdiensten, Kamerstukken II 2004-2005, 30 182, nr. 3 
(MvT). 
24  M.J.J.P. Luchtman, ‘Sfeercumulatie in het verkeersrecht en het fiscale recht’, D&D 2007, 
p. 657-681.  
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1988.25 In deze belastingfraudezaak betoogt de verdediging dat het bewijs 
door de FIOD-ambtenaren onrechtmatig is verkregen, nu zij ten onrechte 
controle- en opsporingsbevoegdheden door elkaar heen hebben gebruikt op 
een moment dat zij handelden als opsporingsambtenaar. De Hoge Raad ver-
werpt dit verweer en overweegt dat het bestaan van een verdenking niet in 
de weg staat aan het uitoefenen van controlebevoegdheden, mits daarbij de 
aan de verdachte toekomende waarborgen in acht worden genomen. Hierbij 
moet naar alle waarschijnlijkheid vooral worden gedacht aan het eerbiedigen 
van het uit art. 29 Sv voortvloeiende zwijgrecht.26 Het opgaan van het zwijg-
recht lijkt op zijn beurt weer met zich te brengen dat straffeloos kan worden 
geweigerd mee te werken aan een uit een fiscale controlebevoegdheid voort-
vloeiende spreekplicht, zo volgt uit de in het bestek van de WVW gedane uit-
spraak van de Hoge Raad van 26 oktober 1993.27 Anders gezegd lijkt de ge-
controleerde verdachte zich straffeloos te kunnen beroepen op zijn zwijg-
recht en geldt in dat opzicht voor hem geen meewerkverplichting. In een ar-
rest van 12 juli 2013 kijkt het hoogste rechtscollege hier, in de context van het 
civiele recht, echter anders naar.28 Overwogen wordt dat in gevallen waarin 
op grond van art. 47 AWR afgifte van materiaal wordt verlangd met het oog 
op een juiste belastingheffing in een civielrechtelijk kort geding de belasting-
plichtige onder last van een dwangsom kan worden veroordeeld al het mate-
riaal te verschaffen dat van belang kan zijn voor een juiste belastingheffing, 
ongeacht of het gaat om wilsonafhankelijk of wilsafhankelijk materiaal.29 In 
het arrest van 21 november 2006 voegt de Hoge Raad, naast het zojuist aan-
                                                             
25  Hoge Raad 26 april 1988, NJ 1989, 390, m.nt. ThWvV. Zie voor een voorbeeld uit meer 
recente jurisprudentie het arrest van de Hoge Raad van 13 mei 1997, NJ 1998, 481 m.nt. 
Sch. In casu betoogt de verdediging dat het OM niet-ontvankelijk moet worden ver-
klaard, nu de douane controlebevoegdheden op grond van de Douanewet heeft toege-
past op een moment dat reeds sprake was van een verdenking op grond van de Opi-
umwet. De Hoge Raad gaat hierin niet mee en overweegt dat het bestaan van verden-
king niet in de weg staat aan het uitoefenen van controlebevoegdheden, mits bij aan-
wending van die bevoegdheden tegenover een verdachte de aan deze als zodanig toe-
komende waarborgen in acht worden genomen. 
26  Zie G. Knigge, ‘Controle door de FIOD’, AA 1988, p. 772-775. 
27  Hoge Raad 26 oktober 1993, NJ 1994, 629 m.nt. C.  
28  Hoge Raad 12 juli 2013, BNB 2014, 101 m.nt. Van Eijsden. 
29  Zie de conclusie van A-G Wattel voor een iets andere visie. De A-G gaat hierin even-
eens in op de vraag of een fiscale plicht tot het verstrekken van inlichtingen en de sanc-
tie die hierop staat, nog wel kan worden geëffectueerd op het moment dat een persoon 
al verdachte is of dit mogelijkerwijs gaat worden. De A-G betrekt het standpunt dat 
reeds op dat moment spanning met art. 6 EVRM ontstaat, tenzij er een betrekkelijk 
lichte sanctie staat op het niet meewerken dan wel dat er procedurele waarborgen zijn 
dat de in de toezichtssfeer afgedwongen verklaringen of documenten niet strafvorder-
lijk gebruikt zullen worden. 
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gehaalde waarborgcriterium, (meer expliciet) een tweede criterium toe dat in 
acht moet worden genomen in een situatie waarin een verdachte wordt ge-
controleerd: deze controlebevoegdheid mag niet uitsluitend worden aange-
wend ter opsporing.30 Anders dan het waarborgcriterium, dat in ieder geval 
is gericht op eerbiediging van het strafvorderlijke zwijgrecht en dus is toege-
spitst op het waarborgen van een eerlijk proces, ligt de nadruk bij dit tweede 
criterium meer op het voorkomen van misbruik van (controle)bevoegdheden 
door de overheid.  
Controlebevoegdheden kunnen dus onder omstandigheden ook worden 
toegepast in de opsporingsfase. Niettemin is het van het belang (achteraf) 
vast te stellen op welk moment controle overgaat in opsporing. Dit over-
gangsmoment markeert de facto (al dan niet expliciet) het startpunt van de 
opsporingsfase en dat gegeven brengt dan weer met zich dat vanaf dat mo-
ment aan de te controleren burger de waarborgen van een verdachte moeten 
worden toegekend. Het punt van misbruik van bevoegdheid kan in relatie 
hiermee ook een rol spelen. Gedoeld wordt op het ten onrechte uitstellen van 
de opsporingsfase om binnen het bestek van een controleonderzoek, dat om-
geven is met meewerkverplichtingen, gemakkelijker informatie te verkrijgen 
dan mogelijk zou zijn door de toepassing van opsporingsbevoegdheden. In 
deze context is wederom het eerder besproken civiele arrest van de Hoge 
Raad van 12 juli 2013 relevant. Overwogen wordt immers dat wilsafhankelijk 
materiaal dat in de context van art. 47 AWR en op bevel van de voorzienin-
genrechter is verstrekt, niet mag worden gebruikt voor strafvervolging van 
de belastingplichtige. Mocht dit laatste toch gebeuren, dan dient de strafrech-
ter te bepalen welk gevolg aan dit gebruik moet worden verbonden. Dit ar-
rest kan het potentieel misbruiken van bevoegdheid terugdringen, nu een-
duidig wordt aangegeven dat gedurende een controleonderzoek onder 
                                                             
30  Hoge Raad 21 november 2006, NJ 2006, 653. Zie voor een voorbeeld op dit punt uit de 
lagere jurisprudentie het arrest van het Hof ‘s-Hertogenbosch van 5 oktober 2010, LJN 
BN9352. In casu leidt het op grote schaal, mede ten behoeve van het terugdringen van 
de drugsoverlast, toepassen van de controlebevoegden van art. 160 WVW niet tot de 
aanname dat sprake is van misbruik van bevoegdheid. Een sprekend voorbeeld uit de 
lagere jurisprudentie, waarin een dergelijk misbruik wel wordt aangenomen, gaat 
schuil in het vonnis van de Rb. Amsterdam van 24 december 2009, LJN BK7410. Aan 
deze casus ligt een nieuwe werkwijze dan wel project van de Amsterdamse recherche 
ten grondslag. Kort gezegd komt die werkwijze erop neer dat sleutelplaatsen van be-
roepscriminelen worden geobserveerd. Op het moment dat personen die plaats verla-
ten wordt de auto gevolgd, wordt een op de WVW geënte verkeerscontrole gestart op 
de plek waar de auto langsrijdt en vindt een uitvoerige controle van de auto plaats. De 
rechtbank overweegt dat de uit de WVW voortvloeiende controlebevoegdheden aldus 
uitsluitend zijn ingezet om informatie in te winnen over de verdachte en dat hierdoor 
sprake is van misbruik van bevoegdheid. Deze onrechtmatigheid leidt tot bewijsuit-
sluiting. 
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dwang verkregen wilsafhankelijke informatie niet mag worden gebruikt in 
het strafproces.  
Wat betreft het overgaan van de controle- in de opsporingsfase en het 
hiermee verband houdende moment waarop een verdenking ontstaat, be-
staat nauwelijks jurisprudentie. Het Hof Amsterdam overweegt in het arrest 
van 4 april 2008, in een zaak waarin het onderzoek start op basis van een 
aantal meldingen van de douane dat er mogelijk belasting wordt ontdoken 
bij de invoer van auto’s, dat door het ontbreken van objectieve en concrete 
gegevens op geen enkel moment in het opsporingsonderzoek sprake was van 
een redelijk vermoeden van schuld en dat gelet hierop het OM in redelijk-
heid niet tot vervolging over had mogen gaan.31 Door dit toch te doen is in 
strijd met de beginselen van een behoorlijke procesvoering gehandeld. Het 
hof verklaart het OM hierop niet-ontvankelijk. Het moment van het ontstaan 
van een verdenking en de gevolgen van het doorgaan met een controleon-
derzoek op het moment dat hiervan sprake is, speelt ook een prominente rol 
in het vonnis van de Rechtbank Rotterdam van 2 juni 2006.32 De zaak handelt 
om belastingontduiking door een horecabedrijf. De rechtbank overweegt dat 
in casu een preplanningsonderzoek door de belastingdienst is opgestart naar 
aanleiding van informatie (feiten van algemene bekendheid dat er binnen de 
horecabranche veel ‘zwart’ wordt gewerkt, informatie uit eerdere controle-
onderzoeken en een bij de belastingdienst binnengekomen brief) dat er belas-
ting wordt ontdoken bij de verdachte. De rechtbank stelt vast dat op het mo-
ment van het starten van dit controleonderzoek een verdenking van fiscale 
strafbare feiten bestond en dat de verdachte op dat moment dus als verdach-
te had moeten worden aangemerkt. Dit is echter niet gebeurd en dientenge-
volge zijn de vertegenwoordigers van de verdachte gehoord zonder dat hen 
de cautie is gegeven. Deze gang van zaken wordt als onrechtmatig betiteld 
en de rechtbank overweegt dat de op dat moment afgelegde verklaringen en 
de verboden vruchten ervan dan ook niet voor het bewijs kunnen worden ge-
bruikt. Dan volgt een belangrijke overweging van de rechtbank: het verzuim 
om geen cautie te geven staat echter niet eraan in de weg om de resultaten 
van het controleonderzoek mee te wegen bij de beslissing over het al dan niet 
starten van het strafrechtelijk onderzoek.  
Dan het punt van het misbruik van bevoegdheid door het uitstellen van 
de start van een opsporingsonderzoek. Het arrest van de Hoge Raad van 15 
november 2005 is op dit punt van belang.33 De verdediging betoogt in casu 
dat er ten tijde van het controleonderzoek al een verdenking bestond en dat 
                                                             
31  Hof Amsterdam 4 april 2008, LJN BC8687.  
32  Rb. Rotterdam 2 juni 2006, LJN AX6784. 
33  Hoge Raad 15 november 2005, LJN AU3450. Zie voor een voorbeeld uit de lagere juris-
prudentie van een verwerping van een dergelijk verweer op gelijksoortige wijze het ar-
rest van het Hof Den Haag van 8 november 2005, LJN AU5752. 
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noch de belastingambtenaren noch de FIOD-ambtenaren bezig waren met 
een gewone belastingcontrole. De Hoge Raad verwerpt dit verweer nu het 
hof niet onbegrijpelijk heeft overwogen dat het niet aannemelijk is geworden 
dat bij het aanwenden van controlebevoegdheden tegenover de verdachte de 
aan hem toekomende waarborgen niet in acht zijn genomen. Dat type betoog 
wordt echter ook wel ingestoken op een manier dat de nadruk niet komt te 
liggen op het niet in acht nemen van de genoemde waarborgen, maar meer 
op het op oneigenlijke gebruik van controlebevoegdheden. Ter voorbeeld zij 
gewezen op het eerder aangehaalde arrest van het Hof ‘s-Hertogenbosch van 
23 oktober 2007.34 In casu stelt de verdediging dat de belastingdienst het 
controleonderzoek heeft misbruikt om strafrechtelijk relevante informatie bo-
ven water te krijgen. Het hof verwerpt dit verweer en overweegt dat de stel-
ling van de verdediging in het geheel niet aannemelijk is geworden. In de-
zelfde lijn ligt het vonnis van de Rechtbank Utrecht van 11 december 2007.35 
In casu betoogt de verdediging dat sprake is van misbruik van bevoegdheid, 
nu de controlebevoegdheid van art. 47 AWR (het uitvoeren van een zoge-
naamd boekenonderzoek) is toegepast op een moment dat al een verdenking 
van fiscale delicten bestaat. De rechtbank verwerpt dit verweer en overweegt 
dat op het moment van het toepassen van de controlebevoegdheid nog geen 
sprake was van een verdenking. Eerst na het boekenonderzoek is een ver-
denking ontstaan en is op basis van art. 81 AWR doorgegaan met het toepas-
sen van opsporingsbevoegdheden.  
Uit de jurisprudentie kan worden gedestilleerd dat controle over kan 
gaan in opsporing en dat bovendien het toepassen van controlebevoegdhe-
den in de opsporingsfase rechtmatig kan zijn, mits de aan de verdachte toe-
komende waarborgen worden geëerbiedigd en de controlebevoegdheden 
niet uitsluitend worden ingezet ter opsporing. Het moment waarop een ver-
denking bestaat, is met het oog op het voorgaande cruciaal. De genoemde 
waarborgen moeten vanaf dan in acht worden genomen en bovendien kan 
het na het ontstaan van de verdenking langer doorgaan met het toepassen 
van controlebevoegdheden een zweem van misbruik van bevoegdheid op-
roepen. Een betoog van de verdediging dat op dat laatste punt is ingestoken, 
wordt overigens tot op heden telkens verworpen wegens het ontbreken van 
aannemelijkheid. Wat betreft het moment van het ontstaan van de verden-
king geldt dat er concrete informatie aanwezig moet zijn die het redelijk ver-
moeden van schuld doet ontstaan. Waarschijnlijk levert dit vereiste in de 
sfeer van de door andere overheidsorganen vergaarde informatie niet vaak 
problemen op, nu dat soort gegevens in veel gevallen concreet zullen zijn.  
                                                             
34  Hof ‘s-Hertogenbosch 23 oktober 2007, LJN BB6841. 
35  Rb. Utrecht 11 december 2007, LJN BC0865. 
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12.4.3.2 Het nemo tenetur-beginsel  
Voortbouwend op het voorgaande wordt nu ingegaan op de werking van het 
nemo tenetur-beginsel in relatie tot dit type startinformatie.36 Het gaat dan in 
de kern om de vraag of, en zo ja welke door de toepassing van controlebe-
voegdheden verkregen gegevens voor de start van een strafrechtelijk onder-
zoek kunnen worden gebruikt. De uitspraak van het EHRM in de zaak Saun-
ders vormt een belangrijk aanknopingspunt voor de beantwoording van de-
ze vraag.37 In casu start een strafrechtelijk onderzoek op basis van de in een 
controleonderzoek naar beursfraude onder dwang verkregen verklaringen 
van de verdachte. Het EHRM gaat in casu mee in het door de verdediging 
aangevoerde punt dat het gebruik van deze verklaringen in het strafproces in 
strijd is met het uit het eerste lid van art. 6 EVRM voortvloeiende nemo tene-
tur-beginsel. Het Hof grijpt deze zaak aan om aan te geven dat het nemo tene-
tur-beginsel niet absoluut is: alleen het gebruik in het strafproces van onder 
dwang verkregen verklaringen (wilsafhankelijk materiaal) levert strijd op 
met dit beginsel, het gebruik van ander onder dwang verkregen informatie 
(wilsonafhankelijk materiaal), zoals documenten, zou in beginsel geen span-
ning hiermee opleveren. Ter relativering moet wel worden aangetekend dat 
het EHRM in de zaak Weh oordeelt dat het afdwingen van een verklaring, 
over het wel of niet besturen van een auto, niet in strijd is met dit beginsel.38 
Uitspraken van het Hof in de zaken Funke en J.P. doen daarnaast vermoeden 
dat ook het gebruik van onder dwang verkregen andersoortig materiaal in 
strijd kan zijn met dit uit het eerste lid van art. 6 EVRM voortvloeiende be-
ginsel.39 In de kern lijkt het in dat geval erom te moeten gaan dat een ver-
dachte door het onder dwang afstaan van documenten bewust onder druk 
wordt gezet om zichzelf te incrimineren. Ten slotte kan uit de uitspraak van 
het EHRM in de zaak Jalloh worden afgeleid dat ook het toepassen van te-
veel dwang met zich kan brengen dat het verkrijgen van wilsonafhankelijk 
materiaal in strijd is met het nemo tenetur-beginsel.40 Op basis van deze juris-
prudentie kan niet per definitie worden gezegd dat het gebruik in het straf-
proces van afgedwongen wilsafhankelijk materiaal strijd oplevert met het 
nemo tenetur-beginsel, terwijl ook niet gesteld kan worden dat het gebruik 
                                                             
36  Zie over dit beginsel L. Stevens, Het nemo teneur-beginsel in strafzaken: van zwijgrecht 
naar containerbegrip, Nijmegen: Wolf Legal Publishers 2005. 
37  EHRM 17 december 1996, NJ 1997, 699 m.nt. Knigge (Saunders v. Verenigd Konink-
rijk). 
38  EHRM 8 juli 2004, appl.nr. 38544/97 (Weh v. Oostenrijk).  
39  EHRM 25 februari 1993, NJ 1993, 485 m.nt. Knigge (Funke v. Frankrijk) en EHRM 3 mei 
2001, NJ 2003, 354, m.nt. Sch. (J.B. v. Zwitserland). 
40  EHRM 11 juli 2006, NJ 2007, 226 m.nt. Sch (Jalloh v. Duitsland). 
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van afgedwongen wilsonafhankelijk materiaal in alle gevallen geen spanning 
met dit beginsel oproept.  
Los van het voorgaande is het voorts relevant te bezien of er in de ziens-
wijze van het EHRM alleen sprake is van strijd met het nemo tenetur-beginsel 
als onder dwang verkregen informatie voor het bewijs wordt gebruikt of dat 
deze spanning ook kan bestaan als dat soort gegevens alleen voor de start 
van een opsporingsonderzoek worden gebruikt. Uit het Saunders-arrest kan 
dit niet eenduidig worden afgeleid; er wordt telkens in algemene zin gespro-
ken over het gebruik van dat soort informatie in het strafproces. Uit de zich 
in hetzelfde feitencomplex bevindende zaak van I.J.L. tegen het Verenigd 
Koninkrijk lijkt echter te kunnen worden afgeleid dat het EHRM een schen-
ding van het nemo tenetur-beginsel versmalt tot die gevallen waarin het onder 
dwang verkregen materiaal wordt gebruikt voor het bewijs.41 Ter verwerping 
van een verweer dat een strafrechtelijk onderzoek niet had kunnen worden 
gestart zonder de onder dwang verkregen informatie, overweegt het hof 
immers dat uit art. 6 EVRM niet een recht van de verdachte voortvloeit om 
niet te worden vervolgd. Een strafrechtelijk onderzoek lijkt met andere woor-
den in de zienswijze van het EHRM te kunnen worden gestart op basis van 
afgedwongen (wilsafhankelijke en wilsonafhankelijke) informatie zonder dat 
strijd ontstaat met het nemo tenetur-beginsel.  
Wat betreft de lijn van de Hoge Raad is wederom het eerder besproken 
civiele arrest van de Hoge Raad van 12 juli 2013 relevant. De Hoge Raad 
houdt in dat arrest vast aan de lijn van het Saunders-arrest, in die zin dat een 
onderscheid wordt gemaakt tussen onder dwang verkregen wilsonafhanke-
lijk en wilsafhankelijk materiaal en dat wordt overwogen dat alleen wilsaf-
hankelijk materiaal niet mag worden gebruikt voor de strafvervolging van de 
belastingplichtige. Mocht dit laatste toch gebeuren, dan dient de strafrechter 
te bepalen welk gevolg aan dit gebruik moet worden verbonden. De lijn van 
het EHRM over het niet absoluut zijn van het nemo tenetur-beginsel, wordt 
ook zichtbaar in (oudere) jurisprudentie van de Hoge Raad.42 Ter verwerping 
van een verweer dat de verdachte niet kan worden gehouden mee te werken 
aan zijn eigen veroordeling overweegt de Hoge Raad telkens dat in het Ne-
derlandse recht geen onvoorwaardelijk recht of beginsel is verankerd dat een 
verdachte op generlei wijze kan worden verplicht tot het verlenen van me-
dewerking aan het verkrijgen van voor hem mogelijk bezwarend bewijsma-
teriaal. Deze standaardoverweging wordt ook gebruikt in het arrest van de 
Hoge Raad van 29 oktober 1996 ter verwerping van een verweer dat in strijd 
                                                             
41  EHRM 19 december 2000, appl. nrs. 29522/95, 30056/96 en 30574/96 (I.J.L. en anderen v. 
Verenigd Koninkrijk), 
42  Zie Hoge Raad 20 maart 1984, NJ 1984, 547 m.nt. ThWvV, Hoge Raad 9 oktober 1984, 
NJ 1985, 176 en voor een soortgelijke beslissing in een belastingzaak Hoge Raad 11 de-
cember 1991, BNB 1992, 243 m.nt. De Boer.  
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met het nemo tenetur-beginsel vorderingen tot uitlevering van administratie 
zijn gedaan aan de verdachte.43 De Hoge Raad voegt hieraan wel toe dat dit 
aan art. 29 Sv ten grondslag liggende beginsel meebrengt dat een verdachte 
niet kan worden verplicht tot het afleggen van een verklaring waarvan niet 
gezegd kan worden dat zij in vrijheid is afgelegd. Deze situatie doet zich in 
casu niet voor, nu de vorderingen niet zagen op het afleggen van een verkla-
ring of het verschaffen van schriftelijke inlichtingen door de verdachte over 
zijn mogelijke betrokkenheid bij een strafbaar feit, maar op het afgeven van 
administratieve bescheiden.44 Deze overwegingen van de Hoge Raad verto-
nen nauwe verwantschap met die van het EHRM in de (twee maanden later) 
gewezen Saunders-zaak. Dat het nemo tenetur-beginsel niet absoluut is, volgt 
dus zowel uit de jurisprudentie van de Hoge Raad als die van het EHRM.  
De vraag doemt in dit kader wederom op of de Hoge Raad, in navolging 
van het EHRM, een eventuele schending van dit beginsel verengt tot het 
gebruik voor het bewijs van dat soort informatie of dat een schending ook 
kan bestaan als dat soort informatie voor de start van een onderzoek wordt 
gebruikt. Het eerdergenoemde civiele arrest van de Hoge Raad van 12 juli 
2013 is op dit punt relevant, nu wordt overwogen dat alleen afgedwongen 
wilsafhankelijk materiaal niet mag worden gebruikt voor de strafvervolging 
van de belastingplichtige. Het gegeven dat de term ‘strafvervolging’ wordt 
gebruikt, en niet wordt versmald tot het gebruik van dat soort informatie 
voor het bewijs, biedt een handvat voor de stelling dat dat soort afgedwon-
gen informatie ook niet als startinformatie in het strafproces mag worden be-
trokken. Voorts is het arrest van de Hoge Raad van 30 september 1997 op dit 
punt interessant, hoewel het geen volledige duidelijkheid verschaft.45 In casu 
betoogt de verdediging dat de verdachte in strijd met dit beginsel in een con-
troleonderzoek gehouden was inlichtingen te verschaffen en stukken te over-
leggen. Ter verwerping van dit verweer overweegt de Hoge Raad dat de in 
het controleonderzoek afgelegde verklaringen niet voor het bewijs zijn ge-
bruikt en dat voorts niet is aangevoerd (en de stukken van het geding ook 
geen aanwijzingen bevatten) dat deze verklaringen op enigerlei wijze zijn ge-
bruikt in de strafzaak. De laatste zinsnede geeft enige ruimte voor de gedach-
te dat het nemo tenetur-beginsel ook kan worden geschonden bij het gebruik 
van startinformatie voor de start van een opsporingsonderzoek. Niettegen-
staande het voorgaande volgt doorgaans (indirect) uit de rechtspraak van de 
Hoge Raad dat van een schending van dit beginsel alleen sprake is bij het ge-
                                                             
43  Hoge Raad 29 oktober 1996, NJ 1997, 232 m.nt. Sch. 
44  Zie voor een voorbeeld van een zaak waarin het onder dwang afleggen van verklarin-
gen wel tot schending van het nemo tenetur-beginsel leidt, de belastingrechtelijke boete-
zaak die ten grondslag ligt aan het arrest van de Hoge Raad 16 september 2005, BNB 
2006, 111.  
45  Hoge Raad 30 september 1997, NJ 1998, 104. 
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bruik voor het bewijs. Zo overweegt de Hoge Raad in het arrest van 19 sep-
tember 2006 dat het gebruik van door de verdachte verplicht te verstrekken 
bedrijfsafvalwaterrapportages voor het bewijs, niet in strijd is met dit be-
ginsel.46 Eigenlijk wordt alleen in het eerder besproken vonnis van de Recht-
bank Rotterdam eenduidig overwogen dat een strafrechtelijk onderzoek kan 
starten op basis van in strijd met het zwijgrecht, en daarmee in strijd met met 
het nemo tenetur-beginsel, verkregen verklaringen.47  
Uit de jurisprudentie kan aldus worden gedestilleerd dat het nemo tene-
tur-beginsel niet absoluut is: het gebruik van afgedwongen wilsafhankelijke 
(mondelinge dan wel schriftelijke verklaringen) informatie levert doorgaans 
strijd op met dit beginsel, terwijl afgedwongen wilsonafhankelijk materiaal 
(onder andere documenten) in de overgrote meerderheid van de gevallen 
buiten het bereik van het nemo tenetur-beginsel valt en dus gebruikt kan wor-
den in het strafproces. Bovendien, en misschien nog wel belangrijker, is naar 
alle waarschijnlijkheid dit uit het eerste lid van art. 6 EVRM voortvloeiende 
beginsel eerst geschonden als de informatie wordt gebruikt voor het bewijs. 
Gelet op het feit dat de in dit hoofdstuk besproken startinformatie in de vier-
de fase (de fase dat startinformatie voor het bewijs wordt gebruikt) ook voor 
het bewijs kan worden gebruikt, kan er dus zeker in die situatie spanning 
met art. 6 EVRM ontstaan. Recente jurisprudentie van de civiele kamer van 
de Hoge Raad biedt echter ook ruimte om te komen tot een schending van 
art. 6 EVRM als dat soort informatie alleen voor de start van een opsporings-
onderzoek wordt gebruikt. Stel nu dat er, los van dit civiele arrest, vanuit 
wordt gegaan dat wel probleemloos voor de start van een strafrechtelijk on-
derzoek gebruik kan worden gemaakt van zowel wilsafhankelijke als wilson-
afhankelijke gegevens die zijn afgedwongen in het kader van een controleon-
derzoek. Hoewel dit wellicht een begrijpelijke lijn kan zijn, onder andere met 
het oog op een effectieve strafrechtelijke bestrijding van belastingfraude, kan 
de vraag worden opgeworpen of het wenselijk is dat strafrechtelijke onder-
zoeken gemakkelijk kunnen starten op basis van in het bijzonder afgedwon-
gen wilsafhankelijke informatie. Het gevaar bestaat (al dan niet theoretisch) 
dat deze lijn in de jurisprudentie een zekere uitholling van het nemo tenetur-
beginsel en het daarmee verband houdende zwijgrecht in de hand werkt en 
dat het bovendien leidt tot misbruik van controlebevoegdheden (in de zin 
van het doorgaan met het toepassen van dat soort bevoegdheden in een fase 
dat de opsporing reeds ter hand is genomen). De ruimte die in de jurispru-
dentie op dit punt wordt geboden en de gevaren die daarmee samenhangen, 
roepen dan ook indirect op tot het op een zuivere, transparante en contro-
leerbare wijze van omgaan met situaties van sfeerovergang en -cumulatie en 
                                                             
46  Hoge Raad 19 september 2006, NJ 2007, 39 m.nt. JR. Zie in dit verband ook de beschik-
king van de Hoge Raad van 21 december 2010 in een beklagzaak, LJN BL0666. 
47  Rb. Rotterdam 2 juni 2006, LJN AX6784. 
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het gebruik van afgedwongen informatie uit het controleonderzoek in het 
strafproces, door de inspectiediensten van de diverse overheidsorganen, de 
bijzondere opsporingsdiensten en de officier van justitie. Op de schouders 
van in het bijzonder de laatstgenoemde overheidsdienaar rust de plicht te be-
oordelen of niet te lichtvoetig wordt overgegaan tot het starten van een straf-
rechtelijk onderzoek op basis van onder dwang verkregen wilsafhankelijk 
materiaal. De rechter doet ten slotte recht aan zijn controlerende taak door 
deze afweging van de officier van justitie scherp te toetsen. Het civiele arrest 
van de Hoge Raad kan in deze context door de rechter worden aangehaald 
om ook in het geval van het gebruik van afgedwongen wilsafhankelijke in-
formatie voor de start van een opsporingsonderzoek tot strafprocessuele 
sanctionering over te gaan. Los hiervan kan er een taak voor de wetgever lig-
gen om door middel van het opstellen van wetgeving te bewerkstelligen dat 
afgedwongen wilsafhankelijk materiaal op geen enkele wijze in het strafpro-
ces kan worden betrokken. Het is de vraag of de wetgever, onder andere met 
het oog op de eerdergenoemde effectieve strafrechtelijke bestrijding van 
bijvoorbeeld belastingfraude, hiertoe zal overgaan.  
12.4.3.3  De voorfase: controleerbaarheid en het handelen in strijd met (interne) 
regelgeving 
Eerder is al beschreven dat voorafgaand aan het starten van een strafrechte-
lijk onderzoek op basis van informatie van een niet-strafvorderlijk overheids-
orgaan er zich een door (interne) regelgeving gereguleerde voorfase afspeelt, 
waarin dat soort informatie wordt veredeld en een beoordeling plaatsvindt 
van de wenselijkheid van strafrechtelijke vervolging. Leidt dat soort informa-
tie daadwerkelijk tot een opsporingsonderzoek, dan volgt uit de jurispruden-
tie dat er ten minste twee strafrechtelijke relevante vragen door de verdedi-
ging worden opgeworpen in verband met (het verloop van) die fase. Aller-
eerst speelt de vraag naar de (mogelijkheden van) controleerbaarheid en de 
hiermee verband houdende noodzaak van een deugdelijke verslaglegging 
van de voorfase. In het verlengde hiervan wordt ten tweede geregeld door de 
verdediging aangevoerd dat strafrechtelijke consequenties moeten worden 
verbonden aan het in de fase voorafgaand aan de start van een opsporings-
onderzoek handelen in strijd met (interne) regelgeving.  
Wat betreft de eerste vraag wordt het in een andere context besproken 
arrest van de Hoge Raad van 5 oktober 2010 in herinnering gebracht, waarin 
is overwogen dat het met het oog op een deugdelijke (rechterlijke) controle 
van belang is dat op een transparante en adequate manier verslag wordt ge-
daan van hetgeen gebeurt in de fase die vooraf gaat aan het verrichten van 
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daadwerkelijke opsporingshandelingen.48 Min of meer impliciet volgt uit 
deze overweging dat de stukken uit deze fase ook aan het dossier kunnen 
dan wel moeten worden toegevoegd met het oog op dat soort controle. Met 
die uitspraak in het achterhoofd kan in ieder geval de stelling worden be-
trokken dat bijvoorbeeld het traject van de AAFD-richtlijnen op een goede 
manier gedocumenteerd moet worden. Wordt immers in de loop van de 
strafrechtelijke procedure een beroep gedaan op een onrechtmatigheid die 
zich in dat verband zou hebben voorgedaan, dan dient de rechter de juist-
heid van dit betoog te kunnen toetsen. Hoewel een goede verslaglegging van 
de voorfase noodzakelijk wordt geacht, is hiermee niet gezegd dat de in die 
context opgestelde stukken in alle gevallen aan het dossier moeten worden 
toegevoegd.  
Dat (interne) stukken niet per se aan het dossier moeten worden toege-
voegd, volgt onder meer uit het arrest van de Hoge Raad van 10 mei 2005.49 
In casu start een opsporingsonderzoek naar bijstandsfraude op grond van 
een melding van de belastingdienst aan de sociale dienst. Ter onderbouwing 
van een verweer dat is gehandeld in strijd met het VIV 1993 verzoekt de 
verdediging het hoofd informatievoorziening van de belastingdienst te horen 
en wordt verzocht om toevoeging aan het strafdossier van het dossier van de 
belastingdienst. Het hof wijst het verzoek tot toevoeging van het dossier af 
nu daarvan de noodzaak niet is gebleken en gaat ook niet mee in het getui-
genverzoek nu de verdediging daardoor niet in haar belangen wordt ge-
schaad. De Hoge Raad gaat mee in de overwegingen van het hof en vult het 
aan met de overweging dat het hof niet onbegrijpelijk heeft kunnen oordelen 
dat de stukken van het geding onvoldoende aanknopingspunten bevatten 
om een onderzoek in te stellen naar de herkomst van deze startinformatie en 
dat de verdediging dat soort aanknopingspunten ook niet heeft aangedragen. 
Anders geformuleerd is in casu onvoldoende aannemelijk geworden dat er 
een onrechtmatigheid kleeft aan de voorfase. Het meest sprekende arrest van 
de Hoge Raad op het punt van de controleerbaarheid, is dat van 16 juni 
2009.50 In deze zaak wil de verdediging alle stukken aangaande het selectie- 
en tripartiete overleg aan het dossier toegevoegd zien. De Hoge Raad over-
weegt dat in zijn algemeenheid de stelling niet juist is dat alle stukken rond-
om de procedure van de toenmalige ATV-richtlijnen, en de overleggen en 
keuzes die in dat kader worden gemaakt, aan het dossier moeten worden ge-
voegd. Beginselen van een behoorlijke procesorde kunnen onder omstandig-
heden echter meebrengen dat het OM naar aanleiding van een daarop geënt 
verweer gemotiveerd uiteen moet zetten waarom in een individueel geval is 
                                                             
48  Hoge Raad 5 oktober 2010, NJ 2011, 169 m.nt Sch en zie voor een uitwerking van het 
arrest hoofdstuk 10 over de buitenlandse startinformatie.  
49  Hoge Raad van 10 mei 2005, NJ 2005, 424 m.nt. PMe. 
50  Hoge Raad 16 juni 2009, NJ 2009, 295. 
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besloten tot het strafrechtelijke traject en niet voor fiscaalbestuursrechtelijke 
afdoening, aldus de Hoge Raad. In verband met het voorgaande moet in het 
bijzonder aan een beroep op de schending van het vertrouwensbeginsel wor-
den gedacht, zo volgt uit het verderop te bespreken arrest van de Hoge Raad 
van 22 februari 2000.51 In een dergelijk geval kan het nodig zijn dat de stuk-
ken uit de ATV-procedure worden overlegd, zodat de vervolgingsbeslissing 
(marginaal) kan worden getoetst door de rechter. In de casus van het arrest 
uit 2009 kon het hof in de zienswijze van de Hoge Raad het voegen van de 
stukken van de ATV-procedure aan het dossier weigeren nu het heeft aange-
ven zich voldoende voorgelicht te achten over de keuze voor een strafrechte-
lijke vervolging; in het strafdossier wordt uitvoerig ingegaan op de keuze 
voor het strafrechtelijk traject. De Hoge Raad overweegt in dit kader weder-
om dat het verweer van de verdediging niet voldoende is uitgewerkt en dus 
onvoldoende is onderbouwd. In de lagere jurisprudentie wordt een zelfde 
benadering zichtbaar. Zo overweegt het Hof ‘s-Hertogenbosch in het arrest 
van 23 oktober 2007 in een zaak over belastingfraude dat alle informatie die 
tot de start van een onderzoek heeft geleid in een proces-verbaal moet wor-
den vastgelegd en gaat het hof ten dele mee in het voegen aan het dossier 
van de stukken rondom het tripartiete overleg; de door de boetefraude-coör-
dinator opgemaakte beoordelingsformulieren worden aan het dossier toege-
voegd.52 In het voegen van de overige stukken van het tripartiete overleg 
gaat het hof echter niet mee, nu de verdachte in dit verband de boetefraude-
coördinator heeft kunnen horen.  
Dan het tweede type verweer dat in de kern strekt tot het verbinden van 
strafrechtelijke consequenties aan het in de fase voorafgaand aan de start van 
een opsporingsonderzoek handelen in strijd met (interne) regelgeving. Drie 
arresten van de Hoge Raad zijn op dit punt van belang. Allereerst het arrest 
van 24 oktober 2000.53 In deze zaak start het strafrechtelijk onderzoek op 
basis van spontaan door de belastingdienst verstrekte informatie dat de ver-
dachte heeft gefraudeerd met een uitkering. De verdediging betoogt dat de 
belastingdienst deze informatie in strijd met de fiscale geheimhoudingsplicht 
heeft verstrekt door niet conform het VIV 1993 te handelen: er zou informatie 
uit een persoonsregistratie zijn doorgegeven en de gegevens zouden zijn ver-
                                                             
51  Hoge Raad 22 februari 2000, NJ 2000, 557 m.nt. Sch. 
52  Hof ‘s-Hertogenbosch 23 oktober 2007, LJN BB6841. Zie voor andere voorbeelden uit 
de lagere jurisprudentie Rb. Middelburg 5 september 2006, LJN AZ7142 en Rb. Am-
sterdam 13 februari 2008, LJN BD6018. In de Middelburgse beklagzaak merkt de recht-
bank de stukken van het selectieoverleg aan als processtukken ter controle of aan de 
regels van de ATV-richtlijn is voldaan. In de Amsterdamse zaak overweegt de recht-
bank dat de stukken van de ATV-richtlijnen in beginsel niet behoren tot de proces-
stukken, tenzij zwaarwegende redenen worden aangevoerd waarom deze stukken in 
een concreet geval wel aan het dossier zouden moeten worden toegevoegd. 
53  Hoge Raad 24 oktober 2000, NJ 2001, 33. 
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strekt zonder dit voor te leggen aan het hoofd van de desbetreffende eenheid 
van de belastingdienst. Deze onrechtmatigheid dient in de zienswijze van de 
verdediging tot bewijsuitsluiting te leiden. De Hoge Raad gaat hierin, in na-
volging van het hof, niet mee. Zo volgt hij het hof in de overweging dat niet 
aannemelijk is geworden dat deze startinformatie afkomstig is uit een per-
soonsregistratie.54 Op het punt van het verstrekken van informatie zonder dit 
voor te leggen aan het hoofd van de eenheid oordeelt de Hoge Raad dat deze 
regel uit het VIV 1993 niet strekt tot bescherming van de rechten van de ver-
dachte; het voorschrift bevat slechts instructienormen. In dezelfde lijn ligt het 
arrest van de Hoge Raad van 30 maart 2004.55 In deze zaak wordt aangevoerd 
dat in strijd met de ATV-richtlijnen en het in het tweede lid van art. 80 AWR 
bepaalde is gehandeld; het bestuur van de belastingdienst zou expliciet aan 
moeten geven dat het strafrechtelijke vervolging wil. Deze veronderstelde 
onrechtmatigheid zou in de ogen van de verdediging tot de niet-ontvanke-
lijkheid van het OM moeten leiden. De Hoge Raad verwerpt dit verweer en 
overweegt dat het, behoudens aanwijzingen voor het tegendeel, ervoor moet 
worden gehouden dat op het moment dat de FIOD een proces-verbaal in-
stuurt bij het OM het bestuur van de belastingdienst hiermee heeft ingestemd 
en dat dus is voldaan aan het tweede lid van art. 80 AWR. De Hoge Raad lijkt 
hier een materiële benadering te kiezen: niet is vereist dat de (interne) regel-
geving tot op de letter nauwkeurig wordt nageleefd, belangrijker is dat in lijn 
met die regelgeving wordt gehandeld. Voorts betoogt de verdediging dat het 
OM niet ontvankelijk moet worden verklaard nu belastingambtenaren die 
geen contactambtenaren zijn, rechtstreeks contact met het OM dan wel de 
FIOD hebben gehad en daardoor in strijd met hun uit art. 67 AWR en het VIV 
1993 voortvloeiende geheimhoudingsplicht hebben gehandeld. De Hoge 
Raad verwerpt ook dit verweer en overweegt ten tweede male dat het be-
paalde in de VIV 1993 slechts een instructienorm is waarop de verdachte 
geen aanspraak kan maken en dat bovendien de genoemde geheimhou-
dingsplicht bij informatieverstrekking aan de officier van justitie in verband 
met belastingdelicten niet van toepassing is.56  
Een verweer van de verdediging dat onder omstandigheden wel straf-
processuele sanctionering kan uitlokken, ziet op de veronderstelling dat het 
                                                             
54  Zie voor een voorbeeld uit de lagere jurisprudentie over het niet aannemelijk zijn dat is 
gehandeld in strijd met de ATV-richtlijnen het arrest van het Hof Den Haag van 8 no-
vember 2005, LJN AU5752.  
55  Hoge Raad 30 maart 2004, LJN AO1755.  
56  Ook van het eventueel handelen in strijd met een zogenaamd Handhavingsarrange-
ment (dit is een soort overeenkomst tussen diverse overheidsorganen waarin afspra-
ken worden gemaakt over onder andere de speerpunten van opsporings- en vervol-
gingsbeleid) wordt gezegd dat dit geen gelding heeft jegens derden en dat een ver-
dachte zich er dus ook niet op kan beroepen dat in strijd hiermee is gehandeld. Zie Hof 
Arnhem 21 augustus 2012, LJN BY0795. 
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OM in strijd met de vervolgingsrichtlijnen is overgaan tot het starten van een 
opsporingsonderzoek. In dit verband is het arrest van de Hoge Raad van 22 
februari 2000 van groot belang.57 Kern van het in die zaak gevoerde verweer 
is dat in strijd met de ATV-richtlijnen is gehandeld nu geen sprake is van de 
benodigde bijzondere omstandigheden die nopen tot een strafrechtelijke ver-
volging bij een relatief gering bedrag aan ontdoken belasting. De Hoge Raad 
overweegt dan in algemene zin dat de ATV-richtlijnen als recht in de zin van 
art. 99 (oud) Wet op de Rechterlijke Organisatie (Wet RO) kunnen worden 
beschouwd, dat deze vervolgingsrichtlijn de belastingdienst en het OM bin-
den op grond van de beginselen van een behoorlijke procesorde, dat zij zich 
ertoe lenen jegens betrokkenen (lees de verdachte) als rechtsregels te worden 
toegepast en dat het vertrouwensbeginsel ten slotte met zich kan brengen dat 
het OM in een concreet geval moet motiveren waarom het, al dan niet in af-
wijking van die richtlijnen, tot vervolging is overgegaan. De Hoge Raad gaat 
vervolgens mee in het standpunt van de verdediging dat het OM in casu in 
strijd met de genoemde richtlijnen heeft gehandeld en betrekt hier nog bij dat 
het OM niet heeft aangegeven, waarom hiervan in dit concrete geval af zou 
moeten worden geweken. De niet-ontvankelijkverklaring van het OM door 
het hof wordt gelet op het voorgaande in stand gelaten.  
Uit de jurisprudentie volgt dat de interne stukken die betrekking hebben 
op de fase voorafgaand aan de start van een strafrechtelijk onderzoek deug-
delijk gedocumenteerd moeten worden en onder omstandigheden, wanneer 
daar een goed onderbouwd verweer aan ten grondslag wordt gelegd, aan het 
dossier dienen te worden toegevoegd. Het toevoegen van dergelijke stukken 
aan het dossier lijkt ook te kunnen worden vervangen door het horen van 
een of meer (rechtmatigheids)getuigen over de voorfase. De facto gaat het er 
dus om dat de voorfase op enigerlei wijze inzichtelijk moet kunnen worden 
gemaakt voor verdediging en rechter. Het vermeende handelen in strijd met 
(interne) regelgeving in die voorfase leidt vervolgens niet of nauwelijks tot 
strafprocessuele sanctionering. Meerdere redenen kunnen hieraan ten grond-
slag worden gelegd. Ten eerste wordt er geen strijd met die regelgeving aan-
genomen en als die strijdigheid (al dan niet impliciet) wel wordt vastgesteld 
dan wordt het er ten tweede voor gehouden dat de facto in lijn met de regel-
geving is gehandeld; de materiële benadering. Ten derde speelt in relatie tot 
het uitblijven van strafprocessuele sanctionering het gegeven dat de regelge-
ving voor het overgrote deel wordt aangemerkt als (interne) instructienor-
                                                             
57  Hoge Raad 22 februari 2000, NJ 2000, 557 m.nt. Sch. Zie voor voorbeelden op dit punt 
uit de lagere jurisprudentie het arrest van het Hof ‘s-Hertogenbosch van 27 september 
2011, LJN BT2678 en het vonnis van de Rb. Den Haag van 23 december 2011, LJN 
BU9409. In beide zaken wordt, na een vergelijking van de concrete vervolgingsbeslis-
sing en het bepaalde in de ATV-richtlijnen, overwogen dat de beslissing om deze ver-
dachte te vervolgen niet in strijd is met genoemde richtlijnen. 
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men waar een verdachte geen beroep op kan doen. Strafprocessuele sanctio-
nering kan, via de band van het handelen in strijd met de beginselen van een 
behoorlijke procesorde en dan met name het vertrouwensbeginsel, wel vol-
gen als in strijd met de vervolgingsrichtlijnen over wordt gegaan tot straf-
rechtelijke vervolging dan wel wanneer de officier van justitie onvoldoende 
in staat is te beargumenteren waarom in een concreet geval, in weerwil van 
die richtlijnen, het strafrechtelijk traject is ingezet en niet het fiscaalbestuurs-
rechtelijke afdoeningstraject.  
12.4.3.4 Convenanten, samenwerkingsverbanden en de art. 126nd Sv-
problematiek 
Tot op heden bestaat er slechts op beperkte schaal jurisprudentie op het ge-
bied van het starten van onderzoeken op basis van informatie die door poli-
tie en OM is verkregen op basis van convenanten met andere overheidsorga-
nen dan wel informatie die is samengebracht in samenwerkingsverbanden 
met meerdere van dat soort organen. Wat betreft het punt van de art. 126nd 
Sv-vordering is het in een andere context gewezen arrest van de Hoge Raad 
van 21 december 2010 van belang.58 In casu verzoekt een verbalisant een me-
dewerker van een supermarkt op vrijwillige basis bewakingsbeelden af te 
staan. De verdediging betoogt dat dit optreden in strijd is met art. 126nd Sv 
en dat de sanctie van bewijsuitsluiting moet volgen. De Hoge Raad gaat deels 
mee in dit door de verdediging gevoerde verweer en stelt vast dat dergelijke 
beelden onder het bereik van de Wbp vallen, dat gelet op de wetsgeschiede-
nis van art. 126nd Sv door de officier van justitie een vordering moet worden 
gedaan ter verkrijging van dat soort persoonsgegevens en dat dus niet door 
de politie aan een derde op vrijwillige basis mag worden gevraagd dergelijke 
gegevens af te staan. In het arrest van 27 november 2012 voegt de Hoge Raad 
hier logischerwijs aan toe dat dat soort gegevens wel vrijwillig en dus spon-
taan (op grond van art. 43 jo art. 9 lid 1 Wbp) aan de politie mogen worden 
verstrekt en dat in dat geval een op art. 126nd Sv ingestoken vordering niet 
benodigd is.59 In het arrest uit 2010 gaat de Hoge Raad enigszins in op het 
strafprocessuele gevolg dat moet worden verbonden aan deze verkrijging 
van persoonsgegevens in strijd met art. 8 EVRM, in die zin dat hij overweegt 
dat de sanctie van bewijsuitsluiting bij deze onrechtmatigheid niet in beeld 
komt: er is hierdoor namelijk geen belangrijk (strafvorderlijk) voorschrift of 
rechtsbeginsel geschonden. Kennelijk dienen dergelijke privacyschendingen 
in de zienswijze van de Hoge Raad in beginsel niet tot bewijsuitsluiting te 
leiden, hetgeen in een bredere context is bevestigd in zijn arrest van 19 fe-
                                                             
58  Hoge Raad 21 december 2010, NJ 2012, 24 m.nt. Borgers. Zie in dit verband ook Hof ’s-
Hertogenbosch 21 december 2012, LJN BY7595. 
59  Hoge Raad 27 november 2012, NJ 2012, 693.  
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bruari 2013.60 De lijn van de Hoge Raad op dit punt lijkt aldus te zijn dat een 
vordering ten grondslag moet liggen aan de verkrijging van dat soort per-
soonsgegevens, met uitzondering van de spontane verstrekking van dergelij-
ke informatie. Ontbreekt een dergelijke vordering dan lijkt dit hooguit tot 
strafvermindering te kunnen leiden, maar het heeft er nog meer de schijn van 
dat kan worden volstaan met de enkele constatering dat een onrechtmatig-
heid is begaan.  
Uit de lagere jurisprudentie volgen ook enkele uitspraken die in verband 
met het hierboven aangehaalde punt relevant zijn. Allereerst moet gewezen 
worden op het zich in een iets andere context bevindend arrest van het Am-
sterdamse hof van 18 oktober 2010.61 In casu vraagt de politie allerlei per-
soonsgegevens op over een persoon, onder andere de FIOD wordt bevraagd 
naar inkomensgegevens, voordat zij deze persoon als verdachte aanmerkt. 
Het hof oordeelt dat de politie hiertoe niet de bevoegdheid heeft en over-
weegt dat de verdenking dan ook op onrechtmatige gronden is ontstaan; 
zonder het bestaan van een verdenking mag geen persoonsgericht onderzoek 
worden verricht dat buiten het bereik van art. 3 Politiewet valt. Bewijsuitslui-
ting volgt en die sanctie leidt vervolgens tot vrijspraak van de verdachte. Het 
verdient opmerking dat in ieder geval de sanctie niet in overeenstemming 
lijkt te zijn met de latere jurisprudentie van de Hoge Raad. Een zaak die echt 
ziet op de verstrekking van informatie op basis van een convenant gaat 
schuil in het vonnis van de Rechtbank Rotterdam van 22 juli 2010, waarin 
wordt overwogen dat het op basis van een convenant door de Rotterdamse 
vervoerder RET verstrekken van camerabeelden aan de politie kan worden 
gezien als een vrijwillige verstrekking.62 De Utrechtse Rechtbank komt echter 
tot een andersluidend oordeel in een zaak waarin op basis van het Regionaal 
Convenant Geïntegreerde Decentrale Aanpak Georganiseerd Misdaad regio 
Midden-Nederland allerlei persoonsgegevens door politie en OM zijn opge-
vraagd, onder andere bij de belastingdienst.63 De rechtbank overweegt dat al-
dus de gegevens van de belastingdienst zijn verkregen zonder gebruik te ma-
ken van art. 126nd Sv. De rechtbank acht dit een onwenselijke situatie nu art. 
126nd Sv is omgeven met bepaalde waarborgen, bijvoorbeeld dat de officier 
van justitie slechts bij een beperkte categorie misdrijven een dergelijke vorde-
ring kan doen, die niet of onvoldoende zijn terug te vinden in het genoemde 
convenant. Het verzoek tot het verstrekken van informatie op basis van dit 
convenant kan in de zienswijze van de rechtbank dan ook niet in de plaats 
treden van een vordering ex art. 126nd Sv. Nu deze gegevens echter maar 
                                                             
60  Hoge Raad 19 februari 2013, NJ 2013, 308 m.nt. Keulen. 
61  Hof Amsterdam 18 oktober 2010, LJN BO6031. 
62  Rb. Rotterdam 22 juli 2010, LJN BN3336. 
63  Rb. Utrecht 26 augustus 2011, LJN BR5923. Zie voor een soortgelijke zaak Rb. Utrecht 
23 december 2011, LJN BV0134. 
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zeer ten dele hebben geleid tot de start van een onderzoek en de beslissing 
tot doorzoeking van de woning van de verdachte en de informatie naar alle 
waarschijnlijkheid ook was verstrekt als wel een dergelijke vordering was 
gedaan, gaat de rechtbank niet over tot bewijsuitsluiting van de resultaten 
van die doorzoeking. Volstaan wordt met een constatering van het verzuim. 
In hoger beroep komt het hof echter tot een andere uitkomst.64 Overwogen 
wordt dat zowel het opvragen van informatie door de politie op basis van 
het convenant als het verstrekken van informatie door de belastingdienst 
rechtmatig is. In de zienswijze van de Hoge Raad is in deze context doorslag-
gevend dat het convenant kan worden geschaard onder art. 43c lid 1 onder m 
van de Uitvoeringsregeling. Aan het voorgaande doet niet af dat in casu ook 
de in art. 126nd Sv gegeven bevoegdheid had kunnen worden aangewend 
om deze gegevens te verkrijgen. De Rechtbank Zwolle gaat in een gelijksoor-
tige zaak wel over tot bewijsuitsluiting.65 In casu start het opsporingsonder-
zoek naar de verdachte op basis van TCI-informatie over een medeverdachte, 
open bronnen-onderzoek en inkomensgegevens die de politie verkrijgt op 
basis van een onder andere met de belastingdienst afgesloten convenant. On-
der verwijzing naar de wetshistorie van art. 126nd Sv stelt de rechtbank vast 
dat de persoonsgegevens alleen met toepassing van dit artikel kunnen wor-
den gevorderd bij de belastingdienst. De rechtbank verbindt hieraan de sanc-
tie van bewijsuitsluiting nu de verdenking met name is gebaseerd op de on-
rechtmatig verkregen gegevens van de belastingdienst.  
Concluderend lijkt (voorzichtig) uit de jurisprudentie te kunnen worden 
afgeleid dat in het geval op basis van een convenant dan wel in het kader van 
een samenwerkingsverband gegevens van een ander overheidsorgaan wor-
den verkregen die leiden tot de start van een strafrechtelijk onderzoek of die 
dienen ter onderbouwing van de verdenking, een convenant in de plaats van 
een art. 126nd Sv-vordering kan worden gesteld.  
12.4.3.5 Strafprocessuele sanctionering  
Eerder is gebleken dat strafprocessuele sanctionering van onrechtmatigheden 
slechts op beperkte schaal voorkomt bij dit type startinformatie. In deze con-
text is niet onderzocht of sanctionering ook plaatsvindt (of zou moeten vin-
den) in het geval de overheidsdienst die informatie verstrekt aan politie en 
OM een onrechtmatigheid begaat. Een onrechtmatigheid zou bijvoorbeeld 
kunnen bestaan in het in strijd met de privacyregelgeving verkrijgen van 
informatie. Op dit punt is niet of nauwelijks jurisprudentie ontwikkeld. Ge-
                                                             
64  Hof Arnhem-Leeuwarden 8 november 2013, ECLI:NL:GHARL:2013:8478. Zie voor een 
zaak van een medeverdachte Hof Arnhem-Leeuwarden 8 november 2013, ECLI:NL: 
GHARL:2013:8480. 
65  Rb. Zwolle 5 december 2011, LJN BV2799. 
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noemd kan worden het arrest van de Hoge Raad van 1 juli 1992 in een belas-
tingzaak, waarin zich een spiegelbeeldige situatie voordoet.66 In casu speelt 
de vraag of de belastinginspecteur gebruik mag maken van materiaal dat in 
een strafprocedure als onrechtmatig verkregen is betiteld. In de aanpalende 
strafzaak is immers geoordeeld dat onrechtmatig een woning is doorzocht. 
De Hoge Raad overweegt dat hiervan toch gebruik kan worden gemaakt nu 
er geen rechtsregel bestaat die dergelijk gebruik verbiedt. Per geval moet 
worden beoordeeld of door het gebruik van dergelijk materiaal is gehandeld 
in strijd met de algemene beginselen van behoorlijk bestuur. Ook moet in dit 
verband worden gewezen op de zogenaamde MTV-zaak waarin een be-
stuursrechtelijke staandehouding die de aanleiding vormde van een straf-
rechtelijk onderzoek weliswaar onrechtmatig wordt geacht, maar daaraan 
geen strafprocessuele gevolgen worden verbonden nu deze onrechtmatig-
heid niet is begaan in het voorbereidend onderzoek en daarom buiten het 
bereik van art. 359a Sv valt.67 In een vergelijkbare zaak die in het hoofdstuk 
over de particuliere opsporing is besproken lijkt de mogelijkheid tot strafpro-
cessuele sanctionering wel te worden opengelaten, ook al valt die onrechtma-
tigheid buiten het voorbereidend onderzoek. Gedoeld wordt op de zaak 
waarin een onrechtmatige fouillering door een particulier plaatsvond.68 De 
mogelijkheid van bewijsuitsluiting wordt in dat geval opengelaten als op 
grond van de bijzondere omstandigheden van het geval het handelen van die 
particulier zo zeer in strijd is met het recht dat het resultaat van die fouille-
ring niet kan meewerken tot het bewijs. Een zelfde strafprocessueel gevolg 
lijkt mogelijk als een functionaris van een niet-strafvorderlijk overheidsor-
gaan een dergelijke, zich op het terrein van art. 3 EVRM bevindende, on-
rechtmatigheid begaat.  
Hoewel er dus nauwelijks jurisprudentie op dit vlak bestaat, kan op dit 
punt wel aansluiting worden gezocht bij de eerder besproken jurisprudentie 
in het kader van de startinformatie van burgers, inlichtingendiensten en het 
buitenland, in de kern ertoe strekkend dat het door (anderen dan) politie en 
OM handelen in strijd met art. 8 EVRM slechts in (zeer) beperkte mate tot 
strafprocessuele sanctionering kan leiden. Het eerdergenoemde arrest van de 
Hoge Raad van 19 februari 2013 maakt het verbinden van een strafprocessue-
le sanctie aan het voor de start van een strafrechtelijk onderzoek gebruik 
maken van door een ander overheidsorgaan in strijd met artikel 8 EVRM 
verkregen informatie nagenoeg ondenkbaar. Temeer als dat arrest in de con-
text van andere recente arresten van de Hoge Raad over schending van art. 8 
                                                             
66  Hoge Raad 1 juli 1992, BNB 1992, 306 m.nt. P. de Boer. 
67  Hoge Raad 26 juni 2012, LJN BV1642.  
68  Zie hoofdstuk 2 en Hoge Raad 20 maart 2012, ECLI:NL:HR:2012:BV7501. 
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EVRM worden geplaatst.69 Wat betreft schendingen van art. 3 en 6 EVRM 
bestaat meer ruimte voor sanctionering. In deze context zou dat zich voor 
kunnen doen als voor de start van een opsporingsonderzoek gebruik wordt 
gemaakt van informatie die bijvoorbeeld is verkregen door ongerechtvaar-
digd de lichamelijke integriteit van een burger te schenden of door gebruik te 
maken van tijdens onder dwang verkregen wilsafhankelijke informatie die is 
verkregen tijdens een controleonderzoek van het andere overheidsorgaan. 
Het aangehaalde civiele arrest van de Hoge Raad kan in het laatste geval 
door de rechter worden aangehaald om in een dergelijk geval tot strafproces-
suele sanctionering over te gaan. Bewijsuitsluiting (via de verboden vruch-
tenleer) lijkt dan mogelijk, terwijl in het geval de informatie puur en alleen 
als startinformatie is gebruikt strafvermindering de meest geëigende sanctie 
lijkt.  
12.4.4  Politieke controle 
In relatie tot de van overige overheidsorganen afkomstige startinformatie 
doet zich in algemene zin politieke controle voor door de opgestelde wetge-
ving. Voor een groot deel gaat er echter geen controlerende werking uit van 
deze wetgeving. Uit art. 19 en 20 Wet Politiegegevens en de art. 4:5 en 4:6 
Besluit Politiegegevens volgen bijvoorbeeld alleen de voorwaarden waaron-
der gegevens door de politie kunnen worden verstrekt aan andere overheids-
organen, al dan niet in het kader van een samenwerkingsverband. Een spie-
gelbeeldige situatie dus.  
Relevant in het kader van de (controle op) dit type startinformatie, en 
dan met name in relatie tot de informatie die afkomstig is van met andere 
overheidsorganen afgesloten convenanten en/of aangegane samenwerkings-
verbanden, zijn onder andere de art. 126nc tot en met 126ni Sv die met in-
werkingtreding van de al eerder aangehaalde Wet bevoegdheden vorderen 
gegevens (Wbvg) in het Wetboek van Strafvordering zijn geïncorporeerd.70 
Deze wet beoogt onder meer duidelijkheid te creëren over de procedure van 
het verstrekken van gegevens ten behoeve van de opsporing en schept de 
                                                             
69  Hoge Raad 3 juli 2012, NJ 2013, 175 m.nt. Bleichrodt (over het gebruiken van ‘no 
hits’van het ANPR-systeem), Hoge Raad 29 januari 2013, LJN BY2814 (over het gebruik 
van mogelijk onrechtmatig opgeslagen DNA), Hoge Raad 29 januari 2013, LJN BY0816 
(over het gebruik van een onrechtmatig opgeslagen vingerafdruk), Hoge Raad 10 sep-
tember 2013, NJ 2013, 682 (over het gebruik van een onrechtmatig opgeslagen gehou-
den foto). In al deze zaken oordeelt de Hoge Raad dat er geen ruimte is voor bewijsuit-
sluiting. 
70  Stb. 2005, 390.  
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voorwaarden waaronder dit mogelijk is.71 Kort gezegd is het de officier van 
justitie die in de meeste gevallen op basis van deze artikelen allerlei soorten 
gegevens kan vorderen bij derden (individuen en (overheids)organisaties) 
die daarover beschikken. Deze gegevens mogen niet zomaar worden opge-
vraagd: er moet tenminste een verdenking van een misdrijf (zoals bedoeld in 
het eerste lid van art. 67 Sv) bestaan en de vordering moet zo gericht moge-
lijk worden afgebakend. De memorie van toelichting verwoordt als belang-
rijk uitgangspunt van deze wetgeving dat het derden niet vrij staat per-
soonsgegevens ten behoeve van de opsporing ter beschikking te stellen en 
dat het evenmin de met opsporing belaste instanties zonder meer vrij staat 
persoonsgegevens van derden te vragen. Kort gezegd maken deze wettelijke 
bepaling het, onder meer vanuit het oogpunt van het in art. 8 EVRM neerge-
legde recht op bescherming van de privacy, geclausuleerd mogelijk dat per-
soonsgegevens worden opgevraagd ten behoeve van een strafrechtelijk on-
derzoek. Op dit punt moet worden aangetekend dat uit de jurisprudentie 
lijkt te kunnen worden afgeleid zijn dat een convenant in de plaats kan wor-
den gesteld ter verkrijging van gegevens die ook op grond art. 126nd Sv 
kunnen worden gevorderd.  
12.5  SAMENVATTING, BIJZONDERHEDEN EN AANBEVELINGEN VOOR 
VERBETERDE CONTROLE 
Startinformatie van een niet-strafvorderlijk overheidsorgaan kan het begin 
inluiden van een strafrechtelijk onderzoek, kan leiden tot het toepassen van 
dwangmiddelen en kan in de bewijsvoering worden betrokken. Voor het 
overgrote deel is dat soort informatie een vrucht van spontaan door die an-
dere overheidsdienst verstrekte gegevens en aan het gebruik hiervan in het 
strafproces zijn de eerder beschreven risico’s en gevaren verbonden. Ken-
merkend aan dit type startinformatie is dat het doorgaans objectief vaststel-
bare (financiële) gegevens zijn die zijn verkregen tijdens een controleonder-
zoek, dat de opsporing en vervolging in veel gevallen ter hand wordt geno-
men door een bijzondere opsporingsdienst en een specialistische officier van 
justitie en dat de vervolgingsbeslissing in dit soort zaken veelal niet exclusief 
bij de officier van justitie is belegd.  
Specifiek kijkend naar de controle op de startinformatie die via een in-
spectiedienst van een niet-strafvorderlijk overheidsorgaan en een bijzondere 
opsporingsdienst tot de start van een onderzoek leidt, dan valt op dat deze 
toetsing zich toespitst op het (mede) beoordelen van de opportuniteit van een 
                                                             
71  Zie Kamerstukken II 2003-2004, 29 441, nr. 3 (MvT). Zie in dit verband ook het in 2011 
door het WODC uitgebrachte evaluatierapport ‘Brandstof voor de opsporing’, bijlage 
bij Kamerstukken II 2010-2011, 29 441, nr. H.  
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strafrechtelijke afdoening en dat mede hierdoor de interne controle samen-
valt met de externe controle. Anders gezegd is de beslissing tot het starten 
van een strafrechtelijk onderzoek bij dit type informatie in veel gevallen een 
gezamenlijk besluit van officier van justitie, bijzondere opsporingsdienst en 
het overheidsorgaan dat de informatie heeft verstrekt. Een beslissing die uit-
eindelijk, na een door (interne) regelgeving genormeerd keuzeproces, wordt 
genomen in het tripartiete overleg. Het feit dat de opportuniteitsbeslissing 
niet uitsluitend bij de officier van justitie berust is ook breder zichtbaar ge-
worden bij dit type startinformatie. Het is de vraag of deze gang van zaken 
wel in overeenstemming is met art. 9, art. 132a, 167 en art. 242 Sv waarin heel 
duidelijk de vervolgingsbeslissing exclusief bij de officier van justitie wordt 
belegd. Uit de externe rechterlijke controle op dit punt volgt dat deze interne 
fase inzichtelijk moet kunnen worden gemaakt en dat als de verdediging 
hieromtrent verweer voert, de interne stukken aan het strafdossier moeten 
worden toegevoegd. Uit de jurisprudentie blijkt ook dat de beslissing om een 
strafrechtelijk onderzoek te starten achteraf door de rechter kan worden ge-
toetst en in een beperkt aantal gevallen zelfs tot de niet-ontvankelijkheid van 
het OM kan leiden. Dit laatste kan zich voordoen indien zonder eenduidige 
verklaring wordt gehandeld in strijd met de toepasselijke vervolgingsrichtlij-
nen. De onrechtmatigheid bestaat in die situatie uit het ten onrechte inzetten 
van een strafrechtelijk afdoeningstraject.  
Wordt nu ingezoomd op het toetsen van de betrouwbaarheid en de 
rechtmatigheid van de in dit deel beschreven informatie door politie en OM. 
Daar dit type startinformatie doorgaans een objectief vaststelbaar (financieel) 
gegeven is, bestaat niet of nauwelijks de noodzaak tot een onderzoek naar de 
betrouwbaarheid van deze informatie. Het aanvullende onderzoek ziet er 
dan ook meer op informatie uit verschillende bronnen te bundelen, zodat een 
afgewogen beslissing kan worden genomen om een strafrechtelijk onderzoek 
te starten. Kijkend naar het toetsen van de rechtmatigheid kan de officier van 
justitie in beginsel volstaan met een marginale toets. Hij moet echter bedacht 
zijn op de mogelijkheid dat in strijd met privacywetgeving, en dus in strijd 
met art. 8 EVRM, verkregen informatie wordt verstrekt door het overheids-
orgaan, hetzij omdat het deze gegevens zelf onrechtmatig heeft vergaard, 
hetzij omdat het informatie heeft verkregen die een derde partij onrechtmatig 
heeft verkregen. In een dergelijk geval doet de officier van justitie goed eraan 
nauwgezet de rechtmatigheid van de (verkrijging van de) informatie te be-
oordelen en te bekijken of hij wel op basis van dat soort gegevens een opspo-
ringsonderzoek wil starten. Gelet op de huidige jurisprudentie op dit punt 
dat in dit verband niet of nauwelijks ruimte is voor het verbinden van straf-
processuele consequenties aan het gebruik van informatie voor de start van 
opsporingsonderzoek die in strijd met art. 8 EVRM door een ander over-
heidsorgaan is verkregen. Betwijfeld kan worden of dit in alle gevallen een 
wenselijk lijn is, ondermeer omdat hiermee aan politie, OM en de informatie-
verstrekkende overheidsorganen het signaal wordt afgegeven dat bij de ver-
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zameling van informatie soepeler met aspecten van privacy kan worden 
omgesprongen nu schendingen hiervan in ieder geval in het strafproces niet 
of nauwelijks meer gesanctioneerd worden. Een onrechtmatigheid kan zich 
daarnaast ook in de context van art. 6 EVRM bevinden. Gedoeld wordt op de 
situatie dat voor de start van een opsporingsonderzoek en het toepassen van 
dwangmiddelen gebruik wordt gemaakt van gegevens die onder dwang zijn 
verkregen gedurende een controleonderzoek van het andere overheidsor-
gaan. Mocht zich deze omstandigheid voordoen, dan dient de officier van 
justitie te beoordelen of hij op basis van dat soort gegevens een opsporings-
onderzoek wil starten en of hij deze informatie in de bewijsvoering wil be-
trekken. 
Voorts speelt voornamelijk bij de startinformatie die de route van een in-
spectiedienst en bijzondere opsporingsdienst doorloopt, het gegeven dat 
sprake kan zijn van sfeerovergang en -cumulatie. De rechter acht dit niet pro-
blematisch, mits de aan de verdachte toekomende waarborgen worden ge-
ëerbiedigd en de controlebevoegdheden niet uitsluitend worden ingezet ter 
opsporing. Het moment waarop een verdenking bestaat, is met het oog op 
het voorgaande cruciaal; het fungeert als scharnierpunt tussen de controle- 
en de opsporingsfase, de genoemde waarborgen moeten vanaf dan in acht 
worden genomen en ten slotte kan het na het ontstaan van de verdenking 
langer doorgaan met het toepassen van controlebevoegdheden een zweem 
van misbruik van bevoegdheid oproepen. Kijkend naar dit laatste punt kan, 
hoewel de rechter daarin tot op heden geen onrechtmatigheid ziet, vanuit het 
strafvorderlijk perspectief worden aanbevolen het controleonderzoek stil te 
leggen op het moment dat een opsporingsonderzoek wordt gestart. Wat 
betreft het moment van het ontstaan van de verdenking geldt dat concrete 
informatie aanwezig moet zijn die het redelijk vermoeden van schuld doet 
ontstaan. Waarschijnlijk levert dit vereiste bij dit type startinformatie infor-
matie weinig problemen op, nu dat soort gegevens in veel gevallen concreet 
zullen zijn.  
In het verlengde van de sfeerovergang en -cumulatie is gekeken naar de 
werking van het nemo tenetur-beginsel in relatie tot dit type startinformatie. 
Geconstateerd is dat het nemo tenetur-beginsel niet absoluut is: het gebruik 
van in de controlefase onder dwang verkregen wilsafhankelijke informatie 
levert doorgaans strijd op met dit beginsel en dus met art. 6 EVRM, terwijl in 
de controlefase afgedwongen wilsonafhankelijk materiaal in de overgrote 
meerderheid van de gevallen buiten het bereik van het nemo tenetur-beginsel 
valt en dus gebruikt kan worden in het strafproces. Bovendien lijkt het sterk 
erop dat het in strijd met het uit het eerste lid van art. 6 EVRM voortvloeien-
de nemo tenetur-beginsel gebruikmaken van onder dwang verkregen wilsaf-
hankelijke informatie, eerst geschonden is als deze informatie wordt gebruikt 
voor het bewijs. Recente civiele jurisprudentie van de Hoge Raad geeft echter 
steun aan de gedachte dat ook van een schending kan worden gesproken bij 
het gebruik van dat soort gegevens voor de start van een opsporingsonder-
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zoek. In deze context, en enigszins los van deze civiele jurisprudentie, rijst de 
vraag of het wenselijk is dat strafrechtelijke onderzoeken kunnen starten op 
basis van in het bijzonder afgedwongen wilsafhankelijke informatie. Het ge-
vaar bestaat dat dit een zekere uitholling van het nemo tenetur-beginsel en het 
daarmee verband houdende zwijgrecht in de hand werkt en dat het boven-
dien leidt tot misbruik van controlebevoegdheden; het doorgaan met het 
toepassen van dat soort bevoegdheden in een fase dat de opsporing reeds ter 
hand is genomen. De ruimte die de jurisprudentie op dit punt biedt, roept op 
tot het op een zuivere, transparante en controleerbare wijze van omgaan met 
situaties van sfeerovergang en -cumulatie en het gebruik van afgedwongen 
informatie uit het controleonderzoek door in het bijzonder de officier van 
justitie. Op hem rust de plicht te beoordelen of niet te lichtvoetig wordt over-
gegaan tot het starten van een strafrechtelijk onderzoek op basis van onder 
dwang verkregen wilsafhankelijk materiaal. De rechter doet ten slotte recht 
aan zijn controlerende taak door deze afweging van de officier van justitie 
scherp te toetsen. In deze context bestaat meer ruimte voor sanctionering. 
Onder meer het aangehaalde civiele arrest van de Hoge Raad kan dan door 
de rechter worden aangehaald om in tot strafprocessuele sanctionering over 
te gaan. Bewijsuitsluiting (via de verboden vruchtenleer) lijkt mogelijk, ter-
wijl in het geval dat de informatie puur en alleen als startinformatie is ge-
bruikt strafvermindering de meest geëigende sanctie lijkt.  
Concluderend: bij dit type startinformatie is niet zozeer het toetsen van 
de betrouwbaarheid problematisch, maar schuilen de risico’s veel meer op 
het vlak van de rechtmatigheid, waaronder ook wordt verstaan de rechtma-
tigheid van de vervolgingsbeslissing. Met een rechter die op het vlak van de 
sanctionering van schendingen van art. 8 EVRM een terugtrekkende bewe-
ging maakt, komt er steeds meer gewicht toe aan de (zuiverheid van de) be-
slissingen die in dit verband door politie en OM en dergelijk overheidsorga-
nen worden genomen. Wat betreft het gebruik van informatie in strijd met 
het nemo tenetur-beginsel lijkt een iets andere conclusie verdedigbaar, in die 
zin dat de rechter gehouden is scherp te toetsen of het voor de start van een 
strafrechtelijk onderzoek gebruiken van op die wijze verkregen informatie 
zich wel verhoudt tot art. 6 EVRM.  
 
 13 Conclusie 
 
 
13.1 INLEIDING 
Dit boek is aangevangen met de gedachte dat in wetgeving en jurisprudentie 
een lacune bestaat ten aanzien van de regels voor het gebruik van startinfor-
matie in het strafproces en het toetsten van de betrouwbaarheid en de recht-
matigheid van de verkrijging ervan. Dat is onder meer problematisch omdat 
dit tot gevolg kan hebben dat onbetrouwbare en/of onrechtmatig verkregen 
informatie in het strafproces wordt betrokken. Dit boek heeft opgeleverd dat 
die lacune daadwerkelijk bestaat en dat de wetgeving en de jurisprudentie 
ten aanzien van (het toetsen van) startinformatie gefragmenteerd is. In dit 
boek is een groot aantal typen startinformatie de revue gepasseerd. Verban-
den, gelijkenissen, maar juist ook de verschillen tussen de afzonderlijke ty-
pen startinformatie zijn in beeld gebracht en er zijn algemene uitgangspunten 
geformuleerd ten aanzien van (het toetsen van) startinformatie. De fase voor-
afgaand aan de start van een strafrechtelijk onderzoek is met dit boek uit de 
anonimiteit gehaald en de gevaren en bezwaren die in verband met (de ver-
krijging van) startinformatie kunnen spelen zijn in kaart gebracht.  
Zichtbaar is geworden dat de start van een opsporingsonderzoek niet uit 
de lucht komt vallen, maar dat hieraan in veel gevallen een fase van informa-
tieverzameling aan vooraf gaat. De verschillende aanleidingen voor een straf-
rechtelijk onderzoek kunnen hun doorwerking hebben in de loop van de 
strafrechtelijke procedure. Zo kan de aanleiding van een opsporingsonder-
zoek zijn voorafgegaan door een afgeschermd traject van (internationale) in-
formatieverzameling, -verstrekking en/of -veredeling waar strafvorderlijke 
actoren zoals de zaaksofficier, de verdediging, de r-c en de zittingsrechter 
niet of nauwelijks zicht op krijgen, waardoor de mogelijkheden worden be-
knot om de betrouwbaarheid van de startinformatie en de rechtmatigheid 
van de verkrijging ervan in de strafrechtelijke procedure te toetsen. Gevolg 
van de beperkte mogelijkheden om de betrouwbaarheid van dat type startin-
formatie te toetsen kan zijn dat een onschuldige burger te maken krijgt met 
privacyschendend en/of vrijheidsbenemend overheidshandelen en onbe-
trouwbare (valse) startinformatie kan als uiterst gevolg hebben dat een on-
schuldige burger wordt veroordeeld. Ook kunnen de methoden die worden 
ingezet om startinformatie te verkrijgen andere gevaren en bezwaren mee-
brengen die zich in de loop van het strafproces kunnen openbaren. Startin-
formatie kan immers worden verkregen in strijd met art. 6 en art. 8 EVRM en 
het gebruik van startinformatie brengt dus het gevaar mee dat onrechtmatig 
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verkregen informatie in het strafproces wordt betrokken. Bovendien kan de 
wijze van het vergaren van startinformatie de integriteit van de overheid en 
de zuiverheid van overheidshandelen raken.  
In dit boek is onderscheid gemaakt tussen een vijftal hoofdtypen startin-
formatie. In het navolgende worden deze typen onderverdeeld in de ano-
nieme en de niet-anonieme vormen van startinformatie, omdat hieraan een 
aantal van de aan startinformatie verbonden juridisch relevante bijzonderhe-
den kunnen worden gekoppeld. Vervolgens wordt ingegaan op de interne en 
de externe controlemechanismen die ten aanzien van de specifieke typen 
startinformatie bestaan en worden, gelet op art. 6 en art. 8 EVRM, aanbeve-
lingen gedaan om te komen tot het verscherpen van de controle en het uit-
breiden van de toetsingsmogelijkheden binnen het strafvorderlijke kader. 
Het onderzoek geeft ten slotte ook aanleiding aanbevelingen te doen die 
buiten dat kader vallen en meer van doen hebben met de integriteit van de 
overheid en de zuiverheid van overheidshandelen.  
13.2  JURIDISCH RELEVANTE BIJZONDERHEDEN  
Dit boek laat zien dat er grote verschillen bestaan tussen de onderzochte 
vormen van startinformatie, de wijze waarop startinformatie wordt verkre-
gen en de manier waarop startinformatie een rol speelt in het strafproces. Zo 
is duidelijk geworden dat startinformatie geregeld niet wordt verkregen door 
de politie en is gebleken dat startinformatie soms anoniem wordt verstrekt 
aan strafvorderlijke actoren zoals de zaaksofficier, de r-c en de zittingsrech-
ter. In ieder hoofdstuk is gedetailleerd ingegaan op de juridische relevante 
bijzonderheden die verbonden zijn aan het specifieke type startinformatie. In 
deze conclusie worden enkele van deze juridische bijzonderheden uitgelicht. 
De bijzonderheden worden hoofdzakelijk besproken vanuit het perspectief 
van de anonieme en de niet-anonieme startinformatie. 
13.2.1  Anonieme startinformatie 
Anonieme startinformatie kan afkomstig zijn van een ingezette menselijke 
bron, zoals een informant van het TCI of een agent van de AIVD, en kan door 
middel van andere onderzoeksmethoden zijn verkregen. Voor beide varian-
ten geldt dat zowel de tactische recherche en de zaaksofficier als de r-c, ver-
dediging en zittingsrechter niet op de hoogte zijn van de achtergrond van de 
startinformatie. Is de anonieme informatie afkomstig van een menselijke bron 
dan is het gevolg van het voorgaande dat de genoemde strafvorderlijke acto-
ren niet op de hoogte (kunnen) zijn van de identiteit, achtergrond en motie-
ven van degene die de startinformatie aanlevert en dat zij evenmin bekend 
zijn met de wijze waarop deze bron aan de informatie is gekomen. Dit is een 
eerste juridisch relevante bijzonderheid die verbonden is aan anonieme start-
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informatie. Gelet hierop kan het bij dit type startinformatie moeilijker te toet-
sen zijn of de informatie betrouwbaar is en daardoor kan het risico dat deze 
startinformatie onjuist is prominenter aanwezig zijn. Controle door anderen 
dan de zojuist genoemde actoren kan het risico hierop beteugelen. Waarbij 
gedacht kan worden aan de interne betrouwbaarheidstoets binnen het TCI 
door de runners en het Hoofd TCI. Als vuistregel zou niettemin moeten gel-
den dat wordt nagestreefd dat de juistheid van anonieme startinformatie 
binnen het strafvorderlijk kader zoveel mogelijk wordt bevestigd door politi-
eel betrouwbaarheidsonderzoek (uit te voeren door de tactische recherche) 
dat plaatsvindt voordat een strafvorderlijk dwangmiddel wordt ingezet. Los 
van het feit dat op die manier zoveel mogelijk wordt voorkomen dat een on-
schuldige burger te maken krijgt met privacyschendend of zelfs vrijheidsbe-
nemend overheidshandelen, in die zin raakt de noodzaak van het aanvullen-
de betrouwbaarheidsonderzoek ook de zuiverheid van overheidshandelen, 
dwingt ook het uit het tweede lid van art. 8 EVRM voorvloeiende subsidiari-
teitsbeginsel tot het verrichten van dergelijk onderzoek.  
Een tweede juridisch relevante bijzonderheid die samenhangt met de 
vaak beperkte mogelijkheid om de betrouwbaarheid van anonieme startin-
formatie van een menselijke bron te toetsen, is dat dit type startinformatie in 
de regel geen bewijsmiddel kan zijn. Art. 6 EVRM en art. 344a Sv brengen 
immers mee dat deze startinformatie (doorgaans) niet in de bewijsvoering 
kan worden betrokken nu het in de regel niet mogelijk is de menselijke bron 
op enig moment in de strafrechtelijke procedure als getuige te horen, waar-
door onvoldoende mogelijkheden voor de verdediging bestaan om deze 
startinformatie op betrouwbaarheid te toetsen.  
De mogelijkheid om de rechtmatigheid van dit type anonieme startin-
formatie binnen het strafvorderlijk kader te toetsen, is eveneens beperkt en 
dat is een derde juridisch relevante bijzonderheid. Dit kan problematisch zijn 
nu deze informatie kan zijn verkregen in strijd met art. 8 EVRM, maar is zo 
mogelijk nog problematischer als de informatie is vergaard in strijd met art. 6 
EVRM. Het door een door het TCI aangestuurde informant op een stelselma-
tige manier verzamelen van informatie over een potentiële verdachte is een 
voorbeeld van het in strijd met art. 8 EVRM verkrijgen van dit type startin-
formatie. Het in strijd met art. 6 EVRM vergaren van dit type startinformatie 
doet zich bijvoorbeeld voor als een informant of agent van de AIVD een sub-
ject instigeert tot het begaan van een strafbaar feit. Ook hier geldt weer dat 
in- en externe controlemechanismen de kans hierop kunnen verkleinen of in 
ieder geval achteraf aantoonbaar kunnen maken dat de startinformatie al dan 
niet in strijd met art. 6 en/of art. 8 EVRM is verkregen. Als voorbeeld van een 
effectief extern controlemechanisme kan in dit verband de controle van de 
CTIVD op de rechtmatigheid van het handelen van de AIVD worden ge-
noemd.  
Een vierde bijzonderheid die samenhangt met de anonieme startinforma-
tie van een menselijke bron staat iets verder af van een concrete strafzaak. 
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Het inzetten van menselijke bronnen brengt namelijk als risico met zich dat 
overheidsfunctionarissen worden gecorrumpeerd, bijvoorbeeld doordat deze 
bron informatie komt halen in plaats van brengen. Om dit gevaar op het aan-
tasten van de integriteit van de overheid te beteugelen moeten er effectieve 
controlemechanismen bestaan, waarbij primair kan worden gedacht aan in-
terne controle maar misschien nog wel meer aan externe controle door toe-
zichtsorganen die in staat worden gesteld om hiernaar (periodiek) onderzoek 
in te stellen en zo nodig, met het oog op het waarborgen van de zuiverheid 
van overheidshandelen, aanbevelingen te doen om werkwijzen aan te passen 
dan wel wet- en regelgeving te wijzigen.  
Anonieme startinformatie kan ook door middel van andere onderzoeks-
methoden zijn verkregen, waarbij bijvoorbeeld kan worden gedacht aan de 
informatie verkregen uit een telefoontap of uit een observatie. Het risico dat 
onbetrouwbare informatie wordt verstrekt en het risico op integriteitspro-
blemen is bij dit type anonieme startinformatie in mindere mate aanwezig. 
Het betreft immers informatie die door de inzet van tactische onderzoeksme-
thoden is verkregen, maar waarvan alleen de herkomst wordt afgeschermd 
gelet op zwaarwegende andere belangen. Aangetekend moet worden dat bij 
dit soort startinformatie het risico op een u-bochtconstructie wel aanwezig is. 
Een dergelijke constructie raakt de zuiverheid van overheidshandelen en kan 
daarnaast ook worden geduid als een integriteitsprobleem. Bij dit type ano-
nieme startinformatie speelt wel nadrukkelijker het gevaar dat informatie op 
een onrechtmatige manier is verkregen of dat daar in het strafproces in ieder 
geval geen helderheid over kan worden verkregen. Het uitvoeren van stel-
selmatige observaties door de RID is een voorbeeld van het vergaren van 
informatie in strijd met art. 8 EVRM. Een voorbeeld van het in strijd met art. 
6 EVRM verkrijgen van dit type startinformatie is moeilijk denkbaar. De 
spanning met dit laatste artikel zou eventueel wel kunnen ontstaan door de 
afgeschermde manier van verstrekken en doordat in de loop van het straf-
proces onvoldoende openheid wordt gegeven over de wijze van verkrijging 
van deze informatie. De beperkte mogelijkheden om (de achtergrond van) dit 
type startinformatie te toetsen brengt mee dat het doorgaans is uitgesloten 
dit type startinformatie in de bewijsvoering te betrekken.  
13.2.2 Niet-anonieme startinformatie 
Niet-anonieme startinformatie kan eveneens worden verkregen van een 
menselijke bron, maar kan ook worden verzameld door het verrichten van 
onderzoekshandelingen. Dit type startinformatie kan op twee momenten een 
rol spelen in de strafrechtelijke procedure: het kan rechtvaardiging bieden 
voor het toepassen van een dwangmiddel en het kan als bewijsmiddel die-
nen. Dit is een eerste juridisch relevante bijzonderheid die verbonden is aan 
dit type startinformatie en ze heeft tot gevolg dat de strafvorderlijke actoren 
op twee momenten gehouden kunnen zijn de betrouwbaarheid van dit type 
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startinformatie en de rechtmatigheid van de verkrijging ervan te beoordelen. 
De noodzaak van in het bijzonder een betrouwbaarheidstoetsingbestaat in de 
regel het meest als deze informatie in de bewijsvoering wordt betrokken. Een 
uiterst gevolg hiervan kan immers zijn dat een onschuldige burger wordt 
veroordeeld. Dit risico is het meest aanwezig als een menselijke bron niet-
anonieme startinformatie aanlevert. Anders dan bij de anonieme tegenhanger 
kunnen in dit geval echter wel de identiteit, achtergrond en motieven van de 
verstrekker van de informatie mee worden genomen in een overall beoorde-
ling van de betrouwbaarheid en dat zou dit risico kunnen verkleinen.  
Een tweede juridisch relevante bijzonderheid die duidelijk is geworden, 
is dat de officier van justitie bij sommige niet-anonieme typen startinformatie 
het monopolie in de beslissing om een strafrechtelijk onderzoek te starten ge-
deeltelijk kwijt is (geraakt). Andere overheidsfunctionarissen en -organen be-
geven zich op zijn speelveld. Veelal is dit begrijpelijk. Om bijvoorbeeld tot 
een goede afstemming van een bestuursrechtelijk en een strafrechtelijk afdoe-
ningstraject te komen, kan de noodzaak bestaan om de beslissing tot vervol-
ging in overleg met andere overheidsinstanties te nemen.  
Een derde juridisch relevante bijzonderheid verbonden aan niet-anonie-
me startinformatie is dat deze geregeld wordt verkregen door het toepassen 
van de methode van datamining. Deze methode kan tot gevolg hebben dat 
een burger ten onrechte wordt verdacht van strafbaar handelen en kan bo-
vendien ertoe leiden dat inbreuk wordt gemaakt op de privacy van grote 
groepen niet-verdachte burgers. Veelal wordt als grondslag voor deze me-
thode art. 3 Politiewet gehanteerd. Ten sterkste kan worden betwijfeld of dit 
artikel hiervoor wel een voldoende grondslag biedt als wordt bedacht dat uit 
het tweede lid van art. 8 EVRM de verplichting voortvloeit om privacy-
schendend overheidshandelen een grondslag te geven in een expliciete wet-
telijke bepaling. De methode van dataming kan daarnaast andersoortige be-
zwaren opleveren die ook met het privacybeschermende art. 8 EVRM van 
doen hebben. Niet kan immers worden uitgesloten dat deze methode, al naar 
gelang de ingevoerde zoekterm, ook ertoe leidt dat startinformatie wordt 
verkregen op basis van kenmerken zoals de politieke voorkeur van (groepen) 
burgers en/of iemands ras of seksuele geaardheid.  
Een laatste juridische bijzonderheid die kan kleven aan niet-anonieme 
startinformatie is het gegeven dat deze informatie onder dwang kan zijn ver-
kregen in een controleonderzoek van een ander overheidsorgaan. Het ge-
bruik van dergelijke startinformatie in het strafproces kan op gespannen voet 
staan met het uit het eerste lid van art. 6 EVRM voortvloeiende nemo tenetur-
beginsel.  
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13.3  CONTROLEMECHANISMEN  
De tweede onderzoeksvraag betrof de wijze waarop startinformatie op be-
trouwbaarheid en rechtmatigheid wordt gecontroleerd en hoe deze controle 
zich binnen het strafvorderlijk kader verhoudt tot art. 6 en art. 8 EVRM. On-
derscheid is gemaakt tussen controlemechanismen die binnen en buiten het 
strafvorderlijk kader bestaan en bekeken is of in het bijzonder de controle 
binnen het strafvorderlijk kader effectief is. De effectiviteit van controle op 
startinformatie kan binnen dit kader onder meer worden beperkt door de ge-
anonimiseerde wijze van verstrekken van informatie en de in een aantal ge-
vallen hiermee samenhangende weigerachtige opstelling van de informatie-
verstrekkende autoriteit om inzicht te geven in de achtergrond van de start-
informatie. Hoewel de focus van dit boek heeft gelegen bij de controleme-
chanismen binnen het strafvorderlijk kader, zijn de interne en externe contro-
lemechanismen die hierbuiten bestaan wel degelijk relevant. Zij kunnen van 
invloed zijn op de noodzaak van controle binnen het strafvorderlijk kader en 
de omvang hiervan als waren het communicerende vaten waarvan al eerder 
melding is gemaakt. Toch moet met dat beeld worden opgepast. Het perspec-
tief van de interne en de externe controlemechanismen buiten het strafvor-
derlijk kader kan namelijk (volstrekt) anders zijn. 
13.3.1 Interne controle 
Zoals aangegeven ziet de tweede onderzoeksvraag voor een deel op het in 
kaart brengen van de interne controlemechanismen die bestaan ten aanzien 
van startinformatie. Interne controle is de controle die plaatsvindt binnen het 
orgaan dat startinformatie verstrekt. Bij sommige typen startinformatie is het 
ondoenlijk gebleken hiernaar onderzoek te doen, bijvoorbeeld bij de buiten-
landse startinformatie. Interne controle kan plaatsvinden door de politie, de 
toetsing door het Hoofd TCI in relatie tot TCI-informatie is hiervan een voor-
beeld, maar geschiedt geregeld ook door anderen. Anders dan bij de externe 
controle wordt in het geval van de interne controle geen onderscheid ge-
maakt tussen de strafvorderlijke en de niet-strafvorderlijke controle nu de in-
terne politiële controle niet als strafvorderlijke controle wordt aangemerkt. 
Onder strafvorderlijke controle wordt immers (hoofdzakelijk) de externe con-
trole door de tactische recherche, de zaaksofficier, de r-c, de verdediging en 
de zittingsrechter verstaan. Hiervan uitgaande is de interne controle altijd 
niet-strafvorderlijk van aard.  
Het onderzoek op het punt van de interne controle heeft duidelijk ge-
maakt dat in een aantal gevallen geen interne controle bestaat op de be-
trouwbaarheid van startinformatie of de rechtmatigheid van de verkrijging 
ervan. Ten aanzien van anonieme meldingen van burgers bestaat bijvoor-
beeld geen interne betrouwbaarheidstoets en de rechtmatigheid van de wijze 
van verkrijging van informatie door opsporende burgers wordt vrijwel nooit 
Hoofdstuk 13 337 
 
――― 
 
 
intern gecontroleerd. Een van de oorzaken hiervan is dat een aantal typen 
startinformatie door autonoom opererende individuen (anonieme melders en 
opsporende burgers) aan politie en OM worden verstrekt en niet door perso-
nen of institutionele informatieverstrekkers die zijn gebonden aan enige in-
terne controle. In de loop van dit boek is duidelijk geworden dat juist bij de 
autonome individuen, zoals een anonieme tipgever, het risico het meest aan-
wezig is dat onjuiste informatie wordt verstrekt mede ook omdat bij dat type 
startinformatie geen interne controle plaatsvindt voordat de informatie aan de 
tactische recherche wordt verstrekt. Dit gegeven heeft effect op de noodzaak 
en de omvang van externe controle binnen het strafvorderlijk kader.  
Bij de institutionele verstrekkers van startinformatie, waarbij uitdrukke-
lijk niet wordt gedoeld op MMA, bestaat in de regel wel interne controle op 
de betrouwbaarheid van de verkregen informatie en wordt bovendien intern 
bekeken of de informatie rechtmatig, dus conform de wet- en regelgeving die 
geldt voor die verstrekker van de informatie, is verkregen. Wat betreft deze 
instanties moet ook worden beseft dat er geen belang bestaat om onbetrouw-
bare of onrechtmatig verkregen informatie te verstrekken. Integendeel, zij 
hebben in de regel duurzame relaties met politie en OM en hebben daarom 
juist belang erbij dat alleen betrouwbare en rechtmatig verkregen informatie 
wordt gedeeld. Niettemin kan het ook bij deze instanties, ondanks het be-
staan van interne controle, voorkomen dat onjuiste of onrechtmatig verkre-
gen startinformatie wordt verstrekt. Een oorzaak hiervan kan zijn dat de in-
formatieverstrekker de startinformatie van een, naar achteraf blijkt, onbe-
trouwbare menselijke bron heeft verkregen en/of van een (internationale) 
zusterorganisatie die vanuit een ander wettelijk kader opereert.  
Ten slotte wordt wat betreft de interne controlemechanismen aandacht 
besteed aan een argument dat kan worden ingeroepen om het belang van 
interne controle te marginaliseren: het adagium dat de keuring van het vlees 
niet aan de slager zelf dient te worden overgelaten. Dit adagium wordt in het 
bestek van dit boek zowel negatief als positief uitgelegd. De negatieve uit-
werking wordt zichtbaar als de interne normering die is gecreëerd om 
rechtmatig handelen te bewerkstelligen, bijvoorbeeld de privacygedragscode 
bij de particuliere recherche, niet effectief is nu degene die de startinformatie 
verstrekt zich onttrekt aan deze normering, zich niet eraan gebonden voelt 
en/of dat er bij normovertreding geen sancties aan (kunnen) worden verbon-
den. Eenzelfde conclusie kan worden getrokken in relatie tot het intern toet-
sen van de rechtmatigheid van het vergaren van startinformatie nadat deze 
informatie is verkregen, waarbij op de uitspraken van de RvdJ kan worden 
gewezen. De positieve uitwerking van het genoemde adagium is in de loop 
van dit onderzoek ook zichtbaar geworden. Hiermee wordt gedoeld op de 
omstandigheid dat een verstrekker van startinformatie als geen ander kan 
beoordelen of de informatie betrouwbaar is. Dit is vooral duidelijk geworden 
bij de institutionele verstrekkers van anonieme startinformatie, zoals het TCI 
en de AIVD. Dat soort instanties kunnen immers een effectieve overall beoor-
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deling van de betrouwbaarheid van de informatie maken nu alleen zij de 
achtergrond hiervan kennen. Binnen deze instanties is bijvoorbeeld de identi-
teit van de menselijke bron bekend en kan ook een inschatting van de be-
trouwbaarheid van die bron worden gemaakt, omdat er (doorgaans) eerdere 
contacten met hem zijn geweest. Het voorgaande neemt niet weg dat ook 
dergelijke informatieverstrekkers een verkeerde beoordeling kunnen maken.  
Als ten slotte de vraag wordt opgeworpen wat het gevolg van interne 
controle is voor de controle binnen het strafvorderlijk kader, dan kan de 
positieve uitwerking van het eerdergenoemde adagium met zich brengen dat 
in mindere mate de noodzaak tot strafvorderlijke controle kan bestaan. Rele-
vante factor in dit verband is natuurlijk ook de wijze waarop startinformatie 
in het strafproces wordt gebruikt. Bij het gebruik van startinformatie voor het 
bewijs bestaat in de regel binnen het strafvorderlijk kader eerder de nood-
zaak de betrouwbaarheid en de rechtmatigheid effectief te beoordelen ook al 
bestaat er een intern controlemechanisme, terwijl hieraan bij het gebruik van 
startinformatie voor de aanvang van een opsporingsonderzoek en het inzet-
ten van een dwangmiddel minder snel behoefte bestaat als er een effectief 
werkend intern controlemechanisme is. 
13.3.2 Externe controle 
De externe controle valt uiteen in de controle die buiten het strafvorderlijk 
kader aanwezig is en de controle die daarbinnen bestaat. Externe controle 
buiten het strafvorderlijk kader is in dit boek onderverdeeld in controle op 
het handelen van de verstrekker van startinformatie en in de controle op het 
handelen van de ontvanger van die informatie, in het bijzonder degenen die 
wat met die informatie gaan doen (politie en OM). Strafvorderlijke controle is 
opgesplitst in een concrete en een abstracte variant. De normering die door 
middel van wet- en regelgeving is gecreëerd is in dit boek als abstracte con-
trole aangemerkt. Onder concrete controle wordt verstaan de controle of 
toetsing door de politie en het OM, de r-c en de zittingsrechter, waarbij deze 
laatste in nagenoeg alle gevallen eerst tot controle overgaat op het moment 
dat de verdediging hiertoe oproept. Dit type controle wordt aangemerkt als 
concrete controle nu in een specifieke zaak wordt bekeken of startinformatie 
als betrouwbaar kan worden aangemerkt, of zij rechtvaardiging kan bieden 
voor het toepassen van een dwangmiddel, of zij als bewijs kan dienen en of 
zij rechtmatig is verkregen. Wat betreft de controle door politie en OM geldt 
dat bij sommige typen startinformatie deze gedeeltelijk als interne controle 
kan worden gezien, zoals de betrouwbaarheidstoets door het Hoofd RID of 
het Hoofd TCI. Dit zijn uitzonderingen en daarom wordt de controle door 
politie en OM in het algemeen als externe controle aangemerkt. Ten slotte telt 
dat externe controlemechanismen elkaar onderling kunnen beïnvloeden en 
dat externe controle ook van invloed kan zijn op interne controle. Als de 
zittingsrechter bijvoorbeeld telkens tot bewijsuitsluiting overgaat als de poli-
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tie op ontoereikende gronden een dwangmiddel inzet of als zij in strijd met 
art. 8 EVRM startinformatie verkrijgt, dan wordt verondersteld dat dit ertoe 
leidt dat de politie en de zaaksofficier scherper kijken naar de vraag of start-
informatie wel tot het toepassen van een dwangmiddel kan leiden en dat 
bovendien (eerder) tot normconform handelen wordt overgegaan.  
13.3.2.1 Buiten het strafvorderlijk kader 
Zoals al aangegeven kan de externe controle buiten het strafvorderlijk kader 
worden opgesplitst in de controle op de rechtmatigheid van het handelen 
van de verstrekker van startinformatie en in de controle op het handelen van 
politie en OM naar aanleiding van deze informatie. Deze tweede variant 
wordt duidelijk zichtbaar in de controle die de Nationale ombudsman oefent. 
Hij kan zich immers over de behoorlijkheid van het optreden van de over-
heid uitlaten als de burger hierover klaagt. In verband met startinformatie 
klaagt de burgers soms over de inzet van een dwangmiddel op basis van 
startinformatie. Bij een aantal typen startinformatie is de eerste variant van 
controle buiten het strafvorderlijke controle kader afwezig. Dit is wederom 
duidelijk het geval bij de autonoom opererende individuen, waarbij kan wor-
den gedacht aan het verzamelen van informatie door opsporende burgers. 
Het handelen van institutionele informatieverstrekkers wordt vaak wel ex-
tern gecontroleerd, in abstracte en/of concrete zin. De wijze waarop de con-
trole op de AIVD is ingericht laat dit duidelijk zien. Het handelen van de 
AIVD wordt genormeerd door de Wiv en concreet gecontroleerd door de 
CTIVD, zij het tot op heden achteraf. Opmerkelijk is wel dat van alle in Ne-
derland actieve inlichtingendiensten alleen ten aanzien van de AIVD (en na-
tuurlijk de MIVD) een toezichtsorgaan bestaat. Bij de aanbevelingen wordt 
ingegaan op de vraag of hierin niet verandering moet worden gebracht.  
Als nu wordt ingezoomd op de omvang van de externe controle buiten 
het strafvorderlijk kader, de effectiviteit ervan en de vraag wat het gevolg 
hiervan is voor de controle binnen het strafvorderlijk kader. In de eerste 
plaats wordt herhaald dat deze controle niet bij elk type startinformatie be-
staat en wordt opgemerkt dat de controle zich in de regel richt op de recht-
matigheid van het handelen van de informatieverstrekkende autoriteit en 
minder op de vraag of de doorgegeven informatie betrouwbaar is. Hoewel 
de buitenstrafvorderlijke controle effectief kan zijn, denk aan de controle van 
de CTIVD op de rechtmatigheid van het handelen van de AIVD, is dit niet in 
alle gevallen zo. Oorzaak hiervan kan zijn dat de externe controleur niet 
geëquipeerd is om te controleren en/of dat de focus van de controlerende 
instantie niet ligt bij het controleren van de rechtmatigheid van het handelen 
van de informatieverstrekker of de betrouwbaarheid van de informatie. Ge-
doeld wordt bijvoorbeeld op de in de loop van dit onderzoek belichte contro-
lerende rol van de burgemeester wat betreft het handelen van de RID in de 
uitvoering van de openbare orde taak en de functie van de begeleidings-
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commissie ten opzichte van FIU-Nederland. Eveneens wordt in herinnering 
gebracht dat externe buitenstrafvorderlijke controle weliswaar effectief kan 
zijn, maar toch op andere aspecten gericht kan zijn dan de strafvorderlijke 
controle en toetsing omdat nu eenmaal vanuit een ander perspectief wordt 
geopereerd. Zo vormt het kader van de Wiv het uitgangspunt voor het 
rechtmatigheidsonderzoek van de CTIVD. Gevolg van het voorgaande is dat 
de externe buitenstrafvorderlijke controle bij sommige typen startinformatie 
als adequaat en effectief kan worden betiteld en dat bij die typen startinfor-
matie in mindere mate de noodzaak van strafvorderlijke controle kan wor-
den gevoeld. De effectiviteit kan onder meer worden bepaald door het gege-
ven dat de externe controleur volledige inzage krijgt in de wijze van informa-
tieverzameling en dat hijhier, na gedaan onderzoek, dus ook een gefundeerd 
oordeel over kan uitspreken en het feit dat dit oordeel tot het aanscherpen 
van werkwijzen kan leiden.  
In relatie hiermee moet wel worden aangetekend dat de strafvorderlijke 
actoren, ondanks het bestaan van deugdelijke externe buitenstrafvorderlijke 
controle, altijd een eigen verantwoordelijkheid blijven houden om te beoor-
delen of startinformatie betrouwbaar is en of deze rechtmatig is verkregen. 
Wat betreft dit laatste punt wordt als voorbeeld aangehaald dat op de schou-
ders van de zittingsrechter, na een daartoe gevoerd verweer van de verdedi-
ging, de verplichting rust om te beoordelen of het verkrijgen van startinfor-
matie en/of het gebruik ervan in het strafproces niet in strijd is met art. 6 
EVRM. Relevante factor in dit verband is wederom de wijze waarop startin-
formatie in het strafproces wordt gebruikt. Bij de interne controle is hierop al 
ingegaan. Voorstelbaar is ten slotte wel dat de zittingsrechter zich in het 
onderzoek naar de rechtmatigheid (en de betrouwbaarheid) van startinfor-
matie in de toekomst kan beroepen op een extern buitenstrafvorderlijk con-
trolemechanisme. Zo zou de wettelijke mogelijkheid kunnen worden gescha-
pen dat de zittingsrechter in een concrete zaak de CTIVD verzoekt een fei-
tenonderzoek in te stellen naar het handelen van de AIVD. Een dergelijke 
mogelijkheid kan de effectiviteit van strafvorderlijke controle vergroten.  
13.3.2.2 Binnen het strafvorderlijk kader 
Uiteindelijk zijn het strafvorderlijke actoren zoals de zaaksofficier die voor de 
vraag (kunnen) komen te staan op welke wijze de startinformatie en de ma-
nier van verkrijging ervan moet worden beoordeeld. In laatste instantie is het 
de strafrechter die zich moet buigen over de zaak en die kan komen te staan 
voor de vraag hoe hij de startinformatie moet duiden. Wat moet hij met 
dwangmiddelen die zijn gebaseerd op lacuneuze startinformatie en hoe ver 
kan hij gaan bij het gebruik van startinformatie als bewijsmateriaal? Belang-
rijke voorwaarde voor de mogelijkheid van controle binnen het strafvorder-
lijke kader is dat altijd in een proces-verbaal wordt opgetekend wat de aanlei-
ding van het strafrechtelijk onderzoek is geweest. Bovendien verdient het 
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sterk de voorkeur dat de politie met het oog op de eventuele strafvorderlijke 
betrouwbaarheids- en rechtmatigheidstoets de fase voorafgaand aan de start 
van het opsporingsonderzoek in kaart brengt. Indien nodig kan zo gemakke-
lijk(er) in de loop van de strafrechtelijke procedure verantwoording worden 
afgelegd over deze voorfase.  
Geconstateerd is dat het Wetboek van Strafvordering geen specifieke re-
gels voor startinformatie kent. De rechter moet steeds de algemene bepalin-
gen over dwangmiddelen en bewijs toepassen. Wat dat in concreto betekent 
hangt af van de specifieke vorm van startinformatie en in het bijzonder van 
de rol van eerdere strafvorderlijke autoriteiten, zoals de officier van justitie 
en de r-c. Het Wetboek van Strafvordering voorziet op een paar plekken wel 
in bepalingen die het mogelijk (zouden) moeten maken dat de achtergrond 
van startinformatie wordt getoetst. Als voorbeeld wordt hier op de bepalin-
gen van de Wet Afgeschermde getuigen gewezen. In de loop van dit boek is 
gebleken dat dergelijke bepalingen tot op heden onvoldoende houvast bie-
den voor een effectieve betrouwbaarheids- en rechtmatigheidstoets.  
13.3.2.2.1 De tactische recherche en de zaaksofficier  
Concrete strafvorderlijke controle op startinformatie kan in de eerste plaats 
vorm krijgen door de controle door de tactische recherche en de zaaksofficier. 
De tactische recherche kan bijvoorbeeld, daartoe aangespoord door de zaaks-
officier, voorafgaand aan de inzet van een dwangmiddel aanvullend onder-
zoek verrichten om de betrouwbaarheid van startinformatie te controleren. 
Wat betreft de omvang en de noodzaak van dit betrouwbaarheidsonderzoek 
bestaat een groot aantal variabelen waar in de volgende paragraaf op wordt 
ingegaan. De controlerende rol van de zaaksofficier hangt nauw samen met 
de wijze van gebruik van de startinformatie. In ieder geval beoordeelt hij of 
startinformatie, in combinatie met andere onderzoeksgegevens, rechtvaardi-
ging biedt voor de inzet van een dwangmiddel. Bestaat het voornemen de 
startinformatie in de bewijsvoering te betrekken, dan moet hij in een latere 
fase van het proces deze informatie plaatsen in de context van de inhoud van 
het strafdossier en op basis hiervan beoordelen of vanuit zijn perspectief tot 
een bewezenverklaring kan worden gekomen. In dit onderzoek is duidelijk 
geworden dat andere onderdelen van de politie en/of specialistische officie-
ren van justitie eveneens controle op startinformatie kunnen uitoefenen. De 
rol van de landelijk officier van justitie terrorismebestrijding in relatie tot het 
ambtsbericht van de AIVD en de controlerende rol van IPOL zijn voorbeel-
den hiervan. Bestaat dat soort controle, dan heeft dat zonder meer gevolgen 
voor de noodzaak en de omvang van controle door de tactische recherche en 
de zaaksofficier. Wel bezitten deze laatste twee partijen altijd een eigen ver-
antwoordelijkheid: zij zijn het immers die de startinformatie gebruiken ter 
rechtvaardiging van de inzet van een dwangmiddel en daarmee inbreuk 
maken op de privacy of de vrijheid van een burger. 
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Het toetsen van de rechtmatigheid van startinformatie is, hoewel dat 
wettelijk niet zo is vastgelegd, de facto in de eerste plaats belegd bij de zaaks-
officier. Gebleken is dat dergelijke controle in specifieke situaties ook wordt 
uitgevoerd door specialistische officieren zoals de TCI-officier. Wat betreft de 
omvang en de noodzaak van de rechtmatigheidstoets door de zaaksofficier 
wordt een uitstapje gemaakt naar de rechterlijke rechtmatigheidstoets. Uit de 
jurispudentie op dat punt is gebleken dat voor de zittingsrechter in het bij-
zonder bij (door de verdediging veronderstelde) schendingen van art. 6 
EVRM de noodzaak bestaat om de rechtmatigheid van startinformatie te con-
troleren en dat in dat verband ook eerder tot strafprocessuele sanctionering 
wordt overgegaan. Gebleken is dat dit bij (vermeende) schendingen van art. 
8 EVRM wezenlijk anders ligt. Dit kader is richtinggevend voor de door de 
zaaksofficier te maken afweging of onrechtmatig verkregen startinformatie 
een rol kan spelen in het strafproces en leidt naar alle waarschijnlijkheid er-
toe dat als de startinformatie in strijd met art. 8 EVRM is verkregen de zaaks-
officier het minder problematisch zal vinden om deze in het strafproces te 
betrekken.  
13.3.2.2.2 De rechter-commissaris  
Strafvorderlijke controle kan in de tweede plaats in concreto gestalte krijgen 
door de controle van de r-c. In algemene zin moeten ten aanzien van de rol 
van de r-c in het vooronderzoek twee aspecten worden belicht. Ten eerste 
moet iedere vorm van controle van de r-c op (de verkrijging van) startinfor-
matie worden toegejuicht. Het betreft immers onafhankelijke rechterlijke con-
trole, waarbij het belang van de opsporing slechts een van de relevante facto-
ren is die wordt meegenomen in een beoordeling. Ten tweede wordt opge-
merkt dat de rol van de r-c in het vooronderzoek door recente wetgeving is 
versterkt. Ter relativering hiervan moet echter worden opgemerkt dat het 
maar zeer de vraag is of de r-c hierdoor de facto meer grip heeft gekregen op 
de voorfase waarin startinformatie wordt verkregen. Deze fase lijkt nog 
steeds het exclusieve speelveld van politie en OM te zijn. Bovendien is de 
controle van de r-c altijd zaaksgerelateerd en gelet hierop kan deze functio-
naris niet degene zijn die in algemene zin waakt over de voorfase. De contro-
le van de r-c op startinformatie kan zich op een aantal momenten voordoen. 
Ten eerste is hij degene die, via een machtigingsvereiste, toestemming geeft 
voor het inzetten van bepaalde dwangmiddelen en die in sommige gevallen, 
op vordering van de zaaksofficier, zelf dwangmiddelen toepast. De leidende 
vraag voor de r-c moet dan zijn of de startinformatie, in combinatie met aan-
vullende onderzoeksgegevens, rechtvaardiging biedt voor het inzetten van 
een dwangmiddel. Een zorgvuldige afweging is op zijn plaats als wordt be-
dacht dat de beslissing die de r-c neemt tot gevolg kan hebben dat de straf-
vorderlijke overheid diep ingrijpt in het leven van de (onschuldige) burger. 
In de volgende paragraaf worden aanbevelingen gedaan voor het uitbreiden 
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van de toetsende rol van de r-c bij de inzet van bepaalde dwangmiddelen. 
Ten tweede kan de r-c, op aangeven van de zittingsrechter, een rol toebe-
deeld krijgen in het toetsen van de betrouwbaarheid van startinformatie en 
de rechtmatigheid van de verkrijging ervan. In het normale geval gebeurt dat 
op de voet van art. 316 Sv, maar ook de bepalingen van de Wet afgeschermde 
getuigen zijn hiervan een voorbeeld. De rol van de r-c in het toetsen van de 
rechtmatigheid kan worden verstrekt en ook hier worden in de volgende 
paragraaf aanbevelingen voor gedaan.  
13.3.2.2.3 De zittingsrechter 
De zittingsrechter controleert de startinformatie in derde en laatste instantie. 
Hij kan, op aangeven van de verdediging, komen te staan voor de vraag hoe 
hij de startinformatie moet duiden. Wat moet hij met dwangmiddelen die 
zijn gebaseerd op lacuneuze startinformatie, bestaat er een noodzaak om de 
rechtmatigheid van de startinformatie te toetsen en hoe ver kan hij gaan bij 
het gebruik van startinformatie als bewijsmateriaal? Allereerst moet worden 
opgemerkt dat deze controle (logischerwijs) altijd zaaksgerelateerd is en tot 
op heden nagenoeg altijd wordt geïnstigeerd door de verdediging. Wat be-
treft het in retrospectief opzicht controleren van de juistheid van de inzet van 
dwangmiddelen moet worden opgemerkt dat dit van wezenlijk belang is, nu 
dwangmiddelen diep kunnen ingrijpen in de levens van (onschuldige) bur-
gers. Niet te lichtvaardig moet hiertoe worden overgegaan en het is de zit-
tingsrechter die op dit punt richting moet geven. De zittingsrechter kan deze 
richting ook geven door in situaties waarin er naar zijn oordeel geen recht-
vaardiging bestaat voor de inzet van een dwangmiddel, over te gaan tot 
strafprocessuele sanctionering. In dit onderzoek is gebleken dat de rechter in 
dat opzicht een terugtrekkende beweging maakt en nauwelijks tot sanctione-
ring over gaat. Dit is een onwenselijke tendens gelet op het geschetste belang 
van de retrospectieve controle van de zittingsrechter.  
Wat betreft de rechterlijke rechtmatigheidstoets is zichtbaar geworden 
dat deze zich steeds meer versmalt tot gevallen van (vermeende) schendin-
gen van art. 6 EVRM en dat ook de strafprocessuele sanctionering zich vooral 
in dat verband voordoet. Volledigheidshalve wordt opgemerkt dat het recht-
matigheidsonderzoek zich soms ook op aspecten van zuiverheid van over-
heidshandelen richt, bijvoorbeeld als onderzoek wordt gedaan naar het ver-
meende outsourcen van opsporingsactiviteiten. Ook is gebleken dat de rechter 
in verband met de controle op de rechtmatigheid geregeld volstaat met het 
horen van anderen dan de bron van de informatie, een secundaire rechtma-
tigheidstoets, en dat als hij de noodzaak ziet van het horen van de bron van 
de informatie, een primaire rechtmatigheidstoets, de effectiviteit hiervan 
geregeld wordt gefrustreerd door de opstelling van de autoriteit die informa-
tie verstrekt. Schendingen van de in art. 8 EVRM beschermde privacy leiden 
niet of nauwelijks tot een sanctie. Het is de vraag of dit een wenselijke ten-
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dens is, nu dit in ieder geval op het gebied van de privacy niet dwingt tot 
normconform handelen door politie en OM en/of andere verstrekkers van 
startinformatie. 
13.4  AANBEVELINGEN 
De derde onderzoeksvraag was of de bestaande controlemechanismen aan-
leiding geven tot het verscherpen van de controle en het uitbreiden van de 
toetsingsmogelijkheden binnen het strafvorderlijk kader. Hoewel deze on-
derzoeksvraag is beperkt tot het strafvorderlijke kader worden aan het einde 
van deze paragraaf enkele opmerkingen gemaakt die daarbuiten liggen. De 
voorgaande hoofdstukken hebben namelijk inzichtelijk gemaakt dat de wen-
selijkheid van het versterken van strafvorderlijke controle mede afhangt van 
de kracht van interne en externe, niet-strafvorderlijke controlemechanismen. 
13.4.1 Meer controle op het toepassen van dwangmiddelen  
Dit boek heeft aangetoond dat er een gebrek aan controle kan zijn als op 
basis van startinformatie een strafvorderlijk dwangmiddel wordt toegepast. 
Dikwijls wordt te lichtvaardig overgegaan tot de inzet van een dergelijk mid-
del en geeft vooral de zittingsrechter onvoldoende richting als het gaat om de 
vraag in welke gevallen startinformatie rechtvaardiging biedt voor het toe-
passen van een dwangmiddel. Meer specifiek gaat het dan vaak om de vraag 
of, en zo ja in hoeverre voorafgaand aan de inzet van een dwangmiddel aan-
vullende politiële onderzoeksgegevens de betrouwbaarheid van de startin-
formatie moeten hebben aangetoond. Voor een deel is het gebrek aan het 
door de zittingsrechter geven van richting op dit punt verklaarbaar, nu de af-
weging of startinformatie aanleiding kan geven tot de inzet van dwangmid-
delen erg casuïstisch is en het hierdoor voor de zittingsrechter niet gemakke-
lijk is op dit punt algemene handvatten aan te reiken aan de praktijk. On-
danks dit feit is het de taak van die zittingsrechter om hiertoe een poging te 
doen, temeer als wordt bedacht dat het gevolg van het achterwege blijven 
van het geven van richting tot gevolg kan hebben dat dwangmiddelen (in 
toenemende mate) te lichtvaardig worden ingezet tegen (onschuldige) bur-
gers. Het in het tweede lid van art. 8 EVRM besloten liggende subsidiariteits-
beginsel dwingt daarenboven ertoe dat, zeker als het gaat om anonieme start-
informatie, de politiële onderzoeksmogelijkheden zoveel mogelijk worden 
uitgeput alvorens tot de inzet van een dwangmiddel wordt overgaan. Dat 
wil zeggen dat in de regel vooraleer een dwangmiddel rechtmatig kan wor-
den toegepast onderzoek moet worden uitgevoerd die niet of nauwelijks in-
breuk maken op de privacy en/of de vrijheid van een burger. Als voorbeeld 
kan worden gedacht aan het, naar aanleiding van een anonieme tip over een 
hennepkwekerij in een woning, in eerste instantie inspecteren van de buiten-
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kant van de woning, het uitvoeren van warmtemeting en/of het bekijken van 
de piekbelasting van die woning alvorens tot een doorzoeking over te gaan.  
De factoren die in ieder geval in verband met het voorgaande een rol 
spelen en die ook zo kunnen worden verwoord door de zittingsrechter, zijn 
de volgende: 
1)  het gegeven of er een interne betrouwbaarheidstoets bestaat binnen de 
informatieverstrekkende instantie; 
2)  het gegeven of er een (effectieve) externe betrouwbaarheidstoets bestaat 
binnen politie en OM door andere functionarissen dan de tactische re-
cherche of de zaaksofficier (gedacht kan bijvoorbeeld worden aan contro-
le door de landelijk officier van justitie terrorismebestrijding en de TCI-
officier en de betrouwbaarheidstoets die binnen IPOL plaatsvindt);  
3)  het gegeven of op een geanonimiseerde dan wel niet-geanonimiseerde 
wijze informatie is verstrekt; 
4)  het (vermeende) strafbare gedrag waar de (geanonimiseerde) informatie 
op ziet; 
5)  de (gepercipieerde) urgentie van spoedig strafvorderlijk optreden; 
6)  de aard van de particuliere of institutionele verstrekker van de informa-
tie; 
7)  de mogelijkheid tot het vergaren van aanvullende onderzoeksgegevens 
en  
8)  het soort dwangmiddel dat ingezet wordt.  
 
Rekening houdend met deze factoren dienen de strafrechtelijke actoren – zo-
als de tactische recherche en de zaaksofficier, de r-c en de zittingsrechter – (in 
retrospectief opzicht) te beoordelen of, en zo ja in welke mate de noodzaak 
van een betrouwbaarheidstoets bestaat en wat de omvang hiervan moet zijn. 
Gedeeltelijk moet worden afgestapt van de in de jurisprudentie ontwikkelde 
lijn dat strafrechtelijke onderzoeken ongeclausuleerd kunnen starten op basis 
van (anonieme) startinformatie. Hoofdregel behoort te zijn dat, vooraleer tot 
de inzet van een strafvorderlijk dwangmiddel over kan worden gegaan, er 
voor de tactische recherche altijd ten minste een inspanningsverplichting be-
staat om startinformatie bevestigd te krijgen met aanvullende onderzoeksge-
gevens die bovendien betrekking hebben op het strafbare gedrag waarop de 
startinformatie ziet. Van deze hoofdregel kan echter worden afgeweken. Bij-
voorbeeld als er een interne betrouwbaarheidstoets bestaat en de aard van de 
informatie oproept tot spoedig strafvorderlijk optreden. Van de hoofdregel 
kan ook worden afgeweken als er geen mogelijkheden zijn om aanvullend 
betrouwbaarheidsonderzoek te verrichten. In dit verband kan worden ge-
dacht aan de situatie dat een anonieme tipgever wijst op de aanwezigheid 
van een vuurwapen op een zolder. De inspanningsverplichting kan echter 
ook veranderen in een resultaatsverplichting. Deze situatie doet zich voor op 
het moment dat bij de politie anonieme startinformatie binnenkomt waarvan 
bekend is dat deze intern niet op betrouwbaarheid is getoetst en er bovendien 
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geen noodzaak tot spoedig strafvorderlijk optreden bestaat. In dit verband 
kan worden gedacht aan het voorbeeld van een tip over een hennepkwekerij. 
De rechtmatigheid van de inzet van een dwangmiddel hangt in dat geval 
nauw samen met de vraag of bevestiging van de startinformatie is gevonden 
in de resultaten van aanvullend betrouwbaarheidsonderzoek dat vooraf is 
gegaan aan de inzet van een dwangmiddel. Komt anonieme startinformatie 
binnen bij de politie die niet intern op betrouwbaarheid is getoetst, dan moet 
bovendien altijd de r-c worden betrokken bij de inzet van dwangmiddelen 
die diep ingrijpen in het leven van een burger zoals de doorzoeking van een 
woning. Op deze wijze wordt een waarborg voor de burger gecreëerd die 
noodzakelijk is bij het toepassen van een dwangmiddel op basis van startin-
formatie waarbij het risico groot is dat deze onjuist is. Tot op heden is, kij-
kend onder meer naar art. 49 WWM, die betrokkenheid van de r-c de facto en 
de iure niet gewaarborgd. 
Met gebruikmaking van bovenstaande variabelen en toetsingskader 
moeten de zaaksofficier en de r-c voorafgaand aan de inzet van het dwang-
middel beoordelen of op basis van de startinformatie en eventuele aanvul-
lende onderzoeksgegevens rechtvaardiging bestaat voor het toepassen van 
dit middel, terwijl de zittingsrechter achteraf en naar aanleiding van een door 
de verdediging gevoerd verweer kan zijn gehouden de rechtmatigheid van 
dit overheidshandelen te beoordelen. Zoals eerder opgemerkt moet de zit-
tingsrechter op dit punt richtinggevend zijn en dit kan hij ook zijn door in 
situaties waarin er naar zijn oordeel geen rechtvaardiging bestaat voor de in-
zet van een dwangmiddel tot strafprocessuele sanctionering over te gaan. 
Uitgangspunt voor al de genoemde strafvorderlijke actoren dient te zijn dat 
niet te lichtvaardig tot de inzet van dwangmiddelen wordt overgegaan. De 
zittingsrechter moet, hoewel enigszins in weerwil van de geldende jurispru-
dentie, als krachtig signaal de sanctie van bewijsuitsluiting (via de verboden 
vruchtenleer) dan ook niet schuwen als door de onrechtmatige inzet van 
strafvorderlijke dwangmiddelen wezenlijke rechten van de burger zijn ge-
schonden zoals het huisrecht, zijn lichamelijke integriteit of zijn vrijheid. De 
Hoge Raad heeft een leidende taak in het geven van richting aan de praktijk 
van die dwangmiddelen. Die richting lijkt nu te ontbreken. 
13.4.2 Een uniforme toetsingsprocedure voor anonieme startinformatie 
Zichtbaar is geworden dat de rechterlijke controle op de rechtmatigheid van 
de verkrijging van startinformatie tekort kan schieten. In dit onderzoek is na-
melijk gebleken dat meerdere factoren de effectiviteit van deze rechtmatig-
heidstoets kunnen frustreren, waarbij als voorbeeld wordt gewezen op de 
opstelling van de informatieverstrekkende autoriteit. Deze factoren doen zich 
in de regel voor bij de anonieme typen startinformatie. Bovendien is gebleken 
dat het huidige wettelijke instrumentarium niet voldoet en gefragmenteerd 
is. Dit is een onwenselijk situatie, zeker als wordt bedacht dat een uiterst ge-
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volg hiervan kan zijn dat in het strafproces een schending van art. 6 EVRM, 
en eventueel ook van art. 3 EVRM, niet aan het licht komt. Gelet op het voor-
gaande wordt aanbevolen een uniforme rechterlijke procedure te creëren 
voor het toetsen van anonieme startinformatie.  
Alvorens deze procedure nader te belichten is het nuttig om in te gaan op 
de vraag in welke gevallen deze procedure moet worden opengesteld en wat 
de rol is van de zittingsrechter en van de r-c. In de eerste plaats moet de zit-
tingsrechter de noodzaak voelen een opening te bieden voor een onderzoek 
naar de rechtmatigheid van de verkrijging van startinformatie. Variabelen 
zoals de wijze waarop aannemelijk wordt dat een onrechtmatigheid is be-
gaan, de hiermee samenhangende kwaliteit van het verweer van de verdedi-
ging, de aard van de aangedragen onrechtmatigheid en de status van poten-
tieel bewijsmiddel spelen hierbij een cruciale rol. Een vermeende schending 
van art. 3 en 6 EVRM roept nu eenmaal eerder de noodzaak op van een recht-
matigheidstoets dan een schending van art. 8 EVRM en als startinformatie 
een potentieel bewijsmiddel is, bestaat er ook eerder een noodzaak voor deze 
toets. Aan de rechterlijke toets kan in de eerste plaats invulling worden gege-
ven door het uitvoeren van een secundaire rechtmatigheidstoets, dat wil zeg-
gen dat niet de bron van de startinformatie wordt gehoord of interne stukken 
worden ingezien, door de zittingsrechter. Volstaan wordt dan bijvoorbeeld 
met het horen van het Hoofd AIVD of het Hoofd TCI. Mocht deze toets niet 
het (door de verdediging) beoogde resultaat (het bestaan van een vermeende 
onrechtmatigheid wordt uit de lucht geholpen) opleveren, terwijl er wel twij-
fels blijven bestaan over de rechtmatigheid van de verzameling van informa-
tie, dan kan de zittingsrechter de r-c inschakelen. Een ander spoor dat, los 
van een verwijzing naar de r-c, in een dergelijke situatie kan worden bewan-
deld is dat de zittingsrechter een beroep doet op een buitenstrafvorderlijk 
controlemechanisme. Zo zou in de toekomst de wettelijke mogelijkheid kun-
nen worden geschapen dat de zittingsrechter in een concrete zaak bijvoor-
beeld de CTIVD verzoekt een feitenonderzoek in te stellen naar het handelen 
van de AIVD. Een dergelijke mogelijkheid kan de effectiviteit van strafvor-
derlijke controle vergroten.  
De voorgestelde uniforme procedure dient er als volgt uit te zien. Na ver-
wijzing door de zittingsrechter treedt de procedure in, waardoor de r-c de 
mogelijkheid krijgt in de beslotenheid van zijn kabinet de rechtmatigheid van 
de verkrijging van de anonieme startinformatie effectief te toetsen. Ook in 
deze fase bij de r-c kan worden gedacht aan het inschakelen van een extern 
buitenstrafvorderlijk controleorgaan om effectief vorm te geven aan deze 
rechterlijke toets. Deze procedure kan ook worden ingeroepen om de be-
trouwbaarheid van dergelijke informatie te toetsen. Wettelijke verankering 
van deze procedure kan worden gevonden in een uitbreiding van art. 177a 
Sv in combinatie met het geven van een ruimer bereik aan de afgeschermde 
getuigenregeling van art. 226m tot en met 226s Sv. Voordat de r-c overgaat 
tot het toepassen van deze procedure kan hij het spoor bewandelen van het 
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uitvoeren van een getuigenverhoor in combinatie met het toepassen van de 
verruimde mogelijkheden van art. 187d Sv. Mocht dat tot niets leiden of op 
voorhand al zinloos lijken, bijvoorbeeld door de opstelling van de informatie-
verstrekkende autoriteit, dan kan hij in de tweede plaats een afgeschermd ge-
tuigenverhoor gelasten. Om deze rechtmatigheidstoets effectief te laten zijn 
moet de afgeschermde getuigenregeling wel op twee punten worden gewij-
zigd. De r-c moet degene zijn die bepaalt of het afgeschermde getuigenver-
hoor aan het dossier wordt toegevoegd en voorts dient de r-c een uitdrukke-
lijk geformuleerd recht op inzage in de onderzoeksgegevens van de informa-
tieverstrekkende autoriteit te krijgen. Aldus wordt een effectieve rechterlijke 
rechtmatigheidstoets mogelijk gemaakt binnen het strafvorderlijk kader. Op 
deze wijze controleert in een concrete strafzaak in ieder geval een rechter die 
volledig inzage heeft in alle relevante stukken de rechtmatigheid van het 
handelen van de autoriteit die op een geanonimiseerde wijze informatie heeft 
verstrekt en wordt een betere balans gevonden tussen enerzijds de te respec-
teren verdedigingsbelangen en anderzijds het afschermbelang waarvoor de 
institutionele verstrekkers van anonieme startinformatie staan.  
13.4.3 Aanscherpen van strafvorderlijke wetgeving  
13.4.3.1 Wijziging van art. 49 WWM en art. 9 Ow  
Eerder is al aangegeven dat bij de anonieme vormen van startinformatie die 
intern niet op betrouwbaarheid zijn getoetst altijd de r-c moet worden be-
trokken bij de inzet van ingrijpende dwangmiddelen zoals de doorzoeking 
van een woning. Tot op heden is, kijkend naar in het bijzonder art. 49 WWM 
en art. 9 Ow, die betrokkenheid van de r-c de facto en de iure niet gewaar-
borgd. Deze artikelen worden in de praktijk echter wel veelvuldig toegepast 
naar aanleiding van bij de politie binnengekomen anonieme startinformatie. 
Tot op heden kunnen deze artikelen zich uitstrekken tot het op basis van 
startinformatie betreden en/of doorzoeken van woningen zonder dat een rech-
ter voorafgaand heeft kunnen controleren of hiervoor wel een rechtvaardi-
ging bestaat. Deze artikelen kunnen zelfs zonder enige betrokkenheid van de 
officier van justitie en dus geheel eigenmachtig door de politie worden inge-
zet. De op grond van art. 2 AWBi benodigde machtiging tot binnentreden, de 
enige waarborg die in dit verband bestaat, kan immers door een hulp-officier 
van justitie worden verleend. Dit gebrek aan controle is het meest nijpend bij 
de inzet van art. 49 WWM, omdat op basis van die bepaling zelfs een door-
zoeking in een woning kan plaatsvinden zonder (formele) betrokkenheid van 
de r-c of de officier van justitie.  
Deze situatie is onwenselijk als wordt gerealiseerd dat het betreden en/ 
of doorzoeken van woningen zeer ingrijpend en privacyschendend over-
heidsoptreden oplevert, terwijl uit het voorgaande blijkt dat bij het toepassen 
van de genoemde artikelen de waarborgen voor de burger zeer beperkt zijn. 
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De mogelijkheden die de huidige wetgeving biedt zijn (mogelijkerwijs) ook 
onrechtmatig als wordt bedacht dat het ontbreken van een voorafgaande 
rechterlijke toets zich slecht verhoudt tot het uit het tweede lid van art. 8 
EVRM voortvloeiende proportionaliteitsvereiste. Het EHRM heeft in dit 
verband in meerdere uitspraken aangegeven dat het, onder meer om het ge-
vaar op misbruik te beteugelen, een groot belang hecht aan een voorafgaande 
rechterlijke toets in het geval van overheidsoptreden in een woning. De Hoge 
Raad heeft ook oog voor het gebrek aan waarborgen bij art. 49 WWM, maar 
verbindt hieraan tot op heden nog geen strafprocessuele gevolgen. Vanuit de 
systematiek van de wet is de huidige situatie eveneens opmerkelijk. Gelet op 
art. 110 Sv en art. 97 Sv is dit systeem erop gericht dat enkel de r-c tot een 
doorzoeking van een woning ter inbeslagname kan overgaan en dat hiervan 
alleen kan worden afgeweken als er spoed bestaat en zelfs als er spoed be-
staat gebiedt art. 97 Sv dat de r-c een machtiging afgeeft voor de doorzoe-
king. Uit deze wetsystematiek kan worden afgeleid dat de wetgever als uit-
gangspunt neemt dat het schenden van het huisrecht met veel waarborgen 
moet worden omgeven. Dit uitgangspunt wordt doorbroken bij het toepas-
sen van art. 49 WWM en art. 9 Ow.  
De geschetste situatie behoeft aanpassing. Gelet op de jurisprudentie van 
het EHRM, het hierin tot uitdrukking komende belang van voorafgaande 
rechterlijke controle als het gaat om overheidsoptreden in woningen van 
burgers in combinatie met de systematiek van de Nederlandse wetgeving 
wordt voorgesteld de genoemde wettelijke bepalingen te wijzigen in die zin 
dat een voorafgaande machtiging van de r-c moet worden verkregen op het 
moment dat op basis van de genoemde artikelen de noodzaak bestaat een 
woning te betreden en/of te doorzoeken. Als tussenvariant kan ook worden 
gedacht aan het construeren van een formele voorafgaande toetsende rol 
voor de officier van justitie. Door de wetswijziging worden deze in de prak-
tijk veelvuldige toegepaste artikelen met de waarborgen omkleed die nood-
zakelijk zijn bij dergelijk ingrijpend strafvorderlijk overheidsoptreden. Mocht 
worden opgeworpen dat deze wetswijziging de slagvaardigheid van de op-
sporing aantast, dan kan hiertegen worden ingebracht dat dit risico met de 
huidige communicatiemiddelen verwaarloosbaar klein is.  
13.4.3.2 Wetgeving voor het proces van datamining 
Ten tweede is zichtbaar geworden dat de controle op het proces van data-
mining niet voldoet. Het proces van dataming kan tot gevolg hebben dat op 
basis van verouderde en/of onjuiste gegevens een strafrechtelijk onderzoek 
wordt gestart en kan ook ertoe leiden dat ten onrechte conclusies worden 
verbonden aan (geautomatiseerd) samengebrachte informatie waardoor een 
onschuldige burger met (in de toekomst wellicht zelfs preventief) strafvor-
derlijk optreden wordt geconfronteerd. Het voorgaande dwingt ertoe dat 
altijd een menselijke toets plaatsvindt na afloop van het proces van data-
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mining. Dat wil zeggen dat moet worden bekeken of daadwerkelijk strafvor-
derlijke consequenties behoren te worden verbonden aan de resultaten van 
datamining of anders geformuleerd datamining wel het vermoeden van 
strafbaar gedrag doet ontstaan. Er kleven echter ook bezwaren aan data-
mining die wat verder afstaan van een concrete strafzaak. Dit proces brengt 
immers met zich dat op grote schaal (privacygevoelige) gegevens van niet-
verdachte burgers worden doorgelicht door de politie en datamining krijgt 
nog een geheel andere dimensie als wordt bedacht dat dit proces zich (in de 
toekomst) ook zou kunnen uitstrekken tot het specifiek (geautomatiseerd) 
zoeken naar verbanden in geloofsovertuiging, politieke kleur en/of etniciteit 
en dat op basis hiervan strafrechtelijke onderzoeken worden gestart en straf-
vorderlijke dwangmiddelen worden ingezet. 
Tot op heden wordt legitimatie voor het door de politie en een organisa-
tie als FIU-Nederland uitvoeren van het proces van datamining in de regel 
gevonden in het algemeen taakstellende art. 3 Politiewet eventueel aange-
vuld met enkele bepalingen van de Wet Politiegegevens. Ten sterkste kan 
worden betwijfeld of deze bepalingen wel een voldoende grondslag voor het 
proces van datamining bieden als wordt bedacht dat uit het tweede lid van 
art. 8 EVRM de verplichting voortvloeit om privacyschendend overheids-
handelen een grondslag te geven in een expliciete wettelijke bepaling. Bo-
vendien is door het gebruikmaken van art. 3 Politiewet en bepalingen van de 
Wet Politiegegevens als basis voor datamining de iure aan de officier van jus-
titie en/of de r-c geen voorafgaande controlerende rol toebedeeld op de wijze 
waarop de politie vorm geeft aan het proces van datamining. Het ontbreken 
van een formeel vastgelegde controlerende rol van de officier van justitie is 
opmerkelijk als wordt bedacht dat bij het verkennend onderzoek van art. 
126gg Sv, dat veel overeenkomsten vertoont met het proces van datamining, 
wel een toetsende rol voor de officier van justitie is gecreëerd. Gedacht vanuit 
deze systematiek van de wet is het überhaupt merkwaardig dat datamining 
niet nader wettelijk is geregeld. Ten slotte is ook duidelijk geworden dat er 
nauwelijks externe controle op het (inkleden van het) proces van datamining 
bestaat door de zittingsrechter. Zijn controle is zaaksgerelateerd en versmalt 
zich bovendien door de toepassing van de Schutznorm tot eventuele, door de 
verdediging aangedragen, schendingen van de rechten van de verdachte.  
De eerder geformuleerde bezwaren die kleven aan (de mogelijke reik-
wijdte van) het proces van datamining in combinatie met het gebrek aan ex-
terne controle roept op tot het opstellen van wetgeving, waarbij het van groot 
belang is dat de wetgever zich uitlaat over de wijze waarop datamining mag 
worden ingekleed, welke overheidsfunctionaris hiertoe kan beslissen en de 
voorwaarden waaronder het proces van datamining door de politie mag 
worden toegepast. De wetgever moet in dat verband oog hebben voor de in-
tegriteitsvraagstukken die datamining (in de toekomst) met zich kan bren-
gen. In het wetgevingsproces kan aansluiting worden gezocht bij de bestaan-
de regeling van het verkennend onderzoek van art. 126gg Sv eventueel in 
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combinatie met de systematiek van art. 126nd e.v. Sv in die zin dat bij ingrij-
pende vormen van datamining het vereiste van een machtiging van de r-c 
kan worden gesteld. 
13.4.4 Toezichtscommissies voor alle Nederlandse inlichtingendiensten  
De eerste aanbeveling die buiten het strafvorderlijk kader wordt gedaan 
heeft betrekking op de externe controle op de in Nederland werkzame inlich-
tingendiensten. Gebleken is dat het handelen van de AIVD en de MIVD on-
der controle staat van de CTIVD, een toezichtsorgaan dat door middel van 
het verrichten van diepteonderzoeken scherp de rechtmatigheid van het han-
delen van deze diensten toetst. Tot op heden achteraf, maar er bestaan ook 
geluiden om ten aanzien van enkele vergaande inlichtingenmatige bevoegd-
heden een voorafgaande rechtmatigheidstoets te creëren. Voor het TCI en de 
RID in het kader van de openbare orde taak bestaat deze externe controle 
niet. Dat is opmerkelijk nu deze diensten eveneens inlichtingenwerk verrich-
ten dat omgeven is met risico’s en gevaren op het gebied van de integriteit en 
de zuiverheid van overheidshandelen en zich, in het geval van de RID, bo-
vendien kan uitstrekken tot zeer gevoelige onderwerpen. De argumenten die 
bestaan om ten aanzien van de AIVD en de MIVD een toezichtscommissie te 
creëren, gelden in grote lijnen dus ook voor het TCI en de RID. Voorgesteld 
wordt om voor het TCI een geheel nieuwe toezichtscommissie in het leven te 
roepen, terwijl wordt aanbevolen het inlichtingenmatige werk van RID in het 
geheel onder het bereik van de bestaande CTIVD te brengen. Ter aanvulling 
wordt ten slotte nog opgemerkt, en dit argument geldt onverkort voor de 
AIVD en de MIVD, dat een toezichtscommissie beter dan een officier van 
justitie, r-c en/of zittingsrechter in staat is om bepaalde knelpunten wat be-
treft de rechtmatigheid van het handelen van inlichtingendiensten en de in-
tegriteit van deze overheidsorganen in zijn geheel te signaleren. Het perspec-
tief van de genoemde strafvorderlijke actoren kan immers alleen gericht zijn 
op het beoordelen van de rechtmatigheid in een concrete strafzaak. De sig-
naalfunctie van toezichtscommissies kan weer leiden tot het aanscherpen van 
werkwijzen of het concipiëren van nieuwe wet- en regelgeving.  
13.4.5 Wetgeving voor de RID in de uitvoering van de openbare orde taak  
Ten slotte is in de loop van dit onderzoek geconstateerd dat het werk van een 
specifieke verstrekker van startinformatie, de RID in het kader van de open-
bare orde taak, onvoldoende wordt genormeerd. Vastgesteld is dat deze in-
lichtingendienst op stelselmatige en daarmee privacyschendende wijze in-
formatie inwint door de inzet van de stelselmatige informant en de stelselma-
tige observatie en dat de wettelijke legitimatie hiervoor wordt ontleend aan 
het algemeen taakstellende art. 3 Politiewet.Ten onrechte, omdat uit het 
tweede lid van art. 8 EVRM voortvloeit dat privacyschendend handelen van 
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de overheid moet berusten op expliciet geformuleerde wettelijke bepalingen. 
Los van de genoemde bepaling uit het EVRM, moet ook om een andere reden 
de door de RID gehanteerde bijzondere onderzoeksmethoden een basis in 
een wet in formele zin krijgen. Het is van groot belang dat de wetgever zich 
uitlaat over het soort methoden dat de RID in mag zetten, de voorwaarden 
waaronder die methoden mogen worden toegepast en de personen tegen wie 
de onderzoeksmethoden worden ingezet. In dit verband dient de wetgever 
oog te hebben voor integriteitsvraagstukken die het werk van de RID met 
zich kan brengen en die niet van doen hebben met aspecten van privacy. Zo-
als al opgemerkt is de RID van oudsher immers een dienst die (ook) politiek 
getint inlichtingenwerk uitvoert. Op dat moment voert een overheidsorgaan 
onderzoek uit dat op gespannen voet kan staan met het recht op (politieke) 
vereniging, vrijheid van godsdienst en vrijheid van meningsuiting. Deze di-
mensie van het werk van de RID onderstreept de noodzaak van een wettelij-
ke regeling. Systematisch verdient het aanbeveling de voorgestelde wettelijke 
regeling te incorporeren in de Wiv. De noodzaak van een wettelijke regeling 
wordt ten slotte onderstreept door de geconstateerde afwezigheid van exter-
ne controle door de officier van justitie. 
Deze wetgeving kan onbedoeld tot gevolg hebben dat de RID op grotere 
schaal gericht informanten inzet om stelselmatig informatie in te winnen 
over individuen. Het voorgaande kan worden getypeerd als de aanzuigende 
werking van dergelijke wetgeving. Het is echter de vraag of dat ook daad-
werkelijk zo zal zijn wanneer in de wettelijke regeling wordt opgenomen dat 
de noodzaak van de inzet van een bijzondere onderzoeksmethode moet wor-
den getoetst, een voorafgaande proportionaliteits en een subsidiariteitstoets 
dus. Nadeel van deze oplossing is ten slotte dat het niet eenvoudig is in wet-
geving te vangen in welke gevallen de RID de (privacyschendende) bijzonde-
re onderzoeksmethoden in mag zetten, tegen wie ze mogen worden ingezet 
en wie beslist. Deze nadelen wegen evenwel niet op tegen het grote voordeel 
van wettelijke normering van het werk van de RID in het kader van de open-
bare orde taak: het waarborgen van het integere én rechtmatige handelen van 
dit politieonderdeel.  
13.5  SLOT 
Dit boek geeft inzicht in de relevante verschillende typen startinformatie en 
toont dat aan elk van die typen specifieke juridisch relevante bijzonderheden 
zijn verbonden en dat er bovendien allerlei vormen van in- en externe contro-
lemechanismen binnen en buiten het strafvorderlijk kader bestaan. De con-
trolemechanismen kunnen zich tot elkaar verhouden als communicerende 
vaten. Zo kunnen externe controlemechanismen elkaar onderling beïnvloe-
den en kan interne controle van invloed zijn op externe controle en kan strik-
te externe controle leiden tot het versterken van interne controle. Gevolg 
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hiervan is dat de strafvorderlijke controle op sommige typen startinformatie 
marginaal kan zijn, weliswaar afhankelijk van de wijze waarop deze infor-
matie een rol speelt in het strafproces, terwijl er bij andere vormen van start-
informatie een noodzaak kan bestaan de betrouwbaarheid en/of de rechtma-
tigheid van de verkrijging ervan in het strafproces (extensief) te toetsen ook 
al dient de informatie alleen voor de start van een opsporingsonderzoek en 
de inzet van een dwangmiddel. Waar nodig zijn, in het licht van art. 6 en art. 
8 EVRM, aanbevelingen gedaan om te komen tot het verscherpen van de 
controle en het uitbreiden van de toetsingsmogelijkheden binnen het straf-
vorderlijk kader en zijn enkele opmerkingen geplaatst om buiten dat kader 
de controle te verstevigen. Dit boek biedt hiermee een handvat voor de ver-
schillende strafvorderlijke actoren, wijst hen op bestaande verantwoordelijk-
heden als het gaat om het controleren en/of het toetsen van startinformatie en 
nodigt de wetgever uit tot het opstellen van wetgeving om op verschillende 
gebieden zoveel mogelijk de zuiverheid en rechtmatigheid van overheids-
handelen te waarborgen.  
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Startinformatie is de informatie die de politie en het OM aanleiding geven 
een strafrechtelijk onderzoek te starten. Op basis van startinformatie kunnen 
strafvorderlijke dwangmiddelen worden ingezet en startinformatie kan in 
sommige gevallen zelfs voor het bewijs worden gebruikt. Startinformatie 
wordt gedefinieerd als de al dan niet anoniem verstrekte informatie die poli-
tie en/of OM aanleiding geven tot de start van een strafrechtelijk onderzoek 
en welke informatie in het strafproces wordt betrokken om bewijsmateriaal 
te genereren dan wel zelfstandig als bewijsmiddel te fungeren. Startinforma-
tie kan direct afkomstig zijn van een particulier. De aangifte, de via MMA 
binnengekomen anonieme tip en de informatie die een particuliere recher-
cheur verstrekt aan de politie zijn voorbeelden van dergelijke startinformatie. 
Een strafrechtelijk onderzoek kan ook een aanvang nemen op grond van 
informatie van binnen- en buitenlandse (politiële) overheidsinstanties. Buiten 
de informatie van politiële inlichtingeneenheden zoals het TCI, zijn de AIVD, 
de Amerikaanse DEA en de belastingdienst voorbeelden van dergelijke in-
stanties.  
In dit boek worden de belangrijkste vormen van startinformatie bespro-
ken aan de hand van een ordening in vijf delen: startinformatie van burgers 
(deel I); politiële startinformatie (deel II), startinformatie van inlichtingen- en 
veiligheidsdiensten (deel III), buitenlandse startinformatie (deel IV) en start-
informatie van overige overheidsdiensten (deel V). In ieder deel wordt on-
derzocht op welke manier startinformatie wordt verkregen, op welke wijze 
deze wordt verstrekt aan politie en OM en hoe deze tot de start van een straf-
rechtelijk onderzoek kan leiden. Eveneens wordt ingegaan op de juridisch re-
levante bijzonderheden die verbonden zijn aan specifieke typen startinforma-
tie en welke gevaren en bezwaren bestaan ten aanzien van het vergaren van 
startinformatie en het gebruikmaken ervan in het strafproces. Veel aandacht 
wordt voorts besteed aan de interne en de externe controlemechanismen die 
binnen en buiten het strafvorderlijk kader bestaan ten aanzien van startin-
formatie. Ten slotte worden aanbevelingen gedaan om, waar nodig, te komen 
tot het verbeteren van de controlemechanismen en het uitbreiden van toet-
singmogelijkheden. Belangrijke conclusie die op basis van dit onderzoek kan 
worden getrokken is dat startinformatie niet uit de lucht komt vallen, maar 
dat hieraan in veel gevallen een (afgeschermde) fase van informatieverzame-
ling vooraf gaat waarop strafvorderlijke actoren zoals de zaaksofficier, de 
verdediging, de r-c en de zittingsrechter niet of nauwelijks zicht krijgen.  
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Zoals aangegeven wordt in dit boek ingegaan op de gevaren en de be-
zwaren die bestaan ten aanzien van het vergaren van startinformatie en het 
gebruikmaken ervan in het strafproces. In dit verband moet worden aange-
tekend dat de gevaren en bezwaren niet bij ieder type startinformatie even 
pregnant aanwezig zijn. Allereerst bestaat de kans dat, al dan niet opzettelijk, 
onjuiste startinformatie wordt verstrekt. Deze situatie kan zich voordoen op 
het moment dat startinformatie afkomstig is van een menselijke bron. Ge-
dacht kan worden aan het verstrekken van verkeerde informatie door een 
anonieme tipgever, een informant van het TCI, een informant of agent van de 
AIVD of een cooperating source van de DEA. Mocht deze onjuiste informatie 
op de vindplaats van vuurwapens zien of verband houden met een terroris-
tisch misdrijf, dan – zo wijst de praktijk uit – zullen de tactische recherche en 
de zaaksofficier zonder veel nader onderzoek snel tot strafrechtelijk ingrijpen 
willen overgaan, waardoor de privacy en/of de vrijheid van een onschuldige 
burger wordt aangetast. Onjuiste startinformatie kan als uiterst gevolg zelfs 
hebben dat een onschuldige burger wordt veroordeeld. Een valse aangifte in 
een zedenzaak kan dit gevolg meebrengen.  
Het gevaar bestaat ook dat startinformatie onrechtmatig, in strijd met art. 
6 dan wel art. 8 EVRM, is verkregen of dat het gebruik hiervan in het straf-
proces zich slecht verhoudt tot deze artikelen. Startinformatie kan bijvoor-
beeld door een overheidsinstantie op een dusdanig privacyschendende ma-
nier worden verzameld dat hier op grond van het tweede lid van art. 8 
EVRM een expliciete wettelijke grondslag noodzakelijk voor is. Deze grond-
slag ontbreekt bij de door de politie en inlichtingen- en veiligheidsdiensten 
toegepaste methodiek van datamining en is evenmin aanwezig bij de infor-
matieverzameling door de RID. In dit boek wordt duidelijk gemaakt dat 
strijd met art. 8 EVRM ook kan ontstaan doordat het gebruik van startinfor-
matie in het strafproces niet aan het uit het tweede lid van dit artikel voort-
vloeiende proportionaliteits- en/of subsidiariteitsbeginsel voldoet. Zo is be-
toogd dat het doorzoeken van een woning zonder rechterlijke betrokkenheid 
zich slecht verhoudt tot het uit het tweede lid van art. 8 EVRM voortvloeien-
de proportionaliteitsbeginsel en is de stelling ingenomen dat het uit hetzelfde 
lid voortvloeiende subsidiariteitsbeginsel kan verplichten tot het verrichten 
van aanvullend politieel betrouwbaarheidsonderzoek voorafgaand aan het 
toepassen van een dwangmiddel op basis van startinformatie. 
Het in art. 6 EVRM gewaarborgde eerlijk proces kan ook worden geraakt 
door het verkrijgen van startinformatie. Het gebruik van startinformatie van 
onder meer een particuliere rechercheur, een (politiële) inlichtingendienst of 
een buitenlandse opsporingsinstantie brengt het gevaar met zich dat gege-
vens in het strafproces worden betrokken die zijn verkregen door het schen-
den van fundamentele rechten van de latere verdachte, bijvoorbeeld door 
deze te mishandelen of anderszins onder ongeoorloofde druk te zetten ter 
verkrijging van bruikbare informatie. Hoewel mag worden verwacht dat de 
Nederlandse politie- en inlichtingendiensten zich hier niet schuldig aan ma-
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ken, kunnen de ogen niet worden gesloten voor het gegeven dat de internati-
onale (inlichtingenmatige) informatie-uitwisseling het risico meebrengt dat 
uiteindelijk (ook in Nederland) gebruik wordt gemaakt van informatie die op 
die wijze is verkregen. Dat kan zelfs zover gaan dat vragen rijzen met het oog 
op het recht om niet gefolterd of onmenselijk te worden behandeld (art. 3 
EVRM) en hierdoor (mogelijkerwijs) met het oog op het in art. 6 EVRM ge-
waarborgde recht op een eerlijk proces. 
Spanning met art. 6 EVRM kan eveneens ontstaan op het moment dat de 
startinformatie is verkregen in strijd met het instigatieverbod: het verbod om 
van overheidszijde iemand te bewegen tot een delict waarop zijn opzet nog 
niet was gericht. Een art. 6 EVRM rakend probleem ligt verder besloten in het 
vermeende achterhouden van mogelijk ontlastende informatie. Dit kan zich 
voordoen als met een beroep op het afschermingsbelang of met een verwij-
zing naar het belang van de staatsveiligheid wordt geweigerd de identiteit 
van een menselijke bron en de mogelijk bij hem aanwezige ontlastende ken-
nis prijs te geven. Het gebruiken van startinformatie van overheidsorganen 
zoals de belastingdienst kan verder op gespannen voet staan met het uit art. 
6 EVRM voortvloeiende nemo tenetur-beginsel: het (niet absolute) recht van 
een verdachte om niet verplicht te worden mee te werken aan zijn eigen ver-
oordeling. De spanning hiermee kan ontstaan op het moment dat voor de 
start van een strafrechtelijk onderzoek gebruik wordt gemaakt van informa-
tie die de verdachte in het kader van een controleonderzoek verplicht is te 
verstrekken.  
De wijze van verkrijging van startinformatie van sommige in dit boek 
aan de orde komende instanties brengen ten slotte ook gevaren en bezwaren 
met zich die enigszins los staan van het strafproces en meer van doen hebben 
met aspecten van integriteit, zuiverheid van overheidshandelen en wense-
lijkheid van het toepassen van bepaalde onderzoeksmethoden. Het gebruik 
van informatie van onder meer inlichtingen- en veiligheidsdiensten, particu-
liere rechercheurs en overheidsorganen als de belastingdienst doet bijvoor-
beeld het risico op het outsourcen van opsporingshandelingen ontstaan, in die 
zin dat politie en OM doelbewust en met het oog op het buiten toepassing 
blijven van strafvorderlijke waarborgen strafrechtelijk onderzoek uitbesteden 
aan dergelijke instanties of individuen om vervolgens van deze informatie 
gebruik te kunnen maken in het strafproces. De zuiverheid van handelen van 
politie en OM staat op dat moment op het spel. Wat betreft de wenselijkheid 
van het toepassen van onderzoeksmethoden wordt ten eerste gewezen op de 
situatie waarin een Nederlands opsporingsonderzoek start en dwangmidde-
len worden toegepast op basis van informatie die een vreemde opsporings-
autoriteit heeft verkregen door de inzet van de in Nederland omstreden fi-
guur van de criminele burgerinfiltrant. Ten tweede brengt het proces van 
datamining een bezwaar mee dat van doen heeft met algemene, een concrete 
strafzaak overstijgende, privacyaspecten. Deze methodiek heeft immers tot 
gevolg dat op grote schaal (persoons)gegevens van niet-verdachte burgers 
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worden doorgelicht door de politie en inlichtingen- en veiligheidsdiensten. 
De overheid doet op dat moment dus op grote schaal privacyschendend 
onderzoek naar niet-verdachte burgers. Integriteitsproblemen kunnen ont-
staan op het moment dat een door het TCI of de AIVD ingezette menselijke 
bron pogingen onderneemt om zijn politiële begeleiders te corrumperen, bij-
voorbeeld in die zin dat deze bron op die manier tracht (politiële) informatie 
te verkrijgen. In verband met het TCI bestaat eveneens het risico dat dit op-
sporingsinstrument door een criminele organisatie wordt gebruikt om straf-
vorderlijk optreden tegen een ander crimineel samenwerkingsverband uit te 
lokken, waardoor strafrechtelijk ingrijpen min of meer wordt geregisseerd. 
Zeker nu het merendeel van de menselijke bronnen zelf in het criminele mi-
lieu verkeren, zijn de geschetste gevaren bij het verzamelen van informatie 
door het TCI, maar bijvoorbeeld ook bij de RID, allesbehalve denkbeeldig. 
In dit boek wordt ruimschoots aandacht besteed aan de interne en de ex-
terne controlemechanismen die binnen en buiten het strafvorderlijke kader 
bestaan op startinformatie. Interne controle omvat de controle die plaats-
vindt binnen de instantie die de startinformatie vergaart. Zo wordt in het 
deel over de inlichtingen- en veiligheidsdiensten alleen de binnen de AIVD te 
doorlopen interne procedure voorafgaand aan het verstrekken van een 
ambtsbericht betiteld als interne controle. Externe controle omvat alle vor-
men van controle die daarbuiten plaatsvinden. Deze vorm van controle valt 
uiteen in de controle die buiten het strafvorderlijk kader aanwezig is en de 
controle die daarbinnen bestaat. Externe controle buiten het strafvorderlijk 
kader kan worden onderverdeeld in controle op het handelen van de ver-
strekker van startinformatie en in de controle op het handelen van de ont-
vanger van die informatie, in het bijzonder degenen die wat met die informa-
tie gaan doen (politie en OM). Het toetsen van de rechtmatigheid van het 
handelen van de AIVD door de CTIVD is een voorbeeld van externe controle 
op het handelen van de verstrekker van startinformatie. De externe buiten-
strafvorderlijke controle op het handelen van politie en OM op basis van 
startinformatie krijgt onder meer vorm door de beoordelingen van de Natio-
nale ombudsman. Hij kan immers, na een daartoe door een burger ingestelde 
klacht, gehouden zijn zich uit te spreken over de rechtmatigheid van de inzet 
van een dwangmiddel op basis van startinformatie. Strafvorderlijke controle 
wordt opgesplitst in een concrete en een abstracte variant. De normering die 
door middel van wet- en regelgeving is gecreëerd wordt als abstracte contro-
le aangemerkt. Onder concrete controle wordt verstaan de controle of toet-
sing door de politie en het OM, de r-c en de zittingsrechter, waarbij deze 
laatste in nagenoeg alle gevallen eerst tot controle overgaat op het moment 
dat de verdediging hiertoe oproept. Bij enkele typen startinformatie, bijvoor-
beeld de TCI-informatie, geldt de concrete strafvorderlijke controle gedeelte-
lijk ook als interne controle.  
Het onderzoek naar de interne en de externe controlemechanismen is re-
levant nu de geschetste gevaren en bezwaren door deze mechanismen kun-
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nen worden beteugeld. Concreet betekent dit dat de manier van verkrijgen 
van startinformatie potentieel risicovol kan zijn, terwijl dit risico vervolgens 
wordt verminderd door de interne controlemechanismen en dat dit gegeven 
weer ertoe leidt dat in mindere mate de noodzaak tot controle en toetsing 
van de startinformatie bestaat binnen het strafvorderlijk kader. Bijvoorbeeld 
kan worden gedacht aan de situatie dat de AIVD strafrechtelijk relevante 
informatie verkrijgt van een menselijke bron. Voordat deze informatie wordt 
doorgestuurd naar een lokale officier van justitie en zijn politiële onderzoeks-
team en leidt tot de start van een strafrechtelijk onderzoek, vindt een uitge-
breide interne betrouwbaarheidstoets plaats door de AIVD en toetst de lan-
delijk officier van justitie voor terrorismebestrijding de betrouwbaarheid van 
deze informatie. Het risico dat het opsporingsonderzoek in dit voorbeeld 
start en dwangmiddelen worden toegepast op basis van onjuiste informatie 
wordt door het bestaan van deze interne en externe controlemechanismen 
sterk verminderd. Dat laat onverlet dat de tactische recherche en de zaaksof-
ficier die gebruikmaken van deze informatie gehouden kunnen zijn om zelf-
standig de betrouwbaarheid van de verstrekte informatie te verifiëren. Aan 
dit onderzoek kunnen alleen minder zware eisen worden gesteld, ook door 
de zittingsrechter die achteraf, na een daartoe door de verdediging gevoerd 
verweer, een oordeel moet vellen over de rechtmatigheid van het toepassen 
van een dwangmiddel op basis van deze startinformatie. Bij de startinforma-
tie die afkomstig is van MMA ligt dit weer heel anders nu daar in het geheel 
geen interne controlemechanismen bestaan. 
In dit boek wordt ook aandacht besteed aan de controle op de rechtma-
tigheid van de verkrijging van startinformatie. Bekeken wordt welke interne 
en externe controlemechanismen er op dit punt binnen en buiten het straf-
vorderlijk kader bestaan en welke typen onrechtmatigheden zich kunnen 
voordoen. Duidelijk wordt gemaakt dat startinformatie in strijd met art. 6 en 
8 EVRM kan worden verkregen, dat de aard van de (vermeende) onrechtma-
tigheid van invloed is op de vraag of er een noodzaak bestaat om hiernaar 
binnen het strafvorderlijk kader een onderzoek in te stellen door onder meer 
de officier van justitie en de rechter en dat deze aard bovendien van invloed 
is op de omvang van de rechtmatigheidstoets. Relevante factor is ook de wij-
ze waarop de startinformatie in het strafproces wordt gebruikt; wordt het 
slechts gebruikt om een opsporingsonderzoek op te starten of wordt het ook 
betrokken in de bewijsvoering? In dit verband moet waarde worden toege-
dicht aan de interne en de externe controlemechanismen die buiten het straf-
vorderlijk kader bestaan. Het feit dat de CTIVD meerdere aspecten van de 
rechtmatigheid van het handelen van de AIVD onderzoekt, kan nu eenmaal 
van invloed zijn op de noodzaak die de strafrechter voelt om de rechtmatig-
heid van de in een ambtsbericht vervatte startinformatie te controleren. De 
manier van het beoordelen van de rechtmatigheid binnen de interne en de 
externe controlemechanismen die buiten het strafvorderlijk kader bestaan, 
kan verschillen van de rechtmatigheidstoets binnen het strafvorderlijk kader. 
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Zo bekijkt de CTIVD de rechtmatigheid van het handelen van de AIVD van-
uit het perspectief van Wiv en richt de Nationale ombudsman zich op de 
vraag of het overheidsoptreden behoorlijk was.  
Ten slotte worden in dit boek aanbevelingen gedaan om ten aanzien van 
startinformatie tot het verscherpen van de controle en het uitbreiden van de 
toetsingsmogelijkheden binnen het strafvorderlijk kader te komen. Eveneens 
worden enkele aanbevelingen gedaan die buiten dit kader vallen. Allereerst 
wordt bepleit dat scherper moet worden getoetst of startinformatie recht-
vaardiging biedt voor de inzet van strafvorderlijke dwangmiddelen. Dit is 
een pleidooi voor het verrichten van aanvullend politieel betrouwbaarheids-
onderzoek dat voorafgaat aan het toepassen van een dwangmiddel op basis 
van startinformatie. Betrouwbaarheidsonderzoek dat de startinformatie be-
vestigt of juist ontkracht. Gesignaleerd is dat geregeld te lichtvaardig wordt 
overgegaan tot het toepassen van dwangmiddel en dat vooral de zittings-
rechter onvoldoende richting geeft als het gaat om de vraag in welke geval-
len startinformatie rechtvaardiging biedt voor het toepassen van een dwang-
middel. Rekening houdend met een groot aantal factoren (waaronder het 
strafbare gedrag waar de startinformatie op ziet, de urgentie van spoedig 
strafvorderlijk optreden en de vraag of er een interne betrouwbaarheidstoets 
bestaat ten aanzien van de startinformatie) dienen de strafrechtelijke actoren 
– zoals de tactische recherche en de zaaksofficier, de r-c en de zittingsrechter 
– te beoordelen of, en zo ja in welke mate de noodzaak van een betrouw-
baarheidstoets bestaat en wat de omvang hiervan moet zijn. Hoofdregel be-
hoort te zijn dat, vooraleer tot de inzet van een strafvorderlijk dwangmiddel 
over kan worden gegaan, er voor de tactische recherche altijd ten minste een 
inspanningsverplichting bestaat om startinformatie bevestigd te krijgen met 
aanvullende onderzoeksgegevens die bovendien betrekking hebben op het 
strafbare gedrag waarop de startinformatie ziet. Van deze hoofdregel kan 
echter worden afgeweken. Bijvoorbeeld als er een interne betrouwbaarheids-
toets bestaat en de aard van de informatie oproept tot spoedig strafvorderlijk 
optreden. Van de hoofdregel kan ook worden afgeweken als er geen moge-
lijkheden zijn om aanvullend betrouwbaarheidsonderzoek te verrichten. In 
dit verband kan worden gedacht aan de situatie dat een anonieme tipgever 
wijst op de aanwezigheid van een vuurwapen op een zolder. De inspan-
ningsverplichting kan echter ook veranderen in een resultaatsverplichting. 
Deze situatie doet zich voor op het moment dat bij de politie anonieme start-
informatie binnenkomt waarvan bekend is dat deze intern niet op betrouw-
baarheid is getoetst en er bovendien geen noodzaak tot spoedig strafvorder-
lijk optreden bestaat. In dit verband kan worden gedacht aan het voorbeeld 
van een tip over een hennepkwekerij. De rechtmatigheid van de inzet van 
een dwangmiddel hangt in dat geval nauw samen met de vraag of bevesti-
ging van de startinformatie is gevonden in de resultaten van aanvullend be-
trouwbaarheidsonderzoek dat vooraf is gegaan aan de inzet van een dwang-
middel. Komt anonieme startinformatie binnen bij de politie die niet intern 
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op betrouwbaarheid is getoetst, dan moet bovendien altijd de r-c worden 
betrokken bij de inzet van dwangmiddelen die diep ingrijpen in het leven 
van een burger zoals de doorzoeking van een woning. 
Ten tweede wordt aanbevolen een uniforme procedure voor de toetsing 
van de rechtmatigheid van anonieme startinformatie te creeren. Onder ande-
re het TCI, de RID en de AIVD verstrekken startinformatie op een geanoni-
miseerde manier. Zichtbaar is geworden dat de rechterlijke controle op de 
rechtmatigheid op dit punt tekort kan schieten. In dit boek wordt duidelijk 
gemaakt dat meerdere factoren de effectiviteit van deze rechtmatigheidstoets 
kunnen frustreren, waarbij als voorbeeld wordt gewezen op de opstelling 
van de autoriteit die startinformatie verstrekt. Deze factoren doen zich in de 
regel voor bij de anonieme typen startinformatie. Bovendien is gebleken dat 
het huidige wettelijke instrumentarium niet voldoet en gefragmenteerd is. 
Dit is een onwenselijk situatie, zeker als wordt bedacht dat een uiterst gevolg 
hiervan kan zijn dat in het strafproces een schending van art. 6 EVRM, en 
eventueel ook van art. 3 EVRM, niet aan het licht komt. Gelet op het voor-
gaande wordt aanbevolen een uniforme rechterlijke procedure te creëren 
voor het toetsen van anonieme startinformatie. Hiertoe kan worden overge-
gaan op het moment dat een rechtmatigheidsonderzoek ter zitting niet het 
(door de verdediging) beoogde resultaat oplevert, terwijl er wel twijfels blij-
ven bestaan over de rechtmatigheid van de verzameling van informatie. In 
die situatie kan de zittingsrechter de r-c inschakelen. De voorgestelde uni-
forme procedure dient er als volgt uit te zien. Na verwijzing door de zittings-
rechter treedt de procedure in, waardoor de r-c de mogelijkheid krijgt in de 
beslotenheid van zijn kabinet de rechtmatigheid van de verkrijging van de 
anonieme startinformatie effectief te toetsen. Ook in deze fase bij de r-c kan 
worden gedacht aan het inschakelen van een extern buitenstrafvorderlijk 
controleorgaan, zoals de CTIVD in relatie tot de AIVD, om effectief vorm te 
geven aan deze rechterlijke toets. Deze procedure kan ook worden ingeroe-
pen om de betrouwbaarheid van dergelijke informatie te toetsen. Wettelijke 
verankering van deze procedure kan worden gevonden in een uitbreiding 
van art. 177a Sv in combinatie met het geven van een ruimer bereik aan de 
afgeschermde getuigenregeling van art. 226m tot en met art. 226s Sv. Voordat 
de r-c overgaat tot het toepassen van deze procedure kan hij het spoor be-
wandelen van het uitvoeren van een getuigenverhoor in combinatie met het 
toepassen van de verruimde mogelijkheden van art. 187d Sv. Mocht dat tot 
niets leiden of op voorhand al zinloos lijken, bijvoorbeeld door de opstelling 
van de informatieverstrekkende autoriteit, dan kan hij in de tweede plaats 
een afgeschermd getuigenverhoor gelasten. Om deze rechtmatigheidstoets 
effectief te laten zijn moet de afgeschermde getuigenregeling wel op twee 
punten worden gewijzigd. De r-c moet ten eerste degene zijn die bepaalt of 
het afgeschermde getuigenverhoor aan het dossier wordt toegevoegd en ten 
tweede dient de r-c een uitdrukkelijk geformuleerd recht op inzage in de on-
derzoeksgegevens van de informatieverstrekkende autoriteit te krijgen. Al-
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dus wordt een effectieve rechterlijke rechtmatigheidstoets mogelijk gemaakt 
binnen het strafvorderlijk kader.  
Ten derde wordt aanbevolen de strafvorderlijke wetgeving op punten 
aan te scherpen. Gelet op de jurisprudentie van het EHRM, het hierin tot uit-
drukking komende belang van voorafgaande rechterlijke controle als het gaat 
om overheidsoptreden in woningen van burgers in combinatie met de sys-
tematiek van de Nederlandse wetgeving wordt voorgesteld art. 49 WWM en 
art. 9 Ow te wijzigen in die zin dat een voorafgaande machtiging van de  
r-c moet worden verkregen op het moment dat op basis van de genoemde 
wettelijke bepalingen de noodzaak bestaat een woning te betreden en/of te 
doorzoeken. Eveneens wordt aanbevolen wetgeving voor het proces van 
datamining te creëren. De wetgever wordt uitgenodigd zich uit te laten over 
de wijze waarop datamining mag worden ingekleed, welke overheidsfuncti-
onaris hiertoe kan beslissen en de voorwaarden waaronder het proces van 
datamining door de politie mag worden toegepast. De wetgever moet in dat 
verband oog hebben voor de integriteitsvraagstukken die datamining (in de 
toekomst) met zich kan brengen. In het wetgevingsproces kan aansluiting 
worden gezocht bij de bestaande regeling van het verkennend onderzoek 
van art. 126gg Sv eventueel in combinatie met de systematiek van art. 126nd 
e.v. Sv in die zin dat bij ingrijpende vormen van datamining het vereiste van 
een machtiging van de r-c kan worden gesteld. 
Buiten het strafvorderlijk kader wordt aanbevolen om wetgeving te cre-
eren voor de RID in de uitvoering van de openbare orde-taak en om toe-
zichtscommissies in het leven te roepen voor alle Nederlandse inlichtingen-
diensten. Om op dit laatste door te gaan, wordt in dit boek beschreven dat 
het handelen van de AIVD en de MIVD onder controle staat van de CTIVD. 
Voor het TCI en de RID in het kader van de openbare orde taak bestaat deze 
externe controle niet. Dat is opmerkelijk nu deze diensten eveneens inlichtin-
genwerk verrichten dat omgeven is met gevaren op het gebied van de inte-
griteit en de zuiverheid van overheidshandelen en zich, in het geval van de 
RID, bovendien kan uitstrekken tot zeer gevoelige onderwerpen. De argu-
menten die bestaan om ten aanzien van de AIVD en de MIVD een toezichts-
commissie te creëren, gelden in grote lijnen dus ook voor het TCI en de RID. 
Voorgesteld wordt om voor het TCI een geheel nieuwe toezichtscommissie in 
het leven te roepen, terwijl wordt aanbevolen het inlichtingenmatige werk 
van RID in het geheel onder het bereik van de bestaande CTIVD te brengen. 
Een toezichtscommissie is beter dan een officier van justitie, r-c en/of zittings-
rechter in staat om bepaalde knelpunten wat betreft de rechtmatigheid van 
het handelen van inlichtingendiensten en de integriteit van deze overheids-
organen in zijn geheel te signaleren. De signaalfunctie van toezichtscommis-
sies kan weer leiden tot het aanscherpen van werkwijzen of het concipiëren 
van nieuwe wet- en regelgeving.  
Ten slotte wordt aangetekend dat dit boek het fenomeen startinformatie 
in zijn geheel bekijkt en laat zien op welke manier al dan niet anonieme start-
Samenvatting 363 
 
――― 
 
 
informatie wordt verzameld, dat gevaren en bezwaren die hiermee samen 
kunnen hangen bloot worden gelegd, inzicht wordt gegeven in de juridisch 
relevante bijzonderheden van specifieke typen startinformatie en duidelijk 
wordt gemaakt dat op veel punten ruimte voor nuance en verschil bestaat in 
de noodzaak van het toetsen van de betrouwbaarheid en de rechtmatigheid 
van de verkrijging van startinformatie. Waar nodig worden aanbevelingen 
gedaan om de controle op de instanties die startinformatie verstrekken aan te 
scherpen en de toetsing van startinformatie in het strafproces te verbeteren. 
Ook worden de verantwoordelijkheden die in relatie tot startinformatie be-
staan voor strafvorderlijke actoren zoals de politie, de (zaaks)officier van 
justitie, de verdediging, de r-c en de zittingsrechter benoemd en wordt hen 
een handvat geboden om op een zuivere manier om te gaan met de verschil-
lende facetten van het fenomeen startinformatie. Kortom, dit boek biedt een 
inkijk in de wereld van de informatievergaring die vooraf gaat aan de start 
van een strafrechtelijk onderzoek en bekijkt in de breedste zin van het woord 
de weerslag die startinformatie heeft op het Nederlandse strafproces.  
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Initial information is information that prompts the police and the Public 
Prosecution Service to start a criminal investigation. Based on initial informa-
tion the prosecution may take ‘coercive measures’ and, in some cases, initial 
information may even be used as evidence. Initial information whether or not 
given anonymously to the police and the Public Prosecution Service, is de-
fined as information used to start a criminal investigation and information 
which is brought into the criminal proceedings either to generate evidence or 
to use as evidence itself. Initial information can originate directly from a pri-
vate citizen. Reporting information to the police, giving an anonymous tip 
via the Dutch Crime Stopper program MMA and information given by a 
private detective to the police are all examples of such initial information. 
Criminal investigations may also be started on the basis of information ob-
tained from domestic and foreign (police) authorities. In addition to informa-
tion from police intelligence units such as the TCI, examples of such authori-
ties are the Dutch Central Intelligence and Security Service AIVD, the Ameri-
can Drug Enforcement Administration DEA and the Tax and Customs Ad-
ministration.  
In this book, we review the most important types of initial information. 
These types of initial information are classified in five sections: initial infor-
mation from private citizens (Section I); initial information from the police 
(Section II); initial information from the intelligence and security services 
(Section III): initial information from foreign sources (Section IV) and initial 
information from other public services (Section V). In each section, we exam-
ine how initial information is obtained, how it is provided to the police and 
the Public Prosecution Service and how this can lead to the start of a criminal 
investigation. Also we discuss legally relevant details related to specific types 
of initial information and the risks and objections posed by the gathering of, 
and the use of, initial information in criminal proceedings. We pay a great 
deal of attention to existing internal and external control mechanisms within 
and outside the criminal procedural framework as it pertains to initial infor-
mation. Finally, we make recommendations on improving control mecha-
nisms and expanding review options, where necessary. An important con-
clusion on the basis of this study is that initial information does not appear 
out of thin air, but in many cases is preceded by a phase in which intelligence 
gathering is mostly or completely shielded from the parties involved in the 
prosecution such as the public prosecutor handling the case, the defence, the 
examining judge and the trial judge.  
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As mentioned, in this book we discuss the risks and objections in gather-
ing initial information and its application in criminal proceedings. In this 
respect, we need to point out that the risks and objections are not patently 
obvious for every type of initial information. In the first place, it is possible 
that incorrect initial information is supplied, whether intentionally or not. 
This can happen when the source of the initial information is a person. This 
may be incorrect information from an anonymous tipster, a TCI informer, an 
informer or officer of the AIVD or a cooperating source from the DEA. 
Should this incorrect information pertain to the location of fire arms or relate 
to a terrorist crime, the tactical criminal investigation team and the public 
prosecutor handling the case, will want to act quickly without too much fur-
ther investigation, which affects the privacy and/or freedom of innocent citi-
zens. Ultimately, incorrect initial information may even lead to the conviction 
of innocent citizens. False reporting in sex cases can have this consequence.  
There is also the risk of initial information having been obtained unlawfully, 
in breach of art. 6 or art. 8 of the European Convention on Human Rights 
(ECHR), or that its use in criminal procedures causes friction with these arti-
cles. For instance, when initial information gathering by the authorities is of 
such nature that a clear violation of privacy is present, art. 8, 2 ECHR re-
quires an explicit legal basis. The methodology for data mining applied by 
the police and the intelligence and security services lacks such a basis as does 
information gathering by the Regional Intelligence Service RID. It is ex-
plained in the book that breach of art. 8 ECHR can also arise when the use of 
initial information in criminal proceedings does not comply with the propor-
tionality principle and/or subsidiarity principle in accordance with the sec-
ond paragraph of this article. Carrying out a house search without the court's 
involvement, it is argued, does not work well with the proportionality prin-
ciple ensuing from the second paragraph of art.8 ECHR and the subsidiarity 
principle ensuing from the same paragraph can make an additional reliability 
review by the police mandatory prior to the use of coercive measures on the 
basis of initial information.  
A guaranteed fair trial as per art. 6 ECHR can also be affected by the ini-
tial information. Use of initial information by a private detective, a police 
intelligence service or foreign investigation authority, carries with it the risk 
of adding information to the criminal proceedings which has been obtained 
in violation of the accused's fundamental rights, for instance through abuse 
or by otherwise putting unlawful pressure on him in order to obtain useful 
information. Although we may expect the Dutch police and intelligence ser-
vices not to engage in such practices, we cannot close our eyes to the fact that 
international information exchange related to intelligence ultimately carries 
the risk, including in the Netherlands, of using the information obtained in 
this manner. As a result questions may arise regarding a person's right not to 
be tortured nor to be treated inhumanely per art.3 ECHR and as a result also 
regarding the guaranteed right to a fair trial as per art. 6 ECHR. 
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There can also be friction with art. 6 ECHR when the initial information 
is obtained in breach of the instigation prohibition which prohibits the au-
thorities from inciting a person to commit a crime which he did not yet have 
any intention to commit. Furthermore, a problem touching on art. 6 ECHR is 
implied in the alleged withholding of potentially exculpatory information. 
This can occur when revealing the identity of the source and the potentially 
exculpatory information he may hold is denied in the interest of protecting 
initial information or by referring to State security. The use of initial informa-
tion from the authorities such as the Tax and Customs Administration may 
furthermore be strained by the Nemo Tenetur Principle resulting from art. 6 
ECHR: the accused's right, which is not an absolute right, against self-in-
crimination. The friction with this principle may occur when the information 
that the accused is obliged to provide in the framework of an audit by the tax 
authorities is used as initial information.  
The way some authorities mentioned in this book acquire initial informa-
tion also involves risks and objections which although not directly connected 
to criminal proceedings do concern aspects of integrity, public authorities 
acting honestly and the preference for certain investigation methods. Using 
information from intelligence and security services, private detectives and 
public authorities such as the Tax and Customs Administration, for instance, 
can lead to the risk of outsourcing investigative activities to the extent that 
the police and Public Prosecution Service intentionally and with a view to 
excluding criminal procedural guarantees, outsource the criminal investiga-
tion to such bodies or individuals in order to subsequently use such informa-
tion in criminal proceedings. What is at stake is the integrity of the actions of 
the police and the Public Prosecution Service. With respect to the use of in-
vestigation methods, we will firstly point to how a Dutch criminal investiga-
tion is started and how coercive measures are applied based on the intelli-
gence information obtained from foreign intelligence authorities by using a 
criminal civilian infiltrator, which in the Netherlands is a controversial con-
cept. Secondly, the process of data mining entails drawbacks concerning gen-
eral privacy aspects, which transcend a particular criminal case. This meth-
odology results in the screening of personal information of innocent citizens 
on a grand scale by the police and the intelligence and security services. In-
tegrity problems occur when a human source, used by the TCI or the AIVD, 
attempts to corrupt his police supervisors by, for instance, trying to obtain 
information from the police. In relation to the TCI, there is also the risk that 
such investigative tools are used by a criminal organisation to solicit a crimi-
nal procedure against another criminal organisation, in order to, more or less, 
direct an intervention leading to criminal proceedings. This is certainly the 
case when most human sources are themselves part of the criminal world 
and the risks outlined are real when information is gathered by the TCI, or 
for that matter by the RID. 
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This book deals extensively with internal and external control mecha-
nisms within and outside the criminal procedural framework with regard to 
initial information. Internal control encompasses checks and balances on 
initial information within the authority that gathers it. For instance, in the 
section that deals with intelligence and security services, only the internal 
procedure that has to be followed within the AIVD preceding the supply of 
an official report, is called internal control. External control encompasses all 
other types of control. For this type of control we can make a distinction be-
tween control outside the criminal procedural framework and control within 
the criminal procedural framework. External control outside the criminal 
procedural framework can be subdivided into control over the actions of the 
provider of initial information and control over the actions of the recipient of 
this information, in particular those who are going to use the information 
namely the police and Public Prosecution Service. The review of the lawful-
ness of the AIVD's actions by the Intelligence and Security Services Supervi-
sory Committee CTIVD is an example of external control over the actions of 
the provider of initial information. For instance, external control outside the 
criminal procedural framework of the actions of the police and Public Prose-
cution Service based on initial information is embodied in reviews from the 
National Ombudsman. After a complaint by a private citizen, the ombuds-
man may have to decide on the lawfulness of the use of coercive measures 
based on initial information. Criminal procedural control has two variations: 
a concrete one and an abstract one. The norms created through legislation 
and regulatory measures are considered abstract control. Concrete control 
comprises control or review by the Police and the Public Prosecution Service, 
the examining judge and the trial judge. In almost all cases the trial judge will 
only start a review at the request of the defence. For some types of initial 
information, for instance TCI information, concrete criminal procedural con-
trol will also partly act as internal control.  
Reviewing internal and external control mechanisms is relevant since the 
risks and objections outlined can be restrained by these mechanisms. In real 
terms this means the way in which initial information is obtained carries a 
potential risk. Whilst this risk subsequently can be lessened through internal 
control mechanisms, this fact also causes a diminishing need for control and 
review of initial information within the criminal procedural framework. We 
can, for instance, imagine a situation in which the AIVD acquires criminally 
relevant information from a human source. Prior to forwarding this informa-
tion to a local prosecutor and his police investigation team, which would lead 
to the start of a criminal investigation, the AIVD will first perform an exten-
sive internal reliability review and the national public prosecutor in charge of 
combatting terrorism will review this information for reliability. In this ex-
ample, the risk in initiating a criminal investigation and applying coercive 
measures on the basis of incorrect information is vastly diminished by these 
internal and external control mechanisms. This does not mean the tactical 
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investigation team and the public prosecutor handling the case would not be 
bound to independently verify the reliability of the information provided. 
However, the requirements for such review are less strenuous. This also 
applies to the trial judge who, after a plea by the defence, subsequently 
would have to render a decision on the lawfulness of the use of coercive 
measures based on this initial information. When initial information comes 
from the MMA, the situation is completely different because internal control 
mechanisms do not exist there. 
The book also presents a review of the lawful acquisition of initial infor-
mation. We look at the existing internal and external control mechanisms 
within and outside the criminal procedural framework and which types of 
unlawful activities can occur. The book explains that initial information can 
be obtained in breach of art. 6 and art. 8 ECHR, that the kind of alleged 
unlawful activity influences whether there is a need for an investigation 
within the criminal procedural framework by the Public Prosecutor and the 
court and, moreover, that this kind of unlawful activity influences the scope 
of the review. A relevant factor is also the manner in which initial informa-
tion is used in criminal proceedings: is it only used to start up an investiga-
tion or is it also used for evidentiary purposes? In this respect, there is great 
value in internal and external control mechanisms existing outside the crimi-
nal procedural framework. The fact that the CTIVD reviews a number of 
aspects regarding the lawfulness of AIVD's actions can, simply put, have an 
impact on the criminal court’s decision to review whether or not the initial 
information as per the official report was obtained lawfully. The way lawful-
ness is reviewed within internal and external control mechanisms outside the 
criminal procedural framework, can however be different from a review 
within the criminal procedural framework. For instance, the CTIVD looks at 
the lawfulness of AIVD's actions from the perspective of the Intelligence and 
Security Services Act WIV and the national Ombudsman looks at the ques-
tion as to whether the authorities acted in a proper manner.  
Finally the book makes recommendations for tightening the controls on 
the initial information and for expanding the review options within the 
criminal procedural framework. Furthermore, the book makes some recom-
mendations that fall outside this framework. Firstly, it advocates a more 
strenuous test as to whether initial information justifies the use of coercive 
measures by the prosecution. This is a plea for the police to carry out an addi-
tional reliability review prior to the use of coercive measures based on initial 
information; a reliability review that confirms or negates the initial informa-
tion. We have pointed out that on a regular basis coercive measures are ap-
plied too easily and that in particular the trial judge gives insufficient direc-
tion when it comes to the question of whether initial information justifies the 
use of coercive measures. Taking into account a number of factors including 
the criminal behaviour to which the initial information pertains, the urgency 
for quick action by the prosecution plus whether an internal reliability test 
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for initial information exists, the acting parties in the criminal proceedings 
namely the tactical investigation team of the police and the public prosecutor, 
the examining judge and the trial judge need to make an assessment as to 
whether and if so, to what extent, there is a need for a reliability test and how 
extensive this test should be. The main rule has to be that before the prosecu-
tion applies coercive measures, the tactical investigation team always has an 
obligation to perform to the best of its ability to corroborate the initial infor-
mation with additional information with respect to the criminal behaviour to 
which the initial information pertains. However deviation from the main rule 
is possible, for example, when an internal reliability review is available and 
the nature of the information demands quick action by the prosecution. De-
viation from the main rule can also happen when it is not possible to perform 
an additional reliability review. Here we can think of a situation where an 
anonymous informer points to the presence of a firearm in an attic. The obli-
gation to perform to the best of one's ability can however become an obliga-
tion to produce a certain result. This happens when the police obtain anony-
mous initial information which they know has not been tested for reliability 
and there is no need for quick action by the prosecution. In this instance 
think of the example of an anonymous tip-off regarding a cannabis nursery. 
Whether coercive measures were legally used is then closely related to the 
question whether corroboration of initial information was found in the re-
sults from an additional reliability review preceding the use of coercive 
measures. In the event that the police receive anonymous information, the 
reliability of which has not been tested internally, there is an additional re-
quirement that the examining judge always should be involved when coer-
cive measures that can seriously affect someone's life are used, for example in 
a house search. 
Secondly the book recommends the creation of a uniform procedure for 
testing the lawfulness of anonymous initial information. The TCI, RID and 
AIVD provide anonymous initial information in this manner. What has be-
come apparent is that judicial control with respect to lawfulness can be insuf-
ficient. The book explains that several factors can frustrate the effectiveness 
of this lawfulness review for example the position of the authority supplying 
the initial information. These factors usually occur in anonymous types of 
initial information. Moreover it has become apparent that the current legal 
instruments are insufficient and fragmented. This is an undesirable situation 
especially when one takes into consideration that ultimately a breach of art.6 
ECHR, and possibly also art.3 ECHR, would not come to light in the criminal 
proceedings. In view of the above we recommend the creation of a uniform 
judicial procedure to review anonymous initial information. This can be initi-
ated by the defence at the trial when the investigation into the lawfulness of 
anonymous initial information fails to lead to the intended result, whilst 
doubts remain concerning whether the information was obtained lawfully. In 
that instance the trial judge can call in the assistance of the examining judge. 
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The proposed uniform procedure needs to be as follows: after referral by the 
trial judge the procedure starts, so that the examining judge, in the privacy of 
his office, can effectively review whether or not anonymous initial informa-
tion was obtained lawfully. When the case is with the examining judge, em-
ploying an external review body outside the prosecution to effectively im-
plement such judicial review, such as exists in the case the CTIVD in its rela-
tion to the AIVD, is an option. This procedure can also be used to test the 
reliability of such information. This procedure is legally enshrined by an 
expansion of art. 177a of the Dutch Code of Criminal Procedure in combina-
tion with a broader interpretation of the provisions of art. 226m through 226s 
concerning the provision on protected witnesses. The examining judge, prior 
to beginning this procedure, can start examining a witness in conjunction 
with the application of the extended options laid out in art. 187d Dutch Code 
of Criminal Procedure. If he is unsuccessful or the chance of success is dim 
from the outset because of the position of the authority supplying the infor-
mation, he can subsequently order that the witness examination be shielded. 
In order for the review into the lawfulness to be effective the shielded wit-
ness examination needs to be amended in two areas. In the first place the 
examining judge has to be the one to decide whether to add the shielded wit-
ness examination to the dossier and secondly there has to be a clear state-
ment of the examining judge’s entitlement to inspect the investigative infor-
mation from the authority providing it. This paves the way for an effective 
review into the lawfulness within the criminal procedural framework.  
Thirdly we recommend tightening the criminal procedural legislation in 
certain areas. In view of the European Court of Human Rights case law, in 
which the importance of prior judicial review is expressed when it concerns 
acts by the authorities in private homes, in combination with the Dutch legis-
lative system, we propose amending art. 49 of the Weapons and Ammunition 
Act and art.9 of the Opium Act to the extent that prior authorisation by the 
examining judge be obtained when, based on the above statutory provisions, 
there is a need to enter and/or search private homes. Furthermore, we recom-
mend creating legislation for the data mining process. The legislature is in-
vited to express its view on how data mining may be defined, which govern-
ment official should be authorised in this matter and under which circum-
stances the police would be permitted to apply the process of data mining. In 
this respect the legislature needs to pay attention to questions of integrity 
that, in the future, will effect data mining. In the legislative process a connec-
tion can be made to the existing provision of art. 126gg of the Dutch Code of 
Criminal Procedure which deals with the exploratory investigation, if neces-
sary in conjunction with the system laid out in art. 126nd and following, such 
that serious cases of data mining require the authorisation of the examining 
judge.  
Outside the criminal procedural framework we recommend the creation 
of legislation for the RID enabling it to execute its public order function and 
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the creation of supervisory committees for all Intelligence Services in the 
Netherlands. Further to this last issue the book describes that the AIVD's 
actions are supervised by the CTIVD. Such external control does not exist for 
the TCI and the RID. This is remarkable since these services also perform 
intelligence activities which carry risks in the area of integrity and honesty by 
the authorities and which, in the case of the RID, can pertain to highly sensi-
tive topics. The arguments for creating a supervisory committee for the AIVD 
and the Military Intelligence and Security Service MIVD are to a large extent 
also applicable to the TCI and the RID. We propose that a brand new super-
visory committee be created for the TCI and recommend that the RID activi-
ties, in as far as intelligence is concerned, be placed entirely under the super-
vision of the CTIVD. A supervisory committee, more than a public prosecu-
tor, examining judge and/or trial judge, is better able to identify certain prob-
lem areas as to whether Intelligence Services acted within the law and vis-a-
vis the integrity of these government bodies as a whole. The role of a super-
visory committee in identifying such concerns can in turn lead to a tightening 
or a drafting of new legislation.  
In conclusion, this book looks at initial information in its entirety and 
shows how initial information is gathered, whether anonymous or not, and it 
exposes the associated potential risks and objections, thereby giving the 
reader an understanding of the legally relevant details of specific types of ini-
tial information. It explains that in many areas there is room for nuance and 
distinction where it is necessary to review the reliability and lawfulness in 
obtaining initial information. The book makes recommendations, where nec-
essary, for tightening the control on authorities that supply initial informa-
tion and for improving the review of initial information in criminal proceed-
ings. Furthermore, we mention the responsibilities related to initial informa-
tion for the parties involved in the criminal procedure like the police, the 
public prosecutor in the case, the examining judge and the trial judge and 
they are given a handle to deal with the various aspects of initial information 
in an honest manner. In brief, the book gives insight into the world of infor-
mation gathering preceding the start of a criminal investigation and looks at 
the impact of initial information on the criminal proceedings in the Nether-
lands in the broadest sense.  
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