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1. DESCRIPCIÓN DEL PROYECTO 
 
 
 
1.1. PLANTEAMIENTO DEL PROBLEMA 
 
En el mundo actual la Tecnología de la Información (TI) se ha convertido en una 
herramienta de gran utilidad para las organizaciones. Desde el almacenamiento de 
datos hasta la realización de grandes transacciones económicas son realizadas a 
través de medio digital. Sin embargo, en toda organización tienden a darse las 
temidas “fallas del sistema” debido a estas fallas las interrupciones en los servicios 
de TI pueden afectar negativamente las organizaciones y su flujo normal de 
trabajo. 
 
En las organizaciones los departamentos de TI o de Sistemas realizan la 
gestión de la infraestructura y de las inversiones en tecnología que puede 
alcanzar los varios millones de dólares al año. En la Universidad del 
Magdalena la gestión de los recursos de TI es realizada por la Oficina Asesora 
de Nuevas Tecnologías. La dependencia de nuevas tecnologías tiene como fin 
la asesoría en cuanto a la creación, diseño,  implementación, desarrollo y 
mejoramiento de los planes, programas y proyectos de sistematización y 
modernización tecnológica institucional, así como asistir los procesos de 
adaptación, transferencia,  innovación y aplicación de tecnologías para el 
desarrollo académico y administrativo. todo lo anterior con el objetivo de 
integrar funcionalmente las dependencias, brindar apoyo logístico y orientar la 
organización hacia los sistemas y la calidad total1 
 
Frente a los incidentes los usuarios en la Universidad del Magdalena proceden 
así: 
• En los casos de incidentes con el hardware, los usuarios realizan una 
solicitud a la dependencia de Servicios Generales2 mediante formato 
diseñado para tal fin. 
• Cuando el incidente es de software, los usuarios realizan una solicitud 
de solución de incidentes a la dependencia de Nuevas Tecnologías 
                                                 
1 Fuente. Oficina Asesora de Nuevas Tecnologías Universidad del Magdalena. 
2 La dependencia de Servicios Generales tiene como misión administrar en forma eficiente y oportuna la 
infraestructura de la institución proporcionando ambientes seguros y agradables a la comunidad 
universitaria para que sus actividades de docencia, investigación y extensión sean las más adecuadas. 
Fuente: www.unimagdalena.edu.co/serviciosgenerales 
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mediante llamada telefónica, correo electrónico o personalmente en las 
instalaciones de la dependencia o de sus oficinas adscritas. 
En ambos casos la solución de la solicitud se realiza de acuerdo a la 
disponibilidad de personal. La dependencia de nuevas tecnologías cuenta con 
2 practicantes del programa de Ingeniería de Sistemas y un técnico. La 
dependencia de Servicios Generales cuenta con un técnico. 
 
La oficina Asesora de Nuevas Tecnologías ha recibido entre los meses de 
Mayo y Agosto de 2007 un total de 266 solicitudes entre software, 
infraestructura y reparación de infraestructura. De las cuales, 20 solicitudes 
tienen mas de 120 días sin resolverse. 142 solicitudes se solucionaron el 
mismo día de la petición, cabe anotar que 68 de estas fueron solicitudes de 
acceso a la red inalámbrica del Campus. 9 solicitudes fueron resueltas en días 
posteriores a su petición. De 95 de las solicitudes no se tiene datos del periodo 
de solución. 
 
La dependencia de Servicios Generales lleva registros de los incidentes 
reportados en papel lo que hace muy difícil calcular estadísticas de la gestión 
que ellos realizan. 
 
Algunos de los inconvenientes en la utilización de este método de solución de 
incidentes son: 
• Fallas en el sistema de monitoreo y registro de incidentes. 
• No hay control frente a casos triviales que pueden ser resueltos sin el 
desplazamiento de personal. 
• No existe almacenamiento o registro de la experiencia en la solución de 
incidentes para futuros requerimientos similares. 
• No se cuenta con una métrica del grado de satisfacción del usuario. 
• La universidad del Magdalena cuenta con sede en diversos lugares de la 
ciudad, esta situación dificulta la solución de los incidentes reportados. 
Lo expuesto lleva a la pregunta, ¿De qué forma se implementarían buenas 
prácticas de gestión de los servicios de TI en la Universidad del Magdalena? 
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1.2. OBJETIVOS 
 
 
1.2.1 Objetivo General.  
 
Diseñar un Service Desk y de Gestión de Incidentes de TI en la Universidad del 
Magdalena, de acuerdo a los lineamientos de ITIL, para mejorar los tiempos de 
atención de Incidentes y de continuidad del servicio. 
 
1.2.2 Objetivos Específicos.  
Los objetivos a desarrollar en la Universidad del Magdalena son: 
 
• Modelar el proceso de atención de incidentes de la Universidad y las 
recomendaciones sugeridas por ITIL, para plantear un modelo enfocado a 
ITIL según las necesidades de la Universidad, utilizando la metodología 
BPMN. 
• Especificar el tipo de Service Desk acorde a las necesidades de la 
Universidad definiendo además, políticas, niveles de servicio y protocolos 
para el registro y resolución de incidentes. 
• Definir los requerimientos de plataforma tecnológica y brindar opciones de 
software para la administración del Service Desk y de la Gestión de 
Incidentes. 
 
• Desplegar en producción un software para el registro y control de Incidentes 
a un grupo de usuarios. 
 
1.3. ESTADO DEL ARTE 
 
 
Las recomendaciones de ITIL fueron desarrolladas en los años 1980 por la Central 
Computer and Telecommunications Agency (CCTA) del gobierno británico como 
respuesta a la creciente dependencia de las tecnologías de la información y al 
reconocimiento de que sin prácticas estándar, los contratos de las agencias 
estatales y del sector privado creaban independientemente sus propias prácticas 
de gestión de TI y duplicaban esfuerzos dentro de sus proyectos TIC, lo que 
resultaba en errores comunes y mayores costos. ITIL aunque fue desarrollada 
durante los años 1980, no fue sino hasta mediados de los años 1990 que fue 
ampliamente adoptada, en la tabla 1. Se pueden apreciar los proyectos 
relacionados con la implementación de ITIL. 
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Tabla 1. Proyectos Relacionados con la Implementación de ITIL. 
Proyecto Implantación ITIL 
Organización Telefónica S.A. 
Implantador Grupo Interno 
Resultados obtenidos  
? En el año 2005 el 95% de los incidentes de los 
usuarios, pudo resolverse mediante el uso de 
una plataforma Web para autoservicio 
 
 
Proyecto Implantación ITIL 
Organización Boehringer Ingelheim 
Implantador Abast Group3 
Resultados obtenidos  
? Formalizar los procesos del Information 
Systems Department (IS), facilitar que todo el 
personal de IS trabaje unificada y 
conjuntamente en la provisión y el soporte de 
los servicios para sus clientes.  
? Proporcionar información de gestión a los 
directivos de IS.  
? Mejorar la calidad de los servicios que este 
departamento proporciona a sus clientes.  
? Controlar los costes asociados.  
? Crecer sólidamente mediante servicios 
basados en principios metodológicos y de 
calidad acordes con los requerimientos de la 
compañía. 
? Avanzar en el camino de la gestión de calidad 
y Total Quality Management (TQM). 
? Obtener información sobre el funcionamiento 
del departamento de IS útil para dirección. 
 
 
Proyecto Implantación ITIL 
Organización Universidad del Melbourne 
Director Proyecto IT Landscape Study 
Resultados obtenidos  
? Directorio de Servicios prestados por la 
institución. 
? Punto de referencia para dialogo y discusión 
estructuradas con proveedores 
(internos/externos) de servicios. 
? Base para la toma de mejores decisiones 
acordes a las necesidades de la institución. 
? Identificación de asuntos priorizados dentro de 
procesos, también personas y componentes 
tecnológicos en los servicios de información. 
? Formular y entender las relaciones y 
dependencias entre las iniciativas que son 
                                                 
3 http://www.abast.es/cs_boehringer_ingelheim.shtml 
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emprendidas actualmente. 
 
 
 
Proyecto UNITIL 
Organización Universidad Rey Juan Carlos de España 
Director Proyecto David Ríos Vicerrector RR.II Nuevas Tecnol. y Prom. 
david.rios@urjc.es 
Eugenio Fernández Director del Servicio de 
Informática 
Eugenio.fernandez@urjc.es 
Osiatis 
Resultados obtenidos  
? Inventario automático de los equipos activos 
de red. 
 
 
Proyecto INVEMAR-KASEYA 
Organización Instituto de Investigaciones Marinas INVEMAR 
Director Proyecto Ing. Rafael Lastra   
Resultados obtenidos  
? Optimización en uso de personal de soporte. 
? Soporte remoto a usuarios. 
? Control de  permisos de usuarios. 
? Seguimiento de tareas y solicitudes. 
? Control de actividades. 
? Programación de tareas. 
 
1.4. MARCO TEORICO 
 
 
1.4.1. Tecnología de Información 
 
La tecnología de la información (TI) se entiende como "aquellas herramientas y 
métodos empleados para recabar, retener, manipular o distribuir información. La 
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tecnología de la información se encuentra generalmente asociada con las 
computadoras y las tecnologías afines aplicadas a la toma de decisiones”. 4 
 
La administración de TI, busca diseñar estrategias de gestión que alineen y 
optimicen el objetivo de negocio de la empresa con la infraestructura de TI, 
tratando siempre de hacer más con menos, mejorando la eficiencia y la eficacia 
ahorrando costos y mejorando el desempeño de los sistemas. 
 
1.4.2. Biblioteca de Infraestructura de Tecnología de la Información (ITIL) 
 
ITIL es una guía de buenas prácticas de gestión de servicios informáticos, “fue 
desarrollada al reconocer que las organizaciones dependen cada vez más de la 
Informática para alcanzar sus objetivos corporativos. Esta dependencia, en 
aumento, ha dado como resultado una necesidad creciente de servicios 
informáticos de calidad que se correspondan con los objetivos del negocio, y que 
satisfagan los requisitos y las expectativas del cliente.”5 
 
ITIL se dividido en dos áreas, la del soporte al servicio y la de prestación del 
servicio. A continuación se describen estas aéreas en la tabla 2. 
 
 
Tabla 2. Áreas de División de ITIL. 
Áreas Descripción Procesos 
Soporte al 
Servicio 
Esta área tiene como objetivo garantizar 
la continuidad, la calidad y disponibilidad 
del servicio prestado al usuario 
Service Desk, Gestión de 
incidentes, Gestión de problemas, 
Gestión de Cambios, Gestión de 
Versiones, Gestión de 
Configuraciones 
Prestación 
del Servicio 
Esta área se enfoca en los servicios que 
se prestan como tal, se encarga de definir 
los servicios, gestionar la capacidad de TI 
necesaria para los servicios 
suministrados, su disponibilidad, su 
continuidad, gestionar la  conveniencia del 
servicio desde el punto de vista financiero 
y los niveles de seguridad requeridos 
Gestión del Nivel del Servicio, 
Gestión de la Disponibilidad, 
Gestión de la Capacidad, Gestión 
Financiera, Gestión de la 
Continuidad 
 
                                                 
4
 (Bologna y Walsh, 1997: 1). 
5 
http://itil.osiatis.es/Curso_ITIL/Gestion_Servicios_TI/fundamentos_de_la_gestion_TI/que_es_ITIL/que_es_I
TIL.php 
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1.4.3. Service Desk 
 
El Service Desk hace parte del área de soporte al servicio de ITIL, sirve de punto 
único de enlace entre el usuario y la gestión de servicio de TI y está relacionado 
con la gestión de Problemas, la gestión de cambios, la gestión de configuraciones.  
Para la gestión y desarrollo de un Service Desk se debe tener en cuenta: 
 
• Forma 
 
• Estructura física 
 
• Actividades  
 
1.4.4. Forma del service desk 
 
Este punto central de comunicación entre el usuario puede ser de varias formas 
dependiendo de la amplitud y profundidad que presenten los servicios prestados. 
 
• Call Center: se caracteriza por manejar un gran volumen de llamadas y 
dirigir a los usuarios a las áreas de soporte y/o comercial. 
 
• Centro de Soporte (Help Desk): Se caracteriza por servir como una 
primera línea de soporte técnico a los usuarios en la solución a las 
interrupciones del servicio de forma rápida. 
 
•  Service Desk (Service Desk): Se caracteriza por ser la interfaz para 
clientes y usuarios de todos los servicios TI ofrecidos por la organización 
con un enfoque centrado en los procesos de negocio.  
 
1.4.5. Estructura Física del Service Desk 
 
A demás de sus múltiples formas el Service Desk puede tener una estructura 
física acorde a las necesidades del servicio, ya sea local, global, 24/7.  
 
• Existen tres formatos básicos: 
• Centralizado 
• Distribuido 
• Virtual 
 
Service Desk centralizado: como su nombre lo dice consta de una estructura 
central la cual se encarga de todo contacto con los usuarios. 
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Service Desk Distribuido:  En este caso hace referencia a empresas que poseen 
distintos emplazamientos geográficos donde ofrecen los servicios. 
 
Service Desk Virtual:  en este caso la localización geográfica de la empresa puede 
llagar a ser irrelevante, puesto que hace uso de las redes de comunicación. 
 
Actividades del Service Desk 
 A continuación en la tabla 3. se hace una descripción de las actividades que un 
Service Desk debe brindar. 
Tabla 3. Actividades Del Service Desk. 
Actividad Definición 
Gestión de incidentes Se encarga de dar solución a cualquier interrupción en los 
servicios de TI que haya sido causado por un incidente 
Gestión de problemas 
Su objetivo es investigar las causas que generen una 
interrupción en los servicios de TI, determinar soluciones y 
proponer cambios  
Gestión de Cambios. 
Su objetivo es evaluar el impacto que tendrán en la 
infraestructura de TI los cambios que se quieran realizar a 
la misma y realizar los trámites para llevar a cabo dichos 
cambios mediante procesos y procedimientos 
estandarizados. 
Gestión de Versiones Se encarga de llevar a cabo los cambios y realizar 
reparaciones de emergencia. 
Gestión de Configuraciones Se encarga de auditar y llevar control de los elementos de 
configuración de la infraestructura de TI 
 
En la realización de este proyecto se hará enfoque en la actividad de Gestión de 
Incidentes. 
 
1.4.6. Gestión de Incidentes 
 
Tiene como objetivo la solución de cualquier interrupción en el servicio que se 
presente de una manera rápida y eficaz, cabe aclarar que esta gestión no analiza 
ni busca las causas a un determinado incidente, únicamente se enfoca en la 
restauración  del servicio. 
 
Para una correcta realización de la gestión de incidentes se debe tener los 
procesos  que se describen en la tabla 4. 
 
Tabla 4. Procesos que Constituyen la Gestión de Incidentes 
Proceso Descripción Tareas 
Registro 
Este debe ser el primer paso a 
realizar pues si se pospone se 
corre el riesgo de que se 
aglomeren tantos registros de 
incidentes que nunca se realice 
• Admisión 
•  Comprobación de ocurrencia 
•  Asignación de referencia 
•  Registro inicial 
•  Notificación del incidente 
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Proceso Descripción Tareas 
Clasificación 
En este proceso se debe recopilar 
toda la información del incidente 
que pueda contribuir a la solución 
del mismo 
• Categorización 
• Nivel de Prioridad 
• Asignación de recursos 
• Estado 
Análisis 
Diagnostico y 
Resolución 
En este proceso se busca en la 
base de conocimiento si existe 
algún incidente igual al reportado 
por el usuario para asignar el 
procedimiento correspondiente y 
darle solución 
• Comunicar a los usuarios la 
solución o estado del incidente. 
• Almacenar el proceso a la KB. 
• Reclasificación del incidente si es 
necesario. 
• Actualización de la información 
del incidente en todo momento. 
• Cierre del incidente 
 
Las tareas constitutivas del proceso de Gestión de Incidentes son: 
 
• Registro y Clasificación 
• Análisis Y diagnostico y Resolución 
• Cierre de incidente 
 
En el instante en que el usuario realiza el reporte de un incidente al Service Desk 
se da inicio al proceso de Gestión de Incidentes. 
 
1.4.7. Registro y Clasificación 
 
Registro: 
Este debe ser el primer paso a realizar pues si se pospone se corre el riesgo de 
que se aglomeren tantos registros de incidentes que nunca se realice. 
 
Con la solicitud del usuario, se realiza la admisión a trámite del incidente, donde el 
Service Desk debe ser capaz de determinar si el servicio requerido se encuentra 
dentro del acuerdo de nivel de servicio del cliente, de lo contrario se le remite a 
una autoridad competente. 
 
En ocasiones mas de un usuario puede notificar la ocurrencia del mismo incidente, 
es por ello que se debe realizar una comprobación del incidente para saber si aun 
no ha sido registrado y evitar con ello duplicaciones. 
 
Para poder hacerle seguimiento  y control en todo momento, a los incidentes se 
les realiza asignación de una referencia el cual lo identificara en los procesos 
interno y las comunicaciones con el usuario. 
 
Se debe realizar un Registro inicial en el cual se debe introducir en la base de 
datos asociada, información de los incidentes para su procesamiento (hora, 
descripción del incidente, sistemas afectados...).  
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Se debe pedir al usuario cualquier tipo de información que pueda ser relevante y 
servir de apoyo. 
 
Si el incidente reportado puede llegar a afectar a otros usuarios, se debe realizar 
la Notificación del incidente. 
 
Clasificación: En este proceso se debe recopilar toda la información del incidente 
que pueda contribuir a la solución del mismo. 
 
Para la clasificación se debe tener en cuenta los siguientes pasos. 
 
• Se le debe asignar una Categoría teniendo en cuenta el tipo de incidente o 
de acuerdo con el equipo de trabajo que de solución al mismo. 
• De a cuerdo al nivel de impacto y a la urgencia del servicio se debe asignar 
un  Nivel de Prioridad, según criterios establecidos previamente. 
 
• En caso de que el Service Desk no pueda solucionar el incidente en primera 
instancia, se debe asignar al personal de soporte técnico acorde con el 
incidente, a este paso se le denomina Asignación de Recursos. 
 
• Cuando un incidente es reportado se le debe asignar un estado el cual 
servirá para realizar un seguimiento al mismo (por ejemplo: registrado, 
activo, suspendido, resuelto, cerrado), y también estimar el tiempo de 
resolución del incidente teniendo en cuanta los SLA (Service Level 
Agreement) o acuerdos de niveles de servicios. 
 
1.4.8. Análisis, Diagnostico y Resolución 
 
En este proceso se busca en la base de conocimiento si existe algún incidente 
igual al reportado por el usuario para asignar el procedimiento correspondiente y 
darle solución.  
 
En caso que el Service Desk no pueda dar solución en primera instancia se 
prosigue a realizar un re direccionamiento a estancias superiores para ser 
investigado por expertos y en caso de que ellos tampoco den solución a el 
incidente se prosigue con el protocolo de escalado predeterminado. 
 
Mientras que la categoría de un incidente no sea de “estado cerrado” se debe 
actualizar la información almacenada en la base de datos correspondientes para 
que las personas involucradas estén al tanto de su estado. 
 
11 
 
Una vez que se dé solución al incidente se debe notificar a el usuario y dar por 
cerrado el caso, también hay que agregar la solución a la base de conocimiento 
dado el caso que no esté presente. 
 
1.4.9. Modelado de Procesos de Negocio 
 
Para el desarrollo de la propuesta de Service Desk es fundamental la elaboración 
de un modelo que permita identificar los procesos y actividades que lo integran.  
 
Un proceso de negocio es un completo y dinámicamente coordinado conjunto de 
actividades transaccionales y de colaboración que entrega valor a los clientes o se 
encarga de cumplir otras metas estratégicas de la compañía (Christoph F Strnadl, 
2006). 
 
“Para modelar los procesos de negocio de una empresa existen diferentes 
notaciones, pero la más utilizada en las organizaciones es el Leguaje de Modelado 
BPMN (Business Process Modeling Notation): “Un estándar que provee las 
herramientas necesarias para describir internamente los procedimientos de un 
negocio ofreciendo una notación gráfica fácilmente comprensible que otorga a las 
organizaciones la habilidad de comunicar sus procedimientos”6. 
 
BPMN tiene como objetivo proporcionar una notación estándar que sea fácil de 
comprender por todas las partes involucradas en un mismo negocio utilizando la 
técnica de diagramado de flujo.  Entre los involucrados están los analistas de 
negocios, los técnicos desarrolladores que se encargan de implementar los 
procesos y los administradores que se encargan de monitorizar y dirigir los 
procesos. Por lo tanto BPMN se ha elaborado para servir como lenguaje común 
que supla la falta de comunicación que ocurre con frecuencia entre el diseño del 
proceso del negocio y la puesta en práctica. 
 
Descripción del Lenguaje de Modelado BPMN (Business Process Modeling 
Notation). Para desarrollar el modelo de proceso de negocios es indispensable 
familiarizarse con los elementos que hacen parte del lenguaje de Modelado 
BPMN, los cuales están agrupados en cuatro grupos de elementos, estos son: 
 
• Flow Objects (objetos de flujo). 
• Connecting Objects (objetos de conexión). 
• Swimlanes. 
• Artifacts (artefactos). 
 
A continuación se realizara una breve descripción de cada uno de ellos. 
 
                                                 
6
 White, Stephen A.  Business Process Modeling Notation (BPMN), Version 1.0. Visitado el 31 de Enero de 
2008. Disponible en:  http://www.bpmn.org/Documents/BPMN%20V1-0%20May%203%202004.pdf 
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• Flow Objects (objetos de flujo) 
 
Los Objetos de Flujo son los principales elementos gráficos del modelado y 
permiten determinar el comportamiento del proceso de negocio., tales como el 
inicio o fin de un proceso, decisiones, o determinar una tarea o actividad. Estos 
objetos de flujos constan de tres grupos de elementos, Ver tabla 5. 
 
Tabla 5. Descripción Objetos de Flujo 
ELEMENTO DESCRIPCIÓN REPRESENTACIÓN 
Eventos 
Un evento es representado por un círculo y es 
algo que sucede durante el transcurso de un 
proceso de negocio. Estos eventos afectan el flujo 
de los procesos y usualmente tienen una causa 
(trigger) o un impacto (result). Los eventos tienen 
diferente notación en su interior  para diferenciar 
si son trigger o result. Hay tres tipos de eventos 
dependiendo de cuando afectan el flujo: 
 
? Start (comienzo). 
? Intermediate (intermedio). 
? End (final). 
 
  
Actividades 
Una actividad es representada por un rectángulo 
con bordes redondeados y es un término genérico 
para el trabajo que una organización realiza. Una 
actividad puede ser atómica o no atómica  
(compuesta). 
 
Los tipos de actividades son: 
 
Task (tareas). 
Sub-process (subproceso). 
 
Los subprocesos se distinguen por un pequeño + 
al centro y abajo en la figura. 
 
 
Decisión  
Un Gateway o Decisión es representado por la 
figura de un diamante y se usa para controlar la 
divergencia de la secuencia de un flujo. Determina 
las tradicionales decisiones, tanto bifurcaciones, 
como uniones y acoplamientos de    flujos. 
 
Las anotaciones al interior indican el tipo de 
comportamiento de control. 
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• Connecting Objects (objetos de conexión) 
 
Los objetos de flujo se conectan entre ellos en un diagrama mediante los Objetos 
de Conexión para crear el esqueleto básico de la estructura de un proceso de 
negocio. Existen tres Connecting Objects que proveen esta función de conexión. 
Ver tabla 6. 
 
Tabla 6. Descripción Objetos de Conexión 
ELEMENTO DESCRIPCIÓN REPRESENTACIÓN
Sequence Flow 
 
 
Un Sequence Flow se representa por una 
línea sólida con el extremo sólido.Es 
usada para mostrar el orden (secuencia) 
de la actividad dentro del proceso. 
 
 
 
 
Message Flow 
 
 
Un Message Flow se representa por una 
línea segmentada con el extremo sin 
relleno.  Es usada para mostrar el flujo de 
mensajes entre dos participantes de 
procesos separados (business entities o 
business roles). 
 
En BPMN, dos “Pools” en el diagrama 
representan a dos participantes. 
 
 
 
 
 
Association 
 
 
Una Association se representa por una 
línea segmentada finamente con el 
extremo en punta. Se usa  para asociar 
datos, textos u otros artefactos con flujos 
de objetos. 
 
Las asociaciones son usadas para 
mostrar las entradas y salidas de las 
actividades. 
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• Swimlanes  
 
Muchas técnicas de modelado utilizan el concepto de swimlanes como mecanismo 
de organización de actividades, en categorías visuales separadas para ilustrar las 
diferentes capacidades funcionales o responsabilidades. BPMN soporta swimlanes 
con dos constructores principales y se observan en la tabla 7. 
 
Tabla 7. Descripción Swimlanes 
ELEMENTO DESCRIPCIÓN REPRESENTACIÓN 
Pool 
 
Un Pool representa un participante en un 
proceso, también actúa como contenedor 
gráfico para separar al grupo de 
actividades realizadas por un participante 
de otros Pools. Los Pools se usan 
generalmente en el contexto de 
situaciones Business to Business (B2B) y 
cuando los diagramas involucran a dos 
entidades de negocios o participantes 
separados. 
 
Están físicamente separados en el 
diagrama. Las actividades dentro de Pools 
separados son consideradas auto 
contenidas en el proceso. De esta forma, 
la secuencia del flujo podría no atravesar 
el límite del Pool. 
 
Los flujos de mensajes son los 
mecanismos que muestran la 
comunicación entre dos participantes, 
conectando de esta manera a dos Pools u 
objetos dentro de los Pools. 
 
 
 
 
 
 
 
Lane 
 
Un Lane es una partición dentro de un 
pool y se extiende a lo largo de todo el 
pool, tanto vertical como horizontalmente. 
Los Lanes son usados para organizar y 
categorizar actividades. 
 
Los Lanes son más cercanos a los 
swimlanes que tradicionalmente se utilizan 
para modelar procesos de negocio. Son 
usados para separar actividades 
asociadas con una función específica de 
la organización. 
 
La secuencia de flujos podría atravesar 
los límites del Lane dentro de un Pool, 
pero podrían no usarse flujos de mensajes 
entre Flow Objects en Lanes del mismo 
Pool. 
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• Artifacts (artefactos) 
 
 
Los Artefactos se definen, como los elementos que permiten dar información 
adicional al lector, los cuales se pueden agregar a un diagrama para que éste 
represente más apropiadamente el contexto del negocio. La versión actual de 
BPMN predefine sólo tres tipos de artefactos, los cuales observaremos en la tabla 
8. 
 
Tabla 8. Descripción Artefactos 
 
ELEMENTO DESCRIPCIÓN REPRESENTACIÓN 
Data object 
 
 
Los Data Objects son un mecanismo para 
mostrar como las actividades requieren o 
producen objetos. 
 
Ellos se conectan a las actividades a través 
de asociaciones. 
 
 
 
Group 
 
 
Un Grupo es representado por un 
rectángulo redondeado dibujado con línea 
segmentada 
 
El agrupamiento puede ser usado para 
propósitos de documentación o análisis, y 
no afecta la secuencia del flujo. 
 
 
 
 
 
 
Annotation 
 
 
Las Annotations son mecanismos para que 
un modelador pueda agregar información 
textual adicional para el lector del diagrama 
BPMN. 
 
 
 
 
 
Los modeladores pueden crear sus propios tipos de artefactos que agreguen más 
detalles al proceso. 
 
Con bastante frecuencia se muestran entradas y salidas de actividades en los 
procesos. Sin embargo, la estructura básica de estos es especificada con 
actividades, gateways y flujos de secuencia. 
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• Usos Generales de BPMN 
 
Comúnmente esta notación de modelado de procesos de negocio, es usada para 
facilitar la comunicación de información relacionada con diversos campos entre los 
analistas de negocios, administrativos, desarrolladores, ingenieros, entre otros.  
Su diseño permite abarcar múltiples tipos de modelado, al igual que la creación de 
fracciones de procesos e incluso procesos completos.  Entre los tipos básicos de 
modelado se encuentran: 
 
• Collaborative (Public) B2B Processes 
 
Un proceso colaborativo B2B describe la interacción entre dos o más entidades de 
negocio.  Los diagramas para este tipo de procesos generalmente tienen un punto 
de vista global. Es decir, ellos no consideran la visión de un participante en 
particular, pero si muestran las interacciones entre los participantes. Las 
interacciones son representadas como secuencias de actividades y patrones de 
intercambios de mensajes entre los participantes. 
 
Las actividades para la colaboración entre los participantes, pueden ser 
consideradas como “touch-points” entre ellos. Así, los procesos definen las 
interacciones que son visibles al público para cada participante. 
 
Cuando se observa un procesos en un sólo Pool (hay sólo un participante) el 
proceso público es también llamado Abstract Process. El proceso (interno) 
existente probablemente tendrá más actividades y detalles que el que se muestra 
en el collaborative B2B processes. 
 
• Internal (Private) Business Processes 
 
Un Internal business process se focaliza generalmente en el punto de vista, de 
una sola organización del negocio. 
 
A pesar de que los procesos internos con frecuencia muestran interacciones con 
participantes externos, ellos definen las actividades que no son generalmente 
visibles al público y son, por lo tanto, actividades privadas.  
 
Si se usan swimlanes, entonces un proceso de negocio interno será contenido por 
un solo Pool. En consecuencia el flujo de secuencia estará contenido dentro del 
Pool y no podrá atravesar los límites del Pool. Los flujos de mensajes pueden 
atravesar los límites del Pool para mostrar las interacciones que existen entre 
procesos internos de negocios separados. Así, un solo diagrama de proceso de 
negocio podría mostrar múltiples procesos de negocio privados. 
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1.5. METODOLOGÍA PROPUESTA 
 
 
Para el desarrollo del diseño del Service Desk y la Gestión de incidentes se siguió 
el siguiente lineamiento metodológico: 
 
I. Análisis de la situación Actual del área de soporte. 
II. Acuerdos de Políticas y Niveles de Servicio de TI. 
III. Configuración del Service Desk y de la Gestión de incidentes de TI. 
IV. Planteamiento de la Plataforma tecnología para el Service Desk. 
 
1.5.1. Plan de trabajo 
 
Dentro del lineamiento metodológico para el desarrollo del diseño del Service 
Desk y la Gestión de incidentes se realizaron las siguientes fases: 
 
Análisis de la situación Actual del área de soporte: En esta fase se analizaron 
los servicios de TI que se prestan en la Universidad del Magdalena, para esto se 
siguieron las siguientes Actividades y tareas, Observar tabla 9. 
 
Tabla 9. Actividades Fase de Análisis de la situación actual del Área de Soporte 
Actividades Tareas 
Recolección de Información 
• Qué servicios de TI se prestan en la 
Universidad del Magdalena. 
• Cuál es el proceso de Registro y 
Clasificación de Incidentes. 
• Cuál es el proceso que se lleva a cabo 
para el Análisis, Diagnostico y 
Solución de un incidente. 
Análisis 
• Descripción formal del proceso de 
registro y clasificación. 
• Descripción formal del proceso de 
análisis, diagnostico y solución de un 
incidente 
Modelado 
• Diseño del Modelado de procesos 
utilizando la notación BPMN7.  
 
• Acuerdos de Políticas y Niveles de Servicio de TI. En esta fase se 
realizó el acuerdo de los niveles de servicios de TI y las políticas para su gestión y 
soporte. En la tabla 10 se describen las actividades  desarrolladas en esta fase 
 
                                                 
7 BPMN (Business Process Modeling Notation)‐Notación de Modelado de Procesos de Negocios 
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Tabla 10. Actividades Fase de Acuerdos de Políticas y Niveles de Servicio de TI. 
Actividades Tareas 
Análisis de niveles de servicio 
• Determinar los factores de atención 
para los Incidentes, teniendo en 
cuenta: 
o Nivel de Prioridad.  
o Niveles de calidad 
Acuerdo de Nivel de servicios 
• Determinación de acuerdos de nivel 
de servicios. 
 
• Configuración del Service Desk y de la Gestión de incidentes de TI.  En 
esta fase se elaboró la propuesta de configuración del Service Desk. En la tabla 
11, se describen las actividades desarrolladas en esta fase 
 
Tabla 11. Actividades Fase de Configuración del Service Desk. 
Actividades Tareas 
Análisis del Service Desk 
• Determinar las necesidades. 
• Establecer las Funciones que 
desempeñara. 
• Determinación de la estructura  
• Diseñar una propuesta para la Base 
de conocimiento. 
Propuesta del Service Desk 
• Diseño de la propuesta formal del 
Service Desk 
Análisis De la Gestión de 
Incidentes 
• Planteamiento del proceso de registro 
y clasificación de incidentes. 
• Planteamiento del proceso de análisis, 
diagnostico y solución de incidentes. 
• Planteamiento de políticas de escalado 
Modelado 
• Diseños del modelado de procesos del 
Service Desk y la gestión incidentes 
utilizando notación BPMN. 
 
• Planteamiento de la Plataforma tecnología para el Service Desk: En 
esta fase se propusieron las herramientas software y hardware requeridos para el 
funcionamiento del Service Desk y la Gestión de incidentes, En la tabla 12 se 
describen las actividades desarrolladas en esta fase 
 
Tabla 12. Actividades a Desarrollar en la Fase de Planteamiento de la Plataforma tecnología. 
Actividades Tareas 
Análisis De Requerimientos • Análisis de Software existente 
Propuesta de Plataforma 
Tecnológica 
• Propuesta  de la plataforma software. 
• Propuesta  de la plataforma Hardware. 
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1.6. COMENTARIOS FINALES DEL CAPÍTULO 
 
 
Al principio de este capítulo se expuso las causas que dieron origen al 
planteamiento del problema y la idea de emplear un Service Desk para la 
administración de los incidentes, además se describe la justificación, el marco 
teórico, el alcance del proyecto y la metodología utilizada para la realización de 
este proyecto. También se expuso información referente a ITIL, la creación de un 
Service Desk y los diferentes procesos de los que consta; haciendo énfasis en la 
gestión de incidentes hacia la cual esta enfocado este proyecto, permitiendo con 
ello un mayor entendimiento de la importancia del mismo 
 
De igual manera, se mencionó la notación que se utilizará para elaborar los 
modelos de proceso y subprocesos, los cuales son una parte fundamental para la 
realización del proyecto, dicha notación es BPMN (Business Process Modeling 
Notation) de la cual se hizo una descripción de su conceptualización así como de 
los elementos que la conforma. 
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2. ANÁLISIS DE LA SITUACIÓN ACTUAL DEL ÁREA DE 
SOPORTE 
 
 
 
En este capítulo se presenta la forma como se encuentra organizado el Service 
Desk y como se lleva a cabo la gestión de incidente en los servicios de TI, esto se 
realizará mediante el modelado del proceso, de igual forma se realizará el análisis 
del proceso según ITIL, estos serán elaborados utilizando BPMN, lo cual permitirá 
obtener una visión más clara del estado actual del proceso frente al ideal 
planteado por ITIL. 
 
Por otra parte se analizarán los diferentes servicios de TI que presta la Oficina 
Asesora de Nuevas Tecnologías, ya que estos son uno de los factores claves para 
la realización de este proyecto. 
 
2.1. SERVICIOS DE TI QUE SE PRESTAN EN LA UNIVERSIDAD  DEL 
MAGDALENA 
 
 
Como ya se ha mencionado, el departamento o área dentro de la Universidad del 
Magdalena que se encarga de la administración de TI es la Oficina Asesora de 
Nuevas Tecnologías (OANT) la cual ofrece soporte y administración a los servicios 
que se describen a continuación en la tabla 13. 
 
Tabla 13. Servicios de TI que se Prestan Actualmente En La Universidad Del Magdalena. 
SERVICIO ACTIVIDADES 
SERVICIOS DE 
INFRAESTRUCTURA 
Continuidad de servicio en servidores. 
Realización de BackUp. 
Restauración de BackUp 
Contacto con proveedor o Fabricantes 
Provisión de infraestructura (asignación de 
espacio en disco, asignación de Base De Datos, 
asignación de cuentas FTP, Asignación de sub 
dominio) 
REDES DE DATOS 
Instalación de punto de red 
Mantenimiento de punto de red 
Conectividad a Internet 
Conectividad inalámbrica 
IDENTIFICACION Y POLITICAS Creación de cuenta 
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SERVICIO ACTIVIDADES 
Eliminación de cuenta 
Reinicio de contraseña 
Creación de buzón 
Modificación de permisos 
Ingreso de equipo al dominio 
Actualización de datos 
SERVICIOS DE VOZ 
Instalación de Punto de Voz 
Configuración de extensión y Teléfono 
Habilitación de Buzón de voz  
SERVICIOS DE VOZ 
Habilitación de Contraseña 
Servicio Larga Distancia 
Servicio Celular 
Mantenimiento Correctivo Extensión  
Revisión pares externos 
SOLICITUD DE SERVICIOS 
Asesoría en adquisición y compra de equipos 
Asesoría y adquisición para el licenciamiento de 
software 
Conferencias 
Compra de Partes 
Solicitud de nuevas líneas externas 
 
COMPUTADORES 
Formateo General y Reinstalación 
Mantenimiento Preventivo 
Mantenimiento Correctivo 
Instalación de partes 
SOFTWARE 
Instalación Sistema Operativo 
Soporte a Software Licenciado por la 
Universidad 
ANTIVIRUS 
Instalación 
Ingreso al Servidor 
Desinfección y Actualización 
IMPRESORAS 
Mantenimiento Preventivo 
Instalación de consumibles 
Mantenimiento Correctivo 
Instalación de Partes 
 
2.2. PROCESO DE REGISTRO Y CLASIFICACIÓN DE INCIDENTES 
 
 
A continuación se describe como se llevan a cabo los subprocesos de registro y 
clasificación de incidentes en la Universidad del Magdalena. 
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2.2.1. Registro 
 
La Oficina Asesora de Nuevas Tecnologías (OANT), realiza la recepción de 
incidentes vía telefónica, tras la recepción del incidente se solicitan al usuario 
algunos datos como son: en el caso de equipos DELL, el Service Tag, para otro 
tipo de equipos se solicita el serial, breve descripción de incidente, datos de 
contacto del usuario quien lo reporta. Una vez obtenidos estos datos se le da al 
usuario un número de Ticket para el seguimiento del caso. 
 
2.2.2. Clasificación 
 
Dentro de la clasificación de los incidentes se tiene en cuenta: 
• De quien proviene la solicitud 
• La dificultad de la resolución de la misma 
• El tiempo estimado de resolución 
• Desde cual de las sedes de la Universidad provine la solicitud 
• Disponibilidad de personal para la atención 
 
2.3. PROCESO DE ANÁLISIS, DIAGNOSTICO Y SOLUCIÓN DE UN 
INCIDENTE 
 
Luego de que se produce la incidencia y que ya este registrada y clasificada por el 
personal de OANT se prosigue con el proceso de análisis, diagnostico y solución, 
los cuales se mencionan a continuación. 
 
2.3.1. Análisis y Diagnóstico 
 
El proceso de análisis de incidentes inicia tras la toma de los datos iniciales del 
incidente registrado, cuando el usuario suministra el Service Tag de la máquina. 
Con este, se pueden realizar consulta a las KB del proveedor DELL para así 
obtener información sobre dispositivos de la máquina y como fuente de posibles 
soluciones para la solución del incidente registrado. Para otro tipo de equipos no 
se posee KB, por lo tanto el proceso inicia basándose en la experiencia del 
personal de soporte. 
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2.3.2. Solución 
 
Una vez en el lugar del incidente se procede a confirmar el Service Tag de la 
máquina, se procede a realizar la revisión del equipo en búsqueda del incidente y 
de su solución, esto se realiza con el apoyo de la KB del proveedor DELL y de la 
experiencia del personal de soporte. 
 
Una vez estudiado el método de atención de incidentes se puede evidenciar que 
algunos de los inconvenientes que se pueden presentar son: 
 
• Fallas en el sistema de monitoreo de incidentes. 
• No hay control frente a casos triviales que pueden ser resueltos sin el 
desplazamiento de personal. 
• No existe almacenamiento o registro de la experiencia en la solución de 
incidentes para futuros requerimientos similares. 
• No se cuenta con una métrica del grado de satisfacción del usuario. 
• La Universidad del Magdalena cuenta con sede en diversos lugares de la 
ciudad, esta situación dificulta la solución de los incidentes reportados. 
 
Los inconvenientes ya mencionados conllevan a la perdida de experiencia y 
conocimiento del área sobre las situaciones presentadas; en un cambio de 
personal estos se llevan consigo toda la experiencia adquirida. Seguido, la pérdida 
de tiempo por parte de los encargados de mantenimiento al volver a buscar 
soluciones a inconvenientes ya solucionados, tiempo en restablecimiento de los 
servicios y pérdida de oportunidad de poder brindar solución a un mayor número 
de incidentes. 
 
2.4. MODELO DE GESTION DE INCIDENTES UTILIZADO EN LA 
ACTUALIDAD 
 
 
A continuación se presentara el modelo del proceso de gestión de incidente que 
se lleva a cabo en la universidad del magdalena por parte de la Oficina Asesora de 
Nuevas Tecnologías, está elaborado utilizando la herramienta grafica BPMN como 
lo muestra la figura 1. 
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Figura 1. Modelo del Proceso de Gestión de Incidente En la universidad del Magdalena 
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2.4.1 Programación de Actividades 
La Oficina Asesora de Nuevas Tecnologías se encarga de la programación de 
actividades que se requieran para el buen funcionamiento de los servicios de TI 
que se manejan en la Universidad, a demás de coordinar las solicitudes atención 
de incidentes que los usuarios reporten. 
2.4.2 Establecer Prioridad de Actividades 
Luego de analizar todas las actividades tanto las planificadas como las registradas 
con anterioridad, se establecen prioridades para cada una y se determina cuales 
son mas urgentes, para darle así una atención prioritaria.  
2.4.3 Gestión de Actividades 
Luego que se tiene las actividades priorizadas se prosigue a asignar el personal 
correspondiente al tipo de incidente. 
2.4.4 Regitro de Incidentes 
La notificación del incidente lo pueden hacer los usuarios algunos mediante 
medios escritos o por teléfono. 
2.4.5 Atención de Actividades 
Las actividades son programadas por la oficina asesora de nuevas tecnologías y 
quien se en carga de la atención es el personal del centro de cableado, 
registrando incidentes que son reportados a ellos. 
2.4.6 Registro de atención y solución de Actividades 
Una vez se tiene asignado el personal que se encargará del incidente este se 
traslada hasta el usuario que reporto el incidente para analizar y determinar las 
causas que dieron origen a este e intentara darle solución. 
2.4.7 Revisión  de Actividades 
Una vez solucionado el incidente el centro de cableado verificara con el usuario 
que el incidente halla sido solucionado y se cerrara el caso si la confirmación es 
afirmativa. 
 
2.5. MODELO DE GESTIÓN DE INCIDENTE IDEAL SEGÚN ITIL 
 
 
Tomando como base el proceso de gestión de incidentes incluido en el modelo 
ITIL que se explicó en el capítulo 1, se realizó el modelado de un proceso ideal 
para la gestión de incidentes el cual se describe a continuación. 
 
2.5.1 Inicio del Proceso de Gestión de Incidente 
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El proceso de gestión de incidente según ITIL, inicia con el reporte del incidente 
por parte del cliente o usuario al personal encargado del Service Desk, después 
sigue el subproceso de Registro, luego el de Clasificación, posteriormente el de 
Análisis, Diagnostico y Solución, y culminar con el cierre del incidente, en donde 
se modelaron tres subprocesos que representan cada una de las etapas de la 
atención de incidentes, como se puede apreciar en la figura 2. 
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Figura 2. Modelo Ideal del Proceso de Gestión de Incidentes basado en ITIL. 
 
2.5.2 Registro 
El registro es el primer subproceso que se lleva acabo después de haber sido 
reportado el incidente por un usuario al Service Desk. Después de que se produce 
la incidencia y es reportada al Service Desk se da inicio al proceso de Registro 
cuyo modelo se observa en la figura 3. 
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Figura 3. Modelo Ideal del Proceso de Registro Según ITIL 
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• SLA.  En esta actividad se debe determinar si el incidente se encuentra 
dentro de los niveles de servicio que se acordaron en los SLA, de ser afirmativa la 
confirmación se sigue a la siguiente verificación. 
 
• Incidente reportado anteriormente.  En ocasiones más de un usuario puede 
notificar la ocurrencia del mismo incidente, es por ello que se debe realizar una 
comprobación del incidente para saber si aun no ha sido registrado y evitar con 
ello duplicaciones. 
 
• Asignación de referencias. Para poder hacerle seguimiento  y control en 
todo momento, a los incidentes se les realiza asignación de una referencia el cual 
lo identificara en los procesos interno y las comunicaciones con el usuario. 
 
• Registro inicial.  Se debe realiza un registro inicial en el cual se ingresa en 
la base de datos asociada toda la  información básica del incidente que se utilizara 
para su procesamiento (hora, descripción del incidente, sistemas afectados). A 
demás se debe consultar en la base de datos de personal autorizado para realizar 
los reportes de incidentes y en el caso de equipos de computo que estos 
pertenezcan a la universidad. 
• Obtener información de apoyo.  Se debe pedir al usuario cualquier tipo de 
información que pueda ser relevante y servir de apoyo para su solución. 
• El incidente afecta a otros usuarios.  Se debe verificar si el incidente 
afectara a otros usuarios, con la ayuda de la Knowledge Base (KB) o a criterio del 
Service Desk dado el caso que no este registrado en ella y se deberá actualizar la 
información que se tiene par este incidente, si la verificación es positiva se deberá 
informar a los usuarios afectados. 
 
2.5.3 Clasificación 
 
Una vez culminado el proceso de registro se prosigue al de clasificación, cuyo 
modelo se observa en la  figura 4. 
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Figura 4. Modelo Ideal del Proceso de Clasificación Según ITIL 
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• Categorización.  Para la categorización se  tiene en cuenta el tipo de 
incidente o de acuerdo con el equipo de trabajo que de solución al mismo. 
 
• Priorización.  De a cuerdo al nivel de impacto y a la urgencia del servicio se 
debe asignar un  Nivel de Prioridad, según criterios establecidos previamente y 
que determinaran el orden en que se atenderán los incidentes 
• Resuelto en primera instancia.  El Service Desk Tratara de dar solución una 
vez sea reportado el incidente. 
• Asignación de recursos.  En caso de que el Service Desk no pueda 
solucionar el incidente en primera instancia, se debe asignar al personal de 
soporte técnico acorde con el incidente, a este paso se le denomina Asignación de 
Recursos. 
• Asignación de estado al incidente.  Cuando un incidente es reportado se le 
debe asignar un estado el cual servirá para realizar un seguimiento al mismo (por 
ejemplo: registrado, activo, suspendido, resuelto, cerrado), y también estimar el 
tiempo de resolución del incidente teniendo enguanta los acuerdos de nivel de 
servicio. 
2.5.4 Análisis Diagnostico y Solución. 
 
Después de haber sido registrado y obtenida la información requerida sobre el 
incidente se prosigue al proceso de análisis, diagnostico y solución del incidente, 
el modelo de este proceso se puede apreciar en la figura 5. 
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Figura 5. Modelo Ideal del Proceso de Análisis, Diagnostico y Solución Según ITIL. 
 
• Consulta en la Knowledge base. En esta actividad se analiza el incidente 
con la ayuda de la knowledge base para ver si se puede identificar con alguna 
incidencia previa ya resuelta y aplicar el procedimiento asignado. 
 
• Aplicar solución. Si el incidente se encuentra registrado en la Knowledge 
base, entonces se aplica la solución registrada. 
 
• Otras soluciones.  El equipo encargado de dar solución al incidente buscara 
otros procedimientos para dar solución a la incidencia, si no se tiene registrada 
una solución en la Knowledge Base, con lo cual se deberá actualizar los datos. 
 
• Confirmación de satisfacción.  Luego de aplicar una solución al incidente se 
le solicita al usuario quien reporto la incidencia el estado del servicio que origino el 
incidente (sigue presentando la falla o no) y de acuerdo a esto se determinara si 
fue o no solucionado el incidente. 
 
• Escalado.  Si un nivel de soporte no puede dar solución a un incidente 
entonces debe realizar el proceso de escalado a un nivel superior, es indica que  
Si la incidencia fuera recurrente y no se encuentra una solución definitiva al mismo 
se deberá informar y elaborar una petición de cambio. 
 
2.6. COMENTARIOS FINALES DEL CAPÍTULO. 
 
 
En este capítulo se estudió el método de atención de incidentes actual de la 
Universidad, en este, se identificaron algunas dificultades que se pueden 
presentar al momento de realizar la gestión y seguimiento de incidentes hasta su 
respectivo cierre. Además, se recopilaron y mencionaron los servicios de TI que se 
prestan en la Universidad del Magdalena; se realizó el análisis, desarrollo y 
modelado de los procesos que se ejecutan actualmente para realizar la gestión de 
incidentes por parte de OANT, para tal fin se utilizó la notación BPMN. 
 
Además del estado actual de los procesos, también se analizó y modeló el 
proceso de Gestión de Incidentes que sugiere ITIL, usando la misma notación 
BPMN, esto con el fin de poder modelar el proceso de Gestión de Incidentes 
acorde a las necesidades de la Universidad. 
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3. ACUERDOS DE POLÍTICAS Y NIVELES DE SERVICIO DE TI. 
 
 
 
Este capítulo está encaminado al desarrollo y definición de los factores que se 
tuvieron en cuenta para la elaboración de los SLA para cada servicio de TI que se 
preste en la Universidad del Magdalena. 
 
Igualmente se desarrollaron los SLA para cada servicio, cabe destacar que para 
ello se requirió el acompañamiento, durante este proceso del personal que se 
encargará de administrar el Service Desk, ya que estos van a realizar el proceso 
de gestión de todas las actividades, el talento humano, los tiempos de respuesta e 
incidentes y servicios del área de soporte. 
 
3.1  FACTORES DE ATENCIÓN PARA LOS INCIDENTES 
 
Para la elaboración de los acuerdos de políticas y niveles de servicio se deben 
tener en cuenta ciertos factores por cada servicio prestado en la institución y a los 
cuales se les brinda soporte, esto permite posteriormente la elaboración de los 
SLA. 
 
Los factores que se tuvieron en cuenta para la realización de las políticas y niveles 
de servició son Responsable, SubServicios, Tiempo Máximo en Dar Respuesta, 
Tiempo Máximo de Solución, Niveles de Atención, Urgencia, Impacto y Potencial 
Humano Responsable, para tener una mayor descripción de estos factores ver 
Tabla 14. 
 
Tabla 14.Factores de atención para los incidentes por servicio. 
Ítem Descripción 
Responsable Entidad ó persona que se encargará de brindar el soporte al 
servicio,  ya sea un agente externo o interno a la institución. 
SubServicios Son los soportes, tipos de actividades,  que se le prestarán al 
usuario del servicio por parte del personal del Service Desk. 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
Es el tiempo máximo de respuesta a un incidente por parte 
del personal del service desk.  
Ej.  
- Respuesta en un tiempo de 1-20 Min 
- Respuesta en un tiempo de 1-15 Min 
Tiempo Máximo De 
Solución (TMS) 
Intervalo de tiempo en el que se da solución al incidente 
reportado 
Niveles de Atención Determina los niveles de soporte a los Subservicios y como 
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Ítem Descripción 
se debe proceder cuando un determinado nivel no pueda dar 
solución al incidente 
Se entienden así: 
Nivel 1: Soporte telefónico 
Nivel 2: Asistencia Técnica personalizada en el sitio 
Nivel 3: Solución Externa 
Urgencia 
Determina el tiempo máximo de demora que un usuario 
puede esperar para la resolución del incidente y se clasificara 
de acuerdo a una escala de cinco niveles: 
 
muy bajo(1), bajo (2), normal(3), alto (4), muy alto (5) 
Impacto 
Determina la  forma en que afecta un incidente el 
funcionamiento normal de los procesos y/o cantidad de 
usuario, cada subservicio se clasificara mediante una escala 
de cinco niveles: 
 
Afecta un usuario (1), afecta una dependencia (2), afecta un 
edificio (3), afecta zonas estratégicas (4), afecta todo el 
campus (5) 
Siendo 5 el indicador de mayor jerarquía y 1 el de menor.  
Potencial Humano 
Responsable 
Son las personas con conocimientos en el soporte al servicio 
con los que cuenta el área. 
 
3.2 ACUERDO DE NIVEL DE SERVICIOS 
 
Luego de haber determinado los factores que se utilizaron para el desarrollo de los 
SLA (SERVICE LEVEL AGREEMENT) o ACUERDOS DE NIVELES DE 
SERVICIOS, se prosiguió a su elaboración, tarea que se elaboró conjuntamente 
con el personal administrativo y de soporte técnico encargados de la gestión de 
los servicios de TI de la Universidad. 
 
3.2.1 Servicios de Infraestructura 
 
El servicio de infraestructura se les brinda a todos los aplicativos que fueron 
desarrollados o adquiridos por fuera de la Oficina de Nuevas Tecnologías; por 
tanto, esta dependencia sólo brinda soporte a la infraestructura de las aplicaciones 
y contacto con soporte del proveedor.  
La descripción, los subservicios y las políticas que se consideraron para la gestión 
de incidentes que pertenezcan a este servicio se observan en las Tabla 15-19. 
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Tabla 15. Servicio De Infraestructura. 
INFORMACIÓN GENERAL 
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
SubServicios 
• Continuidad de servicio en servidores. 
• Realización de BackUp. 
• Restauración de BackUp 
• Contacto con proveedor o Fabricantes 
• Provisión de infraestructura (asignación de espacio en 
disco, asignación de BD, asignación de cuentas FTP, 
Asignación de sub Dominio) 
Potencial Humano 
Responsable 
Personal en disponibilidad 
 
• SubServicios 
Tabla 16. Subservicio Continuidad De Servicio En Servidores. 
Continuidad de servicio en servidores 
Ítem Descripción 
Responsable Personal adscrito a Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min. 
Tiempo Máximo De 
Solución(TMS) 60 min 
Niveles de Atención Solución interna 
Urgencia Alto 
Impacto Afecta Zonas estratégicas (4) 
Potencial Humano 
Responsable Personal en disponibilidad 
 
Tabla 17. Subservicios Realización de BackUp. 
Realización  de BackUp 
Ítem Descripción 
Responsable Personal adscrito a Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min. 
Tiempo Máximo De 
Solución(TMS) 
Ligado al tamaño de las bases de datos y estará dado por 3 
horas por cada Gigabyte de información x dispositivo 
Niveles de Atención Nivel 2 
Urgencia Aplican todas las categorías de urgencia 
Impacto Aplican todas las categorías de impacto 
Potencial Humano 
Responsable Personal en disponibilidad 
 
37 
 
Tabla 18. Subservicios Restauración de BackUp. 
Restauración de BackUp 
Ítem Descripción 
Responsable Personal adscrito a Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min. 
Tiempo Máximo De 
Solución(TMS) 
Ligado al tamaño de las bases de datos y estará dado por 4 
horas por cada Gigabyte de información 
Niveles de Atención Nivel 2 
Urgencia Aplican todas las categorías de urgencia 
Impacto Aplican todas las categorías de impacto 
Potencial Humano 
Responsable Personal en disponibilidad 
 
Tabla 19. Subservicios Contacto Con Proveedor. 
Contacto con proveedor 
Ítem Descripción 
Responsable Personal Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min. 
Tiempo Máximo De 
Solución(TMS) 30 min. 
Niveles de Atención Nivel 3 
Urgencia Aplican todas las categorías de urgencia 
Impacto Aplican todas las categorías de impacto 
Potencial Humano 
Responsable Por dispositivo 
 
 
El servicio de Infraestructura se prestara a los siguientes sistemas de información 
PORTAL INSTITUCIONAL, PQR, SINAP, SP6, SI DE CONVENIOS, SISTEMAS 
DE EGRESADOS E INTERMEDIACION LABORAL, SI BIBLIOGRAFICO. A estos 
sistemas solo se les brinda este servicio debido a que la responsabilidad del 
soporte sobre los sistemas de información es competencia de entes externos a la 
Oficina Asesora de Nuevas Tecnologías (OANT). 
 
Para estos sistemas de información se maneja el concepto de “Aplican todas las 
categorías de urgencia e impacto” debido a la forma en que puede afectar el 
incidente en el momento que ocurra, ya que puede afectar a una sola persona 
como puede afectar a todo el campus. 
 
3.2.2 Servicios de red de datos 
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La descripción, los subservicios y las políticas que se consideraron para la gestión 
de incidentes que pertenezcan a este servicio se observan en las Tabla 20-24. 
 
Tabla 20. Servicio De Red De Datos. 
INFORMACIÓN GENERAL 
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
SubServicios 
• Instalación de punto de red 
• Mantenimiento de punto de red 
• Conectividad a Internet 
• Conectividad inalámbrica 
Potencial Humano 
Responsable 
Personal en disponibilidad 
 
Tabla 21. Subservicios Instalación de Punto de Red 
Instalación de Punto de Red 
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 24 horas laborales 
Niveles de Atención Nivel 2 
Urgencia Muy Bajo (1) 
Impacto Afecta un usuario(1) 
Potencial Humano 
Responsable Personal en disponibilidad 
 
Tabla 22. Subservicios Mantenimiento de punto de red. 
Mantenimiento de punto de red 
Ítem Descripción 
Responsable Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 16 horas laborales 
Niveles de Atención Nivel 2 
Urgencia Muy Bajo (1) 
Impacto Afecta una dependencia (2) 
Potencial Humano 
Responsable Personal en disponibilidad 
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Tabla 23. Subservicios Conectividad a Internet 
Conectividad a Internet 
Ítem Descripción 
Responsable Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 1 hora 
Niveles de Atención Nivel 1 
Urgencia Aplican todas las categorías de urgencia según periodo 
Impacto Aplican todas las categorías de impacto según afectación 
Potencial Humano 
Responsable Personal en disponibilidad 
 
Tabla 24. Subservicios Conectividad inalámbrica. 
Conectividad inalámbrica 
Ítem Descripción 
Responsable Nueva Tecnologías 
 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 1 hora 
Niveles de Atención Nivel 2 
Urgencia Baja (2) 
Impacto (1) 
Potencial Humano 
Responsable Personal en disponibilidad 
 
3.2.3 Servicio De Identificación Y Políticas 
 
La descripción, los subservicios y las políticas que se consideraron para la gestión 
de incidentes que pertenezcan a este servicio se observan en las Tabla 25-32. 
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Tabla 25. Servicios Información General. 
INFORMACIÓN GENERAL 
Ítem Descripción 
Responsable Personal de nuevas Tecnologías 
SubServicios 
• Creación de cuenta 
• Eliminación de cuenta 
• Reinicio de contraseña 
• Creación de buzón 
• Modificación de permisos 
• Ingreso de equipo al dominio 
• Actualización de datos 
Potencial Humano 
Responsable 
Personal en disponibilidad 
 
Tabla 26. Subservicios Creación de Cuenta. 
CREACIÓN DE CUENTA 
Ítem Descripción 
Responsable Personal de Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 40 min 
Niveles de Atención Nivel 1 
Urgencia Bajo 
Impacto (1) 
Potencial Humano 
Responsable Personal en disponibilidad 
 
Tabla 27. Subservicios Eliminación de Cuenta. 
ELIMINACION DE CUENTA 
Ítem Descripción 
Responsable Personal de Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 40 min 
Niveles de Atención Nivel 1 
Urgencia Bajo 
Impacto (1) 
Potencial Humano 
Responsable Personal en disponibilidad 
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Tabla 28. Subservicios Creación de Buzón. 
CREACION DE BUZON 
Ítem Descripción 
Responsable Personal de Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 40 min 
Niveles de Atención Nivel 1 
Urgencia Bajo 
Impacto (1) 
Potencial Humano 
Responsable Personal en disponibilidad 
 
 
Tabla 29. Subservicios Reinicio de Contraseña. 
REINICIO DE CONTRASEÑA 
Ítem Descripción 
Responsable Personal de Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 40 min 
Niveles de Atención Nivel 1 
Urgencia Bajo 
Impacto (1) 
Potencial Humano 
Responsable Personal en disponibilidad 
 
Tabla 30. Subservicio- Modificación de Permisos. 
MODIFICACION DE PERMISOS 
Ítem 
 
Descripción 
Responsable Personal de Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 2 HORAS 
Niveles de Atención Nivel 1 
Urgencia Bajo 
Impacto (1) 
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MODIFICACION DE PERMISOS 
Ítem 
 
Descripción 
Potencial Humano 
Responsable Personal en disponibilidad 
 
Tabla 31. Subservicio- Ingreso De Equipo Al Dominio. 
INGRESO DE EQUIPO AL DOMINIO 
Ítem 
 
Descripción 
Responsable Personal de Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 1 HORAS 
Niveles de Atención Nivel 1 
Urgencia Bajo 
Impacto (1) 
Potencial Humano 
Responsable Personal en disponibilidad 
 
Tabla 32. Subservicio- Actualización De Datos. 
ACTUALIZACION DE DATOS 
Ítem 
 
Descripción 
Responsable Personal de Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 3 HORAS 
Niveles de Atención Nivel 1 
Urgencia Muy bajo (1) 
Impacto (1) 
Potencial Humano 
Responsable Personal en disponibilidad 
 
3.2.4 Servicios de voz 
 
 
La descripción, los subservicios y las políticas que se consideraron para la gestión 
de incidentes que pertenezcan a este servicio se observan en las Tabla 33-41. 
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Tabla 33. Servicios De Voz. 
INFORMACIÓN GENERAL 
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
SubServicios 
• Instalación de Punto de Voz 
• Configuración de extensión y Teléfono 
• Habilitación de Buzón de voz  
• Habilitación de Contraseña 
• Servicio Larga Distancia 
• Servicio Celular 
• Mantenimiento Correctivo Extensión  
• Revisión pares externos 
Potencial Humano 
Responsable Personal en disponibilidad 
 
Tabla 34. Subservicio Instalación  De Punto Voz. 
INSTALACION  DE PUNTO VOZ  
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 
Este servicio consta de dos etapas la primera de análisis y su 
TMS es de 8 horas laborales, la segunda parte de instalación 
cuenta con un TMS de 24 horas laborales. 
Niveles de Atención Nivel 2 
Urgencia Bajo 
Impacto (2) 
Potencial Humano 
Responsable Personal Disponible 
 
Tabla 35. Subservicio Configuración De Extensión Y Teléfono. 
CONFIGURACION DE EXTENSION Y TELEFONO 
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 2 HORAS 
Niveles de Atención Nivel 1 
Urgencia Bajo 
Impacto (1) 
Potencial Humano 
Responsable Personal Disponible 
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Tabla 36. Subservicio Habilitación De Buzón De Voz. 
HABILITACION DE BUZON DE VOZ
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
Tiempo Máximo en Dar 
Respuesta (TMR): 10 min 
Tiempo Máximo De 
Solución(TMS) 2 HORAS 
Niveles de Atención Nivel 1 
Urgencia Bajo 
Impacto (1) 
Potencial Humano 
Responsable Personal Disponible 
 
Tabla 37. Subservicio habilitación de contraseña. 
HABILITACION DE CONTRASEÑA
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
Tiempo Máximo en Dar 
Respuesta (TMR): 10 min 
Tiempo Máximo De 
Solución(TMS) 2 HORAS 
Niveles de Atención Nivel 1 
Urgencia Bajo 
Impacto (2) 
Potencial Humano 
Responsable Personal Disponible 
 
Tabla 38. Subservicio Servicio De Larga Distancia. 
SERVICIO DE LARGA DISTANCIA 
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 2 HORAS 
Niveles de Atención Nivel 1 
Urgencia Bajo 
Impacto (2) 
Potencial Humano 
Responsable Personal Disponible 
 
45 
 
 
Tabla 39. Subservicio Servicio Celular. 
SERVICIO CELULAR 
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
Tiempo Máximo en Dar 
Respuesta (TMR): 10 min 
Tiempo Máximo De 
Solución(TMS) 2 HORAS 
Niveles de Atención Nivel 1 
Urgencia Bajo 
Impacto (2) 
Potencial Humano 
Responsable Personal Disponible 
 
Tabla 40. Subservicio Mantenimiento Correctivo Extensión Telefónica. 
MANTENIMIENTO CORRECTIVO EXTENSIÓN TELEFÓNICA   
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 16 horas laborales 
Niveles de Atención Nivel 1 
Urgencia Bajo 
Impacto (2) 
Potencial Humano 
Responsable Personal Disponible 
3.2.5 Servicios de solicitud. 
 
La descripción, de los subservicios y las políticas que se consideraron para la 
gestión de incidentes que pertenezcan a este servicio se observan en las Tabla 
41-46. 
Tabla 41. Servicios De Solicitudes. 
INFORMACIÓN GENERAL
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
SubServicios 
• Compra de equipos 
• Licenciamiento 
• Conferencias 
• Compra de Partes 
• Solicitud de nuevas líneas externas 
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Potencial Humano 
Responsable 
Personal en disponibilidad 
 
Tabla 42. SubServicios Asesoría En Adquisición Y Compra De Equipos. 
ASESORIA EN ADQUISICION Y COMPRA DE EQUIPOS 
Ítem 
 
Descripción 
Responsable Recursos Educativos 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 5 días hábiles. 
Niveles de Atención Nivel 3 
Urgencia Baja 
Impacto (2) 
Potencial Humano 
Responsable Lizette de Armas 
 
Tabla 43. SubServicios Asesoría Y Adquisición Para El Licenciamiento De Software. 
ASESORIA Y ADQUISICION PARA EL LICENCIAMIENTO DE SOFTWARE 
Ítem Descripción 
Responsable Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 2 meses 
Niveles de Atención Nivel 2 
Urgencia media 
Impacto 2 
Potencial Humano 
Responsable Personal en disponibilidad 
 
Tabla 44. SubServicios Compra De Partes. 
COMPRA DE PARTES  
Ítem Descripción 
Responsable Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 
24 HORAS LABORALES Y SUJETO A TIEMPO DE 
PROVEEDORES EXTERNOS 
Niveles de Atención Nivel 2,NIVEL 3 
Urgencia Media 
Impacto (2) 
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Potencial Humano 
Responsable Personal en disponibilidad 
 
Tabla 45. SubServicios Video Conferencia. 
VIDEO CONFERENCIA  
Ítem Descripción 
Responsable Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 
Solicitud con 1 semana si es con alguien fuera del país y 3 
días nacionales de anticipación.  6 horas para instalación 
Niveles de Atención Nivel 2 
Urgencia Media 
Impacto 2 
Potencial Humano 
Responsable Personal en disponibilidad 
 
3.2.6 Servicio a computadores. 
 
La descripción, los subservicios y las políticas que se consideraron para la gestión 
de incidentes que pertenezcan a este servicio se observan en las tablas 46-50. 
 
Tabla 46. Servicios A Computadores. 
INFORMACIÓN GENERAL 
Ítem 
 
Descripción 
Responsable Personal de Nuevas Tecnologías 
SubServicios 
• Formateo Gral y Reinstalación  1d 
• Mantenimiento Preventivo  1d 
• Mantenimiento Correctivo  1d 
• Instalación de partes 
Potencial Humano 
Responsable 
Personal disponible 
 
Tabla 47. SubServicios Formateo General Y Reinstalación. 
FORMATEO GENERAL Y REINSTALACIÓN 
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 8 HORAS 
Niveles de Atención Nivel 2 
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Urgencia Media 
Impacto Bajo 
Potencial Humano 
Responsable Personal Disponible 
 
Tabla 48. SubServicios Mantenimiento Preventivo. 
MANTENIMIENTO PREVENTIVO 
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 8 HORAS 
Niveles de Atención Nivel 2 
Urgencia Media 
Impacto Bajo 
Potencial Humano 
Responsable Personal Disponible 
Tabla 49. SubServicios Mantenimiento Correctivo. 
MANTENIMIENTO CORRECTIVO 
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 8 HORAS 
Niveles de Atención Nivel 2 
Urgencia Media 
Impacto Bajo 
Potencial Humano 
Responsable Personal Disponible 
 
Tabla 50. SubServicios Instalación De Partes. 
INSTALACIÓN DE PARTES  
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 6 horas 
Niveles de Atención Nivel 2 
Urgencia Bajo 
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Impacto Bajo 
Potencial Humano 
Responsable Personal Disponible 
 
3.2.7 Servicios De Software 
La descripción, los subservicios y las políticas que se consideraron para la gestión 
de incidentes que pertenezcan a este servicio se observan en las tablas 51-53. 
 
Tabla 51. Servicios De Software. 
INFORMACIÓN GENERAL 
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
SubServicios • Instalación Sistema Operativo • Soporte a Software Licenciado por la universidad 
Nivel de Prioridad Medio 
Potencial Humano 
Responsable 
Personal Disponible 
 
 
Tabla 52. SubServicios Instalación De  Sistema Operativo. 
INSTALACION DE  SISTEMA OPERATIVO 
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 4 HORAS 
Niveles de Atención Nivel 1 
Urgencia Media 
Impacto Bajo 
Potencial Humano 
Responsable Personal Disponible 
 
Tabla 53. SubServicios Soporte A Software Licenciado Por La Universidad. 
SOPORTE A SOFTWARE LICENCIADO POR LA UNIVERSIDAD 
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 2 horas 
Niveles de Atención Nivel 1 
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Urgencia Media 
Impacto Bajo 
Potencial Humano 
Responsable Personal Disponible 
 
3.2.8 Servicio De Antivirus 
La descripción, los subservicios y las políticas que se consideraron para la gestión 
de incidentes que pertenezcan a este servicio se observan en las tablas 54-57. 
 
Tabla 54. Servicios De Antivirus. 
INFORMACIÓN GENERAL 
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
SubServicios 
• Instalación  3h 
• Ingreso al Servidor  30m 
• Desinfección y Actualización 
Potencial Humano 
Responsable 
Personal Disponible 
 
Tabla 55. SubServicios Instalación. 
INSTALACION 
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 3 horas 
Niveles de Atención Nivel 2 
Urgencia Muy alta 
Impacto (3) 
Potencial Humano 
Responsable Personal Disponible 
 
Tabla 56. SubServicios Ingreso Al Servidor. 
INGRESO AL SERVIDOR 
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 30 MIN 
Niveles de Atención Nivel 2 
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Urgencia Alta 
Impacto (3) 
Potencial Humano 
Responsable Personal Disponible 
 
Tabla 57. SubServicios Desinfección Y Actualización. 
DESINFECCIÓN Y ACTUALIZACIÓN 
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 
Esta tarea depende de la cantidad de información que se 
necesite analizar y en promedio seria de 6 Gigabytes/1 hora 
Niveles de Atención Nivel 2 
Urgencia Muy alta 
Impacto (3) 
Potencial Humano 
Responsable Personal Disponible 
3.2.9 Servicio a impresoras 
 
La descripción, los subservicios y las políticas que se consideraron para la gestión 
de incidentes que pertenezcan a este servicio se observan en las tablas 58-62. 
 
Tabla 58. Servicios A Impresoras. 
INFORMACIÓN GENERAL 
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
SubServicios 
• Mantenimiento Preventivo 
• Instalación de consumibles 
• Mantenimiento Correctivo 
• Instalación de Partes 
Potencial Humano 
Responsable 
Personal Disponible 
 
Tabla 59. SubServicios Mantenimiento Preventivo 
MANTENIMIENTO PREVENTIVO 
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 4 horas  
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Solución(TMS) 
Niveles de Atención Nivel 2 
Urgencia Media 
Impacto (2) 
Potencial Humano 
Responsable Personal Disponible 
 
Tabla 60. SubServicios Instalación De Consumibles 
INSTALACION DE CONSUMIBLES 
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 1 hora 
Niveles de Atención Nivel 2 
Urgencia Media 
Impacto (2) 
Potencial Humano 
Responsable Personal Disponible 
 
Tabla 61. SubServicios Mantenimiento Correctivo 
MANTENIMIENTO CORRECTIVO 
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 
16 horas laborales, si el daño requiere de mantenimiento 
externo llegara a depender del TSM del proveedor. 
Niveles de Atención Nivel 2 
Urgencia Media 
Impacto (2) 
Potencial Humano 
Responsable Personal Disponible 
 
Tabla 62. SubServicios Instalación De Partes 
INSTALACION DE PARTES 
Ítem 
 
Descripción 
Responsable Nuevas Tecnologías 
Tiempo Máximo en 
Dar Respuesta 
(TMR): 
10 min 
Tiempo Máximo De 
Solución(TMS) 3 HORAS 
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INSTALACION DE PARTES 
Ítem 
 
Descripción 
Niveles de Atención Nivel 2 
Urgencia Media 
Impacto (2) 
Potencial Humano 
Responsable Personal Disponible 
 
3.3 POLÍTICAS PARA EL REGISTRO DE INCIDENTES 
 
 
A continuación en la tabla 63 se describen las actividades que hacen parte de 
estas políticas. 
 
Tabla 63. Actividades del Registro de Incidentes. 
 
Actividad Descripción 
Registro Inicial Verificar que el usuario quien lo reporta esté 
autorizado para realizar notificaciones 
Categorización De Incidentes 
Relacionar el Incidente Reportado con el SLA 
correspondiente 
 
Obtener Información De Apoyo 
Para realizar el registro del incidente el usuario debe 
suministrar la siguiente información: 
• Descripción detallada del incidente. 
• Fecha de ocurrencia del incidente. 
• Persona responsable. 
El tipo y forma de información solicitada puede variar 
de acuerdo al tipo de incidente reportado. 
 
Priorización 
Para esta actividad se elabora una matriz con los 
niveles de urgencia e impacto para su determinación. 
 
La Figura 6 muestra la recomendación de ITIL para la realización de la matriz de 
priorización, 
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Figura 6. Tabla de Priorización Según ITIL8 
 
Para este caso la matriz de priorización se puede expresar como se muestra en la tabla 
64. 
Tabla 64. Esquema De Priorización. 
  IMPACTO 
 
 Afecta un 
usuario Dependencia edificio
Zonas 
estratégicas 
Todo el 
Campus 
URGENCIA 
Muy Bajo 1 2 3 4 5 
Bajo 2 3 4 5 6 
Normal 3 4 5 6 7 
Alto 4 5 6 7 8 
Muy Alto 5 6 7 8 9 
 
La matriz de priorización asigna puntos de acuerdo a los cruces entre la urgencia y el 
impacto de los incidentes. 
En la Tabla 65. Se detalla la escala de prioridad. 
Tabla 65. Escala De Priorización. 
Escala de Prioridad Puntos de 
Prioridad 
Descripción 
PLANEADO 1 y 2 
• Incidentes que presentan una urgencia 
muy baja y afecta a un usuario y/o 
dependencia. 
• Incidentes que presenta una urgencia 
baja y afecta un solo usuario.  
BAJO 3 y 4 
• Incidentes de urgencia muy baja pero 
que afectan un edificio o una zona 
estratégica. 
• Incidentes que tienen urgencia baja y 
que afectan una dependencia o un 
edificio. 
                                                 
8
 Tomado del libro ITIL Version 3, Service Operation, Pag 95. 
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Escala de Prioridad Puntos de 
Prioridad 
Descripción 
• Incidentes de una urgencia normal que 
afecta un solo usuario o a una 
dependencia 
• Incidentes con una urgencia alta que 
solo afecta a un usuario. 
MEDIO 5 y 6 
• Incidentes de urgencia muy baja pero 
afecta todo el campus 
• Incidentes de urgencia baja que 
afectan o una zona estratégica o todo 
el campus 
• Incidentes de urgencia normal pero que 
afectan un edificio o una zona 
estratégica. 
ALTO 7 y 8 
• Incidentes de urgencia Normal que 
afectan todo el campus. 
• Incidentes de urgencia Alta que afectan 
Zonas estratégicas o todo el campus. 
• Incidentes de urgencia muy alta que 
afectan edificios o zonas estratégicas. 
INCIDENTE CRÍTICO 9 • Incidentes de urgencia muy alta y que 
afectan todo el campus 
 
3.4 ASIGNACIÓN DE ESTADO AL INCIDENTE 
 
3.4.1 Abiertos 
• Curso: Cuando trascurre el tiempo de respuesta del incidente. 
• En espera: Cuando se depende de tercero para la solución del incidente. 
° Usuario Ausente: Cuando al momento de realizar soporte al incidente 
reportado el usuario quien lo reporta no se encuentra en el lugar. 
° Escalado Tercero: Cuando el incidente está pendiente de respuesta o 
solución por un tercero. 
° Por Confirmar: Cuando se soluciona el incidente pero se espera 
confirmación de satisfacción del usuario quien lo reporta. 
 
3.4.2 Cerrado 
• En Observación: Cuando se le ha dado solución al incidente y el usuario ha 
confirmado la solución de Incidente, pero se desea corroborar que el incidente 
no vuelva a ocurrir en un periodo de tiempo. 
 
56 
 
• Satisfactorio: Cuando el incidente ha sido solucionado y el usuario ha 
confirmado satisfacción y se ha verificado como favorable la condición del 
evento reportado. 
• No Satisfactorio: Cuando el incidente han cumplido todos los niveles de 
escalado y no se ha logrado una solución. 
 
Tras la confirmación de solución de un incidente, este pasa a estado ‘En 
Observación’, si transcurridos 2 días no ha vuelto a ocurrir la incidencia al 
respecto, este se cambiará a estado ‘Satisfactorio’, de lo contrario se vuelve el 
incidente al sub-proceso de ‘Análisis, Diagnostico y Solución’ y se reinicia el 
conteo del Tiempo Máximo de Solución. Lo anterior no aplica en ningún caso para 
‘SOLICITUD DE SERVICIOS’ (Punto 5 SLA’s). 
 
Una vez cerrado definitivamente el caso, el incidente no se volverá a abrir, con lo 
cual se debe generar un nuevo ticket. 
 
3.5 ANÁLISIS, DIAGNÓSTICO Y SOLUCIÓN 
3.5.1 Otras Soluciones 
• Del análisis e investigación de incidente, aplicar técnicas que 
conlleven a la solución del mismo. 
3.5.2 Escalado 
Para el escalado se tendrá en cuenta lo siguiente: 
• Cuando el nivel de atención que atiende el incidente, claramente no 
pueda dar solución a este, se escalará al siguiente nivel de atención. 
• Si ha transcurrido el 80% del Tiempo Máximo de Solución, se debe 
escalar al siguiente nivel de atención. 
3.6 COMENTARIOS FINALES DEL CAPÍTULO  
 
Este capítulo abarco la elaboración de lo SLA, los cuales determinan la 
configuración del Service Desk. Se inició definiendo los factores que se deben 
tener en cuenta para la elaboración de las políticas por servicio y que 
posteriormente se desarrollaron, luego se prosiguió con la elaboración de las 
políticas para los subprocesos de la gestión de incidente. Así mismo se 
especificaron las políticas para el registro de incidentes, la priorización, matriz y 
esquema de priorización, escala de prioridad, estados de los incidentes, políticas 
de asignación de estado a los incidentes, de cierre y escalado. 
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4. CONFIGURACIÓN DEL SERVICE DESK Y DE LA GESTIÓN DE 
INCIDENTES DE TI. 
 
 
 
En este capítulo se abarcarán los temas referentes a la configuración que deberá 
poseer el Service Desk. Luego de esto, se proseguirá a la elaboración del proceso 
de gestión de incidentes así como el modelo respectivo. 
 
4.1 ANÁLISIS DEL SERVICE DESK 
 
 
Dependiendo de las necesidades que se requieran para el Service Desk se 
determinará la configuración que este tendrá, a continuación se expondrá dichas 
necesidades. 
 
4.1.1 Determinar las necesidades para el Service Desk 
 
• Infraestructura tecnológica. 
• Software administrador de Service Desk. 
• Personal de soporte.  
• Políticas de registro y soporte de incidentes. 
• Modelo de atención de incidentes. 
• Base de conocimientos. 
• Medios de comunicación con el usuario. 
 
4.1.2 Establecer las Funciones que desempeñará 
Dentro de las funciones a desempeñar por parte del Service Desk están las 
siguientes: 
En cuanto al manejo de Incidentes: 
• Reporte 
• Registro 
• Seguimiento 
• Asignación de Ticket 
• Actualización de estado 
• Escalado 
• Cierre 
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En lo referente a la Knowledge Base: 
• Actualización 
• Consulta 
Debe permitir además tareas administrativas referente ha: 
Configurar 
•  SLA’s 
• Servicios de TI prestados 
• Calendario Laboral 
 
Además poder  
• Agregar personal de soporte 
• Asignar personal responsable a cada incidente 
• Revisar colas de incidentes 
• Realizar evaluaciones de desempeño del personal en cuanto a la gestión y 
resolución de incidentes. 
 
4.1.3 Determinación de la estructura 
Debido a la distribución de la Universidad del Magdalena y a la gran cantidad de 
usuarios en la instalaciones de la Universidad, la estructura del Service Desk debe 
ser CENTRALIZADO ya que este tipo de estructuras ayudan a reducir costos, a 
realizar una mejor y más eficiente gestión de los recursos disponibles, además 
permite un ágil y oportuno control sobre los tiempos de respuesta del personal de 
soporte y facilita una rápida respuesta ‘In situ’. 
 
Otras estructuras de Service Desk, tipo Distribuido y virtual, implicarían la 
adquisición de infraestructura tecnológica para soportar la estructura y la 
contratación de un mayor número de personas para soporte y el número de 
usuarios en las sedes de la Universidad no admite dicha inversión. 
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4.1.4 Propuesta para la Base de conocimiento 
 
Figura 7. Esquema de la Base De Conocimiento 
 
 
60 
 
 
Figura 8. Esquema de la Base De Conocimiento (Continuación) 
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La Universidad del Magdalena brinda servicio de TI, estos servicios se proveen 
por Proveedor externos o son ofertados internamente, además los servicios son 
soportados por los SLA’s. Estos poseen Niveles de Soporte, Impacto y Urgencia. 
Estos SLA’s se asocian a los Incidentes, los Incidentes se clasifican por Tipo y se 
les asigna un Estado, una vez resueltos los Incidentes tiene una SLN. Los 
Incidentes se asignan a un TH que Cumple una Jornada, y son Reportados por un 
Reportante que esta vinculado a una Dependencia la cual esta Ubicada en 
Geo_Dep. Tras la SLN de Incidente el Reportante Confirma la Satisfacción. 
 
4.1.5 Descripción de la Base de Conocimiento 
A continuación se realiza la descripción por tabla de la base de conocimiento para 
brindar una idea clara de los términos utilizados. Ver tablas 65-81. 
 
Tabla 66. Base de Conocimiento - Tabla SLA. 
 
Tabla 67. Base De Conocimiento - Tabla Incidente. 
SLA 
Descripción Acuerdo de Niveles de Servicio 
Atributo PK FK Descripción 
Id_SLA SI NO identifica cada SLA 
Id_Service NO SI Identifica el servicio acordado 
Id_Impacto NO SI Identifica el impacto del 
Incidente 
Id_Urg NO SI Identifica la Urgencia del 
Incidente 
Id_Nivel NO SI Identifica el nivel de soporte 
Nit NO SI Identifica tercero para 
escalado 
Descripción NO NO Descripción del SLA 
TMR NO NO Tiempo máximo de Respuesta 
TMS NO NO Intervalo de tiempo en el que 
se da solución al incidente 
reportado 
INCIDENTE 
Descripción Corresponde al registro de cada incidente reportado 
Atributo PK FK Descripción 
Ticket SI NO Ticket del Incidente 
registrado 
Id_Impacto NO SI Identifica el impacto del 
Incidente 
Id_Urg NO SI Identifica la Urgencia del 
Incidente 
Id_Nivel NO SI Identifica el nivel de soporte 
Id_Tipo NO SI Identifica el tipo de incidente  
Id_SLN NO SI Identifica la solución aplicada 
al incidente 
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Tabla 68. Base De Conocimiento - Tabla Nivel Soporte. 
 
Tabla 69. Base De Conocimiento - Tabla Impacto. 
 
Tabla 70. Base De Conocimiento - Tabla Tipo Incidente 
 
 
CC_Repor NO  SI Identifica al usuario 
reportante del incidente 
Id_Estado NO SI Identifica el estado del  
Incidente 
 
 
INCIDENTE 
Descripción Corresponde al registro de cada incidente reportado 
Atributo PK FK Descripción 
Id_Sat NO SI Identifica el nivel de 
satisfacción del usuario tras 
la solución del incidente 
Nit NO SI Identifica tercero para 
escalado 
CC_TH NO SI Identifica al responsable de 
soporte 
Descripción NO NO Descripción del incidente 
Fecha_Hora_Reg NO NO Fecha y hora de registro del 
incidente 
Fecha_Hora_sln NO NO Fecha y hora de registro del 
incidente 
Nivel_Soporte 
Descripción Niveles de soporte a los Subservicios y como se debe proceder 
cuando un determinado nivel no pueda dar solución al incidente 
Atributo PK FK Descripción 
Id_Nivel SI NO identifica cada Nivel 
Nivel NO NO Nivel de Soporte 
Descripción NO NO Descripción del nivel de 
soporte 
Impacto 
Descripción Forma en que afecta un incidente el funcionamiento normal de los 
procesos y/o cantidad de usuario 
Atributo PK FK Descripción 
Id_Impacto SI NO identifica el impacto 
Impacto NO NO El Impacto 
Descripción NO NO Descripción del Impacto 
Tipo_Incidente 
Descripción Clasificación por tipo de incidente 
Atributo PK FK Descripción 
Id_Tipo SI NO identifica cada Tipo de 
incidente 
Tipo NO NO Tipo de Incidente 
Descripción NO NO Descripción del Tipo de 
Incidente 
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Tabla 71. Base De Conocimiento - Tabla Satisfacción. 
Satisfacción 
Descripción Nivel de satisfacción del usuario reportante tras la solución del 
incidente 
Atributo PK FK Descripción 
Id_sat SI NO identifica el nivel de 
satisfacción del usuario 
Descripción NO NO Descripción de la satisfacción 
del usuario 
Confirma NO NO Confirmación de satisfacción 
tras solución del incidente 
 
Tabla 72. Base De Conocimiento - Tabla Urgencia. 
 
Tabla 73. Base De Conocimiento - Tabla SLN. 
 
Tabla 74. Base De Conocimiento - Tabla Estado. 
 
 
 
 
 
 
 
 
Urgencia 
Descripción Determina el tiempo máximo de demora que un usuario puede 
esperar para la resolución del incidente  
Atributo PK FK Descripción 
Id_Urg SI NO identifica la urgencia 
Urgencia NO NO Urgencia 
Descripción NO NO Descripción de la urgencia 
SLN 
Descripción Servicios de TI que se prestan en la Universidad del Magdalena 
Atributo PK FK Descripción 
Id_SLN SI NO identifica la solución del 
incidente reportado 
Descripción NO NO Descripción de los servicios 
Estado 
Descripción Tipos de estados de los incidentes 
Atributo PK FK Descripción 
Id_estado SI NO identifica cada uno de los 
estados 
Estado NO NO Estado 
Descripción NO NO Descripción del estado del 
incidente 
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Tabla 75. Base De Conocimiento - Tabla TH. 
 
 
Tabla 76. Base De Conocimiento - Tabla Jornada. 
 
Tabla 77. Base De Conocimiento - Tabla Reportante. 
 
Tabla 78. Base De Conocimiento - Tabla Dependencia. 
 
TH 
Descripción Información del personal de soporte 
Atributo PK FK Descripción 
CC_TH SI NO Identificación del personal de 
soporte 
Id_Jornada NO SI Identifica la jornada laboral del 
personal de soporte 
Nombres NO NO Nombre  del personal de 
soporte 
Dirección NO NO Dirección del personal de 
soporte 
Teléfono  NO NO Teléfono de contacto con 
personal de soporte 
Jornada 
Descripción Descripción de la jornada laboral que debe cumplir el personal de 
soporte 
Atributo PK FK Descripción 
Id_jornada SI NO identifica cada uno de los 
servicios 
Día NO NO Nombre del día de la semana 
No_Horas NO NO Número de horas laborales 
por día de la semana 
Reportante 
Descripción Datos del usuario que reporta el incidente 
Atributo PK FK Descripción 
CC_repor SI NO identificación cada uno de los 
usuarios reportante 
Id_Dep NO SI Identifica la dependencia a la 
cual está vinculado el usuario 
reportante 
Nombres NO NO Nombres del usuario 
reportante 
Dependencia 
Descripción Dependencias de la Universidad 
Atributo PK FK Descripción 
Id_Dep SI NO identificación cada uno de los 
usuarios reportante 
Nombre NO NO Nombre de la dependencia 
Jefe NO NO Nombres del(a) director de la 
dependencia 
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Tabla 79. Base De Conocimiento - Tabla Geo_Dependencia. 
 
 
Tabla 80. Base De Conocimiento - Tabla Servicio. 
 
Tabla 81. Base De Conocimiento - Tabla Proveedor. 
 
 
 
Geo_Dependencia 
Descripción Ubicación geográfica de las dependencias de la Universidad 
Atributo PK FK Descripción 
Id_GDep SI NO identifica cada ubicación de 
las dependencias 
Nombre NO NO Nombre de la dependencia 
Jefe NO NO Nombres del(a) director de la 
dependencia 
Servicio 
Descripción Descripción de los servicios de TI que se prestan en la Universidad 
Atributo PK FK Descripción 
Id_Service SI NO identifica cada uno  de los 
servicios de TI que se prestan 
en la Universidad 
Id_Nit NO SI Nit de tercero proveedor de 
servicios de soporte a los 
servicios 
Descripción NO NO Descripción de los servicios de 
TI que se prestan en la 
Universidad 
Proveedor 
Descripción Descripción de los servicios de TI que se prestan en la Universidad 
Atributo PK FK Descripción 
Id_Nit SI NO Nit de tercero proveedor de 
servicios de soporte a los 
servicios 
Nombre NO NO Nombre de la empresa o 
tercero proveedor 
Contacto NO NO Nombre de la persona de 
contacto con el proveedor 
Teléfono NO NO teléfono de la persona de 
contacto con el proveedor 
Mail NO NO e-mail de la persona de 
contacto con el proveedor 
Dirección NO NO Dirección del tercero 
proveedor de servicios de 
soporte a los servicios 
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4.1.6 Casos de Uso 
En este numeral se indican las funciones que debía realizar el sistema por medio 
del diagrama de Caso Uso, los cuales ofrecen uno o más escenarios que señalan 
como debe  interactuar un sistema con un usuario 
 
 
Figura 9. Caso de Uso De Cliente. 
 
User Admin
Configurar SLA's
*
*
Configurar
Servicios
*
*
Configurar
Calendario Laboral
*
*
Agregar Personal
Soporte
*
*
Cerrar Incidente
*
*
Evaluar Desempeño
*
*
Caso de Uso Usuario Administrador
 
Figura 10. Caso de Uso De Administrador 
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 Figura 11. Caso de Uso De Usuario de Soporte 
 
4.1.7 Documentación de los Casos de Uso 
 
Tabla 82. Descripción Casos de Uso Soporte Técnico. 
Reportar Incidente 
Descripción EL usuario que reporta, realizará el registro del 
incidente y suministra la información requerida. 
Actor Cliente 
Seguir Incidente 
Descripción El usuario que reporta realizará el seguimiento del 
incidente reportado, la fase de solución y el 
estado final de solución. 
Actor Cliente 
Confirmar Solución Incidente 
Descripción El usuario que reporta confirmará la solución 
satisfactoria del incidente reportado. 
Actor Cliente 
Evaluar desempeño 
Descripción El usuario administrador realizará el seguimiento 
de desempeño del personal de soporte. 
Actor User Admin 
Configurar Sla’s 
Descripción El usuario administrador realizará modificaciones, 
actualizaciones, mejoras a los SLA’s pactados. 
Actor User Admin 
Configurar Servicios 
Descripción El usuario administrador realizará modificaciones, 
actualizaciones, mejoras a los servicios 
soportados. 
Actor User Admin 
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Configurar Calendario Laboral 
Descripción El usuario administrador realizará modificaciones, 
actualizaciones, mejoras al calendario laboral del 
personal de soporte técnico. 
Actor User Admin 
Agregar Personal Soporte 
Descripción El usuario administrador incluirá nuevo personal 
de soporte técnico al staff de soporte. 
Actor User Admin 
Cierre Incidente 
Descripción El usuario administrador realizará el cierre de 
incidentes satisfactoria o in-satisfactoriamente 
Actor User Admin 
Ver Cola De Incidentes 
Descripción El usuario de soporte verá la cola de incidentes 
pendientes por solución. 
Actor User Soporte 
Registrar Incidentes 
Descripción El usuario de soporte realizará el registro de 
incidentes, solicitará la información del incidente y 
Asignar Ticket al incidente. 
Actor User Soporte 
Asignar Personal 
Descripción El usuario de soporte asignará personal de 
soporte a cada incidente registrado 
Actor User Soporte 
Actualizar estado de incidente 
Descripción El usuario de soporte actualizará el estado de los 
incidentes registrados de acuerdo a su evolución. 
Actor User Soporte 
Actualizar KB 
Descripción El usuario de soporte actualizará los registros de 
los incidentes registrados y las soluciones. 
Actor User Soporte 
Consultar KB 
Descripción El usuario de soporte consultará la KB en 
búsqueda de registro de soluciones anteriores 
para aplicar a los incidentes a solucionar. 
Actor User Soporte 
Escalar 
Descripción El usuario de soporte escalará los incidentes a un 
nivel superior de soporte 
Actor User Soporte 
 
 
4.2 COMENTARIOS FINALES DEL CAPÍTULO  
 
Este capítulo abarco principalmente, la elaboración de los requerimientos 
funcionales y estructurales necesarios para el funcionamiento del Service Desk, 
tales como la base de conocimiento, casos de usos, tipo de estructura, etc. y se 
realizó la glosa de cada uno de estos.
69 
 
 
 
 
 
5. PROPUESTA DEL SERVICE DESK 
 
 
 
En este capítulo se encuentra el procesos de gestión de incidente que se elaboro 
para el mismo fin y las actividades que debe seguir el personal de soporte para 
realizar el trámite de una incidencia desde que es reportada por el usuario hasta 
que es solucionada.  
5.1 ANÁLISIS Y MODELADO DE LA GESTIÓN DE INCIDENTES 
 
 
Para el desarrollo de este proceso se tiene como base tanto el proceso actual que 
se lleva a cabo dentro de la institución y el ideal que plantea ITIL. Este tiene como 
objetivo la solución de cualquier interrupción en el servicio que se presente de una 
manera rápida y eficaz, cabe aclarar que esta gestión no analiza ni busca las 
causas a un determinado incidente, únicamente se enfoca en la restauración del 
servicio. El modelo BPMN de este proceso se muestra en la Figura 11. 
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 Figura 12. Diagrama BPMN del Proceso de Gestión de Incidente 
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El proceso de gestión de incidentes se ha dividido en cuatro subprocesos  
• Registro. 
• Clasificación. 
• Análisis diagnostico y solución. 
• Cierre. 
A continuación se describen brevemente los subprocesos que hacen parte de la 
gestión de incidentes planteada para la universidad. 
5.1.1 Incidencia 
La incidencia es cualquier interrupción en los servicios de TI de una empresa y 
pueden ser reportadas por un usuario o generada automáticamente por una 
aplicación. 
5.1.2 Registro 
Este debe ser el primer subproceso a realizar pues si se pospone se corre el 
riesgo de que se aglomeren tantas incidencias que demorarían indefinidamente el 
proceso. El modelo BPMN de este subproceso se muestra en la Figura 12. 
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 Figura 13. Diagrama BPMN del SubProceso de Registro. 
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• SLA.  El primer paso una vez que el subproceso de registro de inicio es la 
comprobación del cumplimiento de los SLA, En esta tarea se debe determinar si el 
incidente se encuentra dentro de los niveles de servicio que se acordaron en ellos 
ya que si un incidente no cumple los acuerdos de servicio pactados no podrá ser 
atendido por el Service Desk y daría como tal la finalización de la solicitud que el 
usuario haya reportado. 
• Incidente registrado anteriormente.  Otra de las verificaciones que se deben 
realizar en primera instancia en el subproceso de Registro, es que el incidente no 
esté reportado, ya que en ocasiones más de un usuario puede notificar la 
ocurrencia del mismo incidente, esto con el fin de evitar duplicaciones. 
• Registrar Datos.  Una vez que se determine que el incidente que se está 
reportando ya se encuentra registrado, se deberá tomar los datos de la persona 
que lo notifica e informarle al usuario de la existencia del registro y suministrar el 
número del caso para que pueda verificar los avances del mismo. 
• Registro Inicial.  En esta actividad se deberá realizar un registro el cual se 
ingresara en la base de datos asociada toda la  información básica del incidente 
que se utilizara para su procesamiento (hora, descripción del incidente, sistemas 
afectados... etc.). A demás se debe consultar en la base de datos de personal 
autorizado para realizar los reportes de incidentes con el fin de que personas no 
autorizadas realicen reportes de incidentes y constatar, en el caso de equipos de 
cómputo, que estos pertenezcan a la Universidad. 
• Categorización.  En esta actividad el incidente es ubicado dentro de una de 
las categorías que se hallan estipulado en los SLA, para ello se tiene en cuenta el 
tipo de incidente o de acuerdo con el equipo de trabajo que den solución al mismo. 
• Obtener Información De Apoyo.  En esta actividad el personal del Service 
Desk deberá pedir al usuario cualquier tipo de información que pueda ser 
relevante y servir de apoyo para dar solución al incidente, las cuales deben quedar 
consignadas en la hoja de seguimiento del incidente.  
• Clasificación Incidente Crítico.  Hay ocasiones en las que un incidente 
puede llegar a ser tan grave y de tal magnitud que se sale de las escalas de 
tiempo de respuesta y de solución que se tienen previstos para los diferentes 
servicios y que si se llegaran a tener en cuenta, distorsionaría los resultados de la 
evaluación de desempeño y por ello se debe hacer una clasificación entre 
incidentes normales (todos aquellos contemplados en los SLA dentro de esta 
categoría) e incidentes Críticos. En esta actividad se debe verificar que el 
incidente reportado no sea un incidente Crítico, en caso contrario tendrá un trato 
distinto a los demás. 
• Asignación de Referencia.  Para poder hacerle seguimiento y control en 
todo momento, a los incidentes se les realiza una asignación única de una 
referencia o Ticket la cual lo identificara en los procesos internos del Service Desk 
y en las comunicaciones con el usuario 
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• El incidente afecta a más usuarios.  Se debe verificar si el incidente afectara 
a otros usuarios, con la ayuda de la knowledge Base o a criterio del Service Desk 
dado el caso que no esté registrado en ella y se deberá actualizar la base. 
• Notificar a los usuarios que se afectan.  En el caso de que el incidente 
afecte a otros usuario, estos deben ser notificados de como este afectara sus 
procesos  
5.1.3 Clasificación 
Este subproceso tiene como objetivo obtener toda la información pertinente del 
incidente que pueda ser utilizada para solucionarlo. El modelo BPMN de este 
subproceso se muestra en la Figura 13. 
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 Figura 14. Diagrama BPMN del SubProceso de Clasificación. 
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• Priorización.  De a cuerdo al nivel de impacto y a la urgencia del servicio 
según criterios establecidos previamente en los SLA, se debe asignar un  Nivel de 
Prioridad, el cual estará relacionado con los tiempos de solución  y el orden en que 
se irán dando solución y seguimiento a los incidentes.  
• Resuelto En Primera Instancia.  El personal del Service Desk deberá 
considerar si puede dar solución inmediatamente, apoyándose en la Knowledge 
Base o en sus conocimientos, al incidente, esta tarea deberá estar sujeta a un 
tiempo máximo establecido en los SLA y que después de cumplido sino se ha 
dado solución al incidente se debe proseguir con la siguiente tarea del proceso de 
Clasificación. 
• Asignación de Recurso.  En caso de que el Service Desk no pueda 
solucionar el incidente en primera instancia, se debe asignar al personal de 
soporte técnico acorde con el incidente. 
• Asignación de estado al incidente.  Cuando un incidente es reportado se le 
debe asignar un estado el cual servirá para realizar un seguimiento al mismo (por 
ejemplo: registrado, activo, suspendido, resuelto, cerrado) y también estimar el 
tiempo de resolución del incidente, estos estados están consignados en los SLA. 
 
5.1.4 Análisis, Diagnostico y Solución 
En este proceso se utilizan todos los recursos y medios posibles para dar solución 
al incidente. El modelo BPMN de este subproceso se muestra en la Figura 14. 
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 Figura 15. Diagrama BPMN del SubProceso de Análisis, Diagnostico y Solución... 
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• Consulta en la Knowledge Base.  Se examina el incidente con la ayuda de 
la knowledge base para ver si es posible identificar alguna incidencia previa ya 
resuelta y aplicar el procedimiento realizado, de lo contrario se deberán analizar 
otras soluciones. 
• Aplicar la solución.  De existir una solución registrada al incidente en la 
knowledge base se deberá aplicar la Solución registrada en la knowledge base a 
la incidencia reportada. 
• Otras soluciones.  El equipo encargado del incidente, analizaran otros 
procedimientos que conduzcan a la  solución, una vez se determine, esta deberá 
consignarse en la Knowledge base e inmediatamente se deberá actualizar toda la 
información que relaciona al incidente. 
• Confirmación de satisfacción.  El personal encargado del incidente debe 
comunicarse con el usuario quien reporto la incidencia y confirmar el estado del 
servicio que origino el incidente (sigue presentando la falla o no) y de acuerdo a 
esto se determinara si fue o no solucionado el incidente. 
• Escalado.  Si un nivel de soporte no le es posible dar solución a un 
incidente entonces debe realizar el proceso de escalado a un nivel superior de 
acuerdo con lo establecido en los SLA. Si la incidencia fuera recurrente y no se 
encuentra una solución definitiva al mismo se deberá informar y elaborar una 
petición de cambio. 
 
5.1.5 Cierre de Incidente 
En este subproceso se mantiene en espera toda incidencia después de haberle 
dado solución y que luego después que cumpla con una serie de requisitos se 
procede al cierre permanente del incidente. El modelo BPMN de este subproceso 
se muestra e la Figura 15. 
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Figura 16. Diagrama BPMN del SubProceso de Cierre. 
 
• Estado de observación del incidente.  Cuando el incidente ha sido 
confirmado como solucionado por el usuario que lo reporto este pasa a trámite de 
cierre con el fin,  de que si llegado caso el incidente vuelve a aparecer no se habrá 
un nuevo ticket sino simplemente se retoma el caso con el original y se prosigue 
con el proceso de análisis y solución  
• Confirmación de cierre.  Después de un tiempo el cual está determinado en 
los SLA se hace una segunda confirmación del cierre del caso para dar por 
concluido el cierre del ticket y que no podrá ser reabierto  
• Cierre.  Después de determinar el cierre definitivo del caso se prosigue a 
actualizar los datos y el estado del incidente para tal efecto. 
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6. PLANTEAMIENTO DE LA PLATAFORMA TECNOLOGÍA PARA EL 
SERVICE DESK. 
 
 
 
En este capítulo se delimitarán las funciones de debe desempeñar la solución 
software de Service Desk, expondrán las posibles soluciones y se escogerá una 
de estas. 
 
6.1. REQUERIMIENTOS FUNCIONALES DEL SOFTWARE HELP DESK 
 
Entre los requerimientos funcionales del software de Help Desk están: 
En cuanto al manejo de Incidentes: 
 
• Reporte 
• Registro 
• Seguimiento 
• Asignación de Ticket 
• Actualización de estado 
• Escalado 
• Cierre 
 
En lo referente a la Knowledge Base: 
 
• Actualización 
• Consulta 
 
Debe permitir además tareas administrativas referente ha: 
Configurar 
 
•  SLA’s 
• Servicios de TI prestados 
• Calendario Laboral 
 
Además poder  
 
• Agregar personal de soporte 
• Asignar personal responsable a cada incidente 
• Revisar colas de incidentes 
• Realizar evaluaciones de desempeño del personal en cuanto a la gestión y 
resolución de incidentes. 
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6.2. EVALUACIÓN, SELECCIÓN Y DESPLIEGE DE SOFTWARE 
 
Actualmente existen variadas propuestas de software de Help Desk, tanto de 
Software Libre como de Propietario, así como otras propuestas que permiten 
realizar cambios al código fuente, en este capítulo se estudiarán las características 
y el funcionamiento de cuatro (4) de ellos y se verificarán mediante un análisis el 
cumplimiento de la totalidad o en la mayoría los requerimientos establecidos para 
el Service Desk. Una vez realizada la selección de la herramienta de 
administración del Service Desk se procederá a realizar el despliegue de la 
misma.  
 
Para la evaluación de los productos software se determinaron los siguientes ítem a 
considerar. 
 
• Tecnología utilizada. 
• Costos de la Herramienta. 
• Si posee soporte, que mecanismos utiliza. 
• Cumplimientos de los requerimientos funcionales. 
 
Una de las características más importantes a tener en cuenta es que el software 
sea de tipo Open Source (código abierto) que “es el término con el que se conoce 
al software distribuido y desarrollado libremente. Fue utilizado por primera vez en 
1998 por algunos usuarios de la comunidad del software libre, tratando de usarlo 
como reemplazo al ambiguo nombre original en inglés del software libre (free 
software)”9. Este tipo de software brinda una mayor flexibilidad y adaptación a los 
cambios, a demás de permitir una mayor integración con las necesidades el 
negocio gracias a que se puede personalizar y mejorar la configuración del 
software. 
 
6.3. PRESENTACIÓN DE LOS PRODUCTOS SOFTWARE SELECCIONADOS 
La siguiente información fue extraída de http://www.otrs.com/en/products/otrsitsm/ 
 
6.3.1 OTRS::ITSM 
 
 
                                                 
9
 http://es.wikipedia.org/wiki/C%C3%B3digo_abierto 
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OTRS es un sistema de solicitud de ticket de tipo Open Source con muchas 
características para gestionar las llamadas telefónicas y e-mails de los clientes. El 
sistema está construido para brindar soporte, ventas, pre-ventas, facturación, 
conflictos internos de TI, Help Desk, etc.  
 
A demás está basado en tecnología orientada a la web y de forma modular e 
incluye tecnología AJAX. Esta herramienta soporta todos los sistemas de base de 
datos y sistemas operativos, cuenta con configuración adicional de IMAP, IMAPS y 
POP3S cuentas de correo para mayor integración, esta plataforma esta disponible 
100% por ser de código abierto y sus versiones son actualizables y se encuentran 
disponibles para la descarga, actualmente se encuentra en su versión 2.3 
 
La distribución OTRS se realiza bajo la GNU General Public License (GPL). A 
demás brinda soporte a la herramienta mediante la página web, atreves de E-Mail 
y por medio telefónico. 
 
 
PRINCIPALES VENTAJAS 
 
• OTRS::ITSM apoya los procesos de ITIL: gestión de incidentes - gestión de 
problema - la gestión de la configuración  
• Identifica rápidamente las excepciones  
• Reactiva y proactiva gestión de problema  
• CMDB Integrado  
• Reducción de los tiempos de servicio y los riesgos para sus operaciones de 
negocio  
• Reducción de costos por incidente  
• 100% de código abierto (Open Source) 
• Máxima flexibilidad para reaccionar a los cambios  
• Completo apoyo a las empresas. 
 
 
OTRS::ITSM incorpora las mejores prácticas de ITIL, junto a las mejores prácticas 
en gestión con los mejor de la tecnología de Código Abierto (Open Source). Apoya 
los procesos de ITIL aplicados con mayor frecuencia en las empresas: la gestión 
de incidentes, gestión de problemas, gestión de la configuración, y ofrece un 
enfoque integrado de gestión de base de datos de configuración (CMDB) para la 
gestión de infraestructuras de TI complejas. 
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6.3.2 KASEYA 
La siguiente información fue extraída de 
http://www.kaseya.com.mx/index.php  
KASEYA es una potente herramienta de tipo propietario que administrar la 
totalidad de la infraestructura de computación con una aplicación integrada en 
base al Web de Servicios Gestionados de TI. Completa, poderosa, Segura y Fácil.  
KASEYA es una aplicación que posee una plataforma integrada en base a la web, 
actualmente posee dos ediciones la Enterprise, provee administración de sistemas 
automatizada y remota rovides y la de Servicio Gestionado con funcionalidad 
comprehensiva y licenciamiento flexible diseñado para el proveedor de servicios 
gestionados, esta herramienta a diferencia de OTRS que se enfoca en la gestión 
de ticket posee a demás un control más amplio de la infraestructura de IT, entre 
los servicios que maneja de una forma remota se tiene: 
• Control Remoto / Soporte Remoto 
• Administración de Parches 
• Inventario y Auditoria de Computadoras 
• Administración Remota de PCs 
• Monitoreo de Redes y Windows 
• Mesa de Ayuda y Tickets de Problemas 
• Despliegue de Software y Administración de Sistemas 
• Aplicación de Políticas de Redes 
• Respaldo y Recuperación de Desastres 
• Detección de Anti Virus / Anti Spyware  
 
Esta herramienta solo esta disponible para sistemas operativos Microsoft Windows 
98, Me, NT 4.0, 2000, XP, Server 2003, Vista, KASEYA posee soporte a través de 
su página web, por mail o por medio telefónico a sus clientes. 
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6.3.3 SysAid – Help Desk 
La siguiente información fue tomada de http://www.ilient.es/features.htm 
 
 
 
SYSAID para Help Desk, Inventario y dirección de proyecto, Se encarga de 
automatizar los procesos de ayuda de escritorio, la configuración del hardware, la 
supervisión de activo, las licencias de software y demás tareas y proyectos. 
Mediante un escaneo y un testeo automático en tu red local SysAid te provee con 
los detalles necesarios para cada máquina y te permite su control de forma 
remota. 
SYSAID consta para su distribución de dos versiones una gratuita, ideal para 
pequeñas organizaciones con menos de 100 usuarios finales y menos de 100 
activos y la versión completa de SysAid ofrece también características tales como, 
integración LDAP, opciones avanzadas de personalización, gestión del portal, 
single sign on y otras más. 
Esta herramienta funciona bajo los sistemas operativos LINUX y WIndows 
Características principales de SysAid:  
• Envió de peticiones por parte de los usuarios de manera simple, online, 
basado en formularios web. 
• Ordenación, búsqueda y tratamiento con un servicio de respuesta basada 
en una eficiente metodología. 
• Issue tracking: call/email/activity logging. 
• Integración con el LDAP -- Carga de usuarios desde el LDAP. 
• Imprima informes del estado de tu ayuda de escritorio. 
• Comuníquese con los usuarios vía email, SMS y mensajería instantánea. 
• Use diferentes características tales como el escalado, notificaciones 
automáticas y muchas más. 
• Software basado en la web -- no requiere instalación y es accesible desde 
cualquier sitio con un simple navegador Web. 
• Increíble eficiencia con interfaces amigables (permite varios lenguajes). 
• Integración con servidores web como IIS o Apache. 
• Use el Software Helpdesk de SysAid con sistemas single-sign-on y 
"autentificación Windows integrada". 
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6.3.4 ProactivaNet –Service Desk 
 
La siguiente información fue extraída de 
http://www.proactivanet.com/pages/index/13-service-
desk?abierto=0&lang=es&pageid=13 
 
 
 
ProactivaNET® Service Desk facilita la gestión de incidencias desde su registro 
inicial hasta su cierre, incorporando estándares internacionales de buenas 
prácticas como ITIL.®. 
ProactivaNET® es un sistema modular, basado en un entorno web desde el cual 
los usuarios de la red pueden reportar sus problemas de forma directa. A través 
del portal, el usuario puede además dar seguimiento a sus peticiones a lo largo de 
todo el ciclo de vida, así como consultar el histórico de sus peticiones pasadas. 
ProactivaNET comercializa dos productos que pueden integrarse, cuenta con el 
sistema de Service Desk y el de Auditoria e Inventarios Automático, que se 
adquieren por separado bajo Licenciamiento de propietario. 
Este sistema permite la creación y configuración de los SLA con tiempos de 
resolución y condiciones específicas, también posee una Knowledge base que 
permite sistematizar, documentar y publicar todo el conocimiento del 
departamento de soporte y que esta diseñada mediante una base de datos SQL 
abierta. Puede ser tanto MSDE (motor gratuito de MS SQL), MS SQL Server (7.0 o 
superior) como Oracle (8i o superior), y en todos casos hay libre acceso a la base 
de datos y a los datos allí almacenados.  
Características: 
• Service Desk  
o Gestión de incidencias. 
o Portal de Usuarios. 
o Gestión de SLA’s. 
o Knowledge base. 
o Envío / Recepción E-mails. 
o Perfiles de acceso. 
o Campos personalizados. 
o Integración con Inventario. 
o Informes y métricas. 
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6.4. EVALUACIÓN DE LAS HERRAMIENTAS TENIENDO EN CUENTA LOS 
REQUERIMIETOS FUNCIONALES. 
 
Para la escogencia del software de Service Desk se tendrán en cuenta los 
requerimientos funcionales que se establecieron para poder determinar cuál de los 
software es el más adecuado de ellos para esta propuesta. Los requerimientos 
que se tendrán en cuenta son los siguientes: 
 
• Debe ser Software Libre. 
• Debe cumplir con los requerimientos funcionales analizados. 
• Debe permitir realizar modificaciones para poder ajustarlo a las 
necesidades de la Universidad. 
• Posibilidades de acceso a soporte. 
 
En cuanto al manejo de Incidentes: 
 
• Reporte 
• Registro 
• Seguimiento 
• Asignación de Ticket 
• Actualización de estado 
• Escalado 
• Cierre 
 
En lo referente a la Knowledge Base: 
 
• Actualización 
• Consulta 
 
Debe permitir además tareas administrativas referentes a configurar: 
 
•  SLA’s 
• Servicios de TI prestados 
• Calendario Laboral 
• Por último se deben tener en cuenta  los costos de licenciamiento.  
 
En la Tabla 82 se muestra la comparativa de los requerimientos funcionales. 
 
Tabla 83.Comparativa de Requerimientos Funcionales. 
REQUERIMIENTOS FUNCIONALES 
Descripción OTRS:ITSM SysAid KASEYA PROACTIVANET 
Incidentes     
Registro SI SI SI SI 
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REQUERIMIENTOS FUNCIONALES 
Descripción OTRS:ITSM SysAid KASEYA PROACTIVANET 
Cierre Incidentes SI SI SI SI 
Seguimiento SI SI SI SI 
Reporte SI SI SI SI 
Asignación de Ticket SI SI SI SI 
Actualización de 
estado 
SI NO SI SI 
Escalado SI SI NO SI 
Knowledge Base     
Actualización SI SI SI SI 
Consulta SI SI SI SI 
Administrativo     
SLA’s SI NO NO SI 
Servicios de TI 
prestados 
SI NO SI SI 
Calendario Laboral SI NO NO NO 
Agregar personal de 
soporte 
SI NO SI SI 
Asignar personal 
responsable a cada 
incidente 
SI SI SI SI 
Revisar colas de 
incidentes 
SI SI SI SI 
Realizar 
evaluaciones de 
desempeño del 
personal en cuanto a 
la gestión y 
resolución de 
incidentes 
SI SI SI SI 
 
 
Tabla 84. Comparativa Código Abierto. 
CÓDIGO ABIERTO 
Nombre Aplicativo Abierto Cerrado 
OTRS::ITSM SI NO 
SYSAID NO SI 
KASEYA NO SI 
PROACTIVANET NO SI 
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El sistema OTRS::ITSM permite modificaciones al código fuente permitiendo 
flexibilidad al cambio y una mayor integración con las necesidades del 
departamento sin mencionar que se puede contribuir al mejoramiento del software.  
 
A continuación en la tabla 84. Se describen la comparativa de acceso a soporte. 
 
Tabla 85. Comparativa De Acceso A Soporte. 
ACCESO A SOPORTE 
Nombre Aplicativo Soporte 
OTRS:ITSM Contacto con desarrolladores, Foros, mail list 
SYSAID Vía telefónica , dejando un mensaje desde la pagina, 
utilizando mensajería instantánea   
KASEYA Vía telefónica, llenando un formulario desde la pagina 
web y mediante el envió de un correo electrónico. 
PROACTIVANET Vía telefónica y mediante el envió de un correo 
electrónico 
 
A continuación en la tabla 85. Se describen la comparativa de respecto s software 
libre. 
Tabla 86. Comparativa de Software Libre. 
SOFTWARE LIBRE. 
NOMBRE APLICATIVO LIBRE PROPIETARIO 
OTRS:ITSM SI  
Kaseya  SI 
SysAid  SI 
ProactivaNET Service Desk 2006  SI 
 
De las diferentes propuestas de Software solo dos se caracterizan por ser de tipo 
Open Source como se puede apreciar en la tabla anterior, esto indica que la 
Universidad no tendría que incurrir en ningún tipo de pago por su utilización. 
 
6.5.  PROPUESTA DE PLATAFORMA TECNOLÓGICA 
 
Luego de analizar las diferentes herramientas expuestas en este capítulo, tales 
como las funcionalidades, los aspectos técnicos y características más importantes, 
se eligió la herramienta que se propone para la administración del Service Desk de 
la universidad Del Magdalena. 
6.5.1 Propuesta  de la plataforma software 
 
De acuerdo al análisis de las varias opciones de software de Help Desk se 
considera que la opción que más se ajusta a las necesidades de la Universidad 
del Magdalena es el software llamado OTRS::ITSM, ya que cumple con todos los 
requerimientos funcionales establecidos, así como los criterios de selección 
estipulados.  
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Esta solución software implementa ITIL más allá del alcance planteado en esta 
investigación, por tanto permitiría, en un futuro, la ampliación de los niveles de 
servicio brindados en la Universidad del Magdalena. 
6.5.2 Propuesta  de la plataforma hardware 
A continuación en la tabla 86. Se describen los requerimientos de la plataforma 
hardware para el software. 
Tabla 87. Propuesta Plataforma Hardware. 
Hardware Recomendado  
CPU    Perl 
2 GHz Intel® Core 2 Duo (o comparable)  
RAM  Versión 
2 GB Mínimo Perl 5.8 
Disco Duro  
160 GB Módulos Adicionales 
Servidor Web  
Servidor CGI  
Apache 1.3 / 2.x Date::Pcalc  
Microsoft Internet Information Server (IIS) DBI  
 DBD::mysql  
Sistema Operativo Digest::MD5  
SUSE LINUX Enterprise Server LWP::UserAgent  
Red Hat Enterprise Linux MIME::Base64  
Windows 2000/2003/XP MIME::Tools  
Debian Linux Mail::Internet  
Gentoo Linux Net::DNS  
Fedora Core Net::POP3  
MacOS X 10.x Net::LDAP  
Open BSD Net::SMTP  
FreeBSD Authen::SASL  
 GD  
Navegador Web GD::Text  
 GD::Graph  
Mozilla Firefox, Internet Explorer, Opera etc GD::Graph::lines  
 GD::Text::Align  
Base de Datos PDF::API2  
Servidor Compress::Zlib  
MySQL ab Versión 3.1.x  
MS SQL Server Servidor de Correo 
                       PostgreSQL Servidor 
Oracle  
DB2 
Todos los sistemas que utilicen 
POP3/SMTP e IMAP. 
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6.6.  DESPLIEGE EN PRODUCCION DE LA HERRAMIENTA OTRS::ITSM 
 
En este numeral se detallan cada una de las actividades relacionadas con la 
implantación de la herramienta seleccionada, así como la instalación y 
configuración. 
 
6.6.1 Pasos para la instalación de OTRS 
Seleccionamos el  instalador y damos doble click sobre él, Como se muestra en la 
Figura 16. 
Figura 17. Instalador OTRS. 
 
Enseguida se aparece la ventana de bienvenida del instalador, allí se hace click en 
“siguiente”, Como se muestra en la Figura 17. 
Figura 18. Ventana de bienvenida 
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Luego se muestra la licencia GNU de OTRS::ITSM, allí se da click en el botón “I 
Agree”, Como se muestra en la Figura 18 
Figura 19.Términos de la Licencia 
 
Luego se Selecciona el directorio donde desea que se instale el OTRS::ITSM, y 
luego se hace click en “Install”, con lo cual se inicia la instalación y  se copian los 
nuevos archivos y se ejecutan los servicios. Este proceso tarda algunos minutos, 
en la Figura 19 se observa la ventana de progreso de la instalación. 
Figura 20.Inicio de la instalación 
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Una vez completada la instalación de los componentes y servicios, se hace click 
en el botón “Finish”, Como se muestra en la Figura 20 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Figura 21.Finalización de la instalación 
 
Cuando el instalador, se despliega la página web de configuración inicial del 
OTRS:ITSM. En la cual se visualiza los datos de contacto. Para continuar se hace 
click en el botón “siguiente”, Como se muestra en la Figura 21 
 
Figura 22.Ventana inicial de configuración del OTRS 
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Ahora se siguen una serie de 4 pasos, en el primero se muestra los términos del 
contrato “GNU GENERAL PUBLIC LICENSE”, aquí se hace click en  “accept 
License”, Como se muestra en la Figura 22. 
 
Figura 23.Términos del contrato “GNU GENERAL PUBLIC LICENSE” 
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En el segundo paso, nos muestra la configuración de la DB en MySQL, la 
contraseña de ‘ROOT’ para la base de datos debe dejarse en blanco, el nombre del Host 
es el nombre del servidor donde estamos instalando el OTRS::ITSM, se puede cambiar la 
contraseña de usuario nuevo, el nombre de la base de datos se debe dejar ‘OTRS’, ésta 
es la base de datos que se va a buscar en las actualizaciones. Luego damos click en 
‘Siguiente’, como se muestra en la FIGURA 23. 
 
Figura 24.Configuración de la Base de Datos” 
95 
 
 
En el tercer paso, se configura el sistema y  se recomienda no cambiar ninguno de 
los datos mostrados en esta vista, para continuar se hace click en ‘Siguiente’, 
como se muestra en la FIGURA 24. 
Figura 25.Configuración del sistema 
 
96 
 
 
En el cuarto, y último paso, se muestra la información sobre la url de inicio de 
OTRS::ITSM, el nombre de usuario y la contraseña, como se puede apreciar en la 
FIGURA 25 
Figura 26.Información de la url de inicio, nombre de usuario y contraseña 
 
Se hace click en la url suministrada para ingresar a OTRS:ITSM y se digita los 
datos de nombre de usuario y contraseña, se hace click en ‘Identificador’, como se 
muestra en la FIGURA 26. 
 
Figura 27. Página de inicio 
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6.6.2 Pasos para la instalación de Paquetes de ITSM 
 
Ahora se procede a instalar los paquetes de ITSM, para esto se deben descargar 
los paquetes de ITSM de la página  http://www.otrs.com/en/download/software/   
en el titulo  ‘Download OTRS::ITSM 1.1.2’ 
 
Los paquetes que se deben descargar son los siguientes: 
       -GeneralCatalog 
       -LinkObject2 
       -ImportExport 
       -ITSMCore 
 
Si no posee conexión a Internet debe descargar los siguientes paquetes: 
 
       -ITSMService 
       -ITSMTicket 
       -ITSMConfigItem 
       -ITSMLocation 
       -ITSMStats 
 
Una vez que se tengan los paquetes, se siguen los siguientes pasos para su 
instalación. 
 
Se ubica la carpeta con los paquetes que se descargaron, como se muestra en la 
FIGURA 27.  
Figura 28. Paquetes a instalar 
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Una vez dentro de la sesión en la página de OTRS, ubicamos el icono de “Admin” 
y se hace click sobre él, como se muestra en la FIGURA 28 
Figura 29. Vista de “Admin” 
 
Una vez en ‘Admin’, se hace click en ‘[ Gestor de paquete ]’, como se muestra en 
la FIGURA 29. 
Figura 30. Gestor de Paquetes 
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En gestor de paquetes, se hace click en ‘Examinar’ y se ubican los paquetes que 
se descargaron, como se muestra en la FIGURA 30 
Figura 31. Instalación de un paquete 
Los paquetes se deben instalar en el siguiente orden: 
       -GeneralCatalog 
       -LinkObject2 
       -ImportExport 
       -ITSMCore 
Si no posee conexión a Internet debe instalar los siguientes paquetes: 
       -ITSMService 
       -ITSMTicket 
       -ITSMConfigItem 
       -ITSMLocation 
       -ITSMStats 
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Para cargar un paquete se hace click sobre botón “Examinar”, con lo cual se 
despliega una ventana para la búsqueda del paquete a instalar. Una vez ubicada 
la carpeta, se selecciona el primer paquete que se debe instalar y se da click en 
‘Abrir’, como se muestra en la FIGURA 31. 
Figura 32. Selección del paquete a instalar 
Se hace click en el botón ‘Continúa’, como se muestra en la FIGURA 32 
 
Figura 33. Verificación de instalación del paquete 
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En el ‘Repositorio Local’ se muestra el paquete que se instalo, como se puede 
apreciar en la figura 33. 
Figura 34. Vista del paquete instalado 
Para instalar los paquetes restantes se deben realizar los pasos descritos 
anteriormente para cada paquete, con el cuidado de instalar los en el orden que se 
menciona. 
 
Una vez instalados todos los paquetes, como se muestra en la FIGURA 34, estará 
listo el Service Desk con ITIL y Ahora se continúa con la configuración del Service 
Desk. 
Figura 35. Vista de todos los paquetes instalados 
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6.6.3 Pasos para crear un nuevo usuario en OTRS::ITSM 
 
Se Ingresa a la página con el usuario root., como se muestra en la FIGURA 35. 
 
Figura 36. Ventana de Loggin OTRS::ITSM 
 
Una vez dentro, se hace click en el icono de “Admin”, como se muestra en la 
FIGURA 36 
 
Figura 37. Pagina de administrador 
 
En esta área se encuentran todas las opciones de configuración del OTRS-ITSM. 
Lo primero que se debe hace es crear un usuario tipo Admin pues no es 
aconsejable utilizar el administrado por defecto (root). 
Para crear nuevos usuarios, se localiza el link [Usuarios] que se encuentra en la 
parte superior izquierda de la ventana y se hace click sobre él, como se muestra 
en la FIGURA 37. 
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Figura 38. Pagina de configuración 
 
Este vínculo direccionara a la página donde se crean o modifican los usuarios. 
Para adicionar un nuevo usuario se hace click sobre el botón “Adicionar” que se 
encuentra en el área de [Administración de usuarios], como se muestra en la 
FIGURA 38. 
 
Figura 39. Adicionar un usuario 
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Después aparecen los datos que se deben llenar para crear el nuevo usuario, 
como se muestra en la FIGURA 39 
 
Figura 40. Información del usuario 
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Luego de llenar el formulario se hace click en el botón Enviar que se encuentra al 
final y con ello se visualizaran las opciones para asignar roles y permisos al 
usuario, activando las casillas según el tipo de usuario a crear, como se muestra 
en la FIGURA 40. 
 
Figura 41. Configuración de permisos 
 
Una vez activadas las casillas correspondientes se hace click al botón enviar y con 
eso quedara adicionado un nuevo usuario con sus respectivos permisos. 
6.6.4 Pasos para configurar los servicios de TI 
Una vez dentro de la plataforma con el nuevo usuario tipo administrador, se 
ingresa al área de administración y se hace clic sobre la opción [Service].como se 
muestra en la FIGURA 41. 
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Figura 42. Opciones de administración 
 
Con esto se despliegan las opciones del administrador de servicios, aquí se 
pueden modificar, crear y eliminar los servicios que atenderá el Service Desk, 
como se aprecia en la Figura 42. 
 
 
Figura 43. Administrador de servicios. 
 
Parta añadir un Servicio se hace click al botón “Adicionar”, con lo cual se mostrara 
el formulario con los datos que se deben llenar, como se muestra en la FIGURA 
43. 
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Figura 44. Información del servicio 
 
 
Una vez llenado los campos se hace click en el botón “Enviar” y quedara creado el 
Servicio, como se muestra en la FIGURA 44. 
 
 
Figura 45. Servicio adicionado 
 
6.6.5 Pasos para la configuración de los SLA 
Después de crear los servicios, el siguiente paso es registrar los SLA del Service 
Desk, para ello se hace click en el titulo de SLA que se encuentra en el área de 
administración, como se muestra en la FIGURA 45. 
 
 
Figura 46. Administrador de SLA 
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Al hacer esto se tiene acceso al administrador de SLA en  el cual se Crean, editan 
e inactiva un SLA. Para crear un SLA basta con hacer click en el botón “Adicionar”, 
como se muestra en la FIGURA 46 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Figura 47. Información del SLA 
 
 
Luego de llenar los datos se hace click en el botón “Enviar” y de esta forma 
quedara registrado el SLA, como se muestra en la FIGURA 47. 
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Figura 48. SLA adicionado 
6.6.6 Pasos para la configuración de estados de incidentes 
Para crear y  modificar los estados de un incidente se ingresa al administrador de 
estados, haciendo click en el link [Estado], como se muestra en la FIGURA 48 
 
 
Figura 49. Administrador de estado 
 
De igual forma como se crearon los servicios y los SLA se pueden elaborar los 
estados, se hace click en El botón “Adicionar”, luego se llenan los datos y se hace 
click en Enviar, como se muestra en la FIGURA 49. 
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Figura 50. Información de los estados 
6.6.7 Pasos para la configuración de tipos de incidentes 
Para crear y  modificar los estados de un incidente, se ingresa al administrador de 
tipos haciendo click en el link [Tipo], como se muestra en la FIGURA 50. 
 
Figura 51. Administración de tipos de incidentes 
 
De igual forma como se crearon los servicios y los SLA se pueden elaborar los 
Tipos, se hace click en El botón “Adicionar” y luego se llenan los datos y  se hace 
clic en Enviar, como se muestra en la FIGURA 51. 
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Figura 52. Información de los tipos de incidentes 
 
6.6.8 Pasos para la configuración de la priorización 
Para configurar la prioridad de un Incidente se deben crear  los diferentes valores, 
esto se elaboran ingresando al [Priority Management] haciendo click en el vinculo 
[Prioridad] en el Área de administración, como se muestra en la FIGURA 52. 
 
 
Figura 53. Administrador de priorización 
 
Para crear un nuevo nivel solo se debe hacer click en Adicionar, luego llenar el 
formulario y dar click  en Enviar, como se muestra en la Figura 53. 
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Figura 54. Información de la priorización 
 
Luego de haber creado los niveles de prioridad e ingresar en área de 
administración a [Criticality <-> Impact <-> Priority], se hace click en este vinculo, 
el cual visualiza la matriz de priorización que consta de el impacto y la urgencia o 
criticidad de un incidente, como se muestra en la FIGURA 54. 
 
 
Figura 55. Tabla de priorización 
 
Después que se configure la tabla se hace click en el botón “Guardar” y con ello 
quedará almacenada.. 
 
6.6.9 Pasos para crear clientes y activar los SLA correspondientes  
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Para crear nuevos clientes se hace click en el vinculo [Clientes] en el área de 
administración Y luego en el botón crear en la vista que aparece, como se muestra 
en la FIGURA 55. 
Figura 56. Administrador de clientes 
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Después de llenar los datos se hace en click en el botón Enviar y con ello estará  
registrado nuestro cliente. El siguiente paso es activar los SLA para ese cliente y 
para ello se hace click en el vinculo [Customer Users <-> Services ], como se 
muestra en la FIGURA 56. 
 
 
Figura 57. Activación de los SLA 
 
Despues apareceran todos los clientes que se crearon y haciendo click sobre el 
nombre del cliente, saldra una lista de todos los SLA creados con su respectiva 
casilla de activacion, con las cuales se pueden  asignar o no un SLA a un 
determinado cliente,  
 
Una vez  activado los SLA que se requieren, se hace click en el botón Enviar  y así 
quedara configurado los SLA para el cliente. 
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CONCLUSIONES 
 
 
 
Al elaborar la propuesta para la implementación de un Service Desk con gestión 
de incidentes basados en los lineamientos de ITIL para la Universidad del 
Magdalena, se logró poner en práctica las competencias adquiridas durante el 
desarrollo de la carrera profesional y la elaboración del análisis y modelado de 
procesos, despliegue de técnicas de administración y la aplicación de tecnología 
existente a una organización. Además con la realización de este proyecto de 
investigación se obtuvo la formación en planificación de proyectos y elaboración 
de propuestas de proyectos.  
 
Se logró obtener un claro conocimiento sobre ITIL y la importancia que tiene su 
implementación para una buena gestión de TI en las organizaciones. De igual 
forma la representación gráfica de los procesos que se llevan a cabo en la Oficina 
Asesora de Nuevas Tecnologías, lo cual permitió obtener  conocimientos sobre 
diagramación de procesos y la noción sobre BPMN, su estructura y finalidad. 
 
Por otra parte, el poder reconocer la importancia de la gestión de incidentes, esto 
apoyado desde la experiencia laboral, en las organizaciones y palpar el impacto 
que las fallas en los servicios de TI, permiten planear, en una organización, de 
manera estricta, organizada y con la calidad que merece, la gestión de incidentes. 
 
Este proyecto suministra a la Universidad del Magdalena un modelo de Atención y 
Gestión de Incidentes acorde a sus necesidades, teniendo en cuenta su realidad y 
situación financiera actual; además, inicia el proceso documental de ITIL en la 
Universidad y brinda a los futuros desarrolladores de proyectos las bases para 
continuar la expansión del proyecto. Así mismo, se plantean criterios de selección 
de la herramienta software de tal manera que se pueda escalar a un mayor nivel 
de complejidad, por ello la mejor opción fue la herramienta de software libre 
OTRS::ITSM. 
 
De igual manera, este proyecto sirve como plataforma para la realización de un 
sistema de información Help-Desk para la administración de los incidentes en 
servicios de TI de acuerdo a lo aquí planteado. Además se podrá escalar en 
alcance el presente proyecto para desarrollar los demás capítulos de ITIL que no 
fueron desarrollados, como la Gestión de Problemas, Gestión de Cambios, 
Gestión de Versiones, Gestión de Configuración, y con ello implementar en su 
totalidad  lo planteado por ITIL. 
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Este proyecto de investigación servirá de guía y como acercamiento a los lectores 
que busquen la manera de implementar ITIL en una organización y los factores 
que se deben considerar para ello, de igual forma brinda apoyo en la utilización de 
modelos de procesos de negocios con la utilización de BPMN. Además  se podría 
agregar a la electiva de gerencia informática un capitulo donde se desarrollen los 
temas de ITIL incrementando el conocimiento sobre la administración de TI y de 
esta forma ayudar a enriquecer el plan curricular de la Universidad del Magdalena. 
 
Dentro de las limitaciones existentes para la elaboración del proyecto se encontró 
la falta de documentación dentro de la Universidad, sobre ITIL y su 
implementación en las diferentes organizaciones. Así mismo, la existencia de 
factores externos al proyecto, tales como inconvenientes de tiempo y 
disponibilidad al momento de realizar reuniones, los cuales dificultaron el 
cumplimiento del cronograma de actividades para el desarrollo del mismo. 
 
Se sugiere a la Universidad del Magdalena la adquisición de material bibliográfico 
sobre ITIL que sirva de referencia para la futura ampliación del proyecto. 
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