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La transmisión inalámbrica de datos entre dispositivos es una opción cada vez 
más extendida. Son muchos los ámbitos en los que podemos encontrar nodos 
sensores que monitorizan de forma continua alguna magnitud física. 
 
En entornos médicos y hospitalarios, por ejemplo, es habitual ver pacientes 
conectados a equipos que monitorizan alguno de sus parámetros fisiológicos. 
En estos casos resultaría mucho más cómodo disponer de un sistema de 
transmisión sin cable que permitiese eliminar las conexiones entre el paciente 
y los instrumentos de medida. 
 
La finalidad de este trabajo es dar respuesta a esta necesidad. Se propone 
diseñar y construir un sistema de transmisión inalámbrica que permita eliminar 
los cables de un sistema de adquisición de datos. Aunque se busca que la 
solución sea lo más general posible, ésta se concreta para situaciones de 
monitorización de parámetros fisiológicos u otras de características similares. 
 
Para verificar que se ha alcanzado el objetivo planteado, una de las soluciones 
propuestas, la más completa de ellas, se ha utilizado para la transmisión sobre 
IP de una señal de electrocardiografía procedente del asiento de una silla de 
ruedas. Como interfaz de visualización en tiempo real se ha utilizado el 
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The wireless data transmission between devices is becoming an extended 
option. There are many areas where we can find sensor nodes monitoring in a 
continuous mode some physical magnitude.  
 
In medical and hospital environments, for example, it is common to see 
patients connected to computers that are used for monitoring their 
physiological parameters. In these cases, it would be much more comfortable 
to have a wireless transmission system that would allow us to remove 
connections between the patient and the measuring instruments. 
 
The aim of this work is to give a solution to this need. It is proposed to design 
and to build a wireless transmission system in order to remove the wires of a 
data acquisition system. A general solution has been sought, but our proposal 
is specific solution to monitoring situations of physiological parameters or other 
similar features. 
 
To verify that we have reached the objectives set, the most complete solution 
that we have proposed has been used as a transmission over an IP 
electrocardiography signal that comes from the seat of a wheelchair. As 
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La transmisión inalámbrica de datos entre dispositivos es una opción cada vez 
más frecuente. En ocasiones la transmisión sin hilos es estrictamente 
necesaria. Lo es en situaciones en las que uno de los dispositivos se mueve, 
como, por ejemplo, en el seguimiento de animales en libertad o la 
monitorización del estado de neumáticos y ruedas en circulación. Otras veces, 
aunque la transmisión con hilos sería posible, el usuario prefiere un sistema sin 
hilos por la comodidad de eliminar la atadura de los cables. 
 
En entornos médicos y hospitalarios es habitual ver pacientes conectados a 
equipos que monitorizan alguno de sus parámetros fisiológicos. En estos casos 
resultaría mucho más cómodo disponer de un sistema de transmisión sin cable 
que permitiese eliminar las conexiones entre el paciente y los instrumentos de 
medida. 
 
La finalidad de este trabajo es dar respuesta a esta necesidad. Para ello se 
quiere diseñar y construir un sistema de transmisión inalámbrica que permita 
eliminar los cables de un sistema de adquisición de datos. Aunque se busca 
que la solución sea lo más general posible, se concretará para situaciones de 
monitorización de parámetros fisiológicos. Así pues, el objetivo principal de 
este proyecto es estudiar e implementar soluciones para la transmisión 
inalámbrica de señales procedentes de la monitorización de parámetros 
fisiológicos. Además, las soluciones propuestas deberán permitir que el 
sistema diseñado sea fácilmente adaptable a la transmisión de otras señales 
de características similares. 
 
Esta memoria se ha estructurado en cuatro capítulos precedidos de esta 
introducción. En ella se contextualiza el trabajo y se justifica su utilidad. En el 
segundo capítulo se elaboran las especificaciones del sistema o sistemas a 
diseñar a partir de la necesidad que se quiere resolver. También se analizan 
las limitaciones que presenta un trabajo final de carrera anterior y que será 
tomado como punto de partida para nuestro sistema. El tercer capítulo 
corresponde al diseño e implementación de los prototipos.  Describe las 
soluciones propuestas y cómo se han llevado a la práctica. A continuación, el 
capítulo cuarto expone la aplicación práctica de una de las soluciones a un 
caso real: la transmisión de señal de ECG (electrocardiograma) adquirida 
desde el asiento de una silla de ruedas. La finalidad de esta aplicación es 
verificar el correcto funcionamiento de nuestro sistema y mostrar su utilidad. 
Para ello se ha considerado la solución más completa (y compleja) de las 
propuestas: la transmisión inalámbrica sobre IP y visualización de la señal en 
tiempo real desde un navegador web. El navegador puede ser ejecutado en un 
PC o en un dispositivo portátil tipo tablet o smart-phone.  Por último, en el 
capítulo de conclusiones se valora el trabajo desarrollado y se proponen 
algunas acciones para ampliar el trabajo realizado. También se han añadido 
diversos anexos con información complementaria sobre algunos temas 
expuestos en este documento. 
 
 
Podría decirse que la finalidad de este trabajo es sustituir los cables de señal 
de sistemas de monitorización por enlaces sin hilos, de manera que sean 
fácilmente adaptables a diversos tipos de señales de entrada. Puesto que no 
es posible ofrecer una solución universal, adecuada para cualquier señal, sea 
cual sea su margen dinámico y ancho de banda, nos hemos centrado en las 
señales de un ámbito concreto: la monitorización de parámetros fisiológicos. 
Para nuestro trabajo hemos tomado como referencia dos tipos de señales 
representativas. Por una parte hemos considerado la transmisión de señales de 
baja frecuencia (a las que llamaremos señales lentas) que corresponden a 
parámetros con una variación temporal lenta, como podría ser la temperatura 
corporal. Por otra, en el otro extremo, hemos considerado el 
electrocardiograma (ECG) como representante de señal rápida, por ser una de 
las señales fisiológicas más complejas, y con mayor ancho de banda. Dado 
que a lo largo de la memoria se hace referencia a la señal de ECG 
repetidamente, en el Anexo VIII se presentan algunas nociones básicas de 
electrocardiografía.
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CAPÍTULO 2. DEFINICIÓN DE ESPECIFICACIONES Y 




Tal y como se ha descrito en la introducción, el objetivo principal de este 
proyecto es el estudio e implementación de soluciones para la transmisión 
inalámbrica de señales de parámetros fisiológicos u otras similares. 
 
Cuando se nos planteó el proyecto, no se concretó demasiado más. 
Simplemente se añadió que sería deseable que la interfaz de usuario para 
visualizar  las señales adquiridas pudiera ser un PC o, mejor incluso, un 
dispositivo personal tipo tablet o smart-phone. Por este motivo, la primera tarea 
a realizar era traducir estos “deseos” o requisitos en unas especificaciones 
técnicas.  
 
El hecho de querer utilizar tablets o teléfonos como interfaz de usuario nos 
llevó a concretar que los protocolos inalámbricos a utilizar serían wifi y 
Bluetooth, ya que son los que incorporan la mayoría de estos aparatos. 
 
En lo referente a las señales, es necesario concretar sus características de 
margen de entrada y de ancho de banda. Respecto al margen dinámico, se 
consideró tomar el propio del conversor A/D del sistema de adquisición que se 
escogiera. La etapa de acondicionamiento deberá ser particular para cada 
señal y se deja a la responsabilidad del ingeniero que adapte nuestro diseño a 
su sistema. 
 
Para fijar el ancho de banda y el número de muestras por segundo a transmitir, 
se consideraron las características de las señales a muestrear. Estas señales 
son diversas, puesto que algunos parámetros como la temperatura corporal 
varían muy lentamente, mientras que otros registros como el electromiograma 
o el electrocardiograma presentan una evolución más rápida. Como señal 
representativa de las “señales rápidas” se consideró la de electrocardiograma 
(ECG), ya que es una de las medidas más frecuentes de monitorización. Se 
considera que el ECG presenta un ancho de banda de 100 Hz y, dependiendo 
de la finalidad del registro, suele muestrearse a frecuencias que varían entre 
200 Hz y 1 kHz. Dado el margen de frecuencias para el muestreo del ECG, se 
fijó que el sistema a diseñar debería ser capaz de muestrear y transmitir a la 
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2.2. Punto de partida: “Red de sensores y actuadores para 
asistencia en entornos habitables” 
 
La idea de eliminar los cables entre el sistema de adquisición y el sistema que 
procesa la información tiene suficiente interés como para justificar el desarrollo 
de un prototipo electrónico. Sin embargo, en este caso, la propuesta surgió a 
partir de las acciones de mejora planteadas en otro trabajo de final de carrera. 
En el trabajo titulado “Red de sensores y actuadores para asistencia en 
entornos habitables”, se desarrolló un conjunto de nodos sensores y  
actuadores que podían configurar una red inalámbrica y ser gobernados desde 
un PC o desde un nodo central. La comunicación entre nodos se realizaba 
mediante enlaces Bluetooth. El diseño de estos nodos estaba orientado a 
entornos habitables, ya sea residenciales, hospitalarios o de servicios. Por ello, 
sólo se consideró la adquisición de señales de muy bajo ancho de banda, como 
pueden ser, la temperatura de una sala, el nivel de iluminación ambiente o la 
detección volumétrica de presencia. Consciente de esta limitación, el autor de 
dicho proyecto propuso como mejora y continuación de su trabajo estudiar las 
limitaciones en el ancho de banda de su sistema y, valorar la manera de 
aumentarlo para permitir la transmisión de señales más rápidas. 
 
La primera de las soluciones desarrollada en nuestro trabajo, la transmisión 
mediante Bluetooth, sigue esa propuesta. El enlace inalámbrico descrito en el 
proyecto mencionado, titulado “Red de sensores y actuadores para asistencia 
en entornos habitables”, sirvió como punto de partida para nuestro desarrollo 
(Fig. 2. 1). 
 
En primer lugar se estudiaron las limitaciones que presentaba en relación a la 
velocidad de transmisión y se planteó una mejora que permitiera la transmisión 





Fig. 2. 1. Prototipo proporcionado para el estudio de sus limitaciones 
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Para dividir el trabajo en etapas e independizar los efectos debidos a las 
limitaciones de la placa microcontroladora de las limitaciones del propio 
Bluetooth se plantearon dos grupos de experimentos. En primer lugar se 
caracterizó la velocidad de transmisión empleando USB y, posteriormente se 
sustituyó el cable USB por un enlace Bluetooth.  
Caracterización mediante USB 
 
Al tratar de aumentar la frecuencia de muestreo (y por tanto la velocidad de 
transmisión), se observó que el enlace Bluetooth no ofrecía la velocidad 
esperada. Con el fin de identificar si la causa se debía a los módulos de 
Bluetooth empleados o a otros motivos ajenos al enlace, se decidió estudiar la 
transmisión a través de un medio más simple, del que pudiéramos garantizar 
que ofrecía suficiente caudal de datos. Se utilizó un cable USB. 
 
En la tabla 2. 1 se recoge el número de muestras por segundo que 
teóricamente deben ser transmitidas. 
 












El experimento consistió en programar el Arduino para el envío de una rampa 
de tal manera que permitiera el recuento de bytes enviados en un intervalo de 
















Fig. 2. 2. Código para el envío de una rampa 
10                                                                 Sistema de transmisión inalámbrica para nodos de monitorización continua 
 
En la Fig. 2. 3 se representa la rampa recibida, hasta un máximo de 1024 






Fig. 2. 3. Recepción de la rampa en LabView 
 
 
Con este método de recepción de muestras, no se observa ninguna pérdida de 
éstas ni posibles retardos a causa de ellas, ya que el software Labview 
representa consecutivamente los datos recibidos. Si se produjese la pérdida de 
alguna muestra, claramente se percibiría un “salto” en la rampa representada. 
De una forma visual, se confirma el correcto funcionamiento de la transmisión. 
 
2.2.1. Caracterización mediante Bluetooth 
 
Comprobado el funcionamiento del envío del sistema, se volvió a conectar el 
módulo bluetooth y se realizaron diferentes pruebas para el cálculo de las 
muestras por segundo enviadas mediante esta tecnología. 
 
En el Anexo I se exponen las características más relevantes del estándar 
Bluetooth. 
 
2.2.1.1. Especificaciones módulo Bluetooth 
 
Para el estudio del producto se dispone de Linvor HC-06. Este módulo 
Bluetooth SPP (Serial Port Protocol) está diseñado para implementar una 
conexión serie inalámbrica conforme a la versión 2.0 y EDR (Enhanced Data 
Rate) de Bluetooth, capaz de soportar modulación de 3 Mbps (2 Mbps - 3 
Mbps). 
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El dispositivo sólo admite el funcionamiento en modo slave, es decir, que se 
conecta a otro que esté configurado en modo master para poder hacer la 
trasmisión correctamente. 
 
Sus características más relevantes son: 
 
• Sensibilidad de -80 dBm. 
• Potencia transmitida RF de -4 +- 6 dBm. 
• Potencia de operación baja de entre 1,8 V a 3,6 V I/O (con Pin de 3,3 V 
predeterminado). 
• Control PIO, control de datos. 
• Interface UART con velocidad de transmisión programable. 
• Antena integrada. 
• Velocidad de transmisión por defecto de 9600 baudios, con 8 bits más 1 
de Stop y sin bit de paridad.  
• Soporta las velocidades de transmisión de: 1200, 2400, 4800, 9600, 
19200, 38400, 57600, 115200, 230400, 460800, 921600 y 1382400 
baudios. 
 
Ver Anexos II y III para más información sobre el módulo. 
 
2.2.1.2. Limitaciones asociadas al módulo de Bluetooth 
 
En la caracterización de las limitaciones de la velocidad de transmisión del 
módulo, se ha tenido que realizar la conexión previa con Windows a partir del 
puerto COM. 
 
La prueba se ha realizado a la velocidad de 9600 baudios, velocidad del 
módulo predeterminada. Además, también se ha configurado la misma 
velocidad en LabView y en Arduino. 
 
Tabla 2. 2. Medida de las muestras por segundo reales respecto a las teóricas 










9600 9600 2 500 70 
9600 9600 5 200 63 
9600 9600 7 143 66 
9600 9600 8 125 65 
9600 9600 10 100 67 
9600 9600 15 67 53 
9600 9600 16 63 66 
9600 9600 20 50 65 
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En la tabla 2. 2 se puede observar que el  límite para que no se produzca la 
pérdida de muestras en la transmisión es de 66 muestras por segundo. En el 
rango de 500 a 67 muestras teóricas se advierten pérdidas, ya que el número 
de muestras recibidas es inferior a lo esperado. En la última medida se aprecia 
la recepción de una cantidad mayor de muestras respecto a las 50 teóricas. La 
causa de este incremento es el almacenamiento en el buffer de muestras 
anteriores que son expulsadas al iniciar la siguiente transmisión. 
 
Siguiendo el mismo método, se ha probado para diferentes velocidades de 
transmisión configuradas en LabView, como se muestra en la tabla 2. 3. De 
este modo se recogen unos resultados muy parecidos a los obtenidos en la 
tabla 2. 2, pudiendo concluir que la velocidad de Labview no produce 
alteraciones significativas en el número de muestras, siendo únicamente 2 
muestras por segundo de diferencia.  
 
 
Tabla 2. 3. Medida de las muestras por segundo reales respecto a las teóricas 










9600 1200 5 200 67 
9600 1200 7 143 65 
9600 1200 8 125 68 
9600 1200 16 63 64 
9600 1200 20 50 64 
9600 115200 20 50 54 
 
 
También se probó la medida de muestras por segundo para distintas 
velocidades configuradas en Arduino y en el módulo Bluetooth. 
 
La configuración de la velocidad en el módulo Bluetooth, se realiza a través de 
comandos AT. Éstos son instrucciones codificadas que conforman un lenguaje 
de comunicación entre el ordenador y el terminal, es decir responden a 
caracteres enviados desde el PC. La mayoría comienzan con AT, abreviatura 
de ATtention y terminan con un retorno de carro (enter). 
 








    Comando 
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• Respuesta correcta:  
 





   Comienzo secuencia   Etiqueta de cierre  
 





   Comienzo secuencia    Etiqueta de cierre 
 
 
El comando para la configuración de la velocidad de transmisión consta de los 
parámetros que se recogen en la tabla 2. 4. 
 
 
Tabla 2. 4. Configuración de la velocidad de transmisión del módulo Bluetooth 
mediante comandos Hayes 
 
Command Return Argument 
AT + UART= <Param 1>, 
< Param 2>,< Param 3> OK 
Param 1: Baud rate (bits/s) 
               [4800, 9600, 19200, 38400,  
                57600, 115200, 230400, 
                460800, 912600, 1382400] 
Param 2: Stop bit  
               [0-  1 bit; 1-  2 bits] 
Param 3: Parity bit 
               [0-  None; 1-  Odd; 2-  Even] 
 
Ejemplo:                                           “AT+UART=115200, 0, 0 \r\n” 
 
 
La velocidad máxima del módulo Linvor HC-06 es de 1382400 baudios, pero 
Arduino la limita a una máxima de 115200 baudios, por lo tanto, se configuró el 







1 <CR> Carriage Return 
2 <LF> Line Feed 
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Para obtener esta configuración, se envía el comando Hayes al módulo, a 















En la figura 2. 4 se aprecia una diferencia respecto al ejemplo de la tabla 2. 4. 
Esta leve modificación se debe a que existe una equivalencia entre velocidades 
y variables del tipo BAUD1 - 8. 
 
Una vez configurada la máxima velocidad permitida se ha procedido a la 
medición de las muestras por segundo. 
 
 










115200 115200 10 100 71 
115200 115200 13 77 71 
115200 115200 14 72 72 
115200 115200 16 63 84 
115200 115200 20 50 78 
 
 
Los resultados expuestos en la tabla 2. 5 muestran un límite de 72 muestras 
por segundo transmitidas. Teniendo en cuenta que esta es la máxima velocidad 
de transmisión del módulo Bluetooth, no se distingue una diferencia 
significativa en el número de muestras recibidas respecto a lo comentado 









Fig. 2. 4. Configuración a la máxima velocidad de 115200 baudios 
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También se consideró la posibilidad de que las funciones de las librerías de 
Arduino fuesen la causa de la baja velocidad de transmisión. Por lo que se 
realizó una prueba que consistía en calcular el tiempo que tarda un programa 
de Arduino en enviar por el puerto serie, mediante la función Serial.println, 
diferentes bytes a diferentes velocidades. 
 
La función Serial.println imprime los datos en el puerto serie como texto ASCII 
seguido de un retorno de carro (ASCII 13, o '\r') y un carácter de avance de 
línea (ASCII 10, o '\n'). El envío de estos dos bytes de más, se suma a los 
datos que se quieran transmitir, es decir, si se envía 1 byte, en realidad se 
enviarán 3 bytes y, de igual forma, al enviar 4 bytes serán 6. 
 
En las tablas 2. 6 y 2. 7 se muestran los resultados de las medidas del envío, 




Tabla 2. 6. Tiempo en microsegundos necesario en el envío mediante una 
función Serial.println 
 
Tiempo en ejecutar 1 Serial.println (µs)  
Enviar 1 byte “A” Enviar 4 bytes “AAAA” 
115200 baudios 9600 baudios 115200 baudios 9600 baudios 
248 3112 504 6232 
232 3100 492 6220 
228 3100 488 6220 
232 3100 492 6220 
236 3100 488 6220 
228 3100 492 6220 
228 3100 488 6220 
232 3100 492 6220 
236 3100 488 6220 
228 3100 492 6220 
232,8  3101,2 491,6 6221,2 
 
 
Al ejecutar la función Serial.println se advierte que el envío de 4 bytes tarda el 
doble que el envío de 1 byte, tanto para 9600 baudios como para 115200 
baudios. Esto ocurre por los 2 bytes añadidos por la función, que se comenta 
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Tabla 2. 7. Tiempo en microsegundos necesario en el envío mediante dos 
funciones Serial.println 
 
Tiempo en ejecutar 2 Serial.println (µs) 
Enviar “968A” Enviar “88A” Enviar “5A” 
115200 









824 10384 740 9336 652 8296 
828 10384 744 9344 664 8308 
828 10384 748 9344 664 8296 
828 10384 744 9344 656 8304 
828 10384 744 9344 664 8304 
828 10384 744 9344 664 8304 
828 10384 748 9344 664 8304 
828 10384 744 9344 664 8304 
828 10384 744 9344 664 8304 
828 10384 744 9344 664 8308 
827,6 10384,0 744,4 9343,2 662,0 8303,2 
 
 
Para la ejecución de 2 Serial.println consecutivos, a la velocidad de 9600 
baudios, la diferencia entre la transmisión de 2 caracteres, de 3 y de 4, es de 
unos 1000 µs, y para 115200, de unos 80 - 90 µs. Por lo tanto, añadir más 
datos para enviar no supone un gran aumento del tiempo, sino que es la 
ejecución de la función lo que retarda la transmisión. Además, según los 
valores obtenidos, se podrían enviar unas 1000 muestras por segundo. En 








Dados los resultados conseguidos en las pruebas realizadas, se concluye que 
aunque el módulo HC-06 permite velocidades de hasta 3 Mbps, el uso de la 
función Serial.println al programar el Arduino no es adecuado para la 











1muestra/seg. ↔ 830 µs 
          X           ↔ 1000000 µs          
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CAPÍTULO 3. DISEÑO Y DESARROLLO DE 
PROTOTIPOS 
 
3.1. Prototipo para transmisión mediante Bluetooth 
 
Dada la limitación de velocidad de transmisión causada por el retardo de la 
función Serial.println, descrita en el capítulo anterior, se consideró el estudio de 
una nueva función similar, Serial.write, pero con una ejecución más rápida. 
 
La función Serial.write escribe los datos binarios en el puerto serie, enviándolos 
como un byte o una serie de bytes. A diferencia de la función Serial.println que 

































En la Fig. 3. 1 se puede observar el código utilizado para el cálculo de los 
retardos introducidos por la ejecución de la función Serial.write, que se recogen 
en la tabla 3. 1.  
 
 
Fig. 3. 1. Código para la medida del tiempo de 
ejecución la función Serial.write 
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Tabla 3. 1. Tiempo, en microsegundos, de retardo debido a la función 
Serial.write 
 
Recoger datos (µs) Enviar datos (µs) Recoger y enviar datos (µs) 
112 68 176 
112 56 168 
112 52 168 
120 56 168 
128 56 168 
112 52 160 
120 56 168 
112 64 168 
120 52 160 
128 52 168 
117,6 56,4 167,2 
 
 
A partir de los valores obtenidos, se confirma que utilizando Serial.write se 
podrían transmitir señales rápidas en tiempo real, sin ninguna pérdida de datos 
durante el proceso de transmisión. De esta manera se pueden llegar a 
transmitir alrededor de 5800 muestras por segundo. 
 
 
                          1 muestra / 167,2 µs = 5890 muestras/s.                            (3.1) 
 
 
Para la prueba se hizo uso de dos aplicaciones que recibían datos por un 






Fig. 3. 2. ECG representado en LabView 
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3.2. Prototipo para transmisión mediante Internet Protocol (IP) 
 
3.2.1. Transmisión inalámbrica por WiFi 
 
Para la transmisión con esta nueva tecnología inalámbrica, se ha añadido el  
módulo Arduino WiFi Shield (Fig. 3. 3) a la placa microcontroladora Arduino. 
 
En el Anexo V se pueden ver las características más destacadas del estándar 
WiFi. 
 
Arduino WiFi Shield es la placa de adaptación del módulo WiFi WIZ610wi de 
WIZnet. En el Anexo VI se recogen sus características más relevantes. Se 
escogió este módulo por ser uno de los más populares del mercado, que 






Fig. 3. 3. Arduino WiFi Shield 
 
 
El entorno de desarrollo de Arduino proporciona las librerías WiFi, WiFi.h y 
SPI.h, necesarias para poder programar el módulo. Además, WiFi Shield 
también contiene unos LEDs de señalización para indicar el estado de la placa: 
 
• L9, encendido amarillo, indica la vinculación al pin digital 9. 
• LINK, encendido verde, indica conexión a una red. 
• ERROR, encendido rojo, indica un error de comunicación. 
• DATA, encendido azul, indica los datos transmitidos/recibidos. 
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3.2.1.1. Caracterización y test del WiFi Shield 
 
La caracterización de WiFi Shield ha llevado a la realización de pruebas de 
conexión para las que se ha configurado una red doméstica privada LAN en el 
laboratorio (Fig. 3. 4) para mayor comodidad. Para ello se ha utilizado un router 
doméstico que proporciona conexión a internet mediante transmisión 
















El montaje que se utiliza consiste en la unión de la placa Arduino y la WiFi 





Fig. 3. 5. Dispositivos utilizados para el montaje 
Fig. 3. 4. Router Linksys Wireless-G y configuración de la red doméstica 
privada 
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Una vez configurada la red, se ha continuado con la caracterización del módulo 
probando su correcto funcionamiento con uno de los ejemplos proporcionados 
por Arduino. 
 
A partir del ejemplo se escanearon las redes WiFi que estaban al alcance de la 
placa y se visualizó el listado por puerto serie, como se puede apreciar en la 





Fig. 3. 6. Listado de redes 
 
 
De igual forma se comprobó la correcta conexión de la placa a la red privada, 
visualizando además, la IP (192.168.1.100) que le asigna el router de forma 





Fig. 3. 7. Conexión a la red e IP asignada 
 
 
A partir de establecer la conexión, se ha podido verificar la configuración de un 
servidor web a partir del ejemplo SimpleWebServerWifi, que consiste en el 
control del encendido y apagado de uno de los LEDs de señalización 
explicados en el apartado 3.2.1, L9. 
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Se comprobó que había comunicación entre todos los dispositivos conectados 
a la red configurada, mediante el comando ping, con el que se recibían y 





Fig. 3. 8. Captura de paquetes recibidos 
 
 
Tras la comprobación de que se disponía de conexión entre todos los 





Fig. 3. 9. Conexión y desconexión de cliente al navegador 
 
 
Cuando un cliente hace una petición a la dirección IP de WiFi Shield, se 
reciben por el puerto serie los mensajes de conexión y desconexión del cliente 
que se pueden observar en la Fig. 3. 9. 
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Es aconsejable que WiFi Shield tenga la última versión de firmware, ya que de 
no ser así, puede presentar incompatibilidades de las librerías suministradas 
con las versiones recientes del entorno de programación. 
  
Al acceder al navegador, se controla el estado del LED clicando en los botones 
ON y OFF. 
 
Tal y como se aprecia en la Fig. 3. 10, al clicar en el botón ON se recibe el 
mensaje de GET /H, que se refiere al HIGH de encendido del LED 9. En 
cambio, si se clica el botón OFF el mensaje obtenido es el GET /L, LOW, se 
refiere al estado de apagado del LED. 
 
 
    
 
Fig. 3. 10. Conexión con el servidor web para el control del encendido del L9 
 
 
También se demuestra el funcionamiento al recibir una señal analógica a partir 
de un sensor de presencia conectado al pin Analog0 de Arduino. La Fig. 3. 11 














 Fig. 3. 11. Valores del sensor de presencia 
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3.2.1.2. Caracterización de la velocidad de transmisión 
Tras verificar el correcto funcionamiento de todo el sistema de adquisición, se 
ha procedido a caracterizar la velocidad de transmisión que se consigue con 
WiFi, de la misma forma que se hizo con Bluetooth, para confirmar si se 
obtiene la velocidad necesaria. 
 
Dado los retardos que se pueden producir debido a la función de 
Serial.println(), explicada en el apartado 2.2.1.2, se ha querido comparar con la 
función Client.println() y Client.write() y calcular los retardos. 
 
La función Client.println imprime los datos en el servidor, sin conversión previa, 
seguido de una línea nueva y los muestra como una secuencia de dígitos en 
ASCII. La función Client.write, en cambio, convierte los datos a ASCII para que 
en la recepción se vuelvan a convertir al valor real enviado. Dependiendo de la 
aplicación y de los datos a enviar, es más conveniente utilizar una u otra, ya 
que se podrían recibir los datos erróneamente. 
 
Se ha comparado el tiempo que se obtiene a través del puerto Serie, a 115200 
baudios, con el tiempo que se obtendría por el puerto ISP. 
 
Serial Peripheral Interface (SPI o ISP) es un protocolo de datos en serie 
síncrono utilizado por microcontroladores para comunicarse rápidamente con 
uno o más dispositivos periféricos a distancias cortas. Por lo tanto, puede ser 
utilizado para la comunicación entre dos microcontroladores: el de WiFi Shield 
con el de Arduino. 
 
 




Envío de 1 Byte (“A”) Envío de 4 Bytes (“AAAA”) 
Puerto Serie Puerto ISP  Puerto Serie Puerto ISP  
248 40 504 80 
236 52 492 84 
232 48 488 84 
232 56 492 84 
232 48 488 84 
236 52 492 92 
236 48 488 84 
232 48 492 84 
232 48 488 84 
236 48 492 84 
235,2 48,8 491,6 84,0 
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Como se puede observar en la tabla 3. 2, enviando un único carácter, “A”, por 
el puerto ISP va, aproximadamente, 5 veces más rápido que si se envía por el 
puerto Serial. De esta forma, por el puerto ISP se pueden enviar 20.000 
muestras por segundo, mientras que por Serie serían 4.000 muestras por 
segundo.  
 
También se ha comprobado que el envío del doble de caracteres implica el 
doble de tiempo por muestra, como ya se comentó en el apartado 2.2.1.2.  
 
Otra de las pruebas ha consistido en transmitir bytes, a través del puerto ISP, 
mediante las funciones Serial.println, Client.println y Client.write, a la velocidad 
de 115200 baudios. 
 
 
Tabla 3. 3. Diferencia de tiempos de retardo medidos con las diferentes 
funciones y a través del Puerto ISP 
 
Puerto ISP 
Envío de 1 Byte (“A”) Envío de 4 Bytes (“AAAA”) 
Serial.println Client.println Client.write Serial.println Client.println Client.write 
40 1248 436 80 1304 480 
52 1368 420 84 1280 468 
48 1260 412 84 1280 452 
56 1272 420 84 1288 432 
48 1256 408 84 1288 432 
52 1264 416 92 1296 436 
48 1268 408 84 1304 452 
48 1280 428 84 1296 436 
48 1284 412 84 1296 436 
48 1300 428 84 1296 436 
48,8 1270,0 418,8 84,4 1292,8 446,0 
 
 
La tabla 3. 3 muestra los valores obtenidos de la medida de los retardos a partir 
de las diferentes funciones. A través de la función Client el envío tarda más 
tiempo por muestra que la función Serial. Esto se debe a que, para enviar a 
través de WiFi, se necesita el tratado de los datos, y por tanto un tiempo mayor 
en el procesado. 
 
La función Client.write respecto al Client.println reduce, aproximadamente, 3 
veces el tiempo de transmisión de los datos. Además, se observa que el envío 
de uno o más datos no supone un aumento considerable, prácticamente es 
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3.2.1.3. Programación de interfaz  
 
El IDE NetBeans (Fig. 3. 12) es un entorno de desarrollo integrado, es decir, 
una herramienta para programadores pensada para escribir, compilar, depurar 
y ejecutar programas. Es un entorno de código abierto escrito completamente 
en Java y que soporta el desarrollo de todo tipo de aplicación Java (J2SE, web, 
EJB y aplicaciones móviles). 
 
La plataforma soporta muchos lenguajes desde Java, C / C + +, XML y HTML, 
PHP, Groovy, Javadoc, JavaScript y JSP. Además, gracias a su amplio 
soporte, facilita la programación al destacar código fuente sintáctico y 
semántico, es decir, muestra las posibles funciones que se pueden utilizar en 
cada momento. 
 
Se escogió java por ser uno de los lenguajes de programación más populares 
hoy en día, especialmente para aplicaciones de cliente - servidor de web. 
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En las aplicaciones de red cliente - servidor, el servidor es el que espera las 
conexiones del cliente y el cliente es el que lanza las peticiones a la máquina 
donde se está ejecutando el servidor. Una vez establecida la conexión, ésta es 
tratada como un stream. 
 
La transmisión de datos a través de plataformas de este estilo, se puede llevar 
a cabo por Serial, mediante cable USB o por el contrario, de forma inalámbrica 
por medio de Sockets. 
 
 
3.2.1.4. Transmisión de datos por el puerto serie  
 
Se decidió empezar por transmitir a través de cable, de igual manera que en el 
apartado 2.2.1 para la transmisión por Bluetooth, ya que permite verificar el 
correcto funcionamiento del sistema. 
 
La transmisión por Serial en tiempo real se puede definir mediante el diagrama 










Fig. 3. 14. Sistema de transmisión con cable 
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La adquisición de la señal analógica se realiza a través del conversor 
analógico-digital (A/D) del puerto A0 de Arduino. Para emular una señal lenta, 
cuasi estática, como pueda ser una señal de temperatura, se utiliza un simple 
potenciómetro conectado como divisor de tensión. De este modo, moviendo 
lentamente su cursor obtenemos una señal adecuada para verificar el 
funcionamiento del sistema al adquirir señales casi continuas. 
 
La comunicación entre Arduino y la plataforma de java se logra a través de la 
librería RXTX. Esta librería es, simplemente, un conjunto de clases java que 











Fig. 3. 15. Montaje con el potenciómetro y las dos líneas de código necesarias 
para el envío del valor leído por el pin Analog0 
 
 
Tal y como se puede observar en la Fig. 3. 15, se escoge la función Serial.write 
para enviar los datos, por ser la más rápida y conveniente para el tipo de datos 
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En la configuración de la plataforma NetBeans, de igual manera que en Arduino 
se debe asignar el puerto serie por el que se transmitirá (COM), se debe abrir 
el mismo puerto para recibir y configurarle la velocidad, el bit de stop y el de 

















Al ser una transmisión en streaming se necesitan las funciones: 
getInputStream() y getOutputStream(), para la recepción y el envío de datos 
respectivamente. Una vez leídos los datos del puerto serie, se le pasan al 
método paint() para poder pintarlos en un termómetro, que se ha definido para 
ser dibujado en un panel, según su valor. 
 
El método paint() facilita el uso de la clase Graphics, en la que hay definidas 
muchas funciones para dibujar, pintar, elegir letra y color, etc, tal y como se ve 




















Por otro lado, la función repaint() es utilizada para actualizar el panel cada vez 
que se ejecuta la función paint(). 
 
 
Fig. 3. 16. Código para la conexión mediante el puerto y la velocidad 
Fig. 3. 17. Código para el método paint() 
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Como ejemplo de señal lenta se ha tomado la monitorización de una 
temperatura simulada con el potenciómetro. Para la prueba inicial de las 
posibilidades gráficas se ha representado el valor de las cuentas del 
convertidor A/D en un termómetro que se actualiza según el dato recibido en 
cada momento. 
 
En la figura 3. 18 se observa el panel con el termómetro, mostrando el valor 
correspondiente, además de la pantalla Serial donde se printan también los 





Fig. 3. 18. Representación en el termómetro  
 
 
3.2.1.5. Transmisión de datos por socket en tiempo real 
 
Socket es un canal de comunicación por el cual dos programas, que pueden 
estar situados en diferentes dispositivos, pueden intercambiar cualquier flujo de 
datos, generalmente de manera fiable y ordenada. 
 
El ciclo de vida de este socket está determinado por tres fases: 
 
• Creación, apertura del socket (open). 
• Lectura (read) y escritura (write), recepción y envío de datos por el 
socket. 
• Destrucción, cierre del socket (close). 
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La interfaz de comunicación entre procesos está implementada sobre los 
protocolos de red TCP y UDP. Los destinatarios de los mensajes se especifican 
como direcciones de sockets, cada una de ellas es un identificador de 
comunicación que consiste en una dirección de Internet y un número de puerto. 
Las operaciones se basan en pares de sockets. Éstos intercambian información 
transmitiendo datos a través de mensajes que circulan entre un socket en un 
proceso y otro socket en otro proceso. Cuando los mensajes son enviados, se 
encolan en el socket hasta que el protocolo de red los haya transmitido. 
Cuando llegan, los mensajes son encolados, en este caso, en el socket de 
recepción, hasta que el proceso que tiene que recibirlos haga las llamadas 
necesarias para recoger esos datos. 
A través de las clases del paquete java.net, los programas Java pueden utilizar 
TCP o UDP para comunicarse a través de internet, como se ha comentado 
anteriormente.  
Las clases URL, URLConnection, Socket y SocketServer utilizan TCP para 
comunicarse a través de la red, en cambio, las clases DatagramPacket y 
DatagramServer utilizan UDP. 
Los sockets que se implementan mediante el protocolo TCP, tienen las 
siguientes propiedades: 
• Son orientados a conexión. 
• Proporcionan un canal de comunicación fiable punto a punto. Las 
aplicaciones cliente - servidor en Internet lo utilizan para comunicarse. 
• Se garantiza la transmisión de todos los datos sin errores ni omisiones. 
• Se garantiza que todo llegará a su destino en el mismo orden en que se 
ha transmitido. 
El código de la Fig. 3. 19 muestra las clases Socket y SocketServer del 
paquete java.net utilizadas para la comunicación cliente - servidor mediante el 










Las clases Socket y ServerSocket del paquete java.net proporcionan un canal 
de comunicación independiente del sistema TCP. Estas clases implementan el 
lado del cliente y el servidor, respectivamente. 
 
Fig. 3. 19. Asignación del puerto, para la conexión del 
socket, y de la dirección IP mediante el protocolo TCP 
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En cambio los sockets que se implementan mediante el protocolo UDP, tienen 
otras características que los definen: 
• No orientado a conexión. 
• Sólo se garantiza que si un mensaje llega, llegue bien. 
• No se garantiza que lleguen todos los mensajes en el mismo orden que 
se mandaron. 
Este tipo de sockets son adecuados para el envío de mensajes frecuentes pero 
no demasiado importantes, es decir, que si se perdiese una muestra en la 
transmisión no supondría una gran pérdida de información. 
Ahora para el protocolo no orientado a conexión, UDP, las clases del paquete 
java.net necesarias en la comunicación cliente-servidor son la DatagramPacket 























Fig. 3. 20. Asignación del puerto, para la conexión del socket, y de la 
dirección IP mediante el protocolo UDP 
Fig. 3. 21. Diagrama de bloques de la comunicación inalámbrica 
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El circuito implementado para los prototipos sigue siendo el mismo que para la 





Fig. 3. 22. Sistema de transmisión usando WiFi Shield 
 
 
3.2.1.5.1. Representación en forma de termómetro 
 
La creación de un nuevo proyecto se llevó a cabo con el fin de representar los 
datos que van llegando al servidor desde Arduino, a través de un socket TCP, 
en un panel con la imagen de un termómetro, parecido al proyecto de 
transmisión por puerto serie. 
 
Para esto se tuvo que configurar de nuevo tanto Arduino como Netbeans. 
 
En la programación de Arduino fue necesario determinar la dirección IP del 
servidor y un puerto, el cual puede ser cualquiera que no esté en uso, para 
conseguir la conexión al socket creado en NetBeans. 
 
En NetBeans se crea el socket en el puerto elegido, y la aplicación se queda 
ejecutándose hasta que se conecta un cliente. Además, se crean las variables 
para obtener los datos que envía el cliente y las que se utilizarán en caso de 
que el servidor quiera responder. Si hay conexión, se leen los datos del puerto 
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Fig. 3. 23. Flow Chart de la aplicación termómetro mediante socket TCP 
 
 
La creación del socket (Fig. 3. 24) tiene que hacerse una sola vez, ya que si no 
se pierden los datos. Esto se debe a que el socket es orientado a conexión y el 
cliente tiene que conectarse a él para transmitir y recibir los datos. Si se 
conecta un cliente y el socket se cierra y se vuelve a abrir, el cliente no hace la 
conexión de nuevo porque a él le consta estar conectado a la primera. De esta 
manera, el cliente estaría transmitiendo en una conexión que no existe y el 














Fig. 3. 24. Código para la creación del socket en NetBeans 
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El tratamiento de los datos es necesario, ya que se reciben los datos en 
cadena de caracteres y para representarlos se necesitan valores numéricos. El 
método utilizado para la representación es paint(), explicado anteriormente en 
el apartado 3.2.1.4. 
 
La puesta en marcha del prototipo da como resultado la Fig. 3. 25, en la que se 









3.2.1.5.2. Representación de la evolución temporal 
Obtenida la representación de los valores de temperatura en el termómetro, se 
adaptó el tratado de éstos, puesto que se requería que los valores del 
potenciómetro, simulando la señal de temperatura, se visualizaran en una 
gráfica de dos ejes (temperatura vs tiempo), en vez de que se representaran en 
un termómetro. Para ello se tuvo que cambiar el método paint() por la librería 
JFreeChart. 
 
JFreeChart es un marco de software libre para el lenguaje de programación 
Java, el cual permite a los desarrolladores la creación de gráficos complejos y 
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Inicialmente, se crean las variables necesarias para la obtención de los datos 
de forma adecuada para que puedan ser representados por la librería 











En la función de inicio se añade la creación de la gráfica con los datos que se 
van recogiendo en el bucle de la conexión Arduino - PC (cliente - servidor). La 
gráfica llamada “Señal analógica”, muestra en el eje horizontal la hora del 
momento en el que se empezó a graficar y en el eje vertical, las unidades, que 
son los datos que se obtienen de la conexión y que se recogen en la variable 
buffer (Fig. 3. 27). El eje horizontal, finalmente, se configuró para que 





















Se utiliza la clase “calendar” para que la gráfica represente un minuto entero 
cada vez. Esta gráfica se va regenerando cada ocasión que le llega algún dato 









Fig. 3. 26. Variables encargadas de la obtención de los valores 
mediante la librería JFreeChart 
Fig. 3. 27. Código para recoger los datos y generar la grafica 
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Otro de los cambios que se han realizado ha sido incluir un botón para que el 
usuario pueda decidir cuándo graficar los datos recibidos. Ese botón se ha 
programado de tal forma que cuando se aprieta se genera un panel en el que 













Como se puede ver en la Fig. 3. 29, en el panel se van mostrando los valores 










Fig. 3. 28. Botón para la generación de la gráfica 
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3.2.1.5.3. Visualización y representación gráfica en un navegador mediante  
protocolo TCP y la clase Servlet 
 
También se ha querido conseguir que, desde cualquier PC, tablet o smart-
phone, conectado a la red Wifi, se pueda acceder a la gráfica escribiendo la 
dirección web determinada por la IP del servidor, el puerto por el que se envían 
y reciben peticiones http y el nombre de la aplicación java. Para conseguirlo se 
ha creado un proyecto con una clase Servlet.  
 
Un Servlet es un objeto que se ejecuta en un servidor web para ampliar sus 
capacidades. Principalmente se usan para crear páginas web dinámicas a 
partir de peticiones. 
 
La estructuración del código en funciones es la que se recogen en el Flow 




Fig. 3. 30. Flow Chart de la clase Sevrlet  con protocolo TCP 
 
 
Como se puede apreciar en el Flow Chart la clase Servlet la forman dos 
funciones básicas: doget() y dopost(), las cuales se encargan de la subida y 
bajada de los contenidos del navegador, respectivamente. 
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La función recogedatos() se ocupa de obtener los datos del socket TCP e ir 
añadiéndolos en la variable que se representará en la gráfica. 
 
Y, por otro lado, la función Generagrafica() se encarga de crear una gráfica con 
los datos recogidos gracias a la librería JFreeChart. Finalmente, se crea la 
imagen de la gráfica que es la que se sube al navegador web. 
 
 
3.2.1.5.3.1.  Transmisión de los datos de forma estática 
 
La comprobación del correcto funcionamiento del código Java, mediante la 
clase Servlet, en un primer momento, ha consistido en enviar datos estáticos al 
navegador en vez de por streaming. Es decir, se le proporcionan directamente 

















La subida de la gráfica al navegador se consigue en la creación de un fichero, 
en el que se guarda la imagen de ésta, y la pertinente conexión hacia el 



















Fig. 3. 31. Datos estáticos determinados inicialmente 
para ser mostrados en la gráfica 
Fig. 3. 32. Código para la creación del fichero de guardado de la 
imagen y conexión 
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La gráfica deseada se obtiene tras realizar la petición a la dirección del 





Fig. 3. 33. Representación de los datos estáticos en el navegador web 
 
 
Al modificar cualquier valor determinado en el código y refrescar la página web, 
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3.2.1.5.3.2.  Transmisión de los datos en tiempo real 
 
Tras obtener el pintado de los datos, dados de forma estática, se requiere 
mostrar la gráfica en la que se pintan los datos recibidos en streaming. En esta 
gráfica, cada vez que se refresca la página web, debe ir pintándose los valores 
recibidos en tiempo real. 
 
En la Fig. 3. 34, se aprecia la imposibilidad de representar los valores 
obtenidos en streaming: ya que únicamente se consigue mostrar el primer valor 
recibido por el socket. Esto se debe a que al hacer la petición al navegador 
para refrescar la página, se vuelve a crear el socket, provocando que se 
sobrescriba y deje de recibir los datos de Arduino. La consecuencia es la 
misma que en el apartado 3.2.1.5.1, aplicación del termómetro: el servidor se 
queda esperando una nueva conexión de cliente que no llega mientras que 




Fig. 3. 34. Representación no satisfactoria de los datos 
 
 
Una solución basada en crear el socket una única vez no sería viable porque 
únicamente se recibirían los datos de Arduino la primera vez, ya que, al no 
ejecutarse la creación tampoco se ejecutaría la lectura del puerto. Esta solución 
se podría llevar a cabo con la comunicación a través del protocolo UDP, ya que 
con éste no es necesaria la conexión. 
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Lamentablemente, el entorno de desarrollo de Arduino todavía no suministra la 
librería WiFi UDP necesaria para ello, aunque sí está disponible para el Arduino 
Ethernet Shield. Se pensó en escribir la librería necesaria, o incluso en adaptar 
las librerías existentes para Ethernet de manera que pudieran ser usadas con 
la Wifi Shield. Ambos caminos se valoraron demasiado costosos en tiempo 
para el alcance de este proyecto. Por otra parte, teniendo en cuenta que la 
comunidad de Arduino ya está trabajando en el desarrollo de dichas librerías no 
se creyó oportuno escribir unas propias. Cuando se publiquen, podrán ser 
adaptadas fácilmente a los prototipos desarrollados en este trabajo. 
 
Para seguir avanzando en el proyecto, se decidió transmitir los datos por cable 
Ethernet y, posteriormente proponer alguna forma de eliminar el cable. 
 
 
3.2.2. Transmisión por cable Ethernet 
 
En el estudio mediante Arduino Ethernet Shield se ha utilizado el cable Cat5 
UTP, cable de categoría 5 (UTP) de par trenzado descrito en el estándar 
EIA/TIA 568B, el cual puede transmitir datos a velocidades de hasta 100 Mbps 
(100BaseT) y a frecuencias de hasta 100 MHz. Está diseñado para señales de 
alta integridad, pudiendo estar blindados o no, y utilizados a menudo en redes 
Ethernet, servicios básicos de telefonía, toking ring y ATM. En el Anexo VII se 
especifican las características de Ethernet. 
 





Fig. 3. 35. Cable Cat5 UTP trenzado 
 
 
Este cable se ha utilizado para la conexión y transmisión de datos entre la 
placa Ethernet Shield, de Arduino, y el router. 
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3.2.2.1. Arduino Ethernet Shield  
 
Arduino Ethernet Shield permite a la placa Arduino la conexión a internet 
mediante la librería de Ethernet, ya que está basada en el chip Ethernet Wiznet 
W5100. Este chip es capaz de soportar tanto el protocolo de comunicación 
TCP como UDP.  
 
La comunicación entre la placa Arduino y Arduino Ethernet Shield se consigue 
gracias a los pines digitales 10, 11, 12 y 13 (SPI). Además el botón de reset de 
la Ethernet Shield, resetea ambos, tanto el chip como Arduino. 
 
Ethernet Shield también consta de un conjunto de LEDs de señalización para 
indicar el estado de la placa y de las comunicaciones que se están llevando a 
cabo. 
 
• PWR: indica que Arduino y la Ethernet Shield están alimentadas. 
• LINK: indica la presencia de un enlace de red y parpadea cuando la 
Ethernet Shield envía o recibe datos. 
• 100 M: indica la presencia de una conexión de red de 100 Mbps. 
• RX: parpadea cuando la Ethernet Shield recibe datos. 
• TX: parpadea cuando la Ethernet Shield envía datos. 
 
Ethernet Shield tiene configurada una dirección MAC predeterminada y se le 
debe asignar una dirección IP. A partir de la función Ethernet.begin() se le ha 
asignado, por comodidad, una dirección IP fija  y la dirección MAC debe ser un 





Fig. 3. 36. Ethernet Shield y su dirección MAC 




El diagrama de bloques de la Fig. 3. 37 muestra la configuración del sistema 
para la transmisión. En él se puede ver como la Ethernet Shield está 






Fig. 3. 37. Diagrama de bloques para transmisión mediante Ethernet 
 
 
3.2.2.2.1. Visualización y representación gráfica en un navegador mediante 
protocolo UDP y la clase Servlet 
 
En este prototipo, Arduino envía constantemente el flujo de datos hacia una IP 
por un puerto determinado y es el receptor el que decide cuando leer datos. De 
esta manera, se puede ir creando el socket cada vez que se refresque la 
página sin que haya pérdida de datos a raíz de la conexión entre cliente y 
servidor. 
 
La programación de Arduino se ha cambiado, puesto que ahora la creación del 
















Fig. 3. 38. Código configuración Ethernet Shield 
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La conexión a internet de la Ethernet Shield requiere de la MAC de ésta, una 
dirección IP para ella y un puerto por el que escuchará. De la misma forma, 
también se le proporciona la dirección IP del PC, que hará de servidor, y el 
puerto por el que tiene que enviar los datos. 
 
Por lo que respecta a la aplicación en java, no se aprecia gran cambio de 
estructura respecto al apartado 3.2.1.5.3 en el que se utiliza el protocolo de 
comunicación por conexión. El Flow Chart (Fig. 3. 39) únicamente difiere en la 





Fig. 3. 39. Flow Chart de la clase Servlet  con protocolo UDP 
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A partir del protocolo UDP se va cerrando el socket cada vez que se recibe un 
dato, y por tanto no se sobrescribe ya que no es necesaria la espera de 
conexión de cliente. 
 
Una limitación importante que se ha detectado es la incompatibilidad del código 
HTML de las librerías de Arduino con el navegador Internet Explorer. Es de 
esperar que en versiones posteriores de las librerías y del navegador se 
resuelva este problema. 
 
El refresco automático del navegador se consigue sin pérdida de datos, 
mientras la frecuencia de refresco no sea inferior a 1 por segundo. Al disminuir 
esta frecuencia a 2 veces por segundo, se ha comprobado que ya sí que se 
producen pequeños cortes o parpadeos. 
 
La Fig. 3. 40 muestra cómo el navegador representa los valores recibidos del 
conversor A/D. No obstante, para la representación de señales rápidas, este 
sistema de monitorización no es el más adecuado puesto que se produce 





Fig. 3. 40. Representación de la gráfica en navegador web 
 
Sistema de transmisión inalámbrica para nodos de monitorización continua  47 
El electrocardiograma, por ejemplo, necesita entre 200 Hz y 1 kHz de 
frecuencia de muestreo, es decir, un periodo de muestreo de 0,005 a 0,001 
segundos. Este margen de frecuencias es inalcanzable para el navegador, ya 
que con 0,5 segundos de refresco se colapsa y se perciben parpadeos, siendo 
molesto para la vista y haciendo evidente la pérdida de muestras. 
 
Por otro lado, sí que es perfectamente adecuado para señales más lentas (baja 
frecuencia de muestreo) como la temperatura, la presión ocular, la 
pulsioximetría y la monitorización del sueño, siempre y cuando se adapte a la 
necesidad requerida de la señal. 
 
 
3.2.2.2.2. Visualización y representación gráfica en un navegador mediante 
el protocolo TCP y WebSocket 
 
A raíz de las limitaciones de velocidad de muestreo del sistema, en la 
adquisición de datos por UDP y Servlet, se ha estudiado la transmisión en 
streaming mediante WebSocket. 
 
WebSocket es una tecnología que proporciona un canal de comunicación 
bidireccional y full - duplex sobre un único socket TCP. Está diseñada para ser 
implementada en navegadores y servidores web, además de utilizarse para 
aplicaciones cliente - servidor. WebSocket actualmente ya está implementado 
para los navegadores de  Mozilla Firefox 8, Google Chrome 4, Safari 5 y en la 
versión móvil de Safari en el iOS 4.2, pero no es soportado por Internet 
Explorer. 
 
Para establecer la conexión WebSocket, el cliente manda una petición de 
negociación WebSocket y el servidor contesta mandando una respuesta, tal y 













Fig. 3. 41. Conexión cliente - servidor mediante WebSocket 
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En este caso, el cliente en Arduino se ha programado de manera que cree el 
navegador web y el Websocket. Además, en NetBeans también se ha creado 
un WebSocket hacia la dirección IP del Ethernet Shield para la correcta 
conexión cliente - servidor.  
 
La única función de la plataforma Netbeans respecto al navegador es 
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Fig. 3. 43. Flow Chart de la plataforma NetBeans 
 
 
Para conseguir todo ello, se basó el proyecto en el de un compañero. Xavier 
Arteaga había desarrollado un sistema que transmitía a una velocidad 
suficientemente rápida para el envío de señales de más de 1 kHz de frecuencia 
de muestreo. Tuvo que modificar las librerías Ethernet, que proporcionaba 
Arduino, para conseguir una mayor optimización y, por consiguiente, una mayor 
velocidad. 
 
Se adaptó su código de tal manera que se pudiera utilizar en las plataformas 
escogidas (Netbeans, Arduino y Windows), ya que él lo ejecutaba a través de 
comandos y el sistema operativo Linux. Además de la adaptación, se tuvieron 
que añadir librerías concretas para el correcto funcionamiento de Websocket: 
socket.h, w5100.h, sha1.h, Base64.h. 
 
Como se puede observar en la Fig. 3. 42, primero se configura el Shield. Si se 
recibe petición por parte de un cliente se leen los datos y se vuelve a 
comprobar que el cliente está conectado para seguir con la comunicación. Se 
crea el WebSocket y se empiezan a recibir los datos del registro del conversor 
A/D. Tras ser leídos, se envían por Ethernet para representarlos en el 
navegador y se va refrescando mientras haya datos. Si el cliente se 
desconecta, el sistema se queda a la espera de una nueva conexión de cliente. 
 
Por otra parte, en la Fig. 3. 43 se muestra la programación java en NetBeans. 
Este código consiste en una petición al navegador y una vez está creada la 
conexión con el WebSocket, se leen los datos recibidos, se adaptan al formato 
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Para la representación de los datos en el navegador se ha utilizado la librería 
D3.js. D3 es una librería de JavaScript para la manipulación de documentos 
basados en datos. D3 también te da la máxima flexibilidad posible a la hora de 
manipular formatos gráficos, además de utilizar un mínimo de gastos, ser 
extremadamente rápido y dar apoyo a conjuntos de datos y comportamientos 
dinámicos de interacción y animación. 
 
Para corroborar el correcto funcionamiento con señales rápidas, se ha 
conectado al sistema un generador de funciones configurado para proporcionar 
una señal de electrocardiografía de 1,5 kHz (Fig. 3. 44). Éste se conecta a 
Arduino Ethernet Shield a través del pin de Analog0, como se muestra en la 










Fig. 3. 45. Conexión de Arduino y el generador de funciones 
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Fig. 3. 46. Representación del ECG a través de WebScoket 
 
 
En la parte superior izquierda de la Fig. 3. 46 se observa como el navegador 
muestra la frecuencia de muestreo de cada momento, llegando hasta valores 
cercanos a 2 kHz. 
 
Una vez conseguida la transmisión de los datos en streaming, se ha querido 
eliminar el cable Ethernet y que la transmisión sea por WiFi. 
 
Al hacer el cambio a WiFi Shield, disminuye considerablemente la frecuencia 
de muestreo, que pasa a ser de 25 Hz cómo máximo (1000 muestras en 40 
segundos). Esto se debe a los retardos de conexión y a los múltiples println que 
se ejecutan en la librería WiFi de Arduino que, como se ha estudiado, tardan 
mucho en procesarse. Por ello, para señales con un ancho de banda superior a 
12,5 Hz, este sistema de transmisión por WiFi no es el apropiado. 
 
Como solución a la transmisión por WiFi se consideraron varias posibles 
soluciones: esperar a que Arduino proporcionase una librería optimizada, pero 
se descartó por la falta de tiempo, ya que no se sabe cuándo estará disponible; 
crear la librería o combinarla con la librería Ethernet, obviada por no ser uno de 
los objetivos del proyecto y por no tener el tiempo suficiente para desarrollarla; 
y, por último, añadir un router WiFi al sistema de adquisición para eliminar la 
transmisión por cable Ethernet. Esta última, ha sido la utilizada para la puesta 
en funcionamiento de la aplicación final, explicada en el capítulo 4. 
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CAPÍTULO 4. APLICACIÓN PRÁCTICA Y VERIFICACIÓN  
 
Las aplicaciones prácticas que se han escogidos para ilustrar y verificar la 
utilidad del trabajo desarrollado, así como para comprobar que se han 
alcanzado los objetivos propuesto consiste en trasmitir una señal de 
electrocardiografía (ECG), tanto desde una silla de ruedas como desde una 
báscula, hasta un dispositivo gráfico, ya sea un PC, tablet o smart-phone. Para 
ello usaremos el prototipo basado en Arduino Ethernet Shield utilizando 






Fig. 4. 1. Diagrama de bloques de la aplicación final  
 
 
La Fig. 4. 1 muestra el diagrama de bloques del sistema. Éste se considera 
inalámbrico, ya que la transmisión se lleva a cabo mediante WiFi gracias al 
router añadido al sistema de adquisición. 
 
La primera verificación del sistema se realizó mediante una silla de ruedas, 
formada por dos conjuntos de sensores de captación de ECG. El primer 
conjunto consta de dos pares de electrodos dispuestos en el reposabrazos de 
la silla, midiendo así la señal a partir de los antebrazos del paciente. Por otro 
lado, el segundo conjunto está situado en el asiento de la silla para poder 
recopilar la medición a través de los glúteos. En este caso, el conjunto de 
electrodos es de tres, puesto que hay uno doble y de mayor dimensión que el 
resto. Los electrodos utilizados miden la señal ECG sin necesidad de contacto 
eléctrico, ya que el paciente está vestido durante el reconocimiento. En la 
imagen de la Fig. 4. 2 se puede observar cómo están puestos en la silla estos 
dos conjuntos de electrodos. 
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Fig. 4. 2. Conjunto de electrodos de la silla de ruedas 
 
 
Para la obtención del resultado que se muestra en la Fig. 4. 3, se tuvo que 





Fig. 4. 3. Representación del ECG medido en la silla de ruedas 
 
 
La segunda aplicación fue mediante una báscula con la que también se pudo 
verificar el correcto funcionamiento del sistema. La báscula tiene dos 
electrodos para obtener la primera derivación a través del contacto con las 
manos, como se puede ver en la Fig. 4. 4. Además, dispone de un tercer 
electrodo para el pie izquierdo en caso de querer medir la segunda y tercera 
derivación. 




Fig. 4. 4. Conjunto de electrodos de la báscula 
 
 
Para esta verificación también se tuvo que adaptar la señal de la báscula al 
sistema de adquisición, puesto que el acondicionamiento de la señal analógica 
a transmitir dependerá en cada caso de sus características y queda fuera de 





Fig. 4. 5. Representación del ECG medido en la báscula 
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Este proyecto se ha llevado a cabo con el fin de ofrecer soluciones para la 
transmisión de señales fisiológicas de forma inalámbrica. 
 
Para el sistema inalámbrico por Bluetooth, se ha obtenido una solución para la 
limitación de velocidad de transmisión que proporcionaba el proyecto de red de 
sensores del que se disponía. Tras la caracterización de éste, se demostró que 
el módulo Linvor HC-06 no era el limitante, sino que era la función Serial.println 
de la placa Arduino la que lo hacía, ya que su ejecución introducía un retardo 
muy elevado. Una vez conocido el causante de la limitación, se demuestra que 
al sustituir esta función por la de Serial.write se reduce el tiempo de retardo y 
se consigue la transmisión de señales rápidas como la del ECG. 
 
Para el sistema inalámbrico por IP, también se ha conseguido la transmisión de 
este tipo de señales.  Mediante Arduino WiFi Shield, el protocolo de transmisión 
TCP y la clase Servlet, no se consigue la transmisión ya que TCP es orientado 
a conexión, por lo que al crear y cerrar el socket en cada petición de refresco 
se pierde la conexión cliente - servidor. Para solucionar esto, se pensó en el 
protocolo UDP ya que no necesita la conexión cliente - servidor. No obstante, 
Arduino no proporciona la librería para WiFi mediante UDP, por lo que se 
decidió utilizar Arduino Ethernet Shield. Con esta placa se consiguió 
únicamente la transmisión de señales lentas, como es la temperatura, debido a 
que la clase Servlet no refresca lo suficientemente rápido como para transmitir 
señales de mayor frecuencia de muestreo. 
 
Con el fin de conseguir la transmisión de señales rápidas, se optó por la 
tecnología WebSocket por TCP. Gracias a la cual se obtuvo la frecuencia de 
muestreo necesaria para estas señales, ya que se evita el retardo del refresco 
de la clase Servlet al tener una única conexión cliente - servidor con el continuo 
flujo de los datos. Y por lo tanto, la representación de los datos en tiempo real 
en el navegador web. 
 
Puesto que el objetivo inicial era la transmisión de forma inalámbrica, se decide 
eliminar el cable Ethernet. Tras prescindir de él se disminuye 
considerablemente la frecuencia de muestreo, que pasa a ser de  25 Hz, 
debido a los retardos proporcionados por la librería WiFi de Arduino. 
 
Se ha conseguido pues, caracterizar perfectamente las limitaciones que 
proporcionaban el sistema propuesto inicialmente, formado por Arduino y el 
módulo Bluetooth, Linvor HC-06. Y tras solucionar la limitación de transmisión 
de velocidades, mediante una nueva función, Serial.write, se ha conseguido la 
transmisión inalámbrica ideal para señales rápidas mediante Bluetooth. Por 
otro lado, también se han podido obtener dos métodos de transmisión de 
señales, uno para señales lentas mediante WiFi Shield, y el otro para señales 
rápidas, como es el ECG, mediante el sistema de adquisición Ethernet Shield. 
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Además, si se quisiesen recibir más canales de transmisión se divide la 
frecuencia de muestreo. Es decir, si se quieren enviar 2 canales y se tiene una 
frecuencia de muestreo de 2 kHz, se divide en 1 kHz para cada canal, y si se 
tienen 4 canales, 500 Hz para cada uno. 
 
 
5.2. Propuestas de ampliación 
 
Una vez conseguido el objetivo, se pueden sugerir posibles ampliaciones para 
el desarrollo de nuevos proyectos. 
 
• Crear una aplicación para la transmisión mediante Bluetooth y la 
representación de los datos en un nevegador. 
• Optimizar la librería WiFi de Arduino o adquirir una versión actualizada para 
la mejora de la velocidad de transmisión y, por lo tanto, de la frecuencia de 
muestreo, con el fin de representar señales rápidas tanto en navegador 
como en una aplicación Android. 
• Transmitir a través de diferentes topologías: 
 
• Conjunto de 2 módulos Bluetooth, uno configurado como master y el 
otro, como slave. 
 
El módulo configurado como master recibe los datos adquiridos por un 
Arduino y los envía por bluetooth al segundo módulo configurado 
como slave. Y, por último, éste los envía al sistema ya diseñado y 




Fig. 5. 1. Diagrama de bloques con 2 módulos BT 
 
• Programar una aplicación Android para smart-phones que reciba por 
Bluetooth los datos, los cuales han sido adquiridos por un Arduino y 
un módulo Bluetooth slave. 
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Anexo I: Bluetooth 
 
Las redes inalámbricas de área personal WPAN (Wirless Personal Area 
Network), son redes utilizadas para conectar varios dispositivos portátiles sin la 
necesidad de utilizar cables. Esta comunicación punto a punto no requiere de 
altos índices de transmisión de datos. 
 
La tecnología inalámbrica Bluetooth es un protocolo de comunicaciones 
diseñado para dispositivos de bajo consumo y de corto alcance de emisión. 
 
Las transmisiones de voz y datos tienen lugar mediante enlaces de 
radiofrecuencia de baja potencia, de forma que los dispositivos no tienen que 
estar alineados y pueden, incluso, estar en habitaciones separadas, si la 
potencia de transmisión es suficiente. 
 
Opera en la banda de frecuencia de radio de 2,4 a 2,48 GHz con amplio 
espectro (80 MHz) y saltos de frecuencia, con un máximo de 1600 saltos por 
segundo, y con posibilidad de transmitir en Full Duplex. Los saltos se dan entre 
un total de 79 frecuencias con intervalos de 1 MHz, esto permite dar seguridad 
y robustez. 
 
Los dispositivos se clasifican en tres clases, según la potencia máxima 
permitida y el alcance, aproximado, al que pueden llegar (Tabla I. 1): 
 
 
Tabla I. 1. Clases de Bluetooth 
 
Clase Potencia (mW) Potencia (dBm) Alcance (m) 
Clase 1 100 20 30  
Clase 2 2.5 4 10 - 5  

















Sistema de transmisión inalámbrica para nodos de monitorización continua  61 
La gráfica de la Fig. I. 1 representa la potencia máxima proporcionada respecto 






Fig. I. 1. Gráfica de la potencia máxima respecto al alcance máximo 
 
 
Además los dispositivos que implementan Bluetooth también pueden 
clasificarse dependiendo de su ancho de banda (Tabla I. 2): 
 
 
Tabla I. 2. Clasificación de las versiones de Bluetooth 
 
Versión Ancho de banda (Mbit/s) 
1.2 1  
2.0 + EDR (Enhanced Data Rate) 3  
3.0 + HS 24  
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Fig. II. 1. Características del módulo 
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Anexo III: Módulos BT HC-05 y HC-06 
 
Tabla III. 1. Diferencias entre los módulos HC-05 y HC-06 
 
Bluetooth HC-05 Bluetooth HC-06 
Modo maestro y modo esclavo. Modo esclavo. 
No tiene la función de recordar 
(memoria) el último dispositivo esclavo 
emparejado. 
Si se requiere recordar el último 
dispositivo esclavo emparejado, se debe 
indicar el comando AT + CMODE = 0, 
después del emparejamiento con el  
HC-06 esclavo. 
Tiene  la función de recordar el último 
dispositivo esclavo emparejado. 
Y sólo hace el emparejamiento si el 
PIN26 está en alto nivel. 
Pairing: El dispositivo maestro no solo 
puede emparejarse con la dirección 
Bluetooth especificada, como teléfono 
móvil, adaptador de ordenador, 
dispositivo esclavo, sino que también 
puede hacer pareja con el dispositivo 
esclavo automáticamente. 
Pairing: El dispositivo maestro puede 
emparejarse con el dispositivo  esclavo 
de forma automática. 
Comunicación de Multi-dispositivos: la 
comunicación para los módulos solo es 
punto a punto, pero el adaptador se 
puede comunicar con múltiples módulos. 
Comunicación Multi-dispositivos: la 
comunicación para los módulos solo es 
punto a punto, pero el adaptador se 
puede comunicar con múltiples módulos. 
Durante el proceso de comunicación, el 
módulo puede entrar en modo AT 
estableciendo el PIN34 a alto nivel. Al 
liberar el PIN34, el módulo puede volver 
al modo de comunicación en el que el 
usuario puede consultar alguna 
información dinámicamente. 
Durante el proceso de comunicación, el 
módulo no puede entrar en modo AT. 
Velocidad de comunicación por defecto: 
9600 baudios (4800 – 1,3 Mbaudios 
ajustable) 
Velocidad de comunicación por defecto: 
9600 baudios (1200 – 1,3 Mbaudios 
ajustable) 
KEY: PIN34, para configurarlo en modo 
AT. 
KEY: para borrar al master de la 
memoria. 
Consumo: durante el pairing, la corriente fluctúa entre 30 mA y 40 mA. La corriente 
media es de 25 mA, pero después del pairing, sin tener en cuenta si se ha 
procesado o no, la corriente es de 8 mA.  


























































Fig. III. 1. Módulo Bluetooth HC-05 y HC-06, respectivamente 
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Anexo IV: Características Arduino 
 
Tabla IV. 1. Características de diferentes Arduinos 
 
Arduino UNO Leonardo Due Yún 
Microcontrolador ATmega328 ATmega32u4 AT91SAM3X8E ATmega32u4 
Voltaje de 




7 – 12 V 7 – 12 V 7 – 12 V 5 V 
Voltaje de 











Pines de entrada 
analógica 6 - 








12 - - 12 
Intensidad en 
todas las líneas 
I/O 
- - 130 mA - 
Intensidad por 
I/O pin 40 mA 40 mA - 40 mA 
Intensidad en pin 
5 V - - 800 mA - 
Intensidad en pin 
3.3 V 50 mA 50 mA 800 mA 50 mA 
Memoria Flash 
32 kB of 
which 0,5 kB 
used by 
bootloader 
32 kB de los 
cuales 4 kB 
son utilizados 
por el gestor 
de arranque 
512 kB 
32 kB de los 
cuales 4 kB 
son utilizados 
por el gestor 
de arranque 
SRAM 2 kB 2,5 kB  
96 kB (2 
bandas: 64 kB 
y 32 kB) 
2,5 kB 
EEPROM 1 kB 1 kB - 1 kB 
Velocidad de 
reloj 16 MHz 16 MHz 84 MHz 16 MHz 
Resolución  10 bits 12 bits  
Sistema 
operativo - - - 
Linux 
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Anexo V: WiFi 
 
WiFi (marca comercial de Wi-Fi Alliance, conocida anteriormente como WECA: 
Wireless Ethernet Compatibility Alliance) es un mecanismo de conexión entre 
dispositivos electrónicos de forma inalámbrica. Es decir, es una tecnología de 
comunicación sin cables mediante ondas radio, también conocido como WLAN 
(Wireless Lan). 
 
Los dispositivos habilitados con WiFi pueden conectarse a internet a través de 
un punto de acceso, el cual tiene un alcance de unos 20 metros en interiores 
(indoor) y de unos 100 - 150 metros al aire libre (outdoor). Estos puntos de 
acceso o hotspots son terminales que interconectan dispositivos de forma 
inalámbrica. Superponiendo varios de estos se pueden cubrir grandes áreas. 
 
Se pueden diferenciar distintos tipos de WiFi, basado cada uno de ellos en un 
estándar IEEE 802.11: 
 
• Los estándares IEEE 802.11b, IEEE 802.11g e IEEE 802.11n con 
aceptación internacional, gracias a que la banda de 2.4 GHz en la que 
se encuentra, está disponible casi universalmente. Además trabaja con 
velocidades de hasta 11 Mbit/s, 54 Mbit/s y 300 Mbit/s, respectivamente. 
 
• El estándar IEEE 802.11a, llamado comúnmente como WiFi 5, opera en 
la banda de 5 GHz. En esta banda no operan otras tecnologías por lo 
que hay pocas interferencias. No obstante, se reduce su alcance un 10% 
respecto a los estándares que trabajan a 2,4 GHz ya que, a mayor 
frecuencia, menor alcance. 
 
Además, las redes WiFi aportan diferentes ventajas por su característica de no 
necesitar cables. Pero también presenta los problemas de cualquier tecnología 
inalámbrica. 
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Tabla V. 1. Ventajas y desventajas de la tecnología WiFi 
 
Ventajas Desventajas 
Comodidad superior a las redes 
cableadas, ya que teniendo acceso a 
la red, cualquier persona se puede 
conectar desde distintos puntos 
dentro de un radio. 
Menor velocidad que a través de 
conexión cableada, debido a 
interferencias y pérdidas de señal. 
Una vez configurada la red, permite 
el acceso de múltiples ordenadores. 
Poca robustez en el campo de la 
seguridad, existiendo programas 
capaces de acceder a la red a partir de 
conseguir la contraseña de ésta. 
Además, se agrava el problema al no 
controlar el área de cobertura de una 
conexión, pudiéndose conectar otro 
dispositivo desde fuera de la zona de 
recepción prevista. 
Compatibilidad total entre 
dispositivos con la marca WiFi, 
pudiendo utilizar la tecnología en 
cualquier parte del mundo. 
No es compatible con otros tipos de 
conexiones sin cables, como Bluetooth, 
GPRS, UMTS, etc. 
 
La potencia se ve afectada por los 
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Anexo VI: Arduino WiFi Shield 
 
WiFi Shield requiere una placa Arduino para su adaptación, siendo compatible 
con las plataformas Duemilanove, Mega y UNO. 
 
Las características más relevantes del módulo son: 
 
• Tensión de funcionamiento de 5V, suministrada por la placa Arduino 
UNO. 
• Conexión a través de redes 802.11 b/g. 
• Tipos de encriptación: WEP y WPA2 Personal. 
• Conexión con Arduino por el puerto SPI y cabeceras ICSP. 
• Implementa ranura para tarjetas micro SD, útil para almacenar archivos 
para servir a través de la red. 
• Conexión FTDI para la depuración serial del WiFi Shield. 
• Mini USB para la actualización del firmware WiFi Shield. 
 
El controlador integrado de Ethernet W5100 (WIZnet Hardwired TCP/IP 
Embedded Ethernet Controller) añade beneficios técnicos además de las 
características propias que implementa en su integración en la placa de 
Arduino. 
 
• Beneficios de rendimiento: Velocidad de transmisión de datos mediante 
lógica cableada hasta 25 Mbps de rendimiento a nivel de aplicación. 
• Beneficios de su implementación: Control fácil y simple de la memoria, 
la cual guarda el desarrollo de tiempo y área. 
• Beneficios de costos: Fácil implementación TCP/IP sin OS. Además de 
integrar la MAC y la PHY. 
 
Fig. VI. 1. Chip WIZnet W5100 y diagrama de bloques 




• Soporte cableado TCP/IP con protocolos TCP, UDP, ICMP, IPv4 ARP, 
IGMP, PPPoE y Ethernet. 
• Incorpora PHY 10BaseT y 100BaseTX Ethernet  
• Apoyo a la negociación automática (Full-duplex y half duplex) 
• Soporte Auto MDI / MDIX 
• Conexión ADSL 
• Soporta 4 entradas independientes de forma simultánea 
• No es compatible con la fragmentación IP 
• Memoria interna para 16 kBytes de buffers Tx / Rx  
• Tecnología de 0,18 micras CMOS 
• Operación 3.3V con la tolerancia de la señal de E/S de 5V 
• Apoyo a la interfaz en serie de periféricos (SPI MODO 0, 3), multi 
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Anexo VII: Ethernet 
 
Ethernet es un estándar de redes de área local para ordenadores con acceso al 
medio por detección de la portadora y con detección de colisiones (CSMA/CD). 
También se tomó como base para la redacción del estándar internacional IEEE 
802.3. Y además, Ethernet define las características de cableado y 
señalización de nivel físico del modelo OSI. 
Las diferentes tecnologías Ethernet se clasifican según los siguientes 
conceptos: 
• Velocidad a la que transmite la tecnología. 
• Tecnología del nivel físico que se usa. 
• Distancia máxima que puede haber entre dos nodos adyacentes (sin 
estaciones repetidoras). 
• Topología: bus si se usan conectores T y estrella si se usan hubs o 
switches. 
 
En la Tabla VII.1 se especifican las características mencionadas: 
 




Tipo de cable Distancia 
máxima 
Topología 
10Base2 10 Mbit/s Coaxial 185 m Bus (Conector T) 
10BaseT 10 Mbit/s Par trenzado 100 m Estrella (Hub o 
Switch) 
10BaseF 10 Mbit/s Fibra óptica 2000 m Estrella (Hub o 
Switch) 
100BaseT4 100 Mbit/s Par Trenzado 
(categoría 3UTP) 
100 m Estrella. Half 
Duplex (Hub) y 
Full Duplex 
(Switch) 
100BaseTX 100 Mbit/s Par Trenzado 
(categoría 5UTP) 
100 m Estrella. Half 
Duplex (Hub) y 
Full Duplex 
(Switch) 
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100BaseFX 100 Mbit/s Fibra óptica 2000 m No permite el uso 
de Hubs 
1000Base T 1000 
Mbit/s 
4 pares trenzado 
(categoría 5 o 6 
UTP) 
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Anexo VIII: Nociones básicas de electrocardiografía 
 
VIII.1.  Aparato cardiocirculatorio 
 
VIII.1.1. Anatomía cardíaca 
 
El corazón es la bomba muscular que impulsa sangre por medio de 
contracciones rítmicas a través del aparato circulatorio. Se  localiza a nivel 
torácico, en una cavidad comprendida entre los pulmones, la columna vertebral 




VIII.1.2. Organización general del corazón 
 
El corazón está formado por 4 cavidades, dos superiores, las aurículas derecha 
e izquierda, por donde llegará la sangre al corazón, y dos inferiores, los 
ventrículos derecho e izquierdo, desde los que se enviará la sangre a la 
circulación general. 
 
La sangre venosa procedente de las venas cavas superior e inferior llega al 
corazón por la aurícula derecha, donde pasará al ventrículo derecho a través 
de la válvula tricúspide. Sale del ventrículo derecho hacia la arteria pulmonar a 
través de la válvula pulmonar. De aquí, la sangre se dirige hacia los pulmones 
para ser oxigenada a nivel alveolar. A través de las venas pulmonares, regresa 
de nuevo al corazón, entrando en la aurícula izquierda. Atraviesa la válvula 
mitral, para llegar al ventrículo izquierdo. Finalmente, abandonará el ventrículo 
izquierdo pasando por la válvula aórtica y entrando a la circulación general a 




Fig. VIII. 1. Cavidades cardíacas 
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VIII.1.3. Excitación y conducción cardíaca 
 
El interior de las células cardíacas es electronegativo, mientras que el exterior 
es positivo, de tal manera que se establece un potencial de membrana de 
reposo de -80 a -100 mV. Este potencial negativo es mantenido por la acción 
de una bomba sodio ATPasa-dependiente: del interior celular saca tres iones 
Na+ e introduce dos iones K+, de tal modo que el Na+ está muy concentrado en 
el exterior celular y poco en el interior, mientras que al K+ le sucede lo contrario, 





Fig. VIII. 2. Fases del potencial de acción cardíaco 
 
 
Para que estas células se contraigan necesitan de un impulso eléctrico, 
originado en las células marcapaso, en las que existe una despolarización 
espontánea. 
 
Dentro del proceso de despolarización existen unas fases: 
 
• Cuando el potencial de membrana disminuye hasta un potencial umbral 
de unos -60 mV, en las células marcapaso se abren unos canales 
rápidos de sodio, invirtiéndose el potencial de membrana (se hace 
positivo). Esta es la fase 0 del potencial de acción o fase de 
despolarización rápida. 
• Las fases 1 y 2, llamadas meseta, se caracterizan por una salida de K+ 
del interior celular y una entrada lenta de calcio al interior celular, 
manteniéndose así positivo el potencial de membrana. 
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• La fase 3, o de repolarización, se caracteriza por la salida de K+, que 
conduce al restablecimiento del potencial de membrana de reposo, de 
aproximadamente -90 mV. 
• Por último, en las células marcapaso, se produce una entrada lenta de 
K+, que produce una despolarización lenta del potencial de membrana 
(fase 4 o de despolarización lenta), hasta alcanzar el potencial umbral, 
apareciendo una nueva despolarización rápida. 
 
VIII.2. Introducción al electrocardiograma 
 
El electrocardiograma (ECG) es la representación gráfica de la actividad 
eléctrica del corazón. Esta representación se consigue a través de la superficie 
cutánea mediante electrodos, aportando una curva que muestra el estímulo del 
músculo cardíaco. 
 
Las ondas son las distintas curvaturas que toma el trazado del ECG hacia 
arriba o hacia abajo. Éstas son producto de los potenciales de acción que se 
producen durante la estimulación cardiaca en las diferentes fases del ciclo 
cardiaco y se repiten de un latido a otro, salvo alteraciones. 
 
A las ondas electrocardiográficas se las conoce como P, Q, R, S, T y U, unidas 
entre sí por una línea base o isoeléctrica, la cual se produce cuando no hay 
propagación eléctrica por el corazón o si las fuerzas eléctricas son iguales. 
 
El trazado normal consiste en una onda P, además de un complejo QRS y una 




Fig. VIII. 3. Ondas electrocardiográficas 
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• La Onda P es la primera del ECG. Representa la llegada de la señal de 
activación a las aurículas, es decir, corresponde a la contracción de las 
aurículas, derecha e izquierda. 
• El intervalo PR, muestra el período de inactividad eléctrica 
correspondiente al retraso fisiológico que sufre el estímulo en el nodo 
auriculoventricular. 
• El complejo QRS corresponde a la corriente eléctrica que causa la 
contracción de los ventrículos derecho e izquierdo, la cual es mucho 
más potente que la de las aurículas y compete a más masa muscular, 
produciendo de este modo una mayor deflexión en el 
electrocardiograma.  
• La Onda T representa la relajación de los ventrículos. 
• El intervalo QT, va desde el inicio del complejo QRS hasta el final de la 
Onda T y representa la despolarización y repolarización ventricular. 
 
La tabla VIII.1 muestra la relación entre el número de pulsaciones y el tiempo 
que dura el intervalo QT. Con ella se confirma el ancho de banda de 100 Hz del 
ECG, ya que se tiene una resolución de 10 ms. 
 
 
Tabla VIII. 1. Relación ritmo cardiaco y duración QT 
 
Ritmo cardiaco 
(pulsaciones) Duración QT (ms) 
60 330 - 430 
70 310 - 410 
80 290 - 380 
90 280 - 360 
100 270 - 530 
120 250 - 320 
 
 
La frecuencia cardíaca (FC) es el número de contracciones del corazón por 
unidad de tiempo y se expresa clínicamente en latidos por minutos. 
 
La FC en estado de reposo depende de la genética, el estado físico, el estado 
psicológico, las condiciones ambientales, la postura, la edad y el sexo. Un 
adulto sano en estado de reposo tiene alrededor de unas 60 - 100 pulsaciones 
por minuto (100 latidos en 60 segundos), viéndose aumentadas a 150 – 200 al 
hacer ejercicio físico. En cambio, durante el sueño o en un atleta joven en 
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VIII. 2. 1. Derivaciones electrocardiográficas 
 
Las derivaciones son disposiciones específicas de los electrodos. Hay de dos 
tipos las del plano frontal y las del horizontal. 
 
De las Derivaciones del plano frontal se distinguen entre las bipolares y las 
monopolares.  
 
• Las bipolares creadas por Willen Einthoven registran la diferencia de 





Fig. VIII. 4. Triángulo de Einthoven 
 
 
Como se puede observar en la Fig. VIII. 4 se deben poner 4 electrodos: Brazo 
derecho RA, Brazo izquierdo LA, Pierna Izquierda LL. Son 3 derivaciones y se 
les conoce como DI, DII, DIII. 
 
DI: Registra la diferencia de potencial entre el brazo izquierdo polo positivo y el 
derecho (polo negativo). 
DII: Registra le diferencia de potencial que existe entre la pierna izquierda (polo 
positivo) y el brazo derecho (polo negativo). 
DIII: Registra la diferencia del potencial que existe entre la pierna izquierda 
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• Las monopolares aumentadas registran el potencial total en un punto del 
cuerpo.  Fueron creadas por Frank Wilson que unió las tres derivaciones 
del triángulo de Einthoven, cada una a través de la resistencia de un 
punto (central terminal de Wilson) donde el potencial eléctrico es 
cercano a cero.  Esta central se conecta a un aparato de registro del que 
sale el electrodo explorador, el cual toma el potencial absoluto (V): Brazo 






Fig. VIII. 5. Representación de las Derivaciones Aumentadas 
