



ialah, melakukan evaluasi terhadap keamanan website yang dimiliki pada PT.XYZ dengan 
menggunakan pendekatan Computer Assisted Audit Techniques (CAATs) yaitu dengan software 
Web Vulenerability Scanner (Acunetix v.8). METODE PENELITIAN yang digunakan yaitu 
dengan menggunakan studi pustaka, dan studi lapangan. 3 cara studi lapangan yang dilakukan, 
yaitu observasi, wawancara, dan studi dokumentasi. HASIL YANG DICAPAI adalah 
mengetahui vurnerability (kerentanan), hole (lubang/celah),  ataupun resiko yang sewaktu-waktu 
muncul. Hasil dari scanning Acunetix ditemukan open port dan web alert dimana dapat 
menimbulkan hole yang mengakibatkan vulnerability memberikan usulan-usulan perbaikan 
sehingga tingkat keamanan sistem pada website menjadi lebih aman dan dapat berjalan dengan 
baik. KESIMPULAN pada pembahasan website www.xyz.com tidak sesuai standar baku 
keamanan, tidak adanya bagian website maintenance yang menjaga kerentanan-kerentanan 
website secara sistematis. Sebaiknya pada PT.XYZ lebih memperhatikan dari sisi keamanan 
seperti melakukan konfigurasi firewall, melakukan filtered port, melakukan update secara 
berkala, menetapkan kebijakan user access  berdasarkan standard SANS Institute dan 
menetapkan standard internasional ISO 27002 (ISO 31000). 
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