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Seiring kemajuan zaman, manusia memasuki era internet, dimana perkembangan pertukaran informasi pun 
berkembang pesat. Kini informasi berupa pesan dan gambar dapat dikirimkan melalui media elektronik.Steganografi 
diciptakan sebagai suatu teknik pengamanan pesan rahasia dengan cara menyisipkan pesan kedalam sebuah media. 
Steganografi adalah seni dan ilmu menulis pesan tersembunyi sedemikian rupa bahwa tidak ada orang selain 
penerima tahu keberadaan pesan. Pada penelitian ini media yang digunakan adalah gambar yang berformat *.png, 
*.jpeg, dan *.bmp sedangkan untuk pesan rahasianya yang berformat *.txt. Penyisipan pesan rahasia kedalam sebuah 
media dengan menggunakan algoritma Battlesteg dan algoritma Dynamic Battlesteg. Gambar awal dengan gambar 
steganografi akan dianalisis nilai pixel warnanya yaitu Red, Green, Blue (RGB). Pengujian dan analisis yang telah 
dilakukan pada setiap format gambar menggunakan ANOVA One way, kedua algoritma tersebut hampir tidak 
mengalami perubahan nilai pixel warna yang begitu signifikan, ini menunjukan bahwa penyisipan pesan rahasia 
kedalam gambar aman tidak akan dicurigai. Algoritma yang paling direkomendasikan untuk metode steganografi ini 
hampir kedua algoritma tersebut sama-sama dapat direkomendasikan.  





Seiring kemajuan zaman, manusia memasuki era 
internet, dimana perkembangan pertukaran informasi 
pun berkembang pesat. Kini informasi berupa pesan dan 
gambar dapat dikirimkan melalui media elektronik. 
Kemudahan pertukaran pesan melalui media elektronik 
masih mempunyai beberapa risiko, di antaranya risiko 
penyadapan, pengubahan, dan perusakan pesan, sehingga 
diperlukan suatu cara yang bisa mengurangi dampak 
negatif atas terjadinya risiko tersebut. Lebih baik lagi 
jika cara tersebut bisa mengurangi kemungkinan 
terjadinya risiko yang dimaksud. Karena alasan tersebut, 
munculah teknik enkripsi pesan yang disebut kriptografi 
dan teknik penyisipan pesan pada sebuah media yang 
disebut steganografi [1]. 
Algoritma dalam steganografi cukup banyak yang sudah 
dikembangkan bahkan diciptakan. Sebagian dari 
algoritma steganografi yaitu algoritma Blindhide, 
HideSeek, Battlesteg, Dynamic Battlesteg dan Filterfirst. 
Algoritma yang dibandingkan 2 algoritma saja yaitu 
Battlesteg dan Dynamic Battlesteg [2,3]. 
1.1 Steganografi 
Steganografi adalah ilmu pengetahuan dan seni 
dalam menyembunyikan komunikasi. Suatu sistem 
steganografi sedemikian rupa menyembunyikan isi 
suatu data di dalam suatu sampul media yang tidak 
dapat di duga oleh orang biasa sehingga tidak 
membangunkan suatu kecurigaan kepada orang yang 
melihatnya[2,3]. 
1.2 Algoritma BattleSteg 
BattleSteg merupakan algoritma yang menyaring 
gambar kemudian menggunakan nilai filter yang 
tertinggi ,Kemudian algoritma secara acak 
memasukan pada gambar. Hal ini aman karena Anda 
membutuhkan password untuk mengambil pesan. Hal 
ini cukup efektif  karena bersembunyi (jika Anda 
menetapkan nilai-nilai yang tepat)[2,3]. 
 
Gambar 1 Flowchart Algoritma BattleSteg 
 
1.3 Algoritma Dynamic BattleSteg 
Dynamic BattleSteg merupakan algoritma melakukan 
hal yang sama seperti BattleSteg kecuali mereka 
menggunakan pemrograman dinamis untuk membuat 
proses lebih cepat dan bersembunyi di memori 
kurang intensif. Mereka tidak kompatibel dengan 
algoritma awal karena urutan piksel yang disimpan 
dalam array dinamis tidak persis sama [2,3] 





Gambar 2 Algoritma Dynamic BattleSteg 
1.4 Metode Deskriptif 
Metode deskriptif yaitu metode-metode penelitian 
yang memusatkan perhatian pada masalah-masalah 
atau fenomena yang bersifat aktual pada saat 
penelitian dilakukan, kemudian menggambarkan 
fakta-fakta tentang masalah yang diselidiki 
sebagaimana adanya diiringi dengan interprestasi 
yang rasional dan akurat, tahapan yang harus 
dilakukan populasi dan sample, teknik pengumpulan 
data, teknik analisis data (Anova one way) [4]. 
Populasi adalah keseluruhan subjek atau objek 
yang berbeda pada sustu wilayah dan memenuhi sayarat-
syarat tertentu berkaitan  masalah yang diteliti. 
Kemudian dijelaskan bahwa sampel merupakan bagian 
dari populasi  yang memiliki ciri-ciri atau keadaan 
tertentu yang akan diteliti [5]. 
ANOVA atau Analysis of Variance adalah 
tergolong analisis komparatif lebih dari dua variable atau 
lebih dari dua rata-rata. Tujuannya ialah untuk 
membandingkan lebih dari dua rata-rata. Gunanya untuk 
menguji kemampuan generalisasi artinya data sampel 
dianggap dapat mewakili populasi [6]. 
Langkah-langkah Uji ANOVA One Way (Satu Arah) 
Langkah 1. Membuat H0 dan H1 dalam bentuk 
kalimat: 
Langkah 2. Membuat H0 dan H1 dalam bentuk 
statistik: 
Langkah 3. Membuat Tabel penolong untuk 
menghitung angka statistik: 
Langkah 4. Mencari Jumlah Kuadrat antar 
Group (JKA) dengan rumus:  
 
 ……(1) 
Langkah 5. Mencari derajat kebebasan antar 
group (dKA) dengan rumus:   
dKA = A – 1                           .….(2) 
Langkah 6. Mencari Kuadrat Rerata antar 
Group (KRA) dengan rumus:      
KRA = JKA / dKA  …… (3) 
Langkah 7. Mencari Jumlah Kuadrat dalam 
antar group (JKD) dengan  
rumus :  
 
 …… ( 4 ) 
Langkah 8. Mencari derajat kebebasan dalam 
antar group (dKD) dengan  
rumus :  dKD = N – A  …… (5) 
Langkah 9. Mencari Jumlah Kuadrat dalam 
antar group (KRD) dengan  
rumus :  
KRD = JKD / dKD               …… (6) 
Langkah 10. Mencari nilai F hitung dengan 
rumus:   
F hitung  = KRA / KRD             …… (7) 
 
Langkah 11. Menetukan Kaidah Pengujian 
Jika          F hitung  >= F tabel, maka tolak Ho artinya 
tidak terdapat perbedaan 
F hitung  <= F tabel, maka terima Ho artinya terdapat 
perbedaan 
Langkah 12. Mencari F tabel dengan rumus : 
F tabel = F (1-α) (dbA, dbD)   …… (8) 
Cara mencari = F tabel   
dbA = pembilang 
dbD = penyebut 
Langkah 13. Membandingkan F hitung  dengan  
F tabel  

















































N-1  - - 






Metode yang digunakan Deskriptif, data-data yang 
didapat dan menjelaskan keadaan dari suatu gambar 24-
bit berdasarkan data-data yang ada dan mencoba 
menganalisis kebenarannya berdasarkan data yang 
diperoleh [7]. 
 
2.1 Populasi dan Sample 
Populasi dalam penelitian ini adalah nilai dari semua 
warna piksel dalam gambar yaitu red, black, white, 
grayscale, purple, cyan, magenta, yellow, blue, green. 
Dikarenakan dalam penelitian ini menggunakan 
gambar 24-bit. Dimana gambar 24-bit hanya 
memiliki 3 warna piksel yaitu Red, Green, dan Blue 
(RGB).  
 
2.2 Teknik pengumpulan data 
Teknik pengumpulan data yang digunakan yaitu 
Observasi. Teknik pengumpulan data dengan 
mengadakan pengamatan terhadap kegiatan yang 
sedang berlangsung. 
2.3 Teknik analisis Data 
Teknik analisis data yang digunakan yaitu analisis 
statistik ANOVA one way. Analisis data dilakukan 




Pengujian gambar meliputi gambar yang berformat 
PNG, BMP, dan JPEG. Dimana gambar yang akan diuji 
yaitu sepuluh gambar PNG, sepuluh gambar BMP, dan 
sepuluh gambar JPEG dengan ukuran semua gambar 
sama yaitu 320x240 agar hasil penelitian ini lebih 
objektif. Pengujian Histogram dan Image Quality 
dilakukan dengan tool Matlab [8]. 
3.1 Hasil Pengujian Historgram dan Kulitas Citra 
Histogram untuk gambar berformat PNG, BMP, dan 
JPEG setiap piksel warna pada gambar steganografi 
algoritma Battlesteg maupun Dynamic Battlesteg 
mengalami perubahan histogram. 
Hasil pengujian kualitas gambar berformat PNG, 
BMP, dan JPEG citra image quality yang didapat hampir 
tidak mengalami perbedaan yang begitu signifikan 
dengan hasil image quality gambar awal. Rata-rata 
Kolom MSE gambar awal = 0 sedangkan steganografi 
gambar = 0,0305, kolom PSNR gambar awal = 99  
sedangkan steganografi gambar = 62,28, dan kolom 
NCC gambar awal = 1 sedangkan steganografi gambar = 
1,00. Untuk kolom PSNR menunjukan bahwa perubahan 
nilainya tidak menurun drastis, masih diatas nilai 50 itu 
dapat diartikan bahwa dalam pengujian image quality 
dari setiap gambar yang diuji tidak terdapat perubahan 
kualitas yang signifikan dengan kualitas gambar awalnya 
atau tidak terlalu berpengaruh terhadap perbedaan 
kualitas gambarnya. 
 
3.2 Analisis Data 
Analisis data menggunakan langkah-langkah dari 
ANOVA one way. Yang tersaji pada jurnal ini hanya 
satu proses one way pada analisis data PNG untuk 
BattleSteg dan Dynamic BattleSteg, pengujian untuk 
citra BMP dan JPG yang disajikan hanya simpulan dari 
anova one way.  
a. Analisis Gambar PNG 
1. Hipotesis H0 dan H1 dalam bentuk kalimat : 
H0  : Tidak terdapat perbedaan yang signifikan 
antara gambar awal, gambar steganografi algoritma 
battlesteg, dan gambar steganografi algoritma 
dynamic battlesteg. 
 
H1 : Terdapat perbedaan yang signifikan antara 
gambar awal, gambar steganografi algoritma 
battlesteg, dan gambar  steganografi algoritma 
dynamic battlesteg. 
 
2. Hipotesis H0 dan H1 dalam bentuk statistik : 
H0 : A1 = A2 = A3 
H1 : A1 ≠A2  ≠ A3 
 
Langkah selanjutnya menggunakan tools SPSS versi 
13.0. 
 










Langkah selanjutnya pencarian F tabel : 
1. Pencarian F tabel dari warna blue  
F hitung = 0,18  sedangkan untuk F tabel 
dengan rumus :  
Ftabel = F(1-α) (dbA,dbD) 
Ftabel = F(1-0,05) (2,27) 
Ftabel = F(0,95) (2,27) 
Ftabel = 3,37 
 
2. Pencarian F tabel dari warna red  
F hitung = 0,613  sedangkan untuk F tabel 
dengan rumus :  
Ftabel = F(1-α) (dbA,dbD) 
Ftabel = F(1-0,05) (2,27) 
Ftabel = F(0,95) (2,27) 
Ftabel = 3,37 
 
3. Pencarian F tabel dari warna green  




F hitung = 0,94  sedangkan untuk F tabel 
dengan rumus :  
Ftabel = F(1-α) (dbA,dbD) 
Ftabel = F(1-0,05) (2,27) 
Ftabel = F(0,95) (2,27) 
Ftabel = 3,37 
 
13. Kriteria Pengujian:   
Jika , maka terima H0 berarti 
tidak terdapat perbedaan. 
Setelah dikonsultasikan dengan tabel F kemudian 
dibandingkan antara .  
Ternyata :  
 
,  
maka terima H0 berati tidak terdapat perbedaan. 
 
14. Kesimpulan: 
H0 diterima. Jadi, Tidak terdapat perbedaan 
yang signifikan antara gambar awal, gambar 
steganografi algoritma battlesteg, dan gambar 
steganografi algoritma dynamic battlesteg. 
b. Analisi Data Gambar BMP 
Anaslis data gambar BMP dilakukan dengan 
Anova dapat disimpulkan H0 diterima. Jadi, 
Tidak terdapat perbedaan yang signifikan antara 
gambar awal, gambar steganografi algoritma 
battlesteg, dan gambar steganografi algoritma 
dynamic battlesteg. 
 
c. Analisis Data Gambar JPG 
Anaslis data gambar BMP dilakukan dengan 
Anova dapat disimpulkanH0 diterima. Jadi, 
Tidak terdapat perbedaan yang signifikan antara 
gambar awal, gambar steganografi algoritma 
battlesteg, dan gambar steganografi algoritma 
dynamic battlesteg. 
Pengujian mengguakan langkah Anova one way yang 
lengkap disajikan hanya untuk pengujian kualitas citra 
MSE pengujian kuliatas citra  PNSR dan NCC hanya 
tersaji simpulan. 
a. Pengujian Kualitas Citra MSE 
 Tahapan dalam ANOVA yaitu  
1. Hipotesis H0 dan H1 dalam bentuk kalimat: 
H0 : Tidak terdapat perbedaan kualitas 
yang signifikan antara gambar  
   awal, gambar steganografi algoritma 
battlesteg, dan gambar  
   steganografi algoritma dynamic 
battlesteg. 
H1 : Minimal ada dua kualitas gambar yang 
memiliki perbedaan  
  signifikan. 
2. Hipotesis H0 dan H1 dalam bentuk statistik : 
H0 :A1 = A2 = A3 
H1 :A1 ≠A2  ≠ A3 
Langkah selanjutnya menggunakan tools SPSS versi 
13.0. 










Langkah selanjutnya pencarian F tabel : 
F tabel untuk MSE yaitu 3,37 
 
13. KriteriaPengujian:  
Jika , maka terima H0 berarti 
tidak terdapat perbedaan kualitas. Setelah 
dikonsultasikan dengan tabel F kemudian 
dibandingkan antara . 
Ternyata :  
 
, maka tolak H0 berarti H1 diterima. 
 















Gambar 3. Homogen 
14. Kesimpulan: 




Untuk nilai MSE png pada gambar awal berbeda 
dengan gambar battlesteg dan dynamic battlesteg 
tetapi nilai MSE png pada kedua algoritma 
tersebut sama. Begitupun dengan nilai MSE jpeg. 
Sedangkan nilai MSE bmp pada gambar awal, 
gambar battlesteg dan gambar dynamic battlesteg 
itu berbeda semua. 
b. Analisis Kualitas gambar PSNR 
Anaslis kulitas citra PSNR dilakukan dengan 
Anova dapat disimpulkan Untuk nilai PSNR 
png pada gambar awal berbeda dengan gambar 
battlesteg dan dynamic battlesteg tetapi nilai 
PSNR png pada kedua algoritma tersebut sama. 
Begitupun dengan nilai PSNR jpeg. Sedangkan 
nilai PSNR bmp pada gambar awal, gambar 
battlesteg dan gambar dynamic battlesteg itu 
berbeda semua. 
c. Analisis Kulitas gambar NCC 
Anaslis kulitas citra NCC dengan Anova dapat 
disimpulkan H0 diterima. Jadi, Tidak terdapat 
perbedaan kualitas yang signifikan antara 
gambar awal, gambar steganografi algoritma 
battlesteg, dan gambar steganografi algoritma 
dynamic battlesteg. 
4. Kesimpulan 
.Alur kerja algoritma battlesteg dengan dynamic 
battlesteg memiliki perbedaan terletak pada 
penyimpanan piksel dalam array. Untuk algoritma 
battlesteg piksel di simpan secara acak dalam array. 
Sedangkan untuk algoritma  dynamic battlesteg piksel 
disimpan dalam array dinamis [9,10]. 
a. Hasil pengujian histogram pada setiap gambar awal 
dengan gambar steganografi PNG dan BMP 
menunjukan bahwa tidak ada perbedaan yang 
signifikan. Sedangkan gambar awal dengan gambar 
steganografi JPEG menunjukan bahwa terdapat 
perbedaan terlihat dari histogram yang dihasilkan. 
Hasil pengujian  Image Quality  dari  tiga parameter 
yaitu MSE, PSNR, dan NCC menggunakan uji 
statistik ANOVA One Way menunjukan bahwa 
terdapat perbedaan pada nilai MSE dan PSNR, 
sedangkan untuk nilai NCC tidak terdapat 
perbedaan yang signifikan.  
b. Hasil dari nilai RS Analisis direpresentasikan 
kedalam bentuk grafik agar memudahkan untuk 
melihat perbedaannya. Pada setiap grafik gambar 
awal dengan gambar steganografi algoritma 
Battlesteg dan DynamicBattlesteg menunjukan 
bahwa tidak terdapat perbedaan yang signifikan. 
c. Hasil analisis data menggunakan uji statistik 
ANOVA One Way.Hipotesis Tidak terdapat 
perbedaan yang signifikan antara gambar awal, 
gambar steganografi algoritma battlesteg, dan 
gambar steganografi algoritma dynamicbattlesteg. 
Dari ketiga variabel yang diuji menunjukan bahwa 
variabel Red, Green, Blue (RGB) tidak terdapat 
perbedaan yang signifikan antara gambar 
awaldengan gambar steganografi. 
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