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IZJAVA O AVTORSTVU DIPLOMSKEGA DELA 
 
 
Podpisana Monika Kralj, študentka Univerzitetnega študijskega programa Uprava I. stopnja, z 
vpisno številko 04036704, sem avtorica dela z naslovom: Internetni dostop do piratskih 
vsebin. 
S svojim podpisom zagotavljam, da: 
– je predloţeno delo izključno rezultat mojega lastnega raziskovalnega dela, 
– sem poskrbela, da so dela in mnenja drugih avtorjev oziroma avtoric, ki jih 
uporabljam v predloţenem delu, navedena oziroma citirana v skladu s fakultetnimi 
navodili, 
– sem poskrbela, da so vsa dela in mnenja drugih avtorjev oziroma avtoric navedena v 
seznamu virov, ki je sestavni element predloţenega dela in je zapisan v skladu s 
fakultetnimi navodili, 
– sem pridobila vsa dovoljenja za uporabo avtorskih del, ki so v celoti prenesena v 
predloţeno delo in sem to tudi jasno zapisala v predloţenem delu, 
– se zavedam, da je plagiatorstvo – predstavljanje tujih del, bodisi v obliki citata bodisi 
v obliki skoraj dobesednega parafraziranja bodisi v grafični obliki, s katerim so tuje 
misli oziroma ideje predstavljene kot moje lastne – kaznivo po zakonu (Zakon o 
avtorstvu in sorodnih pravicah, Ur. list RS, št. 21/95), kršitev pa se sankcionira tudi z 
ukrepi po pravilih Univerze v Ljubljani in Fakultete za upravo, 
– se zavedam posledic, ki jih dokazano plagiatorstvo lahko predstavlja za predloţeno 
delo in za moj status na Fakulteti za upravo, 
– je elektronska oblika identična s tiskano obliko diplomskega dela ter soglašam z 
objavo dela v zbirki »Dela FU«. 
Diplomsko delo je lektoriral: Gregor Rihtar 
Ljubljana, 13. 9. 2011 






Hiter razvoj interneta in digitalne tehnologije je povzročil krizo na področju zaščite avtorskih 
pravic. Pojavljajo se novi načini kopiranja in distribucije avtorsko zaščitenih del, ki slonijo na 
uporabi informacijsko-komunikacijskih tehnologij. Tehnologija se razvija hitreje kot zakoni, 
zato bi jih bilo treba spremeniti in vključiti najnovejše oblike piratstva. Trenutno pa se 
sprejemajo samo zakoni z vedno višjimi in stroţjimi kaznimi za piratstvo. Povečuje se tudi 
število sodnih pregonov zoper pirate. Posledično je to povzročilo nastanek gibanj in političnih 
strank, ki ščitijo nove načine distribucije avtorsko zaščitenih del in s tem tudi piratstvo. 
Uporabnikom se piratstvo ne zdi problematično, saj jih večina krši avtorske pravice. Eden od 
razlog za hitro širitev avtorsko zaščitenih vsebin je tudi preprost dostop do piratiziranih 
vsebin. Ţe z uporabo spletnih iskalnikov lahko najdemo piratske vsebine. Piratstvo je tako 
postalo nekaj vsakdanjega. Namen diplomske naloge je najprej predstaviti problematiko 
zaščite avtorskih pravic v Sloveniji in tujini, in s tem ugotoviti, ali so zakoni na tem področju 
zastareli. Prikazuje tudi različne oblike izmenjave avtorsko zaščitenih vsebin. Predstavljena so 
tudi različna stališča preganjalcev in zagovornikov piratstva. Predstavila bom tudi vpliv sodnih 
pregonov na zmanjšanje piratstva. V zaključku sem prišla do ugotovitve, da internet 
omogoča preprosto izmenjavo piratskih vsebin, sodni pregoni nimajo zaţelenega učinka in 
zakoni za zaščito avtorskih pravic so zastareli. 






INTERNET ACCESS TO PIRATED CONTENT 
The rapid development of Internet and digital technology has caused a crisis in the process 
of implementation of the copyright laws. New ways of coping and distributing copyright 
protected works based on information and communication technology are being developed 
on daily basis. To address these challenges, existing laws should be revised. Anti-piracy laws 
are only focusing on being more and more strict, including the measure such as 
disconnecting users from the Internet network. Anti-piracy trials are becoming more 
common and gather large public attention. One consequence of these developments is the 
emergence of political movements and parties that support the new ways of distributing 
copyright protected works and therefore, to some extent, piracy. Internet users do not find 
that piracy is a problem, because most of them are also Internet pirates. One of the reasons 
for the rapid spread of piracy is the easy access to pirated content. The easiest way for 
finding illegal content is by using a search engine. Piracy has become part of everyday life. 
The purpose of my diploma is firstly to present the issue of copyright law protection in 
Slovenia and abroad and determine whether the laws in this field are obsolete. Furthermore, 
I include a review of the different forms of exchanging pirated content, presented different 
perspectives on the issue of piracy, and the impact of trials on the piracy reduction. Finally, 
in the closing part of my diploma I conclude that Internet allows easy exchange of pirated 
content, the trials do not have a desired impact, and existing copyright laws are obsolete. 
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SEZNAM UPORABLJENIH KRATIC IN OKRAJŠAV 
BSA Business Software Alliance 
CD Compact Disc 
DMCA Digital Millennium Copyright Act 
DRM Digital rights management 
DVD Digital Versatile Disc 
FTP File Transfer Protocol 
HD DVD High-Definition DVD 
HTTP HyperText Transfer Protocol 
IIPA International Intellectual Property Alliance 
IP Internet Protocol 
MPPA Motion Picture Association of America 
P2P Omreţje vsak z vsakim 
RIIA Recording Industry Association of America 
SMS Sistem kratkih sporočil 
TCP Transmission Control Protocol 
URL Uniform Resource Locator 
WIPO Svetovna organizacija za intelektualno lastnino 




1.1 OPREDELITEV PROBLEMA 
Internet je računalniško omreţje, ki med seboj povezuje uporabnike. Njegov glavni namen je 
prosto izmenjavanje informacij med uporabniki. Razvoj je potekal dokaj hitro in razvile so se 
razne aplikacije, ki omogočajo lahko izmenjavo datotek. Tako preprosta izmenjava ogroţa 
avtorske pravice. Kršitelji avtorskih pravic so označeni za pirate. Pod izrazom piratstvo večina 
ljudi razume, da gre za nezakonito kopiranje in izmenjavo datotek, kot so filmi, glasba, 
programska oprema in igre. Datoteke niso v fizični obliki, zato tega početja pirati ne enačijo s 
krajo, na primer DVD-ja v trgovini. Vendar pa se pirati večinoma zavedajo, da je kopiranje ali 
distribucija glasbe, knjig in programske opreme nezakonito. Problematično je tudi 
omejevanje piratstva, saj sami razvijajo najnovejše načine za izmenjavo datotek in preko 
blogov, forumov, socialnih omreţij posredujejo informacije. Internetno piratstvo je tako 
postal globalen problem, saj ga je nemogoče nadzorovati in ugotoviti dejansko škodo, ki jo 
povzroča. Na to temo je bilo narejeno veliko študij, ki vsaka različno ocenjuje stanje in 
škodo. 
Avtorske pravice so nastale z namenom, da spodbudijo ustvarjanje umetniških in literarnih 
del. Ščitijo avtorje pred nepooblaščenim prilaščanjem njihovih del. Avtorsko pravo se je tako 
znašlo pred velikim izzivom, kako ohraniti avtorske pravice. Počasno prilagajanje zakonodaje 
in hiter razvoj omogoča, da se kršitelji izognejo kazni. Posledica širjenja piratstva so stroţje 
kazni in javen pregon, ki je zelo odmeven v medijih. Vendar sodne zmage protipiratskih 
organizacij ne prinašajo ţelenega učinka. Pojavljati so se začele drugačne rešitve, kot je na 
primer izklop interneta uporabnikom, ki kljub opozorilom prenašajo nelegalno vsebino. 
1.2 NAMEN IN CILJI DIPLOMSKE NALOGE 
V diplomskem delu bom poskušala odgovoriti na hipoteze, kot so: 
 na internetu obstajajo zelo priljubljene in preprosto dostopne oblike za izmenjavo 
piratskih vsebin, 
 sodni pregon ne vpliva na zmanjšanje piratstva, 
 zakoni na področju piratstva so zastareli. 
Namen mojega diplomskega dela je ugotoviti, kako lahko uporabniki dostopajo do piratskih 
vsebin in preučiti veljavno zakonodajo na področju avtorskih pravic. Poudarek bo predvsem 
na slovenski zakonodaji. Hkrati pa bom poskušala ugotoviti, če so na tem področju zakoni 
zastareli. Natančno bom opredelila pojem piratstva, zgodovinski razvoj in oblike zaščite, ki so 
se razvile za preprečevanje piratstva. Predstavila bom druţbeni odnos do piratstva, sodne 
procese in zagovornike piratstva. Poskušala bom ugotoviti, kakšen učinek imajo sodni procesi 
na zmanjšanje piratstva. 
Diplomsko delo je razdeljeno na šest poglavij. V drugem poglavju bom predstavila 
zakonodajo na področju avtorskega prava. Največji poudarek bo na ureditvi avtorskega 
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prava v Sloveniji. Opisala bom tudi osnove avtorskega prava v Evropski uniji in ZDA. V 
tretjem poglavju bom predstavila osnovni pojem piratstva in zgodovinski razvoj od 
sedemdesetih let prejšnjega stoletja do sedanjosti. Opredelila bom tudi načine preprečevanja 
piratstva. Četrto poglavje bo osredotočeno na najpogostejše načine dostopa do piratskih 
vsebin, vključno z opisom najpogostejših načinov izmenjave datotek preko interneta. V 
petem poglavju bom prikazala druţben odnos do piratstva. Predstavljena bodo tudi nekatera 
odmevna sojenja kršiteljev avtorskih pravic in zagovornike piratstva. 




2 AVTORSKE PRAVICE 
Avtorske pravice imajo v digitalni dobi velik izziv določanja ravnoteţja med izključnimi 
pravicami in njihovimi omejitvami. Področje avtorskega prava je digitalna tehnologija 
spremenila, saj je reprodukcija in distribucija zelo preprosta in poceni. 
2.1 OPREDELITEV POJMA 
Avtorsko pravo je sistem pravnih pravil in glavni cilj je spodbujanje ustvarjanja literarnih in 
umetniških del. Avtorsko pravo temelji na sistemu izključnih pravic, ki so oblikovane tako, da 
doseţejo ravnovesje med različnimi druţbenimi interesi »za spodbujanje avtorjev. Da bi 
ustvarjali in širili svoje stvaritve, jim avtorsko pravo podeljuje skupek lastniških upravičenj na 
njihovih delih, na drugi strani pa zaradi promocije javnega izobraţevanja, javnega 
informiranja in kreativne izmenjave povabi različne publike in (poznejše) avtorje, da 
uporabljajo obstoječa dela na vse mogoče načine, da ti ne posegajo v domeno imetnikov 
izključnih avtorskih pravic« (Bogataj, Jančič, 2008, str. 3). 
Avtorska pravica je enovita pravica na avtorskem delu, iz katere izvirajo izključna osebnostna 
upravičenja (moralne avtorske pravice), izključna premoţenjska upravičenja (materialne 
avtorske pravice) in druga upravičenja avtorja (druge pravice avtorja) (ZASP-UPB3, 15. 
člen). 
Avtorska pravica pripada avtorju ali avtorjem, ki ustvarijo delo in je nedeljiva. Avtorji brez 
pravnega varstva ne morejo preprečevati nepooblaščenega prilaščanja avtorskih del (ZASP-
UPB3, 15. člen). 
2.2 AVTORSKE PRAVICE V SLOVENIJI IN EVROPSKI UNIJI 
AVTORSKE PRAVICE V SLOVENIJI 
Razvoj avtorskih pravic v Sloveniji se je začel leta 1995 s sprejetjem Zakona o avtorskih in 
sorodnih pravicah (ZASP). Zakon je bil večkrat spremenjen, zlasti zaradi vstopa v Evropsko 
unijo, kjer je prišlo do implementacije evropskih direktiv (ZASP-UPB3). 
Predpisi, veljavni v Sloveniji na področju avtorskih pravic: 
 Ustava Republike Slovenije (URS) (59. člen svoboda znanosti in umetnosti in 60. člen 
pravice iz ustvarjalnosti)  
Zagotovljena je svoboda znanstvenega in umetniškega ustvarjanja (URS, 59. člen) in 
varstvo avtorskih in drugih pravic, ki izvirajo iz umetniške, znanstvene, raziskovalne in 
izumiteljske dejavnosti (URS, 60. člen); 
 Zakon o avtorski in sorodnih pravicah (ZASP-UPB3); 
 Kazenski zakonik (KZ) (16. poglavje: Kazniva dejanja zoper človekove pravice in 
svoboščine – 158. člen: Kršitev avtorske pravice, 159. člen: Neupravičena uporaba 
avtorskega dela, 29. poglavje: Kazniva dejanja zoper javni red in mir, 309. člen: 
Izdelovanje in pridobivanje oroţja in pripomočkov, namenjenih za kaznivo dejanje; 
4 
 
 Zakon o sodiščih (ZS, 103. člen). 
ZAKON O AVTORSKI IN SORODNIH PRAVICAH – ZASP 
ZASP je sestavljen iz materialnih, moralnih in drugih pravic avtorja ter šest sorodnih pavic. 
Materialne avtorske pravice so obravnavane v 22. členu in varujejo premoţenjske interese 
avtorja s tem, da avtor izključno dovoljuje ali prepoveduje uporabo svojega dela in primerkov 
svojega dela. Moralne avtorske pravice varujejo avtorja glede njegovih duhovnih in osebnih 
vezi do dela (ZASP-UPB3, 16. člen). Druge pravice avtorja so pravica dostopa in izročitve 
(ZASP-UPB3, 34. člen), sledna pravica (ZASP-UPB3, 35. člen), pravica javnega posojanja 
(ZASP-UPB3, 36. člen) in pravica do nadomestila (ZASP-UPB3, 37. člen). Zakon ureja še šest 
sorodnih pravic: pravice izvajalcev, pravice proizvajalcev fonogramov, pravice filmskih 
producentov, pravice RTV organizacij, pravice zaloţnikov in pravice izdelovalcev podatkovnih 
baz. 
Zakon o avtorskih in sorodnih pravicah ureja pravice avtorjev (s področja knjiţevnosti, 
znanosti in umetnosti), pravice izvajalcev, proizvajalcev fonogramov, filmskih producentov, 
radijskih ali televizijskih (RTV) organizacij, zaloţnikov in izdelovalcev podatkovnih baz in 
individualno in kolektivno uveljavljanje avtorske in sorodnih pravic (ZASP-UPB3, 1. člen). 
AVTORSKA DELA 
Zakon o avtorskih in sorodnih pravicah definira avtorska dela, kot individualne intelektualne 
stvaritve s področja knjiţevnosti, znanosti in umetnosti, ki so na kakršen koli način izraţene, 
če ni s tem zakonom drugače določeno. ZASP v 5. členu določa tudi najpogostejše oblike 
avtorskega dela: 
 govorjena dela, kot na primer govori, pridige, predavanja; 
 pisana dela, kot na primer leposlovna dela, članki, priročniki, študije in računalniški 
programi; 
 glasbena dela z besedilom ali brez besedila; 
 gledališka, gledališko-glasbena in lutkovna dela; 
 koreografska in pantomimska dela; 
 fotografska dela in dela, narejena po postopku, podobnem fotografiranju; 
 avdiovizualna dela; 
 likovna dela, kot na primer slike, grafike in kipi; 
 arhitekturna dela, kot na primer skice, načrti ter izvedeni objekti s področja 
arhitekture, urbanizma in krajinske arhitekture; 
 dela uporabne umetnosti in industrijskega oblikovanja; 
 kartografska dela; 
 predstavitve znanstvene, izobraţevalne ali tehnične narave (tehnične risbe, načrti, 
skice, tabele, izvedenska mnenja, plastične predstavitve in druga dela enake narave) 
(ZASP-UPB3, 5. člen). 
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Ločeno zakon ureja: 
 avdiovizualna dela (kinematografski, televizijski, risani filmi, kratki glasbeni videofilmi, 
reklamni in dokumentarni filmi ter druga avdiovizualna dela, izraţena v obliki 
zaporedja povezanih gibljivih slik, z zvokom ali brez, ne glede na vrsto nosilca, na 
katerem so vsebovana) (ZASP-UPB3, 103. člen), 
 računalniške programe (so programi v vsaki izrazni obliki, vključno s pripravljalnim 
gradivom za njihovo izdelavo) (ZASP-UPB3, 111. člen), 
 podatkovne baze (zbirka neodvisnih del, podatkov ali drugega gradiva v kakršni koli 
obliki, ki je sistematično ali metodično urejeno in posamično dostopno z elektronskimi 
ali drugimi sredstvi, pri čemer pridobitev, preveritev ali predstavitev njene vsebine 
zahteva kakovostno ali količinsko znatno naloţbo) (ZASP-UPB3, 141.a člen). 
Vendar pa avtorsko pravo ne obsega ideje, načela, odkritja, uradna besedila z 
zakonodajnega, upravnega in sodnega področja, ljudske knjiţevne in umetniške stvaritve 
(ZASP-UPB3, 9. člen). 
Avtorska pravica v Sloveniji je dokaj trajna, saj obsega čas avtorjevega ţivljenja in 70 let po 
njegovi smrti (ZASP-UPB3, 59. člen). Avtorske pravice podatkovnih baz trajajo 15 let, odkar 
je bila baza izdelana ali spremenjena (ZASP-UPB3, 141.f člen). 
Upravljanje avtorskih pravic 
Z upravljanjem avtorskih pravic se lahko ukvarjajo le organizacije avtorjev, ki imajo 
dovoljenje urada. Organizacije upravljajo avtorske pravice na podlagi pogodb z avtorji, v 
primerih obveznega skupnega upravljanja z avtorskimi pravicami pa je organizacija 
pooblaščena, tako da na podlagi zakona pogodba med organizacijo in avtorjem ni potrebna. 
Na podlagi Zakona o avtorski in sorodnih pravicah imajo dovoljenje za uveljavljanje avtorskih 
pravic in upravljanje: 
 Zdruţenje skladateljev, avtorjev in zaloţnikov za zaščito avtorskih pravic Slovenije 
(SAZAS), dovoljenje za kolektivno uveljavljanje avtorskih pravic na avtorskih delih s 
področja glasbe; 
 Zdruţenje avtorjev in nosilcev malih in drugih avtorskih pravic Slovenije (ZAMP), 
dovoljenje za kolektivno uveljavljanje avtorskih pravic na delih s področja 
knjiţevnosti, znanosti, publicistike in njihovih prevodih; 
 Zavod za uveljavljanje pravic izvajalcev in proizvajalcev fonogramov Slovenije 
(IPF.SI), dovoljenje za kolektivno uveljavljanje pravic izvajalcev in proizvajalcev 
fonogramov na fonogramih; 
 SAZOR – Slovenska avtorska in zaloţniška organizacija, dovoljenje za pravice 
reproduciranja, GIZ (Gospodarsko interesno zdruţenje) ima dovoljenje za kolektivno 
upravljanje pravic avtorjev in zaloţnikov del s področja knjiţevnosti, znanosti, 
publicistike in njihovih prevodov v primeru reproduciranja in distribuiranja avtorskih 
del v korist invalidnih oseb ter reproduciranja avtorskih del za zasebno in drugo 
lastno uporabo ter fotokopiranje preko obsega iz 50. člena ZASP; 
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 Zavoda za uveljavljanje pravic avtorjev, izvajalcev in producentov avdiovizualnih del 
Slovenije – Zavod AIPA ima dovoljenje za kolektivno upravljanje pravic, in sicer: 
1. za soavtorje avdiovizualnih del, to je avtorja priredbe, pisca scenarija, avtorja 
dialogov, direktorja fotografije, glavnega reţiserja, skladatelja filmske glasbe, ki 
je posebej ustvarjena za uporabo v avdiovizualnem delu, in glavnega 
animatorja, če je animacija bistven element v avdiovizualnem delu, pravice do 
pravičnega nadomestila za tonsko ali vizualno snemanje avdiovizualnih del, ki se 
izvrši pod pogoji zasebne ali druge lastne uporabe, in pravice radiodifuzne 
retransmisije v primeru kabelske retransmisije avdiovizualnih del; 
2. za izvajalce, katerih izvedbe so uporabljene v avdiovizualnih delih, pravice do 
pravičnega nadomestila za tonsko ali vizualno snemanje njihovih izvedb v 
avdiovizualnih delih, ki se izvrši pod pogoji zasebne ali druge lastne uporabe; 
3. za filmske producente, pravice do pravičnega nadomestila za tonsko ali vizualno 
snemanje avdiovizualnih del na videogramih, ki se izvrši pod pogoji zasebne ali 
druge lastne uporabe. 
KAZENSKI ZAKONIK (KZ-1) (KZ-UPB1) 
Kazenski zakonik v 16. in 29. poglavju obravnava kršenje avtorskih pravic. Kazenski zakonik 
obravnava moralne, materialne in sorodne pravice. 
Za kršitev moralnih avtorskih pravic se štejejo vse objave, prikaze, izvedbe ali prenosi tujega 
avtorskega dela. Kršitve se kaznujejo z denarno kaznijo ali zaporom do enega leta. 
Neupravičen poseg v tuje avtorsko delo se kaznuje z denarno kaznijo ali zaporom do šestih 
mesecev. Pregon se začne na predlog (KZ-UPB1, 147. člen). 
Kršitev materialnih avtorskih pravic obsega, kdor z namenom prodaje neupravičeno uporabi 
enega ali več avtorskih del in njihovih primerkov. Kazen za kršitev se razlikuje glede na 
premoţenjsko vrednost, če je skupna trţna vrednost večja, se kaznuje z zaporom do treh let, 
če je velika premoţenjska vrednost, je kazen do petih let, pri veliki protipravni premoţenjski 
koristi pa se kaznuje do osem let. Primerki avtorskih del in naprave za njihovo reproduciranje 
se vzamejo (KZ-UPB1, 148. člen). 
Za kršitev sorodnih avtorskih pravic se šteje vsako neupravičeno reproduciranje, dajanje na 
voljo javnosti, razširja ali da v najem eno ali več izvedb, fonogramov, videogramov, rtv-oddaj 
ali podatkovnih baz, katerih skupna trţna cena pomeni večjo premoţenjsko vrednost, ki se 
kaznuje z zaporom do treh let. Enako velja za fonograme, videograme, rtv-oddaje ali 
podatkovne baze in kaznuje se z zaporom od enega do osem let. Vse naprave se kršiteljem 
odvzamejo (KZ-UPB1, 149. člen). 
V 29. poglavju Kazenski zakonik določa, da kdor pomaga pri kršitvi zakona in ve, da je 
namenjeno kaznivemu dejanju, se kaznuje z zaporom do enega leta. Enako se kaznuje tudi 
vse, ki z namenom izvršitve kaznivega dejanja posredujejo, izdelujejo, prodajajo, dajejo v 
uporabo, izvaţajo ali na drug način zagotavljajo pripomočke za vdor ali neupravičen vstop v 
informacijski sistem (KZ-UPB1, 309. člen). 
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Drţavni zbor namerava uvesti spremembe v kazenskem zakoniku. Novela zakona predvideva 
spremembo 148. člena, kjer se bo izbrisala besedna zveza z namenom prodaje. Tako se bo 
lahko preganjalo vse, ki avtorsko zaščitena dela uporabljajo. Spremenjen člen se bo tako 
glasil: »Kdor neupravičeno uporabi eno ali več avtorskih del ali njihovih primerkov, katerih 
skupna trţna cena pomeni večjo premoţenjsko vrednost, se kaznuje z zaporom do treh let«. 
Kazniva bo postala tudi vsaka uporaba neoriginalnih avtorskih del. Kršiteljem, ki bi pridobili 
piratske enote v vrednosti najmanj 5.000 evrov, bo grozil zapor do treh let, za 50.000 evrov 
vsebin pa zapor do petih let (spletni pirati bodo kaznovani tudi, če vsebin nimajo namena 
prodajati, 2011). 
Zakon o sodiščih (ZS) 
Zakon o sodiščih določa, da je za odločanje v sporih o pravicah intelektualne lastnine na prvi 
stopnji pristojno izključno Okroţno sodišče v Ljubljani, razen za spore med delodajalci in 
delavci v zvezi z izumi, oblikami teles, slikami, risbami in tehničnimi izboljšavami (ZS-UPB4, 
103. člen). 
AVTORSKE PRAVICE V EU 
V Evropski uniji se je avtorsko pravo začelo razvijati z Zeleno knjigo o avtorski pravici in 
izzivih tehnologije iz leta 1988. Zelena knjiga je identificirala področja, ki jih bi bilo treba 
prilagoditi in na tej podlagi je bilo sprejetih sedem direktiv (Bogataj, Jančič, 2008, str. 114). 
1. Direktiva Sveta št. 91/250/EGS z dne 14. maja 1991 o pravnem varstvu računalniških 
programov – (OJ L 122, 17. 5. 1991, p. 42) 
2. Direktiva Sveta št. 92/100-EGS z dne 19. novembra 1992 o pravici dajanja v najem in 
pravici posojanja ter določenih pravicah, sorodnih avtorski, na področju intelektualne 
lastnine – (OJ L 346, 27. 11. 1992, p. 61) 
3. Direktiva Sveta št. 93/83/EGS z dne 27. septembra 1993 o uskladitvi določenih pravil o 
avtorski in sorodnih pravicah v zvezi s satelitskim radiodifuznim oddajanjem in kabelsko 
retransmisijo – (OJ L 248, 6. 10. 1993, p. 15) 
4. Direktiva Sveta št. 93/98 EGS z dne 29. oktobra 1993 o uskladitvi trajanja varstva 
avtorske pravice in določenih sorodnih pravic – (OJ L 290, 24. 11. 1993, p. 9) 
5. Direktiva št. 96/9/ES Evropskega parlamenta in Sveta z dne 11. marca 1996 o pravnem 
varstvu baz podatkov – (OJ L 77, 27. 3. 1996, p. 20) 
6. Direktiva št. 2001/29/ES Evropskega parlamenta in Sveta z dne 22. maja 2001 o 
usklajevanju določenih vidikov avtorske in sorodnih pravic v informacijski druţbi – (OJ L 
167, 22. 6. 2001, p. 10) 
7. Direktiva št. 2001/84/ES Evropskega parlamenta in Sveta z dne 27. septembra 2001 o 
sledni pravici v korist avtorja izvirnega umetniškega dela – (OJ L 272, 13. 10. 2001, p. 32) 
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Direktiva o računalniških programih (Direktiva EGS) iz leta 1991 izključno varuje vse 
tehnološke ukrepe v povezavi z računalniškimi programi. Določa, da morajo vse članice 
Evropske unije v skladu z nacionalnimi predpisi zagotoviti ustrezne ukrepe zoper »vsako 
dejanje dajanja v promet ali posest za komercialne namene naprave, katere edini namen je 
olajšanje neupravičene odstranitve ali izogibanje tehnični napravi, uporabljeni za zaščito 
računalniškega programa« (Bogataj, Jančič, 2008, str. 116). 
2.3 AVTORSKE PRAVICE V ZDA 
Avtorske pravice v ZDA so namenjene spodbujanju napredka na področju znanosti in 
umetnosti s časovno omejenimi pravicami, ki so dane avtorjem. Zakon je namenjen zaščiti 
vseh literarnih, dramskih, glasbenih, umetniških in nekaterih drugih del. 
Zakon velja za vsa objavljena in neobjavljena dela. ZDA zavezujejo mednarodni zakoni, 
zvezni in drţavni ravni. 
V ZDA velja več zakonov, ki urejajo področje avtorskih pravic: 
 Copyright Act of 1976, 
 Berne Convention Implementation Act of 1988, 
 Copyright Renewal Act of 1992, 
 Uruguay Round Agreements Act (URAA) of 1994, 
 Copyright Term Extension Act of 1998, 
 Digital Millennium Copyright Act of 1998. 
Zavezujejo jih tudi mednarodne pogodbe, ki ščitijo avtorske pravice: 
 Berne Convention for the Protection of Literary and Artistic Works, 
 Universal Copyright Convention, 
 Agreement on Trade-Related Aspects of Intellectual Property Rights. 
(Wikipedia, United States copyright law, 2011) 
2.3.1 DIGITAL MILLENNIUM COPYRIGHT ACT (DMCA) – ZAKON O AVTORSKIH 
PRAVICAH ZA DIGITALNO TISOČLETJE 
DCMA je eden poglavitnih zakonov na področju avtorskih pravic. DMCA implementira 
pogodbo s Svetovno organizacijo za intelektualno lastnino (World Intellectual Property 
Organization (WIPO)). Zakon določa, da je kaznivo vsako dejanje proizvodnje in širjenje 
tehnologije, naprav in storitev, ki poskušajo zaobiti zakon o avtorskih pravicah. 
Avtorsko pravo vključuje naslednje vrste del: literarna, glasbena, dramska, pantomima in 
koreografska, slikovne predstavitve, grafična in kiparska dela, avdiovizualna dela, zvočne 
posnetke in arhitekturna dela. 
Leta 2005 je bil sprejet Family Entertainment and Copyright Act. Zakon prepoveduje 
snemanje filmov v kinu in določa stroge kazni za širjenje vseh vsebin, ki še niso na voljo v 
prodaji. Ob prvi kršitvi zakona je kazen do petih let zakona in globa do 250.000 dolarjev, če 
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je bilo kaznivo dejanje storjeno za pridobitev finančne koristi (MPPA, Safeguarding A Unique 




Spremembe v tehnološkem napredku so povzročile spremembe na področju prenosa 
podatkov na globalni ravni. Širjenje in večanje zmogljivosti prenosa podatkov preko interneta 
omogoča posameznikom preprost in hiter dostop do medijskih vsebin. 
Deljenje datotek med računalnik postaja preprostejše, saj uporabniški vmesniki postajajo 
laţje razumljivi tudi za vse uporabnike. Uporabniki se o najnovejših informacijah in 
spremembah na področju deljenja datotek preprosto izmenjujejo preko e-pošte, blogov, 
socialnih strani … Standardizacija formata oziroma zapisa zvoka in videa v digitalni obliki je 
pripomogla k laţjemu širjenju in dostopu datotek. 
3.1 OPREDELITEV POJMA 
Piratstvo je nezakonito kopiranje in distribuiranje glasbe, filmov, programske opreme in 
podobnih del za poslovno ali osebno rabo. Za piratstvo se šteje vsaka oblika zlorabe avtorsko 
pravno zaščitenega dela (Slo-tech, Kršitve avtorskega prava na internetu, 2011). 
Internetno piratstvo je mogoče razvrstiti v dve kategoriji, klasično in izmenjava datotek 
(Youthandmedia, History and Overview of Piracy, 2011): 
 klasično piratstvo (fizično) je fizično razmnoţevanje materialnih nosilcev medijskih 
vsebin, 
 izmenjava datotek (digitalno) je vsa izmenjava datotek med uporabniki interneta. 
Predvsem gre za datoteke, ki se izmenjujejo ali kopirajo z interneta na računalnik 
(navadno preko omreţja vsak z vsakim). 
Klasično piratstvo (fizično) 
Klasično piratstvo je nezakonito predvajanje in distribucija del v fizični obliki. Digitalne medije 
se lahko zapeče na CD ali DVD in se prodaja ali izmenjuje. Kopirajo se najpogosteje knjige, 
časopisi in revije. 
Izmenjava datotek 
Izmenjava datotek poteka preko interneta, kjer si uporabniki izmenjujejo avtorsko zaščitene 
datoteke, glasbo, filme in programsko opremo. Avtorsko zaščitene vsebine so dostopne tudi 
pri ponudnikih videovsebin in najpreprostejše preko e-pošte. 
3.2 ZGODOVINSKI RAZVOJ INTERNETNEGA PIRATSTVA 
Piratstvo se je začelo širiti v sedemdesetih letih, ko je razvoj tehnologije omogočal lahko 
presnemavanje kaset, VHS kaset in pozneje CD-jev in DVD-jev. Sprva so bili nepooblaščeni 
posnetki narejeni z videokamerami v kinodvoranah, ki so jih na ulicah prodajali pod trţno 
ceno. Z razvojem interneta v devetdesetih letih se je piratstvo močno razširilo na globalni 
ravni, zlasti v Aziji in Latinski Ameriki. Internet je omogočil laţji prenos in izmenjavo datotek 
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na globalni ravni. Prodaja in izmenjava nelegalnih vsebin se je tako z ulic preselila na 
internet. 
Poleg razvoja interneta se je v sredini devetdesetih let pojavil MP3 in omogočil zapis 
analognega signala na racionalnejši način. MP3 format je uporabnikom omogočil laţjo 
izmenjavo, saj je zmanjšal velikost glasbenih datotek, ki so zapisane v digitalni obliki. 
Naslednja velika sprememba se je zgodila leta 1999 z razvojem prvega programa vsak z 
vsakim. Napster je bil specializiran samo za prenos glasbenih datotek v obliki MP3. Glavni 
razlog za priljubljenost je bil tudi preprost, uporabniku prijazen uporabniški vmesnik, ki je 
samodejno poiskal vso glasbo na uporabnikovem računalniku. Osredji streţnik je skrbel za 
indeksiranje in odkrivanje soleţnikov v skupni rabi na uporabnikovem računalniku. Na 
razširjenost je tudi vplivalo dejstvo, da je bila programska oprema brezplačna. Napster je bil 
prvi program, ki je deloval na principu vsak z vsakim. Vendar je še istega leta Recording 
Industry Association of America (RIIA) vloţila toţbo proti Napsterju zaradi kršenja avtorskih 
pravic in to je zaustavilo delovanje Napsterja. 
Pojavljale pa so se novejše tehnologije, ki so temeljile na principu vsak z vsakim. Ţe leta 
2000 so se pojavili programi, kot so Gnutella, eDonkey2000, Freenet in leto pozneje Kazaa. 
Kazaa je postala najpriljubljenejši program vse do zatona leta 2004, kljub temu, da je 
vseboval tudi mnogo nezaţelenih vsebin in programov. Razvoj omreţja vsak z vsakim je 
omogočal čedalje hitrejši prenos podatkov, hkrati pa se je večalo število uporabnikov. 
Istočasno pa se je leta 2000 razvil DIVX format. DIVX je stisnjen video iz različnih virov, 
večinoma iz DVD. DIVX zasede manj prostora kot original in ni velike izgube na kakovosti. Ta 
format je postal idealen za prenos filmov preko interneta. 
Leta 2001 je Bram Cohen razvil protokol BitTorrent. BitTorrent temelji na razcepu datoteke 
na manjše kose, ki jih prejemnik prejema preko več streţnikov hkrati. Istočasno so se začele 
pojavljati internetne strani, ki so vsebovale torrente, kot so Suprnova.org in The Pirate Bay. 
BitTorrent je trenutno največji ponudnik piratskih vsebin (Youthandmedia.org, History and 
Overview of Piracy, 2011). 
3.3 VRSTE PIRATSTVA 
V Slovenji oblike kršenje avtorskih pravic določa zakon. Vrste piratstva določa organizacija 
BSA (Business Software Alliance). BSA zdruţuje vodilne proizvajalce na področju programske 
opreme. Glavni cilj BSA je zmanjšanje stopnje računalniškega piratstva (Business Software 
Alliance, 2011). 
Poznamo pet vrst ali kategorij piratstva (BSA, Vrste piratstva, 2011): 
 Piratstvo končnih uporabnikov 
Piratstvo končnih porabnikov vključuje primere izdelave nelegalnih kopij programske opreme 
v podjetju, ki jih naredijo zaposleni. Ta vrsta piratstva se pojavlja v več oblikah: 
o uporaba ene licenčne kopije za namestitev programa v več računalnikov, 
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o kopiranje diskov CD in DVD za namestitev in distribucijo, 
o nadgrajevanje programa brez posredovanja legalne kopije, 
o pridobitev akademske različice ali druge programe za komercialno uporabo, 
o menjava diskov na delovnem mestu ali zunaj njega. 
 
 Prekomerna uporaba odjemalec streţnik 
Prekomerna uporaba odjemalec streţnik se zgodi takrat, ko v omreţju preveč zaposlenih 
uporablja osrednjo kopijo programa. Podjetje z lokalnim omreţjem in nameščeno 
programsko opremo na streţniku z namenom, da omogoča dostop več uporabnikom, mora 
imeti ustrezno licenco, ki to dejanje omogoča. V primeru uporabe programa, kjer je več 
uporabnikov, kot jih določa licenca, govorimo o preseţni uporabi. 
 Internetno piratstvo 
Za internetno piratstvo se smatra prenos programske opreme z interneta. Internetno 
piratstvo sestavlja več različnih oblik: 
o piratske spletne strani ponujajo uporabnikom brezplačen prenos programske 
opreme ali prenos v zameno za programe, prenesene na streţnik, 
o internetne draţbe ponujajo uporabnikom ponarejeno ali nelegalno programsko 
opremo, 
o omreţja za izmenjavo datotek, kot je vsak z vsakim, omogočajo nepooblaščen 
prenos programov in ostalih vsebin, ki so zaščitene z avtorskimi pravicami. 
 
 Nalaganje na trdi disk 
Gre predvsem za primere, ko podjetja, ki prodajajo nove računalnike, kupcem ponujajo 
namestitev nezakonitih kopij programske opreme, da je ponudba bolj privlačna. Nelegalne 
kopije ponujajo tudi za manjše plačilo, ki je pod trţno ceno programske opreme. 
 Ponarejanje programske opreme 
Namen ponarejanja programske opreme je nelegalno razmnoţevanje in prodaja gradiva, ki 
je zaščiteno z avtorskimi pravicami. Glavni namen je posnemanje legalnega izdelka. Pri 
programski opremi se naredi kopija CD-jev, ki vključujejo vse programe, embalaţo, 
priročnike, licenčno pogodbo, nalepke, registracijske kratice in ostale oblike zaščite. 
3.4 UKREPI ZA ZMANŠEVANJE PIRATSTVA 
Ukrepi za zmanjšanje piratstva se pojavljajo v mnogih oblikah od zakonodaje, tehnoloških 
ukrepov do raznih organizacij, ki se ukvarjajo s preprečevanjem in zmanjšanjem 
internetnega piratstva. Najbolj pa oteţujejo piratstvo programi za preverjanje legalnosti 
programske opreme in izobraţevanje uporabnikov. 
Drţave so začele sprejemati zakone, ki jim omogočajo nadzor nad uporabniki piratskih 
vsebin; takšen primer je »three strikes« zakon. Drţave Francija, Velika Britanija, Irska, Nova 
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Zelandija so se odločile za »three strikes« zakon. Zakon je zasnovan na podlagi opozoril in 
končnemu izklopu interneta, če prejme več kot tri opozorila. Zunanji uporabniki v omreţju 
vsak z vsakim iščejo IP naslove, ki delijo avtorsko zaščitno vsebino. Seznam IP naslovov je 
posredovan posredniku internetnih storitev. Uporabnik se identificira preko IP naslova in če 
prejme več kot tri opozorila, je označen za pirata. Tako mora posrednik internetnih storitev 
uporabniku delno omejiti ali v celoti onemogočiti dostop do interneta (Slo-tech, Britanci 
zaključujejo razpravo o svojem three-strikes reţimu, 2011). 
TEHNOLOŠKI UKREPI ZA ZMANŠANJE PIRATSTVA 
Upravljanje z dostopom do digitalnih vsebin (Digital rights management) (DRM) je 
namenjeno omejevanju dostopa in uporabi digitalnih naprav in del. DRM preprečuje krajo 
intelektualne lastnine. 
Primeri ukrepov za zaščito digitalnih vsebin 
 Uporaba DRM za zaščito filmov. 
Content Scrambling System (CSS) je sistem zaščite, ki se uporablja za DVD in CD medije in 
se uporablja ţe od leta 1996. CSS je šifrirni algoritem, ki omejuje dostop do digitalnih vsebin 
in kopiranja. Proizvajalci programske opreme so morali podpisati licenčni sporazum, da so 
lahko predvajali CD in DVD. Microsoft Windows Vista vsebuje Protected Media Path, ki 
preprečuje predvajanje ilegalnih kopij. HD DVD in Blu-ray mediji so zaščiteni z Advanced 
Access Content System (AACS). 
 DRM za zaščito televizijskih programov 
CableCard uporabljajo kabelske televizije v ZDA za zaščito pred kopiranjem in omejevanje 
vsebin nepooblaščenim uporabnikom. FOX je razvil Broadcast flag, to je tok podatkov, 
sestavljen iz niza bitov digitalnih televizijskih programov. Vsebine ni mogoče shraniti. Bolj 
razvita različica je Digital Video Broadcasting Project (DVB). 
 DRM in glasba 
Glasbeni CD-ji vsebujejo zaščito, ki preprečuje kopiranje. Sony's DRM programska oprema je 
celo zlonamerno vsebovala program, ki je ogroţal varnost uporabnikov. Uporabniki so našli 
načine, kako zaobiti zaščito na CD-jih. Nekateri zaloţniki so zato prenehali uporabljati zaščito, 
saj je bila cena ukrepov za zaščito večja od ţelenih učinkov. 
Zaščita glasbe preko internetnih ponudnikov se razlikuje, saj na primer Applov iTunes ne 
uporablja zaščite. Sony uporablja zaščito, ki omogoča predvajanje glasbenih datotek samo 
na računalnikih, ki imajo nameščen Microsoft Windows in katero koli strojno opremo Sony-ja. 
Skoraj vsi ponudniki preko interneta pogosto zahtevajo od uporabnikov, da naloţijo njihovo 




 DRM in računalniške igrice 
Zaščita se uporablja za omejitev števila računalnikov, na katere se igrica naloţi, hkrati pa je 
potrebna še internetna registracija. Večina igric dopušča, da se igrico naloţi do petkrat, s 
tem pa se omeji število uporabnikov. Predstavlja pa problem pri vsaki spremembi ali 
nadgradnji operacijskega sistema. 
 DRM in e-knjige 
E-knjige vsebujejo zaščito, ki onemogoča kopiranje, tiskanje, in omejuje število naprav, ki 
lahko odprejo datoteko. Glavni formati so Mobipocket, Topaz, ePub in PDF. 
Programska oprema se razlikuje. Nekateri zahtevajo novejše različice programske opreme. 
Od zaloţnika pa je tudi odvisno, ali dopušča kopiranje datotek in tiskanje knjig. 
 DRM in dokumenti 
Enterprise digital rights management (E-DRM in ERM) je aplikacija za zaščito, ki omejuje 
dostop do dokumentov v obliki Microsoft Word, PDF in AutoCAD, e-pošte in internetnih 
strani. Namenjen je preprečevanju dostopa do tajnih dokumentov. 
 Vodni ţigi 
Digitalni vodni ţigi so dodani medijem med produkcijo ali distribucijo. Vodni ţigi se 
uporabljajo za evidentiranje lastnikov avtorskih pravic, distributerjev, distribucijske verige in 
identificiranje kupca glasbe. 
 Metapodatki 
Metapodatki se uporabljajo pri nakupu glasbe. Shranjujejo podatke o kupcu, številko računa 
ali e-poštni naslov. Ta podatek ni viden, kot na primer pri vodnem ţigu, saj je skrit znotraj 
datoteke (Digital rights management, 2011). 
ORGANIZACIJE ZA ZAŠČITO INTELEKTUALNE LASTNINE 
Organizacije za zaščito avtorskih pravic so nastale predvsem z namenom, da zaščitijo 
avtorske pravice, patente in drugo intelektualno lastnino (Intellectual property organization, 
2011). 
V svetovnem merilu deluje Svetovna organizacija za intelektualno lastnino (World Intellectual 
Property Organization – WIPO), ki je del Organizacije zdruţenih narodov. WIPO je 
specializirana agencija in njen glavni namen je spodbujanje kreativnosti in zaščita 
intelektualne lastnine v svetu (World Intellectual Property Organization, 2011). 
Na mednarodnem področju je zelo vplivna organizacija Mednarodna zveza za intelektualno 
lastnino ali IIPA (International Intellectual Property Alliance). IIPA je del zasebnega sektorja 
in jo sestavlja sedem trgovskih zdruţenj v ZDA, ki delujejo na področju računalniške 
programske opreme, filmov, televizijskih programov, glasbe, knjig in revij v elektronski in 
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tiskani obliki. Glavni cilj je krepitev mednarodne zaščite in uveljavljanje avtorskih pravic s 
sodelovanjem z ameriško vlado, tujimi vladami in predstavniki zasebnega sektorja. 
IIPA je sestavljena iz sedmih organizacij: 
 Zdruţenje ameriških zaloţnikov (Association of American Publishers), AAP, 
 Zdruţenje ponudnikov programske opreme (Business Software Alliance), BSA, je 
gospodarska zveza in predstavnica največjih svetovnih izvajalcev programske 
opreme, 
 Entertainment Software Association, ESA, je zdruţenje, sestavljeno iz proizvajalcev 
videoiger, 
 Neodvisno filmsko in televizijsko zdruţenje (Independent Film & Television Alliance), 
IFTA, je zdruţenje, ki zastopa podjetja, ki financirajo, producirajo in licencirajo 
neodvisne filme in televizijske programe, 
 Motion Picture Association of America, MPAA, predstavlja največje studie v ZDA, 
 National Music Publishers' Association zastopa glasbene zaloţnike in pisce besedil, 
 Recording Industry Association of America, RIAA, je koncern, ki zastopa interese 
distributerjev glasbene industrije v ZDA. 
3.4.1 GOOGLE OMEJITVE 
Google je najbolj priljubljen spletni iskalnik in tako ima monopolni poloţaj pred tekmeci. 
Organizaciji MPAA in RIAA sta zahtevali spremembo delovanja Googla. Spremembe ne bodo 
bistveno vplivale na iskanje, toda z zahtevami so povzročile uvedbo mehke cenzure. Google 
se sicer orientira strogo po prometu in obnašanju uporabnikov (slo-tech, Google začel mehko 
cenzuro piratskih ključnih besed v instantnem iskanju, 2011). 
Spletni iskalnik Google je začel cenzurirati iskanje piratskih vsebin pri storitvah autocomplete 
in instant search. Autocomplete ob tipkanju besed v iskalnik ne bo več avtomatsko ponujal 
predloge besed. Pri iskanju z instant search se sporna vsebina ne bo prikazala v predogledu 
zadetkov pred iskanjem. Iskanje bo delovalo normalo pri kliku na gumb Išči in prikazani 
zadetki niso cenzurirani. 
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Slika 1: Cenzura spletnega iskalnika Google 
 
Vir: TorrentFreak (2011) 
Cenzurirali so besede, kot so BitTorrent, torrent, utorrent, RapidShare in Megaupload. V 
cenzuro so vključene tudi vse izpeljanke. Preostali ponudniki piratskih vsebin, kot so 
BitComet, Vuze, 4shared, HotFile, MediaFire, niso vključeni v cenzuro. Tako je cenzura 
sporna, saj ne vključuje vseh ponudnikov piratskih vsebin in mnoge strani vsebujejo prosto 
dostopne programe. 
Slika 2: Cenzura DCMA 
 
Vir: Google (2011) 
S spremembami je Google naletel tudi na negativen odziv. V RapidSharu kritizirajo potezo, 
saj vpliva tudi na iskanje legalnih vsebin. Simon Morris iz BitTorrenta ne vidi razloga za 
umaknitev zaščitenih blagovnih znamk, kot je BitTorrent. Iskanje ne cenzurira samo piratskih 
vsebin, ampak tudi legalne strani, med drugim podatke o podjetju, programski opremi in 
odprtokodnih rešitvah … Dejanje Googla glede cenzure označuje tudi za dokaj nenavadno, 
saj je v preteklosti vloţil 5 milijonov dolarjev v Xunlei. Xunlei je eden največjih kitajskih 




4 NAJPOGOSTEJŠI NAČINI DOSTOPA DO PIRATSKIH VSEBIN 
Internet je računalniško omreţje, ki povezuje več omreţij in je dostopno mnoţici 
uporabnikom. Preko interneta se vsa avtorsko zavarovana dela hitro širijo in povzročajo 
veliko škodo. Lahek dostop do piratskih vsebin je povzročil, da se piratstvo ne zdi 
problematično med uporabniki interneta. Širjenje datotek je postalo preprosto in povzroča 
povečanje prometa. Razvijajo se vedno boljše povezave, ki so hitrejše in manj nadzorovane. 
Najpogostejši dostop do piratskih vsebin je preko omreţja vsak z vsakim, spletnega dostopa 
in preko ponudnikov videovsebin. Obstajajo tudi manj razširjene oblike dostopa, kot so 
takojšnje sporočanje, telefonija preko internetnega protokola in ostale oblike (Bogataj, 
Jančič, 2007, str. 344, Pravni vodnik po internetu). 
4.1 SPLETNI DOSTOP 
4.1.1 SPLETNE STORITVE SHRANJEVANJA DATOTEK 
Spletne storitve za shranjevanje datotek so vedno bolj priljubljene. Dostop do piratskih 
vsebin je preprost, saj za iskanje ali nalaganje vsebin uporabnik potrebuje samo internetni 
iskalnik. Nalaganje preko spletnih storitev za shranjevanje datotek je hitrejše, anonimno in 
vsebuje manj škodljivih programov, kot preostale oblike piratstva. 
Uporabniki lahko brezplačno naloţijo datoteke vseh oblik. Ob naloţitvi datotek se ustvari 
spletna povezava, ki omogoča dostop vsem uporabnikom. Člani se delijo na neplačnike in 
plačnike, ki imajo nadstandardno članstvo. Neplačniki imajo omejen dostop do naloţenih 
vsebin. Datoteke plačnikov so dostopne dlje časa in nalaganje vseh datotek je hitrejše 
(Technical report: An Estimate of Infringing Use of the Internet, str. 15, 2011). 
 FILESTUBE 
FilesTube je spletni iskalnik, ki je specializiran za iskanje datotek na straneh za spletno 
shranjevanje datotek, kot so RapidShare ali Megaupload, FileServe, FileSonic, 4shared, 
Rapidshare, Hotfile, Mediafire, Netload ipd. Na spletni strani ponuja tudi lastne 
videodatoteke, igre, besedila in programsko opremo. FilesTube odstranja vso nelegalno 
vsebino iz rezultatov iskanja samo na zahtevo uporabnikov (Wikipedia, FilesTube, 2011). 
 RAPIDSHARE 
RapidShare je bil ustanovljen leta 2006 v Švici. Financira se preko naročnin uporabnikov. 
RapidShare je ena največjih strani za shranjevanje datotek in ena izmed najbolj priljubljenih 
spletnih strani. 
Članstvo omogoča uporabnikom neomejeno nalaganje vsebin, neposreden prenos vsebin, 
nalaganje več vsebin hkrati, prednost v čakalni vrsti, moţnost prekinitve med nalaganjem. 




Vsa avtorsko zaščitena dela je prepovedano nalagati. Kršiteljem avtorskih pravic se odstrani 
nelegalna vsebina in izbriše članstvo. Kljub temu se na spletni strani pojavljajo kršitve 
avtorskih pravic. 
Leta 2007 je bilo prekinjeno delovanje RapidShara, saj je GEMA (German collections agency) 
preprečila delovanje spletne strani zaradi posredovanja avtorsko zaščitenih del. Posledično je 
RapidShare uvedel primerjavo novonaloţenih datotek zoper bazo podatkov, ki vsebuje 
podatke o nelegalnih datotekah. Kljub spremembam je RapidShare vseboval nelegalno 
vsebino. Zadnja zakonska določba je določila, da mora RapidShare pregledovati stran in 
preprečiti nalaganje avtorsko zaščitenih vsebin. Leta 2009 je sodišče v Nemčiji določilo, da 
večina ljudi uporablja RapidShare za legalne prenose vsebine in predvidevanje, da se 
uporablja za nelegalne namene, ni upravičeno, saj potem to velja za vse strani, ki 
shranjujejo datoteke (Wikipedia, RapidShare, 2011). 
 MEGAUPLOAD 
Megaupload ponuja shranjevanje datotek na spletu in vključuje tudi iskalnike videovsebin 
Megavideo, MegaLive, MegaPix in Megabox, obstaja pa tudi Megaporn. Ustanovljen je bil leta 
2005 v Hongkongu. Osnovna storitev je nalaganje datotek do 2 GB, ki je dostopna vsem 
uporabnikom, toda obstaja omejitev za nalaganje datotek do 1 GB. Registrirani (premium) 
uporabniki imajo 200 GB prostora za nalaganje datotek in plačniki imajo neomejen dostop. 
Vse datoteke, naloţene anonimno, se izbrišejo po preteku 21 dni, pri registriranih 
uporabnikih po 90 dneh, medtem ko jim premium uporabniki uporabljajo neomejen čas. 
Čakalna doba za nalaganje datotek za neregistrirane uporabnike je 45 sekund in 25 sekund 
za registrirane uporabnike (Wikipedia, Megaupload, 2011). 
Januarja je Perfect 10 vloţila toţbo proti Megaupload zaradi kršenja avtorskih pravic in 
škodo, ki so jo utrpeli. Megaupload naj bi omogočal dostop in distribucijo avtorsko zaščitenih 
del, ki so vredna več milijonov dolarjev. Zahtevajo odškodnino v vrednosti vsaj pet milijonov 
dolarjev, odvetniške stroške in vse preostale stroške (Megaupload multi million dollar lawsuit, 
2011). 
4.1.2 PONUDBA VIDEOVSEBIN 
Spletne strani, ki ponujajo videovsebine, se hitro širijo in postajajo čedalje bolj priljubljene 
med uporabniki interneta. Glavni razlogi za priljubljenost strani, ki ponujajo videovsebine, so 
večja hitrosti povezave in poceni širokopasovni dostop do interneta. 
Spletne strani z videovsebino omogočajo uporabnikom, da naloţijo videoposnetke na spletne 
strani, ki shranijo videovsebino na svojem streţniku. Videoposnetki so tako dostopni tudi 
preko spletnih iskalnikov (Wikipedia, Video hosting service, 2011). 
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Spletne strani, ki ponujajo videoposnetke, delimo na različne oblike/vrste: 
 user generated video sharing websites ponujajo brezplačne storitve, ki uporabnikom 
omogočajo nalaganje in delitev videoposnetkov z drugimi uporabniki. Veliko spletnih 
strani omejuje velikost, vsebino in obliko datotek; 
 video sharing platform nudijo uporabnikom, da ustvarijo lastno stran z videovsebino; 
 web based video editing omogoča uporabnikom oblikovanje in urejanje video strani. 
YOUTUBE 
YouTube je internetna stran za izmenjavo videoposnetkov, ki omogoča uporabnikom 
nalaganje, gledanje, komentiranje in ocenjevanje videoposnetkov. YouTube vsebuje lastne 
posnetke uporabnikov, videospote, videoizrezke filmov. Večino videoposnetkov naloţijo 
posamezni uporabniki in preostanek medijske hiše, kot so CBS in BBC. Vsi uporabniki spletne 
strani lahko pregledujejo videoposnetke, poleg tega registracija omogoča uporabnikom 
komentiranje in ocenjevanje videoposnetkov. 
Prepovedano je nalaganje posnetkov brez dovoljenja avtorjev in posnetkov, ki vsebujejo 
pornografske vsebine, nasilje, kriminalna dejanja, psovke. YouTube ima pravico brisanja, 
uporabo in spremembo naloţenih videoposnetkov. Razvili so tudi program Copyright 
Verification Tool, ki omogoča lastnikom avtorskih pravic, da lahko izdajo zahtevo za 
odstranitev posnetkov. 
Glavna teţava YouTuba je, da kljub prizadevanjem ne zagotavlja varovanja avtorskih pravic. 
Ob naloţitvi posnetka na stran se pojavi obvestilo, ki opozarja uporabnike o prepovedi 
nalaganja avtorsko zaščitenih vsebin. Vendar YouTube ob naloţitvi ne pregleda vsebine 
videoposnetka in potrebna je zahteva od nosilca avtorskih pravic za odstranitev 
videoposnetka. Podjetja Viacom, Mediaset in English Premier League so vloţila toţbo proti 
YouTubu zaradi premajhne zaščite avtorskih pravic in YouTube je zato uvedel sistem Video 
ID, ki prepozna vsebino naloţenih videoposnetkov in preprečil nalaganje posnetkov, daljših 
od 15 minut (Wikipedia, YouTube, 2011). 
YouTube kljub omejitvam ne more preprečiti vseh kršitev avtorskih pravic. Obstaja tudi 
veliko spletnih strani in posnetkov uporabnikov na YouTubu, ki vsebujejo navodila, kako 







Slika 3: Cenzura videoposnetkov 
 
Vir: YouTube (2011) 
Primer: Najbolj osnovni način dostopa do videoposnetkov, ki niso dostopni v Slovenji: 
Spletni naslov www.youtube.com/watch?v=UculXjdcSYs se vnese v brezplačno storitev, ki 
skrije uporabnikov IP naslov, na primer hidemyass.com, in tako si uporabnik lahko ogleda 
videoposnetek. 
Slika 4: Hidemyass 
 
Vir: Hidemyass (2011) 
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Videoposnetkom uporabniki pogosto zamenjajo naslov, uporabljajo kratice, ločila in 
uporabljajo črke iz različnih abeced. Uporabniki naloţijo filme ali nanizanke v več delih od 10 
do 15 minut. Zaradi kršitve avtorskih pravic pogosto preprečijo zvok ali ga zamenjajo in s 
tem še vedno lahko predvajajo videoposnetke. 
YouTube ne dovoljuje prenosa videoposnetkov s spletne strani, vendar kljub temu obstaja 
veliko spletnih strani in programov, ki to omogočajo, na primer www.vdownloader.com, 
saveyoutube.com. V spletni iskalnik se vnese URL videoposnetka, ki se prenese na osebni 
računalnik. Glasba pa se lahko prenese preko strani http://tunenabber.com, ki ob vnosu URL 
v iskalno vrstico omogoča prenos mp3 datoteke. 
LETMEWATCHTHIS, MOVIE2K IN THATFILMWATCHINGSITE 
Spletne strani letmewatchthis in movie2k ponujata filme in nanizanke na podoben način, kot 
spletne strani za shranjevanje datotek. Spletni strani vsebujeta povezave do strani, ki 
vsebujejo piratsko vsebino (Technical report: An Estimate of Infringing Use of the Internet, 
str. 19, 2011). 
Slika 5: Movie2k 
 
Vir: Movie2k.to (2011) 
Ponujajo tudi najnovejše filme, na primer X-Men: First Class (datum premiere v ZDA 3. 6.). 




Slika 6: Movie2k, X-Men 
 
Vir: Movie2k (2011) 
Ogled filmov je brezplačen in brez registracije. Spletna stran vsebuje več povezav do filmov, 
nanizank, dokumentarcev … Preko iskalnika vsebine najdemo ţelen posnetek in se odločimo 
za povezavo, na primer Stream2k, Novamov ali UploadC. Videoposnetki imajo različno 
kakovost, od dobre do slabe. Kakovost je nakazana ob strani s smeškoti. Omogočeno je tudi 
anonimno komentiranje videoposnetkov. 
VIMEO.ORG 
Vimeo je spletna stran, ki je bila leta 2004 ustanovljena z namenom, da uporabnikom 
omogoča nalaganje, izmenjavo in ogled videoposnetkov. Stran ne dopušča videov, ki 
vsebujejo reklamna sporočila, posnetke videoiger (gaming videos) in pornografije. Stran 
vsebuje samo videoposnetke, ki so jih uporabniki sami posneli (Vimeo, 2011). 
Zaloţba EMI (članica RIAA IN IPFI) je leta 2009 vloţila toţbo proti Vimeo, saj naj bi 
videoposnetki uporabnikov vsebovali glasbo, ki je avtorsko zaščitena. Toţba ne vsebuje 
konkretnega imena ali izvajalca pesmi, katerega avtorske pravice naj bi bile kršene. Toţnik 
trdi, da posnetki v ozadju vsebujejo glasbo, fotografije, risbe ali celo pojejo ob pesmi (v 
Vimeo skupnosti je to znano kot "lip dubs.") in s tem kršijo avtorske pravice (EMI Labels Sue 
Vimeo for Copyright Infringement, 2011). 
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4.2 DOSTOP PO PRINCIPU VSAK Z VSAKIM 
Omreţje vsak z vsakim (peer to peer, P2P) imenujemo tudi delovne skupine, saj se izraz 
uporablja za majhno skupino ljudi. 
Omreţje vsak z vsakim je sestavljeno iz omreţja računalnikov, ki so med seboj enakovredni. 
Računalniki so med seboj povezani in si izmenjujejo podatke. Vsi v omreţju delujejo kot 
streţniki in odjemalci. V povezavi ni določene hierarhije in vsak posameznik določa, koliko 
podatkov bo posredoval v omreţje in s kom jih bo delil (Omreţja vsak z vsakim, 2011). 
4.2.1 PROGRAMI 
 BITTORRENT 
BitTorrent je ime protokola za prenašanje podatkov preko omreţja vsak z vsakim in je tudi 
ime prvega odjemalca. Trenutno je BitTorrent najbolj razširjen protokol za izmenjavo velikih 
datotek med internetnimi pirati. Programer Bram Cohen je razvil program leta 2001 in 
ustanovil je tudi podjetje BitTorrent, Inc. (Wikipedia, BitTorrent, 2011). 
BitTorrent protokol pri izmenjavi datotek ne obremenjuje delovanja računalnika in 
računalniškega omreţja odjemalca. Običajno se datoteke prenašajo iz enega vira in v celoti. 
BitTorrent protokol deluje tako, da so vsi odjemalci zdruţeni v »swarm« ali roj, tako se 
datoteka nalaga in prenašajo istočasno. Protokol lahko uporabljajo tudi uporabniki z nizko 
pasovno širino, lahko pa se uporablja preko prenosnih telefonov. 
Slika 7: Prikaz omrežja vsak z vsakim 
 
Vir: Aktivno.si (2011) 




 BitTorrent protokol omogoča prenos po manjših koščkih preko različnih TCP 
(internetni protokol) in veliko različnih uporabnikov, za razliko od klasičnega načina 
prenosa, ki deluje preko enega TCP/internetnega protokola in z enim prejemnikom 
datoteke. 
 BitTorrent datoteka se nalaga po naključnem vrstnem redu. Klasično nalaganje 
datotek poteka v določenem vrstnem redu. 
OSNOVNI NAČIN PRENOSA DATOTEK 
Uporabniki morajo za nalaganje vsebin najprej ustvariti tako imenovano torrent datoteko. 
Torrent datoteka vsebuje podatke o datoteki in streţniku, ki širi podatke. Torrent datoteko 
imenujemo tudi seme (seed). Ostale uporabnike v omreţju, ki se poveţejo in prenašajo 
datoteko, pa imenujemo soleţniki (peers). Uporabniki (soleţniki) prejemajo datoteko, 
razdeljeno na manjše dele in ob prejemu dela datoteke uporabniki (soleţniki) postanejo 
sejalci (seeders) ali posredniki datoteke. Vsak del datoteke je zaščiten s kriptografsko 
razpršilno funkcijo1, ki preprečuje spreminjanje datoteke. Soleţniki prejemajo datoteko po 
naključnem vrstnem redu. Datoteka ob zaključenem prenosu postane dodatno seme (seed). 
Večje število (soleţnikov) uporabnikov povečuje hitrejše nalaganje datotek (Wikipedia, 
BitTorrent, 2011). 
TORRENT DATOTEKA 
Torrent datoteka je sestavljena iz metapodatkov, ki vsebujejo podatke o vsebini, kakovosti, 
distribuciji … Torrent datoteka vsebuje URL sledilnike in metapodatke vseh kosov, ki 
sestavljajo datoteko. Vsebuje lahko tudi metapodatke o nastanku torrent datoteke. 
Torrent datoteka je sestavljena iz: 
 announce – vsebuje URL sledilnika, 
 info – vsebuje informacije o datoteki: 
o name – ime datoteke ali imetnika datoteke, kjer je shranjena, 
o piece length – velikost kosa v bajtih. Najbolj pogosto je 218 = 256 KiB = 
262144B, 
o pieces – hash koda za vsak delec v obliki z uporabo SHA-1. 
(Torrent datoteka, Wikipedia, 2011) 
BITTORRENT ODJEMALCI 
BitTorrent odjemalec je program, ki omogoča prenos datotek na računalnik, saj odpre torrent 
datoteko in poveţe sledilnike, ki so navedeni v torrent datoteki s sejalci in soleţniki, ki so 
povezani v roju. Obstaja več BitTorrent odjemalcev za torrente, na primer BitTorrent, 
Azureus, µTorrent. Odjemalci so večinoma brezplačni in nekateri tudi odprtokodni. Glavne 
razlike med odjemalci so v porabi procesorja, grafičnem vmesniku, funkcijah in drugih 
detajlih. 
                                                 
1
 cryptographic hash 
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Odjemalci lahko nadzorujejo količino podatkov, ki jih posredujejo soleţnikom. Problem 
nastane, ko sejalci preprečijo nalaganje datoteke novim uporabnikom/soleţnikom. 
Najpogosteje odjemalci zmanjšajo hitrost oddanih podatkov, da s tem zvišajo hitrost 
prejemanja, lahko pa tudi prekinejo povezavo takoj po prenosu datoteke. BitTorrent 
odjemalci imajo zato vgrajen mehanizem, ki posreduje podatke »milo za drago« (tit for tat), 
saj naključno posredujejo kose datoteke vsem soleţnikom z namenom povečanja hitrosti 
povezave (BitTorrent odjemalci, Wikipedia, 2011). 
Slika 8: Program µTorrent 
 
Vir: Wikipedia (2011) 
BITTORRENT SLEDILNIK 
BitTorrent sledilnik je streţnik, ki pomaga pri posodabljanju podatkov med soleţniki. Soleţniki 
morajo vzpostaviti povezavo s sledilniki, če ţelijo začeti s prenosom datotek. BitTorrent 
odjemalci, ki nalagajo podatke, redno komunicirajo s sledilniki in posredujejo podatke o 
stanju datoteke in številu sejalcev. 
BitTorrent sledilnik se razlikuje od iskalnikov torrentov. BitTorrent iskalniki vsebujejo seznam 
in opis torrent datotek. BitTorrent sledilnik je zadolţen za vzpostavitev povezave med 
soleţniki, ki naloţijo torrent datoteko. Mnoge spletne strani, ki posredujejo torrent datoteke, 
delujejo tudi kot sledilniki. 
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Poznamo dve vrsti sledilnikov, javne in zasebne. Javne sledilnike uporabljajo vsi uporabniki 
za ustvarjanje nove torrent datoteke ali za prenos. Najbolj priljubljeni javni sledilniki so 
PublicBitTorrent, OpenBitTorrent, Denis.Stalker, 1337x.org, Torrent.to. Zasebni sledilniki 
imajo omejen dostop. Uporabniki se morajo registrirati in večina spletnih strani nadzoruje 
število uporabnikov z dodeljevanjem povabil. Vsak uporabnik ima omejeno število povabil, ki 
jih pridobi ob dobrem razmerju med količino prejetih in oddanih datotek. Povabilo je v obliki 
e-pošte ali kode in ga je treba posredovati ob registraciji novega uporabnika. Zasebni 
sledilnik omogočajo hitrejše in varnejše nalaganje datotek. Eden najbolj priljubljenih 
zasebnih sledilnikov je bil Oink's Pink Palace. Trenutno pa so najbolj priljubljeni zasebni 
sledilniki, na primer What.cd, HDBits, Demonoid (BitTorrent sledilniki, Wikipedia, 2011). 
TORRENT SPLETNE STRANI/ ISKANJE TORRENTOV 
BitTorrent odjemalci in sledilniki ne ponujajo torrent datotek, zato so se razvile strani, ki 
ponujajo torrent datoteke. Torrent spletne strani ponujajo različno vrsto torrent datotek, na 
primer avdio, video, programsko opremo … Spletne strani vsebujejo tudi avtorsko zaščitena 
dela in s tem kršijo zakone (BitTorrent, Wikipedia, 2011). 
Obstaja več različnih oblik torrent spletnih strani: 
 spletne strani, ki ponujajo samo torrent datoteke, so na primer isoHunt, 
 spletne strani, ki ponujajo sledilnike in torrent datoteke, na primer Demonoid, H33t, 
omogočajo uporabnikom moţnost nalaganja torrent datotek, 
 metaiskalniki, ki omogočajo iskanje na več straneh. Spletne strani metaiskalnikov ne 
vsebujejo torrent datotek, na primer Torrentz, truetorrent. 
Tudi v Sloveniji obstaja več različnih spletnih strani, ki ponujajo torrent datoteke, na primer 
Partis.si, SloBytes.net in infire.si. Za dostop do spletnih strani je večinoma potrebna 
registracija. 
Spletne strani so lahko javne ali zasebne. Javne so dostopne vsem uporabnikom in za 
uporabo ni potrebna registracija, na primer isohunt. Za dostop so zasebnih spletnih strani je 
potrebna registracija. Podobno kot pri sledilnikih morajo uporabniki imeti določeno razmerje 
med količino naloţenih in oddanih datotek (P2P in BitTorrent, 2011). 
Iskanje torrent datotek pa je moţno tudi preko spletnih iskalnikov, na primer Google, Najdi.si 
… Za iskanje je treba le označiti vrsto ţelene datoteke »filetype:torrent«. Povezave do 
torrent datoteke so dostopne tudi na socialnih omreţjih, kot sta na primer Twitter in 
Facebook. The PiratBay je na spletni strani omogočal povezavo do Facebooka, vendar so 
povezave kmalu blokirali. Uporabniki so lahko objavljali torrent povezavo na svojih straneh. 
Twitter je razvil aplikacijo Torrent Tweet. Torrent Tweet vsebuje podatke o lokaciji torrent 
datoteke, URL in kratek opis. Podatki so posredovani uporabnikom, ki sledijo spletni strani 
preko Twitterja in so posredovani preko SMS-a, interneta in spletne strani (New to apps: 




Slika 9: Twitter račun piratske strani EZTV 
 
Vir: Twitter (2011) 
 EDONKEY 
Omreţje eDonkey, znano tudi kot eDonkey2000 ali eD2k, deluje na principu vsak z vsakim. 
Namenjeno je nalaganju in prejemanju večjih datotek med uporabniki. Omreţje je 
decentralizirano, saj ne obstaja skupno vozlišče omreţja in datoteke niso shranjene na 
skupnem streţniku, ampak se izmenjujejo med uporabniki omreţja. 
Na začetku je omreţje delovalo preko centralnega omreţja, kjer so uporabniki darovali del 
potrebne pasovne širine in prostora na trdem disku. Streţniki so bili zaradi velikega števila 
uporabnikov ranljivi za napade. 
MetaMachine je zato razvil naslednika omreţju eDonkey, to je bilo omreţje Overnet. Hkrati 
pa so ustvarjalci omreţja eMule razvili lastno omreţje, imenovano Kademlia ali Kad, da bi se 
izognili odvisnosti od centralnega streţnika. eMule je bil tako prvi odjemalec, ki je deloval na 
principu vsak z vsakim. 
Leta 2005 je eD2k omreţje vsebovalo pribliţno tri milijone uporabnikov in od 500 milijonov 
do 2 milijardi datotek, ki so bile dosegljive na od 100 do 200 streţnikih. Najbolj priljubljeni 
streţniki so bili Razorback2, DonkeyServer No1 in DonkeyServer No2. Zaradi posredovanja 
avtorsko zaščitenih vsebin so streţniki prenehali delovati. 
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V eD2k obstajata dve vrsti streţniškega omreţja: 
 originalno je napisano v programskem jeziku C++, ki je bil v lasti podjetja 
MetaMachine, 
 Eserver je napisan v programskem jeziku C. Eserver trenutno prevladuje v eD2k 
omreţju in ga je napisal Lugdunum. 
V eD2k omreţju obstaja več programov odjemalcev, na primer eDonkey2000, aMule, eMule, 
Hydranode, MLDonkey, Shareaza. 
Trenutno omreţje nima lastnikov, saj je podjetje MetaMachine propadlo. Leta 2006 je 
MetaMachine plačalo odškodnino v višini 30 milijonov dolarjev, da bi se izognili toţbi zaradi 
kršenja avtorskih pravic. Kot posledica omreţje eDonkey trenutno nima lastnikov in tako so 
za razvoj odgovorni uporabniki. Kljub odjemalcem eMule še vedno uporablja omreţje eD2k 
(EDonkey omreţje, Wikipedia, 2011). 
EDONKEY2000 
eDonkey2000 je program, ki je deloval na principu vsak z vsakim. Podjetje MetaMachine je 
leta 2000 razvilo prvo različico programa, ki je bil dostopen uporabnikom Microsoft Windows 
in Linuxa. Deloval je do leta 2006 zaradi posredovanja RIAA. 
Uporabniki so lahko nalagali velike datoteke, predvsem glasbo, videovsebino, igre in 
programsko opremo. Program je omogočal lahko iskanje datotek, saj so spletne strani 
posredovale ed2k povezave in posodobitve streţnikov. 
eDonkey2000 je omogočal uporabnikom nalaganje datotek v roju. Datoteke so uporabniki 
nalagali po kosih iz različnih soleţnikov, ki so skupaj tvorili pasovno širino internetne 
povezave. Pasovna širina je bila odvisna od uporabnikov povezanih soleţnikov. Na začetku so 
bili streţniki ločeni drug od drugega, vendar so poznejše različice omogočale tvorjenje 
omreţja. Povezovanje streţnikov je omogočalo laţje iskanje soleţnikov in prenos datotek. 
Zadnja različica programa je imela vgrajeno aplikacijo, ki je omogočala nalaganje BitTorrent 
datotek (EDonkey2000, Wikipedia, 2011). 
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Slika 10: Program eDonkey2000 
 
VIR: Wikipedia (2011) 
EMULE 
eMule je program, namenjen deljenju datotek na principu vsak z vsakim. Deluje v omreţju 
e2Dk in Kad. Program eMule je bil ustvarjen leta 2002, in sicer kot alternativa eDonkey2000 
in je deloval samo v operacijskem sistemu Microsoft Windows. eMule je prosta programska 
oprema in ima prosto licenco2. Program je zelo priljubljen in nastalo je veliko različic 
programa, na primer aMule, JMule in xMule (eMule, Wikipedia, 2011). 
Protokol Kademlia za delovanje ne potrebuje centralnega streţnika in se izvaja preko hash 
(zgoščevalne) tabele. Omogočeno je tudi iskanje datotek v unikodu3 in ostalih pisavah, poleg 
latinice. Uporabniki lahko iščejo datoteke preko streţnika ali kad omreţja. Datoteke lahko 
uporabniki iščejo tudi preko spletne strani FileDonkey. Spletna stran vsebuje iskalnik datotek, 
ki so dostopne v eD2k omreţju. V Sloveniji spletna stran Planet Divx omogoča povezavo do 
torrent datotek in eD2k povezave do filmov in serij. Za uporabo je potrebna registracija in 
plačilo za uporabo spletne strani (Kademlia, Wikipedia, 2011). 
 GNUTELLA 
Gnutella je bilo prvo decentralizirano omreţje, ki je delovalo preko omreţja vsak z vsakim. 
Leta 2005 je v omreţju sodelovalo preko 1,8 milijonov računalnikov. Vrhunec priljubljenosti 
je dosegel leta 2007, saj je obsegal 40 % vsega prometa v internetu. Deloval je do leta 2010 
(Gnutella, Wikipedia, 2011). 
Omreţje je bilo sestavljeno iz vozlišč, ki so bila medsebojno povezana. Vozlišča so se 
posodabljala preko seznama obstoječih vozlišč, posodobitev programske opreme, 
uporabniških datagramskih protokolov in IRC-a. Vozlišča so se ob povezavi med seboj 
povezala do določene točke in preostale povezave so bile zavrţene ali neveljavne. Uporabniki 
                                                 
2
 GNU General Public License 
3 Standardni kodirani nabor znakov 
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so vsebino iskali preko vseh vozlišč. Poznejše različice programa so uporabljale razvejana 
vozlišča4 in ultravozlišča5. Razvejana vozlišča so bile povezave, ki so skupaj sestavljale 
manjše število ultra vozlišč (običajno 3) in vsak od njih je bil povezan z 32 ultravozlišči. 
Uporabnik je rezultate iskanja dobil v obliki informacije, kje na vozlišču se nahajajo podatki. 
Datoteke so se direktno nalagale preko vozlišč, če uporabnik ni uporabljal sredstva za 
varovanje dostopa, to je poţarni zid. V primeru zaščite s sredstvi za varovanje dostopa 
(poţarni zid) je odjemalec poslal zahtevo za začetek prenosa6. Zaradi napak pri prenosu so 
se razvili potisni proksi7. Potisni proksi je imel dve prednosti, večjo stabilnost in zanesljivost 
povezave, poleg tega je zmanjšal promet v gnutella omreţju. Ob prekinitvi povezave je 
odjemalec shranil podatke o povezavah med vozlišči. 
Vsako vozlišče predstavlja računalnik, ki je povezan v omreţje. Zaradi povezav in prekinitev v 
povezavi omreţje ni bilo preveč stabilno. Teţave so se pokazale tudi pri pasovni širini, saj se 
je zaradi vse večjega števila uporabnikov upočasnilo delovanje vozlišč. 
Gnutella je uvedla Query Routing Protocol in Dynamic Querying za bolj učinkovito iskanje. 
Query Routing Protocol (QRP) je iskal datoteke samo pri uporabnikih, ki bi mogoče imeli 
datoteko in Dynamic Querying je ustavil iskanje takoj, ko je iskalnik našel dovolj rezultatov 
(datotek). 
Problemi so se pokazali tudi z omejitvijo omreţja. Uporabniki niso mogli nadzorovati, katere 
datoteke ţelijo deliti z ostalimi uporabniki. 
Protokol za izmenjavo podatkov v gnutelli 
Gnutella je delovala na protokolu povpraševanja/nalaganja (query flooding-based protocol). 
Na začetku so uporabljali pet vrst podatkovnih paketov: 
 ping: iskanje uporabnikov v omreţju, 
 pong: odgovor na ping, 
 query: iskanje datoteke, 
 query hit: odgovor na iskanje, 
 push: zahteva za nalaganje. 
Omreţje gnutella razvija Gnutella Developers Forum in uporabniki. Obstaja več programov, ki 
lahko uporabljajo gnutella omreţje: LimeWire, Morpheus, Shareaza, Phex, FilesWire. 
                                                 
4
 leaf nodes 
5
 ultra nodes 
6
 »push request« 
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Gnutella2 (G2) je omreţje, ki je nastalo na osnovi omreţja gnutella. Z osnovnim omreţjem 
gnutella je enako samo z obliko, z izjemo nalaganja in prenašanja datotek. gnutella2 ima 
drugačno oblikovano omreţje, način iskanja datotek in boljše varuje uporabnike pred laţnimi 
datotekami (Gnutella2, Wikipedia, 2011). 
4.2.2 ISKALNIKI VSEBIN 
SPLETNI ISKALNIKI (internetni) 
Spletni iskalnik je orodje za iskanje informacij v spletnem prostoru. Iskalniki omogočajo 
iskanje na treh ravneh: svetovno na primer Google, po drţavah na primer Najdi.si in lokalno 
na primer raziskovalec.com. Rezultat iskanja je seznam zadetkov s povezavami do najdenih 
spletnih strani, datotek, lokacij, videoposnetkov … Za isto iskanje vnesenih besed različni 
iskalniki najdejo različne sezname spletnih strani (Iskanje informacij, 2011). 
Skoraj vsi iskalniki omogočajo tudi napredno iskanje informacij. Tako iskalnik Najdi.si 
omogoča izbiro naslednjih iskalnih parametrov: 
1. Najdi strani, ki vsebujejo vse besede, 
2. Najdi strani, ki vsebujejo točno to besedno zvezo, 
3. Najdi strani, ki vsebujejo vsaj eno izmed besed, 
4. Najdi strani, ki ne vsebujejo besed, 
5. Najdi le strani, ki so napisane v določenem jeziku (slovenščina, angleščina …), 
6. Najdi le strani, ki so napisane v določenem formatu (HTML, doc, ppt, xls …), 
7. Najdi le strani, ki so bile spremenjene v določenem obdobju (Spletni_iskalnik, Wikipedia, 
2011). 
SPLETNI BRSKALNIK 
Spletni brskalniki so računalniški programi, ki omogočajo dostop do svetovnega spleta in 
ponujajo grafični vmesnik do informacij. Namenjeni so brskanju in iskanju po spletu, 
prikazovanju HTML dokumentov in večpredstavnih vsebin. Najbolj razširjeni brskalniki so 
Internet Explorer, Mozilla Firefox, Google Chrome, Safari in Opera (Spletni brskalnik, 
Wikipedia, 2011). 
SPLETNO ISKANJE IN PIRATSTVO 
Spletni iskalniki pri iskanju pogosto prikaţejo vsebino, ki krši avtorske pravice. Mnoge strani 
vsebujejo povezave do piratskih vsebin. Spletni iskalniki omogočajo, da uporabniki vtipkajo 
ključno besedo, na primer download, in dobijo vse moţne namige, kje dobiti piratske 
vsebine. Spletne strani vsebujejo tudi natančna navodila, kako najlaţje do piratske vsebine. 
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Ob iskanju se tako najprej pokaţejo najbolj priljubljeni rezultati glede na ključne besede, 
zato se piratske strani pojavljajo na vrhu seznama. Piratske strani se pojavljajo tudi na 
straneh, ki merijo obiskanost spletnih strani, na primer Alexa.com, ki uvršča thepiratbay.com 
na 88. mesto najbolj priljubljenih spletnih strani in ima preko 5 milijonov registriranih 
uporabnikov. 
Slika 11: Iskanje torrent datotek z Googlom 
 
Vir: Google (2011) 
V namenu, da bi zmanjšali piratstvo, spletne strani ponujajo moţnost prijave kršenja 
avtorskih pravic, na primer Microsoft, Google, YouTube. Google odstrani spletne strani s 
piratsko vsebino, vendar le po prijavi lastnika avtorskih pravic. V zadnji polovici je Google 
ukinil več kot 50.000 računov zaradi poizkusa uporabe sponzoriranih povezav za oglaševanje 
ponarejenega blaga. Največji problem predstavlja iskanje, saj so ključne besede pri iskanju 
podobne pri iskanju piratske vsebine. 
Tudi če strani ukinejo, se zaradi priljubljenosti pojavijo pod drugim imenom in zaradi lahke 
širitve med internetnimi uporabniki. Prihaja pa tudi do napak, saj zasegajo tudi strani, ki ne 
ponujajo piratske vsebine. Zagovornik podpirajo, da se ukinejo vse strani, tudi tiste, ki ob 
opozorilu ne odstranijo nelegalnih vsebin (Google: Online piracy public enemy No.1?, Politico, 
2011). 
BAIDU 
Baidu je največji kitajski spletni iskalnik. Poleg iskalnika ponuja tudi internetno knjiţnico, 
iskanje MP3 datotek, zemljevide, novice … Baidu knjiţnica omogoča nalaganje in deljenje 
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dokumentov preko spletne strani. Spletna stran je vsebovala preko 20 milijonov datotek. 
Baidu knjiţnica je zaradi majhnega nadzora postala priljubljena med kršitelji avtorskih pravic. 
Podjetje je moralo zaradi kršitve avtorskih pravic odstraniti preko 2,8 milijona datotek. Tudi 
Baidu MP3 iskalnik omogoča povezave do nelegalnih vsebin. Spletne strani ni mogoče 
odstraniti, ker išče samo datoteke preko interneta in posreduje ţe obstoječe povezave 
(Baidus online library shrinks following piracy cleanup, 2011). 
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5 DRUŽBENI ODNOS DO PIRATSTVA 
Piratska vsebina, kot so filmi, glasba, programi, se hitro širi med uporabniki interneta. 
Povprečni uporabniki smatrajo vdore hekerjev za zločinsko in nevarno dejanje. Deljenja 
piratskih vsebin ne smatrajo za sporno in je postalo nekaj običajnega. Uporabniki prenašajo 
nelegalno vsebino brez pomisleka. Lastniki licenc, na primer zaloţbe in filmske druţbe, pa v 
piratstvu vidijo hudo zločinsko dejanje in za to namenjajo sredstva za preprečevanje in 
ustanavljajo organizacije za pregon piratstva. Kazni so zelo visoke, na primer leta 2009 so v 
Ameriki prisodili kazen za 24 pesmi v višini dveh milijonov dolarjev (Kriminaliteta in 
tehnologija, Matej Kovačič, str. 78, 2010). 
V Sloveniji uporabniki menijo, da škoda, narejena z deljenjem datotek, ni zelo velika. 
Piratstvo zanje ni pravi zločin, saj jo zagrešijo skoraj vsi. Razloge v tem vidijo tudi zaradi 
slabe izbire TV nanizank in filmov. Najnovejše sezone TV nanizank pridejo dokaj pozno in 
prav tako premiere filmov. Zakon v Sloveniji si razlagajo tako, da dopušča nalaganje vsebin s 
spleta. Po zakonu naj bi bilo sporno samo deljenje datotek. Rešitev vidijo v tem, da torrent 
odjemalcu preprečijo deljenje datoteke z drugimi uporabniki (Robini Hoodi morala in 
videotrakovi, 2011). 
Pojavljajo pa se tudi nekateri pozitivni učinki piratstva. Film Hobo with a shotgun se je pred 
premiero znašel na omreţju vsak z vsakim in se je prenašal v visokih številkah. Zanimanje za 
film se je zelo povečalo in tako pričakujejo bistveno večji dobiček (Marketinški učinek 
piratstva, 2011). 
Glasbena skupina Awesome New Republic je celo oglaševala svoj nov album na strani 
IsoHunt. Album je skupina ponujala brezplačno za večjo prepoznavnost v svetu (Record 
Label Sponsors BitTorrent Site isoHunt, 2011). 
Na temo internetnega piratstva obstaja veliko študij, ki opisujejo škodo, povzročeno zaradi 
piratstva. Študije se razlikujejo glede na izvajalce študij in so večinoma nasprotujoče in ne 
prikazujejo dejanskega stanja. Največji problem je oceniti razširjenost piratstva in datotek. 
Zadnja študija Evropske unije navaja, da je piratstvo leta 2008 povzročilo izgubo 185.000 
delovnih mest in 10 milijard evrov prihodkov (Zaradi piratstva bo izgubljenih 1,2 milijona 
delovnih mest, Mojmikro, 2011). Medtem ko rezultati neodvisnih organizacij kaţejo, da je 
edini način za zmanjšanje piratstva zniţanje cen avtorsko zaščitenih vsebin. 
Ameriška neodvisna organizacija ali SSRC (Social Science Research Council) je izvedla študijo 
o piratstvu v drţavah v razvoju in ukrepe za brzdanje piratstva. Študija je trajala tri leta, kjer 
so se posvetili predvsem analizi Juţne Afrike, Rusije, Brazilije, Mehike, Bolivije in Indije, kjer 
je stopnja piratstva velika. Prišli so do ugotovitve, da je kupna moč v drţavah v razvoju niţja 
od tistih v razvitem svetu in so tako digitalne vsebine mnogo draţje. Razmerje med ceno del 
glede na prihodke prebivalstva se razlikuje tudi do 10-krat med razvitimi in razvijajočimi 
gospodarstvi. Največji razlog za piratstvo je torej ekonomski. Ugotovili so tudi, da stroţje 
kazni in doslednejše preganjanje ne bo vplivalo na zmanjšanje piratstva (Piratstvo lahko 
zmanjšajo le niţje cene, 2011). 
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Najbolj pomembne ugotovitve študije: 
 obstaja neravnovesje med ponudbo in povpraševanjem, ki je nastalo zaradi visokih 
cen in nadomestne ponudbe s strani piratov; 
 zaloţniki se obračajo po pomoč k drţavi, ko izčrpajo vse druge moţnosti, začnejo 
razmišljati o spremembi poslovnih modelov; 
 pirati, ki distribuirajo vsebino, se zavedajo nedoslednosti, nepopolnosti in dvoumnosti; 
 piratstvo ima vlogo kot razvojna strategija v drţavah v razvoju; 
 v mnogo teh drţavah imajo politično vlogo, kot protiuteţ centraliziranemu nadzoru 
nad informacijami (cenzuri). 
5.1 SODNI PROCESI PREGANJANJA PIRATSTVA 
Protipiratske organizacije se čedalje bolj zavzemajo za zmanjšanje piratstva in vlagajo toţbe 
proti kršiteljem avtorskih pravic. Na drugi strani pa zakonodajalci sprejemajo vedno stroţje 
zakone, da bi preprečili kršenje avtorskih pravic. Sodni pregoni so najpogostejši v tujini in se 
v večini primerov začnejo na predlog protipiratskih organizacij. V Sloveniji do sedaj še ni bilo 
sodnega primera. 
Najodmevnejši primeri so Napster, Mininova, IsoHunt in The Pirat Bay. V Sloveniji pa 
poznamo primer, povezan s Suprnovo. 
 NAPSTER 
Sodni pregon proti Napsterju se je začel leta 2001, ko je A&M Records vloţil toţbo. Primer se 
je uradno imenoval A&M Records, Inc. vs. Napster, Inc., 239 F.3d 1004 (2001), vendar so v 
toţbi sodelovali vsi člani RIAA. Sodni primer je prvi v ZDA, kjer je bilo podjetje, ki je delovalo 
preko omreţja vsak z vsakim, odgovorno za kršenje avtorskih pravic. To je bil prvi večji sodni 
primer, kjer so uporabili avtorsko pravo (DMCA) za pregon omreţja vsak z vsakim (Napster, 
Wikipedia, 2011). 
A&M Records je vloţil toţbo zaradi (BIZJAK, 2002, stran 2): 
 udeleţbe pri kršenju avtorskih in sorodnih pravic, 
 kršitev namestniške odgovornosti, 
 kršitve kalifornijskega civilnega zakonika, 
 nelojalne konkurence. 
Napster je primer izgubil, vendar pa je še pred koncem sojenja ponudil letno poravnavo v 
višini 200 milijonov dolarjev, ampak niso dosegli dogovora. Napster je tako leta 2001 





Mininova je spletna stran, ki je ponujala torrent datoteke. Spletna stran Mininova je bila ena 
največjih strani, ki je ponujala torrent datoteke. Vendar je spletna stran zaradi kršitev 
avtorskih pravic odstranila vse torrent datoteke, ki so kršile zakon. 
Maja 2009 je nizozemska organizacija BREIN vloţila toţbo proti Mininovi. Spletna stran je 
morala odstraniti vse datoteke na zahtevo BREIN, ki so kršile avtorske pravice. Avgusta 2009 
je sodišče odločilo, da mora Mininova odstraniti datoteke v treh mesecih, saj bi v nasprotnem 
primeru morala plačati 5 milijonov evrov. Več kot 99,3 % datotek je bilo odstranjenih in 
število prenosov se je zmanjšalo na 4 %. Pritoţba Mininove ni uspela, zato je plačala 
neznano vsoto denarja in s tem se je toţba končala (Mininova, Wikipedia, 2011). 
 ISOHUNT 
isoHunt je spletna stran, ki vsebuje torrent datoteke in sledilnike. Sodi med najpriljubljenejše 
torrent iskalnike. 
Februarja 2006 je MPAA vloţila toţbo proti isoHunt, TorrentBox, TorrentSpy, ed2k-it zaradi 
kršitve avtorskih pravic. Toţbo so vloţili tudi proti ustanovitelju isoHunta. Sodišče je 
ugotovilo, da je krivo spodbujanja kršitve avtorskih pravic, zato je prepovedalo delovanje 
isoHunta. 
Poleg toţbe je DCMA na spletno stran posredoval zahtevo za prenehanje delovanja. Z DCMA 
sta sodelovala tudi RIAA in Microsoft. Zaradi DCMA je isoHunt preselil streţnike v Kanado, 
kjer DCMA nima pooblastil. 
Septembra 2008 je zaradi bliţajoče toţbe s CRIA isoHunt vloţil peticijo. V peticiji Gary Fung 
trdi, da je IsoHunt samo iskalnik vsebine, ki išče torrente na podoben način kot ostali 
iskalniki. 
Aprila 2010 je zaradi vedno večjih groţenj s toţbami v ZDA in Kanadi začel delovati isoHunt 
Lite. isoHunt Lite ne vsebuje sporne vsebine, ki bi lahko privedle do ponovne toţbe. 
Uporabniki v ZDA še vedno lahko dostopajo preko strani, ki omogočajo anonimni dostop. 
Odjemalca µTorrent in Vuze še vedno lahko iščeta in nalagata torrent datoteke (IsoHunt, 
Wikipedia, 2011). 
 THE PIRAT BAY 
The Pirat Bay je švedska internetna stran, ki je omogočala iskanje torrent datotek, poleg 
tega pa je vsebovala tudi sledilnike. Kljub toţbi spletna stran še vedno deluje. 
Leta 2008 je švedsko toţilstvo skupaj vloţilo kazenski postopek in civilno toţbo zaradi 
spodbujanja kršenja avtorskih pravic, ker so posredovali torrent sledilnike. Civilno toţbo je 
proti lastnikom vloţilo International Federation of the Phonographic Industry (IFPI). Takratni 
lastniki strani so bili Fredrik Neij, Gottfrid Svartholm in Peter Sunde, ki je vodil stran, poleg 
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njih pa je toţilstvo vloţilo toţbo še proti Carlu Lundströmu zaradi prodajanja storitev na 
spletni strani. 
Toţilstvo je trdilo, da so s skupnimi močmi upravljali, gostili in razvili spletno strani, ki je 
omogočala uporabnikom lahek dostop do piratskih vsebin. Obtoţeni so bili zaradi kršenja 
avtorskih pravic, od katerih je bilo 21 pesmi, 9 filmov in 4 videoigre. Vloţen je bil tudi 
odškodninski zahtevek za 13 milijonov dolarjev. Peter Sunde, Fredrik Neij, Gottfrid Svartholm 
in Carl Lundström so bili spoznani za krive in obsojeni na eno leto zaporne kazni in globo v 
višini 2,7 milijona evrov ali 3,5 milijona dolarjev. Toţilstvo je dokazalo, da so bili soudeleţenci 
pri zločinu, vendar nikoli niso dokazali, kakšen zločin se je pravzaprav zgodil. Da bi poroti 
lahko razloţili, so primerjali zločin, kot da je oseba, ki drţi jopo zločincu, ki napade človeka, 
tudi odgovorna za napad8. 
Obtoţeni so se pritoţili na sodbo in sodišče je skrajšalo zaporno kazen, vendar je povečalo 
globo. Pritoţili so se tudi na švedsko vrhovno sodišče in trenutno čakajo na njegovo odločitev 
(The Pirat Bay, Wikipedia, 2011). 
Zagovorniki piratstva vidijo sodbo pristransko, saj so novinarji ţe eno uro pred izrekom sodbe 
poročali, kakšen bo izrek sodbe. Sodnik in člani toţilstva naj bi bili celo člani zdruţenj za 
podporo avtorskih pravic pod okriljem filmske in glasbene industrije (Švedsko zdruţenje za 
avtorsko pravo, Švedsko zdruţenje za zaščito pravic intelektualne lastnine, Ustanova za 
internetno infrastrukturo). Enega izmed sodnikov predsednikov so izločili zaradi podobnih 
povezav. 
Kljub obsodbi The Pirat Bay na streţnikih ni imel nobenih fizičnih datotek za avtorsko 
zaščiteno vsebino. Vseboval je samo iskalnik, ki je uporabnikom pomagal do ţelene vsebine. 
Prišlo je tudi do protestov. Zaradi nasprotovanja obsodbi je nastala švedska stranka 
Piratpartiet (Primer Pirate bay, 2011). 
 SUPRNOVA.ORG 
Suprnova.org je bila slovenska stran, ki je vsebovala torrent datoteke. Stran je ustvaril 
Andrej Preston ali slonček. Delovala je od leta 2002 do leta 2004. Leta 2004 je slovenska 
policija zasegla streţnike in računalnike Suprnovi. Zaradi policijskega zastraševanja je 
umaknil spletno stran. Leta 2005 je drţavni toţilec obvestil osumljenca, da je ustavil kazenski 
pregon (Kovačič, Matej, Kriminaliteta in tehnologija, 2010, str. 80). 
Spletna stran je prenehala delovati, vendar je pozneje nastala spletna stran newnova.org, ki 
je bila novejša različica Suprnove. Spletna stran je prenehala delovati po štirih mesecih 
zaradi groţenj s toţbo. Nastala je še spletna stran Snarf-it.org, ki so jo ustvarili člani foruma 
Suprnove. Leta 2006 je Suprnova ponovno začela delovati, vendar je vsebovala samo novice 
in stran je bila kmalu ukinjena zaradi majhnega zanimanja. Spletna stran Mininova je nastala 
kot alternativa Suprnove (Suprnova.org, Wikipedia, 2011). 
                                                 
8
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5.2 ZAGOVARJANJE PIRATSTVA 
Obstaja več skupin, ki podpirajo piratstvo in se zavzemajo za spremembo na področju 
avtorskih pravic. Skupine ţelijo spremembe na področju avtorskega prava, saj se je treba 
prilagoditi spremembam na področju informacijske tehnologije. Tako je nastalo več skupin, ki 
zagovarjajo odpravo, spremembo ali prilagoditev obstoječe zakonodaje. 
Zavzemajo se predvsem za prosto izmenjavo datotek preko omreţja vsak z vsakim, 
svobodno izmenjavo informacij in za svoboden dostop do digitalnih vsebin (Digital Rights 
Management). V Franciji so na primer predlagali spremembo zakonodaje, ki bi legalizirala 
omreţje vsak z vsakim, vendar predlog ni bil sprejet, saj bi s tem legalizirali piratstvo. 
Predlagane so bile tudi manjše spremembe avtorskega zakona, ki bi omejil zakon tako, da bi 
bile pridrţane samo nekatere pravice ali pa celo vse avtorske pravice (Anti-copyright, 
Wikipedia, 2011). 
 PIRATSKE STRANKE 
Pirate Parties International (PPI) je politična stranka, ki je bila ustanovljena leta 2010 v 
Bruslju. PPI je nastala z namenom, da pomaga, podpira in vzpostavi povezavo s piratskimi 
strankami. Cilj stranke je ozaveščanje, širjenje in poenotenje piratskega gibanja preko 
izboljšanja koordinacije, izmenjave podatkov in pomoči pri ustanovitvi novih strank (Pirate 
Party movement worldwide, Wikipedia, 2011). 
Zavzemajo se za reforme na področju avtorskih pravic, večjo transparentnost drţavne 
administracije in spoštovanje pravice do zasebnosti na internetu in v zasebnem ţivljenju. 
Prva piratska stranka je bila Piratpartiet, ki je bila ustanovljena leta 2006 na Švedskem. 
Pozneje so se oblikovale piratske stranke še v Avstriji, Nemčiji, Irski, na Danskem, Finskem, 
Nizozemski, Poljski in Španiji. Predstavniki teh strank so se leta 2007 zbrali v Avstriji in 
stranke so se zdruţile z namenom, da bi bili izvoljeni v Evropski parlament. Na volitvah jim je 
uspelo dobiti en sedeţ, po ratifikaciji Lizbonske pogodbe pa so pridobili še en sedeţ. 
Piratske stranke obstajajo v več kot 40 drţavah in le-te temeljijo na švedski stranki (Pirate 
Party Sweden, Wikipedia, 2011). 
 PIRATSKA STRANKA SLOVENIJE 
Piratska stranka Slovenije je nastala po zgledu švedske piratske stranke in preostalih 
piratskih strank. 
Stranka deluje na področju zagovarjanja: 
 svobode interneta in omogočanja dostop do informacij, 
Internet mora biti nevtralen, tehnološko neodvisen od platform, na katerih deluje, neodvisen 
glede na vrsto opreme, ki jo je mogoče priključiti nanj, omogočen pa mora biti tudi način 
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komunikacije. Zakon bi moral urejati, da brez sodne odredbe drţava in internetni ponudnik 
ne smeta omejevati objavljenih vsebin. 
 svobode govora, širjenja informacij in spoštovanje pravice do zasebnosti na spletu in 
v vsakdanjem ţivljenju, 
Ukinila naj bi se določba 107. člena Zakona o elektronskih komunikacijah, ki določa, da se 
podatki o elektronskih komunikacijah hranijo dve leti. Komunikacijska zasebnost naj bi 
vključevala vse vrste komuniciranja, neodvisno od tehnologije, in podatke o komunikacijah – 
metapodatki. Zagotovljena bi morala biti tudi informacijska zasebnost in s tem bi morali 
prepovedati zbiranje vseh osebnih podatkov, vključno s podatki, zbranimi s sredstvi za 
nadzor, podatki o lokaciji posameznika in posredovanje osebnih podatkov posameznikov. 
 reforme avtorskih pravic in patentnega sistema, 
Avtorska dela v Sloveniji in svetu bi morala biti javna prej kot v 70 letih po avtorjevi smrti. 
Zakonodaja bi morala omogočiti in spodbujati razvoj alternativnih ureditev avtorskih pravic9. 
Ukinjene bi morale biti takse na prazne podatkovne nosilce, snemalne naprave in 
fotokopiranje. Patentna zakonodaja bi se morala postopno ukiniti. 
 večja transparentnost javne uprave, 
Zavzemajo se za spremembe v javnem sektorju. Informacije o javnem sektorju bi morale biti 
transparentne in javno dostopne tudi preko interneta. Dostop do informacij mora biti čim bolj 
preprost, brez dolgih rokov, v nasprotnem primeru pa naj odgovorne osebe prevzamejo 
odgovornost. Ostali tajni podatki bi morali biti opredeljeni z zakonom. Pri posredovanju 
informacij na internetu se spodbujajo odprtokodne rešitve, ki naj bi bile, če je le moţno, 
brezplačne. Sestanki javnega sektorja naj bodo odprti za javnost. Skrajšala naj bi se tudi 
doba tajnosti dokumentov. Razkritje tajnih podatkov naj se ne kaznuje. 
Treba je tudi nadrediti prehod na digitalno upravo. Vsa interakcija med drţavljani in organi 
javne uprave naj bo elektronska. Uporabljati bi se morale zgolj odprtokodne rešitve in 
standardi. 
 svobodne druţbe nasploh in večje drţavljanske pravice. 
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Internet je povezal uporabnike na globalni ravni. Uporabnikom je omogočen hiter in preprost 
način do piratskih vsebin in to so začeli izkoriščati. Postopoma se je razvilo več načinov, ki 
omogočajo lahko izmenjavo piratskih vsebin. Zaradi preproste uporabe in hitrega prenosa je 
postal zelo priljubljen med uporabniki, kar povzroča probleme na področju avtorskega prava. 
Začetna hipoteza, da na internetu obstajajo zelo priljubljene in preprosto dostopne oblike za 
izmenjavo piratskih vsebin, je v celoti potrjena. Med preučevanjem najpogostejšega načina 
dostopa do piratskih vsebin sem prišla do spoznanja, da je dostop zelo preprost in vedno bolj 
razširjen. Obstaja veliko različnih načinov dostopa do piratskih vsebin, kot so spletni dostop, 
ponudba videovsebin, dostop po principu vsak z vsakim in preko iskalnikov vsebin. Najbolj 
osnovni način dostopanja do piratskih vsebin je preko spletnih iskalnikov, kot je na primer 
Google. V spletne iskalnike moramo samo vnesti ključne besede, kot je na primer download. 
Tako lahko še tako neuki uporabniki z lahkoto pridejo do piratskih vsebin. Z razvojem 
omreţja vsak z vsakim se je število nelegalnih prenosov še povečalo. Število uporabnikov je 
zelo veliko, na primer samo spletna stran The Pirat Bay ima več kot 5 milijonov registriranih 
uporabnikov. Preko omreţja eD2K si je od 500 milijonov do 2 milijardi datotek izmenjavalo 
preko 3 milijone uporabnikov. Tudi socialna omreţja, kot je na primer Twitter, omogočajo 
celo obveščanje uporabnikov o novi torrent datoteki na njihovi strani. Celo Facebook je nekaj 
časa ponujal torrent datoteke. 
V drugi hipotezi, da sodni pregon ne vpliva na zmanjšanje piratstva, sem ugotovila, da je 
hipoteza potrjena, saj sodni pregon na dolgi rok ne vpliva na piratstvo. Sodni pregoni se 
večinoma začnejo na pobudo organizacij za zaščito avtorskih pravic, ki toţijo pirate. Toţijo jih 
predvsem zaradi kršenja avtorskih pravic in večinoma zahtevajo odškodnino in prekinitev 
delovanja. Začetne sodbe so uspešno ustavile delovanje piratskih strani. Pirati so se začeli 
izogibati sodnemu pregonu tako, da preselijo streţnike v drţave, ki imajo milejše zakone in 
ne preganjajo piratstva. Spletne strani so, kljub dokazani krivdi, še vedno dostopne. 
Pojavljajo se tudi zahteve po cenzuri in odstranitvi piratiziranih datotek s strani organizacij za 
zaščito avtorskih pravic. Google je ţe začel z omejevanjem dostopa do nekaterih strani, 
vendar je veliko piratskih strani še vedno dostopnih. Tudi ponudnik videovsebin YouTube je 
moral začeti s pregledom naloţene vsebine in preprečiti nalaganje avtorsko zaščitenih vsebin. 
Narejena je bila tudi študija o piratstvu v drţavah v razvoju in ukrepih za brzdanje piratstva. 
Prišli so do ugotovitve, da stroţje kazni in preganjanje ne vplivajo na zmanjšanje piratstva. 
Največji razlog za piratstvo je ekonomski, saj je razmerje med ceno in avtorskimi deli glede 
na prihodke prebivalstva tudi do 10-krat višje, če primerjamo razvijajoča se gospodarstva z 
razvitimi. 
V tretji, zadnji hipotezi, da so zakoni na področju piratstva zastareli, sem ugotovila, da so na 
nekaterih področjih res zastareli. Hipoteza je tako delno potrjena. Zakoni hitro zastarajo 
zaradi hitrih sprememb na področju tehnologije. Zakonodajalci tako ne morejo ustrezno 
ščititi avtorskih pravic. 
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Iz kazenskega zakonika je na primeru 148. člena razvidno, da je zastarel. Kazenski zakonik 
določa, da kršitev materialnih pravic obsega vse, ki z namenom prodaje neupravičeno 
uporabijo eno ali več avtorskih del. Zaradi tega, ker trenutni zakon kaznuje samo osebe, ki 
nameravajo piratizirane vsebine prodati, bo prišlo do spremembe zakona. Tako nameravajo 
črtati besedno zvezo z namenom uporabe. Zakon bo tako preganjal vse, ki uporabljajo 
piratizirano vsebino. Nameravajo pa hkrati povišati tudi denarne in zaporne kazni. 
Problem predstavljajo strani, ki posredujejo videovsebino. Zakon določa, kdor s svojim 
imenom ali imenom koga drugega objavi, prikaţe, izvede ali prenese tuje avtorsko delo ali 
njegov del ali dovoli to storiti, se kaznuje z denarno kaznijo ali zaporom do enega leta. Pri 
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