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сти прогноза временного ряда, автоматизации выбора собственных троек, 
поддержки дополнительных модулей для информационно-аналитических 
систем.
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Неотъемлемой частью современной медицины являются медицинские ин-
формационные системы (МИС). На сегодняшний день они используются для 
обработки данных пациентов, получения статистики, быстрого взаимодейст-
вия между сотрудниками медучреждений. Частью МИС являются телемеди-
цинские системы.
Телемедицина — прикладное направление медицинской науки, связанное 
с разработкой и применением на практике методов дистанционного оказания 
медицинской помощи и обмена специализированной информацией на базе 
использования современных телекоммуникационных технологий [1].
Сведения о состоянии здоровья являются конфиденциальной информаци-
ей, и их разглашение приведет к последствиям. Как правило, МИС, использу-
емые в лечебных учреждениях, локальны, доступ к ним имеют исключительно 
медицинские сотрудники. Того же о телемедицинской системе сказать нельзя: 
потоки информации пользователей, взаимодействующих через потенциально 
опасную сеть Интернет, делают ее еще более чувствительной к наличию раз-
личного рода уязвимостей. Злоумышленники будут преследовать цель полу-
чить данные о здоровье пациентов, например с целью шантажа. Таким образом, 
безопасность подобной системы является первостепенной задачей.
Телемедицина имеет ряд недостатков в связи с тем, что вопросы, связан-
ные с этим направлением в России, стали активно обсуждаться относительно 
недавно. Существующие нормативно-правовые документы не являются ис-
черпывающими, таким образом, понятно, что принятая на сегодняшний день 
нормативно-правовая база недоработана и не регулирует множество важных 
вопросов. Радует то, что законодательная база находится в разработке. В 2017-м 
появился закон о телемедицине. Он дает понять, что телемедицине дан зеле-
ный свет, но мало конкретики. Изменения, которые появятся в январе 2018-го, 
внесут больше ясности.
Таким образом, стоит задача создания защищенного веб-приложения, ко-
торое позволит пациентам, используя глобальную сеть Интернет, обратиться 
к врачу за консультацией. Его основным функционалом будет являться аудио-, 
видеосвязь, обмен текстовыми сообщениями, карта пациента.
Видеосвязь возможно реализовать с помощью медиасервера Kurento и бра-
узеров пациентов, врачей. Такой медиасервер необходим для записи медиапо-
токов, что является немаловажной особенностью [2]. В основе данного взаи-
модействия лежит технология webRTC, которая поддерживает шифрование 
потоков информации [3].
В последнее время набирает популярность и активно разрабатывается 
кросс-платформенный фреймворк ASP.NET Core, основными преимуществами 
которого являются высокая скорость ответа на запросы и поддержка большого 
количества клиентов. На сегодняшний день не рекомендуется использовать 
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сервер Kestrel, который используется в веб-приложениях, созданных с помо-
щью ASP.NET Core, без использования обратного прокси-сервера, в качестве 
которого могут выступать IIS, nginx или apache [4]. В качестве СУБД возможно 
использовать продукты компаний Microsoft или Oracle как наиболее популяр-
ные и хорошо зарекомендовавшие себя в МИС [5]. В разрабатываемой системе 
одним из вариантов модели доступа может выступать предложенная авторами 
статьи «Разработка модели управления доступом для типовой медицинской 
информационной системы» модель или связка ролевой и атрибутной моделей 
[6]. В телемедицинских системах будет использоваться аутентификация паци-
ентов через единую систему идентификации и аутентификации (ЕСИА) [7]. 
В ней используется OAuth 2.0 OpenID Connect [8]. Поэтому необходимо в при-
ложении реализовать поддержку такой аутентификации.
В связи со всем вышесказанным разработка подобной системы является 
актуальной и крайне важной задачей на сегодняшний день.
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Разработка и развитие новых методов анализа и обработки информации ведет 
к расширению области их применения на практике, в том числе и в информаци-
онных системах безопасности. К таким новым методам относится EMD и CЕЕМD, 
которые применяются для обработки, декомпозиции и анализа временных рядов.
Универсальность этого метода позволяет применять его и в области шиф-
рования/дешифрования, передачи и распознавания речевых сообщений. 
Исследования в данном направлении уже ведутся за рубежом, например в ра-
боте Н. Хуанга и Ж. Ву [1].
Согласно [1, 2], авторы использовали разные алгоритмы эмпирической де-
композиции, включая EMD и CEEMD. Для теста распознавания использова-
лось сообщение «Hello», цифровой вид которого представлен на рис. 1. Этот 
временной ряд затем декомпозируется с помощью CEEMD на эмпирические 
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