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 1 
Summary 
The surveillance in our society is growing faster and faster and it can do so 
because of the threat from terrorism. States want to face this threat with 
actions that violate human rights, organizations want to protect the human 
rights and the civilians want both to be protected and their rights to be 
respected. 
 
When Sweden’s rules about the obligation to retain data for service 
providers was rejected by the ECJ an investigation was run which suggested 
a reformed ruleset supposed to be both compatible with EU law and to meet 
the needs of the law enforcement. 
 
This paper discuss the sensitive and controversial question about how much 
surveillance of its civilians a state may conduct with the purpose to protect 
them. It discusses the involved interests and answers the question from a 
Rule of Law perspective. As a state under the Rule of Law Sweden has some 
obligations, both when it comes to the substantive part of the law and the 
formal. With the ECJ:s ruling as a foundation the proposed actions for 
Sweden have been analyzed from a Rule of Law perspective. 
 
The analysis in this paper concludes that the proposed action for Sweden 
cannot be considered compatible with the obligations Sweden has. The 
proposition may be criticized from multiple different aspects, partly its 
incompatibility with EU law and hence its violation of not passing regulations 
in violation with EU law, partly how it fails to respect personal integrity and 
thereby violates basic human rights without a legal right to do so. It’s also 
pointed out that because of Sweden’s membership in the EU, Sweden has 
an obligation to follow the decision from the ECJ. If Sweden wish to deviate 
from the decision it has to come from a political decision, not by a refusal to 
comply with EU law. 
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Sammanfattning 
Övervakningen i vårt samhälle ökar allt mer och att så kan ske beror på hotet 
från terrorism. Stater vill genomföra åtgärder i konflikt med mänskliga 
rättigheter för att bekämpa hotet, organisationer vill skydda de mänskliga 
rättigheterna och människan vill både vara skyddad från terrorn och att sina 
rättigheter ska respekteras. 
 
Efter att Sveriges regelverk om lagringsskyldighet för tjänsteleverantörer 
blev underkänt i EU-domstolen så har en utredning tagit fram ett förslag på 
hur regelverket bör reformeras för att både vara förenligt med EU-rätten och 
ge den brottsbekämpande verksamheten tillräckliga verktyg för att bekämpa 
grov brottslighet. 
 
Denna uppsats behandlar den känsliga och kontroversiella frågan om hur 
mycket övervakning av sina medborgare en stat får bedriva utifrån syftet att 
skydda dem. Den utgår ifrån ett rättsstatsperspektiv och behandlar de olika 
intressena som är inblandade. Som rättsstat föreligger det en del 
skyldigheter för Sverige som måste beaktas, både vad det materiella 
innehållet i lagen får utgöra och hur stiftandet av lagar får gå till. Med EU-
domstolens ställningstagande som grund analyseras därefter de åtgärder 
som Sverige föreslås genomföra för att reformera sitt regelverk utifrån ett 
rättsstatsperspektiv. 
 
Analysen i denna uppsats kommer fram till att Sveriges förslag inte kan anses 
uppfylla de skyldigheter som Sverige har åtagit sig. Förslaget kan kritiseras 
utifrån flera olika aspekter, dels att det inte är förenligt med EU-rätten och 
därmed strider mot att regler inte får utfärdas i strid med unionsrätten, dels 
att det inte respekterar den personliga integriteten och därmed inskränker 
grundläggande fri- och rättigheter utan giltig grund. Det poängteras även att 
på grund av sitt medlemskap i EU så har Sverige en skyldighet att följa EU-
domstolens avvägning och om man vill avvika från denna så ska det först och 
främst ske genom politiskt agerande, inte genom vägran att rätta sig efter 
unionsrätten. 
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Detta examensarbete har skrivits vid Lunds Universitet och markerar slutet 
för min studietid. Den markerar dock inte slutet för min tid att lära även om 
det inte längre kommer att ske från skolbänken. Jag ser dock inte detta som 
slutet på något, utan snarare en början på den tid då jag får utnyttja allt jag 
lärt mig under dessa år. 
 
Jag vill rikta ett stort tack till min handledare Ellika Sevelin som hjälpt mig 
med denna uppsats och guidat mig genom labyrinten som jag numera lärt 
känna under namnet rättsstatsprincipen. 
 
Jag vill också passa på att tacka min familj och vänner för stödet under hela 
min studietid. Tack så hemskt mycket! 
 4 
Förkortningar och definitioner 
Inhämtningslagen  Lag (2012:238) om inhämtning av 
uppgifter om elektronisk 
kommunikation i de 
brottsbekämpande 
myndigheternas 
underrättelseverksamhet 
 
LEK Lag (2003:389) om elektronisk 
kommunikation 
 
EKMR  Europeiska konventionen om skydd 
för de mänskliga rättigheterna och 
de grundläggande friheterna 
 
Stadgan Europeiska unionens stadga om de 
grundläggande rättigheterna 
 
RF   Regeringsformen 
 
FEU   Fördrag om Europeiska unionen 
 
FEUF  Fördrag om Europeiska unionens 
funktionssätt 
 
Integritetsdirektivet  2002/58/EG 
 
Datalagringsdirektivet  2006/24/EG 
 
PTS   Post- och telestyrelsen 
 
Brå   Brottsförebyggande rådet 
 
Trafikuppgifter Alla uppgifter som behandlas i 
syfte att överföra en 
kommunikation via ett elektroniskt 
kommunikationsnät eller för att 
fakturera den 
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Lokaliseringsuppgifter Alla uppgifter som behandlas i 
syfte att överföra en 
kommunikation via ett elektroniskt 
kommunikationsnät eller för att 
fakturera den 
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1 Inledning 
1.1 Bakgrund 
Samhället vi lever i utvecklas ständigt och mängden data i vårt samhälle ökar 
exponentiellt i en takt där mängden fördubblas varje år.1 De senaste åren 
har det skett en hel del skandaler rörande datainsamling och hanterande. 
Edward Snowdens visselblåsande om USA:s övervakningssamhälle,2 
Skånepolisens registrering av romer,3 Transportstyrelsens outsourcing av IT-
driften4 och nu allra senast Facebooks läckage av användarnas data till 
Cambridge Analytica5 hör till de mest omtalade i Sverige. 
 
På internet sker en hel del brott som är svårutredda. Under 2015 publicerade 
Brottsförebyggande rådet, nedan kallad Brå, en rapport om polisanmälda 
hot och kränkningar mot enskilda på internet som visar att endast 4 % ledde 
till åtal, resten lades ner.6 Av alla fall som Brå följde (713 st.) så lades 44 % 
ner till följd av utrednings- eller bevissvårigheter.7 Poliser som Brå 
intervjuade angav att det var svårt att få tillgång till den data de behövde för 
att kunna reda ut brotten.8 Att tjänsteleverantörerna var tvungna att lagra 
sina uppgifter ansågs av poliserna vara en förutsättning för att kunna utreda 
brotten.9 
 
Efter att Brås undersökning genomfördes, men innan den publicerades, blev 
den svenska lagringsskyldigheten för tjänsteleverantörer underkänd i EU-
domstolen för att det ansågs oproportionerligt.10 Avgörandet innebär att 
tjänsteleverantörerna inte längre behöver lagra de uppgifter som polisen 
                                                     
1 Se Alexandra Holm, ”Fem metatrender som driver digitaliseringen”, Dataföreningen, 2016.  
2 Se “Edward Snowden: Leaks that exposed US Spy programme”, BBC News, 2014.  
3 Se JO, ”Allvarlig kritik mot dåvarande Polismyndigheten i Skåne för bristerna vid 
behandlingen av personuppgifter inom myndighetens kriminalunderrättelseverksamhet”, 
dnr 5205-2013, beslut 2015-03-17. 
4 Se Enes Mehmedagic, ”IT-skandalen på transportstyrelsen: Detta har hänt”, Sydsvenskan, 
2017. 
5 Se TT, ”Facebook: 55 000 svenska användare drabbade”, SvD Näringsliv, 2018. 
6 Se Brå rapport 2015:6. 
7 Se Brå rapport 2015:6 s. 85. 
8 Se Brå rapport 2015:6 s. 91. 
9 Se Brå rapport 2015:6 s. 92. 
10 Se C-203/15 Tele2 Sverige AB mot Post- och telestyrelsen, EU:C:2016:970, nedan kallad 
Tele2-fallet. 
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kan ha behov av.11 För att polisen ska kunna utreda brott på internet 
behöver därför riksdagen stifta nya regler för vilka uppgifter som ska lagras 
och hur detta ska gå till eftersom polisen har en begränsad möjlighet att 
utreda brott på internet utan detta verktyg och detta gäller såväl lindriga 
som grova brott. Samtidigt så måste det nya regelverket vara mer 
proportionerligt än det tidigare för att inte riskera att underkännas och 
därmed fortsatt lämna polisen utan verktyg. 
1.2 Syfte och problemställning 
Syftet med denna undersökning är att ta reda på om de förslag som läggs 
fram i SOU 2017:75 är förenliga med unionsrätten så Sverige kan få hållbara 
regler på plats för datalagring samtidigt som vi uppfyller de skyldigheter som 
åligger en rättsstat. Denna undersökning kommer därför att utgå ifrån 
följande problemställningar: 
● Riskerar Sverige att bryta mot kriteriet för en rättsstat om att den 
inte får misslyckas med att utfärda regler om de föreslagna 
ändringarna i SOU 2017:75 genomförs? 
● Har EU-domstolen gjort en felaktig intresseavvägning i Tele2-fallet? 
● Är de föreslagna ändringarna i SOU 2017:75 förenliga med 
regeringens definition av en rättsstat samt Venedigkommissionens 
Rule of Law checklista? 
 
Den första frågeställningen utgår ifrån det specifika kravet i flera 
rättsfilosofers definition på en rättsstat, att den inte får lov att misslyckas 
med att utfärda regler. 
 
Den andra frågeställningen utreder ifall den avvägning som gjorts i Tele2-
fallet mellan samhällets intresse av att förebygga och utreda brott och de 
individuella rättigheterna rätt till privatliv och yttrandefrihet bör kritiseras. 
 
Den tredje och sista frågeställningen utgår ifrån två punkter, dels vad 
Sveriges regering har uttalat om rättsstatsprincipen, dels vad det enligt 
Venedigkommissionen kan ställas för krav på en rättsstat angående 
datahantering. 
1.3 Metod och material 
Uppsatsen har genomförts genom att först och främst gå igenom SOU 
2017:75. Därefter samlades det in information om de områden som ansågs 
                                                     
11 Se avsnitt 5 Tele2-fallet. 
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falla inom denna uppsats syfte och sedan analyserades de 
problemställningar som är uppställda i tidigare avsnitt.12 Urvalet av vilka 
områden som ansågs falla inom uppsatsens syfte har utgått ifrån Tele2-fallet 
samt SOU 2017:75. 
 
Metoden för att samla in den information som utgör basen i denna uppsats 
har bestått av att söka i de databaser som tillhandahålls i kursbiblioteket13 
samt genom att fysiskt söka i Juridicums bibliotek. De databaser som valts ut 
i kursbiblioteket är Infotorg Juridik, Karnov, Zeteo, Artikelsök, LOVISA, 
Europarättslig tidskrift, förvaltningsrättslig tidskrift samt JT. Databaserna 
valdes för att de ansågs vara relevanta för uppsatsens syfte. Vid 
databassökningarna har följande nyckelord använts i varierande 
konstellationer: Personlig integritet, Yttrandefrihet, Personuppgifter, 
Privatliv, SOU 2017:75, Tele2-fallet, C-203/15, Digital rights-domen, direktiv 
2002/58/EG, integritetsdirektiv, direktiv 2006/24/EG, datalagringsdirektiv, 
C-293/12, C-594/12, Brottsbekämpning, Att förebygga och utreda brott, 
Rättsstatsprincipen, Lon Fuller, Åke Frändberg, Ronald Dworkin, Brian 
Tamanaha, Venedigkommissionen checklista, CDL-AD(2016)007, Rule of 
Law, regeringen, Europeiska konventionen om skydd för de mänskliga 
rättigheterna och de grundläggande friheterna, EKMR, Artikel 7, 8, 11, 
Europeiska unionens stadga om de grundläggande rättigheterna, 
Normkonflikt, Regeringsformen, EU:s fria marknad, 2 kap. samt Fördrag om 
Europeiska unionens funktionssätt.  
 
För att ge läsaren en bild av svårigheterna med att definiera 
rättsstatsprincipen och för att bygga en bra grund för den analys som 
bedrivits i uppsatsen så har doktrin om rättsstatsprincipen samt officiella 
dokument från både Venedigkommissionen och regeringen använts för att 
ge exempel på hur en rättsstat kan definieras. Analysen har därefter utgått 
ifrån samtliga dessa tre källor och angripit problemet utifrån de tre olika 
definitionerna. 
 
Rättspraxis från EU och doktrin om mänskliga rättigheter har använts för att 
visa vad de lagstadgade rättigheterna innebär och hur de tidigare har 
bedömts gentemot både varandra och andra legitima intressen. Med denna 
bakgrundskunskap till den intresseavvägning som gjordes i Tele2-fallet har 
                                                     
12 Se avsnitt 1.2 Syfte och problemställning. 
13 Se ”T9 (T6) – Juristprogrammet: Examensarbete: Home”, 
<http://libguides.lub.lu.se/c.php?g=297989>, besökt 2018-04-23. 
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analysen kunnat beröra huruvida EU-domstolen gjorde rätt avvägning eller 
om de värderade intressena fel. Doktrinen har i detta fall agerat som ett 
supplement till rättspraxisen och använts för att på ett tydligt sätt 
åskådliggöra vad den omfattande praxisen innebär. Urvalet av vilka 
intressen som ansetts falla inom denna uppsats ramar har som redan 
nämnts utgått ifrån de intressen som berördes av EU-domstolen i Tele2-
fallet. Eftersom denna uppsats till stor del utgått ifrån Tele2-fallet så ansågs 
detta urval vara rimligt av sin natur. 
 
För att fastställa hur Sverige behöver förhålla sig till EU-rätten så har det 
genomförts en rättsutredning som främst utgått ifrån Regeringsformen, 
rättspraxis från EU samt doktrin. Även uttalanden från 
konstitutionsutskottet har berörts i doktrinen och därmed ingått i 
rättsutredningen. 
 
SOU 2017:75 har tagit stort utrymme i denna uppsats av naturliga skäl då 
det är resultaten i den som ska granskas. Även andra SOU:er har använts i 
uppsatsen, främst för att åskådliggöra hur Sverige har förhållit sig till 
begreppet personlig integritet genom åren. 
 
SOU 2017:75 har varit ute på remiss och remissvaren skulle vara tillhanda 
Justitiedepartementet senast den 30 januari 2018. Totalt har 74 instanser 
inkommit med remissvar vars opinion skiljer sig åt och det är nu upp till 
Justitiedepartementet ifall de ska författa en proposition.14 Enligt ett 
uttalande i oktober 2017 hoppades justitieministern att kunna lägga fram en 
proposition under våren 2018 men en sådan har ännu inte lagts fram och 
efter mailkorrespondens15 med Regeringskansliet så framkom det att 
utredningens förslag och remissinstansernas synpunkter bereds inom 
Regeringskansliet.16 Abonnemangsuppgifter som av utredningen inte ansågs 
omfattas av Tele2-fallet har det däremot fortsatt att föreskrivas en 
omfattande lagringsskyldighet för i enlighet med gamla regelverket. Detta 
har en del tjänsteleverantörer motsatt sig och överklagat frågan som nu ska 
avgöras i kammarrätten då de har gett prövningstillstånd för fallet.17 
                                                     
14 Se Regeringskansliet, ”Remiss SOU 2017:75: Datalagring – brottsbekämpning och 
integritet”, <https://www.regeringen.se/remisser/2017/10/remiss-sou-201775-
datalagring--brottsbekampning-och-integritet/>, besökt 2018-04-23. 
15 Privat mailkorrespondens med Regeringskansliet 2018-04-03. 
16 Se TT, ”Svårt få ut trafikuppgifter från Tele2 och Bahnhof”, SvD, 2017.  
17 Se ””IP-nummer inga triviala kunduppgifter” – operatör vill stoppa polisens rätt att få ut 
information”, Dagens Juridik, 2018. 
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Även tidningsartiklar har använts för att ge läsaren en bild av hur 
uppmärksammat ämnet varit den senaste tiden i media och belyst att det är 
ett kontroversiellt ämne. Detta material har dock enbart använts för att 
belysa uppmärksamheten ämnet fått de senaste åren och inte legat som 
grund för någon analys. 
 
Förekommande statistik i uppsatsen har hämtats från Brå och 
Venedigkommissionen. Att det inte har använts statistik från fler källor kan 
tyckas vara problematiskt men eftersom källorna bedöms vara pålitliga och 
inte nämnvärt påverkar analysen har inte detta bedömts vara ett problem i 
uppsatsen. 
1.4 Avgränsning 
Den här uppsatsen syftar inte till att ta fram ett alternativt förslag till de 
föreslagna förändringarna i SOU 2017:75, enbart att utreda dess förenlighet 
med EU-rätten och diskutera hur Sverige bör agera utifrån ett 
rättsstatsperspektiv. 
 
Lon Fuller har identifierat åtta kriterier som kännetecknar en rättsstat. Det 
är enbart ett utav dessa som kommer att ligga till grund för denna uppsats 
analys eftersom de andra inte ansågs vara tillämpliga i detta fall. Denna 
slutsatsen kunde dras då de flesta andra kriterierna uppenbart inte var 
tillämpliga. Den som vid en första anblick kunde vara tillämplig i detta fall var 
det femte kriteriet, att regler inte får lov att vara motstridiga, men det stod 
ganska snart klart att så inte var fallet eftersom det rör sig om regler 
utfärdade i strid med högre befattning, inte regler som går emot varandra. 
De övriga kriterierna kommer kort att belysas i avsnitt 2.3 Kriterier för en 
rättsstat. 
 
I ett försök att uppnå en standard på området har Europarådets 
Venedigkommission presenterat en checklista för rättsstater.18 Denna lista 
är väldigt omfattande och tar sikte på hela statens rättssystem och av denna 
anledning kommer den i denna uppsats enbart att beaktas i den mån den 
anses tillämplig. Avsnittet i checklistan för datainhämtning och hanterande 
riktas främst mot privata aktörer som lagrar uppgifter av fri vilja, det vill säga 
den situationen som från och med 2018-05-25 kommer att täckas av 
förordning 2016/679, GDPR, och inte direktiv 2002/58/EG, nedan kallad 
                                                     
18 Se Johan Hirschfeldt, ”Krisen för den demokratiska rättsstaten”, SvJT, 2018, s. 81. 
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integritetsdirektivet, och inte som tvingas till det av staten och därför anses 
det i stor mån falla utom denna uppsats ramar. Den kommer dock att 
beaktas och användas som ett verktyg i analysen i den mån den kan 
användas mutandis mutandis (med vederbörliga ändringar) på den aktuella 
situationen. 
 
De intressen som berörs i denna uppsats, rätt till privatliv och skydd av 
privatuppgifter samt yttrandefrihet, tolkas väldigt brett och kommer endast 
att redogöras för i den mån som de är tillämpliga i Tele2-fallet och SOU 
2017:75. Även EU:s inre marknad är ett väldigt brett begrepp och kommer 
enbart att redogöras för i den mån det kan ha betydelse för var uppgifterna 
får lagras. 
1.5 Forskningsläge 
I svensk rätt är det inte definierat vad personlig integritet innebär.19 Termen 
omfattar istället flera olika begrepp och en modell som brukar användas för 
att definiera vad som utgör ens personliga integritet är Stig Strömholms 
modell som utgår ifrån de handlingar som kan anses kränka integriteten. 
Dessa handlingar kan delas in i tre kategorier, intrång i en persons privata 
sfär i fysisk eller annan mening, insamlande av uppgifter om en persons 
privata förhållanden samt offentliggörande eller annan användning av 
uppgifter om en persons privata förhållanden.20 En annan modell som 
använts främst i samband med lagstiftning är att utgå ifrån de 
grundläggande fri- och rättigheter som finns i RF 2 kap., främst den rumsliga 
integriteten (hemfriden), den materiella integriteten (skydd för liv och hälsa 
samt mot ingrepp i eller mot kroppen), den personliga integriteten i fysisk 
mening (skyddet för den personliga friheten samt rörelsefriheten) samt den 
personliga integriteten i ideell mening (skyddet för personligheten och för 
privatlivet).21 
 
För att det ska kunna talas om en rättsstat så har Lon Fuller använt sig av 
åtta kriterier som behöver uppfyllas för att inte misslyckas med att etablera 
en rättsstat och dessa är också allmänt accepterade.22 Denna modell har 
senare blivit väl diskuterad, bland annat har Joseph Raz presenterat en egen 
modell och adderat ett par materiella kriterier. Fullers kriterier tycks även ha 
                                                     
19 Se SOU 2015:31 s. 51. 
20 Se Stig Strömholm, ”Integritetsskyddet”, SvJT, 1971, s. 698 f. 
21 Se SOU 1984:54 s. 42. 
22 Se Erik Wennerström, ”Fuller, Rättsstaten och Brå”, Advokaten, 2012. 
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använts som utgångspunkt i Europarådets Venedigkommissionens 
checklista för rättsstater 2 kap. B vilket visar att de fortfarande är aktuella 
trots att de är över 50 år gamla.  
 
Brian Tamanaha har valt att dela in de olika definitionerna för en rättsstat i 
två olika kategorier - formella och materiella - vars modell kommer att 
tillämpas i denna utredning för att bedöma hur väl de olika kriterierna för de 
olika kategorierna uppfylls av Sverige. Även Åke Frändbergs modell för 
rättssäkerhet kommer att användas i denna uppsats för att analysera hur 
Sverige bör förhålla sig till den framtagna utredningen.  
 
Förhoppningsvis kan analysen i denna uppsats öka förståelsen för vilka 
konsekvenser det kan få för Sverige om de föreslagna ändringarna 
genomförs och vad det kan betyda för Sveriges status som rättsstat. Den 
granskar även det framtagna förslagets förenlighet med EU-rätten och 
fastslår hur Sverige bör förhålla sig till det utifrån dess skyldigheter som 
rättsstat. 
1.6 Disposition 
I avsnitt 2 redogörs det för vad rättsstatsprincipen omfattar och vad den 
innebär för Sveriges del. I avsnitt 3 presenteras det vad som måste beaktas 
när svensk rätt stiftas och hur Sverige måste förhålla sig till vad EU 
bestämmer. I avsnitt 4 redogörs det för vilka intressen det är som ställs mot 
varandra i denna uppsats och vad som krävs för att inskränka dem. I avsnitt 
5 redogörs och analyseras Tele2-fallet och de slutsatser som kan dras av EU-
domstolens avgörande presenteras i slutet av avsnittet. I avsnitt 6 
presenteras de slutsatser som SOU 2017:75 har presenterat och vad som 
föranlett dem. Även vad som framkommit från remissinstanserna 
presenteras i detta avsnitt. Slutligen i avsnitt 7 förs det en diskussion utifrån 
de problemställningar som är presenterade i det första avsnittet vars syfte 
är att med hjälp av vad som redogjorts i övriga avsnitt och de slutsatser som 
tidigare dragits i uppsatsen besvara problemställningarna. 
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2 Rättsstatsprincipen 
Det finns många olika definitioner av vad som utgör en rättsstat. Brian 
Tamanaha har i ett försök att åskådliggöra vad dessa olika definitioner 
omfattar delat upp dem i antingen formella eller materiella kategorier. Både 
de formella och materiella kategorierna kan därefter delas upp i ytterligare 
tre versioner där varje version blir en utökning av den tidigare.23  
 
Vad som omfattas av rättsstatsbegreppet har diskuterats under väldigt lång 
tid. Redan i det antika Grekland diskuterades det vilket regeringsskick som 
var mest lämpligt och detta fortsatte i romarriket med olika försök att 
kodifiera regelverket.24 Senare i historien är det speciellt värt att nämna 
både den germanska rätten som utgick ifrån att om kungarna bröt mot 
rätten så kunde de avsättas och Magna Carta som var ett försök att med 
hjälp av lagen begränsa kungarnas inflytande.25 Men begreppet rättsstat har 
tidigare inte förekommit och uppkom under 1800-talet som en motpol till 
begreppet polisstat.26  
2.1 Formella versioner av en rättsstat 
De tre formella versionerna av en rättsstat är Rule by law, Formell legalitet 
samt Demokrati och Formell legalitet. Dessa versioner anses omfatta de 
rättsstatsdefinitioner som utgår ifrån den formella aspekten. De tar alltså 
inte sikte på vad en lag innebär utan främst om tillkomsten skett genom en 
legitim process.27 
2.1.1 Rule by law 
Rule by law är den minst omfattande versionen av en rättsstat och innebär 
enbart att statens agerande sker genom lag. För att denna version ska 
fungera så krävs det att när staten agerar så måste den göra så på ett 
lagenligt sätt. En extrem version av Rule by law är att alla handlingar från 
staten utgör lag eftersom de de facto utgör en handling av staten. Detta är 
                                                     
23 Se Brian Tamanaha, “On the rule of law – History, Politics, Theory”, Cambridge University 
Press, 2004, s. 91. 
24 Se Tamanaha s. 7 ff. 
25 Se Tamanaha s. 24 f. 
26 Se Kaarlo Touri, ”Har förvaltningsrätten en framtid?”, Förvaltningsrättslig tidskrift, 2003, 
s.556. 
27 Se Tamanaha s. 91. 
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dock inte en hållbar situation eftersom då är det inte längre lagen som styr 
utan staten. Därför är det viktigt att alla handlingar sker på ett lagenligt sätt. 
Ett annat sätt att benämna det är att staten måste agera efter de 
begränsningar som sätts på den av lagen.28 
2.1.2 Formell legalitet 
Precis som Rule by law omfattar Formell legalitet ingen värdering i vad 
lagarna faktiskt utgör. När slavar var lagliga i USA och medborgarnas 
rättigheter var olika baserade på deras hudfärg så uppfyllde USA alltså ändå 
denna definition av en rättsstat eftersom segregationen var baserad på lagar 
som tillkommit på lagenligt vis. Det som skiljer Formell legalitet från Rule by 
law är att lagen måste kunna ge vägledning åt medborgarna, att lagen måste 
vara icke retroaktiv, generell, tydlig, offentlig och stabil över tid.29  För att 
lagen ska kunna ge vägledning åt medborgarna bör det enligt Joseph Raz 
även omfatta att den dömande makten är självständig, att varje medborgare 
har en rätt att få sin sak offentligt prövad av en opartisk part samt att 
medborgarna har en möjlighet att granska så den lagstiftande och 
verkställande maktens aktioner är lagenliga.30  
 
Det är därför möjligt att en diktatur som systematiskt kränker mänskliga 
rättigheter bättre uppfyller definitionen på en rättsstat än ett demokratiskt 
samhälle om det är denna version man anser utgöra en rättsstat.31  
 
Förespråkarna av Formell legalitet är överens om att huvudsaken är att 
medborgarna ska ha en möjlighet att ta egna beslut och kunna veta vad 
konsekvensen av sina handlingar är genom att på förhand veta vad 
regelverket säger.32 
2.1.3 Demokrati och Formell legalitet 
Demokrati och Formell legalitet är den tredje och sista och därmed mest 
omfattande versionen av de formella kategorierna. Versionen utgörs av 
samma värden som finns i tidigare versioner men ställer som krav att det ska 
                                                     
28 Se Tamanaha s. 92. 
29 Se Tamanaha s. 93. 
30 Se Joseph Raz, “The Authority of law: Essays on law and morality”, Oxford University 
Press, 1979, s. 214-218.  
31 Se Tamanaha s. 93. 
32 Se Tamanaha s. 94. 
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vara en demokrati. Precis som i Formell Legalitet ställs det dock inte krav på 
vilket innehåll lagarna ska innehålla utan det adderar enbart en 
bestämmelse om vilken process vilket innehållet i lagarna ska tillkomma 
genom.33 
 
Att demokrati ska vara ett krav för en rättsstat motiveras genom att 
medborgarna bör anses ha en rättighet att vara med och bestämma om de 
regler som de själva måste följa, att reglernas legitimitet följer av samtycket 
av medborgarna. På så vis måste alla, både företrädare för staten och 
medborgarna, följa de regler som ställs upp av medborgarna. Därför blir 
Formell legalitet både automatiskt implementerat i en demokrati eftersom 
staten måste följa de uppsatta reglerna men det fungerar även som ett 
skydd för demokratin eftersom annars hade statens representanter kunnat 
åsidosätta den och skapa nya regler som inte tillkommit på ett lagenligt vis.34 
2.2 Materiella versioner av en rättsstat 
De tre materiella versionerna av en rättsstat benämns av Tamanaha som 
Individuella rättigheter, Rätt till värdighet och rättvisa samt Social välfärd.35 
Dessa versioner omfattar samma kriterium som de formella versionerna fast 
de ställer även krav på vad lagens innehåll innebär för medborgarna.36  
2.2.1 Individuella rättigheter 
Versionen Individuella rättigheter innebär att medborgarna har både 
rättigheter och skyldigheter gentemot varandra men även rättigheter 
gentemot staten. Även om rättigheterna finns kodifierade i lagtext så menar 
Ronald Dworkin, en amerikansk rättsfilosof, enligt Tamanaha att dessa 
rättigheter inte enbart ska återfinnas i lagtexten utan även att den dömande 
makten ska kunna ta hänsyn till dessa när denne tolkar rätten.37 Han 
erkänner dock problemen som återkommer med detta tillvägagångssätt, 
nämligen att om det är svårt för samhället att komma överens om dessa 
rättigheter och om då inte ens samhället klarar av det - hur ska den dömande 
makten kunna hantera det?38  
                                                     
33 Se Tamanaha s. 99. 
34 Se Tamanaha s. 99. 
35 Se Tamanaha s. 91. 
36 Se Tamanaha s. 102. 
37 Se Tamanaha s. 102. 
38 Se Tamanaha s. 103. 
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Tamanaha belyser också att om den dömande makten ska beakta 
okodifierade aspekter så innebär detta att en del av lagstiftarens befogenhet 
övertas av den dömande makten. Detta kan ses som odemokratiskt i sig, 
men samtidigt kan det vara nödvändigt för att skydda demokratin. Det är 
dock direkt nödvändigt att domarna fortfarande förhåller sig till vad lagen 
säger och inte utgår ifrån vad de själva tycker eftersom i så fall skulle det inte 
längre röra sig om ett lagstyre utan snarare ett samhälle där det är domarna 
som styr.39  
 
Tamanaha hävdar att det inte finns något okontroversiellt sätt att bestämma 
vilka rättigheter som ska räknas in i de materiella versionerna, oavsett om 
det rör sig om Individuella rättigheter, Rätt till rättvisa eller Social välfärd. 
Samtliga generella rättigheter såsom jämlikhet, frihet, privatliv, 
fastighetsskydd och autonomi är inskränkbara i viss mån och måste sättas i 
förhållande till bland annat samhällets intresse.40  
 
Det är även värt att påpeka att även om individuella rättigheter inte nämns 
som ett krav i de formella versionerna så kan det ses som ett krav för 
demokrati.41 För att man ska kunna vara med och bestämma vilket är en av 
grundpelarna i en demokrati krävs det enligt Tamanaha bland annat 
egendomsskydd, frihet att ingå i en förening och yttrandefrihet och de är 
därför nödvändiga för att det ska kunna anses vara en demokrati. På så sätt 
blir en demokrati direkt beroende av att medborgarna har vissa 
rättigheter.42 
2.2.2 Rätt till värdighet och rättvisa 
Versionen som kallas Rätt till värdighet och rättvisa växte fram i Tyskland 
efter andra världskriget och kom som en reaktion på dåden mot människor 
som utförts av nazisterna. Om det inte automatiskt ställs krav på en stat så 
finns det inte heller något sätt att kontrollera och begränsa en stats 
handlingar.43  
 
                                                     
39 Se Tamanaha s. 105 f. 
40 Se Tamanaha s. 103 f. 
41 Jmf avsnitt 2.1.3 Demokrati och Formell legalitet. 
42 Se Tamanaha s. 105. 
43 Se Tamanaha s. 108. 
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Dessa rättigheter ställs alltså bortom en stats kontroll och ovanför dess 
befogenhet att stifta lagar. Även här finns samma problem som nämns under 
Individuella rättigheter, främst att det är svårt för den dömande makten att 
ta ställning i denna fråga och en del av lagstiftningsbefogenheten tas från 
den lagstiftande makten och ges till den dömande.44  
 
Denna version må ha uppkommit i Tyskland men har spritt sig till andra 
ställen, bland annat i före detta kommunistiska länder i Östeuropa där den 
dömande makten har ogiltigförklarat gammal lagstiftning baserat på en 
materiell förståelse av rättsstatsprincipen och även i Latinamerika har detta 
fenomen börjat uppkomma, nämligen att domstolarna har börjat ta beslut 
som kan få politisk effekt. När detta sker i länder som är drabbade av en 
diktator som begår övergrepp på den egna befolkningen är det mindre 
alarmerande men det är viktigt att poängtera att det även kan ske i 
demokratiska samhällen vilket skulle kunna innebära ett allvarligt hot mot 
rätten till självstyre.45 
2.2.3 Social välfärd 
Den tredje och mest omfattande versionen av de materiella kategorierna 
benämns av Tamanaha som social välfärd och omfattar även det som nämns 
i Demokrati och Formell legalitet samt Individuella rättigheter.46 
 
Till skillnad från de formella versionerna som enbart krävde att staten agerar 
inom de uppsatta ramarna så innebär denna version att staten har en 
definitiv skyldighet att hjälpa medborgarna och göra deras liv bättre.47  
 
Tamanaha påpekar att även om detta är bra intentioner så är det väldigt 
svårt att genomföra. Det finns redan flera individuella rättigheter som 
behöver ställas mot varandra och rättigheter som behöver ställas mot 
demokratin. Om det dessutom ska ställas en skyldighet på staten att skapa 
rättigheter kopplade till ett välfärdssamhälle så kommer detta enbart att öka 
antalet konflikter bland rättigheterna och riskerar särskilt att sätta 
intressena personlig frihet mot materiell jämlikhet.48 
                                                     
44 Se Tamanaha s. 109 f. 
45 Se Tamanaha s. 110. 
46 Se Tamanaha s. 112. 
47 Se Tamanaha s. 113. 
48 Se Tamanaha s. 113. 
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2.3 Kriterier för en rättsstat 
Lon Fuller är en förespråkare av versionen Formell legalitet vilket syns dels i 
hans kriterier för en rättsstat som nedan kommer att gås igenom, vilka 
stämmer överens med vad som gåtts igenom i tidigare avsnitt,49 dels det 
faktum att han anser att lagen är likgiltig inför det materiella innehållet i 
lagen och att lagen kan tillfredsställa flera olika materiella mål med samma 
effektivitet.50 
 
Fuller har identifierat åtta kriterier som en rättsstat behöver uppfylla för att 
ha ett fungerande regelverk och därmed kunna kalla sig en rättsstat.51 Att 
faktiskt lyckas med att åstadkomma gällande regler är det mest basala 
kriteriet av dem alla och i detta kriterium ingår det egentligen två 
närliggande egenskaper; dels att faktiskt upprätta ett gällande regelverk, 
dels att det gällande regelverket måste innehålla generella regler.52 Att inte 
uppfylla detta kriterium resulterar i en ad hoc lösning där ett uppkommet 
problem tvingas lösas utan existerande regelverk.53  
 
Att upprätta ett gällande regelverk är en nödvändighet för att det ska finnas 
en förutsägbarhet för medborgarna och därmed också en nödvändighet för 
att medborgarna ska kunna ges vägledning av den regerande makten.54 Att 
det är en nödvändighet att upprätta ett regelverk för att kunna uppnå 
förutsägbarhet i ett samhälle är en självklarhet eftersom det är det som är 
syftet med att stifta lagar, nämligen att medborgarna ska följa dem.55 
 
Att misslyckas med att upprätta generella regler är sällsynt av den enkla 
anledningen att de flesta reglerna innehåller en viss grad av generalisering 
av sin natur.56 Fuller använder sig av en allegori för att beskriva hur det kan 
gå till när ett rättssystem misslyckas med att upprätta ett regelverk. Det 
första steget i hans allegori var att lagstiftaren ville börja om i 
lagstiftningsarbetet och därför ogiltigförklarade denne samtliga gamla regler 
                                                     
49 Se avsnitt 2.1.2 Formell legalitet. 
50 Se Lon Fuller, “The Morality of Law”, Yale university Press, 1969, s. 153. 
51 Se Fuller s. 39. 
52 Se Fuller s. 46. 
53 Se Fuller s. 39 
54 Se Fuller s. 46. 
55 Se Fuller s. 106. 
56 Se Fuller s. 48 
 19 
som dess företrädare hade lämnat efter sig. Därefter var det planerat att 
fylla ut detta tomrum med nya regler. På grund av inkompetens 
misslyckades dock lagstiftaren flera gånger med just detta, att stifta nya 
lagar, vilket ledde till missnöje bland folket och en situation där inga på 
förhand fastställda regler tycktes gälla trots lagstiftarens återkommande 
försök.57  
 
Även om ett totalt misslyckande av att införa ett gällande rättssystem är 
beroende av sådan inkompetens som lagstiftaren hade i Fullers allegori så 
ansåg han, i alla fall då han uttryckte sina tankar för ca 50 år sedan, att det 
fanns flera rättssystem i världen som led av det i viss utsträckning.58 
 
Det andra kriteriet som Fuller anser en rättsstat behöver uppfylla är att 
offentliggöra de gällande reglerna vilket är en nödvändighet för att 
medborgarna ska kunna känna till dem och därmed också följa dem. Ju 
längre ifrån reglernas innebörd är från vad medborgarna anser vara rätt och 
fel desto större är också behovet av att medborgarna får ta till sig reglerna.59 
Det tredje kriteriet är att reglerna inte får gälla retroaktivt och detta är viktigt 
eftersom reglerna ska fungera som vägledning för medborgarna.60 Det fjärde 
kriteriet innebär att reglerna måste vara tillräckligt tydliga så att 
medborgarna kan förstå dem. Precis som vid förbudet mot retroaktiva regler 
så handlar detta om att för att medborgarna ska kunna förstå lagens 
innebörd och låta den styra deras handlingar så måste de kunna förstå den.61 
Det femte kriteriet är att en rättsstat inte får utfärda motstridiga regler. Om 
så sker kan medborgarna såklart inte följa lagen vilket är ett problem.62 Det 
sjätte kriteriet är att lagarna inte får föreskriva något som är omöjligt och 
även här handlar det om att för att lagarna ska kunna ge vägledning åt 
medborgarna så måste de kunna följa dem.63 Det sjunde kriteriet är att 
lagarna inte får förändras för ofta vilket kan innebära liknande problem som 
retroaktiv lagstiftning, nämligen att rättssystemet är inkonsekvent.64 Det 
åttonde och sista kriteriet innebär att rättsreglerna inte får tillämpas mot sin 
                                                     
57 Se Fuller s. 34 ff. 
58 Se Fuller s. 48. 
59 Se Fuller s. 49. 
60 Se Fuller s. 51 ff. 
61 Se Fuller s. 63 f. 
62 Se Fuller s. 65. 
63 Se Fuller s. 70. 
64 Se Fuller s. 79 f. 
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språkliga betydelse. För att en lag ska kunna vara förutsägbar så krävs det 
att den tillämpas enligt sin ordalydelse, annars blir det omöjligt för 
medborgarna att kunna agera i enlighet med den.65 
 
Enligt Fuller så skulle ett totalt misslyckande att uppfylla en av dessa åtta 
kriterier innebära att det inte rör sig om ett rättssystem överhuvudtaget. I 
de för uppsatsen centrala frågeställningarna så framgår detta tydligast i 
Fullers argument om att säkerligen kan ingen människa anses ha en 
skyldighet att följa en lag som inte ens existerar.66 Lagarna kan ses som ett 
kontrakt mellan medborgaren och staten - så länge medborgaren följer de 
av staten framlagda reglerna så är denne säkerställd att just de reglerna 
kommer att appliceras på dennes handlingar. Om staten skulle bryta mot 
detta förtroende så kan det inte längre anses finnas en skyldighet för 
medborgaren följa reglerna.67  
 
Åke Frändberg har redogjort för tre kriterier som han anser vitala för 
rättssäkerhet - att det finns klara och adekvata regler, att reglerna är 
publicerade samt att man kan lita på reglernas innebörd.68 Att det ska finnas 
klara och adekvata regler innebär egentligen två saker, dels att det 
överhuvudtaget måste finnas regler för situationer som uppstår, det vill säga 
det får inte råda rättsbrist på ett socialt viktigt rättsområde. Om så ändå sker 
är det den officiella rättstillämparens skyldighet enligt förbudet mot non 
liquet att konstruera en regel för det aktuella fallet. Dock måste det rådande 
rättssystemet respekteras och den nya regeln måste följa lagens anda. 
Därför sker detta främst genom att tillämpa analogier från andra lagar inom 
rättssystemet där lagstiftarens intentioner har kommit till uttryck. Och dels 
så innebär det att reglerna inte får lov att vara vaga, dunkla, mångtydiga, 
komplicerade eller stå i strid med en annan regel.69  
 
När det gäller att reglerna är vaga, dunkla, mångtydiga eller komplicerade så 
går det oftast att finna vägledning i antingen förarbeten eller prejudicerande 
fall. Dock så kan naturligtvis även dessa behöva tolkas och då får man för 
rättssäkerhetens skull förlita sig till bokstavstolkning, det vill säga det måste 
framgå av ordalydelsen och man ska avstå från analogier, extensioner och 
                                                     
65 Se Fuller s. 81 ff. 
66 Se Fuller s. 39. 
67 Se Fuller s. 39 f. 
68 Se Åke Frändberg, ”Om Rättssäkerhet”, Juridisk tidskrift, 2000, s. 274 f.  
69 Se Frändberg (2000) s. 275. 
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reduktioner.70 Ifall det gäller att en regel står i strid mot en annan får man 
även här göra en tolkningsfråga och då kan olika principer agera som 
hjälpmedel, till exempel Lex Posterior vilken slår fast att den senast 
utfärdade lagen ska gälla före den äldre eftersom då antas lagstiftaren ha 
gjort en ny prioritering, eller som ett annat exempel Lex Specialis vilken slår 
fast att om en regel är mindre generell och mer anpassad för en specifik 
situation så får denne företräde. En annan princip är Lex Superior som 
hävdar att den regel med högst dignitet får företräde framför en med lägre 
dignitet.71  
2.4 Regeringens definition av en rättsstat 
Sveriges regering har i en skrivelse uttryckt vad den anser rättsstatsprincipen 
innebär. Den anser att det finns både formella och materiella krav, till 
exempel ska lagen gälla för samtliga, både människor och institutioner, och 
det ska finnas garantier mot missbruk av statsmakten. Förutom att lagarna 
ska följas så ställs det krav på att lagar tillämpas utan diskriminering och 
individens värdighet och mänskliga rättigheter ska respekteras. Alla ska ha 
rätt att få sin sak prövad av rättsväsendet och en rätt att få anklagelser om 
brott utredda och prövade inom en rimlig tid av en opartisk och oberoende 
domstol. Det ställs också krav på att rättsväsendet inte består av korrupta 
poliser och åklagare, att advokaterna är oberoende, att domarkåren är 
oberoende och opartisk samt att deras beslut efterlevs.72  
 
Förutom ett skydd för individen mot staten så innebär rättsstatsprincipen 
också ett skydd för att ingångna avtal ska följas, att äganderätten, 
byggnadstillstånd och tillstånd om ekonomisk verksamhet ska respekteras 
och att sociala och ekonomiska rättigheter inte är begränsade till ett fåtal.73 
 
Eftersom regeringen ställer materiella krav på en rättsstat så blir det enligt 
uppsatsens författare uppenbart att regeringens definition går utöver de 
formella versionerna av en rättsstat och istället förespråkar en av de 
materiella versionerna. Att avtalsfrihet, äganderätten och tillstånd ska 
respekteras innebär att det åtminstone kan talas om en version som passar 
                                                     
70 Se Frändberg (2000) s. 276. 
71 Se Åke Frändberg, ”Rättsregel och rättsval”, P A Norstedt & Söners förlag, 1984, s. 98 f. 
72 Se Regeringens skrivelse 2007/08:109 s. 16. 
73 Se Regeringens skrivelse 2007/08:109 s. 16. 
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in i Individuella rättigheter.74 Att individens värdighet och mänskliga 
rättigheter ska respekteras innebär dock att det framstår som om regeringen 
går ännu längre och deras definition istället skulle kunna sägas motsvara en 
utav dem som betecknas Rätt till värdighet och rättvisa.75 Eftersom 
regeringens definition dock inte ställer något krav på något som skulle kunna 
liknas vid ett välfärdssystem utan enbart förhåller sig till rättsväsendet så blir 
det svårt att påstå regeringens definition är så pass omfattande att den utgör 
en version som skulle passa in under Social välfärd.76 Således bör 
regeringens definition anses vara antingen en version som passar in under 
Individuella rättigheter eller under Rätt till värdighet och rättvisa. 
2.5 Venedigkommissionens checklista 
Venedigkommissionen har tagit fram en checklista för rättsstater.77 Dess 
syfte är att den ska fungera som ett hjälpmedel för att kunna bedöma 
rättssäkerheten i stater och denna bedömning ska utgå ifrån det landets 
rättssystem.78 Listan är varken uttömmande eller slutgiltig och har som mål 
att täcka kärnvärdena inom rättssäkerhet.79 Checklistan tar visserligen upp 
huruvida staten har en skriftlig konstitution och om stiftandet av regler sker 
i enlighet med denne men eftersom den utgår ifrån att det redan finns regler 
så föreskriver checklistan inte en skyldighet att stifta regler.80 Det för 
uppsatsen aktuella kapitlet i checklistan är därför enbart i viss mån det 
avsnitt som reglerar datainhämtning och hanterande.81 Avsnittet om 
datainhämtning och hanterande är i första hand riktade mot vilka krav som 
ställs av staten på privata aktörer och ska enbart appliceras mutandis 
mutandis då uppgifter lagras av säkerhetsskäl.82 
 
                                                     
74 Se avsnitt 2.2.1 Individuella rättigheter och jmf med avsnitt 2.4 regeringens definition av 
en rättsstat. 
75 Se avsnitt 2.2.2 Rätt till värdighet och rättvisa och jmf med avsnitt 2.4 Regeringens 
definition av en rättsstat. 
76 Se avsnitt 2.2.3 Social välfärd och jmf med avsnitt 2.4 Regeringens definition av en 
rättsstat. 
77 Se Rule of Law Checklist, CDL-AD(2016)007, nedan kallad Checklistan. 
78 Se Checklistan punkt 24. 
79 Se Checklistan punkt 30. 
80 Se Checklistan kapitel 2 avsnitt A. 1. 
81 Se Checklistan kapitel 2 avsnitt F. 2. 
82 Se Checklistan punkt 117. 
 23 
De kriterier som kan tillämpas mutandis mutandis då uppgifter lagras av 
säkerhetsskäl och faller inom denna uppsats ramar är enligt uppsatsens 
författare:83 
● Tillåts datainsamling enbart då det sker för ett specificerat, tydligt 
och legitimt syfte och inte sker i större utsträckning än nödvändigt? 
● Är mängden uppgifter som ska lagras begränsade till vad som är 
nödvändigt med tanke på dess syfte? 
● Är datainsamlingen begränsad så den upphör när den inte längre är 
nödvändig med tanke på dess syfte? 
 
Som ovan konstaterats så är dock dessa kriterier inte bindande för en stat 
utan kommissionens syfte är enbart att vara ett rådgivande organ men trots 
att deras dokument och utredningar inte är bindande så har kommissionen 
haft ett mycket stort och positivt inflytande på länder, främst i Öst- och 
Centraleuropa.84 Att deras arbete tas på allvar trots att det inte är bindande 
framgår av hur ofta de blir refererade, bland annat ca 1180 gånger av 
Europarådets parlamentariska församling, ca 100 gånger av Europeiska 
domstolen för mänskliga rättigheter, nedan kallad Europadomstolen, 
(denna siffra har dock inte blivit uppdaterad sedan 2016), fler än 150 gånger 
av EU-parlamentet, ca 125 gånger av EU-kommissionen samt sedan 2010 
nästan 100 gånger av FN:s råd för mänskliga rättigheter. 
Venedigkommissionen har även fått vara med flera gånger som rådgivande 
aktör i Europadomstolen och blivit refererade till direkt av flera stater.85 
                                                     
83 Kriterierna finns i Checklistan kap. 2. avsnitt F 2. a. 
84 Se Iain Cameron och Johan Hirschfeldt, ”Om venedigkommissionen - uppdrag, arbetssätt 
och resultat”, SvJT, 2016, s. 405. 
85 Samtlig statistik är tagen från Venedigkommissionens hemsida, “References to the work 
of Venice Commission”, 
<http://www.venice.coe.int/WebForms/pages/?p=02_references&lang=EN#ECHR>, 
besökt 2018-05-12. 
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3 Svenska 
lagstiftningsprocessen 
I detta avsnitt kommer det att visas hur EU-rätten påverkar den svenska 
lagstiftningen och hur riksdagen måste förhålla sig till hur EU-domstolen 
tolkar EU-rätten. Det kommer även att redovisas vad som gäller då svensk 
rätt står eller utfärdas i strid med EU-rätten, det vill säga då det föreligger en 
normkonflikt. 
3.1 EU-rättens ställning i svensk rätt 
Genom att vara med i EU har Sverige överlämnat en del av sin 
lagstiftningskompetens.86 Enligt RF 10 kap. 6 § så får EU dock inte lagstifta 
om frågor som rör Sveriges statsskick och de måste efterleva det fri- och 
rättighetsskydd som ges i RF, EKMR samt stadgan. Det framgår även i lag 
(1994:1500) med anledning av Sveriges anslutning till Europeiska unionen 
2–3 §§ att Sverige behöver följa EU-rätten. Att EU inte får lagstifta om 
Sveriges statsskick är dock en sanning med modifikation då det enligt EU-
rätten är EU-domstolen som avgör EU:s befogenhet.87 
Konstitutionsutskottet har dock flera gånger uttalat att ifall EU stiftar regler 
som är konstitutionellt oacceptabla för Sverige så bör det inte talas om en 
konflikt mellan svensk rätt och EU-rätt. Istället bör det undersökas om EU:s 
beslut ligger inom den kompetens som överlåtits av Sverige. Även Tyskland 
har en liknande inställning till den som Sverige har och anser den tyska 
grundlagen står ovanför EU-rätten.88 Oavsett det faktum att EU-domstolen 
tolkar huruvida EU:s befogenhet har överskridits eller inte så kan det inte 
sägas att Sverige villkorslöst har accepterat unionsrättens överhöghet.89 
 
EU-rätten brukar delas upp i primärrätten och sekundärrätten. Den primära 
rätten består av de grundläggande fördragen, vilka är fördraget om 
Europeiska unionen, FEU, fördraget om Europeiska unionens funktionssätt, 
FEUF, samt EU-stadgan.90 Sekundärrätten utgörs främst av förordningar, 
                                                     
86 Att så kan ske framkommer av RF 10 kap. 6 §.  
87 Se Ulf Bernitz och Anders Kjellgren, ”Europarättens grunder”, Norstedts Juridik, 2018, 
sjätte upplagan, s. 61 f. 
88 Se Kristina Svahn Starrsjö, Regeringsform (1974:152) 10 kap. 6 §, Lexino, 2018-01-02.  
89 Se Bernitz och Kjellgren s. 107 ff. 
90 Se Bernitz och Kjellgren s. 50. 
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direktiv och beslut.91 EU-domstolens rättspraxis är också en vital del av EU-
rätten eftersom det är enligt FEU art. 19 de som tolkar EU-rätten och deras 
tolkningar blir bindande för medlemsstaterna.92 
 
Direktiv är bindande för medlemsstaterna på så sätt att staterna måste 
uppnå det resultat som eftersträvas i direktivet. Det är dock upp till varje 
enskild medlemsstat att implementera det i rättsordningen på så sätt som 
de själva väljer. Direktiv är särskilt användbara då syftet är att harmonisera 
lagar inom ett visst område eller för att introducera komplexa lagändringar 
eftersom det då är upp till varje medlemsstat att välja hur de ska 
implementeras.93 Integritetsdirektivet är ett så kallat minimidirektiv, det vill 
säga det fastslår en miniminivå som medlemsstaterna måste uppfylla. De är 
dock fria att utfärda regler som innebär ett mer långtgående skydd än vad 
direktivet förespråkar.94  
 
I den för utredningen aktuella frågan så framgår det i integritetsdirektivet 
art. 1 att medlemsstaternas bestämmelser ska harmoniseras för att 
säkerställa ett likvärdigt skydd av de grundläggande fri- och rättigheterna 
när det gäller behandling av personuppgifter samt för att säkerställa fri 
rörlighet för sådana uppgifter, utrustning och tjänster inom gemenskapen. 
 
Inom EU finns det enligt FEU art. 3.3 en inre marknad där varor, tjänster, 
kapital och personer ska kunna röras fritt. Detta är en grundläggande del av 
EU och har varit en del av unionen sedan dess början 1957.95 Den definieras 
som ett område utan inre gränser där fri rörlighet för varor, personer, 
tjänster och kapital är säkerställd, vilket innebär att det inte ska finnas något 
handelshinder. En stor del av rättspraxisen på detta område handlar om 
negativ harmonisering, det vill säga undanröjande eller inskränkande av 
nationella bestämmelser som anses stå i strid med den inre marknaden.96  
 
För att en åtgärd som gör det mindre attraktivt att utnyttja den inre 
marknaden ska anses legitim så krävs det enligt EU-domstolen fyra saker: 
åtgärden måste tjäna ett för allmänheten legitimt syfte; åtgärden måste 
                                                     
91 Se Bernitz och Kjellgren s. 56. 
92 Se Bernitz och Kjellgren s. 61 f. 
93 Se Paul Craig och Gráinne de Búrca, ”EU Law: Text, cases and materials”, Oxford 
University press, 2015, sjätte upplagan, s. 108. 
94 Se Bernitz och Kjellgren s. 59 och s. 292. 
95 Se Bernitz och Kjellgren s. 283. 
96 Se Bernitz och Kjellgren s. 286 f. 
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tillämpas icke-diskriminerande; åtgärden måste vara nödvändig för att 
uppnå det eftersträvade syftet; samt så måste åtgärden respektera 
grundläggande fri- och rättigheter.97 
 
Att åtgärden måste tjäna ett för allmänheten legitimt syfte inkluderar att 
syftet måste vara erkänt som samhällsviktigt av EU. Ett ekonomiskt syfte är 
till exempel inte acceptabelt men att skydda allmänheten anses 
acceptabelt.98 Även andra syften anses vara acceptabla.99 
 
Att åtgärden måste tillämpas icke-diskriminerande innebär att åtgärden ska 
vara tillämpbar på samma grunder för samtliga som anses vara 
etablerade.100 
 
Att åtgärden ska vara nödvändig för att uppnå det eftersträvade syftet 
innebär att den måste vara proportionerlig. I denna bedömning ska det ingå 
huruvida åtgärden är lämplig utifrån det eftersträvande syftet och huruvida 
syftet kunde uppnås med hjälp av mindre inskränkande åtgärder.101  
 
Att grundläggande fri- och rättigheter ska respekteras innebär att även om 
syftet med åtgärden kan vara att skydda en rättighet så måste detta göras 
utifrån samtliga fri- och rättigheter som berörs i det aktuella målet.102  
3.2 Normkonflikt 
Ifall EU-rätten och svensk rätt inte är kompatibel uppstår det en 
normkonflikt. Vilken rätt som har företräde framför den andra går inte att 
utläsa i fördragen utan det har istället framkommit i EU-domstolen att EU-
rätten ska ha företräde framför inhemsk rätt.103 Att EU-domstolen själva kan 
göra denna tolkning beror på att det är de som ska tolka EU-rätten och att 
Sverige har överlämnat en del av sitt lagstiftningsansvar. Sveriges 
överlåtande till EU är dessutom stadgat i vår grundlag och förutsätter att 
frågan inte rör Sveriges statsskick. Vad som gäller då frågan rör Sveriges 
                                                     
97 Craig och de Búrca s. 833 f. 
98 Se C-398/95 SETTG v. Ypourgos Ergasias, EU:C:1997:282 och C-158/96 Kohll v. Union des 
Caisses de Maladie, EU:C:1998:171. 
99 Se Craig och de Búrca s. 833. 
100 Se Craig och de Búrca s. 833. 
101 Se Craig och de Búrca s. 834. 
102 Se Craig och de Búrca s. 834 f. 
103 Se 6/64 Costa mot E.N.E.L., EU:C:1964:66. 
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statsskick är dock som ovan konstaterats mer oklart.104 Bland annat så spelar 
det roll vad det är för typ av norm som beslutet kan härledas till. Rättigheter 
som finns i stadgan och EKMR bör till exempel beaktas högre i Sverige än 
konstitutionella principer som har nationella särdrag som skiljer sig från 
Sveriges.105 
 
Ifall Sverige stiftar lagar i strid med EU-rätten ska EU-rätten alltså anses ha 
företräde. Detta innebär att de svenska domstolarna enligt RF 11 kap. 14 § 
ska åsidosätta den svenska lagen eftersom den anses vara i strid med en 
överordnad författning, alternativt så kan de begära ett förhandsavgörande 
från EU-domstolen enligt FEUF art. 267 och låta dem avgöra frågan. 
Domstolens befogenhet har utökats i och med medlemskapet i EU och de 
har tagit över en del av statsmaktens ansvar när det handlar om att 
garantera medborgarnas rättigheter.106 
                                                     
104 Se avsnitt 3.1 Europarättens ställning i svensk rätt. 
105 Se Magnus Schmauch, ”Tryck- och yttrandefrihetsgrundlagarna och EU-rätten - en 
kommentar till en kommentar”, SvJT, 2014, s. 528. 
106 Se Olle Abrahamsson, ”EU-medlemskapets influenser på dömandet”, SvJT, 1999, s. 845. 
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4 Intressena som ska vägas 
mot varandra 
De olika intressena som ska vägas mot varandra i den för uppsatsen aktuella 
problemställningen är individens rätt till privatliv och familjeliv, rätt till skydd 
av personuppgifter och rätt till yttrandefrihet som ska vägas mot samhällets 
intresse av att förebygga och utreda brott. 
4.1 Förutsättning för att inskränka en 
rättighet 
För att inskränka en rättighet enligt RF 2 kap. 21 § krävs det att ändamålet 
är godtagbart i ett demokratiskt samhälle, begränsningen inte går utöver vad 
som är nödvändigt med hänsyn till det ändamål som har föranlett den samt 
att den inte får utgöra ett hot mot den fria åsiktsbildningen. 
Proportionalitetsprincipen återfinns även i stadgan art. 52 och slår fast att 
begränsningarna endast får göras om de är nödvändiga och faktiskt svarar 
mot mål av allmänt samhällsintresse som erkänns av unionen. 
 
EU-rätten ställer även den krav för att en rättighet ska kunna inskränkas, 
nämligen att inskränkningen måste ske i enlighet med gällande rätt samt 
vara nödvändig i ett demokratiskt samhället.107 Att den ska ske i enlighet 
med gällande rätt utgår ifrån det aktuella rättssystemets struktur, som 
exempel kan lagar, rättspraxis, förordningar och andra föreskrifter samtliga 
gälla som rätt.108 Även kollektivavtal kan anses utgöra gällande rätt på grund 
av den höga statusen de har i skandinavisk rätt.109 Inom gällande rätt-kravet 
finns det även krav på att det ska finnas förutsägbarhet genom att rätten är 
tillgänglig och tydligt formulerad.110 
 
Att det måste vara nödvändigt i ett demokratiskt samhälle för att inskränka 
en rättighet har inte fått en uttömmande definition av Europadomstolen.111 
I ett fall har de till exempel sagt att nödvändigt är inte detsamma som 
                                                     
107 Se Iain Cameron, “An Introduction to the European Convention on Human Rights”, Iustus 
förlag, 2014, sjunde upplagan, s. 114 f. 
108 Se Cameron s. 116. 
109 Se bland annat Madsen v. Denmark, no. 58341/00, 2002-11-07 och Wretlund v. Sweden, 
no. 46210/99, 9 mars 2004 då obligatoriska drogtester för anställda ansågs lagliga. 
110 Se Cameron s. 116. 
111 Se Cameron s. 117. 
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oumbärligt, men det har inte heller samma flexibilitet som antagbar, 
ordinarie, användbar, rimlig eller önskvärd. Istället ska det bedömas av de 
nationella myndigheterna vad som utgör samhällets behov.112 I ett annat fall 
har de sagt att fria politiska debatter är själva kärnan i demokratiska 
samhällen.113 Att en inskränkning ska anses vara nödvändig i ett 
demokratiskt samhälle innebär även att staten måste kunna ge en anledning 
till varför en rättighet ska inskränkas samt att inskränkningen är 
proportionell sett till det eftersträvade syftet. Vad som är proportionellt är 
givetvis beroende på omständigheterna i det aktuella fallet men 
Europadomstolen tar hänsyn till faktorer såsom ifall inskränkningen är 
generell, ifall den är absolut, hur pass långtgående inskränkningen är, ifall 
det finns för risk för maktmissbruk samt ifall staten kunde uppnå syftet via 
en annan åtgärd.114  
 
Som exempel på två fall då sakfrågan varit densamma men utgången blivit 
annorlunda bör det nämnas S. and Marper v. The United Kingdom115 samt 
Peruzzo and Martens v. Germany116. I det förstnämnda fallet sparades de 
före detta misstänktas DNA- och fingeravtrycksprofiler på obestämd tid trots 
att de hade blivit friade från misstankarna. De begärde att informationen om 
dem skulle förgöras men eftersom lagen sa att det fick lagras så blev de 
nekade. Europadomstolen erkände Storbritanniens intresse som legitimt 
eftersom det kunde hjälpa till att förebygga och utreda brott. Dock så var 
Storbritannien ensamma inom EU om att ha en så pass långtgående 
lagringstid för de som blivit friade från misstanke om brott och 
Europadomstolen ansåg det därmed inte vara proportionerligt.117 I det 
sistnämnda fallet togs det DNA från två personer som blivit dömda som 
användes för att bygga upp en DNA-profil. Skillnaden mellan fallen utgjordes 
främst av att för Peruzzo och Martens så fanns det ett lagkrav på att de skulle 
ha blivit dömda för ett brott av en viss grad vilket gjorde det mer 
                                                     
112 Se Handyside v. The United Kingdom, no. 5493/72, 1976-12-07, punkt 48. 
113 Se Lingens v. Austria, no. 9815/82, 1986-07-08, punkt 42. 
114 Se Cameron s. 118. 
115 S. and Marper v. The United Kingdom [GC], no. 30562/04 och no. 30566/04, 2008-12-
04. 
116 Peruzzo and Martens v. Germany, no. 7841/08 och no. 57900/12, 2013-06-04. 
117 Se Bernadette Rainey, Elizabeth Wicks och Clare Ovey, “Jacobs, White and Ovey – The 
European Convention on Human Rights”, sjunde upplagan, Oxford University press, 2017, s. 
420. 
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proportionerligt än i det förstnämnda fallet och därmed ansågs ingreppet i 
deras privatliv acceptabelt.118  
4.2 Individens rätt till privatliv och skydd 
av personuppgifter 
Individens rätt till privatliv och familjeliv ska skyddas enligt EKMR art. 8 vilken 
Sverige är skyldig att följa enligt RF 2 kap. 19 §. Dessutom ska samhället 
värna den enskildes rätt till privatliv och familjeliv enligt RF 1 kap. 2 § 4 st. 
och enligt RF 2 kap. 6 § är den enskilde skyddad mot betydande intrång i 
dennes personliga integritet om det sker utan samtycke och innebär 
övervakning eller kartläggning av den enskildes personliga förhållanden. 
Detta innebär även ett skydd mot undersökning av ens brev och mot hemlig 
avlyssning, upptagning av telefonsamtal eller annat förtroligt meddelande. 
Den enskildes rätt till respekt för sitt privatliv och familjeliv är dessutom 
skyddat i stadgan art. 7. 
 
Individens rätt till skydd av personuppgifter som rör denne garanteras enligt 
stadgan art. 8 och FEUF art. 16. Skyddet enligt stadgan innebär att 
uppgifterna ska hanteras lagenligt för bestämda ändamål och för att 
lagringen ska anses vara acceptabel krävs det antingen samtycke från 
individen eller att det sker efter en annan legitim och lagenlig grund. 
Dessutom ska en oberoende myndighet se till så att det efterlevs. 
 
Vad privatlivet innebär är ganska vidsträckt och omfattar inte enbart det 
som sker i ens hem. I Peck v. The United Kingdom119 så kunde polisen med 
hjälp av CCTV (övervakningskamera) förhindra att Peck begick självmord. 
Därefter släpptes bilder från filmen till media för att visa betydelsen av CCTV. 
Peck ansåg dock att hans rätt till privatliv hade inskränkts i och med detta 
och Europadomstolen höll med honom och fällde The United Kingdom. Det 
fanns enligt domstolen ingen anledning att släppa filmen med hans identitet 
på och hans privatliv var skyddsvärt trots att det skedde på offentlig plats 
eftersom han inte deltog i en offentlig tillställning eller ansågs vara en 
offentlig person.120 
 
Europadomstolen har flera gånger sagt att det inte går, och inte heller är 
önskvärt, att ge privatlivet en uttömmande definition. De har dock 
                                                     
118 Se Peruzzo and Martens v. Germany punkt 44. 
119 Peck v. The United Kingdom, no. 44647/98, 2003-01-28. 
120 Se Rainey, Wick och Ovey s. 417 f. 
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poängterat att den inte är begränsad till en inre cirkel dit varje person har 
en rätt att leva sitt liv som den vill och därmed behöva avskärma sig från 
omvärlden. Av den anledningen anses ens privatliv även omfatta rätten att 
etablera och utveckla relationer med andra människor.121 Det har även 
förtydligats av Europadomstolen att det främsta syftet med EKMR art. 8 är 
att säkerställa varje persons personliga utveckling i förhållande till andra 
människor utan utomstående påverkan.122 
 
Huruvida övervakning anses inskränka ens rätt till privatliv och om det kan 
anses vara nödvändigt i ett demokratiskt samhälle har flera gånger varit 
uppe i Europadomstolen.123 Sammantaget kan det sägas att 
Europadomstolen anser telefonsamtal falla inom ens privatliv och därmed 
också inom EKMR art. 8. Det bör också sägas att övervakning av sådana 
samtal flera gånger kan anses tjäna ett godtagbart syfte, men den avgörande 
frågan är ifall övervakningen anses vara nödvändig i ett demokratiskt 
samhälle. När nödvändigheten av övervakningen har bedömts har 
Europadomstolen flertalet gånger beaktat faktorer såsom vilka 
skyddsåtgärder som skyddar mot missbruk. Detta säger dock mer om 
lagligheten av en övervakning och inte nödvändigtvis om den är 
proportionerlig.124 I Klass and others v. Germany125 uppstod frågan ifall det 
fanns en skyldighet att underrätta den övervakade om övervakningen, varpå 
Europadomstolen svarade att sådan skyldighet inte fanns eftersom det då 
kunde förta nyttan av övervakningen. Dessutom skulle den drabbade 
underrättas när så kunde ske utan att äventyra det bakomliggande syftet till 
övervakningen så att denne hade en möjlighet skydda sina egna intressen. 
Dessutom måste det finnas tillräckligt med skyddsåtgärder som garanterar 
att övervakningen inte missbrukas.126 
 
Lagring av personlig information kan enligt Europadomstolen anses vara ett 
brott mot individens skydd för privatliv. All lagring bryter dock inte mot 
skyddet. I Leander vs Sweden127 konstaterar Europadomstolen att lagring må 
                                                     
121 Se Niemietz v. Germany, no. 13710/88, 1992-12-16, punkt 29. 
122 Se Von Hannover v. Germany, no. 59320, 2004-06-24, punkt 50. 
123 Se bland annat Klass and Others v. Germany, no. 5029/71, 1978-09-06, Lambert v. 
France [GC], no. 46043/14, 2015-06-05 och Segerstedt-Wiberg and others v. Sweden, no. 
62332/00, 2006-06-06. 
124 Se Rainey, Wicks och Ovey s. 410 f.  
125 Klass and others v. Germany, no. 5029/71, 1978-09-06.  
126 Se Klass and others v. Germany punkt 50 och 57–58. 
127 Leander v. Sweden, no. 9248/81, 1987-03-26. 
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bryta mot skyddet men i det aktuella fallet så fanns det tillräckligt med 
skyddsåtgärder mot missbruk för att lagringen ska anses vara acceptabel.128 
Vad som anses utgöra personlig information tolkar Europadomstolen brett, 
till exempel är det inte enbart sådant som är relaterat till att identifiera 
individen som anses utgöra personlig information.129  
 
EU-domstolen har slagit fast principen right to be forgotten vilken innebär 
att man som enskild har en rättighet att få sin data borttagen från en 
sökmotor, till exempel Google, så länge det inte finns ett intresse för 
allmänheten att ta del av informationen.130 
4.3 Individens rätt till yttrandefrihet 
I stadgan art. 11 slås det fast att alla individer har en rätt till yttrandefrihet. 
Detta inkluderar en frihet att ta emot och sprida uppgifter och tankar utan 
en offentlig myndighets inblandning. Yttrandefriheten slås även fast i EKMR 
art. 10 samt RF 2 kap. 1 §. Dock kan denna rättighet inskränkas enligt EKMR 
art. 10 om inskränkningen är nödvändig i ett demokratiskt samhälle med 
hänsyn till bland annat förebyggande av oordning eller brott och enligt RF 2 
kap. 20–21 §§ om ändamålet är godtagbart i ett demokratiskt samhälle. 
Inskränkningen får inte heller gå utöver vad som är nödvändigt utifrån det 
ändamål som föranlett inskränkningen och den får aldrig utgöra ett hot mot 
den fria åsiktsbildningen. 
 
Europadomstolen tillämpar en bred tolkning för vad som anses inskränka 
yttrandefrihet.131 Det finns de mer självklara alternativen då publicering 
förhindras eller material blir konfiskerat,132 och det finns de mindre 
självklara då åtgärden inte anses påverka yttrandefriheten i det aktuella 
fallet men riskerar att få en avskräckande effekt för framtiden.133 Som 
exempel på det senare kan nämnas då Europadomstolen har slagit fast att 
                                                     
128 Se Rainey, Wicks och Ovey s. 418 f. 
129 Se Cameron s. 122. 
130 Se C-131/12 Google Spain, EU:C:2014:317, punkt 97. 
131 Se Rainey, Wicks och Ovey s. 485. 
132 Se Vereniging Weekblad Bluf! v. Netherlands, no. 16616/90, 1995-02-09 och The 
Observer and Guardian v. The United Kingdom, no. 13585, 1991-11-26.  
133 Se Rainey, Wicks och Ovey s. 485. 
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avslöjande av journalisters källor med hjälp av tvångsåtgärder utgör ett brott 
mot EKMR art. 10 om det inte finns lagstöd för just de åtgärderna.134 
 
Situationer då en inskränkning kan vara acceptabel är då det finns ett behov 
av att skydda ett offentligt intresse såsom nationell säkerhet, förebygga 
brott och oordning, territoriell integritet och hälsa, men även situationer då 
individuella rättigheter hotas såsom ens rätt till privatliv eller att inte bli 
förtalad.135 Hur pass långtgående inskränkningen får vara är helt beroende 
av vilket det motstående intresset är då inskränkningen måste vara 
proportionerlig mot det motstående intresset.136 Europadomstolen tar även 
i beaktande hur yttrandefrihet kan påverka utövandet av andra rättigheter 
och ger därför yttrandefriheten ett högre skydd om det kan gynna sociala 
och politiska debatter, samhällskritik och information i dess bredaste 
bemärkelse i motsats till om det handlar om konst eller kommersiellt 
syfte.137 
4.4 Samhällets intresse av att förebygga 
och utreda brott 
Att förebygga brott är ett av ändamålen som är godtagbara i ett 
demokratiskt samhälle enligt EKMR art. 8 och 10 samt RF 2 kap. 23 § för att 
inskränka de för uppsatsen aktuella rättigheterna. Det är även ett av 
intressena som erkänns i integritetsdirektivet art. 15 som acceptabelt för att 
lagstifta om undantag mot förbudet att lagra uppgifter i integritetsdirektivet 
art. 5. 
 
Att förebygga och utreda brott kan innebära många olika åtgärder när det 
kommer till dataanvändning, bland annat att hitta tidigare identifierade 
brottslingar, identifiera okända brottslingar i ett aktuellt mål samt att hitta 
personer som matchar förbestämda profiler som är mer benägna att begå 
brott.138  
                                                     
134 Se Roemen and Schmit v. Luxembourg, no. 51772/99, 2003-02-25 och Goodwin v. The 
United Kingdom [GC], no. 17488/90, 1996-03-27. 
135 Se Rainey, Wicks och Ovey s. 486. 
136 Se Handyside v. The United Kingdom not 49. 
137 Se Rainey, Wicks och Ovey s. 486 samt VgT Verein gegen Tierfabriken v. Switzerland, no. 
24699/94, 2001-06-28 där Europadomstolen diskuterar yttrandefriheten då det gäller 
kommersiella intressen kontra en debatt för allmänhetens intresse.  
138 Se Thomas Hammarberg, “Human Rights in Europe: no grounds for complacency”, 
Council of Europe Publishing, 2011, s. 273. 
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Under de senaste åren har debatten präglats väldigt mycket av kriget mot 
terrorn och samhällets intresse av brottsbekämpning har fått ta mer och mer 
utrymme på bekostnad av individens rättigheter med USA i spetsen.139 
Attacken mot USA den 11 september 2001 markerar ett tydligt skifte i 
debatten där stater började kräva hårdare tag mot terrorismen, vilket även 
upprepades efter attackerna mot Paris 2015.140 Ett alltmer utbrett 
samarbete mellan länderna har också lett till att länderna får mer data att 
bearbeta samtidigt som individerna blir mer utsatta.141 Det finns även, enligt 
FN, tillförlitlig information som tyder på att en del stater systematiskt 
överlämnat datainsamling och analysering av den insamlade datan till 
rättssystem som inte har lika långtgående skydd för privatlivet och på sätt 
åsidosätter de stater skyddet för mänskliga rättigheter.142  
 
Samtidigt så har resultaten uteblivit och insatserna har visat sig vara 
ineffektiva och debatten har styrts mot att vi har ett ännu större behov av 
säkerhet och mänskliga rättigheter har fått allt mindre utrymme i 
diskussionen.143 Det finns dock en del som menar att det finns tydliga bevis 
på att åtgärder som inte är förenliga med skyddet för mänskliga rättigheter 
inte enbart är ineffektiva utan till och med kontraproduktiva. För att kunna 
bryta cykeln av terrorism så behöver åtgärderna som tas för just det 
ändamålet respektera samtliga mänskliga rättigheter för att på så sätt 
hantera samtliga anledningar som kan leda till terrorbrott. Därför är det 
viktigt att åtgärder mot terrorism utgår ifrån en respekt för mänskliga 
rättigheter.144  
 
Argumentet att ett bra skydd för personlig data är ett hinder mot effektiv 
brottsbekämpning har tidigare förts fram i debatten men detta menar 
Thomas Hammarberg, Europarådets tidigare kommissionär för mänskliga 
rättigheter, är ett felaktigt påstående. Det måste förstås att det är två 
motstående intressen som båda måste tas i beaktande och uppfyllas 
eftersom staten har en skyldighet att både skydda medborgarna från 
                                                     
139 Se Hammarberg s. 275. 
140 Se Manfred Nowak och Anne Charbord, “Using human rights to counter terrorism”, 
Edward Elgar Publishing, 2018, s. 25. 
141 Se Hammarberg s. 274. 
142 Se FN:s högkommissarie för mänskliga rättigheter, “The right to privacy in the digital 
age”, UN Doc. A/HRC/27/37, not 30. 
143 Se Hammarberg s. 275. 
144 Se Nowak och Charbord s. 90 f. 
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brottslighet samt beakta deras mänskliga rättigheter.145 Ett annat argument 
för övervakning som ibland åberopas är att det är bara de som har något att 
dölja som har något att frukta. Detta är dock inte en rimlig utgångspunkt 
eftersom det borde vara statens skyldighet att rättfärdiga varför de ska få 
inskränka en rättighet, inte individens skyldighet att rättfärdiga varför den 
inte vill ha sin rättighet inskränkt.146 
                                                     
145 Se Hammarberg s. 275 f. 
146 Se Hammarberg s. 272. 
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5 Tele2-fallet 
Direktiv 2006/24/EG, nedan kallad datalagringsdirektivet, förelade 
medlemsstaterna i EU att föreskriva en lagringsskyldighet för internet- och 
telefonoperatörer av uppgifter som kunde användas för att: avgöra vilken 
typ av kommunikation det rör sig om, avgöra vilken utrustning som använts 
vid kommunikationen, spåra och identifiera en kommunikationskälla, spåra 
slutmålet för en kommunikation, spåra när en kommunikation ägt rum och 
under vilken tid samt kunna spåra mobil kommunikationsutrustning.147 
Direktivet kom till bland annat för att ge medlemsstaterna ett verktyg i kriget 
mot terrorn efter att London blivit utsatt för terrordåd 2005.148 
 
Redan när datalagringsdirektivet skulle införas i Sverige framfördes det kritik 
mot att lagringsskyldigheten gick för långt och att den inte var 
proportionerlig till dess ändamål.149 Datalagringsdirektivet underkändes 
därefter i de förenade målen C-293/12 och C-594/12, nedan kallad Digital 
Rights-domen, och huruvida den lagringsskyldighet som Sverige då ställde 
på internet- och telefonoperatörer omfattades av Digital Rights-domen eller 
inte ifrågasattes och kom att avgöras i Tele2-fallet. Avgörandet har stor 
betydelse för flera olika länders lagstiftning och i en undersökning av Riitta 
Ollila diskuteras det vilken betydelse domen får för både Finland och Sverige 
och vad det är som skiljer oss åt.150 
5.1 Händelserna i fallet 
Efter Digital Rights-domen meddelade Tele2 Sverige AB, nedan kallad Tele2, 
Post- och telestyrelsen, nedan kallad PTS, den 9 april 2014 att de skulle 
upphöra med att lagra uppgifter om elektronisk kommunikation i enlighet 
med Lagen (2003:389) om Elektronisk kommunikation, LEK, samt radera de 
uppgifter som lagrats fram till den tidpunkten. Rikspolisstyrelsen anmälde 
därför Tele2 till PTS och sa att Tele2 inte längre levererade uppgifter i 
enlighet med LEK till polisen.151 
 
                                                     
147 Se datalagringsdirektivet art. 5. 
148 Se datalagringsdirektivet skäl 10. 
149 Se bland annat Advokatsamfundets remiss, R-2008/0035, s.3 f. 
150 Se Riitta Ollila, ”Tele2 Sverige AB - Från datalagring till domstolsprövning”, 
Europarättslig tidskrift, 2017. 
151 Se Tele2 fallet punkt 44–45. 
 37 
Efter att Rikspolisstyrelsen anmält Tele2 till PTS så tillsatte justitieministern 
en särskild utredare som skulle granska de svenska reglernas tillämplighet 
mot bakgrund av Digital Rights-domen. I en promemoria152 fann utredaren 
att de svenska reglerna inte stred mot unionsrätten eller EKMR. Utredaren 
ansåg att domen inte kunde tolkas på så vis att den kritiserade själva 
grundtanken med en generell och odifferentierad lagring av uppgifter. Den 
skulle inte heller tolkas på så sätt att domstolen presenterat en uttömmande 
lista där alla punkter måste vara uppfyllda för att regleringen ska anses vara 
proportionerlig utan alla omständigheter måste beaktas.153  
 
PTS förelade därmed Tele2 att börja lagra uppgifterna enligt LEK igen. Tele2 
ansåg att promemorian var baserad på en felaktig tolkning av Digital Rights-
domen och överklagade därför föreläggandet. Förvaltningsrätten ogillade 
överklagandet och Tele2 överklagade till Kammarrätten som 
vilandeförklarade målet och ställde två frågor till EU-domstolen:154 
 
“1) Är en generell skyldighet att lagra trafikuppgifter som omfattar samtliga personer, 
samtliga elektroniska kommunikationsmedel och samtliga trafikuppgifter utan att det görs 
några åtskillnader, begränsningar eller undantag utifrån syftet att bekämpa brott … Förenlig 
med artikel 15.1 i direktiv 2002/58 med beaktande av artiklarna 7, 8 och 52.1 i stadgan? 
 
2) Om svaret på fråga 1 är nej, kan lagringen ändå vara tillåten 
 a) om de nationella myndigheternas tillgång till de uppgifter som lagras är fastställd 
så som beskrivs i punkterna 19–36 [i begäran om förhandsavgörande], och 
 b) om kraven på säkerhet regleras så som beskrivs i punkterna 38–43 [i begäran om 
förhandsavgörande], samt då 
 c) samtliga aktuella uppgifter ska lagras i sex månader räknat från den dag 
kommunikationen avslutades och därefter utplånas så som beskrivs i punkt 37 [i begäran 
om förhandsavgörande]?”155 
5.2 EU-domstolens bedömning av 
lagringsskyldigheten 
EU-domstolen konstaterar att det i integritetsdirektivet skäl 2 framgår att 
det i synnerhet eftersträvas att säkerställa full respekt för rättigheterna i 
artikel 7–8 i stadgan. Den anser det även klarlagt att unionslagstiftaren haft 
för avsikt att garantera en fortsatt hög skyddsnivå för personuppgifter och 
privatliv för alla elektroniska kommunikationstjänster.156 
                                                     
152 Justitiedepartementet, ”Datalagring, EU-rätten och svensk rätt”, DS 2014:23. 
153 Se Tele2-fallet punkt 46. 
154 Se Tele2-fallet punkt 47, 48 samt 51. 
155 Se Tele2-fallet punkt 51. 
156 Se Tele2-fallet punkt 82. 
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Domstolen konstaterar vidare att det visserligen finns en möjlighet i artikel 
15.1 att föreskriva undantag från den principiella skyldigheten i artikel 5.1 
att garantera konfidentialiteten för personuppgifter och 
kommunikationsuppgifter men denna artikel ska tolkas strikt. Denna artikel 
kan alltså inte motivera att undantaget från förbudet att lagra dessa 
uppgifter blir till huvudregel eftersom det då skulle ta bort betydelsen av 
artikel 5. Artikel 15 måste dessutom tolkas mot bakgrund av de 
grundläggande rättigheter som garanteras i stadgan enligt artikel 6 i FEU. 
Inskränkningar i de grundläggande rättigheterna måste enligt artikel 52 i 
stadgan vara proportionerliga samt endast göras om de är nödvändiga och 
faktiskt svarar mot mål av allmänt intresse som erkänns av unionen eller för 
att skydda andra människors rättigheter och friheter.157 
 
För att en åtgärd som inskränker principen om konfidentialitet ska anses 
vara acceptabel måste den enligt integritetsdirektivet skäl 11 stå i strikt 
proportion till det avsedda ändamålet. Vid lagring av uppgifter måste det 
dessutom enligt artikel 15.1 endast ske under en begränsad period samt att 
lagringen motiveras av de skäl som anges i samma artikel. Det framgår även 
av domstolens fasta rättspraxis att den grundläggande rätten till respekt för 
privatlivet kräver att undantag från denna princip och begränsningar av 
skyddet för personuppgifter kräver att inskränkningen är strängt 
nödvändig.158 
 
Vid granskningen av den svenska lagstiftningen konstaterar domstolen att 
den svenska lagstiftningen föreskriver en generell och odifferentierad 
lagring av samtliga trafikuppgifter och lokaliseringsuppgifter för samtliga 
abonnenter och registrerade användare avseende samtliga elektroniska 
kommunikationsmedel och ålägger leverantörer att systematiskt och 
kontinuerligt lagra dessa uppgifter utan undantag. De uppgifter som 
leverantörer är skyldiga att lagra innebär därmed att det är möjligt att spåra 
och identifiera en kommunikationskälla, identifiera slutmålet för en 
kommunikation, identifiera en kommunikations datum, tidpunkt, 
varaktighet och typ, identifiera användarnas kommunikationsutrustning och 
identifiera lokaliseringen av mobil kommunikationsutrustning. Häri ingår 
abonnentens namn och adress, uppringande och mottagande nummer samt 
IP-adressen för internettjänster. Detta innebär att det är möjligt att dra 
                                                     
157 Se Tele2-fallet punkt 88, 89, 91 samt 94. 
158 Se Tele2-fallet punkt 95–96. 
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mycket precisa slutsatser om privatlivet för de personer vilkas uppgifter har 
lagrats såsom deras vanor i vardagslivet, uppehållsorter, dagliga 
förflyttningar, aktiviteter de utövar, sociala relationer samt deras 
umgängeskretsar. Att kunna kartlägga de berörda personerna på detta vis är 
enligt EU-domstolen lika känsligt ur integritetssynpunkt som själva 
innehållet i kommunikationerna.159 
 
Ett sådant ingrepp i de grundläggande rättigheterna är långtgående och 
måste betraktas som synnerligen allvarligt. Att abonnenten eller den 
registrerade användaren inte är underrättad om att dessa uppgifter lagras 
kan ge de berörda personerna att en känsla av att deras privatliv står under 
ständig övervakning. Även om lagstiftningen inte medger lagring av 
innehållet i en kommunikation så skulle lagringen av trafikuppgifter och 
lokaliseringsuppgifter kunna inverka på hur de elektroniska 
kommunikationsmedlen används och därmed påverka hur användarna 
utövar sin yttrandefrihet.160  
 
Med tanke på vilken inskränkning lagring av trafikuppgifter och 
lokaliseringsuppgifter innebär så kan det därför enbart motiveras av 
bekämpning av grov brottslighet. Även om bekämpning av grov, och särskilt 
organiserad, brottslighet och terrorism i stor utsträckning kan vara beroende 
av användning av moderna utredningstekniker så kan det inte ensamt 
motivera en nationell lagstiftning som föreskriver en generell och 
odifferentierad lagring av samtliga trafikuppgifter och 
lokaliseringsuppgifter.161 
 
Detta beror för det första på att lagring i sådant fall skulle vara huvudregel 
trots att lagring ska vara ett undantag. För det andra så beror det på att 
samtliga abonnenter och registrerade användares uppgifter ska lagras och 
avser samtliga elektroniska kommunikationsmedel och samtliga 
trafikuppgifter även om dessa personer inte ens indirekt befinner sig i en 
situation som kan föranleda lagföring. Lagringsskyldigheten omfattar alltså 
även personer som inte har någon som helst anknytning till grov brottslighet 
och det finns därmed inget samband mellan de uppgifter som ska lagras och 
hot mot den allmänna säkerheten. Därför anses lagringsskyldigheten 
                                                     
159 Se Tele2-fallet punkt 97–99. 
160 Se Tele2-fallet punkt 100–101. 
161 Se Tele2-fallet punkt 102–103. 
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överskrida gränserna för vad som är strängt nödvändigt i ett demokratiskt 
samhälle.162 
 
För att lagringen ska anses vara acceptabel av EU-domstolen krävs det därför 
lagstiftningen föreskriver tydliga och precisa bestämmelser som reglerar 
omfattningen och tillämpligheten av en lagringsåtgärd, särskilt måste det 
preciseras när en sådan åtgärd får vidtas i förebyggande syfte för att 
säkerställa att lagringen begränsas till vad som är strängt nödvändigt. Det 
ska även finnas garantier som möjliggör ett effektivt skydd mot missbruk av 
den utsatta medborgarens personuppgifter. Det ska även säkerställas att 
lagringen av uppgifterna alltid uppfyller objektiva kriterier som fastställer ett 
samband mellan de uppgifter som ska lagras och det eftersträvande syftet. 
Lagstiftningen ska även grunda sig på objektiva omständigheter som gör det 
möjligt att ta sikte på en personkrets vars uppgifter kan avslöja en, 
åtminstone indirekt, koppling till grov brottslighet och på ett eller annat sätt 
kan bidra till att bekämpa grov brottslighet eller förhindra en allvarlig risk för 
den allmänna säkerheten.163 
 
EU-domstolen lämnade därför följande svar till kammarrätten på deras 
första fråga: 
“Artikel 15.1 i direktiv 2002/58, jämförd med artiklarna 7, 8, 11 och 52.1 i stadgan, ska tolkas 
på så sätt att den utgör hinder för en nationell lagstiftning som i brottsbekämpande syfte 
föreskriver en generell och odifferentierad lagring av samtliga trafikuppgifter och 
lokaliseringsuppgifter avseende samtliga abonnenter och registrerade användare och 
samtliga elektroniska kommunikationsmedel.”164 
5.3 Vem som ska få tillgång till de lagrade 
uppgifterna 
Med tanke på vilket intrång i användarnas rättigheter en lagring av dessa 
uppgifter innebär så är det viktigt att tillgång till dem inte ges utöver vad som 
är strängt nödvändigt. För att säkerställa att behöriga nationella 
myndigheters enbart får tillgång till lagrade uppgifter då det är strängt 
nödvändigt måste det fastställas i lagen när sådan tillgång ska ges. Det ska i 
lagen finnas de objektiva materiella och formella villkor som krävs för att få 
tillgång till de lagrade uppgifterna, enbart en hänvisning till artikel 15.1 
räcker således inte. Eftersom tillgången till uppgifterna ska stå i proportion 
till hur allvarligt ingreppet anses vara i de grundläggande uppgifterna så kan 
                                                     
162 Se Tele2-fallet punkt 104–107. 
163 Se Tele2-fallet punkt 109–111. 
164 Se Tele2-fallet punkt 112. 
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det endast ges i samband med förebyggande, undersökning, avslöjande av 
och åtal för brott då det rör sig om grov brottslighet.165 
 
För att säkerställa att de objektiva materiella och formella villkoren efterlevs 
är det viktigt att de behöriga nationella myndigheternas tillgång till de 
lagrade uppgifterna är underkastad förhandskontroll av en domstol eller 
oberoende myndighet och den behöriga myndigheten måste inleda 
processen med en motiverad ansökan. Det är dessutom viktigt att de 
behöriga myndigheterna som beviljats tillgång meddelar de berörda 
personerna om detta när det kan ske utan att riskera skada myndighetens 
utredning.166  
 
EU-domstolen lämnade därför följande svar till kammarrätten på deras 
andra fråga: 
“Artikel 15.1 i direktiv 2002/58 jämförd med artiklarna 7, 8, 11 och 51.2 i stadgan ska tolkas 
på så sätt att den utgör hinder för en nationell lagstiftning som reglerar skydd och säkerhet 
för trafikuppgifter och lokaliseringsuppgifter och, i synnerhet, behöriga nationella 
myndigheters tillgång till lagrade uppgifter och som inte - inom ramen för brottsbekämpning 
- begränsar denna tillgång till enbart åtgärder som syftar till att bekämpa grov brottslighet, 
inte föreskriver att tillgången ska vara underkastad förhandskontroll av en domstol eller en 
oberoende förvaltningsmyndighet och inte kräver att uppgifterna ska lagras inom 
unionen.”167 
5.4 Slutsatser som kan dras av Tele2-
fallet 
Att Sveriges dåvarande regelverk underkänns i Tele2-fallet och måste 
reformeras framgår väldigt tydligt. Att Sverige inte insåg detta redan när 
Digital Rights-domen kom kan framstå som märkligt men på något vis tycks 
Sverige ha varit under tron att våra regler är legitima så länge syftet är 
legitimt, trots att EU-domstolen tidigare underkände sitt egna regelverk på 
grund av den bristande proportionalitetsbedömningen. Att det inte räckte 
med ett legitimt syfte bör även ha framgått av det faktum att 
datalagringsdirektivet underkändes trots att det kom till som respons på 
terrordåden i London 2005.168 I Tele2-fallet uttalar EU-domstolen sig därför 
om vad Sverige behöver beakta när de nya reglerna stiftas och hur ett 
regelverk om lagringsskyldighet bör vara uppbyggt för att anses vara 
                                                     
165 Se Tele2-fallet punkt 115–118. 
166 Se Tele2-fallet punkt 120–121. 
167 Se Tele2-fallet punkt 125. 
168 Se avsnitt 5 Tele2-fallet. 
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proportionerligt. Sverige måste därför beakta följande vid utformningen av 
det nya regelverket: 
● Lagring av trafikuppgifter och lokaliseringsuppgifter får inte vara 
huvudregel. 
● Det måste åtminstone finnas en indirekt koppling eller avlägset 
samband mellan den berörda personen och grov brottslighet för att 
lagringsskyldighet ska vara accepterat. Lagringen måste dessutom 
uppfylla objektiva kriterier som fastställer ett samband mellan de 
uppgifter som ska lagras och det eftersträvande syftet. 
● Att lagra uppgifter som gör det möjligt att dra mycket precisa 
slutsatser om de berördas privatliv är ett långtgående ingrepp i de 
berördas grundläggande fri- och rättigheter och måste betraktas som 
synnerligen allvarligt. Att kartlägga de berörda personerna på sådant 
vis är lika känsligt ur integritetssynpunkt som innehållet i en 
kommunikation. 
● Lagstiftningen, både angående när lagringsskyldighet uppstår och 
när tillgång till uppgifterna får ges, måste vara tydlig och precis. 
● Sverige måste se till så att tillgången till de lagrade uppgifterna 
underkastas förhandskontroll av antingen domstol eller en 
oberoende förvaltningsmyndighet. 
● Uppgifterna ska lagras inom unionen. 
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6 Utredningen 
I detta avsnitt kommer det att redogöras för vad som framkommit i SOU 
2017:75. Det kommer även att redogöras för vilket direktiv från EU som 
föranlett de svenska reglerna och hur utredningen tolkat Tele2-fallet. Vad 
som framkommit när utredningen varit ute på remiss kommer att 
presenteras avslutningsvis i detta avsnitt. 
6.1 Integritetsdirektivet 
De regler som utredningen granskar är baserade på integritetsdirektivet och 
datalagringsdirektivet. Att datalagringsdirektivet förklarades ogiltigt innebär 
inte per definition att de svenska reglerna också är ogiltiga. De är fortfarande 
giltiga om de är förenliga med integritetsdirektivet och de reglers giltighet 
som särskilt ses över i utredningen härstammar från art. 5 samt 15.169  
6.1.1 Artikel 5 
I artikel 5 slås det fast att medlemsstaterna har en skyldighet att säkerställa 
konfidentialitet vid kommunikation. Det ska förbjudas avlyssning, 
uppfångande med tekniska medel, lagring eller andra metoder som innebär 
att kommunikationen, eller de därmed förbundna trafikuppgifterna, kan 
fångas upp eller övervakas av någon utan de berörda personernas samtycke. 
 
Uppgifter får lagras om det är nödvändigt för att en kommunikation ska 
kunna överföras. Det är inte heller förbjudet att spela in kommunikationer 
på sådant sätt som är lagligt för att kunna tillhandahålla bevis på 
affärstransaktion eller annan affärskommunikation. 
6.1.2 Artikel 15 
Artikel 15 stipulerar i vilka sammanhang det kan göras undantag från bland 
annat artikel 5. Undantag får göras när det i ett demokratiskt samhälle är 
direkt nödvändigt, lämpligt och proportionerligt för att skydda nationell 
säkerhet, försvaret eller allmän säkerhet. Även ändamål som förebyggande, 
undersökning, avslöjande av och åtal för brott erkänns av unionen som 
acceptabla för att göra undantag från skyddet i art. 5. Bland annat får 
medlemsstaterna lagstifta att uppgifter får lagras under en begränsad period 
om syftet är något av dem som nämns ovan. Det förutsätts dock att de 
                                                     
169 Se avsnitt 3.1 EU-rättens ställning i svensk rätt för hur Sverige påverkas av direktiv. 
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åtgärder som tas sker i enlighet med de allmänna principerna i EU-rätten, 
inklusive FEU art. 6 som fastslår att stadgan och EKMR ska följas.  
6.2 Utredningens tolkning av Tele2-fallet 
Utredaren anser att abonnemangsuppgifter såsom IP-adresser inte omfattas 
av Tele2-fallet. Att EU-domstolen nämner IP-adresser beror enligt 
utredningen på att de tycks ha hämtat uppräkningen av uppgifter som kan 
användas till att dra precis slutsatser om privatlivet från Digital Rights-
domen, inte på att EU-domstolen gjort en bedömning i det aktuella fallet. 
Däremot omfattas abonnemangsuppgifter av EU-rätten och regleringen 
utav dem måste därmed vara förenliga med de fri- och rättigheter som finns 
i EKMR och stadgan.170 Vidare konstateras det i utredningen att den svenska 
rätten inte är förenlig med EU-rätten och måste därför reformeras.171 De nya 
reglerna måste reformeras utifrån att uppgifter endast får lagras för att 
bekämpa grov brottslighet och det får inte röra sig om en generell och 
odifferentierad lagring av samtliga trafikuppgifter och 
lokaliseringsuppgifter.172 
 
Domstolens resonemang om riktad lagring anser utredningen vara obiter 
dictum, d.v.s. icke bindande för Sverige och enbart ett exempel. De kriterier 
som räknas upp i detta exempel är därför att betrakta som just exempel och 
inte krav på hur lagstiftningen ska vara utformad. Därför går det enligt 
utredningen inte att säga att lagringsskyldigheten alltid måste uppfylla 
objektiva kriterier som fastställer ett samband mellan de uppgifter som ska 
lagras och brottsbekämpning. Det går inte heller att fastslå hur domstolen 
skulle döma om lagringsskyldigheten var mindre omfattande men likväl 
generell.173 Utredningens tolkning att denna del i domen ska anses vara 
obiter dictum har dock kritiserats i en del remisser.174 
 
Utredningen konstaterar vidare att lagringsskyldigheten enligt svensk lag vid 
ärendets avgörande inte omfattade samtliga trafikuppgifter och 
lokaliseringsuppgifter och därför kan domen ifrågasättas på basis av felaktigt 
                                                     
170 Se SOU 2017:75 s. 196 ff. 
171 Se SOU 2017:75 s. 200. 
172 Se SOU 2017:75 s. 203 f. 
173 Se SOU 2017:75 s. 204 ff. 
174 Se bland annat Datainspektionens remissvar: ”Datalagring –brottsbekämpning och 
integritet (SOU 2017:75)”, dnr. 02403-2017, s. 2 och Svea hovrätts remissvar: ”Yttrande över 
delbetänkandet Datalagring – brottsbekämpning och integritet (2017:75)”, dnr. 2017/982, 
s. 2.  
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formulerade frågor från kammarrätten även om det bör utgås ifrån att EU-
domstolen anser den svenska lagstiftningen medger en alltför långtgående 
lagringsskyldighet.175 
 
Utredningen kommer därför fram till fyra slutsatser; att det inte får 
föreskrivas en generell och odifferentierad lagring av samtliga trafik- och 
lokaliseringsuppgifter för samtliga abonnenter och registrerade användare 
avseende samtliga elektroniska kommunikationsmedel. De svenska reglerna 
måste göras mindre omfattande och ett system med riktad omfattande 
lagringsskyldighet är acceptabelt om det är begränsat till tid, plats eller 
person. Andra system för lagringsskyldighet kan införas så länge 
lagringsskyldigheten inte blir huvudregel och begränsas till vad som är 
strängt nödvändigt.176 
 
Utredningens tolkning av Tele2-fallet har kritiserats i en del remisser, bland 
annat av Tele2 som anser att abonnemangsuppgifter omfattas utav domen 
och av Bahnhof som anser de ansträngt sig för att misstolka domen för att 
kunna motivera en fortsatt lagringsskyldighet. Istället för att uppfylla de krav 
som Bahnhof anser EU-domstolen ställer på lagstiftningen så har 
utredningen fokuserat på att uppfylla svaret som EU-domstolen gav, 
nämligen att samtliga uppgifter inte får omfattas av en lagringsskyldighet. 
Bahnhof hävdar alltså att det inte räcker med att undanta ett par uppgifter 
från lagringsskyldigheten om den alltjämt är att anse som huvudregel.177 
Även instanser såsom Svea Hovrätt och PTS har ifrågasatt utredningens 
tolkning av domen när det kommer till huruvida abonnemangsuppgifter 
anses omfattas.178 
6.3 Lagen om elektronisk kommunikation 
Den enda föreslagna förändringen i LEK var 6 kap. 16 d §. Tidigare skulle 
uppgifter som avses i 16 a § lagras i sex månader från den dag 
kommunikationen avslutades och i den nya föreslagna lydelsen ska samma 
                                                     
175 Se SOU 2017:75 s. 206 f. 
176 Se SOU 2017:75 s. 207 f. 
177 Se Tele2:s remissvar: ”Yttrande över delbetänkandet Datalagring – brottsbekämpning 
och integritet (SOU 2017:75)”, s. 2 f. samt Bahnhof AB:s remissvar: ”Remissyttrande över 
SOU 2017:75, Datalagring – brottsbekämpning och integritet”, s. 3 ff. 
178 Se Svea hovrätts remissvar s. 2 f. samt PTS:s remissvar: ”Remissvar – delbetänkandet 
Datalagring – brottsbekämpning och integritet (SOU 2017:75)”, dnr. 17-10658, s. 4 f. 
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uppgifter lagras den tid regeringen föreskriver, dock som längst i tio 
månader räknat från den dag kommunikationen avslutades.179 
 
Noterbart är att utredningens förslag möjliggör lagringsskyldighet under en 
längre tid än vad det tidigare var möjligt. Det är dessutom fortsatt alla 
användares uppgifter som ska lagras och inte enbart de som har någon 
koppling till brottsbekämpning. 
 
Utredningen kom fram till att en modell med riktad lagringsskyldighet inte 
var genomförbar i Sverige. Som grund för detta nämns det att nyttan med 
ingreppet minskar eftersom den blir mindre omfattande, och därmed inte 
uppfyller den brottsbekämpande verksamhetens påstådda behov, samtidigt 
som ingreppet för de berörda individerna blir större eftersom de anser det 
vara ett större ingrepp om man som individ blir utpekad. Därför anser 
utredningen att riktad lagring varken är förenligt med 
proportionalitetsprincipen eller uppfyller de behov som den 
brottsbekämpande verksamheten har och är därmed inte genomförbart.180 
 
Att tidsgränsen för lagringsskyldighet föreslås minska i vissa situationer 
välkomnas av instanser såsom Tele2 som har ett intresse i frågan och de 
kritiserar att den föreslås en möjlighet att utöka tidsgränsen till ännu längre 
än vad det tidigare fanns.181 Samtidigt så får utredningen precis den 
motsatta kritiken av andra instanser, såsom Säkerhetspolisen och Rädda 
Barnen som vill behålla eller utöka den nuvarande tidsgränsen.182 
6.4 Inhämtningslagen 
Utredningen kom fram till att ändra 4–6 §§ i Lagen (2012:278) om 
inhämtning av uppgifter om elektronisk kommunikation i de 
brottsbekämpande myndigheternas underrättelseverksamhet, nedan kallad 
inhämtningslagen. I den tidigare regleringen var det myndigheten som 
beslutade om inhämtning av uppgifter och myndighetschefen hade 
möjlighet att delegera denna möjlighet till någon annan vid myndigheten 
som hade den särskilda kompetens, utbildning och erfarenhet som 
                                                     
179 Se SOU 2017:75 s. 47. 
180 Se SOU 2017:75 s. 208 ff. 
181 Se Tele2:s remissvar s. 2. 
182 Se Säkerhetspolisens remissvar: ”Remissvar delbetänkandet Datalagring – 
brottsbekämpning och integritet (SOU 2017:75)”, dnr. 2017-23762-2, s. 6. och Rädda 
Barnens remissvar: ”Rädda Barnens svar på remissen om Datalagring- brottsbekämpning 
och integritet (SOU 2017:75)”, s. 1. 
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behövdes. Den som fått denna möjlighet delegerad till sig fick dock inte fatta 
beslut om inhämtning i samma operativa verksamhet som hen deltog i. I den 
nya föreslagna lydelsen ska beslut om inhämtning fattas av åklagare efter 
ansökan av Polismyndigheten, Säkerhetspolisen eller Tullverket. Det har 
även tillkommit att om beslutet ska hävas så ska detta ske av den ansökande 
myndigheten, till skillnad från tidigare då det inte var specificerat. Det åligger 
dessutom den ansökande myndigheten att underrätta Säkerhets- och 
integritetsskyddsnämnden om ett beslut om inhämtning av uppgifter.183  
6.5 Förordningen om elektronisk 
kommunikation 
Utredningen kom fram till att 42–43 §§ i förordning (2003:396) om 
elektronisk kommunikation ska upphöra att gälla och att 37–41 samt 44 §§ 
ska ändras.184 
 
Den nya regleringen innebär att den som är skyldig att lagra uppgifter enligt 
6 kap. 16a § LEK inte får lagra uppgifterna utanför Sverige. Uppgifterna ska, 
beroende på vad det är för typ, lagras i tio, sex eller två månader till skillnad 
från tidigare då tidslängden var sex månader för samtliga uppgifter som 
skulle lagras.185 
 
Att uppgifterna föreslås behöva lagras inom Sverige motiveras av att PTS:s 
möjlighet att bedriva en effektiv och potent tillsyn därmed skulle utökas. 
Utredningen fastslår dock att de skulle kunna bedriva en aktiv och 
ändamålsenlig tillsyn även utomlands inom unionen.186 
 
Lagringsskyldigheten föreslås att utökas för att kunna identifiera abonnent 
och registrerad användare för att motverka att många operatörer använder 
sig av NAT-teknik där flera användare använder samma publika IP-adress. 
Hur många uppgifter som behöver lagras påverkas alltså av vilken teknik 
tjänsteleverantörerna använder. Det viktigaste är att tillräckligt många 
uppgifter lagras för att kunna identifiera abonnenten eller den registrerade 
                                                     
183 Se SOU 2017:75 s. 48 f. 
184 Se SOU 2017:75 s. 50. 
185 Se SOU 2017:75 s. 50 ff. 
186 Se SOU 2017:75 s. 289. 
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användaren.187 När det gäller telefonitjänst över det fasta nätet behöver 
uppgifter inte längre lagras.188  
 
Att det fortfarande föreslås en generell lagringsskyldighet för uppgifter som 
kan användas för att dra precisa slutsatser om privatlivet för den som har 
fått sina uppgifter lagrade kritiseras av flera instanser. Kammarrätten i 
Göteborg påpekar även att möjligheten att kunna dra precisa slutsatser om 
privatlivet framstår som syftet med lagringsskyldigheten.189 Samma kritik 
som riktades mot tidskravet i LEK är även aktuell här.190 
6.6 Reflektioner kring de inkomna 
remisserna 
Noterbart är att de som varit positiva till förslaget har huvudsakligen 
argumenterat utifrån sina behov och de som varit negativa har 
argumenterat utifrån förslagets kompatibilitet med EU-rätten. Väl värt att 
speciellt belysa är följande utdrag från Göteborgs universitets och Stiftelsen 
för internetinfrastrukturs remisser: 
 
“Från rättslig synvinkel står det dock klart att Sverige har att följa EU-rätten. Och EU-rätten 
uttolkas av EU-domstolen. Det framgår av utredningens direktiv att syftet med utredningen 
är att lämna förslag på hur det svenska regelverket kan anpassas till EU-rätten, såsom den 
uttolkats av EU-domstolen i Tele2-domen. En sådan anpassning kan medföra en annan 
intresseavvägning än den som hade gjorts om Sverige hade haft att avgöra frågan på egen 
hand. Det kan till och med vara så att anpassningen medför en intresseavvägning som 
Sverige finner oacceptabel. Hur Sverige skall agera i en sådan situation är i första hand en 
politisk fråga. Från rättslig synvinkel har Sverige som sagt en skyldighet att följa EU-rätten 
även i lägen då detta medför oönskade konsekvenser för det svenska samhället.”191 
 
“Avlyssning och övervakning är verktyg som vi historiskt sett förknippar med ofria samhällen 
och vi behöver även fortsättningsvis vara vaksamma mot eventuella regleringar och 
åtgärder som försämrar medborgarnas rättigheter. Resonemanget att det underlättar 
polisens arbete är måhända korrekt, men statens uppgift är inte att underlätta polisens 
arbete genom att skapa inskränkningar i medborgerliga fri- och rättigheter som inte är 
                                                     
187 Se SOU 2017:75 s. 310 f. 
188 Se SOU 2017:75 s. 312. 
189 Se bland annat Svea Hovrätts remissvar s. 1, Kammarrätten i Göteborgs remissvar: 
”Delbetänkandet Datalagring – brottsbekämpning och integritet (SOU 2017:75)”, dnr. 
381/17, s. 2 och Datainspektionen remissvar s. 1. 
190 Se avsnitt 6.3 Lagen om Elektronisk kommunikation. 
191 Se Göteborgs universitets remissvar: ”Remiss gällande Datalagring – brottsbekämpning 
och integritet (SOU 2017:75)”, dnr. VR 2017/150, s. 1. 
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proportionerliga i förhållande till de integritetsrisker och integritetsintrång 
som förslaget om datalagring medför.”192 
 
Göteborgs universitets remiss belyses särskilt eftersom de har uppfattat 
situationen korrekt och redogör för hur Sverige ska förhålla sig till domen, 
att intresseavvägningen redan är gjord och att Sverige måste följa den. 
Utredningen ska alltså inte göra en separat intresseavvägning och utifrån 
den se över lagstiftningen utan lagstiftningen måste utgå ifrån de 
gränsdragningar som EU-domstolen gjort, även om utredningen inte håller 
med EU-domstolen. När utredningen väl är klar och presenterad är det upp 
till riksdagen att besluta sig för om utredningens förslag ska genomföras och 
det är först här som frågan om vi bör följa EU-rätten blir aktualiserad.193 
Lagstiftningen bör därför inte formeras utifrån vad den brottsbekämpande 
verksamheten påstår sig ha för behov utan strikt efter vad EU-domstolen har 
sagt. Därför blir det bekymmersamt att modellen om riktad 
lagringsskyldighet avfärdas på grund av att den brottsbekämpande 
verksamheten inte anser den uppfylla de behov den har när EU-domstolen 
tydligt har sagt att en sådan modell är förenlig med EU-rätten. Att denna 
modell avfärdas tyder på att utredningen utgår ifrån en egen bedömning av 
situationen istället för EU-domstolens bedömning.194 
 
Stiftelsen för internetinfrastrukturs remiss belyses särskilt eftersom det är 
en av få remisser som erkänner att även motstående sidan har ett intresse 
och vad detta intresse har för konsekvenser. Den belyses även av den 
anledningen att de har iakttagit kopplingen mellan övervakning och ofria 
samhällen som givetvis är värd att notera på grund av vad som föranledde 
uttrycket rättsstat att stiftas, nämligen som en motpol till polisstat.195 Att ha 
denna tanke i bakhuvudet när reglerna utformas kan därför, ur ett 
rättssäkerhetsperspektiv, vara väldigt viktigt för att uppnå rätt balans i 
lagstiftningen. Om detta perspektiv försummas riskerar reglerna att bättre 
passa in i en polisstat än en rättsstat. 
                                                     
192 Se Stiftelsen för internetinfrastrukturs remissvar: ”Remissvar – Datalagring – 
Brottsbekämpning och integritet (SOU 2017:75)”, s. 3. 
193 Hur Sverige ska förhålla sig till EU-rätten framgår i avsnitt 3.1 EU-rättens ställning i 
svensk rätt. 
194 Se avsnitt 6.3 Lagen om elektronisk kommunikation. 
195 Se avsnitt 2 Rättsstatsprincipen. 
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7 Avslutande reflektioner 
Baserat på de inkomna remisserna går det att konstatera att det är en fråga 
med två motstående intressen. På ena sidan står de som ser till sina egna 
intressen (den brottsbekämpande verksamhetens behov av verktyg samt 
upphovsrättsinnehavare) och på den andra står de som är antingen måna 
om att få ett av EU accepterat regelverk på plats eller de som ser till sitt egna 
intresse (operatörer och rättighetsorganisationer). Det går också att 
konstatera att det inte går att ge helt rätt åt en av sidorna eftersom då missas 
aspekten att det är två motstående intressen som ska vägas mot varandra. 
Att ge fullt företräde för den sida som förespråkar utökad lagringsskyldighet 
skulle innebära att grundläggande fri- och rättigheter inskränks och att 
förbjuda all lagring skulle innebära ett kraftigt försvårande för den 
brottsbekämpande verksamheten att uppnå sitt syfte, att skydda samhället. 
 
Det står också klart att precis som Göteborgs universitet påtalade så är det 
inte upp till Sverige att göra en intresseavvägning.196 En sådan är redan gjord 
av EU och Sverige är skyldig att följa denne. Däremot så har EU-domstolen 
lämnat det öppet för hur Sverige kan uppfylla de avvägningar som EU-
domstolen gjort och det är detta som diskussionen borde handla om, inte 
om hur intressena bör vägas mot varandra.197 
7.1 Huruvida Sverige riskerar att 
misslyckas med att skapa regler 
Som bekant så är att misslyckas med att etablera ett regelverk ett av Lon 
Fullers åtta sätt att misslyckas med att etablera en rättsstat. Att välja att inte 
lagstifta om ett område är inte nödvändigtvis i strid med Fullers kriterier 
utan ett brott mot hans första kriterium skulle uppstå först då Sverige väljer 
att reglera situationen men misslyckas. Däremot har Frändberg gett uttryck 
för att det skulle kunna ses som ett kriterium för en rättsstat att det inte får 
råda rättsbrist på ett social viktigt rättsområde. Oavsett vems definition av 
en rättsstat som anses vara den gällande så kan det konstateras att behovet 
av regler på området är stort för att båda intressena ska kunna tillgodoses. 
Därför är det inte bara viktigt att reglerna kommer på plats utan det är ännu 
viktigare att reglerna inte blir underkända av EU igen. Helst bör det inte 
finnas utrymme för att ens ifrågasätta det nya regelverket eftersom då 
                                                     
196 Se avsnitt 6.6 Reflektioner kring de inkomna remisserna. 
197 Se avsnitt 3.1 EU-rättens ställning i svensk rätt. 
 51 
riskerar det både att dra ut på processen även om det blir godkänt i en ny 
domstolsprövning och det riskerar också att återigen underkännas vilket är 
en situation Sverige måste göra allt för att undvika att hamna i.198  
 
För att Sverige ska anses bryta mot Fullers kriterium krävs det alltså att 
riksdagen misslyckas med att skapa regler. För att det ska kunna ske så krävs 
det både att den bestämmer sig för att stifta nya regler och att de nya 
reglerna blir, precis som de förra, underkända av EU-domstolen. Om Sverige 
istället ska bedömas efter vad Frändberg uttalat så räcker det med att 
situationen förblir oreglerad, det vill säga antingen att riksdagen avstår från 
att reglera situationen eller att reglerna blir underkända av EU-domstolen. 
Eftersom allting tyder på att riksdagen kommer att försöka reglera 
situationen genom lagstiftning så, oavsett vilken definition som tillämpas, 
kommer ett brytande mot rättsstatsprincipen att handla om huruvida 
regleringen blir underkänd av EU-domstolen.199 
 
Sveriges nuvarande situation påminner väldigt mycket om den allegori som 
Fuller använder sig av, nämligen att det gamla regelverket har blivit 
ogiltigförklarat.200 I allegorin skedde det av lagstiftaren och i Sveriges fall 
skedde det av EU-domstolen. Det är vad som sker härnäst som avgör ifall vi 
avviker från hans allegori och lyckas med att etablera ett gällande regelverk 
eller om vi fortsätter med ett vakuum på regler, likt hans allegori, på grund 
av inkompetens hos lagstiftaren. Inkompetensen i Fullers allegori bestod av 
att inte kunna upprätta en rättsstat medan i Sveriges fall skulle den i sådant 
fall bestå av att inte kunna tolka EU-domstolens avgörande och upprätta ett 
gällande regelverk efter dess uttalande. 
7.1.1 Förenligheten med EU-rätten 
Huruvida Sverige misslyckas med att skapa ett gällande regelverk på detta 
rättsområde om de föreslagna förändringarna genomförs är alltså beroende 
av ifall förändringarna är förenliga med vad som framkom i Tele2-fallet.  
 
Slutsatserna från Tele2-fallet är bland annat att lagringsskyldigheten inte fick 
utgöra en huvudregel för att inte förta verkan av integritetsdirektivet art. 
                                                     
198 Se avsnitt 2.3 Kriterier för en rättsstat. 
199 Se avsnitt 1.3 Metod och material för hur justitieministern förhåller sig till utredningen. 
200 Se avsnitt 2.3 Kriterier för rättsstat. 
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5.201 Trots detta så föreslår utredningen inte en förändring i denna aspekt.202 
Det ska, precis som innan Tele2-fallet, föreligga en lagringsskyldighet för 
tjänsteleverantörer som omfattar samtliga kunder. En del uppgifter har 
visserligen undantagits från lagringsskyldigheten och en del har tillkommit 
men att lagringsskyldighet fortfarande är att anses som huvudregel kan inte 
ifrågasättas då tjänsteleverantörerna föreslås behöva lagra samtliga kunders 
uppgifter och inte enbart de som har en koppling till grov brottslighet.203 Häri 
ligger ett nära samband med en annan slutsats som också kunde dras från 
Tele2-fallet, nämligen att det måste finnas en, åtminstone indirekt, koppling 
mellan lagringsskyldigheten och det eftersträvande syftet - bekämpning av 
grov brottslighet. Denna koppling ska fastställas genom att lagringen 
uppfyller objektiva kriterier som är fastställda i lagen.204 Några sådana 
kriterier föreslås aldrig av utredaren så även i denna aspekt brister det 
framtagna förslaget. 
 
Att lagra uppgifter som kan användas för att dra mycket precisa slutsatser 
om privatlivet är ett långtgående ingrepp i de berördas rättigheter är en 
annan slutsats som kan dras från Tele2-fallet.205 Precis som Kammarrätten i 
Göteborg påpekar i sin remiss så förefaller detta även vara syftet med 
lagringsskyldigheten, annars skulle uppgifterna inte vara av intresse för den 
brottsbekämpande verksamheten.206 Eftersom dessa uppgifter enligt 
utredningen ska lagras om samtliga kunder av tjänsteleverantörerna så 
framstår det därför som ett oproportionerligt ingrepp i de medborgarnas 
rättigheter då det inte kan styrkas ett samband med grov brottslighet. 
 
Av Tele2-fallet kunde det även dras slutsatserna att lagstiftningen måste 
vara tydlig och att tillgången till de lagrade uppgifterna ska underkastas 
förhandskontroll av antingen domstol eller en oberoende 
förvaltningsmyndighet.207 Detta är två slutsatser som utredningens förslag 
uppfyller då processen för hur det ska ansökas om tillgång har ändrats samt 
att det inte föreligger några frågetecken kring vad lagen innebär.208 
                                                     
201 Se avsnitt 5.4 Slutsatser som kan dras av Tele2-fallet. 
202 Se avsnitt 6.3 Lagen om elektronisk kommunikation. 
203 Se avsnitt 6.5 Förordningen om elektronisk kommunikation. 
204 Se avsnitt 5.4 Slutsatser som kan dras av Tele2-fallet. 
205 Se avsnitt 5.4 Slutsatser som kan dras av Tele2-fallet. 
206 Se avsnitt 6.5 Förordningen om elektronisk kommunikation. 
207 Se avsnitt 5.4 Slutsatser som kan dras av Tele2-fallet. 
208 Se avsnitt 6.4 Inhämtningslagen. 
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Möjligtvis skulle det kunna påstås vara otydligt exakt vilka uppgifter som 
måste lagras men detta är en avvägning som gjorts för att hålla lagstiftningen 
teknikneutral och att motverka att tjänsteleverantörerna som använder sig 
utav NAT-teknik undkommer lagringsskyldighet.209 I denna del bör förslaget 
därför inte kritiseras. 
 
Den sista slutsatsen som kunde dras från Tele2-fallet var att uppgifterna 
skulle lagras inom unionen. Utredaren föreslog att uppgifterna ska behöva 
lagras inom Sverige, trots att det i utredningen framkom att PTS kunde 
bedriva en acceptabel tillsyn inom unionen.210 Som det tidigare redogjorts 
för så ställs det fyra krav för att kunna tillämpa en åtgärd som inskränker den 
fria marknaden.211 Att det tjänar ett legitimt syfte kan konstateras då det 
handlar om att skydda uppgifterna och därmed också en grundläggande fri- 
och rättighet. Åtgärden tillämpas dessutom icke-diskriminerande då 
detsamma gäller för samtliga tjänsteleverantörer oavsett var de är 
etablerade. Det går inte heller att påstå att åtgärden inte respekterar 
grundläggande fri- och rättigheter eftersom det är en sådan som föranlett 
åtgärden och den inte inskränker någon annan.  
 
Däremot både kan och bör det ifrågasättas huruvida åtgärden är nödvändig 
för att uppnå det eftersträvade syftet. Inskränkningen är visserligen inte 
direkt oförenligt med vad som framkom i Tele2-fallet och det motiveras av 
utredningen genom att det förbättrar PTS:s möjlighet att bedriva en effektiv 
tillsyn men det måste ifrågasättas huruvida det är förenligt med 
integritetsdirektivet art. 1 som tydligt fastslår att direktivet tillkommit för att 
säkerställa fri rörlighet för sådana uppgifter inom gemenskapen.212 Det är 
också högst osäkert ifall det kan anses nödvändigt att begränsa lagringen till 
inom Sverige när utredningen konstaterat att PTS kan bedriva en effektiv 
tillsyn inom hela EU. Eftersom EU-domstolen tidigare sagt att det i 
proportionalitetsbedömningen ska ingå att värdera huruvida syftet kan 
uppnås genom en mindre inskränkande åtgärd så går det inte att bortse från 
det faktum att PTS kan bedriva en acceptabel tillsyn om uppgifterna lagras 
inom EU. Därför bör det ifrågasättas huruvida det är förenligt med EU:s inre 
marknad att kräva att uppgifterna lagras inom Sverige istället för inom EU 
som EU-domstolen uttalade. 
                                                     
209 Se avsnitt 6.5 Förordningen om elektronisk kommunikation. 
210 Se avsnitt 6.5 Förordningen om elektronisk kommunikation. 
211 Se avsnitt 3.1 EU-rättens ställning i svensk rätt. 
212 Se avsnitt 3.1 EU-rättens ställning i svensk rätt. 
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Det föreslås alltså en fortsatt generell och odifferentierad lagring av 
uppgifter som kan användas för att dra mycket precisa slutsatser om de 
berördas privatliv och lagringsskyldigheten kommer fortsatt att vara 
huvudregeln trots att EU-domstolen uttryckligen sagt att detta inte är 
acceptabelt. Lagringsskyldigheten saknar dessutom objektiva kriterier som 
fastställer en åtminstone indirekt koppling mellan lagringsskyldigheten och 
bekämpningen av grov brottslighet. Därför framstår det som otvivelaktigt att 
det finns en uppenbar risk för att utredningens förslag inte är förenligt med 
EU-rätten och riskerar att på nytt bli underkänd av EU-domstolen. Om så blir 
fallet så har lagstiftaren i sin iver att skapa så bra förutsättningar som möjligt 
för den brottsbekämpande verksamheten istället misslyckats med att ge 
samme verksamhet några som helst verktyg. Istället uppstår en situation då 
samhället riskerar att stå utan regler på ett område som är i desperat behov 
av dem, likt vad som hände i Fullers allegori.  
 
En parallell kan dras till en nybliven båtägare som ska köpa ett öskar för att 
vara förberedd när olyckan är framme. Naturligtvis vill denne ha ett så stort 
och bra öskar som möjligt men han har bara råd med ett öskar av den mindre 
modellen som innebär att han hade behövt ösa ett bra tag för att få bort allt 
vatten. Istället köper han en stor spann med rostig botten och tänker att 
denna kan rymma mycket vatten och därmed också göra jobbet bra. När han 
väl tar ut båten på sin jungfrufärd upptäcker han till sin förtvivlan att den 
börjar ta in vatten. Skepparen fattar sin rostiga spann och börjar ösa ut 
vattnet men tyvärr så har bottnen rostat sönder och spannen går sönder 
direkt, vilket leder till att skepparen nu står i sin båt som är fylld till knäna 
med vatten mitt ute på havet utan möjlighet att tömma båten på vatten. För 
att koppla detta till verkligheten så riskerar Sverige att hamna i en liknande 
situation om vi väljer ett mer omfattande regelverk som riskerar att 
underkännas av EU istället för ett som vi är säkra på är förenligt med EU-
rätten men ändå ger den brottsbekämpande verksamheten verktyg att 
förebygga och utreda brott. 
7.1.2 Vad utredningen borde gjort 
Sverige borde, med vad som tidigare sagts i åtanke, inte stifta de nya 
reglerna utifrån vad den brottsbekämpande verksamheten behöver utan 
först och främst utgå ifrån den intresseavvägning som gjordes i Tele2-
fallet.213 Utredningen som tagit fram lagförslaget bör därför utgå ifrån vad 
                                                     
213 Se avsnitt 3.1 EU-rättens ställning i svensk rätt. 
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som tydligt framgår i EU-domen, inte försöka leta kryphål i den för att 
tillgodose vad den brottsbekämpande verksamheten påstår sig behöva, 
såsom utredningens argumentation om att IP-adresser inte omfattas av 
Tele2-domen trots att de uttryckligen nämns av EU-domstolen samt att de 
angriper domens omfattning på basis av att kammarrätten ställt felaktiga 
frågor.214 Att EU-domstolen har samma uppräkning som i Digital Rights-
domen tyder inte på att de tagit med överflödiga uppgifter, snarare att de 
vill påvisa likheterna och det allvarliga i uppgifternas natur. Dessutom tyder 
det på att EU-domstolen slår fast att abonnemangsuppgifter omfattas av 
integritetsdirektivet, oavsett vad de benämns i Sveriges lagstiftning. Att lita 
på utredningens bisarra tolkning i denna fråga som förutsätter att EU-
domstolen gjort ett misstag tycks därför vara orimligt.  
 
Även att ifrågasätta slutsatserna i Tele2-fallet på grund av att Kammarrätten 
skulle ha felformulerade frågeställningar tycks aningen desperat då EU-
domstolens ställningstagande tydligt framgår i deras prövning av 
tolkningsfrågorna. För att ett sådant ifrågasättande skulle tyckas vara rimligt 
så måste det också innebära att utredningen enbart har EU-domstolens svar 
på frågorna att beakta och så är naturligtvis inte fallet, även om det kan 
framstå som det eftersom dess fokus tycks ha varit att inte längre föreskriva 
en lagringsskyldighet för samtliga trafik- och lokaliseringsuppgifter samt att 
lagringen ska vara differentierad istället för att upprätta ett förslag som 
tillgodoser de krav som de uttalade i domskälen.  
 
Att leta efter kryphål för att kunna motivera sina lagändringar, eller brist på 
sådana, kommer inte att resultera i att lagförslaget blir bindande, enbart att 
Sverige fortsätter vara utan ett giltigt regelverk eftersom frågan då med 
största sannolikhet kommer att prövas av EU-domstolen igen. Att förvänta 
sig ett annorlunda utfall med det som grund är inte realistiskt utan mer 
troligt så kommer EU-domstolen att förtydliga sitt tidigare ställningstagande 
och Sverige tvingas börja om och försöka få till ett gällande regelverk.  
7.2 EU:s intresseavvägning  
Avvägningen som EU gjort där individens rätt till privatliv, skydd av 
personuppgifter och rätt till yttrandefrihet vägs mot samhällets intresse av 
att förebygga och utreda brott är som redan konstaterat bindande för 
Sverige.215 Det är även påpekat av Göteborgs universitet att om Sverige 
                                                     
214 Se avsnitt 6.2 Utredningens tolkning av Tele2-fallet. 
215 Se avsnitt 3.1 EU-rättens ställning i svensk rätt. 
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finner avvägningen oacceptabel så får det lösas genom politiska beslut 
eftersom Sverige har en skyldighet att följa EU-rätten.216 Därför finns det ett 
intresse av att undersöka om intresseavvägningen som gjordes av EU är 
acceptabel för att utreda hur Sverige bör agera politiskt, om Sverige bör 
acceptera EU:s ställningstagande. 
 
EU-domstolen uttrycker att samtliga involverade intressen har ett legitimt 
skyddsvärde. De underkänner inte att medborgares icke-absoluta fri- och 
rättigheter inskränks, enbart att det inte får ske utan lagstöd, en faktiskt 
koppling till det motstående intresset samt att inskränkningen ska anses 
vara proportionerlig sett till det motstående intresset, vilket kan motiveras 
av att det annars hade förtagit effekten av en grundläggande fri- och 
rättighet.217 Att lagringsskyldighet av trafik- och lokaliseringsuppgifter inte 
får vara huvudregel tycks även det vara förenligt med utgångspunkten att 
samtliga involverade intressen har ett legitimt skyddsvärde eftersom det, 
som EU-domstolen själva redogör för, annars hade satt integritetsdirektivet 
art. 5 ur spel.  
 
Det bör även diskuteras vad som egentligen utgör en inskränkning. EU-
domstolen gjorde avvägningen att redan förekomsten av lagring utgör en 
inskränkning, vilket styrks av deras tidigare rättspraxis då de uttalade 
principen om a right to be forgotten som en mänsklig rättighet, men att 
inskränkningen först skulle uppstå då någon får tillgång till ens uppgifter är 
inte otänkbart.218 Vilket ställningstagande i denna fråga man tar beror 
troligtvis på vilket samhälle som förespråkas, lutar man mer åt ett 
övervakningssamhälle så uppstår inskränkningen först då tillgång till ens 
uppgifter ges, om det ens kan anses finnas en rättighet i ett sådant samhälle. 
Argument som att enbart den som har något att dölja har något att frukta 
passar in här och precis som Hammarberg påpekade så är detta fel sätt att 
attackera problematiken.219  
 
Även invändningen av Stiftelsen för internetinfrastruktur förtjänar att 
nämnas här då de helt korrekt har påpekat att avlyssning och övervakning är 
verktyg som förknippas med ofria samhällen.220 Att resultat uteblivit som 
                                                     
216 Se avsnitt 6.6 Reflektioner kring de inkomna remisserna. 
217 Se avsnitt 4.1 Förutsättning för att inskränka en rättighet. 
218 Se avsnitt 4.2 Individens rätt till privatliv och skydd av personuppgifter. 
219 Se avsnitt 4.4 Samhällets intresse av att förebygga och utreda brott. 
220 Se avsnitt 6.6 Reflektioner kring de inkomna remisserna. 
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Hammarberg påpekar trots att övervakningen och datautbytet mellan stater 
eskalerat de senare åren tyder på att övervakning inte är så effektivt som 
den brottsbekämpande verksamheten vill göra gällande.221 Dessutom kan 
det kritiseras hur verksamheten väljer att använda sig av den data de samlat 
in. Att använda datan för att skapa profiler av personer som är mer benägna 
att begå brott kan tyckas harmlöst men det är också väldigt lätt att sådan 
data missbrukas, likt vad som hände då Skånepolisen uppförde ett register 
över romer.222 Av den anledningen bör det därför också ställas höga krav på 
den brottsbekämpande verksamheten att tydligt redogöra för varför de ska 
prioriteras framför medborgares grundläggande fri- och rättigheter. 
 
Att tvingas lagra uppgifter som innebär att det kan dras mycket precisa 
slutsatser om de berördas privatliv kan jämföras med övervakning med hjälp 
av videokameror. Videokameror är ett redskap som används på en del 
publika platser i brottsförebyggande- och utredande syfte men än så länge 
finns det inget förslag på att införa generell videoövervakning hemma hos 
samtliga medborgare för att kunna utreda brott i hemmet eftersom det 
skulle anses oproportionerligt sett till intrånget i medborgarnas privatliv. 
Detsamma kan sägas om utredningens föreslagna lagringsskyldighet, 
nämligen att den kan användas för att dra mycket precisa slutsatser och 
hjälpa den brottsbekämpande verksamheten i brottsförebyggande- och 
utredande syfte. Att föreskriva om videoövervakning hemma hos 
medborgare kan jämföras med en generell lagringsskyldighet som 
huvudregel som omfattar samtliga medborgare oavsett koppling till grov 
brottslighet och både de lagrade uppgifterna och den inspelade filmen kan 
användas som hjälpmedel ifall den berörda individen i framtiden begår ett 
brott. Inspelningen och de lagrade uppgifterna kan vidare båda användas för 
att dra precisa slutsatser om den berördas privatliv och situationerna kan 
även jämföras då det inte behöver finnas ett samband mellan det 
eftersträvande syftet och övervakningen. Denna jämförelse kan tyckas vara 
extrem eftersom videoövervakning ofta upplevs som väldigt omfattande 
övervakning men den framstår som det främst för att det är svårt att förstå 
hur mycket information som samlas in och hur den används. Att det, om 
varje människa, samlas in tillräckligt med information för att kunna dra 
precisa slutsatser om dennes privatliv och faktiskt hjälpa den 
brottsbekämpande verksamheten att utreda grov brottslighet och 
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förebygga terrorbrott bör åtminstone ge en fingervisning om graden av 
övervakning som föreslås.  
 
En annan parallell skulle kunna dras till hur post hanteras. Det är inte tillåtet 
för Posten att undersöka vem som skickar brev till vem så då bör det också 
ifrågasättas varför det skulle vara tillåtet att lagra det när det sker 
elektroniskt. Utbyte av information är som tidigare konstaterat en 
grundpelare i vårt demokratiska samhälle och det är fortsatt viktigt att 
denna rättighet värnas om.223 I Tele2-fallet så försvarar EU-domstolen detta 
intresse då de tar upp aspekten att om medborgarnas uppgifter lagras så kan 
det påverka deras användning av elektroniska kommunikationsmedel och 
därmed också deras yttrandefrihet.224 
 
Med ovan i beaktande är det svårt att klandra EU-domstolens 
intresseavvägning. Eftersom det krävs att inskränkningen i de 
grundläggande fri- och rättigheterna föranleds av ett av EU godkänt ändamål 
så vore det direkt fel att godkänna sådana inskränkningar utan ens en 
indirekt koppling mellan de berörda och grov brottslighet.225  
7.3 Huruvida Sverige riskerar att bryta 
mot rättsstatsprincipen om förslaget 
genomförs 
Frågan ifall Sverige skulle bryta mot rättsstatsprincipen ifall de i SOU 2017:75 
föreslagna ändringarna genomförs är komplex att svara på då det inte finns 
en universell definition av rättsstatsprincipen. Rättsfilosofer har förespråkat 
att rättsstatsprincipen innebär en sådan version som Tamanaha benämnde 
Formell legalitet.226 Dock bör en analys rimligtvis utgå ifrån vad Sverige själva 
lagt för betydelse i rättsstatsprincipen. Det bör i detta läget poängteras att 
även om utgångspunkten är de kriterier som ställs upp för Formell legalitet 
så blir resultatet i denna analys detsamma på grund av att Sverige har gjort 
ett ställningstagande i vad rättsstatsprincipen innebär och på så vis kan 
denna definition anses vara formellt bindande.227 Den enda skillnaden är att 
Sverige ställer högre krav på andra rättssystem än vad som skulle ställas om 
                                                     
223 Se avsnitt 4.3 Individens rätt till yttrandefrihet. 
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226 Se avsnitt 2.3 Kriterier för en rättsstat samt avsnitt 2.1.2 Formell legalitet. 
227 Se avsnitt 2.4 Regeringens definition av en rättsstat. 
 59 
Formell legalitet åberopades men eftersom enbart Sverige omfattas av 
denna analys så lämnas det därhän. 
 
Utifrån den diskussion som tidigare förts kring vad Sveriges definition av 
rättsstatsprincipen innebär så skulle den anses motsvara en av de versioner 
som benämns Individuella rättigheter eller Rätt till värdighet och rättvisa av 
Tamanaha.228 På grund av att regeringen uttryckt ett krav på att mänskliga 
rättigheter och individens värdighet ska respekteras så tyder detta på att 
Sveriges definition på rättsstatsprincipen motsvarar den version som 
benämns Rätt till värdighet och rättvisa.229 Detta innebär två saker för 
analysen, dels att det kan ifrågasättas huruvida reglerna uppfyller de krav 
som regeringen ställer på att individens värdighet och mänskliga rättigheter 
ska respekteras såsom personlig integritet, dels att det kan ifrågasättas 
huruvida reglerna utfärdas i strid med gällande befattning. 
 
Huruvida de föreslagna åtgärderna inte respekterar den personliga 
integriteten och anses vara för långtgående har det redan förts en diskussion 
kring.230 Därför kan det redan på denna punkt ifrågasättas huruvida de 
föreslagna åtgärderna uppfyller Sveriges definition av rättsstatsprincipen. 
 
Ifall de föreslagna förändringarna genomförs och underkänns av EU-
domstolen eftersom de är oförenliga med EU-rätten, vilket det finns en 
uppenbar risk för,231 så föreligger det en risk för att detta inte anses vara 
förenligt med rättsstatsprincipen då regler felaktigt utfärdats. Att 
utfärdande av regler på felaktigt vis strider mot rättsstatsprincipen framgår 
redan i den mest basala versionen som Tamanaha benämner Rule by law, 
förutsatt att det inte är den extrema versionen som åsyftas.232 Det framgår 
även i regeringens definition att det skulle strida mot rättsstatsprincipen då 
den tydligt säger att staten ska följa gällande rätt, vilket omfattar att 
lagstiftaren ska beakta EU-rätten.233  
 
                                                     
228 Se avsnitt 2.4 Regeringens definition av en rättsstat. 
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233 Se avsnitt 2.4 Regeringens definition av en rättsstat samt avsnitt 3.1 EU-rättens ställning 
i svensk rätt. 
 60 
Betydelsen för Sverige av ett brott mot rättsstatsprincipen i detta fall, 
förutom att det saknas regler för lagringsskyldighet, är dock minimal då det 
förhoppningsvis skulle resultera i att domstolen åsidosätter den svenska 
lagen och därefter påbörjas arbetet för lagstiftaren att ta fram ett förslag 
som är förenligt med EU-rätten.234 Det största problemet, utifrån ett rättsligt 
perspektiv, uppstår för de individer som får sina uppgifter lagrade av 
tjänsteleverantörer och därmed sina rättigheter inskränkta på basis av en 
felaktigt utfärdad lag tills frågan har blivit avgjord. 
 
Det ter sig också rimligt att analysera huruvida Sverige skulle kunna anses 
bryta mot rättsstatsprincipen ifall Sveriges reglering anses vara förenlig med 
EU-rätten. För denna granskning kommer Venedigkommissionens checklista 
för rättsstater att ligga till grund eftersom det var av den anledningen den 
togs fram, att granska länders rättssystem.235 På grund av 
Venedigkommissionens status inom EU så får det dock förutsättas att EU-
domstolen inte skulle acceptera en reglering som strider mot 
rättsstatsprincipen såsom den utformats i checklistan. Denna förutsättning 
kommer därför att bortses ifrån och listan ska, under denna granskning, ses 
självständigt från EU-rätten och det förutsätts i granskningen att EU-
domstolen accepterat Sveriges reglering. 
 
De delar av checklistan som anses vara tillämpliga på denna situation har 
tidigare i uppsatsen presenterats och utgjordes av fyra punkter.236 Den 
första, att datainsamling bara får ske då det föreligger ett specificerat, tydligt 
och legitimt syfte och inte sker i större utsträckning än nödvändigt, är i stora 
delar uppfylld då det kan konstateras att det bakomliggande syftet, att 
bekämpa och utreda brott, är specificerat, tydligt och legitimt. Det kan 
däremot ifrågasättas huruvida det sker i större utsträckning än nödvändigt. 
Detta har dock redan berörts i uppsatsen där slutsatsen kunde dras att de 
föreslagna åtgärderna accepterar datainsamling i större utsträckning än 
nödvändigt.237 Den andra punkten från checklistan, som berör ifall mängden 
uppgifter som lagras är begränsat till vad som är nödvändigt, har inte 
tidigare diskuterats i uppsatsen. Däremot har det konstaterats att 
uppgifterna kan användas till att dra precisa slutsatser om privatlivet.238 
                                                     
234 Se avsnitt 3.2 Normkonflikt. 
235 Se avsnitt 2.5 Venedigkommissionens checklista. 
236 Se avsnitt 2.5 Venedigkommissionens checklista. 
237 För diskussion kring detta, se avsnitt 7.1.1 Förenligheten med EU-rätten. 
238 Se avsnitt 5.2 EU-domstolens bedömning av lagringsskyldigheten. 
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Detta i sig innebär dock inte en oacceptabel inskränkning av de 
grundläggande fri- och rättigheterna, utan ett sådant övertramp sker först 
då det inte längre kan knytas till det bakomliggande syftet, att bekämpa grov 
brottslighet, vilket det ovan har konstaterats är fallet. Även denna punkt i 
checklistan misslyckas förslaget att uppfylla. 
 
Den tredje punkten från Venedigkommissionens checklista, som behandlar 
när datainsamlingen upphör, har utredningen försökt att uppfylla då de 
infört differentierade lagringstider. Huruvida lagringstiderna är för 
långtgående är svårt att uttala sig om men det kan sökas vägledning i denna 
fråga bland de involverade parterna. Eftersom de som tvingas lagra 
uppgifterna inte är nöjda och anser lagringstiderna är för långa samtidigt 
som de som kan begära ut uppgifterna inte heller är nöjda eftersom de 
efterfrågat en längre lagringstid så framstår det i alla fall som det gjorts en 
kompromiss.239 Huruvida denna kompromiss är korrekt avvägd eller inte kan 
alltid diskuteras men eftersom båda parter är missnöjda så är det svårt att 
påstå kompromissen är fel avvägd. Därför bör utredningens förslag anses 
uppfylla denna punkt i checklistan. 
 
Sammantaget så faller utredningens förslag på två av de tre punkterna i 
Venedigkommissionens checklista och därför kan förslaget inte anses vara 
förenligt med rättsstatsprincipen ens utifrån enbart ett 
datalagringsperspektiv.  
 
Med samtligt ovan i beaktande bör utredningen därför göras om och istället 
för var den anser avvägningen mellan de berörda intressena ska dras så bör 
den utgå ifrån vad EU-domstolen uttryckte i Tele2-fallet. 
                                                     
239 Se avsnitt 6.3 Lagen om elektronisk kommunikation och avsnitt 6.5 Förordningen om 
elektronisk kommunikation. 
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