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En el desarrollo del avance del documento de la entrega final, se hace un primer escenario 
que consta de 5 routers, donde se hacen sus configuraciones iniciales y se crean interfaces de 
loopbacks en dos routers, para posteriormente hacer una redistribución y que se logre la 
existencia de las rutas en el área opuesta. 
Además la implementación del segundo escenario donde se plantea la configuración de 
diferentes elementos los cuales hacen semejanza al monta de un escenario real de trabajo 





En el siguiente trabajo se evidencia el desarrollo de los escenarios presentes en los entornos 
corporativos empleando la tecnología de Cisco, los cuales son resueltos a través de los 
comandos e instrucciones correspondientes para la configuración de cada uno dispositivos 
de red que hacen parte de la topología, configuraciones como OSPF, EIGRP, VTP, VLAN 
hacen parte de los escenarios planteados en los router y switches que hacen parte de los 
sistemas cumpliendo con todos los requerimientos que son especificados por la guía. 
 




The following work shows the development of the scenarios present in corporate 
environments using Cisco technology, which are solved through the commands and 
instructions for the configuration of each network devices that are part of the topology, 
configurations such as OSPF, EIGRP, VTP, VLAN are part of the scenarios presented in the 
routers and switches that are part of the systems complying with all the requirements that are 
specified by the guide. 
 














Teniendo en cuenta la siguiente imagen: 
 
Ilustración 1. Topología Primer Escenario 
1. Aplique las configuraciones iniciales y los protocolos de enrutamiento para los 
routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en los routers. 
Configurar las interfaces con las direcciones que se muestran en la topología de red. 
A continuación, se ve los comandos que se utilizaron en cada router para su configuración 





R1(config)#no ip domain-lookup 
R1(config)#line con 0 
R1(config-line)#logging synchronous 
R1(config-line)#exec-timeout 0 0 
R1(config-line)#exit 
R1(config)#int s0/0/0 
R1(config-if)#ip address 150.20.15.1 255.255.255.0 




R1(config)#router ospf 1 
R1(config-router)#network 150.20.15.0 0.0.0.255 area 150 
 





R2(config)#no ip domain-lookup 
R2(config)#line con 0 
R2(config-line)#logging synchronous 
R2(config-line)#exec-timeout 0 0 
R2(config-line)#exit 
R2(config)#int s0/0/0 
R2(config-if)#ip address 150.20.15.2 255.255.255.0 
R2(config-if)#no shutdown 
R2(config-if)#int s0/0/1 
R2(config-if)#ip address 150.20.20.1 255.255.255.0 
R2(config-if)#clock rate 64000 
R2(config-if)#no shutdown 
R2(config-if)#exit 
R2(config)#router ospf 1 
R2(config-router)#network 150.20.15.0 0.0.0.255 area 150 









R3(config)#no ip domain-lookup 
R3(config)#line con 0 
R3(config-line)#logging synchronous 
R3(config-line)#exec-timeout 0 0 
R3(config-line)#exit 
R3(config)#int s0/0/0 
R3(config-if)#ip address 150.20.20.2 255.255.255.0 
R3(config-if)#no shutdown 
R3(config-if)#int s0/0/1 
R3(config-if)#ip address 80.50.42.1 255.255.255.0 
R3(config-if)#no shutdown 
R3(config-if)#exit 
R3(config)#router ospf 1 
R3(config-router)#network 150.20.20.0 0.0.0.255 area 150 
R3(config-router)#exit 
R3(config)#router eigrp 51 









R4(config)#no ip domain-lookup 
R4(config)#line con 0 
R4(config-line)#logging synchronous 
R4(config-line)#exec-timeout 0 0 
R4(config-line)#exit 
R4(config)#int s0/0/0 
R4(config-if)#ip address 80.50.42.2 255.255.255.0 
R4(config-if)#clock rate 64000 
R4(config-if)#no shutdown 
R4(config-if)#int s0/0/1 
R4(config-if)#ip address 80.50.30.1 255.255.255.0 
R4(config-if)#no shutdown 
R4(config-if)#exit 
R4(config)#router eigrp 51 
R4(config-router)#network 80.50.42.0 0.0.0.255 









R5(config)#no ip domain-lookup 
R5(config)#line con 0 
R5(config-line)#logging synchronous 
R5(config-line)#exec-timeout 0 0 
R5(config-line)#exit 
R5(config)#int s0/0/0 
R5(config-if)#ip address 80.50.30.2 255.255.255.0 
R5(config-if)#clock rate 64000 
R5(config-if)#no shutdown 
R5(config-if)#exit 
R5(config)#router eigrp 51 




Ilustración 6. Configuración inicial R5. 
2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación de 
direcciones 20.1.0.0/22 y configure esas interfaces para participar en el área 150 de 
OSPF. 
A continuación, se ve los comandos utilizados para la creación y participación de las 
interfaces. 
R1(config)#int lo 0 
R1(config-if)#ip address 20.1.0.10 255.255.252.0 
R1(config-if)#int lo 1 
R1(config-if)#ip address 20.1.1.10 255.255.252.0 
R1(config-if)#int lo 2 
R1(config-if)#ip address 20.1.2.10 255.255.252.0 
R1(config-if)#int lo 3 
R1(config-if)#ip address 20.1.3.10 255.255.252.0 
R1(config-if)#exit 
R1(config)#router ospf 1 
R1(config-router)#network 20.1.0.0 0.0.0.255 area 150 
R1(config-router)#network 20.1.1.0 0.0.0.255 area 150 
R1(config-router)#network 20.1.2.0 0.0.0.255 area 150 




Ilustración 7. Creación de las interfaces en R1. 
3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación de 
direcciones 180.5.0.0/22 y configure esas interfaces para participar en el Sistema 
Autónomo EIGRP 51. 
A continuación, se ve los comandos utilizados para la creación y participación de las 
interfaces. 
R5(config)#int lo 0 
R5(config-if)#ip address 180.5.0.10 255.255.252.0 
R5(config-if)#int lo 1 
R5(config-if)#ip address 180.5.1.10 255.255.252.0 
R5(config-if)#int lo 2 
R5(config-if)#ip address 180.5.2.10 255.255.252.0 
R5(config-if)#int lo 3 
R5(config-if)#ip address 180.5.3.10 255.255.252.0 
R5(config-if)#exit 
R5(config)#router eigrp 51 
R5(config-router)#network 180.5.0.0 0.0.0.255 
R5(config-router)#network 180.5.1.0 0.0.0.255 
R5(config-router)#network 180.5.2.0 0.0.0.255 




Ilustración 8. Creación de las interfaces en R5. 
4. Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo las 
nuevas interfaces de Loopback mediante el comando show ip route. 
Se emite el comando de show ip route en R3 y se observa que si está aprendiendo las nuevas 





Ilustración 9. Tabla de ruteo de R3. 
5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 80000 y 
luego redistribuya las rutas OSPF en EIGRP usando un ancho de banda T1 y 20,000 
microsegundos de retardo. 
A continuación, se muestran los comandos que se utilizaron para la redistribución de las rutas 
en R3. 
R3(config)#router ospf 1 
R3(config-router)#redistribute eigrp 51 metric 80000 subnets 
R3(config-router)#exit 
R3(config)#router eigrp 51 
R3(config-router)#redistribute ospf 1 metric 1544 20000 255 1 1500 
 
Ilustración 10. Redistribución de las rutas en R3. 
6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen en su tabla 
de enrutamiento mediante el comando show ip route. 
Se emite el comando show ip route en R1 y R5, donde se logra observar que las rutas de los 




Ilustración 11. Tabla de ruteo de R1 
 












Ilustración 13. Topología de red. 
 
Parte 1: Configurar la red de acuerdo con las especificaciones. 
a. Apagar todas las interfaces en cada switch 
Ingresando a la configuración de cada uno de los dispositivos, se realiza la selección del 
rango de interfaces que se desea apagar, finalmente se apagan. 
DLS1>enable      
DLS1#configure terminal      







Ilustración 14. Apagado DLS1. 
 






Ilustración 16. Apagado ALS1. 
 










b. Asignar un nombre a cada switch acorde con el escenario establecido. 
 
Ilustración 18. Nombres de cada elemento. 
Los nombres se asignan seleccionando cada elemento y escribiendo el respectivo nombre, 
sin embargo, también se emplea el siguiente comando: 
Switch#configure terminal     
Switch(config)#hostname DLS1   
DLS1(config)# 
 




Ilustración 20. Asignación nombre DLS2. 
 
Ilustración 21. Asignación ALS1. 
 
Ilustración 22. Asignación ALS2. 
 
c. Configurar los puertos troncales y Port-channels tal como se muestra en el diagrama. 
1) La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando LACP. 
Para DLS1 se utilizará la dirección IP 10.20.20.1/30 y para DLS2 utilizará 
10.20.20.2/30. 
Luego para los elementos DLS1 y DLS2, se realiza la configuración para la conexión. 
Ingresando a la configuración de cada elemento y asignando la respectiva IP y máscara. 
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Ingresando a la configuración de cada elemento y asignando la respectiva IP y máscara con 
los siguientes comandos. 
DLS1>enable      
DLS1#configure terminal      
DLS1(config-if)#interface range fa0/11-12  
DLS1(config-if-range)#channel-protocol lacp  
DLS1(config-if-range)#channel-group 12 mode active   
DLS1(config-if-range)# interface port-channel 12   
DLS1(config-if)#description PO12 etherchannel (LACP)  
 






Ilustración 24. Configuración DLS2. 
 
2) Los Port-channels en las interfaces Fa0/7 y Fa0/8 utilizarán LACP. 
 
Ilustración 25. configuración de interfaces Fa0/7 y Fa0/8. 
La configuración anterior  se realiza para cada uno de los elementos. Teniendo en cuenta que 
se ingresa a la configuración de cada componente para la activación de los port channel y las 
intefaces que emplearán LACP. 
El comando usado es: 
DLS1(config)#int range f0/7-8 





3) Los Port-channels en las interfaces Fa0/9 y Fa0/10 utilizará PAgP 
 
Ilustración 26. Configuración de interfaces Fa0/9 y Fa0/10. 
La configuración anterior  se realiza para cada uno de los elementos. Teniendo en cuenta que 
se ingresa a la configuración de cada componente para la activación de los port channel y las 
intefaces que emplearán PAgP. 
 
4) Todos los puertos troncales serán asignados a la VLAN 500 como la VLAN 
nativa. 
 
Ilustración 27. Configuración puertos troncales de la VLAN 500 en DLS1. 
 




Ilustración 29. Configuración puertos troncales de la VLAN 500 en ALS1. 
 
Ilustración 30. Configuración puertos troncales de la VLAN 500 en ALS2. 
Este procedimiento se realiza para cada uno de los elementos.  Donde se asigna el nombre de 
la VLAN Nativa y se realiza el truncamiento de los puertos a la respectiva VLAN.  
 
d. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3 
1. Utilizar el nombre de dominio CISCO con la contraseña ccnp321. 
Por medio del VTP, se configuran los dominios y contraseñas de cada elemento.  
 
Ilustración 31. Configuración dominio y contraseña en DLS1. 
 




Ilustración 33. Configuración dominio y contraseña en ALS2. 
 
2. Configurar DLS1 como servidor principal para las VLAN. 
 
Ilustración 34. Configuración servidor principal DLS1. 
La configuración del DLS1 como servidor principal con el comando VTP mode server,. 
DLS1#conf t 







3. Configurar ALS1 y ALS2 como clientes VTP 
 
Ilustración 35. Configuración cliente ALS1. 




Ilustración 36. Configuración cliente ALS2. 
 
e. Configurar en el servidor principal las siguientes VLAN 











600 NATIVA 420 PROVEEDORES 
15 ADMON 100 SEGUROS 
240 CLIENTES 1050 VENTAS 
1112 MULTIMEDIA 3550 PERSONAL 
 
El uso del VTP Server en Packet Tracer, tiene la limitante de crear las VLAN en el rango de 






Ilustración 37. Configuraciones VLAN. 
 
f. En DLS1, suspender la VLAN 434. 
Se suspende con los siguientes commandos: 
  
Ilustración 38. Suspensión VLAN 434 
g. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, y 




Ilustración 39. Configuración del DLS2 en modo VTP transparente. 
Acá se realiza la configuración asignando los nombres de las VLAN en el número 
correspondiente.  
 
h. Suspender Vlan 420 en DLS2. 
Se suspende con los siguientes commandos: 
 
 







i. En DLS 2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de 
PRODUCCIÓN no podrá estar disponible en cualquier otro Switch de la red. 
 
Ilustración 41. Creación de VLAN 567 con el nombre PRODUCCIÓN. 
Se configura la VLAN correspondiente en el DLS2, asignando el nombre de PRODUCCIÓN. 
 
j. Configurar DLS1 como spanning tree root para las VLANs 1,12, 420, 600 ,1050, 
1112, 3550 y como raíz secundaria para las VLAN 100 y 240. 
 
 
Ilustración 42. Configuración Spanning-tree DLS1. 
Se configuran las spanning tree primarias y secundarias en las respectivas VLAN. 
 
k. Configurar DLS2 como Spanning tree root para las VLAN 100 y 240 y como una raíz 
secundaria para las VLAN 12, 420, 600, 1050, 11112 y 3550. 




Ilustración 43. Configuración spanning-tree DLS2. 
  
l. Configurar todos los puertos como troncales de tal forma que solamente las VLAN 
que se han creado se les permitirá circular a través de estos puertos. 




Ilustración 44. Configuración de puertos como troncales en DLS1. 
m. Configurar las siguientes interfaces como puertos de acceso, asignados a las VLAN 
de la siguiente manera: 





En cada uno de los componentes, se realiza la configuración de los puertos de acceso para 
cada una de las VLAN. 
 






Ilustración 46. Configuración del DLS2. 
 
 

























Parte 2: conectividad de red de prueba y las opciones configuradas. 
a. Verificar la existencia de las VLAN correctas en todos los switches y la asignación 
de puertos troncales y de acceso 
Con el comando show vlan, se valida la configuración en cada dispositivo.  
 














Ilustración 52. Configuración del ALS2. 
 
 
b. Verificar que el EtherChannel entre DLS1 y ALS1 está configurado correctamente. 




Ilustración 53. Configuración del DLS1. 
 
 






c. Verificar la configuración de Spanning tree entre DLS1 o DLS2 para cada VLAN. 
Con el comando show spanning-tree, se valida la configuración en cada dispositivo. 
 

















Dada la correcta configuración de las áreas OSPF y EIGRP, cuando se agregaba cada una de 
estas en routers luego de haber sido creadas, se hacia una nueva adyacencia donde se podía 
conectar correctamente como se ve en las figuras 5 y 6. 
Mediante el protocolo de direccionamiento de tipo enlace-estado OSPF y el protocolo de 
enrutamiento de puerta de enlace interior mejorado, se logró la redistribución de las rutas 
mediante la configuración de costo y ancho de banda, donde se logró una correcta conexión 
en la red. 
Los protocolos de cisco VTP son establecidos para la administración de grupos de 
conmutadores, con el fin de crearse un árbol en el cual se abarquen todo los registro de 
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