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We present a general idea to construct methods for multi-qubit quantum teleportation between
two remote parties with control of many agents in the network. Our methods seem to be much
simpler than the existing method proposed recently (Phys. Rev. A 70, 022329(2004)). We
then demonstrate our idea by using several different protocols of quantum key distribution,
including Ekert 91 and the deterministic secure communication protocol raised by Deng and Long.
PACS numbers: 03.67.Lx, 03.65.-w, 42.50.Dv
No-cloning theorem forbids a perfect copy of an arbitrary unknown quantum state. How to inter-
change different resources has ever been a question in quantum computation and quantum information.
In 1993, Bennett et al[1] first presented a quantum teleportation scheme. In the scheme, an arbitrary
unknown quantum state in a qubit can be teleported to a distant qubit with the aid of Einstein-
Podlsky-Rosen (EPR) pair. Their work showed in essence the interchangeability of different resources
in quantum mechanics. Later, in 1998, Karlsson and Bourennane generalized Bennett et al’s telepor-
tation idea by using a 3-qubit Greenberger-Horne-Zeilinger (GHZ) state |000〉 + |111〉 instead of an
EPR pair[2]. In their scheme, conditioned on one receiver’s measurement outcome, the other receiver
can recover the arbitrary quantum state initially in the sender’s qubit. This means different resources
can be exchanged in a control manner. In 1999, Hillery, Buzek and Berthiaume [3] first and explicitly
presented the concept of quantum secret sharing, which is a quantum version of classical sharing
schemes [4]. In their work not only classical messages but also quantum information can be securely
shared by two (three) parties via using three-particle (four-particle) GHZ states. Since then, a number
of works were focused on quantum secret sharing of quantum information[5-10]. Very recently, Yang
et al[11] have presented their extensive study on teleporting multiqubit information with control of
many agents in a network. In their paper [11] they briefly reviewed how to complete a controlled
teleportation of multi-qubits by using the methods in the Refs.[2-3] and then proposed their prepon-
derant method. Compared to the methods in the Refs.[2-3], as they claimed in Ref.[11], their method
is apparently simpler and economical, because the required auxiliary qubit resources, the number of
local operations, and the quantity of classical communication are greatly reduced. However, as the
controlled teleportation is concerned, we think, Yang et al’s method[11] is still very complicated. In
this paper, we will present a general idea to construct various methods for multi-qubit teleportation
between two remote parties with control of many agents in a network. To well demonstrate our idea,
we will show three simple examples, where the Ekert91 quantum key distribution (QKD) [12] and
the quantum secure direct communication (QSDC) protocol using single photon [13] are employed
to construct our methods. Our methods are also able to successfully teleport multi-qubit quantum
information from a sender to a receiver with control of many agents, but in a much simpler way.
Moreover, the three simple examples will show that, our methods are more feasible according to the
present-day technique, the required qubits resources and the preparation difficulty of initial states are
2considerably reduced, and some local operations are not needed at all. One will see these advantages
of our methods later.
Before demonstrating our idea, let us briefly review multi-qubit teleportation. Suppose that Al-
ice has a string of message qubits labelled by 1, 2, . . . ,m. The initially state of these m qubits is
Πmi=1(αi|0〉i + βi|1〉i), where αi and βi are arbitrary complex coefficients. Alice wants to send this
m-qubit quantum information to a remote receiver Bob via teleportation. To this end, Alice first
prepares m photon pairs all in same Bell states, say, φ+ = (|00〉+ |11〉)/√2. Then the state of all the
qubits in her lab is
Πmi=1(αi|0〉i + βi|1〉i)φ+i′i′′ =
1√
2
Πmi=1(αi|0〉i + βi|1〉i)(|00〉i′i′′ + |11〉i′i′′ ). (1)
It can be rewritten as
1
2
Πmi=1[φ
+
ii′ (αi|0〉i′′ + βi|1〉i′′ ) + ψ+ii′ (αi|1〉i′′ + βi|0〉i′′ )
+|φ−ii′ (αi|0〉i′′ − βi|1〉i′′) + ψ−〉ii′ (αi|1〉i′′ − βi|0〉i′′ ], (2)
where φ− = (|00〉 − |11〉)/√2 and ψ± = (|01〉 ± |10〉)/√2 are Bell states. Alice sends the string
of all i′′ qubits to Bob and performs Bell-state measurement on each two-photon pair {i, i′} in her
lab. Alice publishes her measurement outcome. Conditioned on Alice’s measuremtn outcome, say,
φ+ii′ (ψ
+
ii′ ,ψ
−
ii′ ,φ
−
ii′ ), Bob performs a unitary operation I = |0〉〈0| + |1〉〈1| (u1 = |0〉〈1| + |1〉〈0|, u2 =
|0〉〈0| − |1〉〈1|, u3 = |0〉〈1| − |1〉〈0|) to reconstruct the unknown state in Bob’s qubit i′′. To fully
reconstruct the unknown states in Bob’s qubits, it is necessary for Bob to correctly know Alice’s
all Bell-state measurement outcomes, otherwise, he can not know for each his qubit what unitary
operation he should perform. In this sense, the messages of Alice’s Bell-state measurement outcomes
are in essence control parameters on Bob’s correct reconstructions. In Refs.[2,3,11], to transform
Alice’s control parameters (i.e., the measurement outcomes) into each agent’s control parameter on
Bob’s reconstructions, the authors have designed complicated methods, where Alice needs to prepare
complicated states (e.g., the GHZ states in Refs.[2,3] and the states as the equations 2, 21 and 29
in Ref.[11]), to perform some local operations (for an example, the Hadamard operation in Ref.[11])
and to perform Bell state measurements. The essential purpose of their methods is first to let each
agent own a control parameter and then to let Bob be able to fully reconstruct the unknown states
if all the agents collaborate with him. In fact, the task to let each agent own a control parameter
can be achieved in a much simpler way. Our general idea is that, both Alice and each agent first
securely share this agent’s control parameter and then Alice uses this control parameter to uniformly
encrypt her Bell-state measurement messages outcomes before her public announcements. Hence, only
all the agents collaborate with Bob can the unknown states be fully reconstructed in Bob’s qubits.
Alice’s share of each agent’s control parameter can be easily achieved by using various quantum key
distributions (QKD) [10,12,14-30] or various quantum secure direct communications (QSDC) [31-34]
or their combinations. Obviously, during this sharing procedure the security can be assured.
To well demonstrate our idea, we will show three simple examples. The first example employs the
Ekert91 QKD protocol to construct a method. Incidentally, so far there are many QKD protocols
[12,14-30] and anyone of them can be employed to construct a method. In 1991, Ekert showed that
quantum entanglement can be useful in sharing private key between two parties. Suppose that Alice
and Charlie share many maximally entangled pairs of qubits. They then make measurements in
jointly determined random bases. After the measurements, Alice and Charlie publish which basis
they have used. If they had used the same basis, then the key would be perfectly correlated. Instead
3of discarding the keys resulting from the measurement in different bases, Alice and Charlie can
use them to check whether Bell’s inequality is satisfied or not. If it is, then the attacker Eve’s
presence is detected, otherwise, Eve is absent and they can keep the perfect correlated keys. Hence
one can use the Ekert91 QKD protocol to securely generate a correlated key between two parties.
Suppose that Alice and Charlie share securely a key ’1’. Define that φ+,φ−,ψ+ and ψ− correspond
to two classical messages ’00’,’01’,’10’ and ’11’, respectively. After Alice’s Bell state measurements,
without loss of generality, we suppose that she obtains {ψ+
11′
, φ−
22′
, . . . , ψ−
mm′
} corresponding to classical
bits {(10)11′ , (01)22′ , . . . , (11)mm′}. Alice first uses the shared key ’1’ to encrypt her measurement
outcomes according to the definitions ′00′ +′ 0′ =′ 00′,′ 01′ +′ 0′ =′ 01′,′ 10′ +′ 0′ =′ 10′,′ 11′ +′ 0′ =′
11′,′ 00′+′ 1′ =′ 01′,′ 01′+′ 1′ =′ 10′,′ 10′+′ 1′ =′ 11′,′ 11′+′ 1′ =′ 00′, and then publicly announces the
string {(11)11′ , (10)22′ , . . . , (00)mm′}. If Charlie collaborates with Bob, i.e., he tells Bob the shared
key is ’1’, then Bob can extract the correct measurement outcomes from Alice’s public announcements
and performs correct unitary operation on each his qubit. This means that the unknown states can be
fully reconstructed in Bob’s qubits. Otherwise, Bob’s reconstruction of the unknown states can not
be fully achieved. Above we have shown a method of teleportation of unknown states with control of
an agent. If there is one more agent and it is Dick, then via the Ekert91 QKD protocol Alice and Dick
can also share securely a key, say, ’0’, then Alice encrypt her measurement outcomes according to the
key ’0’ shared commonly by her and Dick after her first encryption using the key ’1’ shared commonly
by her and Charlie. After her two uniform encryptions, Alice publicly announces the classical bits
’{(11)11′ , (10)22′ , . . . , (00)mm′}’. If Charlie and Dick collaborate with Bob, then Bob can correctly
extract Alice’s original measurement outcomes and fully reconstruct the unknown states. Otherwise,
Bob’s full reconstructions fail. Similarly, one can find that a many agent case can be easily achieved
by using the Ekert91 QKD protocol many times.
Our second example employs the quantum secure direct communication (QSDC) protocol using
single photons[13]. This protocol has been proven to be unconditionally secure[13]. This means
Charlie can securely inform Alice to encrypt his control bit on Alice’s measurement outcomes before
Alice’s public announcements. Of course, other agents can also take advantage of this QSDC protocol
to securely let Alice encrypt their control bits on Alice’s measurement outcomes. Only all the agents
collaborate with Bob can he first extract the messages of Alice’s measurement outcomes and then
fully reconstruct the unknown states by performing correct unitary operations. Otherwise, Bob’s full
reconstructions fail. By the way, so far there are several QSDC protocols[13,31-34] and anyone of
them can replace the QSDC employed in the present paper to establish a method.
Our third example employs both the Ekert91 QKD protocol and the QSDC protocol using single
photons. From our first two examples, one knows that any agent can randomly choose one of the two
protocols to own a control parameter. Hence, it is obvious that the combining use of the Ekert91
QKD protocol and the QSDC protocol using single photons is also suitable.
By the way, another important method is that Alice herself uniformly encrypts her measurement
outcomes first and then lets all the agents secretly share her encryption bit according to quantum
secret sharing, for so far many quantum secret sharing schemes [36-43] have been proposed. Since
we have mentioned such important method in our previous paper [44], here we will not introduce it
anymore.
Let us show some comparisons. From our present methods and the method in Refs.[2,3,11], one
can see that, (1) The complicated initial states needed to to be prepared, such as the multi-particle
GHZ states in Refs.[2,3] and the complicated entangled states as the equations 2,21 and 29 in Ref.[11],
are not necessary in the present methods. Bell states and single-photon states are sufficient for use
4in the present methods. Hence, the present methods greatly reduces the required auxiliary qubit
resources and the preparation difficulty of initial states; (2) In each of our methods only the Bell
states are needed to be identified by Alice whenever how many agents are. However, according to the
methods in Refs.[2,3,11], the identification of multi-particle GHZ states should be completed by Alice
when the number of agents is not less than 2. It is obvious in the present methods the difficulty of
Alice’s identification on her entangled states is reduced. (3) To our knowledge, so far preparation of
five-photon entangled states has been achieved in experiment[45], however, preparation more-photon
entanglement is still desired. Alternatively, when the number n of the agents is large, it is impossible
to prepare n-photon GHZ states according to the present-day technologies. Hence, in the case that n
is large, the methods in Refs.[2,3,11] are all impossible in reality. In contrast, according to the present
methods, for any large number of the agents, the efficient controls can be realized, for Bell states
and single-photon states are sufficient for use in the present methods. Hence the present methods are
more feasible according to the present-day technique; (4) Local operations on the agents’ qubits such
as the Hadamard operation in Ref.[11] are not needed in the present methods at all.
To summarize, we have presented a general idea to construct various methods for multi-qubit
quantum information with control of many agents in a network. Simple examples employing the
Ekert91 QKD [12] and the QSDC protocol [13] to construct various methods are given to demonstrate
our idea. They show that, at least some of our methods are more feasible according to the present-day
technique, the required auxiliary qubits resources and the preparation difficulty of initial states are
greatly reduced, and some local operations are not needed at all.
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