Recently, network traffic has exponentially increasing due to all kind of applications, such as mobile Internet, smart cities, smart transportations, Internet of things, and so on. the end-to-end network traffic becomes more important for traffic engineering. Usually end-to-end traffic estimation is highly difficult. This paper proposes a Bayes theory-based method to model the end-to-end network traffic. Firstly, the end-to-end network traffic is described as a independent identically distributed normal process. Then the Bases theory is used to characterize the end-to-end network traffic. By calculating the parameters, the model is determined correctly. Simulation results show that our approach is feasible and effective.
to-end network traffic. Without loss of generality, the end-to-end network traffic in the network is denoted as { (1), (2) where  and  , respectively, denote the mean value and variance of the normal process X . Accordingly, the following equation can be attained:
Here, parameters  and  describe the features of the end-to-end traffic x . However, Equations (1) and (2) only represent the statistical nature of the end-to-end traffic x . As mentioned in [10] [11] [12] , the end-to-end network traffic holds the correlation property.
To capture the feature, we build the below model According to Equations (1) and (2), ( ) x i (where 1, 2,... i  ) is an instance of the normal process X .
From Equations (1)-(3), it is very clear that we have successfully characterize the statistical and correlation nature of the end-to-end network traffic. Equation (3) shows that given the end-to-end network traffic
.. , k n  and the bias distribution  , we can get the end-to-end traffic ( ) x k at time slot k . At each time slot, the end-to-end network traffic can be regarded as a random process. Thereby, according to the Bayes theory, Equation (3) can be denoted as:
Our experiments show that when 3 n  , we can accurately capture the features of the end-to-end network traffic. In such case, Equations (3) and (4) can be simply denoted as:
Compared with Equations (3) and (4), Equations (5) and (6) use much simpler form to describe the end-to-end network traffic. Consequently, we can easily attain the model parameters. Due to the dynamic and random nature of the end-to-end network traffic, it is significantly difficult to directly determine the model in Equation (5) .
To attain the parameters in Equation (5), we define the following loss function:
Equation (7) show the model bias, which is a random process related with the parameters 1 2 3 , , , , , a a a    and  . Accordingly, the below equation is attained:
where ( , ) p x  denotes the joint probability density function of the normal random processes X and  .
Generally, we wish Equation (8) to be equal to zero. Because of the time-varying and correlated nature, there always exists some bias in Equation (8) . Only when the bias is minimum, can we attain the optimal model for the end-to-end network traffic. Accordingly, to solve Equation (3), we build the below optimal equation:
Equation (9) indicates a multi-constraint single object optimization problem. The first equation in Equation (9) denotes the object function, which minimizes the bias in the model in Equation (3); the second one represents the estimation of the end-to-end network traffic at time slot k according to Equation (3); the three one stands for the distribution of network traffic x ; the four one indicates the model bias. Using the sample data to train and solve the model in Equation (9), we can correctly attain the model parameters. In such a case, we can perform the correct description for the end-to-end network traffic.
In the following, we propose our modeling algorithm, called Bayes theory Traffic Modeling Algorithm (BTMA), to the end-to-end network traffic according to the above analysis and derivation, namely:
Step 1: Give the h initial value of the end-to-end network traffic
x x x h  in the network.
Step 2: According to statistical theory, use initial value tr x to attain the experience distribution parameters   and   of the end-to-end network traffic in Equations (1)- (2) . Accordingly, obtain the experience distribution
Step 3: According to mathematical theory and signal processing theory, substitute initial value tr x into Equation (5) . Then determine the parameters 1 2 3 , , , , a a a   . Accordingly, the experience model in Equation (3) is built.
Step 4: According to Equation (7), calculate the bias ( ) x k  . Use Equation (8) to compute the statistical bias 1 2 3 ( ( ) | , , , , , , ) E x k a a a      .
Step 5: According to Equation (9) , minimize the statistical bias
Step 6: Get the optimal parameters 1 2 3 , , , , , , a a a     in terms of Equation (9).
Step 7: If initial value tr x has not been completely handled, go back to Step 4.
Step 8: The model of the end-to-end network traffic is correctly built. Then exit the modeling process.
Simulation Result and analysis
In this suction, we conduct some tests to demonstrate our algorithm BTMA. In order to verify the accuracy of our algorithm, we need to use real network data. The real data needed in the simulation experiment is collected by the network nodes; we use the real data from the real Abilene backbone network in the United States to validate BTMA. Matlab2010 is exploited performed the detailed simulation experiments. PCA [3] , WABR [7] , and HMPA [2] algorithms for the end-to-end network traffic modeling have been reported as the better performance. In this paper, we compare BTMA with them in detail. In the following, the prediction results of the end-to-end network traffic are analyzed for BTMA algorithm. The average relative errors for the end-to-end network traffic are indicated for four algorithms. Finally, we also evaluate the performance improvement of BTMA against PCA, WABR, and HMPA. In our simulation, the data of the first 500 time slots are used to train the models of four approaches, while other data are exploited to validate the performance of all algorithms. Fig.1 shows the prediction results of end-to-end traffic flows 78 and 118, where end-to-end traffic flows 78 and 118 are selected randomly from the 144 end-to-end traffic pairs (or flows) in the Abilene backbone network. As our simulation experiments, other end-to-end traffic pairs holds similar results. Without loss of generality, we only discuss the end-to-end traffic flows 78 and 118 in this paper. Additionally, here we consider the end-to-end traffic flows equal to the Origin Destination (OD) pair. exhibits the significant time-varying nature. From Fig.  1(a) , we have seen that BTMA can seek the trend of the end-to-end traffic flow. Likewise, the end-to-end traffic flow 118 shows the irregular and dynamic changes over the time as indicated in Fig. 1(b) . From Fig. 1(b) , it is very clear that although BTMA holds the larger prediction errors for the end-to-end traffic flow 118, it can still capture its change trend. This further demonstrates that BTMA can effectively predict the change of the end-to-end network traffic over the time.
Next, we discuss the predict errors of four algorithms. Generally, the time-varying nature of the end-to-end network traffic over the time is difficult to be captured only via the model. To further validate our algorithm, we compare the relative prediction errors over the time for all algorithms. To avoid the randomness in the simulation, we perform 500 runs to calculate the average relative prediction errors.
The average relative prediction errors over the time for the end-to-end network traffic are defined as: Fig. 3 , we also see that relative to PCA, BTMA can reach the largest performance improvement. For WABR, BTMA only achieve the smaller improvement. However, BTMA holds the lowest improvement against HMPA, namely less than 5%. As mentioned in Fig. 2 , this further shows that WABR, HMPA, and BTMA hold the better modeling capability for the end-to-end network traffic. Moreover, BTMA and HMPA hold the similar performance. Therefore, BTMA can correctly model the end-to-end traffic.
Conclusions
This paper proposes a Bayes theory-based method to model the end-to-end network traffic. Different from previous methods, the Bayes model is used to infer and establish the model parameters effectively. Firstly, the end-to-end network traffic is described as a independent identically distributed normal process. Secondly, the Bases method is exploited to capture the end-to-end network traffic. By calculating the parameters, we construct the corresponding network traffic model. Simulation results show that our approach is feasible and effective.
