Cloud computing is a new computing paradigm which allows sharing of resources on remote server such as hardware, network, storage using internet and provides the way through which application, computing power, computing infrastructure can be delivered to the user as a service. Cloud computing unique attribute promise cost effective Information Technology Solution (IT Solution) to the user. All computing needs are provided by the Cloud Service Provider (CSP) and they can be increased or decreased dynamically as required by the user. As data and Application are located at the server and may be beyond geographical boundary, this leads a number of concern from the user prospective. The objective of this paper is to explore the key issues of cloud computing which is delaying its adoption. As with many great opportunities, Cloud
As with many great opportunities, Cloud
Computing also presents many challenges and risks which IT staff and decisionmakers need to be aware of.
The Paper is organized as follows. Section II discuss the Key Characteristics of cloud computing. Section III discuss the services provided by cloud computing. Section IV discusses the service delivery model.
Section V describe cloud provider and entities .Section VI discuss key security issues in cloud computing environments.
Section VII discuss some cloud computing limitation, we conclude the paper in Section VIII. 
Cloud Users:
They use the services offered by the cloud service provider, they are at the last level in this chain.
[VI] KEY CHALLENGES IN
CLOUD COMPUTING
This section will discuss key challenges faced by the cloud computing. Laws prohibit some data from being used for secondary reasons other than the purpose for which it was originally collected.
Data stored on the cloud subject to the legal requirements of one or more regulationsfor instance, The Health Insurance Portability and Accountability Act (HIPAA)
or The Gramm-Leach-Bliley Act (GLBA) the cloud provider must protects the privacy of the data in the appropriate manner.
Data integrity:
Integrity means that assets can be modified only by authorized parties or in authorized ways and refers to data, software and hardware. Data Integrity refers to protecting data from unauthorized deletion, modification or fabrication [3] .
In traditional system data integrity can be Multitenancy security and privacy is one of the critical challenges for the public cloud, and finding solutions is pivotal if the cloud is to be widely adopted. API is publically available so they must be carefully designed so that there should be no [VII] LIMITATIONS / WEAKNESS 
OF CLOUD COMPUTING

Data Transfer Limitation:
To transfer large amount of data may be a problem.
Support Response Time: If response to
User questions are slow than user may face problem.
latency:
Amount of time to takes for your computer to interact with the servers is known as latency. If interaction is very slow than this may be a problem.
Limited control:
Since the services run on remote server users have limited control over the function and execution of the hardware and software even cloud software may provide less functionality than locally available software.
Lack of Understanding:
Limited accessibility about working of cloud server may be a problem for user.
Integration:
Integrating equipment such as printers, mobile devices, and portable storage units can be a problem for user.
[VIII] CONCLUSION AND FUTURE
WORK
In the cloud computing paradigm the application and data are moved to the remote location, run on the virtual computing resource with the help of virtual machine. This unique characteristic, however, poses many security privacy and trust challenges.
In this paper we have reviewed a number of research papers particularly those dealt with security issues and found that security is the main concern that is delaying cloud computing adoption. 
