Information Systems (IS) agility is a current topic of interest in the IS industry. The study follows up on the work on the definition of the construct of IS agility which is defined as the ability of IS to sense a change in real time; diagnose it in real time; and select and execute an action in real time. It explores the attributes for sensing in an Agile Information System. A set of attributes was initially derived using the practitioner literature and then refined using interviews with practitioners. Their importance and validity were established using a survey of the industry. All attributes derived from this study were deemed pertinent for sensing in an agile information system. Dimensions underlying these attributes were identified using Exploratory Factor Analysis. This list of attributes can form the basis for assessing and establishing sensing mechanisms to increase IS agility.
Introduction
Change is the rule of the game in the current business environment. The rate of change has been continuously increasing due to factors like globalization and opportunities presented by the development and evolution of technologies. Not only are the changes occurring at an increasing rate, but they are becoming increasingly unpredictable. This unpredictability can involve when a known change will occur, what an unknown change will look like, or the combination of these. The rapid rate of change implies that an organization needs to become an expert at changing and morphing itself rapidly in response to a change. Retention of leadership positions requires that an organization should be able to change at will in any direction, without significant cost and time, to counter a threat or capitalize on an opportunity. Such an organization may be characterized as an agile organization. For most organizations the survival and/or retention of market share demands that the organization should be able to change faster than, or as fast as, new entrants and rivals.
Information Systems (IS) pervade all aspects of modern organizational functioning and play an integral role in information processing activities of an organization. Information Systems are needed for organizational agility on account of their ability to provide shared, distributed and integrated, current, and fast flowing information [1] [2] [3] [4] [5] [6] [7] .
Modern business processes in organizations use IS as a core resource or component. In many cases (like ecommerce), IS may completely embed a business process (e.g., Internet banking). The pivotal role of IS in modern organizational business processes means that an agile organization cannot change its business processes unless the IS changes as well. Thus an agile organization would need an agile IS. What Brandt and Boynton [8] indicated in 1993 still holds true-that current IS are not easy to change. Markets change but IS do not. Though many more organizations are experimenting with Agile Development methods, most IS have been developed and are still being made to cover a closed set of requirements using the waterfall development methodology. The performance of an IS is also optimized for these requirements. The result of this optimization is that IS changes are often arduous and complicated, especially in cases where the requirements were not explicitly foreseen by the designers. But such requirements are frequent in today's environment. Problems in changing an IS are further aggravated by other factors such as outsourcing, where the knowledge of the IS primarily resides outside the organization. The inability of IS to change fast impedes organizational agility. The challenge for an organization is to structure its IS to meet a variety of changing
The Construct of Information Systems Agility
Agility in general is defined [9, 10] as a formative construct comprised of the ability of an information to sense a change, diagnose a change, select a response, and execute the response in real-time: 1) Sense: Ability to sense the stimuli for change (as they occur) in real-time;
2) Diagnose: Ability to interpret or analyze stimuli in real-time to determine the nature, cause, and impact of change;
3) Respond: Ability to respond to a change in realtime, further disaggregated into select and execute: a) Select: Ability to select a response in real-time (very short planning time) needed to capitalize on the opportunity or counter the threat. b) Execute: Ability to Execute the response in realtime.
Real-time is defined as the span of time in which the correctness of the task performed not only depends upon the logical correctness of the task performed but also upon the time at which the result is produced. If the timing constraints of the system are not met, system failure is said to have occurred [11] . Thus an Agile IS may be defined as one that has the ability to sense a change in real-time, diagnose the change in real-time, select a response in real-time, and execute the response in real-time. Due to the formative nature of the construct several, or some, of these abilities might exist.
Sources of Change in Information Systems
IS needs to change continuously. There are several motivators for an IS change. IS may change on account of internal changes, organizational changes, and/or environmental changes. IS forms the core of information processing in modern organizations. IS has to continuously improve its performance to improve organizational performance, thus requiring continuous changes. Such changes to the IS are termed as internal changes in this study. In modern organizations, IS and business processes are tightly coupled [12] . Business processes have to change in response to changes in the environment or change in organizational strategy. A change in the business-process will require a change in the IS. Conversely, an IS's ability to change may permit or prohibit changes in businessprocesses. An IS has to change to enable changes in business processes. Such changes are termed as organizational changes. Environmental changes may impact an IS directly and warrant change. Issues such as technical compatibility with suppliers, customers, and other partners; termination of support for obsolete technologies; upgrade of the hardware and software products; increase in viruses and cyber-attacks; changes in licensing terms; etc. pose a requirement for changes in IS. Such changes are termed as environmental changes.
Information Systems
IS in this study are restricted to computer-based information systems and we categorize IS components into human and IT components [13] operating within an organizational context (refer to Figure 1 ). This is a simplistic definition of an IS and is used in this research to put a boundary around the domain of interest, since IS in their holistic view can be all encompassing. Several alternative ways of classifying components like having a database component and/or including storage in hardware is possible. Each has its own merits and advantages.
The organizational context for an IS may be described in different ways depending upon the purpose of the research question. This research borrows from the work of Ein-Dor and Segev [14] to further elaborate on the issue of organizational context. Organizational context may be viewed as a combination of uncontrollable, partially controllable, and controllable factors. Controllable factors are those whose status is given with respect to IS and include organizational size, organizational structure, organizational time-frames, and extra-organizational situations. The partially controllable factors are those whose change can be affected by the IS in many situations like organizational resources, organizational maturity, and the psychological climate in the organization. Controllable factors are those for which changes can be affected by the IS like rank and location of the top IS executives, and existence of a steering committee. Organizational policies and rules also play an important part as they control and guide all organizational actions and imperatives.
The human component of IS consists of the IS staff responsible for planning, development, operation, and maintenance of the IS. The human IS component should have four types of knowledge and skills. These are technology management knowledge and skills; business and functional knowledge and skills; interpersonal and management skills; and technical knowledge and skills [15] .
The IT component consists of the computing, storage, and networking equipment, and software that runs on this equipment. The absence of data as an explicit component may be seen as an issue. The rationale for not providing data as an explicit component is that data is a contextual component rather than an independent component and can be subsumed in software and storage. The logic of the business processes is embedded into the configuration of IT components. The human component of the IS is responsible for embedding or programming this logic and associated data into the IT components.
Research Approach and Objectives
Though there is a lot of discussion of agility in the current practitioner literature, theories in the area of IS agility are in early formative stages (see [16] for theory building). IS agility is also an area where practitioners have taken the lead. In the practitioner literature, IS agility is equated to a set of technologies that enable seamless interconnection and collaboration between the IT components to achieve rapid configuration changes. The conceptualization of IS agility as proposed in this study is much broader and more comprehensive in scope. This study therefore aims to fulfill the following objectives: 1) Arrival at a conceptualized set of attributes for sensing in an agile IS. (Similar work for diagnosis and execution will be presented in subsequent manuscripts due to considerations of length).
2) Refine the conceptualized set of attributes for sensing in an agile IS based on the feedback from practitioners.
3) Verify if the attributes for sensing in an agile IS as conceptualized in this study provide a comprehensive set of attributes for sensing for IS agility through a survey.
Sensing in an Agile Information System
The human and IT components of an agile IS have several attributes which allows the IS to sense, diagnose, and respond to internal, organizational, and environmental changes in real time. These changes may be in either of two components of an IS. A comprehensive list of attributes of an agile IS will include attributes relevant to sensing, diagnosing, and implementing a change in the human and IT components of IS due to organizational, external, and internal changes.
We use sensing in the same meaning as understood in control theory. Sensing means that relevant signals are received and the information on the level/measure of parameter(s) with which the signal is concerned, is recorded. Signals come from everywhere [17] . The ability to receive signals is contingent upon several factors. Physical limitations of the receiver may limit what signals are received [18] . Also, the perceptual limitations of the living and social entities [17, 19] may pose various limitations. As such, an IS should employ a wide variety of sensors that include machines, living entities, and social entities to sense the stimuli. Sensing a change is an important ability. Ability to correctly sense the relevant parameters is a prerequisite to recognizing a shift in them. Accurate and timely sensing is especially important in cases where the state/position of the IS has to shift constantly to meet the stated performance goals.
Sensing requires a plan for measurement/monitoring of relevant parameters to avoid information overload and a waste of resources. This set of relevant parameters will be different for different organizations. Objective measurement of the parameters is highly desirable, e.g., the percentage of fragmentation for a disk, etc. However, in many instances, subjective sensing by humans is helpful and should be used. Though sensing by humans and other social entities may be subject to various biases [20] , it has its benefits. The sensing in social entities can be expanded (hypothetically in an infinite fashion) through addition of members with different and additional capabilities [20] . Stimuli in subjective sensing may be userreported problems, observations by experts in the various organizational functions, customers, suppliers, and/or other external parties. Some signals may be sensed both objectively and subjectively. Sensing may happen in a proactive mode or in a reactive mode. In the proactive mode stimuli that precede the change are sought so that a change can be anticipated, while in the reactive mode, stimuli that result from the change are sensed. An agile IS may have both objective and subjective mechanisms for proactive and reactive sensing.
Attributes for Sensing in an Agile IS
Due to paucity of the peer reviewed academic literature in the area of sensing for IS agility, most attributes have been derived from a survey of practitioner literature (about 250 in number) and the consulting experiences of the authors. Some academic articles in the area of IS flexibility (e.g. [21, 22] ) were also referenced.
Since stimuli may come from various sources, the IS staff needs to be cognizant of the possible sources of stimuli to set up sensing mechanisms to sense changes in IT and human (themselves) components. Since the IS function has limited resources and cannot possibly monitor all sources of stimuli, only some sources may be monitored continuously while others may be monitored on an as-needed basis and/or based on the judgment of the IS staff, and rules, and policies of the organization.
To sense a change in the business processes, good interfaces between IS and the different business units are needed. These interfaces allow the IS to sense the stimuli from anticipated and currently occurring changes in business processes, and rules and policies. Select IS staff should have an in-depth knowledge of the business and its operations. All IS staff should have a basic level of knowledge of the business and its operations. This knowledge can enable the IS staff to sense a change in the business as a matter of routine observation. While some changes may be sensed through observation, other changes may need more detailed information of the business operations and may be sensed by the IS staff only when they are up to date on the current state of affairs in the various business units. This may be achieved through open and regular communication between the IS function and the business units. Open communication and business knowledge enables the IS staff to sense change on a continuing basis. Communication and work with other business units requires an adequate level of interpersonal skills in the IS staff and their ability to work in crossfunctional teams. All business process changes occur in the context of the overall business plan and strategic direction of business units and the organization. Knowledge of this context and how it is evolving is an important input to sensing. The IS staff should therefore be involved in the business planning at some level, at least as observers.
The stimuli for changes are also provided through direct input from end users, buyers, suppliers, and other partners that may use the IS. All these sources are outside the IS function and hence can provide signals on aspects of IS functioning that may not be discernible from within the IS function. There are three sources of these inputs. They are change-requests for applications, queries to the helpdesk for support, and requests for ad-hoc reports. The business-process logic is implemented through IT components like software programs and applications. Requests to alter application functionality, add functionality, and fix bugs in the application software are made on a regular basis. A formal change-management procedure logs these requests. This log of the requests captures the stimuli that may be employed for further analysis. Users of an IS need support on the use of IS. These support queries are answered by a helpdesk. These helpdesk queries may indicate a need for change in the IS. A formal log of these helpdesk queries captures the stimuli for further analyses. The final direct input from users that may serve as stimuli is requests for ad-hoc reports. Adhoc reports provide users with information that is not produced by the IS on a regular basis. The number and pattern of such reports may indicate a need for change in the IS. A formal log of these requests may serve as a stimulus for change. Data warehouses and data marts allow users to pose ad-hoc queries to retrieve information which may not be obtained from the regular transactional reports. These queries akin to the ad-hoc report requests may contain signals of possible changes that are needed. A formal log of these queries may be maintained.
Various IS, like the online transaction processing systems (OLTP), enterprise resource planning systems (ERP), and business intelligence systems (BI), produce reports on the operations conducted by the organization. These reports provide a detailed picture of the operations of the organization, using moving averages, past summaries, thresholds, variances and other figures that may indicate changes in the business operations. The application portfolio in an IS should provide such management reports that serve as stimuli for changes in business that would trickle down to the IS. The IT components in an IS should be continuously monitored and appropriate logs generated. These logs may point to possible changes occurring in the IT components. Most IT components have a predefined set of parameters that are recommended to be monitored and logged. At a minimum, an IS should log these parameters. Most IT components in an organization are sourced from vendors. A good liaison and open communication with the vendors ensures that detailed information on possible changes to the IT components and associated services is passed on to the IS staff. In complex modern IS this information may constitute the primary stimuli indicating major and complex changes in the IT components not attributable to internal changes.
For the human component of IS, a periodic as well as ad-hoc assessment of technology management knowledge and skills; business and functional knowledge and skills; interpersonal and management skills; and technical knowledge and skills, may be undertaken either informally or formally to sense a change. Such an assessment may be undertaken internally or externally. Periodic internal assessment may be done as part of the formal annual IS strategic planning process.
Environmental developments may directly impact the IS. IS staff should actively scan the environment for new technical developments in IS products and processes; the use of existing and new technologies to solve business problems; and ways in which IS are being used in peer organizations. These environmental developments provide signals for changes in business processes and IT, leading to changes in IS. The attributes relevant to sensing changes in IS are described in Table 1 .
Refining Attributes for Sensing in an Agile IS
Attribute refinement was done through interviews with ten IS executives. Interviews were conducted to obtain their opinion on, and validation of, various aspects of IS agility including sensing. The IS executives targeted were involved with both business and technological aspects of IS and could give a balanced perspective on different aspects of an agile IS ranging from organizational rules and policies to IT components. As per Bonoma's verification guidelines [23] , multiple interviews were proposed for purposes of literal replication. The selection of the interviewees was done from a list of organizations that were enlisted in a discussion round table of a research center in the business school of a major university. The only criterion for selection of the organizations was to select those organizations that were expected to have a need for IS agility based on an informal assessment of the antecedents of IS agility for those organizations [9] . The interviewees demonstrated diversity in organizations in terms of industry and size; diversity in role and responsibilities; and diversity in organizations in terms of their approach to developing and managing IS. For example, while one interviewee's company tried to be on the forefront of new and developing technologies, another interviewee's company still used a large number of legacy systems and was cautious in its use of cuttingedge technologies. The interviewees held roles that span from strategic, to a mix of strategic and technical, to more specialized technical roles.
Content analysis was done on the interviews and attributes for sensing were refined as a result of content analysis [9] . Most organizations do some sensing (some are big on it) on a formal and informal basis. IT-level, people-level, and organizational-level sensing was in place. Twenty-seven attributes related to sensing were mentioned. Most were covered in the original list. One of the attributes which was not specifically mentioned originally was a priority list of things to sense. It is apparent that not everything can be sensed and so the IS organization needs to have a priority list of things to which it will pay attention. The other significant attribute was having a chief IS architect in the organization. The IS architect can sense changes in technology relevant to the business due to his/her inherent abilities and skills. A refined set of attributes for sensing is presented in Table 2 . New attributes have been italicized.
Survey Development & Administration
Survey development and administration was done using the well documented steps for survey development, administration and analysis [24] [25] [26] [27] . The development and validation of the survey was done as per the guidelines by Churchill [28] of generate sample items, pilot test, and develop final measures.
The items for the questionnaire were generated from the list of refined attributes post-interviews. There were 23 items related to sensing (the original questionnaire included items related to sensing, diagnosis, and selection & execution). Demographic information about the organization and respondent was also collected. The items for demographic information used were standard items compiled from analyses of ten surveys designed by peer researchers. The demographic information collected included the title and department, industry, the number of IS personnel, annual IS budget, and annual revenue (6 items). The draft survey was pilot-tested with practitioners (paper version) and students (web version) for assessing the understandability of the questions, clarity of the instructions, unambiguity in the wording of the items, and the overall format of the questionnaire. The pilot test used the paper questionnaire as the primary mechanism to test for quality of content. Participants in the pilot test of the paper survey included four practitioners and three MIS researchers. The primary concern was the length of the survey which was stated to be slightly long but participants commented that the questionnaire could be completed within a reasonable time and without extensive effort. It was suggested that items be grouped together. For example, items relating to personnel may be grouped together and items relating to the IT components may be grouped together. The idea of contacting people through a paper letter was supported since emails run the danger of being dropped by the SPAM filters. The changes suggested by the researchers included the phrasing of five items and the layout of the balloon graphic providing the definition of agility on the second page. The pilot test for the web questionnaire was oriented towards visual appeal, layout and design, and not content. These were done with the help of university students. The first task was testing on different browsers to verify that all the buttons and scripts worked and there were no run time errors. The pause and resume functionality; clarity of the images and fonts; visual appeal of colors; amount of scrolling at standard resolution of 800 × 600; and download times were tested. Some changes in fonts and layout were done as a result of the tests.
Survey Administration
The survey was mailed to the potential respondents for self-administration. A list of IS executives was purchased from a market-research company. The purchased list contained 5000 names and addresses. Of these, 2718 executives were from companies with between 100 -1500 employees and 2282 were from companies with 1 -100 employees. Due to budgetary constraints, it was decided to mail the survey to 2718 executives (IS staff strength of between 100 -1500). The survey included a cover letter, a paper copy of the questionnaire and a prepaid return envelope. The only incentive for responding to the survey was to share the results of the survey. The cover letter specified that the survey could also be completed online if desired by the respondent. The reminder for the survey was mailed approximately three weeks after the original mailing. After mailing the questionnaires, emails were sent to about 30 potential respondents using referrals from IS executives known to the researchers. The emails contained an executive summary of the research concepts, a copy of the questionnaire, and a link to the web-based questionnaire. A second mailing of the survey was done. The survey was mailed to 2448 addresses and a reminder postcard was mailed approximately three weeks after the mailing.
Survey Analysis and Results
A total of 154 responses were received (it is estimated that 11 responses were from referrals). Of these, 105 were paper responses and 49 were web responses. There were a total of 2539 solicitations (accounting for incurrect addresses). This gives a 5.7% response rate. This response rate was considered acceptable considering the questionnaire had 112 items (not just pertaining to sensing), budgetary constraints on the survey, and the fact that executives in organizations receive many surveys to complete that contain some financial incentive (gift card).
All the data was entered into an SPSS spreadsheet for analysis. The demographic data items (except for the title and department) representing various demographic categories were assigned numerical codes. The rating for all items for benefits and attributes were entered as marked on the questionnaire except for "Not Applicable" which was assigned a code of 0 (zero). To verify the correctness of data entry from the paper survey, a random sample of 20 questionnaires was selected and checked by a fellow researcher. No data entry errors were found. There were few missing values in the entire data set. Missing values were treated as pair-wise exclusive for correlational analyses like factor analysis. They were treated as list-wise exclusive otherwise, e.g. for purposes like calculating descriptive statistics.
Respondent Demographics
The demographics of the respondents are shown in Tables 3-6. Education, government, finance, healthcare, and information technology companies are prominently represented in the survey. For IS personnel, 62% of the respondents had fewer than 250 IS personnel. 61% of the organizations had an annual IS budget between $1 million and $50 million. 40% of the respondents had revenues between $1 billion and $25 billion. In summary, the survey had respondents from various segments of the population and it captured opinions from a variety of organizations in different industries both small and large in terms of annual revenue, IS budget, and number of IS personnel. 
Respondent Bias
Since the survey was anonymous, it prevented testing for demographical differences between respondents and nonrespondents. The respondents from the two mailings were, however, compared for differences. The number of responses for each medium and for each mailing is detailed in Table 7 . The number of responses in the second mailing was about half of those in the first mailing.
To ensure that there were no significant unexplainable factors operating between the first and second mailing, cross-tabulations were computed to examine the differences on the demographic variables of industry, IS personnel, IS budget, and annual revenue. Chi-square tests were not conducted since many of the cells had an expected count of less than 5 and combining various categories led to mitigation of the differences with respect to the categories for the two mailings of the survey. There was a noticeable difference in the profile of the respondents between the first and second mailing. In addition, mean ratings of benefits of an agile IS (not covered in this manuscript) and the attributes of an agile IS were compared using independent sample t-tests. The means of the ratings were not found to be different between the two mailings at a significance level of 0.01. 
Attribute Importance for Sensing a Change
Respondents were asked to rate the importance of 23 items for sensing in real time. The mean rating for each of the items is significantly different (greater) from the mid-point of the scale (rating of 4 indicating neutral) at 0.01 level of significance, on a two-tailed test. Table 8 shows the frequency, mean, and standard deviation of the rating of the attributes for sensing a change in real time.
The attributes relating to the skills of the IS personnel received top ratings. Open communication between the IS function and other business functions was rated as the top attribute. Select IS personnel with in-depth business knowledge was the second highest rated attribute (6.08).
The ability to work in cross-functional teams (6.01) and good interpersonal skills (5.97) were rated as important for sensing. Attributes with a similar theme of the presence of IS personnel in meetings (5.27) and in business planning (5.56) as suggested by one of the interviewees, were not rated very highly. This may be due to the presence of other mechanisms that may achieve the same effect like departmental-level managers sense that a change is needed and communicate it to the IS unit. "External skill assessment of the IS personnel" (4.51) was not a priority. A possible reason for this may again be due to the resource requirement for such a task like budget. Overall, all attributes were considered important with an average rating of more than 4. Mean is significantly greater than 4 at 0.00 level of significance in a two-tailed test.
Exploratory Factor Analysis for Identification of Dimensions Underlying the Sensing Attributes
An exploratory factor analysis (EFA) was conducted to identify possible dimensions underlying the benefits of an agile IS and the attributes for sensing. Though broad categories were defined when arriving at attributes and so it would be possible to do a confirmatory factor analysis, it was felt that an EFA is appropriate given the exploratory nature of the study. For sensing, the number of attributes was 23 for a sample of 154. This satisfied the rule of thumb of 5:1for the sample size. To test the appropriateness of the correlation matrix for factor analysis the Kaiser-Meyer-Olkin's Measure of Sampling Adequacy (KMO MSA) was examined. The KMO MSA for sensing was 0.816 or at a meritorious level. An EFA was conducted using principal axis factoring since the objective was to identify underlying dimensions based on the common variance shared by the attributes. Varimax rotation was used to arrive at a simple structure for the factors. Other rotations oblimin, quatrimax, and promax were also tested. Varimax rotation provided the simplest and most interpretable factor structure. The number of factors to be extracted was based on a combination of the scree test, eigen-value criterion, and simple structure. Simplicity of structure was given preference over parsimony. Initial factor extraction was based on the criteria of the eigen-value greater than 1. Then, the scree plot was examined for a visible elbow such that all factors with an eigen-value of greater than 1 were included in the solution. The factor analysis was run again with the number of factors indicated by the elbow. Both solutions were examined and the factor structure that was simple and interpretable was chosen. The cut-off for factor loading was taken as 0.4. Guidelines suggest [29] loadings of greater than ±0.3 to meet the minimal level while loadings of ±0.40 are considered more important. For the EFA of the attributes for sensing, nine factors were extracted. Using the criterion of eigen-values of greater than one, six factors were extracted. The scree plot had a distinct elbow at factor 9 with a possible elbow at factor 7. Examining the factor structure with 6, 7, and 9 factors, the solution with nine factors was retained. The nine factors together explain 74% of the variance. Table  9 provides details of the factors and the items that load on the factors along with their loadings. The factors have been provided with some indicative names.
The first factor was labeled as "Institutional Sensing". The items under this factor related to organizational level sensing done both objectively and subjectively. The second factor was labeled as "Trend Sensing" as the items that loaded on this factor were related to looking for trends that can be inferred by examining various logs and/or reports. The item "examination of helpdesk activity" cross-loaded onto this factor. This may be explained by the fact that helpdesk activity logs may also point to trends. The third factor was labeled as "External Sensing" and included formal and informal environmental scanning. The fourth was labeled as "IS Presence" since it included items relating to sensing internal organizational stimuli through attendance at meetings and participation in business planning. The fifth factor was labeled as "Interface" since it included items that related to the interface of IS personnel with the rest of the organization. IS personnel may sense various stimuli through working with personnel from other functions. The sixth factor was labeled as "Communication" and the items that loaded onto this factor related to signals or stimuli communicated from the organization and external parties. The seventh factor was labeled as "Assessment" since the items that loaded on this factor exclusively related to sensing change in the IS personnel. The eighth factor was labeled as "Logs" since the items that loaded on this factor related to recording signals in various logs. The ninth factor was labeled as "Business Skills". Apart from the item "select IS personnel with in-depth business knowledge", the item "examination of reports from the Transaction Processing Systems (TPS) for business trends" cross-loaded on this factor. The latter item relates to examining TPS reports for business trends which would need significant business knowledge on the part of IS personnel.
The item "all IS personnel with basic knowledge of business and its operations" did not load on any factor. One possible reason for this may be that many other items (presence at meetings, cross-functional team, etc.) may subsume this item and its variance may be explained through other items. Two items cross-loaded and the cross-loading could be justified to the extent that the items appeared to be relevant to both the factors on which the items loaded. These items could be split into items that are specific and meaningful with respect to each of the factors. For instance, "examination of helpdesk log" may be rephrased to "examination of helpdesk logs to identify trends" in the context of the "Trend Sensing Factor". These issues may be addressed in future studies in this area.
Summary and Comments
The survey data support the importance of attributes pertaining to sensing in an agile information system. These can be used by practitioners to improve the ability of their IS to sense. The EFA identifies dimensions that make logical sense at this early stage of exploration. The major finding from the study is that people matter and that IS agility is people-driven. The attributes related to personnel in the areas of sensing were amongst the top ated. In the comments that accompanied the survey r A valuable area where the research has implications is in the area of IS personnel. IS personnel were stated to be the key to achieving IS agility. There is a trend in the industry to outsource and to reduce personnel-related costs. This may move a significant amount of knowledge pertaining to IS to external parties. This knowledge is seldom shared between partners. Hence the outsourcing organizations run the risk of losing this knowledge and thereby their ability to change IS on their own accord and in time. So organizations need to put in some thought on the retention and building of a team of quality of IS personnel and to restrict outsourcing to just non-critical areas if they have resources to follow such a strategy. In case outsourcing has to be used, the organization should take steps to establish an internal core of skilled IS personnel.
Limitations
There are some limitations in this study. This research represents the state at a particular point in time. In the IS area where technologies, practices, and concepts are continuously evolving, the research may need to be continually refreshed to be more meaningful with the times. Items may need to be further refined to avoid cross-loadings and non-loading items in EFA. The response rate for the survey was 5.7% and though this response rate was considered acceptable for the purpose of this survey there is still room to improve the response rate. This could be done, for example, through collaboration with some special interest groups and research groups with an interest in the area of IS agility.
Future Research
The attributes for sensing in an agile IS identified in this study are based on a continuous and rigorous monitoring of IS industry developments. The shifting ideas and thoughts have been consolidated into the attribute list for sensing in an agile IS in this study. This list could serve as a starting point for further research.
The instrument and the items may be examined and revised based on the data collection and analyses in this research, and the study may then be replicated. The replicated results may be used to come up with a scale for measuring sensing abilities of an agile IS.
