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研究成果の概要（英文）：With respect to secret sharing schemes secure against rushing adversaries who dete
rmine their forged shares after observing shares of honest users, we construct four type of schemes secure
 against rushing adversaries. The sizes of shares of each proposed scheme achieves smallest bit length com
pared to those of existing schemes with the same security level. Further, we construct a scheme which can 
detect the fact of cheating and which ensure security whatever an finite field the secret belongs to. We s
hould note that no existing schemes guarantee such a security feature.
With respect to d-multiplicative secret sharing schemes which enable each user to compute a share of a pol
ynomial with degree less than d (where d is a predetermined constant), we clarify conditions with which a 
secure d-multiplicative scheme (in which no user can cheat the other users) exists. Furthermore, we constr
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が n-1 人の不正者の協力の下，k/2 個改ざん
されたシェアを圧倒的な確率で特定できる





(Crypto 1995) ， Cramer, Dangard, Fehr 
(Crypto 2001)らが，よりシェアサイズの小さ







そ の 中 の 一 つ に ， Secure Multiparty 
Computation と呼ばれる技術がある(Ben-Or, 
Goldwasser, Wigderson, STOC, 1988) ．
Secure Multiparty Computation は，秘密情






Secure Multiparty Computation では，関数














(Barkol, Ishai, Weinreb, Journal of 
Cryptology, 2010)や，d-multiplicative 秘密
分散法の効率的な実現方法に関する研究







































































る方式としては， Cabello, Padro, Saez 
(Designs, Codes and Cryptography 2002)，
尾花，荒木(Asiacrypt 2006)らが理論的限界
をほぼ達成する方式を提案している．また，
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