Abstract-The hybrid wireless-optical broadband-access network (WOBAN) is a promising architecture for access networks. Although the front-end wireless mesh networks in a WOBAN are self-healing, the back-end passive optical networks (PONs) do not have survivability due to their tree topology. We propose a costeffective protection method for WOBAN that deals with network element failures in the optical part of WOBAN. We define the maximum protection with minimum cost (MPMC) problem and show that the problem can be converted to the minimum cost maximum flow (MCMF) problem. We also present an ILP model for the MCMF problem. Numerical results are reported for applying our algorithm to obtain the optimal solutions for different instances of the MPMC problem.
I. INTRODUCTION
Passive optical network (PON) [1] is a promising technology for broadband access as it can offer higher bandwidth to end users than other alternatives such as DSL and cable TV networks. A PON consists of an optical line terminal (OLT) at the service provider's central office (CO), a remote node (RN), and a number of optical network units (ONUs) near the end users. Each ONU is connected to the RN with a distribution fiber (DF) and the RN is connected to the OLT with a feeder fiber (FF). Traditional PONs are time division multiplexing PONs (TDM-PONs), in which a single wavelength is used for all downstream transmissions and another wavelength is used for all upstream transmissions. The upstream bandwidth is shared among the users in the manner of time division multiplexing. Various TDM-PON technologies have been developed, including ATM PON (APON), Broadband PON (BPON), Gigabit PON (GPON), and Ethernet PON (EPON).
As end users demand more bandwidth, there is the need to further increase the PON bandwidth using wavelength division multiplexing (WDM). In a WDM-PON, ONUs are assigned individual wavelengths so that each ONU can operate up to the full bit rate of a wavelength channel. WDM-PON also provides bit rate independence, protocol transparency, and excellent security and privacy.
Wireless mesh network (WMN) [2] is another promising technology for broadband access due to its low cost, ease of deployment, increased coverage, and robustness. A WMN consists of a collection of wireless routers, a few of which have wired connections to the Internet and are called the gateways. The wireless routers in a WMN form a wireless backbone to provide multi-hop connectivity between the clients and the gateways.
Recently, the hybrid wireless-optical broadband-access network (WOBAN) is presented in [3] as a promising architecture for future access networks. The key advantage of WOBAN is that it captures the best of both the optical and wireless worlds: the reliability and high capacity of optical communication and the flexibility and cost-effectiveness of a wireless network. A WOBAN is comprised of a number of segments each containing a WMN at the front end and a PON at the back end. In a WOBAN segment, each ONU of the PON is connected to a wireless gateway in the WMN so that users within the coverage area of the WMN are connected to the CO via the WMN and the PON. Fig. 1 shows a WOBAN with two segments. Due to the existence of alternative routes in a mesh network, the front-end WMNs in a WOBAN are self-healing. However, the back-end PONs cannot survive network element failures because a tree topology is used. One way to provide survivability in WOBAN is to employ survivable PON architectures. Various survivable PON architectures have been proposed This full text paper was peer reviewed at the direction of IEEE Communications Society subject matter experts for publication in the IEEE ICC 2009 proceedings 978-1-4244-3435-0/09/$25.00 ©2009 IEEE in literature. For example, [4] proposes two self-protecting architectures for WDM-PON. The first architecture protects FF failures by connecting adjacent remote nodes with a fiber. The second architecture protects both FF failures and DF failures by duplicating the distribution fibers. Both architectures double the wavelength requirement in order to provide protection. In [5] , a protection scheme is proposed for hybrid WDM/TDM PONs. The scheme employs protection feeder fibers and fibers interconnecting pairs of ONUs to provide protection to both FF and DF failures. Unlike the scheme in [4] , no additional wavelengths are required for providing protection. [6] proposes a self-survivable WDM-PON architecture that can protect FF/DF failures, RN failures, and failures of transmitters in CO and ONUs. In all these schemes, at least N additional fibers need to be laid in order to protect N ONUs against FF and DF failures. This may result in capital expenditure that is too high for the cost-sensitive access networks. The authors of [7] propose an approach to WOBAN survivability that does not require the PONs to have self-protecting capability. The idea is to reroute the traffic around the failure. Specifically, if an ONU in a segment fails, the traffic will be rerouted to another gateway in the same segment that is connected to a live ONU. If an OLT in a segment fails, the traffic will be rerouted to a gateway in another segment that has a live OLT. This scheme assumes that every wireless router in one segment can find a multi-hop path to a gateway in another segment. This assumption is not true when the WMNs in different segments of a WOBAN are separated by a large distance so that no wireless router in one segment can communicate with a wireless router in another segment. In this case, the rerouting scheme proposed in [7] does not work.
In this paper, we propose a new protection scheme for WOBAN. The scheme is cost-effective in that it does not require the PONs to have self-protecting capability. In addition, it does not rely on the assumption made in [7] . Instead, we make the general assumption that the wireless routers can send traffic to the gateways in the same segment but cannot sent traffic to the gateways in other segments. Based on the proposed protection scheme, we define the maximum protection with minimum cost (MPMC) problem and present a solution approach to the MPMC problem.
The rest of this paper is organized as follows. In section II, we describe the proposed protection scheme for WOBAN and formally define the MPMC problem. In section III, we describe our solution approach to the MPMC problem. The numerical results are given in section IV. Section V concludes the paper.
II. PROTECTION SCHEME AND PROBLEM STATEMENT

A. Protection Scheme
We propose a scheme to deal with DF/FF/ONU/OLT failures in the optical part of a WOBAN. A DF failure is equivalent to an ONU failure because the ONU attached to the the failed DF loses its connection to the OLT. An FF failure is equivalent to an OLT failure because the OLT attached to the failed FF can no longer drive the ONUs in its segment.
Therefore, we only consider ONU failures and OLT failures in this paper.
Our proposed protection scheme works as follows. In each segment of the WOBAN, one of the ONUs is designated as the backup ONU. We connect selected pairs of backup ONUs with fibers so that each backup ONU is connected to at least one backup ONU in another segment. Two backup ONUs are called neighbors if they are connected by a fiber. Two segments are called neighbors if their backup ONUs are neighbors. When the OLT in segment i fails, all traffic in segment i will be sent to the segment's backup ONU, which then sends the traffic to the neighbor backup ONUs. The backup ONU in a neighbor segment will distribute the traffic to all the ONUs in its segment via the wireless gateways so that each ONU in the segment handles the traffic using its spare capacity. Since the traffic in segment i is handled by the spare capacity in the neighbor segments, full protection can be achieved if the sum of the spare capacity in the neighbor segments is greater than or equal to the amount of traffic in segment i. If an ONU in segment i fails, then the traffic normally handled by the failed ONU will be handled by the other ONUs in segment i if they have enough spare capacity to handle the affected traffic. Otherwise, the affected traffic that cannot be handled within segment i will be sent to the neighbor segments by the backup ONU in segment i.
B. Problem Statement
An important design problem arising from the proposed protection scheme is to determine the pairs of backup ONUs to be connected with fibers so that 1) the amount of traffic that can be protected upon an OLT/ONU failure is maximized and 2) the cost of connecting the backup ONUs is minimized. We refer to this problem as the maximum protection with minimum cost (MPMC) problem.
We now give the formal definition of the MPMC problem. An instance of the MPMC problem is represented by < V, d, cap, c >. V is a set of nodes where each node represents a segment in the WOBAN. d is a function from V to the set of positive integers. cap is a function from V to the set of nonnegative integers. For each node i ∈ V , d(i) is the traffic demand in segment i and cap(i) is the spare capacity in segment i. c is a function from V × V to the set of positive integers. For each unordered pair of nodes i, j ∈ V , c(ij) is the cost of laying a fiber between the backup ONUs in segment i and segment j. The MPMC problem is to compute a set S of (unordered) node pairs such that j∈V min( (i,j)∈S cap(i), d(j)) is maximized and (i,j)∈S c(ij) is minimized. Note that (i, j) ∈ S means the backup ONUs in segment i and segment j should be connected so that the two segments become neighbors. (i,j)∈S cap(i) is the total spare capacity in the neighbor segments of segment j and d(j) is the amount of traffic in segment j that needs to be protected when the OLT in segment j fails. Thus, the amount of traffic in segment j that can be protected upon the OLT failure is min( (i,j)∈S cap(i), d(j)). Considering all possible OLT failures, our goal is to maximize
(This also maximizes the amount of traffic that can be protected upon an ONU failure since the amount of traffic that needs to be protected upon an ONU failure is less than that upon an OLT failure.) The other goal is to minimize the total cost of protection, i.e. . This is the minimum cost solution among all solutions that achieve full protection.
III. SOLUTION APPROACH TO THE MPMC PROBLEM
Given an instance I =< V, d, cap, c > of the MPMC problem, we can find the optimal solution to I in two steps. First, we create a graph G based on I and solve the minimum cost maximum flow (MCMF) problem on G. Second, we convert the optimal solution to the MCMF problem on G to the optimal solution to I.
A. Construction of Graph G
To obtain the optimal solution to I, we first construct a directed graph G where each edge in G is associated with a cost and a capacity. The vertices of G are created as follows. Fig. 2(b) shows the graph G constructed from an instance of the MPMC problem given in Fig. 2(a) . G contains the source vertex S, the sink vertex T , three I-vertices I ab , I ac , and I bc , and three J-vertices J a , J b and J c . There is one directed edge from S to each of the three I-vertices I ab , I ac and I bc . The costs of these edges are c(ab) = 3, c(ac) = 4, and c(bc) = 2, respectively. And all these edges have a capacity of infinity. The minimum cost maximum flow (MCMF) problem on G is to compute a maximum flow from S to T such that the total cost of the flow is minimum where the cost of a flow is the sum over cost(e) for all edge e with a nonzero flow. We now show that the optimal solution to I can be obtained from the optimal solution to the MCMF problem on G.
Let f be the minimum cost maximum flow from S to T in G and F is the value of f . Based on f , we can obtain the optimal solution S I to I as follows. S I is empty initially.
(The existence of a nonzero flow on the edge from S to I uv indicates that at least one of the segments u and v needs to use the spare capacity in the other segment to protect its traffic. Therefore, (u, v) should be included in S I .) It's easy to verify that F = j∈V min( (i,j)∈SI cap(i), d(j)) (since the capacity assignment of the edges in G ensures that the maximum amount of flow that can enter a J-vertex J j is equal to i =j∈V cap(i) and the maximum amount of flow that can leave J j is d(j)). Thus, S I achieves the maximum traffic protection for I. S I is also the minimum cost solution to I. This is because cost( Fig.2 (b) shows the minimum cost maximum flow f in G, which has a value of 11. The cost of f is cost(S I ab ) + cost(S I bc ) = 3 + 2 = 5. Since the edge from S to I ab and the edge from S to I bc have nonzero flows, the optimal solution to the instance shown in Fig.2 (a) is {(a, b), (b, c) }. This solution achieves maximum traffic protection (11) with minimum cost (5).
B. An ILP for the MCMF Problem
In the previous section, we have shown that the optimal solution to I can be obtained from the optimal solution to the MCMF problem on G. In this section, we describe how to solve the MCMF problem on G.
To compute the minimum cost maximum flow in G, we first find the maximum flow in G using the Ford-Fulkerson Algorithm. Let F be the value of the maximum flow. After that, we need to find the minimum cost flow with a value of F . This problem can be formulated by the following ILP model.
S, T
the source vertex and the sink vertex 
Constraints:
The objective is to minimize the total cost of the edges that carry a positive flow. Note that only the edges from S to the Ivertices have nonzero cost, so the objective function considers only those edges.
Constraint (1) ensures that the total flow from I i to J j is equal to the number of edges from I i to J j that carry one unit of flow. Constraint (2) ensures that the total flow coming into J j is equal to the total flow going out of J j . Constraint (3) ensures that the flow on edge J j T is bounded by its capacity. Constraint (4) ensures that the total flow entering T is equal to the maximum flow value F . Constraint (5) ensures that if an edge from I i to J j carries one unit of flow, then X SIi will be 1. This ensures that if there is a nonzero flow from I i to J j , then the cost of edge from S to I i will be counted in the objective function. Constraint (6) ensures that if no flow is sent out of I i , then X SIi will be 0 and the cost of edge S → I i will not be counted in the objective function. In [8] , an algorithm for the classic MCMF problem is given. However, the algorithm cannot be used to solve our MCMF problem because our problem is different from the classic problem. In the classic MCMF problem, the cost of a flow on an edge e is defined as c(e) * f (e), where c(e) is the cost of a unit flow and f (e) is the flow on edge e. In our MCMF problem, the cost of a flow on an edge e is equal to the cost of e if f (e) > 0 and is equal to zero if f (e) = 0.
IV. NUMERICAL RESULTS
We solved different instances of the MPMC problem and report the numerical results in this section.
An instance < V, d, cap, c > of the MPMC problem is generated as follows. We randomly distribute |V | nodes in a 600x600 square area. |V | is set to 10 and 20 in different instances. Demand type is either random or fixed. For random demand, each node i has a d(i) value randomly chosen in the range [min, 10], where min is set to 5, 6, 7, and 8 in different instances. For fixed demand, d(i) is set to a constant k for all nodes i, where k is set to 5, 6, 7, and 8 in different instances. All nodes have a capacity of 10, so the spare capacity of node i is cap(i) = 10−d(i). For each pair of nodes i and j, c(ij) is set to the Euclidean distance between i and j, rounded to the nearest integer. We compute the optimal solution for different instances of the MPMC problem using the approach given in Section III. ILOG CPLEX 8.0 is used to solve the ILP for the MCMF problem. Table I shows the results of solving different instances of the MPMC problem. For each instance, the cost of the optimal solution, the number of links needed by the optimal solution, and the ratio of number of links to number of nodes (denoted by R) are shown. The number of links needed is equal to the number of node pairs in the optimal solution, which is the number of fibers need to be laid to provide protection. In the table, 'k-random' means random demand with a min value of k. 'k-fixed' means fixed demand with a value of k. For all instances shown in the table, full traffic protection is achieved by the optimal solution. This is because for all instances, i =j∈V cap(i) ≥ d(j) for all node j ∈ V . As shown in the table, the cost, the number of links, and R all increase as the demand increases for both random demand and fixed demand. However, k-fixed always has lower cost and requires fewer links than k-random. This is because the total traffic demand of all nodes is lower when demand is fixed than when demand is random.
For random demand, R increases as the demand increases, but it does not increase as |V | increases. In fact, R is similar for |V | = 10 and |V | = 20. The R value of the proposed protection scheme is much lower than that of the self-protecting PON architectures proposed in [4] [5] [6] . In those architectures, N fibers need to be laid to protect a PON with N ONUs. Therefore, R is equal to the number of ONUs in a PON, which is typically 32. For our protection method, R does not depend on the number of ONUs. Instead, it depends on the traffic demand of the WOBAN. Even in the high demand case where every segment has a demand of at least 80% of its capacity, R is as low as 3.4 for |V | = 10 and 3.5 for |V | = 20. Thus, the proposed protection scheme is much more cost-effective than employing self-survivable PONs.
For fixed demand, Table I shows that 10-node instance and 20-node instance always have the same R value given a certain demand value. In fact, for k-fixed demand, the number of links needed is k/(10 − k) |V |/2. This is because when each node has a fixed demand of k, the spare capacity of each node is 10 − k. So, in order to achieve full protection, each node needs k/(10 − k) neighbors. Thus, the number of links needed is k/(10 − k) |V |/2. For example, when |V | = 10 and demand is 7-fixed, the number of links needed is 7/(10 − 7) × 10/2 = 15. For all instances shown in the table, the number of links needed by the optimal solution is equal to k/(10−k) |V |/2. However, this is not true in general because the goal of the MPMC problem is not to minimize the number of links needed. So, the optimal solution may require more links than k/(10 − k) |V |/2. For the instances shown in Table I , it happens that the optimal solution also minimizes the number of links needed. Furthermore, when the number of links is k/(10 − k) |V |/2, R is k/(10 − k) /2, which does not depend on |V |. This explains why a 10-node k-fixed demand instance and a 20-node k-fixed demand instance have the same R value in the table. Fig. 3 shows the optimal solutions for two instances with |V | = 20. The left figure shows the optimal solution when each node has a fixed demand of 5. The links in the figure are drawn between node pairs in the optimal solution. Since each node has a fixed demand of 5, each node has 5 units of spare capacity. Thus, once two nodes are connected, each can provide full protection to the other. The left figure shows that each node has exactly one neighbor and a total of five links are needed. The right figure shows the optimal solution when each node has a fixed demand of 6. In this case, each node has a spare capacity of 4. So, if a node is connected to two other nodes, then it can be fully protected. Thus, the number of links needed to achieve full protection is 20. The right figure shows that the optimal solution requires 20 links and each node has exactly two neighbors.
V. CONCLUSION
In this paper we propose a protection scheme for the hybrid wireless-optical broadband-access network (WOBAN). The idea is to connect the backup ONUs in different segments so that the traffic in one segment can be protected by the spare capacity in neighbor segments. We define the maximum protection with minimum cost (MPMC) problem and show that the optimal solution to an instance of the MPMC problem can be obtained by solving the minimum cost maximum flow (MCMF) problem on a graph constructed from the instance. The numerical results show that the proposed protection scheme is much more cost-effective than employing self-protecting PON architectures. For all instances we have solved, the optimal solution also minimizes the number of links needed to achieve full protection for fixed demand type.
