ABSTRACT
INTRODUCTION
The investigation for large blackouts which occurred in recent years indicates that the blackouts always resulted from the failure of an individual component, and then an uncontrollable chain of failure followed, and eventually a system collapse happened. In this process, the outages of a few key lines in a power grid have played a significant role in the development and expansion of chain failure. How to find these key lines has become an urgent problem to be solved. Due to the nonlinearity and time-varying nature of a power grid, the key lines change with the system operating state and network structure. In order to quickly and accurately identify the key lines in different operating conditions, the corresponding dynamic identification methods need to be researched on.
The key line identification of a power grid belongs to the field of grid vulnerability assessment. According to different focuses, the identification methods De ZHANG 1 of key lines can be divided into two categories: structural vulnerability assessment and state vulnerability assessment.
In the aspect of system structure vulnerability assessment, the main research direction is of the complex network theory based evaluation methods and the identification indexes of early stage include: the betweenness (or weighted betweenness) of nodes and lines, the degree of nodes, the average path length of a network, and so on. Since these early indexes are mostly derived from telecommunication networks and social networks and do not take into account the physical reality of a power grid, some scholars have made related improvements using new indexes such as electrical betweenness[1~3], capacity betweenness [4] , network flow betweenness [5] and power flow betweenness [6, 7] etc. The calculation of these improved indexes is fast and is suitable for online evaluation and dynamic identification of key lines, with an acceptable level of accuracy. However, the improved indexes only consider the vulnerability of grid topology. Because the grid vulnerability is also affected by the grid operation state to a great extent, the components which are not fragile in grid topology are likely to become vulnerable in a particular operating mode, affecting the identification accuracy of betweenness indexes.
In the aspect of state vulnerability assessment, the existing methods focus on the research of information theory, generalized entropy theory [8] , the operational reliability and risk theory. As a measure of randomness for a system, entropy can be used to describe the distribution of not only steady state variables [9~12] but also disturbance variables in a power grid [13~16] . Therefore, an entropy index belongs to the state vulnerability ones. However, an entropy index only considers the current situation and N-1 fault information of a power grid with the cascading failures and random factors being ignored.
In reliability and risk theory based identification methods, element reliability models, hidden fault models of protective equipment and cascading failure models are established according to the relative theory [17~22] . These methods make a detailed study on the starting faults, the development of faults and the possible consequences of large-scale cascading failures. However, due to the large number of components and complex topology of a large power grid, the exact searching of fault chains and accurate calculation of corresponding fault consequences result in a long time and make the related methods difficult to be directly used for online calculation.
In this paper, two kinds of system state vulnerability indexes are proposed to measure the state vulnerability of a large power grid based on the variance and entropy of line loading rates. Then, the proposed state vulnerability indexes and the electrical betweenness index are combined to obtain the weighted vulnerability index, which is used to quickly identify critical lines. Finally, the proposed method is validated using IEEE 39 bus system.
LINE VULNERABILITY INDEX

Variance vulnerability index of line loading rates
In statistics, the variance of a random variable is used to describe the degree of deviation between a random variable itself and its mean value: the smaller the variance of a random variable is, the more concentrated its distribution is near its mean. Similarly, in a power grid, the variance of line loading rates can also be used to describe the distribution uniformity of line power flow: the smaller the variance of line loading rates is, the more uniform the distribution of power flow and the better the performance of system anti disturbance is.
In a normal operation state (i.e. without any line outage), the loading rate variance of all lines can be expressed as:
Where n is the total number of all grid lines and 0 i η is the loading rate of the i th line in normal operation.
When the k th line is in outage, the corresponding line loading rate variance can be expressed as follows:
Where ,
η is the loading rate of the i th line when the k th line is out of operation.
Thus, based on the loading rate variances above, the vulnerability index of k th line is defined as follows:
The normalized variance vulnerability index of a line can be given by:
Where max < , the distribution of line power flow is more uniform than before and the system state is improved after the corresponding line outage. Therefore, the greater the value of k d is, the more vulnerable the k th line and the greater the impact of the corresponding line outage on the system is.
Entropy vulnerability index of line loading rates
Entropy is a physical quantity that reflects the order of nature. In thermodynamics, Boltzmann entropy is used to describe the chaotic of molecular motion within the physical system. In information theory, information entropy is used to describe the uncertainty of system state as follows: when the system is in a unique state, the system information entropy is of the minimum value of zero; when the system is in a variety of states and the occurrence probabilities of all states are equal, the system information entropy is of the maximum value. For a generalized system, entropy can be used to measure the distribution uniformity and chaos of a physical variable.
As a practical physical system, the internal energy distribution of a large power grid can be described by the distribution entropy of line loading rates. In a normal operation state, the loading rate entropy 0 H of all lines is defined using (8) 
When the k th line is in outage, the corresponding line loading rate entropy is defined as follows:
, , , 1,
Thus, based on the loading rate entropy above, the vulnerability index of k th line is defined as follows:
Similarly, the normalized entropy vulnerability index of a line can be defined as follows: < , the distribution of line power flow is more uniform than before and the system state is improved after the corresponding line outage. Therefore, the greater the value of k g is, the more vulnerable the k th line and the greater the impact of the corresponding line outage on the system is.
Electrical betweenness index
Using the definition of electrical betweenness in [1] , if the nodes at both ends of a line are m and n, the electrical betweenness of the k th line is defined as follows:
Where , ( , ) i j I m n is the current through the k th line, which results from the unit injection current between the "generator -load" node pair ( , ) i j ; i W is the weight of generator i, which may be set as the real-time output of generator i; j W is the weight of load j, which may be set as the real-time power of load j; G and L are respectively the sets of generators and loads.
The normalized electrical betweenness index can be defined as follows:
The electrical betweenness of a line measures its importance for the power transmission in the whole grid. The line of a relatively big electric betweenness stands for a long range connection in a power grid, and plays a key role in the grid topology because its outage will affect the connectivity and transmission capacity of the corresponding grid.
LINE RANKING METHOD
The electric betweenness of a line measures its structural vulnerability, and the variance and entropy vulnerability indexes of a line measure its operational state vulnerability. Because two types of indexes are of different focuses, in order to comprehensively evaluate the structural and operational vulnerability of a line, a weighted index of three normalized indexes is defined as follows: . In summary, the flow chart of weighted vulnerability index based ranking method is shown in figure 1 .
NUMERICAL EXAMPLE
Basic data and assumptions
Taking the New England 10 machine 39 bus system as an example, there are 34 transmission lines, 12 transformer branches, 10 generators and 19 load points. The system wiring is shown in figure 2 . In this paper, only the transmission lines (which do not involve the transformer branches) are considered for the key line identification. Due to the fact that the line loading rates are usually less than 50% in a real power grid, according to the selected line capacity, all the generator outputs and loads in the standard test system is reduced to 0.7 times of their original values, in order to obtain the situation where the loading rates of most lines are less than 50%.
Ranking methods
In this example, the following 3 methods are used for the calculation and analyses of line vulnerability ranking:
Method I: A weighted index of entropy and electrical betweenness 
Ranking Results
Under the normal operating condition, the loading rates of most lines in the grid are less than 50%, and there is no heavy loading line. The ranking results are shown in Table 1 .
As seen from 
SUMMARY
In this paper, a dynamic identification method of key lines is proposed based on the weighted vulnerability indexes of lines, and we have the following conclusions:
(1) Based on line loading rates, the entropy and variance state vulnerability indexes quantify the impact of line outage.
(2) Combining the electrical betweenness with the entropy and variance state vulnerability, the weighted vulnerability index is defined for a line, which can reflect the line vulnerability more comprehensively.
(3) Compared with the entropy vulnerability index of line loading rates, the variance vulnerability index of line loading rates is more sensitive and intuitive, and has a relatively clear physical meaning.
