Cloud computing is a widely used technology that aids in sharing data as well as resources and services through the internet. Cloud computing has lots of beneficial characteristics such as agility, reduced cost, device and location independence, easier maintenance, performance, broad network access etc. Today the computing world has attracted lots of organizations as well as individuals to store data on clouds for easily sharing data and thus to reduce the cost of sharing. It is well known that a coin will always have two sides. Even though the advantages of cloud data sharing are a boon, the security of the private data is a serious issue in case of really sensitive data. The private data should be made available only to the users who are authorized to use it. We are building a 'Cloud based ACM for selective encryption of documents' where users communicate with self-destructing videos, PDFs, images and Documents on their Clouds. Users click and hold on a video to watch it, and once it's been seen it's "gone forever." At the same time the copy of the video which has been recorded on the user cloud will get stored in his virtual cloud storage. That particular cloud will be secured by using two layer encryption approach to secure data sharing in cloud computing.
If sensitive data is disclosed to the public or any other competitors of organizations, serious consequences may follow. Thus when cloud is used, priority goes to ensure that the data is kept & Its Websites confidential and that not even the cloud service provider has access to the data that is transferred to the cloud. The responsibility to keep the data safe from unauthorized access is to the organization itself in case of private clouds. But in case of public clouds, there are chances of data theft through internet. Therefore in public clouds, before uploading data to the clouds for sharing, the data owner will encrypt the data. By this method, the cloud service providers will not be able to access the data .Along with this, in order to avoid unauthorized users from accessing the data, the encryption should be done taking into consideration the access control policies (ACPs) of the organization. The attributes specified in the ACPs reveal private information.
So they should also be protected. It also helps face insider threats. Other attribute based encryption as well as proxy re-encryption. Purpose of this scheme is every group user can access the information from their cloud or can revoke efficiently by the group owner. In earlier scheme there is problem with collusion of cloud storage server and revoked group users during user revocation. So in propose system various concepts are used to achieve secure group user revocation. The group signature support encrypted data update among group users and efficient group user revocation respectively. The group signature will prevent the collusion of cloud storage.
II. EXISTING SYSTEM
In Existing System cloud is used and login is done using One Time Password (OTP). As the document is in Encrypted Form and to view it we have to decrypt it. So in Existing System the DES is used for decryption of data. As this is the Main disadvantage of existing system .And this disadvantage is overcome in proposed system.
III. PROPOSED SYSTEM
In the proposed system, the user can communicate using video messages with others. The main purpose of this system is to show the user's real time expressions, emotions and words and send it to others via internet. Also the user on the receiving end use the same way of communication, thus making the communication more trustworthy and genuine. Now, regarding the video sending feature in this system, there are two methods. Public and Confidential. Public video is like normal video messengers. The user on the other end can download, share and vie it many times; but in confidential video, once particular user in the other end view the video once, it will be deleted from their device.
Proposed system also uses the concept of virtual for storing the captured videos. So the data is kept secure. Also the user can access his/her data from other device without switching storage mediums. In addition, we also assume there is no collision between the cloud processes and any user during the design of our mechanism. So, there is concurrency. Fig 3.2.1 
: Identity Token Issuance
Identity token issuance phase shown in Fig.3.1.1 involves generation of Identity token based on the Pedersen commitment scheme which is explained in section IV. Even if there is multiple identity providers the same format is maintained for generating identity token by all of them to ensure proper working of the system. 
2.2: Identity Token Issuance
Identity tokens are provided by the user to the owner before accessing the documents from the cloud as shown in Fig 3. Based on these data some secrets are generated and sent back to the user following the Aggregate EQ-OCBE protocol as explained in Section IV [19] . After this step FACV -BGKM algorithm is used for key management
IV. USER MODULE Registration:
In this module each user register his user details for using files. Only registered user can able to login in cloud server.
Upload:
In this module user upload a block of files in the cloud with encryption by using his secret key. This ensure the files to be protected from unauthorized user.
Request:
In this module, the user at the other end can request the sender to give him permission to watch the confidential video that he sent one more time.
Download:
This module allows the user to download the file using his secret key to decrypt the downloaded data of blocked user and verify the data and reupload the block of file into cloud server with encryption This ensure the files to be protected from unauthorized user and once viewed files it will be deleted from account
V. SCREEN SHOTS

VI. CONCLUSION
In this paper, we presented detailed design of SEED BLOCK ALGORITHM and AES algorithms. Implemented system helps clients to collect their files from remote server cloud. Experimentation and result analysis shows that implemented system also focuses on the security concept for the backup files stored at remote server, by using AES algorithm. The time related issues are also being solved by proposed system such that it will take minimum time for the recovery process.
