Abstract-In this paper, we consider the slotted ALOHA protocol with capture, in a mobile communication environment, in the presence of Rayleigh fading and log-normal shadowing. The capture probabilities and their asymptotic value, as the number of colliding packets tends to infinity, are computed. A sufficient condition, under which this limit is positive, is identified and expressed in terms of the spatial distribution of the users. Also, various models for this latter distribution are discussed. These results help identify the region in which the system may achieve a positive stable throughput. Finally, a retransmission control scheme, that enhances the throughput, is considered, and the stability of the system is rigorously proven. We also show that the use of retransmission control is unavoidable if the network performance predicted in some recent literature is to be achieved.
Among all these papers, which usually study the throughput and delay characteristics from an average point of view, very few deal with the central issue of stability and investigate the dynamic behavior of the network. Among them, in [3] a heuristic approach to stability is adopted, and in [5] a drift analysis is presented. In the past years, it has been shown [9; 10; 11] that the results obtained via the average analysis may not necessarily be achieved, and that the evolution of the network can lead to a deadlock.
In the two models commonly adopted, i.e., with finite and infinite users, the stability issue is different, but its negative effects are to be combatted in both situations. The infinite model, which we adopt in this paper, suffers from instability, in the sense that, under certain conditions, the backlog (i.e., the number of users waiting for retransmission) may become unbounded. In the finite user model, considered in [3; 5] , the backlogged users can only be a finite number, but the system may have a bistable behavior [12] . In this last situation, usually only one of the two stable points gives good performance, whereas the other is to be avoided.
For the original ALOHA system, methods to stabilize the system (which otherwise would be unstable) have been considered [9] . Also, in [10] a control scheme for a capture model is proposed. In the literature on mobile radio communications, such control schemes appear to have been overlooked.
In this paper, we study the capture probabilities that arise in a mobile radio environment in the presence of fading and shadowing, taking into account the near-far effect. In particular, we are interested in the limiting behavior of these probabilities, which has been shown to be directly related to the system stability [11; 13] . Sufficient conditions for stability are given in terms of the spatial distribution of the users. We remark that, according to [11] , the assessment of stability does not require any assumption on the arrival distribution (in particular, it does not have to be Poisson), but involves only the value of the mean arrival rate, . Also, based on an analysis similar to [10] , an optimal decentralized retransmission control algorithm is proposed and analyzed. In particular, the stability of the system is rigorously proven. It is also shown that such a scheme will achieve values of the throughput arbitrarily close to the maximum possible. The analysis presented is not critically dependent on the functional form of the traffic distribution, and therefore applies to various environments.
The specific contributions we make in this paper are the following. First, we address the stability issue, by clearly identifying the role and physical meaning of C 1 = lim n!1 C n , where C n is the capture probability when n users transmit. We explicitly compute its value and show that it does not depend on the shadowing parameter, , and, under certain conditions, is independent even of the user spatial distribution. If the arrival rate is < C 1 , the protocol is stable, and no control is needed.
Secondly, we want to increase awareness about the possibility of using controlled schemes, not only to stabilize unstable systems, but also as a concrete way to enhance the throughput of some stable systems. Algorithms of this sort have been developed in the past, and analyzed rigorously, for different communications environments, and these analyses can be employed in the present context [9; 10] : an example is provided in [14] , whereas here a more fundamental standpoint is taken, approaching the problem based on the actual capture probabilities. Finally, we remark that the expertise about the mobile communications environment and the knowledge about the techniques to rigorously analyze networks and protocols seem to be pursued by two different groups of people. The need to combine the efforts to obtain results which are both correct and physically meaningful is therefore clear.
II. SYSTEM MODEL
In our system, the users are distributed at random in a circular cell whose radius is normalized to 1, and communicate to a base station BS, located in the center of the cell. The multiple access scheme is implemented using Slotted ALOHA. Under this protocol, when a user has a new packet to transmit, it does so in the following slot, regardless of what other users are doing (actually, exact information about other users is typically not available). If the packet transmission is not successful, it is rescheduled in some random manner. While attempting to retransmit such a packet, a user is said to be backlogged, and no new packets are generated. This allows us to neglect queueing delays, since there is no queue.
The propagation is described by means of three effects [15] :
the attenuation due to the distance r, proportional to r ? , where , the power loss law exponent, assumes values between 2 and 4, and is typically taken equal to 4 in land mobile radio environments; the shadowing, described by means of a lognormal r.v.; and the Rayleigh fading, which causes the instantaneous envelope of the received signal to be Rayleigh distributed, and its power to be an exponentially distributed r.v. With these assumptions, the received power from a mobile at distance r can be expressed as P R = R 2 e Kr ? P T ; (1) where R is a Rayleigh distributed r.v. with unit power, e accounts for the shadowing ( is gaussian with zero mean and variance 2 ), Kr ? is the deterministic loss law, and P T is the transmitted power. K, and P T will be assumed to be the same for all users, whereas R and will be assumed independent from user to user and identically distributed. Usually, in the literature, the lognormal shadowing is expressed in dB instead of natural units, and its standard deviation dB , also called dB spread, is related to by the relationship = (0:1 log e 10) dB .
The instantaneous signal to noise ratio is expressed as:
; (2) where the subscript 0 denotes the intended user, P N is the background noise power, W is implicitly defined by equation (2) , and k is the number of interferers in the same slot, and is a r.v.
The outage is defined as the event that the SNR falls below a predetermined threshold, sometimes called capture ratio. We will assume that when a user experiences an outage its packet is garbled, otherwise, it is correctly received. This assumption is reasonable in the presence of powerful codes, as those used for mobile communications. Therefore, the probability of packet success is defined as P s = P SNR > b]; (3) where b is the threshold. To focus on the multiple access, in what follows the effect of noise will be neglected (i.e., W = 0).
From (2), we have, at distance r 0 from the BS and in the presence of k interferers: ? : (7) III. ANALYSIS Let P n (r 0 ) denote the probability that the transmission by a test user at a distance r 0 is successful, given that n packets were transmitted. Based on the model proposed in the previous section, this probability is given by P n (r 0 ) = where I( 0 ; r 0 ) is defined in (7) . The capture probabilities can be written as
Given h(r), and b, these probabilities can be numerically evaluated for all n. For example, in Fig. 1 they are plotted vs. n, for some values of b and , for a uniform traffic density (i.e., h(r) = 2r; r 2 (0; 1]). It is shown in [11] that the system can achieve a positive stable throughput if and only if lim n!1 C n > 0. The behavior of Fig. 1 suggests that a positive limit actually exists. It is possible to show that, under certain conditions, the sequence of the capture probabilities converges to a limit greater than zero, which depends on the capture ratio, b, and on the propagation exponent, . Interestingly, it does not depend on the shadowing parameter, .
We first prove the above statement for a uniform density of traffic. Let h(r) = 2r; r 2 (0; 1], and consider the change of variable = be ? 0 r 0 in (7), to obtain: Eq. (10) can be rewritten as
Note that g( ) does not depend directly on b and 0 . In Appendix A, it is proven that
for an arbitrary real number " > 0. Therefore, the limit in (12) is independent of both b and 0 ; let L( ) denote its value, where the dependence on the shadowing parameter is highlighted. With this notation, the limit of C n is computed as: (14) In particular, for = 4, (15) where the dependence on has been dropped since, as it will be shown next, Λ is actually a constant.
In the following, based on the result (12) ; (18) for any and > 0. From (16), (10) and (18) Therefore,
?1 h
and from (12), letting n ! 1 and choosing " such that "
?1
, we finally obtain
?1 :
where we used the fact that
we have, in the limit as n ! 1,
This last bound holds for any arbitrary " > 0 satisfying the condition (24). It is easily deduced from the above that the inequalities (22) and (25) 
Therefore, by choosing " sufficiently small, the upper bound in (25) can be made arbitrarily close to the lower bound in (22).
Hence, the limit L is arbitrarily close to the value:
(27)
Hence, we have proven the following:
Theorem 1: For any and = 4, the limit of the capture probabilities is given by:
Proof: From (15), (25) and (22). 2 If is arbitrary (2 < 4), it can be shown that
where
The limits (28) and (29) are reported by Linnartz in [17] , for the case in which no shadowing is present (i.e., = 0). Also, he conjectured that in the presence of shadowing this limit would be at least as large. We have just shown that in fact the limit is exactly given by (28), regardless of shadowing.
A. General traffic distribution
The above analysis has been carried out for h(r) = 2r; r 2 (0; 1], which is a very common assumption in the literature. In general, the following result holds:
If lim r!0 h(r)=r = H 0 exists, is finite, and strictly positive, then, for any and = 4,
Proof: See Appendix B.
For arbitrary , it can be shown that C 1 is again given by (29). The result (31) was to be expected, since the limiting behavior of the C n is determined by the values of h(r) in the neighborhood of r = 0. Note that H 0 is proportional to the density of traffic per unit area in proximity of the base station, and therefore the requirement that it be finite is not restrictive. Note also that the bell-shape distribution, another commonly assumed form for h(r) [6; 18] , satisfies the above, with H 0 = 2.
In [17] , the uniform traffic distribution model was criticized for two reasons: first, the assumption that allows traffic arbitrarily close to the BS is unrealistic; secondly, in reality the traffic from far users tends to be higher than that from close-in users, due to the different probability of successful packet reception at different distances. The above theorem overcomes the latter difficulty, as long as h(r) is "linear near zero"; on the other hand, following an approach similar to Appendix A, it is possible to show that, as noted in [17] , if we do not allow users to get arbitrarily close to the BS, C 1 will be zero. It must be observed, however, that no models take into account perfectly the real world; if, on one hand, in reality C 1 = 0, it is also true that the number of users is never infinite, and therefore the system will never be unstable. Also, if for physical reasons we do not allow users to be arbitrarily close to the BS, h(r) will be identically zero outside the interval ; 1]; the rate of convergence of C n to zero will depend on the value of . In particular, if the area in which the mobiles are distributed is large, can be very small, and the performance predicted by the above analysis may approximate reality very well. As an example, in Fig. 2 , C n is plotted for = 0 (no shadowing) and b = 6 dB, for some values of . It can be seen that, for of the order of 0.02 or less, for moderate values of the number of colliding users (few tens), the capture probability curves are very close to that for = 0, and the degradation is almost negligible. This is particularly true if a control scheme is used: in this case, the system will be driven to working with a small backlog and, again, the above assumptions turn out to be reasonable. This issue is investigated in the next section.
We remark that, up to this point, no assumptions have been made about the arrival process. In particular, there is no need to require that the arrivals be Poisson for the above analysis to hold. This is important, because, in some instances, the Poisson assumption may be restrictive. On the other hand, when the analysis becomes more specific, as in the following, some assumptions on the arrival process need to be made.
IV. CONTROLLED ALOHA
In the recent literature on mobile radio slotted ALOHA, many analyses on performance and stability have been done but, to the best of the authors' knowledge, none of them have taken into account the possibility of a control scheme to guarantee stability or to increase the achievable throughput. The underlying idea is to adaptively vary the probability of retransmission in such a way as to keep the global traffic load (new arrivals plus retransmissions) at an optimal level. In [9] , the classic ALOHA system with infinite users (without capture), which is known to be unstable for any input rate, is considered, and a retransmissiom control policy is proposed, which guarantees system stability for values of the throughput arbitrarily close to e ?1 . Kwak and Rao [10] studied a more general model, including capture. In the present context, we will extend their analysis to the system under study.
In the controlled scheme, any backlogged user transmits in slot t (t 2 Z + ) with probability f t , which depends on the past evolution of the channel output. The new arrivals are Poisson with rate , and are transmitted in the slot immediately following their arrival. Let Z t be the feedback information on slot t, available at time t+1, and taking values in the set f0; 1; eg, where "0" corresponds to an empty slot, "1" to a successful reception, and "e" to a collision. The retransmission control algorithm, performed in a decentralized manner, requires the backlogged users to adjust the retransmission probability according to the recursion [9; 10]:
f t+1 = fa (Z t )f t^ g ; (32) where^means minimum, and , , a(j); j = 0; 1; e, are positive constants which affect the stability and convergence of the system, and must be appropriately chosen; also, 0 < < 1 and > 0. As in [10] , we define, for j = 0; 1; e, P j = P Z t = jj N t = n; f t = f]; (33) where N t is the backlog at time t. Then, we can show (see Appendix C) that, with C n given by (10), P 0 = e ? (1 ? f) n ; where G = + e and = ln (n _ 1)f] (_ means maximum). As shown in Appendix D, jP j ?P j j ! 0; j = 0; 1; e, uniformly as n ! 1 or f ! 0.
Following the approach in [10] , it can be shown that It is easy to see that, if is a stable point,P j are the corresponding probabilities, and G = + e , the choice which is obviously zero when = . Also, sinceP 0 is a decreasing function of , we have the above result.
The property (45) can be interpreted in the following manner: the control scheme steers the local traffic towards a given point, G . We note that this property of the drift function,m( ), with the above choice of the c j 's, depends only onP 0 , which in turn is independent of the C n 's. In any situation in whicĥ P 0 is a decreasing function of , (45) will be satisfied, with the above choice of the c j 's, regardless of the expression of the capture probabilities. In particular, the system will "converge" to even if is suboptimal. Also, as already observed in [9] , the fact that c 1 = c e means that, as far as the algorithm is concerned, the users need not to distinguish a successful slot from a collision, but are only required to detect the presence of some signal.
A. Throughput
Since in our system only one packet per slot can be received successfully, the average throughput, S, is given by the probability that Z t = 1, i.e., P 1 as in (35), and can be approximated, using the Poisson local approximation, byP 1 SinceŜ is zero for G = 0 and in the limit as G ! 1, and is always continuous and nonnegative, it has a positive maximum, S , for some value of , . In the next section, we will prove that the Markov process associated with the controlled system is stable for all < S .
V. STABILITY OF THE CONTROLLED SCHEME
Following the approach in [10] , we invoke Mikhailov's theorem [19] to prove that the bidimensional Markov process X(t) = (N t ; f t ), with state space S = Z + (0; 1), is stable. In order to prove that, we need to prove the following:
A.1) E k X(t + 1) ? X(t) k 2 jX(t) = X] < D; 8 X 2 S, for some constant D < 1. for all X such that k X k> z, with LV (X) = E V (X(t + 1)) ? V (X(t))jX(t) = X : (49) A.7) There exists an " > 0 such thatM (X)gradV (X) < ?" for all X 2 S.
Note that A.1 and A.2 are verified as in [10] (the proof depends on the probabilities P j ; j = 0; 1; e, only through their uniform convergence to the Poisson local approximation). Note also that, choosing V (X) = x 1 + ln cosh(x 2 ? ), with > 0, A.3 to A.5 are automatically verified. Moreover, the proof of A.6 given in [10] is based on the properties of V (X) and on the fact that X(t) satisfies A.1 and A.2, and therefore applies in the present context. Finally, Proposition 5.1 in [10] , showing that, for < S and > 0, there exists an " > 0 such that M(X)gradV (X) < ?" for all X 2 S; (50) still holds, since it is based on the continuity ofŜ( ) and on the fact thatm( )( ? ) 0; 8 , and therefore A.7 is also verified. Therefore, according to Mikhailov's criterion, the following result can be assessed.
Theorem 3:
If < S and > 0, then the Markov process X(t) = (N t ; f t ) is stable.
We remark that the above result has been obtained under very general conditions. In particular, h(r) can be arbitrary (provided that the probability of a user to be at distance r = 0 is zero, which is reasonable). In [17] , it was observed that the ALOHA system with capture can be studied analytically, when a uniform distribution of the traffic (i.e., h(r) = 2r; r 2 0; 1]) is assumed. It was also pointed out that the study suffers from two major limitations, namely the unrealistic assumption that users can be arbitrarily close to the BS and the fact that, in reality, the distribution of the traffic is not uniform since backlogged users are more likely to be far from the BS. In the above analysis, these two difficulties have been overcome, because h(r) can be identically zero for r < , for some > 0, and can have any functional form of practical interest. Therefore, the proposed control scheme is quite powerful, and applies to any mobile radio environment in the presence of fading.
VI. DISCUSSION AND CONCLUSIONS
In this paper, the Slotted ALOHA protocol in a mobile radio environment in the presence of fading and shadowing is considered, and its stability properties are rigorously analyzed. In the presence of uniform traffic distribution in the neighborhood of the base station, the system is shown to achieve a positive stable throughput; the stability region is determined by the capture ratio and the propagation loss exponent, but is independent of the shadowing parameter. Also, the use of a decentralized retransmission control algorithm is suggested, and the corresponding performance is evaluated.
In the recent literature, the expression (47) of the throughput has been computed, for some specific distributions, and its maximum has been claimed to be the "capacity" or the "maximum achievable throughput" of Slotted ALOHA. It must be noted, however, that in reality, with the protocol implementations considered in those papers, this is not true, and the system will be unstable or, in the best situation, will achieve a throughput arbitrarily close to the limit of the capture probabilities, C 1 , which can be substantially smaller than S . Therefore, the claims about the achievable throughput and the network performance turn out to be conceptually incorrect. This is true not only from a theoretical point of view, but also from an engineering standpoint, since such systems can not work as claimed, and sometimes they can not even work at all. Rigorous analysis shows that the predicted performance can only be achieved by using a dynamic retransmission scheme. Also, we believe that an analysis similar to the above is feasible for a broad variety of systems, and is the only way to correctly approach the problem. This paper confirms that the performance promised in the literature can really be achieved (but this was by no means obvious, a priori), and points out how this can be done only by implementing a retransmission control scheme, which guarantees stability and enhances the traffic performance. Also, we strongly underline the difference between the global character of the Poisson approximation for the attempted traffic, which relies on a flawed assumption, and its local (i.e., conditional) character in each slot, which is the correct approach. One of our main goals in writing this paper was to raise awareness about these fundamental issues, which, in the recent literature on mobile radio networks, have been underestimated, if not completely neglected.
Future research is needed to investigate the delay performance, not considered in this paper. In particular, even though the stability is always guaranteed by the above analysis, and the delay experienced by a packet is therefore bounded, a quantitative analysis of delay, which would require study of the higher moments of the drift, has not been done yet. The choice of some parameters (e.g., and ) may be suggested by an analysis of this sort. 
for all " " 0 . Hereafter, as in the derivation of (22) and (25) 
for any " 1 < " 0 and " 2 < " 0 . The result follows by letting n ! 1. Note that, from Lemma B.2, lim "!0 M " = 0, and therefore, if H 0 > 0, it is always possible to choose " 1 and " 2 such that the above exponential terms actually converge to zero.
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The above Lemmas prove that, when H 0 > 0, the limit L can be made arbitrarily close to the value (27).
APPENDIX C: COMPUTATION OF THE P j 'S Since the arrival process and the backlog are assumed to be independent, the probability P 0 of having an empty slot is just the product of the probability of no new arrivals, equal to e ? , and the probability of no retransmissions, equal to (1 ? f) n .
To compute P 1 , we observe that: Replacing y by I( 0 ; r 0 ) and averaging over 0 and r 0 , we obtain (35).
Since the events 0; 1; e are disjoint and exhaust all the possibilities, P 0 + P 1 + P e = choose N such that, for n > N, it is smaller than ". N depends on " and 0 , i.e., only on ", since both f 0 and 0 are functions of ". There is no dependence on f. Hence, for n > N, we have A "; for f ";
A "; for f > "; (97) and therefore, E Aj > 0 ] "; 8f:
Since P > 0 ] 1, from (91), (93) and (98) 
