INTRODUCTION
Wireless ad hoc network comprises multiple of nodes connected among each other wirelessly without any management on any transmissions. It is typically deployed at the site of catastrophe, during a military manoeuvre or being used for various purposes that require instant connections whereby fixed infrastructures are unavailable. Nodes in ad hoc network are self-organized freely where they create arbitrary connections dynamically among themselves as the intervening nodes in the ad hoc network mutually agreed to forward the data from the source to their respective destination.
However, disruptions in terms of jitters, delays and so much more are often present in wireless transmissions. These will degrade the whole network performance and reduced the QoS especially in transmissions that involve real time applications such as Video-on-Demand (VOD), Music-On-Demand (MOV) and so forth. Real time transmissions are required to have acceptable performance such as low delay in order to guarantee a good QoS for the end users. Regrettably, the dynamic nature of the ad hoc network causes the transmission links to break at unpredictable time hence inducing poor QoS in the transmissions. Thus, a perfect QoS for this dynamic ad hoc network is doubtful.
Conventional Internet Protocol version 4 (IPv4)
provides "best-of-efforts" delivery where it does not guarantee the data packet delivery. Therefore, IPv4 is not sufficient in rendering a good QoS for a highly dynamic ad hoc network where nodes are not statically located. Internet Protocol version 6 (IPv6) is then introduced with a 20 bits field named as Flow Label that will provide special handlings to respective flows in the network. Proposed by the Internet Engineering Task Force (IETF) to alleviate the depletion of IP address in year of 1998, the Flow label is said to induce an efficient way for state lookup on flows, packet labelling and security, and with authentication capabilities that will benefit the routing process in the ad hoc network [1] . This paper presents the proposed algorithm where Dynamic Source Routing (DSR) is enhanced by introducing stability and enhanced Flow Label to provide better QoS in transmitting data packets in dynamic IPv6 ad hoc network. Section II introduces the existing ad hoc routing protocols and some related work while Section III discusses reactive routing protocol DSR overview. Section IV introduces the Flow Label in IPv6 together with the proposed algorithm, simulation results and preliminary evaluation. Section V concludes the paper.
II. EXISTING AD HOC ROUTING PROTOCOLS
Routing protocol is a protocol that stated the way of communication among routers [2] hence, ad hoc routing protocols are the protocol that specifies how the nodes in the ad hoc network should communicate among themselves. There are numerous routing protocols proposed over the years to the ad hoc networks and they are generally categorised in two which are the Table- Table-driven routing protocols use a routing table for  storing information about the available links from a source node to the destination node. Each of the respective nodes has their own dedicated routing table that allows new route to be inserted for the node's transmission. Latest information of the routes to any node in the network will be updated periodically as they are propagated throughout the whole network and therefore, fresh links are available at all times for transmission. Several routing protocols such as [3] and [4] are classified as table-driven.
B. On Demand (Reactive) Routing Protocol
As name itself, on-demand routing protocols will only discover the possible routes when there is a request to transmit data from one node to another. As opposed to Table-Driven routing protocol, it does not have a routing table that stores the latest information at all times as they do not constantly getting updates from the network. Routes typically will be discovered by a route discovery phases in order to allow the transmission to occur. There are numerous routing protocols listed under on-demand category such as proposed in [5] , [6] and [7] .
C. Related Work
In order to provide a better QoS for real time applications in IPv6 wireless ad hoc networks, a number of researches proposed on utilizing the IPv6 benefits to compromise the dynamic nature of the ad hoc networks while some proposed new routing protocols consider other aspects of routing in their algorithms. In collaboration of different sectors, Ad hoc On-Demand Distance Vector (AODV) is integrated with IPv6 where it is used for internetworking between wireless ad hoc networks and IPv6 based Internet [9] . Common metrics are evaluated for a better performance in the ad hoc networks and the solution relies on the AODV signalling algorithm with globally routable prefix in accessing the Internet Gateway. Other than that, QoS extension Optimized Link State Routing Protocol (QOLSR) [10] is developed with more suitable routing metrics being taken into consideration when selecting a route for transmission. QoS parameters such as bandwidth, delay, buffer requirements are used by flow label to state the transmission flow's requirement. Besides, QoS-Aware Dynamic Source Routing Using DiffServ Principles proposed a cross layer solution in providing QoS for transmission via Dynamic Source Routing (DSR) protocol where it reserves the bandwidth for the transmission to different QoS levels [16] .
In this paper, the proposed algorithm is an enhancement of the DSR with extension of the Flow-State (DSRFLOW) proposed in [8] where it will reduce per-packet overhead. This paper has the focal point of the implementation of IPv6 Flow Label on the DSR routing protocol in providing QoS for the dynamic ad hoc networks.
III. DSR OVERVIEW
DSR is categorised as on-demand routing where it will broadcast route request (RREQ) packets to gather nodes information as they bridge the transmission link from the source to the destination. DSR has two phases which are the Route Discovery and Route Maintenance. Route Discovery is initiated when route between source and destination node has not been discovered. Route Maintenance will come after when the link breakage is detected between source and destination node during the transmission. Breakage of links are detected as some nodes are out of the range of the wireless coverage or become unreachable hence triggering the source node to take alternative route to resume the transmission without much delay.
A. Route Discovery
Given a scenario that node O (originator) initiates a transmission to node T (target) where node O will send out Route Request (RREQ) packets to all nodes within its transmission range can be illustrated as Figure 3 . Intervening nodes will process by checking itself if they are the recipient of the packets. If the node is the destination of the packet, it will send back a Route Reply (RREP) packet back to Node O else they will add their own address by piggybacking on RREQ and forward to their neighbouring nodes. Eventually a list of intervening nodes will be piggybacked onto the RREQ creating possible routes to destination. Route to the destination will be cached in all nodes for future references. Several optimizations are done to improve the routing protocol where one of them is the promiscuous mode where the nodes are to listen to the packets travelled in the network and learn new routes [6] . Implicit Source Routes are then proposed with similar techniques as MPLS [12] where it requires all packets to be tagged with an identifier. It is to indicate which route to be followed once the links are established between the source and destination node [11] . This feature helps to reduce the long list of address from being used at the packet header throughout the whole transmission as the soft state of next hop information in the flow will be retained in those intervening nodes.
B. Route Maintenance
When attempts are made to deliver a data packet to the destination node via a link return failures, the link is considered to be broken. Route Error packet (RRER) will be returned to the source node and the particular route via the link will be deleted from the cache. As the RRER is returned to the source node, the packet will be salvaged as an attempt to send the data packet via alternative route to the original route destination thus replacing the former route and continue the transmission. Alternative route will be located either from those that have been stored in route caches or trigger another route discovery for a possible route. Besides, Automatic Route Shortening (ARS) is included to allow the source route to be shortened for transmission from a source to destination whenever it is possible [6] .
IV. ENHANCED FLOW LABEL BASED DSR ADAPTIVE ROUTING SCHEME Enhanced DSR adaptive Routing Scheme is presented here with introduction of stability value as the metric for route selection. Besides, IPv6 Flow Label will be used to induce QoS for transmission over the wireless ad hoc network.
A. Flow Label
Flow Label consists of 20 bits in the IPv6 packet header where it has yet standardized for their usage [1] . It is located at the end of the first tuple of the packet header to label a sequence of packets which is known as a flow from a source node to the actual destination node by means of multicast or unicast that desires for special handling at the intervening routers [13] . All the same packets are to traverse in the network according to their flows specification together with their source and destination addresses. As the transition between IPv4 and IPv6 is taking place, the Flow Label will be ignored by the routers that do not recognise the flow label field. Initially, Flow Label is proposed to be generated randomly from 1 to FFFFF (hexadecimal). There are a few proposals made for the Flow Label utilization however in this paper, it will be used with a hybrid approach as proposed in [15] . Flow Label is divided into several parts [10] where various QoS parameters are included. With such a similarity between the flow identifier and Flow Label in IPv6, the Flow Label is proposed here to replace the flow identifier as proposed by [11] where it will be used as an identifier and as well a field that provides information to the intermediate nodes. It will be forwarded from the source node to the destination node without the source route along the path where it reduced the overhead as well as reducing the complexity of forwarding the data packets. In Figure 2 , IPv6 Flow Label consists of an identifier and modified information of the transmission requirements similar to [10] will act as flow guide for the packet transmission. Usage (U) uses one bit out of 20 where it will indicate that flow label whether is being used for the transmission or not. Type of Application (TOA) takes two bits to differentiate the hard or soft real time application as used in [10] . Six following bits will indicate the minimum bandwidth to be reserved for the particular transmission while the next five bits are used to set a threshold for tolerable delay. The last six bits are randomly generated for more flows to be labelled in attempts to alleviate the confusion made for similar requirements in the network. Source address, destination address and Flow Label will be used to uniquely identify a particular flow. When the requirements are unable to be satisfied, the best-of-effort service will be used as the last resort for the transmission where it will take place without QoS guaranteed.
B. Routing Scheme
An enhancement on DSR routing protocol is presented here. Route Discovery and Route Maintenance are working according to the conventional DSR. In the Route Discovery, source node will first check their own cache for any available route to their required destination and if there is a possible route, the transmission will take place accordingly whereas Route Discovery will be triggered if there is none. The enhancement over the existing DSR that focuses on unpredictable mobility in the ad hoc network is by introducing the stability value that belongs to each of the respective nodes in order to provide a more reliable link for the real time applications over the mobiles node connections.
In ad hoc network, when a node O wishes to initiate a transmission to T, it will first check the existing path in their respective cache before triggering the Route discovery. If there is none, RREQ will be sent to all neighbouring nodes within its transmission range of O. Each of the RREQ contains the O and T addresses together with the unique identifier. Stability value hereby is included to help nodes to determine whether the intermediate nodes will form a stable link throughout the transmission. It is a value that shows the duration of being relatively static at a particular location since the last movement. The value will be determined according to Table 1 as stated below. Table I above shows the stability value for all nodes references as the value itself will be added to the RREQ before sending off to other nodes during the Route Discovery. Addition operation will be carried out in order to get the total stability value of the particular route. As there might be more than one viable route from O to T, all possible routes as shown in Figure 3 will have their stability values calculated as shown in Table II . Stability value of each node is labelled with S at the beginning (e.g. S4). Based on Figure 3 , Node 2 has a stability value of 4.The smaller the stability value the better it reflects on the route's stability and will be chosen as the route for transmission. For O in high mobility environment, lowest stability value is preferred as it indicates the most stable nodes accumulation along a link. Best path for transmission will be selected and RREP will be send via the selected route. Route Selection will be carried out according to Figure 4 . Two caches in DSR will be extensively used where the primary caches will be selecting the most stable route of all while secondary caches will select the shortest path that is learnt from the environment. Both selected routes will be compared. If the shortest path from the latter cache has a route that the stability value is less than the former route by two multiply to its length, it will be promoted to the primary cache otherwise former selected route will be used instead. It is to route data on the shortest path with an acceptable stability in order to route the data over the dynamic ad hoc network. Figure 5 shows the lowest stability value route that is being chosen to route the data packets after the successful route discovery has taken place. RREP will use the selected path to route back to the originator. 
C. Simulations
Proposed algorithm is implemented and conducted with comparison done between the conventional DSR and the enhanced version. All simulations and modifications for the algorithm are done using Network Simulator (NS2) version 2.34 where it is a discrete event simulator targeted at networking research and it is developed by University of California at Berkeley [14] . Simulation is carried out with the parameters set according to Table III . IEEE 802.11 at 11 Mbps data rate per stream was used. Traffics are generated randomly using the Constant Bit Rates (CBR) generator in NS-2 where in total 25 sources are generated to create 40 connections in order to create a high volume of traffic between all nodes for the whole duration of 300s. Each of the packets has size of 512 bytes. Node speeds are uniformly distributed within range of zero to 5 meter per second. Comparison between conventional Dynamic Source Routing (Original) with the proposed algorithm in this paper known as En-DSR will be revealed below. Each data point is represented by an average of ten runs of simulation with different positions initially. Different set of traffic patterns are generated by ten different random seed numbers which created total Same set of simulations are implemented but with different volume of traffic where 30 connections with 23 sources are used for the whole duration of 300 seconds showed another consistent result as the previous. A lower volume of traffic is deployed in these simulations where the changes in topology are as frequent. Higher changes in the topology caused the packet loss to increase in the Original where En-DSR performed well in the simulations. Performance is measured in Packet Delivery Fraction (PDF) where it measures the originated data packets that are successfully delivered to their respective destinations as shown in Figure 6 and 8. It measured the overall network packet delivery in the mobile ad hoc network comparing between two different routing algorithms. Consistent performance can be seen from Table IV and V where they showed improvements in PDF (%), Average End-to-End Delay (ms), Packet Loss (%) and Throughput (kbps) at the expense of higher control packets traffic in the network. Dynamic changes of topology simulated in the simulations especially in the 4 th set, link breakages increased causing disruptions in the transmission. This caused the PDF to decrease while increasing the average end-to-end delay. However, proposed algorithm is performing consistently as compared to the conventional DSR shown in the two graphs. As link breakages took place, data packets are salvaged to the maximum number or attempts and eventually discarded. Average end-to-end delays are affected. Dynamic changes in the topology bring down the network performance. Therefore a stable route is required over unpredictable network.
V. CONCLUSION
This paper presented an enhanced Dynamic Source Routing in IPv6 for ad hoc networks where IPv6 special request handling feature, Flow Label can be used extensively to help improved the Quality-of-Service (QoS) in the network. Extra information can be conveyed to intervening nodes for better resource management as introduced in this paper and stability of the nodes helped to predict the reliability of all routes. Future works will have to increase the sample size for simulations to be done on different traffic patterns and mobility scenarios.
