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Dans un contexte économique en constante évolution, où les industriels et grandes
banques sont toujours à la recherche de plus de profit en défaveur du client, il est clair
qu’un changement est inévitable. Ce ne sont pourtant que des intermédiaires et leur
rôle n’est que d’assurer la confiance entre les différentes parties. Ceux-ci devraient donc
servir la population et améliorer notre façon de vivre. Pourtant, leur but premier est bien
souvent le même : engranger un bénéfice. Un changement de système est nécessaire, voire
inévitable.
Une technologie semble se populariser et capable de répondre aux différents cri-
tiques : la Blockchain. La révolution de cette technologie se situe dans sa capacité à dé-
centraliser toutes les informations de façon transparente, sécurisée et sans tiers de confi-
ance. Considérée comme l’une des technologies les plus disruptives depuis l’apparition
de l’adresse IP, la blockchain permet la création de monnaies décentralisées, l’exécution
automatique de contrats ou de transactions sans intermédiaires [1]. Les applications de
cette technologie sont légion et s’attaquent à tous les domaines d’expertise du monde
moderne tels que les assurances, l’immobilier, la législation, la supply chain, ... [2].
Le sujet vaste de la blockchain est à la fois populaire des scientifiques et d’une mi-
norité d’initiés mais malheureusement méconnu du grand public [3]. Des articles scien-
tifiques sont en effet publiés presque tous les jours. Mais alors que beaucoup d’articles se
concentrent sur les crypto-monnaies, ou sur la blockchain en général, la blockchain peut
résoudre des problèmes bien différents. Du monde financier au monde de l’industrie, la
blockchain a la capacité d’affecter de nombreux domaines, dont celui qui nous intéresse
aujourd’hui: la supply chain.
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1.2 Problème
Cette technologie a débarqué dans la supply chain depuis peu, mais possède toutes
les cartes pour révolutionner un domaine resté longtemps statique et à l’écart des nou-
velles technologies. Les articles sont de plus en plus nombreux et les applications dévelop-
pées par les chercheurs toujours plus prometteuses. La blockchain dans la supply chain a
donc besoin d’être cernée. Ainsi, les chercheurs ont besoin d’avoir une vue globale sur le
sujet, et de comprendre quels sont les sujets les plus discutés et quels sont ceux délaissés
des recherches. Il nous semble donc judicieux de comparer les différents secteurs entre
eux grâce à une revue de la littérature. La question de recherche de ce mémoire peut être
formulée comme suit:
" Quels sont les sujets principaux abordés dans les recherches de la blockchain dans
la supply chain?"
Cette question générale peut être découpée en sous-questions:
• QR 1.1: Quel est la croissance de la recherche sur le sujet de la blockchain dans la
supply chain?
• QR 1.2 : Dans quels pays les recherches sur la blockchain dans la supply chain sont
les plus abondantes?
• QR 1.3: Quelles sont les bases de données scientifiques possédant le plus de recherche
sur la blockchain dans la supply chain?
• QR 1.4 : Quels sont les secteurs de la supply chain sur-recherchés et ceux sous--
recherchés?
• QR 1.5 : Quels sont les articles les plus influents?
1.3 Approche
Afin d’aborder au mieux les questions de recherche et l’analyse de cette étude, il est
primordial de comprendre les problèmes que rencontrent la supply chain actuellement.
Ensuite sera présenté la technologie blockchain et son fonctionnement. Cette brève ex-
plication présentera la blockchain en général, ainsi que les différences que l’on peut ren-
contrer.
Ensuite, sera présentée la méthode utilisée pour procéder à une revue de la lit-
térature de la blockchain dans la supply chain. Cette méthode sera basée sur l’article de
[Yli-Huumo et al., 2016], "Where is current research on blockchain technology? A systematic
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review"1. Cet article, considéré comme l’article de référence, crée une revue systématique
de la littérature sur la blockchain en général. Il s’inspire du protocole de Petersen et
al. (2008) [5], pour créer une cartographie systématique de la littérature. Petersen et al.
(2008) [5] divise la création de cette dernière en différentes étapes, présentées dans la
section 3. Cette méthode, qui sert à identifier les articles discutant d’un sujet ainsi qu’à
faire des liens entre eux, sera utilisée pour analyser la blockchain dans la supply chain.
Les résultats de la recherche sont expliqués dans la section 4. Enfin, des pistes pour les
recherches futures et les limitations de la méthode utilisée seront discutées.




2.1 Les problèmes dans la supply chain
Selon Waters (2003) [6], la supply chain “consiste en une série d’activités et d’organisations
que les biens traversent au cours de leur parcours, du fournisseur initial jusqu’aux clients
finaux”. La majorité des supply chain fonctionnent de la même façon. Il s’agit d’un pro-
ducteur qui propose des produits bruts à un fabricant qui transformera à son tour un bien
ou un service en y ajoutant de la valeur, qui sera ensuite distribuée à des commerces, qui
s’occuperont de la vente au détail aux clients [7]. Cette simplification de la réalité pos-
sède l’avantage de mettre en valeur les différents acteurs important du secteur, utile pour
la revue systématique de la littérature. On parle également de supply chain management
lorsque les organisations collaborent entre elles efficacement pour maximiser la valeur
ajoutée et posséder un avantage compétitif sur leurs concurrents [8]. De ce fait, le sup-
ply chain management n’est efficace que lorsqu’il y a une bonne gestion des transactions
entre les différentes parties. Mentzer [9] met en évidence dans sa publication trois trans-
actions principales : celle des biens entre différents propriétaires, celle du flux financier
et celle du flux de l’information. Ces trois flow (sic Mentzer et al. [9]) sont représentés
dans la figure 2.1
Figure 2.1: Les différentes transactions de la supply chain
Les transactions d’informations sont assurément une partie importante de la sup-
ply chain puisqu’elles permettent aux différents acteurs de la supply chain de savoir où se
trouve le produit, quand il a été vendu, à qui il a été vendu, etc. Les entreprises utilisent
4
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les informations 1 pour planifier leurs activités, et d’une manière plus générale, pour
satisfaire les demandes des clients. Un chaîne d’informations correctement utilisée offre
beaucoup d’opportunités. A l’inverse, une rupture dans cette chaîne d’information peut
avoir de graves conséquences. Malheureusement, la supply chain tend à devenir de plus
en plus complexe et globale.
La globalisation entraîne une augmentation considérable de la demande de biens
venant du monde entier, amenant une complexification de la supply chain et donc de
l’échange d’informations. Ainsi, de plus en plus de marchandises sont produites et livrées
chaque jour dans le monde: des biens consommables pour les grandes surfaces aux biens
destinés à être transformés par la suite. IBM [10] estime que quatre trillions2 de pro-
duits sont livrés chaque année pour satisfaire cette demande globale croissante. Cette
globalisation est associée à diverses réglementations en fonction des pays mais aussi à
différents standards. Dans ce contexte, les informations entre les différentes parties de
la supply chain sont difficilement vérifiables [11]. Ajoutons à cela un système inefficace
dans lequel les fraudes et les vols sont difficilement identifiables. Cela provoque une
perte de confiance pour les consommateurs [12] et les différents acteurs de la supply
chain, qui demandent donc de plus en plus de transparence et d’assurance quant à la
fiabilité de l’information reçue [11].
De plus, la traçabilité d’un produit à travers une chaîne logistique mondiale est ex-
trêmement complexe puisqu’il n’existe pas une totale transparence entre tous les acteurs.
Les scandales alimentaires ne font que mettre en lumière ces inefficiences de traçabilité.
Par exemple, en 2013, un scandale éclate : de la viande de boeuf est remplacée par de
la viande de cheval. La difficulté à mettre le doigt sur le coupable et à remonter à la
source du problème montre le manque d’échanges d’informations entre les différentes
organisations. Ce n’est malheureusement pas le seul cas : grippe aviaire, Bactérie E. colis,
contamination à la salmonelle3. Tous ces événements déplorables mènent à des pertes
considérables [13] pour les acteurs du milieu, sans pour autant que de véritables solu-
tions existent pour réduire le nombre de scandales.
Bien que des réglementations aient été mises en place pour limiter ces inefficiences,
comme par exemple : l’ISO 9001:2015 qui oblige les organisations à “monitorer l’identification
et la traçabilité des produits et des services”. Ces règles s’arrêtent malheureusement aux
portes de l’entreprise. Ainsi, chaque tiers prenant part à une activité de la supply chain
1Des informations du haut de la supply chain tel que les producteurs, ou du bas de la supply chain tel
que le commerce du détail ou les informations du client.
2Un milliard de milliards.
3Les exemples ici mentionnés sont essentiellement alimentaires. Mais d’autres industries souffrent aussi
du manque de traçabilité : industries pharmaceutiques, constructeur de pièces d’avions, ... Toute la supply
chain est concernée.
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possède sa propre base de données. Celle-ci enregistre les activités de ses produits, sans
savoir comment le bien était conservé ni quelles sont les entreprises ayant transformé le
produit. Le besoin d’avoir une traçabilité et une transparence totale entre les tiers sem-
blent donc évidents [13].
Du manque de transparence et de traçabilité peuvent dériver d’autres problèmes
tels que :
• Le coût élevé des frais administratifs: M. White (2018) [14] explique que la majorité
des biens sont transportés par bateau. Par exemple, un container expédié d’un côté
à l’autre du monde nécessite en moyenne l’intervention de 30 organisations. Or, ce
processus nécessite encore l’utilisation du papier (pour les douanes, les autorisa-
tions, . . . ). Non seulement cela entraîne des coûts administratifs significatifs, mais
la perte d’un document ou une erreur d’autorisation peuvent causer la perte du
chargement et des désagréments non négligeables pour la suite de la chaîne logis-
tique [15].
• Les produits contrefaits ou la fraude en général sont également un gros challenge
pour les entreprises. Il a été estimé que cinq pour cent des biens importés en Europe
sont imités, réduisant les revenus des entreprises concernées de 85 milliards de
dollars par an [16].
• Le gaspillage alimentaire, estimé à 173 kg par tête en Europe [16].
• Un manque de confiance, notamment dans les labels bio, locaux, dans les certifica-
tions (i.e. fairtrade, ...etc) [12]...
Toutes ces inéfficiences pourraient être évitées ou réduites drastiquement avec l’utilisa-
tion des technologies : en particulier la blockchain4. Nous le verrons par la suite, la
blockchain possède en effet la capacité d’améliorer la supply chain à bien des égards.
Beaucoup de recherches allient la blockchain à la supply chain (voir ci-après) pour ap-
porter des réponses concrètes à ces inéfficiences. Dans ce mémoire, nous allons donc
tenter d’apporter une vue globale pour y voir plus clair.
4D’autres technologies peuvent également être utiles à l’amélioration de la supply chain telles que les
IOT, RFID, ... Nonobstant, c’est grâce à la blockchain que ces technologies pourront être réellement efficaces.
Le sujet de ce mémoire ne permet pas de toutes les découvrir.
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2.2 La Blockchain
2.2.1 Définition
La blockchain est “un grand registre numérique, distribué et rempli de transactions
qui ne peuvent pas être transformées ("tampered" en anglais), grâce à l’utilisation de la
cryptographie”. Cette définition, proposée par Pilkington (2016) [1] et décrite dans la
figure 2.2, reprend les trois attributs les plus importants d’une blockchain. Elle doit être
décentralisée, vérifiée et immuable.
Figure 2.2: Blockchain definition
• La décentralisation de la blockchain signifie qu’elle n’est pas gérée par un membre
unique ou une tierce partie telle qu’une banque ou un gouvernement mais, au con-
traire, par tous les membres qui l’utilisent. Alors que notre monde est régi par les
autorités centrales (gouvernement, banques, notaires, . . . ) assurant un gage de con-
fiance entre 2 parties, aucune autorité centrale n’a de pouvoir sur une blockchain!
Pour ajouter une transaction au registre, la transaction doit être partagée au réseau
pair-à-pair. Chaque transaction sera ajoutée à la version locale de chaque noeud du
système, rendant extrêmement difficile la modification d’une transaction passée.
• On dit qu’une blockchain est vérifiée car les membres utilisent la cryptographie à
clé publique-privée pour communiquer5. L’utilisation de la cryptographie asymétrique
(clé publique-privée) cache l’identité de chaque utilisateur derrière une clé publique,
permettant un niveau élevé de discrétion.
• Les informations sont immuables / invariables à cause du consensus obligatoire
pour chaque transaction. Une ou plusieurs transactions sont regroupées ensemble
pour former un nouveau bloc. Tous les membres du réseau vont pouvoir vérifier
5Pour plus d’information, voir le cours de BAC 2e année à l’UNamur: Mathématique pour l’informatique
2.
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les transactions de ce bloc et accepter les informations qui s’y trouvent. Lorsqu’un
consensus est trouvé, et donc que les transactions dans le bloc sont validées, le bloc
est ajouté à la chaîne des blocs précédents.
Il convient d’ajouter que pour créer cette chaîne de blocs, et donc rendre chaque
bloc inchangeable, il faut créer un lien entre chaque bloc. Un hash [17] [8] est
donc créé pour chaque bloc. Chaque nouveau bloc se verra ajouter le hash du bloc
précédent, créant cette interdépendance entre les blocs (voir figure 2.3). C’est ainsi
qu’une chaîne de blocs est alors créée, où la modification d’une transaction d’un
bloc altérera tous les blocs suivants, puisque le hash sera à son tour modifié.
Figure 2.3: Vue simplifiée des blocs d’une blockchain [18]
Ce réseau de noeuds où chaque information est distribuée possède aussi l’avantage
de redonner confiance. La blockchain est souvent comparée à une grande base de données
contenant des informations sensibles. En effet, les utilisateurs veulent que l’information
soit à jamais disponible et non modifiable dans le futur pour en avoir confiance. C’est en
effet le but de la création de la première apparition de la blockchain: le bitcoin. L’idée
était de redonner confiance à ses utilisateurs en supprimant les entités qui sont censées
produire de la sécurité entre les parties. L’idée d’outrepasser des intermédiaires, sup-
posés être un gage de confiance6, produit en effet l’assurance d’avoir des données cor-
rectes en vérifiant chacune de ses informations et en distribuant à chaque membre du
réseau, de façon immuable. On remplace donc un système actuel de confiance par un
autre, plus fiable, où le tiers de confiance est remplacé par la technologie [12] [19].
6tel que les banques ou le gouvernement.
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2.2.2 Informations additionnelles sur la blockchain
La blockchain est donc un grand livre où chaque individu a le droit de voir les
transactions faites par les autres utilisateurs, et même de les accepter et de hasher les
blocs s’il le souhaite. Mais beaucoup de nuances sont alors développées pour répondre à
d’autres solutions. Certaines applications dans la supply chain n’auront pas besoin d’être
visibles par tout le monde. D’autres n’auront pas besoin d’être vérifiées par tous les util-
isateurs. Dans ce contexte, des blockchain différentes utilisant des mécanismes différents
ont donc été développées. On retrouve une brève explication ci-après des différents con-
sensus et des blockchain avec permission. Par ailleurs, la blockchain dans la supply chain
n’est généralement pas utilisée seule. La blockchain ne sert en effet qu’à sauvegarder
les données de manières très sécurisée. Pour automatiser les processus, l’utilisation des
smart contracts est nécessaire.
Proof-of-work VS Proof-of-Stake
L’exemple qui a servi à définir la blockchain est basé sur un consensus "proof-of-
work" (POW) , car il est le plus répandu. Il a été imaginé pour être complètement décen-
tralisé et sans permission ; quiconque, en effet, peut participer au processus d’acceptation
et de partage des données en possédant une copie de la blockchain. La puissance de cal-
cul demandée par ce consensus est énorme mais sécurise fortement les données. Cepen-
dant, il devient de plus en plus coûteux de hasher/miner et lier les blocs entre eux [20].
Une adaptation de la technologie a donc été créée telle que "proof-of-stake" (POS) pour
réduire cet effort de consensus7. Brièvement, alors que POW demande aux participants
de trouver la réponse à un calcul, POS demande de posséder une participation de la
blockchain (comme posséder des cryptomonnaies par exemple) pour pouvoir sécuriser
un bloc. L’Ethereum8 dans sa phase finale, sera basé sur le consensur POS.
Blockchain privée VS Blockchain publique
Certaines blockchain qui ont suivi n’ont pas opté pour une décentralisation to-
tale [22]. Les blockchain privées (ou avec permission [23]) deviennent utiles dès lors
que l’importance d’avoir des informations totalement décentralisées est surpassée par
le besoin d’avoir une standardisation des données à travers les industries et les dif-
férents utilisateurs [24]. A l’inverse donc des blockchain publics, les blockchain privées
sont restreintes à une sélection d’utilisateurs, facilitant la vérification des transactions.
Une grande partie des blockchain de l’industrie ou de la supply chain est dite privée
puisqu’elles sont gérées par des organisations et ne sont pas totalement décentralisées.
7Pour plus d’informations, voir l’article de Christidis et al. (2016) [21].
8Une autre crypto-monnaie très populaire: https://ethereum.org/ .
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Des questions se posent dès lors sur l’utilité d’utiliser une blockchain, si elle n’est pas
décentralisée et publique.
Smart contracts
Un smart contract est un contrat intelligent, écrit sur une blockchain, qui s’auto-
exécute lorsque certaines conditions sont remplies. Les smart contract fonctionnent comme
un If-then-Else, capable d’exécuter des tâches prédéfinies sans l’intervention d’une par-
tie prenante. En effet, une intervention extérieure pourrait risquer de ne pas remplir
correctement les conditions du contrat [25]. Les participants du réseau peuvent donc
créer des contrats entre eux sans que personne ne doive se soucier de leur exécution. La
beauté des smart contracts ne s’arrête donc pas seulement aux transactions financières: ils
peuvent être utilisés pour toute ressources numérique, telle que les titres de propriétés,
le transfert d’énergie, les crédits carbones [26] ou bien la traçabilité d’un bien. Cette
dernière mention est particulièrement intéressante et utilisée dans la supply chain [27].
En effet, grâce à ces smart contract il est possible d’automatiser les processus et donc, de
supprimer certains contrôles manuels de la marchandise[28]. Les nombreuses applica-
tions de la blockchain dans la supply chain ont par conséquent recours aux smart con-
tract pour l’automatisation des transactions. Par exemple, les smart contracts, implémen-
tés dans un processus de supply chain peuvent, grâce aux IOT, connaître la localisation
d’un bien à tout moment ainsi que ses conditions de stockage telles que la tempéra-
ture, l’humidité et prendre des décisions le cas échéant [28]. La diminution des coûts ad-
ministratifs, l’augmentation de l’efficacité (et donc du service fourni à la clientèle) et un
plus grand contrôle de l’information sont tous les trois des avantages que la blockchain
peut apporter à la supply chain en plus d’une augmentation de la transparence et d’une
meilleure traçabilité.
2.2.3 La blockchain dans la supply chain
On parle souvent de transactions financières pour la blockchain car le bitcoin est
l’une des applications les plus connues de ces dernières années, mais les informations
d’un bloc peuvent également être d’un tout autre type que financières. En effet, chaque
blockchain possède un but différent. Celui du bitcoin est principalement d’enregistrer
des données financières. Mais les blockchain peuvent être créées dans un tout autre but
[11] [8] tel qu’enregistrer des images, des actes notariés de biens immobiliers, du code
informatique, des contrats, des documents divers, ...
Une étude de Hackius et al. (2019) [19] soutient que cette technologie peut être
révolutionnaire pour la supply chain. La diminution des coûts administratifs, l’augmentation
de l’efficacité (et donc du service fourni à la clientèle) et un plus grand contrôle de
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l’information sont tous les trois des avantages que la blockchain peut apporter à la supply
chain en plus d’une augmentation de la transparence et d’une meilleure traçabilité, qual-
ité déjà mentionnée plus haut. Mais Hackius et al. [19] remarquent lors de leur étude que
malheureusement 43 % des participants n’étudient pas les possibilités d’implémenter la
blockchain dans leur entreprise. Pourtant, l’analyse montre par la suite que la plupart des
répondants sont conscients des bénéfices que pourrait apporter la blockchain à la supply
chain. Il semble nécessaire de faire un point sur les secteurs d’activités où les recherches
sont les plus avancées ou ceux laissés pour compte.
La blockchain peut augmenter le niveau de confiance grâce à la transparence et
l’amélioration de la traçabilité de chaque produit[8]. Par exemple, apporter une visi-
bilité efficace dans la supply chain et une meilleure traçabilité des produits grâce à la
blockchain peut renforcer la confiance entre les différentes parties. En effet, chaque trans-
action inscrite sur un bloc de la blockchain pourra être visible, par tous, pour toujours
[29]. Dans ce nouvel environnement, la contre-façon des médicaments, par exemple, de-
vient difficile. On observe ensuite que même si les smart contracts n’en sont qu’à leurs
débuts, de nombreux articles expliquent les bienfaits de cette technologie [30] [31]. Dans
une industrie 4.0 où les données sont reines, il paraît évident qu’utiliser les avantages





Ce chapitre présente la méthodologie utilisée pour le bon déroulement d’une car-
tographie systématique. Dans un premier temps, d’autres revues systématiques de la lit-
térature seront présentées. Ensuite, la méthode de Petersen (2008)[5] et ses cinq étapes
seront présentées pour être utilisées dans le chapitre suivant.
3.1 Revue de littérature
Le sujet vaste de la blockchain est désormais sous le feu des projecteurs. Des arti-
cles scientifiques sont publiés presque tous les jours tant à propos des cryptomonnaies
que sur de nouveaux modèles économiques. Mais, alors que beaucoup d’articles se con-
centrent sur les crypto-monnaies ou sur la blockchain en général, nous avons vu que
la blockchain peut résoudre des problèmes dans d’autres domaines. Ainsi la blockchain
permet d’améliorer la traçabilité de la supply chain, de réduire les erreurs, d’augmenter
l’efficacité et la transparence entre les acteurs, . . . Beaucoup de solutions innovantes ont
été discutées ou carrément implémentées. Mais les différentes solutions apportées sont
toutes différentes et il devient peu compréhensible de savoir quel domaine a été discuté.
Dans un contexte en constante évolution, il paraît évident qu’avoir une vue globale
des recherches est nécessaire. C’est donc l’objectif de ce mémoire. Une revue systéma-
tique de la littérature de la blockchain dans la supply chain a donc été réalisée. Nous
nous sommes inspirés de l’article “where is current research on blockchain technology? a
systematic review” [4] pour faire ce mémoire et cette revue de la littérature. Cet article de
référence utilise une méthode de recherche appelée “systematic mapping study”, soit une
cartographie systématique, développée par Petersen (2008) [5]. Cette méthode permet
de donner un point de vue global des recherches sur le sujet en créant des liens. Celle-ci
sera expliquée dans le prochain point. Mais avant toute chose, quelles sont les revues
systématiques de la littérature qui ont déjà été faite sur le sujet?
A notre connaissance, un seul article utilise la même méthode pour faire état des
avancements de la recherche sur le même sujet. L’article “Supply chain management based
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on blockchain: a systematic mapping study”, publié par Tribis et al. (2018) [32], a car-
tographié le sujet avec la même méthode. Alors que cet article ne référence que trois
articles sur Science Direct, Nous avons pu avec les mêmes mots clés en obtenir 703. Cela
laisse transparaître soit un manque de rigueur, soit une différence d’accès des articles en-
tre le Maroc (pays de la publication) et la Belgique, soit un grand nombre d’articles pub-
liés depuis lors. De plus, cet article utilise d’autres catégories que celles décidées dans
ce mémoire (voir ci-après à la page 17) alors que l’article cartographie chaque article en
fonction du sujet des différentes recherches et de la facette de catégorie de recherche1.
Par ailleurs, il est nécessaire de mentionner les autres revues systématiques de la
littérature existantes sur le sujet. “Systematic literature review on the use of blockchain in
supply chain” de Calzadilla et al. (2017) [33] explore les différents domaines d’expertise
de la supply chain. Cependant, la recherche des articles a été faite entre 2015 et 2016 et
la recherche suggère qu’elle n’est plus à jour puisque l’intérêt pour cette technologie n’a
fait que grandir depuis son apparition et a notamment explosé lors de l’augmentation en
bourse des Bitcoin. Fosso (2018) [34] met en rapport le bitcoin, la blockchain et les fin-
techs2 avec la supply chain et Bermeo-Almeida et al. (2018) [36] analysent la blockchain
sur une petite partie de la supply chain: l’agriculture.
Plus récemment, "Understanding blockchain technology for future supply chains", Wang
et al. (2019) [37] n’approchent pas le domaine avec la même méthode. L’article analyse
plutôt l’influence que la blockchain aura dans la supply chain, notamment sur les pra-
tiques et les standards. Casino et al. (2018) [38] discutent, eux, de toutes les applications
possibles de la blockchain dans la supply chain. Pour Queiroz et ses collègues [39], la
désintermédiation que procure la blockchain semble avoir le potentiel, selon eux, de
transformer de nombreux domaines industriels traditionnels. Blossey et al. (2019) [40]
[28] analysent l’ensemble des applications de la blockchain dans la supply chain. Une
dernière revue systématique de la littérature [41] discute simplement des thèmes récur-
rents de la blockchain dans la supply chain.
On remarque donc dans ces différentes revues systématiques de la littérature, que
une seule seulement aborde le sujet et tente de cartographier chaque article pour y voir
plus clair. Les articles mentionnés ci-dessus mettent en avant un réel problème dans la
recherche et tentent d’y apporter une solution. Ce mémoire va donc tenter d’apporter
une vue globale à la blockchain dans la supply chain, mais différemment. Qu’est-ce qui
a déjà été publié sur le sujet? Que faut-il encore faire? En ce sens, faire une cartographie
systématique de la littérature nous semble une évidence.
1Ces catégories sont mentionnées respectivement comme "research topic facet" et "research category facet".
2combinaison de "finance" et "technologie". Désigne une start up innovante qui repense les services fi-
nanciers et bancaires grâce à la technologie. [35].
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3.2 Méthodologie
Dans ce mémoire, la méthode de Petersen (2008) [5] sera utilisée. Cette approche
nommée "Systématic Mapping Study", soit une "étude cartographique systématique" en
français, aide à avoir une vue globale sur le sujet étudié. En effet, elle sert à faire le
point sur les recherches actuelles, voir si les recherches existent et combien, dans quels
domaines et de donner une vue d’ensemble de celles-ci. Ainsi, il est possible d’établir
l’existence des liens entre les recherches et de quantifier ceux-ci. Cette méthode permet
également de découvrir les points où la recherche est moins importante et donc, de dé-
couvrir les sujets qu’il serait intéressant d’approfondir. Le processus de cartographier les
recherches existantes est donc intéressant pour plusieurs raisons. Il permet d’explorer les
recherches qui existent déjà, de faire des liens entre les domaines dans la supply chain
qui sont dans le viseur des chercheurs mais aussi de découvrir les écarts3 qu’il serait in-
téressant d’approfondir à l’avenir. Cette façon de travailler est inspirée de Yli-Huumo et
al. (2016) [4], considéré comme un article de référence. Celui-ci reprend ces différentes
méthodes de recherche pour faire le point sur l’étude de la blockchain en général.
Faire une cartographie systématique de la littérature[5], c’est diviser l’analyse en
cinq étapes, représentées par le diagramme de la figure 3.1 : la définition de la question
de recherche, la recherche des articles pertinents, la présélection des articles, les caté-
gorisations des abstracts en mots clés et la processus de cartographie. Chaque étape sera
analysée en profondeur dans les parties qui suivent.
Figure 3.1: Différentes étapes de la méthode utilisée
3.2.1 Définition de la question de recherche
La première étape de cette méthode se focalise sur la question de recherche. Il
est important d’avoir une ou plusieurs questions de recherche pour avoir un point focal
sur lequel se concentrer. Le but de cette recherche est d’avoir une vue d’ensemble de
la blockchain dans la supply chain. Mais n’ayant pas trouvé de recherches “up-to-date”
faisant le lien entre les différents domaines de la supply chain, ce mémoire servira donc
à mettre en avant les domaines étudiés. La question de recherche se précise donc comme
suit:
"Quels sont les sujets principaux abordés dans les recherches de la blockchain dans
3en anglais: "discover the gaps".
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la supply chain?"
Il convient de diviser cette question en sous-questions pour comprendre quand ont
été faites les recherches, qui les a faites et où elles se trouvent.
• QR 1.1: Quelle est la croissance de la recherche sur le sujet de la blockchain dans
la supply chain?
• QR 1.2 : Dans quels pays les recherches sur la blockchain dans la supply chain sont
les plus abondantes?
• QR 1.3: Quelles sont les canaux de publication principaux de la recherche sur la
blockchain dans la supply chain?
• QR 1.4 : Quels sont les secteurs de la supply chain sur-recherchés et ceux sous--
recherchés?
• QR 1.5 : Quels sont les articles les plus influents?
3.2.2 Recherche des articles pertinents
Après avoir mis en évidence les questions de recherche, l’étape suivante est la
recherche des articles dans les différentes bases de données scientifiques. Tout comme
l’article de référence, la recherche d’articles doit suivre un protocole précis. Les mêmes
lignes directrices de Kitchenham et charters [42] seront utilisées pour rechercher les ar-
ticles intéressants. Ces derniers ont défini un protocole de recherche qui va être utilisé
pour mettre en place la revue systématique de la littérature. Selon les auteurs, "Pré-définir
un protocole est nécessaire pour réduire les biais et ne pas être influencé".
Une fois quelques tests effectués, les mots clés choisis sont “blockchain” et “supply
chain”. Utiliser d’autres termes tel que “logistics” ou “Block chain” renvoient des articles
qui ne sont pas nécessairement liés à la supply chain dans la blockchain. La fonction
logique AND a également été ajoutée à la recherche pour lier les deux entités. Aucune
exclusion sur les mots clés n’a été utilisée pour la recherche des articles [42] mais l’année
2020 a été exclue pour des raisons évidentes4. L’extraction des données a été faite le 2
décembre 2019 à l’Université de Namur.
Après la sélection des mots pour la recherche, les bases de données qui allaient être
utilisées pour la recherche et l’extraction ont été choisies. Nous avons décidé de n’utiliser
que des bases de données revues par d’autres chercheurs ("peer reviewed") car c’est une
bonne solution pour avoir des articles de qualité. Il a été décidé d’utiliser trois bases
4En effet, la recherche d’article a été faite avant 2020.
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de données. L’article de référence et les différentes cartographies (ou revue de la littéra-
ture) analysées à la page 12 s’attaquent à l’ensemble des bases de données disponibles.
Cependant, pour réduire la quantité de travail, trois bases de données seulement ont été
sélectionnées5.
Les bases de données qui ont servi pour l’extraction des articles sont ACM, IEEE,
et Science direct. Celles-ci ont été choisies car l’extraction de masse était réalisable sans
demander les droits d’accès et sans payer un abonnement. En effet, il convenait d’utiliser
des bases de données où il était possible de télécharger beaucoup d’articles et ce, non
manuellement. Il était également possible d’avoir accès à ces bases de données grâce à
l’université de Namur.
3.2.3 Sélection des articles pertinents
Après avoir choisi les bases de données ainsi que les mots clés pour la recherche des
articles, l’étape suivante de Petersen [5] est de sélectionner les articles intéressants et per-
tinents pour la suite de l’analyse. En effet, dans toute revue de littérature systématique,
des articles non pertinents pour l’analyse se retrouvent dans l’extraction des données.
C’est pourquoi il est important de passer chacune des références en revue. Après avoir
extrait les références de chaque article dans un fichier excel6, elles ont été examinées. La
méthode utilisée pour nettoyer les données est inspirée de Dyba et al. (2008) [43]. Cette
méthode est expliquée ci-après. Les résultats de cette sélection sont représentés dans un
flow chart à la page 21.
Un premier examen sur base des titres a permis d’exclure de nombreux articles
dont il était clair que le sujet ne parlait pas de la blockchain dans la supply chain. Par
exemple, certains articles extraits étaient des préfaces ou bien discutaient de sujets to-
talement différents comme "Blockchain analytics and artificial intelligence", pour n’en citer
qu’un. Il est évident qu’il ne traite pas de la blockchain dans la supply chain. Ces articles-
là etaient donc considérés comme “out of scope”.
Mais, pour une partie d’entre eux, le titre ne permettait pas de connaître le sujet
de l’article, car trop vague ou imprécis. Ces articles-là sont passés à l’étape suivante pour
comprendre le sujet principal. Ainsi, les abstracts et les mots clés ont été analysés atten-
tivement afin de connaître le sujet et de pouvoir déterminer la pertinence. Les articles
inclus dans la première étape ont également été ré-examinés, pour avoir la certitude que
chaque article devait bien être inclus dans l’analyse. Lorsque la blockchain était associée
5N’en choisir qu’une seule n’aurait pas été non plus une bonne solution car cela ne couvrirait qu’une
petite partie des articles. Afin d’obtenir des résultats de qualité, il a donc été préféré d’utiliser trois bases de
données. L’analyse demande davantage de travail, mais la qualité de celui-ci n’en est qu’augmentée.
6Pour plus de liberté quant à l’analyse des données, il était nécessaire de travailler dans un fichier excel.
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de près ou de loin à la supply chain, l’article était compris dans l’analyse. A l’inverse,
un article ne présentant pas la blockchain dans la supply chain comme centre d’intérêt
majeur, par exemple expliquant les caractéristiques de la blockchain hors du contexte
de la supply chain ou du bitcoin, était exclu de l’analyse. Nos critères d’inclusion (voir
ci-après) d’un article dans l’analyse doivent être les plus larges possibles, tout en étant
assez restreints pour avoir des articles de qualité. D’une part, les articles devaient dis-
cuter de la supply chain. La définition de supply chain management de Waters, vu plus
haut, permet d’inclure des articles de divers domaines tels que les opérations logistiques,
le fret maritime, le stockage, le retail, les échanges mondiaux, . . . Mais ces articles de-
vaient aussi discuter de la blockchain dans la supply chain (use case, nouveaux business
modèles, . . . ). Les articles devaient donc absolument contenir les 2 sujets.
Pour réduire le biais de sélection, nous avons élaboré une liste de critères à prendre
en compte pour l’inclusion (ou l’exclusion). Ces critères d’inclusion sont les suivants.
L’article doit:
• être en anglais;
• avoir un abstract disponible;
• discuter de la blockchain dans la supply chain;
• ne pas être un doublon.
3.2.4 Catégorisation des articles
L’étape suivante est la catégorisation de chaque article en mots clés. Pour créer une
cartographie de la blockchain dans la supply chain et avoir une vue d’ensemble sur le su-
jet, il faut en effet définir chaque article en mots clés [5]. Le principe d’utiliser des mots
clés est un moyen efficace pour créer une classification en respectant le sujet de chaque
article. Par conséquent, chaque article va se voir attribuer 2 mots clés, représentant les 2
catégories auxquelles il appartient. Les catégories ont été décidées à l’avance afin de cen-
traliser l’assignation des mots clés à un nombre limité de catégories. L’exercice est délicat
et demande une grande concentration. C’est pourquoi il a été fait deux fois. Le lecteur
peut également se rendre compte que cette méthode apporte un caractère subjectif à la
recherche. C’est une des limitations que nous verrons dans la partie 5 à la page 36.
Les deux catégories sont décrites dans les points suivants:
• La première catégorie a été basée sur d’autres catégories de cartographies systé-
matiques existantes. Celles-ci mentionnent souvent les types de contribution que
l’article apporte. C’est l’approche également décrite par Petersen et al. (2008) [5].
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Ainsi, nous nous sommes inspirés de ses catégories pour décrire chaque article (voir
tableau 3.1 à la page 19). La définition a été inspirée de Paternoster et al. (2014)
[44], un des seuls articles qui, à notre connaissance, donne une véritable défini-
tion de ces catégories, Les autres articles systématiques ne font que mentionner les
types de contribution sans les définir. Une petite modification apportée est que la
différence entre Tool et Method était assez vague dans le sujet étudié. Leurs défi-
nitions respectives sont proches et les articles ne faisaient pas la différence. Nous
avons donc réduit le nombre de types de contributions différentes à quatre : méth-
ode, modèle, processus et mesure. Une catégorie "Autre" a également été ajoutée
pour tous les articles qui ne correspondaient à aucun de ces types.
• Le deuxième mot clé représente le secteur d’activité de la supply chain sur lequel
l’article se focalise ; il est décrit dans la table 3.2 . Les différentes cartographies
systématiques sur le sujet de la blockchain dans la supply chain n’analysent ja-
mais les différentes activités de la supply chain. Pour avoir une meilleure vision des
secteurs d’activités, il a fallu rester au plus haut niveau d’agrégation possible. C’est
pourquoi, seuls les secteurs différents ont été retenus 7. Il s’agit de : Production &
Transformation, Distribution, Vente au détail, client8. A cela, s’ajoute la catégorie
"Autre" pour les articles quelque peu différents et "Tout", pour les articles discutant
de plusieurs catégories. Cela permet d’avoir des catégories disjointes.
Le processus décrit par Petersen et al. (2008) [5] suggère d’attribuer les mots clés
en deux étapes. Premièrement, sur base d’une lecture des abstracts, il faut identifier des
concepts généraux. Il faut donc, pour chaque article, comprendre le sujet principal et le
sens que le chercheur a voulu donner à sa recherche. Ensuite, sur base de ces concepts,
il faut attribuer à chaque article la catégorie à laquelle il appartient. Dans leur méthode,
Petersen et al. (2008) [5] s’aident également, lorsque c’est nécessaire, de l’introduction et
de la conclusion des articles pour définir les mots clés. Ils mentionnent n’utiliser cette
approche que lorsque les abstracts sont de pauvre qualité. Cependant, ils ne précisent
pas sur quels critères ils considèrent qu’un abstract n’est pas assez qualitatif pour lui
attribuer un mot clé. Ainsi, nous avons décidé ne pas prendre en compte le dernier point
de son approche pour deux raisons. Premièrement, ces chercheurs étaient quatre pour
réaliser la recherche et ils avaient nettement moins d’articles à lire et analyser. Mais en
raison de l’évolution de la technologie et d’internet, une grande majorité des mots clés
ont été extraits directement des bases de données scientifiques. Ceux-ci, avec l’abstract,
7Certaines définitions de la supply chain possèdent différents niveaux de producteurs et de fournisseurs
(tier 1, tier 2, Tier 3) et prennent en considération des produits fortement transformés. L’analyse des articles
a montré que ceux-ci ne faisaient pas la différence.
8définition de https://www.universalis.fr/ pour "Production & Transformation" et "Distribution",
de https://www.definitions-marketing.com/definition/commerce-de-detail/ pour "Vente au détail", et de
https://www.techno-science.net/ pour "Client".
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m’ont permis d’avoir une idée cohérente du sujet étudié dans l’article.
Contribution Description
Modèle Représentation d’une réalité observée par des
concepts ou des notions connexes après un pro-
cessus de conceptualisation.
Méthode & outils Description et représentation
d’implémentation d’un algorithme ou d’une
solution blockchain. On retrouve ici les
prototypes, développements,...etc.
Processus Description d’un processus métier.
Métrique Analyse quantitative et qualitative.
Autre Article non inclus dans une autre catégorie.
Table 3.1: Tableau représentant les types de contributions





Activité consistant à créer des biens en combi-
nant des ressources et le résultat de cette activ-
ité.
Distribution Ensemble des fonctions, prises en charge par
des organisations spécialisées, qui permettent
la mise à disposition des produits ou services
pour l’acheteur final.
Vente au détail Activité commerciale effectuée à destination du
consommateur final et qui consiste le plus sou-
vent à vendre un bien dans l’état où il a été
acheté.
Client Acheteur d’un bien ou d’un service.
Tout Ensemble de la supply chain, où la distinction
entre les différents acteurs de la supply chain
n’est pas possible.
Autre Article non inclus dans une autre catégorie.
Table 3.2: Tableau représentant les différents acteurs de la supply chain
3.2.5 Cartographie
Une fois les mots clés assignés à chaque article, la dernière étape pouvait être ap-
pliquée. Nous avons donc rassemblé chaque article discutant du même sujet dans une
matrice, disponible à la page 24. Les deux catégories sont mises en relation et des cer-
cles représentant la quantité d’articles associés à chaque possibilité d’association ont été




Les points suivants développent les résultats de l’étude. Tout d’abord, nous présen-
terons les résultats de la sélection des articles. Ensuite, une réponse aux différentes ques-
tions de recherche sera apportée.
4.1 Résultats de la recherche
Dans cette section, il convient désormais de présenter le résultat de la recherche
et de la sélection des articles pertinents. Ces résultats sont présentés dans la figure 4.1.
962 articles sont ressortis du protocole de recherche dans les 3 bases de données dont
703 de sciencedirect, 213 de IEEE et 46 de ACM. Une telle différence entre ces bases de
données peut être discutée. En effet, d’une part, ScienceDirect est un index reprenant
plus de 2000 journaux scientifiques dont "Information and software technology". Celui-
ci s’intéresse fortement aux nouvelles technologies, alors que le portail ACM, pour ne
reprendre que lui, ne publie que des articles d’ACM et d’autres organisations affiliées
triées sur le volet. D’autre part, l’algorithme de recherche associé à chaque site est dif-
férent. Il se pourrait donc que certains articles n’aient pas été repris dans les résultats,
alors qu’ils se trouvaient pourtant dans la base de données. Le premier tour d’analyse
pour sélectionner les articles sur base des titres a exclu 393 sources qui n’étaient claire-
ment pas convaincantes pour l’analyse. Il s’agissait de titres mentionnant pour la plupart
d’autres sujets que celui de la blockchain dans la supply chain tels que la blockchain dans
la finance ou le bitcoin. Le nombre d’articles pour l’analyse a ensuite été réduit à 201 en
suivant scrupuleusement la méthode de Petersen [5]. Une des raisons évidentes de cette
grande quantité d’articles était que leur titre ne permettait pas de les exclure. Il fallait
donc les inclure dans la phase suivante. Les critères définis plus haut ont été d’une grande
utilité pour être rigoureux dans le choix des articles à inclure pour la cartographie.
´
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Figure 4.1: Processus de recherche et de sélection des articles, adapté de [4]
4.2 Réponses aux questions de recherches
Une première analyse peut être faite sur les informations de bases des articles. Sans
même regarder le sujet des articles et les mots clés, cette partie permet d’observer la date
de publication des articles, leur lieu ainsi que leur type (conférence, publication, ...)
4.2.1 QR 1.1 : Année de publication
Le graphique 4.2 présente la distribution des années de publication des articles
inclus dans l’analyse. On remarque qu’aucun article n’a été publié avant 2016 sur le su-
jet. Après une première année sans grand focus sur le sujet (un article publié en 2016),
le sujet connaît un intérêt croissant avec respectivement pour les années 2017, 2018 et
2019: 14,48,138 articles publiés. On observe aussi que cet intérêt est croissant au fur
et à mesure des années puisque le nombre d’articles double ou triple chaque année. En
2019, les chercheurs se sont intéressés de très près au sujet avec 155 articles publiés alors
que la période prise en compte est un mois plus courte que les autres. Cela démontre
l’intérêt qu’a pu avoir la blockchain dans la supply chain ces dernières années mais cela
prouve également son caractère nouveau. On peut s’attendre à ce que 2020 soit encore
plus fructueuse.
4.2.2 QR 1.2 : Distribution géographique
En ce qui concerne la géographie, on observe dans la figure 4.3 qu’un grand nom-
bre de pays s’intéresse à la blockchain dans la supply chain. Des universités ou indus-
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Figure 4.2: Année de publication
tries venant de plus de 40 pays ont fait des recherches sur le sujet ou ont appliqué la
blockchain dans la supply chain. Un article a été associé à un pays lorsque l’université
(ou le pays) de l’article ou des auteurs était mentionné. Pour une minorité d’articles, le
pays n’a pu être trouvé parce que d’une part, ils étaient publiés par des chercheurs de
différentes universités, et que d’autres part, les données n’étaient pas disponibles. Ces
articles n’ont donc pas été associés à un pays et se retrouvent dans "Blank". Par ailleurs,
on remarque qu’une très grande quantité d’articles (56) ont été publiés aux États-unis.
Ensuite, les pays ayant publié le plus d’articles sont la Chine avec (14) articles, le Canada
(13), l’Inde (12), l’Italie (8), . . . Malheureusement, aucun article ne provient de Belgique.
Figure 4.3: Distribution géographique
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4.2.3 QR 1.3 : Canal de publication
Le canal de publications, ou le type de publication de l’article est représenté par
la figure 4.4. Beaucoup d’articles sont des extraits de conférence ou des d’articles alors
que très peu sont des chapitres de livre. On remarque que dans notre cas, seulement 3
canaux sont représentés alors qu’il en existe une dizaine. Il est possible que les articles
ne soient pas bien renseignés. L’utilisation de base de données peer-reviewed publie très
peu de canaux différents que ceux représentés.
Figure 4.4: Canal de publication
4.2.4 QR 1.4 : Cartographie systématique de la littérature
Dans cette section est présenté le schéma de classification aussi appelé "cartogra-
phie systématique de la littérature" de la blockchain dans la supply chain. Chaque arti-
cle inclus dans cette cartographie systématique a été regroupé afin d’avoir une meilleure
vue d’ensemble de l’état de la recherche sur le sujet. Les résultats de cette analyse sont
présentés dans un bubble chart ci-dessous représentant la fréquence des publications pour
chaque catégorie. Cette visualisation permet de voir quelles parties ont été intensément
recherchées et lesquelles ont été laissées pour compte. L’analyse de cette cartographie
permet en effet de comprendre la répartition des recherches dans chaque catégorie.
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Cette matrice, appelée "cartographie systématique de la littérature", met en valeur
les secteurs d’activités pour lesquels la recherche et les développements de la blockchain
dans la supply chain sont avancés tout en montrant quels sont les types de contributions
qu’apporte chaque article. L’analyse qui suit a pour but de découvrir les différents articles
repris dans les différents secteurs. Cela permet d’avoir une vue globale de la cartographie
systématique. Le lecteur peut cependant facilement retrouver un sujet intéressant et dé-
couvrir les articles discutant du sujet. Il est important de noter que chaque article ne
possède qu’une et une seule catégorie. En effet, les catégories sont considérées comme
disjointes. Rappelons que si un article discute de plusieurs domaines de la supply chain,
il se retrouvera dans la catégorie "Tout". Un article ne peut donc pas se retrouver dans
différentes catégories.
Le lecteur remarquera qu’il y a beaucoup de répétitions dans chaque secteur d’activités,
Chaque article discutant à sa manière de la blockchain, il est normal que des idées re-
viennent d’un article à l’autre. Par facilité pour le lecteur, les articles n’ont pas tous été
expliqués en détails. Ainsi, les idées communes ont été reprises et expliquées et les arti-
cles expliquant les mêmes idées ont été rassemblées. En effet, pour favoriser la lecture de
cette analyse, les articles traitant des mêmes sujets ont été regroupés entre eux. Les arti-
cles les plus intéressants sont mentionnés et présentés. Le lecteur peut donc facilement
découvrir dans les références à la fin de ce mémoire, page 40. Les abstracts, ainsi que
toutes les données des articles peuvent être consultées grâce à l’adresse URL dans la note
de bas de page1. Le lecteur aura donc la possibilité de découvrir l’abstract de l’article qui
l’intéresse et ses références pour une lecture en profondeur.
Analyse
Avant d’analyser en profondeur chaque cellule de cette matrice, une première anal-
yse semble nécessaire pour décortiquer cette dernière.
On observe que le haut de la supply chain est relativement bien étudié. La catégorie
"Production & Transformation" et "Distribution" possèdent un total de 21 % et 16 % des
articles sélectionnés, respectivement. Nous le verrons par la suite, les articles utilisent
principalement la traçabilité et la transparence pour améliorer ces secteurs. Les solu-
tions développées s’appuient largement sur la traçabilité et la transparence qu’offre la
blockchain pour améliorer ces deux secteurs. Là où certains articles améliorent l’automatisation
des industriels, d’autres tentent de réduire le temps de stockage ou les coûts adminis-
tratifs. Plus de la moitié des articles (42) présentent une méthode, que l’idée derrière la
méthode soit en développement ou déjà implémentée. Nous observons malheureusement
1Trop imposant pour être en annexe, le résultat des bases de données est à consulter ici: https :
//docs.google.com/spreadsheets/d/1v5LdobLi42D6rWvB5mnN3ZYDZ54UPZWY JlV−nMNi0/edit?usp = sharing
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qu’aucun des articles n’a cherché à quantifier les bienfaits d’utiliser la blockchain dans le
secteur de la production et seulement deux l’ont fait pour la distribution. Il serait donc
judicieux pour les futures recherches de découvrir et de quantifier ces bénéfices.
Le secteur du détail, tout comme celui du client d’ailleurs, est visiblement sous
recherché. Il y a, en effet, à peine un dixième des articles sélectionnés qui cherchent des
solutions pour l’amélioration de ces secteurs. La littérature est malheureusement pauvre
dans un secteur qui a besoin d’une profonde transformation. Si le commerce du détail est
si peu représenté dans cette cartographie, c’est selon nous en partie à cause du fait qu’il
n’était pas mentionné dans les abstracts. Par ailleurs, les solutions développées pour le
client, lésé par le manque de traçabilité dans la supply chain, ne seront implémentées
seulement si les entreprises y voient un réel avantage et un gain monétaire. Ce bénéfice
est selon sans doute sous-estimé au vu des nombreuses discussions sur le sujet.
Finalement, la catégorie "Tout", qui reprend tous les articles ne faisant pas la dis-
tinction sur le secteur étudié, reprend la majorité des articles, soit près de 53 %. Cette
catégorie regroupe tous les articles qui discutent de la supply chain dans son intégralité.
Chaque article se concentre ici soit sur plusieurs acteurs de la supply chain, soit sur la
supply chain end-to-end ( farm-to-fork, . . . ). Il était donc impossible d’en distinguer un
secteur spécifique. Pour beaucoup de scientifiques, la blockchain peut en effet résoudre
les problèmes de la supply chain dans son intégralité et il n’y a donc pas lieu de se con-
centrer simplement sur la distribution ou sur la production de biens. Il est donc logique
que les différentes idées et grands courants, abordés plus spécifiquement dans les dif-
férents secteurs vu auparavant, se retrouvent également dans cette partie. On retrouve
ici les grandes lignes directrices d’une blockchain favorisant la transparence, la traçabil-
ité, supprimant les intermédiaires, ... Beaucoup développent des algorithmes (méthodes)
(39 articles) ou des modèles plus globaux (26 articles). Le lecteur remarquera que beau-
coup d’articles se retrouvent dans le type de contribution "Autre". En effet, ces 22 articles
n’imaginent pas de nouvelles choses mais présentent simplement des faits tels que les
avantages de cette technologie, des enquêtes, des revues systématiques de la littérature,
. . .
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Production & Transformation
L’idée globale derrière les articles s’intéressant à la blockchain dans la production
et les processus de transformation des matières premières est principalement de trans-
former les systèmes de fabrication des produits pour les rendre plus efficaces. Vafiadis
et Taefi (2019) [215] présentent une revue de la littérature montrant l’amélioration que
pourrait apporter différentes blockchain dans la qualité des processus.
De la production de textile [96] aux produits périssables [98], les différentes solu-
tions pour améliorer le secteur de la production ne manquent pas. Chaque article tente
dans une certaine mesure et avec différentes approches à améliorer les processus de fab-
rication. Certains comme Lee et al. (2019)[105] y voient une approche globale. Ils pro-
posent une architecture d’un système mondialement connecté, où toutes les machines
seraient synchronisées, le tout reposant sur une blockchain (voir aussi [100]). D’autres
s’attaquent à des problèmes plus spécifiques. En effet, une grande quantité d’articles se
retrouvant dans cette catégorie mettent en valeur les bénéfices d’une digitalisation des
machines industrielles grâce à la blockchain. 2. Une idée intéressante est celle de West-
erkamp et al. (2018)[94] [175] qui développent une blockchain sur base de token pour
tracer les processus de production. A chaque matériau est assigné un token qu’ils consid-
èrent comme un ingrédient. Lorsque les matériaux sont utilisés dans la production, ils
sont alors inscrits dans la blockchain sous forme de recette de cuisine. Avec cette solution,
il est donc possible de pouvoir tracer chaque produit ainsi que les matériaux utilisés.
Nous remarquons également que les producteurs automobiles semblent intéressés
par les promesses de cette technologie [103] [90]. Kshetri et al. (2019) [48] présentent
un rapport sur l’impact de la blockchain dans l’industrie en se basant sur le use case
de Toyota. Toyota, un producteur de voitures asiatiques, pourrait éviter de perdre des
millions en rappelant des véhicules défectueux en utilisant la traçabilité de la blockchain
3.
Mais ce ne sont pas les seules industries de production à y voir un avantage con-
currentiel. D’un côté, pour les produits bruts, Pour et al. (2018) [89] créent un agent
pour gouverner et réguler l’extraction du sable et l’acheminement vers les utilisateurs et
Mann et al. (2018) [174] présentent différentes applications blockchain pour l’industrie
des mines. De l’autre côté, dans le secteur des denrées périssables, Kos et al. (2019) [211]
discutent de l’importance qu’a le producteur aussi petit soit-il, à être transparent face au
reste de la supply chain 4.
2Liste non exhaustive des articles discutant de la blockchain dans l’industrie: [215][46] [92] [91] [99]
[178] [175] [97] [101] [212].
3voir également Reimers et al. (2019) [103] et Sharma et al. (2019) [90]).
4voir aussi Basnayake et al. (2019) [173] pour le développement d’une solution de vérification de la
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Le deuxième gros avantage de la blockchain, à savoir la transparence, a une place
prépondérante dans les solutions imaginées par les scientifiques [177][176]. Holland et
al. (2018) [177] décrivent le processus de propriété intellectuelle dans la supply chain.
L’utilisation de la blockchain pourrait en effet éviter le vol de propriété intellectuelle
dans les méthodes de production. Le framework imaginé par Angrish et al. (2018) [104]
permet une transparence complète des informations des fabricants grâce à leur système
prototype Fabrec. L’univers sans tiers de confiance réduit les papiers et fausses informa-
tions.
Distribution
Dans le secteur de la distribution, plusieurs grands sujets reviennent régulière-
ment. On peut en effet remarquer que les articles discutant de la traçabilité qu’apporte
la blockchain à la distribution de nourriture sont importants5. L’augmentation de la
demande pour savoir ce qui se retrouve dans notre assiette amène les scientifiques à
développer des structures ("framework") allant dans ce sens. Pendant que Galvez et al.
(2018) [52] ou Benhke et al. (2019) [180] démontrent le potentiel et les challenges que
peut rencontrer le développement d’une telle technologie pour prouver la provenance
des aliments, d’autres articles tentent directement d’imaginer de nouveaux framework.
Par exemple, George et al. (2019) [114] ont imaginé un prototype pour tracer la qualité
des aliments des restaurants. L’utilisation de la blockchain et d’un algorithme de food
quality index servent alors à créer une valeur de qualité aidant le restaurant à savoir si la
nourriture est consommable ou pas. Tsang et al. (2019) [111] se concentrent eux sur les
aliments périssables.
Mais une traçabilité "tamper proof" ne serait pas efficace si le partage des informa-
tions n’est pas totalement transparent [182]. Ainsi, Mondal et al. (2019) [124] associent la
technologie RFID pour créer des données de qualité et les partager grâce à la blockchain
de façon totalement transparente. C’est également l’idée qui se cache derrière Foodtrail
[107], un outil partageant l’ensemble des données de distribution et de transformation de
la nourriture à ses membres. Dans cette architecture différente, il est ainsi possible pour
chaque utilisateur d’avoir accès à toutes les informations. Plus spécifiquement, il y a le
développement d’aquachain [106] qui répond au problème du manque d’eau ou wenda
[108], une startup qui travaille à l’amélioration de la traçabilité du vin dans la distri-
bution et dans la conservation après l’achat. Toujours avec la même idée de traçabilité
dans la distribution, mais dans un autre domaine, Bocek et al. (2017) [109] présentent
un use-case bien réel. Celui de modum.io, une start-up utilisant des IOT et la blockchain
qualité et de l’origine des produits agricoles.
5liste non exhaustive des articles discutant de la traçabilité des aliments: [116] [114] [52] [108] [180]
[107] [106] [182].
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pour assurer de l’authenticité et l’accès à un large public des données sur les médica-
ments/pharmacologiques.
Un autre thème qui revient souvent dans la distribution est celui de la livraison
(shipping). 6 L’industrie de la livraison pèse des milliards d’euros et la blockchain pour-
rait en réduire drastiquement les coûts [118] dans un univers de plus en plus complexe
[123]. Le shipping est basé sur l’information relayée entre les différents acteurs (marins,
ports, et autres acteurs . . . ) et répond à des standards. Le partage de l’information coûte
cher et la véracité de celle-ci n’est pas assurée. Il est nécessaire de changer les choses pour
rester compétitif. Les résultats de Yang (2019) [201] pointent vers la direction que de-
vrait prendre la livraison maritime dans le futur, à savoir la digitalisation des processus
grâce à la blockchain. Par exemple, des conteneurs intelligents utilisant les smart con-
tracts sont peut-être la solution [120] [123]. Chaque conteneur étant désormais connecté
à une blockchain et des smart contracts, le champ des possibles concernant les moyens
d’utilisations des données pour diriger les interactions entre les différentes parties de
la distribution s’agrandit énormément. Les ports peuvent également innover. C’est ainsi
qu’une initiative indonésienne nommée E-toll Laut a vu le jour pour améliorer la gestion
du port [122].
Outre le transport maritime, la blockchain peut aussi améliorer la congestion des
routes que connaissent les villes actuelles et donc, les performances de livraison des in-
dustries [112] [51] ou de l’E-commerce [49].
Vente au détail
Le secteur de la vente au détail (ou du retail) est visiblement sous-recherché. Il n’y
a en effet que quatre articles discutant du sujet. Une littérature pauvre dans un secteur
qui a besoin d’une profonde transformation. Amir Latif et al. (2019) [218] mettent en
avant les avantages du développement d’une blockchain pour les retailers, améliorant
l’efficacité des magasins de biens périssables ou de luxe par exemple. A l’inverse, il y a
Alahmadi et Lin (2019) [84] favorisant l’équité des échanges sans intermédiaire ou Has-
sija et al. (2019)[171] qui proposent de remplacer la vente au détail par Blockcom, créant
des enchères entre les fournisseurs et les clients, sans utiliser d’intermédiaire. A l’aide
de smart contracts, l’algorithme maximise le profit pour les deux parties de l’échange.
Casino et al. (2019) [126] [127], deux articles écrit par les mêmes auteurs proposent un
framework pour la gestion de l’inventaire pour les commerçants. A l’aide de smart con-
tracts, le système espère améliorer les relations entre le vendeur et l’acheteur. Le dernier
article [183] explique précisément la solution développée pour les achats et la gestion
6liste non exhaustive des articles discutant du shipping [121] [118] [51] [217] [181] [122] [123] [120]
[201].
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de fournitures médicales au Pérou permettant une meilleure communication entre les
différents départements.
Client
A peine 1/20e des articles sélectionnés développent des solutions “customer cen-
tric”. Alors que le principal intéressé d’une telle technologie devrait être le consomma-
teur, il s’avère être le moins analysé. En effet, réduire les intermédiaires, augmenter la
traçabilité tout en ayant une transparence totale ne semble pas être la priorité princi-
pale des chercheurs et des entreprises. Différents modèles démontrent les bienfaits d’une
utilisation de la blockchain pour les consommateurs [71] [55] [56]. L’authenticité des
produits semble être un courant majeur. Grâce à l’augmentation de la connaissance sur
l’origine des produits développés par Montecchi et al. (2019) [55], les consommateurs ont
l’assurance que le produit est bien celui mentionné sur l’étiquette. En effet, des informa-
tions telles que l’origine, sa méthode de production et de conservation sont nécessaires,
selon la recherche, pour diminuer le risque perçu à l’achat.
Seulement deux articles quantifient les bienfaits d’une utilisation de la blockchain
pour le client [205] [203]. Wang et al. (2019) [203] analysent l’utilisation de la blockchain
dans les programmes de loyauté, une approche intéressante pour le consommateur. Cette
recherche explore notamment comment la blockchain peut créer de la valeur pour les
consommateurs et augmenter les programmes de loyauté du client. L’article analyse ainsi
les effets des développements d’application sur la motivation du client. L’abstract men-
tionne également qu’après une analyse approfondie, l’utilisation de la blockchain est
perçue comme une valeur ajoutée pour ceux-ci. Une augmentation des motivations in-
trinsèques et extrinsèques du consommateur permet, d’une part, une meilleure expéri-
ence client et, d’autre part, un comportement participatif accru. L’autre article [205] tente
de comprendre les intentions du consommateur dans un contexte de transparence et de
traçabilité totales. Toujours dans la même idée de transparence, Bitbarista [185], une ma-
chine à café autonome donnant la provenance du café grâce à la blockchain, analyse la
consommation de café du consommateur lorsqu’il a conscience de sa provenance.
Toute la supply chain
Dans les articles développant un framework ou des solutions novatrices, le scénario
est généralement le même. Les produits ou aliments sont identifiés à l’aide d’un QR code,
RFID ou encore des IOT et les données sur le produit sont inscrits grâce à des smart
contracts dans une blockchain immuable. Il est alors possible pour les utilisateurs d’avoir
confiance en l’information et de pouvoir tracer le produit tout le long de sa supply chain.
Cependant, chaque article y ajoute sa propre nuance et explique en quoi leur solution
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proposée est différente.
Premièrement, nous avons pu observer que le thème de la nourriture est largement
couvert 7. D’une manière générale, l’ensemble de ces articles présentent la blockchain
comme la nouvelle technologie permettant d’améliorer la chaîne alimentaire. Chaque ar-
ticle possède sa petite nuance. Un framework type est le développement d’un système
"from-farm-to-fork" [154] [166] où chaque utilisateur peut découvrir (ou redécouvrir) le
trajet de son aliment, donnant dans le même temps une totale visibilité sur les processus,
la qualité des aliments, la conservation. . . Pour Pearson et al. (2019) [74], il est important
que tout le réseau de la supply chain soit repris dans cette blockchain et que chaque ac-
teur du secteur respecte des standards ainsi qu’une gouvernance particulière. Malik et al.
(2018) [160] incluent donc dans leur architecture "from-farm-to-fork" les instances gou-
vernementales ainsi que différents rôles pour limiter la visibilité entre les concurrents.
Salah et al. (2019) [153] vont encore plus loin dans l’utilisation de la blockchain et sup-
priment les intermédiaires. La blockchain, assurant des données de qualité sans un tiers
de confiance, il n’est en effet pas nécessaire d’avoir des intermédiaires. Parmis les autres
articles intéressants traitant un plus petit segment de produits, il y a Bruschetta [167]
qui certifie l’huile d’olive extra vierge ou l’article de Chandra et al. (2019) [235] qui se
focalise sur le secteur halal.
Pour la plupart des articles solutionnant les problèmes de la supply chain, les
IOT semblent être, dans la majorité des cas, la solution préférée pour récolter les don-
nées. On peut remarquer par ailleurs que les IOT ne sont pas simplement utilisées dans
l’alimentaire. Et d’autres articles en parlent également. Feng tian (2017) [188] rassem-
ble les différentes solutions proposées qui s’aident des IOT pour tracer en temps réel
les aliments et les inscrire sur une blockchain pour assurer l’immutabilité des données.
En effet, beaucoup d’articles semblent favoriser l’utilisation des objets connectés pour
la capture de leur données. Beaucoup d’articles mentionnent l’utilisation d’IOT et la
blockchain comme les éléments principaux pour l’amélioration de la supply chain8.
Aich et al. (2019) [231] passent en revue les bénéfices et les secteurs de la supply
chain où l’implémentation IOT intégré à la blockchain est favorable. L’article explique
notamment que le peu d’implémentations de ce genre de système est dû au manque de
connaissances des bénéfices apportés. Les secteurs de l’automobile [135], de la pharmacie
pour résoudre le problème de contrefaçon de médicaments [207] ou encore de la vente
au détail sont analysés à l’aide de cas pratiques. L’aide humanitaire peut aussi profiter
de ce genre de nouvelles technologies [73]. Mais comme Wu et al. (2019) [72], Queiroz
7Liste non exhaustive des articles discutant de la nourriture: [154] [138][152] [153] [160] [72] [82] [74]
[58] [233] [235] [237] [222] [224] [188] [167] [136] [199] [166].
8Liste non exhaustive des articles discutant des IOT et de la blockchain dans la supply chain: [137] [138]
[146] [152] [161] [145] [135] [73] [81] [82] [61] [231] [163] [228] [239] [188] [193] [131] [132] [167] [166].
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(2019) [223] ou encore Zhao et al. (2019) [224] le rappellent, l’opportunité qu’apporte la
BCT n’est pas sans challenge. Pour les auteurs, les challenges sont notamment "scalability,
throughput, access control" et la récolte des données. Pour Zhao et al. (2019) [224], les
challenges sont un peu différents et en plus il ajoute des challenges tels que "storage
capacity, privacy leakage, high cost, problem regulations, latency issue ou simplement le
manque de compétences.
Parmi les autres articles intéressants qu’il est utile de mentionner, Pan et al. (2019)
[206] présentent les résultats d’une étude menée en Cchine. L’implémentation d’une telle
technologie dans les entreprises de grandes tailles permet d’améliorer le taux de rotation
des actifs et de diminuer les dépenses.
Autre
Cette catégorie reprend tous les articles qui ne savaient pas être repris dans les
autres activités de la supply chain mais qui en font partie malgré tout. Ils sont tous dif-
férents tant sur la forme que sur le fond. Par exemple, Toyoda et al. (2017) [168] présen-
tent un système de product ownership management pour la post-supply chain. Leur pro-
totype permet donc de vérifier l’authenticité d’un produit vendu de gré à gré (sans en
mentionner le type de produit) grâce à l’utilisation de puces RFID associées pour chaque
produit. Le coût d’un tel système coûterait moins d’un dollar US pour moins de 6 trans-
ferts du bien. Un autre article qui se concentre également sur le produit en lui-même
[83] discute d’un nouveau modèle possible pour la gestion du tri des déchets. Hagan
et al. (2019) [87] imaginent une économie circulaire possible avec la blockchain. D’un
tout autre type, l’article de Al-megren et al. (2018) [200] est une revue de la littérature
rassemblant les use case de chaque secteur, dont celui de la supply chain. Enfin, Hartley
et al. (2019) [242] rassemblent eux des interviews pour discuter de la transformation vers
le digital, en ce compris, l’utilisation de la blockchain.
4.2.5 QR 1.5 : Analyse de l’influence des articles sélectionnés
L’article de référence ou les cartographies discutant du même sujet ne font pas
d’analyse d’influence. Pourtant, il est intéressant de comprendre lesquels, des (201) arti-
cles sélectionnés, ont le plus d’impacts dans le milieu de la recherche. Il est très difficile
de prouver l’impact d’un article sur un autre, ou son influence sur les recherches en
général. Mais il est toute fois possible de prendre conscience de son influence. Inspiré de
l’impact Factor [243] qui analyse l’influence d’un journal, la suite de cette sous-section va
analyser quels sont les articles dont l’importance a été reconnue par d’autres recherches.
Pour analyser l’impact, la méthode consiste à récupérer le nombre de citation de chaque
article et ensuite de l’analyser. Pour un journal [243], cette analyse permet de connaître,
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théoriquement, l’influence de ce journal dans la sphère scientifique9. Dans notre cas,
cela va aider à connaître, théoriquement, l’influence des articles de la blockchain dans la
supply chain.
Le nombre de citation de chaque article a donc été recherché grâce au moteur de
recherche google scholar. La recherche a été faite le 10 mai 2020. Les articles sélection-
nés ont été cités (5081) fois en tout. Plus précisément, l’analyse de l’influence des articles
sélectionnés montre qu’en moyenne, les articles ont été cités 25 fois. Cependant, il est
nécessaire d’analyser ces chiffres avec la plus grande prudence. En effet, 27 articles n’ont
pas du tout été cité par d’autres recherches et seulement 39 articles ont été cités plus que
la moyenne. Ces derniers sont donc très influents. En effet, certains articles dépassent les
500 citations comme Feng Tian (2016) [Feng Tian, 2016] ou bien encore Wust et al. (2018)
[197] qui analysent les applications blockchain plus globalement, dont dans la supply
chain. Ensuite, il est légitime d’estimer qu’une partie des articles sélectionnés (qui discu-
tent tous de la blockchain dans la supply chain), se référencent entre eux. L’influence est
donc globale, mais aussi locale.
Malheureusement l’accès au Journal citation report (JCR) n’était pas accessible. Il
n’est donc pas possible de comparer l’impact des articles sélectionnés avec l’impact des
articles discutant de la blockchain par exemple. Il serait intéressant, dans les futures
recherches, de creuser plus en profondeur l’impact et l’influence de la blockchain dans
la supply chain.
9Ceci reste en effet théorique. Un article A ne sera référencé qu’une seule fois dans les citations d’un





Dans le chapitre précédent, l’analyse montre que beaucoup d’applications sont
développées pour servir les entreprises. En effet, on remarque que certains secteurs pos-
sèdent une grande quantité de publications. Il est évident que certaines entreprises ont
beaucoup à y gagner telles que les entreprises de livraison/distribution ou les fabricants,
et donc s’essayent à différentes solutions. Pourtant, il reste un long chemin à faire. On
remarque effectivement que peu d’applications ont réellement tiré leur épingle du jeu et
sont mondialement connues. Il serait intéressant pour les futures recherches de décou-
vrir, par exemple, dans quelles mesures les applications développées sont viables sur le
long terme ou lesquelles sont réellement utilisées en 2020.
Le lecteur remarquera, comme dit précédemment, que la catégorie client est sous
recherchée1. C’est a priori une erreur d’imaginer et de développer des applications sans
être focalisé sur le client, il faut comprendre en quoi la blockchain peut lui être utile,
et développer des solutions sur base de ce dernier. Le client fait partie intégrante de
la supply chain, et il ne faut pas l’oublier. En fin de compte, c’est le client qui aura le
dernier mot et achètera un produit ou un service. Pouvoir prédire un consommateur
grâce à ses informations pourrait, par exemple, permettre de prédire la demande, et donc
la production [28]. Il peut être intéressant de creuser dans cette direction. Une idée qu’il
pourrait être également intéressant de développer davantage serait les programmes de
loyauté client, par exemple, où la blockchain aurait la capacité de mondialiser les cartes
clients. La vente au détail a également peu d’articles discutant du sujet mais est pourtant
un domaine important de la supply chain.
Par ailleurs, il est surprenant de remarquer que très peu d’articles sont des analyses
quantitatives se retrouvant dans la catégorie "mesures". Connaître les bénéfices moné-
taires que pourrait réaliser une entreprise seraient intéressants (sur base d’un cas pra-
1Cependant, on retrouve ici un biais. Des articles analysent les bienfaits de la blockchain, mais faute de
mot clés mentionnant la supply chain, ils n’ont pas été repris dans la recherche.
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tique, par exemple), de même que connaître le coût de développement et de mainte-
nance de telles solutions. La blockchain permet en effet de réduire les coûts, mais dans
quelle proportion? Une analyse quantitative sur le sujet permettrait également de mettre
en valeur quels sont les processus où il serait utile, voire nécessaire, d’implémenter la
blockchain.
Le nombre d’articles et les nombreuses applications montrent que la blockchain
peut s’adapter à de nombreux domaines. Il peut donc être intéressant de s’attaquer à
d’autres problèmes de la vie, et d’y apporter la même analyse de cartographie (dans
l’immobilier, la législation ou encore dans les assurances par exemple).
5.2 Limitations
La méthodes appliquée dans ce mémoire [5] possède certaines limitations qu’il est
nécessaire de mettre en valeur.
• Biais de la recherche des articles : Il n’est pas possible de garantir que tous les
articles discutant de la blockchain dans la supply chain soient repris dans cette
analyse. D’autres articles pertinents ont probablement été publiés dans d’autres
bases de données. Autant que possible, ce biais a tenté d’être éliminé avec des mots
clés cohérents et pertinents pour la recherche ainsi qu’en utilisant plusieurs bases
de données. Cependant, il aurait pu être réduit encore plus en reprenant chaque
catégorie de la supply chain comme mot clé, augmentant le nombre d’articles per-
tinents.
• Les différentes bases de données n’ont pas les mêmes règles de recherche. Ce biais a
été fortement réduit en adaptant la recherche avec des indicateurs logiques (AND)
lorsque cela était nécessaire.
• Sélection des articles pertinent : La sélection a été faite selon notre propre jugement.
Autant que possible, nous avons du être objectif. Il se peut cependant que certains
articles n’aient pas été sélectionnés par erreur de jugement dans cette étude. Ce
biais a été réduit grâce à la méthode de Dyba et al. (2008) [43], se concentrant
d’abord sur les titres puis sur les abstracts.
• Classification : les différents articles ont été classifiés dans les différentes catégories
en fonction de mes connaissances et de mon expérience. Il se peut qu’un autre
chercheur ou étudiant faisant la même analyse n’aura pas exactement les mêmes
résultats. Pour réduire ce biais, j’ai parcouru une deuxième fois les articles perti-
nents et leur abstract.
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• Type de contribution : Bien qu’une définition soit disponible par Paternoster et al.
(2014) [44], la difficulté pour trouver ces définitions est alarmante. Il convient donc
d’être prudent lorsqu’un auteur mentionne l’un ou l’autre de ces termes. Les au-
teurs utilisent en effet les termes "Framework, model, method, solution, approach" en
l’absence de règles générales pour l’utilisation de ces termes. La difficulté de clas-
sifier certains articles dans telle ou telle contribution sans une lecture de l’article





Lors de ce travail, une constatation a été mise en avant: de nombreux problèmes
dans la supply chain existent. Et une technologie, la blockchain, peut révolutionner
des modèles économiques, et pourquoi pas révolutionner également la supply chain.
L’objectif est d’y voir plus clair et de faire le point sur l’ensemble des recherches discutant
de la blockchain dans la supply chain. Une cartographie systématique de la littérature a
donc été utilisée à ces fins.
Des (962) articles extraits, (201) discutaient réellement de la blockchain dans la
supply chain. On observe dans l’analyse que le nombre d’articles publiés est exponentiel,
montrant un intérêt toujours plus croissant. Cette technologie n’en est qu’à ses débuts et
pourtant, les Etats-Unis et la Chine s’intéressent déjà de près à cette technologie promet-
teuse, deux nations qui ont d’ailleurs toujours prouvé s’intéresser aux futures technolo-
gies.
Ensuite, la cartographie systématique de la littérature permet de constater qu’une
majorité de chercheurs se concentrent sur l’ensemble de la supply chain et tentent d’y ap-
porter des solutions innovantes grâce à l’utilisation de la blockchain. Il est intéressant de
noter que pour beaucoup, la blockchain doit être développée sur l’ensemble du réseau de
la supply chain pour être vraiment efficace. Par ailleurs, le secteur de la distribution et de
la fabrication de matériaux sont déjà fort recherchés. Mais alors que beaucoup d’articles
développent et tentent de répondre à des problèmes bien précis pour ces derniers, très
peu de recherches apportent des solutions à la vente au détail et au client.
En cette période de crise sanitaire et économique, ne serait-il pas temps de revoir les
modèles économiques en place et de donner plus de transparence aux différentes parties
prenantes? N’est-ce pas le bon moment de redonner confiance aux citoyens? N’est-ce pas
le bon moment pour transformer les processus ou en créer de nouveaux? Vous l’aurez
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