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Abstract 
 
Virtual Router Redudancy Protocol (VRRP) works well in Internet Protocol version 4 
(IPv4) as transition time and  packet loss, show a good and  proper value based on ITU-T 
standard. However, by the transition to Internet Protocol version 6 (IPv6), this will work 
well too; for through this research, request time for Virtual Router Redudancy Protocol 
(VRRP) in Internet Protocol version 6 (IPv6) would be observed. Therefore, the 
conclusion of how Virtual Router Redudancy Protocol (VRRP) can implement the 
redundancy mechanism when one particular link is in trouble with transition time from 
master to backup average is 2,8 ms, and 2,4 ms reversely from backup to master. Thus, 
the backup solution towards link’s termination can be solved easily right away 
Keywords : QoS,VirtualRedundancy RouterProtocol(VRRP), IPv6 
 
Abstrak 
 
Virtual Router Redudancy Protocol (VRRP) berjalan baik di Internet Protocol version 4 
(IPv4) ditandai dengan nilai waktu perpindahan dan packet loss yang baik dan sesuai 
dengan standar ITU-T, tetapi dengan adanya transisi ke Internet Protocol version 6 (IPv6) 
apakah ini akan berjalan dengan baik. maka pada penelitian ini akan dilihat waktu request 
untuk Virtual Router Redudancy Protocol (VRRP) pada Internet Protocol version 6 
(IPv6). Sehingga didapatkan hasil penelitian bahwa Virtual Router Redudancy Protocol 
(VRRP) mampu melakukan mekanisme redundancy ketika salah satu link mengalami 
gangguan, dengan waktu perpindahan dari master ke backup  dengan nilai rata - rata 2,8 
ms dan dari backup ke master dengan nilai rata - rata 2,4 ms. Sehingga solusi backup 
terhadap gangguan terputusnya link dapat diatasi dengan cepat dan mudah. 
Kata Kunci :QoS,Virtual Redundancy Router Protocol(VRRP), IPv6 
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1. Pendahuluan 
Permasalahan dalam jaringan internet bukan hanya keterbatasan internet 
protokol saja, namun bagaimana sebuah jaringan mampu menyediakan layanan 
yang lebih baik. Kemampuan suatu jaringan untuk menyediakan layanan yang 
lebih baik pada trafik data tertentu pada berbagai jenis platform teknologi disebut 
Quality of Service. Beberapa parameter yang mempengaruhi QoS antara lain 
delay, trroughput, dan packet loss pada jaringan internet. Oleh karena itu untuk 
meningkatkan kualitas layanan jaringan maka harus sesuai dengan parameter 
Quality of Service[1]. Untuk mempertahankan tingkat kualitas layanan jaringan 
dan untuk meminimalisir kegagalan dalam sebuah perangkat jaringan, maka perlu 
ada beberapa perangkat jaringan redundant atau perangkat jaringan yang dapat 
mengambil alih dari perangkat utama yang mengalami kegagalan [2]. Dalam hal 
ini komunikasi yang cepat dan aman, serta komunikasi yang realtime dan stabil 
sangat diperlukan pada layanan apapun. Virtual Redundancy Router protocol 
(VRRP) merupakan salah satu solusi untuk kebutuhan tersebut karena virtual 
router redundancy protocol (VRRP) memiliki sistem back up pada router master  
yang dapat menjaga kestabilan komunikasi dan dapat meningkatkan nilai QoS[3]. 
Virtual Router Redundancy Protocol (VRRP) juga merupakan metode yang 
bersifat open standard dan dapat di gunakan di beberapa vendor jaringan. 
Umumnya internet protokol yang digunakan adalah Internet Protocol version 
4 (IPv4) dimana pertumbuhan jaringan yang terus meningkat dan tak terkendalikan 
yang menyebabkan ketersediaan address Internet Protocol version 4 (IPv4) 
diperkirakan akan habis dalam beberapa tahun kemudian [4]. Dengan adanya 
keterbasan Internet Protocol version 4 (IPv4)   maka hadirlah internet protokol baru 
yaitu Ipv6 dan dapat dikatakan sebagai langkah evolusioner dari pengembangan 
Internet Protocol version 4 (IPv4)  dengan menawarakan segudang fitur powerfull, 
diantaranya format header baru, spasi address yang ‘extra’ besar, dan dapat 
dukungan Qos yang lebih baik. Berdasarkan latar belakang diatas maka peneliti 
tertarik untuk meneliti tentang penerapan virtual router redudancy protokol pada 
mikrotik berbasis Internet Protocol version 6 (IPv6) untuk meningkatkan 
performansi quality of service. 
 
2. Tinjauan Pustaka 
Penelitian sebelumnya yang membahas mengenai analisa performansi quality of 
service pada virtual router redudancy protocol menggunakan mikrotik 
routerboard, menjelaskan bahwa pengujian pada saat jaringan berjalan normal 
memiliki kualitas yang baik ditandai dengan nilai delay dan packet loss yang 
semua kategori baik dan sangat baik, namun pada saat router master mengalami 
kegagalan, nilai packet loss termasuk dalam kategori jelek karena terjadi 
perpindahan antar router, dan pengujian yang dilakukan terhadap virtual router 
redundancy protocol (VRRP) dapat digunakan untuk mengatasi kegagalan 
perangkat yang terjadi pada sebuah jaringan dan hasilnya memiliki kualitas QoS 
yang baik [4]. Penelitian selanjutnya tentang Penerapan Metode Quality Of 
Service Pada Jaringan Traffic yang Padat, menjelaskan bahwa implementasi 
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Quality of Service sebenarnya merupakan suatu hal yang sederhana pada 
jaringan, namun pada kenyataanya Quality of Service merupakan salah satu hal 
yang paling tidak diperhatikan. Permasalahan kongesti seringkali dianalogikan 
kepada permasalahan bandwidth, dan dijawab dengan peningkatan bandwidth. 
Dengan penerapan Quality of Service, maka akan dapat diberikan jaminan layanan 
kepada aplikasi yang dijalankan oleh end user. Melalui Quality of Service ini, 
nantinya juga dapat dilakukan kontrol dan fungsi manajemen pada jaringan[5]. 
Walaupun sudah banyak penelitian yang membahas tentang Quality of Service 
dan virtual router redundancy protocol (VRRP) namun pada penelitian 
sebelumnya belum menjelaskan bagaimana penerapan Quality of Service dan 
virtual router redundancy protocol (VRRP) pada Internet Protocol version 6 (IPv6). 
Oleh karena itu penelitian ini bertujuan untuk mengetahui bagaimana penerapan 
virtual router redudancy protocol pada mikrotik berbasis Internet Protocol version 
6 (IPv6) untuk meningkatkan performansi quality of service. 
Internet Protocol version 6 (IPv6) merupakan metode pengalamatan IP yang 
perlahan-lahan mulai menggantikan Internet Protocol version 4 (IPv4). Internet 
Protocol version 6 (IPv6) digunakan sebagai pengalamatan karena keterbatasan 
jumlah IP yang dimiliki oleh Internet Protocol version 4 (IPv4), mengingat semakin 
bertambahnya perangkat berbasis IP saat ini. Internet Protocol version 6 (IPv6) atau 
Internet Protocol version 6 adalah protokol Internet terbaru yang merupakan 
pengembangan lebih lanjut dari protokol yang dipakai saat ini digunakan [6], 
Berbeda dengan Internet Protocol version 4 (IPv4), struktur header paket pada 
Internet Protocol version 6 (IPv6) telah mengalami beberapa perubahan. Struktur 
packet header Internet Protocol version 6 (IPv6) pada Gambar 1. 
 
 
 
 
 
 
 
 
Gambar 1. Stuktur Header pada Internet Protocol version 6 (IPv6) [4] 
Header pada Internet Protocol version 6 (IPv6) memiliki format baru yang 
didesain untuk menjaga agar over head header minimum, dengan menghilangkan 
field-field yang tidak diperlukan serta beberapa field opsional Perbandingan 
Internet Protocol version 4 (IPv4) dan Internet Protocol version 6 (IPv6) yang 
ditempatkan setelah header Internet Protocol version 6 (IPv6). Header Internet 
Protocol version 6 (IPv6) sendiri besarnya adalah dua kali dari besar header dari 
Internet Protocol version 4 (IPv4) [1]. 
Virtual router redundancy protocol (VRRP) adalah protokol yang secara 
dinamis menunjuk satu atau lebih virtual router untuk menjadi gateway router di 
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dalam LAN, yang memungkinkan beberapa router di multi access link untuk 
menggunakan virtual ip address yang sama, Sebuah VRRP router 
dikonfigurasikan untuk menjalankan VRRP protokol di dalam menghubungkan 
satu atau lebih router lainnya yang berada pada satu group di LAN yang sama. 
Dalam mengkonfigurasikan virtual router redundancy protocol (VRRP), satu 
router dipilih menjadi virtual router master, dan router lain akan menjadi backup 
bila terjadi kegagalan di virtual router master, VRRP dirancang untuk digunakan 
di multiaccess, multicast maupun broadcast dengan menggunakan ethernet LAN, 
virtual router redundancy protocol (VRRP) tidak dimaksudkan sebagai pengganti 
dari protokol dinamis yang ada. Virtual router redundancy protocol (VRRP) 
mendukung Ethernet, Fastethernet, Bridge Group Virtual Interface (BVI), 
Gigabit Ethernet interfaces dan pada Multiprotocol Label Switching (MPLS), 
Virtual Private Networks (VPNs) [1]. 
QoS adalah kemampuan suatu jaringan untuk menyediakan layanan yang 
baik dengan menyediakan bandwith, mengatasi jitter dan delay. Parameter QoS 
adalah latency, jitter, packet loss, throughput, MOS, echo cancellation dan PDD. 
QoS sangat ditentukan oleh kualitas jaringan yang digunakan [7]. Packet Loss 
didefinisikan sebagai kegagalan transmisi paket data mencapai tujuannya. 
Kegagalan paket tersebut mencapai tujuan, dapat disebabkan oleh, terjadinya 
overload trafik didalam jaringan, tabrakan (congestion) dalam jaringan, error 
yang terjadi pada media fisik, kegagalan yang terjadi pada sisi penerima antara 
lain bisa disebabkan karena Overflow yang terjadi pada buffer [8]. Di dalam 
implementasi jaringan, nilai packet loss ini diharapkan mempunyai nilai yang 
minimum. Secara umum terdapat tiga ketegori penurunan kualitas jaringan 
berdasarkan nilai packet loss sesuai dengan versi ITU-T (International 
Telecommunication Union-Telecommunication) terdapat tiga ketegori penurunan 
kualitas jaringan berdasarkan standarisari nilai packet loss dapat dilihat di tabel 
[8]. 
 
Tabel 1 Standarisasi Packet Loss versi ITU-T [8] 
 
Kategori 
Degradasi  
Packet Loss 
Baik 3% 
Cukup 15% 
Buruk 
25% 
 
 
 
 
 
 
 
5 
 
3. Metode Penelitian 
Metode penelitan dan perancangan yang digunakan adalah metode PPDIOO 
yang dikembangan oleh Cisco System. Siklus hidup metode PPDIOO ditunjukkan 
pada Gambar 2. 
 
Gambar 2. Siklus Hidup Metode PPDIOO [9] 
Tahapan prepare yang dilakukan adalah perencanaan penelitian mencakup 
studi literatur tentang IPv4, IPv6 serta protokol routing RIPv2 dan RIPng dalam 
melakukan proses perhitungan jumlah hop count Tahapan plan yang dilakukan 
adalah analisa kebutuhan hardware dan software. Hardware yang digunakan 
adalah satu unit laptop dengan spesifikasi Processor core i3 1.4 GHz,  Harddisk 
500GB, Memory 4 GB 1600MHz DDR, dan Graphic Intel HD 1536 Sementara 
Software yang digunakan dalam penelitian ini adalah virtualbox, ftp server, ftp 
client, mikrotik dan windows 7. Selanjutnya tahapan design adalah merancang 
atau mendesain topologi jaringan dengan menggunakan tiga router, satu switch 
serta dua komputer.  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Gambar 3. Topologi Jaringan VRRP dan Internet Protocol version 6 (IPv6) 
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Tabel 2 IPv6 
 
Nama 
Router 
Interface IPV6 Prefix VRRP 
R1 ether1 
ether2 
 
2001:abcd:1::1 
2001:abcd:2::1 
/64 
/64 
2001:abcd:1::100/64 
 
 
R2 ether1 
ether2 
 
2001:abcd:1::2 
2001:abcd:3::1 
/64 
/64 
R3 ether1 
ether2 
 
2001:abcd:2::2 
2001:abcd:3::2 
/64 
/64 
Pc-1  2001:abcd:3::3 /64 
Pc-2  2001:abcd:3::4 /64 
  
Topologi Jaringan Internet Protocol version 6 (IPv6) ditunjukkan pada 
Gambar 3 yang dirancang dengan menggunakan tiga router yang saling terhubung 
menggunakan kabel serial pada interface se0/0/1 dan interface se0/0/1, koneksi 
antara router dengan LAN pada topologi jaringan menggunakan interface 
Gigabyte Ethernet, dan pada tabel 1 bisa dilihat bahwa tabel pengalamatan dari 
masing-masing router. 
Tahapan implementasi dimulai dengan konfigurasi pada PC yang berada 
pada masing-masing jaringan baik jaringan yang menggunakan route static 
jaringan yang menggunakan Internet Protocol version 6 (IPv6) dengan pengalamatan 
Internet Protocol version 6 (IPv6)  Pada tahapan implementasi juga akan dilakukan 
konfigurasi virtual router redundancy protocol (VRRP) maupun Internet Protocol 
version 6 (IPv6) pada masing-masing topologi yang dimulai  dengan memberi 
alamat IP pada perangkat jaringan LAN yang terdiri dari dua PC dan alamat IP 
setiap router. 
Baris perintah pada Kode Perintah 1 adalah perintah untuk memberikan 
alamat IP kedalam interface pada router 1 dengan nama host R1. Alamat IP yang 
diberikan adalah 2001:abcd:1::1 dengan prefix /64. Baris terakhir pada Kode 
Perintah 1 adalah untuk mengaktifkan interface. 
Kode Perintah 1 Pengalamatan Router1 
 
 
 
Kode Perintah 2 Konfigurasi VRRP 
 
 
 
[admin@R1] >ipv6 
[admin@R1] > /ipv6 
 [admin@R1]>/ipv6 > address add address=2001:abcd:1::1/64 interface=ether1  
                         advertise=yes 
[admin@R1]>interface 
[admin@R1]>/ interface >vrrp add interface=ether2  vrid=49 priority=1 version=3 
            v3-protocol=ipv6 
 
7 
 
Baris pertama Kode Perintah 2 merupakan perintah konfigurasi virtual 
router redundancy protocol (VRRP) pada router, pada baris selanjutnya 
merupakan perintah untuk memberikan nama kerja virtual router redundancy 
protocol (VRRP) yaitu ether 2, dan pada baris selanjutnya adalah perintah untuk 
mengaktifkan VRRP ether 2 melalui masing-masing interface guna 
memperkenalkan jaringan Internet Protocol version 6 (IPv6) pada router. Setelah 
dilakukan konfigurasi pada router maka selanjutnya router akan membentuk 
virtual router redundancy protocol (VRRP) berdasarkan jaringan tersebut. 
Tahapan operate merupakan tahapan yang dilakukan untuk mengetahui 
bagaimana protokol virtual router redundancy protocol (VRRP) dan IPng 
melakukan hop count pada masing-masing jaringan dengan melakukan trace 
route pada masing-msing jaringan. 
4. Hasil dan Pembahasan 
Untuk mengetahui hasil proses darihop count pada kedua protocol virtual 
router redundancy protocol (VRRP) dan IPng maka dilakukan proses debug pada 
router untuk mengetahui informasi update dari tetangga, informasi routing table 
dan informasi update ke tetangga. Proses debug ini dilakukan pada kedua 
protokol. Berikut dijelaskan proses debug untuk virtual router redundancy 
protocol (VRRP) dan IPng. 
Trace route merupakan perintah yang digunakan untuk mengetahui jalur 
yang dilewati paket data dalam jaringan komputer. Trace route menampilkan 
daftar interface router yang dilewati oleh data dari alamat pengirim hingga ke 
alamat penerima. 
 
 
Gambar 4. Proses Client Trace Route ke Jaringan IPng pada router 1 
Seperti terlihat pada Gambar 4 hasil dari trace route yang didapati adalah 
rute 2001:abcd:1:1 melewati interface pada router R1 sehingga trace route akan 
mencari sampe router pada interface R1 berjalan lagi seperti terlihat pada router 
nomor 2 rute dengan ip address 2001:abcd:1:1 sudah berjalan lagi. 
Setelah topologi dipasang dan dikonfigurasi maka dilakukan pengetesan 
terhadap virtual router redundancy protocol (VRRP). Pengujian dilakukan untuk 
memastikan virtual router redundancy protocol (VRRP) sudah dapat berjalan.  
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Gambar6Interface VRRP 
 
 
 
 
 
 
 
Gambar 5. Ping Gateway 
 
Gambar 5 menunjukkan bahwa interface virtual router redundancy 
protocol (VRRP) pada router master sedang berjalan, dan pada Gambar 7 terlihat 
bahwa dari hasil ping gateway virtual router redundancy protocol (VRRP) juga 
sudah berjalan. Selanjutnya dilakukan pengukuran terhadap performa virtual 
router redundancy protocol (VRRP) Router backup pada virtual router 
redundancy protocol (VRRP) mencari tahu ketika router master mati maka akan 
melakukan backup pada virtual router redundancy protocol (VRRP) yang masih 
aktif sehingga terlihat gambar bahwa backup menjadi Master sehingga virtual 
router redundancy protocol (VRRP) masih berjalan lagi dengan baik 
 
 
 
 
 
 
Gambar 6. Interface Print VRRP Router 
Dari Gambar 6 bisa dilihat bahwa router 2 dengan nilai  priority 105 dan 
preemption-mode yes, sedangkan router 3 dengan nilai priority router dan 
preemption-mode yes, maka router 3 sedang menunggu jika router 2 mengalami 
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kegagalan dalam jaringan, maka yang akan menjadi router 3 menjadi router 
backup 
 
 
 
 
 
 
 
 
 
Gambar 7. Router VRRP  
Dari Gambar 7 bisa dilihat bahwa router virtual router redundancy protocol 
(VRRP) sedang berjalan dan dalam keadaaan mati, router backup pada virtual 
router redundancy protocol (VRRP) mencari tahu ketika router master mati maka 
akan melakukan backup pada virtual router redundancy protocol (VRRP) yang 
masih aktif sehingga terlihat pada gambar bahwa router backup menjadi router 
master sehingga virtual router redundancy protocol (VRRP) masih berjalan lagi 
dengan baik. 
 
 
 
 
 
 
 
 
 
 
Gambar 8. Perpindahan Router Gateway 
 
Gambar 8 bisa dilihat bahwa perpindahan dari yang semula router 1 adalah 
router master dan router 2 adalah router backup, setelah router 1 mengalami 
kegagalan dalam jaringan, router 2 menjadi router master.  
Waktuu perpindahan yang akan diuraikan disini adalah dengan menghitung 
request time out saat proses failover dari router master ke router backup dan juga 
sebaliknya. Pengukuran waktu perpindahan dilakukan sebanyak 10 kali dengan 
menggunakan command prompt dengan perintah ping ke alamat router yang 
dituju dengan menambahkan –w1, request time out dari hasil ping tersebut 
dihitung sebagai waktu perpindahan, dari percobaan yang dikukan hasil yang 
didapat bisa dilihat dari tabel. 
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Tabel 3 Waktu perpindahan 
Percobaan 
Waktu  (ms) 
Master ke 
Backup 
Backup ke 
Master 
1 3 2 
2 3 2 
3 2 3 
4 3 3 
5 3 3 
6 3 2 
7 3 2 
8 3 2 
9 3 2 
10 2 3 
Total 28 24 
Rata-rata 2,8 2,4 
 
Dari Tabel 3 bisa dilihat dari 10 pengujian yang dilakukan untuk waktu rata-
rata perpindahan saat perpindahan dari router master ke router backup 2,8 ms 
terlihat bahwa jarak antara kedua waktu perpindahan tersebut tidak terlalu jauh 
sehingga terlihat range masih dalam kondisi cukup baik, waktu perpindahan dari 
master ke backup lebih lama dari pada backup ke master dikarenakan nilai 
priority antara master dan backup akan dibandingkan terlebih dahulu, selama nilai 
priority master belum turun maka dibutuhkan waktu yang lebih lama, sedangkan 
backup ke master nilai priority lebih tinggi dan preemption-mode yes sehingga 
waktu yang dibutuhkan jauh lebih singkat. 
Packet loss adalah banyaknya paket yang hilang selama proses transmisi 
yang diukur dalam persen. Pengukuran dilakukan dari PC dengan melakukan ping 
ke router core disaat terjadi proses failover dari router master ke router backup 
dan juga sebaliknya. Sehingga dapat dihasilkan perbandingan Packet loss yang 
hilang dari proses keduanya. 
 
 
Gambar 9. Pengukuran Packet loss 
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Ping dilakukan dengan mengirimkan packet dengan jangka waktu 30 detik, 
karena dengan mengganti gateway secara manual membutuhkan waktu lebih 
banyak. Pengukuran tersebut dilakukan sebanyak 10 kali. 
 
Tabel 4 Packet loss 
 
Percobaan 
Packet loss (%) 
Master ke backup Backup ke Master 
1 6 10 
2 10 10 
3 6 6 
4 6 6 
5 6 6 
6 6 10 
7 10 6 
8 10 6 
9 10 6 
10 6 6 
Total 76 72 
Rata-rata 7,6% 7,2% 
 
Dari Tabel 4 Bisa dilihat bahwa dari sepuluh pengujian yang dilakukan saat 
perpindahan dari router master ke router backup terdapat rata – rata packet loss 
7,6% yaitu baik, packet loss di sebabkan oleh perpindahan dari router master ke 
router backup, karena perpindahan tersebut jaringan mengalami request timed out 
(RTO) beberapa saat dan mengakibatkan packet tersebut loss, perpindahan yang 
terjadi dari master ke backup lebih lama dari pada backup ke master dikarenakan 
nilai priority antara master dan backup akan dibandingkan terlebih dahulu, 
selama nilai priority master belum turun maka dibutuhkan waktu yang lebih lama 
sehingga mempengaruhi packet loss, sedangkan backup ke master nilai priority 
lebih tinggi dan preemption-mode yes sehingga waktu yang dibutuhkan jauh lebih 
singkat. 
  
5. Simpulan  
Berdasarkan hasil penelitian yang dilakukan didapatkan bahwa, virtual 
router redundancy protocol (VRRP) yang diterapkan pada jaringan mikrotik 
berbasis IPv6 dapat berjalan dengan baik dan dapat mendukung quality of service 
dengan baik dengan adanya router backup, serta dapat dibangun dengan 
mengambil alih fungsi router master dengan baik ditandai dari nilai rata-rata 
waktu perpindahan dan packet loss yang baik jika mengacu pada rekomendasi 
ITU-T. Berdasarkan hasil penelitian diatas maka saran yang dapat diberikan untuk 
penelitian berikutnya adalah diharapkan penelitian selanjutnya menggunakan 
jaringan virtual router redudancy protocol yang lebih besar lagi, serta melakukan 
pengujian di jaringan yang berbasis Voip. 
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