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Informacijska varnostna kultura: testiranje kakovosti anketnega merskega inštrumenta  
Pri zagotavljanju informacijske varnosti v organizacijah pomembno vlogo igra človeški 
dejavnik, saj raziskave kažejo, da se večina zunanjih napadov in vdorov zgodi zaradi tveganih 
dejanj zaposlenih. S tega vidika je ključno, da se v organizaciji vzpostavi določena stopnja 
informacijske varnostne kulture, ki se nanaša na znanje, vedenje in druge aktivnosti 
zaposlenih o informacijski varnosti. Pomemben vidik predstavlja merjenje le-te, kar 
organizacijam omogoča časovno primerjavo ter zaznavanje šibkih točk v informacijskem 
vedenju zaposlenih, odpravljanje teh pomanjkljivosti pa se kaže v višji stopnji informacijske 
varnostne kulture. Ker gre za mlado in še dokaj neraziskano področje, izziv predstavlja 
predvsem ustrezna opredelitev in operacionalizacija pojma informacijske varnostne kulture 
kot konstrukta ter oblikovanje veljavnega in zanesljivega merskega inštrumenta, ki bi 
omogočal izpeljavo analize z relevantnimi vsebinskimi ugotovitvami. Cilj naloge je oceniti 
kakovost krajše različice merskega orodja CLTRe Toolkit za merjenje informacijske 
varnostne kulture. Metodološka analiza temelji na preverjanju različnih tipov veljavnosti in 
zanesljivosti ter oceni prileganja modela. Rezultati kažejo, da izbrani merski inštrument ne 
dosega zadovoljivih ocen veljavnosti in zanesljivosti. Predlagane izboljšave bodo pripomogle 
k preoblikovanju vprašalnika, ki bo v prihodnje ponovno metodološko testiran. Oblikovanje 
kvalitetnega merskega inštrumenta za merjenje informacijske varnostne kulture ima velik 
pomen za razvoj tega področja, saj bo med prvimi, ki bo omogočal izpeljavo vsebinsko 
relevantnih ugotovitev o stopnji informacijske varnostne kulture v organizaciji. 
Ključne besede: informacijska varnostna kultura, merjenje, anketni vprašalnik, veljavnost, 
zanesljivost. 
 
Information security culture: testing the quality of the survey measurement instrument 
In the assurance of information security in organizations, the human factor plays a major role, 
as research shows that most of the external attacks and intrusions occur due to the risky acts 
of employees. From this point of view, it is crucial for the organization to establish with its 
employees a certain level of information security culture that relates to knowledge, behaviour 
and other activities. An important aspect is the measurement, which enables organizations 
time comparison and to detect weak points in the information behaviour of employees, as 
eliminating these deficiencies reflects in a higher level of information security culture. Since 
this is a young and yet unexplored area, the challenge is primarily the appropriate definition 
and operationalization of the concept of the information security culture as a construct, as well 
as the formation of a valid and reliable measuring instrument that would enable the analysis to 
be carried out on the findings. The aim of this thesis is to evaluate the quality of the short 
version of the CLTRe Toolkit survey questionnaire for measuring the information security 
culture. The methodological analysis is based on the verification of different types of validity, 
reliability and the assessment of the models fit. The results show that the selected 
measurement instrument does not achieve satisfactory evaluation of validity and reliability. 
The proposed improvements will contribute to reconstruct the questionnaire in order to be 
methodologically tested once again. Creating a quality measuring instrument for the 
information security culture is of great importance for the development of this field, since it 
will be one of the first to enable the relevant content findings of the level of information 
security culture in the organization. 
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Hitra rast informacijsko-komunikacijske tehnologije (IKT) in predvsem digitalizacija 
poslovnih procesov v današnjem času povečujeta možnosti različnih zlorab podatkov v 
organizacijah. S kibernetskim kriminalom (nezakoniti vdori, zlorabe in uničenje podatkov 
itd.) se praktično srečujejo vse organizacije, najbolj pa so na udaru tiste, ki upravljajo dostop 
do občutljivih podatkov, največkrat povezanih s financami, o čemer priča vrsta kibernetskih 
napadov v zadnjem času. Organizacije zato dajejo vse več poudarka na ključne vidike 
varovanja zasebnosti v smislu zaščite osebnih podatkov in informacijskih sistemov.  
Poleg tehničnih vidikov in sredstev za zagotavljanje informacijske varnosti je dandanes pri 
upravljanju informacijske varnosti po mnenju mnogih najbolj kritičen človeški dejavnik, ki se 
nanaša na znanje, vedenje in aktivnosti zaposlenih o informacijski varnosti, to pa se odraža v 
stopnji informacijske varnostne kulture (Thosou in drugi 2015; Stewart in Jürjens, 2017). V 
namen ocenjevanja razvitosti informacijske varnostne kulture so se v zadnjem času oblikovala 
različna orodja, vendar pa je prisoten problem, da kvalitetnih (metodološko veljavnih in 
zanesljivih) anketnih merskih inštrumentov za merjenje informacijske varnostne kulture še ni 
(Orehek, 2017). Raziskovalci so sicer na različne načine poskušali opredeliti koncept 
informacijske varnostne kulture, razkorak pa se pojavlja predvsem pri postopku 
operacionalizacije in merjenja le-te. Oblikovanje veljavnega in zanesljivega merskega 
inštrumenta za merjenje informacijske varnostne kulture je v tem trenutku ključen izziv 
raziskovalcev na tem področju.  
Namen diplomske naloge je na osnovi že zbranih podatkov testirati empirične vidike 
kakovosti izbranega merskega inštrumenta CLTRe Toolkit in slediti postopku za učinkovito 
in sistematično preverjanje kakovosti anketnih merskih inštrumentov. Glavno raziskovalno 
vprašanje diplomske naloge je, kako kakovosten je izbran merski inštrument za merjenje 
informacijske varnostne kulture. 
V prvem (teoretičnem) delu se naloga osredotoča na obravnavo relevantnih pojmov in 
metodoloških konceptov za ocenjevanje kakovosti anketnih merskih inštrumentov. Drugi 
(empirični) del pa obravnava sistematično analizo veljavnosti in zanesljivosti merskega 




2 MERJENJE INFORMACIJSKE VARNOSTNE KULTURE 
 
Področje informacijske varnostne kulture je relativno mlado, prvi poskusi oblikovanja pojma 
kot konstrukta segajo nekje v začetek tega tisočletja, medtem ko so se prvi poskusi 
kvantitativnega merjenja začeli približno deset let nazaj. Med raziskovalci (še) ni enotnega 
konsenza glede opredelitve informacijske varnostne kulture, prav tako pa je opazen razkorak 
med teorijo in merjenjem (Orehek, 2017).  
 
2.1 POJEM INFORMACIJSKE VARNOSTNE KULTURE 
 
Pojem informacijska varnostna kultura (ang. information security culture) se je pojavil konec 
20. stoletja, in sicer v organizacijskem kontekstu informacijske varnosti, ki v ospredje 
postavlja človeški faktor. Izhaja iz koncepta organizacijske kulture, ki jo je Schein (1987) 
opredelil kot vzorec osnovnih načel določene skupine ljudi, ki ga je možno prilagajati 
notranjim in zunanjim spremembam ter se ga priučiti. Po modelu organizacijske kulture sta 
definicijo informacijske varnostne kulture med prvimi oblikovala Martins in Eloff (2002), ki 
sta trdila, da informacijsko varnostno kulturo opredeljujejo določene značilnosti, kot so 
zaznavanje, stališča in odnos zaposlenih, ki so sprejete in ponotranjene na ravni organizacije. 
To sta nadgradila Da Veiga in Eloff (2010, 198), ki informacijsko kulturo definirata kot 
»stališča, predpostavke, prepričanja, vrednote in znanje, ki jih zaposleni nenehno uporabljajo 
v interakciji z organizacijskimi sistemi«. Ideja je v tem, da se zaposleni pri svojem delu 
zavedajo določenih praks varovanja informacij, ki pripomorejo k njihovemu sprejemljivemu 
informacijskemu vedenju.  
Informacijsko varnostno kulturo nekateri raziskovalci razlagajo tudi kot »oblikovanje 
ustreznih prepričanj in vrednot s področja varnosti, na katerih temelji vodenje zaposlenih, da 
bi s svojim vedenjem dosegli dolgoročno varno informacijsko okolje v organizaciji« 
(AlHogail in Mirza, 2015, str. 286, v Orehek, 2017, str. 131). Podobno razmišljata tudi 
Corradini in Nardelli (2018), ki informacijsko kulturo 2  opredeljujeta kot »vrednote, 
prepričanja, znanje ter razumevanje tveganja oziroma nevarnosti, ki jih deli skupina ljudi s 
                                                           
1 AlHogail, A. in Mirza, A. (2015). Organizational Information Security Culture Assessment. V International 
Conference on Security and Management 2015 (str. 286–292).   
2 Avtorja pojem poimenujeta kultura tveganja (ang. risk culture), kar po definiciji ustreza pojmu informacijske 
varnostne kulture.  
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skupnim namenom in ciljem, zlasti vodstvo in zaposleni v organizaciji«. Roer in Petrič (2017) 
pa ponujata širšo opredelitev informacijske varnostne kulture, in sicer kot skupek v ljudi 
usmerjenih elementov, kamor spadajo stališča zaposlenih, norme, znanje, vedenje, kakovost 
komunikacije, zavedanje odgovornosti in skladnost z varnostno politiko, kar z usklajenim 
medsebojnim delovanjem organizacijo varuje pred zunanjimi napadi.  
 
Splošne definicije informacijske varnostne kulture zajemajo zaposlene v organizaciji kot 
celoto, literatura pa kaže, da je realnost praviloma bolj kompleksna (Muendo, 2014). Zato se v 
zadnjem času pogosto omenja tudi pojem informacijske varnostne subkulture, ki v ospredje 
postavlja dejstvo, da imajo posamezne podskupine ljudi v organizaciji glede na starost, 
etnično pripadnost, geografsko lokacijo itd. različne vrednote, znanje in prepričanja o 
informacijski varnosti in interakciji z informacijskimi sistemi (Da Veiga in Martins, 2017), 
kar pa lahko vpliva na zmanjšano stopnjo informacijske varnostne kulture. Organizacija ima 
praviloma eno prevladujočo informacijsko varnostno kulturo ter eno ali več subkultur 
(Muendo, 2014). V dominantno skupino spada večina zaposlenih, ki posedujejo temeljne 
vrednote informacijske varnosti v organizaciji, medtem ko subkultura opredeljuje manjšo 
skupino zaposlenih, ki delijo skupne vrednote informacijske varnosti, povezane z njihovim 
delovnim okoljem, oddelkom, državljanstvom ali drugimi značilnostmi (Da Veiga in Martins, 
2017). Razlike v lastnostih posameznikov prinašajo širši pogled, druge ideologije in 
ekspresivnost, na drugi strani pa tudi zapletenost in določene nejasnosti. To pogostokrat lahko 
postane tudi potencialni vir konfliktov, kar organizacijo ovira pri doseganju čim višje stopnje 
informacijske varnosti (Muendo, 2014). 
Kot je razvidno iz zgoraj omenjenih definicij informacijske varnostne kulture, je le-ta 
sestavljena iz več komponent oziroma dimenzij. Prevladujejo komponente kot so stališča, 
prepričanja (norme) in znanje, pa tudi skladnost z varnostno politiko in vrednote. V literaturi 
že obstaja nekaj modelov informacijske varnostne kulture, ki so jih raziskovalci oblikovali na 
podlagi predstavljenih definicij (Alnatheer, 2014; AlHogail, 2015; Da Veiga in Martins, 2015; 
Glaspie in Karwowski, 2017; Roer in Petrič, 2017), le redki izmed teh pa so se lotili tudi 
dejanskega merjenja. Temeljit pregled literature kaže, da so raziskovalci pri sestavljanju 
konstrukta informacijske varnostne kulture kot komponente največkrat upoštevali zavedanje 




2.2 MERJENJE IN POMEN MERJENJA  
 
Pojem merjenje se v družboslovju v ožjem smislu nanaša na proces opazovanja in zapisovanja 
opazovanj, ki so zbrana v okviru raziskave (Trochim, 2001). Pojem lahko razumemo tudi kot 
postopek eksperimentalnega pridobivanja ene ali več količinskih vrednosti posameznih enot 
(Herrera Basurto in drugi, 2016), kar v kvantitativnem raziskovanju pomeni pridobivanje 
številskih podatkov na določenem vzorcu ljudi. V širšem smislu pa je merjenje deduktivni 
proces, ki povezuje teoretično zasnovo z merskim postopkom, katerega rezultat je dejansko 
izmerjena spremenljivka določenega pojma ali koncepta (Ferligoj in drugi, 1995). Razdelimo 
ga lahko na tri zaporedne dele, in sicer konceptualizacijo, operacionalizacijo in dejansko 
merjenje, ki so podrobneje predstavljeni v naslednjem poglavju. 





Vir: Povzeto po Ferligoj in drugi (1995). 
 
Osnovni namen merjenja je pridobivanje objektivnih podatkov, z analizo katerih raziskovalec 
pride do vsebinskih ugotovitev glede raziskovalnih vprašanj, ki so s tem empirično preverjena 
(Raiphea, 2015). Ključni vidik kvalitetnega merjenja podatkov v katerikoli disciplini 
predstavlja standardizacija. Cilj postopka standardizacije je, da so vsi respondenti 
izpostavljeni čim bolj enaki izkušnji odgovarjanja na vprašanja v vprašalniku. To pa pomeni, 
da razlike v odgovorih odražajo dejanske razlike med mnenjem anketirancev in niso rezultat 
razlik v procesu merjenja (Bourke in drugi, 2016). Pri standardizaciji se stremi k temu, da vsi 
anketiranci razumejo vprašanja na enak način (konsistentnost), da vprašanja od anketiranca 
zahtevajo informacije, ki jih le-ta ima oziroma se jih lahko spomni, da je formulacija vprašanj 
jasna in vsebuje vse potrebne podatke, da anketiranec lahko odgovori na način, ki si ga je 
zamislil raziskovalec in da pri anketiranju z anketarjem le-ta vedno prebere vsa vprašanja 
točno tako kot so napisana (Collins, 2003). Sheatsley (1998) poudarja, da kvalitetno 
oblikovan anketni vprašalnik omogoča izpolniti cilje raziskave ter pridobiti najbolj popolne 
možne in točne podatke v okviru razpoložljivega časa in finančnih sredstev.  
Pomemben vidik merjenja so merske napake, ki se pojavijo v vsakem procesu merjenja (ang. 
measurement error). Gre za odstopanje odgovorov respondentov, do česar lahko pride zaradi 
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neustrezne zasnove vprašalnika ali drugih dejavnikov. Merske napake v družboslovju delimo 
na slučajne (ang. random error) in sistematične napake (ang. systematic error) (Trochim, 
2001). Pri slučajni napaki gre za naključne dejavnike, ki vplivajo na merjenje, vendar nanje 
nimamo vpliva (npr. utrujenost respondenta). Teh vrst napak ne moremo povsem izključiti, 
lahko pa jih zmanjšujemo s ponavljanjem merjenj (Groves, 2004). Pomembna lastnost 
slučajne napake je, da zvišuje variabilnost podatkov, vendar to ne vpliva na povprečne 
vrednosti rezultatov (Trochim, 2001). Sistematično napako pa povzročajo tisti dejavniki, ki 
sistematično vplivajo na proces merjenja, kar pomeni, da posledica take napake vpliva na vse 
respondente, čemur pravimo pristranskost merjenja (prav tam). To vrsto napake ne moremo 
zmanjšati ali izključiti s ponovitvijo merjenja, ampak je vzroke potrebno iskati drugje. Lahko 
gre za vpliv nekaterih zunanjih dejavnikov ali pogojev, v katerih respondenti odgovarjajo na 
anketni vprašalnik (npr. hrup) (ang. environmental error), lahko gre za napako pri merskem 
inštrumentu (ang. instrument error), največkrat pa pride do napak pri opazovanju (ang. 
observational error), kjer so viri napak lahko respondenti sami (npr. napačno prebrano 
vprašanje), anketar (npr. problem prisotnosti anketarja pri anketah z občutljivo tematiko) ali 
način zbiranja podatkov (Groves, 2004). 
 
Raziskovalne vede pa se na področju družboslovja pogosto soočajo s problemom opredelitve 
novejših pojmov in konceptov, saj družbene vede spadajo pod t.i. »mehko znanost«, kar 
pomeni, da je koncept manj oprijemljiv in odnosi med pojmi niso enostavni. Zato je postopek 
oblikovanja kvalitetnega in standardiziranega merskega inštrumenta izjemno otežen. Prav 
pomanjkanje trdnih in preverjenih teorij se pogosto odraža v neustreznosti in pomanjkanju 
splošno razširjenih in dobrih merskih inštrumentov. 
 
2.3 ANKETNI VPRAŠALNIK KOT MERSKI INŠTRUMENT 
 
Anketa je sistematična metoda kvantitativnega raziskovanja z namenom zbiranja večje 
količine predvsem številskih podatkov in se uporablja na različnih področjih v družboslovju. 
Primarni cilj ankete je na osnovi vzorca zajeti širšo populacijo ljudi, na podlagi katerega nato 
sklepamo o značilnostih te populacije in njenih podskupin. Sestavni del procesa anketne 
raziskave je anketni vprašalnik, t. j. standardizirano orodje za zbiranje podatkov, ki ga 




Poznamo več vrst in tipov anketiranja, med najbolj razširjenimi so (Lavrakas, 2008): 
- Spletno anketiranje (anketni vprašalnik je v računalniški obliki posredovan preko 
spletnega orodja za izdelavo anket, pri tem pa anketiranec sam bere in odgovarja na 
zastavljena vprašanja – metoda CASI3); 
- Telefonsko anketiranje (anketar po telefonu zastavlja vprašanja, na katere anketiranec 
odgovarja, in v anketni vprašalnik beleži odgovore – metoda CATI1);  
- Anketiranje po pošti (anketni vprašalnik je preko pošte posredovan v papirnati obliki, 
ki ga anketiranec sam izpolni in vrne naslovniku – metoda PAPI1); 
- Osebno anketiranje (anketiranec v  prisotnosti anketarja odgovarja na zastavljena 
vprašanja, le-ta beleži odgovore v pisni ali računalniški obliki vprašalnika – metoda 
PAPI/CAPI1). 
 
Anketni vprašalnik predstavlja komunikacijski kanal med raziskovalcem in anketirancem, 
vloga vprašalnika pa je predvsem posredovanje vprašanj in opomb, ki se uporabljajo za 
dodatno razlago vprašanja. Primarna naloga vprašalnika je posredovanje jasnih, razumljivih in 
nedvoumnih vprašanj ter ohranjanje motivacije posameznika za odgovarjanje tekom 
izpolnjevanja (Bradburn in drugi, 2004).  
Oblikovanje kvalitetnega anketnega vprašalnika je zahtevna naloga vsakega raziskovalca. V 
literaturi ni enostavnega recepta, po katerem bi lahko sestavili idealen anketni vprašalnik  
(Sheatsley, 1998), obstajajo pa določena priporočila za čim bolj primerno (pravilno) 
oblikovanje. Poleg vsebinskih zahtev (vabilo, nagovor, tipi vprašanj, randomizacija 
odgovorov4 itd.) so eni izmed najpomembnejših elementov oblikovanja tudi izgled, dolžina in 
kompleksnost vprašalnika. Izgled vprašalnika pomeni vizualno urejenost in razporeditev 
vprašanj v vprašalniku. Vizualna urejenost se nanaša na razčlenjenost, slovnično pravilnost, 
slog, tip, velikost in barvo pisave, slikovni material, ter konsistentnost omenjenih elementov 
skozi celoten vprašalnik. Drug pomemben vidik je razporeditev vprašanj v vprašalniku. 
Literatura priporoča, da je potek vprašanj urejen od splošnih do specifičnih (Dillman in drugi, 
2009). Splošno pomeni, da se vprašanje nanaša na vse respondente in je nanj enostavno 
odgovoriti v nekaj sekundah. S tem se anketiranec počasi vključi v vprašalnik in začne 
                                                           
3 CASI – »Computer assisted self-interviewing«, CATI – »Computer-assisted telephone interviewing«, PAPI – 
»paper-and-pencil interviewing«, CAPI – »Computer-assisted personal interviewing«. 
4 Randomizacija odgovorov pomeni naključno razdelitev/razporeditev možnih odgovorov na vprašanje (pri 
spletnih anketah to opcijo običajno ponuja spletno orodje) za zagotavljanje nepristranskosti odgovora 
respondenta (Bradburn in drugi, 2004, 296). 
13 
 
razmišljati o temi anketiranja. Hkrati morajo biti vprašanja razvrščena glede na vsebino tako, 
da se rdeča nit vleče skozi celoten vprašalnik. Zahtevnejša vprašanja sledijo na sredini in proti 
koncu vprašalnika (Krosnick in Presser, 2010). Na ta način respondenta pripravimo do 
globljega razmišljanja, kar vodi do bolj natančnejših odzivov na najbolj pomembna vprašanja. 
Za zaključek običajno sledijo še demografska vprašanja (Dillman in drugi, 2009). Dolžina 
vprašalnika se nanaša na čas, ki je potreben za izpolnitev in je kot element pomemben zato, 
ker lahko tako kot izgled neposredno vpliva na stopnjo odgovora in kakovost podatkov, ne 
nazadnje pa tudi na stroške raziskovanja (Lavrakas, 2008). Daljši vprašalnik pomeni višje 
stroške in običajno nižjo stopnjo odzivnosti, čeprav raziskave kažejo, da dolžina vprašalnika 
(pod določeno mejo) ni povezana s stopnjo odgovora ali kakovosti podatkov in ima le majhen 
vpliv na stroške raziskovanja (Rolstad in drugi, 2011). Kompleksnost vprašalnika je 
predhodno neposredno povezana z dolžino. Več kot je vprašanj in bolj kot so vprašanja za 
respondenta zahtevna (v kognitivnem smislu), daljši bo čas izpolnjevanja ankete. Dolžina 
vprašalnika se tako ne naša samo na tehnični vidik vprašanj, ampak je odvisna tudi od 
dejavnikov na ravni respondenta, in sicer od njegove zavzetosti do izpolnjevanja, zanimanja 
in občutka odgovornosti za v celoti izpolnjeno anketo (Dillman, 2000). Iz tega razloga je 
določitev primerne dolžine vprašalnika v minutah lahko zelo relativna. Fowler (2013) 
opredeljuje kriterije za določanje dolžine ankete, in sicer so to stroški, učinek na stopnjo 
odgovora in pripravljenost za odgovarjanje na vprašanja. Omejitve teh kriterijev se razliku jejo 
glede na proučevano populacijo in temo raziskave, zato je vsakršno posploševanje o primerni 















3 KAKOVOST MERJENJA 
 
Na znanstvenih področjih, še posebej v psihologiji in medicini, so se skozi leta raziskovanja 
določeni merski inštrumenti uveljavili do te mere, da so splošno sprejeti kot kvalitetno orodje 
za merjenje določenega koncepta. Pri relativno mladih področjih raziskovanja v družboslovju 
pa se pojavljajo novi pojmi in koncepti, za katere uveljavljenih merskih inštrumentov (še) ni, 
zato se morajo raziskovalci posvetiti predvsem teoretični zasnovi, operacionalizaciji in 
najpomembneje, kvaliteti merskega inštrumenta. 
 
3.1 OBLIKOVANJE TEORETIČNEGA KONSTRUKTA 
 
Prvi korak pri procesu merjenja v širšem smislu je konceptualizacija, kamor spada 
oblikovanje definicije teoretskega konstrukta in dimenzioniranje (Ferligoj in drugi, 1995). Pri 
konceptualizaciji gre za razjasnitev teoretičnega pojma, ki ga imenujemo tudi teoretični 
konstrukt. Teoretični konstrukt je fenomen (tudi pojav ali lastnost akterja), ki ga pogosto ni 
mogoče neposredno izmeriti, lahko pa ga je oceniti z drugimi lastnostmi, t.j. uporabo 
kazalnikov ali manifestnih spremenljivk (Yin, 2009). Splichal (1990) konstrukt opredeljuje 
kot abstraktno miselno enoto, ki zajema opis pojavov, definiranih v teoriji. Dimenzioniranje 
pa se nanaša na razčlenitev osnovnega teoretičnega pojma na več dimenzij ali komponent , s 
čimer določimo razsežnost teoretičnega pojma (Ferligoj in drugi, 1995). 
 
V literaturi obstaja tudi taksonomija teoretičnih konstruktov, ki zajema odnose med 
posameznimi konstrukti in njihovimi dimenzijami, pri tem pa je pomembno, da so odnosi in 
dimenzije ustrezno opredeljeni. Namen klasifikacije konstruktov je ustrezen izbor 
operacionalizacije, ki predstavlja drugi korak v procesu merjenja. Law in drugi (1998) so 
oblikovali tri modele teoretičnih konstruktov, ki so določeni na podlagi dveh meril, in sicer 
relacijske ravni ter relacijske oblike. Prvo merilo ugotavlja, ali konstrukt obstaja na enaki ali 
bolj poglobljeni ravni od dimenzij, drugo merilo pa presoja o tem, ali lahko dimenzije tvorijo 





Omenjeni (med seboj izključujoči) modeli teoretičnih konstruktov so: 
- Latentni model (konstrukt se nahaja na višji ravni kot njegove dimenzije, ki so 
manifestirane s konstruktom, posamezne dimenzije pa lahko nastopajo tudi 
posamezno) – primer je splošna mentalna sposobnost, ki je sestavljena iz več 
dimenzij, kot so verbalne sposobnosti, asociativni spomin, sposobnost sklepanja itd.; 
- Agregatni/sestavljen model (v nasprotju z latentnim modelom predpostavlja enako 
raven konstrukta z njegovimi dimenzijami in zagovarja dejstvo, da je konstrukt 
sestavljen kot linearna ali nelinearna funkcija njegovih dimenzij) – primer je 
motivacijski potencial za delo ali zadovoljstvo z delom, kjer dimenzije (npr. sodelavci, 
veščine, pomembnost nalog itd.) kot konstrukti ne morejo nastopati posamezno, 
ampak lahko obstajajo le sestavljeno oziroma povezano skupaj; 
- Profilni model (prav tako kot agregatni model predpostavlja enako raven konstrukta z 
njegovimi dimenzijami, ampak ni definiran kot algebraična funkcija vseh njegovih 
dimenzij, zato dimenzije ne morejo biti kombinirane med seboj in  se konstrukt 
interpretirajo po profiliranju ravni) – primer  je osebnost, kjer se dimenzije kot so 
introvertiranost/ekstrovertiranost, zaznavanje/intuicija, razmišljanje/občutek in 
presojanje/dojemanje med seboj križajo in tako nastane konstrukt osebnosti s 
šestnajstimi možnimi različnimi profili posameznikov. 
Obstaja pa tudi kategorija nerazvrščenih konstruktov, ki so brez jasne specifikacije odnosov 
med splošnim konstruktom in njegovimi dimenzijami (primer takega konstrukta je kultura) 
(prav tam).  
 
Proces konceptualizacije torej najprej zajema pregled različnih obstoječih definicij 
obravnavanega pojma (konstrukta). V skladu z raziskovalnim okvirom izberemo tisto 
definicijo, ki vsebinsko najbolje opisuje raziskovan pojem, po potrebi pa lahko več definicij 
smiselno združimo v novo izvirno (lastno) definicijo. Definicija mora biti logična operacija 
(stavek ali poved izrazov v skladu z jezikovno pravilnostjo), jasna in pozitivna, ne sme biti 
krožna ter ne sme biti preširoka oziroma preozka (Splichal, 1990). Na podlagi definicije 
pojma nato teoretičnemu konstruktu priredimo teoretične spremenljivke, kar pomeni, da 
določimo število razsežnosti konstrukta (Ferligoj in drugi, 1995). Pri tem gre za merljive 









Drugi korak procesa merjenja predstavlja operacionalizacija. Operacionalizacija je proces, pri 
katerem raziskovalec pripravi podlago za merjenje nečesa, kar ni neposredno merljivo, torej 
se nanaša na merjenje teoretičnega konstrukta. Bolj natančno to pomeni, da za vsako 
dimenzijo (komponento oziroma teoretično spremenljivko) določimo ustrezno operacionalno 
definicijo, kjer opredelimo postopke, s katerimi je mogoče opazovati (oziroma konkretno 
meriti) teoretično spremenljivko (Ferligoj in drugi, 1995). Temu pa nato dodamo merjeno 
spremenljivko (ali običajno več merjenih spremenljivk), kar v kvantitativnem raziskovanju 
imenujemo indikator. To je pri metodi anketiranja anketno vprašanje, pri eksperimentu pa 
kontrolna spremenljivka. Indikatorje lahko oblikujemo sami (lastna anketa), lahko pa jih 
izberemo iz sekundarnih virov (že zbrani podatki v okviru nacionalnih ali mednarodnih 
družboslovnih raziskav). Slika 3.1 prikazuje postopek merskega procesa od konceptualizacije 
do operacionalizacije (za primer teoretičnega konstrukta s tremi dimenzijami). 






    
 
 
Vir: Ferligoj in drugi (1995).  
 
V družboslovju tak proces raziskovalcu omogoča, da teoretični koncept preko posebnih 
postopkov pretvori v merljivo celoto. V tradicionalnih modelih znanosti operacionalizacija v 
širšem smislu predstavlja most med teoretično osnovanimi hipotezami in metodami, ki se 
uporabljajo za preverjanje teh hipotez. Zato je proces operacionalizacije bistvena sestavina 
teoretično usmerjene znanosti, saj opredeljuje natančen postopek določanja načina merjenja in 
TEORETIČNI POJEM 
ALI KONSTRUKT 
DIMENZIJA 1 DIMENZIJA 2 DIMENZIJA 3 TEORETIČNE SPREMENLJIVKE 
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izdelave koncepta merjenja v raziskavi (Stevens, 1935; Ribes Inesta, 2003). Natančna 
operativna definicija pomaga pri konsistentnosti in  interpretaciji zbranih podatkov ter s tem 
pripomore k ponovitvi in razširitvi določene raziskave (Underwood, 1957). Po drugi strani pa 
je večino pojmov operativno mogoče opredeliti na več načinov, zato se raziskovalci pogosto 
znajdejo v dilemi pri izbiri operacionalnih definicij, prihaja pa tudi do nestrinjanj med 
zastavljenimi operacionalnimi definicijami določenega teoretičnega koncepta in 
uporabljenimi metodami. Težave predstavljajo tudi preveč kompleksne definicije, ki niso 
vedno smiselne in uporabne (Ribes Inesta, 2003). Koraku operacionalizacije je torej potrebno 
nameniti dovolj časa, hkrati pa biti natančen, čimbolj konkreten in jasen pri oblikovanju 
definicij in indikatorjev.  
 
3.3 TESTIRANJE MERSKEGA INŠTRUMENTA IN ZBIRANJE PODATKOV 
 
Zadnji korak pred zbiranjem podatkov v procesu merjenja je priprava in testiranje merskega 
inštrumenta. Več o oblikovanju anketnega vprašalnika kot merskega orodja in priporočilih 
smo že govorili (poglavje 2.3).  
Pilotno testiranje merskega inštrumenta (anketnega vprašalnika) pomeni preizkušanje orodja 
pred glavnim zbiranjem podatkov. Gre za kritični pregled anketnega vprašalnika, ki 
raziskovalcu pomaga ugotoviti kompleksnost in dolžino vprašalnika, morebitne nesporazume 
glede vsebine vprašanj ter preveriti veljavnost in zanesljivost raziskovalnega orodja, kar je ne 
nazadnje ključen vidik za kvalitetno raziskovanje družbene znanosti (Converse in Presser, 
1986). 
Testiranje vprašalnika predstavlja kvalitativno fazo v celotnem procesu kvantitativne 
raziskave. Za testiranje vsebinskega vidika anketnega vprašalnika sta pogosto uporabljeni 
metodi strokovna ocena (ang. expert review) in kognitivni intervju (ang. cognitive interview) 
(Rothgeb in drugi, 2007). Pri strokovni oceni vprašalnik pregledajo raziskovalni metodologi, 
psihologi, sociologi ali drugi eksperti posameznega področja družboslovja in podajo svoje 
(kritično) mnenje o posameznih vprašanjih ter vprašalniku na sploh (Olson, 2010). Pri 
kognitivnem intervjuju pa gre za poglobljeni intervju, kjer raziskovalec s pomočjo različnih 
tehnik poskuša analizirati miselni proces anketiranca med izpolnjevanjem vprašalnika in 
kritično oceniti, ali vprašanja razume na enak način, kot je bilo zamišljeno (Mohorko in 
Hlebec, 2013). Uporablja se predvsem z namenom testiranja in izboljšave vprašanj v 
18 
 
anketnem vprašalniku, kar pripomore k večji veljavnosti raziskave. Converse in Presser 
(1986) priporočata, da velikost vzorca za pilotno testiranje vprašalnika znaša med 25 in 75 
enotami. Te enote morajo biti čim bolj podobne proučevani populaciji raziskave, saj le tako 
lahko zagotovimo učinkovitost testiranja (Fink, 2003). Rezultati takega izvajanja preizkusa 
vprašalnika raziskovalcu dajejo natančno sliko o tem, katera vprašanja anketiranci ne 
razumejo pravilno ali katera vprašanja so preveč kompleksna (daljše zadrževanje anketiranca 
pri vprašanju, dodatni pomisleki pri izbiri odgovora), na podlagi tega pa se lahko odloči za 
prilagoditev ali menjavo vprašanja (ali več vprašanj) (Ryan in Cullbertson, 2012; Fowler in 
drugi, 2016). Skozi celoten proces testiranja je moč ugotoviti tudi stanje ostalih vidikov, ki so 
pomembni za kvalitetno izdelavo merskega orodja, in sicer čas izpolnjevanja, vrstni red 
vprašanj, interes in pozornost anketiranca pri izpolnjevanju (Converse in Presser, 1986; 
Collins, 2003).  
Pilotno testiranje anketnega vprašalnika s celovito kvalitativno analizo in pripravo končne 
verzije vprašalnika je časovno zelo zahteven proces, ki lahko traja tudi dlje časa kot samo 
zbiranje podatkov (Fink, 2003). Kljub temu pa predtestiranje vprašalnika ogromno pripomore 
k kvalitetnejši raziskavi nasploh, predvsem kar se tiče kvalitete zbranih podatkov in bolj 
relevantnih končnih ugotovitev. Izkušnje kažejo, da je v to fazo smiselno investirati več časa, 
energije in denarja, kajti napačno zbrani in nerelevantni podatki za sabo prinesejo še večje 
stroške in časovne zamike v raziskavi, saj je v tem primeru potrebno ponoviti postopke 




Raziskava je v osnovi običajno zasnovana precej usmerjeno in ima specifične vsebinske cilje 
ter posledično tudi raziskovalna vprašanja. Lahko se osredotoča le na en segment ljudi (npr.  
otroci, mladostniki, invalidi, delavci v podjetju itd.) ali pa zajame večji del prebivalstva (npr. 
polnoletni državljani). Ta podatek nam torej pove ciljno skupino raziskave, na podlagi katere 
lahko oblikujemo vzorčni okvir in nadalje dobimo vzorec (De Vaus, 2002). 
Vzorec je podmnožica (skupina) ciljne populacije, ki vključuje izbrane enote te populacije, na 
podlagi katerih dobimo vzorčne ocene parametrov (lastnosti vzorca), s tem pa lahko 
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ocenjujemo lastnosti celotne populacije (Kalton in Vehovar, 2001)5. Temelji na predpostavki, 
da je izbrani del populacije reprezentativen, kar pomeni, da so izpolnjeni vsi pogoji za 
korektno statistično sklepanje iz vzorca na populacijo (Lohr, 2008). Namen vzorčenja 
(postopek pridobivanja vzorca) je zmanjšati obseg, časovni okvir in stroške raziskave (Fink, 
2003). 
Poznamo več vrst vzorčenja, v osnovi pa vzorce delimo na verjetnostne in neverjetnostne 
vzorce. Pri verjetnostnem vzorcu (ang. probability sample) ima vsaka enota v populaciji 
vnaprej znano in neničelno verjetnost za izbor v vzorec, medtem ko pri neverjetnostnem 
vzorcu (ang. nonprobability sample) njene verjetnosti za izbor v vzorec ne poznamo vnaprej 
in tudi ni nujno neničelna (Kalton in Vehovar, 2001). Pogoj za reprezentativnost vzorca je 
verjetnostna izbira enot v vzorec, ki hkrati ni odvisna od raziskovalca, anketarja ali drugega 
akterja, torej so reprezentativni vzorci lahko samo verjetnosti vzorci. Zaradi objektivnosti 
izbire jih imenujemo tudi znanstveni vzorci (ang. scientific samples) (prav tam). Četudi se 
vzorčenje izvaja natančno in v skladu s kriteriji, imajo vzorci imajo ponavadi določeno 
stopnjo pristranskosti (vzorčne napake) (Fink, 2003).  
Pri verjetnostnem vzorčenju moramo najprej določiti vzorčni okvir, iz katerega izbiramo 
elemente v vzorec (npr. centralni register prebivalcev, seznam udeležencev na nekem 
dogodku itd.). Poznamo več vrst verjetnostnih vzorcev, in sicer (Kalton in Vehovar, 2001; De 
Vaus, 2002): 
- Enostavni slučajni vzorec (vsaka enota ima enako verjetnost za izbor v vzorec in vsi 
vzorci določene velikosti imajo enako verjetnost, da so izbrani) – primer vzorca so 
odrasli državljani; 
- Sistematični vzorec (v vzorec je izbrana vsaka k-ta enota, pri čemer se predhodno 
izbere slučajni začetek vzorčnega intervala) – primer vzorca s slučajnim začetkom štiri 
in vzorčnim intervalom k =5 je četrti dijak po abecednem seznamu in nato vsak peti 
dijak; 
- Stratificiran vzorec (s pomočjo dodatnih populacijskih informacij proučevano 
populacijo razdelimo v skupine/stratume, izbiranje vzorca pa v vsakem stratumu 
poteka ločeno in neodvisno) – primer je vzorec ljudi po slovenskih statističnih regijah 
glede na njihovo dejansko velikost prebivalcev;  
                                                           
5 Izraz populacija opredeljuje množico vseh elementov, na katere se nanašajo ugotovitve raziskave. Sestavljena 
je iz elementov, ki predstavljajo osnovno enoto analize (Kalton in Vehovar, 2001). 
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- Večstopenjski vzorec (podobno kot stratificiran vzorec, le da pri večstopenjskem 
vzorcu najprej izberemo skupine, nato pa enote iz izbranega vzorca) – primer je 
vzorec šol, nato vzorec razredov in na koncu vzorec dijakov. 
Pri neverjetnostnem vzorčenju pa gre za subjektivno izbiro enot v vzorec. Taki vzorci so 
cenejši ter hitreje in enostavneje izvedljivi, zato se v praksi pogosto uporabljajo (Fink, 2003). 
Lahko se zgodi, da se ocene takega vzorca sploh ne ali pa zanemarljivo malo razlikujejo od 
ocen verjetnostnih vzorcev (Kalton in Vehovar, 2001). 
Vrste neverjetnostnih vzorcev so (Kalton in Vehovar, 2001; De Vaus, 2002; Fink 2003):  
- Priložnostni vzorec (najenostavnejša oblika neverjetnostnega vzorčenja, kjer so 
možnosti za pristranskost največja) – primer so pacienti enega zdravnika; 
- Kvotni vzorec (najpogostejša oblika neverjetnostnega vzorčenja, kjer imajo bistveno 
vlogo kvote, t.j. vnaprej določeno število oseb z določenimi značilnostmi in se pogosto 
uporablja pri marketinških raziskavah) – primer je kvota, kamor je vključenih pet 
moških, starih nad 35 let, pet zaposlenih žensk in osem delovno neaktivnih moških;  
- Ekspertna izbira/strokovni izbor (v tem primeru vzorec izbere strokovnjak, ki pozna 
vsebino raziskovanega področja) – primer je izbira kraja v državi, ki se ga določi na 
osnovi »reprezentativnega« obnašanja na prejšnjih volitvah. 
Poleg načina vzorčenja je pomembna lastnost vzorca tudi njegova velikost. Velikost vzorca se 
nanaša na število enot, ki naj bi bile vključene v vzorec, da bi zagotovili natančne in 
relevantne izsledke raziskave (Fink, 2003). V literaturi obstaja statistični postopek določanja 
primerne velikosti vzorca (na podlagi standardne napake in koeficienta variacije; več v Kalton 
in Vehovar, 2001), ki je lahko tudi zelo kompleksen (odvisno od potreb raziskave). Z 
večanjem velikosti vzorca se povečajo tudi stroški in časovni okvir raziskave (Fink, 2003). Z 
velikostjo vzorca pa je povezana tudi natančnost vzorčenja, ki se z velikostjo vzorca razlikuje. 
Večanje velikosti vzorca se kaže v večji natančnosti in zmanjševanju vzorčne napake, vendar 
stroški raziskave na račun povečanja velikosti vzorca nad neko mejo ne odtehtajo večje 
natančnosti vzorca. Znano je, da večje raziskovalne hiše vzorce v svojih raziskavah omejijo 
do 2000 enot, saj nad to mejo dodatni stroški raziskave ne dajejo več bistvenih izboljšanj v 




3.5 VELJAVNOST IN ZANESLJIVOST 
 
V kvantitativnem raziskovanju se kvaliteta merskega inštrumenta ter kakovost zbranih 
podatkov in posledično relevantnost končnih ugotovitev raziskave nanaša predvsem na vidika 
veljavnosti in zanesljivosti (Kogovšek, 2005). Veljavnost (ang. validity) pomeni relevantnost 
empiričnega dela raziskovanja v skladu z zastavljeno konceptualizacijo (teoretičnim delom 
raziskovanja). Veljavno merjenje je torej vsako merjenje, kjer merimo to, kar dejansko želimo 
izmeriti (Ferligoj in drugi, 1995; Fink, 2003). Zanesljivost (ang. reliability) pa se nanaša na 
konsistentnost, stabilnost in ponovljivost rezultatov (Ferligoj in drugi, 1995). Merski 
inštrument velja za zanesljivega, kadar ponovno merjenje pri enakih pogojih (vendar v 
različnih okoliščinah) daje enake rezultate (Fink, 2003). Merski inštrument je lahko zanesljiv, 
tudi če ni veljaven, vendar pa ne more biti veljaven, če ni hkrati tudi zanesljiv (Kimberlin in 
Winterstein, 2008). 
V literaturi je opredeljenih več vrst veljavnosti. Med najbolj razširjene vrste spadajo 
kriterijska veljavnost, veljavnost konstrukta in vsebinska veljavnost6 (Splichal, 1990, str. 188 
v Ferligoj, 1995, str. 69) 7 . Poznamo pa tudi zdravorazumsko veljavnost, nomološko 
veljavnost, zunanjo in notranjo veljavnost, časovno veljavnost itd., ki niso del testne 
veljavnosti in so zato manj uporabljene. 
Kriterijska veljavnost (ang. criterion validity) je eden izmed najbolj jasnih dokazov 
veljavnosti merskega inštrumenta, vendar jo je običajno najtežje doseči. Nanaša se na stopnjo, 
do katere anketni vprašalnik napoveduje rezultat naslednjega merjenja, kar pomeni, v kolikšni 
meri so rezultati in ugotovitve enega merjenja veljavni v primerjavi z drugimi. Kriterijsko 
veljavnost delimo na napovedno (ang. predictive) in sočasno (ang. concurrent) veljavnost. Pri 
napovedni veljavnosti s pomočjo kriterijske spremenljivke ocenjujemo možnosti natančnega 
napovedovanja vrednosti merjene spremenljivke (konstrukta) in njenih učinkov v prihodnosti. 
Sočasna veljavnost pa se nanaša na stopnjo, do katere se rezultati posameznega merskega 
inštrumenta ujemajo s predhodno oblikovanimi inštrumenti za merjenje istega konstrukta 
(Ferligoj in drugi, 1995; Taherdoost, 2016).  
                                                           
6  Skupni izraz za vse tri omenjene vrste veljavnosti je testna veljavnost (ang. test validity), saj se le-te 
neposredno nanašajo na preverjanje veljavnosti merskega postopka. Testna veljavnost v splošnem pomeni, da so 
rezultati raziskave smiselni (imajo pravi pomen).  
7 Splichal S. (1990). Analiza besedil: statistična obravnava jezikovnih podatkov v družboslovnih raziskavah (zv. 
6). Ljubljana, FSPN. 
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Veljavnost konstrukta (ang. construct validity) je poleg kriterijske veljavnosti eden izmed 
najpomembnejših argumentov za doseganje veljavnosti merskega inštrumenta, saj se nanaša 
na stopnjo veljavnosti koncepta raziskave, ki ga merski inštrument dejansko želi izmeriti. 
Veljavnost konstrukta ima dva vidika, in sicer konvergentno veljavnost (ang. convergent 
validity) in diskriminantno veljavnost (ang. discriminant validity)8. Konvergentna veljavnost v 
osnovi preverja skladnost več poskusov merjenja in tako ugotavlja, ali so merski postopki 
med seboj nadomestljivi, kar je pomembno predvsem za preverjanje novih (lastno 
oblikovanih) in neuveljavljenih merskih inštrumentov (Ferligoj in drugi, 1995). 
Diskriminantna veljavnost pa opredeljuje stopnjo razlikovanja teoretičnih pojmov, kar v 
praksi pomeni, da teoretične spremenljivke (dimenzije konstrukta) med seboj ne morejo imeti 
visokih koeficientov povezanosti (prav tam).  
Vsebinska veljavnost se v povezavi z veljavnostjo konstrukta nanaša na ustreznost postopka 
konceptualizacije v raziskavi. Gre za subjektivni način preverjanja veljavnosti, pri katerem je 
merski inštrument vsebinsko veljaven, kadar je sestavljen v skladu z dosedanjimi izsledki 
raziskav (Ferligoj in drugi, 1995). To pomeni, da je merjen teoretični konstrukt vsebinsko 
ustrezno zasnovan in utemeljen na podlagi že obstoječe literature (Fink, 2003). Vsebinsko 
veljavnost se lahko zagotavlja z različnimi metodami, med pogostimi je delfi metoda, kjer 
skupina strokovnjakov iz določenega področja razpravlja o relevantnosti izbranih indikatorjev 
glede na teoretični konstrukt in pri izmenjavanju mnenj poskuša doseči konsenz o ustreznosti 
vsebinske zasnove merskega inštrumenta (Linstone in Turoff, 1975). Cronbach in Meehl 
(1995) pa pravita, da je vsebinska veljavnost dosežena takrat, ko so indikatorji sistematično 
izbrani iz nabora vseh možnih indikatorjev o določenem konstruktu. Vsebinska veljavnost se 
torej ne nanaša na statistične izračune, zato je težko določiti stopnjo veljavnosti in mejo 
sprejemljivosti, kar pomeni, da med različnimi raziskavami praktično ni primerljiva 
(Kimberlin in Winterstein, 2008). V povezavi z vsebinsko veljavnostjo se v zadnjem času vse 
bolj omenja tudi t.i. zdravorazumska veljavnost (ang. face validity)9 , ki pa se nanaša na 
primernost in preglednost anketnega vprašalnika navzven (ali vprašalnik na prvi pogled 
izgleda tako, da meri določen teoretični konstrukt) skozi oči respondenta ter tudi ostalih 
akterjev kot so strokovnjaki, raziskovalci in širša javnost (Nevo, 1985; Fink, 2003).  
Med druge tipe veljavnosti spadata tudi notranja veljavnost (ang. internal validity) in zunanja 
veljavnost (ang. external validity). Notranja veljavnost se nanaša na ustrezno definirane 
                                                           
8 Uporablja se tudi pojem diskriminacijska veljavnost.  
9 V praksi se za pojem zdravorazumske veljavnosti uporablja tudi pojem obrazna veljavnost.  
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vzročne odnose med spremenljivkami v raziskavi (Trochim, 2001). Bolj natančno gre za 
vprašanje, ali je sprememba odvisne spremenljivke res posledica delovanja neodvisne 
spremenljivke (ali neodvisnih spremenljivk) in ne ostalih spremenljivk oziroma drugih 
vplivov (Godwin in drugi, 2003). Zunanja veljavnost 10  pomeni stopnjo posplošljivosti 
rezultatov raziskave, torej v kolikšni meri bi ugotovitve veljale za drugo populacijo, na 
drugem mestu in/ali ob drugem času (Trochim, 2001).  
Naj omenimo še nomološko veljavnost (ang. nomological validity) in časovno veljavnost 
(ang. temporal validity). Nomološka veljavnost se nanaša na potrjevanje domnevnih odnosov 
merjenega konstrukta z drugimi konstrukti v t.i. nomološki mreži 11  (Cronbach in Meehl, 
1955). Gre za preverjanje teoretično zastavljenega modela, zato nomološko veljavnost 
štejemo kot del konstruktne veljavnosti. Časovna veljavnost pa se nanaša na stopnjo, do 
katere so rezultati in ugotovitve raziskave veljavni z upoštevanjem razlik in razvoja, ki se 
zgodijo s časom. Časovno veljavne študije so največkrat nedavne raziskave ali pa tiste 
raziskave, katerih ugotovitve so relevantne še danes, saj v družbi obstajajo kot  splošno 
uveljavljene (Anderson in Filipe, 2003). 
 
Prav tako poznamo več načinov ocenjevanja zanesljivosti, ki jih lahko delimo na mere 
enakovrednosti in mere stabilnosti rezultatov. Slednje se nanašajo na ponovljivost postopka 
merjenja na istih enotah v določenem časovnem razmiku, zato so uporabne predvsem za 
ocene zanesljivosti longitudinalnih študij. Pri merah enakovrednosti pa ocene zanesljivosti 
temeljijo na izračunanih koeficientih korelacij med merjenimi spremenljivkami, zato so lažje 
preverljive, saj ne zahtevajo dodatnih merjenj za primerjavo (Ferligoj in drugi, 1995). 
Med mere enakovrednosti spadata metoda notranje konsistentnosti (ang. internal consistency) 
in metoda razpolovitve (ang. split-half). Metoda notranje konsistentnosti je najpogosteje 
uporabljena metoda za preverjanje zanesljivosti (Fink, 2003), ki ugotavlja stopnjo medsebojne 
trdnosti in doslednosti indikatorjev dimenzij preučevanega teoretičnega konstrukta (Ferligoj 
in drugi, 1995). Pri metodi razpolovitve pa konstrukt merimo z enakovrednimi indikatorji, ki 
jih razdelimo v dve skupini (dve sestavljeni spremenljivki) in primerjamo njuno povezanost 
                                                           
10 Zunanjo veljavnost lahko podrobneje delimo na ekološko veljavnost (ang. ecological validity), ki se nanaša na 
stopnjo, do katere rezultate in ugotovitve raziskave lahko posplošimo na resnično življenje, ter populacijsko 
veljavnost (ang. population validity), ki se nanaša na stopnjo posplošljivosti vzorca na podobno ali širšo 
populacijo (Bracht in Glass, 1968). 
11 Nomološka mreža je izraz za mrežo domnev o odnosih med obravnavanim konstruktom in drugimi konstrukti 




(Eisinga in drugi, 2013). Ponovni test (ang. test-retest) in metodo alternativne oblike (ang. 
alternative form) pa uvrščamo med mere stabilnosti rezultatov. Pri ponovnem testu (metoda 
retesta) se merjenje ponovi na istih enotah v določenem časovnem razmiku ob 
nespremenjenih pogojih, pri tem pa zanesljivost primerjamo s koeficienti korelacije med 
merjenimi spremenljivkami v različnih časovnih intervalih (Ferligoj in drugi, 1995; Kimberlin 
in Winterstein, 2008). Manj pa se uporablja metoda alternativne oblike, ki je najbolj zahtevna 
in prav tako zahteva ponovno merjenje istega konstrukta, vendar v drugačni obliki (drugi 



















4 EMPIRIČNI DEL: ANALIZA KAKOVOSTI ANKETNEGA  VPRAŠALNIKA 
 
Empirični del predstavlja postopek sistematičnega in učinkovitega preverjanja kvalitete 
anketnega vprašalnika kot merskega orodja. Namen empiričnega dela je preverjanje 
veljavnosti in zanesljivosti krajše različice analiziranega anketnega vprašalnika, predvsem z 
vidika praktičnih razlogov optimizacije izvajanja merjenja informacijske varnostne kulture v 
organizacijah. Analiza podatkov je bila izvedena v statističnem programskem okolju R. 
 
4.1 MERSKO ORODJE CLTRe 
 
Anketni vprašalnik CLTRe Toolkit sta leta 2016 oblikovala Roer in Petrič v sodelovanju z 
norveškim podjetjem CLTRe 12 . Orodje je nastalo na podlagi znanstvenega pristopa v 
povezavi s poslovno idejo merjenja informacijske varnostne kulture v organizacijah.  
Originalna različica vprašalnika ima 91 trditev glede na opredeljenih sedem dimenzij 
informacijske varnostne kulture (podrobnejša analiza modela sledi v naslednjem poglavju), 
krajša verzija vprašalnika, ki ga analiziramo v nadaljevanju, pa 44 trditev. Vprašalnik je 
sestavljen v angleškem jeziku ter razdeljen na dva dela, in sicer na vsebinski in demografski 
del vprašanj (krajši pregled orodja je predstavljen v Tabeli 4.1). Pri vsebinskem delu je pri 
vseh sklopih trditev uporabljena 5-stopenjska Likertova lestvica strinjanja, kjer 1 pomeni 
»Sploh se ne strinjam« in 5 pomeni »Popolnoma se strinjam«. Povprečni čas odgovarjanja 
originalnega vprašalnika je  približno 15 minut, krajše različice pa osem minut (mediana pri 
daljši različici znaša približno 9 minut pri krajši pa 8 minut in 17 sekund).    
Krajša različica vprašalnika je bila oblikovana z namenom skrajšanja časa njegovega 
izpolnjevanja. Kot je bilo predhodno omenjeno, je daljši vprašalnik povezan s kompleksnostjo 
in višjimi stroški. Pri merjenju informacijske varnostne kulture sta bolj kot stroški (anketni 
vprašalnik namreč izpolnjujejo zaposleni v organizacijah, zato stroški praviloma niso 
povezani z vzorčenjem in načinom anketiranja) pomembna vidika čas izpolnjevanja ter 
zahtevnost vprašalnika, ki morata biti čimbolj optimizirana.   
 
                                                           
12 CLTRe je novoustanovljeno hitro rastoče podjetje na področju informacijske varnostne kulture. Ukvarja se z 


















I find it awkward if a colleague wants to use 
a computer where I’m logged in. 
Znanje  
(ang. knowledge) 15 6 
I know what sort of software is installed on 





I regularly delete files with sensitive content 
that are no longer needed. 
Komunikacija  
(ang. communication) 25 9 
People in our organization who are experts 
on computer issues are usually difficult to 
reach. 
Norme (ang. norms) 
8 6 
Its normal in our organization for people 
sometimes to send sensitive materials by 
emails to get work done effectively. 
Zavedanje odgovornosti  
(ang. responsibility) 5 2 
How I use my computer on the job has a 
strong influence on the exposure of 
organization to security threats. 
Skladnost  
(ang. compliance) 13 7 
People in our organization are well informed 
about what data it is important for the 
company to protect. 
 
4.2 TEORETIČNI KONSTRUKT 
 
Roer in Petrič (2017) sta informacijsko varnostno kulturo v skladu z obstoječo literaturo 
opredelila kot preplet različnih dejavnikov in sposobnosti zaposlenih, kamor spadajo stališča 
zaposlenih, norme, znanje, vedenje, kakovost komunikacije, zavedanje odgovornosti in 
skladnost z varnostno politiko, kar z usklajenim medsebojnim delovanjem organizacijo varuje 
pred zunanjimi napadi. Pri tem nista opredelila odnosov med omenjenimi sedmimi 
dimenzijami, saj sta identificirala le elemente, iz katerih je sestavljena informacijska 
varnostna kultura, zato njun model nima pojasnjevalnega učinka. 

















V tem modelu informacijska varnostna kultura nastopa kot teoretični konstrukt, ki sta mu 
avtorja priredila ustrezno vsebinsko definicijo. Koncept je dimenzioniran, saj je teoretični 
konstrukt sestavljen iz sedmih dimenzij. S tem sta raziskovalca uspešno izpeljala fazo 
konceptualizacije.  
Pri teoretični opredelitvi modela najdemo tudi operacionalne definicije dimenzij teoretičnega 
konstrukta. Dimenzijo vedenja sta avtorja opredelila kot ravnanje zaposlenih pri delovnih 
nalogah, stališča se nanašajo na razmišljanje zaposlenih o zaščiti občutljivih podatkov, norme 
pa pomenijo posameznikovo zaznavanje ravnanja sodelavcev in vpliv teh dejanj na ostale 
zaposlene. Znanje se nanaša na količino informacij, ki jih imajo zaposleni o zadevah v zvezi z 
informacijsko varnostjo, skladnost pa pomeni zavedanje in upoštevanje pravil organizacijske 
varnostne politike. Poleg omenjenih petih dimenzij pa po njunem mnenju informacijsko 
varnostno kulturo sestavljata še komunikacija, ki se nanaša na komunikacijske kanale in 
odzivnost pri poročanju o težavah ter zavedanje odgovornosti zaposlenih v smislu samo-
dojemanja sebe in svoje vloge za varnost celotne organizacije (prav tam, str. 32–35). Na 
podlagi tega sklepamo, da je bila tudi faza operacionalizacije primerno izvedena. 
 
4.3 ZBIRANJE PODATKOV IN VZOREC 
 
Zbiranje podatkov z anketnim vprašalnikom CLTRe Toolkit, ki je zasnovan kot spletno 
anketno orodje, je potekalo v mesecu septembru leta 2016. Vprašalnik so izpolnjevali 
zaposleni v finančni organizaciji, ki jo zaradi varovanja podatkov in poslovnih skrivnosti ne 
smemo imenovati. Organizacija s sedežem na Norveškem ima nekaj več kot 2000 zaposlenih, 
svoje poslovalnice ima poleg Norveške tudi na Švedskem, ukvarja pa se z bančnimi 
naložbami, življenjskimi zavarovanji in pokojninskim varčevanjem.  
Na anketni vprašalnik (CASI metoda zbiranja podatkov) je odgovorilo 1032 zaposlenih, kar 
predstavlja zadostno stopnjo odgovora (okoli 50 %). V analizi smo upoštevali samo v celoti 
izpolnjene vprašalnike, zato je bilo 49 enot izločenih iz analize. Skupna velikost vzorca glede 
na popolno analizo podatkov tako znaša 983 enot brez manjkajočih vrednosti. 
V nadaljevanju je predstavljena struktura vzorca glede na spol, starost, število let zaposlitve v 




Tabela 4.2: Struktura vzorca po spolu 
 Frekvenca Odstotek 
Moški 507 51,6 % 
Ženske 476 48,4 % 
Skupaj 983 100,0 % 
 
Od skupne velikosti vzorca 983 zaposlenih jih je 507 moškega spola, kar predstavlja približno 
52 % deleža v vzorcu, in 476 žensk, kar predstavlja 48 % celotnega vzorca.  
Tabela 4.3: Struktura vzorca glede na starost 
Statistike Vrednost 
Aritmetična sredina 45,5 
Mediana 46,0 
Modus 43,0 in 53,0 
Standardni odklon 10,5 
Minimum 23 
Maksimum 67 
Koeficient asimetrije -0,133 
Koeficient sploščenosti -0,937 
 
Povprečna starost zaposlenih je 45 let in pol. Mediana znaša 46, kar pomeni, da je polovica 
zaposlenih mlajših od 46 let, druga polovica pa starih 46 ali več. Najmlajši je star 23 let, 
najstarejši pa 67 let, največ pa jih je starih 43 ali 53 let. 
Slika 4.2: Histogram spremenljivke starost 
 
Koeficient asimetrije znaša -0,13, kar pomeni, da je spremenljivka asimetrična v levo, 
koeficient sploščenosti pa znaša 0,94, kar nakazuje na izrazito koničasto obliko 
porazdelitvene krivulje.  
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Tabela 4.4: Struktura vzorca glede na število let zaposlitve v organizaciji 
Statistike Vrednost 
Aritmetična sredina 13,3 
Mediana 9,9 
Modus 2,9 
Standardni odklon 9,8 
Minimum 0,9 
Maksimum 46,9 
Koeficient asimetrije 1,0 
Koeficient sploščenosti 0,3 
 
Zaposleni v organizaciji delajo povprečno 13 let. Mediana znaša približno 10 let, kar pomeni, 
da je polovica zaposlenih v organizaciji dela več kot 10 let, druga polovica pa 10 let ali manj. 
Največ jih je v organizaciji zaposlenih približno tri leta. Najkrajše obdobje zaposlitve v 
organizaciji je trenutno slabo leto dni, najdaljše pa skoraj 47 let.  
Slika 4.3: Histogram spremenljivke število let zaposlitve  
 
Koeficient asimetrije znaša 1,0 in kaže na izrazito asimetrično porazdelitev v desno, kar je 
razvidno tudi iz zgornjega grafa. Koeficient sploščenosti znaša 0,3 in nakazuje na 
malenkostno koničasto porazdelitev.  
 
Tabela 4.5: Struktura vzorca po državah 
 Frekvenca Odstotek 
Norveška 748 76,1 % 
Švedska 235 23,9 % 
Skupaj 983 100,0 % 
 
Večina zaposlenih dela v poslovalnicah na Norveškem (76 %), slaba četrtina vseh zaposlenih 
v organizacijah pa delo opravlja v poslovalnicah na Švedskem (24 %).  
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V literaturi se pojavlja več različnih mnenj glede zadostne velikosti vzorca, še posebej kadar 
nadaljnja analiza obsega multivariatne metode (npr. faktorsko analizo, razvrščanje v skupine, 
strukturno modeliranje). Omejitev za minimalno velikost vzorca se nanaša na minimalno 
število enot v vzorcu ali glede na koeficient STV (ang. subject-to-variable), ki opredeljuje 
razmerje med številom enot v vzorcu in številom trditev v merskem inštrumentu 
(vprašalniku). Hair in drugi (2014) kot spodnjo mejo sprejemljivosti opredeljujejo najmanj 
100 enot, medtem ko drugi priporočajo vsaj 500 enot v vzorcu (MacCallum in drugi, 1999; 
Kline, 2008). Morda bolj relevantna mera za zadostno število enot v vzorcu je koeficient 
STV, ki naj bi se gibal med vrednostma 2 in 20 (MacCallum in drugi, 1999), nekateri pa 
spodnjo mejo enot opredeljujejo z vrednostjo koeficienta nad 5 ali najmanj 100 enot (Martins, 
2000, v Da Veiga 2010, str. 20413). Na splošno pa velja, da večji vzorec pomeni manjšo 
pristranskost in večjo relevantnost nadaljnje analize in končnih ugotovitev (Kalton in 
Vehovar, 2001; De Vaus, 202; Fink, 2003). 
 
4.5 VELJAVNOST IN ZANESLJIVOST 
 
4.5.1 FAKTORSKA ANALIZA 
 
Najprimernejša metoda za ugotavljanje različnih tipov veljavnosti je faktorska analiza. 
Faktorska analiza je multivariatna statistična metoda za poenostavitev (redukcijo) podatkov, 
pri čemer za pojasnjevanje večjega števila spremenljivk želimo poiskati skupne faktorje, ki 
opredeljujejo (skupne) lastnosti več spremenljivk (Kline, 2008). Obstajata dve vrsti faktorske 
analize, in sicer eksploratorna (ang. exploratory factor analysis – EFA) in konfirmatorna 
faktorska analiza (ang. confirmatory factor analysis – CFA), ki se ločita glede na način 
raziskovanja obravnavanega problema. Pri eksploratorni faktorski analizi se ugotavlja latentna 
(prikrita) struktura podatkov, s katero ugotavljamo, katere spremenljivke imajo skupne 
lastnosti (so med seboj povezane) brez predvidene teoretične podlage za nastanek faktorjev.  
Nasprotno pa se pri konfirmatorni faktorski analizi preverja vnaprej predvidena struktura 
podatkov (utemeljen model), ki je opredeljena na podlagi teorije, zato je število faktorjev in  
razvrstitev trditev na posamezen faktor vnaprej jasno določeno (Child, 2006). Pri obeh vrstah 
faktorske analize moramo za relevantnost končnih rezultatov omenjene metode izpolnjevati 
                                                           
13  Martins, E. C. (2000). Die invloed van organisasiekultuur op kreatiwiteit en innovasie in ’n 
universiteitbiblioteek (magistrsko delo). Univerza v Južni Afriki, Pretoria. 
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nekatere predpostavke, in sicer normalno porazdelitev spremenljivk, ustrezne vrednosti 
Bartlettovega test sferičnosti 14  in Kaiser-Meyer-Olkinovega testa 15  pri eksploratorni ter 
različne indekse prileganja modela pri konfirmatorni faktorski analizi (Williams in drugi, 




Kot že omenjeno, orodje CLTRe Toolkit sestavlja sedem vnaprej določenih dimenzij za 
merjenje informacijske varnostne kulture s pripadajočimi trditvami. Vprašalnik ni bil 
zasnovan tako, da bi lahko preverjali kriterijsko veljavnost, zato tega tipa veljavnosti ne 
moremo oceniti. Sicer pa del kriterijske veljavnosti, ki se nanaša na napovedno veljavnost, 
merimo s koeficientom napovedne veljavnosti, ki predstavlja korelacijo med merjeno in 
kriterijsko spremenljivko, pri čemer višja vrednost korelacijskega koeficienta pomeni višjo 
stopnjo napovedne veljavnosti. Pri sočasni veljavnosti pa poleg glavnega merjenja poteka še 
vzporedno merjenje s kriterijsko spremenljivko (ki ni vključena v glavno merjenje), na 
podlagi katere se med slednjo in merjeno spremenljivko podobno kot pri napovedni 
veljavnosti izračuna koeficient sočasne veljavnosti, kjer višji koeficient pomeni višjo stopnjo 
sočasne veljavnosti (Ferligoj in drugi, 1995). 
Naslednji vidik analize je vsebinska veljavnost. Kot že omenjeno se pri vsebinski veljavnosti 
preverja ustreznost postopka konceptualizacije. To lahko ustrezno ocenimo, kadar sami 
sodelujemo pri oblikovanju konstrukta ali pa imamo dostop do teh informacij. V 
obravnavanem primeru natančnega vpogleda v potek konceptualizacije nimamo, lahko pa iz 
pregleda literature vidimo, da je informacijska varnostna kultura kot konstrukt opredeljen v 
skladu z obstoječo literaturo na tem področju, zato predpostavljamo neko minimalno stopnjo 
vsebinske veljavnosti. Za bolj natančno analizo pa bi potrebovali podrobnejše informacije o 
postopkih v fazi konceptualizacije in operacionalizacije.   
Veljavnost konstrukta sestavljata konvergentna in diskriminantna veljavnost. Po literaturi 
anketni vprašalnik izpolnjuje konvergentno veljavnost, kadar so faktorske uteži višje od 0,3 
pri eksploratorni faktorski analizi (Child, 2006; Kline, 2008) oziroma 0,5 pri konfirmatorni 
                                                           
14  Bartlettov test sferičnosti: test, ki preverja smiselnost uporabe (eksploratorne) faktorske analize, in sicer 
opazovane spremenljivke med seboj ne smejo biti neodvisne. 
15  Keiser-Meyer-Olkin (KMO) test: test, ki se uporablja za ocenjevanje primernosti podatkov za izvedbo 




Opombe: r pomeni obrnjeno trditev; krepko obarvane trditve so problematične z vidika doseganja konvergentne 
veljavnosti. 
 
faktorski analizi (Hair in drugi, 2014). Izbira ustreznih mejnih vrednosti faktorskih uteži je 
sicer subjektivna odločitev raziskovalca, na splošno pa velja, da višje faktorske uteži 
pomenijo boljšo konvergentno veljavnost vprašalnika (Kline, 2008; DiStefano in drugi, 2009). 
Za preverjanje konvergentne veljavnosti smo v tem primeru najprej izvedli konfirmatorno 
faktorsko analizo, saj preverjamo vnaprej določeno strukturo modela informacijske varnostne 
kulture s sedmimi dimenzijami.  
Tabela 4.6: Opisne statistike in faktorske uteži (CFA) 





Komunikacija comm41 4,37 0,78 0,310 
 comm43r 3,19 0,97 0,493 
 comm45 4,18 0,77 0,395 
 comm49r 3,75 0,90 0,670 
 comm50r 3,58 0,84 0,565 
 comm51 3,20 0,94 0,518 
 comm53 3,97 0,83 0,505 
 comm55r 3,79 0,84 0,647 
 comm56 3,90 1,03 0,572 
Stališča atti01r 3,82 1,04 0,441 
 atti02 4,25 0,79 0,368 
 atti03 3,81 1,04 0,233 
 atti09 4,09 0,75 0,528 
 atti10r 3,55 1,06 0,491 
 atti15r 3,99 0,96 0,502 
Znanje cogn19r 3,82 0,97 0,161 
 cogn22r 3,60 1,03 0,343 
 cogn23 3,54 0,88 0,593 
 cogn25 2,80 1,05 0,685 
 cogn26r 2,67 0,91 0,338 
 cogn27 2,63 0,96 0,480 
Vedenje beha32r 4,48 0,88 0,206 
 beha33r 3,92 1,00 0,203 
 beha35r 4,58 0,85 0,140 
 beha36 2,54 1,00 0,385 
 beha37r 3,17 1,17 0,345 
 beha38r 4,32 0,87 0,398 
 beha39 2,96 1,00 0,292 
 beha40r 4,06 0,91 0,278 
Norme norm67 3,36 0,80 0,236 
 norm68r 4,11 0,87 0,405 
 norm69r 2,91 1,02 0,400 
 norm71 2,77 0,87 0,359 
 norm72r 3,86 0,75 0,484 
 norm73r 3,67 0,85 0,396 
Odgovornost resp75r 3,94 0,76 0,319 
 resp76 4,26 0,69 0,612 
Skladnost comp80r 3,35 0,98 0,578 
 comp81 3,60 0,88 0,619 
 comp85r 3,77 0,89 0,253 
 comp86 3,05 0,94 0,561 
 comp88 3,53 0,99 0,710 
 comp89r 3,73 0,94 0,712 
 comp92r 3,22 0,78 0,307 
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Kot je razvidno iz Tabele 4.6 se pri manj kot polovici vseh trditev vrednosti faktorskih uteži 
gibljejo nad (oziroma okoli) mejne vrednosti 0,5, kar nakazuje na slabo konvergentno 
veljavnost merskega inštrumenta. Najbolj kritični dimenziji pri tem sta vedenje in norme, kjer 
nobena trditev ne dosega zadovoljivih vrednosti faktorskih uteži, problem pa se pojavlja tudi 
pri dimenziji stališč. Pri dimenzijah komunikacije in skladnosti z varnostno politiko odstopata 
le po dve trditvi, ki jih lahko izločimo in dobimo zadovoljive ocene konvergentne veljavnosti 
za ti dve omenjeni dimenziji.  
Diskriminantno veljavnost se preverja z vrednostjo povprečja izločenih varianc (ang. average 
variance extracted – AVE). Na splošno velja, da je diskriminantna veljavnost dosežena, če 
vrednosti AVE znašajo nad 0,5 (Fornell and Larcker, 1981) in je (kvadratni) koren AVE večji 
od medsebojnih korelacij faktorjev (Hair in drugi, 2014). 
Tabela 4.7: Korelacijska matrika in diskriminantna veljavnost  
Dimenzija AVE Komunikacija Stališča Znanje Vedenje Norme Odgovornost Skladnost 
Komunikacija 0,281 0,530       
Stališča 0,193 0,687 0,439      
Znanje 0,218 0,527 0,305 0,467     
Vedenje 0,086 0,506 0,847 0,460 0,293    
Norme 0,150 0,620 0,773 0,453 1,16616 0,387   
Odgovornost 0,079 0,574 0,818 0,306 0,668 0,711 0,281  
Skladnost 0,315 0,746 0,571 0,621 0,618 0,690 0,474 0,561 
Opomba: vrednosti na diagonali korelacijske matrike predstavljajo kvadratni koren vrednosti AVE. 
 
Iz Tabele 4.7 je razvidno, da se vrednosti AVE gibljejo med 0,079 in 0,315, kar pomeni, da 
nobena dimenzija konstrukta ne dosega priporočene minimalne vrednosti, prav tako pa 
vrednosti kvadratnega korena AVE (diagonala korelacijske matrike) niso večje od vrednosti 
korelacijskih koeficientov posameznih faktorjev. Iz tega lahko zaključimo, da trditve ne 
zadostujejo pogojem diskriminantne veljavnosti. 
Ocene prileganja modela so poleg analize veljavnosti glavni kazalniki, kako dobro se 
predlagani teoretični model ujema z empirični podatki. Statistični parametri, ki se pri tem 
najbolj običajno navajajo, so hi-kvadrat test ter indeksi prileganja RMSEA, GFI, AGFI, RMR 
in SRMR (razlaga indeksov je v Prilogi A) (Hooper in drugi, 2008). V literaturi se pojavljajo 
različne interpretacije sprejemljivih mej omenjenih vrednosti, zato enotno sprejetih omejitev 
ni, velja pa dejstvo, da višje vrednosti teh indeksov nakazujejo na boljše prileganje modela. 
                                                           
16 Metodološka opomba: korelacija med faktorjema norme in vedenja znaša več kot 1. To nakazuje na močno 
koreliranost dveh izmed trditev med obema faktorjema, kar pomeni, da ti dve trditvi merita pravzaprav merita 
isti faktor.  
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Splošno gledano naj bi vrednosti indeksov prileganja kot so GFI, AGFI, CFI, IFI, TLI in NFI 
gibale nad 0,9, medtem ko naj bi bile ustrezna mejna vrednost RMR, SRMR in RMSEA pod 
0,1 (Child, 2006; Ramlall, 2016). Pri tem velja omeniti, da so to razmeroma nizke 
sprejemljive vrednosti. Kot dober model štejemo tistega, kjer so omenjeni indeksi nad 
vrednostjo 0,95, SRMR in RMSEA pod 0,08, vrednost RMR pa čim manjša (Hooper in drugi, 
2008; Tabachnick in Fidell, 2014). 
Tabela 4.8: Statistike prileganja modela 
Statistike za prileganje modela Vrednost 
χ2 3452,91 
df   881 











Prileganje modela pri izvedeni konfirmatorni faktorski analizi ni ustrezno. Iz Tabele 4.8 je 
razvidno, da se vrednosti indeksov gibljejo med 0,635 in 0,841, kar ne dosega minimalne 
meje 0,9. Vrednosti RMSEA, RMR in SRMR so sicer manjše od 0,1, vendar to ne spremeni 
dejstva o nizkih vrednostih indeksov prileganja. Nizke ocene ustreznosti modela potrjuje 
zgornje ugotovitve o neizpolnjevanju predpostavk veljavnosti konstrukta, zato lahko 
zaključimo, da model ni primeren za nadaljnjo analizo in interpretacijo, saj ne daje ustreznih 
in relevantnih vsebinskih ugotovitev. 
 
4.5.3 DODATNA ANALIZA VELJAVNOSTI 
 
Ker rezultati konfirmatorne faktorske analize niso potrdili stabilnosti strukture krajše različice 
vprašalnika CLTRe Toolkit, je primerno izvesti dodatno analizo za preverjanje strukture 
podatkov.  
Najprej je zaznati kršenje predpostavke o normalni porazdelitvi spremenljivk oziroma trditev, 
saj jih več kot polovica ni (približno) normalno porazdeljenih (natančen pregled v Prilogi B). 
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Kljub temu smo izvedli eksploratorno faktorsko analizo, s katero želimo dodatno preveriti 
faktorsko strukturo podatkov.  






Stopinje prostosti 946 
Statistična značilnost <0,001 
 
Vrednost KMO testa znaša 0,89, kar je krepko nad sprejemljivo mejo 0,6 (Tabachnick in 
Fidell, 2014). Bartlettov test sferičnosti je statistično značilen (p<0,001), kar kaže na to, da so 
podatki primerni za izvedbo faktorske analizi, saj so vsaj nekatere trditve med seboj povezane 
(niso neodvisne med seboj).    
Pri konfirmatorni faktorski analizi smo preverjali vnaprej določeno strukturo teoretičnega 
konstrukta informacijske varnostne kulture s sedmimi dimenzijami. Nadalje smo izvedli 
eksploratorno faktorsko analizo z namenom določanja latentne strukture faktorjev brez 
predhodne teoretične zasnove. Pri tem moramo najprej določiti ustrezno število faktorjev.  








Zgornji diagram na podlagi kriterija lastnih vrednosti (≥1) nakazuje na 8 ali 9 možnih 
faktorjev. Izbor devetih faktorjev potrjuje tudi vzporedna analiza. Dodatna faktorska analiza 
(z metodo največjega verjetja in varimax rotacijo) je bila torej izvedena na devetih faktorjih. 
Ti skupaj pojasnijo »le« 37 % variabilnosti. Tabela 4.10 prikazuje vrednosti faktorskih uteži 
in komunalitet izbranih 38 trditev (6 trditev je bilo zaradi nizkih vrednosti komunalitet – pod 















Tabela 4.10: Rezultati EFA z devetimi faktorji 
 
ML1 ML2 ML3 ML4 ML5 ML6 ML7 ML8 ML9 h2 u2 
comp89r 0,63 0,36 
       
0,63 0,374 
comp88 0,62 















   
  
   
0,37 0,632 
comm56 0,35 0,34 
  
  





       
0,52 0,477 
comm43r  0,55 
       
0,35 0,653 
comm55r  0,52 



































      
0,28 0,717 
atti15r 
   
0,77 
     
0,63 0,374 
atti10r 
   
0,49 
 
    0,38 0,624 
cogn19r 
   
0,43 
 
    0,26 0,736 
comp85r 
   
0,34 
     
0,19 0,811 
atti01r 
   
0,26 
     
0,22 0,779 
cogn25 
    
0,64 
    
0,50 0,498 
cogn27 
    
0,60 
    
0,42 0,577 
cogn23 
    
0,51 
    
0,35 0,654 
cogn26r 
    
0,31 





   
0,50 





   
0,39 
   
0,19 0,807 
resp76 




   
0,33 0,666 
atti02 
     
0,37 
   
0,22 0,775 
comm45 
     
0,32 
   
0,19 0,813 
beha36 




































        
0,60 0,48 0,517 
beha33r         0,50 0,31 0,694 
beha39          0,172 0,83 
resp75r 
         
0,157 0,84 
beha32r          0.120 0,88 
beha35r 
         
0.107 0,89 
atti03 
         
0.085 0,92 
norm67          0.093 0,91 
Variabilnost 0,06 0,5 0,04 0,04 0,04 0,04 0,03 0,03 0,03 0,37 
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Kot je razvidno iz tabele struktura faktorskih uteži ni jasno opredeljena – nekatere trditve se 
istočasno uvrščajo na dva ali celo tri faktorje, kar kaže na to, da bi ena trditev lahko merila 
več latentnih dimenzij, to pa za proučevani konstrukt ni primerno. Prikazane so samo 
faktorske uteži z vrednostjo nad 0,3. Glede na (višje) vrednosti faktorskih uteži prve dva 
faktorja – dimenziji skladnost in komunikacija iz originalnega poimenovanja dimenzij 
vsebujeta po pet trditev, ki naj bi po prvotni strukturi (v CFA) pripadale tema dvema 
faktorjema (pri dimenziji skladnosti se vrednosti faktorskih uteži gibljejo med 0,43 in 0,63,pri 
dimenziji  pa med 9,34 in 0,64). Poleg tega se isti trend nakazuje pri petem faktorju, kjer se 
štiri trditve iz originalne dimenzije znanje prav tako uvršča na skupen faktor. Pri ostalih 
faktorjih pa ne vidimo jasnega vzorca porazdeljevanja. Kljub dobremu prileganju modela 
(TLI = 0,95, RMSR = 0,02, RMSEA = 0,02) se zdi, da predstavljena faktorska struktura razen 
(pogojno) treh skupnih faktorjev nima veliko skupnih točk s primarno teoretično strukturo 
obravnavanega konstrukta. 
 
Za primerjavo smo izvedli še eksploratorno faktorsko analizo s sedmimi faktorji, kot jih 
predvideva konfirmatorna faktorska analiza, da bi videli razporeditev faktorjev brez vnaprej 
opredeljene strukture. Ugotovitve so precej podobne rezultatom eksploratorne faktorske 
analize z devetimi faktorji. 
Tudi pri tej analizi je iz modela izključenih šest trditev (enakih kot pri EFA z devetimi 
faktorji). Sedem faktorjev skupaj pojasnjuje približno 31 % variabilnosti, kar je približno 6 % 
manj kot pri faktorski analizi z devetimi faktorji. V tabeli 4.11 vidimo, da se na drugi 
(dimenzija komunikacija) in peti faktor (dimenzija znanje) uvrščajo iste trditve kot v modelu z 
devetimi faktorji. Nekatere trditve (npr. beha36, norm71, comm51) pa se dodatno uvrščajo na 
prvi faktor v primerjavi z dimenzijo skladnosti pri CFA in EFA z devetimi faktorji. Med 
preostalimi trditvami je težko najti ustrezno vsebinsko razlago za oblikovanje ostalih 
faktorjev. V primerjavi s prejšnjim modelom slednji dosega še nekoliko slabše ocene 
prileganja in je z vidika indeksov prileganja komaj zadostno ustrezen (TLI = 0,91, RMSR = 






Tabela 4.11: Rezultati EFA s sedmimi faktorji 
 
ML1 ML2 ML3 ML4 ML5 ML6 ML7 h2 u2 
comp81 0,62 
      
0,49 0,51 
comp88 0,59 0,35
     
0,51 0,49 
comp89r 0,59 0,45 
     
0,57 0,43 
comp86 0,57 
      
0,37 0,63 
comp80r 0,50 
      
0,37 0,63 
beha36 0,47 
      
0,31 0,69 
norm71 0,37 
      
0,21 0,79 
comm51 0,36 
      
0,31 0,69 
atti09 0,34 
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0,23 0,77 
norm73r 
   
0,52
   
0,30 0,70 
norm68r 
   
0,44 
   
0,24 0,76 
comp92r 
   
0,42 
   
0,24 0,76 
beha40r 
   
0,41 
   
0,20 0,80 
cogn25 0,30





















































      
0,66 0,54 0,46 
beha37r 0,64 0,46 0,54 
beha39        0,156 0,84 
resp75r 
       
0,158 0,84 
beha32r        0,113 0,89 
beha35r 
       
0,114 0,89 
atti03 
       
0,070 0,93 
norm67        0,085 0,92 





Analiza zanesljivosti je bila izvedena na lestvicah posameznih sedmih dimenzij. Zanesljivost 
v smislu notranje konsistentnosti vprašalnika se ocenjuje s koeficientom Cronbachove alfe, ki 
se giblje med 0 in 1, priporočena minimalna vrednost za zadovoljivo stopnjo zanesljivosti pa 
običajno znaša 0,7 (Nunnally in Bernstein, 1994; Miller, 2009), medtem ko vrednosti med 0,8 
in 0,9 pomenijo zelo dobro oceno zanesljivosti (Hair in drugi, 2014). Koeficient Cronbachove 
alfe predpostavlja unidimenzionalnost konstrukta (samo en faktor, brez dodatnih dimenzij), 
zato se kljub temu, da je najpogosteje uporabljena mera zanesljivosti, v družboslovju 
uporablja tudi alternativni koeficient zanesljivosti (ang. composite reliability – CR), ki 
omenjene predpostavke nima in je pogosto bolj primerna mera, njegova vrednost za zanesljiv 
merski inštrument pa mora presegati mejo 0,6 (Allen in Yen, 2002; Peterson in Kim, 2013). 
Tabela 4.12: Zanesljivost 
Dimenzija CR Cronbachova α 
Komunikacija 0,772 0,770 
Stališče 0,576 0,570 
Znanje 0,590 0,557 
Vedenje 0,409 0,446 
Norme 0,505 0,479 
Odgovornost 0,136 0,326 
Skladnost 0,745 0,732 
 
Koeficienti Cronbachove alfe po posameznih dimenzijah se gibljejo med 0,326 in 0,770, kar 
nakazuje, da vprašalnik v celoti ne izpolnjuje pogojev zanesljivosti. Omenjen koeficient ima 
vrednost nad 0,7 le pri dveh dimenzijah, in sicer komunikaciji ter skladnosti z varnostno 
politiko (α = 0,77 in α = 0,73), medtem ko se pri ostalih dimenzijah le-ta giblje pod 0,6. 
Koeficient zanesljivosti prav tako kaže na delno doseganje zanesljivosti, saj priporočeno 
vrednost po tem kriteriju prav tako dosegata le (isti) dve dimenziji (CR = 0,77 in CR = 0,75).  
Z dodatno analizo trditev po posameznih dimenzijah lahko ugotovimo, katera od trditev je 
problematična z vidika zanesljivosti in bi z odstranitvijo le-teh lahko izboljšali stopnjo 
veljavnosti (natančnejši pregled v Prilogi C). Izkaže se, da je pri dimenziji stališč za 
odstranitev primerna trditev atti03, pri dimenziji znanje trditvi cogn19 in cogn27, pri 
dimenziji vedenje pa trditev beha36. Nizke ocene dosegajo tudi nekatere ostale trditve, vendar 
je pri odstranjevanju trditev iz vprašalnika postopek brisanja korak za korakom (torej po eno 




4.6 KONČNE UGOTOVITVE 
 
Analiza je pokazala, da je krajši vprašalnik merskega orodja CLTRe Toolkit delno zanesljiv, 
vendar pa ni veljaven. Vsebinska veljavnost sicer ni vprašljiva, resen problem pa predstavlja 
veljavnost konstrukta, kjer vprašalnik ne dosega zadovoljivih ocen konvergentne in 
diskriminantne veljavnosti. Slednje potrjujejo tudi nizke ocene statistik za prileganje modela. 
Zato lahko zaključimo, da trenutna krajša verzija orodja CLTRe Toolkit metodološko ni 
ustrezna za merjenje informacijske varnostne kulture. 
Za izboljšanje stopnje veljavnosti konstrukta bi bilo potrebno ponovno premisliti o vseh 
trditvah pri dimenzijah vedenja in norm, kritične pa so tudi nekatere druge trditve s 
faktorskimi utežmi, manjšimi od 0,5 (npr. cogn19, comp85 – glej Tabelo 4.6). Trditve z 
nizkimi faktorskimi utežmi bi bilo smiselno zamenjati in iz nabora trditev daljše verzije 
vprašalnika izbrati alternativne trditve. Rezultati nadaljnje analize pa nakazujejo na dodaten 
problem oblikovanja trditev, saj je eksploratorna faktorska analiza pokazala, da sta le dve 
dimenziji (komunikacija in skladnost z informacijsko varnostno politiko) primerno zasnovani, 
medtem ko pri preostali strukturi ni jasnega vzorca oblikovanja dimenzij, kot je bilo to 
predvideno z zastavljenim teoretičnim modelom. To je tudi razlog za ponoven temeljit 
vsebinski razmislek o tem, ali trditve res sodijo k določeni dimenziji ali pa morda merijo 
katero drugo dimenzijo. Problem pri tem lahko leži tudi v zasnovi teoretičnega modela, saj 
razmerja med dimenzijami niso jasno opredeljena (morebitni soodvisni odnosi dimenzij, 
hierarhičnost dimenzij itd.). Z vidika zanesljivosti ustrezne vrednosti koeficientov dosegata le 
isti dve omenjeni dimenziji, pri ostalih pa je z ustreznimi prilagoditvami stopnjo zanesljivosti 
mogoče izboljšati (kritične trditve z vidika veljavnosti so predvsem atti03, cogn19, cogn27, 
beha36, resp75, resp76 ter za nadgraditev stopnje zanesljivosti še comp85 in comp92). 
Opaziti je, da se problem veljavnosti in zanesljivosti v večini pojavlja pri istih trditvah, kar je 











Področje informacijske varnosti se v zadnjem času skokovito razvija in pomemben del  
informacijske varnosti predstavlja človeški faktor. Ker gre za mlado in še dokaj neraziskano 
področje, izziv predstavlja predvsem ustrezna opredelitev in operacionalizacija pojma 
informacijske varnostne kulture kot konstrukta, saj je učinkovito merjenje le-te eden izmed 
ključnih ciljev raziskovalcev. Za organizacije so pomembni predvsem rezultati merjenja, saj 
analiza človeškega dejavnika informacijske varnosti daje natančno sliko stanja in omogoča, 
da ugotovimo, kateri del (ali kolikšen odstotek) zaposlenih je problematičen z vidika 
doseganja višje stopnje informacijske varnosti. Prednosti kvantitativnega pristopa ocenjevanja 
stopnje varnostne kulture so predvsem v primerljivosti rezultatov v različnih časovnih 
obdobjih in glede na podskupine v organizaciji (razlike v spolu, starosti, medsektorske ali 
medkulturne primerjave).  
Za pridobivanje relevantnih informacij o stopnji informacijske varnostne kulture je nujno 
zagotoviti metodološko ustreznost vprašalnika v smislu veljavnosti in zanesljivosti. Pri tem se 
pojavlja problem, saj je z novim (lastnim) merskim orodjem kvalitetne metodološke ocene 
težko doseči, uveljavljenih merskih inštrumentov pa na tem področju do zdaj še ni. Orodje 
CLTRe Toolkit, ki je last norveškega podjetja, je eden izmed sistematičnih merskih 
inštrumentov, ki organizacijam nudi spremljanje njihove stopnje informacijske varnostne 
kulture, vendar je zaradi dolžine nekoliko bolj kompleksen za merjenje. Z namenom 
optimizacije je bila zasnovana krajša različica orodja, za katero pa se je po temeljiti analizi 
izkazalo, da metodološko ni primerna za merjenje, saj ne dosega minimalnih zahtev 
veljavnosti in zanesljivosti. S predlaganimi prilagoditvami bo vprašalnik ustrezno 
rekonstruiran ter ponovno analiziran. 
Človeški dejavnik informacijske varnosti ima ključno vlogo pri preprečevanju zunanjih 
napadov in vdorov v informacijske sisteme organizacij, zato je oblikovanje kvalitetnega 
merskega inštrumenta za merjenje informacijske varnostne kulture nujno potrebno. 
Prizadevanja raziskovalcev se počasi že kažejo v večjem številu poskusov oblikovanja 
veljavnih in zanesljivih merskih inštrumentov, kar kaže na to, da je to še kako aktualna tema 
raziskovanja. Tistim, ki bo to uspelo med prvimi, bodo pomembno pripomogli k razvoju 
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Priloga A: Statistike faktorske analize 
 
Tabela A.1: Razlaga indikatorjev faktorske analize in koeficientov analize zanesljivosti 
 Statistike Razlaga Sprejemljiva vrednost 
Predpostavke 
(EFA) 
Bartlettov test sferičnosti  
Keiser-Meyer-Olkin test 
 p < 0,05 
sprejemljivo > 0,5,  
dobro > 0,7 
Konvergentna 
veljavnost 
Faktorske uteži (EFA)   > 0,3 
Faktorske uteži (CFA)   
sprejemljivo > 0,5,  
dobro > 0,7 
Diskriminantna 
veljavnost 
AVE (Average Variance 
Extracted) 
Povprečje izločenih varianc > 0,5 
Prileganje 
modela 
χ2 (Chi-square) Hi-kvadrat p ≥ 0,05 
χ2/df  (Chi-square test with 
degree of freedom) 
Normirani hi-kvadrat > 3 
GFI (Goodness of Fit Index) Indeks skladnosti 
sprejemljivo > 0,9,  
dobro > 0,95 
AGFI (Adjusted Goodness of Fit 
Index) 
Prilagojen indeks skladnosti  
sprejemljivo > 0,8, 
dobro > 0,90 
CFI (Comparative Fit Index) Primerjalni indeks prileganja 
sprejemljivo > 0,9,  
dobro > 0,95 
IFI (Incremental Fit Index) Indeks postopnega prileganja 
sprejemljivo > 0,9,  
dobro > 0,95 
TLI (Tucker Lewis Index) 
Tucker-Lewison indeks – 
nenormirani indeks prileganja 
sprejemljivo > 0,9,  
dobro > 0,95 
NFI (Normed Fit Index) Normirani indeks prileganja 
sprejemljivo > 0,9,  
dobro > 0,95 
RMR (Root Mean Square 
Residual) 
Kvadratni koren povprečnega 
reziduala 
sprejemljivo < 0,1 
SRMR (Standardized Root Mean 
Squared Residual) 
Standardiziran kvadratni koren 
povprečnega reziduala 
sprejemljivo < 0,1,  
dobro < 0,08 
RMSEA (Root Mean Square 
Error of Approximation) 
Kvadratni koren povprečne 
napake približka 
sprejemljivo < 0,1,  
dobro < 0,08 
Zanesljivost Cronbach’s alpha Cronbachova alfa > 0,7 











Priloga B: Analiza normalne porazdelitve 
 
Komunikacija: koeficienti asimetrije in sploščenosti ter histogrami 
 
Asimetrija Sploščenost 
comm41 -1,49 3,11 
comm43r -0,25 -0,36 
comm45 -1,02 1,78 
comm49r -0,47 -0,01 
comm50r -0,07 -0,13 
comm51 -0,27 -0,26 
comm53 -0,63 0,49 
comm55r -0,23 -0,13 
comm56 -0,98 0,35 




Stališča: koeficienti asimetrije in sploščenosti ter histogrami 
 




Znanje: koeficienti asimetrije in sploščenosti ter histogrami 
 
Asimetrija Sploščenost 
cogn19r -0.60 -0.07 
cogn22r -0.47 -0.71 
cogn23 -0.58 0.07 
cogn25 0.21 -0.80 
cogn26r 0.40 -0.06 
cogn27 0.19 -0.40 







atti01r -0,75 0,03 
atti02 -1,08 1,62 
atti03 -0,68 -0,19 
atti09 -0,71 0,92 
atti10r -0,49 -0,52 
atti15r -1,03 0,87 
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Vedenje: koeficienti asimetrije in sploščenosti ter histogrami 
 
Asimetrija Sploščenost 
beha32r -1,94 3,27 
beha33r -0,65 -0,42 
beha35r -2,45 5,90 
beha36 0,29 -0,45 
beha37r -0,03 -0,97 
beha38r -1,36 1,60 
beha39 0,08 -0,50 
beha40r -0,48 -0,73 





Norme: koeficienti asimetrije in sploščenosti ter histogrami 
 






Odgovornost: koeficienti asimetrije in sploščenosti ter histogrami 
 
Asimetrija Sploščenost 
resp75r -0,65 0,65 
resp76 -0,97 2,33 







norm67 -0,18 0,30 
norm68r -0,79 0,26 
norm69r 0,32 -0,49 
norm71 -0,23 0,11 
norm72r -0,24 -0,04 
norm73r 0,08 -0,42 
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Skladnost: koeficienti asimetrije in sploščenosti ter histogrami 
 
Asimetrija Sploščenost 
comp80r -0,22 -0,78 
comp81 -0,69 0,32 
comp85r -0,76 0,42 
comp86 -0,24 -0,67 
comp88 -0,45 -0,40 
comp89r -0,52 -0,26 
comp92r 0,16 0,48 

























Priloga C: Dodatna analiza zanesljivosti 
 




Cronbachova alfa, če 
je trditev izbrisana  
Komunikacija 
(α = 0,770) 
comm41 0,283 0,770 
comm43r 0,437 0,750 
comm45 0,356 0,761 
comm49r 0,588 0,726 
comm50r 0,498 0,741 
comm51 0,424 0,752 
comm53 0,466 0,746 
comm55r 0,529 0,737 
comm56 0,479 0,744 
Stališča 
(α = 0,570) 
atti01r 0,319 0,521 
atti02 0,285 0,536 
atti03 0,193 0,581 
atti09 0,313 0,527 
atti10r 0,365 0,497 
atti15r 0,365 0,497 
Znanje 
(α = 0,557) 
cogn19r 0,107 0,595 
cogn22r 0,239 0,540 
cogn23 0,434 0,453 
cogn25 0,447 0,433 
cogn26r 0,255 0,530 
cogn27 0,338 0,493 
Vedenje 
(α = 0,446) 
beha32r 0,245 0,394 
beha33r 0,203 0,410 
beha35r 0,160 0,427 
beha36 0,108 0,451 
beha37r 0,206 0,410 
beha38r 0,285 0,378 
beha39 0,191 0,415 
beha40r 0,182 0,419 
Norme 
(α = 0,479) 
norm67 0,099 0,502 
norm68r 0,293 0,404 
norm69r 0,256 0,424 
norm71 0,173 0,470 
norm72r 0,349 0,383 
norm73r 0,295 0,404 
Odgovornost 
(α = 0,326) 
resp75r 0,195 - 
resp76 0,195 - 
Skladnost 
(α = 0,732) 
comp80r 0,491 0,689 
comp81 0,557 0,675 
comp85r 0,186 0,756 
comp86 0,475 0,693 
comp88 0,574 0,667 
comp89r 0,583 0,666 
comp92r 0,250 0,739 
 
Korelacije manj kot r = 0,30 nakazujejo, da trditev morda ne sodi v posamezno dimenzijo. V 
povezavi s tem je pomemben podatek o povečanju koeficienta Cronbachove alfe, če bi trditev 
izbrisali. Če je vrednost koeficienta po zbrisu večja od trenutne ocene, potem je smiselno tako 
trditev odstraniti in s tem doseči večjo zanesljivost vprašalnika.   
