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Zásady pro vypracování:
Práce je zaměřena na pochopení principů malware v oblasti škodlivého digitálního kódu. Cílem a účelem
práce je vytvořit izolované virtuální prostředí, v němž by probíhala evoluce a vývoj malware. Cílem je
experimentálně naprogramovat a vyzkoušet malware s umělou inteligencí se záměrem zkoumat klady a
zápory takovéhoto software. Navržené prostředí by mělo být modulární, a to s podporou připojení
budoucích modulů.
Předpokládaná struktura práce je:
1. Seznámení se s problematikou malware s umělou inteligencí.
2. Volba vhodného programovacího prostředí.
3. Volba vhodných algoritmů z oblasti technik malware a tvorba potřebných stavebních bloků.
4. Programová realizace těchto algoritmů v jednotném GUI.
5. Vizualizace všech realizovaných algoritmů.
6. Tvorba uživatelského manuálu.
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