introduced as an effective technique to combat the detrimental effects of channel fading by exploiting spatial diversity gain, resulting in improved throughput and network performance. CC provides an opportunity for single antenna nodes to share their resources and construct a virtual antenna array at a lower cost. As a result, CC is considered an efficient solution for mobile nodes where some difficulties in terms of physical size and energy consumption arise from implanting multiple antennas. However, since CC is a new technology it brings new challenges that should be adequately addressed to render it a viable solution for wireless communication. Parameters such as link reliability, energy efficiency, overall throughput, and network performance are all affected by cooperative transmission. Besides, nodes' operation in physical layer should be coordinated with higher layers, especially with medium access control (MAC), for reliable operation in time varying channels. Accordingly, designing a cooperative MAC protocol that supports node coordination, error recovery and dynamic link optimization is important. In this paper, the most well-known cooperative MAC protocols are classified based on their channel access strategy into two groups: 1) contention-based and 2) contention-free schemes. At first, the preliminaries, constraints, and requirements for designing effective cooperative MAC protocols are illustrated. Then the current state-of-the-art cooperative MAC protocols are surveyed by benchmarking their scheduling schemes, characteristics, benefits, and drawbacks, in line with the suggested taxonomy. The cooperative MAC protocols are classified and analyzed based on their application and network utilized into five subsections, including vehicular networks, cognitive networks, multi-hop protocols, cross-layer protocols, and network coding-based protocols. Finally, challenges, open issues, and solutions are considered, which may be used in improving the available schemes or designing more reliable and effective cooperative MAC protocols in the future.
I. INTRODUCTION

M
OBILE radio users suffer from time-varying channels in data transmission due to different channel qualities encountered. Cooperative Communication (CC) has emerged as a promising technique of utilizing neighbour nodes as helpers to respond to channel impairment, energy limitations and radio spectrum constraints [1] - [3] . Although adopting Multiple Input Multiple Output (MIMO) antennas increases the transmission reliability and capacity of wireless networks, employing MIMO antennas in some devices (e.g., sensor nodes, small mobile nodes and hand-held terminals) is confined by their physical size, hardware complexity and high energy consumption. In order to overcome such challenges, the mobile nodes share antennas and create a virtual MIMO system to achieve spatial diversity [2] , [4] .
By exploiting the broadcasting nature of wireless communication networks, potential neighbour nodes that overhear transmission between two pair nodes enter a cooperation mode with sources to process the overheard signal and forward it to the destination node. The signals received from the source and relay nodes can be combined to achieve higher diversity gain and more reliable transmission to subsequently overcome fading and channel impairments. The inherent behaviour of wireless communication facilitates employing the cooperative diversity in Wireless Ad-hoc Networks (WANETs) and next generation mobile networks, e.g., Wimax, LTE and Cognitive Network (CN) [5] , [6] .
Depending on how the relay node processes received signals, various signalling methods are proposed in literature, including Amplify and Forward (AF), Decode and Forward (DF) and Compress and Forward (CF). In the AF method the relay node amplifies the noisy signal received from the source and retransmits it to the destination node [2] , [7] . The destination combines the signals transmitted from the source and relay and decides on a transmitted bit. However, in such case, the noise is also amplified along with the desired signal.
In the DF scheme, the signal received by the relay node is decoded in the first phase, after which the relay node retransmits the re-encoded data to the destination [2] , [7] . Adaptation to channel conditions and traffic variation as well as simple implementation are the main advantages of the DF relaying scheme. In CF, the relay nodes are allowed to compress the signal received from the source node and encode it into a new packet which is transmitted to the destination. To further increase the capacity, the destination node combines the compressed and quantized version of the original signal with that received from the source.
Since advances in wireless cooperative communication have introduced several available transmission patterns (e.g., direct transmission, relay transmission, two-hop transmission, network coding-based transmission, etc.), network capacity is potentially affected by various patterns of helper-assisted transmission. In addition, the PHY (Physical Layer) and information theoretical approaches cannot explain certain network behaviour, such as random packet arrival rate and dynamic traffic, which significantly influence the network MAC layer parameters (e.g., queuing delay, packet drop rate and throughput stability). The presence of relay nodes can improve the system performance and channel condition by either providing additional diversity gain or boosting the received signal SNR. The former can be achieved by employing multiple relays [8] or combining techniques that merge the received signals from source and relay. Thus, in order to attain desired diversity gain through appropriate helper-assisted transmission or by implementing multiple relay transmission, adequate scheduling is essential between relay nodes and source-destination to coordinate their transmissions. Nevertheless, most previous works on CC have considered rather simplified scenarios, including three-party nodes (source/relay/destination) and assumed the presence of idle Medium Access Control (MAC), which accurately coordinates data transmission among users. However, the benefits of cooperative communication would be degraded by traditional, higher layer protocols designed for legacy non-cooperative systems.
Unlike traditional medium access controls designed for noncooperative networks, the relay node in cooperative MAC protocols is allowed to enter cooperation with source/destination nodes and retransmit their data by offering its reliable cooperative link instead of a weak link between source and destination. Accordingly, the medium access control has the duty to efficiently share the available bandwidth amongst distributed users and coordinate their access to wireless channels. However, the presence of relay nodes makes cooperation in the MAC layer rather complex and imposes additional overhead to the system. In addition, some challenges such as relay selection and resource allocation come with MAC duties and cross-layer design in cooperative networks that significantly influence the protocol performance and MAC layer parameters. Therefore, considering the impact of cooperation on higher layers and designing a MAC protocol are essential, as the nodes' channel access should be accurately scheduled for a collision-free 1 1 A collision happens when two users send data at the same time and interfere with each other's data.
transmission. Toward this aim, it is important to answer some questions from a MAC layer perspective rather than PHY, such as: When is cooperation beneficial? How to cooperate with other nodes? Which links are more efficient?
Recently, several cooperative MAC protocols have been designed to facilitate the presence of relay nodes in cooperation with source-destination nodes. However, most existing cooperative MAC protocols designed improve only one system metric, such as aggregated throughput, life time, fairness, energy efficiency or spatial reuse, sometimes even at the cost of degrading other system metrics. In addition, the vast majority of previous works are based on some simplified assumptions that cannot provide precise protocol for real networks. Some of these assumptions are as follows:
• A relay is assumed to be available at the optimal position between the source and destination (e.g., in the middle) [9] .
• It is assumed that the relay nodes' transmissions do not interfere each other, but as an alternative they are synchronised such that the destination node can combine the received signals to exploit spatial diversity gain [10] .
• It is assumed that the relay nodes are always willing to retransmit the data of the source node [11] , [12] .
• It is assumed that all control packets (e.g., RTS, CTS, ACK, etc.) are always correctly decoded through an errorfree channel [9] - [12] .
• All links are assumed have the same SNR and probability of successful transmission [13] .
• All nodes are assumed to be backlogged and always have a data packet in their queue awaiting transmission [14] . Moreover some matters including fairness, security, energy efficiency and mobility are not considered in previous works. These could significantly degrade protocol performance in the presence of tricky nodes, mobile users and limited power conditions in the network. All these limitations and conservative assumptions as well as single-objective design that were considered in previous protocols' design encourage developing a practical protocol that removes some or all of these assumptions and is more adaptable to a real network.
In a previous work, Gomez-Cuba [15] investigated cooperative diversity schemes, different problems in the physical layer, theoretical frameworks and media access control in cooperative networks. They also categorized service requirements into five groups, including 1) neighbourhood mapping, 2) helper set design, 3) cooperation analysis and decision, 4) cooperation notification and agreement, and 5) cooperative transmission design. In [16] , the authors categorized WSN protocols into standardized and non-standardized protocols and explained their functionality. Some well-known cooperative MAC in WLANs were also considered by the authors.
The contributions of this study are summarized as follows:
• In this study, the necessity for a higher-layer (Medium Access Control) perspective for cooperative communication in wireless networks is considered. The critical problems and challenges with designing effective cooperative MAC protocols as well as proposed solutions are explained. • The state-of-the-art cooperative MAC protocols are classified based on their channel access strategies into contention-based and contention-free protocols. Then each protocol is explained based on its characteristics, design objectives, and medium access strategy. According to the different channel access techniques, contentionbased MAC protocols are classified into Carrier Sense Multiple Access (CSMA), Distributed Coordination Function (DCF) and ALOHA. The contention-free cooperative MAC protocols are mostly considered TDMAbased protocols and are classified into distributed and infrastructure-based protocols. Subsequently, the characteristics of the subgroups and the way each MAC protocol chooses to create a cooperative transmission between the network nodes are explained.
• The requirements for designing an effective MAC protocol are strictly related to the network in which it is applied. Therefore, in this review, an application-based classification is provided keeping in view the challenges, requirements and constrains of designing an effective cooperative MAC protocol in different networks like Wireless Local Area Networks (WLAN), vehicular networks, cognitive networks and multi-hop networks. In addition, the principle of cross-layer and network codingbased protocols as well as their design challenges are presented in detail. This study depicts how these challenges have been addressed in the numerous research works that have concentrated on upper-layer CC networks and future research paths are clarified.
• Finally, challenges, open issues and recommendations for future work are provided at the end of this article, which may help improve available schemes or design more reliable and effective cooperative MAC protocols. In this section, different matters are considered, such as energy harvesting, fairness, security, spatial reuse, multi-objective design and game theoretical approaches. The remainder of the review is organized as follows: Section II presents the general concepts and taxonomy used to classify the surveyed cooperative MAC protocols. In Section III, transmission schemes, design issues and cooperation challenges are considered, which are significant to provide researchers with design insight. Sections IV and V present the various contention-based and contention-free protocols proposed in literatures, respectively. In Section VI, MAC protocols are considered based on a second taxonomy and their network applications. Some challenges and open issues for future work are discussed in Section VII. Finally, the conclusion comprises Section VIII.
II. TAXONOMY OF COOPERATIVE MAC PROTOCOLS
AND GENERAL CONCEPTS In this work, two taxonomies for cooperative MAC protocols are proposed. In the first taxonomy, which is shown in Fig. 1 , the protocols are classified based on their channel access strategy, whereas the second taxonomy is organized according to the protocols' applications and networks in which they are applied (i.e., VANETs, CNs, multi-hop networks). The major part of this review is conducted on the lines of the first taxonomy, since it demonstrates the explicit advances achieved by scholars and allows visualization of an approach forward. In Section VI, the state-of-the-art protocols based on the second taxonomy are considered, followed by investigating the characteristics and requirements for designing effective protocols in each network. The first taxonomy layer presented in Fig. 1 depicts the channel access methods, which are divided into contention-based and contention-free (reservation-based) methods. In the next level, the contentionbased protocols are divided into CSMA, DCF and ALOHA protocols. Time Division Multiple Access (TDMA) and Code Division Multiple Access (CDMA) protocols are two separate branches of contention-free methods. Although CDMA is widely utilized in cellular networks, it is not effective in ad hoc networks and there are no significant works in this area regarding cooperative MAC protocols. Thus, only TDMAbased protocols are considered in this study. The taxonomy details are provided as follows.
A. Contention-Free (Reservation-Based) Protocols
In reservation-based schemes, the nodes reserve their own time slots and do not contend to access the channel. However, this strategy generally suffers from dynamic network topology changes and transmission delay in dense networks. Reservation-based protocols are mainly considered as TDMA protocols. TDMA is a multiple access method in which time is divided into fixed-length frames and each frame is further divided into multiple time slots. In TDMA, each slot is allocated to an individual user and each user is allowed to access the channel in its own time slots.
The next taxonomy level is organized in terms of the coordination control function's position and is divided into distributed and centralized approaches. In the distributed approach, the nodes are self-organising and can directly communicate with other nodes without a central coordinator. Distributed control can be implemented either in a group method, where a group leader decides on scheduling and coordinating, or in ad-hoc fashion, where the nodes declare or advertise their assignments. In the centralized approach, the nodes need to be associated with a central coordinator, called an Access Point (AP), and all nodes can communicate through the AP.
B. Contention-Based Protocols
In contention-based schemes, users contend with each other for channel access to send their data. The user that wins the contention occupies the medium for a period of time, while the others stay silent and monitor the channel to find a free channel. Note that, a packet is delivered to the destination node if no collision occurs or the SNR of the signal received at the destination is not below the required SNR for encoding the packet. On the basis of the channel access strategy, contentionbased protocols are divided into CSMA, DCF and Aloha.
Furthermore, contention-based protocols are divided into proactive and reactive schemes. In the proactive scheme, the optimal relay(s) is/are selected before data transmission; however, this may increase system overhead. In such case, the optimal power can be selected based on the information received from the control packets [17] . The reactive protocol decides to run the nodes in cooperation mode if direct transmission fails or the received packet cannot be decoded at the destination due to inadequate direct link quality [18] .
III. COOPERATIVE COMMUNICATION IN MEDIUM ACCESS CONTROL LAYER
Cooperative Communication (CC) is an efficient means of exploiting diversity gain without exerting additional antennas on the nodes. CC enhances transmission reliability when the partner nodes help the source to retransmit its failed packets due to channel impairments (e.g., fading). As such, the broadcasting nature of wireless communication networks and omnidirectional antenna structure facilitate data transmission to partner nodes without additional cost or extra hardware implementation. CC also increases the coverage region and transmission range of the source, consequently boosting network reliability. Since mobile devices are equipped with limited energy, energy consumption remains a concern in wireless networks. In this regard, CC may be an effective solution, as the source node leases its spectral resources to its partners to deliver the failed packet from the source to the destination trough a cooperative link instead of numerous unsuccessful retransmissions owing to low direct channel quality.
The advantages of CC are mostly considered from information theory and physical layer perspectives. Nonetheless, in practice, efficient higher layer operation is essential to consider users' behaviour and schedule their access to time-varying channels for collision-free transmission. Accordingly, cooperative transmission schemes and a number of critical matters with MAC protocol design are considered in the following subsections.
A. Cooperative Transmission Schemes
Cooperative transmission techniques can be categorized in two main groups: Relaying Techniques and Combining Techniques.
1) Cooperative Relaying Techniques:
A number of relaying techniques are introduced in cooperative communication depending on the signal processing and implementation methods of the relay nodes. Each technique exhibits different performance. Laneman et al. [4] classified relay techniques into fixed relaying (i.e., DF and AF) and adaptive relaying (i.e., selection relaying and incremental relaying).
Fixed relaying methods are done in two phases and need two time slots for data transmission compared to direct transmission. Thus, fixed methods may significantly reduce the throughput. Moreover, if the direct link is of high quality and the receiver can accurately decode the transmitted signal, fixed relaying techniques waste energy on performing redundant relaying. In order to deal with the aforementioned problems and prevent unnecessary cooperation, different adaptive relaying methods are introduced in [4] that effectively utilize channel resources. Selection relaying is an adaptive relaying scheme, in which the optimal relay is selected based on the measured SNR at the relay. If the SNR measured by cooperating terminals is below a certain threshold, the source directly sends the signals in the form of retransmission or more powerful codes. If the measured SNR is above the threshold, the relay retransmits the signal received from the source using either the AF or DF method. Incremental relaying is another adaptive technique that decides on cooperation based on feedback from the destination. If the destination receives the signal correctly, it returns an ACK frame, thus cooperative transmission does not occur. But if the signal transmitted from the source node fails, the relay node sends its copy of the original signal toward the destination node.
2) Cooperative Combining Technique: Diversity gain can be achieved by combining and decoding the signals received from independent channels. The receiver ameliorates its capacity by combining the signals received from both sender and relay nodes. Several methods of diversity combining for wireless channels are presented in literature. The most well-known are Maximal Ratio Combining (MRC), Selection Combining (SC) and Equal Gain Diversity (EGD) [19] , [20] .
B. Cooperative MAC Designing: Constraints, Challenges and Solutions
This section explains critical problems with designing effective cooperative MAC protocols that should be adequately addressed for practical communication in real networks. In addition, the solutions proposed in previous works to solve each challenge is presented as follows.
1) Cooperation Decision:
A cooperation decision is debated with two general questions: Cooperate or not? If yes, When to cooperate? The first question is asking whether cooperation is necessary. Although this is normally addressed with theoretical approaches, it should also be considered in cooperative MAC protocol design. The necessity for cooperation can be clarified by considering the channel condition, packet length and transmission rate in proactive schemes or by evaluating the feedback from the receiver (due to a failed direct transmission) in reactive schemes. For cooperation decisions, the users (terminal nodes) must be aware of the network conditions and the other nodes' positions. However, it is more difficult in dynamic networks where the mobile users frequently change positions and face different channel conditions. Channel State Information (CSI) estimation is a critical challenge, especially in distributed networks, where there is no central controller, which may cause imprecise decisions on cooperation. In order to overcome this problem, some solutions have been proposed in literature, but these solutions are not completely efficient and each has advantages and disadvantages. Gathering the surrounding information in a table through overhearing and listening to neighbour nodes' control packet transmission is one approach for cooperation decision-making. It can be executed either by the source (the source is the decider), which collects the surrounding information (i.e., neighbours' information, transmit rate, channel condition, etc.) in a table or by the relay nodes, which advertise their willing list. However, this strategy is not effective in time-varying channels or in networks whose topology changes dynamically due to mobile users or power restrictions (power on/off). In another strategy, the nodes decide on cooperation by receiving feedback from the destination (e.g., Positive ACK or Negative ACK). This approach is more reliable for dynamic topology networks and it may cause smaller overhead compared to proactive schemes. Another question that should be attended is "When to cooperate?" The nodes should distinguish among the specific conditions in which cooperation is more beneficial compared to direct transmission. Thus, nodes should monitor the channel condition to coordinate for collision-free transmission.
2) Partner Selection: Since relay selection may significantly affect the network's performance gain, it should be appropriately addressed in cooperative communication. In general, an adequate relay selection algorithm should not only be fast but also guarantee the following requirements.
• Best relay selection: The optimal relay should be selected according to predefined criteria and design objectives. Depending on the protocol design objectives, various criteria are used for relay selection, such as highest transmission rate [21] , lowest interference [22] , highest residual energy [9] or best link transmission [17] to maximize the throughput, increase spatial reuse, improve network lifetime 2 and overcome channel fading, respectively.
• Solving the hidden/exposed nodes problem: Cooperative communication involves more nodes in data transmission, thus enlarging the transmission area and potentially increasing the collision probability. Thus, nodes in the relay coverage area must be scheduled carefully. Accordingly, a control packet can be transmitted by the selected relay to inform the surrounding nodes and prevent them from transmitting data.
• Mobile environment adaptation: Since channel quality changes frequently in mobile networks, the relay selection algorithm should adapt itself to channel variations. In such a situation, relay selection is more complex and may impose extra overhead on the system. • Collision-free relay selection: The relay selection algorithm should be guaranteed to select the best relay in a collision-free fast solution with minimum overhead. The relay selection algorithm is also considered in terms of the optimal number of relay nodes. In simple relaying transmission, the optimal relay that performs the best is selected to retransmit the data. However, it is worth noting that the increased number of relay nodes increases the diversity order and cooperation gain. This benefit may nonetheless be obliterated by the additional overhead imposed for coordinating multiple relay nodes in distributed networks due to the lack of a central controller. In addition, multiple relaying transmissions require additional resources (e.g., energy, spectrum), causing a larger interference area that may increase the probability of collisions.
On the basis of cooperation, relay selection can be performed in a proactive or reactive scheme. In proactive schemes the best relay is selected prior to data transmission, therefore the terminal nodes should gather surrounding information by listening to control packet exchanges. Each terminal node maintains a table of potential relay nodes to select the best relay based on predefined criteria. This strategy is not effective, especially in time-varying channels where the channel information changes faster than the table update period.
Moreover, each node needs a larger buffer to maintain a relay table and reserve the relay information, imposing greater cost on the system in terms of hardware design and implementation. The relay nodes may also be pro-actively selected in a contention scheme, where the nodes that overhear the source/destination control packet exchange enter a contention phase and nominate themselves as the relay nodes. Although contention can occur by dedicating random backoff to the relay nodes, it is not efficient and may increase the collision probability due to simultaneous relay node transmissions. Accordingly, a utility-based algorithm may reduce the collision problem. Other means of relay selection include using the splitting algorithm and busy-tone based algorithm [23] . The length of the busy tone signal is a function of utility, and a longer busy tone is allocated to a relay with a greater utility value. Thus, it is not an efficient approach in terms of energy and bandwidth utilization.
Relay selection can also be automatically implemented by potential relay nodes in a reactive scheme based on instantaneous channel information. If direct transmission fails, the potential nodes enter a contention phase to become opportunistic relays for data retransmission [24] , [25] . In this situation, relay selection is based on instantaneous channel measurement and can be adopted to dynamic channel variation in the network. In some algorithms, partner selection requires access to some information from the physical layer, e.g., residual energy, transmission power and SNR. A challenge in MAC protocol design arises from the overhead imposed on the system due to the cooperation set up (signalling exchange and partner selection) that may reduce the benefits of cooperation. Moreover, the MAC overhead due to retransmission and handshake signalling has significant impact on system performance that should appropriately be take into account for relay selection [25] . However, the vast majority of published works do not consider the time overhead of information exchange for relay selection nor investigate appropriate ways to integrate the required information into existing packet controls.
3) Cooperation Time: The source and relay nodes need to recognize the cooperative duration they need to undergo. They should also be inferred from the interruption time of a cooperative transmission. In case of packet delivery, the destination node can inform the other nodes of accurate transmission through acknowledgement packets (e.g., ACK, NACK).
In wireless networks, terminal nodes contend to access the medium, which may cause data collisions and energy wastage. Hence, a virtual carrier sensing mechanism called Network Allocation Vector (NAV) was introduced in the MAC layer of IEEE 802.11 and 802.16 in order to restrict physical carrier sensing of terminal nodes. Accordingly, the terminal nodes set their NAV timers to the value specified in the duration field of the received frames and defer access to the channel until the end of that period. This strategy leads to efficient energy management and interference control in the network. In cooperative networks, the NAV setting is more important due to the presence of relay nodes that enlarge the interference region and collision probability. In addition, it is important to set the NAV vectors to reasonable and efficient durations, since a short NAV vector increases the interference and collision probability while a long NAV vector causes power dissipation and reduced network efficiency.
4) Resource Allocation:
Resource allocation plays a key role in cooperative communication in organizing the available resources for energy efficient communication. Power allocation schemes depend on optimization criteria and design objectives, such as throughput maximization, energy efficiency, interference reduction, QoS assurance and so on. The main reasons for power control importance are as follows: i) Fluctuating transmission power remarkably changes the transmission area, which in turn has strong impact on user connectivity and system throughput; ii) Mobile users in wireless networks are energy-constrained and hence accurate power control is significant to increase the energy efficiency and system lifetime while guaranteeing the required QoS as well; iii) Although increasing the power transmission may enhance the transmission rate and link reliability, transmission at high power causes enlarged interference regions that reduce spatial reuse and concurrent transmission. In addition, the number of users included in the source transmission area increases with transmission power, thus boosting the probability of collisions due to competing nodes. Fig. 2 represents an interference region in two scenarios: a) The source/relay nodes transmit at fixed power and accept an enlarged interference area to obtain a higher data rate compared to direct transmission; b) The source/relay nodes' transmission power reduces (owing to better channel conditions of the relaying link) and accepts the same data rate as a direct transmission to attain a smaller interference area. In other words, direct transmission needs greater transmission power (due to poor channel conditions) to achieve the same data rate as cooperative transmission, thus imposing a larger interference region. In general, resources can be allocated in two ways: equal resource allocation or optimal resource allocation. In the former, power is equally allocated to the mobile nodes and each node transmits at a fixed power (e.g., maximum transmission power), with the objective of maximizing throughput [21] . In the latter, optimal power is assigned to the nodes based on the optimization criteria and design objectives. Optimal transmission power can be selected by considering the nodes' locations and residual energy for increasing system lifetime [9] . In order to reduce the number of collisions and energy wastage, the control packets are exchanged with maximum transmission power and following information gathering, the data packets are transmitted by adjusting the transmit rate and power.
5) Hidden and Exposed Node Problems: CC performance is affected by the presence of exposed and hidden nodes, as they increase the collision probability and reduce the spatial frequency reuse. The hidden node problem in the network arises whenever the source node is in the destination node's region while it is invisible to other nodes. In this case, one of the other nodes may try to access the channel and send packets to the same destination simultaneously with the source node, causing a collision at the destination. The exposed node problem can arise when nodes in the same range wrongly sense that the channel is busy in spite of their destinations being outside the interference region. In such situations, the nodes postpone their packet transmissions, resulting in higher energy consumption and delay transmission.
The hidden and exposed node problem is alleviated in IEEE 802.11 by RTS/CTS transmission [26] . The solution is more complicated in cooperative communication due to the presence of relay nodes. In cooperative transmission, a relay node receives and transmits packets the same as the source and destination nodes. Thus, transmission from the relay neighbours should be scheduled carefully to prevent data relay node collisions due to hidden nodes. Although this problem can be eliminated by modifying control packets and handshakes between the three party nodes, the hidden and exposed node problem cannot be mitigated completely. Moreover, modified control packets and supplementary packet exchanges for cooperation impose additional overhead on the system and cause packet delay and energy consumption. In [27] an analysis and simulation evaluation showed that the presence of the relay node in cooperation extends the exposed node problem and degrades network performance. Thus, a trade-off exists between cooperation gain and the exposed node problem, which encourages them to seek an optimal cooperative condition. The problem of hidden/exposed nodes may be greater in mobility networks where the nodes frequently change direction and speed, and where more nodes may consequently be involved in this problem.
Therefore, a restricted relay selection region in which all relay nodes can hear each other is an effective alternative to prevent collisions and reduce the contention level between relays [28] . Another approach to solve the hidden node problems is the busy tone signals [23] . By doing so, the nodes that hear a busy tone signal keep silent and postpone their transmissions. However, this strategy increases the exposed node problem and may wrongly exclude relay nodes from contention phase. The hidden node problem also influences aggregated throughput, since it increases the collision probability and causes a reduction in successfully delivered packets [29] . Accordingly, evaluating the performance of cooperative communications under the hidden node problem to understand the benefits of cooperation is important.
IV. CONTENTION-BASED COOPERATIVE MAC PROTOCOLS
Contention-based protocols do not require complex coordination, are thus more robust against topology changes and face lower overhead and energy consumption in sparse networks. However, these benefits may decline with increasing traffic load due to the corresponding increment in collisions that cause lots of energy wastage for retransmission and idle listening. In addition, bounded latency cannot be guaranteed in contention-based networks. Hence, appropriate scheduling would not only prevent numerous retransmissions due to collisions, but it would also reduce end-to-end communication latency. The focus of this section is on cooperative MAC protocols, which are classified as contention-based schemes in the taxonomy in Fig. 1 . For each surveyed cooperative MAC protocol, the characteristics, pros and cons as well as each one's scheduling strategy are considered.
A. IEEE 802.11, Distributed Coordination Function (DCF)
DCF is the basic medium access control mechanism in IEEE 802.11 that employs the CSMA/CA technique to access the channel. Data transmission is based on two important concepts: Physical Carrier Sensing (PCS) and Virtual Carrier Sensing (VCS), the channel access mechanism is shown in Fig. 3 . The main difference between CSMA and DCF is the nodes' rescheduling/backoff strategy when encountering a busy channel or collision in the network. The four-way handshake mechanism is exploited in the DCF-based protocols using Request-to-Send (RTS) and Clear-to-Send (CTS) frames to reserve the channel before data transmission. The main objectives of RTS/CTS transmission in cooperative MACs include estimating the channel condition and gathering surrounding information through a table-based approach. In the following, the state-of-the-art cooperative MAC protocols are considered by benchmarking their scheduling schemes, characteristics and objective design. Table II demonstrates how the critical matters (i.e., information gathering, relay selection, cooperation strategy, cooperation condition and transmission schemes) were addressed by the previous protocols. 1) rDCF: IEEE 802.11 standards provides multi-rate capable physical layer using different modulation schemes to respond to various channel conditions. The first standard released in 1997 operates in the 2.4 GHz band using Direct Sequence Spread Spectrum (DSSS) modulation which supports a maximum data rate of 2 Mbps. In 1999 two standards were released: IEEE 802.11a, which operates in the 5 GHz band and supports a maximum data rate of 54Mbps using Orthogonal Frequency Division Multiplexing (OFDM) and the second standard, IEEE 802.11b, which works in the 2.4 GHz band using DSSS modulation and supports a maximum data rate of 11 Mbps. In 2003 and 2009, two new standards were released, i.e., IEEE 802.11g and IEEE 802.11n, which support maximum data rates of 54 Mbps and 150 Mbps, respectively. These amendments have been made to provide greater throughput and higher data rate transmission in IEEE 80211ac and IEEE 802.11ax. Multi-rate capability generally applies to direct rate adaptation protocols to provide high quality direct transmission. However, this inherent characteristic of IEEE 802.11 can also be exploited in cooperative communication networks. In line with the first works in [12] and [21] , the authors suggested cooperative MAC protocols to exploit the multi-rate capability of the physical layer in IEEE 802.11b. The idea is that cooperative transmission through high-rate nodes may speed up information transmission rather than direct links with low quality and low rates. Zhu et al. [12] proposed a relay-enabled Distributed Coordination Function (rDCF) MAC protocol to enable faster transmission through high-rate relay nodes.
The rDCF utilizes a passive listening procedure, whereby each node listens to the transmissions of all other neighbour nodes and are informed about the channel conditions between sender and receiver by extracting the piggybacked transmission rate in the CTS. During passive listening, if a node finds that packet transmission can be faster by MAC layer relay, it adds the MAC address of both sender and receiver to a willing list. Then each node forwards its own willing list to one-hop neighbours. However, the number of nodes in a willing list is restricted for overhead reduction. Some reliable techniques, such as [30] can also be employed to increase transmission reliability. Note that rDCF utilizes a willing list and frequently advertises it to other nodes, thus increasing the system overhead. However, in [12] and [21] , the authors did not consider the system in terms of overhead. Also, relay selection is based on historical observation between other nodes, therefore relay selection may not be effective in mobility networks and time-varying channels.
2) CoopMAC Family:
The term CoopMAC Family refers to a group of Cooperative MAC protocols with a similar notion to CoopMAC [21] based on the best time link, e.g., [11] and [31] - [33] . Liu et al. [21] proposed a Cooperative MAC protocol for Wireless Local Area Networks (WLAN), namely CoopMAC, in which high-rate nodes assist the lowrate nodes to retransmit their data to the destination through a faster link. In CoopMAC, a proactive relay selection scheme is designed by introducing a table of potential relay nodes, the CoopTable (Table I) . Each node or base station maintains a list of potential neighbour nodes' data rates, passively listens to all ongoing transmissions and updates the CoopTable entries. The helpers' information is stored in CoopTable if the relays satisfy the following equation:
where, L denotes the packet length and R sh , R hd , R sd are the transmission rates between source-relay, helper-destination and source-destination, respectively. Eq. 1 demonstrates that a relay will be added to the CoopTable if the time duration of the relay packet transmission is shorter than the direct transmission. In Table I , the ID field stores the MAC addresses of potential relay nodes after receiving the RTS frame from the relay nodes. The second column stores the time when the last packet heard from the relay node. The third and fourth columns demonstrate the data rates between helper-destination and source-relay respectively. The last column of the table shows the number of sequential transmission failures associated with each relay node. The relay selection in CoopMAC and rDCF is based on the channel's historical information. However, there are some differences in relay selection. Each node in CoopMAC maintains a relay table including potential relays, while in rDCF each node advertises its own willing list to other nodes. In addition, both protocols are transmitterinitiated schemes, meaning the transmitter is responsible for initiating cooperation. Since these protocols pro-actively select direct or cooperative transmission, they cannot fully exploit diversity gain. CoopMAC cannot be adapted to time-varying channels or mobility networks where the network topology is rapidly changing. Thus, it is only effective in fixed environments and dense networks where there is greater chance to find a high data rate nodes. Since CoopMAC family protocols select the best time link among direct and relay paths, they are not able to achieve spatial diversity gain. Although the relay path increases the transmission rate, it is still sensitive to channel impairments (e.g., path loss, fading). As such, it may provide higher throughput but with lower probability of transmission success.
3) 2rcMAC:
In order to improve transmission reliability, the authors in [34] proposed a cooperative MAC protocol called utdMAC, in which the relay node serves as the backup node. Thus, if direct transmission fails, the relay node retransmits the failed packet on behalf of the source. However, it cannot guarantee high throughput and performance in conditions where a direct, low quality channel is available. In order to address this problems, Khalid et al. [10] proposed a cooperative MAC protocol called 2rcMAC, which invokes the relay node as backup and exploits the spatial diversity obtained from the two relay paths to improve network performance. 2rcMAC is a proactive protocol, in which the source node gathers the surrounding information in a CoopTable. Thus, the helper selection strategy is based on historical information and the helper selection criterion is the best time link.
When the source node has a packet to deliver to the destination node, it searches the channel for an idle duration and picks a random backoff counter. As the backoff counter reaches zero, the source node sends an RTS frame to reserve the channel for data transmission. Once the RTS correctly arrives at the destination, it sends back a CTS frame after the SIFS duration. In this protocol, the relay node initiates cooperation. Thus, the relay nodes that receive both RTS and CTS frames correctly send a Relay Response (RR) frame along with a single-bit feedback to inform the source node of the available transmission rate. The RR frame consists of 8-slot frame with 7 bits per slot. Each slot includes a different rate category, such as (2,5.5), (5.5,2), (2,11), (11, 2) and so on. For example, the (2,5.5) rate category indicates an available source-to-relay rate of 2 Mbps and relay-to-destination rate of 5.5 Mbps. Each relay node selects an appropriate rate slot based on its sourceto-rely and relay-to-destination rate estimation. Then the relay transmits a single-bit feedback in a random bit slot of the RR frame. When RR frames are received, the source node considers them to find the two best nodes starting from rate category (11, 11) . Upon identifying the two best relays, the source node selects the first one as the relay node and sends the data packet to both for a conditional transmission to the destination node. Then the relay node retransmits the data to the destination and waits for the ACK frame. If the transmitted ACK is overheard, the relay nodes clear their buffers. If the relay nodes do not receive an ACK from the destination, the second relay is activated and it retransmits this packet after Relay Timeout (RT). If no ACK is received after the second relay transmission, both relay nodes clear their buffers. The source node then proceeds to an exponential random backoff process and initiates a transmission cycle for failed transmission. Fig. 4 shows the process of a successful scenario with two relay nodes. In the event only one best relay node exists, the source node sends a data packet toward the destination directly and the relay node becomes a backup node. If no ACK is received from the destination, the relay node retransmits the data packet. In case there is no best relay, the source node selects a relay node with the maximum rate and transmits the data packet to the destination directly.
In 2rcMAC, relay selection and updating the relay table are based on [11] , where each node passively listens to neighbour nodes' transmissions and updates the relay table with the node ID, entry time and average data rate. The authors proposed two-relay based transmission for higher reliability, with the first node employed for high throughput transmission and the second node utilized as a backup path if the first relay transmission fails. Nonetheless, employing two relays is not always possible. Furthermore, two-relay transmission necessitates additional signal exchanges to coordinate the nodes, which increases the energy consumption and imposes additional overhead on the system.
4) D-CoopMAC:
In [35] , the authors proposed a directional cooperative MAC protocol called D-CoopMAC to facilitate uplink channel access among Directional Multi-Gigabit (DMG) stations (STAs) in IEEE 802.11ad. D-CoopMAC is a source-initiated protocol in which the best relay is selected by employing a cooperative table [21] that stores the information of all potential relay STA nodes for every source STA. Thus, cooperation is established if there exists a suitable relay in the cooperative table. Since the cooperation strategy entails simple relaying, D-CoopMAC cannot exploit diversity gain. With respect to the directional hidden node problem, the authors proposed a 3D Markov model to analyse the performance of D-CoopMAC in saturated networks. 3 For the relay selection criterion, a weight factor was defined as:
where R a and R b are the data rates of the two-hop links from the source STA to the relay STA and from the relay STA to the AP (Access Point), respectively. R c is the data rate of the direct link from the source STA to the destination AP. The STA with the largest W and on the condition that W > 1, is selected as the best relay. D-CoopMAC can operate either in basic mode or cooperation mode. If there is no suitable relay in the cooperative table, the source STA and AP (Access Point) communicate directly in basic mode. A cooperation mode is established if exist an appropriate STA that satisfies Eq 2. As Fig. 5 shows, the source STA then sends an RTS frame. Once the AP receives the RTS, it sends back a DMG CTS frame through the best beam sector including the MAC address of the selected relay. When the relay receives the CTS frame it sends a Help-to-Send (HTP) frame to the source STA and AP through the corresponding beam sectors. After the STA and AP receive the HTP frame, a two-hop cooperative link is established for data transmission. Since information gathering is based on historical information, D-CoopMAC is not appropriate for mobile networks and cannot guarantee the best relay selection.
5) CRBAR:
The relay selection in the aforementioned protocols is based on the channels historical information that can be achieved from control packet exchanges in the networks. In fact, relay selection is based on the assumption that the nodes are fixed and the channel condition is invariant during data transmission. But in practice, this assumption cannot guarantee the best relay selection and it may degrade or even eliminate the cooperation gain, especially in mobile networks where users continuously change their position, speed and direction. In order to address this problem, some works have developed more effective cooperative MAC protocols based on the instantaneous channel condition. In [24] , a reactive cooperative relay-based auto rate MAC protocol called CRBAR was proposed. By exploiting the multi-rate characteristic of WLAN networks, in CRBAR the high-rate nodes adaptively select themselves as helpers, and specify the transmission rate and relay scheme based on the instantaneous channel information in order to assist the low-rate nodes. In addition, CRBAR combines the signal received from both source and relay to achieve a spatial diversity gain. The results demonstrate that CRBAR outperforms direct auto-rate adaptation RBAR and the table-based proactive relay selection scheme rDCF in terms of throughput by 56% and 30%, respectively. However, in sparse networks where a suitable relay is absent, the protocols performance degrades to RBAR; thus, it is somewhat backward compatible with IEEE 802.11. In order to elude the redundant waiting time in instances when an appropriate relay is not available, the source maintains a counter for each receiver. If the counter exceeds a threshold C nr , the source returns to RBAR mode and sends the data directly.
6) CC-MAC:
Most of the MAC protocols discussed ameliorate the performance of one-hop transmission, but their benefits may decline by end-to-end transmission in multi-hop networks. In this regard, some extensive studies have been done. However, some gaps still remain in the area that should be considered (refer to VI-C). In [36] , a Cooperative Crosslayer Medium Access Control (CC-MAC) was proposed, which combines space-time coding and adaptive modulation at PHY, and exploits ARQ in the MAC layer. In CC-MAC, the transmitter's partner is selected in the previous hop and the destination node invites a partner to collaborate in data reception in the current hop, constructing a two-transmitter two-receiver model.
In order to transmit the data packet from node S to node D, a route denoted by S → A → B ... → M → D, is pre-established between S and D (Fig. 6 ). In traditional multi-hop networks the data is sent hop-by-hop via this route. But by exploiting a cooperative strategy, CC-MAC changes the wireless communication model to transfer the data between S and D. In the first step, node S disseminates the data to its receiving set R S = {A, A p }, where A P is the partner of A and is selected by A.In the next step, the receiving set R S changes to transmitting set T A = {A, A p } and these nodes send their data cooperatively to receiving set R A = {B, B p } using distributed space-time coding. To reach this objective, node A sends an RTS frame which is an extended version of RTS in IEEE 802.11, and it includes the MAC address of its partner A P (note the partner is selected in the previous hop). Once A P receives the RTS frame, it sends a Ready-to-Transmit (RTT) frame after a SIFS period. The receiver node B and all other nodes who overhear the RTS and RTT frames measure the received signals' strengths and estimate the instantaneous SNR between themselves and the transmitting set (the instantaneous SNR is used in adaptive modulation). Subsequently, receiver B selects a partner, which helps B receive the transmitted data in the current hop and transmits the data packets in the next hop. For partner selection, each node maintains a distance table that includes information on one-hop neighbour distances. This information can be achieved by exploiting Hello packets in the network layer. Then the receiver B selects the nearest K nodes and adds their distances to the recruit (REC) frame, which is used for partner selection. In addition, the instantaneous SNR between B and transmuting set T A is included in the REC frame. Each node can deduce whether it is a receiver candidate by comparing its distance from the receiver with the distance information carried by REC. The node that receives both RTS and RTT correctly and whose instantaneous SNR is larger than the recovered instantaneous SNR can be selected as the partner. Note that after successfully receiving the data, receiving set R A will retransmit the packets to its receiving set until the packets reach destination node D, hence the cooperative transmission route is denoted by S → {A,
7) LC-MAC: In another work, Zhou et al. [17] suggested a Link-utility-based Cooperative MAC (LC-MAC) protocol for A scenario of cooperative multi hop communication LC-MAC protocols [17] .
multi-hop networks, in which the neighbour node that overheard the data transmission in the previous hop may play the role of source partner in the current hop. Each node calculates its utility value by measuring the instantaneous channel information and it attempts to maximize its own utility by regulating the transmission rate and power. Relay selection is performed based on the splitting algorithm and distributed backoff procedure, where the node with the maximum link utility (which is defined as the link throughput minus energy consumption) obtains a smaller backoff value and has a higher chance of being selected as the best node. The transmission rate and power are then determined exclusively by the best relay. Eventually, the selected relay simultaneously sends a copy of the overheard data along with the transmitter in the subsequent hop. The destination node utilizes an MRC scheme to combine the data transmitted from the relay and source.
In order to consider LC-MAC, a particular multi-hop network scenario is given in Fig. 7 . Once a source node, say S, has a packet for destination D, a path between S and D, defined as S → A → B → D, is constructed to transfer the data. Since LC-MAC is based on IEEE 802.11 DCF, when source node S has a packet in its buffer, it monitors the channel for an idle duration to reserve it for data transmission. After an idle DIFS duration, S sends an RTS frame to reserve the channel. The other nodes that overhear data from S measure the strength of the received signal and calculate the SNR between themselves and S. Likewise, the destination D calculates the SNR between itself and S, then sends back a CTS frame including the direct link SNR. The other nodes that receive both RTS and CTS frames become candidates to help S cooperatively. The candidate nodes are categorized into two types: relay candidates and partner candidates. The partner candidates save a copy of the original data in the previous hop while the relay candidates do not. After detecting the RTS and CTS, all candidate nodes calculate their maximum link utility and contend to be selected as relay or partner. Note that the link utility is inversely proportional to the backoff counter, thus the node with the maximum link utility has the minimum backoff counter. Then the node whose backoff timer reaches zero before the others is selected as the best relay or partner; this node then sends an RTH frame containing the optimal transmission rate, type and power, to reserve the channel for cooperative transmission. According to the type of node that maximizes the link utility, three transmission modes are possible: 1) If the selected node is a partner, say F, then S and F send their data simultaneously (using the optimal transmission rate and power) based on the Alamouti coding scheme, in which S acts as the first antenna while the partner, say F, acts as the second antenna. 2) If a relay has the maximum link-utility, say N, (Fig. 7) , it retransmits the data received from node A to the destination node in the second phase. 3) If the source node achieves the maximum link-utility, it directly sends the data packet to D. A long contention interval imposes greater energy wastage and short contention time causes higher collision probability, imposing more retransmission attempts that quickly deplete node energy. Therefore, designing an appropriate contention algorithm is vital to prevent inefficient data transmission. In this regard, the authors were inspired by a contention algorithm [37] to design an intercontention and intra-contention algorithm for more efficient relay selection. Note that relay selection is based on instantaneous channel information that causes the LC-MAC to be more efficient compared to historical table-based protocols, especially in mobility networks.
8) Cross-Layer MAC:
In another work, Shan et al. [37] proposed a cross-layer cooperative MAC protocol for multi-hop networks by addressing two fundamental questions: when to cooperate and with whom to cooperate. The authors took into consideration protocol overhead and introduced a Cooperation Region (CR) through which a beneficial cooperation can be recognized. Since transmission scheduling at the MAC layer and control packet exchange overhead have critical impact on system performance, the trade-off between multi-user diversity gain and helper contention overhead is investigated.
According to Fig. 8 , when the backoff counter of a source node reaches zero before other nodes, it sends an RTS frame. If the CR is empty, the source transmits its data directly after receiving the CTS from the destination. If the CR is not empty and the source and destination nodes received a Helper Indication (HI), a cooperative transmission is initiated. In order to solve the optimal relay selection problem and to reduce the overhead in relay selection, the authors exploit both intergroup and intra-group contention. Therefore, the relay that supports the highest composite cooperative transmission rate (CCTR), R h , is selected in a distributed manner. Following a contention, the optimal relay transmits a ready-to-Help (RTH) frame to the source and cooperative transmission takes place.
9) ADC-MAC:
Since users in mobile networks frequently change their position and speed, link breakage and inadequate channel estimation may often occur, significantly reducing network performance. Zhou et al. [38] proposed an Adaptive Distributed Cooperative MAC (ADC-MAC) protocol for vehicular networks to facilitate data transmission for users who are not in the base station's transmission region. ADC-MAC selects the best relay and transmission scheme among direct transmission (DT), Cooperative Relay (CR) transmission and Two-hop Relay (TR) transmission. ADC-MAC is a proactive scheme based on the IEEE 802.11 protocol. The source selects the node that supports a higher transmission rate (shorter transmission time) as the relay node. The best relay is selected using a modified CoopTable, the contents of which can be updated by heartbeat packet transmission and control packet exchanging. Each node need to repeatedly transmits heartbeat packet that includes the MAC Address, SNR value and latest time stamp of the best CoopTable entry. Thus extra resources (e.g., spectrum, power) need to be allocated for heartbeat packets transmission. Moreover, the relay selection algorithm does not guarantee the best relay selection, especially when users are mobile and network topology changes quickly.
As the state machine of ADC-MAC in Fig. 9 shows, if the channel is idle the source sends an RTS frame to the receiver. Upon receiving the RTS frame, the receiver sends back a CTS frame. If there is no suitable relay after a PISF duration the source sends its data directly to the receiver. If there is a suitable helper and both SNRs received by the RTS and CTS frames are greater than the threshold, the helper sends back a Helper-Clear-To-Send (HCTS) packet. After a SIFS, the source sends its data to the receiver node. In case the transmitted RTS cannot be delivered by the receiver and a suitable relay exists, after the PISF duration the relay sends an Helper-Request-ToSend (HRTS) frame to the destination and source nodes. Once the destination receives the HRTS frame, it sends back a CTS frame to the relay node. Upon receiving the CTS, the relay node sends an HCTS to source and destination, and a two-hop relay transmission is established.
10) DEL-MAC:
The vast majority of aforementioned cooperative MAC protocols are deployed to increase system throughput and reliability, albeit at the cost of greater energy consumption. Also, many of them transmit with fixed power, which may impose more interference and reduce spatial reuse. In addition, the trade-off between cooperation gain and extra overhead needs to be addressed in cooperative MAC design. In this regard, Xiaoyan and Jie [9] proposed a crosslayer Distributed Energy-adaptive Location-based Cooperative MAC protocol (DEL-CMAC) to boost the energy efficiency and network lifetime of Mobile Ad Hoc Networks (MANET).
In DEL-CMAC, the potential nodes that receive both RTS and CTS frame exchanges between the source and destination start a contention process to select themselves as the best relay for data transmission. The relay nodes calculate their utility functions based on their location, residual energy and instantaneous channel SNR. The relay node with a greater utility value receives a smaller backoff value, thus a node whose backoff counter reaches zero before the others sends an ETH frame to inform the others about its relay transmission ability. However, DEL-MAC significantly improves the network lifetime over CoopMAC and legacy IEEE 802.11 but its throughput is alleviated especially in fixed environments. Since in DEL-MAC the best relay is a node located in the middle between source and destination, protocol performance may degrade in spare networks where there are not enough surrounding nodes.
11) CoRe-MAC: Throughput and reliability are key points in designing many MAC protocols [18] . Adam et al. [18] proposed a Cooperative Relaying MAC (CoRe-MAC) protocol, which uses the CSMA/CA technique (with RTS and CTS handshake) to provide higher throughput and reliability for energy constrained hardware. CoRe-MAC is backward compatible with CSMA, facilitating its implementation in heterogeneous networks where some nodes utilize CSMA and others CoRe-MAC. A neighbour cardinality estimation is incorporated into the protocol to boost the probability of selecting a relay whereby relay selection is fast and reliable. Since signal exchange for cooperation between nodes imposes additional energy consumption on the system, some protocols exploit early retreat, in which only neighbour nodes that are potentially able to support the cooperation link between source and destination listen to data transmission [18] . Moreover, a prioritized candidate set scheme is suggested to alleviate relay selection delay and energy cost by restricting the number of nodes listening to data transmission [18] .
B. Carrier Sense Multiple Access (CSMA)
CSMA is a multiple access method, whereby a node is verified to access the channel in the absence of other nodes' transmission. Each node considers the channel by sampling it and comparing the samples' power with a pre-defined threshold to detect an idle channel. The main difference between DCF-based and CSMA-based MAC protocols is their channel access strategy. The CSMA-based protocols adopt a two-way handshake transmission and do not utilize RTS/CTS frames. In a CSMA-based protocol, a user sends its data immediately after detecting an idle channel. After each data transmission, the receiver acknowledges the packet reception by replying with a positive or negative ACK fame. A wide range of CSMA methods are implemented in different standards, such as IEEE 802.11 and ad hoc networks. In the following section, the most well-known CSMA-based cooperative MAC protocols are presented in terms of design objective, cooperation strategy and protocol details as well as the pros and cons of each.
1) PRCSMA: Automatic Repeat reQuest (ARQ) is an error control method for data transmission, in which a retransmission occurs after a failed data transmission. However, in cases when the channel between source and destination is strictly impaired (i.e., deep fading), the recovery mechanism may lead to several unsuccessful attempts that reduce bandwidth utilization and energy efficiency. In such instances, other nodes that overhear the transmitted data are invoked to retransmit the packet on behalf of the source, resulting in greater throughput and higher reliability [39] . In this regard, the authors in [40] proposed a reactive cooperative MAC protocol called Persistent Relay Carrier Sensing Multiple Access (PRCSMA) based on Cooperative ARQ (C-ARQ) schemes. According to Fig. 10 , when the source has a data packet ready for transmission in its buffer, it sends it immediately after finding an idle channel. If the destination node cannot correctly decode the received packet, it sends back a Call for Cooperation (CFC) packet and initiates a cooperation phase. The relay nodes that correctly decode the transmitted DATA and the corresponding CFC enter contention phase to retransmit the failed packet on behalf of the source. Each relay node picks a random backoff counter, and the one reaches zero earlier retransmits the packet to the destination. If a collision or transmission failure occurs, the relay doubles its CW to diminish the probability of collision. Then the other relay nodes resume their backoff to retransmit the failed packet. The cooperation phase continues until a packet is delivered successfully to the destination or cooperation time expires, after which the original data is discarded. Unlike most existing MAC protocols for selecting the best relay, PRCSMA utilizes varying numbers of relay nodes to increase transmission reliability. An analytical model was proposed based on the Markov model to investigate the protocol's performance. However, it is based on some restrictive assumptions that may not be true in real networks. To deal with this problem, the authors in [41] proposed an analytical model in which these assumptions were removed. A performance evaluation of PRCSMA shows that the proposed protocol outperforms the non-cooperative schemes in term of energy consumption [42] . Although the PRCSMA outperforms ARQ protocols in terms of average delay, there is no specific criterion for best relay selection and instead, the relays pick a random backoff that may cause numerous collisions in relay transmission.
2) Phoenix: Munari et al. [43] proposed a reactive cooperative MAC protocol called Phoenix that integrates NC into cooperative transmission to exploit the benefits of both NC and diversity gain, resulting in energy saving and bandwidth efficiency. In fact, the relay node is able to serve its own packets while simultaneously retransmitting other nodes' data with no additional bandwidth. In Phoenix, the nodes do not need to collect surrounding information and nodes who correctly receive both source data and NACK frames enter a contention phase. Although Phoenix provides the relay nodes with the opportunity to serve their own data along with other nodes' data, the authors of Phoenix did not propose any relay selection algorithm. Nodes who are candidates to retransmit the source' packet select a random backoff counter, the node whose counter reaches zero first is selected as the relay node and it initiates cooperative transmission. Therefore, the best relay might not be employed, resulting in network performance reduction. In addition, Phoenix does not support multi-rate transmission, which is an intrinsic potential in ad hoc networks.
An example of Phoenix is presented in Fig 11(a) . Suppose that node S sends packet x toward node D. In case D decodes the packet header correctly but the payload is corrupted due to channel impairment, D estimates the average SINR of the received packet x. If the average SINR is below a determined threshold th , the NC-flag of NACK is fixed to 0; otherwise, the flag is set to 1. The node that has correctly decoded the source node packet enters contention phase to send the data toward the destination. If the Nc-flag is 0 and the selected relay node has no packet for D, a decode-and-forward transmission is performed. In contrast, if the NC-flag is 1 and the contention phase winner has a packet y for D, the relay node combines both packets x and y using the NC concept and transmits the generated packet. The destination node can retrieve both combined packets and decode them by MIMO-NC [44] . If cooperative ARQ-NC succeeds, D transmits an ACK packet, else a single NACK is sent. As the example in Fig 11(a) indicates, if the relay, say R, has no packet in its queue for D but has a packet addressed to another node, say F, the following two cases are likely to occur. First, if F overheard packet x in direct transmission, the encoded packet F(x, y) can be extracted by MIMO-NC. Second, if F did not overhear the transmitted packet x, due to a long distance (Fig 11(b) ), F is not able to decode F(x, y), thus the relay node should send its own packet directly. Note that in order to infer whether F cached a corrupted version of packet x, Phoenix exerts the RTS/CTS frames, imposing additional overhead and interference on the system. This problem is addressed in [45] using a connectivity table that is applied for each node to estimate the caching probability of x.
3) NCAC-MAC: Wang and Li [45] introduced a reactive cooperative MAC protocol based on CSMA, called Network Coding Aware Cooperative-MAC (NCAC-MAC) that integrates the benefits of NC and cooperative diversity in ad hoc networks. The design purpose of NCAC-MAC is to boost throughput and minimize network traffic delay. As explained in Section IV-B2, Phoenix cannot select the best relay and may degrade network performance by inappropriate relay selection. Thus, the authors of NAC-MAC proposed a new relay selection algorithm to integrate with the NC transmission opportunity. NCAC-MAC supposes a transmission example such as Phoenix that is shown in Fig. 11 . The main differences are as follows. In case the transmitted packet is corrupted but the received SNIR at node D is above threshold, coding transmission is performed based on the Network Coding Supported-Cooperative Retransmission (NCS-CR) algorithm. If the received payload is corrupted and SINR is below the threshold, coding re-transmission cannot be implemented due to low SINR. Hence, traditional cooperative retransmission is performed based on the Pure-Cooperative Retransmission (P-CR) algorithm. NCS-CR and P-CR are transmission approaches of selecting the best relay using a utility-based backoff function that take throughput and delay into account. Thus, in NCAC-MAC the node with the maximum utility function is selected as the relay node. Moreover, the authors proposed a connectivity table to predict whether node F has received packet x. Each node stores its own connectivity information and that of one-hop neighbours in a connectivity table. This approach alleviates the imposed overhead due to RTS/CTS transmission in Phoenix. However, the connectivity table may not perform accurately in estimating the distance and capacity in mobility networks, which influences network performance significantly.
For NCAC-MAC, the authors proposed two relay selection algorithms, namely Group Contention-based Relay Selection (GC-RS) and Splitting Algorithm-based Relay Selection (SA-RS) in order to select the best relay in a decentralized and free-collisions process. The GC-RS algorithm is a modified version of the inter-intra group contention scheme in [37] . In GC-RS, each node retransmits its packet through three contention phases: first, inter-group contention, second, intra-group contention and third, re-contention if required. Once the NACK is received, all relay nodes enter an intergroup contention. The intergroup contention period is divided into G groups. Each relay node calculates its group index g, which is inversely proportional to its utility value. The node with a lower group index obtains higher priority to retransmit. If the GI (Group Indicator) is not received from other nodes, the nodes in group g send GIs and then enter the intra-group contention section and keep the contention in this section. Intra-group contention is divided into M equal time slots and each node in group g calculates its member index m. If a relay node does not overhear any Member Indicator (MI) for a specific period of time, it immediately sends out an MI. After intra-group contention ends, two outcome are possible. 1) The single relay node sends an MI. If there is only one relay node with group index g and member index m, then the destination sends a feedback signal (FB1) equal to 1. When the relay node receives FB1, it sends an ETH frame and immediately executes re-transmission. 2) If multiple relay nodes send MIs, it means more than one potential helper is available. Then a re-contention scheme is required to randomly select the best relay from a pool of potential helpers.
C. ALOHA
In slotted Aloha networks where the nodes can decide whether to cooperate or not, a mechanism allowing users to exploit cooperative gain can improve network performance. However, in such a network, cooperation may not be useful due to a lack of an accurate medium access protocol for coordination amongst the nodes. Gokturk et al. [49] proposed a cross-layer random access scheme C-ALOHA that integrates cooperative transmission into the ALOHA scheme to improve throughput over the fading channels. The authors also considered the probability of successful packet transmission for the proposed random access cooperative protocol. In wireless networks, a failed transmission may occur due to channel fading or packet collision. The receiver is able to identify a failed transmission and respond with collision or error feedback. In case of error feedback, some of the nodes who correctly detected the source data are employed to retransmit the data along with the source node toward the destination node. Note that at the end of each time slot, the nodes get feedback from the receiver through an error-free channel, implying one of the following: 1) The slot was idle (i), 2) the transmitted packet was not decoded correctly due to channel error (e), 3) a collision occurred in the channel (c), or 4) the transmitted packet was received successfully (s).
It is assumed that each node has two buffers, each newly generated packet is stored in a B 1 buffer and it is discarded if the buffer is full. This packet is kept in the buffer until successful feedback is obtained from the destination. In the event a packet is correctly overheard by the other nodes, they store the packet in buffer B 2 . Note that the nodes only save a packet that was correctly received from the previous time slot, otherwise they remove the packet. Thus, when an error feedback e is received by the other nodes, they retransmit the packet stored in the buffer with probability q c . In case of feedback message c, each node transmits the packet in buffer B 1 . Although for light loads, cooperative multiplexing increases the traffic load, which in turn significantly improves the throughput compared to cooperative diversity; however, cooperative multiplexing is not effective in congested networks. Therefore, cooperative diversity is suggested to improve the system throughput. In this regard, Chiang and Chen [50] developed a Cooperative Aloha Multiple Access (CAMA) protocol by taking into account the trade-off between cooperative diversity and cooperative multiplexing. Furthermore, joining network coding and relay transmission can enhance Aloha system performance [51] .
Hong et al. [52] proposed a cooperative MAC protocol based on slotted Aloha to exploit the cooperative gain for two-user cooperative pairs in random access networks. It is assumed the nodes are able to overhear and correctly detect the data packet received from other nodes in view of a halfduplex system. 4 Each node that receives a packet from other nodes is allowed to store it in its own queue and retransmit it in the next time slot. In addition, users are permitted to reject the packet received from the other nodes with a specific probability known as rejection probability. By using this, the stability region under cooperative Aloha can be significantly larger than that under a Legacy non-cooperative system. According to the results, the benefits of cooperation noticeably enhance network throughput stability. In addition, the two-user stability region signifies superior performance over non-cooperative networks. It should be noted that the stability region serves to quantify the gains achieved by cooperative slotted Aloha. The benefits of cooperation are from both physical and MAC layer perspectives. In PHY, nodes with a good channel relay the packets of nodes with poor channels, and in the MAC layer, transmission and rejection probability are selected to reduce collisions and improve cooperation performance.
Zheng et al. [53] developed a random access protocol by incorporating the capture effect in slotted Aloha into conventional cooperative transmission in order to improve throughput over Rayleigh fading channels. The authors considered a cell comprising N nodes, which can be in initial transmission or retransmission mode in each time slot. In the initial transmission stage, each node sends a new packet toward the Access Point (AP) with probability p. In this mode, a node does not transmit the packet overheard from other nodes and only stores it in its buffer. During a time slot in retransmission mode, each node retransmits the packet from other nodes (if any) stored in its buffer with probability q. After transmitting in any mode, the node removes the transmitted packet from the buffer. According to data reception and the report from all nodes, the base station broadcasts an indicator at the end of each time slot in one of the following three events: i) The base station received a packet successfully (S), ii) the base station did not receive a packet but at least one node received the packet successfully (H), or iii) other possibilities (O). In initial transmission mode, in case the indicator is O, all nodes remove the packet from their queues and the cell stays in initial transmission for the next time slot. If the indicator is H, the cell shifts to retransmission mode. If the cell is in retransmission mode, it returns to initial transmission in the next time slot. Note that in retransmission mode where j cooperative nodes send the desired packets from j virtual antennas, 
D. Summary
In this section, several contention-based cooperative MAC protocols were considered. These protocols were categorized based on their medium access strategy in three classes, including DCF, CSMA and Aloha protocols. With DCF-based protocols, the nodes involved decide on cooperation after control packet exchange and channel condition estimation, after which one of the source/relay/destination nodes initiates cooperative transmission. In CSMA-based protocols, a data packet is transmitted immediately after an idle channel is found. Thus, operation is reactive and no additional overhead is inflicted on the system if the direct link has high quality or if there are not enough neighbour nodes. Some features of contentionbased protocols, such as simple coordination, low cost implementation and compatibility with standard approaches make them popular. However, these advantages may diminish with increasing traffic load and numerous retransmission attempts in dense networks, resulting in large energy wastage and data transmission delay. In addition, they are not effective for realtime applications when bounded latency is essential for urgent messages (e.g., safety messages in VANETs). Most considered protocols are designed to combat channel impairment or alleviate the problem with bottlenecked links. Moreover, the majority of these protocols are designed based on some restrictive assumptions that may decline the protocols' performance in real networks. A number of concerns still need additional research, for instance security, interference, energy harvesting nodes and mobility features, which will be discussed in Section VII
V. CONTENTION-FREE COOPERATIVE MAC PROTOCOLS
Contention-free (reservation-based) MAC protocols perform better under heavy traffic loads compared to contention-based protocols, and they guarantee the required QoS in the network. In addition, it has been revealed that contention-free protocols represent better channel utilization and transmission reliability than contention-based protocols. However, unlike the contention-based protocols, the reservation-based protocols cannot immediately adapt to topology changes and require additional coordination to perform slot assignment.
A. Time Division Multiple Access (TDMA)
Time Division Multiple Access (TDMA) is a reservationbased technique for sharing the channel between users for interference-free data transmission. In this technique, the channel is divided into time slots, each of which is allocated to an independent user. Each user in TDMA is allowed to access the channel based on allocated rules and consequently, collisionfree transmission can be achieved on the same frequency. Each user periodically transmits in its assigned time slot and in every pre-designed period, which is known as frame. In congested networks with heavy traffic load, TDMA-based transmission is more effective than contention-based transmission. The reason is the energy efficient collision-free transmission that prevents extra energy consumption caused by carrier sensing and repeated channel access attempts. Moreover, in contention-based protocols, users are required to overhear the others, leading to energy wasting especially in heavy load traffic and highly congested networks. Although TDMA-based protocols guarantee the required QoS and bounded latency, they require strict time synchronization for time slots. TDMAbased cooperative MAC protocols can be divided into two main groups: infrastructure-based and distributed MAC protocols. Table III shows the characteristics of the well-known TDMA-based cooperative MAC protocols.
1) Infrastructure-Based Protocols:
In infrastructure-based protocols, a cooperative link is constructed between the central controller (access point) and mobile users, where the central controller coordinates and conducts the data transmission by pre-determined relay nodes. However, centralized solutions need complete topology information and thus impose a high computational cost on the system. Nevertheless, the study presented in [54] illustrated that centralized protocols obtain greater gain compared to distributed CSMA with respect to ARQ protocols. In [13] , a cooperative TDMA protocol called C-TDMA was proposed for uplink scheduling between N mobile users and an AP to attain the cooperative diversity gain through virtual antenna arrays. This protocol increases the probability of packet delivery and network throughput. In C-TDMA, the terminal nodes play two roles. First, each node acts as a source node to transmit its own data in an allocated time slot in each frame. Second, each node acts as a relay node and checks the other channel time slots to retransmit the other nodes' packets that have failed during previous frames. Note that a frame consists of N equal time slots and each time slot is assigned to an individual user. Every terminal node monitors the channel during the other time slots except the individually assigned slot within a frame. All nodes overhear on the channel during these time slots, and if they can decode the frames received from the source nodes and receive a NACK from the destination, they will become candidates for data transmission. The candidate relay nodes with the source nodes construct a MISO virtual antenna to retransmit the failed packets. The signal received at the destination can be decoded by an MRC receiver [55] . It should be noted that diversity gain and the probability of successful transmission depend on the degree of the MRC, which is determined by the number of cooperating terminal nodes. In [56] , the performance of C-TDMA was evaluated using a Markov model and the expressions of three metrics, namely network throughput, average packet delay and packet dropping rate were derived.
In [57] , a MAC protocol was designed for partner selection in Indoor to Outdoor Wireless Sensor Networks. This protocol is a relay transmission strategy for fixed indoor nodes to an outdoor access point and uses the minimum transmission energy. A link quality metric was designed, which is a function of the k-factor and path loss and can be modelled by Rician fading. Although, k-factor estimation imposes additional complexity, significant improvement in terms of network lifetime is possible with this protocol compared to traditional algorithms that are based only on path loss information. In another work [58] , the authors exploited the idle time slots between data bursts to design an Opportunistic Cooperative Partner Relaying (OCPR) protocol. In this protocol, if a user does not have a data packet for transmission in its corresponding time slot, the time slot can be utilized to relay the other nodes data. If the destination node cannot receive a packet correctly, this user's cooperative partner saves the received packet at the end of the queue. If the partner does not have a packet to transmit in its allocated time slot, then it retransmits the user data stored in its queue. Since the allocated time slot to source and relays are fixed, OCPR is not effective in mobility environments.
2) Distributed-Based Protocols: TDMA-based protocols may lead to dissipation time slots due to unpredictable changes in network topology, especially whenever the network is lightly loaded and some users are idle. In this case, there are insufficient users in the surrounding to use the time slots of a superframe, thus causing substantial packet delay and inefficient spectrum utilization. In this regard, Bharati and Zhuang [59] proposed a distributed Cooperative Ad Hoc MAC (CAH-MAC) protocol based on TDMA that exploits unreserved time slots for cooperative relaying in ad hoc networks. In CAH-MAC, the potential relay nodes that overhear an unsuccessful transmission go into relaying phase to retransmit the failed packet of the original source node in the idle time slot of a superframe. By doing so, the source does not need to wait until the next frame, and relay performance would not be degraded because the relay node transmits its own data in a previously reserved time slot. As a result, a substantial improvement in the probability of successful transmission and throughput is achieved. CAH-MAC uses additional information for assigning unreserved slots and partner selection, increasing packet header size and imposing overhead on the system.
Reference [60] proposed a dynamic slot allocation by utilizing the mini slots in TDMA. The authors developed a TDMA-based cooperative MAC protocol (DC-TDMA) to enhance the throughput in multi-hop networks. In this protocol, the frame is divided into two parts: the Signalling Period (SP), which consist of mini slots and is used to exchange the primary information for cooperative time slot assignment, and Data transmission Period (DP), which includes the time slots reserved for data transmission. When a source fails to transmit the data directly, neighbour nodes that successfully decode the failed source packet serve as helpers. Each source and helper node suggests a time slot in its mini slots for failed packet retransmission. Note that the helper nodes' suggestions have higher priority and if no potential helper exists, only the source directly retransmits the failed packet. Then the cooperative node and source cooperatively retransmit the failed packet in the time slot suggested by the helper nodes. Note that all potential helpers suggest their own time slots and if one of them successfully retransmits, the other time slots are cancelled.
Utilising mini slots [60] and additional information in the header [59] for scheduling unreserved slots as well as partner selection impose higher overhead on the system, such that system performance is dramatically degraded at higher SNR and low fading channels. In order to handle this problem, [61] proposed an overhead-free cooperative MAC for multi-hop networks, namely Cooperative Relaying TDMA (CR-TDMA). CR-TDMA operates hop-by-hop and by default executes two hops in a frame. In the event that the path is more than two-hop, the procedure is performed several times to reach the end. The operation of this protocol is shown in Fig. 12 . If node S has a packet for destination D, a path is pre-determined as S → R 1 → R 2 → D. Moreover, H 1 and H 2 are the helper nodes with empty queues in the common range of transmitter and destination nodes. In this protocol, node S first transmits its data packet to R 1 . If R 1 receives the packet successfully, it sends an ACK. The other helper nodes with empty queues (H 1 , H 2 ) that overhear both the original source packet and corresponding ACK from R 1 , are selected as the helpers. Then the helper node whose assigned time slot is before the others (sayH 1 ), sends the source packet to R 2 and the path changes from S → R 1 → R 2 to S → H 1 → R 2 . If the relaying transmission is successful, R 2 sends back an ACK frame, and the other nodes (H 1 , H 2 , R 1 ) remove the original packet from their queue. Note that in CR-TDMA, the helper nodes with empty queue enter cooperative relaying to serve a packet pre-assigned to a busy relay. By doing so the relay node will has more freedom to serve its own data in the same frame which increases the network throughput.
VI. APPLICATION-BASED CLASSIFICATION: COOPERATIVE MACS
In this section an application-based taxonomy is provided to highlight the requirements and challenges for designing cooperative MAC in different networks. Table IV demonstrates an application-based classification of the well-known cooperative MAC protocols. The objective design, channel access method, considered metrics and some extra comments are provided in the table.
A. Cooperative MACs in Vehicular Networks
In previous decades, Intelligent Transportation Systems (ITS) attracted much attention for road safety and drive-thru Internet connections [69] , [70] . Vehicular Ad hoc Networks (VANETs) have been recommended as a solution for vehicleto-vehicle (V2V) and vehicle-to-infrastructure (V2I) connections where cellular networks are not suitable. WLANs have become increasingly popular as the wide area networks, particularly in vehicular networks, owing to their high data rate transmission, low cost equipment and end-to-end IP connection. However, this technology suffers from small coverage area. The performance of vehicular networks is influenced by mobile users, unreliable wireless channels, dynamic topology changes and intermittent connections between vehicles. Thus, reliable communication to notify drivers of road situations necessitates a precise MAC protocol that provides accurate medium access and predictable bounded delay. However, some characteristics and limitations (e.g., high speed, different QoS requirements, different mobility patterns, incorporation into geographical positioning systems) make VANETs different from other networks for efficient MAC protocol design.
In this regard, two techniques were introduced in literature on channel access. First is the contention-based technique, where vehicles monitor the channel to find an idle time for data transmission, if any. This strategy does not guarantee bounded latency and packet loss, which are important metrics in VANETs. One drawback of contention-based schemes lies in safety message transmission. Since safety messages require higher priority to access the channel, a small Contention Window (CW) is allocated to them to access the channel with the shortest delay. This, however, causes greater collision probability when multiple nodes in the same region are simultaneously attempting to send safety messages. The second data transmission technique includes TDMA-based protocols, whereby each user (vehicle) is allocated an individual time slot for data transmission. TDMA MAC protocols support different QoS, guarantee bounded delay and prevent concurrent transmission, consequently reducing collisions and packet loss. However, this method needs clock synchronisation between vehicles, thus potentially imposing greater system overhead. Since TDMA MAC protocols support V2I communication, Road Side Units (RSUs) can be exploited for synchronization and time reservation.
Although TDMA-based MAC protocols have been proposed to provide reliable broadcast service and efficient end-to-end transmission in VANETs [71] , they still suffer from time slot wastage in sparse networks where there are insufficient users to utilize all frame time slots. Moreover, the source node cannot use idle time slots in a failed transmission (due to fading or path loss) and needs to wait until the next frame to retransmit data, resulting in time wastage and delay increment. In this condition, a neighbour node who has no packets in its queue and correctly decodes the source's packet, suggests its idle time slots to retransmit the failed packet on behalf of the source [59] . Cooperation in VANETs facilitates data transmission for vehicles that are in uncovered areas between and adjacent to RSUs. In such a case, cooperative MAC design provides an opportunity for vehicles to connect to the Access Point (AP) through relay vehicles [38] . In addition, cooperation in VANETs improves transmission reliability, provides greater probability of successful transmission and alleviates channel impairment. Since downlink traffic load is in high demand by vehicular networks, an adequate cooperative MAC protocol can enhance the downlink throughput and reliability of information downloading from the access point (AP) [62] . Network-coding based cooperative MAC is exploited to facilitate bidirectional transmission in vehicular networks [72] . The concept of network-coding based cooperative MACs are presented in Section VI-E.
In light of VANETs, cooperative MAC protocols face a number of important challenges that should be taken into consideration. Some of these technical challenges are highlighted as follows:
• Frequent changes in topology: Because mobile nodes in VANETs move at high speed, their positions and link connections change rapidly. In such conditions, information gathering and cooperation decision-making are more difficult. Thus, an efficient protocol is essential that can predict the mobile nodes' movements and adapt itself to the nodes' mobility.
• Fairness: Fairness generally refers to a condition in which vehicles have equal accessibility to existing resources such as energy, power and bandwidth. Unfairness may appear when some vehicles are recruited as relays to help others and lose their own throughput. • Different QoS support: As VANETs have different QoS requirements for different applications, an efficient MAC protocol should not only provide high throughput for nonsafety applications but should also consider high priority messages and transmit them quickly through a reliable link.
• Exposed and hidden nodes: The hidden/exposed node problem causes transmission delay or collisions in VANETs, significantly reducing network throughput and protocol efficiency. This problem should be accurately addressed to guarantee banded latency and prevent numerous retransmissions.
• Relay selection: Relay selection is a key point in VANETs. Since users are dynamic and change location frequently, the selected relay node might not be fixed and it may change with network topology and channel conditions [59] . In addition, some network information (e.g., traffic and node position) is essential to selecting the optimal route to the destination.
• Safety messages: Safety messages need higher priority to access the channel and inform drivers about road conditions such as road blocks, traffic jams and accidents. Thus, VANETs need a MAC protocol that gives higher priority access to safety applications while providing high throughput for non-safety applications.
• Non-uniform Relay distribution : A scenario in which the relay nodes are distributed non-uniformly and placed far from the destination is called non-uniform relay distribution [63] . In such a scenario, two-cycle transmission is required to transmit data to the destination vehicle. However, this two-cycle transmission requires greater channel access time and reduces bandwidth efficiency [62] . VANET vehicles are modelled based on their behaviour (e.g., speed, direction) into two of the most common transportation scenarios, i.e., highway and urban models. In highway scenarios, vehicles travel in a platoon, meaning a group of vehicles travelling together with low inter-vehicle speed, but with high speed between vehicles and Road Side Units (RSUs). Furthermore, gateways are rarely placed in highway scenarios and vehicles have short connection durations due to high speed. In such cases, cooperative communication helps vehicles maintain their connection to the AP through a relay vehicle. In the second scenario, urban or city driving, vehicles move with slow speed in high-density areas. In this scenario, the connection between vehicles is more complicated due to the existence of large buildings and unpredictable networks, in which drivers have more unexpected behaviour and frequently change route. The aforementioned issues highlight the importance of designing new cooperative MAC protocols so as to increase link reliability and bandwidth efficiency in vehicular networks. A number of comprehensive surveys have been conducted to highlight different concerns with intelligent systems, media access control and routing [73] , [74] .
B. Cooperative MACs in Cognitive Networks
New challenges in the next generation of wireless communication networks arise with the increasing demand for wireless applications. The scarcity of wireless spectrum is the main challenge that has led to the emergence of a new technology, the Cognitive Radio (CR). CR is an efficient technique for utilizing the available spectrum, whereby the Secondary (or unlicensed) Users (SUs) are allowed to transmit in the Primary (or licensed) Users' (PUs) spectrum when there is a spectrum hole in PU. On the other hand, the combination of cooperative communication and CR further improves spectrum efficiency, so both PUs and SUs attain more throughput. In such case, the cognitive relay utilizes the other terminal nodes' silent period to retransmit their failed data cooperatively. By doing so, the SUs do not need extra channel resources for cooperation and the system does not incur bandwidth loss; moreover, the PUs benefit from greater spectrum efficiency and throughput [67] , [75] .
In CR networks, two main approaches have emerged to support both PUs and SUs on shared spectral resources, including the common model and the spectrum leasing (property-rights) model. Based on the common model, PUs are allowed to access the spectrum any time without concern for the presence of SUs. Meanwhile, the SUs are continuously sensing the PUs spectrum to find a hole or a white space through which to send their data. Sodek et al. [67] proposed a protocol where SUs are permitted to access PUs unused time slots to retransmit their failed data. However, the authors assumed that SUs which act as relay nodes are always altruistic in cooperating with source nodes. In a spectrum leasing model, PUs are permitted to lease part of their spectrum to SUs in exchange for a valuable advantage. By doing so, PUs benefit from more reliable transmission owing to cooperation with the SUs [76] . Feng et al. [68] proposed a win-win protocol called WWMAC, in which the SU borrows some parts of the PU's spectrum to simultaneously convey the PU's data and its own data in an encoded packet. A rate and power adaptation algorithm was proposed to satisfy the source node's transmit rate requirement. According to the backoff algorithm, the relay that consumes less power may receive maximum opportunity to transmit the superimposed packet. A comparison between perfect CSI and Gaussian-distributed CSI estimation errors shows that the system's available transmit rate is dramatically reduced in realistic imperfect channel estimation. Thus, in order to reduce the impact of imperfect channel estimation, a more robust cooperative MAC protocol should be developed.
A Cooperative MAC protocol with one primary and two secondary users was proposed [77] with two different encoding/decoding strategies. The first is an overlay model in which the SUs convey the PUs messages while cooperating with each other. In such case, the SUs and PUs send their data to separate primary and secondary receivers. The second is an underlay model where SUs can overhear each other's data packets and cooperate to forward each other's data packets. The receiver treats the PUs signal as noise, extracts the SU's messages with backward decoding and then removes the interference from the SUs and decodes the PU's data. Although broadband users convey the PU's data that has not been correctly decoded at the primary receiver to enhance spectrum efficiency and throughput, some variable parameters such as random packet arrivals at the transmitters and channel conditions may influence the maximum stable throughput [78] . The impact of cognition and cooperation on MAC layer performance as well as the stability region in cooperative cognitive networks [66] , [79] , [80] should be considered. Furthermore, it is essential to design a cognitive MAC protocol in which high-rate SUs are recruited for relaying the source's packets and in exchange, they can transmit their own data over the remaining space. By allowing terminal nodes to enter a low-power doze state if they do not communicate, MAC protocol obtains energy-efficient performance. This strategy enhances protocol performance and prevents energy wastage due to idle listening state. By exploiting energy harvesting nodes, an appropriate MAC protocol design allows users to harvest energy from ambient signals and boost the network lifetime. Thus, in response to the highlighted concerns, designing of an effective cognitive cooperative MAC protocol as an open research challenge is essential in investigating cognitive networks [80] .
C. Multihop Cooperative MACs
In this section, various objects and challenges that may arise when applying cooperation in multi-hop networks are considered. Multi-hop networks not only experience the same common problems as in fully connected networks, such as the hidden nodes problem, bottlenecked nodes and collision probability, but may also be confronted with new challenges, such as enlarged interference area and relay selection problems for end-to-end transmission.
Since in such networks multiple links are constructed to deliver packets to the destination, beneficial cooperation should be considered from the prospect of overall network performance. The extended interference area and link density have a vital impact on beneficial cooperation decision-making in multi-hop networks. A new metric (cooperation beneficial ratio) is defined to determine the damaging effects of the enlarged interference region on beneficial cooperation decision-making in terms of concurrent direct and cooperative transmission [81] . Beneficial cooperation can be perceived by considering the impact of link density and relay location. However, it is essential to consider the beneficial cooperation decisions where multi-relays are recruited for data transmission (to achieve higher diversity gain). Moreover, exploiting multi-relay nodes in such a system requires additional control packet exchanges, which would inflict more system overhead and power wastage especially if an appropriate relay is not available [23] . Thus, the trade-off between performance improvement by multi-relay nodes and power consumption should be considered. Also, the overhead imposed cannot be neglected, particularly when the payload length of data is short [23] . Therefore, the benefits of cooperation would diminish if higher layers are not appropriately designed.
The vast majority of cooperative MAC protocols designed for single-hop transmission only improve the performance of one-hop transmission and may not be effective for end-to-end transmission in multi-hop networks. In cooperative multi-hop networks, the source node needs to recruit a number of relay nodes to deliver its packet to the destination. For this reason, relay selection is challenging, particularly in dynamic topologies and mobility environments where users frequently change positions and speed. In such cases, a MAC protocol is vital, where the nodes' parameters are adaptable to channel conditions. Another problem in multi-hop network is the throughput bottleneck owing to low channel access probability or low channel quality. In conditions that the quality of the channel is low, the nodes require to transmit in lower rate to increase the transmission reliability resulting in bottleneck throughput and performance degradation of the network. An efficient cooperative MAC protocol which employs high rate nodes as the relay improves the system throughput and transmission reliability.
In traditional multi-hop transmission, a route is selected from source to receiver and packets are transmitted via multiple one-hop links. Unlike traditional multi-hop transmission, cooperative routing provides an opportunity for each one hop to transmit messages along a path to the destination through the relay nodes. In other words, cooperative routing is a combination of direct and relaying transmissions. Accordingly, the information from the routing layer can be exploited to improve MAC layer performance [82] . Cross-layer cooperative routing can facilitate reliable packet delivery and mitigate successive link breakage. Accordingly, neighbour nodes (guard nodes) are recruited to deliver the failed packets of the intended nodes (nodes in a predefined path) through a robust path [83] . The guard nodes are divided into equivalent and remedy nodes and act as the backup for intended nodes. Since more reliable links are selected for routing, the protocol improves bandwidth utilization, reduces transmission failure and enhances the energy efficiency of the system. Joint multi-hop routing flow and relay assignment is exploited to maximize the minimum rate among a group of sessions [84] , [85] . An intergeneration between spectrum aggregation and cooperative routing can provide higher energy-efficiency, greater throughput and reduced network delay for Cognitive Radio AdHoc Networks (CRAHNs). In [86] , a spectrum aggregationbased cooperative routing protocol, SACRP, was proposed for Cognitive Radio Ad-Hoc Networks (CRAHNs). Three different routing algorithms were provided to minimize the transmit power, maximize the aggregated channel capacity and reduce the end-to-end latency in cognitive networks. Further research on cooperative routing for CRAHNs is essential in order to solve the problem of resource (e.g., power, spectrum) allocation, bottleneck links, enlarged interference area and reduced special reuse. A comprehensive survey highlights the cooperative routing problems in the network layer [87] .
D. Cross-Layer Cooperative MACs
The conventional layered protocol stack is typically designed as an effective mechanism in static wired networks. The layered protocol stack is applied in communication systems for many reasons. For instance, the layered approach decreases network design complexity, simplifies protocol implementation and facilitates smooth subsystem development without concern for the entire network operation. Although the strict layered protocol stack is introduced as a sophisticated solution for inter-networking static-wired networks, the layered approach is apparently not suitable for efficient wireless network functionality. The inherent dynamic nature of wireless networks and computational capabilities of wireless nodes need further adaptation and optimization of entities in the protocol stack. The layered protocol stack is inadequate for providing this adaptation for difficult engineering application and complex computational network conditions. In order to address the problem of layered protocols, the non-stock (cross-layer) based network is suggested as a solution over conventional layered protocols. The cross-layer approach gives designers more freedom with protocol design, as it provides essential parameters from other layers to obtain the desired objectives.
In CC, a trade-off between the parameters in PHY and higher layers should be investigated to understand the benefits of cooperation in wireless networks. For instance, transmission power at the physical layer influences the competition region of potential relays where nodes contend to access the channel at the MAC layer, severely affecting energy consumption and system throughput [88] . Therefore, it is essential to consider the parameters from a cross layer design perspective to evaluate the trade-off between the metrics (e.g., energy efficiency and throughput). In CC, the cross-layer operation can be an interaction between MAC and Network Layer for routing and forward selection [89] . In addition, it can be an interaction between PHY and the MAC layer for relay selection and power control. In [28] , the authors proposed a two-level joint cross-layer, MAC-PHY for relay selection and MACNetwork for forward selection. A cooperative routing protocol was proposed in [90] , which jointly improves the performance of MAC, PHY and network layers. Accordingly, a joint MAC and PHY layer optimization in terms of energy efficiency was proposed by finding a balance between the required attempt to successfully deliver a packet and the energy consumed for direct transmission. In the network layer, an optimum route is found between the source and destination.
A challenging question regarding cross-layer optimization is how to design a protocol to enhance cooperation gain and at the same time have low cost and signalling overhead without collisions. Cross-layer optimization allows harvesting diversity gain by recruiting multiple relays in a distributed manner. A simple recruitment scheme called Randomized Cooperative MAC (RCoopMAC) was proposed in [91] , which employs MAC characteristics and coding rules in PHY to facilitate the recruitment of multiple relays. An appropriate approach to the cross-layer design of cooperative multi-hop wireless networks is vital to obtain the maximum diversity gain in PHY and coordinate interaction with higher layers. By doing so, network performance would be optimized. A cross-layer optimization framework can be deployed to minimize the total power consumption (maximize the utility power trade-off) where the joint relay selection, routing and power allocation problem is solved using convex optimization [92] . A cross-layer design for multi-hop transmission can be developed to select the optimal next hop and relay. In this regard, a location-based algorithm and contention procedure was introduced in a distributed approach for forward selection and optimal relay selection along a communication route for endto-end transmission [28] . In order to design an elaborate MAC protocol, it is essential to consider how the physical layer conditions (e.g., correlated shadowing) affect the network parameters. The trade-off between multi-user diversity gain in the physical layer and contention overhead in the MAC layer can be considered from a cross-layer design perspective [37] .
E. Network-Coding Based Cooperative MACs
Network coding has recently attracted substantial research interest in the field of wired and wireless communication networks because, it has significant impact on network performance from both theoretical and practical perspectives [93] - [95] . The number of transmission time slots in NC schemes can be reduced compared to traditional hopby-hop transmission, resulting in greater energy saving in the network. The vast majority of works on network codingbased cooperative communication have focused on analytical investigation (e.g., capacity diversity) and physical layer concerns, such as coding gain and power allocation in simple scenarios considering cooperation between one relay and source/destination nodes [96] , [97] . It is generally noted that NC can increase cooperative network throughput, reliability and energy efficiency. However, these benefits may be influenced by conventional MAC protocols, which are designed for simple data transmission. In order to better understand the impact of network coding on cooperative communication parameters and system performance, it is essential to consider it from a higher layer perspective. Recently, NC has been introduced as an effective technique to improve conventional cooperative communication, where the relay nodes assist the source node to retransmit its data regardless of their own data traffic. In other words, the relay nodes help others deliver their data with no remuneration, except for the fact that the whole system may become more reliable. In such a transmission process, NC gives the relay node an opportunity to serve its own traffic along with the source traffic to the same destination, resulting in higher cooperation efficiency [43] .
Physical-layer Network Coding (PNC), as a sub-field of NC, was first proposed in [98] to exploit superimposed electromagnetic (EM) waves. PNC reduces the transmission time slots and achieves higher throughput and smaller transmission delay compared to conventional network coding. In addition, PNC-based transmission facilitates efficient bandwidth utilization, whereby two end-nodes simultaneously transmit their information through a shared medium access channel.
Integrating the PNC concept with cooperative communication is a promising green communication technique whenever the network is dense and traffic load is congested in the application layer. Although PNC-based transmission improves system performance, it is not effective when the destination has no packets for the source. Thus, an elaborate MAC protocol is required that is compatible with other transmission patterns (direct, traditional relaying, NC, etc.) and that coordinates the active nodes (relay and two-end nodes) in order to benefit from PNC-based transmission [99] . Moreover, an efficient cooperative MAC protocol that selects the best transmission pattern based on channel quality and adjusts the optimal transmission rate and power provides the required QoS and improves network performance [100] . There are two substantial points to note in designing a PNC-based MAC protocol. First, an elaborate strategy is required to provide simultaneous transmission by two end-nodes in a collision-free channel. Secondly, the designed protocol should be compatible with conventional cooperative protocols to avoid redundant PNC-based transmission if either direct or conventional cooperative transmission is more effective.
Knowledge about correct network coding opportunities may be obtained by sorting the data packets at the MAC layer and maintaining a virtual buffer for the potential nodes [64] , [101] . The virtual buffer stores important information of the data packets (i.e., the previous and next hop of the actual packet, length of the packet, waiting time in the actual buffer of the previous hop) in the actual buffer of the nodes neighbour [64] . In the presence of hidden nodes, the broadcast transmission of coded packets reduces spatial reuse, thus a joint MAC and PHY interaction is essential to optimize network coding performance [14] . Therefore, depending on the traffic requirements of hidden nodes, the opportunity of network coding transmission is suboptimal. In [102] the authors show a precise coding structure requires appropriate power allocation to provide better interference management, resulting in spatial reuse and system throughput improvement. Practical insight into NC is essential to consider the obstructive factors that may affect network coding gain compared to theoretical NC gain. However, the performance of NC-aided protocols may be influenced by the presence of hidden nodes. The authors in [103] showed that despite control signal characteristics and some system overhead caused by the MAC layer, practical NC gain is approximately the same as the theoretical gain in idle conditions. In unsuitable network conditions, such as asymmetric flow and scarce coding structure, NC benefits may not be fully achieved (NC gain degradation) [103] . Practical insight by considering the trade-off between throughput and energy under realistic channel conditions would lead to efficient network-coding protocol design [104] .
VII. CHALLENGES AND FUTURE WORKS
A. Energy
Energy consumption is a significant metric that influences network performance and may reduce the benefits of CC. Energy concerns in wireless networks are considered in two main categories: energy efficiency and energy harvesting approaches.
1) Energy Efficiency:
Energy efficiency can be defined as the amount of transmitted data per energy unit, which is measured in bits/Joule. Considering the relationship between throughput and energy is essential to determine the conditions in which the network can achieve superior energy or bandwidth efficiency. By investigating energy consumption and throughput as a function of transmit power, it is possible to achieve an optimal transmit power level between minimum energy consumption and maximum available throughput [88] . On the one hand, the available transmission rate by PHY increases with transmit power, while on the other hand, the contention region enlarges and the number of contending nodes increases, causing transmission delay and extra energy consumption. Most proposed protocols only focus on one metric, for instance energy efficiency or throughput maximization. Nonetheless, network behaviour should be viewed as a trade-off between energy and throughput. In addition, both physical layer overhead and channel access overhead in the MAC layer (e.g., due to control packet exchange) have significant impact on energy efficiency and system throughput, and should therefore be properly addressed in protocol design [88] .
2) Energy Harvesting: Energy harvesting is a promising technique to extend the lifetime of energy-constrained wireless devices. Energy harvesting enables mobile nodes to acquire energy from their surrounding environment. Wireless nodes can harvest energy from natural energy resources like vibration and motion, wind, infra-red radiation, temperature differences, etc. In addition, ambient radio frequency (RF) signals carry energy and information at the same time. Hence, unlike traditional networks wherein interference is deemed a detrimental phenomenon, in energy harvesting networks interference becomes engaging due to the simultaneous information and power transfer. Therefore, it is essential to consider the trade-off between interference and energy harvesting benefits in CC. In addition, the relay nodes that receive RF signals harvest energy and utilize it to retransmit their own data [105] . However, energy is harvested this way at the cost of data transmission. Hence, the trade-off between energy harvesting and the communication function needs a distinct perspective in cooperative MAC protocol design for proper sharing of available bandwidth. Furthermore, network coding-based cooperative communication performance can be enhanced in terms of lifetime in large-scale networks where relay nodes are enabled to harvest energy from the transmitted signals [106] . The conjunction between energy harvesting nodes and cooperative communication can be appealing in cognitive networks to allocate optimal time and power for energy harvesting and relaying, respectively [107] .
B. Security
A challenge arising in wireless networks is security due to open holes in secure node transmission, especially if partner nodes potentially exhibit malicious behaviour in CC. Such behaviour may degrade cooperation gain and reduce network performance. Sometimes the relay nodes drop the packet received from the source and deny forwarding it to the destination in order to preserve their own energy. In addition, the relay nodes may untruthfully report their power, which would cause inappropriate resources allocation (relay, power, and bandwidth) and significantly degrade network performance. A payment mechanism that encourages relay nodes to participate cooperatively and punishment for those with deceitful behaviour would be effective in preventing egocentric behaviour [108] . Furthermore, in game theoretical approaches for cognitive networks, relay nodes may cheat in cooperative relaying and report wrong information (rate, power) to boost their own benefits [109] . Cheating behaviour may mislead other nodes into selecting a strategy that benefits the cheating nodes and damages their own performance. In some cases, malicious nodes systematically advertise themselves without taking into account their ability to improve transmission. To address this problem, the source node should calculate the maximum delay for packet transmission. If the delay is greater than the maximum delay, the source node would realize it is a false broadcast on behalf of the relay [110] . It is nonetheless essential to answer the question of how relay nodes should be selected to provide security and protect source information against eavesdroppers [111] .
C. Mobility
In wireless communication, network stability and performance are strongly related to location, distance and connectivity among mobile users that may frequently change in adaptive topology networks. In centralized wireless networks, when a user moves into a cell, the link quality may change over time due to Doppler shift, varying distance and different obstacles. This mobility property may significantly change the MAC layer parameters and have considerable impact on cooperation decisions, relay selection and power assignment amongst users. A big challenge with mobile networks is relay selection, whereby in dynamic networks, channel conditions and network topology frequently change, making relay selection harder [45] , [59] . In this situation, relay selection not only poses significant signalling control overhead but also reduces MAC layer performance in the cooperative network. It is important to consider mobility issues and their impact when designing future cooperative MAC protocols.
D. Fairness
The main works on cooperative communication focus on how cooperation between nodes can improve system transmission reliability. Fairness is a significant metric that plays a vital role in resource sharing amongst nodes/users. This critical element can be applied in a wide range of wireless networks, such as for bandwidth allocation, power control, topology control and channel assignment [112] . Fairness is a topic that may relate to resource allocation, where all nodes/users expect to obtain a fair amount of bandwidth, power, throughput, energy or QoS. Since unfair resource allocation may cause energy wastage or resource starvation, fairness should absolutely be addressed in cooperative networks. In cooperative communication, it is significant to fairly allocate resources amongst users.
Besides, in energy-constrained ad hoc networks where the nodes' concern is energy, fairness can considerably increase network throughput [113] .
Unfairness may ensue in cooperative communication networks where some nodes always act as relays and lose their throughput. This would cause the nodes to reject cooperation, potentially reducing the overall network throughput. By applying fairness in a network, a node cannot endlessly employ others as relays, since the source node's power is assigned to the relay node as a reward. Also, because relay nodes are rewarded with power for data transmission, they have higher chances of transmitting their own data through relaying and nodes are not over-used as relay nodes. Moreover, there is a trade-off between spectral efficiency and fairness, so that fair resource allocation to users that encounter a poor channel may cause low spectral efficiency. However the trade-off shows that aggregated throughput can increase with enhanced fairness in energy constrained ad hoc networks [114] . Therefore, it is important to consider CC performance from a fairness perspective
E. Spatial Frequency Reuse
The conservative approach in IEEE 802.11 for estimating the level of collisions to access a shared channel affects the spatial reuse of the restricted radio spectrum, such that network throughput is effectively degraded. Spatial frequency reuse can be affected by cooperative communication, where the relay node expands the interference zone of the current transmission and blocks transmission of neighbouring nodes. Although two kinds of gain are obtainable by utilizing spatial resources, including spatial diversity and spatial reuse gain, the majority of previous works have focused on utilizing either maximum spatial diversity or maximum spatial reuse gain. However, it is essential to contemplate the trade-off between spatial diversity gain and network-wide reduced spatial frequency reuse [115] . Moreover, it is worth considering the effect of cooperation on spatial frequency reuse, especially in large-scale networks. Thus, designing MAC protocols that increase the number of concurrent transmissions may effectively improve bandwidth utilization and reduce transmission delay [116] . In [116] , the authors proposed the CCMAC protocol, in which the AP is responsible for data collection and facilitates concurrent transmission to improve spatial reuse. In this protocol, the source nodes concurrently send their data to separate helper nodes, and then the relay nodes forward their data one by one to the AP. This procedure increases throughput and bandwidth efficiency and reduces transmission delay.
F. Game Theoretical Approaches
The game theory is a field of applied mathematics for modelling conflict and cooperation in multiple agent environments, where the individual decision makers have incomplete information about each other and are vigilant about the effects of their actions on each other. A game compromises three main parts: A set of Players (decision makers), Pure Strategy and Payoff/Utility. It is demonstrated by a triplet = {N , (A j ) j∈N , (U j ) j∈N }, where N = {1, 2, . . . , n} is defined as a set of finite players, A j is a finite set of player's j action or strategy and U j is utility function, given a set of player's j action. Rational players always play with a dominant strategy to maximize their payoffs regardless of the others or the network performance. The game theory is an impressive and flexible tool that enables considering the interactions of nodes in a distributed manner and provide better fairness and service differentiation. Likewise, it is an effective designoriented tool for wireless cooperative networks that deals with distributed optimization schemes while absolute Channel State Information (CSI) is not required [117] . The game theory covers a wide area of applications in cooperative communication, such as power control, relay selection, spectrum allocation and scheduling algorithms. Since in cooperative networks the node agents are independent of each other, the pricing schemes are more effective when the relays and sources deal their resources in a market game to improve social welfare [22] . Dynamic Access Point (AP) selection and linear pre-coding are jointly investigated by cross-layer resource allocation in a non-cooperative game and the Nash Equilibrium (NE) [118] . A MAC layer interference minimization game was proposed for distributed channel selection for Cognitive Radio (CR) users [119] . Thus, the flexibility and inherent potential of the game theory in considering users' interactions highlight the importance of game theory-based approaches in assessing future works on CC.
G. Multi Objective Protocols
The vast majority of previous studies on cooperative MAC design are based on single-oriented schemes, where the protocol improves only one system metric, such as the aggregated throughput, energy efficiency, spatial reuse or network lifetime. Since there is always a trade-off between metrics (e.g., energy-throughput, interference-throughput, spatial reuse-throughput, etc.), a multi-objective perspective may be more effective in designing practical and feasible protocols. Thus, multi-objective oriented cooperative MAC protocols should be a more interesting area of research compared to single-objective protocols [120] .
H. Large Scale Networks and Implementation
The vast majority of works on cooperative communication have focused on a small-scale networks along with a simple scenario (i.e., cooperation between three-party sourcedestination-relay nodes). But the network performance cannot be evaluated using a simple scenario as the cooperation gain may significantly be influenced by other nodes' activities. For example, a selfish cooperation with a high-rate relay node that does not respect other nodes' performance may degrade the spatial reuse and network throughput. Thus, considering the effectiveness of cooperative communication on spatial frequency reuse especially in large-scale networks is critical [115] .
I. Additional Tips
Furthermore, many of the previous works' emphasis was on theoretical aspects and simulation results, whereas practical design has attracted less attention. These studies have also assumed a condition in which the network is saturated, something that cannot be usually true in wireless networks where most sources are bursty in nature and may experience silent durations with no packet transmission. Such condition may influence the significant network parameters pertaining to the MAC layer, such as throughput, service delay and buffer stability.
Evidently, contention-based protocols are more suitable for low traffic load and TDMA-based protocols are more effective for heavy load traffic. Thus, hybrid protocols have emerged to address both the collision-free characteristics of TDMA protocols in heavily congested networks and the energy-efficient transmission of CSMA in low-traffic networks. Z-MAC [121] was proposed as a hybrid MAC that negotiates between the strong characteristics of TDMA and CSMA in Wireless Sensor Networks and compensates for their weakness. The idea is that when a slot is not utilized by the owner node, non-owner nodes can have access through this idle slot. This scheme increases the system robustness against slot assignment failures and network topology changes.
VIII. CONCLUSION
Cooperative communication has emerged as an efficient technique for exploiting diversity gain where the MIMO techniques are hardly executable in small size devices due to energy and physical size constraints. In order to make cooperation more feasible and practical, insight into the depth of higher-layer network design is required. In this study, recent developments in cooperative MAC protocol design were surveyed. The cooperative MAC protocols reviewed were categorized into two main groups: Contention-based protocols and Contention-free (Reservation-based) protocols. Then a number of well-known MAC protocols in each group as well as their pros and cons were considered.
It was found that the former category does not require complex coordination, is more robust against topology changes and it faces lower overhead and energy consumption in sparse networks. However, these benefits may decline with increasing traffic load in dense networks. In proactive protocols, each node collects the information of the neighbour nodes and frequently updates its table that imposes additional overhead to the system. Moreover, the relay transmission needs extra bandwidth compared to the direct transmission that may reduce the other nodes' performance. Most of these protocols are single-oriented and are mainly aimed at improving the bottlenecked throughput or combating channel fading. Meanwhile, a number of concerns such as with QoS, fairness, security and network lifetime have not been considered extensively. System overhead due to information gathering is neglected in proactive schemes, which is not correct as it significantly reduces protocol performance in real networks.
Although contention-free protocols perform well under heavy traffic loads, exhibit efficient bandwidth utilization, solve the hidden node problem and guarantee the required QoS in the network, they still suffer from the near-far problem and time synchronization, which significantly affect their performance, especially in centralized schemes. They do not need the information gathering for relay selection and the cooperation mode in initiated after a failed direct transmission. In addition, the idle slots of the neighbour nodes can be recruited for relay transmission that significantly improves the bandwidth efficiency. However, the majority of these protocols are designed on the basis of some assumptions that are not applicable in real networks and that may degrade their performance. Also, in sparse networks these protocols may suffer from time slot wastage, which significantly decreases the throughput and imposes unessential delay for packet transmission. Therefore, hybrid protocols can be an alternative to combine the benefits of both contention-based and contention-free protocols.
A large number of research studies and protocols were described in this review with the aim of revealing the importance of research activities on MAC protocol design for cooperative diversity. This study showed that none of the protocols are perfect options to meet all demands from different applications and networks. Moreover, this study considered the requirements and challenges in MAC design for various applications and in different networks (i.e., WLAN, vehicular networks, cognitive networks, multi-hop networks, and NCbased and cross-layer based approaches 
