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Jaringan nirkabel merupakan teknologi yang mempunyai fleksibilitas yang tinggi dan memungkinkan terjadinya komunikasi tanpa
koneksi fisik antara satu atau lebih peralatan melalui udara bebas sebagai perantara dengan menggunakan gelombang
elektromagnetik. Beacons adalah jumlah pengumuman paket yang dikirim oleh AP, setiap jalur akses mengirimkan sekiar 10
Beacon perdetik dengan waktu terendah 1 milidetik (1M). Beacon Interval memiliki range berbeda pada masing-masing AP, default
angka Beacon Interval 100 milisecond (ms). Pada penelitian ini dilakukan dilakukan pengujian serangan pada angka Beacon
Interval menggunakan serangan Brute Force pada AP yang memiliki protrokol Wi-Fi Protected Setup (WPS). Access Point (AP)
yang dilakukan pengujian serangan memilki range  Beacon Interval 200 sampai 1000 ms. Pengujian serangan dilakukan terhadap
angka Beacon Interval 200 ms, 400 ms. 600 ms, 800 ms dan 1000 ms. Masing-masing dilakukan pengujian serangan sebanyak 2
(dua) kali pengujian. Pada penelitian ini AP yang digunakan untuk melakukan pengujian serangan adalah TP-LINK TD-W8151N
dan D-LINK Model DAP-1360.Hasil yang didapat pada penelitian ini, semakin besar angka Beacon Interval pada AP maka paket
Beacons yang dikirimkan oleh AP semakin kecil. Dan untuk Beacon Interval yang kecil paket Beacons  yang dikirimkan semakin
panjang. Untuk prose lamanya waktu penyerangan terhadap angka Beacon Interval waktu yang paling cepat melakuakn serangan
adalah Beacon Interval yang kecil.Sedangkan Beacon Interval yang besar waktu yang dibutuhkan cukup lama dalam melakukan
serangan. Pada pengujian terhadap D-LINK DAP-1360 serangan Brute Force gagal membongkar keamanan WPS disebabkan waktu
pengujian sangat lama dan tidak  dapat diselesaikan. 
Kata kunci: Beacon Interval,Wi-Fi Protected Setup,Access Point,Brute Force   
