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Este trabalho versa sobre a importância do uso da Tecnologia de Informação (TI) para o 
aumento da eficiência operacional da Polícia Nacional de Cabo Verde. Como premissa 
fundamental, utilizou-se a informação de que a polícia moderna, em várias partes do mundo, 
tem buscado o aumento da eficiência das suas acções por meio da utilização da informação 
nas actividades de inteligência, para o planeamento táctico e estratégico, bem como para 
formulação de indicadores sobre os seus resultados.  
 
Os benefícios da aplicação da TIC para o acréscimo da eficiência e eficácia do trabalho 
policial tornam-se cada vez mais evidentes, sobretudo devido ao aumento da capacidade dos 
sistemas de informação, à consolidação da integração em rede das unidades policiais e ao 
amadurecimento da compreensão do uso dessa nova tecnologia.  
 
No entanto, ainda permanece sem uma investigação mais detalhada a identificação dos 
benefícios do uso da TI na prestação do serviço policial, tendo em vista que a difusão desse 
aparato tecnológico oferece desafios para a sua administração.  
 
Para compreender esses e outros factores envolvidos no uso da TI, o presente trabalho tem 
como objectivo geral fazer uma análise da importância das Tecnologias de Informação e 
Comunicação (TIC) para a polícia, as soluções existentes, estudando o caso concreto da PN, 
sua situação actual em termos de TIC e sugestões de melhorias.  
  
Utilizou-se o modelo de pesquisa exploratória como método de investigação. Espera-se que o 
estudo efectuado nesta monografia possa contribuir para o aprofundamento da discussão 
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Capítulo 1: Introdução 
A sociedade actual, neste início de século XXI, é a da pós-modernidade, do conhecimento, 
também do medo e do pleno desenvolvimento da Tecnologia da Informação (TI). No caminho 
da evolução social, verificamos, portanto, que a convivência da raça humana em sociedade 
tem sido a tónica dos “novos tempos ou tempos modernos”. E assim, nesse período de 
evolução da sociedade, saímos da civilização atrasada, da idade da pedra, para a civilização 
on-line, super-avançada, do uso da alta tecnologia.  
Desse modo, já somos agora, o máximo em genialidade, regido pela tecnociência. Mesmo 
assim, nesse super desenvolvimento, o homem no seu inconformismo, continua ainda na 
busca incessante de mais desenvolvimento. Será que vale a pena? Para onde vamos ou 
queremos ir? São essas as questões que leva o homem ao inconformismo e, 
consequentemente, aparecem novas evoluções tecnológicas. 
Porém, fazendo uma retrospectiva desde o início do mundo, encontramos a respeito da 
Criação (GÉNESIS 1, 21-31)1 o seguinte: “Viu Deus tudo quanto fizera, e eis que era tudo 
muito bom”. Então, observamos que no nosso mundo, já naquela época, foi tudo criado para 
ser muito bom. 
                                                 
1 Disponível na Bíblia Sagrada (GÉNESIS 1, 21-31). Consultada a 17 de Setembro de 2008. 
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Entretanto após uma análise mais cuidada e profunda da situação, entendemos que realmente 
o homem, que foi criado à imagem e semelhança de Deus, o Criador, foi entre todos os 
animais criados, o mais perigoso e maléfico para a bela obra da suprema criação, que acabava 
de ter existência. Isto porque, em termos de violência ele é capaz de disseminar o terrorismo, 
a violência, o crime de toda espécie, além de outros males dos nossos tempos, por meio de 
suas atitudes e comportamentos. Tudo isso com o objectivo de provocar a destruição, o medo 
e o pavor sem limites aos seus irmãos e à sociedade. 
Por outro lado, amparando-nos na história, é do nosso conhecimento através dos seus vários 
períodos, grandes diferenças de evolução por que tem passado a humanidade desde a 
civilização antiga (idade da pedra) até os nossos dias, da civilização on-line. Imagina que na 
antiguidade tudo era difícil, muito atrasado e talvez de pouca importância. 
Hoje, ao contrário, entendemos que tudo é moderno, muito avançado e talvez de muito realce, 
valor e muito bom. Mas, comparativamente, pergunta-se: “Quem viveu melhor, os nossos 
avós e bisavós, que tiveram vida longa, não se preocupavam com assaltos, nem uso de drogas, 
stress, trânsito pesado e engarrafado, políticos corruptos, que se constituem num dos males do 
nosso tempo, ou nós, que somos “modernos”, da era da alta Tecnologia de Informações, e 
vivemos na época da civilização on-line, mas convivendo em uma sociedade do medo, do 
pavor, da má distribuição de receita, do stress, dos assaltos e da violência?” Será que a 
Tecnologia não poderia ser utilizada na solução dessas questões que afectam a nossa vida? 
Efectivamente, espera-se que as novas Tecnologias de Informação e Comunicação (TIC) 
sejam úteis na resolução destas questões acima referidas que tanto afecta as vidas de muitas 
pessoas na sociedade contemporânea.  
1.1 Justificativas 
A Tecnologia de Informação (TI) tem sido considerada como um dos componentes mais 
importantes do ambiente organizacional actual e vem sendo utilizada intensamente, tanto em 
nível estratégico como operacional. As organizações policiais cabo-verdianas também estão 
investindo em recursos de TI, acreditando que esse seja o caminho inovador para auxiliar e 
minimizar um dos problemas sociais mais grave de Cabo Verde: a escalada da violência e da 
criminalidade que abala o nosso arquipélago. 
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Actualmente, segurança pública é um dos mais graves problemas sociais em Cabo Verde. 
Atento a essa situação, o governo tem prenunciado novas políticas de segurança pública que 
originam consideráveis investimentos nessa área. Uma das directrizes dessas políticas é o 
investimento em TI. Garantir que esses recursos sejam optimamente utilizados para o 
aumento da eficiência e eficácia da actividade policial, sobretudo para acções que possuem 
evidências da contribuição da TI para o desempenho policial. 
Nesta óptica, seria ideal o uso das TI, principalmente, em benefício da melhoria do trabalho 
policial, no actual momento histórico em que vive a sociedade cabo-verdiana. De tal maneira 
é importante ressaltar que o actual desenvolvimento tecnológico veio não para beneficiar 
somente a força policial, ele atinge os dois lados: tanto o da força policial como o dos 
infractores da lei. Mas nos parece que estes estão sabendo utilizá-la mais e melhor. Será 
porque têm maiores recursos financeiros do que aqueles que são disponibilizados pelo Estado 
para as forças policiais? Ou será que as forças policiais necessitam apenas obterem maior 
capacitação para a utilização correcta e eficaz da Tecnologia de Informação? Carece que se 
faça um estudo mais profundo ainda a esse respeito, para se detectar onde está a falha, se na 
TI como ferramenta ineficiente ou simplesmente na má vontade das pessoas em assumir uma 
postura de compromisso com o bom funcionamento e imagem da instituição policial. 
Por essas razões, acima referidas, foi escolhido o tema em estudo que, certamente, irá 
contribuir para uma possível aderência da PN nas novas tecnologias de informação e 
comunicação para o aumento do desempenho das suas actividades rotineiras. 
1.2 Objectivos deste trabalho 
1.2.1 Objectivo geral 
Fazer uma análise da importância das Tecnologias de Informação e Comunicação (TIC) para 
a polícia, as soluções existentes, estudando o caso concreto da PN, sua situação actual em 
termos de TIC e sugestões de melhorias.   
1.2.2 Objectivos específicos 
Os objectivos específicos deste trabalho são as seguintes: 
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⇒ Analisar a importância das TIC para a Polícia e as principais soluções em termos de 
sistemas de informação; 
⇒  Estudar a situação actual da Polícia Nacional em termos de recursos e utilização das 
TIC; 
⇒ Compreender as dificuldades e problemas existentes na PN no que diz respeito à infra-
estrutura das TIC; 
⇒ Propor melhorias visando uma melhoria da prestação dos serviços da PN. 
1.3 Pergunta de partida 
Será que as TIC existentes na Polícia Nacional satisfazem a demanda actual das actividades 
Policiais? Que melhorias poderão ser feitas? 
1.4 Metodologias 
O presente trabalho adopta uma metodologia de pesquisa qualitativa, com uma abordagem 
descritiva/comparativa, de natureza exploratório denominada “Case Study”. O trabalho 
desenvolveu-se em três etapas:  
a) Fundamentação teórica; 
b) Estudo de caso;  
c) Posicionamento crítico e recomendações.  
Na fundamentação teórica, efectuou-se um levantamento dos conceitos consagrados pelos 
principais teóricos dessa área e análise bibliográfica. No que concerne a metodologia “Case 
Study”, esta passou por uma observação directa do ambiente organizacional, conversa aberta e 
informal com os dirigentes e alguns Técnicos de Informática da Direcção de Operações e 
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Comunicações da Polícia Nacional e, ainda, fez-se uma investigação da documentação 
existente na instituição em análise, com o principal objectivo de responder a pergunta de 
partida “Será que as TIC existentes na Polícia Nacional satisfazem a demanda actual das 
actividades Policiais? Que melhorias poderão ser feitas?”, e, por último, o posicionamento 
crítico e recomendações das possíveis melhorias utilizando TIC.  
1.5 Estrutura do Trabalho 
Para entender e acompanharmos melhor o desenrolar do presente trabalho sob o tema 
“Sistemas e Tecnologias de Informação para Serviços Policiais”, este trabalho foi dividido 
em (6) seis capítulos que seguidamente vamos apresentá-los: 
⇒ No Capítulo 1, a introdução de todo o trabalho em si, com as suas respectivas 
justificativas da escolha do tema, objectivos, pergunta de partida e metodologias 
utilizadas ao longo do desenvolvimento deste trabalho; 
⇒ No Capítulo 2, abordagem teórica de sistemas e tecnologias de informação com forte 
fundamento bibliográfico dos conteúdos publicados em forma de relatórios, revistas, 
compêndios, artigos técnicos publicados em sites nacionais;  
⇒ No Capítulo 3, vamos apresentar uma abordagem sobre o papel da polícia e 
informação, no qual fizemos um apanhado desde o seu conceito até a era de 
informação, comparando-a com as novas TICs;  
⇒ No Capítulo 4, pesquisamos algumas soluções informáticas (STI) úteis para apoiar os 
policiais no desenvolvimento das suas actividades rotineiras; 
⇒ No Capítulo 5, apresentamos o estudo do caso realizado na PN, sua situação actual em 
termos de TIC, soluções existentes, aspecto positivo e negativo e, ainda, fizemos 
propostas de melhorias; 
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⇒ No Capítulo 6, compusemos a conclusão do trabalho focando a utilidade das TIC para 
os serviços operacionais da polícia e a consequente referências bibliográficas de todo 
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Capítulo 2: Sistemas e Tecnologias de Informação 
(STI) 
1 Conceitos 
O crescimento das Tecnologias de Informação e Comunicação (TIC) estão na base do 
desenvolvimento de uma sociedade crescentemente baseada na informação e no 
conhecimento e do processo de globalização. Este fenómeno global está a ter um profundo 
impacto transformacional a nível económico e social e será determinante para o 
desenvolvimento sustentável dos países. Hoje, é consensual que a próxima fase de 
desenvolvimento dos países e da humanidade passa pela aposta no desenvolvimento da 
Sociedade da Informação e do Conhecimento. Por este motivo, a comunidade internacional e 
os diversos países estão a desenvolver estratégias concertadas e individuais para a promoção 
do desenvolvimento da Sociedade da Informação (SI), por vezes designada de forma mais 
abrangente como Sociedade do Conhecimento. Neste contexto, Cabo Verde tem vindo a dar 
passos significativos no processo de concertação de uma estratégia nacional.  
Deste modo, convém situar alguns conceitos importantes antes de analisar o tema, deste 
capítulo, em si. 
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? Sistema: entende-se por sistema, um conjunto de componentes interrelacionadas que 
trabalham juntos para atingir um objectivo comum, aceitando dados de entrada 
(inputs) e produzindo resultados (outputs) num processo de transformação organizado. 
Exemplos de alguns: Sistema Solar, Corpo Humano, Sistema de Transportes, 
Empresa, Sistema de Aquecimento e Sistema de Ensino (Marques e Guedes, 2003). 
? Sistema de Informação (em inglês, Information System) é a expressão utilizada para 
descrever um sistema automatizado (que pode ser denominado como Sistema de 
Informação Computadorizado), ou mesmo manual, que abrange pessoas, máquinas, 
e/ou métodos organizados que recolhem, processam, armazenam e distribuem 
informação para apoiar a tomada de decisão, a coordenação, o controlo, a análise e a 
visualização numa organização (Marques e Guedes, 2003). 
? A Tecnologia da Informação (TI) pode ser definida como um conjunto de todas as 
actividades e soluções providas por recursos de informática. Também é comummente 
utilizado para designar o conjunto de recursos não humanos dedicados ao 
armazenamento, processamento e comunicação da informação, bem como o modo de 
como esses recursos estão organizados num sistema capaz de executar um conjunto de 
tarefas (Sousa, 2008). 
? Sociedade da Informação é um termo que também pode ser chamado de Sociedade 
do conhecimento ou Nova economia, surgiu no fim do século XX vinda da expressão 
globalização. Este tipo de sociedade encontra-se em processo de formação e expansão. 
Em todo o planeta Terra, a Sociedade da Informação é uma nova Era, onde as 
transmissões de dados são de baixo custo e as tecnologias de armazenamento são 
amplamente utilizadas, onde a informação fluí a velocidades e em quantidades, antes 
inimagináveis, assumindo valores políticos, religiosos, sociais, antropológicos, 
económicos, fundamentais e etc. (Serrano e Fialho, 2008). 
Ainda, o mesmo autor realça que a sociedade da informação é a consequência da 
explosão informacional, caracterizada sobretudo pela aceleração dos processos de 
produção e de disseminação da informação e do conhecimento. Esta sociedade 
caracteriza-se pelo elevado número de actividades produtivas que dependem da gestão 
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de fluxos informacional, aliado ao uso intenso das novas tecnologias de informação e 
comunicação. Culturas e identidades colectivas são uma consequência dessa nova era. 
2 Tecnologias de Informação e Comunicação em Cabo Verde 
2.1 Percurso Histórico 
Com a conquista da independência nacional em 1975, Cabo Verde procurou criar as 
condições para o funcionamento autónomo dos serviços dos correios e telecomunicações, 
através da substituição, por acordos específicos com Portugal, da Companhia Portuguesa 
Rádio Marconi por uma empresa nacional de Correios e Telecomunicações. Naquela época, 
essas medidas já visavam a criação de recursos e estruturas próprias para a progressiva 
integração de Cabo Verde no mundo e para facilitar a ligação com a diáspora (Lopes, 2004). 
Segundo o mesmo autor, foi nesse quadro que surgiu a empresa pública dos Correios e 
Telecomunicações – CTT, EP, tutelada pelo departamento do Estado que se ocupava das 
comunicações. Tratando-se de uma empresa pública a operar em regime de exclusividade e 
não se colocando, na época, de forma contundente, a problemática da regulação, as funções de 
prestação de serviços e de administração política do sector se confundiam, por razões 
diversas, devido, nomeadamente, à insuficiência de recursos. O desenvolvimento e a 
prestação dos serviços dos correios e telecomunicações estiveram a cargo da CTT – EP até ao 
ano de 1995, com a publicação do Decreto-Lei nº 9-A/95, de 16 de Fevereiro, que procedeu à 
cisão-dissolução da Empresa Pública dos Correios e Telecomunicações em duas sociedades 
anónimas, denominadas, respectivamente, Cabo Verde Telecom, SARL, (CVT) vocacionada 
para a exploração dos serviços de telecomunicações e Correios de Cabo Verde, SARL, (CCV) 
cujo objecto é reconduzido à exploração do serviço público dos correios. Pelo Decreto-Lei nº 
33/95, de 20 de Junho, o Governo adopta a medida legislativa com vista à privatização da 
Cabo Verde Telecom e fixa as grandes linhas do processo. O diploma aprovou a privatização 
de 65% do capital social da Cabo Verde Telecom, SARL, sendo que, numa primeira fase, 
40% seriam reservados a um parceiro estratégico e, numa segunda fase, seria realizada uma 
oferta pública de subscrição dos restantes 25%, sendo 5% reservado aos trabalhadores da 
CVT e dos CCV, 5% a emigrantes e 15% ao público nacional. A Resolução nº 66/95 de 27 de 
Junho aprova a regulamentação do concurso internacional relativo à alienação de um bloco 
Sistemas e Tecnologias de Informação para Serviços Policiais 
O Caso da Polícia Nacional de Cabo Verde 
20/86 
indivisível de 400.000 acções, correspondente a 40% do capital social da CVT, juntamente 
com o caderno de encargos para o respectivo concurso internacional. Anexa à referida 
Resolução foi igualmente aprovada uma Nota Informativa destinada a transmitir aos 
potenciais concorrentes uma súmula das bases da concessão de exploração do serviço público 
de telecomunicações. 
De acordo com disposições do referido Decreto-Lei nº 33/95 que aprova a privatização, o 
Governo designou, através da Resolução nº 84/95, de 4 de Setembro, um Júri para conduzir e 
avaliar o processo do concurso da privatização da CVT. A homologação da decisão do Júri 
sobre a escolha do Portugal Telecom SA, para adquirir as acções postas a concurso foi tomada 
pela Resolução nº 100/95 de 21 de Novembro. O contrato de Compra e Venda das referidas 
acções foi assinado em Dezembro de 1995. Por razões alegadamente de interesse público, o 
processo da alienação das restantes acções aos respectivos destinatários teve lugar depois da 
venda ao parceiro estratégico. O processo culminou com a assinatura de um Contrato de 
Concessão do Serviço Público de Telecomunicações entre o Estado de Cabo Verde e a Cabo 
Verde Telecom. A estrutura accionista da empresa sofreu algumas alterações ao longo destes 
anos, tendo, no presente, a seguinte composição: Portugal Telecom SGPS, 40,0%; Instituto 
Nacional da Previdência Social (INPS) 37,9%; Privados Nacionais 13,7%; Trabalhadores da 
CVT e CCV, 5,0%; Estado de Cabo Verde 3,4%. O Diploma da decisão da privatização da 
CVT consagra o estatuto de Golden Share ao Estado, enquanto participado na estrutura 
accionista da CVT. Está por isso consignado na titularidade do Estado, um conjunto de 
prerrogativas, seja qual for o número de acções de que seja proprietário. Estas prorrogativas 
são relativas a algumas decisões estatutárias estratégicas. Não podem, por exemplo, ser 
tomadas, contra o voto expresso correspondente às acções do Estado as deliberações sobre as 
seguintes matérias: alterações do contrato de sociedade; fusão, cisão, transformação e 
dissolução de sociedade; limitação do direito de preferência dos accionistas; trespasse da 
concessão; outras deliberações para as quais o contrato de sociedade exija maioria 
qualificada2. 
                                                 
2 Disponível no Website do NOSI <http://www.nosi.cv/index.php?option=com_docman&Itemid=161.>. 
Consultada em 03 de Junho de 2008. 
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2.2 Quadro Jurídico e Institucional 
2.2.1 Ambiente Jurídico 
Actualmente, o ambiente legal para o desenvolvimento das Tecnologias de Informação e 
Comunicação está agora razoavelmente regulamentado em Cabo Verde. O regime básico do 
estabelecimento, gestão e exploração das infra-estruturas e serviços de comunicações está 
contido no Decreto-Lei nº 31/2006 de 19 de Junho. Em 2004, foi criado, através da Resolução 
nº 1/2004, de 19 de Janeiro, o Instituto das Comunicações e Tecnologias de Informação 
(ICTI), com poderes de regulação técnica, supervisão e inspecção do sector das 
comunicações. A partir dessa data, o subsector das telecomunicações passou a ser regulado 
por dois organismos. A regulação económica ficou a cargo da Agência de Regulação 
Económica (ARE), enquanto que a regulação técnica passou para o Instituto das 
Comunicações e das Tecnologias de Informação (ICTI). Instituto que já exercia a regulação 
das comunicações postais. Entende o Governo ser conveniente concentrar numa só entidade a 
regulação, supervisão, representação e fiscalização do sector das comunicações electrónicas, 
com a denominação de Agência Nacional de Comunicações, abreviadamente ANAC. A 
atribuição a uma só entidade da regulação, supervisão, representação e fiscalização do sector 
das comunicações electrónicas e postais impõe-se como corolário para a cabal aplicação dos 
mecanismos regulatórios, mormente no que respeita à garantia do cumprimento do adequado 
funcionamento do mercado das comunicações em Cabo Verde (ANAC, 2008a).  
2.2.2 Quadro Institucional 
O Governo e a sociedade cabo-verdiana no seu todo apreenderam já o potencial das Novas 
Tecnologias de Informação e Comunicação (NTIC) na promoção e no desenvolvimento de 
todas as esferas da actividade política, económica e social do país. 
Em escalas diferentes e com meios e iniciativas diversas, muitas são as instituições em Cabo 
Verde que têm envidado esforços no sentido da promoção e do desenvolvimento das NTIC. 
O departamento do Estado que, actualmente, se encarrega do sector das comunicações, é a 
Agência Nacional das Comunicações (ANAC), funciona junto do departamento 
governamental responsável pela área das comunicações, tem por finalidade o apoio ao 
Sistemas e Tecnologias de Informação para Serviços Policiais 
O Caso da Polícia Nacional de Cabo Verde 
22/86 
governo na coordenação, tutela e planeamento do sector das comunicações e das tecnologias 
da informação e comunicação em Cabo Verde. Tem a sua sede na cidade da Praia e poderá 
criar delegações ou qualquer outra forma de representação e manter serviços onde o adequado 
desempenho das suas funções o tornar necessário3. 
2.3 As Infra-estruturas 
A dinâmica do crescimento do mercado cabo-verdiano suporta-se, cada vez mais, nas novas 
tecnologias de informação e comunicação que constituem um dos maiores desafios da 
sociedade. Com os investimentos feitos nos últimos anos, o estado actual das infra-estruturas 
de telecomunicações em Cabo Verde permite o desenvolvimento das NTIC e a produção de 
conteúdos virados para a Modernização da Administração do Estado, do desenvolvimento 
empresarial e da economia de uma forma global. 
2.3.1 Sistema de Cabo Submarino Inter Ilhas 
Segundo Lopes (2004), o sistema de Cabo Submarino está configurado para fornecer os 
débitos de 140 Mbps, de 34 Mbps e de 2 Mbps. O Cabo Submarino está equipado com um 
STM4 (622 Mbps) entre Praia, Sal Rei, Espargos, Tarrafal de S. Nicolau e Mindelo; com uma 
extensão STM1 (155Mbps) a Porto Novo; com um STM 16 (2,5 Gbps) entre Mindelo - Praia 
via Tarrafal de Santiago, com uma ligação terrestre. 
2.3.2 Rede Terrestre de Fibra óptica 
A rede terrestre de Fibra Óptica (FO) estende-se a uma grande parte do território Nacional, 
com 505 quilómetros de cabos FO Monomodos de diferentes capacidades (4 a 24 Fibras), 
instalados com equipamentos terminais configurados para funcionamento com protecção em 
anéis SDH4: 
? Santiago – Dois anéis SDH STM1 cobrindo o interior da Ilha e a zona Urbana; 
                                                 
3 Disponível na Web:<http://www.anac.cv/index.php?option=com_content&task=view&id=29&Itemid=65.>. 
Consultada em 10 de Julho de 2008. 
4 Disponível na Web <http://www.nosi.cv/index.php?option=com_docman&Itemid=161.>. Consultada em 03 de 
Junho de 2008. 
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? Fogo – Anel SDH STM1 Cobrindo toda a Ilha; 
? Santo Antão – Anel SDH STM1 cobrindo toda a Ilha; 
? Sal – Fibra Óptica interligando as localidades de Espargos, Santa Maria e Palmeira; 
? Maio – Fibra Óptica interligando as localidades de Vila do Maio, Calheta e P. Vaz; 
? S. Nicolau – Fibra Óptica interligando as localidades de Vila R. Brava, Fajã, Tarrafal e 
P. Branca; 
? Boavista – Fibra Óptica interligando as localidades de Sal Rei e Rabil; 
? S. Vicente – Fibra Óptica interligando as localidades de Mindelo, Ribeirinha, R. 
Julião, M. Verde, Calhau e Baía. 
2.3.3 Comunicações Via Satélite 
A Estação terrena é do tipo Standard B, na tecnologia IDR a funcionar com o satélite IS905 
que pertence a AOR (Atlantic Ocean Region). A Estação estabelece ligações com os seguintes 
correspondentes5: 
? Portugal – Duas Portadoras, sendo uma de 2 Mb e outra de 1Mb; 
? Holanda – 1 Portadora de 512Kb; 
? EUA (ATT) – Portadora de 512Kb; 
? EUA (MCI) – Portadora de 1 Mb; 
                                                 
5 Disponível na Web <http://www.nosi.cv/index.php?option=com_docman&Itemid=161>. Consultada em 03 de 
Junho de 2008 
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? Senegal – Portadora de 512Kb; 
? Espanha – Portadora de 512Kb; 
? França – Portadora de 512Kb. 
O sistema de comunicações via satélite serve como alternativa ao Atlantis 2 que é o principal 
meio de escoamento de tráfego internacional. 
2.3.4 Comunicações Internacionais Via Cabo Submarino 
Cabo Verde é servido por um cabo submarino internacional de Fibra Óptica denominado 
“Atlantis 2” que interliga os continentes Sul-Americano, Africano e Europeu com uma 
capacidade de 8 x 2,5 Gbps. A capacidade disponível nas comunicações internacionais por 
fibra óptica é de aproximadamente 900 tributários de 2 Mb. A capacidade utilizada para 
escoamento do tráfego de Voz e de dados é de 25 Tributários de 2 Mb. A Cabo Verde 
Telecom não está envolvida, de momento, em nenhum projecto que liga Europa ao 
Continente Africano via Cabo submarino de fibra óptica no quadro da NEPAD ou outros 
(Lopes, 2004). 
3 Sociedade da Informação em Cabo Verde 
A sociedade cabo-verdiana está a viver um processo de reestruturação global onde a 
comunicação social tende a ceder lugar à sociedade de informação assente num novo 
paradigma tecnológico, económico, social, político, organizacional e de gestão colectiva. 
Cabo Verde é hoje um exemplo mundial no âmbito da aplicação das tecnologias de 
informação e comunicação (TIC) no seu processo de desenvolvimento “Sociedade da 
Informação” e no seu processo de governação “Governação Electrónica”. Adicionalmente, 
começa a emergir como um mercado competitivo para investimentos internacionais em TIC, 
nomeadamente em business process outsourcing (terceirização de processo empresarial), call 
centers, produção de soluções multimédia e desenvolvimento de software para e-Government. 
Grande parte deste sucesso deve-se ao modelo de governação adoptada e à liderança assumida 
pelo NOSI – Núcleo Operacional para a Sociedade da Informação. 
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Cabo Verde ocupa uma posição cimeira no índice de E-Government das Nações Unidas, que 
é um compósito de três índices: das Soluções Web, das infra-estruturas de comunicações e do 
capital humano. Segundo a figura 1, Cabo Verde é o quinto país mais desenvolvido em 
África, estando perto da média mundial de desenvolvimento. A ambição do país é ultrapassar 
a média mundial (Leadership, 2006).  
 
Figura 1 – Posição de Cabo Verde na Sociedade da Informação 
Fonte: Leadership (2006) 
O exemplo das Ilhas Maurícias é incentivador para Cabo Verde no que se refere ao seu 
objectivo de desenvolver um Cluster TIC. Mais conhecidas como um destino turístico de 
eleição, as Maurícias são hoje ciber-ilhas dinâmicas, inseridas no mercado mundial das TIC, 
fruto de uma política concertada iniciada em 2000. Para além de um grande investimento na 
governação electrónica, onde já têm resultados importantes, as Maurícias apostaram no 
desenvolvimento do sector TIC. 
Segundo Lopes (2004), a entrada do nosso país no Cyber-espaço aconteceu em 1996, num 
momento em que, a nível mundial já havia registo de cinco milhões de utilizadores. Cabo 
Verde foi o 29º país africano a conectar-se à internet, contrastando com a rápida expansão 
conseguida noutras áreas das telecomunicações.  
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Contudo, a evolução da internet começou já a impor uma nova forma de organização da 
economia e da sociedade como um todo, num processo de reformulação e de reconstrução 
incessantes.  
Contrariamente ao que vem acontecendo noutras paragens, a absorção e integração na 
sociedade de informação processa-se mais rapidamente a nível do Estado que acaba tendo um 
papel indutor na promoção da sociedade de informação. No sector empresarial os passos mais 
significativos foram dados a nível da banca.  
Já se tem a percepção de que a sociedade de informação produz impactos relevantes na 
estruturação da própria sociedade, ao promover novos padrões comportamentais e mudanças 
na comunicação simbólica e o surgimento de comunidades virtuais.  
No processo de modernização em curso, a sociedade de instituições tradicionais vai ceder 
lugar a uma nova sociedade de indivíduos, de pessoas e de redes entre pessoas, com impactos 
significativos no Estado moderno onde a informação a baixo custo ou gratuita, abundante e 
acessível deverá constituir-se num dos bens mais preciosos que o Estado pode oferecer aos 
cidadãos. A eficácia do novo modelo informacional vai depender da elaboração de 
regulamentações e de codificações. Só desta forma o Estado poderá combater a tendência 
negativa de exclusão social, marginalizando grupos sociais significativos do debate público e 
do conjunto da economia e da sociedade, constituindo-se deste modo um campo fértil para a 
instabilidade. No novo contexto, a ética, a solidariedade e o humanismo serão muito 
importantes (Lopes, 2004).  
Segundo o mesmo autor, o governo posiciona-se cada vez mais como agente estratégico com 
papel fundamental na gestão da permanente contradição entre a demanda de maior 
participação directa dos cidadãos e a necessidade de decisões centrais estratégicas e rápidas. 
O crescimento das informações em rede, a transparência e a consequente diminuição da 
burocracia estatal aumentarão o controle social sobre o Estado o que contribuirá para a 
democratização do processo decisório e para uma maior efectividade da acção governamental. 
Todos os actores do desenvolvimento em Cabo Verde perceberam a importância das Novas 
Tecnologias de Informação e Comunicação (NTIC) e abraçaram, com ritmos diferentes é 
certo, os desafios da sociedade de informação. Com uma vida democrática crescente, marcada 
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por uma participação cada vez mais activa dos cidadãos e pelo controle crítico dos poderes 
instituídos, as NTIC começam a ganhar expressão e a contribuir para a transparência da 
governação, e para uma maior participação dos cidadãos. O pluralismo da informação, que na 
sua forma escrita ou audiovisual tem ainda pendor muito político com óbvias características 
mais elitistas do que populares, não está ainda suficientemente voltado para os sectores 
económicos e culturais. No entanto, a sua actividade cresce e suporta-se cada vez mais nas 
novas tecnologias. O Estado ainda ocupa posição de destaque com uma rede de infra-
estruturas já considerável e aplicativos que permitem uma aproximação crescente dos 
cidadãos e constituem mecanismos de acompanhamento e controle de toda a actividade 
governativa, o que representa um dos elementos essenciais do reforço da democracia cabo-
verdiana. 
3.1  Internet em Cabo Verde  
3.1.1 Percurso Histórico da Internet em Cabo Verde 
A Internet foi instalada, em Cabo Verde, em 1996 pela empresa CV Telecom e, em 1997 
iniciou-se a sua comercialização, com a utilização do serviço de Internet Dial-Up (28.800 
bps) e com amplitude da banda 64 Kbps através da TELEPAC. No arranque do processo, os 
clientes beneficiários eram 200, mas já no final de 1997 aumentaram para 474. Os anos de 
1996 e 1997 foram anos experimentais. A sua instalação efectiva foi feita em três fases. A 
primeira fase foi em 1998 com a instalação do primeiro Router na Praia onde foi feito a 
conversão de RDIS primário, utilizou-se a Dial-Up Analógico 56Kbs e Digital 64 Kbs. 
Haviam aderido ao serviço cerca de 1139 clientes. Em 1999, foram instalados dois Routers 
com conversão RDIS primária, na Praia e no Mindelo, com acesso a Dial-Up e IP. Foi a 
segunda fase de implementação da Internet. Já, na altura, haviam aderido cerca de 1654 
clientes. A terceira fase foi a da expansão do serviço a todas as ilhas de Cabo Verde. 
Aumentou a amplitude da banda para 1 Mbps (adesão ao serviço MIDGLOBAL - 
MARCONI).  Telecom serviu também de Backbone à rede Internet do governo (256kbs) a 
10000 utilizadores. Nesta fase, a Telecom já tinha conseguido 1863 clientes. A partir de 2004, 
foi introduzido o serviço de acesso a Internet em banda larga com a tecnologia ADSL. Nesta 
altura, cerca de 283 clientes aderiram ao serviço da banda larga, com um aumento 
significativo, em 2005, passando para 937 clientes. Neste ano, devido ao aumento de tráfico 
de navegação na Internet, a gateway internacional passou para 10 Mb/s. A Internet teve o seu 
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ritmo de crescimento e disseminação um pouco lento, e por si só, devido a falta de políticas 
de sua divulgação, que leva a sua assunção do papel que lhe está reservado no 
desenvolvimento social e económico do país. Este é as lacunas que faz com que Cabo Verde 
não alcance um desenvolvimento sobre os pilares das Tecnologias de Informação e 
Comunicação (TIC)6.  
Em Conselho de Ministros, Julho de 2003, foi criado a Comissão Interministerial para a 
Inovação e Sociedade de Informação (CIISI), sob a tutela do Primeiro-Ministro, com o 
objectivo de propor e promover políticas e estratégias de desenvolvimento da Sociedade de 
Informação e para uma Governação Electrónica. Comissão esta, que tem como estrutura 
operacional, desde Janeiro de 2004 data da apresentação pública, o Núcleo Operacional para a 
Sociedade de Informação (NOSI) que visa modernizar a estrutura organizacional da 
Administração Pública, mobilizando a sociedade, o sector privado e o sector público rumo à 
uma Sociedade de Informação e uma Governação Electrónica. Enquadrar a acção do Governo 
no domínio da tecnologia de informação e comunicação como um complemento e um 
elemento de um programa mais abrangente – “Programa Estratégico para a Sociedade da 
Informação (PESI)” – que deve constituir um conjunto de iniciativas coordenadas do sector 
público e do sector privado/empresarial, com vista a viabilizar uma nova fase de evolução da 
Internet e suas aplicações em Cabo Verde, tanto na capacitação para a pesquisa e 
desenvolvimento quanto na garantia de serviços avançados de comunicação e informação; 
Estimular o acesso á Internet seja individual, público, ou ainda colectivo ou comunitário, 
como um dos veículos para a universalização dos serviços e para colocar o Governo ao 
alcance dos cabo-verdianos, ampliando a transparência das suas acções e incrementando a 
participação do cidadão (Lopes, 2004). 
Segundo o mesmo autor, o governo cabo-verdiano pretende com a liberalização do sector 
assegurar melhores condições aos operadores económicos de telecomunicações que 
pretendem instalar-se em Cabo Verde. Assim como tem o propósito de disponibilizar 
gratuitamente até 2010 a Internet a todos os estabelecimento de ensino do arquipélago e 
introduzir o acesso ao sistema de navegação ADSL (Banda Larga), que numa primeira fase 
vai abranger 30 % das residências dos centros urbanos. 
                                                 
6 Disponível na Web: <www.anac.cv/index.php?option=com_content&task=view&id=52&Itemid=46.> 
Consultada em 10 de Junho de 2008. 
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3.1.2 Mercado actual da Internet em Cabo Verde 
O mercado de Internet é outro mercado de telecomunicações que perspectiva desenvolver em 
Cabo Verde. Em 2007 os utilizadores podiam aderir a este serviço através de duas 
modalidades: acesso comutado (Dial-Up) e ADSL (Asymmetric Digital Subscriber Line).  
A demanda dos serviços da Internet, em geral, vem crescendo, nos últimos 5 anos, embora, 
vagarosamente, registando um ligeiro declínio em 2007 na ordem de menos 1%. Esta 
diminuição justifica-se pelo facto dos preços praticados, ainda, não estarem ao alcance dos 
consumidores. Note-se, contudo, uma ampla migração do Dial-Up para ADSL. Como se pôde 
comprovar na tabela 1 e figura 2, em 2007, o ADSL registou um aumento de 111% em 
comparação com o ano transacto (ANAC, 2008).  
 
Tabela 1 – Evolução do número de acesso à serviços Internet 
Fonte: ANAC (2008) 
 
Figura 2 – Evolução do número de acesso à serviços de Internet 
Fonte: ANAC (2008)  
Segundo ANAC (2008), por outro lado a participação do acesso via Dial-Up vem 
decrescendo, pois, em 2005 representou 85,62% e nos anos seguintes, 75,75% e 47,55% 
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respectivamente. Esse facto pode estar vinculado a preferência do consumidor por um melhor 
serviço respeitante a velocidades de acesso e transmissão de dados. De realçar que não foram 
adicionados na tabela 1 e figura 2 os utilizadores da rede do Estado que, também, usufruem 
do serviço de Internet em Cabo Verde.  
Para colmatar o défice de acesso a Internet, a ANAC procedeu licenciar (observar na tabela 2) 
mais duas operadoras (ISP), fomentando a concorrência e uma possível redução de preço dos 
serviços de Internet para o benefício dos consumidores. Embora, essas duas operadoras não 
iniciaram as suas actividades. 
 
Tabela 2 – Empresas autorizadas para ser Provedoras do Serviço de Internet (ISP) 
Fonte: ANAC (2008) 
3.1.3 Base Tecnológica da Internet em Cabo Verde 
Antigamente, a pedido do Instituto Superior do Engenho e das Ciências do Mar – ISECMAR 
– a CVTelecom instalou dois pontos de acesso, um na Praia e o outro no Mindelo, estando o 
serviço Dial-Up disponível através de um número único. Hoje, a Internet tem a sua base 
tecnológica na ANAC que compete administrar o domínio de nível máximo de topo, o sufixo 
".CV", (Country Code Top Level Domain-ccTLD), designadamente DNS- Domain Name 
System) (ANAC, 2008b). 
O tráfego interno é feito com os recursos disponíveis internamente, sem qualquer recurso à 
“roteamento” exteriores. O tráfego internacional é feito através do cabo submarino de Fibra 
Óptica Atlantis 2 à MID (Marconi Internet Direct) em Portugal. 
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O débito da largura de banda do tráfego da Internet veio aumentar, com o crescimento dos 
números dos utilizadores, assim como demonstra a tabela 3: 
 
Débito 
Data de entrada ao
serviço 
64 Kbps Outubro 1996 
128 Kbps Outubro 1997 
512 Kbps Julho de 1999 
1024 Kbps Maio de 2000 
1536 Kbps Outubro de 2000 
2048 Kbps Maio de 2001 
3 Mbps Março de 2002 
4 Mbps Janeiro de 2003 
8 Mbps Julho de 2003 
ADSL Março de 2004 
 
Tabela 3 – Débito do tráfego da Internet 
Fonte: Lopes (2004) 
Hoje, Cabo Verde se dispõe de acesso rápido através do ADSL, e no Dial-Up o acesso mais 
rápido que se dispõe é através do serviço ISDN (Integrated Service Digital Network) e por 
linha dedicada. O serviço ISDN está disponível em duas modalidades: 
1. Acesso básico (64 Kbps), que cobre todo território nacional; 
2. Acesso primário (128 Kbps), que esta disponível limitado a determinadas redes. 
3.1.4 Quadro Legal para a Internet 
Introduzida em 1996 com ligação à TELEPAC,  através da empresa de comunicações cabo-
verdiana Cabo Verde Telecom, a disseminação da Internet em Cabo Verde tinha sido feito de 
forma muito lenta e por si mesma devido à ausência, ainda, de uma política bem definida e 
partilhada da sua divulgação e de uma plena assunção do papel que lhe está reservado no 
desenvolvimento social e económico do país. 
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O quadro legal para a prestação do serviço da Internet em Cabo Verde privilegiava, até 2006, 
o monopólio da empresa Cabo Verde Telecom. Mais recentemente verifica-se uma crescente 
liberalização do mercado que permitiu o aparecimento de duas empresas concorrentes a 
Cabocom (Sal) e a CV-Wifi (São Vicente). Estas deverão iniciar actividade durante o 2º 
trimestre de 2008 prevendo-se que a grande mudança possa acontecer ao nível da oferta do 
VoIP (Voice over Internet Protocol) (ANAC, 2008). 
4 Estratégia do Governo versus Sociedade da Informação 
Com a plena consciência da importância das Tecnologias de Informação e Comunicação 
(TIC) para o desenvolvimento do país e na sequência de um conjunto de acções anteriormente 
encetadas, o Governo de Cabo Verde, com o apoio do PNUD (Programa das Nações Unidas 
para o Desenvolvimento), decidiu elaborar um Programa Estratégico para a Sociedade da 
Informação (PESI) e um Plano de Acção para a Governação Electrónica (PAGE). A 
receptividade inicial das entidades de Cabo Verde e da entidades internacionais a estes dois 
documentos, produzidos sob a liderança do NOSI, são um bom indicador do seu potencial 
para vir a mobilizar os recursos nacionais e internacionais necessários, reunir as energias 
positivas e cooperativas a todos os níveis de Governo Central e Local, públicos e privados, 
cruciais para o sucesso de Cabo Verde na construção de uma Sociedade da Informação 
pujante e justa (PNUD, 2004). 
4.1 Programa Estratégico para a Sociedade da Informação (PESI) 
 As TIC e o seu impacto na criação de uma Sociedade da Informação são fundamentais para o 
desenvolvimento sustentável de Cabo Verde. O Programa Estratégico para a Sociedade da 
Informação (PESI) descreve a estratégia para o desenvolvimento da Sociedade da Informação 
em Cabo Verde, representando o culminar de um processo de envolvimento alargado da 
sociedade cabo-verdiana e o início de um desafio extremamente importante para o país e para 
o bem-estar dos seus cidadãos (NOSI, 2005a). 
O PESI adopta um modelo integrado de actuação, devidamente alinhado com os objectivos 
estratégicos de Cabo Verde e com as políticas internacionais relevantes, e pressupõe uma 
aposta estruturante de todos os cabo-verdianos de acordo com papéis de intervenção 
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concertados no âmbito de uma responsabilidade colectiva e de um modelo participativo de 
intervenção. A abordagem conceptual de suporte ao PESI está baseada em sete vertentes 
fundamentais. O PESI deve funcionar como um instrumento pragmático orientado para a 
acção, ligando as vertentes do modelo conceptual a pilares fundamentais de intervenção na 
sociedade. Cada pilar dará, deste modo, lugar a intervenções concretas materializadas em 
acções e medidas calendarizadas, orçamentadas e com responsáveis definidos. Estas acções 
estão organizadas segundo eixos de intervenção7. 
Segundo NOSI (2005a), o desenvolvimento do PESI contou com o input de várias referências 
de contexto ao nível nacional e internacional agrupados em quatro vertentes fundamentais: i) 
Estratégia de desenvolvimento do país; ii) Enquadramento internacional de referência para a 
Sociedade da Informação; iii) Documentos nacionais sobre a Sociedade da Informação; iv) 
Enquadramento orçamental. O PESI assenta na promoção dos cinco (5) desafios de 
desenvolvimento de Cabo Verde, em sete (7) vertentes de actuação e em nove (9) pilares de 
intervenção (5 de conteúdo e 4 de contexto), conforme indicado na figura que se segue: 
 
Figura 3 – PESI para Cabo Verde 
Fonte: NOSI (2005a) 
                                                 
7 Disponível na Web: <www.nosi.cv.> no menu publicações e na secção de Estudos e Relatórios. Consultada em 
07 de Junho de 2008. 
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4.2 Plano de Acção para a Governação Electrónica (PAGE) 
A Governação Electrónica é um dos pilares de desenvolvimento da Sociedade de Informação 
em Cabo Verde conforme estabelecido no Programa Estratégico da Sociedade da Informação 
(PESI) acima abordado. Dada a sua importância para o desenvolvimento sustentado do país, 
foi elaborado um Plano de Acção para a Governação Electrónica (PAGE) que tem como 
objectivo definir as linhas de orientação estratégica a adoptar, as prioridades de actuação e as 
acções e projectos que as materializam8. 
O Plano de Acção tem em conta que a utilização das TIC na Administração do Estado é uma 
realidade irreversível em Cabo Verde e que passos importantes foram já dados em direcção à 
Governação Electrónica. 
De acordo com NOSI (2005), a concretização de uma Governação Electrónica próxima dos 
cidadãos, requer a utilização estratégica e operacional das TIC de forma coordenada em prol 
da prestação de serviços públicos de qualidade, da melhoria da gestão interna, de uma ampla 
participação dos cidadãos, suportados por uma arquitectura tecnológica de banda larga, 
interoperável e segura. Enquanto conceito, a Governação Electrónica representa uma nova 
lógica de actuação, que impõe transformações profundas, mas faseadas na forma de governar, 
que requer uma abordagem sistematizada e coordenada. De forma a conferir maior 
operacionalidade ao Plano de Acção foram definidos seis eixos de actuação para a 
Governação Electrónica que reflectem directamente os seis objectivos estratégicos 
identificados, para além do objectivo genérico de contributo para a Sociedade da Informação: 
? Eixo 1 – Serviços Públicos Interactivos – A melhoria dos serviços públicos, através 
da utilização de novas formas de relacionamento com os cidadãos e as empresas, 
requer uma abordagem faseada, baseada na prioritização da disponibilização de 
serviços públicos interactivos, suportados pela reestruturação de processos de 
retaguarda e pela promoção da adesão aos serviços disponibilizados. 
                                                 
8 Disponível na Web: <www.nosi.cv.> no menu publicações e na secção de Estudos e Relatórios. Consultada em 
07 de Junho de 2008. 
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? Eixo 2 – Democracia Electrónica – A construção de uma sociedade baseada na 
informação e no conhecimento, assim como a aposta na boa governação, têm 
subjacente a informação sistemática e a promoção da participação activa dos cidadãos 
em geral como base de consolidação do processo democrático. 
? Eixo 3 – Administração Pública Eficiente – O processo de transformação da 
Administração Pública Cabo-verdiana passa pela agilização, racionalização e aumento 
da transparência da gestão, com enfoque no sistema financeiro, tendo em vista uma 
abordagem global, abrangente e completa, que dê suporte a uma governação mais 
próxima do cidadão. 
? Eixo 4 – Saúde para Todos – A disponibilização de melhores serviços de saúde a 
todos os Cabo-verdianos requer a consolidação da gestão do sistema de saúde, 
apostando na sua informatização, a melhoria da prestação dos cuidados de saúde 
prestados, através da utilização de novos suportes tecnológicos, e a massificação do 
acesso à saúde, nomeadamente ao nível das regiões remotas. 
? Eixo 5 – Qualificação dos Recursos Humanos da Administração Pública – A 
capacitação e motivação dos recursos humanos da Administração Pública é factor 
crítico para o sucesso da Governação Electrónica e requer uma forte aposta na 
formação e desenvolvimento de competências e no envolvimento desses recursos no 
processo de transformação em curso. 
? Eixo 6 – Capacidade Tecnológica – As infra-estruturas utilizadas pela Administração 
Pública condicionam fortemente o seu desempenho em termos da qualidade dos 
serviços prestados, da gestão eficiente dos processos de back-office e da motivação 
dos trabalhadores, sendo por isso fundamental assegurar o devido apetrechamento 
tecnológico e a definição de políticas eficientes de gestão das infra-estruturas, que 
sejam capazes de dar resposta aos desafios de transformação da Governação Cabo-
verdiana. 
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Capítulo 3: Polícia e Informação 
Actualmente, nota-se, que em qualquer ramo da nossa actividade quer pública ou privada, as 
Novas Tecnologias de Informação e Comunicação (NTIC) está sempre presente. Devido a sua 
constante evolução e suas consequentes vantagens competitivas, a Polícia moderna tem 
buscado o aumento da eficiência das suas actividades por meio da utilização das NTIC para 
melhorarem os mecanismos de gestão e de informações para o planeamento táctico e 
estratégico, bem como para formulação de critérios para avaliação de desempenho, 
permitindo análise de cenários e, a partir destes, prever resultados futuros. 
A polícia depende de informações e a sua fonte básica é a população. Para entender as 
funções da polícia é muito importante entender como ela obtém, processa, 
compila/descompila e usa tais informações. 
A inovação gerada pelas novas tecnologias de informação no trabalho policial possui aspectos 
próprios do contexto organizacional policial e tende a ser a mais importante e influente dentre 
as tecnologias aplicadas.  
Filho (2006) afirma que tais inovações produziram mudanças significativas no policiamento 
moderno e que algumas pesquisas sugerem que a TI tem sido limitada pela estrutura 
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tradicional do policiamento e pelo papel tradicional do policial. No entanto, a TI tem 
potencial de adaptar o policiamento no próximo século.  
O autor ressalta que é preciso realizar estudos sistemáticos que analise como isso vai 
acontecer e quais facetas do policiamento vão ser moldadas e vão moldar o uso da TI, 
sobretudo porque a tecnologia é padronizada pelas normas e valores da cultura ocupacional da 
polícia e pelos contextos e situações de tomada de decisão. 
1 A Origem da Polícia e sua Concepção Moderna 
Etimologicamente, polícia, assim como política, vem do grego politéia (constituição) que 
surge juntamente com a Cidade – Estado grega entre os séculos VIII e VII a.C. Este termo 
remete, por um lado, à ideia de uma instituição específica, a pólis, e, por outro lado, à noção 
de uma acção que visa a manter a unidade dentro da pólis, o governo. Como forma de 
estabelecer esta unidade, houve a necessidade de se criar um conjunto de leis e de se ter 
agentes específicos para garantir o cumprimento das normas. Com isso, já nesse período, 
observou-se a distinção entre autoridades administrativas que editam as leis, governantes e 
legisladores, e as que fiscalizam o cumprimento das regras, a polícia (Júnior, 2006). 
Segundo o mesmo autor, a derivação etimológica de politéia gerou uma definição bastante 
abrangente de polícia. Esta significou, basicamente, tanto na Idade Clássica como na Idade 
Média, instituições direccionadas para o funcionamento e para a conservação da pólis. Dentro 
da modernidade, mais especificamente a partir do século XIX, a polícia adquiriu um 
significado mais restrito, passando a direccionar suas actividades para proteger a comunidade 
dos perigos internos relacionados com a desordem pública, entendida como aquelas 
manifestações contrárias ao status quo político-económico, e com a insegurança pública, 
entendida como aquelas acções ameaçadoras da integridade física e da propriedade por parte 
de eventos naturais e inimigos sociais. A partir desta concepção moderna de polícia é possível 
encontrar várias definições que possibilitam um melhor entendimento do significado do termo 
na actualidade.  
A concepção da palavra Polícia realçada pelo Júnior (2006) foi o seguinte: “que a polícia é 
um grupo de profissionais uniformizados que executam actividades de patrulhamentos em 
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espaços públicos, exercendo um poder direccionado prioritariamente para o controlo e 
prevenção do crime e da manutenção da ordem, sem, contudo, deixar de realizar algumas 
funções negociáveis de carácter social”.  
2 O Que Faz a Polícia 
As vezes ficamos com uma concepção vulgar de que a Polícia só prende e bate nas pessoas 
quando merecem ou não de serem reprimidas. Actualmente, a actividade policial está a 
tornar-se cada vez mais complicado devido ao aparecimento de vários grupos de indivíduos 
que estão a desafiar a segurança pública dos bens e cidadãos e, tendo como consequência, a 
evolução de vários tipos de crimes que exigem muito esforço e firmeza por parte dos polícias. 
Segundo Filho (2006), as polícias modernas realizam três actividades básicas: a) a 
investigação criminal; b) o uso da força bruta ou de choque, nos casos considerados 
necessários (distúrbios civis, repressão a movimentos sociais, entre outros); e c) o 
patrulhamento ostensivo e uniformizado dos espaços públicos, com a prerrogativa de uso da 
força. Força como um acto de coerção, um acto discricionário, legal, legítimo e profissional. 
O que faz a polícia é uma questão obrigatória para análise da finalidade policial. Observando 
o quotidiano do trabalho policial, o mesmo autor define as seguintes características do 
aparelho policial: um instrumento de poder, que dá ordens; um serviço público, susceptível de 
ser requisitados por todos; uma profissão, que desenvolve seus próprios interesse. O papel da 
polícia é tratar de todos os tipos de problemas humanos quando sua solução necessite ou 
possa necessitar do emprego da força e na medida que isso ocorra, no lugar e no momento em 
que tais problemas surgem.  
Embora seja característico da actividade policial o facto de estar autorizada a usar a força 
física para regular as relações interpessoais nas comunidades, isso não é tudo que ela faz. Nas 
sociedades modernas, urbanas e industrializadas, a polícia desempenha um papel de prestação 
de serviços, ao mesmo tempo em que a necessidade de aplicação da lei aparece. Essas 
características da actividade policial determinam um espectro amplo de serviços demandados 
e realizados. A definição de procedimentos claros dessas actividades, o registo dos serviços 
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prestados e a avaliação do seu desempenho requerem um grande esforço de gestão da 
informação dos processos.  
3 Informação Policial 
Os processos policiais, além de gerarem muita informação, utilizam muita informação de 
fontes diversas: dossiers, sistemas de registo de ocorrências recebidas, base de dados de 
interesse policial, informantes, relatos de ocorrências, testemunhas, provas materiais, laúdos, 
documentos, mídias diversas e entre outras.  
Tanto para o serviço típico policial, quanto para as actividades investigativas e até para outros 
serviços prestados, é necessário que a polícia possua informações em determinados níveis de 
pormenores e processamento. Por exemplo, nas actividades de patrulhamento, a polícia 
necessita da informação imediata dos factos que estão ocorrendo em uma determinada região 
e nas acções investigativas, são indispensáveis os cadastros integrados de pessoas, dados das 
ocorrências e demais análises criminais. Embora a polícia seja tão dependente da informação, 
as formas como a polícia recolhe, processa e usa a informação não são lineares, e não há um 
conjunto específico de procedimentos preestabelecidos para cada tipo de informação 
utilizada9. 
Embora a polícia seja tão dependente da informação, as formas como a polícia recolhe, 
processa e usa a informação não são lineares, e não há um conjunto específico de 
procedimentos preestabelecidos para cada tipo de informação utilizada.  
Filho (2006) confirma a importância da informação no trabalho policial salientando que ela 
determina conduta, direcção e a ela é atribuído um significado pela cultura organizacional. A 
informação tem sido vista como fundamental para as operações policiais, mas, ao mesmo 
tempo, pode-se qualificar a informação como boa até onde a teoria definir o seu valor e sua 
utilidade. 
                                                 
9 Disponível na Web: 
<http://www.adm.ufba.br/pub/publicacao/5/MPA/2006/597/egberto_vilas_boas_lemos_filho.zip.>. Consultada 
em 18 de Junho de 2008. 
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4 Fontes e Tipos de Informação 
O processo de aquisição de informações na Polícia é realizado de forma heterogénea, as 
fontes e tipos de informação são diversas, cada qual com o seu grau de importância. A 
informação tem que ser clara, precisa e concisa e oportuna.  
No que diz respeito as fontes e tipos de informação úteis para as actividades policiais, o Filho 
(2006) destaca quatro tipos como principais formas para obtenção de informações: o público 
em geral; os sistemas de organização e alarme; outras fontes policiais; e as elites 
externas. Embora o público em geral seja a maior fonte de informação, muitas acções 
criminosas não são registadas devido às limitações do cidadão em relatar, as quais podem 
estar relacionadas com a dificuldade do acesso aos canais de comunicação policial. O autor 
ressalta que os processos internos da polícia constituem uma grande parte da carga total de 
informação policial, pois são registados factos e informações processadas nos seus trâmites. A 
informação nos departamentos policiais possui um carácter fragmentado devido à diversidade 
do trabalho, cujo bom senso do policial molda a sua produção. Nem sempre as principais 
informações que um policial conhece estão disponíveis para outro policial por causa das 
práticas personalizadas de “armazenamento” de informação. 
Segundo o mesmo autor, a polícia trabalha com informações primárias e secundárias e as usa 
para diferentes fins. A informação primária vem directo da fonte informativa. Essa 
informação ainda não foi modificada, analisada ou mesmo contextualizada, logo são aquelas 
que primeiro chegam à atenção da polícia. São dados recolhidos pelos policiais nas acções de 
policiamento e de atendimento policial, sistemas de comunicação policial, teleatendimento, 
registo de ocorrências, entre outras. Já as informações secundárias são consideradas como 
fontes que registam ou interpretam as informações primárias. Um exemplo é quando um 
registo de ocorrência policial é processado e tramitado para um procedimento policial de 
investigação que analisa de forma sistémica casos semelhantes e recorrentes, produzindo 
hipóteses e testando-as em seguida. São informações trabalhadas nas unidades de “análise de 
crime” que permitem combinar tais dados com outros julgados relevantes para entender o 
comportamento das acções criminosas e actuar de maneira integrada no planeamento do 
policiamento, na investigação de grupos criminosos ou nas acções sociais. 
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5 Processo de Recolha de Informações 
O processo de recolha de informação policial depende das fontes de informação e dos tipos de 
informação. A informação que é recebida e processada possui restrições quanto ao seu 
significado e relevância no trabalho policial, que varia conforme o entendimento das unidades 
a respeito do que é mais importante para a actividade policial. As informações registadas 
pelos policiais, quando relatam ou escrevem, reflectem sua visão e memória do facto, e 
podem estar sendo influenciadas pelas divisões funcionais do policiamento e pelo formato que 
elas são lançadas nas anotações policiais. Nem toda informação apreendida é lançada nos 
sistemas de informação. Estas restrições estabelecem o palco para uma análise de como as 
mudanças na tecnologia da informação podem mudar a significação das acções da polícia. Na 
gestão da informação há necessidade não só de observar a estratégia de negócios e os 
processos de negócios, mas também a estrutura organizacional, cultura organizacional e a 
orientação dos recursos humanos, pois cada um destes aspectos influencia a estratégia da 
informação e é influenciado por ela. Assim como na gestão empresarial, a gestão pública 
possui grande semelhança quanto aos factores que afeiçoam o uso da informação10.  
A informação policial obedece fluxos apropriados pelos relacionamentos, processos e valores 
inerentes da actividade. O mais comum é movimentar de “baixo” para “cima”, ou seja, do 
policial na rua para os dirigentes policiais. Pouca informação se move de “cima” para 
“baixo”, ou seja, do alto escalão para o pessoal operacional, já que as informações entram na 
organização por baixo, como resultado dos chamados dos cidadãos ou por actividades 
associadas aos patrulhamentos ou relatos de registos de ocorrências.  
Também há casos que as informações se movem na horizontal, ou seja, do mundo externo dos 
cidadãos para o mundo da polícia, cruza as fronteiras dos departamentos policiais e sofre 
transformação de significação com diferentes níveis de intensidade. Quando a informação 
chega à polícia pelo canal da sociedade civil organizada, chega inicialmente aos níveis 
directivos da organização, não sendo comunicado o seu conteúdo para o pessoal policial 
operacional. Este percebe apenas essas sinalizações por meio das ordens dos escalões 
superiores. 
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6 Cultura Organizacional Policial e TI 
Na sociedade actual que vivemos, as TIC estão a invadir por tudo quanto é lado e estão a 
oferecer novas formas para a realização de qualquer acção do nosso quotidiano. Sabemos que 
cada região, raças, etnias, organizações e entre outras têm a sua cultura. Mas é difícil 
encontrar uma cultura desligada da utilização das TICs. Por isso, que se diz que estamos na 
era de informação e conhecimento por causa da importância que o mesmo tem para qualquer 
sociedade e cultura que está a depender, mesmo sem querer, dos benefícios que ela traz.  
Neste âmbito, a cultura organizacional deve ser analisada em diversos níveis de informação, 
quanto às “concepções básicas” de um grupo e quanto à percepção do meio, da comunicação 
e das atitudes. O nível mais profundo para interpretar as informações sobre cultura 
organizacional é o das “concepções básicas”. Nele estão os aspectos mais implícitos da 
cultura, geralmente os que guiam percepções, pensamentos e sensações. Os aspectos culturais 
analisados nesse nível são aqueles mais difíceis de mudar, pois requerem possíveis alterações 
nas estruturas mais estáveis. Reestruturar as concepções básicas de um grupo pode trazer, 
temporariamente, instabilidade cognitiva e interpessoal, gerando, como consequência, muita 
ansiedade.  
Filho (2006) salienta que a introdução de qualquer nova tecnologia em uma organização pode 
ser vista como um problema de mudança de cultura. Se a tecnologia muda de forma 
considerável, a organização não só aprende novas práticas, como também, deve se redefinir 
de tal modo que envolva suas “concepções básicas”. A implementação de TI passa, 
inevitavelmente, por mudanças organizacionais que por sua vez promovem, em algum nível, 
um processo de mudança na cultura organizacional. As atitudes dos executivos em relação à 
TI são influenciadas pelas suas “concepções básicas”, que determinam um padrão de 
comportamento. 
Ainda, o mesmo autor assegura que a cultura organizacional determina quais informações são 
consideradas relevantes para tomar decisões. Na prática, os policiais fazem triagem e filtram 
as informações que entram nos arquivos, ou seja, moldam os dados primários, baseados numa 
                                                                                                                                                        
10 Disponível na Web: 
<http://www.adm.ufba.br/pub/publicacao/5/MPA/2006/597/egberto_vilas_boas_lemos_filho.zip.>. Consultada 
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série inexplicável de suposições de senso comum, a respeito da natureza do trabalho da 
polícia. O que entra nos arquivos dos computadores é uma versão bem editada da realidade 
primária enfrentada pelos policiais nas ruas. Isto resulta directamente na quantidade, 
qualidade e validade dos dados processados. Todos esses factores devem ser considerados na 
comunicação entre a sociedade e a polícia quando procura-se evoluir na prestação de serviço 
público utilizando recursos da tecnologia da informação. 
7 Inteligência e Estratégia Policial 
O conceito de inteligência tem abordagens relacionadas com a gestão estratégica da 
informação e do conhecimento nas organizações. Segundo Filho (2006), inteligência é o 
processo organizacional de recolha e análise sistemática da informação, que por sua vez é 
disseminada como inteligência aos utilizadores. Os objectivos da inteligência policial são 
detectar e prever as tendências criminais, de forma a permitir que a corporação ganhe um 
posicionamento proactivo e não meramente reactivo; possibilitar a gestão das prioridades e a 
definição de objectivos concretos; auxiliar na distribuição racional dos recursos e no 
estabelecimento de uma política de aquisição dos mesmos; auxiliar a investigação criminal na 
descoberta dos autores de crime e na aferição dos contornos das redes criminosas; aferir 
vulnerabilidades, antecipar intenções e aferir possibilidades de organizações inconvenientes. 
O conceito de inteligência tem origem nas organizações militares. Dentro do contexto da 
competição empresarial esse conceito evoluiu para um conjunto de actividades denominada 
Inteligência Competitiva (IC). Nas organizações policiais o conceito de inteligência evoluiu 
para a inteligência policial definido como actividades que envolvem a informação 
sistematizada, classificada e analisada, que foi codificada em categorias relevantes para a 
polícia.  
Ainda, o mesmo autor salienta que a actividade de inteligência policial é recente e o conceito 
ainda não está solidificado e o classifica como prospectiva, retrospectiva e aplicada. Essa 
classificação estabelece os critérios de recolha e foca na aplicação directa da informação 
como subsídio à actividade policial. A inteligência prospectiva é a informação recolhida 
antes do crime ou problema, com base na identificação de alvos seleccionados e com o 
desenvolvimento de algumas “teorias” de base social, ou pela compreensão da natureza, da 
                                                                                                                                                        
em 18 de Junho de 2008. 
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aparência e da frequência do fenómeno a ser controlado. Busca-se identificar correlações que 
possam orientar políticas e acções planeadas que testam as inferências realizadas. A 
inteligência retrospectiva é a informação que resulta do curso normal do trabalho policial, 
por exemplo, dos arquivos de prisões, das violações de trânsito e dos mandatos de prisão 
pendentes. Essa actividade concentra-se nas informações armazenadas em bases de dados de 
interesse policial. A inteligência aplicada é significativa quando há evidências sobre os 
suspeitos, as quais podem exigir o trabalho de comprovação da sua materialidade e um 
desdobramento para a investigação profunda do caso analisado. A inteligência aplicada busca 
associar nomes de suspeitos já anteriormente conhecidos com actos conhecidos que possuem 
evidências, ou é usada para conectá-los.  
As estratégias policiais são traçadas com base no processamento dos diferentes tipos de 
informação processada nos ciclos de acções de inteligência policial. Voltando para a definição 
da inteligência policial, as estratégias orientam as concepções da polícia sobre as informações 
que devem ser recolhidas, processadas, analisadas e disseminadas. As estratégias operacionais 
podem ser: preventiva, proactiva e reactiva11. 
⇒ Estratégia preventiva é a orientação do trabalho policial baseado no comportamento 
passado e potencial de indivíduos ou grupos. Além do planeamento do trabalho de 
policiamento ostensivo, a actividade de prevenção busca identificar durante o 
policiamento pessoas e grupos com motivações para cometer um delito.  
⇒ Estratégia proactiva busca acções com objectivo de predizer eventos ou planear-se 
para eles. Para predizer é necessário compor cenários baseados na inteligência 
prospectiva. Nessa estratégia, também, estão inseridas as acções de infiltração da 
polícia nos prováveis focos de acontecimentos criminosos identificados com base na 
análise de informações. 
⇒ Estratégia reactiva decorre da acção directa nos acontecimentos considerados como 
assuntos policiais. Esse trabalho pode ser subsidiado pelo uso da informação de 
históricos criminais, de bases de informação de interesse policial, como, por exemplo, 
                                                 
11 Consultada no dia 18 de Junho de 2008 e Disponível na Web: 
<http://www.adm.ufba.br/pub/publicacao/5/MPA/2006/597/egberto_vilas_boas_lemos_filho.zip.>. 
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registos de automóveis e mandados de prisão. Tal estratégia cria inteligência 
retrospectiva e surge da própria estratégia.  
A tecnologia da informação tem contribuído nas implementações das estratégias e na 
viabilidade das funções de inteligência. Partindo do princípio de Filho (2006), de que 
qualquer forma de tecnologia da informação vai interagir com as funções de estratégias e 
inteligência, mesmo a estratégia proactiva como a preventiva, o uso estratégico mais 
importante está associado às estratégias reactivas. Quando se usa uma estratégia reactiva, a 
inteligência retrospectiva é o método dominante. É claro que, na ausência de mudanças na 
política ou no comando, a predominância de estratégias reactivas de inteligência retrospectiva 
significa que cada policial cria sua própria base de dados, ou capacidade de inteligência, e 
trabalha automaticamente. A actividade de inteligência prospectiva trabalha com uma maior 
complexidade no processo de recolha, processamento e recuperação da informação. Os dados 
recolhidos, muitas vezes, não são estruturados e não conseguem extrair os dados mais 
relevantes para a análise. 
8 Tecnologia da Informação Policial 
A tecnologia da informação entra no cenário das actividades policiais com o objectivo de 
agilizar os processos de análise e tomada de decisão, reduzir os riscos de informações 
incorrectas, formar bases de dados com conhecimentos que permitam os processos rotineiros, 
investigativos e de suporte às acções de inteligência, optimizar os trâmites dos processos 
policiais, minimizar os riscos das acções policiais e universalizar o acesso dos serviços 
policiais aos cidadãos. Os sistemas de informação policial são concebidos para realizar as 
mais variadas consultas e cruzamento de informações necessárias ao processo de tomada de 
decisão e de investigação. 
Para Filho (2006), a TI deve permitir que as informações de interesse policial sejam 
compreensíveis por todos, partilhadas de modo geral como conhecimento reproduzível e 
mantido em sistemas de informações que permitam a realização das funções de inteligência. 
Deve permitir ainda que a decisão policial passe a contemplar não só as informações 
importantes retiradas directamente das “ruas”, mas, também, as informações secundárias fruto 
de análises. No entanto, as decisões da polícia são amplamente baseadas em informações 
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básicas, não são examinadas e também não são passíveis de revisão. Além do mais, durante o 
processo de entrada de dados primários nos sistemas de informação, é realizada, pelos 
policiais, uma triagem e selecção dos dados de acordo com o “bom senso” do que é relevante 
para o trabalho da polícia. 
Segundo o mesmo autor, o sistema de informação entrega o mais importante produto da nossa 
época – a informação. Na polícia essa entrega é feita por meio de diversas formas: relatórios, 
consultas, gráficos, informativos, estatísticas, vídeos, entre outras. Para esse autor, hoje em 
dia, o software assume um duplo papel: ele é o produto e, ao mesmo tempo, o veículo para 
entrega do produto. Como veículo, ele viabiliza, por intermédio dos protocolos de 
comunicação, a transmissão de dados por diversos meios e equipamentos de comunicação, 
como por exemplo: redes corporativas, redes wireless, internet, rádios transmissores, 
celulares, etc. Todos essas tecnologias são aplicáveis nos diversos modos de operação 
policial, desde a utilização de um computador para registar uma ocorrência policial até a 
aplicação de diversos softwares e equipamentos de transmissão e processamento de dados 
utilizados na análise espacial do acompanhamento das viaturas equipadas com Geographic 
Position System (GPS). Outra possibilidade é o uso do software para combater e identificar 
crimes cometidos com a utilização de outros softwares. São artefactos utilizados na área 
forense, os quais apoiam a investigação e o levantamento de provas nos casos de invasão 
digital.  
Como a actividade policial demanda de múltiplas fontes de informação, também o emprego 
da TI na polícia requer a utilização de múltiplas bases informacionais dispostas em diversos 
sistemas de informação. Essa heterogeneidade do ambiente de TI policial exige um alto grau 
de interoperabilidade dos sistemas, permitindo o cruzamento de diversas bases de dados por 
meio dos sistemas especialistas. Outro factor relevante é a garantia da qualidade da 
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Capítulo 4: Soluções de STI para Serviços Policiais 
1 Contextualização 
Presentemente, para combater a diversidade dos crimes que a nossa sociedade depara 
frequentemente, a polícia de qualquer parte do mundo utiliza novas tecnologias de informação 
e comunicação para apoiá-los nas suas actividades rotineiras. Cada vez mais, a polícia está a 
depender de TICs para cumprir as suas missões que estão ficando mais complexo com o 
aparecimento de novos crimes, em que os criminosos estão apoiando em novas tecnologias 
para praticar certos delitos. Para poder melhorar o seu desempenho operacional, em quase 
toda a parte do globo terrestre, a polícia está aderir e adquirir novas TICs para acompanhar o 
desenvolvimento social que está muito acelerado.  
Existem várias soluções de sistemas de informação adequadas para a polícia. Nas secções que 
secções que se seguem, são apresentadas algumas dessas soluções informáticas úteis que 
auxiliam as actividades operacionais dos polícias. 
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2 Exemplos de Soluções Informáticas para Serviços Policiais 
2.1 Sistema Integrado de Gestão Operacional (SIGO) 
O SIGO é um sistema 100% Web desenvolvido em PHP pela Empresa Compnet, corre sobre 
plataforma MS Windows® 2000 Server, MS SQL Server e Internet Information Server (IIS). 
Este sistema integra, de forma eficiente e segura, informações de diversas forças Policiais, 
Corpo de Bombeiros, Perícia Técnica e Sistema Prisional e Socio-educativo favorecendo o 
trabalho completo de polícia e respeitando as competências, características e segurança de 
dados de cada unidade. Através de uma única informação ou registo, é possível acompanhar, 
em tempo real, todos os procedimentos e medidas adoptadas. O sistema indicará ainda o tipo 
de crime de cada ocorrência registada, as peças processuais que devem ser formalizadas, o 
nome de quem está de serviço e a providência tomada, além de encaminhar a identificação de 
quem está ou esteve de serviço e a omissão em relação ao dever que deveria ter cumprido, em 
caso de falha. Também possibilita a precisão de relatórios estatísticos diários dos mais 
diversos índices, desde furtos e roubos até homicídios, sendo ainda importante ferramenta 
para identificação de suspeitos e criminosos (Compnet, 2006).  
Através de um único clique num dos círculos brancos, um utilizador do sistema SIGO pode 
aceder a qualquer pacote autorizado constante no sistema, conforme ilustra a figura seguinte. 
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Figura 4 – Screen Principal do Sistema “SIGO” 
Fonte: Compnet (2006) 
Um dos principais objectivos do sistema “SIGO” é adoptar procedimentos, padrões integrados 
e informação única de todas as instituições de segurança pública. O SIGO conecta todas as 
corporações de segurança em tempo real e em uma única base de dados, adoptando normas e 
práticas operacionais que mudam a maneira como são conduzidos os procedimentos, 
interligando-os e unificando-os de ponta a ponta. 
Vantagens: O SIGO ajuda na diminuição do tempo de atendimento ao público, diminuição 
do tempo de formalização na fase policial, diminuição dos erros humanos, definição de 
normas e regras, padronização das peças de expedientes, sensível diminuição dos custos 
operacionais, disponibilização de informação consolidada de forma instantânea, formatação 
automática das informações para tomada de decisão, eliminação de tarefas repetitivas, colecta 
de dados estruturada, utilização estratégica de recursos das Forças Policiais, integração em 
todos os níveis de trabalho, monitoramento do fluxo de trabalho, auditoria e acompanhamento 
de procedimentos (Compnet, 2006). 
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2.2 Sistema Integrado de Informação Criminal (SIIC) 
O SIIC é um sistema Web originalmente desenvolvido em PHP "Hipertext PreProcessor" e 
corre em qualquer plataforma (Windows Servers ou distribuições Linux). É utilizado a nível 
mundial, tem como proprietário a empresa Netaminas Information System e como 
distribuidores as empresas MundiServiços, EasyWorld e Mozasoft, é essencialmente uma 
aplicação de modelo orientado ao objecto, integra Java e Bibliotecas de C para tarefas 
específicas. A sua base de dados é compatível com qualquer SQL standard como MySQL, 
Microsoft SQL Server, Oracle ou IBM DB2 (Netaminas, 2008). 
O SIIC é uma aplicação informática aberta a todos os órgãos de polícia criminal (OPC) na 
qual se encontram dados relativos a ocorrências, mandados de detenção e outras informações 
relevantes para o combate ao crime. Ao deter um indivíduo, a autoridade pode logo saber se 
sobre ele pende algum mandado de captura, ou se está, ou esteve, envolvido nalgum crime. 
Este sistema integra todo o tipo de actividades policiais. Cada OPC disponibiliza o que quer, e 
quando quer. Por exemplo, se um policial actuar qualquer ocorrência (casos) de rotina, pode 
introduzir neste sistema todos os dados relativos a essa ocorrência. Este é encaminhado para o 
serviço interno responsável para tratar dessa ocorrência que posteriormente será despachado 
pelo chefe do serviço e volta para seguir outros trâmites legais. Ainda, pode-se saber toda a 
informação do indivíduo detido através de uma pesquisa feita a base de dados deste sistema. 
O SIIC faz gestão diárias das ocorrências policiais, processos criminais, estatísticas, gera 
relatórios e gráficos de diversos índices rotineiros. Fácil integração com outros sistemas de 
informação de segurança pública (Netaminas, 2008). 
Conforme ilustra a figura 5, o SIIC é um sistema utilizado pela Polícia Judiciária de Cabo 
Verde com objectivo de auxiliá-los no combate aos crimes praticados no nosso arquipélago. 
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Figura 5 – Screen de Login do SIIC 
Fonte: Netaminas (2008) 
2.3 Sistemas Biométricos de Identificação pela Imagem Facial (SBIIF) 
A biometria, expressão em uso desde o início do Século XX, trata do estudo e análise 
estatística de fenómenos quantitativos pertinentes a objectos de estudo das ciências 
biológicas. Mais recentemente, a expressão passou a ser também utilizada para designar as 
novas tecnologias da moderna ciência da informação, hoje utilizadas para a identificação 
humana a partir da análise de características individuais. Esse é o caso da identificação 
individual pela estrutura da íris ou da retina, bem como da análise da imagem facial. Nesse 
contexto, os sistemas biométricos são processos automatizados de identificação, estando 
baseados nas características fisiológicas ou comportamentais dos seres humanos (Dantas, 
2005).  
O mesmo autor destaca que o Sistema Biométrico de Identificação pela Imagem Facial se 
baseia na característica única de cada face humana. De maneira geral, um sistema biométrico 
de identificação pela imagem facial funciona da seguinte forma (três etapas):  
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⇒ Um sensor, ou câmara digital, regista a imagem facial. Para evitar que um rosto falso 
seja apresentado diante do sensor, alguns sistemas requerem que o identificado sorria, 
pisque, ou se mova, de tal maneira que fique patente que a face apresentada realmente 
pertence a um ser humano. O registo tomado é a "assinatura biométrica facial" do 
indivíduo;  
⇒ Em seguida é gerado um algoritmo que representa a assinatura biométrica facial 
normalizada, ou padronizada, de tal forma que ela fique no mesmo padrão, tamanho, 
resolução e posição de outras assinaturas faciais existentes na base de dados onde ela 
será arquivada. A normalização da assinatura biométrica facial produz uma "assinatura 
biométrica facial normalizada";  
⇒ A assinatura facial normalizada é então comparada com um conjunto de várias outras 
assinaturas faciais normalizadas existentes na base de dados do sistema, sendo 
estabelecido um "escore de similaridade" entre elas. O escore, por exemplo, de zero a 
cem, determina a probabilidade da identificação ser positiva.  
Segundo Dantas (2005), o reconhecimento facial se inicia com o sensor processando uma 
imagem facial individual. Um dos tipos de processamento consiste em buscar e definir picos e 
depressões existentes na face, registando-os como pontos nodais. De acordo com essa técnica, 
são definidas, registadas e medidas as distâncias entre vários pontos nodais: olhos, nariz, 
cavidade orbital, ossos laterais da face e do queixo. As medidas são então transformadas em 
um algoritmo, que passa a ser a "matriz" da assinatura biométrica facial daquele indivíduo. 
Um algoritmo, definido de modo geral, é uma sequência finita de instruções a serem 
realizadas, cuja execução conduz à resolução de um problema. O algoritmo fornece a solução 
genérica de um problema e pode ser utilizado todas as vezes que o mesmo tipo de problema 
for apresentado. O exemplo, o algoritmo da divisão é genérico, não dependendo dos números 
que devam ser divididos. O algoritmo da assinatura biométrica facial é representado pela 
"matriz", arranjo rectangular de números semelhante a um formulário de palavras cruzadas 
que em lugar de letras contém números. A matriz é desenvolvida de acordo com um conjunto 
de cálculos matemáticos especialmente utilizado pelo sistema computacional. A matriz é 
então comparada com outras matrizes arquivadas na base de dados, sendo estabelecido o 
escore para cada comparação. As comparações "verificam" ou "reconhecem" a identidade 
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individual. Em situações comuns, a verificação de identidade é feita quando a fotografia de 
uma cédula de identidade é comparada com a face do portador do documento. Já o 
reconhecimento é procedido, por exemplo, quando a vítima identifica o criminoso entre vários 
indivíduos apresentados.  
São muitas as áreas de aplicação da tecnologia biométrica de identificação facial, dentre elas: 
contra terrorismo, na busca de reconhecer terroristas que estejam circulando em locais 
sensíveis como aeroportos; no controle parlamentar, quando da verificação da identidade dos 
legisladores por ocasião das votações; no controle da circulação, entrada e saída de 
funcionários e internos de estabelecimentos prisionais; na busca de crianças desaparecidas em 
meio a multidões; na segurança residencial, com o sistema emitindo alarmes quando se 
aproxima alguém cuja face não é reconhecida entre as de indivíduos autorizados; no comércio 
electrónico (pela Internet), na verificação da identidade de utilizadores de cartões de crédito; 
durante pleitos eleitorais, na verificação da identidade dos eleitores; bem como na actividade 
bancária, quando da verificação da identidade de cliente fazendo transacções financeiras 
(Dantas, 2005).  
2.4 Carros Inteligentes para Prender Ladrões 
Na sociedade actual, uma das razões que mais irrita os cidadãos é o roubo das viaturas de 
passeio, familiar, comercial e profissional. A polícia tem estado a combater esses crimes com 
muito afinco, mas os gatunos estão a arranjar milhões de maneiras para abrir as portas com 
chaves falsas e possuir das viaturas mesmo os que acabaram de sair da fábrica. As vezes, 
ficamos a pensar que não existe nenhum sistema de segurança 100% fiável para livrar as 
nossas viaturas de serem roubadas por esses gatunos que sabem utilizar novas tecnologias de 
informação de melhor forma. 
Para combater esses males, a polícia de Minneapolis, cidade no Norte dos Estados Unidos, 
espalhou carros high-tech (consultar a figura 6) pelas ruas do município para identificar 
grupos de assaltantes de automóveis. A lógica usada pela polícia é de colocar carros com 
câmara, equipamentos GPS e sistema de comunicação por telefone em pontos estratégicos da 
cidade. Os veículos funcionam como isca para atrair os ladrões. Os carros são estacionados 
em pontos onde há um elevado número de roubo de veículos ou onde a polícia suspeita que 
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actuem esses grupos de assaltantes. Quando alguém invade o carro e liga o motor, o veículo 
dispara uma chamada para o telefone da polícia. O carro tem ainda câmara e microfones 
internos e regista, portanto, imagens e eventuais diálogos dos bandidos12. 
 
 
Figura 6 – Carro Inteligente13 
Com o sistema, a polícia pode recuperar o carro quase que imediatamente. De acordo com a 
polícia local, foram presas em flagrante muitas pessoas ao furtar um carro com esse kit de 
segurança. De acordo com a polícia local, o uso dos carros high-tech reduziu em 30% o índice 
de furto de carros na região. A polícia de Minneapolis não revela quantos veículos do tipo tem 
espalhado pelo município. Segundo o chefe da polícia daquela cidade, ele gostaria que os 
ladrões pensassem que todos os carros estão equipados com este sistema. Cerca de outras 16 
cidades norte-americanas estão a implementar o modelo para combater o roubo de carros14. 
                                                 
 
 
12 13 e 14 Disponíveis na Web: <http://www.pplware.com/2006/09/05/usa-policia-utiliza-carros-“inteligentes”/.>. 
Consultada em 19 de Agosto de 2008. 
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2.5 Mobile-ID Systems 
Mobile-ID Systems é um excelente sistema biométrico móvel de identificação, desenvolvida 
pela empresa AFIX Technologies, Inc. que têm uma história longa de sucesso nessa área. A 
aplicação combina impressões digitais e fotografias com conexões sem fios às bases de dados 
policiais predeterminados. A solução de Mobile-ID, mais uma inovação tecnológica, emprega 
um dispositivo de mão modular que une por Bluetooth a qualquer outro sistema integrado de 
informação pré-configurado, tem PDA embutido, tirando proveito da última tecnologia de 
Smartphone de hoje. Tem um módulo de leitor de cartão para esquadrinhar documentação, 
como uma carteira de motorista, e o administrador de fluxo de trabalho pode conectar 
simultaneamente com vários bases de dados. Esta flexibilidade, combinado com o leitor de 
impressão digital de qualidade forense, a máquina fotográfica no PDA e capacidade de auto-
capturar, assegure que o Mobile-ID torne uma das ferramentas móveis de grande utilidade 
para qualquer instituição policial. O sistema permite saber a identificação de qualquer pessoa 
através da combinação de impressão digital (ver figura 7) com fotografias consultadas nas 
bases de dados que interligam o sistema15. 
 
Figura 7 – Mobile-ID16 
                                                 
15 e 16 Disponível na Web: <http://www.afix.net/newsite2006/afix-mobile-id.html.>. Consultada em 27 de 
Setembro de 2008. 
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2.6 Sistema de Detecção de Armas Ocultas nas Pessoas 
Armas portadas ilegalmente, de forma oculta, são uma grave ameaça ao público na sociedade 
actual e, mais ainda, aos policiais que trabalham nas ruas. Os sistemas actualmente 
disponíveis para detecção de armas ocultas, basicamente são detectores de metal de pequeno 
alcance e apresentam alto índice de falsa detecção. Invasivos e difíceis de mover, são 
relativamente fáceis de serem evitados. Para torná-los ainda menos efectivos, actualmente 
passaram a ser produzidas lâminas e armas de fogo feitas de ligas não-metálicas, impossíveis 
de serem detectadas.  
O governo dos EUA está buscando desenvolver um sistema de detecção de armas ocultas que 
seja seguro, económico e discreto, capaz de detectar armas feitas de ligas metálicas e não-
metálicas a uma distância relativamente grande. Entre as várias aplicações tecnológicas hoje 
em fase de testes, parece que a mais promissora é a da Onda Milimétrica Passiva (Passive 
Millimeter Wave - MMW). Com a tecnologia MMW é possível, além de detectar lâminas e 
armas de fogo metálicas e não-metálicas, identificar também explosivos plásticos, drogas e 
outras substâncias ilegais, mesmo quando ocultas sob várias camadas de roupas. 
A aplicação da tecnologia MMW está baseada na detecção de emissões naturais das 
substâncias procuradas, não demandando que o indivíduo examinado receba qualquer tipo de 
irradiação artificial. Ainda que esse tipo de tecnologia literalmente permita "ver debaixo da 
roupa", nenhum detalhe anatómico do indivíduo examinado fica exposto. O projecto inclui o 
desenvolvimento, fabricação e avaliação de uma câmara fixa, passível de ser instalada numa 
viatura policial, bem como de uma unidade portátil com visor conectado a uma "caixa preta" 
de análise (Dantas, 2002).  
Segundo o mesmo autor, diferentes desenhos conceituais estão sendo desenvolvidos, tendo 
em vista a criação final de uma câmara totalmente portátil alimentada por baterias. Ainda que 
essa tecnologia pareça bastante promissora, tudo indica que ainda levará algum tempo antes 
que ela finalmente esteja disponível para uso. 
No que diz respeito ao mesmo assunto, uma empresa britânica criou a T5000, uma câmara 
que funciona de modo semelhante ao MMW acima referido, destinada a aumentar a segurança 
em locais públicos, que “vê” por baixo da roupa para detectar objectos escondidos. A T5000 é 
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uma câmara criada pela britânica ThruVision (http://www.thruvision.com), que consegue ver 
por baixo da roupa das pessoas, mesmo em movimento, a uma distância de perto de 30 
metros. Funciona em ambientes fechados ou no exterior e a empresa alega ter utilizado 
tecnologia da Agência Espacial Europeia. Os astronautas utilizam T-Câmaras para ver o que 
está por baixo da poeira e das nuvens no espaço. A ThruVision aplicou a tecnologia para 
encontrar objectos escondidos debaixo da roupa (consultar a figura 8)17. 
 
Figura 8 – Imagem da Câmara T500018 
2.7 Viaturas Policiais Equipadas com Telemóveis 
A busca por mecanismos para melhorar o atendimento ao cidadão, tem sido o grande 
obstáculo para as polícias. Uma das ferramentas encontradas que superou as expectativas foi a 
colocação dos aparelhos telefónicos móveis nas viaturas, sendo um canal directo de 
comunicação entre o cidadão e a Polícia. Neste caso, o telemóvel passará a ser uma arma da 
polícia contra o crime, onde do outro lado da linha o cidadão aflito em busca de ajuda acciona 
                                                 
17 e 18 Disponível na Web: <http://www.pplware.com/2008/03/12/camara-que-ve-por-baixo-da-roupa/.>. 
Consultada em 28 de Setembro de 2008. 
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directamente os policiais que em poucos minutos já estão no local para atender a ocorrência, 
dando uma resposta à sociedade. A comunicação humana é um processo que envolve a troca 
de informações, e para que esse processo tenha êxito é necessária à utilização de sistemas 
simbólicos como suporte para esse fim. Através dessa filosofia, a polícia, poderá agregar essa 
nova tecnologia a seus serviços, possibilitando assim um acesso mais rápido e directo entre a 
comunidade e a corporação, dando uma nova visão as acções operacionais. Factor que, 
certamente, influenciará de forma sistemática na redução dos índices de criminalidade19. 
 
Tratando-se de uma moderna ferramenta de gestão que procura melhorar os resultados da 
comunicação, focando sempre o futuro e sem desconsiderar a importância de um passado rico 
em tradições, a implementação e implantação de novos recursos é fruto do que pode se 
considerar um elemento de policiamento comunitário, estratégia que se fortaleceu na década 
de 80 e 90, quando as organizações policiais em diversos países da América do Norte e 
Europa Ocidental, começaram a promover uma série de inovações tudo com o objectivo 
central de lidar com os problemas advindos da criminalidade (Carmo, 2008).  
Podemos tirar ilações desta tecnologia, pois certamente irá afastar a possibilidade de de 
algumas ligações de trotes tendo em conta que é uma ligação paga. 
3 Considerações 
Após a uma ampla pesquisa realizada sobre os exemplos de soluções informáticas para os 
serviços policiais, verificamos que as soluções são inúmeras, todos com o intuito de auxiliar a 
polícia nas suas actividades rotineiras. Foram trazidas, a luz deste trabalho, alguns que 
consideramos úteis, embora existem centenas de soluções. Encontramos muitas soluções 
semelhantes uns aos outros. Segundo as pesquisas realizadas no âmbito deste trabalho, 
verificamos que todas essas soluções são utilizadas por polícias de qualquer parte do mundo, 
porque as finalidades dos mesmos são semelhantes. Por isso, escolhemos essas soluções 
referidas neste capítulo como algumas soluções das várias existentes para auxiliar a polícia 
nas suas operações.  
                                                 
19 Disponível na Web: <http://www.forumseguranca.org.br/praticas/a-tecnologia-a-servico-da-seguranca.>. 
Consultada em 29 de Setembro de 2008. 
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Capítulo 5: O Caso da Polícia Nacional de Cabo 
Verde 
1 Introdução 
A Polícia Nacional (PN) de Cabo Verde ainda não se encontra dotada de certas STI20 para 
fazer face às necessidades internas do país, no que diz respeito a prevenção e combate a 
criminalidade social, gestão de informações criminais e ocorrências policiais, porque, 
segundo uma conversa informal com um dos dirigentes da área tecnológica da PN, há pouco 
investimento neste sector, o que torna um obstáculo para o melhoramento do desempenho e 
actividades policiais. Embora existe algum STI dotado, mas em número muito insignificativo 
para a prevenção e combate de crimes que abalam este país, principalmente, a capital do país. 
2 Metodologia de Pesquisa Utilizada 
Para desenvolver este trabalho foi necessário, de antemão, se submeter a uma análise 
detalhada do ambiente organizacional em causa, bem como pesquisar a existência de todos os 
possíveis sistemas e tecnologias de informação existentes na PN, de forma a entender com 
maior prontidão possível as suas reais necessidades tecnológicas para os seus serviços 
operacionais. O estudo do caso demorou três meses e os métodos utilizados são a observação 
                                                 
20 Sistemas e Tecnologias de Informação 
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directa do ambiente organizacional e pesquisa bibliográfica de alguns documentos (manuais) 
que trata sobre o assunto em estudo. 
3 Caracterização Geral da PN 
3.1 Descrição 
A Polícia Nacional, designada abreviadamente por PN, é uma força pública uniformizada de 
natureza civil, profissional e apartidária, de âmbito nacional, dotada de autonomia 
administrativa, financeira e operacional (BO nº 41/2007, I SÉRIE)21. 
A PN tem por missão geral defender a legalidade democrática, prevenir a criminalidade e 
garantir a segurança interna, a tranquilidade pública e o exercício dos direitos, liberdades e 
garantias dos cidadãos, manter e restabelecer a segurança dos cidadãos e da propriedade 
pública ou privada, prevenindo ou reprimindo os actos ilícitos contra eles cometidos, 
coadjuvar as autoridades judiciárias na investigação, realizando as acções que lhe são 
ordenadas como órgão de polícia criminal, velar pelo cumprimento das leis e disposições em 
geral, designadamente as referentes à viação terrestre e aos transportes rodoviários, combater 
as infracções fiscais e aduaneiras, controlar as fronteiras aéreas e marítimas, defender e 
preservar a floresta nacional, assegurar o cumprimento das leis e regulamentos marítimos em 
articulação com outras forças e serviços competentes. 
A PN integra as áreas operacionais de Ordem Pública, Guarda-Fiscal, Polícia Marítima, 
Trânsito, Estrangeiros e Fronteiras, e Polícia Florestal. Tem a sua sede (Direcção Nacional) na 
cidade da Praia e descentralizado em todos os concelhos do país. 
3.1.1 Percurso Histórico da PN 
A Polícia Nacional de Cabo Verde é uma instituição governamental “recente” que foi criada a 
14 de Novembro de 2005, com a sua sede na cidade da Praia e descentralizado em todos os 
concelhos do país, com intuito de garantir a estabilidade interna e a segurança de pessoas e 
bens como elementos determinantes para a paz social e a tranquilidade dos cidadãos, bem 
                                                 
21 Boletim Oficial, de 12 de Novembro de 2007, disponível no site: <www.incv.gov.cv.>.  
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como pelo efeito psicológico favorável que desperta nos potenciais económicos (BO nº 
46/2006)22. 
Quando se refere que é uma instituição governamental recente, não quer dizer que não existia 
polícia em Cabo Verde. Existia, mas com nomenclaturas diferentes porque a PN é a junção de 
todas as especialidades de polícias em Cabo Verde, tais como, a Polícia de Ordem Pública 
(POP), Guarda-Fiscal (GF), Polícia Marítima (PM), Polícia Florestal (PF), com a excepção da 
Polícia Judiciária (PJ). 
A mais antiga entre as forças acima referida é a POP que teve a sua origem no Corpo de 
Polícia Civil criado pelo Governador Caetano Albuquerque em 1872. Esta polícia tinha uma 
organização semelhante à Polícia Civil da Metrópole Portuguesa, actuando na Cidade da 
Praia. Em 1880 o Corpo de Polícia foi reestruturado em Companhias de Polícia com uma 
organização de cariz militar, passando a existir uma companhia na Praia e outra no Mindelo. 
Em 1962 dá-se uma nova organização da polícia de Cabo Verde, que é transformada na 
Polícia de Segurança Pública (PSP) de Cabo Verde, de carácter novamente civil, modelada na 
Polícia de Segurança Pública da metrópole. Na sequência da independência de Cabo Verde 
em relação a Portugal em 1975, a PSP foi transformada na Polícia de Ordem Pública, sendo 
afastados os seus quadros de origem portuguesa. Devido às relações históricas e ao facto de 
vários dos seus oficiais serem formados em Portugal, a PN continua a manter uma ligação 
estreita com a PSP portuguesa, mantendo, por exemplo, organização e uniformes semelhantes 
(Wikipedia, 2008). 
Com a publicação do Decreto-Legislativo 6/2005 de 14 de Novembro é criada a Polícia 
Nacional (PN) de Cabo Verde, responsável pela segurança pública em todo o território 
nacional. 
3.2 Infra-estrutura Tecnológica Existente na PN 
A PN tem infra-estrutura tecnológica de rede, dados e voz em todo o território nacional e em 
todas as áreas operacionais. Tem recursos (hardware) de grande porte nas ilhas de Santiago, 
Sal, São Vicente, Boavista e Fogo. Na cidade da Praia fica os recursos mais críticos desta 
                                                 
22Boletim Oficial, de 14 de Novembro de 2005, disponível no site: <www.incv.gov.cv.>.   
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instituição que suporta as diversas aplicações existentes na PN, por exemplo, o Sistema 
Integrado de Base de Dados da Emigração e Fronteiras, o Sistema de Informação Policial, etc. 
Em todo o território nacional, a Polícia Nacional dispõe de 298 (duzentos e noventa e oito) 
computadores, sendo na maioria deles estão ligados em redes (LAN (Intranet), Peer-to-Peer, 
WAN (acesso ADSL e Dial-up) todos com acesso à Internet) e outros em Standalone (local) 
sem Internet). Em termos de números de utilizadores, existe 310 (trezentos e dez) utilizadores, 
sendo 7 (sete) são administradores de sistemas, bases de dados e comunicação. A arquitectura 
de tecnologias de informação e comunicação entre os diversos dispositivos em rede são 
cliente – servidor23. 
Ainda, a nível de equipamentos informáticos de comunicação, a PN tem 15 (quinze) routers, 
3 (três) bastidores de servidores, 35 (trinta e cinco) switchs, 5 (cinco) hubs, um computador 
que faz o serviço de proxyserver e quatro antenas wireless que liga PN – NOSI e PN – ASA24 
(Ver a figura 9). 
 
Figura 9 – Arquitectura de comunicação wireless entre PN – NOSI e PN – ASA 
                                                 
23 Dados recolhidos nos inventários dos equipamentos informáticos da PN 
24 ASA “Achada Santo António, Comando Regional de PN Praia” 
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A figura acima ilustra a comunicação entre Direcção Nacional da PN com NOSI e ASA. A 
PN comunica com as restantes redes do Estado de Cabo Verde através das tecnologias 
Wireless.  
A metodologia de pesquisa utilizada durante o estudo do caso deu para notar que dantes, a PN 
tinha uma linha dedicada de 512 Kbps, em que pagavam a CVTelecom 800.000$00 
(oitocentos mil escudos cabo-verdianos) mensais e a comunicação era directa com o mesmo. 
Daí surgiu novas políticas do Estado, que foi concentrar todos os serviços de redes e 
comunicações no NOSI, e a PN integrou-se e a comunicação com o exterior tem que passar 
pelo firewall do NOSI. Neste momento, a PN está a vidar os esforços para mudar a tecnologia 
de comunicação com o NOSI de Wireless para Peer-to-Peer via cabo Fibra Óptica. Para que 
isso aconteça, a PN tem que ter uma rede certificada pelo NOSI. 
3.3 Sistemas e Tecnologias de Informação Existente na PN 
3.3.1 Sistema Integrado de Informação da Direcção de Emigração e Fronteiras 
O Sistema Integrado de Informação da Direcção de Emigração e Fronteiras (SIIDEF) é uma 
aplicação Web desenvolvida pela empresa TOPICK World, Lda25 na plataforma Visual 
Studio.NET 2005, base de dados SQL Server 2000 que funciona na Intranet e Extranet, mas 
sem Internet. Esta aplicação corre num bastidor central na Praia que fornece seus serviços a 
todos os clientes da Direcção de Emigração e Fronteiras da PN (nível nacional) e a algumas 
embaixadas cabo-verdianas sedeadas no estrangeiro.  
Segundo um dos administradores do SIIDEF da PN abordado informalmente, realça que a 
aplicação funcional até este momento é o resultado de primeira das três fases do projecto 
SIIDEF. A empresa TOPICK World ficou para complementar as restantes fases do projecto 
antes dos meados do ano 2008. 
O SIIDEF foi concebida com intuito de automatizar as emissões de passaportes, certidões de 
residência, controlo de estrangeiros no país, embarque e desembarque de pessoas, tráfego 
                                                 
25 Ver o site da empresa que desenvolveu o SIIDEF: <www.ick.pt.>. Consultada em 03 de Junho de 2008. 
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marítimo, alojamento dos estrangeiros, inserção e consultas de indivíduos interditados de 
saírem do país, etc.  
Antigamente, a PN controlava os serviços da Emigração e Fronteiras em Cabo Verde por 
meio de quatro aplicações distintas. Cada uma destas aplicações tinha as suas tarefas 
específicas, por exemplo, aplicação de emissão de passaportes era diferente da aplicação que 
controlava os embarques e desembarques nos aeroportos. Alguns deles funcionavam 
localmente e de forma desintegrada, que é caso da aplicação de emissão de passaportes.  
No caso da aplicação que controlava os embarques e desembarques nos aeroportos 
funcionavam em rede na Praia (onde ficava o servidor central), Sal e São Vicente. 
Em 2005, devido a vários problemas surtidos com as aplicações que funcionavam de forma 
desintegrada, através da cooperação com a SEF26 de Portugal, desenvolveram uma aplicação 
Web “SIIDEF” que veio integrar todos os serviços da DEF e a resolver 80% dos problemas 
(consultar as figuras 10, 11 e 12). 
                                                 
26 Serviços de Emigração e Emigração de Portugal <www.sef.pt.> 
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Figura 10 – Tela Principal do SIIDEF27 
 
                                                 
22 e  23 Disponíveis no Manual do SIIDEF da PN. Consultada em 25 de Julho de 2008. 
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Figura 11 – Tela Pedido de Passaporte do SIIDEF28 
 
Figura 12 – Tela de Boletins de Embarque e Desembarque do SIIDEF29 
Também, seus serviços são utilizados pela embaixada de Cabo Verde em Lisboa, ou seja, a 
embaixada de Cabo Verde em Lisboa utiliza serviços deste sistema que está alojado no 
bastidor central da Praia. Em breve, as embaixadas de Cabo Verde na China, França, Estados 
Unidos da América, Holanda, Luxemburgo, Itália, Angola, Brasil e Espanha irão usufruir 
deste sistema. 
3.3.2 Sistema Integrado de Informação Policial (SIIP) 
O Sistema Integrado de Informação Policial (SIIP) é uma aplicação Web desenvolvida pelo 
Núcleo Operacional para a Sociedade de Informação (NOSI) que está alojado num dos 
servidores da PN. Foi desenvolvida na plataforma ASP.NET 2.0, base de dados ORACLE, 
funciona na Intranet, Extranet e Internet30.  
                                                 
24 Disponível no Manual do SIIDEF da PN. Consultada em 25 de Julho de 2008. 
 
30 Disponível no Manual do SIIP da PN. Consultada em 26 de Setembro de 2008. 
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O SIIP foi concebido com intuito de automatizar os serviços de todas as actividades policiais, 
mas, infelizmente a aplicação desenvolvida até então só contém um pacote dos vários que 
ficam por implementar para a PN. O pacote que já está pronto é o que a polícia de trânsito 
utiliza para fazer a gestão de todos os veículos automóveis rodoviários que circulam no 
território nacional, ainda, faz gestão de condutores dos veículos no que diz respeito as 
legalidades das cartas de condução, gestão de acidentes rodoviários, apreensões de 
veículos/documentos dos veículos, inserção, consulta, alteração e remoção de coimas/multas 
aplicados aos veículos automóveis, gera estatísticas e relatórios das actividades realizadas 
(Ver a figura 13)31. 
 
                                                 
31 Disponível no Manual do SIIP da PN. Consultada em 26 de Setembro de 2008. 
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Figura 13 – Print Screens de algumas funcionalidades do SIIP32 
A aplicação é acessível via browsers de internet em qualquer parte do mundo. Portanto, 
qualquer unidade policial da PN sedeada em qualquer concelho do país, basta tiver acesso a 
internet, pode acedê-lo mediante o seu perfil de acesso que é dado aos utilizadores deste 
sistema. 
O SIIP interliga com outras base de dados da rede do Estado no que diz respeito a consulta de 
determinados dados referentes aos portadores de cartas de condução, legalidade e validade 
das cartas de condução, livretes dos veículos, imposto de circulação rodoviária (liga as base 
de dados das Câmaras Municipais), e, ainda, interliga as base de dados dos serviços de 
registos notariados de identificação civil para saber da real identidade dos condutores em caso 
de fuga. 
3.3.3 Sistema de Telecomunicações Via Rádio 
A Polícia Nacional é uma força pública uniformizada com funções de defender a legalidade, a 
segurança interna, a ordem e a tranquilidade pública, prevenir e combater a criminalidade, 
principalmente, a organizada e de entre outras missões tem à sua disposição um conjunto de 
meios que lhe permite exercer cabalmente as suas funções. Um desses meios indispensáveis 
são as transmissões de mensagens em tempo real via rádio de comunicação fixos e portáteis 
ver figura 14) existentes em todas as unidades policiais do país. 
                                                 
32 Disponível no Manual do SIIP da PN. Consultada em 26 de Setembro de 2008. 
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Figura 14 – Exemplo de um dos modelos de Rádios de Comunicação que a PN utiliza33 
Para que se efectiva as comunicações via rádio na PN em todo o território nacional, existe 
uma super-rede de comunicação que é dividida em três sub-redes seguintes34: 
⇒ Rede HF (High Frequency) – é uma rede de comunicação via rádio que funciona na 
frequência de 3 Megahertz a 30 Megahertz entre as centrais de comunicações 
existentes nas ilhas de Santiago, Fogo, S. Vicente, S. Antão e Sal.  
É utilizado na PN para fazer ligações inter-ilhas entre as centrais de comunicações por 
ter capacidade de comunicar a longa distância e sem obstáculos. Comparando com as 
redes de computadores, a rede HF funciona como as redes WANs.  
Exemplo: Se uma central de comunicação de rádio da Praia quer enviar uma 
mensagem para uma outra central de rádio sedeada em S. Vicente, Sal, S. Antão ou 
Fogo processa-se a comunicação normalmente com a rede HF por ser capaz de 
comunicar a longa distância.  
A rede HF é influenciada por um conjunto de factores que são determinantes na 
elaboração das tabelas de frequências de trabalho para as diferentes hora do dia e 
                                                 
33 e 29 Disponíveis no Manual de Transmissões do Centro Nacional de Formação da PN 
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noite. São eles: as variações da pressão atmosférica, densidade electrónica, ionosfera e 
troposfera, temperatura, humidade do ar e actividades solares. 
⇒ Rede VHF - é a sigla para o termo inglês Very High Frequency, que significa 
Frequência Muito Alta. Designa a faixa de radiofrequências de 30 MHz até 300 
MHz. É uma freqüência comum para propagações de sinais de televisão (canais 2 ao 
13), rádio FM, rádio e transceptores. Os usos comuns para o VHF são transmissão de 
rádio de FM em 88-108 Megahertz e transmissões da televisão (junto com a 
frequência UHF). O VHF é usado também geralmente para os sistemas de navegação 
terrestre e as comunicações dos aviões35. 
Na PN, esta rede de comunicação via rádio que funciona nas frequências baixas(66 
Megahertz a 88 Megahertz) e altas (134 Megahertz a 174 Megahertz) localmente. As 
comunicações são locais e não funcionam como o HF que é inter-ilhas, mas é 
extensível através da utilização de retransmissores. 
Uma das desvantagens desta rede em relação ao HF é limitada a linha de vista 
(distância), mas garantem ligações mais fiáveis e em melhores condições do que a 
rede HF. 
A rede VHF é utilizada na PN para fazer ligações dentro de uma determinada região 
ou espaço pretendido. Comparando com as redes de computadores, a rede VHF 
funciona como as redes LANs e WANs, este através de retransmissores.  
Por exemplo: Na região da cidade da Praia existe uma rede VHF que funciona só nesta 
região com as frequências oferecidas pelo mesmo. Actualmente, existe infra-estruturas 
de comunicação fixas de rádio nos comandos, secções fiscais, esquadras, 
destacamentos, postos policiais e fiscais utilizando essa rede para comunicarem 
localmente e móveis instalados nas viaturas e portáteis utilizados pelos elementos 
policiais em serviços de patrulha auto e apeado.  
                                                 
35 Disponível na Web: <http://www.mundowireless.com.br/vhf-very-high-frequency.>. Consultada em 15 de 
Setembro de 2008. 
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A comunicação na rede UHF pode ser realizada de forma directa (a frequência de 
emissão é igual a frequência de recepção – Modo Simplex) que é uma comunicação 
rádio a rádio num canal predeterminado sem passar pelo retransmissor e, ainda, pode 
ser realizada de forma indirecta (a frequência de emissão é diferente a frequência de 
recepção – modo Semi-Duplex) que é uma comunicação entre rádios que se efectiva 
através dos retransmissores locais (equipamento que permite a retransmissão 
automática do sinal recebido de um rádio na mesma rede de comunicação) instalados 
em pontos altos e estratégicos nas ilhas de Santiago (Praia – cobertura da zona urbana, 
Monte Tchota e Monte Serra Malagueta para o interior da ilha e Maio), Fogo (zona sul 
e Brava), S. Vicente, S. Antão, S. Nicolau e Sal (incluindo Boa Vista), para aumentar 
a capacidade de cobertura das zonas pretendidas com sinais radioeléctricas.  
⇒ Rede UHF – é a sigla para o termo inglês Ultra High Frequency, que significa 
Frequência Ultra Alta. Designa a faixa de radiofrequências de 300 MHz até 3 GHz. 
É uma frequência comum para propagações de sinais de televisão (canais 14 aos 69), 
rádio e transceptores As ondas eletromagnéticas com frequências nesta faixa têm mais 
atenuação atmosférica e menor reflexão na ionosfera que as ondas com VHFs36.  
Na PN, esta rede de comunicação via rádio funciona na frequência 400 Megahertz a 
512 Megahertz. Funciona da mesma forma que VHF, na forma directa e indirecta, mas 
com alguma desvantagem no tocante aos obstáculos e distância. 
3.3.4 Sistema de Controlo e Gestão de Chamadas Telefónicas 
O Sistema de Controlo e Gestão de Chamadas Telefónicas é uma aplicação que funciona 
localmente num computador cliente da rede da PN com sistema operativo (Windows ou 
Linux) versão Cliente e não Server. 
Foi desenvolvido na plataforma Visual Basic 6 e tem como base de dados o Microsoft Office 
Access. Foi distribuído e instalado pela empresa de Telecomunicações, Electrónica e 
                                                 
36 Disponível na Web: <http://www.mundowireless.com.br/uhf-ultra-high-frequency.>. Consultada em 15 de 
Setembro de 2008. 
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Informática, SA (TEI, SA) aquando da aquisição de alguns centrais PABX para PN. Mesma 
empresa é que faz a manutenção quando houver avaria. 
O PC com o software de gestão de chamadas telefónicas embutido liga ao central telefónico 
PABX da PN através de um cabo serial DB9 para a porta serial DB9 do PABX. Deste modo é 
que a comunicação entre os dois equipamentos se realizam. 
O aplicativo regista todas as chamadas telefónicas realizadas (regista origem e destino das 
chamadas que entra e saí), seus tempos gastos e custos de utilização, seus utilizadores e, 
ainda, gera estatística e relatórios mensais dos custos das chamadas realizadas. 
Também, o aplicativo permite configurar os acessos dos utilizadores desses serviços e as suas 
consequentes limitações, ou seja, um utilizador que pretende utilizar o telefone da rede PABX 
que está a sua mercê tem de estar autorizado para fazer chamadas dentro e fora da rede da PN. 
O processo de chamadas funciona da seguinte maneira: existe um operador (pessoal policial) 
fixo de telefone que fica 24 horas de serviço no Centro de Operações da PN para receber 
solicitações de chamadas, transbordo de chamadas e efectivá-las. O operador regista o nome 
do requerente das chamadas no sistema e no fim do mês será descontado no seu ordenado 
mensal todos os gastos das chamadas realizadas. Ora, se as chamadas forem realizadas por 
conveniência de serviço não será descontado no ordenado de quem realiza a chamadas, mas 
sim ficam na conta da Instituição. 
3.3.5 Sistema de Comunicação Via Correio Electrónico 
O Sistema de Comunicação Via Correio Electrónico é um dos meios tecnológicos poderosos 
que o pessoal da PN utiliza para se comunicarem uns ao outro. Antes, este aplicativo estava 
alojado nos servidores de correios electrónicos da PN. Hoje, com a nova política do Estado no 
que diz respeito as novas tecnologias de informação e comunicação, este serviço “Exchange 
Server 2007” foi migrado da PN para o NOSI, onde corre sobre a plataforma Windows Server 
2003 da referida Instituição.  
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Com este sistema, a PN troca as mensagens com todas as unidades policiais existente de 
forma célere onde existe ligação a internet e/ou rede do Estado. Por exemplo, todas as 
manhãs, os Comandantes de todas as unidades policiais do país utilizam este sistema para 
enviar ocorrências registadas durante o dia anterior em vez de utilizarem os serviços dos 
telefones faxes. Existe um serviço na Direcção Nacional da PN que recolha, armazena, trata e 
disponibiliza as informações para os serviços e dirigentes do nível estratégicos da instituição. 
As informações recolhidas chega aos dirigentes em forma de relatórios e, deste modo, facilita 
a tomada da decisão. 
Culturalmente, o sistema correio electrónico (Outlook) é uma das ferramentas tecnológicas 
mais utilizados na PN na troca de mensagens. Ela é de simples navegação, útil para agendar 
tarefas profissionais ou pessoais e entre outras finalidades. 
3.3.6 Sistema de Grilo Profissional 
O Sistema de Grilo Profissional é mais um dos meios de comunicação existente na PN. 
Através de acordo com a CV Móvel, a PN aderiu a este sistema para satisfazer face as suas 
necessidades operacionais, principalmente, quando o serviço necessita urgentemente de 
algum dos pessoais importante da corporação com certas responsabilidades. 
Este serviço funciona nos telemóveis autorizados para fazerem chamadas para um grupo de 
pessoas predefinidos e com mesmos interesses. Mensalmente ou quando houver necessidade 
de serviço, são recarregados os telemóveis com saldos para funcionarem dentro do grupo. Por 
exemplo, pessoas responsáveis pelos diferentes serviços existentes na PN podem haver 
necessidade em qualquer momento de ser pedido um apoio profissional dentro da sua área de 
responsabilidade. Uma vez que um telemóvel faça parte deste grupo, como condição 
fundamental, não pode ficar fechado em nenhum momento. É um serviço muito importante 
para a corporação da PN. 
4 Análise Crítica da Situação Actual na PN em Termos de TIC 
Nesta secção, exploramos o marco teórico das pesquisas realizadas ao longo dos capítulos já 
estudados, fizemos uma revisão dos conceitos que originaram o trabalho sob o tema “Sistemas 
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e Tecnologias de Informação para Serviços Policiais”, levando em consideração os 
objectivos traçados inicialmente neste trabalho. 
Em conformidade com o Filho (2006), notamos que os aspectos culturais de uma organização 
acabam sempre por criar certo embaraço na implementação de novas tecnologias de 
informação. A cultura organizacional policial da PN e TI, as vezes, parece que a proximidade 
entre ambos caminha de forma tão lenta para que um dia possam cruzar para o seu pleno 
união que tanto carece no seio da corporação.  
Durante o estudo do caso, consideramos que os tempos que já lá vão da existência da polícia 
em Cabo verde foram suficientes para que hoje a PN tivesse uma estrutura tecnológica digna 
para auxiliarem-lhes no combate a criminalidade que tanto afronta a nossa sociedade actual. 
Neste cenário, ficamos com a ideia de que os dirigentes da PN ficam condicionados com as 
suas concepções básicas (cultura organizacional) no que diz respeito a gestão estratégica das 
actividades policiais em detrimento da utilização dos benefícios que as novas TI nos 
oferecem. 
Actualmente, sabemos que as polícias, no desempenho das suas funções, utilizam muita 
inteligência e estratégias operacionais para prevenir, combater e investigar diversos crimes. 
Mas, existem TI actualmente que desempenham essas tarefas com melhor precisão e 
qualidade juntamente com os meios humanos. Essas TI podem ser quaisquer umas das 
soluções pesquisadas neste trabalho (Ver Cap. 4). 
A importância que a TIC tem para a PN é muito grandiosa se repararmos nos avanços que o 
mesmo oferece para o mundo que só fala nela. Praticamente, tudo na nossa vida está a 
depender das novas TIC, ela, as vezes, “salvam as vidas e geram as mortes” na sociedade. Até 
no mundo da prática dos crimes as TIC estão presente, senão vejamos as complexidades nas 
execuções de certos delitos sociais recorrendo ao uso de alta TI. Porque a PN não aderir a esta 
poderosa ferramenta e utilizar contra os infractores da lei que estão a utilizar cada vez mais e 
melhor. 
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Conforme Filho (2006), o sistema de informação entrega o mais importante produto da nossa 
época – a informação. Se a informação é o produto mais importante da nossa época, 
questiona-se porque a PN não aposta definitivamente na utilização em massa das TIC como 
único meio deste século capaz de nos oferecer melhores garantias tecnológicos para o 
desempenho cabal das funções policiais.  
4.1 Aspectos Positivos 
As novas tecnologias de informação passaram a ocupar papéis de destaque como verdadeiros 
parâmetros de direcção para o processo de modernização do trabalho policial, na busca de 
maior eficiência e eficácia das suas actividades. A introdução de TI nas organizações policiais 
e seu efectivo uso oferece benefícios que devem ser reflectidos no aumento da eficiência 
operacional policial. Os benefícios decorrem da efectiva utilização dos recursos de TI nos 
processos de gestão da informação policial, para o planeamento táctico e estratégico e no 
apoio directo das acções policiais. 
Actualmente, a PN tem infra-estrutura tecnológica de rede, voz e dados em todo o território 
nacional. Em termos de infra-estrutura, nas áreas operacionais que integra a PN, poucas delas 
(áreas operacionais) e unidades policiais estão interligados uns aos outros. Mas os que já estão 
ligados funcionam em perfeitas condições no que diz respeito as comunicações informáticas, 
radiofónicas e telefónicas. 
Em termos de soluções informáticas, das poucas soluções existentes na PN satisfaz 
grandemente as actividades operacionais de alguns sectores da Instituição, como é o caso da 
aplicação dos serviços de fronteiras “SIIDEF”, da aplicação que faz gestão dos serviços da 
polícia de trânsito “SIIP”, e entre outras existentes já referidas anteriormente neste capítulo. 
Seria muito benéfico que todos os sectores da PN e todas as actividades operacionais de 
polícia tivessem a sua disposição TI capazes de funcionarem em tempo real e ao lado do que 
está acontecendo no exacto momento da prática dos crimes e de substituir certas operações 
tradicionais no seio da organização. Recorrendo aos velhos tempos (polícia da década 70 
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antes da independência), regozijamo-nos realçar que a polícia de hoje está munido de alguns 
recursos tecnológicos que antes inimagináveis com a realidade de outrora.  
Na PN, já não se trabalha com máquinas de escrever convencionais. Nos tempos de outrora, 
as máquinas dactilográficas era o principal meio de recolha e registo de ocorrências nas 
unidades policiais. Hoje, com o aparecimento das TIC, esta tecnologia (máquinas) caiu em 
desuso na PN. Já não se trabalham com as máquinas de escrever nas unidades policiais 
mesmo quando não houver energia eléctrica e/ou computador para registarem ocorrências 
policiais. Notamos que a cultura organizacional focada pelo Filho (2006) neste aspecto 
mudou. 
Em termos de meios de comunicação, notamos que no nível estratégico (dirigentes) existem 
TI que satisfaz parcialmente as necessidades da PN e esses meios são capazes de influenciá-
los no processo de tomada de decisão de forma pontual, como é o caso dos sistemas de 
correio electrónico e acesso à internet, grilo profissional, rádios de comunicação fixos e 
móveis, telefones e faxes. 
Todo o pessoal policial, no exercício das suas actividades operacionais e quando a 
necessidade do serviço o exigem, estão munidos de meios de comunicação por meio de rádios 
móveis e fixos nas viaturas. Através deste meio que recebem orientações dos comandantes 
das unidades e chamadas das centrais da rádio de transmissão. A comunicação realizada via 
rádio é ouvida por toda a comunidade policial que opera num determinado canal.  
4.2 Aspectos Negativos 
Apesar da PN estar a vidar os esforços para reduzirem os índices da criminalidade no país, as 
demandas actuais na nossa sociedade estão a exigirem um pouco mais para o seu combate. 
Neste caso, os benefícios que as novas TIC nos oferecem, podem ser utilizados para pôr cobro 
as situações que os policiais deparam nas suas actividades quotidianamente.  
Na PN existe infra-estrutura tecnológica de rede, dados e voz em todo território nacional, mas 
não é suficiente para as demandas actuais. Segundo as pesquisas realizadas, ficamos com a 
percepção de que nem todas as áreas operacionais da PN e unidades policiais estão ligados em 
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redes de comunicação informática, radiofónica e telefónicas. A carência desses meios é bem 
visíveis. Algumas unidades, ainda, não têm infra-estrutura de comunicação informática que é 
o primeiro passo rumo à sociedade de informação que tanto se fala em Cabo Verde. 
Segundo Lopes (2004), a Administração Pública Cabo-verdiana de futuro tem de ser 
administrada com base no uso das TIC para poderem alcançar todos os objectivos traçados 
quer no PESI e PAGE para o bem dos cidadãos. No mesmo contexto, a PN é uma das 
principais instituições integrantes da Administração Pública que, ainda, essas políticas 
constantes nesses planos não reformaram o funcionamento na totalidade da instituição policial 
(PN) que tanto se fala hoje em dia no que diz respeito a segurança pública. 
No que diz respeito as soluções informáticas existentes, observamos que há grande escassez 
de soluções que poderiam auxiliar o pessoal policial no desenvolvimento das suas actividades 
operacionais. Conforme referido anteriormente, existem alguns sectores da PN que utilizam 
TICs, como é o caso dos serviços de fronteiras e trânsito, mas na maioria dos serviços não 
tem a sua disposição recursos capazes de auxiliarem nas suas tarefas rotineira, como é caso 
dos serviços de emergência “132” que carece, pelo menos, de um sistema que controla, guia a 
polícia até aos locais de crimes. O sistema de posicionamento geográfico seria útil para esse 
efeito, mas tudo parece distante no meio envolvente policial. 
 A grande decadência em TIC, também, vem da falta de meios de comunicação nos serviços 
fulcrais que garantem a segurança pública. Notamos que os pessoais do nível estratégico estão 
munidos de sistemas de grilos profissionais, correio electrónico, internet, telefones e faxes, 
mas existem grande falta destes meios para o pessoal de nível operacional que mais precisam 
dessas tecnologias. Na secção de propostas de melhorias deste capítulo estão desvendados o 
porquê dessas necessidades tecnológicas.  
Sistema de transmissão de mensagens via rádios de comunicação muito deficiente para poder 
dar cobertura a nível nacional em tempo real devida a falta de equipamentos capazes de 
regenerar sinais da onda de rádio na PN. O equipamento existente faz comunicação para 
algumas ilhas, mas as condições das mensagens enviadas, chegam ao destino um pouco 
deturpado. Para algumas ilhas do nosso arquipélago nem chegam. 
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Carência de equipamentos específicos para casos específicos, como é o caso dos armamentos 
de alta tecnologia para os casos de terrorismo, sequestro, fuga de indivíduos perigosos e entre 
outras tarefas especiais da polícia.  
Inexistência de veículos dotados de altas TI (Labtop com software de gestão operacional de 
polícia, GPS, câmaras de vídeos e sistemas de comunicação via rádio, internet, telefone e 
telemóvel tudo embutido na viatura policial) para funcionarem nos centros urbanos e bairros 
com alto índice de criminalidade 
5 Propostas de Melhorias 
Durante a realização deste trabalho, verificamos que a PN enfrenta grandes dificuldades em 
termos de TIC para satisfazer as demandas que a sociedade pretende para a segurança pública, 
apesar de já adquirem algumas soluções úteis para apoiar os serviços operacionais de alguns 
sectores de serviços. 
Conforme as pesquisas realizadas no âmbito deste trabalho, pensamos que se a PN utilizassem 
algumas das soluções encontradas e descritas no capítulo 4, certamente, não só a polícia que 
ganha com o sistema, mas sim os cidadãos também, que querem ver a sua segurança garantida 
sem saber se existe ou não novas tecnologias de informação. 
Deste modo, propomos a utilização das seguintes TIC na PN que consideramos importante 
para melhorar o desempenho das acções policiais: 
⇒ O sistema “SIGO” é uma das TICs de eleição que sugerimos a PN à sua adesão para 
satisfazer totalmente as suas actividades como instituição policial. Ela integra todos os 
ramos da actividade no que concerne a segurança pública. Integra de forma 
corporativa as actividades praticadas por diferentes forças policiais, corpo de 
bombeiros, pessoal da perícia técnica, sistema prisional e associações sócio-
educativas. É possível saber os dados de uma pessoa detida para identificação ou para 
ser entregue ao Ministério Público através de uma única informação. É possível 
acompanhar, em tempo real, todos os procedimentos e medidas adoptadas, o tipo de 
crime de cada ocorrência registada, as peças processuais que devem ser formalizadas, 
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o nome de quem está de serviço e a providência a ser tomada, além de encaminhar a 
identificação de quem está ou esteve de serviço e a omissão em relação ao dever que 
deveria ter cumprido, em caso de falha e, ainda, gera estatísticas e relatórios de todos 
os índices criminais. Certamente, o sistema resolveria todos os processos de gestão 
operacional na PN e demais entidades referidas. 
⇒ Na onda de inovação tecnológica, descobrimos mais um sistema que pode ser útil para 
PN, que é o caso do “SIIC”, uma aplicação informática aberta a todos os órgãos de 
polícia criminal (OPC) na qual se encontram dados relativos a ocorrências, mandados 
de detenção e outras informações relevantes para o combate ao crime. Este sistema, 
segundo Netaminas (2008), é utilizado pela Polícia Judiciária cabo-verdiana e é uma 
ferramenta muito poderosa no combate a criminalidade. Ao deter um indivíduo, a 
autoridade pode logo saber se sobre ele pende algum mandado de captura, ou se está, 
ou esteve, envolvido nalgum crime. Este sistema integra todo o tipo de actividades 
policiais. O SIIC faz gestão diárias das ocorrências policiais, processos criminais, 
estatísticas, gera relatórios e gráficos de diversos índices criminais. Fácil 
parametrização e integração com outros sistemas de informação de segurança pública. 
⇒  Outro sistema muito importante para lutar contra terrorismo, na busca de reconhecer 
terroristas que estejam circulando em locais sensíveis como aeroportos; no controlo 
parlamentar, quando da verificação da identidade dos legisladores por ocasião das 
votações; no controlo da circulação, entrada e saída de funcionários e internos de 
estabelecimentos prisionais; na busca de crianças desaparecidas em meio a multidões; 
na segurança residencial, com o sistema emitindo alarmes quando se aproxima alguém 
cuja face não é reconhecida entre as de indivíduos autorizados; no comércio 
electrónico (pela Internet), na verificação da identidade de utilizadores de cartões de 
crédito; durante pleitos eleitorais, na verificação da identidade dos eleitores; bem 
como na actividade bancária, quando da verificação da identidade de cliente fazendo 
transacções financeiras é a tecnologia biométrica de identificação facial. Existe um 
outro sistema de identificação biométrico que referenciamos neste trabalho que é um 
sistema móvel “Mobile-ID Systems”. A PN pode adoptá-los muito bem para investigar 
crimes que a nova lei de investigação criminal cabo-verdiana o delega. 
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⇒ Mais uma inovação tecnológica para combater crimes de roubos de carro foi 
descoberta pelos policiais dos EUA que é a utilização de carros inteligentes (carros 
com câmara, equipamentos GPS e sistema de comunicação por telefone) nos locais 
onde existe maior índice de roubo de viaturas para prender ladrões. Também, em Cabo 
Verde confrontamos com essas situações que é uma das razões que mais irrita os 
cidadãos quando roubados as suas viaturas de passeio, familiar, comercial e 
profissional. A polícia tem estado a combater esses crimes com muito afinco, mas os 
gatunos estão a arranjar milhões de maneiras para abrir as portas com chaves falsas e 
possuir das viaturas mesmo os que acabaram de sair da fábrica. Esta solução é útil 
para a PN melhorar o desempenho neste âmbito. 
⇒ Mais uma tecnologia que veio revolucionar as actividades de buscas e revistas nas 
pessoas, foram os sistemas que detectam objectos e armas ocultas nos cidadãos. Nós 
sabemos que, actualmente, a liberdade que temos para circular nas ruas estão 
condicionadas sem nós sabemos o porquê. Diariamente, circulamos com pessoas 
portadoras de armas de forma ilegal e oculta. Isso é uma grave ameaça ao público na 
sociedade actual e, mais ainda, aos policiais que trabalham nas ruas. Os sistemas 
actualmente disponíveis para detecção de armas ocultas, basicamente são detectores 
de metal de pequeno alcance e apresentam alto índice de falsa detecção. Para torná-los 
ainda menos efectivos, actualmente passaram a ser produzidas lâminas e armas de 
fogo feitas de ligas não-metálicas, impossíveis de serem detectadas. Esta tecnologia se 
for utilizada pela PN de forma precisa, certamente, a probabilidade de ocorrência dos 
crimes serão menores. 
⇒ A utilização de telemóveis nas viaturas policiais será uma mais valia para o 
desempenho do trabalho policial. Neste caso, o telemóvel passará a ser uma arma da 
polícia contra o crime, onde do outro lado da linha o cidadão aflito em busca de ajuda 
acciona directamente os policiais que em poucos minutos já estão no local para 
atender a ocorrência, dando uma resposta à sociedade. Através dessa filosofia, a 
polícia, poderá agregar essa nova tecnologia a seus serviços, possibilitando assim um 
acesso mais rápido e directo entre a comunidade e a corporação, dando uma nova 
visão as acções operacionais. Factor que, certamente, influenciará de forma 
sistemática na redução dos índices de criminalidade. Podemos tirar ilações desta 
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tecnologia, pois certamente irá afastar parcialmente a possibilidade de algumas 
ligações de trotes tendo em conta que é uma ligação paga. 
Se forem utilizadas de forma racional todas as tecnologias acima referidas e outras 
existentes, a PN poderá melhorar significativamente as actividades funcionais que a lei os 
conferem. Actualmente, melhorias de segurança pública para o bem do cidadão são um 
dos valores que está em crise na nossa sociedade, principalmente, na cidade da Praia. 
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Capítulo 6: Conclusão 
Finalmente, é indispensável destacar que o estudo do caso deste trabalho fundamentou a 
teoria e mostrou que se forem utilizadas as TIC de forma estratégica o que ganha com tudo 
isso são os cidadãos. 
Verificamos ao longo deste trabalho, que as TIC são fundamentais para o desenvolvimento de 
qualquer sociedade. Sua importância é notável e imprescindível para qualquer organização 
quer público ou privado. Neste contexto, a PN poderá tirar proveito das vantagens que as TIC 
oferecem para o bem da nossa sociedade. Utilizando esta filosofia, quem decidirá a sua 
importância para a organização são os decisores de topo, neste caso da PN, são os dirigentes 
máximos. 
Identificamos um conjunto de soluções das TIC que poderão ser de grande mais valia para a 
Policia Nacional, entre as quais se destacam: o SIGO, SIIP, Carros Inteligentes para Prender 
Ladrões, Sistemas Biométricos de Identificação pela Imagem Facial, detectores de armas por 
baixo das roupas e entre outras soluções destacadas. Caso a PN se enverede pela actualização 
da sua infra-estrutura das TIC poderá tirar proveito das mais valias que esses recursos trazem 
o que naturalmente dará um contributo importante para a melhoria da sua performance.  
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Constatamos que as TIC existentes na Polícia Nacional não satisfazem a demanda actual das 
actividades Policiais e sugerimos que tem de serem melhoradas.  Concluímos portanto que 
existe uma necessidade premente de investimento da PN em diversas áreas entre as quais se 
destacam: Utilização de sistemas de informação próprios para a Polícia, actualização das 
infra-estrutura de redes, nomeadamente, calhas e cablagem de rede, bastidores de protecção 
de equipamentos de redes, aquisição de novos equipamentos de rede com maior capacidade 
para suportarem as demandas das novas TIC. 
Constatamos que existe muitos problemas na aquisição de novos recursos tecnológicos devido 
a má gestão de orçamentos para essa área. Não orçamentam de forma equitativa anualmente 
as aquisições de novos recursos porque não existe um plano de investimentos em TIC na PN, 
apesar de terem muitos recursos humanos formados nesta área. 
Senão a gestão estratégica policial fica por trás e sem êxitos enquanto a sociedade caminha 
sem parar. Actualmente, parece que a inteligência está sempre associado as novas TIC. 
Porque quem sabe utilizá-la melhor é que fica com as vantagens. No caso da PN, quem fica 
privilegiado é os cidadãos e, até a própria organização policial. Se o uso de TIC beneficia a 
segurança do cidadão é porque também beneficia a segurança dos policiais que também são 
cidadãos. 
A pesquisa deixou-nos parecer que a não aderência da PN na aquisição de novas TIC foi por 
causa da cultura organizacional da polícia que é um dos principais elementos da resistência na 
adopção das novas tecnologias da informação, caracterizada pela forte estrutura hierárquica e 
conservadora. A cultura molda o uso da informação e determina seu fluxo. Esses são os 
pontos centrais para a resistência que a polícia tem mostrado em relação à TI.  
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