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こうして３つの機密解除制度の運用結果を並べてみると、様々なことが読み
取れる。興味のある読者の方は、考察して頂きたい。なお、「大統領への報告
書2010年｣においては、特に細かな言及はないｗ)。
Ｇ必要的機密解除審査による機密解除件数
必要的機密解除審査とは、特定の国家安全保障情報に関して、機密指定の解
除を求める請求がなされたときに、その審査を行う手続をいう。
2010年会計年度における機密解除審査請求の総件数は、9,686件'65)であった。
これは、昨年度の7,843件と比較すると、1,843件増加したことなる'66)。
行政機関が、2010年会計年度に、本審査を行った総件数は、6,726件であっ
た'67)。これは、昨年度と比較すると378件の減少となっている。
本年度審査された6,726件を頁ベースでみると、その総頁数は33万1782頁で
あった。このうち、全部機密解除がなされたものが21万3425頁(全体の約64％)、
－部機密解除がなされたものが9万6268頁(全体の約29％)、機密解除がなされ
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なかったものが2万2089頁(全体の約7％）となっている。
この必要的機密解除審査制度について、1996年会計年度から2010年会計年
度にわたる長期的な運用をみてみたい。同期間における第１次手続においては、
①受領請求件数は7万5581件、②審査された総頁数は343万4105頁であり、こ
のうち、③全部機密解除されたものの総頁数は214万7956頁(約63%)、④一部
機密解除されたものの総頁数は１００万731頁(約29％)、⑤機密解除がなされな
かったものが28万5418頁(約8％)となっている。このため、情報保全監察局は、
この必要的機密解除審査制度がうまく機能していると評価している168)。
しかし、この制度の運用に問題がないわけではない。特に、請求件数に対し
て審査が追い付かず、翌年度に持ち越される請求件数が増加している点は、以
下のグラフ8に見られるとおりである169)。
グラフ８必要的機密解除審査の請求件数と審査件数
18,000 
16,000 
14,000 
12,000 
1０，０００ 
8,000 
6,000 
4，０００ 
2,000 
０ 
前年度からの侍越し分本年度新規受領分本年度審査対象合計本年度審査終結件数
(注)各欄の棒グラフは、左から順に①1996年会計年度から2006年度までの請求件数の平均値、②
2007年会計年度､③2008年会計年度､④2009年会計年度､⑤2010年会計年度の件数をあらわしている。
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Ｈ必要的機密解除審査請求に関する不服申立て件数と決定
2010年会計年度における必要的機密解除審査請求における不開示決定に対
する不服申立て件数は、302件であった。このうち件数の多い3つの行政機関
が全体の85％を占めており、その内訳をみると、中央情報局が93件(全体の３１
％)、空軍省が86件(同28％)、国防総省が78件(同26％）となっている'70)。
この不服申立て302件に加え、昨年度から持ち越されたものが192件ある。
これらについて、本年度に審査・決定がなされたのは、231件(不服申立て件
数の76％)である'71)。その審査．決定に関する行政機関ごとの内訳は、国防総
省が83件(全体の36％)、空軍省が82件(同35％)、中央情報局が34件(同１５％)、
国務省が16件(同7％)であり、これらで全体の93％を占めている172)。
この231件の不服申立て審査の対象を頁数でみると、3,330頁になる'73)。こ
のうち機密解除された総頁数は、2,365頁(全体の71％)であった。その内訳を
みると、全部機密解除されたものの総頁数は1,308頁(機密解除された総頁数の
39％)、一部機密解除されたのが1057頁(同32％)、機密解除きれなかったもの
が965頁(同29％)である。また、1996年会計年度からの総計をみると、審査対
象となったのは69,885頁、全部機密解除されたのが12,527頁(18％)、部分機密
解除されたのが29,867頁(43％)、機密解除されなかったものが27,491頁(39％）
となる174)。
なお、来年度に持ち越されたのは263件であり、その内訳は、中央情報局が
130件､米国国立公文書館が59件､国防総省が42件､国務省が１１件､海軍省が8件、
エネルギー省が8件、空軍省が4件、司法省が1件となっている]75)。
ｌ省庁間機密指定審査委員会
省庁間機密指定審査委員会の役割は、本大統領令に関する説明の中で、すで
に述べたとおりである。
省庁間機密指定審査委員会は、2010年会計年度において、必要的解除審査
請求に関する行政機関の決定に対する審査請求の処理にその大半労力を注ぎ、
212件の文書につき裁決をしている。このうち、145件の文書について追加的
に機密解除を行うことを命ずる裁決がなされた一方で(全体の68％)、６７件の
文書については行政機関による決定が維持された(全体の32％)。また、この
145件の文書にうち、７８件の文書については全部機密解除がなされ、６７件の文
書について部分機密解除がなされている176)。
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また、同委員会が1996年５月に設立されて以降の全体的数字をみると、１０５３
件の文書に関する裁決を行い、このうちの65％にあたる文書について追加的な
機密解除がなされている。この内訳は、266件の文書(全体の25％)については
文書全体の機密解除がなされ、424件の文書(全体の40％)については部分機密
解除がなされ、残りの363件(全体の35％)の文書は、行政機関による決定が維
持されている177)。
Ｊ国家機密解除センターによる歴史的価値をもつ記録の機密解除の進捗状況
国家機密解除センターの役割については、すでに述べたとおりである。同
センターは、2013年末までに約4億頁にまで累積した歴史的記録を機密解除し、
公開することを命じられている。
米国国立公文書館による同センターの2011年第１次活動報告書178)によると、
①2010年１月１日時点で審査が遅れ累積している総頁数は、再評価の結果、４億
1791万6550頁ではなく、約3億8620万頁であり、②2010年１月１日から2011年６
月30日までに手続が全て完了した総頁数は1803万8692頁であり、③このうち
公開された総頁数は1659万4585頁であると報告されている。
このような現状について、連邦議会の公益のための機密情報解除委員会
(PubliclnterestDeclassificationBoard)は、2010年４月22日に報告書を出し
ており、①米国国立公文書館に25年が経過した機密文書が4億頁近く累積し
ているのに加え、②同館が毎年受け入れている機密文書の総頁数は約1500万
頁にのぼる一方で、③同館が毎年公開している総頁数は約1100万頁あるので、
④このままでは毎年あたり400万頁がさらに累積していくことになる点を指摘
した上で、機密解除手続に関する改善を求めている179)。
Ｋ情報保全監察局による行政監察活動
「大統領への報告書2010年｣では、,情報保全監察局による自動機密解除審
査と機密指定ガイドに関する行政監察活動についても報告がなされているので、
その概要について紹介する。
１自動機密解除審査に関する監察活動
情報保全監察局は、2008年会計年度から、自動機密解除審査に関する監察
活動を行っている。その手法をまとめると、①同局が各行政機関から提出を
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受ける｢行政機関機密分類管理プログラムデータ(標準書式311号)」を集計して、
その機密解除プログラムが評価に値するだけの分量のある15の行政機関を選
出し、②６ヶ月間(2009年10月１日～2010年３月31日）に機密解除審査が終結し
た事案に伴う情報の提出を受け、③同局の分析担当者がサンプルのサイズと一
定の文書を特定し、④立入り検査を行うものを決定して実施するというもので
ある180)。
同局は、これらの行政機関に対する機密解除の監察結果を、統計的に選出さ
れたサンプルに基づく客観的評価点として60点、プログラム的監察評価を４０
点に割り振り、合計100点で評価する方式を採用している。その具体的な評価
と近年の改善結果については省略するが、本年度から各行政機関の評価点が公
表されるようになった｡その結果が次の表3である181)。
表３情報保全監察局による自動機密解除審査に関する評価結果
行政機関
連邦捜査局
統合参謀本部
ミサイル防衛局
国家安全保障局
国防長官府
国務省
国家地球空間情報局
陸軍省
榊一ＭｌＭｌＭｌＭｌＭｌＭ｜朋一妬
行政機関
国防`情報局
国防脅威削減局
国家偵察局
米国国際開発庁
中央情報局
海軍省
空軍省
纈｜卯一卯一肌一別一乃一乃一別
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２機密指定ガイド
原機密指定権をもつ行政機関は、機密指定に関して統一的な運用を図るた
めに、機密指定ガイドを作成することが求められている。情報保全監察局は、
2008年会計年度から、行政機関がこの要件を満たしているかを評価するため
の監察を行っている。特に、過去5年間において、当該ガイドが改訂されてい
たかに着目している。
本年度についての結果をみると、①行政機関では、総計2,475の機密指定ガ
イドが利用されており、②このうち75％（1,863)が過去5年間に当該ガイドを
更新していた一方で、③25％(612)が過去5年間における更新を行っていなか
った。この過去5年間における更新に関する割合は、2009年会計年度が54％、
2008年会計年度が33％であったことと比較すると改善されたことがわかる'82)。
V１１行政府の機密保全費用
情報保全監察局は、毎年、行政機関が機密保全に要する費用の見積額(以下、
｢費用」という）を大統領に報告している。この報告書で公開されている費用に
は、国防総省を含む41の行政機関が提供した金額が総計されている。
しかしながら、この報告書には、中央情報局、国防情報局、国家情報官室、
国家地球空間情報局、国家偵察局、国家安全保障局における見積額は、インテ
リジェンスコミュニティ機密分類指針により機密,情報とされているので公開さ
れておらず、この報告書の総計にも含まれていない。情報保全監察局は、これ
らの機関の機密保全費用については、同報告書に添付される機密文書として大
統領に報告している。
以下では、「2010年会計年度費用報告書｣183)の概要をみていきたい,別)。
Ａ2010年会計年度における行政府の機密保全費用
まず、2010年会計年度における行政府における機密保全費用の総額(上記の
インテリジェンス機関のものを除く）は、１０１億6914万9577ドルである。この
総額を前年度のもの比べると約13億6千万ドル（15％)の増加となっている。こ
の内訳は、次のグラフ９｢2010年会計年度における行政府の保全機密指定に関
する費用｣のとおりである。
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グラフ92010年会計年度における政府の機密指定に伴う保全費用185）
GovernmentSecurityClassificatｉｏｎＣｏｓｔｓＦＹ２０１０ 
総計
ＴＯＴＡＬ 
憤報保全
lnformationSecurity 
保全管理･監査･計画
SecurityManagement， 
oversight,andPlanning 
物理的保全
PhysicalSecurity 
人的保全
PersonnelSecurity 
専門８，教育.:１MMK啓発
ProfessionalEducation， 
TrainingandAwareness 
特月掴用
UniqueItems 
一一一 醤i;i醤i;篭i苫護i笠;醤i笠;i;:：麺iii畳.,,.､：.鱸
■:ｉ 
軽……ずﾏ……￣証
|樋密指定管瑠i
1CIassification 
;Management 海364,220,066(7%）
iDecIass行ication
冠50,442,266(1%）
Ｌ楓密解除：瀞 lnhrmationSystemsSecurity機室IWiRのたり〕のfOrClassifiedInformation帽報ｼｽﾃﾑ保全
＄4692,853,885(90％） 
２３４５６７８９１０ 
BilIions1o侭ﾄﾞル
０ 
上記の縦軸の費目のうち、情報保全(InfOrmationSecurity)に関する費用が
最も多い。この内訳は、グラフの右下の円に示されているとおりである。この
細目うち、最大のものが機密情報に要する情報システム保全費用であり、約４６
億9千万ドル(情報保全費用の90％)を占めている。なお、この円グラフの中の
雑費は、運用セキュリティ（OPSEOOperationsSecurity)と技術セキュリ
ティ対策事項(TSCM:TechnicalSecurityCountermeasures)の合計である。
４番目の費目が、人的保全(personalsecurity)に伴う費用であり、約１５億
5千億ドルであり、昨年度と比較すると約3億4320万ドル(28％)の増加となっ
ている。
Ｂ1995年会計年度から2010年会計年度における費用の変動
次に、行政府における機密保全費用の総額(前述のインテリジェンス機関の
ものを除く）が、1995年会計年度から2010会計年度において、どのように変動
したかについては、グラフ10に示されている。ただし、このグラフの注にある
ように、情報保全費用(InfOrmationSecurityCosts)については、グラフ11で
扱われている。
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グラフ101995年会計年度～2009会計年度における政府の機密指定に伴う保全費用186）
GovernmentSecurityClassificaｔｉｏｎＣｏｓｔｓＦＹ１９９５－ＦＹ２０１０☆ 
０
０
０
０
０
０
０
０
０
０
０
０
０
０
０
０
０
 
０
０
０
０
０
０
０
０
０
０
０
０
０
０
０
０
 
６
５
４
３
２
３
０
９
８
７
６
５
４
３
２
１
 
，
，
，
，
，
Ｉ
．
 
１
１
１
１
１
 百万ドル２．一一一一重
－－$1５５７ 
４３４ 
＄ 
０ 
５
＄
 
６１】「
， 
ＬＢＺＬ－Ｌ．.ｂ＿ｎ回 燭白露云籔干鑿畠圃〒al藤-『凸圖~０．２１豊fLLj2laiR-Lj魁iiLL臺轤Z…域豊墨0愚E蕊･勤o翻占極塑狛■笠一四一U倒國ヨー圏－０■pH顯缶註
偽ＷＩＷＩＬｇｆＷＬｆ５ＰＰＷダダf§'ずsfsSbf5R'sＰ
FIscaIYear（会計年度）
堂EXdUdin91nlbrmqtjOnSecu"tyGeenexfchqrt）＊本ﾘﾗﾌ0,圃用には桐報保全圏用が除外されている(次譲参照）
このグラフ１０を見ると、2001年の米国同時多発テロ事件が米国の機密保全
に与えた影響の大きさがわかる。
次のグラフ11が示す情報保全費用の変動においても、2001年の米国同時多
発テロ事件の影響が見てとれる。しかし、この費目の性質から、`情報保全に伴
う費用は、急激に上昇することなく、穏やかな上昇にとどまっている。その一
方で、機密解除に関する費用が大きく減少したことがわかる。なお、同グラフ
において機密指定管理に要する費用が1998年に大きく減少したのは、グラフ
の注にあるように、それまでは機密指定管理に伴う費用に含まれていた機密解
除に関する費用が、費目として独立したためである。
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グラフ111995年会計年度～2010会計年度までの情報保全費用187）
InformationSecurityCostsFY1995fY2010 』し
０
０
０
０
０
０
０
０
０
０
那卯纏如弱犯率、幅⑩５
百
２．墓一塁
Ｉ
 
駕壼妻'警菫jllii害毒z}崇2２ 糖i二iii鴬慧雪三jhr
Lmi:÷J=iiJJごi~市Pf蕊鑿；
会計年度
1988年会計年度より以前は、機密解除費用は、機密管理費用に含まれていた。
2003年会計年度より前は、雑費(OPSECとTSCＭ)は報告されていなかった。
★
十
次のグラフ12は、情報保全費用の中で最も大きな比率を占める機密情報のた
めの`情報システム保全に要した費用の変動である。
グラフ121995年会計年度～2010会計年度までの機密情報のための情報システム保全
費用188）
(１０億ドル）
０
５
０
５
０
５
０
５
０
５
０
 
５
４
４
３
３
２
２
１
１
０
０
 
4.6日
画
匙棚ji罷早，弓層
閨i5.-轍
騨鬮￣鬮昌画一蝋
.H；,．CPlqdiILcf$,ｄｉＰ１ＡＳ９ｄＳ､。SしＡ３，_CSPdS,ｄｊｏＡＡｓｂＡａＳＰ
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Ｃ国家産業セキュリティ・プログラムに要する費用との総計
これまで見てきたのは､連邦政府の行政府における機密保全に要する費用(上
記のインテリジェンス機関の費用を除いたもの)であるが、連邦政府が管轄し
ている機密保全制度に伴う費用は､これに限られない。国家産業セキュリティ・
プログラム（NationalIndustrialSecurityProgram)の運営に必要な費用も生
じる。国家産業セキュリティ・プログラムとは、政府から業務を請け負った企
業等にアクセスが認められる機密'情報を保護するために、企業等の業務に関与
する個人の身上調査と関連施設のセキュリティ・クリアランスを行うためのプ
ログラムである。
同プログラムは、民間企業がその費用の多くを負担しており、政府と異なる
費目を用いていることから、これらも含めた正式な統計は存在していない。こ
のため、同プログラムの費用については、業種の異なる企業(843社)からサン
プル調査を年末に行い、その機密保全総額費用を算出している。これによると、
2009年会計年度における同費用の総額は、１２億5千万ドルであった。この額は
昨年度と比較すると1億2830万ドル(１１％)の増加となっている。
グラフ13は、行政府と民間企業で要したそれぞれの保全費用の総計と、これ
らの総計を、1995年会計年度から2010会計年度までの年度ごとの変動を示し
たものである（インテリジェンス機関の費用を除く）。
グラフ131995年会計年度～２０１０会計年度の行政府及び民間企業で要した費用189）
（１０億ドル）厄
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註
')AtomicEnergyActofl954,４２ＵＳＣ､２０１１（2000)． 
2)ThelnventionSecrecyAct,３５ＵＳＣ.§ｌ８１ｅｔｓｅｑ（2006)． 
3)Exec・OrderNo.8381,3Ｃ・ＦＲ§634（1938-1943)．
4)Exec・OrderNo.10104,15FedReg､597（Feb､3,1950)．
5)Exec・OrderNo.lO29016Fed.Re9.9795（Sept､27,1951)．
6)Exec・OrderNo.10501,18FedReg7049(Nov・'0,1953)．
7）アイゼンハウアー大統領は、このほかにも、自らが出した大統領令10501号を改訂する大
統領令を２つ発している。最初の大統領令10816号(Exec・OrderNo.10816,24ＦｅｄＲｅｇ３７７７
(Ｍａｙ12,1959)）は、歴史調査研究に関する特例を認める条項等を追加したものであり、次の
大統領令10901号(Exec・OrderNo.ｌＯ９０Ｌ２６ＦｅｄＲｅｇ２１７(Jan・’2,1961)）は、具体的な原機
密指定者を特定する等の改訂を行ったものである。
8)ExecOrderNo・'0964,26FedReg,8932（Sept､22,1961)．
，)ケネディ大統領は、このほかにも、原機密指定者を改訂する大統領令を２つ発している(Exec
OrderNo､10985,27FedReg､４３９（Jan・’6,1962)；Exec・OrderNo.11097,28Fed.Re9.2021
(Mar､7,1963)． 
'0)Exec・OrderNo.11652,37FedReg､5209（Mar・'0,1972)．
''）ニクソン大統領は、自らが発した大統領令を改訂した大統領令11714号(ExecOrderNo、
11714,38FedReg,10245（Apr26,1973)）により、省庁間機密審査委員会(InteragencyClas‐
silicationReviewCommittee)の設立を命じている。また、フォード大統領は、連邦議会によ
り原子力委員会が廃止され、新たに原子力規制委員会が設立されたことに伴い、ニクソン大
統領が発した大統領令11652号に必要な改訂を行う大統領令11862号(Exec・OrderNoll862，
40FedReg､25197(June､13,1975)）を発している。
'2)ExecOrderNo､12065,43FedReg､28949(July,3,1978)． 
'3)Exec・OrderNo.12356,47FedReg､14874,15557（ApriL6,1982)．
'４)Exec・OrderNo.12937,59FedReg59097（Novl5,1994)．
'5)Exec・OrderNo.12958,60FedReg76（April20,1995)．
'6)Exec､OrderNo.13142,64FedReg66089（Nov23,1999)． 
'ｱ）クリントン大統領は、このほかにも、1995年８月２日に大統領令12968号｢機密情報へのアク
セス（AccesstoClassifiedInfOrmation)」（Exec・OrderNo.12968,60FedReg､40245（Ａｕ9.7,
1995)）に署名し、連邦政府における統一的な身上調査(backgroundinvestigations)プログラ
ムを確立している。
'8)Exec・OrderNo.13292,68Fed､Regl5315（Mar､28,2003)．
'9)SeePresidentialDocuments,MemorandumofJanuary2L2009,TransparencyandOpen 
Government,７４FedReg､1５（2009)． 
20)SCePresidentialDocuments,MemorandumofJanuary2L2009,FreedomoflnfOrmation 
Act,７４FedReg､１５（2009)． 
21)Exec､OrderNo.13392,70FedReg､75373（Dec・’9,2005)．
配）ここで、オバマ大統領による情報自由法に関する覚書に基づき、司法長官がどのような指
針を出したのかを簡単に紹介しておきたい。
以前の司法長官による情報自由法に関する覚書は、全米同時多発テロ事件直後の2001年１０
月12日に、ブッシュ政権のアシシュクロフト司法長官により出されたものであった。この覚
書では、国防や法執行の重要性が強調され、情報公開を大きく制限する内容となっていた。
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SeeJohnAshcroft,AttorneyGeneral,MemorandumfOrHeadsofAllFederalDepartments 
andAgencies:TheFreedomofInfOrmationAct（0ct12,2001)． 
オバマ大統領による情報自由法に関する覚書を受け、ホルダー司法長官は、2009年３月19日
に、行政機関の長に対して情報自由法に関する覚書を出した。この覚書では、プッシュ政権
時のアシシュクロフト司法長官による覚書を廃止するとともに、行政機関にとって情報開示
請求に対する判断が明白でない場合には、情報開示が優先されるとの推定原則を打ち出した。
そして、この原則について、①行政機関は、開示請求がなされた記録が、情報自由法の情報
開示に関する不開示事由に法技術的に該当するという理由だけで不開示とすべきでなく、そ
の裁量により積極的に情報開示を行うべきであり、また、②たとえ開示請求がなされた文書
について全部開示決定ができない場合であっても、部分開示が可能かどうかを考慮すべきで
あると強調している。この原則により、情報開示が大きく促進されることが期待されている。
S2eAttorneyGeneral，MemorandumfOrHeadsofExecutiveDepartmentsandAgencies： 
TheFreedomoflnfbrmationAct（FOIA）（Mar19,2009）atL 
23）連邦行政管理予算局は、オバマ大統領の指針を具体化するため、2009年１２月８日に「開
かれた政府指令(OpenGovernmentDirective)」に関する覚書を出している。SeeDirector，
OfficeofManagementandBudgeLMemorandumfOrHeadsofExecutiveDepartmentsand 
Agencies:OpenGovernmentDirective(Ｄｅｃ８,2009)．さらに、2010年３月８日には、同局次
長名で、オープンガバメントを推進するための報償金制度に関する覚書が出された。See
DeputyDirectorfOrManagement,OfliceofManagementandBudget,Memorandumfor 
HeadsofExecutiveDepartmentsandAgencies:GuidanceontheUseofChallengesand 
PrizestoPromoteOpenGovernment（Mar､8,2010)． 
24）SeePresidentialDocuments，MemorandumofMay27,2009,ClassiliedlnfOrmationand 
ControlledUnclassifiedInfOrmation,７４FedReg,１０３（2009)．なお、この覚書では、①機密指
定制度については、クリントン大統領が出した大統領令12958号を改善する提案を求めるとと
もに、②プッシュ政権の下で制度化された政府管理情報に関して、司法長官と国士安全保障
長官が中心となり、政府管理情報に関する省庁間タスクフォースを結成して、現在の制度上
の手続等を見直すよう、求めている。
巧)Exec､OrderNo.13526.75FedReg､２(Jan､5,2010)．
26)SeePresidentialDocuments,MemorandumofDecember29,2009,Implementationofthe 
ExecutiveOrder,℃lassifiedNationalSecurityInformation,”７５Fed､Rｅｇ２（2010)．この覚書
では、本大統領令のいくつかの条項につき、実施期限が設けられている。同覚書で着目すべ
き点は、前文で、国家安全保障問題担当大統領補佐官に対して、連邦議会の「公益のための機
密情報解除委員会(PubliclnterestDeclassificationBoard)」と協力しながら、機密分類システ
ムを根本的に変革させるための研究を行い、提案するように命じていることである。このよ
うな根本的な変革の実現には、議会との調整が必要となることから、簡単なことではないも
のの、将来的に、さらなる改革がなされる可能性がある。
27)ClassifiedNationalSecurityInformation､３２Ｃ､F・ＲＰａｒｔｓ２００１＆２００３（2010)．なお、この
本大統領施行規則の内容については、本大統領令等の記述において不可欠である場合を除き、
説明を省略している。
28)ReducingOver-ClassificationAct,ＰＬ､111-258,§1,124ｓtat､２６４８（2010)． 
２，)過剰機密削減法における主要な条文の内容は、以下のとおりである。
まず、第4条「機密情報監理官(ClassifiedInfOrmationAdvisoryofficer)」では、2002年国
土安全保障法を改正し、国士安全保障長官に、連邦政府、州政府、地方自治体、インディア
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ン部族、及び民間部門を援助するために、機密情報監理官を任命し、機密情報に関する教育
資料を配布し、訓練プログラムを管理するように命じている。機密情報監理官は、具体的に
は、①適切なセキュリティ・クリアランスをもたない個人に対して、機密情報をやりとする
ことを防止する計画・指針の策定、②行政機関内部において情報を適正に保有している者が、
その機密指定が適正に行なわれていないとの異議申立てを行う場合に必要となる適切な手続
の策定等に関する援助、③セキュリティ・クリアランスの申請方法の策定等を行うとともに、
④国士安全保障省情報分析担当次官(UnderSecretaryfOrlntelligenceandAnalysis)に対し
て、機密情報の共有を促進しうる指針・手続について報告する義務を負っている。
第5条「インテリジェンス情報共有｣では、1947年国家安全保障法を改正し、国家情報官に、
①インテリジェンス・プロダクトの共有を促進するために、インテリジェンス・コミュニテ
ィで作成された同プロダクト（機密指定されたものと、そうでなものの双方を含む)の標準フ
ォーマットに関する指針の策定、②１つのインテリジェンス・プロダクトの機密部分の利用
を促進するための指針・手続の策定を命じている。
また、第5条は、2002年国土安全保障法を改正し、国士安全保障長官に、①テロリスト及び
国土安全保障に対するその他の脅威に関して、これを排除するための手段に優先順位を定め、
②州政府等のために、必要なインテリジェンス等を準備することを目的として、関連する情
報分析・脆弱性評価を統合する責任を課した。また、③省庁間脅威評価協力グループ実務局
(InteragencyThreatAssessmentandCoordinationGroup（ITACG）Detail)に、州政府等の
安全保障を改善する目的で、インテリジェンス・プロダクトの配布を促進すること等につき
国士安全保障長官に勧告させる義務等を規定している。
ここで登場する省庁間脅威評価協力グループ(InteragencyThreatAssessmentandCoordi‐
nationGroup(ITACG)）とは、2007年9/11委員会勧告実施法(ImplementingRecommenda‐
tionsofthe9/llCommissionActof2007)により国家テロ対策センターに設立されたもの
で、国士安全保障省、連邦捜査局、その他の機関を補佐するための組織である。同グループ
は、連邦政府のインテリジェンス機関と、州、地方自治体、インディアン部族、及び民間部
門とのインテリジェンス情報のギャップを埋めることを目的としている。なお、同グループは、
実務局（ITACGDetail）と、諮問委員会(ITACGAdvisoryCouncil）との2部門により構成さ
れている。
米国のように連邦制をとる国家では、連邦政府のインテリジェンス機関と、州政府等の対
応部局との連携がうまく機能するための制度が必要となる。特に、米国内でのテロ等につい
ての捜査の端緒や第一報は、州等の警察などに入ることが多いので、このような連携は不可
欠である。この実務局は、国家テロ対策センターのインテリジェンス分析官に州政府等の機
関が何を必要としているのかを勧告する等、連邦政府と州政府等を連携するための多様な機
能を担っている。SeeInfOrmationSharingEnvironment,２０１０Reportonthelnteragency
ThreatAssessmentandCoordinationGroup（ITACG）（Dec､9,2010）ａｔ1-2．なお、連邦
議会の連邦政府説明責任局は、国土安全保障省に対して、情報共有に関する改善を求める
報告書を2010年12月に出している。SeeUnitedStatesGovernmentAccountabilityOffice，
〃!/brmα"o〃ＳｿｉａｒｍｇＤ応ＣＤ"ﾉﾋﾉＢｅ"Cl･ＤＣ/7"ｅＨＯｗＪ/ＰﾉﾋJ"ｓｊｏﾉVBe/ＪｌｓＳｒａｒｅα"‘Ｌｏｃａﾉ〃たＳｍ〃
”ゴルWove彫r/ｂｒｍｑ"ceAcco""'α6ﾉﾉiひ'（GAO-11-223）（Dec,2010)．
30)本大統領令の記述にあたっては、正確な訳が条文内容の理解を困難にすると考えられる場
合には、わかりやすさを優先して訳出した。また、条文規定の訳出がどうしても必要な場合
を除いては、その内容をまとめて記述している。条項ごとの脚注も、省略した。なお、機密
指定される文書の表示方法（1.6条)や定義条項(6.1条）といった詳細な規定についても、説明
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を省略している。
なお、機密文書の表示方法については、情報保全監察局が具体的な表示の仕方を示した下
記のブックレットを2010年12月に公表した。SCelSOOMarkingClassifiedNationalSecurity
lnfOrmation（Dec､22,2010）http://www､archives・gov/isoo/training/marking-bookletpdf
また、本稿では、ＮＡＴＯで共有されている機密指定に関する制度や、インテリジェンスコ
ミュニティに属さない行政機関において用いられている下位の機密類型については､説明を省
略している。これらの制度における機密分類ついては、以下の文書に機密分類統一表示リス
トがあるので､参照して頂きたい。（Ｕ）OfficeoftheDirectorofNationalIntelligence（ODNI）
OHiceoftheNationalCounterintelligenceExecutive（ＯＮＣＩＸ）Security/SpecialSecurity 
Directorate（SEC/SSD）ControlledAccessProgramCoordinationOffice（CAPＣＯ)，（Ｕ） 
AuthorizedClassificationandControlMarkingsRegisterVolume4,Edition２（Version42） 
(Ｍａｙ31,2011)． 
31）なお、大統領には国家安全保障に関する直接的な責任があり、その権限には、国家安全保
障に対する損害を防ぐためにいかなる情報を機密指定すべきかについて指針を確立する権限
も含まれるていることは、連邦最高裁判決によっても認められている。Ｓｅａｅｇ，Dep1tofthe
Navyv､Egan’４８４ＵＳ､518,527-30（1988)． 
32>「原機密指定(Originalclassification)」とは、国家安全保障のために、情報の漏えいから保
護する必要のある情報を最初に決定することをいうと定義されている(6.1条(if)項)。
33)「原機密指定者(originalclassihcationauthority)」とは、大統領、副大統領、又は大統領に
より委任された行政庁若しくはその他の公務員により、書面により最初に機密指定を行う権
限を付与された個人をいう（6.1条(99)項)。
34）なお、この1.1条(b)項後段では、この前段の規定は、①機密指定に関する実質的な基準や
手続を拡大したり変更するものではなく、また、②司法審査における実質的又は手続的権利
を新たに付与するものではないと規定されている。
35）レーガン大統領が定めた大統領令に、これと同様の外国政府に関する,情報についての推定
規定が置かれていた。同規定は、一度クリントン大統領により削除されたものの、ブッシュ
大統領が再規定した。
この推定規定が復活した意義は大きい。なぜなら、クリントン大統領による大統領令にこ
の推定規定がなかったことから、国務省は、ある情報開示請求訴訟において、当該情報が外
国政府からもたらされたものであることを理由として不開示とすることが認められなかった
ことがあったためである（“eWeatherheadvUnitedStates,１５７Ｆ､３．７３５(9thCir・October
l998),yaaJZe`αＳｍ００１，５２８ＵＳｌＯ４２(1999))。
このような判例法理を意識してか、オバマ大統領による本大統領令では、ブッシュ大統領
が定めたこの推定規定を、そのまま残している。
36)本大統領令１２条（b)項が定めるように、米国での機密情報のレベルは、この3類型に限定
されている。しかし、実際には、これらの類型に該当しないにもかかわらず、,情報開示され
ていない行政情報がある。これらの情報は、2008年まで、一般に「機微であるが機密指定され
ていない（SensitiveButUnclassified:SBU)｣情報と呼ばれてきた。ブッシュ大統領は、２００８
年５月に出した覚書で、従来のSBU情報という名称をとりやめ、これに代わる「政府管理情報
(ControlledUnclassifiedlnfOrmation:CUI)」という類型を設定した。この政府管理情報につ
いては、オバマ大統領が新たな大統領令を出したので、後述する。
37)米国における行政機関の長や上級幹部職員の多くは、大統領等による政治任用者が占め、
また、上級管理職にも一定の割合で政治任命が認められている。このため、わが国における
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行政機関の幹部人事の仕組みとは大きく異なっていることに注意を要する。たとえば、国防
総省における上級幹部職員のあり方について、以下の拙稿を参照のこと。永野秀雄｢米国の国
防組織と文民統制－国防総省における政治任命者による統制と、軍人の表現の自由に対する
軍事司法統一法典等による統制一｣防衛法研究34号125頁(2010年)。
38)オバマ大統領は、本大統領令が公布されたのと同じ日に、具体的に誰が｢機密｣又は｢極秘」
の原機密指定者となるのかを特定する大統領令｢原機密指定権」を出した。SEePresidential
Documents,OrderofDecember29,2009,“OriginalClassificationAuthority,'’７５FedReg､２ 
(Jan5,2010)．この大統領令では、上位２つの機密レベルについて、以下のように原機密指
定者を特定している。
｢機密」
大統領府：大統領首席補佐官、国家安全保障問題担当大統領補佐官、国士安全保障対テロ
担当大統領補佐官、国家薬物取締政策局長、科学技術政策局長、大統領インテリジェンス諮
問委員会議長又は共同議長。
行政機関:国務長官、財務長官、国防長官、司法長官、エネルギー省長官、国士安全保障長官、
国家情報官、陸軍長官、海軍長官、空軍長官、原子力規制委員会委員長、'情報保全監察局長。
｢極秘」
大統領府：米国通商代表部通商代表。
行政機関：農務長官、商務長官、保健福祉長官、運輸長官、米国国際開発庁長官、連邦環
境保護庁長官。
なお、この大統領令｢原機密指定権｣では、原機密指定権による委任は、本大統領令1.3条(c）
項に基づいてなされなければならないと規定されている。また、情報保全監察局長、農務長官、
及び、連邦環境保護庁長官には、原機密指定権の委任が認められていない。
39)本大統領令と同日に発表された同大統領令の施行に関する覚書の3条「原機密指定権の委
任｣では、①原機密指定権の委任は、本大統領令を実施するために必要かつ最小限にとどめ
なければならず、かつ、原機密指定権を確実かつ継続的に行使する必要のある個人又は職務
に対してだけ委任されなければならないこと、②原機密指定権を有する行政機関の長は、原
機密指定権に関する全ての委任が、本覚書を遵守しているか否か、及び、本大統領令1.3条
(c)項の要件を満たしているか否かにつき、再調査を行う義務を負うこと、③各行政機関
は、この再調査の結果に関する報告書を、本覚書が出されてから120日以内に、情報保全監察
局長に提出しなければならないこと、という3つの義務が規定されている。SEePresidential
Documents,MemorandumofDecember29,2009,ImplementationoftheExecutiveOrder， 
"ClassifiedNationalSecurityInformation,”７５Fed・Rｅｇ２（2010)．
４゜）この教育・訓練には、①機密情報の適切な保全に関する教育、②機密指定を適切に行わな
かった場合、又は情報の漏えいから機密情報を保護しなかった場合の罰則（本大統領令5.5条
に規定)に関する教育・訓練が含まれなければならないと規定されている(1.3条(d)項)。
41)この原機密指定者に対する年１回の教育訓練義務には、例外がある。すなわち、この教育訓
練を受けることのできない個人について、その行政機関の長、又は上級幹部職員が、特別な
事情があると認めたときには、この教育・訓練が免除されるのである。なお、この免除が認
められた場合、当該個人は、できるだけ速やかに当該教育・訓練を受ける義務を負うと定め
られている（1.3条(d)項)。
42)国家安全保障問題担当大統領補佐官は、大統領に対して国防・外交全般にわたり助言を行
う非常に重要な職責を担っている。わが国で広く知られている元職としては、ニクソン政権
のヘンリー・キッシンジャー氏、レーガン政権のコーリン・パウエル氏、ジョージ。Ｗ・プ
9２ 
Hosei University Repository
ツシュ政権のコンドリーザ・ライス氏などが挙げられるであろう。オバマ政権での現職（２人
月）は、2010年10月に着任したトーマス・ドニロン氏である。なお、国家安全保障問題担当大
統領補佐官の役割については、松田康博編著｢NSC国家安全保障会議一危機管理・安保政策統
合メカニズムの比較研究」（彩流社、2009年)47頁以下を参照のこと。
43)FreedomofInfOrmationAct，５ＵＳＣ．§５５２（2008)． 
４４)ThePresidentialRecordsAct（PRＡ）ｏｆ1978,44Ｕ・ＳＣ．§§2201-2207（2003)．この法律
は、大統領と副大統領が1981年１月20日以降に作成・受領した公的記録を管理するための法律
である。後に、ジョージ.Ｗ・ブッシュ大統領が、大統領令13233号により、大統領等が大
統領記録に関する情報開示を拒否できる情報秘匿特権の範囲を拡大し、同法による情報開示
に制限を加えた。しかし、オバマ大統領は、2009年１月21日に発した大統領令13489号により、
ブッシュ大統領による大統領令13233号を廃止して、この情報秘匿特権の行使権者を現職の大
統領と、存命中の元大統領に制限する等の規定を設け、大統領記録に関する情報公開の促進
を図っている。この点については、後述する。
45)PrivacyActof1974,5Ｕ・Ｓｃ.§552a(2000）
網）なお、この項におけるこれらの要件は、本大統領令15条に基づいて原機密指定者により決
定された特定の期日又は出来事(期限)の到来により機密情報が既に自動的に解除されている
場合にも適用されると定められている（1.7条(｡)項)。
47)国家機密と情報公開制度との関係については、本稿では説明を省略する。
祖)なお、この異議申立て手続には、例外が設けられている。それは、機密情報保全のために
外部への出版や公表前の検閲が必要となる文書と、当該個人が同意した機密情報不開示契約
に基づく行政手続が必要となる文書であり、これらには、本条の対象とはならない（１８条(c）
項)。この出版・公表前の検閲が必要となる文書と、機密,情報不開示契約については、別稿で
説明したい。
この1.8条に基づき、各行政機関は、その規則を改訂している。たとえば、中央情報局につい
ては、以下を参照のこと。SeeClassificationChallengeRegulations,３２ＣＦＲ.§1907(2011)．
なお、同規則にある19072条にあるように、この異議申立てを行える者は、当該機密に接す
ることができる者であるので、異議申立人に対して、その①氏名、②所属行政機関、③役職、
④アクセス照合情報、⑤セキュリティクリアランス、⑥中央情報局の当該情報に関して適正
な権限の下に保有している者である地位にあることを示すことが求められている。
４９)本大統領令1.9条の規定をさらに具体化した本大統領令施行規則200116条では、①最初の
｢機密指定指針の包括的見直し」を2012年６月27日までに行うこと、②その後の見直しは、行政
機関の指針の物量等の差異から一律の期日は設けないものの、定期的に見直すこととしなが
ら、少なくとも5年に1度は見直す義務を課している（同条（a)項)。また、③包括的見直しに
あたっては、少なくとも、（i)当該指針が現在の運用及び技術的環境に合致しているか否かを
決定し、（ii）当該指針が、機密指定の類型に関する基準に合致しているか否か(本大統領令1.4
条)、及び、国家安全保障に対して損害をもたらすことが合理的に予期しうるものであるか否
か（同1.2条)に関する決定を行い、（iii)当該指針の配布と利用が、適切かつ時宜にかない、効
果的なものとなっているかを決定し、かつ、（iv)近年の機密指定を精査し、それらの機密対象、
機密類型、機密指定期間、機密解除期間、表示方法が、当該指針の意図を十分に反映したも
のとなっているかを評価すること、が求められている。そして、④本大統領令19条(c）項では、
この見直し作業に専門家の参加が義務付けられているが、これに加えて、可能な限り、外部
の専門家や利用者からの意見を得ることが求められている（2001.16条(c）項)。
オバマ政権が、この「機密指定指針の包括的見直し」を重視していることは、上記の本大
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統領令施行規則2001.16条を実施するために、情報保全監察局長が、2011年１月27日に同見直
しに関する覚書を出していることからもわかる。この覚書では、関連する行政機関に対し
て、さらに、①ワーキング・グループを作り、機密指定又は機密解除の専門家や当該指針の
利用者をメンバーとして入れることといった具体的な検討手続から、②自動機密解除や、情
報自由法、必要的機密解除審査に基づく請求に対する過去の決定を、機密指定・解除指針に
反映させること、③当該指針の利用者が、ある情報につき、機密保全を要する特定の要素を
含むものであるか否かを具体的に特定できるものにすること、といった詳細な規定が置かれ
ている。そして、各行政機関に、2011年６月から遅くとも2011年７月29日までに第１次経過
報告を、2011年12月から遅くとも2012年１月31日までに第２次経過報告を提出するように求
めている。SeeWilliamJBosanko,DirectoroftheInfOrmationSecurityOversightOf[ice･
FundamentalClassificationGuidanceReview,MemorandumfbrSelectedSeniorAgency 
OfficialsDesignatedUnderSection５．４(｡）ofExecutiveOrder13526,℃lassifiedNational 
SecurityInformation”（Jan､27,20111 
50)この派生機密に関するその他の規定について、ここで簡単にまとめておく。
まず、複数の文書等に基づいて派生機密が作成される場合には、派生機密作成者は、これ
らの複数の文書等のうち最長の機密解除期間に対応する日付又は条件を機密解除のために表
示し、派生機密の元となった文書等のリストを表示しなければならない(2.1条(b)項)。
派生機密作成者は、実行可能な限り、①機密情報が、機密化されていない文書のごく一部
を構成しているに過ぎない場合には、機密指定された部分を添付書類として使用するか、又は、
②当該文書を、機密類型のレベルの中で最も低レベルのものにし、又は機密指定されない形
で配布できるように準備する義務を負う（2.1条(c)項)。
なお、派生機密に関する表示を用いる者は、本大統領令における派生機密原則の適用に関
する訓練(機密の過剰指定の回避に重点が置かれたもの）を少なくとも2年に1度は受けなけれ
ばならないとされ、この義務的訓練を2年に１度は受けなければ、当該訓練を受けるまで、派
生機密表示を行う権限が停止される。ただし、特別な事情により当該訓練を受けられないと
行政機関の長、次官、その他の上級幹部職員により認められた場合には、この訓練義務を免
除されるが、その場合でも当該個人はできるだけ速やかに当該訓練を受ける義務を負う（2.1
条(｡)項)。
５１１本稿では、この派生機密に関する機密指定規則の策定に関する規定(2.2条(b)項から(f)項）
については、その説明を省略した。
52)なお、この項の規定内容は、（１）機密指定に関する実体的な判断基準又は手続を、拡張若
しくは変更するものではなく、又、(2)司法判断におけるいなかる実体的又は手続的権利を生
じさせるものではない、との注意規定が同項の最後に置かれている(3.1条(d)項)。
斑)この自動機密解除の定義は、本大統領令6.1条(e)項によるものである。
別)本稿では、自動機密解除につき、実務的には重要性があるものの、詳細な手続規定等につ
いては、その記述を省略している。たとえば、3.3条(｡)項では、一定の事情の下で、自動機
密解除のための短期(3年又は5年)の延長を認める場合の手続や、他の省庁に影響が及ぶ場合
の手続などが規定されているが、説明を割愛した。また、国家機密解除センター（National
DeclassificationCenter）（後述)が設立されるまでの経過規定(33条(i）項）といった条項の説
明も省略している。
弱）ここに言うｒ恒久的な歴史上の価値をもつ」記録(Recordshavingpermanenthistorical
value)とは、本大統領令の定義条項において、①大統領文書又は大統領記録(後述）と、②公
文書管理官が合衆国法典44編に基づき恒久的に保存すべきであると決定した行政文書である
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と規定されている（6.1条（ii)項)。この合衆国法典44編は、公共印刷物及び公文書に関する規
定である。
なお、恒久的な歴史的価値がないと決定された機密情報は、①当該情報の機密保全期間が
25年を超えるものについては、個々の行政機関の記録管理計画又は一般記録計画におけるこ
れらの記録の処分日（廃棄日）に従って破棄されるが、②当該記録が、業務上の必要性から当
該廃棄処分予定日より長く保持されてきた場合には、機密保全期間もこれに合わせて延長さ
れたものと考えて処分される(3.3条(k)項)。
弱）なお、経過規定として、3.3条(c)項(4)号は、大統領が2008年12月31日以前に、自動機密
解除からの免除を認められたファイルシリーズについて規定されている。
57)４２Ｕ・Ｓｃ§§2011to2297h-13（2006)．
58)本大統領令施行規則200132条(a)項では、この要件をさらに厳しくし、本施行規則施行１
年後からは、本大統領令3.3条（b)項と（h)項に基づき自動機密解除の免除を省庁間機密指定
審査委員会に申請する場合には、その自動機密解除の期日が到来する少なくとも１年前まで
に同委員会の事務局長を務める情報保全監察局長に、機密解除指針を提出する義務を課して
いる。このため、当該行政機関が､本大統領令3.3条(h)項(2)号と(3)号の下で、それぞれ50年、
75年という自動機密解除期間の例外を本委員会に求める場合には、その期日が到来する前の
12月31日に自動機密解除がなされることになるので、その１年前の年末までに当該機密解除
指針を提出しなければならないことになる。なお、本大統領令施行規則200132条（b)項では、
機密解除指針に定められるべき内容が詳しく規定されている。
59)本大統領令施行規則2001.33条(f)項では、機密解除請求者が、必要的機密解除審査におけ
る機密解除請求のみならず、情報自由法における情報開示請求をも提出した場合、①当該行
政機関は、請求者に対して、いずれかの手続を選択するよう求めることができ、②当該請求
者がこの選択を行わない場合、請求された文書等が必要的機密解除審査にのみ服するもので
ある場合を除き、当該請求は情報開示請求として扱われると規定されている。
60）もっとも、後述するとおり、3.5条の(9)項と（h)項において、機密解除審査請求の適用除
外が別途定められている。
６１）たとえば、行政機関による必要的機密解除審査手続の例として、中央情報局による以下の
規則を参照のこと。SEeMandatoryDeclassificationReview､３２ＣＦＲ§1908（2011)．
６２)米国市民又は永住権が許可された個人に関する定義については、条文上で記されていると
おり、合衆国法典5編552a条(a)項(2)号で規定されている。
63）国家機密解除センターの初代所長に2010年６月７日に任命されたのは、SherylJasielum
Shenberge氏であった。同氏の職歴は、中央情報局機密解除センター部長(2006年～2010年)、
米国国立公文書館で中央情報局機密解除チーム長(2003年～2006年)、中央情報局カウンター
インテリジェンスセンター部長(2001年～2003年)、中央情報局犯罪麻薬対策センター内勤職
員（2000年～2001年)、国家画像地図局（現在の国家地球空間情報局)上級映像分析官（1996年
～2000年)等となっている。また、学位については、1979年にヴイラノバ大学文学士（英語専
攻）と1983年にノースカロライナ州立大学大学院文学修士(英語専攻)を取得されている。
64）PresidentialDocuments，MemorandumofDecember29，2009,Implementationofthe 
ExecutiveOrder､℃lassifiedNationalSecurityInformation,”７５FedReg､２（2010)． 
65）陸eTheNationalDeclassificatio、Center,NationalDeclassificationCenterPrioritization
Plan（Nov､19,2010)． 
66)ＳＥｅ２８ＣＦＲ.§17.18 
67)この文章における括弧内の説明は、筆者が加えたもので、原文にはない。
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餌)本大統領令44条を読むと、歴史調査研究者であれば簡単にアクセスが認められるようにも
見えるが、そんなことはない。たとえば、本条について定められた中央情報局による次の規
則を参照して頂きたい。SEeAccessbyHistoricalResearchersandCertainFormerGovern‐
mentPersonnel,３２Ｃ・ＦＲ.§１９０９（2011)．この中の1909.14条では、歴史調査研究者からの請
求があった場合に、中央,情報局による許可・不許可に関する書面による決定の中で示される
項目として、①当該アクセスが、国家安全保障上の利益に合致したものであること（(b)項)、
②機密情報不開示契約の締結((c)項)、③出版・公表前に事前検閲を受けることに関する合意
書の締結((｡)項)等が挙げられている。
69)2011年11月時点での情報保全監察局長は、同年８月１日に就任したJohnＰ､Fitzpatrick氏で
ある。前職は、国家情報官にインテリジェンス及びその情報源に関する保全方法について助
言する責任者である国家情報保全副本部長補であった。それ以前は、中央情報局、国家偵察
局に勤務している。学位は、ウイリアム．アンド・メアリー大学で学士(経済学／心理学専攻）
を取得している。
70)ブッシュ大統領による大統領令13292号の5.3条(a)項(1)号では、中央情報局の代表者は、
本委員会の構成員であった。また、5.3条(f)項では、①本委員会が中央情報局の所管する機密
情報について機密解除をすべきであるとの結論に至った場合でも、②中央情報局長官は、当
該情報の解除が国家安全保障に対して損害を引き起こすものであると合理的に決定し、かつ、
(i)人的インテリジェンス情報源、又は、（ii)インテリジェンス情報源又は手法（これには、こ
れに関連する情報、又は外国政府の協力的関係にあるインテリジェンス部門と関係を結果と
して示すものも含まれる）を明らかにするものであると決定したことを理由として、本委員会
による結論に反対すると本委員会に通知した場合、中央情報局長官による当該決定に関する
審査請求が大統領になされ、かつ、大統領が当該決定を棄却しない限り、当該情報の機密は
維持されると規定されていた。本規定に下では、中央情報局長官による上記の通知は、機密
解除に対する事実上の拒否権のように機能したことから、中央情報局の重要機密は、機密解
除がされにくい傾向にあったと言われている。
71）なお、オバマ大統領が本大統領令と同日に発した施行に関する覚書において、この5.4条に
関する規定が置かれ、情報保全監察局長による監察権限が強化されている。具体的には、①
本大統領令5.4条に従い、機密情報を作成し、又は扱う行政機関の長は、情報保全監察局長に、
本大統領令で定められた要件を実施するための当該行政機関の規則の写しを提出する義務を
負うこと、②当該規則は、情報保全監察局長が、本大統領令の施行令を公表してから180日以
内に制定されなければならないこと、③情報保全監察局長は、本大統領令5.4条が定める要件
を実施するための行政機関による行為が、これらの行政監察を計画する上で主要な要素のひ
とつであることを十分に考慮しなければならないこと、④本大統領令5.4条(d)項に基づき指
定された各行政機関の上級幹部職員は、本大統領令が定める要件を実施するためになされる
当該行政機関の計画その他の行為に関する最新の`情報を、情報保全監察局長に提出しなけれ
ばならないこと、及び、⑤情報保全監察局長は、行政機関の実施状況につき、定期的に現状
報告書を発行する義務を負うこと、と規定されている。SCePresidentialDocuments,Memo
randumofDecember29,2009,ImplementationoftheExecutiveOrder,℃lassifiedNational 
Securitylnfbrmation,”７５FedReg2（2010)． 
")PresidentialRecordsActofl978,４４Ｕ､Ｓｃ.§2201-2207（2006)． 
73）この大統領記録法と関連する大統領令については、廣瀬淳子「大統領記録の公開一大統領
記録法とオバマ政権の大統領記録に関する大統領令一｣外国の立法240号76頁以下を参照のこ
と。また、大統領記録法の全訳もなされている。鹿瀬淳子訳｢大統領記録法｣外国の立法240号
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80頁以下。
74)４４Ｕ・Ｓｃ§2204(a)．
75)皿
７６)５ＵＳＣ.§５５２（2006)． 
万)ExecOrderNo､12667,54FedReg､３４０３(Jan､16,1989)．
78)Exec・OrderNo.13,233,3ＣＦＲ.§８１５（2002),reprintedin44US.Ｃ§2204(2006)．
79)Exec・OrderNo.13,489,74FedReg､４６６９(Jan26,2009)．同大統領令の内容と全訳について
は、以下の文献を参照のこと。廣瀬淳子｢大統領記録の公開一大統領記録法とオバマ政権の大
統領記録に関する大統領令｣外国の立法240号76頁以下。
80）この問題の考察は、わが国でも、内閣と地方自治体との間の情報共有や、機密保全に関す
る諸事項(特にセキュリティクリアランスの実施)について、参考になる。
81)Exec､OrderNo.13549,75FedRegl62(Ａｕ9.23,2010)． 
82)2011年６月時点で、この国土安全保障長官による実施指令はまだ出ていない。ただし、同年
４月の段階で、実施指令案は、国防長官、司法長官、国家情報官、及び、’情報保全監察局長の
同意を得て、最後の調整を国土安全保障長官が行っているという。SeeDepartmentofHome
landSecurity,ImplementationoftheClassifiedNationalSecuritylnfbrmationProgramfbr 
State,LocaLTribalandPrivateSectorEntitiesWithintheNISP(June20.2011)． 
83）Ｕ､S､GenAccountabilityOffice,ＧＡＯ-05-677,TransportationSecurityAdministratio､： 
ClearpoliciesandOversightNeedfOrDesignationofSensitiveSecuritylnfOrmationl（June 
20051 
別)たとえば、その名称を見ても、ＳＢＵのほかに公用限定(ForOilicialUseOnly:ＦＯＵＯ)や保
全機微情報(SecuritySensitivelnfOrmation:SSI)と言った様々な呼び方がなされていた。そ
の数は、107以上あり、その表示や手続にいたっては130もの方法が存在していたとされる
(WilliamJBosanko,ControlledUnclassifiedInfbrmation（CUI）UpdateMeeting（April,17, 
2009))。
鶴)この本文④の問題点については､実際に大きな事案が複数生じている。そのうちのひとつが、
2009年12月に、国士安全保障省運輸保安局の2008年版の空港保安チェックポイントに関する
マニュアルが、誤って入札情報の一部としてインターネットで公開されてしまった事案であ
る。同マニュアルの中には、金属探知機、爆発物検査機などの空港におけるスクリーニング
体制が記載されていたが、これらの情報は「機微保安情報(sensitivesecurityinfOrmation)」
に指定されていた。そして、これらの情報は複数のウェッブサイトに転載され、自由に閲覧
可能な状態となった。このため、同省は、テロリストに利する情報漏えいを引き起こしたと
して、大きな批判を浴びることになった。しかし、より大きな問題は、これらの保安情報が、
機密指定されていないSBU情報であったことから、複数のウェップサイトに転載された情報
の削除を命じる法的根拠がなく、公開されたままになってしまったことにあった。また、情
報漏えいを引き起こした責任者への処罰も、軽い罰則でしか対処しえないことが判明し、批
判の対象となった。この事案については、以下の報告書を参照のこと。Officeoflnspector
General,DepartmentofHomelandSecurity,ＴＳＡ,sBreachofSensitiveSecuritylnfOrmation 
(Redacted),OIG-10-37（Jan､2010),http://www､fasorg/sgp/othergov/dhs/breach､pdf 
86）MemorandumfOrtheHeadsofExecutiveDepartmentsandAgencies：Guidelinesand 
RequirementsinSupportoftheInfOrmationSharingEnvironment,”OfliceofthePressSec‐ 
retary,Decemberl6,2005. 
87）ｐｒｅｓｉｄｅｎｔＧｅｏｒｇｅＷＢｕｓｈ，ＤｅｓｉｇｎａｔｉｏｎａｎｄＳｈａｒｉｎｇofControlledUnclassified 
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Information（CUI)，MemorandumfbrtheHeadsofExecutiveDepartmentsandAgencies 
(Ｍａｙ9,2008） 
88）presidentialDocumentSMemorandumofMay27，2009,ClassifiedlnfOrmationand 
ControlledUnclassifiedlnfOrmation,７４FedReg､103（2009)・
89）SeeTheReportandRecommendationsofthePresidentialTaskForceonControlled 
Unclassihedlnfbrmation（August25,2009)・
'0)SeeExec・OrderNo.13556,75Fed・Ｒｅｇ２１６(Nov･9,2010)・
’1）この点につき、特に情報自由法に基づく請求や判断に影響がなく、新たに不開示を認める
条項を設けていないことが重要である。
92)ControUedUnclassifiedlnfOrmatioｎ（CUI）OfficeNotice2011~01:InitialImplementation 
GuidancefOrExecutiveOrderl3556 
93）もつとも、ウイキリークスにより開示された情報は、インテリジェンス機関によるもので
はなかったと言われている。BillKeller，NEwYoRKTIMEsMAGAzINE,Ｊａｎ30,2011,ａｔ３８
脚)Exec,OrderNol3587,７６FedReg､１９８（0ct･13,2011)・
蝿)ウイキリークス事案の発生後、大統領令13587号が出されるまでに、連邦政府は様々な対応
を行っているが、本稿ではその記述を省略する。
96）UnitedStatesDepartmentofStateandtheBroadcastingBoardofGovernorsOffice 
ofInspectorGeneral，ManagementReviewoftheOfficeoftheHistorianBureauAffairs 
U.S・DepartmentofState,OlGReportNolSP-I-09-43（May､2009）［hereinafter2009OIG
Report]at45. 
97)、ｆａｔ６．
９８)２２Ｕ・ＳＣ.§4351(a）（2007)．
")瓜§4351(b)．
'00)皿§4351(c)．
l0lMf§4352(a)(1)． 
102)Ⅲ§4352(a)(2)． 
'00)皿§4352(b)．
'M)皿§4353(a)．
'05)ｈｆ 
ｌｏ６)Ⅲ§4353(b)(1)． 
107)皿§4353(b)(2)．
108)皿§4353(b)(3)．
109)Ⅲ§4353(b)(4)． 
no)凧§4353(b)(5)．
、)〃§4353(b)(6)．
112)Ⅲ§4354(a)． 
''3)皿§4354(b)．
'１４)Ⅲ§4354(c)． 
115)凧§4354(d)．
''6)皿§4354(e)(1)．
u7)凧§4354(e)(2)．
]18)凧§4355(a)．
''9)凧§4355(b)(1)．
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l2oMZf§4355(b)(2)． 
'21)Ⅲ§4356(a)(1)． 
'22)Ⅲ§4356(a)(2)． 
'23)凧§4356(a)(3)(Ａ)．
'24)凧§4356(a)(3)(B)．
'25Ｗ:§4356(b)． 
'26)皿§4356(c)．
'27)、f§4356(d)．
'28)Ⅲ§4356(e） 
129)瓜§4356(f)(1)．
'30)凧§4356(f)(2)．
,3,）連邦諮問委員会法(FederalAdvisoryCommitteeAct,Pub.ＬNo.92-463,86ｓtat･７７０
(1972）（codifiedasamendedat5U.S,C､Appn§§１－１５（2006))）は、連邦政府に設置され
る諮問委員会の客観性、透明性等を確保する目的で制定された法律で、その設立、運営、委
員の人選、任期等について規定している。StevenＰ,Croley＆WilliamFFunk,Ｔ１ﾉieR2dbmノ
“vな｡びＣｂｍｍｊ"eeAαα"‘ＧＯＯ‘Ｇover"ｍｅ"',ｌ４ＹＡＬＥＪ・ＯＮＲＥＧ､４５１（1997).また、同法の
邦語文献としては、越田崇夫「連邦諮問委員会法(翻訳・解説アメリカの政策形成過程と政
官関係)｣外国の立法213号41頁以下(2002年)を参照のこと。
'32)２２Ｕ､Ｓｃ§4356(f)(3)（2007)． 
,33)SeeUnitedStatesDepartmentofStateandtheBroadcastingBoardofGovernorsOffice 
ofInspectorGeneral,Reporrq/W1Specrjo"；ＴｈｅＢ"'eα〃ｑ/Ｐ"6ﾉﾉcz4ﾉｸﾞhljrs,OlGReportNo・
ISp-I-10-39（Feb2010）［hereinafter20100IGReport］ａｔ36. 
134)２００９０１ＧＲｅｐｏｒｔａｔ６-7. 
135)ｍａｔ1-2. 
136)Ｓｅｅｉｚｆａｔ３１－３２ 
１３７)See20100IGReportat34-38 
138)OHiceoftheHistorian,Ｕ・SDepartmentofState,Fbre妙Ｒｅ〃o"ｓｑ/ﾉﾊＣＤ)medSZaZesj
SZamsq/rheSErjes,ａｔhttp://historystategov/historicaldocuments/status-ofthe-series（last 
visitedDec・'3,2011)．
'39)InspectorGeneralActofl978,５ＵＳＣａｐｐ.§§１－１２(2000)・
'40)国家安全保障会議については、吉崎知典｢米国一国家安全保障会議(NSC)｣松田康博編著
『NSC国家安全保障会議一危機管理・安保政策統合メカニズムの比較研究｣（彩流社、2009年）
21頁を参照のこと。
'41)ExecutiveOrderl3516,７４ＦｅｄＲｅｇ､２１０（0ct､28,2009)・
142)Seeid 
l43）生eKENNETHMIcHAELABsHER，MIcHAELCDEscH,RoMANPoPADIuK，CoNFIDENTIALAND
pRIv,LEGED：THEpREslDENT，sFoREIGNINTELLIGENcEADvIsoRYBoARDLEARNINGLEssoNsFRoM'Ts 
pAsTTosHApEITsFuTuRE（HomelandSecurityDigitalLibrary2008)． 
'44)ExecutiveOrderl3516,７４ＦｅｄＲｅｇ２１０（0ct､28,2009)・オバマ政権は、理由は不明なも
のの、このインテリジェンス監察委員会委員の指名に関する公表をしていなかった。この点
について、マスコミがホワイトハウスに問い合わせたものの反応がなく、国家'情報官室に情
報開示請求をしたものの期限までに開示されなかったことから情報開示請求訴訟を提起した
ところ、その１ケ月後に情報開示がなされ、指名された3名の委員に関する履歴書が開示され
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た。生eMarkRumold,〃ｅ〃/e"ｉｇＥ"ｃｅＯｖｅｍｇＡＺＢｏａＭｆｍｓＭｂｍ6ｃｍ￣Ｂ"'唯ＬﾙｺﾞﾉOSZJeZhe
Goyer"me"〃｡F肋ｄｏ"！（Nov､9,2011)，availableathttps://www・effDrg/deeplinks/2011/11／
intelligence-oversight-board-has-members-and-all-we-had-do-was-sue-federa1. 
145)鉈ejtf
l46)，nfOrmationSecurityOversightOffice,ReporttothePresident:２０１０（Apr･４，２０'１） 
[hereinafter20ﾉORePorl］なお、本報告書にない2009年の報告事項については、次の昨年度
の報告書を参照している。InfOrmationSecurityOversightOffice,RePorttothePresident
2009（Marcｈ31,2010）［hereinafter2009Repo"1 
147)Z0IOReporムａｔ5.
148)昨年度は、この電子媒体における原機密指定は、派生機密として扱われていた。
149)Z0IOReporl,ａｔ7. 
150)２０IORepor/,ａｔ４;Z009RePorZ,ａｔ3. 
151）オバマ大統領が出した大統領令｢原機密指定権｣において、エネルギー省長官は「機密｣の
原機密指定者になっている。エネルギー省が2年間全く機密指定を行っていないということも
考えにくく、なぜこの原機密指定数の一覧に登場してこないかが不明である｡エネルギー省
の機密指定制度が異なるという理由によるのであれば、機密解除の表の中からも除外される
べきであるから、理由がわからない。
152)２０１０Report,ａｔ9. 
153)生ｅｊＺｆａｔｌＯ・
'54)SeeGuidelinesfOrSF311DataCollection(Jan,１０)・
155)２０IOReporZ,ａｔ11. 
156)ｍａｔ12. 
157)ＳＣｅｍａｔ13. 
158)ノヒｆａｔｌ４
１５９)皿
160)ｎａｔ19. 
161)本報告書の15頁には、この機密解除割合が55.4％と説明されているものの、計算すると
(29,050,290÷53,08Z345x100)本文で記したように約54.7％であったことから、こちらの方を
本文で記した。
'62)mat16-18.「大統領への報告書2010年｣では、これら３つの機密解除に関して、自動機密
解除(16頁)、システム的機密解除(17頁)、裁量的機密解除(18頁)が、別個の棒グラフで表示
されている。
,63）同報告書の16頁では、自動機密解除の解除頁数の合計が24,238,273件と記載されているが、
計算すると24,238,264件になるので本表ではこちら用いた。
ｗ)SCe20IORepo〃,ａｔ１５．
１６５)「大統領への報告書2010年｣では、主立った行政機関による受領請求件数が書かれていな
い。この点につき、昨年度の同報告書をみると、全請求件数7,843件のうち、国防総省(陸.海・
空軍省を含む)が4,645件(行政機関の約59％)、米国国立公文書館が1,481件(約１９%)、中央情
報局が1,139件(約15％）となっている｡これらの行政機関が受領した請求を総計すると、全体
の93％に相当する。
166)See20IOReporZ,ａｔｌ９;２００９RGPorZ,ａｔ15. 
167)S2e20IORepor/,ａｔ１９.なお、「大統領への報告書2010年｣では、主立った行政機関による
審査件数が書かれていない。この点につき、昨年度の同報告書をみると、全審査件数が総件
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数は7,104件であり、そのうち、国防総省が3,458件、米国国立公文書館が''305件、中央情報局
が,,206件であり、これらの行政機関は、受領した請求総件数の84％を審査したとされている。
See2009REporZ,ａｔ14. 
168)２０IOReporr,ａｔ19-20. 
169)mat20. 
,70)ｎＺａｔ２１.ちなみに、昨年度の不服申立て件数は、’86件であった。この内訳をみると、国
防総省が93件(全体の50％)、中央情報局が58件(31％)、米国国立公文書館が20件('１％)、空
軍が6件(3％)、国務省が5件(3％)、エネルギー省が4件(2％)であった。2009Ｒａｐｏｒｊ,at'6.
,7,)２０ＩＯＲｅｐｏｒｊ,ａｔ２１ちなみに、昨年度は177件(不服申立て件数の94％)であった。“eid
l72)…翅ちなみに、昨年度に審査．決定された177件の内訳は、国防総省が76件、中央情報
局が77件、米国国立公文書館が１４件であった。2009Report'ａｔ16.
,73）これは、昨年度が6,333頁あったことと比較すると、3,003頁の減少となっている．２０IO
Reporj,ａｔ21-22. 
174)nat22. 
175)nat21. 
176)ｎａｔ25. 
177)１tｆａｔ26. 
,78)ＳどeNationalArchivesandRecordsAdministration，Ｂﾉｰα"""αﾉＲＧｐｏ〃o〃ＯｐｅｍＺｊｏ"sq/､Z〃ｅ
/Ｖｍｊ｡"α/Decﾉ、蛾carjo〃α"Ze7RePor'mgperjodf上""α'Ｗ'20II-JiJ"e30,2011.
,79)SeePub,icInterestDeclassificationBoardTheNationalDeclassificatio、Center(Apr､22,
2010)． 
'8o)２０ﾉORaporZ,ａｔ23-24. 
181)mat23. 
182)ｌＺａｔ２４ 
１８３),nfOrmationSecurityOversightOffice,2010CostReport（Apr29'201')． 
'84)本文中のグラフ9から１３までに含まれている日本語は、筆者が加えたものである。
185)Ⅲａｔ2. 
186Ｍtfat4. 
187)IZZat4 
188)Ⅲａｔ5. 
189)lbjLat6． 
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Ｊ》!/blmα'わ":ﾉVbedLjo-K)ｍｗｖｓﾉVどe仏Zo-Sﾉｶａｒｅ,CongRes・Serv､R41848qune6,2011);Jennifer
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ﾉ)!/blmα［わ"JhlDPmperRoノピα"ｄＳｃＯｐｃｍａＲ切花Sc"/αZjveDemocmC〕′,４２FED・CoMM・ＬＪ４３３
(1990)；ＫｅｖｉｎＲ・Kosar,ＣﾉﾋJSS肱`、!/brmα"o〃ＰｂﾉﾉC〕ﾉα"dExec"ｒｉｖｅＯ"たrI3526,CongRes・
Serv.Ｒ41528（Dec､10,2010)；Ｎ・CathyMarus,HiFZo〃q/dtzs噸cα"o"α"ｄＤｅｃﾉ、噸caZio〃
(July1996)，http://www・faSorg/irp/doddir/doe/historyhtm；MitchellJ､Michalec,The
Cklss肱`ﾉI)!/ｂｌｍｑ"o"Ｐ、'ｅａｊｏ"ＡａＪＫＩﾉﾉｍｇ１ｈｅ/VどSSC"ｇＥｒｏｒＫＩ"ｍｇ'ACﾉＩ化slmgE?,５０CLEv・ＳＴ．
L,ＲＥＶ､455(2002／2003);StevenOstrow,Ｅ>（/b"mgExec""veO雄灯.･ﾉMcm/ＲｅｖｊｅｗｑＭｇＵ"Q〕ノ
Acrjo〃〃'mblZheAmi"Ls/、"1ﾉeProce伽reAcj,５５GEO､WAsH.Ｌ・REV､６５９（1987)；HaroldC、
Relyea,Ｓ巴c”ノリｄｔｍＦ施｡α"ｄＣＤ""oﾉﾉｾ`、/brmaZio"ｆＨｍｏ収Ｓ/α'"Ｓα"｡“elgmgMJ"αｇＦｍｅ"Z
IFsHes,Cong・Res・Serv・RL33494（Mar､8,2007)；ｕｓ・Gen・AccountabilityOflice,ＧＡＯ-05‐
677,Ｔ７ｚＪ"qPor'α'jo〃Ｓec"ｒｊ１Ｍｃ力"mjF"ｍｉｏ":ａｂｑｒＰｂ此陀sα'２．０１'elmg/lﾋﾟﾉVced/brDeS妙α'わ"q／
此"sjrjveSemrj〃、/blmα［わ〃(June2005);LauraAWhite,７１he/VCe`/blGol′el"me"/αﾉSbc花C〕'：
ﾘﾘﾉﾉi〕ﾉ[/leUSGover"ｍｅ"ﾉﾉＭｨs［ＢｅＡ６化'０卯'7ﾉﾉＭＩＯﾉ。I)!/br"ｍ"o〃j〃[ﾉｉｅﾉmereslq/jVmio"αノ
SCCⅨr〃,４３ＶA､J・INT，ＬＬ1071（2003)．
また、以下のHPも参照した。ProjectonGovernmentSecrecy:http://www､fasorg/sgp．
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