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El presente trabajo se realiza con el fin de demostrar y aplicar los conocimientos adquiridos al 
cursar el módulo CCNA 2, para mostrar como un administrador de red de una empresa de 
Tecnología configura e interconectar entre sí tres sucursales distribuidas en las ciudades  
de Miami, Bogotá y Buenos Aires. 
 
Las redes cambian nuestra forma de vivir, trabajar y divertirnos.  Las redes permiten a las personas 
comunicarse, colaborar e interactuar de maneras totalmente novedosas. Utilizamos la red de 
distintas formas, entre ellas las aplicaciones Web, la telefonía IP, la videoconferencia, los juegos 
























































2.1 TABLA DE DIRECCIONAMIENTO IP ASIGNADO 
 
El direccionamiento IP asignado a los equipos que conforman el escenario de red propuesto se 
resumen a continuación: 
 
Tabla 1. Direccionamiento de IP de equipos de red  
  
DISPOSITIVO INTERFACE DIRECCION IP MASCARA DE 
SUBRED 
ROUTER ISP GI 0/0 209.165.200.230 255.255.255.248 
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R2 FA 0/0 209.165.200.225 255.255.255.248 
R2 S0/0/0 172.31.23.1 255.255.255.252 
R2 S0/0/1 172.31.21.2 255.255.255.252 
R2 Lo0 10.10.10.10 255.255.255.255 
R1 S 0/0/0 172.31.21.1 255.255.255.252 
R1 FA 0/0.30 192.168.30.1 255.255.255.0 
R1 FA 0/0.40 192.168.40.1 255.255.255.0 
R1 FA 0/0.200 192.168.200.1 255.255.255.0 
R1 FA 0/0.99 192.168.99.1 255.255.255.0 
R3 S0/0/1 172.31.23.2 255.255.255.252 
R3 Lo4 192.168.4.1 255.255.255.0 
R3 Lo5 192.168.5.1 255.255.255.0 
R3 Lo6 192.168.6.1 255.255.255.0 
SW1 Vlan 99 192.168.99.2 255.255.255.0 
SW3 Vlan 99 192.168.99.3 255.255.255.0 
PC-A Vlan 30 Dinámica Dinámica 
PC-C Vlan 40 Dinámica Dinámica 
 
 
3. CONFIGURACIÓN Y VERIFICACIÓN PROTOCOLO OSPF V2 
 
 
3.1 TABLA DE ENRUTAMIENTO Y ROUTERS CONECTADOS POR OSPF 
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3.2 CONFIGURACIÓN OSPF (PROCESS ID, INTERFACES, ROUTER ID, 
INTERFACES COSTO) 
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4. CONFIGURACIÓN DE VLANS, PUERTOS TRONCALES, PUERTOS DE ACCESO, 
ENCAPSULAMIENTO, INTER-VLAN ROUTING 
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4.1 Router 1 
 
































































En el switch 1 se llevó a cabo a configuración de puertos troncales (conexión a router 1 y conexión 
a SW3), puerto de acceso, conexión a PC-A 
 



































En el SW3 de configuró el puerto de acceso para la conexión a PC – C y un puerto troncal que 
conecta a SW1. 
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6. ASIGNACIÓN DE DIRECIONES IP A SWITCHES 
 
 
Para la administración de los switches se llevó a cabo la creación de la vlan 99 para gestionar los 
equipos, como buena práctica se evitó usar la vlan 1 para administrar los equipos, en la tabla se 
resumen el direccionamiento IP asignado a los dispositivos. 
 
Tabla 2. Direccionamiento de IP asignado switches 
  




SW1 Vlan 99 192.168.99.2 255.255.255.0 
SW3 Vlan 99 192.168.99.3 255.255.255.0 
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7.CONFIGURACIÓN DE DHCP 
 
La configuración del protocolo DHCP para las vlan 30 y 40 se llevó a cabo en el R1, inicialmente se 
configuró en el dispositivo los rangos de IP que debían excluirse y posteriormente se asignaron los 









































































9.CONFIGURACIÓN DE ACL ESTÁNDAR 
 
 
















ACL1: Esta lista de acceso aplicada en R1 deniega el tráfico de la red 192.1068.200.0/24 hacia 



















Se crearon dos listas de acceso extendidas en R1: La ACL 101 deniega el tráfico de la red 
192.168.40.0/24 hacia la red de internet 209.165.200.224/29 y la ACL 102 deniega el tráfico de la 









































11. PRUEBAS DE CONECTIVIDAD 
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Conectividad desde PC – A hacia redes de R1  
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Adicional a la configuración requerida en el escenario propuesto, a los equipos de red se les realizó 
la siguiente configuración: Banners, cifrado de contraseñas, SSH, nombres, direcciones IP de 
gestión, y accesos para líneas de consola y vty. El siguiente es el archivo de configuración de cada 















no service timestamps log datetime msec 
 










enable secret 5 $1$mERr$9cTjUIEqNGurQiFU.ZeCi1 
enable password 7 0822455D0A16 ! 
 
ip dhcp excluded-address 192.168.30.1 192.168.30.30 ip 
dhcp excluded-address 192.168.40.1 192.168.40.30 ! 
 
ip dhcp pool ADMINISTRACION 
 







ip dhcp pool MERCADEO 
 











no ip cef 
 








ip ssh version 2 
 






















description VLAN Administracion 
 
encapsulation dot1Q 30 
 
ip address 192.168.30.1 255.255.255.0 
 






description VLAN Mercadeo 
 
 
encapsulation dot1Q 40 
 
ip address 192.168.40.1 255.255.255.0 
 






description VLAN Management 
 
encapsulation dot1Q 99 
 
 
  22 
 






description VLAN Mantenimiento 
 
encapsulation dot1Q 200 
 
ip address 192.168.200.1 255.255.255.0 
 






















ip address 172.31.21.1 255.255.255.252 
 
ip ospf cost 7500 
 






no ip address 
 
 

























network 172.31.21.0 0.0.0.3 area 0 
 
network 192.168.30.0 0.0.0.255 area 0 
 
network 192.168.40.0 0.0.0.255 area 0 
 
network 192.168.200.0 0.0.0.255 area 0 
 












access-list 21 deny 192.168.200.0 0.0.0.255 
 
access-list 21 permit host 0.0.0.0 
 
access-list 101 deny ip 192.168.40.0 0.0.0.255 209.165.200.224 0.0.0.7 access-
list 101 permit ip any any 
 
access-list 102 deny ip 192.168.30.0 0.0.0.255 host 10.10.10.10 
access-list 102 permit ip any any ! 
 





banner motd ^C Acceso solo a personal autorizado ^C ! 
 
line con 0 
 
exec-timeout 5 0 
 














transport input ssh 
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no service timestamps log datetime msec no 









enable secret 5 $1$mERr$9cTjUIEqNGurQiFU.ZeCi1 
enable password 7 0822455D0A16 ! 
 
no ip cef 
 








ip ssh version 2 
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description Web Server 
 








ip address 209.165.200.225 255.255.255.248 
 




























ip address 172.31.23.1 255.255.255.252 
 
ip ospf cost 7500 
 
ip nat inside 
 










ip address 172.31.21.2 255.255.255.252 
 






no ip address 
 















network 172.31.21.0 0.0.0.3 area 0 
 
network 10.10.10.10 0.0.0.0 area 0 
 
network 172.31.23.0 0.0.0.255 area 0 
 

















access-list 10 permit 172.31.21.0 0.0.0.3 
 
access-list 10 permit 172.31.23.0 0.0.0.3 
 
access-list 10 permit host 10.10.10.10 
 
access-list 10 permit 192.168.30.0 0.0.0.255 
 
access-list 10 permit 192.168.40.0 0.0.0.255 
 
access-list 10 permit 192.168.200.0 0.0.0.255 
 
access-list 10 permit 192.168.4.0 0.0.0.255 
 
access-list 10 permit 192.168.5.0 0.0.0.255 
 












line con 0 
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exec-timeout 5 0 
 














transport input ssh 
 
























no service timestamps log datetime msec no 







enable secret 5 $1$mERr$9cTjUIEqNGurQiFU.ZeCi1 
enable password 7 0822455D0A16 ! 
 
no ip cef 
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ip ssh version 2 
 





















































no ip address 
 
















ip address 172.31.23.2 255.255.255.252 
 




















network 172.31.23.0 0.0.0.3 area 0 
 
network 192.168.4.0 0.0.0.255 area 0 
 
network 192.168.5.0 0.0.0.255 area 0 
 












access-list 20 deny 192.168.6.0 0.0.0.255 
 












line con 0 
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exec-timeout 5 0 
 















transport input ssh 
 

























no service timestamps log datetime msec no 







enable secret 5 $1$mERr$9cTjUIEqNGurQiFU.ZeCi1 
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ip ssh version 2 
 














description PC VLAN 30 
 
switchport access vlan 30 
 
















description Enlace a SW3 
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description Enlace a R1 
 






























line con 0 
 

















transport input ssh 
 

























no service timestamps log datetime msec no 







enable secret 5 $1$mERr$9cTjUIEqNGurQiFU.ZeCi1 









ip ssh version 2 
 
no ip domain-lookup 
 














description PC VLAN 40 
 
switchport access vlan 40 
 
















description Enlace a SW1 
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line con 0 
 












transport input ssh 
 







































El diseño, la implementación y la administración de un plan de direccionamiento IP eficaz 
asegura que las redes puedan operar de manera eficaz y eficiente a medida que aumenta la 
cantidad de conexiones de host a una red. 
  
La clave radica en comprender la estructura jerárquica de la dirección IP y cómo modificar 
esa jerarquía para lograr una mayor eficiencia en los requisitos de enrutamiento, tamaño, 
ubicación, uso y acceso, lo cual representa una parte importante en la planificación de un 
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