Метод биномиального нумерационного сжатия by А.А. Борисенко et al.
Секція 2. Зберігання, аналіз та захист даних в інформаційних системах 
 125 
Второй способ (назовем его графическим) оп-
ределения вектора k 1V , обозначим его 
*
k 1V , сво-
дится к поразрядному сложению элементов матри-
цы M , помеченных в табл. 1 единицами вектора 
kV . Имеем 
*
k 1V = 10111101. Невязка 11101101 век-
торов k 1V  и 
*
k 1V  как раз и определяет значение 
седьмой строки матрицы.  
Выполнив аналогичную корректировку вось-
мой строки табл. 1, приходим к окончательной фор-
ме матрицы преобразования 
(111)
1 1 1 1 0 1 1 1
1 1 1 0 1 1 0 1
1 1 1 0 0 0 0 0
0 1 1 1 0 0 0 0
0 0 1 1 1 0 0 0
0 0 0 1 1 1 0 0
0 0 0 0 1 1 1 0














Примитивность и коммутативность G  матриц 
Галуа как раз и составляют основу синтеза односто-
ронней функции, относительно которой можно вы-
двинуть гипотезу, что единственной для нее атакой 
является лобовая атака прямого перебора. Крито-
стойкость функции может быть усилена за счет вве-
дения дополнительного секретного ключа – пере-
становочной матрицы P  n- го порядка, посредст-
вом которой матрица G  замещается подобной мат-
рицей  1 G P G P= , сохраняющей все свойства 
исходной матрицы G . 
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МЕТОД БИНОМИАЛЬНОГО НУМЕРАЦИОННОГО СЖАТИЯ 
 
При построении методов сжатия для информа-
ционных систем (ИС) особое внимание уделяется 
небольшим объемам аппаратно-программных за-
трат, отсутствию искажений данных, а так же доста-
точно высокой степени сжатия при удовлетвори-
тельных скоростях обработки информации. Большая 
часть существующих методов сжатия достаточно 
сложны в практической реализации, ориентированы 
на устранение в основном статистической избыточ-
ности и связаны с информационными потерями при 
обработке данных. Приведенные недостатки за-
трудняют использование существующих методов 
сжатия в ИС. 
Одним из наиболее перспективных методов 
сжатия информации для ИС является метод бино-
миального нумерационного сжатия (БНС), по-
строенный на основе биномиальной системы 
счисления [1].  
Метод ставит в соответствие сжимаемой n -
разрядной двоичной последовательности опреде-
ленный номер биномиального числа (БЧ) с парамет- 
 
рами n  и k . Сжатие двоичной информации по ме-
тоду БНС осуществляется в три этапа: 
1. Подсчет числа k  единиц в сжимаемой n -
разрядной комбинации. 
2. Преобразование двоичной комбинации в БЧ 
с параметрами n  и k . 
3. Вычисление номера БЧ в соответствии с чи-
словой функцией биномиальной системы счисления 
с биномиальными коэффициентами в качестве осно-
ваний системы счисления. 
Метод БНС эффективно сжимает без потерь 
двоичную информацию даже при неизвестной ста-
тистике сообщений, а так же позволяет реализовать 
устройство сжатия данных в ИС с высоким быстро-
действием и простой аппаратно-программной реа-
лизацией. 
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