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表3 基于GPU和FPGA实现认证算法的性能对比
解密平台
密码
认证机制
SHA-1
GTX 690
显卡单张[9]
（亿/秒）
11.36
GTX 590
显卡单张[10]
（亿/秒）
10.54
单个
XC7K325T
（亿/秒）
18
单块子板 4
个 XC7K325T
（亿/秒）
72
90
