ABSTRACT Complex networks play a significant role in our daily lives. Due to the fact that complex networks, in reality, could suffer from manifold perturbations and network components could break down, it is, therefore, pivotal to investigate the robustness of complex networks in the face of perturbations. In the literature, enormous endeavors have been made to study network robustness. However, existing studies mainly deal with the interdependent networks, while little attention is paid to study the robustness of bipartite networks. Many networks, such as economical networks and biological networks, can be modeled as bipartite networks. It is therefore important to study the robustness of bipartite networks. Because the structures of bipartite networks differ from that of networks in common sense, existing robustness analysis methods cannot be applied to bipartite networks. With regard to this, this paper proposes a generic method based on the probabilistic theory to assess the robustness of bipartite networks under random node failures. The proposed method mathematically indicates that bipartite networks are robust to random perturbations. The experiments on random bipartite Erdös-Rényi and scale-free networks demonstrate that the theoretical results yielded by the proposed method coincide quite well with the simulation results. This paper also compares the proposed method against the well-studied method. The experiments indicate that the proposed method outperforms the comparison method.
I. INTRODUCTION
Complex networks such as mobile communication networks, online social networks, computer networks, etc, are ubiquitous in our lives [1] , [2] . These complex networks are changing the way we live in fundamentally and unprecedentedly [3] , [4] . Note that a complex network in reality is generally composed of many components. Due to the fact that a complex network in reality is likely to suffer from perturbations like random component failures or intentional external attacks, therefore some network components would break down when suffering from perturbations [5] - [7] . Because network components often interact with one another, The associate editor coordinating the review of this manuscript and approving it for publication was Jun Hu.
as a consequence, the breakdown of some components could cause the system level disaster [8] , [9] . An anecdotal event is the Italy blackout happened in the year of 2003 [10] . It is therefore of pertinent significance to ensure the robustness of complex networks in the presence of perturbations [11] - [13] .
Up to now, researchers have extensively investigated the robustness of complex networks and an enormous amount of methodologies have been developed [12] , [14] , [15] , amongst which is the class of graph theory based methods [16] - [19] . A complex network can be modeled as a graph composed of nodes and edges where the nodes denote the components of the focal network and the edges represent the interactions between the components [20] , [21] . Because modeling a complex network as a graph could provide a holistic view towards the focal complex network and could help better network issue solving [22] , [23] , therefore investigating the robustness of complex networks from the perspective of graph theory could be conducive and effective. In the literature, a handful of graph theory based methods have been devised to examine the robustness of complex networks [6] , [24] , [25] . Note that complex networks in reality are not independent but instead are interdependent [26] , [27] . For instance, a social network should rely on other networks like power grid networks, computer networks, etc. As a result, the majority of the existing theories and methods deal with interdependent networks [12] , [15] , [28] .
Although the robustness of interdependent complex networks are well studied, not too much attention is paid to bipartite networks. Bipartite networks are an importance part of complex networks [2] . Networks like user-item networks [29] , author-paper networks [30] , movie-actor networks [31] , protein interaction networks [32] , etc., can be modeled as bipartite networks. As bipartite networks play an important role in network science, it is pivotal to study the robustness of bipartite networks in face of perturbations. With respect to this, researchers do have investigated the robustness of bipartite networks. Of the existing studies many of them are based on empirical studies [33] , [34] , i.e., they explore the robustness of bipartite networks purely based on simulations. The most commonly used way is to first remove a given fraction of network components like nodes and/or edges based on certain network attack strategies and then count the remaining fraction of components.
Empirical studies are popular because their ideas are simple and they are easy to implement [13] , [24] . However, empirical studies have one critical drawback that their efficiencies deteriorate when the size of a focal bipartite network is large since empirical studies are involved with iterative computer simulations which is time consuming. Another drawback of empirical studies is that they cannot detect the underlying principles that govern the dynamics of bipartite networks under attacks. To surmount this deficiency, some researchers have developed several theoretical methods for investigating the robustness of bipartite networks. Huang et al. [35] theoretically investigated the robustness of bipartite economical network. Smart et al. [36] theoretically studied the robustness of bipartite biological network. However, the work in [35] and [36] requires specific knowledge from domains like economy and biology, towards the robustness analysis of bipartite networks. With regard to this, the latest work in [37] exploited the robustness of bipartite networks with scale-free properties. However, the theory developed in [37] is not straightforward and is not generalized to bipartite networks with arbitrary degree distributions.
In order to investigate the robustness of complex networks with arbitrary degree distributions in a generic way, researchers have developed the percolation theories [38] , [39] . Percolation on networks or graphs has been well studied [40] . Percolation theories have proven to be very effective for theoretically assessing the robustness of complex networks with arbitrary degree distributions [5] , [41] . In the literature, many percolation theories have been proposed. The existing theories could roughly be divided into two groups, i.e., percolation theories for single layer networks [42] and percolation theories for multilayer networks [38] , [39] , while the later receives more attention in recent years since many complex networks are multilayer networks in practice [12] , [26] , [28] , [43] .
Although percolation theories have been well studied, existing theories are not applicable to bipartite networks. In this paper, we develop a new method for bipartite networks. The main contributions of this paper are listed below.
1) This paper develops a probabilistic theory based method for assessing the robustness of bipartite networks. The proposed method can be applied to bipartite networks with arbitrary degree distributions.
2) This paper proves that existing percolation theories for multilayer networks are not applicable to bipartite networks. This paper further proves that existing percolation theory for single layer networks only works for bipartite networks in a very limited case.
3) This paper carries out extensively experiments on random Erdös-Rényi and scale free bipartite networks to verify the correctness of the proposed method.
Experiments on random bipartite networks demonstrate that the proposed theory is more precise than existing percolation theory for single layer networks. Our proposed method has discovered that bipartite networks are highly robust to random perturbations.
The remainder of this paper is structured as follows. Section II gives some backgrounds for the readers to better understand the topic of this work. Section III shows how we investigate the robustness of binary bipartite networks. Section IV displays the robustness experiments on bipartite networks with Poisson and power law degree distributions. Section V concludes the paper.
II. PRELIMINARY A. REPRESENTATION OF BIPARTITE NETWORKS
A complex network is generally modeled as a graph which is composed of nodes and edges. In the literature, a graph is mathematically denoted by G = (V , E) where V denotes the node set and E denotes the edge set. This paper deals with bipartite networks. A bipartite network can be denoted by G b = (V 1 , V 2 , E). For a bipartite network G b , node sets V 1 and V 2 are inter-isolated but intra-connected. Putting it another way, an edge e ij between nodes i and j exists if and only if i and j come from different node set. Recall that an edge could exist in any pair of nodes in a unipartite network.
The edge connection relations of a bipartite network G b can be represented by the bipartite adjacency matrix B n 1 ×n 2 of G b . The entry of matrix B n 1 ×n 2 is defined as follows
where w ij is the weight for edge e ij . The symbols n 1 and n 2 respectively denote the number of nodes in node sets V 1 and V 2 . Note that the matrix B n 1 ×n 2 is not symmetry. To facilitate subsequent operation, in this paper we utilize the adjacency matrix A n×n of B n 1 ×n 2 . The adjacency matrix A n×n is defined as follows
where n = n 1 +n 2 is the number of nodes in the focal bipartite network, and B T n 1 ×n 2 is the transpose of B n 1 ×n 2 .
B. ROBUSTNESS ASSESSMENT METRICS
In order to assess the robustness of complex networks in face of perturbations, researchers have developed a handful of metrics [18] . In the literature, there are two widely used metrics which are respectively illustrated in the contents to come.
1) THE R N METRIC
In order to evaluate the robustness of complex networks, Schneider et al. [24] put forward the node robustness assessment metric deemed R n which is defined as
where the symbol r q denotes the number of remaining nodes in a network when removing q nodes from the network. The R n index is straightforward and proved to be effective for measuring the robustness of complex networks [11] , [44] , [45] .
2) THE P ∞ METRIC
Note that the removal of a number of nodes from a network would break down the focal network into different isolated groups and there is the largest one containing the most nodes. The largest group in the literature is termed as the LCC (largest connected component, [2] ). In the literature, researchers put forward another metric denoted by P ∞ to assess the robustness of complex networks based on the LCC concept. The P ∞ metric is calculated as follows
where |LCC q | denotes the number of nodes in the LCC after removing q nodes from a network. The above illustrated R n metric evaluates the robustness of a network by counting the number of remaining nodes in a network after removing a given number of nodes, while the P ∞ metric only pays attention to the LCC. The main idea of the P ∞ metric is that nodes in the LCC and nodes not in the LCC are at different scales and it is assumed that only nodes in the LCC will affect largely the dynamics of complex networks. Many studies on the robustness of complex networks adopt this metric [6] , [12] , [40] and as a result this paper also adopts this metric for assessing the robustness of bipartite networks.
III. METHODOLOGY A. SYMBOLS AND DEFINITIONS
This paper aims to investigate the robustness of bipartite networks from the perspective of graph theory. Specifically, this paper develops the generic theory for assessing the robustness of bipartite networks under random node attacks. Before starting introducing the proposed theory, we list out in Table 1 the related symbols that will be frequently used in the paper. For a bipartite network G b , we randomly remove 1 − p i fraction of nodes, i.e., (1−p i )n i nodes from V i . We eventually aim to figure out P ∞ i , i.e., the fraction of nodes in V i that also belong to the LCC. Therefore, the symbol p i in Table 1 also denotes the probability for a node in V i not to be removed. The symbol P e i (k) denotes the probability for a node in V i to have k neighbors other than the one with which the focal node is reached. This will be further explained in the contents to come. VOLUME 7, 2019
B. ROBUSTNESS CALCULATION OF SINGLE LAYER NETWORKS
This paper aims to analyze the robustness of bipartite networks. The structures of bipartite networks are simple compared to interdependent or multilayer networks. Note that most interdependent networks suffer from cascading failures. However, bipartite networks are very special. A bipartite network can be regarded as an interdependent network. But a bipartite network hardly suffer from cascading failures. The main reason is that the nodes in each node set of a bipartite network are disconnected from each other. Putting it another way, the nodes in each node set of a bipartite network cannot constitute a complete network, while each subnetwork of an interdependent network is a complete network itself. Therefore when investigating the robustness of bipartite networks, we do not consider cascading failures on bipartite networks. Putting it another way, after randomly removing 1 − p i fraction of nodes from V i , we directly calculate P ∞ i . Since no cascading failure will happen to bipartite networks, one therefore may argue that the robustness calculation method that is well studied for single layer networks could be directly applied to bipartite networks as we practically handle a bipartite network as a single layer network. In this regard, here we first will introduce the robustness calculation method developed for single layer networks.
As mentioned earlier that simulation based methods are out of the scope of this paper, we therefore only investigate theoretical methods. One of the most powerful theoretical methods for network robustness analysis is the graph percolation theory based method. In what follows we will introduce the percolation theory based method for analyzing the robustness of single layer networks.
For a given network G = (V , E) with known degree distribution P(k), the percolation theory aims to figure out the relations between P ∞ and p when randomly removing a fraction of 1 − p nodes from G. In the literature, percolation theory for single layer networks is well studied. To keep in line with book in [1] , the relations between P ∞ and p can be mathematically written as
where the symbol f denotes the probability for a randomly chosen edge not to be connected to the LCC. The calculation of the probability f is usually given by the following transcendental equation
Based on the definitions given in Table 1 , as long as we know the degree distribution P(k), then we could figure out P ∞ with respect to p based on the above two equations.
C. ROBUSTNESS CALCULATION OF BIPARTITE NETWORKS
The above percolation theory has been well studied. As mentioned earlier, a bipartite network can be directly regarded as a single layer network since no cascading failure is possible on a bipartite network. One therefore would argue that the above theory could be directly applied to bipartite networks.
Here we prove that this kind of intuition is not correct. Note that the calculation of P ∞ as presented in the above subsection relies on the calculation of the variable f . The calculation of f assumes that the node reached by following a random edge has k extra edges and each edge has the same probability 1 − p to be removed (see [1] for more details). However, the nodes in V 1 and the nodes in V 2 of a bipartite network can have different probabilities to be removed. As a consequence, then the expression of f as given in Eq. 6 does not work for bipartite networks in which nodes have different probabilities to be removed. In the following, we present our proposed generic method for calculating the robustness of bipartite networks.
Assume that we randomly remove a fraction of 1−p 1 and a fraction of 1−p 2 nodes respectively from node sets V 1 and V 2 of a bipartite network G b with p 1 , p 2 ∈ [0, 1]. Our proposed theory aims to figure out the relations between the variables P ∞ , P ∞ 1 , P ∞ 2 and the variables p 1 and p 2 . Specifically, our theory aims to figure out the following relations
where f 1 and f 2 are two probability variables; F 0 , F 1 and F 2 are the mapping functions. Assume that we randomly choose an edge e ij from G b . The variable f 1 denotes the probability that edge e ij is not connected to the LCC via node i ∈ V 1 . Similarly, the variable f 2 denotes the probability that edge e ij is not connected to the LCC via node j ∈ V 2 . Now let us consider the probability f 1 .
If edge e ij is not connected to the LCC via node i ∈ V 1 , then this event could happen under two scenarios, i.e., some of the neighbors of node i are removed and some of them are not removed but these neighbors also do not connect the edge e ij to the LCC. If edge e ij is not connected to the LCC via node i ∈ V 1 , then the above two mentioned scenarios should happen simultaneously.
Apart from edge e ij based on which we reach node i, we assume that node i has k outreaching edges that connect i with k nodes in V 2 . Note that we randomly remove a fraction of 1 − p 1 nodes from V 1 and a fraction of 1 − p 2 nodes from V 2 . Because we are randomly removing nodes from V 1 and V 2 , therefore removing nodes from V 1 (or V 2 ) will not change P 1 (k) (or P 2 (k)) but will only change P 2 (k) (or P 1 (k)). Since node i is connected to nodes in V 2 , therefore each edge attached to a node in V 1 has a probability of 1 − p 2 to be removed, and each edge attached to a node in V 2 has a probability of 1 − p 1 to be removed.
When investigating the probability variable f 1 , because following edge e ij we reach node i, thus node i should not be connected to the LCC via its k outreaching edges. As we remove nodes from V 2 , so some edges among the k outreaching edges of node i will be removed, and the rest edges should not connect node i to the LCC. As a consequence, the probability f 1 can be calculated as
As mentioned above that node i has k outreaching edges. The term k t denotes the possible choices for one to randomly choose t edges from the k outreaching edges. The term (1 − p 2 ) t in the above equation denotes that t edges among the k outreaching edges of node i are removed. Because those t edges are removed, so they do not connect e ij to the LCC. The term (p 2 f 2 ) k−t denotes the probability that the remaining k − t edges attached to node i are not connected to the LCC. Note that each of the remaining k − t edges is connected to a node in V 2 , so the probability for each of the remaining k − t edges not to connect e ij to the LCC is p 2 f 2 . The term (p 2 f 2 )
denotes that all of the remaining k − t edges do to connect e ij to the LCC.
Note that the above relationship is obtained based on the assumption that i has k outreaching edges that connect i with k nodes in V 2 . This event happens with a probability of P e 1 (k). Consequently, the above relationship should be updated as follows
Note that in the above equation the summation runs from 0 to n 2 but not from 0 to n 1 . This is because that the maximum degree of a node in V 1 is n 2 but not n 1 . When n 2 is very large, the above equation can be reformulated in the form of generating function as follows
Analogously, we can work out the following relationship
In the next we are going to show how to work out the expressions of P ∞ 1 and P ∞ 2 and as well as P ∞ . We start by working out P ∞ 1 . Let us consider the probability u for node i ∈ V 1 to not to belong to the LCC. For an arbitrary node i, it has k edges attached to it and some of them are removed due to the removal of nodes in V 2 . Assume that t edges out of i's k edges are removed, and this happens with a probability (1 − p 2 ) t . Now let is consider the remaining k − t edges. If node i does not belong to the LCC, then those k − t edges should not connect i to the LCC. The probability for the k − t edges not to connect i to the LCC is calculated as (p 2 f 2 ) k−t . As a result, the probability u can be calculated as
Based on probability u we can figure out P ∞ 1 as
Analogously, we can figure out P ∞ 2 as P
Note that the calculation of P ∞ may not be easy to work out based on the same manner for P ∞ 1 and P ∞ 2 . However, we can figure out P ∞ by the following way
This far, we have worked out the theory for assessing the robustness of bipartite networks subject to random node failures. We can see from the above derivations that the proposed method is a generic method. In order to assess the robustness of a bipartite network under random node failures, the proposed method only needs to know the degree distributions P 1 (k) and P 2 (k) of a bipartite network. Then as along as the values of p 1 and p 2 are known, one can utilize the above developed theory to calculate P ∞ 1 , P ∞ 2 and P ∞ . As a consequence, the proposed theory suites for bipartite networks with arbitrary degree distributions, regardless of the types of the focal bipartite network.
In the section to come, we will verify the correctness of the proposed theory and will compare it with the percolation theory developed for single layer networks.
IV. SIMULATION VALIDATION
In order to validate the correctness of the proposed theory, in this section we carry out simulations on bipartite networks. Given a bipartite network G, we first randomly remove a fraction of 1 − p 1 and a fraction of 1 − p 2 nodes respectively from node sets V 1 and V 2 with given values of p 1 and p 2 . We then respectively calculate the fractions P ∞ 1 , P ∞ 2 and P ∞ of nodes that exist in the LCC. We repeat the above processes for 100 times and get the averaged results for P ∞ 1 , P ∞ 2 and P ∞ . For different settings of p 1 and p 2 we obtain different values of P ∞ 1 , P ∞ 2 and P ∞ . We then visualize P ∞ 1 , P ∞ 2 and P ∞ as functions of p 1 and p 2 .
To keep in accordance with the existing literature [5] , [10] , [46] in which network theories are widely tested on random networks, here we carry out simulations on two types of random networks, i.e., Erdös-Rényi bipartite networks and scale free bipartite networks. We also compare our proposed theory against the theory developed for single layer networks.
A. ERDÖS-RÉNYI BIPARTITE NETWORKS
In the literature, Erdös-Rényi networks are widely used to test the effectiveness of theories and methods for complex networks. Inspired by the method for generating Erdös-Rényi networks, in the simulations we generate bipartite networks by using the following way.
Given two empty node sets V 1 and V 2 . Then we connect a pair of nodes with one from V 1 and the other one from V 2 VOLUME 7, 2019 with a predefined probability r. To be specific, for a pair of node, if rand < r, then we connect the two nodes with an edge. The symbol rand is a random number between 0 and 1. We repeat the above process for all possible pair of nodes from V 1 and V 2 . Now let us consider the degree distribution P 1 (k), i.e., the probability for a node in V 1 of a bipartite network generated above to have degree k. Note that a node in V 1 is connected to nodes in V 2 . There are n 2 nodes in V 2 . The probability of connecting a node in V 1 to a node in V 2 is r. The probability of not connecting a node in V 1 to a node in V 2 is 1−r. Therefore, as long as we randomly choose k nodes from V 2 (totally there are n 2 ! k!(n 2 −k)! possible choices) and connect them with a node in V 1 (happens with a probability (1 − r) n 2 −k r k ), then the focal node in V 1 definitely has degree k. As a consequence, we could figure out the degree distributions P 1 (k) and P 2 (k) as follows
In the limit of n 1 , n 2 → ∞, the above equations can be further simplified as follows
The above equations indicate that the degree distributions of the above generated bipartite networks follow Poisson distributions which are the degree distributions of Erdös-Rényi networks. Therefore, we call the above generated bipartite networks as Erdös-Rényi bipartite networks.
Note that the degree distribution P(k) of a bipartite network generated above is calculated as follows Fig. 1 shows the degree distributions of a bipartite network generated with the above method with the parameter settings given as r = 1 × 10 −4 , n 1 = 3 × 10 4 and n 2 = 5 × 10 4 . In Fig. 1 , the following Poisson distributions are used to do the fitting task. In Fig. 1 , we use the above distributions to fit the degree distributions of the generated bipartite network. The parameter vector γ = (γ 1 , γ 2 ) for Figs. 1(a) and (b) and the parameter vector γ = (γ 1 , γ 2 , γ 3 , γ 4 ) for Fig. 1(c) . Based on the equations given in Eqs. 18 and 19 we know that n 1 · r = 3 and n 2 · r = 5 are respectively the mean degree of degree distributions P 1 (k) and P 2 (k). It can be seen from Fig. 1 that the curve fitting results are quite close to the theoretical ones as given in Eqs. 18 and 19.
B. SCALE FREE BIPARTITE NETWORKS
As many real-world networks are reported to be scale free, i.e., their degree distributions obey power law distributions [47] - [49] , therefore besides the above generated bipartite networks with Poisson degree distributions, in this paper we also generate bipartite networks with power law degree distributions.
Generating networks with power law degree distributions has been extensively studied in the literature [50] . Many effective methods for generating networks with power law degree distributions have been proposed by researchers [51] , [52] . However, the problem is that existing methods cannot be directly applied to generate bipartite networks with power law degree distributions. The reason is that when generating a unipartite network one only has to work out one degree sequence and try to connect them so as to form a network, while one has to consider two degree sequences for a bipartite network.
Given a bipartite network, let k 1 = (k 11 , k 12 , ..., k 1,n 1 ) and k 2 = (k 21 , k 22 , ..., k 2,n 2 ) be its two degree sequences. We aim to generate a bipartite network so that the degree distributions follow the following power law distributions
In order to generate a bipartite network that meets the requirements above, we first apply the method proposed in [53] to obtain two degree sequences k 1 = (k 11 , k 12 , ..., k 1,n 1 ) and k 2 = (k 21 , k 22 , ..., k 2,n 2 ) . We then apply the method proposed in [54] to check the graphicality condition of the two obtained sequences. If the two sequences do not fit for the graphicality condition, then we regenerate the two sequences until the graphicality condition is satisfied. After that, we apply the method proposed in [55] to sample the bipartite network with the exact degree sequences k 1 and k 2 .
During generating the bipartite networks, we fix the minimum degree of a node to be 1 and the maximum degree to be 100. Fig. 2 shows the degree distribution of a bipartite network generated with the above method with the parameter settings given as β 1 = β 2 = 2.3, n 1 = n 2 = 5 × 10 4 . We use power law distribution to fit the degree distribution of the generated bipartite network. It can be seen from Fig. 2 that the curve fitting result is quite close to the degree distribution as we expect.
C. ROBUSTNESS OF ERDÖS-RÉNYI BIPARTITE NETWORKS
In this part we validate the correctness of the proposed theory on bipartite networks. To be specific, we first carry out simulations on Erdös-Rényi bipartite networks. We then figure out the theoretical results by using the proposed theory. 
Given a Poisson degree distribution P(k)
Analogously, we can calculate the generating function g 1 (z) for its excess degree distribution P e (k) in the same way. It is easy to figure out that g 0 (z) = g 1 (z) = e γ (z−1) .
With the above calculations, our proposed theory presented in subsection III-C will lead to the following simplified equations: (27) with γ 1 = n 2 r and γ 2 = n 1 r respectively being the mean degrees of nodes in V 1 and V 2 of an Erdös-Rényi bipartite network. The two variables f 1 and f 2 are respectively calculated as
By solving the above four simplified equations we can get the theoretical results on the robustness of a given Erdös-Rényi bipartite network. Fig. 3 shows the experimental and theoretical results on the robustness of bipartite networks. In Fig. 3 , the simulations results are shown with symbols and the theoretical results obtained by the proposed theory are shown with lines. During the simulations, in order to save simulation time, we range p from 0 to 1 with an interval 0.04. We can clearly see from what are shown in Fig. 3 that the results obtained by the proposed theory are in accordance with the simulations which indicates that the proposed theory is correct.
Note that in Fig. 3 there are tiny deviations between the theoretical and simulation results. This kind of deviations are acceptable. For one thing, we only repeat the simulations for 100 times. The deviations will be decreased if we increase the number of simulation times. For another thing, the degree distributions of the bipartite networks tested in the simulations will not exactly coincide with that used in the theoretical computations. This can be seen from Fig. 1 . For one more thing, Eqs. 18 and 19 indicate that the degree distributions will not exactly follow expected Poisson distributions as it is impossible to generate bipartite networks with infinite number of nodes.
As mentioned in the Introduction section that the existing percolation theory that is well studied for single layer network is not applicable to bipartite networks. Because a bipartite network can be regarded as a single layer network and no cascading failures are happened to a bipartite network, thus one still will think that the existing theory should work with bipartite networks. Fig. 4 shows the comparisons between the experimental results and theoretical results obtained by using the percolation theory for single layer networks when testing on bipartite networks. It can be clearly seen from Fig. 4 that the theoretical results are not in accordance with the simulations which proves that the percolation theory developed for single layer networks is not applicable to bipartite networks.
Note that the results shown in Fig. 4 are obtained under the premise that the 1 − p fraction of nodes are randomly removed from both V 1 and V 2 . If the 1 − p fraction of nodes are randomly removed only from V 1 like the situation shown in Fig. 3 , the percolation theory developed for single layer networks obviously cannot be applied because in this situation a bipartite network no longer can be regarded as a single layer network.
D. ROBUSTNESS OF SCALE FREE BIPARTITE NETWORKS
The experiments in the above subsection have already validated the correctness of the proposed theory. The experiments in the above subsection also have shown that the percolation theory developed for single layer networks is not applicable to bipartite networks. In this subsection, we are going to validate the effectiveness of the proposed theory when applied to scale free bipartite networks.
Note that the generating of scale free bipartite networks are nontrivial. In the experiments, we set n 1 = n 2 for a bipartite network. As a result, we have β 1 = β 2 which means the degree distributions P 1 (k) and P 2 (k) of a bipartite network follows the same power law distribution. In the simulations, we generate three scale free bipartite networks with the parameter β respectively being given as β = 2.2, β = 2.5 and β = 2.8. Fig. 5 shows the theoretical and simulation results on the robustness of scale free bipartite networks. It can be seen from Fig. 5 that the theoretical results are quite close to the simulation results. On the one hand, in order to save the implementation time the simulation results are averaged only for 100 trails. If we carry out the simulations for larger times, the simulation results could be more closer to the theoretical ones. On the other hand, we could see from Fig. 2 that the generated scale free bipartite networks may not exactly follow the power law distributions with given exponents, while the theoretical results are based on the power law distributions with given exponents. These two reasons are account for the tiny variations between the theoretical and experimental results shown in Fig. 5 .
The results shown in Fig. 5 indicate that the proposed theory works well with scale free bipartite networks. Next we will check the situation when applying the percolation theory that is developed for single layer networks to the scale free bipartite networks. We here apply the percolation theory developed for single layer networks to scale free bipartite networks. The corresponding results are shown in Fig. 6 . It can be seen from Fig. 6 that the robustness results obtained by the percolation theory developed for single layer networks comply with the simulations well.
Note that in Fig. 6 the results are obtained under two conditions: 1) n 1 = n 2 ; 2) node removals occur to both V 1 and V 2 of a bipartite network. The first condition leads to P 1 (k) = P 2 (k) = P(k). The second condition makes the application of the percolation theory that is developed for single layer networks to bipartite networks feasible. The percolation theory as formulated in Eqs. 5 and 6 takes a focal VOLUME 7, 2019 network as whole and node removal should occur to the whole network, while the proposed method does not require this condition which can be evidenced by Fig. 5 . Even though the results shown in Fig. 6 comply with the simulations, the corresponding theory cannot analyze the robustness of bipartite networks when a focal bipartite network suffers from node failures that only occur to one node set, while the proposed theory could solve this situation. The limitation of the percolation theory developed for single layer networks can be obviously seen from the results displayed in Fig. 4 in which neither of the two conditions as aforementioned is satisfied. We can clearly see from Fig. 4 that the results obtained by the percolation theory developed for single layer networks deviate a lot from the simulation results. The above experiments therefore verify the superiority of the proposed theory against existing percolation theory for analyzing the robustness of single layer networks.
V. CONCLUSION
Bipartite networks are an important part of complex networks. To investigate the robustness of bipartite networks in face of attacks is of great significance. In the literature, there do exist related works to study the robustness of bipartite networks. However, some of them are based on simulations which cannot theoretically disclose the dynamics of bipartite networks. Although there do exist some theoretical methods towards this goal, many of them require domain-specific knowledge. In view of this, this paper proposed a graph theory based method to investigate the robustness of bipartite networks in face of random node attacks.
In order to verify the correctness of the proposed theory, this paper generated two types of bipartite networks, i.e., Erdös-Rényi and scale free bipartite networks to test the proposed theory. Experiments proved the correctness of the proposed theory. Because the structure of a bipartite network is relatively simple than multilayer networks, therefore when investigating the robustness of bipartite networks no cascading model is adopted. As a result, existing theory for analyzing the robustness of single layer networks could be promising when applied to bipartite networks. With regard to this, this paper also compared the proposed theory against the existing theory. Experiments on the two types of bipartite networks demonstrated that the theory developed for single layer networks is not applicable to bipartite networks.
As complex networks in reality could be more complicated and interdependent, some complex networks could be of multipartite structures which share something in common with the nature of multilayer networks. To investigate the robustness of multipartite networks could be more interesting. However, the work presented in this paper could provide useful insights towards the robustness of multipartite networks. 
