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Figure 1: PrestoPRIME architecture layers
challenge of dealing with compressed/uncompressed ﬁles,
audio/video format changes and the big size ﬁles of the high
quality / master copy version.
PrestoPRIME is developing tools and techniques to support
the transition AV archives are making to ﬁle-based con-
tent and IT systems. Our technology developments include
tools for calculating the long-term Total Cost of Ownership
(TCO) of these systems, planning and optimising ﬁle format
migration, assessing and comparing what storage technolo-
gies or services to use, managing the risks involved, select-
ing suitable preservation strategies (e.g. ﬁle format migra-
tion, emulation, multivalent), and automating content qual-
ity control, e.g. defect detection and analysis.
Recognising that automation is the key to lowering costs
(and risks), PrestoPRIME is developing supporting digital
preservation infrastructure components that go beyond the
OAIS functional model and provide automation and execu-
tion of preservation policies and processes, e.g. to make use
of managed storage as a service that conforms to deﬁned
Service Level Agreements and QoS.
The architecture of the preservation framework is made up
of three layers, which are described in the following with
reference to Figure 1: application, automated management
and manual management layers.
The application layer (application channel) at the bottom
contains the services that deliver preservation and access,
e.g. the tools and services that would found within the
main functional areas of OAIS. By considering the appli-
cation channel as a set of services, each of which has an
SLA and deﬁned QoS, then allows them all to be governed
in a consistent way. The automated management layer in the
middle (management channel) automates the management
of the services and also of the customer and supplier relation-
ships. The SLA manager deals with customer SLAs (those of
the consumer and producer) which set out the constraints
and service level objectives (SLOs) on ingest and access.
The Resource manager deals with supplier SLAs (such as
out-sourced storage or compute facilities) and with in-house
Figure 2: PrestoPRIME preservation modelling
resources. The Service manager balances commitments to
customers with resources available internally and from ex-
ternal suppliers. This is an event-decision-action loop, where
the decision is made according to a policy. The manual man-
agement layer at the top (decision support) is where people
design, test and set the policies to be executed by automatic
management layer. The decision support tools use models
of the services which may be updated by real-world experi-
ence. This layer is where ”intelligence” can be provided by
a combination of automatic and manual analysis supported
by system modelling tools. The output of this analysis is the
management policies. The service manager in the manage-
ment channel uses these to decide on which action to take
to meet its commitments, to plan to continue meeting them,
and to mitigate the eﬀects of events (e.g. failures) that cause
it to stop meeting them.
The key feature of the PrestoPRIME governance architec-
ture is the ability to decouple the management and the
services as much as possible, e.g. through local autonomy
where services understand the parts of the policies (e.g. se-
curity) relevant to them, therefore being able to make their
own immediate decisions. The monitoring and management
loop (between the application and management channels)
can then be asynchronous with the service manager request-
ing usage reports (either queued or instantly generated) from
the services periodically (as a pull) and then updating the
services’ policies as necessary in a slower time-frame.
The decision support tools are essentially about preservation
planning with an emphasis on risk management and automa-
tion of preservation actions, i.e. policy deﬁnition. As shown
below, the objective is to convert archive’s needs (how much
content, how long to keep it, how safe it needs to be, and
who needs to access it) into a preservation plan (what to do,
when to do it, what the consequences will be). The tools
combine preservation modelling (e.g. ﬁle level preservation
approaches) with storage modelling (bit level preservation
approaches) and considers the interplay between these two
(e.g. choice of ﬁle format impacts on storage needs as well
as sensitivity to corruption in the storage layer).
The result is a preservation plan (set of automatable poli-
cies plus projections of cost, access and loss over time). The
policies include preservation actions at all levels, which in-