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For government departments, resources are very important because of their 
special network environment, many documents are quite confidential. Besides, 
connected with external Internet, the government internet will face thousands of users. 
Therefore, the problem of network security is more important. Like other networks, 
the government networks will get lots of attacks, not only from external attacks, but 
also from their own network. Since the resources of governments are special and 
important and they often get the external and internal attack and destroy, the 
government will face a lot of hidden trouble of safety network. 
This dissertation described the status and significance of the research, introduced 
the related theoretical knowledge of network security, analyzed the problems and 
functional requirements that the network system of Bureau of Finance of City were 
facing, protocol the network construction and overall defense scheme of Bureau of 
Finance of City, and combining the network situation of Bureau of Finance of City, 
designed the network security defense system and the specific measures of Bureau of 
Finance of City. 
The establishment of network security defense system can not only reduce the 
risk of computer virus against the network, but also reduce the spread of bad 
information in network of communication; this can ensure the normal operation of the 
government work. Therefore, the research on the government network security 
defense system has important theory significance and application value. 
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