I. INTRODUCTION
We present the community home gateway, a computer system attached to a wireless community network router, able to host platform and application services. Different to current home gateways and other low-end systems, the community home gateway offers resource virtualization, and can thus be used as a cloud resource. Furthermore, it removes the lack of a home gateway system that is open for service contributions and therefore constitutes an important step towards building P2P clouds with low-end devices.
A P2P cloud built with geographically distributed lowend devices and voluntarily contributed resources has been proposed by some authors. While some work was published on architectures and decentralized P2P-based mechanisms for such clouds, no system has yet been presented which implements such cloud systems without important limitations. In [1] a decentralized P2P cloud is proposed, which brings together resources of peers without any central monitoring and coordination component. The Clouds@Home project [2] proposes a cloud infrastructure built with contributions from end-user devices voluntarily shared by the participants. The Nanodatacenters project [3] proposes ISP-controlled home gateways to provide storage services and adopts a ISP-managed peer-topeer model to form a distributed data center infrastructure.
It can be seen that todays home gateways, found on the premises of the customers of telecommunication operators, offer much more than their initial functionality to establish the connection of the user's home computers to the Internet through DSL. Nowadays, the functionality of home gateways is being extended in different directions, so that this equipment is embodied in various physical device personalities and form factors. Some home gateways are more oriented to network service provision (e.g. broadband Internet connectivity, firewall, VPN connectivity, IP telephony, IPTV audio/video streaming, wireless LAN) and are offered by the telecom operators as DSL router home gateways. Other types of these devices focus on the function around media distribution, also called set-top boxes (STB), offering a user interface through the TV to control media streaming applications. Following this trend, more complex application services, such as P2P file sharing, which the user currently runs on computers connected to the home gateway, might in the future be incorporated in home gateways. This will lead to important energy savings for services needing a 24x7 operation, since the user's home computer will not need to run these services any more.
The trend towards an extended home gateway device for service and application hosting is also clearly stated in the documents of the Home Gateway Initiative (HGI) 1 , an alliance of telecom operators, home gateway manufacturers and vendors, with several on-going works on next-generation home gateways.
An important limitation of the service provision by the HGI envisioned home gateway devices is that ISPs consider them as closed systems, where the services that can be deployed (or contracted) are controlled by the telecommunication operator, such as also foreseen in [3] . This approach will slow down the speed for achieving P2P clouds with these devices, since these home gateways are not open to install additional components, e.g. external cloud services, beyond those foreseen by the configuration options defined by the telecom operator.
In this demonstration we present the community home gateway, a system attached to a wireless community network router. The design and implementation of the community home gateway system aims at avoiding the obstacles of a closed home gateway, and allows the gateways hardware to be part of a cloud infrastructure that could be managed by P2P services. To this end, the system offers interfaces for cloud infrastructure services to achieve resource virtualization in low-end devices based on Linux containers (LXC) that were ported to the OpenWrt operating system running in the community home gateway. In order to operate with the LXC virtual resources, both user space tools and libvirt software have been integrated so that these devices can be part of cloud infrastructure services. Currently, as part of the Community-Lab testbed 2 , the state of these devices is kept centrally. However, the resource provision and also the resource management decisions can be decentralized and moved to these devices. Since application services can run in Linux containers, these community home gateways can furthermore host service elements and become part of platform and application services. 
II. SCENARIO

A. Community home gateways in a community network
Different to the commercial network provision, wireless community networks are an emergent model of an infrastructure that aims to satisfy the demand of a local community for Internet access and ICT services. Most community networks originated in rural areas which commercial telecom operators left behind when deploying the broadband access infrastructure for the urban areas. Community networks have become rather successful and widespread, with network sizes ranging from 500 to more than 20,000 nodes such as FunkFeuer 3 , AWMN 4 , Guifi.net 5 , and Freifunk 6 in Europe, among many others.
The community network user typically has a router installed outdoors on the roof of his home in order to be able to connect over a wireless link to the community network. These routers are often off-the-shelf cheap low-end devices, providing just networking services. For the provision of services, the router is connected over a wired LAN with a home computer (e.g. a PC or laptop), where the services are hosted, and via a wireless link with the community network. Figure 1 depicts several node types of a community network. The picture shows typical community nodes with connected router, servers and clients. In addition, however, these community nodes have the proposed community home gateways attached to them.
Components of decentralized mechanisms such as proposed in [1] for P2P clouds, could run in the virtualized resources of the community home gateways, and interface with the local resource manager, to create a decentralized cloud infrastructure service. In these virtualized resources of the community home gateway, services and end user applications, such as decentralized storage and P2P-based streaming, can be hosted.
B. Deployment
Community home gateways have been deployed in Community-Lab, a testbed built by the CONFINE [4] project from the FP7 FIRE initiative, which enables and invites researchers to conduct experiments in community networks [5] . Figure 2 shows some outdoor devices of Community-Lab. The wireless routers integrated in the antennas connect to other nodes of the community network. Figure 3 illustrates a typical device used as community home gateway in Community-Lab. It has a cabled connection to the wireless router.
III. DEMONSTRATION
The demonstration at the P2P 2013 conference is a live demo of the community home gateway in two parts: 1) a live demo of the access to community home gateways deployed in the Community-Lab testbed: for this purpose we connect to the Web interface of the Community-Lab portal and connect to testbed nodes integrated in the Guifi.net community network, and 2) a live demo with operational community home gateways (4-5 nodes) interconnected through wireless links. Virtual resources are created with Linux containers in the community home gateways. In order to demonstrate platform and application services, a set of decentralized applications (e.g. file-sharing, video-streaming, storage) will be running in the virtualized resources of the community home gateways. The demo exemplifies to researchers the feasibility of building P2P clouds with community home gateways and allows discussing the research challenges and obstacles of building P2P services for such systems and environments.
