Data destruction.
School nurses are caretakers of a vast amount of sensitive student and family health information. In schools, older computer hardware that previously stored education records is recycled for less demanding student and employee functions. Sensitive data must be adequately erased before electronic storage devices are reassigned or are discarded. State and federal laws must be considered when permanently destroying personally identifiable student information. To fulfill their ethical and legal responsibilities, school nurses must be aware of record retention and data destruction policies and procedures for both paper and electronic records.