Abstract-This paper presents a robust watermarking for still digital images based on a Slant transform, discrete wavelet transforms and Singular Value Decomposition (SVD). The cover image is transformed using discrete wavelet transform and singular value decomposition while watermark image is transformed using slant transform. It is watermarked by replacing singular values of the highfrequency and low-frequency component of an original image by that of slant transformed watermarks. Experimental results show that our method guarantees the robust resistance against no attack and the robustness against common image processing attacks such as JPEG compression, cropping, histogram equalization, sharpening etc.
I. INTRODUCTION
Application and popularization of multimedia technologies and computer networks have made duplication and distribution much easier for multimedia contents. The digital media (such as video, image, audio, and text) can be modified easily by attackers who can claim their ownership. Then copyright protection of intellectual properties has become an important and challenging task. One way for copyright protection is digital watermarking. It is a pattern of bits inserted into a digital image, audio, video or text file that identifies the file's copyright information [1] . Watermarking is done either in spatial domain or frequency domain. Spatial domain methods have less complexity because we do not use any transform, but these are not robust in nature against attacks. Transform domain techniques of watermarking are highly robust than spatial domain watermarking techniques. This happens because the watermarked image is inversely transformed and watermark is irregularly over the image and it becomes difficult for the attacker to read or modify the image [2] .
Robustness, transparency (invisibility), payload size and security are four essential factors to determine the quality of watermarking scheme [3] . Robustness means that the embedded watermarks cannot be removed by intentional or unintentional attacks. Although robustness can be obtained based on significant modifications to the host data, such modifications are noticeable and thus do not satisfy the requirement of transparency. Thus, there is a trade-off between robustness and transparency. On increasing robustness, transparency decreases and vice versa [3] . So, the new algorithm to embed the watermark in digital data is to be developed which provide strong robustness and at the same time good transparency.
In this paper, the fusion of Slant transform, discrete wavelet transform (DWT) and Singular value decomposition (SVD) approaches is proposed. This paper is organized as follows: Section II discusses a brief review of some of the works available. Section III presents the proposed method. Section IV throws light on the experimental results and comparison of results with works whereas the summary of results and the conclusion is presented in Section V.
II. RELATED WORKS
Very few works have been done with slant transform. First work was carried out by Xunzhan Zhu, Anthony T.S. Ho [4] . They transformed watermark image using slant transform. Such transformed image was used to replace the middle band frequencies of the cover image. This method was found to be robust against various geometric attacks. Similarly, Anthony T.S. Ho, Xunzhan Zhu and Jun Shen [5] also used slant transform to embed the watermark. They also transformed watermark image through slant transform then the resultant image was used to replace the middle frequencies of the cover image. This method was found robust against various geometric attacks. Alimohammad Latif [6] also used slant transform to watermark cover image. The author first converted the cover image into blocks. These blocks were passed through slant transform. Watermark was inserted into middle band frequencies using correlation. This method was found to transparent up to 33.956 dB. The method survived various geometric attacks. Amy Tun and Yadana Thein [7] used hybrid transform. They used discrete cosine transform in addition with LWT. They embedded the watermark using pseudo-random noise (PN) sequence. The method was blind and spread spectrum based. Their watermarked image had transparency (Peak Signal to noise ratio (PSNR) value) up to 47.3425 dB. C. N. Sujatha and P. Satyanarayana [8] applied DCT, DWT and SVD for color image watermarking. They embedded watermark image in singular values of DCT and DWT transformed RGB image. Their method was nonblind and needs watermark and cover image during extraction as well. Prescribed method had poor robustness though had good imperceptibility.
Ghazali Bin Sulong and et al [9] used the hybrid domain to watermark color images. They converted RGB color space into YCbCr color space before embedding the watermark. They used DWT and canny edge detection method. The prescribed method does not have good robustness as imperceptibility.
Hongshou Yan and Weimin Yang [10] used Hadamard transform (HT) in association with DWT to embed watermark. They embedded binary watermark image into the blue or green component of DWT and HT transformed cover image. Their prescribed method was robust to the common signal processing techniques.
In [11] , author separated color components into R, G and B. They applied DWT to R component only up to two level. Then in HH sub-band, DCT was applied. Finally, SVD was used to embed the watermark. Performance was tested with various geometric attack and results found to be satisfactory. In [12] authors applied DWT to cover image first. They applied SVD to LL sub-band of and then applied DCT in U and V part of the result of SVD. Method applied was blind and survived Jpeg and Jpeg 2000 compression attack. In [13] original image is rearranged using zigzag sequence and DWT was applied in rearranged sequence. Then DCT and SVD are applied in all high bands LH, HL, HH. Watermarks are embedded modifying singular values of modified cover image. The Performance was tested with various geometric attacks and performs well. In [14] hybrid DWT and DCT based method was proposed. In [15] DCT wavelet transform of size 256*256 is generated using existing well known orthogonal transform DCT of dimension 128*128 and 2*2. This DCT Wavelet transform is used in combination with the orthogonal transform DCT and SVD to increase the robustness of watermarking. HL2 sub-band is selected for watermark embedding. The Performance of the proposed watermarking scheme is evaluated against various image processing attacks.
III. CONCEPTS
This section details the proposed semi-blind watermarking scheme for copyright protection of digital images. The following subsections present the steps involved in the watermark embedding and extraction processes along with a brief description about the Slant transform, DWT and SVD
A. Slant transform
Slant transform is derived from saw tooth waveforms. A slant transform matrix has a constant basis vector corresponding to zero sequency and slant basis vector basis vectors monotonically decreases with sequency in the constant step from maximum to minimum. The matrix has sequency property and high energy compaction property [16] . The lowest order of slant matrix is 2 and 2 X 2 matrix is identical to Hadamard matrix. Twodimensional slant transform pair is given by
The Slant transform is a member of the orthogonal transforms. It has a constant function for the first row, and has a second row which is a slant function of the column index [4] .
B. Discrete wavelet transform (DWT)
DWT can be used to identify the areas in host image to embed watermark effectively as it has excellent spatio frequency localization properties [11] . It decomposes an image into four non-overlapping multi-resolution subbands: LL read as low-low, is a lower resolution approximation image; HL read as high-low, is a horizontal component LH read as low-high, is a vertical component and HH, read as high-high, is the diagonal component of given image. LL represents the coarse-scale DWT coefficients while LH, HL and HH represent the fine-scale of DWT coefficients. To obtain the next coarser scale of wavelet coefficients, the sub-band LL is further processed until some final scale N is reached. In general, most of the image energy is concentrated at LL sub bands. Thus embedding watermarks in these coefficient sets may decrease image quality significantly. Embedding in the high-frequency coefficient sets could increase robustness significantly. HH sub-bands include the edges and textures of the image. Changes in such coefficients are not visible to human eye. Thus embedding the watermark in HH allows the watermark to be embedded without being perceived by the human eye [17] .
C. SVD
Singular values of the image give very good stability. When a small value is added, it does not result too much variation. Hence Singular Value decomposition (SVD) in linear algebra is used to solve many mathematical problems [18] .
Every real matrix A can be decomposed into product of three matrices
Where U and V are orthogonal matrices such that, UUT =1 and VVT = 1and ∑ is summation of diagonal entries λ1, λ2·gives the singular vectors of A. 
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V. EXPERIMENTAL RESULTS
In this section, experimental results of the proposed method are presented. Algorithm is realized in Matlab. The performance is evaluated using on Peak Signal to Noise Ratio (PSNR) and Normalized Cross-Correlation (NC). RGB color images (i.e., Lena, F-16 flight, pen, Zelda and boat) have been used as cover images and a 32×32 gray image has been used a watermark. Cover image and watermark images are shown in figure 1 . Two major tests, imperceptibility and robustness are conducted with varying values of scaling factor α. Imperceptibility is a measure of transparency. The peak signal to noise ratio (PSNR) is typically used as a measure of the quality of a watermarked image. If W is original image and W' is modified image then PSNR and NC are calculated using following relations: 
The efficiency of the proposed system is illustrated by showing PSNR value.
To determine the optimum value of α, it is varied from 0.01 to 0. 
Imperceptibility Test
To determine the better value of gain factor α, it is varied from 0.001 to 0. It is clear from observations that proposed method is able to detect and identify the embedded watermarks with accuracy.
Robustness tests

Robustness against geometric attacks
To evaluate the response of the watermarking scheme to geometric attacks, watermarked images were passed through histogram equalization, median filtering sharpening, negative and blurring attacks. Figure 3 shows the geometrically attacked watermarked images at different scaling factor α. Their corresponding normalized correlation is shown in table 4 and BER values are shown in table 5. Table 6 shows the extracted watermarks from watermarked images after geometrically attacked under different scaling factors. 
Robustness test: general cropping attacks
To evaluate the response of the watermarking scheme to cropping, watermarked images were trimmed at different places as shown in figure 4 below. table 7 and BER values are shown in table 8. Table 9 shows the extracted watermarks from watermarked images after cropping attacked under different scaling factors.
Robustness test: general compression
To evaluate the response of the watermarking scheme to JPEG compression, watermarked images were compressed under different scaling factors and different JPEG qualities Qs: 10, 50, 75 and 100. Figure 5 shows the JPEG compression of the various watermarked images at different scaling factor. Their corresponding normalized correlation is shown in 
Robustness test: noise attack
To evaluate the response of the watermarking scheme against noise attack, watermarked images passed through salt & pepper noise and Gaussian noise. Figure 6 shows the noise attacked watermarked images at different scaling factor. Their corresponding normalized correlation is shown in Table 9 . Extracted watermarks on cropping attacks 
Comparison with other methods
In this section, we compared the performance of the proposed method with three other watermarking approaches ( [20, 21] ). The comparison is shown in tables 16, 17. Both approaches used images of 512 x 512 as cover image and 64 x 64 sized watermark image. [20 and [21] used single watermark. In both cases, our proposed algorithm has better performance in any types of attacks except for blurring and noise. In blurring attack, [21] has better result than that of proposed method.
From the previous results, we may conclude that, overall, the proposed method has a better performance than the compared watermarking schemes [20, 21] .
VI. CONCLUSION
In this paper, a robust, yet simple watermarking scheme based on the combination of Slant transform along with DWT and SVD domains is presented. Overall, the experimental results demonstrate that our scheme provides excellent robustness against multiple image attacks such as cropping, JPEG compression, histogram equalization, cropping, sharpening, blurring and negative attacks, etc. Besides, the quality of the watermarked image is satisfactory in terms of imperceptibility as the PSNR per watermarked image is over 62 dB.
