Abstract. Since the British National Archives put forward the concept of the digital continuity in 2007. A number of developed countries have developed their digital continuity action plan. Digital continuity has also become a hot spot in the research of electronic records. However, the technology and measures for the protection of the digital continuity are still lack. Data usability is the basis of a digital continuity, which focuses on making the digital information to be readable and operable. Data consistency is the basic requirement of data usability. If there is no data consistency, then there is no data availability. Therefore, to ensure the digital consistency of electronic record is the basis of digital continuity. The paper puts forward a framework based on functional dependency theory to verify the data consistency of electronic record. Moreover, an example of verifying the data consistency based on functional dependency theory is given to check periodically the data consistency of electronic record. Thus, the digital consistency of record is achieved.
Introduction
With the development of e-commerce, e-government and smart city concepts, more and more public information are generated and stored in digital form, and the formats and types of the information are diverse. But the public digital information can't be managed effectively, and traditional file storage strategy is no longer suitable for digital information storage. As result, the digital records are faced with the dilemma of data losing and unavailability.
Some investigations show that about 10% of the Canadian government digital information is unreadable now [1] [2] . In 2008, New Zealand File Management Archives and National Library of New Zealand conducted a survey about the status file management in the public sector showed that [3] : 67% of New Zealand's public institutions storage some inaccessible files. On which about 31 percent of the agency document controlling index is not available; 20% of the institutions have special needs for special computer software or hardware files which are not available; 15% of the institution files are stored in the medium which has been eliminated.
To solve the problems, in 2007 the UK National Archive firstly proposed the concept of "digital continuity", and launched the "Digital Continuity Project". The aim is to construct the ability of using the digital information according to the required forms and the time [3, [9] [10] .In 2009, the National Archive of New Zealand released the Digital Continuity Action Plan to prevent the loss of government information assets and ensure them to be used in the future. The object of the plan is to satisfy the requirement of all the New Zealand public departments for management digital information's identification, preservation, storage, access, using and so on. The National Archive of Australia presented the 'digital continuity 2020 policy' for government digital information and combined with the digital transformation program and egovernment construction to promote the continuity control of public digital information in 2015.
Related Researches
Theoretically, digital continuity can be traced back to the record continuum theory. The continuum theory is a basic theory of electronic record operation, which was proposed after the record life cycle theory. In 1996 Frank Upward presented record continuum theory, and constructed a record continuum model based on the space-time [11] . The theory reveals the continuity of life movement of electronic record in multiple dimensions. It focuses on the change of record, fond and fond set, and reflects the relation among record preserving form, the business activities and business environment. It reveals the method of the consistence management in the whole process management from the formation of records to the preserved archives.
Digital continuity emphasizes the long-term preservation of digital resources, and deals with missing or unreadable of electronic record, which are caused by IT technological change. Some scholars regard it as a theory of long-term preservation of digital information [12] . Though the view points out the core issue of digital continuity and represents the core target of digital continuity, it doesn't show that the nature of digital continuity is a continuous process, rather than the simply result of long-term preservation.
UK National Archive pioneered the concept of the digital continuity and launched the research of the Digital Continuity Project in 2007. Digital continuity is the ability to use your information in the way that you need, for as long as you need. Managing digital continuity is essential if you are to protect the digital information you depend on to do business. Losing your digital continuity could have serious consequences [1] [2] [3] [4] [5] [6] . This concept is based on the idea of the risk management of some "changes", i.e., any one or more changes of the information management, technology and business are likely to bring the loss of digital information and digital continuity. Since 2009, the National Archives of New Zealand National released the Digital Continuity Action Plan to prevent the loss of government information assets and to ensure the long-time available for the future. In 2015, the National Archive of Australia launched the "digital continuity 2020 policy" for government digital information, which combined with the digital transformation plan and e-government construction, in order to promote the continuity control of public digital information.
Digital Continuity based on Data Consistency
In order to ensure digital continuity, we need to accurately know information management of agencies. The digital continuity plan recommends reviewing agencies' information. That is, the data information, which is created, captured and used during the business management process, must be recorded and clarify the responsibilities, obligations, conditions, costs, benefits and risks of the agency digital information management. The data consistency is the fundamental attribute of digital continuity and the essential requirements of achieving digital continuity.
Data consistency refers to the validity and integrity of data representing real-world entities. Its aim is detecting errors (inconsistencies and conflicts) in the data, typically identifying as violations of data dependencies. Typically, data consistency mainly evaluates the consistent of data records, format and content within a single data set or among plurality data sets. Some researches show that: the consistent representation, consistency and synchronization, the two properties, are included in the consistent. And the relationship can be expressed as follows: 
Digital Continuity based on Functional Dependency Theory
In classical relational data systems, functional dependency theory defines the semantics of the relationship between attributes, the theory is the abstract reflection of the built-in link of real-world data and plays an important role in designing data normalization, integrating schema, optimizing query, updating data and etc. In recent years, researchers have begun to use it to data cleaning, assign the relationship of semantic between the data, and detect inconsistent data. In this section, we check the data consistency by using functional dependencies. X and Y are two attribute sets defined
T is a schema tuple related to X and Y , which defines the constraints on the value of the attribute.
The value can be the constant or the '-' ('-' doesn't mean null, it indicates the value of corresponding attributes may be any in the domain, but should be consistent with the implication and constraints). As can be seen from the above definition, in some cases, a standard functional dependency can be expressed as a conditional functional dependency (CFD). We will describe it specifically by the following example: curriculum  [language of instruction] means that, in the context of the same teaching objects, each teacher uses the same teaching language. Then we consider the actual semantic rules. The actual rules may exist as follows: (1) In practice, each electronic record may have multiple function dependencies. Intuitively, each function dependency can be detected through mentioned above way, that is, each FD corresponds to a queries pair. Apparently, with the increasing number of function dependencies, retrieval operation will become even more complicated. Therefore, we can integrate conditions of multiple CFDs and form new constraints and queries. Specifically, we must consider that different CFDs attribute sets have different problems and how to construct new compatible schema tuples.
Conclusions
Digital continuity has become an important content of the electronic record research. Data consistency is the essential requirement of digital continuity. Moreover, maintaining data consistency is the basis of digital continuity. This paper proposes the first framework of data consistency guarantee based on functional dependency theory for electronic record, and describes the data consistency technology based on functional dependency theory, which detects the consistency of archived data periodically to provide digital continuity protection.
