Summary
Greene began by sharing examples of new technologies in which privacy concerns, vulnerabilities, and even intrusions that increasingly come from unexpected places, such as trash cans that track pedestrians via smartphones (Satter, 2013) , Smart TVs with security gaps through which hackers could view and record users through their webcams (Fink & Segall, 2013) , and camera-enabled baby monitors that hackers have been able to control remotely (Hill, 2013) . Technologies such as these will become familiar components of the In the context of the lecture, Greene's view of the Internet of Things is quite broad, and it includes "a whole host of connected endpoints that in some way interact with the physical world, whether sensing, acting, or reacting". This view extends beyond computers and handheld devices -it includes factories, water treatment plants, fitness devices, toys, and so on. And, generally, he finds that it can be helpful to distinguish between the industrial Internet of Things (e.g., heavy machinery, manufacturing, critical infrastructure) and the consumer Internet of things (e.g., appliances, toys, home devices).
Greene argued that, although we see current technologies that will likely contribute to the Internet of Things, we are likely still five to ten years a from realizing it, meaning that we still have a window of opportunity to shape it and ensure that it is as secure as possible. In particular, we must recognize the clash of cultures between the physical world and the IT world that the Internet of Things brings about. For example, manufacturers and critical infrastructure utilities depend on having their systems up and running 24 hours per day, whereas the IT culture assumes systems will be taken down on a regular basis for patching and other maintenance.
Cybersecurity considerations need to be at the forefront of our minds as the Internet of Things moves from expectation to reality.
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Greene's presentation included examples of the intersections between vulnerabilities in the physical and IT worlds and the poor practices that are increasing creating cyber-risks as the Internet of Things evolves. Notably, many of the underlying vulnerabilities do not represent a shortcoming in technical development, but rather point to poor security practices that can be remedied, such as re-using or sharing passwords, hardcoding passwords, and having (or not changing) default passwords. Thus, there are basic steps that can be taken to improve security through behavioural changes, without requiring innovative technological solutions. Equally, there can be greater consideration paid to human behaviour when designing and implementing technical solutions. For greater cybersecurity, this human-behaviour element should also factor into our expectations of how devices will be used. Increasingly, devices are being used in ways or for purposes not intended by their designers. As users, Greene encourages us to focus less on the question "can it be connected?" and ask instead "should it be connected?"
In closing, Greene examined what is being done to assess the risks of the Internet of Things and to develop appropriate policies for its cybersecurity so that we can all enjoy the tremendous benefits that it may bring. As identified by the National Security Telecommunications Security Advisory Committee (NSTAC, 2014) in the United States, there is "a small -and rapidly closing -window to ensure that IoT is adopted in a way that maximizes security and minimizes risk. If the country fails to do so, it will be coping with the consequences for generations." Greene reports that this small and rapidly closing window is likely on the scale of two to four years: 
