 Gutnick, Young v New Haven Advocate, Coleman v MGN Limited, Breeden v Black, Yeung v Google Inc., R v Perrin, LICRA and UEJF v Yahoo! Inc. and Yahoo France and eDate Advertising GmbH v X and Olivier Martinez Robert Martinez v MGN Limited. Overall, this 
located in a foreign State, the case of Young v New Haven examines an inter-state dispute between parties situated in two different States within the United States.
Notwithstanding these differences, all these cases outline the difficulties that national courts face when establishing jurisdiction in Internet-related disputes over defendants located outside the domestic forum. Indeed, the national courts in these cases were faced with the same challenge: establishing when an act committed online by defendants located in another State can be said to have happened within the domestic court's jurisdiction. More importantly, the national courts in these cases have all given the same answer to this question: jurisdiction can be exercised in the country where the content published online can be accessed.
The case selection was conducted by relying on a theoretically informed, research question-driven approach. Indeed, the cases that were selected are those in which the 8 R v Perrin [2002] access-based jurisdictional approach was adopted. The rationale behind this choice lies in the fact that this research aims to shed light on the distinctive characteristics and critiques of the use of the access-based jurisdictional criterion. These aspects emerge from the analysis of the cases where this approach has been adopted, irrespective of the country in which it was used, the area of law affected and the civil or common law nature of the legal system in place.
While there are many studies that explain how States have exercised jurisdiction online, a systematic analysis of the access-based jurisdictional approach is missing. The same is true for the study of the problems that this approach raises regarding the fulfilment of freedom of expression online. This analysis aims to fill this gap in the literature. Such an analysis is needed because many commentators have observed that whilst the accessbased approach is used, it is indeed a problematic way of exercising State jurisdiction online. 16 Establishing jurisdiction based on access would appear to be quite common among national courts, at least in Western countries. Indeed, many scholars investigating this subject agree that establishing jurisdiction based on access has become an increasingly popular and acceptable way for States to exercise jurisdiction over content posted online. 17 An example of this point can be found in the ECJ eDate Advertising case which shows that according to EU law the accessibility of online content from within the territory of a Member State can be a sufficient basis for that State to exercise jurisdiction over the content. 18 In addition, some authors underline how the access-based jurisdictional approach has been adopted by States transversally across different areas of law, rather than being associated with (or confined to) a specific area. Khol, for example, refers to a variety of documents and national laws that span from consumer protection to gambling 16 Kohl (n 4); University of Geneva (2016) Geneva Internet Disputes Resolution Policies 1.0. Available at: https://geneva-internet-disputes.ch/ (Accessed: July 2017); Council of Europe High Commissioner for Human Rights report (n 5) 56; B Maier, 'How has the law attempted to tackle the borderless nature of the internet? ' (2010) 18 Int J Law Info Tech 142, [149] [150] [151] [152] [153] [154] [155] [156] [157] 17 Kohl (n 4) 25-26, 37; Council of Europe High Commissioner for Human Rights report (n 5) 56; Uerpmann-Wittzack (n 3) 1255. According to the Geneva Internet Disputes Resolution policy, the accessibility criterion has been mostly discredited and abandoned outside the EU community law. To substantiate this claim, the policy at page 4 refers to a series of national cases in England, France and the United States where this approach has been rejected. However, this point is debatable. Indeed, the cases examined in this paper show that as of 2012 this approach was still in use at least in the countries mentioned in the paper. This view is also confirmed by other scholars, such as Michael Geist, who underline how some States are recurring to the access criterion to establish jurisdiction in cross-borders cases. See Michael Geist (2013) 'Courts adopt aggressive approach in cross-border Internet jurisdiction cases ' The Star.com, 5 January.
Available at: https://www.thestar.com/business/2013/01/05/courts_adopt_aggressive_approach_in_crossborder_interne t_jurisdiction_cases.html#.UOrJtuIHp7w.twitter (Accessed: 15 November 2017).
18 eDate Advertising GmbH v X and Olivier Martinez Robert Martinez v MGN Limited (n 14) . See paragraph 2.6 for an analysis of the eDate case.
and from defamation to obscenity when outlining some instances where this approach was adopted. 19 However, there are other commentators that highlight how the accessbased approach appears to be particularly common in a specific area of law, such as defamation. 20 Lastly, the authors investigating the access-based jurisdictional approach have mainly referred to laws and cases from North America, Australia and Europe. It is therefore safe to say that the access-based jurisdictional approach has been used in these countries, as the cases analysed in this paper show. However, this fact in itself doesn't prove that establishing jurisdiction based on access is mainly a Western phenomenon.
Rather, it shows that little research has been carried out regarding whether courts in other countries have established jurisdiction based on access to online content. Virginia. 32 The District Court found that the defendants had acted within the territory of Virginia because they had published allegedly defamatory articles on their websites, which were accessible in Virginia. 33 In addition, the judges found that the exercise of personal jurisdiction over the defendants did not violate the requirements of due process because of two main facts. 34 First, the articles published online were related to events that had happened in Virginia and at least one of those articles expressly mentioned Mr.
The Dow Jones v Gutnick case
Young, a Virginia resident. Secondly, when posting those articles online, the defendants knew that that material was accessible to Virginia residents and that therefore any potentially defamatory content related to a Virginia resident was going to produce harm in Virginia. 35 In this regard, the Court added that since content published online is accessible to a worldwide audience, it is 'physically "present" in different locations at one time' and can therefore be subjected to multistate jurisdiction. interest' in preventing that its residents were subjected to online defamation. the defamatory content or the Daily Mirror itself had been published online in 2003. In addition, there was no evidence that the defamatory material had been accessed from within the territory of Ireland. For these reasons, the Supreme Court established that it did not have jurisdiction on the subject matter of the case.
The approach followed by the Supreme Court to deny jurisdiction over this case seems to confirm the access-based jurisdictional criterion. Indeed, had Mr. Coleman produced evidence of both the online publication of the defamatory material and actual access to it within the Irish territory, the Supreme Court would have held that the tort of defamation had happened in Ireland. This is irrespective of where the material had been uploaded from, or where it was hosted.
The Breeden v Black case
Lord Black is a businessman with an established reputation both in Canada and Lord Black claimed that he had been defamed due to the publication on the company's website of some reports and press releases containing allegations that he had received illegitimate payments from Hollinger International. The plaintiff brought the libel actions in Ontario since the defamatory content published on the website was accessed, read and republished in Ontario by three newspapers.
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The defendants asked the motion judge to stay the case because there was no real and substantial connection between the actions and Ontario. Alternatively, they maintained that US courts were a more appropriate forum.
The motion judge dismissed these arguments and found that the defamation had happened in Ontario due to three main reasons. First, the content published on the website was accessible in Ontario, where it was republished by the three newspapers. Second, Lord Black had a reputation in Ontario. Finally, it was reasonably foreseeable for the defendants to anticipate that the publication of that content would have caused damage to the plaintiff's reputation in Ontario.
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Ontario Court of Appeal uphold the motion judge's decision because it found that the clear and substantial connection requirement was satisfied. In addition, the Court stated that it was not necessary to determine whether a targeting approach should be adopted in Canadian law. 56 In other words, according to the Court, it was not necessary to determine whether the content published online was targeting a Canadian audience.
Notwithstanding this, the judges emphasized that the relevant content did target Ontario because the press releases contained contact information directed at Canadian media.
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The defendants appealed against the Court of Appeal's decision and brought the case before the Supreme Court of Canada. They maintained that in transnational libel claims jurisdiction should be exercised only in the forum that has a real and substantial connection with the 'substance of the action'. 58 This expression was defined by the defendants as the subject matter and conduct giving rise to the case, which was identified in Lord Black's actions. Since these actions had happened in the United States, the defendants claimed that there was no real and substantial connection between Canada and the case.
59
The Supreme Court found that the appellants were liable for the tort of defamation in Canada because the defamation had happened there. 60 Indeed, it was in Ontario that the defamatory content displayed on the website was published to a third party: the three newspapers which accessed the material, read and republished it. 61 The Court added that according to Canadian law, each republication of a defamatory statement constitutes a new publication. Besides, the original publisher of the defamatory statement is responsible for its republications if he authorizes them or if the republication "is the natural and probable result of the original publication". 62 Finally, the Supreme Court concluded that Ontario was a convenient forum because the appellants had failed to unequivocally show that US courts constituted a clearly more appropriate forum. eDate Advertising and the England-based MGN Limited before the German and French courts respectively for an alleged infringement of personality rights due to the publication of content online. In particular, the Austrian company eDate Advertising was asked by X, a German resident, to refrain from using his full name when reporting on the website administered by the company about a crime that X committed in 1990. 78 As to The ECJ first clarified that the place where the harmful event occurs can be both the place giving rise to the event, and the place where the damage occurs. Both these criteria constitute "a significant connecting factor" as far as jurisdiction is concerned. 83 Besides, the Court found that in the case of an infringement of personality rights due to the publication of online content, the place where the harmful event occurs can be interpreted as the place where the victim has his or her centre of interest. This is usually the place where the person resides, however it can also be the place where they conduct professional activities, irrespective of whether they live there.
In other words, when defamatory material is published online, the victim might choose to initiate legal proceedings in the Member State where they have their centre of interest. caused by the publication. 84 According to the ECJ, the criterion of the place where the victim has their centre of interest is respondent to the principles of the "sound administration of justice" and predictability of jurisdiction. 85 This is because the court of the place where a person has their centre of interest is best placed to assess the impact of the online publication of defamatory content on that person's reputation. As to predictability, the ECJ stated that the publisher is or should be in a position to know where the person to whom the online content refers has their centre of interest. In other words, this criterion has the benefit of both being predictable for the defendant and easily allowing the applicant to know where they might be able to initiate legal proceedings.
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However, the ECJ added that there is another choice available to victims of online defamation. Indeed, they can also initiate legal proceedings in the Member States where the content published online can be accessed. In that case, however, the national courts will have jurisdiction only in respect to the damage to reputation that happened locally.
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In conclusion, according to the EU Regulation on jurisdiction, in case of defamation committed trough the publication of content online, jurisdiction can be exercised by the Mr. Perrin stated before the ECtHR that due to "the worldwide nature of the internet, it was unreasonable for publishers to foresee the legal requirements in all the individual states where the material could be accessed". 98 He therefore suggested that it should only be possible for English courts to convict "if major steps towards publication had taken place in a location over which they had jurisdiction". 99 Besides, Mr. Perrin claimed that the publication of the pictures did not happen within the territory of the United Kingdom. 100 In fact, it happened in the United States, where the pictures were legal as the 91 "Prohibition of publication of obscene matter.
(1) Subject as hereinafter provided, any person who, whether for gain or not, publishes an obscene article or who has an obscene article for publication for gain (whether gain to himself or gain to another)] shall be liable-(a) on summary conviction to a fine not exceeding one hundred pounds or to imprisonment for a term not exceeding six months; (b)on conviction on indictment to a fine or to imprisonment for a term not exceeding [five years] or both", Obscene Publications Act 1959, pt 2, s(1) (a)(b).
92 As to Mr. Perrin's formal admission, 'when the case came on for trial at Southwark Crown Court in October 2000 counsel then appearing for the appellant made a formal admission on his behalf -"It is agreed and accepted by the defendant that he was legally responsible for the publication of the articles referred to in counts 1, 2 and 3 on the indictment"', R v Perrin (n 8) [5] . 93 100 More specifically, in the case before the Court of Appeal the counsel stated at 32 that the UK courts could not assume that the major steps towards the publications of the pictures had happened within the territory of the UK. Indeed, Mr. Perrin's counsel claimed at 17 that "the sole evidence of publication adduced at the Crown Court was of one visit by PC Ysart to the relevant web page, the preview page" and that there was no sufficient evidence as to where the data files where created and posted. It was also equally unclear where the server hosting the data was located.
101 "In his first ground of appeal the appellant contends that there was no evidence to rebut his statements in interview that the major steps involved in publishing the web page that resulted in his conviction were in a jurisdiction where the material published was lawful", R v Perrin, (n 7) [32] . "The applicant submitted that section 2 of the 1959 Act was not sufficiently foreseeable to satisfy the requirements of law within the meaning of Article 10 § 2 of the Convention because the major steps towards publication took place in the United States, where the 1959 Act did not apply", Perrin v the United Kingdom (n 95) 5.
102 Perrin v the United Kingdom (n 96) 5. 103 R v Perrin, (n 8) [18] . 104 ibid [51] . In this regard the respondent for the Crown Prosecution Service argued before the EWCA that "there was publication when anyone accessed the preview page".
105 R v Perrin, (n 8) [51] ; "Finally, it [the EWCA] noted, on the jurisdictional point, that the applicant's suggestion, that conviction should only be possible where major steps had been taken towards publication in a place over which the court had jurisdiction, would undermine the aim that the law was intended to protect by encouraging publishers to take the steps towards publication in countries where they were unlikely to be prosecuted", Mr. Perrin was a UK resident and could therefore not claim that the UK laws were not reasonably accessible to him. In addition, since he was carrying out a professional activity through his website he should have acted more cautiously than normally expected and should have sought legal advice. 109 In addition, the Court found that the fact that the images available on Mr. Perrin's website were legal in the US did not mean that the UK had exceeded its margin of appreciation by proscribing the circulation of those images within its territory and by prosecuting and convicting the applicant. 110 Finally, in assessing the proportionality of the conviction and sentence by the UK domestic courts, the ECtHR gave particular relevance to the fact that Mr. Perrin was conducting a professional activity whose services were available upon payment. In this regard, the Court concluded that "it would have been possible for the applicant to have avoided the harm and, consequently, the conviction, while still carrying on his business, by ensuring that none of the photographs were available on the free preview page (where there were no age checks). He chose not to do so, no doubt because he hoped to attract more customers by leaving the photographs on the free preview page". memorabilia were displayed for sale. The Yahoo! Auction website was maintained by Yahoo! Inc. and could be accessed by all Internet users via the Yahoo.com portal or through a link to Yahoo.com available on Yahoo.fr. The fact that the Yahoo! Auction webpage containing the Nazi-related items could be accessed by users located in France was equated by the plaintiffs to having committed a crime within the French territory.
Therefore, LICRA and UEJF asked the TGI to issue an order requesting the defendants to prevent Internet users located within the French territory to access the Nazi memorabilia displayed for sale on the Auction website.
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The defendants rejected the plaintiffs' claims. Indeed, Yahoo! Inc. stated that the French court lacked jurisdiction since the display and sale of the Nazi items had happened in the United States, where both the company and its servers were based. 114 One important aspect of the November order is related to the TGI's considerations as to the audience targeted by Yahoo!. Indeed, the company claimed that its services were predominantly directed at an American audience. In replying to this argument, Judge
Gomez mentioned a series of factors related to the Auction website, such as the items on sale, the method of payment, the delivery terms, the language and the currency used. He found that these elements validated the claim that the Auction site was mainly directed at an US audience. However, Gomez found that the same could not be said of the sale of Nazi-memorabilia, which could have interested anyone. 124 In addition, the judge found that Yahoo! was aware that it was addressing a French audience because the users that accessed Yahoo.com from France were shown advertising banners in French.
125
Therefore, Gomez concluded that a sufficient basis for the exercise of jurisdiction had been established. 
Case analysis
The cases examined in the previous paragraphs outline the difficulties that national courts face when establishing jurisdiction in Internet-related disputes over defendants located outside the domestic forum. As mentioned above, the national courts in these cases were faced with the same challenge: establishing when an act committed online by defendants located in another State can be said to have happened within the domestic court's jurisdiction. Overall, four conclusions can be drawn from the analysis of these cases.
First, the domestic courts have used the accessibility of online content within the national territory as a basis to establish jurisdiction over that content. 127 More specifically, the accessibility of online content from within the territory of a given State has been used to justify the application of both the objective territorial principle and the effects doctrine: e.g. online content X is accessible within the territory of State A therefore content X was published in State A (objective territorial principle: the act happened in State A); online content Y is accessible in State B therefore it produced negative effects there (effects doctrine: the act was committed elsewhere but produced negative effects in State B).
The Perrin case and the Virginia Western District Court's decision in Young v New
Haven offer an example of how the objective territorial principle has been applied to online content. Indeed, in the Perrin case, the EWCA found that online content is published in the UK both when material is uploaded and when it is downloaded (or merely accessed) from within the territory of the UK. 128 Similarly, Virginia District Court paiement prévus, aux conditions de livraison, à la langue et à la monnaie utilisées, il n'en est pas de même des enchères d'objets représentant des symboles de l'idéologie nazie qui peuvent intéresser et sont accessibles à toute personne qui souhaite les suivre, y compris aux Français' ibid 3. 125 'Attendu enfin que Yahoo sait qu'elle s'adresse à des français puisque à une connexion à son site d'enchères réalisée à partir d'un poste situé en France, elle répond par l'envoi de bandeaux publicitaires rédigés en langue française' ibid 4. 126 ibid. 127 The only exception to this point is represented by the Fourth Circuit Court of Appeal in the Young v New Haven case. Indeed, the judges openly rejected the accessibility criterion and relied exclusively on a targeting test to establish whether the Court of Appeal had jurisdiction over the article published on the defendants' websites.
128 R v Perrin, (n 8) [18] .
established that the accessibility of an online article from within the territory of Virginia meant that the defendants had acted in Virginia by publishing that article on their website. examined can be interpreted as an example of the application of both the principles. All the defamation cases, for instance, can be interpreted as saying that an act of online defamation happens within a State's territory both because the content published online is found to have been published there (objective territorial principle) and it produces negative effects within that country (effects doctrine). This is because in the legal systems of the countries analysed, defamation happens in the place where the damage to reputation occurs. This place is identified with the place where content is published to a third party which, in the case of online content, is the territory from where it can be accessed. 134 Besides, confirmation of this point can be found in the different interpretation given by some authors of the jurisdictional basis relied upon by the TGI to establish jurisdiction. Indeed, while some commentators found that the TGI had relied on the effects doctrine, others interpreted Judge Gomez's decision as an example of the application of the objective territorial principle. 135 Overall, this point can be concluded by observing that on the Internet the distinction between these two principles seems to lose "significance", since, as has been pointed out by Hayashi, '[t] he extent of extraterritorial jurisdiction justified by the objective territorial principle seems to be as limitless as the one justified by the effects doctrine'.
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The third conclusion is that in addition to the objective territorial principle and the effects doctrine, some national courts carried out a targeting test to reinforce the finding that they had jurisdiction over the defendants. 137 The extent of this targeting test was, however, quite limited. Indeed, the courts established the defendant's intent to target an audience located within the domestic forum based on a very limited number of factors. In the Young v New Haven case, for example, Virginia Western District Court referred to the content of the allegedly defamatory article. The judges found that the fact that the article mentioned a Virginia resident and was related to events that had happened in Virginia proved that the exercise of jurisdiction over the defendants respected the due process requirement. 138 Another example of this point can be found in the TGI's reliance in the Yahoo! case on the language of the advertising banners shown to the users that of national laws to foreign defendants by showing a further link, however feeble, between the country exercising jurisdiction and the events happened online.
The last conclusion that can be drawn is related to the limits to the exercise of jurisdiction based on access. The access-based jurisdictional approach seems to give all the States where a certain content published online can be accessed the power to exercise jurisdiction over it. However, the cases examined show that two limits have emerged. The first is related to defamation cases. This limit is the requirement that national courts establish jurisdiction over a defamation claim only if the claimant has a reputation in the domestic forum. 140 The reputation requirement limits the number of States that can exercise jurisdiction over content published online from a foreign State. Indeed, it is unlikely that a person has a reputation in every country where the allegedly defamatory content can be accessed.
141
The second limit is related to the proof of actual access to the content published online within the domestic forum. More specifically, in the cases examined, the national courts have established jurisdiction over online content that could be accessed from within their territory when the party making this argument proved that that was the case. 142 In other words, proof of actual access to content published online is required, while the presumption that content published online can and was accessed within the domestic forum is not deemed enough to exercise jurisdiction. 143 The Coleman v MGN Limited illustrates this point particularly well. Indeed, in that case the Supreme Court of Ireland established that it did not have jurisdiction over the content published by MGN because no evidence had been produced showing that that content or the newspaper where it appeared had been published online in 2003. In addition, there was no evidence that the defamatory material had been accessed from within the territory of Ireland. 144 Due to the worldwide nature of the Internet, the actual access requirement does not limit significantly the exercise of State jurisdiction based on access. Indeed, it appears relatively easy to prove that a website can be accessed within a given national territory, especially if the website does not filter users based on their geographical location. Nonetheless, the actual access requirement constitutes a distinctive characteristic of the access-based approach and it contributes to shed light on this jurisdictional criterion.
The implications of the access-based jurisdictional approach on the fulfilment of freedom of expression online
The access-based jurisdictional approach has attracted many critiques. The first critique that has been moved to this approach is that it impacts negatively on the freedom of expression of Internet users located in foreign States and subjected to foreign jurisdictions. 145 Indeed, if all the countries followed the same approach and claimed that the application of their national laws extended globally, the principle of freedom of expression and the right to access information, as well as the principle of certain and predictable laws could be compromised. Yahoo!'s decision following the TGI's proceedings to amend its terms and conditions and ban the sale of Nazi-related items is particularly useful to illustrate this point. Indeed, as observed by Korff, 'whereas it was always completely out of the question that a US court would impose such a ban, Yahoo! was put in a position by the ruling of a foreign court in a foreign jurisdiction that led it to decide "voluntarily" to impose a ban on US citizens using its US-based services to buy and/or sell Nazi memorabilia, a ban that US courts could most probably not have imposed '. 146 Another example of the implications of the access-based jurisdiction on the rights of foreign citizens is represented by the Perrin case. In that case, the EWCA made it clear that the content published on Mr. Perrin's website was illegal in the UK. 147 Therefore, as observed by some commentators, if the person who manages a website hosting similar content from a foreign country were to enter the territory of the UK, he would be liable for prosecution there. 148 As stated above, this would happen regardless of whether the content displayed on the website is legal in the country where the website is hosted.
Freedom of expression concerns have also been raised regarding the use of the accessbased approach in defamation cases. On the one hand, as observed by Maier, some commentators have pointed out that this approach encourages forum shopping and exposes publishers to liability in virtually all the countries where the online content can be accessed. 149 On the other hand, other authors and some courts recurring to the accessbased approach have underlined that the requirement that the claimant has a reputation in the forum exercising jurisdiction effectively limits the number of countries where the publishers are liable. 150 Another limitation to the risk of forum shopping has been identified in the fact that the claimants might be inclined to pursue a defamation case only in those forums where the damage to their reputation has been substantial, in the hope to receive a consistent reimbursement. 151 However, both the above-mentioned points are controversial. Indeed, as observed in the Geneva Internet Disputes Resolution Policy "practical evidence in the field of online defamation has shown that forum shoppers are not actually concerned with the quantum of damages as they rely on the mere threat of a lawsuit made abroad to pressure websites into settlement or into compliance".
152
Therefore, it can be observed that the mere threat of legal action on multiple jurisdictions can have a negative impact on freedom of expression.
Another critique moved to the access-based approach is related to the lack of a thorough analysis of the link between the perpetrator of the unlawful act, the illegal content published online and the State that exercises jurisdiction, as observed by Korff. where the content has been uploaded/published and the place/people targeted by the content published/uploaded on the Internet. The third conclusion stems from observing that the first two of these criteria refer to the territorial principle of jurisdiction, while the last one is related to a targeting test. It can therefore be argued that even in a borderless environment such as the Internet territory is seen as a central element in establishing jurisdiction. On the other hand, however, the territorial principle could be not very useful in all those cases where it cannot be established the place where the content has been uploaded or even who uploaded it. Therefore, the targeting test seems better suited to establish which State has jurisdiction in a non-physical environment such as the cyberspace. Indeed, the targeting test permits to by-pass the obstacles represented by the unknown location of the person who uploaded some content online or the place where the content was uploaded from. This is because for the targeting test to be satisfied it is sufficient to establish that the content published online was targeting an audience located within a given State, regardless of where the content was originally uploaded from or who uploaded it. However, the difficulty associated with the targeting test is that so far there is no consensus as to the criteria upon which this test should be based. 161 In other words, it is unclear which factors must be considered when establishing whether content published online from a given State targets an audience located in a foreign country. The debate regarding this issue is currently ongoing within the scholarly community investigating State jurisdiction online and is likely to continue in the forthcoming years.
Conclusion
In this paper, the main characteristics of the access-based jurisdictional approach have been examined through the analysis of some key cases discussed in various 161 Geneva Internet Disputes Resolution Policies 1.0. (n 16) 6-7.
jurisdictions. Notwithstanding the heterogeneous nature of the cases examined, several conclusions can be drawn regarding the access-based jurisdictional approach.
First, the accessibility of online content from within the territory of a given State has been used to justify the application of both the objective territorial principle and the effects doctrine.
Moreover, in addition to these two jurisdictional principles, some national courts carried out a targeting test to reinforce the finding that they had jurisdiction over the defendants. The extent of this targeting test was, however, quite limited, since the courts established the defendant's intent to target the domestic forum based on a small number of factors. Such reliance on the targeting test could be interpreted as the courts' desire to justify the application of national laws to foreign defendants by showing a further link, however feeble, between the country exercising jurisdiction and the events happened online.
Furthermore, the cases examined show that the distinction between the objective territorial principle and the effects doctrine is not always clear-cut when these two principles are applied to cyberspace. Indeed, some courts' decisions can be interpreted as an example of the simultaneous application of both principles. Some authors have observed that a consequence of this point is that '[t]he extent of extraterritorial jurisdiction justified by the objective territorial principle seems to be as limitless as the one justified by the effects doctrine'.
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Another conclusion that can be drawn from the analysis conducted in this paper is that there seems to be two limits to the exercise of jurisdiction based on access: the reputation requirement, which is related to defamation cases, and the actual access requirement. However, the efficacy of these requirement on limiting the exercise of jurisdiction based on access is debated. This is especially true regarding the reputation requirement, since the threat of lawsuits in multiple legal systems is still a possibility and constitutes a phenomenon that can negatively impact freedom of expression online.
The curtailing effect of the access-based approach on freedom of expression is one of the main critiques that have been moved to this jurisdictional criterion. Indeed, the cases analysed in this paper could be interpreted as having the same overall effect:
imposing restrictions on Internet users located in foreign countries and subjected to foreign jurisdictions. This is because if other countries followed the same approach and claimed that the application of their national laws extended globally, the principle of 162 Hayashi (n 2) 299.
freedom of expression, the right to access information, and the principle of certain and predictable laws could be compromised. Indeed, following the court's decision in the Yahoo! case, Yahoo! introduced a ban on the sale of Nazi-related items among its terms and conditions. Therefore, Internet users in the US could not view, buy or sell material that was perfectly legal there according to US law. In addition, following the logic of the Perrin case, if a person living outside the UK and managing a website hosted in a foreign country published on that website content illegal in the UK, he could be prosecuted there if he were ever to enter British territory.
Another critique moved to establishing jurisdiction based on access is that no thorough analysis of the link between the perpetrator of the unlawful act, the illegal content published online and the State that exercises jurisdiction has been conducted by the courts adopting this approach. This analysis could have helped the national courts to limit the exercise of their jurisdiction only to cases that have a close nexus with their country. In relation to the necessity of conducting such an analysis there are, however, contrasting opinions. Nevertheless, there seems to be some consensus among international authorities in the field of freedom of expression on limiting State jurisdiction only to cases where a close nexus can be established. Besides, some criteria for determining which State has the right to exercise jurisdiction online have been identified by the above-mentioned authorities. These are: the place where the author/perpetrator is established, the place where the content has been uploaded/published and the place/people targeted by the content published/uploaded on the Internet. There are, however, some difficulties associated with these criteria. Indeed, the territorial principle is not useful in all those cases where it cannot be established the place where the content has been uploaded or even who uploaded it. On the other hand, while the targeting test permits to by-pass these obstacles, there is no consensus as to the criteria upon which this test should be based. The debate regarding this issue is currently ongoing within the scholarly community investigating State jurisdiction online and is likely to continue in the forthcoming years. 
