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Abstract 
 
In a multi-hop wireless ad hoc network, 
broadcasting is an elementary operation to support 
many applications. Broadcasting by flooding may 
cause serious redundancy, contention, and collision in 
the network, which is referred to as the broadcast 
storm problem. Many broadcasting schemes are 
proposed to give better performance than simple 
flooding in wireless ad hoc network. How to decide 
whether rebroadcast or not also poses a dilemma 
between reachability and efficiency under different 
host densities. In this paper, we propose enhanced 
broadcasting schemes, which can reduce rebroadcast 
packets without loss of reachability. Simulation results 
show that proposed schemes can offer better 
reachability as well as efficiency as compared to other 
previous schemes.  
 
1. Introduction 
 
A Wireless Ad-hoc network [1, 2] is a self-
organized, dynamically changing multi-hop network. 
All mobile nodes in an ad-hoc network are capable of 
communicating with each other without the aid of any 
established infrastructure or centralized controller. Ad-
hoc network is useful in many applications because 
they do not need any infrastructure support and has 
capability of self configuration. Sensor networks, 
disaster recovery, rescue and automated battlefields are 
examples of application environments. 
Broadcasting is widely used in MANETs for route 
discovery, address resolution and other application 
tasks. Due to limited transmission range of node, each 
mobile node in MANETs acts as router, for 
transmitting information to destination.  
Typical broadcasting scheme is called ‘flooding’, 
which requires nodes to rebroadcast unseen packet.  
Its neighbor will broadcast this packet again until all 
the nodes receive the packet. The simple broadcasting 
without a rebroadcasting bounding mechanism at each 
node may result in an excess of redundancy, channel 
contention, and collisions. This phenomenon is called 
the Broadcast Storm Problem [3]. 
Redundancy indicates a situation where a node 
hears the same messages from more than one 
neighbors. Channel contention is due to the different 
nodes which are simultaneously trying to rebroadcast 
the received messages thus contending for the shared 
media, increasing the probability of collisions. 
There are many approaches proposed for 
broadcasting in MANETs. The simplest one is the 
flooding [3]. In this approach, as in wired network, 
each mobile host rebroadcasts received broadcast 
packets if they have not been received before. Packets 
that have already been recorded are discarded. 
Since every mobile node rebroadcasts a packet for 
the first-time it receives, thus the total number of 
rebroadcast packets is equal to N − 1, where N is the 
total number of mobile node in the MANET. In most 
cases, however, many such rebroadcast packets are 
redundant and simply waste the channel bandwidth. 
The key issue of broadcasting scheme in MANETs 
is reduction of redundancy while keeping good 
reachability and low latency. 
In this work, we proposed a new broadcasting 
scheme which based on advantage of counter-based 
and distance-based using hop count information of 
message. In each node, when unseen broadcast 
message received, the node launched RAD timer for 
rebroadcast packet. The rebroadcast decision is made 
by counting re-broadcasting packet that it’s near 
neighbors sent.  
This paper structured as follows. In section 2, we 
present about related works and discussion of related 
algorithm’s drawbacks and advantages. The proposed 
broadcasting protocol is presented in section 3. In 
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section 4, Simulation results obtained by the proposed 
scheme are evaluated. Finally, section 5 presents 
conclusions and discussion. 
 
2. Related Works 
 
The broadcasting scheme is still active research 
topic in MANET. The core problem is how to 
minimize the number of rebroadcast packets while 
maintaining good latency and reachability. 
Transmitting a large number of rebroadcasts does 
guarantee high reachability. However, it degrades the 
network throughput and potentially incurs long 
broadcast latency and high collision probability due to 
unreliable transmission in IEEE 802.11 protocols [6]. 
On the contrary, dispatching fewer rebroadcasts leads 
to lower bandwidth waste, higher throughput and lower 
broadcast latency. However, sending too few 
rebroadcasts may cause a rebroadcast chain broken so 
that some hosts may never receive the broadcast 
packet, thus resulting in low reachability. Broadcasting 
techniques can be categorized into the following six 
groups [3, 5]: simple flooding, probabilistic, counter-
based, distance-based, location-based, neighbor- 
knowledge-based scheme. 
In the simplest approach of flooding, each mobile 
host rebroadcasts received broadcasting messages that 
are received for the first time. Because every mobile 
node relays broadcasting messages just once, the total 
number of message relays is N − 1 if the network is not 
partitioned, where N is the total number of mobile 
host. In most cases, however, many such relays are 
redundant and waste the channel bandwidth. In the 
probabilistic scheme, every receiving node transmits 
the packet with a predetermined probability p [3]. Thus 
rebroadcasts will be p·N. This scheme has been further 
explored in [6], where some optimization techniques 
are proposed for searching for a proper p. In the 
counter-based scheme, a node makes its decision on 
the basis of the number of copies of packets it receives 
during a RAD (random assessment delay). If this 
number exceeds some threshold, the packet will not be 
transmitted.[3,8] The second category includes 
schemes requiring one-hop topological information, 
and is also referred to as the area-based methods in [3]. 
The distance-based scheme and the location-based 
scheme belong to this category. In the distance-based 
scheme, only the receivers that are far from the sender 
are required to rebroadcast the packet. The distance 
information can be achieve by measuring signal 
strength [11] or using additional device such as 
GPS(Global Positioning System). The location-based 
scheme only allows a receiver to transmit a packet if 
the new area it covers is larger than a predetermined 
threshold. This kind of approach requires the assistance 
of location devices to provide location information of 
each mobile node. 
Peng et al. [9] and Lim et al. [10] proposed two 
different neighbor-knowledge-based approaches. These 
approaches require mobile hosts to periodically 
exchange HELLO messages between neighbors for 
collecting neighbor information. In the method 
proposed by Peng, flooding with self-pruning, 
constructs a 1-hop neighbor list at each host from the 
HELLO messages. Neighbor-knowledge-based 
approaches make rebroadcast decisions based on the 
precise neighborhood information. Therefore, the 
number of rebroadcasts maybe near optimal. However, 
the HELLO messages themselves consume channel 
bandwidth, thus degrading the overall performance. 
 
3. The Proposed Broadcasting Algorithm 
 
Although distance-based scheme can be candidate 
solution for address well-known “Broadcast Storm 
Problem”, it also has the problem of un-reachability 
due to dynamics of topology. 
The main drawback of distance-based scheme is that 
some nodes those located outside of transmission range 
may not receive broadcast messages in sparser 
network.  
There are several principles for re-broadcast 
optimization: Since lot of re-broadcast increases 
collision probability, rebroadcast messages must be 
minimized depends on network topology. For 
enhancement of efficiency, a node which covers more 
additional coverage than others have more chances to 
rebroadcast message. [5, 7] 
Figure 1 show simple topology of ad-hoc network. 
Node ‘S’ is source of the broadcast message. Neighbor 
nodes ‘N1’ ~ ‘N5’ may receive it simultaneously. 
Since nodes ‘N1’ ‘N2’ ‘N3’ in gray circle are close to 
each other, most of additional coverage of those is 
overlapped. If N1 be chosen to rebroadcast and N2, N3 
are suppressed to be rebroadcast then it reduces 
collision probability. On the contrary, N4, N5 are far 
from N1, N4 and N5 should be rebroadcast message. 
Therefore, the best case of re-broadcasting is that ‘N1’, 
‘N4’, ‘N5’ relay message and others are suppressed to 
relay. 
The main idea of proposed scheme is as follows: 
?  In given area, one node relays message for 
broadcast efficiency 
?  Give more opportunity of relaying message to 
nodes which has more additional coverage. 
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Figure 1. The example of simple topology 
 
Case 1: When a node receives the broadcast packet 
first time, the node schedule re-broadcast timer with 
delay time t. delay time t is calculated based on 
distance of sender as follows. 
The upper bound of delay time upperT and the lower 
bound of delay time lowT  defined as equation 1, 2 
respectively. 
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Where r indicates transmission range, maxT is the 
maximum delay time. 
As shown in equation 3, a node has more chance to 
relay packet as distance increased.  
Set HC0 to hop count of the broadcast packet, where 
HC0 is initial value of hop count. We can acquire hop 
count information from header of routing control 
packet (DSR, AODV etc.) or use TTL(Time to Live) of 
IP header instead of hop count. 
Case 2: when a node receives duplicated packet, node 
compares hop count of newly received packet with 
HC0.  If hop count of received packet is over than HC0 
and distance of sender node is less than dth, then the 
packet is rebroadcasted in given area R. Therefore, the 
node is suppressed to relay the broadcast packet. 
Where dth is the threshold for the relay area. 
Obviously the value of dth effects reliability and 
redundancy, If dth is small, redundancy and 
reachability will increase. On the contrary, large value 
of dth may decrease redundancy and reachability. 
Optimal value of dth is depend on transmission range of 
mobile node r. Value of dth of 0.4~0.6*r gives good 
performance from results of experiments 
Figure 2 illustrates re-broadcasts operation of the 
proposed scheme in the example network.  
Our algorithm may achieve higher throughput since the 
total number of rebroadcast reduced compared to 
distance-based scheme. 
 
Figure 1. Graphical Illustration of the proposed 
broadcasting scheme 
 
Notation 
Tmax : the maximum delay time. 
Tupper : upper bound for delay time 
Tlower : upper bound for delay time 
Range : transmission range of node 
Dth : Distance Threshold 
HC : hop count of packet 
HC0 : initial value of HC 
Rb_count : re-broadcast packet count; 
 
Process of Proposed Broadcasting Scheme 
 
Procedure Recv (packet) 
If (!lookup(packet)) {  // unseen packet 
    Rb_count = 0; 
  HC0 = HC of packet;   
  dist = distance of sender; 
  if (dist >   Dth) { 
       Tupper = Tmax*(1 - dist/range); 
       Tlower = 0; 
  } else { 
       Tupper = Tmax; 
       Tlower = Tmax*(1-Dth/range); 
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  } 
  delay_time = random(Tlower, Tmax); 
Schedule(delay_time, relay(packet)); 
} 
Else {   // duplicated packet 
If(distance of packet < Dth) { 
      If (HC of packet > HC0) 
          Rb_count ++;  
      Else if (HC of packet < HC0) /* this packet was 
relayed */ 
          Cancel relay; 
Else do nothing; 
} 
} 
End Procdure 
 
Procedure relay(packet) 
If (rb_count > 0) drop packet 
Else forwards packet; 
End Procedure 
 
4. Performance Evaluation 
 
A. Simulation Configuration 
In this section, a performance of the proposed 
broadcasting scheme is evaluated using extensive 
simulations and compared its performance with 
Probability-based(PB), Counter-based (CB), Distance-
based(DB) and simple flooding. NS2 simulator was 
used for experiments [12]. The network model used for 
simulations consists of 40~120 mobile nodes in 1.0 km 
× 1.0 km area to investigate effect of node density. The 
initial position of nodes is randomly chosen. Node 
pairs are randomly selected to generate CBR/UDP 
traffic. Channel bandwidth is 2 Mbps. 
Each node uses IEEE 802.11 MAC protocol and the 
used Channel model is Wireless channel/Wireless 
Physical propagation model. Two-Ray Ground model 
is used for radio propagation model and transmission 
range and interference range of a mobile node is 250m 
and 550m. Traffic source are CBR (Constant Bit Rate) 
and 5 nodes chosen for broadcasting packet in random 
manner. The size of UDP packet is 64 bytes. For each 
test, the simulation time is set to 200 seconds. To avoid 
the bias of random number generation, we performed 
simulation 10 times under the same configuration. In 
PB, relay probability is set to 0.6, Cth Counter 
Threshold is set to 3 in CB and distance threshold dth 
is set to 167m (0.67transmission range) for DP and 
the proposed scheme.  
Performance Metrics used in the experiments is as 
follows. 
? REachability (RE): r/n, where r is the number of 
hostsreceiving the broadcast packet and n is the 
numberof mobile hosts that are reachable, directly 
or indirectly. 
? Saved ReBroadcast (SRB): (r – t)/r, where r is the 
number of hosts receiving the broadcast packet and 
t is the number of hosts actually rebroadcasting the 
packet. 
? Lost Packet by collsion: the number of lost packet 
by collision 
 
B. Numerical Results 
Figure 4 plots reachability of five schemes as function 
of nodes. In the case of 40 nodes, the distance based 
scheme gives the worst performance. It is because 
nodes inside of distance threshold prohibit 
rebroadcasting the message. Therefore the message 
couldn’t be relayed to all nodes in sparse node density 
circumstance. In the case of node 60 and 80, all 
schemes give the best performance in terms of 
reachiablity. As number of node above 100, 
reachability falls by high collision rate. Since lot of 
node try to relay same message, collision rate became 
higher and it results lot of packet loss as shown in 
figure 5. 
  
 
Figure 3. Comparison of Reachability 
 
   It can be seen from the figure 4, the proposed scheme 
outperform than others in terms of reachability. The 
main reason of performance improvement is that 
rebroadcasting decision depends on hop count and 
limited rebroadcasts in local region; therefore the 
proposed scheme can rebroadcast messages efficiently. 
Figure 4, 5 depict SRB (Saved Rebroadcasts) and 
number of packet loss by collision. Since IEEE802.11 
protocol does not provide reliable transmission in 
broadcasting, lot of collision and contention is 
occurred as node density increased. 
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From these results, the proposed broadcasting scheme 
can give quite positive effects for overall performance 
and efficiency of broadcasting. 
 
 
Figure 4. Comparison of Saved Rebroadcasts 
 
 
Figure 5. Comparison of Packet loss by collision 
 
5. Conclusion 
 
The simple flooding without rebroadcasting 
mechanism may produce an excessive redundancy of 
incoming packets, a greater channel contention, and a 
higher collision rate. 
In this paper, we presented a new broadcasting scheme 
to reduce the influence of the broadcast storm problem 
in mobile ad hoc networks. 
The main feature of the proposed scheme is that one 
node is chosen for rebroadcasting in Relay Area. For 
implement this, a node makes decision whether 
rebroadcast or not by comparing hop count of 
duplicated packet and signal strength. 
The proposed scheme is implemented in network 
simulator NS2 for performance evaluation. Simulation 
performed in various node density configurations and 
its performance compared with other well-known 
broadcasting schemes. From simulation results, the 
proposed scheme can provide better reachability and 
save rebroadcasts and also gives low collision rate than 
others. Further study should be devoted to investigate 
optimal distance threshold for our scheme and 
mathematical analysis. 
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