INTRODUCTION
The U.S. Tzle challenge faced by the regulated industries is how to evaluate and select appropriate standards, in particular safety and reliability standards. Hence, a systematic methodology is needed to evaluate, compare, and select standards.
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Purpose
This paper documents the results of a scientific inquiry which was undextaken to develop a methodology for evaluating, comparing, and selecting standards for use in the regulatory environment. The intent was to develop a methodology which could be used to evaluate and select individual standards as well as compatible sets of standards. Initially the scope was limited to software safety and reliability standards. Since then it has been expanded to other areas. An initial scan of the available standards could lead to the conclusion that we are drowning in a multitude of safety standards. 
COMPARISON AND ANALYSIS
Criteria were identified and categorized that are important to the use of software safety and reliability standards in a regulatory environment. The criteria were developed such that they could be measured by a three-tier scale: 0 -not covered, 1 -cursory coverage, and 2 -comprehensive coverage. These evaluation uiteria highlight the essential concepts and issues that should be addressed or considered in a software safety or reliiility standard without stating how they should be addressed. The "how" decision must be made by each organization, consistent with their specific situation, since it involves both technology and policy.
Evaluation Criteria
Forty-three criteria form important components of any software safety or reliability standard used in a regulatory environment. They fall into six categories: General Factors, Product Characterization, PrCharacterization, Personnel Characterization, Risk Management, and Overall Standards Framework (See Table 1 .) The categories, criteria, and their defmitions as used in this study are given below. Table 2 compares the sample set against the evaluation criteria using the three tier scale identified above.
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Personnel Characterization. Personnel
Characterization also highlighted differences in approach taken by the six standards to software safety. The scoring for this category ranged from 1 to 5 out of a possible 8 points. Safety-specific training for end-users was mentioned in two of the standards. Four of them acknowledged that the role of human factors in system safety needed to be accommodated during the design phase. Three standards specified personnel competency requirements for persons involved in the design, implementation, and assessment of safety-critical or safety-related software. 
Sample Set of Software Safety Standards
The comparison of the sample set of software safety standards, which represents current thinking about -* software safety in the mid-199Os, leads to four observations. First, the commonality observed among them was a result of the standard's orientaria eg. product oriented, prwess oriented, risk management, --etc. rather than industry segment. Accordingly, it would be beneficial to the community that uses these standards, both industry and regulatory agencies, if the intended orientation(s) of the standard were stated in the introduction. Likewise, it would be beneficial if standards were written to fall within such boundaries and cover the criteria identified in a comprehensive manner.
Fourth, since the area of Personnel characterization is becoming increasingly important in software safety, all of the standards in the sample set could be improved in this area.
A -- Figure 10 . The goal should not be to find and select the "ultimate" standard. Figure 11 . Rather, the goal should be to select a balanced set of standards which adequately address each of the six evaluation categories.
A BALANCED DIET OF STANDARDS
Methodology
The methodology provides an organization a systematic framework from which to make a objective determination about the appropriateness of using a particular software standard. The methodology is very flexible. It can be used with any set of software safety standards. It can be tailored for a specific situation by adding (or deleting) criteria, categories, and/or subcategories. Scaling factors may be chosen for
