In a modern, civilized and advanced society, reliable authentication and authorization of individuals are becoming more essential tasks in several aspects of daily activities and as well as many different important applications such as in financial transactions, access control, travel and immigration, healthcare etc. In some situations, when individual equipment is required for confirmation of one's identity to other groups of people in order to make use of services or to achieve access to physical places, it is always necessary to declare self-identity and to prove the claim. Traditional authentication methods, which are based on knowledge (password-based authentication) or the utility of a token (photo ID cards, magnetic strip cards and key-based authentication), are less reliable because of loss, forgetfulness and theft.
having to claim their identity [3] . Among all other biometric traits, signature verification occupies an important and a very special place in the field of biometrics.
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Overview of Biometric Traits and Technologies
Biometric systems are a constantly growing technology, which have been widely used in many official and commercial identification applications. A biometric method is essentially a pattern recognition system which makes a personal identification decision by determining the authority of specific physiological or behavioural traits [4] . Nowadays a large number of biometric traits have been investigated and some of them are used in several applications. The diagram of a generic biometric system as specified in [39] is shown in Figure 1 .
Fig. 1. A Generic Biometric System
Each biometric technology has its strengths and limitations. It is not expected that one biometric trait will efficiently fulfil the needs of all the applications. The match between a specific biometric and an application is determined depending upon the requirements of the application and the properties of the biometric characteristic. A number of biometric characteristics have been in use for different applications [5] . Each biometric characteristic has its effectiveness and disadvantages, and the choice depends on the specific application. No single biometric is expected to successfully meet all of the requirements (e.g., accuracy, practicality, and cost) of all applications (e.g., digital right management, access control, and welfare distribution) [6] . In other words, no biometric is "optimal" although a number of them are "admissible." The suitability of a specific biometric for a particular application is determined depending upon the requirements of the application and the properties of the biometric 
