With the increasing popularity of mobile ad-hoc networks (MA4NETs), it becomes a challenge to integrate peer-to-peer (P2P) technique into MANETs efficiently. This paper proposes to integrate anycast routing technique to mobile P2P networks to reduce overhead and optimize query lookup service. We propose a novel anycast-based mobile P2P routing protocol for MANETs, called AMPP, which integrates Chord and anycast routing protocol at the network layer in highly dynamic MANETs. Our simulation results show that integrating anycast routing technique to mobile P2P network can reduce query lookup cost and improve network performance.
Introduction
Mobile ad hoc networks (MANETs) and peer-topeer (P2P) overlay networks are two popular research areas. Some highly structured P2P lookup algorithms have been proposed, such as Chord [1] , Pastry [2] , Tapestry [3] , and CAN [4] , which all employ Distributed Hash Table (DHT) technique. However, these P2P protocols only work in wired networks.
P2P networks and MANET share some key characteristics: service location and discovery, selforganization and decentralization. Both need to solve the same fundamental issue, connectivity [5] . Unfortunately, P2P and MANET research communities have been working largely separately.
With the increasing popularity of MANETs, it becomes necessary to efficiently integrate P2P technique into MANETs. However, bandwidth limitations, node mobility, and multi-access interference pose unique challenges to efficiently deploy P2P applications in MANETs. There are two approaches to implement structured P2P protocol in * This paper is supported by National Science Foundation under grants No.60433040.
MANETs: a layered approach which directly overlays P2P protocol on top of an existing multi-hop routing protocol for MANETs, and an integrated approach which integrates a P2P protocol with a multi-hop routing protocol at the network layer in MANETs [6] . However, the layered approach induces multiple layer redundancy and duplication in terms of messages and communication between nodes [7] . In [8] , an integrated approach which integrates Pastry [2] and DSR [9] protocol at the network layer is proposed. However, this approach relies on flooding of packets to discover and maintain routes and is based on unicast routing.
We propose to integrate anycast routing technique to mobile P2P networks to reduce routing overhead and optimize query lookup service.
Anycast, as an elegant solution for service discovery in the Internet, is a popular IP communication model, just like unicast and multicast [10] . Anycast essentially provides a means to locate and communicate with any one of a set of distributed servers or service access points within a network. IP anycast can provide automatic service discovery [11] . Anycast is more important for an ad-hoc network in terms of resource, robustness and efficiency [12] . Anycast technology and related dynamic routing functionality provides significant improvements to mobile network architectures [13] . In MANETs, anycast routing protocol can balance the network load and reduce the delay of packet and improve the network throughput. Anycast service can also improve performance of ad hoc network when mobility and link disconnection are frequent [12] .
There are three styles of IP anycast usage, service discovery, query/reply services, and routing services. They can be used for easy configuration, and improving robustness and efficiency for many applications or lower-layer protocols [14] . We deploy IP anycast in DHT-based Chord protocol at network layer in MANETs, both for new DHT members to find existing ones (service discovery), and for nonmembers to route queries to the DHT (routing service).
In this paper, we propose an anycast-based mobile P2P routing protocol for MANETs, called AMPP, which integrates Chord and anycast routing protocol at the network layer in MANETs. Our simulation results show that AMPP protocol can reduce overhead of network and improve network performance.
The paper is structured as follows. In section 2, we give some related works. We propose AMPP protocol in section 3, and perform simulation experiments in section 4. Finally, we conclude the paper and point out some future works related to this topic.
Related Works
Several studies have been done for P2P system in MANETs. The first approach to establish P2P file sharing for MANET is the protocol 7DS [15] . 7DS uses local broadcast transmissions for sharing web documents among peers in order to enable online web browsing without connected to the Internet.
DPSR MANET routing protocol is suggested in [16] , which applies Pastry to a MANET routing protocol DSR. A routing protocol named Ekta is proposed in [7] . DPSR and Ekta share the essence of integrating Pastry and DSR at the network layer. This is because that Pastry can find requested information more efficiently (namely O(logn)) than the regular MANET on-demand routing protocols. Both DPSR and Ekta use broadcast technique, resulting in flooding the whole network whenever a search for a node requires.
RINGS is proposed to reduce flooding at a certain extent [6] . However, RINGS does not support anycast. Proem is a P2P Platform for developing mobile P2P applications [17] . Proem Mobile supports 802.11b in ad hoc mode. But Proem does not consider the multihop mobile ad hoc networks. A cross-layer protocol that embeds a search mechanism in a geographical location service is proposed [18] .
Since it is first introduced in RFC 1546 [9] , IP anycast has been a popular technology. However, current researches in anycast technology mostly focus on wired network. For example, IP anycast is used for root Domain Name Service (DNS) servers in wired network. Anycast has potential implications on improving performance and providing easier access to distributed services and also has implications on improving the robustness of ad-hoc networks, especially given their highly dynamic nature. In general, IP anycast can be used as a simple, scalable, and robust service discovery mechanism. P2P technology can be used as service location mechanism in distribution mobile environment. Our AMPP protocol deploys IP anycast in DHT-based P2P application in MANETs.
AMPP Protocol Design
AMPP integrate DHT protocol operating in a logical namespace and MANET routing protocol operating in a physical namespace. The key idea of the integration is to bring the Chord protocol to the network layer of MANETs via a one-to-one mapping between the service keys of the mobile nodes providing services and their anycast-grouplds in the namespace.
In AMPP, Chord provides support for just one operation: given a service key, it maps the service key onto an anycast group providing certain service. Chord is used to locate the group providing a service and anycast routing technology is used to choose the best anycast member from the group.
In a Chord network, nodeld is a unique identifier of a node in the overlay network. The mapping between nodeld and IP address is assumed to be one-to-one. In AMPP, we extend the above assumption to allow multiple nodes to share the same anycast groupld to incorporate anycast. These nodes form an anycast group.
AMPP assigns unique 32-bit anycast-groupld to an anycast group in a MANET by hashing the IP address of a mobile node of the same anycast group by using a collision-resistant hashing function such as SAH-1 [20] . All members of each anycast group share the same anycast-groupld. In AMPP, service keys are hashed from services identifiers.
The format of the Route Request (RREQ) packet in AMPP routing protocol is illustrated in Figure. 1. In order to support Chord in network layer, we extend the original format of the Route Request (RREQ) packet of AODV protocol [19] with two new fields (Service key and anycast-groupld). Service keys are hashed from services identifier (or files identifier), and are received from application layer. Anycast-groupld is hashed from the IP address of certain anycast member node of the same anycast group. Whenever a source node wants a particular service (or data), a service key is first generated by hashing the service identifier in application layer and then is sent to network layer.
If the source node is a unicast node, it first routes queries to the DHT and DHT members (anycast members) locate the requested service, and by using IP anycast it can discover the closest service provider. If it is a DHT member (anycast node), it locates the requested service using Chord's lookup algorithm. Following we consider how to process service queries for an intermediate node.
(i) Current node n is a unicast node Because a unicast node does not provide any service, it broadcasts a Route Request packet (RREQ) with service key and a default anycast-groupld just for unicast node to neighbors.
(ii) Current node n is a DHT member (an anycast node)
If node n provides service key and is not the source node, a Route Reply (RREP) packet containing destination IP address and corresponding anycastgroupld is sent back to the source node. Otherwise it checks this group's finger table and selects an anycastgroupld s closest to the key using Chord's lookup algorithm. Then it checks all the routing table entry whose anycast group Id equals to s to find whether there exist a route for this communication. If there are many routes, it will choose the route with minimum hop count and the corresponding destination as server node. If there does not exist a route to any node in group s, it will re-broadcast the Route Request (RREQ) packet with service key and anycast-groupld s to other neighbors. Figure 3 shows an example of service location and discovery using our AMPP protocol. In Fig.3 , (ki, G(S1)) denotes that anycast group Si provides service ki, and RREQ(k1, S1) denotes a Route Request (RREQ) packet with service ki and anycast-groupld Si. Node D, E and F are in group G(S1) providing service kl, and node J, K and H in group G(St) providing service k,. 3. An example of service location and discovery When a unicast node A needs service kt, which is generated by hashing this service identifier, it broadcasts a Route Request (RREQ) packet with k, and a constant DEFAULT just for unicast node to neighbors. When a unicast node B receives RREQ(kt, DEFA ULT) packet from node A, it re-broadcasts RREQ(k,, DEFA UL ) packet. When an anycast node D in group G(S1) receives a RREQ packet, it locates service k, in the closest group G(S2) using Chord's lookup algorithm. Then it broadcasts RREQ(k,, S2) packet. When a RREQ(k,,S,) packet arrives at group G(St) providing service k,, anycast node H sends a Route Reply (RREP) packet with the information of destination IP address and corresponding anycastgroupld to the source node A. Node A checks all the entry of its routing table and selects the closest route for anycast-groupld equals to S,.
We assume that the number of anycast groups is steady in a MANET, so we consider the instance that a node joins or leaves an anycast group. When a mobile node attains a service, such as a file and a particular data, it can share its resource to other nodes and becomes a mobile peer. Whenever a mobile node joins or leaves an anycast group, it originates a request packet and sends it to network layer. The anycastgroupld is updated correspondingly, and broadcasts the information about updating information. L..
Iiz 4. Performance Evaluation
We use simulation model ns-2 to evaluate the performance of AMPP protocol and the layered approach with Chord directly layered on top of MANETs. In the layered approach, Chord is implemented over AODV as an application in ns-2. AMPP, being a network-layer protocol like AODV, is implemented as a routing agent in ns-2.
The random waypoint model [21] is used in which 50 nodes move at a speed uniformly distributed between 1-19m/s in an area of 670mx670m. During the 500 seconds long simulation process, all the data packets, each with the size of 512-byte, in the network are sent by the continuous bit rate (CBR) with initiating packets at the rate of 1 packets/second. There are four anycast groups and each anycast group has five anycast members. We control the offload of whole network by varying mobility and the number of traffic sources.
We evaluate the protocol performance by counting the routing overhead, the number of control packets at network layer. There are 6 different mobility models in our tests on mobile ad hoc network of 50 nodes. They use 100k (k=0, 1, 2, 3, 4, 5) seconds as node mobility pause time, which denote different node mobility. Figure 4 shows the routing overhead of AMPP and the layered approach as the network mobility is varied in case of 10 traffic sources. It can be found that the routing overhead of AMPP is much lower than that of the layered approach for all mobility models. To evaluate the overhead generated by both approaches, we also vary the number of traffic sources. From Figure 5 and Figure 6 , it can be found that as the traffic sources increases to 20, the difference between AMPP and the layered approach is more obvious but the overhead of two approaches are both descending with the increasing of node mobility. 
Conclusion and Future Work
In this paper, we propose a network layer routing protocol AMPP, which can reduce overhead and optimize query lookup service. AMPP combines advantages of IP anycast and DHT-based P2P protocol. Our simulation results show the improvement from our initial design of AMPP. Our further works include the optimization of AMPP and integration of a P2P file sharing application as a practical example of using AMPP.
