The computer systems connected to the Internet are exposed the threats of DoS/DDoS attacks aiming to destroy the server functions. The malicious users hijack the vulnerable PCs and generate the attacking PCs called as BOT. A large number of BOTs sends a huge number of anomaly packets to paralyze the server functions. The early detection methods for these anomaly packets are required to sustain the damage of DoS/DDoS attacks. Our previous researches have clarified that the source IP address and destination port number are efficient statistical variables to view the anomaly packet property.
