A s the new millenium approaches, managing information will become a greater issue. Information changes so quickly that health professionals can barely keep up. The current word for managing information is "informatics," which continues to surface in the literature. When attempting to find the word informatics in the Oxford dictionary (available on the Internet), the search continually comes back that no such word could be found. However, when searching the Internet Web sites for the word, over 172,000 sites were found currently using the term.
While the need to manage this information is a critical issue for the occupational and environmental health nurse, there is a virtual "speed bump" on this information highway that looms in the near future. This obstacle will appear on January 1 in the year 2000. While many are predicting doom and gloom on this day, it is important to remain pragmatic, and not get excited. However, there are some concerns about what may take place. On this day everyone will have to face Y2K, and should begin to prepare for it now.
Numerous articles have been written about the "millenium bug," also known as the year 2000 or Y2K issue. What exactly is this thing? Is it the product of doomsayers, or the attempt by some technically advanced individuals to make a fast buck preying on the fears of those who know little about computers? Although no one is in the position to predict the future and can not really tell what is going to happen, this column provides some information and increases awareness about the nature of the problem so that everyone can decide for themselves how significant the issue is.
WHAT IS THE V2K CONCERN AND HOW DID IT HAPPEN?
When computers first entered the business world, they were very expensive. The expense was tied to speed (how fast the computer could work) and storage space (how much information it could hold). Much of the information was stored on cardboard or paper cards punched with holes. One of the objectives for early programmers was to squeeze as much data as possible on a card. Programs dealing with dates were compressed by using a six digit nomenclature. For example, the date Sept 30, 1953 would be entered as 09/30/53. This method uses two less spaces than 09/30/1953. Consequently, computing was faster and consumed less space. During the 1950s and 1960s, this made sense. Unfortunately, programmers lacked foresight to see what would happen in the not so distant future when the two digit year went from '99 to '00. This system is still used today. In fact, it is likely not a day goes by when this nomenclature is not used. It is on driver's license, credit cards, paper forms, computer forms, and all types of official documents. So, why is this a problem?
If a person was born on January 30, 1931 and a computer is given the task of determining their age, it subtracts the birth date from the current date. Using the current year, 1998, the computer takes 98 -31 = 67 to calculate age. Simple, but what happens in the year 2000? The computer figures 00 -31 = -31, which is inappropriate. No one has an age of negative 31. Humans know that, but computers don't. Soon people will be wondering why they have stopped getting their social security checks, not realizing that the computer that decides who gets the check is not interested in people who are negative 31 years old.
Are other things going to be affected? Absolutely. People may be wondering why their credit cards don't work. What happened to the interest rate on their 30 year mortgage? All these items are date sensitive, controlled by a computer using the six digit system.
SIMPLE SOLUTION?
This is the essence of the millennium bug. Workda ys are full of processes that use computers. Why not just rewrite the program or software? This may have to be done in some instances. However, it may be more complicated than simply changing the program. The software being used may have some date sensitive code or programmer language in it, but finding it may be very difficult. Dates are embedded into programs with all types of strange programming methods, many of which do not look anything like dates. Some older programs are written in a language familiar to only a handful of people throughout the world.
It is important to keep in mind how quickly computers and software have become outdated in the past few years. The old mainframe software, used by many government agencies and large institutions, is ancient by current standards. Even if someone did know how to re-write the program, it may take them years to find all of the date items in it. Many programs today have millions of lines of code (programming sentences). It would take a very long time to find all the dates and probably twice as long again to test the changes (debug) to see if they are going to work.
What also makes this programming task unique is that the deadline cannot be moved . While most new software programs being developed never meet their initial deadlines, January 1,2000 is going to happen.
Another concern is not in the software, but in the computer itself. All personal computers (PCs) have a BIOS (basic input output system) chip that keeps track of important things, including the date and time. The software may be fine but if the BIOS chip is not, the problem still exists. A number of information 264 INFORMATICS technolog y (IT) speciali sts for companies are recommending that companies buy all new hardware and software rather than even try to tackle the problem .
IMPACT ON NURSING PROCESS
Will this problem affect currently used computer systems? If it is more than a couple years old, dates are entered using a six digit format, or the computer must perform any type of date/time calculations, yes. The example above shows one type of date calculation (age), but there are many. Some programs use date in subtraction (age), but others add, multiply, and divide. Leap years are sometimes calculated by dividing four into the current year. This could be a problem when the year is 00. Some systems may lock up if they were not programmed on what to do if there are no (00) years. There are important questions to consider:
• Do you have programs that are critical and date sensitive?
• Are you running case management software that tracks how long employees have been on restrictions or gives you reports on the average length for cases?
• Do you have software that tracks employee visits to the clinic or lets you know when an employee's next OSHA required physical exam is due?
How will people know if their systems will work after 11112000 (getting in the habit of using four digits for the year)? First, it is important to talk to the IS (Information Systems) or IT (Information Technology) department to see what they recommend . If there is no support for the computer system , calling the software manufacturer or the location where the computer was purchased is an option. Some people are recommending to go the dateitime setting for the PC, change the date to 12/31/99, and set the time to about 11:55 PM. Next, save the settings, shut off the PC, come back in about 10 minutes, turn on the computer, and see what happens. Though this has been done on the author' s PC with few effects, it is important to realize that the system may fail and help may be needed to get things back to normal. Also, it is important to make sure there is a back up of all critical data (a total hard drive back up is strongly recommended) before attempting this activity. Now that the issues surrounding computers and software have been discussed, it is important to consider their implications. The world is not just a computer environment; more precisely, the world is a microchip environment. If one looks around, many items contain an embedded microchip. Most new watches are digital. So are calculators, display telephones, and digital thermometers. The list goes on and on.
Cars (if less than 10 years old) have many microchips. How many of these items are date or time (which may just be a product of the date) sensitive? What can be done ? It is important to start thinking about the health services department now and take a systematic approach . One can start by taking an inventory of all the items in the area that may be affect-MAY 1998, VOL. 46, NO.5 INFORMATICS ed (computers, software, and embedded chips), including the uncertain ones. The next step is to call or write the manufacturers of all these items asking if their product is year 2000 compliant. A sales representative may report that it is. It is best to ask for an official letter from manufacturers stating that their devices will work as advertised after the tum of the century. During this process , it may become apparent that some product s will not work properly. These manufacturers may offer some form of upgrade or they may simply state that it is necessary to purchase a new system. This may not be the best news, but it is better than finding out on January 2, 2000.
Starting now, there are less than 2 years to plan. Even if the manufacturer has reported that everything will work, it is important to be sure to back everything up (especially important programs) before the first of the century.
Is there really going to be mass chaos on January 1, 2000? Who knows. Governments, banks , and insurance companies have begun to scramble. However, many believe it is too late. These institutions have huge programs on old computers that are extremely date sensitive. Perhaps nothing will happen except some major inconveniences. I suppose we will have to wait until the new year to find out.
