INTRODUCTION
With the increasing speed of military development, the way of war in modern society has become more and more various. For the air assault, enemies always use multi-headed missiles and multiple times of attack to destroy the targets. Hence, it has become an important factor for naval gun system analyzing and arranging the threat degree of air multi-targets [1] [2] [3] . Judgment in time will be an essential factor for warfare today. If the assessment of the threat degree had some distortion or error, there will be a disaster for our defense system. As for the naval gun system these days, more and more defense missions were arranged by the operational headquarters. For preventing the assault from enemy, and establishing a comprehensive defense system [4] [5] [6] , the naval force has to be the first defense system combating with enemy.
So how to give out the correct decision of threat degree has become the essential thing to be solved. In the past, we used several methods such as the previous experience, the short-cut route [7] , the Fuzzy Relation [8] [9] [10] , the method based on time and space [11] [12] and the Genetic Algorithm [13] which cannot satisfy all the circumstances of modern warfare. Judgment which is based on previous experience always gives out the wrong result and will miss the right time to fire because its result included so much personal influence. In addition, the method which is based on short-cut route only takes one of many influencing factors of threat degree analysis into consideration. It only considers the short-cut route which only contains the influencing factors of slope distance and course angle. Moreover, the Fuzzy Relation, which uses a new fuzzy model to analyze the threat degree of every target, only considers the main influencing factor (the maximum influencing factor of the target). The result of the Fuzzy Relation analysis has some degrees of distortion due to its ignorance of other relevant factors.
Low relevant factors do not mean that they have no influence on the result, so we should not make the assessment only by the main one. In addition, the method based on time and space is combined with threat path, network and threat status to analyze the threat degree. Although this method takes network and threat status into consideration, it only uses the threat path as the threat degree assessment of practical target. The method of Genetic Algorithm also has limitations in practical applications. That is the limitation of their working circumstances and the consumption of system recourses.
Therefore, that how to analyze the threat degree of air multi-target effectively and acquire a timely reaction have become an essential thing for the research of naval gun defense system. This paper compares and analyzes previous algorithms, and uses a new analytical model of the grey correlation [14] and correlation coefficient [15] to analyze the threat degree. Grey correlation can give out the proper threat status of targets, and the correlation coefficient can provide the right relationship between influencing factors. The new model which uses relative functions to quantify all the factors can influence the judgment of threat degree in naval gun defense system. According to the quantification by the calculation of the new model, we can obtain the arrangement of the target threat sequence and simultaneously attack the multi-target by the defense system. As a result, through a lot of practical experiments and applications the new method has proved that it can be used to analyze all the factors, which ensure its accuracy and efficiency.
THREAT DEGREE ANALYSIS

Influencing factors of threat degree of different moving stages
We know that in the naval gun defense system, there are many kinds of different moving targets. Every target has its own moving stage which changes with time. Each factor of the target has its own threat degree. Defining and judging the threat degree timely is the essential mission for the defense system.
In each working period of defense system, the moving stage of each target is provided by tracking radar. Through the data provided by tracking radar, we can make the judgment of threat degree of each target. However, the tracking radar can only provides a limited number of information about the targets. Therefore, we must make use of every piece of useful information which is provided by it as much as possible.
In the naval gun system, factors which can influence the threat degree and the threat degree principle they obey are shown as follows:
(1) Slope distance: This factor is negatively correlated with threat degree. That is to say, the threat degree is increased with the decrease of slope distance, and vice versa.
(2) Flight speed: It is positively correlated with threat degree. That is, the threat degree is increased with the increasing flight speed.
(3) Flight altitude: The threat degree is increased if the distance between target and the defense system is decreased.
(4) Course angle: It represents the meaning of the angle between the flight direction and the point of the defense system. The target will be more offensive if the angle is becoming smaller. So, the threat degree is increased if the angle becomes smaller, and it will be more offensive to our defense system.
Factors provided by tracking radar are shown in ܱ is the point of defense system, ‫ܯ‬ is the target point. So ݀ is the slope distance; v is the flight speed; h is the flight altitude; ߣ is the course angle.
Because of the various influencing factors of air target, especially the motion factors, we employed the short-cut route method to analyze the threat degree previously. However, this method cannot reach the correct and efficient result of threat degree. It ignores some kind of factors of the target movement which leads to some certain degree of distortion. The calculation method of the short-cut route ‫‬ can be obtained in Figure 2 :
ܱ is the point of naval gun defense system; ‫ܯ‬ is the target point; ݀ is the slope distance; ߣ is the course angle; ܰ is the point of the projection on the course. We can see the formula of the short-cut route ‫‬ in formula (1):
3 A NEW ANALYTICAL MODEL OF THREAT DEGREE
Build the relative function of threat degree
Function of slope distance
We always consider the distance which is more than 10km will have no threat to our defense system, so it should be 0 when it is more than 10km.
݀ is the slope distance, ߙ is a constant.Take ߙ = 0.001݇݉ ିଶ for the function.
Function of flight speed
The flight speed is the main reason which can influence the blast area of air defense. If the flight speed were different, it would have different threat degrees even if they are aiming to the same target. The threat degree range is as the same tendency as the range of flight speed.
‫ݒ‬ is the flight speed of target, ߙ is a constant. Take ߙ = ‫݉/ݏ500.0‬ for the function.
Web of Conferences MATEC
02013-p. 2 
Function of flight altitude
If the target decreased its altitude, it would be more difficult to be found by the defense system. So it will be more aggressive to our defense system. Moreover, due to the previous experience, the target which has the altitude of more than 1km will have none or only a small degree of threat to our defense system. We define the function of flight altitude in formula (4):
ℎ is the flight altitude of target, α is a constant,.Take ߙ = 0.005݇݉ ିଶ for the function.
Function of course angle
When the course angle is greater than 90°, the target has no threat to our defense system because its course direction is opposite to our system. On the contrary, when the course angle is less than 90°, the threat degree is rapidly increased. So we define the function of course angle in formula (5):
ߣ is the course angle, ߙ is a constant. Take ߙ = 0.005 for the function.
Decision-making of threat degree
For the threat degree of single target X ୧ , we use functions (1)-(5) to calculate the threat degree of each influencing factor. The threat degree of each factor can be obtained in formula (6):
If the target number is ݊ , the ݊ × 4 decision-making matrix can be obtained in formula (7):
Take the maximum value of each line in matrix ‫ܣ‬ for the best reference sequence ߙ , and take the minimum value of each line in matrix ‫ܣ‬ for the worst reference sequence ߚ. They are in formula (8) :
Extend the best reference sequence ߙ and the worst reference sequence ߚ to be matrixes which are the same in every line. After that, the difference matrixes of the best reference sequence ‫ܤ‬ and the difference matrixes of worst reference sequence ‫ܥ‬ can be obtained in formulas (9)- (10):
Assume that the minimum value in matrix B is ‫ݔ‬ ଵ and the maximum value is ‫ݕ‬ ଵ . The element of matrix B is ܾ . So the incidence coefficient matrix ‫ܦ‬ of the best reference sequence can be obtained in formula (11) :
ߩ is the distinguishing coefficient, and the value range of it is [0,1]. Generally speaking, the differences between correlation coefficients can be improved if the value of ߩ decreased. We usually take ߩ = 0.5.
Similarly, the incidence coefficient matrix ‫ܧ‬ of the worst reference sequence can be also obtained by formula (11) . The minimum value of matrix ‫ܥ‬ is ‫ݔ‬ ଵ and the maximum value is ‫ݕ‬ ଵ . The element of matrix ‫ܥ‬ is ܿ .
Due to the different quality of each threat degree influencing element, the weight of each element in the matrix system is different. The total weight equals 1. So we can define that if the weight of each influencing element is ܹ = ‫ݎ[‬ ଵ , ‫ݎ‬ ଶ , ‫ݎ‬ ଷ , ‫ݎ‬ ସ ], weights can be calculated by formula (12):
The best correlation threat degree ߟ from the best reference sequence and the worst correlation threat degree ߛ from the worst reference sequence can be obtained in formula (13) :
Finally, we use the best correlation threat degree ߟ and worst correlation threat degree ߛ to calculate the comprehensive correlation threat degree of each target ߜ in formula (14) :
If the value of the comprehensive correlation threat degree becomes greater, our defense system rates will become greater for the threat degree. It is the finally
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ANALYSIS OF APPLICATION EXAMPLE AND COMPARATION OF RESULTS
The practical example of 8 targets is shown in Table 1 , and the elements of influencing factors of them are ܺ = (ܺ ଵ , ܺ ଶ , … , ܺ ଼ ) ் . The threat degree of short-cut route is shown by Figure 3 : Figure 3 . Threat degree analysis of short-cut route.
Therefore, through Figure 3 , we can easily found that the threat rank of the 8 targets.
x ଶ > x ହ > x > x ସ > x ଷ > x > x ଵ > x ଼ We can see that the greatest one is target 2, and the lowest one is target 8.
Threat decision-making of the grey correlation
Second, we use the new model to analyze the threat degree of the 8 example targets. The new method analyzes the threat influencing element of slope distance, flight speed, flight altitude and the course angle. With the definition of functions relate to them, we can calculate the threat contribution of each factor. In the end, use the reference sequence and relation coefficient to determine the final threat degree of each target.
According to the weight decision functions (2)- (5), we can obtain the 8 × 4 dimension decision-making matrix A. By using formula (9), we can obtain the difference matrixes of the best reference sequence ‫.ܤ‬ (12), we can obtain the weight of each influencing element ܹ . They are shown in Table 2 : Use the data calculated before in Table 2 , we can obtain the best correlation threat degree ߟ of those 8 targets by formula (13) . The minimum value of matrix ‫ܥ‬ is ‫ݔ‬ ଵ = 0.00000 and the maximum value is ‫ݕ‬ ଵ = 0.97531. The incidence coefficient matrix of the worst reference sequence ‫ܧ‬ can be calculated by formula (11) . The weight of each influencing element ܹ is shown in Table 3 : From the data which is shown in Table 3 and formula (13), we can obtain the worst correlation threat degree ߛ of those 8 targets. As it is shown in Figure 4 , we can obtain the final threat rank of each target.
x > x > x ଵ > x ଶ > x ସ > x ଷ > x ଼ > x ହ We can see the target 6 is the greatest one in term of threat degree while the lowest one is target 5.
According to the discussion from the specialists and the practical applications, the threat rank which is calculated from the new model is an efficient and accurate method for the defense system. In addition, our method can be easily used in modern warfare.
Contrastive analysis of threat decision-making
From the previous analysis of threat decision-making, we obtained two different threat ranks of 8 targets.
Result analysis of the short-cut route method
From 2.1, we obtained the threat rank from short-cut route method:
x ଶ > x ହ > x > x ସ > x ଷ > x > x ଵ > x ଼ Take target 2 and target 5 as the examples. As for target 2, although it reaches the greatest value according to the short-cut route, it ignores two main factors (flight speed and flight altitude) because of the fundamental reason of the method.
As for target 5, its course angle is more than 90°a nd its flight direction is opposite to our defense system, so it has no such practical threat.
As for target 1, the decision-making of target 2 and target 5 obviously have a certain degree of distortion. Although this method can be used in some certain circumstance, it cannot receive the correct threat rank of every target due to the ignorance of other influencing factors.
Result analysis of the new model method
From 2.2, we obtain the threat rank from the method of new analysis model: x > x > x ଵ > x ଶ > x ସ > x ଷ > x ଼ > x ହ Also, we take the same target (target 6 and target 5) as examples to compare with the performance of two methods.
As for target 6, although its short-cut route is not the minimum one, its threat degree is greater because of the higher speed and the lower flight altitude. It takes the flight altitude and flight speed into consideration which are very essential for the threat degree analysis. From our experience, we know that the low altitude can lead the distortion of detection radar which can be more aggressive than the one with higher altitude. In addition, the high speed target can lead to the lower defense efficiency and influence the lethal zone of naval gun. Therefore, they are also the essential factors for our threat degree assessment. We can also see that in the method of short-cut route, and the threat degree of target 6 is greater (it achieves the third place in rank).
As for target 5, it has no such threat to our defense system due to its course angle which is more than 90°. So the threat degree of target 5 should acquire the lowest value. However, in the method of short-cut route, it is secondary in terms of threat degree. Therefore, it is obviously that the previous method has a certain degree of distortion.
According to the analysis results, we can see that the method of short-cut route has a certain degree of distortion and cannot reflect the accurate threat degree of the targets. However, the new analytical model, which takes every relevant influencing factor into account, is more considerable and more accurate for the decision-making in the defense system.
As for the consideration of computing time, we use practical application to verify the usability of the new method. The final consumption of time which is used by the new method is in the range of the theoretical time. As for the consideration of the consumption of system recourse, new system has no such complex calculation and it can be used in any condition of circumstances.
CONCLUSION
For the modern warfare, it has become stricter that the naval gun defense system must give the correct action immediately. Because of the multi-targets threat, the threat degree analysis has become the essential thing to overcome in modern society. Correct decision and efficient defense can prevent the defense system from destroying and even can make a great change for the whole war situation. This paper uses a new analytical model of grey correlation with practical examples to analyze the threat degree, and uses the result which is calculated from it to compare with the result calculated from the old method of short-cut route. From the contrastive analysis, we can find that the new model is efficient and accurate that behaves very well in practical application, while the old method always cannot give out the correct threat degree rank and has a certain degree of distortion. This new model can be used in theoretical time range and it has very little consumption of the system recourse.
As we all know, for example, the bombardment aircraft has a greater level of threat degree than reconnaissance plane. However, due to the diversity of target character, the threat level of different kinds of targets cannot be measured. This problem should be possibly solved in the future.
