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Abstract 
Efficient beacon delivery and accurate GPS position acquisition are key factors in designing robust safety applications in VANETs. 
Consequently, minimum delivery delays for beacons and accurate vehicle positional information are crucial parameters to avoid 
any upcoming emergencies on the road such as vehicle collisions or other hazardous situation. This paper studies the accuracy level 
of GPS acquired positional information and evaluates the effects of beacon transmission frequency and beacon size on beacon 
delivery delays by performing experimental field tests on four vehicles. Our experimental results indicate that the GPS acquired 
position may vary from the actual position of the vehicle, and that the packet size and broadcasting frequency are key factors in 
achieving high performance for safety applications in VANETs. 
© 2015 The Authors. Published by Elsevier B.V. 
Peer-review under responsibility of the Conference Program Chairs. 
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1. Introduction 
Vehicular Ad Hoc NETworks (VANETs) have witnessed intense research interests over the past few years1. VANETs 
are used to facilitate inter-vehicular communication with the intention of improving road safety, traffic flow efficiency 
and comfort of the road journey in our day-to-day life. The VANETs facilitates direct communication between 
vehicles without the need for expensive infrastructure. VANETs rely on peer-to-peer communication between vehicles  
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to satisfy the communication needs of a large class of applications (e.g., collision avoidance, lane changing assistance 
and traffic flow management). The VANETs can be supplemented or, in some situations, replaced by roadside 
infrastructure, allowing for Internet access and several other applications2.   
1.1. VANETs Applications  
The Application spectrum of VANETs can be broadly classified into three categories, namely active road safety, 
traffic flow efficiency/management, and infotainment services. The most important of these three is the road safety 
related application, which represents as one of the major benefits by employing VANETs. The safety applications are 
primarily employed to reduce the probability of traffic accidents and the loss of life of the passengers. One of the key 
features of VANETs safety applications is the time constraint, where the messages should reach the recipients within 
a specific time constraint. Since the timely exchange of safety messages are crucial to avoid accidents, quick delivery 
is an important design factor in VANETs protocols. 
Traffic flow efficiency and management applications are used to manage and organize traffic systems by 
controlling the movement of the traffic in a smooth manner. The flow and management of traffic is obtained by 
providing periodic coordination between vehicles and active assistance to the drivers. These applications are more 
delay tolerant as compared to road safety applications but require larger bandwidth. This is because delayed or lost 
information does not render the application useless3.  Infotainment applications are used for many services, such as 
for leisure and enhancing passenger comfort.  
1.2. Beaconing 
One of the most important features underlying active safety applications in VANETs is “Beaconing”, which is 
performed as short range single hop periodic message broadcasts4. This process is essential in gathering neighbouring 
nodes information such as positioning coordinates, mobility speed and movement direction5. An efficient beaconing 
technique is crucial in designing a robust safety application. Two of the central design parameters for beaconing 
applications is the delivery of packets as quickly as possible and to obtain highly accurate positional information. As 
a consequence, the packet delivery delay should be kept minimum and positional information from GPS sensors 
should be extremely accurate which assist in timely and accurately identify an upcoming emergency situation on the 
road, such as vehicle collisions or other hazardous condition. Beacons are usually broadcasted at very high frequency 
of the order of tens of milliseconds to guarantee message delivery even when the message reception is poor in the 
network. Positional information is also crucial since it is needed in a number of safety applications such as intersection 
collision warning, lane changing assistance and cooperative forward collision warning. Errors in positional 
information could lead to catastrophic situations on roads. It is essential to design a beaconing application prototype 
which delivers messages with minimal delay and accurate position acquisition from the GPS as they are the spine of 
cooperative awareness and other transportation safety applications. This work studies the effects of parameters that 
influence the delivery delay of beacons and accuracy of GPS acquired positions in various road scenarios. 
1.3. Related Work 
The authors in 6 have carried out various field tests to evaluate the car-to-car and car-to-infrastructure applications 
in the real world scenario to demonstrate that VANETs can indeed enhance road safety, traffic efficiency and travel 
comfort. Moreover, a number of researchers have designed an enhanced emergency warning system7 and tested it 
using and ambulance to initiate and disseminate the emergency message in the network. 
In 8, the authors have performed field experiments based on an accident warning system algorithm, designed for 
highway scenarios using IEEE 802.11g standard devices. It was concluded that using the suggested algorithm around 
40% of vehicles could be saved from being involved in a chain accident.  
The study in 9 has proven analytically that increasing message arrival rates may increase the packet delivery delays 
and that high mobility of vehicles has minor impact on the performance. Similarly in 10, a performance evaluation in 
terms of delays was carried out, but limited to analytical and simulation methods only.  
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Our work differs from the previous works reported so far by carrying out an evaluation of beacon delivery delays 
in vehicle-to-vehicle communication by creating an exclusive custom-built prototype and a socket program which can 
be manipulated according to the needs of the broadcasting scheme. Our prototype for beaconing is also capable of 
calculating inter node distances between the nodes through GPS obtained coordinates (explained in Section 2.2). 
Single hop periodic beacons are generated through our beaconing application and the time required for their delivery 
to the recipient vehicle is monitored. It is observed that most of the field tests performed so far have evaluated 
VANETs in terms of PDR, PIR, RSSI. Field tests have been performed to evaluate the delivery delays over a range 
of 2000 packets being broadcasted per test, which is in contrast to other field experiments which have considered only 
up to few hundreds of message broadcasts11. By obtaining an average result of these large number of packets in a 
series of field tests, we believe that we have a greater chance of avoiding any noise in the achieved results12. These 
field tests have been performed to study the impact of various parameters on the packet delivery delay in vehicular 
communication.  In addition to this, the optimum configuration of these packets to attain a minimum packet delivery 
delay has also been investigated through analysis of the experimental results.   
The remainder of the paper is organized as follows. Section 2 discusses the Experimental setup including the 
hardware, the prototype application and the test scenarios. Section 3 discusses the results and Section IV concludes 
the paper. 
2. Experimental Setup 
In our field tests, we have investigated the communication range of vehicles on the move with Wi-Fi transceivers 
configured for a 30dBm of transmission powers. This is followed by measuring the beacon delivery delay incurred by 
our designed beaconing application under varying parameters. 
2.1. Hardware  
The experiments have been performed using up to four sedan vehicles, each of which acts as a node in the setup 
VANET. Each vehicle is equipped with a laptop (as a data processing unit), a Wi-Fi network adapter, an Omni 
directional antenna and a mouse GPS receiver. The laptops were running on a 64 bits Linux-based Ubuntu 14.04 
operating system and were connected with the antenna to extend the wireless range and performance. The GPS is 
configured at each node to give the required output in the NMEA format at a baud rate of 4800. The list of devices 
used in this experiment is listed in Table 1. The hardware configuration adopted for this experiment is listed in Table 
2. 
2.2. Prototype for Beaconing Application 
An effective, flexible and reliable prototype for a beaconing application plays a major role in yielding effective 
results during field experiments. The programming needed for performing experimental field tests on VANETs is 
developed based on a UDP socket program. In the executed experiments, two processes run at each node which are 
the packets sending process and the packets receiving process.  
 
Table 1. List of Devices Used 
 
Hardware Device Device Brand Device Model 
2.4GHz 8dBi Indoor 
Desktop Omni-
directional Antenna 
TP-Link TL-ANT2408C 
USB Wireless WiFi 
Network Adapter 
Alfa AWUS036H 
Mouse GPS Globalsat BU-353S4 
 Data Processing Units 
(Laptop) 
Toshiba Satellite C660-
24E 
 
  
Parameter Details 
Channel 1 
Version IEEE 802.11b/g 
Transmit Power 30dBm 
Antenna Gain 8dBi 
Frequency Range 2.412-2.462 GHz 
Beacon Frequency 10 Hz 
Beacon Size 512 bytes 
Table 2. Hardware Properties 
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 The UDP socket is developed using the C language for exchange of the periodic beacons, which is a connectionless 
datagram socket. Each of the packets (beacons), which is also known as the “Hello” packet, is broadcasted to every 
other node in the VANET. In addition to the socket program, a number of file handling functions were implemented 
to record the time the packets are sent and received at each node. 
Another important function deployed in the application is the calculation of the distance between the nodes by using 
the Haversine formulas (1-3) that takes into consideration the GPS coordinates of the sender and the receiver. This 
function is required to keep a continuous record of the changes in inter-node distances between the nodes during the 
transmission range test, which are discussed in Section 3. 
 
a = sin²(Δφ/2) + cos φ1 ڄcos φ2 ڄ sin²(Δλ/2)               (1) 
c = 2 ڄatan2( √a, √(1−a) )                 (2) 
d = R ڄ c                   (3) 
where φ is latitude, λ is longitude, R is earth’s radius (mean radius = 6,371km). 
 
With the reception of each beacon, the calculated distance between the sending and receiving nodes is recorded in 
a file along with the corresponding coordinates and MAC addresses of the sending node. This is further used to test 
the accuracy of the distance measured by the GPS coordinates formula with respect to the actual distance, measured 
by a laser range finder (LRF) in static mobility experiments. The GPS receiver receives information in the NMEA 
format, which is constantly saved into a file. Then the AWK scripting language is used to extract the location, and 
UTS time of the receiver node and the sender node. The data being sent in each of the packets comprises of the location 
coordinates in latitude and longitude, the MAC address of the sender/receiver, speed and the corresponding UTS time 
of the GPS clock The size of each packet flowing through the network is 512 bytes, sent at a rate of 10 packets/second 
(100ms interval). A total of 2000 packets are sent from all the nodes in the network for each experiment, and the 
number of receiving packets is noted. Each experiment is repeated five times to enhance the accuracy in results. 
2.3. Scenarios 
 A number of dynamic mobility and static field tests are performed to calculate the beaconing delivery delay. Speed 
of the vehicles in dynamic mobility mode is considered between 60-90km/h that is carried over a service lane road 
with two vehicles, as shown in Figure 1 (a). Tests performed in this scenario comprises of a 3.2 km stretched road of 
single track with minor curves and a couple of speed breakers (road humps).  
 
(a)    (b)    
 
Fig. 1. (a)  Map reporting the Dynamic mobility test route; (b) Map reporting the Static moblity test area 
On the other hand, static field tests using four vehicles are performed at a parking lot, shown in Figure 1 (b). The 
described area is chosen since it is a large and open area with practically desired empty space.   
3. Results 
3.1. GPS Sensor Data 
In order to study the maximum transmission range of the used Wi-Fi adapters and the GPS acquired positional 
accuracy, initial calibration experiments are performed to determine the maximum transmission range at a 30dBm 
transmission power configuration. One node (vehicle) is located at a fixed point at the beginning of the open terrain 
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shown in Figure 1(a), while the other one is moving away from the first node. Each time a packet is received by the 
stationary node, the inter node distance between the two nodes is measured by the beaconing application. To examine 
the influence of increasing inter node distance on the network throughput, internal calculations and display of packets 
received per second in real-time are plotted in Figure 2(a). The last recorded inter node distance value denotes the 
maximum communication range obtained out of the experiment. As seen in Figure 2 (a), the maximum transmission 
range for the configured transmitting power of 30dBm reached up to 2500 m.  
Another noticeable trend is observed in the network throughput (packets/second) presented in Figure 2 (a). As the 
moving vehicle moves further away, the throughput declines dramatically, which proves that larger inter node distance 
play a degrading role on the network throughput. The obtained maximum communication range are not necessarily 
going to be the same in all road environments and traffic density conditions, since the range can be affected depending 
upon several factors such as obstacles, road terrain, signal interferences and fading channel effects. The results in Figure 
2 (b) illustrate the raw data received by the GPS receiver sensors in the VANET. It can be seen that there is a lot of 
additional noise in the received data which actually displays a miscalculated location received by the mouse GPS at 
some points deflecting away from the overlapping red and black curves. Both the results in Figure 2 were performed in 
dynamic mobility mode that is depicted in the road area shown in Figure 1 (a). 
 
Fig. 2. (a) Maximum communication range tests for 30dBm ; (b) GPS Collected Raw Positional Information 
3.2. Beacon Delivery Delay 
It must be noted that the delays calculated in the results below consider the total delay and are performed in static 
mode as shown in Figure 1(b). The total delay considers the propagation delay, transmission delay, queuing delay and 
the message processing delay. This is because, for safety messages applications, we are concerned about the total time 
it requires for the message to be received at the receiving node.  
 
x Effect of Beacon Size: 
As seen in Figure 3 (a), the broadcasted packets’ size by each of the four nodes has been increased from 125 
Bytes to 1500 Bytes while the remaining beaconing properties are kept constant as mentioned in Table 2. The 
beacon delivery delay in the network varies linearly with the increasing packet size. It can be observed that 
with each increase in packet size by 250 Bytes, the delay increases by a value ranging between 2-4 milliseconds 
on an average. This is due to the additional time required to transmit the larger packets on to the communication 
 
 
Time (Seconds) 
 
Fig. 3. (a) Varition of beacon delivery delay with Beacon size ; (b) Varition of beacon delivery delay with Beacon Frequency 
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link between the transmitter and the receiver. Hence, from a fast reception point of view, it can be commented 
that smaller sized packets are better than larger ones for safety message dissemination.  This will guarantee a 
quick and efficient delivery of safety messages between vehicles. 
 
x Effect of Beacon Frequency: 
Figure 3(b) presents the result of varying the packet frequency from 10 packets/second to 70 packets/second to 
study the effect of increasing the network load on performance. The effect of increasing number of packets is 
visible in terms of total delay, which follows a rising trend in delay with increasing number of packets. This is 
caused by the contention in the channel access due to congestion generated by four simultaneously broadcasting 
nodes in the network.  
4. Conclusion 
In this paper, we have presented a measurement-based performance evaluation of a custom-built beaconing 
application for VANETs. We have developed the beaconing application based on a UDP transport protocol. We have 
performed initial calibration experiments to study the maximum transmission range of the Wi-Fi transceivers 
connected with antennas mounted on the roof top of the vehicle. In this experiment, we measured the network 
throughput as a function of distance from the sender. The obtained results have also been supported with an empirical 
fact that increasing inter node distance will caste a deteriorating impact on network throughput. The positional 
accuracy acquired by the GPS receivers was also perceived in the field test and was observed that the GPS positional 
information did not provide a high accuracy in the acquisition of location coordinates, which was evident from the 
noise perceived in the received data of the internode distance curves.  
Another important contribution of this study is field-test based study of the total beacon delivery delay. On 
increasing the packet size, the delivery delay has been found to increase linearly. The effects of increasing packet 
frequency also increases the beacon delivery delays due to the increasing contention over the channel access. Our 
prototype was successful in designing a beaconing application, with beacon delivery delays of approximately 12ms 
for 512 bytes sized packets being broadcasted at a frequency of 10packets/second.  
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