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Abstract 
An important task in developing an intelligent system is to model and represent human knowledge and its uncertainty. 
There are various types of uncertainty, and randomness and fuzziness are among the most important. Handling these two 
types of uncertainty appearing simultaneously in a system can be critical to support real world applications. We have 
developed the Knowware System (KWS) as an intelligent tool to support application developers in constructing customized 
hybrid knowledge-based systems (KBSs) without requiring developers being familiar with relevant intelligent techniques. 
The interval-valued confidence (IVC) has been introduced to represent fuzzy truth of facts and knowledge in hybrid KBS 
constructed by the KWS, and the hybrid logic has been adopted for an extended rule-based reasoning in the KWS. As part 
of our continued work, in this article, we further define an extended interval-valued confidence (EIVC) to handle both fuzzy 
truth and randomness of facts and knowledge in the KWS inference under the hybrid logic, by representing probability as 
an uncertainty measure on fuzzy truth. 
 
© 2013 The Authors. Published by Elsevier B.V.  
Selection and peer-review under responsibility of KES International. 
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1. Introduction 
Knowledge-based system (KBS) is a problem solving approach that makes use of human knowledge in 
decision strategies. We have designed and developed the Knowware System (KWS) [2] to support KBS 
developers by offering a set of intelligent components together with the function of automatic construction of 
target KBS. The user (KBS developer) can easily input his/her design ideas as well as domain knowledge, and 
deploy the KWS to construct a customized KBS based on the information and knowledge sources provided. 
The inference structure in such KBS constructed by the KWS is represented as a knowledge hierarchy 
connecting multiple intelligent components associated with corresponding knowledge sources for the particular 
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problem solving. A unified inference flow on such knowledge hierarchy runs at separate content level and truth 
(confidence) level simultaneously: the content of inference relies only on the knowledge sources stored 
“locally” in individual intelligent components whereas the confidence of inference contributes to the flow of 
truth throughout the entire KBS. A hybrid KBS in general may involve different kinds of knowledge 
imperfection, therefore modeling and processing uncertainty of different types is an important issue for the 
further enhancement of the KWS mechanism to better support various real applications. 
The hybrid logic [4] and chance theory [5] provide us a possible way for handling hybrid knowledge 
imperfection in the KWS [7]. While the previously defined interval-valued confidence (IVC) handles hidden 
uncertainty suggested by multiple fuzzy truth values, it leaves out a more general case of having both 
probability and imprecision encountered at a same point of inference. As part of our continued work, in this 
article, we define an extended interval-valued confidence (EIVC) for the inference under the hybrid logic. 
When both probability and fuzzy truth are encountered at a same point of inference, we use an extended 
interval-valued confidence to treat the confidence (fuzzy truth) as a degree of trustfulness of decision while the 
probability a certainty measure of the confidence. This work is inspired by the concept of type-2 fuzzy set [8], 
where a second membership function is used to describe the uncertainty of the first MF. 
The rest of this article is organized as follows. Section 2 gives a brief background of the KWS and the 
interval-valued confidence; an introduction to the application of hybrid logic in the KWS is provided in Section 
3; Section 4 proposes an extended interval-valued confidence, and defines and explains its basic operations. 
Finally, we conclude our work in the conclusion section. 
2. Inference in Knowware System 
2.1. Inference on Knowledge Hierarchy 
One of the objectives of KWS is modeling useful patterns of knowledge-based processing in relevant 
application domain, and developing a set of intelligent processors that materialize the corresponding 
knowledge-based processing tasks.  
A typical KBS constructed by the KWS is a hybrid intelligent system that contains a knowledge hierarchy 
and a copy of the KWS inference engine. A set of pre-defined knowledge-based processors (intelligent 
components) stored in the KWS warehouse offers the basic building blocks of KBS. The knowledge hierarchy 
consisting of multiple components forms a static inference structure of the KBS while the inference engine 
controls a dynamic inference flow in the KBS by managing the execution of these components [2]. (Fig. 1) 
Different from typical fuzzy inference systems [3,14], a hybrid KBS constructed by the KWS in general 
does not have a universal knowledge base but multiple knowledge sources associated with individual intelligent 
components. The inference runs at separate content level and truth (confidence) level simultaneously, to 
achieve an extended truth value flow inference on the knowledge hierarchy of the KBS, i.e. the node (fuzzy 
proposition) in TVFI [12] is extended to be an intelligent component that has internal inference algorithm(s) 
associated with knowledge source(s). 
2.2. Interval-valued Confidence (IVC) 
We adopt three-parametric triangular membership function as special interval-valued number to represent 
the truth of facts and knowledge, as well as the confidence of conclusions. 
Definition 1 (general definition of IVC) [1]: A confidence value C of inference result is represented in the 
following general format: 
 C = (a, m, b), (1) 
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where 0 d a d m d b d 1, a is called the left point, b the right point, and m the middle point. It is a full fuzzy 
subset C  U = [0, 1], described by a triangular membership function with P(a) = P(b) = 0, and P(m) = 1. (Fig. 
2). 
 
A single-valued truth t  (0, 1] of a fact inputted from user is represented as: T = (t, t, t). An interval-valued 
truth [a, b], 0 d a d b d 1, of a fact inputted from user is represented as: T = (a, m, b) with the middle point m = 
(a + b) / 2.  
Two special cases of IVC have been introduced, one is (1, 1, 1) called “strong-true”, and the other is (0, 0, 0) 
called “strong-false”. Given two interval-valued confidences C1 = (a1, m1, b1) and C2 = (a2, m2, b2), basic 
operations of conjunction, disjunction, and negation on IVC are defined as below [1]. 
ANDIVC(C1, C2) = (aAND, mAND, bAND) = [min(a1, a2), min(m1, m2), max(m1, m2)]. (2) 
ORIVC(C1, C2) = (aOR, mOR, bOR) = [min(m1, m2), max(m1, m2), max(b1, b2)]. (3) 
NOTIVC(C1) = (aNOT, mNOT, bNOT) = (1b1, 1m1, 1a1). (4) 
Given k (k > 2) interval-valued confidences C1 = (a1, m1, b1), …, Ck = (ak, mk, bk), we have generalized 
conjunction AND(g)IVC and generalized disjunction OR(g)IVC defined below. 
AND(g)IVC(C1, …, Ck) = (a(g)AND, m(g)AND, b(g)AND),  (5) 
where a(g)AND is the smallest value among the a1, …, ak, m(g)AND the smallest value among m1, …, mk, and b(g)AND 
the second smallest value among m1, …, mk. 
OR(g)IVC(C1, …, Ck) = (a(g)OR, m(g)OR, b(g)OR),  (6) 
where a(g)OR is the second largest value among the m1, …, mk, m(g)OR the largest value among m1, …, mk, and 
b(g)OR the largest value among b1, …, bk. 
The properties of these operations are discussed in [1]. 
a         m              b         1 
P





Fig. 2. Interval Valued ConfidenceFig. 1. KBS Construction by Knowware System 
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3. Hybrid Logic Applied in KWS 
3.1. Hybrid Logic 
The two most frequently discussed types of uncertainty are randomness and fuzziness. Fuzziness is a basic 
type of subjective uncertainty and randomness a basic type of objective uncertainty [15, 5]. 
Research works have been done to handle complex uncertainties that involve fuzziness and randomness as 
different aspects of a same source or event of imperfection, such as [13]. In a typical hybrid system, however, 
different uncertainties may come from different sources and events, and so a more general framework should 
be needed to define a meaningful and unified reasoning. 
Hybrid logic [4] has been proposed by Li and Liu to deal with the randomness and fuzziness in a complex 
system. Chance measure [5] is defined as a measure for events on the basis of probability and credibility. 
Hybrid logic offers the framework of chance theory for dealing with random knowledge and fuzzy knowledge 
simultaneously. 
Probabilistic logic [9] and credibilistic logic [4] are a kind of multi-valued logic [10]. In probabilistic logic, 
the terms random proposition and random formula are instated of proposition and formula, respectively, having 
Ș express a random proposition and p its probability value. In credibilistic logic, proposition and formula are 
replaced by fuzzy proposition and fuzzy formula, respectively, having ȗ express a fuzzy proposition and c its 
credibility value. The random proposition Ș being essentially a random variable, the fuzzy proposition ȗ being 
essentially a fuzzy variable, are defined as: 
Ș = ¯®
­1ʳ with probability p
0ʳ with probability 1 - p             and              ȗ = ¯®
­1ʳ with credibility c
0ʳ with credibility 1 - c   (7) 
where ȗ = 1 expresses the case that ȗ is true, and ȗ = 0 the case that ȗ is false.  
The truth value of a random formula X is defined as T(X) = Pr{X=1}, and the truth value of a fuzzy formula 
X is defined as T(X) = Cr{X=1}, respectively. A hybrid formula is a mixture of random proposition(s) and 
fuzzy proposition(s) connected with logical operators. For any hybrid formula X, its truth value is defined as 
T(X) = Ch{X = 1}. Based on the chance theory, if X is a fuzzy formula and Y is a random formula, then we 
have Ch{XYʳ=ʳ1} = Cr{X = 1}Pr{Y = 1} [4]. 
3.2. Rule-based Reasoning in Hybrid Logic 
We shall focus our discussion on rule-based reasoning using single-conclusion rules. To ensure the 
meaningfulness of inference conclusion under the hybrid logic, a semantically constrained modus ponens has 
been defined [7] based on the uncertain entailment and modus ponens in uncertain logic [6]. Hereafter, all our 
discussion of inference in the hybrid logic framework will be based on the constrained modus ponens. 
The inputs of a rule-based system are denoted by X1, X2,…, Xn, Y1, Y2,…, Ym, where X1, X2,…, Xn are 
fuzzy propositional variables and Y1, Y2,…, Ym random propositional variables. The value of fuzzy 
propositional variable Xi (i = 1, …, n) represented by xi = <txi, Įi>, where txi  TXi = {txi,1, txi,2}, is a fuzzy term 
with credibility Įi  [0, 1]. The value of random propositional variable Yj (j = 1, …, m) represented by yj = <tyj, 
ȕj>, where tyj  TYj = {tyj,1, tyj,2}, is a random term with probability ȕj  [0, 1]. The outputs of reasoning are 
denoted by Zl, for l = 1, …, r, each of which can be either fuzzy propositional variable or random propositional 
variable. The value of Zl is represented by zl = <tzl, Ȗl>, where tzl  TZl = {tzl,1, tzl,2}. When Zl is a fuzzy 
propositional variable tzl is a fuzzy term with credibility Ȗl  [0, 1]; when Zl is a random propositional variable 
tzl is a random term with probability Ȗl  [0, 1]. Suppose there are K rules in the rule base, each taking the 
following general format: 
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Rule-k:  IF X1 is Ak,1 AND … AND Xn is Ak,n AND 
           Y1 is Bk,1 AND … AND Ym is Bk,m 
THEN   Zk is Ck(l) with {credibility or probability Ȝk},     (8) 
where k = 1, …, K, “Xi is Ak,i” is a fuzzy proposition with Ak,i  TXi (i = 1, …, n), “Yj is Bk,j” is a random 
proposition with Bk,j  TYj (j = 1, …, m); “Zk is Ck(l)” (l = 1, …, r) is a fuzzy proposition when Zk is fuzzy 
propositional variable, or a random proposition when Zk is random propositional variable, and in both cases 
Ck(l)  TZl; and Ok  (0, 1] indicates the credibility or probability of rule-k. 
Each fuzzy and random proposition of an evidence in rule-k is denoted by evidence ȡk,i (i = 1, …, n) and Ȧk,j 
(j = 1, ..., m), respectively, and the conclusion denoted by Ĳk. The rule set can be listed as follows: 
 
Rule Premises  Conclusions Credibility/ Probability of rules 
1 ȡ1,1…ȡ1,n …Ȧ1,m Ĳ1 Ȝ1 
2 ȡ2,1 …ȡ2,n …Ȧ2,m  Ĳ2  Ȝ2 
… … … … 
K ȡk,1…ȡk,n …Ȧk,m ĲK ȜK 
 
For special cases that there are only random propositions or only fuzzy propositions involved in a particular 
rule-k, it is considered as ȡk,1…ȡk,n = true or Ȧk,1…Ȧk,m= true. 
Suppose inputs x1, x2, … xn, y1, y2, …, ym are received, where xi = <txi’, Įi> and txi’  TXi (i = 1, …, n), yj = 
<tyj’, ȕj> and tyj’  TYj (j = 1, ..., m). For k = 1, …, K, the fuzzy proposition ȡk,i is true if and only if txi’ = Ak,i, 
and the random proposition Ȧk,j is true if and only if tyj’ = Bk,j. 
Having Į represent the aggregated truth value of the premise and Ȝk the credibility or probability of rule-k (k 
= 1, …, K), the truth value Ȗk of the conclusion Ĳk is determined by 
Į= T(ȡk,1ȡk,2…Ȧk,m),       and         Ȗk = 
°¯
®
°­
Ȝkʳ ʳ ʳ ʳ ʳif  Į + Ȝk > 1
0.5  Ȝk ʳ if  Į + Ȝk = 1
ignore       if  Į + Ȝk < 1
ignore       if  Į < threshold ԧ
  (9) 
The aggregation of a conclusion Ĳ* drawn from the set of rules is carried out through the following steps: 
(i) for all Ĳh = Ĳ* , h  {1, 2, …, K}, 
Ȗ* = h
Kh h
J
WW

  *},...,1{
    (10) 
(ii) for any Ĳh and Ĳp = Ĳh where h, p  {1, 2, …, K} and h z p: 
let Ĳ* = Ĳh, Ȗ* = T(Ĳh)  when T(Ĳh) > T(Ĳp);  
     let Ĳ* = Ĳp, Ȗ* = T(Ĳp)  when T(Ĳp) > T(Ĳh); 
     ignore the conclusion when T(Ĳp) = T(Ĳh). 
(iii) eliminate Ĳh, for T(Ĳh) d 0.5, h  {1, 2, …, K}. 
When all of conclusions Ĳh are ignored in the aggregated conclusion, the final truth value is set to be 0.5 for 
all the conclusions appeared in the rule set, based on maximum uncertainty principle [5]. 
4. Extended Interval-valued Confidence for Inference in Hybrid Logic 
In this section, we extend the interval-valued confidence (IVC) defined in Section 2.2 for the representation 
of confidence in the KWS inference under the hybrid logic. The key idea is having IVC to represent a fuzzy 
truth, and using probability to indicate the uncertainty of the fuzzy truth. The extended interval-valued 
confidence (EIVC) extends not only the capability of the Knowware System in handling complex knowledge 
imperfection, but also the representation power of the hybrid logic. 
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We shall define basic representations in Section 4.1, provide calculations of joint credibility in Section 4.2, 
discuss the inference with EIVC in Section 4.3, and show examples in Section 4.4 with explanation. 
4.1. Extended Interval-Valued Confidence 
As a necessary preparation, we first generalize the previously defined IVC by removing the restriction that 
an IVC being a fuzzy subset of [0, 1] is full. 
Definition 2 (Generalized IVC): A generalized interval-valued confidence Cg (g-IVC) is a fuzzy subset on 
the interval [0, 1], represented in the following general format: 
Cg = (a, m, b)g,  (11) 
where 0 d a d m d b d 1, and P(a) = P(b) = 0, P(m) = g  (0, 1]. (Fig. 3) 
Definition 3 (Normalization of generalized IVC): A generalized IVC Cg = (a, m, b)g, g  (0, 1], can be 
normalized to a basic IVC C* = (a*, m*, b*) by letting: 
a* = a,      m* = max(a, gm),       b* = b. (12) 
Fig. 4 shows the normalization of generalized IVC with g < 1 and gm > a. 
Definition 4 (Extended Interval-valued Confidence, EIVC): An extended interval-valued confidence CE is 
an interval type-2 fuzzy set on [0, 1], represented in the following format: 
CE = (a2, a1, m, b1, b2)(g1,g2)  (13) 
and described by two g-IVCs: 
LMF(CE) = (a1, m, b1)g1,      and         UMF(CE) = (a2, m, b2)g2 (14) 
where 0 d a2 d a1 d m d b1 d b2 d 1, and P(a2) = P(a1) = P(b1) = P(b2) = 0, PmLMF) = g1  PmUMF) = g2 , and g1, 
g2  (0, 1]. (Fig. 5). 
 
 
Note that a g-IVC is a special case of EIVC with a2 = a1, b2 = b1, and g1 = g2; an IVC is a special case of 
EIVC with a2 = a1, b2 = b1, and g1 = g2 = 1. Particularly an EIVC with g1 = g2 is called m-EIVC, which shows 
the minimal uncertainty at the middle point m. (Fig. 6) 
Definition 5 (Type Reduction on EIVC): Type reduction is an operation converting an EIVC CE = (a2, a1, 
m, b1, b2)(g1,g2) to an IVC C = (a, m, b) through two steps: 
(i) Convert EIVC to g-IVC Cg = (a’, m, b’)g, having  
a’ = (a2 + a1)/2,          (15) 
b’ = (b1 + b2)/2,  and  
g = (g1 + g2)/2 
(ii) Normalize (a’, m, b’)g to (a*, m*, b*) through normalization defined in Definition 3. 
a        m          b        1 
P

g




P

 g2

 g1

a2    a1      m        b1      b2    1 
Fig. 3. Generalized IVC Fig. 4. Normalization of g-IVC              Fig. 5. Extended IVC 
a  gm   m        b       1 
P

g




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In order to carry out a rule-based inference under the hybrid logic as described in Section 3.2, we need 
conjunction, disjunction, and negation operations on EIVCs. These operations will be achieved by first 
converting EIVCs to IVCs using the type reduction and then applying the operations AND(g)IVC, OR(g)IVC, or 
NOTIVC as defined in Section 2.2 on the IVCs after type reduction.  
 
4.2. Joint Credibility Represented as Extended Interval-Valued Confidence 
A rule in the hybrid logic of a general format as given in (8) contains n (n t 0) fuzzy propositions and m (m 
t 0) random propositions in its premise. An extended interval-valued confidence of its premise is determined 
jointly by its aggregated credibility of fuzzy propositions and aggregated credibility of random propositions.  
Definition 6 (EIVC of premise): An EIVC of premise of a rule in general format is obtained as 
1( , )  is a single point confidence
2( , )  is an IVC
T c p c
T c p c
D ­ ®
¯
 (16) 
where c = T(ȡ1ȡ2…ȡn) is the aggregated credibility of fuzzy propositions, and p = T(Ȧ1Ȧ2…Ȧm) the 
aggregated credibility of random propositions in the premise of rule. As special cases, let c = 1 when n = 0, and 
p = 1 when m = 0. The conjunction “” for fuzzy propositions associated with EIVCs is achieved by applying 
AND(g)IVC on IVCs obtained from the type reduction defined in Definition 5; the “” for random propositions is 
achieved using “min”. The aggregation functions T1, and T2 are defined as below. 
Definition 7 (EIVC T1): Given a single point confidence c  (0, 1] and probability p  (0, 1], the 
aggregation function T1 of credibility results an IVC C1: 
T1(c, p) = C1 = (c-(1-p)c, c, min[1, c+(1-p)c])IVC (17) 
The probability p is treated as the uncertainty measure on the confidence (Fig. 7). As a special case when p 
= 1, the C1 = (c, c, c) remains as the original single point confidence with the minimum uncertainty. 
Definition 8 (EIVC T2): Given C  [0, 1] being an IVC (a, m, b), and probability p  (0, 1], the aggregation 
function T2 of credibility results an m-EIVC C2, described by two IVCs: 
C2LMF = (a, m, b),      and      C2UMF = (max(0, a-d1), m, min(1, b+d2)) (18) 
where d1 and d2 are obtained through following steps (Fig. 8): 
(i)  Applying an D-cut on the C with p to get Cp and its support, supp(Cp) = (s1, s2) 
(ii) Letting d1 = m – s1, and d2 = s2 – m. 
As a special case when p = 1, we have supp(Cp) = (m, m), d1 = d2 = 0, and C2LMF = C2UMF = (a, m, b), which 
remains the original C. 
Note that the aggregation functions T1 and T2 apply not only to the truth of premise but also the truth of 
conclusion of rule. Fig. 9 summarizes the cases of calculation of joint credibility in the hybrid logic with EIVC, 
where c represents an aggregated credibility of fuzzy propositions, and p an aggregated credibility of random 
P

g1=g2




 a2    a1      m        b1      b2   1  c-(1-p)c        c          c+(1-p)c    1 
P






P




 a-d1    a    s1   m    s2   b      b+d2 
C 
p 
Fig. 6. m-EIVC           Fig. 7. EIVC-T1               Fig. 8. EIVC T2 
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propositions. In cases (a) and (b), c is a single point confidence, and in cases (c) and (d), c is an IVC. The 
resulting confidence in (a) is a single point value, in (b) and (c) an IVC, and in (d) an m-EIVC. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
4.3. Inference in Hybrid Logic with EIVC 
Considering rule-k (k = 1, ... , K), having D represent the aggregated credibility of its premise through T1 or 
T2, and Ȝk   (0, 1] the rule credibility or probability, we have the truth value Ȗk of the conclusion Ĳk calculated 
through the following steps: 
(1) Applying defuzzification on D to obtain a single point reference value D* through two steps: 
(a) First applying type reduction on D to obtain a normalized IVC; 
(b) Then applying a selected defuzzification operation [1] on the normalized IVC. 
(2) Checking validation of rule using (8) to ignore the inference when D* < T (the threshold), or D* + Ȝk  < 1. 
(3) Carrying out reasoning: 
(a) If D* + Ȝk  > 1 and  the conclusion Ĳk is a fuzzy proposition 
Then   let  Ȗk = T1(Ȝk, 1); 
(b) If D* + Ȝk > 1  and  the conclusion Ĳk is a random proposition 
Then   let Ȗk = T1(1, Ȝk ); 
(c) If D* + Ȝk  = 1 and  the conclusion Ĳk is a fuzzy proposition 
Then   let  Ȗk = T1(Ȝk, 0.5); 
(d) If D* + Ȝk  = 1 and the conclusion Ĳk is a random proposition 
Then   let Ȗk = T1(0.5, Ȝk ). 
In the above step (3), the hybrid logic inference defined in (8) has been interpreted in a more general way: 
In (a), the original definition of Ȝk in (8) is interpreted as T1(Ȝk, 1) with p = 1; 
In (b), the original definition of Ȝk in (8) is interpreted as T1(1, Ȝk ) with c = 1; 
In (c), the original definition of 0.5Ȝk in (8) is interpreted as T1(Ȝk, 0.5) with c = Ȝk, and p = 0.5; 
In (d), the original definition of 0.5Ȝk in (8) is interpreted as Ȗk = T1(0.5, Ȝk ) with c = 0.5 and p = Ȝk. 
Note that in an intermediate stage, defuzzification operation is applied on the aggregated credibility of rule 
premise only for obtaining a reference value so that an appropriate case of constrained modus ponens can be 
selected to apply.  
c 
p 
p < 1 
c 
(b) 
p 
p = 1 
(c) 
c 
c 
Fig. 9. Cases of Calculation of Joint Credibility in Hybrid Logic with EIVC 
c 
p 
p = 1 
c 
(a) 
T1 
T1 
T2 
p 
p < 1 
(d) 
c T2 
c
p 
1 
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4.4. Example 
We use a simplified case of application to show an inference using EIVC. Considering a bakery of 
reasonable size located in residential area [7]. Its business strategy from previously successful experience in 
maximizing profit is to plan the amount of product based on the weather forecast of next week, the number of 
customers received this week, and the remaining product this week. The following rules represent the strategy 
with necessary simplification. 
Rule 1:    IF there will be more raining days next week  AND the number of customers this week is few  
THEN  the number of customers next week is few {rule credibility = 0.6} 
Rule 2:    IF the remaining product this week is large AND  the number of customers next week is few 
THEN  decrease product amount large {rule credibility = 0.4} 
The weather forecasting is a random propositional variable with raining as its term, the number of customers is 
a fuzzy propositional variable with few as its term, and the remaining product is a fuzzy propositional variable 
with large as its term. It shows that for some applications, both fuzzy and random propositions may appear in 
the same set of knowledge rules simultaneously. Handling of these two kinds of uncertainty is usually 
discussed in different ways separately in literatures such as [11].  
Suppose we have a rule threshold T = 0.5 for both Rule 1 and Rule 2, and select simple defuzzification 
method [1] for IVC. When input facts are received as below: 
Fact 1: there will be more raining days next week with probability 0.25; 
Fact 2: the number of customers this week is few with credibility (0.6, 0.7, 0.8)IVC;  and 
Fact 3: the remaining product this week is large with credibility (0.8, 0.9, 1.0)IVC,  
we shall carry out the following steps to get a recommendation. 
(1) Appling Definition 6 for the truth value of the premise of Rule 1, with Fact 1 and Fact 2 
(i) TR1 = T2((0.6, 0.7, 0.8)IVC, 0.25) = (0.575, 0.6, 0.7, 0.8, 0.825)(1, 1), 
(ii) Represent the resulting EIVC in two IVCs: 
LMF = (0.6, 0.7, 0.8)IVC and UMF = (0.575, 0.7, 0.825)IVC. 
(2) Carrying out type reduction on (0.575, 0.6, 0.7, 0.8, 0.825)(1, 1) 
(i) Resulting (0.5875, 0.7, 0.8125)IVC. 
(3) Applying defuzzification on (0.5875, 0.7, 0.8125)IVC 
(i) Resulting reference value 0.7. 
(4) Checking rule validation 
(i) 0.7 is greater than the threshold 0.5 of Rule 1, 
(ii) 0.7 + 0.6 (rule credibility) > 1. 
(5) Obtaining conclusion of Rule 1 “the number of customers next week is few” 
(i) Calculating credibility ȖR1 = T1(0.6, 1) = 0.6, 
(ii) Representing it as (0.6, 0.6, 0.6)IVC. 
(6) Calculating the truth value of premise of Rule 2, with Fact 3 and the conclusion from Rule 1 
(i) TR2 = T2(ANDIVC((0.8, 0.9, 1.0)IVC, (0.6, 0.6, 0.6)IVC), 1.0) 
= T2((0.6, 0.6, 0.9)IVC, 1.0) = (0.6, 0.6, 0.9)IVC. 
(7) Applying defuzzification on (0.6, 0.6, 0.9)IVC 
(i) Resulting reference value 0.6. 
(8) Checking rule validation 
(i) 0.6 is greater than the threshold 0.5 of Rule 2, 
(ii) 0.6 + 0.4 (rule credibility) = 1. 
(9) Obtaining conclusion of Rule 2 “decrease product amount large” 
(i) Calculating credibility ȖR2 = T1(0.4, 0.5) = (0.2, 0.4, 0.6)IVC. 
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The resulting conclusion “decrease product amount large” is obtained with an interval-valued confidence 
(0.2, 0.4, 0.6)IVC. A possible defuzzification can be applied to obtain a single point confidence if it is at a final 
stage of inference. 
5. Conclusion  
The interval-valued confidence (IVC) has been adopted in hybrid KBS constructed by the KWS to represent 
the fuzzy truth of facts and knowledge as well as the confidence of conclusions. In this article, we extended it 
to represent fuzzy truth and randomness appeared simultaneously in the hybrid logic framework. The joint 
confidence is obtained by introducing probability as an additional uncertainty measure on fuzzy truth. An 
inference in the hybrid logic with proposed extended interval-valued confidence (EIVC) has been developed in 
the second phase of Knowware System project (Macao Science and Technology Development Fund, grant 
040/2010/A.). When modeling a multiple layered rule-based system, a confidence transferring between layers is 
needed. We shall further discuss the interpretation of such confidence transferring with EIVC in separate 
articles in the near future. Our further effort will also be put on handling inference flow with partial feedback 
on knowledge hierarchy when EIVC is applied. 
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