(1). Introduction to Quantum Cryptography: Quantum Cryptography provides a completely secure way to solve the problem of Key Distribution and to transmit any message data safely. It utilizes the Rule of Quantum Physics [8] i.e. "Heisenberg uncertainty Principle", according to which measuring a quantum particle in general disturbs it and yields incomplete information about its state before the measurement. Generally, the quantum Particles used is a short burst of light called as the Photons because their behavior is comparatively well-understood as well as they can be sent through a fiber optic cable rather easily which is the most suitable medium for and Diagonal. Each bit of the data to be transferred will be in the form of a photon of the light. Eavesdropping on a quantum communication channel therefore causes an unavoidable disturbance, alerting the genuine/original users. This key can then be used with any chosen encryption algorithm to encrypt (and decrypt) a message. The algorithm most commonly associated with QKD is the one time pad, as it is secure when used with a secret, random key. Quantum cryptography has limitations like the photon keys can travel only between computers directly connected through fiber-optic lines (as opposed to networked systems), and the photons degenerate over long distances but with the advancements in technology they are assumed to fade dim. First, the entangled states are perfectly correlated in the sense that if Sender and
Receiver both measure whether their particles have vertical or horizontal polarizations, they will always get the same answer with 100% probability.
Second, any attempt at eavesdropping by Eavesdropper will destroy these 
