The role of error detection and error correction for the data bit by the receiver is very important because the sender does not need to repeat the transmissions [1] . Thus, the speed and reliability in transmitting data information can be maintained. This study aims to implement simulation the Forward Error Correction (FEC) method in verifying and correcting data errors received by using simulation. To support FEC method, study utilizes visual basic software so that it can be used as one of the quasi-experimental modules in the data communication laboratory. The Forward Error Correction (FEC) method is a method that can correct data errors in the receiver. This method uses simulated Hamming codes on the computer so that the detection and correction process can be clearly demonstrated on the monitor screen. This simulation can be used as a quasi-experimental module in a data communication laboratory. The simulation results show that the Hamming code (17, 12) codec has been running as expected.
INTRODUCTION
The success in delivering information from the sender to the receiver is the key important outcome in determining the reliability of a communication system [2] . Reliability of a data communication system is not only measured by the data transfer rates in the bits per second, namely bit rate, but also the success of the data sent. The success of the data communication is determined by the clear, understandable, and correct information to the recipient [3] , [4] . In delivering data information by voice and data, the transmitter can be transmitted by wires such as coaxial and fibre optic, by the terrestrials, and by satellites. In processing the communication data, there is a possibility of error received by the recipient. Therefore, the sender must resend data until it is corrected and fitted. It causes the overall time in delivering data delayed. There are two causes of errors in receiving data. Firstly, the error is caused by synchronising data or the clock by the sender or the recipient. Secondly, there is interferes of the canals which are closed to the transmission media.
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Data sent by the source to the recipient as the destination will be synchronised and modulated. Then, it will be sent to transmission media. The recipient should detect, check, and correct the data errors to deliver data quickly. Also, it is not requisite to re-transfer the error data received by the recipient. One of the methods to detect and correct the error data is known as the Forward Error Correction (FEC) method [3] . The researchers utilise this method because this method has high accuracy. To date, this method is employed the most as the correction tool in communication data.
FEC can detect and correct the inaccuracy data send by the source [1] , [3] , [5] . Then, error data can be re-sent by fixing the data, thus data sent will be the same as the previous data sent by the source. The FEC method detects and corrects data errors in the recipient without asking the sender to send again data. In this method, the arrangement of the bits of data sent (string data) is added into the Hamming code. The formula of the number of bits of data sent is:
Where: n = the bits number of the Hamming codes m = the bits number of character data By using the aforementioned formula, the bits number of Hamming codes can be determined. This Hamming code is inserted between the bits of character data that will be sent by the sender. Character data (string data) that has been inserted in the Hamming code will create a data called data stream. The location of the insertion of each bit of the Hamming code must be agreed between the sender and the recipient. Therefore, the recipient knows the exact location of each bit of the Hamming code on the data stream received. After the data stream is created, then an exclusive OR between the positions of binary and bit '1'). The first bit '1'of the data stream consists of one character. After determining the first bit '1', binary is located at the position of the second bit '1' [6] , [7] . It is then continued until reaching the end of result which is the exclusive OR of the bits of the Hamming code. The bits of the Hamming code derived is inserted into the data stream. Then, it is sent to the receiver.
METHOD
The design of data error correction by simulation using the FEC method. In this case, the researchers utilize visual basic software to support the design. There are the following stages to process this simulation design.
1. Entering binary data as the input string data. In this case, the data should be made at least 4 bits and a maximum of 20 bits. The assumption is that no character data used is smaller than 4 bits and more than 20 bits. By inputting data whether it is smaller than 4 bits or greater than 20 bits, the data can be rejected.
2. Calculating the length of the string data entered.
3. Inserting the value of n that express the bit length for the Hamming code. In this step, the process should meet the rule of 2n ≥ m + n + 1. There are two ways to determine the value of n in the simulation. First, entering the value of any n. The calculation process will be displayed. Then, the result will appear whether the value of n meets the requirements of 2n ≥ m + n + 1 or not. This process will be recounted if the value does not meet the requirement. The user should enter another n value, then, recount again until meeting the requirement. Second, the direct calculation analyses n value that meet the requirement.
4. After the value of n is obtained, the length of the data stream can be determined and displayed by m + n.
5. Determine the position of every bit in the Hamming code.
6. Calculate the Hamming code with the calculation method as described above, this calculation process is displayed on the monitor screen. The results of the Hamming code obtained are displayed, as well as the bits arrangement in the data stream that has inserted the Hamming code displayed.
7. Determine whether there is a bit error in the data stream during the transmission. If there is no bit error then the data stream is received by the recipient, this data stream is displayed on the monitor screen.
8. Check the error on the data stream received. Add the data stream with Exclusive OR. The result is '0', if there is no error. It means that the bit of '0' implies no errors bit occur in the data stream received.
9. If the bit error in the data stream received occurs, then the process should return to step 7. The researcher should determine the location of the wrong bit of position. The data stream bit arrangement is displayed on the monitor screen, then do steps 10 and 11.
10. Check the error on the data stream received by the recipient by making an addition with Exclusive OR. If an error occurs, the calculation results will produce bits that are not equal to zero. It means that a bit error occurs in the data stream received. The final value received is expressed as a decimal, which means that the decimal value indicates the location of the wrong bit position in the data stream.
11. Correct these bit errors by copying the bit value to the bit position indicated by the decimal value. The final result after correction is displayed on the monitor screen in the form of a bit arrangement in the data stream.
The error of the data that can be corrected by the FEC method is the error of one bit of data in the received data stream. However, this error does not belong to the Hamming code bits.
DISCUSSION
The process undertaken by the recipient is reading the bits of the Hamming code on the data stream received according to the location of the bit of Hamming code. It should be agreed on by the sender. The Hamming code received in Exclusive OR is placed in the position of the first bit '1' (binary from the position of the bit position '1') to the received data stream. The result on Exclusive OR replaced to the position of the second bit '1'. It is continued until reaching the final result that indicates whether the bits obtained wrong or not. If the end result produces a zero decimal, it is concluded that there is no data error. Meanwhile, data error confirmed means the end result does not produce a zero decimal and the decimal states the location of the wrong bit position in the data stream. To correct the bit error, the researchers complement the wrong bit. For example, the bit data string sent is 12 bits, i.e. 1001-1001-1001. In detecting the error, the researchers utilise some steps as follow. The bit specified is 5 (n=5). So, the number of bit of stream data which is the data sent is the number of data added by the number of the Hamming code [3] . For example, the number of bit of stream data is 12 and the number of bit of the Hamming code is 17. Then, 12 bit added by 5 is 17 bit (12 bit + 5 bit = 17 bit). The final result is decimal 6. It means that the error data received by the recipient is in the bit position of 6. Therefore, in the stream data, the correction was conducted by complementing the bit of 6 from the bit '0' to be the bit of '1'. So, the bit of data received is the same as the data sent.
The result of VDHL design is illustrated in the following fig 2. The programming uses VDHL programming language. Also, the script display from VHDL Hamming encoder depicts in fig 2. In fig 3. The script of VHDL Hamming decoder is shown. 
