Abstract-the field of Wireless Local Area Networks (LANs) is expanding rapidly as a result of advances in digital communications, portable computers, and semiconductor technology. The early adopters of this technology have primarily been vertical application that places a premium on the mobility offered by such systems.
Abstract-the field of Wireless Local Area Networks (LANs) is expanding rapidly as a result of advances in digital communications, portable computers, and semiconductor technology. The early adopters of this technology have primarily been vertical application that places a premium on the mobility offered by such systems.
Binary Exponential Backoff (BEB) refers to a collision resolution mechanism used in random access MAC protocols. This algorithm is used in Ethernet (IEEE 802.3) wired LANs. In Ethernet networks, this algorithm is commonly used to schedule retransmissions after collisions. The paper's goal is to minimize the time transmission cycle of the information between mobiles moving in a Wi-Fi by changing the BEB algorithm. The Protocol CSMA / CA manage access to the radio channel by performing an arbitration based on time. This causes many problems in relation to time transmission between mobiles moving in a cell 802.11. what we have done show that the protocol using CSMA / CA access time believed rapidly when the number of stations and / or the network load increases or other circumstances affects the network.
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I. Introduction
In wireless networks, computers are connected and communicate with each other not by a visible medium, but by emissions of electromagnetic energy in the air. The most widely used transmission support is radio waves. Wireless transmissions utilize the microwave specter: the available frequencies are situated around the 2.4 GHz ISM (Industrial, Scientific and Medical) band for a bandwidth of about 83 MHz, and around the 5 GHz U-NII (Unlicensed-National Information Infrastructure) band for a bandwidth of about 300 MHz divided into two parts. The exact frequency allocations are set by laws in the different countries; the same laws also regulate the maximum allotted transmission power and location (indoor, outdoor). Such a wireless radio network has a range of about 10-100 meters to 10 Km per machine, depending on the emission power, the data rate, the frequency, and the type of antenna used. Many different models of antenna can be employed: omnis (omni-directional antennas), sector antennas (directional antennas), yagis, parabolic dishes, or waveguides (cantennas). The other type of transmission support is the infrared. Infrared rays cannot penetrate opaque materials and have a smaller range of about 10 meters. For these reasons, infrared technology is mostly used for small devices in WPANs (Wireless Personal Area Networks), for instance to connect a PDA to a laptop inside a room [1].
II. WLAN Standards
There are presently three main standards [2] 
III. WLAN Architecture
A wireless network [3] can be structured to function in either BSS (Basic Service Set) or IBSS (Independent Basic Service Set) mode. The two modes affect the topology and the mobility capabilities of the machines (nodes) that compose the network.
BSS mode
In BSS mode, also called infrastructure mode, a number of mobile nodes are wirelessly connected to a non-mobile Access Point (AP), as in (Figure 2.4) . Nodes communicate via the AP, which may also provide connectivity with an external wired network e.g. the Internet. Several BSS networks may be joined to form an ESS (Extended Service Set). 
IBSS mode
The IBSS mode, also called peer to peer or ad hoc mode, allows nodes to communicate directly (point-topoint) without the need for an AP, as in (Figure 2 .5). There is no fixed infrastructure. Nodes need to be in range with each other in order to communicate.
IV. Binary Exponential Backoff
Exponential Backoff is an algorithm that uses feedback to multiplicatively decrease the rate of some process, in order to gradually find an acceptable rate. In a variety of computer networks, binary exponential backoff or truncated binary exponential backoff refers to an algorithm used to space out repeated retransmissions of the same block of data, often as part of network congestion avoidance. Examples are the retransmission of frames in carrier sense multiple access with collision avoidance (CSMA/CA) and carrier sense multiple access with collision detection (CSMA/CD) networks. For instance, in the CSMA/CD: (i) If a collision is detected during transmission of a packet, the node immediately ceases transmission and it transmits jamming signal for a brief duration to ensure that all stations know that collision has occurred. (ii) After transmitting the jamming signal, the node waits for a random amount of time and then transmission is resumed. The random delay ensures that the nodes, which were involved in the collision, are not likely to have a collision at the time of retransmissions. To achieve stability in the back off scheme, the BEB algorithm is used. A node will attempt to transmit repeatedly in the face of repeated collisions, but after each collision, the mean value of the random delay is doubled. After 15 retries (excluding the original try), the unlucky packet is discarded and the node reports an error. A flowchart representing the binary exponential back off algorithm is given in Fig. 2 
V. Modified BEB Algorithm and Tools Used
In this section, we will present tools used in our simulation and the implementation of the changed BEB algorithm.
NS2 Simulator
Our simulation is done on NS2. Network simulator 2 or NS2 is an object-oriented discrete event allows us to study the design and protocols for computer networks. It offers various facilities for simulation of the protocols based on TCP, UDP, routing and multi-distribution (broadcast and multicast) in the (wired or wireless) networks. This simulator is a free open source. NS2 is developed in C++ which is a part of the VINT project (Virtual InterNetwork Testbed) is a joint effort led by the University of Berkeley, USC / ISI (University of Southern California's Information Sciences Institute), the LBL (Lawrence Berkeley National Laboratory) and Xerox PARC. It is supported by DARPA (Defense Advanced Research Projects Agency). It uses IU OTCL interpret. Through this language, the user can describe conditions of the simulation: network topology, selected from a lot of physical links, used protocols, communications done, etc.. The user can also create new objects in C++ and use them in NS by instantiations with OTCL, the two languages C++ and OTCL have both very close hierarchies to each other. In NS2 several libraries are available and there are some specific needs for simulation of wireless network and "multicast" communication [4] [5] [6] [7] [8] . In our work we use NS2 for its flexibility and the availability of its code [Ben07].
Communication entity in NS2
The node (communicating entity) is the basic element of our model. A node in NS2 is a class defined in OTCL which has three entities containing: the classifier, the link and the agent.
The classifier
The function of a node of the fields is examined by received packet, and more specifically, the source address and destination address. According to contention losses, the node sends the packet on its outgoing interfaces (Fig. 3) . In NS2, then this is performed by an object called "Classifier". There are several types of classification that are used for different purposes:
-"Address classifiers" is used to treat with unicast packets, and its role is directly to select packets addresses, direct the node, and select the link to the next node.
-"Port classifier" its role is to select the agent to the packet which is intended.
-"Multicast classifier" is used to classify multicast packets.
The link
It is used to connect the nodes by each other (Fig. 3) . A link is defined by several parameters including: bandwidth, entry point, the lifetime of each packet, etc.. NS2 has several types of links, so we can distinguish unidirectional links from bidirectional links and wired links to wireless networks model without sound.
The Agent
Agents represent endpoints where packets in network layer are constructed and consumed. These agents are the third component of the node. In NS2, the agent's role is to provide the destination address; its function is to generate the packets and the interface to the application class (Fig. 3) .
In NS2 there are several types of agents, each has a specifying role: 
TCL Language
Tcl (originally from "Tool Command Language", but conventionally spelled "Tcl" rather than "TCL"; pronounced as "tickle" or "tee-see-ell") is ascripting language created by John Ousterhout. Originally "born out of frustration", according to the author, with programmers devising their own languages intended to be embedded into applications, Tcl gained acceptance on its own. It is commonly used for rapid prototyping, scripted applications, GUIs and testing. Tcl is used on embedded systems platforms, both in its full form and in several other small-footprint versions.
AWK Language
The AWK utility is an interpreted programming language typically used as a data extraction and reporting tool. It is a standard feature of most Unix-like operating systems. AWK was created at Bell Labs in AWK uses a data-driven scripting language consisting of a set of actions to be taken against textual data (either in files or data streams) for the purpose of producing formatted reports. The language extensively uses the string data type, associative arrays (that is, arrays indexed by key strings), and regular expressions.
VI. Simulations

Configuration of communicating entities
Configuration of access point
The base station is configured as follows [9] [10] (Fig.  4) $ Ns_ node-config-adhocRouting DSDV 
General parameters
The general parameters of this simulation are given in (table 4.1). These parameters for the simulation model are compatible with the measure made. 
Modeling the methods of Back-off
We will now describe the numerical experiments to adjust the simulation parameters "a" and "b" of the back-off algorithm.
The purpose of this simulation is to study the effect of the load (by changing the number of mobiles) on the transmission time for different values of parameters: "a" and "b". Our approach is based on cooperation involving the mobiles in the cell, by pairs, and each pair in the cell transmits CBR traffic to other one during a specified time.
Our simulation protocol is the following: We will evaluate the changes in throughput and end to end delay while changing "a" and "b" and the number of nodes in the cell. To increase the cell load, we increase the number of mobiles in introducing new pairs (the mobile communicates with other in pairs), each forming a cooperation group. In the example in (Figure 6 ) it is pair M5 -M6. For each simulation we vary the values of "a" and "b". All these mobiles broadcast via the AP (in If D is the transmission delay between mobile references, it can be defined as time between sending the message (Temis) and corresponding time to receive the message by the mobile receiver Trec: D= Max(Trec -Temis )
It should be noted that this simulation will help us to find the optimal values of "a" and "b" by changing the Back-off algorithm. The figure below describes our work 
Implementation of the modified BEB
In fact the back-off algorithm BEB is implemented in standard NS2. To implement our "modified" algorithm of Back-off algorithm it is sufficient to act on some files in the hierarchy of NS2 MAC layer. We show this hierarchy in the (Figure 7) . After the study of this hierarchy, we decided to modify the code in C++ functions included in in the following files:
 tcl/lan/ns-mac.tcl.
 tcl/lib/ns-lib.tcl.
 tcl/lib/ns-default.tcl.
We want to change the formula of Back-off as follows:
On failure of transmission: CW = min (a.CW, CWmax) and each successful transmission, we decrement the value of CW by value b. CW = max (CW-b, CWmin)
To make these changes we use the C++ of NS2 and we change the File Mac/Mac-802_11.hh as follows:
In case of transmission failure, we modified the inc_cw() function by setting CW=min(a* CW,CWmax), a is initialized with a value taken from the interval [1,3]. 
Scenario of simulation
We calculate the average transmission time between all mobiles during a time interval T = 120s for which the cell load remains constant.
To find the best values of "a" and "b", we vary b in the interval [0, 10] The following flowchart (Figure 8 ) describes the scenario simulation and the increment of "a" and "b". 
Analysis of Results and Validation
In this section, we present the results obtained by changing the mechanism of Back-off. First we present test result for base BEB and the modified BEB with the same scenario mentioned in chapter 3 but during a period of 2s and not 120s for testing purposes. Second we present the results of our end simulation and obtaining the optimum values of "a" and "b".
Before applying the new algorithm we make a simulation test to get results in order to proof that the new added parameters in ns2 files takes effect. The test is applied with the parameters mentioned in the previous chapter but during a period of 2 s only. The BEB algorithm without change has a=2 since when a failer transmission happens the contention window is doubled that's means multiplied by 2 leading to a=2 but when a successful transmission occur cw returns to cwmin and in our algorithm cw will be the maximum between cwmin and cw-b for this reason we cannot deduce b but we will do the simulation assuming b is 0 and table 5.1 shows the results which proves the effect of the new algorithm on throughput and delay. 
New BEB Analysis and Result
Our goal is to make several simulations by changing the values of "a" and "b" in modified Back-off mechanism. In each simulation, we measure the transmission time between each two mobiles and calculate the average end to end delay of communicating mobiles, besides we calculate the throughput by measuring the total transmitted bits during a specified period of time (simulation period). For this, we made 21 x 11 simulations for the values of "a" and "b". We present in the appendix A the tables of the results obtained for throughput and for end to end delay for which we can choose the optimal values of "a" and "b". Figurs 9, 10, 11, 12, 13, 14 shows these results graphicaly. The simulation result lead us to more than one optimum values of "a" and "b" according to circumstances the network based on.
VII. Conclusion
This paper aims to minimize the delay time through wireless communication by changing the BEB algorithm. The Protocol CSMA / CA is a protocol that manages access to the radio channel by performing an arbitration based on time. This causes many problems in relation to time transmission between mobiles moving in a cell 802.11. what we have done show that the protocol using CSMA / CA access time believed rapidly when the number of stations and / or the network load increases or other circumstances affects the network.
