Abstract: The Internet Corporation for Assigned Names and Numbers (ICANN) is assessed in this paper as having a special role in the development of the law of new media, recognising both the importance of its management of the global domain name system and how questions of institutional legitimacy have highlighted the lack of agreement on the role of law in the governance of the global Internet. In order to underline how ICANN's work relates to the regulation of the Internet and new media in particular., two particular issues are considered, both of which have been the subject of major announcements in 2009: (1) the facilitation of Internet multilingualism through internationalised domain names (IDNs) and (2) an attempt to expand the generic top-level domain (gTLD) system including prospect of dedicated gTLDs such as .xxx. In the case of internationalisation, it is argued that the question of internationalised domain names is best understood through its relation to historical processes of engagement between law, language and technology.
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Introduction
The Internet Corporation for Assigned Names and Numbers (ICANN) has a task of coordinating certain aspects of the domain name system (DNS).While domain names, a familiar cultural and technical feature of the 'information society,' are a regular topic of legal scholarship, this article focuses on two points of detail within ICANN's workload, setting them in the context of the development of Internet law and earlier engagement between law and technology.. These examples have been considered appropriate for more detailed scrutiny here, with both being discussed at ICANN's various fora across a number of years and with further progress made in 2009. The first is the development of internationalised domain names (IDNs), domain names using characters other than the 26 letters, 10 numbers and hyphens associated with the Roman script as used in the English language. This issue is placed in a wider context though a discussion of the regulation of multilingualism in media old and new. By approaching IDNs in this way, an argument about the relationship between law, language and technology is advanced, without relying on Internet-specfic phenomena as the sole basis for scrutiny (section 2A). It is further contended that IDNs are a useful illustration of how an exercise characterised as one of technical standardisation has broader cultural consequences (section 2B). The second aspect of ICANN's work that is dealt with is the introduction of new generic top-level domains (gTLDs) (section 3).
Before turning to these issues, though, a brief consideration of the relevant technical and organisational history of the DNS and ICANN is appropriate.An Internet Protocol (IP) address (such as 123.123.4.56) identifies a server, and can be used in a Web browser to access a web page instead of the name, although few users use this approach. Naturally, the ability to definitively map names to addresses is a key element of dependability and universal accessibility. A domain name (example.com) is typically used by an end-user to access a webpage (www.example.com) or to identify a recipient of an email message (name@example.com), but must be mapped to the corresponding IP address in order to be effective. A domain name is made up of a number of segments, and reading right to left, we first find a 'top level domain' (TLD).
The stable functioning of the Internet depends on the reliability of 'root server' data, which is the modern successor to the original 'roots.txt' file that mapped the textbased domain names to the IP addresses that are the 'actual' addresses of servers connected to the Internet. The DNS is decentralised; a root server does not contain mapping data for every single website or server in the world. However, a number of key servers -the A root server and the other 12 root servers -provide information on where servers for TLDs ('generic' (gTLD) such as .com and 'country code'
(ccTLD) such as .uk) are located. Each TLD administrator then maintains a server or servers containing information on servers within that namespace, and can contain further levels of administration, such as by region (e.g. .on.ca) or by topic (e.g.
.co.uk). However, the existence of a TLD from a functional point of view depends on a decision to include it in the root files. This ensures that the seeking of a website or the sending of an email is in fact reliable and possible without additional intervention. The domain name system is thus made up of more than the root servers, but they are the closest the system (and indeed the Internet) gets to a central point of control. Decisions regarding the DNS and TLDs are consequently of some importance to the wider world.
ICANN is the most visible actor in the area of domain name regulation. ICANN was born out of a complicated series of events in the late 1990s, which have been well documented by legal scholars and others.
1 It is a quasi-public consensus-driven international body, registered as a private non-profit corporation in California, and governed by a mixture of committees, advisory groups and experimental public participatory devices. Its Board exercises significant power, and has a diverse membership purporting to reflect various interests of the 'Internet community'. It does not 'register' domain names itself, but enters into agreements with registrars (entities that promote and 'sell', directly or through resellers, domain names to the end 'registrant'), or in most cases now, with managers of TLDs. In terms of the root, we should note that the US government maintains control, despite a fabled, pre-ICANN challenge to the authority of this server and the governance of the system by the then-administrators (IANA -the Internet Assigned Numbers Authority -and its manager Jon Postel), after which the US government restated and confirmed its role. 
2A Law, Language and Technology
2A.1 Law and minority languages
It is first useful to consider the relationship between law, language and technology and the emphasis that is placed on the last of these by those interested in legal and linguistic issues. Crystal has argued that 'an endangered language will progress if its speakers can make use of electronic technology'. availability of media of various forms in a given language. 6 Bodies charged with the promotion of minority languages will often argue that it is necessary to ensure that media in a given language is available on the Internet. Indeed, the chief executive of Welsh-language broadcaster S4C described its online presence as comparable to the Bible being translated into Welsh, 7 which is resonant of the discussion below on the influence of religion on the technological aspects of language policy. The role of broadcasting in the legislative and general protection of minority languages is hugely significant. Ensuring that multilingual media is available is of benefit to local language communities, to others outside of a traditional geographic heartland where one exists, and finally as a broader signal of engagement and visibility.
Multilingualism and technology is also a matter of legal concern. The European This very modern problem regarding the introduction of internationalised domain names (which will be further defined in section 2B) has raised difficult questions on the extent of language rights and the Internet. This is due to the complex relationship between language and the script in which it is written or recorded. Any language that has a written form will experience questions of script, typeface and character. It is often not an immediate concern of language law and formal legal processes, although there are some notable exceptions, such as in the constitution of India. 11 However, legal and other factors have historically played a role in the development of the script component of languages. One of the important other factors, as will be argued, is technology; in the present day, this is information technologies such as the Internet, WWW and email.
2A.2 Language rights and the Internet
It is appropriate to situate the problem in a broader context, that of media law. The application of media law is important in the construction of national and cultural 10 Adopted at the 32 nd session of the General Conference (October 2003) 11 Article 343 provides that 'The official language of the Union shall be Hindi in Devanagari script', while article 29.1 states that 'Any section of the citizens residing in the territory of India or any part thereof having a distinct language, script or culture of its own shall have the right to conserve the same. ' identities. While of course we note the role of the print media (not the subject of sector-specific regulation or prior licensing in many jurisdictions), and indeed the ability of private sector players to broadcast in multiple languages, the very minority status of lesser-used languages can mean that minority language broadcasting becomes an aspect of public service broadcasting. The attention of supporters of protected languages is quickly drawn to the legislative process, as detailed legislative provisions typically regulate broadcasting at a high level (even where delivery is through an arms-length public corporation or the regulated and licensed private sector). In the case of the Internet, then, there are questions of the availability and promotion of content, but also a major technological hurdle that requires concerted international actions. There are some relatively straightforward situations where the question is merely one of the availability of content. In France, for example, the 1994 loi Toubon provides for the use of French in promoting or presenting a product or service, on notices in public places and in employment contracts, and is presumed to be fully capable of application to content on the Internet. Apart from one case dealing with software manuals (which involves a 'physical' software sale rather than a download) 12 will be on the impact of both law and technology on the ability to communicate in a given language, in particular where the technological aspects of a given medium facilitate or prevent the use of characters and scripts.
2A.3 Law and technology in Turkey and Japan
Languages can be regulated formally or informally, or with a mixture of approaches.
The exemplar of a formal approach, of much interest to the scholar of law and information technology, is that of Turkey and Turkish.,As part of the rapid social and Political groups in the early 20th century were formed to advocate for a move to either kana or romaji, and gained some support. One of their strongest arguments was the technological problems presented by a language that predominantly used kanji. For example, a kanji 'typewriter' was more like a printing press, and indeed the Japanese business world, let alone the home user, never really took to typewriting technology. However, the introduction of the word processor was a notable change. Users input characters on a keyboard in either kana or romaji, with the computer taking responsibility for 'converting' the input into kanji output. Japanese industry was (quite literally) changed at the stroke of a key. During the occupation by US forces at the end of the war, suggestions were made that the administration should impose romanisation through legal means as part of the reforms that were being driven through under General MacArthur's leadership.
MacArthur himself, though, recognised the difficulties that this would present to good order in post-war Japan, and avoided the Ataturkian strategy. 24 Before and after the war, though, formal language regulation was also present. The National Language Council, which includes what would now be referred to as 'stakeholders'
(educators, broadcasters, Government officials etc), is a formal body that deals with standardisation, script, etc. Japanese is unusual in that there is a Governmentsupported 'character list' (for kanji) -the jōyō kanji. This is legally binding for official use, and recommended for non-official use (and some newspapers have adopted it as an internal style guide). It is also used in constructing the curriculum for language learning in Japanese schools. 25 Significantly, though, the 'dictionaries' used for computer conversion of kana/romaji input to kanji include all the officially listed characters and more -leading to the 'rediscovery' of older kanji that users may not necessarily have prior knowledge of. The size of a dictionary has even been used as a selling point by some word processing retailers. 26 In both Turkish and Japanese cases, which are well documented, romanisation is a process of some controversy and difficulty, which continues across many languages and technologies to this day.
2A.4 Early information technologies and Irish language policy
In this section, 27 we trace the relationships between law, language and technology and the effects of such on script in the Irish language, in order to supply the necessary context for how a very similar question has caused such difficulties regarding domain names in the present day. We do this through a review of the role of law and technology in the publication of an earlier form of information technology: books and printing. By doing so, it will be possible to consider the 
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The earliest printed books in Irish (and indeed in Gàidhlig or Scots Gaelic) were published for religious purposes. As set out in the introduction to the first book in After the establishment of the Irish Free State, language law and policy was entirely in the hands of the new authorities, who quickly provided (among other things) for the teaching of school classes through the medium of Irish. 37 While it is common to look at the formal provisions for language regulation in statute and constitutional law, the promotion and development of the Irish language in the area of book publishing can only be properly understood by looking at less traditional sources, as we will also do in the case of the Internet in section 2B. The role of a pro-language government in promoting a lesser-used language cannot be underestimated. For example, a substantial amount of the books published in Irish were funded through school book and general literature schemes. Therefore the standards and requirements of the commissioning Department had some influence on the language and those who used it for written expression, despite the absence of any primary or secondary legislation on this matter. 
2B.2 Implementation and obstacles
The technical challenges having been dealt with, it then falls to the authorities that 
2B.3 IDNs and language law in the UK, Ireland and the European Union
Of course, the international legal protection of language is weak, as discussed above. However, the individual authorities with responsibility for a TLD could potentially be the subject of control through laws of general application. Nominet, suggested that if IDN were available in general but not in a specific country, and such could be attributed to an appropriate legal provision, this case could be relied upon in an attempt to force its introduction. In this regard it is interesting to note that the EU, which has authority over the .eu ccTLD, has ensured that Greek and Cyrillic script can be used for second-level registered names.
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2B.4 Observations on the impact of the IDN debates
The idea of internationalised domain names is important within the more global sphere of ICANN's work, too, as debates over script were as questions of politics and internal and external relations in decades and centuries past. For example, the While most alternative roots relate (without much success) to gTLDs, the Chinese attempt to develop what can be described as 'China TLDs' are a notable exception.
Prior to the full implementation of IDNs, a number of TLDs became available within China that were regulated by CNNIC independently of the global root. These TLDs, the subject of occasional wider interest, 64 include (zhonggou -'China'), (gongsi -'company') and 络 (wangluo -network'). In general, it is not possible (in the absence of IDN rollout) to access a site using a 'China TLD' without modifying computer settings. While from the point of view of an internal user in China some argue that they are effectively second-level domains, this is still a departure from the international norm.
Root server difficulties alone are not necessarily a threat to the flow of information.
However, within a jurisdiction where there is a strong effort to control Internet use, it can certainly contribute to it. This is particularly relevant in the context of Chinese law than websites more generally, meaning that CNNIC would wish, in order to carry out content regulation, that 'the Chinese-character domain name system be subject to Chinese administration'. 66 It is also argued from within CNNIC that 'the US government has no right to authorize any company to manage the domain names with Chinese characters'. 67 Both approaches draw upon links between nationalism and language, but the issue encompasses a broader assertion of the role of national governments in Internet management and content regulation, and represents a difficult challenge for ICANN.
This particular situation is an example of a close mapping between language (Chinese) and state (China), which is replicated in many other cases around the world. Perhaps it is a natural and arguably inevitable response to the link between English (the only LDH language) and the legal 'home' of the DNS (the US). However, it is a worrying counterpoint not only to the pro-IDN arguments based on diversity and enabling multilingualism, but also to the belief that technology can enhance the distinctive features of a language (such as in Japanese, and theoretically for Gaelic feature of language -and the passions that this role has provoked -may not be a major one for all languages, but it is certainly vulnerable to use as a proxy for other issues, linguistic and cultural, assertive and defensive. Print historian Siegfrid
Steinberg may have argued (in the context of Irish) that it was a 'most wholesome consequence' of the printing press and its availability throughout the world that the Latin alphabet became 'the one medium in which every human thought can find adequate expression', 72 but even if this doubtful idea was ever true to begin with, the 21 st century printing press that is the Internet is (or could be) somewhat more flexible. At least a technical solution works within the current constraints of the Internet, whereas a treaty-driven restructuring of the network could well cause further problems. Governments are well experienced at regulating languages out of existence; international law has been highly deficient in protecting against this.
Without strong safeguards, a well-meaning intervention to support IDNs and script diversity could narrow access to multilingual content, through the way that national authorities could use this as an opportunity to change the balance in communication and access to information.
Generic TLDs and public morality
Alternative and official roots
While the difficult IDN debate continued through a series of ICANN events, another 
Expanding gTLDs and the .xxx problem
At first, there were but seven gTLDs: .com, .org., .net being the most familiar, alongsidealso the more restricted .gov, .edu., .mil and .int. Adding to these TLDs was an issue throughout the popularisation of the Internet, and indeed the delays in such can be seen to have contributed to the popularity of vanity ccTLDs. In particular, those that were of appeal far beyond their territories, such as the useful .to and .tv, proposered. This has been argued to be an example of a challenge to ICANN's role but also a commodification and commercialisation of national identity, 77 and was not a sustainable approach.
The first wave of successful expansion was the introduction of a set of a further .xxx legitimises pornography.
Pornographic content is presently available on the Internet under straightforward
.com names, which are at least as 'legitimate' as any other proposed name. Indeed,
given the strong reputation that existing .com sites can have, the pornographic content could even be argued to gain its legitimacy from having the same gTLD as amazon.com (to take but one example), if we are to assume that having a gTLD attached to a name confers legitimacy.
.xxx would be harmful to children.
Again, this argument is distant from the reality of new media content. Whatever about plans to restrict Internet access for the purpose of child protection, the failure to approve .xxx cannot be demonstrated to have any impact on this understandably difficult issue. (There is an interpretation of the .xxx proposal that would suggest the opposite, as will be explained below).
Although there are general objections to the plan, e.g. that the primary result will be profit for the application registrar ICM, 83 there is also the issue highlighted by the adult entertainment industry with regard to possible censorship. This is the idea that, if .xxx were introduced, it may be used, in jurisdictions with weaker constitutional protection of freedom of expression to restrict or block user access to such sites. This is far from a new idea, as various proposals for labelling or even domain-based filtering have been proposed, long before the .xxx application was a live one. 84 Examples include a consideration by a US federal commission investigating online safety 85 and various legislative proposals. 86 Academically, this has been discussed as a possible 'zoning' of the Internet, referring to the traditional approach under US (and other) law of regulating sexual entertainment through the zoning of land. This would depend, in part, on legislative action that would make the use of such a gTLD mandatory, as otherwise the content could be made accessible through both .xxx and another gTLD. This in itself would not necessarily be a particular legislative priority, and also relatively difficult to enforce for individual users (although admittedly easier for major players). and international judges., The most significant result was the communication of a view to ICANN by these experts that dispute resolution panels be 'given the full scope and flexibility' to refer to international law in deciding upon public order and morality objections. ICANN's interim conclusion, though, is that there should be some reference to or inclusion of three key categories, namely incitement to 'violent lawless action', incitement to or promotion of discrimination, and incitement to or promotion of child pornography. We should note, too, the problems raised during the .xxx debate by board member Susan Crawford, who argued that ICANN continues to have difficulties with concepts of legitimacy, if it is to make decisions that are based on global Internet community values. 93 An appeal to international legal principles, however defined, can possibly be seen as a way of addressing this criticism in part.
ICANN's new approach
Conclusion
The DNS was originally intended for a more humble and internal use, predating its technological determinism with undesirable consequences for linguistic diversity. In the case of gTLDs, it remains too soon to tell what ICANN's legacy on this point will be, and it will surely take a dispute over 'public morality' for the new process to be properly tested. How ICANN completes the two processes will be an important part of the formalisation of international Internet law with broad consequences for language and culture across the world.
