In this paper, a theoretical scheme for bidirectional quantum teleportation by using a four-qubit GHZ state and two Bell states as a quantum channel is proposed. In this scheme, two arbitrary single-qubit quantum states and an unknown three-qubit state can be mutually transmitted between the two communication participants Alice and Bob. The quantum state information can be transmitted if Alice performs four single-qubit measurement operations on her qubits and Bob carries out a four-qubit joint measurement on his qubits, respectively. Then both Alice and Bob can reconstruct the target quantum state by means of appropriate unitary operations. Then we take comparisons with the other bidirectional quantum teleportation protocols in five aspects of quantum information bits transmitted, necessary operations, consumption of quantum resource, consumption of classical resource and intrinsic efficiency. Furthermore, we use channel authentication method to ensure the channel security and prove that our protocol can withstand four attack scenarios. It is concluded that our scheme has significant advantages of more qubits number transmitted, higher intrinsic efficiency and high security.
I. INTRODUCTION
Quantum communication (QC) is a research hotspot in quantum physics and information science. Moreover, it is a communication technology that takes quantum states as information carriers for information transmission, which can break through the limits of classical information technology in terms of ensuring information security and increasing information transmission capacity.
QC includes such areas as quantum teleportation (QT), super-dense coding [1] - [4] , quantum secret key distribution [5] - [7] and so on. Among them, the basic principle of QT is to use multi-qubit entangled states as quantum channels and transmit quantum state information with the help of some classical resources. The idea of QT was first The associate editor coordinating the review of this manuscript and approving it for publication was Zesong Fei .
proposed by Bennet et al. [8] in 1993. They used a Bell state with the maximum entanglement to implement a scheme for transmitting an arbitrary single-qubit state to a distant location. At present, many researches on QT [9] - [11] have achieved many crucial results. Such as, Quan et al. [12] investigated two-copy scenario of QT based on a Bell-state measurement in 2018. They derived the general expression of the corresponding optimal QT fidelity and showed the optimal fidelity of two-copy QT surpasses that of the original one copy QT. Li et al. [13] proposed the deterministic QT scheme of the quantum gate between two logical qubits in the same year. They experimentally demonstrated the QT of a controlled-NOT (CNOT) gate, which they make deterministic by using real-time adaptive control. And they take a crucial step towards implementing error-correctable modules, which can enhance the process fidelity of their teleported gate. In 2019, Zha et al. [14] proposed a QT scheme of an arbitrary VOLUME 8, 2020 This work is licensed under a Creative Commons Attribution 4.0 License. For more information, see http://creativecommons.org/licenses/by/4.0/ two-qubit quantum state utilizing two three-qubit GHZ states and the six-qubit entangled state as a quantum channel. In addition, many improved QT schemes have been proposed, such as quantum information splitting (QIS) [15] - [17] , quantum secret sharing (QSS) [18] - [20] , controlled quantum teleportation (CQT) [21] - [23] and bidirectional quantum teleportation (BQT) [24] - [31] , [33] - [40] and so on, which all can be considered as the expansion of QT. Among these, the BQT is such a scheme that the sender and receiver can realize the mutual transmission of quantum state information by using multi-qubit entangled states as quantum channels. Ma et al. [26] proposed a scheme of bidirectional controlled quantum teleportation in the three-dimension System in 2018. Sadeghi et al. [30] in 2017 presented a scheme for BQT making use of an eight-qubit entangled state as a quantum channel, which the users can teleport an arbitrary two-qubit state to each other simultaneously. Li et al. [35] in 2018 proposed a scheme for bidirectional controlled remote state preparation of an arbitrary two-qubit state, where a nine-qubit entangled state is used as a quantum channel. Sun et al. [36] in 2019 studied BQT under noisy environment and proposed a protocol for asymmetric bidirectional controlled teleportation by using nine-qubit entangled state in noisy environment. Shi et al. [39] in 2019 proposed two symmetry BQT schemes by using a bi-photon Bell-class hyper-entangled state as a quantum channel. In their second scheme, the two parties can transmit the target one-qubit state and two-qubit state at the same time by using Bell-state measurement and the appropriate unitary operations. Zhou et al. [37] in 2019 presented a scheme for BQT by using six-qubit GHZ state, which can solve a common noise environment where quantum channel only causes an error on single-qubit in the process of communication. In the same year, Zhou et al. [40] proposed a scheme for cyclic and bidirectional quantum teleportation via pseudo multi-qubit states. In their scheme, the three communication parties, Alice, Bob and Charlie, can respectively send their own quantum state information to two other communication participants.
In this paper, we propose a BQT scheme using a four-qubit GHZ state and two Bell states as a quantum channel. To achieve BQT, Alice and Bob severally implement four single-qubit measurements operations and a four-qubit joint measurement on corresponding qubits. Based on each measurement result, there will be corresponding collapsed state of the remaining qubits. Then Alice and Bob can obtain the target quantum states by taking the appropriate unitary operations on the collapsed states. Finally, we successfully implemented the mutual transmission of two arbitrary single-qubit quantum states and an unknown three-qubit state between the communication participants Alice and Bob.
The structure of this paper is as follows. In Section 2, the proposed BQT scheme based on a four-qubit GHZ state and two Bell states is presented in detail. In Section 3, ten different BQT schemes are compared and analyzed. Section 4 provides the security analysis of the scheme under various attack scenarios. Finally, the conclusion is presented in Section 5.
II. BIDIRECTIONAL QUANTUM TELEPORTATION BY USING A FOUR-QUBIT CLUSTER STATE AND TWO BELL STATES
Our scheme is a protocol for BQT, where the legitimate communication parties are Alice and Bob. And Alice has two arbitrary single-qubit quantum states, which can be expressed as follows:
where the coefficients a, b and c, d satisfy the normalization condition of the form |a| 2 +|b| 2 = 1, |c| 2 +|d| 2 = 1 Consider that Alice wants to transmit the two arbitrary single-qubit quantum states to the remote Bob. In the same time, Bob also wants to transfer an unknown three-qubit state to the Alice. And the unknown three-qubit state can be expressed as follows:
where the coefficients α and β satisfy the normalization condition of the form |α| 2 + |β| 2 = 1.
A. PREPARATION WORK
In order to realize the transmission of quantum state information, Alice and Bob first need to safely share an eight-qubit entangled state composed of a four-qubit GHZ state and two Bell states as the quantum channel. The four-qubit GHZ state and two Bell states can be shown as follows:
Then the eight-qubit entangled state can be expressed as follows:
where the qubits 1,2,3,5 and 7 belong to Alice, qubits 4,6 and 8 belong to Bob. Then we can use Fig.1 to represent the quantum circuit for the preparation process of quantum channel. And the initial state of the whole quantum system here can be defined as
B. NOISE IMPACT ANALYSIS AND SAFETY ANALYSIS QT directly transmits unknown quantum states, so the influence of noise on quantum signal will largely determine whether the receiver can obtain the correct quantum information Reference [37] mentioned that in the noise environment where only causes an error on single-qubit, choosing the three-qubit GHZ-state and arbitrary single-qubit state as the initial quantum states transmitted can well solve the problem of qubit flipping. Of course, except for the error of qubit flipping, there may also be phase flipping in such noisy environment. For example, the first qubit of quantum state |θ ABC has a phase flipping, which will cause |θ ABC in formula (2) become |θ ABC = (α|000 − β|111 ) ABC . The quantum circuit of searching the qubit of the phase flipping is shown in Fig.2 (a) . The operations in the dotted line box in the Fig.2 (a) can equivalent the phase flipping to a qubit flip. By measuring qubits a and b, we can determine the qubits that have flipped the phase. The phase flip can then be corrected by performing the operations shown in Fig.2 
(b) on qubits A, B and C.
Besides the noise influence, one of the key issues to consider is whether the quantum channel is secure. Then we take a direct channel authentication method to test the safety of the channel [41] . The specific process of channel authentication can be shown as follows.
(i) Alice prepared an arbitrary one-qubit H as a detection particle with quantum state is |K H , which has the form
where, {ω, µ} is the characteristic parameter of the quantum state |K H .
(ii) Alice performs three CNOT operations on qubits (1,H), ( 2,H) and (3,H) with the qubit 1,2,3 as the control qubit, respectively, and qubit H as the target qubit. The qubits 1,2,3,4 and H combine into five-qubit entangled state. After that, Alice sends qubit H to Bob.
(iii) After receiving detection particle, Bob performs a CNOT operation on qubits (4, H), where qubit 4 serves as the control qubit and qubit H serves as the target qubit. The operation taken by Bob disentangled the entangled state |ψ 1234 and |K H , which were no longer correlated. And the quantum channel completely maintained its original properties.
(iv) Bob entangles qubits 5,6 and detection particle in the same way as Alice, and then sent the later to Alice.
(v) Alice can obtain the detection particle with state K 1 H by employing a CNOT operation on qubits (5, H) with qubit 5 as the control qubit, and qubit H as the target qubit. Then she measures the parameters {ω 1 , µ 1 } and compares them to the original parameters {ω, µ}. If it is consistent, the two entangled states |ψ 1234 and |φ 56 are not disturbed. Otherwise, one or both of them are disturbed.
(vi) Alice and Bob repeat the operations in steps (ii)-(v) for qubit sets (1,2,3,4), (7, 8) , and obtain the state K 2 H of the detection particle. Alice then compare parameters {ω 2 , µ 2 } with the original parameters {ω, µ}.
(vii) If both {ω 1 , µ 1 } and {ω 2 , µ 2 } are consistent with the original parameters, the channel is not disturbed. Otherwise, Alice and Bob repeat the operations in steps (ii)-(v) for qubit sets (5,6), ( 7, 8) , and obtain the state K 3 H of the detection particle. Alice also compare parameters {ω 3 , µ 3 } with the original parameters {ω, µ}.
(viii) Based on the compared results of steps (v)-(vii), we can determine whether the quantum channel is disturbed. If there is interference, it can be further determined which one of |ψ 1234 , |φ 56 and |φ 78 is disturbed according to Table 1 . 
C. THE PROCESS OF IMPLEMENTING THE PROPOSED SCHEME
Next, we represent each qubit with a horizontal line. |M , |N and |A , |B , |C represents the two arbitrary single-qubit quantum states |τ M , |υ N and the unknown three-qubit state |θ ABC , respectively. And the quantum channel can be said by |1 to |8 .We can obtain the quantum logic circuit diagram of the whole communication process of the BQT scheme, as shown in Fig. 3 .
Next, we introduce the implementation of our scheme in three steps as given below.
In the first step as shown in Fig.3 (I). Alice firstly employs two CNOT operations on qubits (M,5),(N,7) with M,N as control qubits and 5,7 as target qubits. Alice then employs two H-gate operations on qubits M and N. Meanwhile, Bob performs an H-gate operation on qubit B. Then the quantum state of the whole quantum system can be converted into the following form:
In the second step as seen in Fig.3 (II) . For transmitting the two unknown single-qubit states to Bob, Alice successively makes four single-qubit measurement operations with the measurement basis {|0 , |1 } on the qubits (M,N,5,7). There will be 16 possible results with equal probability. Alice then encodes her measurement results into four bits classical information and sends those to Bob through the classical channel. And the coding rules are |efgh MN 57 → efgh (e, f , g, h ∈ [0, 1]).
In the meantime, Bob implements a four-qubit joint measurement of the qubits (A, B, C, 4) in his hand based on measurement basis η ± i ABC4 , (i = 1, 2, 3, 4) to transmit the unknown three-qubit state to Alice. By the measuring operation, Bob can obtain 8 possible results with equal probability, and his measurement result is encoded into four-bit classical information and notified it to Alice through classical channel. The measurement basis η ± i ABC4 , (i = 1, 2, 3, 4) can be characterized as following form.
The coding rules are as follows:
According to the above steps, the quantum state of the whole quantum system can be expressed as follow (10) , as shown at the bottom of this page.
In the third step as illustrated in Fig.3 (III) . From the formula (9) , it can be seen that after the measurement operations taken by Alice and Bob, the quantum states of the remaining particles 1,2,3 and 6,8 will collapse into 128 corresponding quantum states, which can expressed as | 
appropriate unitary operations to the corresponding collapsed state. The unitary operations can be given below.
The possible results of measurement and the corresponding unitary operations are shown in Table 2 . Now let us take an example to illustrate the above process. Without loss of generality, we assume that the result of Alice's four single-qubit measurement operations for qubits (M,N,5,7) is |0001 MN 57 . Moreover Bob's four-qubit joint measurement for qubits (A,B,C,4) are η + 1 ABC4 . The collapsing state of the remaining qubits (1, 2, 3, 6, 8) is given below.
Then Alice (Bob) informs the receiver Bob ( Alice) of the measurement results through the classical channel. According to the measured results, Alice can reconstruct the original quantum state sent by Bob via performing appropriate unitary operations σ 1 Z ⊗ I 2 ⊗ I 3 on qubits 1,2 and 3. Meanwhile, Bob can obtain the quantum state information of qubit M and N sent by Alice via using two unitary operations I 6 ⊗ σ 8 X on qubit 6 and 8.
So far, we realized a scheme for BQT utilizing a four-qubit GHZ state and two Bell state as a quantum channel.
Alice transmits two unknown single-qubit states to a remote Bob with four single-qubit measurement operations, while Bob transmits an unknown three-qubit state to Alice with a four-qubit joint measurement. And it can be seen that the success probability of our scheme is 1 in theory.
III. COMPARISON AND ANALYSIS
To intuitively show the superiority of BQT scheme proposed in this paper, let us compare our scheme with the previous ten ones as shown in Ref. 27-36 from the following five aspects: the quantum information bits transmitted, the necessary operations, the consumption of quantum resource, the consumption of classic resource and the intrinsic efficiency.
First, the quantum information bits transmitted. The maximum number of qubits transmitted in schemes 27-36 and ours is five-qubit. And the specific qubits number transmitted in each scheme is shown in Table 3 . And our protocol transmits the maximum qubits number.
Second, the necessary operations. In Ref. 27-36, many forms of quantum entangled state are used as the measurement basis, including single-qubit state, Bell-state and other multi-qubit states. Without exception, our scheme applies four single-qubit measurement operations and a four-qubit joint measurement, which has low complexity.
Third, the consumption of quantum resource. In Ref. [27] [28] [29] [30] [31] [32] [33] [34] [35] [36] and our protocol, the one that consumes the most quantum resource is Ref. 35 , which utilizes nine-qubit entangled state and four auxiliary particles to realize communication. Our consumption of quantum resource is eight qubits, which consumes the least amount of quantum resource.
Fourth, the consumption of classical resource. In the BQT scheme, communication participants need to transmit their measurement results in virtue of the classical resource. Based on the measurement operations performed, the range of classical resource consumed by schemes 27-36 are seven bits to nine bits. The consumption of classic resource in our scheme is medium, eight bits.
Fifth, the intrinsic efficiency. The intrinsic efficiency of the communication scheme is defined in literature [42] as the fallowing:
where, q S is the number of qubits consisting of the quantum information to be transmitted, q u is the number of qubits which is exploited as the quantum channel (except for those used for security checking), q a refers the auxiliary particles, and b t is the classical bits number transmitted. Based on the and η [36] = 4 9+9 = 2 9 , respectively, while that of our scheme is maximum, which is η = 5 8+8 = 5 16 . In conclusion, compared with the previous ten BQT schemes, the proposed scheme possesses the superiorities in transmitting more quantum information with the minimum consumption of quantum resource. And the calculation shows that our protocol has the highest transmission efficiency. We can summarize the above analysis in Table 3 . QIBT represents the quantum information bits transmitted; NO is necessary operation; QRC and CRC separately refers to the consumption of quantum resource and classic resource; η is the intrinsic efficiency. BSM and GSM represent Bell-state and GHZ-state measurement; SM and PM are single-qubit measurement in the Z-basis and X-basis; Two-QM, Three-QM, Four-QM and Five-QM are two-qubit measurement, three-qubit measurement, four-qubit measurement and five-qubit measurement, respectively;
IV. SECURITY ANALYSIS
There are many attack cases in QC [43] . Next, we will discuss the communication security of the proposed protocol in two cases. In the first case, the eavesdropper attacks the detection particle. The attack types are replacing the detection particle and operating on the detection particle. The second case is the eavesdropper attack the communication channel, the attack types are intercept-and-resend attack, the entangleand-measure attack.
A. ATTACK DETECTION PARTICLE 1) REPLACE DETECTION PARTICLE
Suppose the eavesdropper uses one-qubit with state K H to replace the original detection particle with state |K H and steal the quantum state information. But in the channel authentication phase, Bob first associates the detection particle with the channel particles to form a nine-qubit entangled state | 12345678H . If the detection particle is replaced, the quantum state | 12345678H will also change. Then, after receiving the detection particle, Alice's disentangled operation on the state of detection particle and the state of channel particles will be failed. The original quantum state of detection particle cannot be separated and eavesdropping behavior will be found.
2) OPERATE ON THE DETECTION PARTICLE
Suppose the eavesdropper acts operation ε on the detection particle, and tries to steal the communication information by reconstructing the detection particle. In the channel authentication phase, the operation ε applied to the detection particle is equivalent to operate on the multi-qubit entanglement state shared with correspondents. When the attacker projects the qubits after operation ε onto the eigenstate of his measurement base, the obtained quantum state contains the state of the quantum channel, the quantum state of the detection particle and the eigenstate, and it is impossible to separate the characteristic parameters of the detection particle. So the eavesdropper can't get any information.
B. ATTACK QUANTUM CHANNEL 1) INTERCEPT-AND-RESEND ATTACK
It is assumed that the eavesdropper eve intercepts the channel qubits sent by Alice to the participant Bob and then Eve re-sends a list of fake qubits to Bob. In the channel authentication stage, Alice and Bob respectively conduct entanglement and disentanglement operations on channel qubits and detection particle. If Bob receives the fake channel qubits, then Alice and Bob will obtain the wrong detection particle or fail to separate the quantum state of the original detection particle. So the channel authentication cannot pass. Therefore, intercept-and-resend attack is invalid.
2) ENTANGLE-AND-MEASURE ATTACK
Eve attempts to steal information by performing the unitary operationÛ E , which make an auxiliary qubit be entangled with the channel qubits. The operation performed by Eve will cause corresponding disturbances on quantum channel. In the stage of quantum channel authentication, Bob entangles the channel particle with the detection particle and sends the latter to Alice. Disturbances caused by Eve will result in the detection particle not to be extracted by Alice from the quantum state of the channel. So the channel authentication cannot pass. Therefore, the entangle-and-measure attack is invalid.
V. CONCLUSION
In summary, we have implemented an effective BQT scheme by using a four-qubit GHZ state and two Bell states as quantum channel, in which Alice sends two arbitrary single-qubit states to distant Bob and meanwhile Bob sends an unknown three-qubit state to Alice. In the transmission phase of quantum information, Alice carries out four single-qubit measurement operations, and Bob performs a four-qubit joint measurement. In the reconstruction phase of original quantum state, Alice and Bob adopt the corresponding unitary operations. Finally, both Alice and Bob can successfully obtain the quantum state information sent by each other. Moreover, our proposed scheme can deal with the problem of qubit flipping and phase flipping. We enhance the security of our scheme by means of channel authentication method, which can resist four attack scenarios. On this premise, compared with the other ten BQT protocols, our scheme also has the prominent advantages of more qubits number transmitted and higher transmission efficiency. At present, the research work of quantum communication is increasing day by day. It is believed that quantum communication technology will become more and more mature in the future, and it will be widely used in many situations where high security communication is needed.
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