Abstract-Wireless Sensor Networks (WSN) are becoming increasingly important for telemedicine applications, monitoring patients both in the clinical setting and at home. They reduce user discomfort, enhance mobility and reduce costs. WSN are also fundamental in Ambient Assisted Living (AAL) since these smart systems, which are tailored to users needs, collect information about users and their ambient in order to provide personalized feedback.
INTRODUCTION
Wireless Sensor Network (WSN) are becoming increasingly important for monitoring patients both in the clinical setting and at home. They provide more comfort for patients, with the absence of wires reducing costs and providing more flexibility. WSN are also fundamental in AAL since these smart systems, tailored to users needs, collect information about users and their ambient in order to provide personalized feedback. Wireless Sensor Networks can integrate vital sign sensors and also environmental sensors such as air quality.
Despite the growing use of wireless communications in the health domain and AAL systems the research literature reviewing trials of these technologies is still scarce. This paper provides a systematic review of the use of WSN in the health domain.
A WSN consists of spatially distributed, autonomous sensors (sensing nodes) that cooperate to monitor physical or environmental conditions, such as temperature, sound, vibration, pressure, etc.
The main components of a WSN are:
• Sensing node: every sensing node is equipped with a microcontroller and a power source. The sensing nodes monitor conditions, conducting small processing operations and transmitting this data to other sensing nodes in the network.
• Transmission technology: to transport data among network nodes. WiFi, Bluetooth, Zig-Bee, and RFID are the most popular transmission technologies. Choosing between them will depend on lifetime maximization, robustness and fault tolerance.
• Standards: to define how data provided by sensing nodes is structured. The use of a data standard benefits system integration and interoperability of the system. The main reason for using WSN is to improve the quality of healthcare systems. They have several advantages over traditional wired systems [29] : ease of use, reduced risk of infection, reduced risk of failure, reduced user discomfort, enhanced mobility and lower cost of care delivery.
Furthermore, WSN introduce new issues such as lower bandwidth availability, interference, battery life, etc. that have to be considered. This paper reviews current WSN implementations in the health domain. It provides a systematic review of the use of WSN in health applications, presenting current WSN research implementations. It compares issues and arguments surrounding the different approaches and describes recent research in the field.
Section I describes the methodology used to select and classify papers. Section II presents the main ideas which are then discussed in Section III. Finally, our conclusions are presented.
I. METHODOLOGY
This section describes the methodology used to identify and classify the research papers.
A. Establish exclusion criteria
The most important aspects are to do with results with users. That is why exclusion criteria have been applied to those papers that present a system implementation where a WSN is used.
B. Choosing the search engine
We used Pubmed, a search engine for health-related publications, which provides results according to the case of study. However, other search engines were used but then ruled out due to the poor results obtained.
For example, using the keywords wireless, sensor health on IEEE xplore returns 50 results, all of which match the exclusion criteria. Using the same keywords at Pubmed returns 126 results, with 21% of them matching the inclusion criteria.
Search results using different keywords are presented at Table I • Keywords: parameter used in the search engine. 978-1-4244-4122-8/11/$26.00 ©2011 IEEE 1789 • Total: number of papers provided from the selected keywords search.
• Criteria: number of papers that match the inclusion criteria.
C. Establish classification parameters
The papers that matched the inclusion criteria were classified according to the following parameters:
• Health focus: type of application implemented and presented in the paper.
• Sensors: enumeration of the sensors integrated at the system. • Transmission technology: used by the sensors to transmit data.
• Autonomy: Battery life.
• N. of participants: number of participants and their health (health or unhealthy). Table II . shows the classification of each paper according to these parameters.
II. RESULTS
This section is divided into four subsections.
A. General implementation strategies
The general structure implemented in most of the publications is presented in Fig. 1 , illustrating two different scenarios:
• Sensors are wired to a personal device which sends the raw or processed data to a personal computer (point to point).
• Sensors are connected using wireless transmission technology to a personal computer that processes the acquired data (point to multipoint).
The general structure implemented in most of the publications is presented at fig. 1 which defines two different scenarios:
• Sensors are connected to a personal device using wires. It is the personal device who sends the acquired data, processed or not, to a personal computer(point to point).
• Sensors are connected using a wireless transmission technology to a personal computer that processes the acquired data(point to multipoint). 
B. Applications
The reviewed publications can be divided into two main groups of application: monitoring and fall detection.
Fall detection applications cater for a specific scenario where the data is provided by an accelerometer and additional information (i.e. GPS data). Each paper contributes with its own algorithm to determine whether the participant has fallen over. They share a common structure in which the sensor gathers the data from the accelerometer; this information is then processed at the sensor and the fall event is transmitted to a central device where the information is displayed.
Monitoring systems can be divided into those that implement a general health monitoring system and those that provide a solution to a specific condition (diabetes, sleep disorders, etc.). General health monitoring systems focus on system structure and how information is gathered and transmitted, to a central device and displayed. The specific applications present a study about how the information is gathered, mainly using trials with a large number of participants, and they also discuss the results of these trials.
C. Network and standards
Two main transmission technologies are used to communicate sensors with WSN, ZigBee and Bluetooth. The main feature of these standards is the low power consumption which is a basic feature of WSN.
There are two main transmission technologies that are used in order to communicate sensors at the WSN, ZigBee and Bluetooth. The main feature about these standards is the low power consumption which is a basic feature at the WSN.
Other alternatives use Radio Frequency (RF) [7] , Radio Frequency IDentification (RFID) [23] or they do not even mention the transmission technology [24] [27] . On the other hand there is an important issue surrounding data transmission as no data standard is used. Some papers describe their own data structure or do not even mention it.
D. Trials
As Table II shows, the number of participants in system testing is low. Only four of the 26 papers presented have more than 30 participants. The main objective of this test is to determine the correct behavior system in short trials. There is no discussion about comfort or long-term monitoring.
III. DISCUSSION
Several challenges need to be overcome to enrich current implementations in the WSN domain. These challenges take the form of longer trials, comfort studies, the use of standards, security requirements and reliability. They are discussed in the following subsections.
A. Trials
More participants and longer trials would allow the measurement of other parameters such as comfort and system autonomy. Comfort is one of the advantages provided by WSN as mentioned in the Introduction. The importance of comfort is discussed in Subsection III-C. Increasing the number of participants would also bolster statistical results.
B. Standards
When dealing with medical data, several standards are used to structure the information that is sent between medical devices. The WSN publications reviewed in this paper do not use a specific standard for sending data or implementing the services provided by a sensor. Most of the publications do not even mention how the data is sent, while only a few of them implement the solution provided by the manufacturer or a newly defined one.
The lack of any standard turns these solutions into isolated systems because there are many interoperability issues that reduce opportunities for integration in other platforms. A recent standard, IEEE 1451 [1] , has been designed to standardize communication in WSN; it is not restricted to a single transmission technology, being able to operate with the most popular ones (ZigBee, Bluetooth, etc.). Other proposals use the X73, ISO/IEEE11073 standard, also defined at IEEE, and which was originally designed to provide connectivity between medical devices.
C. Comfort
WSN increments the comfort for long-term monitoring. A study is presented at [19] about the effectiveness of orthotic treatment for scoliosis and the importance of time and how well the orthosis is worn. The most commonly recommended wear time is 23 hours/day. This study may tell us how important comfort is in telemonitoring systems. But, as previously mentioned, trials are not usually very exhaustive regarding comfort conditions, with most being conducted over short periods. Most of the publications fail to mention system autonomy. In the previous example [19] trials were conducted with unhealthy participants for more than 4 months using a sensor with around 130 days of autonomy.
D. Security requirements
WSN requires security methods to authenticate and provide privacy. [30] demonstrates that if sensors cannot be successfully authenticated the incorrect information may be stored in the medical record. Authentication methods can be effective in preventing false data injection and Denial of Service (DoS) attacks. Authenticity, integrity, and confidentiality between biosensors must be guaranteed.
An interesting finding in our research was the lack of papers reporting quality of security aspects. This is surprising since the data collected by wireless sensors may be of vital importance or contain very sensitive information.
In our search strategy we aimed at both home systems and clinical systems, but unfortunately we found mainly examples in the clinical setting. We only found examples referring to possibilities of using WSN for AAL but no trials about implementations. However, wireless communications for AAL have been addressed in the research literature [7] [6] .
None of the reviewed publications made any considerations about security. The implemented systems do not provide any security about data transmission or authentication methods. The topic is not even discussed.
E. Reliability
Despite wireless transmission technologies providing their own mechanisms for preventing interference from other wireless sources, transmission reliability must be guaranteed. While some publications [3] mentioned improving reliability as a future objective, this reliability referred to the fall detection mechanism. None of the papers discussed the reliability of the communications implemented in the system.
IV. CONCLUSSIONS
This paper has presented current systems implementations in the WSN domain. There are several applications that focus on telemonitoring and fall detection that use wireless technologies like ZigBee or BlueTooth.
As mentioned, these implementations would benefit from more trials, lasting longer and with more participants to provide more detailed information about system autonomy and comfort. Guaranteeing the privacy and authenticity of the transmitted data is also an important objective. To achieve this, security mechanisms have to be implemented.
Wireless transmission technologies can be affected by different kinds of interference. As the data transmitted in telemedicine systems is sensitive, being able to provide reliability is vital.
As mentioned, one of the most important challenges concerns the use of standards. These standards would help by providing a common interface that would make it possible to integrate these otherwise isolated systems. This is an important goal at AAL where there are many different kinds of sensors. Providing them with a standardized interface would make it easier to integrate and coordinate them.
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