INTRODUCTION
Cyber-systems are now available anytime, anywhere, by different means, and distributed unobtrusively throughout everyday environments in which physical objects/artifacts embedded with invisible computers are sensible and networked locally and globally. The Cyber-Physical System (CPS) is a speedily emerging arena, which is going to cover every aspect of life in the near future. Semiconductors and the Internet have revolutionized and transformed our lives in how we interact with information and led to the growth of information technology; now we are into a paradigm of CPS that would transform the way we interact with and manipulate the physical systems. As CPS represents a bold new generation of systems that integrate computing and communication capabilities with the dynamics of physical and engineered systems, it has not been realized how it is going to impact the economy and social structure as vast major investments are being made worldwide in developing this technology. The physical world, however, is not entirely predictable. Although it is yet unclear what exactly the real cyber-physical integrated worlds would be, there is no doubt that they must be "dependable" (Bhuiyan et al. 2016 (Bhuiyan et al. , 2017a .
Increasingly, individuals, practitioners, and organizations started developing or procuring sophisticated CPSs on whose dependability of services they need to place great confidence. Future CPSs need to close the dependability gap in the face of challenges in different circumstances and services, e.g., continuity, effective performance, real-time responsiveness, ability to overcome data fault/corruption/anomaly, ability to avoid catastrophic failures, prevention of deliberate privacy intrusions, reliability/availability/sustainability/adaptability/heterogeneity/security/safety, and so on (Zeng et al. 2017; Bhuiyan et al. 2017b ). Therefore, we have a wide open area of research to explore and exploit the challenges and immense opportunities in this dependable CPS arena.
ARTICLE COLLECTION AND SELECTION
The special issue on dependability in cyber-physical systems and applications is motivated by the compelling challenges and requirements identified above, and aims to compile research that fundamentally addresses them. ACM TCPS has recognized the important and timely concerns in this special issue. It has attempted to provide an opportune forum for presenting current research ideas, techniques, and the like from researchers and practitioners belonging to myriad research areas, with the final goal of sharing their specific challenges and solutions for CPS dependability. We received an overwhelming response from the research community. Particularly, we received a total of 64 submissions. After a rigorous review process, a total of 11 articles were accepted for publication, making an attractive acceptance rate of 17.18%.
The selected articles contributed to the important advances toward CPS dependability issues. The contributions cover several topics, which can be grouped into three different and distinct categories: (1) dependable CPS control and performance evaluation, (2) dependability in localization and smart grid topology, and (3) dependability in data collection and analytics. All of the 11 articles were contributed by researchers from both academia and industry.
LIST OF CONTRIBUTIONS TO THE SPECIAL ISSUE
After a rigorous review process, the following 11 contributions have been considered: 
SUMMARY OF THE CONTRIBUTIONS
The first group of contributions (dependable CPS control and performance evaluation) includes four articles. The first article of this group focused on two-level control CPSs, a widely adopted control CPS architecture, and proposed an emulation-based evaluation methodology framework.
The framework uses hybrid model reachability to quantify cross-domain noise impact and exploits Lyapunov stability theories to reduce the evaluation benchmark size. To enhance the dependability of industrial wireless control, in the second of this group, Ma et al. proposed a holistic cyberphysical management framework that employs runtime coordination between the plant control and network management. The design includes a holistic controller that generates actuation signals to physical plants and reconfigures the wireless sensor and actuator networks (WSANs) to maintain desired control performance while saving wireless resources. The third article of the group contributed to the resource cost-aware fault-tolerant design methodology for end-to-end functional safety computation on automotive CPSs. The last article of the group is about dependable model-driven development of CPSs, which was proposed by Yu et al.
The second group of contributions (dependability in localization and smart grid topology) includes three articles. Liu et al. developed a dependable visual light-based indoor localization framework. A method is derived from the triangle inequality to automatically detect the abnormal LED lamps that are blocked by obstacles. These LED lamps are then ignored by their localization algorithm so that they do not bias the localization results, which improves the dependability of the localization framework. Tian et al. proposed to exploit the localized users as the mobile anchors for localizing the nonlocalized users in the CPSs. These mobile users cooperate as a whole group to improve their localization accuracy. For the scenarios with a crowd of users, the article divides the users into different groups according to their distance information, which can ensure that only the dependable anchors are used for the localization. The last article of the group proposed by Beibei et al. developed a stochastic Petri-net-based analytical model to assess and analyze the system reliability of smart grid CPSs, specifically against topology attacks, and system countermeasures (i.e., intrusion detection systems and malfunction recovery techniques).
The final group of contributions (dependability in data collection and analytics) includes four articles. Chang et al. proposed DTSA, a dependable time series data analytics framework, which is for the IoT-based smart grid CPS. The DTSA framework is capable of proving dependable data transforming from the CPS to the target database with an extraction engine to preliminarily refine raw data and further cleanse the data with a correction engine. The second article of this group proposed by Qingchen et al. suggested a dependable deep computation model for feature learning on low-quality big data in cyber-physical systems. Specially, a regularity is added into the objective function of the deep computation model to obtain reliable features in the intermediate-level representation space in the CPS. Next, Kun et al. utilized a bitwise XOR and presented a bit-choosing algorithm to realize privacy-preserving min, kth min, and percentile computation. The last article of the group proposed by Ning et al. developed a scheme to guarantee communication data security in PSN based on two dimensions of trust in a flexible manner on the basis of Key-Policy Attribute-Based Encryption (KP-ABE). Its advantages and performance are justified and evaluated through extensive analysis on security, computation complexity, communication cost, scalability, and flexibility, as well as scheme implementation.
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