And, unfortunately, technologies, such as social media and mobile smartphones, that connect our youth to new experiences and people have outpaced the ones designed to keep teens safe while doing so. For instance, the current paradigm for keeping teens safe online through the use of parental control apps focuses heavily on "abstinence-only" approaches that rely on direct parental oversight through authoritarian and privacy-invasive features that monitor and restrict a teen's online activities [3] . Parents don't have enough time to track everything their teens do online. Additionally, this approach is often ineffective, and even detrimental, to the trust relationship between parents and teens [4] . There is little evidence that these technologies keep teens safe online, nor teach teens how to manage online risks effectively [5] .
Further, focusing on parental mediation as the primary means for keeping teens safe online neglects the fact that the teens who are vulnerable to the most serious online risks (e.g., sexual predation and cyberbullying) are often those who often lack engaged and supportive parental supervision both on and offline [6] . Thus, there is a wide sociotechnical gap between what we know about healthy adolescent development, effective parental mediation strategies, and the current systems designed to support adolescent online safety. The goal of my research is to help close this gap.
BA: How did you become interested in the issues related to the adolescent online safety? PW: I first became interested in the topic of adolescent online safety during my post doc at Penn State University. This project was focused on developing effective parental mediation strategies for helping teens regulate their information disclosures online. The central idea was that if teens disclosed less information about themselves online, they would be safer. After doing some research in this space, I realized the literature portrayed two common narratives that I thought were flawed: 1) Increased information privacy can keep adolescents safe online, and 2) Parental mediation is the key to protecting teens from online risks.
First, the narrative that teens are putting themselves at risk online because they are disclosing too much personal information felt a lot like victim blaming to me. There is a widely accepted privacy paradox where individuals' stated privacy concerns do not match their information disclosure behaviors [7] . As a privacy researcher, the biggest lie that we tell ourselves is that privacy is essential to end users. In actuality, privacy is almost always a secondary goal to the primary purpose of socially connecting with others or seeking information online. For instance, no one joins a social media platform because they want to be more private. And, this is no different for teens versus adults.
Ironically, we have created a new privacy paradox for teens as we struggle to keep them safe online. On the one hand, we are telling teens that they need to care about their online privacy to stay safe, and on the other, we are taking their privacy away for the sake of their online safety. You see, this "privacy as prevention" approach to online safety has resulted in privacyinvasive parental control apps that allow parents to directly monitor and restrict their teens' online behaviors, which increases the privacy tensions between parents and teens [8] . If many parents are uncomfortable reading their teen's personal diary, then why would we think parents would be comfortable reading each conversation their teen has with others online? We need to find more reasonable solutions that support families in keeping their teens safe without talking about their agency and treating teens like young children.
Second, after growing up as an "at-risk" youth myself, the idea that parental mediation is the only key to keeping teens safe online dripped with privilege. I am from the Oregon Trail generation, someone who was slowly introduced to technology and the internet in my late teens. My low-income, racial minority mother, who also suffered abuse when she was a child, could not keep me safe from her boyfriend, much less monitor what I was doing at school, on the phone, or online. I was living on my own by my senior year of high school, so parental mediation was just not a factor in my life, as it is also not a factor in the lives of many teens who are now growing up in an always-connected digital world. How can we protect these teens who are at the highest risk of physical or emotional harm resulting from unmediated internet and social media use?
BA: What initiatives are you currently leading that have the potential to mitigate some of these online risks and also to teach the teens how to manage them effectively? PW: I was recently selected as the first computer scientist ever to receive the William T. Grant Scholars Award for my proposed research on helping at-risk youth such as those who are socioeconomically disadvantaged, racial minorities, or foster youth in the child welfare system, be more resilient against online sexual predation risks. In this project, I will examine the risk and protective factors that contribute to the online sexual risk behaviors of young girls (ages 12-15) through a mobile diary study. Then, I will examine private message conversations to understand how these risks unfold and can be detected. The final phase of this research will be to develop a socio-technical intervention that helps teens manage these types of risky interactions in the moments when they need help the most.
I am also starting a new project that was funded by the National Science Foundation's Partnerships for Innovation. I will lead a multi-disciplinary team of researchers, clinicians, and industry partners to build, evaluate, and commercialize state-of-the-art technologies that proactively detect adolescent online risk behaviors, including mental health issues, sexual solicitations, and online harassment, to mitigate these risks and preventing harm. We will accomplish this by using a human-centered approach to machine learning to uncover the ground truth meaning of adolescent online risk, develop theoretical and computational models, and train algorithms to improve risk detection. This work will enable real-time online safety interventions that protect and empower teen internet users.
Finally, as my career-long goal, I want to design more teen and family-centric technical solutions that can be embedded in social media and other web-based platforms to act as proactive online safety interventions for adolescents. For instance, what if we could develop intelligent agents that coach teens how to get out of an uncomfortable situation online, so they don't send that naked picture that they would later regret? Instead of focusing on increased parental monitoring and control, the emphasis would be on teaching teens how to self-regulate their online behaviors and cope with online risks, so that they are resilient from harm.
I hope that we can find a way to leverage technology to benefit humanity and curtail anti-social and abusive behaviors. To do this, however, we need to be innovative by unlocking the goodness in people's hearts instead of trying to police people to do what is right.
As a global digital society, we now have to find a way to negotiate norms and values at a global level, while celebrating diversity and inclusion of all people. My goal is to be part of this effort, and I invite you to be part of it with me. If you are a young woman or first-generation college student who wants to use technology to make the world a better place, or a teen who has ideas about how we can make the online world safer for our youth, I would love to talk to you. Let's work together to accomplish these goals.
