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I. INTRODUCTION
The main aim of the project is development of a system with high level security for restricted areas with the help of iris recognition fingerprint detection and OTP support to display the information of recognized person and to control the access of the person. If process of identification is performed by security guards manually, it will be difficult to identify each person. Also these processes are time consuming and there are chances of many errors.
Biometrics is automated methods used for person identification based on physiological and behavioral characteristics. Use of biometric for identification/ verification is increasing because biometric qualities are extremely difficult to replicate, and some do not change for a lifetime. Fingerprints are the most popular biometric characteristic because of several advantages it offers. Other biometrics used for identification includes hand geometry, palm vein patterns, retinas, irises, facial characteristics, signatures, and vocal qualities.
Iris recognition efficacy is rarely impeded by contact lenses or glasses. A key advantage of iris recognition is its stability. Iris recognition method gives better performance than all other image processing system. Iris recognition system can be used to identify individuals or to prevent unauthorized access. When installed,the users are required to register to the system. A distinct iris code is then generated for every iris image enrolled and is saved in the system. Once registered, a user can present his iris to the system and get identified.
Fingerprints (FPs) are basically feature pattern of one finger, this is the most important biometric technology used now a days for personnel identification. Fingerprint is the pattern of ridges and valleys on finger tip, which is also known as furrows. Ridge characteristics and their relationship are unique for any fingerprint. Each fingerprint in this world is unique and so each person of this world has a unique fingerprint with permanent unique characteristics over it. There are two related application areas in this field, Fingerprint verification (FPV) and identification. FPV means one to one matching, in this given fingerprint is verified that whether it is the one which is registered as authenticated one.
Random numbers generated keypad based on one time pad concept was proposed to increase the level of security in common types of security counter measure used in authentication information mentioned above. The OTP is generated by a token which is possessed by the user and it is input to the authentication system. The OTP which is generated is compared with the input OTP. If the input OTP matches the OTP generated by the system, the user is allowed access to the system. ISSN: 2348-8379 www.internationaljournalssrg.org Page 2
II. USED APPROACH

A. Iris Recognition and Detection
Security system using iris works in following two major steps:
1. Iris recognition system to recognize the person. 2. Iris recognition system integrated with microcontroller and LCD.
The iris recognition system is basically a five step process as follows:  In this process, if templates match with each other, then human identification will be accepted otherwise it will be rejected.
B. Fingerprint Recognition and Detection
A. Classification of fingerprint patterns:
There are three types of fingerprint patterns 
Wavelet based Approach
 Wavelet theory is usually utilized in the signal processing.  But, then the traditional wavelet transformation displayed some restrictions on the 2-D image processing.  Wavelet theory can perform in a better way by holding the information of the image edge.
C. One Time Password (OTP)
 OTP is password authentication scheme where a new password is generated for each authentication session. Once the password is used, it is no longer valid and any attempt to reuse the same password for future authentication sessions would fail . Properties of one time passwords ensure the resistance towards various common attacks and the uniqueness of human perception makes it usable .  OTP generation algorithms typically make use of pseudo-randomness or truerandomness. This is necessary because future OTP's can be easily predicted by observing previous ones.
III. ALGORITHM
A. Algorithm for RaspberryPi 
VI CONCLUSION
 This project should be able to implement three layered security system.  The main aim of the project is to secure bank lockers but this can also be used for R&D labs and military base stations.  As the process go, camera first scans the iris of the user and if it matches with his saved database it further scans the fingerprint, verifies it and send OTP after which the user can open his locker.
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 If the match is not found at any stage in the process, it gets suspended.  With the help of this customers will be able to rely on banks for proper service and security.
