Introduction
Data retention and timely access to stored data may be useful for the fight against terrorism and to prevent threats to national security, as it provides a possibility to discover criminal networks, to locate per petrators and to determine probabilities as to where criminal activity is likely to occur. At the same time, the analysis of large amounts of data poses risks to privacy and data protection rights, as datasets typically include information about individuals who are not relatedto criminal offences or perpetrators. While automated processing of personal data provides advantages, such as a decreased risk of biased results and is less privacy-intrusive in the sense that it allows for reduced access to data by personnel, it poses at risk privacy and data protection rights, not only for the individuals directly involved in a crime, but cer tainly for those whose data coincidentally happen to be included in those datasets that are being analysed.
Intelligence and utilize data analysis to discover unknown threats to public security. 1 At the same time, concerns regarding the legitimacy of shifting public powers to private parties for the performance of public functions are being voiced.
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The Court of Justice of the European Union (CJEU) progressively strengthened data subjects' rights through its case law during the past years. EDPL 3|2017
