Abstract-The
effect of temperature in regards to field joint O-ring seal. As previously stated, the O-rings used in the original design were covered in putty that protected the rings from hot gases. This putty prevented the O-rings from rapidly reacting to quickly induced pressure in the field joint upon rocket motor ignition. During the event, the decreased temperature highlighted the thermal weakness of the O-ring assembly, ultimately leading to a mechanical destruction of the O-ring itself. Hot gases leaked from the field joint and eventually took its toll on the mission [2] . Post-Challenger the SRM field-joint metal parts, internal case insulation and seals were redesigned. A detailed comparison of the redesign can be seen in Fig 1. A weather protection system was also added. Pressure actuation to the O-ring upstream face was determined essential for proper sealing. A tang captive feature was also introduced to provide positive metal-to-metal interference fit around the circumference of the tang and clevis ends of the mating SRM segments. In adding these changes, the field joint could handle twice the expected structural deflection and rate.
Although physical engineering changes were implemented to improve the reliability of the SRB field joint, there lacked analysis on the cause in effects of system failures. Using the FTA, potential causes of the SRB field joint failure can be analyzed and the effects can be determined.
II. FTA LITERATURE ANALYISIS
FTA is one of the most widely used reliability design techniques in the system development life cycle. It is applicable for risk assessment in system with a clearly identified single top event. Since FTA is event-oriented, differentiation between the levels of the events plays a vital role in creating the tree. By defining dependency relationship among the basic events, intermediate, and top events, the reliability measures can be estimated. The literature Failure Analysis: Case Study Challenger SRB Field Joint Kouroush Jenab and Saeid Moslehpour pertaining to FTA is concerned with sequential failure and common cause failures, using binary decision diagrams, Meta-heuristic i.e., knowledge-based system, expert system, neural networks, and Petri Nets, developing symbols, extending efficient algorithms to perform the FTA, and application of Fuzzy Sets. The knowledge-based system uses the knowledge encoded in some form such as rule-based systems decision tree. The construction of a fault tree knowledge base has been carried out by interviewing experts and painstakingly translating the experts' opinions into an appropriately structured set of rules (e.g., if-then). However, there are some sources of potential inconsistency that may result in conflicting conclusions in the knowledge base system. Alternatively, Petri Net approach is used for fault tree analysis. This approach like other Meta-heuristic approaches suffers from low accuracy in comparison with analytical approaches, painstakingly modeling of large-scale system, analysis difficulty of large-scale model, and desperately need computer-aided tools for practical applications. On the other hand, the use of fuzzy sets is criticized, because of the benchmarking of fuzzy variables in term of membership function.
In 1981, [3] developed a matrix FMEA technique to provide an organized and traceable analysis from the piece-part failure mode through all indenture levels to system level failure effects.
The following year, in 1982, [4] proposed the Matrix FMEA technique to perform a system interface analysis applicable in a telecommunication system. In the same year, [5] performed cost analysis versus reliability of the design that in customer point of view is configuration of the system. Takeda used fuzzy outranking relation in multi-criteria decision for failure mode and effects analysis [6] .
In the following year, Kreuze presented the Built In Test System and its functions along with FMEA derived built in analysis [7] .
In 1984, [8] addressed a logically extension of FMEA in the Built In Test System, which tested on a number of programs and showed a satisfied result and [9] provided a survey on FMEA and performed feasibility study on standardized automated FMEA technique.
Two years later, [10] introduced functional circuit analysis as a manual analysis technique that discussed design validation task and FMEA.
In 1988, [11] discussed the systems reliability assessment and efficient analysis for FMEA to improve the FMEA. [12] proposed fault simulation approach for FMEA or FTA as a complementary analysis technique.
In the following year, Raheja performed the software analysis to minimize the downtime as well as the vulnerable hardware of circuit system via FMEA [13] and Craig presented quality planning issues and its relation with reliability tools, such as FMEA [14] .
Seven publications on the analysis in reliability design appeared in 1990. [15] developed a computer-based method of FMEA to analyze the electronic equipment and circuits with respect to the time consuming manual method. [16] introduced the structured qualification techniques such as FMEA to identify possible hazards in a chemical process. [17] developed FMEA method for improving manufacturing reliability in IC's package assembly since IC's are used in most circuit systems. [18] discussed circuit designing from the viewpoint of decision-making. [19] performed FMEA on the wind turbine circuit and as a result, many changes were made to the hardware. [20] extended the reliability approach by defining main function of each subsystem based on FMEA to find the possible failures and related consequence on safety. [21] addressed the symptom model based approach that correlates the failure symptom with ambiguity group using historical data.
In 1991, six papers appeared on FMEA. [22] urged using FMEA as a remarkable way to identify all catastrophic, critical and safety related failure possibilities. As well, [23] employed FMEA in design phase based on British standard 5760. [24] as a part of their project performed FMEA and diagnosis. However, as the traditional FMEA is slow and time inefficient, they designed a qualitative electrical circuit simulator that can model the structure and behavior of a system under analysis. [25] demonstrated the application of FMEA in chemical engineering. [26] addressed some of the practical problems associated with the application of FMEA and proposed a cost saving alternative method applicable to commercial software. The following year in 1992, eight articles presented various aspects of FMEA in the telecommunication area. [27] as a contractor in Kennedy Space Center performed FMEA to meet the shuttle "fail safe" programs requirements during design phase. [28] developed an expert system for FMEA. [29] implemented the safety standard related to solid state control for household electric ranges by using FMEA. [30] developed a tool that automates the reasoning portion of FMEA. It is built around a flexible casual reasoning module that has been adapted to the FMEA procedure. [31] presented a methodology combing the benefits of matrix FMEA and risk priority number technique. [32] determined reliability and maintainability of a power station including electrical and electronic circuits using FMEA. [33] presented a model to assess the availability of a controlled system by employing both FTA and FMEA. [34] extended FMEA simulation as an effective way to perform both FMEA and reliability analysis.
The year 1993 witnessed seven publications on FMEA. To assess the safety of embedded real time control system designed for using in automotive application, [35] adapted the traditional FMEA technique. [36] brought the feasibility of integrating FMEA and circuit analysis into a comprehensive reliability analysis technique. This study addressed the problem of how to best combine circuit analysis and FMEA to achieve benefit in the design phase. [37] designed a database system for storing FMEA data to improve the quality of analysis and make it more meaningful and visible. It also gave rise to the possibility of developing an integrated tool without database for related reliability analysis. [38] highlighted the benefits of the expert system technique to develop functional reasoning in a FMEA. [39] created an automated FMEA tool to make the analyzing process more time efficient. Later, a technique for evaluating the expected effectiveness of a design team configuration was presented by [40] . Ref. [41] presented a method for ranking failure modes based on the risk priority number.
The year 2002 witnessed five publications on FMEA. [42] proposed the fuzzy method based on linguistic variables, Grey theory, and Maximin method to determine an RPC for evaluating the risk level of the system. The approaches allow considerable weighing of severity factor associated with a cause of failure. Using min-max function and linguistic variables, [43] proposed that a system comprises the expert knowledge base rule and the failure factor interfaces to perform FMEA with uncertain and imprecise information. The knowledge maps into one or more if-then rule(s). However, conflict of rules and subsumption are the sources of potential inconsistency, which may result in conflicting conclusions in the knowledge base system. The following year, in 2003, three publications appeared on FMEA. Using linguistic variables, [44] developed the fuzzy single-based expert rules to determine the RPC of the failure. The approach utilizes Grey theory to avoid the use of utility function. Because of time consuming, complexity of consistency check, and difficulty of maintenance of knowledge base approach, [45] proposed the fuzzy TOPSIS approach for FEA to avoid the definition of a knowledge base supported by several qualitative rules. Though TOPSIS method has some advantages, it suffers from sensitivity analysis because the criterion with the highest score has disproportionate influence in the failure ranking process. [46] developed fuzzy decision-making models with potential application in FMEA.
In 2004, to dilute conflict in a decision group, [47] and [48] presented a conflict resolution model to integrate multiple possibility distributions that can be used in Group-based Failure Effects Analysis (GFEA). [49] introduced the use of fuzzy random variables in the fuzzy Bayesian system reliability.
Ref. [50] developed a model for evaluating operational reliability of an aircraft environmental control system.
Ref. [51] developed a Master Logic Diagram (MLD) based on flow-graph to calculate time to failure data of a system.
There are multiple analytical methods used to analyze the risk of potential failures within a system. In the case of the Challenger, FTA will be used to develop a better approach to failure preventative practices. Amendment of the standard FTA method will capture specific events related to the Challenger operations, enhancing the quality assessment of events.
III. FAULT TREE ANALYSIS OF THE CHALLENGER FUILURE
The FTA serves as a detailed diagram linking specified events to an overall fault based on system analysis through cause and effect. It covers both technical highlights the technical events that can transpire, leading to the top (failure) event, as illustrated in Fig. 2 below. In case of the Challenger, technical discrepancies within the SRB field joint were highlighted. Communication barriers underlying the management chain of the program were also a large contributing factor to its loss. In the operational world of the Challenger, engineering teams must communicate technicalities.
The FTA series of events and gates are developed based on the chart flow below. Specifics are derived from the operational environment that specified events are susceptive to. The Challenger Engineering team(s) communication of pertinent technical information is an event of interest in launching of the space shuttle that was ultimately disregarded.
Step 1 Identify Top Level Fault
Step 2 Brainstorm first level contributors
Step 3 Link contributors to top by logic gates
Step 4 Brainstorm second level contributors Basic event cannot be broken down any further
Step 5 Link contributors to upper level by logic gates
Step 6 Repeat / continue for each lower level failure Fig. 2 . FTA overview. Fig. 3 . FTA event analysis. 
FAILURE of Field Joint

IV. ILLUSTRATIVE EXAMPLE
The ability to produce, provide and collaborate data that affects the integrity of the mission is a key event in the operational process. The FTA below shows the effects of communication in relation to the Challenger. No other contributing failures were removed or degraded in the implementation of this event. The event serves as a linking contributor to the top event, failure.
V. CONCLUSION
The consideration and analysis of communication in the fault analysis process is highly important. It was implemented as a top-level contributor to failure based on the events taken from the Challenger explosion. Effective and open lines of communication are a key factor in maintaining a healthy operation and full spectrum on fault analysis. Relationships amongst management-management, management-engineering, and engineering-engineering were all necessary in producing a successful launch of the
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International Journal of Engineering and Technology, Vol. 8, No. 6, December 2016 Challenger. The study highlighted the defects of the current FTA in relation to catastrophic outcome of the Challenger launch.
The amendment on the analysis of these communicative relationships in the FTA will improve the failure rate of future operations.
