As cloud computing services become popular, the concern on the data security of cloud services increases and the efforts for the data security become essential. In this paper, we describe the pros and cons of cloud computing including the definition of cloud. Then, we discuss the regulations about the protection of user data defined in cloud promotion act. Previous studies related to the privacy protection and the entrustment of personal information in cloud computing are reviewed. We examine how to store the personal information depending on the cloud service model. As a result, we argue that the entrustment of personal information should vary according to the cloud service model and we propose how to protect the personal information on IaaS and SaaS cloud service models.
The capability provided to the consumer is to use the provider's applications running on a cloud infrastructure ․The term "user of cloud computing services" means "end user" who uses information and communications resources rendered by "provider of cloud computing services" and "provider of information and communications services" who provides information and communications services to "end user" using cloud computing services Article 2.4 clarify the definition of "user data" by including "personal information"
․The term "user data" means the data which are stored in information and communications resources rendered by "provider of cloud computing services" and which are owned and managed by users of cloud computing services, including "personal information"
Article 27 (Protection of user data) add provisions about the protection of personal information of end user on cloud service models ․"provider of information and communications services" who provides information and communications services to "end user" using servers, storages and networks rendered by "provider of cloud computing services", is responsible for the protection of personal information of "end user" as "personal information manager" ․"provider of information and communications services" who provides information and communications services to "end user" using softwares including applications rendered by "provider of cloud computing services", is responsible for the protection of personal information of "end user" as "personal information manager". In such case, "provider of cloud computing services" is responsible for the entrustment of the personal information of "end user" Table 5 
