Abstract: This study attempts to determine the most important features of e-tailer shops regarding their adaptation of cross-border e-commerce. The open market in the European Union (EU) encourages consumers to make cross-border purchases. The aim of the paper is to determine which features are important for customers and should therefore be taken into consideration by e-tailers when providing their services. The paper is based on a study conducted in Poland. Polish e-commerce stores are broadening their market opportunities to other European countries. The study included 30 Polish e-tailers from the household goods sector (e.g., TVs, computers, washing machines, etc.). The theory is grounded in online shopping and website analysis. The author found that not all key features of e-tailer shops in the observed industry sector were developed in websites; some online shops lacked these features. A limitation is that the observation was conducted in only one country and industry sector. However, the sector studied represents the majority of online shops and the industry was the subject of the study. Research shows which features of online shops are important for customers who make cross-border e-commerce. Originality and contribution are based on the identification, analysis, and results of the features to adjust in the European cross-border e-commerce.
Introduction
Cross-border e-commerce is a type of trade between retailers and customers in which retailers sell goods online using an e-commerce store. Retailers selling online are called e-tailers. Customers purchase goods using a web browser on their computers or mobile devices. As the e-tailers and customers are from two different countries, the orders need to be sent from one country to another country, thus crossing a border.
Ubiquitous globalization [1] and digital revolution affect economic processes, including foreign trade. Cross-border e-commerce is observed all over the world, e.g., between strong economies in North America [2] , Asia [3] [4] [5] [6] [7] [8] , and Europe [9] . Theoretically, the openness of markets in the European Union (EU) [10] and the development of the Internet [11] enabling online transactions have led to the emergence of a new model of foreign trade [12] : Cross-border e-commerce [13] . According to the EU's forecasts, the development of the cross-border e-commerce model may bring the European economy 415 billion EUR per annum [14] and lead to the creation of hundreds of thousands of new jobs. According to the "European B2C E-commerce report" [15] , electronic trade in the EU in 2015 amounted to 407.4 billion EUR. Therefore, both an analysis of cross-border e-commerce using online shops and an evaluation of the possibilities to increase the level of adaptation of e-commerce to cross-border trade seem worthy of investigation.
Cross-border e-commerce has a positive impact [16] on the scale of economic convergence; however, its pace of growth could be faster. The main obstacle of conventional cross-border retailing is geographical distance. Geographical borders are of less significance on the Internet but are replaced by other issues. Those frequently mentioned and described in recent reports [17, 18] are as follows:
• Language: This is a natural barrier, however, a good command of English usually enables making purchases almost anywhere around the world.
•
High costs of international shipments: The significance of this barrier has decreased gradually due to the increasing competition between courier companies, resulting in lower shipment prices in the EU.
Legal regulations: Problems connected with this barrier have been noted by the EU authorities, resulting in recently adopted EU Directives unifying consumer law across the member states [14] that have decreased the significance of barriers related to legal regulations.
• Payments: Similar to shipping costs, this barrier is becoming less significant as a result of the competition, as well as the development of the international payments market in the EU.
The novelty of this research is that different and independent factors in e-tailer shops are observed together as key factors that help attract customers from abroad. The research gap identified in the literature shows that no such approach has yet been adopted in studying e-tailer shops. The author studied e-commerce in Poland because it is an EU member state and it is possible to observe whether e-tailer shops are attractive for customers from other member states. The novelty here is that cross-border e-commerce can be described in specific circumstances, i.e., a group of e-tailer shops operating in the same economic environment.
The theory is grounded in online shopping, website analysis, and recent studies about different aspects of cross-border e-commerce. The analysis was conducted on 30 Polish e-tailers selling household goods. The objectives of this paper are: To study the current issues relating to cross-border commerce, primarily using data from the European Commission's reports; and to conduct research on how cross-border e-commerce works in the household-goods sector in Poland. The rest of this paper is organized as follows: The next section provides a review of the relevant literature and the context of the study. Then, the study setup is described and, following this, the results are presented and discussed. Finally, conclusions are drawn.
Literature Review
This section contains literature review. It is divided into four areas: Online resolution systems, models of cross-border e-commerce, e-commerce website features and context of the study. The first three subsections are based on scientific literature, the fourth one is on industry reports mainly ordered by the European Commission.
Online Resolution Systems
Several researchers have made contributions to the field of B2C transactions from the legal perspective [19, 20] . To this area belongs online dispute resolution (ODR) [21] . ODR is, in its simplest terms, an alternative dispute resolution transferred to the online environment. ODR serves as a protection for weaker contract parties like consumers [22] . Stylianou [23] noted that there is a growing need for new jurisdictional rules and more effective means of cross-border dispute resolution. However, the novel online environment has led to the evolution of traditional dispute resolution, including practices covering negotiation, mediation, and arbitration. Edwards and Wilson [24] , using Eurobarometer data [25] , showed that 41% of people who launched a formal complaint concerning cross-border purchases were not satisfied with the way their complaint was handled. Rather than going to the courts or elsewhere for settlement, most dissatisfied consumers took no further action, and only 6% brought the matter to an arbitration, mediation and conciliation body. Other studies have described challenges in designing a global consumer ODR system [26] and showed that effective dispute settlement is one way to enhance consumer confidence in cross-border purchases made via the Internet [27] . However, Cortés and de la Rosa [28] argued that in low-value e-commerce cross-border transactions, the most effective consumer protection policy could not be based on national laws and domestic courts. Lin et al. [29] showed that swift action following a dispute in cross-border e-commerce could help restore trust in the e-tailer.
Models of Cross-Border E-Commerce
Another area of research concerns the development of cross-border B2B e-commerce. A model of cross-border B2B e-commerce in Iran was developed covering three key areas: Messaging, business process, and content [30] . Tan and Thoen [31] designed a model of trust in e-commerce, focusing on two e-commerce activities that require trust: Electronic payment, and cross-border electronic retailing. They showed that with the model these two activities required two different types of trust and that completely different services are needed to create these types of trust. Other research has suggested that cultural value depiction is not very strong in cross-border markets and a certain degree of "cultural alienation" takes place [32] . To engage better with customers and reach better cultural congruency, companies need to work harder on developing culturally adapted websites [33] .
E-Commerce Website Features
Another branch of research has focused on the features of e-commerce websites [34] . Curty and Zang [35] conducted a historical analysis of the top five e-commerce companies since their websites were established and were able to identify and classify a total of 174 emerging technical features. Key features of cross-border e-commerce websites discussed in the literature include the use of the shop-bots and security, especially during the payment process. Regarding shop-bots, Tang et al. [36] examined the impact of changes in shop-bot use over time on pricing behavior in the Internet book market. They found that a 1% increase in shop-bot use was correlated with 0.41 U.S. dollars decrease in price levels and a 1.1% decrease in price dispersion. Dulleck et al. [37] conducted a study on the behavior of buyers on an Austrian price comparison website. They found that consumer behavior could be described as a two-stage procedure: Selecting a group of offers based on the price only. Then, in the buying decision, consumers trade-off a lower price with a higher reliability of the retailer. Ellison and Ellison [38] examined the competition between groups of e-tailers operating in an environment where a price search engine played a dominant role. They found that advances in search technology were accompanied with investments by e-tailers in search traffic from shop-bots.
McCole et al. [39] noted that in the context of B2C relationships, security during an online purchase was important for the consumer to accept any risk associated with a transaction. Kim et al. [40] examined issues related to e-payment security from the viewpoint of customers and found that perceptions of the security of e-payment systems have become a major factor in the evolution of e-commerce in markets. Payment systems are often considered difficult in e-commerce, especially in the context of cross-border online shopping. There are different kinds of payment systems available for online sellers. These include the credit, debit, and virtual cards, as well as new technologies like e-wallets, e-cash, mobile payment, e-checks, and cash on delivery [41] . To promote the development of cross-border online shopping, it is necessary to provide customers with a safe payment environment and give support to international bank clearing [42] . Strzelecki and Rizun [43] analyzed four factors in the European environment that can ensure safe online shopping for consumers: Terms of service adjusted to the GDPR, usage of well-known payment methods, presence in local price comparison engines, and SSL certificates Martens [44] , when comparing results from three studies on online cross-border trade, found a significant reduction in distance-related trade costs. One of these studies used data from the EU e-commerce consumer survey to construct a dataset of online B2C domestic and cross-border retailing of goods between the 27 EU member states. In line with other studies, results showed a significant reduction in geographical distance-related retailing costs when EU consumers moved from offline to online trade [13] . Kawa [45] , however, proposed the development of a model facilitating cooperation between online shops dealing with cross-border trade because of difficulties in delivering goods to distant places or the relatively long time and high cost of providing the purchased product. Based on this part of the review, two research questions are posed:
RQ1. Which key features are crucial for cross-border e-commerce? RQ2. How often do e-tailers use the identified features?
Context of the Study
The context of the study relates to various reports, mainly made by the European Commission's in-house science services. These reports provide data collected from several surveys [46] . In 2016, about two-thirds of Internet users in the EU shopped online, although only 32% shopped online cross-border [47] . Cross-border e-commerce development depends on the globalization of the world economy. The globalization of the world economy is characterized by a significant increase in the interconnections, collaborations, and interdependencies between countries resulting from the tendency of the economic objectives and interests to exceed national borders [48] . Another significant influence on the development of cross-border online shopping is financial integration [49] . Research on cross-border e-commerce by Van Heel et al. [50] , showed a rising trend for online transactions with foreign online shops.
In 2016, 32% of online shoppers bought or ordered goods or services from e-retailers in other EU countries [47] . Cross-border online purchases can be an indicator of the smooth functioning of a single market for e-commerce and the extent to which consumers make use of wider choices and lower prices [51] . Although most e-shoppers made online purchases from sellers in their own country, a rising trend has been observed for purchases from sellers in other EU member countries (from 25% in 2012 to 32% in 2016), and from sellers outside the EU (from 13% in 2012 to 20% in 2016) [47] .
The EU countries most active in cross-border e-commerce are Luxembourg, Malta, and Cyprus [47] . This is because small countries do not have enough online shops to satisfy their consumers' needs. On the other side of this spectrum are Romania, Poland, and Germany, who are the least frequent cross-border e-buyers [47] . However, one should not confuse the share of cross-border buyers with the size of the market itself, which could be particularly misleading in the case of Germany.
Europeans choose cross-border e-commerce shopping mainly when the price is lower or when there is a promotion that removes the barrier or additional fees (duty, taxes, delivery), making the product available in their country more expensive [52] . Consumers want to have items ordered through cross-border e-commerce channels delivered to their home: 83% of Europeans declared using such delivery methods, while less than 10% preferred to collect their purchase from a shop and less than 5% preferred to go to a different collection point or to a Post Office [53] . One of the cross-border e-commerce barriers is language proficiency: 33% of EU consumers said they were able to purchase goods and services in another language, while 59% of retailers were prepared to handle transactions in more than one language [54] . Customers are also more willing to shop at retailers that offer payment in the customers' national currency [55] . A survey conducted for the European Commission in 2011 showed that 57% of Europeans did not purchase online via cross-border e-commerce channels because of concerns about returning goods and resolving issues with faulty products and uncertainty about the producer [56] .
According to a recent survey made by Ecommerce Europe [18] , the preferred strategy among retailers for international development consists of selling goods to consumers abroad directly from the company's country of origin. However, the main reason that companies are not selling cross-border is the overly restrictive regulations in other member states [57] . Also, different legal frameworks, complicated and expensive taxation systems, and logistics issues are still significant barriers for companies when selling cross-border in Europe [58] . However, member states adopt these basic regulations at different times and apply their own adjustments, leading to, for example, taxation being different in various member states [59] .
In recent years, the European Commission has recognized that there are considerable barriers to cross-border online shopping. In 2009, one survey found that consumers could not complete 60% of cross-border online transactions because the retailer did not ship the product to the customer's country or did not offer adequate methods of cross-border payment [52] . Although these concerns are now less significant than before, customers are still concerned about delivery conditions, customer service, payment, and consumer rights [60] .
Hypothesis Development
This section contains hypothesis development for six factors: Payments, currency, country recognition, delivery, security and shop-bots. All of them are provided previous research from the literature.
Payments
The popularity of credit cards, online banking, and online and mobile payments in the EU has created an environment that favors the development of e-commerce [35] . Prospective customers more frequently shop using their computers, smartphones, or tablets [43] . This research will check which payment options are available for the customers. Regarding payment, the following hypothesis is therefore proposed: Hypothesis 1 (H1). E-tailers offer at least one internationally recognized payment option.
Currency
Regarding cross-border e-commerce payments, the decision on which payment methods are made available to potential clients may be affected by the currency selected for pricing [61] . In the case of a strategy of localization and adjustment of the website to particular markets handled by the market operator, all prices and costs connected with transaction handling should be consistently indicated in the target country's currency. The advantage of such solutions is a better localization and a greater impression of being a domestic entity, which entails being a safe purchase option from the point of view of prospective customers. Problems connected with a need to convert and update prices in relation to potential exchange-rate fluctuations are a disadvantage [56] . The decision regarding the currency in which one indicates prices and the strategy of localization of a website will indirectly affect the payment methods that are made available. This includes various payment systems that are most commonly handled by local banks or local mobile-network operators. Each available payment system has its unique features, technical solutions, and payment methods, and each offers selected languages and currencies. Moreover, each system is usually subject to the legal regulations of the country in which it operates. Currently, commonly recognized payment methods include credit cards and PayPal. Regarding currency, the following hypothesis is proposed: Hypothesis 2 (H2). E-tailers offer payments in the currency of the consumer's country.
Country Recognition
A consumer who uses foreign online shops may be recognized through his or her IP address, so the seller may display the website in his or her language and display prices in the currency used in the consumer's country [61] . Moreover, the seller may initially, during the first visit to the website, ask for confirmation of whether the appropriate country for delivery and currency has been selected [46] . The IP address pool is assigned to Internet service providers who operate within each country, therefore, this method of determining a consumer's place of origin can be considered highly accurate. The following hypothesis is therefore proposed: Hypothesis 3 (H3). E-tailers can recognize the country of origin of visiting customers.
Delivery
Consumers who want to make a purchase from another country expect to be able to choose the delivery method, i.e., by national post or by a courier company. Also, the consumer would like to know when to expect the delivery of purchased goods and how long the transportation will take [62] . In the case of shipping between EU member states, consumers expect to receive the shipment within two to three days [17, 63] . Consumers also expect to be able to track the shipment method and that the cost of shipping will be affordable. The following hypothesis is therefore proposed: Hypothesis 4 (H4). E-tailers can deliver orders abroad.
Security
Currently, Internet browsers such as Chrome (v. 70+) and Firefox (v. 63+) warn consumers if the shop's website is not using HTTPS encryption [64] . In this way, Internet browser developers force online shops to use SSL certification. Sellers who have an SSL certificate assure consumers that their personal data, which they need to give to the shop when placing orders, will not be disclosed to third parties [43] . This applies to details of the person making the order, the place of delivery, and information regarding the selected payment method. The following hypothesis is therefore proposed:
Hypothesis 5 (H5)
. E-tailer shops use SSL certification.
Shop-Bots
In many European countries there are online shopping comparison websites [43] . They collect information about products and prices offered by online shops in a standardized format, usually in XML, which they then display on their own website [36] . Examples of price comparison websites in various countries include: Ceneo in Poland; Idealo in Germany; PriceRunner in Denmark; and KuantoKusta in Portugal [37] . Price comparison websites may agree to include products from foreign online shops in their offer [38] . Usually, these websites require the ability to deliver to the country in which the website is operating, or at least for the shop's website to be available in English. Some price comparison websites, however, require that the shop's website be available also in the language of the country in which the price comparison websites operates. The following hypothesis is therefore proposed:
Hypothesis 6 (H6). E-tailer shops use foreign price comparison websites.

Data and Results
This section contains prepared data about e-tailers and results after checking the use of six factors.
Data
The research was conducted twice, in November 2017 and December 2018, to observe whether the characteristics of the e-tailers regarding the six factors had changed over this time period. The 30 Polish websites included in the study were visited using a web browser and accessed from Portugal and the United Kingdom. These 30 online Polish e-tailers are listed in the Appendix A and are the top 30 shops for household goods, based on traffic data obtained using the Semstorm tool [semstorm.com]. Semstorm estimates online traffic and measures the top 10 and top 50keywords in Google for each domain in Poland.
Many different stores operate in the digital market, however, for the purpose of this study, all 30 selected represent one industry sector, i.e., selling consumer electronics, mainly computers, smartphones, TVs, home cinema, and home appliances. Each e-tailer was analyzed in terms of its compliance with technical requirements facilitating selling goods abroad. The household goods industry was chosen for this study because it is a very competitive industry. Products are either to purchase in brick-and-mortar shops or in online stores. There are many e-tailers operating on this market, so it allows preparing a proper group for the study. The selected 30 e-tailers are the most visible in Google's search engine results page for Poland. The most visible, suggest also that they could be the most visited by consumers, however it is only an estimation of traffic, calculated by an external tool. These are not data coming from search engines. Some processes of gaining data were automated by using software for crawling websites. The screaming Frog SEO Spider was used to check the canonical version of each URL and check if the SSL security is enabled. Other factors were examined manually by visiting each e-tailers' website and checking its use of identified criteria. The following six criteria were tested: The use of electronic payments such as credit cards and micropayments, currency and price conversion, recognition of the country of the user's origin, the possibility of shipping orders abroad, safety in the form of HTTPS encryption, and the presence on foreign price comparison websites.
Results
In the first observation, the vast majority of e-tailers enabled payments using credit cards, which is the global standard for payments that are not bound by country borders. In the second observation, all of the studied e-tailers had enabled credit cards and micropayments, supporting H1. Unfortunately, none of the e-tailers offered currency conversion or language adjustment for customers from abroad. All prices were listed in Polish zloty and all pages were displayed in the Polish language only. Thus, H2 and H3 are not confirmed.
Deliveries to other countries were mentioned as an option on several shops' websites. It was assumed that if the e-tailer offered shipments using a globally recognized courier company, the shipment could be sent abroad using that company's services. The second condition in this assumption is that the terms of service do not state that delivery is for the country of origin only. Some of the shops did not use global courier companies at all. Many large e-tailers that also operate as large-format retail shops had developed their own delivery network that handled shipments within one country. Other e-tailers, however, only allowed a personal collection at the shop or at a collection point. In the first observation, 60% of e-tailers offered delivery abroad. In the second observation, 68% of e-tailers offered delivery abroad, confirming H4.
In the first observation, not all shops used SSL security certificates, despite popular Internet browsers displaying information that the connection was not secure at the point when the customer was entering details in the order form. The second observation, a year later, confirmed that all e-tailers had enabled HTTPS encryption and SSL certification, confirming H5. Since e-tailer shops were not translated into different languages, they were not on foreign price comparison websites. Thus, H6 was not confirmed.
The first observation in November 2017 revealed that 27 e-tailers enabled payments using electronic payment methods such as credit cards and micropayments. The remaining three e-tailers only allowed payments using a wire transfer or cash payments at the brick-and-mortar shop or at the collection point. None of the e-tailers enabled currency conversions from Polish zloty to a different currency, such as the euro. Moreover, none of the e-tailers adjusted to the language or the country of a user visiting the website from outside Poland. Deliveries to other countries were offered by 18 online e-tailers. A total of 25 e-tailers were using safe SSL protocol connections. None of the e-tailers were present on the foreign price comparison websites analyzed (KuantoKusta, Idealo, and PriceRunner).
The second observation, in December 2018, revealed different results. One of the e-tailers had ceased trading and two others had merged, leaving 28 e-tailers to analyze. All 28 e-tailers used an electronic payment method such as credit cards or micropayments. Still, however, none of the e-tailers could convert prices into other currencies, nor could they adjust the language to that of users from other countries. Deliveries to other countries were offered by 19 online e-tailers. All e-tailers had enabled HTTPS encryption using SSL certification. Again, none of the e-tailers were present on foreign price comparison websites.
Answering to RQ1 on which key features are crucial for cross-border e-commerce, it is clear that delivery to another country is the most crucial. Other factors can be overridden by switching language using online translation services or currency conversion through PayPal or credit cards. Answering to RQ2 on how often e-tailers use the identified features, results showed that more than half e-tailers have at least few identified factors in use. There was no e-tailer, which was lacking in all of them.
Conclusions
This section contains contributions, practical implications, limitations and further research.
Contributions
In recent years, online transactions in cross-border e-commerce have become an essential part of the European e-market and have shown great potential. Because of some uncertainty in cross-border e-commerce, customers searched for factors that can reduce the risk of buying cross-border. E-tailers can show that they recognize and carefully treat customers from abroad. This study empirically explored which factors e-tailer shops are adopting to reveal their perceptions regarding customers' readiness to buy cross-border. There are three main findings. First, e-tailers do not consider the lack of currency conversion to be a barrier for customers as long as they offer well-known payment systems, like credit cards or PayPal. Second, e-tailers have been increasing website security since, due to recent changes in web browsers, customers expect to see typical signs of security like SSL certification and HTTPS encryption. Customers may refuse to use e-tailers who do not have such security measures. Third, some retailers do not want to deliver abroad and have stated in their terms of service that delivery is only to one country, despite the ability to deliver abroad. This finding could be extended to geographical-blocking (geo-blocking) behavior in future research. These findings have significant theoretical and practical implications.
This research can contribute to the literature on e-commerce behavior in three main ways. The first relates to the trust and security perspective. The consumers' environment is monitored across Europe and progress is tracked from a consumer's perspective. The latest report shows that consumer trust in online shopping has dramatically increased, especially in buying from other EU countries [65] . More than half of the consumers said that they felt confident about purchasing online goods and services from traders in another EU country. A lack of consumer trust in cross-border e-commerce has for many years been one of the most important demand-side barriers to tapping the full potential of the digital single market. This report shows that this is gradually becoming less of an obstacle. For years, customers have seen different security implementations on e-tailers' websites, from websites without any security solutions to those with full SSL security functions. Now customers are very aware of such things and expect to make purchases in a secure environment.
Second, price comparison websites that operate in countries other than that of the e-tailer shop are not used for increasing e-tailers' sales. Price comparison websites are, however, extremely popular in local, country-based e-markets since they use local language and currency, and do not tend to accept e-tailers from abroad. The results of the study suggest using price comparison websites for local markets. Third, e-tailers should provide clear information about delivery terms, options, and pricing for delivery abroad. If customers from abroad are attracted by the price of a product, the next step is to check that combining the cost of delivery to another country does not exceed the cost of buying a product in the local e-market. Thus, e-tailers should cooperate with globally recognized courier companies capable of delivering products abroad.
Practical Implications
This study also yields several direct managerial implications. First, e-tailers recognize the increasing importance of cross-border e-commerce sales. Even though the offer is only presented in the local currency and is not translated into another language, some e-tailers have set up dedicated departments for handling cross-border e-commerce. Such departments deal with dedicated sales for foreign customers, both retail and business, within the EU as well as processing orders for customers from outside the EU with the possibility of deducting VAT and shipping orders within the EU.
Second, in September 2016, Google announced that in the next version of Google Chrome, websites that do not use secure HTTPS and do not have an SSL certificate would be marked as "not secure" [64] . This update was launched in version 56 of Google Chrome, released in January 2017. This first concerned websites that had a login mechanism using a password and username, affecting all online e-tailers. Google has since announced further requirements for having an SSL certificate due in June 2018, where every page that does not have an SSL certificate is marked as "not secure." The first observation for the study took place over a year after the announcement about the increase of security requirements for websites. It is surprising that, at that time, five e-tailers did not have an SSL certificate and did not offer a secure HTTPS protocol. By the time of the second observation, all e-tailers had an SSL certificate. The browsers Mozilla Firefox and Safari also followed Google Chrome. This suggests that not having an SSL certificate probably scares online e-tailer store's customers, who receive a warning from the browser that the website is not secure.
Third, the obtained results are possibly strongly related to the selected industry, i.e., broadly understood consumer electronics and household goods. The margin for sold goods is usually low in this industry. Therefore, it may be concluded that purchasing a particular item abroad will not prove to be less expensive due to very similar prices in various countries. It is possible that the activity of shops in terms of cross-border sales is higher in the case of such industries as children's products and travel accessories, for which the margin is significantly higher. However, that would require further research. Consumers buy from abroad mainly because of lower price or the availability of goods. If the desired goods are available locally or the price is comparable, then they tend to buy locally.
Limitations and Future Research
This study has several limitations. First, the study was conducted in one industry only and the author only collected data from 30 e-tailers. However, the top 30 e-tailers with the highest visibility for the industry sector in the Google search engine were the subject of the study. The author acknowledges, however, that this sample size cannot adequately represent entire household-goods industry, as it does not reflect any lower-visibility e-tailers. To make the conclusions more convincing, data from more industries will need to be collected in the future. Second, observations were conducted only for one country, Poland. These observations, therefore, do not reflect e-tailers in other European countries. E-tailers from countries using a common currency like the Euro, or using a more popular language used by more than one nation, can more easily attract customers from abroad. Data reflecting more European countries needs to be collected to further investigate the role of the retailers' country of origin. Third, although each e-tailer was observed in terms of the same key features, there are still unobservable factors across e-tailers that might attract customers from abroad, such as brand recognition. Further studies will need to retrieve more data to address this issue.
One direction of the further studies concerns the issue of geo-blocking in cross-border e-commerce. Recently, the European Commission accepted regulations on geo-blocking and other forms of consumer discrimination based on nationality or place of residence. The regulations indicate specific situations in which the use of geographical blocking, i.e., the sale of products without delivery, or the sale of electronic goods is prohibited. The regulations also prohibit blocking access to websites and automatic redirections due to location. These practices, if not objectively justified, are set to be forbidden from December 3, 2018, the date of applicability of the EU regulation on geo-blocking. Further studies could examine which justifications allow e-tailers to geo-block customers and the scope of these regulations.
Cross-border e-commerce in the EU differs from the CBEC in USA or China. As the online stores and customers are from two different countries, the orders need to be sent from one country to another, thus crossing a border. This definition is applicable in the European Union (EU) [13] , whereas in China cross-border e-commerce is often considered as a trade between different areas like North China and South China or pilot areas [66] . In North America, cross-border e-commerce is usually a name for a trade between USA and Canada [2] . These types of cross-border e-commerce could be another direction for future research.
