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Cyberbullying and the role of the law in Australian schools: Views of senior officials 
Abstract 
 This study examined the opinions of influential, authoritative employees from the 
education and legal systems, regarding their perceptions of the role of the law and 
cyberbullying in Australian schools.  Participants were asked whether they thought a specific 
law for cyberbullying should be introduced, what particular behaviours, if any, should be 
criminalised and who should be involved. Participants were located across three Australian 
States.  Thematic analysis was used to identify eight main themes within the data, namely (1) 
uses of the law in general, (2) introduction of a law for cyberbullying, (3) benefits and 
difficulties of criminalising cyberbullying for young people, (4) conditions for a 
cyberbullying law for young people, (5) who should be involved in a cyberbullying law, (6) 
legal sanctions thought to be appropriate, (7) educational and legal solutions and (8) 
educational interventions for student cyberbullying.   Implications include increasing the 
awareness of how existing legislative responses can be used as deterrents, working towards 
more effective cooperation of education and legal systems. 
Keywords: education, role of the law, cyberbullying, Australia, schools, students 
 
Introduction 
With technological advances and increased access to mobile phones and the Internet 
young people have become vulnerable to a new form of bullying, referred to as 
‘cyberbullying’ (Smith et al., 2008). Cyberbullying affects 10 to14 per cent of children within 
Australia (Campbell, Spears, Slee, Butler, & Kift, 2011; Cross et al., 2009) although a recent 
review has estimated that approximately 20 per cent of young people are involved (Katz et 
al., 2014). It is defined as a repeated, intentional act of aggression, using an electronic device, 
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towards a group or individual who cannot easily defend themselves (Smith, Mahdavi, 
Carvalho, & Tippett, 2006).  The negative outcomes associated with cyberbullying are 
thought to be worse, compared to those of traditional bullying, with higher levels of anxiety, 
depression and social difficulties reported by students who have been cyberbullied 
(Campbell, Spears, Slee, Butler, & Kift, 2012; Perren, Dooley, Shaw, & Cross, 2010; Spears, 
Taddeo, Daly, Stretton, & Karklins, 2015). In light of the frequency and serious impact of 
cyberbullying on those involved there a debate is emerging regarding the role of the law to 
address the issue. 
Cyberbullying and the Law 
 One response to addressing cyberbullying that is being considered is a specific 
cyberbullying law (Department of Communications Discussion Paper, 2014; Keeley, Katz, 
Bates, & Wong, 2014). Currently, Australia does not have a specific law devoted to 
cyberbullying (Butler, Kift, & Campbell, 2010; Campbell et al., 2011; Langos, 2013; Langos, 
2014). Australian law does, however, recognise criminal offences that can be applied to 
behaviour regarded as cyberbullying (Butler et al., 2010; Campbell et al., 2011; Langos, 
2013; Langos, 2014).  These include the prohibition against the misuse of 
telecommunications under Commonwealth law and State/Territory offences such as stalking, 
indecent filming and criminal defamation (Butler et al, 2010).  There are also civil laws that 
may, in an appropriate case, allow a target of cyberbullying to seek monetary compensation 
against a perpetrator, such as defamation, breach of confidentiality and infliction of emotional 
distress (Butler, 2011). However, the application of such laws presupposes that the 
perpetrator has sufficient financial resources to pay any court award, which may be 
problematic in the case of an underage perpetrator (Butler et al., 2010). 
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With the array of the existing laws available, the question may be raised whether there 
is need for a specific cyberbullying law. Indeed the Enhancing Online Safety Discussion 
Paper (Department of Communications, (2014) called for public consultation ‘to explore 
options for dealing with cyberbullying under Commonwealth legislation’, noting that whilst 
there might be ‘existing laws in Australia that could cover such conduct, many people, 
especially minors, may not be aware that the existing laws may apply’ (p. 20). When the 
Commonwealth Government finally addressed the issue it considered four policy options: 
1) the status quo (i.e., do nothing); 
2) implement education and awareness raising measures to better explain the 
application of existing offences;  
3) create a separate cyberbullying criminal offence covering conduct where the victim 
is a minor, with a lesser maximum penalty; and 
4) create a separate cyberbullying notice regime to deal with cyberbullying behaviour. 
 
By enacting the Enhancing Online Safety Act 2015 the Government chose to pursue 
options 2 and 4. This statute establishes the Children’s e-Safety Commissioner and provides 
for a complaints system for cyberbullying material targeted at Australian children. This 
includes a two-tiered system for removal of cyberbullying material from large social media 
services. This system specifies  that Tier 1 social media sites, which  includes Twitter and 
Flickr, will continue to handle complaints of harassing materials posted on their services 
according to their own complaints procedures. Where the Commissioner receives a complaint 
that a Tier 1 service has failed to remove material within 48 hours following a complaint 
made under the service’s complaints scheme, the Commissioner may request the service to 
remove the material within a further 48 hours. The service is not, however, obliged to comply 
with this request. If, however, a Tier 1 service repeatedly fails to comply with requests to 
remove material over a 12-month period or if the Commissioner is satisfied that the service 
does not comply with basic online safety requirements set by the Commission, the 
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Commissioner may revoke the services Tier 1 status. By contrast, Tier 2 services, such as, 
Facebook and Instagram are subject to direct regulation (Office of the children’s e-safety 
commissioner, 2015).Where the Commissioner receives a complaint of cyberbullying 
material on such a service he/she may give a binding direction to have the cyberbullying 
material removed within 48 hours, failing which the service may be subject to a civil penalty. 
The Act also includes a mechanism for the Commissioner to give end-user notices to 
require a person who posts cyberbullying material to remove the material, refrain from 
posting further material or apologise to the child for posting material.  Complaints to the 
Commissioner may be made by the child or on behalf of the child by a parent or guardian. 
The Commissioner has a wide discretion to investigate complaints as he/she sees fit.  The 
Commissioner is empowered under the statute to disclose information to parents, teachers or 
school principals in order to assist in resolution of complaints. 
The statute expressly states it operates alongside and does not exclude the operation 
of any other Commonwealth or State/Territory law. It therefore has no effect on existing laws 
that have relevance to cyberbullying and leaves open the question of the desirability of 
enacting a specific cyberbullying law (whether criminal or civil).  
There are both advantages and difficulties associated with introducing a specific 
cyberbullying law.  Such a law could be used as a specific deterrent, to punish perpetrators, to 
set a norm or standard within society, to provide compensation to targets and/or to provide an 
additional imperative for schools to create effective anti-bullying policies (Campbell & 
Zavrsnik, 2013; Campbell et al., 2011).  Additionally, a cyberbullying law may lead to 
increased awareness and understanding about the behaviour and greater clarity around the 
types of behaviours considered illegal (Langos, 2013).  Further, while cyberbullying currently 
in many circumstances might constitute a misuse of telecommunications under 
6 
 
Commonwealth laws, it is more likely to be State/Territory police who respond to 
cyberbullying complaints. Specific State/Territory laws prohibiting cyberbullying may help 
avoid this potential jurisdictional dilemma. 
However, a threshold concern that should not be lightly dismissed is whether creating 
a specific cyberbullying law of broad application would risk criminalising a large number of 
young people not currently caught by existing criminal laws. Under Australian laws children 
aged 14 or over are deemed to have the requisite capacity to be criminally liable, while 
children between the ages of 10 and 14 may be criminally responsible if the prosecution can 
prove beyond reasonable doubt that the child knew he or she ought not to have committed the 
offence, as distinct from an act of mere ‘naughtiness or childish mischief’ (Butler et al., 
2010).  By contrast, Keeley et al. (2014) found that at present in Australia, police only take 
formal action under youth offender legislation ‘in the more serious cases’(p. 2), and generally 
employ diversionary approaches such as warnings, or juvenile justice conferences, with very 
few cases resulting in them commencing criminal proceedings using existing laws.  
Next it would be necessary to determine the exact behaviours that ought to be 
prohibited. A legal definition of ‘cyberbullying’ need not necessarily correlate with a 
definition with which researchers may be accustomed. For example, there have been court 
decisions applying existing laws to behaviour regarded as bullying which occurred in a single 
incident (Butler et al., 2010). The same question would arise in relation to a specific law 
against cyberbullying. 
Deciding upon appropriate sanctions for cyberbullying behaviours requires careful 
consideration.  The outcome of the behaviour would need to be considered (Campbell et al., 
2011).  However, this can be difficult since the outcomes are not always immediately 
apparent and may emerge days, weeks or months later. To further complicate matters a 
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significant impact can be the result of a minor indiscretion.  In addition, connecting a specific 
incident of cyberbullying with one particular outcome may also be difficult since the 
manifestation of the impact of cyberbullying, ‘such as mood swings, depression, anxiety and 
poor academic results might in a given case be experienced by an adolescent as a result of a 
variety of causes, including simply those associated with growing up or as the result of 
unrelated upheaval in the family situation, like parents divorcing’ (Butler et al., 2010).  Other 
factors, such as the perpetrator’s age, would also need to be considered, when determining an 
appropriate sanction.  During the 2013 national Bullying, Young People and the Law 
Symposium an argument was made for penalties not to include imprisonment for children 
(The Alannah and Madeline Foundation, 2013).   
In sum, considerable debate concerning the role of the law and cyberbullying in 
Australia continues, with the emergence of fledgling national policies, discussion papers and 
most recently, the establishment of an e-Safety Commissioner, whose role involves a 
complaints referral process, and powers to require large social media companies to remove 
offensive material.    
Present Study 
What is missing from this debate however, are the specific views and perspectives of 
key education stakeholders who are influential in creating education policy and practices 
relevant to, for example, behaviour management policies and duty of care. Thus the aim of 
this study was to discover the ideas and opinions of key officials, from within the educational 
bureaucracies and legal systems, regarding the current criminal and civil laws and what role 
the law should play. In addition, we were interested to see whether they believed that a 
specific cyberbullying law should be introduced.  Their thoughts, ideas and opinions relating 
to cyberbullying and the law were important to consider since they represent senior 
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authoritative voices from significant stakeholder / policymaker groups  who are invested in 
reducing and preventing cyberbullying and who can potentially influence the way that 
cyberbullying can be managed in schools and communities. It further aimed to investigate 
what behaviours the respondents thought should be targeted and who they believed should be 
involved in this process.   
Method 
Participants 
 Eleven senior officials/stakeholders were interviewed.  Each was purposefully 
recruited given their roles in senior policy development and their influence on policy at the 
state authority level.  A maximum variation sampling approach (Patton, 1990) was adopted, 
whereby each participant selected brought variation (location, system, role), thereby ensuring 
that a diverse range of views was available. Ten represented the government education 
system bureaucracy and had experience in both education and the law, and one represented 
the police crime division. Three were located in Queensland (from the government education 
system), four in South Australia (three from the government education system and one from 
the police/crime division) and four in Western Australia (all from the government education 
system). The education department participants had backgrounds in education and law.  All 
participants were given an ID code to enable anonymous participation.   
Procedure 
Fifteen participants were contacted by the research team in writing requesting their 
participation in the research, five from each state.  Email and telephone calls were used to 
follow up this recruitment strategy.  Consenting participants completed semi-structured 
phone (n=1) and face-to-face interviews (n=11), which ranged in length from 20 to 80 
minutes.  Interviews were conducted between November 2012 and June 2013. Participants 
were asked questions to ascertain their views on cyberbullying and its relationship with/to the 
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law (See Appendix 1).   For example, participants were asked: within which system – the 
education or legal system - do you think cyberbullying incidents should be addressed? Should 
there be a distinct law against student cyberbullying?  
Participants’ responses were audio recorded and transcribed verbatim.  Participants 
were emailed a copy of their interview transcript to review their responses and make 
amendments where necessary.  Two participants edited their responses, and this additional 
information was included in the data analysis. 
Data Analysis  
Thematic analysis was used to analyse the data and to identify the substantive themes 
in relation to cyberbullying and the law.  The qualitative approach employed allowed for an 
in-depth description and understanding of key sector stakeholders’ opinions regarding the 
possible introduction of laws for cyberbullying.  The procedure used followed Braun and 
Clarke’s six phases (2006).   
In phase one, the data were transcribed and re-read with initial notes about the data 
recorded.  During the second phase, initial codes were created for the data and information 
relevant to each of these codes was collated.  For phase three, the codes were collated into 
potential themes.  If, however, a code failed to fit well into a potential theme it was added to a 
theme titled “Miscellaneous”.  In the fourth phase, each of the coded extracts were examined 
with a view to make themes coherent and to ensure the overall themes accurately reflected 
the information conveyed by the participants.  The fifth phase saw the themes refined further 
and a short description of each of the themes developed.  The name of each theme was also 
carefully considered.  The sixth and final phase consisted of further refinement of the themes 
and the selection of extracts to use within the report. 
Once the coding process was completed by the researchers, the entire data set was 
coded by an independent researcher not involved in the project.  When coders differed in the 
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categorisation, decisions were examined and discussed until unanimous consensus was 
reached (Miles & Huberman, 1994).  Eight key themes emerged from the data.         
Results 
 Analysis of the interview transcripts resulted in eight key themes: Uses of a 
cyberbullying law ; Introduction of a law for cyberbullying; Benefits and Difficulties of 
Criminalising Cyberbullying for Young People; Conditions for a Cyberbullying Law for 
Young People; Who should be Involved in a Cyberbullying Law?; Legal Sanctions Thought 
to be Appropriate; Benefits and Difficulties of Criminalising Cyberbullying for Young 
People; Educational Interventions for Student Cyberbullying.  Quotations from participants 
are included as exemplars of their views. 
Uses of a cyberbullying law  
 Four circumstances were identified where a cyberbullying law, appropriate for 
school-age students, might be useful: using a cyberbullying law for extreme behaviours; 
using it to guide policy making; using it for support and advice; and using it to enable targets 
to report incidents and take legal action.   
 Many participants suggested having a law for cyberbullying would be useful for 
extreme cases of cyberbullying or as a last resort: 
“If the principal won't do anything then a teacher or Senior Support Officer should 
report it to the regional office and if it’s threatening in any way or defamatory in any 
way they should report it to the police.” (B01) 
 “It is the long drawn out cases that can’t be resolved that must be dealt with by the 
law” (C01) 
11 
 
Some participants felt having a law concerning cyberbullying would assist in 
developing and guiding anti-bullying policies within school systems:   
“We certainly use legal advice here when we’re developing the templates for the 
schools.” (A02) 
Most participants also reported having a cyberbullying law would allow them to gain 
legal support and advice for incidents of cyberbullying:   
 “I suppose most of our schools if they have a concern would use legal advice, they 
would seek their own legal advice…” (A02) 
Participants identified having a law for cyberbullying would allow them to report 
cyberbullying incidents and take legal action, if required:   
“For the members so we will always say to the member, make a report to the police, 
for cyberbullying.” (B01) 
“…we’ve sort of said to parents, look if your child is being cyberstalked, cyberbullied 
in an unhealthy way, you can go to the authorities, you can go to the police, you can 
go to Facebook, you can do these things and essentially that’s it.” (C02) 
These findings suggest the stakeholders felt a cyberbullying law could be useful in a 
number of situations, particularly in extreme circumstances or as a last resort when the issue 
is not able to be resolved at a local level.   
Introduction of a Law for Cyberbullying 
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Participants were divided in their support of a specific criminal law against 
cyberbullying.  The majority of participants thought a specific law was not warranted for 
cyberbullying:   
“If specific legislation does not exist in (state), then in this moment in time, there is no 
evidence that (that) we need specific legislation…” (A03) 
 “In fact the remedies legally are not great, particularly for children.” (C02) 
Others suggested the introduction of a cyberbullying law may be beneficial for a 
number of reasons:   
“Definitely, I mean if you cyberbullied someone which caused their mental health 
issue or worse, suicide. I mean to me that’s manslaughter…why aren't those people 
charged with manslaughter?” (B01) 
“…the big stick approach works.” (A01) 
 “Because we’ve always pushed the education, the preventative side first, rather than 
the sledgehammer approach. It just hasn’t worked in the past and it’s not going to 
work in the future.” (C03) 
These comments illustrate the differing opinions on whether there needs to be a specific law 
against cyberbullying.  
Benefits and Difficulties of Criminalising Cyberbullying for Young People 
Participants spoke about various difficulties associated with introducing a 
cyberbullying law for young people.  Initially, participants identified that cyberbullying was 
challenging to define:   
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“I think that it’s problematic to define any sort of bullying as illegal, so there are 
degrees of bullying type behaviours, some of which might be regarded as illegal and 
others of which might not be.” (C04)   
Participants suggested there needed to be a clear and understandable definition to 
assist people with correctly identifying illegal cyberbullying behaviours.  They also noted 
that cyberbullying is difficult to define legally.  
 Others identified the long-term consequences of criminalising cyberbullying to be 
problematic; suggesting that holding someone under the age of 18 criminally responsible 
could result in negative outcomes:   
 “I’d be hesitant to have cyberbullying for a person who is under 18, for it to be a 
criminal offence because the long term consequences are too...unless they really 
engaged in behaviour that is now deemed to be criminal.” (C03)   
Participants also reported that proving someone was involved in cyberbullying could 
be challenging.  It was noted the consequences of being cyberbullied were often not 
immediate and the long term repercussions or significance for the target were difficult to 
identify. The resulting decision on an individual’s punishment for cyberbullying could prove 
problematic: 
“… constant harassment through cyberbullying it’s very hard to quantify that and  
it’s very hard generally to quantify that anyway but in criminal law…” (C02) 
 “If you don’t have the evidence of something having occurred, it’s quite easy for 
somebody to say “well that never happened.”” (B04) 
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 Other participants thought that sometimes there is very little the police can do, despite 
laws being in place.  One participant indicated there are many laws which are associated with 
fines that are very rarely used, even though they would be beneficial in certain circumstances:  
 “Sometimes laws have no teeth…” (B02) 
“If things prove to be toothless, and kids being kids will know that they can get 
around it.” (B04) 
 Participants also identified that currently there is little clarity around state and federal 
laws and having better transparency would be helpful:   
 “…there’s not a lot of clarity around online legislation or online bullying…” (C03) 
 “I think it’s a very grey area isn’t it?” (C04) 
 Others suggested the law is often black and white and fails to consider the 
circumstances surrounding the individual case:    
“The law is very black and white and it doesn't take into consideration the extenuating 
circumstances which might surround a particular student’s situation case or 
whatever.” (A01) 
  Some participants identified the difficulty of criminalising a social behaviour.  
Participants suggested cyberbullying should be treated as a behavioural problem 
rather than as a crime:   
“…my concern is that, criminalising what is essentially at this stage social behaviour, 
I'm not sure that that sends the right message.” (B03) 
 “Cyberbullying isn’t a crime…it’s a behavioural issue” (B04) 
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 Other participants identified that merely introducing a law does not fix the problem, 
particularly in terms of modifying a perpetrator’s behaviour in the future:   
 “You can tell them it’s an offense till the cows come home, but you have then got to 
give them the tools to deal with it…” (A03) 
“…once you’ve proved someone has done the bullying it is pretty easy to say well 
here is the punishment; but you have to modify behaviour or it will happen again.” 
(C01) 
 A small number of participants noted the enforcement of laws can be difficult; 
particularly when it is necessary to have organisations comply with regulations and to 
provide information pertaining to certain cases:   
“…they require the Internet providers to …, you know comply with various things 
which is hard to do.” (C02) 
“…it becomes more difficult to then enforce and for people to comply…” (A02) 
 One participant also indicated that many people have poor Internet knowledge, which 
makes introducing a law difficult for an activity that generally occurs online.  Another 
participant suggested a law would be time consuming, particularly for teachers:   
“…because it’s electronic crime we’re talking about an arena that people don't 
necessarily have a great understanding of.” (B04) 
“…so there’d be a significant amount of IT illiteracy there.” (B04) 
“I just think it adds to the knowledge that teachers have to add, to what they do as a 
teacher. So it takes more time, all those things.” (A02) 
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Participants also commented on the benefits of having a specific law for 
cyberbullying.  Firstly, identifying that a law would raise awareness with regard to acceptable 
online behaviour: 
“But what that law has done is raise awareness among parents, about why we damn 
well shouldn't do this.” (B02) 
“It’s a societal statement of belief and concern about a particular thing. I think that, 
laws in the first instance are very much about the community saying this is not 
something we're going to put up with” (B03) 
In addition participants reported a law could help move the process of managing 
cyberbullying incidents along and provide support to schools trying to manage a situation of 
cyberbullying:   
“…it forces the department to meet with us within 48 hours and try and resolve the 
matter” (B01) 
“I think the legal aspect gives schools, or gives the department great grunt in how to 
deal with bullying.” (C01) 
Finally, one participant reasoned that having a law for cyberbullying may act as a 
deterrent:   
“…if every student, every parent got an expiation notice every time they did that, I 
mean they might sort of rethink when they wanted to say something in an 
inappropriate way on and in the appropriate forum…” (B01) 
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Overall, these findings suggest that the stakeholders had multiple concerns with 
respect to the difficulties associated with introducing a law for cyberbullying, with these 
concerns overshadowing the benefits.  
Conditions for a Cyberbullying Law for Young People 
 Participants determined that for a cyberbullying law to be effectively introduced a 
number of conditions would need to be met, initially, suggesting that any new law would 
need to be consistently applied:   
“That there’s a consistent approach and how they handle it because at the moment it's 
a dog's breakfast.” (B01) 
Other participants suggested the importance of clarity around the legislation.  For 
example, a clear understanding about what behaviours would be considered criminal and 
what the punishments may be:    
“So being clear I guess around what constitutes a crime, knowing that the legal 
advice and support is there is a really critical aspect…” (B03) 
 Participants also reported it would be essential for the law to be sufficiently flexible to 
enable it to be used based on their own discernment whilst considering the individual 
circumstances surrounding each situation:   
 “The law needs to take into account what has happened, witness statements, impact 
statements and other bits and pieces.” (C01) 
These findings identify some key requirements that would need to be considered for a 
law to be introduced effectively.   
Who should be Involved in a Cyberbullying Law?   
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Participants spoke about who they thought a student cyberbullying law should 
involve.  Some participants suggested the law should address consequences for perpetrators 
of cyberbullying as well as supporting the students who were bullied:   
 “…it would need to focus on both.” (B02) 
“I hope it’s the victim offender stuff and forcing perpetrators to look at their victims 
and see how much hurt it causes.” (C02) 
 Other participants felt it is the target who should be supported by the law:   
 “…there needs to be something for the victim.” (C01) 
 “Provide judicial recourse for the targets of the cyberbullying” (B02) 
Another participant identified the importance of including the bystanders: 
“I also think that the bystander is important because if they can be proactive and they 
do something about a situation then they might actually circumvent it.” (A01) 
Interestingly, one participant highlighted that often the perpetrator can also be the target:   
“Often the perpetrator is a victim of it as well and there has to be an awareness of 
that and the victim also needs assistance…” (A01) 
These findings suggest that, while some of the stakeholders felt a cyberbullying law 
should target the perpetrator, many also thought the targets or bystanders should be included 
within the legislation.   
Legal Sanctions Thought to be Appropriate   
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Participants discussed which possible sanctions could be utilised if those who 
cyberbully others were dealt with within the legal system.   
 “I'd like to see for example, victim impact statements, I’d like to see mediation.” 
(B02) 
“It’s possible to involve them in family conferences” (B04) 
Alternately, you’ve then got the court process through the juvenile justice system 
where people can be placed on bonds and required to do certain things as well. (B04) 
 None of the participants regarded the appropriate legal response to cyberbullying to 
include sanctions such as imprisonment or fines, but instead suggested a more remedial 
approach such as good behaviour bonds, mediation and conferences involving the 
perpetrators, targets and family members.   
Benefits and Difficulties of Criminalising Cyberbullying for Young People 
Participants suggested the prevention and management of cyberbullying could be 
dealt with within different systems.  Many participants stated cyberbullying should be 
managed within the education system:   
 “Yeah, I think the first point should be within education system and that schools 
should be skilled up to know exactly how to go about dealing with incidents and preventing 
incidents first up.”  (C04) 
Another group of participants thought cyberbullying is an issue that should be 
managed within the legal system:   
20 
 
 “I believe there’s a police officer that’s attached basically to every school, so there 
should be some sort of ongoing, positive interaction with the school community.” 
(B04) 
Another opinion was that cyberbullying should be addressed within both the legal and 
education systems:   
“I think the whole notion once something is identified as a type of bullying then there 
needs to be some scope for it to be addressed in the legal system but ideally it is dealt 
with and resolved at a local level.” (C01) 
Once again, the findings suggest stakeholders disagreed in their judgement of which 
system should address cyberbullying incidents.  However, a majority of participants believed 
that both systems, the education and legal, should be jointly managing the problem.      
Educational Interventions for Student Cyberbullying 
 Participants highlighted the importance of education when managing cyberbullying 
incidents, with regard to acceptable behaviour and how to remain safe online for both 
students and staff within a school:  
“I think for kids it’s really down to education and to giving them, you know, tools to 
deal with it once they get involved in something like this.” (A03) 
One participant also identified that education for children initially comes from within 
the home and then continues within the school environment:   
“…I think the best defence about all of this is in an educational role for students, 
starting from their parents at home and certainly into the schools in their early 
years.” (C02) 
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 Participants also spoke about the importance of educating staff:   
 “… the first responders in a lot of these cases will actually be the teachers. Therefore 
we need to teach them about preserving evidence, then we also need to understand 
and do something about the fact that we’ve got to prevent or reduce the behaviour 
continuing.” (B04) 
 One participant also highlighted the importance of including the wider community, 
and that schools should not be solely responsible for the provision of cyberbullying 
education:   
“It’s an issue that has to be dealt with in the wider community; it’s about educating 
them.  It’s not just about saying well schools are going to solve it all. And I don’t 
think schools by themselves can.” (C01)  
These results suggest the stakeholders felt education has the key role in the prevention 
and management of cyberbullying.  They proposed that students should be provided with 
education about staying safe online and what actions can be taken should they experience 
cyberbullying.  In addition, teachers and the wider community should be cognisant of how to 
respond to incidents and preserve evidence.  It was also suggested that education should not 
come exclusively from within the school environment, but could be introduced by parents, 
within the home.    
 
 
Discussion 
 Overall, participants were divided in their support for the introduction of a specific 
cyberbullying law.  This division mirrors the debate seen within the wider community and the 
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scholarly world (see Katz et al., 2014).  For those participants who were in support of a 
cyberbullying law, a number of principal uses for a law were identified.  The first related to 
having a cyberbullying law for extreme circumstances, such as when the cyberbullying 
behaviour is threatening, dangerous, or when it cannot be resolved at a local level.  However, 
it is possible that in these circumstances there would already be laws, non-specific to 
cyberbullying that could be used.  These include misuse of telecommunications and stalking 
(Butler et al., 2010; Langos, 2013).  Indeed, in Victoria the definition of stalking has been 
recently expanded to embrace behaviour that may be considered cyberbullying, in response to 
the suicide of a young woman called Brodie Panlock following relentless bullying in her 
workplace. Given the participant stakeholders suggested a law to use only in extreme 
circumstances possibly demonstrates there is insufficient awareness regarding what laws are 
already available to use for some cyberbullying behaviour.  It may also suggest that the laws 
currently available are considered unsatisfactory in terms of their ability to be used in these 
circumstances or that other methods such as educational means should be used. The 
participants also suggested a cyberbullying law might be useful in guiding schools to develop 
effective anti-bullying policies.  This supports a similar suggestion made by Campbell and 
Zavrnik (2013) and used as an effective strategy in other countries, such as the United 
Kingdom (Samara & Smith, 2008).  In addition, participants suggested a cyberbullying law 
could allow people to access advice and support, relating to the management of cyberbullying 
incidents. 
Throughout the interview participants were asked to consider the details of a 
cyberbullying law, if it was introduced.  They highlighted the importance of the criminal law 
being clear in relation to what behaviours would be considered illegal, consistent in its 
response to reports of cyberbullying and sufficiently flexible to enable individual 
circumstances to be considered.  This is similar to results found by Keely et al. (2014). The 
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majority of participants also recognised it was important for a law to be targeted towards the 
perpetrator, with the use of sanctions, while also providing support, for example judicial 
recourse, to the targets.  They therefore acknowledged a role for not only criminal but also 
civil laws. 
Participants identified the consequences they thought were appropriate for children 
and adolescents who cyberbully.  These included: mediation, target impact statements, family 
conferences, bonds and cautions.  The juvenile justice team approach was also suggested as a 
possible way to manage offenders.  This is an alternative method used to manage young 
people who have committed offences or may be becoming involved with particular crimes 
where young offenders are managed in the community and in juvenile justice centres instead 
of imprisonment (NSW Justice, 2015).  The suggestions made by the participants were 
appropriate for children and adolescents and accord with the recommendations made at the 
national Bullying, Young People and the Law Symposium in 2013, where it was suggested 
penalties should not include imprisonment for children. 
While most participants represented the education sector, they disagreed about which 
system – the education or the legal system – should be primarily responsible for managing 
cyberbullying.  However, the majority agreed that cyberbullying is an issue that should be 
managed within both systems.  This response is consistent with Bronfenbrenner’s (1979) 
ecological systems theory, as it would impact multiple aspects of a child’s context.  
Additionally, in demonstrating their awareness of the need for duty of care, participants 
acknowledged the importance of not only providing cyber safety education to children and 
adolescents but to their teachers, parents and to the wider community as well.     
The stakeholders identified a number of benefits and difficulties associated with 
criminalising cyberbullying.  Consistent with Langos (2013) the participants noted that a 
cyberbullying law may lead to greater community awareness and social norms with regards 
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to acceptable online behaviour.  Participants also suggested a law may reduce cyberbullying, 
by acting as a deterrent and may provide schools with a process for managing cyberbullying 
incidents.    
As identified by Marczak and Coyne (2010), participants recognised the challenges 
associated with geographical/jurisdictional boundaries, particularly policing different state 
and federal laws.  Consistent with the literature, participants identified there may also be 
challenges associated with holding children criminally accountable for their behaviour 
(Butler et al., 2010; Campbell et al., 2011; Langos, 2013).  A further challenge, similar to 
suggestions made by Campbell et al. (2010), related to proving that someone was involved in 
cyberbullying and subsequently enforcing the relevant law.  Additionally, participants noted 
that, at times, the law has a tendency to be black and white.  It was suggested it may be more 
beneficial for circumstances surrounding the cyberbullying incident to be considered. 
Participants also identified that cyberbullying is difficult to define (Campbell et al., 2011; 
Langos, 2012) and thought that a clear and understandable definition would be necessary if 
people were to be able to determine what behaviours would be classified as illegal.   
Lastly, participants also recognised the wisdom associated with criminalising what 
some consider a “social behaviour”. Similar to Campbell et al. (2010) and Campbell and 
Zavrsnik (2013), participants also questioned the effectiveness of laws modifying 
perpetrators’ behaviour and deterring individuals from participating in the illegal behaviour.       
Strengths and Limitations 
  A strength of this study lies in bringing the voice of key stakeholders to inform 
thinking about cyberbullying, the law, policy and its management in schools and the 
community. Since participants represented a small sample of key stakeholders, and were 
located across three states, it is not possible to generalise the findings nationally or 
internationally. Their views importantly however, triangulate with other qualitative studies 
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exploring the ways cyberbullying is managed and dealt with in Australia (Katz et al., 2014; 
Spears et al., 2014), thereby contributing to a broader evidence base of key stakeholders’ 
views about the role of the law in cyberbullying incidents.  
 It is important to note, however, that these interviews predated the announcement of 
the newly appointed e-Safety Commissioner by the Commonwealth Government (March, 
2015) and the decision to not introduce new criminal law provisions into the Commonwealth 
Criminal Code. It will be important, therefore, to continue to monitor key stakeholders’ views 
as these initiatives roll out.  
 As an exploratory study these findings provide the foundation and scope for 
understanding of key stakeholders’ views, especially those who can influence and are 
responsible for policy and managing incidents in schools. In addition the views of young 
people need to be sought about the viability and potential effectiveness of such laws. 
   
Implications 
 The findings from this study suggest that a complex network of factors that are 
associated with understanding the interplay between cyberbullying and the law, which is 
consistent with the studies undertaken by the Department of Communications (see Katz et al., 
2014).  For example, as Smith (2014) notes, there is no universally agreed definition although 
there may be some “consensus” as to its meaning at least in the western research tradition.  
Definitions used by researchers do not necessarily equate to definitions that are used or are 
useful for legal purposes.  Calls by some for a dedicated anti-cyberbullying law may be a 
natural sentiment for those who are at the frontline of grappling for answers for what may 
seem an interminable phenomenon of the modern age. But it speaks to a lack of awareness of 
how existing legislative, including civil responses can be used as deterrents. Instead, 
investigating how educational and legal systems can effectively work together, to tackle the 
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problem may be more beneficial.  Finally, participants highlighted the importance of 
supporting adults to increase their “digital wisdom”.  By providing adults with the knowledge 
and skills required to navigate the digital world in which we now live, they would be in a 
stronger position to support young people.    
 
  
27 
 
References 
Alannah and Madeline Foundation (2013). Bullying, young people and the law symposium  
recommendations. Retrieved 5
th
 May from  
http://www.amf.org.au/bypall3recommendations/ 
Braun, V., & Clarke, V. (2006). Using thematic analysis in psychology. Qualitative  
Research in Psychology, 3, 77-101. doi: 10.1191/1478088706qp063oa 
Bronfenbrenner, U. (1979). The ecology of human development: Experiments by nature  
and design. Massachusetts: Harvard University Press.  
Butler, D. A., Kift, S. M., & Campbell, M. A. (2010). Cyberbullying in schools and the law:  
Is there an effective means of addressing the power imbalance? eLaw Journal, 16,  
84-114. 
Campbell, M.A., Spears, B., Slee, P., Kift, S., & Butler, D. (2011, April). The prevalence of 
cyberbullying in Australia. 5
th
 World conference and IV Iberoamerican congress on 
violence in school. Investigations, interventions, evaluations and public policies 
Mendoza, Argentina. 
 
Campbell, M. A., Spears, B., Slee, P., Butler D., & Kift, S. (2012). Victims’ perceptions of  
traditional and cyberbullying, and the psychosocial correlates of their victimisation.  
Emotional and Behavioural Difficulties, 17, 389-401. doi:  
10.1080/13632752.2012.704316  
28 
 
Campbell, M. A., & Zayrsnik, A. (2013). Should cyberbullying be criminalized? In Smith,  
P., & Steffgen, G. (Eds.). Cyberbullying through the new media: Findings from an  
international Network (pp. 65-82). New York, NY:  Psychology Press, Taylor and  
Francis Group.    
Cross, D., Campbell, M., Slee, P., Spears, B., & Barnes, A. (2013). Australian research to 
encourage use of technology to reduce cyberbullying. In P.K. Smith & G. Steffgen 
(Eds.), Cyberbullying through the new media. : Findings from an international 
network (pp. 222-243). London: Psychology Press. 
Cross, D., Shaw, T., Hearn, L., Epstein, M., Monks, H., Lester, L., & Thomas, L. (2009).  
Australian covert bullying prevalence study (ACBPS). Western Australia: Report  
prepared for the Department of Education, Employment and Workplace Relations  
(DEEWR).   
Enhancing Online Bill for Children (2015) Retrieved from 
http://www.aph.gov.au/Parliamentary_Business/Bills_Legislation/Bills_Search_Resul
ts/Result?bId=r5387 
Katz, I., Keeley, M., Spears, B., Taddeo, C., Swirski, T., & Bates, S. (2014). Research on 
 youth exposure to, and management of, cyberbullying incidents in Australia: 
 Synthesis report (SPRC Report 16/2014). Sydney: Social Policy Research Centre, 
 UNSW Australia. 
Keeley, M., Katz, I., Bates, S., & Wong, M. (2014). Research on youth exposure to,  
29 
 
and management of, cyberbullying incidents in Australia: Part B Cyberbullying 
incidents involving Australian minors, the nature of the incidents and how they are 
currently being dealt with (SPRC Report 10/2014). Sydney: Social Policy Research 
Centre, UNSW Australia. 
 
Langos, C. (2012). Cyberbullying: The challenge to define. Cyberpsychology, Behaviour,  
and Social Networking, 15, 285-289. doi: 10.1089/cyber.2011.0588 
Langos, C. (2013). Cyberbullying, associated harm and the criminal law (Doctoral  
dissertation). Retrieved 25
th
 March from http://ura.unisa.edu.au/R/?func=dbinjump- 
full&object_id=113184 
Langos, C. (2014). Regulating cyberbullying: A South Australian perspective. Flinders  
Law Journal, 72-109.   
Marczak, M., & Coyne, I. (2010). Cyberbullying at school: Good practice and legal aspects  
in the United Kingdom. Australian Journal of Guidance and Counselling, 20, 182- 
193.  doi: 10.1375/ajgc.20.2.182 
Miles, M. B., & Huberman. A.M. (1994). Qualitative data analysis. Thousand Oaks,  
CA: Sage. 
New South Wales Government (2015) Justice website. Retrieved 12
th
 October from 
 http://www.juvenile.justice.nsw.gov.au/ 
30 
 
Office of the Childrens’ E-safety Commissioner (2015). Social media partners. Retrieved 18th 
 December from https://esafety.gov.au/social-media-regulation/social-media-partners 
Patton, M. Q. (1990). Qualitative evaluation and research methods. London: Sage. 
 
Perren, S., Dooley, J., Shaw, T., & Cross, D. (2010). Bullying in school and cyberspace:  
Associations with depressive symptoms in Swiss and Australian adolescents. Child  
and Adolescent Psychiatry and Mental Health, 4, 1-10. doi: 10.1186/1753-2000-4- 
28  
Samara, M., & Smith, P. K. (2008). How schools tackle bullying, and the use of whole  
school policies: Changes over the last decade. Educational Psychology, 28, 663- 
676. doi: 10.1080/01443410802191910 
Smith, P. K., Mahdavi, J., Carvalho, M., Fisher, S., Russell, S., & Tippett, N. (2008).  
Cyberbullying: Its nature and impact in secondary school pupils. Child Psychology  
and Psychiatry, 49, 376-385. doi: 10.1111/j.1469-7610.2007.01846.x  
Smith, P.K. (2014). Understanding school bullying. Its nature & prevention strategies. Sage, 
Los Angeles. 
Smith, P. K., Mahdavi, J., Carvalho, M., & Tippett, N. (2006). An investigation into  
cyberbullying and its forms, awareness and impact and the relationship between  
age and gender in cyberbullying. A report to the Anti-Bullying Alliance. Unit of  
School and Family Studies, Goldsmith College: University of London. Retrieved  
31 
 
3
rd
 July 2013 from 
https://www.education.gov.uk/publications/eOrderingDownload/RBX03-06.pdf 
Spears, B., Taddeo, C., Swirski, T., Keeley, M., Katz, I., Collin, P., … Bates, S. (2014). 
Research on youth exposure to, and management of, cyberbullying incidents in 
Australia: Part C  An evidence-based assessment of deterrents to youth cyberbullying 
(SPRC Report 11/2014). Sydney: Social Policy Research Centre, UNSW Australia. 
 
Spears, B. A., Taddeo, C. M., Daly, A.L., Stretton, A., & Karklins, L.T. (2015). 
Cyberbullying, help-seeking and mental health in young Australians: Implications for 
public health. International Journal of Public Health, 60, 219-226. doi: 
10.1007/s00038-014-0642-y 
 
  
32 
 
Appendix 1 
Semi-structured Interview Questions 
1. In what ways (if any) does/can the legal system support your organisations/ 
department’s policies (prompt civil law/criminal law for kids) 
2. Within which system –the education or legal system - do you think cyberbullying 
incidents should be addressed? 
3. In your opinion, should there be a distinct law against student cyberbullying?  
(If answer yes) 
a. What types of behaviours exactly should it address? 
b. Should the law concern perpetrators or help targets or both? 
What exactly should the law do? 
 
 
