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1 Introduction
Although machine learning is an old discipline
dated back to 1950 when the simple statistical algo-
rithms are used to make inference, it gained a spe-
cial interest and importance since 2010. Many ma-
chine learning leaders attributed this breakthrough
to two main reasons [7]:
1. The huge amount of data that become avail-
able for training.
2. The breakthrough in the computation power
specially the use of graphic processing units
(GPU) in the development of machine learning
algorithms.
The greater importance of the machine learning af-
fected most of the computer science fields such as,
computer vision, natural language processing, data
mining, computer security, computer networking,
game theory, optimization?etc [4], [5], [11]. Unfor-
tunately, computer networks and communications
took the least share among the other fields. Al-
though, it contains many tasks that can use ma-
chine learning instead of the traditional algorithms.
The medium access control (MAC) technique is one
of these tasks. We will have a deeper look to data
link layer and MAC technologies later in section
2.1. In the next sections, the definition of machine
learning, its importance, branches, and algorithms
are presented.
2 Machine Learning
Machine learning is a subset of a larger field known
as artificial intelligence (AI). AI can be defined as
the study of designing an agent that is able to per-
ceive its surrounding environment and use the per-
ceived data to design plans for achieving the agent
Figure 1: Classification of Main Machine Learning
Algorithms [6]
goals. While machine learning is a subfield of ar-
tificial intelligence, its goal is to enable models to
learn on their own. A machine learning algorithm
can identify patterns in observed data, build mod-
els that explain the world, and predict things with-
out having explicit pre-programmed rules and mod-
els. Machine learning algorithms can be classified
into three main categories: supervised learning, un-
supervised learning and reinforcement learning as
illustrated in Figure 1.
In supervised learning, we need a labeled train-
ing data. By labeled we mean that we must have
a large number of examples to the data that the
program will see each of these examples is labeled
with the correct output we need. Wheres in un-
supervised learning, we use unlabeled data to min-
imize/maximize a certain objective function. Un-
supervised learning deals with problems such as,
clustering, detecting the underlying structure of the
data, dimensionality reduction, or data summariza-
tion and compression. In reinforcement learning,
we do not have a data at all neither labeled nor
not labeled. Instead, the reinforcement agent learns
by the trial-and error concept. In this model, the
agent tries to learn the actions that maximize its
rewards and avoid actions that give it negative re-
wards. In this project, we are more interested in
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the last branch of machine learning, namely, the
reinforcement learning.
2.1 Data Link Layer and Medium
Access Techniques
All the communication techniques and standards
use medium access technique aiming to achieve the
maximum utilization of the transmission medium.
In general, the design of any MAC technique should
take the following design goals into consideration:
1. Initialization: After powering on a node, it
should enter an initial state to start the com-
munication.
2. Error Limitation: The bit error rate should
be kept within the allowable threshold.
3. Fairness: All the nodes need to have the same
waiting time and the same transmission time.
4. Limitations to one station: To avoid inter-
ference, only one station is allowed to transmit
at a time in the shared medium.
5. Reliability: Keeping work properly even in
the case of one or more node failure.
6. Priority: Some nodes should take a priority
than other nodes due to due to the importance
or time-sensitivity of the service it provides.
7. Receipt: The transmitted packets should be
received only once and should be in the proper
order.
8. Recovery: In case of collision, the technique
should behave in a way that minimizes the in-
terference time by stopping the transmission
and scheduling only one node for retransmis-
sion.
9. Compatibility: MAC technique should allow
the communication of devices from different
manufacturers.
10. Reconfigurability: Quick treatment of the
addition of new nodes or deletion of existing
nodes.
Many algorithms that satisfy the aforementioned
factors have been designed and developed. We can
classify these algorithms according to Figure 2.
Figure 2: Classification of MAC Protocols
As shown in Figure 2, MAC techniques can be clas-
sified into two major classes: contention-based and
contention-free techniques. In contention-free pro-
tocols, each node can transmit in a way so that
its transmission cannot interfere with transmissions
from other sources. This can be achieved by either
allowing only one station to transmit at a time or
dividing the channel between the different nodes
such that each node can transmit in its slot with-
out interfering with other nodes. Two techniques
can be used to make sure that only one station can
transmit at a time. The first one is a centralized
method such as, the pooling technique. The sec-
ond one is a decentralized method such as, token
ring. In the pooling centralized technique, a cen-
tral node pools all the stations to determine the
nodes that have data to transmit and gives them
an access to the channel. In the decentralized to-
ken ring technique, there is a token that a node
must acquire before transmitting data. If a station
acquired the token it can transmit data to a given
time and it should release it after that time. In the
second class which is contention-based techniques,
there is a possibility that two or more nodes can
transmit at the same time resulting in interference
and damage for the entire signal in the medium at
the time of interference. In contention-based tech-
niques, each node can contend to acquire the access
to the channel. The performance of contention-
based techniques is greater than contention-free
techniques under low and medium traffic density.
However, this performance degrades dramatically
in the heavy traffic networks due to the high prob-
ability of collision as shown in Figure 3. As part
of these protocols, two are of particular interest
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Figure 3: Performance Comparison of Different
MAC Techniques in Different Traffic Loads
Figure 4: TDMA Conceptual View
in this study, namely, time division multiple ac-
cess (TDMA) and carrier sensing multiple access
(CSMA). These two protocols are widely used in
the current networks all over the world. In the
following subsections, we will briefly introduce the
basic logic behind these protocols.
3 Time Division Multiple Ac-
cess (TDMA)
TDMA is a contention-free protocols based on the
ideal of channelization. Channelization is the cre-
ation of sub-channel (virtual channel) that can be
used by the node at any time without causing in-
terference with other nodes transmissions. TDMA
divides the transmission time between the different
nodes to time slots so that each node can trans-
mit, with the channel full bit rate, in one time slot.
TDMA is used in many technologies such as Global
System for Mobile communication (GSM), inte-
grated digital enhanced network (IDEN), and oth-
ers. Figure 4 illustrates the basic idea of TDMA.
TDMA gives a superior performance when each
node have many data to transmit, keeping all the
slots busy most of the time. However, if there is a
large variation in the nodes traffic, TDMA becomes
less efficient. This inefficiency comes from the fact
that TDMA may leave time slots reserved but not
used. In many cases, the traffic has a bursty na-
ture and so TDMA may not be the proper choice,
and we need a technique that deals with the bursty
nature of the traffic.
3.1 Carrier Sense Multiple Access
(CSMA)
The bursty nature of the network traffic makes any
fixed allocation based techniques such as, time divi-
sion multiple access or frequency division multiple
access (FDMA), can not guarantee an optimal per-
formance. Therefore, the family of random access
techniques come in the scene. The basic idea of
ransom access techniques is assigning the channel
according to the demand or to the node that has
many data to transmit. This family contains three
variations of protocol:
• Carrier Sense Multiple Access (CSMA)
• Carrier Sense Multiple Access with Collision
Detection (CSMA/CD)
• Carrier Sense Multiple Access with Collision
Avoidance (CSMA/CA)
In CSMA, each node have to sense the channel
before transmission. If the channel is sensed to be
busy, then the node waits until the termination of
the current transmission. If the channel is sensed
to be idle, the node can start transmission directly.
While in CSMA/CD the transmitting node, keep
sensing while it is transmitting for the detection
of collision. If a collision is detected, the trans-
mitting node stops the current transmission and
enters an exponential backoff wait-time. This tech-
nique decreases the collision period and save wast-
ing the channel in transmitting a collided frame. In
CSMA/CA, the transmitting node uses RTS/CTS
technique to avoid the collision due to the hidden
node problem.
4 Literature Review
In the previous chapter, we introduced the basic
concepts of medium access techniques, and the pop-
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Figure 5: OSI Seven Layer Model
Figure 6: The Growth in the Number of Nodes
Connected to the Internet
ular families of contention-based and contention
free MAC algorithms. We also took a quick look
to TDMA and CSMA which are two main algo-
rithms operating in data link layer and highlighted
the problems and advantages of each one. In this
chapter, we aim to cover the recent researches en-
hancing the performance of MAC protocols.
Among the seven OSI layers illustrated in Figure
5, we are interested on the medium access tech-
niques operating in the data link layer. Many
researches have been conducted in this vein in
the recent decades to improve the performance of
medium access techniques especially with the rapid
growth in the number of connected nodes. This
growth can attributed to the increase in the num-
ber of smart phones and internet of things (IoT)
applications as illustrated in Figure 6. The efforts
for improving the performance of medium access
techniques concentrate in two main directions:
1. The first direction concentrates on improving
the performance by mixing between more than
one of the existing MAC protocol. This direc-
tion benefits from the fact that each protocol
has some advantages over the other protocols
in certain situations and environment condi-
tions. By combining more than one protocol
we take the advantages of each one and hence
obtain better performance than using only one
protocol all the time.
2. The second direction concentrates on using
new deep learning techniques and algorithms
to make intelligent decisions on channel allo-
cation or other medium access tasks.
Consequently, we are going to present our litera-
ture review in two main sections that illustrates
the recent work in each direction.
4.1 Hybrid MAC Protocols
In [8], the authors presented a Spatio-Temporal
Coordination based Medium Access Control
(STMAC) protocol in an urban area for optimiz-
ing the access to wireless channels. The protocol
exploits the use of the geometric relation between
the moving vehicles in the design of the MAC pro-
tocol. A line-of-collision (LoC) graph is used to
characterize the spatio-temporal feature. The pro-
posed algorithm can rapidly organize the vehicles
that transmit safety messages to its neighboring.
All the medium access techniques operate either in
point coordination function (PCF) or in distributed
coordination function (DCF). In the distributed co-
ordination function (DCF), the vehicles cooperate
with each other to transmit the safety messages
using spatio-temporal coordination. DCF employs
the use of distributed protocols such as CSMA/CA.
While in the point coordination function (PCF),
each node should require access to time slot. Con-
sequently, the vehicles should register their mobil-
ity information to the road side units (RSU). After
transmitting a request for time slot, the RSU trans-
mits a beacon frame granting the vehicle node the
access to a time slot. PCF reduces the collision
rate but in the other hand it increases the data
delivery delay. A third mode of operation is the
hybrid coordination function (HCF) in which PCF
is used in contention-free transmission and DCF is
used in contention-based transmission. However,
finding the optimal combination of these modes re-
mains an open research challenge. Using STMAC
to access wireless channels, the vehicle combines
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the merits of the PCF and DCF modes. The re-
sults of simulation experiments show that STMAC
outperforms the legacy MAC protocols using ei-
ther PCF or DCF mode even in the presence of
highly road traffic. However, STMAC deals only
with short packets safety messages. It did not ad-
dressed the use of the protocol in service data such
as text, voice streaming, video streaming?etc.
In [18], the authors propose a MAC layer proto-
col based on CSMA/TDMA hybrid transmission
scheme for mobile WSN. The authors divided the
nodes to groups according to the transmission dis-
tance from sensor nodes to sink node to efficiently
design the access scheme within the same group
and between the different groups. Within each
subset, all nodes contending for transmission based
on CSMA/CA scheme whereas the different groups
transmit data with sink node in TDMA scheme
with the fixed time slot. The main contribution
of CSMA/TDMA hybrid MAC (CTh-MAC) is the
energy consumption reduction in high-speed mo-
bile transmission model. Another contribution of
the proposed work is improving the throughput of
the networks comparing to LDCMAC [3] and HTC-
MAC [14]. The results show that CTh-MAC effi-
ciently improves the throughput and reduces the
energy consumption in mobile WSN. The features
of CTh-MAC are summarized as follows[18]:
• First, the authors allocate all nodes into sev-
eral subsets in a novel method depend on the
transmission distance from sensor nodes to
sink node. In addition, they utilize position
prediction in the subsets allocation.
• Second, all subsets transmit data with sink
node in TDMA scheme with the fixed time
slot. In each subset, all sensor nodes con-
tending for transmission based on CSMA/CA
scheme.
• Finally, the details of slots allocation for
the protocol in both TDMA and CSMA/CA
scheme are presented.
In [15] the authors proposed an efficient and
fast broadcast frame adjustment algorithm, called
EFAB based on the three-hop neighbor informa-
tion. The proposed algorithm improved the effi-
ciency of the hybrid MAC mechanism in VANET.
The idea behind the algorithm is adjusting the
broadcast frame length quickly so that a MAC pro-
tocol using EFAB can support efficient broadcast
services on the control channel. Simulation results
show that the hybrid MAC protocol using EFAB
can provide faster broadcast frame adjustment and
higher packet delivery ratio of safety packets on the
control channel than using the existing algorithms.
Vehicular ad hoc networks (VANETs) were first in-
troduced in 2001 to provide road safety and safety
message broadcasting [14]. Because VANET are
mostly used in emergency cases, reliability and
throughput are matters. In 2014, a multichan-
nel MAC, called HER-MAC, suggests using both
TDMA and CSMA schemes for improving the reli-
ability in safety messages broadcasting. This tech-
nique increases the service channel utilization. Un-
fortunately, when the number of vehicle nodes in-
crease, HER-MAC performance degrades due to
high probability of collision.
In [14], the authors proposed a new protocol called
Hyper TDMA/CSMA multichannel MAC (HTC-
MAC) protocol. HTC-MAC proposed enhance-
ments to HEC-MAC, these enhancements increased
the throughput and decreased the probability of
collision which. HTC-MAC proposed enhance-
ments are eliminating the use of unnecessary con-
trol packets such as HELLO, SWITCH which in-
crease the throughput in the control channel. The
main disadvantage of HTC-MAC is that when the
number of nodes is increases, the payload size is
larger due to the large neighbor information in-
cluded. CWLANoF refers to the process of trans-
ferring wireless signals, radio signals, to the form
of light in order to send it using optical fiber ca-
bles. This technique makes benefits from the low
attenuation and less interference optical fiber trans-
mission. Reinforcement learning is one branch of
artificial intelligence in which we train an agent to
take actions depending on the environment state.
These actions should be optimal in terms of getting
the higher possible reward.
Although MAC protocols are not susceptible for
changes after deployment because they mostly writ-
ten for specific hardware, in many cases we need to
change the used MAC protocol or upgrade the ex-
isting MAC protocol to add new features and func-
tions. This is attributed to the dynamic nature
of the working environment or application require-
ments. The authors in [9] developed a platform
for writing and managing cross-platform implemen-
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tations of MAC protocols. The developed plat-
form named time annotated instruction set com-
puter (TASIC) can be used to write and compile
hardware-independent MAC protocols that can op-
erate in different radio chips. Using this platform
can facilitating upgrading devices MAC protocols
and switching between different MAC implemen-
tations without degrading the performance since
MAC protocols implemented in TASIC achieves
97% of the theoretical throughput and overhead of
20 micro-seconds per instruction.
Vehicular ad-hoc networks (VANET) are consid-
ered as a normal ad-hoc network but with more
characteristics. The main property that character-
izes the VANET is the high mobility of the nodes
(Vehicles in this case). In VANET, each node is
equipped with on-board unit (OBU) that contains a
radio chip to communicate with other nodes which
is called vehicle to vehicle (V2V) communication or
to communicate with road side units (RSU) which
is called vehicle to infrastructure (V2I) communi-
cation. Two main protocols are used for medium
access in VANET namely IEEE 802.11P which rep-
resents the contention-free protocol and dedicated
multichannel MAC (DMMAC) that represents the
contention-free protocol. In [2], the authors pro-
posed two modifications to the DMMAC proto-
col and compared the proposed protocol named
medium access with memory bifurcation and ad-
ministration (MAMBA). The proposed protocol
achieved enhancement in latency by up 20 72/%
compared to IEEE 802.11P and by 99% compared
to DMMAC. Although the results stated in the re-
search is very good but the authors ignored all the
enhancements introduced in both IEEE 802.11P
and DMMAC.
4.2 Machine Learning in MAC Pro-
tocols
A good comprehensive survey about the application
of deep learning in wireless networks is presented in
[13]. The authors presented a good general intro-
duction about deep learning followed by reviewing
the recent use of deep learning algorithms and tech-
nologies in different layers of the TCP/IP protocol
stack. The bottom up approach is used for orga-
nizing the survey. Starting from the physical layer,
the authors presented the use of deep learning in
physical layer tasks such as interference alignment,
jamming resistance, modulation classification, and
physical coding. Then the authors moved to the
data link layer showing the use of deep learning
in tasks such as spectrum allocation, traffic pre-
diction, and link evaluation. In the network layer,
the application of deep learning is considered in
its starting phase. Consequently, the deep learn-
ing is used in solving only few tasks from network
layer tasks. The use of deep learning in the lifetime
aware routing and for routing path search is pre-
sented. Table ?? summerizes the functions that can
use AI in each layer. After that the authors dedi-
cated a complete section for the use of deep learning
in other networks relate issues such as vehicle net-
work scheduling, sensor data reduction, hardware
resource allocation and network security. Another
section presents the famous tools for implementing
deep learning in wireless networks. The authors
tailed their review by suggestions for open research
topics in intelligent wireless network that still need
more research attention and investigation.
The authors in [19] propose a Q-learning model to
schedule the transmission of packets from different
buffers through more than one channel to maximize
throughput. The research tries to find solution for
the congested spectrum for IoT applications. The
model based on deep learning technologies specially
stacked auto-encoders are used to find the mapping
between the different system states to different ac-
tions. The authors used Markov decision process
to describe the system transformations and they
assumed that a relay is used to send packets from
transmitter to receivers outside the reach of the
transmitting node. The Q-Learning model is used
by the relay to find the optimal strategy of trans-
mission. From my point of view, the paper assumed
the existence of only one relay and ignored many
cases where more than one relay exists.
In [17], the authors presented wireless interference
identification (WII) technique based on deep convo-
lutional neural networks (CNN). The authors built
their models on sensing snapshots with limited du-
ration and bandwidth. The authors adjusted their
model to sense snapshots in duration of 12.8 mi-
cro seconds and limited the acquisition bandwidth
to 10 MHz. The authors built their model based
on the model proposed in [16]. The authors used
151200 snapshots for training and 74025 snapshots
for validation. 95% accuracy is obtained using the
system in SNR greater than -5 dB. In similar condi-
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tions, the performance of CNN-based WII outper-
forms the performance of the stat of the art WII
such as neuro-fuzzy signal classifier (NFSC) [1].
Many surveys that aim to collect the scattered re-
search conducted in the field of machine learning
application for network related tasks are presented
in the past two years. In [6], the authors collected
many of the work conducted in the network fields
such as network flow control, classification of net-
work payloads, mobility prediction, wireless sen-
sor networks,?etc. One of the promising research
points is the employment of deep learning in rout-
ing. Routing is the choice of the best path between
the source and destination. Accordingly, choosing
the best path involves taking a lot of factors into
consideration. The authors of [6] implemented a
deep learning based routing algorithm. Compared
with the traditional OSPF as a benchmark for the
routing algorithms, the deep learning routing ob-
tained a superior performance. These results were
obtained using simulators and no experiments were
conducted. In addition, the paper based on simu-
lation results that involves only 16 routes which is
a small number compared with the real-time situ-
ations. But we can consider it as just a proof of
concept that the deep learning based routing gives
better results than the traditional algorithms but
more experiments that cover the real-world situa-
tions are required.
In [10], the authors investigate the deep neural net-
works and its application to the communication
systems. They envisioned that deep learning, which
has recently emerged as a promising machine learn-
ing technique, can substantially improve heteroge-
neous network traffic control. They proposed an
appropriate input and output characterizations of
heterogeneous network traffic and proposed a su-
pervised deep neural network system. They also
described how the proposed system works and how
it differs from traditional neural networks. Also,
preliminary results are reported that demonstrate
the encouraging performance of the proposed deep
learning system compared to a benchmark rout-
ing strategy (Open Shortest Path First (OSPF))
in terms of significantly better signaling overhead,
throughput, and delay. The authors also consid-
ered a deep learning system comprising multiple
hidden layers, each of which computes a non-linear
transformation of the previous layer. The proposed
model used the greedy layer-wise training method
to initialize the deep learning system, and further
used the backpropagation algorithm to fine-tune
deep learning training. This work is considered the
first work demonstrating a proof-of-concept of ap-
plying a deep learning system to improve heteroge-
neous network traffic control.
In [12], the authors have developed a reinforce-
ment learning model that enables efficient DCS
in CWLANoFs, which facilitates coordination of
resource allocation and interference management.
On the basis of the proposed learning technique,
the CWLANoFs are able to learn from their local
environment with no prior knowledge, and make
strategic decisions to mitigate interference from
other ISM users such as cordless phones, microwave
ovens, Bluetooth, etc. There are two situations to
be taken into account. The first is where the CAP
has complete information about the surrounding
environment and the second situation is when the
model has partial information about the surround-
ing environment. In the first case in which the CAP
has complete information about the surrounding
environment, the results showed that CWLANoFs
system has the ability to automatically learn the
optimal policy for choosing the available channels
and for improving the system performance notice-
ably. Whereas in the second situation the results
showed that the learnt policy is suboptimal. Even
there is a performance reduction in the second sit-
uation, there are still significant implementation
benefits in terms of deployment and feasibility.
5 Conclusion
In this report, we surveyed the most recent re-
searches in the field of medium access techniques
and the employment of machine learning algo-
rithms in this domain. We briefly described the
existing techniques and highlighted the main draw-
backs in each one and justified the need for a re-
search that addresses these drawbacks. The re-
port also proposed that these problems can be
solved through designing a medium access technol-
ogy that combines the two traditional MAC tech-
nologies (TDMA and CSMA). This can be achieved
by building a reinforcement learning agent. Re-
cently, reinforcement algorithms that incorporate
deep learning have achieved impressive results in
many domains. The reinforcement learning agent,
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after passing the training stage, should be able to
decide, given the network state parameters, which
one of the two medium access technologies is more
efficient for use. The agent will be able to switch
between the two modes according to the network
state and thereby keeping the network performance
as high as possible for all time.
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