The discrete logarithm in a finite group of large order has been widely applied in public key cryptosystem. In this paper, we will present a probabilistic algorithm for discrete logarithm.
Introduction
The generalized Discrete Logarithm problem (GDLP) has been taken as an intractable problem widely applied in public key cryptosystems since it firstly was proposed by W. Diffie and M.E. Hellman in their key exchange system [1] . The problem is the one to find the solution for the exponential equation comparisons. The second one is similar to the method of solving the congruence in number theory by resolve the equation into the subgroups of group G with the order of prime powers, so it is more efficient if the prime factors of group G all are smaller. In the case the base groups G are from the multiplication groups of finite fields, the index calculus is the most powerful one. For the detail about GDLP, refer to see [2] and A.M. Odlyzko's survey papers [3] , [4] . In this paper, we will present a probabilistic algorithm for discrete logarithm, which is a development of the birthday attack.
As usual, for two integers x and r , we will represent [ ] 
The description and analysis
Suppose that G is the base group of discrete logarithm, the order of So, in this way, the required group multiplications in the presented algorithm will be less than the ones in the baby-step giant-step algorithm.
Finally, similar to Silver-Pohlig-Hellman's algorithm, we can resolve the original GDLP into the subgroups of the cyclic group generated by element g , and then apply this analysis above to the subgroups.
