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SYSTEMS AND METHODS FOR UNIFIED REMOTE CONTROL
OF MULTIPLE APPLIANCES AND DEVICES

ABSTRACT
Disclosed herein is an improved mechanism for providing unified remote control of
multiple appliances and devices, which can include network-connected devices or devices having
network capabilities (sometimes called smart devices) and non-smart devices which do not have
such network capabilities. A remote control application executing on a user device can be
configured to add devices for remote control, where a remote control configuration file can be
retrieved from a cloud service that communicates with the remote control application can receive
and manage remote control configuration files for particular devices from device manufacturers
and third-party developers (e.g., in response to scanning a Quick Response code on a device to
be added to the remote control application for remote control) and where the remote control
configuration file can be used to render a remote control interface layout corresponding to the
controlled device and can be used to generate control signals (e.g., infrared control signals,
Bluetooth control signals, WiFi control signals, etc.) to the controllable device in response to
receiving button presses on the remote control interface layout. Accordingly, a single user
device can be configured to control multiple appliances and devices across different
communication channels via the remote control application, where the cloud service that
communicates with the remote control application can receive and manage remote control
configuration files for particular devices from device manufacturers and third-party developers to
ensure proper configuration.

Published by Technical Disclosure Commons, 2022

2

Defensive Publications Series, Art. 5136 [2022]

BACKGROUND
Dedicated remote control devices are typically provided for controlling home appliances,
such as a television, an air conditioner, a speaker system, a washing machine, lighting, etc. With
the increase of these home appliances providing dedicated handheld remote control devices, user
frustrations are becoming more apparent. Users often lose the remote control for a particular
home appliance or there may be wear and tear issues with the remote control for a particular
home appliance, which may require replacement of a remote control should such a replacement
be available. In time, users are also required to replace the batteries in each of these dedicated
remote controls.
Even further, some home appliances, such as televisions, are designed to have additional
network capabilities (sometimes called smart televisions), which can use wireless or radio
communication channels for transmitting and receiving remote control commands. This use of
different communication channels makes it even more difficult to have a uniform approach for
controlling these home appliances.
Accordingly, it is desirable to provide new systems and methods for unified remote
control of multiple appliances and devices.
DESCRIPTION
The systems and techniques described in this disclosure relate to unified remote control
of multiple appliances and devices, which can include smart devices having network capabilities
and non-smart devices which do not have such network capabilities. For example, a remote
control application can be configured on a user device (e.g., a mobile device) to provide a remote
control interface for a television device and to send commands to the television device using
infrared signals, while also being configured to provide a remote control interface for a network-
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enabled thermostat and to send commands to the network-enabled thermostat over a wireless
network.
The remote control application can allow new devices to be added for remote control
through a discovery process. The discovery process can include scanning a Quick Response
(QR) code, where the QR code can cause a remote control configuration file corresponding to the
device identified by the QR code to be downloaded from a cloud service. Alternatively, the
remote control application can be prompted to input device information, such as a device
manufacturer name and a device model number, to obtain the remote control configuration file
for controlling the device from the cloud service.
It should be noted that the cloud service can host the remote control configuration files
for various devices, where each remote control configuration file can include a remote control
interface layout and a code library that can be mapped to the buttons and other interface features
on the remote control interface layout (e.g., map a particular sequence of infrared codes to
transmit in response to selecting a button on the displayed remote control interface).
Additionally, the remote control configuration file can include any suitable remote control
properties (e.g., device identifier, modulation frequency, etc.) and button properties (e.g., name,
format, infrared code, color, etc.).
It should also be noted that these remote control configuration files can be uploaded to
the cloud service by device manufacturers and/or third-party developers (e.g., a developer
approved by the cloud service). When the remote control configuration file is created and
uploaded to the cloud service, the cloud service can provide the device manufacturer with a QR
code or any other suitable identifier that can be associated with the device, thereby allowing the
user to scan the QR code and automate the discovery process of the device in which the device is
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added to the remote control application and in which the remote control application can
download and configure the appropriate remote control configuration file from the cloud service.
The remote control application can store the configuration files locally such that a user of
the remote control application can select a particular appliance to remote control at any time.
For example, a user may select a television device from a main menu within the remote control
application, where the main menu displays each device that has been configured for remote
control through one of the discovery processes and for which a remote control configuration file
has been received. The remote application can then use the locally stored remote control
configuration file to render a remote control interface layout on the user device. In response to
the user selecting a button or any other suitable interface features on the remote control interface
layout, a corresponding control signal can be transmitted to the selected device. For example,
the user device can have an infrared transmitter connected to the audio input port of the user
device, where the button press on the remote control interface layout generates an audio
waveform from the remote control configuration file that corresponds to the remote control
button and where the audio waveform can be played back to cause an infrared light source in the
infrared transmitter to turn on and off at the audio sampling rate, thereby transmitting an infrared
signal to the selected device.
Turning to FIG. 1, an illustrative example of a remote control application executing on a
user device 105 is shown. As shown, remote control application 100 can include a user interface
110 for configuring any suitable number of appliances and/or devices for remote control.
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As shown in FIG. 1, user interface 110 can include a device list 120, where device list
120 can include any suitable device that has been previously identified by the remote control
application, such as a display device, a washer, a dryer, a heating and/or air conditioning unit, a
microwave, a speakers, smart speakers, etc. It should be noted that device list 120 can include
devices that have been detected using a wireless communication network (e.g., a WiFi network, a
Bluetooth network, and/or any other suitable network) and/or devices that have been configured
using the remote control application (e.g., non-smart appliances that are not capable of being
connected to a wireless communication network). It should also be noted that device list 120 can
be populated in response to determining which remote control configuration files have been
stored in a local memory of user device 105. As described below in connection with FIGS. 4 - 6,
in response to a user selecting one of the devices from device list 120, the remote control
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application can present a remote control interface having a particular remote control layout that
corresponds with the selected device for receiving button presses to control the selected device.
In some implementations, user device 105 that is executing the remote control application
can have a remote signal transmitter 150 for transmitting control signals (e.g., infrared signals)
that correspond to a selection on a remote control interface to a selected device. For example, as
shown in FIG. 1, remote signal transmitter 150 can be an infrared transmitter that is connected to
user device 105 through an audio input port (e.g., a 3.5 mm jack). In a more particular example,
remote signal transmitter 150 can be an infrared conversion unit that is connected to a 3.5 mm
audio input port of user device 105, where, in response to selecting a remote control button from
a remote control interface presented by the remote control application, the infrared conversion
unit can receive an audio waveform that corresponds to the remote control button and that is
retrieved from a remote control configuration file, where the audio waveform can be played back
to cause an infrared light source to turn on and off at the audio sampling rate (that is, the infrared
transmitter carrier frequency). In continuing this example, remote signal transmitter 150 can be
an infrared transmitter that transmits control signals to a device having an infrared receiver,
which can be an external infrared receiver that is connected to the device and that has a
microcontroller that receives and/or converts the control signals for transmission to the device
(e.g., infrared to Bluetooth), or an internal infrared receiver that is built into the device for
receiving control signals from the infrared transmitter. Alternatively, user device 105 can have
an internal infrared transmitter that is built into user device 105.
Referring back to user interface 110 in FIG. 1, the remote control application can include
user interface elements (e.g., a button, a list entry, etc.) for removing a device in device list 120
from being remote controlled using the remote control application (e.g., by selecting user
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interface element 130 for each device in device list 120) and can include user interface elements
for adding and configuring a new device for remote control using the remote control application.
In response to selecting user interface element 130 to add and configure a new device for
remote control, the remote control application can initiate a device discovery process 200 as
shown in FIG. 2.

At 202, the discovery process can begin by using a camera application executing on user
device 105 to scan a Quick Response (QR) code or any other suitable identifier of a device to be
added to device list 120 and to be configured for remote control via the remote control
application.
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An illustrative example of a user interface 300 for capturing a QR code or any other
suitable identifier of a device to be added to device list 120 is shown in FIG. 3. As shown in
FIG. 3, user interface 300 can present viewfinder 310 and can instruct the user of the remote
control application to locate and scan a QR code or any other suitable identifier that is associated
with the device (e.g., affixed on the device, provided on a webpage associated with the device,
provided on an instruction manual associated with the device, etc.), such as QR code 320 on
device 330 shown in viewfinder 310 of user interface 300. The discovery process can use any
suitable image recognition techniques to detect that QR code 320 is present in viewfinder 310.

In some implementations, referring back to FIG. 2, in response to determining that the
QR code has not been detected, the discovery process can present the user with additional
instructions for detecting the QR code. For example, at 204, the remote control application can
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present the user with instructions for locating the QR code on the device or a guide for taking a
picture of the QR code associated with the device (e.g., instructions 340 in FIG. 3).
Alternatively, in instances in which a QR code or other identifier of the device to be added to
device list 120 is not available, a manual device discovery process can begin in which the remote
control application can prompt a user of the remote control application to input device
information, such as a selection of a device category from a list of categories and a selection of a
device model from a list of models. In some instances, the remote control application can
transmit a query to a cloud service for all available devices that have remote control
configuration files and, upon receiving a response to the query, the remote control application
can present the user of the remote control application with a list of devices for remote control
configuration (e.g., which can be searched and/or sorted by manufacturer, device type, model
number, etc.).
In response to scanning the QR code associated with the device using the camera
application executing on the user device, the remote control application can extract a uniform
resource locator (URL) at 206. For example, the remote control application can identify a URL
to a cloud service that has been encoded in the QR code. In turn, at 208, the remote control
application can transmit a query for a remote control configuration file that corresponds to the
device identified by the QR code from the cloud service. For example, the query can include
device identification information that was encoded in the QR code. In another example, the
URL extracted from the QR code can direct the remote control application to a location on the
cloud service to download the corresponding remote control configuration file.
In response to the cloud service receiving the query at 210, the cloud service can retrieve
the remote control configuration file that corresponds to the device identified by the QR code
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and can transmit the remote control configuration file to the user device at 212. The remote
control configuration file and any other suitable remote control data can be represented using
technologies and/or formats including hypertext markup language (HTML), extensible markup
language (XML), and/or JavaScript Object Notation (JSON). In some instances, upon receiving
the remote control configuration file at 214, the user device can validate the remote control
configuration file at 216 prior to locally storing the remote control configuration file at 218.
It should be noted that, in some implementations, a particular version of the remote
control configuration file can be downloaded from the cloud server. For example, based on a
language setting or location information associated with the user device, a version of the remote
control configuration file can be downloaded to the user device that includes buttons having
button text in a particular language or remote control layout interfaces having location-specific
text. In a more particular example, when the user device transmits a query to download the
remote control configuration file at 208, the user device can request permission from the user of
the user device to provide language information, location information, and/or any other suitable
information for supplementing the query.
FIG. 4 is an illustrative example of a process 400 for handling remote control activity
using the remote control application.
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As described above, by storing one or more remote control configuration files in the local
storage of the user device, the remote control application can populate a device list in the main
interface (e.g., device list 120 in FIG. 1) by determining which remote control configuration files
are stored in the local storage of the user device.
It should be noted that, in some implementations, the remote control application can
determine whether the user device has the capability of communicating with a device in the
device list. For example, in response to determining that the user device would transmit an
infrared signal to a device in the device list but that the user device is not capable of generating
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infrared signals (e.g., the infrared transmitter is not connected to the user device), the remote
control application can indicate that the device is not capable of being remote controlled.
In response to receiving a user selection of a device to be remote controlled (e.g., from
device list 120 in FIG. 1), the remote control application can retrieve and/or parse the
corresponding remote control configuration file stored in the local storage of the user device and
render a remote control interface layout on the user device at 402. An illustrative example of a
remote control interface layout 500 for a controlled device that is based on that is presented by
the remote control application executing on user device 105 is shown in FIG. 5. As shown,
remote control interface layout 500 for a television device ([BRAND A] TV) can include any
suitable button interfaces, such as a power button, a numeric pad with entries for numbers 0
through 9, channel up and channel down buttons ("CH+" and "CH-"), and volume up and volume
down buttons ("VOL+" and "VOL-").
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In response to the user selecting a button or any other suitable interface features on the
remote control interface layout at 404, the remote control application can use the remote control
configuration file to convert the button selection to an audio waveform at 430. For example, the
remote control application can determine the button or any suitable button code in the remote
control configuration file in XML format and can generate an audio waveform having an audio
sampling rate set to the infrared transmitter carrier frequency and having 0xFFFF where the
infrared light source is to be turned on and 0x0 where the infrared light source is to be turned off.
The audio waveform can be played back in response to the button selection, thereby transmitting
an infrared signal to the selected device at 440.
In response to receiving the infrared signal at 450, the controlled device can decode the
infrared signal to a device command at 460. For example, when the controlled device is a
television device, the television device can determine that the infrared signal contained
instructions to increase the volume by one volume increment. In response, the controlled device
can change state according to the device command at 270. In continuing this example above, the
television device can cause other suitable hardware, such as an audio driver, to adjust the audio
output (e.g., a percentage increase and/or dB increment).
Process 400 can then return to 420 and wait to receive another button selection from the
remote control layout interface.
It should be noted that, although the implementation in FIG. 4 describes the transmission
of an infrared control signal to a controlled device, this is merely illustrative. The remote control
configuration file can indicate that the corresponding control signal should be transmitted to the
controlled device via a Bluetooth radio signal and convert the button selection to the
corresponding Bluetooth signal for transmission to the controlled device. For example, as shown
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in FIG. 6 and as described herein, the remote control application can be configured to control
multiple devices within environment 600, which includes a first device (television device 610), a
second device (an air conditioning unit 620), and a third device (a shade system 630). The
remote control configuration file configured for each of these devices in environment 600 can
allow user device 105 to transmit control signals to each of these devices. For example, infrared
control signals 640 can be transmitted from infrared transmitter 150 to television device 160,
while Bluetooth radio signals can be transmitted to air conditioning unit 620.

It should also be noted that any suitable device can be configured to receive commands
from the remote control application. For example, appliances 610, 620, and 630 can be a
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television, device one or more smart speakers (e.g., speakers with a voice assistant), a fireplace
(electric and/or gas powered), a heating unit, an air-conditioning unit, a thermostat configured to
control a heating unit and/or an air conditioning unit, a rotating tower fan, an overhead ceiling
fan, a light fixture (e.g., individual or group of ceiling mounted lights and/or fixture, stand-alone
lamps) and/or smart light bulbs within the light fixtures (e.g., light bulbs with color controls,
dimming controls, etc.), an oven, a washer, a dryer, a dishwasher, a refrigerator, a self-powered
vacuum cleaner, a shade system, a smart lock, and/or any other suitably automated device within
environment 600.
In some implementations, the cloud service can host any suitable number of remote
control configuration files for various devices. These remote control configuration files can be
created and stored on the cloud service by device manufacturers and/or third-party developers
(e.g., a developer approved by the cloud service, a developer approved by the device
manufacturer, etc.). FIG. 7 is an illustrative example of a process 700 for allowing a vendor of
remote-controllable devices to generate a remote control configuration file or any other suitable
appliance description. This process can be implemented on a server, such as a cloud server that
manages the retrieval of remote control configuration files and the configuration of remotecontrollable devices on the remote control application executing on a user device.
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At 710, process 900 can begin by receiving login information associated with a verified
user account, where the verified user account can correspond to an appliance manufacturer, a
third-party developer approved by an appliance manufacturer, a third-party developer approved
by the cloud service, and/or an administrator of the cloud service.
In response to receiving a request to add a new device to the cloud service or modify a
device record of an existing device at 720, process 900 can present a remote composer interface
that allows the verified user to create and/or modify a remote control configuration file at 730.

https://www.tdcommons.org/dpubs_series/5136

17

Ramamurthy et al.: SYSTEMS AND METHODS FOR UNIFIED REMOTE CONTROL OF MULTIPLE APPLIA

For example, FIGS. 8A and 8B show illustrative examples of remote composer interfaces that
can be used to create and/or modify a remote control configuration file of a device.

As shown in FIG. 8A, a remote composer interface 800 can include multiple categories
for defining remote control functionality, such as remote properties 810 for defining properties of
a television device (e.g., device identifier, device category, model number, modulation
information, etc.) and button properties 820 – 850 for a power button, volume buttons, channel
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buttons, and an input button for controlling the television device. For example, as shown in FIG.
8A, the verified user can be prompted to input a device identifier (e.g., that can incorporate a
manufacturer name, a device category, and a model number) and modulation information for
communicating with the device. In another example, the verified user can select and/or input a
particular transmission frequency, a communication type (e.g., infrared, WiFi, Bluetooth, etc.),
and other information indicating how the device is configured to receive remote control signals.
As shown in FIG. 8B, a remote composer interface 800 can allow the verified user to
create a specification for each button press on the rendered remote control layout interface. For
example, FIG. 8B shows that the volume button properties tab 830 has been selected and the
verified user can be prompted to provide format information (e.g., Linux Infrared Remote
Control format), infrared code information, button color information (e.g., button color scheme,
button color theme, etc.), button position information, button size information, button text
format, button shape information, icon information, manufacturer branding information, etc. for
the volume up and the volume down buttons that are rendered in the remote control layout
interface for this device. It should be noted that any suitable button properties that correspond to
buttons on a remote control for a device having a particular device type can be provided to the
user in remote composer interface 800. For example, channel up and channel down buttons can
be provided as button properties of a remote control for controlling a display device, while
temperature up and temperature down buttons can be provided as button properties of a remote
control for controlling a smart thermostat.
In some implementations, any other suitable features can be included in the remote
control configuration file. For example, in some embodiments, behavior of the remote control
application when the user device is in a locked state or a display-inhibited state, behavior of the
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remote control application as a widget on an operating system display (e.g., a home screen),
and/or behavior of the remote control application when another application executing on the user
device transmits a notification, can be options for the verified user, such as a representative user
of the device manufacturer, to configure within the remote control configuration file. In a more
particular example, when the user device is in a locked state, the remote control application can
be presented with a subset of features that are selectable within the lock screen such that the user
can perform a particular remote control command (e.g., mute the television) without having to
unlock the user device.
In some implementations, the remote control configuration file can be configured to
automatically perform particular actions based on information detected by the one or more
sensors of the user device. For example, the remote control configuration file that has been
configured to control a television device in the environment of the user device via the remote
control application can automatically transmit volume control signals from the user device to the
television device (e.g., to decrease the volume of the television device, to mute the audio output
of the television device, etc.) in response to a microphone on the user device detecting a
telephone ringing sound, a security sound, an alert sound, and/or any other suitable detect sound.
In some implementations, although the implementations described above mention button
presses on a remote control layout interface, this is merely illustrative. The remote control
configuration file can be configured to receive voice commands via a microphone on the user
device, where a voice command can be interpreted as an input to a remote control layout
interface. For example, as opposed to launching the remote control application on the user
device and pressing a corresponding button interface on the remote control layout interface, the
user device can receive a voice command that was detected using the microphone of the user
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device and can transmit the corresponding command to the controlled device via the remote
control application. In a more particular example, in response to receiving a hotword (e.g., "OK
remote") followed by a remote control command (e.g., "turn off my TV"), the user device having
a voice processing module can detect the hotword and process the remote control command by
launching the remote control application, determining which controllable device is mentioned in
the remote control command, and using the remote control configuration file to transmit the
corresponding control signal to the controlled device (e.g., an infrared signal, a WiFi signal, a
Bluetooth signal, etc.).
By allowing the verified user to generate the remote control configuration file using
remote composer interface 800, the verified user (e.g., the device manufacturer) can control how
the remote control layout interface is rendered in the remote control application executing on the
user device. The remote control configuration file can, for example, render a remote control
layout interface that matches the design of the controlled device and/or matches the design of the
physical remote associated with the controlled device.
Referring back to FIG. 7, the received information from remote composer interface 800
can be exported and/or converted to generate a remote control configuration file for the
controlled device at 740. For example, the received information from remote composer interface
800 can be used to generate a remote control configuration file in XML format. Once the remote
control configuration file is generated, the verified user can be provided with an option to upload
the remote control configuration file for storage at a centralized remote storage service at 750,
where the cloud service can associate the remote control configuration file with the controlled
device (e.g., a device of a particular device type, a particular device manufacturer, a particular
device model, etc.).
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In some implementations, the cloud service can validate the remote control configuration
file at 760. For example, validation can include checking the remote control configuration file
for a complete set of device properties, remote control properties, a remote control layout, and/or
user interface elements. In another example, validation can include scanning the remote control
configuration file for any other usability checkpoints. In yet another example, validation can
include scanning the configuration file for potential malware. In a further example, validation
can include comparing the contents of the remote control configuration file with previously
uploaded appliance configuration files associated with devices from the same device
manufacturer.
In some implementations, the cloud service can provide users of the remote configuration
files an opportunity to provide feedback on a remote control configuration file. For example, the
cloud service can receive upvotes from users, where such upvotes or other sentiment data can be
used to rank and/or rate a remote control configuration file in comparison with other remote
control configuration files (e.g., rank remote control configuration files uploaded by a device
manufacturer against remote control configuration files uploaded by third-party developers). In
another example, based on negative feedback, unreliable remote control configuration files can
be reviewed and/or removed by the cloud service.
At 770, the cloud service can associate the remote control configuration file with a
particular device, device manufacturer, device type, and/or device model in a central database of
remote control configuration files and can indicate that the remote control configuration file is
available for download via the cloud service. In some implementations, when the remote control
configuration file is created and uploaded to the cloud service, the cloud service can provide the
device manufacturer with a QR code or any other suitable identifier that can be associated with
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the device, thereby allowing the user to scan the QR code and automate the discovery process of
the device in which the device is added to the remote control application and in which the remote
control application can download and configure the appropriate remote control configuration file
from the cloud service.
Accordingly, systems and methods for unified remote control of multiple appliances and
devices are provided.
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