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Foreword
The Audit and Accounting Guide Computer-Assisted Audit Techniques 
(CAAT Guide) was issued in 1979. Since then we have seen rapid increases in 
the extent of automation among our clients and dramatic changes in the 
power and the level of sophistication of computer hardware and software. 
Most important, we have seen the shift from large-scale computing, which 
was usually cost-effective only for our larger clients, to relatively inexpensive 
microcomputers, or personal computers, which have become the standard 
for most small businesses. These changes have had a significant effect on 
how we approach our audits and on the tools we employ. This auditing 
procedure study was written to recognize the current state of computer 
technology and the extent to which auditors use computers as essential tools 
in conducting an audit.
This study is part of the Auditing Procedure Study series of the American 
Institute of Certified Public Accountants (AICPA). It was prepared by the 
following task force of the Auditing Standards Board Computer Auditing 
Subcommittee:
Dennis J. Duquette, CPA, Chair 
David L. Holyoak, CPA 
Elise G. Jancura, Ph.D., CPA 
William Kraft, CPA 
Darrell D. Ohman, CPA
AICPA staff support was provided by Jane M. Mancino.
June 1994
Alan J. Winters 
Director, Auditing Research 
American Institute of Certified 
Public Accountants, New York
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Introduction
As audit clients use computers for an increasing number of significant 
accounting applications, auditors are making greater use of computer- 
assisted audit techniques (CAATs) to perform efficient and effective audits of 
financial statements. The auditor can use the computer—
1. To access data in the client’s accounting system.
2. To analyze and test that data.
3 . To test the controls over processing of that data.
4. To transform that data into the financial statements.
The acronym CAATs has commonly been used to refer to a variety of 
computer-assisted techniques that auditors employ when conducting an 
audit to analyze accounting data or test programmed control procedures. 
This auditing procedure study takes a broader view of the term CAATs, 
defining it to also include computer-based techniques that support an audit, 
such as recording staff hours by budget category or preparing the financial 
statements and audit report.
PURPOSE OF THIS AUDITING PROCEDURE STUDY
The purpose of this auditing procedure study is to provide a summary of the 
computer-based techniques available for use in a financial statement audit. 
More specifically, it describes the CAATs available for use in the audit process, 
how those CAATs work, some of their advantages and disadvantages, and 
the typical audit tasks those tools can accomplish. This study also describes 
factors the auditor should consider in choosing the most appropriate CAAT 
for the audit task at hand and in deciding when it may be more appropriate 
to involve a specialist in developing or implementing CAATs.
Although this auditing procedure study was written for the generalist 
auditor rather than the computer specialist, it assumes a basic knowledge of 
electronic spreadsheet packages and word processing programs, as well as 
of computer concepts and terminology.
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ORGANIZATION OF THIS AUDITING PROCEDURE STUDY
Chapter 1 identifies six common phases of the audit process and describes, 
in general, how CAATs can be used in each phase.
Chapter 2 provides practical examples of audit areas in which CAATs can 
be used to improve efficiency and effectiveness. The material is presented as 
a case study to help practitioners relate those opportunities and procedures 
to their client base.
Chapter 3 discusses several factors for the auditor to consider when 
deciding to use a CAAT and how to select the most appropriate one. This 
chapter also selects steps that should be considered when planning a 
CAAT application.
Chapter 4 discusses how to access client data for use in a CAAT application.
Chapter 5 presents a summary of CAATs. It also discusses some typical 
CAAT support tools, such as utility programs, and the use of custom, or 
specialized, audit programs.
Chapters 6 through 12 describe the more common categories of CAATs 
in use today:
• Chapter 6 describes generalized audit software.
• Chapter 7 describes automated workpaper software.
• Chapter 8 describes spreadsheet software.
• Chapter 9 describes database management software.
• Chapter 10 describes text retrieval software.
• Chapter 11 describes public databases.
• Chapter 12 describes word processing software.
Appendix A provides a survey of techniques that have been used to test 
computer-based, or programmed, control procedures. The use of many 
of these techniques may require the assistance of a computer auditor 
or specialist.
Appendix B presents a discussion of how data are represented in electronic 
form. Descriptions are provided for data characters, bytes, fields, records, 
and files.
Chapter
How CAATs Can Be Used 
in the Audit Process
This chapter identifies typical stages o f a financial statement audit and  
describes briefly what computer-assisted audit techniques (CAATs) an 
auditor might use a t each stage and fo r  what purpose.
WHY USE CAATs?
Auditors often use CAATs because they may be the most effective way to 
audit a financial statement item. As clients increasingly use computerized 
accounting systems, more documents exist only in electronic form. Also, as 
more clients implement computer applications such as electronic data inter­
change (EDI) for significant financial statement line items, the use of CAATs 
may be the most cost-effective way to perform an audit.
Control procedures in computerized environments are often performed 
by the computer and may require the use of CAATs if the auditor wishes to 
perform tests of controls as a basis for a lower assessment of control risk. For 
instance, when customer credit limits are checked by computer, there may 
be no tangible evidence that the control procedure has been performed.
The initial costs of learning and implementing various CAATs can be 
offset by the subsequent gain in audit efficiency. Through the automation 
of routine tasks, such as recalculations and data gathering, the auditor is able 
to devote more time to analyzing client data and evaluating the results of 
audit procedures.
COMPUTER TOOLS AND THE AUDIT PROCESS
A financial statement audit conducted in accordance with generally 
accepted auditing standards (GAAS) entails the gathering of evidence and the 
forming of judgments by the auditor. This chapter discusses the significant 
phases of the financial statement audit process in which the computer can
l
2 AUDITING WITH COMPUTERS
be used to assist the auditor. Some of the phases involve administrative tasks, 
such as managing the budget, whereas other phases involve the preparation 
of work papers that facilitate the flow of financial information and adjusting 
journal entries into financial statement items. For purposes of this auditing 
procedure study, the principal phases of the audit are as follows:
1. Planning
2. Consideration of the internal control structure
3. Developing audit programs
4. Performing audit procedures
5. Reporting
6. Engagement administration
This list is by no means comprehensive; specific tasks will vary with the 
nature of the audit.
Planning
Under Statement on Auditing Standards (SAS) No. 22, Planning and Super­
vision (AICPA, Professional Standards, vol. 1, AU sec. 311), the auditor must 
obtain certain knowledge to plan the audit. Audit planning normally 
involves such diverse steps as determining the best audit strategy, perform­
ing analytical procedures, and obtaining accounting and auditing guidance.
The auditor may gain knowledge about a client’s industry, for example, by 
using a microcomputer to access public databases. In planning an engagement, 
potential accounting and auditing issues may be researched by accessing the 
National Accounting and Auditing Retrieval System (NAARS) and performing 
searches to gain relevant information. Database management systems 
(DBMSs) and text retrieval systems can also be used to locate accounting and 
auditing guidance. For example, pronouncements available on the Financial 
Accounting Research System (EARS) can be stored and retrieved using text 
retrieval or DBMSs.
Automated workpaper software, spreadsheets, and DBMSs are common 
varieties of CAATs that can be used in performing preliminary analytical 
procedures, such as automatically calculating amounts and percentage 
changes from year to year or period to period. Other, more sophisticated 
CAATs, such as expert systems and text retrieval systems, are increasingly 
being used to plan audits.
Consideration of the Internal Control Structure
SAS No. 55, Consideration o f the Internal Control Structure in a Financial 
Statement Audit (AICPA, Professional Standards, vol. 1, AU sec. 319), 
requires the auditor to gain an understanding of the client’s internal control 
structure sufficient to plan the audit. It also requires the auditor to document 
the understanding obtained. Depending on the complexity of the client’s 
internal control structure, the auditor could simply document the under­
standing in a memorandum, using a word processing program, or with a 
flowchart, using a flowcharting package. Internal control questionnaires can
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be filed, accessed, and updated from year to year with the aid of word 
processing, DBMSs, spreadsheets, and other CAATs. Tests of controls can be 
performed using a wide variety of CAATs, including generalized audit soft­
ware. Some firms use expert systems to help auditors assess control risk and 
determine the nature and extent of audit procedures to be applied.
Developing Audit Programs
Audit programs can be stored, retrieved, and updated from year to year. 
The mechanics of developing audit programs can be aided by the use of 
word processing and automated workpaper software. Specialized software 
packages, such as the AICPA’s Audit Program Generator, can also be used to 
develop customized audit programs.
Performing Audit Procedures
The CAATs used in the planning phase to perform preliminary analytical 
procedures can also be used to perform analytical procedures later as part of 
substantive testing procedures. Generalized audit software, utility programs, 
and customized or specialized audit programs are also often used to perform 
audit procedures.
Generalized audit software normally contains attribute sampling, monetary 
unit sampling, and other methods of random sampling that facilitate the 
selection and evaluation of statistically valid samples. Where generalized 
audit software is not used, specific sampling software may be used—for 
example, the client’s system software may contain a sampling capability. 
In conjunction with sampling, generalized audit software usually contains 
confirmation-generating capabilities for selected samples. Most generalized 
audit software packages, for example, can select an accounts receivable 
sample and print the confirmations.
Special audit software may be developed by the auditor, with or without 
possible assistance from the client, to test account balances and perform 
other audit procedures. This alternative normally is pursued when it satis­
factorily achieves the audit objectives and is cost-effective. The auditor will 
usually consider the potential for future usage in deciding whether to use 
special audit software.
Several tools are available to perform mathematical calculations (for example, 
verifying interest calculations). Generalized audit software, automated work- 
paper software, spreadsheets, DBMSs, and specialized audit software should 
all be considered. Various CAATs can also be used to test for compliance with 
current pronouncements. For example, automated workpaper software may 
contain formulas for the calculation of deferred taxes (per Financial Accounting 
Standards Board [FASB] Statement of Financial Accounting Standards No. 96, 
Accounting fo r  Income Taxes) or the calculation of deferred compensation 
liabilities (per Accounting Principles Board [APB] Opinion No. 12, Omnibus 
Opinion—1967).
Workpaper automation is usually accomplished through the use of 
automated workpaper software that is specially designed for that purpose. 
Other tools, such as spreadsheets, DBMSs, and specialized audit software 
can also be used.
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Testing Controls
Appendix A discusses techniques to test computer-based controls, espe­
cially accounting applications controls. These techniques can be divided 
into two types:
1. Using auditor-controlled programs to access client files in order 
to extract data or perform analyses that may provide evidence as to 
whether certain control procedures are operating effectively
2. Entering auditor-selected and controlled data into the client system 
to test programmed control procedures
The use of these techniques may require computer knowledge and skills 
beyond what is normally possessed by the generalist auditor. Accordingly, 
because many of these techniques can be used, practically speaking, only by 
computer auditors or computer specialists, they are explained in appendix 
A, which presents the range of possible tools and techniques that may be 
employed to test programmed control procedures or accounting system 
processes should the auditor wish to engage a computer auditor or other 
individual with specialized computer skills.
Substantive Testing
The auditor can use generalized audit software to foot a file, extract data 
from a file, stratify the data, select a sample, and prepare accounts receivable 
confirmation requests. For those client systems for which generalized audit 
software is not available, the auditor might use a utility program to select 
records meeting a specific criterion, such as payroll checks that exceed a 
specified amount, and print that file.
The auditor may also use generalized audit software or electronic spread­
sheets to reperform such calculations as the following:
• Interest earned on bonds
• Interest expense on notes payable or other debt instruments
• Depreciation expense and accumulated depreciation
• Accretion of discount or amortization of premium
• Extensions of inventory items at cost
• Aging of detailed accounts receivable
The auditor could also use automated workpaper software to perform ana­
lytical procedures as part of substantive procedures or at the final review stage 
of the audit. A statistical software package could be used to do a regression 
analysis as part of analytical procedures performed in substantive testing.
Reporting
Automated workpaper software is the most prevalent tool used by the audi­
tor. Typically, it can integrate the various automated schedules and produce 
properly formatted financial statements. For example, the auditor could use 
automated workpaper software to prepare leadsheets, tie in adjusting and
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reclassifying journal entries, and flow that information directly into the 
appropriate financial statement line items and footnote disclosures. Such 
packages will often recalculate financial statement line item amounts as each 
adjusting or reclassifying journal entry is entered.
The auditor can use word processing, desktop publishing, or text 
retrieval software to prepare the audit report, financial statement footnote 
disclosures, and the management letter.
Engagement Administration
Managing an engagement normally involves monitoring time and expense 
budgets, determining staffing requirements, and scheduling audit tasks. 
Spreadsheet software is most commonly used for this purpose. Specially 
designed software packages, such as the AICPA’s Engagement Manager, can 
facilitate administrative tasks such as tracking the budget.
Other tools, such as automated workpaper software and DBMSs, can also 
be used in conjunction with data from the auditing firm’s practice manage­
ment system to establish budgets and track progress. For example, prior 
years’ engagement data can be downloaded from a practice management 
system and analyzed using one of several CAATs.
SOURCES OF AUDIT SOFTWARE
the following publicationsAccountants can use 
products:
Datapro Directory 
o f Software 
Datapro Information 
Services Group 
600 Delran Parkway 
P.O. Box 1066 
Delran, NJ 08075
Data Sources:
The Complete 
Computer 
Product Book,
2d edition, 1993 
Ziff Communications 
One Park Avenue 
New York, NY 10016
as sources of software
Software Digest 
Ratings Report, 1992 
NSTL, Inc.
Plymouth Corporate 
Center
Plymouth Meeting,
PA 19462
Exhibit 1.1 is a matrix of computer-assisted audit tools that identi­
fies significant phases of the audit and CAATs that can be used at each 
phase; some CAATs can be used at more than one phase of the audit process. 
While some CAATs have similar capabilities, one CAAT may be more cost- 
effective than another.
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E x h ib it  1.1
Computer-Assisted Audit Tools
The A u d it P ro ce ss
Planning
Industry & Client 
Knowledge 
Preliminary Analytical 
Procedures
Accounting & Auditing 
Guidance
Engagement
Administration
Time & Expense 
Budget/Control 
Staff Requirements 
& Scheduling
Considering IC Structure
Document Understanding 
Complete IC Questionnaires 
Test Internal Controls 
Assess Control Risk
Developing Audit
Programs
Performing Audit
Procedures
Analytical Procedures 
Sampling 
Pronouncement 
Calculations 
Workpaper Automation 
Confirmation Generation
Reporting
Financial Statement 
Preparation 
Audit Report 
Management Letters
Automated Workpaper Software 
  Spreadsheet Software 
Database Management
X X
X X X X X
X X
X x X x
x x
x
X x X x
X X
X xx X
X X
X X x
X X
i X x X
X X X X x.
x X X X
X
X
X
See appendix A for CAATs to test computer-based controls. 
IC = Internal Control.
Generalized Audit Software
Text Retrieval Software
Public Databases
Word Processing
Testing Computer Controls *
Chapter 2
Case Study: Using CAATs
This chapter provides practical examples o f audit areas in which CAATs 
can be used to improve efficiency and effectiveness. The material is 
presented as a case study to help practitioners relate these opportunities 
and procedures to their client base.
OVERVIEW
The case study in this chapter illustrates how auditors can use CAATs in per­
forming audits in accordance with GAAS. Auditors performing review 
engagements and other types of attestation engagements may find that some 
of the procedures discussed can improve efficiency and effectiveness in 
those engagements.
The chapter is intended to provide only an overview. The subsequent 
chapters provide more in-depth coverage of how to implement and use 
these techniques.
THE CASE
The case study involves the CPA firm of Smith and Co., CPAs, and a potential 
audit client, Fawn Exercise Products, Inc. Smith and Co. is a local CPA firm 
with more than thirty accounting professionals. Their clients consist mostly 
of local and regional businesses, a few of which have been very successful 
and grown from closely held companies to companies listed on national 
stock exchanges. However, most of their audit clients remain smaller, closely 
held businesses.
Fawn Exercise Products, Inc. was founded twelve years ago by three 
individuals who are currently its chief executive officer, president, and chief 
financial officer. Although Fawn did have one public stock offering, the 
three founders still have a sufficient percentage of ownership to maintain 
effective control over the corporation.
Fawn’s growth has been internally generated except for one acquisition 
three years ago that was funded through stock and debt offerings. Through
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this acquisition, Fawn expanded its customer base to forty states. Foreign 
sales are infrequent and are not significant in amount.
Fawn Company Background
Fawn has two major competitors and an ever-increasing number of smaller 
competitors. Fawn had been gaining market share until this year, when 
a competitor’s product became increasingly price-competitive and con­
sequently reduced Fawn’s market share from 21 percent to 19 percent. 
Revenues, however, have continued to rise.
Fawn’s product line is centered around exercise equipment, including 
rowing machines, treadmills, weight machines, and stationary bicycles. 
Although the total number of items marketed historically has been less than 
1,000, this past year it increased to 1,250. Inventory obsolescence has been 
a factor in prior years because of product enhancements and changing con­
sumer preferences.
Fawn markets its products to wholesalers and major retailers of health 
and fitness products. Substantially all of Fawn’s sales are derived from a 
direct sales force or telephone orders from existing customers.
Although Fawn does not manufacture any of its products, it does hold 
exclusive long-term purchase contracts with product manufacturers. All of 
these suppliers are located in the Caribbean basin, with the exception of one 
domestic supplier located in Burley, Idaho.
Assets consist primarily of cash, accounts receivable, inventories, and 
property, plant, and equipment. Fawn uses a spreadsheet to perform cash 
reconciliations, and the bank accounts typically have a large number of 
outstanding checks. Inventory is a major component of total assets, and 
a complete physical inventory is taken each December 31 (the last day of 
Fawn’s business year). Liabilities include accounts payable and a line of 
credit as well as payroll taxes payable and income taxes payable.
Fawn has computerized its information systems, purchasing industry- 
specific, off-the-shelf software for major applications. The company has an 
IBM A/S 400 with both disks and nine-track tapes. The company’s data files 
have fixed-length records and an Extended Binary Coded Decimal Inter­
change Code (EBCDIC) data format. The system also has the capability to 
bring data file information down to microcomputers in ASCII, dBase, DIF, 
and a number of other data formats. The data files that would be beneficial 
for the auditor’s use are the following:
Name
Number o f 
Records
Record
Length
Accounts receivable master file 10,000 250
Inventory master file 25,000 460
Fixed assets master file 500 100
Disbursements master file 4,000 190
General ledger master file 1,000 220
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Initial Client Meeting
A little over two months before Fawn’s year end, John Smith, audit partner 
with Smith and Co., and James Worthing, an audit manager, had an initial 
client conference with the Board of Directors of Fawn Exercise Products, 
Inc. (Fawn does not have an audit committee.) The board consists of the 
three founders (the CEO, the President, and the CFO) as well as a vice presi­
dent and three outside directors. The board members expressed their 
concerns about the lack of computer expertise on the part of the predecessor 
auditor. They requested that Smith and Co. include in their proposal a 
detailed description of how the computer would be used on the audit.
At this meeting, Smith explained the need to make an inquiry of the 
predecessor and requested permission to do so. The Board agreed and 
directed the President to send a letter to the predecessor authorizing the 
predecessor to respond fully to the successor’s inquiries.
Meeting With the Predecessor Auditor
A meeting was arranged with the predecessor and both Smith and Worthing 
attended. The meeting lasted less than two hours and consisted of specific 
inquiries of the predecessor regarding matters such as facts that might bear 
on the integrity of management, disagreements with management about 
accounting principles, and disagreements over auditing procedures. Smith 
inquired about the predecessor’s understanding of the reasons for the 
change of auditors. Smith and Worthing also reviewed the predecessor’s 
working papers.
The meeting with the predecessor confirmed the information given to 
Smith and Worthing by the board of directors. Apparently there were no 
disputes over generally accepted accounting principles (GAAP) and the pre­
decessor said nothing that would indicate any concerns about the integrity 
of management. The predecessor believed that Fawn’s concerns about his 
lack of computer expertise were unfounded, since all of his auditors had 
portable computers and were very good at using electronic spreadsheets. 
“In fact,” stated the predecessor, “we even put the working trial balance and 
several of the supporting schedules on a spreadsheet.”
Preparing the Proposal
After meeting with the predecessor auditor, Worthing and an audit senior 
returned to Fawn Exercise Products, Inc. and spent the day with Fawn’s CFO 
gathering the information necessary to prepare a formal audit proposal. 
Smith had directed Worthing to be particularly cognizant of areas in which 
the computer could be used on the audit. In response to Smith’s request, 
Worthing drafted the memo presented in exhibit 2.1 before preparing the 
final proposal:
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E x h ib it 2.1
Sample Interoffice Memorandum
TO: John Smith, Audit Partner
FROM: James Worthing, Audit Manager
SUBJECT: Computer Auditing Procedures
for Fawn Exercise Products, Inc.
DATE: November 12, 19XX
At your request I have prepared a list of computer audit procedures that 
would be useful in a financial audit of Fawn Exercise Products, Inc. Although 
I made a concerted effort to consider every possible opportunity to use 
computer-assisted audit techniques, the enclosed list is really nothing more 
than we would do on any similar audit.
Suggested CAAT Techniques
Proposal Preparation
• Use Engagement Manager to estimate the cost of the engagement.
Engagement Acceptance
• Use word processing software to prepare client acceptance 
documentation and the engagement letter.
Engagement Planning
• Use Engagement Manager to convert the estimated cost from the 
proposal to an engagement budget by staff person.
• Use our in-house LAN-based scheduling and E-mail software to 
determine the availability of staff, to schedule their time for the 
audit, and to notify them of the schedule.
• Use Audit Program Generator to prepare audit programs using 
the library of audit programs that our firm had developed from 
past audits.
• Use our working trial balance software in combination with our 
generalized audit software to electronically import the trial balance 
from the client’s general ledger program as well as the past four 
years’ final adjusted trial balance figures.
• Use our working trial balance software to assist in the performance 
of analytical procedures, as required by SAS No. 56, in planning the 
nature, timing, and extent of other auditing procedures.
• Access, via modem, an external database such as Dow Jones News, 
Total, or CompuServe and download industry averages and statistics 
on Fawn’s key competitors. This information will be used to perform 
analytical procedures to help spot potential problem areas and 
thereby assist in determining the nature, timing, and extent of audit 
procedures. The information will also be useful in making recom­
mendations to Fawn on how they can improve operations.
Fieldwork
• Use our generalized audit software package to access cash disburse­
ments transactions files and prepare a listing of all transactions with
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known related parties. The printed report should group trans­
actions by related party in descending order according to the size of 
the transaction.
• Obtain a copy of the 12/31/XX cash reconciliations on diskette. Using 
spreadsheet software, re-foot the numerous outstanding checks, 
deposits, and other adjustments to the reconciliation. Use this 
information, along with our firm’s standard proof of cash spread­
sheet template and the bank statements, to prepare a proof of cash. 
Print the proof of cash schedule along with a complete listing of out­
standing items and distribute these printouts to the appropriate staff 
auditor for use in performing the proof of cash audit procedures.
• Use our generalized audit software package to compare the dates 
and amounts of the outstanding items from the year-end reconcilia­
tions to the client’s transaction files.
• Use our generalized audit software package to access and analyze 
accounts receivable information on Fawn Exercise Products, Inc.’s 
A/S 400. Perform the following:
1. Foot the file.
2. Age the receivables.
3. Plan a statistical sample (monetary or attribute).
4. Select receivables for confirmation.
5. Scan the file for account balances more than $100 in excess of 
credit limits and print a listing of these accounts in descending 
order according to the size of the excess.
6. Compute statistics to help evaluate the sample results.
• Use spreadsheet software along with the aging schedule prepared 
above to compute the adjustment required for the reserve for bad 
debts. Because our generalized audit software can export informa­
tion to a spreadsheet, the process can be completed without having 
to re-key any of the numerical information.
• Export information about the accounts receivable accounts selected 
for confirmation to our database software. Use this database software 
in conjunction with the mail merge feature of our word processing 
software to prepare and print positive confirmation requests.
• Use our generalized audit software to access and analyze inventory 
prior to the December 31 physical inventory. The following proce­
dures should be performed:
1. Foot and extend the inventory cost.
2. Select a sample of inventory items to be test-counted during the 
observation of inventory.
3. Prepare a listing of all inventory items with balances over $1,000 
where transactions for that item during the year have been less 
than 75 percent of the year-end account balance. Investigate 
these items to determine if they are obsolete and should be 
written down or off.
(Continued)
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Sample Interoffice Memorandum (Continued)
• After the physical inventory has been taken and the inventory master 
file has been updated to reflect appropriate changes, use our general­
ized audit software once again to access and analyze inventory. The 
following procedures should be performed:
1. Foot and extend the inventory cost.
2. Select a sample for price testing.
3. Extract and audit all inventory items with negative quantities.
4. Extract and investigate all inventory items with quantity on hand 
but no unit cost.
• Use our generalized audit software to extract depreciable asset and 
depreciation information for the client’s accounting software and 
then use the AICPA Depreciation Software to test the current-year 
depreciation on all assets.
• Extract all cash disbursements in the thirty-day period following 
year end that exceed $1,000 and vouch them to receiving documents 
or invoices to ascertain whether they represent unrecorded liabilities.
• Use our generalized audit software to extract all accounts payables 
that have a year-end account balance of $—0— when the annual 
transaction total for that account exceeds $10,000 and four or more 
transactions took place in the account during the year. Send positive 
confirmation requests to these vendors.
• Use our loan amortization software to recompute current and non- 
current portions of long-term debt.
• Summarize sales transactions by customer or sort sales for year by 
customer in descending order to identify client’s major customers.
• Use our generalized audit software to extract all sales transactions, if 
any, with a sales invoice date subsequent to year end.
• Use our working trial balance software to record and post any neces­
sary adjusting, reclassifying, or potential journal entries.
• Use our working trial balance software to prepare a draft of the 
financial statements.
• Use our working trial balance software to prepare and post federal 
and state tax journal entries that will reconcile the GAAP financial 
statements with the federal and state tax returns.
• Export the final trial balance amounts to our in-house tax return 
package.
Post Fieldwork
• Use our working trial balance software to assist in the performance 
of analytical procedures based on the final audited account balances, 
as required by SAS No. 56, Analytical Procedures, in overall review 
of the financial information in the final review stage of the audit.
• Export the financial statements to our word processing software 
to allow for proportional fonts and other desktop publishing 
enhancements.
• Use the grammar-checking and spell-checking capabilities of our word 
processing software to test the footnotes for grammatical accuracy.
• Use word processing software along with Practitioner’s Publishing 
Company’s Guideware to prepare the auditor’s report.
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• Review Engagement Manager results to document adequate supervision.
• Use the Audit Program Generator checklist to review completeness 
of financial statement disclosures.
Conclusion
As you can see from the above listing, we typically use a number of software 
packages on audit engagements. Those software packages include—
• Engagement management software for—
1. Estimating the cost of the engagement,
2. Managing the engagement, and
3. Documenting adequate supervision.
• Working trial balance software to—
1. Maintain the working trial balance,
2. Perform analytical procedures,
3. Record adjusting, reclassifying, tax, and potential journal entries,
4. Export information to tax software, and
5. Prepare financial statements.
• Generalized auditing software to—
1. Examine client records for overall quality and completeness,
2. Rearrange data and perform analysis,
3. Select audit samples,
4. Compare data on separate files, and
5. Compare results of audit procedures with client records.
• Spreadsheet software for—
1. Analysis of accounts,
2. Recomputation of client balances and allocations, and
3. Preparation of schedules.
• Database software to—
1. Sort, resequence, and summarize data, and
2. Interface with word processing for mail merge of confirmations.
• Network scheduling and E-mail software (also known as group- 
ware) to—
1. Schedule staff and
2. Communicate during the audit.
• Word processing software to—
1. Prepare engagement letter and confirmation requests,
2. Grammar and spell-check all final reports and statements, and
3. Prepare the audit report and the footnotes.
• External electronic databases to—
1. Research accounting and auditing issues and
2. Obtain industry statistics for analytical procedures.
• Depreciation software to recompute client depreciation.
• Tax software to prepare the corporate tax returns.
Please let me know if you have any other suggestions for computer-assisted 
auditing techniques for use on this engagement. I will await your response 
before preparing the final draft of the audit proposal.
James Worthing 
Audit Manager
Chapter 3
Planning a CAAT Application
This chapter provides general guidance on how the auditor selects a specific 
computer audit tool and what factors should be considered in planning  
fo r  its use.
Initially, the auditor’s selection and use of CAATs to support the audit will be 
based on the advantages and disadvantages of using specific CAATs. The 
auditor will, no doubt, carefully weigh many factors, such as implementa­
tion requirements and potential efficiency gains, and will likely invest 
considerable time in learning how to use various CAATs. With experience, 
the auditor will be able to identify potential CAAT applications more easily 
as he or she formulates audit strategies and work plans, and will become 
skillful at quickly assessing the practical costs and benefits of using an 
individual CAAT.
The auditor’s selection of the appropriate CAAT should be based on the 
preliminary audit strategy to be followed. For example, a predominantly 
substantive audit approach will likely cause the auditor to consider CAATs 
that are useful for analyzing and testing account balance data. On the other 
hand, the auditor may pursue a strategy that seeks to reduce the assessed 
level of control risk below the maximum, so as to reduce the nature, timing, 
and extent of substantive tests. Such a strategy would likely cause the auditor 
to consider those CAATs that are useful for testing the design and operating 
effectiveness of internal control structure policies and procedures. Frequently, 
a combination of the two strategies will be the most effective approach. In 
addition, the auditor may also consider a wide range of administrative, job 
management, and reporting tools that are useful in facilitating the whole 
audit process.
The process of choosing the right CAAT to efficiently and effectively 
support an audit very much depends on evaluating several factors con­
currently. The following questions should be answered before a CAAT 
application is undertaken:
1. Will the CAAT be appropriate for meeting the audit objectives? Can 
the audit objectives be accomplished more effectively with the use
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of CAATs? Is it practical or even possible for the auditor to perform 
the required audit tests manually? For instance, critical input docu­
ments, such as sales orders, may not exist in certain integrated 
paperless systems.
2. Will using CAATs be cost-effective? If CAAT applications will be 
cost-effective only when the cost can be amortized over more than 
the current audit, the auditor should be confident that the client 
has no plans to implement a new system that would render the 
CAATs obsolete. The auditor should also consider whether the CAATs 
could be used for other audit clients with similar conditions.
3. Is the electronic data processing (EDP) environment compatible 
with CAATs? Are the hardware and software of the client system 
compatible with the CAAT requirements? Will the CAAT application 
be performed on the auditor’s computer, on the client’s computer, 
or on another computer, such as that of a service bureau? Can the 
client’s data files be processed on the auditor’s computer? Will the 
client cooperate with requests for assistance?
4. Has the auditor addressed the resources required to successfully 
apply CAATs to the audit process? Have the application objectives, 
reporting requirements, knowledge resources, and control require­
ments been defined?
The auditor needs to obtain answers to many of these questions before 
proceeding with CAAT applications. The nature of the client and its busi­
ness, whether it is a new or an existing client, prior experience with similar 
CAAT applications, familiarity with the proposed CAAT software, availability 
of time, and other considerations will affect the auditor’s approach to 
answering these important questions. The following sections address these 
questions in more detail.
ARE AUDIT OBJECTIVES ATTAINABLE USING CAATs?
All audit procedures flow from audit objectives. Audit objectives should 
be defined and the audit approach and procedures should be agreed on 
before determining whether it is feasible to use CAATs. The following audit 
considerations normally are addressed before time is spent planning and 
arranging for a CAAT application.
A udit O b jective  an d  A udit A p proach
Recent surveys indicate that most auditors use a computer to some extent in 
the conduct of an audit, if only to assemble financial statements and draft the 
audit report. Increasingly, however, auditors are using microcomputers and 
spreadsheet software, for example, to perform a wide range of analytical 
procedures. Most automated audit procedures are performed on the audi­
tor’s computer for the obvious advantages of portability, familiarity, security, 
and the simple efficiency of time and effort. In certain situations, CAATs
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may be the only or most practical way to perform an audit procedure—for 
instance, where audit procedures require the testing of very large quantities 
of data, or where traditional audit trails do not exist, or where all evidence 
is maintained in electronic form. Although a test of computations for all 
records in a file, or even a sample of that file, could be performed manually, 
using CAATs may be the most efficient way to perform the test.
A decision to use CAATs may, in turn, influence the planned nature or 
extent of audit testing. By using CAATs the auditor may obtain evidential 
matter to support a lower assessed level of control risk.
Significance and Timing of the Audit Effort
Because audit resources must be carefully allocated, the auditor normally 
would plan to use CAATs when it is cost-effective and when there is suffi­
cient time to prepare and execute a CAAT application. The auditor should 
also consider whether the audit test(s) will be performed only once or poten­
tially on subsequent audits. CAAT applications are most cost-effective when 
repeated in future years and where the data file structures remain stable.
Availability of Qualified Personnel
Staff with the appropriate level of experience should be identified early 
enough to allow participation in the planning process. The level of expertise 
required depends on the complexity of the data files, the requirements of 
the CAAT to be used, and the computer system to be used for processing.
WILL USING CAATS BE COST-EFFECTIVE?
Once a potential CAAT application has been determined to be useful in 
meeting the audit objectives, and able to be supported by the auditor and 
the client, the auditor needs to ascertain its cost-effectiveness. In this regard, 
cost estimation and cost control are especially important since application 
costs can accumulate rapidly. If planning and testing are inadequate, costs 
will rise as repeated processing attempts are made. Also, if the application 
cannot successfully be completed because of technical or scheduling 
difficulties, the auditor may not be able to perform the work manually or 
in an economical manner and meet timing requirements. It should be 
emphasized that, without proper cost estimation and control, the auditor 
will very likely experience engagement cost overruns or unfavorable audit 
budget variances.
Important cost elements in CAAT applications include the following:
• Staff hours
• Technical review hours
• Technical assistance hours
• Confirmations and other forms
• Application development and processing
• Service bureau’s or client’s computer time
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The experienced auditor normally will be able to develop reasonable cost 
estimates at the completion of the planning phase. The major cost variables 
are staff hours and computer usage charges. Staff hours can fluctuate widely 
according to application complexity and auditor experience level. In this 
regard, inexperienced staff should not be expected to meet critical testing or 
cost requirements. Also, the client’s willingness to provide assistance, as well 
as the extent of EDP expertise provided, will greatly affect the preparation 
costs associated with a CAAT application. Client or data center computer 
costs may fluctuate according to the number of steps in the application, the 
volume of records, and the time needed to test the CAAT application.
Training considerations and other benefits aside, if the CAAT application 
is to be used only once, the auditor should carefully estimate and weigh the 
cost of the CAAT application in comparison with performing the audit 
procedures manually. Usually, the cost of a CAAT’s initial application is high 
because of design, coding, testing, and other start-up costs. However, the 
future-year CAAT application costs can be expected to be substantially 
lower. The estimated average costs over future years should be considered 
when deciding potential multiyear usage. Experience indicates that, 
although future recurring costs normally will be substantially lower, some 
ongoing annual costs will be required to keep the application up-to-date and 
to compensate for normal staff turnover. The auditor should also consider 
other benefits, such as additional or new tests that can be performed, 
enhanced knowledge of the client’s computer operations, and increased 
skill in using CAATs.
IS THE EDP ENVIRONMENT COMPATIBLE WITH CAATs?
To begin the process of determining whether it is appropriate to use CAATs 
in conducting an audit, the auditor should understand the client’s data 
processing environment and the nature of the client’s accounting applica­
tions that are processed by computer. This normally would be done as part 
of audit planning.
The following EDP factors have an impact on the selection of CAATs. 
The hardware platform. Is the client using a—
• Microcomputer?
• Minicomputer?
• Mainframe computer? With workstations?
• Local Area Network (LAN) and/or Wide Area Network (WAN)?
• Telecommunications facility, including access to remote sites?
The distinctions among microcomputers (or personal computers), mini­
computers, and mainframe computers on the basis of memory capacity and 
speed are becoming blurred, with large-scale systems increasingly available 
in smaller size boxes. The auditor should consider the system architecture of 
the computer on which the CAAT application will be processed. For audit
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control purposes, the auditor should also know whether computer processing 
and data files are distributed, who has access to data files, and who can change 
data files. Furthermore, the complexity of the operating environment may 
require computer specialization skills that are not readily available to the 
auditor, or may require operating procedures that are too time-consuming 
for the auditor.
The source o f the accounting system software. Before selecting CAATs, the 
auditor should know the source of the client’s accounting system software. 
The software will most likely fit one of three categories:
1. Client-developed software
2. Purchased “package” software
3. Package software the client has modified
As a general rule, package software (for example, commercially marketed 
accounting packages) will present less risk of erroneous processing than 
software developed in-house. However, commercial packages must be 
properly installed and are subject to the same risks of tampering and 
improper access as any other software. For example, clients can choose to 
bypass system controls and parameters. Improperly installed software may 
fail to provide minimum levels of accounting and access control, with a 
resultant distortion of financial reports.
Accurate program documentation. If the auditor relies on the client’s 
description of data fields, records, and files, or if the auditor tests the client’s 
accounting system or specific programmed control procedures, such 
computer program documentation must be accurate and up-to-date. Other­
wise, additional time will be required to determine and document an 
accurate definition of data fields, records, and files before a CAAT applica­
tion can begin.
The characteristics and size o f the data files. Data file size is important 
in selecting appropriate audit tools and techniques. For example, a large file 
on a mainframe computer may be impractical to process on a personal 
computer. Special downloading software (see chapter 4), utility programs, 
or generalized audit software may be used on the mainframe to select a 
sample of records or only selected fields from records to arrive at a more 
manageable file for processing on a personal computer.
The feasibility of using CAATs for a specific application may depend on 
the characteristics of the data files. The auditor ordinarily would consider 
whether data files are appropriate for the specific application objectives, 
whether records are in a readily accessible format, and whether files are 
available when required. The auditor also ordinarily would gather file 
information from the client as part of preliminary audit planning. The infor­
mation is usually in the form of descriptive write-ups, record layouts, or 
other client documentation. Although this type of file information is usually 
sufficient for preliminary planning, specific application planning may 
require a confirmation of file contents using a file dump utility program.
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In planning a CAAT application, the auditor should consider items such 
as the format of the client’s data (for example, EBCDIC or ASCII), the record 
type (fixed length or variable length), and data field representations (for 
example, character, numeric, zoned, or packed numeric). Data format can 
be of greater significance in situations in which the auditor is planning to 
process the CAAT application at a service center or on a microcomputer 
where the auditor’s audit software cannot handle the data formats. Although 
most audit software packages can read and process most client data files, 
some audit software programs will not process data files containing variable- 
length records and others may not read certain data field representations. 
Special programming may be required to convert such client data to a usable 
format for the CAAT application.
The availability o f CAATs fo r  the hardware platform. CAATs designed 
to operate on popular hardware configurations are usually available. Unique 
configurations may require certain modifications to standard CAAT packages. 
The particular CAAT software developer should be consulted concerning 
any needed modifications.
The availability o f software to facilitate file  transfers (in order to use CAATs 
on other hardware platforms). Client data resident on one hardware platform 
(for example, a mainframe computer) can often be transferred to another 
hardware platform (for example, a microcomputer), and CAATs can be 
applied at either level to assist the auditor. For example, a data file can be 
transferred from a mainframe to a microcomputer using a microcomputer 
file transfer utility. Other CAATs can then be used to analyze the data at the 
microcomputer level.
The availability o f useful audit tools. Operating system software, especially 
on mainframe computers, may have useful tools available to facilitate the com­
puter audit application, such as report writers, data extraction programs, and 
various process and monitoring programs. Also, utility programs resident in 
the client’s operating system, or as part of an installed utility package, can be 
used for sorts, merges, copying, and database management needs.
The computer to use fo r  the audit. After obtaining information about the 
client’s data processing environment, the auditor ordinarily would decide 
whose computer should be used: the client’s, a service bureau’s, or the audi­
tor’s. Factors influencing this decision include—
• A consideration of equipment and supply needs. The auditor 
ordinarily would identify the need for equipment and supplies early 
in the application development process to ensure that he or she can 
proceed on a timely basis. The auditor would—
1. Determine whether the auditor’s software or CAAT can be read­
ily installed on the client’s system, at a service bureau, or on the 
auditor’s computer.
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2. Identify the version of the audit software needed and confirm 
its availability.
3. Determine which computer system and at which location the 
application will be processed.
4. Arrange for the availability of the required supplies. Most supply 
items, such as cartridges, diskettes and magnetic tapes, can be 
obtained without difficulty. Confirmations and other forms, 
however, may require longer lead times. Six to eight weeks is not 
an unusual requirement.
• The availability of the client’s system (days, hours, and so forth) and 
any constraints on its use.
• The compatibility of the auditor’s CAATs software with the client’s 
system, and the compatibility of data format between the auditor’s 
and the client’s computer systems.
• The availability and ease of providing copies of client data files to 
the auditor. Certain files, such as detailed transaction files, are often 
retained only for short periods and may not be available in an 
electronic form unless prior arrangements have been made. It is 
important that early planning consideration be given to the future 
availability of essential data.
The extent o f client cooperation. Finally, an essential ingredient to effec­
tively using CAATs is the extent of client cooperation. Client cooperation 
includes assistance such as—
• Providing copies of the particular data files to be processed in 
agreed-upon formats (for instance, flat files from databases).
• Providing record layouts for files to be processed.
• Providing processing facilities to the auditor at a convenient time. 
Also, if the application is being processed at another location, such 
as at a service bureau, some support from the client will likely be 
needed, for example, to put the data files in the required format.
• Assisting with operating system control statements specific to the 
client’s system.
• Permitting access to any central computer room for observation and 
audit control.
HAS THE AUDITOR IDENTIFIED THE RESOURCES NEEDED?
After deciding to use a CAAT, the auditor normally would review resource 
needs in terms of staff, skills, time, computers, and client support. Careful 
planning and obtaining a thorough understanding of the proposed applica­
tion are paramount to bringing about a successful and efficient CAAT appli­
cation. For an initial application, the auditor should have completed much 
of the planning as part of determining the feasibility and appropriateness of 
using CAATs. A discussion of some of these planning considerations follows.
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Setting Application Objectives
During the initial steps in the planning process, the auditor should deter­
mine the specific audit objectives of the CAAT application and the tasks 
necessary to achieve them. It is important that clearly stated application 
objectives and tasks be organized into relatively few individual processing 
steps. This cannot be overemphasized. The prior year’s working papers and 
audit staff members, if available, can help in this process.
Determining Reports and Other Output Requirements
The auditor should review the data file descriptions, the application process­
ing, and the report contents to determine that the application will produce 
the desired reports and that all data required for the reports is available. 
Establishing an effective design for CAAT reports is important. First, the 
reports are working papers and should facilitate subsequent use. Second, if 
report contents are not carefully specified, important audit information may 
be omitted, resulting in a less than complete application.
Identifying Personnel Who May Provide 
Administrative or Technical Services
The auditor ordinarily would identify key individuals who may be needed 
to help with technical questions and scheduling and would ascertain their 
availability. Specifically, the auditor may want to identify individuals who—
• Are knowledgeable regarding the business applications and the data 
files that will be required.
• Can assist the auditor in conforming to client standards and can 
provide technical assistance.
• Can assist the auditor in scheduling computer time and submitting 
CAAT applications for processing.
Determining Audit Control Requirements
The auditor should determine, for example, whether the appropriate input 
files are used, whether correct output files are created, and whether the job 
accounting information accurately reflects the proper processing steps (that 
is, without evidence of unauthorized interventions). Alternatively, the audi­
tor may decide to request copies of appropriate data files for processing on 
the auditor’s own computer, or at a service bureau, or another available 
computer. In this case, the auditor may also need to consider the installa­
tion’s security policies and procedures regarding confidential client data. 
There are several factors the auditor should consider:
1. If the auditor wants to remove copies of client files from the client’s 
premises, permission should be obtained prior to such removal. 
Such permission may require a waiver of confidentiality or secu­
rity policies.
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2. If a service bureau or another location is used, the auditor must be 
satisfied that the center has adequate security and control to pro­
tect the client’s confidential data.
3. If the auditor uses his or her microcomputer, then the auditor is 
responsible for protecting the client’s data by controlling diskettes, 
erasing them after use, and so forth.
The auditor should consider the use of control totals that can be reconciled 
with corresponding client accounting record totals or account balances. In 
this regard, self-proving control totals can be used to ensure the reliability of 
CAAT application processing results. Self-proving controls include (1) logic 
that is straightforward and readily understandable, (2) programmed proce­
dures to detect logic errors that could improperly add or delete records, and 
(3) a reporting of processing control totals and the necessary supporting 
details to reconcile differences with client-provided control totals.
Finally, the auditor should consider the following additional factors in 
evaluating audit control over the accuracy of CAAT results:
1. The auditor’s proficiency in executing CAAT applications
2. Time frame for application development and execution
3 . Cost of the application
4. Consequence of failure
Preparing Application Budgets and Timetables
When a CAAT is to be used, planning the CAAT application should be 
included in overall audit planning. This permits detailed application design 
to begin well before the application processing date. The auditor can use 
cost projections and target dates to reaffirm feasibility and to control costs 
as the application progresses.
Chapter
Accessing Client Data
One o f the first challenges a CAAT presents is how to obtain and configure 
the necessary client datafiles fo r  the computer and software that the auditor 
will use. This chapter assumes that the auditor will want to take accounting 
information from  the client’s computer to another computer. Accessing 
client data files is not normally an issue in situations where CAAT applica­
tions will be run on the same system as the client’s accounting data.
In many situations, accessing client data is no more difficult than copying 
the client’s computer files onto floppy disks, which can then be analyzed 
or processed on the auditor’s computer. Another method of accessing is to 
obtain a tape drive for use with the auditor’s microcomputer that is com­
patible with the size, density, and format of the client’s computer tapes. 
Many clients will use the same or similar tape drives. In this case, the client’s 
computer could write the needed data files onto standard computer tapes 
(for example, 9-track, 6250 bpi), which could then be read by the auditor’s 
computer and processed by the CAAT software.
In cases involving large-scale mainframe computer facilities, where files 
to be audited are typically very large, and where the auditor wishes to 
analyze the client data on his or her microcomputer, the auditor may need 
to employ more complex downloading techniques. Downloading data from 
a mainframe computer to a microcomputer usually requires special hard­
ware and software. In general terms, a link must be established between the 
auditor’s computer and the client’s mainframe.
The auditor usually requires the downloading of data files to another 
computer in order to perform substantive tests using the data. After a data file 
is downloaded, for example, the auditor can sample, analyze, manipulate, or 
otherwise evaluate the data using software resident on the auditor’s micro­
computer. The potential advantages of downloading include the following:
• Audit tests can be performed more efficiently. Data can be manipu­
lated much more quickly using the auditor’s computer, particularly 
when the auditor is experienced in the use of CAATs on his or 
her computer.
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• Audit tests can be more comprehensive. The audit tests and analysis 
of the data are limited only by the auditor’s imagination and tech­
nical competence.
• Use of client computer time, which may be a critical resource, 
is minimized.
• Audit tests can be performed at the auditor’s convenience, rather 
than being limited to the client’s processing schedule.
DIRECT-LINK DOWNLOADING
Establishing the link between the client’s computer and the auditor’s 
computer often requires special hardware and software. In addition, the 
auditor’s computer will require a large data storage capability (often 100 
megabytes or larger) and a modem for communicating over telephone lines. 
These hardware requirements are within the capabilities of most micro­
computers being sold today. Finally, the auditor must be trained in the use 
of the software.
The specific hardware and software requirements of direct-link down­
loading include—
• Communications software, which must be resident on both the 
auditor’s computer and the client’s computer in order to accomplish 
the transfer of data over telephone lines.
• File manipulation software resident on the client’s computer, and 
with which the auditor can access the selected file, or data set, and 
perform certain operations prior to downloading the file. These 
operations may include—
—Selecting a subset of fields from the client’s data file. Typically, the 
client’s data file will contain data fields that are not pertinent to 
the auditor’s purpose. Selecting only pertinent fields results in a 
more efficient and cost-effective process.
—Selecting records that meet a certain criterion. For example, 
customers in a certain state, account balances that exceed a certain 
amount, or inventory purchased before a certain date.
—Performing arithmetic operations—for example, multiplying the 
on-hand balance in an inventory file by the unit cost to calculate 
inventory value.
—Comparing different records or files. For example, comparing an 
inventory master file against a transaction file to identify possible 
obsolete inventory.
• An appropriate operating system command language, resident on 
the client’s computer, which can identify the input file, execute 
FOCUS or SAS programs to perform certain operations on the 
selected input file, and identify the output file to be downloaded. 
Programs written in the client computer’s operating system com­
mand language can be saved and recalled for future applications.
ACCESSING CLIENT DATA 27
Advantages
Efficiency. Large data files can be analyzed, sampled, or otherwise evaluated 
much more quickly than by manual methods.
Effectiveness. Large data files can be analyzed much more comprehensively 
than by manual methods.
Repeated use. Programs written in command-type languages (for example, 
FOCUS, SAS, and JCL) can be saved and used in future engagements with 
little or no change. Once a successful command language program has been 
written, modifying the programs to use a different input file or to perform 
a slightly different file manipulation is relatively easy.
Disadvantages
Cost. The hardware and software needed to download files can be expen­
sive. Generally, a high-speed, high-capacity microcomputer and a larger 
hard disk are required. In addition, special hardware such as emulation 
boards and modems may be required.
Training. Auditors downloading files ordinarily should be well trained in 
general EDP concepts and applications and in the specialized hardware and 
software used in downloading files. This may require having more than one 
individual with the requisite skills on the staff. The loss of a firm’s computer 
auditors can cause a serious disruption in audit plans.
Exhibit 4.1 provides an example of the steps an auditor would take to 
access a client’s accounts receivable information and to select a sample to 
send confirmation requests. Exhibit 4.2 provides an example of data extrac­
tion software.
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E x h ib it  4.1
An Accounts Receivable Application
1. The auditor’s PC is an IBM-compatible 80386 PC with a 100-megabyte 
hard disk and an emulator board installed.
2. The auditor contacts the client’s mainframe computer by telephone using 
MIRRORS II communication software.
3. Entry to the client’s computer is achieved through the client’s operating 
system (MVS/TSO/ISPF) interface.
4. Using FOCUS, the file manipulation software available on the client’s 
computer, the auditor writes a program that uses the accounts receivable 
master file and selects the fields that the auditor wants to download, e.g., 
customer name, address, and account balance. The auditor saves the 
FOCUS program.
5. Using the Job Control Language 0CL) for the client’s computer, the audi­
tor writes a short program that selects the accounts receivable master file 
as the input file, engages the saved FOCUS program, and identifies the 
output file to hold the selected records (e.g., A/R.TXT). The operation of 
the JCL program results in the selected fields being transferred to A/R.TXT.
6. Using the software installed with the emulator board, the auditor down­
loads A/R.TXT to the auditor’s PC. On the PC, the auditor imports the 
A/R.TXT file into the PC’s database management system (DBMS) and 
creates a new file of customers with account balances equal to or greater 
than $1,000.
7. With the DBMS file of selected customers, the auditor uses the word 
processing package on the PC to develop a confirmation letter. Using the 
mail-merge feature in the word processing package, the auditor links the 
file of customers created by the DBMS with the confirmation letter and 
prints out confirmation letters for each of the selected customers.
E x h ib it 4 .2
Example o f  Data Extraction Software
Name Vendor
Interactive Data Extraction and Analysis (IDEA) AICPA
Chapter 5
A Toolbox of CAATs
This chapter summarizes the various types o f CAATs a t the auditor's 
disposal, and considerations fo r  their use.
COMPUTER PLATFORMS:
MAINFRAMES, MINIS, AND MICROS
Several years ago, mainframe computers and minicomputers dominated the 
field of business data processing. As business applications were developed, 
audit tools were created to test mainframe and minicomputer data and 
programs. Within the last few years, the power and capabilities of the 
microcomputer, or personal computer, have grown so extensively that many 
businesses are now using microcomputers for processing their informa­
tional needs. Because of this expansion, microcomputer audit tools have 
been developed that are similar in function to those used on mainframes and 
minicomputers. Although there are similarities, there are also some differ­
ences. The principal differences can be found in the following four areas:
1. Client computer system. If the client has a mainframe or minicom­
puter, the auditor may be able to use mainframe or minicomputer 
tools or possibly download data to a microcomputer and use a tool 
at that level.
2. File size. Because mainframes and minicomputers can process 
large information files quickly, they are usually used on large data 
files. Microcomputers have much lower capacity limitations for 
data files than mainframes and minicomputers.
3. Access to computer. In the past, the auditor may have been 
precluded from or restricted in the use of CAATs because the client 
either did not have the programs available or would not allow nor­
mal processing to be interrupted. Microcomputers have given the 
auditor the ability to download client information and process it 
without affecting the client’s normal routines.
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4. Cost. The cost of these CAATs is either actual cash outlays by the 
auditor or the client, or time expended to develop the software. 
The cost of CAATs software, in general, for mainframes and 
minicomputers is less than the cost of CAATs for microcomputers.
COMPUTERIZED AUDIT TOOLS
Today’s auditor can choose from a variety of computerized audit tools for 
the planning, administration, performance, and reporting of an audit. 
A working knowledge of the various tools and their capabilities is necessary 
for the auditor to determine which is most appropriate for the audit task 
at hand.
Some of the most common computerized audit tools in use today include 
the following:
• Generalized audit software
• Automated workpaper software
• Electronic spreadsheets
• Database management systems
• Text retrieval systems
• Word processing software
In addition, there is a wide range of computer auditing tools and techniques 
that can be used to test computer-based controls. These are discussed in 
appendix A. Finally, the auditor will usually also have available a variety of 
utility programs and other operating system support software that can be 
used to select files or records, manipulate data (for example, sorting and 
merging), and print listings.
Many computerized audit tools may be used in more than one area of the 
audit process. Certain tools have similar capabilities but, depending on the 
circumstances, one tool may be more cost-effective than another.
Generalized Audit Software
One of the most commonly used audit tools is generalized audit software. 
This type of software has been developed to perform many tasks, including 
the testing of transactions and internal control procedures, sampling, data 
selection, and analytical procedures. Generalized audit software has been 
developed for mainframes, minicomputers, and microcomputers. Its use 
requires a similar amount of planning in each of the three environments.
Automated Workpaper Software
Automated workpaper software generally is microcomputer-based and 
designed to generate a trial balance, lead schedules, and other reports useful 
for the audit engagement. These schedules and reports can be created once
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the auditor has either manually entered or electronically imported the 
client’s account balance information into the system. These packages are 
usually menu-driven, easy to use, and require no programming experience.
Electronic Spreadsheets
Electronic spreadsheet computer programs can be used as audit tools. 
Although spreadsheet software does exist for mainframes and minicomputers, 
it is more commonly used by auditors on microcomputers. For clients who 
use a mainframe or a minicomputer, software exists that downloads data to 
a microcomputer, where it can be analyzed using spreadsheet software.
Database Management Systems
Database management software manages the creation, maintenance, and 
processing of information. The data are organized in the form of predefined 
records, and the database software is used to select, update, sort, display, or 
print these records. Procedures relating to the preparation and the control 
of confirmation of accounts receivable are common audit applications 
of this software.
Text Retrieval Systems
Text retrieval systems allow the user to view any text that is available in an 
electronic format. The software programs allow the user to browse through 
text files much as a user would through books, only faster. The user can 
search the text file based on any of a variety of criteria. These text files can 
be stored on the computer’s hard drive, a floppy disk, or on CD-ROM.
Word Processing Software
Use of word processing software has expanded greatly since the develop­
ment of the microcomputer. Although word processing is considered an 
audit-assist function and systems have been available for years, it is not, 
strictly speaking, an audit tool. The computer-literate auditor will find a 
working knowledge of this type of software essential.
CAATs FOR TESTING PROGRAMMED CONTROLS
Some audit clients have mainframe computers with financial management 
systems that have been developed for particular business needs. The soft­
ware may be complex and incorporate critical programmed control proce­
dures that the auditor may wish to test and evaluate. In such cases, the 
auditor may employ computer-based tools that use controlled test data or 
other techniques to test the effectiveness of programmed control proce­
dures. As an alternative, the auditor may employ a computer specialist or 
other expert to review the programmed controls (see appendix A).
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INTEGRATED AUDIT SOFTWARE SYSTEMS
Several audit software systems combining many of the features described in 
this auditing procedure study are available. Some audit firms and software 
publishers have developed comprehensive audit software systems that can 
accomplish a wide variety of audit tasks. Such audit systems, or “auditor 
toolboxes,” may support staff time and reporting and may perform other 
engagement management functions.
UTILITY PROGRAMS
Utility programs perform common data handling functions such as—
• Changing the media of the file (for example, tape to disk).
• Modifying the data by changing or deleting file records.
• Creating, deleting, or erasing a file.
• Sorting data.
• Merging data.
These functions may be helpful in performing tests of controls and 
account balances. Utility programs have been developed for virtually all 
sizes and configurations of computer systems, but they are typically asso­
ciated with large mainframe systems. Utility programs are provided by the 
developer of the operating system, or, in the case of microcomputers, can be 
purchased from other vendors.
Some utility programs duplicate many of the capabilities of a generalized 
audit software package and may be available when generalized audit software 
is not. However, utility programs are usually written for use by operators and 
programmers, and the auditor may find them more difficult to use than a 
generalized audit software package.
When utility programs are used in lieu of generalized audit software, 
the auditor would have the same audit control considerations as if using a 
generalized audit software package. The auditor should review the utility 
user manual or the parameters for the use of the utility to determine the 
capabilities of the utility program.
TIME SHARING PROGRAMS
Time-sharing is the simultaneous access to a computer by many users. As 
such, it is a type of computer service rather than an audit technique. It is 
included here because many of the major time-sharing vendors have 
libraries of programs that can be helpful to auditors.
Advantages of the time-sharing approach are that the initial investment is 
relatively small and the training required to use the programs is often not 
extensive. One major disadvantage may be security. For example, a client’s 
confidential records may be susceptible to access by unauthorized parties.
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This may happen infrequently, but concern about compromising sensitive 
client data may cause resistance to using these programs.
SPECIALIZED AUDIT PROGRAMS
Specialized audit programs perform specific audit tasks for unique circum­
stances. Such programs can be designed to accomplish any audit task that 
can conceivably be performed by a computer. Specialized audit programs 
are typically used when generalized audit software is not available for the 
particular computer system being used or the task to be performed is not 
supported by the generalized audit software package being used.
The following are some advantages to using specialized audit programs:
• They permit the use of files not readily accessible by generalized 
audit software.
• They may deal more effectively with a large quantity of data than 
other available audit software.
• They may deal with highly complex calculations and data manipula­
tions, if required to achieve audit objectives.
• They may be more economical.
• Their use may cause the auditor to obtain a better understanding of 
the client’s accounting system and computer operations than he or 
she ordinarily would because of the need for very detailed informa­
tion about the operating system and accounting application programs.
The following are some disadvantages to using specialized audit programs:
• Development cost may be high.
• The auditor must have significant expertise to develop specialized 
computer audit programs or to review such programs developed by 
others. Programs written by others must be reviewed to determine 
whether programmed audit tasks are being performed reliably.
• The program may become obsolete in the next few years because of 
computer system, file, or other changes.
• Computer programs usually require ongoing maintenance.
SOURCES OF AUDIT SOFTWARE
Audit software is generally available from a variety of sources. Name brand 
proprietary audit software is typically marketed by software developers, 
either directly or through retail stores. Some software is marketed directly by 
individual public accounting firms. Often, such audit software is made avail­
able to clients and others on request. Professional societies, particularly the 
American Institute of Certified Public Accountants (AICPA), provide an 
excellent source for a variety of audit software. Information about popular 
audit software can usually be obtained from professional journals, such as
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the Journal o f Accountancy. Details about the features and operation of 
selected audit software, and evaluations of their performance, can be 
obtained from computer software rating services.
Lists of typical audit software that provide the features discussed in each 
chapter are provided as examples at the end of each chapter of this auditing 
procedure study. The lists are not intended to be complete, nor is there any 
intention by the AICPA to recommend any of the audit software listed.
Chapter
Generalized Audit Software
This chapter describes generalized audit software and how it can be used 
in the audit process.
Generalized audit software is a computer program or series of programs that 
enable the auditor to directly access client computer data files, extract 
relevant data, and perform useful audit functions. Those functions include 
performing file-to-file comparisons, sorting data, performing calculations, 
selecting samples, and printing reports in a format specified by the auditor. 
Generalized audit software is available for microcomputers, minicomputers, 
and mainframes. Most generalized audit software packages require no com­
puter programming skills.
REASONS FOR USING GENERALIZED AUDIT SOFTWARE
Generalized audit software enables the auditor to perform certain audit 
procedures, such as recalculation of accruals and related income and 
expense, on a large population of client data, as opposed to a sample, with 
little if any incremental cost.
This type of software enables the auditor to access useful information on 
client master files that is not included in reports produced by the client. For 
example, the client’s inventory listing might contain the following informa­
tion for each item in inventory: part number, part description, quantity on 
hand, unit cost, and extended unit cost for each item. However, the inven­
tory master file may contain, in machine-readable form, additional useful 
information such as date of last sale, date of last purchase, and units sold 
year-to-date. Such information might be useful to the auditor in identifying 
slow-moving or obsolete inventory.
Generalized audit software also enables the auditor to perform certain 
audit procedures or analyses that might not be cost-effective if performed 
manually. For example, the auditor could use generalized audit software to 
obtain a listing of all items meeting certain criteria. Such an analysis might 
help the auditor identify areas or items of increased risk.
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Among the benefits of using generalized audit software are—
• Efficiency. The time required to perform certain types of audit 
procedures is reduced.
• Effectiveness. The auditor can focus on application results instead of 
clerical tasks.
• Convenience/flexibility. The auditor’s reliance on client EDP 
personnel is reduced.
• Consistency. Procedures can be performed more consistently year 
to year.
FUNCTIONS PERFORMED BY 
GENERALIZED AUDIT SOFTWARE
Generalized audit software generally is used to perform the following functions:
• Record extraction
• Sorting
• Summarization
• Field statistics
• File comparison
• Gap detection
• Duplicate detection
• Sampling
• Calculation
• Exportation
Record Extraction
Because the records in a manual system are visible, the auditor can scan for 
inconsistencies or inaccuracies without difficulty. For records in electronic 
data files, the auditor must request that the computer extract records that 
meet certain criteria. Once extracted, these records can be printed so that 
follow-up procedures can be performed.
The following are examples of common extraction criteria:
• Accounts receivable balances for amounts over the credit limit
• Inventory items with negative quantities or unreasonably large 
balances
• Uncosted inventory items (items on hand that have no unit cost)
• Transactions with related parties
Sorting and Summarization
Generalized audit software can sort records (in ascending or descending 
order) and summarize data in a variety of ways. This allows the auditor to 
prepare analyses or to simulate the client’s data processing systems to deter­
GENERALIZED AUDIT SOFTWARE 37
mine the reasonableness of the client’s results. Some software allows other 
analyses once the data are sorted on a key, or field. Such analyses include—
• Summary of detail transactions by customer account number.
• Summary and preparation of general ledger trial balances.
• Summary of inventory turnover statistics for obsolescence analysis.
• Sequencing of inventory items by location to facilitate physical 
observations.
• Identification of gaps in inventory tag numbers.
• Identification of duplicate sales invoice numbers.
Field Statistics
Field statistic capabilities of generalized audit software enable the auditor to 
obtain statistics on numeric fields within a data file. Field statistics may 
include, for example, the following information for the numeric field(s) 
selected:
• Net value
• Total of all debit values
• Number of debit records
• Total of all credit values
• Number of credit records
• Number of records with value of zero
• Average value
• Minimum value
• Maximum value
• Standard deviation information
Field statistics can be used to—
• Foot an accounts receivable, inventory or accounts payable trial 
balance or listing.
• Obtain the statistics on the accounts receivable trial balance and 
determine effect of credit balances for possible reclassification.
• Analyze information to determine the most efficient sampling 
approach.
File Comparison
When records on separate files contain related or equivalent information, 
audit software may be able to compare the files to determine if the informa­
tion agrees. Examples of file comparison applications include the following:
• Comparing changes in accounts receivable balances between two 
dates with details of sales and cash receipts on transaction files
• Comparing payroll details with personnel records
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• Comparing current and prior-period inventory files to assist in 
reviewing for obsolete or slow-moving items
Gap Detection/Duplicate Detection
Most generalized audit software packages can test data files for missing or 
duplicate records. Where records in an expected sequence on a data file are 
anticipated, such as in a check register ordered by check number, missing 
records can be identified and listed for subsequent investigation. Similarly, 
duplicate records, such as checks or invoices, can also be detected and listed 
for subsequent review.
Sampling
Many generalized audit software packages also have the capability of selecting 
samples using random, systematic (every nth item), or statistical sampling 
methods. Multiple criteria may be used for sample selection—for example, 
a judgmental sample of high-dollar items and a random sample of the remain­
ing population. Selected items can be printed in the auditor’s working paper 
format or on special preprinted confirmation forms. Examples include—
• Selection logic—for example, Boolean algebra.
• Accounts receivable balances for confirmations.
• Inventory items for observation.
• Fixed asset additions for vouching.
• Paid voucher records for review of expenses.
• Vendor records for accounts payable circularization.
Calculation
Generalized audit software may be used to test the accuracy of computations 
and to perform quantitative analyses to evaluate the reasonableness of client 
representations. For example, the auditor may use it to recalculate (1) the 
extensions of inventory items, (2) depreciation amounts, (3) the accuracy of 
sales discounts, or (4) interest payable, expense, or both.
Exportation
Exportation allows the auditor to select an application that has been performed 
using a generalized audit software package and then export the application 
file(s) to another file format. Some export data formats that may be available 
are dBase, DIF, ASCII, spreadsheet, and various word processing packages. 
For example, an auditor may wish to select a statistical sample of accounts 
receivable balances for confirmation. Using a generalized audit software 
package, the auditor selects the sample items and then exports the statistical 
sample file to a dBase file format. During this “export” process, the informa­
tion from the sample file is read and a new file is created with a database 
format. A database report writer could then be used to create and print 
the confirmations.
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EXAMPLES OF AUDIT PROCEDURES THAT CAN BE 
PERFORMED USING GENERALIZED AUDIT SOFTWARE
Inventories
Generalized audit software can process inventory information in a number 
of ways, including the following:
• Merge last year’s inventory file with this year’s and list those items 
with unit costs greater than a certain dollar amount and which have 
increased by more than a specified percentage.
• List inventory quantities on hand in excess of units sold during a 
specified period or those items with a last sales date prior to a speci­
fied date to identify possible obsolete inventory items.
• Select a sample of inventory tag numbers and print the sample 
selection.
• Scan the sequence of inventory tag numbers and print any missing 
or duplicate numbers.
• Select a random sample of inventory items for price testing on a 
dollar-value basis, and list all items with an extended value in excess 
of a specified amount.
• Perform a net-realizable-value test on year-end inventory quantities, 
and list any items where inventory cost exceeds net realizable value.
Accounts Receivable
Generalized audit software can process accounts receivable information in 
a number of ways, including the following:
• Select and list accounts with past-due conditions (as defined by the 
auditor), such as those over a specified dollar amount and past-due 
more than a specified number of days.
• List a sample of past-due accounts for testing to determine if follow­
up procedures conform to company policy.
• Select a sample of customer records to confirm account balances 
and print the confirmation requests.
• Summarize accounts receivable balances on the master file and 
compare the computed balance with the general ledger.
• Age the accounts receivable open invoices file and compare to the 
accounts receivable aged trial balance.
• Match subsequent cash collections with accounts receivable records 
for accounts circularized but for which a response was not received.
• Compare amounts due from individual customers with their 
approved credit limits and print a list of customers with balances in 
excess of their authorized limits.
• Print a list of accounts in dispute or in the hands of collection agencies.
Exhibit 6.1 provides an example of how an auditor might use generalized 
audit software to select a sample of accounts receivable for confirmation.
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Exhibit 6.2 provides examples of generalized audit software packages.
E x h ib it 6.1
A G eneralized Audit Software Application
Objective: Extract from the client’s year-end accounts receivable file, using 
monetary unit sampling, a sample of accounts for confirmation. The auditor 
has decided to use a tolerable error level of $187,500, and a detection risk 
level of 20 percent. The auditor wishes also to extract the customer number, 
name, and address for printing the confirmation.
Facts: The client’s accounts receivable records are contained on a 240- 
character master file called AR.MAST. The client has provided the auditor 
with a detailed record layout of the AR.MAST file, including field names, 
record positions, field lengths, and field attributes. The accounts receivable 
balance is not carried in a field within the accounts receivable record, but 
should be calculated as the total of four fields: the current, 30-day, 60-day, and 
over-90-day amounts. The client also has four test customers on the file that 
may or may not have balances and that the auditor does not want to include 
in the calculation.
G en era lized  A u d it Softw are Process: Using the firm’s generalized audit soft­
ware package, the auditor downloads the AR.MAST file to her computer hard 
disk and prepares specification parameters to—
1. Include the desired fields from AR.MAST to create a file to extract the 
sample from.
2. Identify and exclude the test customers from the population.
3. Sum the four fields in the record constituting the customer balance and 
create a total balance field.
4. Enter the tolerable error and detection risk factors for sample selection.
5. Print the sampling statistics (total records, excluded records, and popula­
tion and sample totals by strata) and the confirmations.
E x h ib it  6 .2
Examples o f  G eneralized Audit Software Packages
Softw are
IDEA
Audit Analyzer
DIAL
ACL Plus
Audit Excel
FOCAUDIT
Panaudit
Relational Report Writer
Vendor
AICPA
TSI International 
Voyager Systems 
ACL Services, Ltd. 
Sterling Software 
Information Builder 
Pansophic 
Concentrics
Chapter
Automated Workpaper Software
This chapter describes automated workpaper software and how it can be 
used to facilitate the audit process.
Automated workpaper software is generally microcomputer-based and 
designed to generate a trial balance, lead schedules, and other reports useful 
for the audit engagement. These schedules and reports can be created once 
the auditor has either manually entered, or electronically imported, the client’s 
account balance information into the system. The software packages are 
usually menu-driven and easy to use and require no programming experience.
The general ledger information initially needed is the account number, 
account description, prior-year account balance, and current-year unadjusted 
balance. Once this initialization procedure has occurred, various codes are 
assigned to the general ledger accounts, grouping them by lead sheet, finan­
cial statement line item, or tax return line item.
USES OF AUTOMATED WORKPAPER SOFTWARE
Depending on the package being used, the functions of automated work- 
paper software include the following.
Budget/time and expense analysis. Time and expense functions of auto­
mated workpaper software allow the auditor to prepare engagement 
budgets, set up engagement staff and corresponding billing rates, post 
engagement time and out-of-pocket costs incurred, and produce reports for 
analysis. Types of reports usually available are budget-to-actual by budget 
line item, budget-to-actual by audit staff, and budget-to-actual with esti­
mated time to complete by budget line item. These reports represent budget 
hours, actual hours incurred to date, and staff costs (actual hours multiplied 
by billing rate).
Trial balance generation. Most packages allow the auditor to produce 
a working trial balance or a trial balance summarized by lead schedule.
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Information listed on the trial balance may vary; however, most trial 
balances list the name of the client, the client’s year-end date, lead schedule 
index, lead schedule name, prior-year lead schedule balance, current-year 
unadjusted lead schedule balance, adjusted journal entries in total (gross or 
net), and current-year adjusted lead schedule balance.
Lead schedule generation. Lead schedules may be added, modified, or 
deleted. Although details on the lead schedule may vary, most lead schedules 
list the name of the client, the lead schedule name, the client’s year-end date, 
lead schedule index, account number, account description, cross-reference 
index, prior-year balance, current-year unadjusted balance, adjusting journal 
entries, and adjusted current year balance.
Supporting detail schedules. Some packages allow the auditor to create sup­
porting detail schedules and link them to a particular general ledger account, 
lead schedule, or financial statement line item. As adjustments are posted, 
the detail schedules will be updated automatically for any linked balances.
Adjusting entries. Most software packages allow the auditor to post adjusting 
and reclassification journal entries. These postings are footed and cross-footed 
automatically by the computer. Most packages will not allow an unbalanced 
entry to be posted.
Sampling calculations. Based on the sampling plan requirements, the software 
calculates the sample size and provides random numbers for sampling-unit 
selection. Once various data have been entered, the software selects the 
sample. Usually, sampling may be performed with or without replacement. 
The packages usually allow the auditor to evaluate the sample results.
Confirmation control. Some automated workpaper software allows the 
auditor to maintain a record of confirmations mailed, received, and not 
received, and the nature of any response that was returned.
Analytical procedures. A variety of analytical procedures generally are 
provided by automated workpaper packages. Vertical and horizontal fluctua­
tion analysis and ratio analysis are three typical examples.
• Vertical fluctuation analysis. Vertical analysis can be performed 
using most automated workpaper software. Vertical analysis allows 
the auditor to analyze one account balance, account classification, 
or lead schedule as a percentage of another account balance, 
account classification, or lead schedule. For example, certain expense 
accounts can be presented as a percentage of sales, the percentage 
of total assets to total sales, and so forth.
• Horizontal fluctuation analysis. Horizontal analysis allows the 
auditor to perform comparative analysis by dollars or percentages. 
The analysis will report the dollar or percentage increase or 
decrease from the prior year for account balances, lead schedule 
balances, or financial statement line items.
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• Ratio analysis. Most software packages provide the auditor with 
ratio analysis capability, automatically calculating default ratios such 
as the acid test ratio, current ratio, accounts receivable turnover, and 
inventory turnover. However, the addition of user-defined ratios 
typically is permitted.
Consolidation. Some automated workpaper software allows the auditor to 
perform the combination or consolidation of multiple companies. Usually 
the multiple companies may be combined or consolidated by lead schedule 
or financial statement line item. Once the combination or consolidation 
procedure has been performed, elimination entries may be posted in a 
manner similar to adjusting journal entries. Consolidated trial balances, lead 
schedules, and financial statements may also be produced.
Financial statement preparation. Automated workpaper software may 
include financial statement preparation. This is usually accomplished by 
assigning accounts or lead schedule balances to financial statement line 
items. Some packages integrate the financial statements with word processing 
software; this permits the preparation of customized financial statements.
Tax return preparation. Some packages include tax return preparation. 
Accounts or lead schedules may be assigned to tax return line items to 
produce the tax return or information used in preparing tax returns and 
related schedules.
BENEFITS OF AUTOMATED WORKPAPER SOFTWARE
The most easily identifiable benefit of using automated workpaper software 
is the time saved by eliminating footing and cross-footing, grouping 
accounts for financial statements, and performing analytical procedure 
calculations. This savings is particularly significant when dealing with a large 
number of general ledger accounts or audit adjustments. Time is also saved 
since the trial balance, lead schedules, consolidation schedules, and tax 
return are prepared by the package. (The time required to set up a client’s 
trial balance on an automated workpaper package should be considered 
prior to implementation. Since considerable set-up time may be required, 
the auditor may not achieve overall savings on the engagement in the first 
year. Start-up costs can be reduced by importing the information electroni­
cally, thus eliminating manual input of general ledger account number, 
description, prior-year balance, and current-year unadjusted balance. Costs 
can further be reduced by having client personnel perform the majority of 
the set-up procedures.)
Other benefits of using automated workpaper software include:
• Ease of use—automated workpaper programs are usually menu-driven.
• Enhanced engagement planning, administration, and review.
• Enhanced analytical procedures capabilities.
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• Improved workpaper consistency.
• Improved staff productivity.
Exhibit 7.1 provides examples of automated workpaper software.
E x h ib it  7.1
Examples o f  Automated Workpaper Software
Software Vendor
Accountants Trial Balance (ATB) 
Audit Program Generator (APG) 
Engagement Manager
AICPA
AICPA
AICPA
Chapter
Spreadsheet Software
This chapter describes spreadsheet software and how it can be used to 
facilitate the audit process.
For an auditor, a spreadsheet is probably the most easily understandable 
example of microcomputer software. A spreadsheet is a table of rows and 
columns into which numbers can be inserted and upon which various 
mathematical operations can be performed. Because of the striking similar­
ity to the workpaper schedules and analyses with which all auditors are 
familiar, spreadsheet software often becomes the first microcomputer soft­
ware embraced by the auditor.
SPREADSHEET FUNCTIONALITY
Spreadsheet software is ideal for performing many of the analyses and calcu­
lations required in the course of an audit, such as amortization schedules, 
depreciation schedules, and tax calculations. An electronic spreadsheet 
contains a variety of predefined mathematical operations and functions that 
can be applied to data entered into the cells of a spreadsheet. Once a spread­
sheet has been developed, it can be saved and recalled for future use. 
As such, spreadsheets can be considered workpapers in electronic form, 
or spreadsheet outputs or reports can be formatted to become hard copy, 
or traditional workpapers.
AUDIT USES OF SPREADSHEETS
Some of the more common audit uses of spreadsheets follow.
Analytical procedures. Spreadsheets can be developed to analyze changes 
in account balances from period to period and to calculate account balance
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percentages to group totals. Most spreadsheet software can perform fairly 
sophisticated statistical analyses. For example, regression analysis can be 
used to analyze the changes in an account balance over time. The data in the 
spreadsheet can be sorted from high to low (amounts or percents) to assist 
in the selection of accounts for substantive testing. The spreadsheet and the 
analytical techniques incorporated therein can be updated and saved from 
year to year, providing the auditor with a useful tool for analysis of financial 
data in subsequent audits.
Mathematical procedures. Performing mathematical calculations is a com­
mon application of spreadsheets. For example, spreadsheets can be used to 
calculate amortization schedules, compute tax allocations, and prepare 
depreciation schedules. Exhibit 8.1 presents an example of interest calcula­
tion testing.
E x h ib it  8.1
Example o f  Interest Calculation Testing
NOP COMPANY
SAMPLE MICROCOMPUTER INPUT/DISPLAY SCREEN 
FOR INTEREST CALCULATION TESTING
Account #: 123456 Customer Name: Smith, John
Factors: Options:
Calc method: D S = Simple; D = Daily comp.; C = Cont. comp.
Annual basis: 365 360, 365, or 366
Accrual basis: Act Act = Actual days; or 30D = 30 Days per month
475.35
Interest Amount per Client’s Records
Transaction Transaction Running Interest Current
Dates Amounts Balance Rate Accrual
01/01/XX 10,000.00 10,000.00 8.00 2.19
02/15/XX 2,500.00 12,500.00 101.87
03/15/XX 750.00 13,250.00 182.38
04/15/XX (4,000.00) 9,250.00 5.25 272.35
05/15/XX 6,250.00 15,500.00 8.00 315.62
06/30/XX 0.00 15,500.00 475.86
Difference of last accrual from amount per client (0.51)
Pronouncement calculations. Spreadsheets can be developed to perform 
the complex analyses required by some of the professional pronounce­
ments such as APB 12 (Deferred Liabilities) and FASB Statement No. 96 
(Deferred Taxes).
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Macros. Macro is a term used to describe a series of spreadsheet commands 
or functions, such as adding a column of numbers (for example, 
@SUM(A1...A10)), which has been programmed for recall when needed. 
The advantage is that the commands included in the macro do not need to 
be reentered each time the series of commands is used. Macros can be as 
simple as the commands used to blank a cell (two to three commands) or as 
complex as a long series of instructions that produces menus and controls 
a data entry process. Obviously, the greater the number of repetitive 
commands and the more complex the application, the more advantageous 
it is to save the commands as a macro.
Templates. A template is a pro forma spreadsheet. Many audit procedures 
and workpapers are relatively standard regardless of individual client situa­
tions and can be uniformly developed to incorporate required audit data, 
macros, workpaper formatting, and other information. Templates are a 
natural evolution of audit spreadsheets that are frequently used in the same 
or a similar fashion. They save time and, when carefully tested, can reduce 
the risk of audit error. Several firms have developed microcomputer-based 
audit software systems that began as humble spreadsheet templates.
Linked spreadsheets. Different spreadsheets can be linked so that the results 
of one or more spreadsheets can be carried forward and automatically 
entered into a final spreadsheet. Although some spreadsheet software pro­
vides for the automatic linking of spreadsheets, or even three-dimensional 
spreadsheet capability, other spreadsheet software provides for the linking 
of separate spreadsheet files through the use of other techniques. For exam­
ple, the income statements for four stores may be linked to generate an 
income statement for an entire company. In this case, the spreadsheets for 
each of the four stores would be identically configured and specific data 
elements would be transferred (imported) by spreadsheet command from 
the individual spreadsheets to the master spreadsheet. This capability can 
be also used to link auditor worksheets to produce lead schedules and 
trial balances.
Data import/export. Data can be transferred into and out of a spreadsheet. 
For example, in a spreadsheet designed to multiply quantities of individual 
parts by each part’s cost to compute an inventory value, if the part quantity 
data had been previously entered into another spreadsheet the data could be 
transferred from the previous spreadsheet to the current spreadsheet, thus 
saving data entry time. If the data could be obtained from the client on an 
electronic medium, such as a floppy disk, the data could be transferred into 
the current spreadsheet, again saving data entry time.
Data can also be exported to other microcomputer software. For example, 
the spreadsheet described above may be intended to be used as an exhibit 
to a report that the auditor is preparing. The spreadsheet could be exported 
to the auditor’s word processing software.
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Graphs. Spreadsheets can generate graphs. Exhibits 8.2 and 8.3 are exam­
ples of graphs showing financial data.
E x h ib it  8 .2
Example Graph o f  19XX Year-to-Date Summary 
From a Master Spreadsheet 
G oodw in’s Sports Supply Stores
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E x h ib it  8 .3
Example Graph o f  19XX Operating Expenses and 
Example P ie Chart o f  First-Quarter 19XX Operating Expenses 
G oodw in’s Sports Supply Stores
Payroll Utilities Rent Ads COG Sold
  Q1   Q2   Q3   Q4
Ads (9.4%) Rent (7.9%)
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Database capabilities within spreadsheets. Spreadsheets have the capability, 
similar to that found in the database management software packages, of 
manipulating data. For example, spreadsheets can sort data. Exhibit 8.4 is an 
alphabetized employee listing. Exhibit 8.5 is a listing of the same data sorted 
by the rating field—employees with no rating are listed first. Data can 
be sorted by any of the fields in the database. Database commands in the 
spreadsheet can also perform select operations. For example, employees in 
the “Admin” department or salespeople with sales over $200,000 could 
be selected.
E x h ib it  8 .4
Alphabetical Em ployee Listing on  a Spreadsheet
A B C D E F
EM PLO YEE STORE DEPT SALA R Y SALES RATING
B a t a ,  M . N ew  York Sales 2 2 6 0 0 2 3 1 0 0 0 4
Esposito, S. San Fran M anag 3 4 6 0 0 1 1 1 0 0 0
Gold, A . D enver Sales 2 6 6 0 0 2 1 0 0 0 0 6
H och , T. A tlanta Sales 2 3 3 0 0 2 3 5 0 0 0 3
Kane, L. N ew  York Sales 2 0 0 0 0 2 4 9 0 0 0 2
Lehm an , A. San Fran Sales 2 2 9 0 0 2 1 6 0 0 0 5
Leung, L . Atlanta Sales 2 5 4 0 0 2 6 0 0 0 0 1
N ash, J. N ew  York A dm in 1 8 6 0 0 0
O rm sby, I . Denver Sales 1 9 4 0 0 1 8 7 0 0 0 7
Raney, J. San Fran A dm in 1 3 0 0 0 0
S te in , S. D enver A dm in 1 3 8 0 0 0
Tanzer, H . A tlanta A dm in 1 4 4 0 0 0
Tem es, M . A tlanta Sales 1 9 4 0 0 1 5 3 0 0 0 8
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E x h ib it  8 .5
Listing o f Em ployees Sorted by Rating Field
A B C D E F
EM PLO YEE STORE DEPT SALA R Y SALES RATING
S te in , S . D enver A dm in 1 3 8 0 0 0
N ash, J. N ew  York A dm in 1 8 6 0 0 0
Tanzer, H . A tlanta A dm in 1 4 4 0 0 0
Esposito, S. San Fran M an ag 3 4 6 0 0 1 1 1 0 0 0
Raney, J. San Fran A dm in 1 3 0 0 0 0
Leung, L. A tlanta Sales 2 5 4 0 0 2 6 0 0 0 0 1
Kane, L. N ew  York Sales 2 0 0 0 0 2 4 9 0 0 0 2
H och, T. A tlanta Sales 2 3 3 0 0 2 3 5 0 0 0 3
B adran, M . N ew  York Sales 2 2 6 0 0 2 3 1 0 0 0 4
Lehm an, A . San Fran Sales 2 2 9 0 0 2 1 6 0 0 0 5
Gold, A. D enver Sales 2 6 6 0 0 2 1 0 0 0 0 6
Orm sby, I . D enver Sales 1 9 4 0 0 1 8 7 0 0 0 7
Tem es, M . A tlanta Sales 1 9 4 0 0 1 5 3 0 0 0 8
Workpaper automation. Spreadsheets can be designed to be used as work- 
papers. Instead of recording audit results on paper, results can be entered 
into spreadsheets, either predesigned as a template or developed by the 
auditor for a specific engagement. For example, formulas appropriate to the 
purpose of each standard spreadsheet can be developed in advance by the 
auditor or computer staff to be used in support of a particular audit proce­
dure common to many engagements. Spreadsheets can be designed so that 
audit results are carried forward from individual workpapers, to supporting 
schedules, to lead schedules, to trial balances. This approach can both save 
time and improve accuracy. Finally, spreadsheet reports can be designed in 
accordance with firm policy to be incorporated as workpapers in the audit 
file. See exhibits 8.6 and 8.7.
Financial statement automation. The auditor can relate the client’s 
accounts to the appropriate financial statement line item, with adjustments 
and reclassifications, thus automating the calculation of financial statement 
amounts. See exhibits 8.8 through 8.12.
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E x h ib it 8 .6  
Example Lead Sheet
ABC COMPANY LEADSHEET D AS OF 12/31/XX
Account
Number Account Name
Workpaper
Reference
Prior-Year
Adjusted
Current-
Year
Unadjusted
Current-
Year
Adjusted
01050 Accounts receivable—trade D-100 120,000.00 100,000.00 100,561
01055 Accounts receivable—other D-110 3,900.00 4,000.00 4,000
01060 Allowance for bad debts D-200 6,200.00- 6,600.00- (6,600)
Total 117,700.00 97,400.00 97,961
E x h ib it 8 .7
Example o f  Confirm ation Statistical Summary
Client: HIJ Company
Balance Sheet Date: 12/31/XX Run Date: 11/29/XX
Confirm
No.
Account
No. Description
WP
Ref
BK Value 
Sent
BK Value 
Rec’d
Audited
Value
(Over) Under­
stated
1 200-13 Widget Co. 50-41 15,000 15,000 12,000 (3,000)
2 200-24 Auto Inc. 50-42 9,801 9,801 9,801 0
3 200-46 XYZ Co. 50-43 21,004 21,004 20,000 (1,004)
64 200-58 Rachel Co. 50-44 7,574 7,574 0
65 200-71 Sales
Corp. 50-45 25,751 25,751 25,751 0
Total 630,350 615,082 609,123 (21,227)
Response Recap # Items $ Value
Confirms mailed 70 630,350
Confirms rec’d 68 615,082
Response % 97 97
Summary of Results # Items $ Value
Account total 500 818,636
Book value selected 70 630,350
Audited value examined 
Coverage (%)
Ratio of audited to book value selected
70 609,123
77
0.97
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E x h ib it  8 .8
Example Chart o f  Accounts
ABC COMPANY CHART OF ACCOUNTS AS OF 12/31/XX
Account
Number Account Name
Lead-
sheet
F/S
Line
Prior-Year 
Adjusted
Prior-Year 
Financial
Current-Year
Unadjusted
01010 Cash—sample bank C 100 9,100.00 9,100.00 10,900.00
01050 Accounts receivable—trade D 145 120,000.00 120,000.00 100,000.00
01055 Accounts receivable—other D 145 3,900.00 3,900.00 4,000.00
01060 Allowance for bad debts D 146 (6,200.00) (6,200.00) (6,600.00)
01070 Newsprint inventory G 251 24,000.00 24,000.00 30,000.00
E x h ib it 8 .9
Example o f Adjusting Journal Entries
ABC COMPANY ADJUSTING ENTRIES JOURNAL AS OF 12/31/XX
AJE # Account Account Name/Explanation Debit Amount Credit Amount
001 01050
01010
Accounts receivable—trade 
Cash—sample bank 
(to set up receivable for 
check deposited on 
December 29 and returned 
as NSF check)
561.00
561.00
002 04010
01010
Vouchers payable 
Cash—sample bank 
(to correct error in 
cash cutoff)
200.00
200.00
E x h ib it  8 .10
Example o f Posted Trial Balance
ABC COMPANY POSTED TRIAL BALANCE AS OF 12/31/XX
Account
Number Account Name
Prior-Year 
Adjusted
01010 Cash—sample bank 9,100.00
01050 Accounts receivable
—trade 120,000.00
01055 Accounts receivable
—other 3,900.00
01060 Allowance for
bad debts (6,200.00)
Current- Adjustments Current-
Year
Unadjusted
10,900.00
AJE
001
002
Debit Credit
561.00
200.00
Year
Adjusted
10,139.00
100,000.00 001 561.00 100,561.00
4,000.00 4,000.00
(6,600.00) (6,600.00)
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Engagement administration. Spreadsheets can be designed to accumulate 
staff hours by engagement (see exhibit 8.13). Hours can be entered by 
predefined time periods, for example, daily or weekly. Formulas can be 
developed to accumulate staff hours on a to-date basis, calculate percents 
of actual hours to budgeted hours, and calculate budget hours available. 
Reports can be developed to show status by engagement at any desired level 
of detail.
Spreadsheets can also be developed to analyze staff requirements by 
engagement and by time period. For example, known and expected engage­
ments, their expected duration, planned periods of performance, and 
required hours by time period can be entered in the spreadsheet. Available 
staff resources by individual and time period can be similarly entered. 
Formulas can be developed to compare available resources with engage­
ment requirements. Reports can be developed to assist audit management 
in smoothing staffing requirements.
Spreadsheets have additional capabilities that are not as widely used 
but that can improve audit performance. These include specially tailored 
formulas (macros) as well as the capacity to link spreadsheets, generate 
graphs, and use DBMS-type commands. See exhibit 8.14 for examples of 
spreadsheet software.
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ADVANTAGES AND DISADVANTAGES OF SPREADSHEETS
Following are some of the advantages of spreadsheets.
•  They are easy to use. Spreadsheets are the most useful microcom­
puter software because of their obvious applicability to many of the 
tasks performed during an audit. Once an auditor has developed 
the necessary skill, spreadsheets will often become the software 
of choice. Unfortunately, there is also a tendency for the auditor, 
having gained reasonable proficiency with a spreadsheet, to attempt 
to use the tool in situations where other software (for example, 
DBMSs) may be better suited.
•  They are inexpensive. Typical spreadsheet packages cost between 
$100 and $400.
•  They can be saved, recalled, a n d  easily modified. The reuse of 
previously developed spreadsheets results in obvious efficiencies 
on future audits.
•  Standard templates can be established. For many standard audit 
procedures and workpapers (for example, depreciation schedules), 
the auditor can develop pro forma spreadsheets that can be used for 
a variety of client situations.
Some of the disadvantages of spreadsheets are as follows.
•  Auditor training is required. Although the training required to 
achieve minimal effectiveness normally is not extensive (two to three 
days), the time involved nevertheless is usually nonbillable. However, 
recent college graduates often possess some knowledge and skill in 
using spreadsheets.
•  Spreadsheet development takes time. Although the development of 
relatively simple spreadsheets that perform simple calculations often 
will take no more time, and perhaps less, than if the calculations 
were performed by traditional manual methods, the development 
of more elaborate spreadsheets incorporating more sophisticated 
features such as data import/export, linked spreadsheets, and macros 
can take significant time. Also, audit management must take care to 
monitor the staff auditor’s activity to ensure that excessive time is 
not being spent developing or embellishing spreadsheets.
•  Computer memory limitations. Spreadsheet applications are sub­
ject only to the auditor’s computer memory limitations and the 
spreadsheet software limits.
E x h ib it 8.14
Examples of Spreadsheet Software
N am e Vendor
EXCEL 
LOTUS 1-2-3 
MULTIPLAN 
QUATTRO PRO
Microsoft
Lotus Development 
Microsoft
Borland International
Chapter
Database Management 
Systems Software
This chapter describes database management systems software and how 
the auditor might use it in the audit process.
Database management systems (DBMSs) constitute a class of software that 
enables the user to create and use relational structures between data files 
and records. (See appendix B for a description of how data are represented 
in a computer.)1
DBMSs are commonly available for microcomputer environments. 
Although some offer more features than others, most claim to be rela­
tional databases. This means that two or more data files can be accessed in 
a single query—for example, an accounts receivable file and a file containing 
customer names and addresses. The availability of microcomputer-based 
DBMSs enables the auditor to manipulate and evaluate data files easily 
and inexpensively.
Most client accounting systems, whether operating on a microcomputer, 
a minicomputer, or a mainframe computer system, are controlled by a DBMS. 
In other words, the client’s accounting system is a collection of data files— 
for example, accounts payable files, accounts receivable files, inventory files, 
and fixed asset files—with which the DBMS’s programmed routines produce 
various accounting reports, the general ledger, and ultimately the finan­
cial statements.
In this environment, the auditor must possess sufficient EDP auditing 
skills to identify the proper data files to test. Given that the appropriate data 
files have been identified for substantive audit testing, a DBMS offers the
1. In a mainframe computer environment, DBMSs are typically placed in three categories: 
hierarchical, network, and relational. An example of a hierarchical DBMS is the Informa­
tion Management System (IMS) by IBM. An example of a network DBMS is the Integrated 
Data Management System (IDMS) by Cullinet Corporation. An example of a relational data­
base is Data Base 2 (DB2) by IBM.
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auditor many opportunities to perform audit tests more efficiently and effec­
tively. When the appropriate data files are identified, they may be evaluated 
on the client’s computer system, or downloaded to the auditor’s micro­
computer, using the auditor’s DBMS.
DATABASE MANAGEMENT SOFTWARE CAPABILITIES
A DBMS offers a user far greater utility than a card file or other manually 
maintained system of paper records. If a client data file can be obtained 
on an electronic medium, such as a floppy disk, the data file can be imported 
or appended to the DBMS, avoiding lengthy data input and making the 
data file immediately available to the auditor. For example, DBMSs have the 
capability to—
• Select records that match one or more criteria. (Select all records 
where ACCOUNT-BALANCE is equal to or greater than $1,000, or 
select all customers whose age is greater than or equal to “21” and 
STATE is equal to PA.)
• Perform mathematical operations on all or part of a file. (Calculate 
total or average salaries from a payroll file, or count the number of 
records with a balance above or below a specified value.)
• Delete records from a file based on stated criteria. (Delete all records 
from a customer file that have had no sales activity in the last year.)
• Generate custom reports using all or parts of a database that can be 
used as a report or as a workpaper. (Relate the customer address file 
to the customer order file to produce billings.)
• Change the order of a file. (Change the order of a file from alpha­
betical to one based on account balance from high to low.)
• Operate on two or more data files simultaneously. (Generate a report 
using an inventory file and a sales file to show sales activity by part 
or stock number.)
DBMSs usually have the capability of creating command files, which 
are similar to macros. Command files allow the auditor to save and reuse a 
sequence of DBMS commands. The advantages of this feature are (1) it elimi­
nates entering the commands during repetitive applications and (2) it ensures 
that, once a series of commands has been proved to be correct and accurate, 
the proven sequence can be used on future applications.
Planning—Preliminary Analytical Procedures
DBMSs are well suited to evaluating the composition of an account. The 
DBMS can foot the total value of the account, provide information on 
the distribution of account balances (number of accounts with balances 
over $1,000 or no activity in a defined period), and calculate averages 
or other statistics of interest. Data can be sorted in various ways and appro­
priate statistics, such as sales or returns from various classes of customers or
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customers in specified locales, can be presented. Custom reports can be 
generated to present the data of interest or to be used as workpapers.
Engagement Administration
Tim e a n d  Expense B u dget a n d  C on trol
Most off-the-shelf budget and control software is developed using a DBMS. 
It is possible to develop a system from scratch. For example, one file can be 
established to store individual engagement time and expense budgets and 
expected starting and ending dates; a second file can be established for the 
entry of individual auditor time charges and expenses by engagement. Using 
the two files, reports can be generated showing the auditor time charges 
and expenses by engagement and percentages of time and expense totals 
to budgeted amounts.
S ta ff  R equ irem en ts a n d  Scheduling
Most off-the-shelf project management software is developed using a DBMS. 
The engagement file in a “homemade” system would contain not only 
expected starting and ending dates, but also expected time and expense 
expenditures by time period. Then, using the two files, reports can be gener­
ated showing expected and actual time and expense versus budget by 
time period.
Performing Audit Procedures
A n a ly tica l P rocedu res
A DBMS can be particularly useful in performing analytical procedures. The 
system can be designed to collect account totals on a year-to-year basis and 
to perform calculations of year-to-year changes. As noted, DBMSs can 
perform various calculations based on account details. Using the query 
capability, selected transactions, based on defined criteria, can be extracted 
and printed, totaled, or averaged.
S am plin g
Most DBMSs do not have a built-in sampling subroutine. The query capa­
bility can be helpful in designing a sampling plan by providing counts of 
records within various strata. If the auditor acquires a proficiency in 
developing command files, routines can be developed to perform dollar- 
unit sampling and other sampling methods.
M ath em atica l C alcu la tion s
DBMSs are particularly useful in performing mathematical calculations on 
the entire file or on selected subsets of the file. Mathematical functions avail­
able are totals, averages, record counts, and various statistical measures.
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W orkpaper A u tom ation
DBMSs have the capability of producing customized reports that can serve 
as audit working papers. In addition, there are a variety of report-writing 
software packages, which operate in conjunction with most DBMSs, that 
offer an expanded report-writing capability
G enera tion  o f  C o n firm a tion  R equests
DBMSs have a query capability that can be used to select a subset of the 
records in the data file—for example, records with account balances greater 
than or equal to $1,000. DBMSs also have the capability of writing the 
selected subset of records to a separate data file in a format readable by most 
word processing software packages (for example, ASCII). The file created by 
the DBMS can be used to create mailing labels. The file created by the DBMS 
can also be accessed by the mail-merge feature of the word processing 
program to insert the names, addresses, and other selected information into 
a standard pro forma confirmation letter. The use of a DBMS and a word 
processing program can significantly reduce the time required to prepare 
and mail confirmations.
ADVANTAGES OF DATABASE MANAGEMENT SYSTEMS
This type of software offers the auditor an unparalleled opportunity to 
rearrange, edit, analyze, and evaluate a data file. Analyses that would be 
either inefficient or impossible to perform manually are easily and quickly 
performed using a DBMS.
In most cases, the auditor can perform operations on the data file without 
knowing the exact format of the command structure of the particular DBMS. 
A menu display of options guides the auditor to the particular operation he 
or she wants to perform. The computer will prompt the auditor to enter 
specific criteria, such as a dollar cutoff point, when necessary.
These systems can import data from external electronic media, such as 
floppy disks, or download a file from a mainframe computer. This eliminates 
time-consuming data entry.
A DBMS file can be exported either to a spreadsheet or a word process­
ing program, again eliminating the costly data reentry and expediting the 
audit process.
DISADVANTAGES OF DATABASE MANAGEMENT SYSTEMS
Auditor training is required. The effective use of a DBMS requires more than 
the two or three days of training generally required for spreadsheets. It 
would be helpful for the auditor to understand— 1
1. File structures and formats.
2. The underlying logic required to formulate accurate queries.
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3. The advantages of reordering a file.
4. How to use two or more data files simultaneously.
5. How to generate customized reports.
6. How to export selected files to other software packages.
However, since much of this basic knowledge is integral to an auditor’s 
general computer proficiency, the training commitment should not be 
reflexively avoided.
These applications must be well documented. Appropriate documenta­
tion of such applications facilitates their usage in subsequent years even 
if the auditor who developed the initial application is not available.
Exhibit 9 .1 provides examples of database management software.
E x h ib it 9 .1
Examples of Database Management Software
N am e Vendor
dBASE
Paradox
R:Base
Borland International 
Borland International 
Microrim
FoxPro/Lan 
FoxBase + 
DataEase
Microsoft Corporation 
Microsoft Corporation 
DataEase International
Chapter
Text Retrieval Software
This chapter describes and provides some examples o f text retrieval software.
Text retrieval software, sometimes referred to as text database software, 
allows the user to retrieve any text that is available in an electronic format. 
To implement text retrieval software as an audit tool, the auditor must pur­
chase both of the following:
1. A text retrieval software package, sometimes referred to as the 
search engine
2. Electronic texts or documents, sometimes referred to as infobases
One feature of most text retrieval software packages is the ability to print 
information from the document or text. This information may be printed 
directly by the text retrieval package or written to a word processing file. 
For example, an auditor searching for a specific illustrated financial state­
ment footnote disclosure locates one through the use of a word search. 
The sample can then be written to a file, which can be read by the auditor’s 
word processing software, modified to fit the specific client situation, and 
included in the client’s financial statements.
Most electronic literature is available for use on the hard disk of the com­
puter or is available in CD-ROM. Since electronic text or documents can be 
quite large, required available disk space will vary.
Some examples of professional literature available in an electronic for­
mat include—
• AICPA Professional Standards, volumes 1 and 2.
• AICPA Accounting Trends & Techniques.
• AICPA Audit and Accounting Guides.
• AICPA CD-NAARS.
• AICPA Electronic Index to Technical Pronouncements.
• AICPA Technical Practice Aids.
• FASB Current Text.
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• FASB Original Pronouncements.
• FASB EITF Abstracts.
• FASB Implementation Guides.
ADVANTAGES AND DISADVANTAGES
Text retrieval software offers the following advantages:
1. The auditor can research technical issues expeditiously.
2. The majority of professional literature is available in electronic format.
3. A minimal amount of training is required.
Text retrieval software has the following inherent disadvantages:
1. The start-up investment may be prohibitive.
2. Some professional literature may not be available in text file format.
3. Text files may require modification before use.
Exhibit 10.1 presents examples of text retrieval software.
E x h ib it 10.1
Examples of Text Retrieval Software
Name Vendor
askSam 
FOLIO VIEWS 
IZE
LOTUS MAGELLAN 
ZyIndex
askSam Systems 
Folio
Retrieval Dynamics 
Lotus Development Corp. 
ZyLAB
Chapter
Public Databases
Public databases are sources o f information available to the auditor via 
telephone link to the auditor’s computer. These databases are typically 
available fo r  a user charge, and usually require only a telephone and a 
modem to obtain access to them. This chapter describes public databases.
SAS No. 22, Planning and Supervision (AICPA, Professional Standards, 
vol. 1, AU sec. 311), provides guidance in planning a financial statement audit. 
In planning the audit, the auditor may find public databases useful for 
researching accounting and auditing issues and for obtaining information 
about the economy and the industry in which the client operates. Among 
the most popular public databases are the National Automated Accounting 
Research System (NAARS), NEXIS, Dialog, and CompuServe.
To access public databases by voice-grade telephone lines, users typically 
will need a modem and communications software. These proprietary serv­
ices typically require a user number and password. The cost of such services 
will vary.
To research an auditing or accounting issue, for example, the auditor may 
perform one or more of the following searches:
• NAARS files containing pronouncements of the Financial Accounting 
Standards Board, the AICPA, the Government Accounting Standards 
Board, the Cost Accounting Standards Board, the Securities and 
Exchange Commission (SEC), the Office of Management and Budget, 
and the General Accounting Office
• NAARS file of J ournal o f Accountancy articles
• Dialog’s UMI/Data Courier Accounting and Tax Database, which, 
based in part on the Accountants’ Database of the AICPA, contains 
bibliographic information plus indexing and abstracts of articles 
published in more than 200 key journals, newspapers, and newsletters
• CompuServe’s SEC On-Line file for examples of certain disclosures 
—this contains the full text of annual reports, Forms 10-K and 10-Q, 
and Proxy Reports filed with the SEC, plus a Disclosure DataBase
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containing in-depth financial information on 10,000 publicly held 
companies, drawn from reports filed with the SEC.
The following Dialog databases offer information about software pack­
ages and the functions they perform:
1. Business Software Database™ contains descriptions of software 
packages that have business applications for use with micro­
computers and minicomputers.
2. The Buyer’s Guide to Micro Software™ is an annual directory of 
business and professional microcomputer software available in the 
United States. It provides directory, product, technical, and biblio­
graphic information on leading software packages.
3- Microcomputer Software Guide,™ updated annually, contains 
information on virtually every microcomputer software program 
produced or available in the United States.
The AICPA Library Services Division will perform Dialog searches, for 
a fee, for AICPA members. Members may call the library at (800) TO-AICPA.
ELECTRONIC BULLETIN BOARDS
Electronic bulletin board services (BBSs) have become popular information 
clearinghouses in recent years. Depending on the service, users can select 
topics such as stock market activity, news, or business events. Bulletin 
boards are interactive services; users can obtain or provide data. Typically, 
there is no charge for access to a BBS.
CompuServe maintains a number of BBSs. Many software developers 
offer bulletin boards that include tips and techniques on the use of their 
products as well as changes and enhancements in the software.
USES OF PUBLIC DATABASES IN PLANNING THE AUDIT
In planning an audit, the auditor may need to gather information about the 
general economy, the industry in which the client operates, or the client 
entity itself. To do so, the auditor might find it useful to access one or more 
of the following databases:
• NEXIS, which contains more than 350 U.S. and overseas 
newspapers, magazines, journals, newsletters, wire services, and 
broadcast transcripts
• NAARS Company Library file, which contains financial data for 
most publicly traded companies and background information on a 
company or industry in the brokerage report files, plus the annual 
reports of most publicly traded companies
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• Dialog, which contains the following files an auditor may find useful:
1. BNA,Daily News (January 1990-present), which offers fifteen 
daily publications containing developments from the White House, 
Congress, Federal agencies, the courts, state agencies, foreign 
governments, and private organizations
2. Business Wire (1986-present), which delivers timely, full-text news 
stories on finance, business, science, labor, education, and more
3. Business DateLine (1985-present), which contains the full text 
of articles from 110 regional business publications from the United 
States and Canada
Chapter
Word Processing Software
Word processing is the use o f computer software to produce a text m anu­
script. By merging the capabilities o f a computer and a typewriter, the user 
gains almost unlimited flexibility. Error correction, document form atting  
text insertion and deletion, and text movement and copying are features o f 
word processing that greatly improve the efficiency o f the document 
production process. This chapter describes word processing software and  
how the auditor can use it to facilitate the audit.
REASONS FOR USING WORD PROCESSING SOFTWARE
Advantages of Word Processing Software:
1. Error correction is  v a s t ly  fa c ilita ted . S u c h  fu n c t io n s  as s p e l l­
c h e c k in g  o b v ia te  th e  n e e d  to  r e ty p e  e n tir e  p a g e s  o r  d o c u m e n t s  to  
c o r r e c t  s p e l l in g  o r  g r a m m a tic a l errors. O n ly  th e  s p e c i f ic  erro rs  
n e e d  b e  c o r r e c te d .
2 . Reusable manuscripts c a n  b e  sa v e d  fo r  la ter  u se . B o ile r p la te  m a n u ­
sc r ip ts , s u c h  as c o n f ir m a t io n  le tte r s  o r  e n g a g e m e n t  le tters , c a n  b e  
r e c a lle d  a n d  r e v is e d  w it h  a m in im u m  o f  k e y b o a r d  en try .
3 .  Many form atting options are a va ilab le . L in e  sp a c in g , ty p e  fo n ts , 
a n d  ch a ra c ter  e m p h a s is  are a m o n g  th e  fea tu res  a v a ila b le  th a t 
im p r o v e  th e  p r o fe s s io n a l a p p e a r a n c e  o f  th e  f in a l d o c u m e n t .
4 .  Schedules, graphs, and text can be incorporated in to  th e  d o c u m e n t  
fr o m  o th e r  so f tw a r e  p a c k a g e s . F or e x a m p le , a  sp r e a d s h e e t  s h o w in g  
v a r io u s  f in a n c ia l ra tio s  c a n  b e  im p o r te d  a n d  in c lu d e d  in  th e  b o d y  
o f  a  w o r d  p r o c e s s in g  d o c u m e n t .  G ra p h s c a n  a ls o  b e  im p o r te d .  
A  f in is h e d  d o c u m e n t  c o m b in in g  te x t , data , a n d  g r a p h s  c a n  e a s ily  
b e  a s s e m b le d  u s in g  w o r d  p r o c e s s in g .
5 .  Mail merge c o m b in e s  th e  a d v a n ta g e s  o f  w o r d  p r o c e s s in g  a n d  
D B M Ss. M ail m e r g e  is  u s e d  fo r  sta n d a rd  d o c u m e n t s  th a t are  g o in g  
to  b e  s e n t  to  a  la rg e  n u m b e r  o f  a d d r e s s e e s . F or e x a m p le , in  g e n e r ­
a tin g  c o n f ir m a t io n  le tters, a  w o r d  p r o c e s s o r  w o u ld  p r o d u c e  th e  
sta n d a rd  c o n f ir m a t io n  letter. A  D B M S w o u ld  c o m p i le  a  lis t  o f
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addressees. The mail merge feature sequentially accesses the 
addressees in the DBMS, inserts the addresses into the boiler­
plate confirmation letter, and produces individualized letters for 
each addressee.
Disadvantages of Word Processing Software:
1. The audit staff may need training to develop keyboarding skills.
2. Training is required for the administrative and audit staffs in the 
use of advanced features. Most administrative and audit staff mem­
bers quickly become proficient in the basic functions of word 
processing, such as adding, editing, deleting, moving, and copy­
ing. However, the effective use of advanced features, from which 
real productivity gains result, often requires staff training.
Word Processing Applications
C on sidera tion  o f  the In tern a l C on tro l S tru ctu re
Documenting understanding. The capability of word processing software 
to add, edit, and delete text facilitates the auditor’s documentation of the 
client’s internal control structure. It also provides a file that can easily be 
updated in successive audits.
Internal control questionnaires. The initial preparation of an internal control 
questionnaire can be expedited by word processing. The template can then 
be used over again, and quickly modified to adapt the generalized internal 
control questionnaire to specific audits. Inappropriate questions can easily 
be deleted so as to produce a questionnaire tailored to a specific situation.
D evelop in g  A u d it P ro g ra m s
Word processing is particularly useful in customizing a generalized audit 
program to a specific situation. Typically, an audit program is developed 
with steps to cover any eventuality. With a little foresight, audit program 
steps can be developed with cues about when (that is, in what situations) 
a particular audit program step should be included in the final audit pro­
gram. Using word processing, it is easy to delete the unnecessary audit steps 
to produce the final audit program tailored to the specific situation.
R eportin g
Financial statement preparation, auditors’ reports, and management letters 
all involve text generation. As noted, a word processor can import schedules 
from spreadsheets to enhance the presentation of financial statements. Word 
processing can easily edit reports and management letters to produce custom­
ized and attractive documents.
See exhibit 12.1 for examples of word processing software packages.
WORD PROCESSING SOFTWARE
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Exhibit 12.1
Examples of Word Processing Software
Name Vendor
MULTIMATE
W ORD
WORDPERFECT  
W ORD STAR 
Audit Program  G enerator  
D o cu m a p
Ashton-Tate
M icrosoft
W ordPerfect
W ord Star
AICPA
AICPA
Appendix A
Testing Computer-Based 
Controls
An auditor may be able to assess control risk below the maximum level for 
some or all financial statement assertions by—
1. Identifying specific internal control structure policies and proce­
dures relevant to specific assertions that are likely to prevent or 
detect material misstatements in these assertions.
2. Performing tests of controls to evaluate the effectiveness of such 
policies and procedures.1
Tests of controls are “procedures directed toward either the effectiveness 
of the design or operation of an internal control structure policy or proce­
dure.” 2 The evidential matter obtained through these tests of control may 
provide the basis for assessing control risk below the maximum and making 
subsequent decisions regarding the nature, timing, and extent of substan­
tive tests.
Controls in an EDP environment are frequently categorized as general 
controls and application controls. General controls deal with issues of 
organization, authorization, access control and security, and development 
and protection of programmed procedures. Application controls deal with 
the specific input, processing, and outputs of applications systems. General 
controls are important because their design and operating effectiveness can 
affect application controls directly.
When planning the tests of controls, it may be useful to recognize that 
some CAATs can provide functions (such as selection of samples, summariza­
tion and analysis of data, and testing of extensions and footings) that can be 
used as dual-purpose tests of controls and of account balances. Generalized 
audit software, customized audit software, specialized audit software, utility 
programs, or the query languages available with database packages are 
CAATs that provide these functions.
1. SAS No. 55, C on sidera tion  o f  the In tern a l C ontrol S tructure in  a  F in an cia l S ta tem en t 
A u d it  (AICPA, P rofession al S tan dards, vol. 1 , AU sec. 319.30).
2. SAS No. 55 (AICPA, P rofession al S tan dards, vol. 1, AU sec. 319-34).
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This appendix describes tools and techniques that may be used by the 
auditor to test computer-based controls in an accounting system. Because of 
the importance of sound access controls to achieving a lower assessed level 
of control risk, these techniques are most likely to be cost-effective in enti­
ties large enough to segregate duties. Thus the techniques discussed in this 
appendix generally are employed in more complex processing environ­
ments, although they may also be used in other environments (such as those 
using minicomputers or microcomputers) in appropriate circumstances.
Although these techniques are frequently used to test controls embedded 
in application systems, they can also be used to test general controls. CAATs 
that may be used to test general controls include such techniques as analysis 
of “job accounting data”; use of systems control audit review files (SCARFs); 
and review and use of the procedures and programs in the operating system 
designed to manage the maintenance and development of program libraries, 
provide access controls, and ensure systems security (these techniques will 
be discussed in detail in later sections).
PLANNING CONSIDERATIONS
Because of their complex nature, expertise in computer environments and 
procedures is often required to perform these tests, and thus may require 
significant involvement of computer specialists. This should be kept in mind 
when planning the audit.
Another planning consideration is the extent to which the work of internal 
audit EDP specialists may be used. The work of a competent internal audit 
staff, who systematically tests the internal control structure, may contribute 
significantly to evaluating the operating effectiveness of the controls.
The tests of controls discussed in this appendix can be divided into 
several categories: techniques used to perform program analysis, techniques 
that are used to test application programs, techniques that are used for con­
tinuous testing, and techniques for review of operating systems and other 
systems software. The techniques are grouped as follows:
Techniques fo r  program analysis
• Code review
• Comparison programs
• Program flowcharting software
• Tracing and mapping
• Snapshots
Techniques fo r  program testing
• Test data
• Test data generators
• Base case system evaluation
• Integrated test facility (ITF)
• Parallel simulation
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Techniques fo r  continuous testing
• Embedded audit modules
• Systems control audit review files (SCARFs)
• Extended records
• Transaction tagging
Techniques fo r  review o f operating systems and other systems software
• Job accounting data/operating systems logs
• Library management software
• Access control/security software
TECHNIQUES FOR PROGRAM ANALYSIS
Program analysis techniques allow the auditor to gain an understanding of 
client programs, which can then be used to test their design and operating 
effectiveness. These techniques are used infrequently, most often in tandem 
with programs that incorporate application controls. Auditors may obtain 
an understanding of client systems by reviewing documentation. In some 
situations, the auditor may also review the actual programs; this may be 
important when documentation is inadequate or perceived to be at variance 
with the actual program.
The techniques of program review require a high level of EDP expertise and 
are relatively time-consuming processes. Thus, the use of these techniques 
would ordinarily be limited to programs that have particular importance in 
providing a key processing function or a significant control when other, 
more efficient tests are unavailable.
In using program analysis techniques, the auditor may wish to determine 
that the program being analyzed is, in fact, the actual production (object) 
version of the program in use for the entire period covered by the audit, or 
that changes during the period have not affected the programmed controls. 
Changes in programs can be detected by review of the program change logs, 
or by comparing the current program with an auditor-controlled historic 
copy of the program.
Code Review
Program code review can be used to confirm the logic of processing routines. 
However, this technique is extremely time-consuming and requires a very 
high level of EDP expertise. Thus, it frequently may not be cost-effective 
except for programs or subroutines that are critical processing elements in 
the client’s system (for example, interest calculations or rate structures).
The auditor may wish to verify the machine language or object code. (See 
the sections that follow for techniques to accomplish this.) However, this is 
often not practical, and so the auditor may instead review the source code 
and then perform procedures to ensure that the source code examined is 
that used to produce the object code version of the program in production.
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This may require compilation of the verified source code and comparison of 
the object program thus obtained with the production program.
In addition, the auditor may perform procedures to ascertain that the 
program verified has in fact been the program in use through the accounting 
period under audit. The auditor also may wish to review changes to the 
routine under examination. The auditor will need to consider whether 
undocumented changes might have been made at any time during the period.
Comparison Programs
Comparison programs allow the auditor to compare computerized files. 
They can be used in a program analysis to ensure that the auditor has the 
same version of the program the client is using. The auditor can compare a 
source program against a controlled version, or can compare the “produc­
tion” object program against an audit version produced by the compilation 
of the previously analyzed source program.
Program comparison can also be used to detect undocumented or 
unauthorized changes in key programs. To do this the auditor obtains a 
“controlled” version of the program from the preceding audit or from the 
systems development documentation. Such comparisons demonstrate that 
the program is unchanged only as of specific points in time. The auditor may 
also wish to review general controls over program changes.
Flowcharting Software
Flowcharting software uses the source version of programs to produce flow­
charts of program logic. In addition, they identify input and output files and 
often provide cross-reference listings. Flowcharting software is available in 
both the mainframe and microcomputer environments. The flowcharts thus 
produced can help in the analysis of programs and can somewhat reduce the 
need for specific knowledge of programming languages. However, for large 
programs they produce voluminous flowcharts that are still time-consuming 
to analyze. Thus, although flowcharting software is useful when program 
analysis is necessary, it is still a tool that should be used sparingly.
Program Tracing and Mapping
Tracing is a technique in which each instruction executed is listed along with 
control information impacting that instruction. Mapping identifies sections 
of code that can be “entered” and thus are executable. These tools can help 
the auditor recognize logic sequences or dormant sections of code, the 
existence of which may be a potential source of abuse or unauthorized 
use. These tools can be incorporated into the application program source 
code during development, and subsequently activated. Other tracing and 
mapping programs can be run by the operating system program in question. 
Because tracing and mapping are extremely time-consuming, these tools 
should be reserved for special circumstances.
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Snapshot
The snapshot technique can be used to document, or take a picture of, the 
status of program execution, intermediate results, or transaction data at 
specified points in the program processing. The event triggering the snapshot 
can be a specific data condition, the execution of a specific instruction, or 
the occurrence of a particular transaction. In the latter case, the snapshot 
can be triggered by a “tagged transaction” and could allow the auditor to 
examine the impact of specified transactions on other files. Snapshots, 
like tracing, are useful when the auditor wishes to analyze the processing 
logic of specific programs. The auditor should consider whether he or she 
has the technical expertise to understand these tools and evaluate their 
design and operating effectiveness.
TECHNIQUES FOR PROGRAM TESTING
Program testing involves the use of auditor-controlled data to test programs 
and related procedures. The auditor-controlled data may be simulated or 
actual client data that are selected and controlled throughout the test. For 
example, a prior month’s transaction file could be used as test data if a review 
of that data reveals that it contains a sufficiently wide variety of trans­
action types and exceptions to adequately test the programmed control 
procedures of interest to the auditor. Considerations to be addressed are 
the possibility that (1) production data may not include all exceptions that 
the auditor plans to test, and (2) the volume of normal production data may 
increase the amount of work needed to verify that all processing occurred 
as expected. Whichever approach is chosen, the test data used should be 
relevant to the assertion that the auditor is testing.
The use of program testing can provide direct evidence about the opera­
tion of programs and programmed controls. Questions of timing of the tests, 
source of the test data used, and identification of the version of the program 
tested are all issues that the auditor may wish to consider in planning and 
executing the test. The techniques discussed in this section, except for the 
integrated test facilities, are after the fact. Evidence is generated through the 
use of testing procedures in a time frame separate from the actual processing 
of live data.
Test Data
Test data are a set of transactions processed by the auditor to test the pro­
grammed controls or the procedural operations of the client’s computerized 
applications, or both.
The use of test data to perform tests of controls is advantageous when 
control procedures are heavily embedded in programmed routines, or when 
the volume of processing is so high that verification of system performance 
(and controls) would otherwise involve a fairly high volume of manual 
verification of results.
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G en era tin g  the Test D a ta
To properly develop test data, however it is obtained, the auditor first 
obtains a thorough understanding of the process being tested to ensure that 
the test data are representative of the types of transactions, master records, 
and processing conditions that the client’s systems and programs are 
designed to prevent or detect. Occasionally the documentation of the test­
ing process during system development can provide an additional rich 
source of test material for the auditor. Other important considerations are 
timing and control over the test data used, the particular version of the 
program actually tested, and the adequacy of the controls in the operating 
environment in which the test actually occurs.
The test data are processed using the client’s application program or pro­
grams, and the actual results of processing are compared to the expected 
results. The auditor determines the expected results by independently 
calculating or determining the results as they would be if the application 
being tested contained effective programmed controls that perform as speci­
fied in its documentation. If actual results match expected results, the test 
provides evidence that the program is functioning as designed and that the 
programmed controls are present and functioning effectively (as of the date 
of the test) for those conditions tested.
T im ing the Use o f  Test D a ta
When using test data, it may be useful to ascertain that the program being 
tested is the one actually used for regular processing. A different program 
might be substituted for the regular one to satisfy the auditor and to appear 
proper. Even without a deliberate attempt to deceive, the regular production 
program could differ from the version tested because of maintenance 
changes, program “patches,” or carelessness. The auditor may wish to con­
sider the adequacy of the controls over system approval, file and program 
changes, and access to files, programs, and documentation. In addition, the 
auditor may consider running test data through the application programs at 
various times during the period under audit to ascertain whether the tested 
programmed controls functioned effectively throughout the period. Another 
factor the auditor might consider is how the test will be applied. The test 
data approaches can be classified into those techniques requiring the client’s 
application program to be processed in a “test” mode and those requiring it 
to be processed in a “live” mode. The auditor may wish to consider the 
mode in assessing the impact of the test.
Test data can be used in a test mode by using duplicate copies of files 
during processing. In this case, the auditor should consider determining that 
the object version of the application program used for testing is the current, 
authorized version used in regular processing. This may be accomplished by 
reviewing the logs produced by program library maintenance software in 
order to identify programs or to compare the program being tested with an 
auditor-controlled copy. Occasionally the auditor may decide that the use of 
“live” data may help ensure that the test will be more representative of the 
actual processing environment. The decision to use “live” data increases the
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complexity of the testing process and thus should be used only when the 
auditor determines that it is advantageous. If live or actual production files 
are used, it is important that the effects of the test data on the files, including 
the statistical and quantitative data the client may maintain, are reversed.
Test D a ta  G enera tors
The development of test data is time-consuming, requiring test examples of 
all significant variables that can exist within the client’s transaction and 
processing options. Test data generators are software programs that can be 
used to simplify and facilitate the development of test data.
These test data generators can be used to automatically generate data 
items that have attributes specified by the auditor. Furthermore, these 
programs can then create the machine-readable records and file structures to 
make the chosen elements operational for the test. Thus, test data generators 
are basically productivity tools for those instances when the auditor has 
chosen to perform tests of control through the use of simulated or auditor- 
generated data. Because of the need to determine expected test results, 
the auditor making use of production data or test data generators would 
ordinarily keep test data volume to the minimum required.
Base Case System Evaluation
Base case system evaluation (BCSE) represents a special case of test data. 
BCSE occurs when an extensive and all-inclusive set of test data is developed 
in an attempt to test every possible data and processing condition within 
an application.
Because the test data are so extensive, development of BCSE is an 
extremely time-consuming and expensive process, and its use is most likely 
to be cost-effective for a large client in systems with material impact on the 
financial statements.
Because the testing process is comprehensive, BCSE can provide a greater 
level of assurance than the traditional test data approach. Furthermore, BCSE 
can be used to test existing systems periodically, detect unauthorized 
changes, or test revised systems to ensure that they still meet previously 
defined objectives. The extensive time and the expense involved in develop­
ing and maintaining a base case may make use of a “base case” developed by 
the client desirable. The base case may be developed when going through 
systems testing or by the client’s internal audit staff. When this occurs, the 
auditor should consider the guidance in SAS No. 65, The Auditor’s Consider­
ation o f the Internal Audit Function in an Audit o f Financial Statements 
(AICPA, Professional Standards, vol. 1, AU sec 322).
Integrated Test Facility
An integrated test facility (ITF) is the establishment of a “dummy” entity 
through which data can be processed. The entity can be a fictitious division, 
store, dealer, department, customer, employee, subsidiary, account, or any 
other basis of accumulation of accounting information. After the entity is
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established, the auditor can process transactions against it using the client’s 
regular system. The ITF processing should be representative of normal 
processing. Use of ITF requires significant advance coordination with client 
staff (EDP and internal audit).
A pproach es to  Using ITFs
The ITF data are entered into the system with live data and processed in 
the same way. Consequently, the test transactions should be removed 
from the system at some point. The auditor determines the transaction or 
master file conditions to be tested and, as with any test data approach, com­
pares the actual results of processing the ITF data to the predetermined 
processing results.
ITF can be implemented by two general methods. They vary only in the 
way the auditor’s transactions are filtered out of the system. One method 
allows the processing of the test transactions through the complete financial 
processing cycle to ultimate outputs. The test transactions will work their 
way through the client’s records to the general ledger. At this point, journal 
entries would be prepared to reverse the effects of the test data. Other 
actions may be required, such as preventing products from being shipped or 
checks from being written as a result of the test transactions. Also, inter­
mediate summaries or control information must be adjusted to eliminate 
data representing the ITF entity in order to develop useful management 
information. The method selected in a particular situation would depend 
mainly on the nature of the application being tested. If the client is a finan­
cial institution, state and federal regulatory authorities may not allow the 
establishment of fictitious accounts.
The other method involves modifying one or more programs within 
the application to filter out the test transactions before their inclusion in 
any corporate financial report or other significant output. However, modi­
fication of the application programs may be difficult and costly unless 
the ITF is included in the system design phase of application development. 
In addition, the auditor may wish to consider the audit control aspects of the 
ITF data: Can the ITF data be identified and processed somewhat differently 
than other data?
C on sidera tion s f o r  the Use o f  ITFs
An ITF allows testing of the whole system—manual procedures as well as 
computer procedures. The auditor can monitor test data from the point of 
its authorization and input into the system to its final disposition in output. 
The resulting transaction and file interactions caused by the test data can 
be reviewed, as can the manual procedures applied. Finally, the testing can 
be done in a line-operating environment.
Because ITF transactions are processed with regular input, this approach 
may be more economical than applying other test data approaches. However, 
for the ITF technique to be most effective, the client personnel who are
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aware that test data are being introduced into the processing cycle should be 
limited to those who require that knowledge for proper performance of 
their duties. Although other test data approaches may be used to enhance 
the auditor’s understanding of the system, it is valuable to obtain a thorough 
understanding of the system before undertaking the ITF approach. This 
understanding should include the effects of the ITF data on all related files 
and systems interfaces.
Parallel Simulation
Parallel simulation is a technique in which the auditor uses one or more 
auditor-controlled programs to read and process client data, simulating the 
specific aspects of the client processing system and programs the auditor 
intends to test. In this approach, the auditor uses live data in a simulated 
system to verify whether those data produce the same results as when 
processed by the client system. (Parallel simulation differs in its approach 
from the preceding methods, which use simulated or test data processed 
by the client’s system.) The programs used in parallel simulation can be 
specially written processing programs, utility programs, or elements of a 
generalized audit software package.
Still another approach is for the auditor to obtain a verified copy of the 
client’s processing programs and maintain those programs in an auditor- 
controlled environment that will not be affected by any subsequent 
unauthorized changes in the client programs. What is required to produce 
the simulated process is a thorough understanding of the client’s system and 
its predictable processing results. When client data have been processed 
through the simulated system, the results can be compared to the results 
produced by the client system to gain evidence as to the reliability of the 
system (test of control), or as to the accuracy of results (substantive test). 
Parallel simulation ordinarily is used for only a limited segment of the 
application, such as a particular calculation or classification function. This 
technique can be particularly useful for complex processing systems where 
manual tracking or verification would be too time-consuming and expen­
sive, or in applications in which a series of calculations and processing steps 
do not provide intermediate results. It should be noted that taking this 
approach would test only those exception conditions that occurred in the 
period sampled. However, so long as the auditor is aware of the conditions 
tested and those absent, this approach can be effective.
Parallel simulation can provide several advantages. First, it allows the 
auditor to use existing client data. This eliminates the preparation of test 
data while allowing the auditor to process larger volumes of data, increasing 
the scope of tests and reducing the concern over small sample sizes. For 
example, using the transactions for a month or a quarter allows the compari­
son of test results with actual monthly or quarterly reporting. In addition, 
this approach allows the auditor to test more readily on a surprise basis and 
to test more frequently without disrupting the client’s system or possibly 
distorting the client’s files.
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TECHNIQUES FOR CONTINUOUS TESTING
Many computerized accounting systems are now employing processing 
techniques that make traditional audit approaches using historical data 
ineffective. Many “advanced systems” are characterized by loss of permanent 
audit trails, requiring capture of audit data as transactions are processed. 
Characteristics such as data sharing and integration, data communications, 
automatic transaction initiation, and interaction of processing systems tend 
to minimize or even eliminate the traditional sources of audit evidence. 
Systems with these characteristics may require audit procedures with the 
ability to identify and capture audit data as transactions occur.
Techniques that collect evidence as transaction processing occurs are 
called continuous or concurrent auditing procedures. These concurrent 
procedures tend to take two approaches:
1. Special audit modules are developed to recognize and capture 
audit data as it occurs and hold it for subsequent audit.
2. Particular transactions or events are tagged so that these items trigger 
an audit or logging function.
Embedded Audit Modules and Audit Hooks
Embedded audit modules are programmed routines incorporated into the 
application program that are designed to perform an audit function. The 
function could involve a special calculation, a logging activity, or another 
audit. These audit modules can be designed to execute automatically or only 
when activated by an auditor command.
Embedded audit modules require that the auditor be involved in systems 
design of the application to be monitored. This frequently is not practical, 
and thus the use of embedded audit modules is limited. Furthermore, there 
is the possibility that an audit module can be accessed and examined by the 
client, thus raising the need for the auditor to ensure that the general controls 
are strong enough to prevent unauthorized modification of these modules. 
Audit hooks may be used when the auditor does not currently need an 
embedded module but wishes to make provision for a future routine. An 
audit hook is an exit point in an application program that allows an auditor 
to subsequently add an audit module (or insert the programmed instruc­
tions) by activating the audit hook to transfer control to an audit module. 
Embedded audit modules are frequently employed with systems control 
audit review files or extended transactions.
Systems Control Audit Review Files
A systems control audit review file (SCARF) is a special log used to collect 
information for subsequent analysis and review. Usually created by an 
embedded audit module that monitors transactions at designated points 
within an application program, a SCARF selects and logs transactions based 
on auditor criteria for subsequent review. The criterion for logging to the 
SCARF may be a particular type of transaction, a dollar or quantity limit, or 
other identifying characteristic.
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Extended Records
The extended records technique appends additional audit data (which 
ordinarily are not captured or saved) to regular historic records. This type of 
information might include items such as names of individuals authorizing 
transactions that fail a criterion or normal processing rule. Thus, the extended 
record provides a more complete audit trail. This technique, like a SCARF, 
provides concurrent capture of audit data for subsequent review and analysis. 
Like the two previous techniques, extended records require that provision 
be made at the time of a systems design and development. In some cases, 
extended records may significantly increase client file storage requirements 
and thus the benefits of this approach must be weighed against the cost.
Transaction Tagging
Tagging is a technique in which an identifier giving the transaction a special 
designation is affixed to the transaction record. The tag is used to trigger 
special logging or snapshot activities as the transaction moves through 
predetermined points in application processing. The tag can be added to the 
input manually or it can be added by programmed routines that test trans­
actions for predefined criteria that identify the transactions to be tagged. 
This technique requires either preplanning during systems development or 
potentially costly modifications to existing programs. Following tagged 
transactions through the system helps verify the processing logic and the 
controls contained within a program or system.
TECHNIQUES FOR REVIEW OF OPERATING SYSTEMS 
AND OTHER SYSTEMS SOFTWARE
Systems software provides programmed services that perform management 
and control functions for the computer system as a whole. These functions 
can include resource management and allocation, including internal and 
external storage, communication facilities, program libraries, access and 
security functions, and logging the use of systems resources. Frequently, 
these functions are provided directly by the operating system. In other cases, 
some of these functions are provided by additional software packages.
In addition to providing efficient use of computer resources, the existence 
of an operating system and other systems software can enhance the control 
environment. The auditor may wish to review the structure of the systems 
software in use throughout the period under review to gain an understand­
ing of the operating (and thus the potential control) environment 
represented by the installed systems. This can be done by reviewing the 
systems documentation available, by reviewing the systems generation/ 
installation process, and by reviewing those procedures the installation has 
in place to prevent unauthorized changes to the systems software.
Adequate segregation of duties between systems programming and other 
elements of the EDP environment (operations and application programming) 
is an important protection against unauthorized changes to the operat­
ing system. Restricted access to systems-changing utilities and privileged
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operations modes is essential. Review of systems logs and scanning program 
libraries for unexplained changes are some of the computerized techniques 
that can be employed to review the authenticity of the systems software. 
These procedures require a high level of EDP expertise.
When the systems software has been assessed as reliable, its facilities can 
become a valuable tool in reviewing the use and reliability of data files and 
application programs.
There are a number of software tools that the auditor can use to review 
operating systems performance and interrogate operating systems files and 
libraries. These can vary from the use of user-written programs to the use of 
purchased operating systems monitoring software such as CA-EXAMINE. 
These monitoring programs retrieve and analyze system parameters and 
control information that allow the auditor to assess the control functions 
incorporated within the operating system. Other possibilities include the 
use of utility packages such as SAS or fourth-generation languages such as 
FOCUS to analyze and report on systems log data.
Job Accounting Data/Operating Systems Logs
Many computer manufacturers provide software to generate utilization reports 
of the resources used by the computer system. These utilization reports or 
logs may be generated by the operating system itself or by additional soft­
ware packages that track particular functions, such as communications or 
access control. One widely used logging function is Systems Management 
Facility (SMF), which is IBM’s log for the OS system.
The information from these logs can be used for computer services 
accounting purposes and to improve operations efficiency. However, because 
it provides a record of the activity of the computer system, the auditor may 
be able to use job accounting/logging software to review the work processed, 
and to determine that unauthorized applications were not processed and 
that authorized applications were processed properly. For example, the 
auditor could use job accounting data to determine whether production 
programs were run at the correct time and the expected number of times 
according to the schedule set up in the client’s control procedures.
Most of these systems accounting/logging functions provide data on 
the use of system hardware features, amount of CPU time used, access to 
data files, access to programs, and use of other computer resources. Other 
logging facilities could track the frequency of access/security violations or 
use of terminals or lines in a telecommunications network. Depending on 
the type of job accounting software and how it is implemented at the loca­
tion under review, the auditor can (1) review the reports produced by the 
client in normal processing, (2) use the software to generate special reports 
directly, or (3) use the software to create a file of requested utilization data 
that can be analyzed selectively.
Analysis of the job accounting files may be aided by the use of generalized 
audit software, specialized audit programs, or additional software packages 
developed specifically for this purpose. When considering the use of job 
accounting data, the auditor may wish to review the controls over access to 
programs and files. This review may help in determining the reliability of
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the job accounting data. The auditor should also inquire about any options 
the system may provide to selectively activate and deactivate specific types 
of logging, and may wish to consider the effectiveness of controls over the 
use of these options. It may also be possible for a client-written code to 
create, modify, or delete specific records before they are written to the log.
Library Management Software
Operating systems contain many libraries—for example, object code, source 
programs, and Job Control Language (JCL). The operating systems provide 
routines to manage and log the activities for these libraries. These services 
can be supplemented by additional management software. These library 
logs contain information on the programs, data files accessed, changes made 
to programs, and use of the ZAP utility. (The ZAP utility is a program within 
an operating system that can be used to change data or programs directly, 
bypassing normal controls over program or data file changes.) Reviewing 
these logs, where volume permits, can keep the auditor informed of access 
and manipulation of the libraries and data files maintained under the operat­
ing systems. At a minimum, the library management software should log 
all changes to programs, program modules, and job control language. 
Many library control packages also provide other security or access control 
functions, which could include encryption or, more frequently, the use of 
passwords to restrict access to programs in the library, to restrict access to 
subroutine modules during linkage editing, or to restrict access to the job 
control language that orders systems operations.
In addition to the logs of program changes, the library management 
software can be used to produce program listings and status reports for the 
various libraries. There is a variety of tools available for accessing such data, 
printing it, or both. These tools include utilities within the operating system, 
report writer software, and, in some systems, on-line inquiry. A number of 
supplementary program library management packages can be purchased to 
enhance the library management and reporting function. Two such packages 
are CA-Librarian and Pan Valet, which provide functions such as logging 
code changes and maintaining copies of various versions of programs.
Access Control and Security Software
Access and security software supplements the physical security and control 
measures in use in an installation. Although the software is useful in any 
environment, it is particularly critical in on-line environments or in systems 
with data communications because of the general inadequacies of physical 
security measures in those environments. Access control and security 
software is designed to restrict access to systems resources to authorized 
personnel. The systems resources involved include data files, program 
procedures, logs, and hardware resources such as terminals, communica­
tions lines, and file servers. Another resource that should be protected is the 
security data that define access protocols and legitimate users.
Most programmed access/security provisions depend on some form of 
password or user identification, usually implemented on a hierarchical
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basis. Under this plan, some users will be allowed read-only access, whereas 
other users may both access and change data. Another approach sometimes 
used is encryption as a means of rendering improperly obtained informa­
tion useless. Encryption or other encoding is particularly useful in data 
communications, although not necessarily limited to that area.
In addition to performing the security functions, access/security programs 
will collect and report on activities such as authorized accesses, attempts at 
unauthorized usage, maintenance to the security data/passwords/encryption 
codes, and use of bypass or privileged systems facilities. If understood and 
accessed in a timely fashion, these security logs can provide a rich source of 
audit data regarding the use and maintenance of system resources.
Besides the access controls included within the operating systems, any of 
a number of security packages can be installed to provide a higher level of 
control. These packages utilize the concept of user identification and access 
authorization, and will log user activity and security violations. Some popular 
security software packages for mainframe environments that provide logical 
access control for both on-line and batch processing are RACF, ACF2, and 
Top Secret.
A variety of access control/security products are available for micro­
computer systems. Some of these, such as the microcomputer audit card, 
are a combination of hardware devices and software. The microcomputer 
audit card provides user identification and access control and provides a log 
of user access. Other microcomputer-based access control packages are 
TRAQNET 2000 and STOPLOCK IV.
Appendix
Data Representation, 
Storage, and Concepts
Because auditors frequently are required to access client data during the 
audit process, they need to understand the concepts of data management, 
file structures, and data structures. The discussion in this appendix relates 
primarily to IBM mainframe data representation and storage. However, many 
of the concepts are relevant to almost all business computer systems.
DATA REPRESENTATION
Most client data are stored electronically on either tape or disk storage. The 
exact manner in which the data are physically stored depends on the storage 
device used. Users of the data generally need to be concerned only with 
the logical relationships of data elements. The auditor, however, will often 
need to deal with both the logical and the physical aspects of data storage. 
Data representation is the relationship or scheme by which data stored 
on physical media is related to the logical data elements with which the user 
is concerned.
Exhibit B.1 represents the relationship of physical storage elements (bits, 
bytes, blocks, volumes) to logical data (characters, fields, records, and files). 
The hierarchy represented in exhibit B.1 has the following elements:
• Bit—a binary digit; a unit of data in binary notation.
• Byte—the smallest addressable unit of information that a computer 
system normally needs to access. In general, each byte (consisting 
of eight bits) represents one character (a numeral, letter, or other 
special symbol).
• Field—a group of characters (bytes) that represents an item of infor­
mation such as a name, a street address, or the number of units 
in stock.
• Record—a group of related fields. A record in a payroll file may con­
tain many different types of information (fields) about a particular 
employee, such as name, address, job category, and salary.
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• Block—the physical data on tape or disk consisting of one or more 
records. A block moves between computer input and output 
devices as a unit.
• File—a logical grouping of records that relates to a particular subject. 
For example, a file consists of the payroll records for all employees 
as of one month.
• Volume—a physical storage unit (a reel of tape or a disk). Several files 
may be stored on a single volume. A large file may be stored on two 
or more volumes.
Because most business computers are finite state devices, they operate in 
one of two states: an electric current either runs or does not run; a magnet 
is magnetized in one direction or another; a switch is either on or off. The 
two physical states of electronic switches in the computer are symbolized by 
the numbers 0 and 1. When data are stored or processed by the computer, 
each character or numeral is represented by a unique series of zeros and 
ones. Each digit in a series (that is, each zero or one) is called a bit. Com­
puters use binary arithmetic to represent and process data. Binary arithmetic 
uses a base-two system (0,1), unlike decimal arithmetic, which uses a base- 
ten system (0,1,2,3,4,5,6,7,8,9).
The relationship between a decimal and binary number may be 
expressed by a binary coded decimal (BCD) equivalent in which each digit 
in a decimal number is represented by a series of bits. A series of four bits can 
represent up to sixteen different values and thus is sufficient to store one 
decimal digit (0 through 9). To store more than this (for example, the alpha­
betic characters A through Z), the number of bits used must be increased.
A four-bit series can represent only six characters beyond the ten decimal 
numbers. A standard five-bit binary series would allow for only thirty-two 
(25) characters, whereas a six-bit series would allow sixty-four (26) characters 
to be represented. However, even a six-bit series does not allow for other 
symbols such as punctuation marks. As a result, an eight-bit series, which 
allows for a total of 256 (28) characters, is widely used. The eight-bit series 
also provides enough unique combinations of zeros and ones to allow for 
many special symbols (frequently used for graphics) as well as both upper- 
and lower-case letters, punctuation marks, and numbers. Today, virtually all 
computers use a standard-length eight-bit series to represent numeric, alpha­
betic, and special characters.
In addition to information on the number’s absolute value, the computer 
stores information on the positional value. The byte, ordinarily made up of 
eight bits, is often referred to as the smallest unit or bit combination that can 
represent a character or a place position. In a part number with the value 
“2ABC01” there are six characters or positions. The first character is “2” the 
second character is “A” and so on. The characters in this number are stored 
in six bytes—one byte for each character. This is a typical way of storing data.
The two common 8-bit coding schemes for storing characters are Ameri­
can Standard Code fo r  Information Interchange (ASCII) and Extended 
Binary Coded Decimal Interchange Code (EBCDIC). ASCII was the first 
code adopted for general use in computers required to manipulate both
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alphabetic and numeric characters. It originated in telegraph and teletype 
operations and has evolved from a six-bit series (capable of representing sixty- 
four characters) to an eight-bit series (capable of representing 256 characters).
EBCDIC was developed by IBM and is used on most IBM computers 
(except its microcomputers, which use ASCII). EBCDIC is based on an eight- 
bit coding scheme. The first four bits are called zone bits, and the last four 
bits are called digit bits. The combination of zone and digit bits also allows 
for 256 characters.
Although an eight-bit series (a byte) allows flexibility (it can represent up 
to 256 different characters), it is inefficient for storing numeric data alone. 
No decimal number requires more than four bits to represent each digit. 
Therefore, if an eight-bit byte is used to represent a numeric character, half 
the bits are wasted. To make the storage of numeric characters more effi­
cient, an eight-bit byte can be divided into two four-bit half-bytes. This way, 
two numeric characters can be stored in each byte. For example, the decimal 
number “1368” would be converted to bits as shown below:
Decimal
Number
1
3
6
8
4 bits 
per byte
0001
0011
0110
1000
8 bits 
per byte
00000001
00000011
00000110
00001000
Consequently, “ 1368” , when stored with one character per byte, is four 
bytes long:
00000001 00000011 00000110 00001000
Storing numeric data in half-bytes is called packing. This approach can 
be used only for numeric data. However, because a large percentage of the 
information processed and stored in computers is numeric, packing 
increases efficiency significantly. Obviously, the computer must be told 
when packing is being used in order to avoid confusion.
DATA FILE ORGANIZATION
Most transaction processing tasks involve creating transaction files, updating 
master files, or preparing reports or documents based on information 
contained in the files. EDP files, like manually maintained files, contain a 
hierarchy of information. The various components of an EDP file are 
explained below:
• An item or fie ld  is a collection of characters or bytes treated as 
a unit.
• A record is a collection of related items or fields of data.
• A file  is a collection of related records that is treated as a unit.
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For example, in payroll processing an employee’s pay rate would be 
a field; a set of all the fields relating to a particular employee would be a 
record; and a complete set of employee records would be a file.
A conventional EDP data file (a file other than a DBMS data file) is a 
collection of related records treated as a unit. A record contains, or is asso­
ciated with, an identification field (for example, a customer number) and 
contains items of information (fields) related to that identifier (for example, 
customer name, item ordered, quantity, invoice number, and dollar amount). 
Each item in a record is represented by a string of characters or bytes called 
a field. A field is a complete, single element of data, frequently referred 
to as a data element. The location of a field is defined as the number of 
positions from the beginning of the record to the first position of the field. 
(See exhibit B.2.)
E x h ib it  B .2  
Location of a Field
Number o f Starting Location
Field Positions Positions in Record
Company Code 
(identification) 1-4 4 1st Position
Account Number 5-10 6 5th Position
Inventory Symbol 11-15 5 11th Position
Storage Location 16-19 4 16th Position
Purchase Amount 20-24 5 20th Position
ILLUSTRATIVE RECORD
Company
Code Account Number
Inventory
Symbol
Storage
Location
Purchase
Amount
1 2 3 4 5 6 7 8 9 1 1 1 1 1 1 1 1 1 1 2 2 2 2 2
0 1 2 3 4 5 6 7 8 9 0 1 2 3 4
A field is made up of a string of bytes consisting of bits (zeros and ones). 
For the computer to know how to interpret the bits, the operating system 
must know the coding scheme (ASCII, EBCDIC) used to represent the data. 
On an IBM mainframe, the operating system assumes that EBCDIC is used. 
In addition to knowing the coding scheme used, the operating system must 
know the format of the field. For example, is the field packed or unpacked, 
alphabetic, or numeric?
There are two general types of data field formats that an IBM mainframe 
computer system recognizes: a character (unpacked) format and a numeric 
(packed) format. The character format is easier to understand because there 
is only one character per byte. Character format fields can accommodate 
numbers and special symbols in addition to letters because they reserve eight 
bits for each character. Fields that are defined as having character-type data 
cannot be used in calculations even if they contain only numeric characters.
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Numeric fields represent only numeric values. There can never be any 
letters or special symbols in a numeric field. There are two numeric data 
formats: packed numeric with sign, and packed numeric without sign.
Unlike character and unpacked numeric data formats that have one 
character or numeral per byte, packed numeric data form ats  have two 
numerals per byte. This requires less space (fewer bytes) to store data.
The packed numeric with sign format stores two numerals in each byte of 
the field, except for the rightmost half of the last byte. The last byte of the 
field contains a numeral in the left half and a sign in the right half. This is 
called a standard sign. The packed numeric without sign format also stores 
two digits per byte. Because there is no sign in this field, each byte in the 
field contains two numerals, including the last byte. This format is not com­
monly used because the field must be converted to packed format with sign 
before it can be used in mathematical calculations.
In non-IBM mainframe environments, data formats may differ. For exam­
ple, in some microcomputer environments, data formats might consist of 
numeric values that are either whole numbers (integer values) or whole 
numbers and fractions (real values).
A data file may contain more than one type of record, each with a unique 
record layout consisting of field format and content. For example, a master 
customer file may include a single record for each customer with a field for 
each of the following items:
1. Account number (identification)
2. Credit code
3. Cycle code
4. Credit limit
5. Customer name and address
6. Count of transactions
7. Date, description, and amount of each transaction
8. Current balance
One alternative, however, would be to create four different record types 
for each customer:
1. An account lead record containing fields for account number, 
credit code, cycle code, and credit limit
2. A name and address record including account number
3. A record for each transaction containing fields for pertinent 
descriptive items such as account number and date, description, 
and amount of each transaction
4. A balance record including account number, current balance, and 
count of transactions
When several types of records are included in a data file, all the records 
associated with a particular identifier may be sorted and placed together. 
Each record in a set may contain the identifying fields or may be identified 
by the previous numbered record. Each record in a set contains a code field
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that indicates its type. Although each type of record in a set is unique, all 
records of a particular type are formatted identically throughout the file. 
This means that in the example in the preceding paragraph, the account 
number, credit code, cycle code, and credit limit would occupy the same 
positions in every account lead record in the file.
Records in a conventional file can be fixed or variable in length. All fixed- 
length records contain the same number of positions. For example, a master 
file in a payroll system might be designed for 100 positions per record and 
all records in the file would be 100 positions in length.
Variable-length records are often used in data files that contain more than 
one type of record. Each individual record type may have a different format 
and a different number of data positions. Variable-length records are also 
used when the number of positions required to store the data varies (for 
example, names and addresses) or because the number of fields varies 
among records of the same type. In the latter situation the number of fields 
usually depends on how many times the same type of information is repeated 
in a record. For example, in a file containing a history of transactions by 
account number, each record might contain a field for each transaction and, 
accordingly, the number of fields in a record would depend on the number 
of transactions in the account.
A block is a group of two or more records. Blocking is the process of 
grouping a number of records before reading or writing them. A block is 
moved between the CPU and the input/output devices as a unit. Blocking 
conserves storage space on the device by grouping individual records in the 
file, thus reducing the amount of unused space required to process a file, as 
each read or write transfers several records (one block of records) at a time. 
When only one record makes up a block, the data in the file are referred to 
as unblocked rather than blocked.
Records and blocks are contained in files. Whether describing a manual 
or a computer-based system, a file is a logical grouping of information. 
It contains information that relates to a particular subject. For example, there 
may be one file that contains all of the accounts receivable information and 
another file that contains information about a company’s employees for 
payroll purposes.
A file may be stored on either disk or tape. The physical tapes or disks are 
called storage devices. When a file is so large that all its data cannot fit on one 
storage device, additional storage devices are used. Each storage device is 
called a volume. A large file may have to be stored on several volumes, or 
several smaller files may be stored on one volume.
PHYSICAL RETRIEVAL
Each physical storage device attached to the computer has a discrete address. 
This address is a combination of characters (for example, x230 might be an 
IBM 3340 disk drive) that will vary among computer manufacturers. These 
addresses are established during the System Generation (SYSGEN) process. 
Once the computer knows the location of the physical storage device, it
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must locate the appropriate data set or file. In magnetic tape environments, 
data sets are located through the use of a volume label, which is the first item 
of information recorded on the tape. In Direct Access Storage Devices 
(DASDs), a volume label and a Volume Table O f Contents (VTOC) are used.
Following the volume label (and the VTOC for DASDs) are the header 
labels (or Data Set Control Blocks [DSCBs] on DASDs), which identify the 
data files contained on the volume. When an application needs to access a 
data set (or data file), the operating system asks the computer operator to 
mount the volume (tape or disk) that was specified by the Volume Serial 
(VOLSER) in the JCL for the application program. Once mounted, the oper­
ating system checks the volume label to ensure that the VOLSER on the tape 
or disk matches that requested by the application program’s JCL. At that time 
it will also perform any security checks previously specified. Then the 
header labels are checked to ensure that the file is the one specified in the 
application program. (In a DASD, the DCSBs describe the nature and loca­
tion of data making up each file on the device.)
Catalogued Files
The basic access techniques previously discussed require the programmer 
to supply information regarding the address of the storage device, file name, 
volume or serial number, blocking factors, record length, and record format. 
This once required a good deal of operator intervention whenever files were 
relocated on storage devices or record formats were changed. To increase 
efficiency and achieve storage device independence, computer manufacturers 
have developed various cataloguing methods that allow the computer to 
determine which storage device to use. In its simplest form, cataloguing 
automatically associates a data set (file) with the physical storage device on 
which it resides and with a VOLSER identification specified in the JCL.
To use generalized audit software, the auditor must know whether 
cataloguing procedures are used. If they are not used, the auditor must 
determine where the data set to be used physically resides. In any event, the 
auditor must find out which version of the data set to use and the particular 
VOLSER and data set name (DSN) for that data set or file. If generation 
cataloguing is used, the auditor must determine the appropriate data set 
generation. Often the auditor will be dealing with a historical generation of 
data sets that may not be resident on the system, and therefore must be 
requested from offsite storage. The auditor also needs to know the default 
expiration periods assigned by the operating system for any data sets newly 
created through use of generalized audit software. Typically, the auditor 
would work with client personnel to obtain such information.
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