Abstract
Introduction
The implementation of a new strategic work process and the integration of a new electronic environment in the workplace, presents new challenges for employees in the 21 st century (Kidwell, 2010) . The incorporation of Internet technologies, computer technologies, information systems (IS), and, the misuse of those technologies, are on the rise daily (D'Arcy & Hovav, 2008; D'Arcy, Hovav, & Galetta, 2009; Wheatherbee, 2010) . Mills, Hu, Beldona, and Clay (2001) defined misuse as "Cyberslacking, cyberloafing, and cyberbludging" (p. 34). According to Whitty and Carr (2006) , "Cyberslacking is the overuse of the Internet in the workplace for purposes other than work" (p. 238). Cyberslacking at the workplace included spending work hours to shop online, visiting pornographic Websites, accessing social networking sites (SNS) for personal use, and utilizing the work computer to manage personal data just to name a few Johnson & Indvik, 2003; Kidwell, 2010; Lara, Tacoronte, & Ding, 2006; Lim & Teo, 2005) . Evidently, cyberslacking diminishes productivity in the workplace in both the governmental and private spheres. Thus, its proliferation in the workplace, in public The frequency of participants' cyberslacking activities was reviewed from prior literature (Akman & Mishra, 2009; Magklaras & Furnell, 2005; Verton, 2000; Whitty, 2002; Whitty, 2004; Whitty & Carr, 2006) . To measure frequency, the survey presented a 7-point Likert scale that included: 1=never, 2=once a month, 3=every other week, 4=once a week, 5=several days a week, 6=once a day, and 7=several times a day (Lim & Teo, 2005) . According to each cyberslacking activity, participants selected their corresponding frequency of activity and the frequency of that of their co-workers corresponding to each of the activities.
To measure the amount of time spent on cyberslacking activities, this research study used a 7-point Likert scale based on the aforementioned literature. For amount of time spent, the scale included: 1=never, 2=on average about 15 minutes a day, 3=on average about 30 minutes a day, 4=on average about 1 hour a day, 5=on average about 2 to 4 hours a day, 6=on average about 5 to 7 hours a day, and 7=on average 8 or more hours a day. According to each cyberslacking activity, participants selected their corresponding amount of time spent on each activity and the amount of time that they perceived their co-workers spent on each cyberslacking activity.
The measure of perceived ethical severity of cyberslacking activities was reviewed and proposed based on prior literature Levy et al., 2013; Vitak et al., 2011) . Each of the previously discussed 20 activities was divided and participants selected how ethically severe they considered each cyberslacking activity in the workplace during work hours (Block, 2001; Gattiker & Kelley, 1999; Johnson & Rawlins, 2008) . To measure level of perceived ethical severity on each cyberslacking activity, the measure had a 7-point Likert scale following Levy et al. (2013) , which include the scale of: 1=highly unethical, 2=unethical, 3=somewhat unethical, 4=neither, 5=somewhat ethical, 6=ethical, and 7=highly ethical. According to each cyberslacking activity, participants will select their corresponding level of perceived ethical severity of each activity.
Study Participants
The participants in this research study were employees from several agencies of the Executive Branch of the Government of Puerto Rico. Participants were invited to participate in the study via email, noting that participation was voluntary. The sample includes individuals from government agencies, with different ages, genders, educational levels, job levels, and varying years of working for government. An online anonymous survey was distributed via e-mail. Moreover, the e-mail invitation to participate included an acknowledgement from the head of each agency in order to help increase participation rate in this research study.
Study Measures
This research study uses a quantitative survey instrument to collect the data (Sekaran, 2003) . The survey instrument have six sections: (a) self cyberslacking activity frequency; (b) co-workers' cyberslacking activity frequency; (c) self cyberslacking activities time; (d) co-workers' cyberslacking activities time; (e) ethical severity of cyberslacking activities; and (f) demographic information. The term "cyberslacking activity" was noted on the survey as "cyber activity" to reduce user bias. The first four sections of the quantitative survey contained 20 cyberslacking activities Johnson & Indvik, 2003; Kidwell, 2010; Lara et al., 2006; Lim & Teo, 2005) . To assess the measured variables, the survey instrument items had a 7-point Likert scale to facilitate the participants identifying the activity and the perceived ethical severity respectively.
Cyberslacking Activities
The measure of frequency, time spent, and perceived ethical severity was based on 20 cyberslacking activities on which study participants were asked to report. Participants were asked to self-report their cyberslacking activity frequency, report their co-workers' cyberslacking activity frequency, self-report cyberslacking activities time, report their co-workers' cyberslacking activity time, and report their perceived ethical severity of the 20 cyberslacking activities Johnson & Indvik, 2003; Kidwell, 2010; Kim & Byrne, 2011; Lara et al., 2006; Lim & Teo, 2005; Vitak et al., 2011) . Table 1 outlines the list of the 20 cyberslacking activities found in prior literature that was used in this study measures. Kim & Byrne, 2011; Lara et al., 2006; Lim, 2002; Lim & Teo, 2005 CA2 Send non-work related email Kim & Byrne, 2011; Lara et al., 2006; Lim, 2002; Lim & Teo, 2005; Vitak et al., 2011 CA3 Visit general news sites Kidwell, 2010; Kim & Byrne, 2011; Lim, 2002; Lim & Teo, 2005 CA4 Visit stock or investment related Websites Kim & Byrne, 2011; Lim, 2002; Lim & Teo, 2005 CA5 View sports-related Websites Kim & Byrne, 2011; Lim, 2002; Lim & Teo, 2005 CA6 Visit banking-or finance-related Websites Kim & Byrne, 2011; Lim, 2002 CA7 Shop online for personal goods Kidwell, 2010; Kim & Byrne, 2011; Lim & Teo, 2005; Vitak et al., 2011 CA8 Visit online auctions sites (e.g., eBay) Kim & Byrne, 2011 CA9 Send/receive instant messaging Kim & Byrne, 2011; Lim & Teo, 2005; Vitak et al. 2011 CA10 Participate in online games Kim & Byrne, 2011; Lim & Teo, 2005; Vitak et al., 2011 CA11 Participate in chat rooms Kim & Byrne, 2011 CA12 Visit newsgroups or bulletin boards Kim & Byrne, 2011 CA13 Book vacations/travel Kim & Byrne, 2011 CA14 Visit virtual communities Kim & Byrne, 2011 CA15 Maintain a personal Web page Kidwell, 2010; Kim & Byrne, 2011 CA16 Download music Kim & Byrne, 2011 CA17 Visit job-hunting or employmentrelated Websites Kim & Byrne, 2011; Lim & Teo, 2005 CA18 Visit gambling Websites Kim & Byrne, 2011 CA19 Read blogs Kim & Byrne, 2011; Vitak et al., 2011 CA20 View sexually explicit Websites Kim & Byrne, 2011; Lim, 2002; Lim & Teo, 2005 The main research question (RQ) that this research study addressed was: to what extent (i.e. amount of time spent & frequency) are government employees self-report about themselves and their co-workers on engagement in cyberslacking activities in the workplace. Additionally, how ethically severe they perceive these cyberslacking activities to be, as well as if there are any significant differences on these measures based on gender, age, level of education, and years of employment. The specific research questions that this research study addressed were: RQ1: What is the government employees' self-reported frequency of engagement in cyberslacking activities? RQ2: What is the government employees' reported frequency of co-workers' engagement in cyberslacking activities? 
Results

Analysis
The pre-analysis data screening was conducted and 183 usable responses were available for the analyses. The data showed that 62 or 33.9% of the respondents were males and 121 or 66.1% were females, while 106 or 57.9% were between the ages of 40 to 59. In academic level, 67 or 36.6% of the respondents had bachelor's degree and 105 or 57.4% were not supervising other employees. The demographic details of the sample collected are presented in Table 2 . 
Reliability
This research study used Cronbach's Alpha to assess the reliability of each of the measured constructs. An acceptable valid Cronbach's Alpha for a construct is usually one that is over 0.7 (Sekaran, 2003) . The Cronbach's Alpha for the five constructs measured demonstrated high reliability with: 0.967, 0.940, 0.933, 0.864, and 0.773 for ESCA, CCAT, CCAF, SCAT, and SCAF respectively.
In order to preform the analyses to address the research questions of this study, first data aggregation was conducted. Given the assumption that the items were linearly distributed, all five constructs were aggregated linearly following the Eq. 1 to Eq. 5 as noted below. Given that each item in each construct used a scale of 1-7, the range of the aggregated scores of the constructs were from 20 to 140 (See Figure 2) . This research study used analysis of covariance (ANCOVA) to answer RQ7-RQ9. According to Mertler and Vannatta (2012) , ANCOVA was used to analyze the differences when controlled by the demographic indicators. The ANCOVA is similar to ANOVA, but Mertler and Vannatta (2012) 
Multiple Linear Regression (MLR)
Multiple Linear Regression (MLR) was used to answer the research question RQ10. Mertler and Vannatta (2012) stated that, "Multiple regression identifies the best combination of predictors (IVs) of the dependent variable [DV]" (p. 14). The regression equation was used to make the predictions of the ESCA construct (Sprinthall, 2007) . In order to preform the MLR analysis, data aggregation previously done was used here as well based on the linear means scoring, given that the data demonstrated both acceptable normality and linearity. The result for predicting the DV (ESCA) from the four IV predictors (SCAF, SCAT, CCAF, & CCAT) was found that SCAT was the only significant (p<0.01) IV, with a positive regression weight. This result presents that ESCA increases significantly as scores on SCAT increases. Furthermore, SCAF, CCAF, and CCAT were not significant predictors of ESCA, however, it appears that CCAT was borderline, and may require further investigation, especially as it has a negative coefficient. Table 8 provides an overview of the MLR with the coefficients and significance. The portion of the variance in ESCA that was explained by SCAF, SCAT, CCAF, and CCAT in combination was R 2 = 0.111, or 11.1%, which appears to be very low. The results showed that CCAT have the more significance value with a solid coefficient value. In the opposite side, the results showed that CCAT have a negative B coefficient with no significance, which means that as CCAT increases, the value of ESCA decreases, but non significantly.
Ordinal Logistic Regression (OLR)
Ordinal Logistic Regression (OLR) was also made to test the prediction of the dependent variable (ESCA) based on the four independent variables (SCAF, SCAT, CCAF, & CCAT) using non-linear regression. The results are consistent with the results of the MLR analysis. The OLR showed that SCAF (p=0.08) and SCAT (p=0.03) were significant. The overall model for predicting ESCA based on the four predictors (SCAF, SCAT, CCAF, & CCAT) showed: -2 Log Likelihood = 1371.767, x 2 (4) = 28.650 p<0.001. Table 9 provides an overview of the OLR Model Significance. The result shows that it is very significance with a value of p<.001. The results of the OLR analysis showed that only two predictors (SCAF & SCAT) are significant and this indicated that these independent variables were significant predictors of ESCA. The results indicated that ESCA increase as scores of SCAF and SCAT increase. The negative value of CCAT indicated that higher scores on CCAT result on lower scores on ESCA. Table 10 provides an overview of the results of the OLR Parameter Estimates. 
Findings
This research study addressed the 10 research questions noted above. To answer the RQ1-RQ6 we used the results of the means of the aggregated of constructs scores for all five constructs and the standard deviation for each one. Table 11 showed the results corresponded to each question. Also, the results presented that there are no significant differences in government employees' self-reported frequency of engagement in cyberslacking activities based on gender, age, level of education, job level, and years working for government. This research study used ANCOVA to analyze the differences when controlled by the demographic indicators as noted in RQ7-RQ11. The result presented that there are significant differences in government employees reported frequency of co-workers' engagement in cyberslacking activities based on gender with p=0.023 and job level with p=0.044. Furthermore, there were no significant differences in government employees self-reported amount of time spent engaging in cyberslacking activities based on gender, age, level of education, job level, and years working for government. Also, there were significant differences in government employees' reported amount of time spent by co-workers engaging in cyberslacking activities based on gender with p=0.013. Finally, the results showed that there are a very significant differences in government employees perceived ethical severity of cyberslacking activities based on (a) gender, (b) age, (c) level of education, (d) job level, and (e) years working for government. There are significant differences in government employees' perceived ethical severity of cyberslacking activities based on (a) gender and (d) job level on CCAF (See Table 6 ), as well as based on (a) gender on CCAT (See Table 8 ). MLR analysis shows that there are inverse relationship between ESCA and the SCAT. SCAT is the most influential IV with a significance level of p=0.003. The coefficient value of SCAF is negligible that result in non-significance. OLR analysis shows that SCAF and SCAT are significant predictors of ESCA. The result of SCAF is not too far from SCAT like in MLR. The strongest coefficient is SCAT with a significance of p=0.03 and the second strongest coefficient is SCAF with a significance of p=0.08. CCAT is negative coefficient with none significance which means that the more they report the more less ethical they are. The coefficient of CCAF is negligible that result in none significance.
Looking at the data in terms of SCAF the four activities that are the most frequent are: visit general news Websites, check non-work related e-mails, visit banking or finance-related Websites, and send non-work related e-mails. In terms of CCAF the four activities that are the most frequent are: visit general news sites, check non-work related e-mail, send non-work related e-mail, and visit banking or finance-related Websites. In terms of SCAT the four activities that employees spent more time are: visit general news sites, check non-work related e-mail, send non-work related e-mail, and send/receive instant messaging. Finally, in terms of CCAT the four activities that employees spent more time are: visit general news sites, check non-work related email, send non-work related e-mail, and visit banking or finance-related Websites.
Conclusions, Implications, and Future Research
A set of 10 research questions was addressed and implications of this study are highlighted. The contributions of this study to the IS body of knowledge by empirically identifying the role of amount of time spent and frequency of cyberslacking on individuals' perceived ethical severity of IS in the workplace are presented. The main goal of this proposed research study was to measure the self-reported extent (i.e. amount of time spent & frequency) to which government employees and their co-workers engage in cyberslacking activities in the workplace, to ascertain the perceived ethical severity of these cyberslacking activities, and to investigate if there are any differences on these measures based on (a) gender, (b) age, (c) level of education, (d) job level, and (e) years working for government. The sample of this study was 183 government employees of different agencies.
The results presented that there are no significant differences in government employees' selfreported frequency of engagement in cyberslacking activities based on gender, age, level of education, job level, and years working for government. MLR was found to be not significant and OLR was found to be significant. In MLR, only SCAT was significant with a value of p<0.01. This result shows that if SCAT has a high coefficient value ESCA has a lower value. In OLR model the result shows that SCAF and SCAT are significant IVs in the prediction of ESCA.
This research study has significant implications as a consequence of the massive increase in Internet-based tools in the workplace that area readily available to employees. According to Gottfredson and Hirschi (1990) , "the theory of crime has implications for how crime itself is construed, how it should be measured, the kind of people who are likely to engage in it, and the institutional context within which it is controlled" (p. 4). They explained that there are two key factors for predicting criminal behavior: self-control opportunity and the second one is the opportunity (Gottfredson & Hirschi, 1990) . These lacks of self-control occur when employees engage in the misuse of Web tools in the workplace (Kim & Byrne, 2011) . This investigation contribute to the IS body of knowledge by empirically identifying the role of amount of time spent and frequency of cyberslacking on individuals' perceived ethical severity of IS in the workplace.
This study presented a limitation with the generalizability of the sample. The participants in this research study represented only several agencies of the Executive Branch of the Government of Puerto Rico. According to , the distraction of Internet presents an ethical issue in the workplace. Another limitation was that agencies do not want that their employees participate in this type of study because they admit that their employees are engage in cyberslacking activities. Houston and Tran (2001) stated that, "the problem facing researchers is how to encourage participants to respond, and then to provide a truthful response in surveys. This is another limitation of this study, truthful response in surveys" (p. 70). The bureaucracy of the process in the government to participate in this type of research study was another limitation. Furthermore, unions in government agencies were posing another limitation, because several agencies do not want to exposed their employees to this type of study. Finally, the quantity of questions in the survey was another limitation.
Nowadays, Internet services are essential components of the underlying infrastructure of organizations (Whitty & Carr, 2006) . According to Mills et al. (2001) , "Companies have developed an Internet acceptable-use policy (IAUP)" (p. 47). With an IAUP, a company establishes the policy for correct use of Internet technologies in the workplace, which, in conjunction with the enforcement controls implemented, can result in control over employees' use of those resources.
There are many areas for future research that were identified based on the results of this investigation. The first recommendation is that this investigation could be replicated with a short version of the survey. The second recommendation is to replicate the survey with cyberslacking activities of using personal mobile devices. The third recommendation for future research study is to determine the impact of government employees' reported amount of time spent (self + coworkers) and frequency of engagement (self + co-workers) in cyberslacking activities of their perceived cyber security severity of such activities.
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