type of interpersonal relationship (if only where one half of the dyad is the personification of the e-commerce organization), the transaction is unlikely to occur at all. Trust, at least trust in the transaction process, must exist before either party will take part in that transaction.
We tend to trust other people and the organizations they represent when (a) our actions and theirs are interdependent, (b) they behave predictably given the situation, (c) the decision to trust fits the situation, and (d) not displaying trust would seem to go against the present business relationship (Chadwick, 1999) . Trust does affect how people act in e-commerce interactions. When price differences are small, consumers are more likely to buy from an online company they trust (Strader & Shaw, 1999) . Consumers who trust a Web site will be more willing to proactively search it for new content (Rhea, 2000) .
E-commerce companies actively attempt to manage consumers' perceptions of their trustworthiness. After getting caught distributing software that could send personal information back to the company without computer users' knowledge, RealNetworks (http:// www.realnetworks.com) has adopted an extensive online privacy policy, seals of approval, and a quarterly privacy audit conducted by a public accounting firm.
The question both e-businesses and consumers must address is the following: To what extent do I trust the other to do what he or she promises to do? That is, consumers must decide if they trust the business to provide what the business claims to provide, regarding the price quoted, the delivery time promised, and the warranties and post-purchase services expected. Businesses must decide if they trust consumers to make timely and secured payments for the goods and services delivered to them.
HOW ARE E-COMMERCE RELATIONSHIPS DIFFERENT FROM FtF RELATIONSHIPS?
Several phenomena are absent from e-commerce interactions compared with FtF interactions. First, the presumption of desired 654 MANAGEMENT COMMUNICATION QUARTERLY / MAY 2001 relational development is not present. Though companies may advertise their desire to enter a relationship, it is repeated economic transactions they want, not the feelings of close affiliation people normally think of when considering a relationship. For their part, consumers may hope to find a long-term trading partner, but it may be sufficient if the economic transaction works as promised just one time.
Second, the degree of intimacy possible in an e-commerce relationship is constrained, both by the nature of the economic transaction embedded in the relationship and by the computer-mediated interaction. People in an interpersonal interaction desiring increased intimacy can take action to facilitate such growth. Interactants can switch from less intimate channels (e.g., telephones) to more intimate channels (e.g., FtF conversations). Yet, in most e-commerce interactions, the channels are limited and prescribed. There is only one context-the economic context. An increase in intimacy from the consumer, through intentional selfdisclosure or building a transaction history, will not be reciprocated with intimacy from the e-company. However, it may help the company better tailor its products and services to the consumer. (See http://www.etrade.com, for differences in services available to "free members" and "customers," and for the information required to become either.)
Third, the expansion of whatever e-relationship exists into other domains is limited, if even possible. That is, the relationship will stay at the economic level whereas interpersonal relationships often grow beyond the initial range of interaction. Relationships developed at work often move beyond the work environment. Relationships developed at school often move outside the classroom. E-commerce relationships are not configured to move beyond the reason for their existence-economic transactions.
BUILDING E-TRUST
There appear to be two domains of action e-companies can take to engender trust in their consumers: Web design and trust-building behavior. On the Web design front, Kim and Moon (1998) found that perceptions of trustworthiness can be manipulated by varying the design of the Web page, particularly the use of graphics and color. Cheskin/Sapient (1999) demonstrate that trustworthiness of an e-commerce Web site as a function of six components: seals of approval, brand, fulfillment, navigation, presentation, and technology. The last three components are design oriented, and are operational every time visitors browse a site: before, during, and after a purchase. These components can be seen in some of the most highly trusted e-commerce sites in the Americas, including http:// www.amazon.com, http://www.starmedia.com, and http://www. bradesco.com (Cheskin, 2000) .
Looking specifically at trust building behaviors, most analysts limit e-commerce trust to issues of privacy, risk, security, and reliability (Backhouse, 1998; Nath, Akmanligil, Hjelm, Sakaguchi, & Schultz, 1998; OECD, 1999, pp. 145-146) . This limits the view of trust as something derived solely from the technical aspects of e-commerce. The viewpoint of trust as reliability is similar to Shapiro, Sheppard, and Cheraskin's (1992) notion of deterrencebased trust. That is, users will trust that the e-commerce interaction will go the way they expect it to because the other party will be penalized if things go wrong. But this type of trust is limiting in the degree of relationship allowed. Structuring a more personal relationship within the e-commerce interaction may allow knowledgebased (predictability) trust or even identification-based (othercentered) trust to develop.
The work of Hoffman, Novak, and Peralta (1999) is related to knowledge-based trust. They argue that the lack of trust stems from the loss of consumers' control over how e-companies will use personal information provided to them by the consumer (i.e., secondary use of information control). To correct these control imbalances, they suggest consumers be allowed to opt-in to personal information sharing practices.
The nature of e-commerce transactions likely precludes the existence of identification-based trust between consumers and e-commerce companies. That does not prevent companies from using advertising and emotional appeals on their sites to engender feel- ings of identification with them. These efforts fit the notion that trust begets trust (Zak, Gold, Ryckman, & Lenney, 1998) . If consumers think they see signs of trust on e-commerce Web sites they will likely reciprocate with trust.
CONCLUSION
E-commerce trust is often conceptualized as a function of data protection and system reliability. Such a conceptualization ignores the human factor in e-commerce. E-commerce trust is a relational phenomenon between the consumer and the provider of the information, services, or products the consumer seeks during e-commerce interactions. Recognizing the human factor in e-commerce allows us to consider trust as a component of the relationship between the consumer and the e-company. Once we recognize that, we can look not just at how information is processed and kept secure, but at the ways in which e-commerce messages are constructed and used to affect trust. Thus, the analysis of trust in e-commerce may appropriately start with the technical, but it must include, and likely end with, the communicative.
