Introduction
This document defines extensions to the IPv6 Neighbor Discovery (ND) . The extensions are called IPv6 Inverse Neighbor Discovery (IND). The IPv6 Inverse Neighbor Discovery (IND) allows a node that knows the link-layer address of a directly connected remote node to learn the IPv6 addresses of that node. A node using IND sends solicitations and receives advertisements for one or more IPv6 addresses corresponding to a known link-layer address.
The Inverse Neighbor Discovery (IND) was originally developed for Frame Relay networks, but may also apply to other networks with similar behavior.
The keywords MUST, MUST NOT, MAY, OPTIONAL, REQUIRED, RECOMMENDED, SHALL, SHALL NOT, SHOULD, SHOULD NOT are to be interpreted as defined in [KEYWORDS] .
There are a number of similarities and differences between the mechanisms described here and those defined for Inverse ARP for IPv4 in [INV-ARP] or its replacement documents.
Inverse Neighbor Discovery Messages
The following messages are defined:
Inverse Neighbor Discovery Solicitation Message
A node sends an Inverse Neighbor Discovery Solicitation message to request an IPv6 address corresponding to a link-layer address of the target node while also providing its own link-layer address to the target. Since the remote node IPv6 addresses are not known, Inverse Neighbor Discovery (IND) Solicitations are sent as IPv6 all-node multicasts [IPv6] , , [ENCAPS] . However, at link layer level, an IND Solicitation is sent directly to the target node, identified by the known link-layer address. 0 1 2 3 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+ | Type | Code | Checksum |
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Hop Limit 255
Authentication Header If a Security Association for the IP Authentication Header exists between the sender and the destination, then the sender SHOULD include this header.
ICMP Fields:
Type 141
Code 0
Checksum
The ICMP checksum. See [ICMPv6] .
Reserved
This field is unused. It MUST be initialized to zero by the sender and MUST be ignored by the receiver.
Required options:
The sender node MUST send the following options in the Solicitation message:
Source Link-Layer Address The link-layer address of the sender.
Target Link-Layer Address The link-layer address of the target node.
Other valid options:
The sender node MAY choose to add the following options in the Solicitation message:
RFC 3122
Extensions Source Address
An address assigned to the interface from which the advertisement is sent.
Destination Address
The Source Address of an invoking Inverse Discovery Neighbor Solicitation.
Hop Limit 255
Authentication Header If a Security Association for the IP Authentication Header exists between the sender and the destination address, then the sender SHOULD include this header. Required options:
The sender node MUST send the following options in the Advertisement message:
Target Link-Layer Address The link-layer address of the target, that is, the sender of the advertisement. The number of addresses "n" in the list is calculated based on the length of the option: n = (Length -1)/2 (Length is the number of groups of 8 octets)
The Source Address List MUST fit in one IND Solicitation message. Therefore in case all IPv6 addresses of an interface do not fit in one messages, the option does not contain a complete list. 
Sender Node Processing
A soliciting node formats an IND Solicitation message as defined in a previous section, encapsulates the packet for the specific link-layer and sends it directly to the target node. Although the destination IP address is the all-node multicast address, the message is sent only to the target node. The significant fields for the IND protocol are the Source IP address, the Source link-layer address, the Target link-layer address, and the MTU. The latter can be used in setting the optimum value of the MTU for the link. If the message includes an IP Authentication Header, the message authenticates correctly.
-ICMP Checksum is valid.
-ICMP Code is 0.
-ICMP length (derived from the IP length) is 48 or more octets.
Source Link-Layer Address option is present.
Target Link-Layer Address option is present.
The Target Address List option is present.
The length of the Target Address List option is at least 3.
All other included options have a length that is greater than zero. By way of specific signaling messages, a Frame Relay network may announce to a node a new virtual circuit with its corresponding DLCI.
The DLCI identifies to a node a virtual circuit, and can be used as the equivalent of a remote node link-layer address, allowing a node to identify at link layer level the node at the other end of the virtual circuit. For instance in Figure 1 ., node A (local node) identifies the virtual circuit to node B (remote node) by way of DLCI = 30. However, the signaling message does not contain information about the DLCI used by a remote node to identify the virtual circuit to the local node, which could be used as the equivalent of the local link-layer address. For instance in Figure 1 ., node B (remote node) may identify the virtual circuit to node A by way of DLCI = 62.
Furthermore, the message being transmitted at link-layer level and completely independent of the IPv6 protocol does not include any IPv6 addressing information. The Inverse Neighbor Discovery is a protocol that allows a Frame Relay node to discover the equivalent of a local link layer address, that is, the identifier by way of which remote nodes identify the node, and more importantly discover the IPv6 addresses of the interface at the other end of the virtual circuit, identified by the remote link-layer address.
The IPv6 Inverse Neighbor Discovery (IND) protocol allows a Frame Relay node to discover dynamically the DLCI by which a remote node identifies the virtual circuit. It also allows a node to learn the IPv6 addresses of a node at the remote end of a virtual circuit.
A For a Frame Relay node, the MTU value from the solicitation message MAY be used to set the receiver's MTU to a value that is more optimal, in case that was not already done at the interface configuration time.
A.3.2.2 Processing Inverse Neighbor Advertisement Messages
The receiver Frame Relay node of the IND Advertisement MAY put the sender's IPv6 address/link-layer address mapping -i.e., the Target IP addresses and the Source link-layer address from the IND advertisement message -into its ND cache [IPv6-ND] as it would for a ND Advertisement.
Further, the receiver Frame Relay node of the IND Advertisement MAY store the Target link-layer address from the message as the DLCI value at the remote end of the VC. This DLCI value is the equivalent of the link-layer address by which the remote node identifies the receiver.
If the receiver node of the IND Advertisement has a pool of IPv6 addresses, and if the implementation allows, it may take decisions to pairing specific local IPv6 addresses to specific IPv6 addresses from the target list in further communications on the VC. More specifically, such a pairing may be based on IPv6 addresses being on the same subnet, that is having the same prefix.
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