ABSTRACT Metro plays an important role in an urban public transport system. With the use of metro lines, the increasing flow of people has brought tremendous pressure to the operation of metro lines, resulting in different faults, thus affecting the travel of residents. How to qualitatively evaluate the robustness of the metro network after encountering faults is a problem worthy of attention. By 2018, ten metro lines have been opened in Nanjing, forming a radiation structure from the urban center to the surrounding suburbs. In this study, the metro faults in Nanjing in the past three years are counted and classified. The space L and space P models for the metro network are constructed. The robustness of a Nanjing metro network is measured by the three indicators: network connectivity efficiency, largest connected subgraph size, and average subgraph size. The concept of supernetwork is proposed, and the metro line is considered as a whole. The robustness changes of the Nanjing metro network caused by the attacks on the nodes and hyperedges of the metro network are analyzed. The results show that deliberate attack causes more damage than a random attack. When traffic hub stations and trunk lines are attacked, the performance of the metro network will decline sharply. The research conclusion has certain practical value to enhance the anti-fault ability of the metro network.
I. INTRODUCTION
Rapid economic development has promoted the rise of big cities, and the population is increasingly concentrated in big cities. It is an urgent problem for every big city to disperse the passenger flow pressure in the city center and keep the public transport system running smoothly. Metro network plays an important role in urban public transport system, effectively alleviating the peak passenger flow during on and off duty. Metro network will inevitably encounter vehicle and signal faults in the operation process, which will affect the appearance of residents, and consequently lead to health and safety problems. Selecting appropriate parameters to evaluate the robustness of metro network can provide a solution to a series of problems caused by metro failure.
The associate editor coordinating the review of this manuscript and approving it for publication was Feiqi Deng. In the study of public transport, complex network method can be applied to simplify stations and lines into nodes and edges, thus building a traffic network and analyzing its performance [1] , [2] . Zhan et al. (2018) [3] constructed the network model of public transport line with three methods on the basis of complex network, and carried out performance optimization. Complex networks have been well applied in quantitative analysis of small-world characteristics and robustness of public transport networks.
Supernetwork is a theoretical upgrade of complex network. Some nodes and edges are summarized as subsystems, and the influence of subsystems on the whole system is analyzed. Wang et al. (2015) [4] applied the supernetwork model to the algorithm of knowledge diffusion. Suo et al. (2015) [5] used supernetwork to build a social network model, and analyzed the evaluation of users. Yamada and Febri (2015) [6] constructed a supernetwork model of freight transport network. Supernetwork is mainly used in knowledge, information and other communication models.
Supernetwork is also used to build the subway network model. Du et al. (2016) [7] proposed a supernetwork model composed of buses and metros, and studied the synchronization and coupling between them. Yu et al. (2019) [8] used the complex network method to analyze the spatial and temporal evolution of the subway network in accordance with the opening sequence of Nanjing metro lines.
Robustness is an important performance index to maintain the stability of the subway when it is attacked. Yang et al. (2015) [9] assessed the robustness of Beijing metro network under random and malicious attacks. The robustness of Beijing metro network is higher when it is attacked randomly and the fault tolerance is lower when it is attacked maliciously. Wang et al. (2017) [10] put forward ten theoretical indicators based on graph theory to evaluate the robustness of 33 metro networks. Metro networks in Tokyo and Rome have better robustness. Zhu et al. (2018) [11] discussed how to allocate security resources in the subway network to increase the robustness of the network. The results show that circular lines and small-scale transfer stations have better effect. [12] have studied the general method framework of robustness of metro network on the basis of penetration theory.
Attacks on metro systems also include equipment, operations and complex transportation systems. Deng et al. (2015) [13] put forward a theoretical framework for evaluating the vulnerability of metro system with risk matrix, and evaluated the failure of key modules of metro system. Sun and Guan (2016) [14] took Shanghai metro network as an example to measure the vulnerability of metro network from the perspective of line operation. The results show that the passenger carrying capacity of metro lines has a greater impact on vulnerability. Hong et al. (2017) [15] proposed a vulnerability model of a composite system consisting of buses and metros, and studied the case of Wuhan. Deng et al. (2018) [16] put forward an evaluation system for the damage degree of metro equipment, which has a certain role in evaluating the operation status of metro vehicles. [17] made a comparative study on the vulnerability of metro networks in Shanghai, Beijing and Guangzhou. Ma et al. (2019) [18] analyzed the Vulnerability of a complex transportation system consisting of buses and metros in a rainstorm climate. The results show that priority control of the interaction between bus and subway stations can reduce vulnerability.
As one of the big cities in China, Nanjing has opened many subway lines. Nanjing Metro is also the part of public transport system worth studying [8] . Wu et al. (2018) [19] used survey data obtained in Nanjing to analyze factors affecting the entry and exit modes of passengers. Yu and Sun (2018) [20] established the super network model of Nanjing metro network, and compared it with the traditional space L and space P model. [21] assessed the fluctuation of passenger flow in Nanjing metro due to weather factors. The results show that weather, especially precipitation events, will make the change of passenger flow more obvious. Chen et al. (2018) [22] studied the determinants of bicycle transfer outside Nanjing metro stations, and analyzed two typical stations.
As one of the typical big cities in China, Nanjing also regards subway construction as the main goal of urban traffic planning. The ten lines that have been opened have played an important role in alleviating the pressure of passenger flow and improving the level of residents' travel service. In the process of operation, Nanjing metro also encounters various faults, affecting the physical and mental health of residents. In this study, the classical space L and space P models of Nanjing metro are constructed. The robustness of Nanjing metro network is measured by three indicators: network connectivity efficiency, largest connected subgraph size and average subgraph size.
A city's metro lines are far fewer than bus lines, but they play a backbone role and bear the main capacity of urban public transport. Metro lines generally do not overlap, and each metro line can be regarded as a subsystem of the metro network. Once a metro line breaks down, it will affect the normal operation of the city's public transport system. Traditional complex network modeling method regards metro stations as discrete nodes, often ignoring the analysis of metro lines as an independent whole. The supernetwork method overcomes the shortcomings of traditional complex network analysis and is very suitable for analyzing the performance of metro network.
In this paper, we use supernetwork method to identify important sites and important routes, and deliberately attack these targets according to their importance. The results of robustness obtained are compared with the results of random attack, and the corresponding solutions of subway failure can be adopted, which provides a theoretical basis for maintaining the smooth operation of Nanjing metro. Table 1 , it can be seen that the number of stations on Nanjing metro lines is unevenly distributed, with 29 stations on the longest line and only 6 stations on the least. The longer line is the trunk line, which plays the role of connecting the main city of Nanjing, while the shorter line is usually the extension line, connecting the main city with the remote suburbs. The distance of Nanjing metro lines is relatively long, ranging from 21.6 km to 52.4 km. The shorter the average distance between the stations, the more densely distributed the stations are. The longer the average distance between the stations of the line is, the more sparse the distribution of the stations is because it passes through the remote suburbs. Figure 1 shows the topological structure of Nanjing metro network [8] . Nanjing metro network is composed of ten metro lines, which radiate from the center to the surrounding area. The metro lines opened earlier depicted the outline of the central area of the city, forming a ring structure. Ring structure is expanding with the increase of metro lines, which means that metro plays an important role in promoting the expansion of urban scale. Business centers, bus stations, railway stations and airports in cities are usually intersections of metro lines, and star structures are formed around these important transportation hubs. Urban residents can go to work, shopping and leisure by subway lines, as well as to other cities by highspeed rail. With the further opening of Nanjing metro lines, the metro network will present a more complex structure, which will change the living and commercial ecological environment of the city. Table 2 shows the statistics and analysis of Nanjing metro line faults in the past three years. This information was synthesized from the relevant news reports and the official microblog of Nanjing Metro Co, Ltd. From Table 2 , it can be seen that there are not many failures in Nanjing metro line every year, but it also brings some troubles to residents' traffic. Metro line faults often occur in the early rush hours and the late rush hours, which is also caused by excessive traffic. The malfunctioning metro lines concentrate on Lines No.1, No.2 and No.3, which are also the main lines of Nanjing metro, and bear the majority of the passengers' vagrancy. Line faults often occur in the central area of the city, which is also where the traffic is concentrated.
II. SURVEY OF NANJING METRO LINE AND FAULTS ENCOUNTERED A. INTRODUCTION OF NANJING METRO LINE

B. FAULTS ENCOUNTERED OF NANJING METRO
The location of the faults includes stations and the sections between the stations, and the whole line is delayed due to the fault. The faults of metro lines include stop, delay, slowmoving, temporary parking, section shutdown and so on. The causes of metro line faults include train, platform, road, signal, power grid and other faults, as well as temporary regulation schemes for controlling human flow during holidays. The means of repairing faults include repairing platforms, trains and signals for hardware facilities, and passenger clearance, evacuation and sectional operation for people. When considering the robustness of Nanjing metro network, these faults can be summarized as attacks on stations and lines, so as to consider the changes in the relevant performance of the metro network.
C. HEALTH PROBLEMS CAUSED BY METRO
Compared with other modes of public transport, the subway is fast, safe and not easily affected by the weather. However, the large number of passenger flow undertaken by the subway will also bring many public health problems. The poor air circulation in the subway compartment can easily lead to respiratory infectious diseases. The disinfection of public seats and armrests is not thorough enough, which can easily cause infectious diseases of digestive tract.
People crowded together in the subway carriages have little room to move, so they are tired. Standing for a long time can also cause blood flow in the legs to fail, which can lead to fainting. Crowding and bad air can also lead to negative emotions in passengers. Passengers will feel pessimistic, especially in the face of rush hours of work and off, with a fear in mind. Passengers want to escape from this state, but feel powerless. Late arrival at work also has many other negative effects, such as affecting work, salary, promotion and self-affirmation. Undoubtedly, the subway faults will aggravate traffic congestion and deteriorate the ride environment, which will aggravate the above public health problems. Therefore, it is one of the important indicators for evaluating the public health of a city to maintain the normal operation of the urban subway system.
III. MODELING OF METRO NETWORK A. BUILDING SPACE L AND SPACE P MODEL
The data of Nanjing metro line comes from the public data released by Nanjing Metro Co, Ltd. In the construction of Nanjing metro network topology model, the following basic assumptions are made. The Nanjing metro network is abstracted into undirected and non-weighted network without considering the difference between the upstream and downstream of the metro line and the difference of departure frequency. The temporary adjustment of metro lines due to road control and weather is not considered.
There are two traditional methods to construct Nanjing metro network. One is the space L method, which regards the metro station as a node. If two stations on a certain metro line are adjacent, they will establish a connection. The other is the space P method, which regards the metro station as a node. If there is a direct metro line between the two stations, they establish a connection. In this study, the subway stations that have been opened in Nanjing are numbered, and the relationship matrix between the subway stations is constructed by using MATLAB R2012A software (MathWorks, Natick, America). Then the relation matrix is imported by Netdraw 2 software (Analytic Technologies, Lexington, America), and the topological structure diagrams of space L and space P are drawn. Figure 2 shows the structure of space L of Nanjing metro network [8] . Space L model is constructed by using the relationship between adjacent stations, which reflects the actual geospatial relationship between subway lines and stations, and has a good correspondence with Nanjing metro planning map shown in Figure 1 . From Figure 2 , we can clearly see the ring structure and star structure of urban metro network. In the center of the city, a ring structure is formed and radiates to the remote areas around it. Figure 3 shows the structure of space P of Nanjing metro network [8] . Space P model reflects the transfer relationship between different metro lines. The transfer coefficient between stations of the same metro route selection is 1. There are important transportation hubs between different metro lines, connecting the central and remote areas of the city, and facilitating residents to go to business centers, bus stations, railway stations, airports and other places.
B. SUPERNETWORK MODEL
Although space L model and space P model basically reflect the topological structure of Nanjing metro network, they also have some limitations. In the construction of these two models, the metro station is simplified as a node, and the connection between nodes is determined by the neighborhood and transfer relations. Compared with the main system of Nanjing metro network, each metro line represents a subsystem. But these two models simplify the concept of subsystems and cannot reflect the impact of metro lines on the whole metro network. The concept and model of supernetwork can effectively solve this problem.
Berge put forward the concept of supergraph in 1970, which laid a theoretical foundation for the application of supernetwork. Supernetwork is a special supergraph, which is represented by the combination of nodes and edges. Nodes represent simplified objects and edges represent a set of nodes combined by some rules, which is generally called hyperedges. In the metro supernetwork, the node represents the metro station and the edge represents the metro line. Nodes and edges constitute the supernetwork of Nanjing metro [20] . Figure 4 shows the topology of Nanjing metro supernetwork. Metro stations can be simplified to nodes. Metro lines 1, 2 and 3 can be simplified as hyperedges. Some metro stations belong to both the subnetwork and the whole metro network. Metro lines are projected according to certain rules, thus constituting a complex network of Nanjing metro. As far as Nanjing supernetwork is concerned, the relationship between the subway station and the subway line is still retained for further performance analysis of the overall network of the subway.
The definition of supergraph is as Formula 1.
where H is called a supernetwork.
represents the collection of metro stations and n is the number of metro stations. E = {E 1 , E 2 , · · · , E m } represents the combination of metro lines and m is the number of metro lines.
If the relationship between the station and the edge is expressed by the neighborhood matrix A in Formula 2, A reflects the relationship between the subway station and the subway line. The row of the domain matrix represents the node and the column represents the hyperedge. If the node belongs to a certain hyperedge, the value of the relationship between them is 1, otherwise it is 0.
where n is the number of stations on the subway network, and m is the number of subway lines. stands for the subway station. represents the relationship between the stations and the lines. The study in this paper further simplifies the subway supernetwork and establishes the relationship between hyperedge and hyperedge. In hypergraph S = (E, E) in Formula 3, the neighborhood matrix B reflects the relationship between the subway hyperedges. The rows and columns of B represent the metro lines. If there is the same station between the two VOLUME 7, 2019 FIGURE 5. Topology of hyperedge-hyperedge relation in complex network of nanjing metro.
lines, there is a relationship between them. The assignment value is 1, otherwise it is 0. B is a symmetric matrix.
Where m is the number of subway lines, and E i (i Figure 5 shows the structure diagram of the hyperedgehyperedge relationship of Nanjing metro network [20] . In Figure 5 , each metro line is simplified to a node. If the two metro lines have the same station, the connection between the two nodes is established. Figure 5 can be seen as a simplified version of 
IV. ROBUSTNESS PARAMETER SELECTION OF METRO NETWORK
Robustness refers to the anti-destruction ability of the metro. When the metro network encounters failure or attack, the connection between nodes is cut off, and the robustness of the metro network also decreases, thus affecting the transport capacity of the metro. In this study, three parameters, network connectivity efficiency, largest connected subgraph size and average subgraph size, are adopted to measure the robustness of metro network.When the subway network is attacked, some lines and stations cannot work properly because of the fault, and are isolated, thus affecting the operation efficiency of the whole network. The network connectivity efficiency reflects the degree of connectivity between sites. The largest connected subgraph size reflects the ability of the metro network to maintain the whole. The average subgraph size reflects the ability of subsystems to maintain stability after the subway network is split.
A. NETWORK CONNECTIVITY EFFICIENCY
Network connectivity efficiency is used to evaluate the degree of connectivity between network nodes, as shown in Formula 4.
In Formula 4, C refers to network connectivity efficiency, N is the number of stations in the subway network, and d ij is the shortest distance form station i to station j. In undirected weighted networks, the distance between two adjacent nodes is 1. The greater the network connection efficiency, the more connections between nodes, the stronger the communication ability of metro network. The largest network connectivity efficiency of metro network is 1.
B. LARGEST CONNECTED SUBGRAPH SIZE
When the attack on the subway network is divided into disconnected subgraphs, largest connected subgraph size can reflect the ability of the subway network to maintain the whole, as shown in Formula 5. The bigger the largest connected subgraph size is, the stronger the survivability of metro is.
In Formula 5, M max is largest connected subgraph size, K refers to the number of subgraphs, M i (i = 1, 2, 3, · · · , K ) refers to each subgraph. 
C. AVERAGE SUBGRAPH SIZE
When the metro network is divided into disconnected subgraphs, the average size of the subgraphs can reflect the degree of dispersion of the metro network, as shown in Formula 6. The smaller the average subgraph size, the stronger the ability of the subway network to maintain the whole.
In Formula 6, M a is the average subgraph size, K is the number of subgraphs and M i (i = 1, 2, 3, · · · , K ) refers to each subgraphs.
V. NODES ATTACK BASED ON SUPERNETWORK A. NODE SELECTION
Node-hyperedge degree is an important index of supernetwork. Node-hyperedge degree is the number of hyperedges that a node belongs to. Node-hyperedge degree can be expressed by probability function p(k), which represents the distribution probability of node-hyperedge degree k of a node. The higher the probability of a node-hyperedge degree distribution is, the more the number of nodes with this node-hyperedge degree value is.
In Nanjing metro network, the number of different metro lines belongs to a certain metro station. Figure 6 shows the probability distribution of node-hyperedge degree in Nanjing metro. The value of node-hyperedge degree is 1 in most cases, which indicates that there are few intersections of Nanjing metro lines. Some values are 2, indicating that two metro lines intersect each other. The value of minimal node-hyperdege degree is 4, which indicates that this node has many routes passing through, generally it is an important transportation hub such as railway station, bus station, airport and so on. 
B. COMPARISONS OF NODE-HYPEREDGE DEGREE AND NODE DEGREE
In the metro supernetwork model, the node-hyperedge degree of the station is different from that of space L and space P models. The node degree is the number of other nodes adjacent to this node. In space L, node degree of a metro station is related to the number of other stations that are geographically adjacent to the station. In space P, node degree of a metro station is related to the number of other stations connected by the station through different metro lines. Table 3 shows the nodes ranked between 1 and 15 in the three spatial models.
In space L, node degree of Nanjingnanzhan reaches 6, which indicates that the most subway stations are adjacent to this station. Other stations are 4, indicating that these nodes are intersections of two lines. In space P, node degree of Nanjingnanzhan reaches 79, which indicates that the number of other stations connected to this station through the subway lines is the largest. In the supernetwork space, the VOLUME 7, 2019 node-hyperedge degree of Nanjingnanzhan is also the largest, reaching 4, indicating that there are four subway lines passing through Nanjingnanzhan. In these three spatial models, the top stations are basically the same, because there is no overlap between the urban subway lines, which is different from the bus lines.
C. ROBUSTNESS ANALYSIS OF ATTACKS OF NODES
When choosing nodes to attack and analyzing the robustness of metro network, random attack and deliberate attack are adopted. These two attacks are applied to the space L, space P model respectively. There are 159 stations in Nanjing metro network, which are sorted by Pinyin and numbered from No. 1 to 159. Random attack method is to select 1 to 159 nodes in random order, cut off the connection between the node and its surroundings, and make it in an isolated position, so as to analyze the performance changes of the metro network.
Deliberate attacks can be divided into three types: nodehyperedge degree attack, node degree attack and node betweenness attack. In general complex network analysis methods, node degree and node betweenness are two basic ranking indicators. The concepts of node-hyperedge and node degree have been introduced, and the definition of node betweenness is supplemented here.
Suppose that the number of shortcuts between point j and point k can be expressed by g jk while the communication ability between the two points controlled by the third point i can be expressed by b jk (i), that is, the probability that i is on the shortcut between point j and point k. The number of shortcuts to the intermediate point i between point j and point k is expressed by g jk (i), then b jk (i) = g jk (i)/g jk .
For a network consisting of n nodes, by adding the node betweennesses of point i corresponding to all pairs of points in the graph, we can get the absolute node betweenness C ABi of the point, as shown in Formula 7.
The deliberate attack here, also known as node-hyperedge degree attack, node degree attack and node betweenness attack, is to attack the nodes with larger values in order according to the degrees, so as to analyze the changes of metro network. Comparing the different attack modes, we can see the effectiveness of deliberate attack. Figure 7 shows the comparison of network connectivity efficiency changes under node-hyperedge degree attack, node degree attack, node betweenness attack and random node attack in space L. When the subway station is attacked by four kinds of attacks, network connection efficiency decreases sharply at first, and then begins to decline steadily at about 50th node. The effects of three deliberate attacks are more obvious than that of random node attack, which indicates that when deliberately attacking nodes with larger nodehyperedge degree, node degree and node betweenness, the average distance between stations becomes larger, and the connectivity efficiency of the network becomes worse. Node betweenness attack is slightly lower than the other two kinds of deliberate attacks. Figure 8 shows the comparison of largest connected subgraph size changes under node-hyperedge degree attack, node degree attack, node betweenness attack and random node attack in space L. When a subway station is attacked by four kinds of attacks, the largest connected subgraph size decreases sharply at first, and when it reaches about 60 nodes, the descent curves caused by the four attacks begin to coincide and become smooth. The effect of three deliberate attacks are more obvious than that of random node attack, which indicates that when deliberately attacking nodes with larger node-hyperedge degree, node degree and node betweenness, the largest connected subgraph size becomes smaller, and the ability to maintain integrity between sites becomes worse.
1) ROBUSTNESS OF NODE ATTACKS IN SPACE L
FIGURE 9.
Comparison of the changes of average subgraph size under node-hyperedge degree attack, node degree attack, node betweenness attack and random node attack in space L. Figure 9 shows the comparison of the average subgraph size changes under node-hyperedge degree attack, node degree attack, node betweenness attack and random node attack in space L. When a subway station is attacked by four kinds of attacks, average subgraph size first decreases in a straight line, and when it reaches about the 25th node, the descent curves caused by the four attacks begin to coincide and become smooth. The effect of three deliberate attacks are slightly more obvious than that of random node attack. When the attack nodes with larger node-hyperedge degree, node degree and node betweenness, Nanjing metro network is rapidly divided into several blocks, and average subgraph size is rapidly reduced. This shows the importance of maintaining important transport hub sites. Once major transport hubs are destroyed, the entire metro network begins to split. Figure 10 shows the comparison of network connectivity efficiency changes under node-hyperedge degree attack, node degree attack, node betweenness attack and random node attack in space P. When a metro station is attacked by random nodes, network connectivity efficiency decreases almost in a straight line. When metro stations are attacked by three deliberate attacks, network connectivity efficiency decreases sharply at first, and then decreases slightly at about 20th node. The effects of node-hyperedge degree attack and node betweenness attack are slightly better than node degree attack. But three deliberate attacks are more effective than random node attack, which indicates that when intentionally attacking nodes with larger node-hyperedge degree, node degree and node betweenness, the average distance between sites becomes larger, and the communication ability between sites decreases more.
2) ROBUSTNESS OF NODE ATTACKS IN SPACE P
FIGURE 10.
Comparison of the changes of network connectivity efficiency under node-hyperedge degree attack, node degree attack, node betweenness attack and random node attack in space P.
FIGURE 11.
Comparison of the changes of largest connected subgraph size under node-hyperedge degree attack, node degree attack, node betweenness attack and random node attack in space P. Figure 11 shows a comparison of the size changes of largest connected subgraphs under node-hyperedge degree attack, node degree attack, node betweenness attack and random node attack in space P. When a subway station is attacked by random nodes, the largest connected subgraph size decreases almost in a straight line. When a subway station is attacked by three deliberate attacks, the size of the maximally connected subgraph decreases sharply at first, and then decreases slightly at about the 15th node. The effects of three deliberate attacks are more obvious than that of random node attack, which indicates that when deliberately attacking nodes with larger node-hyperedge degree, node degree and node betweenness, the largest connected subgraph size of metro network becomes smaller, and the ability to maintain integrity between stations becomes worse. Figure 12 shows a comparison of the changes of average subgraph size under node-hyperedge degree attack, node degree attack, node betweenness attack and random node attack in space P. When a subway station is attacked by four kinds of attacks, average subgraph size first decreases in a straight line, and when it reaches about the 25th node, VOLUME 7, 2019 FIGURE 12. Comparison of the changes of average subgraph size under node-hyperedge degree attack, node degree attack, node betweenness attack and random node attack in space P. the descent curves caused by the four attacks begin to coincide and become smooth. The effects of three deliberate attack are not obvious compared with that of random node attack. When attacking nodes with large node-hyperedge degree, node degree and node betweenness, Nanjing metro network is rapidly divided into several blocks, and average subgraph size is rapidly reduced.
VI. ROBUSTNESS ANALYSIS OF ATTACKS OF EDGES BASED ON SUPERNETWORK
Random attack and deliberate attack are used to compare the robustness of the metro network when the hyperedge attack is selected and the robustness of the metro network is analyzed. Deliberate attack can be divided into hyperedge-node degree attack and hyperedge-hyperdege degree attack. These three attacks are applied to space L, space P model respectively. There are 10 lines and 159 stations in Nanjing metro network. Stations are sorted by Pinyin and numbered from 1 to 159.
Random attack method is to select 1 to 10 metro lines in random order, cut off all stations on a line and the surrounding links, so that these stations in an isolated position, so as to analyze the performance changes of the metro network. Deliberate attack is to analyze the changes of metro network according to the magnitude of hyperedge-node degree and hyperedge-hyperedge degree, and to attack the lines with larger values in order. Comparing the three attack modes, we can see the effectiveness of deliberate attack.
A. HYPEREDGE-NODE DEGREE AND HYPEREDGE-HYPEREDGE DEGREE
Hyperedge-node degree is defined as the number of nodes contained in a hyperedge. In the metro supernetwork, this parameter represents the number of metro stations included in a certain line. The hyperedge-hyperedge degree refers to the number of other hyperedges adjacent to the hyperedge, that is, the number of other hyperedges with the common node existing in the hyperedge. In the metro super network, this parameter represents the number of other metro lines connected by one metro line. Table 4 shows the hyperedgenode degree and hyperedge-hyperedge degree of 10 metro lines in Nanjing metro network.
B. ROBUSTNESS ANALYSIS OF HYPEREDGE ATTACK
In Figures 13 to 18 Figure 13 shows the comparison of the network connectivity efficiency changes under hyperedge-node degree attack, hyperedge-hyperedge degree attack and random hyperedge attack in space L. When the subway station is attacked by three kinds of attacks, the decrease of network connectivity efficiency presents a power law distribution. The effect of hyperedge-hyperedge degree attack is slightly more obvious than that of hyperedge-node degree attack, but both of them are far more effective than random hyperedge attack. This indicates that when intentionally attacking long metro lines or crossing metro lines with other lines, the connectivity efficiency of the metro network decreases more significantly. When the first metro line is deliberately attacked, the network connectivity efficiency of the metro network decreases by about 65%. The overlap degree of bus network lines is relatively large, while the subway lines are generally not overlap. Once a main line is damaged, the whole subway network will be mostly paralysed.
1) ROBUSTNESS OF HYPEREDGE ATTACKS IN SPACE L
FIGURE 14.
Comparison of the changes of lartest connected subgraph size under hyperedge-node degree attack, hyperedge-hyperedge degree attack and random hyperedge attack in space L. Figure 14 shows the comparison of the changes of largest connected subgraph size under hyperedge-node degree attack, hyperedge-hyperedge degree attack and random hyperedge attack in space L. When the subway station is attacked by three kinds of attacks, the decrease of the largest connected subgraph size presents a power-law distribution. The effect of hyperedge-hyperedge degree attack is more obvious than that of hyperedge-node degree attack, but both of them are far more effective than random hyperedge attack. This shows that when intentionally attacking long metro lines or crossing metro lines with other lines, the largest connected subgraph size of the metro network decreases more significantly. When the first metro line is deliberately attacked, the largest connected subgraph size of the metro network decreases by about 70%. When one of the main lines of the metro is destroyed, the whole metro network is split into blocks, and the largest connected parts become very small. Figure 15 shows the comparison of the changes of average subgraph size under hyperedge-node degree attack, hyperedge-hyperedge degree attack and random hyperedge attack in space L. When the subway station is attacked by three kinds of attacks, the average subgraph size decreases in a straight line. The effect of hyperedge-hyperedge degree attack is similar to that of hyperedge-node degree attack, and the effect of both attacks is slightly greater than that of random hyperedge attack. When the first subway line is deliberately attacked, the average subgraph size of the subway network decreases by about 95%. The whole subway network is split into blocks, and the largest connected part becomes very small. Figure 16 shows the comparison of the network connectivity efficiency changes under hyperedge-node degree attack, hyperedge-hyperedge degree attack and random hyperedge attack in space P. When the subway station is attacked by three kinds of attacks, the decrease of network connectivity efficiency presents a power law distribution. The effect of hyperedge-node degree attack is slightly more obvious than that of hyperedge-hyperedge degree attack, but both of them are far more effective than random hyperedge attack. This indicates that when intentionally attacking long metro lines or crossing metro lines with other lines, network connectivity efficiency of the metro network decreases more significantly. When the first metro line is deliberately attacked, the network connectivity efficiency of the metro network decreases by about half. However, when the first subway line is subjected to random attacks, the network connectivity efficiency of the subway network decreases by more than 20%. This also shows the importance of the main line of the metro. degree attack, hyperedge-hyperedge degree attack and random hyperedge attack in space P. When the subway station is attacked by three kinds of attacks, the decrease of the largest connected subgraph size presents a power-law distribution. The effect of hyperedge-node degree attack is more obvious than that of hyperedge-hyperedge degree attack, but both of them are far more effective than random hyperedge attack. This shows that when intentionally attacking long metro lines or crossing metro lines with other lines, the largest connected subgraph size of the metro network decreases more significantly. When the first metro line is deliberately attacked, the largest connected subgraph size of the metro network decreases by about 30%. The decline of the space P model is smaller than that of the space L model, because one of the main lines of the local subway has been destroyed, and the whole metro network has been geographically split into several blocks. Although the passengers can transfer through other lines, but the number of transfers has increased.
2) ROBUSTNESS OF HYPEREDGE ATTACKS IN SPACE P
FIGURE 18.
Comparison of the changes of average subgraph size under hyperedge-node degree attack, hyperedge-hyperedge degree attack and random hyperedge attack in space P. Figure 18 shows the comparison of the changes of average subgraph size under hyperedge-node degree attack, hyperedge-hyperedge degree attack and random hyperedge attack in space P. When the subway station is attacked by three kinds of attacks, the average subgraph size decreases in a straight line. The effect of hyperedge-hyperedge degree attack is similar to that of hyperedge-node degree attack, and the effect of both attacks is slightly greater than that of random hyperedge attack. When the first subway line is deliberately attacked, the average size of the subgraph of the subway network decreases by about 95%. The whole subway network is split into blocks, and the interconnected parts of the subway line become very small.
VII. CONCLUSION
Ten metro lines have been opened in Nanjing, forming a topological structure of radiation from the central city to the surrounding suburbs. Among them, the main lines are No. 1, No. 2 and No. 3, which play the role of running through the main urban area of Nanjing. Residents of Nanjing can go to work by subway, and go to other cities by railway. The normal operation of Nanjing metro is related to the quality of residents' travel and life. It is called robustness, which is used to evaluate the ability of Nanjing metro network to resist faults.
In this study, the main faults encountered by Nanjing metro in the past three years are counted and the causes are analyzed. The malfunctions of Nanjing metro often occur in the early peak and the late peak of the residents' working hours, and are concentrated in the main line and the central area of the city. The increase of traffic is the main cause of subway accidents. The location of subway accident includes station, section and whole line. Its fault can be divided into non-stop, delay, slow-moving, temporary parking, section shutdown and so on. When comparing with the actual faults, this paper simplifies the faults encountered by the metro network into two kinds of situations in which the stations and lines are attacked.
In view of the accessibility of Nanjing metro network, this study constructs two models, space L and space P. Three parameters are adopted to measure the robustness of the metro network, namely, network connectivity efficiency, largest connected subgraph size and average subgraph size. On the basis of complex network, this study further considers the metro line as a whole, and puts forward the concept of metro supernetwork. Metro station is the node and metro line is the hyperedge. On this basis, the robustness of the nodes and the hyperedges of the metro network when attacked is analyzed.
The selection of metro nodes is sorted according to the node-hyperedge degree, node degree and node betweenness, then the attacks are carried out. The results are compared with those of random node attack. The selection of metro lines is sorted and attacked according to the hyperedge-hyperedge degree and hyperedge-node degree. The results are compared with the random hyperedge attack. Connections between attacked sites and other sites in space L and space P are severed and isolated.
The results show that deliberate attack is more effective than random attack. When the traffic hub station or main line is attacked, network connectivity efficiency, largest connected subgraph size and average subgraph size will decrease rapidly. Especially when all stations on a main metro line are attacked, the robustness of the metro decreases so much that it is almost paralyzed. From this we can also see the importance of maintaining the normal operation of the main line of Nanjing metro.
This study proposes an effective method to analyze the performance of metro network by using supernetwork. Based on the theory of complex network, the concept of supernetwork is applied, and the metro line is regarded as a subsystem, and the performance parameters of the supernetwork are put forward. According to the actual situation of subway faults encountered, the attack of subway station and line is simulated to determine the robustness of the subway network.
In this study, when simulating the attack on the subway network, it is sorted according to the importance of nodes and lines, which is different from the actual situation. For example, the upstream and downstream lines of metro lines are separated, and the faults of a certain station and line may only cause problems for one-way operation. Some lines are only interval faults, not the whole line stops running. There is an interactive relationship between stations and lines, and the failure will cause cascade failure of the whole system. The simulation of these faults and the comparison with actual cases need further study in the future. He is currently a Teacher with the School of Architecture and Transportation Engineering, Guilin University of Electronic Science and Technology. His research interests include traffic behavior and safety, urban traffic planning and design, traffic data analysis, and intelligent transportation.
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