The paper proposes a fragmentation-based MAC protocol with power control, named F-RCRC MAC protocol, for wireless ad hoc networks to avoid the Large Interference Range Collision (LIRC) problem, which is a kind of hidden terminal problem. F-RCRC designs a new interframe space, called FIFS, to reduce the overhead caused by the fragmentation scheme. Taking advantage of fragmentation, the design of FIFS can effectively avoid the hidden STAs from interfering with the receiver's reception. F-RCRC can reduce the energy consumption and increase the spatial reuse due to the controlled transmission power. Simulation results show that F-RCRC performs much better than the related work in terms of network throughput as well as energy efficiency.
Introduction
A wireless ad hoc network is a network temporarily formed by a collection of stations (STAs) without relying on any established infrastructure. The communication among STAs is via message exchanges through multihop wireless links. Therefore, collision resolution is an important issue and needs to be well considered for wireless ad hoc networks.
Hidden terminal problems are a notorious collision problems in wireless ad hoc networks. Resolving hidden terminal problems becomes one of the major design considerations of MAC protocols. IEEE 802.11 DCF (IEEE, 2003) is the most popular MAC protocol for wireless ad hoc networks. In the IEEE 802.11 DCF, four-way handshake (RTS/CTS/DATA/ACK) is the underlying scheme to resolve hidden terminal problems. However, the success of the four-way handshake to prevent hidden terminal problem from happening is based on the assumption that hidden STAs are located within the transmission range of the receiver.
Nevertheless, it is possible that STAs out of the transmission ranges of both the transmitter and the receiver are still capable of interfering with the reception of the receiver. In Xu et al. (2002) , the authors reevaluated the effectiveness of the four-way handshake and showed that the four-way handshake still cannot completely prevent hidden terminal problems from happening. The hidden terminal problem resulted from the collisions of interfering STAs located within the receiver's interference range but out of the transmission range is further referred as the Large Interference Range Collisions (LIRC) problem (Xu et al., 2002) .
In Xu et al. (2002) , two schemes were proposed to solve the LIRC problem. The first scheme is named Conservative CTS Reply (CCR). The main idea of CCR is to restrict the reply of the CTS for an RTS Only when the received signal strength of an RTS is stronger than a certain threshold (CTS-REPLY -THRESHOLD) will the receiver reply with the CTS. However, this way will reduce the effectiveness of the transmission range. Certainly, it will also greatly affect the network connectivity. As a result, the second scheme is proposed, where not only the transmission range, but the carrier-sensing range is also taken into account. This scheme uses the transmitter's carriersensing range to cover hidden STAs in order to prevent hidden STAs from transmissions. However, this causes a large carrier-sensing range and also implies a great degradation of performance due to the large prohibitions of transmissions. This scheme helps not much.
The two schemes proposed in Xu et al. (2002) have their disadvantages: low network connectivity as well as large capture effect, and both lead to performance degradation. Consequently, this paper proposes a Receiver's Carrier-sensing Range Cover (RCRC) scheme to avoid the LIRC problem from happening in wireless ad hoc networks. However, RCRC has a strong constraint on the frame length. Therefore, RCRC with fragmentation (named F-RCRC) MAC protocol is also proposed to solve the LIRC problem and to relieve the constraint of RCRC on frame length. In F-RCRC, a new interframe space, named FIFS, is designed to defer the transmissions of hidden STAs as well as to reduce the overhead incurred by fragmentation. F-RCRC can not only solve the LIRC problem, but it can also reduce energy consumption due to the controlled transmission power. Simulation results show that F-RCRC performs much better than the related work in terms of network throughput as well as energy efficiency.
The rest of the paper is organised as follows. Section 2 states the definitions of the transmission range, the carrier-sensing range, as well as the interference range, and describes the formal definition of the LIRC problem. The concept of the RCRC MAC protocol is briefly introduced in Section 3. In Section 4, the proposed protocol, F-RCRC, is described, where the concept and the design goals of the FIFS are depicted as well. Performance evaluation and related work are depicted in Sections 5 and 6, respectively. Finally, Section 7 concludes the paper.
Preliminaries
In the section, a brief overview of IEEE 802.11 fragmentation scheme is presented in Section 2.1. The transmission range, carrier-sensing range, interference range, and the relationships among them are described in Section 2.2. Moreover, the formal definition of the LIRC problem is given as well.
Fragmentation in IEEE 802.11
Fragmentation is the process of partitioning an MSDU or an MMPDU into smaller MPDUs. The successful transmission probability of a frame is directly proportional to the length of the frame. Moreover, the maximum length of an MPDU, in general, is fixed. As a result, a frame of length longer than an MPDU or with high reliability requirement will be partitioned into smaller pieces to meet either the length or the reliability demands. Figure 1 illustrates the fragmentation in IEEE 802.11 (IEEE, 2003) , where Figure 2 (a) shows an MSDU fragmented into 3 fragments numbered from 0 to 2 and Figure 2 (b) shows RTS/CTS with the fragmented MSDU and the NAV setting. Basically, a frame of length exceeding aFragmentationThreshold (denoted as aFragThold hereafter) will be fragmented. It is done at each immediate transmitter. A fragment burst means the process of sending all of the fragments that comprise a single MSDU or MMPDU, using a single invocation of the DCF medium access procedure. Each fragment is sent as an independent transmission and is separately acknowledged. The interframe space between the fragments and their acknowledgements is the SIFS. Similarly, the Network Allocation Vector (NAV) is also used for other STAs not to interfere with the transmission of the current fragment burst. Each fragment and its ACK set the Duration/ID field to the end of the acknowledgment in order to lock the medium for the next frame, as shown in Figure 2 (b). (a) an MSDU is fragmented into 3 fragments numbered from 0 to 2, each of length aFragThold, except the last and (b) RTS/CTS with fragmented MSDU and the NAV setting (see online version for colours) Figure 2 An illustration of the LIRC − P C problem, where S, R, and S are the sender, receiver, and the interfering STA, respectively. In case DSR > 0.56 × T R(Pmax) and power control is not considered, the induced IR of R gets larger than the T R(Pmax) of R. As a result, the LIRC − P C problem is probably happened because S located outside the T R(Pmax) of both S and R, but within the IR of R, is capable of colliding with the reception of R (see online version for colours)
Problem statements
The definitions of the transmission range, carrier-sensing range, and the interference range have been defined in several previous works (Xu et al., 2002; Shih et al., 2007) . For completeness, the definitions of these three ranges are restated as follows.
Definition 1 (Transmission Range, T R): is defined as the range within which a frame can be successfully received and correctly identified.
Definition 2 (Carrier-sensing Range, CR): is defined as the range within which the signal can be detected, and the medium can then be set to the busy state.
Definition 3 (Interference Range, IR): is defined as the range within which the receiving STA can be interfered by other STAs and thus suffer a frame loss.
According to the above definitions, a data collision problem will occur when the IR is larger than the T R. The STAs within the receiver's IR but outside the T R will not perceive the medium busy and will interfere with the current transmission pair. This kind of collision problem is denoted as the LIRC problem. It is worth noticing that the LIRC problem can be happened no matter whether the power control is used or not. In other words, power control schemes are also possible to cause the LIRC problem (Shih and Chen, 2005) . To differentiate the two problems, therefore, let LIRC + P C and LIRC − P C denote the LIRC problems caused by or without by power control schemes, respectively. The LIRC − P C as well as LIRC + P C problems are formally described as follows.
The LIRC − P C problem
Without loss of generality, let S and R be the sender and the receiver, respectively. The distance between S and R is denoted as D SR and the maximum power level is denoted as P max . For simplicity, the signal attenuation model adopted in the paper is a simplified two-ray ground reflection model (Rappaport, 2002) , where, if the power used by S to transmit is P , the received signal strength of R, denoted as P R , is as follows.
where c is a constant. Obviously, IR is closely related to D SR , if power control is not taken into account. The relationship between IR and D SR is IR = 1.78D SR , which has been derived In Xu et al. (2002) and Shih and Chen (2005) . Obviously, when D SR > 0.56T R, IR gets larger than T R. This implies that, when the receiver is far away from the sender in a certain distance, the LIRC − P C problem is probably to happen. The illustration of the LIRC − P C problem is depicted in Figure 2. 
The LIRC + PC problem
On the other hand, when the power control is taken into consideration, as mentioned above, the transmission range, carrier-sensing range, as well as the interference range are greatly related to the transmission power strength. In Shih et al. (2007) , the impacts of the transmission power strength on the three ranges were investigated. For completeness, they are summarised as follows.
Theorem 1:
Suppose the radio propagation model is the two-ray ground reflection model. SN R thold and δ, the ratio of the carrier-sensing range to the transmission range, are set to 10 and 2, respectively. The distance between the sender, S, and the receiver, R, is denoted as D SR . S uses the power strength P to transmit. The transmission range and the carrier-sensing range of S as well as the interference range of R, respectively denoted T R(P ), CR(P ), and IR(P ), are as follows.
where P thold is the received signal strength threshold such that a STA can successfully receive and identify a frame and P max is the maximum transmission power.
Based on Theorem 1, the LIRC + P C problem is stated as follows. In general, S and R use P max to exchange RTS/CTS and use P to exchange DATA/ACK, where P is a reduced power strength and is no greater than P max . Suppose D SR < T R(P max ). Assume S is a STA out of the T R(P max ) of R. In other words, S can not overhear the CTS transmitted by R. In the meanwhile, S intends to transmit using P max . If S uses P to transmit to R, IR of R will expand and S will be located within the IR(P ) of R. Therefore, S will interfere with R. The collision is the LIRC + P C problem. Figure 3 shows the LIRC + P C problem. The formal definition of the LIRC problem is depicted in Definition 4.
Definition 4 (LIRC problem):
The LIRC (Large Interference Range Collisions) problem is a collision problem occurred when a STA is receiving a frame and its induced interference range is larger than its transmission range such that any STA located within the interference range but outside the transmission range of the receiver will collide with the receiver if the STA transmits simultaneously. Since the interference range is affected by the transmission power strength of the sender and the distance between the sender and the receiver, the LIRC problem can be categorised into the LIRC − P C and LIRC + P C subproblems and they are described as follows. (a) DSR < T R(Pmax). S and R use Pmax to exchange RTS/CTS. S , a source of interference, is outside T R(Pmax) of S and R and (b) S and R use the reduced power, P , to exchange Data/ACK. IR(P ) will expand and be larger than T R(Pmax) due to the reduction of the sender's power strength. As a result, S is located within IR(P ) of R and may cause collision (see online version for colours)
, the IR of the receiver is always larger than the T R(P max ). As a result, the LIRC − P C problem will occur when any STA attempts to transmit if it is located within the IR but out of the T R(P max ) of the receiver.
LIRC + P C : When the sender adopts the power control scheme to transmit, the IR of the receiver is enlarged over T R(P max ). As a result, the LIRC + P C problem will occur when any STA attempts to transmit if it is located within the IR but out of the T R(P max ) of the receiver.
The Receiver's Carrier-sensing Range Cover (RCRC) MAC protocol
A conservative scheme to the LIRC problem is always to regard the transmission as a danger. That is, there always has at least one interferer around the receiver. Only when the transmission is ensured to be safe will the receiver reply with the CTS. Therefore, a conservative scheme, such as CCR (Xu et al., 2002) , cannot obtain a better performance due to its pessimistic viewpoint and a conservative reaction. Actually, an effective scheme in solving the LIRC problem is to warn the hidden STAs in an optimistic fashion instead. Since hidden STAs are out of the transmission ranges of both the sender and the receiver, as a result, an alternative scheme is to warn the hidden STAs by means of the carrier-sensing range. However, using the sender's carrier-sensing range to cover hidden STAs will cause severe capture effect (Shih et al., 2007) . A promising way to prevent the LIRC problem from happening is to use the receiver's carrier-sensing range to cover hidden STAs. Therefore, this paper proposes a Receiver's Carrier-sensing Range Cover (RCRC) MAC Protocol to avoid the LIRC problem. According to the analysis in following section, RCRC can deal with not only the LIRC − P C but also the LIRC + P C problems under the constraint of the frame length.
RCRC MAC protocol solution to the LIRC − P C Problem
The main idea of the RCRC protocol is to let the CR of the CTS cover the IR of the receiver to avoid collisions. In general, CR is larger than IR since, mostly, CR is twice of T R, but IR is only 1.78 × T R(P max ) in maximal.
The operation of the RCRC MAC protocol is the same as that of IEEE 802.11 DCF. However, in RCRC, the transmission time of a DATA frame needs to be shorter than the duration of an EIFS. It is because RCRC uses the CR induced from the signal of the CTS to cover the IR such that the possible interfering STAs located within the IR can be warned in advance by the CR. However, interfering STAs within the CR detecting a signal will set its NAV to an EIFS. After the end of the EIFS, the interfering STAs will contend the access right to transmit. As a result, to ensure the success of the reception of the receiver, the DATA frame to be received by the receiver should be finished within the duration of an EIFS; otherwise, collisions may happen.
Recall that the main purpose of the EIFS is designed to provide enough time for the transmitter to receive an acknowledgement. Using a 1 Mbps channel bit rate, EIFS is set to 364 s (Jung and Vaidya, 2002) .
As mentioned above, in RCRC, the time for a DATA transmission should be no longer than an EIFS in order to avoid the LIRC problem. Therefore, if the length of a DATA frame is L bytes, by RCRC, L is required to satisfy equation (4) in order to avoid the LIRC problem.
where r is the transmission rate in Mbps, aSIFSTime = 10 s. 
RCRC MAC protocol solution to the LIRC+PC problem
Since the power control is taken into consideration, in addition to the distance between the sender and the receiver, IR is still related with the transmission power of the sender. In basic power control scheme, the minimum transmission power is always used to transmit DATA frames. Therefore, if the minimum transmission power is adopted, the induced IR is the maximum, which always equals 1.78 times T R(P max ) and is independent of D SR (Shih et al., 2007) . Since the CR(P max ) is twice of T R(P max ), CR of the CTS can cover the maximum IR. As a result, the LIRC + P C problem can be avoided by the RCRC protocol.
Comprehensively speaking, the LIRC problem can be completely avoided by the RCRC protocol under the restriction that the DATA frame length should satisfy equation (4), which greatly affect the performance of the RCRC protocol. Moreover, it is worth mentioning that if r = 1 Mbps, the RCRC protocol cannot be used to avoid the LIRC problem since the duration of an EIFS is not long enough to protect the receiver from collision while it is receiving a frame.
The protocol: Fragmentation-based RCRC (F-RCRC) MAC protocol
As mentioned above, the RCRC protocol has a tight constraint on the frame length. To mitigate the RCRC from this constraint, fragmenting a frame into small fragments and extending the duration of an EIFS are possible solutions. As a result, RCRC is modified to incorporate the fragmentation scheme to release the frame length constraint and design a new interframe space, named FIFS, to prolong the time that a frame can transmit. As a result, a longer frame can be transmitted without collision and the throughput degradation can be alleviated as well. The modified RCRC protocol is termed the F-RCRC protocol. Similar to the design of the EIFS, in the F-RCRC protocol, the FIFS is designed to protect the receiver from collisions while it is receiving a fragment. Therefore, the FIFS is designed as follows.
To determine the FIFS, aFragThold should be determined first. It is well known that the overhead of multiple MAC headers and trailers will rise substantially proportional to the number of fragments. Therefore, the more fragments a frame is fragmented, the worse the throughput degrades. Contrarily, if the length of a fragment is too long, it will cause a long wastage after the last fragment is transmitted since hidden STAs will be prohibited from transmission even though the medium is idle. Therefore, a suitable fragment length, that is, aFragThold, should be decided in order to balance the tradeoff between the fragmentation overhead and the channel wastage. As a result, the current goal is to find a suitable value of aFragThold such that the incurred overhead is the least. Figure 4 illustrates the design of the FIFS. Let T CO (L, aFragThold) be the channel occupancy time to transmit a frame of length L with fragmentation, each fragment of length aFragThold, except the last. No matter whether a frame is fragmented or not, the transmissions of RTS and CTS are involved once. Therefore, the transmission time from RTS to CTS is not taken into account in T CO (L, aFragThold). As shown in Figure 4 , T CO (L, aFragThold) includes the frame transmission time, T frame , and the channel wastage time, T waste , which causes hidden STAs from transmission. T CO (L, aFragThold) is expressed as follows.
where, in worst case, T frame (L, aFragThold) and T waste (aFragThold) can be further represented as below.
+ 2 × n × aSIFSTime, and
where n = L/aFragThold and T ACK = T PHY + 8×ACKSize r . Obviously, if aFragThold=L, it means that no fragmentation is used. As mentioned above, the design of aFragThold is to minimise the channel occupancy time of a frame transmission and to balance the tradeoff between the fragmentation overhead and the channel wastage. In other words, it is to find the most appropriate aFragThold such that T CO (L, aFragThold) is minimised. Let Prob(L) be the probability of a frame of length L, where the probability adopts Gaussian distribution and the mean (m) as well as the standard deviation (σ) are assumed to 1500 and 1, respectively. Moreover, let aFragThold * be the optimal value of aFragThold such that T CO (L, aFragThold) is minimised. Therefore, aFragThold * is obtained as follows.
where
. Figure 5 is the illustration of equation (6) in terms of aFragThold, where r is set to 1 Mbps. The lowest value is occurred when aFragThold = 385 Octets. According to the spec. (IEEE, 2003) , the length of a fragment MPDU shall be always an even number of octets. Therefore, aFragThold is set to 386 Octets instead. By equation (5) Comprehensively speaking, the design of the FIFS is to let interfering STAs be able to detect again the signal resulted from the CR of the receiver's replied ACK, and defer another FIFS at the end of the previous FIFS deferral such that the receiver can receive the succeeding fragments successfully. As a result, hidden STAs will interfere with neither the sender on receiving the ACK nor the receiver on receiving fragments. The LIRC problem is, thus, avoided. Figure 4 illustrates the F-RCRC protocol. As mentioned above, IR(P min ) = 1.78 × T R(P max ), where P min is the minimum necessary transmission power level for the sender to transmit and the receiver can successfully receive and identify the frame. However, in most cases, CR is assumed twice of T R. Hence, IR(P min ) < CR(P max ). It implies that the sender can use the minimum necessary power to transmit and the induced IR can still be covered by the CR of the receiver's replied CTS or ACK. Moreover, one can find that the receiver, actually, needs not to transmit CTS in P max . That is, the receiver can use a smaller power, say P adopt , to transmit the CTS, instead of P max . Therefore, the main idea of the F-RCRC protocol with power control support is to satisfy the following requirement.
Since
according to Theorem 1, P adopt can be obtained as follows.
However, in addition to meet the requirement of equation (7), P adopt still needs to make sure that the transmission of the CTS can be received by S. Therefore, P adopt still has to satisfy that T R(P adopt ) ≥ D SR . That is, P adopt ≥ P min . Consequently,
Suppose (1) and (8),
As a result, equation (9) can be modified as below.
This means that the receiver can determine the transmission power of the CTS/ACK just according to the distance to the sender. That is, if D SR < 0.89 × T R(P max ), the CTS/ACK shall be transmitted by 0.89 4 × P max ; otherwise, P min is adopted. To sum up, the concept of the F-RCRC protocol with power control support is shown in Figure 6 . Without loss of generality, suppose S wants to communicate with R. S and S are potential interfering STAs located within the carrier-sensing ranges, but outside of the transmission ranges of the receiver and the sender, respectively. Once S has successfully contended for the channel, S uses P max to transmit RTS. Although S cannot decode this signal, it can perceive the signal and will set its NAV to an FIFS. On the other hand, when R successfully receives the RTS, R uses P adopt indicated in equation (10) to reply the CTS to S. Similarly, S can also detect the existence of a signal and will set its NAV to an FIFS as well. Afterward, S and R use P min and P adopt to exchange fragments and ACKs, respectively. The design of the FIFS, S and S can always perceive signal transmissions and will defer their transmissions for an FIFS repeatedly. In such a way, not only the sender can adopt the minimum power to transmit the fragments and save its power consumption, but the LIRC problem can also be completely and effectively avoided.
Performance evaluation of the LIRC-PC problem in random topology
In this section, a lot of simulations are conducted by the ns2 simulator NS-2 (2011) to verify the effectiveness of the F-RCRC protocol. In the evaluation, the IEEE 802.11 DCF IEEE (2003), CCR Xu et al. (2002) , RCRC and TPC Agarwal et al. (2001) protocols are compared with the proposed protocols. The metrics to be compared include the network throughput, energy consumption, and energy efficiency, respectively, where the energy efficiency is defined as the number of bytes transmitted per unit of energy consumption (throughput per joule).
The comparisons of the F-RCRC protocol against the related work in terms of a random topology is depicted as follows. In the scenario, the traffic model adopts the Poisson distribution model, and the data packet size is fixed at 2000 bytes. 100 STAs are randomly deployed in a 1000 m × 1000 m area. The transmitter-receiver pairs are randomly generated. The total simulation time is 60 s. The other simulation settings are shown in Table 1 unless otherwise specified. Figure 7 illustrates the comparisons of the F-RCRC against the RCRC, IEEE 802.11 DCF, F-RCRC-PC, TPC, and CCR Xu et al. (2002) protocols in handling the LIRC problem in terms of
• energy consumption
• network throughput
• energy efficiency for traffic load varied from 10 packets/s to 100 packets/s, where the F-RCRC-PC protocol means that the F-RCRC protocol always uses the maximum transmission power to transmit without adopting power control.
By Figure 8(a) , obviously, the TPC protocol performs the worst due to its minimum transmission power. Similarly, the RCRC protocol also uses the minimum power to transmit. Therefore, the energy consumption of the RCRC protocol is very close to that of the TPC. However, the two protocols have severe collision problems. Therefore, the network throughput of these two protocols performs the worst, as shown in Figure 8 (b) . It also results in the worst energy efficiency, as shown in Figure 8 (c).
On the contrary, since the DCF and the F-RCRC-PC protocols use the maximum transmission power to transmit, the two protocols consumes the most energy. However, since the F-RCRC-PC protocol fragments frames, as a result, the energy consumption of the F-RCRC-PC protocol is more than that of the DCF protocol for the fragmentation overhead. Nevertheless, since the F-RCRC-PC protocol can avoid the LIRC problem, therefore, the network throughput of the F-RCRC-PC protocol is better than that of the DCF protocol. Overall, the two protocols have similar performance in energy efficiency.
As mentioned in Section 1, the CCR protocol is a conservative scheme, which only replies the CTS while the received signal strength of an RTS is stronger than a certain threshold. Therefore, the energy consumption of the CCR protocol is less than that of the DCF protocol. However, the network throughput of the CCR is worse than that of the DCF for its conservative behaviour. In contrast to the CCR protocol, although the F-RCRC protocol consumes more energy than that of the CCR protocol, the F-RCRC protocol has the best network throughput since it is more aggressive and can avoid the LIRC problem. Moreover, the F-RCRC protocol also performs the best of all in energy efficiency.
Related work
As for the LIRC problem, most of the previous work focuses on either the LIRC − P C or the LIRC + P C problem, such as Muqattash and Krunz (2004) , Xu et al. (2002) , Shih and Chen (2005) , Zhang and Bensaou (2007) , Qiao et al. (2003) , Zhang et al. (2005) , Shih et al. (2007) , Zhu et al. (2004) , Ng et al. (2005) , Nguyen et al. (2011) and Ming Liu (2009) , but not on both. By Shih et al. (2007) , the research aiming at the LIRC − P C or the LIRC + P C problems can be divided into four categories: Sender's Transmission Range Cover (STRC), Receiver's Transmission Range Cover (RTRC), Sender's Carrier-sensing Range Cover (SCRC), and Receiver's Carrier-sensing Range Cover (RCRC). They are briefly described as follows.
• STRC-based schemes: The concept of the STRC-based schemes is to utilise the T R of the sender's signal to cover the IR of the receiver to suspend the unsafe transmission of the receiver's neighbours (Shih et al., 2007; Zhang and Bensaou, 2007) . In Shih et al. (2007) , the authors have shown that the STRC schemes can avoid the LIRC problem only when D SR ≤ 0.36 × T R(P max ). The Core-PC algorithm proposed in Zhang and Bensaou (2007) derived the power level of the RTS by estimating its interference level. The larger the interference level is, the larger the power level of the RTS is. However, it is impractical to avoid the LIRC problem with unlimited power level of the RTS.
• RTRC-based schemes: The main concept of the RTRC-based schemes is to use the T R induced by the replied CTS of the receiver to cover its IR to avoid the LIRC problem (Xu et al., 2002; Shih and Chen, 2005; Shih et al., 2007; Qiao et al., 2003; Zhang et al., 2005) . By the analysis in Shih et al. (2007) , the LIRC problem can be avoided by the RTRC scheme in case that D SR ≤ 0.56 × T R (P max ). However, in Shih et al. (2007) , the RTRC scheme is adopted to avoid the LIRC problem only when D SR ≤ 0.39 × T R(P max ) for efficiency consideration. In Xu et al. (2002) , a CCR scheme is proposed, which requires the receiver replying the CTS when D SR ≤ 0.56 ×T R(P max ); otherwise, the receiver is prohibited from replying the CTS. Obviously, this scheme will greatly affect the throughput. The performance of the CCR scheme has been revealed in Section 5. In Qiao et al. (2003) and Zhang et al. (2005) , the proposed schemes use extra power level to reply the CTS to avoid the LIRC problem. However, it is an unreasonable assumption that no limitation of the transmission power strength.
• SCRC-based schemes: The idea of the SCRC-based schemes is to cover the IR of the receiver to avoid the LIRC problem by means of the CR of signal transmitted by the sender (Xu et al., 2002 , Shih et al., 2007 Zhu et al., 2004; Ng et al., 2005) . In Xu et al. (2002) , the authors point out that the LIRC problem can be avoid if the CR of the sender is no smaller than 2.78 × T R(P max ). However, to do so will reduce the network throughput significantly. In Shih et al. (2007) , the authors analysed that, if the CR is twice of the T R, the LIRC problem can be avoided by the SCRC scheme only when D SR ≤ 0.72 × T R(P max ).
In Zhu et al. (2004) and Ng et al. (2005) , the relation between the sender's CR and the receiver's IR is analysed to derive the optimal carrier sensing threshold. However, the analysed results obtained In Zhu et al. (2004) are for mesh networks. That is, the results are useful for regularly deployed networks and are not suitable for general networks. In Ng et al. (2005) the multirate factor is taken into account. However, the LIRC problem will happen when the sender's CR is smaller than 2.78 × D SR .
• RCRC-based schemes: The main concept of the RCRC scheme is to let the CR of the signal transmitted by the receiver cover the IR of the receiver to avoid the LIRC problem (Shih et al., 2007) . However, the RCRC scheme proposed In Shih et al. (2007) has a strict restriction on the frame length, which much affects the usage of this scheme.
As mentioned above, most of researches devoted to the LIRC problem are categorised into the RTRC-or SCRC-based schemes. However, these two schemes cannot deal with the LIRC problem efficiently. On the contrary, the RCRC-based scheme is the most efficient one to handle the LIRC problem. However, the constraint on the frame length is the most weakness of the RCRC-based scheme. As a result, the proposed protocol, the F-RCRC protocol, which is also categorised into the RCRC-based scheme, releases the frame constraint, but without sacrificing much throughput. To our best knowledge, the F-RCRC protocol is deemed the most efficient scheme in dealing with the LIRC problem in the literature.
Conclusions
Collision resolution is always the major concern in designing the MAC protocol for wireless ad hoc networks. Hidden terminal problem is a notorious collision problem, especially in wireless ad hoc networks. IEEE 802.11 DCF adopts four-way handshake to prevent the hidden terminal problem. However, the hidden terminal problem that four-way handshake can solve is based on the assumption that hidden STAs are within the transmission range of the receiver. The hidden terminal problem caused by the hidden STAs outside the transmission ranges of both the transmitter and the receiver, named the LIRC problem in the paper, has no effective scheme to solve it until now. Therefore, the paper proposes a fragmentation-based MAC protocol with power control, named F-RCRC, to solve the LIRC problem. The F-RCRC protocl is a modification of the RCRC protocol, but incorporates with the fragmentation scheme to release the RCRC's constraint on the frame length and add the power control scheme to save STAs' energy consumption such that the spatial reuse can be increased and the network throughput can be further enhanced. The F-RCRC protocol designs a new interframe space, named FIFS, to reduce the overhead caused by the fragmentation scheme. With fragmentation, the design of the FIFS can effectively avoid the interfering STAs interfering with the receivers' receiving. Moreover, the LIRC problem can be solved and the network throughput is increased accordingly. The F-RCRC protocol can not only solve the LIRC problem, but also reduce the energy consumption due to controlled transmission power. Simulation results show that the F-RCRC protocol performs much better than the related work in terms of network throughput as well as the power efficiency.
