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In the past two decades, financial technology (fintech) has grown to become one of the most 
significant economic drivers in developing countries especially in sub-Saharan Africa. Despite 
the prevalence of these fintech mostly in the form of mobile money platforms, the number of 
unbanked populations across developing countries has remained high. This applied project 
presents a human-centered approach in the innovator-side exploration of the integration 
between the banking sector and fintech. Such innovations should ask nothing more from the 
user than they already have, should adopt a fluid digital footprint, and the services offered by 
integrated platforms should be dynamic. To that end, the paper presents a system that classifies 
mobile money SMSs and use them to prepare a secure financial statement that might enhance 
the Know-Your-Customer requirements for the unbanked and also ensure that they can easily 
transfer their mobile money credit record and easily access services in the banking sector. 
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Chapter 1: Introduction 
 
In the past two decades, financial technology (fintech) has grown to become one of the 
most significant economic drivers in developing countries especially in sub-Saharan Africa. 
The most noticeable of these technologies has been the almost ubiquitous mobile money 
platforms offered by Mobile Network Operators (MNOs) like MTN and Vodafone. To date, 
there are more than 395.7 million registered mobile money accounts in sub-Saharan Africa 
which represents more than half of the total globally [11]. On average, these represent more 
than 60% of the adult population in most countries. It is projected that the region will have 
more 600 million unique subscribers to mobile services like mobile money in 2025. 
Despite the prevalence and sustained growth of mobile money platforms, the number 
of unbanked populations across developing countries has remained high. According to the 
World Bank there are still a billion people in the world who are unbanked. Furthermore, there 
are still 1.7 billion people around the globe who do not have access to safe, reliable, and 
convenient financial services [7]. This means that almost one fifth of the global population is 
financially excluded. 
With the already ubiquitous fintech like mobile money platforms, is there more that can 
be done to catapult these populations closer to a financial safety net and ensuring financial 
inclusion for all? There are promising solutions to this question in some of the countries that 
currently lead innovation in this space like Kenya and Ghana. For instance, in Kenya there’s 
M-Shwari a mobile application that is connects to a user’s mobile money account and a bank 
account and allows the user to have access to quick loans from the bank [5]. This is a great case 
of how the populace can be financially included through some of the available fintech. 
Unfortunately, there remain several obstacles for innovation and adoption in this arena. 
The first and probably obvious one is that like all other societal challenges there is no one-size-
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fits-all solution for financial inclusion. A significant share of this problem is market oriented. 
Promising solutions like M-Shwari cannot achieve meaningful progress alone. There needs to 
be many solutions targeted at the same problems and the invisible hand of the market will guide 
users to the best solutions that meet their needs. For instance, M-Shwari is quick loan service, 
but what about users who need insurance or mortgage solutions? This space is in need of many 
more solutions and fortunately several companies have thrown their weight to the problem by 
sponsoring innovation through fintech challenges [12].  
Related to the market problem and actually hinged to it is the policy problem in this 
particular innovation space. There’s no doubt that policymakers will play a big part if the 
financial exclusion is to be conquered. Their decisions matter both for the innovators and the 
consumer. The World Bank has taken the first step in stimulating governments into action on 
this part. Its formulation of the Universal Financial Access 2020 initiative has prompted some 
sub-Saharan governments into action. For example, the Eswatini Government met the World 
Bank’s initiative by a national strategy to combat financial inclusion though crisis like Covid-
19 pandemic might reverse the gains on this front [8].  
The last obstacle, which is also the focus of this paper, is the integration of fintech and 
traditional banking institutions has been certain but slow. The speed of technological 
innovation is usually fast and its truer for fintech. But what remains the challenge at the moment 
is the rigidity and high regulation standards of the banking sector [4]. This is a huge barrier of 
entry for independent innovators. No wonder thriving solutions like M-Shwari are an inhouse 
innovation through a collaboration of an operator of mobile money, M-Pesa and a bank, 
Commercial Bank of Africa [5]. On the contrary, this instance reveals that the integration of 
the banking sector and fintech is possible and the possibilities would be limitless if the pace of 
integration would accelerate. 
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This paper presents an innovator-side exploration of the integration between the 
banking sector and fintech. The presented solution makes use of machine learning to classify 
Mobile Money SMSs generated on the user-end of the mobile money platform from other 
SMSs that a user might receive. The purpose of this classification is to explore the useful data 
in the SMSs and prepare a financial statement that might be presented to lenders like those in 
the banking sector. 
The potential solution presented here takes an approach that, we contend, should guide 
all solutions to the challenge of integrating the banking sector and fintech. The approach is 
consumer oriented in the following three ways. First, it asks nothing more of the user other 
than consent to classify their SMSs on their personal device. The assumption is that the user 
already uses a mobile money platform and if that’s true they have a mobile phone. They also 
have the SMSs that are rarely used after a transaction on the mobile money platform has been 
confirmed and completed.  
Second, the approach is fluid. Too often a digital footprint of consumer is stuck in one 
platform or ecosystem and cannot be transferred to other systems where it might actually serve 
the consumer. With our potential solution we make use of the digital footprint created in mobile 
money platforms to create access to opportunities in the banking sector. Usually upon opening 
a bank account, users are made to wait until they have a sufficient track record or provide 
further documentation to have access to higher order services like loans and mortgage. But that 
need not be the case with the tentative solution presented in this paper. They can transfer the 
record they already have with the mobile money platform and access any services they qualify 
for right away. 
The third and last aspect of our approach has the potential to be dynamic. The transfer 
of the digital footprint from one platform to the end should not be the end. The transfer of 
digital footprint should always be ready and done with the consent of the consumer. As the 
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consumer continues to make use of one platform, they should be capable of using that updated 
digital footprint to inform the other of the new information that might lead to better services.  
The study is a case of Eswatini. The target is the unbanked population that actively 
transacts via mobile money platforms like that which is provided by MTN Eswatini. This 
applied project provides the following contribution: explores and presents a potential approach 
to the banking sector and fintech integration, presents a system that uses machine learning to 
classify mobile money SMSs from other SMSs and then analyze these SMSs to produce a 
financial statement. 
 
1.1 Background: Mobile Money in Eswatini 
Mobile Money made its first market entry in Eswatini (formerly known as Swaziland) 
in 2011 back when MTN was the sole mobile network operator (MNO). Now there are two 
MNOs but MTN overwhelmingly dominates the mobile money market. The MTN mobile 
money platform has more than 600,000 subscribers which is almost the entire adult population. 
More than 400,000 of these subscribers are active. At first, subscribers were only allowed to 
transact a maximum amount of US $250 per day but that amount was revised in 2018 and now 
subscribers can transact up to US $1370 [citation]. 
While the endeavor of getting all adults subscribed to the MTN’s mobile money 
platform has been an overwhelming success, the same cannot be said about the integration of 
the platform with the financial sector. The first steps towards integration came in 2017 when 
MTN partnered with a local bank, Swaziland Building Society (SBS), to allow account holders 
of SBS and MTN to transfer money between these accounts [9]. Furthermore, SBS account 
holders could withdraw from their mobile money account via an ATM.  Partnerships with other 
local banks have followed suit with some limited to just withdrawals via ATMs without the 
ability to transfer funds between the bank account and the mobile money account. The 
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challenge that has remained is the absence of fluidity of the traditional services of one platform 
to the other. Also, the financially excluded and unbanked populations cannot take advantage 
of these limited innovations. 
 
1.2 Related Work 
 
1.2.1 Mobile Money Fraud 
One of the greatest concerns when it comes to transfer of money in any platform is and 
has always been security or rather the guard against fraud. For this reason, there is a growing 
plethora of studies on fraud when it comes to the mobile money industry. On the one hand you 
have studies that are helping guard against and detect fraudulent mobile money transfers at the 
platform level [3]. On the other hand, there are studies looking to control fraud at a policy level 
seeking to build capacity against fraud from the mobile agents to the companies that provide 
these services by ensuring secure algorithms [1]. At the policy level, there’s little regard for 
data that is generated by these mobile money platforms, instead the focus is building an 
ecosystem that is resilient to fraud. At the platform level, the data generatedis key. For example, 
[3] proposed a pattern recognition model with the aim of predicting fraudulent mobile money 
transactions. To build this model, synthetic data was used due to the sensitive nature and 
inaccessibility of the original transaction SMSs. The question, therefore, is can we do more 
especially in the direction of empowering the users of such platforms. 
 
1.2.2 Mobile Money Adoption and Expansion 
Due to the high adoption and success of one mobile money service by Vodafone in 
partnership with Safaricom called M-Pesa in Kenya there’s been an obsession about expanding 
mobile money services to the poor especially the unbanked. This is because mobile money 
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services are highly accessible when compared to formal financial institutions and this is truer 
in developing countries. While seeking to expand the adoption of M-Pesa, Vodafone 
collaborated with researchers to perform a quantitative analysis of some data from their M-
Pesa product. This data included anonymized phone calls and M-Pesa transactions and machine 
learning models were used to predict the adoption of M-Pesa and mobile money spending. All 
this in the effort to design better mobile money systems in developing countries. The challenge 
with such studies is that they are not easily verifiable and extendable. The datasets used aren’t 
made publicly available. Also, they tend to be oriented towards the company goals rather than 
the true needs of the users. In this applied project, the goal is to build models that will enable 
the poor to access a wider range of financial products via formal financial institutions. To 
eradicate the market failures of mobile money transfers which are lack of insurance, savings, 
and credit, there is a need for a holistic and systematic coordination of mobile money ecosystem 
and that means mobile networks working with formal banking institutions and developers to 
achieve more [4]. 
 
1.2.3 Financial Inclusion via Mobile Money 
There have been limited services/applications that build on top of mobile money 
platforms to expand the financial products that are accessible to the poor. Even when there are 
such applications, they are usually developed inhouse by the same corporations that own the 
mobile money service since they have access to the datasets needed to develop such products. 
One of this application is M-Shwari which is owned by Safaricom, the provider of M-Pesa, in 
collaboration with Commercial Bank of Africa (CBA). M-Shwari allows M-Pesa users to save 
and borrow money which includes emergency loans. The thorny issue about such services has 
been a regulatory one [6]. The current financial system does not cater for mobile savings and 
credit especially on mobile money platforms like M-Pesa and that makes it hard to build 
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systems for such scenarios. Another issue related to regulations is how the consumer’s data is 
protected, credit reported, and how transactional data is supposed to be used by the corporations 
that run the mobile money services such as Safaricom and MTN. It seems the policy choices 
that must be made aren’t too compatible. On the one hand, there’s the desirable financial 
inclusion and on the other, there is the sensitive issue of data privacy and consumer protection. 
 
1.2.4 Integration: M-Shwari and M-Pawa 
M-Shwari is a bank account that is offered by the Commercial Bank of Africa (CBA) 
to M-Pesa users in Kenya. The account allows users to manage their bank account via the M-
Pesa wallet; deposits and withdrawals can only be done via M-Pesa. These bank accounts are 
opened on the basis that a user is already an M-Pesa subscriber and as such there’s no need to 
produce Know Your Customer (KYC) documentation as Safaricom provides all the transaction 
history and its associated credit scoring to CBA. Ironically, the savings balance users can have 
in their account can be limited by the amount of KYC documentation they submit [5]. For more 
savings balance users have to verify their National ID or physically submit their national ID to 
the bank and for unlimited savings balance, users have to submit their tax ID. Perhaps what’s 
more important than the bank requiring further documentation is that M-Shwari allows the 
unbanked M-Pesa to have a bank account. 
A similar product was launched in neighboring Tanzania and offered the same products; 
loans and savings. Even though such applications do enable financial inclusion they do little to 
build the financial capability of the users which is critical when users suddenly have more 
resources in their hands. Furthermore, the mobile money ecosystem in Swaziland is beginning 
to realize all these benefits that can be built around the mobile money platform and this project 
is planning on taking advantage of that. 
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The objective of this applied project is to prototype a system with two overarching 
goals. The first is to help the unbanked access formal banking institutions by using their 
transaction records of mobile money transfers to create a verifiable document that can be 
presented as part Know Your Customer, KYC, procedure. The second is to build financial 
capacity among the unbanked. By analyzing their mobile money transaction history, the users 
will be made aware of the patterns that emerge from their transactions and can also be advised 
on how to either reduce their expenditure, save more money, etc. 
 
2.1.2 Approach 
To achieve the set goals, there needs to be big data which can be analyzed and due to 
the highly regularized nature of the necessary data, synthetic data will be used to train the 
machine learning algorithms. The synthetic data will resemble the SMS texts that mobile 
money users receive after any transaction. 
The first part of the machine learning algorithm will be to classify the SMS texts; some 
may be non-financial, some financial and some might be spam. The goal here will be to identify 
the financial SMS texts from the mobile money provider. Once those SMSs are identified the 
next goal will be to extract the transactional information like the money received or sent and 
tall it up against expenditures and income and that information will be synthesized to a 
document with a verification feature like a barcode or any other security feature that will meet 
the standards that is required by the formal institutions. 
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The other goal, after classification and related to building financial capability, will be 
analyze the transactions of each user and make the user aware of the patterns of his transactions 
and from those patterns the user might make better financial decisions. 
 
2.2 Requirement gathering procedures 
The core requirements for this applied project stem from three documents of varying 
origins but one underlying theme which is understanding the unbanked populations and making 
every person is financial included. The first is a FinMark’s Eswatini FinScope Consumer 
Survey of 2018 which benchmarks the country’s level and quality of financial inclusion and 
financial capability of consumers. Furthermore, this study gives insights to consumer attitudes 
and behavior towards the financial sector both formal and informal. The FinMark study is 
geared towards enabling the improvement of financial services and this project shares that in 
that goal which is why it draws its requirement from it. 
  The second document is the World Bank’s Universal Financial Access by 2020 which 
has the aims of making sure that adults without a transaction with a formal financial institution 
have one by 2020 and are able to receive and send money. Through the World Bank’s 
interventions many partners like MasterCard Global and Equity Bank who are working on the 
ground to see to it that all citizens of the word have access to a bank account. This project on 
the other hand seeks to expand bank services to those who have access to mobile money.  
The third and final document is the National Financial Inclusion Strategy for Swaziland 
2017 – 2020 which lays down the framework at policy level for expanding financial inclusion 
and financial capability. This document is a product of Universal Financial Access by 2020 
where the World Bank partnered with governments to formulate such financial inclusion 
strategies. It is such strategies that the birth of the Center for Financial Inclusion in Swaziland. 
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What this document does which is of utmost importance to this project is that it outlines the 
barriers to financial inclusion some of which regulatory and access related. 
 
2.3 User classes and Use cases 
There are two classes of users for this system. The primary class of users are the 
unbanked people and the secondary class of users are Micro Small Medium Enterprises 
(MSMEs) who currently have no access to credit. Both classes of users will use the system to 
access credit with formal banking institutions and also get a get better peek at their transactions. 
 
2.4 Functional requirements 
 
2.4.1 Large dataset 
The prerequisite for this for this project as with any other machine learning projects is 
big data. To be more precise, this project requires a bulk of SMSs both mobile money and 
random SMSs. The random SMSs are required because at first the algorithm will be taught 
how to classify between mobile money SMSs and random SMSs. The definition of dig data is 
not what is clearly defined in the machine learning community but according to some measure 
it should data sets that are either too large or too complex for traditional data processing 
systems. The largest SMS corpus available so far is the National University of Singapore SMS 
Corpus which contains 67,000 SMSs [10]. This means any data set to be used in this project 
must by some measure attempt to equal or surpass this data set. 
 
2.4.2 High accuracy 
While on classification problems the best accuracy score is 100% in practice this score 
is impossible to achieve. The reasons for this is that the data sample may not be complete, there 
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might be noise in the data, and the stochastic nature of the modelling algorithm. The target 
accuracy for this project is anything above 90%. 
 
2.4.3 Synthesizing a presentable document format 
One of the goals for this project is to synthesize the correctly classified SMS by 
extracting expenditure and incomes and creating summary of these in the form of a presentable 
and readable format like text or pdf.  
 
2.4.4 Security 
Though in most cases security is considered as a nonfunctional require in this project it 
is considered as a functional require for two reasons. First, the nature of the data is highly 
regularized which means that it contains personal information that might be damaging to 
individuals if leaked. Secondly, users may attempt to inflate their incomes and expenditures 
which might not reflect their actual transactions. 
 
2.4.5 Verification mechanism 
Related to security is verification. With most documents and any other thing that formal 
financial institution require must verifiable. And this project the synthesized document should 
be verifiable to that user who presents it via a certain code. 
 
2.5 Non-functional requirements 
2.5.1 Reliability 




2.5.2 User friendly 
The whole system to user friendly to its target group and more so in this case since the 
target group is expected to be of low literacy. 
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Chapter 3: Architecture and Design 
 
3.1 System Overview 
This system has four main components which are the datasets, trained model, text 
analysis and mobile application and understanding each component and how it interacts with 
other components in the system is the goal of this chapter. 
 
3.1.1 High Level Architecture 
 
 
Figure 1: A high level representation of the system 
 
 
3.2 Key Components 
The components approach of this system reduces complexity and perhaps more 
importantly, takes into account the dependencies among the various functions of the system. 
For example, the classification of SMSs which is one of the important components has to take 
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place first before text analysis can be done. Otherwise, if not, that will lead to irrelevant text 
analysis that will not meet the goal of the system. 
 
3.2.1 Data preparation 
Besides preparing the data for training, the data itself has to be generated synthetically. 
The data that will be generated are the mobile money SMSs. Their deterministic nature makes 
them a little easy to generate. This involves obtaining a few mobile money SMSs which will 
used as templates, anonymizing personal information, and letting figures likes dates and 
amounts float between predetermined ranges. 
The second part of data preparation is feature engineering. This involve text cleaning 
which will remove unnecessary special characters that might be interpreted other by the system. 
Next, will be tokenization, a method that breaks down sentences into tokens which are then 
analyzed either individually or in relation to other tokens. The goal of this form of analysis is 
to extract key financial information that will presented in a financial statement. 
 
3.2.2 Model Training 
For training the classification model, plain neural networks will be used. Neural 
networks are good for classification problem and the hope is that they will fare well with SMS 
classification. The semi-structured nature of the data should boost the performance of the 
neural network even though its sequential. Besides SMSs being a form of sequential data, the 





Figure 2: Data processing and model training 
 
3.2.3 Mobile System 
Once the model has trained it will be ported to a mobile system where it will work side 
by side with a text analysis algorithm to meet the goals of this project which are producing a 
financial statement. What’s worth mentioning is that the system will require access to the users’ 




Figure 3: How the model will classify and analyze SMSs in the mobile application 
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Chapter 4: Implementation 
4.1 Datasets 
4.1.1 Data Mining 
Data was critical to meeting the objectives of this applied project. Even though there 
has been many open libraries and datasets which have been released by entities for developers 
to tinker, SMSs datasets remain scarce. This is truer for Mobile Money SMSs because they 
often times contain sensitive information like names, phones numbers, and account details. 
This is not to mean that there have been no studies or tinkering in this area of study. Most of 
the studies almost always withheld their data or are conducted with the holders of this data like 
MTN and Vodafone both who operate the two largest mobile money platform in Africa. 
The available and freely accessible dataset was the University of Singapore SMS 
Corpus that contained over 60,000 SMSs. Despite its accessibility the data was not suited for 
this study for two reasons. First it had no mobile money SMSs and it would not be useful to 
this study. Second, even there were SMSs that might have helped in the generalization of the 
model, the context of those SMSs has no relevance to the context of this study. Other datasets 
in platforms like Kaggle also fell short for the same reasons above. 
The author then resorted to crowdsourcing. Friends who held a mobile money accounts 
were identified and approached. They were briefed on the study and asked to contribute their 
SMSs in confidence that the author would use their SMSs for only this study and also maintain 
privacy of such data. The following steps outline the steps the select friends had to take for the 
author to be in possession of such data: 
1. Download SMS Backup and Restore, a mobile application in Google Play Store. 
2. Use the application to back up their SMSs to their preferred cloud storage service 
3. Share the link to that backed up folder of their SMSs 
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4.1.2 Format and Labelling 
The SMS folder were then downloaded and stored locally. The SMSs came in a xml format 
which is semi-structured data. The next step was to label the data to achieve supervised learning 
on the classification model. Labelling is one of the demanding tasks in any machine learning 
pipeline and it was the same for this project. It required that each SMS be copied to an excel 
spread sheet and be assigned a label. There were two classes of SMSs: 
1. MoMo: SMSs that were from the mobile money platform 
2. Ham: any other SMS that was not from the mobile money platform 
 
There were eight classes of MoMo SMSs: 
1. Bills (electricity, water, etc.) 
2. Regular transfer for outgoing and incoming 
3. Cash-in or cash-out via an ATM or an agent 
4. Loan acquisition or repayment 
5. Services like data bundle, airtime, and call minutes purchases 
6. Promotional 







Figure 4.1.2: Examples of SMSs in xml format from the 8 different classes 
In all, a total of 1010 SMSs were labelled for this project. The excel file was exported 
to a tsv* file for easier manipulation.  
 
4.1.3 Data Augmentation 
Data augmentation is a technique used to compensate for the scarcity of data which 
might lead to a dataset that may not help achieve a robust model. Besides increasing the size 
of the dataset, augmentation also increases variety in the data which helps the model to better 
generalize. It easily applied in computer vision by resizing and rescaling images. In text, one 
way to achieve augmentation is to either change the length of the sentence or replace words 
with their relevant synonyms and the latter that was applied in this project. 
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The table below shows the keywords that were augmented with one of their accompanying 
synonyms. 
 
Keywords Synonyms (for augmentation) 
payment discharge, remittance 
completed finalized, concluded 







Table 4.1.3: A table of keywords and their augment word equivalents 
 
The augmentation was done in levels and at each level the model was trained and tested. 
For instance, the first level augmented only one word and the model was trained and tested. At 
the second level, a second word was augmented, and the model was trained and tested as well. 
This means that for this project the levels were 9 since we have 9 keywords. Invariably, the 
original dataset of 1010 SMSs doubled in size after each augmentation phase. After the final 
level of augmentation, the dataset had 517,120 (that is, 1010 × 29) SMSs of which 20% were 





4.1.4 Data Occlusion 
The last stage of the data manipulation was occlusion. Occlusion in machine learning 
is covering a feature that might make the data trivial as the model is being trained. Triviality in 
the data works against achieving a general model which means that the model might fail if it 
comes across new data. All instances of MTN MoMo, MoMoLoans, M-Money, MobileMoney 
were occluded were occluded in one dataset. In the end there were two datasets, one occluded 
and the other occluded and training and test were performed on both. 
 
4.2 Classification Model 
A plain neural network with ReLU (rectified linear unit) was used for the classification 
of the SMSs. There were two models of varying depths and parameters which were trained on 
the different datasets as explained above. The model that performs better was picked and used 
for the system. 
 
 




Figure 4.2B: Shows model 2 with 5 layers 
Both models were built and tested in Google Colab using Pytorch and Python’s 
machine learning libraries and packages like NumPy, pandas, torch, Tokenizer, matplotlib, etc. 
 
4.3 Text Analysis 
 
4.3.1 Formatting and Cleaning 
The original format of the SMSs which is XML was retained. Special characters like 
single and double quotations marks were removed from each and every SMS to prevent them 
from obstructing access to key information and analysis. This done through a simple python 




The analysis of the text was done in four steps: 
 Step 1: Identifying keywords that might point to key information like type of transaction, 
balance, etc.  
Step 2: Extract the key information in some unique relation with the keywords. Once the 
keywords were identified, regular expressions (regex) patterns were created for all the 
information that needed to be extracted from each SMS. In all, there were three regex 
patterns for monetary values, date, and time. To implement the regex in python script, the 
RE package was imported and employed accordingly. The identified information was then 
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stored in list with each item in the list representing a single transaction with its key 
information. 
Step 3: Formatting and writing the key information into a text file. The information was 
formatted in such way that it followed the conversion of financial statements. 
 
Figure 4.3.2A: Showing the text file with the key financial information that was extracted 
from SMSs 
 
Step 4: Converting the text file into a portable document format, PDF. For this purpose, the 
FPDF package in python was used. The package has methods for reading information from 
a text file and formatting options before writing the information on the output PDF. 
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Figure 4.3.2B: Sample document showing a pdf document which was converted from a text 
file 
 
Step 5: Embedding security features to the PDF. The first feature was a watermark which 
was used for the purpose of this applied project to present the various possibilities of securing 
a document. For this, the FPDF package was used. It took the watermarking image and 
overlaid it on the PDF document. The second security feature was a QR code which was 
generated using the user information: name, ID number and number. To generate the QR 
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code, the qrcode package in python was used and the FPDF package was used to overlay the 
code on the PDF document. 
 
Figure 4.3.2C: Showing the pdf document with security features: watermark and QR code.  
 25 
Chapter 5 - Testing and Results 
 
5.1 Text Classification 
Primary tests were done on the two models using bootstrapped training sets of 1010 
SMSs which were augmented up to 6 levels. The fully augmented data was too large and took 
too long to train and was resource intensive because it uses the internet since Google Colab is 
a cloud service. 
 




Figure 5.1B: Shows the training and validation loss for Model 1 on the augmented dataset of 
32,320 SMSs 
 
The figures above, Figure 5.1A and 5.1B, show the difference that augmented data can 
make in the performance of model. Augmented data produces a more stable and accurate model 
as shown by the loss of 0 in the model in Figure 5.1B when compared to the original data where 
the validation loss is above 0.3 yet the training loss is 0. Another thing these two graphs show 
is the necessity for early stopping in the training process since the loss of 0 on 1000 epochs is 








Figure 5.1D: Shows the training and validation loss for Model 2 on the augmented dataset of 
32,320 SMSs 
The same phenomenon which was present in the training of Model 1 is also present in 
Model 2 as shown in figure 5 and 6 above. The only difference is the slightly higher validation 
loss on the original dataset, again, putting emphasis on the need for augmented or a diverse 
dataset. 
Interestingly, the depth of Model 2 does not better the performance of Model 1. This 
suggests that there are no complex features on the data which might be explained by the nature 
of the data since its semi-structured. On this regard it might be good to go with Model 1 since 
it will be small and more portable compared to Model 2.  
 
5.2 Text Analysis 
Testing on this part would have required presenting the financial statements produced 
by the system to banks and getting their feedback on the information presented and the security 
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features in the document. Low level testing included testing the system when the number of 
pages for each financial statement increased to more than one page and it was handled well. 
Another test included adding junk SMSs to the classified mobile money SMSs. Even though 
some of these junk SMSs have some key information that is also in the Mobile Money SMSs, 
the lack of completeness of this information prevents junk information from being inserted in 
the list of transactions. What remains to be tested and was not tested here due to the lack of 
such data, is how the system would handle SMSs which contain financial information like those 
from the bank. Such information if added together with the Mobile Money transactions might 
distort the financial statement. 
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Chapter 6: Conclusions and Future Work 
 
The possibilities that come with analyzing SMSs for enhancing financial inclusion are 
endless especially when machine learning is exploited in classification stages of this process. 
For instance, in this applied project the key financial information that was stored in a list could 
be used as a secondary data source for predicting things like loan repayments for users. The 
critical thing which this applied project sought to contribute is the approach to such innovation 
problems. The approach as outlined earlier should ask nothing more from the user than they 
already have, should adopt a fluid digital footprint for user convenience, and the services 
offered by integrated platforms should be dynamic and take into account the activities of the 
user in other platforms. The system which was presented in this applied project was very basic 
and the idea was to help indicate what’s possible even for populations whose digital footprint 
is limited. Further work might include expanding the scope of the SMSs beyond mobile money 
SMSs but that would probably also shift the focus from the unbanked populations whose digital 
footprint is limited. Second, this work was limited by the lack of bridge technology between 
machine learning and feature phones, which are prevalent with the unbanked population. 
Future work on this front might include the exploring ways by which machine learning can 
benefit the users of feature phones especially in respect to financial inclusion. Another 
possibility is using the extracted information to extend the information by inspecting how each 
transaction relates to the next especially in terms of dates, and amounts received and 
transferred. After that, maybe there might each users’ financial statement might be graphed 
and predicted accordingly. By exploring the limited digital footprint that unfortunate groups 
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