Abstract
pure time delay [18] . Taghvafard and Erjaee [19] studied the phase and anti-phase synchronization between two identical and non-identical fractional order chaotic systems using techniques from active control theory. The effect of delay on the chaotic behavior has been investigated for the first time in the literature [20] . However, there are few results about chaos synchronization of the fractional order timedelay chaotic systems.
In our work, it is considered that chaos synchronization of Chen fractional order time-delay chaotic systems and its application in secure communication. Based on the Laplace transform theory, the conditions for achieving synchronization of different fractional order time-delay chaotic systems are analyzed. The organization of this paper is as follows. In Section 2, some definitions and systems are given and then an improved version of Adams-Bashforth-Moulton method is introduced. In Section 3, the time-delay correlative synchronization controller is designed to achieve chaos synchronization through the analysis of the error dynamical systems. The effectiveness of our work is verified through numerical examples in Section 4. Then the proposed method is also applied to secure communications in Section 5. Finally concluding remark is given.
Definitions and systems
There are several definitions of a fractional-order differential system. In the following, we introduce the most common one of them: 
Here  stands for Gamma function, and the operator * D  is generally called "  -order Caputo differential operator" [21] . In 1999, Chen and Ueta [22] introduced a new chaotic system, which is similar but not topologically equivalent to the Lorenz system. Now, let us introduce its fractional order time-delay version as follows: 
Design of chaotic synchronization controller
In the section, based on the nonlinear control theory, an effective method for designing synchronization methods in the fractional order Chen chaotic systems with time delays has proposed to realize synchronization.
The chaos synchronization consists in the tracking of the master system trajectories by the slave system. However, this problem can be restated as the stabilization of the orbits of a dynamical system which represents the discrepancy between two systems. In order to observe the synchronization behavior in two identical fractional-order Chen systems with time delays, we build a drive-response configuration with a drive system given by the fractional-order Chen system with time delays (with three state variables denoted by the subscript m) and with a response system (with three variables denoted by subscript s) by using the method [23] .The drive and response systems are described by the following differential equations, respectively: 
Our aim is to determine the controller parameter k for the global synchronization of two identical fractional-order Chen systems with time delays. For this purpose, we define the synchronization error as follows: Then subtracting system (4) from system (5) yields the following error system: 
Chaos synchronization of fractional order time-delay Chen system and its application in secure communication Jianeng Tang, Cairong Zou, Li Zhao For the error system (4), the following Theorem 1 (can be used to) judge the occurrence of synchronization of system (4) and (5). Theorem 1. For the error dynamical system (6), if the time-delay correlative control parameter K of system (5) and the time delay satisfied (1)
 is a constant greater than zero, then system (6) is globally asymptotically stable.
That is, system (4) and system (5) 
Eq. (7) can be rewritten as follows: 
By use of the final-value theorem of the Laplace transformation, we have. 
Numerical results
Chaos synchronization of fractional order time-delay Chen system and its application in secure communication Jianeng Tang (4) and (5) (4) and (5). In the numerical simulations, the initial states of the drive system (4) and the response system (5) 
Application of secure communication
In this section, the proposed method is used to construct a chaotic communication system. Fig. 3 illustrates that the proposed communication system consists of a transmitter (Chen chaotic master system) and a receiver (Chen chaotic slave system). The input message is masked by the state of the chaotic transmitter and is simultaneously transmitted to the receiver. In addition, the output signal is also transmitted to the receiver for synchronization. The results in Section 4 show that the synchronization between the transmitter and the receiver can be achieved and the input message can be completely recovered on the receiver side. In this communication process, firstly chaos synchronization of fractional order time-delay Chen system is implementing and then the useful signals can be completely recovered on the receiver side. So the sender should be a chaotic system which can be described by Eq. (4). To facilitate the analysis, Eq. (4) can be rewritten as follows [25] : T . Based on the proposed synchronized method, the receiver is constructed as follows: 
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where ˆ( ) m t is the recovered useful signal. From Eq. (12) and Eq. (13), we can obtain When the transmitted signal m(t)=cos(3t) and 0.5   , Fig.4-Fig.7 show the implementation of secure communications based on the proposed synchronization method. From the simulation results, we can see that the system can very successfully recover the useful signal after a transient process, to complete the task of secure communication. Figure 6 . Output x(t) and y(t) of drive system and respond system.
Conclusions
Simulations of fractional order Chen attractors with time delays are discussed in this paper. Seen from the view point of these simulations, the chaotic attractors of fractional order Chen systems with time delays are different from the original Chen chaotic attractors. Based on the analysis of the error dynamical systems by using the Laplace transform theory, time-delay correlative controller is successfully applied in achieving synchronization. Numerical simulations are also given to show the effectiveness of the proposed method. At last, the proposed method is also applied to secure communications. 
