Blind quantum computation (BQC) enables a client with less quantum computational ability to delegate her quantum computation to a server with strong quantum computational power while preserving the client's privacy. Generally, many-qubit entangled states are often used to complete BQC tasks. But for a large-scale entangled state, it is difficult to be described since its Hilbert space dimension is increasing exponentially. Furthermore, the number of entangled qubits is limited in experiment of existing works. To tackle this problem, in this paper we propose a universal BQC protocol based on measurement with minor resources, where the trap technology is adopted to verify correctness of the server's measurement outcomes during computation and testing process. In our model there are two participants, a client who prepares initial single-qubit states and a server that performs universal quantum computation. To realize the client's universal BQC, we construct an m × n latticed state composed of six-qubit cluster states and eight-qubit cluster states, which needs less qubits than the brickwork state. Finally, we analyze and prove the blindness, correctness, universality and verifiability of our proposed BQC protocol.
Blind quantum computation (BQC) enables a client with less quantum computational ability to delegate her quantum computation to a server with strong quantum computational power while preserving the client's privacy. Generally, many-qubit entangled states are often used to complete BQC tasks. But for a large-scale entangled state, it is difficult to be described since its Hilbert space dimension is increasing exponentially. Furthermore, the number of entangled qubits is limited in experiment of existing works. To tackle this problem, in this paper we propose a universal BQC protocol based on measurement with minor resources, where the trap technology is adopted to verify correctness of the server's measurement outcomes during computation and testing process. In our model there are two participants, a client who prepares initial single-qubit states and a server that performs universal quantum computation. To realize the client's universal BQC, we construct an m × n latticed state composed of six-qubit cluster states and eight-qubit cluster states, which needs less qubits than the brickwork state. Finally, we analyze and prove the blindness, correctness, universality and verifiability of our proposed BQC protocol.
PACS numbers: 03.67.Lx, 03.67.Dd, 03.65.Ud.
I. INTRODUCTION
Quantum computation has already been widely studied by different styles [1] [2] [3] [4] . The quantum logic network [2] can be used to establish a relationship between quantum physics and quantum information processing. The quantum technology is improved continuously, which makes it possible for the first generation quantum computers to come out. Quantum computers can only be possessed by companies and governments because of their expensive prices for average persons. However, quantum computing will become essential for most people in the future. When people want to perform quantum computing, quantum computers or simulators can be used as quantum cloud platforms to satisfy such requirements. In this case, the client's quantum computing can be delegated to these quantum cloud platforms called servers. This delegation will bring a key problem, that is how to guarantee the client's quantum computing privacy. To be specific, servers only obtain the information that the client tells, but cannot get anything else. To solve the problem better, blind quantum computation (BQC) technology is adopted.
For this problem, numerous blind quantum computation protocols are proposed [5] [6] [7] [8] [9] [10] [11] [12] [13] [14] [15] [16] [17] [18] [19] [20] [21] [22] [23] [24] . As we know, blind quantum computation is a new secure quantum computing, in which a client with less quantum technologies outsources her computation to a server with a fully-fledged quantum computers. In the process, the client's quantum abilities are not sufficient for universal quantum computation and any of her secret information will not be leaked to servers. Broadbent et al. [11] proposed an universal blind quantum computation based on a brickwork state (which is called BFK protocol), which allows a client to delegate quantum computation to a server while remaining the client's inputs, outputs and computation perfectly private. In their protocol, * cryptjweng@gmail.com the client is able to prepare single qubits randomly chosen from a finite set
4 } and the server has the ability to control quantum computational resources. Moreover, a fault-tolerant authentication protocol was given to verify an interfering server. Barz et al. [15] made an experiment to demonstrate blind quantum computing, where the client had the abilities to prepare and transmit individual photonic qubits keeping input data, algorithms, and output data private. Naturally, measurement-based multiserver BQC protocols with Bell states [20, 21] were proposed, which were degraded to single-server performing BFK protocol [11] . Besides blind brickwork state, BQC protocols based on blind topological states [13] and Affleck-KennedyLiebTasaki (AKLT) [12] were also studied respectively.
However, servers are almost semi-trusted in BQC, which makes it an urgent problem to detect the correctness of servers' computing results. Aiming at such a problem, many methods [25] [26] [27] [28] [29] [30] [31] [32] [33] can be employed to realize the verifiability such as verifying quantum inputs [30] and quantum computing [25] . As for other aspects, many scholars started to consider solving practical questions by using BQC technologies [34] [35] [36] [37] [38] [39] . For instance, Huang et al. [35] implemented an experimental BQC protocol to factorize the integer 15 in which the classical client can interact with two entangled quantum servers. Recently, Fitzsimons [34] analyzed and summarized some important BQC protocols in terms of security, state preparation and so on.
It is crucial for quantum computers to prepare entangled states [11, 40] in large scales of space-separated or individualcontrollable quantum systems. For example, one of the genuine entangled states-the brickwork state [11] -was constructed in theory to realize universal blind quantum computation. The large-scale quantum entangled states can be viewed as vital resources in quantum field such as quantum nonlocality [41] , quantum computing [42] and quantum simulation [43] . Concretely, in terms of realizing quantum parallel computing, a great amount of quantum entanglement makes quantum computers and simulators superior classical computers.
Meanwhile, there are some important progress in experiment to prepare multi-qubit entangled states recently. For a trappedion system, the number of qubits in an entangled state [44] reaches to 14 in 2011, while the number merely increases to 20 deterministically implemented by Friis et al. [45] in 2018. In addition, the number of entangled qubits is only 10 both in superconducting [46] and photonic system [47] . However, the Hilbert space dimension will increase doubly when a qubit is added into an experimental system, which becomes a significant challenge to describe the new large entangled state.
In [11] , universal gates H, T, CNOT can be realized by ten-qubit cluster states respectively. To lessen the number of qubits, we propose a measurement-based universal BQC (MUBQC) protocol with a minor resource called latticed state. In this article, there are two participants, a client Alice who prepares initial states and a server Bob that performs universal quantum computation. The latticed state is composed of two classes of cluster states: six-qubit cluster states mainly realizing gates S, Z, T, X, Y, I and eight-qubit cluster states chiefly realizing gates H, CNOT. Therefore, our proposed latticed state with less qubits is possible to be prepared in the laboratory. Furthermore, we respectively prove the blindness, correctness, universality and verifiability of our protocol. These factors are often considered in other BQC protocols. Notice that the verifiability means to verify the correctness of Bob's measurement outcomes in computing and testing process, which is achieved by trap technology in measurement. The proof technology of verifiability refers to the work in [30] . The employed encrypted method is from the BFK protocol in [11] .
The rest of paper is organized as follows. The blind quantum computation protocol is presented in Sec. II as well as analyzing and proving the blindness, correctness, universality and verifiability. Next, the conclusions are shown in Sec. III.
II. MEASUREMENT-BASED UNIVERSAL BQC PROTOCOL
In this section, we construct the latticed state for the first time and design our measurement-based universal BQC (MUBQC) protocol. And then we give out analyses and proofs with respect to the blindness, correctness, universality and verifiability of our MUBQC protocol.
Definition of the latticed state.-An m × n dimensional latticed entangled state |LA is constructed as follows (see FIG.  1 ). Here, we set that m represents the total number of horizontal rows and n represents the total number of vertical columns. To express conveniently, we suppose N = mn in the follow-up description.
All original qubits are in states |±
where 5. For even rows x and columns y ≡ 3 (mod 5), apply operations CZ on qubits (x, y) and (x+1, y), (x, y+2) and (x+1, y+2). 6. The white circles denotes the computational outputs of previous cluster states and the inputs of latter cluster states at the same time, while the black circles denote auxiliary qubits for . Therefore, to obtain S, T, X, Y, Z, I, we prefer to use six-qubit cluster states than eight-qubit cluster states for efficiency improvement. For CNOT gate, we notice that it needs correction gates H and R z (-π 2 ). If the cluster states don't contain quantum outputs, the correction operations R z (-π 2 ) will be naturally absorbed since Alice can ask Bob to perform the projective measurements
Note that, η t comes out in Step 4 of our protocol. Otherwise, the correction operations R z (-π 2 ) will be performed on useful outputs of qubits and randomly traps to hiding gate CNOT since none of outputs needs to be measured.
MUBQC Protocol.-The principle of measurement-based quantum computation is presented in Refs. [11, 48, 49] Our protocol runs as follows: 1) Alice prepares N single-qubit states tion structure of latticed state and trap qubits |R 1 cannot be distinguished from the original latticed state.
2) Bob performs CZ gate to get a graph state |G = |LA ⊗ |R 1 and returns them to Alice, where the latticed state |LA is used to compute and
⊗K 1 is applied to test the correctness of the latticed state. We define that qubits from |R 1 are not entangled as well as the qubits between |LA and |R 1 , while qubits in |LA are entangled with each other.
It is vital to fix the number of qubits from |LA and traps |R 1 , since too many traps will affect the computational efficiency while too few traps will reduce the probability of checking Bob's deception. In our MUBQC protocol, the number of qubits from |LA and traps |R 1 is set N and K 1 respectively (N K 1 ), which is a balanced option in the graph state |G .
3) Alice generates K 1 trap qubits |± ϕ (ϕ ∈ {0, π 4 , . . . , 7π 4 }) and inserts them into the sequence containing (N + K 1 ) qubits, and then permutes the order of all qubits. Suppose P represents (2K 1 + N)-qubit permutation, which keeps the order of qubits in |LA . Then Alice sends all qubits to Bob again. 4) For the t th qubit, Alice computes measurement angles η t = θ ′ t + κ t + rπ, where r ∈ {0, 1} and θ
To be specific, the actual measurement angle θ ′ t is a modification of θ t that depends on previous measurement outcomes. We define that the measurement results in the first row and the first column are zero [11] . The measurement angles η t and ϕ belong to the same set {0,
4 } so that they cannot be distinguished from Bob's view. 5) Alice sends qubits one by one and relevant measurement angles η t and ϕ to Bob. To recover and hide CNOT, Alice randomly asks that Bob performs gate H on trap qubits |0 , |1 , |± ϕ . Measurement outcomes are always labelled 0 or 1.
6) Bob measures all qubits and returns these results to Alice, where the positions of trap qubits are unknown to Bob. After receiving results from Bob, Alice will performs the following three processes with a certain probability. 7) With probability q (0 q 1), if the computation result is acceptable after directly abandoning all traps |R 1 and |R 2 , the probability of Alice accepting the results of |LA is at least 1 4 while the probability is less than 1 4 for an honest Bob). According to the value r, Alice determines whether the result is flipped or not when Alice accepts these results.
With probability In our protocol, if Bob is honest, Alice will realize her computing successfully. However, if Bob is malicious, he can not get anything about Alice's privacy since Alice can check out the malicious behaviour and abort the protocol.
Notice that, we can ensure that the structure of trap qubits are not distinguished from the original latticed state in Bob's side. In fact, traps in |R 1 do not affect the computation because there is no entanglement not only among qubits in |R 1 but also between |R 1 and |LA . In FIG. 6 (Appendix A), we show the structure of the graph state |G as an example.
Analyses and proofs-Here, we will give the analyses and proofs of correctness, blindness, universality and verifiability in detail.
Theorem 1 (Correctness). If Alice and Bob follow the steps of our MUBQC protocol, these outcomes will be correct.
Proof: 1) In FIG. 3 , suppose operations I, S, T, X, Y, Z are performed on the above qubit, and then I is performed on the below qubit. For gates I, S, Z, T, H, these circuits are simple and we directly obtain the Eq.(1), but the simplification process of gates X, Y and CNOT are relatively complicated, as shown in FIGs. 7, 8 and 9 (See Appendix B).
where
. Therefore, the correctness is proved.
Theorem 2 (blindness of the latticed state). The dimension of the latticed state in our MUBQC protocol is private. The positions of six-qubit cluster states and eight-qubit cluster states may leak.
Proof: In our protocol, the graph state prepared by Bob are composed of traps and computational qubits, so it is obviously that the dimension known to Bob is larger than the dimension of the latticed state. That is to say, the dimension of latticed state keeps privacy to Bob except the dimension of brickwork state [11] . If Bob is very careful, he will find that the positions of six-qubit cluster states and eight-qubit cluster states.
However Bob can only know this at most since all measurement angles are encrypted and there exists the confusion of traps. Therefore, our construction accords with the blindness property of the latticed state. 18 [
Theorem 3 (blindness of quantum inputs). The quantum inputs are |±
From Eq. (2), Bob cannot obtain anything about the state from {|± ϑ j , |0 , |1 } since Alice has utilized the depolarizing channel. Even if Bob destroys or tampers the states by some way, he can learn nothing about them. Therefore, we have proved the blindness of quantum inputs.
Theorem 4 (blindness of algorithms and outputs).
The blindness of quantum algorithms and classical outputs can be proved by Bayes' theorem.
1) The conditional probability distribution of Bob obtaining computational angles is equal to its priori probability distribution, even if Bob knows all classical information and all measurement results of any positive-operator valued measures (POVMs) at any stage of the protocol.
2) All classical outputs are one-time pad to Bob. Proof: Refer to [12, 13] . Theorem 5 (Universality). The universal quantum computing can be realized by a standard universal gates set H, T, CNOT [50] .
Proof: As we see that, in FIG. 3 , quantum gates S, Z, T, X, Y, I can be realized by the help of six-qubit cluster states. Gates H, CNOT can be realized by eight-qubit cluster states in  FIG. 4 . In FIG. 1 , the latticed state contains six-qubit cluster states and eight-qubit cluster states such that all gates can be realized by the combination of gates H, T and CNOT.
Theorem 6 (Verifiability). If Bob is honest, Alice can obtain the correct results. However, if Bob is malicious, he returns fake results. In measurement-based quantum computation model [33, 51] , the interactive proof is performed between the server Bob who is a polynomial time quantum prover and the client Alice who is a polynomial time classical verifier. We prove the two items completeness and soundness as follows, where language L belongs to BQP. 1) (Completeness) If x ∈ L, the probability that Alice accepts Bob is at least 2) (Soundness) If x L, the probability that Alice accepts Bob is no more than 1 3 . Proof: Firstly, we prove the completeness as follows. If x ∈ L, honest Bob measures the correct state |G 1 such that Alice obtains the correct results, and the probability of passing the tests are 1. Therefore, the acceptance probability P is
where 0 q 1. Then we have
Therefore, we prove the completeness. Next, the soundness is considered. Let x L, Bob might be malicious to measure any (N + 2K 1 )-qubit state |G ′ 1 . Suppose ǫ 2 3(1−q) , we can obtain the acceptance probability P by the following cases. P 1 and P 2 respectively represent the probability of passing tests in traps |R 1 and |R 2 .
1) If P 1 < 1 − ǫ and P 2 < 1 − ǫ, then
Thus we get
2) If only one of tests passes, that is one of P 1 and P 2 is at least 1 − ε, then
Hence, we obtain
3) If P 1 1 − ǫ and P 2 1 − ǫ, then
So, we have
Suppose ξ 1 ξ 2 and ξ 1 ξ 3 , we can get two inequalities (1) ξ 1 − ξ 2 0 and (2) ξ 1 − ξ 3 0 accordingly. By plugging ξ 1 and ξ 2 in inequality (1), we have
and it is straightforward that q
. Similarly, by plugging ξ 1 and ξ 3 in inequality (2), we have
and we obtain q
It is clear that in order to satisfy above two inequalities, we must ensure that q { 3ǫ 4+3ǫ ,
, where ǫ ∈ [0.035, 0.384] is computed by using Matlab (The detailed calculation process is attached in Appendix C).
If the probability of passing the test is high [52, 53] , P 1 − ǫ, then state ρ is "close" to a certain stabilized state ρ ′ in the sense of
Therefore, we prove the soundness.
III. CONCLUSIONS
We present a universal measurement-based BQC protocol, which only needs a client and a server. We construct an entangled state with less qubits called latticed state consisted of six-qubit cluster states and eight-qubit cluster states, where the former is mainly used to realize gates S, T, X, Y, Z, I and the latter is mainly applied to obtain gates H, CNOT. Moreover, Alice randomly inserts optimal number of trap qubits to verify the correctness of Bob's measurement outcomes during computing and testing process. Finally, We analyze and prove the correctness, universality, verifiability as well as the blindness of the latticed state, quantum inputs, quantum algorithms and classical outputs. Compared with the brickwork state, our proposed latticed state is composed of less qubits in the case of realizing a specific quantum computing. In FIG. 5 , eight-qubits cluster states can also be used to realize single-qubit gates H, S, T, X, Y, Z, I. In this case, Bob needs to perform an undesirable correction operation H on qubits belong to states |LA or traps |R 1 , |R 2 . It is obvious that this increases Bob's workload and complexity of this protocol. Therefore, we do not use the eight-qubit cluster states to implement gates H, S, T, X, Y, Z, I as far as possible. In the following, we give the structure of graph state |G (FIG. 6) . In FIG. 6 , the green circles are trap qubits |R 1 and these traps are randomly attached to the latticed state with a certain rule. In such case, Bob cannot precisely extract the traps from state |G , so he learns nothing about the true dimension of the latticed state and the positions of the latticed state. 
