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We present a cloud based smart home testbed using a miniature doll house. In par-
ticular, we use this testbed to demonstrate the energy conservation system with the
interconnected network of devices, the robust security system with face recognition
feature, and the home assistant robot with voice-controller. The test bed consists of a
smart home server, a home controller, a smart home assistant robot, a security cam-
era, and appliances communicating with each other using web-socket and existing
Social Network Software SDKs. The proposed testbed allows research and educa-
tion in areas such as smart-grid, wireless sensor networks, machine learning, pattern
recognition, embedded programming, natural language processing, social media shar-
ing etc. We also propose a security system based on face recognition. In particular,
we develop this system for giving access into a home for authenticated people. The
classifier is trained using a new adaptive learning method. The training data is ini-
tially collected from social networks and the accuracy of the classifier is incrementally
improved as the user starts using this system. A novel method has been introduced
to improve the classifier model by human interaction and social media. By using
a deep learning framework - TensorFlow, it will be easy to reuse the framework to
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In this chapter, we present about motivations and related works in the domain of
smart home systems, smart home energy systems, security systems, voice-controlled
systems and smart home assistant robots.
1.1 Motivations
Nowadays, smart homes extend not only to customers who enjoy leisure and comfort,
but also to many researchers in a wide variety of research areas and fields. A typical
smart home features seamlessly integrated security systems, air conditioning systems,
entertainment systems, lighting systems, and smart appliances. Wireless technologies
connect these systems together. However, these interconnected systems require syn-
ergy among them to make a smart home environment. An example of smart home
systems is described by Kuzlu et al. [1] With those technologies, a smart home should:
• Intelligently allocate home power supply based on demands of home appliances,
while directing excessive energy back to the grid or local storage batteries;
• Incorporate energy-storage systems to stabilize energy flow;
• Capture data related to power consumption of individual appliances;
• Use an intelligent core to provide grounds for synergy among central computing
systems and all terminations, much like a human brain;
• Intelligently change the environment based on human activities or behaviors; [2]
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• Include an artificial intelligence assistant robot which controls smart home ap-
pliances by voice; [3] [4]
• Monitor the entirely the smart home with security cameras which detect and
recognize person’s faces.
Even though the smart home industry is relatively new, it is rapidly growing.
Companies like Microsoft, Samsung, Google, Apple and many startup companies are
already sold many smart home devices [5].
It is important to develop a research and education testbed which can be used as
a platform to train the next generation of engineers in smart home technologies. We
propose a smart home testbed using a miniature doll house which imitates a smart
home. [6] A number of sensors and devices are utilized in the mini house to simulate
the actual smart home environment. The sensors and appliances are connected to a
home controller which communicates with a central management smart server using
web sockets. The smart home server communicates in the same way with other
clients such as a smart phone, a smart home assistant robot, etc. With this proposed
framework, we show that energy can be conserved and utilized based on the demand.
Also, we describe two important features of the smart home, which are the secu-
rity system and the smart home assistant robot. Security systems have a crucial role
to safeguard people. It is necessary to have a robust system which can distinguish
between people and respond differently based on their privileges. It is essential that
the system is robust to recognize people and that the training should be accomplished
without much difficulty. By using a novel machine learning framework TensorFlow
[7], we can take an advantage of the state-of-art recognizers using convolutional neural
networks (CNN) [8] which outperform the human’s recognition rate. Moreover, voice
controlled systems take an important role in the smart home and currently become
a hot field with devices like Amazon Echo [9] and Google Home [10], but those are
private and paid services. By using an AI voice controlled system MyCroft [11], we
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implemented and adapted it to our smart home system with an impressive perfor-
mance. This thesis also aims at providing an interactive feature to the smart home
system that analyzes human voice and responds to the queries. As an extension to the
voice controlled home automation, this system tries to address all the queries, thereby
providing a certain amount of information and entertainment. We can get the basic
information on various things such as time, weather, distance and entertainment like
jokes and songs. The system has the main unit which is the Raspberry Pi for voice
recognition, along with the Google API [12] and MyCroft [11] for voice synthesis.
The system analyzes the human voice command, converts it into text, processes the
query and converts the answer back to speech, which is the response of the system.
The thesis gives a detailed explanation of the development of the Mycroft service.
We also built a 3D-printed BI robot which includes a camera, a Raspberry Pi, a
speaker, a microphone, a screen to be an assistant robot with the voice controller,
Wechat controller, and show and tell feature.
1.2 Related Works
In this section, we briefly review the existing smart home projects in terms of smart
home service systems, smart home energy systems, smart home security systems and
voice controlled systems.
The smart home project in the paper [13] focused on the design of a smart home
energy management system based on ZigBee protocol with the support of sensor
networks and actuator components. The smart home in the paper [14] dealt with
processing, networking abilities, and transferring signals from device to device and
from device to server. Kumar et al. [15] focused on building a flexible smart home
system which used the web sockets protocol to broadcast and subscribe information
between an Android App and an Arduino web server.
Angelo et al. [16] developed a decision-support algorithms. The user first assign
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values to desired energy services and then scheduling their available distributed energy
resource (DER) to maximize net benefits. Also, Hu et al. [17] proposed a smart home
energy management system where consumers can easily access a real-time, price-
responsive data for a heater, an air conditioner, and an electric vehicle, and it used a
machine learning algorithm to help consumers reduce their electricity bills. Jahn et
al. [18] presented a smart home system with energy efficiency features over a peer to
peer (P2P) network to calculate and analyze the consumed energy at a device level.
Farah et al. [9] introduced a smart system with smart home applications such as a
temperature monitoring feature and a security feature with temperature and motion
sensors.
In addition, in terms of security system and face recognition, the state of art of
face recognition reaches the human performance with robust results. Various home
security systems have been used in the market in many big companies such as ADT
[19], Vivint [20], and Protect America [21]. However, none of them has the face-
recognition feature in their systems because of low confidence performances and high
computational demand. With the rapid development of smart devices, Netatmo [22]
presented a device using a deep neural network to recognize faces, but their system
is still far from perfect since the camera is slow. The live feed lags, the notifications
are delayed, and it takes a while to learn faces.
The robustness of face recognition systems depends on the changes in light condi-
tions or expressions. Several papers have proposed various techniques for face recog-
nition under those conditions [23]. The Eigenfaces method [24] described variant
extracted feature to address the above factors. The Facenet in paper [25] used a
deep convolutional neural network with the architecture of the Inception model [26]
from Google and used a novel online triplet mining method to train an intermediate
bottleneck layer. On the widely used Labeled Faces in the Wild (LFW) dataset [27],
the Facenet system achieved a new record accuracy of 99.63%. However, unfortu-
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nately, not only the size of the database increases when we have more data, but also
its computational cost increases and the recognition accuracy declines accordingly.
That is why incremental learning is a learning algorithm which approaches to handle
large-scale training data for a better efficiency and accuracy. A brief definition of
incremental learning is that learning is a gradual process with new data. The ex-
isted classifier layer are identified with the new classes [28] [29]. Besides, while many
incremental learning works focused more on efficiency than accuracy, Bengio et al.
presented a deeper vision that improves speed and quality if increments are made
properly, which is called curriculum learning [30]. Its key idea is to begin learning
on low-resolution images and then gradually increase to high-resolution image [31].
That is why we use 96x96 pixels cropped as the input data which is also mentioned in
the Facenet paper [25] for the best performance training data size. We also describe
a novel method to collect data from social media by using Facebook API [32] and ask
people to label the unidentified faces, that supplies the neural network model with
new training data. The interface is also designed with easy uses in many types of
devices.
Regarding to voice controlled system, with rapidly growing technology, all the
leading tech companies are in a race to capture the market through the voice controlled
gadgets that can provide the user with a smart, interactive feature by processing
natural voice without actually touching the device such as Siri (Apple), Amazon
Echo [33], Google Assistant, etc. Zhu et al. presented a voice control system for a
home automation network [34] based on ZigBee networks and Speaker Independent
Automatic Speech Recognition (SI-ASR). Guo et al. described an interactive voice-
controller which applied to home automation [35]. However, those voice controlled
systems are in poor performance and only work with limited commands. By taking
the advantage of AI, we built an intelligent voice controlled system based on Mycroft
[11] and Google API [12].
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Inspired by the research presented by Srepan et al. [36], this thesis aims to effi-
ciently distribute home control tasks and automatically manage energy consumption
in a miniature smart home. The proposed configuration and management of the
smart home are more convenient and efficient by taking advantage of the connection
between a smart home server and a home controller. Users can manage and configure
smart home appliances via a smart phone application, a web browser, or a smart
home assistant robot. This smart home testbed can serve as a platform for research
and education in several areas including Internet of Things, Artificial Intelligence,
social networks, cloud computing, computer networking, etc.
An overview of the rest of the thesis is as follows: in Chapter 2, we will describe
overview of our miniature smart home system. The smart home management system
is discussed in Chapter 3; following is the smart home security system in Chapter 4.
Our smart home assistant robot is described in Chapter 5. Finally, Chapter 6 gives




In this chapter, we introduce the miniature smart home testbed. This chapter will
also give an idea of how the smart home system looks like, what devices are inside it,
and how it works.
2.1 Smart Home Architecture
This section describes the setup of our smart home testbed which consists of a smart
home server on a private cloud, a home controller, a smart home assistant robot, a
smart security system, a public cloud, appliances, and clients interacting with the
users as shown in Figure 2.1.
Each client node can communicate and control smart home appliances by con-
necting to the private cloud which runs the smart home server. The architecture
is designed, so that failure of one particular client node will not blackout the entire
system. For example, the Raspberry Pi home controller connects to various sensors
and actuators in the miniature smart home. It receives data from different sensors,
and it can make decisions based on the usage and availability of resources to control
the appliances. Afterward, the home controller also updates its decision to the smart
home server which in turn reflects the change to all connected clients. We make use
of web sockets provided by Socket.IO to implement this feature. Whenever the smart
home server receives an update, it will send a broadcast message to all the clients to
reflect the changes.
The smart home assistant robot includes a voice controller and a Wechat con-
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Figure 2.1: Smart Home System Architecture.
troller. The voice controller uses a person’s voice to control smart home appliances.
It also enables questions and answers from MyCroft skills [11]. The Wechat controller
uses the Wechat server [37] to control home appliances and query their status. Any
number of clients can connect to the system such as a web browser, an Android app,
a Wechat app, etc. This architecture offers flexibility to add more appliances such
as cameras, sensors, lights, fans, etc. which can be controlled by using the provided
application program interfaces (APIs).
2.2 Design of Miniature Smart Home
The proposed system includes a smart home server, a home controller, a smart home
assistant robot, a public cloud, a security system, a solar panel, battery, appliances,
and clients. Some of the main components are explained in detail in this section.
2.2.1 Home Controller
The Raspberry Pi home controller manages all sensors and actuators in the miniature
smart home as shown in Figure 2.2. The control circuitry is connected to a touch
display to show the appliance’s power consumption, battery percentage, thermostat
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value, and other related information. A portable auto heater and defroster forming
the air conditioning (AC) system is controlled based on the current temperature
within the home and the set temperature. The control of the air conditioner is based
on the mode in which the AC operates. There are three modes: off, heating and
cooling, which are similar to the traditional thermostat. Different sensors such as
temperature, current, and voltage sensors are connected to ADC (analog to digital
converter) to get digital values. The miniature smart home testbed is sealed using
acrylic glasses to maintain the temperature within the environment.
The smart home system is powered by renewable energy. The excess energy which
is obtained from the renewable source is stored in a battery and is used when the
renewable energy is not available. A 100 Watt, 12 V mono-crystalline solar panel and
a 12 V rechargeable sealed lead acid are utilized in the miniature smart home testbed.
The solar panel connects to the battery through a charge controller which regulates
the input power to the battery. The charge controller can also tell when the battery
is fully charged, when solar energy is not available, etc.
Figure 2.2: System Overview.
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The current and voltage sensors are used to sense the power consumption of
various appliances in the mini smart home. The home controller measures those
values and also updates to the smart home server. This setup makes it possible to
remotely monitor the instantaneous power produced by the solar panel and the power
consumed by all the devices.
The lights and air conditioner are controlled by using MOSFETs and relays. The
states of these appliances are controlled by various sensor values and user’s requests.
When the user sends a request to the smart home server, the server forwards the
message to the home controller and sends an acknowledgment to the requested client.
The block diagram of the home controller is shown in Figure 2.3, which includes
the hardware elements of the smart home and the connection between them. Also, the
selected GPIO output pins between the Raspberry Pi and appliances are presented
in the block diagram.
Figure 2.3: Block Diagram of The Home Controller.
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2.2.2 Smart Home Server
The smart home server receives data from various clients interfaces, and it contains
a program with predefined APIs. The state assigned by the server for any particular
actuator can be accessed by the client using HTTP requests or web sockets as shown
in Figure 2.4. The network framework includes a web browser (REST API and logging
services), a MongoDB database, and a connection with the home controller.
The server needs to be logged using HTTP to obtain the instantaneous actuator’s
status of the smart home. Whenever a request is sent to the server, a new port/socket
is opened, and the data is transferred through this port. Once the data has been
transferred, the port closes. Further, it is not possible for the server to initiate
communication with any client. Hence, the client has to request the server for updated
information every few seconds. On the other hand, web sockets are the extension of
traditional sockets. The server opens up the socket for clients and will be able to
broadcast messages without any request from the clients thus avoiding the polling
operation. The smart home server is hosted on the private cloud, and it is linked to
a database. All the sensor and actuator values are stored in the MongoDB database
[38]. Many clients can communicate with the server such as an Android app, a Wechat
app, a web browser, etc. by using a set of predefined REST API [39].
To achieve even more features on the smart home server, we decided to use Home
Assistant platform [40] on the smart home server, it is an open source home automa-
tion platform which includes many standard ways to connect with smart devices in
the market such as Amazon Echo [33], NEST [41], etc.
The smart home server also supports many communication protocols such as
MQTT [42], Zigbee [43], and Z-wave [44] which are three traditional protocols in
smart home systems.
11
Figure 2.4: Smart Home Server Principle.
2.3 Experimental Results
2.3.1 Miniature Smart Home Testbed
The mini smart home testbed was implemented as shown in Figure 2.5. The setup was
built through collaboration between undergraduate students and ASCC Lab mem-
bers. It used the solar panel to generate the power and store to the battery.
Figure 2.5: Smart Home Testbed System.
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2.3.2 Stack Server
The smart home server is located on a stack server. The server includes three nodes:
1 controller node on the top and 2 compute nodes at the bottom. Our server includes
Ubuntu, Cirros and CentOs operation environments and instances hosted by the
QEMU hypervisor [45] on the compute nodes. The server can provide a capacity up
to 12 VCPUs (time slot of the processor) with 16Gb Ram and 100Gb Root Disk. With
high computational power, the server is suitable for deep neural network training and
testing. The stack server is shown in Figure 2.6.
Figure 2.6: The stack server which hosts the Smart Home Server.
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2.3.3 Client Interfaces
The Android application interface is shown in Figure 2.7 (left) with information of the
device’s status, control condition, temperature, and also device power consumption.
There is also another way to connect with the smart home via the Wechat app as
shown in Figure 2.7 (right). By sending a text or voice message to the Wechat website
cloud, we can control the smart home system and also query the status of the smart
home.




SMART HOME ENERGY MANAGEMENT SYSTEM
In this chapter, we will describe the smart home energy management system. This
chapter will give a working flow of the energy management system and explain the
algorithm to save more energy.
3.1 Energy Management System
3.1.1 Management System
The management system includes sensing interface, energy-aware, and services man-
agement. Figure 3.1 shows the energy management system.
Figure 3.1: Energy Management System.
Sensing Interface
The sensing interface is designed to gather information from appliances such as
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consumed power, current sensors values, temperature values. By using current and
voltage sensors with a wireless module (MQTT [42] and WiFi [43] protocol), our
smart home is able to control and track the status of appliances from distance.
Energy-Aware
Then, the data is sent to the smart home server. Upon receiving the information,
the energy-aware will analyze, process a command based on energy-aware services
and send to the services management to control the energy mode of the system.
Services Management
After the decision was made, the energy-aware services from the smart home server
will send the decision mode to the services management which includes devices and
appliances such as lights and AC conditioner, etc. to control and save energy.
3.1.2 Energy-aware Services
One of the problems with the renewable energy, in particular solar energy, is that it
cannot produce power continuously throughout the day. It depends on the weather
and the energy generation, while power demand varies within a smart home environ-
ment. It is necessary to change loads based on availability and maximize the usage
of available resources. On the other hand, instead of fully cutting down the usage,
energy can be conserved by reducing the comfort level of the user. This approach to
conserving energy is better as it does not cut down supply to any device rather it
reduces the power consumed. With this idea, we propose a method to adjust the tem-
perature level of the air conditioner based on the available energy resource. With the
current and voltage sensors, we measure the instantaneous power consumed by the
air conditioning system and lighting system. We also measure the power generated
by the solar panel in a similar fashion. The battery percentage or the state-of-charge
of the battery is determined by measuring the voltage. This method is simple, but
it can be inaccurate because cell materials and temperature affect the voltage. The
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most blatant error of the voltage-based SoC occurs when disturbing a battery with
a charge or discharge. The resulting agitation distorts the voltage and it no longer
represents a correct SoC reference. To get accurate readings, the battery needs to
rest in the open circuit. We use this method to measure the battery percentage along
with the other measured values. A table for voltage vs SoC is shown in Figure 3.2.
Figure 3.2: Battery Voltage vs State-of-charge.
We developed an energy saving method to prove that the interconnected devices
can help conserve energy. By monitoring and controlling devices, we can turn off the
unnecessary actuators anytime.
The room and set thermostat temperatures, the mode of the air conditioner and
the battery percentage are displayed on the LCD screen which connects to the home
controller. The current sensors are used to measure the output current from the solar
panel, based on which we calculate the power consumed by the entire miniature smart
home. By calculating these, we can know if the solar panel is supplying enough energy
to power the smart home, or if the battery power is being consumed. Thus, if the
power obtained from the solar panel is more than the power consumed, the battery
is charged, and if the solar panel power is less than the power consumed, the battery
is discharged. In a mathematical form, we can express it as follows:
• If Psolar - Pconsumed > 0 then battery is charging
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• If Psolar - Pconsumed < 0 then battery is discharging
Our objective is to maximize the hours of usage of available energy. This should
be achieved without cutting down any supply to the user. Hence, we define three
modes in our system: normal, economy, and sleep.
Figure 3.3 shows the flowchart of controlling the lights and the air conditioner
during critical conditions.
When an abundant amount of energy is available, i.e., when the state-of-charge of
the battery is greater than 30% and the power produced is greater than or equal to
the amount of power consumed by the smart home, then it will work in the normal
mode in which none of the parameters in the system is affected. The entire system
is under the control of the user and the system does not turn off any appliance.
Ideally, the smart home system designed with a proper choice of renewable energy
should operate in the normal mode for most of the time. However, there is a chance
that the system cannot generate sufficient energy to meet the demand. In such a
situation, the system automatically switches to the economy mode. This happens
when the battery percentage is within 10-30% and the energy consumed is greater
than the energy produced. When the system enters the economy mode it tries to
change the parameters in the system such that the users can still use the system
but at a reduced level. For example, when the system enters the economy mode,
the system automatically changes the temperature threshold of the air conditioner.
In the economy mode, the value of the set temperature is increased or decreased by
5 Celsius based on the environmental temperature. It provides a longer duty cycle
and hence increases the efficiency of the system. The economy mode also reduces
the power supplied to the lighting system by reducing the voltage level. It results in
reduced illuminance inside the home. The economy mode basically tries to balance
between the comfort level of the user and the power consumption. In the worst case,
the user may run out of energy and would have very little energy left and the system
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will enter the sleep mode. This happens when the state-of-charge of the battery is less
than 10% and the power consumed is greater than the power produced. When the
system enters the sleep mode, the air conditioning system gets turned off and only
the living room light gets the power supply. The system tries to save the remaining
power for basic necessities such as charging a mobile phone.
Figure 3.3: Energy Conservation Flowchart.
3.2 Experimental Results
3.2.1 Power Consumption
We ran the energy conservation program for one week. Some of components are used
fixed current consumed value (light, ac conditioner, raspberry pi) and some have to
be tracked in real-time (solar panel, battery). The power consumption is shown in
Figure 3.4, and it contains the power consumption of all appliances and power sources
of the smart home. The power consumption with the energy conservation method is
lower than without applying this method. We expect that in a real system it would
also save more power since all the appliances in the miniature smart home use a small
amount of power.
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Figure 3.4: Current Consumption table (left) and Power Comparison chart (right)
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CHAPTER 4
SMART HOME SECURITY SYSTEM
In this chapter, we will present about the smart home security system which is mainly
smart camera and its interaction. The security system is an AI technology with high
confident and auto learning and updating.
4.1 Security System with Face Recognition
This section describes our security system setup in the smart home. This is an
extension part of the security system block which is described in Figure 2.1. The
system consists of a camera node, a smart home server, a smart phone, an assistant
robot and appliances in interacting with users in Figure 4.1.
Figure 4.1: Home Security System Architecture.
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Basically, the camera node will continuously run the face detection, whenever it
detects a face, the image processing will be done locally on the camera node. It will
match the face with the database and return the person’s name with confidence and
give a home access to user with level of access to smart home appliances. If the
confidence is lower than the preset threshold, the camera will take 40 pictures and
send them to the cloud. Then, the cloud will send a notification to the house’s owner
and ask for labeling the unidentified faces. After that, the new model will be trained
in the smart home server and send back to the camera node to recognize the new
faces.
4.1.1 Camera Node
The camera node uses a Raspberry Pi, a tiny and affordable computer, which is
typically placed near the entrance where the access has to be granted. Whenever a
person wants to access to the house, the camera node will capture an image, and
process it further. The camera nodes are positioned so that it has a clear picture of
the subject.
The camera node is in the waiting mode until it detects a person’s face, and then
it takes an image and runs the image processing locally in the Raspberry Pi by using
Dlib [46] library and TensorFlow [7] which are installed inside the Raspberry Pi. The
image is processed and compared with the datasets. The result returns the person’s
name and the confidence percentage.
4.1.2 Social Network
The social network node collects the data from the social networks such as Facebook,
Instagram, etc. which are the largest free, diversified online data sources. There are
two ways to collect the data from Facebook. First, we can create a public application
from Facebook developer website. Second, we can collect photo data from an Android
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App which runs Graph API [32]. These are easy ways to collect face images with
labeled faces of users only if they give the access. We also mentioned before collecting
data that the data will be used for research purpose and also is protected sensitive
data for users.
4.2 Training and Incremental Learning
4.2.1 Introduction
Human brains make vision seem very easy, they do not take too much effort for us to
tell apart a cheetah and a tiger, read a sign or recognize a human face. But these are
really difficult problems to solve with a computer. In recent years, machine learning
and neural network have made marvelous progress in solving these difficult problems.
In particular, the model called a deep convolutional neural network can achieve nearly
perfect performance on difficult visual recognition tasks. Researchers have worked on
variant methods in computer vision by testing their works in ImageNet [47] - an
academic benchmark for computer vision. Subsequent models improve each time to
achieve a new record result: QuocNet [48], AlexNet [49], Inception (GoogLeNet),
BN-Inception-v2 and Inception-v3 [50]. Inception-v3 is the latest trained model for
the ImageNet Large Visual Recognition Challenge from Google. We implemented
the face recognition module based on the method presented in Facenet [25] and the
pre-trained Inception-v3 model in TensorFlow [7].
4.2.2 Face Recognition Architecture
The face recognition architecture is shown in Figure 4.2. The input data is aligned
by using a face detection method, and then it goes through the deep convolutional
neural network to extract embedding features. We can use the features for similarity
detection and classification.
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Figure 4.2: Face Recognition Architecture.
4.2.3 Detection and Affine Transformation
When processing an image, the face detection (Dlib library) [46] first finds a square
around faces. Each face is then passed separately into the neural network, which
expects a fixed size input, currently 96x96 pixels as mentioned in Facenet [25]. 96x96
pixels is the best size giving highest accuracy and low training time. We reshape the
face in the square to 96x96 pixels. A potential issue with this is that faces could have
different angles and we have to rotate the images. We use the align faces method
described in OpenFace [51] by first finding the locations of the eyes and nose with
Dlib’s landmark detector. If the face is undetected or unaligned, the image will be
eliminated before going to the neural network. Finally, an affine transformation is
performed on the cropped image to make the eyes and nose appear at about the same
place in all images as in Figure 4.3.
4.2.4 Initial Training Using Data from Open Sources
Our model trained 2622 celebrities from the VGG-Face dataset [52], 402 people from
Facebook and 108 students using the security system. The process of collecting data
of users and training the data is somewhat cumbersome. In order to make the training
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Figure 4.3: Cropped and Affined data.
process easier, we obtain the data from different social network accounts. Images of
new users are obtained from the social media once the owner requests access for a
particular user using the smart phone and new users after using the security system.
4.2.5 Incremental Learning
Often the training data obtained from the social network are insufficient for the deep
learning model to perform accurately. Once the user is trained with a minimal dataset
from the social media, the representation of the user is further improved by fine tuning
the model as the user starts using the system. Sometimes the face recognition system
fails to classify the person properly and will have a very low accuracy, in this case;
the system asks help from the owner. A request is sent to the owner to label the
unindented person through a smart phone. Afterward, the system automatically
updates with the new data and sends back to the camera node to give the access.
The interface is also built in a website and an android app which are friendly to
label and collect data. We use the Triplet loss method mentioned in Facenet [25] for
curriculum learning.
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4.3 System Flowchart and Data Collection
4.3.1 System Flowchart
The system has two processing nodes. The first process is the camera node which
is shown in Figure 4.4. By using a Raspberry Pi with a Pi camera, the camera
node will detect and realize the human face with the current model and data stored
in the Raspberry Pi memory. Then, it will give access or send data to the server
based on whether the system is able to detect and recognize the face with a threshold
confidence. If the confidence is lower than the threshold point, the Raspberry Pi will
take a series of user images with different angles and expression to store on the server
for later training. After the training task is done in the server, the updated model
will be sent to the Raspberry Pi.
Figure 4.4: Camera Node Processes.
The second process is the server node which is shown in Figure 4.5. The server
node aims to store the face data and send alerts to the owner asking for labeling the
unidentified person. In addition, the Facebook web-based application is built in the
server, which collects the data from social media. Afterward, we use the incremental
learning technique in Facnet [25] to retrain the model with new data collected from
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Figure 4.5: Server Node Processes.
social networks and the security systems.
4.3.2 Collecting Data from Facebook
The most important aspect of deep neural networks is data. As we mentioned in
section 4.2.4 that the VGG dataset we found has only around 2.6 millions of images
with around 2.6 thousand individuals. Compared with Google datasets mentioned
in the Facenet paper [25], they use hundreds of millions of images from Google and
Youtube. For the purpose of research or business, you have to pay for a robust
face dataset or manually collecting the data will take a while, and the data are also
insufficient. However, as social media becomes more popular around the world, we
proposed a novel method to automatically collect the data from social media.
In this thesis, we only mention Facebook since it is the largest social network
today, but actually we can use this method in other social media networks. By using
the Graph API [32] for developers, we can extract the tag face from the users by
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giving the login access. We also built and published an application on Facebook
which is very convenient for all users around the world who can log in and share their
face images. The working flow of Facebook Graph API is shown in Figure 4.6.
Figure 4.6: Facebook Graph API.
4.4 Experimental Results
4.4.1 Face Recognition Performance
First, we tested our model which was trained by the VGG dataset [52] on Labeled
Faces in the Wild (LFW) datasets [27]. The classification accuracy is 0.974 ± 0.0140.
The ROC of our model is shown in Figure 4.7 compared with Human and Eigenfaces
experiments. Unfortunately, the model is unable to reach the accuracy mentioned
in the Facenet paper [25] since we use less input data than the paper. However,
the accuracy is obviously impressive to compare with Eigenfaces algorithm used in
Jeffrey’s [53] and Shankar’s [54] security system. The state-of-art Inception-v3 model
gives a marvelous result.
We also tested the face recognition system in reality by using 20 subjects as shown
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Figure 4.7: Our Model Test ROC with LFW.
Figure 4.8: Lab Members Dataset.
in Figure 4.8. The highest accuracy is 92.2%.
These people are presented as new guests coming to the house. Since the dataset
we used to train the neural network model is all American while half of the test
data is Asian, the result has a low accuracy and sometimes it failed to distinguish
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people. The system sometimes gets confused between two people with similar faces,
but more face images with different angles and expressions solved the problem. The
light condition is also important and the background should not be too illuminated.
The bottleneck values are shown in Figure 4.9 before training and those values will
be grouped to different class after training.
Figure 4.9: Bottleneck Values.
Figure 4.10: Our Model Update ROC.
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After collecting the data from 108 students and 402 users from Facebook, we
trained a new model with the updated data using incremental learning. The result is
shown in Figure 4.10 with improving AUC from 0.974 to 0.985.
Also, the number of correctly recognized faces increased because we updated the
data with diverse images of people from different regions. We would not expect the
accuracy will dramatically increase because the data we collected is insufficient and
also at the limit of the algorithm.
4.4.2 Security System Setup
Figure 4.11: Camera Node (Raspberry Pi).
The entire system was developed and tested in a miniature smart home which
imitates the actual smart home. The miniature smart home with the Raspberry Pi
camera node is shown in Figure 4.11.
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4.4.3 Interface Collecting Data from Social Media and Human
We developed an android app to alert the owner/administrator via a smart phone
which is shown in Figure 4.12. The left side is the interface with the owner, whenever
someone tries to access the house, the new image will be updated in the app and on
the website as well. The owner will receive a notification, which is labeled by the
name or identified as an unknown face. Then the owner can label new users and the
system will automatically retrain the classifier model with new users and give them
access. On the right side, the Facebook graph API is built into the app with the
necessary information from Facebook’s database. We collected the tagged faces with
face locations and saved to the server storage node. We also gave a permission level
for different users which will protect privacy or children as shown in Figure 4.13. For
example, the guests do not have access to control the bedroom door, and the kids
cannot control the dangerous electric devices or television.
Figure 4.12: Android Application: Users Interface (left) and Facebook Interface.
32
Figure 4.13: Web Browser Interface.
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CHAPTER 5
SMART HOME ASSISTANT ROBOT
In this chapter, we describe our development of the smart home assistant robot which
includes voice controller, Wechat controller, and action and event recognition features.
5.1 Smart Home Assistant
The smart home assistant is an assistant robot which can control the smart home
devices through a person’s voice and a social media application by connecting to
public clouds such as Google, and Wechat. The robot contains a camera which can
be used to run the security system features.
5.1.1 Voice Controller
The voice controller, based on Mycroft [11], acts as a chatting robot in the smart
home. The Mycroft uses Google API to convert speech to text and then locally
processes the text through natural language understanding before acting on the smart
home or responding to the user. The process is shown in Figure 5.1. Google API
and Mycroft provide accurate and reliable voice recognition and natural language
processing capabilities. The voice controller includes the following four steps:
Setup one:
Mycroft module runs locally on the BI robot, a smart home assistant robot developed
in ASCC lab. A person’s voice first enters the BI robot through a microphone; A
voice command set is programmed on the Mycroft module which helps users to simply
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Figure 5.1: Voice Controller System.
add new skills. We define the keywords to enable the related skills and define the
responding sentences from BI robot.
Step two:
The recorded audio will be sent to Google API to get converted from speech to
text. The speech-to-text API is a flexible choice since many big companies support
this feature such as IBM Watson [55], Amazon Alexa [9], PocketSphinx [56], etc.
However, Google is leading in this field and it APIs are easier to use compared with
other competitors.
Step three:
After texts were extracted from Google API, it goes through a natural language
processing step to understand the content of the texts. An Adapt Intent Parser [57]
is installed in the BI robot to do this job. The Adapt Intent Parser is a lightweight
parser and is designed to run on devices with limited computing resources.
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Step four:
This step includes voice command skill sets which are programmed on the Mycroft
module to control the smart home appliances. The skill sets consist of turning on and
off lights, setting up the temperature, and changing air conditioner modes. The BI
robot responds to users by using Google Text-to-Speech API, Mimic [58], or Espeak
[59].
5.1.2 Wechat Controller
The Wechat controller system which is developed by Chengjie Lin is shown in Figure
5.2 which helps users control and monitor the smart home testbed remotely through
conversation. This system is developed based on Wechat [37], a social network soft-
ware similar to Whatsapp [60]. The system consists of the iFlytek voice processing
cloud [61], Wechat website cloud, and Turing intelligent conversation cloud [62]. It
allows the users to control the smart home via Wechat app easily.
The Wechat controller system is currently targeted at Chinese-speaking users,
however, the smart home controlling and monitoring features also work in other lan-
guages. The current users of Wechat are around 600 million, and it is convenient for
users to update to get new features for smart home appliances. The current functions
of this Wechat controller system include setting the temperature, checking the tem-
perature, setting the AC mode, controlling and checking the light. For example, if a
user sends a request to the Wechat app to turn off the light by voice or text messages,
the text or voice commands will first be sent to the Wechat website cloud, and then
encoded and forwarded to the smart home assistant. Then, those voice commands
will be resampled to the correct format to optimize the speech to text conversion pro-
cess. The modified voice file will be uploaded to the iFlytek voice processing cloud
[61] and converted to the text, and the text will be sent to the smart home assistant
which uploads the text to the Turing intelligent conversation cloud [62] to utilize the
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Figure 5.2: Wechat Controller System.
Natural Language Processing. Next, the text is parsed to the JSON format to get the
keyword. It will call the corresponding smart home control APIs that are indicated
by the keyword.
The controlling part of Smart Home APIs is based on sending URL requests with
the JSON-formatted commands to the smart home server. Whenever a text message
is sent to the Wechat cloud server, it will give a command to control the smart home
devices or query the smart home status.
5.2 Action and Event Recognition (Show and Tell)
By including a Raspberry Pi camera in the home assistant robot, we are able to
run the face recognition feature which is described in Chapter 4. Also, taking the
advantage of the convolutional neural network (CNN), we combine with a long short-
term memory (LSTM) network to develop an action and event recognition system
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(Show and Tell).
The Show and Tell model is an example of an encoder-decoder neural network.
First, the model will ’encode’ an image into a fixed-length vector representation,
and then ’decode’ the representation into a natural language description. The image
encoder is a deep convolutional neural network. The name of the network is the
Inception v3 image recognition model [7] pre-trained on the ImageNet image classifi-
cation dataset [47]. The decoder is a long short-term memory (LSTM) network. This
network is commonly used for sequence modeling tasks such as language modeling.
Briefly, the model will first detect and recognize the object and action inside the
image and convert it to text representation, from texts, the model will generate a
make-sense sentence to describe the image. The action and event recognition system
is shown in Figure 5.3. From a security camera or an assistant robot, pictures will
be taken and sent to the smart home server, a show and tell model which combines
a CNN network and LSTM network will convert images to contents. From text con-
tents, we use an early warning detection system which detects dangerous or warning
keywords such as gun, knife, fire, smoke, falling, fighting, etc. and send back to the
assistant robot to notice the users.




After implementing Mycroft on Raspberry Pi, we tested with a set of questions, then
recorded the responses. We also created Mycroft skills to control the smart home. We
tried asking questions from various sectors and in different formats and have received
accurate and reliable results. Table 5.1 shows the asked questions and the received
responses.
No. Queries Response
1 BI Robot, wake up ”Hello, I’am BI Robot”
2 BI Robot, how is the weather today ”In Stillwater, It’s 44 degree, clear sky...”
3 BI Robot, how about tomorrow ”Tomorrow, in Stillwater, 45 degree... ”
4 BI Robot, how about in Dallas ”Right now in Dallas, it’s 52 degree...”
5 BI Robot, tell me a joke Who is not hungry at Thanksgiving?
The turkey because he’s already stuffed!
6 BI Robot, sing Happy Birthday song ”Happy birthday to you ...”
7 BI Robot, wake me up at 9 in the morning ”Alarm is set for 9am tomorrow”
8 BI Robot, what is the capital of Oklahoma ”Capital of Oklahoma is Oklahoma City”
9 BI Robot, set a reminder to submit my Submit my assigment is add to
assignment by the end of the day my to-do list
10 BI Robot, what is on my to-do list You have one item in the to-do list:
your assignment by the end of the day
11 BI Robot, what is in the news ”From NPR news in Washington DC ...
12 BI Robot, stop ”Yes”
13 BI Robot, Turn on the kitchen light ”Kitchen light is on”
14 BI Robot, Turn on the kitchen light ”Kitchen light is already on”
15 BI Robot, Turn off the kitchen light ”Kitchen light is off”
Table 5.1: Voice Controller Test Scenario.
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5.3.2 Show and Tell Model
We took several scenarios which are activities at home to test the Show and Tell
model. The result is very impressive and is shown in Figure 5.4.





This thesis introduced a mini smart home testbed along with a hardware/software
framework which can help organize, configure and control the smart home remotely
from any clients and anywhere. It also proposed an energy saving method that
considers both the power consumption and generation. The home controller gathers
sensor values and sends to the smart home server. The smart home server manages the
energy conservation method to save the energy. The paper also described a security
system with face recognition and early warning detection. We also developed a smart
home assistant robot which can control the smart home appliances from the person’s
voice and the Wechat app. This architecture and framework created a ubiquitous
platform to support education and research in various areas such as IoT, artificial
intelligence, renewable energy, etc.
The theme of this thesis is about smart home systems. The following sections are
what we have learned after implemented the system on the miniature smart home
testbed.
6.1.1 Smart Home System
The most advanced part of our smart home setup is the smart home server. The
previous works on smart home systems use local solution. By using a cloud service
for smart home server, we no longer need a powerful machine for the home controller,
and other features like speech-to-text, text-to-speech, deep neural network work the
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best on cloud services.
6.1.2 Smart Energy Management System
The most important part of the smart energy management system is the communi-
cation. How we can monitor all smart devices and how to control those devices the
fastest way. Since we have all information from appliances, how to use that informa-
tion to save more power is based on testing and researching about human behaviors
and smart home environments.
6.1.3 Face Recognition for Security Systems
As we keep repeat it again and again, the most important thing for face recognition
or deep neural network is data. How we collect the data, how we pre-process the
data effect to the final model. We learned a new way to collect the data from social
medias but how to pre-process those data still is a challenge.
Our face recognition model reached to 0.985 % in testing datasets. However,
we are still able to increase the performance. The face crop and affine still need to
improve by removing the background, extracting only the face out-shape, and affining
all faces.
6.1.4 Smart Home Assistant Robot
The smart home robot is the future of smart home systems. We built a platform
for the smart home assistant robot (BI Robot). The challenge is how to develop




In the future, we will focus on building a smart home system with more applications
such as smart sensor network systems, smart health center systems, etc. By adopting
machine learning algorithms, we can develop a genuinely smart home. Moreover, the
gesture-controlled feature [63] and elderly care services [64] will be integrated into the
BI robot.
To improve the system, we propose some technologies which are enhanced the
smart home system to a different level and able to apply to real smart home systems.
6.2.1 Energy Saving through Human Activity Awareness
Figure 6.1: Smart Home PIR Sensors and Wearable Devices.
By matching human activities through smart home sensors and wearable smart
devices to the smart home system, we are able to save more energy and make home
smarter. The ideal scenario is when the home sensors detect human inside the house
and which room people are not in, the system will try to dim the light and then
turn it off after 30 minutes. Also, based on the human activities, when people are
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sleeping or exercising, the AC system will adjust the temperature to save the energy.
However, we only implemented the human detection part using PIR and leave other
to the future works. The smart home PIR sensors and wearable devices are shown in
Figure 6.1 which is developed by Minh Pham and HaDo [65] [66].
6.2.2 Wireless Sensor Network
The miniature smart home testbed is designed to use the GPIO Raspberry Pi to
connect to appliances, but we also developed a wireless connection between the home
controller and actuators. The wireless module is shown in Figure 6.2 (right) with
MQTT, Wifi protocol. In the current setup, the wireless module connects to an
Amazon server and change some parameter on the server, but in the future, we will
implement this feature on our smart home system with more support protocol such
as ZigBee and Z-Wave.
The home controller and smart home server installed all necessary protocols such
as ZigBee, Z-wave, and MQTT. The ideal goal is that each device is low-power con-
sumed, low cost, connect through ZigBee or Z-wave. Then, the home controller will
update all data to the smart home server through MQTT communication as shown
in 6.2 (left).
Figure 6.2: Wireless Sensor Network (left) and Wireless Module (right)
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6.2.3 BI Robot Design
We encourage to build your own AI Assistant Robot. BI Robot will become a house-
hold phenomenon, more advanced than current assistant robots in the market with
the main features: interfacing with robot’s face, supporting a camera, answering
questions, playing music, controlling smart devices, recognizing faces and detecting
warning situation. The design is shown in Figure 6.3. The current design still has
some limits and need to redesign.
Figure 6.3: BI Robot Design
6.2.4 Show and Tell Model
Since we only use the show and tell model in smart homes. We should collect and
train a dataset which is only including home activities and objects to make the model
lighter, faster, and more accurate.
6.2.5 Collecting Data for Face Recognition
Since we proposed few methods to collect the data from a smart phone application
and social medias but we have not really focused on making that running smoothly
as the flow chart but testing. However, we proposed the complete picture for the
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system which you will have to finish some bellow tasks to fill the big picture:
• Adding notifications to the owner when unidentified person presenting in the
front door;
• Asking the unidentified person to change different angles when collecting images;
• Automatically download the new training model to the camera node and con-
tinue to recognize faces.
6.2.6 Power Consumption
The current setup used some fixed values from appliances but in order to have
more reasonable and accurate scenario, we should use current sensors in all
smart devices to track the real time consumed power. When the power con-
sumptions are correct, the system will run as the method we proposed.
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