Abstract-Mobile Social Network (MSN) with diverse connectivity characteristics is a combination of opportunistic network and mobile ad hoc network. Since the major difficulty of data forwarding is the opportunistic part, techniques designed for opportunistic networks are commonly used to forward data in MSNs. However, this may not be the best solution since they do not consider the ubiquitous existences of Transient Connected Components (TCCs), where nodes inside a TCC can reach each other by multi-hop wireless communications. In this paper, we first identify the existence of TCCs and analyze their properties based on five real traces. Then, we propose TCC-aware data forwarding strategies which exploit the special characteristics of TCCs to increase the contact opportunities and then improve the performance of data forwarding. Tracedriven simulations show that our TCC-aware data forwarding strategies outperform existing data forwarding strategies in terms of data delivery ratio and network overhead.
I. INTRODUCTION
In Mobile Social Networks (MSNs), human-carried mobile devices opportunistically form wireless peer-to-peer connections with each other in the absence of the network infrastructure [1] . Due to the unpredictable human mobility, it is hard to maintain end-to-end connections. As a result, "carry-and-forward" [2] [3] is used, where mobile nodes physically "carry" the data, and forward the data when contacting a node with "higher" forwarding capability.
Although most research assumes that MSNs are highly sparse, a close scrutiny on most current MSN traces reveals that the connectivity inside a network is diverse, and there are ubiquitous existences of Transient Connected Components (TCCs). Inside TCCs, nodes have transient contacts with each other and form a connected component. For example, students in a classroom have transient connections with each other, and vehicles on highways form platoons and have transient connections inside a platoon [4] .
An MSN with diverse connectivity characteristics is a combination of opportunistic network and mobile ad hoc network (MANET). Inside a TCC, a MANET is formed where nodes can reach each other by multi-hop wireless communications. Outside of TCC, nodes contact each other opportunistically through "carry-and-forward". Since the This work was supported in part by Network Science CTA under grant W911NF-09-2-0053. major difficulty of data forwarding is the opportunistic part, techniques designed for opportunistic networks are commonly used to forward data in MSNs. However, this may not be the best solution since they do not consider the diverse connectivity characteristics of MSNs. For example, Figure 1 (a) shows a TCC of five nodes and Figure 1 (b) shows their forwarding metrics which represent the capability of forwarding data to other nodes (e.g., node centrality [5] ). Node A has the data which will be forwarded to the destination through "carry-and-forward". Based on existing techniques, the data should be forwarded to a contacted node with higher forwarding metric. In this example, node A has two possible contacts: B and E (contacts are represented by lines). Since node B has lower forwarding metric (2.1) than A's (3.0), B will not get the data. E has higher forwarding metric (4.5) than A, and thus A forwards the data to E. After E receives the data, its contact D, which has higher forwarding metric (5.8), will get the data. D will not forward the data to its contact B which has a lower forwarding metric. Although C has a much higher forwarding metric (7.0) and much higher chance of reaching the destination, the data will not be forwarded to C since it is not the contact of D (i.e., no line between them). However, since C and A are within the same TCC, it is better for them to exchange their forwarding metrics through multihop wireless communication, and then it will be possible for C to forward the data to the destination. In this paper, we address the problem of data forwarding in MSNs with diverse connectivity characteristics by proposing two TCC-aware data forwarding strategies. Since a TCC is a MANET, it is treated as one component and data carriers in this TCC are selected for opportunistic data forwarding. More specifically, the paper has two contributions. 1) We identify the existence of TCCs and analyze their properties based on five traces. We find that there are significant number of TCCs in MSNs, and the distributions of TCC size and node degree follow exponential distribution. By treating multi-hop wireless communications inside TCCs as indirect contacts, through theoretical analyses, we show that the contact opportunities can be significantly increased in all traces. 2) We first propose a TCC-aware data forwarding strategy to exploit TCCs to improve the performance of data forwarding in MSNs. In our solution, nodes inside a TCC exchange their forwarding metrics through multi-hop wireless communications, and the node with the highest forwarding metric is selected to get a replicated data copy. Although the TCC-aware data forwarding strategy can increase the data delivery ratio, it increases the data copies in the network. To address this problem, we enhance the TCC-aware data forwarding by selecting an optimal set of nodes in the TCC to avoid overlap in their contacts and maximize the data forwarding opportunity with a small number of nodes. Trace-driven simulations show that our TCCaware data forwarding strategies outperform existing data forwarding strategies with less network overhead. The rest of the paper is organized as follows. In Section II, we identify the properties of TCCs based on five traces. Section III presents our TCC-aware data forwarding strategies. In Section IV, we evaluate the performance of the TCCaware data forwarding strategies. Section V reviews related work, and Section VI concludes the paper.
II. TRACE-BASED TCC ANALYSIS
In this section, we identify the existence of TCCs and analyze their properties based on five realistic MSN traces.
A. Traces
We study the properties of TCCs based on five traces: Social Evolution [6] , Friends & Family [7] , Reality Mining [8] , Infocom [9] and UCSD [10] . These traces record contacts among users carrying different kinds of mobile devices. The first three traces are collected by the MIT Reality group based on Bluetooth on smartphones. Among them, Social Evolution records the contacts among students in an undergraduate dormitory. Friends & Family records the contacts among members of a young-family residential community. Reality Mining tracks the contacts between individuals in research labs. The trace of Infocom is collected in a conference environment by recording the contacts between conference attendants carrying imotes. In these four traces, mobile devices periodically detect their peers via Bluetooth interfaces. A contact is recorded when two mobile devices move into the detection range of each other. The UCSD trace is collected at a campus scale, where the devices are WiFi enabled PDAs. These devices search for nearby WiFi Access Points (APs), and a contact is detected when two devices detect the same AP. The details of these five traces are shown in Table 1 .
B. Properties of the Contact Graph
Based on the collected traces, we can draw contact graphs which consist of mobile devices (nodes) and their contacts (edges), with which we study the transient contact status between nodes. A contact graph can be drawn at each time point, i.e., there is an edge between two nodes if they are contacting each other at that time point. Here, a contact graph is drawn every 10 minutes in the traces.
The extracted contact graphs have some interesting properties, and one of them is related to the distribution of the node degree. The Complementary Cumulative Distribution Function (CCDF) of the node degree P (K > k), which represents the probability that a node has more than k contacts with other nodes, follows exponential distribution for k ≥ 1:
where k * is the exponential constant. By recognizing that e − k k * = 1 when k = 0, we have the following:
The plot of CCDF P (K > k) is shown in Figure 2 . The CCDF curve is drawn in a semi-log plot (log scale on y axis), where the exponential distribution is a straight line. The Least Square approach [11] is applied to fit the degree distribution with the exponential distribution. As we can see in Figure 2 , the degree distributions can be well approximated by exponential distributions in most traces. Since the contact graphs satisfy exponential degree distributions, most nodes have low degrees. This is because the contact graph is partitioned into connected components, where nodes are only connected to some nodes in the same connected component, so that most nodes have low degrees. For example, in the trace of Friends & Family, people in the residence community form small connected components when they stay with their families. In the trace of Reality Mining, students form connected components when they are in the same laboratory. Since the connected components only appear temporarily, they are referred to as Transient Connected Components (TCCs).
C. Properties of TCC
We study the properties of TCCs in this subsection. The first property is related to Giant Connected Component (GCC), which is the largest connected component of the contact graph. The GCC is commonly used to represent the overall connectivity of the network [12] , and the property of the GCC is closely related to the degree distribution [13] [14] [15] . Based on [15] , in a random graph with exponential degree distribution, if the exponential constant k * is larger than 1, there exists a GCC with size that scales linearly with the size of graph. With the increase of k * , the size of the GCC also increases. Since k * in all traces is larger than 1 as shown in Figure 2 , we can expect that there are large GCCs inside these contact graphs. Figure 3 uses boxplot to show the size of the largest TCC as a proportion of the network size, where the largest TCC is detected every 10 minutes. Here, the network size is the number of nodes that are in contact with some nodes in the trace. Other nodes may turn off their devices or contact nodes that are not included in the trace, and these nodes are not included in our analysis. The results in Figure 3 are consistent with our conclusion that a larger exponential constant k * leads to a larger GCC. For example, the Family & Friends trace has the smallest GCC, because k * is only slightly larger than 1. For the trace of Infocom, k * is larger than 4 and thus most nodes belong to the GCC.
Even though the size of GCC implies the overall connectivity of the network, it is not enough to characterize the complete TCC structure. Therefore, we are also interested in the distribution of the TCC size. Figure 4 plots the distribution of the TCC size. Similar to the degree distribution, the TCC size distribution also follows exponential distribution. The CCDF of the TCC size P (S > s) is exponential for s ≥ 2:
where s * is the exponential constant. In the Infocom trace, it only follows exponential distribution when the TCC size is small, i.e., in the range of [2, 10] . This is due to the fact that the network always consists of a GCC which includes most of the nodes in the trace, and then the remaining nodes only form small TCCs.
D. Increasing Contacts with TCC
Inside a TCC, nodes can communicate with each other through multi-hop wireless communication, which is much faster than "carry-and-forward". Therefore, as long as two 
The proof of Theorem 1 can be found in Appendix A. In the proof, we also compute the ratio of TCC-contacts to direct contacts, which can be determined by two exponential constants k * and s * :
where m t is the number of TCC-contacts and m d is the number of direct contacts. With Equation (4), we can estimate the increased contact opportunities as long as the node degree and TCC size follow exponential distributions. compared to the actual value is very small, which proves the accuracy of our estimation. Thus, with the distributions of node degree and TCC size, we can accurately estimate the increase of contact opportunities.
We also did experiment on the Infocom trace and find the mt m d is 8.86, which indicates that the contact opportunities are also significantly increased in the Infocom trace. 
E. Durations of TCC-contacts
Because TCCs are formed when nodes have direct contacts with each other, the duration of the TCC-contact is smaller than the duration of direct contact. The comparisons between the durations of TCC-contacts and direct contacts in five traces are shown in Figure 5 . As shown in the figure, even though TCC-contacts have smaller durations than direct contacts, the median durations for TCC-contacts are still several minutes. Therefore, by considering both direct and indirect contacts inside TCCs, contact opportunities are increased and the contact durations are still pretty long. This property can be exploited to design more efficient data forwarding strategies, as shown in the next section.
III. TCC-AWARE DATA FORWARDING STRATEGIES
Data forwarding in MSNs is difficult due to the opportunistic nature of the network. Being aware of the existence of TCCs, we propose better data forwarding strategies by utilizing the contact opportunities in TCCs. Inside a TCC, nodes can reach each other by multi-hop wireless communications, which will significantly increase the contact opportunities and increase the chance of forwarding data to the destination. In this section, we first present our TCC-aware data forwarding strategy and then improve its performance with an enhanced version.
A. TCC-Aware Data Forwarding Strategy
The objective of the TCC-aware data forwarding strategy is to utilize TCCs to improve the performance of data forwarding in MSNs.
1) Identifying the TCC:
To utilize TCCs, the first step is to identify the TCCs. A node can detect the nodes in the current TCC by broadcasting inside the TCC, and each node receiving the broadcast sends an acknowledgement. In order to know what data items are being forwarded in the current TCC, the node receiving the broadcast message replies with an acknowledgement that carries the information about the data items in its buffer. By collecting acknowledgements from other nodes in the TCC, the original sender can identify the nodes and the forwarded data in its current TCC.
2) Forwarding Strategy: For each data item created in the network, we intend to forward it from the source to the destination within the time constraint T . In the process of forwarding, data can be replicated and forwarded to other nodes in accordance with specific strategies. The forwarding is successful as long as one data copy of this data item arrives at the destination.
Strategies designed for opportunistic networks are commonly used to forward data in MSNs. These data forwarding strategies are normally based on social-aware forwarding metrics such as centrality [3] [16] [5] , which quantify mobile node's capability of contacting others in the network. When a node carrying data contacts another node, the data packet is forwarded based on Compare-and-Forward [3] [2]; i.e., the data carrier forwards the data if and only if the contacted node has a higher centrality and does not have this data. The original data carrier also keeps a copy after forwarding the data.
In our TCC-aware data forwarding strategy, a similar method is used. However, the data forwarding decisions are not limited to these two contacted nodes, but among all nodes in the TCC. A TCC can be formed by merging two existing TCCs or by adding new nodes to existing TCCs. For example, nodes A and B are originally from two different TCCs before they contact. After A contacts B, the two TCCs are merged to a new TCC. D ← the set of unique data items in the new TCC 13: for each data item d ∈ D do 14: if M includes d's destination then 15: d is forwarded to d's destination 16: Go to next data item 17: end if 18: H d ← node with the highest centrality 19: if H d has the data then 20: Do NOTHING and go to the next data item 21: else 22: d is forwarded to H d
23:
end if 24: end for 25: end if When two nodes contact, they first check if they are already in the same TCC before the contact. They detect their original TCCs by using broadcast messages described in Section III-A1. As long as one of them receives acknowledgement from the other one, they are already within the same TCC. If the detected TCCs are different for the two nodes, these two TCCs are merged when they contact.
After a new TCC is formed, a simple compare-andforward strategy is used to forward data to nodes with higher centrality. However, this strategy creates many data copies. To reduce redundancy, data is only forwarded to the node with the highest centrality, and then at most one additional data copy is created in a TCC. 3) The Algorithm: The whole process of the TCC-aware data forwarding strategy is outlined in Algorithm 1. When two nodes contact, they first check if they belong to the same TCC (Lines 3 ∼ 5). If so, the data packet has already been forwarded in the TCC. If not, a new TCC is formed, and the data items will be forwarded inside the new TCC.
The forwarding decision inside this TCC is made centrally at a node, denoted as "command" node, which is chosen from the two nodes in contact. The node that has more nodes in its original TCC will be the command node (Lines 6 ∼ 10). Then, the command node checks all the nodes and their carried data items in the new TCC and makes the forwarding decisions (Lines 11 ∼ 24). Specifically, for each data item that exists in the TCC, if its destination is inside this TCC, it is directly forwarded to the destination (Lines 14 ∼ 17). Otherwise, the command node checks if the node with the highest centrality has the data. If the node has the data, nothing needs to be done. Otherwise, one data copy is created and forwarded to the node with the highest centrality (Lines 18 ∼ 23).
B. Enhanced TCC-aware Data Forwarding Strategy 1) Motivation:
In the TCC-aware data forwarding strategy, the node with the highest centrality in the TCC gets one data copy and the original data carriers also keep their data copies. However, this may not be the best option in many cases. For example, Figure 6 (a) shows a TCC of three nodes and Figure 6 (b) lists each node's contact probability with others in the network. If the centrality metric is based on the Cumulative Contacting Probability (CCP) [5] , the CCP of node A is 1 + 1 + 0.7 + 0.6 + 0.3 + 0.2 = 3.8, the CCP of node B is 1 + 1 + 0.1 + 0.1 + 0.6 + 0.5 = 3.3, and the CCP of node C is 1 + 1 + 0.5 + 0.6 + 0.1 + 0.1 = 3.3. If C originally carries the data, A will receive one data copy since it has the highest centrality. However, nodes A and C have similar contact probabilities to other nodes B, D, E, F and G; i.e., they both have high contact probabilities with B, D and E, and low contact probabilities with F and G. Thus, keeping data copies at A and C may not help too much since their contact capabilities to other nodes have a large "overlap".
To deal with this problem, it is better to choose A and B as data carriers, because B has high contact probabilities to F and G, which is complement to A. Even though B and C have the same CCP centrality, using A and B as data carriers is better than using A and C. Thus, we propose an enhanced TCC-aware data forwarding strategy, where data carriers are selected to maximize the data forwarding opportunity. Different from the previous TCC-aware data forwarding strategy, which selects the highest centrality node as the data carrier, we select a set of nodes as data carriers which can maximize the data forwarding opportunity.
2) Set Centrality: We first define the concept of set centrality to quantify the data forwarding capability of a set of nodes. Given that a data item is created at time 0, and expires at time T , the set centrality of a node set S at time t is defined as follows:
The set centrality of a node set S at time t < T is defined as the summation of their overall probability to contact each of the remaining nodes in N \ S before time T .
where N is the set of nodes in the network, and p ji (T − t) is the probability that node j will contact node i within time
Assume symmetric contacts between nodes i and j, and then we have p ij (T −t) = p ji (T −t). Since the inter-contact time between node i and node j has been experimentally validated in [5] to follow an exponential distribution with rate parameter λ ij , the probability that the two nodes will contact before T can be calculated as:
3) Selecting the Optimal Set of Data Carriers:
We assume that there are k data copies carried by nodes in a TCC (denoted as M), where k < |M|. Our objective is to choose an optimal node set S * of size k with the highest set centrality, where S * ⊂ M. Nodes in the optimal node set S * will be the new data carriers for the k data copies. The detection of the optimal node set S * can be formalized as an optimization problem:
where x i ∈ {0, 1} indicates whether the node i is selected to the optimal node set S * . Formula (7) maximizes the set centrality of the selected nodes. Since S * is selected D ← the set of unique data items in the new TCC 13: for each data item d ∈ D do 14: if M includes d's destination then 15: d is forwarded to d's destination 16: Go to next data item 17: end if 18 :
H d ← node with the highest centrality 20: if H d does not have d then 21 : Data are forwarded from old carriers to nodes in S *
25:
end for 26: end if from M, x i ∈ {0, 1} for nodes inside M, and x i = 0 for nodes outside of M as depicted in (8) and (9) respectively. Formula (10) indicates that the number of selected nodes is k.
The optimization problem can be easily solved using dynamic programming similar to the knapsack problem [17] . With dynamic programming, the optimization problem can be solved with time complexity O(|M|).
4) Forwarding Strategy:
The enhanced TCC-aware data forwarding strategy is presented in Algorithm 2. Based on the original TCC-aware data forwarding strategy, the enhanced TCC-aware data forwarding strategy adds an extra step that redistributes data copies inside a TCC (Lines 18 ∼ 24). Similar to the original strategy, one extra data copy is created if the node with the highest centrality does not have the data (Lines 18 ∼ 22) . Then, all data copies are redistributed in the TCC, to make sure they are carried by a set of nodes with the optimal forwarding capability. Specifically, the command node first computes an optimal node set with the highest set centrality using the method in Section III-B3 (Lines 23). Afterwards, the data copies are forwarded from the original data carries to the nodes in the optimal node set (Lines 24).
IV. PERFORMANCE EVALUATIONS
In this section, we evaluate the performance of the TCCaware data forwarding strategies by comparing them with existing data forwarding strategies.
A. Strategies in Comparison
In TCC-aware data forwarding strategies (TCC and Enhanced TCC), the centrality metric is based on the Cumulative Contacting Probability (CCP) [5] . We compare it with the following four forwarding strategies:
• Compare-and-Forward: When a node carrying data contacts a node without data, the data carrier forwards the data if the contacted node has a higher forwarding metric (CCP). This strategy has been utilized in [3] [2] [18] .
• Epidemic [19] : Upon contact, the data carrier forwards data to the contacted node if it does not have the data. This method has the best data delivery ratio but the highest network overhead, which is used as the upper bound.
• Wait: The data source does not forward data to any other node until it contacts with the destination. This strategy has the worst delivery ratio but the lowest network overhead, which is used as the lower bound.
• R3 [20] : R3 selects a fixed number of forwarding paths which together achieve the minimum expected delay. For each path, one data copy is created and then forwarded along the path.
B. Simulation Setup
We evaluate all the data forwarding strategies based on the five traces listed in Table I . For each trace, the first half is used for warm up, based on which we determine the centrality metrics, and the second half is used to evaluate the performance.
For each data item, the source and destination are picked randomly, and the data generation time is randomly chosen in the daytime, since node's activity remains low at night and high at daytime. The experiment is repeated 1000 times for statistical convergence. Figure 7 and Figure 8 compare TCC-aware data forwarding strategies (TCC and Enhanced TCC) and other existing strategies. Figure 7 shows data delivery ratio under different time constraints, where delivery ratio is the proportion of data items successfully delivered to the destination before data expire. Figure 8 shows the network overhead under different time constraints, where the overhead is measured by the average number of data copies created in the network for each data item. Generally speaking, TCC-aware data forwarding strategies have the best performance by achieving comparable delivery ratio with Epidemic with much lower network overhead. In the following, we discuss the simulation results in detail by first comparing our TCCaware data forwarding strategies with Compare-and-Forward and R3, and then comparing these two TCC-aware data forwarding strategies.
C. Simulation Results

1) Comparisons with Compare-and-Forward:
As shown in Figure 7 and Figure 8 , both TCC and Enhanced TCC have better performance than Compare-and-Forward, with higher data delivery ratio and lower network overhead. Specifically, the TCC-aware data forwarding strategies achieve 10%−40% higher delivery ratio than Compare-and-Forward in all five traces. This is because by utilizing the contact opportunities inside TCCs, nodes have higher probabilities to forward data to the destination. Moreover, the TCCaware data forwarding strategies consume 15% − 50% less network overhead than Compare-and-Forward. The decrease in network overhead is because there is at most one data copy created when a new TCC is formed. However, in Compare-and-Forward, data copies can be created upon every contact. These results demonstrate the effectiveness of TCC-aware data forwarding strategies when compared with strategies designed for opportunistic networks.
2) Comparisons with R3:
To compare with R3 [20] , we set the number of data copies (paths) to be 5 (R3-5copies) in R3. As shown in Figure 7 , the data delivery ratio for R3 with 5 copies is about 50% less than that of TCC and Enhanced TCC. We also test R3 with 10 copies and 20 copies, and find that the delivery ratio does not increase much as the number of data copies increases. This observation is consistent with the results in [20] , which also found that the performance does not increase much as the number of data copies is larger. The reason for R3's low delivery ratio is that R3 is based on source routing, and source routing is extremely time-consuming when utilized in networks with opportunistic feature. MSNs with diverse connectivity characteristics have the opportunistic feature, because nodes contact opportunistically outside of TCCs.
3) Comparisons between the TCC-aware data forwarding strategies: From Figure 7 and Figure 8 , we can also see that Enhanced TCC consumes less overhead than TCC but achieves similar delivery ratio. This is because, in the enhanced strategy, data copies can be forwarded from the original data carriers to a set of nodes with the highest set centrality; i.e., more effective nodes are selected as data carriers. By choosing a small number of effective nodes to carry data, the enhanced strategy requires less data carriers than the original strategy. Therefore, the number of data copies can be decreased with Enhanced TCC.
V. RELATED WORK
Data forwarding algorithms designed for opportunistic networks are commonly used to forward data in MSNs, and most of them are based on Epidemic [19] , where data is flooded upon contacts with other nodes. Later solutions attempt to reduce the number of data copies created by Epidemic, and these strategies are known as controlled flooding [21] . For example, Compare-and-Forward is commonly used to control the data copies created, and the data carrier only forwards data to another node with higher forwarding metric. The forwarding metric measures node's capability of forwarding data to the destination. In some research, the forwarding metrics are determined based on node's contact probability with the destination, such as PROPHET [2] and MaxProp [22] . By further aggregating the networks to social graphs [23] , social properties of mobile nodes are analyzed.
Based on this, node centrality [16] [18] [24] or community based solutions [25] [26] [27] [28] are used as forwarding metrics. However, these strategies are designed for opportunistic networks, and they are not the best solutions for MSNs with diverse connectivity characteristics, since they neglect the multi-hop communication opportunities inside TCCs.
Phe-Neau et al. considered the multi-hop communication opportunities around a node's vicinity in [29] . However, in their approach, multi-hop communication opportunities around a node are only utilized when the destination of the data is within the node's vicinity, which is basically a WAIT strategy and then it does not contain mechanisms to make the data reach more nodes and get closer to the destination.
The work by Tie et al. [20] considered data forwarding in networks with diverse connectivity characteristics; however, their solution is different from ours and they do not consider the effects of TCCs. They identified packet replication to be the key difference between protocols designed for wellconnected networks and sparsely-connected networks, and designed a routing protocol called R3, which determines the number of data copies to be created based on the predicted delays along network paths. R3 is based on source routing; i.e., data copies are forwarded along the pre-determined forwarding path. However, protocols based on source routing are not suitable for networks with opportunistic features, because it is extremely time-consuming to forward data along the pre-determined paths. Moreover, R3 does not consider the effects of TCCs on data forwarding, which is the key contribution of our work.
Other existing algorithms try to modify well-known MANET protocols to make them more adaptive to networks with diverse connectivity characteristics. For example, Raffelsberger et al. [30] integrated store-and-forward to MANET protocols. In MANET protocols, a data item is dropped when the routing table does not contain an entry for the destination. With store-and-forward, data is buffered until a route to the destination can be found using MANET protocols. However, their solution lacks a mechanism to choose effective data carriers to deliver data to destination.
There exists some work on analyzing TCCs. For example, [31] demonstrated the size of the giant connected components changes over time. [13] [14] [15] proved that the property of connected component is closely related with the distribution of node degree. However, they did not examine the detailed structure of TCCs using real traces, and did not consider how to use them to increase the contact opportunities and improve the performance of data forwarding, which is the focus of our work.
VI. CONCLUSIONS
In this paper, we designed efficient data forwarding strategies for MSNs with diverse connectivity characteristics, by exploiting the existence of TCCs. We first identified the existence of TCCs and analyzed their properties based on five traces. By treating multi-hop wireless communications inside TCCs as indirect contacts, through theoretical analyses, we showed that the contact opportunities can be significantly increased in all traces. Based on this observation, we designed a TCC-aware data forwarding strategy to improve the performance of data forwarding in MSNs. Then, we enhanced the TCC-aware data forwarding by selecting an optimal set of nodes in the TCC to avoid overlap in their contacts and maximize the data forwarding opportunity with a small number of nodes. Trace-driven simulations showed that our TCC-aware data forwarding strategies outperform existing data forwarding strategies with less network overhead.
APPENDIX A. PROOF OF THEOREM 1
Proof: Based on the condition that the distributions of node degree and TCC size follow exponential distributions, we compute the number of direct contacts and TCC contacts.
The number of direct contacts, denoted as m d , can be determined by the network size N and the distribution of node degree with exponential constant k * . Let p(k) denote the probability mass function (PMF) of degree K. p(k) can be computed from the CCDF P (K > k) as p(k) = P (K > k − 1) − P (K > k) = e for k ≥ 1. Then, m d can be computed as half of the number of total degrees:
We next compute the number of TCC-contacts, mt, with the network size N and the distribution of TCC size which has exponential constant s * . The PMF p(s) of TCC size S can be calculated from CCDF P (S > s) as We assume the total number of TCCs inside the network is NTCC . With the distribution of TCC sizes p(s), the number of TCC with size s is NTCC * p(s). The number of TCC-contacts inside a TCC with size s is . The total number of TCC-contacts inside the network is:
The value of NTCC can be determined by the network size N . With the distribution of TCC size p(s), the number of TCCs with size s is NTCC · p(s). Since a node belongs to one TCC, the summation of all TCC sizes is the network size N . Thus, we have
(s · NTCC · p(s)) = NTCC · E(S).
Therefore, NTCC = N E(S)
. With 
The ratio of TCC-contacts to direct contacts is 
which is determined only by the two exponential constants k * and s * , independent of the network size N . With , as long as k * <k * , the number of TCC-contacts is more than the direct contacts, which increases the contact opportunities.
