Abstract. With the development of distribution network, distributed generation such as wind and photovoltaic (PV) power will become increasingly prominent in the near future. PV is widely constructed because of advantages it has. However, the volatility and randomness of PV makes it more complex than traditional energy in the security assessment of distribution network. Based on risk theory, considering the randomness of PV, node low voltage risk index and line overload risk index are established in this paper. Also, K (N -1 + 1) principle for distribution network which is developed from traditional (N-1) deterministic principle is applied to reflect the flexible structure of distribution network. IEEE three-feeder example system is utilized to investigate the influence of PV power on the security assessment of distribution network.
the network [5] . Referring to the conventional (N-1) security criterion used in bulk power network, K (N-1+1) principle is proposed for distribution network analysis in document [6] , according to the characteristics of structure and operation of the distribution network. The static security based on risk theory is evaluated in the absence of distributed power in document [7] .
Based on documents mentioned above, node low voltage index and line overload index are established in this paper to analyse the security of distribution network by combining risk theory and K (N-1+1) deterministic principle.
Models for Security Assessment based on Risk Theory
Risk is a quantization of uncertain factors of the system. Risk index, usually defined as the product of probability and consequences [8] , is computed as equation (1) . , In addition to probability and severity model of accidents occurring, the power outputs of PV system and probability model of different light intensity are also needed in the paper. The following parts will introduce these models in detail.
Probability model of the accident
In traditional power system reliability assessment, the failure rate of components generally is modelled as Markov state, which is averaged from historical statistical data. Reliability assessment, usually involved the long term assessment, therefore, mostly adopt the forced shutdown rate as the failure rate of the component. But for security assessment based on risk theory, as its short assessment cycle, time factors must be considered.
Assuming real-time failure rate of the component as O , components' failure times obey Poisson distribution in interval t . According to the probability formula of Poisson distribution [9] , failure rate of the component in interval t can be derived from equation (2 Assuming that components are independent from each other, fault probability of the system caused by a component fault is computed as equation (3). 
where i E is the system accident, j F is the normal state of components.
Severity function of the accident
The fundamental principles of severity functions defined in risk assessment [10] : (1) not involved in operation process after failures occur; (2) easier for the dispatcher to understand; (3) associated with deterministic criteria; (4) the expression should be intuitive and concise; (5) reflect the characteristics of different problems; (6) reflect the severity of the components. Based on these principles, a series of simple linear functions are designed to characterize the severity of power flow overload, low voltage and etc. in document [11] .The application of severity function will be introduced in the following part.
Severity of node low voltage
For each node in the distribution system, according to the degree of exceeding voltage, the severity function of low voltage is defined. The node low voltage severity function is shown in Fig. 1 . Assuming the limit of low voltage as 0.95, define the severity as equation (4). Where, V is the voltage magnitude. From Fig. 1 , we can see that the node low voltage severity is 1 when the node voltage is 0.95; the severity is between 0 and 1 when the node voltage is in the interval (0.95, 1.0) and the severity increases as the node voltage decreases; the severity is over 1 when the node voltage is lower than 0.95.
Severity of line overload
For each line in distribution system, assuming the limit of L is 0.8, the overload severity function is defined as equation (5) . Where, L is the ratio of the real line power and rated line power. It is shown in Fig.2 that the line overload severity is 0 when L is lower than 0.8; the severity is between 0 and 1 when L is in the interval (0.8, 1.0) and the severity increases as L increases; the severity is higher than 1 when L is higher than 1.0.
Output model of PV power
The output of photovoltaic power generation system is closely related to the light intensity. The output model of photovoltaic system under varying light intensity is described as equation (6) [12] and the relation between light intensity and output of PV power is shown in Figure 3 . With the increasing of the light intensity, the output curve is divided into three sections. In the first two sections, the outputs of PV system keep increasing .When the light intensity reaches some degree, the outputs stay constant. 
Light intensity probability model
The year average light intensity is used instead of the real light intensity to reduce the computational complexity. Light intensity value and the probability in this paper are referred to statistical data in document [13] in which light intensity is averagely divided into 12 groups from 0 W/m 2 to 1100 W/m 2 . Table 1 shows the different light intensity and its corresponding probability. 
Definition of Risk Indices
Considering the randomness of photovoltaic power, appropriate correction is made to the risk index of node low voltage and line overload. Define the node low voltage risk index as equation (7) and line overload risk index as equation (8) .
where, n is the total of light intensity groups; k Z is the probability of group k for light intensity;
Sev E X is node low voltage severity of group k ; ,
Sev E X is line overload severity of group k .
Case Study
To verify the feasibility of indices introduced, IEEE three-feeder distribution system is applied in this paper. Table 2 shows the branch attributes of the distribution system, referring to document [7] for other specific parameters. The capacity of PV power is set as 6 MW. The topology diagram of the distribution network is shown in Figure 4 . Two cases are proposed to achieve risk based security assessment on distribution network: (1) no access of PV power; (2) accessing PV power at node 7 and node 16. When disconnecting line 1-4, 2-8, 3-13, there are two transfer solutions. To reduce the complexity of calculation, for these three lines, choose one transfer solution respectively by connecting switch 5-11, 5 -11, 10-14.
Case (1): no access of PV power.
The test results are shown in table 3. It can be seen that the line overload risk is the highest when the line 1-4 is disconnected. This is mainly due to that the line 1-4 is directly connected to the substation and load supplied by substation 1 has to be supplied by substation 2 and 3 when line 1-4 is disconnected and the failure rate of the line1-4 is higher than other lines. For node low voltage risk, we can see that when any of line 1-4, 6-7, 3-13, 13-15 and 15-16 is disconnected ,the risk is much higher which is also due to the higher failure rate of these branches shown in Table 2 . clearly shown that the risk of the distribution system tends to be decreasing. Though the line overload risk is still high when disconnecting line 1-4, it has been reduced by accessing PV at node 7 and node 16 which is because the access of PV can help supply part of load on feeder 1. Also, we can see that accessing PV power at the end of the line, in some degree, can help reduce node low voltage risk. By comparing Table 3 and Table 4 , when accessing PV power at node 7 and node 16, changes of risk indices tend to be consistent. It is shown that the access of PV power can effectively reduce the risk of the system regardless of load changes although the randomness of PV power is involved. Through table 3 and table 4 , it can be seen that not only the consequences of accidents but also probability of accidents occurring is worth to be considered in the security assessment.
Conclusions
In this paper, by adding uncertain factors to risk indices, the randomness of PV power outputs reflected. Considering the flexibility of distribution network structure after failures occur, the security based on risk theory of distribution network is assessed. Test results show that in the end of the branch accessing PV power supply can effectively reduce the risk of system. However, effects caused by different capacity of PV power, different access site and time-varying characteristics of load haven't been analyzed. If these influence factors are appropriately considered , the assessment will be more reasonable.
