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 Jeffrey Hunker, Principal at Jeffrey Hunker Associates LLC, was the first speaker for the 
Cybersecurity: Shared Risks, Shared Responsibilities conference held at Saxbe Auditorium in the 
Moritz College of Law at The Ohio State University on Friday, April 1st, 2011. 
 
 
 
 
 
 The Cybersecurity: Shared Risks, Shared Responsibilities conference looked at how cybersecur
ity -– whether in contexts as gripping as "cyberwar" or as mundane (but potentially devastating) 
as identity theft -– is now the stuff of daily headlines.  It was organized by I/S: A Journal of Law 
and Policy for the Information Society and the Center for Interdisciplinary Law and Policy Studies, 
the Mershon Center for International Security Studies, and Microsoft were co-sponsors. The first 
panel of the day was moderated by Richard Herrmann (center), director of the Mershon Center for 
International Security Studies. 
 
 
 
 The first panel, "Mobilizing for Cyberwar," examined the questions: What does the potential for 
"cyberwar" entail in terms of private and public responsibilities?  How would mobilization for 
cyberwar be different in terms of public and private roles from mobilizations for earlier wars? 
Panelists included (from left to right) Dr. Martin Libicki, Susan Brenner, Richard Herrmann, Mark 
D. Young, and Jason Healey. 
 Peter M. Shane, Jacob E. Davis and Jacob E. Davis II Chair in Law at The Ohio State University 
and conference organizer introduces the first keynote speaker of the day, Robert J. Butler, Deputy 
Assistant Secretary of Defense for Cyber Policy, U.S. Department of Defense. 
 Keynote speaker Robert J. Butler, Deputy Assistant Secretary of Defense for Cyber Policy, U.S. 
Department of Defense takes a question from audience member and panelist Jason Healey. 
 
The second panel of the day titled, "Day-to-Day Cybersecurity" asked: What are the appropriate 
roles and relationships for private actors and public authorities in securing the everyday 
operation of critical systems and the protection of information?  Panelists included (left to right): 
Mischel Kwon, Mark MacCarthy, Jeffrey Hunker, Cristin Goodwin, and J. Paul Nicholas. 
 The third panel of the day discussed "Making Sound Cybersecurity Policy" and evaluated how an 
appropriate national response to cyberthreats will plainly entail considerations of science, 
engineering, economics, law and policy.  Panelists included (left to right Sascha Meinrath, Herbert 
S. Lin, Peter Shane, Greg Nojeim, and Paul Rosenzweig. 
 The second keynote talk for the Cybersecurity: Shared Risks, Shared Responsibilities conference 
was given by Kristjan Prikk, Defense Counselor, Embassy of Estonia. 
 Kristjan Prikk, Defense Counselor, Embassy of Estonia discussed his experience in Estonia with 
cyberthreats. In his current capacity Kristjan follows developments in defense and security policy 
as well as deals with Estonian-U.S. political-military affairs both in bilateral and NATO context. 
 
