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ABSTRACT 
 
Network Management is needed to control and optimize the operation of the 
network and to respond to changing user requirements. Management includes the 
initialization, monitoring and modification of the network functions. In order to 
perform management, special functions are needed. To distinguish these 
functions from the normal network functions, this work includes the terms 
“management functions” and “primary functions”.  
Management functions may be performed explicitly by human operators, but also 
automatically by dedicated soft - and hardware modules. In case human operators 
are responsible for network management, most management functions will be 
per-formed from a limited number of remote locations. In case management 
functions are performed automatically, it is possible to distribute the hard - and 
software modules that implement these functions over the various systems in the 
network. 
This work explains the proposal by the authors according new alternative 
management architectures based on the integration of primary functions and 
management functions over three levels of management – service management, 
protocol management and element management. As a result three models of 
alternative integrated architectures are introduced – one for OSI – management, 
one for TMN and one for Internet – management.  
 
I. INTRODUCTION 
Architectures for network management enable the designers to discuss management 
functions at a high level of abstraction and guide the design of management 
protocols and services. In this work it is assumed that architectures consist of: a set 
of architectural concepts; rules that tell how to use these concepts and models for 
designing a specific class of systems. 
All current management architectures, notably the ISO, ITU-T and the IETF 
architectures, have been developed after the design of the network functions have been 
completed. Such approach indicates a specific conceptual view of the role of the 
management functions and invites to apply different architectural concepts for the design 
of management functions. This work proposes an alternative approach, in which no 
principle distinction is made between the management requirements and the 
requirements of primary functions. Both sets of requirements can be integrated into one 
set of requirements and elaborated in a single design process, which uses one 
architectural model.  
To demonstrate that both kind of functions can be ex-pressed in the architectural 
concepts and rules as used by the OSI – Reference model, tree models are developed – 
model of distributed management architecture, model of centralized management 
architecture and model of hybrid management architecture. A set of new definitions 
according to new architectures are also presented.  
 
II. OSI MANAGEMENT, TMN MANAGEMENT AND INTERNET 
MANAGEMENT 
The origin of OSI management can be found in ISO, most of the work is performed in 
collaboration with the ITU-T. The standards that results from this cooperation are 
published by both organizations without technical differences. Within the ITU-T, the OSI 
management recommendations are published as part of the X.700 series. 
The first standard that describes OSI - management, is the OSI Reference Model [1]. 
This standard identifies OSI management as an important working area and provides 
initial definitions. The first outcome that presents the development of OSI management 
was the OSI Management Framework [2]. Later it was decided to produce an additional 
standard, which was called the Systems Management Overview [3]. These standards 
provide the basis for OSI management (Figure 1). 
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Fig. 1: The basis of OSI Management 
 
The term TMN is introduced by the ITU-T as an abbreviation for Telecommunications 
Management Network. The concept of a TMN is defined by Recommendation M.30210 [4]. 
According to M.3010 “a TMN is conceptually a separate network that interfaces a 
telecommunications network at several different points”. The relationship between TMN 
and the telecommunications network that is managed is shown on Figure 2. 
According to this figure, the interface points between the TMN and the 
telecommunications network are formed by Transmission Systems and Exchanges. 
They are connected via Data communication network to one or more Operations 
systems. The Operations systems perform most of the management functions; these 
functions may be carried out by human operators but also automatically. It is possible 
that a single management function will be performed by multiple Operations systems. In 
this case the Data communication network is used to exchange information between the 
operations systems. 
In the second half of the past decade the Internet grew to a size that management of the 
Internet could no longer be provided on an ad hoc basis: a structured and standardized 
approach to Internet management was required. 
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Fig. 2: General relationship of a TMN to a telecommunication network 
 
SNMP (Simple Network Management Protocol) [5] is a further development of SGMP 
(Simple Gateway Management Protocol). SGMP was aimed at management of 
Intermediate Systems – Gateways. Because SGMP appeared to be a success, it was 
decided to extend its scope and include management of End System. To reflect this 
change, the protocol was renamed into SNMP. 
It is important to say that no special standards have been defined for the Internet 
Management architecture; only protocols and MIB’s have been standardized.  
The main goals of the future enhancement of the Internet Management architecture are: 
• All systems connected to the network should be manage-able with SNMP; 
• The cost of adding network management to existing systems should be minimal; 
• It should be relatively easy to extend the management capabilities of existing 
systems; 
• Network management must be robust. 
 
III. FUNCTIONAL MODEL OF ALTERNATIVE PROTOCOL MANAGEMENT 
As developed in [6] the last step of the realization of the functional model of the protocol 
management includes the mapping of protocol interactions upon underlying services.   
The analysis of the results of the addition of management functions and they convey 
over the user services leads to specific realization, which is based on distribution of the 
functions of the providers into user data and management data [6, 7, 8]. On Figure 3 the 
resulting functional reference model of the alternative protocol management is shown. 
 
Fig. 3: Functional reference model of alternative protocol management architecture 
 
The physical protocol reference model can be derived from the functional model by 
mapping functional entities upon subsystems. The special management entity M” (Figure 
3) can be implemented in different way: 
• The management can be implemented together with a data entity; 
• The management entity can be implemented as a separate subsystem. 
The choice of a appropriate decision is made according to the management standards for the 
management of telecommunications systems – the management subsystem will be more 
reliable and efficient if it is implemented as a separate subsystem. That leads to the following 
physical reference model of the alternative protocol management – Figure 4.  
The next step in this work is to relate both defined models – the functional and the 
physical reference models for protocol management to several parts of OSI, TMN and 
Internet management.  Discussing this relationship is useful for the following reasons: 
• current work on management can be placed in a better framework. As a result, 
the understanding of network may be improved; 
• by using existing parts, the applicability of these models for protocol management 
can be demonstrated without having to define yet another set of management 
protocols and functions. 
 
Fig. 4: Physical reference model of alternative protocol management architecture 
 
Relationship to OSI 
The models as presented in this work may be considered as alternatives or 
replacements of (the communication oriented parts of) the OSI Management Framework 
[2] and the System Management Overview [3]. Since the models of this work show how 
primary functions can be extended with management functions, they can also be 
regarded as extensions of the OSI Reference Model. 
As shown in Figure 5, it is possible to relate several parts of OSI management to the 
functional reference model for protocol management as presented in this work. The 
picture shows de distribution of the roles in the common management process according 
to the models, earlier developed in this work. 
 
Fig. 5: Relationship to OSI management 
The two managed entities together perform the primary functions (P) of the “layer 
protocol”. The protocol standards define a number of variables and commands, which 
can be used for management purposes. In terms of OSI management, these variables 
and commands represent the “managed object”. General rules explaining how object 
should be described, are defined by the SMI (Structure of Management Information). 
These rules should not only be known to describe managed objects, but also to interpret 
management information within the manager entity. The manager has to activate the 
SMF (System Management Functions) in order to manipulate the generic management 
information defined in SMI. 
The OSI management group has introduced the object oriented approach for 
management. In many of its management standards, this object oriented approach plays 
dominant role. This is the reason, why the object oriented approach is also preferred for 
the development of simulation tools for simulation of management actions.  
 
Relationship to TMN 
The functional and the physical models for protocol management can be used to 
illustrate TMN functional blocks and reference points unless there is no such term like 
“protocol management” in TMN. Figure 6 shows how the models developed in this work 
can be used for defining the model of the communications between the main functions in 
TMN – OSF (Operations Support Function) and NEF (Network Element Function).  
 
Fig. 6: Relationship to TMN  
 
Relationship to Internet 
The Internet management standards can be related to the functional reference model for 
protocol management in a similar way as the OSI management and the TMN standards. 
As example, the TCP transport protocol will be considered. The variables of TCP that 
can be managed by a remote-manager, are defined as part of MIB-II. This MIB 
(Management Information Base) not only defines the variables that belong to the 
transport layer, but also variables that belong to some other layers. The structure of 
MIB’s is defined by SMI. Therefore it is assumed that SMI must be the common element 
of the transport layer entity and the manager entity (Figure 7). 
The most interesting thing in the proposed model is, that SNMP is not shown as the 
protocol between managed and managing entity, but as part of their underlying service. 
This is because an important part of SNMP deals with functions like the Basic Encoding 
Rules, which should be considered as general transfer functions and not as 
management specific functions. 
 
Fig. 7: Relationship to Internet management 
 
IV. ADVANTAGES AND FUTURE WORKS 
As opposed to other management approaches, this work proposes to model management 
functions in conjunction with primary functions. An important advantage of such approach, 
is that also the relationship between both kinds of functions may be modeled. As a result, it 
becomes possible to determinate the effect of management upon the primary functions. 
The models as presented in this work can thus be used to construct simulation tools that 
help managers to predict the effect of managed operations. 
The most important advantage of the models, proposed here, is that the models are very 
similar according to the management standards and it is possible to implement common 
modeling approaches, techniques and tools for all types of networks. 
Today there is a great demand of simulation tools. This demand increases through the 
years and it may be expected that it will increase in the future. For the network managers, 
such tools may be helpful allowing them to simulate management actions in advance. 
Many of the current simulation tools are unique for specific types of networks. Their 
development is expensive and their maintenance requires a lot of effort. The models as 
presented in this work can be in principle used for development of automated tools, 
independent of the network type (Figure 8). 
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 Fig. 8: Model of the simulation tool  
 
Such automatic approach may implement the proposed protocol specifications of both 
primary and management functions, as developed during the design phase. These 
specifications should be written in a formal language and are read by a general purpose 
simulation tool. This simulation tool can basically be the same as the ones used for the 
simulation of normal network protocols. Because management operations will be 
indicated during the operational phase, it will be possible to prolong the use of such 
simulation tools up to the operational phase. 
Future works in this field may include development of appropriate simulation tools using 
object oriented approach – such as UML (Unified Modeling Language)  and RUP 
(Rational Unified Process). The object oriented approach gets near to the approach 
proposed in this work. This may lead to creation of unified simulation tools which will not 
depend on the network type, on the management process and on the technology used.  
 
V. CONCLUSIONS 
There are several parts of OSI, TMN and Internet management that can be related to 
the functional model for protocol management proposed in this work. The discussion 
above according these relationships may be useful for the following important reasons: 
• Current work on management can be placed in a betet framework. As a result, 
the understanding of network management may be improved; 
• By using existing parts, the applicability of the functional model for protocol 
management can be demonstrated without having to define yet another set of 
management protocols and services. 
After the various relationships have been considered (Subsection IV), an advantage of 
the models proposed is presented. Some aspects for future works are given as well. 
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