ABSTRACT The popularity of campus information intelligence aims to provide better applications and services. However, we found that a phenomenon that has brought great inconvenience to students is queuing when pay in smart campus which needs to be resolved urgently. For example, buying meals in the school cafeteria at lunch or dinner time, paying school tuition, and so on. Also the privacy security is the primary prerequisite for smart campus's mobile electronic payment while transaction information can be intercepted easily by Hacker or hidden HD camera. In this paper, we propose the SafeMP, a mobile security and multito-one payment system employing the mechanical-wave transmission to reduce queue time and improve efficiency. The biggest conundrum with implementing this system is how to separate the multiple aliasing signals. The SafeMP is designed with a key finding: although the multiple aliasing signals are irregular, coupling degree between different mechanical wave signals is highly stable. We divide our work into three parts. First, we present a novel compensation method addressing the attenuation with the transmission distance. In addition, we define the degree of coupling to discriminate the aliasing for mechanical wave in ever slot. Finally, we design the rules of orthogonal coding to further connect the data bitstream of each time slot and restore the complete information which transmitted by different user, then the information separated can be corresponded to correct user. Our evaluation results show that the transmission distance does not influence the performance of the SafeMP. The SafeMP achieves an average accuracy of 97%.
I. INTRODUCTION
With the intelligent construction of the smart campus, various information and communication technologies are incorporated to satisfy the need of students better. However, one common phenomenon that has been existed in campus that was queuing paymant at a specific time, such as buying a meal after class, paying for something at school's supermarket or bookstore and paying tuition at the beginning of a semester. The simultaneous payment behavior of a large number of students has caused great inconvenience for students in smart campus [1] . One more thing worth considering is the security of payment. According to statistics, in the case of financial loss caused by payment, almost one out of every ten people was student.
The cause of the queuing payment phenomenon is that existing payment methods support one-to-one data transmission and the payee only can handle one transaction at a time, such as cash and credit card. Our potential solution to solve this inconvenient phenomenon in smart campus is to parallelize multiple user to pay concurrently, while traditional payment methods can not be achieved in the existing commodity equipment. Also existing payment methods may present potential security risks. For example, the eavesdropper's listening can capture the wireless signal transmitted in the air [2] , [3] when using NFC for payment, the device of the hidden camera can steal students of a payment or transaction information and further obtain the user's password or ID number when they using credit card or QR code [4] for payment. We envision a safer payment technology to improve this situation that can solve the queuing phenomenon and increase the security.
Existing work provides us with a whole new way of thinking to solve. In recent years, the possibility of using vibration motors and accelerometers in most existing mobile phones to exchange information has been identified in [1] . Roy et al. [5] made an attempt to enable the mechanical wave generated by the motor communicate to the accelerometer through physical contact, and verified its security. Then the work in [6] further increased the speed of data transmission. Two devices can complete the communication without finding each other's addresses, the physical contact acts like an implicit address. With its benefits, mechanical wave communication can achieve higher security than existing methods and provides the benefit zero-configuration and high throughput, making it attractive to a exciting potential application of simultaneous payment.
We in this paper propose an emerging modality for payment -SafeMP, a practical communication system that can achieve multi-to-one communication transmission based on mechanical wave. In SafeMP, we perform attenuation compensation for mechanical waves attenuated in the material. The transmission bit 0 or 1 is controlled by different transmission frequencies sent by the multi users. By modulating the motors available in all mobile phones, and receiver from through accelerometer that also popular in mobile devices, mobile devices should be able to communicate through contact. Benefit from the separation algorithm we propose to separate the aliased signals sent by multiple users, even if the eavesdropper intercepts signals, it cannot decode the correct information, thus ensure the security of the payment. Finally, the mechanical wave signals synthesized by multiple users can be correctly separated and identified, and correspond to the users respectively.
Unfortunately, in real experimental observations, we found that the mechanical wave attenuates with distance as it travels in the materials when we make the receiver away from the transmitter. That will cause errors in the received signal. Further, the correct identification and decoding of signal can be affected. So, how to compensate for attenuated signals is our first challenge. To address this one, we combine the mean line of the original attenuation signal variation curve to eliminate the deviation value and compensate for the attenuation signal.
The second challenge is that to separate the mixed bit in one time slot. Generally, when the transmitter sends data at a certain frequency, the receiver will detect the corresponding frequency component. On the contrary, in our actual experiments, we found that when motors transmitting data at the same frequencies, we will detect multiple different frequency components. Also when motors transmitting data at the different frequencies, the detected frequency components are also different from the transmission frequencies. This makes it harder for us to separate mixed signals. To this end, we design the algorithm of Spectrum-Coherent(SC). Although aliasing signals are unpredictable and irregular, the coupling degree between frequencies follows highly stable stability, which offers important clues for identifying the aliasing signals, and provides us with an opportunity to separate and decode the coupling signals.
Although we separated the mixed mechanical wave signals from a certain time slot and got transmission bit 1 and 0 from (i)th slot, we can not correspond the bit 0 and 1 obtained form the (i + 1)th slot to the bit 1 or 0 from prior time slot (i)th. So, how to correspond the multiple time slots in high accuracy from isolate symbols is our third challenge. To address this, we construct orthogonal coding rule to achieve correspondence which shows the satisfying performance.
The main contributions of this paper may be summarized as:
• SafeMP is the first mechanical wave based practical communication system that achieves multi-to-one data transfer making payment safer and more convenient.
• A design of attenuation compensation increases the correctness of signal reception, making the transmission will not be disturbed by the distance.
• With the discovery that aliasing effect of frequencies comes from the coupling between signals, we have designed SC that the aliasing bits can be separated in one time slot rely on the coupling degree.
• Construction of orthogonal coding rules to connect each time slot and restore the complete information which transmitted by different users.
In the rest of the paper, we describe the preliminary in Section II, and the system overview in Section III. The design details of SafaMP are introduced in Sections IV∼VI. Sections VII evaluate the performance of our system. We discuss related work in Section VIII. We conclude the paper in Section IX.
II. PRELIMINARY A. MOTOR AND ACCELEROMETER
The motor is a Linear Resonant Actuators (LRA) which used in most mobile phone today to generate mechanical wave by moves a metallic mass around a neutral position. Essentially, motor is an electro-mechanical device, when applying the AC current to the motor, it will create an electromagnetic field among voice coil and make it behaves like a magnet. Under the action of the electromagnetic field, the moving metallic mass is attracted or repelled depending on the direction of the current. Specifically, the motion is typically periodic and the amplitude of the mechanical wave is determined by the signal's peak-to-peak voltage. Therefore, LRA can adjust both the magnitude and frequency of mechanical wave separately [7] , [8] . All mobile phones today use LRA based vibramotors. Also the vibration mode is available in most existing smartphones, the vibration modes of different functions have different vibration frequencies. In our system, we designed a simple driver circuit to drive motor vibrates at different frequencies to simulate transmitting different information. These simple driver circuit for controlling the motor can be easily integrated in the mobile phones.
As for the receiver, we use Finger-shaped Micromachined Silicon Accelerometer which is a micro electromechanical (MEMS) device that measures acceleration caused by motion [9] , [10] . The core principle is to use the comb array capacitor as the detection interface which the VOLUME 6, 2018 fixed teeth and moving teeth forming a differential capacitor pair. When subjected to mechanical wave, the seismic mass movable moves from the equilibrium position, causing one of the differential capacitor pairs increases and the other decreases equally. Finally, the resulting voltage proportional to the mechanical signal response.
B. SYNTHETIC ANALYSIS OF MECHANICAL WAVE
We know that in physics, waves can be propagated in the medium without interfering with each other. When two columns of mechanical wave propagate and meet in the same medium, the physical quantity of each point in the overlap region of the wave is equal to the vector sum of the physical quantity caused by each column wave at that point. Based on the motion of the motor is typically regular and periodic, we use the cosine function to represent the mechanical wave which generated by the motor, denote as X 1 and X 2 :
Where A, ω, ϕ represent the amplitude, frequency and phase of the mechanical wave signal respectively. And X = X 1 + X 2 is the synthesis of mechanical wave X 1 and X 2 which satisfies the parallelogram rule as shown in Fig. 1 . Based on this theory, we observe the synthesis of mechanical wave in real experiments. Surprisingly, we found that the frequency components detected by the receiver were inconsistent with the frequencies transmitting by the motors. These experimental results present us a new conundrum to separate the mechanical wave information.
III. SYSTEM OVERVIEW
SafeMP comprises three main modules: attenuation compensation module, data separation module and correspondence module. Fig. 2 illustrates their system architecture.
On the transmitter side, we place motors to transmit users'information and accelerometer to receive. One observation is that when we make the receiver away from the transmitter, the mechanical wave will attenuate with distance. This will lead us to extract the wrong frequency components. In compensation module, we propose combine the mean line of the original attenuated signal to eliminate the deviation value and then to restore the original correct spectrum information.
Then filter out the noise and extract the frequency components by Fast Fourier Transform to obtain clearer frequency information.
In the separation module, we are expected to separate the mixed frequency information from multiple users. But the biggest conundrum is that a phenomenon we found when we conduct the observational experiments: an aliasing effect between frequencies. It appears that the frequency components we detected that is not the same as the transmitting frequencies. We establish the model to illustrate the reason of aliasing and design a robust algorithm of SpectrumCoherent(SC) to overcome these difficulties. A unique characteristic help to separate the mixed bit accurately is that the different degree of coupling between different frequencies.
After the accurate separation, we only get the data that have been separated in each time slot. Next, in the correspondence module, we construct orthogonal encoding rule to establish a connection in the time slot to restore users'original information. Finally, make each information sequence correspond to its user respectively. SafeMP system can separate the aliasing signals and corresponding to the users with high accuracy.
IV. ATTENUATION COMPENSATION
During the process of transmission, the energy of the mechanical wave will be lost due to the absorption effect of the material. Therefore, it will eventually influence the transmission frequency as the transmission distance increases.
We define X (s, ω) which send by single motor as the mechanical wave of the corresponding frequency ω when the propagation distance is s which detected by the receiver. The attenuation equation of the mechanical wave is given as follows:
Where α is absorption attenuation coefficient. We can see that the mechanical wave will decay as the distance increases, until it equals to 0. So we need to compensate for the attenuation to reduce receiving error.
First, we perform cubic spline interpolation on all the maximum points in the continuous curve X (s, ω). Then the upper envelope X max (s) and lower envelope X min (s) for X (s, ω) can be obtained. Calculate the mean value of the upper and lower envelopes of each point in sequence and connect them to obtain an average line m 1 (s):
Second, subtract the mean m 1 (s) from the original signal X (s, ω) to get a signal h 1 (s) that removes the deviation:
Make h 1 (s) as the original signal and repeat the above steps:
53114 VOLUME 6, 2018 Where m 11 (s) is the average of the upper and lower envelopes of h 1 (s). Repeat k times to get the kth data h 1k (s):
We set an end criterion for the compensation process, using the standard deviation SD as a criterion:
When empirical value SD < 0.2, terminate the above steps. Finally, make a transformation to h 1k :
In practical applications, the mechanical wave signals generated by the motor will pass through multiple interfaces and the phone case. Usually, the outer cases of the existing mobile phones are made of hard materials, which are much better than the transmission medium we use in our experiments. So its hindrance and attenuation of mechanical wave signal transmission are very small. Also the attenuation of the signal in the material along the path is much greater than the attenuation of the signal through multiple interfaces and the phone case. We compensate for the attenuation of the signal as it travels in the material which can solve the distortion and the loss of the signal very well. That's make the instantaneous frequency spectrum of compensation replaces the spectrum of the original attenuation signal.
V. SEPARATION MODULE
In this section, we present a highly accurate design of Spectrum-coherent(SC) to separate the aliasing signals in one time slot. The core of SC is the degree of coupling among frequency. We design the algorithm to calculate this between frequencies and get the two original bits separated from the mixed data immediately.
A. OBSERVATION
The motors are controlled by different voltages to transmit mechanical waves with different frequencies. (1) In Fig. 3 , we first observe the transmission situation of signal motor. We can see the clear frequency peaks when the controlled voltage are 2V , 3V and 4V, and their corresponding frequency values are 20Hz, 30Hz and 40Hz respectively.
(2) We then observe the results when two motors transmitting data. As shown in Fig. 4 (a) , two motors controlled by the same voltages of 2V, however, the two frequency components that we have detected are not corresponding to the 2V voltage. Also in Fig. 4 (b) , we can't even extract a clear frequency component when the controlled voltages become 3V and 5V, we speculate that 5V is too close to the rated voltage of the motor.
We call those phenomenons of frequency no correspondence an aliasing of frequencies. In such scenarios, we cannot even separate different bit from the same time slot. Those phenomenons are due to the frequencies of aliasing and increasing the difficulty of our separation.
B. MODELING ALIASING
Due to the existence of external factors, such as friction and clearance that caused a higher-order harmonic distortion in the periodic mechanical wave which generated by the motor. Then this unstable distortion develops with the coupling effect into a new stable mode. Finally, the energy also transferred from the frequency components which participating in the coupling to the newly generated frequency components.
Modeling: We illustrate the generation process of the new frequency components and the transfer of energy by modeling the coupling phenomena. The collision propagation of mechanical waves in the same material excites two different modes: coupling and diffusion. When the distance between the receiver and the transmitter is x, we define the power spectral density of the detected signal as p(f , x), by differentiating x, we can get the coupling model formula:
is the coefficient of the linear diffusion of the frequency itself. L 2 (f i , f j ) is the coupling coefficient between frequencies. f i and f j are the frequency components which participating in the coupling. We verified the model by simulations and real experiments. The results in Fig. 5 shows that whether we set two motors transmitting data by the same frequencies which controlled by the voltage of 2V or transmitting data by different frequencies which controlled by the voltage of 2V and 4V, the model fits well with the experimental data.
Our model reflects the process of energy transfer between different frequency components. Coupling and further development of the signals under the influence(promote) of interaction effect, shows two modes: (1) Coupling mode: due to the existence of nonlinear perturbation, those frequency components coupled to each other and generate new frequency component, then the energy is transmitted to the new component by each frequency component participating in the coupling; (2) Diffusion mode: refers to the energy migrate from one frequency component to another frequency component through linear change, it appears as a sum frequency sideband in the frequency domain.
However, in the power spectral density spectrum plotted by the data collected by the receiver, we only know the size of the corresponding frequency component, but it is impossible to tell whether the generated frequency components are caused by nonlinear coupling or diffusion. The above experimental analysis presents a conundrum that: how to distinguish the aliasing frequencies and separate the mixed bit of each time slot? Our idea is to leverage the degree of coupling between different frequency components which based on the finding that the degree of coupling between the same frequencies and different frequencies is quite different which helps us to separate. And sum frequency detection can help us to distinguish between 00 and 11 in the same frequencies effectively. Therefore, we present SC to solve.
C. SC DESIGN
The coupling and diffusion phenomenon is caused by the occurrence of high-order harmonic distortion during the transmission of periodic mechanical waves generated by the motor, resulting in the aliasing of frequencies. The power spectral density only can represent the peak value of the extracted frequency, but cannot show whether a certain frequency component is generated by the coupling effect or its own diffusion effect. Thus, we study the coupling degree between frequencies through high order spectrum.
We propose the design of SC to separate the aliasing frequencies in one time slot based on the different aliasing degree among in the different frequencies.
First, sampling around each frequency component detected by the receiver, and the sampling point for each frequency component is k, which constitutes N k = [n 1 , n 2 , ...n k ], the interval between sample points is ξ 0. All sampling points of a frequency peak correspond to a set of frequencies ω = [ω 1 , ω 2 , ...ω k ]. The joint characteristic function F of N k can be expressed as:
Second, calculate the r order cumulant of k sampling points:
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Repeat the above three steps for each detected frequency component. Fourth, we select a voltage combination which controlled by two different voltages as a benchmark. Two different voltages have interval V = 2. The interval of 2V has a large interval between the frequencies when detected that can be easily distinguish. Apply the selected benchmark to the above three transformations, the result is expressed as G * (ω 1 , ω 2 , ...ω k ) . The function SC that represents the degree of frequency coupling represented as:
Perform the fourth step of the calculation of all detected frequency components and the baseline respectively. If the value of SC is close to 1, it shows that the coupling degree between frequencies is very high and it differs greatly from the benchmark. Then we can know that users use the same bits which controlled by the same voltages when transmitting data. Conversely, if the value of SC is close to 0, indicates that the coupling degree between the frequencies involved in the transmission is very low, and similar to the case of the benchmark. Then we can infer that the different transmission bits controlled by the different voltages that used by users when transmitting data.
The degree of coupling can help to distinguish whether users transmit data at the same frequency or at different frequencies in one time slot. Also self-diffusion mode can distinguish between 00 and 11 in the same bit. Larger frequencies are generated by the larger voltages and transmit bit 1, smaller frequencies generated by the smaller voltages and transmit bits 0. Discovered by our findings, whether it is frequency aliasing or diffusion, the original frequency components will be transformed to generate a new and different frequency components. Smaller original frequencies will produce a larger sum frequencies, and larger original frequencies will shift to smaller frequencies. Based on this unique feature, we can easily distinguish the same bits of 00 and 11.
VI. CORRESPONDENCE MODULE
After identifying the original information of each time slot, in this section, there are two main parts: 1) Slot Correspondence: connecting the information from each time slot, 2) User Correspondence: corresponding the complete data to the exclusive user.
A. SLOT CORRESPONDENCE
In the previous chapter, we could already separate the data of two users in the same time slot. However, there is still a thorny problem that is how to combine the data of the (i + 1)th slot with the data of the (i)th slot. For example, we separated two code words in two adjacent slots, 01 for (i)th slot and 10 for (i + 1)th slot. The core of the problem is that the code word 1 from the (i + 1)th slot is followed by the code word 0 or the code word 1 from (i)th slot. It will result in a wrong sequence if error corresponding.
So the next step is to establish the connection, namely, to form the true neighbor relationship between time slot. Then we introduce the coding rules and the construction of orthogonal code sets.
1) ENCODING RULES
In order to distinguish the complete sequence in time slots, we assign different orthogonal code sequences to the user, then the receiver decodes according to the differences between the codes.
First, before coding, we assign users different orthogonal codes sequence(two user for example):
. C a and C b are satisfying the interrelation ρ(C a , C b ) to be zero:
Second, C a and C b are multiplied by the transmission sequences of their respective users. Because of the aliasing effect, we finally obtain one sequence of synthesis Z = (z 1 , z 2 , · · ·z n ) at the receiver.
Third, we use the same orthogonal code that has been placed in the receiver in advance to multiply Z (i) respectively to separate the confused sequence.
2) CONSTRUCTING ORTHOGONAL CODE
The randomly assigned orthogonal codes used for separation also might be equal. So we introduce our algorithm to construct orthogonal codes. We starting from a sequence of length 2, it is easy to construct an orthogonal sequence of length n, which the construction algorithm can be constructed in the following order:
• Generate a two-dimensional orthogonal matrix W 1 , which only contains 1, −1,
• Take each item of W 1 's as a submatrix to construct W 2 and W C a , the transformation rules of submatrix are shown below:
Then we can get the orthogonal code W C a of length n.
• One row in the matrix W C a is selected as the orthogonal code for user A, and choose another row for the user. Finally, we do a simple operation: mod C a and C b , if the value is zero, select another row. The probability would be very small when the two orthogonal codes become the same. The size of the final matrix VOLUME 6, 2018 W n we build is (2 n × 2 n ), so the probability can be calculate as: P same = 1 2 2n . This probability value of P same will drops rapidly in exponential form.
B. USER CORRESPONDENCE
Now the complete data sequences of users are identified. The final problem to be solved is to find its corresponding users.
We found that the unique strings in each phone fit perfectly with our requirement, that's International Mobile Equipment Identity(IMEI). IMEI corresponds to each mobile phone, and the code is the only one in the world. Each phone will receive a globally unique number once it is assembled, and these numbers will be recorded by the manufacturer from production to delivery. The most important point is that we can identify each of the users' equipment by IMEI code.
The IMEI is an ''electronic serial number'' consisting of 15 digits and is stored in the phone's EEPROM. We encode these 15 digits to form a 60-bit 0,1 code and put it in the header of the data stream for identification and resolution of every user.
VII. PERFORMANCE AND EVALUATION
In this section, we conduct simulations and experiments to verify the feasibility of SafeMP and evaluate its performance. A. EXPERIMENT SETTING Fig. 6 shows the main experimental setup where two motors are attached on the end of transmission material to send data to the accelerometer receiver which attached to the other end of the material. The frequency of the mechanical wave which transmitted by the motor can be adjusted by the different voltages. The accelerometer is controlled by STM32F103 via the I2C protocol, 115200 baud rate, 2000Hz sampling rate and 10 bit output resolution. The detected data will be sent to the host computer for real-time processing.
B. SIMULATION OF SC
We first focus on the SC. As one of the core component of SafeMP, it has a significant impact on the overall performance.
In the simulations, we increase the number of users from 2 to 4 to evaluate the separation effect of SC for both the same frequencies and different frequencies. As a concrete example, set the transmitting frequencies are controlled by the voltage of 2V when sending data at the same frequencies, and when sending data at different frequencies, make them controlled by the voltage of 2V and 4V.
We have shown in Fig. 7 that the detection of the same frequencies by SC shows the exact coupling frequency point, and the value of U 2 is close to 1 when the number of users is 2, 3 and 4. The increase in small peaks from Fig. 7(a) to Fig. 7(c) is due to the fact that mutual interference will be increased with the number of users. Also when the motors transmit data at different frequencies, we can obtain the results of SC is very close to zero in Fig. 8 .
Clearly, SC can correctly separate transmission frequencies with high reliability.
C. ATTENUATION COMPENSATION
We evaluate the effect of attenuation compensation that is important for our system SafeMP.
We perform this experiment by setting a single motor to transmit data and keep the accelerometer receiver away from the motor. Then test the distance between 0cm and 30cm and repeat 30 times to see the bit error rate before and after compensation in iron. As shown in Fig. 9 , we can see the benefit of attenuation compensation that the BER is a little increase when the distance is over 25cm. If there is no compensation for the attenuation, when the distance reaches 15cm, a larger error has been caused.
D. FREQUENCIES SELECT
In this section, we choose the optimal voltage combination to control the transmission frequency of two motors. We tested five voltage combinations within the range of the motor. As shown in Fig. 10 , the difference V of each combination is 2V. The difference of V = 2V can make the detected frequency components exist larger spacing, no overlapping and easy to identify. The results in Fig. 10 shows that, by collecting 30 times data for every combination when the motors and accelerometer are in contact, the combination of (2V,4V) works best. The reason for not choosing other combinations may be: the voltage is too small, the voltage approaches the rated voltage, and the mutual influence between voltages is larger. We select 2V and 4V as the control voltage for transmission bit 1 and 0 based on the need of low BER.
E. PERFORMANCE OF SafeMP SYSTEM
We evaluate the Bit Error Rate and Packet Reception Rate of SafaMP in communicating accurate data.
1) BER
We also change the distance between the transmitters and receiver. We then move the accelerometer away from the motors and repeat 100 experiments per 5cm. The average BERs with different transmission distance in different materials are recorded in Fig. 11 . The plots show that the BER in iron is the smallest, steel is slightly second, which benefit from their good conductivity. The sparse structure of wood has an absorption effect on the mechanical wave which will cause the large error in separation with the distance increase. 
2) PACKET RECEPTION RATE
We verify the overall performance of our system also in this four materials. For each distance, we collect 100 aliasing packets with different lengths. Added IMEI code and correspond to respective users. . 12 shows the packet reception rate with varying distances from 0cm to 30cm. As we can see, SafeMP shows satisfactory performance in the material of iron which the VOLUME 6, 2018 accuracy can achieve to 97.3% when the distance between 0cm and 15cm, and 96.9% belongs to 20cm. The accuracy of iron and steel is similar, next is plastic and wood last. The accuracy will be significantly reduced at 30cm. But it doesn't matter, what we expect the main implementation is contacttype data communication.
F. PERFORMANCE COMPARISON OF EXISTING METHODS
We compare the BER and Throughput with the existing advanced methods -Ripple1 and 2. Unlike our system, they can only achieve one-to-one mechanical wave transmission. . 13 shows the estimated BER for different schemes, we see that although the BER of the three schemes is not much different, our scheme is slightly lower. Fig. 14 shows the throughput comparison. Based on the Ripple1, author in Ripple2 increased the rate of data transmission from 0.2Kbps to 32Kbps. Under the multi-to-one transmission design, our scheme also shows better performance of throughput. 
VIII. RELATED WORK A. MULTIPLE DATA COMMUNICATION
Data communication is a precondition for interaction. Recent years, researchers began to turn their attention to parallelized transmissions, which greatly increased the rate of data transmission and utilization of frequency band resources. Such as in backscatter communication and ZigBee protocol [11] . However, it has not been found that parallelized transmissions can be brought into mobile devices. Until discover that can adjust motors [12] , [13] and accelerometers in smartphone [14] , [15] which can enable secure pairing between devices. In multiple data communication, may occur signals collision or aliasing that increases the difficulty of separation. We in this paper introduce an accurate algorithm to solve that can achieve satisfactory performance.
B. ATTENUATION COMPENSATION
Signal attenuation is an important characteristic of communication transmission. When the signal is propagated in the transmission material, some of the energy will be converted into heat energy or absorbed by the transmission material, resulting in the weakening of the signal strength. Each kind of signals has them special compensation methods based on their unique attenuation characteristics, such as the attenuation of ultrasound [16] , x-ray [17] and light signal [18] . We in this paper propose the method to solve the attenuation of mechanical wave. In the actual phone configuration, the mechanical wave signal generated by the motor will also pass through multiple interfaces and the phone case. But due to the actual transmission path is very short and its hard material makes the signal easy to transmit, making the loss and distortion of the signal is very small and can be classified into the attenuation of the signal on the transmission path, and compensated by the method we propose. Another attenuation that cannot be ignored is the attenuation of the signal transmitted through the human skeleton. Roy and Choudhury [6] has discussed two authentication experiments: one is placing the vibra-motor in the crude ring wearing on user's finger, and another is placing on the wrist-bone below the watch. Due to a shorter conduction path from the finger to the receiver, the performance of wearing the ring is satisfactory. And when we transmitting information between mobile devices, even if needs to be held in one hand of a person, the signal transmitted by the transmitter to the receiver may slightly(just by finger) or not pass through the bones of the human body.
C. SECURE PAYMENT
One of the most important points of payment method is security. With the in-depth study of security communications [19] - [22] , mobile payment methods are popularized in our lives. But this kind of security is relatively safe. We all know that due to the existence of hidden HD cameras, our secure password [23] , [24] may be stolen. And when wireless signals are transmitted in the air, listener will capture and decode in real time, resulting in disclosure of private information [25] - [27] . Benefiting from the inherent security of contact data communication and the decomposition algorithm we proposed, a novel simultaneous payment application will have better chances to implement in the future, and which can make it impossible for hackers to capture and decode the payment signals. In the future work, we will devote ourselves to the implement of the simultaneous payment system mentioned above in the existing smart devices.
IX. CONCLUSION
This paper presents SafeMP, a safe and convenient communication system that can achieve multiple transmitters send data to one receiver. Through the method of compensation for the attenuation signal, more accurate frequency components can be detected by the accelerometer. Leveraging the different degree of coupling between the same frequencies and the different frequencies, we propose the separation algorithm of Spectrum-Coherent(SC) that can separate the aliasing bits in the same time slot. To further connect the data bitstream of each time slot and restore the complete information which transmitted by different user, we design the rules of coding. The original information will be final restored and corresponding to the respective users. Our evaluation under various settings shows high accuracy and very low bit error rate of SafeMP.
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