I. INTRODUCTION
The aging problem of the world is becoming more and more serious, along with the number of chronic patients rapidly increases, and gradually become a major threat to the health of residents. It is universal concern problem how to effective real-timely monitor the aging population's physical condition in order to achieve the effective for chronic disease prevention and management. The emergence of wireless body area network (WBAN) is expected to ease this problem.
WBAN is a wireless networking technology, based on Radio Frequency (RF) that interconnects a number of small nodes with sensor or actuator capabilities. These nodes operate in close vicinity to, on or few cm inside a human body, to support various medical area and non-medical area applications [1] . For now, WBAN is still in its early stages, and it is faced with a series of challenges in the aspects of low power consumption, network interoperability, system equipment, data security, sensor implementation and so on [2] .
II. RESEARCH STATUS OF WBAN
WBAN is a new type of network technology, which combines wireless communication technology, sensor technology, network technology and so on, It has great application value in the health field. However, WBAN node design must be in accordance with the requirements of low power consumption, security, and high quality of service (QoS). Because WBAN is health oriented, data transmission must have security, high QoS characteristics, in order to reduce the leakage of personal privacy, to ensure data transmission reliability.
A. Low Power Technology
Low power consumption is contribute to extend the life time of the WBAN device and reduce the specific absorption rate. Due to near human transmission characteristics, WBAN device must strictly limit transmitting power.The power consumption of WBAN based of the ZigBee protocol is evaluated in Paper 3 , and the conclusion is that the protocol can not be used in WBAN if the power consumption of the ZigBee protocol is not improved.A dynamic scheduling strategy of Bluetooth for WBAN is proposed in Paper 4. The sensor nodes can achieve power saving by adaptively switching between the connection state and sleep state.
In addition to the above improved MAC protocol to Bluetooth and ZigBee technology, in recent years, the academic community has proposed a number of low-power MAC protocol specifically applied to the WBAN system, including CICADA and H-MAC [5] .CICADA is a MAC protocol for wireless multi-hop and mobile WBAN, which uses the method of real-time data transmission to improve the throughput and reduce transmission delay. H-MAC [6] is a time division multiple access (TDMA) MAC layer protocol, combined with heart rate monitoring applications, sensor nodes automatically achieve time synchronization according to the heartbeat rhythm, and save power "hibernation": when a node is in a non-activated state in the non -Wake -up super frame, the node enters the "hibernation". Micro power management refers to the "dormancy": when the nodes are in the wake of the super frame and do not need to receive the beacon frame, the nodes in the beacon transmission time is not activated, that is to enter the "dormancy".
The above research shows: low power design idea should run through all aspects of WBAN system, from single layer protocol or transceiver design for power saving unable to obtain maximum power savings. Therefore, it is necessary to study the cross layer protocol, hardware and software optimization of low power design method.
B. Security technology
WBAN collected data is closely related with human physiological parameters, at the same time, WBAN data confidentiality is essential, because health monitoring data, which belong to personal privacy data, we must strictly limit the data which the only authorized users can access and use.The security requirement of WBAN is analyzed in Paper7, and the security of WBAN system is proposed, which is to ensure the confidentiality, integrity, fault tolerance and robustness of health information. Security attacks in WBAN can be divided into: 1) attacks on confidentiality and authentication, the attacker takes eavesdropping, spoofing and replay attacks; 2) attacks on the integrity, the attacker modifies the information content, causes error messages received; 3) attacks on the network availability, for example:attackers use denial of service to exhaust network resources.
Because the sensor nodes have strict low power consumption, it is very challenging to resist these attacks. If the use of complex security encryption measures, it is bound to lead to excessive energy consumption, and easy to affect the normal communication of sensor nodes, and then affect the patient's signs data collection.IEEE 802.15.6 body area network standard defines the multi-level security level (level 0~2) communication, each security level is corresponding different protection levels and frame format [8] : 1) level 0: insecure communication, the data is not certified in communication, also does not have the integrity protection; 2) level 1: only authentication, data transmission in the security authentication mode, but the data is not encrypted; 3) level 2: authentication and encryption. This is the communication mode of the highest level of security.Paper 9 also puts forward a lightweight security encryption mechanism which can effectively ensure the security of the data transmission, and has low complexity. Paper 10 proposes that the security of data transmission is ensured by using the security mechanism of cross layer protocol layer.
From the point of view of the current status of the research, the security and privacy research about WBAN communication must understand different types of application requirements of WBAN before the appropriate security mechanism is integrated. We must also consider the social, legal and regulatory constraints, and there is no full consideration of these factors in study on the existing WBAN.
C. QoS
Existing QoS-guarantee mechanism for the traditional WSNs usually uses a single QoS parameters as optimization objectives. For example: reliability, latency, data rate, and mobility, it is not suitable for direct application to the WBAN. So Latre B has evaluated the reliability of CIADIA protocol, and proposed the improved mechanism which will further improve the transmission reliability. [11] Zhou Gang studies the adaptive resource scheduling mechanism in WBAN, which ensures the reliable data transmission. [12] Through evaluating the actual performance of WBAN prototype system receiver ,Otto C performed a statistical analysis of the possible factors which causes network transmission reliability to decline. [13] Medwin defines a variety of channel access methods: timing access, non timing access, temporary access and competitive access, for the different types, different QoS needs of the services. [14] About the research of QoS security of WBAN, the above documents are the optimization method for single 
