Abstract
Introduction
According to Gartner, the worldwide information technology (IT) spending in 2012 is expected to increase from USD 3.7 trillion to USD 3.8 trillion. This annual expenditure growth has underlined the importance of IT as an enabler for organizational success (Kim et al., 2007) . Organizations are deploying IT in reinforcing existing business strategies or shaping potential strategies in order to engender sustained competitive advantages. IT facilitates business process re-engineering which often entails cost reduction and process improvements (Sambamurthy and Zmud, 1999; Weill, 2004) . As a result, organizations are exploiting IT as a crucial and strategic driver to support and shape their organizational activities. To achieve this, organizations are advised to properly structure and manage IT in order to derive business value from it (Bowen et al., 2007 ). An aspect of this is IT governance which is needed to drive effective IT management processes that can position the organization to better exploit the business potential of IT (Ali and Green, 2009; Willson and Pollard, 2009 ).
Typically, the mainstream research on IT governance tends to emphasize the single organization as the unit of analysis (Ali and Green, 2009; Huang et al., 2010; Willson and Pollard, 2009 ). To date, little research has investigated IT governance in practice within a collaborative network that involves more than two organizations through the utilization of IT (Croteau and Bergeron, 2009; Hekkala et al., 2010) . It is an important aspect as many organizations are moving into collaboration due to a competitive and turbulent business environment. As such, the first objective of this study is to enhance our understanding of IT governance in a collaborative network.
There is vast literature emphasizing the contribution of socio-technical approach to the success of an enterprise system. The basis of such approach is to provide a holistic view which considers the interplay between technical and social factors, and how the interaction can have a positive impact on the organizational processes that consequently leads to a successful implementation of an enterprise system. For instance, Rycroft and Kash (2002) contend that the coupling between organizational learning and IT processes has a capacity to enhance technological innovation. Similarly, better implementation of an enterprise system can be facilitated when IT training is equally intertwined with IT deployment (Somers and Nelson, 2004) . As such, the second objective of this study is to enhance our understanding of the sociotechnical factors that influence the effectiveness of IT governance for collaborative networks.
In addition to the theoretical contributions, this study provides some implications for practice. The practitioners would have a better understanding of how socio-technical factors can enhance the effectiveness of IT governance for a collaborative network. This study emphasizes that a collaborative network needs to cultivate attitudinal commitment so that governance structure can be effectively regulated. Co-ordinated synchronous and asynchronous communication channels would play a role in facilitating the collaborative network's processes. Lastly, as a collaborative network is comprised of several organizations, a relational organizational culture is necessary to manage the relationship perspective of IT governance implementation.
The remainder of this paper is structured as follows. We begin by introducing the theoretical perspectives. Next, the methodology will be discussed. We will present the findings of a case study and illustrate how it is used to examine the socio-technical factors associated with IT governance for a collaborative network. The paper will conclude with discussions of what we have learnt from the case study and the implications for practitioners.
IT Governance Defined
The concept "IT governance" was introduced in the early nineties but it did not gain a lot of attention. It was only until the late nineties that the notion of IT governance had been a focus area for both business practitioners and academics. This was largely attributed to the IT governance studies by Brown (1997) and Sambamurthy and Zmud (1999) . Their research highlighted that the type of IT governance arrangements (centralized, decentralized, federal) and the allocation of IT related management responsibilities and decision making rights to the appropriate organizational groups (which comprised of top executives, business units and IT group) would have an impact on the effectiveness of IT management practices. The researchers advocate that strong IT governance enables organizations to fully exploit their investments in IT so that organizational benefits can be realized and maximized.
Over the years, researchers have been building upon the work of Brown (1997) and Sambamurthy and Zmud (1999) to further examine the types of factors or mechanisms that will influence IT governance effectiveness (Ali and Green, 2009; Bowen et al., 2007; Huang et al., 2010) . In particular, the literature has identified three characteristics that can have an impact on the effectiveness of IT governance in an organizational context. The first aspect is associated with the structural perspective of IT governance. It focuses on identifying the typical IT governance arrangement for a specific organizational group (Peterson, 2004 ) a well as the structuring and distributing IT related decision making rights (Brown and Grant, 2005; Weill and Ross, 2004) . The second aspect takes a process approach that emphasizes the control and risk features of IT governance. Typically, IT governance researchers (such as Van Grembergen et al., 2003; Merhout and Havelka, 2008) have proposed the use of Control Objectives for Information and related Technology (CoBIT), Information Technology Infrastructure Library (ITIL) and IT Balanced scorecard to provide more detailed guidelines and best practice standards so that better alignment between IT and organizational strategy can be achieved. The last aspect focuses on the relational characteristic of IT governance which entails critical factors such as commitment, involvement and trust (De Haes and Van Grembergen, 2004; Wilkin and Riddett, 2009 ).
Various definitions of IT governance have emerged from the three characteristics of IT governance effectiveness. The typical definitions of IT governance are:
IT Governance Institute emphasizes that "IT governance is the responsibility of the Board of Directors and executive management. It is an integral part of enterprise governance and consists of the leadership and organizational structures and processes that ensure that the organization's IT sustains and extends the organization's strategies and objectives" (IT Governance Institute, 2003, p. 10).
Weill defines IT governance "as specifying the framework for decision rights and accountabilities to encourage desirable behaviour in the use of IT" (Weill, 2004, p. 2).
Peterson characterizes IT governance as "the distribution of decision-making rights and responsibilities among enterprise stakeholders, and the procedures and mechanisms for making and monitoring strategic decisions regarding IT" (Peterson, 2004, p. 3) Webb et al. 2006 define IT governance as "the strategic alignment of IT with the business such that maximum business value is achieved through the development and maintenance of effective IT control and accountability, performance management and risk management" (Webb et al., 2006, p. 194a) These diverse definitions can be categorized into three distinctive perspectives: (1) the allocation of IT related decision making rights and accountabilities within the organization, (2) strategic alignment between IT and organizational strategy and objectives, and (3) the organizational structure of relationships. The first perspective stresses on IT governance structure which involves the identification of decision-making authority and clarification of the roles and responsibilities for making ITrelated decisions. The second perspective focuses on how an organization can enact IT in the most effective way so that it can be integrated with the business strategies and objectives (Luftman and Kempaiah, 2008) . In order to support the alignment of business objectives and IT, organizations have to manage their IT governance processes to oversee the deployment of their IT resources and implement IT performance measurement. (Bowen et al., 2007; Van Grembergen et al., 2004) . The last perspective, as presented by Weill (2004) is concerned about how to "to encourage desirable IT behaviours". It is advocated that appropriate relational mechanisms enable the building of mutual understanding which can encourage better coordination of IT activities. Drawing these arguments together, this paper regards IT governance as a framework in specifying the allocation of IT related decision making rights and responsibilities to the right organizational group and deploying relational mechanisms to support the alignment between business objectives and IT. In an inter-organizational context, IT governance is defined as an accountability framework whereby formal IT decision-making authority has been delegated to a focal organization which will structure the distribution of IT decision making rights and responsibilities among different stakeholders. It enables the alignment of the network's defined goals with the deployment of IT in an effective and efficient manner. Furthermore, the inter-organizational IT governance framework has to incorporate relational mechanisms which play an important role in fostering an effective collaborative partnership.
Social-Technical Approach on IT Governance
This paper proposes a socio-technical perspective on IT governance. According to Trist (1981) , an organizational work system is to be facilitated by both technical and social systems. The technical system refers to the technology that is needed to carry out the organizational tasks while the social system consists of the people who are responsible for carrying out those organizational tasks. IT governance can be envisaged as a sociotechnical system. IT governance process is considered to be technologically constructed because it involves the effective and efficient use of IT resources to support IT strategies and polices in ensuring the alignment of IT and organizational strategy, while IT governance structure and relational mechanisms are related to the social system as they include the roles and responsibilities of different organizational groups and the desirable human behaviours to perform and co-ordinate the organizational work system.
More importantly, the socio-technical approach asserts a joint optimization of social and technical systems can result in a positive impact on organizational performances (Liu et al., 2006) . It is advocated that technical and social factors can play a role in the joint optimization of the organizational work system (Trist, 1981) . As discussed by Orlikowski and Barley (2001) , technical factors can have a positive impact on the efficiency of the technical systems. Such technology factors encompass variables that can be related to the design and analysis of information systems, the techniques and skills of implementation and management of IT processes, studying the diffusion of new technologies, and measuring information systems quality. The authors further described that the way people exploit these technical systems can by influenced by the social factors. These nontechnical factors cover relational and cultural characteristics of the social system. Prior research has explored how sociotechnical factors can have an effect on IT governance structures, processes and relational mechanisms. For instance, studies have examined the impact of organizational size, appropriate allocation of IT related decision making and a balance of responsibilities and accountabilities between business and IT (Huang et al., 2010; Sambamurthy and Zmud, 1999; Weill, 2004) on IT governance structures. On the other hand, Bowen et al. (2007) and Weill and Ross ( 2004) emphasized that effectively communicated IT strategies and policies and involvement of IT committees can affect the IT governance processes. Last-ly, other social factors, such as organizational culture, commitment and collaborative behaviours, also have a great impact on the deployment of relational mechanisms in supporting the alignment between business objectives and IT (Kingsford et al., 2003; Peterson, 2004 ).
To date, there is little understanding of what influences IT governance in a collaboration context (Croteau and Bergeron, 2009; Hekkala et al., 2010) . The authors therefore propose to examine the role of socio-technical factors in the effectiveness of IT governance in a collaborative network.
Collaborative Network IT Governance

Collaborative Network and IT Governance
For this paper, a collaborative network is defined as "a collection of loosely connected or closely knit organizations that share resources" to achieve strategic objectives (Arya and Lin, 2007, p. 698) . The importance of collaborative networks can be seen in the attention that they are given in a wide range of disciplines, such as organizational theory and behaviour, strategic management, business studies, healthcare services and public. There are many empirical studies showing that these collaborative networks can provide opportunities for organizations to learn from each other by gathering information and acquiring new skills, knowledge and resources to improve organizational competitiveness in terms of improved products or services, better innovation, enhanced technology and market development (Ahuja, 2000; Hemphill and Vonortas, 2003; Taylor, 2005) .
Nowadays, collaborative networks are using various information and communication technology (ICT) such as the Internet, intranets, extranets, knowledge portals, group decision support systems and electronic meeting systems to support their collaborative relationships and to enable them to be more flexible and more networked (Fink, 2007) . This growing trend is driven by a range of technological benefits (Fink, 2007; Chi and Holaspple, 2005) : (1) reduced communication costs as the exploitation of audio and video conferencing and web conferencing enable communication without face-to-face interaction; (2) enhanced facilitation of knowledge sharing ;(3) increased innovation as ICT improves organizational communication, including the collection, integration, transfer and application of employees' knowledge, amplifying the knowledge base available and its utilisation; and (4) enhanced decision making as the exploitation of decision support systems, electronic document management, and electronic meeting systems facilitates better and quicker decision making related to the allocation and utilization of resources and other organizational strategic issues, ultimately leading to an enhancement in decision quality, better utilization of resources and administrative efficiency.
As ICT plays a critical role in assimilating, disseminating and communicating information and knowledge that is crucial for facilitating the collaborative network's business and operational processes and in order to reap the business values and achieve strategic goals from the deployment of these ICT, collaborative networks need to have good IT governance. According to Weill (2004, p. 2), strong governance involves "systematically determining who makes each type of decision, who has input to a decision, and how these people (or groups) are held accountable for their role." That is to say, the effectiveness of IT governance for a collaborative network can be influenced by two aspects: (1) how and by whom IT related decision making rights and responsibilities are distributed; and (2) what relational mechanisms are vital for regulating various stakeholders behaviours so as to ensure the alignment between business objectives and IT is achieved.
The socio-technical perspective of IT governance can be applied to the specific features for effective IT governance in a collaborative network context. This paper views collaborative network IT governance effectiveness as socially constructed as it involves the role and influence of collaborative behaviours in aligning the network's strategic goals with IT.
More significantly, it has to be reinforced by both technological factors (i.e. ICT infrastructures and communication processes) and social factors (i.e. culture, commitment, strong collaborative relationships).
This paper presents a socio-technical analysis of the three perspectives of IT governance within a collaborative network context: IT governance structure, IT governance process and relational mechanisms. More specifically, it is looking at how socio-technical factors can have an impact on the three aspects of IT governance consequently affecting the collaborative network IT governance effectiveness. Hence, the research questions examined are:
1. How do collaborative networks establish effective IT governance?
2. What socio-technical factors are essential to the effectiveness of IT governance in a collaborative network? How do these factors influence IT governance structures, processes and relational mechanisms?
Research Methodology
Research Design
IT governance in a collaborative network context is new phenomenon that lacks of conceptual and theoretical specificity. In such a case, this research was exploratory in nature and given the research questions, a qualitative research approach was adopted (Yin, 2003) . As pointed out by Strauss and Corbin (1998) , a qualitative approach enables the researcher(s) to gain a better understanding in an under-researched phenomenon. More importantly, it has the capability to explore the views of the participants in ways a quantitative approach cannot. Among the qualitative data collecting methods, a case study research method is the best approach for an exploratory study (Yin, 2003) .
This case study design follows a single, exploratory, pilot case study. According to Benbasat et al. (1987) , it is appropriate to use a single case study as a pilot study when the research is very exploratory. The strength of a pilot case study is that it enables the researcher to get more familiar with the phenomenon in its context. Indeed, a number of studies have been conducted on the impact of socio-technical factors on intraorganizational IT governance but not much is known of IT governance effectiveness within a collaborative network context. Thus, this pilot case study was designed to explore how a collaborative network could establish strong IT governance and identify what types of social and technological factors were believed to be relevant to collaborative network IT governance effectiveness. The issues identified from this exploratory pilot study can be used as potential and important variables for further investigation.
The pilot case study involved the work of a collaborative network of eight organizations that sought to develop a national Patient Health Portal (PHP) for the New Zealand public. In light of a growing greying population, the PHP engenders tailored care to the aged healthcare consumers by enabling them to effectively manage and maintain their chronic conditions and cardiovascular disease at home. The PHP provides a low-cost means as the healthcare consumers can co-ordinate and choose healthcare services targeting to his/her health status and needs. In addition, hospitals would have a lower rate of acute admissions hence healthcare providers would have a better allocation of the financial human asset resources. The health portal was facilitated by a Portal Adaptor which was connected to a Health Portal Search Engine (a pseudonym). Sequentially, the Health Portal Search Engine (HPSE) would be driven by various adaptors that would be built by collaborative organizations. Each organization would contribute perspective functionality to its adaptor.
The primary form of data collection was through semi-structured interviews with the key representatives from each organization involved in the collaborative network. Altogether, five face-to-face interviews and three telephone interviews were conducted with representatives from six organizations, with an average duration of one hour per interview.
The organizations and interviewees are shown in Table 1 . One organization did not agree to participate in the study and one organization no longer existed at the time the fieldwork was conducted. While the number of interviews is limited, it represents all the primary project participants who were available to be interviewed. The interviews were structured with open-ended questions addressing the roles of various stakeholders and their motivation for participating in the collaborative network; the types of ICT that were deployed in facilitating the business and operational processes; information in relation to the IT governance structures, processes and relational mechanisms; the social-technical factors that impacted on the effectiveness of IT governance.
All of the interviews were tape-recorded and transcribed. The qualitative interview data were thematically analysed. After each interview, simple coding procedures were used to conceptualize the data. Codes were developed that provided the basis for developing initial categories and helped to identify patterns and analyze emerging patterns of themes (Strauss and Corbin (1998) . The authors' search for patterns in the collected data using a coding scheme that emphasized on understanding how IT governance was established in the PHP collaborative network and what socio-technical factors were associated with strong IT governance.
To ensure construct validity in the research design, we firstly used multiple sources of information (Yin, 2003) and secondly, selected participants from different functional backgrounds.
The primary source of information was derived from the interviews while some of the interviewees provided supporting secondary data, including the terms of reference for the project and the various roles and responsibilities of each network member, press releases, and web resources. The various functional backgrounds of the interviewees (refer to Table 1) represented an important triangulation of information sources which helped prevent biased opinions (Patton, 1999) . However, there is a specific concern with the external validity. The findings could not be generalized as the PHP project was based in a New Zealand health context. In order to ensure external validity, further research is required both in other countries and contexts. The authors had maintained a chain of evidence that was to trace the conclusions to the interview summary and to the interview transcripts. According to Yin (2003) , this chain of evidence will improve the reliability of the data.
Unit of Analysis
The unit of analysis is at an interorganizational level as we are concerned with how these collaborative organizations define the network's IT governance. Typically for an organization to achieve effectiveness in its IT governance, it must consider how to distribute the IT decision making in facilitating the IT governance processes, and how to deploy relational mechanisms in bringing the various stakeholders together to co-ordinate the organizational activities and support the business goals. This study explores the mechanisms or factors that are crucial for effective inter-organizational IT governance.
A Priori Constructs
According to Eisenhardt (1989) , a priori specification of constructs enables the shaping of an initial research design, and allows the researchers to measure the constructs more accurately. If these constructs prove important as the study progresses, the researchers have a firmer empirical grounding for the emergent theory (Eisenhardt 1989) . From the literature, socio-technical factors that will contribute to or impact on the three aspects of IT governance were identified. Table 2 summarizes the influencing sociotechnical factors.
Socio-Technical Factors Influencing IT Governance Structure
IT governance structures refer to the type of decision-making arrangement of an organization (De Haes and Van Grembergen, 2004) . According to Sambamurthy and Zmud (1999) , IT governance's decision-making structures can be categorized into three modes: centralized, decentralized and federal. Centralized IT governance mode is one whereby the corporate information systems (IS) have the authority in making any IS related decisions. Whereas, decentralized IT governance mode is one whereby divisional IS and line managers have the authority in making any IS related decisions. Lastly, federal IT governance mode is one whereby corporate IS, divisional IS and line managers share the authority in making any IS related decisions.
The adoption of an IT governance structure can be determined by the size of the organization (Sambamurthy and Zmud, 1999) . For instance, the empirical study of Huang et al. (2010) proposed that if the organization is a small-and medium-sized enterprise (SME), it would be more likely to adopt a centralized IT governance mode. This is because SME is more functionally structured therefore it is more feasible to have a central IS organizational body to make all IS related decisions (Sambamurthy and Zmud, 1999) . A centralized IT governance mode enables consistency and standardized controls which consequently would engender better co-ordination of organizational processes and operations. On the other hand, it would be more feasible for a large multi-international organization to adopt a decentralized IT governance mode (Sambamurthy and Zmud, 1999) . Decentralizing decision making allows divisional units to have more flexibility in customizing solutions to their needs. In addition, it enhances the responsiveness to divisional unit's IT needs.
As emphasized by the IT Governance Institute (2003), the setting up an IT strategy committee and an IT steering committee can contribute to an effective IT governance structure. The IT strategy committee, which comprises of board and non-board members, is a governing body for the organization's IT related decisions, operations and issues. Its main function is to lay out clear and precise roles and responsibilities which are fundamental elements for aligning IT-related decisions and operations. The role of IT steering committee is to drive the organization's ITrelated operations such as allocating IT resource, overseeing major IT projects, setting priorities, addressing IT-related issues and monitoring IT investments. It is imperative to appoint a governing body to manage and regulate these committees.
Socio-Technical Factors Influencing IT Governance Processes
Generally, IT governance processes entail IT management techniques for planning and implementing IT related decisions to support the alignment between business objectives and IT. The effectiveness of IT governance processes is determined by how well the committees can communicate with other parties on how to deliver IT strategies, how to implement IT policies, how to measure the expected outcomes and what types of performance indicators to be used (Weill and Ross, 2004) . Furthermore, these authors assert that the fundamental factor which hampers the effectiveness of IT governance is a lack of understanding between business and IT people. Consequently, this has a negative impact on the collaboration among the relevant parties. This situation happens because there is an ineffective communication process.
A communication system plays a crucial role in facilitating an effective communication process through which IT strategies, policies and procedures can be accurately assimilated (Weill and Ross, 2004) . In the study of Ali and Green (2009,) (Weill and Ross, 2004) .
Socio-Technical Factors Influencing Relational Mechanisms
Typically, relational mechanisms are critical to the effectiveness of IT governance as they are the means in aligning business and IT through a shared understanding between business and IT people. To be able to deliver a shared understanding for IT governance structures and processes, strong working relationships between the people are crucial (De Haes and Van Grembergen, 2004) . This is because closely-knitted relationships steer the people to possess a collaborative behaviour which can eradicate disagreements, uncoordinated actions and other problems that obstruct collaboration (Peterson, 2004) .
There is evidence in the literature that organizational culture plays an important role in influencing collaborative behaviour. O'Reilly (1989) argues that a strong organizational culture can improve the co-ordination processes, cohesive decision-making process and increase the level of attitudinal commitment. Significantly, these factors are critical in strengthening the effectiveness of IT governance structures and processes. In addition, organizational culture can also determine the way people share information. According to O'Reilly (1989), a strong organizational culture can envelope a set of shared norms and values which can encourage open flow of information. Ultimately, an information-sharing culture will be created.
However, having strong organizational culture is not a sufficient condition for the effectiveness of IT governance. It is anticipated that commitment of the board and non-board members, as a social factor, plays a role as well. As advocated from the literature that an active participation of the committees can have a positive influence on IT governance (De Haes and Van Grembergen, 2004; Sambamurthy and Zmud, 1999; Weill and Ross, 2004) . When the board and non-board members are more committed to their functional roles, this would engender better decisional and operational performances. According to Cullen et al. (2000) , there two dimensions of commitment: calculative commitment and attitudinal commitment.
Calculative commitment refers to the economic side of commitment which is driven by the benefits of investment in relation-specific, non-recoverable assets in the alliance. The second dimension is known as attitudinal commitment which refers to an emotional or affective component; it is driven by the feelings and attitudes of the participants to the specific relation. It is more desirable for the committee members to possess attitudinal commitment as they would allocate most of the time to administer their functional roles (Chen, 2001) . That is to say, the board and non-board members are actively participating in overseeing the collaborative network's IT governance.
Research Findings and Analysis
Our findings suggest that the three aspects of IT governance contributed to a better understanding of how a collaborative network implements IT governance. The findings also confirm that typical socio-technical factors influenced the effectiveness of a collaborative network IT governance.
Analysis of IT Governance Structure
It is advocated that organizational size can influence the adoption of IT governance structure (Huang et al., 2010; Peterson, 2004; Sambamurthy and Zmud, 1999) . If the organization is an SME then it would be more appropriate to adopt a centralized IT governance mode, while it is more feasible for a large multi-international organization to adopt a decentralized IT governance mode. As the members in a collaborative network can range between SMEs and large multi-national organizations, it would seem more appropriate to deploy a hybrid governance structure. Evidence from the case study supports this notion. We observed that the PHP had adopted a federal governance structure. The federal governance structure enabled the collaborative network to benefit from "the best of both worlds" that produced a positive impact on IT governance (Peterson, 2004) . More importantly, it benefited the collaborative network to have better decision making arrangements as the allocation of IT related decision making rights and responsibilities was equally shared among the various stakeholders.
The PHP collaborative network was comprised of eight organizations therefore it was vital for the collaborative partners to identify who were responsible in making certain IT associated decisions and how these decisions would be executed (Weill, 2004) . The PHP network's decision making structures had to reduce uncertainty and ambiguity arising from the assimilating, disseminating and communicating of information and knowledge that were crucial for facilitating the collaborative network's business and operational processes. The federal IT governance mode enabled the PHP network's decision making structure to achieve standardization under centralization and flexibility under decentralization (Peterson, 2004) .
The Health Technology Consortium had set up an IT steering committee to oversee the federal inter-organizational IT governance structure. The steering committee comprised of ITConsult, Primary Health Organization, Health Systems Provider A, Health Systems Provider B, Health Information Provider A and Health Information Provider B. Accordingly, decision making in relation to the direction, designing and building of the health portal were centralized within the network. That is to say, the IT steering committee would work together with the Health Technology Consortium and Software Company to co-ordinate all IT operations. While, a decentralized decision structure was observed at a functional level as each organization was responsible for a specific function of the PHP. Though Health Technology Consortium had formulated a scoping document in detailing the roles and responsibilities nevertheless it was inadequate to co-ordinate the health portal related activities and operations. Apparently, there was no one to regulate the steering committee in managing the project such as setting priorities and addressing health portal-related issues. This only happened at a later stage when ITConsult was appointed as the project manager. As acknowledged by ITConsult's Project Consultant Manager, it was critical to identify a leader for the project before its commencement:
"One of the reasons it (PHP project) was slipping was because there was no strong project management at the start. I came half way. My view is that it was not clear who the project manager was in fact and which organization had responsibility for project management"
Evidence from the study suggests that it is important to involve a governing body to regulate the committee. As reported, the appointment of ITConsult enabled an improved co-ordination of the health portal related activities such as setting up priorities and meeting datelines.
The findings reflected that there was ineffective communication between the stakeholders who were responsible for managing the collaborative network and those who were responsible for developing the health portal. This was because the collaborative network only deployed synchronous and asynchronous communication channels to communicate information in relation to technical related activities. Thus, the IT partners did not have an explicit idea of what the project's non-technical activities were and how they had been carried out. As observed, the failure to develop a communication structure to support the delivery of non-technical information had obstructed shared understanding between management and IT people: "The technology platform like Groove was good but the developers were using it for technical communication. The wider project and important stuffs were never got communicated. Mainly when I looked at Groove it was not used too much for communication. It was used to share documents around. It took away the need to email everybody all the time. There was no communication in that sense." (CEO of Health Systems Provider A)
Analysis of Relational Mechanisms
As a collaborative network encompasses more than one organization, it would entail different sets of organizational norms and values. Beugelsdijk et al. (2009) contended that differences in organizational culture may encumber the development of a common empathy which consequently would induce a negative effect on the collaborative relationship. The extent to which the organizational cultures differ in a collaborative network is known as cultural distance. A wider cultural distance will bring about lower levels of integration and cohesion in a collaborative network (Shachaf, 2008) . As a result, it will lead to inefficient flows of information and a constrained communication process within the network. Very often, an inefficient and ineffective communication process will undermine the collaborative relationship. Therefore, it is crucial for a collaborative network to cultivate a relational organizational culture (Beugelsdijk et al., 2009) .
A relational culture "unifies" the subcultures in the collaborative network. This characteristic has been recognised as a "strong" culture as it can foster a better co-ordination and integration of each subculture's assumptions, beliefs and practices. Sources of integration range from limited set of rules about when and how to agree and disagree, to a relational culture with high conformity with little or no dissent. Relational culture plays an important role in encouraging network members to cultivate mutual values and norms that can engender more cohesive IT related decisions making consequently better co-ordinated processes in aligning business and IT. Furthermore, relational culture can encourage an information-sharing environment which is imperative for an effective delivery of IT governance structures and processes (Weill and Ross, 2004) .
It was observed that a relational organizational culture was developed in the initial stage of the PHP project. There were two factors that drove the organizations to have a mutual norm and value. The organizations shared a social goal which was to build a successful health portal and ultimately it could benefit the New Zealand healthcare consumers. The Business Development Manager of Health Information Provider A commented: "It was about let's start this and knowing what was going to be the endpoint was something going to be beneficial for you as a New Zealander managing your health. And most people thought that was a brilliant idea". Similarly, the Health Account Sector Manager of Software Solution Provider stated: "We might think this Proof of Concept is part of our social responsibility to participate in a program like this". In addition to a social objective, the organizations also shared an economical objective which was each organization could own a proportion of the health portal in accordance to their investment.
Nevertheless, the project did not manage to sustain the relational organizational culture as it progressed. As this was a non-equity innovative collaboration, the protection of the intellectual property (IP) had to be detailed in the contracts. As there was no formal agreement in protecting the organizations' control of the IP for the health portal, it consequently inflicted different sets of norms and values. As emphasized by the Business Development Manager of Health Information Provider A: "It was never having a cohesive effort probably it was because one player involved in the project team had different goals and objectives". More significantly, this led one particular organization to adopt an opportunistic behaviour which undermined the relational culture.
In general, the collaborative network had been characterized as more calculative committed rather than attitudinal dedicated. At the initial stage of the project, the organizations had a mutual understanding that they had a shared goal: to reinforce New Zealand's patient-centred healthcare system. Certainly, this shared social goal had fostered the organizations' attitudinal commitment in developing a successful national health portal.
"It really comes back to the beginning that we had a good understanding and we all thought that we had good feeling about a common goal as a shared goal and vision. Everyone is so driven by their ideas and goal in producing the national health portal that they believed in" (Chief Information Officer, Primary Health Organization)
However at some stage in the project, calculative commitment had dominated attitudinal commitment. The organizations had become less attitudinal committed when they realized the business model had not yet been developed. The uncertainty about whether to be able to reap the economic gains had led the collaborative partners to reduce their contribution efforts henceforth they became more calculatively committed to the network.
Discussion
The aim of the pilot case study was to explore how IT governance was established in a collaborative network context. The study illustrated that the implementation of IT governance was facilitated by IT governance structures, processes and relational mechanisms. Furthermore, the study underlined the crucial role played by the socio-technical factors in reinforcing the three aspects of IT governance. From the analysis, we present a conceptual model.
The collaborative networks' processes and operations would be more co-ordinated as the partners had a good understanding of their roles and how they could be involved in the IT governance processes. Furthermore, the hybrid governance mode allowed the IT organizations to have more flexibility in building the health portal. Despite setting up an IT steering committee to manage, direct and oversee the health portal related activities, the health portal related activities and operations were still poorly co-ordinated. The interviewees agreed that there was no leader in regulating the project. Thus, the appointment of a governing body, as a social factor, can play a crucial role in reinforcing IT governance structure. This finding is consistent with the study of De Haes and Van Grembergen (2004) which found that the effectiveness of IT governance was positively influenced by the involvement of an IT governing body such as a IT business steering committee.
Figure 1 -Conceptual Model
The literature generally supports the notion that effective communication process will have positive effect on the IT processes. Huang et al. (2010) further affirmed that the deployment of more communication channels would improve the effectiveness of IT governance. However the study found that the number of communication channels had no direct impact on the collaborative network IT governance. Rather, it was how these synchronous and asynchronous channels were deployed to facilitate the processing of information so as to avoid information gaps. The PHP project had four communication channels and yet information in relation to other non-technical issues had not been efficiently disseminated to the IT partners. The project's communication channel became mainly a repository system for delivering and sharing technical information and issues related to project management had not been discussed. Consequently the lack of information richness obstructed the effective delivery of the collaborative network's overall IT related activities. Thus, this study suggests that it is essential to identify a person to co-ordinate and manage the communication process so that the collaborative partners can be more actively and closely interacted in communicating on the delivery and implementation of IT strategies and policies.
The study has clearly demonstrated the impact of social factors on relational mechanisms. If the characteristic of the collaborative network is non-equity then proper documentation ought to be formulated in protecting each organization's IP. Apparently, the failure of such an act had disabled a relational culture to be cultivated. Consequently, this affected the delivery of the collaborative networks' IT governance processes. Moreover, it was crucial to cultivate the committee members to develop a sense of attitudinal commitment so that they would sustain their active participation throughout the project.
Conclusions
This study presents a model of how a collaborative network can establish effective IT governance and illustrates it with a pilot case study. It suggests that a collaborative network IT governance represents a sociotechnical system, an organizational work system that is to be facilitated by both technical and social systems. In addition, sociotechnical factors are essential to the effectiveness of IT governance in a collaborative network. More significantly, the study suggests that there is a direct relationship between the socio-technical factors and IT governance structures, processes and relational mechanisms. It contends that organizational size and identification of a governing body would influence IT governance structures; effective co-ordinated communication would influence IT governance processes and relational culture and attitudinal commitment would influence relational mechanisms.
For practitioners, this study provides useful insights to collaborative organizations in how they can ensure the effectiveness of IT governance. The case study underpins that the adoption of a federal governance structure is more appropriate for a collaborative network. It is suggested to identify a governing body at the start of the collaboration to regulate the steering committee. Importantly, such governing body needs to establish a co-ordinated communication process to assimilate and disseminate IT governance policies and procedures to the collaborate partners. Furthermore, it is recommended to the practitioners that attitudinal commitment ought to be cultivated so that collaborative partners can entail active participation throughout the IT project implementation. A summary of the findings is provided in Table 3 .
This study has two limitations. First, the social factors are rather one-sided perspective as only attitudinal commitment and relational organization culture are examined. Future research can consider the perception of trust as a social factor. Second, as this case study was a single case study therefore it might entail a problem of generalization. Rather, a study of multiple cases from the health industry could have conducted hence a better reflect on the effectiveness of IT governance for a collaborative network. 
IT Governance Elements
Learning from this study IT Governance Structure A focal organization has to be identified to structure the project's decision making process and to manage operational collaborative activities.
IT Governance Process
It is vital to co-ordinate both synchronous and asynchronous communication to facilitate all technical and non-technical related information among all stakeholders.
Relational Mechanisms
Relational culture and attitudinal commitment have to be cultivated to sustain engagement of stakeholders when the collaboration entails a nonequity innovation.
