Abstract-The use of Constant False Alarm Coded Anticollision Radar (CFACAR) is very interesting in automotive environment. Due to the orthogonality properties of used codes this system is most robust to multi-user interferences. The actual version of the receiver called in this paper Single Correlation Receiver (SCR), is not able to detect the targets in very low input Signal to Noise Ratio (SN R). To resolve this problem, we present a new receiver called Averaging Correlation Receiver (ACR), that computes the average of the M later correlations. Then, we developed the expression of detection and false alarm probabilities for the new receiver in mono and multi-user scenarios. These probabilities are used to plot the new Receiver Operating Characteristics (ROCs). They are drawn for different values of input SN R and length M of ACR. There is a suitable value of M , according to some equation, that can be taken to have a good detection (ROCs more perfect). Also, we found that for a fixed SN R, we must increase sufficiently the length M but it is possible only for low relative velocity of the target. For a velocity of 5 Km/h with M = 1055, we can lessen the value of the SN R until we reach SN R = −45 dB.
I. INTRODUCTION
C OLLISION avoidance systems are useful for automobile safety system to reduce the number of traffic accidents. These systems either provide a warning to the driver when there is an imminent collision or take action autonomously without any driver action. Many automotive manufacturers have developed in the last years systems based on radars or other type of sensors. For radars based systems, different techniques are used to estimate the distance and velocity of a potential obstacles. By applying some algorithms, we can ensure the safety distance and collision advance [1] , [2] , [3] , [4] . The warnings given by the system should result in a minimum load on driver attention. Frequent warnings may desensitize the driver and cause future warnings to be ignored. Rare warnings can distract the driver during critical situations. Therefore, the method of warning the driver and the frequency at which warnings are given must be chosen carefully.
Bistatic and multistatic antenna systems have become increasingly popular for through-wall radar imaging because of their ability to collect more target scattering information.
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To directly compare the abilities of bistatic and multistatic systems over monostatic radar alone, both human and clutter target data were measured and used to create ROC curves [5] , [6] .
The authors of [7] , [8] have realized the first Compressive Sensing (CS) adaptive radar detector. They have proposed three novel architectures and have demonstrated how a classical Constant False Alarm Rate (CFAR) detector can be combined with l1-norm minimization. Using asymptotic arguments and the Complex Approximate Message Passing (CAMP) algorithm they have characterized the statistics of the l1-norm reconstruction error and have derived closed form expressions for both the detection and false alarm probabilities.
Target detection is one of the important functions of radar systems. In [9] , [10] , the authors have presented a detection method using total correlation (TC) based on information theory for noise radar systems which enables the detection of multiple targets at intermediate and low signal-to-noise ratio (SNR) regimes. The proposed method utilizes the largest eigenvalue of the sample covariance matrix to extract information from the transmitted signal replica, and outperforms the conventional TC detector when reflected signals have intermediate or low SNR values.
Based on the combination of time domain averaging and correlation, [11] proposed an effective time domain averaging and correlation based spectrum sensing (TDA-C-SS) method used in very low SNR environments. With the assumption that the received signal samples from the primary users are deterministic, the proposed TDA-C-SS method processes the received samples by a time averaging operation to improve the SNR.
The ultra-wide-band (UWB) technique is used in [12] , [13] to develop the random noise radar (such as our system) for through-wall surveillance applications. They also discussed the phenomena of interference level and radar cross section (RCS) of the human target using the ROCs. Moreover, the [14] has presented an application of UWB radar in robot localization and site recognition.
In [15] , [16] , they have presented a signal processing technique for Frequency Modulated Continuous Wave (FMCW) radar sensors. They have used chirp sequence modulation which allows the observation of slow-moving obstacles with high resolution capability in range and velocity. Also in [17] , an improved FMCW radar system is introduced by including a perfect binary sequences pairs. This system uses autocorrelation functions to determine IF (intermediate-frequency) signal, and measures distance and velocity.
In our previous work [18] , we have proposed the analytical expression of detection and false alarm probabilities and validated them by numerical simulations in different situations. Then, the ROCs performances of CFACAR (Constant False Alarm Coded Anti-collision Radar) system had been given and compared in term of used codes. We concluded that the Kasami codes of type 2 guarantee a good ROCs and many users can share the same channel like CDMA technique. But, the ROCs are bad for SN R <= −15 dB. To improve them in this very noisy case, we propose a new scheme version of the receiver. This paper is organized as follows: In section II, we recall the principle of actual version of the receiver called SCR (Single Correlation Receiver). Then, we discuss the time aspect of moving a target compared to the time needed to computing of one correlation. In section III, we describe the proposed version of the receiver called Averaging Correlation Receiver (ACR). Then, in section IV ROCs numerical results of both SCR and ACR considered in different situations are given and in section V, a conclusion is drawn.
II. PRINCIPLE OF CFACAR
The principle of the CFACAR system is to generate a pseudo random code c(i) of length N as described in the Figure 1 . This pseudo random code modulates a microwave carrier in BPSK (Bi Phase Shift Keying) at 76 − 77 GHz and is transmitted towards the potential targets. After reflection on an obstacle, the reflected wave is demodulated, amplified and filtered by a low pass filter. The obtained signal is sampled at transmitted code frequency and converted to a digital signal using an Analog to Digital Converter (ADC). Then, the correlation between the reference code c(i) and the received signal r(i) is computed. The detection unit is added to decide if the peak exceeds or not the detection threshold. The latter is adjusted to have some desired Constant False Alarm probability values. If the decision is true, the distance from the target can be deduced using the following formula:
Where D is the distance to the target (in m), f h is the radar code frequency (in Hz), c is the propagation speed of light and P = c 2f h is the distance precision. The estimated distance is communicated to the Control Unit (CU) which decides how to accelerate or decelerate in order to maintain a safety distance between the vehicle and the target [19] .
In Baseband, we can model the received signal by the following expression:
Where k is the unknown delay, A is the attenuation factor and n(i) is the additive white gaussian noise. At the output of the correlation receiver ( Figure 2 
Then this signal is compared to the threshold at decision time (i 0 = k). The main specification of our system is to generate the reference code and to perform computation at 100 M Hz.
It is shown in [2] , [20] that the SNR gain is equal to code length N :
Where SN R in and SN R out are respectively input and output SN R of correlation receiver.
In dB this gain can be written as:
As long as the code is the longest this gain increases. In our study we take N = 1023 that represents the compromise between good performances and less complexity. In fact, this length ensures a high SNR gain (G dB = 30 dB), the correlation complexity is fairly reasonable for an implementation in real time [21] . Also, if we increase the code frequency, we get a good precision in distance. The frequency of 100 M Hz give a precision in distance P = 1.5 m and maximum range is equal to D max = N * P = 1534 m.
Assuming that one obstacle vehicle moves at constant relative speed v r compared to an other vehicle equipped by the radar (Figure 3 ).
The distance is expressed as: Where D 0 is the distance at instant t = t 0 . According to the sign of the velocity v r , positive or negative, the distance may increase or decrease in time. The time of computation of the correlation is assumed, for an implementation in real time in an FPGA (Field Programmable Gates Array) based card, to be equal to the duration of one period t c = N T h = N/f h . During this time, the obstacle vehicle can move by:
This displacement is negligible compared to precision, because:
This inequality remains valid since in the road environment, the relative speed does not exceed a hundred of Km/h, c/2 = 5. 4 10 8 Km/h and N is in order of thousands. In our case we have N = 1023 and |v r | should be negligible compared to From this figure, it can be observed that the obstacle moves in the order of 0.85 mm mm for the maximum speed 300 Km/h . This remains very negligible compared to accuracy 1.5 m.
On the other hand, the CFACAR system does not measure the Doppler directly as FMCW radar does. But, it determines the speed following the variations in the distance over time. This speed is determined by the ratio between the estimated distances between two times t 1 and t 2 > t 1 on the elapsed time between these two instants: As the vehicle moves at a distance negligible compared to the precision (D(t 2 ) ≈ D(t 1 )) , between the two instants t 1 and t 2 , the speed v r ≈ 0. To estimate the velocity we need some minimum time. We note ∆t = t 2 − t 1 this time is so chosen to get a change in distance that is equal to the distance accuracy:
But this time depends on the speed itself, so to get an idea on its variations, we deliberately plotted them in Figure 5 .
On this figure, it can be observed that there's a huge gap between the possible values. We must take this time in the order of several seconds for lower speeds and in order of tens of milliseconds for high speeds.
For distance, we can re-estimate it at any instant in ∆t interval. Then, we have a time to estimate distance which is not necessary at each small interval of actual processing (t c = N/f h = 10.23 µs).
For velocity, we must take a minimum interval equal to ∆t. For example, if the actual value is |v r | = 150 Km/h the minimum is an interval of 36 ms (otherwise,
3 Km/h)). This a disadvantage of our system.
In [18] , for SCR receiver, the expressions of probabilities are derived for three cases:
• case 1: one user with one target, the detection probability of target is:
Where: -r(i) = Ac(i − k) + n(i) is the recived signal model.
-A and k are the attenuation and delay of signal provided from the target. -c(i) is the code associated to user.
n is the input SNR.
• case 2: one user with multi-targets, the detection probability of j th target is:
Where:
is the received signal model. -N t is the number of targets.
-A l and k l are the attenuation and delay coefficients of echo signal of l th target. -c(i) is the code associated to user.
n is the input SNR of j th target.
is the interference factor between targets.
• case 3: multi-users, the detection probability of target of radar m:
is the received signal model of m th user. -N u is the number of users, -A j and k j are the attenuation and delay of signal provided from the j th user.
n is the input SNR of m th user.
is the interference factor between users. -c m (i) is the code associated to m th user.
• False alarm probability for the three cases:
For all probabilities, Y 0 is the detection threshold, σ n is the noise variance and erf c(x) is the complementary error function defined as: erf c(x) = 
III. IMPROVING DETECTION BY AVERAGING
The performances of SCR receiver depend directly upon the ability to detect a peak at decision instant of the output signal. We saw in [18] that the ROCs for SN R less than −15 dB are not perfect due to large fluctuation of the output noise with respect to the average of the signal at the decision instant. As discussed previously, the system have a time to estimate the distance. So, we propose to take an average of the consecutive correlation results (Averaging Correlation Receiver, ACR) as shown in Figure 6 . We denote the received signal by r m (i) and its correlation with the reference code R 
Then, we have for:
• case 1: in the single-user case with a single target, at decision instant we have ar random variable R N.M (Law of the sum of independent Gaussian random variables [22] ). In outside the decision instant (output noise) of the output signal is a zero-mean Gaussian random variable with the same variance as the decision instant one. When M is greater, the fluctuation of the output noise will be reduced (i.e. its variance decreases).
• case 2 and 3: in the case of single user with multiple targets and multi-user case, the variances of signal at and outside decision instant does not change, while the average at decision instant changes as function of used codes and delays (parameters B j and B m ). Then, by analogy with demonstrations for SCR in [18] , we deduce the expressions of P D and P F A for ACR by just replacing N per M N in equations 11, 12, 13 and 14:
• case 1: the detection probability of target is:
• case 2: the detection probability of j th target is: 
• case3: the detection probability of target of radar m:
IV. NUMERICAL RESULTS
In this section, we use the Kasami codes of type 2 which are the best codes that can be used as discussed in [18] . To see the improvement made by averaging, we present, in Figure 7 , an example of one realization under hypothesis H 1 (presence of targets) for different values of M with three targets at (k 1 = 100, k 2 = 200, k 3 = 300) and a SN R j = −30 dB (SNR of each target), j = 1, 2, 3. The thresholds are set to have a P F A = 10 −5 using the threshold expression deduced from equation (19) :
We note that, for M = 1, it is impossible to detect any target, for M = 20, we detect only two targets, and for M = 30 and M = 50, the three targets are detected. As we increase M , the detection comes more better.
We plot the ROCs for different SN R and M for the three cases in Figures 8, 9 , 10,11 and 12.
We have approximatively the same remarks for all cases. We note that, where M increases, the ROCs become perfect. The required length M , to have the good ROCs, is reported in Table  I . The corresponding values of (P D ) to have a P F A = 10
are always greater than 0.9 for all cases with a little difference between them.
According to equation (6), we have at instant t 0 , D(t 0 ) = D 0 and at instant t 1 = t 0 + t c , we have D(t 1 ) = D 0 + v r .t c , where t c is the computation time of averaging of later M correlations, and if we assume that each correlation takes N.T h = N/F h for an implementation in real time. So this time is approximatively t c = (M.N )/F h . We must have, to use the averaging, an negligible variation of distance compared to precision P between the two instants t 0 and t 1 (|D(t 1 ) − D(t 0 )| P ). This is equivalent to assumption that the channel does not change in this interval. We note η a small number used to ensure this last condition:
Then, the maximum value that can take M is:
This maximum is inversely proportional to the relative speed v r . As this speed is low we have a large M max that guarantees a good detection until very small SN R and for high value of speed we can have a good detection until some value of SN R. To have an idea about the variation of M max as function as |v r |, we plotted it in Figure 13 for η = 1%. For example and according to table I, we can guarantee for |v r | = 150 Km/h and M max = 35 a good detection until a SN R = −30 dB and for |v r | = 300 Km/h (the worst case) and M max = 17 until a SN R = −27 dB approximatively.
We plot in Figure 14 P D as function of SNR for case 1 with fixed P F A = 10 −5 and different values of M . The other cases give approximatively the same results in terms of P D .
As SN R decreases we must increase M but increasing M is not possible for large value values of velocity. For example for 300 Km/h we can have a good detection (P D ≥ 0.9) from a minimum SN R = −15 dB otherwise for 5 Km/h we can have a good detection (P D ≥ 0.9) from a minimum SN R = −45 dB. We can modify the receiver by adding some blocks to determine M = M max adaptively by using the equation (21) and the estimation of v r , Figure 15 . But this version does not match with our system as it is not able to goodly estimate the velocity . To get a good estimation of the velocity using our system or get a better estimation than ours, we propose to combine this sensor with other techniques like FMCW and MFSK [23] , [24] , [25] . This can be done as a future improvement in future work.
V. CONCLUSION
We have proposed in previous works the expression of detection and false alarm probabilities for CFACAR. We treated three cases and plotted the ROCs for each one. We observed that these latter are very bad for low SNR (inferior to −15 dB) and good for high SNR. To improve the performances in very low SNR cases, we propose in this paper, the ACR receiver which consists in computing the average of the M later correlation results. This is possible because the obstacle does not move enough compared to precision of the system. Then, the expressions of detection and false alarm probabilities are derived and then the new ROCs are plotted. We can ensure a good detection in very noisy case like the situation where we have a SN R = −40 dB by choosing a suitable value of length of ACR. This length depends on relative velocity and varies between a large value for low velocity and low value for high velocity. For examples, for a velocity of 5 Km/h with M = 1055, we can go down until SN R = −45 dB and for a velocity of 300 Km/h with M = 17, we can go down until SN R = −27 dB. We propose to choose the length adaptively. But we need a good estimation of velocity that is not ensured by our sensor. Our future work will be focused on finding a way to get a good estimation of velocity by using other techniques like FMCW while maintaining the CDMA characteristics of the potential new system.
