Participants from different countries and across diverse time zones discuss and resolve important design decisions or conflicts. A good understanding of the social structure of these mailing lists helps in managing these projects and in shaping their implementation structure (i.e., design and architecture). In this paper, we present a technique to determine the country of a mailing list participant. A case study on the developer mailing list for two large open source projects (i.e., PostgreSQL and GTK+) shows that our technique outperforms prior technique.
INTRODUCTION
Mailing lists are one of the most important communication channels for open source projects. Globally distributed participants use mailing lists to communicate various aspects of the projects. Design discussions, project decisions, and requirement gathering are frequently fulfilled through the mailing lists due to the globally distributed pool of participants. The discussions and decisions are archived and preserved in mailing list repositories. By mining these repositories, we can understand the social structure of open source projects. Such social structure impacts and affects the technical structure (i.e., design and architecture) of the software. For instance, Conway's conjecture hypothesizes that the code ownership architecture serves as a predictor of the concrete (i.e., as built) architecture. Work by Bowman and Holt [3] shows that this conjecture holds for large commercial and open source projects, like Mozilla and Linux.
By studying the social structure in the mailing lists we can identify the location of live design knowledge in projects and the flow of such knowledge across the participants of the project. Such understanding is instrumental in global software development with managers working on distributing projects across a global pool of developers [4] . In particular, we wish to study how people from different countries and diverse time zones participate in mailing lists and how they interact. Prior work [8] shows that the participant pool of the mailing list for open source projects is international. However, prior work uses estimation techniques to derive an aggregate breakdown of the countries of the participants. Due to the limited number of identified participant countries, the output of prior techniques cannot be used to perform detailed analysis of the interaction on the mailing list.
In this paper, we present a technique to determine the country of a mailing list participant. Using this technique we can analyze the participation and interaction patterns. Our technique can determine the country of 67% of participants on a mailing list. This represents an 80% improvement over prior techniques (e.g., [8] ).
Organization of the paper. The rest of the paper is organized as follows. Section 2 discusses related work. Section 3 presents our technique to identify the country of a participant. Section 4 presents our case study. Finally, Section 5 concludes the paper.
II. RELATED WORK
Prior work on studying the global pool of participants in open source projects can be categorized into two groups: research based on surveys and research based on mining repositories.
Research based on surveys. The surveys are conducted to identify the countries of participants involved in open source projects. Robles et al. [13] surveyed over 5,500 respondents and showed that a majority of open source developers are from Europe. Similar results are also reported in the survey conducted by Ghosh [7] and David et al. [5] .
Research based on mining repositories. Dempsey et al. [6] analyzed the top-level domain name of the email address (e.g., .ca, .com) of the participant to identify the country of the participant. However the study did not compensate for the US bias resulting from the wide use of generic domains (e.g., .com). Prior techniques do not map .com addresses to any country. Therefore, the participants from the US may be underrepresented in the analysis. Studies in [11] [13] show that the developer pool becomes more Europeanbased over time. Robles and Gonzalez-Barahona [8] [12] used a technique to identify countries of participants in SourceForge [16] open source projects. Email address and time zone information in the user profile are analyzed to infer the country. The mailing list was also studied using a similar technique. However, the time zone information in the mailing list does not contain specific country information. Therefore, the analysis of the time zone can only derive the origins of participants to specific time zone regions instead of particular countries.
III. IDENTIFYING THE COUNTRY OF A PARTICIPANT
Prior work (e.g., [6] , [8] ) primarily used the toplevel domain name of an email address to identify a participant's country. Such work can identify a limited number of participants since many participants use email addresses that are not specific to any country, such as "hotmail.com". This technique in turn limits our ability to perform detailed analysis of the interaction on the mailing list. To overcome this limitation, we use the IP address of the email sender to enhance prior techniques. Using the IP address of the email sender, we can identify the country of a larger number of participants. We can then study the mailing list repository to understand participation patterns.
The IP address information is stored in the Received field in the header of an email. The Received field contains tracking information generated by each mail server which has routed the message. Generally, a message is relayed through multiple mail servers before it reaches its destination. There may be multiple Received fields in an email header. Each Received field represents one hop in the relay. In each Received field, the IP addresses or domain names of the receiver and sender are recorded. The first hop is between the sender's computer and the first mail server. As a result, the sender's IP address and/or domain name are recorded in the Received field for the first hop. As shown in Figure 1 , the Received field for the first hop contains the IP address of the sender (i.e., 130.15.46.129). It can be used to determine the true location of a participant instead of primarily relying on the top-level domain name of email address as done by prior approaches. Figure 2 shows a high level overview of our technique which consists of four steps: email header extraction, top-level domain analysis, sender IP address analysis and conflict resolution.
A. Email header extraction
We first find all sender IP addresses for each email address (e.g., a@b.fm). Each IP address represents one location where the participant sent an email. The extracted email address and the IP addresses are used as the input for the following two analyses: top-level domain analysis and sender IP address analysis. For the example shown in Figure 2 , five IP addresses are collected for the participant a@b.fm.
B. Top-level domain analysis
We examine the top-level domain for each email address. A top-level domain can be classified into three categories:
1) Country code domains are reserved for a country. For example, .ca is reserved for Canada. A country code is a good indicator of a participant's country with high confidence.
2) Resalable country code domains are registered to specific countries, but are often used for commercial For the example shown in Figure 2 , the top-level domain analysis assigns the participant, with the a@b.fm email address, to the Federated States of Micronesia.
C. Sender IP address analysis
Using an email address from a generic domain, we cannot determine the country of a participant. We further examine the sender IP address for each email sent from that email address. We use IP2Location database [10] to map each sender IP address to a country. A participant might travel to other countries while sending emails using the same email address. Therefore, the sender's IP address may vary depending on the location of the sender. However, a participant is likely to send most of his/her emails from a single country. We locate the most frequent country from which a participant sends emails and assign the participant to that country. For the example shown in Figure 2 , 4 out of 5 sender IPs are mapped to Canada and one is mapped to France. Our sender IP address analysis would indicate that the country of the participant is Canada. We measure the confidence of the identified country using a Confident Ratio (CR), defined in formula (1). CR ranges from 0 to 1. The higher the CR, the more confident we are about the identified country.
(1) Table I shows a breakdown of the usage of top-level domains in the participants' email addresses in our studied projects. We observe that a large number (roughly 63%) of participants use generic top-level domain names. Such domain names cannot be resolved by prior techniques (e.g., [6] , [8] ). Furthermore, 3-4% of participants use resalable country codes. These participants are highly likely to be incorrectly mapped by prior techniques.
D is the number of messages sent from the most frequent country. T is the total number of sent messages.

D. Conflict resolution
For each email address, both the top-level domain analysis and sender IP address analysis might produce different countries. For the example shown in Figure 2 , the top-level domain analysis indicates that the Federated States of Micronesia is the participant's country, while the sender IP address analysis shows that the participant is from Canada. We define the following heuristics to resolve the discrepancies:
• If none of the analyses produces a result, we mark the participant's country as unidentifiable.
• If only one of the analyses produce a result, we use the result as the country for the participant.
For example, when a participant uses generic domain such as .com in their email address, only the sender IP address analysis can produce a result.
The following cases may happen when both analyses produce results.
• If both analyses produce identical results, we use that result.
• For participants with a resalable country code domain in their email addresses, we use the result of the sender IP address analysis. The IP address is a better indicator of a participant's country than the domain name of the email address, since the resalable country code domain name can be used by participants throughout the globe.
• When the Confidence Ratio is lower than 0.7 using the sender IP address analysis, we apply the country determined by the top-level domain analysis. The threshold of 0.7 represents the majority (i.e., 70%) of the messages sent from one country in our studied projects.
IV. CASE STUDY
To demonstrate the effectiveness of our technique, we compare the performance of our technique with the prior techniques. In this section, we introduce two studied projects and discuss the results produced by our technique.
A. Studied mailing list
We conducted a case study using the mailing list repositories of two long-lived open source projects. We use the developer mailing lists for the PostgreSQL [15] (postgresql-hackers) and GTK+ [9] (gtk-devel-list) projects in our case study. The PostgreSQL is a relational database management system. GTK+ is a toolkit for creating cross platform graphical user interfaces. Both projects involve a large pool of international developers who interact through the mailing lists. We chose the projects from two different domains: database management and graphic user interface development. Our objective is to determine if our results hold across domains and projects. Table II presents descriptive statistics about both projects. 
