The goal of this two-day workshop is to build an understanding of the importance of operational risk management within the Banking and Finance industry. Specifically, participants will be equipped to:
Content

Analytic Overview
The aim of this section is to understand the nature of operational risk, identify typical occurrences of operational risk within a bank's business model, and to consider external perspectives on the importance of operational risk management in rating and banking supervision.
 Importance of Operational Risk as part of the firms risk inventory  Understanding the nature of operational risk: "Dimes and disasters"  Current industry drivers of increasing operational risk in financial institutions; complexity, innovation, technology, transaction velocity and litigation  Motivations to manage operational risk: financial loss, legal and regulatory requirements, reputational risks, capital management and planning  Management perspectives/requirements; understanding the risk, information systems, quantification, mitigation and hedging decisions, cultural and behavioural aspects  Identifying categories of operational risk in financial institutions:
o 
Operational Risk Governance
The objective of risk management is to add maximum sustainable value to the activities of an organisation. It therefore needs to be a continuous and developing process that operates in conjunction with the development and implementation of the organisation's strategy and whose aim is to increase the probability of achieving the overall objectives of the organisation and reduce the probability of failure.
To achieve this, operational risk management must be integrated into the organisation and led by the most senior management. This section of the course will therefore look at the key role of the board in setting an organisation's operational risk policy and the key characteristics of how it is implemented.
 Risk management process -Operational risk as an integral part of the enterprise risk management framework  Roles and responsibilities of the board, senior management and support functions. 
Management of Operational Risk
The objective of this section is to consider the main techniques used to identify and to manage operational risks, within a financial institution environment. 
Specialist Operational Risk Management Areas
The objective of this section is to discuss current areas of topical importance within operational risk and how these areas are impacting the way in which financial institutions manage operational risk  Financial crime and cyber risks o Types of cyber-crime and relative scale and importance o Recent high-profile incidents o Information security policies and procedures o Regulatory initiatives to increase financial system resilience to cyber-risks  People risks o Fraud, key man and capacity driven people risks  Business change risks: sources and potential consequences  Case study: Co-operative bank, the role of people risks and business change risks in the near-failure of a financial institution.
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