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Abstract
This work talks about an attempt to create a Mobile Ad-hoc NETwork with Android smartphones. We used FB-
aodv to manage the networks and some bash script to share informations within the networks. MANET was tested by
simple applications to view local neighbors, to send sms over the networks.
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1. Introduction
The idea for this work comes from the increasing proliferation of smartphones currently on the market, derived
from their usability. In these type of devices communication plays a fundamental role: they are equipped with WiFi
cards based on the 802.11 family. It’s possibile to start communication between smartphones without the need for an
access point. This opportunity is the input for research studies on new protocols that allow you to create a decentralized
network where each device is able to collaborate with others and contribute to the existence of the network.
The main purpose of our work is to merge Android and FB-aodv to create a MANET to share informations. Our goal
is to create a real test scenario for future works.
Initially we need to assemble and modify a linux kernel on embedded devices [5], smartphones. We chosen to use
Android as it is an open source operating system based on linux kernel [6]. It is also conﬁgured a MANET (Mobile
Ad-hoc NETwork) using the three devices at our disposal: HTC Polaris, Huawei Ideos and Asus EeePC). These
properly conﬁgured nodes have initiated a communication in an ad-hoc wiﬁ network, by using a protocol developed for
the particular ad-hoc context communication: FB-AODV Protocol (Flow-Based Ad-I On-demand Distance Vector),
developed by the Univesitat Politecnica de Catalunya (UPC). We created some applications to test our networks. We
created a simple applications to view local nodes within the wireless networks and one applications to send sms over
network.
2. WiFi Network
Wireless Networks are widely used in the link devices and data transmission between them. The revolutionary
idea behind the success of such a technology is the absence of wires. Data travels among RF radio frequence [11].
The biggest advantage is that the wireless network is the device mobility. A wireless Netwrok is easy to install and
conﬁgure. Therefore, a single device can join the network from any point of the room if still under coverage.
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2.1. Mode Infrastructure
Standards on WiFi connection are deﬁned by IEEE 802.11 and WiFi Alliance. Using those speciﬁcations, a wire-
less card can be attached (connected) to an Access Point (AP) which provides the connection cababilties. On top
of this, others servicies can be accessed such as communications and resource sharing.
In infrastructure mode each node is connected to the Access Point which is in charge of coordinating the communi-
cations and providing the media network resouces to each node.
2.2. Mode Ad-Hoc
It is possbile to set a wireless card in ad-hoc [8] mode. Mesh network is a net where nodes can communicate
pair to pair. One of the big issue is related with Wiﬁ signal streingth and node mobility. Due to their mobilities,
deployment of nodes may change frequently. Due to limited coverage, a connection with another node might be lost.
In this situation, the communication can not happen. An intermediary node is needed. The infrastructure architecture
is fully decentralized and there is not ﬁx structure of the network. We call, single hop a communication involved
2 near by nodes, or multihop [8] a communication involved at least two nodes. The numer of hops represents the
number of the intermediary nodes the messages has to jump through.
Fig. 1: Comunicazione multihop
In this way, each node has a double duty: hosting, acting as source node or communication end point, and routering
acting as intermediary node.
2.3. Dynamic routing
The high mobility of nodes in the space and time arises issues related with routing and network conﬁguration
or power compsumptions [9]. Moreover, the mobility is unpredicteable such that no deterministic algorithm can be
used to solve this problem. Message routing must be dynamic. It will depend by the environment conﬁguration.
The notiﬁcation system of conﬁguration changes (such as position and coverage) is important as much as power
comsumption of devices (usually equipped with small batteries).
Ad-hoc networks use routing policy in order to adapt routing of packages according to the current environment.
Among these routing protocols [10], there are two main kinds:
1. Proactive Protocols. These protocols are table driven: each node own a table which is contantly update
with link information with others nodes. The routing talbe must be updated even do there is no traﬁc on
the network. Packet forwarding is performed in streight forward way. However the cost is the table update
overhead, which is actively performed by all nodes. Some of the protocols belonging to this class are:
- OLSR (Optimize Link State Routing Protocol);
- DSDV (Highly Dinamic
Destination-Sequenced Distance Vector routing protocol).
2. Reactive Protocols. These protocols are able to retreive routing information on-demand, i.e. they are able
to ﬁnd a route between two nodes only when there is a communication request from a source node. Thanks
to this approach the nodes ignore the details of the recipent of the message to be sent, until when the real
communication takes place.
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Hence, in this way, the control traﬃc results to be null if there are opened data session. However, when the real
communication starts, there is an overhead to be paied when the protocols successifully ﬁnd a route for that
packet (run-time). The cost of this overhead can be considered aslo as latency time for route discovering. Never
the less, these families od protocols garant a better power comsumption for those battery constraint devices.
Some protocols belonging to this class are:
- AODV (Ad hoc On Demand Distance Vector routing protocol);
- DSR (Dynamic Source Routing).
3. Related works
The decentralized nature of wireless ad-hoc networks makes them attractive for applications that take advantage
of any developments in its routing policy. There are diﬀerent application scenarios in which such applications are
developed (for example military, medicals and domestic application). An extension of MANET are VANET (Veicular
Mobile Ad-hoc NETwork), that uses moving cars as nodes in a network to create a mobile network, which exchange
information relating to traﬃc and everything of interest to a motorist.
Some project on smartphone that uses the routing policies of the AODV protocol concerns matches with chat
programs. During this work, there was no trace of applications that use the AODV protocol for smartphone with
Android operating system. The idea of this work was in fact created by this prerogative, test and evaluate the eﬀective
operation of FB-AODV protocol1 on mobile devices with Android OS.
4. System architecture
4.1. Kernel Linux
On device used in this work, we have installed a linux kernel[18] 2.6.32, which has been opportunely conﬁgured
to allow the proper working of the module FB-AODV. The conﬁguration of a kernel is the most important step [6].
For each component of the kernel you can choose between three diﬀerent types of compilation [16]:
- Y, included in the kernel component as an integral part;
- M, compile the component as a module initially outside the kernel;
- N, does not specify anything about the component and therefore does not compile.
In this work, using embedded devices (smartphone), the kernel sources have been cross compiled for architecture
ARM. The term cross compiling refers to the process of compiling from which it derives an executable program,
that runs on a platform, compiling and linking the source code on a diﬀerent platform. So, the compile is a program
that runs on a speciﬁc type of machine and the program generated by it will run on a single platform. With cross
compiling there are two diﬀerent machines:
• host is the machine on which there are the compiler and source;
• target is the machine2 where will run the cross-compiled source code.
Talk about cross compiling, is required to use toolchain. The toolchain is a set of diﬀerent linked tools, such
as gcc, binutils and glibc. Contains other tools such as debugger or compilatori for speciﬁc programming languages
such as C++.
1Were also compiled the sources of aodv-uu module, developed by Uppsala University, but was not produced satisfactory results.
2In our case, we are talking about smartphones architecture ARM
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4.2. Android
As it should be for any technology, Android[7] gives an open platform for creating mobile applications. In fact
it is a real stack of tools and libraries that enable the successful implementation of mobile application. The goal is
to provide everything an operator, vendor of devices or developer need to achieve their target. Originally developed
by Google and sponsored by the biggest alliances Open Handset Alliance [2], Android is a complete and innovative
platform for mobile devices released with Open Source license in October 2008. The basic concept behind the Android
project is summarized in a single word: Open:
• Android is open because it uses open-source technology and is based on kernel linux
• Android is open because its code is open source, consulted by anyone who wants to contribute to improve,
document, or simply explore the functionality.
4.3. FB-AODV
FB-AODV [15] (Flow-Based Ad-hoc On demand Distance Vector), has been developed by Univesitat Politecnica
de Catalunya (UPC). It is an extension of the existing AODV protocol. It uses ﬂow-based routing techniques. These
techniques are based on the fact that each packet can be associated to a ﬂow (e.g. a TCP connection). A ﬂow can be
deﬁned such as a set of packets that must share the same values of header ﬁleds. Noteworthy, is the deﬁntion of ﬂow.
Nowadays, there is not a strict deﬁnition of ﬂow, rather than it is adopted to the context or to the needs.
FB-AODV implements three diﬀerent routing metrics: Hop count, ETT (Expected Trasmission Time) whicha are used
to retrive information about the amount of links. More important is the WCIM (Weighted Contention and Interference
Routing Metric) which increase the functionality of the traditional destination-based AODV protocol. This is able to
select the routes based on ﬂow characteristics, on the link quality within the ad-hoc network, on the media contend
while transmission takes place, and on the reception interferences.
In this work, the FB-AODV has been choosen as protocol, beacause the nodes which form the MANET are
smartphones. It makes sence to preserve their battery life, which will consist, as conseguence, of increascing the
network life as well.
5. Testing Scenario
The devices used in this work are:
• Smartphones: HTC Polaris, Ideos Huawei;
• Netbook: Asus EeePC.
As for the HTC Polaris has been ported to Android OS 2.2, as it rode the native Windows Mobile. And ’the
invasive approach was made to ﬂash NAND memory, delete the old Windows system and ﬁnding himself in front of a
device more responsive. In order to install the Android operating system is downloaded, conﬁgured and installed the
kernel 2.6.32 from git project androidhtc.souceforge.net [3] .
As for the other Ideos Huawei mobile device, it was not necessary to overturn the system as it mounts the Android
operating system natively on Linux kernel 2.6.32.
For both mobile devices has taken place in the same way. It’s necessary to download kernel source code v.2.6.32,
to conﬁgure and cross-compiled, to ﬂash the device with the new kernel containing the new conﬁguration and ﬁnally
to load module FB-AODV.
Finally you need to conﬁgure a network MANET (named whixos ) where it was tested communication between
nodes.
Have been downloaded for both devices two diﬀerent toolchains to perform a cross compiling source code of
Sourcery G++ Lite for HTC Polaris and arm-eabi-4.4.0 for Ideos Huawei. In the conﬁguration of the kernel it is
necessary to set the options
- NETFILTER NETLINK QUEUE
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- NETFILTER NETLINK LOG
to work with FB-AODV module.
These options relate to the netﬁlter allows the interception and handling of packets.
After you have conﬁgured and installed the kernel devices we cross compile module sources FB-AODV.
It downloaded FB-AODV version 1.1, compatible with version 2.6.32 of the Linux kernel.
Some changes were made to the Makefile before starting the cross builds to set path of binary toolchain and
kernel source.
Module fbaodv proto.ko, ﬁlled in for architecture ARM was created.
Then fbaodv proto.ko was copied in /system/lib/modules/ of mobile devices, through the operations of push-
ing of the adb contained within Android SDK [1].
HTC Polaris does not natively mounts Android so there have been problems during the conﬁguration.
To start module FB-AODV it’s necessary to execute a bash script [17] “ start-AODV.sh” provided by fb-aodvd
developers that automatically loads the module fbaodv proto.ko within the kernel. This ﬁle has been appropriately
modiﬁed in relation to the three nodes in the network conﬁgured MANET whixos. Indeed, this ﬁle contains some vari-
ables which are assigned a value that is used to correct loading of the module FB-AODV MESH DEVICE = <device>
and AODV NET = <ip adress>,<subnet mask>
By running this script, the module will be automatically inserted into the kernel.
Loading module fbaodv proto.ko previously completed, each device is mounted automatically to the fbaodv
within ﬁle system proc. In this directory are a series of ﬁles within which are printed some information on the
procedures of the routing protocol: there is information on the time, the link quality (as measured by the metrics
adopted from FB-AODV), etc [15]. During communication nodes within the network, to monitor the communication
devices involved in the network has been conﬁgured MANET frequently checked the ﬁle node load, in which the
information is printed on nodes involved in the communication and the jumps that are made to reach each node within
the network.
Fig. 2: File node load.
5.1. Conﬁguration MANET
After conﬁguring the devices, we moved to the conﬁguration of the network MANET whixos 3.
As for the conﬁguration of the ad-hoc network is simply run the following command:
iwconﬁg [device] mode ad-hoc essid whixos channel 11 key oﬀ
For security reasons, Android can not see the ad-hoc networks. In fact, with regard to the device Ideos Huawei,
the connection to the ad-hoc whixos, took place immediately after running the conﬁguration command of the ad-
hoc above. While, for the usual reasons given above, the HTC Polaris has been found issues related to network
conﬁguration in MANET is absent as the iwconﬁg. In that regard has been downloaded Wireless tools 4. Obtained
from the sources of that tool, and after suitably modiﬁed the Makefile set the name of cross compiler used to compile
the source of the HTC Polaris, has passed the stage of cross compilation by running the command make with negative
3It takes its name inspired by the project Hixos Menabrea developed in the laboratory of the Department of Computer Science, University of
Bari, in which the tests were performed during this work.
4It consists of a set of Linux commands (iwconﬁg, iwevent, iwlist, iwgetid, iwpriv, iwspy) created with the aim of supporting and facilitating
conﬁguration of wireless devices.
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results, as there have been incompatible with the cross compiler used, derived from the lack of some useful ﬁles
to cross compile. The solution came through the use of an Android application downloaded from Android Market:
Wireless Tethering. With this application, which has as main purpose to share the wiﬁ connection of the device, it was
possible to set the ad-hoc network on the HTC Polaris.
After you conﬁgure all the nodes it was possible to start the communication within ad-hoc network whixos .
Fig. 3: MANET conﬁguration
5.2. Scenario 1. Everyone sees everyone.
In this ﬁrst scenario, the clay was a condition in which each node is part of the wiﬁ range of others, so that
communication could take place via a single hop from one node to another network(ﬁgure 6)
Fig. 4: Scenario 1. Each node falls within range of others.
Fig. 5: Scenario 1. Content of /proc/fbaodv/node load.
Checking the ﬁle content node load, /proc/fbaodv/ of nodo C, the Asus EeePC, check the contents of the
routing table of each node that contains the list of nodes involved in communication and the number of hops to reach
the recipient (ﬁgura 7)
5.3. Scenario 2: 2 hop comunication
In this second scenario, the node C is moved from wiﬁ coverage of node A (ﬁgure ??).
This test checks whether the communication between nodes is multihop. From the network conﬁguration shown
in ﬁgure ?? node B must ensure the communication between all network nodes. We can verify this by checking the
contents of ﬁle node load (ﬁgure ??).
This ﬁle contains the adresses of the network nodes and we can see that node C communicates with node A by
node B (2 hops).
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Fig. 6: Scenario 2. C node is far from A node.
Fig. 7: Scenario 2. File content of /proc/fbaodv/node load.
6. Test Applications
6.1. Android Application: hfbaodv.apk
Themain purpose of the application hfbaodv.apk is to allow the automatic loading of kernel module fbaodv proto.ko,
previously completed, and the display of IP addresses of all nodes involved in communication internal network
whixos conﬁgured ad-hoc. Clicking on the Start/Restart AODV automatically runs the bash script start-aodv.sh
which is designed to load the module fbaodv proto.ko within the kernel passing the value of some variables
(MESH DEVICE, IP ADRESS, . . . ).
Clicking on the button List neighboring nodes can check the list of nodes in the network whixos .
In order to test the operation of the FB-AODV protocol were carried out several tests in a position to node mobility.
It worth noting that you are referring to nodes equipped with WiFi cards with limited capacity to ensure good coverage
of the signal (the coverage of each node revolves around 50 meters). In fact, the walls and doors of the Department of
Information Technology made it possible to perform various tests on the operation of the protocol FB-AODV because
it acts as a barrier to the wiﬁ signal of each device.
6.2. SMSoS
SMSoS[13] is a small application that aims to take advantages from the generated mobile ad hoc network to send
for free short text messages to an other host known of the network. To manage the data transfer over the network,
sockets are used. It’s easy to create a connection client server like from one host of the network to one other to transfer
data thanks socket. This scenario is only possible if we know in advance the list of nodes joying the network in any
time, fortunatly this point is naturally addressed by the use of aodv-uu protocol.
A simple graphical interface, based on qt or gtk+ libraries, could manage the SMSoS service. We suppose, in the
case of handhelds with phone functionality, to create a special rubric application where beside the normal personal
data, there will be, for each friend, his mesh identiﬁer. Once the user wants to send an sms it can choose, by a visual
interface, if to route the message exchange over the manet or by usually GSM network. One further development
could be to extend mesh network with the DHCP service.
7. Conclusion
The opportunity to share resources without access to any Access Point, opens interesting scenarios. As has been
explained above, in ad-hoc wiﬁ network, the function of each node is both host and router to other nodes (peers).
Given opportunities oﬀered by current smartphones and the operation of FB-AODV on them, which reduce the cost
of energy, can be developed many application on these devices, using the rules of FB-AODV routing protocol. An
example is given by VoIP (Voice Over IP) technology.
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Paper presents a simple testing scenario build for future applications. In future we want to compare this work with
other solutions and with many nodes to test our idea in a real scenario.
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