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From the Editor-in-Chief 
Welcome to the third issue of Volume 7. We continue with our regular 
columns. The Digital Forensics as Science column contains a new installment 
by Fred Cohen about information physics. Milton Luoma provides a review of 
a book about e-discovery and conflict resolution. While slightly off the topic of 
computer forensics, the book touches on these two related -- but different -- 
legal problems. Finally, Nick Flor has part 2 of his Technology Corner article 
on automated data extraction using Facebook. And, of course, we have four 
peer-reviewed papers in this issue. 
The first paper, "On the Development of a Digital Forensics Curriculum" (Tu, 
Xu, Wira, Balan, & Cronin), is a broad overview of the development of digital 
forensics curricula over the last ten years. The paper also reports on a survey 
about what tools are being used by practitioners and in the classroom. 
"Automatic Crash Recovery: Internet Explorer's Black Box" (Moran & Orr) 
provides a detailed examination of IE's Web history contents. This paper pays 
particular attention to IE's Automatic Crash Recovery feature, a source of a 
great deal of information that is generally unknown to most users (meaning that 
they don't attempt to delete its contents) and to many computer forensic 
examiners (meaning that they don't look there for evidence). 
The third paper, "Extraction of Electronic Evidence From VoIP: Identification 
& Analysis of Digital Speech" (Irwin, Dadej, & Slay), describes software 
intellectual property and methods with which one can determine whether a 
particular Android application is using code pirated from another app. The 
Android's Java virtual machine architecture enables rapid app development but 
also allows straightforward ways to analyze -- and reverse engineer -- those 
apps. 
Our final paper, "To License or Not to License Updated: An Examination of 
State Statutes Regarding Private Investigators and Digital Examiners" 
(Lonardo, White, & Rea), is an up-to-date glimpse of the status of state statutes 
requiring digital forensic examiners to be licensed as private investigators in 
order to practice. This issue is perhaps one of the most pressing for 
practitioners in our field. 
We continue to actively solicit academic and practitioner papers and, in 
particular, look for papers with an international perspective. As always, we 
welcome feedback and comments about the Journal. 
Gary C. Kessler, Ph.D., CCE, CISSP  
editor@jdfsl.org 
