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Abstract
This paper analyzes the performance of the primary and secondary users (SUs) in an arbitrarily-shaped underlay
cognitive network. In order to meet the interference threshold requirement for a primary receiver (PU-Rx) at an
arbitrary location, we consider different SU activity protocols which limit the number of active SUs. We propose a
framework, based on the moment generating function (MGF) of the interference due to a random SU, to analytically
compute the outage probability in the primary network, as well as the average number of active SUs in the secondary
network. We also propose a cooperation-based SU activity protocol in the underlay cognitive network which includes
the existing threshold-based protocol as a special case. We study the average number of active SUs for the different
SU activity protocols, subject to a given outage probability constraint at the PU and we employ it as an analytical
approach to compare the effect of different SU activity protocols on the performance of the primary and secondary
networks.
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1I. INTRODUCTION
Cognitive radio networks is a promising technology to address the spectrum scarcity and the inefficient
spectrum usage of present wireless systems [1]–[4]. Cognitive radio networks allow unlicensed secondary
users (SUs) access to the spectrum of the licensed primary users (PUs), without impairing the performance
of the PUs. Depending on the spectrum access strategy, there are three main cognitive radio network
paradigms: interweave, underlay and overlay [5]. In the interweave cognitive networks, the SUs are not
allowed to cause any interference to the PUs. Thus, SUs must periodically sense the environment to detect
spectrum occupancy and transmit opportunistically only when the PUs are silent [6]–[11]. In the underlay
cognitive networks, SUs can concurrently use the spectrum occupied by a PU by guaranteeing that the
interference at the PU is below some acceptable threshold. Thus, SUs must know the channel strengths to
the PUs and are also allowed to communicate with each other in order to sense how much interference is
being created to the PUs [12]–[19]. In the overlay cognitive networks, there is tight interaction and active
cooperation between the PUs and the SUs. Thus, SUs use sophisticated signal processing and coding to
maintain or improve the PU transmissions while also obtaining some additional bandwidth for their own
transmission [20]–[22]. Note that hybrid spectrum access strategies, appropriately combining the above
three paradigms, have also been proposed [23]–[25].
For underlay cognitive networks, which are considered in this paper, it is very important to investigate
the interference arising from the SUs to a PU. This interference impacts the outage probability at a
PU, which is the probability that the signal to interference plus noise ratio (SINR) falls below a given
threshold. The interference and outage in underlay cognitive networks has been recently investigated in
the literature [12]–[15]. Specifically, the aggregate interference at a typical PU and a typical SU inside
an infinite area cognitive network, taking the exclusion region around PUs into account, were presented
in [12] and bounds on the outage probability with Rayleigh fading channels were also derived. The
closed-form results for the moment generating function (MGF) of the aggregate interference and the mean
interference at an annulus-center-located PU were derived in [13]. A framework for characterizing the
aggregate interference in cognitive networks was proposed in [14] for the disk region under the Rayleigh
fading channel assumption. Therein, closed-form results were obtained for the special case that the path-
loss exponent is 2 or 4 with an arbitrary location of PU inside a disk region. However, in practice the shape
2of network can be arbitrary and need not be a disk only. This is especially relevant for emerging ultra-dense
small cell deployment scenarios [26]. In addition, the PU may be located anywhere inside the network
region. When SUs are confined within an arbitrarily-shaped finite region, the aggregate interference and
the outage probability are strongly influenced by the shape of region and the position of the PU. In
this context, a method of calculating the approximation of n-th cumulant inside a non-circular region by
dividing the areas into infinitesimal circular sections was suggested in [15] but no explicit formulation was
provided. Therefore, it is still largely an open research problem to find general frameworks for analyzing
the interference and outage in arbitrarily-shaped finite underlay cognitive networks.
In underlay cognitive networks, there are several ways to control the interference generated by the SUs in
order to satisfy the interference threshold, e.g., using multiple antennas to guide the SU signals away from
the PU [19], using resource (i.e., rate and power) allocation among the SUs [17] or using spread spectrum
techniques to spread the SU signals below the noise floor [18]. Perhaps the simplest solution to control the
interference generated by the SUs, which is considered in this work, is to employ the SU activity protocols,
i.e., to simply limit the number of active SUs [12], [13], [15]. In this context, [12], [13] considered an
exclusion or guard zone around the PUs, within which SUs are not allowed to transmit. A threshold-based
protocol was proposed in [15], where the activity of each SU depends on the instantaneous power received
at the SU from the PU. It must be noted that if no activity constraint is imposed on SUs then this is
equivalent to the well-studied case of wireless ad hoc networks where all users can transmit [27]–[29].
In this paper, we propose a general framework for analyzing the performance of arbitrarily-shaped
underlay cognitive networks, with arbitrary location of the PU and different SU activity protocols. We
make the following major contributions in this paper:
• We utilize cooperation among SUs in underlay cognitive networks to come up with a cooperation-
based SU activity protocol. This protocol utilizes the local information exchange among SUs and
includes the threshold-based protocol as a special case. We derive approximate yet accurate ex-
pressions for the MGF and the n-th cumulant of the aggregate interference from SUs with the
cooperation-based protocol.
• We derive the general expressions for the MGF and n-th cumulant of the aggregate interference at
an arbitrarily located PU inside an arbitrarily-shaped region for the existing SU activity protocols.
3We show that many existing closed-form results in the literature for the interference analysis in the
primary network can be obtained as special cases in our framework. In addition, we derive a closed-
form result for the average number of active SUs. To the best of our knowledge, this is the first time
that such a result has been obtained in the literature for the case of underlay cognitive network.
• We study the average number of active SUs for the different SU activity protocols, subject to a given
outage probability constraint at the PU. We show that the guard zone protocol supports the highest
number of active SUs, followed by the proposed cooperation-based protocol and then the threshold-
based protocol. The advantage of the cooperation-based protocol over the guard zone protocol is that
it relies on the SUs only knowing the instantaneous channel strengths to the PUs.
The remainder of the paper is organized as follows. Section II presents the detailed system model and
assumptions and describes the three different SU activity protocols, including the proposed cooperation-
based protocol. The proposed mathematical framework is presented in Section III. The analysis for the
interference and the average number of active SUs is presented in Section IV and Section V, respectively.
Numerical and simulation results to study the aggregate interference, outage probability and average
number of active SUs are discussed in Section VI. Finally, conclusions are presented in Section VII.
The following notation is used in the paper. The probability distribution function (PDF) and the cumula-
tive distribution function (CDF) of a random variable (RV) Z are represented by fZ(·) and FZ(·), respec-
tively. EZ{·} denotes the expectation with respect to random variable Z and EptZ {n, l, u} =
∫ u
l
znfZ(z)dz
represents the n-th order partial moment of RV Z calculated within the interval [l, u]. MZ(s) is the
moment generating function of the RV Z with PDF fZ(·). µZ(n) and κZ(n) denote the n-th moment and
n-th cumulant of a RV Z respectively. Additionally, \ is the set exclusion operator and Pr(·) indicates the
probability measure. Γ[x] =
∫∞
0
tx−1 exp(−t)dt and Γ[a, x] = ∫∞
a
tx−1 exp(−t)dt are the complete gamma
function and the incomplete upper gamma functions, respectively [30]. Γ(a, x1, x2) = Γ(a, x1)− Γ(a, x2)
is the generalized incomplete gamma function and 2F1[·, ·; ·; ·] is the Gaussian or ordinary hypergeometric
function [30].
4II. SYSTEM MODEL
We consider an underlay cognitive network with a PU link, comprising of a PU transmitter (PU-Tx) and
a PU receiver (PU-Rx) separated by a distance r0, and M SUs. The network region A is an arbitrarily-
shaped finite region, where A ⊂ R2 and R2 denotes the two-dimensional Euclidean space. We do not
place any restriction on the location of the PU-Tx and PU-Rx and they can be located anywhere inside
the network region A. A primary exclusion zone B, with radius , is formed around the PU-Rx and no
active user is allowed to enter this region [31]. The SU locations are modeled according to a uniform
Binomial Point Process, i.e., the M SUs are independently and uniformly distributed (i.u.d.) at random
inside the region A′, where A′ = A \ B.
The SUs decide whether to transmit or not depending on the adopted SU activity protocol (discussed
later in this section). We assume that all the nodes operate in the frequency division duplex mode. Similar
to [15], we assume that in order to know the channel strength to PU-Rx each SU receives a signal
transmitted by PU-Rx via a sensing channel. We assume that this sensing channel (from PU-Rx to SU)
and the SU transmitting (i.e., interfering) channel (from SU to PU-Rx) are well separated in the frequency
band so that these two channels can be regarded as fully uncorrelated.
Let the RV Ri (i = 1, 2, . . . ,M) denote the random distance between the i-th SU and the PU-Rx with
probability distribution function fRi(ri). We denote the transmit power of the PU-Tx as PT0 , the transmit
power of each SU as PTi and the transmit power of PU-Rx as PTS . We assume that all users have a single
antenna and the wireless communication channel is modeled as a path-loss and fading channel. Let Gi
represent the instantaneous power gain due to fading on the SU transmitting channel from i-th SU to the
PU-Rx with fading distribution function fGi(gi) and Hi represent the instantaneous fading power gain on
the sensing channel with the distribution function fHi(hi).
For the above setup, the interference at the PU-Rx generated from the i-th SU is given by
Ii = PTiGiR
−α
i 1(condition), (1)
where α is the path-loss exponent which is typically in the range 2 ≤ α ≤ 6 [32]. The indicator function
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Fig. 1. Illustration of secondary user spatial activity protocols in underlay cognitive network (N = interfered PU-Rx,  = PU-Tx, ◦ =
inactive secondary user, • = active secondary user). Sj and Vj (j = 1, 2, 3, 4) denote the side and vertex, respectively.
is given by
1(condition) =

1, if condition is true;
0, else if condition is false;
(2)
where the “condition” depends on the different SU activity protocols and the explicit expressions for each
protocol are given in (4), (5) and (6), respectively. In addition, although the unbounded path-loss model is
used in (1), the singularity at Ri = 0 and the amplification of the transmitted signal are avoided because
of the primary exclusion zone around the PU-Rx, i.e., the random distance Ri is always greater than 
6( ≥ 1) [6].
The aggregate interference at PU-Rx is given by
Iagg =
M∑
i=1
Ii =
M∑
i=1
PTiGiR
−α
i 1(condition). (3)
In the following subsections, we present the definition of each SU activity protocol.
A. Guard Zone Protocol
The guard zone protocol was employed in [12], [13]. In this protocol, the SUs are permitted to enter
the guard zone region but once a SU intrudes into it, it is prohibited from transmitting. This is illustrated
in Fig. 1(a), where there is a guard zone region around the PU-Rx with radius rf . Consequently, the
two SUs that are inside this region are inactive and do not generate any interference to the PU-Rx. The
aggregate interference under the guard zone protocol can be written as
Iagg =
M∑
i=1
PTiGiR
−α
i 1(Ri>rf). (4)
B. Threshold-based Protocol
The threshold-based protocol was proposed in [15]. In this protocol, each SU receives the instantaneous
signal power transmitted by the PU-Rx on the sensing channel. If the received instantaneous signal power
at the i-th SU is greater than the activation threshold γ, i.e., PTSHiR
−α
i > γ, it becomes silent and does
not interfere with the PU-Rx. Otherwise, it is permitted to transmit, as illustrated in Fig. 1(b). Hence, for
the threshold-based protocol, the aggregate interference can be written as
Iagg =
M∑
i=1
PTiGiR
−α
i 1(PTSHiR−αi ≤γ). (5)
C. Cooperation-based Protocol
This is the new protocol proposed in this paper and is illustrated in Fig. 1(c). The basic idea of
this protocol is inspired from the cooperative spectrum sensing in interweave cognitive networks, where
cooperation among nodes helps to improve the detection of licensed spectrum occupancy [6], [10].1
1The notion of cooperation among SUs is also similar in spirit to base station cooperation in cellular networks [33].
7In the proposed cooperation-based protocol for underlay cognitive networks, each SU receives the
instantaneous signal power transmitted by the PU-Rx on the sensing channel and forms an initial decision
on activation. Then this initial decision is broadcast to other SUs. For analytical convenience, we assume
that, for each SU, it can only correctly receive the initial decisions from other SUs within a certain range,
which is known as its cooperation range rc. Finally, in order to decide whether it is active or not, each
SU applies the AND rule on the received initial decisions from other cooperating SUs and its own initial
decision. Consequently, for a considered SU, it is permitted to be active as long as its preliminary decision
is to be active, and the initial decision of all SUs which fall into this SU’s cooperation range is also to
be active. Mathematically, the aggregate interference generated at the PU-Rx is
Iagg =
M∑
i=1
PTiGiR
−α
i 1(Πd(Di(rc)×A′)=∅), (6)
where Πd denotes the set of SUs whose received instantaneous signal power on the sensing channel is
greater than the activation threshold γ, Di (rc) represents the disk cooperation region centered at the i-th
SU and ∅ denotes the null set. Note that when rc = 0, the cooperation-based protocol is the same as
the threshold-based protocol. Thus, the proposed cooperation-based protocol includes the threshold-based
protocol as a special case.
Remark 1: Both the cooperation-based and threshold-based protocols require the SU to receive the
instantaneous signal power transmitted by the PU-Rx on the sensing channel. As such, they are much
more applicable in practice. However, the guard zone protocol requires the SU to know the instantaneous
signal power on the sensing channel over a relatively long period of time and then average it to determine
its distance to the PU-Rx, before deciding whether to transmit or not.2 As such, this protocol is not suitable
for the scenarios where the SUs need to transmit without too much delay.
III. MATHEMATICAL FRAMEWORK
In this section, we present the proposed mathematical framework to characterize the interference and
outage in underlay cognitive networks with different SU activity protocols. The aggregate interference
from the secondary network in (3) is a stochastic process that strongly relies on the random location
of the SUs inside the arbitrarily-shaped finite cognitive network region and the random fading channel
2Alternatively, the guard zone protocol can also be implemented using cooperative localization techniques [34].
8gains. Since there is no available general expression for the PDF of the aggregate interference [35], [36],
we adopt the moment generating function approach to analyze the interference and outage in this paper.
Previous work [14], [15] has also adopted the MGF approach. However, their focus is on analysing the
statistics of the aggregate interference in the primary network only and the results are limited to specific,
e.g., annulus-shaped regions. We consider arbitrarily-shaped cognitive network regions and analyze the
performance in both the primary network (i.e., the aggregate interference in Section IV) and the secondary
network (i.e., the average number of active SUs in Section V).
A. Assumptions
In this paper, we consider that the nodes are independently and uniformly distributed inside the network
regionA′, which results in the distribution function of Ri being the same for all i. Moreover, the fading gain
on all communication channels is independently and identically distributed (i.i.d.) Nakagami-m fading.
This type of fading is widely considered in the wireless communications literature [32]. The transmit
power for different SUs are assumed to be the same. Consequently, the distribution of interference from
i-th SU becomes identical and we can drop the index i in the PTi , Ii, Ri, Gi, Hi and let fRi(ri) = fR(r),
fGi(gi) = fG(g) and fHi(hi) = fH(h).
For Nakagami-m fading, the distribution of the power gain on the SU transmitting channel and the
sensing channel can be modeled by a Gamma distribution as [32]
fG(g) =
gmg−1mmgg
Γ[mg]
exp(−mgg), (7)
fH(h) =
hmh−1mmhh
Γ[mh]
exp(−mhh), (8)
where mg and mh represent the fading parameters, which control the severity of the fading. Note that
mg = mh = 1 corresponds to Rayleigh fading channels. In addition, the n-th moment of the fading
power gain on the SU transmitting channel, which is needed in the analysis in Section IV, is available in
closed-form as [37]
EG {Gn} =(mg + n− 1)!
mng (mg − 1)!
. (9)
9B. Distance Distributions
The proposed formulation relies on the knowledge of the distance distribution fR(r), i.e., the PDF of
the distance of a random SU from the PU-Rx. For a disk region, fR(r) is well known [7], [10], [13]–[15],
[27]. For an L-sided arbitrarily-shaped convex polygon, fR(r) can be a complicated piece-wise function
with at most 2L piece-wise terms [38]. The number of piece-wise terms depends on the number of unique
distances between the location of the reference node and all the sides and vertices, respectively, of the
polygon region. Recently, [29] proposed an algorithm to determine fR(r) for the case of a random node
located anywhere inside an arbitrarily-shaped convex polygon. This algorithm is used in this work to
determine fR(r) in closed-form. Once fR(r) is determined using the algorithm in [29], the expectation
ER {R−nα} involving the RV R, which is needed in the analysis in Section IV, can be easily calculated
in closed-form.
C. Moment Generating Function
In general, the moment generating function of the aggregate interference is defined as [32]
MIagg(s) = EIagg {exp (−sIagg)} , (10)
where EIagg{·} denotes the expectation with respect to the RV Iagg. Assuming that the interference from
each SU is independent and identical, the moment generating function of the aggregate interference in (10)
can be rewritten as [32]
MIagg(s) = (MI(s))M , (11)
where I denotes the interference generated by a random SU and MI(s) = EI {exp(−sI)} corresponds
to the MGF of I .
10
D. n-th Cumulant
The n-th cumulant of the aggregate interference can be written in terms of the MGF of the aggregate
interference as [32]
κIagg(n) =(−1)n
dn lnMIagg(s)
dsn
∣∣∣∣
s=0
=(−1)nM d
n lnMI(s)
dsn
∣∣∣∣
s=0
=MκI(n)
=M
(
µI(n)−
n−1∑
j=1
(
n− 1
j − 1
)
κI(j)µI(n− j)
)
, (12)
where the last step comes from the recursive moment-cumulant relationship [27], and κI(n) and µI(n)
represent the n-th cumulant and n-th moment of the interference from a random SU respectively. Note
that µI(n) can also be directly related to MI(s) by [32]
µI(n) = (−1)n d
nMI(s)
dsn
∣∣∣∣
s=0
. (13)
E. Outage Probability
The outage probability is an important metric to evaluate the impact of SU activity protocols on the
performance of the primary users over fading channels. It is given by
Pout = Pr (SINR < β) = Pr
(
PT0r
−α
0 G0
N + Iagg
< β
)
, (14)
where β is the SINR threshold and N is the additive white Gaussian noise power.
In this paper, we are interested in the spatially averaged outage probability which is spatially averaged
over both the possible location of the SUs and the fading channels. When the fading on the desired link
(from PU-Tx to PU-Rx) follows the general distribution defined in [39, (9)] (an important special case of
which is Nakagami-m fading with integer m value), we can employ the reference link power gain-based
(RLPG-based) framework proposed in [29] to evaluate the spatially averaged outage probability. The basic
principle of this approach is to first condition on the interference and express the outage probability in
terms of the CDF of the reference link’s fading power gain. The conditioning on the interference is then
removed first by removing the conditioning on the fading power gains of the interferers and then removing
the conditioning on the locations of the interferers. For Nakagami-m fading channels, the spatially averaged
11
outage probability is given by [29]
Pout = 1− exp
(
−m0 β
ρ0
)m0−1∑
k=0
mk0
k!
k∑
j=0
(
k
j
)(
β
ρ0
)k−j (
βrα0
PT0
)j ∑
t1+t2...+tM=j
(
j
t1, t2, ..., tM
) M∏
i=1
EI
{
exp
(
−m0 βr
α
0
PT0
I
)
(I)
ti
}
,
(15)
where ρ0 =
PT0r
−α
0
N
indicates the average signal-to-noise ratio (SNR) and m0 denotes the fading parameter
on the desired link.
Using the frequency differentiation property of Laplace transform, the Laplace transform of the term
znf(z) is given by (−1)n dnMZ(s)
dsn
. Then the expectation term in (15) can be expressed in terms of the
MGF of the interference due to a random SU as
EI
{
exp
(
−m0βr
α
0
PT0
I
)
(I)ti
}
= (−1)ti d
tiMI(s)
dsti
∣∣∣∣
s=m0
βrα0
PT0
. (16)
Examining (11), (12) and (15), we can see that the proposed mathematical formulation depends on the
MGF of the interference due to a random SU MI(s). This is determined for the different SU activity
protocols in the next section.
IV. INTERFERENCE ANALYSIS
In this section, we derive the general expressions characterizing the MGF of the interference from a
random SU for the different SU activity protocols.
A. Guard Zone Protocol
For this protocol, the SUs within the guard zone region do not transmit. The main result is summarized
in Theorem 1.
Theorem 1: For the guard zone protocol, the MGF of the interference at an arbitrarily located PU-Rx
due to an independently and uniformly distributed SU inside an arbitrarily-shaped finite region is
MI(s) =
∫ ∞
0
∫ rmax
rf
exp
(−sPTgr−α) fR(r)fG(g)drdg + FR(rf ), (17)
where FR(·) represents the cumulative distribution function of the distance of a random SU from the
PU-Rx, which can be determined by the algorithm in [29].
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Corollary 1: For the guard zone protocol, the n-th moment of the interference at an arbitrarily located
PU-Rx due to an independently and uniformly distributed SU inside an arbitrarily-shaped finite region is
µI(n) = P
n
TEG {Gn}EptR {−nα, rf , rmax} . (18)
Proof of Theorem 1 and Corollary 1: See Appendix A-A.
Remark 2: (17) and (18) can also be used to obtain the results for the full activity protocol in which
no activity constraint is imposed on SUs and all the SUs are in active status. In the full activity protocol,
a SU located within the maximum range of  and rmax generates interference to the PU-Rx. In the guard
zone protocol, a SU located within the smaller range of rf and rmax generates interference to the PU-Rx.
Thus, when the guard zone range rf is set to equal to , the guard zone protocol reduces to the full
activity protocol. Therefore, the MGF and n-th cumulant results for the full activity protocol are the same
as (17) and (18) with rf replaced by .
Special Case of a Regular L-sided Polygon: Consider the special case that the PU-Rx is located at the
center of a regular L-sided polygon which is inscribed in a circle of radius W . In this case, the distance
distribution function is given by [38]
fR(r) =
1
|A′|
 2pir,  ≤ r ≤ Wp;2pir − 2Lr arccos(Wp
r
)
, Wp ≤ r ≤ W ;
(19)
where |A′| = 1
2
LW 2 sin
(
2pi
L
)−pi2 denotes the area of the underlay secondary network region, θ = pi(L−2)
L
is the interior angle between two adjacent sides of the polygon and Wp = W sin
(
θ
2
)
is the perpendicular
distance from the center of the polygon to any side. Substituting (19) and (7) into (17) and (18), yields
the following results
MI(s) =
pi
(
W 2 2F1
[
mg,− 2α ; −2+αα ;−W
−αsPT
mg
]
− r2f 2F1
[
mg,− 2α ; −2+αα ;−
r−αf sPT
mg
]
+ r2f − 2
)
|A′|
−
∫ W
Wp
2mmLr
(m+ r−αsPT )
m arccos
(
Wp
r
)
dr, (20)
µI(n) = P
n
T
(mg + n− 1)!
mng (mg − 1)!
2
(
pi
(
W 2−nα − r2−nαf
)− LΦ (W ) + LΦ (Wp))
|A′|(2− nα) , (21)
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where Φ (r) =
(1−nα)
(
(1+nα)r3 arccos
(
Wp
r
)
+W 3p 2F1
[
1
2
,nα+1
2
;nα+3
2
;
W2p
r2
])
−Wp(1+nα)r2 2F1
[
− 1
2
,nα−1
2
;nα+1
2
;
W2p
r2
]
(nα−1)(nα+1)r1+nα and rf
is assumed to be less than Wp.
Note that while (20) does not have a closed-form result due to the integration involving the arccos(·)
term, it can be easily computed numerically.
Remark 3: When L → ∞, Wp → W and the regular L-sided polygon approaches a disk region. The
disk region or annulus-shaped region with centered PU-Rx and full activity protocol is the most popular
scenario and has been widely analyzed in previous works [13]–[15], [27]. Under the Nakagami-m fading
assumption, the MGF calculated from (20) by setting rf =  (i.e., full activity protocol) and Wp = W
(i.e., the integration term in (20) reduces to zero) is identical to the result in [27, eq. (6)]. In addition, the
n-th cumulant calculated from (21) (replacing rf by  and Φ (Wp) = Φ (W )) and (12) is the same as the
result from [27].
B. Threshold-based Protocol
In this protocol, the activity of each SU depends on the instantaneous signal power received on the
sensing channel. The main result is summarized in Theorem 2.
Theorem 2: For the threshold-based protocol, assuming the sensing channel is fully uncorrelated with
the SU transmitting channel, the MGF of the interference at an arbitrarily located PU-Rx due to an
independently and uniformly distributed SU inside an arbitrarily-shaped finite region is
MI(s) =
∫ ∞
0
∫ rmax

exp
(−sPTgr−α)FH (γrα
PTS
)
fR(r)fG(g)drdg + 1−
∫ rmax

FH
(
γrα
PTS
)
fR(r)dr,
(22)
where FH(·) denotes the CDF of the fading power gain on sensing channel.
Corollary 2: For the threshold-based protocol, the n-th moment of the interference at an arbitrarily
located PU-Rx due to an independently and uniformly distributed SU inside an arbitrarily-shaped finite
region is
µI(n) = P
n
TEG {Gn}ER
{
FH
(
γRα
PTS
)
R−nα
}
. (23)
Proof of Theorem 2 and Corollary 2: See Appendix A-B.
14
Special Case of regular L-sided Polygon: Substituting the PDFs fR(r) in (19) and fG(g) in (7) into (22)
and (23), we can obtain the MGF and the n-th moment for this special case. For simplicity, we only show
the n-th moment result, which is given by
µI(n) =P
n
T
(mg + n− 1)!
mng (mg − 1)!
2pi
|A′|(2− nα)
(
W 2−nα
Γ[mh, 0,mhγW
α/PTS ]
Γ[mh]
−2−nαΓ[mh, 0,mhγ
α/PTS ]
Γ[mh]
−
(
mhγ
PTS
)n− 2
α Γ[mh − n+ 2α ,mhγα/PTS ,mhγWα/PTS ]
Γ[mh]
−L(2− nα)
pi
∫ W
Wp
Γ
[
mh, 0,
mhγr
α
PTS
]
Γ[mh]
r1−nα arccos
(
Wp
r
)
dr
 , (24)
where Γ[·, ·, ·] is the generalized incomplete gamma function [30].
Remark 4: For the disk region, (24) with L =∞ (i.e., ignoring the integration part in (24)) is equivalent
to the result in [15]. However, the method of calculating the n-th cumulant in [15] is only applicable for
the special case that PU-Rx is located at the center of the disk region.
C. Cooperation-based Protocol
For the cooperation-based protocol, the activity of each SU is determined by itself as well as other
SUs within its cooperative range. Thus, the interference due to each SU is not independent and (11) is
not strictly valid. The analysis in the presence of correlated interference is an important open research
problem. In this paper, we still use (11) to derive approximate analytical results for the cooperation-based
protocol. We show that these results are accurate under certain conditions, which will be discussed in
detail in Section VI. The main result is summarized in Theorem 3 below.
Theorem 3: For the cooperation-based protocol, the MGF of the interference at an arbitrarily located
PU-Rx due to an independently and uniformly distributed SU inside an arbitrarily-shaped finite region is
approximated by
MI(s) ≈
∫ ∞
0
∫ rmax

exp
(−sPTgr−α)FH (γrα
PTS
)( |A′ − pir2c |
|A′| +
pir2c
|A′|FH
(
γrα
PTS
))M−1
fR(r)fG(g)drdg
+ 1−
∫ rmax

FH
(
γrα
PTS
)( |A′ − pir2c |
|A′| +
pir2c
|A′|FH
(
γrα
PTS
))M−1
fR(r)dr. (25)
Corollary 3: For the cooperation-based protocol, the n-th moment of the interference at an arbitrarily
located PU-Rx due to an independently and uniformly distributed SU inside an arbitrarily-shaped finite
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region is approximated by
µI(n) ≈ P nTEG {Gn}ER
{
FH
(
γRα
PTS
)( |A′ − pir2c |
|A′| +
pir2c
|A′|FH
(
γRα
PTS
))M−1
R−nα
}
. (26)
Proof of Theorem 3 and Corollary 3: See Appendix A-C.
Remark 5: To the best of our knowledge, it is not possible to express (25) and (26) in closed-form,
even for the special cases of PU-Rx located at the center of a polygon or disk region. This is because (25)
and (26) contain one term, related to the RV R, which is raised to the power of M − 1 (M ≥ 2) inside
the expectation. Nevertheless, (25) and (26) can easily be evaluated numerically. Also, if rc = 0, the term
raised to the power of M − 1 becomes one and (25) and (26) reduce to (22) and (23).
Summarizing, for an arbitrarily located PU-Rx inside an arbitrarily-shaped convex region and the
different SU activity protocols, we can calculate (i) the MGF of the aggregate interference by substi-
tuting (17), (22) and (25) into (11), (ii) the n-th cumulant of the aggregate interference by substitut-
ing (18), (23) and (26) into (12), and (iii) the outage probability in the primary network by substitut-
ing (17), (22) and (25) into (16) and (15).
V. AVERAGE NUMBER OF ACTIVE SECONDARY USERS
The aggregate interference at the PU-Rx and the resulting outage probability are metrics to evaluate
the performance of the primary network, which was the common focus of most prior studies on cognitive
networks, e.g., [12]–[15]. Ideally, the performance of the secondary network should also be evaluated.
Furthermore, this should be done subject to a quality-of-service (QoS) constraint that the SINR of each
active SU is maintained higher than a desired level. One way to do this analytically is to determine the
SU throughput which can be defined as the expected spatial density of successful SU transmission and
depends on (i) the number of active SUs over a certain region and (ii) whether each active SU is in outage
or not, i.e., whether its SINR is above a certain threshold.
The exact SINR distribution of an active SU (and consequently the SU throughput) in an arbitrarily-
shaped underlay cognitive network is difficult to obtain because of two main reasons. Firstly, for an
arbitrarily-shaped region with a fixed number of nodes, the Binomial Point Process is non-stationary and
an active SU’s SINR is, therefore, location-dependent. Thus, the SINR of an active SU at a certain location
(say origin) does not reflect the SINR of other active SUs. The difficulty in analytically averaging the
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active SU’s SINR over all possible locations in an arbitrarily-shaped region poses a significant challenge for
analytical analysis. Secondly, with the consideration of the different SU activity protocols, only the active
SUs generate interference to other SUs and PU-Rx. This means that when accounting for the interference
to a SU-Rx (which is the desired receiver for a certain SU), the distance between an interfering SU and
PU-Rx is correlated to the distance between this interfering SU and the SU-Rx. This distance correlation
poses a second significant challenge for analytical analysis.
In this work, in order to evaluate the performance of the secondary network in underlay cognitive
networks, we study the average number of active SUs. The average number of active SUs is an analytically
tractable performance metric, which can indirectly measure the SU throughput under certain conditions.
For example, if the SINR threshold for SUs is not too high or each SU is sufficiently close to its desired
receiver, it is possible that almost every active SU can transmit successfully. Under such conditions, the
average number of active SUs plays the dominant role in determining the aggregate throughput of SUs3.
The main analytical result in this section is presented in Theorem 4 below.
Theorem 4: For any SU activity protocol with independently and uniformly distributed SUs inside an
arbitrarily-shaped finite region, the average number of active SUs is given by
M active = M × µI(0), (27)
where µI(0) denotes the zero-th moment of the interference at an arbitrarily located PU-Rx from a random
SU, which is dependent on the SU activity protocol.
Proof: See Appendix A-D.
Remark 6: Theorem 4 is valid for any SU activity protocol with i.u.d. node distribution and i.i.d.
fading channels. For the protocols considered in this work, the value of µI(0) can be easily computed
from (18), (23) and (26), respectively.
Remark 7: Intuitively, there is tradeoff between the primary network performance (i.e., in terms of the
outage probability in the primary network) and the secondary network performance (i.e., in terms of the
average number of active SUs). For example, increasing rf in the guard zone protocol or decreasing
the activation threshold γ in threshold-based and cooperation-based protocols can reduce the outage
3We have confirmed this through extensive simulations, which are not included here due to space limitations.
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TABLE I
MAIN SYSTEM PARAMETER VALUES.
Parameter Symbol Value
Transmit powers PTS , PT0 , PT 1
SINR threshold β 0 dB
Signal-to-noise ratio ρ0 20 dB
Reference distance r0 5 m
Primary exclusion zone radius  1
Path-loss exponent α 2.5
Nakagami-m fading parameters m0 = mg = mh 3
probability. However, this would decrease the number of active secondary users, which means the licensed
spectrum is not efficiently reused. In this context, (15) and (27) provide an analytical means for evaluating
this tradeoff in the performance of both the primary and secondary networks. In the next section, we will
use the primary-secondary performance tradeoff as a systematic way to compare the performance of the
different SU activity protocols.
VI. NUMERICAL RESULTS
In this section, we present numerical results to investigate and compare the performance of the SU
activity protocols. In order to validate the numerical results, we also present simulation results which are
generated using MATLAB and are averaged over 1 million simulation runs. For the simulation results, we
use the following procedure to uniformly distribute the SUs inside an arbitrarily-shaped region [40]: (a)
Generate a bounding box which is generally the minimal rectangle that can entirely enclose the polygon
shape, (b) Randomly and uniformly generate a point in this bounding box, (c) Check whether this point is
inside the required polygon, (d) Repeat steps (b) and (c) until the required number of nodes are obtained.
Unless specified otherwise, the values of the main system parameters shown in Table I are used. All the
distance, side length and radius values are in meters (m).
A. Validation of Cooperation-based Protocol Analysis
First, we investigate the accuracy of the cooperation-based protocol analysis given in Section IV-C.
Fig. 2 plots the outage probability, Pout, versus the normalized radius of the cooperation range, rcW/100 ,
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Fig. 2. Outage probability, Pout, versus the normalized radius of the cooperation range, rcW/100 , for the cases that the PU-Rx is located at
the center and circumference, respectively, of a disk region with different radius and number of SU pair values (W,M) (i.e., (150 m, 225),
(100 m, 100) and (50 m, 25)).
when the PU-Rx is located at the center and circumference, respectively, of a disk region with different
radius and number of SU pair values (W,M) (i.e., (150 m, 225), (100 m, 100) and (50 m, 25)). The
analytical result is plotted using Theorem 3, i.e., by substituting (25) into (16) and (15). The figure shows
that the analytical results match closely with the simulation results when the cooperation range is relatively
small compared to the size of the cognitive network region. For the disk case with the considered (W,M)
pair values, the analytical result is accurate even when the radius of the cooperation region is as large
as 7% of the radius of the disk region. This is in line with the assumption used for the analysis in
Appendix A-C. We can also see from the figure that the outage probability decreases as rc increases. This
can be intuitively explained as follows. When the radius of the cooperation range rc increases, the number
of cooperating SUs increases and the opportunity of being active for each SU decreases. This reduces
the aggregate interference and improves the primary network’s outage performance. Also increasing the
number of SUs increases the slope of the curves.
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B. Moments of Aggregate Interference at the Primary Receiver
In this subsection, we investigate and compare the moments of the aggregate interference at the PU-Rx
for the different SU activity protocols. We also illustrate the versatility of the proposed framework in
being able to handle arbitrarily-shaped cognitive network regions.
We consider an arbitrarily-shaped cognitive network, as depicted in Fig. 1, with side lengths S1 =
S2 =
√
3D, S3 =
√
7− 3√2−√6D and S4 = D and interior angles θ1 = pi/2, θ2 = pi/4, θ3 =
pi− arcsin
(√
6−√2
2S3
D
)
and θ4 = pi4 + arcsin
(√
6−√2
2S3
D
)
. Without loss of generality, the origin is assumed
to be at vertex V1. The PU-Rx is located at coordinates (
√
3 cos 3pi
8
2 sin 11pi
24
D,
√
3 sin 3pi
8
2 sin 11pi
24
D), which corresponds to
the intersection point of the two diagonals of the L = 4 sided arbitrarily-shaped cognitive network. The
radius of the guard zone and the cooperation range are set to rf = 30 m and rc = 8 m, respectively. The
activation threshold for both the threshold-based and the cooperation-based protocols is set to γ = 10−4
(linear scale).
Applying the algorithm in [29], the distance distribution function fR(r) can be expressed as
fR(r) =
1
|A′|

2pir,  ≤ r < dS3 ;
2pir − 2r arccos
(
dS3
r
)
, dS3 ≤ r < dS4 ;
2pir − 2r arccos
(
dS3
r
)
− 2r arccos
(
dS4
r
)
, dS4 ≤ r < dV4 ;
9
4pir − θ3r − r arccos
(
dS3
r
)
− r arccos
(
dS4
r
)
, dV4 ≤ r < dS2 ;
9
4pir − θ3r − 2r arccos
(
dS2
r
)
− r arccos
(
dS3
r
)
− r arccos
(
dS4
r
)
, dS2 ≤ r < dV3 ;
5
4pir − r arccos
(
dS2
r
)
− r arccos
(
dS4
r
)
, dV3 ≤ r < dS1 ;
5
4pir − 2r arccos
(
dS1
r
)
− r arccos
(
dS2
r
)
− r arccos
(
dS4
r
)
, dS1 ≤ r < dV1 ;
3
4pir − r arccos
(
dS1
r
)
− r arccos
(
dS2
r
)
, dV1 ≤ r < dV2 ;
(28)
where dVi denotes the distance from PU-Rx to vertex Vi (i = 1, 2, 3, 4), dSi denotes the perpendicular
distance from PU-Rx to side Si and the area |A′| =
(
3
2
√
2
+ 1
2
(√
3−
√
3
2
))
D2−pi2. Using the geometry,
it can be easily shown that dV1 =
√
3
2 sin 11pi
24
D, dV2 =
√
3 sin 3pi
8
sin 11pi
24
D, dV3 =
√
6D
2 sin 3pi
8
− dV1 , dV4 = 2D − dV2 ,
dS1 =
√
3 sin 3pi
8
2 sin 11pi
24
D, dS2 =
sin 13pi
24√
3D
dV2dV3 , dS3 =
sin 11pi
24
S3
dV3dV4 , and dS4 =
√
3 cos 3pi
8
2 sin 11pi
24
D.
Substituting (28) in Corollaries 1−3, we can obtain the analytical n-th moment results. Table II shows
the 1st, 2nd and 3rd moment of the aggregate interference for the three SU activity protocols with D = 150
m. The simulation results are an excellent match with the analytical results, which confirms the accuracy
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TABLE II
VALIDATION OF THE 1ST, 2ND AND 3RD MOMENT OF THE THREE SU ACTIVITY PROTOCOLS.
SU activity 1st moment Percentage 2nd moment Percentage 3rd moment Percentage
protocol analytical simulation error (%) analytical simulation error (%) analytical simulation error (%)
Guard zone 2.82E-3 2.82E-3 0.003 8.20E-6 8.20E-6 0.006 2.45E-8 2.45E-8 0.007
Threshold-based 2.10E-3 2.10E-3 0.002 4.61E-6 4.61E-6 0.006 1.06E-8 1.05E-8 0.068
Cooperation-based 1.83E-3 1.83E-3 0.063 3.47E-6 3.48E-6 0.29 6.88E-9 6.95E-9 1
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Fig. 3. Number of SUs, M , versus the outage probability, Pout, for the scenario defined in Section VI-B with D = 150 m.
of the results in Corollaries 1−3. We can see from Table II that for the considered case, the proposed
cooperation-based protocol has the smallest values of the moments, i.e., it results in the smallest aggregate
interference. The next best is the threshold-based protocol, followed by the guard zone protocol.
C. Outage Probability at the Primary Receiver
In this subsection, we investigate and compare the outage probability at the PU-Rx for the different SU
activity protocols. Fig. 3 plots the number of SUs M versus the outage probability, Pout, for the different
SU activity protocols and the arbitrarily-shaped cognitive network region considered in Section VI-B with
D = 150 m. The analytical results are plotted by substituting (28) in Theorems 1−3 and then substituting
in (16) and (15). As illustrated in this figure, for the considered case, the cooperation-based performs
the best while the guard zone protocol performs the worst. For example, for M = 100 SUs inside the
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Fig. 4. Average number of active SUs, M active, versus the outage probability, Pout, when the PU-Rx is located at the intersection point of
two diagonals inside the arbitrarily-shaped finite region specified in Section VI-B with D = 150 m.
arbitrarily-shaped region, the cooperation-based protocol can achieve the best QoS of Pout = 5.33 ∗ 10−3
at the PU-Rx. However, the threshold-based protocol and guard zone protocol can only achieve Pout =
7.59 ∗ 10−3 and Pout = 1.54 ∗ 10−2, respectively.
It must be noted that such an analysis has two main issues. Firstly, for a given shape of the network
region and a given location of the PU-Rx, the outage at the PU-Rx strongly relies on the protocol system
parameters (i.e., the guard zone range rf for the guard zone protocol, activation threshold γ for both of the
threshold-based and cooperation-based protocols) and different values of the protocol system parameters
can lead to a different performance ordering of the SU activity protocols. Secondly, it focuses on the
performance in the primary network only. These aspects are addressed in the next Section VI-D.
D. Comparison of Secondary User Activity Protocols
In this section, we investigate and compare the SU activity protocols in terms of their effect on the
primary network (i.e., the outage probability) and the secondary network (i.e., the average number of
active SUs).
Fig. 4 plots the average number of active SUs, M active, versus the outage probability, Pout, when the
PU-Rx is located at the intersection point of the two diagonals inside the arbitrarily-shaped finite region
specified in Section VI-B with D = 150 m. The results are shown for different values of path-loss exponent
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α = 2, 3, 6 (Fig. 4(a)) and Nakagami-m fading m = 1, 3, 5 (Fig. 4(b)), respectively. The following approach
is adopted to work out these curves for the SU activity protocols:
1) For each outage probability value, using (15), (16) and Theorems 1−3, we can find the value of rf for
guard zone protocol and γ for threshold-based protocol and cooperation-based protocol, respectively;
2) We substitute the value rf and γ into (27) and Corollaries 1 − 3 to obtain the average number of
active SUs for each protocol.
Fig. 4 shows that for each protocol, the active number of SUs is higher if the fading is less severe
(i.e., m has higher value) or if the path-loss exponent has a higher value. For the same outage probability,
it is desirable to have a larger average number of active SUs. From Fig. 4, we can see that the guard
zone protocol supports the largest number of active SUs, followed by the cooperation-based protocol and
the threshold-based protocol. For example, in order to achieve a QoS of Pout = 0.01 at the PU-Rx with
m = 3 and α = 2.5, only 192 SUs are active on average under the threshold-based protocol. However,
the cooperation-based protocol and guard zone protocol can have 197 and 207 active SUs, respectively.
This ordering stays the same for the different values of m and α.
This ordering can be intuitively explained as follows. The guard zone protocol supports the largest
number of active SUs because it enables the SUs to determine their “average” impact on the PU-Rx
from long-term sensing signal monitoring. The outage probability is usually caused by the SUs that are
close to the PU-Rx. By forming a proper guard zone region around the PU-Rx, the interference from the
nearby SUs is avoided and on average more SUs are allowed to transmit. The threshold-based protocol
supports the smallest number of active SUs due to the effect of uncorrelated fading between sensing and
transmitting channels. For example, the fading on the sensing channel may be severe but the fading on the
SU transmitting channel may be weak. Thus, the SU may receive a weak signal on the sensing channel
and decide to transmit, which may generate severe interference for the PU-Rx. The cooperation-based
protocol helps to minimize the effect of uncorrelated fading channels by utilizing the local information
exchange among SUs. Therefore, the cooperation-based protocol allows a higher activation threshold
while still meeting the same outage value. This results in the larger number of active SUs, compared
to the threshold-based protocol. Although the guard zone protocol supports the largest number of active
SUs, the implementation of this protocol is only possible in scenarios that allow a long-term sensing
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signal monitoring before SUs can transmit. On the other hand, the threshold-based and cooperation-based
protocols only rely on the short-term signal monitoring. It must be noted that a more comprehensive
comparison requires a rigorous study of the tradeoff between performance and implementation complexity
in the scenario of interest, which is outside the scope of this paper.
VII. CONCLUSIONS
In this paper, we have proposed a framework to analyze the performance of arbitrarily-shaped underlay
cognitive networks with different SU activity protocols. The framework depends on the MGF of the
interference due to a random SU and allows closed-form computation of the outage probability in the
primary network as well as the average number of active SUs in the secondary network. We have also
applied cooperation in the context of the underlay cognitive network to come up with a cooperation-based
SU activity protocol, which includes the existing threshold-based protocol as a special case. We studied the
average number of active SUs for the different SU activity protocols, subject to a given outage probability
constraint at the PU and we used it as an analytical approach to compare the performance of different
SU activity protocols in the underlay cognitive networks. Our results showed that, in the short-term
sensing signal monitoring scenarios, the cooperation-based protocol improves the networks’ performance
compared to the threshold-based protocol. The proposed framework is especially relevant for emerging
ultra-dense small cell deployment scenarios, where network regions can be arbitrarily-shaped. Future work
can consider the generalization of cooperation-based protocol with multiple activation thresholds, which is
outside the scope of the present work. It can also analyse the throughput performance of the SUs subject
to a quality-of-service constraint.
APPENDIX A
PROOF OF THEOREMS AND COROLLARIES
In this appendix, we derive the moment generating function of the interference from a random SU and
the corresponding n-th moment for the SU activity protocols.
From (4), (5) and (6), we can see that whether a random SU generates interference or not is strongly
dependent on the SU’s random distance to the PU-Rx, R. The conditional probability mass function (PMF)
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of the interference from a SU is given by
Pr(I = I|R) =

Pactive|R, I = PTGR−α;
1− Pactive|R, I = 0;
(29)
where Pactive|R represents the conditional probability that a SU is active, which is conditioned on its random
distance R to the PU-Rx.
Using (29), we can express the MGF of the interference from a random SU (defined below (11)) as
MI(s) =EI {exp(−sI)}
=EG {ER {Pr(I = I|R) exp (−sI)}}
=EG
{
ER
{
Pactive|R exp
(−sPTGR−α}}}+ EG {ER {(1− Pactive|R) exp (−s× 0}}}
=EG,R
{
Pactive|R exp
(−sPTGR−α)}+ 1− ER {Pactive|R} . (30)
Substituting (30) into (13), the n-th moment of the interference from a random SU is
µI(n) =(−1)nEG,R
{
Pactive|R (−1)n P nTGnR−nα exp
(−sPTGR−α)} |s=0
=P nTEG {Gn}ER
{
Pactive|RR−nα
}
. (31)
We now define and use the value of the conditional probability Pactive|R for different SU activity protocol
to derive the main analytical results in the paper.
A. Proof of Theorem 1 and Corollary 1
Proof: For the guard zone protocol, (4) shows that the interference from a random SU is given by
PTGR
−α1(R>rf). Thus, the conditional probability that a SU is active can be expressed as
Pactive|R =

1, R > rf ;
0, R ≤ rf ;
(32)
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Substituting (32) into (30) and (31), the MGF and n-th moment of the interference from a random SU
for the guard zone protocol are respectively given by
MI(s) =
∫ ∞
0
(∫ rf

0× exp (−sPTgr−α) fR(r)dr + ∫ rmax
rf
1× exp (−sPTgr−α) fR(r)dr) fG(g)dg
+ 1−
(∫ rf

0× fR(r)dr +
∫ rmax
rf
1× fR(r)dr
)
=
∫ ∞
0
∫ rmax
rf
exp
(−sPTgr−α) fR(r)fG(g)drdg + FR(rf ), (33)
and
µI(n) =P
n
TEG {Gn}
(∫ rf

0×R−nαfR(r)dr +
∫ rmax
rf
1×R−nαfR(r)dr
)
=P nTEG {Gn}
∫ rmax
rf
R−nαfR(r)dr. (34)
Hence, we arrive at the results in Theorem 1 and Corollary 1.
B. Proof of Theorem 2 and Corollary 2
Proof: For the threshold-based protocol, (5) shows that the interference from a random SU is given
by PTGR−α1(PTSHR−α≤γ), i.e., the SU generates interference as long as H ≤
γRα
PTS
when the distance to
PU-Rx is given. Thus, the conditional probability that a SU is active can be written as
Pactive|R =
∫ γRα
PTS
0
fH(h)dh = FH
(
γRα
PTS
)
. (35)
Substituting (35) into (30) and (31), we can express the MGF and µI(n) of the interference from a
random SU as
MI(s) =
∫ ∞
0
∫ rmax

exp
(−sPTgr−α)FH (γrα
PTS
)
fR(r)fG(g)drdg + 1−
∫ ∞
0
FH
(
γrα
PTS
)
fR(r)dr, (36)
and
µI(n) = P
n
TEG {Gn}ER
{
FH
(
γRα
PTS
)
R−nα
}
. (37)
Hence, we arrive at the results in Theorem 2 and Corollary 2.
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C. Proof of Theorem 3 and Corollary 3
Proof: For the cooperation-based protocol, consider a typical SU node A, cooperating with node B,
as shown in Fig 1(c). Given the position of node A, let pnt represents the conditional probability that node
B leads to node A deciding not to transmit. This event occurs when node B falls into the cooperative
region DA(rc) around the typical user A and the received signal at node B is greater than the activation
threshold γ. Using this fact, we can express pnt as
pnt =
∫
DA(rc)×A′
∫ ∞
γrα
B
PTS
fHB (hB) dhBdxBdyB =
∫
DA(rc)×A′
(
1− FHB
(
γrαB
PTS
))
dxBdyB, (38)
where rB =
√
x2B + y
2
B is the distance from node B to the PU-Rx
4, (xB, yB) is the coordinate of node B,
fHB(hB) represents the fading power distribution on the user B’s sensing channel and
∫
DA(rc)×A′ denotes
the integration over the overlap region between A′ and DA(rc).
We can see from (38) that pnt is a function of the location of node A. Consequently, the integration
in (38) is very complicated to evaluate in closed-form. In order to simplify the analysis, we assume that:
• the cooperation range rc is small compared to the size of the cognitive network region;
• the SUs within the cooperation range experience the same path-loss;
• the effect from the boundary is neglected so that the overlap region is the same as the cooperative
region irrespective of location of node A.
Thus, we can approximate (38) as
pnt ≈
(
1− FHB
(
γRαA
PTS
))∫
DA(rc)
dxBdyB =
pir2c
|A′| −
pir2c
|A′|FHB
(
γRαA
PTS
)
, (39)
where RA is the distance from node A to the PU-Rx.
The complement of the probability pnt, denoted by 1 − pnt, is known as the probability that node B
causes node A to transmit. In addition to node A, there are a total number of M − 1 SUs which are
independently distributed inside the network region. Consequently, the conditional probability that M − 1
nodes can make node A to be active is (1− pnt)M−1, where pnt is given by (39).
In order for node A to transmit, both the received signal powers at the SUs inside DA(rc) and the
received signal power by node A on the sensing channel must be less than the activation threshold γ.
4The location of PU-Rx is assumed to be at the origin.
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Since nodes are identically distributed, we can drop the subscript A in RA and B in FHB(·). Thus, the
conditional probability of a random SU being active can be expressed as
Pactive|R ≈ (1− pnt)M−1
∫ γRα
PTS
0
fH(h)dh =
( |A′ − pir2c |
|A′| +
pir2c
|A′|FH
(
γrα
PTS
))M−1
FH
(
γrα
PTS
)
. (40)
Then the MGF and n-th for the interference from a random SU can be obtained by substituting (40)
into (30) and (31) respectively, which can be expressed as
MI(s) ≈
∫ ∞
0
∫ rmax

exp
(−sPTgr−α)FH (γrα
PTS
)( |A′ − pir2c |
|A′| +
pir2c
|A′|FH
(
γrα
PTS
))M−1
fR(r)fG(g)drdg
+ 1−
∫ rmax

FH
(
γrα
PTS
)( |A′ − pir2c |
|A′| +
pir2c
|A′|FH
(
γrα
PTS
))M−1
fR(r)dr, (41)
and
µI(n) ≈ P nTEG {Gn}ER
{
FH
(
γRα
PTS
)( |A′ − pir2c |
|A′| +
pir2c
|A′|FH
(
γRα
PTS
))M−1
R−nα
}
. (42)
Hence, we arrive at the results in Theorem 3 and Corollary 3.
D. Proof of Theorem 4
Proof: From definition, M active is the mean value of the number of active SUs, after averaging over
all possible networking realizations. Let Pactive denote the (unconditional) probability of a SU being active.
Mathematically, the average number of active SUs can be written as
M active = M × Pactive = M × ER{Pactive|R}. (43)
In order to further simplify (43), we can exploit the fact that P 0T = 1, EG{G0} = 1 and R0 = 1. Thus,
we can rewrite (43) as
M active =M × 1× 1× ER{Pactive|R × 1}
=M × P 0TEG{G0}ER{Pactive|R ×R0}︸ ︷︷ ︸
µI(0)
. (44)
Comparing the latter term in (44) with (31), we can see that it is in fact the zero-th moment of the
interference from a random SU. Thus, we arrive at the result in (27).
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