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Abstract. The  IP  packet  capture  activity  has  always
assumed  great  importance  in  the  computer  networks
security. It's daily used in fact to monitor and analyze the IP
traffic  passing  through  a  computer  networks  with  the
purpose  to  identify  anomalous  behaviors  that  could  be
associated with security problems. The new infrastructures
for high throughput networks, also used in small or medium
sized local networks, have made this activity more and more
difficult  showing some limits of the most recent multi-core
capture systems used today. This paper has the purpose to
describe the main technologies used in a generic capture
system, to identify its possible limits, to diagnose its causes
and to discover the possible solutions that must be adopted.
 
Keywords: security, networks, multi-core, packet capture, high throughput.
 
 
Congresso Nazionale AICA 2013
