In this paper we had used modified Ad-hoc On Demand routing protocol(AODV) 
INTRODUCTION
Mobile Ad hoc Network is collection of wireless nodes connected together through a wireless link. It is mulit-hop wireless network having nodes free to move anywhere and able to organize themselves randomly. They are independent of any pre existing infrastructure and there is no central administration in MANETS. Nodes being mobile can leave and enter the network anytime, so the topology in MANET is highly dynamic because of frequent movement of nodes. Every node in MANET acts a host as well as a router to forward the data packets to other nodes. These traits formulate the MANET as self organised and self controlled network. With the advent of technology now days we have lots of wireless portable devices such as laptops, i-phones, PDAs etc are available with us that inclined the demand for anytime connectivity forming a temporary network. The mobile nodes in MANET have limited transmission range, so the total area of coverage is often limited.
The communication between the mobile stations is only within the ad hoc boundary. Due to lack of connectivity to the others network, the users in the MANET work as an isolated group. With the growth of internet which is widely used in almost every application of our daily life made the necessity of connectivity of MANET with internet to facilitate the users to the access to the global services. This will widen the total coverage area. There has been much research done on integration of MANET with Internet during last decade. Mobile IP concept was used to provide the connectivity of MANET with Internet but with time the interest in Mobile IP was declined and lead to approach not based on Mobile IP. So the focus was on internet gateway along with the supporting ad hoc routing protocols. Internet gateways act as a bridge between MANET and Internet and the main task involved is this is discovery of gateway by MANET for the transfer of data to wired network particularly internet. To accomplish this task gateways that understand not only the IP suite but also the MANET protocols stack [1] are required. In figure 1 the connectivity of MANET with wired network is shown. Gateway used will operate as a bridge between wired and wireless network. All the data exchange between two networks must go by through any of the gateways. With this the restriction of MANET of limited coverage area can be overcome and the total coverage area and the application domain can be widened. 
MANET ROUTING PROTOCOLS
Protocols are categorised into three basic types reactive, proactive and hybrid protocols
PROACTIVE ROUTING PROTOCOLS
Proactive routing protocols are also known as table driven protocols. Routing information of the nodes is maintained in the tables. Each node in the proactive routing protocol has such tables Internet MANET containing routing information so that the data packets could be transferred to the destination. Each row in the tables contains the information about the cost of the route to be followed and the next hop for reaching a node or a subnet. As each node has table entries, it is difficult to maintain tables for each node in a large network which can cause more overhead in the tables with a large number of table entries. That is why the proactive protocols are not recommended for the large networks. Examples of such schemes are the conventional routing schemes, Destination Sequenced Distance Vector (DSDV) [2] .
REACTIVE ROUTING PROTOCOLS
In reactive routing protocols the routes are created as and when required. They are also known as on-demand routing protocols. In these protocols, whenever a source node wants to send the information to a destination, the route discovery mechanisms are invoked to find the path to the required destination. The routes are created on demand by flooding the network with Route Request packets. Example of reactive routing protocol is ad hoc on-demand distance vector routing (AODV) [3] .
HYBRID ROUTING PROTOCOLS
A hybrid protocol combines the features of both the proactive and reactive routing protocols. An illustration of such a protocol is the Zone Routing Protocol (ZRP). In ZRP, topology is divided into zones and look for to utilize different routing protocols within and between the zones based on the weaknesses and strengths of these protocols.
WORKING PRINCIPLE OF AD HOC ON DEMAND DISTANCE VECTOR (AODV)
AODV is on demand reactive routing protocol in which routes are created as and when required. In this protocol, the route discovery mechanisms are invoked when a source node desires to send the data to a destination, to locate the path to the required destination. The routes are produced on demand by flooding the network with Route Request packets. It employs traditional routing table. It has only one entry per destination in the routing table and sequence number is used to verify the freshness of routing information and to prevent looping. The maintenance of time-based [3] states is an important feature of AODV which means that a routing entry which is not recently used is expired. Whenever there is link failure the neighbours are notified. To find the route source create a request message and broadcast it. This broadcast message propagates [2] through the network until it reaches an intermediate node that has recent route information about the destination or until it reaches the destination Its working is based on four control messages as follows:
It performs two main functions:
ROUTE DISCOVERY
In MANET the mobile gateway controls Route Discovery by maintaining a MANET Node List (MNL). That further checks if the destination node is located within the local network or not. With this the delay in route discovery will decrease. For an unidentified destination the MANET node will broadcast RREQ. After receiving RREQ Mobile gateway updates MANET node list with the source IP, after that it verify the destination in the MANET node list. The source node receives the reply from destination node in MANET or from intermediate node and no reply if the destination node is unreachable [4] .
ROUTE MAINTENANCE
RERR packet is used for maintenance of routes. Whenever an active link fails the neighbourhood nodes are notified by route error message (RERR) on that contains the IP address of each destination that has become unreachable [1]
DESTINATION-SEQUENCED DISTANCE VECTOR (DSDV)
The Destination-Sequenced Distance Vector [8] is proactive table driven routing protocol which is based on based on Bellman-Ford routing algorithm. Each node in the network maintains routing table which contains all available destinations with associated next hop towards destination, metric and destination sequence number. Sequence number presents improvement of DSDV routing protocol compared to distance vector routing, and it is used to distinguish stale routes from fresh ones and avoid formation of route loops. [10] .
The routing information is distributed between the nodes by transmitting full table infrequently and minor incremental updates more often. Regular updating of routing tables is necessary in DSDV, so it is much appropriate for small network as when the network is idle it consumes battery power and little bandwidth.
GATEWAY DISCOVERY IN MANETS
Gateway Discovery is necessary for the mobile nodes in MANET to connect with Internet Gateway. Gateway discovery is of three types based on the registration process initiation.
PROACTIVE METHOD
In proactive approach the gateway itself initiates the gateway discovery process by broadcasting gateway advertisement message (GWADV). The nodes inside the range of the gateway accept the advertisement and generate a new route entry or renew the existing route entry in their routing table for the gateway.
REACTIVE METHOD
In reactive approach the mobile node starts looking for a gateway by broadcasting RREQ message to the IP address of group of gateways using ALL_MANET_GW_MULTICAST address. [IETF MANET,2010} . this message is received and replied only by the gateways. The intermediate nodes need not to reply to this message on receiving such message they just rebroadcast them. On receiving RREQ message gateways reply unicastly the source node. [1] 
HYBRID METHOD
This approach is combination of both proactive and reactive approach. The gateway send GWADV messages to the nodes inside the transmission range and the nodes away from the gateway range reactively discovers the gateway by broadcasting the RREQ message. 
INTERNET CONNECTIVITY

SIMULATION
To evaluate the performance of two MANET routing protocols AODV+ and DSDV simulation is carried out in wired-cum-wireless scenario in NS2.33 with Linux platform.
SIMULATION SCENARIO
We had used rectangular area of 600m X 500m for simulation. We preferred rectangular area over square area to enable make sure longer routes are used among nodes. The simulation was carried using 10 mobile nodes, 2 wired nodes or hosts, 1 gateway, 1 source and was run for 60 seconds. The source starts sending data and chooses one of the hosts as destination randomly. And we had evaluated it by varying the node speed. The figure 3 shows the screenshot of simulation scenario in which green nodes marked with rings are the mobile nodes and red node is a gateway where as two blue nodes are host. In our integrated scenario we are using hierarchical routing to provide packet routing between two networks. In our simulation the mobile nodes moves randomly as we had chosen "random waypoint "model. We created movement pattern using setdest command by varying the node speed to five different values ranging from 0 to25 m/s. Various simulation parameters are shown in table 1. 
PERFORMANCE METRICS
For comparison we have chosen three performance metrics: The Packet Delivery Ratio: It is defined as the ratio of number of packets received to the total number of packet generated.
The Average end-to-end delay: It's defined as time taken by a packet to reach from source to destination that is the time the packet is received minus the time it was generated at source. The Average Throughput: It is defined as average number of packets successfully delivered per unit time i.e the average number of bits delivered per second. 
Parameter
RESULT AND DISCUSSION
In this section the performance of AODV+ has been compared with that of DSDV based on three performance metrics: Packet delivery ratio, average end-to-end delay and average throughput by varying the speed of nodes.
PACKET DELIVERY RATIO VS SPEED
It is observed that the packet delivery ratio of both the protocols decreases as the speed of nodes increases as shown in the figure 3. This is mainly because with the increase in the mobility of the nodes, more link failures occurred which leads to the increase in packet drop rate. AODV+ performs better than DSDV because of efficient gateway discovery in AODV+ but in case of DSDV gateway discovery becomes complex with the increase in the mobility of nodes. 
AVERAGE THROUGHPUT VS SPEED
From the graph shown in figure 4 , it is analyzed that the average throughput of both the protocols decreases as mobility of nodes increases. The performance of AODV + is better than DSDV because as the next hop is found in AODV + it immediately transfer the bits to the destination while in case of DSDV, more time is spent in updating the routes in the routing table. 
AVERAGE END-TO -END DELAY VS SPEED
It is clear from the graph shown in figure 5 that the Average end-to end delay increases in both AODV+ and DSDV gradually as the speed increases. This happens because the route determination becomes a challenging task as the mobility increases. It becomes difficult for the nodes to find out the next hop address and which leads to delay in delivering a packet at destination. Here DSDV performs better than AODV+ because AODV+ being a reactive routing protocol creates routes on demand which leads to delay as compared to the table driven proactive routing protocol DSDV which has an updated routing table. 
CONCLUSION
In this paper we had considered the connectivity of Internet with MANET using stationary gateway. We compared two key protocols AODV+ a reactive and DSDV a proactive routing protocol in wired-cum-wireless scenario in other words we can say in integrated MANET Internet network by varying the node speed. The AODV + showed better performance in different mobility scenario as compared to DSDV in terms of packet delivery ratio and average throughput. Average end-to-end delay is more delay in AODV+. But overall AODV + outperformed in maintaining the connection. The proactive routing protocol DSDV performance is quite good but is not appropriate in large network.
