











































reveals	a	close	degree	of	similarity	between	the	ways	in	which	they	coached	the	arguments,	as	table	1	shows.(I	have	merely	listed	the	first	50	words	used	by	both	in	order	of	frequency).			 	 Snowden		 Ledgett	1	2	3	4	5	6	7	8	9	10	11	12	13	14	15	16	17	18	19	20	21	22	23	24	25	26	27	28	29	30	31	32	33	34	35	36	37	38	39	40	41	42	43	44	
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Table	1:		Comparison	of	lexical	frequency	in	the	Ledgett	and	Snowden	TED	talks.		This,	however,	should	come	as	no	surprise;	CL	will	inevitably	reveal	that	in	normal	speech,	the	most	frequently	used	words	will	tend	overwhelmingly	to	be	articles	(“the”,”a”.	..),	determiners	(“the”,	“this”,	“those”…)	and	verbs(e.g.	forms	of	the	copular	such	as	“is”	and	“are”	and	common	verbs	such	as	“can”	and	“have”).	A	comparison	of	these	texts	with	a	list	of	lexical	frequency	derived	from	COCA	(the	Corpus	of	Contemporary	American	English,	available	for	consultation	at	http://corpus.byu.edu/coca/)	shows	just	“typical”	both	speakers’	language	use	is.	(see	Table	2	below).		 	 Snowden		 Ledgett	 COCA	1	2	3	4	5	6	7	8	9	10	11	12	13	14	15	16	17	18	19	20	21	22	23	24	25	26	27	28	29	
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1	 So	what	if	somebody	who	works	in	the		 	 NSA	 --	and	there	are	over	35,000	people	who	do.		2	 Mr.	Snowden,	he	had	the	option	of	the		 		 NSA	 inspector	general,	the	Navy	inspector	general,	3	 that	he's	disclosed,	the	capabilities,	and	the		 	 NSA	 is	a	capabilities-based	organization,	so	when		4	 space.	But	I	will	tell	you	this.	So		 		 NSA	 has	two	missions.	One	is	the	Signals	Intellige	 	5	 our	processes,	our	oversight,	who	we	are.	We,		 NSA	 ,have	not	done	a	good	job	of	that,		6	 in	terms	of	numbers	of	terrorist	attacks	that		 		 NSA	 programs	contributed	to	stopping	was	54,	25	of	7	 beating	the	heck	out	of	us	over	the				 NSA	 programs,	by	the	way.	So	that's	not		8	 goes	on	in	the	executive	branch	and	within		 NSA	 itself	and	the	intelligence	community	about	wh	9	 judges	16	different	times,	and	so	this	is	not		 	 NSA	 running	off	and	doing	its	own	thing.	This		10	 every	two	years,	and	I	think	that	the		 	 NSA	 provided	all	the	relevant	information	to	our	o	11	 And	the	other	one	is	that	the		 	 NSA	 has	both	of	those	missions,	and	we	are		 	12	 out	of	my	lane.	That's	not	an		 		 NSA	 thing.	That	would	be	a	Department	of	Justice		13	 conversation,	and	it	impacts,	it's	not	just		 	 	 NSA	 ,	it's	not	just	the	government,	it's			
Table	4:	collocates	of	“NSA”	(Ledgett)		Table	5	below	shows	the	clear	difference	between	Ledgett’s	perception	of	the	NSA	and	Snowden’s.	As	the	collocations	show,	Snowden	presents	the	organization	as	illicitly	working	with	private	companies	to	monitor	online	communication	(1,	3),	when	not	actually	illegally	intercepting	traffic	(5,	7),	setting	in	place	mechanisms	to	extend	the	(illegal)	surveillance	of	American	citizens	(9-13,	15,	18-20),	and	so	on.	Similar	analyses	could	(and	in	due	course	must)	be	carried	out	on	other	keywords	such	as	“metadata”	and	“privacy”;	it	is	only	through	this	close,	data-driven	examination	of	the	discourse	that	we	can	really	hope	to	understand	how	the	debates	around	cybersecurity	(and/or	civil	liberties,	or	trust	in	monitoring	of	online	behaviour)	are	developing.		1	 America	to	do	its	dirty	work	for	the		 NSA	 .	And	even	though	some	of	these	companies	did		2	 and	open	Internet	should	be.	Right.	So	the			 	 NSA	 ‘s	own	slides	refer	to	it	as	direct		3	 direct	access.	What	that	means	to	an	actual		 	 	 NSA	 analyst,	someone	like	me	who	was	working	as		4	 representatives	sitting	in	a	smoky	room	with	the		 NSA	 palling	around	and	making	back-room	deals	abou	5	 reported	as	the	PRISM	story	that	said	the	 NSA	 broke	in	to	the	data	center	communications	bet	
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6	 a	compelled	but	hopefully	lawful	manner	with	the		 NSA	 ,	the	NSA	isn't	satisfied	with	that	7	 but	hopefully	lawful	manner	with	the	NSA,	the		 NSA	 isn't	satisfied	with	that,	and	because	of		8	 at	a	copy	of	"1984"	on	Amazon.com,	the		 		 	 NSA	 can	see	a	record	of	that,	the	Russian	9	 ,	I've	got	to	give	credit	to	the		 	 NSA	 for	using	appropriate	names	on	this.	This	is	10	 on	this.	This	is	one	of	my	favorite		 	 NSA	 cryptonyms.	Boundless	Informant	is	a	program	t	11	 tonyms.	Boundless	Informant	is	a	program	that	the		 	 NSA	 hid	from	Congress.	The	NSA	was	previously	aske	12	 program	that	the	NSA	hid	from	Congress.	The		 	 NSA	 was	previously	asked	by	Congress,	was	there	an	 	13	 already	exists.	It's	already	in	place.	The		 	 NSA	 has	its	own	internal	data	format	that	tracks	14	 for	someone	like	me	who	came	from	the		 NSA	 and	who's	seen	the	actual	internal	documents,	15	 ,	that	there	had	been	no	violations	of	the		 NSA	 NSA's	rules,	when	we	knew	this	story	was		 	 	16	 interesting	about	this,	about	the	fact	that	the		 NSA	 has	violated	their	own	rules,	their	own	laws	17	 And	she	then	requested	a	copy	from	the		 	 NSA	 NSA	and	received	it,	but	had	never	seen	this	18	 again	where	we've	got	to	thank	the		 	 NSA	 for	their	candor,	this	is	a	program	named		19	 nfrastructure.	They're	programs	through	which	the		 	 NSA	 intentionally	misleads	corporate	partners.	The	20	 're	building	in	backdoors	that	not	only	the		 NSA	 can	exploit,	but	anyone	else	who	has	time		21	 seen	in	the	post-9/11	era,	is	that	the		 	 NSA	 has	traditionally	worn	two	hats.	They've	been		22	 wise.	The	Bullrun	and	Edgehill-type	programs,	the	 NSA	 asked	for	these	authorities	back	in	the	1990s.	 	23	 you.	It's	a	little	bit	of	a	 NSA	 problem.				When	we	think	about	in	terms	of		 		
Table	5:	collocates	of	“NSA”	(Snowden)		This	section	of	my	paper	has	sought	to	show	that	CDA	and	CL	can	and	should	be	used	to	develop	as	full	and	accurate	a	picture	as	possible	of	a	text	under	examination;	this	is	of	course	a	transferrable	model,	which	can	in	theory	be	applied	to	any	area	of	discourse.	My	concern	in	applying	this	mode	of	study	to	these	texts,	in	this	intellectual	environment,	is	to	make	a	very	straightforward	point,	alluded	to	earlier.	Cybersecurity	marks	a	point	of	intersection	between	the	absolutes	and	clearly-defined	variables	of	the	scientific	realm	and	the	fuzzier,	irritatingly	inconsistent	domain	of	human	thoughts	and	belief.	As	study	of	the	Snowden	affair	all-too	ably	demonstrates,	trust	is	not	a	given,	and	
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public	opinion	can	be	swayed;	to	date,	we	see	little	real	sign	that	the	debate	sparked	by	Snowden’s	disclosures	is	about	to	conclude.	It	may,	in	fact,	only	just	be	beginning.		
3.	Beyond:	Edward	Snowden	–	Words,	Pictures	and	Image	warfare		 [we	shouldn’t]	allow	the	adversary	to	have	a	monopoly	of	pictures.	It’s	like	science	versus	religion.	What	do	we	believe	–	the	pictures	or	the	words?	(Jamie	Shea,	in	Mackay,	Tatham,	and	Rowland	(2011):	32)		For	the	modest	sum	of	$99,	you	can	now	purchase	an	action	figure	of	Edward	Snowden	from	www.thatsmyface.com,	with	a	range	of	outfits	and	accessories.	All	profits	go	to	the	Freedom	of	the	Press	Foundation	(https://freedom.press/).			
		
Figure	1:	Snowden	as	action	figure.	Source	URL:	http://www.thatsmyface.com/images/700x819xedward_snowden_figure_collage_ThatsMyFace_v4_sm.jpg.pagespeed.ic.IN9DDdeUTO.jpg		If	that	is	beyond	your	reach	you	can	imitate	the	artist	Ai	Weiwei,	and	recreate	him	in	Lego.		 	
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Figure	2:	Ai	Weiwiei’s	Lego	portrait	of	Snowden.	Source	URL:		https://naomijwilliams.files.wordpress.com/2015/01/imag0545.jpg		Or	construct	his	escape	into	exile	yourself:		
		
Figure	3:	Snowden	as	Lego	minifig.	Source	URL:		http://i.imgur.com/DNWQJTn.jpg		Or	simply	download	and	print	off	any	number	of	posters	or	images	which	mark	the	degree	to	which	he	has	become	an	icon	of	popular	culture:		
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Figure	4:	Snowden,	after	Fairey	(1).	Source	URL:		http://i.imgur.com/DNWQJTn.jpg	http://www.occupy.com/sites/default/files/edward-snowden-hero_v2.png		
		
Figure	5:	Snowden,	after	Fairey	(2).	Source	URL:	https://lawrentianslc.files.wordpress.com/2014/04/eddie-truth.jpg		(note	that	these	last	two	are	appropriations	of	the	style	and	format	of	Matthew	Fairey’s	pro-Obama	“HOPE”	poster)		
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Figure	6:	Snowden,	as	internet	meme.	Source	URL:	http://www.siliconrepublic.com/fs/img/tumblr_mo5urrJBOG1qz80pso1_500.jpg			
		
Figure	7:	Snowden	as	political	weapon.	Source	URL:	http://beforeitsnews.com/contributor/upload/5385/images/998396_252691128189263_625994824_n.jpg		
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Figure	8:	Snowden	meets	Twilight.	Source	URL:	https://img0.etsystatic.com/020/0/5414377/il_340x270.489606310_596f.jpg		(this	last	image	is	a	particularly	pleasing	conflation	of	internet	memes)		The	point	of	displaying	these	images	is	threefold;	firstly,	they	demonstrate	that	imagery	has	a	powerful	role	to	play	in	exerting	influence,	and	the	tools	to	construct	what	Roger	(2013)	terms	“image	munitions”	and	“counter-munitions”	are	freely	available.	Secondly,	and	crucially,	they	help	to	reinforce	the	concept	that	this	is	not	a	paper	about	Edward	Snowden,	but	“Edward	Snowden”,	a	symbol,	a	signifier	(in	Saussurean/Barthesian	terms),	or	the	incarnation	of	an	idea,	although	what	that	idea	may	be	depends	on	the	person	or	persons	making	use	of	this	image.	Finally,	they	act	as	a	bridge	between	the	verbal	texts	examined	in	the	previous	section	and	the	subject	under	consideration:	Edward	Snowden,	the	comic-book	hero.		2014	saw	the	publication	of	Beyond:	Edward	Snowden,	a	comic-book	retelling	of	the	events	in	the	affair,	which	presents	Snowden	as	a	fundamentally	enigmatic	figure,	who	becomes	embroiled	in	a	dark	world	of	state	surveillance	and	competing	political	interests.	Written	by	Valerie	d’Orazio	and	illustrated	by	Dan	Lauer,	the	text	is	narrated	by	an	imaginary	author,	“Virgil	T.	Hall”,	who	guides	us	through	the	labyrinthine	complexities	of	the	story;	the	name	“Virgil”	seems	to	be	a	clear	reference	to	Dante’s	
Inferno,	where	the	poet	is	led	through	Hell	by	the	Roman	poet.	D’Orazio	has	stated	directly	that	she	wanted	to	present	the	story	as	a	conspiracy	narrative,	something	which	has	clear	implications	for	issues	of	government,	cybersecurity,	and	trust:		 	One	of	my	big	influences	for	“Beyond”	was	the	old	“Big	Book	Of”	series	from	Paradox	Press/Vertigo	Comics.	Remember	those?	I	must	have	read	“The	Big	Book	Of	Conspiracies”	until	the	spine	collapsed.	Well,	I	love	speculating	about	current	events,	I	love	conspiracy	lore,	I	love	the	weird	and	unexplained—and	that’s	what	“Beyond”	is	all	about.	(D’Orazio	(2014))		Rather	than	presenting	a	detailed	analysis	of	the	way	in	which	Beyond:	Edward	Snowden	functions	as	an	example	of	the	multimodal	form	of	the	comic	strip,	what	I	want	to	
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emphasize	here	is	a	more	general	consideration	of	what	it	“means”	for	his	story	to	be	framed	within	this	specific	cultural	artefact.	There	is	nothing	inherently	“childish”	about	the	comic	strip	(such	a	belief	shows	a	confusion	of	form	and	content),	as	texts	such	as	Speigeman’s	Maus	or	Bechdel’s	Fun	Home	show.	However,	there	can	be	no	doubt	that,	in	Western	culture	at	least,	the	comic	strip	is	primarily	a	form	which	presents	tales	of	heroic,	godlike	individuals,	fundamentally	ethical	and	moral	narratives	which	dramatize	quintessential	values.	One	of	the	best	contemporary	comics	writers,	Grant	Morrison,	sums	this	up	perfectly:		 We	live	in	the	stories	we	tell	ourselves.	In	a	secular,	scientific	rational	culture	lacking	in	any	convincing	spiritual	leadership,	superhero	stories	speak	loudly	and	boldly	to	our	greatest	fears,	deepest	longings	and	highest	aspirations	[…]	the	best	superhero	stories	deal	directly	with	mythic	elements	of	human	experience	that	we	can	all	relate	to,	in	ways	that	are	imaginative,	profound,	funny,	and	provocative.	(Morrison	(2011):	xvii)		Now,	Beyond:	Edward	Snowden	is	not	a	mainstream	superhero	comic,	but	it	clearly	operates	within	a	cultural	climate	which	predisposes	us	to	see	the	protagonist	of	a	comic	as	a	“hero”;	add	to	this	the	way	in	which	the	work	deliberately	refers	to	works	of	popular	culture	which	present	the	individual	as	the	unwitting	victim	of	government	control	and	technology-led	repression	(The	X-Files,	The	Matrix,	V	For	Vendetta	are	all	referenced	verbally	and/or	visually	in	the	text),	and	we	can	see	a	definite	process	of	framing	at	work.	Snowden’s	actions	were	morally	motivated,	technologically	performed,	and	cause	a	political	problem;	what	we	see	here,	as	throughout	this	paper,	is	that	they	have	attained	a	cultural	significance,	which	has	repercussions	far	beyond	their	initial	significance.	Snowden,	in	short,	has	become	an	image	or	an	icon,	and	if	we	are	to	successfully	counter	the	prevailing	belief	that	“cybersecurity	=	oppression”,	we	desperately	need	to	develop	our	own	narrative	and	image-based	“counter-munitions”.		
4.	Conclusion		What	I	have	sought	to	do	here	is	to	apply	a	range	of	analytical	approaches	and	tools	to	show	that	the	Snowden	affair	has	a	cultural	impact	which	can	be	evaluated	through	a	study	of	the	ways	in	which	image	and	text	transmit	much	more	than	simply	factual	data;	this	has	immense	implications	for	those	who	wish	to	influence	the	current	conversation	about	cybersecurity.	We	live	in	a	world	where	popular	media	(from	Spooks	to	Person	of	
Interest)	present	visions	of	technology	as	a	tool	of	control,	and	where	the	means	of	instantaneous	dissemination	of	messages	on	a	global	scale	(and	software	which	allows	the	production	of	professional	quality	texts,	images	and	AV	material)	are	freely	available,	and	used,	often	by	groups	and	individuals	whose	beliefs	may	be	radically	opposed	to	our	own.	My	contention	is	that	if	we	wish	to	promote	trust	in	our	activities,	we	must	learn	from	the	communicative	approaches	employed	by	those	with	whom	we	most	disagree.	From	Anonymous	to	ISIS,	from	Adbusters	to	Occupy	(I	imply	no	moral	equivalence	between	these	groups),	we	can	see	the	highly	skilled	employment	of	effective	techniques	of	influence/persuasion/propaganda	(delete	as	applicable)	designed	to	operate	in	the	Information	Age.	If	we	are	to	succeed	in	engendering	trust,	we	undoubtedly	need	a	message	which	deserves	to	be	promoted,	but	it	must	be	presented	in	a	way	which	makes	sense	to	our	audience(s).	We	need	to	be	studying	texts	like	Boyd	and	Mitchell’s	Beautiful	Trouble	(2012)	and	Reinsborough	and	Canning’s	Re-
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Imagining	Change,	both	of	which	are	perfect	guides	to	the	techniques	used	by	popular	protest	movements.	We	must	examine	the	media	artefacts	produced	by	those	who	are	hostile	to	us,	not	simply	to	understand	them,	but	to	understand	how	they	promote	their	causes.	We	have	much	to	learn	from	them.	Recent	press	coverage	(Sengupta	(2015),	MacAskill	(2015],	and	Brown	(2015))	suggests	that	such	work	is	beginning	in	the	military	domain;	it	needs	to	occur	in	ours.		All	too	often,	cybersecurity	is	about	policy	and	practice;	if	we	are	ensure	that	what	we	do	is	trusted,	we	must	also	engage	with	people,	and	presentation.							
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