Abstract-Fire codes are cyclic codes generated by the product of two polynomials: a binomial that characterizes the code's guaranteed burst-correcting capability and an irreducible polynomial that characterizes the code length. However, the true burst-correcting capability of a Fire code may exceed its guaranteed burst-correcting capability, which can be thought of as the designed burst-correcting capability of the Fire code. The true burst-correcting capability of a Fire code depends on the irreducible polynomial used in code construction. In this paper, the maximum true burst-correcting capabilities of Fire codes are considered. Fire codes are classified based on three parameters: their designed burst-correcting capabilities, the least common multiple of the periods of the binomials, and the irreducible polynomials used in their constructions, and the ratios of the periods of primitive polynomials of the same degrees as the irreducible polynomials to the periods of the irreducible polynomials. It is shown that the maximum true burst-correcting capability of each class, which pertains to an infinite number of codes, can be determined by checking whether or not a finite number of incongruences have a solution. It is also shown that in each class, there is an infinite number of Fire codes, with increasing code lengths, that attain this maximum. The maximum true burst-correcting capabilities of several classes of Fire codes are determined. It is also shown that there are infinite sequences of irreducible polynomials that generate cyclic codes of rates approaching one and with burst-correcting capabilities that exceed any given number.
I. INTRODUCTION
I N MANY applications, errors tend to be localized in nature. For example, in fading channels, noise is localized in time, while, in storage channels, physical defects are localized in space. The notion of "bursts" is developed to model these errors and burst-correcting codes were introduced to mitigate their effects.
A nonzero binary vector is a burst of length b if all its 1's are confined to b, but no less than b, cyclically consecutive components. For example, (001011000) and (100000101) are both bursts of length 4. Notice that we allow for cyclic bursts as in the second vector. A code, C, is b-burst-correcting code if it has no two distinct codewords that differ from each other by a vector which is a burst or the sum of two bursts of length b or less. If C is a b-burst-correcting code, then it can be used to recover from the received vector any codeword transmitted over a channel causing at most a single burst of length b or less. This is because the channel cannot output the same received vector by causing at most a single burst of length b or less to any other codeword. In the case C is linear, which is the case considered in this paper, then C is a b-burst-correcting code if it has no nonzero codeword which is a burst or the sum of two bursts of length b or less. The burstcorrecting capability of the code is the largest value of b for which this is true. The most important class of burst-correcting codes is the class of Fire codes developed by Philip Fire in 1959 [10] . It is a standard topic in classical textbooks on coding theory and techniques such as [4] , [14] , [18] , and [19] .
A Fire code is a cyclic code generated by a polynomial g(x) = (x 2b * −1 + 1)g 0 (x) over F 2 , 1 where g 0 (x) is an irreducible polynomial, different from x, of degree deg(g 0 (x)) = m ≥ b * ≥ 1 and period per(g 0 (x)) = n 0 , which does not divide x 2b * −1 + 1. Here we use deg to denote the degree of a polynomial with constant term equal to 1 and per to denote its period, i.e., the least positive integer for which x per(g 0 (x)) + 1 is divisible by g 0 (x). Clearly, g 0 (x) does not divide x 2b * −1 +1 if and only if n 0 does not divide 2b * − 1. The length, n, of the Fire code is the least positive integer for which g(x) divides x n + 1, i.e., the least common multiple of 2b * − 1, which is the period of x 2b * −1 + 1, and the period, n 0 , of the irreducible polynomial g 0 (x). If g 0 (x) is primitive, i.e., n 0 = 2 m − 1, then the Fire code is said to be primitive. It is well-known, as shown in the previously cited textbooks, that the Fire code generated by (x 2b * −1 + 1)g 0 (x) is a b * -burst-correcting code. We call b * the designed burst-correcting capability of the Fire code.
Although Fire codes appear in most classical textbooks and there is a good number of papers on efficient implementation of decoders for Fire codes, there is only a surprisingly small number of research papers on the structure and capabilities of Fire codes to correct bursts. Chien [6] presented a generalization of Fire codes where he replaced the irreducible polynomial g 0 (x) by a product of irreducible polynomials. In [21] , van Tilborg developed a proof based on a decoding algorithm that Fire codes can correct bursts up to their designed burst-correcting capability. Wagner in [22] compiled 1 Only binary codes are considered in this paper.
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tables of best Fire codes, in terms of their designed burstcorrecting capabilities, of length up to 1200. In any case, it seems that researchers came to the conclusion that Fire codes are dull as everything worth knowing about them is already known. Research on Fire codes came to a complete stop by the turn of the 21 st century if not earlier. This paper shows that this should not be the case as there are interesting problems related to Fire codes that were never hitherto considered. These problems are not only theoretically challenging but they are also practically relevant.
In this paper we study the true burst-correcting capability of Fire codes, i.e., the maximum value of b for which a Fire code is b-burst-correcting. The fact that this may be larger than the designed burst-correcting capability, although observed in [17] , was never analyzed in the literature. This is very much similar to BCH codes with respect to their true and designed random error-correcting capabilities. Indeed, the true random error-correcting capability of a BCH code may be larger than its designed random error-correcting capability guaranteed by the BCH bound [14] , [19] . However, there is an important difference on the dependence of the true random error-correcting capability of BCH codes and the true burstcorrecting capability of Fire codes on the particular choice of their generator polynomials. The generator polynomial of BCH codes is the product of minimal polynomials with roots constituting a set of consecutive powers of an element in an extension field. The order of the element is the code length. Which element we choose has no effect on either the designed or the true random error-correcting capability of the BCH code. For Fire codes, different polynomials g 0 (x), corresponding to different roots in an extension field, give the same designed burst-correcting capabilities but possibly different true burst-correcting capabilities. The reason for this discrepancy between BCH codes and Fire codes is the fact that changing the element used in the code construction is equivalent to performing coordinate permutation of the code. Such a permutation does not alter the random errorcorrecting capability of the code but may change its burstcorrecting capability. Another difference between the true and the designed correcting capabilities of BCH codes and Fire codes is in decoding. Efficient decoding techniques, such as the Berlekamp-Massey algorithm or Euclid's algorithm are developed to decode up to the designed random errorcorrecting capability of the BCH codes. Correcting beyond this capability, i.e., beyond the BCH bound, is not trivial. On the other hand, a simple algorithm, known as burst-trapping, see e.g., [14] , [18] , can be used to decode any cyclic code, and in particular any Fire code, up to its true burst-correcting capability.
From a practical point of view, it is worth studying the true burst-correcting capabilities of Fire codes. Indeed, many channels cause bursts of errors including wireless channels and data storage channels. Achieving reliable communication over such channels requires codes with a certain burst-correcting capability. Naturally, the system designer can choose a Fire code with designed burst-correcting capability that equals the required one. However, our study shows that the system designer may be able to choose a Fire code with smaller designed burst-correcting capability but with true burst-correcting capability equals that required to achieve reliable communication.
As functions of the designed error-correcting capability, the rate of the Fire code is a decreasing function while the memory size of its burst-trapping decoder is an increasing function. Thus, the second choice of a Fire code results in a communication system that achieves the same reliability as the first choice but with a higher data transmission rate and a cheaper decoder. In this paper, we provide many generator polynomials of Fire codes that have true burst-correcting capabilities exceeding their designed ones.
The challenge in studying the true burst-correcting capability of Fire codes is that different Fire codes with the same designed burst-correcting capability, same length, and same dimension, may have different true burst-correcting capabilities. Thus, the true burst-correcting capability of a Fire code generated by (x 2b * −1 + 1)g 0 (x) depends on which irreducible polynomial g 0 (x) is used and not only its degree and period. For example, it can be checked that (x 3 + 1)(x 10 + x 5 + x 3 + x 2 + 1) is a generator polynomial of a primitive Fire code with true burst-correcting capability of 4. However, (x 3 +1)(x 10 +x 3 +1) and (x 3 +1)(x 10 +x 8 +x 3 +x 2 +1) generate primitive Fire codes with true burst-correcting capabilities of 2 and 3, respectively. Note that all these codes have the same length of 1023, the same redundancy of 13, and the same designed burst-correcting capability of 2. What is different is the primitive polynomial of degree 10 used in generating each code. Actually, there are in total sixty primitive polynomials of degree 10. Of these, twenty polynomials yield primitive Fire codes with true burst-correcting capability of 2, thirty polynomials yield primitive Fire codes with true burstcorrecting capability of 3, and the remaining ten polynomials yield primitive Fire codes with true burst-correcting capability of 4.
Consider the Fire code generated by (x 2b * −1 + 1)g 0 (x), where g 0 (x) is an irreducible polynomial of degree m and period n 0 . Since n 0 is the period of an irreducible polynomial of degree m, then n 0 is a divisor of 2 m − 1 and
is an integer. Let
and
Then, the length of the Fire code is
Fire codes with parameters b * , h 0 , and t are called (b * , h 0 , t)-Fire codes. In particular, the class of (b * , h 0 , 1)-Fire codes is precisely the class of primitive Fire codes. For a primitive Fire code, g 0 (x) is a primitive polynomial. Such a polynomial of degree m exists for every positive integer m and its period is 2 m − 1. On the other hand, the existence of an irreducible polynomial of degree m and period n 0 is not guaranteed. Indeed, such a polynomial exists if and only if m = ord n 0 (2), which denotes the order of 2 modulo n 0 , i.e., the least positive integer m for which 2 m − 1 is divisible by n 0 . This is because an irreducible polynomial, different from x, of degree m and period n 0 exists if and only if there is a nonzero element β ∈ F 2 m of order n 0 that has m distinct conjugates β 2 i , 0 ≤ i < m. The existence of an element β of order n 0 is equivalent to having 2 m − 1 divisible by n 0 and the distinction of β 2 i , 0 ≤ i < m, is equivalent to having 2 i ≡ 1 (mod n 0 ) for 0 ≤ i < m. For example there is an irreducible polynomial of degree 4 and period 5 but not of degree 4 and period 3.
In this paper, we present necessary and sufficient conditions for a Fire code generated by g(x) = (x 2b * −1 +1)g 0 (x) to be bburst-correcting. These conditions are stated in terms of certain incongruences that depend on b * , h 0 , t, and b. If these conditions are not feasible, i.e., the incongruences do not have a solution, then there is no Fire code with the parameters b * , h 0 , and t which is b-burst-correcting. If the incongruences have a solution, then, and probably this is the most important result of our paper, there is an infinite number of (b * , h 0 , t)-Fire codes with increasing lengths and sharing the given parameters b * , h 0 , and t, which are b-burst-correcting. Let b max (b * , h 0 , t) be the maximum burst-correcting capability of (b * , h 0 , t)-Fire codes, i.e., no (b * , h 0 , t)-Fire code has burstcorrecting capability greater than b max (b * , h 0 , t) and there is at least one (b * , h 0 , t)-Fire code with burst-correcting capability equal to b max (b * , h 0 , t). To determine b max (b * , h 0 , t), we just need to consider the maximum value of b for which the conditions associated with b * , h 0 , and t are feasible for b. In particular, by performing a finite number of computations, we can determine the true burst-correcting capability of Fire codes, maximized over all codes with given b * , h 0 , and t. For example, consider the (2, 3, 1)-Fire codes with the parameters b * = 2, h 0 = 3, and t = 1. Fire codes with these parameters are generated by a generator polynomial of the form g(x) = (x 3 + 1)g 0 (x) where g 0 (x) is an irreducible polynomial of degree m and period n 0 such that (1) and (2) hold with b * = 2, h 0 = 3, and t = 1, i.e., n 0 = 2 m − 1 and m is even. Thus, g 0 (x) is a primitive polynomial of even degree m. By checking the maximum value of b for which the conditions associated with these parameters are feasible, we conclude that there is an infinite number of (2, 3, 1)-Fire codes which are 4-burst-correcting but none which is 5-burst-correcting. Thus, b max (2, 3, 1) = 4. The existence of an infinite number of "good" polynomials g 0 (x) that yield codes which are 4-burstcorrecting is guaranteed if their degrees are sufficiently large. However, our results do not specify how to find such g 0 (x) or how large the degree has to be in order for a good g 0 (x) to exist. Our earlier statement, that there are ten polynomials g 0 (x) of degree m = 10 that yield codes which are 4-burstcorrecting, is based on examining each irreducible polynomial of degree 10. The reader may refer to [17] which presents a simple algorithm for computing the true burst-correcting capability of cyclic codes, including Fire codes, and a table of their true burst-correcting capabilities for selected parameters.
Recall that a binary cyclic code is an ideal in the polynomial ring [16, p. 219] . The algebraic structure of minimal cyclic codes attracted considerable attention of coding theorists and the weight enumerators of several classes of minimal cyclic codes, and consequently maximal cyclic codes, have been determined. However, to our knowledge, nothing was known about their burst-correcting capabilities. We are interested in maximal cyclic codes since a Fire code generated by g(x) = (x 2b * −1 + 1)g 0 (x) of length n 0 , i.e., with 2b * − 1 being a divisor of n 0 = per(g 0 (x)) (see (2) and (4)), is a subcode of the maximal cyclic code generated by g 0 (x). Hence, the burst-correcting capability of a maximal cyclic code generated by g 0 (x) is a lower bound on the burstcorrecting capability of all Fire codes generated by g(x) = (x 2b * −1 + 1)g 0 (x) regardless of the value of b * as long as 2b * − 1 is a divisor of n 0 . In this paper, we show that for any positive integer b, there exists an infinite number of irreducible polynomials that generate maximal cyclic codes, of increasing lengths and of code rates approaching one, which are b-burstcorrecting.
This paper builds upon the development presented in [1] of Weil's estimates of character sums [13] to show that primitive polynomials with certain properties do exist if their degrees are sufficiently large. This development was proposed to study optimum cyclic burst-correcting codes. These are cyclic codes with burst-correcting capability meeting the Abramson bound, stated below, with equality. Elspas and Short [8] stated necessary conditions for a cyclic code to be optimum. These conditions, which are also given in [1, Th. 1] and proved in detail in [1, Appendix I] , state that if g(x) generates an optimum cyclic b-burst-correcting code then it can be factored as a product g(x) = e(x) p(x) such that: 1) e(x) is a squarefree polynomial (i.e., does not have the square of an irreducible polynomial as a factor) of degree b − 1 which is not divisible by x, and 2) p(x) is a primitive polynomial of degree m ≥ b + 1 such that m is divisible by m e , where 2 m e is the order of the splitting field of e(x). The code length is then 2 m − 1. Notice that this condition imposed on g(x) is satisfied by Fire codes generated by g(x) = (x 2b * −1 + 1)g 0 (x) only if g 0 (x) is a primitive polynomial of period divisible by 2b * − 1. In this case, if the Fire code is optimum, then its burst-correcting capability is 2b * . Except for this particular case, Fire codes do not have the structure necessary for a cyclic code to be optimum. It should be also stated that not every code that has this structure is a Fire code since e(x) need not be x 2b * −1 + 1 for some b * . Actually, we present a table of Fire codes generated by (x 2b * −1 + 1)g 0 (x) with true burst-correcting capability exceeding 2b * . For these Fire codes, g 0 (x) is not primitive and the code length is less than 2 m − 1. Thus, the two classes of codes, although they intersect, are different.
This paper is organized as follows. In Section II, we present some notation and basic concepts that are used throughout the paper. This is followed by Section III which gives bounds on the burst-correcting capability of Fire codes. Section IV characterizes the burst-correcting capability of Fire codes in terms of divisibility conditions of polynomials. These conditions are transformed in Section V to integer incongruences. Section VI contains the most important results of the paper concerning the maximum burst-correcting capabilities of Fire codes. This is followed by Section VII where the maximum burst-correcting capability of maximal cyclic codes is studied. Section VIII concludes the paper. To make the flow of the paper smooth, all proofs are relegated to appendices.
II. PRELIMINARIES
In dealing with bursts and cyclic codes, it is most convenient to identify vectors with polynomials. 
). We also use the notation [ f ] g for integers f and g = 0 to denote the remainder integer obtained by dividing f by g, i.e.,
In this paper, we discard codes which we deem to be trivial. In general, a code is trivial if it contains only one codeword. If a b-burst-correcting code of length n is nontrivial, then clearly 2b ≤ n − 1. A Fire code generated by g(x) = (x 2b * −1 + 1)g 0 (x) is trivial if and only if g(x) = x n + 1, i.e., g 0 (x) = (x n + 1)/(x 2b * −1 + 1), which has to be an irreducible polynomial. For example with g 0 (x) = x 18 +x 9 +1, (x 9 +1)(x 18 +x 9 +1) generates a trivial Fire code of length 27. In the following, we implicitly assume that Fire codes considered in this paper are nontrivial, i.e, [(
is a nonzero code polynomial.
Let B b be the set of nonzero polynomials over F 2 of degree less than b, the constant terms of which are 1, i.e.,
Then, a nontrivial cyclic code of length n is b-burst-correcting if and only if it has no nonzero code polynomial of the form
Since the code is cyclic, we can assume that l 1 = 0 and conclude that the code is b-burst-correcting if and only if it has no nonzero code polynomial of the form
is also a nonzero code polynomial as b < n for a nontrivial code. Hence, a nontrivial cyclic code is b-burst-correcting if and only if it has no nonzero code polynomial of the form In general, the burst-correcting capability, b, of any linear code of length n and dimension n − r , where r is called the code redundancy, satisfies the Reiger bound [20] , which states that r ≥ 2b, and the Abramson bound [3] (see also [18] ) which states that
if the code is cyclic. 2 For a Fire code generated by (x 2b * −1 +1)g 0 (x) where g 0 (x) is an irreducible polynomial of degree m, we have r = 2b * − 1 + m. In this case, the Reiger bound gives
From (4), the Abramson bound (6) implies that
In addition to the Reiger and the Abramson bounds, additional bounds on the burst-correcting capabilities of Fire codes can be derived. As stated before, all proofs appear in the appendices. 
be the largest divisor of 2b * − 1 which is less than 2b * −1, and which is divisible by h 0 . Then, the burst-correcting capability of the Fire code is at most 2b
To apply the bound in Theorem 2, h 0 should be less than 2b * − 1, i.e., 2b
is not defined otherwise. In the case h 0 < 2b * − 1, we can deduce the following corollary. 
Next, we combine the Abramson bound for Fire codes (8) and Theorem 2 to bound the true burst-correcting capability, b, of the Fire code. We consider two cases. In the case
In the case h 0 = 2b * − 1, then h = th 0 ≥ 2b * − 1 and the argument of the logarithm in (8) is at least (2b * − 1)/ h = 1/t. We conclude that the burst-correcting capability is upper bounded by
The following result shows that in some cases the true burstcorrecting capability of a Fire code is the same as its designed burst-correcting capability. Remark 1: The condition b * ≥ 2 in Theorem 3 is necessary for it to hold. For b * = 1, it is easy to show that g(x) = (x + 1)g 0 (x) generates a cyclic code which is 2-burstcorrecting, see [2] .
IV. CHARACTERIZING THE BURST-CORRECTING CAPABILITY OF FIRE CODES
The following lemma is useful in studying Fire codes.
The following theorem gives necessary and sufficient conditions for a Fire code to be b-burst-correcting. We assume that n ≥ 2b + 1 since for any nontrivial code this inequality should hold for the code to be b-burst-correcting and also m ≥ b since from Theorem 1, we know that the code is not b-burst-correcting if otherwise. 
are distinct polynomials unless l is a nonzero multiple of h 0 , and
i.e., B 1 (x) = B 2 (x) = 0 and l = 0. We deduce from Theorem 4 the well-known fact that a Fire code generated by (x 2b * −1 + 1)g 0 (x) is capable of correcting any burst of length up to b * .
In the following, we make some observations that can be used to reduce the number of cases that need to be considered in Theorem 4. First, we introduce the notation to order polynomials over F 2 by having B 1 (x) B 2 (x) if and only if B 1 (2) ≤ B 2 (2) as polynomials evaluated over the real numbers. For example, 1+x +x 3 1+x 4 since 1+2+2 3 = 11 and 1 + 2 4 = 17. We also write
Therefore, it suffices to consider only the case in which (5) and the degree of u(x)B 2 (x) is b − 1. Therefore, we need only to consider the case in which
Notice that for h 0 = 2b * − 1 in Theorem 4, we do not need to consider the case B 1 (x) = B 2 (x) since there is no nonzero multiple l , 0 ≤ l < 2b * − 1, of h 0 . Furthermore, in the case b ≤ 2b * , and regardless whether h 0 = 2b * − 1 or not, we do not need to consider l = 0. Indeed, with l = 0,
is a polynomial divisible by x since both constant terms of B 1 (x) and B 2 (x), which are in
is divisible by x 2b * −1 + 1, which has degree at least equal to the degrees of B 1 (x) and B 2 (x), then B 1 (x) = B 2 (x). The cases for which B 1 (x) = B 2 (x) and l = 0 are excluded in Theorem 4.
Let us summarize what we have as follows. Remark 3: It suffices in Theorem 4 to consider the cases in which
can be excluded, and if b ≤ 2b * , the cases in which l = 0 can be excluded.
The following example considers the triplets B 1 (x), B 2 (x), and l that need to be considered to determine if a Fire code with designed burst-correcting capability of b * = 2 is b-burstcorrecting for b = 3, 4, and 5. Notice that these triplets do not depend on the particular g 0 (x) used to construct the code.
Example 1: Consider a Fire code generated by g(x) = (x 3 + 1)g 0 (x), i.e., with designed burstcorrecting capability b * = 2. Since 2b * − 1 = 3, then h 0 , which is a divisor of 2b * − 1, is either 1 or 3. If h 0 = 1, then from Corollary 1 the code's burst-correcting capability is 2, the same as its designed one. Therefore, we take h 0 = 3 in the following. To check, based on Theorem 4, if the code has burst-correcting capability of b, we consider triplets
unless l is a nonzero multiple of 3. From Remark 3, it suffices to consider only triplets for which
In the case b = 3, there is only one such triplet, namely,
and l = 1. In the case b = 4, there are five triplets listed in Table I and in the case b = 5, there are thirty triplets listed in Table II .
an irreducible polynomial of degree m and period (2 m − 1)/t. In the following, we would like to replace this condition based on g 0 (x) by an equivalent condition based on a primitive polynomial, p(x), of the same degree as g 0 (x). To come up with this condition, we notice that the roots of the irreducible polynomial g 0 (x) of degree m are in the extension field F 2 m of F 2 . If β ∈ F 2 m is a root, then its conjugates β 2 i , for i = 0, 1, . . . , m − 1, are the roots of g 0 (x), which is the minimal polynomial of β. As g 0 (x) is a polynomial of period (2 m − 1)/t, then β has order (2 m − 1)/t and, therefore, can be written as α t for some primitive element α ∈ F 2 m . Let p(x) be the minimal polynomial of α. Then, p(x) is a primitive polynomial that has α 2 i , for i = 0, 1, . . . , m − 1, as roots.
We say that p(x) is a primitive polynomial associated with g 0 (x). Notice that p(x) is not necessarily unique since β = α t may hold for different primitive elements α ∈ F 2 m that are not conjugates. For example, g 0 (x) = x 4 + x 3 + x 2 + x + 1, of degree 4 and period 5, i.e., t = 3, has two primitive polynomials associated with it, namely, x 4 + x + 1 and
is primitive, then it has a unique primitive polynomial associated with it, namely, g 0 (x) itself. In the following, we let p(x) be a primitive polynomial associated with g 0 (x). We would like to characterize the burst-correcting capability of the Fire code generated by (x 2b * −1 + 1)g 0 (x) based on the primitive polynomial p(x) associated with g 0 (x) rather than the polynomial g 0 (x) itself. The following lemma is useful in this regard. 
Notice that if p(x) is a primitive polynomial associated with g 0 (x), then it is not associated with any other irreducible polynomial, g 0 (x), of the same degree and period as g 0 (x). Indeed, if this is the case then p(x) divides g 0 (x t ) which implies, based on the Lemma 2, that g 0 (x) divides g 0 (x), contradicting the fact that g 0 (x) and g 0 (x) are distinct irreducible polynomials. In particular, every primitive polynomial of degree m can be associated with at most one irreducible polynomial of the same degree m and period n 0 .
Let p(x) be a primitive polynomial of degree m. We may ask if it is associated with an irreducible polynomial, g 0 (x), of degree m and period n 0 . As mentioned following (4), an irreducible polynomial of degree m and period n 0 exists if and only if m = ord n 0 (2), the order of 2 modulo n 0 . We show that this condition suffices for p(x) to be associated with such an irreducible polynomial. Indeed, if this condition holds, then let α ∈ F 2 m be a root of p(x) and β = α t , where
are all distinct and, therefore, the minimal polynomial of β, which equals
, is an irreducible polynomial of degree m and period n 0 with associated primitive polynomial p(x).
Lemma 2 also implies that 
)/t with associated primitive polynomial p(x). The code is b-burst-correcting if and only if the following is true: If
are distinct polynomials unless l is a nonzero multiple of h 0 , and
V. THE ABRAMSON-ELSPAS-SHORT CONDITIONS
In the following, we present the conditions in Theorem 5 in a different form. Let p(x) be a primitive polynomial and B(x) be a polynomial not divisible by p(x). We define the index of a polynomial B(x) with respect to p(x) to be the unique
In particular, a p(x) (1) = 0 for any p(x). In essence, the index a p(x) (B(x)) of B(x) is similar to the logarithm of a number. Notice that the index of a product of polynomials with respect to p(x) is the sum of their indices, reduced modulo 2 m − 1. Consider the case in which B(x) ∈ B b with b ≤ m and g 0 (x) is an irreducible polynomial of degree m with associated primitive polynomial p(x). Then the index of B(x t ) with respect to p(x) is well-defined since B(x) is not divisible by g 0 (x) and, therefore, from Lemma 2, B(x t ) is not divisible by p(x). In this paper, we are only interested in values of t such that an irreducible polynomial, g 0 (x), of degree m and period n 0 = (2 m −1)/t exists, i.e., values of t such that m = ord n 0 (2).
As an example, for b = 4, B b consists of the eight polynomials B(x) = 1, 1 + x, 1 + x 2 , 1 + x + x 2 , 1 + x 3 , 1 + x + x 3 , 1 + x 2 + x 3 , and 1 + x + x 2 + x 3 . With respect to the primitive polynomial p(x) = x 4 + x + 1, these polynomials have indices given by 0, 4, 8, 10, 14, 7, 13, and 12, respectively, while the eight polynomials B(x 3 ) = 1, 1 + x 3 , 1 + x 6 , 1 + x 3 + x 6 , 1 + x 9 , 1 + x 3 + x 9 , 1 + x 6 + x 9 , and 1 + x 3 + x 6 + x 9 have indices given by 0, 14, 13, 8, 7, 4, 10, and 12, respectively.
Using indices as given in (11), the condition that
Hence, the conditions stated in Theorem 5 to check if a Fire code is b-burst-correcting can be rephrased as follows. 
, and a p(x) (1 + x + x 2 ) = 4 (mod 7). However, these are not valid indices since 1
. To overcome the issue of having invalid index assignment due to the fact that an index of a product of polynomials is related to the indices of its factors, we express the incongruences in Theorem 6 in terms of the indices of irreducible polynomials. Let F bt denote the set of all irreducible polynomials of degree less than bt with constant term equal to 1, i.e.,
For any polynomial B(x) ∈ B b , we have B(x t ) ∈ B bt . The unique factorization theorem implies that B(x t ) ∈ B bt can be factored uniquely as
for some nonnegative integer k and irreducible polynomials
The condition a p(
, and l in Theorem 6
can then be written as
for some integers λ f (x) . Our approach here is similar to that in [1] in which incongruences involving the indices of irreducible polynomials were found to determine the existence of optimum burst-correcting codes. We follow [1] and call the incongruences given by (15) corresponding to the triplets B 1 (x), B 2 (x), and l in Theorem 6 the Abramson-ElspasShort (AES) conditions. As h = th 0 , these conditions depend only on b * , h 0 , t, and b. To emphasize these parameters, we call these conditions the (b * , h 0 , t)-AES conditions for b.
The following example shows how the AES conditions can be derived.
Example 2: We derive the AES conditions for the Fire code generated by g(x) = (x 3 + 1)g 0 (x), i.e., with designed burst-correcting capability b * = 2, to be b-burst-correcting for b = 3, 4, and 5. We consider both cases t = 1 and t = 3. As mentioned in Example 1, we need only consider the case h 0 = 3, i.e., h = th 0 is 3 or 9 for t = 1 or 3, respectively. From (3), the degree m of g 0 (x) is even in the case t = 1 and divisible by 6 if t = 3. The code length is (2b * − 1)(2 m − 1)/ h which is 2 m − 1 if t = 1 and (2 m − 1)/3 if t = 3. In Example 1, we determined the triplets B 1 (x), B 2 (x), and l corresponding to the AES conditions. As stated, for b = 3, there is only one triplet
For b = 4, the triplets B 1 (x), B 2 (x), and l that need to be considered are listed in Table I . For t = 1, they give rise to the following (2, 3, 1)-AES conditions
where all incongruences are modulo 3. For t = 3, the triplets B 1 (x), B 2 (x), and l listed in Table I give rise to the following
where all incongruences are modulo 9. We notice that for b = 4, in both cases for t = 1 and t = 3, the number of distinct AES conditions is less than the number of distinct triplets B 1 (x), B 2 (x), and l since more than one triplet can give the same AES condition. In particular, the third and fourth triplets in Table I give the same AES condition.
Next we consider the case b = 5. From (9), we know that there is no Fire code with parameters b * = 2, h 0 = 3, and t = 1 which is 5-burst-correcting. Therefore, we only consider the case t = 3. For b = 5, there are 30 triplets B 1 (x), B 2 (x), and l that need to be considered as listed in (3) , a (7) , a (11) , a (13) , a (19) 
where all incongruences are modulo 9 except for a (3) + a (7) ≡ 0 (mod 3). This incongruence is associated with the triplet
. The unique factorization into irreducible polynomials of 1 + x 3 is (1 + x)(1 + x + x 2 ) and that of 1 + x 12 is (1 + x) 4 (1 + x + x 2 ) 4 . Hence, this triplet gives the AES condition
Finally, we notice from (9) that there is no Fire code with parameters b * = 2, h 0 = 3, and t = 3, which is 6-burstcorrecting.
Consider the Fire code generated by g(x) = (x 2b * −1 + 1)g 0 (x), where g 0 (x) is an irreducible polynomial of degree m and period (2 m − 1)/t with associated primitive polynomial p(x). For this code to be b-burst-correcting for b > b * , it is necessary and sufficient that the indices with respect to p(x) form a solution to the incongruences of the AES conditions. To find such a code provided that the incongruences have a solution, we search for a primitive polynomial p(x) such that the indices of the irreducible polynomials appearing in these conditions with respect to p(x) form a solution. If such p(x) is found, then g 0 (x) is the minimal polynomial of α t where α is a root of p(x).
Example 3: We consider Fire codes with parameters b * = 2, h 0 = 3, and t = 1, 3. From (2), (2 m − 1)/t should be divisible by h 0 = 3. In the case t = 1, this holds if and only if m is divisible by 2 and in the case t = 3, it holds if and only if m is divisible by 6. Suppose we take m = 6 in both cases. There are six primitive polynomials of degree 6. In Table III , we list the indices of all the polynomials appearing in the AES conditions stated in (16)- (20) with respect to each primitive polynomial of degree 6. From this table, it follows that the indices with respect to all the six primitive polynomials except for the third and sixth satisfy the AES condition stated in (16) for b = 3 and t = 1. However, none of the six primitive polynomials is such that the indices with respect to which satisfy the AES conditions stated in (18) for b = 4 and t = 1. Hence, there are Fire codes which are 3-burst-correcting with parameters b * = 2, h 0 = 3, t = 1, and m = 6, but no Fire codes which are 4-burst-correcting with the same parameters. To construct a Fire code generated by (x 3 + 1)g 0 (x) which is 3-burst-correcting with t = 1, we can select any one of the four primitive polynomials satisfying the AES condition, such as 1 + x + x 6 , and let g 0 (x) be the minimal polynomial of α t = α, where α is a root of 1+x +x 6 . Clearly, g 0 (x) = 1+x +x 6 . Hence, g(x) = (x 3 +1)(x 6 +x +1) generates a Fire code of length n = LCM(3, 2 6 − 1) = 63 which is 3-burst-correcting.
From Table III , it can be shown that the indices with respect to each of the six primitive polynomials satisfy the AES condition stated in (17) for b = 3 and t = 3 and also the AES conditions stated in (19) for b = 4 and t = 3. To construct a Fire code generated by (x 3 + 1)g 0 (x) which is 4-burstcorrecting with t = 3, we can select any of the six primitive polynomials, such as 1 + x + x 6 , and let g 0 (x) be the minimal polynomial of α t = α 3 , where α is a root of 1 + x + x 6 . It can be shown that g 0 (x) = 1 + x + x 2 + x 4 + x 6 . Hence, g(x) = (x 3 + 1)(x 6 + x 4 + x 2 + x + 1) generates a Fire code of length n = LCM(3, (2 6 − 1)/3) = 21 which is 4-burstcorrecting.
Since there are no Fire codes with parameters b * = 2, h 0 = 3, t = 1, and m = 6, i.e., of length 63, that are 4-burst-correcting, then there are no codes with these parameters which are 5-burst-correcting. Actually, from (9) , it follows that the maximum burst-correcting capability of a Fire code with parameters b * = 2, h 0 = 3, and t = 1 is 4.
On the other hand, having succeeded in constructing a code with b * = 2, h 0 = 3, t = 3, and m = 6 which is 4-burst-correcting, we may wonder if there is a code with these parameters which is 5-burst-correcting. The AES conditions for b = 5 in this case are listed in (20) . From Table III , it can be shown that the indices with respect to each of the six primitive polynomials of degree 6 do not satisfy the AES conditions. Hence, there is no Fire code generated by (x 3 + 1)g 0 (x), where g 0 (x) is of degree 6 and period 21, which is 5-burst-correcting.
VI. MAXIMUM BURST-CORRECTING CAPABILITY OF (b * , h 0 , t)-FIRE CODES
We say that a Fire code generated by g(x) = ( a (b  *  , h 0 , t) -Fire code if it has these parameters, i.e., for some integer m ≥ b * , we have deg(g 0 (x)) = m, per(g 0 (x)) = (2 m − 1)/t, and h 0 = GCD(2b * − 1, (2 m − 1)/t). This partitions Fire codes into classes based on their parameters b * , h 0 , and t. The next theorem gives necessary and sufficient conditions for the class of (b * , h 0 , t)-Fire codes to be nonempty. 
Based on the (b * , h 0 , t)-AES conditions for b, we can determine whether or not a (b * , h 0 , t)-Fire code is b-burstcorrecting. Clearly, for this to be the case, it is necessary that the incongruences in the AES conditions have a solution. Now, suppose that a solution to the incongruences exists, i.e., the AES conditions are feasible. This does not imply that there exists for every m ≥ b * such that m = ord (2 m −1)/t (2), (2 m − 1)/t does not divide 2b * − 1, and h 0 = GCD(2b * − 1, (2 m − 1)/t), a primitive polynomial of degree m the indices with respect to which form a solution to the incongruences. However, if m is large and satisfies the stated conditions, then the number of primitive polynomials of degree m, which is φ(2 m − 1)/m, where φ is Euler's function [11] , can be very large. In this case, it is plausible that one of them is such that the indices with respect to which is a solution to the incongruences in the AES conditions. The following theorem, which is the most important contribution of the paper, shows that this is true for an infinite number of sufficiently large values of m such that m = ord (2 m −1)/t (2) and h 0 = GCD(2b * −1, (2 m −1)/t). The proof, which uses Weil's estimates of character sums [13] a p(x) (1+x), a p(x) (1+x +x 3 ), and a p(x) (1+x 2 +x 3 ) modulo 3 , namely,
None of the six primitive polynomials, p(x), of degree 6 yields indices coinciding with any of these solutions. However, from Theorem 8, it follows that for sufficiently large values of m such that GCD(2b * − 1, 4 , and l = 0, listed in Table II . Since 1+x 4 = (1+x) 4 , this gives the AES condition −3a p(x) (1 + x) ≡ 0 (mod 3), which is not feasible. Hence, b max (2, 3, 1) = 4. Actually, the fact that there is no (2, 3, 1)-Fire code which is 5-burst-correcting follows also from (9) . In the same example, it is shown that there is a primitive polynomial, p(x), of degree 6 that satisfies the by the other parameters as stated in (9) . In general, from (9), we have
where, as stated in and 0 ≤ l < 2b * − 1. The number of triplets is at most (2b * − 1) × 2 2b . The number of indices involved in these incongruences is at most equal to the number of irreducible polynomials of degree less than bt, which is at most 2 bt . The complexity of finding a solution to the incongruences by exhaustive search is in the order of (2b * − 1) × 2 2b × h 2 bt . Although this only gives an upper bound on the computations required to determine b max (b * , h 0 , t) which can be further reduced by careful consideration, the computations can be quite demanding for large values of bt. However, based on our results, explicit values for b max (b * , h 0 , t) can be determined for infinite number of parameters b * , h 0 , and t as shown next.
From Theorem 3, we have the following result. The following result is a direct application of Lemma 3 to Theorem 8.
By combining the cases of equality in Corollaries 1 and 3 which hold simultaneously only if (2b * − 1)/3 is an integer, the following result follows.
Lemma 4: The all-zero is a solution to the incongruences of the (b * , h 0 , t)-AES conditions, where h
Combining this with Theorem 8, we get the following result.
Together with (21), we can determine the exact value of b max (b * , 2b * − 1, t) in the case t = 1. Table IV . Each triplet is such that B 1 (x) and B 2 (x) are distinct polynomials in B 12 , 0 ≤ l < 15, and B 1 (x) + x l B 2 (x) is divisible by x 15 + 1. These are not the complete set of triplets that need to be considered based on Theorem 6 and Remark 3 but they suffice to show that the (8, 3, 1)-AES conditions are infeasible.
Based on these ten triplets, we obtain the following ten AES conditions expressed as incongruences modulo 3:
It is easy to check that there is no solution to these ten incongruences in the four unknowns a (3) , a (7) , a (11) , and a (13) . Hence, the (8, 3, 1)-AES conditions are not feasible for b = 12. The (8, 3, 1)-AES conditions for b = 11 as incongruences modulo 3 are listed below:
The above incongruences have a solution given by 5, 3, 1), (11, 7, 1),  (8, 3, 1), and (11, 3, 1) . The first two cases can be settled by Corollary 4. The third case is considered in Example 5 and the last case can be addressed similarly.
In Table VI , we list for selected values of b * and t some (b * , 1, t)-Fire codes that attain the maximum burst-correcting 1, t) . Both bounds agree. It is important to notice that although we present a single (b * , 1, t)-Fire code that attains the maximum burst-correcting capability in the class of (b * , 1, t)-Fire codes, Theorem 8 implies that there is an infinite number of such codes with increasing code lengths.
The focus of this paper is to study the maximum true burst-correcting capabilities for infinite classes of codes characterized by the parameters b * , h 0 , and t. However, it is definitely practically useful to consider the maximum true burst-correcting capability of Fire codes characterized by these parameters for which g 0 (x) has a given degree m rather than all possible values of m. By choosing m appropriately based on practical considerations, codes with suitable code lengths can be obtained. In Table VII , we list for given b * , h 0 , t, and m, the maximum true burst-correcting capability of a Fire code with these parameters. Thus, we look for a Fire code with maximum true burst-correcting capabilities among all (b * , h 0 , t)-Fire codes generated by (x 2b * −1 + 1)g 0 (x), maximized over all irreducible polynomials of degree m. We only consider the case in which h 0 = 2b * −1. In this case, the code length is n = n 0 = (2 m − 1)/t, see (1)-(4). For each set of parameters, b * , h 0 , t, and m, we give the maximum true burst-correcting capability, b, and an irreducible polynomial g 0 (x) in octal notation that can be used to construct a code with this burst-correcting capability. The rates of the codes, which equal 1 − (m + 2b * − 1)/n, are reported in the last column. Clearly, the maximum true burst-correcting capability, b max (b  *  , h 0 , t) , for the parameters of these codes is at least equal to their true burst-correcting capability.
In Example 4, we have shown that b max (2, 3, 1) = 4 and b max (2, 3, 3) = 5. Actually, if t is large, then for given b * and h 0 , it is possible to construct (b * , h 0 , t)-Fire codes with burst-correcting capability that exceeds 2b * , which upper bounds the burst-correcting capability of any (b * , h 0 , 1)-Fire code based on (21) . From (21) , h 0 = 2b * − 1 for these codes, i.e., n = n 0 , see (4) . In Table VIII , we list some of these codes. It is interesting to notice that the two codes, the one with b * = 4, m = 12, and b = 9 and the one with b * = 6, m = 20, and b = 15, achieve the Reiger bound (7) with equality, i.e., their burst-correcting capability is maximum among the codes with the same b * and m. However, this does not imply that their burst-correcting capability is maximum among the class of (b * , h 0 , t)-Fire codes to which they belong since the class may contain codes with larger values of m and larger burstcorrecting capabilities. To our knowledge, this table is the first to explicitly show the possibility that the true burst-correcting capability of Fire codes may exceed twice their designed burstcorrecting capabilities.
Notice that for fixed b * , h 0 , and m, increasing t results in decreasing the code length while keeping the code redundancy as is. This results in a code with fewer number of codewords which may increase the possibility that none of its nonzero codewords is the sum of two bursts of length b or less. Indeed, the number of incongruences of the (b * , h 0 , t)-AES conditions for b, for given b * , h 0 , and b, does not depend on t. From Theorem 6, each incongruence arises from one of the (B 2 (x t ) ) mod h should not assume one value out of h = th 0 values. Furthermore, the incongruence of the AES condition arising from
is in terms of the indices of the irreducible polynomials obtained by factoring B 1 (x t ) and B 2 (x t ). It is likely that the number of these irreducible polynomials increases with t. Thus, it is likely that the number of distinct indices appearing in the incongruences of the AES conditions increases with t but the number of incongruences remains as is. Viewing these indices as variables that need to satisfy the incongruences of the AES conditions for a Fire code with burst-correcting capability of b, it is plausible that as t increases, it is more likely that the incongruences can be satisfied. For example, consider the (2, 3, 1)-AES and the (2, 3, 3)-AES conditions in (18) and (19) , respectively, in Example 2. The (2, 3, 1)-AES conditions are composed of five incongruences reduced modulo 3 involving three distinct indices while the (2, 3, 3) -AES conditions are composed of five incongruences reduced 
VII. BURST-CORRECTING CAPABILITY OF MAXIMAL CYCLIC CODES
In this section, we consider the burst-correcting capability of maximal cyclic codes, i.e., cyclic codes generated by irreducible polynomials. The reason for our interest is that a Fire code generated by (x 2b * −1 + 1)g 0 (x), where g 0 (x) is an irreducible polynomial such that 2b * − 1 divides per(g 0 (x)), is a subcode of the maximal cyclic code generated by g 0 (x). Hence, the burst-correcting capability of the maximal cyclic code generated by g 0 (x) is a lower bound on the burst-correcting capability of any Fire code generated by (x 2b * −1 + 1)g 0 (x) for any b * such that 2b * − 1 divides per(g 0 (x)).
Consider a maximal cyclic code generated by the irreducible polynomial g 0 (x) of degree m and period n 0 = (2 m − 1)/t. For convenience, we call such a code, which has length (2 m −1)/t, a t-maximal cyclic code. For the code to be b-burstcorrecting, it is necessary and sufficient that the code has no nonzero code polynomial of the form
and l is an integer, 0 ≤ l < n 0 . Clearly, for this to be the case, it is necessary that b ≤ m, a condition which we assume in the following. We also assume that 2b ≤ n 0 + 1 which is necessary for a nontrivial code of length n 0 to be b-burst-correcting. By setting K = n 0 and k = l in Lemma 1, it follows that there is no nonzero polynomial B 1 (x) + x l B 2 (x) which is divisible by x n 0 + 1. 
where B 1 (x) and B 2 (x) are distinct polynomials in B b and 1 ≤ l < n 0 . Let p(x) be a primitive polynomial associated with g 0 (x). Then from Lemma 2,
There is an integer l, 1 ≤ l < n 0 = (2 m − 1)/t, for which this is true if and only if a p(x) (B 1 (x t )) − a p(x) (B 2 (x t )) ≡ 0 (mod t). We state this conclusion in the following theorem. 
By factoring the polynomials B(x t ) into polynomials in the set F bt of irreducible polynomials of degree less than bt (see (12) and (13)), the incongruence in Theorem 9 associated with the pair B 1 (x) and B 2 (x) can then be written as
for some integers λ f (x) . We call these incongruences resulting from all pairs of distinct polynomials B 1 (x) and B 2 (x) in B b , the t-AES conditions for b. If these incongruences have a solution for a given b and a given t, then, based on the argument using Weil's estimates in Appendix H, it follows that there exist an infinite number of t-maximal cyclic codes which are b-burst-correcting.
In the next result we make use of a theorem attributed to Ore, see [13, Th. 6.13, p . 320] which states that a nonzero multivariate polynomial of degree w over the finite field F q in u variables has at most wq u−1 zeros in F u q . In particular, if q > w, then there is a tuple of u elements in F q which is not a zero of the multivariate polynomial.
Lemma 5: For any given b, the t-AES conditions are feasible for all primes t > 2 2b .
From the discussion preceding Lemma 5 and the lemma itself, we deduce the following result. As stated earlier in this section, any Fire code generated by (x 2b * −1 + 1)g 0 (x) is a subcode of the maximal cyclic code generated by g 0 (x) for every positive integer b * , where 2b * −1 divides per(g(x) ), i.e., h 0 = 2b * − 1, see (2) . Hence, we have the following result which shows that for any given b * , the function b max (b * , 2b * − 1, t) is unbounded in t.
Theorem 11 This takes us to the second question, namely, how large does m need to be? From the proof of Theorem 8 given in Appendix H, it follows that if φ(2 m − 1) > h |F bt | |F bt |bt √ 2 m , then such a primitive polynomial of degree m exists. By bounding φ(2 m − 1) appropriately, one can find a bound on m such that the above inequality holds for all m equal to or greater than this bound. However, this bound on m is typically obscenely large and loose in most cases and may need to be supplemented with computer search to check smaller values of m to obtain codes of practical lengths. We refer the interested reader to [1] where this approach is pursued to find optimum burst-correcting codes with burstcorrecting capabilities 3 and 4.
, and the code is not (m + 1)-burstcorrecting.
APPENDIX B PROOF OF THEOREM 2
To simplify notation, we write
x id . Then,
From this we conclude that
is a code polynomial, where n = LCM(2b * − 1, n 0 ) is the code length. We argue that it is nonzero. Since d is a divisor of 2b (2) and the fact that k < 2b * − 1,
contradicting the fact that h 0 divides both d, from the definition of d(b * , h 0 ), and n 0 , from (2). We conclude that LCM(d, n 0 ) divides, but is not equal to, LCM(2b * − 1, n 0 ). As 2b * − 1 and n 0 are odd,
Furthermore, since g 0 (x) does not divide x 2b * −1 + 1 by definition of a Fire code, n 0 , which is odd, does not divide 2b * − 1 and we have
Hence, from (23), (24), and (25),
As B 1 (x) and B 2 (x) are polynomials of degree 2b * − 1 − d, it follows that the burst-correcting capability of the Fire code is at most 2b * − 1 − d.
APPENDIX C PROOF OF THEOREM 3
Suppose that the burst-correcting capability is greater than b * . Then, from Theorem 1, we have b * < m. Let
is of lower degree than that of x n + 1. Next, notice that for 0 ≤ j < 2 m − 1, the polynomial
). This contradicts the fact per(g 0 (x)) = 2 m − 1, which divides neither
Hence, the 2 m − 1 polynomials
is divisible by both x 2b * −1 + 1 and g 0 (x) but not by x n + 1.
is not divisible by x K + 1 unless it is the zero polynomial since, if otherwise, then its degree is less than b ≤ K . Hence, we assume in the following that k = 0. We write B 1 (x) = B 11 (x) + x k B 12 (x) where B 11 (x) has constant term equal to 1 and degree less than k and B 12 (x) is either the zero polynomial or of degree less than b − k as
where B 21 (x) has constant term equal to 1 and degree less than K − k and B 22 (x) is either the zero polynomial or of degree less than b − K + k as B 2 (x) ∈ B b . Then, By the Chinese Remainder Theorem [12, p. 256] , there is an integer l, 0 ≤ l < LCM(2b * − 1, n 0 ) = n, such that l ≡ l (mod 2b * − 1) and l ≡ l 0 (mod n 0 ) if and only if l ≡ l 0 (mod h 0 ), where h 0 = GCD(2b * − 1, n 0 ) as given in (2) . In this case, for the given l and l 0 , l is unique and [B 1 (x)+x l B 2 (x)] x n +1 is a code polynomial. Next, we exclude the cases in which this code polynomial is zero. Since we are assuming that 2b ≤ n + 1 as the code is nontrivial, then by setting K = n and k = l in Lemma 1, it follows that there is no nonzero polynomial B 1 (x) + x l B 2 (x) which is divisible by x n + 1. saying that f 0 (x t ) has α 2 i , for i = 0, 2, . . . , m − 1, as roots, i.e., f 0 (x t ) is divisible by p(x).
APPENDIX G PROOF OF THEOREM 7
We need to show that an irreducible polynomial g 0 (x) of degree m ≥ b * and period (2 m − 1)/t, such that g 0 (x) does not divide x 2b * −1 + 1 and h 0 = GCD(2b * respect to which gives a solution to the incongruences of the (b * , h 0 , t)-AES conditions. The proof uses characters of finite fields [13] .
A multiplicative character, X , of F q is a homomorphism from the multiplicative group F × q , consisting of the nonzero elements of F q , to the multiplicative group of complex numbers, C, of absolute value 1. We also define X (0) = 0. If h divides q − 1, then there is a character X of order h, i.e., X (β) h = 1 for all β ∈ F × q . Next, define the function ψ : F q → C by ψ(β) = 1, if β ∈ F q is primitive, 0, otherwise.
In the following, let q = 2 m where m ≥ b. Let the collection of numbers a ( f (2) ) , for all f (x) ∈ F bt , be a solution to the incongruences of the (b * , h 0 , t)-AES conditions for b. For β ∈ F q , define
If β is a primitive element in F q , then f (β) = 0 as the minimal polynomial of β has degree m ≥ b and f (x) is of degree less than b. Since X has order h, we notice that the sum over j is X β
as we used the fact that X (β 1 )X (β 2 ) = X (β 1 β 2 ), for any β 1 , β 2 ∈ F q , since X is a group homomorphism. Summing θ(β) in (30) over all β ∈ F q and noticing from (27) that the sum of ψ(β) equals the number of primitive elements in F q
