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     Introduction 
  
 Libraries today are increasingly coming under scrutiny about how they 
provide access to the different types of content provided via the Internet.  Due 
primarily to the large amount of violent or sexually explicit material available on 
the web, a number of public, and even some academic libraries, have faced legal 
challenges to policies of open access at the library.  A 1997 study by David Burt 
showed that public libraries were handling this scrutiny in a number of ways, 
resulting in diverse Internet usage policies. Although much ink has been spilled on 
ethical and legal arguments regarding Internet access, little (apart from Burt, 1997) 
has been written that attempts to look at how various libraries are dealing with the 
reality of Internet access.  Even less has been written specifically concerning how 
academic libraries are daling with this issue.  Despite some well publicized 
incidents of university restrictions on Internet access (“Online free speech at issue 
on campus”, 1998) there has been a dearth of research into how university libraries 
are dealing with these issues.  To remedy this the call for a thorough survey of 
university policies has been made (Peace, 1997). 
 The research I have conducted is designed to answer the following 
questions: what are the Internet usage policies of various academic libraries?  
What are the different elements incorporated into these policies?  What are these 
policies trying to achieve?  This study consists primarily of a comparative review 
of Internet usage policies instituted by a wide range of different academic libraries 
in North Carolina during Spring 2000.  Along the lines of Bangert’s (1997) study 
  
 
of university library mission statements, this study gathered and  surveyed the 
written policies of university libraries, then analyzed them to determine the 
distinct elements and intentions presented in these codes of conduct.  Data 
gathered through this content analysis has been charted against the various types 
of university libraries surveyed (public, private, parochial, undergraduate, 
graduate, etc) to show any trends in how different types of libraries are 
formulating Internet usage policies.  
  
 
 
 
 
    Literature Review 
 
    Because this topic is relatively new to the library field, there has 
been little written that focuses on Internet usage policies in academic libraries.  
One study by David Burt (1997) comes close to the research I conducted, but is 
focused solely on public library Internet usage policies.  While another study 
conducted by Weessies and Wales (1999) does focus on academic libraries, their 
research consisted primarily of a survey designed to study libraries’ experiences in 
implementing Internet policies and did not involve a review of the policies 
themselves.  Although no studies exactly mirror my research, oth r arti les dealing 
with the topic of Internet usage policies seem to approach the subject from a wide 
variety of methods and perspectives.  After a brief discussion of  the Burt and 
Weessies and Wales studies, this literature review will look at two sets of articles 
with different goals and methods that were useful in informing my research.  One 
set of articles comes from a strictly theoretical perspective, while the second set of 
articles comprises of research into the elements and intentions of academic library 
mission statements. 
  As mentioned above, Burt’s study (1997) focused on Internet usage 
policies as they manifest themselves in public library settings.  His research 
consisted of visiting more than three hundred public library home pages between 
May 1996 and January 1997.  From this, he identified seventy-fivelibraries that 
had published their Internet usage policies online.  After a preliminary review of 
these policies, Burt identified twenty-six individual policy elements, such as 
  
 
nts are 
reviewed each policy and scored it according to the size of the library (small, 
medium or large) and what elements were incorporated into the policies. He 
further divided these elements into three groups based on the intent inherent in the 
policy, Burt attempted to identify trends in the data.  Reportedly, the most striking 
trend was how little overall variation there was between libraries in the number 
and types of prohibited activities.  Burt found this surprising due to the large 
variation in restrictiveness of conditions of access that he found between the large 
and small libraries.  His study finishes with a brief series of informal interviews he 
conducted with librarians at some of the institutions included in his study.  In 
response to his questions regarding intentions of creating a use policy, most of the 
librarians cited a desire to protect the library from lawsuits and liability. 
 This study greatly informed the research I conducted, although in some 
ways it seems to be less methodologically rigorous than is often desired.  First of 
all, the sample used was hardly random, nor was it exhaustive or provably 
representative.  The fact that only libraries that post their policies online were 
included in the study might have resulted in the results being skewed due to de 
facto self-selection.  Also, the inclusion of informal interviews provides little in 
the way of providing significant information.  A more standard process of 
interviewing informants would be desirable in any future study.  All that said, 
Burt’s work stands as some of the only research being done on the nature and 
intentions of Internet usage policies that looks directly at the policies themselves. 
  
 
 Another article daling with Internet usage policies approaches the subject 
matter from the academic library perspective.  The article, however, does not look 
directly at the policies that are in place, rather, it examines the experiences of 
libraries offering internet accss (Weessies & Wales, 1999).  To analyze these 
experiences, Weessies and Wales distributed a surveys to the heads of reference at 
the main libraries of the 249 institutions nationwide that are grouped as Carnegie 
class Master’s I institutions.  The survey contained thirteen items ranging from the 
number of computers located in the reference area to the type of online activities 
that are restricted by the library.   
Although differing from my study in terms of methodology and subjects,  
some of their findings are very interesting and have bearing on the study I 
conducted.  Most directly, their study found that approximately half of the subjects 
had a written policy regarding Internet usage in place.  Aspects of these policies 
were also addressed in the survey by questions regarding the types of restrictions 
placed on online activities.  In their findings,  three-four s of the surveyed 
libraries restrict the use of email, chat, and games, while roughly one-half of the 
libraries restrict the viewing of pornography.  One interesting finding of this study 
showed that many of the written policies that were in place were developed 
without first reviewing other campus policies and without consulting ALA 
position statements. (Weessies & Wales, 1999, pp. 37-8)  
 Most of the remaining literature relating to academic libraries and Internet 
usage policies has been written from a purely practice-based perspective.  A 
representative article of this sort is Deb Carver’s (1998) set of guidelines for 
Internet usage policies.  After a brief description of current conditions relating to 
Internet problems in academic settings, Carver proposes 5 steps that should be 
taken while devising and implementing Internet usage policies.  Briefly, these 
  
 
steps are to 1) consult legal council, 2) define ‘acceptable use’, 3) focus on intent, 
not content, 4) sponsor discussions on intellectual freedom, 5) train employees in 
appropriate responses.  Although these guidelines seem sound, they also seem 
rather obvious.  Throughout the article, Carver uses some anecdotal evidence to 
support her statements, but follows these guidelines with no study of their 
effectiveness.   
 Another article that approaches this subject from a practical stance uses a 
broader perspective to place Internet usage within the context of an electronic 
information policy (Graves, Jenkins, & Parker, 1995).  This article proposes a 
framework for creating such a policy based on the authors’ experiences in 
developing the policy for the University of North Carolina at Chapel Hill. In 
summary, the framework addresses usage from the typical receiving mode (i.e., 
rights and responsibilities of accessing information) and adds the dimension of 
information transmission to the policy (i.e. rights and responsibilities of 
‘publishing’ information via the campus network).  Although this article is 
arguably based on a case study of the UNC Chapel Hill policy, it lacks research 
into what elements of a policy determine its effectiveness in achieving its desired 
goals.  It will be interesting, however, to see if any other policies currently address 
the aspect of web-publishing and transmission as part of their usage policy.  
 A third article that looks at Internet usage policies in a practice related  
manner approaches the subject from the ethical p rspective (Peace, 1997).  The 
most scholarly of these theoretical articles, Peace outlines the current ethical 
arguments for and against the institution of Internet usage policies and censorship.  
Peace argues that neither hiding behind the banner of the First Amendment, nor 
simply asking students to adhere to a certain code of conduct is a sufficient 
response to the ethical dilemmas posed by the availability of certain types of 
  
 
information via the Internet.  These ethical dilemmas revolve primarily around 
issues of censorship and intellectual freedom.  These two related areas are fraught 
with unresolvable tensions, namely the desire to keep information deemed 
unworthy out of others’ hands, and the academic mission of providing free and 
open access to ideas and information.  Because of this, Peace proposes a 
framework for determining what material should be accessible and what should be 
restricted.   This framework classifies material as morally acceptable or 
unacceptable, and as protected by the First Amendment or ot protected.  He goes 
on to propose that access should be provided to material that is morally acceptable 
and protected, but restricted to material that is morally unacceptable and not 
protected as free speech (e.g. child pornography or other information that is illegal 
to distribute).  Peace’s framework leaves two “grey areas” that he says are open to 
debate: if material is morally acceptable but not protected, or if material is morally 
unacceptable but is protected.  In both of these instances, Pe ce argues that 
academic libraries need to develop clear policies for determining when to restrict 
access.  Furthermore, he states that due to  the fact that what may be obscene in 
one person’s eyes may be completely acceptable in another’s, it is necessary to
determine policy and processes of defining what will be acceptable.  Although it 
seems that restricting access in either of Peace’s “grey areas” would open the 
institution to valid charges of censorship, it might be useful to apply the two clear-
cut areas of the framework to an analysis of existing Internet usage policies.
 Since, apart from the Burt and Weessies & Wales articles, there has been 
little research dealing  specifically with my topic, it is necessary to look at a 
related topic to find possible models of studies to draw on to create a viable 
methodology.  A number of research based studies have examined the mission 
statements of libraries and were instrumental in the development of the 
  
 
methodology I employed in my research.  Two such studie , Bangert (1997) and 
Robinson (1994), examined mission statements using content analysis techniques.  
The Robinson study manually coded a number of different documents provided by 
84 libraries, including mission statements and formal codes of ethics.  This study 
focused specifically on statements relating to ethical positions taken by the library, 
coding for such elements as “tolerance of diversity”, “right to equal service”, and 
“confidentiality”. In analyzing the results of the coding for trends, Robinson 
compared the results of different types of libraries (public, public academic, 
private academic, corporate, etc.) and found few recognizable trends in light of 
these divisions.  The primary relationship that the study seemed to uncover was 
that most libraries with policies that addressed ethics did so in a manner consistent 
with a desire to avoid litigation.  This finding relates nicely to the responses noted 
by Burt to his informal interview questions.  Although this study focuses solely on 
ethical elements within mission statements and includes public and corporate 
libraries along with academic libraries, elements of the framework for coding the 
documents were useful to consider when developing my own coding system.   
 While Robinson’s study dealt solely with statements of ethics, Bangert’s 
(1997) study addresses all aspects and elements incorporated into mission 
statements of academic libraries.  Bangert’s research was based on a sampling of 
58 mission statements received from university and four-year college libraries in 
California.  Each statement was coded to identify individual elements incorporated 
into the text of the documents, and charted across the different types of libraries 
divided by Carnegie Class (Research, Doctoral, Masters, or Baccalaureate).   
Some elements that were coded include: “life-long learning”,  “diversity”, 
“leadership” and “academic freedom”.  One noted trend across all four classes of 
institutions was the ambiguity of many of the elements incorporated into the 
  
 
mission statemnts.   Again, the framework used to conduct the research of this 
study is not directly applicable to my study of Internet usage policies, but was still 
valuable in providing an example of content analysis based on coding for different 
types of elements incorporated into a document.  
 A third study which examines the mission statements of academic libraries 
approaches the research with an eye towards the intentions of the writers of the 
policies (Hardesty, Hastreiter, & Henderson, 1988).  A stated object of this
research project was to answer the question “What do librarians hope to 
accomplish through the use of mission statements?”.  In conducting this study, the 
authors surveyed 138 libraries at undergraduate institutions in California.  They 
then analyzed the results through a combination of hand coding and computerized 
statistical analysis.  The survey collected data from library directors through self-
reports on such items as who drafted the document, what their attitudes are 
towards mission statements in general, and what their intentions were in drafting 
mission statements.  The results showed that many directors did not feel that 
mission statements were important to the success of a library, which led the 
authors to the conclusion that this attitude resul e  in “non-functional” mission 
statements.  They also came to the conclusion that many of the directors look to 
mission statements to assist in garnering additional resources and support for the 
library.  
 In reviewing these articles, it is evident that the extent of their usefulness is 
a function of their focus.  The three practice related articles, although they did not 
provide models for my research, did provide background information that helped 
inform the methodology of my study.  In a more direct way, th  research models 
presented in the three studies of mission statements provided useful examples of 
content based analysis, as well as an example of research focused specifically on 
  
 
the intentions of the drafters of policies.  By combining aspects of the e studies 
with the focus on Internet usage policies evident in Burt's research, I was able to 
develop a methodology designed to analyze policies in place at academic libraries 
in North Carolina.  
  
 
 
 
 
     Methodology 
 
 The research I conducted assemble and analyzed the contents of written 
Internet usage policies of academic libraries in North Carolina.  I chose as my 
sample the college and university libraries that are part of medium/small to large  
four year institutions of higher education in the state.  According to the 1997 
Directory of Postsecondary Institutions (the most recent edition available) there 
are thirty-nine universities and colleges in North Carolina that fall into the 
Carnegie classes for research universities, doctoral universities, mast ’s 
institutions, baccalaureate colleges, and four year theological institutions, and have 
enrollments of more than one thousand.  I have chosen to study these North 
Carolina institutions because they are geographically close, and diverse in type, 
ranging from large public (NC State, UNC Chapel Hill),  to private independents 
(Duke), to private religious (North Carolina Wesleyan) schools.  This broad range 
of types of colleges and universities covers most, if not all, types of institutions 
possible and affords an excellent opportunity to study higher education in 
microcosm. 
 In performing this study, one of the most extensive and challenging 
portions was the collection of data in the form of written Internet usage policies.  I 
began this search by visiting each of the institutions’ web-pages.  In doing this, I 
relied heavily on the web directory Yahoo! and the search engine HotBot in 
locating these web-sites.  Of the 39 websites I visited, almost all had pages 
representing the institution’s library.  Although this seemed promising, it turned 
  
 
out that only four of the institutions actually posted their policies online.  These I 
downloaded and printed.  For the remaining institutions, I copied down the 
appropriate phone numbers and began contacting the refere ce d partments at the 
libraries.  During my conversations, I introduced myself as a student at the UNC 
Chapel Hill School of Information and Library Science, and informed whomever I 
was speaking with that I was conducted research on written Internet usage policies 
that were in place at academic libraries in North Carolina.  I then asked to speak 
with the member of Library personnel that would best be able to help me.  In most 
cases, this was either the head of the reference department, or the director ofthe 
library itself.  Upon being transferred to the appropriate person, I then again 
identified myself and my research topic and inquired whether the library had a 
written policy that addressed Internet usage.  If I received an answer in the 
affirmative, I requested a copy of the policy, and offered a number of ways in 
which the policy could be delivered, including mail, email, fax, and I offered to 
send a self-addressed, stamped envelope if that would be helpful.  After this initial 
contact with all of the libraries, I conducted follow-ups with libraries that had 
stated that they did have a policy but which had not yet sent me a copy.  These 
follow-ups took the form of either telephone calls or emails.  Throughout the 
process of contacting the institutions, I recorded which libraries did not have a 
written policy—an interesting piece of data I included in my analysis.  In total, 
twenty of the thirty-nine institutions in my sample had Internet usage policies 
meeting my criteria.  Only one institution claiming to have such a policy failed to 
provide me with said document, despite repeated contacts. 
 Following the collection of the documents, I began the actual content 
analysis of the written policies.   My initial hope at this point was to use the list of 
twenty-six elements that was included in Burt (1997).  However, after a brief 
  
 
initial review, I found this list insufficient, as it did not capture many of the 
elements that I found interesting and relevant in the policies I had collected. 
Because of this, I reviewed the process used in both Burt’s (1997) and Bangert’s 
(1997) studies to develop their coding schema.  In both cases, the researchers went 
through a two step scoring process.  The first step consisted of open scoring that 
identified the important elements within the texts.  The second step consisted of 
conducting axial scoring using the coding elements created during the open 
scoring to compare all of the documents against the same criteria. As discussed in 
the literature review, this combined approach of open and axial scoring to content 
analysis has been used extensively and with strong results, (Burt, 1997; Bangert, 
1997; Hardesty, Hastreiter, & Henderson, 1998).   
During the open scoring of the documents, I attempted to identify important 
elements within the texts.  Along the lines of Burt’s (1997) and Bangert’s (1997) 
scoring methods, I chose to code for conceptual elements that appeared in the text, 
such as “Bars viewing pornography,” “Supports the ALA Bill of Rights” (Burt, 
demic Freedom”  or “Open Communication” (Bangert, 
1997).  Through this open scoring process, I identified 44 elements that I chose to 
use as criteria for analyzing the documents (see Table I).  I further grouped these 
elements by the apparent intent of the elements inclusion, such as providing a 
description of the Internet, warning the user about problems with Internet 
information/activities, or restricting activity.    I did this to aid in both the manual 
scoring of the documents and in the evaluation of my results. 
 Following the open scoring, I began the process of axial scoring, by 
manually going through the documents looking for which of the elements had 
been incorporated into the policies.  Since I was scoring for conceptual intent and 
meaning, the elements as I had defined them did not always mimic the exact text 
  
 
found in the documents.  This flexibility allowed me to get beyond the precise 
wording (that often differed from document to document) to the meaning of the 
elements within the policy.  In order t  ensure accuracy of coding, I went through 
this process for each of the documents, then started over and scored each of the 
documents a second time, allowing me to avoid oversight and inaccuracy. 
   Upon completion of the axial scoring of the documents, I entered all of the 
results, including information pertaining to the institutions’ source of funding, 
their Carnegie class, and their enrollment into a spreadsheet that enabled me to 
visually view the results, and to import this data into the SPSS statistical softw re 
package.  Using this package, I was able to calculate the percentage frequencies of 
each element’s occurrence.  As a point for comparison, I also ran the frequencies 
of the elements in relation to both the source of funding, either church or publi  
(no non-church privately funded institutions had written Internet usage policies), 
and in relation to the Carnegie class.  I also was able to run a general correlational 
array including all of the elements that occurred in more than one policy to lo k 
for any statistically significant correlation between inclusion of elements. 
  
 
 
 
 
      Analysis 
 
 Of the thirty-nine institutions that met my selection criteria, twenty, or 
approximately 52% had written Internet usage policies in place at their 
institutions.  Four policies that I included in the study consisted solely of the text 
of signs posted at each of the library’s workstations; these were the shortest of the 
documents I analyzed.  It is important to note that an additional three institutions 
submitted documents that I chose not to include in my study, as they were not 
Internet usage policies that were in place at the library, but were in fact campus 
network policies and, as such, dealt with university network accounts and usage, 
rather than Interet access.  Two policies that I did include in my analysis are what 
I would classify as hybrid policies, containing information pertinent to Internet 
access at the library, as well as policies regarding use of a campus network 
account.  
Table I shows the fr quencies as percentages of each conceptual element’s 
occurrence in the twenty policies examined and shows the breakdown of the 
frequencies of occurrence of elements for the given factors of control (public or 
church) and Carnegie class (Bachelor’s, Master’s, Research/Doctoral).  For the 
detailed scoring of individual institutions’ policies see Appendix A. 
  
 
 
TABLE I:  Breakdown of frequency of inclusion of conceptual elements. 
 
 Conceptual Elements church 
N=11 
public 
N=9 
bachelors* 
N=10 
masters 
N=6 
doctoral 
N=3 
TOTAL 
N=20 
1 On The Web? 0% 56% 20% 33% 33% 25% 
2 Computers are for research use 
only/No recreational use. 
46% 11% 30% 50% 0% 30% 
3 Academic work has priority. 36% 56% 40% 17% 100% 45% 
4 Faculty, staff, and students have 
priority. 
55% 67% 60% 67% 67% 60% 
5 Library serves broader community. 18% 11% 10% 33% 0% 15% 
6 Open/unrestricted access to 
information and ideas. 
18% 22% 10% 17% 67% 20% 
7 Library uses filtering software. 9% 0% 0% 0% 0% 5% 
8 Access to filtered sites may be 
requested. 
9% 0% 0% 0% 0% 5% 
9 Policy cites mission of the 
institution/library. 
18% 56% 30% 50% 33% 35% 
10 Policy cites US Constitution. 0% 44% 10% 17% 67% 20% 
11 Policy cites ALA's code of 
ethics/Library bill of rights  
0% 22% 0% 17% 33% 10% 
12 Library does not monitor patron 
information access. 
0% 33% 0% 17% 67% 15% 
13 Internet provides access to all manner 
of information resources. 
9% 11% 0% 0% 33% 10% 
14 Library is not responsible for 
information found on Internet. 
18% 22% 10% 17% 33% 20% 
15 The Internet contains offensive/ 
controversial/inaccurate material. 
18% 22% 10% 17% 33% 20% 
16 Credit card usage on Internet is at 
patron's risk. 
9% 0% 0% 0% 0% 5% 
17 Library cannot guarantee patron's 
privacy. 
9% 11% 0% 17% 33% 10% 
18 No accessing offensive, obscene, 
pornographic, or indecent images. 
46% 33% 60% 17% 0% 40% 
19 No accessing offensive, obscene, 
pornographic, or indecent material. 
36% 22% 50% 0% 0% 30% 
20 No illegal activity (inc. theft & 
vandalism)/cites law. 
55% 56% 70% 33% 33% 55% 
21 No copying licensed software. 9% 22% 10% 17% 33% 15% 
22 No infringement of copyright (or 
quotes copyright law). 
46% 56% 60% 17% 67% 50% 
23 No altering system or configuration 
files. 
18% 33% 10% 33% 33% 25% 
24 No violating systems' security. 27% 22% 30% 17% 0% 25% 
25 No uploading or installing files or 
programs. 
18% 22% 10% 17% 33% 20% 
26 No commercial/advertising use. 18% 22% 30% 17% 0% 20% 
27 No harassing others. 18% 22% 30% 17% 0% 20% 
28 No games. 18% 33% 30% 17% 33% 25% 
  
 
29 No chat. 55% 44% 50% 50% 33% 50% 
30 No e-mail. 55% 44% 50% 67% 33% 50% 
31 No word-processing/web authoring. 9% 33% 10% 33% 33% 20% 
32 Be considerate of others, respect 
others' privacy. 
36% 33% 40% 50% 0% 35% 
33 Users must respect ownership of 
accounts. 
18% 11% 30% 0% 0% 15% 
34 Users may not represnt themselves 
as another person. 
0% 11% 10% 0% 0% 5% 
35 Institution name/symbols may not be 
used without permission. 
18% 0% 20% 0% 0% 10% 
36 Restrictions placed on use by minors. 36% 11% 20% 50% 0% 25% 
37 Parents are responsible for children's 
access to Internet. 
9% 33% 10% 17% 67% 20% 
38 Mentions university's Honor Code. 18% 0% 20% 0% 0% 10% 
39 Violation of policies result in loss of 
Internet privileges/prosecution. 
55% 44% 70% 17% 33% 50% 
40 Patrons may be asked to move to less 
public area. 
9% 0% 0% 17% 0% 5% 
41 Internet training classes available. 9% 0% 10% 0% 0% 5% 
42 Time limits. 9% 22% 20% 0% 33% 15% 
43 Library has sign-up sheet. 9% 11% 20% 0% 0% 10% 
44 Bring problems to/help available at … 55% 44% 50% 33% 67% 50% 
45 Evangelizing via the Internet 
allowed/encouraged. 
9% 0% 0% 0% 0% 5% 
 *The policy from the Southeastern Baptist Theological Seminary has been excluded 
from this column, as the institution’s Carnegie class is Theological Institution, not 
Baccalaureate institution. 
 
  
 
intellectual freedom and privacy issue.  Of the twenty policies I reviewed, eleven 
included at least one of the statements in this grouping that affirm privacy or 
intellectual freedom, while only one provided a statement that their Internet 
connections were in any way filtered.  It is interesting to note that for each of the 
elements included in this category, except for the filtering statements, rates of 
inclusion are higher for public institutions than for church controlled institutions.  
Looking at the same elements, it is also possible to see that master’s and 
research/doctoral institutions were more likely to include individual elements than 
bachelor’s colleges.   
Regarding filtering of Internet connections, only one institution of the 
twenty studied, the Southeastern Baptist Theological Seminary, claimed to do so.  
While the policy at this institution is provides directions for requesting access to 
filtered sites, it also provides directions for submitting a request that an 
“offensive” be filtered.  The instituton wi h this policy is the only one included in 
this study that is classified as a theological institution.  It would be very interesting 
to see if other theological institutions excluded from this study due either to 
enrollment or non-baccalaureate statu, also filter their Internet connections.  If 
this is a common procedure at institutions of this sort, it would be important to 
consider what type of material is being filtered and what ramifications this might 
have on the educational process at these insti utions. 
Only 30% of the policies include a statement drawn from the next cluster of 
elements (items thirteen through seventeen), all of which relate to descriptions or 
warnings regarding Internet content.  Of these, the two most common elements are 
those that state that “the Internet contains offensive/controversial/inaccurate 
information” and that “the library is not responsible for information found on the 
Internet.”  In fact, each of these elements occurs only in conjunction with one 
  
 
another.  This seems easily explained by the fact that the first of these items leads 
logically to a legal disclaimer in an attempt to forestall complaints or legal action 
against the library.  The remaining elements included in this grouping are each 
used in no more than two policies and like the above seem geared towards 
educating the user and avoiding liability for any problems that arise. 
The grouping of conceptual elements that includes the most items can be 
generalized as restrictions of Internet use (items eighteen throu  thirty-five).  
These restrictions range from barring illegal activity to accessing certain types of 
Internet content to restricting certain computing activities.  Eighty percent of the 
policies I reviewed contained at least one item from this cluster. Two of th  most 
common restriction statements, “no illegal activity…” and “no infringement of 
copyright” simply bar the user from breaking the law while online.  The wording 
of the policies ranges from the vague, “It is not acceptable to use the O’Kelly 
Library Internet for any purpose that violates US or state laws,” (Winston Salem 
State) to the precise, “Use of equipment or electronic products or software owned 
by the University of North Carolina [Chapel Hill] in a manner inconsistent with 
copyright law and license agreements is strictly prohibited.”  It is interesting to 
note the same number of policies barring illegal activity also bar email and restrict 
access to chat groups.  As mentioned earlier, it is easy to recognize inclusion of 
these elements as attempts to provide some control over limited resources, 
however, restrictions such as these need to be carefully considered as they may 
stand in the way of academically justifiable activities. 
Perhaps the most interesting restrictions to consider are tho e th t bar 
viewing offensive, obscene, or pornographic material or images.  Restrictions of 
this sort are in place at 40% of the institutions (8 policies) included in this study. 
These restrictions are stated in a number of different ways, each of which could
  
 
potentially lead to vastly different interpretations. Two of these policies (North 
Carolina Agricultural and Technical College and Wingate University) make a 
point of barring only pornographic images from public view.  Perhaps 
surprisingly, among the policies that restrict access to certain types of content, 
none specifically mention overly violent content, despite the press that violent 
Internet sites have received in the wake of recent school shootings.  While some 
policies broadly bar “pornographic material” others are more specific in restricting 
“any text or pictures which are obscene, threatening, racist, or sexist” (Mount 
Olive College).  Policies such as these, although quite common, can easily be seen 
to be placing the library in the role of the censor, and seem to be in contradiction  
to the  ALA Library Users Bill of Rights.  Although I will be discussing 
correlations between elements later in this paper, it is illuminating to consider that 
no policy that cites the ALA Bill of Rights includes a statement barring access to 
material based on content. 
The policy in place at Appalachian State University provides an interesting 
example of a policy that does not restrict material based on content, but does 
discourage doing so in a public or exhibitionary manner.  The policy reads:
 
Users are reminded that the library is a public place and are 
strongly encouraged to be considerate and not expose others 
to material and images that might be considered offensive.  
Indeed, so exposing others to such material could violate state 
or Federal law or University policies, including the 
University’s “Policy on Sexual Harassment”… 
Similarly, the policy in place at Queens College expressly does not restrict any 
content, but does place responsibility on the patronfor being aware of what others 
might view on their screens: 
 
Because Internet workstations are in a public area, the library 
cannot guarantee a patron’s privacy in viewing Internet-based 
  
 
materials.  We do not place any content restrictions on 
Internet access, but we ask that patrons be aware of of the 
sensibilities of those around them.  If you find you need to 
access materials that some might find offensive, please ask a 
librarian if there is a less public area where you could work. 
The intent of policy statements such as these is clearly to protect patrons from 
viewing potentially offensive material displayed on other users’ screens while at 
the same time avoiding censoring material based on content.  It would be 
interesting to do further research into whether policies of this sort are effective, 
and whether they would stand up to a legal challenge.  If they are found to be 
effective and legally sound, they might prove good models for policy makers with 
concerns regarding display of pornography on machines. On t e other hand, these 
policies might lead to problems as they put quite a bit of power into the hands of 
those easily offended, and open the doors for those interested in censorship to levy 
complaints against any patron viewing material “that some might find offensive.”  
 A large proportion of other restrictions that are included in the policies I 
reviewed deal with system security, and restrict installing software or violating 
any systems’, either remote or local, security.  Another set of restrictions seem o 
be common to policies that are what I have termed ‘hybrid policies’those that 
act as both campus network policies and Internet usage policies.  These 
restrictions  (items thirty-two through thirty-five) deal with accessing files and 
filesystems not owned by the user, or using institutional symbols and names 
without permission. Finally, a few other restrictions that occur in policies that 
were not coded for in my study deserve some consideration.  One policy restricts 
the use of the Internet for gambling (UNC Asheville).  Another policy restricts 
political activity (Mount Olive College), but does not specify whether this 
restriction is meant to stop individuals from using the Internet workstations to 
spread political messages, or to restrict viewing websites that deal with political 
  
 
topics.  In the latter case, a policy such as this would seem to be contrary the 
library’s mission of providing information, while in the former case the library 
could arguably be viewed as limiting patrons free speech. 
 The next grouping of conceptual elements deals with issues surrounding 
access to the Internet by minors and is reflected in two coding elements (items 
thirty-six through thirty-seven).  These elements occur in eight of the twenty 
policies that I reviewed.  The restrictions that were placed on minors vary from 
institution to institution.  Some state that “library patrons under the age of 18 must 
be under the supervision of a parent” (Barton College), while others take into 
account the very real possibility of students under the age of 18 by stating that 
“All persons under the age of 18 must have a Campbell University ID to access 
the Internet” (Campbell College).  A third policy states that “Children must be 
accompanied by an adult when using the Internet” (Qu e s College). Rather than 
require parental supervision, a number of policies make statements to the effect 
that parents are responsible for children’s Internet usage.  When looking at the 
frequency breakdowns by institutional control, more church funded colleges 
require parental supervision, while the publicly funded institutions are more likely 
to make statements putting accountability on parents without requiring their 
presence.  Only one policy take the exact opposite approach by stating that they do 
“not restrict Internet usage by library users of any age” (UNC Pembroke) 
 The next cluster of elements focuses on consequences of policy violations.  
Just over half of the policies (55%) contain some statement outlining the results in 
policy infraction, with exactly half of the policies threatening loss of Internet 
privileges and even prosecution.  Only one policy takes the unique approach of 
reserving the right to request that a patron move to a less public area, stating that 
this “will only be done if the nature of the persons’ research is considered 
  
 
potentially upsetting to another patron” (Queens College)  One response to 
violations of policy that I did not code for comes from Shaw University and reads 
“Library personnel reserve the right to monitor user searches and are empowered 
to terminate use if search activities are deemed frivolous.”  This approach seems 
highly problematic as it places the librarian squarely in the role of Internet police 
and censor, and leaves a huge amount open for interpretation regarding the 
possible frivolity of a search. 
 The final elements (items forty-one through forty-five) do not fit neatly into 
any of the previous categories, but are nonetheless interesting to consider.  Fully 
half of the policies provide guidance for whre to bring questions or problems, 
while only one policy mentions the availability of Internet training classes.   Three 
policies mention time limits, although at least one of these policies states that they 
are only enforced if there are individuals waiting for terminals.  Perhaps the most 
unusual element in these policies comes from the Southeastern Baptist Theological 
Seminary and seems in keeping with the religious nature of the institution:  “The 
value of witnessing via the Internet is recognized and encour ged by the Library 
and Southeastern Seminary.” 
 As a secondary means of evaluation, I ran the data from the scoring of the 
documents through the SPSS statistical software package in order to see whether 
there were any significant correlations between differ nt elements that might 
prove illuminating.  Admittedly, the sample size of twenty policies is small and it 
can not be stressed enough that these correlations very well might not bear out in a 
larger sampling.  Keeping that in mind, however, there were a number of 
statistically significant correlations between elements that merit discussion (see 
Appendix C for complete correlational statistics). 
 The first correlations that are interesting to consider show a strong positive 
  
 
link between a policy making a statement to the effect that the library does not 
monitor patron Internet usage and a number of elements relating to intellectual 
freedom issues, including citing the US Constitution and citing the ALA Library 
Bill of Rights . This same element also correlates highly with the enrollment at an 
institution.  Although, as with any of these findings, generalizing is questionable, 
this finding seems to relate to the fact that two of the three policies  that are the 
strongest documents in terms of intellectual freedom are from  very large public 
institutions (NC State and UNC Greensboro). The relationship between these 
elements seems obvious; inclusion of more than one of these elements would be 
internally consistent with a policy outlining a clear platform based on freedom of 
information.  It is interesting to note, too, that these same elements are linked 
strongly with a statement placing responsibility for the actions of minors with their 
parents rather than with the institution.  This latter element is consistent with, and 
in fact mirrors, the ALA’s public stance regarding children’s use of the Internet. 
 Another clear correlation is the strong relation between policies mentioning 
a duty to the broader community and restrictions being placed on use of the 
Internet by a minor.  It seems obvious that an institution with lots of use by the 
general public would mention their willingness to serve that public but would also 
be wary of allowing children unsupervised access to the Internet for fear of legal 
action. 
 Finally, there are a number of strong correlations between inclusion of 
various restrictions.  Barring the use of email and chat are clearly related while  
restricting these activities is negatively correlated with inclusion of a statement 
restricting harassment of others using resources.  This might be due to an 
assumption that chat and email would be the main vehicles for transmitting 
harassing messages, and restricting these activities would obviate the need for an 
  
 
anti-harassment statement.  There are also a number of strong correlational 
relationships that can be found between quite a few of the restrictions, including 
viewing obscene material or violating systems’ security, and inclusion of a 
statement outlining loss of Internet privileges or prosecuti n as the consequences 
of violating policies.
  
 
 
 
 
  Implications for Future Study 
 
 Due to the small sample of policies reviewed in this pilot study, there are a 
number of avenues that present themselves as possible routes for future study.  
Obviously studying institutions located solely in North Carolina presents a 
significant limitation to generalizing from the results of this study.  Because this 
study focuses on such a narrow geographic area, the results of this study may bear 
little resemblance to findings of any future studies based in New England or 
California, for instance.  One obvious course for future research would be to 
simply replicate this study elsewhere or expand the sample to include institutions 
nationwide.  It would then be possible to combine the results of this study with 
future studies, noting any similarities in frequency of inclusion and seeing if the 
correlational relationships between conceptual elements remain the same.  
Perhaps more importantly, a future study that would allow the opportunity 
for follow-up interviews with the librarians who might have drafted these 
documents and with library employees who implement and enforce these policies 
would prove enlightening.  This study would be about processes, and could 
examine relationships between library missions and Internet access.  By 
conducting follow-up interviews with librarians, it would be possible to shed light 
on the intentions behind the creation of Internet usage policies, as well as any 
unforeseen problems that libraries might have had with their implementation.   
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      Appendix A 
 
Scoring of Individual policies for inclusion of conceptual elements. 
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Control P C C C C C C
 Enrollment 12,457 1,401 6,096 1,102 1,300 1,830 1,120 
Carnegie M BB M BB BB BB BB
Policy? Y Y Y Y Y Y Y
On The Web? Y
Computers are for research use 
only/No recreational use. X X X
Academic work has priority. X
Faculty, staff, and students have 
priority. X X X X
Library serves broader community. X
Open/unrestricted access to 
information and ideas.
Library uses filtering software.
Access to filtered sites may be 
requested.
Policy cites mission of the 
institution/library. X X
Policy cites US Constitution. X
Policy cites ALA's code of 
ethics/Library bill of rights X
Library does not monitor patron 
information access. X
Internet provides access to all 
manner of information resources.
Library is not responsible for 
information found on Internet. X X
The Internet contains offensive/ 
controversial/inaccurate material. X X
Credit card usage on Internet is at 
patron's risk.
Library cannot guarantee patron's 
privacy.
No accessing offensive, obscene, 
pornographic, or indecent images. X X
No accessing offensive, obscene, 
pornographic, or indecent material. X X
No illegal activity (inc. theft & 
vandalism)/cites law. X X X X
No copying licensed software. X
No infringement of copyright (or 
quotes copyright law). X X X
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No altering system or configuration 
files. X
No violating systems' security. X
No uploading or installing files or 
programs. X
No commercial/advertising use. X X
No harassing others. X X
No games. X X
No chat. X X X
No e-mail. X X X X
No word-processing/web authoring. X
Be considerate of others, respect 
others' privacy. X X X
Users must respect ownership of 
accounts. X
Users may not represent 
themselves as another person.
Institution name/symbols may not 
be used without permission. X
Restrictions placed on use by 
minors. X X X
Parents are responsible for 
children's access to Internet. X X
Mentions university's Honor Code. X
Violation of policies result in loss of 
Internet privileges/prosecution. X X X
Patrons may be asked to move to 
less public area.
Internet training classes available. X
Time limits.
Library has sign-up sheet. X
Bring problems to/help available at 
… X X X
Evangelizing via the Internet 
allowed/encouraged.
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Library cannot guarantee patron's 
privacy.
No accessing offensive, obscene, 
pornographic, or indecent images.
No accessing offensive, obscene, 
pornographic, or indecent material.
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vandalism)/cites law.
No copying licensed software.
No infringement of copyright (or 
quotes copyright law).
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No altering system or configuration 
files.
No violating systems' security.
No uploading or installing files or 
programs.
No commercial/advertising use.
No harassing others.
No games.
No chat.
No e-mail.
No word-processing/web authoring.
Be considerate of others, respect 
others' privacy.
Users must respect ownership of 
accounts.
Users may not represent 
themselves as another person.
Institution name/symbols may not 
be used without permission.
Restrictions placed on use by 
minors.
Parents are responsible for 
children's access to Internet.
Mentions university's Honor Code.
Violation of policies result in loss of 
Internet privileges/prosecution.
Patrons may be asked to move to 
less public area.
Internet training classes available.
Time limits.
Library has sign-up sheet.
Bring problems to/help available at 
…
Evangelizing via the Internet 
allowed/encouraged.
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Control
 Enrollment 
Carnegie
Policy?
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Academic work has priority.
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priority.
Library serves broader community.
Open/unrestricted access to 
information and ideas.
Library uses filtering software.
Access to filtered sites may be 
requested.
Policy cites mission of the 
institution/library.
Policy cites US Constitution.
Policy cites ALA's code of 
ethics/Library bill of rights 
Library does not monitor patron 
information access.
Internet provides access to all 
manner of information resources.
Library is not responsible for 
information found on Internet.
The Internet contains offensive/ 
controversial/inaccurate material.
Credit card usage on Internet is at 
patron's risk.
Library cannot guarantee patron's 
privacy.
No accessing offensive, obscene, 
pornographic, or indecent images.
No accessing offensive, obscene, 
pornographic, or indecent material.
No illegal activity (inc. theft & 
vandalism)/cites law.
No copying licensed software.
No infringement of copyright (or 
quotes copyright law).
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No altering system or configuration 
files.
No violating systems' security.
No uploading or installing files or 
programs.
No commercial/advertising use.
No harassing others.
No games.
No chat.
No e-mail.
No word-processing/web authoring.
Be considerate of others, respect 
others' privacy.
Users must respect ownership of 
accounts.
Users may not represent 
themselves as another person.
Institution name/symbols may not 
be used without permission.
Restrictions placed on use by 
minors.
Parents are responsible for 
children's access to Internet.
Mentions university's Honor Code.
Violation of policies result in loss of 
Internet privileges/prosecution.
Patrons may be asked to move to 
less public area.
Internet training classes available.
Time limits.
Library has sign-up sheet.
Bring problems to/help available at 
…
Evangelizing via the Internet 
allowed/encouraged.
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Note:  
Control:  P = Public; C = Church; V = Private 
Carnegie Class: B = Baccalaureate I Institution; BB = Baccalaureate II 
Institution; M = Master’s I Institution; MM = Master’s II Institution; D = Doctoral 
Institution; R = Research Institution; T = Theological Institution 
 
The following institutions did not have Internet usage meeting the criteria of this 
study and were therefore excluded: 
 
Davidson College 
Duke University 
East Carolina University 
Elizabeth City State University 
Elon College 
Gardner-Webb University 
Greensboro College 
Guilford College 
High Point University 
 
Johnson C Smith University 
Lenoir-Rhyne College 
Meredith College 
NC Central University 
Pfeiffer University 
Saint Augustines College 
UNC-Charlotte 
Wake Forest University 
Western Carolina University 
The Internet policy from Fayettevill  State University was not received.  
 
  
 
 
 
      Appendix B 
 
Text of the twenty policies studied.  
  
 
Appalachian State University 
Libraries' Internet Access Policy 
The Appalachian State University Library provides full Internet access in order to support the scholarly 
activities of Appalachian’s faculty, students, and staff. While controversial and inaccurate material may be 
obtained on the Internet, the University Library does not monitor patrons’ use of information resources, nor 
is the Library responsible for censoring access or protecting individuals from controversial or offensive 
material.  
 
Library workstations must be used in accordance with the Appalachian State University “Computer Usage 
Policy”, and in accordance with United States and North Carolina statutes of law.  
 
Users are reminded that the library is a public place and are strongly encouraged to be considerate and not 
expose others to material and images that might be considered offensive. Indeed, so exposing others to such 
materials could violate state or Federal law or University policies, including the University’s “Policy 
Prohibiting Sexual Harassment” and the aforementioned “Computer Usage Policy.” Parents or legal 
guardians are responsible for their children’s use of library materials, whether found on the Internet or 
among the Library’s other collections.  
 
The Library’s Internet Access Policy is based upon the First Amendment of the U.S. Constitution and 
American Library Association documents, including “The Library Bill of Rights” and 
Electronic Information, Services and Networks:  An Interpretation of the Library Bill of Rights”  
Click here for the full text of the Appalachian State University Library mission statement.  
 
Barton College 
Barton College uses its computer facilities and information technology resources to supplement the 
educational process and to enhance research and instruction of faculty, staff, and students. This document 
will outline the obligations accepted by each computer user. Every person using Barton Cllege computers 
and/or College Network must accept the terms of this document as well as the boundaries imposed by the 
Honor Code of Barton College and local, state, and federal laws. At the present time only faculty, staff, and 
current students may use the Barton College Campus Computer Network.  Adult library patrons may use 
Barton LINC (Library Information Network Center.)  Those library patrons under the age of 19-must be 
under the supervision of parent in order to use Barton LINC.  Dial-in connections are available to Barton 
College faculty and staff, but the number of dial-in ports are limited.  
 
Policy 1. Users may use only those accounts for which they have authorization as granted by the College. 
Information in all files is private. Using the filesof oth rs without their permission is unethical and illegal.  
 
2. Accounts or passwords are not to be shared. Users will be held responsible for any activity taking place 
within their own account. If you discover that your account has been used by another person, please notify 
the System Administrators immediately.  
 
3. Tampering with the password system or attempting to gain access to another's account or trying to 
degrade the system is prohibited. Any person violating this rule will lose computing privileges and will be 
subject to further discipline by the College.  
 
4. All users must respect copyright and other intellectual-prop rty rights. When citing Internet material in a 
paper or project, be sure to give a proper citation to the writer of the material. 
 
5. Electronic mail is not to be used to post any form of threatening, abusive, unwelcome or unwanted 
messages. Intimidation of another person by threatening language or personal attacks is prohibited.  
 
6. Academic use of the system takes priority ove ther uses.  
 
  
 
7. Use of printers and computer supplies for multiple copies is prohibited.  
 
8. Inappropriate materials, including pornography, should not be viewed or transmitted in any area where 
others may see such material and  be offended. 
 
9. Common courtesy and good sense should be used.   
 
10. Abuse of a dial-up line will not be tolerated and may result in revocation of dial-in privileges. 10. Users 
may not under any circumstances, without prior written consent from the System Administrator, use the 
name, the college seal, or any graphic symbol used by or associated with Barton College as part of an 
e-mail address, a "home page" or a second domain name for any online network. Unauthorized use can 
result in a criminal penalty.  
 
11. The Barton College logo is only to be used on the official Barton College sponsored home page. 
Submissions for inclusion at this address must be made by official Barton College organizations to the 
Director of Publications. Submissions should first be approved by the President and th n be submitted on 
diskette in Word Perfect, Word, or ascii format.  
 
12. Persons found in violation of any of the above guidelines and/or commission of abuse of the system 
and/or access privileges are subject to having their e-mail account and/or Internet usage suspended by the 
System Administrator. Multiple violations by students may be turned over to the Dean of Students for 
disciplinary action. Violations by faculty or staff may be referred for disciplinary actions as provided for by 
College policies.  
 
13. Barton College reserves the right to amend this policy as it sees fit. 
 
Campbell University 
COMPUTER RESOURCES/INTERNET 
The Computer Resources Room features more than eighteen networked computes p oviding access to the 
Internet and various nline resources, including over  eighty online databases in a variety of fields and a 
number of networked CD-ROM titles. Two of these computers provide access to a number of single us r 
CD-ROM databases. Web browsers on these computers all have multi-language support for the benefit of 
our international student community. Printing on most is networked to four high-speed laser printers for 
better quality and faster output. The charge for copies is five cents per page. Many of the databases allow 
articles to be sent to the user's personal e-mail and printed from home. The Computer Resources Room is 
for research only. E-mail access is available on computers in the Circulation area. 
 
All persons under the age of 18 must have a Campbell University ID to access the Internet enabled 
computers. Any person requesting an exception must obtain written authorization from the Director of 
Library Services or, in his absence, the senior librarian on duty. 
 
Remote access to online databases is available with a valid Campbell University ID. Instructions for access 
are found on the library's web page. 
 
 
Catawba College 
CATAWBA COLLEGE LIBRARY INTERNET USE POLICY 
Electronic information resources are to be used in a manner consistent with the educational and 
informational purposes for which they are intended: 
 
Authorized users are Catawba College faculty, students, and staff, and community borrowers age 16 and 
over.  Children under age 16 must be accompanied by an adult who will assume full responsibility for 
determining appropriate Internet usage. 
 
  
 
Internet access may not be used for any commercial purpose. 
 
Receiving or transmitting materials on the Internet in violation of any U.S. or N.C. law or Catawba policy 
is strictly prohibited. 
 
Computers are to be used for access to th  library's OPAC (online public access catalog), NCLIVE (North 
Carolina Libraries for Virtual Education) databases, and other online databases.  The computers are not to 
be used for e-mail, games, word processing, spreadsheets, etc.  
 
Copyright laws apply to materials obtained via the Internet.
  
Failure to observe stated rules may result in the suspension of computer privileges. 
 
THE LIBRARY RESERVES THE RIGHT TO MODIFY THIS POLICY AT ANY TIME 
Rev. 7/20/99     
 
 
Mars Hill College 
Library computers are reserved for Mars Hill academic research only. 
Recreational use of computers is not allowed. 
We ask that electronic conversations (e.g. Hotmail, Instant Messaging, chats) be carried out elsewhere. 
If you would like more information, please ask at the Rese rc  Information Desk. 
 
Methodist College 
No chat. No email. No games. 
 
Mount Olive College 
Guidelines for Internet Access at Moye Library, Mount Olive College 
 
Internet access is a privilege, not a right. All clients are expected to use the Internet in a responsible 
manner, consistent with the educational and informational purposes of the Library and in compliance with 
the Mount Olive College Computer and Network Use Policy. If access is abused or misused, it can be 
withdrawn at any time. 
 
Users of the Internet computers shall: 
 
1. Be members of the Mount Olive College community: students, faculty, staff, administrators, board 
members, or alumni. 
2. Respect the privacy and usage privileges of others.  Do not display on the screen or print any text or 
pictures which are obscene, threatening, racist or sexist 
3. Use common sense and common courtesy; follow the generally accepted rules of network etiquette.
4. Access the Internet either on an advance registration basis or first come first served walk-in regi tration 
basis. The registration log is done in 30-mi ute intervals. There is a 10 minute grace period for 
reservations. If a client does not arrive within this interval, the computer will be offered to someone who is 
waiting. 
5. Access the Internet only for the purposes of library- elated learning, scholarly purposes, research, or 
information. 
6. Access no personal E-mail, listserves, newsgroups, chat rooms, or recreational games. The use of E-Mail 
is limited to sending files to your account, requesting information fr m Web pages and responding to Web 
pages. 
7. Pay for all printing from the Internet at the rate of 10 cents for black and white page. Do not print long 
documents close to the end of your time slot or during busy hours. 
8. Use the Internet for no business, political or illegal activities. 
9. Neither damage nor alter the hardware or the software of the computer system. Perform no file 
management functions (such as copying files from one floppy to another, or deleting files from a floppy. 
  
 
Save no documents or files to the hard drive disk or network server. Clients should save to a floppy or print 
out their work during the reserved work session. Formatted, Library-stamped nd dated floppy diskettes 
may be purchased at the circulation desk for $1.00 per diskette. No other diskettes may be used on Library 
Internet workstations. (You may leave your diskette at the library circulation desk for continued use, but 
once the diskette leaves the library, It may not be used again.) These policies are to protect our computer 
system from a virus. 
10. Violate no copyright or software license agreement. 
 
Be aware that Internet resources may be inaccurate, incomplete, outdated, indecent, illegal, controversial or 
offensive. Library users access the Internet at their own discretion and are responsible for any information 
they locate. Since the Internet is unregulated, neither the college board of trustees, the administration nor 
the library staff can be responsible for any information found there. 
 
These guidelines are designed to maximize Internet access and to ensure fairness to all users. 
 
You may be asked to show your campus ID and will be asked to sign your name, date, time, and a general 
statement declaring which course number (academic purpose) or library information purpose you are 
pursuing during the session. 
 
When you sign an Internet workstation log sheet you Indicate that you have read the above and agree to 
abide by all stipulations. Agreement is required each time you use an Internet computer workstation. 
 
When a computer is shared, agreement is required from all users. 
 
The library staff will gladly assist you, but cannot provide extensive instruction. You are encouraged to 
attend informal training sessions on accessing the Internet. Watch for the monthly postings of times. 
 
Note: This project is supported in part with federal LSCA Title III funds administered by the North 
Carolina Department of Cultural Resources, State Library of North Carolina. 
 
November 1997 
 
 
North Carolina Agricultural and Technical State University 
F.D. Bluford Library 
Computer Use Policy 
 
F.D. Bluford Library computers are for research use consistent with the academic mission of North 
Carolina A&T State University.  Our primary clientele, the students, faculty, and staff of North Carolina 
A&T State University, receives priority for computer use. 
 
The following activities are prohibited: 
 
Reconfiguring computer set-up 
Game playing or other recreational use 
Engaging in chat or e-mail 
Wordprocessing 
Hacking, defined as unauthorized access to omputing resources 
Uploading unauthorized files or software 
Downloading of library or university licensed software 
Theft, vandalism, and/or reconfiguration of workstations, software, printers and/or computer-related 
material 
Access to any offensive, obscene or indecent  images 
Transmission of commercial or advertising material 
Commercial solicitation 
  
 
Transmission of material that infringes copyright policies 
 
The F.D. Bluford Library supports academic and research needs of the University Community in its eff rts 
to fulfill the mission statement of North Carolina A&T State University.  If access or usage of the Internet 
is wanted for any other purpose than research, then it must be through routes other than the computers 
located in the Reference Area and the Learning Resources Center of F.D. Bluford Library.  All violators 
will be prosecuted appropriately. 
 
 
North Carolina State University 
Freedom of Access to Internet Resources  
The primary purpose of Internet/World Wide Web availability in the NCSU Libraries is to provide access 
to information that will enhance and support the educational, instructional, and research-related activities of 
on- and off-campus students, faculty, and staff.  
The Internet is a global electronic network. Resources available on the Internet supplement and 
complement the collections of the NCSU Libraries. Not all sources on the Internet provide accurate, 
complete, or current information; determining their accuracy or authenticity is the responsibility of the user. 
NC State librarians and staff offer assistance, guidance, and instruction on using the Internet as a research 
and information resource. They do not monitor and have no control over the information accessed on 
workstations within the library building and are not responsible for content other than that which they have 
developed, such as the Libraries' Web pages.  
The Internet contains controversial material. In accordance with the First Amendment to the U.S. 
Constitution (see Amendment I, below), the NCSU Libraries neither restricts lawful access to materials nor 
protects library users from information they may find offensive. As with other library resources, parents or 
legal guardians are responsible for minor children's use of the Internet in the library building.  
Library workstations are not to be used for the purpose of illegal activity (e.g., copyright violations).  
Amendment I  
Congress shall make no law respecting an establishment of religion, or prohibiting the free exercise 
thereof; or abridging the freedom of speech, or of the press; or the right of the people peaceably to 
assemble, and to petition the government for a redress of grievances. 
Adopted: 3/2/98  
Approved by ULC: 3/31/98  
For any questions regarding the information on this page contact:  
 
 
North Carolina Wesleyan College 
Library Policy Manual 
Confidentiality And Intellectual Freedom 
 
The library upholds the principles of intellectual freedom and there shall be no censorship of the library 
collection.  The library strives to provide a balanced collection repres nting varied perspectives on subjects 
that may be considered controversial, and will not remove resources from the collection in response to 
pressure applied by individuals or groups espousing particular ideologies.  Open and unfiltered access to 
the Internet is available to members of the community from networked computers in the library and 
elsewhere on campus.  Users should understand, however, that students pursuing academic work have 
priority in use of the computer lab. 
 
Queens College 
Everett Library 
www.queens.edu/library/html  
  
 
Policies on Internet Use
Everett Library provides Internet access to support the research needs of all patrons--students, 
faculty, staff and members of the general public.  The Internet is available from any public 
workstation in the library.  No special log-in is required. 
 
Library patrons using the Internet are expected to comply with the following guidelines. 
 
1. The primary purpose of the library’s Internet access is to assist patrons in their research.   
Frivolous use, including the use of email and chat groups, is not permitted. 
 
2. Because the Internet workstations are in a public area, the library cannot guarantee a patron’s 
privacy in viewing Internet-based materials.  We do not place any content restrictions on Internet 
access, but we ask that patrons be aware of the sensibilities of those around them.  If you find you 
need to access materials that some might find offensive, please ask a librarian if there is a less 
public area where you could work.  On rare occasions, the librarian may ask a patron to move to a 
less public area.  This will only be done if the nature of the person’s research is considered 
potentially upsetting to another patron. 
 
3. Printing from the Internet requires the use of a copy card.  Patronsmay purchase a copy card at 
the Public Services Desk for $1.50.  The cost of printing is $.10 per page. 
 
4. Patrons wishing to download information to disk may purchase a formatted, virus- ree disk at the 
Public Services Desk for $.50. 
 
5. Children must be accompanied by an adult when using the Internet. 
 
6. We do not place any time restrictions on using the Internet in the library, but we ask that patrons 
limit this activity to a reasonable time period. 
 
Please ask a librarian if you need any assistance using the Internet. 
2/29/00 
 
Shaw University 
The Internet 
Acceptable Use Policy 
The purpose of the Internet at Shaw University Library is in keeping with the library's mission of enabling 
it's users immediate access to desired information pertaining to schol rly resear . However, with this new 
learning tool there are certain rule and guidelines to which users must adhere in order to prevent improper 
use and violation of 
computer ethics. 
 
Conditions And Rules : 
 
Acceptable Use  
a) Searches are restricted to appr ximately 45 minutes. Library personnel therefore  
reserve the right to terminate the search of any user beyond the specified time limit if that workstation is 
needed by another user.
 
b) Searches are to be conducted, as often as possible from databases accessible  
through the library's homepage instead of using Internet search engines. 
 
c) Library personnel reserve the right to monitor user searches and are empowered  
to  terminate use if  search activities are deemed frivolous; e.g.  chat room, social  
  
 
e-mailing, non-academic searches. 
 
Unacceptable Use 
The Library  personnel reserves the right to restrict or cancel computer privileges to users who : 
a) Use the Internet to conduct pornographic searches. 
b) Transmit any material in violation of any United States or state regulation. 
c) Use e-mail excessively for non academic reasons.
d) Use chat rooms. 
 
Printing 
In an effort to curb paper waste in excessive printing four computers are set up with print capabilities. This 
cuts the cost of waste and enables library personnel to monitor the types of material being printed. 
 
Southeastern Baptist Theological Seminary 
Internet Policy for the Library at Southeastern Baptist Theological Seminary 
 
The Internet provides countless invaluable resources otherwise not available.  Yet like any tool, it's use 
must be tempered by wisdom and judgment.  The Internet is a regulated form of information; however it 
may provide access to materials that are inaccurate, controversial, personally offensive, illegal, immoral, 
and unethical.  If an offensive site is not filtered, a request for filtering may be submitted for review to the 
Management Information Systems office.  If access to a filtered site is needed, a request to remove the 
filtering may also be submitted to the same office. 
 
The Library at Southeastern Baptist Theological Seminary is not liable for the content of any Internet site.  
Library staff will assist Internet users in a manner consistent with Library policy. 
 
The Library does not provide individual e-mail accounts.  Access to personal e-mail accounts through 
providers such as Juno, Yahoo, or Hotmail is allowed. 
 
The value of witnessing via the Internet is recognized and encouraged by the Library and Southeastern 
Seminary; but due to resource limitations, the downloading of chat room software to Library computers is 
forbidden. 
 
Academic work always takes precedence to personal Internet use and a patron may be asked to relinquish 
use of a terminal if necessary. 
 
Internet transactions involving the use of credit cards are conducted strictly at the risk of the Library patron. 
 
User Restrictions:   Internet Users may not: 
 
Damage or attempt to damage equipment; 
Alter or attempt to alter software configurations; 
Attempt to gain unauthorized access to or cause disruption of the Seminary and Library's computer systems 
or any other computer system; 
Violate copyright laws or software licensing agreements; 
Install personal software programs on any workstations; 
Display or send obscene images, messages, or files; 
Violate local, state, or federal laws or regulations; 
Engage in any activity that is deliberately & maliciously offensive, libelous, or slanderous. 
 
Violations of this policy may result in loss of Internet access and/or other Library privileges.  Unlawful acts 
are subject to prosecution by local, state, and federal authorities. 
 
  
 
UNC-Asheville 
Ramsey Library Policies  
Patron Usage Policy for Computing and Networking  
 
Introduction  
 
The computing and networking facilities in D. Hiden Ramsey Library are provided to support the 
educational and curriculum-related research needs of the University of North Carolina at Asheville, and to 
provide access to federal and state government information online or locally available in electronic format. 
 
The Library supports free access to re earch materials and the use of computing technologies to identify, 
locate and use scholarly resources. Of necessity, this policy restricts library patrons to legal, appropriate 
and fair use of a limited number of Library computers, so that the UNCA community benefits from 
improved access and services. 
 
1.Computer workstations in the Library are designated for specific purposes: 
2.Reference indexes and databases (Reference area)  
3.Multimedia Reserves (Media Center)  
4.Internet and e-mail access (Refernce area)  
 
Library computing and networking users must comply with the University of North Carolina at Asheville 
Computing and Networking Policies posted on the World Wide web at  
http://www.unca.edu/compcenter/policies.html. Student usage is governed by the Student Usage Policy for 
Computing and Networking at http://www.unca.edu/compcenter/computer_use.html. 
 
Permissible Use 
The Library will monitor usage of library computer workstations to ensure security and operating 
performance of its systems and networks. Patrons will inform Library staff of equipment problems and are 
not allowed to reboot or tamper with the system. 
 
Students, faculty, and staff with valid UNCA identification cards have priority over other users. Display 
your UNCA ID card in the holder provided. If a UNCA ID is not displayed, the assumption is that you do 
not have one.  
 
The number of Internet access workstations is limited. The Library reserves the right to reclaim 
workstations being used for personal or recreational purposes, such as writing letters or surfing the World 
Wide Web, and to reassign them to patrons who need to identify or access research materials or complete 
coursework assignments. 
 
Patron usage is limited to one hour per day at the Internet workstations. To reserve a time, sign-up in 
person on the provided form. Telephone and e-mail res rvations are not accepted. 
 
Patrons may use computing and networking technologies in the Library with the following restrictions:  
A. The use is not for illegal acts under federal or state law, pornography, or gambling.  
 
B. The use does not result in commercial gain or private profit (other than allowable under University 
intellectual property policies).  
                
C. The use does not violate federal or state laws or University polic es on copyright and trademark.  
 
D. If the use is personal or recreational, it does not prevent use by another University community member 
for legitimate University work. Internet games or chat are an inappropriate use of Library computing 
resources.  
 
  
 
Violation of Policy  
The University Librarian may suspend a patron’s computing privileges for as long as necessary in order to 
protect the Library’s computing resources. Student access privileges are suspended in accordance with the 
Student Usage Policy for Computing and Networking at 
http://www.unca.edu/compcenter/computer_use.html. 
 
Violations of law may be referred for criminal or civil prosecution in accordance with University policy. 
 
Posted July 1997 
 
 
UNC-Chapel Hill 
POLICY FOR USING THIS WORKSTATION 
 
1. Academic work has priority  
2. Time limit 1 hour if others are waiting  
3. Download if possible  
4. Access Limited to options listed on Screen   
5. No e-mail, no posting to user groups, no chatting, no irc, no muds, no moos 
6. No access to DOS, file manager, etc. 
7. No personal software 
8. No web authoring (HTML) 
9. No food or drink in the Information Commons 
 
Users who do not comply with this policy will be asked to leave. 
 
Users with questions or special needs should consult with Reference Staff. 
 
NOTICE: U.S. copyright law (Title 17 U.S. Code) and regulations issued by the Copyright Office govern 
the copying of copyright materials, including electronic information and products and software. Copying 
from a copyrighted work, including printing and downloading may constitute an infringement of the law. 
Use of equipment or electronic products or software owned by the University of North Carolina in a  
manner inconsistent with copyright law and license agreements is strictly prohibited The person using the
equipment is liable for any infringement he or she commits. 
 
UNC-Greensboro 
Access To Library Resources 
(including electronic information, online service, and the Internet) 
 
In keeping with The University of North Carolina at Greensboro’s fundamental mission of public higher 
education, Jackson Library provides the University’s students, faculty and staff access to all manner of 
information resources.  As a public institution, the Library  recognizes a secondary responsibility to serve 
the broader community i  this regard.  However, when appropriate and necessary to meeting its mission, 
goals, etc., it may impose reasonable restrictions on time, place, and manner of access to its information 
resources. 
 
In providing access to all resources, the Library supports the principles of open, free, and unrestricted 
access to information and ideas that are found in the First Amendment to the U. S. Constitution, the 
American Library Association’s Code of Ethics and Library Bill of Rights (including its Access to 
Electronic Information, Services, and Networks:  An Interpretation of the Library Bill of Rights).  Chief 
among those principles are the following: 
 
  
 
Freedom of expression is an inalienable human right and the foundation of self government; it encompasses 
the freedom of speech and the attendant right to receive information. 
 
Although Library ownership of resources may include distinct property rights and security concerns, the 
Library should not invoke these rights as a subterfuge to deny users’ access to information.  These property 
rights may, however, serve as a basis for limiting or restricting access when the rights of an individual, the 
broader community, or Library policy are abridged.
 
Users should be free of unreasonable limitations or conditions set by the Library, librarians, system 
administrators, vendors, network service providers, or others.  
 
Users should be provided confidentiality and privacy with regard to access and using information 
resources.  The Library will endeavor to uphold these rights by policy, procedure, and practice. 
 
Users should be advised that because of technical limitations, or approved legal scrutiny, transactions and 
files could become public. 
 
The Library recognizes that it should not act in loco parentis with regard to minors.  P ents and legal 
guardians who are concerned about their children’s  use of information resources should provide guidance 
to their own children. 
 
Electronic information, services and networks provided directly or indirectly by the Library should be 
equally, readily and equitably accessible to all Library users. 
 
Providing connections to global information, services, and networks is not the same as selecting and 
purchasing material for the Library collection.  Some information accessed electronically may not meet the
Library’s selection or collection development policy.  It is, therefore, left to each user to determine what is 
appropriate. 
 
The Library and its staff should not deny or limit access to information because of their personal beliefs or 
fear of confrontation.  Information retrieved or utilized electronically should be considered constitutionally 
protected unless determined otherwise by a court with appropriate jurisdiction. 
 
The Library, acting within its mission and objectives, supports access to information on all subjects that 
serve the needs or interests of each user, regardless of the content of the material. 
 
The Library should not deny access to information solely on the grounds that it is perceived to lack value. 
 
The Library should provide access to information presenting all points of view. 
 
The provision of access does not imply sponsorship or endorsement. 
 
In addition to the precepts identified above, Jackson Library will consider its mission, goals, objectives and 
the needs of the entir  community it serves in the development of specific procedures and practices related 
to information access.  
Adopted 10/99 
 
UNC-Pembroke 
Library Policy and Procedures Manual  
Section G2.2. 
 (11)  Internet access:  Internet access is available throughout the Library, including the Computer Lab.  
Library staff does not restrict Internet searching by library users of any age. 
 
Posted at computers: 
  
 
Welcome to the Electronic Resources Center 
 
This area is limited to database searching and internet research oly.
 
The Electronic Resources Center is not available for word processing, e-mail, chat rooms. 
 
The UCIS computer lab on the 2nd floor provides access to these programs. 
 
 
UNC-Wilmington 
Randall Library 
Internet Computer Use Policies 
 
Use of INTERNET computers is open to all library users.  
 
Use is on a first come basis. Advance reservations are not accepted.  
 
If all workstations are busy, users with UNCW ID can use INTERNET in any computer lab.  
 
Users must be considerate of others waiting to use the INTERNET. 
 
Users may be asked to relinquish a workstation for reference purposes.  
 
Primary use of the INTERNET should be in support of the educational mission of UNCW.  
 
Use of INTERNET is not for personal e-mail. Access is to UNCW students, faculty and staff in 
UNCW Computer Labs and offices from personal VAX accounts. UNCW VAX mail accounts can be 
accessed on PCs outside the computer lab on the second floor as well as in the lab.  
 
Small children are not allowed to use the workstations.  
     
Please print sparingly--paper and ink cartridges are VERY expensive!  
     
Users may download files to diskette or send them to their e- ail account.  
     
Users must NOT reboot the computer if it locks up; there may be other problems. Ask for assistance at the 
reference desk if any problems occur. 
 
Users must not change settings on the internet or the workstation in any manner.  
 
Last updated December 9, 1998. 
 
Wingate University 
Wingate University--Acceptable Use Policy for Online Resources 
 
Wingate University uses its computer facilities and information technology resources to supplement the 
educational process and to enhance research and instruction of faculty, staff, and students.  This document 
will outline the obligations accepted by each user with the assignment of an account (address).  Every 
person assigned an account must accept the terms of this document along with any amendments to it as 
well as the boundaries imposed by the Honor Code of Wingate University and local, state, and federal laws.  
  
Policy 
 
  
 
1.  Users may use only those accounts for which they have authorization as granted by the University.  
Information in all files is private.  Using the files of others without their permission is unethical and illegal.   
 
2.  Do not share accounts or passwords.  Users will be held responsible for any activity taking place within 
their own account.  If you discover that your account has been used by another person, please notify the 
System Administrators immediately. 
 
3.  Any unauthorized attempt to access any omputer network, computer facility, or electronic account for 
any reason is strictly prohibited.  Any person violating this rule will lose computing privileges and will be 
subject to further discipline by the University. 
 
4.  All users must respect copyright and other intellectual-property rights.   When citing Internet material in 
a paper or project, be sure to give a proper citation to the writer of the material.  Ask the Library’s 
Reference Librarians for help.
 
5.  Electronic mail is not to be used to post any form of threatening, abusive, unwelcome or unwanted 
messages.  Intimidation of another person by "flaming" (sending a message in all caps, indicating hostility 
or anger), threatening language, or personal attacks is prohibited.   
 
6.  Academic use of the system takes priority over other uses. 
 
7.  A large amount of electronic mail should not be allowed to "stack up" or be stored in Wingate 
University's system.  If a user takes up an unusually large amount of storage space, that user will be asked 
to clean out the files.  Failure to do so will result in disciplinary action.  The System Administrator has the 
right to purge files and/or close accounts of users violating this rule. 
 
8.  Inappropriate materials, including pornography, should not be viewed or transmitted in any public area 
where others may see such material and be offended.   
 
9.  Common courtesy and good sense should be used.  Abuse of a dial-up line will not be tolerated and may 
result in revocation of dial-in privileges.  
 
10.  A user may not under any circumstances, without prior written consent from the System Administrator, 
use the name, the university seal, or any graphic symbol used by or associated with Wingate University as 
part of an e-mail address, a "home page" or a second domai  name for any online network.  Unauthorized 
use can result in a criminal penalty. 
 
11.  No student may create and store a personal WWW home page on the Wingate University system.  All 
WWW home pages created for Wingate University and its member departments, organizations, or 
individual faculty members are considered an official representation of this school and therefore must be 
approved by the appropriate Dean or supervisor and the System Administrator.  
 
12.  Those persons violating the above guidelins are subject to having their e-ma l account and their 
Internet usage suspended by the System Administrator.  Multiple violations will be turned over to the Dean 
of Student Development or the University Provost for further discipline. 
 
Winston-Salem State University 
C. G. O'Kelly Library 
Internet Acceptable Use Policies  
 
All electronic traffic originating from O'Kelly Library shall be in accordance with these policies.  
 
Acceptable Use 
 
  
 
Use of the library's Internet Connection shall be guided by the following pricip es:  
 
1. Respect for the privacy of others.  
 
2. Attention to the legal protection by copyright and license to programs and data.  
 
3. Consideration for the security and functioning of computer networks and systems; for example, users 
shall not develop programs that harass other users, or cause harm to other computer system. Examples of 
such programs are computer "viruses" and "worms."  
 
Unacceptable Use  
 
1. It is not acceptable to use the O'Kelly Library Internet for any purpose that violates U.S. or state laws, to 
transmit threatening, obscene or harassing materials, or to interfere with or disrupt network users, services 
or equipment, distribution of unsolicited advertising, propagation of computer worms and viruses, and 
using the Internet to make unauthorized entry to any other machine via the network. Illegal acts involving 
the Library's connection may be subject to prosecution by local, state, or federal agencies.  
     
2. Users may not represent themselves as another person.  
     
3. It is not acceptable to use the library's connection to access information or resources unless permission to 
do so has been granted by the owner or holder of rights to those resources and information.  
 
4. Malicious use is not acceptable!  
     
5. Computing resources shall not be used to access pornographic or sexually suggestive materials. 
  
 
 
 
 
     Appendix C 
 
Output of the general correlational array identifying significant 
relationships between frequency of inclusion of conceptual elements represented 
in more than one policy. 
Pearson Correlations
1.000 -.244 .356 .094
-.244 1.000 -.592** -.134
.356 -.592** 1.000 .328
.094 -.134 .328 1.000
-.136 .031 -.099 .343
.324 -.055 .302 .408
.075 .206 -.032 .385
-.212 -.218 .369 .272
.522* -.327 .050 .153
.290 -.218 .034 .272
.646** -.275 .183 .343
.043 -.218 .369 -.068
.291 -.055 .050 .153
.291 -.055 .050 .153
.053 .145 .034 .272
-.381 .134 .082 .042
-.362 .048 .066 -.134
-.074 -.066 .010 .287
.269 .336 -.099 .057
.133 -.218 .302 .204
.180 .126 .174 .000
-.251 -.126 .174 .000
.155 .218 .050 -.102
-.191 .218 -.201 .408
-.113 -.327 .050 .153
.109 -.126 -.058 .000
-.192 .436 -.302 -.408
-.120 .436 -.503* -.204
.186 -.055 -.201 -.102
-.197 -.023 -.032 .385
-.240 -.275 .183 .057
-.212 -.218 .369 .272
-.188 .126 -.058 .236
.492* -.327 .050 .408
-.204 .000 .101 .000
.207 .031 .183 -.229
-.178 .145 .034 .272
.127 .000 .503* .204
Variables
Enrollment
Computers are for research use only/No
recreational use.Academic work has priority
Faculty, staff, and students have priority
Library serves broader community.
Open/unrestricted access to information and ideas
Policy cites mission of the institution/library.
Mentions university's Honor Code.
Policy cites US Constitution.
Policy cites ALA's code of ethics/Library bill of rights
Library does not monitor patron information access.
Internet provides access to all manner of
information resources.Library is not responsible for information found on
Internet.Th  I ternet contains offensive/
controversial/inaccurate material.Library cannot guarant e p ron's privacy.
No accessing pornographic images.
No accessing pornographic material.
No illegal activity (inc. theft & vandalism)/cites law.
No copying licensed software.
No infringement of copyright (or quotes copyright
law).No altering system or configuration files.
No violating systems' security.
No uploading or installing files or programs.
No commercial/advertising use.
No harassing others.
No games.
No chat.
No e-mail.
No word-processing/web authoring.
Be considerate of others.
Users must respect ownership of accounts.
Institution name may not be used without
permission.R stricti s placed on use by minors.
Parents responsible for children's access to
Internet.Violation of policies result in loss of Internet
privileges/prosecution.Time limits.
Library has sign-up sheet.
Bring problems to/help available at...
Enrollment
Computers are
for research
use only/No
recreational
use.
Academic
work has
priority
Faculty, staff,
and students
have priority
Pearson Correlations
-.136 .324 .075 -.212
.031 -.055 .206 -.218
-.099 .302 -.032 .369
.343 .408 .385 .272
1.000 .140 -.015 -.140
.140 1.000 -.105 -.167
-.015 -.105 1.000 -.245
-.140 -.167 -.245 1.000
-.210 .375 .157 -.167
-.140 .250 .454* -.111
-.176 .490* .279 -.140
-.140 .250 .105 -.111
-.210 .063 .157 -.167
-.210 .063 .157 -.167
.327 .667** .105 -.111
-.343 -.408 .257 .408
-.275 -.327 .206 .145
-.183 -.302 .242 .302
-.176 -.210 .279 -.140
-.140 -.250 -.105 .333
.081 -.289 .303 -.192
-.243 -.289 -.182 .577**
-.210 -.250 .157 -.167
.140 -.250 .419 -.167
-.210 -.250 -.105 .667**
.081 -.289 .061 -.192
-.140 -.250 .105 -.333
.420 -.250 .105 -.333
.140 -.250 -.105 -.167
.279 -.105 .121 .454*
-.176 -.210 -.308 .793**
-.140 -.167 -.245 1.000**
.728** .000 -.182 .192
.140 .375 .157 -.167
-.140 -.500* .105 .333
-.176 -.210 .279 -.140
-.140 -.167 .454* -.111
.140 .000 -.105 .333
Variables
Enrollment
Computers are for research use only/No
recreational use.Academic work has priority
Faculty, staff, and students have priority
Library serves broader community.
Open/unrestricted access to information and ideas
Policy cites mission of the institution/library.
Mentions university's Honor Code.
Policy cites US Constitution.
Policy cites ALA's code of ethics/Library bill of rights
Library does not monitor patron information access.
Internet provides access to all manner of
information resources.Library is not responsible for information found on
Internet.Th  I ternet contains offensive/
controversial/inaccurate material.Library cannot guarant e p ron's privacy.
No accessing pornographic images.
No accessing pornographic material.
No illegal activity (inc. theft & vandalism)/cites law.
No copying licensed software.
No infringement of copyright (or quotes copyright
law).No altering system or configuration files.
No violating systems' security.
No uploading or installing files or programs.
No commercial/advertising use.
No harassing others.
No games.
No chat.
No e-mail.
No word-processing/web authoring.
Be considerate of others.
Users must respect ownership of accounts.
Institution name may not be used without
permission.R stricti s placed on use by minors.
Parents responsible for children's access to
Internet.Violation of policies result in loss of Internet
privileges/prosecution.Time limits.
Library has sign-up sheet.
Bring problems to/help available at...
Library serves
broader
community.
Open/
unrestricted
access to
information
and ideas
Policy cites
mission of the
institution/
library.
Mentions
university's
Honor Code.
Pearson Correlations
.522* .290 .646** .043
-.327 -.218 -.275 -.218
.050 .034 .183 .369
.153 .272 .343 -.068
-.210 -.140 -.176 -.140
.375 .250 .490* .250
.157 .454* .279 .105
-.167 -.111 -.140 -.111
1.000 .667** .840** .250
.667** 1.000 .793** .444*
.840** .793** 1.000 .327
.250 .444* .327 1.000
.375 .250 .490* .250
.375 .250 .490* .250
.250 .444* .327 .444*
-.153 -.272 -.343 .068
-.055 -.218 -.275 .145
.201 -.034 .099 -.034
-.210 -.140 -.176 -.140
.000 -.333 -.140 .000
-.289 -.192 -.243 .192
.000 -.192 -.243 .192
-.250 -.167 -.210 .250
-.250 -.167 -.210 -.167
.375 .250 .140 -.167
-.289 -.192 -.243 -.192
-.500* -.333 -.420 .000
-.500* -.333 -.420 -.333
-.250 -.167 -.210 -.167
.157 .105 -.015 -.245
.140 -.140 -.176 -.140
-.167 -.111 -.140 -.111
-.289 -.192 -.243 -.192
.688** .667** .840** .250
-.250 -.333 -.420 .000
-.210 -.140 -.176 -.140
-.167 -.111 -.140 -.111
-.250 -.333 -.140 .000
Variables
Enrollment
Computers are for research use only/No
recreational use.Academic work has priority
Faculty, staff, and students have priority
Library serves broader community.
Open/unrestricted access to information and ideas
Policy cites mission of the institution/library.
Mentions university's Honor Code.
Policy cites US Constitution.
Policy cites ALA's code of ethics/Library bill of rights
Library does not monitor patron information access.
Internet provides access to all manner of
information resources.Library is not responsible for information found on
Internet.Th  I ternet contains offensive/
controversial/inaccurate material.Library cannot guarant e p ron's privacy.
No accessing pornographic images.
No accessing pornographic material.
No illegal activity (inc. theft & vandalism)/cites law.
No copying licensed software.
No infringement of copyright (or quotes copyright
law).No altering system or configuration files.
No violating systems' security.
No uploading or installing files or programs.
No commercial/advertising use.
No harassing others.
No games.
No chat.
No e-mail.
No word-processing/web authoring.
Be considerate of others.
Users must respect ownership of accounts.
Institution name may not be used without
permission.R stricti s placed on use by minors.
Parents responsible for children's access to
Internet.Violation of policies result in loss of Internet
privileges/prosecution.Time limits.
Library has sign-up sheet.
Bring problems to/help available at...
Policy cites
US Constitut-
ion.
Policy cites
ALA's code of
ethics/ Library
bill of rights
Library does
not monitor
patron
information
access.
Internet
provides
access to all
manner of
information
resources.
Pearson Correlations
.291 .291 .053 -.381
-.055 -.055 .145 .134
.050 .050 .034 .082
.153 .153 .272 .042
-.210 -.210 .327 -.343
.063 .063 .667** -.408
.157 .157 .105 .257
-.167 -.167 -.111 .408
.375 .375 .250 -.153
.250 .250 .444* -.272
.490* .490* .327 -.343
.250 .250 .444* .068
1.000 1.000** -.167 .102
1.000** 1.000 -.167 .102
-.167 -.167 1.000 -.272
.102 .102 -.272 1.000
.218 .218 -.218 .802**
.452* .452* -.369 .739**
.140 .140 -.140 .229
.250 .250 -.333 .612**
.289 .289 -.192 .236
.000 .000 -.192 .707**
.375 .375 -.167 .357
.062 .062 -.167 .357
.063 .063 -.167 .357
-.289 -.289 -.192 .000
.000 .000 .000 .204
-.250 -.250 .000 -.204
-.250 -.250 -.167 -.153
.157 .157 .105 .257
-.210 -.210 -.140 .514*
-.167 -.167 -.111 .408
-.289 -.289 .192 -.236
.375 .375 .250 -.408
.000 .000 -.333 .816**
-.210 -.210 -.140 .229
.250 .250 -.111 .408
.250 .250 .000 .204
Variables
Enrollment
Computers are for research use only/No
recreational use.Academic work has priority
Faculty, staff, and students have priority
Library serves broader community.
Open/unrestricted access to information and ideas
Policy cites mission of the institution/library.
Mentions university's Honor Code.
Policy cites US Constitution.
Policy cites ALA's code of ethics/Library bill of rights
Library does not monitor patron information access.
Internet provides access to all manner of
information resources.Library is not responsible for information found on
Internet.Th  I ternet contains offensive/
controversial/inaccurate material.Library cannot guarant e p ron's privacy.
No accessing pornographic images.
No accessing pornographic material.
No illegal activity (inc. theft & vandalism)/cites law.
No copying licensed software.
No infringement of copyright (or quotes copyright
law).No altering system or configuration files.
No violating systems' security.
No uploading or installing files or programs.
No commercial/advertising use.
No harassing others.
No games.
No chat.
No e-mail.
No word-processing/web authoring.
Be considerate of others.
Users must respect ownership of accounts.
Institution name may not be used without
permission.R stricti s placed on use by minors.
Parents responsible for children's access to
Internet.Violation of policies result in loss of Internet
privileges/prosecution.Time limits.
Library has sign-up sheet.
Bring problems to/help available at...
Library is not
respons- ible
for information
found on
Internet.
The Internet
contains
offensive/
controv- ersial/
inaccurate
material.
Library cannot
guarantee
patron's
privacy.
No accessing
offensive,
obscene,
pornograph-
ic, or indecent
images.
Pearson Correlations
-.362 -.074 .269 .133
.048 -.066 .336 -.218
.066 .010 -.099 .302
-.134 .287 .057 .204
-.275 -.183 -.176 -.140
-.327 -.302 -.210 -.250
.206 .242 .279 -.105
.145 .302 -.140 .333
-.055 .201 -.210 .000
-.218 -.034 -.140 -.333
-.275 .099 -.176 -.140
.145 -.034 -.140 .000
.218 .452* .140 .250
.218 .452* .140 .250
-.218 -.369 -.140 -.333
.802** .739** .229 .612**
1.000 .592** .031 .436
.592** 1.000 .099 .704**
.031 .099 1.000 .420
.436 .704** .420 1.000
.126 .058 .728** .346
.378 .522* .081 .577**
.218 .201 .840** .500*
.218 .452* .490* .500*
.218 .452* -.210 .250
-.126 .058 .404 .346
.218 -.101 .420 .000
-.218 -.302 .420 -.200
-.327 -.050 .490* .250
.206 .242 -.015 .105
.336 .380 -.176 .420
.145 .302 -.140 .333
-.126 -.174 -.243 -.115
-.327 .201 -.210 .000
.655** .704** .420 .800**
.336 .099 .216 .140
.509* .302 .327 .333
.218 .101 .140 .400
Variables
Enrollment
Computers are for research use only/No
recreational use.Academic work has priority
Faculty, staff, and students have priority
Library serves broader community.
Open/unrestricted access to information and ideas
Policy cites mission of the institution/library.
Mentions university's Honor Code.
Policy cites US Constitution.
Policy cites ALA's code of ethics/Library bill of rights
Library does not monitor patron information access.
Internet provides access to all manner of
information resources.Library is not responsible for information found on
Internet.Th  I ternet contains offensive/
controversial/inaccurate material.Library cannot guarant e p ron's privacy.
No accessing pornographic images.
No accessing pornographic material.
No illegal activity (inc. theft & vandalism)/cites law.
No copying licensed software.
No infringement of copyright (or quotes copyright
law).No altering system or configuration files.
No violating systems' security.
No uploading or installing files or programs.
No commercial/advertising use.
No harassing others.
No games.
No chat.
No e-mail.
No word-processing/web authoring.
Be considerate of others.
Users must respect ownership of accounts.
Institution name may not be used without
permission.R stricti s placed on use by minors.
Parents responsible for children's access to
Internet.Violation of policies result in loss of Internet
privileges/prosecution.Time limits.
Library has sign-up sheet.
Bring problems to/help available at...
No accessing
offensive,
obscene,
pornograph-
ic, or indecent
material.
No illegal
activity (inc.
theft &
vandalism)/cite
s law.
No copying
licensed
software.
No infringe-
ment of
copyright (or
quotes
copyright law).
Pearson Correlations
.180 -.251 .155 -.191
.126 -.126 .218 .218
.174 .174 .050 -.201
.000 .000 -.102 .408
.081 -.243 -.210 .140
-.289 -.289 -.250 -.250
.303 -.182 .157 .419
-.192 .577** -.167 -.167
-.289 .000 -.250 -.250
-.192 -.192 -.167 -.167
-.243 -.243 -.210 -.210
.192 .192 .250 -.167
.289 .000 .375 .062
.289 .000 .375 .062
-.192 -.192 -.167 -.167
.236 .707** .357 .357
.126 .378 .218 .218
.058 .522* .201 .452*
.728** .081 .840** .490*
.346 .577** .500* .500*
1.000 .200 .866** .289
.200 1.000 .289 .000
.866** .289 1.000 .375
.289 .000 .375 1.000
-.289 .577** -.250 -.250
.200 -.067 .289 .577**
.346 -.115 .500* .250
.346 -.346 .250 .250
.289 .000 .375 .375
.061 .303 -.105 -.105
-.243 .728** -.210 -.210
-.192 .577** -.167 -.167
-.067 -.067 -.289 .000
-.289 -.289 -.250 .063
.346 .577** .500* .500*
.081 -.243 .140 .140
.192 -.192 .250 .667**
.346 .115 .250 .000
Variables
Enrollment
Computers are for research use only/No
recreational use.Academic work has priority
Faculty, staff, and students have priority
Library serves broader community.
Open/unrestricted access to information and ideas
Policy cites mission of the institution/library.
Mentions university's Honor Code.
Policy cites US Constitution.
Policy cites ALA's code of ethics/Library bill of rights
Library does not monitor patron information access.
Internet provides access to all manner of
information resources.Library is not responsible for information found on
Internet.Th  I ternet contains offensive/
controversial/inaccurate material.Library cannot guarant e p ron's privacy.
No accessing pornographic images.
No accessing pornographic material.
No illegal activity (inc. theft & vandalism)/cites law.
No copying licensed software.
No infringement of copyright (or quotes copyright
law).No altering system or configuration files.
No violating systems' security.
No uploading or installing files or programs.
No commercial/advertising use.
No harassing others.
No games.
No chat.
No e-mail.
No word-processing/web authoring.
Be considerate of others.
Users must respect ownership of accounts.
Institution name may not be used without
permission.R stricti s placed on use by minors.
Parents responsible for children's access to
Internet.Violation of policies result in loss of Internet
privileges/prosecution.Time limits.
Library has sign-up sheet.
Bring problems to/help available at...
No altering
system or
configur- ation
files.
No violating
systems'
security.
No uploading
or installing
files or
programs.
No
commercial/ad
vertising use.
Pearson Correlations
-.113 .109 -.192 -.120
-.327 -.126 .436 .436
.050 -.058 -.302 -.503*
.153 .000 -.408 -.204
-.210 .081 -.140 .420
-.250 -.289 -.250 -.250
-.105 .061 .105 .105
.667** -.192 -.333 -.333
.375 -.289 -.500* -.500*
.250 -.192 -.333 -.333
.140 -.243 -.420 -.420
-.167 -.192 .000 -.333
.063 -.289 .000 -.250
.063 -.289 .000 -.250
-.167 -.192 .000 .000
.357 .000 .204 -.204
.218 -.126 .218 -.218
.452* .058 -.101 -.302
-.210 .404 .420 .420
.250 .346 .000 -.200
-.289 .200 .346 .346
.577** -.067 -.115 -.346
-.250 .289 .500* .250
-.250 .577** .250 .250
1.000 -.289 -.500* -.500*
-.289 1.000 .346 .346
-.500* .346 1.000 .600**
-.500* .346 .600** 1.000
-.250 .577** .250 .500*
.681** -.424 -.314 -.105
.840** -.243 -.420 -.420
.667** -.192 -.333 -.333
.000 -.067 -.346 .115
.063 .000 -.500* -.250
.250 .346 .200 .000
-.210 .404 .420 .140
-.167 .192 .333 .000
.000 -.115 .200 .000
Variables
Enrollment
Computers are for research use only/No
recreational use.Academic work has priority
Faculty, staff, and students have priority
Library serves broader community.
Open/unrestricted access to information and ideas
Policy cites mission of the institution/library.
Mentions university's Honor Code.
Policy cites US Constitution.
Policy cites ALA's code of ethics/Library bill of rights
Library does not monitor patron information access.
Internet provides access to all manner of
information resources.Library is not responsible for information found on
Internet.Th  I ternet contains offensive/
controversial/inaccurate material.Library cannot guarant e p ron's privacy.
No accessing pornographic images.
No accessing pornographic material.
No illegal activity (inc. theft & vandalism)/cites law.
No copying licensed software.
No infringement of copyright (or quotes copyright
law).No altering system or configuration files.
No violating systems' security.
No uploading or installing files or programs.
No commercial/advertising use.
No harassing others.
No games.
No chat.
No e-mail.
No word-processing/web authoring.
Be considerate of others.
Users must respect ownership of accounts.
Institution name may not be used without
permission.R stricti s placed on use by minors.
Parents responsible for children's access to
Internet.Violation of policies result in loss of Internet
privileges/prosecution.Time limits.
Library has sign-up sheet.
Bring problems to/help available at...
No harassing
others. No games. No chat. No e-mail.
Pearson Correlations
.186 -.197 -.240 -.212
-.055 -.023 -.275 -.218
-.201 -.032 .183 .369
-.102 .385 .057 .272
.140 .279 -.176 -.140
-.250 -.105 -.210 -.167
-.105 .121 -.308 -.245
-.167 .454* .793** 1.000**
-.250 .157 .140 -.167
-.167 .105 -.140 -.111
-.210 -.015 -.176 -.140
-.167 -.245 -.140 -.111
-.250 .157 -.210 -.167
-.250 .157 -.210 -.167
-.167 .105 -.140 -.111
-.153 .257 .514* .408
-.327 .206 .336 .145
-.050 .242 .380 .302
.490* -.015 -.176 -.140
.250 .105 .420 .333
.289 .061 -.243 -.192
.000 .303 .728** .577**
.375 -.105 -.210 -.167
.375 -.105 -.210 -.167
-.250 .681** .840** .667**
.577** -.424 -.243 -.192
.250 -.314 -.420 -.333
.500* -.105 -.420 -.333
1.000 -.367 -.210 -.167
-.367 1.000 .572** .454*
-.210 .572** 1.000 .793**
-.167 .454* .793** 1.000
.000 .303 .081 .192
.063 -.105 -.210 -.167
.250 .105 .420 .333
.140 -.308 -.176 -.140
-.167 .105 -.140 -.111
-.250 .314 .140 .333
Variables
Enrollment
Computers are for research use only/No
recreational use.Academic work has priority
Faculty, staff, and students have priority
Library serves broader community.
Open/unrestricted access to information and ideas
Policy cites mission of the institution/library.
Mentions university's Honor Code.
Policy cites US Constitution.
Policy cites ALA's code of ethics/Library bill of rights
Library does not monitor patron information access.
Internet provides access to all manner of
information resources.Library is not responsible for information found on
Internet.Th  I ternet contains offensive/
controversial/inaccurate material.Library cannot guarant e p ron's privacy.
No accessing pornographic images.
No accessing pornographic material.
No illegal activity (inc. theft & vandalism)/cites law.
No copying licensed software.
No infringement of copyright (or quotes copyright
law).No altering system or configuration files.
No violating systems' security.
No uploading or installing files or programs.
No commercial/advertising use.
No harassing others.
No games.
No chat.
No e-mail.
No word-processing/web authoring.
Be considerate of others.
Users must respect ownership of accounts.
Institution name may not be used without
permission.R stricti s placed on use by minors.
Parents responsible for children's access to
Internet.Violation of policies result in loss of Internet
privileges/prosecution.Time limits.
Library has sign-up sheet.
Bring problems to/help available at...
No word-
processing/
web authoring.
Be considerate
of others.
Users must
respect
ownership of
accounts.
Institution
name/
symbols may
not be used
without
permission.
Pearson Correlations
-.188 .492* -.204 .207
.126 -.327 .000 .031
-.058 .050 .101 .183
.236 .408 .000 -.229
.728** .140 -.140 -.176
.000 .375 -.500* -.210
-.182 .157 .105 .279
.192 -.167 .333 -.140
-.289 .688** -.250 -.210
-.192 .667** -.333 -.140
-.243 .840** -.420 -.176
-.192 .250 .000 -.140
-.289 .375 .000 -.210
-.289 .375 .000 -.210
.192 .250 -.333 -.140
-.236 -.408 .816** .229
-.126 -.327 .655** .336
-.174 .201 .704** .099
-.243 -.210 .420 .216
-.115 .000 .800** .140
-.067 -.289 .346 .081
-.067 -.289 .577** -.243
-.289 -.250 .500* .140
.000 .063 .500* .140
.000 .063 .250 -.210
-.067 .000 .346 .404
-.346 -.500* .200 .420
.115 -.250 .000 .140
.000 .063 .250 .140
.303 -.105 .105 -.308
.081 -.210 .420 -.176
.192 -.167 .333 -.140
1.000 .000 -.115 -.243
.000 1.000 -.250 -.210
-.115 -.250 1.000 .420
-.243 -.210 .420 1.000
-.192 -.167 .333 .327
.115 -.250 .200 .140
Variables
Enrollment
Computers are for research use only/No
recreational use.Academic work has priority
Faculty, staff, and students have priority
Library serves broader community.
Open/unrestricted access to information and ideas
Policy cites mission of the institution/library.
Mentions university's Honor Code.
Policy cites US Constitution.
Policy cites ALA's code of ethics/Library bill of rights
Library does not monitor patron information access.
Internet provides access to all manner of
information resources.Library is not responsible for information found on
Internet.Th  I ternet contains offensive/
controversial/inaccurate material.Library cannot guarant e p ron's privacy.
No accessing pornographic images.
No accessing pornographic material.
No illegal activity (inc. theft & vandalism)/cites law.
No copying licensed software.
No infringement of copyright (or quotes copyright
law).No altering system or configuration files.
No violating systems' security.
No uploading or installing files or programs.
No commercial/advertising use.
No harassing others.
No games.
No chat.
No e-mail.
No word-processing/web authoring.
Be considerate of others.
Users must respect ownership of accounts.
Institution name may not be used without
permission.R stricti s placed on use by minors.
Parents responsible for children's access to
Internet.Violation of policies result in loss of Internet
privileges/prosecution.Time limits.
Library has sign-up sheet.
Bring problems to/help available at...
Restrict- ions
placed on use
by minors.
Parents are
respons- ible
for children's
access to
Internet.
Violation of
policies result
in loss of
Internet
privileges/
prosec- ution. Time limits.
Pearson Correlations
-.178 .127
.145 .000
.034 .503*
.272 .204
-.140 .140
-.167 .000
.454* -.105
-.111 .333
-.167 -.250
-.111 -.333
-.140 -.140
-.111 .000
.250 .250
.250 .250
-.111 .000
.408 .204
.509* .218
.302 .101
.327 .140
.333 .400
.192 .346
-.192 .115
.250 .250
.667** .000
-.167 .000
.192 -.115
.333 .200
.000 .000
-.167 -.250
.105 .314
-.140 .140
-.111 .333
-.192 .115
-.167 -.250
.333 .200
.327 .140
1.000 .333
.333 1.000
Variables
Enrollment
Computers are for research use only/No
recreational use.Academic work has priority
Faculty, staff, and students have priority
Library serves broader community.
Open/unrestricted access to information and ideas
Policy cites mission of the institution/library.
Mentions university's Honor Code.
Policy cites US Constitution.
Policy cites ALA's code of ethics/Library bill of rights
Library does not monitor patron information access.
Internet provides access to all manner of
information resources.Library is not responsible for information found on
Internet.Th  I ternet contains offensive/
controversial/inaccurate material.Library cannot guarant e p ron's privacy.
No accessing pornographic images.
No accessing pornographic material.
No illegal activity (inc. theft & vandalism)/cites law.
No copying licensed software.
No infringement of copyright (or quotes copyright
law).No altering system or configuration files.
No violating systems' security.
No uploading or installing files or programs.
No commercial/advertising use.
No harassing others.
No games.
No chat.
No e-mail.
No word-processing/web authoring.
Be considerate of others.
Users must respect ownership of accounts.
Institution name may not be used without
permission.R stricti s placed on use by minors.
Parents responsible for children's access to
Internet.Violation of policies result in loss of Internet
privileges/prosecution.Time limits.
Library has sign-up sheet.
Bring problems to/help available at...
Library has
sign-up sheet.
Bring
problems
to/help
available at...
Correlation is significant at the 0.05 level (2-tailed).*. 
Correlation is significant at the 0.01 level (2-tailed).**. 
