In this paper, the secrecy analysis of physical layer when both the main and wiretap channels undergo κ − µ shadowed fading channel is investigated. In particular, the average secrecy capacity (ASC), secure outage probability (SOP), the lower bound of SOP (SOP L ), and the probability of strictly positive secrecy capacity (SPSC) are derived by using the classic Wyner's wiretap model. Two different scenarios for the fading parameters, i.e., µ and m which represents the shadowing impact have been studied. These parameters are chosen first as arbitrary numbers, thus the performance metrics are expressed in single infinite series with multivariate Meijer G-function. In the second scenario, both the aforementioned fading parameters are assumed to be integer numbers in order to obtain the derived results in simple exact closed-form analytic mathematically tractable expressions. The numerical results of this analysis are verified via Monte Carlo simulations.
I. INTRODUCTION
Wyner has developed the information-theoretic notion of perfect secrecy that was introduced by Shannon via proposing the wiretap channel. The notion of this channel includes a legitimate user communicates with the intended receiver which are named Alice and Bob, respectively, in the presence of an eavesdropper [1] . Accordingly, the performance analysis of the physical layer security over fading channels has been given a special attention in the recent works. For example, the probability of strictly positive secrecy capacity (SPSC), the secure outage probability (SOP), and the average secrecy capacity (ASC) when the wireless channels undergo the additive white Gaussian noise (AWGN) and the Rayleigh fading channel are derived in [2] and [3] . The SPSC when both the main and wiretap channels undergo Rician fading scenario is given in [4] . The SOP and SPSC over Rician/Nakagami-m and Nakagami-m/Rician fading scenarios are provided in [5] . The SPSC and the ASC of the Weibull fading channel are introduced in [6] and [7] , respectively. The closed-form expression of SPSC when both the Bob and the eavesdropper experience log-normal fading is presented in [8] .
Recently, many efforts have been devoted to study the secrecy performance of the physical layer over different generalized fading channels which give results closer to the practical measurement than the traditional distributions. For instance, the closed-form expressions for the SPSC and the lower bound of SOP (SOP L ) over generalised Gamma fading model are derived by using the classic Wyner's wiretap model [9] . The analysis in [10] is investigated by analysing the SPSC and SOP L over κ − µ fading that is used to model the line-of-sight (LoS) communication scenario where the parameters κ and µ denote the ratio between the powers of the dominant and the scattered waves components and the number of multipath clusters, respectively. In [11] and [12] , the SPSC and the ASC are, respectively, utilised to analyse the secrecy performance over α − µ fading which is proposed to represent the non-homogeneous environment of wireless channel where α indicates the non-linearity index. The scenarios of mean/wiretap channels undergo α − µ/κ − µ and κ − µ/α − µ fading conditions are given in [13] to study the secrecy capacity of physical layer via deriving the expression of the SPSC, the SOP, and the SOP L .
The wireless channel may subject to the shadowing effect which is part of fading that can not be ignored. Hence, several works have been dedicated to analyse the security of physical layer over composite multipath/shadowed fading channels. The generalised-K (GK) fading model which is composite of Nakagami-m/log-normal is employed to represent the main/wiretap channels of the classic Wyner's framework in [14] and [15] . In the former, the ASC, the SOP, and the SPSC are expressed in terms of the extended generalized bivariate Meijer G-function (EGBMGF) whereas a mixture Gamma distribution is used in the latter to approximate with high accuracy the same performance metrics. The analysis in [16] is based on using the κ − µ shadowed fading channels to derive the SPSC, and the SOP L of physical layer. However, the provided expressions are approximated and included the EGBMGF as well as two infinite series that are not easily and steadily convergence. Therefore, the authors have used the Gamma distribution to approximate the expressions of the aforementioned performance metrics in simple closed-from formats.
Unlike [16] , this work analyses the secrecy performance of the physical layer over κ − µ shadowed fading channel via different formats of the ASC, the SOP, the SOP L , and the SPSC. The aforementioned metrics are expressed first in single infinite series and the EGBMGF which would make the convergence acceleration is faster in comparison with [16] . In the second scenario, the parameter µ and the shadowing severity index are supposed to be integer numbers. Consequently, the derived results are given in simple exact analytic mathematically tractable closed-from expressions. Furthermore, in [16] , an approximation is utilised to obtain the closed-from expression of the SOP. It is remarkable that the ASC and the SOP in κ − µ shadowed fading have not been provided in [16] .
Organization: Section II describes the general and limited formats of the probability density function (PDF) and the cumulative distribution function of κ − µ shadowed fading. The ASC, the SOP, the SOP 
where i ∈ {D, E},
,γ i is the average SNR, m i is the shadowing severity index, and 1 F 1 (.; .; .) is the confluent hypergeometric function defined in [18, eq. (9.14.1)].
The CDF of the κ − µ shadowed fading channel is expressed as [17, eq. (6) ]
where When both µ and m are integer numbers, i.e., µ and m ∈ Z + , the PDF and the CDF are, respectively, given by [19, eqs. (12) and eq. (13)]
and Case Parameters
where
and Ω j i are provided in Table I .
III. AVERAGE SECRECY CAPACITY
The ASC can be calculated byC s = I 1 + I 2 − I 3 [15, eq. (6)] where I 1 , I 2 , and I 3 are expressed as
For arbitrary values of µ and m, I 1 , I 2 , and I 3 are, respectively, given by (8), (9), and (10)
where Γ(a) = ∞ 0 x a−1 e −x dx and G(.) are the incomplete Gamma function and the EGBMGF as in [20, [20] has been used in this work.
Proof: See Appendix A.
When both µ and m are integer numbers, (5), (6) , and (7) can be yielded in simple exact closed-form as follows
where Proof: See Appendix B.
It can be observed that the ASC has not been presented in [16] . Consequently, to the authors' best knowledge, the expressions in (8)- (13) are novel.
IV. SECURE OUTAGE PROBABILITY
The SOP can be computed by [9, eq. (4)]
where θ = exp(R s ) ≥ 1 with R s ≥ 0 denotes the target secrecy threshold.
When µ and m ∈ N + , the SOP is expressed as
For integer values of the fading parameters, the SOP is given in simple exact mathematically tractable closed-from expression as
Proof: See Appendix C.
One can see that the SOP in (15) and (16) are new because they have not been derived in the previous works such as [16] .
V. LOWER BOUND OF SOP
According to [6] , the SOP L can be obtained from (14) by inserting γ E → ∞. Hence, the SOP L can be calculated by
The SOP L for arbitrary numbers of µ and m, the SOP L can be expressed in terms of a single infinite series as follows
When the values of both µ and m are integer, the SOP L can be obtained in simple exact closed-from expression as
Proof: See Appendix D.
VI. PROBABILITY OF STRICTLY POSITIVE SECRECY CAPACITY
The SPSC can be obtained by [9, eq. (12) ]
Accordingly, the SPSC for arbitrary and integer values of fading parameters can be deduced from (15) and (16), respectively, after using θ = 1 and plugging the results in (20) . 
VII. PHYSICAL LAYER SECURITY OVER SPECIAL CASES

VIII. NUMERICAL AND SIMULATION RESULTS
In this section, the numerical results of this work are verified via Monte Carlo simulations with 10 (i ∈ {D, E}) increase. This is because the high value of µ and m refers to the large number of multipath clusters and less shadowing impact at the receiver (Bob or Eve). For instance, in Fig. 1 , at µ D = 2 and λ = −5 dB (fixed), the ASC for µ E = 0.5 is nearly 76% high than µ E = 3. In the same context, when µ E = 3 and µ D changes from 2 to 4.5, the ASC is decreased by roughly 66.5%. On the other side, in Figs. 7 and 8 explain the SPSC for different values of µ i and m i (i ∈ {D, E}), respectively, with
As expected, the SPSC decreases with the increasing in the fading parameters (µ and m)
of the main or/and the wiretap channels. From all figures, it is clear that the performance improves when the ratio λ increases. This refers to the highγ D in comparison with theγ E which would lead to make the Alice-Bob channel better than the Alice-Eve channel. Moreover, some the performance metrics of physical layer security over special cases of κ − µ shadowed, namely, Rayleigh, Nakagami-m, Rician, and Rician shadowed fading channels, have been also investigated. More importantly, the numerical results and Monte Carlo simulations are in perfect match for any provided scenario.
IX. CONCLUSIONS
This paper was dedicated to study the secrecy behaviour of the physical layer over κ − µ shadowed fading channels. Different performance metrics, such as the ASC, the SOP, the SOP L , and the SPSC, were (1) and (2) in (5), we have
With 
Using the identities [22, eq. (11) 
The integral in (23) can be computed by [23, eq. (9) ] and that completes the proof of (8) .
Proof of (9): It can be observed that (9) can be calculated by (8) after replacing the symbols D and
E with E and D, respectively.
Proof of (10): Plugging (1) in (7), we have
Similar to (9), the identities [22, eq. (11)] and [18, eq. (9.34.8)] are utilised to obtain
With the aid of [23, eq. (9)], (25) can be evaluated in exact closed-form expression as in (10) .
APPENDIX B
Proof of (11): After inserting (3) and (4) in (5), this yields
Employing [24, eq. (47) ] to calculate the integrals of (26) in simple exact closed-form expressions as given in (11) .
Proof of (12): Using D and E instead of E and D, respectively, in (11), the result is I 2 that is given in (12) .
Proof of (13): Plugging (3) in (7), this yields
Likewise, [24, eq. (47) ] is utilised to express (27) in exact closed-form as in (13) .
APPENDIX C
Proof of (15): Inserting (1) and (2) in (14) and using [18, 
After doing some mathematical manipulations and recalling the identities [22, eq. (10) x) a , e −x , and 1 F 1 (x; y; −z), respectively, using Meijer G-function, (28) becomes
With the aid of [23, eq. (9) ], the expression of the SOP in (29) can be deduced as in (15) which completes the proof.
Proof of (16): Substituting (3) and (4) in (14) and utilising ∞ 0 f γ (γ)dγ 1, we have 
APPENDIX D
Proof of (18): Inserting (1) and (2) in (17) and following the same procedure for (28), this yields
