The recommended certification and accreditation processes are conducted in four phases:
In the Initiation Phase, responsible agency officials prepare for certification and accreditation by reviewing the PCI's operations plan and confirming that the plan is consistent with FIPS 201, and that the provided services and operations comply with the standard. The resources needed for certification and
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To have the bulletin sent to an e-mail address other than the FROM address, contact the ITL editor at 301-975-2832 or elizabethlennon@nist gov accreditation are identified, and a schedule and milestones are established. The operations plan is analyzed and accepted.
In the Certification Phase, the agency officials determine whether services and specifications required by FIPS 201 are provided and whether they are implemented correctly and as intended. The officials also determine if the requirements of the agency are being met by the PCI. Needed actions are identified to correct any deficiencies that are noted in the operations of the PCI in order to minimize risks and mitigate vulnerabilities. When this phase is successfully completed, the DAA should have the information that is needed to recommend an appropriate accreditation decision.
In the Accreditation Phase, the DAA makes the decision whether to accredit the PCI and completes the accreditation documentation. After accreditation, the PCI is authorized to conduct the PCI services defined in its operations plan, or to conduct the PCI services on an interim basis under specific terms and conditions. Accreditation of the PCI could also be denied.
In the Monitoring Phase, agency officials oversee and monitor the operations of the PCI, and notify the DAA if there are changes that affect the reliability of the PIV systems or its components. The certification and accreditation processes should be conducted at least every three years. • For all current employees, contractors, and other applicable individuals, agencies and departments must develop a plan and start the required background investigations. These activities also should be established by October 27, 2005.
Implementation of Technical Requirements
• By October 27, 2006, agencies and department must begin deploying products and operational systems that are compliant with Parts 1 and 2 of FIPS 201 for all new employees and contractors. For current employees, agencies and departments must phase in the issuance and use of identity credentials that meet the standard by October 27, 2007. Agencies and departments also must implement the technical requirements of the standard in the areas of personal authentication, access controls, and card management. Card authentication mechanisms described in the standard should be used, and at least one digital certificate should be used on the identity credential for access control.
• The General Services Administration will develop acquisition services to enable agencies and departments to acquire products and services that are interoperable to help agencies that are preparing to issue PIV cards, and compliant with FIPS 201.
