Digital watermarks have been created to be a protection technique of copy rights on digital audio, image, and video. A watermarking can be fragile and robust according to our needs. An attack in watermarking technology is any process that can impact the detection of the watermark. In this paper we studied the evaluating of extracted signal quality before and after attack with the SNR value calculated between extracted signals. This evaluation serves to present the fragility of our watermarking whose the mark is an audio sequence encrypted by a chaotic encryption algorithm method and tested by using various types of attacks. The fragility of watermarking is used as a tool to control intrusion.
I. INTRODUCTION:
The digital technology evolution and the simplicity of the manipulation of digital document with the rapid access to internet cause many problems, such aspirating and steeling information, so we must protect this huge digital world. Encryption and watermarking are two effective ways to enforce copyright protection. Encryption is used to protect data from being detected by the wrong receiver or hacker. It is the study of mathematical techniques related to information security [1] . Our improved chaotic encryption algorithm is based on the approach of Xiang Tao which is based on the iteration of the logistic function. So let us begin with the presentation of the logistic function, and then describe the steps of the chaotic algorithm and justify in a detailed manner our proposed algorithm. The method of watermarking has been extensively developed since the 1990s.We can also aggregate the techniques of watermarking according to several criteria: depending on the type of the key used: asymmetric and symmetric, in accordance with amount of information used to extract: blind [2] , semi blind [3] and non-blind [4] , according to the system's robustness: robust [5, 6] , semi fragile [7, 8] or fragile [9] [10] [11] [12] according to our need.
Some types of processing with images may be applied with the explicit goal of hindering watermark reception. In Watermarking terminology, an attack is any process that may impact detection of the watermark or communication of the information conveyed by the watermark. Better understanding of the mechanisms of possible attacks will lead to the development of more efficient and robust watermarking techniques [13] .
II. THE LOGISTIC FUNCTION:
The logistic map [14] is a basic mapping polynomial which has chaotic behavior and it can be obtained by a very simple nonlinear dynamical equation [15] . Recurrence logistics is an example where the recurrence is not linear. This recurrence was popularized by the biologist Robert May in 1976. Its recurrence relation is.
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The control parameter " λ " is fixed and chosen so that equation (1) has a chaotic behavior ) 4 57 . 3 ( < < λ
[16]. However, if we study the map with a different value of " λ ", it shows that it is a trigger for the chaos. Mathematically, the "Logistic map" is written with "x" is a number between 0 and 1, and represents the initial condition . 1 0 0 < < x "λ" is a positive number [17] III. ALGORITHM ENCRYPTION BASED ON ITERATION OF THE "LOGISTIC MAP":
After the iteration of the function of "Logistic map" 70 times, we obtain:
With xn 0 , 1 and x 0 : the initial value and 0 < <1andλ: control parameter. figure 1) . Indeed, the chaotic function "Logistic Map" has several properties, such as frequency and sensitivity to initial conditions (this is a characteristic of all chaotic systems: if we take a different value which is very close to 0 x then the values from the iteration change completely.(if we take a different value which is very close to the values of " λ "the iteration changes dramatically: this can be seen by a simulation tool Matlab, in particular by the value of these functions which are completely random. although they are limited from a few bands, the iterative values never give the impression to converge even after an infinite number of iterations. The change of control parameters (λ) and the initial condition ( 0 x ) by very close values in order to know the decryption algorithm always gives cryptograms so radically different that it is interesting to use the function in logistic encryption).
Fig1: the function of the logistic map after 100 iteration.
IV. IMPROVED ENCRYPTION ALGORITHM PROPOSED:
Our algorithm has six steps: we start by iterating the Logistic function (see equation (1)) N times. We can choose the value of N . We also calculate the value of the iteration N.
is the function value for iteration N. Then, we convert each value from plaintext n D to a binary sequence of 8 bits and we divide all of the text into many blocks of 8 bytes (64 bits) (see equations (4, 5)). Later, we convert the N actual values from iteration of the "Logistic Map" using the following equation:
Then the conversion of each value from a plaintext n D to a binary sequence of 8 bits and then the division of all the text to many blocs of 8 bytes (64 bits) (see equations 4, 5) ,..... , ,....... , ,........ , 
: is the function increases This generation can have two binary sequences and ′ . 
With
′ is the result of the permutation (see figure 3 ) and is the value calculated in the third step. , , … . , and , , … . , respectively represent the block of the encrypted text and the plaintext block. Finally, if all the text is clearly encrypted, and the encryption is finished, then we propose j b (see equation (13)) which will be calculated, represents the last iteration of (70+ ) times of the logistic function which will be then the initial condition of this function and return to the second step.
The description of the method of encryption becomes clearer by the diagram algorithm and the figure of the original audio track and encrypts which show the influence of our algorithm on any track.
A. Encryption algorithm:
Fig4: Diagram of the improved algorithm
B. Result of the improved algorithm:
Fig5: Original sequence Fig6: sequence encrypted
Our improved algorithm has several advantages: It combines a chaotic map, the encryption by bloc and the encryption flow with less computation. It uses the masking technique and the technique of permutation dependent key. It defeats especially plaintext attacks.
V. WATERMARKING AND EXTRACTION:
A. Watermarking :
After encryption we take the encrypted track and hide it in an image. This operation is called watermarking. There are many operations of watermarking. As far as we are concerned, we will choose the simpler one:
With K: the key of watermarking After this operation, each value from our encrypted track is hidden in a pixel of the watermarked image. We have chosen a 2D support "image" to hide our encrypted word in order to have more security and more complexity of tattooing and to finally have an encrypt and tattooed piece in an image without traces.
B. extraction of the message: The extraction of the message is the inverse of the watermarking operation so we can retrieve our message with the following equation: To ensure that the tattoo-removal operation any loss of signal hidden mark, we w similarity between the signal and the extrac by correlation which is equal to 0992.
VI. THE DECRYPTING PROCES To have the original message we must dec encrypted with a decryption algorithm wh steps of the encryption algorithm except operator XOR (see equation 14) that rea encryption function (see figure 8 ). 
VII. RESULTS AND INTE

A. assessments tool and v
Evaluation tools are used to e performance so we must quantif characteristics. SNR (signal to noise ratio) The signal to noise ratio is an indic transmission of information. This is 
VIII. ATTACK
To test the fragility of our rate algorithm was applied to some attacks on the watermarked image using software Stirmarck then compare the signals extracted before the attack and reports extracted after the attack. Among the attacks which have been made include:
A. Compression jpeg :
Fig11: Attacked image So we will study the correlation between the signal extracted before the attack and extracted signal after attack. The correlation between the signal extracted before the attack and extracted signal after attack is equal to -0.0592. After the correlation between the encrypted signals reported it will decrypted and compared them with the correlation. The value of SNR = -4.7703 dB The correlation between the signal decrypted before the attack and after attack decrypted signal is equal to 0.0056.
The value of SNR = -13.756 dB.
B. Other attacks
To know the fragility rate of our watermarking we must use another type of attack. Although this table contains the lowest level of such attacks, the mark was damaged in each example. So we can say that our watermarking is fragile and able to detect illegal intrusion.
IX. CONCLUSION:
The use of a chaotic encryption algorithm is efficient to generate robust technique that avoids revealing transmitted signals. The Xian algorithm is modified to increase its efficiency and robustness, and to be adapted to speech signals. Applying an encryption algorithm to audio sequences is a very hard task due to its length and negative values that can be easily lost after some transformations. Combined with a fragile watermark, it is also hidden as a posterior protection but is also used as a tool for intrusion control and detection. Each intervention affecting the watermarked image the mark will disappear immediately and the receiver understands that the message was attacked X. REFERENCE: 
