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PREFACE	  	  
	   by	  Vinton	  G.	  Cerf	   	  
	  	  	  
Net	   Neutrality	   is	   a	   term	   that	   has	   taken	   on	   many	   apparent	   meanings	   and	   has	  served	   to	   provoke	   many	   debates	   over	   the	   past	   several	   years.	   The	   issues	   that	  invoke	  the	  use	  of	  the	  term	  vary	  depending	  on	  geography,	  economic	  and	  business	  conditions	  and	  regulatory	  environment.	  A	  consequence	  is	  that	  the	  arguments	  for	  or	  against	  net	  neutrality	  may	  be	   inconsistent	  when	  compared	  side	  by	  side.	  The	  Dynamic	  Coalition	  on	  Network	  Neutrality	  report	  reflects	  a	  range	  of	  views	  on	  the	  topic.	  	  In	   the	   United	   States,	   there	   is	   limited	   competition	   for	   provision	   of	   broadband	  Internet	   access.	   Historically,	   the	   dial-­‐up	   Internet	   had	   many	   providers	   (some	  reports	  estimated	  more	  than	  8,000	  ISPs)	  but	  broadband	  technology	  tended	  to	  be	  associated	   with	   coaxial	   cable	   television	   networks,	   hybrid	   fiber/coax,	   digital	  subscriber	  loops	  on	  copper	  (DSL,	  ADSL,	  etc.)	  and	  Fiber	  to	  the	  Home	  (FTTH).	  The	  usual	   providers	   of	   these	   broadband	   services	   were	   traditional	   telephone	  companies	  and	  television	  cable	  companies.	  Residential	  subscribers	  might	  have	  a	  choice	  of	  two	  broadband	  providers	  (a	  telco	  and	  a	  cableco),	  or	  perhaps	  only	  one	  of	  them	  or,	  especially	  in	  rural	  areas,	  no	  broadband	  service	  choice	  at	  all.	  	  	  Alternative	   access	   methods	   including	   Wireless	   Internet	   Service	   and	   satellite	  tended	  to	  have	  limits	  either	  with	  regard	  to	  speeds	  or	  latency	  or	  both.	  In	  all	  cases,	  the	  residential	  services	  tended	  to	  be	  asymmetric,	  providing	  higher	  speeds	  in	  the	  download	   direction.	   In	   the	   recent	   past,	   some	   providers,	   notably	   Google,	   have	  been	   offering	   very	   high	   capacity	   in	   the	   gigabit	   per	   second	   range	   in	   both	  directions.	  	  	  The	  debate	  about	  network	  neutrality	  in	  the	  US	  centered	  on	  claims	  that	  providers	  of	  content	  or	  applications	  on	  the	  Internet	  were,	  somehow,	  using	  access	  networks	  for	  free.	  Of	  course,	  this	  claim	  ignored	  the	  fact	  that	  the	  users	  already	  were	  paying	  the	   Internet	   access	  providers	   for	   access	   to	   the	   Internet.	  Moreover,	   the	   content	  and	   application	   providers	   had	   to	   invest	   heavily	   in	   high	   capacity	   access	   to	   the	  Internet	   backbone	   in	   order	   to	   be	   reached	  by	   users	   around	   the	  world.	   In	   some	  cases	  these	  investments	  included	  the	  cost	  of	  undersea	  cables	  and	  access	  circuits	  to	  public	  peering	  exchanges	  or	  private	  peering	  interconnection	  points.	  	  	  What	  was	  meant	   by	   net	   neutrality	   in	   its	   early	   stages	   of	   debate	   in	   the	   US	  was	  simply	   that	   the	   network	   should	   be	   agnostic	   regarding	   the	   providers	   of	  applications	  using	  its	  infrastructure.	  Proposals	  to	  charge	  content	  and	  application	  providers	   for	  “fast	   lanes”	  to	  subscribers	  to	  Internet	  access	  services	  raised	  deep	  concerns	  about	  limitations	  to	  subscriber	  choices	  to	  reach	  any	  site	  on	  the	  global	  Internet	   and	   to	   select	   any	   application	   without	   distorting	   interference	   by	   the	  Internet	  access	  provider’s	  policies.	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Some	   scenarios	   raised	   concern	   that	   an	   Internet	   access	   provider	   might	  deliberately	   interfere	  with	   service	  quality	   to	  drive	  users	   away	   from	  competing	  content	  and	  application	  providers	  and	  towards	  the	  access	  provider’s	  services	  or	  to	  content	  and	  application	  providers	  who	  had	  paid	  the	  Internet	  access	  provider	  additional	  fees	  for	  better	  quality	  of	  service.	  Opponents	  of	  net	  neutrality	  claimed	  that	   the	   principle	  would	   prevent	   them	   from	   charging	  more	   for	  more	   usage	   or	  that	  they	  had	  to	  treat	  every	  packet	  the	  same,	  even	  if	  some	  needed	  lower	  latency	  or	   others	   needed	   higher	   capacity	   (e.g.	   for	   streaming	   video).	   Some	   opponents	  claimed	   that	   without	   additional	   revenue,	   they	   could	   not	   invest	   in	   increased	  capacity	  to	  meet	  new	  demands,	  and	  they	  seemed	  reluctant	  to	  charge	  subscribers.	  Instead	  they	  proposed	  to	  charge	  application	  and	  content	  providers.	  	  	  In	   the	   end,	   this	   debate	   in	   the	  U.S.	   centers	   on	   business	  models,	   preservation	   of	  subscriber	  choice,	  and	  the	  potential	  for	  anti-­‐competitive	  behavior	  in	  the	  absence	  of	  adequate	  competition.	  As	  of	  this	  writing,	  the	  matter	  remains	  unsettled	  in	  the	  US	   as	   the	   Federal	   Communication	   Commission	   continues	   to	   explore	   ways	   to	  provide	  incentive	  for	  broadband	  investment	  while	  preserving	  the	  rights	  of	  users.	  	  In	   other	   jurisdictions,	   while	   the	   same	   term,	   net	   neutrality,	   is	   used,	   the	   local	  regulatory	   conditions	  may	   be	   different.	   In	   some	   countries,	   broadband	   services	  are	   provided	   on	   a	   wholesale	   basis	   to	   any	   party	   that	   wishes	   to	   use	   the	  infrastructure	   to	   provide	   residential	   customers	  with	   access	   to	   Internet.	   In	   the	  UK,	  Australia,	   the	  Netherlands	  and	  New	  Zealand,	  variations	  on	  this	   theme	  have	  been	  undertaken	  with	  varying	  results.	  	  	  There	   are	   also	   debates	   about	   quality	   of	   service,	   fueled	   by	   the	   belief	   that	   the	  Internet	  should	  be	  sensitive	  to	  application	  requirements	  and	  provide	  low	  latency	  or	  high	  bandwidth,	  depending	  on	  the	  need.	  Some	  take	  the	  position	  that	  there	  is	  no	  need	  for	  special	  controls	  for	  quality	  of	  service	  if	  the	  absolute	  capacity	  of	  the	  access	  is	  high	  enough.	  Others	  think	  that	  users	  and	  application	  providers	  should	  be	   able	   to	   obtain	   the	   appropriate	   quality	   of	   service	   needed	   for	   specific	  applications.	   It	   is	   common,	   however,	   to	   argue	   that	   the	   broadband	   access	  providers	  should	  not	  be	  in	  a	  position	  to	  selectively	  extract	  additional	  rents	  from	  the	  application	  and	  content	  providers,	   effectively	   controlling	  which	  application	  or	  content	  providers	  can	  be	  reached	  and	  used	  satisfactorily	  by	  users	  –	  essentially	  dictating	  user	  choice.	  	  	  It	  seems	  important	  to	  preserve	  the	  notion	  that	  the	  Internet	  should	  support	  what	  is	  sometimes	  called	  “permissionless	  innovation”	  –	  that	  is,	  that	  innovators	  of	  new	  applications	   and	   services	   should	   not	   be	   forced	   to	   conclude	   some	   kind	   of	  contractual	  agreement	  with	  every	   Internet	  access	  provider	   in	   the	  world	  before	  a	  service	  can	  be	  offered.	  One	  must	  accept,	  however,	  that	  some	  services	  may	  work	  poorly	  or	  not	  at	  all	  if	  adequate	  capacity	  is	  not	  available	  to	  support	  it.	  	  	  The	   conundrum	   in	   the	  net	  neutrality	  debate	   is	   to	   fashion	   incentives	   for	   access	  providers	  to	  continue	  to	  invest	  in	  and	  upgrade	  service	  capacity	  while	  preserving	  user	   choice	   and	   provide	   incentives	   for	   new	   applications	   to	   be	   brought	   to	   the	  Internet	   and	  made	   accessible	   to	   all	   access	   subscribers	   without	   inhibiting	   new	  entrants	   into	   the	  marketplace	  of	   Internet	   services	  by	  erecting	  barriers	   to	   their	  entry.	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  One	   year	   after	   its	   inception,	   the	  Dynamic	   Coalition	   on	  Network	  Neutrality	   (DC	  NN)	   renews	   its	   commitment	   towards	   the	   enrichment	   of	   the	   Internet	   policy	  debate,	  by	  publishing	  its	  second	  annual	  report.	  The	  publication	  of	  the	  first	  DC	  NN	  report	  played	  an	   inspiring	   role	   for	  policy	  makers,	   particularly	   at	   the	  European	  level.	   In	   fact,	   the	   work	   of	   the	   dynamic	   coalition	   directly	   inspired	   the	   very	  definition	   of	   the	   network	   neutrality	   principle,	   enshrined	   in	   the	   European	  Parliament’s	   first	   reading	   of	   the	   proposed	   “Connected	   Continent”	   regulation1.	  Similar	  to	  the	  first	  DC	  NN	  report,	  the	  2014	  Report	  seems	  particularly	  timely	  and	  aims	   at	   providing	   a	   meaningful	   contribution	   to	   the	   ongoing	   net	   neutrality	  debates.	  The	  2014	  report	  offers	  a	   collection	  of	   independent	  analyses	  exploring	  existing	  and	  proposed	  regulatory	  approaches	   to	  net	  neutrality	  and	  scrutinising	  the	  economic	  justifications	  that	  support	  the	  network	  neutrality	  principle.	  	  	  Given	   the	   transnational	   nature	   of	   the	   Internet,	   Net	   Neutrality	   can	   only	   be	  addressed	   through	   international	   cooperation.	   Yet,	   harmonisation	   at	   the	  international	   level	   might	   be	   difficult	   to	   achieve,	   as	   different	   countries	   are	  currently	   addressing	   the	   issue	   in	   different	   manners,	   and	   there	   is	   no	   common	  understanding	   of	   what	   would	   constitute	   an	   infringement	   of	   Net	   Neutrality	  principles.	   Indeed,	   the	   interpretation	   and	   implementation	   of	   Net	   Neutrality	  provisions	   currently	   lies	   at	   the	   core	   of	   on-­‐going	   regulatory	   debates,	   both	   in	  Europe	  and	  elsewhere.	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
1 The Dynamic Coalition on Network Neutrality elaborated the following definition: “Network 
neutrality is the principle according to which Internet traffic shall be treated equally, without 
discrimination, restriction or interference regardless of its sender, recipient, type or content, so that 
Internet users’ freedom of choice is not restricted by favouring or disfavouring the transmission of 
Internet traffic associated with particular content, services, applications, or devices”, available at  
http://www.networkneutrality.info/sources.html  The abovementioned definition inspired the European 
Parliament according to which “The principle of ‘net neutrality’ in the open internet means that traffic 
should be treated equally, without discrimination, restriction or interference, independent of the sender, 
receiver, type, content, device, service or application”, available at 
http://www.europarl.europa.eu/sides/getDoc.do?type=TA&reference=P7-TA-2014-
0281&language=EN 
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  The	   regulatory	  debate	  on	  Network	  Neutrality	   started	   in	  2005,	   in	   the	  U.S.,	  with	  the	  adoption	  of	  a	  Policy	  Statement2	  by	  the	  Federal	  Communications	  Commission	  (FCC)	   presenting	   a	   set	   of	   principles	   to	   preserve	   and	   promote	   the	   open	   and	  interconnected	   nature	   of	   the	   publicly	   accessible	   Internet.	   The	   question	   of	  Network	   Neutrality	   subsequently	   became	   central	   to	   the	   European	   regulatory	  agenda	   in	   2009,	   during	   the	   revision	   of	   the	   Telecom	   package.	   The	   process	  encouraged	  a	  few	  member	  states	  to	  elaborate	  a	  series	  of	  national	  guidelines	  for	  Network	  Neutrality,	  some	  of	  which	  were	  eventually	  implemented	  into	  domestic	  law	  (notably	  in	  the	  Netherlands	  and	  Slovenia).	  	  In	  2013,	  the	  Model	  Framework	  on	  Network	  Neutrality3	   initiated	  by	  the	  Council	  of	   Europe	   and	   developed	   by	   the	   Dynamic	   Coalition	   on	   Network	   Neutrality	  provided	   a	   set	   of	   recommendations	   on	   how	   to	   enshrine	   Network	   Neutrality	  principles	   into	   domestic	   law.	   In	   September	   2013,	   the	   European	   Commission	  proposed	   a	   new	   Regulation	   laying	   down	   measures	   concerning	   the	   European	  single	  market	  for	  electronic	  communications4,	  which	  included	  specific	  provisions	  on	  Network	  Neutrality.	  In	  April	  2014,	  the	  European	  Parliament	  adopted	  the	  first	  reading	   of	   the	   “Connected	   Continent”	   Regulation	   including	   net	   neutrality	  provisions,	   which	   prohibits	   the	   deployment	   of	   discriminatory	   traffic	  management	   on	   public	   electronic	   networks	   and	   proscribes	   the	   need	   for	   a	  minimum	  quality	  of	  service	  to	  be	  maintained	  over	  the	  digital	  single	  market.	  Yet,	  before	   it	   can	  enter	   into	   force,	   this	   regulation	   first	  needs	   to	  be	  approved	  by	   the	  Council	  of	  Ministers	  –	  whose	   final	  decision	  might	  be	  delayed	  until	   late	  2015	  to	  the	  extent	   that	   there	   is	  still	  disagreement	  amongst	  EU	  member	  states	  as	   to	   the	  proper	  scope	  of	  the	  law.	  	  As	   is	   commonly	   the	   case,	   the	   devil	   is	   in	   the	   details.	   As	   illustrated	   by	   Frode	  Sørensen	   in	   his	   paper	   on	   “The	   Net	   Neutrality	   Service	   Model	   and	   Specialised	  Services”,	  the	  debate	  is	  still	  open	  with	  regard	  to	  what	  constitutes	  a	  “specialised	  service”	   -­‐	   i.e.	   a	   service	   that	   relies	   on	   access	   restrictions	   and	   Internet	   traffic	  management	  (ITM)	  techniques	  guaranteeing	  specific	  quality	  level,	  therefore	  not	  qualifying	   as	   an	   Internet	   access	   service.	   Understanding	   what	   this	   means	   in	  practice	  is	  an	  important	  precondition	  to	  the	  proper	  implementation	  of	  Network	  Neutrality	   regulations	   in	   Europe.	   However,	   some	   national	   regulatory	   agencies	  believe	  that	  a	  broad	  interpretation	  of	  the	  term	  would	  limit	  the	  competitiveness	  of	   the	   private	   sector,	   imposing	   a	   set	   of	   minimum	   standards	   for	   any	   service	  involving	  Internet	  connectivity,	  regardless	  of	  its	  purpose	  or	  scope.	  	  Similar	  questions	  are	  being	  addressed	   in	  a	  variety	  of	  countries.	  For	   instance	   in	  South	  America,	  the	  Network	  Neutrality	  issue	  is	  heavily	  debated	  in	  countries	  such	  as	  Argentina,	  Colombia	  and	  Ecuador,	  and	  legislation	  has	  already	  been	  enacted	  in	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
2 The FCC Policy Statement is available at: https://apps.fcc.gov/edocs_public/attachmatch/DOC-
260435A1.pdf 
3 The Model Framework on Network Neutrality is available at 
http://www.networkneutrality.info/sources.html 
4 Regulation of the European Parliament and of the Council laying down measures concerning the 
European single market for electronic communications and to achieve a Connected Continent - 
COM(2013) 627. See: http://ec.europa.eu/digital-agenda/en/news/regulation-european-parliament-and-
council-laying-down-measures-concerning-european-single 
	   5	  
a	   few	   countries,	   including	   Chile,	   Peru,	   and,	   more	   recently,	   Brazil.	   Yet,	  controversies	  exist	  with	  regard	  to	  the	  implementation	  of	  certain	  provisions,	  and,	  in	  particular,	  as	  regards	   the	   interpretation	  of	  established	  exceptions	   to	   the	  Net	  Neutrality	   principle.	   In	   this	   respect,	   Patricia	   Vargas-­‐Leon’s	   paper	   provides	   a	  comprehensive	   overview	   of	   the	   various	   Net	   Neutrality	   laws	   enacted	   and/or	  proposed	   in	   Latin	   America	   and	   identifies	   the	   most	   important	   differences	   that	  subsist	  amongst	  these	  laws.	  In	  Chile,	   the	   first	  Net	  Neutrality	   law5	  was	  enacted	   in	  2011,	  as	  a	  modification	  of	  the	   Chilean	   general	   telecommunications	   law	   promulgated	   in	   1982.	   The	   law	  establishes	   a	   duty	   for	   every	   Internet	   Service	   Provider	   (ISP)	   to	   provide	   non-­‐discriminatory	  treatment	  to	  anyone	  using	  content	  or	  services	  for	  legal	  purposes.	  Yet,	  ISPs	  are	  given	  the	  discretion	  to	  ultimately	  determine	  what	  qualifies	  as	  a	  legal	  or	   illegal	  purpose.	  Besides,	  despite	   the	  enactment	  of	  Net	  Neutrality	  provisions,	  law	   enforcement	   may	   face	   difficulties	   and	   many	   ISP	   have	   been	   accused	   of	  slowing	   down	   the	   speed	   of	   specific	   online	   services,	   such	   as	   YouTube	   or	   P2P	  networks.	  	  	  In	  Peru,	  Net	  Neutrality	  principles	  were	  incorporated	  into	  domestic	  law	  in	  2012,	  through	  a	  bill6	  designed	  to	  promote	  the	  development,	  use	  and	  massive	  access	  to	  high-­‐speed	   Internet	   connectivity.	   The	   law	   made	   it	   illegal	   for	   ISPs	   to	   block,	  interfere,	   discriminate	   or	   restrict	   the	   right	   of	   any	   Internet	   user	   to	   use	   an	  application,	   regardless	   of	   its	   nature,	   origin,	   or	   destination.	   Yet,	   just	   like	   the	  Chilean	   law,	   the	   law	   leaves	   it	   to	   the	   ISPs	   to	   determine	   what	   constitutes	  “arbitrary”	  practices	  when	  it	  comes	  to	  the	  respect	  of	  the	  Net	  Neutrality	  principle.	  Finally,	  after	  five	  years	  of	  debate,	  the	  Brazilian	  Senate	  adopted	  the	  Marco	  Civil7,	  which	   specifically	   endorses	   the	   Net	   Neutrality	   principles	   by	   prohibiting	   ISPs	  from	   discriminating	   amongst	   packets	   and/or	   to	   implement	   special	   prices	   for	  special	  content.	  Yet,	  exceptions	  to	  the	  general	  principle	  are	  not	  clearly	  specified,	  since	  those	  have	  to	  be	  implemented,	  at	  a	  later	  stage,	  by	  the	  executive	  branch.	  	  The	   regulatory	  debate	   in	  Mexico	   is	   analysed	  by	  Alejandro	  Pisanty	   in	  his	  paper	  “Network	  Neutrality	  debates	  in	  Telecommunications	  Reform”,	  which	  presents	  a	  summary	   of	   the	   net	   neutrality	   debates	   in	   the	   legislative	   process	   of	   Mexico	   in	  2013-­‐2014.	   The	   author	   highlights	   that	   a	   major	   telecommunications	   law	   and	  market	  reform	  is	  taking	  place	  in	  the	  country	  and	  Network	  Neutrality	  is	  a	  useful	  test	  case	  to	  measure	  how	  convergent	  the	  legislation	  actually	  manages	  to	  be	  and	  to	   identify	   options	   that	   can	   be	   translated	   to	   other	   markets.	   This	   reform	   is	  particularly	  interesting	  because	  it	  occurs	  in	  the	  absence	  of	  any	  common-­‐carriage	  tradition	   and	   at	   the	   same	   time	   as	  must-­‐carry,	  must-­‐offer	   provisions	   are	   being	  introduced	   for	   television	   for	   the	   first	   time.	  As	   a	   result,	  Network	  Neutrality	  has	  become	  a	  rallying	  cry	   for	  public	  demonstrations	  and	  other	  protests	  against	   the	  reform	  project.	  The	  paper	  describes	   and	   interprets	   the	  major	   economic	   forces,	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
5 The net neutrality law in Chile is officially known as “Law 20453”, or “Ley que establece la 
neutralidad de la red para consumidores y usuarios de Internet” (“Law that establishes the net neutrality 
for consumers and internet users”). 
6 On July 20th, 2012, the Peruvian government enacted the law titled “Ley de promoción de la banda 
ancha y construcción de la red dorsal nacional de fibra óptica”, (“Law to Promote the Increasing of 
Broadband and Construction of National Fiber Optic Backbone”), officially law 29904.  
7 On April 23rd 2014, the Brazilian Senate passed what is known as the “Marco Civil Da Internet 
(“Civil framework for the Internet”), officially law 12965. 
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ideological	   and	   political	   trends	   that	   can	   be	   observed	   in	   Mexico,	   with	   a	   view	  toward	  their	  application	  to	  other	  geographies	  and	  contexts.	  	  With	   regard	   to	   Australia,	   Angela	   Daly	   explains	   that	   the	   situation	   is	   much	   less	  mature.	   In	  her	  paper,	   the	  author	  highlights	   that	  although	   the	  country	  has	  been	  lagging	   behind	   in	   the	   regulatory	   debate,	   it	   is	   now	   catching	   up	   to	   the	   recent	  developments	  happening	  both	   in	  Europe	   and	   in	   the	  U.S.	  While	   there	   is	   still	   no	  Network	   Neutrality	   regulation	   in	   place	   (or	   even	   proposed)	   in	   Australia,	   it	   is	  nonetheless	   regarded	   as	   one	   of	   the	   major	   issues	   on	   the	   public	   agenda	   for	  Internet	   regulation.	   The	   2012	   Convergence	   Review	   Final	   Report	   specifically	  addressed	  the	  issue,	  pointing	  at	  content-­‐related	  competition	  as	  one	  area	  where	  new	   policy	   and	   regulation	   should	   be	   implemented.	   However,	   following	   the	  federal	   elections	   in	   2013,	   most	   of	   these	   recommendations	   were	   effectively	  abandoned	   as	   the	   new	   government	   was	   not	   supportive	   of	   any	   reform	   in	   this	  area.	  Today,	  there	  are	  therefore	  no	  plans	  to	  introduce	  Net	  Neutrality	  provisions	  into	  Australia	   legislation.	   Infringement	   to	  Network	  Neutrality	   can	   thus	  only	  be	  dealt	  with	  through	  the	  perspective	  of	  competition	  law,	  as	  a	  generic	  body	  of	  law	  which	  does	  not,	  however,	   specifically	   refer	   to	  Network	  Neutrality	  as	  principles	  that	  ought	  to	  be	  enshrined	  within	  the	  law.	  	  	  In	  his	  paper	  on	  “A	  New	  Way	  Forward	  for	  Net	  Neutrality”,	  Chris	  Riley	  analyses	  the	  regulatory	   debate	   currently	   taking	   place	   in	   the	  U.S.	   The	   author	   highlights	   that	  relations	  between	  ISPs	  and	  remote	  hosts	  are	  influenced	  by	  a	  wide	  range	  of	  ITM	  practices,	   including	  differential	   treatment	   in	   local	  routing,	  paid	  peering	  and	  the	  increasing	   diffusion	   of	   “specialised	   services”.	   For	   this	   reason,	   routing	  within	   a	  terminating	   access	   network	   cannot	   always	   be	   assumed	   to	   be	   based	   on	   non-­‐discriminatory	  “best-­‐effort”	  relationships.	  The	  author	  notes	  that	  the	  existence	  of	  discriminatory	  blocking	  and	  throttling	  practices	  holds	  promise	  to	  jeopardise	  the	  remote	   hosts’	   possibility	   to	   communicate	   with	   end-­‐users,	   thus	   potentially	  hindering	   the	   circulation	   of	   innovation.	   Furthermore,	   the	   author	   describes	   the	  many-­‐sided	  nature	  of	  the	  Internet	  access	  market,	  highlighting	  that	  ISPs	  entertain	  commercial	   relationships	   with	   their	   own	   end-­‐user	   customers	   but	   also	   with	  remote	   hosts	   such	   as	   website	   operators,	   email	   service	   providers,	   and	   all	  endpoints	   connecting	   to	   the	   Internet	   through	  other	   ISPs.	  Therefore,	   the	  author	  suggests	   that	   last-­‐mile	   operators	   do	   not	   merely	   offer	   access	   to	   end	   user	   and	  interconnection	   services,	   but	   also	   a	   separate	   service	   enabling	   “remote	  endpoints”	  to	  communicate	  with	  the	  ISP’s	  local	  subscribers.	  	  Based	  on	  these	  remarks,	  the	  author	  offers	  an	  innovative	  perspective	  arguing	  for	  a	  logical	  distinction	  between	  remote	  delivery	  services	  and	  local	  delivery	  services.	  In	   the	   author’s	   perspective,	   remote	   delivery	   services	   are	   offered	   to	   all	   remote	  Internet	   hosts	   and	   consist	   solely	   of	   transport	   of	   data-­‐packets.	   For	   this	   reason	  they	   ought	   to	   be	   categorised	   as	   “common	   carriers”.	   On	   the	   other	   hand,	   local	  delivery	   services	   represent	   a	   distinguished	   typology	   because	   local	   end-­‐user	  subscribers	   enjoy	   a	   vaster	   spectrum	   of	   services	   such	   as	   the	   assignment	   of	   a	  temporary	   IP	   address,	   domain	   name	   resolution,	   hosting	   services	   and	   the	  provision	  of	  an	  email	  address.	  Hence,	  Chris	  Riley	  argues	  that	  although	  both	  local	  and	   remote	   delivery	   services	   exploit	   the	   same	   underlying	   transport	  functionality,	   these	   services	   can	   be	   logically	   distinguished	   because	   they	   serve	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separate	  customers	  for	  separate	  purposes.	  Such	  categorisation,	  peered	  with	  the	  establishment	   of	   clear	   non-­‐blocking	   and	   non-­‐discrimination	   rules	   for	   network	  management	  would	   foster	   a	  pro-­‐competition	   environment	  while	   strengthening	  end-­‐users’	   capability	   to	   be	   active	   “makers”	   in	   a	   dynamic	   and	   many-­‐to-­‐many	  Internet	  environment.	  
	  Lastly,	  the	  report	  provides	  two	  economic	  perspectives	  on	  the	  network	  neutrality	  debate,	  elaborated	  by	  Benoît	  Felten	  and	  Roslyn	  Layton.	  In	  his	  paper	  on	  “There’s	  no	  Economic	  Imperative	  to	  Reconsider	  an	  Open	  Internet”,	  Benoît	  Felten	  clearly	  presents	   the	   investment	   and	   recurring	   costs	   of	   various	   Internet	   traffic	  management	  (ITM)	  models	  while	  describing	  different	  solutions	  to	  solve	  potential	  ITM	  problems	  without	  utilising	  traffic	  discrimination.	  The	  author	  points	  out	  that	  the	   Internet’s	   success	   can	   be	   attributed	   to	   a	   few	   simple	   network	  management	  principles	   including	   the	   adoption	   of	   open	   standards	   like	   the	   Internet	   Protocol	  (IP).	  Such	  principles	  delineate	  an	  online	  environment	  where	  no	  single	  player	  –	  public	  or	  private	  –	  exert	  control	  over	  access	  to	  the	  Internet	  and	  no	  blocking	  or	  degrading	  of	  lawful	  Internet	  traffic	  is	  allowed.	  This	  open	  environment	  empowers	  users,	   providing	   them	   choice	   and	   control	   over	   their	   online	   activities.	  Furthermore,	  while	  highlighting	  that	  discriminatory	  traffic	  management	  may	  be	  used	   as	   leverage	   for	   a	   commercial	   negotiation,	   the	   author	   notes	   that	   such	  discrimination	  may	  lead	  to	  “fragmentation”	  of	  the	  Internet	  ecosystem.	  	  	  Benoît	   Felten	   provides	   an	   overview	   of	   how	   Internet	   traffic	   crosses	   ISPs’	  networks	   allowing	   Internet	   users	   to	   access	   content,	   applications	   and	   services	  offered	  by	  online	  service	  providers	  (OSPs).	  Particularly,	  the	  author	  analyses	  the	  dynamics	  of	  different	  traffic	  management	  solutions	  –	  such	  as	  transit,	  peering	  and	  content	   delivery	   networks	   –	   in	   order	   to	   clarify	   the	   investments	   and	   costs	   that	  such	  solutions	  require	  to	  ISP	  and	  OSPs.	  Based	  on	  this	  analysis,	  the	  author	  claims	  the	  fallacy	  of	  the	  argument	  according	  to	  which	  OSPs	  can	  be	  considered	  as	  “free	  riders”	  on	  the	  ISPs	  networks,	  highlighting	  OSPs	  role	  with	  regard	  to	  investing	  and	  financing	  international,	  regional	  and	  national	  transport	  networks.	  Moreover,	  the	  author	   examines	   the	   debate	   regarding	   network	   capacity	   and	   growing	   transit	  within	   the	   French	   market	   and	   highlights	   that	   costs	   related	   to	   external	   traffic	  management	  concern	  less	  than	  0.3%	  of	  the	  main	  ISPs’	  average	  revenue.	  	  	  In	   her	   paper	   on	   “Net	   Neutrality	   Regulation	   and	   Broadband	   Infrastructure	  Investment:	  How	   to	  Make	   an	   Empirical	   Assessment”,	   Roslyn	   Layton	   elucidates	  the	  design	  of	  an	  empirical	  test	  of	  the	  theory	  of	  the	  “virtuous-­‐circle	  of	  innovation”,	  according	   to	  which	   the	   growth	   of	   content	   and	   applications	   stimulates	   demand	  for	   Internet	   subscriptions,	   which	   generates	   revenue	   for	   operators	   that	  consequently	   invest	   in	   infrastructure.	   This	   theory,	   the	   author	   argues,	   is	  frequently	   used	   to	   back	   network	   neutrality	   policies’	   benefits	   with	   regard	   to	  encouraging	  broadband	  providers	   to	   expand	   their	  networks	   and	   invest	   in	  new	  broadband	  technologies8.	  	  	  	  
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
88 E.g. FCC Report and Order Preserving the Open Internet (2010), available at 
https://apps.fcc.gov/edocs_public/attachmatch/FCC-10-201A1_Rcd.pdf 
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Prior	   to	   delineating	   the	   aforementioned	   test,	   the	   author	   offers	   a	   review	   of	  several	  economic	  theories	  of	  innovation	  and	  explains	  how	  such	  theories	  may	  be	  applied	   to	   Internet	   technology.	   Subsequently	   Roslyn	   Layton	   utilises	   such	  theories	   to	   test	   whether	   the	   imposition	   of	   net	   neutrality	   rules	   stimulates	  network	   investments.	   While	   designing	   a	   “virtuous-­‐circle	   test”	   Roslyn	   Layton	  highlights	   the	   difficulty	   of	   comparing	   different	   net	   neutrality	   regulatory	  approaches.	  Particularly,	  the	  author	  stresses	  that	  such	  approaches	  are	  based	  on	  dissimilar	   provisions	   aimed	   at	   framing	   very	   different	   markets	   and	   networks.	  Furthermore,	   she	   underlines	   that	   investment	   metrics	   to	   be	   used	   within	   a	  “virtuous-­‐circle	   test”	   may	   be	   impacted	   by	   different	   accounting	   rules.	   Such	  differences	   may	   lead	   to	   discrepancies	   in	   capital	   expenditure	   measurements	  subject	  to	  the	  approach	  undertaken	  by	  different	  countries	  and	  companies.	  	  In	   the	   light	   of	   her	   preliminary	   findings,	   the	   author	   acknowledges	   that	   the	  “virtuous	   circle”	   is	   an	   important	   and	   compelling	   assertion,	   while	   highlighting	  that	   scrutinised	   data	   seem	   to	   reveal	   that	   operators’	   decisions	   to	   invest	   in	  infrastructure	  are	  based	  on	  a	  wide	  variety	  of	  factors	  and	  objectives	  that	  are	  not	  duly	  considered	  by	  the	  “virtuous	  circle”	  theory.	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The	  net	  neutrality	  service	  model	  and	  
specialized	  services	  
by	  Frode	  Sørensen	  
	  
	  
	  
	  
	  The	  net	  neutrality	  debate	  in	  Europe	  has	  been	  raised	  to	  a	  higher	  level.	  It	  has	  not	  gone	  unnoticed	   that	   the	  European	  Commission	   in	   September	  2013	  proposed	  a	  new	  Regulation	  on	  European	  single	  market	  for	  electronic	  communications	  which	  may	   lead	   to	   a	   "ratification"	   of	   net	   neutrality.	   And	   in	   April	   2014	   the	   European	  Parliament	   adopted	   its	   first	   reading	   position,	   further	   strengthening	   the	   net	  neutrality	   provisions.	   The	   political	   process	   is	   moving	   ahead	   to	   handle	   the	  proposal	  through	  to	  its	  final	  destiny.	  	  Furthermore,	   the	   Model	   Framework	   on	   Net	   Neutrality	   has	   been	   launched	  subsequent	  to	  the	  Council	  of	  Europe	  organising	  its	  Multi-­‐stakeholder	  dialogue	  on	  network	   neutrality	   and	   human	   rights,	   in	   May	   2013.	   The	   framework	   has	   been	  established	  by	  the	  Dynamic	  Coalition	  on	  Net	  neutrality,	  and	  the	  launch	  itself	  was	  made	   on	   the	   Internet	  Governance	   Forum	   in	  October	   2013.	   The	  purpose	   of	   the	  framework	  is	  to	  make	  recommendations	  to	  lawmakers	  about	  how	  best	  to	  ensure	  net	  neutrality.	  	  In	   many	   ways,	   these	   two	   events	   draw	   "conclusions"	   regarding	   the	   previous	  years'	  development	  in	  the	  field.	  The	  US	  regulatory	  authority,	  FCC,	  was	  the	  first	  to	  present	   its	  principles	  regarding	   the	  open	  Internet	   in	  2005.	  The	  debate	  came	  to	  Europe	  shortly	  after,	  and	  discussion	  on	  the	  topic	  was	  high	  on	  the	  political	  agenda	  during	   the	   revision	   of	   the	   Telecom	   package	   which	   was	   eventually	   adopted	  toward	  the	  end	  of	  2009.	  	  Meanwhile,	   the	   debate	   was	   also	   significant	   at	   the	   national	   level,	   and	   in	   some	  countries	   this	   resulted	   in	   the	   establishment	   of	   national	   arrangements.	   In	  Norway,	  early	   in	  2009,	   the	  Norwegian	  Post	  and	  Telecommunications	  Authority	  (NPT)	  took	  a	  co-­‐regulatory	  approach	  in	  order	  to	  bring	  the	  industry	  together	  on	  agreed	   national	   guidelines	   for	   net	   neutrality.	   And	   in	   2010,	   BEREC	   Expert	  Working	   Group	   on	   Net	   Neutrality	   was	   established	   under	   the	   chairmanship	   of	  NPT.	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The	  practical	  side	  of	  the	  discussion	  	  The	   “specialised	   service”	   concept	   is	   a	   main	   topic	   in	   the	   debate	   about	   net	  neutrality	   in	  Europe.	  Yet	  how	  are	  we	  to	  understand	  this	  concept?	  What	  does	   it	  mean	   in	   practice?	   Which	   specific	   services	   does	   it	   refer	   to?	   While	   looking	   for	  answers	  to	  these	  questions,	  we	  get	  to	  the	  very	  core	  of	  the	  discussion	  about	  the	  “net	  neutrality	  service	  model”:	  how	  specialised	  services	  relate	  to	  the	  Internet.	  	  To	   start	   with	   the	   practical	   side	   of	   the	   discussion:	   specialised	   services	   already	  exist	   today.	   They	   consist	   of	   traditional	   services	   that	   have	   migrated	   to	   IP	  technology,	   such	   as	   facilities-­‐based	   VoIP	   and	   IPTV.	   However,	   they	   can	   also	   be	  used	   to	   provide	   new	   services,	   and	   e-­‐health	   seems	   to	   be	   the	   most	   prominent	  example	  that	  is	  being	  highlighted	  by	  stakeholders.	  	  The	  actual	  definition	  of	  specialised	  services	   is	   important,	  as	   it	  does	  not	   include	  
Internet-­‐based	   applications	   that	   are	   increasingly	   used	   as	   a	   substitute	   for	  traditional	   services.	   Such	   Internet-­‐based	   applications	   are	   often	   termed	   "over-­‐the-­‐top"	  and	   include	  such	   things	  as	  peer-­‐to-­‐peer	  voice	  over	   IP	   (e.g.	  Skype)	  and	  video	  streaming.	  	  The	   "over-­‐the-­‐top"	   phrase	   indicates	   that	   there	   are	   two	   layers:	   the	   application	  layer	  and	  the	  network	  layer.	  The	  application	  layer	  is	  placed	  on	  top	  of	  and	  clearly	  separated	   from	   the	   network	   layer,	   which	   facilitates	   the	   development	   and	  deployment	  of	  new	  applications.	  This	  is	  the	  basis	  for	  the	  enormous	  innovation	  in	  content	  and	  applications	  on	  the	  Internet	  that	  we	  have	  witnessed	  in	  recent	  years.	  
I.	  The	  net	  neutrality	  service	  model	  explained	  	  
1.	  Specialised	  services	  	  Net	  neutrality	   is	  the	  principle	  that	  all	   Internet	  communications	  shall	  be	  treated	  equally.	   Equal	   treatment	   of	   traffic	   means	   that	   the	   traffic	   is	   transmitted	  irrespective	   of	   content,	   application,	   service,	   device,	   and	   irrespective	   of	   the	  sender	  or	  receiver.	  The	  latter	  element	  means	  that	  transmissions	  shall	  be	  carried	  out	  equally	  for	  different	  end-­‐users,	  including	  content	  and	  application	  providers.	  	  Up	  to	  the	  present	  moment	  it	  seems	  that	  the	  understanding	  of	  what	  net	  neutrality	  is	   and	   what	   it	   is	   not	   has	   matured	   significantly.	   A	   consensus	   was	   established	  relatively	  early	  that	  net	  neutrality	  applies	  to	  the	  Internet,	  and	  not	  to	  other	  forms	  of	  electronic	  communications	  networks.	  Essential	  concepts	  in	  this	  context	  are	  so-­‐called	  "specialised	  services",	  i.e.	  services	  that	  are	  not	  Internet	  access	  services.	  	  The	   Norwegian	   guidelines	   for	   net	   neutrality	   stipulate	   that	   "if	   the	   physical	  connection	   is	   shared	   with	   other	   services,	   it	   must	   be	   stated	   clearly	   how	   the	  capacity	   is	   shared	   between	   Internet	   traffic	   and	   the	   other	   services."	  When	   the	  guidelines	  were	   established	   in	   February	   2009,	   specialised	   services	  were	   not	   a	  familiar	  concept,	  and	  therefore	  this	  term	  was	  not	  explicitly	  used.	  The	  FCC	  has	  not	  defined	  specialised	  services	  in	  detail,	  but	  writes,	  for	  example,	  about	  "specialized	  
	   11	  
services,	   such	   as	   existing	   facilities-­‐based	   VoIP"	   in	   its	   Report	   and	   Order	   in	  December	  2010.	  	  In	   2011,	   BEREC	   established	   this	   definition	   of	   specialised	   services:	   "Specialised	  services	  are	  electronic	  communications	  services	  that	  are	  provided	  and	  operated	  within	  closed	  electronic	  communications	  networks	  using	   the	   Internet	  Protocol.	  These	  networks	  rely	  on	  strict	  admission	  control	  and	  they	  are	  often	  optimised	  for	  specific	   applications	   based	   on	   extensive	   use	   of	   traffic	  management	   in	   order	   to	  ensure	  adequate	  service	  characteristics.”	  	  And	  in	  the	  framework	  of	  net	  neutrality,	  the	  Dynamic	  Coalition	  on	  Net	  Neutrality	  defines	   specialised	   services	   as	   "electronic	   communications	   services	   that	   are	  provided	  and	  operated	  within	  closed	  electronic	  communications	  networks	  using	  the	  Internet	  Protocol,	  but	  not	  being	  part	  of	  the	  Internet.	  The	  expression	  'closed	  electronic	   communications	   networks'	   refers	   to	   networks	   that	   rely	   on	   strict	  admission	  control.”	  	  
2.	  Borderline	  cases	  
 Since	  the	  whole	  idea	  underpinning	  net	  neutrality	  is	  to	  ensure	  equal	  treatment	  of	  traffic,	  and	  specialised	  services	  are	  exempted	  from	  net	  neutrality	  considerations,	  it	   is	   essential	   that	   these	   services	   do	   not	   have	   a	   negative	   impact	   on	   Internet	  traffic.	  Otherwise,	   this	  would	  effectively	   "punch	  holes"	   in	   the	   foundation	  of	  net	  neutrality.	  Because	  how	  will	  mutually	  neutral	  handling	  of	  traffic	  help	  if	  external	  conditions	  degrade	  the	  capacity	  of	  the	  Internet	  access	  service	  as	  a	  whole?	  	  Specialised	  services	  can	  help	  satisfy	  the	  need	  to	  guarantee	  the	  quality	  of	  certain	  forms	  of	  communication.	  As	  the	  definition	  of	  BEREC	  stresses,	  such	  services	  could	  be	  optimised	  for	  specific	  purposes.	  A	  typical	  example	   is	  real-­‐time	  services	  such	  as	  telephony	  and	  the	  like.	  Specialised	  services	  can	  be	  provided	  with	  support	  for	  quality	   of	   service	   by	   having	   the	   services	   set	   up	   in	   networks	  where	   capacity	   is	  dimensioned	   in	   relation	   to	   amount	   of	   traffic,	   and	   the	   traffic	   load	   is	   made	  predictable	  based	  on	  access	  control	  (typically	  based	  on	  subscriptions).	  	  Quality	  of	  service	  to	  specialised	  services	  is	  not	  secured	  by	  giving	  these	  services	  an	   explicit	   higher	   priority	   level	   than	   the	   Internet	   access	   service,	   but	   rather	   by	  having	  adequate	  capacity	  reserved	  for	  the	  specialised	  services	  without	  this	  being	  done	  at	  the	  expense	  of	  Internet	  traffic.	  Internet	  traffic	  has	  its	  own	  capacity	  scaled	  according	  to	  the	  contractual	  access	  speed.	  (The	  latter	  should	  not	  be	  understood	  as	   the	   Internet	   access	   service	  has	   an	   absolute	   guarantee	   relating	   to	   speed,	   but	  this	  is,	  however,	  based	  on	  statistical	  calculations.)	  	  The	   importance	  of	  separate	  capacity	   for	   the	   two	  service	  categories	   is	  also	  very	  evident	   in	   the	   BEREC	   definition	   of	   specialised	   services.	   These	   services	   are	  offered	   in	   "closed	  networks"	   that	  make	   it	  possible	   to	   separate	   this	   traffic	   from	  Internet	   traffic.	  Both	  service	  categories	  are	  typically	   transmitted	  over	  the	  same	  physical	  infrastructure,	  in	  which	  case	  sufficient	  resources	  are	  to	  be	  available	  for	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the	   specialised	   services	   and	   Internet	   access	   service	   in	   their	   own	   "virtual	  networks".	  	  Such	  “closed	  networks”	  can	  help	  to	  ensure	  that	  specialised	  services	  do	  not	  have	  a	  negative	   impact	   on	   the	   Internet	   access	   service,	   nor	   degrade	   it.	   This	   is	   already	  clear	  from	  the	  current	  Telecom	  package:	  	  “In	  order	  to	  prevent	  the	  degradation	  of	  service	   and	   the	   hindering	   or	   slowing	   down	   of	   traffic	   over	   networks,	   Member	  States	  shall	  ensure	  that	  national	  regulatory	  authorities	  are	  able	  to	  set	  minimum	  quality	   of	   service	   requirements	   on	   an	   undertaking	   or	   undertakings	   providing	  public	  communications	  networks”.	  (USD	  22.3)	  	  
3.	  The	  devil	  is	  in	  the	  details	  
 Having	  said	  this,	  it	  is	  also	  important	  to	  emphasise	  that	  there	  is	  nothing	  negative	  in	   traffic	   management	   in	   itself.	   Traffic	   management	   is	   called	   for	   if	   one	   is	   to	  efficiently	  handle	  the	  traffic	  in	  the	  networks.	  In	  connection	  with	  net	  neutrality,	  a	  distinction	   is	  made	  between	   reasonable	   and	  unreasonable	   traffic	  management.	  Unreasonable	  traffic	  management	   is	  basically	  traffic	  management	  that	  provides	  non-­‐neutral	   transmission	   of	   different	   types	   of	   traffic.	   But	   exceptions	   are	   also	  made	  in	  individual	  cases,	  which	  may	  in	  some	  cases	  be	  regarded	  as	  reasonable.	  	  BEREC	   has	   defined	   four	   criteria	   for	   reasonable	   traffic	   management:	   non-­‐discrimination	   of	   content	   and	   application	   providers,	   end-­‐user	   control,	  application	  agnosticism	  and	  proportionality.	  BEREC	  also	  emphasises	   that	   these	  criteria	   should	   not	   only	   apply	   to	   technically	   implemented	   traffic	  management,	  but	   also	   to	   other	   restrictions	   such	   as,	   for	   example,	   described	   in	   contractual	  terms.	  	  Typical	  exceptions	  which	  may	  be	  considered	  reasonable	  are:	  (1)	  orders	  given	  in	  statutory	  bodies	  of	  law	  and	  court	  decisions,	  (2)	  measures	  to	  ensure	  the	  integrity	  and	   security	   of	   the	   network,	   (3)	   the	   prevention	   of	   unsolicited	   communication,	  (4)	  measures	  based	  on	  a	  direct	   request	   from	   the	   end	  user	   and	   (5)	  handling	  of	  special	  situations	  relating	  to	  congestion	  management.	  	  Most	   of	   these	   exceptions	   are	   easy	   to	   understand.	  Net	   neutrality	   should	   not	   be	  used	   to	   legitimise	   illegal	   or	   harmful	   activities	   (items	  1	   and	  2).	   The	  problem	  of	  spam	  and	  the	  like	  must	  be	  handled	  efficiently	  (item	  3)	  and	  the	  end	  users	  must	  be	  able	  to	  protect	  themselves	  on	  their	  own	  access	  when	  this	  does	  not	  affect	  others,	  such	  as	  parental	  control	  (item	  4).	  	  The	  exception	  that	  is	  the	  most	  complex	  is	  how	  to	  deal	  with	  congestion.	  The	  way	  the	   Internet	   is	   constructed	   means	   that	   congestion	   will	   necessarily	   arise	   from	  time	   to	   time.	   Internet	   service	   providers’	   main	  measure	   to	   deal	   with	   this	   is	   to	  build	   capacity	   in	   the	   network	   in	   accordance	  with	   the	   subscription	   agreements	  entered	  into.	  Moreover,	  short-­‐term	  congestion	  will	  automatically	  be	  handled	  by	  the	  built-­‐in	  mechanisms	  in	  IP	  technology.	  If	   there	   is	   a	   need	   to	   manage	   the	   traffic	   load	   above	   and	   beyond	   this,	   the	  mechanisms	   that	   handle	   the	   various	   applications	   neutrally	   (application-­‐
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agnosticism)	  and	  allow	  an	  end	  user	  to	  decide	  what	  his	  available	  capacity	  will	  be	  used	  for	  (end-­‐user	  control)	  should	  be	  preferred.	  Only	  in	  special	  situations	  where	  this	  is	  not	  possible	  in	  practice,	  should	  it	  be	  necessary	  to	  make	  use	  of	  application-­‐specific	  methods.	  	  
4.	  Toward	  pro-­‐European	  net	  neutrality?	  	  It	   is	   a	   positive	   development	   that	   the	   situation	   is	   moving	   from	   a	   fragmented	  approach	   in	   various	   countries	   toward	   a	   common	   European	   approach	   to	   net	  neutrality.	   The	   service	   model	   consisting	   of	   the	   two	   categories	   of	   services,	  Internet	  access	  service	  and	  specialised	  services,	   is	  an	   important	   foundation	   for	  future	   efforts	   to	   unite	   on	   a	   common	   understanding	   of	   net	   neutrality.	   This	  methodology	  also	  appears	  to	  be	  established	  at	  the	  global	  level	  today.	  	  However,	  there	  is	  still	  a	  need	  to	  clarify	  the	  understanding	  the	  model:	  
• The	  model	  assumes	  that	  the	  two	  service	  categories	  are	  defined	  as	  clearly	  as	  possible,	  so	  that	  there	  is	  no	  "playing"	  regarding	  which	  label	  you	  put	  on	  the	  service	  provided.	  
• Further,	  if	  the	  model	  is	  to	  work,	  it	  is	  essential	  that	  resources	  to	  the	  service	  categories	  are	  separate	  at	   the	  network	   layer	  to	  avoid	  degradation	  of	   the	  Internet	  access	  service.	  
• And	  finally,	  management	  of	  "traffic	  jam"	  (congestion)	  is	  by	  and	  large	  done	  irrespective	  of	  the	  applications,	  and	  only	  in	  special	  situations	  where	  this	  is	  not	  possible,	  may	  it	  be	  application-­‐specific.	  	  
II.	  On	  the	  origin	  of	  specialised	  services	  
1.	  The	  beginning	  
 Tim	  Wu	  introduced	  the	  "net	  neutrality"	  concept	  more	  than	  ten	  years	  ago,	  and	  in	  2005	   Federal	   Communications	   Commission	   (FCC)	   launched	   its	   open	   Internet	  principles.	   These	   two	   events	   can	   be	   seen	   as	   the	   very	   first	   steps	   in	   the	  development	  of	  a	  net	  neutrality	  policy,	  though	  the	  essence	  of	  net	  neutrality	  could	  already	  be	  found	  in	  the	  Internet's	  underlying	  functioning.	  	  The	  Norwegian	  Post	   and	  Telecommunications	  Authority	   (NPT)	  was	   the	   first	   in	  Europe	  to	  establish	  a	  regulatory	  platform	  for	  net	  neutrality.	  NPT	  based	  its	  work	  on	  co-­‐regulation,	  and	  Norwegian	  guidelines	  for	  net	  neutrality	  were	  introduced	  in	  February	  2009.	  These	  guidelines	  implicitly	  discuss	  specialised	  services	  and	  state	  that	  "if	  the	  physical	  connection	  is	  shared	  with	  other	  services,	  it	  must	  be	  clear	  how	  the	  capacity	  is	  allocated	  between	  the	  Internet	  traffic	  and	  the	  other	  services".9	  In	   October	   2009,	   FCC	   published	   a	   Notice	   of	   Proposed	   Rulemaking,	   and	   in	  December	   2009	   FCC	   introduced	   rules	   for	   preserving	   a	   free	   and	   open	   Internet.	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
9 Norwegian guidelines for neutrality on the Internet, NPT, 2009, see: 
http://eng.npt.no/technical/internet/net-neutrality/net-neutrality/_attachment/9222?_ts=1409aa375c1 
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These	   two	  documents	  explicitly	   address	   specialised	   services,	  but	  do	  not	  define	  the	   term.	   However,	   the	   latter	   document	   refers	   to	   "specialized	   services,	   such	   as	  
existing	  facilities-­‐based	  VoIP".10	  	  Net	   neutrality	  was	   intensely	   debated	   during	   the	   political	   process	   that	   led	   to	   a	  revised	   European	   regulatory	   framework	   in	   December	   2009.	   The	   framework	  aims	   to	  promote	   competition	   among	   service	  providers,	   and	  with	   regard	   to	  net	  neutrality,	   transparency	   is	   emphasised	   as	   a	   tool	   to	   enable	   end	  users	   to	   switch	  providers	  when	  necessary.	  	  
2.	  BEREC's	  definitions	  	  In	  2010,	  BEREC	  established	  its	  Net	  Neutrality	  Expert	  Working	  Group	  that	  was	  to	  study	  practical	  methods	  for	  the	  application	  of	  the	  net	  neutrality	  provisions	  of	  the	  European	  regulatory	  framework.	  Due	  to	  the	  emphasis	  placed	  on	  transparency	  in	  the	  framework,	  the	  first	  report	  from	  the	  group	  was	  "Guidelines	  on	  transparency	  in	   the	   scope	   of	   net	   neutrality",	   closely	   followed	   by	   "Framework	   for	   quality	   of	  service	  in	  the	  scope	  of	  net	  neutrality".	  	  The	   Framework	   for	   quality	   of	   service	   represents	   BEREC's	   first	   step	   in	   the	  analysis	  of	  Article	  22(3)	  of	  the	  Universal	  Service	  Directive	  on	  the	  prevention	  of	  service	  degradation.	  The	  report	  introduces	  main	  categories	  of	  service	  offers	  that	  ought	  to	  be	  considered	  by	  regulators	  when	  assessing	  the	  net	  neutrality	  situation	  in	  the	  market:	  Internet	  access	  services	  and	  specialised	  services,	  two	  services	  that	  share	  capacity	  on	  the	  end-­‐user's	  broadband	  connection,	  also	  referred	  to	  as	  "the	  two	  lanes".	  	  The	  Guidelines	  for	  quality	  of	  service	  in	  the	  scope	  of	  net	  neutrality11	  came	  in	  2012,	  and	  introduced	  definitions	  for	  the	  service	  categories.	  The	  Guidelines	  presented	  a	  complete	  service	  model	  for	  regulatory	  assessment	  of	  net	  neutrality.	  The	  Internet	  access	  service	   is	  defined	  as	  a	  service	  that	  provides	  connectivity	  to	  the	  Internet,	  while	  specialised	  services	  are	  provided	  over	  virtual	  or	  physical	  networks	  distinct	  from	  networks	  constituting	  the	  Internet,	  but	  that	  will	  typically	  operate	  over	  the	  same	  infrastructure.	  	  Furthermore,	   as	   the	   regulatory	   framework	   from	   2009	   did	   not	   mandate	   net	  neutrality,	   two	  versions	  of	   the	   Internet	  access	  service	  are	  defined:	  unrestricted	  and	   restricted	   Internet	   access	   services.	  Unrestricted	   services	  provide	   access	   to	  all	   applications	   and	   all	   end-­‐points	   on	   the	   Internet	   with	   the	   exception	   of	  reasonable	   traffic	   management,	   while	   restricted	   services	   may	   also	   include	  unreasonable	   traffic	   management	   (such	   as	   the	   blocking	   of	   individual	  applications).	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
10 Report and order, Preserving the free and open Internet, FCC, 2010, see: 
https://apps.fcc.gov/edocs_public/attachmatch/DOC-303745A1.pdf 
11 Guidelines for quality of service in the scope of net neutrality, BEREC, 2012, see: 
http://berec.europa.eu/eng/document_register/subject_matter/berec/download/0/1101-berec-guidelines-
for-quality-of-service-_0.pdf 
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Assessment	  of	  the	  net	  neutrality	  situation	  in	  the	  market	  can	  thus	  be	  carried	  out	  on	   the	   basis	   of	   two	   methods:	   First,	   an	   assessment	   can	   be	   made	   of	   whether	  Internet	   access	   services	   generally	   are	   degraded,	   typically	   in	   comparison	   to	  specialised	   services.	   Second,	   an	   assessment	   can	  be	  made	  of	  whether	   individual	  
applications	   which	   use	   Internet	   access	   services	   are	   being	   degraded;	   in	   other	  words,	  check	  the	  penetration	  of	  restricted	  Internet	  access	  services.	  	  
3.	  EU	  legislation	  	  When	  on	  11	  September	  2013	  the	  European	  Commission	  published	  its	  proposal	  for	   a	   Regulation	   to	   achieve	   a	   "Connected	   Continent",	   the	   regulatory	   goal	   of	  promoting	   net	   neutrality	   was	   proposed	   converted	   to	   a	   "freedom"	   for	   Internet	  users.	  The	  proposal	  contained	  net	  neutrality	  provisions	  acknowledging	  a	  service	  model	  consisting	  of	  the	  Internet	  access	  service	  and	  specialised	  services.	  	  In	   BEREC's	   statement	   on	   the	   proposal,	   we	   read	   that:	   "BEREC	   welcomes	   the	  Commission’s	  acknowledgment	  of	  the	  existence	  of	  specialised	  services	  alongside	  and	   distinct	   from	   internet	   access	   services	   (IAS).	   However,	   BEREC	   believes	   the	  relevant	   definition	   does	   not	   adequately	   capture	   their	   provision	   within	   closed	  networks	  and	  so	  risks	  hindering	  NRAs’	  capacity	  to	  apply	  open	  Internet	  standards	  to	  IAS	  and	  to	  determine	  the	  acceptable	  relationship	  between	  IAS	  and	  specialised	  services."12	  	  After	   extensive	   discussion	   in	   the	   committees	   of	   the	   European	   Parliament,	   the	  vote	   during	   the	   plenary	   meeting	   on	   3	   April	   2014	   resulted	   in	   the	   adoption	   of	  several	   net	   neutrality	   provisions	   that	   strengthened	   the	   definitions	   of	   the	   two	  service	  categories.	  The	  wording	  of	  a	  number	  of	  articles	  was	  amended,	   to	   some	  extent	  in	  line	  with	  BEREC's	  suggestions.	  	  BEREC	  expresses	  support	  for	  the	  European	  Parliament's	  work	  on	  promoting	  the	  principle	   of	   net	   neutrality,	   and	   clarifies	   in	   regard	   to	   the	   service	   model	   that	  "BEREC	   considers	   that	   specialised	   services	   should	   be	   clearly	   separated	  (physically	   or	   virtually)	   from	   internet	   access	   services	   at	   the	   network	   layer,	   to	  ensure	   that	   sufficient	   safeguards	   prevent	   degradation	   of	   the	   internet	   access	  services."13	  This	  is	  where	  the	  case	  stands	  after	  the	  Parliament	  debated	  it.	  
4.	  Potential	  for	  improvement	  	  The	  next	  step	  of	  the	  political	  process	  is	  the	  handling	  in	  the	  Council.	  As	  we	  have	  seen,	   there	   still	   appears	   to	   be	   a	   need	   for	   further	   improvements	   to	   the	   net	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
12 Statement on the publication of a European Commission proposal for a Regulation, BEREC, 2013, 
see: http://berec.europa.eu/eng/document_register/subject_matter/berec/download/0/2922-berec-views-
on-the-proposal-for-a-regula_0.pdf 
13 Views on the European Parliament first reading legislative resolution on the proposal for a 
Regulation, BEREC, 2014, see: http://berec.europa.eu/eng/news_consultations/whats_new/2203-berec-
publishes-its-views-on-the-european-parliament-first-reading-legislative-resolution-on-the-european-
commissions-proposal-for-a-connected-continent-regulation 
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neutrality	   provisions.	   The	   "specialised	   services"	   concept	   is	   now	   well-­‐known	  among	   politicians,	   and	   with	   the	   help	   of	   an	   even	   better	   clarification	   of	   the	  definition,	  this	  can	  be	  made	  into	  a	  precise	  and	  enforceable	  regulatory	  tool.	  	  There	   is	   also	   room	   for	   improvement	   in	   regard	   to	   the	  definition	  of	   the	   Internet	  access	   services.	  Any	  service	  offers	   that	  provide	  access	   to	  a	  part	  of	   the	   Internet	  (e.g.	   limited	   to	   just	   Facebook)	   will	   not	   be	   covered	   by	   the	   current	   definitions.	  Removing	   such	   loopholes	   in	   the	   text	   of	   the	   regulations	   can	  prevent	   regulatory	  uncertainty.	  	  The	  service	  model	  with	  the	  two	  service	  categories	  has	  been	  developed	  to	  provide	  a	  balanced	  approach	  to	  net	  neutrality.	  The	  model	  both	  protects	  net	  neutrality	  for	  Internet-­‐based	  applications	  whilst	  allowing	  alternative	  approaches	  to	  quality	  of	  service	  and	  business	  models	  for	  specialised	  services.	  As	  specialised	  services	  are	  exempted	   from	   net	   neutrality,	   it	   is	   paramount	   that	   specialised	   services	   are	  clearly	  separated	  from	  the	  Internet	  access	  services,	  so	  as	  to	  ensure	  that	  Internet	  traffic	  is	  not	  degraded.	  With	  wishes	  for	  an	  open	  Internet	  in	  a	  modern	  Europe!	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Net	  Neutrality:	  an	  overview	  of	  enacted	  
laws	  in	  Latin	  America	  
 
 
by	  Patricia	  Vargas-­‐Leon	  	  	  
This	   paper	   is	   an	   early	   attempt	   to	   provide	   an	  analysis	   of	   the	   current	   net	   neutrality	  
legislation	   enacted	   in	   Latin	   America	   and	   at	   the	   same	   time,	   to	   analyze	   the	   most	  
important	   differences	   among	   those	   laws.	   The	   legislations	   under	   analysis	   belong	   to	  
Chile,	   Colombia,	   Peru	   and	   Brazil;	   in	   each	   case,	   particular	   circumstances	   that	  
surround	  the	  legislation	  are	  included.	  Concretely,	  this	  paper	  covers	  an	  introduction	  to	  
the	  debate	  of	  net	  neutrality	  and	  analyzes	  some	  unclear	  provisions	  in	  the	  language	  of	  
the	   Latin	  American	   laws,	   the	   established	   exceptions	   to	   the	   net	   neutrality	   principle,	  
regulator’s	  powers	  and	  traffic	  shaping	  provisions.	  
	  
I.	  Introduction	  
 Although	   the	   Internet	   was	   created	   as	   a	   technology	   without	   a	   single	   point	   of	  control,	   governments	   and	   private	   corporations	   increased	   their	   efforts	   to	   control	  the	   Internet	   infrastructure	   pursuing	   their	   	   interests	   (Horvitz,	   2013).	   In	   this	  scenario	   and	   in	   the	   face	   of	   a	   fast	   growing	   Internet	   penetration	   rate,	   the	   role	   of	  those	  who	   control	   the	   Internet	   infrastructure	   is	   one	  of	   the	  main	   issues	  of	   public	  debate.	  Worldwide,	  government	  authorities	  see	   themselves	   forced	   to	  analyze	   the	  conditions	   offered	   by	   Internet	   service	   providers	   (ISPs)	   and	   the	   responsibilities	  these	  companies	  have	  to	  their	  customers.	  The	  main	  point	  of	  discussion	  is	  whether	  the	  market	  of	  Internet	  access	  should	  be	  regulated	  or	  not,	  a	  discussion	  known	  as	  the	  net	  neutrality	  debate	   (Hahn	  &	  Wallsten,	  2006;	  Krämer,	  Wiewiorra,	  &	  Weinhardt,	  2013).	  	  	  With	   this	   context	   in	   mind,	   between	   2010	   and	   2014,	   four	   South	   American	  governments	   from	   Chile,	   Colombia,	   Peru	   and	   Brazil	   enacted	   net	   neutrality	  legislations,	  while	  Argentina	  and	  Ecuador	  are	  debating	  the	  subject.	  	  
 
	  	  
-18- 
 
II.	  Net	  Neutrality	  Debate	  
 There	  is	  a	  general	  agreement	  to	  consider	  net	  neutrality	  as	  a	  principle	  according	  to	  which	   the	   Internet	   traffic	   should	   be	   treated	   equally	   (Cullell-­‐march,	   2012;	   Wu,	  2003).	  The	  net	  neutrality	  debate	  includes	  the	  Internet	  users’	  rights	  to	  get	  access	  to	  the	   content,	   services	   and	   applications	   over	   the	   Internet	   without	   any	   kind	   of	  interference	  from	  Internet	  service	  providers	  or	  government	  agencies.	  Acting	  in	  any	  other	  way	  indicates	  an	  act	  of	  discrimination	  (Hahn	  &	  Wallsten,	  2006).	  At	  the	  same	  time,	   it	   also	   includes	   the	   right	   of	   Internet	   service	   providers	   to	   remain	   free	   of	  responsibility	   for	   the	  transference	  of	  contents	  and	  applications	  considered	   illegal	  or	  undesired	  by	  third	  parties	  (EDPS,	  2011;	  Mueller,	  2007).	  From	  an	  academic	  point	  of	  view,	  net	  neutrality	  is	  considered	  a	  principle	  to	  guide	  Internet	  policies	  both,	  at	  a	  national	  or	   international	   level	   (Mueller,	  2007).	   If	   intended	   to	  be	  a	  universal	   rule,	  any	   exception	   to	   the	   net	   neutrality	   principle	   should	   be	   included	   in	   a	   specific	  national	   statute	   and	   must	   be	   established	   alongside	   the	   obligation	   of	   non	  discrimination	  (Cortés,	  2013).	   If	  such	  precaution	   is	  not	   included,	  general	  phrases	  or	  categories,	  such	  as,	  “reasonable	  management”	  could	  invalidate	  the	  warranty	  of	  a	  neutral	  network	  (Cortés,	  2013;	  Mueller,	  2007).	  	  
	  
III.	  Controversy	  
 The	   net	   neutrality	   principle	   avoids	   discrimination	   in	   electronic	  telecommunications,	  however,	  it	  does	  not	  mean	  Internet	  for	  everyone	  or	  Internet	  for	  a	  fair	  price;	  net	  neutrality	  exists	  even	  if	  ISPs	  offer	  contracts	  with	  different	  levels	  of	   connection	   with	   different	   prices	   (Cerda	   Silva,	   2013).	   Net	   neutrality	   only	  guarantees	  that	  the	  quality	  of	  service	  won’t	  be	  affected	  by	  actions	  of	  the	  ISPs	  either	  slowing	   communications,	   conditioning	   access	   to	   the	   use	   of	   certain	   equipment	   or	  hindering	  access	  to	  certain	  services	  or	  content	  (Cortés,	  2013).	  	  	  As	  a	  normative	  principle	  and	  within	  the	  public	  debate,	  net	  neutrality	  has	  two	  very	  important	  connotations	  (Mueller,	  2007):	  	   1. Bandwidth	  regulation	  The	   term	   bandwidth	   refers	   to	   high	   speed	   access	   to	   Internet	   traffic	   (BFA,	  2014).	  Considering	  this	  point	  specifically,	  there	  is	  a	  concern	  for	  the	  fact	  that	  bandwidth	   providers	   could	   adopt	   practices	   differentiating	   the	   Internet	  packages	  speed	  (Mueller,	  2007)	  2. Universal	  access	  to	  Internet	  resources	  	  The	  Universal	  access	  derives	  from	  the	  “end-­‐to-­‐end”	  principle,	  according	  to	  which,	   the	  specific	   functions	  of	  any	  application	   lie	  at	   the	  beginning	  and	  at	  the	   end	   of	   the	   communication	   process	   (Saltzer,	   Reed,	   &	   Clark,	   1984).	   On	  this	  matter,	  there	  is	  a	  policy	  concern	  that	  ISPs	  could	  block	  the	  access	  to	  any	  source	   of	   information	   inside	   the	   Internet	   or	   limit	   any	   kind	   of	   content,	  applications	  or	  services	  (Mueller,	  2007).	  	  
 
	  	  
-19- 
 
IV.	  Net	  Neutrality	  Legislations	  in	  Latin	  America	  
 Usually,	   net	   neutrality	   is	   discussed	   as	   a	   subject	   of	   national	   legislation	   (Mueller,	  2007);	  in	  this	  way,	  as	  it	  will	  be	  demonstrated	  in	  this	  paper,	  the	  South	  American	  net	  neutrality	   laws	   have	   important	   distinctions.	   Just	   to	   mention	   the	   most	   basic	  difference,	  Chile	  has	  an	  exclusive	  law	  to	  regulate	  the	  net	  neutrality	  principle,	  while	  Colombia,	   Peru	   and	   Brazil	   have	   laws	   that	   regulate	   the	   subject	   alongside	   with	  others	   in	   a	   broader	   framework.	   The	   specific	   provisions	   about	   net	   neutrality	   and	  the	  particular	  characteristics	  of	   the	  situation	   that	  surround	  their	  creation	  will	  be	  explained	  in	  the	  next	  paragraphs.	  
	  
1.	  Chile	  	  The	  net	  neutrality	  law	  in	  Chile	  was	  the	  result	  of	  previous	  facts,	  where	  the	  biggest	  telecom	  companies	  were	  questioned	  about	  their	  practices	  over	  Internet	  traffic,	  the	  poor	  quality	  of	  service	  and	  the	  lack	  of	  transparency	  about	  their	  operations	  (Cerda	  Silva,	   2013).	   By	   2003,	   an	   Internet	   service	   provider	   (ISP),	   Voissnet,	   engaged	   in	   a	  judicial	   battle	   against	   the	   biggest	   broadband	   provider	   in	   Chile,	   Telefónica	   de	  Chile14,	  or	  only	  Telefónica.	  	  Voissnet	  S.A.	  is	  a	  local	  Internet	  service	  provider,	  and	  in	  2003	  the	  company	  offered	  more	   convenient	   prices	   to	   Internet	   users	   than	   Telefónica	   de	   Chile	   regarding	   the	  Voice	   over	   Internet	   Protocol	   (VoIP).	   In	   this	   scenario,	   Telefónica	   took	   action	   to	  obstruct	   and	   slowdown	  Voissnet	   services	   (Silva,	   2007).	  Voissnet	   sued	  Telefónica	  and	   accused	   the	   company	   of	   unfair	   practices	   hindering	   free	   competition	   (ITU,	  2007;	  Silva,	  2007).	  Telefónica’s	  argument	   for	  defense	  was	  based	  on	   the	   lack	  of	  a	  specific	   regulation	   for	   the	   provision	   of	   broadband	   services,	   and	   therefore,	   the	  company	   considered	   that	   the	   restriction	   over	   the	   Voissnet	   servers	   was	   legal.	  Telefónica	   also	   accused	   Voissnet	   of	   unfair	   competition	   for	   offering	   public	  telephony	   services	  without	   a	  proper	   license	   and	  without	   compensating	   them	   for	  the	  cost	  of	  their	  networks	  (ITU,	  2007).	  	  In	   2007,	   the	   court	   forbade	  Telefónica	   from	   imposing	   limitations	   and	   restrictions	  over	  the	  competition	  in	  the	  fixed	  telephony	  business.	  However,	  because	  Chile	  does	  not	  belong	  to	  the	  case	  law	  system,	  the	  court	  ruling	  was	  not	  mandatory	  for	  similar	  cases.	   Subsequently,	   the	   court	   also	   ruled	   over	   cases	   involving	   free	   competition	  among	  mobile	   broadband	   and	   p2p	   services.	   After	   continuous	   claims	   of	   the	   civil	  society,	   the	   quality	   and	   transparency	   of	   the	   telecommunications	   service	   was	  included	   in	   the	   legislative	   branch	   agenda	   and	   the	   result	  would	   be	  what	   today	   is	  known	  as	  the	  first	  net	  neutrality	  law	  in	  the	  world	  (Cerda	  Silva,	  2013).	  	  The	   net	   neutrality	   law	   in	   Chile,	   officially	   known	   as	   “Law	   20453”,	   or	   “Ley	   que	  establece	  la	  neutralidad	  de	  la	  red	  para	  consumidores	  y	  usuarios	  de	  Internet”	  (“Law	  that	  establishes	  the	  net	  neutrality	  for	  consumers	  and	  Internet	  users”),	  was	  enacted	  in	   2011.	   The	   law	   20453	   is	   a	   modification	   of	   the	   Chilean	   general	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
14 By 2003, and still today, Telefónica de Chile (subsidiary of the Spaniard company with the same name) controlled 
the 53.2% of the land lines and its operator, Movistar, controlled the 78% of the Internet connections (Subtel, 2013). 
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telecommunications	   law	   enacted	   in	   1982	   (Bourreau,	   Kourandi,	   &	   Valletti,	   2014;	  CNC,	  2010).	  	  The	   net	   neutrality	   principle	   and	   its	   exceptions	   are	   incorporated	   in	   article	   24H,	  paragraph	  a)	  of	  the	  law	  20453:	  
 
“Law 20453.- Establishes the net neutrality principle for consumers and internet users  
Article 24 H. - The broadband operators and Internet service providers that provide 
connectivity services between users or users’ networks and the Internet: 
a) Cannot arbitrarily block, interfere, discriminate, obstruct or restrict users’ rights to 
use, send, receive or offer any type of content, application or legal service through 
Internet, just like any other type of activity or legitimate use performed through the 
Internet. In this way, they [the broadband operators] must offer to each user 
Internet access or connectivity service to the Internet service provider according 
the case, which does not distinguish arbitrarily content, applications, services, 
according their source or ownership, taking into account the different 
configurations of Internet access according the users’ contracts. 
Despite of everything, the broadband operators and the Internet service providers 
may take required measures or actions in order to manage the traffic and 
administrate the network in the exclusive framework where the activity was 
authorized, as long as such measures are not directed to conduct actions that affect 
or may affect the free competition. 
Broadband operators and Internet service providers will procure to preserve the 
users’ privacy, protection against malware and the security of the network. In this 
way, they also can block the access to specific contents, applications or services, 
followed by the express request of the user, and to its own expense. 
In any circumstance, this blocking must affect arbitrarily the Internet service 
providers and their applications in the Internet (author´s translation) (CDC, 2010).” 	  As	  it	  was	  approved,	  the	  law	  20453	  created	  establishes	  a	  new	  group	  of	  guarantees	  and	   rights	   for	   Internet	   users,	   at	   the	   same	   time	   that	   it	   regulates	   new	   rights	   and	  duties	  for	  the	  Internet	  service	  providers	  (BNC,	  2010),	  such	  as	  (Cerda	  Silva,	  2013):	  	  	  
• ISPs	  are	  required	  to	  inform	  Internet	  users	  about	  the	  different	  service	  plans	  and	  keep	  them	  informed	  about	  the	  changes	  in	  service	  	  	  
• ISPs	   are	   required	   to	   refrain	   from	   interfering	   in	   communications	   among	  Internet	  users	  	  However,	   the	  Chilean	  net	  neutrality	   law	  also	  has	   some	  unclear	   sections	   and	  was	  criticized	  for	  this	  reason	  (DG,	  2010):	  	  
• The	  net	   neutrality	  principle	   is	   a	   duty	   for	   every	   ISP;	   the	  definition	  of	   ISP15	  contained	   in	   the	   law	   is	   broad	   enough	   to	   include	   the	   Chilean	   government	  itself.	   This	   is	   very	   important	   for	   Chile,	   where	   the	   government	   provides	  Internet	  connections	   to	  part	  of	   the	  population,	  because	   the	  government	   is	  subject	  to	  the	  same	  rules	  as	  private	  ISPs.	  	  
• When	   the	   law	   20453	   established	   that	   ISPs	   cannot	   “arbitrarily”	   interfere	  with	   Internet	   traffic,	   it	   leaves	   a	   possibility	   for	   the	   same	   ISPs	   to	   exercise	  “non-­‐arbitrary”	   actions	   according	   their	   own	   criteria.	   Moreover,	   because	  
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
15 A natural person or corporation that provides connectivity services among Internet users and Internet networks 
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ISPs	   would	   have	   capacity	   to	   exercise	   non-­‐arbitrary	   actions,	   it	   is	   also	  possible	  the	  emergence	  of	  contradictory	  criteria	  among	  multiple	  ISPs.	  On	   this	   particular	   subject,	   Chilean	   jurisprudence	   defines	   something	  “arbitrary”	  as	  something	  that	  lacks	  justification,	  with	  no	  motive	  or	  cause,	  or	  when	  it	  is	  just	  the	  result	  of	  someone´s	  will	  or	  whim	  (DG,	  2010).	  	  As	  it	  is	  stated	  in	  the	  law,	  net	  neutrality	  is	  only	  guaranteed	  as	  a	  right	  to	  use	  contents	  or	  services	  for	  legal	  purposes;	  therefore,	  if	  the	  use	  of	  contents	  or	  services	  is	  illegal,	  ISPs	  would	  be	  authorized	  to	  act	  against	  the	  net	  neutrality	  principle.	  This	  provision	  seems	  to	  give	  authority	  to	   ISPs	  to	  qualify	  an	  activity	   is	   legal	  or	   illegal.	  One	  of	   the	  clearest	   examples	   could	   be	   blocking	   a	   specific	   site	   because	   of	   what	   the	   ISPs	  considers	  a	  violation	  over	  intellectual	  property	  rights.	  	  On	   March	   11,	   2013,	   the	   Chilean	   regulator,	   the	   Secretariat	   of	   the	   Ministry	   of	  Transport	   and	   Telecommunications	   –	   SUBTEL,	   enacted	   the	   administrative	  regulation16	   that	   sets	   the	   characteristics	   and	   conditions	   of	   net	   neutrality	   in	   the	  Internet	   service,	   decree	   368	   (MTT,	   2011).	   The	   decree	   368	   forbids	   the	   arbitrary	  blocking	   of	   applications,	   services	   and	   content	  within	   the	   Internet,	   and	   demands	  that	  the	  ISPs	  establish	  clear	  conditions	  for	  their	  service.	  As	  it	  was	  established	  in	  the	  article	  7,	  traffic	  shaping	  is	  regulated,	  but	  not	  forbidden	  (Sturm,	  2011).	  ISPs	  cannot	  affect	  the	  quality	  of	   the	  contracted	  service	  and	  cannot	  execute	  actions	  to	  address	  the	   traffic	   shaping	   and	   the	   net	   administration,	   exclusively	   within	   their	   field	   of	  authorized	  action,	  as	  long	  as	  those	  actions	  do	  not	  affect	  the	  free	  competition.	  If	  ISPs	  execute	   traffic	   shaping	   actions,	   this	   situation	   must	   be	   informed	   through	   a	   clear	  publication	  (MTT,	  2011).	  	  Finally,	  it	  is	  important	  to	  mention	  that,	  despite	  the	  existence	  of	  a	  net	  neutrality	  law,	  by	  2013	   some	   telecommunication	   companies	   in	  Chile,	   such	  as	  VTR	  Banda	  Ancha	  (Chile)	  S.A.	  were	  accused	  by	  civil	  society	  organizations	  of	  slowing	  down	  the	  speed	  of	   specific	   online	   services,	   such	   as	   Youtube	   and	   P2P	   networks.	   VTR	   could	   not	  justify	  these	  practices,	  and	  is	  not	  the	  only	  one	  ISP	  involved	  in	  this	  type	  of	  activity	  (ONG	  Civico,	  2013).	  	  
 
2.	  Colombia	  
 The	   net	   neutrality	   law	   in	   Colombia	   was	   preceded	   by	   a	   polemic	   debate	   about	  intellectual	   property	   rights	   on	   the	   Internet.	   On	   April	   14,	   2011,	   the	   Minister	   of	  Justice,	   Germán	   Vargas	   Lleras,	   presented	   a	   bill	   called	   “Derechos	   de	   Autor	   en	  Internet”	   (“Intellectual	   property	   rights	   in	   the	   Internet”).	   The	   goal	   of	   the	   bill	  was	  that	  authors	  could	  request	  ISPs	  to	  remove	  their	  creations	  from	  the	  Internet	  when	  their	  intellectual	  property	  rights	  were	  not	  respected	  (La	  Rotta,	  2011).	  According	  to	  the	  bill,	   the	   ISPs	   are	   responsible	   for	   the	  distribution	  of	   content	   legally	  protected	  through	   their	   networks	   (Bossio,	   2011).	   Since	   the	   provisions	   of	   the	   bill	  were	   not	  clear,	   legal	   concerns	   included	   censorship	   and	   limits	   to	   freedom	   of	   expression	  (Bossio,	  2011;	  La	  Rotta,	  2011).	   In	  November,	  2011,	   the	  bill	  was	  not	  approved	   in	  
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
16 In nation-states that belong to the civil law system, the administrative regulation of a law is the practical 
application of such law. Generally, administrative regulations are longer and more technical than the laws. 
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the	  Senate	  debate	  because	  the	  law	  1450,	  passed	  six	  months	  before,	  granting	  legal	  protection	  to	  the	  net	  neutrality	  principle.	  	  On	   June	   16,	   2011,	   the	   Colombian	   government	   enacted	   the	   “Plan	   Nacional	   de	  Desarrollo	   2010-­‐2014”	   (“National	   Development	   Plan	   2010-­‐2014”),	   officially	   law	  1450,	  which	  is	  the	  plan	  created	  for	  the	  Santos	  administration	  to	  address	  and	  solve	  the	   needs	   of	   Colombia	   during	   that	   presidential	   term	   (TeamWork,	   2011).	   The	  article	  56	  of	  the	  law	  1450	  includes	  the	  principle	  of	  net	  neutrality:	  
 
“Law 1450.-  
According to which it is created the National Development Plan 2010-2014  
Title III. Mechanisms for implementing the plan  
Chapter 2. Sustainable growth and competitiveness  
2.2 information technology and communications  
[...]  
Article 56°. Internet neutrality 
The Internet service providers:  
Section 56. Neutrality on the Internet.  
Internet Service Providers.  
1. Internet Service Providers may not, notwithstanding the provisions of Law No. 
133617 of 2009, block, interfere with, discriminate against or restrict the right 
of any Internet user to use, send, receive or offer any licit content, application 
or service on the Internet. In this sense, they shall offer to each user Internet 
access or connectivity, which may not make an arbitrary distinction between 
content, applications or services on the basis of the origin or ownership thereof. 
Internet Service Providers may make offers according to the needs of the 
market segments or their users based on their use and consumption profiles, 
and this shall not be understood as discrimination.  
2. Internet Service Providers may not limit the right of users to add or use any 
kind of instruments, devices or equipment on the network, provided they are 
legal and do not harm or adversely affect the network or the quality of the 
service.  
3. Internet Service Providers shall offer to the users parental control services for 
content that is against the law, and shall provide users with clear information, 
in advance, regarding the scope of such services.  
4. Internet Service Providers shall publish on their website information about the 
Internet access offered, the speed and quality of the service, making a 
distinction between national and international connections, and shall include 
information about the nature and guarantees of the service.  
5. Internet Service Providers shall implement mechanisms to preserve the privacy 
of the users, protect them against viruses and ensure security on the network. 
6. Internet Service Providers shall block access to certain content, applications or 
services, only upon express request of the users.  
Paragraph. The Communications Regulatory Commission (Comisión de 
Regulación de Comunicaciones) shall regulate the terms and conditions for the 
implementation of the provisions of this section. The initial regulation shall be 
issued within six months following the entry into force of this law (CDC, 2011; 
Varon Ferraz, De Souza, Magrani, & Britto, 2012)”. 
 Differently	  from	  the	  Chilean	  law,	  the	  Colombian	  law	  uses	  the	  term	  “licit”	  content	  or	  service,	   instead	  of	   “legal”.	  However,	   in	  practical	   terms	   this	  does	  not	   imply	  major	  changes.	   Regarding	   the	   use	   of	   the	   word	   “arbitrary”,	   the	   same	   critiques	   to	   the	  Chilean	   law	  apply	   to	   the	  Colombian.	  However,	   in	   the	  Colombian	   case	   there	   is	   an	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
17 The law 1336 from 2009 was created to fight against child pornography in the Internet.  
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aggravating	   situation,	  which	   is	   the	   lack	  of	   an	  authoritative	   legal	   source	   to	  define	  what	   arbitrary	   means.	   The	   definition	   of	   what	   “arbitrary”	   means	   is	   an	   absolute	  competence	  of	  the	  regulator.	  	  	  On	  December	  16,	  2011,	  the	  Colombian	  regulator,	  the	  “Comisión	  de	  Regulación	  de	  Comunicaciones”	  –	  CRC,	  enacted	  administrative	  regulation	  3502	  (Ledesma,	  2011).	  The	  administrative	  resolution,	  just	  like	  section	  1	  of	  the	  article	  56	  of	  the	  law,	  leaves	  a	  possibility	  for	  the	  ISPs	  to	  offer	  services	  of	  Internet	  access	  for	  a	  price	  according	  to	  the	   needs	   of	   the	   market.	   By	   allowing	   the	   ISPs	   to	   make	   these	   offers,	   it	   may	   be	  possible	  for	  them	  to	  offer	  plans	  of	  Internet	  mobile	  services,	  which	  are	  oriented	  to	  offer	  services	  the	  ISPs	  want	  to	  offer,	  such	  as	  specific	  social	  networks,	  email	  or	  chat	  services.	   This	   practice	   has	   been	   explicitly	   prohibited	   by	   the	   legislations	   of	   Chile	  and	  the	  Netherlands	  (Casasbuenas,	  2013).	  	  In	   reference	   to	   traffic	   shaping,	   this	   is	   regulated	  only	  when	   it	   is	  oriented	   to	  (CRC,	  2011):	  	   1. Secure	  the	  reduction	  of	  network	  congestion	  2. Secure	  the	  integrity	  of	  the	  network	  3. Secure	  the	  quality	  of	  service	  4. Prioritize	  generic	  types	  or	  classes	  of	  traffic	  according	  to	  the	  requirements	  of	  quality	  of	  service	  (QoS)	  of	  such	  traffic	  5. Provide	   services	   or	   capabilities	   according	   to	   user	   choice	   to	   address	   the	  technical	   requirements,	   standards	   or	   best	   practices	   adopted	   by	   Internet	  governance	  initiatives	  or	  standards	  organizations.	  
 
3.	  Peru	  
 The	   net	   neutrality	   principle	   has	   had	   an	   administrative	   regulation	   since	   2005.	   In	  that	  year,	  the	  Peruvian	  regulator,	  the	  “Organismo	  Supervisor	  de	  Inversión	  Privada	  en	   Telecomunicaciones”	   (Supervisory	   Agency	   for	   Private	   Investment	   in	  Telecommunications)	   -­‐	   OSIPTEL	   approved	   the	   “Reglamento	   de	   Calidad	   de	   los	  Servicios	   Públicos	   de	   Telecomunicaciones	   -­‐	   Resolución	   de	   Consejo	   Directivo	   Nº	  040-­‐2005-­‐CD/OSIPTEL”	   (Regulation	   of	   Quality	   of	   Public	   Telecommunications	  Services	  -­‐	  Board	  Resolution	  No.	  040-­‐2005	  CD/OSIPTEL)	  (Morachimbo,	  2012).	  This	  administrative	   regulation	   established	   in	   article	   7	   that	   Internet	   service	   providers	  and	   network	   operators	   could	   not	   block	   or	   limit	   any	   application	   in	   what	   the	  regulator	   called	   the	   path	   “user-­‐ISP-­‐ISP-­‐user”.	   Exceptions	   only	   would	   be	   allowed	  with	  previous	  approval	  from	  OSIPTEL	  	  (OSIPTEL,	  2005).	  	  OSIPTEL’s	   regulation	   lacked	   of	   legislative	   authority	   (as	   it	   was	   part	   of	   the	  administrative	  regulation	  and	  not	  a	  law).	  In	  that	  way,	  it	  could	  be	  challenged	  by	  any	  ISP	  as	  an	  illegal	  provision.	  At	  that	  time,	  in	  Peru,	  ISPs	  were	  offering	  to	  their	  clients	  “special	   deals”,	   which	   contained	   limitations	   in	   the	   service	   for	   exchange	   of	   a	  reduction	   in	   the	   monthly	   fees.	   Clients	   were	   not	   properly	   informed	   about	   this	  matter,	   and	   these	   practices	   were	   considered	   “inappropriate”	   under	   article	   7	  (Bossio,	  2013).	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At	   a	   legislative	   level,	   the	   net	   neutrality	   debate	   in	   Peru	   started	   in	   2009	   after	   the	  Peruvian	   government	   followed	   free	   market	   policies	   for	   nearly	   20	   years,	   which	  included	  the	  telecommunications	  sector.	  Following	  this	  liberal	  policy,	  on	  July	  20th,	  2012,	   the	   Peruvian	   government	   enacted	   the	   law	   titled	   “Ley	   de	   promoción	   de	   la	  banda	   ancha	   y	   construcción	   de	   la	   red	   dorsal	   nacional	   de	   fibra	   óptica”,	   (“Law	   to	  Promote	   the	   Increasing	   of	   Broadband	   and	   Construction	   of	   National	   Fiber	   Optic	  Backbone”),	  officially	  law	  29904.	  As	  included	  in	  the	  title,	  bill	  29904	  was	  created	  to	  promote	  the	  development,	  use	  and	  massive	  access	  to	  the	  Internet	  permanently	  at	  high	  speed.	  The	   law	  29904	  ensured	   the	  net	  neutrality	  principle,	  making	   it	   illegal	  for	  an	  ISP	  to	  block,	  interfere	  with,	  discriminate	  or	  restrict	  the	  right	  of	  any	  Internet	  user	   to	  use	  an	  application,	   regardless	  of	  origin,	  destination	  or	  nature	  of	   the	  user	  itself	  (LAT,	  2012).	  	  Article	  6	  of	  the	  law	  29904	  includes	  the	  net	  neutrality	  principle:	  
 
“Law 29904.- Law to Promote the Increasing of Broadband and Construction of National   
Fiber Optic Backbone 
[…] 
Article 6. - Freedom to use applications or broadband protocols  
Internet service providers will respect the net neutrality, according to which, they 
cannot arbitrarily to block, interfere, discriminate or restrict Internet users’ rights to use 
an application or protocol, independently of its origin, destiny, nature or ownership. 
The telecommunications regulator – OSIPTEL determines the behavior that will not be 
considered arbitrary practice when is about the net neutrality principle (author´s 
translation) (CNP, 2012)”. 
 According	  to	  the	  law	  29904,	  ISPs	  cannot	  limit	  Internet	  users’	  rights	  to	  use	  any	  type	  of	  application	  or	  protocol	  and	  cannot	  restrict,	  block	  or	  arbitrarily	  disable	  functions	  or	  characteristics	  of	  the	  devices	  that	  prevent	  the	  free	  use	  of	  those	  protocols.	  As	  it	  is	  written,	   the	  Peruvian	   law	  can	  be	  criticized	   for	   the	  same	  reasons	   that	   the	  Chilean	  and	  the	  Colombian	  laws	  for	  the	  use	  of	  the	  word	  “arbitrary”.	  In	  the	  Peruvian	  case,	  there	  is	  also	  a	  lack	  of	  an	  authoritative	  legal	  source	  to	  define	  what	  arbitrary	  means.	  The	  definition	  of	  what	  an	  arbitrary	  situation	  is	  became	  an	  absolute	  competence	  of	  the	   regulator.	   On	   this	   matter,	   the	   regulator	   legal	   powers,	   the	   administrative	  regulation	   created	   for	   the	   implementation	   of	   the	   law	   29904,	   Decree	   014-­‐2013-­‐MTC,	  entitles	  OSIPTEL	  to	  “grant	  permission”	   in	  advance	   to	   ISPs	   to	  go	  against	   the	  net	   neutrality	   principle	   in	   two	   scenarios,	   one	   concrete	   and	   one	   very	   broad:	   a)	  when	  there	   is	  a	   judicial	  mandate	  and	  b)	   in	  case	  of	  an	  emergency	  situation	  (MTC,	  2013).	  The	  last	  exception,	  referred	  as	  an	  “emergency	  situation”,	   lacks	  any	  further	  explanation	  or	  guidelines	  to	  determine	  what	  an	  emergency	  situation	  is.	  Because	  of	  this	   last	   provision,	   the	   regulator	   takes	   a	   key	   role	   in	   the	   traffic	   and	   network	  management.	  	  	  The	   decree	   014-­‐2013	   also	   has	   provisions	   about	   traffic	   shaping,	   which	   is	  subordinated	  to	  OSIPTEL´s	  previous	  approval.	  According	  to	  article	  10,	  when	  one	  or	  more	   ISP´s	   pretend	   to	   implement	   traffic	   management	   actions,	   they	   must	   have	  OSIPTEL´s	  previous	  approval.	  There	  are	  two	  exceptions	  to	  this	  rule:	  1)	  when	  there	  is	  precedent	  by	  OSIPTEL	  and	  2)	  a	  judicial	  mandate	  (MTC,	  2013).	  	  Since	  2012,	  and	  according	  the	  provisions	  of	  the	  law	  29904,	  OSIPTEL	  has	  proposed	  to	  change	  the	  conditions	  to	  use	  telecommunications	  public	  services,	  which	  are	  part	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of	  the	  telecommunications	  services’	  contracts	  in	  Peru.	   	  As	  proposed,	  the	  new	  text	  should	  be:	  	  
“Article 67-Ao.- Content access, use of Internet protocols and applications  
The subscriber has the right to access any application service, using any protocol of the 
Internet and send or receive any content under the current legal system.  
The operator will be prevented to limit or block subscriber access to content, applications 
that are available for service, or an Internet protocol, except in those cases where such 
restriction or blockage occurs because of reasons supported and for which OSIPTEL has 
expressed its consent or mandated standards in this area.  
When operating companies provide Internet access services, tariff plans shall not limit, 
restrict or block access to certain applications or protocols for Internet content (Bossio, 
2013). 
 
4.	  Brazil	  
 After	  five	  years	  of	  debate,	  on	  April	  23rd,	  2014,	  the	  Brazilian	  Senate	  passed	  what	  is	  known	   as	   the	   “Marco	   Civil	   Da	   Internet	   (“Civil	   framework	   for	   the	   Internet”),	  officially	   law	  12965.	  The	   initial	   project	  was	   submitted	   for	  discussion	  on	  October	  29,	   2009	   (FGV,	   2014),	   and	   like	   the	   Peruvian	   and	   Colombian	   law,	   the	   Brazilian	  legislation	  is	  not	  a	  special	  law	  intended	  to	  address	  the	  net	  neutrality	  principle.	  The	  bill	  was	  created	  to	  address	  two	  specific	  problems:	  to	  guarantee	  the	  net	  neutrality	  and	   to	   preserve	   the	   Internet	   users	   privacy	   (FGV,	   2014;	   Gutierrez,	   2014).	   In	   this	  way,	  the	  bill	  had	  three	  elements:	  a)	  freedom	  of	  expression	  online,	  b)	  protection	  of	  privacy	  and	  personal	  user	  data	  on	  the	  web,	  and	  c)	  network	  neutrality	  (Mari,	  2013).	  By	  2010	  the	  project	  known	  as	  Marco	  Civil	  was	  described	  by	  the	  Ministry	  of	  Justice,	  Luiz	  Paulo	  Barreto,	  as	  "The	  Constitution	  of	  the	  Internet"	  in	  Brazil	  (G1,	  2010).	  	  Broadband	  providers	  were	  the	  biggest	  rivals	  of	  the	  project,	  which	  was	  about	  to	  be	  dismissed	  in	  the	  Brazilian	  Congress.	  However,	  the	  surveillance	  activities	  of	  the	  U.S.	  government	  revealed	  by	  Edward	  Snowden	  brought	  the	  debate	  back	  to	  the	  political	  agenda	   (Gutierrez,	   2014;	   Mari,	   2013).	   Specifically	   in	   Brazil,	   net	   neutrality	  advocates	   propose	   to	   treat	   the	   Internet	   as	   public	   utility,	   because	   the	  telecommunications	   business	   tends	   to	   reduce	   the	   number	   of	   providers	   so	   that	  many	  of	  them	  operate	  almost	  as	  monopolies	  (Lehman,	  2014).	  	  The	   law	   12965	   incorporates	   all	   the	   net	   neutrality	   rights,	   limitation	   of	  responsibility	   for	   the	   intermediaries,	   freedom	   of	   expression	   and	   guarantees	   for	  Internet	   users’	   privacy.	   The	   law	   also	   establishes	  who	   the	  main	   stakeholders	   are	  and	  their	  responsibilities	  in	  the	  online	  environment	  (FGV,	  2014).	  The	  articles	  9	  of	  the	  law	  contain	  a	  specific	  reference	  to	  the	  net	  neutrality	  principle:	  
 
“Law 12965.- Marco Civil Da Internet 
Chapter III.- Provision of Connection and Internet Applications 
Section I.- Of the Network Neutrality 
Art.9.- The party responsible for the transmission, switching or routing 
has the duty to process, on an isonomic basis, any data packages, 
regardless of content, origin and destination, service, terminal or 
application. 
§1º The discrimination or degradation of traffic shall be 
regulated in accordance with the private attributions granted to the 
President by means of Item IV of art.84 of the Federal 
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Constitution, aimed at the full application of this Law, upon 
consultation with the Internet Steering Committee and  the 
National Telecommunications Agency, and can only result from: 
I. – technical requirements essential to the  adequate 
provision of services and applications; and 
II. – prioritization of emergency services. 
§2º in the happening of discrimination or degradation of traffic 
provided in §1º, the responsible entity mentioned in Art.9 
must: 
I.-abstain from causing damages to users, as set forth 
in art.927 of Law no. 10.406, January 10th, 2002 -
 the Civil Code; 
II.- act with proportionality, transparency and isonomy;
  
III.- provide, in an advanced notice, in a transparent, 
clear and sufficiently descriptive manner, to its users, the 
traffic management and mitigation practices adopted, 
including those related to network security; and  
IV.- offer services in non-discriminatory commercial 
conditions and refrain from anti competition practices. 
§3º when providing internet connectivity, free or at a cost, as 
well as, in the transmission, switching or routing, it is prohibited to 
block, monitor, filter or analyze the content of data packets, in 
compliance with t his article (cgi, 2014). 
 From	  the	  text	  of	  the	   law,	   it	   is	  clear	  that	  there	  cannot	  be	  special	  prices	  for	  special	  content,	  which	  ensures	  the	  basic	  premises	  of	  the	  net	  neutrality	  principle.	  However,	  regarding	  the	  exceptions	  to	  net	  neutrality,	  the	  Brazilian	  law	  is	  as	  unclear	  as	  those	  of	   the	   other	   nation-­‐states	   discussed	   in	   this	   paper.	   Exceptions	   are	   not	   clearly	  specified;	  according	  to	  the	  section	  1	  of	  article	  9,	  the	  “discrimination	  or	  degradation	  of	   the	   traffic”	   is	   an	   aspect	   that	  will	   be	   regulated	   by	   the	   executive	   branch.	   Those	  exceptions	   are	   supposed	   to	   be	   contained	   in	   the	   administrative	   regulation,	  which	  was	  not	  published	  yet.	  In	  any	  case,	  the	  law	  does	  not	  mention	  transitory	  provisions	  for	  traffic	  shaping,	  and	  regarding	  the	  specific	  request	  of	  a	  user	  to	  block	  a	  site,	  the	  law	  does	  not	  mention	  anything	  either.	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Table 1.- Exceptions and Regulator Capabilities included into the Net Neutrality 
Legislations in Latin American 	  
 Category 
  
  
  
 
 
Nation-State 
  
Exceptions Contained in the 
Law 
  
Regulator capabilities 
Administra
tive 
Regulation 
Enacted 
Traffic shaping 
Administrative 
regulation 
Chile 1.     Security in the network 
2.     User specific request 
SUBTEL, the regulator, is 
authorized: 
1.       To supervise the ISPs 
activity 
2.       To create the 
administrative regulation to 
apply the law, and 
3.       To apply fines to those 
ISPs that do not follow the net 
neutrality principle 
Yes Allowed and 
regulated 
Colombia It does not establish exceptions The regulator is only entitled 
to create the administrative 
regulation of the law. 
Yes Allowed and 
regulated 
Peru It does not establish exceptions OSIPTEL, the regulator, is 
entitled by the administrative 
regulation to: 
1.       Determine when a 
specific practice goes against 
the net neutrality principle and 
2.       Impose fees for this 
reason according its own 
discretion having in 
consideration the specific 
provisions of the 
administrative regulation. 
Yes Allowed and 
regulated 
Brazil It does not establish 
exceptions, and the law 
entitles the executive branch 
power to determine what the 
exceptions will be. Those 
exceptions will be established 
by the administrative 
regulation, which was not 
published yet 
There is no mention of 
regulator specific functions 
No Not known yet 
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5.	  Conclusion	  
 The	  goal	  of	  this	  paper	  was	  to	  provide	  an	  overview	  of	  the	  net	  neutrality	  legislation	  enacted	  in	  Latin	  America,	  considering	  aspects	  such	  as	  exceptions	  to	  the	  net	  neutrality	  principle,	  ambiguity	  in	  the	  legal	  language,	  regulators’	  powers	  and	  traffic	  shaping.	  	  Although	  the	  net	  neutrality	  debate’s	  main	  point	  of	  discussion	  is	  that	  there	  is	  no	  special	  payment	  for	  special	  content,	  circumstances	  that	  prompt	  legislations	  over	  the	  subject	  may	  be	  extreme	  and	  so	  are	  the	  exceptions	  to	  the	  principle.	  So	  far,	  four	  Latin	  American	  governments	  enacted	  legislations	  in	  favor	  of	  net	  neutrality	  and	  others	  are	  discussing	  the	  subject.	  	  	  In	  general	  terms,	  there	  are	  some	  important	  distinctions	  to	  consider	  among	  the	  Chilean,	  Colombian,	  Peruvian	  and	  Brazilian	  situations:	  	  	   1. In	  Peru	  and	  Colombia	  there	  was	  not	  a	  significant	  or	  meaningful	  public	  debate	  on	  the	  net	  neutrality	  principle,	  except	  in	  Congress	  and	  a	  few	  civil	  society	  organizations.	  While,	  in	  Chile	  and	  Brazil	  there	  were	  long	  discussions	  about	  it	  within	  media,	  civil	  society,	  Congress	  and	  judicial	  and	  executive	  branch.	  2. The	  Colombia	  and	  Peruvian	  laws	  do	  not	  include	  specific	  exceptions	  to	  the	  net	  neutrality	  principle,	  as	  the	  Chilean	  does.	  The	  Brazilian	  law	  does	  not	  mention	  anything	  either	  and	  the	  administrative	  regulation	  was	  not	  published	  yet.	  3. The	  Chilean	  and	  Peruvian	  law	  grant	  general	  and	  broad	  powers	  to	  the	  regulator	  to	  determine	  what	  practices	  are	  considered	  (or	  not	  considered)	  against	  net	  neutrality.	  The	  Colombian	  and	  Brazilian	  legislation	  do	  not	  grant	  any	  power	  to	  the	  regulator.	  4. Provisions	  on	  traffic	  shaping	  are	  different	  in	  each	  case.	  However,	  the	  rule	  is	  that	  it	  is	  not	  forbidden,	  but	  regulated.	  	  As	  a	  policy	  change,	  net	  neutrality	  legislation	  in	  Latin	  America	  is	  still	  new	  and	  each	  nation-­‐state	  has	  different	  circumstances	  to	  deal	  with.	  As	  a	  matter	  of	  fact,	  even	  after	  net	  neutrality	  laws	  were	  enacted,	  civil	  society	  organizations	  reported	  that	  even	  having	  this	  type	  of	  law,	  ISPs	  continue	  trying	  to	  find	  loop	  holes	  or	  vague	  legal	  provisions	  which	  allow	  them	  to	  manipulate	  Internet	  traffic.	  Facing	  these	  circumstances,	  alongside	  with	  the	  particularities	  of	  a	  specific	  market,	  the	  problem	  of	  an	  unclear	  legislation	  is	  a	  challenge	  for	  regulators,	  policy	  makers	  and	  Internet	  users,	  a	  problem	  that	  must	  be	  addressed	  in	  the	  near	  future	  in	  order	  to	  guarantee	  the	  goal	  of	  these	  laws,	  which	  is	  to	  keep	  a	  neutral	  Internet.	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Network	  Neutrality	  debates	  in	  
Telecommunications	  Reform	  –	  Actors,	  
Incentives,	  Risks	  
	  
by	  Alejandro	  Pisanty	  	  	  This	  work	  presents	  a	  summary	  of	   the	  debates	  about	  Network	  Neutrality	   in	   the	  legislative	  process	  of	  Mexico	  in	  2013-­‐2014.	  Insights	  into	  the	  sources	  of	  opinion	  tapped	   by	   the	  Mexican	   government	  will	   show	   some	   of	   the	   forces	   at	   play	   from	  incumbent	  and	  entrant	  telcos/ISPs,	  OTTs,	  and	  the	  ITU.	  These	  will	  be	  signaled	  as	  “tips	  of	   the	   iceberg”	  or	  “fingerprints”	   to	  assist	  others	  to	   identify	   these	   forces	  at	  play	  in	  their	  own	  environments	  and	  act	  along	  the	  lines	  of	  our	  previous	  paper	  on	  this	  subject	  to	  plan	  reactions	  as	  well	  as	  proactive	  action.	  	  	  
I.	  Network	  Neutrality	  in	  2014	  	  The	   term	  Network	  Neutrality	   (NN),	   as	   is	  well	   known,	  was	   coined	  by	  Prof.	   Tim	  Wu	  a	  few	  years	  ago,	  based	  mostly	  on	  hypotheticals,	  a	  reading	  of	  the	  end-­‐to-­‐end	  principle	  of	  Internet	  architecture,	  and	  a	  few	  concrete	  cases.	  	  The	   term	   has	   become	   polysemic	   to	   the	   point	   of	   near	   meaninglessness	   so	   an	  exploration	   of	   what	   it	   means	   in	   each	   concrete	   case	   and	   use	   –	   and	   for	   each	  specific	   social	   actor	   uttering	   it-­‐	   is	   necessary.	   Further,	   it	   is	   not	   uniformly	  championed	  by	  Internet-­‐principles	  experts;	  one	  could	  even	  say	  that	  the	  more	  a	  person	   is	   related	   to	   the	   history	   and	   core	   design	   of	   the	   Internet,	   the	   less	   likely	  he/she	   is	   to	   even	   use	   the	   phrase	   “network	   neutrality”	   except	   possibly	   as	   a	  placeholder.	  Activists	  in	  favor	  of	  mandated	  network	  neutrality	  decry	  this	  as	  “the	  technical	  community	  wavers”	  or	  “the	  technical	  community	  gets	  lost	  in	  details”18	  	  The	  means	  proposed	  to	  achieve	  and	  guarantee	  network	  neutrality,	  for	  any	  given	  definition,	  are	  a	  broad	  selection	  and	  vary	  significantly	  from	  country	  to	  country;	  this	   also	   signals	   that	   although	   there	  may	   be	   a	   relatively	   universal	   core	   to	   the	  meaning	   of	   network	   neutrality,	   many	   layers	   of	   its	   meaning	   are	   anchored	   in	  national	   language,	   technical	   and	   commercial	   history,	   and	   attitudes	   towards	  regulation	   and	   legislation,	   as	   well	   as	   power	   balances	   within	   the	   Internet	   and	  telecommunications	  industries	  and	  among	  sectors	  of	  both.	  A	  recent	  exposition	  of	  trends	  in	  Europe	  vis-­‐á-­‐vis	  the	  United	  States	  has	  been	  made	  by	  Scott	  Marcus19	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
18 A. Andersdotter, personal communication. 
19 Marcus, S., Network Neutrality in Europe – Lessons for the US, video, 
http://new.livestream.com/internetsociety/netneutrality-in-europe, last visited 9.8.2014; see also 
comments by Robert Pepper and others in the same source. 
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  The	   sections	   that	   follow	  present	   aspects	   of	   the	   network	   neutrality	   debate	   in	   a	  simplified	   form.	   A	   much	   better	   source	   is	   the	   paper	   by	   Bauer	   and	   Obar20	   on	  reconciling	  political	  and	  economic	  goals	  of	  network	  neutrality.	  	  
1.	  Meaning?	  	  The	  first	  question	  to	  be	  asked	  in	  approaching	  network	  neutrality	  in	  2014	  is	  what	  each	  party	  means	  exactly	  by	  network	  neutrality.	  For	  this	  author,	  the	  etymology	  of	  “definition”	  is	  useful	  –	  to	  define	  is	  not	  only	  to	  express	  what	  is	  meant	  by	  a	  word	  or	  phrase	  but	  also	  to	  state	  what	  it	  is	  not.	  A	  clearer	  boundary	  between	  both	  may	  increase	  understanding.	  	  Network	  neutrality	  can	  be	  defined	  as	  the	  condition	  in	  which	  a	  network	  operator,	  or,	   more	   precisely,	   an	   Internet	   Service	   Provider	   (ISP),	   in	   so	   far	   as	   providing	  access	   to	   the	   Internet	   (possibly	   physical	   connectivity;	   an	   public,	   routable	   IP	  address,	  and	  the	  ability	  of	  the	  user	  to	  access	  Internet	  services	  provided	  by	  other	  networks	   interconnected	   to	   the	   global	   Internet)	   delivers	   to	   his/its	   users	   all	  Internet	   traffic	   they	   request,	   inbound	  and	  outbound,	   regardless	  of	  protocol	   (as	  long	  as	  it	  is	  compatible	  with	  Internet	  standards),	  port	  number,	  contents,	  point	  of	  origin,	   or	   point	   of	   destination.	   We	   sometimes	   call	   this	   “the	   five	   alls”	   (all	  protocols,	  all	  ports,	  all	  contents,	  all	  origins,	  all	  destinations.)	  	  The	   opponents	   of	   network	   neutrality,	   especially	   in	   the	   telco/ISP	   camp,	   often	  twist	  this	  argument	  by	  replying	  that	  the	  converse	  of	  this	  condition	  would	  be	  the	  delivery	  of	  every	  single	  IP-­‐protocol	  packet	  to	  the	  user,	  including	  malware,	  spam,	  port	   scans,	   and	  many	  other	   forms	  of	   Internet	   traffic	   that	   is	  undesirable,	  would	  overwhelm	   the	   user,	   and	   could	   damage	   seriously	   and	   permanently	   the	   user’s	  capacity	   to	   communicate.	   They	   argue	   in	   favor	   of	   network	  management,	   traffic	  engineering,	  traffic	  shaping	  and	  similarly-­‐named	  activities.	  	  This	  is	  a	  fallacy.	  	  	  The	   argument	   in	   favor	   of	   network	   neutrality	   is	   in	   favor	   of	   the	   possibility	   of	  access	  to	  the	  “five	  alls”	  as	  the	  user	  needs	  them,	  not	  a	  plea	  for	  the	  full	  stream	  in	  the	  firehouse.	  	  	  Traffic	   management	   is	   indispensable	   in	   today’s	   Internet	   and	   has	   been	   so	   for	  many	  years.	  Avoidance	  of	  malware,	  attacks	  and	  even	  preparations	  for	  potential	  attacks;	  prioritization	  of	  different,	  and	  continuously	  evolving,	  types	  of	  messages;	  improvement	   of	   user	   experience;	   and	  many	   other	   reasons	   back	   this	   need.	   The	  plea	  for	  network	  neutrality	  rationally	  accepts	  reasonable	  network	  management;	  what	  it	  does	  reject	   is	  abuse	  of	  this	  management	  in	  order	  to	  favor	  a	  commercial	  ally	   of	   the	   ISP	   or	   to	   disfavor	   its	   competitors	   unfairly.	   The	   poison	   is	   in	   the	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
20 Johannes M. Bauera & Jonathan A. Obarbc Reconciling Political and Economic Goals in the Net 
Neutrality Debate, The Information Society: An International Journal, Volume 30, Issue 1, 2014 pages 
1-19, DOI: 10.1080/01972243.2013.856362 
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definitions	   of	   vague	   or	   subjective	   categories	   such	   as	   “reasonableness”	   and	  “fairness”	  in	  the	  absence	  of	  objective	  metrics	  and	  thresholds	  that	  can	  be	  applied	  equally	  in	  widely	  varying	  conditions.	  	  With	   the	   above	   paragraph	   we	   land	   in	   the	   thickest	   part	   of	   network	   neutrality	  arguments:	   what	   are	   the	   definitions	   of	   “abuse”,	   “unfair”	   and	   “reasonable”	   for	  network	  management?	  Further	  questions	  are	  begged:	  who	  is	  responsible	  for	  the	  characteristics	   of	   traffic	   and	   the	   behavior	   of	   the	   services	   on	   the	   Internet	   of	  today?	   Are	   the	   definitions	   taking	   into	   account	   the	   much	   more	   complex	  environment	   of	   “OTT”	   (over-­‐the-­‐top)	   services,	   of	   CDNs	   (content	   distribution	  networks),	  of	  the	  “last	  mile”	  to	  the	  user?	  	  	  Can	   deterioration	   of	   Internet	   traffic	   behavior	   consistently	   and	   credibly	   be	  attributed	   to	   the	   specific	   cause	   causing	   it	   in	   each	   occasion?	   These	   causes	  may	  include	   violations	   of	   network	   neutrality	   but	   may	   also	   include	   network	  congestion,	  poor	   links	  and	   inadequate	  equipment	  and	  management	   in	   the	   “last	  mile”	  beyond	  the	  telco	  or	  ISP’s	  control,	  and	  since	  all	  factors	  may	  be	  present	  at	  the	  same	  time,	  it	  may	  be	  particularly	  difficult	  to	  quantitatively	  distinguish	  them.	  	  	  A	   further	   set	   of	   arguments	   often	   invoked	   in	   favor	   of	   network	   neutrality	   is	   the	  fear	   of	   or	   objection	   to	   DPI,	   deep	   packet	   inspection,	   a	   technique	   to	   read	   the	  contents	   of	   Internet	   traffic	   that	   has	   become	  widespread	   at	   least	   among	   larger	  operators	  (it	  requires	  improvements	  in	  active	  equipment	  such	  as	  fast	  processing,	  large	  memory	  and	  storage.)	  The	  original	  design	  of	  the	  Internet	  assumes	  that	  the	  only	   information	   contained	   in	   the	   packets	   that	   is	   read	   by	   the	   active	   network	  equipment	   is	   in	   the	  headers,	   not	   in	   the	  payload;	   this	   is	   one	   formulation	  of	   the	  end-­‐to-­‐end	   principle,	   also	   summarized	   as	   “dumb	   network,	   smart	   edge”.	   The	  network	   is	  agnostic	  with	  respect	   to	   the	  contents	  and	   intention	  of	   the	  messages	  contained	   in	   the	   packets.	   Knowing	   more	   than	   the	   protocol	   may	   allow	   the	  network	  operator	  to	  optimize	  the	  performance	  of	  the	  network	  for	  –	  or	  against	  –	  email,	  voice,	  video,	  etc.	  Knowing	  the	  contents	  of	  the	  packets	  may	  actually	  allow	  the	   operator	   to	   know	   the	   contents	   of	   the	   messages,	   with	   potentially	   serious	  consequences	  to	  privacy	  and	  therefore	  to	  freedom	  of	  speech	  and	  of	  association.	  	  	  A	   definition	   of	   network	   neutrality	   today	   cannot	   be	   only	   technical.	   At	   best	   it	   is	  technically	  based,	  and	  susceptible	  to	  measurement;	  but	  it	  is	  commercial,	  relates	  to	  competition,	  to	  regulation,	  to	  legislation,	  and	  to	  rights	  –	  human,	  civil,	  social	  –	  and	  thus	  also	  becomes	  political.	  	  	  To	   understand	   proposals,	   recourse	   to	   the	   basic	   argument	   of	   the	   end-­‐to-­‐end	  principle	   on	   either	   side	   of	   the	   argument	   may	   be	   insufficient.	   As	   an	   example	  recently	  explained	  by	  Scott	  Marcus,	  European	  and	  developing-­‐country	  fixed	  and	  mobile	  operators	  are	  much	  more	  aggressive	  in	  blocking	  Skype	  than	  those	  in	  the	  US,	  because	  Skype	  eats	  into	  their	  revenue	  model	  far	  more	  than	  in	  the	  US.	  This	  in	  turn	   is	   related	   to	   economic	   statistics	   on	   the	   relative	   importance	   of	   fixed	   and	  mobile	  as	  Internet	  access.	  	  	  	  The	  massive	   funding	   of	   lobbyists	   and	   of	   otherwise	   independent	   organizations,	  and	  alliances	  with	  the	  press	  and	  media	  (often	   in	   the	  same	  conglomerate	  as	   the	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ISPs)	  can	  further	  serve	  as	  a	  tool	  to	  dissect	  the	  origins	  of	  some	  actors’	  views	  and	  thus	  to	  address	  their	  real	  agendas.	  	  	  For	  legislative	  and	  regulatory	  purposes	  a	  definition	  of	  network	  neutrality	  needs	  to	   be	   algorithmically	   unequivocal	   (it	   must	   be	   possible	   to	   clearly	   identify	  compliance	   and	   violations	   in	   an	   uncontrovertible	  way),	   yet	   open	   to	   evolution;	  legally	   anchored	   in	   the	   legislation	   and	   regulatory	   practice	   of	   the	   country	   in	  which	  it	  is	  used	  for	  legislation	  and	  regulation,	  in	  order	  to	  ensure	  the	  rule	  of	  law;	  and	   compatible	  with	   countries	  with	  which	   controversies	  may	   arise.	   Further	   it	  must	  be	  accepted	  and	  actionable.	  	  
2.	  Needed?	  	  Is	  network	  neutrality	  (in	  at	  least	  one	  possible	  definition)	  needed?	  Does	  it	  have	  to	  be	  mandated?	  	  There	  are	   two	  opposing	   streams	  of	   thought	   in	   this	   space:	  one	  which	   considers	  network	  neutrality	  a	   fundamental	  principle	   for	   the	   Internet,	   to	  be	  protected	  by	  all	  possible	  means,	  and	  another	  which	  refuses	  regulatory	   intervention,	  believes	  that	  competition,	  user	  demand	  and	  other	  market	  mechanisms	  will	  ensure	  access	  to	   the	   same	   benefits	   as	   the	   regulation	   is	   proposed	   to	   reach,	   and	   fears	   that	  mandating	   network	   neutrality	   will	   have	   the	   perverse	   effect	   of	   stifling	   the	  innovation	  it	  purports	  to	  promote	  and	  protect.	  	  In	  the	  camp	  that	  sees	  network	  neutrality	  mandates	  as	  necessary	  there	  is	  further	  discussion	   of	   the	   means	   to	   achieve	   such	   mandates:	   telecommunications	   and	  related	   legislation,	  market	   regulation,	   competition	   regulation,	   consumer	   rights,	  or	   new	   Internet-­‐user	   rights	   are	   the	   approaches	   most	   usually	   discussed,	   with	  great	  geographical	  variation.	  	  	  The	  legislative	  approach	  has	  been	  used	  in	  countries	  like	  The	  Netherlands,	  Chile,	  Brazil	   and	   most	   recently	   Mexico.	   In	   the	   last	   two,	   recent	   legislation	   mandates	  network	  neutrality	  in	  general	  terms	  but	  cannot	  be	  acted	  upon	  until	  specific	  rules	  are	  written	  by	  the	  Presidency	  (in	  Brazil)	  and	  other	  entities	  (in	  Mexico.)	  	  In	  Europe	  network-­‐neutrality	  mandates	  (save	  for	  The	  Netherlands	  and	  Belgium	  where	   they	   ara	   law	   already)	   are	   likely	   to	   occur	   in	   the	   regulatory	   framework.	  BEREC	  and	  some	  of	  its	  members	  like	  the	  UK’s	  OFCOM	  have	  taken	  a	  wait-­‐and-­‐see	  stance.	  The	  European	  Commission	  and	  the	  European	  Parliament	  are	  discussing	  starker	  measures.	  The	  discussion	  is	  ongoing	  so	  for	  the	  moment	  I	  won’t	  dwell	  on	  it.	  	  	  In	   the	  US,	   network	  neutrality	   is	   subject	   to	   vigorous	   debate.	   Courts	   have	   found	  that	   the	   FCC	   doesn’t	   have	   a	   solid	   enough	   legal	   basis	   to	   mandate	   network	  neutrality	   provisions,	   having	   undone	   the	   common-­‐carriage	   provision	   for	  broadband	  a	  decade	  ago.	  Appeals	  are	  ongoing,	  for	  example	  in	  the	  search	  of	  a	  new	  basis,	  within	  existing	  legislation,	  to	  force	  the	  FCC	  to	  mandate	  network	  neutrality.	  A	   critique	   of	   these	   efforts	   points	   to	   the	   fact	   that	   this	   resource	   would	   actually	  mandate	  a	  much	  broader,	  well-­‐nigh	  all-­‐encompassing,	  regulation	  of	  the	  Internet	  
	  	  
-36- 
 
by	   the	   FCC,	   the	   government,	   or	   the	   state,	   which	   would	   in	   turn	   have	   highly	  undesirable	  consequences.	  	  The	  key	  question	   for	   the	  US	  debate,	  beyond	   its	  resolution	   itself,	   is	  whether	   the	  classification	   of	   ISPs	   as	   “common	   carriers”	   will	   have	   more	   negative	  consequences	   than	   the	   possible	   benefits	   it	   may	   bring.	   This	   is	   not	   the	   only	  question	   of	   the	   kind	   in	   recent	   debates	   about	   Internet	   governance	   more	  generally;	  mentions	  of	  the	  Internet	  as	  a	  “common	  good”	  can	  also	   lead	  to	  highly	  inadequate	  regulatory	  regimes	  despite	  the	  best	  of	  intentions.	  	  	  Classifications	  of	  the	  Internet	  or,	  the	  specific	  case	  in	  the	  US,	  broadband,	  such	  as	  “common	  carrier”	  or	  “common	  good”	  have	  well-­‐established	  legal	  implications,	  at	  national	  and	  also	  international	  levels.	  An	  unexpected	  burden	  on	  the	  Internet	  may	  arise	  from	  them,	  with	  deleterious	  results	  such	  as	  opening	  up	  many	  new	  avenues	  for	   governmental	   intervention	   that	   are	   not	   at	   all	   necessary	   or	   useful.	   The	  intricacies	   of	   national	   law,	   in	   particular	   in	   the	   US,	   may	   be	   of	   huge	   global	  consequence.	   Other	   countries	   need	   be	   particularly	   helpful	   when	   they	   craft	  legislation	  in	  order	  to	  absorb	  the	  best	  that	  experience	  provides.	  	  	  To	  state	  this	  in	  a	  different	  way:	  classifying	  Internet	  access	  or	  even	  broadband	  (at	  a	   lower	   layer	   only)	   as	   common	   carriage	   may	   bring	   in	   government	   regulatory	  powers	  to	  bear	  on	  much	  more	  than	  fairness	  –	  in	  the	  form	  of	  non-­‐blocking	  and/or	  non-­‐discrimination.	  Whether	  government	  intervention	  at	  this	  level	  can	  promote	  or	  stifle	  innovation	  is	  hotly	  debated.	  	  	  The	   need	   for	   network	   neutrality	   mandates	   may	   turn	   out	   to	   be	   an	   illusion	  depending	  on	  the	  ultimate	  goals	  it	  is	  expected	  to	  serve.	  It	  may	  be	  an	  actual	  need	  in	   order	   to	   support	   and	   maintain	   fairness	   in	   commercial	   Internet	   access	  operations;	  but	  it	  may	  not	  lead	  to	  the	  availability	  of	  the	  actual	  full	  Internet.	  This	  will	  be	  explained	  later.	  	  There	  is	  a	  trend	  among	  Internet	  pioneers	  and	  protocol	  engineers	  to	  avoid	  even	  the	  name	  “network	  neutrality”,	  given	   the	  now-­‐known	  complexities	  of	   the	   term,	  its	   almost	  meaninglessness,	   and	   the	   intricacies	   of	   network	  planning,	   operation	  and	  management.	  In	  these	  communities	  the	  terms	  “open	  networking”	  and	  “open	  Internet”	   tend	   to	   take	   the	   place	   of	   “network	   neutrality”	  with	   a	   large	   space	   for	  interpretation	   and	   nuance.	   Even	   the	   end-­‐to-­‐end	   principle	   is	   seen	   under	   a	  rainbow	  of	  colored	  lights	  in	  this	  environment.	  	  In	  fact,	  some	  analysts	  consider	  network	  neutrality	  and	  the	  end-­‐to-­‐end	  principle	  fundamentally	  obsoleted	  or	  negated	  since	  the	  introduction	  of	  the	  MPLS	  protocol,	  NATs,	  and	  other	  network	  management	  procedures.	  In	  this	  view,	  the	  end-­‐to-­‐end	  principle	  applied	  only	  during	  the	  first	  few	  years	  of	  the	  Internet,	  when	  all	  points	  connected	  to	  the	  network	  were	  in	  principle	  equal	  and	  all	  were	  both	  consumers	  and	   producers	   of	   content	   or	   services.	   Further	   in	   this	   view,	   as	   some	   of	   these	  points	  became	  exclusively	  consumers	  or	  clients	  of	  others	  (e-­‐commerce	  comes	  to	  mind	  but	  even	  a	  student-­‐school	  relationship	  embodies	  this	  view),	  the	  nature	  of	  the	  Internet	  as	  connecting	  peers	  was	  lost.	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Internet	  access	  is	  formally	  defined	  above	  the	  physical	  and	  even	  link	  layer	  of	  the	  OSI	  model	   and	   thus	   presumes	   the	   existence	   of	   the	   physical	   layer,	   provided	   by	  either	  private	  or	  public	  companies.	  These	  companies	  manage	  traffic	  in	  ways	  that	  inevitably	  preclude	  the	  pure	  end-­‐to-­‐end	  principle;	   they	  have	  to	  make	  decisions	  as	   to	   traffic	   prioritization,	   interconnection,	   traffic,	   etc.	   The	   managed	   telco	  network	  is	  not	  really	  “dumb”	  and	  has	  never	  been	  neutral.	  On	  the	  other	  hand,	  in	  the	  United	   States	   at	   least,	   some	   forms	  of	   telco	   service	   are	   subject	   to	   common-­‐carriage	  rules	  and	  therefore	  have	  to	  be	  neutral.	  	  The	   complexity	   of	   network	   management	   and	   the	   negation	   of	   the	   end-­‐to-­‐end	  principle	  have	  only	  increased	  in	  the	  later	  years.	  The	  introduction	  	  of	  ever	  more	  complex	   services	   and	   of	   ever	   more	   sophisticated	   techniques	   to	   manage	  (hopefully	   improve)	   the	   user	   experience,	   including	   performance,	   security,	  advertising,	  etc.,	  has	  made	  claims	  of	  network	  neutrality	  all	  the	  more	  subtle	  and	  qualified.	  CDNs	  (content	  distribution	  networks),	  IXPs	  (Internet	  exchange	  points),	  interconnection	  cost	  settlements,	  etc.	  all	  militate	  against	  a	  purist	   interpretation	  of	  network	  neutrality	  and	  the	  end-­‐to-­‐end	  principle.	  	  	  In	   this	  view,	  demands	   for	  network	  neutrality	  are	  demands	   for	   the	   suppliers	   to	  simulate	   the	  behavior	  of	   a	   rather	   idealistic	  primeval	   Internet	  while	   conserving	  the	  benefits	  of	  the	  non-­‐end-­‐to-­‐end	  technologies.	  The	  telcos	  and	  ISPs	  thus	  arrive	  at	  the	  question	  whether	  the	  Internet	  users	  would	  really	  want	  to	  receive	  the	  raw	  stream	  of	  data	  that	  the	  network	  would	  be	  throwing	  at	  them.	  	  (That	  primeval	  past	  was	   also	   broken	  with	   in	   a	   quite	   concrete	   act	   in	   the	   United	   States,	   namely	   the	  removal	  of	  common-­‐carriage	  obligations	  for	  Internet	  traffic	  in	  the	  early	  2000’s.)	  Also,	  the	  demand	  for	  more	  points	  of	  access	  (more	  users,	  more	  devices	  per	  user,	  a	  broader	   geographical	   distribution	   of	   users),	   for	   more	   services	   and	   for	   more	  capacity	  (at	  a	  time	  in	  the	  1990’s	  the	  capacity	  demanded	  per	  user	  increased	  50%	  per	   year	   in	   email	   only)	   requires	   more	   network	   resources	   at	   the	   physical	   and	  other	  levels.	  Most	  of	  the	  capacity	  growth	  requires	  investments	  which	  are	  capital-­‐intensive	  and	  entail	  long	  times	  to	  materialize	  the	  return	  on	  the	  investment.	  	  	  These	  are	  made	  by	  telcos	  and	  ISPs,	  not	  necessarily	  by	  suppliers	  of	  services	  such	  as	  search,	  video,	  etc.	  The	  economics	  of	  this	  field	  requires	  high	  levels	  of	  expertise	  with	  which	  most	  civil-­‐society	  and	  even	  technical	  organizations	  are	  not	  endowed.	  Value	   generation	   occurs	   now	   in	   the	   upper	   layers	   and	   is	   decoupled	   from	  investment	  sources	  for	  the	  lower	  layers.	  While	  this	  situation	  may	  change,	  in	  the	  interim	  it	  has	  caused	  cries	  for	  change	  on	  the	  telco/ISP	  side	  that	  cannot	  be	  simply	  brushed	  away	  or	  wished	  out	  of	  existence.	  Further,	  these	  companies’	  influence	  on	  popular	   opinion,	   governments,	   regulators,	   the	   press	   and	   media,	   and	   other	  industries	  is	  non-­‐negligible.	  	  
3.	  Principles	  or	  Commerce?	  	  There	   are	  many	  ways	   to	   view	   the	   network	   neutrality	   debate.	   One	   of	   them,	   as	  started	   by	  Wu	   and	   followed	   by	   many	   others,	   sees	   it	   as	   a	   matter	   of	   principle.	  Others,	  however,	  consider	   that	   the	  debate,	  at	   least	   in	   the	  US	  at	   the	   time	  of	   this	  writing,	  is	  a	  controversy	  between	  commercial	  players.	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The	  players	   involved	  would	  be	   the	   telcos/ISPs,	   especially	   the	   ones	  with	   larger	  scale,	   scope,	   spatial	   coverage	   and/or	   client	   bases	   (including	   but	   not	   limited	   to	  Tier	  1	  providers),	  on	  one	  side,	  and	  online-­‐services	  providers	  (including	  but	  not	  limited	  to	  OTT	  or	  “over	  the	  top”	  services	  such	  as	  video-­‐on-­‐demand	  providers	  like	  Netflix.)	  	  The	  telcos	  and	  ISPs	  in	  this	  case	  demand	  payments	  from	  the	  OSP’s	  that	  are	  based	  on	  higher	  unit	  prices	  than	  for	  ordinary	  users,	  arguing	  either:	  i. that	   the	   OSP’s	   force	   the	   infrastructure	   providers	   to	   make	   large	  investments	  in	  order	  to	  keep	  up	  with	  the	  demand	  of	  bandwidth,	  reduced	  latency	  and	  jitter,	  etc.,	   in	  such	  a	  way	  that	  the	   investment	   is	  made	  by	  the	  infrastructure	  providers	  without	  a	  return	  on	  the	  investment,	  while	  at	  the	  same	   time	   the	   OSP’s	   are	   reaping	   huge	   profits	   by	   “piggybacking”	   on	  someone	  else’s	  expensive,	  long-­‐term	  infrastructure	  business,	  or	  ii. more	  blatantly,	   that	   the	  OSP’s	   are	  making	   too	  much	  money	   out	   of	   their	  use	  of	  the	  network	  and	  the	  infrastructure	  providers	  should	  get	  a	  piece	  of	  it	  (this	  argument	  was	  articulated	  by	  César	  Alierta,	  CEO	  of	  Telefónica,	  with	  respect	   to	   Google,	   a	   few	   years	   ago,	   and	   was	   recovered,	   in	   a	   slightly	  finessed	   way,	   by	   ETNO,	   the	   European	   Telecommunications	   Network	  Organization,	  through	  its	  spokesman	  Luigi	  Gambardella	  –	  the	  formulation	  being	  that	  investment	  money	  is	  needed	  to	  expand	  the	  networks	  and	  it	  can	  only	  come	  from	  the	  users	  making	  the	  largest	  profits	  from	  their	  use	  of	  the	  network.)	  The	   Alierta/ETNO/Gambardella	   argument	   appears	   in	   many	   discussions	   at	  national	  levels;	  it	  attracted	  major	  attention	  and	  bitter	  controversy	  in	  2013,	  in	  the	  run-­‐up	   and	   during	   WCIT,	   the	   World	   Conference	   on	   International	  Telecommunications	  held	  by	  the	  ITU	  in	  Dubai.	  	  The	   controversy	   between	   Comcast	   and	   Netflix	   is	   paradigmatic	   in	   exhibiting	  opportunities	   for	   both	   lines	   of	   analysis.	   The	   agreements	   between	   Google	   and	  Verizon	  of	  about	  a	  year	  earlier	  also	  represent	  both	  faces	  of	  the	  analysis.	  It	   is	   likely	   that	   in	   any	   given	   country	   or	   jurisdiction	   (including	   the	   European	  Union)	  a	  mixture	  of	  both	  the	  principles	  and	  the	  commercial	  controversy	  debates	  are	   taking	   place	   at	   any	   given	   time,	   with	   lobbyists	   for	   either	   commercial	   side	  taking	  up	  the	  cloak	  of	  principles	  against	  the	  other.	  It	  is	  very	  hard	  for	  civil-­‐society,	  technical	  and	  academic	  organizations	  to	  peel	  off	  the	  different	  layers	  in	  order	  to	  take	  informed	  part	   in	  the	  debate	  without	   involuntarily	  being	  hauled	  to	  support	  an	  undisclosed	  commercial	  party	   in	  a	  commercial	  dispute,	  and	  hard,	  as	  well,	   to	  stay	  out	  of	  the	  debate	  on	  grounds	  of	  this	  fear.	  	  	  For	   many	   organizations	   in	   the	   civil	   society	   and	   academic	   spaces,	   no	   doubt,	  network	   neutrality	   remains	   a	   fundamental	   principle	   and	   its	   defense	   is	   being	  stepped	  up	  as	  I	  write.	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4.	  Where?	  	  	  
A. Network	  Neutrality	  in	  the	  legislative	  debate	  in	  Mexico	  	  Network	  neutrality	  has	  been	  in	  debate	  in	  the	   legislative	  processes	  as	  well	  as	   in	  the	  regulatory	  sphere	  of	  Mexico	  for	  a	  few	  years	  now.	  	  	  One	  of	   the	  most	   remarkable	  moments	   in	   this	  history	   took	  place	   in	  2011/2012	  when	   social	   pressure	   prompted	   a	   group	   of	   legislators	   to	   present	   a	   draft	   of	  network	  neutrality	   legislation;	   this	  was	  primarily	  written	  by	   a	   consultant	  with	  strong	  ties	  to	  industry.	  The	  draft,	  in	  summary,	  established	  a	  minimal	  definition	  of	  network	  neutrality,	   then	  reduced	  compliance	   to	   transparent	   information	  to	   the	  ISPs’	  clients.	  	  	  In	   other	   words,	   the	   legislation	   was	   a	   blank	   check	   for	   ISPs	   to	   manage	   their	  networks	  as	  they	  pleased	  as	  long	  as	  they	  informed	  their	  clients.	  This	  was	  noticed	  immediately	   by	   consultants,	   the	   technically-­‐informed	   public,	   and	   civil	   society	  organizations.	  Pressure	  on	  the	  Senate	  (chamber	  of	  origin	  of	  the	  draft)	  caused	  an	  almost	   immediate	   call	   by	   the	   Senate	   for	   a	   public	   consultation	   with	   a	   broad	  spectrum	  of	  stakeholders.	  	  	  The	  consultation	  session	  was	  brief	  but	  rich	  in	  debate.	  It	  was	  apparent	  from	  very	  early	   in	   the	   session	   that	  most	   Senators	   in	   the	   commissions	   that	   convened	   the	  consultation	  were	  eager	  to	  have	  arguments	  to	  drop	  the	  legislation.	  Not	  the	  least	  in	  importance	  was	  the	  Senator	  who	  was	  the	  major	  signatory	  of	  the	  draft;	  he	  was	  already	   campaigning	   to	   be	   elected	   for	   the	   lower	   chamber	   of	   Congress	   and	   the	  negative	   light	   coming	   against	   him	   in	   social	   media	   was	   beginning	   to	   hurt	   his	  campaign.	  Other	   legislators	  saw	  clearly	   the	  wrongs	   in	   the	  draft.	  The	   legislation	  was	  dropped	  on	  the	  spot.	  	  The	   telecommunications	   regulator	  until	  2013	  was	  COFETEL	   (Comisión	  Federal	  de	  Telecomunicaciones);	  while	  chaired	  by	  Mr.	  Mony	  de	  Swaan,	   its	  Consultative	  Council	  studied	  the	  issue	  of	  network	  neutrality	  (full	  disclosure:	  this	  author	  was	  a	  member	   of	   the	   Council	   and	   was	   designated	   Chair	   of	   the	   Working	   Group	   of	  Network	  Neutrality.)	  The	  Working	  Group	  held	   several	   internal	   discussion	   and	   analysis	   sessions	   and	  had	  contacts	  with	  members	  of	  industry	  as	  well.	  It	  studied	  the	  options	  before	  us	  as:	   legislation,	   telecommunications	   regulation,	   competition	   law	   and	   regulation,	  and	  consumer	  rights.	  The	  Working	  Group	  followed	  continuously	  the	  concomitant	  developments	   in	   The	  Netherlands,	   Chile,	   the	  United	  Kingdom,	   France,	   Belgium	  and	  the	  European	  Union,	  in	  particular	  the	  discussions	  and	  documents	  of	  BEREC.	  It	  concluded	  that	  the	  options	  before	  it	  were	  to	  recommend	  measures	  in	  favor	  of	  Network	   Neutrality	   as	   legislation,	   competition	   regulation,	   or	   consumer	   rights;	  that	  the	  time	  for	  even	  deciding	  was	  not	  ripe;	  and	  that	  COFETEL	  should	  continue	  to	  watch	  major	  players’	  behavior	  before	  reconvening	  for	  a	  new	  round	  of	  analysis	  and	  recommendations.	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COFETEL	   was	   later	   dissolved	   and	   reconstituted	   as	   Instituto	   Federal	   de	  Telecomunicaciones	   (IFT)	   in	   a	   major	   Telecommunications	   Reform	   which	  includes	   changes	   to	   the	   Constitution	   and	   several	   other	   laws.	   The	   so-­‐called	  “secondary	   laws”	   have	   been	   in	   discussion	   in	   the	   Legislative	   until	  way	   into	   the	  writing	  of	   the	  present	   text	  and	  were	   finalized	  and	  approved	  at	   the	  end	  of	   July,	  2014.	  	  	  The	  laws	  contain	  provisions	  for	  network	  neutrality.	  The	  new	  Constitutional	  text	  has	  a	  broad	  provision	  of	  network	  neutrality;	   this	  one	   in	   turn	   is	  detailed	   in	   the	  new	  (2014)	  Federal	  Law	  on	  Telecommunications	  and	  Broadcasting.	  The	  debate	  about	   this	   law	  was	  heated	  and	  extensive,	   considering	  major	   issues	   such	  as	   the	  regulator’s	  scope,	  antitrust	  proceedings	  against	  predominant	  market	  actors,	  the	  creation	  of	  new	  television	  broadcasting	  chains,	  and	  others.	  	  	  As	  pertains	  to	  the	  Internet,	  the	  main	  issues	  under	  discussion	  were:	  1. Network	  neutrality	  2. Collaboration	   with	   authorities	   (mostly	   law	   enforcement;	   includes	  aspects	   such	   as	   suspending	   telecommunications	   services	   –	   “kill	  switch”	   –	   as	   well	   as	   traffic	   data	   retention,	   communications	  interception,	  and	  geolocalization.)	  3. Internet	   users’	   rights.	   The	   new	   Telecommunciations	   Law	   conatins	  clauses	   dthat	   declare	   and	   presume	   to	   protect	   some	  telecommunications	   users’	   rights.	   Among	   these	   there	   are	   some	   that	  are	  either	  specific	  or	  applicable	  to	  Internet	  access.	  Network	  neutrality	  aArguments	  based	  on	  users’	  rights	  pick	  up	  on	  either	  or	  a	  combination	  of	  both	  human/citizens’	  rights	  or	  consumer	  rights	  as	  follows:	  a. The	  approach	  based	  on	  human	  rights	  starts	  with	  the	  threat	  that	  manipulation	   of	   Internet	   traffic	   may	   lead	   to	   incidental	   or	  deliberate	   interference	  with	   freedom	  of	  access	   to	   information,	  freedom	  of	  speech,	  or	  freedom	  of	  association.	  	  b. The	  approach	  based	  on	  consumer	  rights	  has	  as	  a	  starting	  point	  the	  commercial	  nature	  of	  most	  Internet	  access	  provisioning.	  In	  this	  framework,	  Internet	  access	  is	  based	  on	  a	  contract	  between	  private	  parties,	  the	  consumer	  and	  the	  ISP.	  The	  contract	  can	  be	  made	   to	   include	   provisions	   for	   or	   akin	   to	   network	   neutrality	  (prohibition	   of	   blocking,	   prohibition	   of	   discriminatory	  behavior.)	   Compliance	   with	   the	   contract	   can	   be	   enforced	   by	  regulators	   –	   the	   telecommunications	   market	   regulator,	   the	  consumer	   regulator,	   and/or	   the	   competition	   regulator.	  Contract	  breaches	  may	  be	  litigated	  by	  the	  consumer	  before	  the	  consumer-­‐protection	   authority.	   Class	   actions	   are	   conceivable.	  In	  Mexico,	  class	  action	  is	  not	  direct;	  it	  has	  to	  be	  picked	  up	  by	  an	  authority	  such	  as	  the	  consumer	  protection	  attorney.	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The	   discussions	   about	   network	   neutrality	   follow	   patterns	   already	   established	  elsewhere,	  with	   the	   leading	   telco	  association	   (CANIETI)	  voicing	   its	  Mexico-­‐City	  chair’s,	  Telefonica	  of	  Spain’s	  branch	  in	  Mexico,	  demand	  that	  investment	  capacity	  for	   infrastructure	   be	   preserved	   (an	   only	   slightly	   modified	   variation	   of	   the	  ETNO/Gambardella	  argument	  discussed	  earlier	  in	  this	  text.)	  AMIPCI,	  the	  Internet	  industry	   trade	   association,	   has	   among	   its	  members	   both	   access	   providers	   and	  companies	   active	   in	   higher	   layers,	   such	   as	   search	   engines,	   advertisers,	  broadcasters,	   e-­‐commerce,	   etc.	   and	   is	   more	   split	   about	   network	   neutrality	  mandates.	  	  	  The	  demand	  for	  network	  neutrality	  took	  several	  different	  but	  intertwined	  forms;	  arguments	  have	  been	  in	  favor	  of	  freedom	  of	  speech,	  of	  all	  rights,	  of	  an	  expansive	  rights	   agenda,	   of	   consumer	   rights,	   of	   contract	   compliance,	   of	   innovation,	   of	  technical-­‐standards	  compliance	  (“the	  five	  alls”)	  and	  more.	  Activism,	  not	  all	  of	   it	  online	   but	   also	   in	   the	   form	  of	   demonstrations	   and	   blockades,	   engaged	   citizens	  through	   social	   media,	   the	   press,	   established	   collectives,	   and	   NGOs.	   Some	  organizations’	   arguments	   in	   other	   aspects	   of	   the	   telecommunications	   reform	  have	  been	  pointed	  by	   the	  press	  as	  almost	  entirely	   coincident	  with	   some	  of	   the	  telcos’	  agendas	  (mostly	  Telmex.)	  	  	  Civil-­‐society	  campaigns	  in	  favor	  of	  mandated	  network	  neutrality	  have	  appeared	  together	  with	  those	  for	  other	  issues	  in	  the	  law,	  or	  almost	  alone.	  Among	  the	  first	  are	   organizations	   such	   as	   AMEDI	   (Asociación	   Mexicana	   para	   el	   Derecho	   a	   la	  Información),	   which	   has	   a	   broad	   agenda	   that	   includes	   increased	  telecommunications	  and	  broadcasting	  competition,	  state	  control	  of	  broadcasting	  and	  mass	  media,	  television	  viewers’	  rights,	  and	  Internet-­‐specific	  issues.	  	  	  Organizations	   like	   ContingenteMX	   and	   SocialTIC	   are	  more	   Internet-­‐oriented.	   A	  loosely	   organized	   campaign	   called	   Libre	   Internet	   para	   Todos	   led	   an	   effective	  campaign	  to	  include	  Internet	  access	  as	  a	  right	  in	  the	  Constitutional	  change	  (allied	  with	  establishment	  politicians	  such	  as	  Senators,	  and	  an	  agenda	  that	  was	  already	  promised	  within	  the	  Presidential	  campaign)	  and	  later	  led	  public	  actions	  in	  favor	  of	  competition	  in	  the	  telecommunications	  and	  broadcast	  market	  and	  for	  network	  neutrality.	  	  Geolocalization	  merits	  mention,	  even	  though	  it	  is	  not	  a	  network-­‐neutrality	  issue,	  because	   it	   signals	   the	   complex	   civil-­‐society	   environment	   for	   some	   key	  telecommunications	  and	  Internet	  issues.	  Geolocalization	  of	  communications	  has	  been	  written	   into	   the	   law	  with	   relatively	   low	   levels	  of	  authorization	   (agents	  of	  the	  Ministerio	   Público,	   roughly	   equivalent	   to	  US	  District	   Attorneys,	   part	   of	   the	  Executive	   branch	   in	   Mexico,	   can	   ask	   for	   geolocalization	   data	   without	   judicial	  controls);	   this	   is	   a	   combined	   response	  of	   law-­‐enforcement	   interests	  within	   the	  government	  and	  civil-­‐society	  demands	  from	  sectors	  of	  society	  which	  have	  been	  hit	  with	  high-­‐profile	  crimes,	  particularly	  kidnappings.	  At	  the	  time	  of	  this	  writing	  high-­‐ranking	  officials	  of	   IFAI	   (Instituto	  Federal	  de	  Acceso	  a	   la	   Información,	   the	  FOIA	  authority	  of	  Mexico	  which	  is	  now	  also	  the	  DPA	  –	  Data	  Protection	  Authority)	  have	   made	   stark	   public	   expressions	   of	   opposition	   to	   the	   geolocalization	  measure;	   it	   is	   not	   unlikely	   that	   higher	   levels	   of	   judiciary	   control	   will	   be	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instituted,	  with	  a	  spillover	  effect	  for	  other	  measures	  in	  the	  law	  such	  as	  network	  neutrality.)	  	  The	   end	   result	   of	   the	   legislative	   process	   for	   network	   neutrality	   has	   been	   the	  establishment	  of	  an	  article	  in	  the	  Federal	  Telecommunications	  and	  Broadcasting	  Law	   that	  mandates	   and	  partially	   defines	  Network	  Neutrality	   and	   requires	   that	  conditions	   for	   investment	   be	   preserved.	   The	   issue	   ended	   up	   unresolved,	  therefore	  only	  broadly	  defined	  in	  the	  Law,	  and	  open	  for	  a	  new	  round	  of	  debate	  and	   enhancement	   of	   the	   Law	   when	   the	   time	   comes	   to	   write	   the	   norms	   and	  bylaws	  that	  will	  be	  prescriptive.	  	  	  
B. The	  use	  of	  Network	  Neutrality	  arguments	  against	  mobile	  telephony/social	  media	  packages	  
in	  Chile	  	  Chile	  is	  arguably	  the	  first	  country	  to	  have	  enacted	  mandated	  network	  neutrality	  obligations	  in	  national	  law,	  in	  2010.	  At	  the	  time	  there	  were	  some	  qualms	  about	  the	   legislation	  from	  organizations	  concerned	  with	  the	  protection	  of	  privacy	  but	  otherwise	  it	  was	  broadly	  well	  received.	  	  In	  July	  2014,	  SUBTEL,	  the	  under-­‐secretariat	  for	  telecommunications	  of	  the	  newly	  elected	   government	   of	   Chile,	   headed	   by	   Under-­‐secretary	   Pedro	   Huichalaf,	  ordered	  mobile	   telephony	   companies	   to	   stop	   offering	   social-­‐media	   bundles	   to	  their	   clients,	   on	   grounds	   that	   SUBTEL	   considers	   these	   bundles	   a	   violation	   of	  network	  neutrality.	  	  As	  is	  well	  known,	  these	  bundles	  are	  common	  in	  many	  countries.	  The	  offering	  is	  access	  to	  the	  cellular	  network	  including	  a	  small	  amount	  of	  data	  traffic	  and	  access	  to	   Facebook	   and	   maybe	   other	   online	   social	   media	   services.	   The	   access	   to	  Facebook	  may	  be	  without	  cost	  or	  at	  a	   limited	  cost,	  plus	  possibly	  a	  data	  cap.	  All	  data	  above	  this	  cap	  and	  the	  cap	  on	  the	  data	  contract	  come	  at	  a	  high	  price.	  This	  type	  of	  bundle	  is	  most	  often	  offered	  in	  prepaid	  services,	  which	  are	  most	  used	  by	  low-­‐income	  users.	  	  	  The	   theory	  behind	   SUBTEL’s	   interpretation	   is	   that	   these	  bundles	   are	  meant	   to	  entice	  consumers	  to	  start	  using	  the	  mobile	  telephony	  service	  at	  a	  low	  price	  until	  they	  become	  dependent	  on	  it	  and	  then	  move	  on	  to	  higher	  levels	  of	  consumption.	  Further,	  the	  bundle	  causes	  the	  user	  to	  choose	  the	  service	  that	  falsely	  appeals	  to	  lowest	  prices	  in	  a	  loss-­‐leader	  type	  of	  offer,	  leads	  the	  users	  away	  from	  the	  whole	  Internet	  and	  only	  towards	  a	  small	  fraction	  of	  it	  (Facebook	  in	  this	  example)	  and	  is	  thus	   anticompetitive.	   This	   anticompetitive	   behavior	   triggers	   the	   network	  neutrality	  violation	  interpretation.	  	  	  The	  reactions	   to	   the	  ruling	  have	  been	  –	  predictably	  –	  mixed.	  Some	  authors	  say	  that	  by	  this	  ruling	  the	  government	  of	  Chile	  is	  making	  access	  to	  the	  Internet	  more	  expensive	   and	   consequently	   “broadening	   the	   digital	   divide”21.	   Lyons	   explains	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
21 Daniel Lyons, “In Chile, net neutrality widens the digital divide”, TechPolicyDaily, June 2, 2014, 
http://www.techpolicydaily.com/communications/chile-net-neutrality-widens-digital-divide/, visited 
9.8.2014 
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some	   further	   possible	   harms	   of	   this	   rule,	   which	   in	   his	   view	   include	   deterring	  innovation,	  and	  cites	  it	  as	  an	  example	  of	  the	  harms	  to	  be	  caused	  by	  rigid	  ex	  ante	  regulation.	   His	   studies	   are	   presented	   in	  more	   detail	   in	   “Innovations	   in	  Mobile	  Broadband	  Pricing”22.	  	  	  Also	   note	   that	   there	   is	   precedent	   for	   this	   case	   in	  MetroPCS	   (see	   the	   paper	   by	  Lyons	  cited	  in	  the	  previous	  paragraph.)	  	  
	  	  	  	  	  C.	  Venezuela	  –	  network	  neutrality,	  filtering,	  or	  operational	  incidents?	  	  Network	  traffic	  in	  Venezuela	  is	  reported	  to	  have	  a	  very	  wide	  variation	  over	  time	  for	  any	  given	  place	  and	  user.	  This	  is	  partly	  attributed	  to	  electrical	  power	  outages	  and	  brownouts,	  lack	  of	  investment	  in	  the	  networks,	  and	  other	  reasons.	  There	  is	  also	  some	  suspicion	  of	  politically-­‐motivated	  blocking	  and	  filtering.	  	  During	   the	   particularly	   violent	   period	   of	   political	   protest	   at	   the	   beginning	   of	  2014,	   there	   were	   reports	   from	   Venezuela	   with	   significant	   bandwidth	   losses,	  differential	   per	   provider,	   and	   the	   outright	   blocking	   of	   websites	   informing	   the	  exchange	   rates	   for	   foreign	   currency	  both	   in	   the	   legal	   and	   in	   reputedly	   existing	  parallel	   markets	   (with	   a	   large	   difference	   between	   both.)	   The	   government	  officially	   acknowledged	   and	   justified	   this	   blocking	   by	   accusing	   the	   sites	   of	  purposely	   intending	   to	   damage	   the	   economy	   and	   taking	   sides	   with	   radical	  opposition	  to	  destabilize	  the	  country.	  	  	  Some	   authors	   in	   Venezuela	   are	   exploring	   whether	   these	   instances	   of	   traffic	  management	   by	   the	   government’s	   own	   ISP,	   CANTV,	   which	   has	   a	   dominant	  position	   in	   the	   country	   and	   is	   exempt	   from	  market	   rules	   by	   its	   governmental	  character,	  signal	  violations	  to	  network	  neutrality	  principles.	  Since	  there	  is	  no	  ex	  
ante	  regulation	  or	  legislation	  for	  network	  neutrality	  in	  Venezuela,	  there	  is	  hardly	  any	  violation	  of	  existing	  law	  and	  violations	  of	  principles	  will	  be	  much	  harder	  to	  detect	  and	  confirm.	  On	  the	  other	  hand,	  given	  the	  strong	  asymmetry	  between	  the	  government	   and	   other	   Internet	   stakeholders,	   it	   is	   to	   be	   feared	   that	   a	   network	  neutrality	  ruling	  will	  actually	  be	  detrimental	  to	  the	  principle	  by	  allowing	  CANTV	  much	   leeway	   and	   defining	   rules	   in	   ways	   that	   allow	   for	   easy	   interpretation	   of	  violations	  by	  independent	  ISPs.	  	  	  	  
D. International	  lobbying	  and	  counterlobbying	  patterns	  and	  arguments	  –	  fingerprints	  	  Over	  the	  latest	  few	  years	  the	  debates	  about	  network	  neutrality	  have	  expanded	  in	  many	  countries	  and	  regions,	  and	  patterns	  are	  beginning	  to	  emerge.	  In	   the	   United	   States	   network	   neutrality	   debates	   usually	   follow	   the	   position	   of	  Prof.	   Tim	   Wu	   or	   take	   a	   view	   opposite	   to	   his.	   The	   side	   that	   favors	   network	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
22 Daniel Lyons, “Innovations in Mobile Broadband Pricing”, Working Paper 14-08, March 2014, 
Mercatus Center, George Mason University, 
http://mercatus.org/sites/default/files/Lyons_BroadbandPricing_v1.pdf, visited 9.8.2014 
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neutrality	  mandates	   invokes	   common	  carriage,	   the	  power	  of	   carriers	   and	   ISPs,	  freedom	   of	   information,	   of	   speech	   following	   First	   Amendment	   lines,	   and	   to	   a	  lesser	  extent	  freedom	  of	  assembly.	  The	  basic	  premise	  is	  that	  most	  Internet	  access	  arrives	   at	   home	   via	   telcos’	   copper	   cable	   or	   optical	   fiber,	   and	   through	   cable-­‐television	   companies;	   a	   separate	   discussion	   focusses	   on	   wireless	   where	  provisioning	  is	  understood	  to	  be	  a	  scarce	  resource.	  	  In	   Europe	   the	   debate	   focusses	  more	   on	   the	   power	   of	   telcos	   and	   ISPs	   to	   block	  applications	  such	  as	  Skype,	  which	   impinge	  on	   their	   revenue	  stream.	  Further,	   it	  teeters	   on	   a	   balance	   between	   the	   needs	   of	   economies	   of	   scale	   for	   the	   Internet	  economy	   (concomitantly	   then	   also	   the	   unified	   Continental	   telecommunications	  market)	   and	   a	   stronger	   regulatory,	   rights-­‐based	   hand.	   While	   Executive	   and	  Legislative	   bodies	   tend	   to	   search	   for	   more	   regulation,	   paradoxically	   most	  regulators	  and	  their	  collective,	  BEREC,	  tend	  to	  favor	  a	  lighter	  hand	  with	  a	  wait-­‐and-­‐see	  approach.	  The	  risk	  for	  the	  regulators	  is	  to	  be	  late	  with	  ex-­‐post	  regulation	  in	  a	  region	  where	  the	  rule	  of	  law	  is	  premised	  mostly	  as	  ex-­‐ante.	  	  The	   opponents	   of	   mandated	   network	   neutrality	   tend	   to	   invoke	   light-­‐touch	  government	  or	  frank	  deregulation,	  the	  “invisible	  hand”	  of	  markets,	  the	  need	  for	  investment	   and	   attractive	   returns	   on	   it,	   the	   perceived	   unfairness	   that	   the	  infrastructure	  providers	  do	  not	  make	  quick	  profits	  while	  the	  businesses	  that	  run	  exploiting	   the	   infrastructure	   do,	   and	   the	   freedom	   to	   innovate.	   Hands-­‐off	  government	  is	  invoked	  more	  often	  in	  the	  United	  States,	  government	  intervention	  to	  protect	  infrastructure	  investment	  is	  more	  often	  invoked	  in	  Europe.	  	  Innovation	   is	   paradoxically	   a	   banner	   for	   both	   sides.	   Proponents	   of	   mandated	  network	   neutrality	   invoke	   permissionless	   or	   permission-­‐free	   innovation	   as	   a	  result	  of	  network	  neutrality;	  opponents	  invoke	  permissionless	  innovation	  as	  the	  result	  of	  the	  government’s	  non-­‐intervention	  to	  regulate	  the	  network	  at	  all.	  Both	  sides	   have	   Internet-­‐specific	   examples;	   pro-­‐network	   neutrality	   activists	   have	  companies	  large	  and	  small	  on	  their	  side,	  from	  Google	  and	  eBay	  to	  Etsy;	  the	  anti-­‐mandate	   speakers	   say	   Skype	   wouldn’t	   have	   been	   possible	   if	   not	   for	   the	  deregulation	  of	  broadband	  as	  common	  carriage	  (Skype	  is	  in	  both	  sides’	  banners,	  but,	  now	  owned	  by	  Microsoft,	  we	  will	  never	  know	  what	  the	  original	  Skype	  says.)	  These	   patterns	   translate	   into	   other	   countries,	   with	   copies	   of	   each	   side	  everywhere	  network	  neutrality	  is	  discussed.	  	  	  This	   we	   already	   have	   seen	   for	   a	   decade	   or	   two	   in	   CLEC-­‐ILEC	   relations	   in	   the	  telecommunications	  market.	  ILEC	  or	  incumbent	  local	  exchange	  carriers	  are	  in	  a	  constant	   fight	   with	   Competitive	   local	   exchange	   carriers	   before	   the	  telecommunications	   regulators	   in	   most	   markets.	   In	   Latin	   America	   notoriously	  the	   row	   takes	   place	  mostly	   between	   the	   local	   instantiations	   of	   America	   Movil	  (property	   of	   the	   well-­‐known	   Mexican	   entrepreneur	   Carlos	   Slim)	   and	   those	   of	  Telefonica	   (a	   careful	   study	  by	   Judith	  Mariscal	   and	  Hernan	  Galperin	   has	   shown	  that	   these	   two	   companies,	   considered	   at	   Continental	   level	   in	   Latin	   America,	  configure	  a	  duopoly.)	  The	  CLEC-­‐ILEC	  dynamic	  is	  such	  that	  the	  arguments	  are	  the	  same	   for	   the	  CLEC	  whether	   it	   be	  America	  Movil	   or	  Telefonica	   in	   each	   country;	  local	   variations	   due	   to	   the	   specifics	   of	   the	   law	   and	   the	   market	   are	   less	  determining	  of	  the	  discourse.)	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  However,	  for	  network	  neutrality	  the	  analyst	  has	  to	  exert	  care.	  The	  arguments	  for	  or	   against	   mandated	   network	   neutrality	   are	   rarely	   fully	   adapted	   to	   the	   local	  situation.	  Commercial	  actors	  (mostly	  telco/ISPs	  as	  the	  OSC’s	  and	  OTT’s	  have	  less	  presence	  and	  influence	  locally)	  get	  the	  ear	  and	  sometimes	  the	  pen	  of	  legislators.	  The	  patterns	  described	  have	  to	  be	  deconstructed	  into	  a	  finer-­‐grained	  filigree	  in	  order	   for	   other	   stakeholders	   to	   be	   able	   to	   act	   successfully	   towards	   their	  purposes.	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Net	  Neutrality	  in	  Australia:	  an	  emerging	  
debate	  
by	  Angela	  Daly	  
	  
I.	  Introduction	  
Australia	  has	  been	  somewhat	  late	  to	  the	  debate	  on	  net	  neutrality:	  it	   is	  only	  just	  emerging	  now	  as	  a	  major	   issue	   in	  public	  discourse,23	  and	  there	  are	  no	  plans	  to	  introduce	   any	   kind	   of	   further	   legislation	   or	   regulation	   beyond	   the	   existing	  regimes.	  This	  contribution	  will	  analyse	   the	  status	  of	  net	  neutrality	   in	  Australia,	  looking	  at	  this	  incipient	  debate,	  the	  current	  law	  and	  regulation	  which	  may	  affect	  ISPs’	  conduct,	  and	  directions	  for	  reform	  if	  the	  status	  quo	  does	  not	  go	  far	  enough	  to	  advance	  Internet	  users’	  interests.	  
 
II.	  Net	  Neutrality	  and	  the	  Internet	  in	  Australia	  
1.	  Net	  Neutrality	  explained	  
 Net	  neutrality,	  although	  a	  contested	  term,	  can	  be	  said	  to	  be	  a	  principle	  proposed	  for	  user	  access	  to	  the	  Internet,	  which	  would	  prevent	  Internet	  Service	  Providers	  (ISPs)	  from	  discriminating	  between	  different	  kinds	  of	  Internet	  traffic	  (regardless	  of	   the	  amount	  of	  bandwidth	   the	   traffic	   takes	  up),	   and	   from	  restricting	   content,	  sites	  or	  platforms	  (at	  least	  those	  which	  are	  legal).	  Such	  ‘non-­‐net	  neutral’	  conduct	  might	   include	   blocking	   entirely	   certain	   Internet	   traffic	   from	   being	   sent	   or	  received	   by	   end-­‐users,	   speeding	   up	   certain	   traffic	   when	   it	   is	   passing	   over	   the	  network	  and/or	  slowing	  down	  other	  types	  of	  traffic.	  Increasingly	  other	  forms	  of	  conduct	  are	  being	  considered	  as	  violations	  of	  the	  net	  neutrality	  principle,	  such	  as	  the	   deployment	   of	   content	   delivery	   networks	   by	   large	   content	   providers	   to	  deliver	  their	  data	  more	  quickly	  to	  end-­‐users,	  and	  users	  being	  offered	  ‘unmetered’	  or	  free	  access	  to	  a	  certain	  site	  or	  provider’s	  content	  but	  not	  for	  sites	  or	  content	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
23 Turner, A 2014, ‘Net neutrality – a debate we can’t afford to ignore’, Sydney Morning Herald, 26 
February 2014, viewed 3 August 2014 http://www.smh.com.au/digital-life/computers/blog/gadgets-on-
the-go/net-neutrality--a-debate-we-cant-afford-to-ignore-20140226-33hco.html 
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from	  other	  sources,	  such	  as	  the	  Facebook	  Zero	  service	  in	  operation	  in	  mainly	  low	  and	  middle	  income	  countries.	  	  The	   Internet	   was	   not	   originally	   set	   up	   like	   this.	   The	   design	   principle	  underpinning	  the	  Internet	  was	  ‘end-­‐to-­‐end	  connectivity’	  which	  ensured	  that	  the	  network	  did	  not	  traditionally	  interfering	  with	  the	  packets	  of	  information	  passing	  through	   it	   (regardless	   of	   what	   this	   information	   actually	   was).	   In	   this	   way	   all	  information	   sent	   was	   ‘equal’.	   This	   is	   described	   as	   being	   a	   position	   of	   ‘net	  neutrality’	  which	  was	   the	   ‘default’	   for	   the	   Internet	  prior	   to	   the	  development	  of	  deep	   packet	   inspection	   (DPI)	  which	   facilitated	   the	   real-­‐time	  monitoring	   of	   the	  content	  of	  packets,	  and	  content	  delivery	  networks	  which	  permit	  players	  such	  as	  large	   content	   providers	   to	   bypass	   the	   once-­‐hierarchical	   Internet	   backbone	  networks	  when	  sending	  their	  content	  to	  end-­‐users,	  which	  can	  entail	  that	  content	  reaching	  users	  more	  quickly	  and	  more	  completely.	  	  The	  debate	  around	  net	  neutrality	  has	  been	  triggered	  by	  these	  technological	  and	  commercial	   developments,	   and	   essentially	   involves	   the	   issue	   of	   the	   extent	   to	  which	   ISPs	   can	   manage	   their	   own	   networks	   and	   what	   information	   their	  customers	   send	   and	   receive	   and	   at	  what	   speed	   or	   priority	   this	   content	   is	   sent	  and	  received.	  	  	  
2.	  The	  Internet	  in	  Australia	  
  The	   Internet	   in	   Australia	   is	   provided	   in	   various	   ways	   by	   various	   players.	  Historically,	  Australia	  has	  followed	  a	  similar	  path	  to	  European	  countries	  in	  terms	  of	   its	   privatisation	   of	   former	   state-­‐owned	   telecoms	  monopoly	   Telstra,	   and	   the	  liberalisation	   of	   telecoms	   markets.	   Despite	   the	   introduction	   of	   competition,	  Telstra	  is	  still	  Australia’s	  largest	  telecoms	  and	  media	  company.	  Among	  its	  many	  services,	  it	  owns	  the	  fixed	  line	  telecoms	  infrastructure	  (which	  is	  subject	  to	  local	  loop	   unbundling	   and	   infrastructure	   access	   by	   competitors),	   it	   provides	   retail	  fixed	   line	   services,	   it	   operates	   Australia’s	   largest	  mobile	   telecoms	   network	   (in	  terms	  of	  both	  subscriptions	  and	  geographical	  coverage),24	  it	  provides	  wholesale	  and	   retail	   Internet	   services	   (via	   a	   variety	   of	  means,	   including	   fixed	   line,	   cable,	  satellite	   and	   mobile	   broadband),	   owns	   undersea	   cables	   linking	   Australia’s	  communications	   with	   the	   rest	   of	   the	   world.	   Telstra	   also	   has	   a	   50%	   share	   of	  Foxtel	  (the	  other	  50%	  is	  owned	  by	  Rupert	  Murdoch’s	  News	  Corporation)	  a	  pay	  TV	  service	  provided	  over	  cable,	  satellite	  and	  IPTV	  which	  has	  the	  exclusive	  rights	  to	   much	   attractive	   premium	   content	   in	   Australia,	   such	   as	   live	   broadcasts	   of	  Australian	   Rules	   Football	   and	   National	   Rugby	   League	   sports	   matches,	   major	  films	  and	  hit	  TV	  series	  such	  as	  the	  currently	  popular	  Game	  of	  Thrones.	  	  	  	  Telstra’s	  rival	  Optus,	  which	  is	  Australia’s	  second	  largest	  telecoms	  company	  and	  emerged	   into	   the	   marketplace	   in	   the	   early	   1990s,	   has	   its	   own	   network	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
24 Australia has a large proportion of its population concentrates in a few key, urban areas with large 
amount of the country sparsely populated. 
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infrastructure	   and	   so	   does	   not	   have	   to	   deal	   with	   Telstra	   to	   provide	   services.	  Optus	  provides	  Internet	  including	  via	  cable,	  fixed	  line	  and	  mobile	  services.	  	  Despite	  the	  high	  level	  of	  vertical	  integration	  comprised	  by	  Telstra,	  The	  situation	  in	  Australia	  overall	   is	  certainly	  more	  encouraging	  than	  in	  the	  US,	  with	   its	  more	  concentrated	   telecoms	  markets,	   and	   is	  more	   in	   line	  with	   the	  EU	  experience,	   in	  terms	   of	   encouraging	   retail	   competition	   via	   local	   loop	   unbundling	   allowing	  access	  to	  the	  incumbent’s	  infrastructure.	  For	  instance,	  in	  June	  2013,	  there	  were	  419	   ISPs	   operating	   in	   Australia,	   nine	   of	   which	   had	   more	   than	   100,000	  subscribers.25	  1.2	  million	  people	  were	  estimated	  to	  have	  changed	  their	  home	  ISP	  in	  the	  preceding	  12	  months.26	  	  However,	   Australia	   has	   a	   highly	   concentrated	   media	   landscape,	   particularly	  around	   Rupert	   Murdoch	   and	   his	   holdings,	   which	   dominate	   newspaper	  ownership	  and	  newspaper	  sales	  as	  well	  as	  having	  the	  aforementioned	  50%	  share	  of	  Foxtel.27	  	  	  The	  Internet	   in	  Australia	  has	  been	  mostly	  provided	  using	  a	   ‘volumetric’	  pricing	  model,	   by	   which	   end-­‐users	   pay	   ISPs	   for	   Internet	   access	   at	   a	   pre-­‐determined	  speed	   and	   have	   a	   maximum	   download	   quota.	   If	   this	   quota	   is	   exceeded	   their	  either	  the	  user’s	  speed	  is	  slowed	  down	  or	  the	  user	  faces	  additional	  charges	  on	  a	  per	  MB	  basis.	  While	  there	  is	  an	  argument	  that	  ISPs	  do	  not	  have	  an	  incentive	  to	  engage	   in	  non-­‐net	  neutral	  conduct	  since	   the	  more	  the	  end-­‐users	  consumer,	   the	  more	  they	  must	  pay	  the	  ISP,	  Marsden	  has	  argued	  that	  all	  ISPs	  have	  an	  incentive	  to	  engage	  in	  traffic	  shaping	  i.e.	  blocking	  and	  throttling	  content,	  and	  particularly	  non-­‐affiliated	  content	  i.e.	  not	  from	  a	  subsidiary	  content	  provider.28 
 
 
3.	  The	  National	  Broadband	  Network	  
 One	  of	  the	  major	  topics	  in	  Australian	  Internet	  matters	  in	  the	  last	  decade	  has	  been	  the	  National	  Broadband	  Network	  (NBN),	  which	  started	  life	  as	  an	  election	  pledge	  by	  the	  opposition	  Labor	  party	  at	  the	  2007	  federal	  election	  to	  build	  a	  super-­‐fast	  national	  broadband	  network	  if	  elected,	  which	  indeed	  happened.	  After	  an	  initially	  unsuccessful	   request	   for	   proposals	   (RFPs),	   in	   2009,	   the	   then-­‐Government	  announced	   it	   would	   bypass	   the	   existing	   copper	   network	   and	   construct	   a	   new	  national	  network	  encompassing	  mainly	  fibre	  to	  the	  premises	  (FTTP)	  technology,	  along	  with	  some	  fixed	  wireless	  and	  satellite	  uses,	  and	  set	  up	  government-­‐owned	  company	  NBN	  Co	  in	  2009	  with	  the	  task	  of	  designing,	  building	  and	  operating	  the	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
25 Australian Communications and Media Authority (ACMA) 2013, Communications report 2012-
2013, < http://www.acma.gov.au/theACMA/Library/Corporate-library/Corporate-
publications/communications-report-2012-13>, at p. 25 
26 Ibid, at p. 31 
27 Dwyer, T 2014, ‘Press Freedom Discourses After Leveson: Ethics, Elections and Media 
Concentration in Australia’, The Political Economy of Communication, Vol 2, No 1; Noam, E et al 
2011, International Media Concentration Research Project, Columbia Institute of Tele-Information.  
28 Marsden, C (2007), ‘Net Neutrality and Consumer Access to Content’, SCRIPTed, Vol. 4, No. 4, pp. 
407-435 
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NBN.	  In	  2010,	  NBN	  Co	  reached	  agreements	  with	  Telstra	  and	  Optus	  regarding	  the	  migration	   of	   their	   customers	   from	   their	   legacy	   infrastructures	   once	   FTTP	   had	  been	  installed	  for	  those	  customers,	  and	  in	  the	  case	  of	  Telstra	  the	  efficient	  re-­‐use	  of	  Telstra's	  existing	  infrastructure.	  	  The	   NBN	   itself	   is	   a	   publicly-­‐owned	   wholesale-­‐only	   network	   which	   offers	   its	  services	  on	  an	  open,	  equivalent	  access	  basis	  to	  wholesale	  and	  retail	  carriers	  and	  service	  providers.	  As	  of	   June	  2013,	   70,100	  premises	   in	  Australia	  had	   activated	  NBN	  services	  compared	  to	  13,536	  premises	  at	  June	  2012.29	  	  	  Nevertheless,	  the	  2013	  federal	  election	  and	  change	  of	  government	  to	  the	  Liberal-­‐National	   Coalition	   has	   raised	   uncertainty	   in	   the	   project’s	   future.	   The	   Coalition	  government	  has	  advocated	  a	  reduced	  speed	  Fibre	  to	  the	  Node	  (FTTN)	  model	  for	  the	   remaining	  NBN	  rollout	   and	  at	   the	   time	  of	  writing	   the	  basis	   for	   future	  NBN	  rollout	   remains	   unclear.	   Furthermore,	   the	   Coalition	   government	   has	   also	  expressed	   its	   desire	   to	   remove	   the	   NBN’s	   monopoly	   over	   the	   supply	   of	   fixed	  broadband	   infrastructure	   to	   the	   access	   network,	  which	   has	   been	   criticised	   for	  removing	  the	  cross-­‐subsidising	  that	  would	  occur	  in	  practice	  to	  ensure	  rollout	  to	  the	  ‘poorest	  and	  the	  least	  densely	  populated	  areas	  of	  Australia’.30	  	  
III.	  Current	  regulatory	  framework	  
At	   the	   time	   of	   writing,	   there	   is	   no	   specific	   ex	   ante	   regulation	   to	   address	   net	  neutrality	   concerns	   in	   Australia,	   and	   instead	   the	   general	   competition	   regime	  administered	  by	  the	  Australian	  Competition	  and	  Consumer	  Commission	  (ACCC),	  and	  some	  sector-­‐specific	  telecoms	  regulation	  are	  the	  only	  tools	  available.	  	  The	   general	   competition	   regime	   in	   Australia	   is	   found	   principally	   in	   the	  
Competition	  and	  Consumer	  Act	  2010	  (Cth)	  (‘CCA’)	  and	  is	  similar	  to	  that	  of	  many	  other	  developed	   jurisdictions	   such	   as	   the	  EU.	  The	  main	   elements	  of	  Australian	  competition	  law	  are	  a	  prohibition	  on	  collusive	  conduct	  (section	  45),	  the	  misuse	  of	   market	   power	   i.e.	   abuse	   of	   a	   dominant	   position	   (section	   46)	   and	   exclusive	  dealing	  (section	  47).	  	  There	  are	  also	  specific	  provisions	  relating	  to	  the	  telecoms	  industry	  contained	  in	  Parts	  XIB	  and	  XIC	  of	  the	  CCA	  providing	  the	  ACCC	  with	  additional	  powers	  which	  address	   anticompetitive	   conduct	   by	   telecoms	   companies	   (including	  anticompetitive	  conduct	  related	  to	  content	  being	  delivered)	  and	  network	  access	  regulation	  respectively.	  
 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
29 ACMA, supra note 3, at p. 31 
30 Gerrand, P 2014, ‘The new NBN policy’s Achilles heel’, Australian Journal of Telecommunications 
and the Digital Economy, Vol 2, No 1. 
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In addition, there is a specific regulatory scheme which governs the NBN in the form 
of a Special Access Undertaking which was finalised in late 2013.31 This Undertaking 
provides the terms and conditions under which the NBN will operate, including an 
open access principle and regulated wholesale prices. 
 
IV.	  The	  net	  neutrality	  debate	  Down	  Under	  
Developments	   in	   the	   EU	   and	   (more	   notably)	   the	   US	   have	   tended	   to	   influence	  debate	  on	  a	  number	  of	   aspects	  of	   life	   in	  Australia,	  with	   Internet	  matters	  being	  among	  them.	  2014	  so	  far	  has	  been	  a	  major	  year	  for	  net	  neutrality	  in	  these	  other	  locations.	  Net	  neutrality	  ex	  ante	  regulation	  has	  been	  proposed	  in	  the	  EU,	  and	  is	  currently	  being	  considered	  by	   the	  Council	  of	   the	  European	  Union.	  A	  US	   federal	  court	  of	  appeal	  struck	  down	  the	  Federal	  Communications	  Commission’s	  previous	  net	  neutrality	  rules,32	  with	  the	  FCC	  proposing	  new	  rules	  in	  response,	  which	  are	  currently	   under	   public	   consultation.33	   These	   developments,	   in	   particular	   the	  FCC’s	  net	  neutrality	  trajectory,	  have	  been	  reported	  in	  the	  Australian	  media,	  with	  technology	  journalists	  beginning	  to	  question	  the	  effect	  of	  any	  such	  regulation	  on	  the	  Australian	  Internet,	  and	  assessing	  what	  the	  current	  situation	  is	  here	  as	  well.	  While,	   as	   already	  mentioned,	   there	   is	   no	   net	   neutrality	   regulation	   in	   place	   or	  proposed	  in	  Australia,	  it	  is	  a	  topic	  which	  has	  been	  raised	  over	  the	  last	  few	  years	  by	  different	  stakeholders	  and	  often	   in	   the	  context	  of	  government	  consultations	  around	  the	  NBN,	  as	  the	  following	  sections	  will	  show.	  
 
1.	  2009	  NBN	  Consultations	  	  The	  initial	  flickering	  of	  net	  neutrality	  discussion	  in	  Australia	  can	  be	  traced	  back	  to	   2009,	   and	   in	   particular	   the	   Australian	   Government’s	   National	   Broadband	  
Network:	  Regulatory	  Reform	  for	  21st	  Century	  Broadband	  Discussion	  Paper	  which	  was	   published	   in	   April	   of	   that	   year.34	   Although	   the	   consultation	   itself	   did	   not	  mention	  ‘net	  neutrality’	  or	  ‘network	  neutrality’,	  various	  stakeholder	  responses	  to	  the	  paper	  did.	   Industry	   stakeholder	  ninemsn	   (a	  major	  Australian	  online	  media	  company	  50%	  owned	  by	  Microsoft)	   in	   its	   submission	  noted	   the	  absence	  of	  net	  neutrality	   from	   the	   consultation	   and	   ‘encourage[d]	   the	   Government	   to	   consult	  with	  all	  relevant	  stakeholders	  prior	  to	  the	  introduction	  of	  the	  NBN	  on	  the	  need	  to	  preserve	   the	   principle	   of	   net	   neutrality	   in	   any	   legislative	   reform	   agenda’.35	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
31 Australian Competition and Consumer Commission 2013, ACCC final decision on the SAU lodged 
by NBN Co on 19 November 2013, < https://www.accc.gov.au/regulated-
infrastructure/communications/national-broadband-network/nbn-co-special-access-undertaking-
2013/final-decision> 
32 Verizon v Federal Communications Commission 740 F.3d 623 (D.C. Cir 2014); 11-1355 (2014). 
33 Federal Communications Commission press release 2014, ‘FCC Launches Broad Rulemaking to 
Protect and Promote the Open Internet’, 15 May 2014. 
34 Australian Government Department of Broadband, Communications and the Digital Economy 2009, 
National Broadband Network: Regulatory Reform for 21st Century Broadband Discussion Paper. 
35 ninemsn 2009, Letter to the Assistant Secretary, Networks Competition Branch, Department of 
Broadband, Communications and the Digital Economy, dated 4 June 2009 
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ninemsn	  also	  proposed	  three	  net	  neutrality	  rules	  that	  it	  advocated	  be	  established	  before	  the	  NBN	  was	  set	  up,	  encompassing:	  (1)	  the	  prohibition	  of	  interference	  by	  ISPs	  with	  users’	  ability	  to	  access,	  use	  or	  offer	  content,	  applications	  and	  services	  over	  the	  Internet;	  (2)	  the	  obligation	  of	  ISPs	  to	  operate	  their	  networks	  in	  a	  non-­‐discriminatory	   fashion;	   and	   (3)	   the	   prevention	   of	   the	   prioritisation	   of	   selected	  content,	  applications	  or	  services.	  	  Ninemsn	   was	   not	   alone	   in	   supporting	   a	   regulatory	   approach	   which	   would	  encompass	   binding	   net	   neutrality	   rules.	   Indeed,	   other	   industry	   stakeholders	  comprising	   major	   content	   players	   in	   the	   form	   of	   Free	   TV	   Australia,	   Seven	  Network,	  Google	  Australia	  and	  PBL	  Media	  also	  made	  submissions	  to	  the	  review	  along	  similar	  lines	  to	  ninemsn’s,	  supporting	  net	  neutrality	  regulation.36	  	  This	   can	   be	   contrasted,	   perhaps	   unsurprisingly,	   with	   the	   views	   of	   Australian	  telecommunications	  providers,	  which	  were	  dismissive	   of	   idea	   of	   net	   neutrality	  regulation.	  They	  disregarded	  the	  whole	  debate	  as	  around	  an	  ‘American	  problem’	  which	  did	  not	  exist	  in	  Australia,	  since	  here	  a	  ‘user	  pays’	  model	  has	  been	  adopted	  due	   to	   the	   geographical	   asymmetry	   in	   Internet	   traffic,	   with	   Australian	   users	  wanting	  to	  access	  more	  traffic	  from	  overseas	  than	  originating	  domestically.37	  	  The	   little	  academic	  commentary	   that	   there	   is	  on	  net	  neutrality	   in	  Australia	  has	  generally	  accorded	  with	  the	  telecommunications	  industry’s	  view,	  that	  there	  is	  no	  problem	  here	  that	  needs	  addressing.	  For	  Endres,	  Australian	  markets	  for	  Internet	  access	   are	   competitive	   (unlike	   the	   case	   in	   the	   US),	   and	   competition	   law	   can	  operate	  residually	  to	  address	  any	  problems	  that	  do	  arise.38	  Manwarning	  did	  not	  see	  any	  evidence	  that	  non-­‐net	  neutral	  conduct	  by	  ISPs	  would	  be	  detrimental	  to	  the	  Australian	  market,	  and,	  again,	  competition	  law	  could	  deal	  with	  any	  problems	  that	  did	  occur.39	  Endres	  does	  concede	  however	  that	  greater	  transparency	  around	  ISPs’	   traffic	   management	   practices	   might	   be	   desirable,	   as	   well	   as	   more	  information	   on	   any	   commercial	   agreements	   which	   would	   affect	   the	   speed	   of	  Internet	   traffic	   including	   arrangements	   within	   vertically	   integrated	   players	  which	  resulted	  in	  the	  prioritisation	  of	  subsidiary	  content.	  	  One	   dissenting	   academic	   stakeholder	   has	   been	   Johnson,	   who	   argued	   that	  broadband	   services	   in	   Australia	   including	   the	   NBN	   ought	   to	   operate	   on	   the	  principles	   of	   net	   neutrality	   for	   the	   Australian	   Internet	   to	   flourish,	   noting	  conditions	   such	   as	   the	   vertical	   integration	   between	   network	   and	   content	  providers	   in	  Australia,	  as	  well	  as	  warning	  of	  the	  increased	  barriers	  to	  entry	  for	  start-­‐ups	   raised	   by	   a	   situation	   of	   non-­‐neutrality,	  with	   the	   potential	   to	   dampen	  innovation.40	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
36 Manwaring, K 2010, ‘Net Neutrality: Issues for Australia’, Computer Law & Security Review, 26, 
pp.630-639, at p. 635. 
37 Winterford, B and Hill, J 2008, ‘Net neutrality is an ‘American problem’’, ZDNet, 24 September, 
viewed 3 August 2014, <http://www.zdnet.com/net-neutrality-is-an-american-problem-1339292161/> 
38 Endres, J 2009, ‘Net Neutrality – How Relevant is it to Australia?’, Telecommunications Journal of 
Australia, Vol 59 No 2, pp. 22.1-22.10. 
39Manwaring, supra note 13, at pp. 635-636. 
40 Johnson, K 2009, ‘The Importance of Net Neutrality to the Digital Economy’, Telecommunications 
Journal of Australia, Vol. 59, No. 2, pp. 19.1-19.16. 
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  Interestingly,	   Johnson	  also	  broke	  out	  of	   the	  orthodox	  competition	  paradigm	  by	  raising	  the	  issue	  of	  what	  situation	  would	  be	  valuable	  for	  Australian	  society	  as	  a	  whole,	   rather	   than	   just	  what	  would	  be	   advantageous	   for	   ISPs,	   and	  questioning	  the	  wisdom	  in	  large	  corporate	  interests	  controlling	  end-­‐users’	  access	  to	  Internet	  content	  as	  well	  as	  that	  content	  itself	  –	  with	  Telstra	  and	  its	  Foxtel	  interest	  being	  a	  case	  in	  point	  -­‐	  which	  in	  extreme	  cases	  could	  result	  in	  end-­‐users’	  access	  to	  certain	  content	  being	  blocked	  for	  ideological	  as	  well	  as	  economic	  reasons.	  	  	  In	   2010	   the	   Australian	   government	   published	   a	   follow-­‐up	   report,	   National	  
Broadband	   Network	   Implementation	   Study.41	   This	   time	   ‘net	   neutrality’	   was	  mentioned	   explicitly	   on	   two	   occasions	   The	   first	   was	   in	   a	   short	   comment	  acknowledging	   it	   as	   an	   ‘emerging’	   issue,	   while	   concluding	   that	   there	   was	   ‘no	  consensus	   on	   how	   the	   global	   network	   should,	   or	   will,	   evolve’.42	   The	   second	  mention	   seemed	   to	   define	   net	   neutrality	   as	   ‘content	   non-­‐discrimination’	   and	  recognised	  it	  as	  a	  regulatory	  issue	  ‘beyond	  the	  NBN…	  [which]	  will	  also	  strongly	  influence	   the	   sustainability	   of	   competition	   in	   the	   content	   and	   application	  markets’,	   along	   with	   local	   content	   laws,	   media	   ownership	   restrictions	   and	  broadcast	  licensing.43	  	  Some	   responses	   to	   this	   consultation	   also	   discussed	   net	   neutrality.	   The	  Communications	   Law	   Centre	   at	   University	   of	   Technology,	   Sydney,	   while	  continuing	  to	  view	  net	  neutrality	  through	  the	  competition	  prism,	  did	  assert	  that	  
ex	   ante	   ‘regulation	   is	   needed	   to	   protect	   the	   consumer	   interest’	   since	   ‘the	  competitive	   market	   may	   produce	   an	   outcome	   that	   may	   harm	   consumers’	  through	  the	  increased	  barriers	  to	  entry	  for	  potential	  competitors	  and	  consumer	  adoption	   caused	   by	   permitting	   ISPs	   to	   discriminate	   between	   Internet	   traffic.44	  This	  suggests	  that	  the	  Communications	  Law	  Centre	  did	  not	  view	  pre-­‐existing	  ex	  
post	   competition	   laws,	   or	   the	   contemporary	   levels	  of	   competition	  among	   retail	  ISPs,	  as	  sufficient	  to	  protect	  consumers	  in	  the	  face	  of	  ISPs’	  ability	  and	  incentives	  to	  discriminate	  between	  different	  kinds	  of	  Internet	  traffic.	  
 
 
2.	  2012	  Convergence	  Review	  	  Net	   neutrality	   made	   its	   next	   Australian	   outing	   in	   the	   then-­‐Government’s	  (ultimately	   ill-­‐fated)	   Convergence	   Review	   Final	   Report	   in	   2012.45	   The	  Convergence	  Review	  was	  an	  independent	  review	  established	  by	  the	  Government	  to	   examine	   the	   policy	   and	   regulatory	   frameworks	   that	   applied	   to	   media	   and	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
41 Australian Government Department of Broadband, Communications and the Digital Economy 2010, 
National Broadband Network implementation study. 
42 Ibid, at p. 423 
43 Ibid, at p. 430 
44 Communications Law Centre, UTS (2010) ‘Submission to the Department of Broadband, 
Communications and the Digital Economy in response to the National Broadband Network 
Implementation Study’. 
45 Australian Government Department of Broadband, Communications and the Digital Economy 2012, 
Convergence Review Final Report. 
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communications	   in	   Australia,	   particularly	   in	   light	   of	   the	   phenomenon	   of	  convergence.	   The	   Review’s	   Final	   Report,	   released	   in	   April	   2012,	   pointed	   to	  content-­‐related	   competition	   issues	   as	   being	   one	   area	   where	   new	   policy	   and	  regulation	   should	   be	   implemented,	   since	   the	   current	   powers	   were	   viewed	   as	  being	   ‘too	  narrow	  to	  address	  evolving	  content-­‐specific	   issues,	  such	  as	  exclusive	  rights	   arrangements	   and	   bundling,	   and	   network	   neutrality	   issues	   that	   inhibit	  competition’.46	   Again,	   the	   Review	   frames	   net	   neutrality	   in	   terms	   of	   a	   problem	  regarding	   limited	   competition	   and	   reduced	   innovation	   at	   the	   hands	   of	   ISPs,	  which	   the	   proposed	   content-­‐related	   competition	   regulation	   should,	   when	  implemented,	  address.	  	  However,	   the	   Convergence	   Review	   and	   the	   majority	   of	   its	   recommendations,	  including	   that	   for	  ex	  ante	  net	  neutrality	   regulation,	  were	  effectively	  abandoned	  with	   the	   change	   of	   government	   brought	   about	   by	   the	   2013	   federal	   election,	  which	  was	  not	  supportive	  of	  any	  further	  reform	  in	  this	  area.47	  
 
 
3.	  2014	  Competition	  Review	  	  Finally,	  net	  neutrality	  has	  reared	  its	  head	  again	  in	  submissions	  to	  the	  Australian	  Government’s	   Competition	   Policy	   Review	   Issues	   Paper.48	   This	   consultation	   is	  part	  of	   the	  Australian	  Government’s	   first	  comprehensive	  review	  of	  competition	  law	   and	   policy	   in	   more	   than	   20	   years	   with	   the	   aim	   of	   ‘build[ing]	   strong	  foundations	   for	   a	   more	   productive	   and	   competitive	   21st	   century	   Australian	  economy’.49	  While	  the	  Issues	  Paper	  (generic	   in	   its	  scope	  and	  not	  specific	   to	  the	  media,	   telecoms	   or	   Internet	   sectors)	   again	   did	   not	   mention	   net	   neutrality	  specifically,	  the	  Australian	  Communications	  Consumer	  Action	  Network	  (ACCAN)	  has	  made	  a	  submission	  to	  the	  inquiry	  highlighting	  what	  it	  views	  as	  net	  neutrality	  concerns	  in	  Australia	  that	  ought	  to	  be	  addressed.50	  ACCAN,	  a	  consumer	  interest	  group,	  raised	  particular	  concerns	  regarding	  the	  conduct	  of	  Telstra,	  and	  its	  access	  to	   exclusive	   rights	   over	   premium	   content.	   Telstra	   also	   has	   the	   exclusive	  broadcast	   rights	   to	  major	   Australian	   sporting	   events,	   namely	   Australian	   Rules	  Football	  League	  and	  National	  Rugby	  League	  matches,	  and	  has	  provided	  access	  to	  this	   content	   on	   an	   unmetered	   basis	   for	   Telstra	   customers,	   whereas	   the	  customers	   of	   rival	   mobile	   ISPs	   only	   have	   access	   on	   a	   metered	   basis,	   which	  ACCAN	   views	   as	   being	   of	   concern	   for	   net	   neutrality.	   Indeed,	   before	   2013,	   this	  content	  was	  not	  accessible	  via	  these	  competitors’	  mobile	  networks.	  This	  has	  also	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
46 Ibid, at p. 29 
47 Bodley, M 2013 ‘Convergence Review is unlikely to revive’, The Australian, 22 April, accessed 3 
August 2014,  http://www.theaustralian.com.au/archive/media/convergence-review-is-unlikely-to-
revive/story-fndfo21g-1226625364771 
48 Australian Government 2014, Competition Policy Review Issues Paper. 
49 The Hon Bruce Billson MP Minister for Small Business press release 2014, ‘Review of competition 
policy with The Hon Tony Abbott MP Prime Minister’, 4 December, accessed 3 August 2014, 
http://bfb.ministers.treasury.gov.au/media-release/014-2013/. 
50 Australian Communications Consumer Action Network 2014, Competition policy review: 
Submission by the Australian Communications Consumer Action Network to the Harper Review, 
accessed 3 August 2014,  http://competitionpolicyreview.gov.au/files/2014/06/ACCAN.pdf  
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been	   the	   case	   for	   Telstra	   subsidiary	   Foxtel’s	   video-­‐on-­‐demand	   content,	   which	  has	  been	  offered	  on	  an	  unmetered	  basis	  to	  Telstra	  home	  Internet	  customers.	  	  Indeed,	   the	   Pirate	   Party	   Australia,	   a	   political	   party	   which	   represents	   civil	  liberties	  and	  digital	  rights	  issues,	  has	  also	  raised	  concerns	  about	  Telstra’s	  activity	  which	   may	   not	   comply	   with	   net	   neutrality	   principles,	   in	   particular	   trials	   of	  throttling	   peer-­‐to-­‐peer	   Internet	   traffic	   ostensibly	   for	   reasons	   of	   addressing	  traffic	  congestion.51	  This	  practice	  prompted	  the	  ACCC	  to	  warn	  Telstra	  and	  other	  ISPs	   in	   2013	   that	   they	  may	   be	   subjected	   to	   investigation	   if	   they	  were	   slowing	  down	   filesharing	   services	   in	   order	   to	   favour	   their	   own	   video	   content	   reaching	  end-­‐users.52	  	  Nevertheless,	   other	   stakeholders	   such	   as	   Cisco	   have	   asserted	   that	   the	   current	  legislative	  and	  regulatory	  framework	  for	  competition	  in	  Australia	  is	  sufficient	  to	  deal	   with	   any	   problems	   that	   may	   arise,	   and	   that	   in	   any	   event,	   some	   network	  management	  is	  desirable	  in	  order	  to	  address	  ‘congestion’	  in	  the	  network.53	  	  	  
VI.	  Competition,	  public	  policy	  and	  digital	  rights	  
As	   can	   be	   seen	   from	   the	   above,	   the	   Australian	   net	   neutrality	   debate	   has	   been	  predominantly	   framed	   in	   terms	   of	   competition	   and	   consumer	   issues	  with	   less	  emphasis	  on	  net	  neutrality	  as	  a	  public	  policy	  choice,	  and	  the	  digital	  rights	  aspect	  of	  net	  neutrality	  barely	  being	  addressed.	  	  	  Australian	  competition	   law,	  enshrined	   in	   the	  CCA	  and	  enforced	  by	   the	  ACCC,	   is	  cited	   as	   a	   reason	   for	   not	   having	   ex	   ante	   net	   neutrality	   regulation	   in	   Australia.	  While	  it	  is	  true	  to	  say	  that	  at	  the	  retail	  level	  there	  is	  competition	  among	  ISPs	  at	  least	   in	   urban	   areas,	   two	   problems	   persist.	   Firstly,	   there	   is	   little	   to	   no	  information	   about	   whether	   and	   how	   ISPs	   are	   ‘managing’	   the	   traffic	   flowing	  through	  their	  networks.	  Similar	  rhetoric	  was	  at	  play	   in	  the	  EU,	  proclaiming	  the	  situation	  there	  more	  competitive	  than	   in	  the	  US	  and	  with	  the	  competition	   laws	  able	  to	  take	  care	  of	  any	  damaging	  non-­‐net	  neutral	  conduct.	  This	  view,	  especially	  from	   the	  European	  Commission,	   persisted	  until	   the	  publication	  by	   the	  Body	  of	  European	   Regulators	   for	   Electronic	   Communications	   (BEREC)	   of	   data	   which	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
51 Pirate Party Australia 2013a, Telstra’s Plan to Break Net Neutrality, 7 February, accessed 3 August 
2014, http://pirateparty.org.au/2013/02/07/telstras-plan-to-break-net-neutrality/; Pirate Party Australia 
2013b, Telstra throttling an unacceptable solution for network congestion, 11 September, accessed 3 
August 2014, http://pirateparty.org.au/2013/09/11/telstra-throttling-an-unacceptable-solution-for-
network-congestion/. 
52 Hutchinson, J 2014, ‘ACCC takes aim at internet slowdowns’, Australian Financial Review, 12 
February, accessed 3 August 2014, 
http://www.afr.com/p/technology/accc_takes_aim_at_internet_slowdowns_DNxYfamGg7IZdqO1IcZC
1L.  
53 Taylor, J 2014 ‘Australian competition watchdog will help net neutrality: Cisco’, ZDNet, 13 June, 
accessed 3 August 2014, http://www.zdnet.com/au/australian-competition-watchdog-will-help-net-
neutrality-cisco-7000030503/ 
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found	   that	   there	  was	  widespread	   interference	  with	  peer	   to	  peer	  networks	  and	  VoIP	  on	   fixed	  and	  mobile	  networks	   in	   the	  EU.54	  The	   author	   could	  not	   find	  any	  similar	  data	  for	  Australia,	  so	  perhaps	  if	  such	  information	  were	  available	  as	  well,	  the	   attitude	   to	   net	   neutrality	   as	   being	   adequately	   addressed	   by	   the	   ex	   post	  competition	  regime	  might	  change	  as	  well.	  	  Secondly,	   and	   related	   to	   the	   first	  point,	   there	   is	   still	   little	   transparency	  around	  these	   network	   practices	   in	   Australia,	   which	   deprives	   end-­‐users	   of	   the	  information	   that	   would	   be	   useful	   in	   permitting	   them	   to	   make	   an	   informed	  decision	   about	   different	   providers’	   offerings	   in	   the	   context	   of	   a	   competitive	  market.	  However,	  even	  if	  a	  user	  did	  become	  unhappy	  with	  her	  Internet	  service	  due	   to	   certain	   content	   or	   services	   being	   blocked	   or	   delayed,	   the	   fixed	   term	  contracts	   that	  are	  widespread	  here	  (of	  up	   to	  24	  months)	  may	  mean	  she	  would	  either	  have	  to	  pay	  a	  penalty	  fee	  to	  exit	  that	  contract	  before	  its	  end,	  or	  stay	  with	  the	   original	   provider	   even	   though	   she	   is	   unhappy	  with	   the	   service.	   Thus,	   end-­‐users	   experience	   a	   certain	   amount	   of	   lock-­‐in	   to	   the	   Internet	   services	   they	  purchase	  and	  cannot	  easily	  and/or	  cheaply	  switch	  provider	  if	  they	  are	  unhappy,	  impeding	  the	  mitigating	  operation	  of	  competition.	  	  	  Furthermore,	  as	  mentioned	  above,	  while	  the	  Australian	  Internet	  access	  markets	  may	  be	  competitive,	  Telstra	  still	  poses	  problems	  in	  terms	  of	  its	  highly	  vertically	  integrated	   character,	   and	   in	   particular	   its	   ownership	   of	   exclusive	   rights	   to	  attractive	  content.	  As	  can	  be	  seen	  from	  the	  previous	  section,	  the	  few	  practical	  net	  neutrality	   issues	   that	   have	   arisen	   in	   Australia	   seem	   to	   concern	   Telstra	   and	   its	  subsidiaries,	  such	  as	  impeding	  access	  to	  this	  content	  for	  non-­‐Telstra	  subscribers	  and	  possibly	  throttling	  peer	  to	  peer	  filesharing	  services	  in	  order	  to	  privilege	  its	  own	  content	  delivery	  system.	  Thus,	  Telstra	  given	  this	  vertical	  integration	  has	  at	  least	   the	   incentive	   to	   engage	   in	   such	   non-­‐net	   neutral	   action.	   Nevertheless,	   the	  ACCC’s	  warning	  above	   regarding	   the	  alleged	   throttling	  of	  peer	   to	  peer	   services	  suggested	   that	   other	   ISPs	   apart	   from	  Telstra	  were	   engaging	   in	   this	   conduct	   as	  well	   –	  unless	   this	   constituted	  collusive	  conduct,	   it	   is	  unlikely	   to	  be	  a	  misuse	  of	  market	   power	   (abuse	   of	   dominance)	   as	   these	   other	   ISPs	   are	   unlikely	   to	   have	  market	  power.	  Non-­‐dominant	  ISPs	  acting	  in	  non-­‐net	  neutral	  ways	  are	  unlikely	  to	  be	  sanctioned	  by	  competition	  law.	  	  Aside	   from	   Johnson’s	   comments	   mentioned	   in	   the	   previous	   section,	   net	  neutrality	  in	  Australia	  has	  not	  been	  framed	  as	  a	  public	  policy	  issue.	  Arguably	  this	  may	  be	  due	  to	  much	  public	  policy	  discourse	  regarding	  the	  Internet	  being	  around	  firstly	   the	   NBN’s	   design	   and	   rollout,	   and	   secondly	   discussions	   of	   media	  ownership	   and	   concentration	   involving	   the	   ubiquitous	   Foxtel	   and	   News	  Corporation	  media	  as	  opposed	   to	   retail	   ISPs’	   control	  over	   the	   last	  mile	   to	  end-­‐users.	   However,	   a	   rhetoric	   of	   light	   touch	   regulation	   based	   on	   neoliberal	  principles	   has	   been	   apparent	   in	   Australia	   as	   well	   as	   in	   other	   parts	   of	   the	  developed	  West	  such	  as	  North	  America	  and	  the	  EU,55	  which	  would	  entail	  more	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
54 BEREC press release 2012, BEREC preliminary findings on traffic management practices in Europe 
show that blocking of VoIP and P2P traffic is common, other practices vary widely  
55 Quiggin, J 1999, ‘Globalisation, neoliberalism and inequality in Australia’, The Economic and 
Labour Relations Review, Vol. 10, No. 2, pp. 240-259. 
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invasive	  regulation	  of	  e.g.	  ISPs	  to	  enforce	  net	  neutrality	  only	  being	  warranted	  in	  the	  case	  of	  ‘market	  failures’.	  	  	  Absent	  a	  market	  failure,	  it	  is	  perceived	  that	  there	  is	  no	  need	  for	  regulation	  on	  the	  matter,	   even	   to	   pursue	   public	   policy	   goals,	   as	   the	  market	   should	   provide.	   It	   is	  true	   that	   regulation	   in	   Australia	   is	   more	   complex	   than	   simply	   reflecting	  neoliberal	  theories,56	  particularly	  in	  the	  media	  and	  communications	  sector,57	  and	  the	   NBN	   might	   suggest	   government	   intervention	   on	   a	   scale	   eschewed	   by	  neoliberalism.	  However	  it	  seems	  that	  the	  NBN	  ‘corrects’	  a	  market	  failure	  and	  so	  is	  permitted	  under	  the	  logic	  of	  neoliberalism.58	  Net	  neutrality,	  though,	  may	  still	  be	  viewed	  as	  going	   too	   far	   to	  address	  a	  problem	   that	   is	   too	   ‘remote’	   a	   ‘market	  failure’.	  	  	  While	  net	  neutrality	  can	  also	  be	  framed	  as	  a	  digital	  rights	  issue,	  this	  conception	  has	   been	   absent	   from	   the	   Australian	   debate,	   with	   only	   Pirate	   Party	   Australia	  providing	   a	   notable	   exception.	   The	   Party	   started	   developing	   a	   position	   on	   net	  neutrality	   from	   2009	   onwards,	   which	   became	   situated	   in	   its	   ‘Digital	   Liberties’	  policy	   alongside	   other	   rights	   such	   as	   privacy,	   transparency	   and	   censorship.59	  Electronic	   Frontiers	   Australia,	   the	   main	   digital	   rights	   NGO	   in	   the	   country	   (as	  opposed	  to	  the	  Pirates	  who	  are	  a	  political	  party),	  does	  not	  have	  any	  formal	  policy	  on	  net	  neutrality	  but	  would	  likely	  be	  favourable	  towards	  the	  principle.60	  	  Perhaps	   the	   lack	   of	   recognition	   of	   net	   neutrality	   as	   a	   rights	   issue	   can	   be	  explained	   at	   least	   in	   part	   by	   the	   generally	   weak	   significance	   given	   to	  fundamental	  rights	  in	  Australia.	  There	  is	  no	  comprehensive	  set	  of	  human	  rights	  guarantees	   in	  the	  Australian	  Constitution.	  While	   there	   is	  express	  protection	  for	  certain	  specific	  rights	  such	  as	  the	  right	  to	  vote	  and	  freedom	  of	  religion,	  a	  right	  to	  free	   speech	   had	   to	   be	   ‘implied’	   into	   the	   Constitution	   by	   judges	   during	   the	  1990s,61	   and	   this	   implied	   right	   is	   very	   limited	   in	   its	   application	   i.e.	   to	   political	  communication.	   Certainly	   it	   would	   provide	   scant	   if	   not	   no	   basis	   to	   force	   net	  neutrality	   regulation	   for	   the	   benefit	   of	   Australian	   citizens’	   freedom	   to	   receive	  and	  impart	  information.	  	  	  Furthermore,	   there	   is	   no	   constitutional	   right,	   either	   express	   or	   implied,	   to	  privacy	   in	  Australia,	   in	   sharp	   contrast	   to	   ‘similar’	   jurisdictions	   such	   as	   the	  UK.	  Privacy	   is	   incidentally	   affected	   through	   the	   use	   of	   DPI	   in	   facilitating	   non-­‐net	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neutral	   conduct	   by	   ISPs.62	   While	   Australia	   has	   some	   legislative	   protection	   of	  privacy,	   it	   is	   very	  much	   a	   patchwork	   of	   different	   statutes	   protecting	   different	  aspects	  of	  privacy	  rather	   than	  an	  overarching	  enforceable	  principle.	  The	  Lenah	  
Game	  Meats	   case	   left	   open	   the	  possibility	   of	   the	   judiciary	   introducing	   a	   tort	   of	  invasion	  of	  privacy	  given	  the	  right	  circumstances,	  but	  did	  not	  do	  so	  based	  on	  the	  facts	  at	  hand	  on	  which	  it	  was	  found	  that	  there	  had	  been	  no	  invasion	  of	  privacy.63	  	  	  At	   the	   state	   and	   territory	   level	   in	   Australia,	   the	   Australian	   Capital	   Territory	  (ACT)	   and	   the	   State	   of	   Victoria	   both	   have	   human	   rights	   legislation	   which	  introduces	   individual	   rights	   including	   free	   expression	   and	   privacy.64	   However	  these	   rights	   are	   only	   enforceable	   vis-­‐à-­‐vis	   public	   bodies	   and	   so	   would	   again	  provide	   scant	   or	   no	   basis	   to	   force	   net	   neutrality	   regulation	   in	   the	   ACT	   and	  Victoria.	  	  	  
VII.	  Looking	  to	  the	  future	  
While,	  as	  can	  be	  seen	  from	  above,	  net	  neutrality	  in	  Australia	  has	  been	  a	  topic	  of	  debate	  for	  some	  years,	  stimulated	  by	  a	  variety	  of	  government	  consultations,	  and	  despite	  the	  recommendation	  in	  the	  Convergence	  Review,	  Australia	  still	  does	  not	  have	  any	  ex	  ante	  net	  neutrality	  regulation.	  	  The	   outcome	   of	   the	   current	   review	   of	   competition	   law	   and	   policy	   in	   Australia	  may	  provide	   some	   advances	   for	   net	   neutrality	   as	  well,	   at	   least	   in	   terms	   of	   net	  neutrality’s	   competition	   aspects.	   However,	   any	   such	   outcome	   is	  more	   likely	   to	  encompass	  –	  at	  most	   -­‐	   increasing	  scrutiny	  of	   telecoms	  and	  content	  markets,	  by	  the	  ACCC	  with	  possible	  enforcement	  measures	  if	  any	  anticompetitive	  conduct	  is	  detected,	   and	   is	   unlikely	   to	   result	   in	   ex	   ante	   net	   neutrality	   rules	   by	   which	   all	  telecoms	  providers	  must	   abide	   regardless	  of	  whether	  or	  not	   they	  have	  market	  power.	   Increased	   transparency	   regarding	   ISPs’	   traffic	   management	   practices	  would	  be	  useful	   in	  determining	  the	  extent	   to	  which	  net	  neutrality	   is	  a	  problem	  (or	  not)	  in	  Australia,	  and	  it	  is	  important	  to	  note	  the	  change	  in	  rhetoric	  in	  the	  EU	  once	  a	  lack	  of	  net	  neutrality	  had	  been	  shown	  empirically	  in	  many	  Member	  States.	  	  While	  the	  net	  neutrality	  debate	  in	  Australia	  has	  been	  primarily	  framed	  in	  terms	  of	  competition	  concerns,	  which	  only	  paints	  a	  partial	  picture	  of	  what	   is	  at	  stake	  when	  it	  comes	  to	  ISPs’	  network	  and	  traffic	  management	  practices.	  Unlike	  similar	  public	   discussions	   in	   the	   EU	   or	   US,	   only	   a	   few	   Australian	   stakeholders	   have	  acknowledged	   the	   individual	   rights	   aspect	   of	   net	   neutrality	   for	   end-­‐users’	  privacy,	  free	  expression	  and	  autonomy	  online.	  This	  may	  well	  be	  tied	  in	  with	  the	  general	   lack	  of	   legal	  and	  rhetorical	  prominence	  rights-­‐based	  discourses	  have	  in	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
62 Daly, A (2011), ‘The Legality of Deep Packet Inspection’, International Journal of Communications 
Law & Policy, No. 14. 
63 ABC v Lenah Game Meats Pty Ltd (2001) 185 ALR 1. 
64 Respectively: Human Rights Act (ACT) 2005; Charter of Human Rights and Responsibilities Act 
(Vic) 2006. 
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Australia,	   yet	   is	   worrying	   for	   the	   preservation	   of	   users’	   ability	   to	   send	   and	  receive	  the	  information	  they	  wish	  (providing	  it	  is	  legal)	  over	  the	  Internet.	  	  	  Nevertheless,	  while	  large	  vertically	  integrated	  corporations	  such	  as	  Telstra	  with	  incentives	  to	  manage	  traffic	  in	  certain	  ways	  continue	  cast	  a	  long	  shadow	  over	  the	  Australian	   Internet	   landscape,	   net	   neutrality	   seems	   to	   be	   a	   debate	   unlikely	   to	  recede	  from	  view	  in	  the	  near	  future.	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I.	  Introduction	  	  The	   nature	   of	   network	  management	   has	   changed.	   Once,	   it	  was	   safe	   to	   assume	  that	   Internet	   access	   service	   providers	  would	   be	   “neutral,”	   routing	   traffic	   from	  subscribers	   and	   interconnection	   points	   according	   to	   best	   efforts	  within	   a	   local	  access,	  last	  mile	  network.	  But	  no	  longer	  does	  an	  access	  service	  provider	  interact	  only	   with	   directly	   connected	   subscribers,	   peers,	   and	   transit	   partners.	   Now,	  relationships	  between	  the	  provider	  and	  remote	  hosts	  may	  play	  a	  significant	  role	  in	   network	   management,	   through	   a	   range	   of	   potential	   practices	   including	  differential	   treatment	   in	   local	   routing,	  paid	  peering,	  and	  separate,	   “specialized”	  services,	   among	   others.	   In	   the	   U.S.,	   the	   Court	   of	   Appeals	   for	   the	   D.C.	   Circuit	  reinforced	  this	  view	  in	  its	  decision	  on	  the	  Federal	  Communications	  Commission’s	  (FCC’s)	  2010	  Open	  Internet	  Order,	  where	  the	  court	  effectively	  stated	  that	  access	  providers	  today	  offer	  a	  service	  to	  remote	  edge	  providers.	  Meanwhile,	  regulatory	  developments	  and	  statutory	  language	  made	  decades	  ago,	  not	  yet	  updated	  despite	  an	   evolving	   technology	   context,	   have	   left	   the	   FCC,	   charged	   since	   its	   inception	  with	  overseeing	  communications,	  hobbled	  in	  overseeing	  these	  new	  dynamics	  as	  they	  emerge.	  	  In	   the	   2010	   Open	   Internet	   Order,	   the	   FCC	   held	   that	   its	   obligations	   under	   the	  Communications	  Act	  and	  the	  Telecommunications	  Act	  of	  1996	   justified	  policies	  of	  preserving	  and	  protecting	  last-­‐mile	  network	  communications	  against	  blocking	  and	  discrimination;65	   this	   interpretation	  was	  upheld	  by	   the	  D.C.	  Circuit,	   though	  the	  rules	  themselves	  were	  remanded	  over	  jurisdictional	  issues.66	  In	  response	  to	  the	  remand,	  the	  FCC	  commenced	  a	  process	  to	  explore	  how	  best	  to	  restore	  those	  essential	  protections	  within	  the	  bounds	  of	  its	  Congressional	  authority.67	  	  In	  an	  attempt	  to	  work	  with	  the	  multi-­‐sided	  market	  as	  described	  by	  the	  Court	  of	  Appeals	   and	   as	   reflected	   in	   evolving	   network	   management	   technologies	   and	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
65 Preserving the Open Internet, GN Docket No. 09-191, WC Docket No. 07-52, Report and Order, 25 
FCC Rcd 17905, 17941-51 paras. 62-79 (2010). 
66 Verizon v. FCC, No. 11-1355 (D.C. Cir. Jan 14, 2014), slip op. at 4, 17-31. 
67 New Docket Established to Address Open Internet Remand, DA 14-211, GN Docket No. 14-28, 
Public Notice (Feb. 19, 2014). 
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practices,	  Mozilla	  filed	  a	  petition	  with	  the	  FCC	  articulating	  the	  position	  that	  local	  access	   network	   operators	   offer	   a	   new	   service	   to	   remote	   edge	   providers,	   in	  connecting	  them	  to	  all	  of	  the	  operator’s	  local	  end	  user	  subscribers.	  This	  remote	  connectivity	  service	   is	  an	   “overlay”	  service,	   in	   that	   it	  uses	   the	  same	  underlying	  packet	   routing	   as	   the	   Internet	   access	   services	   offered	   to	   end	   user	   subscribers,	  but	   it	   is	   legally	   and	   logically	   distinguishable.	   It	   has	   not	   been	   classified	   in	   the	  United	  States	  or	  any	  other	  country,	  because	  it	  did	  not	  exist	  as	  a	  distinct	  concept	  in	  the	  history	  of	  network	  management,	  and	  has	  only	  recently	  emerged.	  	  Remote	  delivery	  services,	  like	  their	  local	  counterparts,	  include	  the	  transmission	  of	  communications.	  Unlike	   local	  delivery,	  remote	  delivery	  services	   include	  only	  that	  transmission,	  with	  no	  other	  integrated	  functions	  such	  as	  the	  provision	  of	  IP	  addresses,	  domain	  name	  resolution,	  or	  email	  or	  website	  hosting	  services.	  They	  are	   offered	   to	   all	   remote	   Internet	   hosts,	   a	   class	   that	   includes	   anyone	   with	   an	  Internet	  connection	  in	  the	  peer-­‐to-­‐peer,	  many-­‐to-­‐many	  Internet	  we	  have	  today,	  where	   anyone	   can	   be	   a	   maker,	   not	   merely	   a	   consumer.	   Thus,	   their	   proper	  classification	  under	  U.S.	  law	  is	  as	  telecommunications	  services	  subject	  to	  Title	  II.	  	  Classifying	   remote	  delivery	   services	   as	  Title	   II	   telecommunications	  would	  help	  the	  FCC	  fulfill	  the	  statutory	  goals	  of	  the	  Communications	  Act	  in	  the	  modern	  era	  of	  network	  management	   and	  market	   operations.	   It	  would	   not	   change	   established	  FCC	  orders	  and	  precedents.	  It	  would	  not	  expand	  FCC	  jurisdiction	  to	  new	  entities,	  but	   instead	   would	   help	   separate	   and	   safeguard	   edge	   and	   content	   services	   as	  outside	   the	   scope	   of	   the	   FCC’s	   authority.	   And,	  with	   subsequent	   proceedings	   to	  forbear	  from	  inapplicable	  provisions	  of	  Title	  II	  and	  to	  establish	  clear	  no-­‐blocking	  and	  non-­‐discrimination	  rules	  for	  network	  management,	  it	  would	  not	  levy	  undue	  burden	  on	  network	  operators.	  It	  would	  clearly	  delineate	  Commission	  authority,	  creating	  space	  for	  experimentation	  with	  pricing	  and	  other	  features	  of	  consumer-­‐facing	   Internet	  access	   services,	  while	  at	   the	   same	   time	  separating	   information-­‐only	   services	   further	   from	   the	   core	   of	   Commission	   jurisdiction.	   And,	   it	   would	  bring	  American	  telecommunications	  law	  more	  in	  line	  with	  the	  rest	  of	  the	  world,	  where	   in	   many	   countries,	   the	   idea	   that	   Internet	   access	   service	   is	   common	  carriage	  is	  long	  established	  at	  the	  core	  of	  modern	  communications	  law.	  Mostly,	  it	  would	  empower	  the	  Commission	  to	  protect	  the	  pro-­‐innovation,	  pro-­‐competition	  benefits	   of	   the	   original	   network	   routing	   assumptions,	   while	   allowing	   the	  Internet’s	   various	   markets	   for	   services	   across	   many	   layers	   to	   evolve,	   with	  appropriate	  supervision.	  	  
II.	  History	  and	  change	  	  In	   the	   Internet’s	  early	  years,	   routing	  of	  data	  packets	  operated	  according	   to	   the	  end-­‐to-­‐end	   principle.	   One	   endpoint	   (whether	   client	   or	   server)	   would	   send	   a	  packet	  to	  its	  Internet	  access	  provider;	  the	  packet	  would	  then	  travel	  according	  to	  a	   determined	   route	   to	   the	   Internet	   access	   provider	   serving	   its	   intended	  destination,	   and	   all	   intermediary	   network	   operators	   would	   use	   their	   “best	  efforts”	   to	   forward	   traffic	   along.	   Once	   at	   its	   terminating	   network,	   the	   final	  Internet	   access	   provider	   would	   deliver	   the	   packet	   to	   its	   intended	   destination.	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Some	  of	  the	  steps	  along	  this	  path	  were	  performed	  pursuant	  to	  paid	  contractual	  relationships;	  others	  were	  done	  for	  free,	  relying	  as	  much	  on	  a	  social	  contract	  as	  formal	  agreements	  or	  any	   compensation.	   In	   this	  world,	   a	  network	  operator,	   or	  Internet	   service	   provider,	   provided	   a	   service	   to,	   or	   “served,”	   two	   types	   of	  entities:	   end	   users	   and	   interconnection/peering	   partners.	   Only	   with	   these	  entities	  could	  an	  Internet	  Service	  Provider	  (ISP)	  be	  considered	  to	  have	  privity	  –	  that	   concept	   was	   directly	   and	   inextricably	   tied	   to	   a	   physical	   connection.	   This	  structure	   offered	   tremendous	   benefits	   for	   flexibility	   and	   experimentation.	   It	  produced	  a	  creative,	  competitive,	  inventive,	  and	  user-­‐friendly	  Internet	  world.	  	  Over	  time,	  technologies	  and	  markets	  have	  changed.	  Among	  the	  changes	  are	  some	  significant	   benefits.	   Online	   video	   and	   communications	   tools	   are	   merging	   and	  transforming,	  creating	  a	  new	  world	  of	  opportunity	  for	  global	  social,	  commercial,	  and	  political	   exchange.	   In	  parallel,	   user-­‐generated	  content	  has	  become	  a	  major	  driving	   force	   for	  economic	  activity	  and	  consumption.	  Wikipedia,	  Facebook,	  and	  YouTube	   are	   3	   of	   the	   6	   most	   popular	   Internet	   sites	   for	   the	   entire	   world.68	  Through	   these	   two	   revolutions	   in	   communications	   and	   creation,	   the	   Internet	  today	  is	  far	  from	  a	  one-­‐to-­‐many	  distribution	  medium,	  like	  television.	  Instead,	  it	  is	  a	  vibrant,	  dynamic,	  evolving	  many-­‐to-­‐many	  universe.	  	  Some	   of	   the	   changes	   have	   been	   much	   more	   mixed.	   In	   particular,	   once-­‐straightforward	   relationships	   between	   ISPs	   and	   their	   end	   users	   and	  interconnection	  partners	  are	  becoming	  more	  complicated.	  Flat	  fees	  for	  unlimited	  access	   are	   becoming	   usage-­‐based	   access	   plans,	   sometimes	   with	   “sponsored”	  exceptions.69	  Routing	  within	  a	  terminating	  access	  network	  can	  no	  longer	  always	  be	  assumed	  to	  be	  purely	  end-­‐to-­‐end	  and	  best	  efforts,	  as	  the	  FCC	  has	  faced	  several	  high-­‐profile	  incidents	  of	  targeted	  blocking	  and	  throttling	  of	  specific	  applications	  and	  protocols.70	  Outside	  the	  United	  States,	  governments	  force	  network	  operators	  to	   block	   specific	   network	   addresses,	   protocols,	   and	   services.71	   Interconnection	  practices	   have	   (d)evolved	   from	   best	   efforts	   relationships	   among	   peers,	   to	  unpleasant	  disagreements	  between	  unequal	  entities.72	  	  The	  future	  of	  WebRTC,	  smartphones,	  and	  the	  Internet	  as	  we	  know	  it	  depends	  on	  the	   assumption	   that	   remote	   hosts	   will	   be	   able	   to	   communicate	  with	   end	   user	  Internet	   access	   subscribers,	   an	   assumption	   that	   as	   a	   result	   of	   these	   changes	   is	  less	  certain	  than	  it	  once	  was.	  If	  this	  assumption	  breaks	  down	  and	  WebRTC	  host	  traffic	  is	  regularly	  blocked	  or	  throttled	  in	  a	  last	  mile	  terminating	  access	  network,	  that	   future	   will	   not	   emerge.	   If	   smartphone	   users	   in	   the	   United	   States	   are	  frequently	   unable	   to	   send	   and	   receive	   video	   content,	   or	   use	   new	   networked	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
68 E.g. “The top 500 sites on the web,” Alexa, http://www.alexa.com/topsites.  
69 Russell Brandom, “Sponsored Data: AT&T will now let companies buy out your data charges for 
specific videos and apps,” The Verge (Jan. 6, 2014), at http://www.theverge.com/2014/1/6/5279894/at-
t-announces-net-neutrality-baiting-sponsored-data-mobile-plans. 
70 Marvin Ammori, “Yes, Net Neutrality Is A Solution To An Existing Problem,” TechDirt (Apr. 15, 
2014), at http://www.techdirt.com/articles/20140413/15112526896/yes-net-neutrality-is-solution-to-
existing-problem.shtml. 
71 See generally “Freedom on the Net,” Freedom House, at http://www.freedomhouse.org/report-
types/freedom-net. 
72 Kyle Russell, “Netflix CEO Blasts Comcast Over Net Neutrality,” Business Insider (Mar. 20, 2014), 
at http://www.businessinsider.com/netflix-ceo-reed-hastings-blasts-comcast-2014-3. 
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applications	  and	  services,	  the	  next	  generation	  of	  mobile	  innovation	  will	  flourish	  in	  other	  countries	  around	  the	  world	  –	  but	  not	  here.	  Meaningful	  protections	   for	  the	   remote	   delivery	   of	   all	   traffic	   within	   its	   terminating	   access	   network	   are	  essential,	   because	   new	   and	   small	   providers	   have	   no	   negotiating	   leverage.	  Permitting	   individual	   entities	   to	   negotiate	   is	   not	   a	   solution	   in	   a	  many-­‐to-­‐many	  network	  where	  innovation	  may	  come	  from	  a	  start-­‐up	  or	  individual	  as	  readily	  as	  an	  established	  company.	  	  
III.	  The	  many-­‐sided	  market	  of	  Internet	  access	  services	  	  
The D.C. Circuit’s decision regarding the Open Internet Order effectively declared 
that Internet access is a two-sided market, in that Internet service providers (ISPs) 
have potential commercial relationships with not only their direct end-user customers, 
but also with arms-length remote hosts including website operators, email service 
providers, and all endpoints connecting to the Internet through other Internet service 
providers. This potential relationship exists on one level because of the possibility of 
direct interconnection between a once-remote endpoint and an Internet service 
provider. But it also exists, separately and independently, as a potential prioritization 
or carriage service for the delivery of traffic associated with the remote endpoint in 
the last mile, terminating network. It need not include any direct connection to that 
endpoint, which may remain at arms length, because of the increasing ubiquity of 
deep packet inspection technology,73 along with other technical advancements in 
network management. 
 
Understanding this modern reality contrasts with core assumptions of those who view 
the interconnection and peering relationship as encapsulating an obligation to provide 
last-mile delivery of all packets, regardless of their endpoints. In this view, the ISP 
has two separate duties in its last mile network management: a duty to the end user, 
and a duty to peering and interconnection partners. Originally, this characterization 
was undoubtedly accurate, because these two were the only contexts in which an ISP 
exerted deliberate activity. Other than with respect to these two parties, all traffic was 
treated “neutrally” and not discriminated or blocked according to its type, remote 
origin or destination, or any other criteria. The ISP had cognizable privity only with 
its subscribers and interconnection partners. 
 
However, this history is past, and gone with it is the assumption that it is sufficient to 
view a last-mile network operator as having only two duties, to 
interconnection/peering partners and to end users. Now, technology enables fine-
grained network management creating potential commercial relationships with 
remote, arms length endpoints.  
 
There are three paths forward in this new context to try to preserve network neutrality. 
The first is to preempt those relationships by reverting Internet access services back to 
common carriage, essentially countermanding the D.C. Circuit’s declaration of a two-
sided market. The second is to try to limit bad behavior without any structural 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
73 See, e.g., M. Chris Riley and Ben Scott, “Deep Packet Inspection: The End of the Internet as We 
Know It?,” Free Press (Mar. 2009), at http://www.freepress.net/sites/default/files/fp-
legacy/Deep_Packet_Inspection_The_End_of_the_Internet_As_We_Know_It.pdf. 
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changes, using a weaker standard than past FCC actions. The third is what Mozilla 
proposed to the FCC: Declare that a last-mile operator offers a separate service, in 
addition to its end user services and interconnections, and use existing legal authority 
to oversee that service separately. 
 
This second service between an ISP and a remote endpoint enables that endpoint to 
communicate with the ISP’s local subscribers. It represents a “side B” or “remote 
delivery” service in the “two sided” Internet access service structure. It is logically 
and legally distinguishable – but not physically separable – from the “side A” or 
“local delivery” service offered by Internet service providers to their end user 
customers, which includes routing of the same traffic in exchange for payment, along 
with possibly other services such as the assignment of a temporary network address, 
domain name resolution, and provision of an email address. 
 
The local “side A” and remote “side B” delivery services, as described, do not 
correspond to separate physical network segments, or separate directions of traffic 
flow, or any other “hard” technical distinctions. They are separable from 
interconnection and peering, as they apply only to the delivery of traffic within the 
network controlled by a single operator.74 
 
The local “side A” and remote “side B” delivery services may best be understood as 
“overlay” services, logical services that share infrastructure (including routing, 
caching, and congestion control mechanisms) but are separable and distinct. Both the 
local “side A” and remote “side B” delivery services utilize the underlying transport 
functionality offered by the network – just as both utilize the switches in that network, 
the housing cabinet and machinery holding and cooling those switches, the physical 
cables connecting those switches, and the electricity powering the entire apparatus. 
 
But they serve separate customers and separate purposes. The “side A” services 
connect local customers to the entire, outside Internet, while the “side B” services 
offer to remote endpoints the ability to reach the ISP’s local subscriber customers. 
The functional operations of last-mile Internet routing connect all of the ISP’s local 
subscribers to all of the Internet’s remote hosts; the potential connections between 
these sets form a complete bipartite graph.75 A local “side A” delivery service 
connects a subscriber to all remote endpoints, while a remote “side B” delivery 
service connects a remote host to all local subscribers. In the diagram below, the 
“red” arc is the service that allows Jane Doe 32 to communicate with Alice, Bob, 
Yolo, Zin, and other hosts; the “green” arc is the service that allows Bob Host to 
communicate with John Doe 1-27 and Jane Doe 1-33. All green arcs combined 
together constitute the complete bipartite graph of all relationships, just as all red arcs 
together would. 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
74 For interconnection and peering, one option would be to view and treat Internet access service as a 
three-sided market, in that Internet access service providers have cognizable and distinct privity with 
their direct subscribers; with interconnection and peering partners; and, separately, with remote hosts.  
Another option would be to treat interconnection and peering as a component or adjunct function to the 
services that network operators provide to subscribers or remote hosts. However, as the focus of this 
petition is on last-mile network delivery only, the treatment of interconnection and peering need not be 
resolved at this time. 
75 https://en.wikipedia.org/wiki/Complete_bipartite_graph 
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In the deregulatory orders of the 2000s, the FCC declared end-user facing, “side A” 
local services to be Title I information services.76 However, the scope of these 
decisions does not reach “side B” remote delivery services. The crux of the 
Commission’s information services designation, as upheld by the Supreme Court, was 
the additional features offered to the end user, and in particular the integration of 
capabilities to browse the Web, to transfer files, to send emails, and to access domain 
name resolution capabilities.77 Because remote endpoints gain these capabilities from 
their direct, local Internet access service provider – not from the ISP serving their 
distant communications partners – they are not integrated in the same way. As a 
result, they are outside the category of services previously designated by the FCC. 
 
Thus the question to be resolved is: What are these “side B” remote delivery services, 
as a regulatory matter? 
 
IV.	  Classification	  	  
Viewed through the lens of FCC precedent, the only possible classification for remote 
delivery services is telecommunications services subject to Title II. Combining the 
text of the Communications Act with recent decades of FCC and court precedent, a 
service is a “telecommunications service” if it meets a three-prong test: The service 
must include a “transmission”; it must be offered “directly to the public”; and it must 
not include, or must be separated from, any additional information services. Remote 
delivery services as defined meet all three of these prongs. 
 
Prong	  1:	  Transmission	  	  
The core of telecommunications is “transmission between or among points specified 
by the user of information of the user’s choosing, without change in the form or 
content of the information as sent and received.” Just as the local Internet access 
service offered to end-users includes telecommunications capability, so must the 
remote delivery service. The only distinction between the two services for purposes of 
this prong is the identity of the “user”; with a subscriber-facing service, it is the ISP’s 
customer, while with a remote delivery service, it is the remote endpoint who the 
ISP’s customer is communicating with. Because this is still a cognizable “user” and 
the “choosing” and “transmission” still reflect communications associated with the 
remote host, that portion of this prong applies to remote delivery services for the same 
reason it applies to Internet access services. 
 
With both subscriber-facing Internet access services, for which this prong is 
indisputably met, and remote, host-facing delivery services, there is no change to the 
form or content of the information as sent and received, and no modifications are 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
76 The so-called “Cable Modem Declaratory Ruling” was the first of these, in 2002. Inquiry 
Concerning High-Speed Access to the Internet Over Cable and Other Facilities et al, Declaratory 
Ruling and Notice of Proposed Rulemaking, 17 FCC Rcd 4798 (2002). It was followed by related 
orders in 2005 and 2007. The Supreme Court ultimately upheld the Cable Modem classification under 
Chevron deference. Nat’l Cable & Telecomms. Ass’n v. Brand X Internet Servs., 545 U.S. 967, 125 S. 
Ct. 2688, 162 L. Ed. 2d 820 (2005) (Brand X). 
77 Brand X, supra note 15, Opinion of the Court, pp. 15-17. 
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offered to the remote host with respect to the content itself, only the possibility of 
prioritization, caching, and other features to improve performance that maintain the 
content in full and in its original semantic state. 
 
Prong	  2:	  Public	  	  
The second central prong of Title II analysis is that the service is not a private service, 
but rather one that is offered to the public, or generally to a broad class of entities so 
as to be effectively offered to the public.78 Whereas it may be debated whether 
interconnection and peering partners constitute a sufficiently large class as to be 
considered “the public,” it is undeniable that the category of Internet hosts is such a 
class, because any organization and any individual can be a remote “host” for Internet 
traffic. Additionally, any individual may be the endpoint of a peer-to-peer WebRTC 
(or other protocol) video communication, and thus a “remote host” from the point of 
view of the other party’s Internet service provider. Thus, the remote delivery service 
must be considered offered to the public. 
 
Prong	  3:	  Not	  integrated	  with	  other	  services	  	  
Internet access services as offered to local end-user subscribers include a 
telecommunications component, yet were classified by the FCC as information 
services because they are integrated with non-telecommunications capabilities. This is 
the central factor that the FCC has relied on in the past to categorize Internet access 
services for end-user subscribers as information services: the inclusion of additional 
capabilities, specifically domain name resolution, email services, hosting services, 
and other featured services. 
 
Remote delivery services include no such additional services. The other features 
included with local services play no role in the delivery of packets between their 
source and destination. As a technical matter, remote delivery services between an 
end-user-facing ISP and a remote host consists solely of transport of packets, and the 
only functionality offered to a potential remote delivery customer is that transmission. 
Thus, they cannot be considered “information services” on the grounds that they 
include other, non-transmission services. 
V.	  Key	  factors	  for	  an	  appropriate	  framework	  	  
The core of a framework for net neutrality is, at its heart, rules prohibiting blocking or 
discrimination of network traffic. Often, these rules are structured very simply. The 
most recent FCC proposal, though, included additional, and problematic, qualifiers. 
Regarding blocking, the FCC proposed defining a minimum quality of service such 
that offering lower quality would constitute blocking. For nondiscrimination, the FCC 
proposed a “commercially reasonable” standard to allow for greater manipulation of 
traffic. In both cases, the FCC’s intention was to create room for negotiated 
arrangements for better delivery of traffic over the Internet access service, also known 
as paid prioritization. But such prioritization has an inherently harmful impact on 
other traffic, and must therefore be restricted, rather than encouraged. 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
78 47 U.S.C. § 153(53). 
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1.	  No	  blocking	  	  
The FCC proposed three different standards to articulate a minimum quality of 
service with the intention of constructing an objective rule against blocking of traffic. 
Although the spirit behind such an approach is valuable, none of the three are likely to 
prove effective and workable in practice. 
 
The first is essentially a non-standard, a rule that requires “best efforts” treatment as 
the “minimum level.”79 This standard would conflate the no-blocking rule with the 
non-discrimination rule, implying that no traffic can ever be affirmatively throttled. 
Yet, at the same time, it wouldn’t protect against the emergence of a future where 
“fast lane” traffic uses nearly all of the available capacity of a local access service, 
relegating ordinary “best efforts” traffic to a “scavenger class” of scraps. 
 
The second standard proposes an objective minimum threshold, performance that 
must be delivered in all circumstances to any use of the Internet access service. Such 
a standard would effectively empower the FCC to determine what level of 
performance is needed for Internet applications and services to be satisfactory to 
users.80 Scaling such a standard over time seems prohibitively difficult. Articulating a 
standard that covers all of the attributes of performance, including bandwidth, latency, 
and jitter, would be even more of a challenge. Finally, applications and services have 
very different requirements, particularly around latency and patent loss. 
 
The third standard is the most vague, and like the first, is a non-standard: sufficient 
access is defined as what a “reasonable person” thinks sufficient access is.81 
Essentially, if VoIP, video streaming, web browsing, and file downloading seem to 
“work” well enough, then they are not being blocked. This standard would, by 
definition, be sufficient to make sure that applications and services are not blocked, 
because they “work.” However, such a standard does not offer much in the way of 
certainty or ease of enforcement. 
 
None of these three standards offer improvements above a basic “no blocking” rule 
such as that articulated for fixed access services in the FCC’s 2010 Open Internet 
Order. 
 
2.	  Nondiscrimination	  
 
Experts have studied a variety of nondiscrimination standards, and the impact on 
innovation and choice of each.82 According to Professor Barbara van Schewick, to 
protect the open Internet effectively, a nondiscrimination rule must protect innovation 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
79 Protecting and Promoting the Open Internet, GN Docket No. 14-28, Notice of Proposed 
Rulemaking, para. 102 (2014) (NPRM). 
80 Id. at para. 103. 
81 NPRM, para. 104. 
82 E.g. Barbara van Schewick, “Network Neutrality and Quality of Service: What a Non-Discrimination 
Rule Should Look Like,” Stanford L.Rev. (forthcoming 2014), at 
http://papers.ssrn.com/sol3/papers.cfm?abstract_id=2459568 
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without permission, user choice, application agnosticism, and low-cost innovation.83 
Professor van Schewick proposes a clear, ideal rule, prohibiting application-specific 
discrimination while permitting application-agnostic discrimination such as 
implementing user signals of desired priority levels for their own traffic.84 She also 
indicates, although the interpretation is uncertain, that the rule included in the FCC’s 
2010 Open Internet Order likely meets the requirements as well.85 
 
Although a clear and reasonably effective standard was established in the 2010 Open 
Internet Order, built through settled policy and political compromises, the FCC has 
proposed a weaker standard, namely the “commercially reasonable” standard upheld 
in a past U.S. court review in the context of cellular roaming.86 In practice, such a 
standard would function by explicitly permitting negotiations for better service above 
a baseline level. Yet, the sine qua non of the open, neutral Internet is that edge 
providers face a level playing field in the routing of their traffic within end users’ 
local access networks – the “terminating monopoly” faced by every edge provider. 
Consequently, a “commercially reasonable” standard inherently falls short. By 
definition, a standard designed to permit “individualized negotiation” for better 
treatment would create a slanted playing field.87 
 
3.	  Paid	  prioritization	  	  
The central substantive policy issue under discussion in many net neutrality 
conversations today is whether to permit or prohibit paid prioritization arrangements. 
Paid prioritization is inherently different from other last-mile network management 
functions that provide a technical advantage (such as paid interconnection practices or 
content delivery networks), because it is zero-sum as opposed to additive to network 
capacity and efficiency. 
 
Prioritization, by definition, is engineered by assigning some packets higher priority 
than others. If a packet routed at line speed through a network encounters no 
congestion and no active throttling, it is not placed in any queues, and its priority does 
not matter because there is never an opportunity for a higher priority packet to be 
placed “ahead” of it. On the other hand, if the packet encounters congestion,88 it is 
placed in a queue along with other packets, and priority is used to determine the order 
in which packets are released from the queue and advanced through the network. As a 
result, whenever a higher priority packet is bumped up in a queue and effectively 
given priority, every packet that it passes by is left worse off and suffers degraded 
performance, in the form of higher latency, increased risk of packet loss, or in 	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
83 Id. p. 12-14. 
84 Id. p. 90. 
85 Id. p. 118-123. 
86 NPRM, paras. 110-11. 
87 The NPRM also asks how smaller players who will never enter into such negotiations will be 
impacted (para. 120) without noting the obvious conclusion, which is that such providers will face a 
disadvantage. 
88 Congestion, in this context, does not mean only sustained congestion, a network that is overloaded. 
Even networks with light average utilization encounter sporadic congestion, perhaps for milliseconds at 
a time, enough to give a benefit to prioritized traffic, even if only in reducing latency and jitter rather 
than bandwidth. 
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aggregate, lower bandwidth. Prioritization is inherently a zero-sum practice, and 
inherently creates fast and slow lanes and prevents a level playing field. 
 
Paid prioritization has a distinct degrading effect on other access service traffic, an 
effect that creates complex incentives for network operators.89 It also represents a 
visceral deviation from the end-to-end, best efforts history of the Internet, meaning 
that as a practical matter, it’s impossible to understand ex ante the full effects and 
potential negative externalities that could arise. For these reasons, paid prioritization 
practices should be treated as presumptively unacceptable and in violation of the 
nondiscrimination rule. 
 
Preventing paid prioritization does not prevent network operators from seeking new 
revenue models, or enabling services that require higher standards for delivery. It 
would instead require these services to be separated from the access service and 
structured as specialized services, a concept broadly discussed in the United States 
and the European Union, and on the verge of being broadly understood and accepted. 
So long as such services do not generate congestion or degrade traffic for the access 
service, they would fall outside the scope of Mozilla’s proposed Title II classification 
structure, and outside the scope of a rule barring paid prioritization for access 
services. 
 
4.	  Mobile	  wireless	  and	  fixed	  networks	  	  
There is only one Internet, and regardless of whether the access service to reach that 
Internet is mobile or fixed, Internet users and developers expect it to be open. The 
evolving market for broadband services drives this distinction home. Today, 
consumers interchangeably connect tablets and smartphones to mobile access services 
and to WiFi access points connected to fixed access services, and expect to be able to 
access the same Internet content, applications and services, without blocking or 
discrimination. Globally, mobile access services, applications, and devices are key to 
bringing the next billion people online. Yet, in the past, these crucial access services 
have not been given the same protections as their fixed-network equivalents. 
 
To preserve the one open Internet, the same protective rules must be applied, and 
network operators must be prohibited from blocking or discriminating in the last mile. 
Where necessary, reasonable network management can be relied on to accommodate 
distinctions between fixed and mobile networks. Reasonable network management is 
grounded in the needs of the network and in maintaining its effective operation. 
Regulatory authorities can and should interpret this standard, rather than rules 
themselves, to reflect challenges or limitations inherent to individual networks, 
including but not limited to whether the last mile connection uses LTE, GSM, fiber, 
cable, copper, WiFi, or some other protocol or technology.  	  	  	  
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
89 For example, offering paid prioritization may encourage artificial scarcity – underinvesting in total 
network capacity, or delaying investment, to increase the relative value of priority by making 
congestion more commonplace. 
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There’s	  no	  economic	  imperative	  to	  
reconsider	  on	  open	  Internet	  
	  
by	  Benoît	  Felten	  
	  
I.	  Introduction	  	  The	   debate	   on	   the	   neutrality	   of	   Internet	   access	   isn’t	   new,	   and	   if	   its	   intensity	  varies	  over	  time,	  it	  has	  for	  a	  long	  while	  tainted	  the	  relationship	  between	  Internet	  Service	  Providers	  (ISPs)	  and	  Online	  Service	  Providers	  (OSPs).	  This	  paper	  was	  first	  published	  in	  April	  2013	  as	  a	  reaction	  to	  two	  particular	  traffic-­‐management	  approaches	  which	  framed	  the	  network	  neutrality	  narrative	  between	  the	  end	  of	  2012	  and	  the	  beginning	   of	   2013.	   Such	   approaches	   are	   still	   very	   actual	   within	   the	   network	  neutrality	  debate	  and	  need	  to	  be	  mentioned,	  by	  way	  of	  introduction.	  	  	  	  First,	  an	  approach	  sponsored	  by	  ETNO	  (European	  Telecom	  Network	  Operator’s	  Association),	   has	   led	   to	   intense	   pressure	   within	   the	   International	  Telecommunications	   Union	   (ITU)	   aiming	   at	   enforcing	   a	   substantial	   change	   in	  Internet	  network	  economic	  principles90.	  The	  aim	  was	  to	  introduce	  international	  IP	   traffic	   compensation	   mechanisms	   similar	   to	   those	   that	   prevailed	   in	   PSTN	  networks.	   At	   the	   end	   of	   the	   annual	   conference	   of	   the	   ITU	   in	   Dubai	   in	   early	  December	  2012,	  the	  proposed	  motions	  to	  that	  effect	  were	  rejected.	  	  The	  second	  approach,	  which	   is	  not	  specific	   to	  France	  but	  has	  been	  particularly	  visible	   there	   in	   early	   2013,	   is	   the	   reluctance	   of	   certain	   ISPs	   to	   properly	  dimension	  the	  interconnection	  links	  between	  them	  and	  certain	  large	  OSPs.	  This	  reluctance	  has	  led	  to	  degradation	  of	  the	  quality	  of	  service	  perceived	  by	  the	  users	  of	  these	  ISPs	  and	  sometimes	  even	  attracted	  the	  scrutiny	  of	  policy	  makers	  and	  the	  regulator.	   In	   January	   2013,	   the	   French	   ISP	   “Free”	   decided	   to	   block	   its	   clients’	  access	  to	  the	  sponsored	  links	  and	  advertisements	  of	  Google-­‐owned	  Doubleclick,	  Google	  Syndication	  and	  Google	  Analytics91.	  It	  was	  a	  clear	  violation	  of	  the	  Internet	  neutrality	   principles	   to	   which	   French	   officials	   have	   always	   declared	   their	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
90 “Net neutrality debate goes to the ITU WCIT” (http://www.diplomacy.edu/blog/net-neutrality-
debate-goes-itu-wcit) 
91  "Si Free bloque la pub, c'est pour faire payer Google" (http://www.telerama.fr/medias/si-free-
bloque-la-pub-c-est-pour-faire-payer-google,91554.php) 
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support.	   The	   aim	   of	   this	   report	   is	   to	   present,	   in	   a	   dispassionate	   way,	   the	  economic	  mechanisms	   that	   allow	   the	   Internet	   to	   function;	   and	   to	   explain	   how	  various	  solutions	  exist	  to	  solve	  issues	  raised	  by	  Internet	  traffic	  management	  on	  ISP	   networks.	   These	   solutions	   do	   not	   require	   for	   traffic	   to	   be	   degraded,	   and	  neither	  do	  they	  justify	  reconsidering	  an	  open	  Internet.	  	  
II.	  The	  consequences	  of	  traffic	  discrimination	  	  The	   Internet’s	   success	   can	  be	  attributed	   to	  a	   few	  simple	  network	  management	  principles	   including	   the	   adoption	  of	   open	   standards	   like	   IP92,	  which	   give	  users	  choice	   and	   control	   over	   their	   online	   activities.	   These	   principles	   lead	   to	   the	  following:	  
• No	   single	   player	   –	   public	   or	   private	   –	   has	   control	   over	   access	   to	   the	  Internet	  
• No	   blocking	   or	   degrading	   of	   lawful	   Internet	   traffic.	   There	   are	   no	   good	  reasons	   -­‐	   outside	   of	  managing	   networks	   to	   prevent	   DOS	   attacks,	   spam,	  and	   other	   malware	   -­‐	   for	   a	   broadband	   provider	   to	   block	   or	   degrade	  Internet	  traffic.	  	  The	   openness	   of	   the	   telecoms	   infrastructure	   consumers	   use	   to	   access	   the	  Internet	   is	   a	   vital	   component	   of	   the	   broader	   concept	   of	   the	   open	   Internet.	   An	  open	  Internet	  means:	  
• innovation	  and	  business	  opportunities	  
• consumers	  enjoy	  greater	  choice	  
• citizens	  around	  the	  world	  participate	  in	  a	  free	  and	  open	  debate	  
• jobs	  and	  economic	  growth	  	  Nonetheless,	   a	   number	   of	   ISPs	   believe	   that	   these	   principles	   are	   secondary	   to	  what	   they	   perceive	   as	   profitability	   imperatives,	   and	   their	   arguments	   to	  reconsider	  Internet	  neutrality	  are	  essentially	  as	  follows	  :	  
• ISP	   subscribers	   use	   the	   Internet	   more	   and	   more,	   therefore	   the	   traffic	  generated	  keeps	   increasing.	   In	  order	   to	   face	   these	   traffic	   increases,	   ISPs	  need	   to	  redimension	   their	  networks.	  Since	   this	   traffic	   comes	   from	  OSPs,	  the	  ISPs	  want	  them	  to	  contribute	  to	  these	  investments.	  
• Since	   the	  early	  days	  of	   the	   commercial	   Internet,	   large	  players	   (ISPs	  and	  OSPs)	   avoid	   mutual	   payment	   for	   traffic	   by	   establishing	   handshake	  agreements	   called	  peering	  agreements.	  These	  deals	   are	  dimensioned	  on	  the	  basis	  of	   the	  peak	  capacity	   they	  can	  handle,	  and	  some	  ISPs	  denounce	  their	  asymmetry:	  most	  of	  these	  deals	  were	  established	  in	  the	  days	  of	  dial-­‐up	  access	  when	  phone	  lines	  offered	  very	  low	  but	  symmetrical	  capacity.	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Some	   ISPs	   it	   seems	   are	   willing	   to	   not	   only	   express	   their	   distaste	   for	   Net	  Neutrality	   but	   actually	   act	   upon	   it:	   ‘Voice	   on	   the	   Net	   Coalition	   Europe’	  tracks93	  a	  number	  of	  Internet	  neutrality	  violations,	  particularly	  (but	  not	  only)	  related	  to	  Voice	  over	  IP	  usage	  over	  mobile	  networks.	  In	  addition	  to	  these	  are	  the	   recent	   events	   initiated	   by	   ISP	   Free	   in	   France.	   Most	   violations	   aim	   at	  limiting	  or	  forbidding	  a	  use	  of	  the	  open	  Internet	  that	  would	  compete	  with	  the	  ISP’s	   existing	   services.	   In	   the	   case	   of	   Free,	   the	   French	   press94	   suggests	  another	   explanation:	   these	   arbitrary	   discriminations	  would	   aim	   specifically	  at	   targeting	   Google,	   a	   major	   player	   in	   online	   advertising	   and	   an	   OSP	   with	  whom	   Free	   allegedly	   has	   under-­‐provisioned	   peering	   capacity.	   Free’s	   aim	  therefore	  would	  be	  to	  show	  Google	  that	  certain	  advertising	  revenues	  can	  be	  selectively	  targeted,	  thus	  hurting	  Google’s	  bottom	  line	  directly.	  In	   this	   interpretation,	   it	   becomes	  difficult	   to	  dissociate	  open	  access	   to	   Internet	  and	   economic	   considerations.	   While	   they	   are	   separate	   issues,	   in	   this	   instance	  content	   discrimination	   it	   seems	   was	   used	   as	   leverage	   for	   a	   commercial	  negotiation.	  And	  even	  if	  Free’s	  initiative	  ended	  up	  being	  very	  short	  (for	  the	  time	  being)	   it	   has	  had	   important	   consequences	  during	   the	   few	  days	   it	  was	   in	  place,	  causing	  an	  immediate95	  fragmentation	  of	  the	  French	  Internet	  ecosystem.	  	  
III.	  Solutions	  for	  Internet	  traffic	  management	  	  The	  prime	  economic	  principle	  of	  Internet	  traffic	  is	  that	  dimensioning	  of	  the	  links	  that	  carry	  the	  traffic	  (Internet	  traffic	  or	  any	  other	  traffic)	  is	  done	  exclusively	  on	  peak	   requirements.	   That	   means	   that	   the	   links	   are	   established	   to	   be	   able	   to	  sustain	  a	  given	  traffic	  peak,	  but	  once	  that	  dimensioning	  is	  established,	  there’s	  no	  variable	   cost	   to	  handling	   traffic	   (except	   for	   transit	   contracts	   specifically	  priced	  that	  way).	  As	  a	  consequence,	  when	  the	  network	  is	  mostly	  idle	  (in	  the	  middle	  of	  the	  night	  for	  example)	  if	  a	  subscriber	  accesses	  a	  certain	  amount	  of	  data	  or	  double	  that	   amount,	   it	   has	   no	   economic	   impact	   for	   any	   of	   the	   players	   in	   that	  ‘transaction’.	  The	  traffic	  management	  costs	  for	  an	  ISP	  are	  mainly	  investment	  and	  maintenance	  costs	  at	  three	  levels	  in	  the	  network	  :	  
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
93 “Comments on the European Commission’s Public Consultation on specific aspects of transparency, 
traffic management and switching in an Open Internet” (October 2012, Voice on the Net Coalition 
Europe) & “Non Exhaustive Identification of Restrictions on Internet Access by Mobile Operators” 
(http://www.scribd.com/doc/98641591/VON-Europe-Non-exhaustive-Indentification-of-Restrictions-
on-Internet-Access-by-Mobile-Operators) 
94 “Le Bras de Fer Free-Google n’est pas fini”, Les Echos 08/01/2013 
95 French content editors whose revenues would have been directly impacted by the block instituted by 
Free quickly put in place scripts to identify Free’s customers surfing on their websites, and informed 
them of the block, its consequences and their intention to block Free users in turn if the ad blocking 
continued. See for example a screen capture of MediaEtudiant.fr on January 4th, 2013 : 
https://twitter.com/ThierryDebarnot/status/287198222110318592/photo/1 
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• provisioning	   of	   access	   equipment	   and	   investment	   in	   related	   access	  infrastructure;	  
• provisioning	   of	   aggregation	   and	   transport	   network	   equipment	   and	  possible	  investment	  in	  related	  infrastructure	  
• provisioning	   of	   interconnect	   links	   to	  manage	   traffic	   from	   or	   to	   external	  networks	  	  This	   last	   item	   is	   at	   the	   heart	   of	   the	   demands	   of	   the	   ISPs	   for	   changes	   in	   the	  relationship	  between	  them	  and	  the	  OSPs.	  It’s	  worth	  examining	  in	  more	  depth	  the	  nature	  of	  these	  relationships	  and	  the	  way	  they	  can	  be	  financially	  optimised.	  
Solutions	  for	  an	  ISP	  to	  handle	  external	  traffic	  
	  
Source	  :	  Diffraction	  Analysis,	  2013	  One	  aspect	   that	   is	  often	  overlooked	   in	  discussions	  about	   traffic	  management	   is	  that	   the	   data	   that	   flows	   inside	   the	   ISP’s	   network	   has	   no	   impact	   on	  interconnection	  costs.	  The	  term	  “Internet	  Service	  Provider”	  is	  –	  in	  that	  sense	  –	  a	  misnomer	   since	   these	   players	   today	   offer	   many	   services	   other	   than	   Internet	  access	   to	   their	   customers	   (IP	   television,	   telephony,	   online	   gaming,	   content	  hosting,	   etc.).	   These	   services	   don’t	   generate	   traffic	   that	   requires	   any	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interconnection	  but	   still	   represent	   important	   data	   flows:	  when	   a	   user	  watches	  TV	  at	  home	  using	  the	  ISP’s	  set-­‐top	  box,	  the	  user’s	  access	  line	  (and	  a	  part	  of	  the	  transport	  network)	   is	  heavily	  used	  but	  there	   is	  no	   interconnect	   traffic	  between	  the	  ISP	  and	  an	  OSP.	  	  When	   the	   traffic	   crosses	   to	   an	  OSP’s	   network,	   there	   are	   essentially	   three	   non-­‐exclusive	  ways	  to	  deal	  with	  that	  traffic	  as	  highlighted	  in	  the	  exhibit	  above:	  
• The	  first	  is	  for	  that	  traffic	  to	  be	  carried	  through	  a	  transit	  link.	  Transit	  links	  are	  connections	  between	  an	  ISP	  and	  a	  transit	  carrier	  who	  is	  connected	  to	  many	   networks	   worldwide	   and	   offers	   a	   global	   interconnect	   service.	  Transit	   is	   paid	   for,	   and	   the	   prices	   aren’t	   always	   fixed	   (some	   deals	  establish	  a	  capacity	  cap	   for	  a	  given	  price,	  others	  are	  billed	  at	   the	  end	  of	  contract	  periods	  on	  the	  basis	  of	  what	  the	  peak	  actually	  was).	  Transit	  is	  a	  very	   competitive	  market	   in	  Western	  Europe,	   and	   the	  prices	   continue	   to	  decline.	   It’s	   the	  default	   interconnection	  mechanism	  in	   the	   Internet	  value	  chain	  and	  all	  ISPs,	  as	  well	  as	  all	  OSPs	  (at	  the	  other	  end	  of	  the	  chain)	  rely	  on	  it	  one	  way	  or	  another.	  
• When	  an	   ISP	  and	  an	  OSP	   see	  an	   important	   flow	  of	   traffic	  between	   their	  networks,	  they	  must	  dimension	  for	  more	  transit,	  which	  has	  an	  impact	  on	  their	   cost	  base.	   It	  may	  become	   interesting	   for	   them	  to	  establish	  a	  direct	  link	  (called	  a	  peering	  link)	  between	  their	  networks	  to	  specifically	  manage	  that	   part	   of	   the	   traffic96.	   The	   vast	  majority	   of	   these	  peering	   agreements	  are	  not	   compensated	   financially:	   they	   allow	  both	  parties	   to	   save	  money	  on	   transit	   for	   the	   traffic	   between	   them.	   A	   recent	   OECD	   study	   analyzing	  over	   142,000	   peering	   agreements97	   found	   that	   99.5%	   of	   these	   aren’t	  concluded	  with	   a	  written	   contract.	   Peering	   is	   simply	  part	   of	   the	  normal	  function	  of	   the	   Internet	   economy,	   a	   fact	   that	   is	   accepted	  by	   (almost)	   all	  players	  in	  the	  ecosystem.	  
• Finally,	  there’s	  a	  third	  solution	  for	  an	  ISP	  to	  optimize	  external	  traffic	  and	  save	  on	  interconnection	  costs,	  which	  is	  to	  host	  the	  content	  most	  accessed	  by	  its	  users	  inside	  its	  network.	  There	  are	  two	  ways	  this	  can	  be	  done.	  The	  first	  is	  a	  commercial	  agreement	  with	  a	  company	  offering	  Content	  Delivery	  Network	   services	   (or	   CDN)	   which	   then	   hosts	   servers	   inside	   the	   ISP’s	  network	   on	   which	   the	   most	   popular	   Internet	   content	   for	   that	   ISP	   is	  transmitted	   and	   stored	   during	   off-­‐peak	   hours.	   OSPs	  who	  wish	   for	   their	  content	  to	  be	  thus	  distributed	  also	  sign	  a	  commercial	  agreement	  with	  the	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
96 Note that peering can also be established via third-party networks or transit carriers, which the 
exhibit in page 3 does not display for readability’s sake. A more detailed representation of all traffic 
management options can be found in ‘How the 'Net Works: an introduction to peering and transit’, 
Rudolf van der Berg, Ars Technica 2008. 
97 Internet Traffic Exchange - Market Developments and Policy Challenges, Dennis Weller, Bill 
Woodcock - 2012 
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CDN	   provider.	   The	   second	   approach	   is	   the	   OSP’s	   direct	   hosting	   of	   its	  content	   inside	   the	   ISP’s	  network	  as	  part	  of	   a	  deal	  between	  OSP	  and	   ISP	  that	  can	  be	  financially	  compensated	  or	  not.	   In	  both	  cases,	   the	  amount	  of	  transit	   or	   peering	   capacity	   required	   to	   handle	   the	   external	   traffic	   is	  lowered	  as	  the	  most	  intense	  traffic	  to	  the	  ISP’s	  subscribers	  is	  now	  hosted	  on	  its	  home	  network.	  Also	  note	  that	  some	  ISPs	  compete	  with	  commercial	  CDN	  companies	  by	  offering	  their	  own	  replication	  services	  directly	  to	  the	  OSPs.	  
IV.	  Cost	  mitigation	  in	  Internet	  traffic	  management	  	  The	  costs	  of	   the	  different	  solutions	  mentioned	  above	  vary	  of	  course	  depending	  on	   the	  nature	  of	   the	  players	   involved	   and	   the	   traffic	   flows	  between	   them.	   It	   is	  possible	   however	   to	   examine	   the	   types	   of	   investment	   and	   recurring	   costs	   that	  each	  of	  these	  solutions	  requires	  in	  a	  simple	  manner:	  	  
Investment	  and	  recurring	  costs	  of	  various	  traffic	  management	  solutions	  
Investment Recurring	  Costs Investment Recurring	  Costs
-­‐	  Routers	  for	  the	  links
-­‐	  Physical	  interconnect
-­‐	  Payment	  to	  a	  transit	  carrier	  
based	  on	  peak	  capacity	  or	  
actual	  traffic	  peaks
-­‐	  Routers	  for	  the	  links
-­‐	  Physical	  interconnect
-­‐	  Payment	  to	  a	  transit	  carrier	  
based	  on	  peak	  capacity	  or	  
actual	  traffic	  peaks
-­‐	  Routers	  for	  the	  links
-­‐	  Physical	  interconnect
-­‐	  Routers	  for	  the	  links
-­‐	  Physical	  interconnect
	  Commercial -­‐	  Subscription	  to	  a	  commercial	  CDN	  service
-­‐	  Subscription	  to	  a	  commercial	  
CDN	  service
Bilateral
Agreement
-­‐	  Server	  hosting	  if	  the	  ISP	  bears	  
all	  or	  part	  of	  these	  costs
-­‐	  Content	  servers -­‐	  Server	  hosting	  if	  the	  OSP	  bears	  
all	  or	  part	  of	  these	  costs
ISP -­‐	  set-­‐up	  of	  the	  ISP's	  CDN	  service	  (will	  generate	  revenues)
-­‐	  Subscription	  to	  the	  ISPs	  CDN	  
service
CDN
Chosen	  Solution For	  the	  ISP For	  the	  OSP
Transit
Peering
	  
Source	  :	  Diffraction	  Analysis,	  2013	  One	   sometimes	   hears	   the	   argument	   that	   OSPs	   are	   ‘free	   riders’	   on	   the	   access	  networks	   and	   that	   this	   justifies	   examining	   their	   financial	   contribution	   to	   the	  traffic	  handling	  costs	  inside	  the	  ISP	  networks.	  The	  table	  above	  clearly	  shows	  that	  OSPs	   invest	   or	   pay	   recurring	   costs	   in	   the	   same	   way	   as	   ISPs	   for	   all	   traffic	  management	   solutions.	   The	   ‘free	   rider’	   argument	   focuses	   on	  what	   happens	   on	  the	   ISP’s	  network	  and	   ignores	  both	  the	  recurring	  and	  transit	  costs	  of	   the	  OSPs,	  not	  to	  mention	  the	  significant	  investment	  that	  they	  consent	  to	  bring	  the	  traffic	  as	  close	  as	  possible	  to	  the	  end-­‐users.	  OSPs	  are	  important	  investors	  or	  co-­‐financiers	  of	   international,	  European	  and	  national	  fiber	  transport	  links.	  For	  example,	  both	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Google98	   and	   Facebook99	   co-­‐invest	   in	   Asian	   transport	   backbone	   networks.	   In	  October	   2012,	   Facebook	   announced	   the	   construction	   of	   an	   8,000km	  European	  backbone	  to	  bring	  traffic	  from	  its	  hosting	  sites	  in	  Sweden	  as	  close	  as	  possible	  to	  its	   users100.	   OSPs	   invest	   in	   transport	   networks,	   hosting	   facilities	   and	   shared	  structures	  where	  traffic	  can	  be	  exchanged.	  The	   argument	   that	   the	   OSPs	   are	   ‘free	   riders’	   is	   unfounded	   also	   because	   it	   can	  easily	   be	   turned	   around:	  when	   an	   Internet	   user	   accesses	   content	   on	   the	   other	  side	   of	   the	   globe	   via	   a	   peering	   agreement,	   the	   distances	   covered	   by	   the	   ISP’s	  access	  and	  transport	  network	  are	  minuscule	  compared	  to	  those	  of	  the	  transport	  network	   of	   the	   OSP.	   Since	   the	   main	   investment	   cost	   of	   a	   fiber	   network	   is	  distance,	   the	  OSPs	  could	  easily	  argue	   that	   the	   ISPs	  benefit	   from	  that	  portion	  of	  their	  network	  free	  of	  charge.	  Finally,	  and	   it’s	  probably	   the	  main	  point	  of	   the	  discussion,	   the	   ISPs	  are	  already	  paid	   by	   their	   subscribers	   to	   handle	   the	   traffic	   that	   these	   subscribers	   want	   to	  access.	  The	  economic	  analysis	  shouldn’t	  be	  focused	  on	  what	  happens	  upstream,	  it	   should	   be	   focused	   on	  what	   happens	   downstream.	   Supposing	   for	   one	  minute	  that	  traffic	  management	  costs	  became	  unbearable	  because	  of	  increased	  end-­‐user	  demand	  (which	  is	  far	  from	  being	  the	  case	  today	  as	  shown	  below),	  it	  is	  first	  and	  foremost	  in	  that	  direction	  that	  ISPs	  should	  look	  for	  additional	  revenues.	  The	   French	   regulator	   (ARCEP)	   has	   done	   a	   detailed	   analysis	   of	   traffic	  management	  costs	  for	  French	  ISPs	  in	  a	  study	  published	  in	  2012101.	  The	  following	  exhibit	  summarizes	  the	  results	  of	  the	  cost	  modeling	  done	  by	  ARCEP	  :	  
Estimated	  cost	  spread	  of	  a	  consumer	  ADSL	  customer	  in	  France	  
13€ /	  month
2€ /	  month
0.1	  € /month
Costs related to	  the	  access network	  (excluding NGA	  
investment).	  These costs do	  not	  vary according to	  traffic.
Costs related to	  aggregation and	  transport	  network.	  Part	  
of	  these costs (1	  to	  1.5€ per	  month)	  vary according to	  
traffic intensity of	  a	  subscriber.
Costs related to	  external traffic management	  
(mostly transit	  costs)
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Note:	  size	  of	  the	  boxes	  not	  proportional to	  amounts 	  
Source	  :	  ARCEP	  Modeling,	  2012	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
98 Global Consortium to Construct New Cable System Linking US and Japan to Meet Increasing 
Bandwidth Demands, Google (http://googlepress.blogspot.nl/2008/02/global-consortium-to-construct-
new_26.html) 
99 Facebook invests in APAC Undersea Cable, ZDNet, Juillet 2012 (http://www.zdnet.com/facebook-
invests-in-apac-undersea-cable-7000000367/) 
100 Entretien avec Jay Parikh - VP, Infrastructure Engineering, Facebook à Structure Europe 
(http://new.livestream.com/gigaom/structureeuroday2/statuses/4942815) 
101 Rapport au Parlement et au Gouvernement sur la neutralité de l’Internet, ARCEP 2012 
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The	   amounts	   that	   are	   the	   subject	   of	   the	   whole	   peering	   debate	   in	   France	   are	  included	  in	  the	  0.1	  Euros	  per	  month	  per	  subscriber	  shown	  above.	  According	  to	  market	  data	  provided	  by	  ARCEP102	  that	  would	  represent	  a	  total	  amount	  for	  the	  whole	   of	   the	  wireline	  market	   in	   France	   of	   around	   26.57m€	   per	   year.	   Another	  way	  of	  looking	  at	  it	  is	  to	  calculate	  that	  the	  amount	  in	  question	  represents	  0.28%	  of	  Free’s	  average	  revenue	  per	  user,	  or	  0.27%	  of	  Orange’s103.	  More	   generally,	   an	   ISP	   reluctant	   to	   increase	   its	   peering	   capacity	   with	   an	   OSP	  depite	   an	   influx	   of	   traffic	   must	   still	   handle	   that	   traffic,	   which	   consequently	  travels	   through	   a	   transit	   link.	   Either	   the	   latter’s	   cost	   increases	   to	  manage	   that	  additional	   traffic	   or	   the	   transit	   link	   is	   deliberately	   under-­‐provisioned,	   and	   the	  quality	   delivered	   to	   end-­‐users	   is	   degraded.	   Alternatively,	   setting	   up	   a	   CDN	  through	   a	   bilateral	   agreement	   would	   allow	   for	   a	   minimal	   investment	   to	  significantly	  reduce	  the	  transit	  bill.	  Considering	  how	  low	  the	  amounts	  in	  question	  are	  and	  how	  simple	  the	  economic	  arbitration	   seems	   to	   be	   between	   modest	   investment	   in	   capacity	   and	   growing	  transit	  costs,	  it’s	  hard	  to	  understand	  why	  the	  debate	  is	  getting	  so	  much	  attention.	  	  	  
V.	  Achieving	  economic	  efficiency	  in	  traffic	  management	  	  The	  interconnection	  debate	  is	  clearly	  a	  piece	  in	  a	  larger	  whole,	  only	  part	  of	  which	  is	  explicit.	  ISPs	   first	   argue	   that	   traffic	   asymmetry	   is	   the	   reason	   why	   they	   only	   recently	  started	  taking	  a	  stance	  on	  this	  issue.	  It’s	  a	  startling	  statement,	  firstly	  because	  an	  interconnection	   link	   between	   two	   players	   has	   no	   direction	   and	   the	   cost	   to	  establish	  this	  link	  is	  the	  same	  whether	  traffic	  flows	  in	  one	  direction	  or	  the	  other;	  secondly	  because	  the	  traffic	  asymmetry	  is	  a	  direct	  result	  of	  the	  asymmetry	  in	  the	  access	  network.	  It’s	  hard	  to	  imagine	  ISPs,	  a	  few	  years	  down	  the	  line,	  being	  willing	  to	  pay	  OSPs	  when	  the	  traffic	  flows	  invert	  as	  has	  already	  been	  witnessed	  on	  some	  FTTH	  networks	  in	  the	  Nordic	  countries104	  because	  symmetrical	  access	  generates	  more	  uplink	  traffic	  from	  customers	  than	  downlink.	  Another	  argument	  put	  forward	  by	  ISPs	  is	  that	  the	  significant	  investment,	  current	  and	   future,	   in	   access	   network	   upgrades	   is	   made	   necessary	   by	   the	   increase	   in	  traffic.	  While	   factually	   true,	   that	   statement	  deserves	  deeper	  examination.	   Since	  networks	  are	  dimensioned	   for	   traffic	  peaks,	   the	  most	   traffic-­‐intensive	   services,	  i.e.,	   video	   applications,	   are	   the	   ones	   that	   drive	   the	   technology	   choices	   for	  network	  upgrades.	  The	  main	  video	  application	   for	   residential	   ISP	  customers	   in	  France	  (and	  elsewhere)	   is	   IP	   television.	  The	   traffic	   flows	   from	  IP	   television	  are	  increasingly	   HD,	   delivered	   on	   large	   screens	   and	   they	   dwarf	   in	   size	   any	   other	  traffic	   flow	   on	   the	   network	   (including	   OSP	   video	   flows).	   It	   would	   be	  disingenuous	   to	   suggest	   therefore	   that	   the	   technology	   choices	   and	   the	   related	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
102 Observatoire trimestriel des marchés de DETAIL des communications électroniques (services fixes 
haut et très haut débit) en France - 3ème trimestre 2012 - résultats provisoires, ARCEP 
103 ARPU sources: Résultats financiers de Free à mi-2012 and Résultats financiers d’Orange à fin 2011 
104 Analysis of FTTH Service Portfolios, Yankee Group / FTTH Council Europe, 2009 
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investment	   in	   the	  network	  upgrade	  are	   a	   result	   of	   the	   Internet	   traffic	   increase	  only:	   clearly	   the	  most	   significant	   traffic	   flows	  are	  managed	   IPTV	   service	   flows,	  unrelated	  to	  OSP	  content.	  Also,	   as	   stressed	   above,	   Internet	   traffic	   increase	   leads	   OSPs	   to	   invest	   in	  infrastructure	   (hosting	   facilities,	   regional,	  national	  and	   international	  networks)	  and	  increase	  their	  recurring	  transit	  costs.	  Finally,	  it’s	  important	  to	  keep	  in	  mind	  that	  the	  online	  advertising	  market,	  which	  is	   the	   lifeblood	   of	   the	   OSPs	   in	   France,	   is	   tiny	   in	   size	   compared	   to	   the	   access	  market.	  According	  to	  ARCEP105	  the	  total	  revenue	  of	  ISPs	  on	  the	  end-­‐user	  market	  will	   represent	   around	  41.8	  billion	  Euros106	   in	  France	   in	  2012	  versus	   an	  online	  advertising	  market	  estimated	  at	  2.7	  billion	  Euros107.	  That’s	  a	  little	  above	  1:15	  in	  terms	  of	  economic	  weight	  differential	  between	  OSPs	  and	  ISPs.	  The	  paradox	  of	  the	  current	  debate	  is	  that	  online	  content	  and	  applications	  drive	  demand	  for	   Internet	  access	  and	  therefore	  represent	  a	  significant	  portion	  of	   the	  ISPs’	  revenues.	  A	  2011	  study	  interviewing	  a	  representative	  panel	  of	  1000	  French	  Internet	  users	  concluded	  that	  38%	  of	  them	  would	  be	  likely	  or	  very	  likely	  to	  pay	  more	  for	  a	  faster	  Internet	  access	  offer	  if	  it	  was	  available	  to	  their	  home.108	  
VI.	  Conclusion	  	  In	  the	  end,	  it’s	  hard	  to	  figure	  out	  exactly	  what	  outcome	  the	  ISPs	  expect	  from	  this	  debate.	  Solutions	   to	   reduce	   the	  external	   interconnection	  costs	  while	   increasing	  quality	   of	   service	   for	   the	   end	   users	   exist,	   and	   incidentally	   are	   part	   of	   the	  announcements	  made	  by	  ISP	  Orange	  on	  the	  evolution	  of	  its	  broadband	  offers.109	  The	   debate,	   additionally,	   concerns	   very	   small	   amounts	   compared	   to	   the	   global	  economy	  of	  Internet	  access.	  	  ISPs	   seem	   to	   wish	   for	   an	   intervention	   of	   policy	  makers	   that	   ideally	   lets	   them	  ignore	  net	  neutrality	  or,	  at	  the	  very	  least,	  lets	  them	  bill	  for	  peering	  to	  these	  OSPs	  with	   whom	   they	   exchange	   traffic.	   They	   hope	   perhaps	   that	   such	   a	   commercial	  mechanism	  will	   let	   them	   regulate	   financially	   the	   amount	   of	   traffic	   that	   comes	  onto	   their	   networks	   and	   thus	   minimize	   the	   impact	   of	   OSP	   services	   that	   may	  compete	  with	  the	  ones	  they	  offer	  to	  their	  customers.	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
105 Observatoire des marchés des communications électroniques en France 3 ème trimestre 2012 - 
résultats définitifs. 
106 For this calculation, we used ARCEP’s numbers for 2012 Q3 (Observatoire des marchés des 
communications électroniques en France 3 ème trimestre 2012 - résultats définitifs) and projected 
evolution linearly to the end of 2012 to reach our estimated number of 41,8bn€. 
107 8ème Observatoire de l’Epub - Capgemini Consulting à l’initiative du SRI 
108 To the question “ If there was a faster Internet connection available for your household to what 
extent would you be likely or unlikely to pay more for this service? ", 38% answered “very likely » or 
“likely." Source : ICM Consumption Broadband 2011 
109 Orange et Akamai forment une alliance stratégique pour la diffusion de contenus 
(http://www.orange.com/fr/presse/communiques/communiques-2012/Orange-et-Akamai-forment-une-
alliance-strategique-pour-la-diffusion-de-contenus) 
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Unfortunately,	   the	   establishment	  of	  mandatory	  paid	  peering	  would	  most	   likely	  not	   have	   the	   expected	   results.	   ‘Paid	   peering’	   as	   it	   currently	   exists	   is	   not	   the	  prevailing	   practice	   in	   the	   market.	   It’s	   essentially	   uneconomical	   between	   large	  players	  and	  while	   it	  can	  be	   the	  result	  of	  peering	  negotiations,	   it’s	  generally	   the	  mutually	   agreed	   result	   of	   an	   imbalance	   in	   respective	   sizes.	   The	   choice	   of	  settlement-­‐free	  peering,	  on	  the	  other	  hand,	  is	  meaningful	  for	  both	  parties	  since	  it	  allows	   them	   to	   deliver	   a	   better	   quality	   of	   service	   while	   both	   save	   money	   on	  transit.	   A	   mandatory	   paid	   peering	   relationship	   would	   lock	   the	   OSP	   in	   a	  commercial	   deal	   with	   a	   fixed	   cost	   whereas	   transit	   is	   a	   competitive	   and	   fluid	  market.	  It	  would	  become	  very	  hard	  to	  figure	  out	  of	  the	  benefits	  of	  paid	  peering	  for	  large	  OSPs,	  and	  they	  would	  most	  likely	  prefer	  transit,	  a	  more	  transparent	  and	  flexible	  solution.	  Both	  players	  would	  be	  penalized	  financially,	  the	  whole	  Internet	  economy	  would	  suffer,	  and	  ISPs	  even	  more	  so	  than	  other	  players.	  	  Furthermore,	  even	  supposing	  such	  deals	  were	  economically	  viable,	  the	  evolution	  of	   these	  deals	  over	   time	  would	   likely	  not	  be	   favourable	   to	   ISPs	  as	   traffic	   flows	  start	  balancing	  out	  with	  symmetry	  –	  or	  at	   least	  decent	  upload	  capacity	  –	  being	  deployed	   in	   next-­‐generation	   access	   networks.	   One	   can	   guess	   that	   ISPs	   would	  switch	   from	  being	   fervent	   supporters	  of	   ‘mandatory	  paid	  peering’	  mechanisms	  to	  being	  ardent	  opponents	  of	  them	  in	  a	  few	  years.	  	  Finally,	  by	  penalising	  peering,	  a	  regulatory	  intervention	  to	  mandate	  paid	  peering	  would	   favor	   transit	   to	   the	   detriment	   of	   quality	   of	   service	   offered	   to	   end-­‐users	  since	  more	   intermediaries	  would	   be	   involved	   in	   content	   and	   application	  delivery.	   Additionally,	   it	   would	   also	   penalize	   and	   maybe	   eliminate	   small	   ISPs,	  who	   would	   not	   represent	   large	   enough	   footprints	   to	   justify	   a	   paid	   peering	  agreement	  with	  anyone	  else	  in	  the	  ecosystem.	  	  In	  conclusion,	  it	  seems	  important	  to	  stress	  that	  solutions	  to	  optimize	  traffic	  exist	  and	   are	   very	   affordable;	   despite	   what	   they	   may	   sometimes	   suggest,	   ISPs	   are	  trapped	   in	   neither	   unsolvable	   technical	   issues	   nor	   unbearable	   economic	  situations.	  The	  financial	  importance	  of	  traffic	  management	  is	  modest,	  the	  model	  has	   been	   working	   since	   day	   one	   of	   the	   Internet	   and	   allows	   all	   players	   in	   the	  ecosystem	  to	  operate	  at	   low	  costs.	   It	  would	  be	  counter-­‐productive	  to	  challenge	  those	  mechanisms	  and	   therefore	  break	   the	   fragile	  balance	   that	   allows	   Internet	  users	  to	  access	  the	  content	  they	  seek	  in	  the	  best	  conditions	  without	  any	  player	  in	  the	  ecosystem	  being	  in	  a	  position	  to	  decide	  what	  they	  may	  or	  may	  not	  access.	  	  	  	  	  	  	  	  	  	  	  
This	  research	  was	  sponsored	  by	  Google,	  although	  the	  opinions	  and	  views	  expressed	  are	  
independent	  and	  not	  a	  representation	  of	  the	  company's	  policies.	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I.	  Introduction	  	  The	   theory	   of	   the	   “virtuous	   circle	   of	   innovation”	   is	   an	   argument	   proffered	   in	  support	  of	  network	  neutrality.	  The	  virtuous	  circle	  is	  the	  notion	  that	  the	  growth	  of	  content	  and	  applications	  stimulates	  demand	  for	  internet	  subscriptions	  which	  generates	   revenue	   for	   operators	   which	   then	   invest	   in	   infrastructure.	   	   This	  argument	  was	  first	  introduced	  by	  the	  the	  Federal	  Communications	  Commission,	  the	  telecom	  regulator	  of	  the	  United	  States,	  in	  its	  Open	  Internet	  Report	  &	  Order	  of	  2010.110	   	   Subsequently	   it	   was	   presented	   in	   a	   brief	   by	   the	   Open	   Internet	  Coalition111	  and	  another	  by	  a	  group	  of	  engineers112	  as	  part	  of	  the	  case	  Verizon	  v.	  
FCC.	  	  In	  its	  decision113	  for	  the	  case,	  the	  District	  Court	  of	  Appeals	  of	  Washington,	  D.C.	  mentioned	   the	   virtuous	   circle.	   	   	   Earlier	   game	   theoretical	  work	   	   by	   Cheng,	  Bandyopadhyay	  and	  Guo114	  (2008)	  and	  Choi	  and	  Kim115	  (2010)	  provide	  implicit	  support	   this	   assertion,	   that	   by	   requiring	   broadband	   providers	   to	   treat	   all	   data	  equally	  will	  encourage	  them	  to	  invest	  in	  broadband	  infrastructure.	  	  	  	  This	  paper	  offers	  a	  review	  of	  the	  design	  of	  an	  empirical	  test	  of	  this	  theory.	  More	  specifically	  it	  tests	  one	  suggestion	  of	  the	  theory.	  	  The	  test,	  an	  econometric	  model	  built	   with	   empirical	   data	   from	   a	   variety	   of	   countries	   (US,	   Chile,	   Peru,	  Netherlands,	   Brazil,	   Slovenia,	   France,	   and	   the	   Nordic	   countries),	   attempts	   to	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
110 Open Internet Report & Order, 2010, https://apps.fcc.gov/edocs_public/attachmatch/FCC-10-
201A1.pdf. 
111 Goldberg and Michalopoulo, “Brief of Intervenors Open Internet Internet Coalition, Public 
Knowledge, Vonage Holdings Corporation, and National Association of State Utility Consumer 
Advocates.” http://www.fcc.gov/document/brief-open-internet-coalition-no-11-1355-dc-cir 
112 Internet Engineers Amicus Brief, No. 11-1355 (D.C. Circuit), November 1, 2012, 
http://www.fcc.gov/document/internet-engineers-amicus-brief-no-11-1355-dc-cir. 
113 Verizon v. FCC, 740 F. 3d 623 (Court of Appeals, Dist. of Columbia Circuit 2014). 
http://www.cadc.uscourts.gov/internet/opinions.nsf/3AF8B4D938CDEEA685257C6000532062/$file/1
1-1355-1474943.pdf 
114 “The debate on net neutrality: A policy perspective” Information Systems Research. 2011 
http://pubsonline.informs.org/doi/abs/10.1287/isre.1090.0257 
115 Pil Choi, J. and Kim, B.-C. (2010), Net neutrality and investment incentives. The RAND Journal of 
Economics, 41: 446–471. doi: 10.1111/j.1756-2171.2010.00107.x 
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determine	  whether	  the	  imposition	  of	  net	  neutrality	  rules	  increases	  the	  network	  investment.	  The	  test	  is	  not	  yet	  complete,	  but	  its	  design	  is	  presented	  to	  highlight	  the	  many	   issues	   and	   challenges	   in	  developing	  empirical	  models	   to	   support	  net	  neutrality	  policymaking.	  The	  test	  and	  its	  outcome	  will	  likely	  be	  imperfect,	  but	  a	  discussion	   of	   the	   design	   of	   the	   test	   can	   be	   helpful	   to	   highlight	   questions	   and	  assumptions	  that	  underlie	  net	  neutrality.	  	  	  The	  paper	  reviews	  the	  virtuous	  circle	  and	  other	   theories	  of	   innovation.	  Then	   it	  discuss	   the	   analytical	   and	   technical	   issues	   which	   should	   be	   considered	   in	  designing	  a	   test.	  As	   it	   is	  possible	   to	  manipulate	  data	   to	   tell	  a	  story	   favorable	   to	  support	  a	  particular	  policy,	   this	  discussion	   is	  undertaken	  to	  educate	  readers	   to	  be	  more	  critical	  about	  the	  particular	  data	  sets	  and	  their	  analysis.	  	  The	  goal	  of	  the	  discussion	  is	  to	  uncover	  all	  the	  pitfalls	  and	  shortcomings	  of	  data	  so	  that	  the	  final	  conclusions	  can	  be	  as	  accurate	  as	  possible.	  	  It	  highlights	  possible	  outcomes	  of	  the	  test	   and	   and	   limitations	   for	   applicability.	   	   Though	   the	   test	   is	   not	   complete,	   it	  highlights	  some	  anecdotal	  findings	  to	  date.	  	  	  
II.	  The	  Virtuous	  Circle	  and	  Other	  Theories	  of	  Innovation	  	  In	   its	   Open	   Internet	   Report	   &	   Order,	   the	   FCC	   presented	   the	   theory	   of	   the	  “virtuous	   circle	   of	   innovation”116	   as	   an	   argument	   in	   support	   of	   network	  neutrality.	  It	  notes,	  	  
The	  Internet’s	  openness	  is	  critical	  to	  these	  outcomes,	  because	  it	  enables	  a	  virtuous	  
circle	   of	   innovation	   in	   which	   new	   uses	   of	   the	   network—including	   new	   content,	  
applications,	   services,	   and	   devices—lead	   to	   increased	   end-­‐user	   demand	   for	  
broadband,	   which	   drives	   network	   improvements,	   which	   in	   turn	   lead	   to	   further	  
innovative	   network	   uses.	   Novel,	   improved,	   or	   lower-­‐cost	   offerings	   introduced	   by	  
content,	   application,	   service,	   and	   device	   providers	   spur	   end-­‐user	   demand	   and	  
encourage	   broadband	   providers	   to	   expand	   their	   networks	   and	   invest	   in	   new	  
broadband	  technologies.	  (emphasis	  mine)	  
	  The	  virtuous	  circle	  might	  be	  illustrated	  in	  the	  following.	  
	  
	  	  	  	  	  	  	  	  	  	  	  Author’s	  diagram	  of	  “virtuous	  circle”	   	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
116 FCC Open Internet Report & Order 10-201, December 21, 2010. Paragragh 14. 
https://apps.fcc.gov/edocs_public/attachmatch/FCC-10-201A1_Rcd.pdf 
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In	  the	  virtuous	  circle	  theory,	  one	  key	  actor	  is	  the	  innovator	  who	  has	  free	  rein	  to	  invent	  and	  is	  assured	  a	  network	  where	  he	  can	  distribute	  his	  invention	  to	  users.	  	  	  Other	  theories	  that	  explain	  internet	  innovation	  include	  the	  end	  to	  end	  principle	  by	   Lemley	   &	   Lessig,	   creative	   destruction,	   diffusion	   of	   innovations,	   disruptive	  innovation,	  and	  the	  theory	  of	  complementary	  assets.	   	  However	  plausible	  any	  of	  these	  theories	  may	  be,	   they,	   like	  other	  explanations	  of	   innovation,	  are	  theories.	  For	   a	   policy	   to	   have	   salience	   and	   efficacy,	   it	   should	   likely	   be	   supported	   by	  evidence.	   Furthermore	   from	   a	   scientific	   perspective	   it	   should	   be	   possible	   to	  observe	  the	  theory	  in	  action	  and	  ideally	  to	  design	  experiments	  where	  the	  theory	  is	  proven.	  	  To	  be	   sure,	  proving	  any	  one	   theory	   is	   very	  difficult.	  Any	  one	  of	   the	   innovation	  theories	  may	  be	  responsible	  for	  all,	  some,	  or	  none	  of	  internet	  innovation.	  It	  could	  be	   some	   or	   a	   combination	   of	   theories	  which	   account	   for	   innovation.	   However	  there	  is	  no	  known	  matrix	  that	  suggests	  theory	  #1	  is	  responsible	  for	  x	  percent	  of	  internet	  innovation.	  	  Theories,	  until	  they	  are	  proven,	  are	  not	  economic	  laws.	  That	  is	   to	   say,	   they	   are	   by	   definition	   theoretical,	   not	   empirical.	   	   Even	   Lemley	   and	  Lessig	   observe	   that	   there	   there	   are	   other	   important	   features	   of	   the	   network’s	  design	  and	  further,	  	  “As	  we	  have	  said,	  no	  one	  fully	  understands	  the	  dynamics	  that	  have	  made	  the	  innovation	  of	  the	  Internet	  possible.”	  
	  
1.	  The	  End	  to	  End	  Principle	  	  In	   2000	   legal	   scholars	   Mark	   Lumley	   and	   Lawrence	   Lessig	   presented	   their	  manifesto117	  for	  preserving	  innovation	  on	  the	  internet,	  calling	  it	  the	  “end	  to	  end	  principle”,	   appropriating	   the	   term	   from	   a	   1984	   paper118	   by	   engineers	   Saltzer,	  Reed	  &	  Clark.	  	  	  The	  original	  proposition	  follows:	  
The	   principle,	   called	   the	   end-­‐to-­‐end	   argument,	   suggests	   that	   functions	   placed	   at	  
low	  levels	  of	  a	  system	  may	  be	  redundant	  or	  of	  little	  value	  when	  compared	  with	  the	  
cost	  of	  providing	  them	  at	  that	  low	  level.	  
	  In	  a	  speech119	  at	  the	  FCC’s	  Open	  Internet	  Access	  Committee	  in	  2010	  author	  David	  Clark	  noted	  that	  the	  original	  paper	  was	  not	  about	  “openness”	  and	  in	  fact	  that	  the	  word	   was	   not	   even	   in	   the	   original	   paper.	   	   Instead	   the	   paper	   was	   about	  “correctness”	   and	   where	   it	   appropriate	   to	   place	   functionality	   in	   the	   network	  depending	  on	  the	  benefits	  to	  be	  delivered.	  	  As	  such,	  it	  could	  be	  interpreted	  that	  prioritization	  should	  be	  applied	  at	  the	  higher	  level	  (or	  core)	  of	  the	  network,	  and	  not	  the	  ends,	  when	  it	  is	  warranted.	  	  	  	  
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
117 Lemley, Mark and Lawrence Lessig. “The End of End-to-End: Preserving the Architecture of the 
Internet in the Broadband Era.” October 1, 2000. UC Berkeley Law & Econ Research Paper No. 2000-
19  
118 J. H. Saltzer, D. P. Reed, and D. D. Clark, “End-to-End Arguments in System Design,” ACM Trans. 
Comput. Syst. 2, no. 4 (November 1984): 277–88, doi:10.1145/357401.357402. 
119 Remarks from FCC Open Internet Access Committee meeting. http://www.fcc.gov/events/open-
internet-advisory-committee-meeting, scroll to 65 min 
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In	  any	  case,	  Lemley	  and	  Lessig	  used	  the	  notion	  of	   the	  “end	  to	  end	  principle”	   to	  explain	  the	  virtues	  of	   internet	  architecture,	   its	  openness,	  how	  the	  “ends”	  of	   the	  network	  where	  users	  and	  applications	  reside	  should	  be	  “intelligent”,	  and	  that	  the	  protocols	  and	  pipes	  be	  as	  simple	  and	  general	  as	  possible.	  	  Furthermore	  they	  decried	  the	  injustice	  that	  telephone	  and	  cable	  companies	  were	  regulated	  differently,	   that	   telephone	  companies	  were	  required	  to	  unbundle	  but	  not	  cable	  companies.	  They	  predicted	  that	  unless	  similar	  restrictions	  were	  placed	  on	   cable,	   that	   prices	   and	   innovation	  would	   be	   harmed.	   The	   predicted	   that	   the	  end	   to	   end	   principle	   which	   “governed	   the	   internet	   since	   inception”	   would	   be	  compromised.	   	   It	  may	  be	  difficult	   to	   tell	  whether	   internet	   innovation	  has	  been	  compromised	  because	  cable	  was	  not	  unbundled	  in	  the	  US.	   	   Indeed	  a	  number	  of	  application	   innovations	   have	   emerged	   since	   2000	   including	   Skype,	   Facebook,	  WhatsApp,	  and	  the	  online	  version	  of	  Netflix.	  	  	  Essentially	  Lessig	  &	  Lemley’s	  paper	  states	  that	  the	  internet’s	  architecture	  should	  be	   left	   the	  way	   it	   is	   because	   it	   has	   produced	   so	  much	   benefit	   and	   innovation.	  Their	  notion	  of	  the	  end	  to	  end	  principle	  is	  frequently	  invoked	  as	  justification	  to	  preserve	  the	  internet	  architecture	  through	  network	  neutrality.	  	  However	  potent	  and	  compelling	  the	  Lessig	  &	  Lemley	  interpretation	  of	  end	  to	  end	  principle	  is,	  it	  is	  not	  a	  proof	  of	  innovation.	  It	  is	  a	  theory.	  	  
	  
2.	  Creative	  Destruction	  	  Austrian	  economist	  Joseph	  Schumpeter’s	  presented	  his	  re-­‐interpretation	  of	  Marx	  in	  Capitalism,	   Socialism	  and	  Democracy.120	   	  Giving	   the	  example	  of	   the	  dearth	  of	  wood	   forcing	   a	   need	   to	   find	   energy	   substitutes,	   he	   promoted	   the	   idea	   that	  necessity	   creates	   invention.	   	   Rather	   than	   see	   the	   business	   cycle	   as	   a	   Marxist	  process	   of	   accumulation	   and	   annihilation	   of	   wealth,	   Schumpeter	   proposed	  creative	   destruction	   as	   an	   engine	   of	   renewable	   economic	   growth.	   	   Creative	  destruction	  is	  a	  force	  “that	  incessantly	  revolutionizes	  the	  economic	  structure	  from	  
within,	   incessantly	   destroying	   the	   old	   one,	   incessantly	   creating	   a	   new	   one”.	  	  Schumpeter	   saw	   entrepreneurs	   as	   creating	   economic	   growth	   and	   destroying	  established	   industries	   and	   monopolies.	   	   He	   would	   have	   likely	   celebrated	   the	  emergence	  of	  over	  the	  top	  technologies	  (OTTs).121	  	  	  In	  addition	  to	  his	  concept	  of	  “creative	  destruction”,	  Schumpeter	  advanced	  other	  concepts	   of	   technical	   change	   into	   neoclassical	   economic	   theory.	   	   	   He	   is	   also	  known	  for	  his	  discussion	  of	  the	  trilogy	  of	  invention,	  innovation,	  and	  diffusion.	  He	  distinguishes	   between	   invention	   (generation	   of	   new	   ideas),	   innovation	  (development	   of	   new	   ideas	   into	   a	   marketable	   products	   and	   process),	   and	  diffusion	   (spread	   of	   these	   products	   and	   processes	   across	   potential	   markets).	  Search	  engines	  provide	  an	  example	  of	  Schumpeter’s	  concepts.	  	  A	  search	  engine	  is	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
120 J.A. Schumpeter, Capitalism, Socialism, and Democracy. (Harper, 1942). 
121 The author admits that the term OTT is imperfect, but do not know of another term to distinguish 
those services which are delivered “over the top” of the network  from those that are delivered by 
network owners on their managed facilities. 
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an	  invention,	  the	  first	  of	  which	  was	  “Archie”,	  a	  tool	  used	  to	  search	  webservers	  by	  scientists	  at	  McGill	  University	  in	  Canada	  in	  1990.	  	  Some	  seven	  years	  later,	  Google	  created	   the	   innovation	   of	   pairing	   search	   results	  with	   advertising,	   an	   idea	   they	  engineered	   from	   the	   company	   Goto.com.	   	   Diffusion	   could	   be	   described	   as	   the	  process	  by	  which	  users	  adopt	  Google’s	  services.	  	  	  Some	   additional	   learnings	   from	   Schumpeter	   include	   the	   important	   distinction	  between	  adoption	  (the	  decision	  to	  incorporate	  a	  new	  technology	  into	  activities,	  typically	   a	   firm)	   vs.	   diffusion	   (how	   market	   share	   changes	   over	   time).	  	  Schumpeter	   believed	   adoption	   is	   driven	   by	   costs	   and	   benefits	   and	   prior	  investment	  decisions,	  e.g.	  replacement	  vs.	  new	  goods.	  	  When	  reviewed	  in	  light	  of	  Schumpeter,	  the	  “circle	  of	   innovation”	  may	  be	  better	  termed	  the	  “circle	  of	  diffusion”.	  	  In	  Schumpeter’s	  view,	  the	  firm	  	  creates	  its	  own	  inventions	  and	  innovations,	  but	  they	  are	  adopted	  by	  users	  through	  a	  process	  of	  diffusion.	  
	  
3.	  Diffusion	  of	  Innovations	  	  An	   understanding	   of	   adoption	   and	   diffusion	   leads	   naturally	   to	   the	   work	   of	  Everett	   Rogers,	   known	   for	   his	   Diffusion	   of	   Innovations122	   theory.	   	   He	   defined	  diffusion	   as	   a	   process	   in	   which	   innovation	   is	   shared	   over	   communication	  channels	  over	  time	  among	  the	  members	  of	  a	  social	  system.	  	  An	  innovation	  (also	  called	  technology)	  is	  an	  idea,	  practice	  or	  object	  that	  is	  perceived	  as	  new.	  	  It	  can	  include	   a	   hardware	   and/or	   software	   aspect.	   	   It	  may	   or	  may	  not	   be	   a	   part	   of	   a	  technology	  cluster.	  	  He	  also	  outlined	  re-­‐invention	  as	  a	  change	  or	  modification	  of	  an	  innovation.	  	  	  Rogers	   discussed	   the	   perceived	   attributes	   of	   the	   innovation	   including	   relative	  advantage	  (improvement	  over	  the	  status	  quo),	  compatibility	  (how	  it	  fits	  into	  the	  person’s	   life),	   complexity	   (degree	   of	   difficulty	   of	   adoption),	   “trialability”	   (how	  much	  one	  can	  experiment	  before	  adoption),	  and	  observability	  (degree	  to	  which	  benefits	  are	  visible	  to	  others).	  	  Rogers	  defined	  the	  communication	  channels	  as	  mass	  media	  (creates	  knowledge	  and	   awareness),	   interpersonal	   (persuades	   individuals),	   heterophly	   (experts),	  and	   homophily	   (peers).	   Rogers	   discussed	   time	   as	   steps	   in	   the	   innovation	  process:	   knowledge,	   persuasion,	   decision,	   implementation,	   and	   confirmation.	  Decision	   are	   made	   either	   optionally,	   collectively	   or	   by	   authority.	   Rogers	  emphasized	  that	  the	  diffusion	  of	  innovation	  as	  a	  social,	  not	  economic	  process.	  	  He	  described	   the	   norms,	   degree	   of	   networks,	   and	   interconnectedness	   in	   social	  systems.	  	  In	  Rogers’	  model,	  opinion	  leaders	  and	  change	  agents	  are	  important.	  	  	  	  Rogers	   model	   and	   its	   attendant	   bell	   curve	   have	   been	   applied	   to	   numerous	  innovations	  and	  is	  especially	  popular	  to	  explain	  the	  growth	  in	  smartphones.	  The	  “virtuous	   circle”	   might	   be	   too	   general	   for	   Rogers,	   who	   would	   have	   likley	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
122 Everett Rogers, Diffusion of Innovations, 5th Edition (Free Press, 2003). 
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emphasized	   the	   role	  of	   social	   actors	   in	   technology	  adoption.	   	   In	  Rogers’	  world,	  simply	  having	  an	  innovation,	  such	  as	  the	  internet,	  is	  not	  in	  itself	  enough	  to	  drive	  adoption.	  	  He	  was	  particularly	  interested	  in	  laggards,	  the	  people	  who	  don’t	  adopt	  technology	  regardless	  of	  the	  benefits	   it	  brings.	  Rogers	  suggest	  that	  people	  have	  to	  be	  introduced	  to	  innovation	  through	  peers.	  	  	  	  Indeed	  peers	  can	  be	  very	   important	   in	  getting	  others	  to	  adopt	  the	   internet	  and	  related	   technology.	   For	   example	   mobile	   phones	   are	   almost	   ubiquitous	   among	  teens	  and	  adults	  under	  age	  25.	  Also	   these	  groups	  generally	  prefer	  online	  video	  over	  linear	  television.	  	  Adoption	  can	  also	  be	  driven	  by	  fiat.	   	  For	  exmaple,	  the	  government	  can	  mandate	  the	   switch	   from	   analog	   to	   digital	   televison.	   	   It	   can	   make	   requirements	   for	   all	  providers	  to	  use	  the	  mobile	  same	  standards	  and	  so	  on.	  	  
	  
4.	  Disruptive	  Innovation	  	  Disruption	  is	  another	  term	  frequently	  used	  with	  innovation.	  It	  comes	  from	  Clay	  Christiansen’s	   The	   Innovator's	   Dilemma:	   When	   New	   Technologies	   Cause	   Great	  
Firms	   to	   Fail.123	   Christiansen	   describes	   how	   “good”,	   well-­‐managed	   companies	  lose	   their	   footing	   because	   low-­‐cost	   competitors	   focusing	   on	   an	   unprofitable	  market	  segment	  create	  “disruptive	  innovation”.	  	  	  Christiansen	   describes	   the	   difference	   between	   sustaining	   technologies	   and	  disruptive	   technologies	   and	   notes	   that	   most	   technological	   advances	   are	  sustaining	   technologies;	   they	   improve	   the	   performance	   of	   existing	   products.	  	  Occasionally	   technologies	   are	  disruptive.	  They	  underperform	  existing	  products	  at	   first,	  but	  then	  emerge	  to	  be	  simpler,	  better,	   faster,	  and	  cheaper	  than	  existing	  products.	  	  	  One	   characteristic	   of	   disruption	  Christiansen	  observes	   is	   that	   it	   provides	   firms	  lower	   margins,	   not	   higher	   profits.	   	   This	   can	   be	   observed	   with	   Skype	   and	  WhatsApp.	   Skype’s	   revenue	  was	  $860	  million	   for	   the	   year	   ended	  2010,	   its	   last	  published	  revenue	  before	  it	  was	  purchased	  by	  Microsoft	  for	  $8.5	  billion.	   	  Skype	  had	  668	  million	  users,	  18%	  of	  which	  were	  active	  users,	  and	  8.8	  million	  paying	  users.124	  	   With	   124	   million	   active	   users,	   Skype	   made	   less	   revenue	   than	   the	  annual	   operating	   profit	   of	   many	   mobile	   operators.	  	   It	   is	   worth	   noting	   that	   an	  operator	  with	  124	  million	  subscribers	  would	  earn	  many	  billions	  of	  dollars,	  but	  Skype	  made	  less	  than	  $1	  billion.	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
123 Clay Christiansen, The Innovator’s Dilemma: When New Technologies Cause Great Firms to Fail. 
(Harvard Business Review, 1997). 
124 “Microsoft Advertising International Skype Media Overview.” (Microsoft, July 2013), 
http://advertising.microsoft.com/en-
us/WWDocs/User/display/cl/brand_subproperty/1589/global/Microsoft-Advertising-International-
Skype-Media-Overview.pdf. 
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Microsoft	   does	  not	  provide	   individual	   financials	   for	   Skype,	   but	   it	   is	   bundled	   in	  the	   same	   business	   line	   with	   the	   company’s	   Lync	   platform,	   a	   communications	  platform	  for	  companies.	  	  Of	  the	  world’s	  largest	  100	  companies,	  90	  purchase	  the	  Lync	  platform	  for	  enterprise	  communications.125	  Skype	   is	  being	   integrated	   into	  Lync,	  so	  it	   is	  not	  clear	  to	  what	  degree	  Skype	  earns	  revenue	  or	  is	  a	  “loss	  leader”	  for	   Microsoft.	   	   Companies	   purchases	   Lync	   for	   a	   fee,	   and	   Skype	   does	   generate	  revenue	   through	   off-­‐net	   communications.	   	   However	  most	   of	   Skype’s	   users	   are	  individuals	   who	   do	   not	   pay	   for	   the	   service.	   Like	   many	   internet	   companies,	  Microsoft	  may	  offer	  Skype	  both	   in	   free	  and	  premium	  versions,	  with	   the	  paying	  customers	   subsidizing	   the	  non-­‐pay	  users.	   In	   any	   case	   Skype	  may	  be	   the	   single	  most	  powerful	  disruptor	  in	  the	  history	  of	  telephony,	  accounting	  for	  a	  third	  of	  all	  long-­‐distance	  calls	  globally.126	  	  Similarly	  WhatsApp	  is	  a	  service	  offered	  for	  free	  for	  the	  first	  year	  and	  then	  for	  $1	  per	   year	   thereafter.	   	   These	   fees	   don’t	   necessarily	   cover	   the	   operation	   of	  WhatsApp,	  but	  WhatsApp	  is	  used	  as	  a	  loss	  leader	  for	  Facebook	  to	  keep	  users	  on	  its	  platform.	   In	   the	   context	  of	   the	   “virtuous	   circle”	  discussion,	   it’s	   important	   to	  realize	  that	  Skype	  and	  WhatsApp	  can’t	  exist	  unless	  a	  larger	  network	  is	  already	  in	  place,	  which	  leads	  to	  the	  work	  of	  David	  Teece.	  
	  
5.	  Complementary	  Assets	  	  When	   thinking	   about	   internet	   innovation,	  David	   Teece’s	   1986	   paper	   “Profiting	  from	   technological	   innovation:	   Implications	   for	   integration,	   collaboration,	  licensing	  and	  public	  policy”127	   is	   a	   touchstone.	   Teece	   observed	   that	   most	  innovations	   are	   not	   products	   themselves.	   They	   have	   to	   be	   combined	   with	  complementary	   assets	   before	   they	   can	   be	   marketable	   products.	   Such	  partnerships	  lower	  barriers	  to	  entry	  for	  the	  innovator	  and	  can	  provide	  rewards	  to	  an	  innovator	  upfront.	  	  	  	  Teece	  discusses	  a	  number	  of	  assets	   that	  must	  be	   in	  place	  before	  an	   innovation	  can	  take	  root.	  They	  include	  marketing,	  specialized	  manufacturing,	  and/or	  after-­‐sales	   support.	   	   He	   distinguishes	   the	   assets	   into	   generic,	   specialized,	   and	   co-­‐specialized	   categories.	   	   In	   the	   context	   of	   the	   internet,	   HTML	  may	   be	   a	   generic	  asset,	  a	   language	  that	  allows	   innovators	   to	  create	  websites.	   	   Just	  as	  a	   factory	   is	  needed	  to	  make	  shoes,	  a	  mobile	  application	  needs	  a	  network.	  	  Thus	  a	  specialized	  asset	  may	  be	  an	  operating	  system	  that	  runs	  on	  a	  mobile	  phone,	  such	  as	  Apple	  iOS	  or	  Android.	   	  A	   co-­‐specialized	   asset	  may	  be	   a	  4G	  mobile	  network	  and	  an	  Apple	  
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
125 Dina Bass, “Microsoft Skype Unit Approaching $2 Billion in Annual Sales,” Bloomberg, February 
19, 2013, http://www.bloomberg.com/news/2013-02-19/microsoft-s-skype-unit-approaching-2-billion-
in-annual-revenue.html. 
126 “Skype Costing Mobile Operators $100m per Day  » Telecoms.com,” accessed July 2, 2014, 
http://www.telecoms.com/183462/skype-costing-mobile-operators-100m-per-day/. 
127 David Teece, “Profiting from Technological Innovation: Implications for Integration, Collaboration, 
Licensing and Public Policy,” School of Business Administration, University of California, Berkeley, 
CA 94720, U.S.A., June 1986, http://www4.lu.se/upload/CIRCLE/INN005/Teece_Reflections.pdf. 
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iPhone	  4s,	  its	  complementary	  asset.	  The	  iPhone	  features	  can’t	  be	  realized	  unless	  they	  are	  delivered	  on	  the	  appropriate	  4G	  mobile	  network.	  	  	  The	   Teece	   thesis	   contradicts	   Lemley	   and	   Lessig’s	   end	   to	   end	   principle.	   Teece	  essentially	   says	   that	   different	   parties	   have	   to	   make	   partnerships	   or	   “join	  complementary	  assets”	  (e.g.	  content	  provider	  and	  broadband	  provider)	  in	  order	  to	  make	  applications	  known.	   	  Applications	  on	   their	  own	  have	  no	  value,	   or	  will	  almost	  never	  be	  found,	  unless	  they	  are	  joined	  with	  their	  complementary	  asset.	  	  	  Among	  any	  of	   these	   theories	   it	   is	  possible	   to	   find	  examples	  and	  contradictions.	  However	  familiarity	  with	  the	  theories	  is	  important	  in	  crafting	  policy.	   	  A	  table	  of	  the	  theories	  and	  the	  number	  of	  their	  academic	  citations	  is	  offered	  below.	  	  To	  be	  sure,	   theories	   that	   are	   older	   tend	   to	   have	  more	   citations	   simply	   because	   they	  have	  been	   in	   the	  public	  domain	   longer.	   	  However	  Rogers	  diffusion	  theory	   is	  by	  far	   and	   away	   the	   most	   cited	   theory	   of	   innovation.	   The	   fifth	   edition	   and	   most	  popular	  edition	  of	  his	  book,	  Diffusion	  of	  Innovations,	  appeared	  in	  the	  same	  year	  as	  Tim	  Wu’s	  paper	  “Network	  Neutrality,	  Broadband	  Discrimination.”128	  	  	  Theory,  Year	   Academic  Citations129	   Notion	   Policy  Prescription	  
Virtuous	  Circle	  
(2010)	   NA	   Growth	  of	  internet	  traffic	  creates	  consumer	  demand	  	   Net	  neutrality	  
End	  to	  End	  Principle	  
(Lessig	  &	  Lemley,	  
2000)	   494	   Ability	  of	  data	  to	  reach	  any	  point	  in	  the	  network	  creates	  innovation	   Net	  neutrality	  
Creative	  Destruction	  
(1942)	   27,386	   Necessity	  creates	  invention	   Upstarts	  will	  topple	  monopolies.	  Government	  does	  not	  need	  to	  regulate	  
monopolies.	  
Diffusion	  of	  
Innovation	  (1962)	   57,261	   Adoption	  is	  a	  social,	  not	  economic,	  process	   Use	  peers	  to	  encourage	  internet	  adoption.	  
Disruptive	  
Innovation	  (1997)	   9965	   Technologies	  from	  the	  low	  end	  of	  the	  market	  become	  the	  
standards	   Profits	  are	  a	  signal	  for	  upstart	  firms	  to	  find	  disruptive	  innovation	  
Complementary	  
Assets	  (1986)	   8081	   An	  assets	  needs	  it	  complement	  	  in	  order	  to	  
become	  an	  innovation	   Allow	  partnerships	  across	  the	  internet	  value	  chain	  to	  stimulate	  innovation	  
Summary	  of	  of	  innovation	  theories	  and	  their	  possible	  implications	  to	  internet	  policy	  	  
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
128 Tim Wu, Network Neutrality, Broadband Discrimination, SSRN Scholarly Paper (Rochester, NY: 
Social Science Research Network, June 5, 2003), http://papers.ssrn.com/abstract=388863. 
129 From Google Scholar July 20, 2014 
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This	  paper	  does	  not	  attempt	  to	  prove	  or	  disprove	  any	  of	  the	  theories	  as	  a	  whole,	  a	  far	  too	  ambitious	  goal.	  	  It	  attempts	  to	  test	  one	  just	  one	  of	  the	  assertions	  of	  the	  “virtuous	   circle	   of	   innovation”,	   that	   broadband	   investment	   is	   driven	   by	   the	  growth	   of	   content,	   services,	   and	   applications	   on	   the	   internet.	   	   However,	   upon	  review	   of	   the	   other	   theories	   of	   innovation	   (most	   notably	   Teece),	   it	   might	   be	  concluded	  that	  internet	  innovation	  results	  because	  of	  pre-­‐existing	  investment	  in	  network.	  	  Similarly,	  it	  is	  possible	  that	  the	  circle	  turns	  both	  ways	  and	  that	  there	  is	  mutually	  reinforcing	  relationship,	  rather	  than	  a	  one-­‐direction	  relationship.	  	  
III.	  The	  design	  of	  the	  “virtuous	  circle”	  test	  Like	  any	  econometric	  inquiry,	  this	  test	  will	  be	  designed	  to	  test	  a	  null	  hypothesis.	  	  The	   test	  will	  either	  accept	  or	  reject	   the	  null	  hypothesis.	  The	  null	  hypothesis	   is:	  	  there	   is	   no	   relationship	   between	   net	   neutrality	   regulation	   and	   broadband	  network	  investment.	  	  If	   the	   test	   rejects	   the	   null	   hypothesis,	   the	   further	   conclusions	   may	   be	   (1)	   net	  neutrality	   regulation	   increases	   broadband	   network	   investment.	   	   Or	   (2)	   net	  neutrality	  regulation	  decreases	  broadband	  network	  investment.	  Another	   possible	   outcome	   is	   that	   the	   relationship	   between	   net	   neutrality	  regulation	  and	  broadband	  investment	  cannot	  be	  determined	  because	  the	  data	  is	  not	  appropriate	  or	  reliable.	  	  
IV.	  Limitations	  of	  investment	  data	  and	  other	  technical	  and	  
analytical	  concerns	  	  The	  following	  discussion	  outlines	  the	  challenges	  of	  making	  an	  empirical	  study	  of	  net	  neutrality.	  	  	  
	  
1.	  The	  components	  of	  net	  neutrality	  laws	  	  	  Net	  neutrality	   laws	  differ	   from	  country	  to	  country.	  The	  Chilean	   law,	   the	   first	   in	  the	   world	   to	   promulgate	   net	   neutrality,	   has	   provisions	   for	   virus	   protection,	  security	  and	  parental	  controls.	   	  The	  American	  rules	  noted	   lighter	  requirements	  for	  mobile	  than	  for	  fixed	  networks.	  As	  each	  law	  has	  different	  requirements,	  the	  market	  impact	  could	  be	  different.	  In	  the	  cases	  of	  Brazil	  and	  Peru,	  net	  neutrality	  is	  one	  provision	  of	  a	  larger	  law	  on	  the	  internet	  and	  telecommunications.	  	  In	   addition	   to	   different	   definitions,	   each	   country	   makes	   its	   own	   provisions,	  enforcement,	  and	  punishments	  with	  net	  neutrality	  law.	  This	  can	  create	  different	  incentives	  for	  firms	  which	  may	  impact	  their	  behavior.	  For	  example	  Brazil	  notes	  that	  it	  can	  levy	  a	  fine	  of	  10%	  of	  annual	  revenue	  for	  violation.	  	  	  	  It	   can	   also	   be	   the	   case	   that	   laws	   could	   be	   promulgated	   but	   not	   enforced,	   so	  operators	  may	  act	  as	  if	  they	  are	  not	  beholden	  to	  laws.	  	  Similarly	  if	  a	  current	  law	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is	   currently	  under	   legal	   challenge,	   regulators	  may	  not	  enforce	   it	   as	   they	  would	  under	  other	  conditions.	  	  	  This	  poses	  a	  challenge	  with	  the	  study	  in	  explaining	  firm	  behavior.	   	  For	  example	  though	   the	   Nordic	   countries	   have	   opted	   not	   for	   laws,	   but	   instead	   for	   multi-­‐stakeholder	  dialogue	  with	  regulators,	  operators,	  application/content	  providers,	  and	   users.	   	   This	   governance	   model	   has	   been	   in	   effect	   longer	   than	   any	   net	  neutrality	   law	  in	  the	  world,	  and	  no	  violations	  are	  on	  record	  with	  regulators.	   	   It	  appears	  that	   this	  model	  deters	  bad	  behavior.	   	  The	  study	  will	  attempt	  a	  parallel	  investigation	   of	   the	   Nordic	   countries	   to	   see	   whether	   multi-­‐stakeholder	  governance	  models	  can	  work	  in	  the	  same	  way	  as	  net	  neutrality	  laws.	  	  
2.	  Time	  	  	  A	  key	  challenge	  of	  the	  investigation	  is	  that	  investment	  and	  innovation	  may	  take	  years	   to	  be	  observed.	  Capital	   investment	   is	   typically	   conducted	  over	  years	  and	  built	   upon	   on	   prior	   cycles,	   technologies,	   and	   decisions.	   	   With	   any	   technology,	  there	   may	   be	   a	   path	   dependency.	   	   Technological	   decisions	   of	   the	   past	   can	  influence	  investment	  in	  the	  future.	  	  	  It	  could	  be	  that	  at	  the	  time	  of	  the	  imposition	  of	  a	  net	  neutrality	  rule,	  that	  firm(s)	  are	   in	   the	  midst	  of	   an	   investment	   cycle	  where	   commitments	   are	   already	  made	  and	  need	  to	  be	  honored.	   	  The	  impact	  of	  the	  law	  might	  not	  be	  felt	  until	  the	  next	  investment	  cycle.	  	  	  However	   the	   supposition	  of	   the	   “virtuous	  circle”	   is	   that	   the	  growth	  of	   traffic	   is	  driving	   investment	   all	   along,	   so	   ostensibly	   the	   firm	   would	   have	   taken	   traffic	  growth	   into	  account	  prior	   to	   launching	   the	   investment	  cycle.	   If	   this	   is	   the	  case,	  the	  investment	  catalyzed	  by	  net	  neutrality	  laws	  should	  be	  observed	  in	  the	  test.	  	  Innovation	   itself	   may	   take	   years	   and	   does	   not	   necessarily	   proceed	   in	   a	   linear	  fashion.	   Firms	   may	   have	   inventions	   or	   patents	   which	   they	   never	   release	   to	  market.	  Alternatively	  they	  propose	  innovations	  which	  are	  never	  adopted.	  	  These	  two	  situations	  could	  exist	  regardless	  of	  the	  state	  of	  infrastructure	  investment.	  	  Another	   challenge	   is	   that	   countries	   have	   promulgated	   rules	   at	   different	   times.	  Some	  countries	  may	  offer	  a	  longer	  period	  to	  observe	  than	  others.	  	  
	  
3.	  The	  components	  of	  investment	  metrics	  	  	  Capital	   expenditure	   (CAPEX	   or	   capex)	   refers	   to	   the	   purchase	   of	   fixed	   assets	  which	  have	  a	  useful	  life	  beyond	  one	  year.	  	  In	  the	  accounting	  world	  this	  refers	  to	  plant,	   property	   and	   equipment	   (PP&E),	   generally	   things	   that	   are	   difficult	   to	  convert	   to	   cash.	   When	   capital	   expenditure	   is	   substantial,	   the	   purchase	   is	  formalized	  and	  approved	  by	  shareholders	  with	   the	  expectation	   that	  a	   firm	  will	  earn	   a	   return	   on	   the	   investment	   in	   the	   future.	   	   Such	   information	   is	   generally	  appears	  on	  a	  firm’s	  cash	  flow	  statement	  under	  “Investment	  of	  PP&E”.	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The	   financial	  measure	  of	   capital	   expenditure	   should	  be	  differentiated	   from	   the	  larger	   discussion	   of	   investment,	   which	   can	   refer	   to	   the	   expenditure	   of	   time,	  energy	  or	  matter	   in	  expectation	  of	   future	  benefit.	   	  This	  study	   focuses	  primarily	  on	   the	   broadband	   infrastructure	   capital	   expenditure	   of	   operators.	   To	   be	   sure,	  operators	  may	  undertake	  research	  and	  development	  for	  new	  broadband	  delivery	  technology	  which	  is	  an	  “investment”,	  but	  that	  would	  likely	  not	  be	  counted	  under	  capital	  expenditure.	  	  Measurements	   of	   capital	   expenditure	   are	   not	   the	   same	   across	   companies	   or	  countries,	   and	   the	   kinds	   of	   metrics	   used	   can	   have	   an	   impact	   on	   amount	   of	  investment	  recorded.	   	  The	  effect	  can	  be	  negligible	  or	  material.	   Investment	  data	  can	  be	  found	  in	  financial	  statements	  of	  public	  operators;	  in	  reports	  by	  research	  firms,	  financial	  institutions,	  and	  equipment	  providers,	  in	  reports	  from	  regulators,	  and	  in	  the	  accounting	  systems	  of	  companies.	  	  	  	  Capital	   expenditure	   (CAPEX)	   needs	   to	   be	   distinguished	   from	   operating	  expenditure	  (OPEX),	  the	  ongoing	  costs	  of	  running	  a	  business.	   	  The	  capex	  for	  an	  operator	   could	   be	   the	   purchase	   of	   mobile	   masts,	   while	   the	   opex	   would	   be	  electricity,	  salaries,	  sales	  &	  marketing	  and	  so	  on.	   	  However	  different	  companies	  may	   record	   these	   expenses	   differently,	   and	   different	   accounting	   rules	   may	  require	  certain	  treatments.	   	   In	  practice	   this	  means	  that	   the	  capex	  measures	   for	  some	  countries	  and	  companies	  may	  include	  some	  inputs	  that	  are	  not	  captured	  in	  others.	  	  	  A	   good	   example	   is	   network	   infrastructure	   (base	   stations,	   servers,	   fiber	   optic	  cables)	   and	   customer	   premises	   equipment	   (set	   top	   box,	   router,	   etc).	   	   In	   some	  instances	   they	  both	  may	  be	  counted	  as	  capex,	  as	  premises	  equipment	   is	   in	   fact	  durable	   beyond	   one	   year.	   	   Indeed	   some	   operators	   have	   included	   subsidies	   on	  mobile	  devices.	  	  However	  in	  other	  instances	  only	  the	  infrastructure	  itself	  will	  be	  counted.	  	  	  Another	  issue	  is	  how	  labor	  is	  treated	  with	  regard	  to	  capital	  expenditure.	  	  Laying	  wires	  requires	  labor	  which	  could	  be	  performed	  by	  employees	  or	  contractors,	  and	  that	  could	  also	  be	  counted	  differently.	  	  Different	   countries	   also	   have	   different	   accounting	   rules	  which	  will	   also	   impact	  the	  metrics.	  	  In	  Japan	  for	  example	  the	  government	  has	  allowed	  operators	  to	  write	  off	   investment	   costs	   quickly	   (improving	   a	   company’s	   financial	   performance)	  while	  in	  other	  countries	  such	  costs	  tend	  to	  be	  amortized	  over	  years.	  	  	  When	   comparing	   investment	   between	   countries,	   the	   value	   and	   fluctuation	   of	  currency	   may	   also	   have	   an	   impact	   when	   interpreting	   final	   results,	   so	   some	  standardization	  may	  be	  needed	  to	  ensure	  consistency.	  The	  way	  around	   this	  problem	   is	   to	  use	  a	   common	  data	   set	   to	  ensure	   the	   same	  inputs	   in	   each	   measure.	   However	   any	   one	   data	   set	   will	   have	   advantages	   and	  disadvantages	  relative	  to	  another.	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4.	  Market	  composition	  	  	  Each	  country	  will	  differ	  in	  its	  market	  for	  broadband	  provision.	  This	  can	  include	  the	   number	   of	   firms,	  market	   concentration,	   competition,	   regulation,	   subsidies,	  taxation,	   the	  number	  of	  users,	  geography,	  and	  not	   to	  mention,	   important	  social	  factors	   such	   as	   population	   and	   cultural	   norms.	   	   It	   can	   also	   be	   the	   case	   	   that	  operators	   invest	   at	   different	   rates	   for	   different	   reasons,	   or	   that	   some	   are	  investing	  while	   others	   are	  not.	   So	   at	   any	  one	  point	   or	   period	  of	  measurement,	  different	  investment	  amounts	  can	  be	  observed.	  	  	  Competition	  can	  exist	  not	  only	  between	  two	  for	  more	  firms	  with	  the	  same	  kinds	  of	  network	  (e.g.	  mobile)	  but	  	  between	  technologies	  (DSL	  vs.	  cable	  vs.	  mobile	  etc).	  	  Providers	   can	   be	   national,	   regional	   or	   local.	   	   They	   	   can	   be	   incumbents	   or	  entrants.	  	  As	  such,	  the	  investment	  decisions	  can	  vary	  considerably	  in	  any	  market.	  	  
5.	  Networks	  	  	  Network	  themselves	  can	  have	  different	  consequences	  for	  investment.	  The	  capital	  requirements	   for	   different	   networks	   vary	   and	   are	   impacted	   by	   the	   user	   base,	  geography,	  regulation	  and	  so	  on.	  The	  process	  and	  inputs	  to	  a	  fiber	  to	  the	  home	  (FTTH)	   network	   are	   different	   from	   a	   mobile	   network.	   	   A	   fiber	   network	   will	  require	   a	   process	   to	   secure	   rights	   of	   way	   while	   a	   mobile	   network	   requires	  spectrum.	  These	   two	   inputs	  may	  or	  may	  not	   be	   part	   of	   the	   capital	   accounting.	  Thereafter	   the	  equipment	  needs	  are	  different	   for	  each	  kind	  of	  network.	   	  While	  both	  networks	  have	   some	  amount	  of	   fiber	  optic	   cable,	   a	  mobile	  network	  while	  have	  	  significant	  inputs	  with	  site	  rental,	  towers,	  masts,	  base	  stations,	  and	  so	  on.	  The	  investment	  cost	  of	  the	  FTTH	  network	  may	  be	  a	  reflection	  of	  the	  distance	  the	  wires	  must	  be	  lain.	  	  	  Whether	  operators	  practice	  network	  sharing	  can	  also	  have	  an	  impact.	  	  In	  general	  sharing	   will	   tend	   to	   lower	   costs	   and	   increase	   efficiency.	   This	   is	   an	   important	  point	   not	   to	   misinterpret.	   	   On	   the	   surface	   it	   would	   seem	   that	   operators	   are	  investing	  less,	  but	  if	  they	  share	  the	  cost	  of	  network,	  they	  are	  deploying	  network	  more	  efficiently.	  For	  example	  two	  or	  more	  mobile	  operators	  may	  share	  the	  same	  tower.	   	  This	  may	  be	  desirable	   for	   financial,	   environmental,	   aesthetic	   and	  other	  reasons.	  	  	  Similarly	   some	   network	   deployment	   projects	   can	   be	   combined	   with	   other	  infrastructure	  projects	  such	  as	  a	  trenching	  for	  electricity.	  	  This	  could	  also	  lower	  the	  capex	  amounts.	  	  Another	  issue	  seen	  increasingly	  is	  operators	  outsourcing	  network	  deployment	  to	  third	  parties.	  	  In	  that	  case,	  operators	  no	  longer	  have	  the	  capex	  on	  their	  financial	  statements.	  The	  capex	  cost	  becomes	  opex.	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6.	  Role	  of	  infrastructure	  providers	  	  The	   role	   of	   infrastructure	   providers	   is	   important	   to	   consider.	   	   Infrastructure	  providers	  can	  sell	  equipment	  to	  operators	  with	  a	  variety	  of	  arguments	  that	  new	  equipment	   will	   lower	   costs	   of	   operation,	   that	   it	   will	   make	   existing	   networks	  more	  efficient,	  or	   that	   it	  will	  allow	  an	  operator	   to	  be	   technologically	  advanced.	  	  There	  may	  be	  an	  argument	   that	  equipment	   can	  accommodate	  more	   traffic,	  but	  not	  necessarily.	  	  Infrastructure	   providers	   are	   	   important	   to	   consider	   in	   the	   different	   business	  models	  which	   they	  offer	   to	  operators	   for	  capital	  expenditure	  on	   infrastructure.	  	  Some	  models	   entail	   an	  upfront	  delivery	  of	   equipment	  with	  payment	   over	   time	  versus	   an	   outright	   payment.	   	   Both	  models	   will	   have	   a	   different	   impact	   to	   the	  accounting.	  Other	  models	  are	  based	  on	  the	  amount	  of	  traffic	  delivered.	  	  	  Some	  models	  are	  based	  on	  network	  performance	  such	  as	  the	  deal130	  between	  the	  Chinese	  infrastructure	  provider	  Huawei	  and	  TDC,	  the	  Danish	  telecom	  incumbent.	  TDC	   has	   agreed	   to	   pay	   Huawei	   4	  million	   DKK	   (€536	  million	   or	   $717	  million)	  over	   6	   years	   for	   a	   guarantee	   of	   providing	   the	   best	   4G/LTE	   experience	   in	  Denmark.	   	   To	   date,	   4G	   networks	   have	   been	   deployed	   in	   network	   sharing	  agreements	   by	   Telia	   and	   Telenor	   and	   separately	   by	   3.	   	   Under	   the	   contract,	  Huawei	   must	   match	   TDC’s	   competitors’	   performance	   in	   network	   quality	  regardless	  if	  the	  cost	  exceeds	  the	  total	  contract	  value.	  In	  practice	  this	  means	  that	  TDC’s	  cash	  flow	  will	  have	  a	  drop	  in	  capex	  but	  an	  increase	  in	  opex.	  	  	  While	  it	  may	  not	  be	  consistent	  with	  the	  notion	  of	  network	  neutrality,	  a	  number	  of	   equipment	   providers	   such	   as	   Cisco	   and	   Ericsson	   are	   developing	   smart	   and	  intelligent	   network	   solutions.	   These	   are	   networks	   predicated	   on	   the	   notion	   of	  smart	  networks	  that	  do	  more	  than	  just	  transport	  data.	  	  	  	  For	  example	  the	  in	  a	  smart	  mobile	  network,	  each	  mobile	  base	  station	  can	  deliver	  mobile	   traffic	  on	  all	   frequencies	  and	  all	   standards	   rather	   than	  require	  multiple	  base	   stations,	   one	   for	   each	   standard	   or	   frequency.	   This	   kind	   of	   network	   is	  intelligent	  to	  manage	  bandwidth	  based	  upon	  the	  needs	  and	  requirements	  of	  the	  user.	  An	  SMS	  may	  only	  need	  the	  2G	  standard,	  but	  a	  video	  will	  be	  rendered	  with	  4G.	   Providers	   argue	   that	   this	   helps	   operators	  manage	   limited	   bandwidth	   for	   a	  variety	  or	  users	  and	  applications.	  	  	  	  Another	  issue	  that	  can	  complicate	  capex	  measures	  is	  that	  the	  price	  of	  equipment	  has	   fallen	  over	   time.	   	  A	   router	   that	   cost	   $100,000	   in	  2004	  would	  have	  a	  much	  lower	   price	   today.	   	   However	   an	   operator	   may	   expend	   the	   same	   amount	   but	  purchase	  more	  powerful	  equipment.	  	  	  	  
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
130 http://www.fiercewireless.com/europe/story/huawei-wins-tdc-lte-deal-away-ericsson/2013-09-18 
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7.	  Technological	  change	  	  Technology	   shifts	   can	   also	   impact	   capital	   expenditure.	   	   Indeed	   innovation	   and	  technological	   change	  occur	   in	  both	  applications	  and	  networks.	   In	   this	  way	   it	   is	  not	   just	   the	  general	  proliferation	  of	  applications	  and	  content	   that	  might	  matter	  with	   regard	   to	   the	   “virtuous	   circle”,	   but	   the	   impact	   of	   specific	   technologies,	  companies,	  or	  business	  models.	  	  VoIP,	   is	   an	   general-­‐purpose	   technology	   that	   did	   not	   become	  disruptive	   until	   it	  was	  marketed	  through	  Skype.	  However	  VoIP	  is	  also	  used	  by	  network	  operators	  to	   provide	   telephony.	   Similarly	  with	  messaging,	   SMS	   itself	   was	   not	   disruptive,	  but	  SMS	  deployed	  by	  WhatsApp	  becomes	  disruptive.	  	  	  	  Network	  innovation	  can	  also	  drive	  investment.	  	  Consider	  the	  upgrade	  of	  a	  mobile	  network	   from	   from	   the	   2G	   to	   3G	   standard.	   	   It	  may	   be	   the	   case	   that	   operators	  want	   to	   offer	   3G	   so	   that	   they	   can	   sell	   data	   packages,	   but	  many	   operators	  may	  continue	  to	  have	  a	  viable	  business	  on	  the	  2G	  standard.	  	  Some	  users,	  particularly	  the	  elderly,	  may	  be	  satisfied	  to	  maintain	  a	  feature	  phone	  on	  a	  2G	  network.	  	  With	  wireline,	   the	   invention	   of	   DOCSIS	   and	   ASDL	   as	   technological	   innovation	  undertaken	   by	   providers	   to	   earn	   profit,	   cannot	   be	   dismissed	   as	   part	   of	   the	  investment	  calculus.	  	  	  	  	  Similarly	  cable	  operators	  are	  keen	  to	  enter	  the	  wireless	  business	  so	  they	  deploy	  neighborhood	  wifi	  solutions	  as	  competition	   to	  mobile,	   such	  as	  Telenet	  Belgium	  or	  Comcast	  in	  the	  US.	  	  Given	  that	  they	  don’t	  have	  to	  pay	  for	  spectrum,	  wifi	  is	  an	  interesting	  opportunity	  for	  cable	  operators.	  	  In	   addition	   engineering	   innovations	   may	   also	   increase	   or	   decrease	   network	  investment.	   	   Consider	   McCann’s	   Law131	   which	   states	   the	   bit	   rate	   required	   to	  achieve	  the	  same	  audio	  and	  video	  quality	  is	  halved	  every	  five	  years.	  	  This	  means	  that	  today’s	  networks	  will	  continue	  to	  deliver	  more	  data	  because	  the	  amount	  of	  throughput	   keeps	   improving	   through	   innovation.	   	   This	   important	   point	   is	  recognized	   in	   the	   FCC’s	   statement	   from	   the	   2010	   order,	   the	   same	   document	  which	  offers	   the	  virtuous	   circle	   theory,	   “.	   .	   .	   restricting	   the	  ability	   of	   broadband	  
providers	   to	   put	   the	   network	   to	   innovative	   uses	   may	   reduce	   the	   rate	   of	  
improvements	  to	  network	  infrastructure.”132	  	  Another	  innovation	  is	  multicasting.	  Switching	  from	  unicast	  to	  multicast	  delivery,	  incorporating	  multiple	  OTT	  video	  streams	  into	  the	  same	  stream,	  might	  allow	  an	  operator	  to	  realize	  lower	  average	  capital	  costs.	   	  Such	  an	  investment,	  quite	  large	  upfront,	  might	  prove	  a	  way	  to	  deliver	  video	  traffic	  more	  efficiently	  over	  time.	  	  	  	  	  	  
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
131 McCann K. and Mattei A. (2012), Technical Evolution of the DTT Platform, An independent report 
by ZetaCast, commissioned by Ofcom, 28 January 2012, Zetacast 
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8.	  Consolidation	  	  	  	  In	  general	  when	  an	  industry	  is	  in	  a	  period	  of	  consolidation	  and	  even	  leading	  up	  to	   it,	   investment	   may	   slow.	   However	   investment	   picks	   up	   as	   the	   industry	  completes	   the	  consolidation.	  Remaining	   firms	  have	  greater	  capital	  and	  a	   larger	  user	  base	  over	  which	  to	  deploy.	   	  They	  begin	  to	   invest	  once	  the	  consolidation	  is	  complete.	  	  	  This	   notion	   explains	   in	   broad	   strokes	   explain	   the	   difference	   in	   capital	  expenditure	   between	   US	   and	   EU	   operators.	   	   The	   US	   is	   a	   highly	   consolidated	  market	   with	   large	   broadband	   providers.	   However	   there	   is	   a	   higher	   rate	   of	  investment	  per	  household	  and	  per	  user	  as	  a	  result.	  	  EU	  has	  more	  providers	  (also	  on	   account	   of	   regulation),	   but	   a	   significantly	   lower	   level	   of	   broadband	  investment	   per	   household.133	   	   To	   be	   sure,	   there	   are	   other	   factors	   to	   consider,	  namely	   geography	   and	   population	   density.	   American	   firms	   also	   invest	   more	  because	  they	  have	  a	  larger	  ground	  to	  cover	  and	  dwellings	  are	  less	  concentrated	  than	  in	  the	  EU.	  	  It	  may	  also	  be	  the	  case	  that	  Americans	  on	  average	  consume	  more	  traffic,	   so	   networks	   have	   been	   and	   continue	   to	   be	   upgraded	   to	   manage	   this	  volume.	  	  	  	  
9.	  Qualitative	  	  Data	  does	  not	  explain	  everything.	  It	  is	  probably	  not	  possible	  to	  get	  a	  clear	  picture	  without	  some	  sort	  of	  qualitative	  research	  through	  interviews.	  	  Qualitative	  retails	  entails	   human	   judgment,	   but	   can	   be	   helpful	   to	   explain	   conclusions.	   A	   valuable	  addition	  to	   the	  study	  will	  be	   interviews	  with	  various	  stakeholders	   to	  give	  their	  impressions	  why	  investment	  occurs	  and	  its	  relationship	  to	  the	  growth	  of	  internet	  traffic.	  	  
10.	  Cost	  of	  measurement	  and	  analysis	  	  As	  the	  previous	  discussion	  illustrates,	  measurement	  is	  difficult,	  costly,	  and	  hard	  to	  interpret.	  	  It	  is	  frequently	  for	  this	  reason	  that	  many	  things	  are	  not	  measured,	  for	   in	  many	  cases	   the	   costs	  of	  measurement	  exceed	   the	  benefits.	  However	   it	   is	  important	  not	  to	  use	  the	  difficulty	  of	  measurement	  as	  an	  excuse	  not	  to	  perform	  it.	  At	  the	  very	  least,	  a	  critical	  overview	  of	  the	  input	  of	  public	  data	  can	  be	  helpful	  to	  the	  policy	  discussion.	  	  
V.	  Typical	  problems	  with	  measurement	  and	  analysis	  	  Taking	   into	   account	   the	   previous	   limitations,	   there	   are	   still	   issues	   to	   address	  once	  the	  information	  is	  processed.	  	  This	  section	  discusses	  those	  issues.	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
133 Roslyn Layton, The European Union’s Broadband Challenge (American Enterprise Institute, 
February 2014), http://www.aei.org/files/2014/02/18/-the-european-unions-broadband-
challenge_175900142730.pdf. 
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1.	  Randomization	  	  Even	  if	  a	  perfect	  investigation	  can	  be	  designed	  and	  implemented,	  it	  still	  does	  not	  provide	  the	  possible	  value	  of	  a	  randomized	  test.	  	  A	  randomized	  test	  would	  likely	  be	   impossible	   but	   could	   provide	  more	   scientific	   certitude.	   	   A	   randomized	   test	  would	   impose	   the	  same	  set	  of	  net	  neutrality	   rules	  across	  a	  given	  set	  of	   similar	  countries	  while	   keeping	   another	   set	   of	   countries	   free	   from	   net	   neutrality	   as	   a	  control	  group.	  	  Then	  data	  would	  be	  gathered	  randomly	  from	  both	  sets.	  	  
2.	  Correlation	  does	  not	  imply	  causation	  	  This	   is	   a	   typical	   issue	   addressed	   in	   science	   and	   statistics	   to	   conclude	   that	   one	  variable	   causes	   another.	   	   Here	   is	   the	   fallacy	   used	   to	   explain	   the	   problem	   of	  concluding	  that	  correlation	  is	  causation.	  
	  
As	  ice	  cream	  sales	  increase,	  the	  rate	  of	  drowning	  deaths	  increases	  sharply.	  
Therefore	  ice	  cream	  consumption	  causes	  drowning.	  
	  The	  outcome	   is	  explained	  by	  showing	   that	   ice	  cream	  sales	  and	  swimming	  both	  increase	  during	  the	  summer,	  but	  the	  drowning	  is	  related	  to	  increased	  exposure	  to	  water,	  not	  ice	  cream.	  	  	  As	   such,	   the	   test	  may	   show	   that	   regulation	   is	   correlated	  with	   investment,	   but	  does	  not	  necessarily	  cause	  it.	  	  
VI.	  Preliminary	  Results	  	  	  Though	  the	  results	  of	  the	  test	  are	  not	  complete,	  a	  preliminary	  review	  of	  the	  data	  shows	  some	  different	  outcomes.	  For	  example	  both	  Denmark	  and	  the	  Netherlands	  have	  high	  rates	  of	  broadband	  investment.	   	  But	  Denmark	  has	  purposely	  avoided	  making	   a	   net	   neutrality	   law,	   instead	   relying	   on	   operator-­‐driven	   self-­‐regulation	  since	   2011.	   	   	  Meanwhile	   the	  Netherlands	   implemented	   a	   net	   neutrality	   law	   in	  2012.	  	  	  	  From	  the	  outset,	  the	  major	  	  shortcoming	  of	  the	  “virtuous	  cycle”	  is	  that	  broadband	  investment	  is	  not	  consistent	  with	  the	  growth	  of	  internet	  traffic.	  	  Internet	  traffic	  is	  indeed	  increasing	  globally,	  but	  the	  rate	  of	  investment	  varies	  across	  countries.	  To	  be	  sure,	  the	  global	  outlay	  for	  capital	  investment	  in	  communications	  networks	  is	  high,	  some	  $328	  billion	  annually	  in	  2013.134	  However	  that	  amount	  is	  not	  equally	  distributed	   across	   the	   world’s	   regions,	   nor	   commensurate	   with	   population	   or	  traffic	  growth.	  	  	  	  
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
134 “Infonetics Research | Telecommunications Market Research | Telecom Market Analysis,” 
Infonetics Research, 2013, http://www.infonetics.com/. 
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The	  US	  has	  just	  4%	  of	  the	  world’s	  population,	  but	  has	  accounted	  for	  a	  quarter	  of	  the	   world’s	   broadband	   investment	   for	   nearly	   a	   decade.135	   	   Other	   regions,	  however,	  don’t	  fare	  so	  well.	  The	  European	  Union’s	  share	  of	  capex	  has	  fallen	  from	  from	   a	   third	   of	   the	   world’s	   total	   to	   less	   than	   one-­‐fifth—even	   though	   internet	  traffic	  has	  increased	  in	  the	  region	  over	  the	  same	  period.	  	  China,	  Africa,	  and	  Latin	  America	  underinvest	  given	  their	  population	  size	  and	  internet	  traffic	  growth.136	  	  	  Also	   interesting	   is	   the	   fact	   that	   while	   internet	   traffic	   increases,	   many	   mobile	  telecom	  operators	  experience	  a	  decline	  in	  revenue.	  Voice	  and	  text	  revenue	  used	  to	  account	  for	  80%	  or	  more	  of	  mobile	  revenues	  but	  that	  amount	  has	  declined	  as	  consumers	   switch	   to	  data	  where	   they	  use	   free	  over	   the	   top	   (OTT)	   services	   for	  long	  distance	  calling	  and	  messaging.	  	  Operators’	  selling	  of	  data	  packages	  does	  not	  necessarily	   replace	   the	   lost	   revenue	   from	   traditional	   services.	   The	   decline	   in	  revenue	  means	  there	  are	  less	  resources	  to	  invest	  in	  infrastructure	  in	  spite	  of	  the	  growing	   internet	   traffic.	   	  This	  would	  seem	  to	  point	   to	  another	   issue	  mentioned	  by	  net	  neutrality	  supporters,	  that	  of	  vertical	  foreclosure	  by	  operators	  in	  the	  face	  of	   competitors.	   	   However	   this	   charge	   would	   need	   to	   be	   balanced	   against	   the	  staggering	  growth	  of	  these	  services	  around	  the	  world.	  	  Furthermore	   the	   simple	   direct	   correlations	   suggested	   by	   the	   “virtuous	   circle”	  don’t	  account	  for	  enhancements	  from	  engineering	  efficiency	  and	  innovation.	  	  It	  is	  possible	  for	  a	  broadband	  provider	  to	  upgrade	  software	  technology	  or	  standards	  in	  a	  network	  and	  increase	  network	  capacity	  without	  purchasing	  new	  equipment.	  	  	  Alternative	  theories	  for	  broadband	  infrastructure	  investment	  rest	  upon	  classical	  microeconomic	  explanations.	  Why	  an	  operator	  invests	  in	  infrastructure	  may	  be	  a	  complex	  decision	  based	  on	  many	  factors	  and	  objectives	  such	  as	  to	  
• Increase	  supply,	  serve	  more	  customers	  
• Improve	  efficiency	  through	  technological	  progress	  and	  innovation	  	  
• Minimize	   cost	   and	   exploit	   economies	   of	   scale	   and	   thereby	   bring	   down	  long-­‐run	  average	  total	  cost	  	  
• Create	   a	   barrier	   to	   entry	   -­‐	   extra	   capacity	   can	   force	   out	   potential	  competitors	   in	   a	  market,	   protect	   the	  monopoly	   power	   of	   existing	   firms	  and	  thereby	  increase	  profits	  in	  the	  long	  run	  	  
• Avoid	  loss	  
• Keep	  up	  with	  competitors	  
• Comply	  with	  a	  a	  regulatory	  requirement	  
• Signal	  to	  shareholders	  
• Alleviate	  congestion	  	  It	  is	  also	  important	  to	  note	  that	  firms	  did	  invest	  in	  infrastructure	  and	  networks	  before	   the	   internet,	   so	   it	   was	   not	   always	   the	   virtuous	   circle	   driving	   	   their	  investment	  decisions,	  as	  the	  theory	  suggests.	  In	  any	  event,	  the	  “virtuous	  circle”	  is	  an	  important	  and	  compelling	  assertion	  worthy	  of	  further	  investigation.	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
135 Horney, Michael James and Roslyn Layton, Innovation, Investment and Competition in Broadband 
and the Impact on America’s Digital Economy. Forthcoming TPRC September 2014. 
http://papers.ssrn.com/sol3/papers.cfm?abstract_id=2417777 
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