We use stochastic geometry to analyze the performance of an energy-efficient joint downlink/uplink (UL) radiofrequency (RF) wake-up solution for Internet of Things (IoT) devices over cellular networks. When the IoT device has no data to transmit, it turns its main circuitry completely OFF and switches to a deep sleep mode. The transition back to the active mode is only achieved upon receiving enough power at the device's front end. After wake up, the device initiates regular UL communication with its serving base station (BS). The device experiences a successful wake-up event when the total received power includes a wake-up signal transmitted from its serving BS, and the UL signal-to-interference-and-noise ratio (SINR) is above a predefined threshold. On the other hand, the device experiences a false wake-up event when the wake up is due to received power from neighboring BSs excluding the serving BS. We derive lower and upper bounds for the success and false wake-up probabilities in addition to closed-form expression for the UL SINR coverage probability after successful wake up. We present performance results as a function of various key design parameters and highlight the effectiveness and tradeoffs of RF wake up for IoT devices.
often deployed in locations that can be remote and not easily reachable. This has led to increasing interest in developing new energy efficient communication solutions for cellular-based IoT networks [2] , [3] , including novel resource allocation schemes [4] , [5] , discontinuous transmission mechanisms [6] [7] [8] , censoring-based solutions [9] [10] [11] , in addition to energy harvesting and RF wake-up solutions [12] [13] [14] [15] .
A. Related Work
RF wake-up is considered one of the key solutions for ultra-low power consumption [16] . The device enters the sleep mode to save power whenever it is not performing a useful task and only leaves the sleep mode when it receives an external RF wake-up signal. The on-demand characteristic of the RF wake-up solution ensures the high responsiveness of the device when requested for communication and reduces the idle listening activity, which consumes a notable portion of the battery energy. On-demand wake-up schemes are particularly suitable for IoT applications with low duty cycle (e.g., fire detection, surveillance of machine failures and, more generally, all event-driven scenarios). However, these solutions have not been considered comprehensively yet for enhancing the power efficiency of IoT over cellular; they have been widely used in wireless sensor network (WSN) and wireless local area network (WLAN) applications, with notable research advancements in hardware design for RF wake-up receivers [17] [18] [19] .
Given the large-scale nature of IoT networks, stochastic geometry tools are particularly well suited for their analysis where both the devices and the BSs can be modeled as Point processes. These tools have already been used to model power efficient schemes in cellular networks, e.g., see [20] [21] [22] [23] . For instance, [21] uses stochastic geometry to evaluate the probability of uplink transmission defined as the event of harvesting enough energy to transmit data to the nearest BS. The same performance metric is studied for a slightly different spatial setup in [22] , where spatial repulsion between the locations of the RF sources is captured by modeling them as a realization of the Ginibre determinantal point process. In [23] , the authors develop an energy aware traffic offloading scheme for heterogeneous cellular networks when the small cells are powered by grid power and energy harvesting while always satisfying the users requirements.
Motivated by the fact that stochastic geometry enables modeling and analysis of random spatial patterns, several authors have recently applied it to study the achievable performance 1536-1276 © 2017 IEEE. Personal use is permitted, but republication/redistribution requires IEEE permission.
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of wireless powered communications (WPC) for large scale cellular networks [24] [25] [26] [27] [28] [29] . WPC is an emerging concept where RF signals are used for information transmission and for powering-up mobile devices. The work in [24] explores power splitting receiver architecture for information and energy in a point-to-point system to study the trade-off between harvested energy and rate. In [27] , the authors study outage and average energy harvested under power splitting using tools from stochastic geometry where the information and the power are transferred through a relay to the receiver. The authors in [28] explore power control policies for outage minimization in a point-to-point link assuming energy harvesting at both the transmitter and the receiver. The work in [29] relies on modeling the locations of BSs as points of a spatial Poisson point process to analyze the trade-offs emerging from simultaneous wireless information and power transfer transmission, while encompassing a realistic channel model that accounts for line of sight and non line of sight links, different cell association criteria, practical receivers based on time switching and power splitting schemes and directional beamforming.
In this work, we present an analytical framework to evaluate and optimize the performance of RF wake-up strategies for IoT devices over cellular networks. The power of the received wake-up signal is used to activate the circuitry of the device. Cellular networks, in fact are based on the assumption that the other-cell interference has a negative impact on the performance, since it reduces the coverage probability and average rate and increases the error probability. Interference, on the other hand, may be a natural source to be exploited for RF wake-up. Therefore, the device can benefit from the ambient interference of concurrent downlink transmissions to increase the amount of power received and the chance of having a successful wake-up. Note that a device can wakeup upon receiving sufficient amount of power from ambient interference without receiving a wake-up signal from its serving BS. We refer to this as a false wake-up event.
B. Contribution and Organization
The contributions of this paper can be summarized as follows:
• We propose the utilization of RF wake-up solutions for suitable IoT use cases over cellular networks in order to reduce the devices' energy consumption and enhance network efficiency. By adding a simple wake-up receiver at the front-end of the IoT device, the power of a specific wake-up signal transmitted from the serving BS along with the ambient interference can be captured and used to activate the device and initiate uplink communication.
• We provide a tractable framework for statistical analysis of the RF wake-up solution in cellular IoT networks. We derive expressions for the wake-up probability, as well as lower and upper bounds for the success wakeup probability and the false wake-up probability for different channel models. Under full channel inversion power control, we derive a closed-form expression for the SINR uplink coverage probability for the devices that have successfully woken-up and initiated communication.
• Via numerical results, we demonstrate the reliability and energy efficiency of RF wake-up solutions for IoT over cellular. In addition, we highlight the different trade-offs in the system and quantify the effect of various network parameters such as density of BSs and efficiency of the added wake-up receiver on the system performance. Note that this work builds on our previous work [30] where we have analyzed the probabilities of the success and the false wake-up events assuming just a DL scenario. In this work, we extend the model such that, after successful wakeup, the device initiates uplink communication and sends data to its serving BS. Furthermore, we consider different channel models (pathloss only and with fading) while deriving bounds for the false wake-up probability. The rest of the paper is organized as follows: Section II presents a general design for RF wake-up for IoT over cellular. Section III describes the system model including the network model, channel model, association criteria and the methodology of analysis. Section IV presents the derivations related to the wake-up probability. In Section V, lower and upper bounds on the false wake-up probability are derived, and in Section VI, the success wake-up probability is derived. Section VII presents the analysis of the uplink SINR coverage probability, and Section VIII presents analysis on the energy efficiency of the proposed solution. Numerical results are discussed in Section IX with validation using Monte-Carlo simulations. Conclusions are drawn in Section X.
Notation: Throughout the paper P{·} denotes probability, 
II. RF WAKE-UP SOLUTION FOR IOT OVER CELLULAR
In the RF wake-up proposed solution for IoT devices, we define a deep sleep state similar to the power saving mode (PSM) defined by 3GPP [31] . A device that supports PSM will request the network for a certain active timer value; the active timer determines how long the device remains active, before it moves to PSM. In PSM, the device becomes unreachable as it does not check for paging but it is still registered with the network. The device remains in PSM until a mobileoriginated transaction requires it to initiate communication. Otherwise, the device leaves the PSM when a timer expires. The difference between our solution and the 3GPP model is that the device does not leave the deep sleep state when a timer expires but instead upon receiving an explicit RF wakeup signal from its serving BS. Fig. 1 presents the device states and the transactions defined in 3GPP along with the added deep sleep mode. The transition between the idle and the deep sleep modes is realized through an RF signal from the BS. A new added wake-up hardware module is responsible for capturing the wake-up signal and initiating an interrupt trigger to activate the main circuitry of the device. In order to improve the power efficiency, the power consumption of this extra wake-up radio receiver should be extremely low. A scheme representing a device incorporating the added wakeup module is presented in Fig. 2 . The new wake-up module contains three main components: the matching network, a rectifier and an optional ID detector. The crucial task of the matching network is to reduce the transmission loss from the antenna to the rectifier circuit and to increase the input voltage of the rectifier. The rectifier is added to convert the RF-signals captured by the antenna into DC-voltage. The ID detector is responsible of extracting the ID of the received RF-signal and comparing it with the device's ID. In case of matched IDs, it will trigger the interrupt signal to activate the main circuitry of the device and transit to the idle mode. In the remaining of this work, we assume a broadcast wake-up scenario where all devices within the range of the transmitted wake-up signal will wake-up upon detecting enough signal power.
The proposed wake-up procedure is considered as an RF paging procedure. The main difference with the traditional paging procedure resides in the nature of the wake-up signal. While paging requests are exchanged through standard protocol messages and require customized detection schemes [32] , the proposed solution benefits from the power of the RF wake-up signal to interrupt the device and switch it to the active state. To benefit from the advantages of universal frequency reuse in terms of spectral efficiency and channel allocation flexibility, we consider a scenario where all BSs transmit their wake-up signals on the same resource elements. Thus, there are no intra-cell interference problems. However, neighboring active BSs sending wake-up signals simultaneously can still affect the wake-up procedure. We define a power threshold T such that a device wakes-up only when the total power received exceeds T . The efficiency of the wake-up module is modeled with an RF-DC conversion factor a defined as the ratio between the power received at the input and the power at the output of the wake-up module.
The device can receive wake-up signals from neighboring BSs sending wake-up signals using the same resources. Such scenario can have a positive effect on the wake-up procedure as it increases the power received and, thus, the chance of having successful wake-up. However, if the device is not supposed to wake-up, receiving power from neighboring BSs may cause undesirable wake-ups; we denote this as a false wake-up event and we derive the false wake-up probability is Section V. The complete wake-up procedure includes two successive events. First, the device should receive enough power given that its serving BS is transmitting the wake-up signal in the DL. The probability of this event is the success wake-up probability which will be derived in Section VI. Next, the device that has successfully woken-up will initiate communication with its serving BS in the UL and the level of the received SINR at the serving BS should exceed a predefined threshold, this uplink SINR coverage probability is derived in Section VII. Fig. 3 presents an example model of the proposed RF wakeup solution where Device 1 encounters a success wake-up event and transmits UL data and Device 2 encounters a false wake-up event.
III. SYSTEM MODEL AND ASSUMPTIONS

A. Cellular Network Model
The network model consists of BSs arranged according to an homogeneous Poisson point process (PPP) = {x i , i = 1, 2, . . .} ∈ R 2 with spatial density λ in the Euclidean plane. Usually, cellular networks are deployed according to sophisticated network planning processes, which would impose some repulsion between the BSs locations. Hence, it is intuitive that a repulsive point process is a better model for the BSs locations. It has been shown in [33] [34] [35] that the homogeneous PPP captures the same shape (i.e., behavior) of the signalto-interference-and-noise ratio (SINR) distribution as other repulsive point processes but with a horizontal shift. Hence, the homogeneous PPP represents the widely accepted baseline model for cellular networks, which can also be extended to repulsive point processes [36] , [37] . The devices are spatially distributed in R 2 according to an independent PPP u = {y i , i = 1, 2, . . .} with spatial density λ u . Each device is equipped with the wake-up module detailed in Section II with RF-DC conversion efficiency a ≤ 1. We assume that all BSs are transmitting with the same power P in the DL. The case of different BSs power levels corresponds to a multitier network where tiers of BSs differ in terms of the transmit power, deployment density, and target power threshold T . The multi-tier scenario is not considered in this work and is left for future extension. For the reliability of uplink transmission, and to mitigate the inter-cell interference, the devices use full channel inversion power control to adjust their transmission powers such that the average received power by the serving BS is constant and equal to the power level requirement ρ. Such power control implies that each BS is receiving the intended signal with power ρ, which is greater than the power of any individual interfering signal. It is also shown in [38] that full inversion power control minimizes the discrepancies of the coverage probability across the devices in the network. Without loss of generality, we focus on a device at the origin which is permissible by Slivnyak's theorem [39] . The remaining parameters used in the analysis are defined in Table I .
B. Channel Model and Association Criteria
Channels are assumed to be symmetric where the power of a signal transmitted by any network node (BS or device) is subject to the standard power loss propagation model with rate r −α where α > 2 is the pathloss exponent and r is the propagation distance. In addition, we assume that the BSs and the devices experience independent Rayleigh fading and the corresponding channel power gain h follow an exponential distribution with unit mean, i.e., h exp(1). Thus, the received power in DL at a device located at y = (y 1 , y 2 ) from its BS at x = (x 1 , x 2 ) is Ph x − y −α where . is the Euclidean norm. It is assumed that the DL and the UL transmissions are separated from each other in time or frequency such that there is no interference between them. We also assume that not all the BSs are active at the same time. The BSs which are active simultaneously and transmit on the same resources, are a thinned version of the PPP of BSs denoted as with spatial density δλ, where δ is the probability that the BS is active. The remaining idle BSs constitute another PPP denoted as with spatial density (1 − δ)λ. We assume that each device is associated with the closest BS to receive the wake-up signal in the downlink and transmit data in the uplink. This results in the creation of coverage areas that compromise a Voronoi tessellation on the plane. Fig. 4 shows a realization of the proposed network model.
C. Methodology of Analysis
Based on the system model described above, we aim at quantifying the performance of the proposed RF wake-up solution in terms of the following.
1) The success wake-up probability: The probability that the power received at the device given its serving BS is transmitting is sufficient to wake-up the device.
2) The false wake-up probability: The probability that the RF power collected from ambient is sufficient to wakeup the device, even though the serving BS is idle.
3) The SINR uplink coverage probability: The probability that the received SINR at the BS from the device after wake-up is above a predefined threshold. To derive the success and the false wake-up probabilities, we first derive the Laplace transform of the DL received power from all active BSs and use it to derive the wake-up probability, which is the probability of achieving the power threshold T regardless of whether or not the wake-up signal is transmitted. The DL received power is either the interference power itself in case the serving BS is idle or the interference plus the wake-up signal together if the serving BS is active. Thus, we obtain two expressions for the Laplace transform of the received power and we use them to obtain bounds for the false and the success probabilities. To obtain the SINR uplink coverage probability, we assume that the active devices after wake-up are now transmitting UL data to their serving BSs. We characterize first the UL transmit power of a generic device by deriving its probability density function (PDF) and moments. We use it then to derive the uplink SINR coverage probability. At the end, we demonstrate the efficiency of the proposed RF wake-up solution in terms of energy reduction by comparing it with the "scheduled wake-up" scheme.
IV. WAKE-UP PROBABILITY DERIVATION
In order to wake-up, the device should receive a power P r greater than a threshold T . If the serving BS is active and transmitting the wake-up signal, the wake-up is considered successful. Otherwise, it is a false wake-up event. The total received power at the origin from the set of active BSs located at x i is
which denotes the net interference power if does not include the serving BS and the interference plus signal power if it includes the serving BS. The probability of having P r ≥ T is denoted as the wake-up probability and is defined as
where P s = P(P r ≥ T |b 0 ∈ ) is the success wake-up probability given that the serving BS is active and P f = P(P r ≥ T |b 0 ∈ ) is the probability of having a successful wake-up given that the serving BS is in the set (idle) which corresponds to the false wake-up probability. Note that P s and P f are derived in the following sections, P(b 0 ∈ ) and P(b 0 ∈ ) are the probabilities of having the serving BS in and , respectively. The wake-up probability represents the average fraction of devices that, at any time achieve P r ≥ T . It is also the complementary cumulative distribution function (CCDF) of P r . By using (1) we can derive the CCDF of the received power by the device located at the origin, without loss of generality. The wake-up probability can be given by the following theorem:
Theorem 1 (Wake-Up Probability): In an IoT cellular network, assuming that the BSs constitute a PPP with density λ and each BS is transmitting with power P, the wake-up probability for a generic device with RF-DC conversion factor a is given by
Proof: See Appendix A. Note that (3) cannot be obtained in closed-form for a general pathloss exponent; however, it can be easily evaluated numerically. Furthermore, a closed-form for (3) exists when α = 4. In this case, the CCDF of the amount of received power can be obtained as in Corollary 1.
Corollary 1: The wake-up probability for the case of α = 4 can be expressed as:
where
2 dt is the Gaussian CCDF. Note that it can-be seen from (4) that the amount of received power is directly proportional to the spatial density and the transmit power of the BSs, the RF-DC conversion factor of the added wake-up module and the active probability. Therefore, the increased load of interference, which is induced from increasing the density of active BSs, may increase the chance of wake-up.
V. FALSE WAKE-UP PROBABILITY
A false wake-up is an event where the device falsely wakesup without any signal transmitted from its serving BS. The false wake-up can be triggered at the device by wake-up signals transmitted by nearby active BSs towards their devices.
A. General Expression
The probability of false wake-up is the probability that the received power at the desired device exceeds the threshold T given that the serving BS is not sending a wake-up signal to the device (b 0 ∈ the idle set ). This probability can be expressed as
is the cumulative power (interference) received from all the other BSs (except the serving BS for the device at the origin, denoted as b 0 ) which are at a distance x i from the device of interest. Since we are excluding the serving BS from the received power field, the unconditional thinning of the PPP of BSs to obtain the set of active BSs is valid. An important quantity is the distance r separating the device from its serving BS. Since each device communicates with the closest BS, no other BS can be closer than r . In other words, all interfering BSs must be farther than r . The PDF of the distance between a generic device and the nearest BS is given by [40] :
Conditioning on the nearest BS being at a distance r from the given device, the false wake-up probability averaged over the plan can be derived as
The conditioned false wake-up probability, denoted hereafter as P r (I ≥ T ), is exactly the CCDF of the interference field I at the device with fixed r when no signal is transmitted from its BS. The CCDF of the conditioned interference field can be obtained by inverse Laplace transform. This calculation follows the same procedure as in the proof of Theorem 1 with modification in the integral bounds. Thus, the Laplace transform of the interference
After some mathematical manipulations and substituting
Note that the function 2 F 1 (.) is the Gauss hypergeometric function and it can be evaluated by numerical methods. In addition, it reduces to simple closed-form expressions for some special values of α [41] . The CCDF of the interference field I can then be obtained from the complex inversion integral formula for Laplace transform using the Euler characterization [42] as
where c is a constant and
Unfortunately, the manipulation of this equation is not easy and the unavailability of closed form expression for the CCDF of the interference field motivates the search of lower and upper bounds, which will be derived next. The derivation of these bounds follows the approach used in [43] which presents lower and upper bounds on the transmission capacity via lower and upper bounds on SINR outage probability. Our work extends the existing results by deriving bounds for the false wake-up probability via bounds on the interference field itself.
B. False Wake-Up Probability With Path Loss Channel Model
In this section, a baseline model is presented where the only randomness is in the positions of devices and BSs, i.e., there is no fading (h x = 1) and the pathloss is the only parameter affecting the received power at the given device. The impact of fading is addressed in Section V-C. A lower bound on the false wake-up probability is obtained by partitioning the set of BSs into dominating (near set T ) and non dominating (far set c T ) BSs. A BS is dominating if it can individually contribute at least T to I other than the serving BS sending the wake-up signal. The far set is the complement of the near set. The dominating nodes in the near set may be defined geometrically as the BSs located inside a disk centered at the origin of radius with P n in the later derived expressions.
Note that if r is higher than P 1 α n , no BS other than the serving BS will contribute at least T to I and the lower bound is null. We have I = I T + I c T where I T corresponds to the interference from the set T and I c T corresponds to the interference from the set c T . The lower bound P r (I ≥ T ) can be derived by neglecting the contribution of the far set, which gets tighter as α increases due to the increasing dominance of proximity interferers. Hence we have
. (13) Note that by construction the event {I T ≥ T } is the same as the event { T = ∅} which is simply the complement of { T = ∅}.
An upper bound for P r (I ≥ T ) follows by observing first that the event {I < T } requires the near set to be empty and that the contribution of the far set can be replaced by its average using the Markov inequality. To calculate the upper bound, we decompose the conditioned false wake-up event as
The third event is null and the probability of the remaining events can be written as:
To upper bound P r (I c T ≥ T ) we use the Markov inequality as follows:
where (a) follows from the Markov inequality and (b) from the Campbell's theorem [39] . The conditioned upper bound of the false wake-up probability can be expressed as
The unconditioned lower and upper bounds P f l and P f u for the CCDF of the interference field can be derived by averaging over r the conditioned bounds. Note that the integral is between 0 and P 1 α n because r is always less than P 1 α n . Thus, the false wake-up probability can be lower and upper bounded respectively, by
C. False Wake-Up Probability With Fading Channel Model
We now extend the analysis to include the fading h which follows an exponential distribution with unit mean. The same concept as in Section V-B is used and the near and far sets T and c T are defined as follows:
The conditioned lower bound P r f l can be calculated by evaluating the probability that the near set T is empty using the Laplace functional. After some mathematical manipulations we obtain the conditioned lower bound as in the following lemma.
Lemma 1: In an IoT cellular network with a pathloss exponent α and where the density of BSs is λ, the conditioned false wake-up probability of a generic device can be lower bounded by The upper bound is derived as follows:
After some mathematical derivations, the conditioned upper bound for the CCDF denoted as P r f u can be expressed as in Lemma 2.
Lemma 2: The conditioned false wake-up probability can be upper bounded by:
Proof: See Appendix C. The unconditioned lower and upper bounds for the CCDF P f l and P f u of the interference field can be finally derived by averaging over r the conditioned bounds in (22) and (24) . Thus, the false wake-up probability can be bounded by (25) and (26) .
VI. SUCCESS WAKE-UP PROBABILITY
In order to successfully wake-up, the device should receive a power P r greater than a threshold T when the serving BS is transmitting the wake-up signal. If P r is below T , it remains in the sleep mode. A simple thinning of the BSs point process to get the set of active BSs is not valid in this case since it may also turn off the serving BS. To address this problem, we introduce a conditional thinning [44] of the received power field predicted on a wake-up signal transmitted from the serving BS to a typical active device. We assume that a typical device connects to the nearest BS. Conditioned on this connection, each BS in the received power field transmits independently with a probability δ and is idle with a probability 1 − δ. Since partitioning is done independently, both the set of active BSs and the set of idle BSs may contain the serving BS. This will make it harder to analyze the system model since we do not have a priori knowledge about the serving BS and hence it is impossible to isolate the received power field.
The desired success wake-up probability P(P r ≥ T |b 0 ∈ ) can be calculated by evaluating the unconditioned success probability which corresponds to the probability that the received power exceeds a predefined threshold without conditioning on having the serving BS b 0 active. This is exactly the wake-up probability P w derived is (2) and (3).
The distances from the device of interest to the nearest BS in the set and the nearest BS in are denoted as R 1 and R 2 , respectively. Therefore, the distance from the device of interest to its serving BS is
The probability of having the serving BS in the set can be calculated as
The success wake-up probability P s can be calculated as
where P w is derived in Section IV and lower and upper bounds are found for P f in Section V. Therefore, lower and upper bounds can be derived for P s for both pathloss and fading models.
VII. SINR UPLINK COVERAGE PROBABILITY
We assume that after wake-up, each device will initiate uplink communication with its serving BS. We define the SINR uplink coverage probability P c as the probability that the received SINR at the serving BS is higher than a predefined threshold. Therefore, a device can establish a successful communication link with its serving BS under two conditions:
1) The amount of received power by the device in the downlink given that its serving BS is transmitting a wake-up signal is greater than the required amount of power to switch the device from the sleep mode to the active mode. The probability that this condition holds true (i.e., success wake-up probability P s ) has been derived in Section VI. 2) After successful wake-up, the level of the received SINR from uplink transmission at the serving BS is greater than a predefined threshold in order to guarantee an acceptable quality of service. The probability of this event is referred to as the SINR uplink coverage probability P c and is derived in this section. The overall success probability η is defined as the probability that both of the aforementioned conditions are satisfied. By virtue of full channel inversion power control, these two events become independent. Thus, the overall success probability is
The failure probability θ is the probability that the device is not able to wake-up or has not achieved uplink SINR ≥ τ . Therefore, the probability of failure is
In this section, we derive the distribution of the transmission power for a typical device, then we derive the SINR uplink coverage probability.
A. Transmit Power Analysis
Based on the system model, the devices are assumed to perform full channel inversion in order to satisfy a power level requirement ρ at the serving BS. We assume also that the BSs are dense enough such that each of the devices can invert its path loss towards the closest BS almost surely, so the maximum transmit power of the devices is not a binding constraint for transmission. We define the required amount of transmit power of a device as
where R is the distance to the serving BS from the device. The distribution of the transmit power of a generic active device is obtained using the following lemma.
Lemma 3: In a Poisson cellular network with full channel inversion power control and with BS power level requirement ρ, the PDF of the transmit power of a device in the uplink is given by
The moments of the transmit power can be obtained as
where c ∈ R + and (a) = ∞ 0 t a−1 e −t dt is the gamma function.
Proof: See [45] . Lemma 3 shows that the smaller the power level requirement ρ, the lower is the transmit power of the devices. This is because as ρ increases, the devices are required to transmit at a higher power. Lemma 3 also shows that the average transmit power decreases with λ. That is, as the spatial density of BSs increases, the distance between a device and the corresponding serving BS decreases and hence, a lower transmit power is required.
B. SINR Analysis
The SINR uplink coverage probability P c is defined as the probability that the received SINR at a BS is higher than a predefined threshold τ . It can be mathematically defined as
Without loss of generality, the SINR used in (35) can be defined for a BS located at the origin as SINR = ρh
where the useful signal power is equal to ρh due to the full channel inversion power control, h and h y i are the small-scale fading coefficients between the BS and its served device y 0 and its interfering devices, respectively.ψ is the point process, representing the interfering devices and I denotes the aggregate interference at the considered BS from the set of interfering devices transmitting at the same time and on the same resources. Using the SINR expression given in (36) and the definition in (35) , the SINR uplink coverage probability can be calculated as
where L I (·) denotes the Laplace transform (LT) of the aggregate interference I = y i ∈ψ γ i h y i y i −α .
The point processψ of the interfering devices represents the set of active devices at a certain time slot, where "active devices" refers to devices that have received sufficient power to wake-up and are ready for transmission. We consider that at any time instant each BS has a single device served on a given channel resource. That is, in each cell, the active devices are scheduled according to a specific scheduling scheme and only one device initiates uplink communication at a time. Note that in the uplink, the interfering devices do not constitute a PPP due to the correlations among them. These correlations are induced by the unique channel assignment per device in each BS. However, for analytical tractability, we approximate the active interfering devices set to a PPP with spatial density equal to the density of the BS set multiplied by the active probability which corresponds to the wake-up probability P w in a given time slot. We will consider also that the transmit powers of the interfering devices are iid. These approximations have been used and validated in the literature in [45] [46] [47] . Note that the active probability P w calculated in (3) represents the fraction of devices that have successfully woken-up and does not differentiate between a success and a false wake-up. Even though the correlations between the interfering devices are ignored in the PPP assumption of the interferes setψ, the unique channel assignment brings further correlation between the locations of the interferes and the considered BS at the origin. Therefore, the average interference from any single device is strictly less than ρ and the aggregate interference received at the tagged BS can be written as
The indicator function captures the correlation between the interfering devices and the considered BS and ensures that the average interference received at a BS is strictly less than ρ. The SINR uplink coverage probability can be finally given by the following theorem. Theorem 2: In a IoT cellular network with channel inversion power control in the uplink, assuming that the interfering devices constitute a PPP, the SINR coverage probability is given by We can see that the SINR uplink coverage probability highly depends on P w or the portion of devices that have wokenup. In this case, after fixing a device per BS, a portion of these devices is transmitting and increasing the interference level in the network. The portion of these interferers is not however affecting the distance to their serving BSs and their transmit powers. Therefore, the SINR uplink coverage probability decreases rapidly with the increase of the wake-up probability P w . As a special case, assuming that α is 4, the coverage probability reduces to
Equation (40) shows that the decrease of the SINR uplink coverage probability is exponentially fast. By plugging (4) in (40), the coverage probability becomes
VIII. ENERGY EFFICIENCY ANALYSIS
In this section, we aim to evaluate the energy efficiency gains achieved by the introduction of the proposed RF wakeup solution. Since the energy used in the UL transmission is independent of the energy collected from the RF wake-up signal and used to wake-up the device, it will not affect the wake-up process and thus it is not considered in the energy efficiency analysis. In order to quantify the consumed energy of an IoT device with RF wake-up, we consider a time-slotted system with slot duration t. The time slot is partitioned into two sub-slots: active sub-slot (with duration T ON ) and sleep sub-slot (with duration T sleep ). The percentage of time in which the device is active is denoted as D ON . The added wake-up receiver will add extra power consumption to the device in both the active and sleep modes and, thus, the overall power consumption is the sum of the main circuit's power along with the power dissipated in the wake-up receiver. The power consumed in the active and sleep modes of an RF wake-up device are denoted, respectively, as P RF_ON and P RF_sleep :
where P main_ON and P main_sleep are the active and sleep mode power consumptions of the main circuit and P Wur_ON and P Wur_sleep are those of the added wake-up receiver.
In order to have a successful wake-up and to transit to the active mode, an RF wake-up device requires the reception of a wake-up signal during the active sub slot T ON . However, because of the statistical channel effects, the RF wake-up device may not always receive enough power during T ON . As presented in Section VI, an RF wake-up device has a probability P s to wake-up successfully in the active subslot T ON . In addition, the device may experience a false wakeup with probability P f when sufficient power is received at the device in the sleep sub-slot T sleep . Therefore, the total energy consumption of an RF wake-up device during the slot duration t can be estimated as follows:
where P RF_ON and P RF_sleep are given in (42) and (43) and bounds for P s and P f are given in (29) and (25), (26), respectively.
To demonstrate the superiority of the proposed RF wakeup solution, we compare it with the standard "scheduled wake-up" mechanism that is based on the duty cycling technique. A device employing the scheduled wake-up technique is internally programmed to wake-up at each active subslot T ON and does not require the integration of an extra wakeup receiver. Thus, the power consumed in the active mode P sch_ON and sleep mode P sch_sleep are exactly the power of the main circuit P main_ON and P main_sleep respectively; therefore, the overall energy consumption of a scheduled wake-up device can be expressed as:
IX. NUMERICAL RESULTS AND DISCUSSIONS
In this section, we present performance results obtained from the proposed framework. We focus on the trade-offs between the success and false wake-up probabilities. In addition, we show how the different network parameters affect the performance metrics and the energy efficiency. The scenario under consideration is composed of a set of BSs and a set of devices distributed following two independent PPPs over the network. Unless otherwise stated, the transmit power of BSs is assumed to be P = 46 dBm while the thermal noise is set to 0 (interference-limited scenario). An independent and identically distributed Rayleigh fading with unit mean for its power is considered for all links except the baseline scenario presented in Section V-B. The simulation parameters are summarized in Table II . It is worth noting that the effect of the RF-DC conversion factor is equivalent to increasing the threshold T at the device by a factor of a −1 . That is varying a only scales the resulting figures when plotted against T . Fig. 5 illustrates the effect of increasing the pathloss exponent α on the wake-up probability. This figure validates our analytical model for the wake-up probability as it can be seen that the gap between the analytical results and those obtained from Monte-Carlo simulations is tight for different values of α. Fig. 6 presents the analytical bounds and the simulation results for the false wake-up probability with fading for different BS active probabilities δ. From this figure, we observe that the lower bound is closer to the actual performance (simulations) than the upper bound. In the conducted derivations, the upper bound is loose because of the Markov inequality used to bound the term P(I ≥ T |I T ≤ T ). A better bound may be obtained by using the Chebyshev's inequality or the Chernoff bound but at the cost of more complexity. The upper bound diverges as α ↓ 2 since the average interference contribution from the far set diverges.
In Fig. 7 , we compare the analytical bounds of the false wake-up probability with fading and the false wake-up probability in the baseline scenario where only the pathloss is considered for different values of the pathloss exponent α. From this figure, we observe that the lower bounds are almost the same for the pathloss scenario and the scenario with fading. However, the upper bounds differ and the pathloss scenario insures a tighter upper bound by omitting the randomness of the fading. Therefore, by neglecting the fading effect, we can achieve similar results for the lower bound and better results for the upper bound with much more simplified expressions and less complicated analysis. Fig. 8 presents the analytical bounds and the simulation results for the success wake-up probability for different BS active probabilities δ. From this figure, we observe that the lower bound is loose since it follows from the upper bound of the false wake-up probability which is based on the Markov inequality. The upper bound, however, is much closer to the actual distribution obtained from the simulations. By comparing Fig. 8 and Fig. 6 we can note that δ has higher impact on the false wake-up probability than the success wake-up probability. This makes sense since δ represents the portion of active neighboring BSs which cause the false wake-up while the success wake-up is mainly caused from the wake-up signal of the serving BS. Therefore, tuning δ may be an effective solution to reduce the false wakeup probability while ensuring an acceptable success wake-up probability level. Fig. 9 illustrates the effect of increasing the pathloss exponent α on the SINR uplink coverage probability P c . This figure validates our analytical model for the SINR uplink coverage probability as it can be seen that the gap between the analytical results and those obtained from Monte-Carlo simulations is tight for different values of α. From this figure we can note that the SINR coverage probability increases when the pathloss exponent increases. This result can be justified by the following: In an uplink scenario with full channel inversion power control, the useful signal (ρh) is not affected with the variation of the pathloss which is inverted in the transmit power of the device towards its serving BS. However, the power of the interfering signals is affected when α varies, and for higher α the interfering signals powers are decreasing. Therefore, the overall SINR coverage probability is improved. In addition, the wake-up probability P w decreases when the pathloss exponent increases (see Fig. 5 ). Therefore, the density of the interfering devices is less and the SINR uplink coverage probability is further improved.
The effect of varying the BS active probability is similar to that of varying the spatial density of BSs which is illustrated on both the success wake-up and the false wake-up probabilities as well as the SINR uplink coverage probability and the overall success probability in Fig. 10 . It is worth noting that the effect of increasing the spatial density has the following consequences:
1) It reduces the distance between the device and its serving BS and increases the number of available sources which in turn increases the amount of received power per device. 2) On the other hand, the device will acquire higher chance to falsely wake-up due to the increase in the density of other BSs. 3) In addition, more devices will wake-up and the device will experience more interference in the uplink due to the increase of the density of devices that will transmit after wake-up (i.e., density of the point processψ which is equal to P w λ). In addition, these interferers become closer. This increase in the interference degrades the SINR at the receiving BS since the useful signal is always constant (i.e., ρ). Consequently, as can be seen in Fig. 10 , while the SINR uplink coverage probability P c falls with increasing λ, the success and the false wake-up probabilities (implicitly the wake-up probability P w ) increase. However, it can also be seen that the increase of the success wake-up probability and the false wake-up probability dominates the deterioration of P c and thus the overall success η probability increases. This happens up to some point after which deploying more BSs does not have significant effect on the overall performance where P c , P s and P f become almost constant. This behavior can be explained as follows: When the spatial density becomes very high, the expected amount of transmit power becomes very low whereas the power available for wake-up becomes very high. Therefore, the success wake-up probability and the false wake-up probability approach 1. Furthermore, when the wake-up probability approaches 1, the SINR uplink coverage probability P c becomes independent of λ and approaches a constant level.
From the obtained results, it can be seen that the success and the false probabilities are correlated. Hence, it is important to find a compromise between them to maintain an acceptable performance level. The main challenge is to achieve simultaneously high success probability and low false probability levels. A possible solution is to efficiently tune the network parameters to achieve the required performance while optimizing the gap between these probabilities. Unfortunately, the tuning of these parameters is not sufficient to reduce the high false probability because of the correlation between the success and the false probabilities; therefore, further investigation is required. ID-based wake-up schemes would be a suitable candidate solution to reduce the high false probability. For these solutions, the wake-up signal contains the desired destination address. Therefore, only the device with matching address will wake-up; yet, this comes with additional hardware complexity and a limited increase in energy consumption. Fig. 11 presents the energy consumption results of the proposed RF wake-up solution compared to "scheduled wake-up" based on the analysis in Section VIII. Note that the considered success and false wake-up probabilities in Fig. 11 are taken from the results presented above for specific combinations of the system parameters. We consider that the active sub-slot T ON is 1 min for both scheduled and RF wake-up options. We consider also that the sleep sub-slot of the scheduled wakeup is equal to 2 min. On the other hand, the RF wake-up devices have several values of the sleep sub-slot corresponding to different IoT use cases with T sleep of {2, 5, 120} min, i.e., the RF wake-up device has an active time percentage of 33.3%, 16.6% and 0.83%, respectively. Energy consumption results presented in Fig. 11 show that RF wake-up can achieve significant gains over scheduled wake-up for given design parameters. The gain is highest for IoT use cases that require lower active time percentages. This translates in estimated lifetimes that are longer than those achievable in scheduled-based devices. However, this comes at the cost of less reliability since an RF wake-up device has a probability P s < 1 to have a successful wake-up. In addition, because the proposed wake-up solution is "broadcast-based", a device can falsely wake up and consume extra energy even if no wake-up signal is intended for it; yet, even with this overhead, notable gains can still be achieved for low values of D ON as shown in Fig. 11 .
X. CONCLUSION
The proposed work considers a novel approach to reduce the power consumption and improve the energy efficiency of IoT devices over cellular networks. Instead of wakingup from sleep state on a timer basis and wasting power if the device has no data to transmit, the IoT devices wake-up after receiving dedicated RF signals from their serving BSs. This solution is well suited to the infrequent transmissions in various IoT use cases where a periodic wake-up is not needed and thus highly power inefficient. We have used stochastic geometry to model, analyze and evaluate the performance of the network when this RF wake-up solution is introduced. We have obtained expressions for the wake-up probability, in addition to lower and upper bounds for the false and success wake-up probabilities and a closed-form expression of the SINR uplink coverage probability. The numerical results based on derived expressions show that the proposed wakeup scheme can be a viable solution to enhance the energy efficiency of IoT over cellular. However, this comes at the cost of increased false wake-up rate.
APPENDIX
A. Proof of Theorem 1
To derive the wake-up probability P w as the CCDF of the received power P r , we first obtain the Laplace transform of P r so that the CCDF can be obtained by inverse Laplace transform. The Laplace transform of P r is given by L P r (s) = E exp(−s P r ) ( 
where (a) follows from the independent and identically distributed (iid.) distribution of h x and its independence from the point process ψ, (b) follows from the use of the moment generating function of exponentially-distributed random variables, and (c) follows from the probability generating functional (PGFL) of the PPP, which states for some function f (x) that E x∈ f (x) = exp −λ R 2 (1 − f (x)) dx . After some mathematical manipulations, we obtain
In order to obtain the CCDF of P r , the inverse Laplace transform of L P r (s) is required. We use the complex inversion integral formula for Laplace transforms with s = 0 as a branch point of the integrand and the proper Bromwich contour that does not contain this branch point [21] . Note that similar results can be obtained using the Euler characterization [42] .
B. Proof of Lemma 1
The probability that the near set T is empty can be derived as: 
where (a) follows from the iid. distribution of h x and its independence of the point process δ , (b) from the exponential distribution of h x i exp(1) and (c) from the probability generating functional of the PPP. The conditioned lower bound P f r l is then the complement of P( T = ∅).
C. Proof of Lemma 2
To characterize the conditioned upper bound of the false wake-up probability we need first to evaluate P(I ≥ T |I T ≤ T ) by using the Markov inequality as follows: 
where (a) follows from the Markov inequality and (b) from the Campbell-Mecke theorem [39] . The conditioned upper bound can then be derived using (23) .
D. Proof of Theorem 2
The Laplace transform of the aggregate interference received at the tagged BS is obtained as: 1 α
where (a) follows from the independence betweenψ, γ i , and h y i since {γ i } are iid.; (b) follows from the probability generation functional (PGFL) of the PPP of the interfering devices locations; (c) follows from the distribution of h exp (1) 
