Abstract-
In 1971 world's first wireless computer communication network was developed by Norman Ambramson, professor at University of Hawaii. Costly hardware part of WLAN was replaced by various versions of IEEE 802.11 Standards at the end of the 1990's. At the beginning of 1991, HYPERLAN/1 was pursued and was approved in 1996. In the year of 2000, HYPERLAN/2 was approved. IEEE 802.11n was invented and added to the IEEE 802.11 Standard which operates in both 2.4 GHz and 5 GHz.
III. REQIREMENTS OF WLAN
The medium access control protocol should be as efficient as possible which can maximize the throughput.  Hundreds of nodes should be needed.  Service area of WLAN is 100 to 300m.  Battery power consumption should be less in sleep mode.  WLAN provides secured license free operation.  Reliable transmission and security is provided.  Desired Quality of Service is required. Protocol, there is a central base station which connects a number of wireless stations.
IV. TYPES OF WLAN

VII.
NETWORKING SECURITY Networking security is the most important part in the Wireless LAN technology. To avoid the attacks and risks, a security protocol for Wireless LAN should satisfy the following properties:  Confidentiality-The sender sends the data to the intended receiver and it is ensured that the message is comprehensible only by the intended receiver. It prevents the unauthorized usage and access to the network. For example, confidentiality ensures that an unauthorized user cannot derive any useful information about the person's passwords and security number. Data encryption ensures the confidentiality mechanism.  Integrity-The security mechanism ensures that the message sent by the sender to the receiver or destination is unaltered. The unauthorized users cannot insert, delete, destroy and modify the data.  Availability-Availability is the security protocol which ensures that the network must perform without any interruption. It should provide the guaranteed services and have the ability to tolerate the link failure as well as several attacks by the unauthorized individuals.  Non-repudiation-This security mechanism ensures that the sender cannot deny of sending its message and the receiver cannot deny of receiving its message. 
VIII. GENERAL ATTACKS AND RISKS TO WLAN TECHNOLOGY
An attack is an action taken to destroy, expose and alter the information or data by unauthorized users in the network. Unlike the wired network, WLAN uses radio waves for communication; these actions have an intention to do harm. Attacks can be generally categorized in two types:  Passive attack  Active attack Passive attack is the attempt made by the malicious nodes to obtain the information during transmission and reception without disrupting the network. Passive attacks are very difficult to detect as the operation of the network is not modified or altered by the attackers. Passive attacks can be classified as: Traffic analysis attack and Eavesdropping.
