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In this paper, we present a framework for understanding inter- and 
intra-organizational partnerships and findings from a study of 
such partnerships.  
Categories and Subject Descriptors 
Management, Measurement, Performance, Design, 
Experimentation, Theory 
1. INTRODUCTION 
The Department of Defense (DoD) is increasingly concerned with 
identifying and removing barriers to effective collaboration within 
and across organization, because it must coordinate its activities 
with new partners at all levels. These barriers take many forms: 
Policy barriers may prevent institutions from collaborating 
entirely or limit the productivity of partnerships. For example, 
some non-governmental organizations have policies that prohibit 
interaction with DoD; the Posse Comitatus Act (1878) prohibits 
DoD from participating in police actions on U.S. soil.  
Structural barriers may effectively disable the very interfaces 
through which interaction should occur. For example, an element 
of one organization may have no corresponding or effective 
element in a potential partner organization.  
Process barriers may make sharing information, decision making, 
and tasking inefficient across organizational boundaries.  
Data interoperability barriers exist if the information products of 
one institution may not be shared, cannot be shared, or are 
misinterpreted between organizations when they are shared.  
Cultural barriers exist when values and customs conflict with 
respect to authority, reward structures, tolerance for uncertainty, 
time orientation, and other constructs [Hofstede 1980].  
Cognitive and affective barriers exist when individuals cannot 
effectively collaborate because they do not have the knowledge, 
skills, trust, or attitudes to do so. 
Organizations that overcome these barriers achieve what we call 
Human Interoperability. The effort reported here [Gallup, et al. 
2008] addressed the challenge of Human Interoperability by (1) 
developing a framework for understanding coordination and 
collaboration within and between organizations; (2) conducting 
interviews and observation of interactions between disparate 
Navy operational, law enforcement, and intelligence groups; 
Federal units, and international organizations in the Trident 
Warrior 2008 (TW08) exercise; and (3) defining a program of 
research to support those who design and manage dynamic 
organizations.  
This work has implications for computational modeling of 
organizations. That discipline has focused primarily on planned, 
rather than emergent collaboration, and on coordination within, 
rather than between organizations [c.f., DoD Architectural 
Framework 2007]. In contrast, this research explores 
interoperability in emergent partnerships between disparate 
organizations. It raises questions concerning how to model this 
aspect of organizational dynamics, and how to make those 
dynamics manageable and observable at the operational level of 
organizations, where decisions should be made to create, exercise, 
evolve, and dissolve partnerships. 
2. FRAMEWORK  
To guide our study of Human Interoperability, we defined a 
framework in which organizations are cast as complex systems 
that shape and are shaped by their environments. Organizations 
evolve successfully with their environments by exercising an 
adaptive competency to change both their structure and their 
mechanisms for controlling activity in those structures. 
 
Structure: Organizations employ a variety of structures through 
which to coordinate and collaborate over work. This catalog 
includes personal relationships, formal liaisons, joint operation 
centers, trusted third party organizations that pass information 
securely, and information systems. This ordering of structures 
reflects declining flexibility, from individual relationships that 
operate quite adaptively on the basis of trust or mutual benefit, to 
information systems that efficiently pass only the information 
they are designed to handle. We argue that organizations with 
high adaptive competence (defined below) choose the best 
structure for the mission at hand. 
Control mechanisms: Organizations employ varied mechanisms, 
or controllers, to modulate the volume, rate, and quality of work 
and information sharing that occurs through these structures. 
These control mechanisms include: 
Organizational policy, such as objectives that mandate 
interoperation and reward it; 
Procedures that may support or restrict interoperability; 
Culture, that is, the attitudes, values, and customs that affect the 
tone, efficiency, productivity, and persistence of collaboration; 
Cognitive competencies that enable individuals to execute the 
task work and teamwork necessary for interoperability; and 
Data interoperability, which enables or hinders exchange of data 
and the information it represents. 
We speculate that adaptive organizations exhibit greater latitude 
in their selection of these mechanisms to dynamically control 
work across inter- and intra-organizational structures. 
Adaptive competency: Finally, we speculate that organizations 
adapt their structures and control mechanisms by virtue of a 
competency for adaptation, which may consist of the ability to: 
Detect the need to build (or dissolve) partnerships to dramatically 
improve mission performance; 
Select structures and control mechanisms with which to allocate 
resources, synchronize action, and maintain situational awareness;  
Evaluate the effects of new partnerships on the overall 
organization and stakeholders in its environment. 
Adaptive competency may be particularly effective in long term 
missions to ensure smooth, timely, and successful development of 
partnerships. When it must be applied to emergent, high tempo 
missions, however, adaptive competency may be insufficient. 
Some organizational infrastructure and control mechanisms may 
be necessary to adapt at speed, though of course such 
infrastructure may be costly to maintain when it is not in use. For 
example, a new liaison relationship can be established more 
quickly if the organization has facilities, information system 
accounts, and training at the ready. 
3. METHOD 
To test and refine this Human Interoperability framework, the 
research team studied the interactions between organizations 
conducting Maritime Domain Awareness Scenarios within TW08. 
The research team was sponsored by OSD NII, led by the Naval 
Postgraduate School, and staffed by representatives of those 
organizations, Aptima Inc., Virginia Tech, the office of the 
Deputy Undersecretary of the Navy, NORTHCOM, and DHS. 
The research consisted largely of interviews with TW08 
participants concerning critical incidents (within the exercise and 
in actual operations) in which organizations coordinated. These 
interviews focused on organizational structure, control 
mechanisms, and adaptation strategies.  
Representatives of a variety of organizations served as 
participants: the Naval Criminal Investigative Service (NCIS), the 
Joint Terrorism Task Force, the British Royal Navy, the New 
Zealand Navy, Third Fleet Joint Forces Maritime Component 
Command (JFMCC), the Northern Command (NORTHCOM), the 
Pacific Fleet Maritime Operations Center (PACFLEET MOC), 
Naval Cooperation and Guidance for Shipping (NCAGS), and the 
Joint Interagency Task Force West (JIATF West).   
4. FINDINGS & IMPLICATIONS 
The findings and recommendations from this study, reported in 
[Gallup, et al. 2008], addressed the range of constructs specified 
in the framework. We present selected findings here without 
attribution to specific organizations: 
Structures: Structures that link partners consist of substructures 
that are sometimes antagonistic or incongruent. Implications: 
Assess the compatibility of partners – their history, goals, 
processes, and culture – before investing heavily in developing 
partnerships. Monitor and manage potential incompatibilities.  
Effective structures convey valued assets (e.g., goods, 
information, personnel) between organizations. Implications: 
Develop and exercise capability to assess the value of assets each 
party brings to a relationship. Make trade of these assets an 
explicit goal of partnership agreements.     
Control mechanisms: Policies affecting information flows 
between organizations or across secure domains differ, and often 
conflict, between entities (e.g., military and law enforcement). 
Implications: Ensure that partners make information sharing 
constraints and mechanisms explicit. 
Organizations differ in their methods of refining policy. 
Implications: Define channels and methods for pushing upward 
those policy revisions that are required to build or maintain new 
partnerships. 
Reliable methods of building quick trust improve productivity. 
Implication: Develop certifications of trustworthiness (e.g., 
demonstrable proof of competency) that accelerate development 
of trust between potential partners.   
Adaptive competency: Partnerships can grow from opportunity 
or mandate (bottom-up or top-down, respectively). Implications: 
Formalize methods of identifying partnerships from the bottom 
up, and the top down. Ensure that methods for growing 
partnerships can execute rapidly in time-critical missions. 
Organizations institutionalize personal trust relationships. 
Implications: Manage personal trust relationships as an enterprise 
asset by identifying them and developing them selectively into 
enduring structural entities. Define working styles and processes 
that reduce the amount of interpersonal interaction required to 
build or verify trust in emergent organization relationships. 
Adaptive organizations seek to learn the capabilities and 
constraints of others. Implications: Develop systematic methods 
of evaluating potential partners, and of representing your own 
organization’s capabilities to support others. 
5. FUTURE RESEARCH 
Much of what we have learned in this research effort resolves to 
several themes: 
Organizations must build on historical experiences to improve 
human interoperability in collaborations they can foresee; 
Organizations must develop mechanisms that allow them to 
partner rapidly and effectively under conditions that cannot be 
foreseen; and 
Organizations must develop competency to assess their capability 
and performance in foreseeable and unforeseeable circumstances. 
To address these themes requires research that defines (1) 
organizational structures and controls that have proved productive 
in the past, (2) human and organizational competencies that 
enable organizations to adapt creatively, and (3) technical means 
that can accelerate the application of these structures, processes, 
and competencies, and measure their effects. Such research 
should also define models that support the design and assessment 
of inter- and intra-organizational partnerships. Several current 
lines of research bear on this requirement.  
Dynamic (executable) models of organizations based on system 
engineering analyses (e.g., DoDAF documents) can be used to 
design interfaces between organizations that are likely to 
interoperate. These models may help leaders to test whether 
foreseeable partners can exchange information, work products, 
staff, equipment, or other capabilities efficiently enough to satisfy 
their respective schedules and quality requirements [Grande, et 
al., in review]. There is ample evidence [Levchuk, et al. 2004] 
that organizations can be designed and assessed using such 
models when missions are pre-defined. However, it tests credulity 
to propose that an organization could be designed to be optimally 
effective and robust to all potential adaptations. Mission-specific 
effectiveness and general robustness typically must be traded off 
against one another. It is also infeasible to design an organization 
with all of the interfaces it might ever need to interoperate with 
potential partners on new missions.  No design is likely to 
successfully address the large and surprising variety of future 
partnering conditions.  
A second line of applicable research has developed computational 
models of culture [MacMillan and Zacharias 2008] and its 
influences in organizations [Horri, et al. 2005]. Culture is a key 
determinant of Human Interoperability, and such models may 
help support design of effective partnerships. There is also 
promise in models that represent aspects of team culture – such as 
individuals’ leadership and followership experience that is 
relevant to specific mission requirements – to compose ad hoc 
teams [McCormack, et al. 2009].  
We would be remiss if we did not consider that barriers to 
collaboration may simply fall away as connectivity across 
organizations makes the requirements and capabilities of external 
individuals and teams easily and instantly accessible. Web 2.0 is 
one term for such a social, knowledge network, a network that 
makes organizational boundaries irrelevant and ad hoc teams easy 
to form (though not necessarily easy to manage). Public exchange 
of information is crucial to Web 2.0, however, and this concept is 
anathema in defense and security organizations. Recent research 
is creating highly configurable, secure tools to help such 
organizations define ad hoc teams yet secure their information 
activities. These tools identify unfilled mission requirements, 
identify individuals or teams competent to fulfill those 
requirements (e.g., by statistically analyzing email and electronic 
document content, with user permission), and recommend new 
partnerships anonymously.  
Further research is required to develop the Human 
Interoperability framework defined here. Such research promises 
to create new knowledge, methods, and tools to design and assess 
the inter- and intra-organizational partnerships that are central to 
modern defense, security, and diplomatic operations.  
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