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Abstract 
This paper subjects to a unique fingerprint matching algorithm based on minutiae extraction 
technique. This is a well known fact that the fingerprint matching devices available till now 
are not so efficient due the lack of readability of fingerprints by the hardware module. The 
presented model is an efficient attempt to increase the readability of fingerprint by using 
feature extraction technique. Minutiae extraction is the core of this research work which 
leads to a reliable matching algorithm. As, minutiae are the points which are not affected by 
the dust or foreign material on the fingertip and on account of that that they are also known 
as level 2 features of a fingerprint. Hence the presented research work is a level 2 feature 
extraction based algorithm which promises to be more reliable in terms of viability of results. 
Moreover the concept of ROI is used in order to reduce the chances of false interpretation 
unlike the other AFRS available in the market. The prepared system is also tested for its 
accuracy and fidelity on various types of fingerprint. 
 
Index terms – ROI (Region of Interest), Minutiae extraction, Euclidean distance, Fingerprint 
ridge, Termination, Bifurcation, AFRS (Automatic Fingerprint Recognition system). 
 
INTRODUCTION 
In today’s era, Security systems are 
evolved as much more powerful with the 
technological developments. These 
security systems use different technologies 
and mechanisms in order to provide a 
reliable security system. Among various 
security schemes, biometric based 
authentication systems are very popular 
these days. The reason behind this is that 
each and every person posses the unique 
biometric identity and this characteristic 
makes these system superior to those 
which are using passwords,PINs etc[1]. 
ATM is the best example of password 
based authentication systems. Such 
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security systems are in trend these days 
because of the ease of use and the 
availability of hardware. In other words, it 
can be stated that such systems are still 
more compatible as their supporting 
mechanism is easily available and 
reachable in market. But there is a dark 
side too, that it can be misused by a 
fraudulent attempt by hacking someone s 
password or PIN no. This research 
proposes an algorithm for a better security 
model that would combine a physical a 
PIN, and electronic fingerprint 
recognition. Only when the PIN number 
matches the account and the claimed 
fingerprint image and stored fingerprint 
template matches,then user would be 
considered as fully verified. 
 
Biometric identities based authentication 
systems are promising and budding 
alternatives for PIN or password-based 
authentication systems. Among all the 
biometric identities, fingerprint is one of 
the most popular and renowned technique. 
However, till now it is infeasible to read 
the fingerprint by the hardware module at 
first glance for the purpose of centralized 
fingerprint match. A strong point of 
interest in biometric security systems is the 
ease with which it can be taken as an 
input. The aim of this research is to 
develop fingerprint authentication scheme 
in various security systems, which ensures 
the high readability of customer’s 
fingerprint. It mainly enhances the 
credibility, in comparison of conventional 
security system.  
 
Fingerprint and its features 
A fingerprint is an impression of the 
friction ridges, from the surface of anger-
tip. Fingerprint of an individual is a unique 
identity and it remains same over a 
lifetime period if the finger tip is not 
damaged by any severe cut or wound. 
Fingerprints are unique identities as such 
they are different even in twins [5]. A 
fingerprint template structure consists of 
the ridges and valleys on a fingertip. A 
ridge is defined as a single curved 
segment, and a valley is the region 
between two adjacent ridges. The ridges 
and valleys on every fingerprint structure 
create some unique features, which are 
shown in fig 1. 
 
Fig 1: A typical fingerprint with its 
features [11] 
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Feature extraction process from the 
fingerprint template can be classified into 
three levels named as Level 1 Level 2 and 
Level 3. 
 At level1, the whole ridges and valleys 
constitutes a structure which form a global 
pattern, and can be classified as any of the 
five major classes as “left loop”, “right 
loop”, “whorl”, “arch” and “tented arch” 
as shown in  fig 2. 
 
 
 
Fig2: Fingerprints of five major classes. [18] 
 
Therefore at level 1, only these five types 
of fingerprint are available and on the 
basis of these, matching is done. If a 
person posses a whorl type of fingerprint, 
his security can be accessed by all the 
persons having a whorl type fingerprint. 
Similarly, anarch type fingerprint will 
allow more than one users having same 
type of fingertip to access the security 
system or personal details of that particular 
system. Hence, it can be referred that this 
old method of distinguishing fingerprints 
is of no use in or very little use in today s 
technology based security systems. 
 
At level2, some unique features are taken 
into consideration (also popularly known 
as feature extraction algorithms). Here at 
level 2, the ridges and valleys are of our 
interest which enables us to extract 
distinguishable features such as 
“minutiae”. The point, where a ridge line 
ends is known as a Termination minutia 
and the point where a ridge line breaks out 
into two lines is known as a Bifurcation 
minutia [11]. Besides these, some other 
features like “island”, “bridge”, “lake” and 
“crossover”, are also considered as level2 
features. In minutiae matching algorithms, 
details such as the type of minutiae 
(termination or bifurcation), location and 
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orientation of minutiae are taken into 
account while performing minutiae 
extraction .American National Standard 
for Information System (ANSI) has 
defined four different types of features 
(minutiae) on a fingerprint which is shown 
in Table 1. 
 
Table 1: Minutiae types at Level2 in 
ANSI/NIST standard.[11] 
TYPE DESCRIPTION 
a       Ridge ending 
b       Bifurcation 
c       Compound (trifurcation or 
crossover) 
d       Others(type/undetermined) 
Besides the tabular information, both the 
kind of minutiae points i.e. termination 
type minutiae and bifurcation type 
minutiae are shown in fig 3 where the 
green color square indicates the ridge 
bifurcation point i.e. (where a ridge line 
divides into two or more sub branches )  
and the red color circle shows a 
termination minutiae point (where a ridge 
 
Fig 3: Termination and bifurcation points 
of a fingerprint. [11] 
 
Line ends). If Level 3 fingerprint matching 
algorithms are taken into consideration in 
which it is desired to consider the 
hardware availability to extract level 3 
features. “Pores” are considered as level 3 
features of a fingerprint. Their shape, size, 
position and orientation are the deciding 
factors. Apart from these, the thickness of 
the ridge is also considered as the level 3 
features. Pores are nothing but the 
openings from which the sweat of human 
body gets extracted. 
 
Preprocessing of fingerprint 
Before starting the image enhancement or 
fingerprint enhancement in this case, an 
understanding of why we need this 
enhancement is required. Generally, the 
fingerprint input obtained from the user is 
not suitable to be processed for feature 
extraction. There are many ways in which 
a fingerprint can get contaminated by 
various factors which affect it’s clarity 
therefore making it unsuitable for further 
processing[11]. In this process, the image 
enhancement techniques used are 
somewhat different from the conventional 
image enhancement techniques. They are 
more suitable to be called as fingerprint 
enhancement. Normalization of fingerprint 
image, ridge thinning, ridge frequency 
estimation etc are various enhancement 
techniques, that are used in this project. In 
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our day to day life, a system is to be 
considered which can work efficiently 
even for a layman or common people. The 
hardware modules developed so far in the 
area of fingerprint recognition, are not that 
much effective to read the finger print with 
a good readability and reliability.  
 
Normalization 
Every image posses a particular intensity 
rangeon account of its pixel intensities. 
Normalization is the process of adjusting 
the intensity range of the image as per our 
requirement. For example if one needs an 
intensity range from 0 to 255 and if the 
available range is 40 to 120 then firstly it 
is needed to subtract 40 unit from each 
pixel intensity and then it must be 
multiplied with 255/120 to obtain the 
desired intensity range[18]. As can be seen 
from fig 4, the pixel intensity of the image 
in (a) is changed to the desired range as 
shown in fig (b). 
 
 
Fig4: An example of normalization with 
zero (0) mean and unit (1) standard 
deviation. 
Images before (a) and after (b) 
normalization.[18] 
 
Identification of ridge like region 
This part of image enhancement is of 
critical importance. In order to find out the 
location of valid minutiae points, it is 
necessary to have the clear position of the 
ridges and valleys. In order to locate the 
ridges and valleys one needs a proper 
contrast between the background and 
foreground of fingerprint pattern and for 
this purpose, identification of ridge like 
region is performed. If the standard 
deviation is above the threshold, it is 
deemed part of the fingerprint[18]. During 
the enhancement process, all the images 
have been normalized to have zero mean, 
unit standard deviation prior to the 
identification of ridge like region process 
so that the threshold specified was relative 
to a unit standard deviation. 
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Fig 5: Identifying ridge like region with reliability factor of 0.5 in a typical fingerprint [18]. 
 
As can be seen from fig5 (a) and (b), the 
region covered by the ridges only has been 
identified by using a threshold value of 
0.1. Any part of the image, where the pixel 
intensity is less than 10% has been 
considered as the region of no interest. 
 
Ridge frequency estimation 
In the construction of a Gabor filter, local 
ridge frequency is required in addition to 
the orientation of the image. The 
frequency image represents the local 
frequency of the ridges in a fingerprint 
[13]. The first step in the frequency 
estimation stage is to divide the image into 
blocks of size W* W pixels. The next step 
is to project the gray-level values of all the 
pixels located inside each block along a 
direction orthogonal to the local ridge 
orientation. This projection forms an 
almost sinusoidal shape wave with the 
local minimum points corresponding to the 
ridges in the fingerprint. An example of a 
projected waveform is shown in fig6, 
where intensity varies in a sinusoidal 
manner and gradually decreases across 
pixels. 
 
Fig6: The projection of the intensity values of the pixels along a direction orthogonal to the 
local ridge orientation. (a) A block from a fingerprint image. (b) The projected waveform 
ofthe block [18]. 
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What is a Minutia? 
In this paper, the word “minutia” can be 
termed as a keyword. “Minutia” is nothing 
but a pixel which exists with some special 
neighborhood and orientation.” This is a 
well known fact that every image is made 
of pixels or in other words we can say the 
pixel is the most basic unit of an image 
which contains the information about that 
image. Some of the pixels are of more 
importance in the sense that they posses 
some critical information about that image 
which is unique and this fact makes them 
special to treat them as “minutiae” [21]. 
Following are some important points 
regarding the minutiae: 
i. The most basic feature of minutiae, both 
ridge endings and ridge bifurcations in a 
Fingerprint. 
ii.  Image will be well defined for manual 
footnote.  
iii.  Computerized minutia extraction 
algorithms can be compared. 
iv. Automated extraction algorithms can be 
designed with sub-pixel accuracy.  
The orientation and location  of minutiae  
could  be  defined  based  on  the  result of  
fingerprint  image  processing. Usually,  a  
pixel  that  has  only  one  neighbor  in  the 
thinned  image  is  said  to be a  “ridge 
ending”, while  a pixel  that has  three 
neighbors  is  said to be a “ridge 
bifurcation”[21]. Clearly, the orientation 
and location of the minutiae are greatly 
dependent on the various processing steps. 
For example, thresholding a ridge  half  the  
ridge  height,  or  close  to  the  top of  the  
ridge will  influence  the  thinning  and  
hence the final location of the ridge 
ending[21].  
 
ROI (Region of Interest) 
Every fingerprint posse’s different number 
of minutiae based on the number of ridges 
i.e. tracks on the fingerprint. But for 
analysis purpose, not all those minutiae are 
useful which means some of them can 
falsify the results or some kind of fuzzi 
fiction may occur. To avoid this situation, 
one needs to consider a field of interest for 
which the minutiae are taken into 
consideration while all other minutiae 
residing outside this field will get 
suppressed. 
 
Therefore, it can be stated, In minutiae 
extraction techniques ROI technique is 
used to suppress the “fake” minutiae 
which can manipulate the result in a bad 
way [21]. In this project, this technique is 
also used in order to get the better 
accuracy for our results as shown in fig 7.  
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ROI 
Fake minutiae are suppressed 
 
 
 
 
 
 
 
 
 
 
 
 
 
Fig 7:Use of ROI in suppressing spurious minutiae 
 
Windowing Technique is a powerful tool 
in Matlab in order to perform the Field 
suppression operation. This technique is 
based upon the principle of neighborhood. 
According to this principle, every minutia 
is tested for its existence in relation with 
the neighbor minutiae whether they exist 
in a certain orientation or not.  
 
If they satisfy the neighborhood condition 
adopted or the criteria adopted, then that 
particular minutia is said to be an authentic 
one. The minutiae, which fails any of the 
criteria will be treated as false minutiae 
and would be suppressed or kicked out 
from the region of interest (ROI). 
 
LITERATURE SURVEY AND 
MOTIVATION  
Before start to work on any project, it is 
necessary to have the complete 
understanding of the target and the 
knowledge about the possible ways to 
reach that target. This section of paper 
describes the previous work which has 
been done so far in the area of fingerprint 
matching using the minutiae extraction 
techniques. Some of the research papers 
are discussed which incorporates some 
very useful minutiae matching algorithms. 
Moreover in this section, the advantages 
and shortcomings of that particular 
research is being discussed. To start this 
research work studied a many more 
articles are studied out of them, some are 
Thinned Image (Having  minutiae  with 
both valid and  invalid   minutiae point) 
Genuine Minutiae Extracted 
(Results are supposed to be more 
promising ) 
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found of main concern which are directly 
or indirectly related to this research. Some 
of those useful researches are discussed 
here as follows:  
 
In (T. Kumar & K.R. Santha, 2016) [2], A 
three stage enhancement scheme is 
introduced in order to improve the low 
quality images. The image enhancement is 
performed by varying the block size. In 
stage 1, the image is enhanced by 
considering a certain size of pixel blocks 
while in stage 2, the block size is refined 
to a possible extent. Stage 3 removes the 
spurious minutiae points. 
 
In (G. Singh & V. Kumar, 2014 ) [3], 
fingerprint Classification is performed on 
the basis of level 1 features and then the 
feature extraction is performed on level 2 
mechanism . Once the Fingerprints are 
classified based upon the level 1 five 
features such as left loop , right loop , 
whorl , arch and tented arch and then the 
minutiae extraction technique is used for 
matching purpose. This algorithm is quite 
handy for large database fingerprint 
recognition system. 
 
 In (KothaHariChandana, 2015) [4], A 
minutiae pairing algorithm is proposed 
which incorporates the formation of 
minutiae pairs on the basis of their location 
and orientation angle. Once the pairing is 
done, then the minutiae pairs are matched 
with some constraints in order to avoid the 
wrong interpretation of results. To increase 
the security and accuracy of results. 
Infrared technique is used to assign the 
score value to each extracted minutiae.  
In (Bazen&Gerez, 2003) [7], a singular 
minutiae matching approach is offered that 
describes elastic distortions in fingerprints 
through a thin-plate spline model, which is 
expected the usage of a neighborhood and 
a worldwide matching stage. For deformed 
fingerprints, the algorithm offers 
appreciably better matching rankings 
compared to rigid matching algorithms, at 
the same time as simplest taking one 
hundred ms on a 1 GHz P-III gadget 
 
In (Liang & Asano, 2006) [8], minutia 
polygons are used to fit distorted 
fingerprints. A minutia polygon describes 
no longer most effective the minutia kind 
and orientation however also the minutia 
form. This permits the minutia polygon to 
be bigger than the traditional tolerance 
field without dropping matching accuracy.  
 
In (Jiang &Yau, 2000) [9], a brand new 
fingerprint minutia matching approach is 
proposed, which matches the fingerprint 
trivialities by using each the neighborhood 
and international structures of minutiae. 
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The neighborhood shape of a minutia 
describes a rotation and translation 
invariant feature of the minutia in its 
neighborhood. The worldwide structure of 
minutiae reliably determines the 
distinctiveness of fingerprint. Therefore, 
the local and worldwide systems of 
minutiae together offer a stable foundation 
for dependable and strong trivialities 
matching. 
 
In (Eckert et al., 2005) [10], a fresh and 
more effective algorithm for fingerprint 
matching based on minutiae points 
matching was discussed. The main 
advantage of this proposed method is that 
it is not affected by translation, rotation 
and distortion effects on fingerprint. The 
algorithm is separated from a prior feature 
extraction and uses a compact description 
of minutiae features in fingerprints. 
 
METHODOLOGY 
There are lot of techniques which can be 
used to match two or more fingerprint 
templates from a given database. This 
paper proposes a minutiae extraction 
technique in order to obtain more reliable 
results. For that, firstly the conversion of 
gray scale fingerprint image into a binary 
image done and then the ridge thinning 
and minutiae extraction operations on that 
binarized image are performed. Apart from 
this the image must be processed through 
Fourier transforms for the purpose of 
feature extraction i.e. extraction of 
minutiae points. After the feature 
extraction, validation is also very much 
important. Therefore a validation criteria 
named as ROI (Region of Interest) is used 
[23]. This algorithm is useful for the 
purpose of suppressing the fake minutiae 
points. A minutiae point whether it is a 
termination or bifurcation residing outside 
the ROI will get suppressed and those 
which come under the region of interest 
will be treated as valid minutiae points. 
Once different sets of minutiae points 
(extracted from each image in database) 
are obtained, an attempt is made to match 
them all by using matching and alignment 
algorithms for any two minutiae sets.  
The methodology which is adopted here is 
categorized into four stages:  
1. Enhancement of fingerprint image 
2. Feature Extraction. 
3. Matching of two fingerprints. 
4.    Performance evaluation 
 
Let us first understand the step by step 
algorithms used in our project through a 
flowchart. It gives a basic idea of what is 
being performed in which sequence. Here, 
a fingerprint image is firstly converted into 
a gray scale image (RGB to GRAY). It is 
to be noted that if the fingerprint is already 
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in gray scale,there is no need to go for 
conversion. After that the image is 
supposed to be enhanced in terms of its 
quality and readability therefore making it 
suitable for feature extraction. After that 
the core point of the fingerprint is located. 
The location of core point is of main 
concern in the sense that it is used for 
finding the region of interest (ROI) by 
cropping the image around the core point 
with a set value of x and y coordinates. 
After that the minutiae extraction 
algorithm to extract the termination and 
bifurcations are used [6]. And finally the 
two sets of minutiae are matched on the 
basis of Euclidian distance. The template 
stored containing the minimum Euclidian 
distance from the input fingerprint will be 
the closest approximation and therefore a 
message will be printed indicating the 
recognized id no. of tested fingerprint. The 
flowchart of the adopted methodology is 
shown in fig 8. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Fig 8: Flowchart of the Proposed Methodology 
 
 
Taking the input image from any ofthe 
storedtemplate set 
 
RGB to GRAY scale conversion 
Locating  the core point  
Binarization of Image 
Image Enhancement 
Finding ROI 
 
Extraction of Minutiae points 
 
Matching Stage 
Output: Recognized ID No. 
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Algorithm Used For Enhancement of 
Fingerprint Image  
This is the primary and main requirement 
of a fingerprint hardware module that the 
enter fingerprint have to be readable. 
Consequently, the photograph should be 
greater in terms of its best and readability 
[13] . The photo captured by means of the 
scanner may also or won't comprise all the 
functions that an input module requires or 
it can be suffered from a few disruption or 
loss of records. consequently, it's miles  
required that some photograph 
enhancement strategies which might be 
beneficial for higher best of fingerprint as 
well as to provide an ease for function 
extraction are essential for various 
applications. On this undertaking 
following enhancement algorithms are 
used on fingerprint picture which might be 
also proven in fig 9. 
Normalization. 
I. Orientation Estimation. 
II. Local Frequency estimation. 
III. Region Mask Estimation. 
IV. Filtering. 
 
Fig 9: Proposed Fingerprint Enhancement Algorithm. [13] 
 
Feature Extraction  
The second stage is the feature extraction 
stage and uses level two matching 
algorithm, therefore it is necessary to 
extract certain features from the fingerprint 
to perform matching. In this research, 
minutiae points of a fingerprint to perform 
the matching of two fingerprints are being 
used. Minutiae extraction technique is 
now-a-days very popular algorithm among 
all level 2 matching algorithms .Before 
extracting the minutiae points one needs to 
define a certain region in which the 
minutiae points are valid and the points 
falling outside this region, there can be 
invalid minutiae points [6]. This particular 
region is known as region of interest 
(ROI).  
 
Besides this one needs to filter out some 
more minutiae points as they can be false 
or spurious minutiae points resulting in the 
 
 
 
 
13 Page 1-20 © MAT Journals 2016. All Rights Reserved 
 
Journal of Advances in Electrical Devices 
Volume 2 Issue 1  
poor accuracy in output. Now the question 
arrives how to recognize those false 
minutiae points and what must be the 
criteria to remove them. In order to 
remove the fake minutiae points, some 
constraints must be specified. There are 
two types of minutiae point namely 
termination and bifurcation. 
 
Both the types of minutiae can be a valid 
minutiae point or a false minutiae point 
depending on the location of that minutiae 
point. To remove the false minutiae points, 
windowing technique is used. In this 
method a 3*3 filter window, is taken 
which analyzes the orientation of each 
minutiae point in its 3*3 neighborhood. 
For a termination type minutiae the central 
pixel is checked for the presence of one 
neighbor,while a bifurcation type minutia 
is tested for three neighbor minutiae points 
in its neighborhood [16]. On this basis the 
valid occurrence of a minutiae point can be 
analyzed. The conditions for true minutiae 
are divided into three parts:  
A. Constraint 1: If the distance between 
two termination and bifurcation is less 
than 20 Pixels then this minutiae point 
will be considered as false minutiae 
point. One can suppress either the right 
or left minutiae point based on his own 
arbitrary assumption. 
B. Constraint 2: This condition is for 
removal of boundary minutiae. , this is 
needed as an ROI is cropped from the 
core point as reference. As a result of 
cropping, some Midfield minutiae can 
be misinterpreted as termination 
therefore the removal of boundary 
minutiae is done. 
C. Constraint 3: This constraint is for the 
calculation of “Euclidean distance”. If 
the calculated minimum Euclidean 
distance is greater than 80 pixels, then it 
is not taken into consideration.  
 
Matching algorithm 
In this research work, the basic idea of 
matching is inherited in the computation of 
Euclidean distance. Euclidean distance is 
nothing but the distance between two 
coordinate points. Here using various sets 
of minutiae are used [24]. Suppose “n” no. 
of minutiae sets are available then it is to 
be found out the distance between two 
minutiae coordinates from (x0, y0) Vs 
(x1,y1) to …..(x0, y0) Vs (xn, yn). In this 
way “n: no. of Euclidean distances is 
obtained and then from all these distances 
we choose the minimum distance showing 
the maximum degree of similarity between 
the two sets. For example if the minimum 
distance is between (x0, y0) and (x3, y3) 
then the claimed fingerprint will be most 
closely related to recognition id 3 and 
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therefore it is recognized as id #3. A schematic is shown in fig 10. 
 
 
 
 
 
 
 
Fig 10: A schematic diagram of matching algorithm 
 
Results and Performance Evaluation  
This section of the paper describes a 
mathematical and graphical outcome of the 
system,which is prepared for fingerprint 
matching. Here, the proposed fingerprint 
matching algorithm is described through 
graphical results of matching as well as 
performance evaluation. The presented 
work is divided into two parts:  
1) Results for fingerprint matching. 
2) Results for performance evaluation of 
the system. 
 
Results for Fingerprint Matching 
Core point location 
The importance of core point lies within 
the fact that, it is a reference point around 
which the region of interest is calculated in 
order to perform the calculations for valid 
and spurious minutiae points. Core point 
location is the initial step in analyzing a 
fingerprint in terms of its readability. This 
is the reference point according to which 
the location and orientation of each 
minutia point (i.e. termination or 
bifurcation) is being described as shown in 
fig 11. 
 
Fig 11:Core point location 
 
Binarization 
In this stage it is desired to convert the 
gray scale image into a binary image. For 
feature extraction in a way for minutiae 
extraction both techniques such as direct 
gray scale matching or through minutiae 
extraction from binary image can be used. 
This project uses level 2 matching 
algorithm in which it is required to extract 
(X1,Y1) 
(X0, Y0) 
(X2,Y2) (Xn,Yn) 
Recognized Id=(Xk,Yk) 
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minutiae points (i.e. terminations and 
bifurcations), For which the gray scale 
fingerprint image is converted into binary 
image for feature extraction. To convert an 
image into binary image some important 
morphological operations are to be 
performed. The outcome of such 
morphological operations is shown in fig 
12.  
 
 
Fig12. : Binarized Fingerprint Image 
 
Minutiae Extraction 
This is the feature extraction stage where 
the minutiae points from the binarized 
image are extracted and this stage is the 
heart of this project as these minutiae 
points are the basis for matching the two 
fingerprints. A minutia point can be of 
either type be a termination type or 
bifurcation type. Both of them have their 
own importance while using two minutiae 
sets for matching. Generally, a minutiae 
point which exists at the end of a ridge is 
known as termination minutia and the 
minutia points which exists at the cutting 
point or joining point of two ridges is 
known as bifurcation type of minutiae. 
These minutiae points are the basis of the 
analysis in which alignment and matching 
operations are performed.In fig 13, 
terminations and bifurcations are shown 
with different colors. For termination type 
minutiae, yellow color is used while for 
bifurcation type minutiae point , green 
color is used for indication.  
 
Fig 13: Extracted Minutiae Points: 
(a)yellow dots showing termination 
(b)green dots showing bifurcation. 
 
Matching results 
This is the final stage of this project which 
provides the output or the desired target. 
Before performing the matching operation 
based on the Euclidean distance, first 
alignment of two fingerprints is done. In 
this way the claimed fingerprint is firstly 
aligned with every fingerprint of each set 
and then after it will look out for the 
minimum distance out of all Euclidean 
distances. Minimum Euclidean distance 
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will indicate the maximum degree of 
match with hat particular set. As a result of 
this process,a message box is obtained as 
an output showing the recognized id no. as 
shown in fig 14.  
 
Fig 14: Output of fingerprint match: 
recognized Id 
 
From the above discussion and results, it 
can be concluded that the proposed 
method meets the requirements of a well 
defined fingerprint recognition system. In 
the beginning of this chapter , results of 
enhanced fingerprints image are shown 
such as enhanced fingerprint image, 
binarized fingerprint image ,core point 
location etc. The concept of ROI (region 
of interest) is also described, which is 
accountable for better accuracy of results 
obtained and reduces the chances of false 
reading. Moreover, the minutiae extraction 
algorithm as proposed in previous chapter 
is described through the results obtained. 
After that the decision stage is being 
described through a message box showing 
the output as recognized id with id no.  
 
Performance Evaluation 
This is a well known fact that for any 
system prepared, it is necessary to find out 
its accuracy in order to justify its reliability 
towards its practical usage. The developed 
algorithm ensures a great sense of 
reliability as it can provide an accuracy of 
92 % to 100 % (for a comparatively lower 
number of fingerprint sets), hence it can be 
stated that this system is quite useful in 
places where we have less number of 
candidates claiming for their fingerprints 
match . Here, for performance evaluation 
every single fingerprint template is 
checked against its original id for 
matching and finds true if it resides under 
its original belonging id otherwise it will 
show a false recognition id which results 
in poor system accuracy. To improve the 
system performance in terms of accuracy 
and reliability the features of more number 
of fingerprint templates are to be extracted. 
The dependence on increasing no. of 
templates is shown through the confusion 
matrix in following fig. 15 (a) and fig 15 
(b). 
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Fig 15(a): Confusion matrix with 4 trained signal 
 
Fig 15(b): Confusion matrix with 6 trained templates 
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CONCLUSION AND FUTURE SCOPE 
From the above discussion it can be 
concluded that this research efficiently 
proves its utility for “enhancing the 
fingerprint credibility”. This research work 
was aimed at obtaining the better 
readability of fingerprint and reliability for 
the results and it is found that this project 
meets these requirements in an efficient 
manner. Use of a particular region of 
interest (ROI) provides an additional 
feature to the presented algorithm making 
it more useful in comparison to some of 
the existing algorithms. On the other hand 
an efficient minutiae extraction method 
leads to provide a better platform for 
matching techniques. Dependency of the 
system accuracy on the number of trained 
fingerprints is also described in an 
efficient manner with a graphical 
representation. Therefore it can be said 
that this project promises to be an efficient 
one in order to provide the readability of 
fingerprint and reliability of results in the 
area of fingerprint matching, in a more 
clear and interpretable way. 
 
The developed algorithm is useful for 
small database system but can also be used 
for large database in a limited way. The 
combination of level1 and level 2 
algorithms can be proved useful,if dealt in 
a proper and more classified way. 
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