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CAPTCHAs are challenges that are designed to distinguish humans from computer 
programs, especially to prevent automated attacks. The designs of CAPTCHAs are 
constantly changing to match advances in artificial intelligence and computer vision, and 
the capabilities of malicious actors. As new CAPTCHAs are implemented, they need to 
be freshly evaluated in terms of usability alongside security. This paper describes the 
design for a laboratory experiment to assess the usability of text-based and image-based 
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A CAPTCHA is a type of test designed to distinguish humans from computer 
programs (Ahn, 2003). In implementation, a CAPTCHA will present a challenge that is 
understood to be easy for most humans while hard for computers (Ahn, 2003). The 
CAPTCHA additionally functions to interpret the user response to determine if the user 
passed or failed the challenge (Ahn 2003).   
These tests are commonly found embedded as interface components in web 
applications. Browsing the web, a user might encounter CAPTCHAs during several 
different tasks online, like when completing a payment transaction, or when creating a 
user account on a website. As such, we can expect that most internet users are familiar 
with, or at least have completed a CAPTCHA before. 
CAPTCHAs provide a layer of security for web applications against various 
automated attacks (Chellapilla, 2005). Different types of malicious attacks that 
CAPTCHAs serve to protect against include email or form spam, dictionary attacks on 
user account passwords, and distributed denial of service attacks (Ahn, 2003). Broadly, 
there are certain user interactions with web applications that necessitate a level of 
validation that distinguishes human users from automated bots.  
There are a number of different implementations of CAPTCHA that leverage 
various mediums. Generally, most CAPTCHAs can be categorized as being text, image, 
video, or audio based (Brodic 2016). Initial models of CAPTCHA were commonly text-
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based, but this has changed over the years that CAPTCHA has been widespread. One 
major reason for this is that many text-based CAPTCHA schemes are vulnerable to 
automated attacks (Brodic 2016).  
As processing power of computers increases over time, and research into machine 
learning and computer vision furthers, the designs of CAPTCHAs are required to evolve, 
as the set of problems that humans can easily solve and computers find difficult changes. 
This was acknowledged in the initial literature introducing CAPTCHA, and considered 
both inevitability and a benefit (Ahn, 2003). Designing methods to automatically solve 
CAPTCHA can be viewed as a benefit because it provides the field of artificial 
intelligence with new knowledge. CAPTCHAs are developed under the assumption that 
the test they provide is not easy for a computer program to successfully complete, so if a 
CAPTCHA is proven to be passed automatically, this alters assumptions about the test 
(Ahn, 2003). With an iterative cycle of designing new CAPTCHAs and these 
CAPTCHAs inevitably becoming vulnerable to new techniques and technology, there is a 
recurring need to assess the human usability of new and emerging CAPTCHA designs.  
 
1.2 Motivations 
Considering the ubiquity of web applications as a primary mode of software, and 
the necessity to secure certain user interactions within a web application against 
automated, malicious actors, CAPTCHAs remain a continually important component of a 
web application’s security. As the medium that CAPTCHAs changes, novel usability 
concerns need to be examined and addressed to maintain user experience alongside 
security. With these two facts in consideration, the usability of CAPTCHAs is an 
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important topic of research. In particular, there may be important findings that can result 
from comparing CAPTCHAs of different types. 
 This research will ultimately be useful for web application developers who are 
trying to identify an unobtrusive and well-designed CAPTCHA implementation. By 
having a point of reference to understand the user experience of CAPTCHAs, user-
centered design decisions can be made in the future, and, hopefully this research will 
point to what design patterns to avoid when building new CAPTCHA systems.  
 
1.3 Research Questions 
I’m interested in comparing the usability of text-based and image-based 
CAPTCHAs based on the time it takes to complete them and the accuracy by which users 
complete them. I’ll be focusing on these two mediums because there are many popular 
implementations of both that are in circulation across the internet. Through my research 
I’ll investigate the user experience of completing a CAPTCHA and identify how they 
compare on the metrics of accuracy and time for completion, hopefully identifying some 
design patterns that can be avoided in future iterations of CAPTCHA. 
My main research question that I seek to address is: What are the usability issues 
with text-based and image-based CAPTCHAs that are present in current common 
implementations? Specifically, I will look at what aspects of these CAPTCHAs can be 
frustrating for users. Comparing text-based and image-based CAPTCHAs may shed light 
on and highlight the differences in their respective usability. Possibly, my findings will 
point to accessibility issues with CAPTCHA, or aspects of the CAPTCHA user 
experience that are not frustrating, perhaps even positive.
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2 Literature Review 
 The literature that’s important to contextualize this research is related both to 
CAPTCHAs specifically and usability generally. After introducing the literature 
surrounding CAPTCHAS, their security, and the reasons for their implementations, it’s 
important to leverage fundamental texts from the field of Human Computer Interaction. 
This will be the basis for many of the motivations of this research. Next, I’ll introduce the 
available literature that already exists about CAPTCHAs and usability. Through this 
examination, I’ll compare methods and findings across different CAPTCHA types.  
  
2.1 CAPTCHA Vulnerabilities 
 The viability and security of different CAPTCHA variations has been a topic of 
research and continued iteration since the development of the tool. This is relevant to 
examine for this research because the necessary technical requirements for a CAPTCHA 
to serve its function as a human-verification system inform and dictate the way it’s 
designed. CAPTCHAs balance security and usability, and the two are intrinsically linked. 
I’ll outline prominent studies that have proposed ways specific CAPTCHA 
implementations are vulnerable to being solved and bypassed programmatically. 
  Mori, 2003 illustrates how soon after the initial developments of CAPTCHA for 
large commercial websites research into how to automatically bypass them emerged. This 
research names Gimpy and EZ-Gimpy, two CAPTCHA implementations used by Yahoo! 
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at the time as potentially vulnerable to automated attacks. Gimpy and EZ-Gimpy were 
text-based visual CAPTCHAs that presented a set of distorted words on a background 
with varying colors and patterns or shapes (Mori 2003). Mori succinctly describes the 
schema behind this CAPTCHA as basically “word recognition in the presence of clutter” 
(Mori 2003). Computer vision techniques are leveraged to distinguish the words from the 
clutter so that the CAPTCHA can be automatically bypassed. A recognition algorithm is 
developed that can use the lexical information and visual cues from the CAPTCHA to 
identify complete words. The algorithms developed proved to be generally effective in 
bypassing the EZ-Gimpy CAPTCHA, and slightly less effective in taking on the Gimpy 
CAPTCHA (Mori 2003). Moy. 2004 further develops computer vision algorithms to 
solve these same two CAPTCHAs, resulting in near perfect accuracy in solving the EZ-
Gimpy CAPTCHA and 78% accuracy in solving the Gimpy CAPTCHA. Overall, this 
initial research into text-based CAPTCHA vulnerability using computer vision 
recognition algorithms sets the stage for further testing into the strength of CAPTCHAs. 
 Golle 2008 is an example of a similar research conducted on image-based visual 
CAPTCHA. The CAPTCHA implementation of interest for this research is Asirra, 
developed by Microsoft research, which offers a challenge of differentiating pictures of 
dogs and cats (Golle 2008). To solve this CAPTCHA, they developed a classifier than 
can effectively identify images of cats apart from dogs. The classifier they built utilizes 
aspects of the image’s color and textural elements (Golle 2008). This method of machine 
learning differs from the prior methods against text-based CAPTCHA, and this properly 
demonstrates the need in developing CAPTCHAS to consider a number of different 
potential avenues for vulnerability, especially as processing power in computers 
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increases. Golle notes in particular that “Machine learning and other artificial intelligence 
techniques have not so far been widely used in cryptographic attacks. Yet recent work 
suggests that these techniques are powerful tools for the crypt-analyst's arsenal” (Golle 
2008).  
 Similar to Golle’s research, Hong 2015 utilizes classification and a Convolutional 
Neural Network, commonly referred to as deep learning, to demonstrate the 
vulnerabilities in the CAPTCHA authentication used in Microsoft’s registration system. 
This CAPTCHA variation is text-based and includes rotated and distorted characters 
(Hong 2015).  The method used essentially determines the string character by character 
using a brute force method that compares a processed version of the character with 
templates of known characters from a training set. This progression from Mori’s research 
to Golle’s to Hong’s illustrates that the need to consider different CAPTCHA 
implementations is a dynamic issue that needs to be consistently reviewed as time passes 
and the field of computer vision and machine learning methods develops. It’s valuable to 
contrast these three works and recognize the ways CAPTCHA vulnerabilities have still 
continued to emerge despite the medium of any specific implementation.  
 
2.2 Web Usability 
 I’ll briefly ground this research in an existing model of usability. For the purposes 
of this research, I’m focusing on a specific interface component rather than the interface 
of a web site at large. But, these concepts are still relevant and can still be applied at this 
more granular level. 
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Jakob Nielson is a heavily cited, leading scholar in usability and user experience 
design. He defines usability as simply a measure of the ease of use of an interface 
(Nielson 2003). The concept of usability can be distilled into 5 quality components that 
can be assessed individually- learnability, efficiency, memorability, errors, and 
satisfaction (Nielson 2003). Nielson argues that usability of web applications is especially 
important (Nielson 2003). The reason for this is that the user is likely to leave the page if 
they encounter any difficulties and seek out a page that’s similar but is easier to interact 
with (Nielson 2003). This makes sense for CAPTCHA as well- if a user is trying to 
complete a confusing or difficult CAPTCHA when signing up for a user account, they 
may choose to simply give up, and use a different service with less frustrating 
authentication security. 
In terms of evaluation, Nielson identifies four broad methods that can be 
leveraged when assessing a web application (Nielson 1990). He enumerates these as 
being formal, automatic, empirical, and heuristic, but stresses that conducting an 
empirical experiment with human users, is the most effective general method in usability 
evaluation (Nielson 1990). 
Nielson’s work will influence both the framing of my research as well as the 
methodology that I use.  
 
2.3 Usability of Text Based CAPTCHAS 
I’ll briefly survey the work that’s already been done in assessing the usability of 
text-based CAPTCHAs.  
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 Yan 2008 focuses specifically on the usability issues that are present in text-based 
CAPTCHAs, and identifies a way to systematically evaluate CAPTCHAs for usability. 
The framework used for this work is based on Jakob Nielson’s definition of usability, 
consisting of the components: learnability, efficiency, memorability, errors, and 
satisfaction (Yan 2008). Given the context of CAPTCHA, the most important 
components to look at are efficiency, errors and satisfaction (Yan 2008). Yan identifies 
the metrics from which we can derive usability of text-based CAPTCHAS as distortion, 
content, and presentation (Yan 2008). For each of these categories, there are issues with 
human usability that emerge. For distortion, the level of distortion, ambiguous characters 
as a result of distortion and readability for people whose first language is not English are 
apparent usability issues (Yan 2008). For the actual content of the CAPTCHA, there can 
be usability issues with the length of the string, whether it’s a word or a random string of 
characters, and if the word is potentially offensive (Yan 2008). For presentation, aspects 
of the CAPTCHA such as font, size, color, and the way they are actually integrated on 
the web page are all relevant to usability (Yan 2008).  
 As the prior sections have described, as time passes the tradeoffs between 
robustness and human usability when authenticating human users continue to be relevant. 
When designing a CAPTCHA, choices have to be made between the complexity of the 
challenge for a computer and the human interaction required to complete it. Chellapilla in 
2005 recognized this issue and attempted to find a strong middle ground for security and 
human ease of completion for text-based CAPTCHA. However, even in 2005, it was 
determined there wasn’t a clear balance when it came to distorted text where the 
characters are clearly distinguished from the rest of the image (as opposed to distortion or 
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obtrusion across the whole string) – computers essentially always outperform humans in 
this context (Chellapilla 2005). This specific finding speaks to the broader issue of 
attempts being made to keep up with developments in computer vision while 
simultaneously trying to find challenges that are still easy for any person. It also outlines 
one of the key components of Yan’s framework for assessing the usability of text-based 
CAPTCHAs. The level of distortion is a metric by which security and usability are traded 
off. 
 Another study that examines how specific types of text distortion affect usability 
was done by Lee in 2011. In comparing human accuracy in completing CAPTCHAs with 
different types of distortion, the researchers were able to identify types of distortion and 
occlusion where humans are able to perform well with (Lee 2011). The findings suggest 
that it’s possible to design text-based CAPTCHAs that include visual noise that is 
challenging for computers, but reasonably easy for humans (Lee 2011). The study also 
factored in age, describing a difference in response time and error rate between younger 
and older users (Lee 2011).  The CAPTCHAs being tested in this study took longer and 
were completed with higher error by older participants (Lee 2011). Age is an important 
factor to consider for CAPTCHA usability. We can’t rely on designing only for single 
human user and assume all users will perform identically. Factors such as age alter how 
we can measure how challenging a CAPTCHA task is, and must be considered in future 
designs.  
 Overall, the framework described by Yan is important to guide future work in 
assessing the usability of text-based CAPTCHAs. The category of distortion has yielded 
interesting findings, and more work can be done in investigating other categories 
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described by Yan that effect efficiency, errors, and satisfaction, including the content and 
presentation of the CAPTCHA. 
 
2.4 Usability of Image Based CAPTCHAS 
We can carry over Yan’s framework for assessing image-based CAPTCHAs, as 
many of the factors described are still relevant. 
Madathil, 2010 uses both quantitative and subjective measures to compare 
different image-based CAPTCHA approaches. By extension, this work provides a good 
survey of prominent image-based CAPTCHAs and a general sense of the technology and 
designs surrounding them in 2010. This study compared Asirra, ESP-PIX, SQ-PIX, and 
IMAGINATION. ESP-PIX and SQ-PIX were developed in part by Luis von Ahn 
(Madathil 2010).  In evaluating the different implementation: “Seven metrics were 
analyzed to judge the usability of the CAPTCHAs: The average time taken to complete 
the task, the number of errors made, the average number of gaze fixations, the average 
fixation duration, the CSUQ scales, the NASATLX work load indices, and the preference 
ranking” (Madathil 2010). This study is important to consider most importantly because 
it gives a good idea of what strategies to use and what to potentially measure when 
conducting further research.  
Compared to studies assessing the usability of text-based CAPTCHA, there’s less 
research on image-based CAPTCHA usability. The primary reason for this is in 
implementation, image-based CAPTCHAs have only recently have become more 




3.1 General Methods 
A laboratory experiment will be conducted to collect data about CAPTCHA 
usability. The experiment will involve each participant completing a series of CAPTCHA 
challenges one at a time in a web browser. Each subject will complete 10 text-based 
CAPTCHAs and 10 image-based CAPTCHAs. Accuracy and time to complete the task 
will be measured and compared across type.  
A web application will be built for the purposes of this experiment. The 
application will render each CAPTCHA challenge in the browser, allowing for user input 
to solve the challenge. The user, after completing each challenge, will be able to 
manually navigate to the next one. The system will not indicate whether they submitted 
an incorrect answer for the challenge, and only one attempt will be allowed per challenge. 
If the user so chooses, they can skip a CAPTCHA, which will be recorded as an incorrect 
attempt. 
The user input and time elapsed per challenge will be captured in the browser, 
sent to the server and stored in a database. The application will run locally on a machine 
and will not be hosted or deployed elsewhere. The application will not use actual 
implementations of CAPTCHA, but will simulate both a text and image-based 
CAPTCHA. The text- based CAPTCHAs will simply consist of an image file of a real 
CAPTCHA and a text input element. The image-based CAPTCHAs will be a developed
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from scratch, using stock photos organized in a grid, and a keyword to prompt the user to 
select images in the grid that match the keyword.  
After completing the whole task, the participant will complete a brief survey 
consisting of questions about the task as well as general questions about CAPTCHA. In 
this way, both quantitative and ordinal qualitative data from each participant is being 
collected. Both the objective measures of user interaction as well as subjective aspects of 
user experience can be considered. 
 
3.2 Recruitment 
The sampling method for this research will be convenience sampling by disseminating an 
email to the SILS listserv. Participants will be limited to students at UNC. There will be a 
call for participants distributed among undergraduate and graduate students. This 
sampling method will not make the findings representative of the population of internet 
users, but will allow us to examine the population of UNC students, and draw 
conclusions based on that context.  
 
3.3 Data Collection 
Data from each of the participants will be collected from the user’s interaction with the 
application. Specifically, the time duration they spend solving each CAPTCHA, and the 
correctness of their answer will be captured programmatically. Additionally, their 
responses to the survey at the end of the experiment will also be recorded and stored. 
Aside from basic demographic data, no other data will be collected. 
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3.4 Data Analysis 
 After collecting the data from an appropriate number of participants, there are a 
few statistical methods that we can leverage to draw out conclusions from the data. 
Essentially, the purpose of the analysis is to compare the variables of time and accuracy 
between the two CAPTCHA types.  
First, we can average the time and accuracy values across all the challenges for 
each participant and use these values for the analysis. To measure if there’s a significant 
difference in time duration for solving text-based CAPTCHAs vs image-based 
CAPTCHAs, we can use a paired t-test. We can use a two-tailed test because it would 
reveal if there’s a difference one way or another- if text-based challenges are associated 
with a longer completion time or if image-based challenges are associated with a longer 
completion time. 
Second, we can measure if there’s a significant difference in accuracy between 
the two types of CAPTCHA. It’s important to consider in this analysis that the two 
variables accuracy and time are not independent of one another- they are connected. But, 










4  Results  
4.1 Unforeseen Circumstances 
Unfortunately, plans for data collection for this research were impeded by the 
effects of COVID-19. Had these conditions not occurred, I intended to conduct the in-
person laboratory experiment described previously. Therefore, this paper does not include 
actual results that were collected from a study. Despite these limitations, I’ve laid out in 
this paper the methodology that could be used for this research and similar research in 
prior sections. This methodology was reviewed and approved by the Office of Human 
Research Ethics at UNC-Chapel Hill with reference ID 273993. 
 
4.2 Infrastructure 
I’ve posted to GitHub the code for the infrastructure I’ve designed that can enable 
this specific study. This infrastructure includes tools to display a web-based interface for 
the participant to complete text-based and image-based CAPTCHA challenges during a 
session, and to store and evaluate participant responses. Participant session data is output 
to a JSON file. Setup and configuration is intended to minimal. Further, these tools are 
meant to be modular- that the challenges included in the interface have been 
appropriately componentized and can be traded in and out for different ones. Other 
aspects of these tools can be extended as well. In terms of user interaction, currently input 
and time are captured. Further extension of this tool could include capturing mouseover 
events, and tracking changes in input prior to submission. Collecting more metrics could
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prove beneficial in assessing and comparing the usability of different CAPTCHA 
implementations. This infrastructure is open to use for any further research. 
 
4.3 Accuracy 
Even though plans for data collection were obstructed by the circumstances 
surrounding COVID-19, I can provide some speculation and predictions about results and 
outcomes if the study had been conducted.  
The first comparison this study measures is accuracy. After collecting data from 
10 sessions, the average accuracy for each participant for each type can be calculated. 
These values can then be used to conduct a two-tailed paired t test to determine if the data 
indicates a perceptible difference in participant accuracy when completing text-based 
CAPTCHAs with image-based CAPTCHAs. 
Given the challenges meant to be used for the study, I would predict that on 
average participants would have an easier time accurately completing the image-based 
CAPTCHAs than with the text-based CAPTCHAs. This prediction is based on 
consideration of the points of difficulty that are present in the two sets of CAPTCHAs. 
These points of difficulty are present in CAPTCHAs that exist in systems currently in 
use.  
In the text-based CAPTCHA materials used for this study, as with most text-
based CAPTCHAs in use, the text has notable distortion. Some characters occlude others. 
Capitalization is ambiguous in some cases (this is not necessarily a result of the typeface 
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used, but due to varying sizes of characters as one feature of the text distortion). These 
challenges are not of severe difficulty, but these would likely be the factors that would 
affect accuracy.  
The image-based CAPTCHA challenges also contain difficulties, like items to 
identify being small or in the corner of some images. But, the image-based CAPTCHAs 
used for this study generally have less pronounced levels of high difficulty. There would 
likely be more inaccurate selections if the images used were of lower quality, but would 




  The second comparison between text-based and image-based CAPTCHAs that 
this study measures is time to complete. The data collection and analysis procedures for 
this metric would be the same as for accuracy. Data collection would be automated from 
the tool, these values would be averaged per participant, and a two-tailed paired t test 
would be used to determine if the data indicates a perceptible difference in participant 
time for completion between text-based CAPTCHAs with image-based CAPTCHAs. 
It’s conceivable that more difficult CAPTCHAs would in turn result in a larger 
period of time needed to complete, meaning the text-based CAPTCHAs, given the prior 
justifications for difficulty, might average a higher amount of time for completion.  
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An alternative way to look at it would be that the time could be estimated by 
comparing the number of discrete components of the CAPTCHA that the participant 
would need to identify. For this study, it would be the identification of 5 characters per 
text-based CAPTCHA and 6 images per image-based CAPTCHA. This might indicate 
that the time needed would be somewhat similar. Certainly, if CAPTCHA text strings of 
longer length were used, it would increase the average amount of time needed for a 
participant to complete them.  
 
4.5 Questionnaire responses 
The third component of comparison would be the contents of the questionnaire. I 
anticipate that the measured outcome from accuracy will mirror the questionnaire 
responses for CAPTCHA easiness. Trying to decipher distorted characters might elicit a 
more visceral negative reaction than identifying if an item is pictured in an image, so 
participants might rate text-based CAPTCHAs as frustrating moreso than the image-
based CAPTCHAs. I don’t anticipate participants to indicate that either CAPTCHA type 
was particularly enjoyable. Further research and development could focus into what a 
CAPTCHA that looks enjoyable might look like. Despite these predictions, actual 




The designs of CAPTCHAs are constantly changing to match advances in 
artificial intelligence and computer vision, and the capabilities of malicious actors. As 
new CAPTCHAs are implemented, they need to be freshly evaluated in terms of usability 
alongside security. It’s useful to compare these implementations across mediums to 
broadly evaluate design patterns that are and are not effective. For the purposes of this 
study, image-based and text-based are compared. 
Data collection for this study was impeded by COVID-19. However, this paper 
outlines a methodology that can be used to compare how long image-based CAPTCHAs 
and text-based CAPTCHAs take to complete and how accurately they can be solved. 
The tool that was developed to facilitate this laboratory experiment is available 












There are certain limitations to results derived from the study design as presented. 
Some of these limitations could be disentangled by further research along the same lines 
into CAPTCHAs and usability. First, any results derived from the study design described 
in this paper are not generalizable to the population of internet users. I intended to sample 
undergraduate and graduate students at the University of North Carolina at Chapel Hill, 
and most of the participants would likely be associated with the School of Information 
and Library Science. In addition to this, the method of sampling used was convenience 
sampling rather than random sampling. A random sample across all internet users would 
be the ideal method for data collection, and would provide generalizable results. Further 
research could perhaps be conducted focusing on having a larger and more representative 
sample. Leveraging an online crowdsourcing tool like Amazon Mechanical Turk could be 
one possibility to implement this.  
  Another limitation is potential additional factors that are not controlled for or 
measured in the current study design. One potential additional factor could include the 
difficulty of the CAPTCHAs not being representative of existing systems. This is 
possible firstly because of the limited number of text-based CAPTCHAs used and the 
fact that the image-based implementation used in the study is loosely modelled after 
existing image-based CAPTCHA systems, but not necessarily tuned to the correct level 
of difficulty as them. For image-based CAPTCHAs, existing systems may capture 
additional user interactions to inform “correctness,” which is not the case for the study 
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design described here. This would alter the meaning of what it means to successfully pass 
a CAPTCHA challenge. While ideally it would be useful to conduct research using these 
existing systems, like Google’s reCAPTCHA, it’s challenging to control for different 
variables in an experimental setting. For text-based CAPTCHAs, the strings to be 
included in the study were randomly generated, and certain random strings could be 
abnormally harder to detect and parse for people based on the distortion of specific 
characters and substrings. So, if any of the 10 text-based CAPTCHAs intended to be used 
for this study turn out to have unsuitably difficult substrings upon testing, including those 
CAPTCHAs could misrepresent the average level of text-based CAPTCHAs. This might 
be revealed during data collection and could be corrected for in further research. 
Conducting research about CAPTCHAs through a method that allows for a large number 
of CAPTCHA challenges to be tested would provide stronger results, and would remove 
the potential of a set of a few CAPTCHAs including outliers in terms of difficulty. And, 
further research is needed to correctly tune the difficulty of CAPTCHAs to more 
powerfully make comparisons between them.  
Overall, these limitations can be summarized as being limitations with sampling, 

















































































































9 Appendix III 
Questionnaire 
After completing 10 text-based CAPTCHAs: 
 
Would you describe the CAPTCHA challenges you just completed as: 
 
Easy? 
Strongly Disagree / Disagree / Neutral / Agree / Strongly Agree 
 
Frustrating? 
Strongly Disagree / Disagree / Neutral / Agree / Strongly Agree 
 
Enjoyable? 





After completing 10 image-based CAPTCHAs: 
 
Would you describe the CAPTCHA challenges you just completed as:
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Easy? 
Strongly Disagree / Disagree / Neutral / Agree / Strongly Agree 
 
Frustrating? 
Strongly Disagree / Disagree / Neutral / Agree / Strongly Agree 
 
Enjoyable? 

















10 Appendix IV 
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