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Introduction
The crisis management ranks among young 
disciplines where the terminology is rather 
variable. The reason is, in particular, the fact that 
the crisis management comprises approaches to 
special natural, anthropogenic, social, economic or 
corporate management events. As a result, individual 
departments and experts created (and still are creating) 
their own terms. Generally, the terms used in the 
crisis management might have different meanings in 
some cases, or may even contradict each other or are 
problematic or unsuitable in terms of etymology. These 
are, in particular, the various forms of the following 
terms: crisis, crisis management, danger, threat, 
jeopardy, risk, risk management or risk analysis.
Results
Terminologický chaos
Emil Antušák and Zdeněk Kopecký wrote 
in their book entitled Úvod do teorie krizového 
managementu (“Introduction into the Theory of 
Crisis Management”) (Antušák & Kopecký, 2003) 
that the term ”crisis management” appeared for the 
fi rst time during the Cuban Missile Crisis in 1962 
during a confl ict between the U.S.A. and U.S.S.R. 
when the U.S.S.R. decided secretly to install its 
missiles in Cuba. The U.S. President J. F. Kennedy 
used this name for a working commission, the task of 
which was to restrict risks of confrontation between 
the U.S.A. and U.S.S.R. Later on, the general public 
started hearing this term mainly in information about 
potential military confl icts. (Antušák & Kopecký, 
2003). After the collapse of the Communist Block, this 
term started appearing, in addition to military threats, 
in a non-military context, acquiring the approximate 
meaning which is perceived now.  
In the Czech Republic, this term appeared, in the 
non-military context, even later, the legal framework 
mentioning it for the fi rst time as late as in the year 
2000. Because this term has been used for a short time 
only, the usage has not been consistent yet. Even the 
translation into Czech language is an issue and more 
problems appear after individual documents from 
among the Czech legal framework are studied. There 
is a number of present-day defi nitions of the crisis 
management in professional literature. For instance:
• “The crisis management is typically understood as 
a set of measures, the aim of which is to manage 
extraordinary or crisis situation where such actions 
are taken by state administration/local authority 
offi cials or managers who are responsible for 
a specifi c area or production in the national or 
international scale“ (Horák, 2004).
• “The crisis management is a process of managing 
the crisis. In a wider sense, the crisis management 
comprises three elements which support each 
other: the dialogue, cooperation and ability to face 
a crisis”. (Antušák & Kopecký, 2003).
• Or the defi nition from the Act on Crisis: “The 
crisis management is a total of managing activities 
conducted by crisis management bodies focused 
on the analysis and evaluation of safety risks, 
and planning, organization, performance and 
supervision of activities carried out within:
- preparation for crisis situation or dealing with 
crisis situations, or
- protection of critical infrastructure”. 
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As mentioned above, the inconsistency of the 
terms used throughout laws and regulations is of major 
consequence. It makes the multidisciplinary approach 
diffi cult and sometimes even impossible. The body of 
Czech Laws (that is to say, the Collection of Laws) 
mentions the terms „crisis management“, „crisis 
planning“ and „a crisis plan”) consistently and only  in 
the context of the Crisis Act (this means, the regulations 
mention the Crisis Act in relation with the terms, or the 
meaning of the terms is clear in the context). Generally, 
if the laws govern a set of activities typical for the 
crisis management, it is not mentioned expressly that 
the system is that of the crisis management (a typical 
example of such an approach is the chemical industry 
or environmental protection). 
Other important terms relating to the crisis 
management, such as the terms connected with the 
danger, threat or jeopardy, are defi ned by laws seldom 
only and their meaning might be derived on the basis of 
a particular use (for instance, from defi nitions of other 
terms). When mentioned, intuition is mostly used. In 
general, a conclusion can be still drawn that the terms 
are used in accordance with the causal link: danger 
- threat (jeopardy) - risk. Or the terms „danger“ and 
“threat” can be interpreted similarly or any of these 
terms („danger“, „threat“) is not used in the system. 
For instance, in the area of accident prevention, only 
the term „danger“ is used.
The problem with the defi nition of risk
It is, in particular, the term “risk“ that 
is interesting. This term is the basis for risk 
management along with the terms „risk analysis“, 
„risk management“, „risk assessment“, or „risk 
control“. Smejkal and Rais (Smejkal & Rais, 2006) 
mention that a lot of interpretations exist now which 
interpret the term „risk“. Some defi nitions try to 
describe the phenomenon in terms of quality, while 
others attempt to quantify the risk. Below are some 
defi nitions (Smejkal & Rais, 2006):
• A risk is a situation when a negative deviation might 
occur from the desired and expected situation.
• A risk is the existence of a chance that planned (or 
assumed) intentions and activities will be different 
from reality.
• A risk is a term which describes the fact that any 
human activity is connected with a possible loss, 
failure, damage, breach of stability or breach of safety.
In strategic documents and laws, following 
defi nitions can be found:
• Safety strategies:
- A risk is a chance that there is a certain probability 
of a situation which is regarded as undesirable in 
terms of safety. The risk can be always derived 
and deduced from a particular threat. The degree 
of risk, which means the probability of hazardous 
consequences resulting from the threat and 
vulnerability of the interest, can be evaluated on 
the basis of a risk analysis which is based on the 
assessment of our preparedness and readiness to 
face such threats. (Safety Strategy of the Czech 
Republic).
• Management of information technology and 
information system security:
- The risk is a combination of the probability of 
an undesirable event, and the consequences of 
such event, if any (ČSN, 2006).
- The risk is a potential chance that the threat 
will make use of the vulnerability of assets, 
resulting, thus, in the loss or damage of assets. 
(ČSN, 2002).
• Economic risks and management of companies:
- A risk in the management of companies 
expresses uncertainty (what might happen) as 
well as goals (what should be accomplished), 
describing thus the degree of threat as well as that 
of opportunities. (Zuzák & Konigová, 2009).
- A risk is what may happen and the consequences 
of what happened for the accomplishment of 
goals. (ČSN, 2009).
• Hazardous chemical substances:
- A risk is given by a probability of negative 
effects which may occur under pre-defi ned 
exposure. (Act, 2003).
- A risk is a probability of undesirable specifi c 
effects occurring during certain time or under 
certain circumstances. (Act, 2006a).
Having listed the defi nitions, it is clear that 
formulations are really different in various laws, 
strategic documents or special texts. When 
comparing them, the term „risk“ appears to be 
typically (but not always) explained as „combination 
of the probability of a negative phenomenon and 
the consequences of such phenomenon” (the 
compliance being biggest for this meaning of the 
term). Doc. Janošec published the defi nition which, 
on the contrary, defi nes risk as “an expression of the 
probability of threats“ only (Janošec, 2010), and so 
not in relation to the amount of its consequences. It 
is based on the formula:
(Janošec, 2010)
This perspective then adds another, new view of 
risk.
   Hrozba  x Zranitelnost  x (Hodnota)
Protiopatreni
RIZIKO 
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In practice, such deviations may cause, and cause, 
bureaucracy to grow extremely. This is, in particular, 
the case of the preparation of plans and other safety 
documentation. Thanks to various defi nitions not only 
of this term, it is impossible to merge documents from 
various areas into a single document. The process of 
controlling situations where damage might occur 
directly or situations where damage is being suffered 
now is very similar but, when preparing for such 
contingency, the process is duplicated for various 
areas and associated defi nitions.
Other terms in relation to risk and 
problems with the defi nitions
In case of the terms “risk management, „risk 
analysis“, „risk assessment“, „risk evaluation“ and 
„risk control“, the situation is more complicated 
and the defi nition almost do not coincide. Typically, 
the terms overlap with other terms or the terms are 
defi ned „too widely“... (for instance, the risk analysis 
in one system comprises also evaluation (assessment) 
of risks, while  the risk assessment in another system 
is a process which follows the risk analysis).
Legal regulations which govern the crisis 
management system typically do not defi ne crisis 
events or situations: “either a probability of a crisis 
event is mentioned or should be considered“ or 
a legal regulation specifi es (defi nes) an event which 
is not identifi ed as a “crisis” event, but has a nature of 
a crisis event and is a subject, though not expressed 
explicitly but defi ned in fact, of a crisis management 
system. In this case, no difference is often made 
between a crisis situation and emergency.
Regarding the crisis planning documentation, the 
terms are very different and the term “crisis plan” is 
used in connection with the Crisis Act only.
It is impossible to describe generally the 
heterogeneity of terms used in the crisis management. 
A detailed overview of the terms would be also very 
extensive.
The crisis management is close, by its nature, to the 
IT/IS security. The terminology in laws and regulation 
is, however, different there. Certain similarities can 
be traced in the meaning of the individual terms. For 
instance, an emergency corresponds to a security 
incident. The term „crisis situation“ is used without 
being specifi ed in detail (it follows from the logics 
in the context that a crisis situation occurs, if a safety 
incident reaches a certain level of relevance). The 
terms “danger” and “jeopardy” are almost not used. 
Typical terms used there include „threat“, „risk“ 
and „risk analysis“ which are explicitly defi ned, in 
particular, by standardized technical documents. In 
laws and directives, implicit defi nitions prevail or the 
meaning of terms can be derived from their use. 
Another interesting and related area is the 
chemical industry and living environment. At the 
level of the legal framework, this area represents an 
extensive set of regulations. For the sake of simplicity, 
the regulations can be broken down into following 
groups: 
- water and water management, 
- air, 
- wastes, 
- chemical substances and agents, 
- prevention of major incidents, 
- integrated pollution prevention and restriction, 
- environment impact assessment (EIA institute). 
Legal regulations defi ne many terms which 
can be used as the terms in the crisis management. 
They include, for instance: vulnerable areas, 
hazardous nature of substances and agents, risk, 
environment risk assessment, source accident, 
identifi cation of hazard, risk characteristics, risk 
assessment, environment damage, risk element, 
risk-involving substance, hazard for public health, 
harmful substances, accident, emergency plan, smog 
situation, dangerous substances, dangerous agents, 
major accident, source of risk (hazard), risk analysis 
and many other terms.
In general, the terms are defi ned in the regulation 
without considering (evidently) defi nitions of the 
same or similar terms in other legal regulations. 
Let us take, as an example, two terms: „hazardous 
substances“ and „harmful substances“. On one 
hand, according to the Act on Chemical Substances 
and Chemical Agents (Act, 2003), “the hazardous 
substances or hazardous agents are the substances 
or agents which, under terms defi ned in the 
Act, feature at least one hazardous property and 
because of such property they are classifi ed as 
explosive, toxic, extremely fl ammable, highly 
fl ammable, fl ammable, highly toxic, toxic, harmful 
to health, caustic, irritant, sensitizing, carcinogenic, 
mutagenic, toxic for reproduction or dangerous for 
the environment. On the other hand, the Water Act 
(Act, 2001) as amended defi nes harmful substances 
as “the substances which are not wastewaters or 
mining waters and which may degrade the quality 
of surface water or groundwater”. It is clear that this 
is a subset and the harmful substances are also the 
hazardous substances. The only difference is the text 
„under terms defi ned in the Act“. Because of the 
parallel defi nitions, “prevention plans for harmful 
substances” (dealing with prevention, leakage, and 
the liquidation of accidents) as well as „emergency 
plans” (which are more or less the same, maybe 
slightly more specialized) co-exist in practice.
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Conclusion
Finally, it should be pointed out that the 
terminology related to the crisis management should 
be always understood and viewed in the context of 
particular law or regulation in force. Generally, the 
meaning of the terms cannot be transferred into areas 
which are governed by other laws and regulations. 
Without unifying the defi nitions at the level of 
basic terminology, it is impossible to consider the 
unifi cation of actions aimed at the preparation or 
management of crisis management events (in any 
affected area). And such is the situation in spite of 
the fact that at the level of processes this would be 
just variants of a single general-purpose scheme 
which, however, does not exist so far.
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