This paper presents a novel approach to enable frequent computational cycles in online dynamic security assessment by using the terms of the transient energy function (TEF) as input features to a machine learning algorithm. The aim is to train a single classifier that is capable of classifying stable and unstable operating points independent of the contingency. The network is trained based on the current system topology and the loading conditions. The potential of the proposed approach is demonstrated with the New England 39-bus test power system model using the support vector machine as the machine learning technique. It is shown that the classifier can be trained using a small set of data when the terms of the TEF are used as input features. The prediction accuracy of the proposed scheme was tested under the balanced and unbalanced faults with the presence of voltage sensitive and dynamic loads for different operating points.
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