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Abstract 
While people have trouble with managing their privacy data, academia have not 
revealed why people want to be forgotten in online context. Understanding these 
needs is important for establishing the right to be forgotten since the basic motives 
for the right. In this research-in-progress, I have tried to figure out motives for 
being forgotten in online.  
Keywords:  The right to be forgotten, information autonomy, privacy 
Introduction 
People generate tremendous amount of data every day. Social networking services (SNS), online 
communities, blogs, and ultimately the Internet itself have become a great repository of digital logs of 
individuals. On one hand, these digital repositories offer useful ways to record data and information 
with increased accessibility and storability. Furthermore, for service providers and marketing 
organizations, these cumulated data sets are extremely valuable since data analytics technologies let 
them widen business opportunities by offering rich information of users. As a result, customized 
products and services make individuals’ life more convenient and satisfactory.  
On the other hand, however, the increased capability of memory can be possible threat to privacy 
infringements (Mayer-Schönberger 2011). A representative issue is information autonomy and 
deletion of privacy data. As propagation of privacy-related information becomes easier, people have 
started to think about removing unwanted digital records of their own ranging from embarrassing 
photos to records of crime injuries. However, it is often that deleting or modifying privacy-related 
contents is not easy due to enormous power gaps between individuals and data controllers/processors. 
The advent of the right to be forgotten is to relieve such difficulties of individuals and give rights to 
data subjects. The right to be forgotten is defined as “the right of individuals to have their data no 
longer processed when they are no longer needed for legitimate purposes” (European Commission 
2010, p.8). Following some European countries, many countries have started to discuss how to adopt 
the concept of the right to be forgotten and adjust balance of multiple rights. Although debates on the 
right to be forgotten has been initiated only recently, the right has drawn attentions from both 
researchers and practitioners (Kwak et al. 2017). In practice, IT giants have been dealing with myriad 
requests of individuals wanting to delete privacy data. Google, for example, has dealt with about 7 
million requests of URL deletion, and 43 percent of them have been removed from Google’s search 
results since May of 2014 (Google 2017). Moreover, some of the Internet users become sensitive to 
disclosing privacy information online (Acquisti et al. 2015). However, academic participation is still in 
need to extend knowledge base for the right to be forgotten since only small number of studies 
regarding the right to be forgotten are available at the moment. 
To broaden variations of discussions and studies of the right to be forgotten, it is necessary to grasp 
needs and motivations of individuals for the right. Legal rules and regulations should be adjusted to 
handle such motivations of data provider. In this regards, motivation studies of the right to be 
forgotten should be preceded, and other issues regarding the right can be discussed thereafter. 
However, it is hardly studied why people want to be forgotten in online contexts.  
By revealing desires and motivations for being forgotten, we hope that law and policy makers can 
design proper legal backgrounds for dealing with the right to be forgotten. Additionally, service 
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providers can receive help from the research since they can provide services for individuals that 
guarantee safer circumstances. Furthermore, we believe that this study can shed light on 
understandings of the right, which can build a knowledge base of the right for IS researchers.  
Literature Review 
The essence of the right to be forgotten is to give back informational autonomy with which individuals 
can decide destiny of privacy related information. Additionally, the right tries to rebalance power and 
information asymmetry between information providers and information handlers and controllers 
since data subjects are not able to retain the right without legal support (Kwak et al. 2017).  
In a milestone case of Agencia Española de Protección de Datos (Spanish Data Protection Agency, 
AEPD) vs. Google Inc. in 2014, a Spanish lawyer, Mario González, wanted to delete a foreclosure 
notice on a local newspaper. He also demanded the removal of related-links of Google search result. 
The lawsuit eventually went to the Court of Justice of the European Union (CJEU), which made the 
most important decision for the right to be forgotten. While the Spanish lawyer wanted to remove 
both the original article of the newspaper and links of Google search results, Google insisted that its 
role in presenting search results is mere medium. At the same time, the newspaper claimed that 
freedom of speech needed to be protected. According to CJEU’s decision, while the newspaper 
company could keep the article for the sake of the freedom of speech, Google had to erase links to the 
specific article.  
The decision has a number of meaningful implications. First of all, it is the case that the necessity of 
the right to be forgotten was legally supported. The decision led to discussions of reforming the Data 
Protection Directive (DPD) and built foundations for the General Data Protection Regulation (GDPR) 
enhancing individuals’ digital privacy (European Commission 2016). Additionally, the decision has 
changed the concept of search engines, which are main source of information distribution of the 
Internet. They were considered as mere data pipelines which did not manipulate digital contents; 
however, they are currently regarded as data controllers who can affect digital contents by 
manipulating delivery process of search results. That is, they have responsibilities for protecting 
privacy of individuals. In addition to search engines, it has influence on enterprises in general since 
doing business in the EU member countries requires additional preparations regarding privacy and 
the right to be forgotten. Though many countries are in the stage of legal preparation, it is certain that 
CJEU’s decision has change the rule of game regarding information privacy and the right to be 
forgotten. 
The right to be forgotten may seem to be an aspect of digital privacy, which can be implemented easily. 
However, it has a long way to go for the right due to various reasons. One of the main disputable 
issues on the right to be forgotten is balancing the right with other public interests including the 
freedom of expression. Some European countries have started to put more value on privacy and the 
right to be forgotten; meanwhile, other countries such as the U.S. and the U.K. have emphasized free 
expression based on constitutional laws. Studies dealing with tensions between the right to be 
forgotten and other interests show diverse opinions. While some argue that the right to be forgotten 
could cause severe infringements on other rights (Larson III 2013; Rosen 2011), Youm and Park 
(2016) suggests possibility of the symbiosis between the right and others.  
Though chaotic environments may delay enforcements of the right to be forgotten, it is time to discuss 
value balancing regarding the right. The position of the right to be forgotten may vary according to 
specific contexts, and thus widens rooms for not only politic, legal, and cultural but also information 
systems (IS) researchers. In order to initiate the forum of the right to be forgotten, understanding 
individuals’ needs of being forgotten is necessary. However, research investigating such needs are 
lacking. Without proper knowledge of people’s needs of being forgotten, deciding rules and 
foundation for the right can differ from what people want. Therefore, this study can enlarge research 
body regarding the right to be forgotten by answering the research question: why do people want to 
be forgotten in online context?  
Methods and Data Collection 
In order to investigate desires for being forgotten, we have been conducting open-ended surveys. 
Purposes of open-ended survey are exploring new dimensions of experiences of respondents and 
gathering fresh information regarding a topic or experience (Sproull 2002). By analyzing open-ended 
survey responses, rich description of respondents can be retrieved (Jackson and Trochim 2002). 
Furthermore, compared to focus group interview or individual interview methods, greater anonymity 
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of respondents can be provided by using open-ended survey (Erickson and Kaplan 2000). 
Convenience sampling is applied for survey sample selection due to relevance of research topic to 
selecting sample (Flick 2009). Following this approach, survey subjects ranged from 20s to 50s in 
Korea who have experiences of uploading contents on the Internet. Open-ended survey will be 
continued until results show theoretical saturation (Strauss and Corbin 1990). In order to separate 
experience levels of individuals, we ask experience of modifying online contents for two cases: 
modifying their own online contents and others’ contents related to survey subjects.  
Open coding approach has been adopted to extract codes from open-ended survey answers (Merriam 
2002). Coding is executed by three researchers. After going through line-by-line answers of open-
ended questions, categorization is conducted. Since categorization process is iterative, it will be 
updated as the research continues.  
The survey consists of three parts: (1) (perceived) experience of deleting privacy-related data whose 
uploader is the subject, (2) (perceived) experience of deleting privacy-related data whose uploader is 
not the subject but others, and (3) perception of the right to be forgotten and opinion on it. When the 
survey is conducted, respondents had enough time to express their thoughts with helps from the 
researchers for detailed instructions.  
Preliminary Findings 
As in the first stage of research in progress, we conducted open-ended survey for 192 individuals. 
Since coding stage is still on going, we cannot suggest full range of categories due to saturation issue. 
Instead, it is possible to share some important findings with meaningful saturation level.  At the 
current stage of study, most people (92.7%) have an experience related with correction or deletion of 
online contents uploaded by themselves, and some of respondents (34.8%) have requested the 
correction or deletion of online contents uploaded by others. 
Table 1. Demographics of Survey Participants 
Gender Male 90 (46.9%) 
Female 102 (53.1%) 
Age 20s 69 (35.9%) 
30s 107 (55.7%) 
40s 15 (7.8%) 
50s 1 (0.5%) 
Job Employed 124 (64.6%) 
Professional 5 (2.6%) 
Student 46 (24%) 
Homemaker 5 (2.6%) 
Other 12 (6.3%) 
Total 192 
 
At this stage of research, we devised five categories from open-ended survey data: contents risk, 
embarrassment, data controllability, system, and socialness. We tried to figure out reasons why people 
want to delete not only their own data but also other data which is relevant to subjects’ privacy. People 
have corrected or deleted online contents for diverse reasons.  
Many of respondents express worries and anxiety for the leakage of data. Since the speed of 
information diffusion on the Internet is extremely fast, people get more concerns about the spread of 
wrong and harmful information, for example, malicious rumors. Even though individuals are 
incognizant of privacy-relatedness at the point of upload, their concerns can emerge afterwards. 
People in this sense perceive the content-related risk. 
Additionally, respondents’ intention to modify contents due to embarrassment is frequently observed. 
Many were worried about possible damages on their reputations due to digital contents. Some of them 
actually deleted all photos of their school days in order to be relieved from such worries. Saving one’s 
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face is considered a virtue in Easter Asian countries, and similar concerns for social reputation can be 
witnessed in other Asian countries such as Japan and China.  
Respondents may consider privacy-related online contents as potential risks that they cannot predict 
or estimate since they do not want to lose the control of data. They are also worried that irrelevant 
people may see their privacy-related contents, and did not want to publicize their contents. 
Unpredictable range of information use is another concern of respondents. The scope of information 
use and controllability seem to be a significant concern for data providers. 
Although the proportion is not high, respondents pointed out systematic and procedural reasons for 
deleting privacy-related data. Respondents may feel that they are not be able to delete their own data 
due to lack of trustworthiness of service providers.  
Contextual factors generated from social relationships can have influence on individuals’ privacy-
related risk-benefit assessment of a certain behavior. Subjects mentioned social or peer effects for 
deleting privacy-related data. When people feel significant peer pressure from their social groups, it is 
possible for them to make decisions that actually are opposed to their opinion or preference.  
Table 2. Motivations of Deletion Privacy-related Data 
Reason Exemplary Responses 
When the Subject is 
Owner of Data  
(%, Rank) 
When the 
subject is not 
owner of data 
(%, Rank) 
Contents Risk Wrong information; data contains harmful information for subjects 
251 (38.50%, 1) 157 (24.08%, 1) 
Embarrassment Data contain sensitive information; deleting data for face-saving  
176 (26.99%, 2) 87 (13.34%, 3) 
Data 
Controllability 
Subjects are not able to control their 
data; subjects are reluctant to disclose 
their data publically 
170 (26.07%, 3) 95 (14.57%, 2) 
System/Process Lack of trustworthiness of services; uncertainty of deletion right 
28 (4.29%, 4) 20 (3.07%, 4) 
Socialness Other people delete similar contents; other people ask subjects to delete data 
27 (4.14%, 5) 7 (1.07%, 5) 
Total 652 (100%) 366 (100%) 
 
Regarding the right to be forgotten, the number of people who already knew this right (112 
respondents) is slightly greater than that of people did not know the right (80 respondents). However, 
most of respondents supported the necessity of right to be forgotten (181 persons responded “Agree” 
or “Strongly Agree”). Considering the level of the right to be forgotten, substantial people want to 
complete deletion (129 respondents, 67.2%) rather than de-linking (or de-indexing; 54 respondents, 
28.1%) or others (9 respondents, 4.7%). However, individuals express concerns of abuse including 
deletion of negative contents and concealment of crime. Thus, clear guidelines and criteria to 
implement the right to be forgotten are important. 
Open-ended survey results show mixed finding for effects of the right to be forgotten on online 
contents generating. While the majority of subjects appeal positive effects such as free expression, 
relief, diminished concern on further information processing and transmitting, skeptic answers imply 
negative effects such as recklessness of contents uploading, manipulation of the press, mass 
production of false information (e.g., fake news and rumourtrage), and potential concerns for erased 
history of (ex-)criminals.  
To sum up preliminary analysis, we have found (1) there are certain types of online contents that 
respondents are worried about regarding the right to be forgotten, (2) reasons of wanting being 
forgotten can be categorized for further research, and (3) the respondents expect that their Internet 
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usage will be affected when the right to be forgotten is enforced. At the same time, it is important to 
investigate the negative effects of the right such as diminished responsibility of information 
distribution, possibility of mass production of false information, and ease of information concealment 
and privatization. 
For the completion of this research, we are planning to conduct additional open-ended surveys to 
guarantee saturation levels of findings. Furthermore, we hope to find different concerns and 
motivations between deleting or modifying their own digital contents and others’ which are related 
with data subjects. Coding processes will be continued after responses reach saturation levels. 
Additionally, we plan to analyze our data from the viewpoint of age and internet usage patterns. 
Different subgroups of respondents may present different reasons of deletion from one to another.  
Expected Implications 
Understanding individuals’ needs of being forgotten is a prerequisite for discussing the right to be 
forgotten. Without such knowledge, it is hard to reach social agreements for the right compromising 
multiple parties. From this viewpoint, our study focuses on finding reasons and needs of being 
forgotten in online context. Our research result may reveal various reasons why people want the right 
to be forgotten. By offering the whys of being forgotten, this research could shed light on further 
studies of the right to be forgotten and information privacy. First, this study can identify the relevant 
problems and advance our understanding of the phenomenon. The research body seems to lack the 
understanding of motives and reasons of individuals for being forgotten online. Our study can enrich 
knowledge of individuals’ needs to form information privacy and the right to be forgotten.  
Second, measure development of the right can receive help from results of this research. Based on 
developed measure of the right to be forgotten and other motivational factors, future research can 
reconfirm the individuals’ needs of being forgotten by survey methodology. Since cultural dependency 
is an important issue, cross-cultural study necessitates expansions of our findings. Future study can 
be conducted with similar research questions in different countries, cultures, multinational and cross-
cultural context.  
In practices, our results provide the insight for data controllers/processors. Although form of 
implementations may vary, preparations for processes of correction of deletion privacy-related data 
are necessary. For example, they can prepare channels and procedures for those who can make 
request of deletion for their users. Further, they can offer detailed tweaks for users such as selecting 
information disclosure level. Naturally, designs and details of these processes need to satisfy not only 
legal rules, but also individuals. In that sense, knowing reasons and motives for being forgotten is 
definitely helpful to create privacy-friendly system.  
Additionally, from the preliminary results of our study, we find that clarifying the range of 
information use and their protection status of privacy-related information can reduce individuals’ 
anxiety and privacy concern. It seems that lessening uncertainties of handling privacy-related data is 
important for data controllers/processors to gain individuals’ trust.  
Last but not least, this research can help policy makers build legal regulations of the right to be 
forgotten. Regarding individual’s privacy, policy makers have to understand diverse rights and 
interests simultaneously. On one hand, rules and regulations should be designed to protect 
individuals’ privacy. On the other hand, effects of such designs on degrading public interests should be 
minimized. In the same vein, though the right may enhance one’s information authority, side effects of 
it does exist (e.g. possible concealment of digital crime). While this research focuses on reasons of data 
deletion, researchers can study evaluations of other rights when the right to be forgotten is enacted.  
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