INTRODUCTION
Digital medium stores massive amount of information in an incredibly less space. This is the main reliable way to protect information and preserve it for future use. The critical human psychologies impart brain to identify the object related information inside digital data. With a prior knowledge human eye is able to identify the actor and actresses from the running videos. Any audio can also be identified correctly by the name of the singer. But in general the paintings or photographs cannot hold the identification clue of the painter or the photographer.
Many techniques are available in today"s digital world to protect ownership identity or to verify the authenticity of digital content both in spatial or frequency domain. The proposed work is a frequency domain based technique termed as SADT, where without preprocessing and use of any external information self authentication of digital image is achieved.
Various parametric tests are performed and results obtained are compared with existing techniques like Yuancheng Li"s method [5] , SCDFT [6] , Region-Based method [7] , SAWT [1] , SADCT [2] , IAHTSSDCT [3] and AWTDHDS [4] based on Mean Square Error (MSE), Peak Signal to Noise Ratio (PSNR) and Image Fidelity (IF) analysis [10] to show a consistent relationship with the quality perceived by the HVS (Human Visual System).
Section II deals with the overall scheme, the discrete Daubechies transforms technique [11] has been given in Section III. Technique for secret message computation is given in section IV. Embedding and authentication process is outlined in section V. Section VI analyzed the results of proposed work and comparisons to with existing techniques. Conclusions are drawn in section VII and that of references are cited at end.
II. THE SCHEME
The proposed SADT technique is divided into two major tasks. Firstly at the source end the original image of dimension N x N passes through forward Daubechies transform FDT based on the mask of 4 x 4 window in a row major order to generate the corresponding frequency coefficients. Out of the four "frequency coefficient" subbands the secret image feature in bits are extracted. Bits are then embedded into those frequency subbands, two/four bits per band of information based on the hash function. Schematic representation of encryption technique is shown in figure 1 . 
III. DISCRETE DAUBECHIES TRANSFORM TECHNIQUE
Every transformation technique comes with two sets of operations, forward transformation along with a pair of inverse transformation.
Daubechies wavelet has no explicit function expression. The scaling functions and wavelet functions are defined by the following two equations (1) and (2) respectively.
(1) (2) Where h[n] is a sequence of low-pass impulse response filter coefficients and g[n] is a sequence of high-pass impulse response filter coefficients, and the coefficients are:
On calculation of the forward Daubechies transform (FDT) the coefficients generated are grouped into four subbands, as shown in figure 3 and figure 4 respectively. 
IV. SECRET MESSAGE COMPUTATION
Two sets of secret messages are generated in SADT. Set-1 having average of all the coefficients after FDT in a 4 x 4 mask by (3). Set-2 having average of only lower frequency band that is of 2 x 2 by (4). A hash function is used to embed the secret bits in 3 rd coefficients of every subband in each mask.
Hash computation formula H = (((column + row * 4) + "total no of bits per band per mask) % "maximum position allowed for embedding from LSB") is used. Embedding and authentication are two separate operations supporting each other. Embedding is done for authentication and authentication is done at destination end to verify the originality.
In the process of embedding after FDT, 3 rd coefficient of every subband is used so that no two consecutive positions are tamper by secret bits. The positions selected for embedding in a single mask are P 10 , P 12 , P 30 and P 32 as shown in figure 5 . For every mask set-1 computation generates 1 byte of secret information and set-2 generates another byte of information. That means on embedding set-1 secret information [ Embedding is done with simple computation of Anding/Oring operation.
VI. RESULTS AND DISCUSSIONS
This section deals with the results of computation on embedding hidden data. Ten PGM [9] images have been taken and SADT is applied on each. All cover images are 512 x 512 in dimension as shown in figure 6 . A comparative study has been made between Yuancheng Li"s Method [5] , SCDFT [6] , SADCT [2] , Region-Based method [7] , IAHTSSDCT [3] , AWTDHDS [4] and SAWT [1] with proposed SADT in terms of mean square error, peak signal to noise ratio and image fidelity. 
VII. CONCLUSION
SADT is a self embedding technique for authentication or ownership verification in a frequency domain based on Daubechies transform. This self authentication technique doesn"t require any dictionary or code book or any preprocessing computation. SADT also works with optimal payload of 1.0 bpB without any noticeable changes by HVS.
