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Résumé 
L'informatique quantique est l'étude de ce que nous pouvons et ne pouvons pas faire 
grâce à l'ordinateur quantique: un ordinateur dont les calculs sont basés sur les lois de 
la mécanique quantique. Cette thèse est une collection de sept articles, traitant de trois 
aspects de l'informatique quantique: la non-localité, la cryptographie et la complexité. 
Non-localité 
La non-localité quantiq~e est l'observation de corrélations produites par deux partici-
pants physiquement séparés qui utilisent une ressource quantique appelée intrication. 
Ces corrélations ne peuvent être produites sans intrication. Ceci mène aux jeux non-
locaux, qui sont des jeux coopératifs à plusieurs joueurs, pour lesquels des joueursquan-
tiques (qui ont accès à l'intrication) ont un avantage sur les joueurs classiques (qui 
partagent seulement de l'information classique). Un jeu de pseudo-télépathie est un jeu 
non-local pour lequel les joueurs quantiques ont une stratégie gagnante parfaite. 
Le premier article de cette thèse, On the power of non-local boxes, est l'étude des 
corrélations quantiques (qui sont non-communicantes, c.-à-d. elles ne permettent pas de 
communiquer plus vite que la vitesse de la lumière), ainsi que des corrélations super-
quantiques (qui sont aussi non-communicantes, mais «plus fortes» que celles prédites 
par la mécanique quantique). Nous considérons la simulation de stratégies gagnantes 
pour des jeux de pseudo-télépathie avec l'emploi de la boîte non-locale (qui est con-
sidérée comme la corrélation super-quantique de base), révélant que la non-localité et 
l'intrication sont des ressources différences. Avant notre travail, il était commun d'égaler 
ces deux notions. 
Le deuxième article, Classical, quantum and non-signalling resources in bipartite 
games, montre que le problème de décider si un jeu a une stratégie parfaite classique 
est NP-complet, tandis que décider si une stratégie parfaite existe avec des corrélations 
super-quàntiques est dans P. Nous établissons aussi des liens avec le théorème de 
Be11-Kochen-Specker, les graphes d'orthogonalité et les preuves interactives. 
La non-localité quantique est un phénomène que nous pouvons, en théorie, observer 
en laboratoire. Plusieurs expériences ont été accomplies, mais aucune jusqu'à présent 
n'a simultanément fermé toute échappatoire expérimentale. Il y a présentement un effort 
scientifique soutenu pour atteindre l'expérience parfaite. Mais toutes les expériences ne 
sont pas égales: le troisième et quatrième article de cette thèse, Entanglement swapping, 
light cones and elements of reality et On the logical structure of Bell theorems, montrent 
que des propositions récentes ont des explications classiques, et donc ne nous aident pas 
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dans notre compréhension du monde quantique. Notre travail indique que ces lignes de 
recherche ne méritent pas d'être approfondies. 
Cryptographie classique et quantique 
Le travail révolutionnaire de Peter Shor en 1995 a établi que l'ordinateur quantique 
peut factoriser de grands nombres entiers de façon efficace, de ce fait brisant la plupart 
des cryptosytèmes modernes. Mais ce que l'ordinateur quantique brise, il peut aussi ré-
parer: Bennett et Brassard avaient déjà donné en 1984 un protocole pour la distribution 
de clef dont la sécurité se fonde uniquement sur les lois de la mécanique quantique. 
Dans un monde avec des ordinateurs quantiques, il semble que la seule façon de 
s'assurer d'une sécurité parfaite est de se passer d'hypothèses calculatoires (telle la 
présumée difficulté de factoriser) : ceci est le monde de la sécurité basée sur la théorie 
de l'information. Dans la cinquième contribution de cette thèse, Information-theoretic 
security without an honest majority, nous donnons des protocoles pour accomplir une 
série de six tâches privées distribuées (en particulier, vote et .transmission de message 
anonyme), tout en assurant une sécurité basée sur la théorie de l'information. Puis, dans 
Anonymous quantum communication, nous donnons un protocole qui, dans un groupe, 
permet à un expéditeur d'acheminer un message quantique à un destinataire de son 
choix. Le protocole assure l'anonymat pour l'expéditeur et le destinataire, ainsi que la 
confidentialité du message, le tout avec une sécurité basée sur la théorie de l'information. 
Complexité dans le modèle fondé sur la mesure 
Enfin, dans Parallelizing quantum circuits, nous étudions la profondeur de circuits quan-
tiques et donnons une technique automatique pour la parallélisation de ces· circuits. La 
progression de circuits quantiques parallèles (de petite profondeur) semble presque es-
sentielle si nous voulons implanter des algorithmes quantiques dans le futur proche avec 
la technologie disponible. L'information quantique est habituellement instable, ce qui 
fait que nous pouvons la manipuler que pour de courtes périodes de temps. Les circuits 
quantiques parallèles maximisent l'emploi de cette information fragile. Notre méthode 
est basée sur le paradigme récent pour le calcul quantique appelé calcul quantique fondé 
sur la mesure. 
Mots-clés: informatique quantique, pseudo-télépathie, boîtes non-locales, 
théorème de Bell, calcul multi-parties, sécurité basée sur la théorie de l'infor-
mation, anonymat, profondeur des circuits quantiques, calcul quantique 
fondé sur la mesure, calcul de la mesure. 
III 
Abstract 
Quantum computing is the study of what we can and cannot do with quantum com-
puters: computers operating based on the laws of quantum mechanics. This thesis is 
a collection of seven papers, dealing with three aspects of quantum computing: non-
locality, cryptography and complexity. 
N onlocality 
Quantum nonlocality refers to the fact that, using a resouree called quantum entangle-
ment, two participants who are physically separated and unable to communicate can 
exhibit correlations that cannot be produeed without entanglement. This gives rise to 
non local games, which are multi-player cooperative games for which quantum players 
(who share entanglement) have an advantage over classical players (who share only 
classical information). A pseudo-telepathy ganie is a special case of a nonlocal game for 
which quantum players have a perfect winning strategy. The first paper in this thesis, 
On the power of non-local boxes, is a study of quantum correlations (which are non-
signalling, i.e. they do not allow faster-than-light communication), as weIl as superquan-
tum correlations (which are also non-signalling, but "stronger" than those predicted by 
quantum mechanics). We consider the simulation of pseudo-telepathy winning strategies 
with the nonlocal box.(which can be se en as the most basic superquantum correlation), 
revealing that nonlocality and entanglement are different resourees. Before our work, 
it was common to equate these two notions. The second paper, Classical, quantum and 
non-signalling resources in bipartite games, shows that the problem of deciding if a fixed 
game has a perfect classical winning strategy is NP-complete, while deciding if a perfect 
strategy exists with superquantum correlations is in P. We also establish links with the 
Bell-Kochen-Specker theorem, orthogonality graphs and two-prover interactive proofs. 
Quantum nonlocality is a phenomenon that we can, in theory, witness in the labo-
ratory. Many experiments have been performed, but none so far have simultaneously 
closed aIl experimental loopholes. There is currently a substantial scientific effort to 
achieve the perfect laboratory experiment. Yet not aIl experimental setups are created 
equally: the third and fourth paper of this thesis, Entanglement swapping, light cones 
and elements of reality and On the logical structure of Bell theorems, show that reeent 
proposaIs have classical explanations, and thus do nothing to aid in our comprehension 
of the quantum wodd. This work is scientifically valuable, sinee it tells us that we 
should not invest in the proposed lines of research. 
ABSTRACT IV 
Classical and quantum cryptography 
The groundbreaking work of Peter Shor in 1995 established that quantum computers 
can efficiently factor large integers, thus rendering most modern cryptographic systems 
insecure. But what quantum computers break, they also fix: Bennett and Brassard had 
already given in 1984 a protocol for key distribution whose security is based only on 
the laws of quantum mechanics. 
In a world with quantum computers, it seems like the only way to ensure perfect se-
curity in cryptographic tasks is to do away with computational assumptions (such as the 
apparent difficulty of factoring): this is the realm of information-theoretic security. In 
the fifth paper of this thesis, Injormation-theoretic security without an honest majority 
we give protocols to accomplish a series of six private distributed tasks (in particular, 
vote and anonymous message transmission), while ensuring information-theoretic secu-
rity. Then, in Anonymous quantum communication, we give a proto col which, within 
a group, allows a sen der to transfer a quantum message to a receiver of his choosing. 
The protocol ensures information-theoretic anonymity for the sender and the receiver 
as weIl as information-theoretic privacy for the message. 
Complexity in the measurement-based model 
Finally, in Parallelizing quantum circuits, we study the depth complexity of quantum 
circuits, giving an automated technique for the parallelization of quantum circuits. The 
development of parallel (low-depth) quantum circuits seems almost essential if we wish 
to implement quantum algorithms in the near future with available technology. Quan-
tum information is usually unstable, hence we can only operate on it for a very short 
period of time. Parallel circuits maximize the use of this fragile quantum informa-
tion. Our method is based on the recent paradigm for quantum computing called the 
measurement-based model. 
Key words: quantum information processing, pseudo-telepathy, nonlocal 
boxes, Bell's theorem, multi-party computation, information-theoreiic secu-
rit y, anonymity, quantum depth complexity, measurement-based quantum 
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This thesis is a collection of seven papers, grouped under three themes: nonlocality, 
cryptography and complexity. Part l is the present introduction, which motivates and 
presents the results of this thesis. Part II contains four papers on nonlocality, part III 
contains two papers on classical and quantum multi-party cryptography, while part IV 
contains one paper on circuit complexity in the measurement-based model. All papers 
are re-printed with the kind permission of the respective editors, as well as that of my 
co-authors; the papers are re-formatted to corn ply with University standards, but are 
otherwise unchanged. Each paper contains its own list of references. Part V is the 
conclusion, followed by references (pertaining to the introduction and conclusion only) 
and a short curriculum vitae. 
A note on my personal contributions: . by principle, all authors names appear alpha-
betically in aU of my publications. This is common practice in the theoretical computer 
science community. For all papers, my coUaborative participation has been significant. 
1 Quantum Information Processing 
Quantum information ·processing is concerned with what we can and cannot do with 
comput ers that operate based on the laws of quantum mechanics. The first univers al 
quantum computer was described by David Deutsch [28] in 1985, but historically, work 
related to quantum computing had already appeared under many forms: conjugate 
coding (by Stephen Wiesner [50]), Holevo's bound (by Alexander Holevo [35]), the idea 
of using quantum computers to simulate quantum systems (Richard Feynman [30]), and 
quantum cryptography (Charles Bennett and Gilles Brassard [7]). 
Quantum information is fundamentally different from its classical counterpart: it ex-
ploits distinctive quantum mechanical phenomena such as superposition, entanglement 
and interference. Contrary to its classical counterpart, quantum information cannot, in 
general, be copied [51]. For an introduction to quantum computing, see [43,40,37]. 
2 Outline of Thesis 
We now present the three major themes of the thesis, giving sorne background and 
outlining the scientific contributions made by each paper. 
INTRODUCTION 2 
2.1 Nonlocality 
Quantum mechanics defies our intuition in a very profound way. Here, we address one of 
its peculiarities: nonlocality. In short, this is the ability of quantum mechanics to enable 
distant parties to share correlations that are stronger than what would be possible with 
only local classical information. The fundamental underlying resource that enables this 
is called entanglement. 
Nonlocality has a tumultuous history. In 1935, Albert Einstein, Boris Podolsky and 
Nathan Rosen wrote a famous paper to criticise the then-new quantum theory [29]. 
According to them, quantum mechanics had to be incomplete, in the sense that the 
theOl'y would be missing an underlying vector of information: what they called ele-
ments of reality, which later became known as local hidden variables. These variables, 
although partially hidden to the outside observer, would hold the absolute truth about 
any system: performing a measurement would sim ply reveal their state. Accordingto 
Einstein, Podolsky and Rosen, a possible way to "fix" quantum mechanics would be to 
introduce elements of reality into the theory. 
This question of whether or not it was necessary or even possible to introduce local 
hidden variables in quantum mechanics remained unsolved until John Bell's 1964 dis-
covery [5]: the predictions of quantum mechanics cannot be explained by a local realistic 
theory! This means that quantum mechanics cannot simultaneously obey the no-faster-
than-light-communication princip le and be determined entirely by local variables. This 
revealed the unique character of entanglement and the impossibility of locally pre-
programming measurement outcomes, thus starting the study of what is now known as 
nonlocality. 
From an information processing point of view, nonlocality is studied in the are a of 
communication corn pl exit y (a model first considered by Harold Abelson [1] and given 
in its current form by Andrew Yao [52]), or more precisely in the area of quantum 
communication complexity (pioneering work in this area was also done by Yao [54]; 
see [8] for a sùrvey), where we ask: can shared entanglement reduce the amount of 
exchanged communication necessary for participants to compute a distributed function? 
(This specific model was designed by Richard Cleve and Harry Burhman [25].) 
This scenario can also be viewed in the context of nonlocal games [26]. These games 
consist of questions given by a referee to distant players who are unable to communicate 
and who must return answers to the referee such that a certain relation between the 
questions and answers is satisfied. Agame is nonlocal if quantum players (who share 
entanglement) have an advantage (in terms of suc cess probability) over classical players 
(who share only common classical information). A pseudo-telepathy game is a special 
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case of a nonlocal game for which quantum players have a perfect winning strategy [12]. 
Part II contains four contributions on the theme of nonlocality, which we now de-
scribe. 
2.1.1 On the power of non-local boxes 
Anne Broadbent and André Allan Méthot 
Theoretical Computer Science 358:3-14 (2006) 
A nonlocal box is an asynchTOnous virtual device that has the following property: given 
that Alice inputs a bit at her end of the device and that Bob does likewise, it pro duces 
two bits, one at Alice's end and one at Bob's end, which are locally uniformly random, 
but such that the XOR of the outputs is equal to the AND of the inputs. 
This box, inspired from the Clauser-Horne-Shimony-Holt inequality [26], was first 
proposed by Sandu Popescu and Daniel Rohrlich [46] to examine the question: given 
that a maximally entangled pair of qubits is nonlocal, why is it not maximally nonlocal? 
Understanding the power of this box yields insight into the nonlocality of quantum 
mechanics. 
Contributions. It was shown in 2004 by Nicolas Cerf, Nicolas Gisin, Serge Massar 
and Sandu Popescu [23] that the nonlocal box is able to simulate correlations from any 
measurement on a singlet state. Here, we show that the nonlocal box can in fact do 
much more: through the simulation of the magic square pseudo-telepathy game and 
the Mermin-GHZ pseudo-telepathy game, we show that the nonlocal box can simu-
late quantum correlations that no entangled pair of qubits can, in a bipartite scenario 
and even in a multi-party scenario. Finally we show that a single nonlocal box can-
not simulate aIl quantum correlations and propose a generalization for a multi-party 
nonlocal box. In particular, we show quantum correlations whose simulation requires 
an exponential amount of nonlocal boxes, in the number of maximally entangled qubit 
pairs. We conclude that nonlocality and entanglement are different and incomparable 
resources. 
2.1.2 Classical, quantum and non-signalling resources in bipartite games 
Gilles Brassard, Anne Broadbent, Esther Hanggi, André Allan Méthot and Stefan Wolf 
To appear in Natural Computing. Initial version in FTOceedings of the Second In-
ternational Conference on Quantum, Nan 0, and Micro Technologies (ICQNM 2008) 
pp. 80-89 (2008). 
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In this work, we study two types of nonlocal games: pseudo-telepathy and Bell theor'ems 
without inequalities [36]. By representing the games as bipartite graphs, we are able to 
show various results. 
Contributions. Our main results are alternate proofs that deciding whether a no-
communication classical winning strategy exists for certain games (called forbidden-
edge and covering games) is NP-complete, while the problem of deciding if these games 
admit a non-signalling winning strategy is in P. We discuss relations between quantum 
winning strategies and orthogonality graphs. We also show that every pseudo-telepathy 
game yields both a proof of the Bell-Kochen-Specker theorem and an instance of a two-
proyer interactive proof system that is classically sound, but that becomes unsound 
when proyers use shared entanglement. 
2.1.3 Entanglement swapping, light cones and elements of reality 
Anne Broadbent and André Allan Méthot 
Physics LetteTs A 364:357-361 (2006) 
At the beginning of section 2.1, we discussed the theoretical importance of Bell's 
theorem. Equally important is the experimental demonstration of these predictions. 
Efforts in this area were performed starting in 1972 [33], followed by a series of exp er-
iments led by Alain Aspect [4, 5, 3]. But laboratory experiments are imperfect and it 
is generally agreed that we have yet to witness the ideal experiment, where all experi-
mental errors are taken into account, and all statistical evidence is irrefutable (such an 
experiment is said to close aIl loopholes). This motivates the quest for new theoretical 
and experimental proposaIs to demonstrate the nonlocality of the world in which we live. 
Contributions. Recently, new scenarios thatcan be cast into the framework of two-
player pseudo-telepathy games have been proposed as candidates for loophole-free non-
locality experiments [34, 35, 21, 22]. The authors claim that they present new proofs 
against local realism. Although the equations that they present are mathematically 
correct, it is not possible to interpret them in such a way as to rule out alllocal hidden 
variable models for the proposed experiments. Our work aims to clar if y this situation. 
Here, we give local realistic explanations for these experiments. More precisely, 
we examine the scenario where a participant swaps his entanglement with two other 
participants and then is removed from the experiment; we also examine the scenario 
where two particles are in the same light cone, i.e. belong to a single participant. Our 
conclusion is that, in both cases, the proposed exp eriments , if implemented, would not 
be convincing proofs against local realism. 
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2.1.4 On the logical structure of Bell theorems 
Anne Broadbent, Hilary A. Carteret, André Allan Méthot and Jonathan Walgate 
New Journal of Physics 8:302 (8 pages) (2006) 
5 
Contributions. As an extension ofthe work presented in section 2.1.3, here we present 
an in-depth analysis of the logical structure of the proof presented in Cabello's proposaI 
for a loophole-free Bell experiment [21, 22]. Though our analysis is general, we focus on 
this one example for clarity, because it is perhaps the most convincing of its class, and 
has been clearly presented on a number of occasions. We show these novel designs fail 
in the most basic way, by not ruling out local hidden variable models, and we provide an 
explicit classical model to demonstrate this. They share a common fiaw, which reveals 
a basic misunderstanding of how nonlocality proofs work. Given the time and resources 
now being devoted to such experiments, theoretical clarity is essential. Our explanation 
is presented in terms of simple logic and should serve to correct misconceptions and 
avoid future mistakes. 
2.2 Classical and quantum cryptography 
In its broadest sense, cryptography is the art and science of designing proto cols that 
accomplish tasks in the presence of an adversary. The basics of cryptography have to 
do with exchanging private messages: the famous Rivest-Shamir-Adleman (RSA) pro-
tocol [49] enables two parties to communicate secretly, even though they have perhaps 
never met. The security of the RSA proto col relies on computational assumptions: hav-
ing a me ans to efficiently factor large integers would provide a way to completely break 
the RSA cryptosystem. When Peter Shor showed in 1995 [50] that quantum computers 
can be used to efficiently factor large integers, the impact was tremendous. According 
to many, it would just be a matter of time until large-sc ale quantum comput ers are 
built and the RSA cryptosystem becomes obsolete. Luckily, what quantum comput ers 
break, they also fix: Bennett and Brassard had already given a quantum proto col for the 
unconditional secure transmission of classical messages [8]. Proto cols (such as Bennett 
and Brassard's) whose security is not based on computational assumptions (such as the 
presumed difficulty of factoring) are said to provide information-theoretic security. 
In the following two papers, we are interested in information-theoretic security for 
cryptographic protocols. The motivation for this level of security is due in part to Shor's 
algorithm and its impact on the RSA cryptosystem. We study general cryptographic 
tasks, known as multi-party computation [55]. Formally, in multi-party computation, a 
group of participants interact in order to accomplish a distributed task: each participant 
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has a private input and at the end of the protocol, each participant should know sorne 
fixed function of the private inputs, but nothing else. We also require that such a 
proto col be secure against saboteurs (either by being robust against saboteurs or by 
detecting them). 
Assuming that private random keys are shared between each pair of participants, 
every function can be computed with information-theoretic security as long as less than 
a third of the participants are cheaters (cheaters can deviate from the proto col and 
collude); this fundamental result is due to David Chaum, Claude Crépeau and Ivan 
Damgard [24] and Michael Ben-Or, Shafi Goldwasser and A vi Wigderson [7]. When a 
broadcast channel is available, the results of Tai Rabin and Michael Ben-Or [47] teU us 
that an honest majority suffices. 
In our work, we make no assumption on the number of cheating parties. The first 
paper presents proto cols to accomplish novel classical tasks in this model. The sec-
ond paper builds on the previous one and presents a proto col for anonymous quantum 
comm unication. 
2.2.1 Information-theoretic security without an honest majority 
Anne Broadbent and Alain Tapp 
Proceedings of the 13th International Conference on the Theory and Application of 
Cryptology fj Information Security (ASIACRYPT 2007) pp. 410-426 (2007) 
Contributions. We present six multiparty protcicols with information-theoretic secu-
rit y that tolerate an arbitrary number of cheating participants. AU proto cols assume 
pairwise authentic private channels and a broadcast channel (in a single case, we re-
quire a simultaneous broadcast channel). We give proto cols for veto, vote, anonymous 
bit transmission, collision detection, notification and anonymous message transmission. 
Not assuming an honest majority, in most cases, a single corrupt participant can make 
the protocol abort. AU protocols achieve functionalities never obtained before without 
the use of either computational assumptions or an honest majority. l 
2.2.2 Anonymous quantum communication 
Gilles Brassard, Anne Broadbent, Joseph Fitzsimons, Sébastien Gambs and Alain Tapp 
Proceedings of the 13th International Conference on the Theory and Application of 
Cryptology fj Information Security (ASIACRYPT 2007) pp. 460-473 (2007) 
1 Further work along these lines has resulted in a publication after the writing of this the sis [19]. 
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Anonymous quantum message transmission a11ows, within a group of participants, 
an anonymous sender to target a receiver of his choosing and send him a private quantum 
message, such that the identity of the receiver is unknown to a11 but the sender and 
receiver (the identity of the sender is known only to himself). Matthias Christandl 
and Stephanie Wehner were first to define the concept of anonymous quantum message 
transmission and to give an explicit protocol for solving this task [51, 25], but under 
the assumption that the participants share ahead of time a specific entangled state. 
Under this assumption, their proto col is information-theoretica11y secure in terms of 
anonymity, but malicious participants can alter the transmitted state in a way that 
will not be detected by the honest participants. Our contribution improves on these 
previous results. 
Contributions. We present the first proto col for the anonymous transmission of 
a quantum state that is information-theoretica11y secure against an active adversary, 
without any assumption on the number of cheating participants. The anonymity of 
the sen der and receiver, as we11 as the privacy of the quantum state, are perfectly 
protected except with exponentia11y sma11 probability. Even though a single cheating 
participant can cause the proto col to abort, the quantum state can only be destroyed 
with exponentia11y sma11 probability: ifthe protocol succeeds, the state is transferred to 
the receiver and otherwise it remains in the hands of the sender (provided the receiver 
is honest). 
2.3 Complexity in the measurement-based model 
In this section, we study the depth complexity and para11elization of quantum circuits. 
The development of para11el (low-depth) quantum circuits seems almost essential if we 
wish to implement quantum algorithms in the near future with available technology. 
Due to decoherence, qubits have a tendency to spontaneously change their state, hence 
we can only operate on them for a very short period of time. Para11el circuits could 
maximize the use of these fragile qubits. 
As for theoretical motivation, the study of para11el quantum algorithms could le ad 
to new results in complexity theory. For instance, one interesting open question is 
w hether the class of decision .problems solvable in polynomial time, P, is equal to the 
class of decision problems solvable in polylogarithmic depth and polynomial size, NC. 
Let QNC be the classofdecision problems solvable in polylogarithmic depth with a 
quantum computer,"one càn ask similarly whether BQP is equal to QNC. Fina11y, 
Richard Jozsa conjectured that any polynomial-time quantum algorithm can be imple-
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mented with only 0 (log n) quantum layers interspersed with polynomial- time classical 
computations [38]. 
We present a construction for the parallelization of quantum circuits. Our method 
gives a formula that computes the exact decrease in depth that the construction can 
achieve. This yields precious insight for the construction of lower-depth quantum cir-
cuits. Our results are obtained using the recently proposed formalism of the measurement-
based model for quantum computation (MBQC) [48,38,44,20], an approach to quan-
tum computing that uses measurement as its main ingredient. A computation in MBQC 
is usually referred to as a pattern and consists of a round of global operations (two-qubit 
gates) to create the required initial multi-qubit entanglement, followed by a sequence 
of classically controlled local operators (single-qubit measurements and unitaries). We 
work in particular within an algebraic framework for MBQC called the measurement 
calculus [29]. 
2.3.1 Parallelizing quantum circuits 
Anne Broadbent and Elham Kashefi 
submitted to Theoretical Computer Science (34 pages) (2007) 
Contributions. We present a novel automated technique for parallelizing quantum 
circuits via the forward and backward translation to measurement-based quantum com-
puting patterns, and analyze the trade-off in terms of depth and space complexity. As 
a result, we distinguish a class of polynomial depth circuits that can be parallelized 
to logarithmic depth while ad ding only a polynomial number of auxiliary qubits. In 
particular, we provide for the first time a full characterization of patterns with fiow of 
arbitrary depth, based on the notion of infiuencing walks and a simple rewriting system 
on the angles of the measurement. Our method leads to insightful knowledge for con-
structing parallel circuits. As applications, we demonstrate several classes of circuits 
that can be parallelized to constant or logarithmic depth. Furthermore, we prove a con-
stant versus logarithmic separation in terms of quantum depth between the quantum 
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Abstract 
A non-local box is a virtual device that has the following property: given 
that Alice inputs a bit at her end of the device and that Bob does likewise, it 
pro duces two bits, one at Alice's end and one at Bob's end, such that the XOR 
of the outputs is equal to the AND of the inputs. This box, inspired from the 
CHSH inequality, was first proposed by Popescu and Rohrlich to examine the 
question: given that a maximally entangled pair of qubits is non-local; why is 
it not maximally non-local? We believe that understanding the power of this 
box will yield insight into the non-Iocality of quantum mechanics. It was shown 
recently by Cerf, Gisin, Massar and Popescu, that this imaginary device is able 
to simulate correlations from any measurement on a singlet state. Here, we show 
that the non-local box can in fact do much more: through the simulation of 
the magic square pseudo-telepathy game and the Mermin-GHZ pseudo-telepathy 
game, we show that the non-local box can simulate quantum correlations that 
no entangled pair of qubits can, in a bipartite scenario and even in a multi-
party scenario. Finally we show that a single non-local box cannot simulate aU 
quantum correlations and propose a generalization for a multi-party non-local 
box. In particular, we show quantum correlations whose simulation requires an 
exponential amount of non-local boxes, in the number of maximally entangled 
qubit pairs. 
10 
On the power of non-local boxes 
Anne Broadbent and André Allan Méthot 11 
1 Introd uctio'n 
In a 1964 influential paper, Bell showed that there exist correlations that can be obtained 
from bipartite measurements of a quantum state that no local realistic theory can 
reproduce [:1.]. From this, if one believes that quantum mechanics is a correct description 
of the world, one is forced to conclude that Nature is fundamentally non-local. This 
astounding discovery has le ad to a rich and still developing literature. One of the 
best known papers in the field is the 1969 experimental proposition of Clauser, Horne, 
Shimony and HoIt [2]. The authors put forth an inequality which aIl local hidden 
variable (LHV) models must satisfy: 
(1) 
where Al and A2 are local spin measurements of a spin-half particle on Alice's subsystem 
and BI and B 2 are measurements on Bob's subsystem. While any LHV model has to 
abide by this rule, quantum mechanics can violate Inequality 1 by an apptopriate choice 
of measurements on a maximally entangled state, such as 11f-) = (1 + -) - 1 - +) ) / V2: 
(2) 
This result may also be interpreted in a more intuitive fashion [3J: if Alice and 
Bob want to play agame, called the CHSH game, where they are each given as input 
a bit, x(A) and x(B) respectively, and they want to produce output bits y(A) and y(B) 
respectively such that 
(3) 
then there is no classical (LHV) strategy that can help them win this game with a 
probabilitygreater than 3/4, but if they share the quantum state 11f-) = (101) -
110))/V2, then they can succeed with probability cos2 (7r/8) ~ 0,85 [2]. 
Many years later, Popescu and Rohrlich [4] asked a natural question: why not more? 
Given that quantum mechanics is non-local, why is it not maximally non-local? Many 
authors have studied this question [5, 6, 7, 8, 9] and we will discuss their results in 
Section 4. Besides this intriguing question, Popescu and Rohrlich suggested something 
el se of interest, a gedanken product: the non-local box (NLB). A NLB is a virtual 
device that has two ends and the following property: if Alice inputs a bit into her end 
of the NLB and Bob do es likewise, then they will both receive a bit from the NLB such 
that the condition of Equation 3 is always respected, and such that aIl solutions are 
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equally likely. Tt is important to note that this device does not allow faster than light 
communication [4]. 
Recently, Cerf, Gisin, Massar and Popescu built on the work of Toner and Bacon [10] 
and used a NLB to simulate the correlations obtained from any bipartite measurement 
of a maximally entangled pair of qubits, I~-), without any communication [l1J. This 
result shows that signaling information on the inputs is not necessary for a perfect 
simulation of quantum correlations. The long term aim of this work is to characterize 
the NLB in order to yield insights into the non-locality of Nature. 
In this paper, we want to push this research further. The NLB was inspired from 
the CHSH inequality, which is often thought as the generic inequality for non-locality, 
and it can also simulate the correlations of a maximally entangled pair of qubits. From 
this, it is tempting to draw an anal ogy between the NLB and the maximally entangled 
pair of qubits. We will show however that a single NLB can be used to accomplish 
a distributed task that cannot be accomplished with only a maximally entangled pair 
of qubits. In particular, we will study pseudo-telepathy and show simulations of sorne 
pseudo-telepathy games with one NLB where the quantum strategy requires more than 
a maximally entangled pair of qubits to succeed. We will also give limitations on what 
a single NLB can achieve and propose a generalization of the NLB to the multi-party 
setting. 
Definition 1. A bipartite game G (X, Y, R) is set of inputs X = X(A) X X(B), a set 
of outputs Y = y(A) X y(B) and a relation R ç X(A) X XCB) x' y(A) X y(B). 
Definition 2. A winning strategy for a bipartite game G = (X, Y, R) is a strategy 
according to which for eve~y x CA ) E X(A) and xCB) E XCB), Alice and Bob output 
y(A) E y(A) and y(B) E y(B) respectively such that (x(A) l X(B), y(A), y(B)) E R. 
Definition 3. We say that a bipartite game G exhibits pseudo-telepathy if bipartite 
measuremerits of an entangled quantum state can yield a winning strategy, whereas no 
classical strategy that does not in'JJolve communication is a winning strategy. 
The generalization to multi-party pseudo-telepathy to be taken is the natural one. 
For a complete survey on pseudo-telepathy, please see [12]. 
Definition 4. A non-local protocol is a purely classical protocol where the participants 
are not allowed communication but are allowed the use of NLBs. 
Definition 5. A protocol simulates the correlations of a pseudo-telepathy game if, in 
addition to yielding a winning strategy, the probabilities Pr(y(A), y(B) IX(A), X(B)) are 
identical to those of a quantum winning strategy. 
On the power of non-local boxes 
Anne Broadbent and André Allan Méthot 13 
2 Magic square game 
We saw in Section 1 that one use of a NLB can give the correlations of any bipartite 
measurement on 11/'-) without any communication. A natural question would be to 
ask whether it can give us more. In particular, are there correlations that can only 
be obtained by bipartite. measurements of an entangled state of more than a pair of 
quhits,' but that can be simulated with one use of a NLB? In this Section, we answer 
affirmatively by showing a pseudo-telepathy game, the magic square game [13], that 
requîres more than an entangled state of two qubits in the quantum winning strategy, 
yet only one use of a NLB suffices to yield a non-local winning strategy. We also give a 
non-local strategy that makes use of a single NLB and that simulates the magic square 
correlations. 
Definition 6. In the magic square game, Alice and Bob are given x(A) E {1, 2, 3} 
and X(B) E {1, 2, 3}, respectively. They produce 3 bits each, (ylA) , y~A), y~A») and 
(y (B) y(B) y(B») such that. l , 2 '3) . 
y~A) = yiA) ED y~A) 
y~B) = yiB) ED y~B) ED 1 
(A) _ (B) 
Yx(B) - Yx(A)' 
(4) 
Here, and in aIl future definitions of bipartite games, it is understood that 
(x(A), x(B), y(A), y(B») E R if and only if the given equations are satisfied. 
It is known that the magic square game is a pseudo-telepathy game: the best classical 
players can do is succeed on 8/9 of the possible inputs, whereas players with the shared 
entangled state 11/') = ~1001l) ~101l0) 411001) + ~11l00) (two maximally entangled 
pairs of qubits), where Alice has the first two qubits and Bob the last two qubits, have 
a quantum winning strategy [12]. 
It is useful here to mention that a magic square is a 3 x 3 matrix with binary entries 
such that the sum of each row is even and the sum of each column is odd. It is obvious 
that such a magic square does not exist, yet Alice and Bob's output bits (as defined 
in Equation 4) fit perfectly into a magic square: we place Alice's three output bits 
in the x(A)th row and Bob's three output bits in the x(B)th column. Using this sa~e 
construction, we can represent a player's strategy as a 3 x 3 binary matrix. 
Lemma 1. No quantum strategy can win the magic square game with probability one 
if the participants share only an entangled pair of qubits, 11/') = aIOO) + ,BIll). 
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Proof. The proof is straightforward from Brassard, Méthot and Tapp [14], where the 
authors show that there cannot exist a proto col that exhibits pseudo-telepathy where 
the quantum strategy makes use of a pair of entangled qubits. o 
Theorem 1. The magic square game can be won classically with probability one if the 
participants are allowed one bit of communication. 
0 1 1 0 1 1 0 1 1 0 1 1 
1 1 0 1 1 0 1 1 0 1 1 1 
0 1 1 0 1 0 0 1 1 0 1 1 
(a) Allee (b) Bob (e) Allee (d) Bob 
Figure 1: Two strategies: strategy 0 ((a) and (b)) and strategy 1 ((c) and (d)). 
Proof. Alice and Bob agree ahead of time on a two strategies, say 0 and 1. Strategy 0 
yields a correct answer for aIl inputs except when x(A) = x(B) = 3, and strategy 1 yields 
a correct answer when x(A) = x(B) = 3. Furthermore, strategies 0 and 1 can be chosen 
such that Alice's out cornes are identical for both strategies. We give an example of such 
strategies in Figure 1. Alice and Bob's final strategy is for Alice to send a single bit to 
Bob" indicating whether or not x(A) = 3. If x(A) =f:. 3, Bob acts according to strategy 0, 
otherwise he uses strategy 1. It is easy to check that with this strategy, Alice and Bob 
always win. 0 
Theorem 2. Classical players that are allowed one bit of communication can simulate 
the magic square correlations. 
Proof. Since, in the quantum strategy, Alice's and Bob's density matrices are totaIly 
mixed, the local outputs of their von Neumann measurements are uniformly distributed 
among aIl possible outputs respecting the conditions of Definition 6. 
Now in the classical protocol, Alice and Bob agree on strategies 0 and 1 as in the 
proof of Theorem 1, but they use shared randomness to choose the strategies uniformly 
at random among aIl strategies that fit the construction. With this strategy, Alice 
and Bob's outcomes are distributed uniformly at random among aIl possible winning 
outcomes. o 
Theorem 3. There exists a non-local winning strategy for the magic square game that 
makes use of a single NLB. 
Proof. Alice and Bob each have two strategies, say AO and Al for Alice and BQ and 
BI for Bob. Both of Alice's strategies respect the condition y~A) = yiA) EB y~A) and 
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Bob's y~B) = yfB) EB y~B)EB 1. Both pairs of strategies (AO, BO) and (Al, BI) yield a 
correct answer, y~1~) = y~fl), for aIl inputs except when x(A) = x(B) = 3. Additionally, 
strategies AO and BI, as weIl as Al and BO, are coordinated such that if Alice answers 
according to strategy Ai (i E 0, 1) and Bob according to strategy B j (j = i EB 1), then 
on inputs x(A) = x(B) = 3, we have that y~A) = y~B). Such strategies (AO, Al, BO and 
BI) are easy to find. 
Alice and Bob use a NLB to determine which strategy each player uses: they both 
input in the NLB whether x(A) = 3 or whether x(B) = 3. They then independently use 
the output of the NLB, z(A) and z(B) to determine the strategy to use (Az(A) for Alice, 
Bz(B) for Bob). 
Note that by virtue of the NLB, Alice and Bob will have z(A) = z(B) as long as 
XA i- 3 or XB i- 3. Strategies (AO, BO) and (Al, BI) will yield correct answers in 
this case. If, however, both x(A) =3 and x(B) = 3, then Alice and Bob will answer 
according to strategies (AO, BI) or (Al, BO). But these strategies are coordinated so 
that y~A) = y~B), so their answer is correct. 0 
Theorem 4. There exists a non-local protocol that simulates the magic square correla-
tions with a single use of a NLB. 
Proof. The proof is similar to the proof of Theorem 2: aIl that Alice and Bob must 
do in order to simulate the magic square correlations is apply the strategy given in the 
proof of Theorem 3, but with strategies AO, Al, BO and BI chosen among aIl possible 
such strategies according to the uniform distribution. Then Alice and Bob's outcomes 
are distributed uniformly at random and Definition 6 is satisfied. 0 
From Lemma 1 and Theorem 4, we get the following Corollary: 
Corollary 1. A NLB can simulate bipartite correlations that no entangled pair of 
qubits, 1'ljJ) = aIOO) + ,8111), cano 
3 Mermin-GHZ game 
In this Section, we add to the demonstration of the power of a NLB by showing that it 
can also simulate correlations found in a tripartite state. 
Definition 7. In the Mermin-GHZ game flS}, Alice, Bob and Charlie are each given 
a bit su ch that x(A) + x(B) + x(C) == 0 (mod 2) and they must produce a bit of output 
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each, y(A), y(B) and y(C), su ch that: 
(A) (B) CC) x(A) + X(B) + x(C) 
y ffiy ffiy = 2 
It is weIl known that this is a pseudo-telepathy game. In the quantum winning 
strategy, Alice, Bob and Charlie share a GHZ-state: ~IOOO) + 1111). 
Lemma 2. No quantumstrategy can win the Mermin-GHZ game with probability one 
if any two participants share only an entangled pair of qubits, 1'Ij!) = aIOO) + ,8111). 
Proof. As in the proof of Lemma 1, the result follows from [14]. o 
Theorem 5. The Mermin-GHZ game can be won classically with probability one if the 
participants are allowed one bit of communication. 
Proof. The classical strategy that' uses a bit of communication is the following: Bob and 
Charlie output y(B) b, y(C) = c respectively where band c are arbitrary bits known 
to aIl participants. Bob sends x CB ) to Alice, who computes y = X(A) V x CB) and outputs 
yCA) b c y. It is easy to check that this strategy works. .:::J 
Theorem 6. The Mermin-GHZ correlations can be simulated by classical participants 
using a single bit of communication. 
Proof. First, note that the quantum winning strategy (as given in [12], for instance) 
is such that the outcomes of the players are uniformly distributed among aH out cornes 
satisfying Definition 7. Now, Alice and Bob can used shared randomness to select 
uniformly at random among aIl strategies that succeed in the proof of Theorem 5. This 
gives a simulation of the Mermin-GHZ correlations. 0 
Theorem 7. The Mermin-GHZ game can be won with probability one if the participants 
are allowed one use of a NLB. 
Proof. Once again, we will use the NLB in our construction to replace the communica-
tion in the proto col of Theorem 5. First, we note the relationship between the logical 
OR and the logical AND: 
The strategy is then simple. Alice and Bob fiip their inputs and feed them into a shared . 
NLB which returns y(A) and y(B) such that 
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Since xCA) + x CB) + x(C) a (mod 2), 
EBl. 
If Charlie outputs y(C) 1, the proto col satisfies Definition 7. o 
Theorem 8. There is a non-local protocol that simulates the lvlermin-GHZ correlations 
with a single use of a NLB. 
Praof. As in the proof of Theorem 6, we can randomize the proof of Theorem 7 so that 
the outcomes of Alice, Bob and Charlie are uniformly distributed among aIl outcomes 
that satisfy Definition 7. AIl we need to add is a random bit shared between the 
participants telling whether or not Bob and Charlie should both flip their outputs or 
~. 0 
From Lemma 2 and Theorem 8, we get the following Corollary: 
Corollary 2. A NLB can simulate tripartite correlations that no entangled pair of 
qubits, 1'ljI) = alaa) + /3111), cano 
4 Non-local box pseudo-telepathy 
We have seen in Sections 2 and 3 that a single use of a NLB can simulate quantum 
correlations that are st ronger than those obtained by bipartite measurements of a max-
imaIly entangled pair of qubits. Can a NLB do more? In this Section, we discuss the 
known result that a NLB can indeed yield correlations that cannot be reproduced by 
quantum mechanics by showing a NLB pseudo-telepathy game that can be won with 
probability one with a single use of a NLB while no quantum protocol cano 
Definition 8. We say that a bipartite game exhibits non-local box pseudo-telepathy if 
there exists a non-local winning strategy, while no winning strategy based on the laws of 
quantum mechanics exists. 
Lemma 3. A single NLB is sufficient to yield a proto col for a NLB pseudo-telepathy 
game. 
The game in which we are interested is what the NLB is defined to do. It is clear 
from the definition of the NLB that, using a such a device, Alice and Bob can produce 
outputs such that the X 0 R of their outputs is equal to the AND of their inputs. When 
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Popescu and Rohrlich proposed the NLB, it was already known, although not expressed 
in these terms, that it could yield NLB pseudo-telepathy. 
In fa ct , in 1980, Tsirelson [5] showed that quantum mechanics could not yield a 
value greater than 2V2 in Equation 2 while, by definition, the NLB has the algebraic 
maximum value of 4. Cleve, H0yer, Toner and Watrous [6] generalized Tsirelson's result 
to show that there cannot be a bipartite game with binary outputs that cannot be won 
classically with probability one while a quantum proto col could. Sin ce the CHSH game 
cannot be won classically with probability greater than 3/4, then no quantum strategy 
can win with probability 1. More recently, van Dam [7, 8] and others [9], also showed 
that no quantum strategy can win the CHSH game with probability equal to unit y by 
taking an altogether different approach. They showed how we can use NLBs [7, 8], or 
even faulty NLBs [9], to reduce all of communication complexity for decision problems to 
a single bit. Since we know thatquantum communication complexity is not trivial [16], 
no quantum simulation of the NLB can exist. 
5 Limits on the power of the non-local box 
In previous Sections, we have shown the amazing power of a single NLB. We have 
demonstrated quantum correlations that cannot be generated by an entangled pair 
- . 
of qubits but still can be simulated with only one NLB. Do all quantum correlations 
collapse to a single use of a NLB? The answer is no. In [17], it is shown that one use of 
a NLB is not sufficient to simulate non-maximally entangled states of two qubits. Here, 
we will also prove that there exist pseudo-telepathic correlations (whose simulation 
cannot require more resources than the simulation of general measurements on the 
quantum state used in the quantum winning strategy) that cannot be simulated with 
a single NLB. We will first show that in a multi-party setting, there exist pseudo-
telepathic correlation that require more than one use of a NLB to simulate. We then 
use the distributed Deutsch-Jozsa game to show that sorne bipartite pseudo-telepathic 
correlations also require more than one use of a NLB to simulate. As a consequence, 
we will prove that maximally entangled bipartite states and NLBs are truly different 
resources. 
Definition 9. The multi-party Mermin-GHZ game (18] 19; is defined as follows. Each 
player i E {I, ... , n} (n 2:: 3) is given a bit x(i) such that L:i x(i) = 0 (mod 2). Each 
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player must produce a bit y(i) of output such that: 
Theorem 9. (;) E O(n2 ) NLBs are sufficient for the simulation of the multi-party 
Mermin-GHZ correlations. 
Proof. Each player shares a NLB with every other player (there are therefore (;) NLBs). 
Upon receiving his input X(i), player i feeds X(i) into each of his shared NLBs. Let y(i,j) 
be the output of the NLB shared with player j. Player i then computes the parity of 
aIl such y(i,j): let y(i) = 2:#i y(i,j) (mod 2). This is player i's output. 
To show that this strategy works, note that 
Ly(i) = L Ly(i,j) (mod 2), 
i #i 
and furthermore, \fi, j where i =1= j 
(mod 2) == {
a, 
1, 
X(i) 1\ x(j) = ° 
X(i) 1\ x(j) = 1 
Therefore, if 2..:i X(i) = 4k for sorne non-negative integer k, (and so e:\x(i») == ° 
(mod 2)), then 2..:i y(i) == (~k) == ° (mod 2). And if 2..:i X(i) = 4k + 2 for sorne non-
negative integer k, (and therefore, e:\x(i») == 1 (mod 2)), then 2..:iy(i) = (4ki 2) == 1 
(mod 2). 0 
Theorem 10. Any simulation of the multi-party Mermin-GHZ correlations for n ~ 4 
players requires more than a single use of a NLB. 
Proof. Consider the case where n = 4. Without loss of generality, suppose that players 
1 and 2 share a NLB. Let us assume furthermore that players 1 and 2 are allowed 
unlimited communication with each other. We will show that even under this stronger 
assumption, there is no winning strategy for the multi-party Mermin-GHZ game .. It 
follows that the four players cannot simulate the multi-party Mermin-GHZ correlations 
with a single NLB. 
Let us consider a subset of the possible inputs: l = {(0,0,0,0),(0,0,1,1), 
(0,1,0,1), (0, 1, 1, O)}. If we consider players 1 and 2 as a single entity, we get, af-
ter relabelling, a new set of inputs: {(a, 0, 0), (0,1,1), (1,0,1), (1, 1, O)}. This is the 
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Mermin-GHZ game (Definition 7). Since a winriing strategy for the set l of inputs 
leads to a dassical winning strategy for the Mermin-GHZ game, which is impossible, 
this contradiction proves our daim. 
The result extends easily to the case of n > 4: even if we aUow communication 
between the first n - 2 players, we can find a subset of inputs (as above) where the 
players need to be able to win the Mermin-GHZ game in order to win this game. D 
Theorem 11. O(n) NLBs are necessary in a non-local winning strategy for the multi-
party Mermin-GHZ game. 
Proof. As we saw in the proof of Theorem 10, there cannot be two players, or more, 
that are not linked with at least one other player through a NLB. So in order for at 
least n - 1 players to be linked with another player, we need ln/2 - 1J + 1 E O(n) 
NLBs. D 
We now turn to a bipartite scenario and show that there exist bipartite quantum 
correlations that require more than one use of a NLB to simulate. 
Definition 10. In the distributed Deutsch-Jozsa game (20)) Alice and Bob are given 
2n -bit strings x(A) and x(B) respectively such that 
(5) 
where .6.(x(A) , x(B») is the Hamming distance between two strings (Equation 5 states 
that either the two strings are the same or they differ in exactly half the bit positions). 
Then the players must output n-bit strings of y(A) and y(B») respectively such that: 
(6) 
We know that for aU n 2: 4, the above game is a pseudo-telepathy game [21], 
and the quantum state used for the quantum winning strategy is ~ L~:~l Ij) 1)) [20]. 
Furthermore, we have the foUowing lemma from [20]: 
Lemma 4. A dassical winning strategy for the distributed Deutsch-Jozsa game requires 
0(2n ) bits of communication. 
Theorem 12. No classical winning strategy for the distributed Deutsch-Jozsa game 
with less than 0(2n ) uses of a NLB exists. 
Proof. Suppose we had a winning strategy for the distributed Deutsch-Jozsa game with 
less than 0(271 ) NLBs. Sinee we can simulate a NLB with one bit of communication 
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[22], we could use communication to transform the winning strategy that uses NLBs 
into a winning strategy with less than n(2n ) bits of communication (and no NLBs). 
Such a strategy would contradict Lemma 4. 
When considered as a resource, entanglement is usually quantified by the number of 
maximally entangled bipartite states of two qubits, (100) + 111) )/v'2. In [17L Brunner, 
Gisin and Scarani showed that there exist bipartite entangled states of two qubits that 
cannot be simulated with a single use of a NLB. Since a single use of a NLB can 
simulate a maximally entangled bipartite state of two qubits [11], the authors conclude 
that "entanglement and non-Iocality are different resources". vVe concur that according 
to their measure there is an anomaly which also occurs in many other measures of non-
locality [17]. However, when concerned with how many resources we need to perform a 
certain computational task, we quantify resources in an asymptotic fashion. The result 
of [17] is not asymptotic: it does not rule out a world in which en NLBs, for sorne 
constant c, are sufficient to simulate n bipartite entangled states. In such a world, 
NLBs would still be considered strictly stronger than entanglement, for when speaking 
of computational resources., multiplicative constants do not matter. Our results have the 
advantage of proving an asymptotic gap between the two resources: we have shown that 
there exist correlations whose simulation requires an exponential amount of NLB uses 
(in the number of maximally entangled two qubit bipartite states). Furthermore, the 
existence of NLB pseudo-telepathy games confirms that non-Iocality and entanglement 
are different and incomparable resources. 
Our result shows that the simulation of n pairs of maximally entangled qubits re-
quires n(2n ) NLB uses. At first sight, this may seem to contradict the fact that a 
single NLB use is sufficient for the simulation of a single pair of maximally entangled 
qubits. This apparent contradiction is explained by the fact that, thanks to entangle-
ment, the simulation of n bipartite maximally entangled qubit pairs cannot, in general, 
be expressed as n independent simulations of separate systems of two qubits. 
We finish this section by showing that the lower bound of Theorem 12 is tight. 
Theorem 13. There is a non-local winning strategy for the distributed Deutsch-Jozsa 
game with O(2n ) NLB uses. 
Before turning to the pro of, first note that if the task were for the players to outputs 
any string y(A) and yCB) respectively, such that [yCA) = y(B)j {::} [x CA ) x(B)], then Alice 
and Bob could simply use x(A) and x CB) as outputs and the condition is satisfied. The 
difficulty for Alice and Bob in the distributed Deutsch-Jozsa game is to output strings 
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that are exponentially shorter than their inputs. In the following non-local winning 
strategy, Alice and Bob will use NLBs to achieve this shorter input. 
Second, note that if Alice and Bob have two bits, al, a2 and bl , b2 respectively, then, 
making use of two NLBs, they can compute bits a for Alice and b for Bob such that 
aœb = J(al' a2, bl , b2) (al œbl ) 1\ (a2 œ~). This observation follows from the fact that 
J(a1 1 a2, bl, b2) ala2 œ bl b2 œ a l b2 œ a2b1 , where the first two terms can be computed 
locally, while the last two require one use of a NLB each; Alice computes Al = al a2 
and Bob BI bl b2 , Alice inputs al into a first NLB while Bob inputs b21 they get A 2 
and B2 respectively and Alice inputs a2 into a second NLB while Bob inputs bl from 
which they get A3 and B3' With a = Al œ A2 œ A3 and b BI œ B 2 œ B3, we clearly 
have a b (al bl ) 1\ (a2 œ b2). We caIl such operation the distributed computation 
of the function J, which is analogous to computing the AND of two distributed bits, 
al œ bl and a2 b2. The idea of using NLBs to replace communication in distributed 
computations is due Richard Cleve [23] and Wim van Dam [7, 8], who independently 
demonstrated that their use allows any distributed Boolean function to be evaluated 
using a single bit of communication. 
Proof. First, Alice flips aH her input bits. We'll call the resulting string x(A). Using 
this new input, Alice and Bob execute a series of rounds. Each round i has the fol-
lowing property: at the beginning of the round, Alice has the string a(i) E {O,lpn-i 
and Bob b(i) E {O, 1 pn-i such that either the diametric (b..( a(i), b(i») = 2n-i) or the 
disparity (b..(a(i) , b(i») < 2n-i) condition holds. At the end of the round, Alice has the 
string a(i+1) E {O, 1 pn-i-l and Bob b(i+l) E {a, 1 }2n - i - 1 and the condition, diametric or 
disparity, is unchanged. 
To execute round i, the players perform a sequence of 2n - i - 1 distributed computa-
tions of the function J: for each integer j E {a, ... 2 n - i - I }, let a;i+l) and b;i+l) be the 
result of the distributed computation of J( a~1, a~1+1' b~1, b~1+1)' The final strings for 
Alice and Bob at the end of round i are a(i+1) and b(i+1) , respectively. 
It is easy to see that by virtue of the function J, if the diametric condition holds at 
the beginning of the round, then it still holds at the end of the round; the same is true 
for the disparity condition. 
Alice and Bob start round a each with a 2n -bit string, a(O) = x(A) and b(O) x(B). 
They repeat many rounds until they each have an n-bit string (they can pad their 
outputs with diametric bit strings after the last round if necessary), therefore performing 
n llg n J rounds, for a total of 2(L~:ollgnJ-l 2n-i-l) = 2n+l - 2LlgnJ+l E O(2n ) NLBs. 
At the end of the sequence of rounds, Alice fiips the bits that she has calculated. The 
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resulting strings are y(A) for Alice and y(B) for Bob and from the diametric or disparity 
condition, it is easy to see that [y(A) = y(B)j {:::? [x(A) = x(B)]. 0 
6 A new game 
We now attempt to answer the question: what is the generalization of the NLB to a 
\ 
multi-party scenario? In [11], it is shown that a natural extension of the NLB allows 
for instantaneous signaling. Here, we give a different extension: we give a new NLB 
pseudo-telepathy game and propose a generalization of the NLB based on this new 
game. 
Definition 11. In this game, participant i E {1, .. . n} (n 2: 2) is given a bit of input, 
X(i). The participants must each output a bit y(i) such that: 
n (1) (2) (n) {1 if 6. (x(1) X(2) ... x(n») > Ln/2J (mod 2) = BMAJ(x ,x , ... ,X ) = 
o otherwise 
where BM AJ is simply the majority biased towards 0, and 6.(x(l) x(2) ... x(n») is the 
Hamming weight of a bit string. 
Theorem 14. There is no classical winning strategy for the game of Definition Il. 
Proof. For the case where n 2, this is exactly the task that a NLB accomplishes. We 
know that no classical strategy can succeed with probability 1. Now, for n > 3, we pick 
a subset S of possible inputs for which, even allowing communication between an but 
two players yields a situation where no classical strategy can succeed with probability 
1: S is the set of questions where the first l n 22 J players have input 0, the next rn 221 
players have input 1 and the remaining two players have inputs 0 or 1. Note that even 
by allowing all players except the last two to communicate, we still get that no classical 
strategy can succeed at this game, for a strategy to win this game entails the existence 
of a strategy to win the CHSH game described in Section 4. 
Theorem 15. There is no quantum winning strategy for the game of Definition Il. 
Proof. For the case where n = 2, this is exactly the task that a NLB accomplishes. We 
know that no quantum strategy can succeed with probability 1. Now, for n 2: 3, as in 
the praof of Theorem 14, we pick subset S of possible inputs for which, even allowing 
communication between all but two players yields a situation where no quantum strategy 
can"succeed with probability 1. D 
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Theorem 16. n( n) NLBs 'are necessary in a non-local winning strategy for the game 
of Definition 11. 
Proof. As we saw in the pro of of Theorem 15, there cannat be two players, or more, 
that are not linked with at least one other player through a NLB. Sa in arder for at 
least n - 1 players ta be linked with another player, we need Ln /2 - 1 j + 1 E n( n) 
NLBs. 0 
Theorem 17. There is a non-local winning strategy for the game given in Definition 11 
with O(n32n ) NLB uses. 
The following scenario is relevant to the proof of Theorem 17; it is a generalization 
of the distributed computation of the function f that we presented in the proof of 
Theorem 13. Consider n participants. A bit Xk is a called a distributed bit if each 
participant i has a bit x~i) such that Xk œ~=l X~i). We will see how we can compute a 
distributed Boolean function on distributed bits with the help of NLBs. First of all, if 
any player i has a bit x(i» then a distributed bit Xk can be initialized to the value xCi) 
by letting x~i) = XCi) and x~) 0 for aU j i. Next, it easy to see that the negation 
of a distributed bit, say Xk can be computed by requiring that a single player flip his 
bit. FinaIly, the distributed AND of two distributed bits, Xk and Xe, can be computed 
using NLBs thanks to the following observation: 
(n») A ( (1) X k Xe (2) Xe (n») ..• EB Xe 
(7) 
To calculate the distributed X m = Xk A xe, each participant performs a certain number 
of calculations, each yielding a single bit. Each participant's final bit, x~ is the parity 
of the sum of aIl his calculated bits. Now, the n conjunctions on the second-to-Iast row 
of Equation 7 can be computed locally by each participant and each of the n( n - 1) 
conjunctions in the last row can be computed with a single NLB. This shows how to 
calculate the distributed Xk A xe. We are now ready to turn to the proof of Theorem 17. 
Proof. To compute the distributed BM Al, the players simply need to output bits where 
the total parity of their output satisfies: 
I: y(i) (mod 2) =(x(l) A X(2) A ... A x(ln/2J+l») V (X(l) A x(3) A· .. A x<ln/2J ) V ... 
V (xCLn/2J) A x(ln/2J+l) A ... A x(n»). 
(8) 
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The above Boolean formula cornes from the simple observation that BM AJ == 1 if 
and only ifthere is a ln/2J + 1-subsetof {X(1),X(2), ... ,x(n)}, with each element in the 
subset having value 1. In Equation 8, we consider an such (ln/;J+1) possible subsets. 
Furthermore, Equation 8 can be translated into a series of negations and AND gates 
(using de Morgan's Law). We wish to ca1culate the total number of AND gates: we 
have ln/2J AND gates for each of the (ln/;J+l) conjunctions as weIl as (ln/;J+J - 1 
AN D gates for the disjunctions (since an OR gate can be computed with a single AN D 
gate and negations). The total number of AND gates is therefore (ln/2J)(ln/;J+1) + 
(n/;J+l) - 1 E O(n2n ). 
To evaluate Equation 8 in a distributed way, the participants simply initialize a 
sequence of distributed bits and perform a sequence of distributed AND calculations 
(as described above the present proof and according to Equation 8) . Since our protocol 
computes O(n2n ) distributed ANDs, using O(n2 ) NLBs each, the protocol uses a total 
of O(n32n ) NLBs. 0 
We think that this new game should be taken to be the generalization of the NLB 
to a multi-party NLB. The reasons are multiple. 
1. This generalization yields exactly the NLB in a bipartite scenario. 
2. In the tripartite scenario, this new NLB simulates directly the Mermin-GHZ game 
3. It does not allow faster than light communication. 
4. The box is simple and elegant. 
5. We have shown in Theorem 15 that this multi-party NLB exhibits NLB pseudo-
telepathy for every n 2:: 2. 
6. We think that this multi-party NLB exhibits correlations that require a large 
amount of bipartite NLB uses to simulate. 
7 Conclusions 
In the present text, we have made progress towards characterizing the remarkable power 
of the NLB. A single NLB can simulate correlations that no entangled pair of qubits 
can: in the bipartite scenario (Theorem 4), and in the multi-party scenario (Theorem 8). 
In Section 4, we also showed that the NLB can exhibit correlations that cannot be 
reproduced by quantum mechanics and defined NLB pseudo-telepathy (Definition 8). 
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Finally we showed in Theorems 10 and 12 that a single NLB cannot reproduce aU 
correlations of quantum mechanics and we proposed in Definition Il a generalization of 
the NLB to the multi-party scenario which has a lot of desirable properties. By showing 
that the simulation of some quantum correlations requires an exponential amount of 
NLBs in the number of shared entangled qubit pairs (see Theorem 12), and from the fact 
that NLB pseudo-telepathy exists, we have demonstrated that NLBs and entanglement 
are different, incomparable resources. The fact that there are correlations that can be 
generated from NLBs and that cannot come from any entangled state (see Sections 4 
and 6) further supports this conclusion. A single NLB can generate correlations that are 
stronger than those that can be provided by quantum mechanics and yet we still require 
an exponential amount of NLBs for the simulation of certain quantum correlations; in 
our opinion, this is due to the fact that NLBs are inherently classical and, as such, 
cannot be entangled with one another. 
The very attentive reader might have noticed a connection between Theorem 1 and 
Theorem 4, between Theorem 5 and Theorem 8, and between Lemma 4 and Theorem 12: 
we have transformed classical strategies with n bits of communication into protocols 
with n uses of a NLB. Can we always make this substitution? It is of course not the 
case, for example in communication complexity, but if we just want to simulate quantum 
correlations, signaling might not be necessary. After aIl, entanglement alone cannot be 
used to signal. A partial answer can be found in [17], in which the authors proved 
that there exist correlations that can be generated from a single bit of communication, 
constrained to not signal information on the input, which cannot be simulated with a 
NLB. Even though we cannot have a one-to-one equivalence, can the NLB paradigm, 
without consideration to the number of NLBs, replace communication that does not 
signal? The answer might not be easy to find. Degorre, Laplante and Roland have 
recently built on the work of Méthot [24] and Cerf, Gisin, Massar and Popescu [11] to 
create a simulation of a maximally entangled pair of qubits for any POVM using on 
average 2 NLBs and 4 bits of communication [25]. In this construction, it might not be 
easy to get rid of the communication since every simulation of quantum entanglement 
known to the authors that takes POVMs into account are founded on a test principle [24, 
26, 27]: Bob receives some information from Alice and tells her if it is satisfactory with 
what he has, if not they st art over. In order for Alice to know when to start over, Bob 
must signal so to Alice. It is not clear if or how we can get out of this test paradigm. 
Of course, simulations of other pseudo-telepathy games need to be done before we 
can claim to understand fully the NLB. In particular, an open question of interest, 
and in relation to the discussion in the previous paragraph, is whether any pseudo-
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telepathy game can be simulated with NLBs. We would also like to see a non-trivial 
lower bound for the number of NLBs required to simulate the generalization to the 
multi-party setting put forward here and for the multi-party Mermin-GHZ game. 
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Abstract 
We study bipartite games that arise in the context of nonlocality with the 
help of graph theory. Our main results are alternate proofs that deciding 
w hether a no-communication classical winning strategy exists for certain games 
(called forbidden-edge and covering games) is NP-complete, while the prob-
lem of deciding if these games admit a non-signalling winning strategy is in P. 
We discuss relations between quantum winning strategies and orthogonality 
graphs. We also show that every pseudo-telepathy game yields both a proof 
of the Bell-Kochen-Specker theorem and an instance of a two-prover interactive 
proof system that is classically sound, but that becomes unsound when proyers 
use shared entanglement. 
Keywords: Game Theory, Graph Theory, Nonlocality, Bell Theorems, 
Interactive Proof Systems 
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1 Introd uction 
There exist particular measurement scenarios on entangled partic1es that cannot be 
simulated within a gedanken world in which the particles have predefined outcomes to 
any measurement [5]. This phenomenon is nowadays called nonlocality. Theoretical 
proofs of this fact are usually set up in the following paradigm: the entangled particles 
(we shaH restrict ourselves to the case of two particles since it is the most studied 
case and the subject of this paper) are measured according to a measurement chosen 
from a given set of measurements. The measurements are timed in such a way that it 
is impossible for either particle to send a signal that would influence the measurement 
outcome on the other. The probability distribution of the joint outcomes is then studied. 
The purpose is to show that no local realistic theory can reproduce this distribution. 
Bipartite games are of particular interest in the study of quantum nonlocality. 
We view the particles as players, the measurements as questions and the outcomes 
as answers. A proof of nonlocality is then nothing more than showing that quantum 
players-players that have access to quantum information-can fare better than classi-
cal players, who do not have access to this resource. 
Recently, the community has studied the amount of resources one needs to give to 
classical players in order to have them on par with quantum players [10, 15, 21, 34, 39, 
45]. The purpose is to help characterize the power of entanglement. This Hne of thinking 
has led to many interesting results, such as "if quantum mechanics were too nonlocal, 
communication complexity would collapse to a single bit for any distributed Boolean 
function" [9, 19] and "entanglement and nonlocality are incomparable resources" [12]. 
However, the general question of whether a given quantum probability distribution can 
be simulated by classical means in different scenarios remains open. 
In this paper, we introduce a novel approach to the study of nonlocality: graph 
theory. Thanks to our new general framework for bipartite games, we give new solutions 
to known results and also provide sorne new contributions. Our work paves the way for 
future research in this general direction. Previous connections between graph theory 
and nonlocality were established in [14, 24]. 
We investigate bipartite games and study the cases in which the participants are 
allowed 1) two-way communication, 2) one-way communication, 3) just local resources, 
4) non-signalling resources, or 5) quantum resources. vVe also establish links between 
these games and the Bell-Kochen-Specker theorem [6, 30], as weIl as with interactive 
proof systems [3, 25]. 
In particular, we give alternate proofs that deciding whether agame is winnable by 
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non-communicating classical players is NP-complete and deciding whether agame is 
winnable by players who share non-signalling resources is in P. The first result was 
originally established by Uriel Feige and Laszl6 Lovasz [20] and the second by Daniel 
Preda [43] and Ben Toner [44]. 
In Section 2, we formalize what we mean by bipartite games and introduce the 
graph-theoretic paradigm. We then study the different types of resources one can give 
the players in Section 3. The links with the Bell-Kochen-Specker theorem and with 
interactive proof systems are covered in Sections 4 and 5, respectively. 
2 Bipartite Games 
A bipartite game G = (X, Y, W) is a set of inputs X = X A X XB, a set of outputs 
y = YA X YB and a relation W ç X x Y. The relation W is called the winning condi-
tion. We explain how such agame is played in Section 2.1. Given a bipartite game G, we 
represent it as a bipartite graph CG = (V, E) with A = X A X YA and B = X B X YB be-
ing the classes of the bipartition, meaning that V is the disjoint union of A and B. There 
is an edge between XAYA E A and XBYB E B if and only if ((XA, XB), (YA, YB)) E W. 
To distinguish vertices coming from class A from those coming from class B, such an 
edge will be denoted (XAYA, XBYB) even though, formally, edges in these graphs are 
undirected. We now illustrate our graph-theoretic representation for bipartite games 
with two examples. 
Example 2.1. Game G 1 is given by (X, Y, W) where X A = X B = YA = YB = {0,1} 
with 
The corresponding graph, CGll is given in Figure 1. Note that in order to emphasize the 
structure of the graph in relation to the game, we have labelled the vertices according to 
the form XA I---t YA and XB I---t YB. Similarly, edges such as (XAYA, XBYB) are sometimes 
denoted (XA I---t YA, XB I---t YB)' We shall refer to game G 1 in Section 3.5, as it is closely 
related to the nonlocal box [37], inspired by the CHSH game [13, 17]. 
Example 2.2. Game G 2 is given by (X, Y, W) where X A = X B = YA = YB = {0,1} 
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o I---t 0 ._---. 0 I---t 0 
o I---t 1 .--*--. 0 I---t 1 
1 I---t 0 1 I---t 0 
1 I---t 1 1 I---t 1 
Figure 1: Graph GGI corresponding to 
the Popescu-Rohrlich nonlocal box. 
with the following edges: 
01---t0 
1 I---t 1 F--------". 1 I---t 1 
Figure 2: Graph GG2 corresponding to 
Hardy's game. 
(0 I---t 0,0 I---t 1), (0 I---t 0, 11---t 0), (0 I---t 0, 11---t 1), (0 I---t 1,0 I---t 0), (0 I---t 1,0 I---t 1), 
(0 I---t 1,1 I---t 0), (1 I---t 0,0 I---t 0), (1 I---t 0,0 I---t 1), (1 I---t 0,1 I---t 0), (1 I---t 0,1 I---t 1), 
(11---t 1,0 I---t 0), (11---t 1, 11---t 0), (11---t 1, 11---t 1). 
The corresponding graph, GG2' is given in Figure 2. The game G2 is closely linked to 
Hardy's game [27], which we shall discuss in Section 3.5. 
Given a bipartite game Gand its corresponding graph GG, there is a natural partition 
of each class A and B of the bipartition, which is induced by fixing an element of 
either X A or X B . We refer to these as Alice 's natural partition (or the natural partition 
of A), 
,and B ob's natural partition (or the natural partition of B), 
PB = {{XB I---t YB 1 YB E YB} 1 XB E X B}. 
For instance, the game of Example 2.1 (Figure 1) has PA containing vertices in class A: 
PA = {{O I---t 0,0 I---t 1}, {1 I---t 0,1 I---t 1}} and PB containing vertices in class B: 
PB = {{ 0 I---t 0,0 I---t 1}, {1 I---t 0, 1 I---t 1}}. (Note: Despite appearances, PA and PB are 
distinct in this example because the set V of vertices is the disjoint union of classes A 
and B.) 
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2.1 Bipartite games as cooperative games 
We study bipartite games as cooperative games in two scenarios: the forbidden-edge 
games and the covering games. In each round of game G, Alice and Bob are individually 
presented with a question, XA E X A for Alice and XB E X B for Bob. They must pro duce 
an answer chosen in YA E Y A for Alice and YB E YB for Bob. Alice and Bob win this 
round of G if and only if (XA 1--+ YA, XB 1--+ YB) E E (in which case we say that this. edge 
is covered). Whether or not Alice and Bob have a winning strategy for agame depends 
on the type of game they are playing. 
Definition 2.3. In a forbidden-edge game, a winning strategy for Alice and Bob is such 
that they win each round. 
The case of a covering game is more complicated: to each covering game G, we 
associate a probability p(G), which, intuitively, is used to formalize the fact that each 
possible answer must be given, in turn, with probability at least p(G). 
Definition 2.4. In a covering game, a winning strategy for Alice and Bob is such that 
they win each round. Furthermore, for any fixed round, each allowable edge is covered 
with probability at least p(G). 
Players are allowed resources: III all cases, at the onset of the game, they can 
discuss a common strategy and flip an unlimited number of coins. If these are the 
only allowed resources, we say that the strategy is classical. In sorne cases, we also 
allow the players to establish shared quantum entanglement. During the execution of 
the game, we may also allow communication or the use of non-signalling probability 
distributions. A forbidden-edge game is called a pseudo-telepathy game if Alice and 
Bob have a winning strategy using shared entanglement, yet no such classical strategy 
exists, while a covering game with the same features is called a Bell theorem without 
inequalities (BTWI), a term coined in [26]. For a discussion on the differences between 
these types of games, see [35]. 
Bell's theorem [5], which Henry Stapp designated "the most profound discoveries of 
science" [42], states that quantum mechanics is not a local realistic theory. There is a 
direct connection between Bell's theorem, pseudo-telepathy and BTWI due to the fact 
that any such game is a proof of Bell's theorem. This is easily seen by the fact that 
Alice and Bob (who are unable to communicate, thus are restricted to act in a local 
realistic world to anyone who doesn't believe in quantum mechanics) have a quantum 
winning strategy, yet they do not have a classical winning strategy. 
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In the next section, we study winning strategies according to the available shared re-
sources. We then make connections between pseudo-telepathy games, the Bell-Kochen-
Specker theorem (Section 4) and multi-prover interactive proofs (Section 5). 
3 Bipartite games and resources 
In this section, we give necessary and sufficient conditions for forbidden-edge 8..<; weIl 
as covering games to exhibit a winning strategy depending on the available resources. 
We also give a necessary and sufficient condition for agame to exhibit a winning strategy, 
regardless of the resources available to Alice and Bob. We start with the latter. 
3.1 Winnable games 
A certain class of bipartite games is rather uninteresting for our purposes; these are the 
games that do not have a winning strategy, no matter the resources that Alice and Bob 
share (even with unlimited communication). Intuitively, a forbidden-edge game or a 
covering-game has a winning strategy (with unlimited resources) if and only if there is 
a way to win each round (and also, for a covering game, each possible answer must be 
given with a minimum probability). Agame that has a winning strategy with unlimited 
resources is called winnable. 
Theorem 3.1. Let G be a bipartite game (either a forbidden-edge game or a covering 
game) with bipartite graph CG = (V, E), whose classes are A and B, and let PA be 
the natural partition of A and PB be the natural partition of B. Then G is winnable 
if and only if each subgraph induced by an element of PA and an element of PB has at 
least one edge. In addition, in the case of a covering game, the number of edges in the 
induced subgraph must be at most l/p(G). 
Proof If G is a forbidden-edge game, then it is winnable if and only if Alice and Bob 
(who have access to unlimited resources) can win every round. But this is possible if 
and only if there is at least one answer for each possible question that causes Alice and 
Bob to win. This is what is formally stated in the lemma. If G is a covering game, 
then in each round, each allowable edge must be covered with probability at least p(G), 
which is possible if and only if there are at most l/p(G) edges to coyer. 
Theorem 3.2. The problem of deciding if agame (forbidden-edge or covering) is 
winnable is in P. 
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Praaf. As stated in Theorem 3.1, it suffices to count the number of edges in each 
bipartite graph induced by a pair of elements, one in PA and one in PB. This can be 
done in a time in O(n3 ), where n is the number of vertices. o 
3.2 Two-way communication 
The first resource that one probably thinks of is communication. What type of game can 
players win if they are allowed to communicate? If two-way communication is allowed, 
the results are simple. 
Theorem 3.3. Let Gr be a bipartite game (éther a forbidden-edge game or a covering 
game) with bipartite graph Gc = (V, E), whose classes are A and E, and let PA be the 
natural partition of A and PB be the natural partition of E. Then Gr is winnable with 
two-way communication if and only if it is a winnable game. 
Praof. The strategy for a winnable game is easy. Alice and Bob discuss which questions 
they receive and jointly decide which edge they want to coyer. The other direction of the 
proof is even simpler. If agame is not winnable, then it is of course not winnable with 
two-way communication, since winnable has been defined independently of resources. 
o 
Corollary 3.4. The problem of deciding if agame (forbidden-edge or covering) is 
winnable with two--way communication is in P. 
3.3 One-way communication 
A more interesting scenario is to allow communication, but to restrict it to being one-
way only. 
Theorem 3.5. Let Gr be a forbidden-edge game with bipartite' graph Gc = (V, E) 
whose classes are A and E, and let PA be the natural partition of A and PB be the 
natural partition of E. Then Gr is winnable with one-way communication from Alice 
to Bob (the case of one-way communication from Bob to Alice is similar) if and only 
if the following is possible: for each element of PA, there exists a vertex v E PA and 
a subset S of E containing exactly one element of each element of such that the 
subgraph induced by {v} U S is a complete bipartite graph. (Said otherwise, there is 
an edge (v, w) E E for each w ES.) 
Proof. The strategy is simple: Alice tells Bob which question she received and which 
answer she gave (the answer corresponding to v in our case). Bob can then always 
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choose an allowed output (the answer corresponding to the appropriate element of 8 in 
our case), since Alice's choice was made for precisely that. To complete the proof, one 
only has to realize that if no su ch construction exists, then Alice's answer must depend 
on Bob's question, which makes a one-way communication scheme from Alice to Bob 
impossible. D 
Theorem 3.6. Let G be a covering bipartite game with bipartite graph CG = (V, E), 
whose classes are A and B, and let PA be the natural partition of A and PB be the 
natural partition of B. Then G is winnable with one-way communication if and only 
if it is winnable as a forbidden-edge game, aIl edges of CG are covered by at least one 
induced bipartite graph as in Theorem 3.5, and every induced subgraph given by an 
element of PA and an element of PB has at most l/p(G) edges. 
Prao! Alice just chooses at random amongst the vertices of her partition that have 
degree at least 1 and tells Bob which one she has chosen. Bob then one adjacent 
vertex at random. This strategy spans the whole graph and ensures that each edge 
is covered with probability at least p(G). If a vertex on Alice's side doesn't have the 
requirements stated in the Theorem, she cannot select it since Bob could receive a 
question that would put him in an unconnected (to Alice's vertex) partition. 
Theorem 3.7. The problem of deciding if agame (forbidden-edge or covering) is 
winnable with one-way communication is in P. 
Prao! As stated in Theorems 3.5 and 3.6, we only need to search for the specific v's 
and corresponding 8's. This can be done in polynomial time. 
3.4 No communication 
Recall that we have defined a classical strategy as being one in which the players are 
bound by the laws of classical physics, including relativity. Even though they can discuss 
a common strategy and fiip an unlimited number of coins at the onset of the game, they 
are allowed no other nonlocal resources once they receive their question; in particular, 
they are not allowed any form of communication. 
Definition 3.8. Let G be a bipartite gaine with bipartite graph CG = (V, E), whose 
v~U'''''J',U are A and B, and let PA be the natural partition of A and PB the natural 
partition of B. A set 8 ç V of vertices that contains exactly one vertex from each 
element of PA and of PB is caIled a local connection of CG if there is an edge (a, b) E E 
for each a E 8 n A and b E 8 n B. 
Classical, quantum and non-signalling resources in bipartite games 
Gilles Brassard, Anne Broadbent, Esther Hanggi, André Allan Méthot and Stefan Wolf 38 
Theorem 3.9. A forbidden-edge game GrG = (V, E) admits a classical winning strategy 
if and only if there exists a local connection S of CG. 
Proof. The most general deterministic strategy for Alice that does not involve any 
communication is for her to select ahead of time which element in YA to associate with 
each element in X A . Thus, in terms of the graph CG, she selects one vertex in each 
element of PA. Bob's most general strategy is the same. Therefore, a deterministic 
winning strategy for G corresponds to a local connection of CG. 
A probabilistic strategy for Alice and Bob (a strategy that involves randomness) 
can be seen as a probability distribution over a set of deterministic strategies. Since 
a classical winning strategy requires that Alice and Bob win every round with proba-
bility 1, every deterministic strategy that is chosen with non-zero probability in their 
probabilistic strategy must be a winning strategy. Therefore, a probabilistic winning 
strategy can exist if and only if there are deterministic winning stra,tegies, hence local 
connections. o 
. It is interesting to note that if C does not have a local connection, then no classical 
strategy can win with probability greater than 1 - l/(IXA IIXB I). This difference can 
be amplified by a polynomial parallel repetition [38]. 
We now give two applications of Theorem 3.9, the first refers to the graph C Gl of 
Example 2.1 (Figure 1). Since there does not exist a local connection, we conclude 
that in terms of a forbidden-edge game, there is no classical winning strategy for G 1 . 
Our second example is illustrated by Figure 3, where we have given a classical winning 
strategy for the forbidden-edge version of G2 as in Example 2.2. In Figure 3, the circled 
vertices are the local connection of CG2 ; the induced complete bipartite subgraph is 
given by the thick edges. 
Theorem 3.10. A covering game CG = (V, E) admits a classical winning strategy if 
and only if there exists a set of local connections of CG, SI, S2, ... Sn ç V, such that 
there exist probabilities Pl, P2, ... , Pn for which L~=l Pi = 1 and, for every edge e, we 
have LiE! Pi 2 p(G), where l is the set of indices of the local connections that coyer e. 
Proof. If there are such Si, then choosing Si with probability Pi guarantees a winning 
strategy that covers every edge with probability at least p(G). On the other hand, if 
we cannot fully coyer E, or if we cannot assign the probabilities Pi, then there is no 
strategy that can coyer all edges with probability at least p(G) . 0 
In sharp contrast with the fact that the forbidden-edge version of game G2 admits 
a classical winning strategy, it follows immediately from Theorem 3.10 that its covering 
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0......,.0 
1 ......,. 1 e::-------'. 1 ......,. 1 
Figure 3: A classical winning strategy 
for the forbidden-edge game G2 is given 
by the circled vertices-the local con-
nection of CG2 ; the induced subgraph is 
given by thick edges. 
Figure 4: Edge construction between el-
ements of partitions that originate from 
the same clause. 
version does not admit such a strategy. Indeed, we see by simple inspection of C G2 
(Figure 2) that edge (1......,. 1,1 ......,. 1) at the bottom of the graph is not covered by 
any local connection. Therefore, LiE/ Pi = 0 < p(G) whenever l is an (empty!) set of 
indices of local connections that cover this edge, making the condition in Theorem 3.10 
impossible to fulfil. 
We now give an alternative proof to the one given in [20] for the following: 
Theorem 3.11. Let FORB-EDGE-CLASSICAL(G) be the problem of deciding if the 
forbidden-edge game G has a classical winning strategy. Then FORB-EDGE-CLASSICAL 
is NP-complete. 
Proof. By Theorem 3.9, FORB-EDGE-CLASSICAL is the same as determining if there 
exists a local connection S of CG. Consider the bipartite complement C of CG. The 
problem now is to find an independent set of with one vertex per element of PA 
and PB' Call this PARTITIONED-INDEPENDENT-SET. 
To prove that PARTITIONED-INDEPENDENT-SET is NP-complete, first note that 
it is trivially in NP. We now transform 3-SAT to PARTITIONED-INDEPENDENT-SET. 
Let U {Ul, U2 , ... , Un} be a set of variables and C = {Cl, C2 , ••. , Cm} a set of clauses 
making up an arbitrary instance of 3-SAT. We construct a bipartite graph C such 
that C is in PARTITIONED-INDEPENDENT-SET if and only if C is in 3-SAT. 
In each class A and B of C, we place a vertex for each literaI of each clause. The 
clauses form the elements of each partition. Now, we add edges according to: 
1. Add an edge between each pair of vertices, one from A and one from B, that 
represent the same variable, when exactly one of them represents the negated 
. form. 
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2. For each pair of elements of partitions (one in A, one in B) that originate from 
the same clause, add edges according to Figure 4. 
Now, we must show that G is in PARTITIONED-INDEPENDENT-SET if and only if 
C is satisfiable. Suppose t : U -t {True, False} is a truth assignment satisfying C. For 
each clause, pick a literaI that is True under t. This forms a partitioned independent set 
in G. Conversely, suppose G E PARTITIONED-INDEPENDENT-SET. Then assigning the 
value True to the literaIs forming a partitioned independent set is a truth assignment 
satisfying C. This transformation can be do ne in polynomial time. o 
In sharp contrast with Theorem 3.11, the problem of deciding if there exists a 
classical winning strategy becomes easy when we restrict ourselves to binary-output 
games. 
Definition 3.12. A binary-output game G = (X, Y, W) lS a bipartite game with 
YA = YB = {a, 1}. 
Theorem 3.13. Let BINARy-FoRB-EDGE-CLASSICAL(G) be the problem of deciding 
if the binary-output forbidden-edge game G has a classical winning strategy. Then 
BINARy-FORB-EDGE-CLASSICAL is in P. 
Proof. We transform an instance of BINARy-FORB-EDGE-CLASSICAL into an instance 
of 2-SAT, which can be solved efficiently. First, take the graph GG" and label the 
vertices in class A with distinct values. A vertex in class B is assigned label x if it is 
not adjacent to the vertex with label x in class A (a vertex in Class B can have many 
labels). Create an instance of 2-SAT by ad ding aIl clauses that are formed with pairs 
of labels corresponding to vertices in the same element of each partition. Then this 
instance of 2-SAT is satisfiable if and only if there is a local connection in GG" that is, 
if and only if there·is a classical winning strategy for G. o 
3.5 Non-signalling strategies 
Nonlocality is the study of correlations that arise from theories that are more powerful 
than classical mechanics. Bell inequalities and pseudo-telepathy are examples of tasks 
involving nonlocal correlations. While thinking about correlations that are "st ronger" 
than those of quantum mechanics, Sandu Popescu and Daniel Rohrlich [37] defined the 
PR-Box as an imaginary device that has an input-output port at Alice's end and another 
one at Bob's end, even though Alice and Bob can be space-like separated. Whenever 
Alice feeds a bit into her input port, she gets a uniformly distributed random output bit, 
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locally uncorrelated with anything else, including her own input bit. The same applies 
to Bob. There is, however, a correlation between the pairs of inputs and possible 
outputs: the parity of the outputs is equal to the logical and of the inputs. This device 
does not allow faster-than-light communication: this property is called non-signalling. 
The characteristics of the PR-Box correspond exactly to the winning condition W of 
Example 2.1. It is easy to see that the PR-Box can be used to implement a winning 
strategy for the game G1 given in the example. This is true whether we interpret G1 
as a forbidden-edge or as a covering game. We now formalize the concept of 
non-signalling strategies. 
A bipartite box is a virtual device that has two input-output ports: port A accepts 
input XA E X A and outputs YA E YA, while port B accepts input XB E X B and 
outputs YB E YB. The box is non-signalling if it éannot be used to communicate 
information from port A to port B or vice versa. A necessary and sufficient condition 
for this to be verified is for both of the following to hold: 
VXA E X A VYA E YA E [0,1] VXB E X B : P(YAlxA, XB) C 
VXB E X B VYB E YB 3c E [0,1] VXA E X A : P(YBlxA, XB) c. 
(1) 
(2) 
Thus, a non-signalling bipartite box implements a strategy for a bipartite game; 
we call such a strategy a non-signalling strategy. A consequence of Equations (1) 
and (2) is that a non-signalling bipartite box can be implemented as an asynchronous 
box: when an input is accepted, the box immediately gives an output at the same 
end, according to the given probability distribution. We say that Alice and Bob have 
a non-signalling winning strategy for a bipartite game if they have a winning strategy 
that can be implemented with a non-signalling bipartite box. The classical strategies 
seen in Section 3.4 are examples of non-signalling strategies that can be implemented in 
our universe, as are the quantum strategies studied below in Section 3.6. More general 
non-signalling strategies are purely theoretical since their implementation is not allowed 
by the laws of physics, yet they are interesting because they would not violate causality. 
We now characterize a non-signalling winning strategy for bipartite game G in terms 
of the graph CG. 
Definition 3.14. Let G be a bipartite game with bipartite graph CG = (V, E), whose 
classes are A and B, and let PA be the natural partition of A and PB the natural 
partition of B. A set S ç V of vertices that contains at least one vertex from each 
element of PA and of PB is called a non-signalling connection of CG if the following 
hold: 
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1. each vertex in Sn A is adjacent to at least one vertex in each element of PB; 
2. each vertex in Sn B is adjacent to at least one vertex in each element of PA; 
3. there exists a weight function w on such that 0 :; w( e) :; 1 for aU e E E and 
(a) for each PA E PA and PB E PB, L E bEp w((a, b)) = 1; 
. a PA, B 
(b) for each a E S n A, there exists a constant c such that, for each PB E PB, 
LbEPB w((a,b)) = c; 
(c) for each b E Sn B, there a constant c such that, for each PA E PA, 
LaEPA w((a,b)) = c. 
Theorem 3.15. A forbidden-edge game G (V, E) admits a non-signalling winning 
strategy if and only if it contains a non-signalling connection. 
Proof. A non-signalling strategy is implemented by a non-signalling bipartite box. This 
box associates with every output pair a certain (definite) probability given a certain 
input pair P(YA, YBlxA, XB), such that Equations (1) and (2) are fulfilled and such that 
an output is always given. The weight of an edge is now taken to be exactly the (non-
zero) probability of the output pair defined by its end points, given the corresponding 
questions were asked. The fact that an output, is always given corresponds to the 
condition 3a; Equations (1) and (2) assure that 3b and 3c are verified. Conversely, 
from a non-signalling connection we can always build a non-signalling bipartite box by 
defining the probability of an output pair to have exactly the value of the weight in the 
non-signalling connection associated with the edge joining the two. D 
Theorem 3.16. A covering game G = (V, E) admits a non-signalling winning strategy 
of probability p( G) if and only if it admits a non-signaIling connection with w( e) ~ p( G) 
for aIl e E E. 
Pr'Oof. We construct the non-signalling strategy the same way as in the case of the 
forbidden-edge game, with the only difference that aIl answer pairs must possibly be 
given. That me ans that they must aIl be part of the bipartite box and therefore of 
the non-signalling connection. As the weight associated with an edge gives exactly the 
probability of this answer pair, given the corresponding questions were asked, we have 
p = mine(w). 
As an application of Theorem 3.16, we give in Figure 5 a non-signalling winning 
strategy (specified by a non-signalling connection) for the covering version of game G2 
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01---+0 01---+0 
o 1---+ 1 , o 1---+ 1 1/12 ........... 
1/6 
1 1---+ 0 1 1---+ 0 1/3 --------
2/3 
1 1---+ 1 1 1---+ 1 3/4~ 
Figure 5: A non-signalling winning strategy for the covering game ((;;.2' The non-
signalling connection is the entire vertex-set, V. Probabilities (weights) are given by 
the legend on the right-hand side. 
o 1---+ 0 e__---.. 0 1---+ 0 
1 1---+ 0 1 1---+ 0 
1 1---+ 1 1 1---+ 1 
Figure 6: Unique minimal graph that 
has no classical winning strategy (up to 
relabelling) . 
o 1---+ 0 .... ------:. 0 1---+ 0 
1 1---+ 0 1 1---+ 0 
1 1---+ 1 1 1---+ 1 
Figure 7: Unique complete non-
signalling binary input/output graph 
that has no classical winning strategy 
(up to relabelling). 
(Full lines represent required edges and dotted lines represent forbidden edges.) 
(Example 2.2, Figure 2). As shown by Lucien Hardy [27], this non-signalling winning 
strategy can be implemented as a quantum winning strategy (Section 3.6). Given that 
we have seen in Section 3.4 that this same covering game does not admit a classical win-
ning strategy, this yields the simplest instance of a Bell Theorem Without Inequalities 
(BTWI). 
The following theorem was already known [4], but we give here a surprisingly simple 
pro of that does not rely on extremal points of polytopes. 
Theorem 3.17. The PR-Box provides the only non-signalling winning strategy for any 
winnable 2-input, 2-output forbidden-edge game that has no classical winning strategy 
(up to relabelling). 
Proof. We construct the most general non-signalling winning strategy for such agame. 
Since the game is winnable, by Theorem 3.1, it must contain certain edges, which we 
have indicated as fulllines in Figure 6. By Theorem 3.9, adding any of the forbidden 
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edges (dotted lines) in Figure 6 would yield a classical winning strategy. By the fact that 
the strategy must be non-signalling (Theorem 3.15), we get more required edges as given 
in Figure 7 (the additional forbidden edges again come from Theorem 3.9). Now, we 
assign weights to the edges of the graph; by the non-signalling property (Theorem 3.15), 
the only possibility is for w(e) = 1/2 for all edges. 0 
As a corollary, since the PR-Box cannot be reproduced by quantum mechanics, we 
see thàt there is no bipartite pseudo-telepathy game with 2 inputs and 2 outputs each. 
This was already known [11, 22]; however, this proof is less geometric. Note that there 
is a 2-input, 2-output BTWI game d~e to Hardy [27]-see Figure 2 and the discussion 
that follows Theorem 3.16-and that, modulo different values for p(G), this is the only 
BTWI game that we know. 
We now give an alternative proof to a known result [43, 44]. 
Theorem 3.18. Let FORB-EDGE-NS(G) be the problem of deciding if the forbidden-
edge game G has a non-signalling winning strategy. Then FORB-EDGE-NS is in P. 
Proof. Let us first note that a forbidden-edge game G contains a non-signalling con-
nection if and only if there exists a weight function w according to the definition of a 
non-signalling connection on the whole graph CG. The non-signalling connection is then 
given by excluding all edges with weight w(e) = 0 and all unconnected vertices. The 
condition .2:aEPA,bEPB w((a, b)) = 1 assures that the non-signalling connection defined 
this way contains at least one element of each of the elements of PA and of PB. The fact 
that for every remaining a E A, .2:bEPB w((a, b)) = c =1= 0 for all PB E PB shows that a is 
adjacent to at least one vertex in each element of PB. From a similar argument every 
remaining vertex from B is adjacent to at least one vertex in each element of PA. On the 
other hand, we can trivially extend the weight function of a non-signalling connection 
on the whole graph by assigning w( e) = 0 for all remaining edges e. It is therefore 
enough to answer the question whether the who le graph admits a weight function w. 
---+ 
There are only linear constraints on w and we can write them as A . ut = b, where 
the weights of all edges are now written in the vector ut and with A sorne matrix and 
---+. ---+ ---+ ---+ 
b sorne vector. We now have to decide: is there a w ;::: 0, such that A· w = b? Ac-
---+ 
cording to Farkas' Lemma, a system A . ut = b, ut ;::: 0 is feasible if and only if there 
---+ 
does not exist a y such that AT . Y ;::: 0 and b T . Y < O. But this is exactly a linear 
programming problem. So we can use any polynomial-time algorithm to minimize the 
---+ 
function b T . Y subject to the constraints AT . Y ;::: o. The forbidden-edge game tG 
has a non-signalling winning strategy if and only if the minimum is non-negative. 0 
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Corollary 3.19. Let Cov-NS(G,p) be the problem of deciding if the covering game G 
with probability p has a non-signalling winning strategy. Then Cov-NS is in P. 
--+ 
Proof. We have to solve the same linear equation A· W = b· as in the case of the covering 
game, but with the additional constraints W ~ p. This corresponds to answering the 
--+ 
question whether there is a W ~ 0, such that A' . w ~ b', where A' now also contains 
the constraints W ~ Ti and the equality constraints were turned into two inequalities. 
By introducing slack variables we can turn the inequality back into an equality and 
then proceed as ab ove using Farkas' Lemma. D 
3.6 Quantum strategies 
If Alice and Bob share an (entangled) quantum state, they can both perform a mea-
surement on their part of the quantum system and give an answer determined by their 
measurement outcome. This represents a strategy for a bipartite game, which we calI 
a quantum strategy. We say that Alice and Bob have a quantum winning strategy for a 
bipartite game if they have a winning strategy that can be implemented as a quantum 
strategy. It is clear that any quantum strategy also defines a non-signalling strategy, 
as Bob cannot find out from his measurement result what kind of measurement Alice 
has performed and vice versa. However, while there exists a non-signalling winning 
strategy for the game G 1 (both as a forbidden-edge game and covering game) , there 
does not exist a quantum winning strategy [16]. AIso, any classical strategy can be 
implemented using a quantum system and therefore any game that admits a classical 
winning strategy also admits a quantum winning strategy. On the other hand, there ex-
ist bipartite games that admit a quantum winning strategy but do not admit a classical 
winning strategy. When this happens, we speak of Bell Theorems Without Inequalities 
(BTWI) or of pseudo-telepathy, depending on whether we are considering covering or 
forbidden-edge games, respectively. 
We now link quantum winning strategies for forbidden-edge game G with graph CG. 
Definition 3.20. Let G be a bipartite game with bipartite graph CG = (V, E), whose 
classes are A and B. Furthermore, let PA be the natural partition of A and PB be the 
natural partition of B. Then a forbidden-edge quantum strategy is a vector 1\lI) E cmn 
and an association of a Hermitian operator Pa E Mmxm(C) with each vertex a E A and 
HE Mnxn(C) with each vertex b E B such that: 
1. if a, a' E Pa E PA and a =1= a', then PaPa' = ° 
2. if b, b' E PB E PB and b =1= b', then HH' = ° 
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Definition 3.21. Let C(V, E) be a graph and W an inner product space over a field F. 
An orthogonal representation of G(V, E) in W is a map f : V -t W of every vertex 
to a vector in W, such that the vectors associated with nonadjacent vertices Vi and Vj 
satisfy (f(Vi), f(vj)) = 0 [32]. If furthermore aIl vectors have unit length, this is called 
an orthonormal representation [31, 32]. 
Theorem 3.22. A quantum strategy for a forbidden-edge game implies an association 
of every vertex of the graph CG = (V, E) with vectors E cmn , such that for each 
subgraph S'of C induced by a round of the game these vectors fOIm an orthogonal 
representation of S'in cmn with the usual inner product. In addition, the sum of the 
vectors associated with one 'question gives the state vector. Furthermore, if no answer 
has probability zero, this gives rise to an orthonormal representation of S'. 
Proof. We associate with every vertex a E A the vector (Pa 0 IrtB)I'l1) and with every 
vertex b E E, the vector (17tA 0 H)I'l1). Because of condition (5), either at least one 
of the vectors is zero or they are orthogonal; but this is exactly the definition of an 
orthogonal representation [32]. If we take the sum of aIl vectors associated with one 
question 
we obtain the state vector. FinaIly, given any vertex a = (x, y) E A, the probability of 
answer y given question x is 
L ('l1I(Pa 0 17tB )(17tA 0 H)I'l1) 
bEPB 
which is zero if and only if (Pa 017tB ) 1'l1) is zero. If no answer has probability zero, then 
none ofthe above-defined vectors is the zero-vector. Therefore, they can be normalized. 
Associating the vector Jral@lHBll>Vll with the vertex a E A and similarly for Bob's si de 
, >V Pa@lHB >V) 
gives us an orthonormal representation for every subgraph induced by a round of the 
game. D 
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Let us note that if sorne answers have zero probability, we can obtain an ortho-
normal representation of the graph changed the following way: add a vertex with which 
wC associate the state vector. All answers having non-zero probability are connected 
with this vertex, while all answers having zero probability are not. All answers having 
zero probability are connected with all answers on the other side. Now we obtain an 
orthonormal representation of every induced subgraph given by a round of the game 
and the "state vertex" by associating an arbitrary vector orthogonal to the state-vector 
with answers with zero probability and the same vector as before to answers with non-
zero probability. Finally, this also gives us an orthonormal representation of the graph 
associated with the whole game, if we additionally connect all answers on Alice's side 
belonging to different questions and similarly on Bob's side. 
4 Links with the Bell-Kochen-Specker theorem 
It is well known that realism is incompatible with non-contextuality [6, 23, 30, 41]. 
Briefly stated, non-contextuality is the principle according to which the probability of 
a given dutcome in a projective measurement does not depend on the choice of the 
other orthogonal outcomes used to define that measurement. The Bell-Kochen-Specker 
theorem states that any realistic theory that attempts to mimic quantum mechanics 
has to be contextual, while quantum mechanics is not. 
Kochen and Specker's original pro of of the theorem was given as a construction with 
a finite set of vectors in IR3 , satisfying a certain non-colourability property. Since then, 
numerous improvements and modifications on this construction have been proposed [36]. 
It has also been shown that any Bell-Kochen-Specker construction can be turned into a 
pseudo-telepathy game [1, 18,28,40]. In [40], a weak converse ofthis result was proved: 
any two-party pseudo-telepathy game in which there exists a quantum winning strategy 
such that Alice and Bob share a maximally entangled state (of any dimension) and only 
make projective measurements (no POVMs, no extra ancillary system), can be turned 
into a Bell-Kochen-Specker construction. 
But there is no reason to restrict proofs of the Bell-Kochen-Specker theorem to 
those resembling the original construction. This was already observed by N. David 
Mermin [33] when he gave a very simple pro of of the Bell-Kochen-Specker theorem, 
based on what would be later called the magic square [1, 2, 8, 18]. We now show the 
following: 
Theorem 4.1. Any pseudo-telepathy game is a proof that any realistic description of 
quantum mechanics has to be contextual. 
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Proof. A quantum winning strategy for a pseudo-telepathy game consists of a shared 
entangled state l'li) and for each of Alice's question XA E X A , a measurement MXA' 
and for each of Bobs's questions XE E XE, a measurement MxB • Let MA be the set of 
possible measurements for Alice and ME be the set of possible measurements for Bob. 
We can refer to these as inputs or measurements interchangeably. We now consider Alice 
and Bob as a single entity. Suppose that we start with the state l'li) and choose to apply 
a measurement in MA and a measurement in ME. Since we assumed that there is no 
classical winning strategy, there is no way to assign outcomes to an of the measurements 
in MA su ch that the out cornes do not depend on the measurement chosen for ME and 
su ch that the condition W is always satisfied. Hence, the output to measurement MA 
depends on the context in which it is measured. However, the probabilities given by 
quantum mechanics for each individual output to be produced on a measurement MA 
does not depend on the choice of measurement ME' In this sense, quantum mechanics 
is said to be non-contextual, while any local realistic theory that attempts to mimic 
quantum mechanics has to be contextual. This argument captures the essence of the 
Bell-Kochen-Specker theorem. 0 
5 Links with two-prover interactive proofs 
We now further establish a link between pseudo-telepathy games and two-prover inter-
active pro of systems [7] by showing that every pseudo-telepathy game is an instance 
of a two-prover interactive proof system that is classically sound, but that becomes 
unsound when the proyers use shared entanglement. Our work follows that of Richard 
Cleve, Peter H0yer, Ben Toner and John Watrous [18] who have identified a series of 
bipartite games, including sorne pseudo-telepathy games, for which players that share 
entanglement have an advantage over those that do not. They also showed that sorne of 
\ 
these games can be converted to "natural two-prover interactive proof systems that are 
classically sound but become unsound when proyers may employ quantum strategies". 
See also related work [29]. 
We calI our interactive proof system the complete bipartite local connection system, 
which is played on a bipartite graph G with X A being a partition of class A and XE a 
partition of class B. The verifier gives Alice XA E X A and Bob XE E XE, each chosen 
uniformly at random. Alice and Bob each respond with a E XA and b E XE, respectively. 
The requirement is that there exists an edge (a, b) in G. If G has a lcical connection, then 
the proyers can satisfy the verifier by basing their answers on such a local connection. 
If G does not have such a local connection, then no classical strategy can win with 
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probability greater than 1 l/(IXAIIXBI). This difference can also be amplified by a 
polynomial parallel repetition. 
The proof system is broken in the case of entangled provers. This is easy to see by 
considering the graph associated to any pseudo-telepathy game. 
A natural question to ask now is whether or not every instance of our interactive 
proof system is broken by entangled provers. The answer is no, in particular because 
there are instances of this pro of system that are sound even against provers that are 
allowed non-signalling correlations. These correspond to the bipartite forbidden-edge 
games that do not admit a non-signalling winning strategy. This makes the transfor-
mation of a proof system into a graph interesting, sinee such a characteristic can be 
straightforwardly verified in our setting. 
6 Conclusion and discussion 
We have introduced new tools to study bipartite games, tools comîng from graph the-
ory. In this new paradigm, many characteristics of bipartite games become obvious and 
lead to elegant proofs. We rediscovered interesting results with our technique, for ex-
ample the complexity of determining whether there exists a non-signalling or a classical 
winning strategy for a bipartite game, the fact that the PR-Box is the only nonlocal 
box for binary inputs and outputs, and that there is no pseudo-telepathy game for bi-
nary inputs. Links with the Bell-Kochen-Specker theorem and interactive proofs were 
underlined. 
However, there is still much more to find. The main open question of interest is 
coneerning the complexity of determining wh ether there exists a quantum strategy to a 
bipartite game. A related question to our work, for which our results might help to find 
clues to the answer, is whether POVMs add any power in unravelling the nonlocality 
out of entanglement. 
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Abstract 
Recently, a number of two-participant all-versus-nothing Bell experiments 
have been proposed. Here, we give local realistic explanations for these exp er-
iI:nents. More precisely, we examine the scenario where a participant swaps his 
entanglement with two other participants and then is removed from the exp er-
iment; we also examine the scenario where two particles are in the same light 
cone, Le. belong to a single participant. Our conclusion is that, in both cases, the 
proposed experiments are not convincing proofs against local realism. 
Keywords: Non-Iocality, Bell inequalities, Pseudo-telepathy, Foundations of 
quantum mechanics 
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1 Introduction 
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Henry R. Stapp [1] once described the work of John S. Bell [2] as "the most profound 
discovery of science". Indeed, the work of Bell showed that our intuition that the 
world should be local realistic is incorrect, thus changing our perception of the physical 
world, perhaps to the same extent as Isaac Newton's work on classical dynamics and 
Albert Einstein's work on relativity. Albert Einstein, Boris Podolsky and Nathan Rosen 
(EPR), defenders of the local realistic viewpoint, argued that quantum mechanics is 
not a complete theory for it does not contain every element of physical reality in its 
formalism [3]. Bell showed that these exact same elements of reality,· weaved into a 
local model of Nature, lead to a theory which contradicts the predIctions of quantum 
mechanics. The experimental verification of Bell's predictions [4, 5] gives us strong 
evidence that Nature indeed does not have a local realistic description. 
More recently, a new kind of refutation of the local realistic viewpoint has 
arisen [6, 7, 8, 9]. These local-hidden-variable no-go theorems are also called "Bell the-
ore ms without inequalities". Like standard Bell theorems, these experiments must be 
repeated for many runs in order to rule out a local realistic viewpoint (if we observe a 
single successful run, we cannot conclude anything except maybe that quantum mechan-
ics is right or that a local-hidden-variable (LHV) model was lucky!). Another advantage 
is that the pro of that no LHV model can reproduce the quantum correlations is usually 
much more elegant and simple. Instead of only showing that no LHV model can repro-
duce the correlations predicted by quantum mechanics (as is the case for standard Bell 
theorems), Bell theorems without inequalities show that no LHV model can reproduce 
the same set of inputs/outputs [10]. Most of these Bell theorems can be recast into 
the framework of pseudo-telepathy [11, 12]. In the pseudo-telepathy paradigm, proofs 
of non-Iocality are presented in the form of games. These games consist of questions 
given to space-like separated players who must give answers satisfying a certain relation 
with the questions. We say that agame which cannot be won with certainty by classical 
players (who share common classical information), whereas it can be won with certainty 
by quantum players (who share entanglement), is a pseudo-telepathy game. In other 
words, any LHV model that iE; to attempt to simulate the quantum correlations will, 
once in a while, output something that is forbidden according to quantum mechan-
ics. There exists a Bell theorem without inequalities that cannot be transformed into 
pseudo-telepathy: Lucien Hardy's theorem [9]. Hardy's argument uses a pair of non-
maximally entangled qubits, and such astate cannot produce correlations that yield a 
pseudo-telepathy game [13]. 
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In the last few months, new scenarios that can be cast into the framework of two-
player pseudo-telepathy games have been proposed [14, 15, 16, 17]. The authors daim 
that they present new proofs against local realism. Although the equations that they 
present are mathematically correct, it is not possible to interpret them in such a way 
as to rule out all LHV models for the proposed experiments. Our work aims to darify 
this situation. The present paper is divided such that we first discuss candidates for 
pseudo-telepathy games that use entanglement swapping in Section II. In Section III, 
we analyse the treatment of LHVs which are time-like separated. Before conduding, 
we finish with a discussion on elements of reality in Bell experiments in Section IV. 
2 Entanglement swapping 
Daniel M. Greenberger, Michael A. Horne and Anton Zeilinger [14, 15], recently pro-
posed schemes based on entanglement swapping that fit in the framework of pseudo-
telepathy. Here, we present a simple pro of that shows that there is an LHV model for 
any two-participant proto col based on entanglement swapping. Thus, without going 
into the details of the scheme, we show that the experiment of Greenberger, Horne and 
Zeilinger cannot rule out local realism. Afterwards, we show that even if we consider 
the three-participant version of the Greenberger, Horne and Zeilinger protocol, it still 
admits an LHV model. 
Recall that the following are the four Bell states: 
!?j;-) = ~!Ol) - ~!10), 
!?j;+) = ~!01)+ ~!1O), 
!<r) = ~!OO) - ~!11), 





In the entanglement swapping scheme, Bob shares a copy of the state !?j;-) with both 
Alice and Charlie, while Alice and Charlie are not entangled. In or der to swap his entan-
glement, Bob then measures his two qubits in the Bell basis. Before the measurement, 
the state of the global system is, up to local unitaries, 
where the first two qubits belong to Bob, the third to Alice and the last to Charlie. After 
Bob's measurement, Alice and Charlie are therefore left in a Bell state. The fact that 
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the entanglement between Alice and Charlie cornes from particles that never interacted 
means that they do not share LHVs (but note that any experimental setup that uses this 
hypothesis would have to be extremely well orchestrated in order to ensure that Alice 
and Charlie were never in a situation where they could communicate). The argument 
presented in [14, 15] then goes on to analyse the correlations of a Bell state as to whether 
they can be simulated by an LHV model where Alice's and Charlie's particles do not 
share any variables. The assumption made here is that whatever happens in Bob's lab 
is of no consequence. The reason given is that the LHV s of the particles belonging to 
Alice and Charlie cannot depend on each other and cannot depend on what happened 
in Bob's labo In the given interpretation of the experimental scheme, Bob's lab can be 
thrown into a black hole for all it matters. 
Is this argument valid? The answer is no. If Bob's knowledge of the outcome of the 
Bell measurement is lost, Alice and Charlie are left with a mixture of all the Bell states, 
each with equal probability. Obviously, this state is the totally mixed state and it is 
not entangled. Therefore, Alice's and Charlie's answers will not be correlated in any 
fashion. A simple LHV model can then simulate measurements on Alice's and Charlie's 
particle: output at random! (while taking into account that for a general POVM on a 
totally mixed state, not every POVM element will be produced with equal probability, 
and adjusting the marginal probabilities accordingly). Hence, without even considering 
the specific measurements that are performed in the experiment, we conclude that any 
scheme with two participants that is based on entanglement swapping admits an LHV 
model. 
What if, instead of sending Bob into a black hole, we take into consideration his 
outcome? If we know Bob's measurement outcome, then we know the actual Bell state 
that is shared between Alice and Charlie. We will now rewrite the experiment of [14] in 
the language of quantum information, and consider the case where Bob 's measurement 
results are taken into consideration. We show that this experiment also admits an LHV 
model that simulates the correlations, and that this is due to the fact that Bob shares 
LHVs with Alice and with Charlie. 
Here is the scheme that we consider: Bob do es a Bell state measurement on the 
state described in Equation (5). His outcome, say b, is therefore one of the four Bell 
states. Alice and Charlie are now left in a Bell state that depends on Bob's measurement 
outcome. They are then both asked to perform the same measurement: either in the 
standard basis (standard von Neumann measurement, or (Tz) or in the Hadamard basis 
(sending 10) --t (10) + Il) )/J2 and Il) --t (10) - Il) )/J2, followed by a von Neumann 
measurement, or (T x). Let a E { -1, 1} be Alice's outcome and c E {-l, 1} be Charlie's 
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outcome. Alice and Charlie each output a single bit (-1 or 1), but to ease the notation 
we will denote the outcomes a+ and c+ if the measurements were performed in the 
standard basis and a x and Cx if the measurements were performed in the Hadamard 
basis. Depending on the state that they share after Bob's measurement, their results 
will either be correlated (a . c = 1) or anti-correlated (a . c = -1). Table 1 gives 
the measurements outcomes that are predicted by quantum mechanics. Note also, 
that according to these predictions, the local outcomes of Alice, Bob, and Charlie are 
uniformly distributed. Recall that we are in a scenario where Alice and Charlie do not 
b a+· c+ a x . Cx 
14>+) 1 1 
14>-) 1 -1 
1?jJ+) -1 1 
1?jJ-) -1 -1 
Table 1: Measurement outcomes 
share hidden variables. At first sight it seems reasonable to think that the correlations 
of Table 1 cannot be fulfilled. However, Alice and Charlie are allowed to share variables 
with Bob. We will now show how they can exploit this to reproduce the predictions of 
quantum mechanics using only LHVs. 
Alice, .Bob and Charlie share four LHVs that each take the value -1 or 1 inde-
pendently and with equal probability. We denote these values by Àa+, Àax ,Àc+ and 
Àcx. When challenged to output the result of a measurement, Alice answers Àa+ if 
the measurement is in the standard basis and Àax otherwise. Charlie does the same, 
answering Àc+ and Àcx depending on his measurement. In order to give an answer that 
is consistent with table 1, aH that Bob needs to do is compute the values Àa+ . Àc+ 
and Àax . Àcx. He then outputs the Bell state that he find in the corresponding row of 
Table 2. It is easy to see that this strategy that uses four bits of shared randomness 
satisfies all the conditions of Table 1 and that in addition, the local statistics correspond 
to those predicted by quantum mechanics: This technique works regardless of the order 
in which the participants are required to answer. 
The technique that we have used is reminiscent to posiseleciion: accoiding to the 
answers that Alice and Charlie are to give, Bob selects an appropriate measurement 
outcome. This is similar to [20], which, surprisingly, rules out the results presented 
many years later in [15]. We can formulate a similar argument against the Bell theorem 
presented by Adan Cabello in [2l], as well as the one presented by Zeng-Bing Chen, 
Yu-Ao Chen and Jian-Wei Pan [19]. In all these cases, postselection is used in order 
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to generate quantum correlations that cannot be produced by any LHV model. These 
experiments omit to consider the possibility that, as we have shown above, an LHV 
model can use postselection to its advantage. 
3 Inside the light co ne 
What if we consider particles that were created in space-like separated regions of space-
time that are later brought together? Could experiments performed on such particles 
and analysed with the hypothesis that these particles cannot share any LHV s he con-
vincing? In [16, 17], it is argued that different physical quantities of a particle are 
elements of reality in the EPR sense. Then, the values of these observables are anal-
ysed as being independent since they are elements of reality. One might be tempted to 
think that these assumptions are reasonable, however they are not. While creating the 
particles in space-like separated regions will ensure that they do not share any LHV s at 
that point, we cannot assume that this property is conserved for the entire evolution of 
the system. In an LHV model, we do require that what happens to a particle outside 
the light co ne of another cannot have any influence on the latter, but we can aUow 
the particles to constantly broadcast information that is secret to us (hidden travelling 
information) which travels at the speed of light in aU directions. Therefore, once we 
bring a particle in the forward light co ne of the other, its LHVs can be influenced by 
those of the other particle. This type of model is consistent with the local realistic 
viewpoint and invalidates the assumption that the LHVs will stay independent. This 
argument applies mutatis mutandis to the assumption that different observables, which 
are elements of reality, do not share LHV s. 
We now give a brief summary of the scheme proposed in [16], which uses the four-
qubit state: 
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Qubits 1 and 2 belong to Alice and qubits 3 and 4 to Bob. Now consider the following 
three measurements Xj, Yj and Zj, performed individually on qubits j (j = 1 .. .4): 
X j = 10)j(1! + Il )j(01 
Yj = i(11)j(01- 10)j(11) 
Zj = 10)j(01-11)j(11. 
(7) 
Each of these measurements has two possible outcomes, + 1 and 1. Let the outcome 
of measurement X j be written Xj E {+l, -l}, and similarly for Yj and Zj. Quantum 
mechanics tells us that when appropriate measurements are made on state !1/J), the 
following four equalities always hold: 
Xl = X3 Z4, 
YI = -Y3Z4, 
XIX2 = Y3Y4, and 
YIX2 = X3Y4 
In the scheme proposed in [16], Alice is asked one of two possible questions: 
la. What are Xl and X2? 
2a. What are YI and X2? 
Bob is independently asked one of four possible questions: 
1 b. What are X3 and Y4? 
2b. What are X3 and Z4? 
3b. What are Y3 and Y4? 





The challenge that Alice and Bob face is to provide answers to these questions such that 
Equations (8)-(11) are satisfied. Although it is shown in [16] that there is an element of 
reality corresponding to each measurement result, it is also possible that particles inside 
the same light cone can exchange unlimited information. Therefore, measurements on 
separate particles can be seen, for LHV model purposes, as one measurement on a global 
system. 
We now give an explicit LHV model that perfectly mimics the predictions of quantum 
mechanics for the above scenario. Alice and Bob share two random variables, À1 and 
- À2 . Regardless of the question she is asked, Alice always answers "À 1" and "À2". Bob's 
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strategy is to first fiip a fair coin. The outcome( -1 or 1) of this coin fiip is Bob's first 
answer, call it b1 . Bob then computes his second answer, b2 according to Table 3 by 
using the information that he has: the question that he was asked, À 1, À 2 and b1 . l t is 
question b2 
lb À1 . À2 . b1 
2b À1 . b1 
3b À 1 . À2 . b1 
4b -À1 . b1 
Table 3: Bob's strategy in the LHV model for Cabello's game 
interesting to point out that our LHV model not only satisfies the rules of Equations (8)-
(11), but also reproduces the predictions of quantum mechanics perfectly: it is easy 
to see that in the LHV model, the local outcomes of Alice and Bob are uniformly 
distributed, and that this corresponds exactly to the predictions of quantum mechanics! 
A similar argument can be used to show an LHV model to simulate the experiment 
in [17]. At this point, it is important to stress that this LHV model is not a contextual 
model in the usual sense of the term. Non-contextuality has to do with the choice of 
output in a given POVM [22], while here the "context" is which POVM is done on what 
particle. This model is not contextual but uses hidden traveling information between 
the particles and is of course consistent with a local realistic viewpoint. 
The argument presented by Cabello does rule out a certain class of LHV models, 
those that do not use hidden traveling information, also called the EPRLER model 
by Cabello. However, it does not rule out every LHV model. There is of course a 
simple solution to make the equations given in [16, 17] physically meaningful. We keep 
the elements of reality in ·space-like separated regions of space and give them to new 
players. We can thus convert the game presented in [16, 17] into convincing experimental 
proposaIs [18]. 
4 Discussion and conclusion 
Since Bell's 1964 discovery, new Bell experiments have continuously been proposed. 
The goal of such experiments is to demonstrate experimentally the incompatibility of 
our world with the local realistic viewpoint. In order to circumvent imperfections in the 
laboratory setting, new experiments are proposed to close experimental loopholes, one 
of the most notorious being the detection loophole [23]. But as we have demonstrated, 
not all Bell experiments are created equally, and a careful analysis is required in order 
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to verify the validity of the proposed experiments. The papers that we have analysed 
here have something in common: they start by arguing for the existence of elements 
of reality and then base their analysis of the experiment on these elements of reality. 
·However, the existence or independence of these elements of reality is not tested in the 
final experimental setup. We believe that this is what sets these experiments apart from 
others and that allows an LHV model that explains the experiment. 
One must also be careful using arguments that concern elements of reality. Einstein, 
Podolsky and Rosen gave a criterion to recognize elements of reality [3]: 
If, without in any way disturbing a system, we can predict with cer~ 
tainty (i.e., with probability equal to unit y) the value of a physical quantity, 
then there exists an element of physical reality corresponding to this physical 
quantity. 
It cannot be stressed enough that this criterion is "regarded not as a necessary, but 
merely as a sufficient, condition of reality"[3]. Said differently, not every element of 
reality can necessarily be measured without disturbing the system. Otherwise, EPR 
would have claimed, after showing that momentum and position can have simultaneous 
reality, that the Heisenberg uncertainty relation can be violated [24]! 
In order to propose meaningful experiments, it is useful to use a higher level of ab-
straction to analyse the scenario: by placing the proposed experiments in the framework 
of pseudo-telepathy, we have been able to show that an LHV model can explain the 
results of the experiments. In fact, we believe that there is much to gain by studying 
nonlocality in an adversarial context: when analysing nonlocality proofs, one should 
be just as paranoid about Nature cheating our senses as are cryptographers about the 
security of a protocol against attacks from a malicious adversary. 
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Abstract 
Bell theorems show how to experimentally falsify local realism. Conclusive fal-
sification is highly desirable as it would provide support for the most profoundly 
counterintuitive feature of quantum theory-nonlocality. Despite the preponder-
ance of evidence for quantum mechanics, practîcal limits on detector efficiency 
and the difficulty of coordinating space-like separated measurements have pro-
vided loopholes for a classical worldview; these loopholes have never been simul-
taneously closed. A number of new experiments have recently been proposed to 
close both loopholes at once. We show these novel designs fail in the most basic 
way, by not ruling out local hidden variable models, and we provide an explicit 
classical model to demonstrate this. They share a common flaw, which reveals 
a basic misunderstanding of how nonlocality proofs work. Given the time and 
resources now being devoted to such experiments, theoretical clarity is essential. 
Our explanation is presented in terms of simple logic and should serve to correct 
misconceptions and avoid future mistakes. 
PACS 03.67.-a, 03.67.Mn 
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1 Introd uction 
Sorne specific predictions of quantum mechanics are inconsistent with local realism [1]. 
Either these predictions are false or else our world is not locally realistic. These predic-
tions can be tested, as quantum mechanics is a physical theory; however they are hard 
to verify indisputably. A new kind of nonlocality proof has emerged in the recent liter-
ature, dubbed "EPR Bell inequalititesll [2] for their reliance on Einstein, Podolsky and 
Rosen's criterion for the existence of elements of reality [3]. These proofs have received 
widespread attention for their ability to close the outstanding experimental 'loopholes' 
and dispel classical paranoia once and for aIL Examples are the two-photon experiments 
proposed by Cabello [4, 5] and by Greenberger, Horne and Zeilinger [6, 7]. Considerable 
investment is also being made to experimentally realise these proofs [8, 9, 10]. 
AIl these proposaIs are flawed. They do not rule out the most general type of local 
the ory, exposing an important misconception concerning the structure of nonlocality 
proofs. The shortcut they take necessarily introduces an additional assumption into 
the pro of procedure, and however plausible this assumption may be it allows local 
realism to evade contradiction. Though our argument is based on simple reasoning 
we are not just splitting logical hairs. This flaw allows local models to pass these 
'nonlocality tests' with flying colours, as we show by explicit construction. If progress 
is to be made towards understanding our fundamentally nonclassical world, it is of 
paramount importance we understand precisely the experimental evidence in favour 
of nonlocality. This is especially important in light of the considerable resources now 
being devoted to realizing loophole-free experiments. There is much value therefore in a 
detailed examination of the structure of nonlocality proofs, and in exposing a tempting 
shortcut as a logical, theoretical and experimental dead end. 
vVe direct our attention at Cabello's design for a loophole-free Bell experiment [4,5]. 
Though our analysis is general we focus on this one example for clarity, because it is 
perhaps the most convincing of its class, and has been clearly presented on a number of 
occasions. In Section II we recall the salient features of Cabello's experimental proposaI. 
In Section III, we study this purportedly 'loophole-free' two-party Bell experiment and 
provide a classical model that perfectly reproduces aIl of the observed correlations, 
showing the proof is not valid. We find the flaw lies in an unwarranted assumption 
about the nature of 'local elements of reality'. Interestingly, although such assumptions 
are intuitively reasonable, they are fatal to nonlocality proofs. 
On the logical structure of Bell theorems 
Anne Broadbent, Hilary A. Carteret, André Allan Méthot and Jonathan Walgate 67 
2 Four Qubit Nonlocality 
'Bell theorems without inequalities', also called 'nonlocality without inequalities exp er-
. iments', are promising candidates for a loophole-free local realism falsification. They 
identify sets of measurements upon an entangled system that produce a set of possible 
outcomes qualitatively different from any set of possible outcomes from any locally re-
alistic model of the experiment. Were such an experiment performed many times with 
perfect apparat us, the list of recorded outcomes would quickly convince us whether our 
experiment W&c; behaving in a locally realistic fashion or not. Standard Bell-inequality 
experiments, in contrast, have no sharp distinction between the sets of outcomes; rather, 
it is the frequency of certain outcomes that is inexplicable by local hidden variables. 
Cabello presents two essentially identical nonlocality without inequalities experi-
ments in a four-qubit setting. [4, 5]. It is weil known that entangled four-qubit systems 
can provide violations of local realism, and this system is no exception. Here we con-
cisely recall the ingredients. 
We consider a four-qubit state prepared upon two photons entangled in both their 
-polarization (H, V) and their path (u, d) degrees of freedom: 
l'I/J) 
Rewriting this explicitly as a four-qubit state, we have: 
Qubits 1 and 2 correspond to the polarization and path of Alice's photon respectively, 
and likewise for qubits 3 and 4 for Bob. Now consider the following three measurements 
X j , Yj and Zj, performed individually on qubits j (j = 1 ... 4): X j = 10)j{11 + Il)j{01, 
Yj = i(11)j(OI 10)j(11) and 10)j(01 + Il)j(11.1 Each of these measurements has 
two possible outcomes which we label +1 and 1. Let the outcome of measurement 
X j be written Xj E {+ 1) 1}, and similarly for Yj and Zj. Quantum mechanics tells 
us that when appropriate measurements are made on state l'I/J)) the following fourteen 
equalities will always be found to hold: 
IPost-publication correction: Zj IO)j(OI Il)j(ll. 
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Zl Z3, (2) 
Z2 Z4, (3) 
Xl X3 Z4, (4) 
X2 Z3 X 4, (5) 
XIZ2 X3, (6) 
ZlX2 X4, (7) 
YI = -Y3Z4, (8) 
Y2 = -Z3Y4, (9) 
YIZ2 = -Y3, (10) 
ZlY2 = -Y4, (11) 
XIX2 Y3Y4, (12) 
XIY2 Y3 X 4, (13) 
YIX2 X3Y4 (14) 
YIY2 X3 X 4· (15) 
There is no way to allot the values -1 and + 1 to the twelve outcomes {x j, Yj, Zj} and 
satisfy all these equations simultaneously. A subset of just four equations, for instance 
(4),(8),(12) and (14) already leads to a contradiction. Therefore any physical theory 
that demands these values be preassigned before the measurement choices {Xj , Yj, Zj} 
are made is not consistent with quantum mechanics. 
This inconsistency can indeed be exploited to obtain an all-versus-nothing non-
locality proof. We must be careful, however, that the measurements {Xj , Yj, Zj} are 
performed in such a way that local realism requires the values {Xj, Yj, Zj} be preassigned. 
This is easy to guarantee if the four qubits are space-like separated, but a complication 
arises wh en the four qubit state 11jJ) is instantiated upon Cabello's two-photon system. 
Qubits 1 and 2, the polarization and the path of Alice's photon, clearly cannot be 
measured at space-like separation. The same clearly applies to Bob's photon, so rather 
than making four independent qubit measurements chosen from three alternatives, we 
are really making two independent photon measurements chosen from nine alternatives: 
X 1X 2 , X 1Y2 , X 1Z 2 , Y1X 2 , Y1Y2 , Y1Z 2 , Z I X 2 , Z l Y2 and Z l Z2. Cabello permits Alice and 
Bob to refrain from measuring one of their qubits, which leads to 9 + 6 = 15 possible 
local measurements, but this complication does not affect the analysis. These two mea-
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surements each have four possible outcomes: {(-l, -1), (-1, + 1), (+ 1, -1), (+1, + 1)} 
There is no logical reason to assume that just because Xl = 1 when X I X 2 is measured, 
Xl would have equalled 1 if we had measured X I Y2 . Perhaps the different apparat us re-
quired to measure different path observables affects the photon's observed polarization? 
If we want to rule out this possibility, we must design our experiment very carefully. 
Quantum mechanics may tell us these measurements are independent, but nothing pre-
vents local hidden variables from disobeying this rule! 
3 The Logic of Nonlocality Proofs 
The 'nonlocality proof' of Section II works as follows. (Cabello's two papers provide 
two different descriptions of essentially the same pro of; for ease of reference we discuss 
only that formulated in [4], but our objection and counterexample apply equally to the 
equivalent formulation in [5].) Alice randomly chooses to perform one of the following 
two measurements: 
la. Xl and X 2? 
2a. YI and X 2? 
Bob meanwhile randomly performs one of the following four measurements: 
lb. X 3 and Y4? 
2b. X 3 and Z4? 
3b. Y3 and Y4? 
4b. Y3 and Z4? 
The only relevant equations ever tested by this experiment are thus (4), (8), (12) 
and (14). Quantum mechanics predicts these equations will always be satisfied. For 
this to be a valid nonlocality proof, there must be no way for local hidden variables to 
achieve the same thing. Yet the following classical model does exactly that, and also 
manages to perfectly mimic the quantum measurement statistics! 
Let )'1, À2 and M be three independent random bits taking the values + 1 or -1 
with equal probability. These will be the local hidden variables of our classical model. 
Instead of two entangled photons, Alice and Bob share a two-part system each part of 
which carries a copy of ÀI' À2 ; Bob also has a copy of M. 
Alice's part of the system behaves as follows-regardless of whether she performs 
measurement la or 2a, it will simply output "À I and À2": 
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la. --t Àl and À2. 
2a. --t Àl and À2. 
Bob's system pro duces the following measurement outcomes: 
lb. --t f.L and f.LÀlÀ2. 
2b. --t f.L and f.LÀl. 
3b. --t f.L and f.LÀlÀ2. 
4b. --t f.L and -f.LÀl. 
70 
It is easy to see that in perfect agreement with quantum mechanics, the result of 
each individual 'qubit' measurement is completely random, yet the global correlations 
of equations (4), (8), (12) and (14) always hold. This local model is, in the context 
of this experiment, utterly indistinguishable from quantum mechanics itself, and this 
needs just two shared random bits and one private random bit to achieve. Since the 
experiment admits a simple locally realistic explanation, it cannot falsify local realism! 
It is argued in [4, 5] that the nonlocality pro of succeeds regardless, because local 
models such as this are forbidden. It is claimed Bob must always give the same answer 
to questions such as "What is Z4", regardless of the context in which that question 
is asked: "Binee Z4 represents a local element of reality, Bob's answer to Z4 must be 
independent on whether Z4 is asked together with Y3 or X 3" (emphasis added). This is 
exactly the misconception at the heart of this and other recent proposaIs for 'improved' 
nonlocality proofs. We must not make any assumptions about what constitutes a local 
element of reality! Any alleged proof that spends any time whatsoever establishing 
'what the local elements of reality must be' is likely to be wrong, or, at the very least, 
not as gerieral as it should be. 
Nonlocality proofs share a simple logical structure: they are proofs by contradic-
tion. Two assumptions are made-the assumption of locality and the assumption of 
realism-and a conclusion drawn concerning the possible outcomes of measurements 
upon causally unconnected systems. This conclusion is false if the predictions of quan-
tum mechanics for entangled states are true. Wh en these predictions are experimentally 
verified, the conclusion is experimentally refuted, and therefore at least one of our two 
premises must have been false. 
The new model for nonlocality proofs has a different two-step structure. In the first 
step, sorne predictions of quantum mechanics for the behaviour of a specifie state 11j;) 
under a specifie set of possible measurements {Xj, Yj, Zj} are assumed to be true. In the 
proposed model [4, 5), it is assumed that pairs of measurements upon different qubits 
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encoded on the same photon are outcome independent; the out come of measurement 
A on qubit 1 is shown to be independent of the choice of measurement on qubit 2, 
and vice versa. From this premise a preliminary conclusion is drawn concerning the 
nature of viable local hidden-variable models. In the second step, locality, realism, 
and the conclusion of the first step are assumed, and a deduction is made concerning 
the possible measurement outcomes. It is then shown that this conclusion is false if 
sorne other predictions of quantum mechanics for the state l'l,b) are true (to be specific, 
equations (4), (8), (12) and (14). 
The problem with this two-stage approach should be apparent. When we conduct 
the experiment presented in Section II using two photons, our logical conclusion will be 
shown to be inconsistent with observable evidence. We can deduce that at least one of 
the premises of our overall argument must have been false. However, the proposed new 
type of nonlocality proof has a total of three premises, not two! In addition to locality 
and realism, it is assumed from the outset that individual qubit measurement outcomes 
represent 'local elements of reality' (as defined by Einstein, Podolsky and Rosen) and 
must be assigned definite values. The proposed nonlocality proof never tests to see if 
this assumption is true for the system and measurements in question. Thus, the ensuing 
experiment will not rule out local realism. The third assumption can act as a 'logical 
shield', protecting locality and realism from contradiction. (It must also be noted that 
the term coined by Cabello, 'Einstein, Podolsky, Rosen local elements of reality' or 
EPRLERs, is misleading. Einstein, Podolsky and Rosen never put forth a definition of 
a LER but only offereda criterion to recognize one [3]; they explicitly allowed for the 
possibility of other models.) 
There is nothing logically invalid about using three assumptions, instead of just the 
two. We certainly don't reject the third pre mise because we're forbidden from making 
spurious and unsupported assumptions about the properties of reaHty. After aIl, the 
assumptions of locality and realism are (surprisingly!) poorly physically motivated, 
whereas Cabello's additional assumption is experimentally verifiable. At the end of 
the day, we can make any assumptions we want, but the conclusion we will end up 
drawing is that 'one of our assumptions must be wrong'. If we want to rule out local 
realism, we'd better not have any additional assumptions in the way that can act as 
sacrificial pawns. If we have assumed sorne quantum predictions without testing them, 
logic dictates that these predictions might be wrong, however reasonable they seem. In 
this case, the application of logic may appear physically counterintuitive: an implicit 
assumption that quantum mechanics describes what is really physically happening leads 
to a proof with a classical solution! Nevertheless the logic is indisputable: the classical 
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model is extremely simple and perfectly reproduces the supposedly nonlocal quantum 
correlations; an experiment with a classical explanation cannot prove nonclassicality. 
This highlights the value of proper logical analysis. The existence of an additional 
necessary assumption can be used as a test for the possibility of a local hidden variable 
solution, saving one the effort of exhaustively construction new local models of every 
specific case. 
It is important to be very clear about our reasons for rejecting the additional assump-
tion, so let us reiterate one la st time. It is fatal to include an additional assumption 
in nonlocality proofs, even if that assumption is known to be true for quantum me-
chanics, because doing so can open the door to LHV models for which that additional 
assurnption is false. Cabello's errant assumption is surely true, as it is a mathematical 
property of quantum mechanics. Nevertheless, when the validity of quantum mechanics 
itself is at issue, it is a mistake to assume it and not test it, as must be clear from the 
simple counterexample presented above--quantum assumptions have led to a classical 
solution. 
How do we do things right? We must get rid of the additional assumption. We 
can redesign our experiment su ch that in parallel with everything else, it actually tests 
whether all the predicted behaviours of the quantum state 17,b) under measurements 
{Xj, Yj, Zj} are observed, both equations (4),(8),(12),(14) and the independence of sep-
arate qubit measurements. This revision guarantees the only assumptions that might 
be false are locality and realism. Testing additional predictions means we will have 
to ask Alice and Bob to perform sorne additional measurements. It is exactly these 
measurements that Cabello adds to his origInal experiment in order to create a valid 
nonlocality proof in his recent response to criticism [Il]. (Of course the validity of 
the extended experiment was never questioned, and do es not imply the validity of the 
original sm aller experiment. Half a valid proof is no proof at aIl.) However, the original 
proposaI explicitly avoided these additional tests to reduce the supposed maximum clas-
sical success rate to ~ and ease the burden on the photon detectors. As we have shown, 
this was unsuccessful. The valid extended experiment works because it tests aIl fourteen 
equations (2) to (15). A local hidden variable model can reproduce these correlations 
with probability at most i~, significantly worse than other two-party proposaIs [12], and 
thus is not "st ronger" or "loophole-free" in any meaningful sense. 
There is a different way to make the original experiment valid. We can abandon 
the two-photon instantiation of 17,b) and consider four space-like separated qubits. The 
resulting experiment does not yield a better experimental proposaI than the Mermin-
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GHZ pseudotelepathy game [14, 15] if we are concerned with closing the detection 
loophole or with minimizing the number of participants. 
4 Conclusion 
We have shown that a conceptuai error in the design of nonlocality proofs can be fatal to 
the ultimate goal of such a pro of, which is to demonstrate that our world is not Iocally 
realistic. More precisely, we have elucidated why the description of a good nonlocality 
proof can (and should) be given without any discussion of quantum mechanics or the 
nature of local elements of reality. It is only the actuai experimentai setup, or the 
quantum winning strategy that needs to invoke quantum mechanics. We have shown 
that doing otherwise can fatally compromise the conclusions that can be drawn from 
nonlocality proofs. Because the two-participant nonlocality proofs of Cabello [4, 5] need 
to invoke quantum predictions as assumptions, we conclude that these proposaIs do not 
achieve their purported goal of ruling out locally realistic descriptions of our world, in 
. spite of the fact that they do rule out some small subclass of LHV modeis. The same 
objection dooms aIl nonlocality proofs of this type. 
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Abstract 
We present six multiparty proto cols with information-theoretic security that 
tolerate an arbitrary number of corrupt participants. AlI protocols assume pair-
wise authentic private channels and a broadcast channel (in a single case, we re-
quire a simultaneous broadcast channel). We give protocols for veto, vote, anony-
mous bit transmission, collision detection, notification and anonymous message 
transmission. Not assuming an honest majority, in most cases, a single corrupt 
participant can make the protocol abort. AlI protocols achieve functionaIity never 
obtained before without the use of either computational assumptions or of an hon-
est majority. 
Keywords: multiparty computation, anonymous message transmission, election 
protocols, collision detection, dining cryptographers, information-theoretic secu-
rity. 
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In the most general case, multiparty secure computation enables n participants to collab-
orate to compute an n-input, n-output function (one per participant). Each participant 
only learns his private output which, depending on the function, can be the same for 
each participant. Assuming that private random keys are shared between each pair of 
participants, we known that every function can be securely computed in the presence 
of an active adversary if and only if less than n/3 participants are corrupt; this funda-
mental result is due to Michael Ben-Or, Shafi Goldwasser and A vi Wigderson [BGW88] 
and David Chaum, Claude Crépeau and Ivan Damgard [CCD88]. When a broadcast 
channel lS available, the results of Tai Rabin and Michael Ben-Or [RB89] tell us that 
this proportion can be improved to n/2. 
Here, we present six specific multiparty computation proto cols that achieve cor-
rectness and privacy without any assumption on the number of corrupt participants. 
Naturally, we cannot always achieve the Ideal functionality, for example in sorne cases, 
a single participant can make the protocol abort. This ls the priee to pay to tolerate an 
arbitrary number of corrupt participants and still provide information-theoretic privacy 
of the inputs. 
AIl proto cols we propose have polynomial complexity in the number of participants 
and the security parameter. We al ways assume pairwise shared private random keys 
between each pair of participants, which allows pairwise private authentic channels. We 
also assume a broadcast channel and, even though it lS a strong assumption, in sorne 
cases we need the broadcast to be simultaneous [CGMA85, HM05]. 
1.1 Summary of Results 
Our main contributions are in the areas of elections (vote) and anonymity (anonymous 
bit transmission and anonymous message transmission). Each proto col is an astute 
combinat ion of basic protocols, which are also of independent interest, and that impIe-
ment parity, veto, collision detection and notification. 
The main Ingredient for our information-theoretically secure proto cols is the dining 
cryptographers proto col [Cha88] (see also Section 2), to which we add the following 
simple yet powerful observation: if n participants each hold a private bit of an n-bit 
string with Hamming weight of parity p, then any single participant can randomize p 
by locally flipping his bit with a certain probability. It is impossible, however, for any 
participant to locally derandomize p. In the case of the anonymous message transmis-
sion, we also build on the dining cryptographers proto col by noting that a message that 
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is sent can be ciphered with a one-time pad by having one participant (the receiver) 
broadcast a random bit. Any modification of the message can then be detected by the 
receiver with an algebraic manipulation detection code [CFP07]. 
1.1.1 Vote. 
Our vote proto col (Section 4) allows n participants to conduct an m-candidate election. 
The privacy is perfect but the protocol has the drawback that if it aborts (any corrupt 
participant can cause an abort), the participants can stilllearn information that would 
have been available had the proto col succeeded. For this proto col, we require a simul-
taneous broadcast channel. It would be particularly well-suited for a small group of 
voters that are unwilling to trust any third party and who have no advantage in making 
the protocol abort. 
Previous work on information-theoretically secure voting proto cols include [CFSY96], 
where a proto col is given in the context where many election authorities are present. 
To the best of our knowledge, our approach is fundamentally different from any other 
approaches for voting. It is the first to provide information-theoretic security without 
requiring or trusting any third party, while also providing ballot casting assurance (each 
participant is convinced that their input is correctly recorded [AN06]) and universal ver-
ifiability (each participant is conviced that only registered voters cast ballots and that 
the tally is correctly computed [SK95]). 
1.1.2 Anonymity. 
Anonymity is the power to perform a task without identifying the participants that are 
involved. In the case of anonymous message transmission, it is simply the capacity of the 
sender to transmit a private message to a specific receiver of his choosing without reveal-
ing either his identity or the identity of the receiver. A number of protocols have' been 
suggested for anonymous transmission. Many of these rely on trusted or semi-trusted 
third parties as well as computational assumptions (for instance, the MIX-net [Cha81]). 
Here, we do not make any such assumptions. The most notable proto col for 'anonymous 
transmission in our context is the dining cryptographers protocol [Cha88], which allows 
a single sender to anonymously broadcast a bit, and provides information-theoretical se-
curity against a passive adversary. We present the proto col in a version that implements 
the multiparty computation of the parity function in Section 2. 
The case of multiple yet honest senders in the dining cryptographers proto col can be 
solved by time slot reservation techniques, as originally noted by Chaum [Cha88]. But 
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nevertheless, any corrupt participant can jam the channel. Techniques offering compu-
tational security to this problem have been proposed [Cha88, WP89b]. AIso, computa-
tional assumptions allow the removal of the reliance on a broadcast channel [WP89aJ. 
In our implementation of anonymous bit transmission (Section 5), we elegantly deal 
with the case of multiple senders by allowing an unlimited amount of participants to act 
as anonymous senders. Each anonymous sender can target any number of participants 
and send them each a private bit of his choiee. Thus, the out come of the protocol is, for 
each participant, a private list indicating how many Os and how many ls were reeeived. 
The anonymity of the sen der and reeeiver and the privacy of aU transmitted bits is 
always perfectly achieved, but any participant can cause the proto col to abort, in which 
case the participants may stilllearn sorne information about their own private lists. 
We need a way for an participants to find out if the proto col has suceeeded. This 
is done with the veto proto col (Section 3), which takes as input a single bit from 
each participant; the output of the protocol is the logical OR of the inputs. Our 
implementation differs from the ideal functionality sinee a participant that inputs 1 will 
learn if sorne other participant also input 1. We make use of this deviation from the 
ide al functionality in further protocols. 
In our fixed mie anonymous message transmission proto col (Section 8), we present 
a method which allows a single sender to communicate a message of arbitrary length to 
a single reeeiver. To the best of our knowledge, this is the first protocol ever to provide 
perfect anonymity, message privacy and integrity. For a fixed security parameter, the 
anonymous message transmission is asymptotically optimaL 
Our final protocol for anonymous message transmission (Section 9) allows a sender 
to send a message of àrbitrary length to a receiver of his choosing. While any participant 
can cause the protocol to abort, the anonymity of the sender and reeeiver is always 
perfectlyachieved. The privacy of the message is preserved except with exponentially 
small probability. As far as we are aware, an previous proposed protocols for this task 
require either computational assumptions or a majority of honest participants. The 
proto col deals with the case of multiple senders by first executing the collision detection 
protocol (Section 6), in which each participant inputs a single bit. The outcome only 
indicates if the sum of the inputs is 0, 1 or more. Compared to similar proto cols 
called time slot reservation [Cha88, WP89b], our protocol does not leak any additional 
information about the number of would-be senders. The final protocol also makes use 
of the notification protocol (Section 7) in which each participant chooses a list of other 
participants that are to be notified. The output privately reveals to each participant 
the logical OR of his reeeived notifications. A special case of this proto col is when a 
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single participant notifies another single participant; this is the version used in our final 
proto col to enable the sen der to anonymously tell to the receiver to act accordingly. 
1.2 Cornrnon Features to AlI Proto cols 
All proto cols presented in the following sections share sorne common features, which 
we now describe. Our protocols are given in terms of multiparty computation with 
inputs and outputs and involve n participants, indexed by i = 1, ... , n. In the ideal 
functionality, the only information that the participants learn is their output (and what 
can be deduced from it). Correctness refers to the fact that the outputs are correctly 
computed, while privacy ensures that the inputs are llever revealed. 
The protocols ensure correctness and privacy even in the presence of an unlimited 
number of misbehaving participants. Two types of such behaviour are relevant: par-
ticipants who collude (they follow the proto col but pool their information in order to 
violate the protocol's privacy), and participants who actively deviate from the proto col 
(in order to violate the protocol's correctness or privacy). Without loss of generality, 
these misbehaviours are modelled by assuming a central adversary that controls sorne 
participants, rendering them corrupt. The adversary is either passive (it learns aU the 
information held by the corrupt participants), or active (it takes full control of the cor-
rupt participants). We will deal only with the most general case of active adversaries, 
and require them to be static (the set of corrupt participants does not change). A 
participant that is not corrupt is called honest. Our proto cols are such that if they 
do not abort, there exists inputs for the corrupt participants that would lead to the 
same output if they were to act honestly. If a protocol aborts, the participants do not 
learn any more information than they could have learned in an honest execution of the 
proto col. The input and output description applies only to honest participants. 
We assume that each pair of participants shares a private, uniformly random string 
that can be used to implement an authentic private channel. The participants have 
access to a broadcast channel and in sorne cases, it is simultaneous. A broadcast channel 
is an authentic broadcast channel for which the sender is confident that all participants 
receive the same value and the receivers know the identity of the sen der. A simultaneous 
broadcast channel is a collection of broadcast channels where the input of one participant 
cannot depend on the input of any other participant. This could be achieved if all 
participants simultaneously performed a broadcast. In or der to distinguish between the 
two types of broadcast, we sometimes call the broadcast channel a regular broadcast. 
It is not uncommon in multiparty computation to allow additional resources, even if 
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these resources cannot be implemented with the threshold on the honest participants 
(the results of [RB89] which combine a broadcast channel with n/2 honest participants 
being the most obvious example). Our work suggests that a simultaneous broadcast 
channel is an interesting primitive to study in this context. 
In aIl protocols, the security parameter is s. Unfortunately, in many of our protocols, 
a single corrupt participant can cause the proto col to abort. AlI proto cols run in 
polynomial time with respect to the number of participants, the security parameter 
and the input length .. Although sorne of the proto cols presented in this paper are 
efficient, our main focus here is in the existence of proto cols for the described tasks. We 
leave for future work improvement of their efficiency. FinaIly, due to lack of space, we 
present only sketches of security proofs. 
2 Parity 
Protocol 1 implements the parity function and is essentially the same as the dining 
cryptographers protocol [Cha88], with the addition of a simultaneous broadcast channel. 
Note that if we used a broadcast channel instead, then the last participant to speak 
would have the unfair advantage of being able to adapt his input in order to fix the 
out come of the protocol! 
Protocol 1 Parity 
Input: Xi E {a, 1} 
Output: Yi = Xl EB X2 EB ... EB X n 
Broadcast type: simultaneous broadcast 
Achieved functionality: 
1) (Correctness) If the proto col does not abort, Othe output is the same as in the ideal 
functionality. 
2) (Privacy) No adversary can learn more than the output of the ideal functionality. 
Each participant i does the following: 
1. Select uniformly at random an n-bit string ri = rfr; .. ° rf with Hamming weight 
of parity Xi ° 
2. Send rf to participant j using the private channel; keep bit rI to yourself. 
3. Compute Zi, the parity of the sum of aIl the bits received, including rI. 
4. Use the simultaneous broadcast channel to announce Zi. 
5. After the simultaneous broadcast is finished, compute Yi = EB~=l Zk. This is the 
outcome of the proto col. If the simultaneous broadcast fails, abort the protocol. 
Correctness and privacy follows from [Cha88]. Thus, any adversary can learn only 
what can be deduced from the corrupt participant's inputs and the outcome of the 
Information-theoretic security without an honest majority 
Anne Broadbent and Alain 82 
proto col. Note that this me ans that the adversary can deduce the parity of the inputs 
of the other participants. \Ve will later use the two simple observations that there is no 
way to cheat except by refusing to broadcast and that any value that is broadcast is 
consistent with a choice of vaUd inputs. In the following protocols, we will adapt step 4 
of the parity protocol to make it relevant to the scenario, this will allow us to remove 
the assumption of the simultaneous broadcast. We will also use the fact that if a single 
participant either does not broadcast, or broadcasts a random bit in step 4 then the 
value of the output of parity is known to this participant, but is perfectly hidden to 
aIl other participants. 
3 Veto 
In this section, we build on the parity proto col to give a protocol for the secure im-
plementation of the veto function, which computes the logical OR of the participant's 
inputs (Protocol 2). As noted in Lemma 7, the protocol achieves a variant of the ideal 
functionality: any participant can passively learn the value of the logical OR of aU other 
participants' inputs. This deviation from the ideal functionality is unavoidable since 
the two-participant ideal scenario is impossible to implement in our model. We will use 
this deviation in the collision detection proto col of Section 6. 
Lemma 5. (Reliability) No participant can make the veto proto col abort. 
Prao/. If a participant refuses to broadcast, it is assumed that the output of the proto col 
is 1. D 
Lemma 6. (Correctness) If an participants in the veto proto col have input Xi = 0, then 
the protocol achieves the ideal functionality with probability 1. If there exists a partic-
ipant with input Xi = l then the protocol is correct with probability at least l - 2-8 • 
Prao/. The correctness follows by the properties of the parity proto col, with the differ-
ence that we now have a broadcast channel instead of a simultaneous broadcast channel. 
The case where an inputs are 0 is trivial. Let Xi 1 and suppose that the protocol is 
executed until the ordering in which participant i speaks last. Then with probability 
at least l -:- 2- 8 , in step 2 of veto, the output of the proto col will be set to 1. D 
Lemma 7. (Privacy) In the veto proto col , the most an adversary can learn is the 
logical OR of the other participants' inputs. AdditionaUy, this information is revealed, 
even to a passive adversary, with probability at least l 2-8 • 
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Protocol 2 Veto 
Input: Xi E {a, 1} 
Output: Yi = Xl V X2 V ... V X n 
Broadcast type: regular broadcast 
Achieved functionality: 
1) (Reliability) No participant can make the proto col abort. 
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2) (Correctness) The outcome of the proto col is the outcome of the ideal functionality. 
3) (Privacy) Any adversary learns the logical OR of the other participants' inputs but 
nothing more. 
The n participants agree on n orderings such that each ordering has a different last 
participant. 
result -- 0 
For each ordering, 
Repeat s times: 
1. Each participant i sets the value of Pi in the following way: if Xi = 0 then Pi = 0; 
otherwise, Pi = 1 with probability ~ and Pi = 0 with complimentary probability. 
2. The participants execute the parity protocol with inputs Pl, P2, ... Pn, with the 
exception that the simultaneous broadcast is replaced by a regular broadcast with 
the participantsbroadcasting according to the current ordering (if any participant 
refuses to broadcast, set the value resu It -- 1). If the out come of parity is 1, then 
set result -- 1 . 
Output the value result. 
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Proof. This follows from the properties of the parity protocol: for a given repetition, 
the adversary learns the parity ofthe honest participants' p/s, but nothing else. Because 
of the way that the p/s are chosen in step 1, if for any repetition, this parity is odd, the 
adversary concludes that at least one honest participant has input 1, and otherwise if aIl 
repetitions yield 0, then the adversary concludes that with probability at least 1 2-s , 
all the honest participant's inputs are O. In aIl cases, this is the only information that 
is revealed; clearly, it is revealed to any passive adversary, except with exponentially 
smaIl probability. Note that this information could be learned in the ideal functionality 
by assigning to all corrupt participants the input O. D 
4 Vote 
The participants now wish to conduct an m-candidate vote. The idea of Protocol 3 
is simple. In the veto protocol, each participant with input 1 completely randomizes 
his input into the parity protocol, thus randomizing the output of parity. By flipping 
the output of parity with probability only lin, the probability of the outcome being 
odd becomes a function of the number of such flips. Using repetition, this probability 
can be approximated to obtain the exact number of flips with exponentially small error 
probability. This can be used to compute the number of votes for each candidate. U nfor-
tunately, a corrupt participant can randomize his bit with probability higher than lin, 
enabling him to vote more than once. But since a participant cannot der,andomize the 
parity, he cannot vote less than zero times. Verifying that the sum of the votes equals n 
ensures that aIl participants vote exactly once. Note that the protocol we present is 
polynomial in m and not in the length of m. 
Lemma 8. (Correctness) If the vote do es not abort, then there exists an input for each 
corrupt participant such that the output of the honest participants equals the output 
of the ideal functionality, except with probability exponentiaIly small in $. 
Proof. If aIl participants are honest, the correctness of the proto col is derived from the 
Chernoff bound as explained in the Appendix. Assume now t corrupt participants. 
Since the parity proto col is perfect, the only place participant i can deviate from the 
proto col is by choosing Pi with an inappropriate probability. We first note that if the t 
corrupt participants actually transmit the correct number of private bits in phase A 
and broadcast the correct number of bits in phase E, then whatever they actually send 
is consistent with sorne global probability of flipping. 
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Protocol 3 Vote 
Input: Xi E {1, ... , m} 
Output: for k = 1 to m, y[k]i = I{xj 1 Xj = k}1 
Broadcast type: simultaneous broadcast 
Achieved functionality: 
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1) (Correctness) If the proto col do es not abort, then there exists an input Xi for each 
corrupt participant such that the proto col achieves the ideal functionality. 
2) (Privacy) Even ifthe proto col aborts, no adversary can learn more that what it would 
have learned by setting in the ideal functionality Xi = 1 for aIl corrupt participants. 
Phase A 
For each candidate k = 1 to m, 
For j = 1 to s, 
1. Each participant i sets the value of Pi in the following way: if Xi i=- k, then Pi = 0; 
otherwise, Pi = 1 with probability ~ and Pi = 0 with complimentary probability. 
2. The participants execute the parity protocol to compute the parity of Pl, P2, ... Pn, 
but instead of broadcasting their output bit Zi, they store it as z[k]1. 
Phase B 
AlI participants simultaneously broadcast z[k]1 (j = 1,2, ... , s). If the simultaneous 
broadcast is not successful, the proto col aborts. 
Phase C 
To compute the tally, y[k]i' for each value k = 1 ... m, èach participant sets: 
p[kL = œ~=l z[k]1, a[k]i = 2:;=1 p[kL/ s and if there exists an integer v such that 
la[k]i - Pvl < 2e~n' where Pv = ~ (n~2r ((n~2r - 1), then y[k]i = v. 
If for any k, no such value v exists, or if 2::=1 y[k]i i=- n, the proto col aborts. 
We use again the fact that it is possible to randomize the paritybut not to deran-
domize it: if the corrupt participants altogether fiip with a probability not consistent 
with an integer number of votes, either the statistics will be inconsistent, causing the 
proto col to abort, or we can interpret the results as being consistent with an integer 
amount of votes. If they fiip with a probability consistent with an integer different 
than t, then each y[k]i will be assigned a value, but with probability exponentially close 
to 1, we will have 2::=1 y[k]i i=- n and the protocol will abort. 0 
Lemma 9. (Privacy) In the vote protocol, no adversary can learn more than what 
it would have learned by assigning to aIl corrupt participants the input 1 in the ideal 
functionality, and this even if the proto col aborts. 
Proof. Assume that the first t participants are corrupt. No information is sent in 
phase A or phase C. We thus have to concentrate on phase B where the participants 
broadcast their information regarding each parity. For each execution of parity, the 
adversary learns the parity of the honest participant's values, PHI EB PH2 EB ... EB Pn, 
but no information on these individual values is revealed. The adversary can thus only 
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evaluate the probability with which the other participants have flipped the parity. But 
this information coul~ be deduced from the output of the ideal functionality, for instance 
by fixing the corrupt participants' inputs to 1. 0 
It is important to note that the above results do not exclude the possibility of 
an adversary causing the proto col to abort while still learning sorne information as 
stipulated in Lemma 9. This information could be used to adapt the behaviour of the 
adversary in a future execution of vote. 
In addition to the above theorems, it follows from the use of the simultaneous broad-
cast channel that an adversary cannot act in a way that a corrupt participant's vote 
depends an honest participant's vote. In particular, it cannot duplicate an honest partic-
ipant 's vote. We claim that our proto col provides ballot casting assurance and universal 
verifiability. This is straightforward from the fact that participants do not entrust any 
computation to a third party: they provide their own inputs and can verify that the 
final outcome is computed correctly. 
5 Anonymous Bit Transmission 
The anonymous bit transmission protocol enables a sender to privately and anony-
mously transmit one bit to a receiver of his choice. Proto col 4 actually deals with the 
usually problematic scenario of multiple anonymous senders in an original way: it allows 
an arbitrary number participants to act as anonymous senders, each one targeting any 
number of participants and sending them each a chosen private bit. Each participant 
is also simultaneously a potential receiver: at the end of the protocol, each participant 
has a private account of how many anonymous senders sent the bit 0 and how many 
sent the bit 1. Note that in our formalism for multiparty computation, the privacy of 
the inputs implies the anonymity of the senders and receivers. 
The security of the anonymous bit transmission proto col follows directly from 
the security of the vote and of the veto. Of course, the anonymous bit transmission 
also inherits the drawbacks of these protocols. More precisely we have the following: 
Lemma 10. (Correctness) The anonymous bit transmission proto col computes the 
correct output, except with exponentially small probability. 
Proof. If the proto col does not abort, by Lemmas 6 and 8, except with exponentially 
small probability, aIl bits are correctly transmitted. 
Lemma 11. (Privacy) In the anonymous bit transmission proto col , the privacy is 
the same as in the ideal functionality. 
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Protocol 4 Anonymous Bit Transmission 
Input: xI E {D, 1, ..l}, (j = 1,2, ... , n) 
Output: Yi = (I{x; 1 x; = O}l, I{x; 1 x; = 1}1) 
Broadcast type: regular broadcast 
Achieved functionality: 
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1) (Correctness) If the protocol does not abort then the output of the proto col equals 
the output of the ideal functionality. 
2) (Privacy) The privacy is the same as in the ideal functionality. 
For each participant j, 
1. Execute the vote protocol with m = 3 as modified below. The three choices are: 
0, 1, or ..1 (abstain). Each participant i chooses his input to the vote according 
to xi, his choice of message to be sent anonymously to participant j. The vote 
protocol is modified such that: 
(a) The output strings are sent to participant j through the private channel. 
(b) Participant j computes the tally as in the vote and if this computation suc-
ceeds, he finds out how many participants sent him a 0, how many sent him 
a 1 and how many abstained. If this occurs (and the results are consistent) 
he sets his success bit, Sj to O. If the vote aborts, he sets Sj to 1. 
Execute the veto protocol, using as inputs the success bits Sj. If the output of veto 
is 0, then the anonymous bit transmission succeeds. Otherwise, the protocol fails. 
Proof. Each execution of the vote protocol provides perfect privacy, even if the protocol 
aborts. The final veto reveals sorne partial information about which honest participants 
have been targeted by corrupt participants, but this do es not compromise the privacy 
of the protocol. 0 
In Protocol4, the use of the private channel in step (a) can be removed and replaced 
by a broadcast channel. Since participant j does not broadcast, the messages remain 
private. Another modification of the proto col makes it possible to send m possible 
messages instead of just two but note that the complexity is polynomial in m and not 
in the length of m. The transmission of arbitrarily long strings is discussed in Sections 8 
and 9. 
6 Collision Detection 
The collision detection protocol (Proto col 5) enables the participants to verify whether 
or not there is a single sender in the group. This will be used as a procedure for the 
implementation of anonymous message transmission· in Section 9. ldeally, a proto col 
to detect a collision would have as inputs only Xi E {D, 1}, with outputs in {D, 1, 2}, 
depending on the sum of the inputs. Unfortunately we do not know how to achieve such 
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a functionality; instead, we allow any participant to choose to force output 2, which in 
our description, corresponds to using input value 2. 
Protocol 5 Collision Detection 
Input: Xi E {O, 1, 2} 
Output: let r = 2:~=1 Xi then Yi = min{r, 2} 
Broadcast type: regular broadcast 
Achieved functionality: 
1) (Reliability) No participant can make the proto col abort. 
2) (Correctness) The output of the proto col equals the output of the ideal functionality. 
3) (Privacy) An adversary cannot learn more than it could have learned by assigning 
to aIl corrupt participants the input 0 in the ideal functionality. 
Veto A 
AlI participants perform the veto proto col with inputs min { Xi, 1}. As in Lemma 7, 
the participants note the value of the logical OR of the other participants' inputs. 
Veto B 
If the outcome of veto Ais 0, skip this step. Otherwise, each participant with input 1 
in veto A will set bi = 1 if he detected in veto A that another participant had input 1,' 
or if Xi = 2. AlI other participants set bi = O. Then aIl participants perform a second 
veto proto col with inputs bi . 
{ 
0 if the outcome of veto A is 0 
Output: Yi = 1 if the outcome of veto A is 1 and the out come of veto B is 0 
2 if the outcome of veto A is 1 and the outcome of veto B is 1 
Lemma 12. (Reliability) No participant can make the collision detection protocol 
abort. 
Proof. This follows from the reliability of veto. o 
Lemma 13. (Correctness) In the collision detection protocol, the output equals the 
output of the ideal functionality (except with exponentially small probability). 
Proof. This follows from the correctness of the veto protocol. There are only two ways 
a corrupt participant can deviate from the proto col. First, participant i can set bi = 0 
although Xi E {O, 1} and although in the first veto his input was 1 and a collision 
was detected. The outcome of veto B will still be 1 since another participant with 
input 1 in veto A will input 1 in veto B. This is consistent with input Xi = 1. Second, 
participant i can set bi = 1 although Xi = O. If veto B is executed, then we know that 
another participant has input 1 in veto A. This is consistent with input Xi = 1. 0 
Note that we have raised a subtle deviation from the ideal proto col in the above 
pro of: we showed how it is possible for a corrupt participant to set his input to 0 if aIl 
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other participants have input 0 and to 1 otherwise. Fortunately, the protocol is still 
sufficiently good for the requirements of the following sections. 
Lemma 14. (Privacy) In the collision detection protocol, an adversary cannot learn 
more than it could have learned by assigning to all corrupt participants the input 0 in 
the ideal functionality. 
Praof. In each veto, an adversary can only learn whether or not there exists an honest 
participant with input 1. In aU cases, this can be deduced from the outcome of the 
ideal functionality by setting the input to be 0 for aU corrupt participants. o 
7 Notification 
In the notification protocol (Protocol 6), each participant chooses a list of other par-
ticipants to notify. The output privately reveals to each participant whether or not 
he was notified, but no information on the number or origin of such notifications is 
revealed. Because participants are notified one after another, our protocol does not 
exclu de adaptive behaviours. 
Protocol 6 Notification 
Input: Vj i= i, x1 E {O, 1} 
Output: Yi = V#i x; 
Broadcast type: regular broadcast 
Achieved functionality: 
1) (Correctness) If the proto col does not abort then the output of the protocol equals 
the output of the ideal functionality. 
2) (Privacy) The privacy is the same as in the ideal functionality. 
For each participant i: 
Participant i sets Yi f- O. 
Repeat s times: 
1. Each participant j i= i sets the value of Pj in the following way: if x; = 0 then 
Pj = 0; otherwise, Pj = 1 with probability ~ and Pi = 0 with complimentary 
probability. Let Pi = O. 
2. The participants execute the parity protocol with inputs Pl,P2,' . . Pn, with the 
exception that participant i does not broadcast his value, and the simultaneous 
broadcast is replaced by a regular broadcast (if any participant refuses to broad-
cast, abort). 
3. Participant i computes the outcome of parity, and if it is 1, Yi f- 1. 
Lemma 15. The notification proto col achieves privacy and except with exponentiaUy 
smaU probability, the correct output is computed. 
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Proof. Privacy and correctness are trivially deduced from properties' of the parity pro-
tocol. 0 
8 Fixed Role Anonymous Message Transmission 
In Section 5, we presented an anonymous bit transmission proto col. The proto col 
easily generalizes to m messages, but the complexity of the proto col becomes polynomial 
in m. It is not clear how to modify the protocol to transmit a string of arbitrary 
length, while still allowing multiple senders and receivers. However, in the context 
where a single sender S is allowed, it is possible to implement a secure protocol for S 
to anonymously transmit a message to a single receiver R, which we call fixed role 
anonymous message transmission (Proto col 7). If the uniqueness condition on S 
and R is not satisfied, the protocol aborts. The proto col combines the use of the parity 
proto col with an algebraic manipulation detection code [CFP07], which we present as 
Theorem 8.1. Due to lack of space, the encoding and decoding algorithms, F and G, 
respectfuIly, are not repeated. . For a less efficient algorithm that achieves a similar 
result, see [CPS02]. 
Theorem 8.1 ([CFP07]). There exists an efficient probabilistic encoding algorithm 
F : {O,l}m --t {O,l}m+2(log(m)+s and decoding algorithm G: {O, 1}m+2(1og(m)+s) --t 
{..i, {O, l}m}, such that for aIl w, G(F(w)) = w, and any fixed combination of bit flips 
a.pplied to w' = F(w) pro duces a w" such that G(w") =..i, except with probability 2-S • 
Lemma 16. (Correctness, Privacy, Oracle) In the fixed role anonymous message 
transmission protocol, the probability that R obtains as output a corrupt message is 
exponentially small. The protocol is perfectly priva te , and if the oracle conditions are 
not satisfied, it will abort (except 'with exponentially sm aIl probability). 
Proof. Because of the properties of parity and the fact that the receiver broadcasts 
a. random bit, we have perfect privacy. Correctness is a direct consequence of Theo-
rem 8.1. FinaIly, if more than one participant acts as a sen der or receiver, then again 
by Theorem 8.1, the message will not be faithfully transmitted and the protocol will 
a.bort in step 5, except with exponentially small probability. 0 
Theorem 8.2. For a fixed security parameter, the fixed role anonymous message 
transmission protocol is asymptotically optimal. 
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Protocol 7 Fixed Role Anonymous Message Transmission 
Oracle: The sender Sand receiver R know their identity 
Input: S has input w E {D, l}m, aIl other players have no input 
Output: R has output w, aIl other players have no output 
Broadcast type: regular broadcast 
Achieved functionality: 
1) (Correctness) If the protocol does not abort, R obtains the cOrrect message. 
91 
2) (Privacy) The only information that can be Iearned through the proto col is for R to 
learn w. 
3) (Oracle) If the oracle conditions are not satisfied (in the sense that more than one 
honest participant believes to be the sender or the receiver), the protocol will abort. 
1. S computes w' = F( w) 
2. The participants execute m + 2(log(m) + s) rounds of the parity protocol, with 
participants using a broadcast instead of a simultaneous broadcast and using the 
following inputs: 
(a) S uses as input the bits of w'. 
(b) R uses as input the bits of a random m-bit string, r. 
( c) All other players use D as input for each round. 
3. Let d be the output of the rounds of parity. R computes w" = d EB r. 
4. R computes y = G(w"). 
5. A veto is performed: aIl players input 0 except R who inputs 1 if Y =1.. and 0 
otherwise. 
If the outcome of veto is 1, the proto col aborts. Otherwise, R sets his output 
to y. 
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Proof. For any proto col to preserve the anonymity of the sender and the receiver, each 
player must sent at least one bit to every other player for each bit of the message. In the 
fixed role anonymous message transmission protocol, for a fixed s, each player 
act ually sends 0 (1) bits to each other player and therefore the protocol is asymptotically 
~~. D 
9 Anonymous Message Transmission 
Our final.protocol allows a sen der to anonymously transmit message to a receiver of his 
choosing. Contrary to the fixed role anonymous message transmission protocol 
of Section 8, anonymous message transmission (Protocol 8) does not suppose that 
there is a single sender, but instead, it deals with potential collisions (or lack of any 
sen der at all) by producing the outputs COLLISION or No TRANSMISSION. The only 
deviation from the ideal functionality in the protocol is that a single participant can 
force the COLLISION output. Note again that in this protocol, the privacy of the input 
implies anonymity of the sender and receiver. 
Proto col 8 Anonymous Message Transmission 
Input: Xi =~ or Xi = (r, w) where r E {1, ... , n} and w E {a, l}m 
Output: If I{Xi 1 Xi ~~}I = a then Yi = No TRANSMISSION and if I{Xi 1 Xi ~~}I > 1 
then Yi = COLLISION. Otherwise let S be such that Xs = (r, w) then all Yi =~ except 
Yr = w. 
Broadcast type: regular broadcast 
Achieved functionality: 
1) (Correctness) The output equals the output of the ideal functionality except that a 
single participant can make the proto col produce the output COLLISION. 
2) (Privacy) The privacy is the same as in the ideal functionality. 
1. The participants execute the collision detection protocol; participants who have 
input Xi =~ use input a while aH others use input 1. If the outcome of collision 
detection is 1, continue, otherwise output No TRANSMISSION if the output is a 
and COLLISION if the output is 2. 
2. Let the sender S be the unique participant with Xs ~~. The participants execute 
the notification proto col , with S using input Xs = 1 and x~ = a otherwise. All 
other participants use the input bits a. Let R be the participant who computes 
as output YR = 1. If the notification proto col fails, abort. 
3. The participants execute the fixed role anonymous message transmission 
protocol. 
Lemma 17. (Correctness) In the anonymous message transmission protocol, the 
output equals the output of the ideal functionality except with exponentially small 
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probability. The only exception is that a single participant can make the protocol 
produce the output COLLISION. 
Proof. This follows easily from the correctness of the collision detection, notification 
and fixed role anonymous message transmission protocols. 0 
Lemma 18. (Privacy) The anonymity of the sender and receiver are perfecto If the 
proto col succeeds, except with exponentially small probability, participant r is the only 
participant who knows w. 
Proof. Perfect anonymity follows from the privacy of the collision detection, notifi-
cation and anonymous message transmission protocols. If the sender successfully 
notifies the receiver in step 2, then the privacy of w is perfecto Butwith exponentially 
small probability, the receiver will not be correctly notified, and an adversary acting as 
the receiver will receive the message W. o 
10 Conclusion 
We have given six multiparty protocols that are information-theoretically secure without 
any assumption on the number of honest participants. It would be interesting to see if 
the techniques we used can be applied to other multiparty functions or in other contexts. 
Our main goal was to prove the existence of several protocols in a model that does 
not make use of any strong hypotheses such as computational assumptions or an honest 
majority. This being said, aIl the presented proto cols are reasonably efficient: they are 
all polynomial in terms of communication and computational complexity and in one 
case, asymptotically optimal. 
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A Proof of Correctness for Proto col 3 
Lemma 19. (Correctness) If aIl participants are honest in Protocol 3 (vote), then the 
output is correct, except with probability exponentially small in s. 
Proof. We fix a value k and suppose that v participants have input Xi = k. Thus we 
need to show that in the vote, y[k]i = v, except with probability exponentially smali 
in s. 
We now give the intuition behind phase C of the vote. Let Pv be the probability 
that p[k]j = œ~=l z[k]i = 1. For v :S n, we have Po = 0, Pl ~ and Pv+l Pv (1 - ~) + 
(1 pv)~. Solving this recurrence, we get 
1 (n-2)V(( n)V ) Pv = 2 -n- n _ 2 - 1 (1) 
Thus, the idea of phase C of the vote is for the participants to approximate Pv by 
computing O'[k]i 2::=1 p[k]j/ s. If the approximation is within of Pv, then the 
out come lS y[k]i = v. We first show that if such a v exists, it is unique. 
Clearly, for v < n, we have that Pv+1 > PV. We also have limn_ooPn l 
"2 . Thus 
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Renee if such a v exists, it is unique. We now show that except with probability 
exponentially small in 8, the correct v will be chosen. Let X = 2:;=1 p[k]j be the sum 
of the 8 executions of parity, with p, 8pv the expected value of X. The participants 
have computed a[k]i = X /8 . 
By the Chernoff bound, for any 0 < 8 ~ 1, 
(4) 
Let 8 = -2 21 . We have 
e npv 
Pr[X ~ p,- s < exp( - ----:--::-- (5) 
and so 
1 s Pr[a[k]i - Pv ~ -2 2 ] < exp ( ---:--:::--) 
en 
(6) 
Similarly, still by the Chernoff bound, for any 8 < 2e 1, 
Pr[X > (1 + 8)p,] < exp( -p,82 /4) (7) 
Let 8 and we get 
8 -8 
Pr[X > p, + -2 2 ] < exp( 16 4 2 ) 




Pr[a[kJi - Pv > 2e2n] < exp( (9) 
Renee the protocol produces the correct value for y[k]i' except with probability expo-
nentially small in 8. 0 
Originally published in Proceedings of ASIACRYPT'07 pp. 460-473 (2007) 
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Abstract 
We present the first protocol for the anonymous transmission of a quantum 
state that is information-theoretically sec ure against an active adversary, without 
any assumption on the number of corrupt participants. The anonymity of the 
sender and receiver, as well as the privacy of the quantum state, are perfectIy 
protected except with exponentially small probability. Even though a single cor-
rupt participant can cause the protocol to abort, the quantum state can only be 
destroyed with exponentially small probability: if the protocol succeeds, the state 
is transferred to the receiver and otherwise it remains in the hands of the sen der . 
(provided the receiver is honest). 
Keywords: quantum cryptography, multiparty computation, anonymity, dining 
cryptographers. 
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1 Introduction 
In David Chaum's c1assic dining cryptographers scenario [Cha88], a group of cryptog-
raphers is having dinner at a restaurant and it is the case that either one of them has 
anonymously paid the dinner bill or the NSA has paid. The task that the cryptographers 
wish to accomplish is to find out which of the two cases occurred, without reveaUng 
any additional information. The security of Chaum's protocol does not rely on any 
computational assumption, but only on the cryptographers having access to pairwise 
private channels and to a broadcast channel. A simple extension to this protocol allows 
a single participant, say Alice, to broadcast a message to aU the other participants ln 
such a way that Alice's identity is information-theoretically protected. 
But what if Alice wishes to send a private message to Bob (who is also sitting at 
the dinner table), while ensuring the anonymity of both herself and of Bob? This task 
is called anonymous message tmnsmission. As an instance of multiparty secure com-
putation, such a protocol can be accomplished, assuming pairwise private channels and 
a broadcast channel, as long as a majority of participants are honest [RB89]. Recently, 
two of us [BT07] have given a protocol that requires pairwise private channels and a 
broadcast channel, and accomplishes anonymous message transmission without any as-
sumption on the number of honest participants. The protocol, however, allows even a 
single corrupt participant to cause an abort. 
Our main contribution is to give the first information-theoretically secure proto col 
for quantum anonymous transmission that tolerates any number of COITUpt participants. 
That is, our protocol allows Alice to send a quantum message to Bob su ch that both 
Alice and Bob remain anonymous (no participant learns the identity of Alice-even 
if Bob is COITupt-and the identity of Bob remains known only to Alice), and the 
quantum message remains private (nothing about it leaks to participants other than 
Bob, unless of course Bob is corrupt). The anonymity of the sender and receiver, as 
weIl as the privacy of the quantum message, are perfect except with exponentially small 
probability, regardless of the behaviour of cheating parties, with no need to rely on any 
assumptions other than the availability of a classical broadcast channel as weIl as private 
authenticated quantum channels between each pair of participants. Our proto col has 
features similar to the anonymous (classical) message transmission protocol mentioned 
above: we can tolerate an arbitrary number of corrupt participants, but any single 
corrupt participant can cause the proto col to abort. However, no private information 
can be obtained by making the protocol abort. 
Since Alicè sends quantum information, we need to address a concern that did not 
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exist in the context of classical anonymous message transmission: the state to be trans-
mitted should never be destroyed even if the protocol abons (unless the receiver is 
corrupt, since in that case he can follow honestly the protocol until the very end, and 
then destroy the successfully transmitted message!). Because of the no-cloning theo-
rem [WZ82], the sender cannot generally keep a backup copy of the message before 
entering the protocoL Nevertheless, we accomplish this safeguard as part of the main 
proto col with a simple and novel notion called fail-safe teleportation. This notion en-
sures that if something went wrong with the transmission of the state, its integrity is 
never at stake because the receiver can always teleport it back to the sender in a way 
that does not compromise anonymity. 
1.1 Anonymity 
Anonymity is a basic cryptographie concept whose goal is to hide the identity of the 
sender or receiver of a message (or both). It is different from, but often complemen-
tary to privacy, which ensures the confidentiality of a message. Examples of anony-
mous tasks include sending an anonymous letter to one's love, using an email account 
with a pseudonym, accessing a web page through a trusted identity proxy server or 
blind reviewing of a conference paper. . Three approaches to classical anonymity are 
generally considered. The first one requires the help of a trusted third party that 
forwards messages between participants without revealing the identity of the senders. 
Anonymizers [Boy97, GGK+99] belong to this class. The second approach uses chains 
of untrusted servers that randomize the ordering of messages. This reordering prevents 
an outside observer from linking the sender and the receiver of a particular message. 
The privacy of messages is generally assured by a public-key ~ryptosystem. Chaum's 
MixNets [Cha81] are an instance of techniques using this approach. The third and last 
approach offers information-theoretic security, assuming resources such as a broadcast 
channel and pairwise private channels. Chaum's dining cryptographers protocol [Cha88] 
is the archetypical example of a proto col in this category. 
1.2 Model 
In our model, we suppose that each pair of participants shares a priva te authenticated 
quantum channel, which means that a participant can send an authenticated private 
message (quantum or classical) to any other participant. Such a channel can be imple-
mented if the participants share pairwise quantum channels as weIl as classical secret 
keys. An extra tool is given to the participants under the form of a (classical) broadcast 
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channel. This channel guarantees that all participants receive the same message from 
a publicly known sender, and that the message is not modified while in transit. 
Two security models are generally considered in secure multiparty computation: 
honest-but-curious and malicious. In the honest-but-curious model (also called semi-
honest), the participants are assumed to follow the protocol (thus being honest) but at 
the same time record all the information they have seen during its execution (thus being 
curious). In this model, a protocol is said to be secure against a collusion of participants 
if,· by pooling their data, these participants cannot learn more information than from 
their inputs and the output of the proto col alone. In the malicious model, participants 
may actively cheat and deviate from the original prescription of the protocol. Cheaters 
can for instance try to learn information about the input of honest participants or 
tamper with the output of the protocol. FormaI definit,ions can be found in Chapter 7 
of [Go104]. Both these models are neatly encapsulated by considering a central entity 
called an adversary, which controls sorne of the participants, rendering them corrupt. 
The adversary is passive if the corrupt participants are honest-but-curious, and active 
if the corrupt participants are malicious. In this paper, we consider the case of an 
active adversary that chooses the set of corrupt participants before the execution of the 
proto col. 
In the scenario that we consider, within a group of n participants, the anonymous 
sen der communicates a private quantum message to an anonymous receiver. The sen der 
is unknown to all participants and the receiver is unknown to all participants except to 
the sender. We give the following definitions: 
Definition 1.1 (Sender Anonymity). A protocol achieves sender anonymity if it does 
not reveal any information concerning the identity of the sen der to any adversary. An 
exception concerns the receiver (or the adversary, if the receiver is corrupt), who may 
legitimately learn something about the identity of the sender by virtue of the contents 
of the transmitted message. 
Note that in particular, if the sender is corrupt, a proto col vacuously achieves sender 
anonymity, and that sender anonymity requires that no adversary can learn the identity 
of the sen der , even if the receiver is corrupt. 
Definition 1.2 (Receiver Anonymity). A proto col achieves recewer anonymity if it 
does not reveal any information concerning the identity of the receiver to any adversary 
beyond what could be legitimately learned by knowing for each corrupt participant 
whether or not he is the receiver. 
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Note that in particular, if the sender or receiver is corrupt, a protocol vacuously 
achieves receiver anonymity. 
Definition 1.3 (Full Anonymity). A proto col achieves full anonymity if it does not 
reveal any information about the relation between the identity of the sender and receiver 
to any adversary beyond what could be legitimately learned by knowing for each corrupt 
participant whether or not he is the receiver. 
Note that full anonymity implies sender and receiver anonymity and that if the 
sen der is corrupt, a protocol vacuously achieves full anonymity. 
Remark. The asymmetry between the definitions of sender and receiver anonymity 
stems from the fact that, contrary to the sender, the receiver does not know at the onset 
of the protocol that such a role will be imparted upon him. 
In what follows, we are only interested in protocols that are unconditionally secure in 
the information-theoretic sense for the purpose of achieving full anonymity. We place no 
limit on the number of corrupt participants. However, our protocol could abort if even 
a single COITUpt participant deviates from the prescribed protocol. Even if the protocol 
aborts, full anonymity as weIl as message privacy are never compromised, except with 
exponentially small probability. Note that if we had sorne sort of guarantee that a strict 
majority of participants is honest, then anonymous quantum message transmission could 
be implemented as a special case of quantum secure multiparty computation [BCC+06]. 
1.3 Anonymity in the Quantum World 
The first proto col based on quantum mechanics that allows the anonymous communi-
cation of classical information was proposed by P. Oscar Boykin [Boy02]. In the case 
of a quantum UH;"00U'5'", Matthias Christandl and Stephanie Wehner were first to define 
the concept of anonymous quantum message transmission and to give an explicit pro-
tocol for solving this task [Weh04, CW05], but under the deus ex machina assumption 
that the n participants share ahead of time entangled state I+n} Ion} + ~11n). 
(No mechanism is proposed to verify the validity of that state.) Under that assump-
tion, their proto col is information-theoretically secure in terms of full anonymity, but 
malicious participants can alter the transmitted state in a way that will not be detected 
by the honest participants. 
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One key notion introduced in the paper of Christandl and Wehner is that of anony-
mous entanglement. Starting with the assumed n-party entangled state I+n), the sender 
and the receiver end up sharing a two-party entangled state 1+2), better known as Bell 
State I<I!+) 100) + Ill), provided the other parties follow the proto col honestly. 
This entanglement is anonymous because the sender has chosen with which other party 
(the receiver) he shares it, but the receiver has no information concerning the party 
with which he lS entangled. Moreover, the other parties have no information concerning 
who are the two entangled parties (assuming the entangled parties are not corrupt). 
A first attempt to accomplish quantum message transmission in the presence of an 
unlimited number of corrupt participants without assuming that a trusted state I+n) is 
shared between the participants before the onset of the proto col was made by Jan Bouda 
and Josef Sprojcar [BS07], but in a public-receiver model (the sender is anonymous but 
the receiver is public). The creation and distribution of a I+n} state is an important 
part of their protocol. From there, they attempt to establish semi-anonymous entan-
glement (the identity of one of the entangled parties, the receiver, is public). However, 
careful analysis reveals that an active adversary can proceed in such a way that the 
probability that the protocol aborts becomes correlated with the identity of the sender, 
thus compromising his anonymity.If the protocol requires the receiver to stay quiet 
in order not to reveal whether or not the protocol has succeeded, it is true that the 
anonymity of the sender is preserved. However, this is very different from the model 
usually considered in sec ure multiparty computation, in which an the participants learn 
at the end of the proto col whether or not it has succeeded. More importantly, this ap-
proach makes it impossible to preserve the identity of the sender whenever the receiver 
is corrupt. Indeed, if we wanted to cope with a corrupt receiver and still preserve sender 
anonymity, this would require the need to hide from the receiver himself whether or not 
the proto col has succeeded. But if it were the case that the message itself (if received) 
did not convey any information on the success of the protocol, then it would mean that 
it is no more useful than a totally random state. Then, why bother send it at aIl? 
Our own protocol is also based on the establishment of anonymous entanglement 
between the sender and the receiver. However, compared to the protocol of Christandl 
and Wehner, we do not need to assume an a priori shared I+n) state and no mali-
cious attempt at corrupting the intended final I<I!+) state between the sender and the 
receiver can succeed (except with exponentially smaU probability) without causing an 
abort. It follows that the intended state will be transmitted faithfully unless the pro-
tocol aborts, in which case it will end up intact at the sender's by virtue of fail-safe 
teleportation (unless the receiver is corrupt). Compared with the protocol of Bouda 
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and Sprojcar, our receiver is anonymous and the identity of the sen der and the re-
ceiver cannot be correlated with the probability that the proto col aborts, allowing us 
to achieve full anonymity according to Definition 1.3. 
2 Toolbox 
We now survey the classical and quantum tools that are used in our main proto col. Two 
of us recently developed several classical secure multiparty proto cols [BT07]; we present 
below sorne of the relevant results, which will be used in the next section. All protocols 
assume pairwise authentic private classical channels and a broadcast channel. They 
offer information-theoretic security and have polynomial complexity in the number of 
participants as well as in a security parameter and, in the case of Theorem 2.4, in the 
number of bits in the transmitted message. In all cases, the expression "exponentially 
close to 1" or "exponentially small" means "exponentially in the security parameter". 
We also review a key result from [BCG+02]. 
Theorem 2.1 (Logical OR-[BT07]). There exists a secure multiparty protocol to com-
pute the logical OR of the participants' input bits (one bit per participant). If aU 
participants are honest, the correct answer is computed with probability exponentiaUy 
close to 1. Misbehaving participants cannot cause the protocol to abort. (Any refusaI 
to participate when expected will cause the output to be 1.) The only information an 
active adversary can learn through the protocol is if at least one honest participant 
has input 1. No information about the number of such participants or their identity is 
revealed. 
Theorem 2.2 (Collision Detection-[BT07]). There exists a collision detection protocol 
in which each participant inputs a bit. Let r denote the number of Is among these input 
bits. The protocol has three possible outcomes corresponding to whether r = 0, r = 1 
or r 2 2. If aU participants are honest, the correct value is computed with probability 
exponentiaUy close to 1. No participant can make the proto col abort, and an adversary 
cannot learn more than it could have learned by assigning to aU corrupt participants 
the input 0 and letting them follow the proto col faithfuUy. A single corrupt participant 
can cause the output corresponding to r 2 2 regardless of the other inputs (even if all 
the other inputs are 0). AIso, it is possible for a corrupt participant to set his input to 0 
if aU other participants have input 0 (producing an r = 0 output) and to 1 otherwise 
(producing an r 2 2 output). No other form of cheating is possible. 
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Although the collision detection proto col outlined above may look rather imperfect, 
it is actually just as useful as the ideal protocol for our purpose. 
Theorem 2.3 (Notification-[BT07]). There exists a notification protocol in which par-
ticipants can notify other participants of their choosing. Each player's output is one 
private bit specifying if he has been notified at least once; this value is correctly com-
puted with probability exponentiaIly close to 1. This is the only information accessible 
through the proto col even in the case of an active adversary. 
According to [BT07], it is possible in general to invoke the notification proto col even 
if multiple senders want to notify sever al receivers. However, in the specific context of 
our use of this proto col for the purpose of anonymous quantum message transmission, we 
forbid any honest participant to in the above notification protocol without hav-
ing previously caused output "r I" in the collision detection protocol (Theorem 2.2). 
Similarly, no honest participant S will ever engage in the anonymous message transmis-
sion protocol below unless he has initially caused output "r = 1" in the collision detection 
proto col and has notified a single other participant R. 
Theorem 2.4 (Anonymous Message Transmission-[BT07]). There exists an anonymous 
, 
message transmission proto col in which a sender can transmit a classical message to a 
receiver such that even in the presence of an active adversary, full anonymity is achieved 
and the privacy of the message is perfecto If aIl participants are honest then the message 
is transmitted perfectly. Any attempt by a corrupt participant to modify the message 
will cause the protocol to abort, except with exponentially small probability. 
In 2002, Howard Barnum, Claude Crépeau, Daniel Gottesman and Alain Tapp pre-
sented a non-interactive scheme for the authentication of quantum messages [BCG+02]. 
The proto col also encrypts the quantum state to be transmitted and is information-
theoretically secure. 
Theorem 2.5 (Quantum Authentication-[BCG+02]). There exists an information-
theoretically secure quantum authentication scheme to authenticate an arbitrary quan-
tum message 1'If';) of length m with an encoding circuit (called authenticate) and a decod-
ing circuit (called decode) of size polynomial in m, which uses a random private key of 
length 2m + 2s + 1 and has authenticated message of length m + S. Let p the probability 
that the message is accepted. If the message is accepted then let q be the probability of 
obtaining outcome l'I,b) when measuring in a basis containing l'I,b). If the authenticated 
message is not modified, then p = q = 1. Otherwise, pq + (1 p) > 1 5(";8:51)' The 
proto col also perfectly preserves the privacy of the transmitted message. 
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3 Anonymous Quantum Message Transmission 
In this section, we describe and analyse our protocol for anonymous quantum message 
transmission. Our protocol allows an anonymous sender S to transmit an m-qubit mes-
sage IV-') to an anonymous receiver R.We assume a broadcast channel as weIl as an 
information-theoretically secure private and authenticated quantum channel between 
each pair of participants (which can also be used, of course, to transmit classical in-
formation). Our protocol achieves full anonymity and message privacy, except with 
exponentially small probability. The security proof for the proto col makes no assump-
tion on the number of corrupt participants, but a single corrupt participant can make 
the proto col abort. However, if the sender and the receiver are honest, the quantum 
message to be transmitted will only be lost with exponentially small probability. 
Here is an informaI description of the protocol. In the first step, the purely classical 
collision detection proto col of Theorem 2.2 is performed to establish that exactly one 
participant wants to send an anonymous quantum message. If this is not the case, the 
proto col aborts. In case it is found that more than one participant wants to speak, one 
. might imagine alternative scenarios such as asking each one of them to decide at random 
whether or not to skip their turn and trying again the collision detection protocol until 
a single-sender occurrence occurs. This will reveal information on the number of honest 
would-be senders and may take too many trials if there are too many of them, so that 
more sophisticated solutions might need to be considered. (Further elaborat,ion on this 
issue would go beyond the scope of this paper.) 
In the next two steps, the participants collaborate to establish multiple instances of 
a shared state I+n) = )zlon) + )zlln). Then, the sen der designates ci, receiver by use 
of the notification proto col (Theorem 2.3). ; 
If honest, the receiver will act differently from the other participants, but in a 
way that is indistinguishable, so that his anonymity is preserved. The shared instances 
of I+n) are then used to create anonymous entanglement between the sender and the re-
ceiver. However, the anonymous entanglement could be imperfect if other participants 
misbehave. For this reason, the sender then creates a sufficient number of instances 
of Bell state 1<1>+). The possibly imperfect anonymous entanglement is used to tele-
port [BBC+93] an authenticated version of half of each 1<1>+). If this first teleportation 
is successful, the sender uses this newly established perfect anonymous entanglement 
to teleport the quantum message itself. Our fail-safe quantum teleportation proto col en-
sures that unless the receiver is corrupt, the quantum message is never destroyed, except 
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with exponentially small probability: either it is safely transmitted to the receiver, or 
it cornes back intact at the sender's. 
In more detail, aIl classical communication from the sender to the receiver is per-
formed anonymously using the anonymous message transmission protocol (Theorem 2.4). 
To create anonymous entanglement, aIl participants must be involved. One participant 
(who is chosen arbitrarily, for instance the first participant in lexicographie order) cre-
ates astate I+n) and distributes one qubit to each participant, keeping one for himself. 
Of course, this participant could be corrupt, so that there is no guarantee that a proper 
I+n) has been distributed. Moreover, a corrupt distributor could send different states to 
different honest participants, in the hope that the future evolution of the proto col may 
depend on who is the sender and who is the receiver. Foiling this threat constitutes 
a key contribution of our proto col. For this reason, aIl participants verify this state 
without destroying it in the next step. If the verification succeeds, the state shared 
amongst aIl participants is guaranteed to be invariant under permutation of the honest 
participants (Lemma 20), even though it could still not be a genuine I+n) state. This 
ensures full anonymity. Furthermore, the behaviour of the state I+n), when measured 
by aIl but two parties in the Hadamard basis, ensures correctness (unless it aborts) as 
shown in Theorems 3.1 and 3.3. 
The full protocol is given as Proto col 9, where we denote by P the conditional phase 
change defined by PlO) = 10) and PlI) = -11). Note that if two participants (such as 
the sender and the receiver) share an instance of Bell state 1<1>-) = ~IOO) - ~Ill), a 
single participant (such as the sender) can convert this to a 1<1>+) by locally applying 
the P operation. Note also that such a local operation (performed by the sender) has 
no detectable effect that could be measured by the other participants (in particular the 
receiver), which ensures that the anonymity of the sender is not compromised. It is easy 
to see that Proto col 9has polynomial complexity in n (the number of participants), 
s (the security parameter) and m (the length of the message). 
Theorem 3.1 (Correctness). Assume aIl participants are honest in Protoco19. Ifmore 
than one ofthem wishes to be a sender, this will be detected with probability exp onen-
tially close to 1 in the first step. Otherwise, the message is transmitted perfectly with 
probability exponentially close to 1, and the protocol can abort only with exponentially 
small probability. 
Proof. Even if aU participants are honest, it is possible for collision detection or notifica-
tion to pro duce an incorrect output (the notification proto col may also abort); however, 
this happens with exponentially small probability. 
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Protocol 9 Anonymous Quantum Message Transmission 
Let 5 be the security parameter and m be the length of quantum message I~). AH quan-
tum communication is performed using the private authenticated quantum channels. 
1. Multiple Sender Detection 
1.1 The collision detection protocol (Theorem 2.2) is used to determine if one and 
only one participant wants to be the sender. If not, the protocol aborts. 
2. Entanglement Distribution 
2.1 One arbitrarily designated participant creates 2m + s instances of the 
state 1 +n) and sends one qubit of each instance to each participant, keeping 
one qubit of each instance for himself. 
3. Entanglement Verification 
For each of the 2m + s instances: 
3.1 Each participant makes n-1 pseudo-copies of his qubit by applying a control-
not with it as the source and a qubit initialized to la) as the target. One 
such pseudo-copy is sent to every other participant. 
3.2 Each participant verifies that aH the n qubits in his possession are in the 
subspace spanned by {Ion), lIn) } . 
3.3 Each participant broadcasts the outcome of the previous step. If any outcome 
is negative, the proto col aborts. 
3.4 Each participant resets n -lof his qubits to la) by performing n -1 control-
not operations. These qubits are discarded and the one remaining is back to 
the state distributed at step 2. 
4. Receiver Notification 
4.1 The participants execute the notification proto col (Theorem 2.3) in which 
only 5 notifies a single R. 
5. Anonymous Entanglement Generation 
For each of the 2m + s instances: 
5.1· AH participants except 5 and R measure in the Hadamard basis the qubit 
that remains from step 3. 
5.2 Each participant broadcasts the result of his measurement (5 and R broad-
cast two random dummy bits). 
5.3 5 computes the parity of aH the bits received during the previous step (except 
his own and that of R). 
5.4 If the parity is odd, 5 applies P, the conditional phase change, to his rem ain-
ing qubit (the two qubits shared by 5 and Rare now in Bell state 1<1>+)). 
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Protocol 1 Anonymous Quantum Message Transmission (continued) 
6. Perfect Anonymous Entanglement 
108 
6.1 S creates 2m instances of Bell state I<p+). He keeps the first qubit of each 
pair; let p be the rest of the pairs. 
6.2 S creates a random classical key k of length 4m + 28 + 1, and computes 
p' = authenticate(p, k). 
6.3 S performs a teleportation measurement on p' using the anonymous I<p+) 
states generated during steps 2-5. 
6.4 S uses the anonymous message transmission protocol (Theorem 2.4) to send k 
and the teleportation bits to R. 
6.5 R completes the teleportation and computes p decode(p', k). If the de-
co ding is successful, Sand R share perfect anonymous entanglement (they 
share 2m instances of I<p+)). 
6.6 A logical OR is computed (Theorem 2.1): aH players input a except R, who 
inputs 1 if the authentication failed and a otherwise. If the outcome is 1, the 
proto col aborts. 
7. Fail-Safe Teleportation 
7.1 S teleports the state l'If) to R using the first m pairs generated in the previ-
ous step. The teleportation bits are anonymously transmitted to R (Theo-
rem 2.4). If the communication succeeds, R terminates the teleportation. 
7.2 A logical OR is performed (Theorem 2.1): aU players input a except R, who 
inputs 1 if the communication of the teleportation bits failed. If the outcome 
is 0, the proto col succeeds. Otherwise, Sand R do the following: 
7.2.1 R performs a teleportation measurement using the remaining perfect 
anonymous entanglement to teleport back to S the quantum state re-
sulting from partially failed step 7.1. 
7.2.2 AH participants broadcast 2m random bits, except R who broadcasts 
the teleportation bits from above. The protocol continues even if one of 
the participants refuses to broadcast. 
7.2.3 S reconstructs l'If) from his own teleportation bits from step 7.1 and R's 
teleportation bits received from the broadcast. The protocol aborts. 
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To ensure correctness of the proto col, we only have to verify that Sand R share 
a sufficient number of proper Bell states 1c;I>+) at the end of step 5. It is clear thatat 
the end of step 3, the participants share proper instances of state I+n) (since we are 
assuming in this theorem that they are honest). When S computes the parity of the 
measurement outcomes in step 5, this corresponds to the parity of the measurement 
results in the Hadamard basis of the state !+n), where an but two qubits are measured. 
If the parity is even, Sand R share 1c;I>+) and otherwise 1c;I>-) , which is corrected by the 
sender by the application of the conditional phase change P. 0 
The following Lemma is necessary in the proof of anonymity and privacy (Theo-
rem 3.2). 
Lemma 20 (Invariance Under Permutation of Honest Participants). In Protocol 9, if 
step 3 succeeds, then the state of the system at the end of the step is: 
(1) 
where H denotes the honest participants' subsystem, C denotes the corrupt participants' 
subsystem, and a, j3 E <C are such that lal2 + 1/312 = 1. 
Prao]. In the entanglement verification step, each honest participant sends a pseudo-
copy of his state to every other honest participant. Therefore, after a single honest 
participant verifies that his qubits are in the subspace spanned by {Ion), lIn)}, we are 
already ensured that if the entanglement verification succeeds, the state will be of the 
form given above. Note that the corrupt participants' subsystem C could span more 
than t qubits since they can bring arbitrary ancillas into their cheating strategy. 0 
Theorem 3.2 (Anonymity and Privacy). Regardless of the number of corrupt par-
ticipants and except with exponentially small probability, Protocol 9 achieves full 
anonymity and privacy of the transmitted message l'!fi). 
Proo]. We analyse the proto col step by step in order to prove the statement. 
By virtue of Theorem 2.2, step 1 does not compromise the identity of the sender, 
and it involves neither the receiver nor the quantum state to be transmitted. Steps 2 
and 3 are done without any reference to S or Rand thus cannot compromise their 
anonymity either. Furthermore, the state obtained at the end of step 3 (if it does not 
abort) cannot be specifically correlated with any honest participant even if sorne other 
participants are corrupt. More precisely, by Lemma 20, the state is invariant under any 
permutation of the honest participants. This is crucial for the anonymity and privacy 
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of the rest of the proto col. In particular, it guarantees that the probability that the 
protocol aborts does not depend on the identity of S or R, or any relationship between 
them. We prove this below in the analysis of step 6. 
The security of step 4 follows directly from the unconditional security of the notifi-
cation proto col (Theorem 2.3). However, if S fails to notify R in step 4 (this happens 
with exponentially small probability), an adversary can surreptitiously take over the 
role of the honest receiver in the rest of the proto col without being detected. In that 
case, the adversary will violate the secrecy of the transmitted state, yet without com-
promising the sender and receiver anonymity beyond what can be learned by inspecting 
the illegitimately received state. 
In step 5, anonymous entanglement is generated. No information is revealed to the 
adversary in this step since aIl communication is done by honest participants broad-
casting random bits. 
For step 6, aIl communication is done using the anonymous message transmission pro-
tocol, which is secure according to Theorem 2.4, except in logical OR computation at. 
the end, which reveals the success or failure of the authentication part of the protocol. 
We now show that this last substep cannot reveal any information on the identity of S 
or R. This is because the success or failure of the authentication step isuncorrelated 
to the identity of Sand R: by Lemma 20, as far as the qubits are concerned, an honest 
participants are identical under permutation. Thus the adversary has no strategy that 
would allow him to determine any information about the identity of S or R, or even 
about any relation between them. 
During step 7, aIl the bits sent from S to Rare randomly and uniformly distributed 
because they are the classical bits resulting from the teleportation protocol, therefore 
they do not reveal any information about the identity of S. A similar observation about 
the bits broadcast by R in the case that the very last part of the proto col is executed 
ensures that Rand S remain anonymous. 
The privacy of the state 1'1/1) in the case that S successfully notified R in step 4 
(which happens with probability exponentially close to 1) is guaranteed by the basic 
properties of teleportation. 
Theorem 3.3 (Integrity). At the end of Protocol 1, if Ris honest then the state 1'1/1) 
is either in the possession of S or R, except with exponentially small probability. Fur-
thermore, 1'1/1) can only stay with S if the proto col has aborted. 
Proof. If an participants are honest, then by Theorem 3.1, the state is in the possession 
of R except with exponentially small probability. Otherwise, the proto col might abort 
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before step 7, in which case S still has \1/1). If the protocol reaches step 7, due to 
the quantum authentication of step 6, Sand R share 2m perfect Bell states \<1>+) (with 
probability exponentially close to 1), which are used for teleportation in step 7. If the 
first step of the fail-safe teleportation fails, then S no longer has \1/1); however, the last 
three substeps ofthe protocol will al ways succeed and S will reconstruct \1/1) (provided R 
is honest). Furthermore, it follows from the virt ues of teleportation that if the proto col 
does not abort, the state is no longer with S. 0 
The reason why we specify in Theorem 3.3 that R must be honest is that a cor-
rupt R can destroy \1/1) by simply discarding it after having faithfully followed the entire 
protocol. There remains one sUbtlety to mention: a corrupt R could behave honestly 
until the last step. Then, he would input 1 in the logical OR computation to force S to 
accept the teleportation back of the state. At that point, the corrupt R could teleport 
back to S a fake state. As a result, S would be fooled into thinking he still has custody 
of the original quantum state when, in fact, that state is in the hands of R. (In general, 
there will be no way for S to know that this has happened.) 
4 Conclusion and Discussion 
We have presented the first information-theoretically secure protocol for quantum com-
munication between an anonymous sender and an anonymous receiver that tolerates an 
arbitrary number of corrupt participants. In particular, this means that no adversary 
can learn any information that will break the anonymity of the sender or receiver. Our 
protocol also provides perfect privacy for the quantum message and ensures that the 
quantum message is never destroyed, except with exponentially small probability. The 
drawback of our protocol is that any participant can disrupt the proto col and make it 
abort. 
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Abstract 
We present a novel automated technique for parallelizing quantum circuits via 
the forward and backward translation to measurement-based quantum computing 
patterns, and analyze the trade off in terms of depth and space complexity. As a 
result we distinguish a class of polynomial depth circuits that can be parallelized 
to logarithmic depth while adding only a polynomial number of auxiliary qubits. 
In particular, we provide for the first time a full characterization of patterns 
with fiow of arbitrary depth, based on the notion of infiuencing walks and a 
simple rewriting system on the angles of the measurement. Our method leads 
to insightful knowledge for constructing parallel circuits and as applications, we 
demonstrate several classes of circuits that can be parallelized to constant or 
logarithmic depth. Furthermore, we prove a logarithmic separation in terms of 
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1 Introduction and summary of results 
We present a construction for the parallelization of quantum circuits. Our method gives 
a formula that computes the exact decrease in depth that the construction can achieve. 
This yields precious insight for the construction of lower-depth quantum circuits. 
The development of low-depth quantum circuits seems almost essential if we wish 
to implement quantum algorithms in the near future with the available technology. 
Due to decoherence, qubits have a tendency to spontaneously change their state, hence 
we can only operate on them for a very short period of time. Parallel circuits could 
maximize the use of fragile qubits. Note that to obtain parallelisIp in the quantum 
circuit model, we need the ability of interaction with further apart qubits. Different 
implementations might put physical limitations on how far we can apply this ability. 
However, in sorne recent proposaIs for quantum computing [1, 2, 3, 4, 5, 6, 7], the far 
apart interaction between qubits have been successfully demonstrated. 
As for theoretical motivation, the study of parallel quantum algorithms could lead 
to new results in complexity theory. For instance, one interesting open question is 
whether the class of decision problems solvable in polynomial time, P, is included in the 
class of decision problems solvable in polylogarithmic depth and polynomial size, NC. 
Let QNC be the class of decision problems solvable in polylogarithmic depth with a 
quantum computer, one can ask similarly whether P is included in QNC. Finally, 
Richard Jozsa conjectured that: 
Jozsa Conjecture. [8] Any polynomial-time quantum algorithm can be implemented 
with only O(log( n)) quantum layers interspersed with polynomial- time classical compu-
tations. 
Previous results on parallel quantum circuits include the parallelization of circuits 
for the semi-classical quantum Fourier transform [9], approximate quantum Fourier 
transform [10], as weIl as for encoding and decoding quantum error-correcting codes [11]. 
These constructions usually require the use of auxiliary qubits. The depth complexity 
of quantum circuits has also been studied in [12, 13J. Several other approaches based 
on local optimization and circuit rewriting rules were introduced in [14, 15]. 
Our main result on parallelizing quantum circuits is summarized below. The notion 
of circuit infiuencing path is the key concept in our automated parallelization techniques: 
A left-to-right path starting at the beginning of a circuit ending at the same or 
another wire, such that the jumps between wires are done through controlled-Z gates 
with no two consecutive jumps. 
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Theorem. Let C be a circuit of controlled-Z, 1(0'.), H and Hi gates1 on n qubits 
with size sand depth D. Assume that ajter the following simplification mle on 1 gates 
over all circuit infiuencing paths, we obtain at most DI many consecutive 1 gates (for 
simplicity we omit the 0'. parame ter of the 1 gates): 
otherwise. 
where Pi represents a finite sequence of H and Hi gates and Ai and Bi represent the 1 
gates immediately ajter a controlled-Z gate on the underlying circuit infiuencing path 
(on the control and the target wires). Then circuit C can be parallelized to an equivalent 
circuit CI with depth in O(D/log(s)) and size in 0(S3 +n). 
In simple words, the theorem states that the longest sequence of consecutive 1 gates 
over an influencing path is an upper bound of the circuit depth. However the "magical" 
sequence of (H)odd(Hi(H)odd)* separating two 1 gates will make them appear in the 
same layer after parallelization is performed. Furthermore, this sequence is a construc-
tive building block for designing parallel circuits as we discuss later. It is important to 
emphasize that the given rules in the above theorem are not circuit identities and hence 
our parallelization method is fundamentally different from the local circuit rewriting ap-
proaches. We use influencing paths as a structural tool for analyzing circuit depth and 
then, using an automated method (described below) we can construct another circuit 
having the computed improved depth. 
Our main theorem, the concept of the influencing walk and the automated par-
allelization technique, are all obtained using the recently proposed formalism of the 
measurement-based model for quantum computation (MBQC) [8, 16, 17, 18], an ap-
proach to quantum computing that uses measurement as its main ingredient. A com-
putation in MBQC is usually referred to as a pattern and consists of a round of global 
operations (two-qubit gates) to create the required initial multi-qubit entanglement, 
followed by a sequence of classically controlled local operators (single-qubit measure-
ments and unitaries). A more formaI definition is given later. We will work in particular 
IThis set of gates is universal and defined as follows: 
(~ ~ ~ ~) _ 1 (1 eiC>:) _ 1 (1 I\Z = 0 0 0 ,J(o:) -.Ji 1 _eic>: ,H -.Ji 1 
o 0 ~ -1 
1 ) i 1 (1 -i) 
-1 ,H =.Ji 1 i . 
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within an algebraic framework for MBQC called the measurement calculus [19]. This 
novel framework is univers al and equivalent in computational power to the quantum 
circuit mode1. 2 Previous results on the parallelization in the MBQC include constant-
depth patterns for Clifford unitaries [20] and diagonal unitaries [18]. 
The measurement calcuhis framework clearly distinguishes between th.e quantum 
and classical depths of a pattern. Informally, the quantum depth of a pattern is the 
length of the longest sequence of dependent commands. The classical depth is the depth 
of the classical computation required for the evaluation of the dependency function of 
each dependent commando We consider two transformations that we can apply to pat-
terns without changing their meaning (the underlying operator that they implement) 
while never increasing their depth (and possibly decreasing it): standardization (The-
orem 4.1) and signal shifting (Theorem 5.1). Standardization is a rewriting system 
for MBQC patterns that pushes all the entanglement operators to the beginning of the 
computation, followed by a sequence of the single-qubit measurements and a final round 
of local unitaries. Signal shifting is another rewriting system that translates sorne of 
the quantum depth between measurement operators to classical depth between the final 
local unitaries and hence decreases the quantum depth. 
We then develop a method to compute an upper bound on the quantum depth of 
a pattern. In order to do so, we use the notion of fiow [21], a graph theoretical tool 
defined over the underlying geometry of the initial entanglement state of a pattern. We 
further define a construction called an infiuencing walk, that allows us to characterize 
the dependency structure of the pattern. It is known that a particular set of mea-
surements called Pauli measurements can be performed independently as the first layer 
of measurements [16]. Combining this fact about the angles of the measurement with 
influencing walks and the signal shifting procedure, we present an upper bound result 
on the quantum depth (Proposition 6.3). As for the classical depth, it is known to be 
at most logarithmic in the size of the pattern [8]. We give sorne tighter upper bounds 
based on the underlying geometry in Section 6.1. 
Our ultimate goal is to decrease the depth of a given circuit, to this end we present 
an automated procedure for the translation of a circuit (with n gates) to an MBQC 
pattern by ad ding only up to n extra auxiliary qubits. Performing standardization and 
signal shifting over the obtained pattern might decrease the depth, and we then translate 
back the obtained low depth pattern to another circuit, equivalent to the original circuit 
but with lower quantum depth and more auxiliary qubits. This final translation is 
2In this paper whenever we mention a quantum circuit or a pattern we mean a uniform family of 
quantum circuits or patterns, where their descriptions are given by a classical TUring machine. 
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based on performing coherent measurements, and therefore the new circuit will have a 
depth equal to the combined quantum and classical depths of the pattern. Note that 
since classical computation is cheaper than quantum computation, one might consider 
MBQC as a favourable ultimate architecture for a quantum computer as it keeps the 
quantum and classical depth separate. However, this translation forward and backward 
to MBQC is interesting from the theoretical point of view as one can parallelize a 
circuit automatically and, moreover, due to the simplicity of the translation procedure, 
the pattern depth characterization of Theorem 8.1 leads to a general parallelization 
result for circuits, Theorem 8.3. 
As already noted, the depth of a pattern is due to the adaptive measurements and 
corrections: any given qubit has a fixed set of measurement outcomes that must be 
known before a measurement or a correction command can be performed at that qubit. 
This set of measurement dependencies is sometimes called the backward cane [20]. One 
way of interpreting our main result given by Theorem 8.1 is that we characterize the 
backward cone of any qubit; thus for patterns with fiow, we are able to give a method 
to easily compute the depth. Moreover our characterization result is constructive and 
leads to a novel technique for constructing parallel patterns and parallel circuits. 
In or der to demonstrate the power of Theorems 8.1 and 8.3, we present sorne special 
cases: depth 2 patterns (Proposition 8.2) and depth 2 circuits (Proposition 8.4). An-
other important application of our results is the parallelization ofthe Clifford operators: 
Corollary. Any quantum circuit on n qubits of size s E poly(n) consisting of 
Clifford gates can be parallelized to a'circuit with O(1ogn) depth and O(S3+ n ) auxiliary 
qubits. 
Consequently, using the example of parity function, we also show a logarithmic sepa-
ration in terms of quantum depth between the circuit model and the MBQC. Finally, we 
show how our method can be used to parallelize a family of polynomial-depth circuits 
to logarithmic depth. 
The paper is organized as follows. In Section 2, we briefiy review the MBQC in order 
to fix the relevant notation (a more thorough introduction to quantum computing and 
MBQC are available in appendices A and B). In Section 3, we define the notion of depth 
for a pattern in the MBQC, carefully distinguishing between the preparation, quantum 
and classical computation depths. In Section 4, we show that standardization decreases 
depth and in Section 5, we show that signal shifting also decreases depth. In Section 6, 
we give upper bounds on the depth of a pattern based on its geometry. In Section 7, we 
give a translation from the quantum circuit model to the measurement-based model and 
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back. Our main results on characterization of depth for MBQC patterns and quantum 
circuits are given in Section 8, where we also present several applications. 
2 Preliminaries 
2.1 Quantum circuit model 
Historically, Richard Feynman was one of the first to suggest that a computer based 
on the principles of quantum mechanics could efficiently simulate other quantum sys-
tems [22]. David Deutsch then developed the idea that the quantum computer could 
offer a computational aâvantage compared to the classical computer; he also defined 
the quantum Turing machine [23], before defining the quantum circuit model [24] to 
represent quantum computations (Deutsch refers to a quantum circuit as a quantum 
network). It is readily seen that the quantum circuit model is a generalization of the 
classical circuit model. 
Any unitary operation U can be approximated with a circuit C, using gates in a 
fixed universal set of gates (see Appendix A or [25] for an introduction to quantum 
computing). The size of a circuit is the number of gates and its depth is the largest 
number of gates on any input-output I?ath. Equivalently, the depth is the number of 
layers that are required for the parallel execution of the circuit, .where a qubit can 
be involved in at most one interaction per layer. In this paper, we adopt the model 
according to which at any given timestep, a single qubit can be involved in at most 
one interaction: This differs from the concurrency viewp oint , according to which aIl 
interactions for commuting operations can be done simultaneously. 
2.2 Measurement-based model 
We give a brief introduction to the MBQC (a more detailed description is available in 
Appendix B or [8, 17, 18, 19]). Our notation follows that of [19]. 
Computations involve the following commands: 1-qubit preparations Ni (prepares 
qubit i in state I+)i), 2-qubit entanglement operators Eij I\Zij (controlled-Z oper-
ator), 1-qubit destructive measurements Mt, and 1-qubit Pauli corrections Xi and Zi' 
where i, j represent the qubits on which each ofthese operations apply, and a Ê [0, 21r). 
Measurement Mt is defined by orthogonal projections onto the state !+a)i (with out-
come Si = 0) and the state I-a)i (with out come Si = 1), where I±a) stands for 
(10) eia !l)). Measurement outcomes can be summed (modulo 2) resulting in ex-
pressions of the form S = .EiEI Si which are called signals. 
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Dependent corrections are written as XI and Zt, with Xp = Zp = l, Xl = Xi' and 
Zf = Zi' while dependent measurements are written as t[Mt)S with 
The right and left dependencies of a measurement are caIled X -dependencies and Z-
dependencies, respectively. 
A pattern P is a finite sequence of commands acting on a finite set of qubits V, for 
, which leV and 0 c V are input and output sets, respectively. Patterns are executed 
from right to left. We assume for the rest of the paper that aIl the non-input qubits 
are prepared, and sometimes omit the preparation commands to be performed at these 
qubits. 
By applying the following rewrite rules (1)-(4) of the measurement calculus [19], we 
find the standard form of a pattern, which is an ordering of the commands in the fol-
lowing order: preparation, entanglement, measurement and correction. Standardization 
is the procedure of applying the rewrite rules until no further rules are applicable. 
EijX: => X:ZjEij (1) 
EijZ: => Z:Eij (2) 
tlMiQ]SX[ => t[MiQP+r (3) 
dMf]SZ[ => r+dMtP (4) 
A pattern which is not in the standard form is called a wild pattern. 
The signal shifting rules (5)-(8) tell us how to propagate Z-dependencies; we refer 
to signal shifting as the procedure of applying the signal shifting rules until no further 
rules are applicable: 
dMiCl:]S => SI [J14iCl:]S (5) 
x~st J t => 
st Xs[(t+si)/sil 
t J (6) 
z~st J l => 
st Zs[(t+si)/SiJ 
t J (7) 
t[Mj]SS[ => sr [MCl:]s[(r+si)/sil i t[(r+si)/sd j (8) 
where Si is the signal shifting command (adding t to Si) and s[tl Si] denotes the substi-
tution of Si with t in s. 
Dependent commands are essential for universality and the control of the non-
determinism induced by measurements. The following notions are beneficial for the 
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study of dependency structures of patterns. A geometry (C, l, 0) consists of an undi-
rected graph C together with two subsets of nodes 1 and 0, called inputs and outputs. 
We write V for the set of vertices in C, E for the set of edges, le, and Oc for the com-
plements of 1 and 0 in V and TI{i,j}EE Eij for the global entanglement operator 
associated to C (the graph C is also caUed the entanglement graph [26]). Trivially, any 
pattern has a unique underlying geometry, obtained by forgetting measurements and· 
correction commands. 
We now give a condition on geometries under which it is possible to synthesize a 
set of dependent corrections such that the obtained pattern is uniformly and strongly 
deterministic, i.e. aU the branches of the computation are equal, independently of the 
angles of the measurements (see Appendix B for more precise definitions). Hence we 
obtain the dependency structure of measurement commands directly from the geome-
try, from which we will get a ul1Îfied treatment of depth complexity for measurement 
patterns. In what follows, x rv y denotes that x is adjacent to y in C, NIc denotes the 
sequence of preparation commands TIiEIc Ni. 
Definition 12 ([21]). A flow (1,:::;) Jor a geometry (C, 1,0) consists oJ a map J: oe ~ 
le and a partial arder:::; over V su ch that Jar ail x E Oc: 
(i) x rv J(x); 
(ii) x:::; J(x); 
(iii) Jor ail y rv J(x), x:::; y. 
Figure 1 shows a geometry together with a flow, where J is represented by arcs 
from oe (measured qubits, black vertices) to le (prepared qubits, non boxed vertices). 
The associated partial order is given by the labelled sets of vertices. The coarsest 
order :::; for which (1, :::;) is a fiow is caUed the dependency order induced by J and its 
depth (4 in Figure 1) is called fiow depth. 
Theorem 2.1 (Flow theorem [21]). Suppose the geometry (C, l, 0) has flow J, then 
the pattern: 
'Tl . TI-< (x. Si TI ZSi MOi) E r j,G,a'= - j(i) k i G 
iEOc krv j(i) 
k",i 
where the product follows the dependency order -< of J, is uniformly and strongly 
deterministic, and realizes the unitary embedding: 
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4 
Figure 1: An geometry with flow. The boxed vertices are the input qubits and the white 
vertiees are the output qubits. AH the non-output qubits, black vertices, are measured 
during the run of the pattern. The flow function is represented as arcs and the partial 
order on the vertices is by the 4 partition sets. 
The flow theorem (Theorem 2.1) plays an important role in our discussion of depth 
complexity in the following sections. If the underlying geometry of a pattern has a flow 
and its pattern command sequence is constructed as given by the flow theorem, we caU 
this pattern a pattern with fiow. Note that the flow theorem tells us how to perform 
dependent corrections according to the flow function 1: when qubit i lS measured, 
its neighbour according to the flow, 1(i), receives the Xj(i) correction, while all the 
neighbours k of 1(i) (independently of the flow and except i), receive a ZZ' correction. 
We can apply the rewrite rules of equations (3) and (4) to propagate these dependent 
corrections to the end and obtain a standard form for the pattern with flow: 
II X?-l(i) ZFj:f(j)~i 8j II~ (9) 
iEQ iEO C 
where 1-1 (i) is well defined sinee by construction 1 is an one-to-one function. If 1-1 (i) 
is empty we ignore the term Sf-l(i), that means the measurement at qubit i has no 
X -dependency. 
Given a geometry on n vertiees with III = 101, one can efficiently (i.e. in O(poly(n))). 
time, find its unique flow if it exists [27, 28] and the obtained pattern impleménts a 
unitary operator. 
3 Depth complexity for measurement patterns 
In this section, we give a definition for the preparation depth and give it8 exact value. We 
also give a definition for the quantum computation depth of a pattern. Another type of 
depth exists for a pattern, this is the classical depth and will be addressed in Section 6.1. 
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First, we focus on the notion of depth complexity for a standard pattern, which we 
then extend to wild patterns. There are two parts of a standard pattern computation 
that contribute to its depth: the preparation phase, which is the work required to 
prepare the entangled state (the N and E commands), and the quantum computation 
phase, which is the work required to perform the measurements and corrections (the 
adaptive M and C parts). The total depth of a pattern in standard form is the sum of 
the depths of the preparation and computation parts, which we ad.dress now separately. 
3.1 Preparation depth 
As already mentioned, for any pattern P with computational space (V, 1, 0) one can 
associate an underlying geometry (G, 1, 0) defined by forgetting the measurement and 
correction commands. The entangled state corresponding to this geometry is defined 
by preparing the input qubits in the given arbitrary states and aIl other qubits in the 
1 +) state and applying a I\Z on all qubits i and j that are adjacent in the entanglement 
graph G. We give below an exact value for this depth, in terms of ,6.( G), the maximum 
degree of G. A similar result also appeared in [29]. 
Lemma 21. The preparation depth for a given entanglement graph G, is either ,6.(G) 
or ,6. (G) + 1. 
Proof. At each timestep, a given qubit can interact with at most one other qubit. 
In terms of the entanglement graph, this means that at each timestep, a given node 
can interact with at most one of its neighbours. Assign a colour to each timestep 
and colour the edge in the entanglement graph G accordingly. With this view, the 
entire preparation corresponds to an edge colouring of the entanglement graph. By 
Vizing's theorem [30], the edge-chromatic number of G, X'(G) satisfies ,6.(G) ::; X'(G) ::; 
,6.(G) + 1. 0 
It is known that a special type. of entanglement graph, the two-dimensional grid 
(called cluster state), is univers al for the measurement-based model. The cluster state is 
a bipartite graph and hence by Konig's theorem [30], its edge-chromatic number is ,6.(G), 
hence from the above Lemma we conclude that any unitary can be implemented with 
a cluster state that can be prepared in depth 4. This however, might force the use of 
extra auxiliary qubits. 
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3.2 Quantum computation depth 
The quantum computation depth of a pattern, or just quantum depth for short is the 
depth in the execution 'of the pattern that is due to the dependencies of measuré-
ment and correction commands on previous measurement results (this is also called the 
causality depth). Given a pattern in standard form, it is easy to calculate its quantum 
computation depth from its execution digraph given below. 
Definition 13. The execution digraph R for a pattern P in standard form has V as 
node-set. Let the domain of a signal be the set of qubits on which it depends. The arcs 
of Rare constructed in the following way: 
1. Draw an arc from i to j whenever t[Mj]S appears in the pattern, with i in the 
do main of s or t. 
2. Draw an arc from i to j whenever XJ or ZJ appears in the pattern, with i in the 
domain of s. 
We refer to the nodes of in-degree zero in R as start nodes. Similarly, the nodes of 
out-degree zero in Rare called end nodes. If there is an arc from i to j in the execution 
digraph, we say that j depends (or has a dependency) on i. As a consequence of the 
definiteness cond~tion (see Appendix B), the graph of any pattern is acyclic and hence 
we can give the following definition for the quantum computation depth: 
Definition 14. Let P be a pattern in standard form. The quantum computation depth 
for P is the number of vertices on the longest directed path between a start and end 
node in the execution digraph. We call such a longest path a critical path. 
As an example, consider again the geometry given in Figure 1, one can write a 
uniformly and strongly deterministic pattern on this geometry using the fiow theorem 
that can be rewritten in the following standard form: 
(10) 
where G is the entanglement graph corresponding to the geometry of Figure 1. Following 
Definition 13, the execution digraph for the above pattern is given in Figure 2. As said 
before (see also Appendix B, equations (19) and (20)), there are two types of dependent 
measurements defined by X and Z-dependencies, that are represented with different 
arrows in Figure 2. The longest path in the execution digraph is abdg, hence from 
Definition 14, the pattern depth is 4. 
Parallelizing quantum circuits 
Anne Broadbent and Elham Kashefi 126 
Figure 2: The execution digraph for the standard pattern of Equation (10). A white dou-
ble arrowed arc represents an X -dependency, and a black arrowed arc a Z-dependency. 
The X -dependency arcs correspond to edges of the underlying geometry, however this 
is not the case for the Z-dependency arcs. 
It is trivial that for standard patterns with flow, the quantum computation depth is 
the same as the flow depth. However for wild patterns, the quantum computation depth 
cannot be dissociated from the preparation depth (the E commands being interspersed 
within the pattern). We define the depth of a wild pattern as the sum of the depths 
(preparations and execution) of its standard parts. 
In or der to define this combined preparation and quantum depth, we define the 
execution digraph in a similar way as Definition 13, but we add the commands to the 
execution digraph. Then the depth of a wild pattern is the longest path in the execution 
digraph except that we allow a sequence of E commands to be parallelized, the depth 
of such a sequence being given by the results of Section 3.1.' 
4 Standardization reduces depth 
In this section, we refer to the combined preparation and quantum depth of a standard 
pattern as its depth. Intuitively, we would expect that standardization could only po-
tentially decrease the depth. This is because by standardizing, we benefit from the fact 
that there is a single entanglement graph to consider. AIso, corrections are propagated 
to the end and applied only on output qubits, hence potentially fewer operations are 
needed. On the other hand, standardization creates dependent measurements. The 
following theorem (which is general and independent of the flow construction) confirms 
all these observations. Let P =}* P' denote the fact that P' is obtained from P by 
applying a finite sequence of rewrite rules given by equations (1)-(4). 
Theorem 4.1. Whenever P =}* P' where P' is in standard form, the depth of P' is 
less than or equal to the depth of P. 
Proof. Since the depth of P is the sum of the depths of its standard parts, it is sufficient 
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to show that standardization of a wild pattern P, containing two parts in standard form, 
say P = C2 M 2 E 2 C l Ml El (where sorne or aIl of the parts may be empty), do es not 
increase its depth. The theorem then follows by induction. 
Step 1. (The E 's) 
We show how the re-writing rules are used to bring the pattern P = C2 M 2 E 2Cl Ml El 
to P' = C2 M 2C l' J\;jl E 2 El and that by doing so, the depth of P' is no greater than 
that of P. The result holds trivially, if is empty. Otherwise, for every command 
Eij E E 2 , commute it to the right-hand side of the pattern by doing the following: 
L If Cl contains Zi or Zj corrections, but no Xi or X j corrections, we apply the 
rewriting rule Eij Z; => Z; Eij and hence the depth does not increase. We then 
complete the commutation by applying the free commutation rules. 
2. If Cl contains Xi or X j , then the rewriting rule EijX: => Xi ZJEij applies. Here, 
the command Xi has an s dependency, which obviously cannot contain i or j, sin ce 
these qubits haven't been measured yet. Since Xi and Z: do not depend on each 
other, the addition of the extra correction does not contribute to the depth. We 
then complete the commutation by applying the free commutation rules. 
Finally, consider the entanglement graph for . Since X' (El U E2) :::; X' (El) + 
X' (E2 ), clearly, the preparation depth for El U El cannot be any greater than the depth 
of preparation for El plus E 2 . Also, as an extra bonus, since Eij is self-inverse, if El 
and happen to have common commands, they will cancel out. 
Step 2. (The M 's) 
We will show how the free commutation rules and the re-writing rules are used to 
bring the pattern P' = C2 M 2C l ' Ml E 2 El to its standard form pli C 2C l " M 2' Ml E 2 El 
and that doing so, the depth of pli is no greater than that of P'. 
1. Consider a command t[Mi]S E M 2. If Cl' do es not contain any commands acting 
on qubit i, then t[Mi]S freely commutes in Cl', hence we have commuted t[Mi]S 
to the right-hand side of Cl', and clearly the sum of the depths ~f the pat-
terns C2 M 2 and Cl' Ml E 2 El is greater than or equal to the depth of the pattern 
C2C l ' M2 Ml E 2 El. 
2. Otherwise, we apply the rewrite rules of equations (3) and (4). This can only 
decrease the depth. 
Theorem 4.1 shows us that in order to improve the parallel run-time of the pattern, 
we should impIe ment the standard form of the pattern. We also know that standardiza-
tion can be performed in polynomial time [19]. Thus in the remainder of the paper, we 
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Figure 3: The execution digraph for the standard pattern of Equation (10) after signal 
shifting. AlI the Z-dependencies are pushed to the end and the depth of pattern is now 
only 3. 
will only consider standard patterns, which also allows us to consider the preparation 
depth separately from the quantum computation depth. Combined with Theorem 5.1 
of the next section, we note that the most efficient form for the implementation of a 
pattern is also the signal-shifted form. 
5 Signal shifting reduces depth 
The signal shifting rules (Equations (5)-(8)) tell us how we can push the Z dependencies 
of a pattern aIl the way to the end, which can then decrease the quantum depth of a 
pattern in standard form. We first present an example and then prove the result, which 
is also general and independent of the flow construction. 
Example. Consider the standard pattern given in Equation (10). After signal 






where boxes represent terms to be rewritten. Now in the new execution digraph (Figure 
3) the longest path has only three vertices, hence signal shifting has decreased the depth 
byone. 
The following theorem states that, in general, signal shifting does not increase the 
depth of a standard pattern. As we have seen above, it can sometimes decrease it. 
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Theorem 5.1. Signal shifting for a standard pattern does not increase the depth. 
Proof. Let P be a pattern in standard form and suppose that P includes a com-
mand tlM?']8 which generates the signal shifting command St. Let P' be the pattern 
that corresponds to the pattern after the signal Sf has been shifted. Let D be the 
\ 
execution digraph for P and let D' be the execution digraph for P'. We want to show 
that the length of a critical path of D' is no greater than the length of a critical path 
of D. 
Suppose that the domain of 8 in t[MiQ]S is 81,82, ... , 8n and that the domain of t is 
t l1 t2, ... ,tm. Consider aIl the commands that appear after tlM?lS in P and that have 
an i dependencYi denote these commands C~l' C~2' ... ,C~k (these are either corrections 
or measurements). We will show that the depth does not increase when we shift the 
signal Sf passed aH the C!'s. 
Consider the arcs in D that represent the dependencies between the measurement 
t[Mt]S and measurements of qubits tI, t21' .. 1 tm; these are the arcs tji (for j = 1 ... m) 
and we will caU these the old arcs. So the old arcs represent Z-dependencies for the 
dMt]S measurement. These are precisely those that create signal shifting commands, 
sinee t[Mt]S =} Sf [Mf]s. 
Now consider the arcs in D' that represent the dependencies between the measure-
ment o( qubit t j , Mtj (j = 1 ... m) and the measurements and corrections that have 
an i dependency, C~x (x = 1 ... k). We calI these arcs new arcs sinee they represent 
the new dependencies created by S;l, S;2) ... ,Sin by the signal shifting rules given in 
equations (5)-(8). 
lndeed, when we apply signal shifting to P, we get rid of aH the dependencies 
represented by old arcs, yet we add aH the dependencies represented by new arcs. 
These are the only differenees between the execution digraphs D and D'. 
If all new arcs are already in D (this could be the case if aU the dependencies were 
present before signal shifting), the graph D' cannot have a longer critical path than D 
and we are done. Otherwise, suppose for a contradiction that the length of a critical 
path in D' is greater than the length of a critical path in D. Sinee D' differs from D 
only by the removal of all the old arcs and the addition of aU the new arcs, the only way 
for D' to have a longer critical path than D would be for this critical path to include 
a new arc, say tjak (obviously, the removal of the old arcs in D' cannot contribute to 
a longer critical path.) But if such a critical path exists in D', then D admits a longer 
critical path, namely the same critical path in D', but with arcs tji and iak instead of 
arc tjak. This contradiction proves our daim. 
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There is a tradeoff when we perform signal shifting, as it can increase the classical 
depth. However, as we will show later, the classical depth is at most O(log(n)) at each 
layer, where n is the number of measured qubits (Proposition 6.4) and hence the tradeoff 
is beneficial, especially from the point of view that classical computation is cheap and 
reliable, compared to quantum computation that is expensive, error-prone and subject 
to decoherence. 
6 Flow and pattern depth 
While the results of Sections 4 and 5 de al with the depth of any pattern, we now 
focus our attention on the depth of patterns with fiow. The flow condition is sufficient 
but not necessary for determinism [31], however the class of patterns with flow is still 
an interesting class of patterns, as itis universal for quantum computing, closed un der 
composition and more importantly our translation from circuits to patterns in Section 7 
always yields a pattern with flow. For the rest of the paper we consider only patterns 
with flow. 
It is known that for patterns with flow and equal input and output number of qubits, 
i. e. those implementing a unitary operator, the flow, if it exists, has a unique successor 
function, f [27]. From this, we obtain an upper bound on the quantum computation 
depth directly from the underlying geometry. We first define an important notion of 
infiuencing walks for geometries. 
Definition 15. Let (1,~) be the fiow of a geometry (G, l, 0). Any input-output walk 
in G that starts with a fiow edge, has no two consecutive non-fiow edges and traverses 
fiow edges in the forward direction, is called an influencing walk. 
The following are examples of several influencing walks in the geometry with flow 
of Figure 1 in Section 3.2: 
ace,acf,acbdf,acbdg. 
Proposition 6.1. Let a and b be two qubits in a standard pattern with fiow. If b depends 
on a, then a appears before b on a common infiuencing walk, and this holds both before 
and after signal shifting. 
Pro of. This is a consequence of the flow theorem. Recall that before signal shifting, a 
measurement at a qubit j is X -dependent on the result of a measurement at another 
qubit i if and only if j = f (i) that is, a flow edge between qubits i and j. Also a 
measurement at a qubit k is Z-dependent on the result of a measurement at another 
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1 J 
Figure 4: Part of an influencing walk where two sequence of consecutive-flow edges are 
connected with a non-flow edge. 
qubit i if and only if j = f (i) and k is connected to j, that is a non-flow edge between 
qubits j and k connected to a flow edge between qubits i and j. Therefore signal shifting 
creates new dependencies only through influencing walks. Hence if qubit b depends on 
qubit a, it is either via a direct X or Z dependency or due to a sequence of dependencies 
after signal shifting, in all the cases a and b must be on a common influencing walk. 0 
Proposition 6.1 tells us that in order to compute the quantum depth of a standard 
pattern with flow (to which we either have or haven't applied signal shifting), it suffices 
to consider the depth along influencing walks. Furthermore, it's not hard to see that if 
a geometry has a flow, all of its influencing walks are of finite length. Note that after 
signal shifting, Z-dependencies coming from the non-flow edges on an influencing walk 
no longer contribute to the pattern depth, as the dependencies that they represent are 
pushed to the final correction on an output qubit. On the other hand, signal shifting 
can create new X -dependencies. The following proposition presents an upper bound on 
the effect of signal shifting on the pattern depth. 
Proposition 6.2. Let P be a pattern with flow where standardization and signal shifting 
have been performed. Then the maximum number of flow edges, minus the number of 
the non-flow edges on such walk (maximum taken over all possible influencing walks), 
plus 1 is an upper bound for the depth of the pattern. 
Proof. We show that for any infiuencing walk, its number of fiow edges minus the non-
fiow edges gives an upper bound on its depth. Then, by Proposition 6.1, it suffices to 
find the largest number of fiow edges along any infiuencing walk in order to have an 
upper bound on the depth. We add 1 to this depth since the depth is the number of 
vertices of such walk, and not the number of edges. 
Consider an infiuencing walk J. The fiow edges represent X-dependencies hence 
each flow edge in a sequence of consecutive fiow edges contributes to the depth along J. 
Now, consider a configuration with a non-fiow edge as shown in Figure 4. Before signal 
shifting, the dependent measurements on qubits i, j, k and e are given as follows (see 
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Equation (9)) where A, Band C stand for general signaIs not including Si, Sj, Sk and Se 
[Mae]Sk [MŒk]B [MŒj]Si 
.•. D e C+Si k A j ... 
and after signal shifting we have 
.. D[Mat]Sk [Mak]B [Mr:-j]Si ... 
e C+ Si k A J 
:::} ... D[MFlPkS~i c[M:k]B A [M;jPi .. . 
:::} ... S~i D[MFl]Sk+Sic[M:k]B A [Mjaj]Si .. . 
Therefore qubits j and I! are in the same layer. In other words, after signal shifting, the 
first flow edge after every non-flow edge does not contribute to the depth of the pattern. 
AIso, any new X -dependency created with signal shifting will not increase the depth. 
Henee from the total number of flow edges on an influencing walk, we need to subtract 
the number of non-flow edges. 0 
80 far we have not taken into account the information about the angles, which is 
why our bounds are not tight. We first describe the efIect of the Pauli measurements 
on depth. The following identities are useful 
1r 1!:. M2XS M.2Z~ 
t t t t 
M~Xs MO 
t t t 
(11) 
(12) 
According to Equation (11), when a qubit i is measured with angle ~ (Pauli Y 
measurement), then any X -dependency on this qubit is the same as a Z-dependency. 
But after signal shifting, this Z-dependency does not directly contribute to the depth 
·and hence we might obtain a smaller depth. Furthermore, there exists a special case 
where if qubit i is not an input qubit and also not the flow image of any other vertex 
(\::fj : i i= f(j)) and qubit i is measured with ~, then one can permit in the flow theorem, 
to have f(i) = i and henee we will have one less flow edge [21]. This allows an influencing 
walk to have a loop edge on this particular vertex measured with Pauli Y and henee 
the influencing walk will not start with an input qubit. In the rest of the paper, we 
consider only this extended notion of influencing walk that takes into account the angles 
of measurement. When we want to emphasize this extended definition, we will refer to 
Pauli influencing walks. 
According to Equation (12), another special case is when qubit i is measured with 
angle 0 (Pauli X measurem~nt), then any X-correction on qubit i can be ignored and 
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in fact qubit i can be put at the first level of measurement. Consequently, again the 
flow depth can become smaller. By adding equations (11) and (12) to the flow theorem, 
the proof still works [21] and we get a potential improvement on the depth complexity. 
We refer to this procedure as Pauli simplification. Another way of realizing these 
special cases is that after signal shifting, the Pauli measurements become independent 
measurements and hence can aIl be performed at the first level of the partial order. 
Rence in computing the depth of a pattern with flow after signal shifting is performed, 
one should disregard the Pauli measurements: 
Proposition 6.3. Let P be a pattern with fiow where standardization, Pauli simpli-
fication and signal shifting have been performed. Let Ii be a Pauli mfiuencing walk 
of P, denote byei the number of the fiow edges, by ni the number of non-fiow edges, 
by Pi number of fiow edges pointing to a qubit to be measured with a Pauli measurement 
and by I!i the number of loop edges (fi E {O, 1}). Then the depth of the pattern, call 
it Dp satisfies the following formula: 
Proof. Along any Pauli influencing walk, any flow edge pointing to a qubit to be mea-
sured by a Pauli X will not require a separate layer (Equation (12)) and for the Pauli 
y case, such a flow edge is converted to a Z-dependency (Equation (11)), to be signal 
shifted as in Corollary 6.2. Aiso if the influencing walk starts with a Y measurement 
followed by a non-Pauli measurement, we have a loop edge and hence the immediate 
following non-Pauli measurement can also be put in the first layer and hence we subtract 
the loop edge from the total depth for this influencing walk. 0 
6.1 Classical depth 
One issue that has often been overlooked in the literature on MBQC is that computation 
of the correction exponents as weIl as the measurement angles contributes to a classical 
depth [8]. Consider, for example, the case where we have a correction of the form 
xtl+S2+··+Sn. An efficient implementation would st art by classically calculating the 
parity of the exponent, and then applying the correction if the parity is 1. This is also 
the case for a measurement angle such as [Mt]Sl+S2+"+Sn, where one needs to delay 
the quantum computation to classically compute the measurement angle. Luckily an 
these c1assical delays are of at most O(log(n)) depth, since the parity of n bits can 
be computed by a divide-and-conquer method in depth O(log(n)) (any polynomial-size 
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parity circuit has depth in n(log*n) [32]). Such a classical computation cost between 
quantum layers is negligible, but it still exists. Actually, depending 011. the underlying 
geometry of a pattern, this classical processing sometimes requires only constant depth. 
This can be easily seen for a pattern with flow. 
Lemma 22. Let P be a standard pattern with flow and geometry G, before signal 
shifting has been performed. The depth of the classical processing required between 
quantum layers is in O(logLl(G)). 
Proof. From the flow theorem, we know that each measurement at qubit i has at most 
one X -dependency from one of its neighbours in G and the rest of the neighbours of i 
contribute at most one Z-dependency. Hence the depth for the classical computation re-
quired for calculating the measurement angles at qubit i is in O(log( deg( i))). Therefore, 
at each qubit, the classical depth is in O(log Ll(G)). D 
Therefore, for a simple geometry such as the cluster state with maximum degree 4, all 
classical computation is constant. On the other hand, signal shifting which is essential 
for decreasing the quantum depth, will increase the classical depth. We now present an 
explicit quantum-classical tradeoff for patterns with flow. But first, we need to define a 
partial infiuencing walk: let v be a node in geometry G. Then an I-v partial influencing 
walk is a walk in G that starts with a flow edge at an input node in l, ends with a flow 
edge at node v, contains no consecutive non-flow edges and traverses flow edges in the 
forward direction. 
Proposition 6.4 . . Let P be a pattern with fiow where standardization and signal shifting 
have been performed. Fix a node v in the underlying geometry G and let Iv be the set 
of aU partial infiuencing walks, from an input qubit i to the node v. (If v is an output 
qubit we consider ail the infiuencing walks instead.) Let Nv be the set of vertices that 
are on any walk in Iv. Then the classical depth of the required classical computation for 
computing the angles of measurement command or the exponent of correction command 
at v is in O(logINvl). 
Proof. In the proof of Lemma 22, we saw how the flow theorem tells us which depen-
dencies are applied to a qubit v. Once signal shifting has been done, the dependencies 
are modified, but they still propagate only through influencing walks. In fact for the 
case of v being a measured qubit, after signal shifting only the X -dependencies remain 
and therefore we need to consider only the partial influencing walks. Hence there are 
at most INvl dependencies at v; the parity of these dependencies can be computed in 
classical depth O(logINvl). D 
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n 
Figure 5: A full cluster state geometry where the pyramid shape presents the backward 
cone, the set of all infiuencing walks that lead to a qubit. Only vertices on the pyramid 
contribute to the classical depth complexity of the command to be performed at that 
qubit. 
Note that N v is upper bounded by the total number of qubits in the pattern. However 
for a particular geometry and angles of measurement, it can be sm aller. For example, 
consider a pattern with n input qubits and a geometry of a full cluster state of size n 
times width equal to D, as shown in Figure 5. Then from the above proposition, we 
conclude that the classical depth is in O(1og(D): for any given qubit i only the O(D2 ) 
qubits siting on the pyramid with qubit i as the top of the pyramid, will contribute 
to the depth complexity of the command to be performed at qubit i (see Figure 5). 
Therefore, for D E O(1og(n)), we obtain small classical depth of size O(1og(1og(n))), 
whereas the total number of the qubits in the pattern is in O(n log(n)). 
7 Circuits and measurement patterns 
Having built aIl the required tools, we can now turn our attention to the main focus 
of the paper on parallelizing quantum circuits. To this end we give a method to trans-
late a quantum circuit to a pattern (Section 7.1) and vice-versa (Section 7.2), where 
standardization, signal shifting and Pauli simplifications on the obtained pattern leads 
to a more parallel circuit. We also present the exact tradeoff for the transformations. 
Furthermore, our construction allows us to see infiuencing walks directly in the quan-
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tum circuit so that the pattern depth characterization results given in Section 8 can be 
directly applied to circuits . 
. We fix the universal family of gates to be il = {AZ, J(o:)}: 
1 0 0 0 
AZ= 
o 1 0 0 
o 0 1 0 (
1 eia:) 
, J(o:) = ~ 1 _eio: (for aU angles 0:) . 
o 0 0 -1 
In [33, 34] it was shown that this family is universal for the circuit model sinee every 
single-qubit unitary operator can be written in terms of J(o:): 
U = eia:J(O)J(,B)J("()J(fJ) . 
In addition, they lead to simple generating patterns: 
J(o:) := X~l Ml-a: El2 
AZ:= E 12 . 
(13) 
(14) 
Hence this family of unitaries is a good choiee for translation between circuits and 
patterns and any other universal family can be replaeed by this one with constant 
overhead. In the rest of the paper, whenever the angle 0: is not important, we simply 
refer to a J(o:) gate as a J gate. 
7.1 From circuits to patterns 
The original universality proof for MBQC already contained a method to translate 
a quantum circuit containing arbitrary 1-qubit rotations and control-not gates to a 
pattern [16]. Here, we give an alternate method for the translation of a given circuit to 
a standard pattern in the MBQC to attempt to reduce the quantum depth. We give 
the exact tradeoff in terms of the number of auxiliary qubits and depth. 
Recall that AZ is self-inverse and symmetric, hence any circuit that contains con-
secutive AZ gates acting on the same qubits can be simplified. In what follows, we 
suppose that this simplification has been performed. 
Definition 16. Let C be a circuit of AZ and J gates on n logical qubits. The corre-
sponding standard pattern P is obtained by replacing each gate in C with its correspond-
ing pattern given by equations (13) and (14), and then performing standardization and 
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Figure 6: A quantum circuit with I\Z and J(a) gates, together with the two-step 
construction of the corresponding labelled entanglement graph. In the final step, an 
input qubit is represented by a boxed vertex and an output qubit with a white vertex. 
The black vertices will be measured with angles a, {3 and ,,/, as shown in the figure. 
signal shifting. 
To present the exact tradeoff for the above translation, in particular to prove that 
the quantum depth cannot increase, we construct directly the underlying geometry of 
a given circuit. Following the literature, we refer to the circuit qubits as logical qubits. 
Other qubits that are added during construction of the entanglement graph will be 
referred to as auxiliary qubits. 
Definition 17. Let C be a circuit of I\Z and J gates on n logical qubits. The labelled 
entanglement graph Gc is constructed as a layer that is initially built on top of the 
circuit C by the following steps (see also the example of Figure 6). 
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1. Replace each /\Z gate on logical qubits i and j with a vertical edge between two 
vertices: one on the i th wire and one on the jth wire. Label both vertices In-
put/Output. Replace each J gate on a logical qubit i with an horizontal edge 
between two vertices on the i th wire, label the left vertex Input and the right ver-
tex Output. 
2. Ta connect the above components, on each wire, start from the left and contract 
consecutive non-adjacent vertices as follows (the contraction of vertices VI and V2 
of a graph G is obtained by replacing VI and V2 by a single vertex v, which is 
adjacent to aU the former neighbours of VI and V2): 
- Two vertices labelled Input/Output are contracted as one vertex with In-
put/Output label; 
A vertex labelled Input/Output and a vertex labelled Input are contracted as 
one vertex with Input label; 
- A vertex labelled Output and a vertex labelled Input/Output are contracted 
as one vertex with Output label; 
Two vertices labelled Output and Input are contracted as one vertex with 
auxiliary label. 
It is easy to verify the following proposition that justifies the above construction. 
Proposition 7.1. The graph Gc obtamedfrom Definition 17 is the entanglement graph 
for the measurement pattern that is obtained from Definition 16. Furthermore, input-
output paths of vertices sitting on the same wire define the ftow of Gc . 
Praof. Standardization does not change the underlying entanglement graph, hence it 
follows that Gc is indeed the entanglement graph for the measurement pattern. By 
Theorem 10 of [27], for the case that III = 101, a collection of vertex-disjoint 1 0 
paths in Gc define the successor function f in its flow. Therefore, input-output paths 
of vertices sitting on the same wire define the flow of Gc . 
In order to obtain a full pattern corresponding to the circuit C, one needs to add 
measurement commands with angles being the same angles ofthe J(a) gates. These an-
gles are assigned to the qubits labelled Input in Step (1) of the construction of Definition 
17. The dependency structure is the one obtained from the flow theorem. 
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Figure 7: The geometry of the teleportation pattern given in Equation (15) with one 
input, one auxiliary and one output qubit. 
Proposition 7.2. Let C be a quantum circuit on n logical qubits with only /\Z and J 
gates. Let G2 be the number of J gates and D(n) the circuit depth. The correspond-
ing pattern P given by Definition 16 has n + G2 qubits, G2 measurement commands, 
n corrections commands, and depth smaller than or equal to D(n). 
Praof. The proof is based on construction of Definition 17, which is obtained from 
replacing the patterns from equations (13) and (14) for J and /\Z gates and then 
performing the standardization procedure. It is c1ear from the construction that we 
start with n qubits corresponding to each wire, then any /\Z connects the existing 
qubits (wires) and hence will not add to the total number of qubits. On the other 
hand any J gate extends the wire by ad ding a new qubit. This leads to the total 
number of n + G2 qubits for the pattern. There are G2 measurement commands since 
aIl but n qubits are measured. Since Chas depth D(n), any influencing walk in P has 
at most D(n) flow edges. Hence the theorem is obtained from Proposition 6.2 after 
performing signal shifting on the corresponding pattern. 0 
Alternatively, for a given circuit, one can use another construction to obtain a corre-
sponding pattern with c1uster geometry, hence to achieve constant depth for the graph 
preparation stage. Naturally, the price is to have more qubits. First note that the 
following pattern implements teleportation from input qubit i to output qubit k that is 
simply the identity map (see Figure 7): 
X SjZSiMOMOE E k k j i jk ij (15) 
Now, if before Step (2) of the construction of Definition 17, we in sert the telepor-
tation pattern between any two consecutive /\Z acting on a common wire, then the 
degree of each vertex remains less than 4 as desired. We will refer to this graph as the 
cluster graph, GCe . In order to compute the number of qubits for the pattern obtained 
from this new construction, consider the positions in the circuit where two /\Z appear 
after each other. These are the places where we need to apply the above teleportation 
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Figure 8: A classically controlled implementation of a controlled-unitary gate. The 
computational basis measurement operator is represented by the half-circle box with Z 
label. After pushing the measurement to the beginning of the wire, the unitary U is 
only classically dependent (doted line) on the first wire. 
pattern to keep the degree less than 4. With this construction, the depth of the pattern 
do es not increase by more than a multiplicative constant. Therefore we have: 
Lemma 23. Let C be a quantum circuit bn n qubits with only I\Z and J gates. Let 
G2 be the number of J gates, s the size of C and m the number of positions in C where 
two I\Z appear after each other. Then the pattern P with the cluster graph construction 
(obtained as in Proposition 7.1 with the addition of the teleportation pattern ab ove ) 
has n + G2 + mE O(n + s) qubits and depth in O(D(n)). 
In what follows, we always assume the cluster geometry for patterns corresponding 
to a circuit and hence the preparation depth is 4 (Section 3.1). 
7.2 From patterns to circuits 
The construction of Definition 17 can be also used in reverse order to transfer a pattern 
with flow to a corresponding circuit, where aIl the auxiliary qubits will be removed 
and hence by doing so the quantum depth might increase. However, we now show 
how to obtain another transformation from patterns to circuits where one keeps aIl 
the auxiliary qubits. This construction is simply based on the weIl-known method 
of coherently implementing a measurement. Recall that a controlled-unitary operator 
where the control qubit is measured in the computational basis {iD), il)} can be written 
as a classical controlled unitary by pushing the measurement before the controlled-
unitary operator [9], see Figure 8. 
Given a pattern in the standard form, we use the above scheme in the reverse order 
to convert the classically dependent measurements and corrections, and then push aIl 
the independent measurements to the end of the pattern. However since the scheme 
works only for the computational basis measurement, we have to first simplify aIl the 
arbitrary measurements MO:. Let Z ( ex) be the phase gate and H the Hadamard gate 
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(see Appendix B), and let M Z be the computational basis measurement (i.e. Pauli Z 
measurement). Then we have 
(16) 
Additionally, we replace any c1assical X-and Z-dependencies of measurements and any 
dependent corrections with a sequence of !\X and !\Z, which might create a quantum 
depth linear in the number of the dependencies, as shown in Figure 9. However to 
reduce this linear depth, we can use the following result on parallelizing. a circuit with 
only controlled-Pauli gates to logarithmic depth: 
Proposition 7.3. ([ll}) Circuits on n qubits consisting of controlled-Pauli gates and the 
-Hadamard gate can be pamUelized to a circuit with O(logn) depth and 0(n2 ) auxiliary 
qubits. 
We can now formalize the above translation of patterns to circuits. 
Definition 18. Let P be a standard pattern with computational space (V, 1,0), un-
derlying geometry (G, I, 0) (where G has a constant maximum degree) and command 
sequence (after signal shifting): 
CCj [Meti] A- E ... j'" i ' ... G 
where A is the set of qubits .that the measurement of qubit i depends on, and C j is 
the set of qubits that the correction of qubit j depends on. Note that due to the signal 
shifting, we only have X dependencies. The corresponding coherent circuit C with III 
logical qubits and V " 1 auxiliary qubits, is constructed in the following steps (see also 
Figure 9): 
1. Apply individual Hadamard gates on aU the auxiliary qubits. 
2. Apply a sequence of ctRZ gates according to the edges of G. 
3. Replace any dependent measurement [Mieti]Ai with MiZ HiZi( -0:) !\Ai,iX where !\A,iX 
is a sequence of controlled-n,ot with control qubits in A and target qubit i. Note that 
sinee the M Z is independent and can be pushed to the end of the corresponding 
wire it can be discarded. 
4· Replace any dependent correction Xfj with !\Ci,iX and ZjCj with !\Ci,iZ, 
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Figure 9: Implementing coherently the sequence of dependent measurements in a pat-
tern. An arbitrary measurement Ma is represented by a half circle labelled with its 
angle. The Hadamard and phase gates are shown with square boxes with the labels be-
ing H or the angle of the phase gate. The dotted arcs represent X -dependencies. Equa-
tion (16) is used to simplify the measurements. After replacing the X-dependencies by 
I\X gates, we obtain a quantum depth linear in the number of dependencies. 
5. Replace the joint sequence of added I\X and I\Z in steps 3 and 4 with the parallel 
form obtained from Proposition 7. 3. 
Lemma 24. Let P be a standard pattern with computational space (V, l, 0) and 
underlying geometry (C, l, 0) (where Chas a constant maximum degree). Let t = 
IV '-.. 01 be the number of measured qubits and let d be the quantum computation 
depth of P. Then the corresponding coherent circuit C obtained from Definition 18 
has IIllogical qubits, 0(t3 ) auxiliary qubits and depth in O(dlogt). 
Proof. We examine the co st at each step of the construction of Definition 18. Steps 1 
and 2 add a constant to the depth of C. At step 3, each measurement has as most t 
dependencies, which, in step 5 translates to o (log t) depth with O( t 2 ) auxiliary qubits. 
At step 4, each output qubit has at most t dependencies, which again in step 5 translates 
to O(logt) depth with 0(t2 ) auxiliary qubits. Since the depth of Pis d, the total depth 
of C is in O(dlogt), with 0(t3 ) auxiliary qubits. 0 
Note that the logarithmic increase in the depth of C is due to the fact that the circuit 
model does not exploit any classical dependencies. Thus the classical computation of 
the measurement angles and corrections in P contributes to the quantum depth in C. 
One can combine the forward and backward construction from circuit to patterns 
to obtain an automated rewriting system for the circuit which can decrease the depth 
by adding auxiliary qubits. The following theorem gives the tradeoff. 
Theorem 7.4. Let C be a quantum circuit on n qubits with only I\Z and J gates. 
Suppose Chas size sand depth D. Assume further that P is the corresponding pattern 
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obtained from the forward translation as in Lemma 23 and that P has quantum depth D' 
(we know that D' ::; D). Then circuit C' constructed from P by Definition 18 has 
0(s3 + n) qubits, and depth in O(D'logs). 
Proof. The first step is to translate C to a pattern P using Lemma 23. The resulting 
pattern P has O(s + n) qubits, and quantum depth in O(D). Then we translate the 
pattern back to a circuit C' using Definition 18. By Lemma 24, the new circuit has 
0(s3) auxiliary qubits and depth in O(D'logs). 0 
At first glance it seems like applying Theorem 7.4 to a quantum circuit would not 
necessary be beneficial, since the number of auxiliary qubits and the depth seem to 
increase. But note that we have given only upper bounds. As we showed in Section 6, 
taking into account Pauli simplification and signal shifting can give a significant im-
provement. In the next section, we give a complete depth characterization for patterns· 
with fiow, and then show in Section 8.1 a characterization of those circuits to which 
applying Theorem 7.4 will necessarily decrease the depth. 
8 Depth Characterization 
We saw in Section 6 that the main ingredients to obtain a reduced patterndepth are 
infiuencing walks, Pauli measurements and signal shifting. In fact, Pauli measurements 
not only can be performed in the first layer but also they can "reset" the pattern depth 
along an infiuencing walk. This intuition is formalized in the following lemmas that 
are essential for our characterization result. In what follows, we deal with sequences of 
measurement angles, where NI, N2 , ..• represent non-Pauli measurements, X a Pauli 
X measurement, Y a Pauli Y measurement and P is either X or Y. Note that we 
use the same notation for a Pauli measurement angle and the Pauli measurement itself. 
Furthermore (w)* and (w)odd represents respectively, a non-negative and odd number 
of repetitions of w. 
Lemma 25. Let i and j be two vertices which are measured with non-Pauli angles Ni 
and Nj , respectively and which are on a common infiuencing path 1 of a standard 
pattern with fiow. Suppose that i and j are separated along 1 with only fiow edges, 
and that the sequence of measurements between i and j along 1 is a sequence of Pauli 
measurements of the form: 
Then after signal shifting, there will be no X -dependency between i and j. 
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Ni X X X Y X Y X Nj 
Figure 10: Two non-Pauli measurements separated with the sequence of Pauli mea-
surements of the form (X )odd (Y (X )odd) *. There is no Z -dependency between the last 
Pauli X measurement and the first non-Pauli measurement and therefore, after signal 
shifting, there will be no X-dependency between the non-Pauli measurements. 
Proof. Assume such an X -dependency between i and j exists, then it is necessarily due 
to the fact that during signal shifting, the last Pauli X measurement in the sequence 
acquires a Z-dependency from i; this Z-dependency would then be signal shifted to 
an X -dependency between i and j, since j has an X -dependency on the last Pauli X 
measurement. We use a parity argument to show that this never occurs. 
First, note that the sequence of Pauli measurements, (X)odd(Y(X)odd)* is odd. Sec-
ond, note that through signal shifting, the Z-dependency that originates from i is shifted 
only through every even position in the Pauli measurement sequence. Due to the place-
ment of the Y measurements which never occur in an odd position, the special case 
of the Pauli Y rule (Equation (11)) cannot be applied to change the parity. Hence, 
the final X measurement in the sequence (which is at an odd position) never sees a 
Z-dependency from i (Figure 10). 0 
Lemma 26. Let i and j be two vertices which are measured with non-Pauli angles Ni 
and Nj , respectively and which are on a common influencing path l of a standard pattern 
with flow. Suppose that i and j are separated along l with only Pauli measurements 
(except for the endpoints of non-flow edges), z. e. we have the following sequence of 
measurements along the vertices of 1: 
where each Pi is a (possibly empty) finite sequence of Pauli measurements along flow 
edges, and where a vertex that is incident to a non-flow edge along l either has its 
measurement angle recorded as ai (if it is the tail of a flow edge) , or as f3i (if it is the head 
of a flow edge). After signal shifting, there will be no X-dependency due to l between 
i and j if and only if at least one of the Pi sequence is equal to (X)odd(Y(X)odd)*. This 
will be also true even if one of i or j is an endpoint of a non-flow edge. 
Proof. First, assume i and j are connected with only flow edges (we have the se-
quence NiP Nj ) and consider the following possible cases for the sequence P: 
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Figure 11: An even number of Pauli measurements between two non-Pauli measurement 
leads to an X -dependency after signal shifting. 
(1). It consists of an even number of Pauli angles. Then there is an X-dependency 
between i and j. 
(II). It consists of an odd number of Pauli angles with at least one Y at an.odd position 
from left to right. Then there is an X -dependency between i and j. 
(III). It consists of an odd number of Pauli angles with no Y at any odd position: 
(X)odd(Y(X)odd)*. Then there is no X-dependency between iand j. 
Figure Il shows how in Case (1), one obtains an X -dependency after signal shifting 
between i and j. Case (II) is also similar, by Pauli simplification, the X -dependency at 
a y measurement of an odd position is considered as an Z-dependency and hence we 
obtain the same scenario as Case (1). Finally, Case (III) is proved in Lemma 25. 
Now consider the case where there exists a non-flow edge between the non-Pauli 
angles 'and neither i nor j is an endpoint of a non-flow edge: 
According to the flow theorem, there is a Z-dependency from the qubit that precedes 
the qubit assigned to a angle to the qubit with angle (3. In order to have a sequence of 
Z dependencies between i and the vertex with angle (3, Pl must satisfy the conditions 
of cases (1) or (II) and then similar to the above argument, in order to obtain an X-
dependency between i and j, P2 must also satisfy the conditions of cases (1) or (II) and 
hence we obtain the statement of the Lemma. The same argument is valid if either of 
i or j is an endpoint of a non-flow edge. o 
We can now present our main result on characterization of patterns with a given 
depth. 
Theorem 8.1. Let P be a standard pattern with flow and let 1 be an influencing walk 
of P. We apply the following simplification rule to the measurement angles correspond-
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ing to the vertices along 1: 
otherwise. 
where Pi represents a (possibly empty) finite sequence of Pauli measurements, and 
where a vertex that is incident to a non-flow edge along l either has its measurement 
angle recorded as ai (if it is the tail of a flow edge), or as f3i (if it is the head of a flow 
edge). Define the depth of l to be d + 2 if after the simplification we obtain P Nd P 
and to be d + 1 if we obtain either Y Nd P or Nd P. Then the quantum depth of P 
after Pauli simplification and signal shifting is given by the maximum depth over an 
influencing walks of P. 
Proof. Lemma 26 justifies the given simplification rule. It is trivial that after applying 
the rule, we obtain a unique final sequence of the form P Ni P on any influencing walk 
and hence the longest sequence of dependent non-Pauli measurements will have length i 
and since there is a first layer of Pauli measurements and one final layer of corrections, 
the depth along this walk will be i + 2. However, if the final form is Y Ni P, then there 
will be no dependency between the Pauli Y and the first non-Pauli N (Equation (11)) 
and depth is i + 1 which is also the case for the final form Ni P. 
According to Proposition 6.1 the pattern depth is the maximum number of the de-
pendent non-Pauli measurements along an the influencing walks and hence it is enough 
to compute the maximum value of i over an influencing walks. o 
The above theorem gives a constructive method to obtain a depth d pattern. The 
main tool being the sequence (X)odd(Y(X)odd)*, which if it is inserted between two 
non-Pauli measurements make them independent of each other. On the other hand, 
any other sequence inserted between non-Pauli angles contributes to the depth and 
makes the two non-Pauli measurements X -dependent on each other and hence in two 
different layers of measurement. 
We now show as a special case the characterization of patterns with depth 2. 
Proposition 8.2. Let P be a pattern with fiow f, where standardization, Pauli sim-
plification and signal shifting have been performed. The quantum computation depth is 
equal to 2 if and only if any qubit measured with a non-Pauli angle is not the fiow image 
of any other vertex and hence it is either an input qubit or is connected to a vertex with 
a loop fiow edge. 
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Figure 12: A circuit with one of its infiuencing walks presented as a doted line. The J 
gates in the shaded area are those referred to as the J gates of the walk. 
Proof. Due to Theorem 8.1, P has depth 2 if and only if on aIl the infiuencing walks, 
after the simplification rule, we obtain one of the following final forms for the sequence 
of the measurement angles: 
NP or Y N P or P. 
Now consider only those infiuencing walks with only fiow e~ges, by reverse application of 
the simplification ru les we conclude only input qubits can be measured with a non-Pauli 
angle or a non-input qubit measured by a non-Pauli measurement should not be the 
fiow image of any other qubit and be connected to a qubit measured with Pauli Y. 0 
Note that this proposition extends the previously know results that patterns with 
only Pauli measurements have depth 2 [8, 35]. 
8.1 Parallelizing Circuits 
In order to present the pattern depth characterization result directly in terms of the 
circuit language, we first define the notion of circuit inftuencing paths. 
Definition 19. Let C be a circuit of AZ and J gates. A lejt-to-right path starting at 
the beginning of a circuit wire and en'ding at any wire, such that the jumps between 
wires are do ne through AZ gates is called a circuit infiuencing path if there exist no two 
consecutive jumps (see Figure 12). 
Recall that for patterns with equal number of input and output qubits, the fiow, if it 
exists, is unique. Rence it is easy to verify that circuit infiuencing paths defined above 
are exactly infiuencing walks of the corresponding pattern via the direct translation 
given in Section 7. Similar to the pattern case, the circuit depth is characterized in 
terms of the sequence of J gates appearing on the infiuencing paths defined below. 
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Definition 20. Let l be a circuit infiuencing path of circuit C. The set of J gates over 
l is defined to be all the consecutive J gates over the wire8 of the path including the J 
gates Just after a /\Z gate of a jump; as shown in Figure 12. 
Note that, again the above definition is a direct consequence of our transformation 
between circuits and patterns. Further, define Hi to be the single unitary gate 
(
1 -i) ~ 1 i 
7C 
implemented by the pattern X~l.l\1? E12 . We also have, J(O) H and J(~) = Hi. We 
can now present our depth result directly for circuits. 
Theorem 8.3. Let C be a circuit of /\Z and J gates on n qubits with size sand 
depth D. Assume that after the following simplification rule on J gates over aIl circuit 
influencing paths, we obtain at most D' many consecutive J gates: 
otherwise. 
where Pi represents a (possibly empty) finite sequence of H and Hi gates and Ai and 
Bi represents the J gates immediately after a controlled-Z gate on the underlying 
circuit influencing path (on the control and the target wires). Then, using the con-
struction of Section 7, circuit C can be parallelized to an equivalent circuit C' with 
depth in O(D'log(s)) and size in 0(83 +n). 
Praof. The proof follows from Theorems 7.4 and 8.1. o 
Similar to the pattern case, the above theorem gives a constructive method to obtain 
a depth d circuit. The main tool is the gate sequence 
(17) 
which if it is inserted between two J gates over a circuit influencing path will make 
them to appear in the same layer of the final parallelized circuit. 
As an application, consider the quantum circuit in Figure 13 with in 0(n2 ) and 
depth in O(n). Theorem 8.3 tell us how to parallelize it to depth in O(log(n)), while 
ad ding 0 (n 6 ) auxiliary qubits. First note that on any circuit influencing path, any two J 
gates are separated by an R gate (Equation (17)) and hence after the simplification rule, 
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we will have no two consecutive J gates. In other words, the parameter D' in Theorem 
8.3 is equal to 1 which implies the depth of the parallelized circuit will be in O(1og(n)). 
Figure 13: A polynomial-depth circuit where each Jij gate has an angle E [0, 27T) and 
the R gate stands for a sequence of Clifford gates of the form (H)odd(Hi(H)odd)*. The-
orem 8.3 implies that this circuit can be parallelized to a logarithmic depth circuit. 
It is easy to extend the circuit of Figure 13 and still apply Theorem 8.3 to parallelize 
it to a circuit with depth in O(poly(log(n)). On each wire, replace O(log(n» many 
Jij . gates with the following sequence of gates: 
where Pi is a sequence of H and Hi gates of polynomiallength. Now the parameter D' 
of Theorem 8.3 is in O(log(n» and the parallel circuit will have depth in 0(1og2(n)). 
This set of examples, although somewhat artificially constructed, demonstrate how 
one might use Theorem 8.3 to construct parallel circuit for a given problem in hand. 
We finish this section with several other results on circuit parallelization. 
Proposition 8.4. A circuit on n qubits can be parallelized to a pattern of depth 2 via 
the construction given in Section 7 if and only if it is of the form: a possible sequence of 
individual phase gates, Zl(al)®" ,®Zn(an), followed by an arbitrary poly-size Clifford 
circuit. 
Proof. It is known thàt any Clifford gate can be implemented by a pattern with only 
Pauli X and Y measurements [19, 20]. in one direction, the proof is simply 
obtained by replacing the phase gates with qubits measured with a non-Pauli angles, 
that are input qubits. Then by Proposition 8.2, the corresponding pattern has depth 2. 
To prove the other direction, let C be a circuit that can be parallelized to a pattern 
P with depth 2. Renee from Proposition 8.2 by adding appropriate (Z(a))t gates to the 
beginning of C, we obtain another circuit C' that translates to a pattern P' with only 
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Pauli measurements. Now Theorem 4 in [19] implies that C'is in the Clifford group 
and henee C has the desired form. 0 
A simple case of the above proposition is a Clifford circuit, that was known already by 
[8, 19, 20, 35]. On the other hand, the best known result in terms of depth complexity 
for the circuit implementing a subgroup of the Clifford group is Proposition 7.3 due 
to [11]. Using our forward and backward construction of Section 7, we improve this and 
obtain a general result on circuit depth complexity for the whole Clifford group. 
Proposition 8.5. Any quantum circuit on n qubits of size s E poly(n) consisting of 
Clifford gates can be parallelized ta a circuit with O(logn) depth and O(s3+ n ) auxiliary 
qubits. 
Henee from Propositions 8.4 and 8.5, we see a logarithmic improvement in depth 
for implementations in the MBQC compared to the circuit model. What we achieve 
actually is a translation of quantum logarithmic depth in a circuit to constant quantum 
depth plus classical logarithmic depth in a pattern. We now show that this separation 
is tight by giving an example of a unitary that can be implemented as a pattern with 
constant quantum depth, but that must have logarithmic depth in the quantum circuit 
model. 
Lemma 27. Let Up be the parity unitary transformation defined by 
Assume C to be any circuit consisting of 1- and 2-qubit gates that implements this 
unitary. Then the depth of C is in n(logn). 
Proof. Sinee the state of the last output qubit depends on every input qubit, and the 
circuit has only 1- and 2-qubit gates, the depth of the circuit must be in n(logn). 0 
Figure 14 gives a logarithmic depth circuit for Up. This circuit uses only Clifford 
gates and henee by Proposition 8.4, we can implement it as a pattern with depth 2. 
Note however that the pattern has a classical logarithmic depth, which reconciles the 
depths in the two models: the sum of the classical and qua.ntum depths in the pattern 
is equal to the total quantum depth in the circuit. 
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Figure 14: A logarithmic-depth circuit for parity unitary transformation, where Pn =' 
EBi=1 Xi' 
9 Discussions and future directions 
The design of parallel algorithrns is one of the main challenges in both classical and 
quantum computing and has a significant impact on theory and implementations. The 
advantage of quantum computing models over classical counterparts has been exten-
sively studied in the context of computational complexity, whereas relatively little is 
known in terms of depth complexity. In addition, the comparison of models of quantum 
computing has been mainly explored from the computational aspect although other 
measures of comparison such as parallelism might lead to new directions in our under-
standing of the power and limitations of quantum computing. 
In this paper, we considered two well-known models of quantum computing, the cir-
cuit model and the measurement-based model for quantum computing, and presented 
a logarithmic separation between them in terms of quantum depth complexity. We fur-
ther demonstrated how a simple forward and backward transformation between circuits 
and measurement patterns leads to an automated procedure of parallelization. More 
importantly, the set of tools that we developed to study the depth complexity, such as 
the notion of the influencing paths, result in a simple construction for parallel patterns 
and circuits, this being the insertion of sorne particular type of Clifford operation among 
the non-Clifford ones. 
A simple way of observing the advantages of the MBQC over the quantum circuit 
can be seen via the tradeoff between space and depth complexity as the transformation 
from a circuit to MBQC adds sorne auxiliary qubits and hence decreases the depth. 
On the other hand, one can also argue that the advantage is due to a clear separation 
of the types of depths that are involved in a computation: the preparation, quantum 
computation and classical depths. In other words,.in the circuit model, aIl operations are 
done "quantumly" whereas in a pattern, sorne part of the computation can be performed 
via classical processing. This intuition seems to be also responsible for sorne of the 
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previously known results on circuit parallelization such as the work of Robert Griffiths 
and Chi-Sheng Niu on the parallel semi-classical quantum Fourier transform [9]. Hence 
it would be interesting to see if our tools can indeed reproduce the same results for 
these or other classes of circuits where the output qubits are always measured. 
Although it is encouraging that we obtain a generic method for circuit parallelization 
by exploiting the classical control structure in MBQC, it is not clear at this stage how 
our set of tools might be put in use to design parallel algorithms for a given classical 
problem and further work in this direction is necessary. 
Another direction to investigate is the extension of the characterization results to the 
patterns with generalized flow [31], a recently developed notion for MBQC computing 
that provides both a necessary and sufficient condition for determinism3 that might lead 
to a more parallel structure than patterns with flow. 
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A Introduction to quantum computing 
Let H denote a 2-dimensional complex vector space, equipped with the standard inner 
pro.duct. We pick an orthonormal basis for this space, label the two basis vectors 10) and 
Il), and for sirnplicity identify thern with the vectors ( ~ ) and ( ~ ), respectively. 
A qubit is a unit length vector in this space, and so can be expressed as a linear 
combination of the basis states: 
Here ~O, al are complex amplitudes, and laol 2 + lal12 = l. 
An m-qubit state is a unit vector in the m-fold tensor spa ce H ® ... ® H. The 2m 
basis states of this space are the m-fold tensor products of the states 10) and Il). We 
abbreviate Il) ® 10) to Il)10) or 110). With these basis states, an m-qubit state 14» is a 
2m -dimensional complex unit vector 
14» = L aili). 
iE{O,l}m 
,4 
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There exists quantum states that cannot be written as the tensor product of other 
quantum states, e,g. 100) + 111). This means that a general element of H ® H' 
one cannot pro duce elements of 'H and H'; such states are called entangled states. 
We use (<PI = I<p)* to denote the conjugate transpose of the vector I<p), and (<p 1 
-if;) = (<PI· 1?jJ) for the inner product between states I<p) and 1?jJ). These two states are 
orthogonal if (<p 1?jJ) = O. The norm of I<p) is II<pII JI(<p 1 <p)I· 
A quantum state can evolve by a unitary operation or by a measurement. A unitary 
transformation is a linear mapping that preserves the norm of the states. If we apply a 
unitary U to astate I<p), it evolves to UI~). 
The Pauli operators are a well-known set of unitary transformations for quantum 
computing: 
x = (~ ~) > y = (~ ~} Z = G °1) > 
and the Pauli group on n qubits is generated by Pauli operators. Other well-known 
unitary transformations are the identity 1, the Hadamard gate H, the phase gate Z(a), 
of which Z{1f/4) and Z{1f/2) are special cases, and the Controlled-Z gate I\Z: 
1- C 0) 
- 0 1 ' le H=y'21 \). 
1 0 0 0 
Z(c» = CO) > /\Z = 0 1 0 0 o etC\: 0 0 1 0 
0 0 0 -1 
The Clifford group on n qubits is generated by the following matrices: Z, H, Z{1f /2) 
and I\Z. This set of matrices is not universal for quantum computation, but by adding 
any single-qubit gate not in the Clifford group (such as Z(1f/4)), we do get a set that is 
approximately universal for quantum computing. The importance of the Clifford group 
for quantum computation is that a computation consisting of only Clifford operations 
on the computational basis followed by final Pauli measurements (see below) can be 
efficiently simulated by a classical computer, this is the Gottesman-Knill theorem [36, 
25]. 
The most general measurement allowed by quantum mechanics is specified by a 
family of positive semidefinite operators Ei = Mi jUi, 1 ::; i ::; k, subject to the condition 
thatLi 1. A projective measurement is defined in the special case where the 
operators are projections. Let I<p) be an m-qubit state and B = {lb1),.·.,lb2m)} an 
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orthonormal basis of the m-qubit space. A projective measurement of the state 11» in the 
B basis means that we apply the projection operators Pi = lbi ) (bi l to 11». The resulting 
quantum state is lbi ) with probability Pi 1 (1) 1 bi) 12 . An important class of projective 
measurements are Pauli measurements, i.e. projections to eigenstates of Pauli operators. 
B Introduction to the. measurement-based model 
The measurement-based model [16, 20, 35] is a relatively new approach to quantum 
computation that is oriented around single-qubit measurements and entanglement for 
performing quantum computations. In this model, computations are represented as 
patterns, which are sequences of commands acting on the qubits in the pattern. These 
commands are of four types: one--qubit preparations, two-qubit entanglement opera-
tions, single-qubit measurements and single-qubit Pauli corrections. In addition to this, 
there is a classical control mechanism, called feed-forward, that allows measurement and 
correction commands to depend on the results of previous measurements . 
. This model contrasts with the widely-used approach to quantum computing which 
is the quantum circuit model. In this model, qubits are represented by wires, unitary 
operations are represented by gates and measurements usually occur only at the end 
of the circuit, their sole purpose being to obtain a classical output out of the quantum 
output. 
More precisely, here are the types of commands that are involved in a computation 
in the MBQC: 
1. Ni is a one-qubit preparation command which prepares the auxiliary qubit i in 
state 1+) = ~(10) + Il)). The preparation commands can be implicit from the 
pattern: when not specified, aU non-input qubits are prepared in the 1+) state. 
2. E ij is a two-qubit entanglement command which applies the controlled-Z oper-
ation, AZ, to qubits i and j. Note that the AZ operation is symmetric and so 
E ij = Eji' AIso, E ij commutes with Ejk and so the ordering of the entanglement 
commands in not important. 
3. Mf' is a one--qubit measurement on qubit i which depends on parameter Ct E [0, 27r) 
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called the angle of measurement. Mt is the orthogonal projection onto states 
1 . 
1+0) = (la) + eta I1)) 
1-0) ~(Ia) - eia I1)), 
followed by a trace-out operator, sin ce measurements are destructive. We denote 
the classical outcome of a measurement done at qubit i by Si E Z2' We take the 
specific convention that Si a if the measurement outcome is 1 + 0)' and that Si = 1 
if the measurement out come is 1-0)' Outcomes can be summed together resulting 
in expressions of the form 
S= LSi 
iEI 
which are called signaIs, and where the summation is understood as being done 
modulo 2. The domain of a signal is the set of qubits on which it depends (in this 
example, the domain of S is 1). 
4. Xi and Zi are one-qubit Pauli corrections which correspond to the application of 
the Pauli X and Z matrices, respectively, on qubit i. 
In or der to obtain universality, we have to add a feed-forward mechanism which 
allows measurements and corrections to be dependent on the results of previous mea-
surements [16, 19]. Let sand t be signaIs. Dependent corrections are \witten as Xis 
and Z; and dependent measurements are written as t[Mt]s. The meaning of dependen-
cies for correctj.ons is straighÙorward: XP Zp 1 (no correction is applied), while 
Xl = Xi and Zl = Zi' In the case of dependent measurements., the measurement angle 
depends on s, t and a as follows: 
(18) 
so that, depending on the parity of sand t , one may have to modify the angle of 
measurement a ta one of -a, a + 1f and -a 1f. These modifications correspond to 
conjugations of measurements under X and Z: 
(19) 
(20) 
and so we will refer to them as the X- and Z-actions or alternatively as the X- and 
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Z-dependencies. Since measurements are destructive, the above equations simplify to: 
MoZt = M°+tn t t t . 
(21) 
(22) 
Note that these two actions are commuting, since -a+7r = -a-7r up to 27r, and hence 
the order in which one applies them doesn't matter. 
A pattern is defined by the choice of a finite set V of qubits, two not necessarily 
disjoint sets l ç V and 0 ç V determining the pattern inputs and outputs, and a 
finite sequence of commands acting on V. We require that no command depend on an 
out come not yet measured, that no command act on a qubit already measured, that a 
qubit be measured if and only if it is not an output qubit and that a qubit be prepared 
if and only if it is not an input qubit. This set of rules is known as the definiteness 
condition. 
Just as circuits, patterns operate on a fixed number of input qubits: Such models 
of computation are called non-uniform. If we want to solve problems that are defined 
for an arbitrary input length, we need to construct one pattern for each length. This 
pattern family is an infinite object. By imposing sorne uniformity conditions, we require 
that the patterns for different input lengths have something in common concerning their 
structure. This, in turn, ensures that a pattern family has a finite description. These 
uniformity conditions are similar to those that are usually imposed on uniform families 
of circuits [37]. 
The execution of a pattern consists in performing each command in sequence, from 
right to left. If n is the number of measurements (i. e. the number of non-output qubits), 
then this may follow 2n different computational branches. Each branch is associated 
with a unique binary string s of length n, representing the classical outcomes of the 
measurements along that branch, ·and a unique branch map As representing the linear 
transformation from the input Hilbert space to the output Hilbert space, along that 
branch. 
A pattern is said to be deterministic if aU the branch maps are proportional, it is said 
to be strongly deterministic when branch maps are equal (up to a global phase), and it 
is said to be uniformly deterministic if it is deterministic for any choice of measurement 
angles. A pattern is said to be in standard form if aIl the preparation Ni and entan-
glement operators Eij appear first in its command sequence, followed by measurements 
and finally corrections. A pattern that is not in standard form is called a wild pattern. 
Any wild pattern can be put in its unique standard form [19]; this form can reveal im-
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plicit parallelism in the computation, and is well-suited for certain implementations (see 
Section 4). 
The procedure of rewriting a pattern to its standard form is called standardization. 
This can be done by applying the rewrite rules (1 )-( 4). The rewrite rules also contain the 
free commutation rules (Equations (23)-(25)) which tell us that, if we are dealing with 
disjoint sets of target qubits, measurement, corrections and entanglement commands 
commute pairwise [19]. 
EijA-f =? A-fEij where A is not an entanglement 
AfX; =? X; Aie" where A is not a correction 




where k represent the qubits acted upon by command A, and are distinct from i and j. 
Clearly these rules could be reversed since they hold as equations but we are orienting 
them this way in order to obtain termination for the standardization procedure. 
Under rewriting, the computation space, inputs and outputs remain the same, and so 
do the entanglement commands. Measurements might be modified, but we still measure 
exactly the same qubits.· The only major modifications concern local corrections and 
dependencies. If there were no dependencies at the start, none will be created in the 
rewriting process. 
We can extend the rewrite rules to include a command called signal shifting (equa-
tions (5)-(8)). This allows us to dispose of dependencies induced by the Z-action, and 




This "thesis presented seven papers, grouped under three themes. The main achieve-
ments in the realm of nonlocality are: 
• The nonlocal box can simulate quantum correlations that no entangled pair of 
qubits can, in both a bipartite and multipartite scenario. 
• Nonlocality and entanglement are different and incomparable resources: on one 
hand, we proved an asymptotic gap between the two resources (there exist corre-
lations whose simulation requires an exponential amount of nonlocal box (NLB) 
uses, in the number of maximally entangled two qubit bipartite states), while on 
the other hand, we showed the existence of NLB pseudo-telepathy games, which 
cannot be reproduced with only quantum information. 
• We gave a graph-theoretical framework for working with pseudo-telepathy and 
Bell theorems without inequalities. We showed complexity results on deciding if a 
game admits a classical or non-signalling winning strategy and we made links with 
orthogonality graphs, the Bell-Kochen-Specker theorem and two-prover interactive 
proofs. 
• Not aIl nonlocality proofs are created equally: it is important to carefully consider 
experimental proposaIs to judge whether or not local realistic models can simulate 
the predicted outcomes. We showed that four proposaIs suffer from fatal flaws. 
We believe that there is much to gain by studying nonlocality in an adversarial 
context: when analysing nonlocality proofs, one should be just as paranoid about 
Nature cheating our senses as are cryptographers about the security of a protocol 
against attacks from a malicious adversary. 
In terms of classical and quantum multi-party cryptography, we have the following: 
• Six new multi-party proto cols achieving information-theoretic security against an 
active adversary and tolerating an arbitrary number of corrupt participants (with 
abort). The new functionalities are veto) vote) anonymous bit transmission) col-
lision detection) notification and anonymous message transmission. 
• A quantum protocol for anonymous quantum message transmission, information-
theoretically secure against an active adversary corrupting an arbitrary number 
of participants. 
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As for complexity in the measurement-based model, we showed: 
.• The tools of the measurement calculus (standardization and signal shifting) can be 
used to potentially decrease the depth of a quantum circuit or of a measurement 
pattern. The same tools give us a way to separate the quantum from the classical 
depth of a quantum computation. 
The research presented in this thesis has brought to light several problems that couId 
not as of yet be solved. Future research directions include the following: 
• In the area of nonlocal games, finding the complexity of determining if a quantum 
winning strategy exists for a bipartite forbidden-edge or covering game would be 
of interest. Preliminary results in this direction have been obtained in [38]. AIso, 
a related question to our work, for which our results might help to find clues to the 
answer, is whether allowing players to perform POVMs gives them anyadditional 
power compared to regular projective measurements. 
• As for nonlocal boxes, it has been shown that if quantum mechanics were slightly 
more nonlocal (if we could approximate the nonlocal box with probability greater 
than approximately 0.908), it would have virtually unbelievable consequences on 
communication complexity [12J. But this result leaves a gap between Tsirelson's 
bound of approximately 0.854. It would be of interest to close this gap (or to 
show that the results of [12] are optimal). Perhaps the tools developed in our 
graph-theoretic approach to nonlocal games could be of help here. 
• In the area of multi-party cryptography with information-theoretic security, it 
would be interesting to give a complete characterization of the class of classical 
multi-party functions that are comput able in our model. For the two-party case, 
this has been done in [39,41]. Additionally, finding efficient proto cols that achieve 
new functionalities would be of relevance. 
• As for the quantum anonymous message transmission protocol, it would be de-
sirable to develop a proto col that is robust against a certain amount of malicious 
errors. Also worthwhile would be the development of multi-party protocols to 
accomplish new functionalities. A possible direction for this would be to think 
of quantum information in the measurement-based model, which is particuIarly 
well-suited for the analysis of distributed computation. This approach has the 
potential of unifying the last two parts of this thesis. 
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