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Random access code (RAC), a primitive for many information processing protocols, enables one
party to encode nbit string into one bit of message such that another party can retrieve partial
information of that string. We introduce the multiparty version of RAC in which the nbit string is
distributed among many parties. For this task, we consider two distinct quantum communication
scenarios: one allows shared quantum entanglement among the parties with classical communication,
and the other allows communication through quantum channel. We present several multiparty
quantum RAC protocols that outclass its classical counterpart in both the aforementioned scenarios.
I. INTRODUCTION
The well known Holevo bound [1, 2] states that the
potential information carried by a d-dimensional quan-
tum system is no more than log d bits. Despite this fact,
quantum communication overshadows classical commu-
nication in several aspects. One of the prevailing manifes-
tations of quantum communication advantage has been
reported under the scope of random access codes (RAC)
[3–5]. In the simplest form of RAC, the sender encodes
nbit string into two-dimensional system such that the
receiver can extract one randomly chosen bit out of the
nbits with as high probability as possible [6]. The re-
sources employed in this task are - the communicated
system (which are restricted to certain dimension) from
sender to receiver, and the pre-shared randomness prior
to the task. In the classical regime, both the communica-
tion channel and shared randomness are classical. While
one may exploit quantum resources in two ways: (1) the
sender encodes the inputs in quantum system, which we
refer to Quantum random access codes (QRAC); (2) the
sender and receiver share quantum correlation (quantum
entanglement) while the sender communicates via classi-
cal system, which we refer to Entanglement assisted ran-
dom access codes (EARAC). Remarkably, these two ways
of implementing quantum resources are not equivalent
in general [7–10]. Besides the conventional applications
of QRAC in quantum key-distribution [11–15], quantum
randomness certification [16] and dimension witness of
quantum systems [17–21], the standard RAC task has
been adapted to many novel communication problems
yielding significant results [22–28]. However, a gener-
alization of RAC to multiparty scenario remains unex-
plored. The aim of this article is to provide first instances
of multiparty random access code protocol under quan-
tum and classical communication.
In this work, we introduce the multiparty version of
the RAC in which the nbits of input are distributed
among many parties that are arranged linearly. As
shown in Fig.1, the first party A0 receives kbits of input
x0, . . . , xk−1 ∈ {0, 1}k and other parties A1, . . . , An−k
receive one bit of input xk, . . . , xn−1 each, respectively.
While the last party B who receives one number y from
the set {0, . . . , n − 1}, and returns an binary output
b ∈ {0, 1}. The constraints are: (1) each party communi-
cates only to the subsequent party, and (2) the channel
capacity of every communication is no more than one.
The aim is to recover partial information of the nbits
of input depending on y. Precisely, all the parties co-
operate to optimize the average success probability,
P =
1
n2n
∑
x,y
p(b = f(x, y)|x, y), (1)
of returning a bi-variate function f(x, y) :=
f(x0, . . . , xn−1, y), where x denotes the whole string of
nbits of inputs x0, . . . , xn−1, and p(b|x, y) denotes the
probability of returning b given inputs x, y. We denote
this task by (n, k)-RAC. Thus, (n, n)-RAC amounts to
the standard two-party RAC. First, we consider the
usual task of retrieving one of the nbits distributed
among n − 1 parties, that is, k = 2 and f(x, y) = xy.
We present two distinct EARAC protocols applicable for
any number of parties that involve sharing of two-qubit
Bell states [29, 30] and three-qubit Greenberger-Horne-
Zeilinger (GHZ) states [31], respectively. Next, we
outline a general approach to construct QRAC schemes
in the multiparty scenario and provide few explicit
examples of QRAC protocols. We also compare the
success probability of the respective tasks in quantum
protocols with their classical counterparts.
b
A0
x0, . . . , xk−1 xk xn−1 y
A1 BAn−k
FIG. 1: The general multiparty (n, k)-RAC scenario. Ev-
ery channel carries not more than one bit or qubit of
message in classical or quantum communication, respec-
tively.
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2II. MULTIPARTY EARAC PROTOCOLS
The general EARAC protocols are constructed using
a method, namely, concatenation of known EARAC pro-
tocol in simplest scenarios [7, 10]. We first formulate a
class of concatenation scheme inspired by the concate-
nation protocol introduced in [7]. Subsequently, taking
(2, 2)-EARAC and (3, 2)-EARAC [7, 10] as the primi-
tives of our concatenation scheme, we demonstrate the
generalized (n, 2)-EARAC protocols.
A. Concatenation of entanglement assisted
protocol
Suppose we have an entanglement assisted quantum
protocol Q(n,N, ) of the conventional RAC task of re-
trieving one of the nbits, i.e., f(x, y) = xy, with success
probability P = 12 (1 + ). Note that  is non-negative
since the success probability of guessing one bit is at least
1/2. In general, the inputs are distributed amongN num-
ber of parties arranged in an arbitrary manner, which we
refer to the A-part of the task. Only one party from A-
part is allowed to communicate one bit of message, say
m, to the guessing party B (see Fig. 2). All the parties
including the guessing party share arbitrary entangled
states. Depending on the input and received messages
from others, each party in A-part measures their respec-
tive subsystems and communicates the outcome. The
protocol Q(n,N, ) is such that, finally, depending on
the input y, B performs a binary outcome measurement
on his shared quantum state resulting an outcome c and
his guess for the bit xy is b = c⊕m.
Taking Q(n,N, ) as the primitive, a class of concatena-
tion protocol can be formulated as follows. As shown
in Fig. 2, the concatenation is linear in the sense that
the first bit of the input string comes from the preced-
ing A-part as the message. Let l denotes the number
of communication channel that separates an A-part from
the guessing party B. In other words, an A-part with
level l is connected to the guessing party B via (l − 1)
number of Q(n,N, ) protocols. The (n − 1)bits of in-
puts received by that A-part is denoted by xl1 . . . x
l
n−1.
To guess one bit, say xli, the guessing party completes l
number of Q(n,N, ) protocols. The first (l−1) protocols
are performed to obtain the messages x10, . . . , x
l−1
0 that
connects the relevant A-part to B, and subsequently, the
last one is performed to obtain xli. The guess is correct
either all theQ(n,N, ) protocols provide the correct out-
puts or the number of errors occurred in those l protocols
is even. Thus, the success probability of guessing xli is
given by,
b l2 c∑
j=0
(
l
2j
)(
1
2
(1 + )
)l−2j (
1
2
(1 + )
)2j
=
1
2
(1+l). (2)
x0x1 . . . xn−1
b
mxl0
y
m
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x11 . . . x
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N parties
FIG. 2: On the above, an entanglement assisted quan-
tum protocol Q(n,N, ) is shown. The nbits of input is
distributed to N parties which we refer to the A-part.
An arbitrary (N + 1)-partite entangled state, depicted
by the dotted line, is shared between the A-part and the
guessing party B. The concatenation scheme is presented
below by taking Q(n,N, ) as the primitive. The first bit
xl0 of A-part with level l is the message from the succeed-
ing A-part.
B. Concatenation protocol using Bell state
Due to [7], we know there exists aQ(2, 1, 2− 12 ) EARAC
protocol. This two party protocol involves sharing two-
qubit singlet state (Bell state),
|Ψ〉12 = 1√
2
(|01〉 − |10〉)12. (3)
We will employ Q(2, 1, 2− 12 ) as the primitive of the con-
catenation scheme described in the above section. The
(n, 2)-RAC can be perceived as the concatenation scheme
(Fig. 2) where the A-part with level l contains one party
who receives one bit input xn−l. From (2) we know that
the success probability of guessing xn−l is 12 (1 + 2
− l2 ),
since xn−l is separated from the guessing party by l num-
ber of communication channels. Consequently, we obtain
the average success probability (1) as follows,
PQ =
1
n
(
n−1∑
l=1
1
2
(1 + 2−
l
2 ) +
1
2
(1 + 2−
n−1
2 )
)
=
1
2
+
1 +
√
2− 2−n−22
2n
.
(4)
The schematic representation of the explicit EARAC pro-
tocol is shown in Fig. 3.
3cn−1, cn−2, ..., cy
x0 ⊕ x1 m1 ⊕ x2 zn−1, zn−2, ..., zymn−2 ⊕ xn−1
|Ψ1〉1
a1
m1
|Ψ2〉1
m2...mn−2
a2 an−1
mn−1
= mn−2 ⊕ an−1
|Ψn−1〉1 |Ψ1〉2...|Ψn−1〉2
x0, x1 x2 xn−1 y
= x0 ⊕ a1
FIG. 3: |Ψi〉j denotes the j-th particle of the i-th Bell
state |Ψ〉. Each party Ai shares one Bell state |Ψi+1〉
with the guessing party. The protocol is as follows: de-
pending on mi ⊕ xi+1 (x0 ⊕ x1 for A0), Ai measures
one of the two dichotomic observables on |Ψi+1〉1 which
yields binary outcome ai+1 ∈ {0, 1}. Then Ai communi-
cates a message mi ⊕ ai+1 (x0 ⊕ a1 for A0) to the sub-
sequent party Ai+1. The measurement settings for ev-
ery Ai is the same. The measurement bases are given
by: {ψ(β+, 0), ψ(β−, pi)} and {ψ(β−, 0), ψ(β+, pi)} for in-
put 0 and 1, respectively, where ψ(θ, φ) = cos(θ) |0〉 +
sin(θ)eiφ |1〉, β± = cos−1
(√√
2±1
2
√
2
)
, and the first vector
corresponds to outcome 0. The protocol is realized se-
quentially which starts from A0 and continues to An−1
who sends the message mn−1 to B. For a given input
y, B measures binary observables on his share of (n− y)
Bell states. Here zi ∈ {0, 1} denotes the measurement
settings performed on the i-th pair of Bell state |Ψi〉2,
and ci ∈ {0, 1} denotes the respective outcome. For
y 6= 0, B chooses zn−1 = ... = zy+1 = 0, zy = 1; and
for y = 0, B chooses zi = 0,∀i ∈ {0, . . . , n − 1}. The
measurement settings zi = 0 or 1 correspond to the bases
{|+〉 , |−〉} or {|0〉 , |1〉}. The final guess for xy is given
by, b = ⊕n−1i=y ci ⊕mn−1.
C. Concatenation protocol using GHZ state
In [10], an EARAC protocol Q(3, 2, 3− 12 ) has been pro-
posed using three qubit GHZ state
|Φ〉123 =
1√
2
(|000〉+ |111〉)123, (5)
shared between three parties. Here, the A-part contains
two parties. Taking Q(3, 2, 3− 12 ) protocol as the primi-
tive, the general (n, 2)-EARAC protocol for any odd n
yields larger success probability than the previous proto-
col. In this case, the (n, 2)-RAC can be understood by
the concatenation scheme where the A-part with level l
contains two parties each of them receives one bit, xn−l
and xn−l−1. As xn−l and xn−l−1 are the inputs on the A-
part of level l, it follows from (2) that the success proba-
bility of guessing any of these inputs is 12 (1+3
− l2 ). Hence,
the overall success probability in this scenario,
PQ =
1
n
n−12∑
l=1
(1 + 3−
l
2 ) +
1
2
(1 + 3−
n−1
4 )

=
1
2
+
1 +
√
3− 3−n−34
2n
.
(6)
To explicate the efficacy of concatenation scheme, we con-
sider another example of RAC task, shown in Fig. 4 (b).
In this task, there are nine inputs each of which is in
level two in terms of the concatenation of Q(3, 2, 3− 12 )
protocol. Hence, the success probability of this task is
1
2 (1 + 3
−1) = 23 . The explicit protocols are described in
Fig. 4.
D. Classical strategy
In this subsection, we discuss the classical counterpart
of the multiparty RAC task. Since the average success
probability (1) is a linear function of p(z|x, y), it is suf-
ficient to consider only deterministic strategies to obtain
the optimal success probability, say PC , in classical com-
munication. In (n, 2)-RAC, each party Ai receives even-
tually two bits of input - the message bit mi (x0 for A0)
and the input bit xi+1; and returns one bit of message
mi+1. Thus, any classical deterministic strategy for Ai
can be expressed by a function E : {0, 1}×{0, 1} → {0, 1}.
There are 16 different functions of this kind. It can
be shown that, without loss of generality, we can con-
sider the strategy for the guessing party to be just re-
turning the message, i.e., b = mn−1 irrespective of the
input y. For n = 3, by considering all possible E for
A0 and A1, we obtain the optimal success probability
17
24 = 0.708. This value has been inappropriately stated
in [10] (see Appendix A). The corresponding strategies
for A0 and A1 are E1(x0, x1) = x0 · x1 = m1 and
E2(m1, x2) = m1 ∨ x2 = m2, respectively, where ∨ de-
notes the ‘OR’ operation. By exhausting all possible
strategies, it has been verified upto n = 8 that the strat-
egy yielding the optimal success probability follows the
same pattern. Precisely, the optimal classical strategy is
such that mi = mi−1 · xi for odd i (here m0 ≡ x0), and
mi = mi−1 ∨xi for even i. The expression of the average
success probability of (n, 2)-RAC for such strategy,
PC =
1
n2n
{
n2 + 2 +
n−1∑
i=2
[((
n− 1
i− 1
)
+
i∑
k=2
(
n− 2k + 1
i− k
))
i
+
((
n
i
)
−
(
n− 1
i− 1
)
−
i∑
k=2
(
n− 2k + 1
i− k
))
(n− i)
]}
.
(7)
The above expression is obtained by dividing nbit string
into n + 1 partitions such that each partition contains
those strings that has i number of 1’s where i runs from
0 to n, and subsequently computing the number of cases
4in which the output b = 1 and 0 in each partition. A comparison between PC (7) and PQ (6) pertaining to the
EARAC protocol with GHZ state is shown in Fig. 5.
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x0 ⊕ x1 m1 ⊕ x2
y
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|Φ1〉2
a2
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|Φ1〉3...|Φ4〉3
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m7 ⊕m6
|Φ4〉2
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FIG. 4: |Φi〉j denotes the j-th particle of the i-th GHZ state. The measurement settings on the respective subsystem
are mentioned just above the upper arrow on each party; while the inputs are mentioned on the top of each party. In
both the protocols, measurement settings on |Φi〉1 , |Φi〉2 (for all i) are same as in the primitive Q(3, 2, 3−
1
2 ) EARAC
[7]. On |Φi〉1, the measurement base is given by { 1√2 (|0〉 + e−iφ |1〉), 1√2 (|0〉 − e−iφ |1〉)} where φ = pi4 , 3pi4 for the
input 0,1 respectively. On |Φi〉2, the measurements basis is given by {cos(θ) |0〉+ sin θ |1〉 , sin(θ) |0〉 − cos θ |1〉} where
cos(θ) =
√
1
2 +
1
2
√
3
,
√
1
2 − 12√3 for the input 0,1 respectively. For the guessing party B, zi ∈ {0, 1, 2} denotes the
measurement settings on |Φi〉3, and ci denotes the respective outcome. The settings zi = 0, 1, 2 correspond to the
measurement bases {|〉 , |	〉}, {|+〉 , |−〉} and {|0〉 , |1〉}, respectively.
(a) We consider n is odd. Each party A2i (where i = 0, . . . ,
n−1
2 ) shares one GHZ state |Φi+1〉 with the subsequent
party A2i+1 and the guessing party B. The protocol is as follows: depending on mi⊕xi+1 (x0⊕x1 for A0) Ai measures
one of the two dichotomic observables on the respective subsystem which yields binary outcome ai+1 ∈ {0, 1}. As
mentioned above, the measurement setting differs on the shared state |Φ〉1 or |Φ〉2. Then Ai communicates a message
mi⊕ai+1 (x0⊕a1 for A0) to the subsequent party Ai+1. Upon receiving y and mn−1, the guessing party B measures
binary observables on dn−y2 e different GHZ states. For y 6= 0, B chooses zn−12 = ... = zd y2 e+1 = 0, and zd y2 e = 1
(for odd y), or z y
2
= 2 (for even y). When y = 0, B chooses ∀i ∈ {0, . . . , n−12 }, zi = 0. The guess for xy is
b = ⊕
n−1
2
i=d y2 eci ⊕mn−1.
(b) Here depending on the input y, measurements are performed on two GHZ states that connects xy to the guessing
party. For example, when y = 3, B chooses z4 = 1, z2 = 0. The guess for xy is b = ⊕ici ⊕ m8 where ci are the
outcomes of the relevant measurements.
53 4 5 6 8 10 15 20 25 30 35 40
n
0.08
0.113
0.017
Δp
FIG. 5: The difference between PQ (6) and PC (7) is
plotted. We observe the maximum difference 0.113 for
n = 4.
III. MULTIPARTY QRAC PROTOCOLS
Given that there exists a (n, n)-QRAC protocol with
success probability PQ where f(x, y) = xy, we outline a
general scheme to construct (n, k)-RAC task along with
its QRAC protocol with the same success probability PQ.
As we aim to retain the same success probability of the
(n, n)-QRAC protocol, all the 2n states prepared by the
sender should still be accessed by the guessing party B
in the (n, k) scenario. The protocol is as follows. The
first party A0 prepares 2
k states according to his input
x0, . . . , xk−1. Each party, A1, . . . , An−k applies a unitary,
say U1, . . . , Un−k, respectively, on the received quantum
system when the obtained input is 1, while they transit
the received system to the subsequent party when the
obtained input is 0. Depending on xk, . . . , xn−1 the to-
tal number of different unitaries, including the identity
operation, act on the initial state before received by the
guessing party is 2n−k. Thus, the required criteria are
fulfilled if there exist unitaries Ui for i = 1, . . . , n−k such
that under those 2n−k operations a subset of 2k quan-
tum states transform to all 2n states which appeared in
the (n, n)-QRAC protocol. However, the correspondence
between the quantum state received by B and the in-
put string may differ from the standard (n, n) scenario
where f(x, y) = xy. Suppose, the quantum state which
is realized by B for input x = x0 . . . xn−1 encodes in-
put x′ = x′0 . . . x
′
n−1 in the (n, n)-QRAC protocol. Then,
we define the task as f(x, y) = x′y in the new (n, k)-
RAC such that the same measurement settings on the
guessing side yield the same success probability as be-
fore. Effectively, this construction allows us to achieve
the same average success probability as in the standard
(n, n)-QRAC. Below we provide two examples of multi-
party QRAC inspired from (4, 4) and (6, 6) QRAC pro-
tocols [6].
A. Construction of (4, 2)-QRAC
We know a (4, 4)-QRAC protocol with PQ = 0.733
where the encoding states are the extreme points of
tetrakis hexahedron (the convex hull of the cube and
the octahedron) in the Bloch sphere [6]. Exploiting the
nice symmetry possessed by these encoding states, we
construct a (4, 2)-QRAC protocol following the method
described above. In the (4, 2) scenario, we choose two
unitary transformations that together with the iden-
tity transformation construct the set of four transfor-
mations {I, U1, U2, U1U2} which corresponds to x2x3 =
00, 01, 10, 11, respectively. As shown in Fig. 6, by choos-
ing proper four vertices and unitaries U1, U2 we are able
to arrive at all 16 states and therefore reconstruct the
effective (4, 4)-QRAC protocol presented in [6]. The rule
of the new task is given in Table I. The detailed pro-
tocol is presented in Fig. 6. One can verify by consid-
ering all possible deterministic classical strategies that
PC = 0.6562 of the (4, 2)-RAC task (given in Table I),
which is lower than PC = 0.6875 in the standard sce-
nario. Hence, the gap between the success probability of
quantum and classical protocol increases.
x
y
z
1000
1001
1100
0111
0101
0000
0110
0010
1011
1111
0011
0100
1010
(1100)
(0001)
1110
FIG. 6: The encoding quantum states for different inputs
in the (4, 2)-QRAC protocol that correspond to the ver-
tices of the Tetrakis Hexahedron embedded in the Bloch
sphere are presented. The four initial states prepared by
A0 are marked with the small circles. Unitaries used by
A1, A2 are as follows: U1 is 90
o counter-clockwise rota-
tion around y-axis and U2 is 90
o counter-clockwise ro-
tation around z-axis. We can verify that the set of four
transformations {I, U1, U2, U1U2} generate all the desired
16 states. Note that, we encode 14 states in the vertices
of the polyhedron and the remaining 2 strings (x = 1101
and x = 0001) can be encoded anywhere without affect-
ing the success probability.
6List1 (x) → List2 (x′)
0000→ 0011 0010→ 0101 0001→ 0000 0011→ 0110
0100→ 0111 0110→ 0100 0101→ 0010 0111→ 1110
1100→ 1100 1110→ 1010 1101→ 1111 1111→ 1001
1000→ 1000 1010→ 1011 1001→ 1101 1011→ 0001
TABLE I: List1 represents the input string given to Ai,
and List2 represents the function f(x, y)B wants to guess
for input y = 0, 1, 2, 3.
B. Construction of (6, 3)-QRAC
The (6, 6)-QRAC protocol proposed in [6] encodes 64
qubit states into 32 vertices of pentakis dodecahedron,
which is geometrically the union of icosahedron (12 ver-
tices) and the dodecahedron (20 vertices), embedded in
the Bloch sphere. Thus, each vertex is associated with
two inputs. Measurement basis are defined along the six
directions that are related to the vertices of the icosa-
hedron that consist of six antipodal pairs. With this
strategy we get the average success probability of 0.694.
We describe the QRAC scheme in Fig. 7 that allows
the guessing party B to have access to all the 64 states.
As stated before, accordingly, one can obtain the rule of
the (6, 3)-RAC task. The classical success probability is
obtained to be 0.625 while standard RAC scenario gives
0.65625.
IV. CONCLUSION
In summary, we have introduced the multiparty ver-
sion of random access codes and demonstrated several
quantum protocols of it. Based on the proposed method
of concatenation, we present entanglement assisted clas-
sical communication protocols applicable for arbitrary
number of parties. We outline a general scheme for
quantum multiparty RAC protocols along with a couple
of examples. Interestingly, the advantage provided by
quantum protocols over classical communication in
terms of the average success probability is larger than
the standard two party scenario.
A further direction of research would be to generalize
the presented multiparty QRAC protocols for larger
numbers of n. The problem is related to the fact
that whether there exists polyhedron embedded into
a sphere with the necessary symmetries. It will also
be worthwhile to propose quantum key distribution,
quantum randomness certification and self-testing of
quantum devices in the multiparty scenario as direct
applications of multiparty RAC.
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x
y
z
3 1
4
5
2
16
17
18
19
67
13
12
11
10
9
20
15
14
21
22 31
32
27
30
29
28
26
24
23
25
FIG. 7: For simplicity, we present here just dodeca-
hedron. To construct pentakis dodecahedron one has
to build a pyramid on each of the pentagon faces of
the dodecahedron, and tops of those pyramids are the
vertices (enumerated from 21 to 32) of the icosahe-
dron. The whole polyhedron is inscribed inside the
Bloch sphere. The initial eight states prepared by A0
that corresponds to input string x0x1x2 are marked
by the small circles (1,2,9,14,19) and the numbers
with underline (23,24,32). We consider three unitaries
for A1, A2, A3 which forms the set of 8 transforma-
tions {I, U1, U2, U3, U1U2, U1U3, U2U3, U1U2U3}, where
U1, U2, U3 are 180
o counter-clockwise rotations around
x, y, z axis respectively. By applying these eight trans-
formations on the initial states by A0 we arrive at all
the 32 vertices twice each, fulfilling the requirements of
(6, 3)-QRAC protocol.
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Appendix A
In Table I of [10], a list of eight different tasks is pre-
sented in (3, 2) scenario. It has been stated that the suc-
cess probability in classical communication is 23 for all
those eight cases. Here we correct that statement. The
correct classical success probability obtained by consid-
ering all possible deterministic strategies for those eight
tasks are given below.
f(x, 0), f(x, 1), f(x, 2) PC
x1, x2, x3 0.708
x0 ⊕ x2, x1 ⊕ x2, x2 0.750
x0 ⊕ x2(x0 ⊕ x1),
x1 ⊕ x2(x0 ⊕ x1), x2 0.708
x0 ⊕ x2(x0 ⊕ x1),
x1 ⊕ x2(x0 ⊕ x1), x2 0.708
x0 ⊕ x2, x1, x2 0.708
x0, x1, x2 ⊕ x0 0.666
x0 ⊕ x2, x1, x0 0.666
x0 ⊕ x2, x1 ⊕ x2, x0 0.666
TABLE II: List of optimal classical success probabilities
for eight tasks in (3, 2)-RAC scenario (Table I in [10]).
The task is defined by f(x, y) on the left column.
