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Abstract—Inordertoovercomethelimitationsofthecurrent
Internetaddressing,itisgeneralyacceptedthattheFuture
Internetneedsaseparationbetweenidentifiersandnetworkloca-
tors.Suchidentifier-locatorsplitisalsoneededininfrastructure-
lessnetworks,suchas MobileadhocNetworks(MANETs)and
DelayTolerantNetworks,sincetheyareanintegralpartofthe
FutureInternet.Despitetheamountofworkininfrastructure-
basednetworks,onlyafewproposalshaveconsideredhowto
applythisidentifier-locatorsplitininfrastructure-lessnetworks.
Thecontributionofthispaperisanidentifier-locatorresolution
systemthatcan workinsparse MANETs, whichareprone
tonetworkpartitions. Ourapproachisanidentifier-locator
associationdiscoverysystem, whichusesperiodicbeaconsto
exchangetheresolutioninformation,avoidingtheestablishment
ofsharedstatebetweennodes.Oursystemexploitsthebroadcast
natureofthewireless medium,opportunisticencounters,and
informationreplicationtodisseminateidentifier-locatorassocia-
tionsacrossthenetwork.Theresultsofourextensiveexperiments
demonstratethatoursolutionoutperformstherelatedwork,
achievingahigheridentifier-locatorassociationdiscoveryrate.
IndexTerms—Identifier-Locatorsplit,Resolutionsystem,Mo-
bileAdHocNetwork,DelayTolerantNetwork.
I.INTRODUCTION
Networkinghassubstantialychangedsincetheoriginal
designoftheInternet.Conceptsasmobility,multihomingand
security,whichwerenottakenintoaccountthen,arenowfun-
damentalrequirementsfortheFutureInternet.Furthermore,
theFutureInternethastointegrateincreasingnetworkhetero-
geneity.Inthiscontext,thedoubleroleoftheIPaddressas
bothnodeidentifierandnetworklocatorisamajorconstraint
fortheevolutionoftheInternet[1].Therefore,manyFuture
Internetproposalssuggestsomekindofseparationbetween
thesetwofunctionalities.Thisseparationcomeswiththecost
ofanewresolutionstepfromidentifiertoitsassociated
networklocators.InthecurentInternet,theidentifier-locator
resolutionisimplementedusinghighlyscalablesystemssuch
asDistributedHashTablesorhierarchicalsystemsbasedon
trustdomains.Inthispaper,wedefinenetworklocator
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nativenetworkaddress,whichisusedforroutingpurposesin
anetwork,suchasIPv4addressesandIPv6addressesareused
inIPv4andIPv6respectively.
Infrastructure-lessnetworksareusedwhenitisnotdesirable
orimpossibletorelyonthecommunicationinfrastructure.Ap-
plicationdomainsforthesenetworksinclude,amongothers,
rescueandemergencyresponseandwirelesssensornetworks,
whicharealbasedon MobileadhocNetwork(MANET)
orDelayTolerantNetworking(DTN)[2]solutions.Inorder
toefectivelyintegrateinfrastructure-lessnetworkswiththe
FutureInternet,itisnecessarytoapplytheidentifier-locator
splitalsointheinfrastructure-lessnetworks.Thesenetworks
shouldbeabletooperateindependentlyoftheavailability
ofcommunicationinfrastructure.Hence,anidentifier-locator
resolutionsystemcapabletoworkininfrastructure-lessnet-
worksisrequired.However,despitetheamountofpropos-
alsforidentifier-locatorresolutionsystemsininfrastructure-
basednetworksasthecurentInternet,justafewproposals
considertheadditionalchalengesthatinfrastructure-lessnet-
workingpresents.DTNarchitecture[3],HENNA[4]andHag-
gle[5]proposeidentifier-locatorsplitsininfrastructure-less
networks.Neighbourdiscoveryprotocols,suchasNHDP[6]
andIPND[7],canalsobeusedtodiscoveridentifier-locator
associations.However,theyalproposeencounter-baseddis-
coverymechanismsthatarenon-optimalandinsufficientin
thepresenceofnetworkpartitions.
Thispapercontributes withthedesign,implementation
andevaluationofILORIN(Identifier-LOcatorResolutionfor
Infrastructure-lessNetworks). WehavedesignedILORINto
besimpleandlow-cost.Ittakesadvantageofthebroadcast
natureofthewirelessmediumandopportunisticencounters.
Incontrasttotherelatedwork,ourapproachexploitsalso
thereplicationoftheidentifier-locatorassociations.Eachnode
hasalocalidentifier-locatorrepositorywhichstoresalthe
resolutioninformationdiscoveredbythenode. Whenanode
gathersanidentifier-locatorassociationitbecomesaserver
ofthisassociation.Thisfactmakesoursolutionachievinga
muchbeteridentifier-locatorassociationdiscoveryratethan
therelatedwork,asourresultsdemonstrate.Furthermore,
ourproposalrequiresnochangesintheroutingprotocols
andistotalyindependentofthem.Ourapproachavoidsthe
establishmentofasharedstatebetweennodes.Eachnode
reliesjustonitsownstate.Wepresentacompleteevaluation
ofhowILORINperformsunderdiferentconditions,ranging
fromhighlysparse MANETstowel-connected MANETs.
Eventhoughweoriginalydesignedoursystemforsparse
MANETsandDTNs,ourresultsdemonstratethatitperforms
welinbothsparseandwel-connected MANETs.Finaly,
ILORINhasbeenintegratedwithourpreviouswork[8],[9]
onheterogeneousnetworks.
Therestofthepaperisstructuredasfolows.SectionI
introducesourpreviouswork.SectionIIdescribesthechal-
lengesthatsparseMANETspresentforidentifier-locatorres-
olutionmechanisms.InSectionIV,wedetailthedesignof
ILORIN.SectionVdescribesourns-31ILORINimplementa-
tion.InSectionVI,wepresenttheevaluationofourproposal.
SectionVIdiscussestherelatedwork.Finaly,SectionVII
concludesthepaperandpointsoutourfuturework.
II.COMMUNITYINTERNETWORKING
Inourpreviouswork[8],[9],wedescribeCommunity
Internetworking,whichisaframeworkforinternetworking
highlyheterogeneousnetworks.Inordertocopewiththe
potentialheterogeneityofnetworklocatorsineachnetworking
substrate,i.e.ineachnetworkingdomain,weproposetheus-
ageofaglobalcryptographic-basedidentifiernamespace.This
approachisinlinewithotherapproachessuchasHIP[10],
SpoVNet[11]orNodeID[12].However,insteadofaglobal
resolutionsystem,weproposetheusageofdiferentresolution
systemsspecialisedforeachnetworksubstrate.In[8],[9],
theNetworkingSubstrateAdaptationLayer(NSAL)resolution
primitivesaredescribedatthefunctionallevel.Theimplemen-
tationoftheseprimitivesistailoredtotheparticularNSAL
instancethatwrapsagivennetworkingsubstrate.Thesolution
describedinthispaperisintegratedwiththeinfrastructure-less
NSALsasdescribedinSectionV.
III.IDENTITY-LOCATIONSPLITINSPARSEMANETS
Fromafunctionalperspective,thetwomainfunctionalities
providedbyILORINare:(1)toannounceanidentifier-locator
association,and(2)toresolveanidentifiertoasetofnetwork
locators.Inthispaper,weconsidertheuseofcryptographic-
basedidentifiers.Theseidentifiersarethepublicpartof
acryptographicpublic-privatekeypair.Thesizeofsuch
identifiersmightvary,buttheyusualyhaveaconsiderable
sizetoobtainstrongsecurity.Inourcase,weuse2048bit
identifiers,whichweconsidersecureenoughforourpurpose.
Duetotheirsize,itiscommontousetagscreatedbyapplying
hashfunctionstotheidentifiers.ThisisthecaseoftheHIT
inHIP[10].Weuse128bittags,whichwerefertoasentity
identifiertags(EIT)andwhicharegeneratedinthesameway
asHITsinHIP.However,theuseofEITsdoesnotpreventus
fromtheneedofdiscoveringthecompleteidentifiers.
InthisworkwetargetsparseMANETs.Thepropertiesofa
MANETareheavilyinfluencedbythedensityofnodes,andin
asparseMANETtheremightbedrasticvariationsinthenode
density.Someareasmighthavesufficientdensityofnodesto
bewelconnected,whileotherareasmighthavelownode
density.Thus,networkpartitionscanappear.Insideapartition
thereisenoughconnectivitytoworkasaclassicalMANET.
InordertocommunicatebetweentwoMANETpartitions,it
isnecessarytoexploitopportunisticcommunicationbyusing
nodesthatcanactasferiesbetweenthepartitions.Therefore,
theresolutionsystemshouldbeabletoworkindependentlyof
thenodedensityandbeabletocopewithnetworkdisruptions.
1ns-3isavailableathtp:/www.nsnam.org/
MANETsareusualycomposedofresource-constrainedde-
vices,whicharebaterydriven.Oneimportantfactorinbatery
consumptionisnetworkusage.Hence,weaimtooptimise
boththeamountofmessagestransmitedandtheirsize. We
considerthatthenetworkusageisagoodmetricoftheoveral
resourceconsumptioninthenodes.Theusefulnessofthe
systemcanbemeasuredastheprobabilityofbeingableto
resolveidentifiers.Thus,theproblemrequiresoptimisingtwo
contradictinggoals:(1)minimisingtheresourcesconsumedby
theresolutionsystem,while(2)maximisingtheprobabilityof
beingabletoresolveidentifiers.
Inthispaper,weaimtosupportOLSRandAODVrouting
protocols.Thesetworoutingprotocolsmanagetheefectsof
nodemobilityonthenetworktopologyattheroutinglevel.
Therefore,nodesdonotneedtochangetheirnetworklocators,
i.e.theirIPaddresses.Forthisreason,weleavesupportfor
networklocatorupdatesasfuturework.
Finaly,resolvingidentifierstolocatorsmighthavemany
securitythreats.Basedonthecryptographicidentifierassoci-
atedwitheachentity,itispossibletoincludesignaturesto
ensurethattheinformationhasrealybeengeneratedbythe
entitythatannounceditoriginaly.Securityconsiderationsare
howeveroutofthescopeofthispaper.
IV.ILORINDESIGN
Takingintoconsiderationthecharacteristicsandchalenges
ofasparseMANET,wehavedecidedtodesignILORINas
adiscoverysystem.Nodesdisseminatetheidentifier-locator
associationsthatarelocalyknownsothatothernodescan
gathertheseassociations.Giventhattheremightbenetwork
partitionsandlongdelays,wegiveprioritytothegoalof
lowresourceconsumption.Forthisreason,weexchangeal
ILORINmessagesthroughperiodicbeaconsthatcarythe
messagesaspayload.Thisapproachconsumesaverylimited
amountofresourcesandalowsustotakeadvantageofthe
broadcastnatureofthewirelessmedium.Thedownsideisthat
themessages,suchasassociationrequestsandresponses,are
delayeduntilanewbeaconissent.Nodesgathertheinforma-
tiontransmitedbythebeaconsfromtheir1-hopneighbours.
Thus,theresolutioninformationavailablelocalyincreases.
Thisisespecialyinterestinginthepresenceofnetworkparti-
tions,becausenodesbecomeserversofidentifier-locatorasso-
ciationsgatheredfromothernodes.Hence,ILORINexploits
opportunisticencounterstodisseminateresolutioninformation
betweenpartitions.AnotherpropertyofILORINisthatitdoes
notestablishsharedstatebetweennodes.Eachnodemaintains
itsownstateindependently,basedonitslocalinformationand
theinformationgatheredfromthebeaconsofothernodes.This
propertyavoidsproblemsrelatedtosharedstateandsession
maintenanceandmakesILORINresilientagainsterorscaused
bylostbeacons.
A.Architecture
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Wehavedividedthesysteminthreemainmodules:Dis-
semination,NeighbourhoodandResolution.Figure1presents
thearchitectureofILORIN.
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Fig.1. ILORINArchitecture
1)DisseminationModule:Thismodulesendsperiodicbea-
conswhichtransportaspayloadasetofmessagesgenerated
bytheothermodules.Inthispaper,weconsiderthemessages
generatedbytheNeighbourhoodandResolution modules,
buttheDissemination Modulemightbeusedtosendother
typesofmessagesaswel.Forinstance,itcanbeusedto
announceservicesorinformabouttheresourcespresentin
thenode.Thebeaconsaresentas802.11broadcastmessages,
whicharereceivedbyalnodeswithintransmissionrange.The
frequencyofthebeacons(BF)isconfigurable.Preliminary
studiesdescribedinSectionVIindicatethattwosecondsisa
goodchoiceforBFinourevaluationscenarios.Thismodule
alsoreceivesbeaconsfromotherneighbours.Themessages
transportedbythebeaconsareforwardedtotherespective
messagehandlersinothermodulesforprocessing.
2)NeighbourhoodModule:Thismodulekeepstrackofal
nodesfromwhichthenodehasreceivedbeacons.Itofers
methodsto,forinstance,checkwhetheranodeismember
ofthecurent1-hopneighbourhood.Inordertoestimatethe
curent1-hopneighbourhood,itmaintainsaNeighbourhood
Historywhereitstoresthetimestampofthelastreceived
beaconfromeachnode.Ifthetimesincethelastbeaconis
lessthanaconfigurableneighbourthreshold(NT),thenthe
nodeisconsideredamemberofthecurentneighbourhood.
Ourpreliminarytestsindicatethatthedoubleoftheneigh-
bour’sBFisagoodNT.TheNeighbourhoodHistorystores
foreachneighbouritsBF,itscurent1-hopneighbourhood
representedasabloomfilter,andtheNTusedtoestimateits
1-hopneighbourhood.TheNeighbourhoodModulesendsand
receivesNeighbourhoodmessages(NHM).
3)ResolutionModule:Finaly,thismoduleisinchargeof
disseminatingtoandgatheringfromothernodesidentifier-
locatorresolutioninformation.Forthatpurpose,itusesthree
diferent messages:(1)UnknownEITs(UEM),(2)Known
EITs(KEM),and(3)Associationsinformation(AIM
Beacon	  Period	  
4	  Bytes	  
Sender	  EIT	  
8	  Bytes	  
Size	  
2	  Bytes	  
Threshold	  
4	  Bytes	  
EIT	  
8	  Bytes	  
Neighbourhood	  Bloom	  filter	  
Variable	  size	  
Type	  	  
1	  Byte	  
Length	  
1	  Byte	  
Length	  
1	  Byte	  
Length	  
1	  Byte	  
EIT	  
8	  Bytes	  
Payload	  Messages	  
Variable	  size	  
…	  
	  
…	  
	  
IdenEfier	  
Variable	  size	  
…	  
	  
Size	  
1	  Byte	  
Type	  
1	  Byte	  
Value	  
Variable	  size	  
AssociaEon	  
Variable	  size	  
…	  
	  
Length	  
1	  Byte	  
Network	  Locator	  
Variable	  size	  
Neighbourhood	  
Message	  (NHM)	  
Known	  EITs	  
Message	  (KEM)	  
Unknown	  EITs	  
Message	  (UEM)	  
AssociaEons	  
InformaEon	  
Message	  (AIM)	  
Common	  
Message	  
Header	  
Type	  	  
1	  Byte	  
IdenEfier	  
256	  Bytes	  
Beacon	  
).The
firstmessagerequeststheidentifier-locatorassociationfora
setofEITs.ThesecondmessagecontainsthesetofEITsthat
arealreadyknownbythenode.Finaly,thethirdmessage
containsasetofidentifier-locatorassociationstogiveanswer
torequestsreceivedfromothernodes.Thislast message
Fig.2. Formatofthebeaconsandtheirpayloadmessages
includestheidentifierandthenetworklocatorsthatcanbe
usedtocommunicatewithit.
TheResolution Modulemanagestwointernaldatastruc-
tures:(1)RequestedEITsand(2)UnknownEITs.Theformer
containsasetoftheEITsthathavebeenrequestedbyother
nodesandthenodesthathaverequestedthem,whilethe
latercontainsasetoftheEITsthatareunknown.AnEIT
canbepresentinbothdatastructures,becauseifanode
eventualydiscoverstheassociationrelatedwiththatEIT,it
alreadyknowswhichnodeshaverequestedtheassociation.
Additionaly,themodulehasaccesstothelocalIdentifier-
LocatorRepositoryofthenode.Thisrepositoryissharedwith
othercomponentsinthenode.
B.Operation
Themainoperationsmanagedbythesystemaretherecep-
tionandtransmissionofbeacons.Figure2presentstheformat
ofthebeaconsandmessages.
1)BeaconReception:TheDisseminationModulereceives
beaconsfromnearbynodes.Thesebeaconscontainasetof
messagesthattheDissemination Moduleforwardstotheir
respectivehandlersinothermodules.OnreceivingaNHM,
theNeighbourModuleupdatestheentryofthebeaconsender
intheNeighbourhoodHistoryandthetimestampofthelast
receivedbeaconfromthisnode.
TheResolution ModuleprocessesUEM,KEM,andAIM
messages.Algorithm1includesthepseudo-codeforprocess-
ingthesemessagesandupdatingthedatastructures.TheEITs
containedinaUEMareiterated,addingtotheRequestedEITs
anewrequestforthebeaconsender.IftheEITisnotinthe
node’slocalIdentifier-LocatorRepository,itisthenaddedto
theUnknownEITs.IncaseoftheKEM,weiteratetheEITs
containedinthemessage,removingtherequestsmadebythe
beaconsenderconcerningtheEITstoredintheRequested
EITs.Additionaly,theEITisaddedtotheUnknownEITs
ifitisnotstoredinthelocalIdentifier-LocatorRepository.
Finaly,iftheassociationscontainedintheAIMareunknown,
theyareaddedtothenode’slocalIdentifier-LocatorRepository
andtothenewAssoclist,whichisusedinthegeneration
ofKEMs.Theassociation’sidentifierEITisremovedfrom
theUnknownEits,andtherequestsforthisEITmadeby
Algorithm1ProcessingMessages
1:procedurePROCESSUEM(hdr,msg)2: foreacheitinmsg do3: requestedEits.add(eit,hdr.src)4: if¬(localRepository.find(eit))then5: unknownEits.add(eit)6: endif7: endfor8:endprocedure
9:procedurePROCESSKEM(hdr,msg)10: if¬(localRepository.find(hdr.src))then11: unknownEits.add(hdr.src)12: endif13: foreacheitinmsg do14: requestedEits.remove(eit,hdr.src)15: if¬(localRepository.find(eit))then16: unknownEits.add(eit)17: endif
18: endfor19:endprocedure20:procedurePROCESSAIM(hdr,msg)21: foreachassocinmsg do22: requestedEits.remove(assoc.eit,hdr.src)23: if¬(localRepository.find(assoc.eit))then24: unknownEits.remove(assoc.eit)25: localRepository.add(assoc)26: newAssoc.push(assoc.eit)
27: else28: localRepository.update(assoc)29: endif30: endfor31: nhModule.getNeighbour(hdr.src).lastAim← msg32:endprocedure
thebeaconsenderareremovedfromtheRequestedEITs.In
addition,asshowninline31ofAlgorithm1,themessageis
storedintheNeighbourhoodModule,becauseitisneededto
checkifanassociationshouldbeincludedinthegeneration
ofAIMs,asdescribedinAlgorithm3.
2)BeaconTransmission:WhentheDisseminationModule
createsanewbeacon,itindicatestotheothermodulesthe
possibilityofgeneratingmessages.Thebeaconsizeislimited
bythe MTU.Therefore,itisnecessarytoprioritisethe
informationtobesent.TheNeighbourModulecreatesaNHM,
whichisalwaysaddedtothebeacons.Theremainingspaceis
dividedamongtherestofmessages,whichinthispaperarethe
messagesgeneratedbytheResolutionModule.Thisgenerates
foreachbeaconaUEM,aKEMandanAIM,whichreflectits
curentstate.Weregardresponsestorequestfromothernodes
asthemostimportanttask.Therefore,weprioritisetheAIM,
whichcanoccupy80%oftheremainingsizeaftertheNHMis
added.WeprioritisealsotheKEM,sincethiscanpreventother
nodesfromansweringassociationrequeststhatarealready
known.TheKEMcanconsume80%oftheremainingspace.
Thesearetwodefaultvaluesforspacealocationinthebeacon,
whichcanbeadjustedtoalowotherprioritizationofmessage
types.FinalytheUEMcanconsumethespacethatisleftafter
addingtheothermessages.Algorithm2includesthepseudo-
codeofthemethodsusedtogeneratethemessages.Given
thatmessageshavealimitedspace,weensurethatthedata
iseventualysentbyiteratingthedatastructuresascircular
lists.TheAIMrespondstotherequestsstoredintheRequested
EITs.NodesrespondjusttoEITrequestscomingfromnodes
thattheir Neighbourhood Moduleconsiderscurent1-hop
neighbours.Thispreventsnodesfromneedlesslysendingan
Algorithm2GeneratingMessages
1:procedureGENERATEAIM(max)2: msg.maxSize(max)3: ifdiscoveredNewNeighbours()then4: assoc← localRespository.localAssoc()5: if¬(msg.hasSpace(assoc.size()))then6: returnmsg7: endif8: msg.add(assoc)
9: endif10: it← requestedEits.circularIterator()11: whileit.hasNext()do12: request← it.next()13: eit← request.eit14: iflocalRepository.find(eit)∧needResponse(request)then15: assoc← localRepository.get(eit)16: if¬(msg.hasSpace(assoc.size()))then17: it.previous()
18: returnmsg19: endif20: msg.add(assoc)21: endif22: endwhile23: returnmsg24:endprocedure25:procedureGENERATEKEM(max,aimMsg)26: msg.maxSize(max)
27: while¬(newAssoc.empty())∧msg.hasSpace(Eit.SIZE)do28: eit← newAssoc.pop()29: if¬(aimMsg.answer(eit))then30: msg.add(eit)31: endif32: endwhile33: it← localRepository.circularIterator()34: whileit.hasNext()∧msg.hasSpace(Eit.SIZE)do
35: eit← it.next()36: if¬(aimMsg.answers(eit))then37: msg.add(eit)38: endif39: endwhile40: returnmsg41:endprocedure42:procedureGENERATEUEM(max)43: msg.maxSize(max)
44: it← unknownEits.circularIterator()45: whileit.hasNext()∧msg.hasSpace(Eit.SIZE)do46: msg.add(it.next())47: endwhile48: returnmsg49:endprocedure
associationifthenodethatrequestedtheassociationisno
longertheir1-hopneighbour.Wealsoconsiderthatifarequest
fromanodehasbeenansweredbyathirdnodethatisa
commonneighbour,thereisahighchancethattherequester
hasgotaresponse.Therefore,thenodeconsidersthatitisnot
necessarytorespondtotherequest.Thesetwooptimisations
aredescribedinAlgorithm3.TheKEMiscreatedbyiterating
theEITsoftheidentifiersoftheassociationstoredinthelocal
Identifier-LocatorRepository.Inthiscase,asshowninlines27
to32ofAlgorithm2,wegiveprioritytoEITsoftheidentifiers
oftheassociationsthathavebeenrecentlydiscovered,soour
neighbourswilbeinformedthatthenodehasreceivedthe
association.Tosavemessagespace,wecheckbeforeadding
anEITtotheKEMthattheAIMthatwilbesentconcurently
doesnotcontaintheassociationwhichidentifierisrelatedwith
thisEIT.TheUEMiscreatedbyiteratingtheUnknownEITs.
V.IMPLEMENTATION
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WehaveimplementedILORINasans-3component.This
componentisintegratedwiththeCommunityInternetwork-
Algorithm3NeedResponsealgorithm
1:procedureNEEDRESPONSE(request)2: foreachrinrequest.requestersdo3: ifnhModule.currentNeighbour(r)then4: if¬(answered(request.eit,r))then5: returntrue6: endif7: endif8: endfor
9: returnfalse10:endprocedure11:procedureANSWERED(eit,r)12: foreachninnhModule.currentNeighbourhooddo13: ifnhModule.currentNeighbours(n,r)then14: ifn.lastAim.answers(eit)then15: returntrue16: endif17: endif
18: endfor19: returnfalse20:endprocedure
ingframeworkdescribedin[8],[9],inparticularwiththe
infrastructure-less NSALs.Thesearecurentlya MANET
NSALandaDTNNSAL.TheMANETNSALimplementa-
tioncancurentlyworkwithOLSRandAODV,andprovides
aclassicalIPend-to-enddatagramservicesimilartoUDP.
TheDTNNSALprovidesinturnadelaytoleranthop-by-hop
datagramservicethatcanbeusedtointercommunicatedif-
ferentnetworkpartitions.ThenexusbetweentheNSALsand
ILORINistheNSALlocalIdentifier-LocatorRepository.This
containstheidentifier-locatorassociationspublishedlocalyin
theNSALandtheassociationsthathavebeengatheredfrom
othernodesbytheResolutionModule.TheNSALscanalso
requestspecificEITs.TheseareaddedtotheUnknownEITs
iftheyarenotpresentintheIdentifier-LocatorRepository.In
theparticularcaseofourMANETandDTNNSALinstances
weuseIPv4addressesasnetworklocatorstobecompatible
withOLSRandAODVroutingprotocols.OurCommunity
InternetworkimplementationusesthegenericAddressclass
fromns-3torepresentthenetworklocators.Thisalowsthe
usageofdiferenttypesofnetworklocatorsineachNSAL.
AsshowninFigure2,whenanetworklocatorisserialised,
itincludesasmetadataitstypeandsize.Thesamehappens
withtheidentifiers,whichincludeasmetadatatheirtype.In
thecurentimplementationweconsider2048bitCommunity
Internetworkingidentifiers.Thiscaneasilybeextendedto
alowothertypesofidentifiers.
Thedissemination moduletransmitsandreceivesusing
directlythe802.11protocol.Thebeaconsaretransmitedas
802.11broadcastmessages,whichareneitheracknowledged
norretransmitedifproblemsoccurduringthetransmission.
VI.EVALUATION
Thetwomaingoalsoftheevaluationare:(1)tostudythe
probabilityofbeingabletoresolveanidentifierinvarying
networkconditions,and(2)toanalysetheresourceconsump-
tion.Wehaveperformedpreliminarystudiestofindacceptable
valuesforthemainparameters:thebeaconfrequency(BF)
andtheneighbourthreshold(NT). Wealsocompare,when
possible,theresultsachievedbyILORINandtherelatedwork.
TABLEI
EXPERIMENTPARAMETERS
Simulator ns-3.12.1
WifiMode 802.11b/g
PhysicalModel ns3:YansWifiPhy
PropagationLossModel ns3:FrisPropagationLossModel
PropagationDelayModel ns3:ConstantSpeedPropagationDelayModel
ErorModel ns3:ErorRateModel
Broadcastbitrate 1Mbps (DsssRate1Mbps)
Databitrate 54Mbps (ErpOfdmRate54Mbps)
RandomWayPointModel ns3:RandomWalk2dMobilityModel
InitialPosition randomlyplacedinsidethearea
Speed Uniform(0,1.5)m/s
Area Wholearea
Distance 150m
BeaconFrequency(BF) 2.0s
NeighbourThreshold(NT) 4.0s
A.Experimentsdesign
InordertostudyILORINwehavecreatedtwosetsof
simulationscenarios.InScenario1,weaimtostudyhow
ILORINisafectedbythenodedensityinaMANET.Forthis
purpose,nodedensityismodifiedbyincreasingthenumberof
nodeswhilstmaintainingaconstantareaof2000m×2000m.
Westudyeightdiferentnodedensitiesfrom10to80nodes,
increasingby10nodesineachstep.Toanalysethegeneral
behaviourofoursolutioninunpredictablescenarios,weuse
therandomwaypointmobilitymodel.TableIincludesthe
parametersforthe mobility model.Nodesspeedresemble
humanwalkingspeed(0to1.5m/s).
Scenario2ismotivatedbyrescueandemergencyopera-
tions.Here,westudyhowILORINperformsinascenario
wheretherearetwopartitionsof1000m×1000mwitha
distanceof1000mfromeachother.Westudyeightdiferent
nodedensitiesfrom10to80nodes,increasingby10nodes
ineachstep.Oneofthesenodesactsasferybetweenthe
partitions,simulatingavehicle.Itmovesfromthecentreof
onepartitiontothecentreoftheother,andthenreturnstothe
initialpartition.Theferyrepeatscontinuouslythismovement,
stoppinginthecentreofthepartitionfor10s.Thisnodehas
auniformspeedof20m/s(vehiclespeed).Therestofthe
nodesareequalydividedbetweenthepartitionsandhavethe
samemobilitypaternasinScenario1.
Inbothscenarios,alnodesareequippedwithan802.11b/g
interfacesetupinad-hocmode,theInternetstack,andour
CommunityInternetworkingframeworkincludingILORIN.
TableIincludesthe modelsandparametersusedforthe
configurationofthe802.11ns-3model.Forparametersthatare
notspecifiedinthetableweusedtheirdefaultvalues.Thens-3
referencedocumentationcanbeconsultedforfurtherdetails.
TheCommunityInternetworkingframeworkgeneratesanode
identifierthatisassociatedtotheIPaddress(networklocator)
assignedtothenode’swirelessinterfaceduringthesimulation
configuration.Theonlyvariationinthesoftwareconfiguration
istheroutingprotocol,wherewehavetestedAODVand
OLSR.Bothprotocolsimplythatlocators,i.e.IPaddresses,
arenotchangedintheadventofmobility.Thedurationof
thesimulationsis300
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seconds.Intheexperiments,nodesare
notsendingapplicationtraffic,butjusttheresolutionsystem
beaconsand,incaseoftheOLSRconfiguration,OLSRcontrol
messagesformaintainingtheroutinginformation.Weleaveas
futureworktostudythebehaviourofILORINinpresenceof
applicationtraffic.TheMTUofthe802.11b/gis2296bytes,
andbroadcastmessagesaretransmitedat1Mbps.Foreach
configuration,wehaveperformed24independentruns.
ILORIN’sparametersBFandNThaveabigimpactonthe
overalresourceconsumption.Afterperformingapreliminary
studywehavefoundthataBFoftwosecondsandaNTof
foursecondsisanacceptablechoiceforthestudiedscenarios.
Wemeasurethenumberofpacketsandbytes(including
the802.11header)transmitedandreceivedateachnodeby
ILORIN.Theprobabilityofbeingabletoresolveidentifiersis
measuredbytheidentifier-locatorassociationdiscoveryrate,
caledforshortdiscoveryrate.ThecomparisonofILORIN
withtherelatedworkpresentedinSectionVIisdifficult
duetotheirlackofinformationconcerningbothnetwork
consumptionanddiscoveryrate.Thelaterhasbeenestimated
byusingasimplifiedversionofILORINthatwecaledBasic
NeighbourDiscovery(BND).Thisdiscoverstheidentifier-
locationassociationcorespondingtoanodethefirsttimethat
itreceivesoneofitsbeacons.Thisresemblesthediscovery
mechanismusedbyNHDP,IPNDandHENNA.Thediscovery
rateforILORINandBNDismeasuredusingthesamesetof
experimentstohaveafaircomparison.
B.Results
1)Scenario1:OurexperimentsshowthatILORINper-
formsequalywel whenusingAODVandOLSR.Thiswas
expectedsincewearenotintroducingapplicationtrafficand
ILORINusesdirectlytheLinkLayer.Thus,wepresentjustthe
resultsforAODV.Figures3and4showtheperformanceofour
systemintermsofdiscoveryrateandresourceconsumption
respectively.Wehaveselectedtheresultsfortheconfigurations
thatweconsiderrepresentativeofhighlysparse MANETs,
sparseMANETs,andrelativelywel-connectedMANETs.
Figure3presentstheevolutionovertimeoftheamount
ofnodesthathaveachievedacertaindiscoveryrate.This
percentageiscalculatedastheaverageofthe24runs.The
figurespresentthediscoveryrates25%,50%,75%and100%.
TheredlinesrepresentILORINresultsandthebluelines
representBND.ForalconfigurationsILORINachieveda
muchhigherdiscoveryratethanBND.Forexample,inFig-
ure3(a),after300s28.75%ofthenodeshaveadiscovery
rateof100%usingILORIN,whilenoneofthemachievesthis
usingBND.Thesediferencesindiscoveryrateincreasewith
thenodedensity,sinceILORINconvergesfasterwithhigher
nodedensity.Forthe30and50nodeconfigurations,95%
ofthenodesreach100%ofdiscoveryratein22and17s
respectively.BNDhasaverypoorperformanceanyway.
Inordertomeasuretheimpartofmobility,weperformed
thesamesetofexperimentsincreasingthemaximumnode
speedto20m/s.BothILORINandBNDobtainbeterresults
withhighermobility,sinceitiseasiertomeetothernodes.
Nonetheless,ILORINcontinueobtaininghigherdiscovery
ratesfasterthanBND.Forinstance,for10nodes,alnodes
achievea100%discoveryrateafter16susingILORIN,while
just16.67%ofthenodesobtainadiscoveryrateof100%after
300susingBND.
Figure4includestwodiferentstudies.Figures4(a)and
4(b)showtheevolutionovertimeofthenetworkusageat
eachnode.Eachpointrepresentsrespectivelytheaverage
transmited(Tx)andreceived(Rx)bytes/sinanodeduring
abeaconperiod(2.0s),consideringalnodesinthe24runs
ofagivenexperiment. Wehaveincludedinthefiguresthe
confidenceintervalsof0.95.Thesetwofiguresshowthat
nodesreceivemuchmorebytesthantheytransmit,exceptfor
10nodeswheretheyaresimilar.Inthefigures,weinclude
resultsfor10,30,50,and80nodes.Foralconfigurations
bothfiguresshowaninitialtransientstatewheretheamount
ofTxandRxbytes/sincreasesrapidlyuntilreachingapeak
andlaterondecreasesandstabilises,enteringasteadystate.
Thetransientstate(peak)occurswhennodesstartdiscovering
manynewidentifier-locatorassociations.Thishappensinthe
start-upoftheexperiments,butalsowheninformationfrom
otherpartitionscomesavailable.Anexampleofthisisshown
inFigures5(b)and5(c). Whentheferynodearivestoa
partitionwithnewinformationitcausesnewpeaks.Thepeaks
inTxandRxbytes/sarecausedbytheresponsetoassociations
requestsforothernodes.Whenthesteadystateisreached,the
messagessizedecrease,buttheyarestilbiggerthanbefore
thepeak,sincethenumberofknownassociationsbythenodes
increased.Itispossibletoseeinbothfiguresthatthenumber
ofnodeshasabiginfluenceinthesteadystate,asitisalso
showninFigure4(c).Anyhow,theresourceconsumptionin
termsofTxandRxbytes/sarebothlow.
Figure4(c)presentsresultswhenthesteadystateisreached.
Itshowstheaveragenetworkconsumptionpersecondineach
nodeforaleightnodedensities.Eachvalueiscalculatedas
theaverageamountofresources(packetsorbytes)transmited
orreceivedineachnodepersecondforthe24runs,without
takingintoaccountthefirst50seconds,whichweconsider
enoughtoremovetheimpactofthetransientstate.For
the80nodesconfiguration,ILORINtransmitsandreceives
inanodeinsteadystateanaverageofjust676.98and
12775.98Bytes/srespectively.Thishasanerorofonly
a2.83%and2.91%respectivelywithaconfidenceinterval
of0.95.TheresourceconsumptionaddingbothTxandRx
bytes/sisequivalenttoonly105.10Kbps. Nevertheless,
thenetworkconsumptiondecreasessubstantialyforlower
densities.Whatincreasesthenistheconfidenceintervalssince
lowernodedensitiesaremoreexposedtotherandomnessof
thenodemobility.Figure4(c)showsthattheamountofRx
packets/sincreaseslinearlywiththedensityofnodes.Thisis
easilyexplainedbythefactthatincreasingnodedensityalso
increasesthenumberofneighboursanodehas.Theamount
ofTxpackets/sisconstant,sincetheyareonlyinfluenced
bytheBF
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.Concerningthenetworkconsumptioninterm
ofTxbytes/s,thefigureshowsalinearincreasewiththe
nodedensity.Thisiscausedbythefactthatthebeaconsize
increaseslinearlywiththenumberofknownentities.However,
thisincreasewilstopandbecomeconstantwhenthe MTU
ofthe802.11protocolisreached.Ontheotherhand,the
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amountofRxbytes/shasaquadraticincrease,sinceitis
afectedbothbytheincreaseinnumberofRxpackets/sandthe
increaseintheirsize.Thisincreasewilnonethelessbecome
linearwhenthebeaconsreachtheMTUsize,becausethenit
wilincreasedependingjustonthenumberofneighbours.It
ispossibletoreducethisresourceconsumptionandimprove
ILORIN’sscalabilitybyreducingtheBForbylimitingthe
beaconsize.Anadaptableselectionoftheseparameters,taking
intoconsiderationtheneighbourdensityandstabilityofthe
discovery,couldoptimisetheoveralresourceconsumption.
Weleavesuchadaptableselectionasfuturework.
2)Scenario2:Finaly,Figure5presentsresultsobtained
fortheexperimentwithtwopartitionsconnectedbyafery.
Duetospacelimitationsjustaselectionoftheresultsis
presented.Figure5(a)showstheefectonthediscoveryrate
whentheferyarivestoonepartitionaroundsecond50and
itsreturntotheotheraroundsecond150.ILORINisableto
achieve100%ofdiscoveryrateinthisDTNscenario,while
BNDhasaverypoorperformance.Figures5(b)and5(c)
presenttheevolutionovertimeofthenetworkconsumption.
Apartfromtheinitialpeak,twopeaksaroundseconds50and
150arecausedbytheferyarivaltothepartitionswithnew
associationinformation.
VII.RELATEDWORK
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Inthissection, wedescribeproposalsthatapplyan
identifier-locatorsplitinthepresenceofMANETsandDTNs.
Duetospaceconstraintswehavenotincludedrelatedwork
ininfrastructure-basednetworks,suchasthecurentInternet.
Amoreextensivecolectioncanbefoundin[9].
NHDP[6]isaprotocolfordiscovering1-hopand2-hop
symmetricneighbourhoodsforMANETs,whichisbasedon
theOLSRdiscoveryprocess.However,in MANETsnodes
areusualyidentifiedbytheirIPaddressesasintheclassical
Internet. Hence,name/identifier-locationresolutionsupport
hasnotbeenconsideredinsuchsystems.
DTNIPneighbourdiscovery(IPND)[7]isaneighbour
discoverymechanismforDTNsrelatedtotheDTN-BPar-
chitecture[3].IPNDisbasedontransmitingandreceiving
periodicbeacons,whichmayincludeoptionalythesender’s
canonicalEndPointIdentifier(EID).ItrunsontopofIPsothe
IPaddressofthesenderisincludedintheIPheader,alowing
anassociationbetweencanonicalEIDandIPaddress.IPND
onlyalowsthediscoveryofidentifier-locatorassociationsof
nodesthathavebeeninrange.
HENNA[4]presentsanidentifier-locatorsplitproposalthat
workstogetherwithMEDEHA[13].WhenHENNAoperates
in MANETsdisconnectedfromtheinfrastructure,thenodes
includetheiridentifier-locatorassociationintheneighbour
discoverymechanismofMEDEHA,whichisbasedonperi-
odicbeacons.Eachnodemaintainsalocalmappingrepository,
whichisrestrictedtonodesthathavebeenencountered.Thisis
problematicinDTNoperation,becauseitisnotbepossibleto
resolveidentifiersfromnodesthathavenotbeenmetalready.
Haggle[5]isadata-centricnetworkingarchitecturethat
aimstoseamlesslyintegrateinfrastructurebasednetworking
withinfrastructure-lessnetworks.InHaggle,thedataissent
withassociated metadatathatcanbeusedtoidentifyits
content.Haggleusesnamegraphsforidentifyingentities,e.g.
users.EachnodehasassociatedaGUIDand maintainsa
nameknowledgebase. Whenanodefindsanewname,it
requeststoitspeersinformationaboutit.Thisissimilarto
ourproposal,butinourcasewedisseminateproactivelythe
resolutioninformationthathasbeengatheredbythenodes.
VIII.CONCLUSIONS
Themaincontributionofthisworkisthedesign,implemen-
tationandevaluationofILORIN,anidentifier-locatorresolu-
tionsystemforInfrastructure-lessnetworks.Oursolutionex-
ploitsopportunisticencountersandreplicationtodisseminate
theidentifier-locationassociationinformation.Thisdiferenti-
atesILORINfromtherelatedwork,whichonlyexploitsen-
counters.Oursolutionisbasedonperiodicbeaconsthatcary
aspayloadtheresolutionsystemmessages.Thebeaconsare
sentas802.11broadcastmessages.Additionaly,thesystem
doesnotrequiretheestablishmentofsharedstatebetween
nodes. Wehaveimplementedthesystemasacomponent
inns-3,integratingitwithourCommunityInternetworking
framework[8],[9].However,ILORINisflexibleenoughto
beusedbyothersystems.
Theresultsofourextensiveevaluationthroughsimulation
ofdiferentnodedensitiesand mobilitiesdemonstratethat
ILORINoutperformstherelated work,estimatedthrough
theonlyencounter-based BND.ILORINachieveshigher
identifier-locatorassociationdiscoveryratethanBNDinboth
MANETandDTNscenarios.Thisincreasestheprobabilityof
beingabletoresolvetheidentifiers.Theoveralresourcecon-
sumptionisestimatedbymeasuringthenetworkconsumption,
inpacketsandbytespersecond.Theresourceconsumption
causedbytransmitingbeaconsislimitedbythefrequencyof
thebeaconsandtheMTU.Thereceptionofbeaconsdepends
alsoontheamountofneighbours,andthereforeincreaseswith
nodedensity.AsdescribedinSectionVIresourceconsumption
forbothpackets/sandbytes/sislow.
Finaly,ourfutureworkaimstoextendILORINwitha
dynamicselectionofthesystemparametersinordertoadapt
todiferent MANETenvironments. Wealsoplantoextend
ILORINtosupportnetworklocatorupdates,andtheresolution
ofnamestoidentifiers.Additionaly,weaimtousethedis-
seminationsystemdescribedinthispapertoalsodisseminate
serviceandresourceinformation. Weconsideralsothestudy
thenon-periodicbeaconbaseddiscoverymechanisms.
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