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I have been asked to address the topic of op-portunities and challenges for text and data mining in academia, with a special emphasis 
on the legal issues involved in these research 
techniques.  To do so, I will begin by taking 
you on a sightseeing trip through some mining 
regions outside the ivy-covered walls.  Only 
by seeing the broader contexts in which text 
and data mining is used can one appreciate the 
legal issues in which academics must operate.
Background
What has come to be called “data mining” 
is the process of extracting hidden knowledge 
from large amounts of raw data.  Data mining 
goes beyond traditional searches of databases. 
In traditional database searches, information is 
returned in response to a direct query.  Think 
historically of searching through a card cata-
logue based on the Dewey Decimal System or, 
much more recently, doing an Internet search 
for books written by that eminent legal scholar, 
Bill Hannay.  For the purpose of this speech, 
for example, I did a traditional search in the 
Lexis-Nexis legal database for court cases in 
the United States mentioning text mining or 
data mining.  (The answer was 116 cases, but a 
number of them were false hits.)2
By contrast, in “real” data mining, what is 
retrieved is not explicitly in the database. Rath-
er, the desired information implicitly emerges 
from patterns and relationships.  The process of 
discovering (and then analyzing) such patterns 
and relationships has come to be termed “data 
mining.”  The term became popularized in the 
early 1990s coextensively with the growth 
of what has come to be known as “big data,” 
meaning the proliferation of massive collections 
of data about individuals and about commercial 
transactions.  Credit card companies, for ex-
ample, have databases containing information 
of millions of credit cardholders and billions 
of transactions.  So does every grocery store, 
department store, and drug store.  
Every time you buy something, your transac-
tion is electronically recorded by the store clerk 
who clicks on the bar code of the product and 
then scans your credit card.  That informa-
tion is aggregated in massive 
databases and sold to marketing 
companies and manufacturers 
who can “mine” that data to learn 
potentially important informa-
tion about the purchasing habits of buyers.  For 
example, Reckitt Benckiser Group — a maker 
of consumer cleaning products — may find it 
commercially valuable to know that seven times 
out of ten, a purchaser of paper towels also buys 
their Lysol-brand spray disinfectant.  
Data mining finds these sorts of patterns 
and relationships using data analysis tools and 
techniques to build models.  It combines tools 
from the discipline of statistics and the field 
of artificial intelligence (“AI”) with database 
management techniques.3  A data mining project 
can look either for trends or for anomalies.  In 
the latter regard, one of the earliest commercial 
successes was in credit card fraud detection.4 
Similar uses of data mining have been employed 
in law enforcement and national security.  
For example, the insurance industry com-
piles hundreds of thousands of claims reports 
from different insurance carriers into a common 
database and uses data mining techniques to 
identify potential claim fraud schemes.  Where 
individuals have unusually frequent accidents 
and the same groups of doctors, lawyers, and 
chiropractors repeatedly show up in connection 
with “rear-ender” collisions or “slip and falls,” 
it may indicate patterns which deserve further 
investigation.
In the wake of September 11, 2001, for 
example, a data mining company presented 
the Department of Defense with a data pattern 
analysis proposal geared toward improving the 
security of military installations in the United 
States and possibly abroad.5  It suggested that a 
rigorous analysis of personal characteristics of 
persons who sought access to military installa-
tions might be used to predict which individuals 
pose a risk to the security of those installations.
At the same time, the pervasiveness of mas-
sive databases — especially ones containing 
personally identifiable information or matters 
of personal sensitivity — has led to increased 
concern about the government or private indus-
try making dangerous intrusions into the private 
lives of millions of Americans. 
In June 2013, U.S. and U.K. newspapers 
reported that the FBI and the Na-
tional Security Agency (“NSA”) 
had for a number of years been 
obtaining access to vast amounts 
of telephone and Internet data on 
millions of American citizens, 
including those who only make calls to other 
U.S. numbers, for data mining purposes unre-
lated to any specific target or investigation.6  The 
news stories resulted from the leak of classified 
and unclassified documents to The Guardian 
newspaper by former NSA consultant Edgar 
Snowden.  The furor over the NSA data mining 
has intensified in the past few months and led to 
both law suits and proposed legislation.7
The pharmaceutical industry has also been 
making substantial use of data mining, par-
ticularly in connection with marketing to the 
doctors that prescribe medications.  Drug stores 
and pharmacies, as a matter of business routine 
and federal law, receive prescriber-identifying 
information when processing prescriptions. 
Many pharmacies sell this information to IMS 
America and other data-collecting firms that 
analyze prescriber-identifying information and 
produce reports on prescriber behavior.  “Data 
miners” lease these reports to pharmaceutical 
manufacturers subject to nondisclosure agree-
ments.  In turn, “detailers” — salesmen who 
represent the drug manufacturers — then use 
these reports to refine their marketing tactics 
aimed at doctors in order to increase sales.
These practices took a dark turn when drug 
manufacturers began using the mined data to 
encourage physicians to prescribe drugs for 
“off-label” uses.  Off-label use is the use of 
pharmaceutical drugs for an unapproved indica-
tion or in an unapproved age group, unapproved 
dosage, or unapproved form of administration. 
While it is legal for a physician to independently 
decide to prescribe a drug off-label, it is illegal 
for the drug company to promote off-label uses 
to prescribers.  Under the Food, Drug, and 
Cosmetic Act,8 manufacturers are prohibited 
from directly marketing a drug for a use other 
than the FDA approved indication.  
The stakes for drug makers can be high.  In 
2009, Pfizer agreed to pay $ 2.3 billion in fines 
and penalties to resolve charges brought by the 
U.S. Department of Justice, arising from the 
illegal “off-label” marketing of prescription 
drugs by the company.9  Using sophisticated 
“prescription data mining” and “influence 
mapping” analyses, Pfizer had targeted specific 
physicians for visits by Pfizer sales representa-
tives to promote off-label uses of Pfizer drugs.10 
Litigation has also been brought based on the 
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sale of pharmacy customer prescription infor-
mation to data mining companies who sell that 
information to drug manufacturers for marketing 
purposes.11
In an effort to ban this sort of data mining, 
various state legislatures enacted laws prohib-
iting the use of prescription information for 
marketing purposes.  For example, in 2007, 
the state of Vermont enacted the Prescription 
Confidentiality Law (Act 80), one component 
of which is the following:
A health insurer, a self-insured employer, 
an electronic transmission intermediary, 
a pharmacy, or other similar entity shall 
not sell, license, or exchange for value 
regulated records containing prescrib-
er-identifiable information, nor permit 
the use of regulated records containing 
prescriber-identifiable information for 
marketing or promoting a prescription 
drug, unless the prescriber consents…. 
Pharmaceutical manufacturers and 
pharmaceutical marketers shall not use 
prescriber-identifiable information for 
marketing or promoting a prescription 
drug unless the prescriber consents…. 
[18 Vt. Stats. Ann. § 4631(d).]
Drug manufacturers fought back and brought 
litigation in federal court alleging that their con-
stitutional free speech rights had been violated. 
Though they lost at the trial court level, the 
manufacturers won a victory in a 6-to-3 vote in 
the U.S. Supreme Court.
Writing for the majority, Supreme Court 
Justice Kennedy held in Sorrell v. IMS Health12 
that the manufacturers’ First Amendment rights 
had been violated.  Sorrell struck down the 
Section 4631(f) of the Vermont law forbidding 
the sale of prescriber-specific information by 
pharmacies to “pharmaceutical manufacturers 
and pharmaceutical marketers.”  The Supreme 
Court rejected Vermont’s explanation that the 
law was intended to protect public health and 
keep health care costs in check, saying that the 
law could not withstand “heightened scrutiny.” 
The Supreme Court found that heightened 
scrutiny was the appropriate standard of 
review because the Vermont law was a con-
tent-based — only forbidding the marketing of 
drugs — and a speaker-based — only silencing 
pharmaceutical marketers and manufacturers 
— prohibition on speech.  The Supreme Court 
held that the speech’s commercial nature did 
not negate the need for heightened scrutiny 
because “[w]hile the burdened speech results 
from an economic motive, so too does a great 
deal of vital expression.”13
In addition to these large scale commercial 
mining operations, a number of cases have aris-
en in connection with individuals or companies 
attempting to engage in data mining on the 
Internet.  These cases often involve efforts to 
collect or “scrape” information off of the Inter-
net through the use of so-called “Web crawlers” 
or “bots” (short for robots), meaning programs 
that search through hundreds or thousands of 
Websites to collect information on product 
pricing or availability.  The same techniques 
may be used in an effort to collect personal 
information off of social networking sites, such 
as Facebook.  Such efforts are often prohibited 
by courts because data mining is contractually 
prohibited by the Website.14  (Remember the 
“contract” you clicked okay to when you signed 
up for the service or entered the Website?)
Data Mining in Academia
So now at last we come to the subject of 
data mining in academia.  We have come the 
long way round in order to illustrate that the 
legal issues affecting the topic for today are 
derivative of — and dwarfed by — the far, far 
larger context of the use of data mining in law 
enforcement, national security, and commercial 
marketing operations.  Rules developed by 
courts or legislatures to deal with fraud, terror-
ism, or the invasion of privacy may be ill-fitting 
shoes when applied to the efforts of liberal arts 
or scientific scholars to find some new angle or 
insight into their disciplines.
What is an example of academic data min-
ing?  Two years ago, Folger Shakespeare Li-
brary director Michael Witmore gave a speech 
describing his use of  data-mining methods to 
analyze Shakespeare’s First Folio.15  Witmore 
processed 767 different thousand-word excerpts 
of plays from the First Folio through a piece of 
software called “DocuScope.”  The software is 
based on a database of 40 million English lingus-
tic patterns sorted into more than 100 categories. 
Filtering Shakespeare’s classics through Do-
cuScope uncovered patterns in Shakespeare’s 
work that a human scholar, trained in traditional 
academic reading methods, would never see. 
Such as the fact that — in purely linguistic 
terms — Shakespeare’s Othello is a comedy. 
Surprising, no?  Well, I’ll say no more on the 
merits of this piece of research at this point.  I 
cite it merely as an example of how data min-
ing might be used in the liberal arts.  More to 
the point is to ask whether this research would 
have encountered any legal issues that needed 
to be solved.
The first issue that might arise in text min-
ing is whether there is any copyright problem 
in obtaining and searching the “database” 
(here, the First Folio).  Maybe, but maybe 
not.  Master Will is of course long dead, and 
his works have been in the public domain for 
nearly four hundred years.16  Yet there might 
be a question about copyright.  Why?  The 
answer lies in the particular version of the First 
Folio the researcher wishes to use.  All of the 
numerous printed editions of Shakespeare’s 
works through the 19th century are out of 
copyright, but it would likely be true that any 
modern, electronic, word-searchable edition 
is in copyright.  Shakespeare’s words are not 
copyrighted, but the electronic version of them 
might be.  If you go to the trouble of convert-
ing an old, out-of-copyright print edition of 
Shakespeare into a Microsoft Word document 
or some other e-text, your e-text of it may well 
be copyrightable.  Thus, while there are several 
Websites which offer a free electronic edition 
of Shakespeare, you should check to make 
sure that the version you plan to search is not 
somehow protected.17
We will need to revisit the copyright ques-
tion later, but let’s go on with our discussion 
of the Shakespeare data mining project.  So 
there would seem to be no copyright issue as 
such.  And presumably there is no problem in 
accessing the non-copyrighted edition of the 
First Folio.  By that I mean that the version 
you are working with has no electronic lock on 
it that you would have to unlock (or possibly 
“circumvent”).  So, is there anything else to 
worry about?  Yes.  We need to know what 
search engine or data mining software you are 
planning to use?
Possibly the software is proprietary.  You 
may need permission to use it.  DocuScope, for 
example, is owned by Carnegie Mellon Uni-
versity, from whom you must obtain permission 
to access and use the software.  I have not seen 
their form of license agreement, but it may in-
clude some requirements relating to publication 
of research using DocuScope.
Well, that’s a pretty easy set of steps to go 
through in order to data mine the First Folio. 
Easy, compared to other situations.  The dif-
ficulty factor would increase if the contents of 
the database you want to search is copyrighted. 
Let’s say you want to apply DocuScope to the 
collected works of William Faulkner and 
Ernest Hemingway, both of whose works 
are — so far as I know — still under copyright. 
First, you would have to find an electronic da-
tabase containing their novels and short stories. 
Let’s assume that you can find all of them in 
the Google Books Project or HathiTrust Digital 
Library (“HDL”).  The issue of whether Google 
had a right to scan all the books in the world is 
still an open question before Judge Chin,18 but 
the District Court decision in the HathiTrust 
case19 issued by Judge Baer recognizes that 
such copying constitutes “fair use” of the works 
under 17 U.S.C. § 107 because the use for 
scholarship and research was “transformative” 
by providing superior search capabilities rather 
than actual access to the copyrighted works and 
facilitating access for print-disabled persons. 
Judge Baer stated:
Transformative uses are likely to satisfy 
the first factor.  Campbell, 510 U.S. at 
575 (“The central purpose of this inves-
tigation is to see . . . whether the new 
work merely supersede[s] the objects of 
the original creation . . . or instead adds 
something new, with a further purpose 
or different character, altering the first 
with new expression, meaning, or mes-
sage; it asks, in other words, whether 
and to what extent the new work is 
‘transformative.’”) (internal citations 
and quotation marks omitted).  A trans-
formative use may be one that actually 
changes the original work.  However, a 
transformative use can also be one that 
serves an entirely different purpose.  Bill 
Graham Archives v. Dorling Kindersley 
Ltd ., 448 F.3d 605, 609 (2d Cir. 2006) 
(affirming district court’s conclusion 
that the use of entire copyrighted con-
cert posters in a book to “document and 
represent the actual occurrence” of the 
concerts was different from the “dual 
purposes of artistic expression and 
promotion of the original use”).  The 
use to which the works in the HDL are 
continued on page 54
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put is transformative because the cop-
ies serve an entirely different purpose 
than the original works: the purpose is 
superior search capabilities rather than 
actual access to copyrighted material.  
The search capabilities of the HDL have 
already given rise to new methods of 
academic inquiry such as text mining.20
In a footnote, the court made the following 
observation:
22/ Mass digitization allows new areas 
of non-expressive computational and 
statistical research, often called “text 
mining.”  One example of text mining 
is research that compares the frequency 
with which authors used “is” to refer to 
the United States rather than “are” over 
time.  See Digital Humanities Amicus 
Br. 7 (“[I]t was only in the latter half 
of the Nineteenth Century that the con-
ception of the United States as a single, 
indivisible entity was reflected in the 
way a majority of writers referred to 
the nation.”).21
Thus, if Judge Baer’s opinion is upheld 
on appeal,22 there is a good argument that a 
researcher would not be engaging in copyright 
infringement by mining works that are still in 
copyright.  The harder question is whether the 
researcher can obtain access to the copyrighted 
works.
Logically, a researcher only needs — or 
would want — to engage in text or data min-
ing if, first, there is a large-enough collection 
of books or articles to make the effort mean-
ingful and, second, the collection of works is 
machine-readable … preferably in a common 
format.  Thus, a biochemical researcher might 
be interested in data mining the past 50 years’ 
worth of scientific journals but only if they 
are electronically searchable in the right kind 
of way.  But access is no easy matter.  There’s 
the rub.
To obtain access to all of Elsevier’s past 
and current journals, for example, may require 
special permissions and payment of fees that 
are not inherent in the university’s current 
subscriptions.  Elsevier’s current policy on 
data mining23 includes the following:
• We wish to understand our custom-
ers’ text mining requirements and 
as practically every content mining 
request has a different goal there is 
not a common solution to provide 
this.  Consequently we request that 
customers looking to mine our con-
tent should speak to their Elsevier 
Account Manager or should contact 
us directly at <universal.access@
elsevier.com>.
• We will then discuss the mining 
request, access to the content (see 
below), licensing, and (where appli-
cable) pricing for the project.
• Mining requests are often content 
specific.  Customers can choose to 
mine our full-text content, abstracts, 
data, and other materials.  A charge 
may be applicable dependent on the 
request.
Hold up on the idea of obtaining permis-
sions for a moment, and let’s talk about whether 
the researcher has the right and ability to obtain 
access without going down the permission 
route.
If you already have access to the copyright-
ed work via Google Books or HathiTrust’s 
HDL, you may choose to skip seeking permis-
sion to data mine.  Of course you better check 
with your university’s lawyers first, but con-
ceptually you might be able to run the search.
But if there are access problems because, 
for example, “technological protection mea-
sures” (TPMs) have been installed on the 
database to control or limit access, there is 
more of an issue.24  Assuming you had access 
to some sort of device or software that could 
cancel or circumvent the TPM, can you legally 
use it to do so?  The answer to this question is 
on the outer edge of legal certainty.
The Digital Millennium Copyright Act 
(“DMCA”) of 1998 includes TPM provisions 
that ban both acts of circumventing TPMs 
used by copyright owners to control access to 
their works, as well as any device, service, or 
technology that is primarily designed or useful 
for circumvention.  However, the DMCA does 
include seven limited (and generally inadequate) 
exceptions including for library acquisitions, 
security testing, reverse engineering of software, 
encryption research, and law enforcement. 
Arguably, the use of TPMs as a practical matter 
nullifies the ability to make “fair use” of protect-
ed digital works.  The DMCA bans consumers 
from circumventing TPMs to make fair use of a 
protected digital work, such as making a back-up 
copy of a copy-protected CD or DVD that they 
have purchased.  A possible crack in this wall 
has opened up in the last few years as a result 
of two decisions by the U.S. Court of Appeals 
for the Federal Circuit.  
Section 1201(a)(1) of title 17 of the United 
States Code prohibits any person from “cir-
cumvent[ing] a technological measure that 
effectively controls access to a work protected 
under this title.”  The Federal Circuit confronted 
the issue in Chamberlain Group, Inc. v. Skylink 
Technologies, Inc. in 2004.25  There, the court 
noted that, when Congress enacted the DMCA, 
it “chose to create new causes of action for cir-
cumvention and for trafficking in circumvention 
devices.  Congress did not choose to create 
new property rights.”26  Accordingly, the court 
held that section 1201 “prohibits only forms 
of access that bear a reasonable relationship to 
the protections that the Copyright Act other-
wise affords copyright owners.”27  A copyright 
owner alleging a violation of section 1201(a) 
consequently must prove that the circumvention 
of the technological measure either “infringes 
or facilitates infringing a right protected by the 
Copyright Act.”28 
The following year, the Federal Circuit again 
dealt with a claim of circumvention under the 
DMCA and reaffirmed its ruling in Chamber-
lain.  In Storage Technology Corporation v. 
Custom Hardware Engineering & Consulting, 
Inc.,29 plaintiff StorageTek claimed that defen-
dant CHE’s use of certain devices to circumvent 
a data locking protocol constituted a violation 
the DMCA.  (CHE repairs STK libraries, or 
“silos,” that are connected to Library Control 
Units.)  The Court of Appeals concluded that it 
was unlikely that StorageTek could succeed on 
the merits of its copyright claim and therefore, 
“[t]o the extent that CHE’s activities do not 
constitute copyright infringement or facilitate 
copyright infringement, StorageTek is fore-
closed from maintaining an action under the 
DMCA.”30 
The court held that, “[t]o the extent that 
StorageTek’s rights under copyright law are not 
at risk, the DMCA does not create a new source 
of liability.”31  The Federal Circuit reasoned 
that, because the DMCA must be read in the 
context of the Copyright Act, which balances 
the rights of the copyright owner against the 
public’s interest in having appropriate access 
to the work, “courts generally have found a 
violation of the DMCA only when the alleged 
access was intertwined with a right protected by 
the Copyright Act.”32  This holding was followed 
in a subsequent case involving CHE.33
Five years later, the Court of Appeals for the 
Ninth Circuit considered a DMCA circumven-
tion claim and declined to follow the Federal 
Circuit’s approach or to adopt an infringement 
nexus requirement.34
Without the Ninth Circuit’s ruling, one might 
have felt fairly confident that the correct reading 
of § 1201 of the DMCA is that there cannot 
be a circumvention violation unless it leads to 
copyright infringement.  Thus, one might have 
concluded that a circumvention to engage in fair 
use would not be actionable.  However, in light 
of the Ninth Circuit’s contrary decision, such 
a conclusion would entail a certain amount of 
risk.  Accordingly, the conservative approach 
for the moment at least would be to avoid cir-
cumventing technological protection measures 
and to opt to seek permission from the owner 
of the protected works.
Finally, even without the existence of TPMs 
barring access to a protected work, there may 
be contractual or licensing constraints on the 
ability of an academic researcher to freely mine 
the works otherwise available to him or her. 
Contractual provisions in journal or database 
licensing agreements may place restrictions on 
the user that either expressly or inferentially bar 
data mining without permission.  Copyright law 
has not been interpreted to preempt or override 
such contractual restrictions.  The university 
or library holding the license may be deemed 
to be in breach of the license agreement if it 
permits data mining (that is prohibited by the 
agreement).  Even “open access” journals may 
present a problem if the license is a restricted one 
(such as an “ND” or No-Derivs one).  E.g., the 
need to provide the attributions required by the 
CC license may be burdensome where numerous 
books or articles are mined.  
With license agreements, as with the other 
aspects of the data mining project such as copy-
rightability and TPMs, it is important for the re-
searcher to consult closely with the library staff 
and with the university counsel before lowering 
oneself too precipitously down the mine.  
endnotes on page 55
55Against the Grain / February 2014 <http://www.against-the-grain.com>   
Endnotes  — Legally Speaking
1.  Mr. Hannay is a partner in the Chicago-based law firm, Schiff Hardin LLP, and a frequent speaker at The Charleston Conference.  He is an Adjunct 
Professor at IIT/Chicago-Kent College of Law and the author or editor of numerous books and articles on the law.  His most recent book is Corporate 
Counsel’s Guide to Unfair Competition, 2013-2014 ed.  (Thomson Reuters).
2.  By false hit, I mean one in which the words “data” and “mining” happen to be next to each other but are not actually associated.  For example, I had a 
false hit in a 1962 case that contained the phrase “insurance program data, mining plans, coal reserve data.” (Emphasis added)
3.  There are two main kinds of models in data mining.  One is a predictive model, which uses data with known results to develop a model that can be used 
to explicitly predict values.  Another is a descriptive model, which discovers patterns in existing data.
4.  Amazingly, just the other day, my wife and I were travelling in Europe and received a long distance call from our credit card company that someone was 
trying to make a large purchase at a store near our home in Illinois with our card number.  The company’s fraud system had identified this as an anomaly 
because we had been using our card for the prior week in Europe.
5.  See In re JetBlue Airways Corp. Privacy Litig., 379 F. Supp. 2d 299 (E.D.N.Y. 2005).
6.  See “U.S., British intelligence mining data from nine U.S. Internet companies in broad secret program,” Washington Post, June 6, 2013.
7.  See, e.g., Fourth Amendment Restoration Act of 2013 (S. 1121), introduced by Sen. Rand Paul (R-Ky.).  An earlier NSA program was unsuccessfully 
challenged by the ACLU in ACLU v. N.S.A., 493 F.3d 644 (6th Cir. 2007).
8.  21 U.S.C. §§301-97.  See United States v. Caronia, 576 F.Supp. 2d 385 (E.D.N.Y. 2008) (upholding FDA ban on off-label promotions).
9.  Several shareholder derivative actions were later commenced, mostly by institutional investors, seeking recovery on behalf of Pfizer from various 
senior executives and present and former board members who were alleged responsible for permitting the misconduct.  See In re Pfizer Inc. Shareholder 
Derivative Litigation, 722 F. Supp. 2d 453 (S.D.N.Y. 2010).
10.  722 F. Supp. 2d at 456.
11.  See, e.g., London v. New Albertson’s, Inc., 2008 U.S. Dist. LEXIS 76246 (S.D. Cal. 2008).
12.  564 U.S. ___, 131 S. Ct. 2653, 180 L. Ed. 2d 544 (2011).  The Court affirmed the Second Circuit decision (which had reversed the trial court) but was 
in conflict with two prior decisions of the First Circuit upholding similar statutes enacted by Maine and New Hampshire.  See IMS Health Inc. v. Mills, 616 
F.3d 7 (1st Cir. 2010);  IMS Health Inc. v. Ayotte, 550 F.3d 42 (1st Cir. 2008).
13.  180 L. Ed. 2d at 557.  The Court did not address the legality of “data mining” as such, but did seem to treat it as a common and commercially beneficial 
practice in the pharmaceutical industry.  Id. at 553.
14.  See, e.g., Facebook, Inc. v. Power Ventures, Inc., 2009 U.S. Dist. LEXIS 42367 (N.D. Cal. 2009) (motion to dismiss denied inter alia because the 
contractual Terms of Use bar users from using automated programs to access the Facebook Website).
15.  See Neal Ungerleider, “The Data-Mining’s The Thing: Shakespeare Takes Center Stage In The Digital Age,” available at http://www.fastcompany.
com/1800987/data-minings-thing-shakespeare-takes-center-stage-digital-age.
16.  Humor writer Bill Bryson says that Shakespeare’s works total about 900,000 words.  B. Bryson, Shakespeare: The World as Stage (2007) at 19.
17.  Cf. Feist Publications, Inc., v. Rural Telephone Service Co., 499 U.S. 340 (1991), where the U.S. Supreme Court held that a mere compilation of 
information without a minimum of original creativity cannot be protected by copyright. 
18.  Shortly after the Charleston Conference ended, Judge Chin finally put the Google Books case to rest after eight long years of litigation.  Authors 
Guild, Inc. v. Google Inc., 2013 U.S. Dist. LEXIS 162198, 2013 WL 6017130 (S.D.N.Y. 2013).  He adopted the logic of Judge Baer’s opinion in Ha-
thiTrust, holding that Google’s copying of the books was “transformative” and therefore “fair use.”  See my article on the Google Books case in ATG’s 
Dec-Jan issue (v.25#6).
19.  Authors Guild, Inc. v. HathiTrust, 902 F. Supp. 2d 445 (S.D.N.Y. 2012).
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30.  421 F.3d at 1318.
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librarians in light of all that is happening in our 
industry.  I was especially struck by the truth of 
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the “big data” takeaway — “Big data skills will 
become more important in the years to come. 
Because of the skill gap, professionals are not 
investing limited resources in content they do 
not understand.”  (See this issue, p.18.)  And 
we libraries have lots of big data — so much 
in fact that Dennis Brunning says that “we 
are headed toward data obesity.”  (See p.8, 10.)
Speaking of which, the how-wonderful-
that-he-is-talking-to-us Jim O’Donnell will 
be directing a panel in Charleston this year
