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Abstract 
Ethics and privacy are integral to life although limited research has been conducted 
relative to global codes of ethics and privacy policies of corporations. This piqued the interest 
on this research where the first contribution examines codes of ethics worldwide. It compares 
codes of different societies to IEEE and proposes changes which address issues of diversity, 
culture, and sociopolitical differences. Four countries have adopted the IEEE codes of ethics, 
while 28 countries have some variations. A global code of ethics would be useful in a world 
without borders. The second contribution introduces new guidelines for Canadian 
corporations regarding privacy policies. It examines the compatibility and compliance of 
corporate privacy policies with PIPEDA. An examination of the corporations revealed only 
1,017 have public-facing privacy policies on their websites and some do not seem to satisfy 
all PIPEDA principles. New guidelines will help to ensure a better compliance with PIPEDA 
by corporations.   
 
Keywords — Ethics, Professional Codes, Code of Ethics, Global Code of Ethics, Corporate 
Privacy Policies, Toronto Stock Exchange (TSX), Data Privacy, Privacy Breach, Information 
Security, PIPEDA. 
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1.0 CHAPTER ONE 
TOWARDS A GLOBAL CODE OF ETHICS FOR ELECTRICAL ENGINEERS 
1.1 Introduction 
Ethics are moral rules, principles, or broad guidelines developed for a specific group 
of people to assist in their day to day interaction with each other [1]. Ethics is also considered 
a branch of moral philosophy concerning and specializing in the impact of human 
relationships [2]. Codes of ethics are rules adopted by professional societies to guide 
professionals in their practice and to assist professionals in upholding the highest levels of 
ethical conduct [1].  
A code of ethics provides a backdrop against which professionals are able to maintain 
high standards of practice and integrity pertaining to their professional duties. These duties 
might include protecting the public’s interest, demonstrating professional competence, 
preserving confidentiality, addressing conflicts of interest and assisting professional members 
in engaging in social activities [1]. Codes of ethics are developed to guide the behavior of 
members in their respective societies and/or professional associations. They are rules for how 
to behave and provide a framework for decision making that a professional can call upon 
when making judgement calls [5].  
Engineering and computer science societies around the world recognize the 
importance of having a code of ethics. This is supported by the presence of codes of ethics 
which are publicly available for many electrical engineering and computer science societies. 
In some cases, codes of ethics are not publicly available and may be private, only available to 
the internal employees and/or members.  
The growth and changes in modern technology have been accompanied by changes in 
the way people engage at all levels: social, gender, cultural, political, religious and racial 
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norms. What has been considered ethical by different cultures has always been influenced by 
the development of technology. In the past decades, the increasing rate of development and 
changes in technology has been accelerated by the changes in cultural and social beliefs of 
different people and cultures. The growth and changes in modern technology has forced 
people into different perspectives and to confront entirely new and different channels of 
judgement on what they consider ethical or unethical.  
Platforms for ethical judgements still keep on changing with time and what was 
considered unethical decades ago may now be considered ethical due to industrialization and 
technological growth. Different communities and/or societies all over the world have 
different perspectives on what they consider ethical or unethical based on factors as culture, 
nationalism and/or race. This has made ethics and what is considered ethical a dynamic 
process albeit one which changes fairly slowly.  
Engineering is an all encompassing term for many disciplines and each country 
handles their engineers in their own way. As such, within the sub-disciplines of electrical 
engineering and computer science, there are many different societies worldwide and each has 
a different code of ethics due to sociopolitical, historical, and/or cultural reasons. Engineering 
societies all have different teachings on how to apply right and wrong in the decision making 
processes with the help of their societal code of ethics.  
Currently, at an international level, it would appear the professional societies from 
around the world have not attempted to unify their codes of ethics to a single global code of 
ethics for electrical engineers and computer scientists. Different societies in different 
countries generally hold their own societal codes of ethics with higher regards than the codes 
of ethics of Institute of Electrical and Electronics Engineering (IEEE), despite having 
chapters of IEEE within their countries. If the various societies adhere to come to a single 
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global code of ethics then such global code of ethics could identify the professionals’ 
commitments to public safety, health, and welfare among other clauses.  
1.2 The history of IEEE and the development of its code of ethics 
The Institute of Electrical and Electronics Engineers (IEEE) is an international 
technical institution for electrical engineers and computer scientists. The IEEE is an 
overarching organization which includes other technical societies such as the Institute of 
Electrical and Electronics Engineers Computer Society (IEEE-CS) and the Association for 
Computing Machinery (ACM) among many others. Collectively, these societies must follow 
and adhere to the IEEE code of ethics and professional practice but other societies in 
different countries (ie Canada) also use the IEEE code of ethics. Computer science 
professionals are guided by the IEEE code of ethics in addition to the ACM code of ethics.  
The IEEE institute itself emerged from an amalgamation of the American Institute of 
Electrical Engineers (AIEE) and the Institute of Radio Engineers (IRE). The American 
Institute of Electrical Engineers (AIEE) was formed in 1884 with the objective of supporting 
professionals in their field and to aid them in their efforts to apply innovation for the 
betterment of humanity [7]. In October 1884, the first AIEE meeting was held in 
Philadelphia, PA, USA and saw the participation of industry leaders, such as Norvin Green, 
Thomas Edison, and Alexander Graham Bell [7].  
AIEE led the growth of the electrical engineering profession which resulted in 
benefits to other engineering institutions. Over the two-year period from 1895-1896, wireless 
telegraphy or radio was developed by Guglielmo Marconi and with this developing new 
technology came a new society in 1912 [7]. This was the Institute of Radio Engineers (IRE) 
which was modeled on AIEE but it focused more on radio electronics.  
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The present IEEE code of ethics was originally created in 1906 by the American 
Institute of Electrical Engineers (AIEE). Its origins are in a speech by Schuyler S. Wheeler, 
president of the American Institute of Electrical Engineers (AIEE) and it was adopted for use 
in 1912 [6]. Through innovation and industrialization, electricity became more important in 
lighting, heating, cooking and later in television, radar, transistors, and eventually in 
computers. Over time, the interests of the AIEE and the IRE overlapped as the membership 
of the two societies grew [7]. In 1940s, AIEE membership grew faster than IRE making it the 
larger group of the two societies by 1957.  
The first code of ethics by Schuyler S. Wheeler was utilized by the AIEE until 
January 1963, when AIEE and IRE merged forming the IEEE. This required the formulation 
of a new code of ethics built on the original [6].  IEEE initially had 150,000 members with 
140,000 of them residing in the USA. Over many years, the activities I which the IEEE was 
involved in expanded and a number of related societies joined the IEEE [7]. According to 
IEEE, the society is currently a global institution comprised of over 420,000 members in over 
160 countries and is the largest association of technical professionals [8]. IEEE now serves 
members and their interests in 39 Societies with 130 journals, transactions and magazines 
and more than 300 conferences annually along with 900 active standards [7]. 
The fields of interest of IEEE’s have expanded beyond electrical and electronics 
engineering and computing into other areas of interest such as micro- and nano-technologies, 
ultrasonic, bioengineering, robotics, and electronic materials among many others [7]. 
Electronics is now slowly being integrated into every aspect in life. The technologies and 
industries which developed and enabled the modern electronics and the industries which now 
produce them have increasingly transcended national boundaries. These developments have 
forced the IEEE to keep pace with the changes. The IEEE is now a global institution which 
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makes use of its practitioners’ innovations such as high speed internet and digital imaging, to 
enhance its excellence [7]. As a consequence, its code of ethics has undergone revisions in: 
1979, 1987, 1990 and 2006 respectively [6].  
While the code is important and is useful for engineering and computer science 
professions, it has not been revised and updated since 2006 making it a 10-year-old code of 
ethics. The changes in computing technology over the last 64 years have strongly shown the 
need for revisions and updates to the IEEE code of ethics. Many electrical engineering and 
computer science societies around the world have developed their own codes of ethics in 
their respective languages, each of which respects the local context in which these societies 
operate. In analyzing codes of ethics articles from the various societies, some articles exhibit 
similarities to the articles of the IEEE code of ethics. This is not the case for some societies 
which lack articles similar to the code of ethics of IEEE, even though the missing articles are 
important and common to the majority of the societies.  
From an objective perspective, there should be a common or global code of ethics. 
This would suggest that the IEEE code of ethics could be updated to include some of the 
articles from other societies around the world. Unfortunately, many international electrical 
engineering societies do not have websites or do not post their code of ethics on their website 
if they have them. However, a review of all publicly available code of ethics for electrical 
engineers and computer scientists, has been undertaken. Table 1 lists the countries for which 
a code of ethics could be obtained.  
Table 1: Countries with publicly available code of ethics from different continents 
Africa Asia Oceania North America South 
America 
Europe 
Ghana Bahrain Australia Canada Chile Turkey 
Kenya Bangladesh New Zealand USA  Ireland 
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Mauritius Bhutan    Finland 
Namibia Cyprus    France 
Nigeria India    United 
Kingdom 
South Africa Malaysia    Norway 
Tanzania Nepal     
Uganda Pakistan     
Zambia Philippines     
Zimbabwe Sri Lanka     
 Japan     
 Hong Kong     
Countries have been organized according to their continents 
1.3 Literature Survey 
Generally speaking, engineering and computer science professions are globally well-
respected. Despite the respect, these professions do not have a global professional society 
with global code of ethics to guide the professionals to this date. Societies in different 
countries have their own professional codes of ethics whose designs were dictated and 
influenced by their own professional and cultural practices. On the other hand, over past 
decade prevalence of corporate codes of ethics has been increasing especially after the major 
business scandals that shocked the financial markets in the last ten years.  
In engineering and computer science most professionals are faced with difficult 
decisions which include some ethical dimensions. The codes of ethics for professional 
associations have been designed to enhance the professionalism of the individual members 
by indicating those behaviors which are prohibited as well as those which are expected of 
them. Codes of ethics should be relevant to the professions which they are created for, 
despite changes in culture or politics, but this has not been the case with most of the 
professional codes of ethics.  It is now obvious that many codes of ethics are influenced by 
society and culture [9].  
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Engineers and computer scientists make enormous contributions to promote the 
wellbeing of individuals and the communities in which they live in, but their work and 
actions can give rise to adverse consequences [10]. The intent of the various codes of ethics 
is generally to mitigate these consequences. This does not only apply to the engineering and 
computer science professions but to other professions as well. The dangers which the actions 
of professionals may bring are therefore contained and controlled with the help of existence 
of codes of ethics.   
Michelfelder and Jones have engaged in an extensive analysis of American 
engineering professional codes of practice, including the IEEE, American Society of Civil 
Engineers (ASCE), American Institute of Chemical Engineers (AIChE), American Society of 
Mechanical Engineers (ASME). In analyzing the codes of ethics for the AIChE, ASME and 
IEEE, Michelfelder and Jones noted that each failed to make reference to sustainability [11]. 
These organizations did reference the environment in their codes but not from the perspective 
of ensuring a sustainable environment.   
Michelfelder and Jones further indicate the AIChE’s and the IEEE codes are 
relatively short while the ASME Code is among the longest of the professional Codes of 
ethics creating an inherent discrepancy between the organizations [11]. They give insight as 
to how different societies focus on the same ethical questions but in different ways and 
manner [11]. They conclude by saying the American Society of Civil Engineers’ (ASCE) 
codes of ethics focuses more on the ‘‘doing’’ of engineering where the ASCE codes of ethics 
focus more on the work of the civil engineers and their contribution to the society in terms of 
the work they do, such as building bridges, construction of roads among others.  
On the other hand, Michelfelder and Jones say the IEEE’s focuses more on the 
‘‘being’’ where the IEEE codes of ethics focus more on how the electrical engineers should 
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behave with each other in the society and with the public [11]. A code of ethics would be 
more detailed if it included both the “doing” and “being” so that it addresses the works of the 
engineers and the relationship of the engineers to each other and to the public. This enables 
the practice of engineering and although ASCE and IEEE codes of ethics include both 
aspects, each focuses more on “doing” and “being” respectively [11]. 
 Oz has reviewed four codes of ethics of US computing professional organizations. 
The analysis of his work is done alongside the obligations to the society, to the employer, to 
the clients, to the colleagues, to the professional organization itself and to the profession [12]. 
In analyzing his research on this, he discusses the flaws of the four codes and differences 
among them and finds the moral dilemmas where there is no single, agreed upon code of 
conduct [12].  
 Oz continues to says that in the US alone, there exist four major organizations which 
promote four different codes of ethics for computer professionals. His research shows that 
those people who are members of more than one of the four organizations wonder how they 
should act in certain circumstances. This is due to the fact that computer professionals do not 
have guidance for cases of ethical conflicts. Oz suggests points for improvement in the field 
of information technology by enabling professionals to use only one global code of ethics 
[12, 13]. 
 In another study on codes of conduct for computing professionals, Joyce et al. 
compared twenty-seven international code of ethics and found that only eight articles were 
common to more than 50% of these codes [15]. Joyce et al. went on to say the creation of 
global codes of ethics are determined by very many different factors that may not be visible 
and obvious to all, such as religion and culture due to the differences between nations [14, 
15]. Despite this both Brey and Wong acknowledge that a universal code of ethics would be 
9 
 
ideal [17, 18]. However, a global code can only be implemented as an extension of the local 
moral systems and it is important to avoid ethical imperialism [18].  
 Despite considerable efforts made by professionals to develop codes of ethics which 
are acceptable to the public and to the professionals themselves, there is usually general 
dissatisfaction with any code. Indeed, almost all authors discussing the codes of ethics 
utilized by engineers and other professionals argue there is a need for modification of these 
codes. This is due to the increasing levels of cynicism about the effectiveness and 
applicability of the present codes of ethics from all over the world. 
Robin Alexander-Smith and John Kultgen argue codes of ethics are mere window 
dressings designed more for public relation than for actually altering the conduct of the 
members of any given professional society [19]. Despite this perception, many other authors 
oppose this thought and think differently than Alexander-Smith and Kultgen such as Oz, 
Joyce et al among others. From their perspective Alexander-Smith and Kultgen believe codes 
do not really benefit the professionals themselves but are designed to create a good image of 
the profession or organization [19]. Alexander-Smith and Kultgen further argue the codes are 
self-serving and are designed to rather protect the economic interests of the professions than 
to protect the public from unethical conduct.  
 It has been widely acceptable that corporate codes of conduct have been used as ways 
to influence ethical behaviors in organizations [20]. The codes of ethics have been adopted in 
organizations worldwide at an increasing rate although their effects on the perception of 
employees and behaviors have not been well addressed [20]. Such behaviors have been 
affected by codes of ethics of other groups of professions relevant to a specific work place. 
This may be true as there are so many other ways and means of influencing the ethical 
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behaviors in organizations and professions other than using codes of ethics such as 
disciplinary actions from management.  
 John Somers in his research continues to say that presence of corporate codes of 
ethics has been associated with less perceived wrong doings in organizations although with 
an increased propensity to report observed unethical behaviour [20]. He continues to say that 
the organizations which adopt formal codes of ethics exhibited value orientations which went 
beyond financial performance to include responsibility to the commonweal. Unlike the 
corporate codes of ethics, Somers says that professional codes do not exhibit any influence 
on perceived wrongdoings in organizations and neither do they affect the need to report 
observed unethical activities [20]. 
In their research work, Donker, Poff and Zahir introduced a code of ethics index for 
Canadian corporation in 2008 [21]. They have tested the performance of a number of 
Canadian corporations against the code of ethics index. From their research results, they 
found that companies with higher ethical index scores have performed much better than those 
companies with lower ethical index scores [21].   
In their study, two new models which are corporate ethics based were applied to 
Canadian companies listed on the Toronto Stock Exchange (TSX). The first model 
numerically quantifies the corporate value index (CV-Index) based on a set of predefined 
parameters and the second model estimates the market-to-book values of equity in relation to 
the CV-Index as well as other parameters. Through their analysis, they found statistically 
significant evidence that corporate values (CV-Index) positively correlated with firm 
performance. The results were more significant for firms with low market-to-book values. 
The findings suggested that corporate ethics is vital for management, employees, 
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shareholders, stakeholders, and the community at large. They tested and confirmed five 
hypotheses that are used to illustrate corporate ethics behavior and performance [21]. 
There is an increasing interest in the effectiveness of codes of ethics in guiding an 
individual’s behavior in the work place [22]. At the same time there has been considerable 
attention focused on improving the codes of ethics of individual corporations [22]. In 
addition to electrical engineering and computer science ethics researchers, business ethics 
researchers have shown increased interest in the effectiveness of codes of ethics. These codes 
of ethics are mirroring a shift among corporate managers towards additional ethics training 
for employees [23]. 
Number of studies have been published focusing on corporate codes of ethics and 
more studies have taken place on codes of ethics of different professions [23, 24]. This 
increases the awareness of codes of ethics of different professions. Individuals are able to 
know through the codes of ethics what is expected of different professionals and professions. 
This can enable the public to have a better capacity to hold professionals accountable so they 
can be held accountable for their actions.  
Charles E. Harris explains how virtue ethics is a more appropriate vehicle for 
analyzing the electrical engineering and computer science professionalism [26]. He says that 
four of the many professional virtues which are important for electrical engineers, correspond 
to the four aspects of electrical engineering professionalism. He discusses the importance of 
the humanities and social sciences in promoting these virtues and suggests that these 
disciplines are crucial in the professional education of engineers [26]. There are many 
processes which could be used to improve the ethical behavior of employees in electrical 
engineering and computer science industry and profession.  
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Some of the alternatives used in the business profession which may also be used in 
the electrical engineering and computer science professions are ethics training, ethics 
auditing and ethics hotlines. While recognizing the values in each of these approaches, the 
focus of the present analysis comes from the previous findings on the likelihood of the 
associations’ members to adhere to the ethical codes [5, 26].  
A recent survey on 32 professional associations across several industries found that 
88% of the respondents agreed most association members adhere to the association’s ethical 
codes [5]. Another 54% of the respondents felt that their association’s ethical codes needed to 
be revised [5]. Future research therefore should be aimed at focusing on clarifying the 
dimensions of the context in which ethical codes operate [5]. It could also be argued that 
future research should aim at understanding the content in which ethical codes are embedded. 
The literature shows that there has been considerable analysis carried out on the 
ethical behavior of professions and professionals. This has included asking questions about 
self perception of ethics. However, the existing data does not completely cover all aspects of 
ethics within the engineering and computing professions. In particular, the completeness of 
the IEEE codes of ethics appears to have not been considered. This study identifies specific 
clauses within the codes of ethics of professional societies around the world that might be 
included to expand the IEEE to become more globally acceptable and could potentially lead 
to a global code of ethics.  
1.4 Problem Statement and Research Objective 
In analyzing the literature there is no evidence to suggest that electrical engineering 
and computer science professional societies around the world have attempted to unify their 
codes of ethics [5]. However, the increasing globalization of industries, particularly the 
digital industry and the work both electrical engineers and computer scientists do lead to the 
13 
 
need for a global code of ethics that could be adopted and used internationally. The present 
IEEE codes of ethics have non-standardized measures for the operation of the work and 
ethics of electrical engineers and computer scientists all over the world. 
This thesis is a first attempt to develop a global code of ethics for electrical engineers 
and computer scientists which may be adopted and used internationally. The development 
and implementation of a global code of ethics for electrical engineers and computer scientists 
will standardize operations and works of professionals internationally. It will also provide an 
overall guideline especially with the growth of the borderless world and internationalism of 
electrical engineering and computer science projects.  
1.5 Research Methodology  
This thesis examined the level of compliance and compatibility of the IEEE code of 
ethics (see Fig 1) with all publicly available codes of ethics from the websites of the societies 
for electrical engineers and computer scientists. The thesis focuses on the international 
electrical engineering and computer science societies and their codes of ethics. The research 
included the collection of the different codes of ethics used by different electrical engineering 
and computer science societies from the websites of those societies in their respective 
countries.  
This research examined the agreement between the international electrical 
engineering and computer science societies’ codes of ethics and those of the IEEE (see Fig 
1). It compared the international articles to those of IEEE codes of ethics to identify which 
articles are similar and which ones are not. For the articles concerning electrical engineers 
and computer scientists which do not resemble those of IEEE (see Fig 1) codes of ethics, this 
research identified which articles are similar to the publicly available codes of ethics of other 
societies in the electrical engineering and computer science professions.  
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This thesis identified those articles which are common to more than four professional 
societies of electrical engineers and computer scientists in the sample of international codes 
of ethics and compared them to the IEEE codes of ethics to identify any similarities or 
differences. The thesis examined the IEEE (see Fig 1) codes of ethics articles to identify 
those articles which have been embraced by majority of the international electrical 
engineering and computer science societies’ codes of ethics [28].  
This thesis also identified those articles which different international societies have, 
but have not been embraced by the IEEE code of ethics. This can be made possible by adding 
the codes of ethics articles from the different international societies with no similarities to 
IEEE and also those which seem important and which are available on the study sample, to 
the IEEE codes of ethics articles to contribute to the development of the global code of 
ethics.  
This will identify common grounds for the codes that can be appended to the IEEE 
code of ethics to make them globally acceptable, contributing to a global code of ethics for 
electrical engineers and computer scientists which can be universally accepted. The proposed 
global code of ethics for electrical engineers and computer scientists differ from other codes 
of ethics in that it is not limited to specific codes in specific countries [11, 27]. Below are the 
present ten IEEE codes of ethics for electrical engineers and computer scientists which have 
been used as reference in the research (see Fig 1 below) [28]. 
IEEE code of ethics articles 
 1) to accept responsibility in making decisions consistent with the safety, health and 
welfare of the public, and to disclose promptly factors that might endanger the public 
or the environment;  
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 2) to avoid real or perceived conflicts of interest whenever possible, and to disclose 
them to affected parties when they do exist;  
 3) to be honest and realistic in stating claims or estimates based on available data;  
 4) to reject bribery in all its forms;  
 5) to improve the understanding of technology, its appropriate application, and potential 
consequences;  
 6) to maintain and improve our technical competence and to undertake technological 
tasks for others only if qualified by training or experience, or after full disclosure of 
pertinent limitations;  
 7) to seek, accept, and offer honest criticism of technical work, to acknowledge and 
correct errors, and to credit properly the contributions of others;  
 8) to treat fairly all persons regardless of such factors as race, religion, gender, 
disability, age, or national origin;  
 9) to avoid injuring others, their property, reputation, or employment by false or 
malicious action;  
 10) to assist colleagues and co-workers in their professional development and to 
support  
 them in following this code of ethics.
Fig 1: IEEE code of ethics articles 
1.6 Data Analysis 
Table 2 below shows the IEEE code of ethics articles embraced by electrical 
engineering and computer science societies in various countries. ‘”X” indicates similarities in 
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the respective IEEE article to the international code of ethic article from different societies 
globally. 
Table 2: IEEE code of ethics in compliance with international code of ethics 
Countries IEEE code of ethics Articles 
 1 2 3 4 5 6 7 8 9 10 
Ghana x  x x  x x x x x 
Kenya x  x x  x   x x 
Mauritius    x     x x 
Namibia x x  x  x  x x x 
Nigeria x x  x  x   x x 
South Africa x x x x x x   x x 
Tanzania x x x x x x x  x x 
Uganda  x  x  x   x  
Zambia x x x x  x x x x  
Zimbabwe x     x   x x 
Bahrain x x x   x   x x 
Bangladesh x x  x      x 
Bhutan x     x x  x  
Cyprus  x  x       
India x   x  x   x  
Malaysia   x x x x   x  
Nepal   x x  x  x   
Pakistan x  x x x x x x x x 
Philippines x x x x x x x x x x 
Sri-Lanka x x x x  x x   x 
Japan x  x   x x x x x 
Hong Kong x x x x x x x x x x 
Turkey     x  x   x 
Ireland x x   x x x  x x 
Finland x x x x  x   x  
France x    x  x x  x 
Norway  x  x  x   x x 
UK x x x x x x x  x x 
New Zealand x x x x x x  x x x 
Australia x x x x x x  x   
Canada x x x x x x x x x x 
Chile   x x x x     
TOTAL 24 19 19 25 14 27 14 12 23 22 
 
Numbers 1-10 represent the ten articles of IEEE as shown in Fig 1 
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It can be seen from table 2, Article 1 of the IEEE code of ethics is almost universally 
adopted with 24 of the 32 societies either using the IEEE language “to accept responsibility 
in making decisions consistent with the safety, health and welfare of the public, and to 
” or languages disclose promptly factors that might endanger the public or the environment
very similar to that of IEEE code of ethics. For example, the corresponding article from 
Ghana states “Have due regard for the environment, the safety of life and property, health 
and welfare of the public and employees who may be affected by the work for which they are 
responsible, and in this regard he shall not undertake responsible engineering work for which 
they are not competent and qualified.” From Bahrain, their code of ethics states, “Engineers 
shall hold paramount the safety, health and welfare of the public in the performance of their 
professional duties.” 
In essence, it is recognized by each of these 24 societies that engineers should accept 
responsibility for their actions, especially when it involves safety, health and welfare of the 
public. It is also critical that engineers should disclose promptly to their knowledge of any 
factors that might endanger the public or the environment. Engineers often engage in 
activities which could potentially put peoples lives at risk or lead to significant corporate 
losses. It is imperative an engineer should accept and take responsibility of his/her 
professional judgement and actions. It is unfortunate that 8 of the societies do not have a 
corresponding article. This could leave engineers open to lawsuit or civil action.   
In Table 2, Article 2 of the IEEE code of ethics has been adopted by 19 of the 32 
societies either using the IEEE language “to avoid real or perceived conflicts of interest 
” or language whenever possible, and to disclose them to affected parties when they do exist;
very similar to that of IEEE. For example, the code of ethics article from Zambia states, 
“Avoid all known conflicts of interest with his/her employers or clients and shall promptly 
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inform her/his employers or clients of any business association or interest.”  Whereas the 
South African code of ethics states, “Must avoid situations that give rise to a conflict of 
interest or the potential for such conflict of interests.” 
It is recognized by each of the 19 societies that engineers should avoid any instances 
which may cause conflicts of interests or apparent conflict of interest and they should also 
ensure they disclose any conflicts which may affect or involve the two parties. This is critical 
because engineers often engage in activities which may cause conflicts between their 
interests and the interests of their employers or of the engineering society which could 
potentially lead to litigation. Of all the societies surveyed, 13 of them do not have code of 
ethics article dealing with conflict of interest.  This leads to questions as to whether these 
societies tolerate conflicts of interest or are oblivious to the need for such an article. (It is also 
possible that conflict of interest is addressed through legislation superseding the professional 
society code of ethics).  
Article 3 of the IEEE code of ethics has also been adopted by 19 societies either using 
the IEEE language “to be honest and realistic in stating claims or estimates based on 
” or other languages similar to that of IEEE. The electrical and electronics available data;
association of Malaysia for example states succinctly that, “Being honest in our business 
transactions.” Again the code of ethics of South Africa states something similar to that of 
IEEE; “Must give engineering decisions, recommendations or opinions that are honest, 
objective and based on facts.” 
In each of these 19 societies engineers understand that they should be honest and 
realistic in what they do or say. The engineers should not lie about the results or estimates of 
their work particularly to their clients or to each other. This is important because their 
honesty is critical as it may be used to give better results. This is necessary because their 
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honesty may help in safety, health or welfare of the public. When claims are not stated 
honestly and realistically as they should, it could lead to activities which could potentially put 
peoples lives at risk. It is imperative that an engineer should be honest and realistic of his/her 
actions. Of the surveyed societies, 13 of them surprisingly do not have a code similar to these 
contents of honesty and realistic claims which may lead to questions on the commitment of 
such societies to honesty. 
The 4th article of the IEEE code of ethics is almost universally adopted by 25 of the 
32 societies either using the IEEE language “ ” or similar to reject bribery in all its forms
languages to that of IEEE. An article from the Institution of Engineers in Mauritius states 
“We shall not derive personal advantage or gain through an abuse of authority, office or 
position;” while in the code of ethics from Namibia, there is an article which states “Be 
impartial in the provision of advice, judgement and decision, and inform the client of any 
potential conflict of interest that might arise in the rendering of services to the client” 
In essence, it is recognized by each of these 25 societies that bribery is not a “good” 
and that engineers should not under any circumstances give or take a bribe in exchange for 
business gain. Inherently, bribery often lead to dangers and in the case of computers, coding 
may often have bugs or glitches which may lead to destruction of data when executed or to 
criminal activities. In the case of electrical engineers, they build power plants which require 
authentic certifications. Bribery could lead to false certification of unqualified personnel to 
carry out a high risk jobs which may put lives in danger  
It is imperative that an engineer’s professional judgement should be fair and impartial. 
It should not be impended or distorted by receiving illicit funds but instead, should be based 
on their work and what they certify. It is surprising that 7 of the societies do not have an 
article similar to these contents especially in a world where bribery is becoming more 
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common and may have consequences which may cost human life or significant losses in 
situations where a non-compliant operation is certified by an engineer. 
Article 5 of the IEEE code of ethics has been adopted by 14 of the 32 societies either 
using the IEEE language “to improve the understanding of technology, its appropriate 
” or languages very similar to that of IEEE. From the application, and potential consequences;
code of ethics of Malaysia, it states that, “Being active in advancing the technology, skills, 
facilities, capability and capacity of our deliverables.” From Ireland, their article similarly 
states “Members shall maintain and strive to develop their professional knowledge, skill and 
expertise throughout their careers, and shall take advantage of interaction with their 
colleagues to broaden their experience.” 
It is recognized by each of the 14 societies that engineers should help to improve the 
understanding of the technology which they use, how it is used or should be used, and how it 
may be dangerous to them and/or affect their work. This is not restricted to computer 
technology only but to any other type of technology which engineers may be involved with in 
their day to day use such as electrical circuitry, generators, power plants and other operations.  
The article 5 of IEEE or its equivalent is critically important because engineers often 
engage in activities which may cause danger, harm or death to individuals or the environment 
if precaution is not taken which as a result could potentially lead to significant losses and 
destructions. 18 of the societies do not have code of ethics articles similar to these contents 
which is surprising especially with the development and the growth in technology use. It is 
surprising to know that development in technology still does not have effects on some 
countries to the effect that their societies address the impact and the growth of technology in 
their codes of ethics.  
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Article 6 of the IEEE code of ethics has been adopted by 27 societies which is the 
highest number compared to other articles. These societies used the IEEE language “to 
maintain and improve our technical competence and to undertake technological tasks for 
others only if qualified by training or experience, or after full disclosure of pertinent 
” or other languages which are similar to that of IEEE; for example, an article limitations;
from Namibia, “Maintain their knowledge  and skills at levels consistent with development in 
technology, legislation and management, apply due skill, care and diligence on rendering 
services to a client  and only accept or undertake works for which they possess, or can 
acquire and manage with responsibility, the necessary professional competence and 
organization.” On the other hand, from Ghana a similar article states, “Not undertake 
responsible engineering work for which they are not competent and qualified.” 
In each of these 27 societies engineers understand that they should maintain and 
improve their knowledge and competence in the technology which they use. The engineers 
should also only undertake those tasks involving technology which they are qualified to do 
either by training or experience or only after they have disclosed what they can do and what 
they cannot. This means they should not lie about their ability or capability to do such jobs 
and should always disclose the level of their ability to their clients before they embark on any 
kind of job on their behalf. 
 This is important because the honesty of the engineers about the level of their ability 
may help to sustain safety, health or welfare of the public. Articles with similar meaning are 
reasonable because engineers often engage in activities which could potentially put peoples 
lives at risk or may cause destruction of property and major financial losses. Only 5 of the 
societies do not have a code similar to these contents and lack of such an article in a code of 
ethics raises questions on commitment to improving the technical competence. 
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Article 7 of the IEEE code of ethics has also been adopted by 14 societies which 
either use the IEEE language “to seek, accept, and offer honest criticism of technical work, to 
” or other acknowledge and correct errors, and to credit properly the contributions of others;
languages with similarity to IEEE such as an article from the Irish code of ethics which 
states, “Members shall ensure, so far as they are able, that other engineers receive credit for 
their professional achievements and receive whatever rewards to which they are entitled.” 
Another article is from the institute of electrical engineers of Japan which states, “to seek 
opinions and criticism from the others in a straightforward manner in technical debate, and 
respond to them with sincerity.” 
In each of these 14 societies engineers understand that they should be honest in 
seeking, accepting and giving honest opinions to others in their technical work. This is aimed 
at correcting any errors in their work or the works of their colleagues as well as learning and 
benefiting from them. At the same time, this acknowledges and gives credit to the good work 
and contribution by other engineers. Engineers should not lie about their critics because their 
honesty may be used as an example to new professionals in their line of work, which may be 
used to improve and give better services in their work in future.  
Engineers should be open in accepting and acknowledging any errors that they may 
have made during the course of their work so as to learn from them for a better tomorrow. At 
the same time, they should be able to notice and acknowledge any contributions by others. 
Honesty by engineers in their work is imperative and may help promote safety and welfare of 
the public. Surprisingly, 18 of the societies do not have a code similar to these contents of 
 honesty and realistic claims. 
Article 8 of the IEEE code of ethics is the least adopted IEEE code of ethics articles, 
only by 12 of the 32 societies in the study. These societies either use the IEEE language “to 
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treat fairly all persons regardless of such factors as race, religion, gender, disability, age, or 
” or subsequently other languages with similarity to IEEE such as the national origin;
Japanese code of ethics article which states, “to treat fairly all individuals regardless of such 
factors as thought, religion, race, national origin, gender, age or disability;” Similarly, 
another article is from the code of ethics of Zambia which states, “Act with fairness and 
justice to all parties when administering a contraction or other contract.” The Institute of 
Engineering and Technology (IET) of the United Kingdom (UK) code of ethics contains all 
articles of the IEEE code of ethics except for this article.  
For each of the 12 societies, the engineers are required to and understand that they 
should treat every person fairly despite their difference in race, religion or beliefs, their 
gender, disability, age or national origin. Engineers always engage in work or activities 
which may cross borders to other countries or territories. The growth of the borderless world 
and the internationalism of engineers and computer scientists requires that engineers should 
be fair and should have this article in their codes of ethics.  
This 8th article gives all people a fair chance and opportunity in the work place as 
engineers or as clients of engineers. This article is important and critical because we live in a 
world which is not restricted by racial, national, gender, religious or any other kind of 
boundaries. Such an article is essential and boosts the universality of codes of ethics. 
Unfortunately, 20 of the societies do not have code of ethics articles similar to the contents of 
this article which is surprising especially with the development and the growth in technology 
use and the globalization of the world.  
 is alarming as this article deals with the public directly and Absence of this 8th article
needs to be attended to as soon as possible. It is surprising and unfortunate to notice that 
development in technology and globalization of the modern world has not been effectively 
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addressed by some societies. Some countries still do not have their societies address this 
issue in their codes of ethics by being open and giving different people the chance and the 
opportunity to be accepted fairly and equally.  
The 9th article of the IEEE code of ethics is universally adopted by 23 of the 32 
societies which are either using the IEEE language “to avoid injuring others, their property, 
” or other languages similar to that of reputation, or employment by false or malicious action;
IEEE for example, a Mauritius code of ethics article says, “We shall not injure or attempt to 
injure, maliciously or recklessly, directly or indirectly, the professional reputation, or 
business of others;” A similar article from Zimbabwe states that, “A Member of the 
Institution shall not falsely, maliciously or recklessly injure or attempt to injure whether 
directly or indirectly the professional reputation of another engineer or technician” 
It is recognized by each of these 23 societies that injury is not good and that engineers 
should not under any circumstances try to injure each other or their clients through words or 
false or malicious actions. This includes physical injury, injury of their property or injury to 
their reputation.  Engineers often engage in activities which could potentially put peoples 
lives at risk or may lead to significant corporate losses which may hurt people physically or 
financially.  
It is important that an engineer’s professional judgement is used to help them avoid 
injuring other people or their property through any means be it verbally or physically through 
false or malicious actions. Only 9 of the societies do not have a code of ethics article similar 
to these contents. This is unsatisfying especially when harmony is desired and is a core factor 
for the coexistence of people especially in a world where injuries and disagreements are 
common and could result in major losses or disruptions.  
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Article 10 of the IEEE code of ethics has been adopted by 22 of the 32 societies in the 
study sample. These societies have used the IEEE language “to assist colleagues and co-
workers in their professional development and to support them in following this code of 
” Other languages which are similar to that of IEEE are articles such as that from code ethics.
of ethics of Ireland which states that, “Members shall encourage engineering professionals 
for whom they have responsibility to develop their knowledge and expertise in an appropriate 
manner.  
The article from Ireland continues to say that the members shall encourage the 
engineers early in their careers, to pursue enrolment on the appropriate register of Engineers 
Ireland and other Institutions relevant to their work, as Members, Chartered Engineers, 
Associate Engineers or Engineering Technicians as part of their professional development.” 
Another article with similarities to this is from code of ethics of Bahrain stating that, 
“Engineers shall continue their professional development throughout their careers and shall 
provide opportunities for the professional and ethical development of those engineers under 
their supervision.” 
In each of these 22 societies engineers understand they should assist their fellow 
colleagues and co-workers in the development of their professions as well as support them in 
following their codes of ethics as it is required of them. This will assist new engineers as they 
join their new professions to gather experience and improve their work ethics. The growth 
and work ethics of the respective engineering and computer science professions will also 
benefit and improve from the codes of ethics. It is still unsatisfying although only 10 of the 
societies do not have a code of ethics article similar to these contents. Absence of such an 
article in codes of ethics rises questions on society’s competence in helping new and fellow 
engineers. 
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Table 2 also shows that only three countries, Canada, the Philippines, and Hong Kong 
have adopted all the IEEE code of ethics. Although Hong Kong has embraced all IEEE codes 
of ethics articles, it has added to it some articles of its own. The results show that seven of 
Asian societies’ codes of ethics differ with the IEEE codes of ethics in five or more articles. 
Six African societies’ codes of ethics also differ from IEEE codes of ethics in five or more 
articles.  
1.6.1 Codes of Ethics Not in IEEE  
Table 3 below shows that a considerable number of electrical engineers and computer 
science societies from foreign countries are putting more emphasis on specific international 
codes of ethics article. An example is article one which states that, “An Engineer who is 
engaged in engineering work in a country other than his will order his conduct according to 
the customs and rules of that country as far as they are applicable, adhering as closely as is 
practicable to the principals of this code.” Subsequently, article five states that, “Except as 
authorized or required by law a member shall not divulge any confidential information 
regarding the business affairs, technical processes or financial standing of their clients or 
employers without their consent. An engineer must respect the secrecy of all confidential 
information obtained in the practice of his profession.” 
Other articles which have been given more emphasis is article six, “No engineer shall 
compete unfairly with another engineer by attempting to obtain employment or professional 
engagements by taking advantage of a privileged position on the basis of professional 
charges, or by criticizing another engineer or by other improper or unfair means”, and article 
seven, “A Professional Engineer in private Practice shall not, directly or indirectly attempt to 
supplant another Professional Engineer in private practice nor shall he intervene or attempt to 
intervene in or in connection with engineering work of any kind which to his knowledge has 
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already been entrusted to another Professional Engineer in Private practice nor shall he 
review or take over the work of that other Engineer acting for the same employer, until he 
has either obtained the consent of that Engineer or has been formally notified by the 
employer that the engagement of that Engineer with work has been properly terminated.”  
Article eight has also significant emphasis, “If a member considers that an engineer is 
guilty of criminal, unethical, illegal, unfair practice, professional misconduct, or is declared 
insolvent he shall present the information to the Council and the proper authority for action”. 
It could therefore be of benefit if the code of ethics articles that have been adopted by four or 
more electrical engineering and computer science societies, and those which have no 
similarities to the existing IEEE codes of ethics are further examined to test their suitability 
and possible inclusion in a global code of ethics for the electrical engineers and computer 
science society. 
Table 3: International code of ethics not present in IEEE code of ethics 
Countries International code of ethics articles 
 1 2 3 4 5 6 7 8 9 10 
Ghana  x x     x   
Kenya x   x       
Mauritius x          
Namibia x       x   
Nigeria x x  x       
South Africa x x x  x   x   
Tanzania  x   x x x  x  
Uganda x   x x x x x  x 
Zambia          x 
Zimbabwe  x         
Bahrain           
Bangladesh x x   x      
Bhutan         x  
Cyprus           
India     x      
Malaysia    x x x x x   
Nepal           
Pakistan x     x x x  x 
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Philippines           
Sri-Lanka     x x x x   
Japan     x      
Hong Kong x x   x    x  
Turkey           
Ireland   x  x x x x   
Finland      x x    
France           
Norway      x x    
UK   x  x   x x  
New Zealand     x    x x 
Australia     x      
Canada           
Chile     x x x    
TOTAL 9 7 4 4 14 9 9 9 5 4 
 
Numbers 1-10 represent the ten articles of IEEE as shown in Fig 1 
The code of ethics articles below are found in the electrical engineering and computer 
science societies of foreign countries but they are not included in the IEEE code of ethics. In 
this research study, included are only those code of ethics articles from the electrical 
engineering and computer science societies in foreign countries which are found in at least 
four international codes of ethics societies of different countries. These codes of ethics 
articles and the countries which embrace them are as shown below:  
1) Kenya, Namibia, Nigeria, South Africa, Uganda, Bangladesh, Hong Kong, Pakistan, 
Mauritius: “An Engineer who is engaged in engineering work in a country other than his will 
order his conduct according to the customs and rules of that country as far as they are 
applicable, adhering as closely as is practicable to the principals of this code.” 
This code of ethics article is common to the code of ethics of nine societies of 
electrical engineers and computer scientists in the sample. This specific article talks about 
mobility and trans-border practices of the professions which are picking up with the growth 
and improvement of technology. Professionals like electrical engineers and computer 
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scientists work on projects way beyond their country borders and to some extent, they may 
be needed to go past their own borders to keep working on these projects.  
Codes of ethics article to address the trans border projects are therefore needed and 
are very essential in such circumstances in order to assist the professionals to adhere to their 
professional codes of ethics across borders. An article that focuses on the trans border 
projects of electrical engineers and computer scientists lacks in the IEEE code of ethics and 
should be included to address this emerging aspect in technology and development.   
2) Ghana, Nigeria, South Africa, Tanzania, Zimbabwe, Bangladesh, Hong Kong: “An 
Engineer shall endeavor to uphold and advance the integrity, honor, standing, reputation and 
dignity of the engineering profession and of the society from misrepresentation and 
misunderstanding.”  
This code of ethics article is common to the code of ethics of seven societies of 
electrical engineers and computer scientists in the sample. This article emphasizes that the 
reputation of the electrical engineers and the computer scientists should be protected and 
respected by the professionals themselves and that they should protect their professions from 
misjudgement by others. Professionals like electrical engineers and computer scientists 
should make an effort and make it their responsibility to ensure that the reputation of their 
profession is good and not tainted. They should also ensure that their professions are well 
represented to the outsiders as well as their colleagues.  
This is an important code of ethics article not only to the electrical engineers and 
computer scientists but also to other professions and professionals. This code of ethics article 
helps the electrical engineers and the computer science professions maintain a professional 
look to the outside world where their integrity, honor, standing, reputation and dignity are 
well represented and understood. An article that focuses on the reputation of the electrical 
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engineers and the computer scientists is lacking in the IEEE code of ethics and should be 
included to address this emerging aspect in technology and development.   
3) Ghana, South Africa, Ireland, UK: Members shall not allow or advertise their work, 
merit or write articles for publications in any manner that is derogatory to the Institution or to 
the dignity of their profession.  
This code of ethics article is common to the code of ethics of four societies of 
electrical engineers and computer scientists in the sample. This code of ethics article forbids 
the electrical engineers and computer scientists professionals from advertising their 
professional work in any manner that may to an extent degrade the dignity of their 
professions or the institutions in which their professions are exercised. This can be done 
intentionally or unintentionally, and therefore advertising of their professional works should 
be restricted if not forbidden. Article two above and this third article are different but 
somewhat similar in that they all advocate for the protection of the dignity of the electrical 
engineers and computer science professions and institutions.  
Countries such as Ghana and South Africa posses both articles two and article three in 
their electrical engineering and computer science societies’ codes of ethics. Despite the fact 
that there are some similarities in these two codes of ethics articles. These two articles have 
been considered as two separate articles since article two focuses more on the upholding and 
advancement of the engineering and computer science professions. Article three on the other 
hand focuses more on discouraging the advertisement of the professions. This article is 
however similar to article 9 of the IEEE code of ethics which states, “to avoid injuring others, 
their property, reputation or employment by false or malicious action” [28] although it seems 
different. This is because they all focus on avoiding injuries to others, their property or 
employment in any manner,  
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4) Kenya, Nigeria, Uganda, Malaysia: An Engineer shall not be the medium of payments 
made on his or her employer’s behalf unless so requested by his or her clients but shall only 
issue certificates to his or her clients for payments; nor shall he or she in connection with 
work on which he or she is employed place contracts or orders except with the authority of 
and behalf of his or her employer. 
This code of ethics article is common to the code of ethics of four societies of 
electrical engineers and computer scientists in the sample. This code of ethics article forbids 
the electrical engineers and computer scientists professionals from accepting payments 
without issuing certificates.  This article also forbids the electrical engineers and computer 
scientists from issuing or taking contracts against their employers. This article sets out to 
curb corruption and bribery although does not focus directly on addressing corruption as 
represented in the IEEE code of ethics. This article is similar to article 4 of IEEE code of 
ethics which states “to reject bribery in all its forms” [28]. It is important that this article has 
been considered by some countries because corruption has been very common and is eating 
up the integrity of many different professions.    
5) South Africa, Tanzania, Uganda, Bangladesh, Hong Kong, India, Japan, Malaysia, Sri 
Lanka, Australia, New Zealand, Chile, Ireland, UK: Except as authorized or required by law 
a member shall not divulge any confidential information regarding the business affairs, 
technical processes or financial standing of their clients or employers without their consent. 
An engineer must respect the secrecy of all confidential information obtained in the practice 
of his profession.  
This code of ethics article is common to the code of ethics of fourteen societies of 
electrical engineers and computer scientists in the sample. This article forbids the electrical 
engineers and computer scientists professionals from exposing any kind of information about 
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their clients or their employers to anyone especially without their consent. According to this 
article, the electrical engineers and computer science professionals are expected to swear to 
secrecy to their professions, clients and employers.  
Our research shows that majority of the societies focus more on the secrecy of the 
information that their professionals possess especially if it involves their clients, their 
employers and their professions. This is shown by majority number of societies embracing 
this code of ethics article in their individual codes of ethics. This is the article with the most 
similarities to majority of the societies being 14. Such an article is lacking in the IEEE code 
of ethics and should be included to address this aspect in technology and development.   
6) Tanzania, Uganda, Malaysia, Pakistan, Sri Lanka, Chile, Ireland, Norway, Finland: 
No engineer shall compete unfairly with another engineer by attempting to obtain 
employment or professional engagements by taking advantage of a privileged position on the 
basis of professional charges, or by criticizing another engineer or by other improper or 
unfair means. 
This code of ethics article is common to the code of ethics of nine societies of 
electrical engineers and computer scientists which are in the sample of study. This code of 
ethics article forbids and warns the electrical engineers and computer science professionals 
about unfair competition with other professionals or with each other. This may be explained 
in different manners in the article but the main core of the article is to warn against unfair 
competition amongst the professionals.  
Unfair competition is a common problem amongst many different professionals 
especially in this competitive world. This article is important and should therefore be 
observed by the electrical engineers as well as the computer scientists. This article is 
culturally based and is influenced by the behaviors of different professionals, specific to their 
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culture. This article has the same basis as article 9 of IEEE code of ethics which states “to 
avoid injuring others, their property, reputation or employment by false or malicious actions” 
[28]. 
7) Tanzania, Uganda, Malaysia, Pakistan, Sri Lanka, Chile, Ireland, Norway, Finland: A 
Professional Engineer in private Practice shall not, directly or indirectly attempt to supplant 
another Professional Engineer in private practice nor shall he intervene or attempt to 
intervene in or in connection with engineering work of any kind which to his knowledge has 
already been entrusted to another Professional Engineer in Private practice nor shall he 
review or take over the work of that other Engineer acting for the same employer, until he 
has either obtained the consent of that Engineer or has been formally notified by the 
employer that the engagement of that Engineer with work has been properly terminated.  
In addition to article six, this code of ethics article is common to the code of ethics of 
nine societies of electrical engineers and computer scientists which are in the study sample. 
This article forbids and warns the electrical engineers and computer science professionals 
from taking over or being involved in the works of other professionals especially if it has 
been been allocated to others. This is only allowed with the consent of the electrical engineer 
or computer scientist involved even in situations where they all work for the same employer. 
Another exception is only if and when the previous employer is no longer involved with or 
working with the project in question. This will help to eliminate unfair competitions among 
the professionals.  
This code of ethics article is similar to article six above since they all advocate against 
unfair competition from professionals in the same profession. Although this article seems 
similar to article six, it is somewhat different as well. This article has also been embraced by 
the same societies in the same countries which have embraced article six. Both the articles 
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six and article seven are culturally based, and are influenced by the behaviors of different 
professionals, based on their cultures. This article has the same basis as article 9 of IEEE 
code of ethics which states “to avoid injuring others, their property, reputation or 
employment by false or malicious actions” [28]. 
8) Ghana, Namibia, South Africa, Uganda, Malaysia, Pakistan, Sri Lanka, Ireland, UK: 
If a member considers that an engineer is guilty of criminal, unethical, illegal, unfair practice, 
professional misconduct, or is declared insolvent he shall present the information to the 
Council and the proper authority for action.  
This code of ethics article is common to the code of ethics of nine societies of 
electrical engineers and computer scientists which are in the study sample. This code of 
ethics article from these foreign societies urges the professionals to come forth with any kind 
of news or information about any form of misconduct by the electrical engineers and 
computer scientists. This should be directed to the concerned authorities or societies. This is 
a noble practice that urges every professional to be their brothers’ keepers for the better of 
their professional integrity. In addition to that, this article speaks out against illegal actions 
that some professionals may be involved in or may want to be involved in and the 
consequences that they may face will convince them otherwise.  
This code of ethics article also warns against unfair practices amongst the 
professionals making it similar to article six and article seven but generally different from 
them. Although this article seems similar to article six and article seven, it has some 
differences in its core objective. This article has the same basis as article 1 and 9 of IEEE 
code of ethics which state “to accept responsibility in making decisions consistent with the 
safety, health and welfare of the public, and to disclose promptly factors that might endanger 
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the public or the environment” [28], and “to avoid injuring others, their property, reputation 
or employment by false or malicious actions” respectively [28]. 
9) Tanzania, Bhutan, Hong Kong, New Zealand, UK: Every engineer shall take all 
reasonable steps to adopt environment-friendly methods of construction, production and 
practice, including the safe and hygienic disposal of hazardous wastes and to avoid waste of 
natural resources, damage to the environment and wasteful damage or destruction of the 
products of human skill and industry for both present and future generations.  
This code of ethics article is common to the code of ethics of five societies of 
electrical engineers and computer scientists which are in the study sample. This article urges 
the professionals to consider and act environmental friendly especially during their 
commercial activities. It also emphasizes on safety and hygiene as a precaution during their 
professional practices. With the growth of technology comes the growth in industrialization. 
It is therefore the responsibility of the electrical engineers and the computer scientists to 
ensure that in their capacity, the environment is protected and conserved for the future 
generation. Codes of ethics article which address the environment are important to all 
professions and are therefore needed. Such codes of ethics articles are very essential, 
especially where industrialization is taking over the world.  
Issues in environment were not a major problem, decades ago but at the rate of 
industrialization, it is the responsibility of every profession and professional and not only the 
electrical engineers and computer scientists, to address this emerging issue. Such a code will 
assist the professionals in paying more attention to what their actions do to the environment. 
An article that addresses the environment and its protection by the electrical engineers and 
the computer scientists should be well emphasized in the IEEE code of ethics. This article 
has the same basis as article 1 of IEEE code of ethics which state “to accept responsibility in 
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making decisions consistent with the safety, health and welfare of the public, and to disclose 
promptly factors that might endanger the public or the environment” [28]. 
10) Uganda, Zambia, Pakistan, New Zealand; An Engineer shall not review the work of 
another Engineer for the same client, until he or she has either obtained the consent of such 
Engineer, or has been notified by the client in writing that the connection of such Engineer 
with the work has been terminated.  
In addition to article six, article seven and article eight, this code of ethics article is 
common to the code of ethics of four societies of electrical engineers and computer scientists 
which are in the sample of study. This article forbids the professional from interfering with 
the work of another professional without their consent or the consent of the client who is 
being represented.  This article technically forbids and warns the electrical engineers and 
computer science professionals from taking over, spying on or being involved in the works of 
other professionals especially after having been allocated to them. This is only allowed with 
the consent of the electrical engineer or computer scientist involved or the client being 
represented even in situations where they all work together or for the same employer.  
This article is similar to article seven and it also warns against unfair practices among 
the professionals making it similar to article six too. Although this article may seem different 
from article six, article seven and article eight in the manner in which those articles are 
presented as separate and different, they have some similarities in their core objective. 
Obviously, all the above articles reflect the difference in cultures and values in electrical 
engineering as well as computer science professional practices in those countries. This article 
has the same basis as article 9 of IEEE code of ethics which states “to avoid injuring others, 
their property, reputation or employment by false or malicious actions” [28]. 
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In the research, the IEEE code of ethics articles were selected as the reference code of 
ethics. This is because IEEE is the major global institution which currently comprises of 
more than 420,000 members in 160 countries and is the largest association of technical 
professionals [8]. The IEEE is a functional code of ethics with articles which have been used 
for decades by the electrical engineers and the computer science professionals. However, 
with the growth and changes in technology and culture, changes and improvements are 
definitely needed in the IEEE codes of ethics articles.  
From the research results, some codes of ethics articles have been used and adopted 
by some electrical engineering and computer science professional societies from all over the 
world but are lacking in the IEEE codes of ethics. Article 5 and 6 of IEEE code of ethics can 
also be combined into one article as they all talk about technology. For article 8 of IEEE, “to 
avoid injuring others, their property, reputation, or employment by false or malicious action;” 
injuring can be broadened to be executed by words too therefore, there was a proposal to 
amend the article to include injury by statements as well so as to read “to avoid injuring 
others, their property, reputation, or employment by false or malicious action and 
statements;”  
Proposed are revisions and amendments to the current IEEE code of ethics articles. 
The proposal would be additions to the present IEEE codes of ethics articles by those code of 
ethics articles present in international societies codes of ethics. This will help to create a 
global code of ethics for electrical engineers and computer science professionals as below. 
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1.7 Proposed Global Code of Ethics for Electrical Engineers 
Proposed global code of ethics for electrical engineers 
1) to accept responsibility in making decisions consistent with the safety, health and  
welfare of the public, and to disclose promptly factors that might endanger the public 
or the environment;  
2) to avoid real or perceived conflicts of interest whenever possible, and to disclose them 
to affected parties when they do exist;  
3) to be honest and realistic in stating claims or estimates based on available data;  
4) to reject bribery in all its forms;  
5) to maintain and improve the technical competence and understanding of appropriate 
application, and potential consequences and to undertake technological tasks for 
others only if qualified by training or experience, or after full disclosure of pertinent 
limitations;  
6) to seek, accept, and offer honest criticism of technical work, to acknowledge and  
correct errors, and to credit properly the contributions of others;  
7) to treat fairly all persons regardless of such factors as race, religion, gender, disability, 
age, or national origin;  
8) to avoid injuring others, their property, reputation, or employment by false or 
malicious action and statements; 
9) to assist colleagues and co-workers in their professional development and to support 
them in following this code of ethics. 
10) to order their conduct according to the customs and rules of the country of operation 
as far as they are applicable, adhering as closely as is practicable to the principals of 
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this code of ethics 
11) to maintain secrecy and not to divulge any confidential information regarding the 
business affairs, technical processes or financial standing of their clients or employers 
without their consent, which has been obtained in the practice of the profession.  
12) to uphold and advance the integrity, honor, standing, reputation and dignity of the 
engineering profession and of the society from misrepresentation and 
misunderstanding. 
Fig 2: Proposed global code of ethics for electrical engineers 
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2.0 CHAPTER TWO 
DESIGNING CORPORATE PRIVAY POLICY WHICH MEET PIPEDA AND 
INFORMATION SECURITY OF USERS  
2.1 Introduction 
Due to the rapid growth in technology and increase in popularity of computer and 
Internet use, data and information security has become a very important issue to consider for 
businesses and individuals. The availability of the Internet has made it much easier for data 
to be stolen or lost or compromised through networks and systems.  Indeed, computer 
security must extend all the way to the databases stored in computers or other digital media.  
The loss of security for electronic information including the detention of files, the sale of 
information, the illegal use of data, and the publicizing of private information can happen 
through malicious acts or even by accident.  
The loss of data through theft or mismanagement can happen in a number of ways. 
For example, Dinesh et al. have asserted unauthorized access to information can arise 
through attacks on personal information [29]. This has been seen in recent times by medical 
personnel searching for data about family friends or prominent people, despite having no 
need or legitimate reason to look at the data. Research has also shown attacks on data storage 
can occur from within an organization [30]. Such was the case of Edward Snowden who used 
his security clearance to access and to compromise the NSA’ data. There are many other 
ways, too many to list here, by which data can be compromised as a result of Internet.  
There are hackers inventing new methods every day and when information is 
compromised, it threatens the security of a system or network which should protect the 
confidentiality, integrity, and resource availability [31]. Privacy breach can even occur while 
deliberately sharing information freely with others without the intention of a breach [32]. 
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Businesses and corporations have had their privacy severely affected with major retail 
companies and departmental stores having their clients’ private information compromised by 
sharing data with third parties or through malicious hacking.  
Good examples of data breach are that of privacy of clients’ data at Home Depot and 
Target where customer’s information was not well protected resulting in credit card numbers 
and other personal information being stolen. As a result, it cost Home Depot 148 million 
dollars in losses. Smaller corporations, such as Dairy Queen, have not been spared either by 
data breaches. They suffered financial losses when over 395 Dairy Queen locations were 
compromised and lost their customer’s data. Banking and financial institutions such as J. P. 
Morgan, Morgan Stanley, and J. C. Penny have been victims of data breaches and theft as 
well [33, 34, 35]. In each case, hackers were able to acquire sensitive and personal 
information which could be sold on the black market.  
Such losses of data or information can easily compromise a company’s reputation and 
their customers’ privacy. The loss of private data can be equated with a loss of trust in a 
business. This may be fatal and can lead to the closure of a company when clients and 
investors pull out or sue for breaches of privacy. Companies don’t want to risk financial 
losses and therefore they mobilize significant resources, often spending a large percentage of 
their operating budget, to maximize security. Corporations such as Microsoft, Google, 
Amazon, and Yahoo expend significant finances and human resources to prevent data theft.  
Institutions of higher education have also been victims of data and privacy breaches 
leading to financial losses, law suits, and money allocated from operating budgets for damage 
control. In the case of a breach, some universities have been required to offer credit 
monitoring to the victims of the data breach for a period of at least one year. This may 
involve forensic consultation fees, lawyers, call centers, website modifications, identity 
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protection, credit check services and/or litigation [36]. The price tag on breaches vary 
depending on issues such as where and how the breach occurred, the number of records 
stolen or compromised, and whether it was students, staff, or faculty who were affected. 
Some attacks have even been designed to purely obtain valuable research data. O’Neil 
discusses how North Dakota University had their forensic investigation done at no cost by 
Multi-State Information Sharing and Analysis Centre. However, they still had to pay other 
costs for identity-theft protection services and a call center [36].  
The Internet was internationalized and commercialized in the 1990’s. It has come to 
represent a global resource which transcend all national borders becoming the epitome of 
boundless globalization [37]. In 2013, this vision was shaken when Edward Snowden 
revealed classified information from the National Security Agency he obtained while 
working for them. He disclosed to media outlets the numerous privacy invasions of the global 
surveillance programs run by National Security Agency and Five Eyes (an alliance of the 
security agencies of the UK, Canada, Australia, New Zealand and USA) without the 
knowledge or consent of the owners of the information [38,39]. It is obvious privacy and 
security issues are everywhere from government agencies to private businesses to 
individuals.  
It is important and necessary for all corporations to adhere to the rules which govern 
their actions in collecting, using, storing and/or sharing private information. The Personal 
Information Protection and Electronic Documents Act (PIPEDA) is an Act of the Canadian 
Parliament. It sets the rules by which corporations may collect, use, manage and/or share the 
information they collect from their customers, clients, and/or vendors during their business 
practice [40]. This law defines privacy within the Canadian context and it dictates to 
corporations how private information may be collected. Further it requires corporations to 
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enact privacy policies and it establishes a right to the protection of any private information 
collected. The Act is especially important as a result of the growth of computer technology 
and the rapid exchange of information.  
PIPEDA was passed on 1st January 2001 and was fully implemented on 1st January 
2004 [41]. The law has undergone a series of revisions and improvements since then but 
remains designed to protect the Canadian consumers and corporations. PIPEDA is: 
An Act to support and promote electronic commerce by protecting personal 
information that is collected, used or disclosed in certain circumstances, by 
providing for the use of electronic means to communicate or record 
information or transactions and by amending the Canada Evidence Act, the 
Statutory Instruments Act and the Statute Revision Act. 
The Act contains several subsections or “Parts” and for the present purposes, the most 
salient says:  
The purpose of this Part is to establish, in an era in which technology 
increasingly facilitates the circulation and exchange of information, rules to 
govern the collection, use and disclosure of personal information in a manner 
that recognizes the right of privacy of individuals with respect to their 
personal information and the need of organizations to collect, use or disclose 
personal information for purposes that a reasonable person would consider 
appropriate in the circumstances. 
This part of the Act contains the 10 PIPEDA principles governing the basis for 
privacy policies constructed in compliance with the Act [41]: 
1) Accountability 
An organization is responsible for personal information under its control and 
shall designate an individual or individuals who are accountable for the 
organization’s compliance with the following principles. 
2) Identifying purposes 
The purposes for which personal information is collected shall be identified 
by the organization at or before the time the information is collected. 
3) Consent 
The knowledge and consent of the individual are required for the collection, 
use, or disclosure of personal information, except where inappropriate. 
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4) Limiting Collection 
The collection of personal information shall be limited to that which is 
necessary for the purposes identified by the organization. Information shall be 
collected by fair and lawful means. 
5) Limiting Use, Disclosure, and Retention 
Personal information shall not be used or disclosed for purposes other than 
those for which it was collected, except with the consent of the individual or 
as required by law. Personal information shall be retained only as long as 
necessary for the fulfilment of those purposes. 
6) Accuracy 
Personal information shall be as accurate, complete, and up-to-date as is 
necessary for the purposes for which it is to be used. 
7) Safeguards 
Personal information shall be protected by security safeguards appropriate to 
the sensitivity of the information. 
8) Openness 
An organization shall make readily available to individual specific 
information about its policies and practices relating to the management of 
personal information. 
9) Individual Access 
Upon request, an individual shall be informed of the existence, use, and 
disclosure of his or her personal information and shall be given access to that 
information. An individual shall be able to challenge the accuracy and 
completeness of the information and have it amended as appropriate. 
10) Challenging Compliance 
 An individual shall be able to address a challenge concerning compliance 
with the above principles to the designated individual or individuals 
accountable for the organization’s compliance. 
Privacy policies are legal documents required by law of all Canadian corporations and 
companies. They are used to explain a corporation’s or companies’ practice and procedures 
when collecting, using, managing and/or disclosing private information [42]. Privacy policies 
help visitors make informed decisions about whether or not to release their personal 
information when visiting a website. Privacy policies of corporations are generally publicly 
found in websites and, ironically, accessible with the help of computers and computing 
technology. These policies are important as they help increase customers’ trust.  
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It is easier for individuals to get involved and voluntarily share their information with 
corporations which explain how they use data collected from customers. This is different 
with corporations which do not disclose their intentions about the private information they 
collect from customers [43]. Poor privacy policies however create liabilities in instances 
which they appear to violate PIPEDA creating legal or ethical problems [43]. It must be 
recognized that information can be both good and bad. The ability to share data in an ethical 
fashions as necessary is important for e-commerce but it can also be subject to abuse. 
Each corporation has drafted their privacy policies to serve their specific needs 
depending on the type of information and data they collect as well as the type of business 
they are involved in. Some corporations may collect financial information from their 
customers or even health information which are all private and confidential. Collection, 
storage, use, management and sharing of information collected is facilitated by computing 
technology. This has brought forth the importance of ethical practices in computing and the 
need for security involving data and information. Information security and ethical practices 
with regards to privacy policy of corporations are aspects which have not been emphasized 
enough during data collection by corporations.  
There have been numerous studies about Canadian corporate privacy policies. For 
example, the Canadian Internet Policy and Public Interest Clinic [44] has assessed the 
compliance of 64 corporations with 3 PIPEDA principles namely; Accountability, Consent 
and Openness [44]. Earp et.al looked at privacy policies of 50 websites and the expectations 
of 1000 internet users about privacy policies [45]. However, Earp et.al’s work did not use a 
set of guideline such as PIPEDA to show the compliance of privacy policies of corporations.  
For this thesis, the privacy policies publicly available from all 2,290 corporations 
listed in the Toronto Stock Exchange (TSX) were analyzed for their compliance with respect 
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to the 10 principles in schedule 1 of PIPEDA [46]. Knowledge of ethics in computing helps 
to identify any appearances of ethical violations in privacy policies and how they may be 
avoided. The results may assist in better compliance with PIPEDA and may be of use for the 
privacy commissioner. All corporations should make binding commitments to ensure 
compliance with PIPEDA to avoid legal actions.  
2.2 Literature Survey 
In 2012, the American Administration conducted a literature survey about privacy 
policies and concluded “In order for a corporation to maintain the trust of its consumers, it is 
essential for it to exhibit strong data privacy protection rules” [47]. The statement mainly 
applies to consumers and is used to maintain their trust. Consumers need proof and validation 
in order for them to maintain their trust in a corporation and expect corporations to use any 
information they provide in ways consistent with the context which was first mentioned when 
the data was collected.  
It is however difficult for a consumer to trust the privacy framework of different 
corporations in lieu of privacy policies [47]. There have always been problems and business 
has responded to breaches in privacy and the loss of data security through the technical 
development of various secure options. There has always been a desire to improve and 
resolve the issues associated with data privacy and security [47].  
The current research concerning privacy policies would suggest there is need for 
changes brought about by changes in the businesses themselves. Due to the changes in 
business, techniques of encryption and authentication are needed to improve security of data. 
Two of these encryption techniques are: The Rivest Shamir Adleman (RSA) and the Message 
Authentication Code (MAC) [48]. These methods work to protect the confidentiality, 
privacy, and the authenticity of transaction as data moves between and within networks. Full 
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disk encryption (FDE) is also performed for user data “at rest” to prevent any unauthorized 
access to data or tampering with information [48].  
The voluntary sharing of encrypted data during transportation and storage with/to 
third persons however has presented challenges to all forms of data security. Corporations 
which share data and information with each other compromise the security of the data despite 
promises made to their customers. The sharing of data does not guarantee its integrity 
particularly after much effort has been put in to protect it. Newly advanced technological 
measures should be implemented and used to address security and to prevent threats to the 
privacy of data and information. With the emerging growth of privacy threats, any network’s 
future its data and its applications used should employ advanced technology [48].  
Karjoth and Schunter discuss how privacy has been an increasing concern with no 
realistic mechanism to enforce it technically [49]. This is despite the fact many corporations 
promise their customers good and sound practices with regards to privacy. They went so far 
as to bring forth a privacy policy model which protects the personal data from violation of 
privacy. This is achievable by enforcement of enterprise-wide privacy policies which could 
be adopted [49].  
The work by Karjoth and Schunter shows the present privacy policies need to be 
addressed and any ethical issue arising in privacy policies of corporations should be 
eliminated. Corporations publish and post their privacy policies to demonstrate their 
compliance to their own privacy policies and to PIPEDA. While threats to the privacy of data 
can come from both internal or external sources within a corporation or even its affiliates the 
biggest risk arises from putting data online. The Internet opens data to thousands of threats 
and attacks which occur daily.  
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Earp et al. wrote about the privacy policies in the websites of corporations and point 
out they do not all address the same issues. They are also not similar to each other in the 
manner which users might expect to see. Earp et al. analyzed a number of sites which shows 
users are most concerned with the transfer, notice/awareness and storage of their data and 
researchers will therefore need to focus on protecting the privacy of data online [45]. They 
concluded corporations should develop and display privacy policies which are 
comprehensive. Corporations should make public their specific practices in relation to 
personal information which they collect about their customers.  
Leon et al. say corporations are not providing accurate privacy policies which are 
machine readable [50]. This is due to insufficient incentives for corporations. Leon et al. 
continue by saying measures should be taken and regulators should take action against 
corporations which provide erroneous policies. This will ensure the provided policies are 
accurate and can be relied upon by the users of privacy policies and the customers of 
corporations [50]. Jianming et al. point out privacy has not been fully addressed by the 
corporate world and worse may be compromised if care is not taken in the release and 
sharing of information by users. They are concerned that users may knowingly or 
unknowingly release secure data leading to a loss of privacy [51]. 
Research by Earnst & Young reveals loss of data is a major problem for corporations 
which collect and store a lot of data about their customers along with other corporate or 
business data [52]. Different corporations have different data issues which they have to deal 
with. Their work suggests that there are common principles of privacy which are consistent 
but interpretation and the enforcements of these privacy principles vary. Earnt & Young 
continue by saying in order to evaluate privacy policy corporations must view all of their 
sensitive data which is transmitted. Those corporations which operate in different business 
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areas should engage in consultations with professionals having local regulatory experience so 
as to ensure compliance with privacy regulations [52].  
It is very important for Canadian or any corporations engaged in e-business in Canada 
to adhere to their own privacy policies which should be compliant to PIPEDA. The existence 
of privacy policies may be thought of as a necessity for corporations to maintain their 
integrity. Trend Micro has also analyzed the importance of privacy and the security of data. 
Their work stresses the importance of privacy for not only the customers and the owners of 
the data but for the corporation collecting the data as well [53].  These corporations may face 
financial liabilities in the event they lose some of the data they have through theft or any 
other kind of data breach. Such loses may result in extra costs for reimbursements made to 
the customers and the costs of the data recovery.  
Corporations may also be faced with the inevitable task recreating from scratch the 
data which was lost. A corporation’s reputation may also be destroyed in the event of data 
breach. For instance, Home Depot had the customer’s information and credit card numbers 
stolen which as a result cost the corporation 148 million dollars in losses. Research by Price 
Waterhouse Coopers about data loss prevention indicates in recent years there has been an 
increase in the number of data breaches which expose a business to expensive and even 
devastating legal issues [54].   
Three other research studies conducted by Global State of Information Security in 
2007, by CIO magazine and by CSO magazine, all concluded by saying more than two thirds 
of corporations are not transparent in how they maintain information about data they collect 
[54]. These researchers also said only half of the corporations have privacy policies which 
address issues of data protection, information about the disclosure of data they collect and the 
destruction of data they have at hand. Another issue they mentioned is very few corporations 
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offer encryption of the data which they have in storage [54]. These four studies further 
confirm the need for additional data security and the protection of privacy within the 
corporate culture  
Ackerman and Davis Jr. describe privacy as the control over one’s personal data and 
security whereas the attempted access to data by other unauthorized people are the two 
critical problems for both e-commerce consumers and websites. [55]. They continue to say 
without privacy and security, consumers will not visit or shop at a site, nor can the sites 
function effectively without considering both. Ackerman and Davis Jr. also examined privacy 
from social, psychological, organizational, technical, regulatory, and economic perspectives, 
as well as the security from technical, social and organizational, and economic perspectives 
[55].  
From the research by Ackerman and Davis Jr. it can be concluded that, privacy 
policies should address both the privacy and the security of information and should include 
explanations and not just statements which are short and unclear. Detailed privacy policies 
will explain how the information collected about customers will be used, what kind of 
information will be tracked from visiting a website, and how it will be tabulated. These are 
examples of broad societal goals and are not intended to imply that all public policies are 
directed toward the entire population.  Sometimes policies deemed to promote the public 
interest target only a certain group.   
For instance, crime prevention policies are in place to control the behavior of repeat 
offenders while public health policies may require the forced treatment of individuals with 
active tuberculosis. The intent of these public policies is to protect all members of society by 
focusing upon a select few. It is very important for people to know the kind of information 
which is being traced when one logs to a site. Research by Ackerman and Davis Jr. shows 
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how privacy is a serious issue in electronic commerce, no matter what source one examines 
[55].  Approximately 41% of web buyers surveyed by Forrester Research of Cambridge said 
they have contacted a site to be taken off their databases because they felt the organization 
used their information unwisely [56].  
Another research carried out by Harris Poll found that 57% of online shoppers wanted 
some sort of laws regulating how personal information is collected and used [57]. A privacy 
policy is used to warn the users and employing a privacy policy should be adopted by all 
corporations because a policy will influence their business activities. Corporations should 
only want to deal and do business with other corporations which have a declared privacy 
policy. This thesis advocates for the existence of public facing privacy policies for all 
corporations.  
2.3 Problem Statement and Research Objective 
With the growth of the “Internet of Things” there is an increase in the number of ways 
in which people access services. The internet, web pages, and websites are some of the ways 
commonly used to access services, and privacy becomes a very important aspect to consider. 
Information about users and customers available on websites along with the safety of 
information is usually in question which shows corporations have privacy policies somehow 
lacking to address all PIPEDA principles. There would appear to be a lack of compliance 
with PIPEDA by some corporations as their privacy policies do not appear to address all of 
the principles within the Act. In particular, there is a lack of clarity in the privacy policy 
statements to be addressed. 
The objective of the research presented in this thesis is to examine the public facing 
privacy policies of Canadian corporations listed in the TSX and where such policies exist, 
examine their compliance with the principles as stated in PIPEDA. After examining all of the 
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available privacy policies, a series of recommendations will be drafted which should aid 
corporations in better achieving compliance and engaging the trust of their customers. 
2.4 Research Methodology 
A study of all 2,290 corporations listed in the Toronto Stock Exchange (TSX) was 
conducted with regards to determining which corporation had public facing privacy policies 
and whether such policies are in compliance with the stated principles within PIPEDA [40]. 
The research methodology was divided into 4 parts as described below. 
2.4.1 Part 1 
The first step was to determine from the websites of each corporation whether or not 
their privacy policies were publicly available. This approach is based upon the assumption 
privacy policies are usually listed in the website of each individual corporation aimed at 
making these policies easily accessible to everyone intending to visit the websites. The 
results were categorized into two groups: those corporations which have publicly available 
privacy policies and those corporations which do not. The results of the initial category 
survey, in broad terms, are listed in Table A1 in the appendix while the results for the two 
sub sets of corporations, those in the technology and, oil and gas industries are provided in 
Table 4 and Table 5 respectively. 
2.4.2 Part 2 
 Corporations with publicly available privacy policies were surveyed to examine the 
compliance of their policies with PIPEDA. The available policies were examined with 
respect to whether or not they appeared to comply with the principles of PIPEDA. This was 
achieved by examining each privacy policy against the stated principles in PIPEDA. In 
particular, key words or phrases were searched [41]. This identified how many corporations 
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are compliant to each PIPEDA principle and how many are not (see Table A1 in the 
appendix).  
The comparison of the technology and the oil and gas categories was done to identify 
which category is more compliant to PIPEDA. These two categories were selected because 
computer science and engineering corporations would typically be found within the 
technology category while the oil and gas sector was used for comparison purposes. The 
findings were tabulated and marked with an “X” to show whether there is language 
indicating compliance with the principles, and left blank where there did not appear to be 
appropriate language or an appearance of compliance.  
Table 4:   Technology Corporations’ Privacy Policies Compliance to PIPEDA 
 Corporation Sub-Sector PIPEDA Principles 
   1 2 3 4 5 6 7 8 9 10  
1.  BlackBerry Limited Communication Technology x x  x  x x x   6 
2.  DragonWave Inc. Communication Technology  x  x  x  x x  5 
3.  EXFO Inc. Communication Technology x x      x   3 
4.  Intrinsyc Technologies 
Corporation 
Communication Technology  x  x  x  x   4 
5.  Mitel Networks 
Corporation 
Communication Technology  x    x  x   3 
6.  Norsat International Inc. Communication Technology  x     x x   3 
7.  Redline 
Communications Group 
Inc. 
Communication Technology  x   x   x   3 
8.  Sandvine Corporation Communication Technology x x       x x 4 
9.  Sierra Wireless Inc. Communication Technology  x    x  x x x 5 
10.  UrtheCast Corp. Communication Technology x x  x   x   x 5 
11.  Vecima Networks Inc. Communication Technology         x x 2 
12.  Avigilon Corporation Hardware & Equipment  x  x  x  x  x 5 
13.  Celestica Inc. Hardware & Equipment        x   1 
14.  COM DEV International 
Ltd. 
Hardware & Equipment  x    x    x 3 
15.  Mad Catz Interactive, 
Inc. 
Hardware & Equipment  x    x   x x 4 
16.  SMART Technologies 
Inc. 
Hardware & Equipment  x  x  x   x x 5 
17.  Espial Group Inc. Internet Software & Services  x  x  x  x x x 6 
18.  Halogen Software Inc. Internet Software & Services    x      x 2 
19.  Information Services 
Corporation 
Internet Software & Services  x  x  x  x x x 6 
20.  Kinaxis Inc. Internet Software & Services  x  x  x    x 4 
21.  Mediagrif Interactive 
Technologies Inc. 
Internet Software & Services  x    x   x x 4 
22.  Perk.com Inc. Internet Software & Services  x  x  x   x x 5 
23.  Shopify Inc. Internet Software & Services x x    x  x  x 5 
24.  Calian Technologies Ltd. IT Consulting & Services  x        x 2 
25.  CGI Group Inc. IT Consulting & Services  x    x  x  x 4 
26.  DH Corporation IT Consulting & Services x x  x  x  x x  6 
27.  Intermap Technologies 
Corporation 
IT Consulting & Services  
 
x 
 
   x  x  
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28.  International Road 
Dynamics Inc. 
IT Consulting & Services    x     x  2 
29.  Absolute Software 
Corporation 
Software x x   x      3 
30.  Amaya Inc. Software    x  x   x x 4 
31.  CAE Inc. Software  x    x     2 
32.  Computer Modelling 
Group Ltd. 
Software  x    x   x x 4 
33.  Constellation Software 
Inc. 
Software x x    x  x  x 5 
34.  Descartes Systems 
Group Inc. (The) 
Software  x    x   x x 4 
35.  Enghouse Systems 
Limited 
Software  x  x     x x 4 
36.  GuestLogix Inc. Software x     x    x 3 
37.  Mogo Finance 
Technology Inc. 
Software x x    x  x  x 5 
38.  Open Text Corporation Software  x    x   x x 4 
39.  Redknee Solutions Inc. Software  x    x   x x 4 
40.  TECSYS Inc. Software x x   x      3 
   TOTAL 11 34 0 15 3 27 3 18 18 26  
 
1-10 represent the ten PIPEDA principles as shown on page 42-43 
Table 5:   Oil and gas Corporations’ Privacy Policies Compliance to PIPEDA 
 Corporation Sector PIPEDA Principles 
   1 2 3 4 5 6 7 8 9 10  
1.  Advantage Oil & Gas Ltd.  Oil & Gas  x x  x  x     4 
2.  Africa Oil Corp.  Oil & Gas         x  x 2 
3.  Anderson Energy Inc.  Oil & Gas   x      x x  3 
4.  ARC Resources Ltd. Oil & Gas x     x    x 3 
5.  Argent Energy Trust  Oil & Gas   x       x x 3 
6.  Arsenal Energy Inc.  Oil & Gas   x       x x 3 
7.  Athabasca Oil Corporation  Oil & Gas   x  x x x   x  5 
8.  Bankers Petroleum Ltd.  Oil & Gas     x  x    x 3 
9.  Baytex Energy Corp.  Oil & Gas   x  x    x x x 5 
10.  Bellatrix Exploration Ltd.  Oil & Gas   x       x x 3 
11.  Bengal Energy Ltd.  Oil & Gas   x      x x  3 
12.  Birchcliff Energy Ltd.  Oil & Gas       x    x 2 
13.  BlackPearl Resources Inc.  Oil & Gas   x      x x  3 
14.  BNK Petroleum Inc.  Oil & Gas   x         1 
15.  Bonavista Energy Corporation  Oil & Gas   x      x   2 
16.  Bonterra Energy Corp.  Oil & Gas   x    x     2 
17.  Boulder Energy Ltd.  Oil & Gas  x x  x  x     4 
18.  Canacol Energy Ltd.  Oil & Gas  x x    x  x   4 
19.  Canadian Natural Resources Limited  Oil & Gas  x x       x  3 
20.  Canadian Oil Sands Limited  Oil & Gas   x  x       2 
21.  Cardinal Energy Ltd.  Oil & Gas   x  x     x  3 
22.  Caza Oil & Gas Inc.  Oil & Gas   x  x    x x  4 
23.  Cenovus Energy Inc.  Oil & Gas   x    x  x x  4 
24.  Cequence Energy Ltd.  Oil & Gas  x x    x     3 
25.  Chinook Energy Inc.  Oil & Gas          x x 2 
26.  CNOOC Limited  Oil & Gas   x     x x x  4 
27.  Condor Petroleum Inc.  Oil & Gas   x       x x 3 
28.  Connacher Oil and Gas Limited Oil & Gas  x  x    x  x 4 
29.  Corridor Resources Inc.  Oil & Gas   x    x   x x 4 
30.  Crescent Point Energy Corp.  Oil & Gas   x  x       2 
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31.  Crew Energy Inc.  Oil & Gas     x      x 2 
32.  Delphi Energy Corp.  Oil & Gas   x    x  x  x 4 
33.  Dundee Energy Limited  Oil & Gas           x 1 
34.  DXI Energy Inc.  Oil & Gas   x    x   x  3 
35.  Eagle Energy Trust  Oil & Gas   x        x 2 
36.  Ecopetrol S.A.  Oil & Gas   x  x    x  x 4 
37.  Encana Corporation  Oil & Gas  x x  x       3 
38.  Enerplus Corporation  Oil & Gas     x       1 
39.  Epsilon Energy Ltd.  Oil & Gas   x    x    x 3 
40.  Equal Energy Ltd.  Oil & Gas  x x    x  x   4 
41.  Freehold Royalties Ltd.  Oil & Gas  x x  x  x     4 
42.  Gear Energy Ltd.  Oil & Gas  x x     x x   4 
43.  Gran Tierra Energy Inc.  Oil & Gas   x       x  2 
44.  Gran Tierra Exchangeco Inc.  Oil & Gas   x        x 2 
45.  Granite Oil Corp.  Oil & Gas   x  x  x   x  4 
46.  Husky Energy Inc.  Oil & Gas   x      x x x 4 
47.  Imperial Oil Limited  Oil & Gas          x x 2 
48.  Ithaca Energy Inc.  Oil & Gas           x 1 
49.  Journey Energy Inc.  Oil & Gas   x    x   x  3 
50.  Jura Energy Corporation  Oil & Gas   x    x  x x x 5 
51.  Kelt Exploration Ltd.  Oil & Gas     x  x  x x x 5 
52.  Lightstream Resources Ltd.  Oil & Gas  x x  x      x 4 
53.  Long Run Exploration Ltd.  Oil & Gas   x    x   x  3 
54.  Mart Resources, Inc.  Oil & Gas   x        x 2 
55.  MEG Energy Corp.  Oil & Gas  x x      x   3 
56.  Metalore Resources Limited  Oil & Gas   x    x    x 3 
57.  Niko Resources Ltd.  Oil & Gas   x    x     2 
58.  Northern Blizzard Resources Inc.  Oil & Gas  x x  x    x  x 5 
59.  NuVista Energy Ltd.  Oil & Gas   x  x    x   3 
60.  Oando Energy Resources Inc.  Oil & Gas           x 1 
61.  Oryx Petroleum Corporation Limited  Oil & Gas   x     x    2 
62.  Pacific Exploration & Production   Oil & Gas   x    x   x  3 
63.  Painted Pony Petroleum Ltd.  Oil & Gas  x x    x  x   4 
64.  Paramount Resources Ltd.  Oil & Gas  x x  x     x  4 
65.  Parex Resources Inc.  Oil & Gas  x x  x    x   4 
66.  Pengrowth Energy Corporation  Oil & Gas   x  x     x  3 
67.  Penn West Petroleum Ltd.  Oil & Gas           x 1 
68.  Perpetual Energy Inc.  Oil & Gas  x x    x   x  4 
69.  Peyto Exploration & Development Corp.  Oil & Gas  x x      x x  4 
70.  PrairieSky Royalty Ltd.  Oil & Gas  x        x x 3 
71.  Questerre Energy Corporation  Oil & Gas       x     1 
72.  Raging River Exploration Inc.  Oil & Gas   x    x   x x 4 
73.  RMP Energy Inc.  Oil & Gas   x      x x x 4 
74.  Rock Energy Inc.  Oil & Gas  x   x    x x x 5 
75.  Serinus Energy Inc.  Oil & Gas   x         1 
76.  Seven Generations Energy Ltd.  Oil & Gas   x    x   x x 4 
77.  Spartan Energy Corp.  Oil & Gas  x         x 2 
78.  Suncor Energy Inc.  Oil & Gas   x   x   x  x 4 
79.  Surge Energy Inc.  Oil & Gas   x    x     2 
80.  TAG Oil Ltd.  Oil & Gas   x    x   x x 4 
81.  Tamarack Valley Energy Ltd.  Oil & Gas   x         1 
82.  Terra Energy Corp.  Oil & Gas  x x  x    x x  5 
83.  Tethys Petroleum Limited  Oil & Gas  x          1 
84.  TORC Oil & Gas Ltd.  Oil & Gas   x    x     2 
85.  Toscana Energy Income Corporation  Oil & Gas          x  1 
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86.  Touchstone Exploration Inc.  Oil & Gas  x x      x   3 
87.  Tourmaline Oil Corp.  Oil & Gas   x       x  2 
88.  TransAtlantic Petroleum Ltd.  Oil & Gas   x  x  x     3 
89.  TransGlobe Energy Corporation  Oil & Gas   x      x  x 3 
90.  Trilogy Energy Corp.  Oil & Gas   x  x    x   3 
91.  Twin Butte Energy Ltd.  Oil & Gas  x x  x     x  4 
92.  Valeura Energy Inc.  Oil & Gas  x x    x   x  4 
93.  Vermilion Energy Inc.  Oil & Gas  x x      x  x 4 
94.  Whitecap Resources Inc.  Oil & Gas        x    1 
95.  Yangarra Resources Ltd.  Oil & Gas   x      x  x 3 
96.  Zargon Oil & Gas Ltd.  Oil & Gas   x  x  x   x  4 
 TOTAL 27 76 0 29 2 35 4 39 42 41  
 
1-10 represent the ten PIPEDA principles as shown on page 42-43 
The corporations listed in TSX were divided into eight categories based upon areas of 
their operation. Further are eight samples of privacy policies from corporations with public 
facing privacy policies selected at random from all eight categories, and their privacy policies 
examined in greater detail with regard to the required principles contained within PIPEDA as 
shown in Table 6 below. 
Table 6: Eight samples of privacy policies and their categories 
1.  Name of corporation Category of corporation 
2.  Akita drilling limited Energy services companies 
3.  Aeterna Zentaris inc Life Sciences 
4.  Axia Netmedia corporation Diversified industries 
5.  Ballard power systems Inc Clean technology 
6.  Dragon wave Inc Technology companies 
7.  Athabasca oil corporation Oil and Gas companies 
8.  Agnico Eagle mines limited Mining companies 
9.  Canadian real estate investment trust Real estate 
 
The privacy policies of these eight corporations were compared by considering 
specific words relative to the words used in the principles of PIPEDA. The policies for each 
of these eight corporations are presented in fig 3 to 10. The words searched for in each 
corporation’s privacy policy for comparisons are words related to, or similar to those stated 
57 
 
under each Act. Words or wording which mean or convey similar messages as the stated 
words in PIPEDA were considered. 
PRIVACY POLICY 
AKITA Drilling LTD. (“AKITA”) is committed to protecting the privacy and accuracy of the personal information that is collected, 
used and disclosed in the conduct of its business. This Privacy Policy has been prepared to inform you of our practices concerning the 
collection, use and disclosure of your personal information. 
Personal Information 
Personal information means information about an identifiable individual, but does not include publicly available information as 
contained in a business card, telephone directory or government registry. 
Governance and Responsibilities 
Primary responsibility for implementing the Privacy Program at AKITA is delegated to the Chief Privacy Officer and the 
administrative application of the Privacy Program is delegated to the Privacy Manager. This Privacy Policy and its related obligations 
apply to all staff members when they are engaged in company business. Department Managers are to be informed and diligent in 
respect to privacy issues within their department. Staff members providing services through a third party are required to act in 
accordance with this Privacy Policy with respect to their use of AKITA assets. Contractors and consultants are required to observe and 
respect this Privacy Policy and ensure their staff do not contravene this Privacy Policy when providing services for or on behalf of 
AKITA. 
Consent for Collection, Use and Disclosure  
AKITA will obtain express, deemed or implied consent from individuals, except where otherwise permitted by law, to collect, use and 
disclose personal information for reasonable business purposes. The purpose for the collection, use or disclosure of the personal 
information, except where otherwise permitted by law, will be identified orally or in writing before or when the information is 
collected. AKITA will use personal information for the purposes described in this Privacy Policy or for any additional purpose for 
which AKITA has obtained consent or is permitted or required by applicable laws or regulatory requirements. When providing 
disclosure, staff will endeavor to disclose the least amount of personal information and maintain the highest level of anonymity 
possible. You may change or withdraw your consent at any time, subject to legal or contractual obligations and reasonable notice, by 
contacting our Privacy Manager in writing. Where required your consent to collection, use and disclosure as set out in this Policy will 
be deemed unless you contact AKITA to refuse or withdraw your consent. 
Employee Personal Information  
Employees include all individuals who seek to be, are or were employed by AKITA. In general, personal information collected, used 
and disclosed about prospective, present or former employees is for administering, planning and managing an individual’s employment 
relationship with AKITA and includes but is not limited to: 
1. ensuring the safety and security of staff and corporate assets, including company held information 
2. determining eligibility for initial employment, including the verification of references and qualifications 
3. administering pay and benefits 
4. facilitating professional development and performance 
5. performance review and internal staffing considerations 
6. complying with applicable employment or legal requirements 
7. communicating with staff and 
8. other reasonable purposes as required to manage the employment relationship 
AKITA may collect, use and disclose personal information of past, present and prospective employees, without consent, for reasonable 
purposes that pertain to the employment relationship and as provided by privacy law. Where required AKITA will provide the subject 
individual reasonable notification of the use and purpose of the information disclosed. 
External Personal Information  
In general, the personal information collected, used and disclosed about external parties is for the purposes of: 
1. providing information about AKITA and its operations to external parties; 
2. managing and administering contracts with external parties; 
3. managing AKITA’ relationship with and providing for the safety of external parties 
4. meeting any legal or regulatory requirement or obligation 
5. facilitating participation in AKITA events and 
6. other reasonable purposes consistent with AKITA’ business objectives. 
AKITA may collect, use or disclose personal information, without consent, for reasonable business purposes and as provided by 
privacy law. Personal information may also be transferred to another company in the event of a change of control of AKITA or some 
form of business combination, merger or joint venture. 
Information Safeguards  
AKITA is committed to safeguarding personal information in order to prevent any loss, misuse, unauthorized access, disclosure or 
modification. Personal information will be protected by reasonable administrative, technical, and physical security safeguards that are 
appropriate to the sensitivity level of the information. AKITA will address the need for privacy and security of personal information in 
job descriptions, contracts, employee interactions and new initiatives. Access, availability, transmission and destruction of personal 
information shall be in accordance with this Privacy Policy and all other relevant policies of AKITA, from time to time. 
Retention, Access and Correction of Information  
Personal information will only be retained for the period of time necessary to fulfill the purpose for which it was collected, or as 
required for statutory or other legal purposes. Upon written request, except where permitted or required by law, individuals will be 
granted reasonable right of access, review and correction of their personal information. 
When making an access request, we may require specific information from you to confirm your identity and right to access to the 
personal information that we hold. AKITA reserves the right to charge you a fee to access your personal information, but we will 
advise you of any fee in advance. If you need help in preparing your request, please contact our Privacy Manager. 
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Privacy Policy Compliance  
AKITA encourages all staff personnel to comply with this policy and any instances of noncompliance may be subject to certain 
disciplinary actions, including termination of employment or severance of business relationship. 
Interpretation  
Interpretation of this Privacy Policy will be conducted by the Privacy Officer and performed in accordance with the AKITA Privacy 
Charter. Any inconsistency between this Privacy Policy and applicable Canadian federal and provincial laws and regulations shall be 
interpreted to give effect to, and comply with, such laws and regulations. 
Examples provided in this Privacy Policy are not exhaustive and therefore, the term “including” shall mean, “including without 
limitation”. 
This Privacy Policy does not create or confer upon any individual any additional rights, or impose upon AKITA any additional rights or 
obligations outside of, or in addition to, any rights or obligations imposed by Canada’s federal and provincial privacy laws and 
regulations, as applicable. 
Privacy Contact  
Questions, concerns and access requests may be directed to: 
AKITA Drilling LTD. 
Attention: Privacy Manager 
900, 311 – 6th Ave SW 
Calgary, Alberta T2P 3H2 
Fig 3:   Akita Drilling Limited privacy policy sample [43] 
AETERNA ZENTARIS [44] PRIVACY POLICY 
Æterna Zentaris, Inc. respects the privacy of visitors to its website, and we recognize your need for appropriate protection and 
management of personally identifiable information you share with us ("Your Information"). In order that you can better understand the 
care with which we intend to treat Your Information, Æterna Zentaris has established this Privacy Policy.  
On this website, Æterna Zentaris will only collect, store or use Your Information when it is voluntarily submitted to us by you. We will 
inform you before we collect Your Information and tell you what we intend to do with Your Information. You will have the option not 
to provide personal information to us. If you do allow us to collect Your Information, you will always be able to "opt out" of certain 
uses of Your Information at any time in the future.  
We will not sell Your Information or share Your Information with any other company or organization. Any and all uses of Your 
Information will comply with all applicable laws.  
If you choose not to provide the personal information that we request, you can still visit most of the Æterna Zentaris website, but you 
may be unable to access certain options and services. In general, you can visit www.aeternazentaris.com without telling us who you are 
or revealing any personal information about yourself. We track the total number of visitors to our site, the number of visitors to each 
page of our site, and the domain names of our visitors' Internet service providers and analyze this data for trends and statistics, but 
individual users remains anonymous. 
We are committed to protecting the privacy of children. You should be aware that this site is not intended or designed to attract children 
under the age of 13. We do not collect information about an individual's age.  
Personal data privacy is a new and evolving area, and Æterna Zentaris is evolving to meet these demands. Mistakes are possible; 
miscommunication is possible. If you have any comments or questions regarding our privacy policy, please contact our Privacy Officer 
at aeternazentaris@aeternazentaris.com. We will address any issue to the best of our abilities. 
Fig 4:   Aeterna Zentaris privacy policy sample [44] 
PRIVACY POLICY 
At Axia NetMedia Corporation (Axia), it is our intent to give you as much control as possible over your personal information and, in 
general, you can visit our websites without telling us who you are or revealing any information about yourself. There are times, 
however, when we may need information from you for the purposes of conducting business. 
We will let you know, at the point of collection, before we collect information from you and if you choose to give us personal 
information for the purposes of conducting business we will also let you know how we will use such information. If you tell us that you 
do not wish to have this information used as a basis for further contact with you, we will respect your wishes. We do keep track of the 
domains from which people visit us and we analyze this data for trends and statistics, and then we discard it. 
Personal Information 
Personal information means any information about an identifiable individual, but does not include the name, title, business address or 
telephone number of an employee of an organization. 
How We Use Information Collected 
Axia collects and uses personal information for several general purposes: to identify and understand your needs regarding current and 
new services; to personalize your experience on our websites; to develop and provide products and services; to inform you of products 
and services; to manage our business operations; to assemble statistics concerning the use of Axia services; to allow for account billing 
and to maintain payment records; to provide customer services; and to meet legal and regulatory requirements. We may also use your 
information to send you, or to have our business partners send you, direct marketing information or contact you for market research. 
Information Sharing & Disclosure 
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Because Axia is an international company, your personal information may be shared with other Axia offices or subsidiaries around the 
world. All such entities are governed by this policy and are bound by the appropriate confidentiality and data transfer agreements. 
Your personal information is not shared outside of Axia without your permission except under certain conditions explained below. 
Inside Axia, data is stored in controlled servers with limited access. Your information may be processed in Canada or any other country 
where Axia, its subsidiaries, affiliates or agents are located. 
Axia may send your personal information to other companies or people under any of the following conditions: when we have your 
consent to share the information; when we need to share the information to provide the product or service that you have requested; 
when we need to send the information to companies that work on behalf of Axia to provide a service to you; or when we want to keep 
you up to date on the latest product announcements, software updates, special offers or other information that we think you'd like to 
receive from us or from our business partners (unless you have opted out of these types of communications). We will also disclose your 
personal information if required to do so by law, to enforce our user agreements or other contracts, or in urgent circumstances to protect 
personal safety, the public or our property. 
Note that in the event that Axia discloses your personal information it will only be to the extent required to deliver the service, product 
or fulfill the request. All third parties are prohibited from using the information for any other purpose. 
Cookies & Tracking Technology 
"Cookies" can be used to provide you with tailored information from a website. A cookie is an element of data that a website can send 
to your browser, which may then store it on your system. Cookies do not read data off your hard disk and can only contain personal 
information that you provide yourself. Axia uses cookies to track user traffic patterns in order to determine the usefulness of our 
websites to our users. If you prefer not to receive cookies while browsing our web sites, you may set your browser to warn you before 
accepting cookies allowing you the choice to either refuse or accept it. Refusing cookies may not allow for the full functionality or use 
of Axia's websites. 
Retention of Information 
Axia will retain personal information only for as long as is necessary to conduct business and to meet statutory obligations. Information 
that has been archived for business continuity and disaster recovery purposes will not be purged other than through the normal course 
of backup and archival procedures. 
Data Security 
Axia safeguards the data you send us with physical, electronic and managerial processes and procedures including backups and data 
archival for business continuity. In certain cases, Axia also uses encryption mechanisms to enhance the security of data and data 
transmission. 
Business Relationships 
Axia has entered into business relationships with organizations for the purposes of providing hosted web services. Where Axia provides 
these hosted services, the external organization is responsible for the privacy practices with Axia simply providing the mechanisms for 
data collection. When personal information is collected through the hosted service and is transmitted or stored on Axia resources, then 
Axia will ensure that there is suitable protection for the information. Axia will not use information collected via hosted services for any 
other purpose not otherwise agreed to in the business relationship. 
Third Party Sites 
Axia websites contain links to other sites. Axia is not responsible for the privacy practices or the content of such websites. 
Privacy and Minors 
Axia does not target and does not knowingly solicit personal information from children under the age of 15, nor do we send them 
requests for personal information. 
Changes to Privacy Policy 
Axia will amend this policy from time to time and, if we make substantial changes to how we use your personal information, we will 
make that information available by posting notice on this site. 
Questions & Suggestions 
If you have questions or concerns regarding our collection, use or disclosure of your personal information; please contact us at: 
privacy@axia.com 
Fig 5:   Axia Netmedia Corporation privacy policy sample [45] 
OUR COMMITMENT TO PRIVACY 
Ballard Power Systems Inc. (“Ballard”) and its affiliated corporations (each, a "Ballard Company") are committed to controlling the 
collection, use and disclosure of the personal information provided by its customers and employees (including full and part time 
employees, contractors, volunteers, and prospective employees who provide personal information in the course of applying for a 
position at Ballard). This Privacy Statement is a simplified version of the Ballard Privacy Policy, which adopts the ten articles of fair 
information practices suggested by the Canadian Standards Association Model Code for the Protection of Personal Information.  
A SINGLE POLICY 
Any time you do business with a Ballard Company, or with anyone acting as an agent on our behalf, you are protected by the rights and 
safeguards contained in the Ballard Privacy Policy. Click here to download the full Ballard Privacy Policy in pdf format.  
WHAT IS PERSONAL INFORMATION? 
"Personal information" is personally identifiable information, and may include your name, residential address, personal telephone 
number(s) and personal e-mail address. Personal information is collected by the Ballard Companies only when you specifically and 
knowingly choose to provide it us, such as when you choose to receive information, products or services from a Ballard Company or 
when you apply for a position at a Ballard Company. We may also receive personal information from our business partners and other 
third parties provided that such third parties confirm to us that they have obtained your consent to the disclosure of your personal 
information. Publicly available information, such as a public directory listing of your name, address, telephone number and electronic 
address, is not considered personal information.  
COLLECTION AND USE OF PERSONAL INFORMATION 
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The Ballard Companies collect and use your personal information primarily for the purpose of providing you with any products and 
services you have requested from us or, where applicable, for evaluating your application for employment by a Ballard Company. The 
Ballard Companies may also contact you from time to time to continually improve our product and service offerings. Unless you 
specifically authorize us to release your personal information, or release is required or permitted by law, the Ballard Companies will not 
sell, lease or trade your personal information to other third parties. Anonymous or "non-personal" information gathered by the Ballard 
Companies through the Ballard websites may be used for technical, research and analytical purposes. Ballard Companies will only ask 
for information about you that we need and will only ask for it when we need it. When we ask you for the information, we will explain 
to you why we need it and what we are going to do with it. We will seek your prior consent to the collection, use and disclosure of the 
information as required by applicable privacy legislation. Subject to legal and contractual requirements, you can refuse to consent to 
our collection, use or disclosure of information about you. You may also withdraw your consent to any further collection, use or 
disclosure of information about you at any time by giving us reasonable notice. If our intended disclosures or uses of information 
change, we will notify you accordingly. Your personal information will not be used for any other purpose without your consent.  
DISCLOSURE 
To enable us to more efficiently provide the products and services you have requested from us or, where applicable, to evaluate your 
application for employment by a Ballard Company, the Ballard Companies may share your personal information with other Ballard 
Companies and with selected third parties who are acting on our behalf as our agents, suppliers or service providers. Such third party 
service providers are provided only with such information as is necessary in the circumstances. Information provided to third parties 
may be used only for the purpose stipulated and is subject to strict terms of confidentiality.  
BALLARD WEBSITE 
The only personal information which Ballard collects about you when you use the Ballard website is what you tell Ballard about 
yourself, for example: by completing an online form when you request receipt of information from Ballard; information you provide to 
Ballard through the "Contact Us" section; when you send Ballard an e-mail; or when you apply for a position of employment by 
Ballard. Ballard’s server does not currently set any cookies on your computer when you visit the Ballard website. As most websites do, 
however, Ballard may track usage patterns on its website on an anonymous basis. Your identity cannot reasonably be ascertained from 
this information. Each time you visit Ballard’s website, the Ballard server records your Internet Service Provider, the date and time of 
your visit, the pages you visit and the documents downloaded, the searches you performed, and the referring URL’s you came from. 
Ballard uses this non-personal information to optimize its website service. For your convenience, Ballard may offer links from its 
website to other websites. However, Ballard is not responsible for, nor does it accept any liability for, the personal information 
collection, use and disclosure practices of other entities to which Ballard’s website may link. You should consult the privacy policies of 
these other entities before providing any personal information on their websites.  
SECURITY 
The Ballard Companies are committed to protecting your privacy. Security measures, such as locked cabinets, restricted access and the 
use of passwords and encryption have been adopted to protect your personal information against loss or theft, as well as unauthorized 
access, disclosure, copying, use or modification. Our employees have been trained to respect your privacy at all times and those 
employees with access to your personal information shall use your personal information strictly in accordance with the Ballard Privacy 
Policy and the laws applicable to each specific business.  
QUESTIONS OR CONCERNS 
If you have any questions or concerns about the collection, use or disclosure of any of your personal information held by a Ballard 
Company, or about the compliance by a Ballard Company with the Ballard Privacy Policy, please contact us at 
privacyofficer@ballard.com. Each Ballard Company has procedures in place to receive and respond to complaints or inquiries about its 
handling of personal information. They will describe the complaint procedures to anyone who makes inquiries or lodges complaints. If 
you are not satisfied with the response from the Ballard Privacy Officer after making a complaint, you may have recourse to additional 
remedies under applicable privacy legislation. 
Fig 6:   Ballard Power Systems Inc privacy policy sample [46] 
PRIVACY POLICY 
DragonWave Inc. (DragonWave) recognizes the importance of protecting information collected about our customers and clients. The 
purpose of this Privacy Policy is to inform individuals about the types of personal information that DragonWave receives, holds and 
processes. This Privacy Policy applies only to the DragonWave website and does not apply to data collected on any other website, 
including websites to which this site may link. 
This document is available in a more accessible format upon request. To request an alternate format of our Privacy Policy, please 
contact our AODA Compliance Officer by calling 613-599-9991, by emailing accessibility@dragonwaveinc.com or by mail at 600 – 
411 Legget Drive, Kanata, ON, K2K 3C9. 
Who does this Privacy Policy apply to? 
This policy applies to all users of the DragonWave website, including customers, clients, employees and third party users. By using this 
website, you are consenting to this Privacy Policy. If you do not agree to the terms in this policy, or you have any questions regarding 
our commitment to your privacy, please do not hesitate to contact our Privacy Officer by calling 613-599-9991, by emailing 
privacy@dragonwaveinc.com, or by mail or in person at 600 – 411 Legget Drive, Kanata, ON, K2K 3C9. 
What types of information is collected? 
The Personal Information Protection and Electronic Documents Act, 2000 (PIPEDA) defines a number of different types of information 
that are applicable to what DragonWave collects. 
“Personal information” means information about an identifiable individual, but does not include the name, title or business address or 
telephone number of an employee of an organization. 
“Record” includes any correspondence, memorandum, book, plan, map, drawing, diagram, pictorial or graphic work, photograph, film, 
microform, sound recording, videotape, machine-readable record and any other documentary material, regardless of physical form or 
characteristics, and any copy of any of those things. 
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When users access the DragonWave website, we may automatically collect technical information regarding the user. This information 
is not personally identifiable and is simply used to improve the website usage and content. We will make no attempts to link this 
technical information to the individuals visiting our website, unless such linking is required in order to investigate a breach in security. 
We will not collect any personally-identifiable information about our users unless they voluntarily choose to provide it to us. The most 
common form of personally-identifiable information we collect is through our “Partner Portal” webpage. To use this portion of our 
website, users must register for access by providing their name, company name, job title, phone number and email. This information is 
maintained in individual records, and will not be disclosed to any outside sources without explicit consent from the user.  
DragonWave may store some data on users’ computers in the form of a “cookie”. Cookies are pieces of information that are transferred 
to computer hard drives for record-keeping purposes. In the case of our website, they are used to automatically recognize our users’ 
computers when they visit the website. DragonWave started using cookies in response to customer demand. Cookies were desired by 
our users in order to save time logging in to certain aspects of our website, like the Partner Portal. Users who do not wish to receive this 
service can config their internet browser to erase and block cookies. 
Why is this information collected? 
The technical personal information we collect is used to improve our website. We automatically monitor information that is not 
personally identifiable, such as number of visits to different pages, average time spent on pages and number of pages viewed. We use 
this information to see which parts of our website receive the most usage. It helps us to improve our content and the way it is delivered. 
Our user records are used to better serve our customers and clients. We do not create or maintain user records without permission of the 
user in question. This information allows us to respond to inquiries and assist our clients more effectively and efficiently. 
The data stored from cookies is simply used to improve our users’ experience. It allows users to access their accounts and use our 
services faster. 
How do we collect information? 
The technical personal information we collect is automatically generated as users enter our website. This information is automatically 
monitored by our servers. Our user records are collected when users enter their personal information into a form on our website. It is 
very clear to users that they are entering their personally identifiable information into our records. The cookies our website uses 
generally requires acceptance by the user to save their login information. Some browsers may automatically store the information in a 
cookie, but the browsers usually ask the user before doing so. 
Is the information we collect secure? 
DragonWave is committed to protecting the security of its users’ personal information. We use security technologies and procedures to 
help protect personal information from unauthorized access, use or disclosure. Within DragonWave, only those who have reasonable 
need will have access to a user’s personal information. We will not disclose any of our users’ personal information to any third party 
users. 
How long will we retain information? 
We retain our personal information as long as it is necessary. Users have the right to ask whether DragonWave holds any personal 
information about them and to see that information. Should a user desire their record be viewed or deleted, they can do so by contacting 
our Privacy Officer by calling 613-599-9991, by emailing privacy@dragonwaveinc.com, or by mail or in person at 600 – 411 Legget 
Drive, Kanata, ON, K2K 3C9. 
Can a Privacy Officer be contacted with questions or concerns? 
Any inquires, questions, concerns or complaints regarding our privacy policies and practices should be forwarded to our Privacy 
Officer as follows: 
Attn: Privacy Officer 
                            DragonWave Inc. 
                            600 – 411 Legget Drive 
                            Kanata, Ontario, Canada 
                            K2K 3C9 Via 
telephone:             613-599-9991Via email:             privacy@dragonwaveinc.com 
Fig 7:   Dragon Wave Inc privacy policy sample [47] 
PRIVACY POLICY 
References to “AOC” include Athabasca Oil Corporation, and all affiliates of Athabasca Oil Corporation. 
PRIVACY STATEMENT AND TERMS OF USE FOR THE EXTERNAL WEBSITE 
Athabasca Oil Corporation (“AOC”) is committed to protecting the privacy of the personal information which it collects in the course 
of conducting its business. This Privacy Statement applies to the AOC website and governs AOC’s collection, use and disclosure of 
personal information. By using AOC’s website, you consent to the data practices described in this statement. 
COLLECTION OF YOUR PERSONAL INFORMATION 
AOC may collect personally identifiable information, such as your e-mail address, name, home or work address or telephone number. 
AOC may also collect anonymous demographic information which is not unique to you such as your IP address, age, gender, 
preferences, and interests and favorites. 
There may also be information about your computer hardware and software that is automatically collected by AOC. This information 
can include: your IP address, browser type, domain names, access time and referring website addresses. This information is use by 
AOC for the operation of the service, to maintain quality of the service, and to provide general statistics regarding use of the AOC 
website and is only used for internal purposes. 
AOC encourages you to review the privacy statements of websites you choose to link to from AOC so that you can understand how 
those websites collect, use and share your information. AOC is not responsible for the privacy statements or other content on websites 
outside of AOC 
OTHER STAKEHOLDERS 
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Respecting and protecting the privacy of AOC’s other stakeholder group is important to us and is a priority in our continuing 
relationship. Examples of other stakeholders include, but are not limited to, individual contractors, job applicants, landowners, lease-
grantors, shareholders, investment analysts, and government contacts. 
AOC collects your personal information through various means, such as through personal contact, job applications, and over the phone. 
We collect this information so we can manage our ongoing relationship with you, but we will tell you the specific purposes for which 
your information will be used when we collect it. 
AOC takes great care to ensure your personal information is securely stored. Access to this information is restricted to authorized 
employees of AOC and will only be disclosed to third-party agents responsible for administering our programs or providing AOC with 
services, provided that such companies use the information only for the purposes for which it was disclosed, and agree to maintain 
privacy policies consistent with AOC’s. 
USE OF PERSONAL INFORMATION 
AOC collects and uses your personal information to operate AOC website and deliver the information you have requested or, in the 
case of applying for an employment position with AOC, to consider such information. 
AOC does not sell personal information to third parties. 
AOC will retain personal information only for the period of time necessary to meet the purposes for which it was collected or as 
required by law. 
AOC will disclose your personal information, without notice only if required or permitted to do so by law or in the good faith belief 
that such action is necessary to: (a) conform to the edicts of the law or comply with legal process served on AOC; (b) protect and 
defend the rights or property of AOC and (c) act under exigent circumstances to deal with an emergency that threatens the life, health 
or safety of an individual. 
USE OF COOKIES 
The AOC website use “cookies” to help you personalize your use of the website. 
You have the ability to accept or decline cookies. Most web browsers automatically accept cookies, but you can usually modify your 
browser setting to decline cookies if you prefer. If you choose to decline cookies, you may not be able to fully experience the 
interactive features of the AOC services or web sites you visit. 
SECURITY OF YOUR PERSONAL INFORMATION 
AOC secures your personal information from unauthorized access, use or disclosure. AOC secures the personally identifiable 
information you provide on computer servers in controlled, secure environment, protected from unauthorized access, use or disclosure. 
CHANGE TO THIS STATEMENT 
AOC will occasionally update this Privacy Statement to reflect company and user feedback. AOC encourages you to periodically 
review this statement to be informed of how AOC is protecting your personal information. 
CONTACT INFORMATION 
AOC welcomes your comments regarding this Privacy Statement. If you believe that AOC has not adhered to this statement, please 
contact AOC at privacy@atha.com. We will use commercially reasonable efforts to promptly determine and remedy the issue. 
Fig 8:   Athabasca Oil Corporation privacy policy sample [48] 
PRIVACY POLICY 
Protecting your privacy is important to us. We hope the following statement will help you understand how Agnico Eagle collects, uses, 
and safeguards the personal information you provide on our website. When you browse Agnico Eagle’s website, you do so 
anonymously. We don't collect personal information; including your e-mail address. We do log your IP address (the Internet address of 
your computer) to give us an idea of which parts of our website you visit and how long you spend there. But we do not link your IP 
address to anything personally identifiable. The only other information automatically provided to us is the type of computer and 
operating system you are using. Your browser supplies us with this information. At times we may request that you voluntarily supply us 
with personal information, such as your e-mail address and postal address, for purposes such as corresponding with us. We do not share 
this data with anyone else and no one else can access your information unless we are compelled by law or a law enforcement agency to 
produce required electronic documentation. If you wish to be removed from our database, or have any questions about the operation of 
our website, please write to info@agnico-eagle.com. Otherwise, you may remove your information from our database by changing your 
settings on the Email Alerts Page. Agnico Eagle’s privacy statement is subject to change at any time and without notice. Please check 
this page for updates. Cookies: Cookies are small text files placed on your computer by websites that you visit to make websites work, 
or work more efficiently, as well as to provide information to the owners of the site. Our websites use Google Analytics cookies to 
collect information about how visitors use our websites. We use the information to compile reports and to help us improve our websites 
and the user experience. The cookies collect information in an anonymous form, including the number of visitors to the site, where 
visitors have come to the site from and the pages they visited. By accessing and using our websites, you consent to the processing of 
data about you for the purposes set out above. Your web browsers may allow some control of cookies through the browser settings. 
You may learn more about cookies, including how to see what cookies have been set and how to manage and delete them, at 
www.allaboutcookies.org. To opt out of being tracked by Google Analytics across all websites visit 
http://tools.google.com/dlpage/gaoptout 
Fig 9:   Agnico Eagle Mines Limited privacy policy sample [49] 
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PRIVACY POLICY 
CREIT is committed to maintaining the accuracy, security and privacy of personal information that is collected through this Web site in 
accordance with applicable law. By using the Web site, you agree to the terms of this Privacy Policy and consent to the collection, use, 
and disclosure of your personal information for the purposes identified in this Privacy Policy. In this Privacy Policy, the term "CREIT" 
refers to Canadian Real Estate Investment Trust and all of its Canadian Affiliates, such as CREIT Management L.P., and each of their 
respective personnel and agents. "Affiliates" means the parent company, subsidiaries and affiliated companies of CREIT as they may 
exist from time to time                   . 
Personal Information                        .                     
Personal information is any information that can be used to distinguish, identify, or contact a specific individual. This information can 
include an individual’s name and contact information. 
Personal Information That We Collect                        . 
CREIT collects and maintains certain types of personal information from Web site users, including its tenants, customers, unitholders 
and other website visitors. Specifically, CREIT collects your name and contact information (including your address, phone number and 
e-mail address) when you register for certain Web site features or services or when you request information from CREIT. In addition, if 
you apply for employment through the Web site, CREIT collects any personal information that you submit, including information 
contained in resumes. In addition, CREIT collects information that you provide when you make voluntary submissions using features 
of the Web site (e.g. Web site blogs). Like many other websites, CREIT uses cookies, which are text files placed on your computer, to 
better understand how the Web site is used, to make sure the Web site’s information and dynamic content are served correctly, and to 
improve performance of the Web site. This information is used to improve the content of the Web site, or to customize the Web site to 
your preferences. CREIT does not use cookies to retain personal information about the Web site visitors, and CREIT does not sell 
information obtained from the use of cookies. 
How We Use Your Personal Information                                   . 
The information that CREIT collects is used to confirm your identity and your eligibility for certain Web site features and services (e.g. 
tenant services), to establish and administer your account for certain Web site features and services, to deliver requested materials to 
you, to respond to your questions, or to deliver a product of service that you have requested. If you apply for employment with CREIT, 
your information is used to evaluate your suitability for employment Third party service providers may be engaged by CREIT to 
perform a variety of functions, such as to deliver items that you have requested from CREIT or to provide technical services for the 
Web site. These third party providers may have access to personal information about you if needed to perform the functions for which 
they are retained. However, CREIT directs that those companies may only use such personal information for the purpose of performing 
these functions and may not use it for any other purpose. In these cases, when information is shared, CREIT requires reasonable 
assurance that the third parties will protect your information in conformity with CREIT’s privacy practices. Some of these service 
providers may be located outside of Canada, in which case personal information shared with them will be subject to the laws of the 
country in which the service provider is located. That country may have laws that require that personal information be disclosed to 
government bodies or courts under different circumstances than would CREIT. CREIT will not otherwise use your personal 
information except as permitted or required by law 
When We Disclose Your Personal Information                                    . 
In the event of a sale, amalgamation, re-organization, transfer or financing of parts of our some or all of CREIT’s business, your 
personal information may be disclosed to an acquiring organization, either as part of due diligence and/or on completion of the 
transaction. If your personal information is ever disclosed to an unaffiliated third party in this context, CREIT will require that third 
party to agree to protect your personal information in accordance with this Privacy Policy. CREIT will not otherwise, without your 
consent, disclose your personal information for any purpose other than as identified in this Privacy Policy, except where permitted or 
required by law. 
Retention of Personal Information                                           . 
CREIT will retain your personal information for as long as necessary to fulfill the purpose for which the information was collected and 
to comply with legal record-keeping requirements.                         
Security Measures                     . 
CREIT employs safeguards designed to protect personal information against loss or theft, as well as unauthorized access, disclosure, 
copying, use or modification. The methods of protection include: physical measures (e.g., locked filing cabinets and restricted access to 
offices); organizational measures (e.g., limiting access on a “need to know” basis); and technological measures (e.g., the use of 
passwords). 
Links to Other Websites                      . 
The Web site may contain links or references to other websites. Please be aware that CREIT does not control other websites and that 
this Privacy Policy does not apply to those websites. 
Access to Personal Information                    . 
You can request to see the personal information that CREIT holds about you. If you wish to review, verify, or correct your personal 
information, please contact CREIT’s Privacy Officer using the contact information set out below. At that time, CREIT will need 
specific information from you to enable CREIT to search for, and provide you with, the personal information that CREIT holds on you.               
. 
Privacy Policy Updates                           . 
CREIT may change this Privacy Policy from time to time. Please check this Privacy Policy periodically for changes. Your continued 
use of the Web site following the posting of changes in this Privacy Policy will mean that you accept those changes.  
Contact Information                      . 
If you have questions, concerns, or complaints regarding CREIT’s Privacy Policy or practices or wish to (i) amend or obtain access to 
your personal information, or (ii) opt-out or withdraw your consent to collection or use of your personal information, please contact 
CREIT’s Privacy Officer at:                                .  
Privacy Officer                 .  
175 Bloor Street East North Tower - Suite 500           .  
Toronto, ON M4W 3R8  
Telephone: 416-628-7771  
64 
 
Email: privacy@creit.ca  
Fig 10:   Canadian Real Estate Investment Trust privacy policy sample [50] 
2.4.3 Part 3 
Construction of a questionnaire (Table 7) and, an Information letter/consent form (Fig 
A1) was necessary where data collection was done by phone interviews. These items helped 
collect information about the compliance of the listed corporations’ privacy policies to 
PIPEDA. After a review from the Research and Ethics Board (REB) of University of 
Northern British Columbia (UNBC), the Information letter/consent form constructed was 
approved to be used in the interview. Based upon all of the information obtained above a 
questionnaire was constructed and the questions are contained in Table 7 along with the 
responses from privacy officers.  
The information letter/consent form was presented to the privacy officers before the 
onset of the interview and the responses were coded into categories. A total of 565 privacy 
officers were contacted but only 316 were willing to participate. The results summate to 316 
responses for each question.  The phone interview was aimed at identifying the compliance 
of the verbal responses of the privacy officers to the privacy policies of the corporations 
listed online and to PIPEDA.  
During the phone interviews with the privacy officers, the questions used explored the 
design of corporate privacy policy and the perception of the privacy officer with respect to 
their compliance with PIPEDA. The corporations were categorized according to their market 
capitalization size into three categories. These were the large scale corporations with a 
market capitalization of over 500 million, medium scale corporations with a market 
capitalization of 50 million to 500 million and small scale corporations with a market 
capitalization of under 50 million.  
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Table 7: Assessment Questions on Designing Corporate Privacy Policy That Meets PIPEDA 
 ASSESSMENT QUESTIONS RESULTS 
1.  Accountability  
a)  Does the corporation accept responsibility for the personal information it has collected, including 
information that has been transferred to a third party for processing? 
 
i.  Yes, we are only responsible for the information we collect for use 71 
ii.  Yes, we are responsible for the information that our third parties and us have 40 
iii.  Answers  i + ii 62 
iv.  No, we have no control over information that is in the hands of other people 143 
b)  Are the identity and contact information of the privacy officer(s) of the   corporation's made known 
upon request?  
 
i.  Yes, contact information is also found on website 156 
ii.  Yes, we will share information if requested 121 
iii.  No specific individual is designated; contact information is offered by enquiries desk 39 
2.  Identifying purposes  
a)  Does the corporation document or share the purposes for collecting personal information?  
i.  Yes, the purpose is stated on the website 129 
ii.  Yes, the purpose is for business related activities of the corporation and is shared internally 89 
iii.  Yes but the purpose is private and only shared with those sharing their personal information 39 
iv.  Answers  i + iii 27 
v.  No, we do not share the purpose with outsiders 32 
b)  Does the corporation identify any new purposes for the use of the personal information already 
collected? 
 
i.  There is no other purpose for information collected other than that specified 166 
ii.  Yes, we inform the owners about any new use of their personal information 94 
iii.  No, information is destroyed after use, and not used for any other purpose 18 
iv.  Answers  i + iii 38 
3.  Consent  
a)  Does the corporation seek consent from the users, for the use or disclosure of the information at the time 
of collection? 
 
i.  Yes, by users accepting to give their information, they give their consent 161 
ii.  Yes, users give consent by continuing with their access to our website 66 
iii.  Answers  i + ii 35 
iv.  Yes, we seek consent from our users by asking them to accept to our terms and conditions, before we can use 
their information 
41 
v.  No, we do not seek consent because we do not disclose the information 13 
b)  Does the corporation offer the option of opting out of a consent by a user and the implications that it 
brings with it? 
 
i.  Yes, users can contact the corporation to request that their information not be used and with no penalty
  
166 
ii.  Yes, users can opt out by cancelling their account with the corporation 81 
iii.  Answers  i + ii 48 
iv.  No, but once the information has been used, it is destroyed and cannot be used again for other purposes  21 
4.  limiting collection  
a)  Does the corporation collect only the information required, and only necessary for the purposes 
identified? 
 
i.  Yes, we collect only the information which is relevant for our identified purposes 156 
ii.  Yes, information is collected only to be used and not stored for future use 37 
iii.  Yes, we only collect the information that which is relevant to us and our affiliate corporations for business use 118 
iv.  Answers  i + iii 5 
b)  Does the corporation specify the type of information collected as part of their policies and practices?  
i.  Yes, the type of information collected is governed by our policies 101 
ii.  Yes, we specify the collected information to the concerned persons only 120 
iii.  Answers  i + ii 13 
iv.  No, we do not specify the information collected for security purposes 82 
5.  Limiting use disclosure and retention  
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a)  Does the corporation use or disclose the collected information for purposes other than those for which it 
was collected for or as required by law? 
 
i.  No, collected information is only used for the specified purposes unless required otherwise by law 118 
ii.  Yes, collected information is used by the corporation in any way as long as the consent was given and is not in 
violation of the users’ privacy 
116 
iii.  Yes, we have no control of how our affiliates will use the information we share with them 82 
b)  Does the corporation save or destroy the information that is no longer used for purposes other than 
those for which it was collected or disclosed? 
 
i.  Once the information is used it is destroyed immediately to avoid any security risks that may occur 141 
ii.  The information is saved securely by the help of security implementations for future similar use unless 
requested otherwise by the user 
131 
iii.  Collected information is always stored for a period of time before it is destroyed 44 
6.  Accuracy  
a)  A corporation shall not routinely update personal information, unless to fulfil the purposes for which the 
information was collected. Does the corporation routinely update personal information and for what 
purposes? 
 
i.  No, no need for update as collected information is only used once and then it is destroyed 32 
ii.  Yes, update is only possible after confirmation from users and only if necessary especially on contact 
information 
71 
iii.  No, we collect new information instead of updating old information 213 
b)  What does the corporation do to ensure that the private information they have is accurate and up to 
date? 
 
i.  Nothing, we have no control over the accuracy of the information that we collect 32 
ii.  We collect information frequently to ensure that we do not have outdated information 213 
iii.  We update the information after confirmation and consent from users 71 
7.  Safeguards  
a)  What measures and methods does the corporation take to ensure security to the private information they 
collect? 
 
i.  Employ safety measures like strong firewalls, strong passwords, using HSU servers, encryption. 180 
ii.  Limit access to the private information 29 
iii.  Use the information and destroy it instead of saving it. 107 
b)  What measures does the corporation take with its staff to ensure confidentiality of the personal 
information? 
 
i.  Limit the number of staff with access to the private information 89 
ii.  Enlightening staff on need and necessity for privacy on the information 128 
iii.  Restricting access to private information from the public unless it is the owner of the information 99 
8.  Openness  
a)  Does the corporation make their privacy policies available via other means effortlessly by the user, in 
addition to their websites? 
 
i.  Yes, the privacy policy is available in our corporation manifest 108 
ii.  No, other documents with privacy policies are internal documents which the public has no access to 85 
iii.  No, the website offers easy access to the privacy policy by users 123 
b)  What kind of information do the corporations make available without violating privacy policies?  
i.  We do not avail any users’ information that we collect to the public but only analysis reports 182 
ii.  We do make available to the public the corporations contact information, policies and guides, and summary 
reports 
101 
iii.  We cannot share that kind of information with you because we do not reveal customers’ information. 33 
9.  Individual access   
a)  Does the corporation allow access to the information by the owner of the information they collect?  
i.  Yes, users can request access to their information as long as it is still available 274 
ii.  No, only access s to opt out which removes users from the system 19 
iii.  No, the corporation destroys the information after it is used  23 
b)  Does the corporation allow the owner of the information to challenge the accuracy and completeness of 
the information and have it amended as appropriate? 
 
i.  Users may do that if they so desire but we make no alteration to the information that they give us 293 
ii.  No, we do not have the need for this as the information is used and not saved 23 
10.  Challenging compliance  
a)  Has the corporation ever received complaints about their information handling practices from the 
owners of the information?  
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i.  No, never been a complaint about personal information handling practices from the owners of the private 
information 
289 
ii.  Not aware of any complaints from the owners of the private information 27 
b)  Has the corporation ever amended their privacy policies or practices based on complaints?  
i.  No, we amend our privacy policies after reviews done on schedule dates but not because of complaints 289 
ii.  Not aware of any amendment of the privacy policies or practices based on complaints from the owners of the 
private information 
 
iii.  The corporations have changed and/or amended the privacy policies at some point for the best of the 
corporation and users 
 
iv.  Answers ii + iii 27 
Questionnaire with summarized answers to the verbal phone interview 
2.4.4 Part 4 
The results of the phone interview were compared to the existing privacy policies of 
respective corporations. The aim was to identify any differences which exist between what 
interviewees answered and what is written in the privacy policies of their respective 
corporations. The responses of the interviewees, who to the best of their knowledge, are the 
privacy officers of their corporations, were compared to PIPEDA to analyze the compliance 
level of the corporations. From the analysis, a set of suggested changes have been proposed 
and may assist corporations in developing privacy policies in better compliance with 
PIPEDA.  
2.5 Data Analysis 
For the four different parts of this research, the data analysis and results are as below.  
2.5.1 Data analysis for part 1 
The analysis shows only 1,017 or 44% of corporations have their privacy policies 
publicly available on their websites while 1,273 or 56% of corporations do not have their 
privacy policies publicly available on their websites.  
2.5.2 Data analysis for part 2 
       A complete summary list of article by article comparison of corporate privacy 
policies from TSX to PIPEDA showed a significant discrepancy (see Table A1). Table 4 and 
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Table 5 show a summary of the comparisons of the technology, and the oil and gas sectors, to 
PIPEDA respectively. The two categories of corporations were chosen because computer 
scientists and electrical engineers are mostly associated with the technology sector, and the 
oil and gas sector.  
The tabulation provided for the technology sector (Table 4) and oil and gas sector 
(Table 5) indicate broad compliance with the principles of PIPEDA but none of the principles 
appear to have 100% compliance. From the initial survey of the TSX, it can be seen that there 
are different number of corporations in each of the 8 categories according to the type of 
business areas the corporations are involved in. The technology and oil and gas sectors have 
a different number of corporations and therefore any comparison which is purely numerical 
will be inaccurate.  
The comparisons between corporations classified under the technology vs the oil and 
gas sector show that the oil and gas sector had 97 corporations classified under it while the 
technology sector had 40 (see Table 4 and 6). Despite this, corporations classified under the 
technology sector appear to more completely comply with PIPEDA compared to 
corporations classified under the oil and gas category. Comparison between the technology, 
and the oil and gas corporations had their percentage compliance to PIPEDA principles as 
shown in Table 8.   
Table 8: Oil and gas Vs Technology Corporations’ privacy policies compliance to PIPEDA 
Corporation PIPEDA Principles 
 1 2 3 4 5 6 7 8 9 10 
Technology corporations 28% 85% 0% 38% 8% 68% 8% 45% 45% 65% 
Oil and gas corporations 28% 79% 0% 30% 2% 36% 4% 41% 44% 43% 
 
1-10 represent the ten PIPEDA principles as shown on page 42-43 
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From comparison of corporations in the technology, and oil and gas sectors, it is 
apparent that corporations behave differently. These two category of corporations have 
similar compliances with each other in 3 PIPEDA principles while no corporation appears to 
have complied with the 3rd PIPEDA principle. Corporations under the technology sector 
appear to have complied more to 8 PIPEDA principles as opposed to corporations under the 
oil and gas sector which are more in number. This is a positive result although compliance 
level is not yet 100%.  
The 1st PIPEDA principle appears to have the same compliance from both 
corporations in the technology and oil and gas sectors while the 3rd principle appears to have 
not been complied by any corporation in the technology or the oil and gas sectors. It is 
important to improve compliance level of all corporations to 100%. PIPEDA principles 
which were compared to privacy policies of corporations are collected from each of the 10 
major principle topics.  
2.5.2.1 Assessment of PIPEDA Principles relative to computing ethics 
Specific wording or phrases in the PIPEDA principles for comparison purposes are as 
described under each principle below [41]. A review of the sample policies from corporations 
in the comparisons shows which corporations from the sample satisfy each principle of 
PIPEDA (see Table A1). 
1) A corporation is responsible for personal information in its possession or custody, 
including information transferred to a third party for processing and corporations shall 
provide a comparable level of protection to information being processed by a third party. 
 The assessment in this principle looked for words with similar meanings or words 
such as: “Responsibility for and protection of personal information by corporation”. 
70 
 
This PIPEDA principle has been satisfied by different corporations such as Akita 
Drilling Limited [58] and Aeterna Zentaris [59]. This principle has been satisfied by only 231 
of the total corporations with publicly available privacy policies which is 23% of the sampled 
corporations from TSX (see Table A1). The percentage is higher for the oil and gas sector as 
well as the technology sector where 28% of the corporations comply. This is probably 
because corporations in the technology sector understand the importance of digital privacy.  
Both the percentages from the technology, oil and gas sectors and, the TSX sample in 
Table A1 are very small especially when this principle is advocating for corporations to take 
responsibility of information they collect from their customers. The majority of corporations 
collect information whether they have privacy policies or not and whether they agree to the 
collection of information or not. Despite the corporations collecting information for their own 
use, only a small percentage mention in their policies their promise to protect data in their 
possession. The majority of corporations which share information with third parties say they 
do not have control or responsibility over the shared information once it is in the hands of the 
third party.  
PIPEDA requires a corporation as primary collector of information, to be responsible 
for the safety of all information they have or may have shared with other corporations or 
people. It is their responsibility to select with care whom they share information with. The 
majority of corporations try to avoid liability in case of data breach after unlawfully using the 
information. Situations may however force corporations to accept liability and responsibility 
in the event information is in their possession. Affiliate corporations may lack or not have 
similar privacy policies which puts the information at risk with no one accepting liability.   
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2) The identified purposes should be specified to individuals whose personal information 
is collected at or before time of information collection from. Depending upon the way in 
which information is collected, it can be done orally or in writing.  
 The assessment in this principle looked for words with similar meanings or other 
words such as: “Personal information should not be used for purposes other than which is 
declared”. 
This PIPEDA principle has been satisfied by different corporations such as Akita 
Drilling Limited [58], Axia Netmedia Corporation [60], Ballard Power Systems Inc [61], 
Dragon Wave Inc [62], Athabasca Oil corporation [63] and Canadian Real Estate Investment 
Trust [64] as per the privacy policies from the 8 sampled corporations. In the sample from 
TSX, this principle has been satisfied by 567 corporations with privacy policies being 56% 
(see Table A1). This shows a minority of corporations with privacy policies do not identify 
the purposes for collecting private information from their customers. 
The percentage is much higher with 79% compliance from the oil and gas sector 
while an 85% compliance is from the technology sector. This is also the highest compliance 
to the PIPEDA principles by the technology sector and the best compliance by any other 
sector including the TSX sample (Table A1). This principle is advocating for corporations to 
identify the purpose for their information collection from their customers and the 
corporations under the technology sector appear to be highly compliant although the 
compliance level is not 100%.  
Information security can be compromised by collection of information deceitfully 
using computing technology and not declaring the purpose for collection and using the data 
in ways which may not be approved by customers. If corporations collect data without 
declaring the purposes for it, the data may be used in unapproved manner which may 
72 
 
endanger the owners of the data. This principle rules out the possibility of deceitfully 
collecting information for other purposes which may be unethical in computing.    
3) When collected personal information is to be used for purposes not previously 
identified, new purpose shall be identified prior to use unless required by law.  
 The assessment in this principle looked for words with similar meanings or words 
such as: “Identify any new purpose for using collected personal information”.  
From the initial sample from TSX, this PIPEDA principle has been satisfied by 
different corporations such as Aeterna Zentaris [59] and Ballard Power Systems Inc [61]. 
Absolute Software Corporation is another corporation which satisfy this principle. In the 
sample from TSX, this principle has been satisfied by 28 corporations with privacy policies 
which is only 3% of the total TSX sample (see Table A1).  These corporations have declared 
in their privacy policies they shall not use the collected information for purposes other than 
those declared and in case that changes they will seek consent from the customers. This 
principle addresses the need for consent from owners of information before the information is 
used.  
The percentage for compliance relative to this principle is 0% from both the oil and 
gas sector, and the technology sector. This is also the worst compliance to the PIPEDA 
principles by the technology, and oil and gas sectors and third to the worst compliance after 
compliance of the 5th principle at 2% by the oil and gas sector, and/or by any other sector 
including the TSX sample (Table A1). This principle is advocating that corporations should 
identify any new purposes for using the already collected personal information from their 
customers other than those purposes which were initially declared when collecting the 
information. The majority of the corporations seem to have not addressed this in their privacy 
policies and the compliance level of this principle to PIPEDA is below 100%. 
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Identification of a new purpose for collecting personal information and its 
documentation may involve updates to the websites concerning the declaration of the new 
purposes which may cause increased expenses in website redesign to corporations. Majority 
of corporations do not exhaustively declare the purpose for collecting the information and are 
vague in their description. As a result, they may use the collected information for other 
purpose(s) which they may desire, which are different from the already declared purpose(s) 
for data and information collected. Customers are also not aware if their information has been 
used for anything other than the intended purpose declared unless there is an occurrence of an 
unfortunate event which may bring the purpose for collecting information to public 
knowledge.  
Corporations should however be transparent and not take advantage of the customer’s 
ignorance and/or lack of knowledge about the new purposes for using their information. 
Further, customers have a right to contact the privacy officer of the corporation and request a 
detailed description of how their data has been used if possible. This will assist them in 
keeping track about when and where their information has been shared. Legally, it is the 
responsibility of the corporations to inform the customers if there is a change in the desired 
use of the information they have about them.  
4) Consent is required for collection of personal information and subsequent use or 
disclosure of this information. A corporation will seek consent for use or disclosure of 
information at the time of collection or sought after information has been collected but before 
use.  
 In the assessment in this principle, words with similar meanings were searched for or  
words such as: “Customer Consent for collection use and disclosure”. 
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In the sample from TSX, this principle has been satisfied by 315 corporations with 
publicly available privacy policies which is 31% (see Table A1). Some of the corporations 
which have satisfied this principle are: Akita Drilling Limited [58], Aeterna Zentaris [59], 
Axia Netmedia Corporation [60], Ballard Power Systems Inc [61], Dragon Wave Inc [62], 
Athabasca Oil corporation [63], Agnico Eagle Mines Limited [65] and the Canadian Real 
Estate Investment Trust [64]. Results show a small percentage of corporations are compliant 
by having a similar principle to this one in their privacy policies while the majority of them 
don’t have publicly available principles addressing this issue. Corporations always collect 
information about visitors to their websites despite having no consent from owners of the 
information.  
It is important for corporations to obtain consent from clients before they collect, use, 
store or share their information with third parties. The percentage of compliance for this 
principle is much higher at 38% for the technology sector while a 30% compliance is 
observed in the oil and gas sector. Again the technology sector is more compliant with 
regards to this principle as opposed to the oil and gas sector as well as the entire TSX sample 
of corporations with public facing privacy policies. The oil and gas category of corporations 
have a lower compliance percentage level compared to the entire TSX sample. This principle 
is advocating for the consent of the owners of the information before corporations go ahead 
and collect their information. On this principle, compliance is still lower than 100%.  
5) Personal information shall be retained only as long as necessary for fulfilment of  
declared purposes. 
 In the assessment in this principle wordings considered were those with similarities 
to: “Specification of the time of information collection”. 
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This principle has been satisfied by only 49 corporations or 5% of all corporations 
with publicly available privacy policies. Some of the corporations which satisfy this principle 
are; Akita Drilling Limited [58], Athabasca Oil corporation [63] and the Canadian Real 
Estate Investment Trust [64]. In their publicly available privacy policies, these corporations 
address this issue and say they only retain the personal information which they collect as long 
as it is necessary for the fulfilment of the declared purpose. This principle emphasizes the 
need for retaining the personal information only when it is necessary and only for the use for 
which it was collected.  
Retaining of personal information after collection may require updates to the data 
which may lead to increased expenses to corporations when storing and updating. The 
percentage for the compliance by the technology sector is much higher at 8% while the 
percentage compliance is lowest at 2% from the oil and gas sector. The percentage 
compliance level of these two categories including the percentage compliance of the TSX 
sample to PIPEDA principles are not good. They all have less than 10% compliance which is 
far from the expected 100%.  
It would appear the majority of corporations collect new information for use every 
time they so require instead of updating the retained information which will require them to 
collect the information several times to keep it current. Corporations should be transparent 
and not take advantage of the customer’s ignorance about the information they have 
concerning them. They should make it known to the customers but if they are not 
comfortable with it they should offer them an option of accepting or refusing to have their 
information retained. It is the responsibility of the corporations to inform customers 
whenever they plan to retain their information after a transaction or not.  
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6) The security safeguards shall protect personal information against loss or theft, as 
well as unauthorized access, disclosure, copying, use, or modification. Corporations shall 
protect personal information regardless of format in which it is held. 
 The assessment in this principle, looked for words with similarity to or those 
addressing issues such as: “Security and protection of personal information by corporations”. 
This PIPEDA principle has been satisfied by different corporations such as Akita 
Drilling Limited [58], Axia Netmedia Corporation [60], Ballard Power Systems Inc [61], 
Dragon Wave Inc [62], Athabasca Oil corporation [63] and the Canadian Real Estate 
Investment Trust [64]. In the sample from TSX, this principle has been satisfied by 523 
corporations, making it 51% compliant (see Table A1). Corporations are required by 
PIPEDA to declare their commitment to protecting information and to being responsible in 
assuming liabilities for any misuse or security breach. Almost half of the surveyed 
corporations do not specify the details of the type of protection they give to information in 
their care while other corporations offer disclaimers they will not be responsible for any 
instances of violations to private information.  
It is better and more desirable for corporations to declare if they use firewalls, 
encryption, intrusion detection systems or any other measures available. This will assist 
customers to have an idea of how secure their information is in the hands of a corporation. 
The percentage for compliance by the technology sector is much higher at 68% while from 
the oil and gas sector the percentage of compliance is 36%. Corporations under the 
technology sector appear to be more compliant compared to both the oil and gas sector and 
the entire TSX sample although it is still not 100% compliant which would be most desirable. 
This could be assumed to be because corporations in the technology sector are more aware of 
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the need for digital security and protection of personal information as they address that on a 
day to day basis 
7) A corporation shall not routinely update personal information, unless such a process is 
necessary to fulfill purposes for which information was collected. This information shall be 
made available in a form which is generally understandable. 
 The assessment in this principle considered words with similar meaning to: “Update 
of personal information, only to fulfil the purpose for which information was collected”. 
This PIPEDA principle appears to have not been addressed satisfactorily in the 8 
sample privacy policies of the corporations in Table 9 below. This is the situation with 
Ballard Power Systems Inc and/or Aertena Zentaris. This principle has however been 
observed by 67 corporations of the total corporations with publicly available privacy policies 
or 7% of surveyed sample from TSX (see Table A1). The majority of the corporations have 
not addressed this issue in their privacy policies in a form which is generally understandable 
and do not explain their intentions and/or practices regarding updating the information 
collected by their websites. The percentage is just a little higher, with 8% compliance from 
the technology sector, while for the oil and gas sector the compliance level is only 4%.  
Although corporations such as Ballard Power Systems Inc and/or Aertena Zentaris 
appear to comply with this principle, that may be ruled out as they appear to anonymously 
keep track of their customers’ usage and access to their websites for their own personal use. 
For Ballard Power Systems, each time someone visits their website their server records some 
information which is used to update personal information. This is routinely done during 
every website visit which appears to contradict what PIPEDA requires in this principle. 
There are other corporations that do not seem to address this principle in an easily understood 
way in their privacy policies. 
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The corporations under the technology sector appear to be more compliant although 
the compliance level is very minimal at less than 10% whereas 100% compliance would be 
best. Examples of the corporations which are in compliance with this principle are: 
Blackberry Limited, and Norsat International Inc among others. The Information of a 
corporation’s privacy policy and practices should be fulfilled only for the purposes for which 
the information was collected. In order to increase compliance to PIPEDA, corporations 
should never deviate from their original intentions and practices as stated in their privacy 
policies, just as required by law and stated in PIPEDA. 
Table 9: Corporations’ privacy policies compliance to PIPEDA 
  
Corporation 
 
Sector  
PIPEDA Principles 
1 2 3 4 5 6 7 8 9 10 Total 
1.  Akita drilling limited Energy 
services 
x x  x x x  x  x 7 
2. 2. Aeterna Zentaris inc Life Sciences x  x x   x x  x 6 
3. 3. Axia Netmedia 
corporation 
Diversified 
industries 
 x  x  x  x   4 
4. 4. Ballard power 
systems Inc 
Clean 
technology 
 x x x  x x x x x 8 
5. 5. Dragon wave Inc Technology 
companies 
 x  x  x  x x  5 
6. 6. Athabasca oil 
corporation 
Oil and Gas 
companies 
 x  x x x  x x  6 
7. 7. Agnico Eagle mines 
limited 
Mining 
companies 
   x     x  2 
8. 8. Canadian real estate 
investment trust 
Real estate  x  x x x  x x  6 
 
1-10 represent the ten PIPEDA principles as shown on page 42-43 
8) Information made available shall include name or title, and address, of the person who 
is accountable for corporation’s policies and practices. There should also be contact 
information for the person to whom complaints or inquiries can be forwarded to regarding 
access to personal information which the corporations hold about customers. 
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 The assessment in this principle considered words with similar meaning such as:  
“Contacts of person(s) accountable for the corporation’s policies and practices”. 
This PIPEDA principle has been satisfied by the majority of corporations on Table 9 
such as: Aeterna Zentaris [59], the Dragon Wave Inc [62] and Canadian Real Estate 
Investment Trust [64]. From the sample from TSX, this principle has been complied with by 
378 corporations which is 37% (see Table A1). The percentage of compliance to this 
principle is much higher at 41% from the oil and gas sector and 45% for the technology 
sector. This principle advocates for the availability of contact information of person(s) 
accountable for the corporation’s privacy policies and practices. The corporations under the 
technology sector appear to be more compliant compared to the other corporations under the 
oil and gas sector which were used for comparison purposes, and the TSX sample. The 
compliance level however is less than 100%.  
All corporations which addressed this principle gave a general email address and 
contact information for the corporation. The office bearers of the titles in corporations may 
change from one person to another, creating the need for a general contact address which will 
be answered by the relevant person(s) at the moment. There may also be more than one 
person in charge of corporations’ policies, therefore the contact information makes it easier 
for the available personnel to address an issue. This eliminates the need to change names 
with changes in corporation restructuring leading to increased expenses in updating 
corporations’ website when making changes. Corporations should therefore be aware of the 
need for privacy policies and should fulfill such basic requirements by PIPEDA. 
9) Description of type of personal information held by corporation shall be made 
available. This will include a general account of its use and a copy of any brochures or other 
information which explain corporation’s policies, standards, or codes. 
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 In the assessment in this principle wordings considered are those with meaning 
similar to: “Description of the personal information held by the corporations”. 
This PIPEDA principle has been satisfied by different corporations such as: Ballard 
Power Systems Inc [61], Dragon Wave Inc [62], Athabasca Oil corporation [63], Agnico 
Eagle Mines Limited [65] and the Canadian Real Estate Investment Trust [64]. In the sample 
from TSX, this principle has been complied with by 401 corporations which is 39%. The 
percentage of compliance to this principle is much higher at 44% for the oil and gas sector 
and 45% for the technology sector. This principle requires corporations to offer a description 
of the personal information they possess from their clients.  
The corporations within the technology sector appear to be more compliant by 
displaying a higher compliance percentage than generally observed for other corporations. 
The last part of this principle states “a copy of any brochures or other information which 
explains the corporation’s policies, standards, or codes shall be made available”. This last 
section of the principle has however been vaguely satisfied by all corporations with publicly 
available privacy policies, and has not been accompanied by any description of a type of 
information which explains the corporation’s policies, standards in other documents or 
brochures.  
The corporations which have described the type of personal information they hold 
including a general account of its use are 401. The majority of the corporations mention in 
passing they have customers’ information but do not describe what is included in the 
information, be it names, address or even financial information like credit card details. As 
stated in this act, it’s not enough to own up to having customers’ information but it is more 
important to know what type of information there is. This should be declared as required by 
law.  
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10) A description of the kind of personal information which should be shared or made 
available to related corporations. 
 The assessment in this principle considered wordings with meaning similar to: 
“Description of personal information which is made available by corporations to other 
corporations or business affiliates and should be compliant with PIPEDA”. 
This PIPEDA principle has been satisfied by 3 of the 8 samples of privacy policies in 
Table 9. In the sample from TSX, this principle has been adhered to by 546 corporations 
which is a 54% (see Table A1). From the analysis, the language used in some of the privacy 
policies of the corporations, which do not satisfy this principle, do not necessarily appear to 
indicate any description of the type of information which the corporations declare to share 
with the third parties. The type of legal language used is technical and unclear to layman. 
Some corporations argue they will not share any information which is unlikely as the 
principle states there are special circumstances under which all corporations are required to 
share any/all the information such as situations of legal investigations by the government.  
The percentage of compliance with this principle is lower, at 43% for the oil and gas 
sector and higher at 65% for the technology sector. This principle requires corporations to 
offer a description of the personal information which is made available by corporations to 
other corporations or their other business affiliates. The corporations under the technology 
sector appear to be more compliant as confirmed by the higher compliance rate. Some 
corporations have addressed this principle but have not given a clear description.  They 
acknowledge sharing the data they collect with third parties and suggest the customers to 
contact them to request their information not to be shared if they so desire.  
Some corporations state they will not share information about their customers with 
other corporations but later in their privacy policies say they share some or all the 
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information with affiliate corporations and/or marketing partners. This often reveals 
corporations assume customers’ consent in sharing information which contradicts their 
declarations. Corporations should consider third party as a corporation or individual who is 
not part of the corporation which collected the private information. Such corporations 
however do not clarify what kind of information they will share and this makes it difficult for 
one to determine what to decline or accept.  
According to PIPEDA, it is considered a violation of the privacy act when a 
corporation shares information about its customers without describing to them what the 
information is, hence making it illegal for the corporation to proceed. Transparency in 
computing allows individuals to make decisions with available information. Absence of this 
principle or a similar one may appear to violate computing ethics. Digital movement of 
information should be accounted for and authorized especially where there are unknown 
audiences. This has not been seen because a majority of corporations admit to sharing of the 
information they collect with third parties and their business affiliates but not not describe in 
detail the type of information being shred.  
Privacy policies of corporations are however still unclear in the information they 
share through websites or other links. The eight privacy policies are samples of corporations’ 
privacy policies which were compared to PIPEDA for compliance. These corporations are 
representative of the sectors in which all the corporations in TSX are classified. Research 
findings appear to show widespread non-compliance with the PIPEDA principles by 
corporations whose privacy policies were surveyed. Although Dragon Wave Inc 
acknowledges PIPEDA in its privacy policy, the corporation still does not satisfy all the 
PIPEDA principles.  
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From the research analysis about the privacy policies of corporations, the findings below 
were identified: 
1) Only 44% of corporations surveyed have publicly available privacy policies located 
on their websites.  
2) All of corporations from the TSX study sample which admitted to sharing information 
say they only share information with their affiliate corporations. However, this does 
not include corporations with links on their websites. They also suggested customers 
should review privacy policies of third party corporations separately before engaging 
with them. 
3) All corporations with public facing privacy policies have links to policies in fine print 
at the very bottom of their websites home page. They are very easy to miss making 
the privacy policies documents which are rarely read or reviewed.  
4) While privacy policies wouldn’t be expected to have named individuals, it does make 
it difficult to contact the privacy officers since none of the corporations provided the 
name of the privacy officer. Instead, the contact is generic. 
5) Minority of the privacy policies of corporations surveyed addressed issues about 
having customers access the information being held by the corporations. They 
however do not offer options of opting out of a consent online by customers and 
visitors to their websites unless the users contact them and request such. 
6) None of the privacy officers of corporations which admitted to the sharing of 
information mentioned names of their affiliate corporations whom they share 
information with.  
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2.5.3 Data analysis for part 3 
From the sampling frame of 1,017 corporations, privacy officers of 565 corporations 
were interviewed about the privacy policies of their respective corporations. From the 
interview, privacy officers from 316 corporations granted their consent to proceed with the 
interview which gave a response rate of 55.9%. Pre-testing of the questionnaire was not done 
because the questions were clear and would be well elaborated to the privacy officers if 
necessary. For the 20 questions in the questionnaire, each privacy officer questioned had 
different responses. All the questions in the questionnaire received different responses from 
the privacy officers of the corporations and each of the responses received were narrowed 
down to those which were similar for majority of the corporations as stated in Table 7 for the 
analysis purposes of this thesis.  
For instance, question 1. a) in the questionnaire reads “Does the corporation accept 
responsibility for the personal information it has collected, including information that has 
been transferred to a third party for processing?”. Some of the responses received from the 
interviewees for this question were: “Yes”, “absolutely”, “mmm”, “yeah, we do”, “only for 
what we collect”, “only if we use the information”, “we only care for what we collect”, 
“legally we are only accountable for what we collect”, and “we are responsible if you give us 
your information” among others. These answers were narrowed down for analysis purposes 
to a single response: “Yes, we are only responsible for the information we collect for use”. 
From the first set of questions about “accountability” privacy officers often gave more 
than one response. The first part of the question shows privacy officers of 71 privacy officers 
say they take responsibility for their collected information. Privacy officers of 40 
corporations say they take responsibility of the information which their third parties have 
collected while 62 say they take responsibility for their collected information as well as 
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responsibility of the information which their third parties have collected. However, privacy 
officers of 143 corporations say they have no control over information which is in the hands 
of other people including third parties. Privacy policies from corporations listed in TSX have 
23 % of them accepting responsibility and accountability of the collected information. 
However, of those corporations whose privacy officers were interviewed, 55% of them 
appeared to show compliance to accepting responsibility and accountability of the collected 
information. This shows a better compliance compared to what the corporations have stated 
in their privacy policies. 
In question 1. b), privacy officers of 156 of these corporations say they make 
information available in their websites while 121 say they are willing to share the contact 
information if they are requested. Another 39, say they make their contact information 
available online although there is no specific individual associated with the contact 
information provided. Privacy policies of corporations from the websites show more 
corporations offer contact information versus them accepting responsibility. In the verbal 
interview, the opposite is true as a larger number of privacy officers say they are open to 
accepting their responsibility compared to a much smaller number of privacy officers who 
offered their contact information. There is however a need to have the contact of privacy 
officer(s) on websites as required by law for compliance purposes.  
The second set of questions 2. a) was about “Identifying purposes”. The privacy 
officers gave 4 different responses for the first part of the question and 3 different responses 
for the second part of the question. Privacy officers of 129 of these corporations state the 
purpose for collecting information is available in their websites while 89 say their reason for 
collecting information is for business related purposes and can only be shared internally. 
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Another 39 however say the purpose of collecting the information is private and only shared 
with owners of the personal information they collect.  
Privacy officers of 27 corporations say the purpose for collecting information is 
available in their websites, is private, and only shared with owners of the personal 
information they collect while 32 say they do not share the purpose of collecting information 
with outsiders. From the TSX sample 567 (which is 56% of corporations) document or share 
the purposes for which personal information is collected. Looking at the verbal interview, 
90% of the privacy officers interviewed said their corporations share the purposes for which 
personal information is collected. 
In the second part, question 2. b), “identification of the new purposes for the use of 
the personal information already collected”, 166 privacy officers of corporations say they 
have no other purposes for the information collected other than that specified. Other 94 say 
they will inform the owners of the private information about any new use of their personal 
information in case any arises. Some privacy officers of 18 corporations say the information 
is destroyed after it is used, therefore not used for any other purposes, while 38 say there is 
no other purpose for information collected other than that specified, information is destroyed 
after use, and not used for any other purpose.  
This second part of this principle is only addressed by 3% of privacy policies of 
corporations listed in the TSX sample. From the verbal interview results 50% of the privacy 
officers interviewed said their corporations identify any new purposes for the use of the 
personal information which they have already collected from the clients in addition to the 
corporations sharing the purposes for which personal information is collected. From this, it is 
seen how privacy policies of corporations appear to be very different from their verbal 
answers to the research questionnaire regarding privacy policies.   
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In 3. a) which is the third questions, it addresses “consent” which shows privacy 
officers of corporations gave 4 different responses for the first part of the question and 3 
different responses for the second part of the question. From the interview, privacy officers 
of 161 corporations say that users who accept to give their information, also give their 
consent to use it. Another 66 say users give consent by continuing with their access to their 
websites while 35 say that users give their consent by accepting to give or share their 
information with the corporation. These corporations do not ask whether the user gives 
consent but assume consent from the action of users using their websites.  
Privacy officers of other 41 corporations say they seek consent from their users by 
asking them to accept to their terms and conditions before they can use their information. 
Only 13 corporations do not seek any consent as they argue they do not disclose information 
collected. This shows majority of the corporations do not ask for the consent from the users 
of their websites but inform the users that using their websites and accepting to share their 
information is consent on its own.  However, it is always better for a corporation to state in 
wording when they require some form of consent from the users so as to make the users 
aware of when and how they give their consent and give them an opportunity to weigh out 
their options. From the TSX sample, 315 corporations which is a 31%, actually seek consent 
from the customers who before they can use their information. From the verbal interview 
96% of the corporations interviewed appear to comply to this principle. 
In addition, from question 3.b) privacy officers of 166 corporations are open to being 
contacted by users opting out of giving their consent by requesting their information not be 
used with no penalty. Another 81 say users can cancel their accounts created with them as a 
way of opting out and not having their information used. Privacy officers of 48 corporations 
say they are open to being contacted by users opting out of giving their consent by requesting 
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their information not be used without a penalty and also say users can cancel their accounts 
created with them as a way of opting out. Another 21 say they do not have the option of 
opting out but once the information is used it is destroyed and therefore cannot be used again 
for other purposes. A minority of the corporations however addresses the option of opting out 
of a consent in their privacy policies although majority supported it in the verbal interview.  
Questions 4. a) with regards to “limiting collection”, shows privacy officers gave 3 
different responses for both the first and the second parts of the question. Of the corporations, 
156 privacy officers say they collect only the information which is relevant for their 
identified purposes. Another 37 say information is collected only to be used and not stored 
for future use, while 118 say they only collect information which is relevant to them and their 
affiliates for business use.  Only 5 privacy officers say they collect the information which is 
relevant for their identified purposes and relevant to them and their affiliate corporations for 
business use. All the privacy officers interviewed appeared to have their corporations 100 % 
compliant to this principle by saying their corporations collect only the information required 
and necessary for the purposes identified while the TSX sample did not give us such a perfect 
compliance. 
In question 4. b), privacy officers of 101 corporations say their privacy policies 
govern the type of information they collect and they specify the type of information collected 
as part of their policies and procedures. Another 120 say they disclose the collected 
information to the concerned persons, only whom they collect the information from. Only 13 
privacy officers say the type of information collected is governed by their policies and also 
disclose the collected information to the concerned persons only. Other 82 privacy officers 
say they do not disclose the information collected, for security concerns. The TSX study 
sample shows only 39% of corporations sampled satisfy and address the second part of this 
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principle. The research revealed there is limited compliance to this PIPEDA principle by the 
corporations based upon the answers collected from the verbal interviews and privacy 
policies of corporations but is not exhaustive and more corporations should address this issue 
for compliance purposes.  
From the fifth set of questions about “Limiting use disclosure and retention”, in 5. a), 
the privacy officers gave 3 different responses for both parts of the questions. From the 
results majority of the privacy officers agree to the use or disclosure of the collected private 
information for purposes other than those for which it was collected, except as required by 
law. Privacy officers of 118 corporations say collected information is only used for the 
specified purposes unless required otherwise by law.   
Another 116 privacy officers say collected information is used by their corporations 
in any way as long as the consent was given and may not appear to violate the users’ 
privacies’. Other 82 privacy officers of corporations say they have no control of how their 
affiliates will use the information they share with them. The majority of privacy officers, 
state they do not use nor disclose collected private information for purposes other than those 
for which it was collected for. From the corporations in the TSX sample, only 5% of them 
appear to satisfy this PIPEDA principle, while from the verbal interview 37% of the 
corporations do.  
From 5. b) which is the second part of the fifth question, privacy officers of 141 
corporations say once the collected information is used, it is destroyed immediately to avoid 
any security risks which may occur. Only 131 privacy officers say the information is saved 
securely with the help of security measures, for future similar use unless requested otherwise 
by the user. The other 44 state that collected information is always stored for a period of time 
before it is destroyed.  This shows majority of corporations save but do not destroy the 
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personal information which is no longer used for purposes other than those for which it was 
collected for.  
The privacy officers of these corporations say saving the personal information should 
be consented by the owners of the information so that future update to the information is 
justifiable. The second part of this question appears to be satisfied by 5% of the corporations. 
The privacy policy of corporations listed in TSX reveal that the corporations appear to retain 
and save the collected information, while the responses of the privacy officers from the 
verbal interviews show that 55% of the corporations appear to save the collected information, 
while 45% appear to destroy the information after use.  
From questions 6. a) about “accuracy”, the privacy officers interviewed had different 
responses. The first parts of the question show privacy officers of 213 corporations say they 
collect new information instead of updating old, unless such a process is necessary to fulfill 
the purposes for which the information was collected. This shows it is easier for corporations 
to collect new information as opposed to contacting the owners of the already existing 
information for consent and updates. This also ensures the latest up to date information and 
helps prevent mistakes that might arise while updating already existing information.  
A smaller number of privacy officers from 32 corporations say they have no need to 
update collected information as it is only used once and then destroyed. Another 71 say an 
update of the collected information is only possible after confirmation and consent is given 
by the users and only if necessary, especially for the contact information. From the TSX 
sample, 7% satisfy this PIPEDA principle in their privacy policies, which is only 67 
corporations. There is an apparent discrepancy between the text in the privacy policies of 
corporations and the responses of privacy officers during verbal interviews.  
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The second part of this sixth question is 6. b) and it shows that corporations take 
different measures to ensure privacy of the data and information they collect from their 
customers. The privacy officers of these corporations also say they collect information 
frequently to ensure they do not have outdated information. From 32 corporations, the 
privacy officers say their corporations do nothing much to ensure the private information 
they have is accurate and up to date because they confess to have no control over the 
accuracy of the information they collect. Other privacy officers from 213 corporations say 
they collect the information frequently to ensure they do not have outdated information while 
71 say an update of the collected information is only possible after confirmation and consent 
is given by the users  
Questions 7. a) is the seventh set of question which addresses “Safeguards”. The 
privacy officers gave 3 different general responses for both parts of the questions. The results 
show privacy officers of 180 corporations say they employ safety measures such as strong 
firewalls, strong passwords, using HSU servers, and encryption. These are measures and 
methods they take to ensure security and to safeguard private information they collect. 
Another 107 privacy officers of corporations say they use the information and destroy it 
instead of saving it so as to minimize risks, while 29 limit the access they allow to private 
information in their possession.   
In response to the second part of the seventh question, 128 privacy officers in 7. b) 
say they enlighten staff about the need and necessity for privacy and security of private 
information as a measure to ensure confidentiality of personal information. Some 99 privacy 
officers restrict access to the private information from the public with exception of owners of 
the information. Other 89 privacy officers say they limit the number of staff who have access 
to private information.  From this, it would appear that the majority of corporations use 
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technical computing measures to ensure the security of private information they collect. 
These corporations also instill the importance of security to their staff to be able to safeguard 
information and implement security measures.  
From the privacy policies of the corporations in the TSX sample, the first and second 
part of this questions in the questionnaire have been addressed by 7% of the corporation in 
their privacy policies. That is, very few of corporations have mentioned to the public the 
exact security measures they take to protect the information they collect. It would be 
important if each corporation’s privacy policy would address this issue. From the verbal 
interview all corporations which gave their consent to answering the questionnaire have 
means they use to ensure security and safety to collected information in their possession. The 
verbal interview gives a 100% compliance to these questions and makes us believe that the 
relevant information is provided in the corporations’ privacy policies.  
The eighth set of questions starts with a), with regards to “openness”. The privacy 
officers of 123 corporations say they do not make their privacy policies available through any 
other avenues publicly with minimum unreasonable effort by the user apart from the privacy 
policies which are available on their websites. The privacy officers of these corporations say 
they rely heavily on their websites to offer easy access to the privacy policy by users.  
Another 108 privacy officers indicated that in addition to their websites, they have privacy 
policies available in their corporation manifests and documents, while 85 say they do not 
have the option of accessing their privacy policies in any other way.  
The privacy officers of the corporations say other documents with privacy policies are 
internal documents which the public has no access to. From the privacy policies of the 
corporations, 212, which is 21%, said they have secondary ways and methods for the public 
to access their privacy policies in addition to their websites and they gave examples as phone 
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calls or corporations manuals. These examples however did not include methods which could 
be easily accessed by the general public but only by internal corporations’ staff. Very few 
corporations use means other than the world-wide web to explain, mention or make available 
their privacy policies.  
In the second part of the eighth question, 8. b), 182 privacy officers said they do not 
make any users’ information which they collect available to the public but only their general 
conclusion reports. Another 101 privacy officers of the corporations said they make available 
to the public the corporations contact information, policies and guides as well as summary 
reports. Of the questioned privacy officers, 33 privacy officers said they are not at liberty to 
share such kind of information in the interview or with other people as it is against their 
corporations’ policies to reveal customers’ information.  
From the TSX sample, 54% of the corporations comply to the first part of the 
question which requires the corporations to describe the type of personal information which 
should be shared or made available to related corporations. None of the corporations’ privacy 
policies explained the details of the information they make available without appearing to 
violate privacy policies. Those privacy officers who consented to give information in the 
verbal interview however did not give details of all information they avail to the public.  
Question 9. a) is the first part of the ninth question which addresses “individual 
access”. In this question privacy officers responded to whether they allow individual access 
to the private information they collect from the owners. Responses were from 274 privacy 
officers of corporations who say they allow users to request access to their information as 
long as corporations still have it available. However, of the corporations, 19 privacy officers 
said they do not allow individuals to access the information but instead offer access to opt 
out, which removes the users from the systems database. Another 23 say they destroy 
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information after use and have no reason to allow access to information which is non-
existent.  
In 9. b), the privacy officers of 293 corporations also said they make no alteration to 
the information they collect from the users, while 23 agreed to the same and said the 
information is used immediately after it is collected for statistical purposes and then 
discarded. From the privacy policies of the corporations from the TSX samples, none of the 
corporations’ privacy policies however addressed the issue of accessing collected 
information by owners in sufficient details to be used in the analysis. In addition, no privacy 
policy mentioned any procedures for complaints concerning accuracy and completeness of 
information or needed amendments. The research revealed a need for corporations to allow 
for a complaint channel and have one in place. Measures should be taken to give owners a 
chance to challenge and defend themselves if needed, concerning their collected data.   
The tenth set of questions, 10. a): starts with addressing “Challenging compliance”. 
This question shows privacy officers gave different responses. In the first part of the 
question, privacy officers of 289 corporations said they have never had a complaint about 
personal information handling practices from the owners of the information they hold. A 
smaller number of 27 privacy officers however said they were unaware of any complaints 
from the owners of private information towards their corporations. None of the privacy 
officers admitted to have had complaints.   
In 10. b)  289 privacy officers of corporations said they have amended their privacy 
policies after having undergone some reviews which were carried at scheduled dates but not 
because of complaints from users. Other privacy officers of 27 corporations said they are not 
aware of any amendments to privacy policies in their corporations or practices based upon 
complaints from owners of private information, but confirmed their corporations have 
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changed and/or amended their privacy policies at some point for the best of the corporation 
and of the users of their websites. From the privacy policies of the corporations in the TSX 
sample, unfortunately, none of them appear to have addressed amendments of their policies, 
if any. The privacy officers interviewed were however glad to justify their privacy policy 
updates and changes were never as results of complaints.  
2.5.4 Data analysis for part 4 
In the fourth methodology, the total number of corporations were divided into three 
categories based upon their sizes. The first category is of the large scale corporations with a 
market capitalization of over 500 million. In this category a phone interview was conducted 
with 101 privacy officers of corporations which gave their consent. The second category 
were medium scale corporations with a market capitalization of 50 million to 500 million and 
a phone interview was conducted with 112 privacy officers. The privacy officers of 103 small 
scale corporations with a market capitalization of under 50 million were verbally interviewed 
and were willing to participate in the interview. 
From the corporations, the results show there is more compliance to PIPEDA with the 
medium sized corporations. The privacy officers of these corporations were more willing to 
answer the interview questions, assessed from how they responded. They also complied to 
most of the 20 questions in the questionnaire as opposed to corporations in the other two 
categories. The research shows that medium sized corporations answered at least 15 of the 
research questions directly and in a more understandable manner. The small size corporations 
had their privacy officers answer at least 13 of the research questions in a language that is 
easier to understand while the large corporations’ privacy officers answered at least 10 of the 
research questions. The compliance of the available privacy policies of the corporations 
under each of the three categories to PIPEDA were compared in the analysis. The analysis 
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and comparisons show there is a 61% compliance by the medium sized corporations. The 
large scale corporations had a 53% compliance while the small scale corporations had a 46% 
compliance.  
From the comparison of the available privacy policies of the corporations and their 
response to the verbal interview, none of the privacy officers of corporations interviewed, 
gave identical responses to what was stated in their privacy policies on their websites. They 
all responded with more compliance in the verbal interview as opposed to their websites 
privacy policy statements. An example is the majority of the corporations’ privacy officers 
admitted to having the option of opting out of a consent whereas no single corporation has 
the item of opting out stated in their privacy policies from their websites. This shows 
corporations do not have updated privacy policies online and neither are their privacy 
policies well explained to have them comply to PIPEDA as required by law. 
2.6 Proposed New Guidelines to Corporate Privacy Policies 
The eight measures below could be adopted by corporations to assist in the 
compliance of their privacy policies to PIPEDA. 
Proposed New Guidelines to Corporate Privacy Policies 
1) Corporations should adhere to requirements by PIPEDA which should be made 
compulsory to all corporations and severe disciplinary measures taken against those who 
do not comply to PIPEDA. 
2) Corporations should mention and clarify in their privacy policies the information they 
collect from their customers. 
3) Privacy policies of corporations should be detailed and elaborate because shorter privacy 
policies are unclear and do not explain in detail how a corporation intends to use the 
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collected information. 
4) Corporations should address and explain how customers can access their collected 
information and the processes to follow when filing a complaint involving privacy. 
5) Corporations, together with their affiliates, should comply to similar privacy policies so 
as to protect customers in the event they share their information. 
6) Corporations should allow their customers the freedom to opt in or out of a commitment 
involving the collecting, sharing, disclosing and/or using their information. 
7) Corporations should make their privacy policies easily available and accessible by 
customers in large prints. 
8) Corporations should be open and transparent about their affiliates whom they share 
customers’ information with, and make it publicly available in their privacy policies. 
 
Fig 11:  Proposed New Guidelines to Corporate Privacy Policies 
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3.0 CHAPTER THREE 
CONCLUSSIONS 
Chapter one explored the idea of establishing a global code of ethics for electrical 
engineers and computer scientists. It examined the acceptability of the IEEE code of ethics 
by electrical engineering and computer science societies in different countries and identified 
those articles which are most common. In addition, it identified the articles in foreign 
countries societies’ code of ethics which are not in the IEEE code of ethics and determined 
the number of electrical engineering and computer science societies in different countries that 
adopted each article. These articles could be added to the IEEE codes of ethics to satisfy the 
need for a global code of ethics for electrical engineers and computer science professionals.  
Although the codes of ethics of these societies look different, a global code of ethics 
which all electrical engineering and computer science professional societies can live with is 
possible if cultural and sociopolitical differences are accommodated. From the research, 
however, the majority of electrical engineering and computer science societies in the world 
appear to have not made their codes of ethics available online while some societies do not 
appear to have websites. For those societies, which have made their codes available, their 
codes of ethics do not appear to be similar to those of IEEE or address identical issues with 
the exception of four societies. 
Future research work in the first chapter should look at the frequency in which codes 
of ethics of electrical engineering and computing technology societies are updated and the 
new ethical issues which will arise from the growth in electrical engineering and computing 
technology. This is because growth in technology brings with it new ethical issues. The 
future study should incorporate the solutions to such ethical issues and should be included in 
the codes of ethics of societies to address them in the societal levels. It would be very 
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important if more societies would have their codes of ethics easily available online. This 
would help in future research where more accurate analysis and results would be obtained. 
Chapter two explored the idea and possibility of reviewing measures to be adopted by 
different corporations with regards to their privacy policies. Also explored is the idea and 
possibility of designing corporate privacy policies which meet PIPEDA and information 
security for users. A review of the corporations’ privacy policies has been conducted. Based 
on these results, a questionnaire was constructed and read to the privacy officers of 316 
corporations for their responses on behalf of their corporations to the questionnaire about 
privacy policies, actions and procedures relative to PIPEDA. This was aimed to improve the 
information security of private information collected by corporations so that they maintain 
ethical computer practices.  
The examination and analysis of the responses from the privacy officers were 
compared to the privacy policies of their respective corporations to identify any differences 
and/or similarities. The results showed more compliance to PIPEDA by corporations whose 
privacy officers were interviewed in the phone interviews conducted, compared to the 
privacy policies available on the websites of the respective corporations. The results also 
showed some discrepancies in the manner in which the privacy policies of the corporations 
are written down and the perception of how they are understood and interpreted by the 
general public. This does not mean the privacy policies are wrongly written, but the language 
used appears to be obtuse to the general public and the interpretation of the policies appears 
to be viewed differently than how it was intended as well.  
Future research in the second chapter should look at the trends which are going to 
affect the future of data privacy and information security by scanning and considering the 
interactions of the factors which will be used in future developments such as technology, 
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regulation, social norms and businesses. The examination of these trends should be done 
while considering factors which will offer protective measures. This will enable corporations 
to analyze the state of security of the data they hold and measures to be taken to protect it. 
More corporations should post their privacy policies on their websites where they can be 
easily accessed by the general public. This would assist similar research in future where more 
accurate analysis and results would be obtained. 
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APPENDICES 
Table A1: Privacy Policy Compliance of Corporations to PIPEDA 
 Corporation PIPEDA Articles 
  1 2 3 4 5 6 7 8 9 10 
1.  Artis Real Estate Investment Trust x x  x  x x x   
2.  Canadian Real Estate Investment Trust  x  x  x  x x  
3.  Cominar Real Estate Investment Trust x x      x   
4.  Consolidated HCI Holdings Corporation  x  x  x  x   
5.  Crombie Real Estate Investment Trust  x    x  x   
6.  Dream Global Real Estate Investment Trust  x     x x   
7.  First Capital Realty Inc.  x   x   x   
8.  H&R Real Estate Investment Trust x x       x x 
9.  Morguard Corporation  x    x  x x x 
10.  Wall Financial Corporation x x  x   x   x 
11.  Agellan Commercial Real Estate Investment Trust         x x 
12.  Allied Properties Real Estate Investment Trust  x  x  x  x  x 
13.  American Hotel Income Properties REIT LP        x   
14.  Automotive Properties Real Estate Investment Trust  x    x    x 
15.  Boardwalk Real Estate Investment Trust  x    x   x x 
16.  Brookfield Canada Office Properties  x  x  x   x x 
17.  Brookfield Office Properties Inc.  x  x  x  x x x 
18.  Brookfield Property Partners L.P.    x      x 
19.  BTB Real Estate Investment Trust  x  x  x  x x x 
20.  Canadian Apartment Properties Real Estate 
Investment Trust 
 x  x  x    x 
21.  Choice Properties Real Estate Investment Trust  x    x   x x 
22.  CT Real Estate Investment Trust  x  x  x   x x 
23.  DIR Industrial Properties Inc. x x    x  x  x 
24.  Dream Industrial Real Estate Investment Trust  x        x 
25.  Dream Office Real Estate Investment Trust  x    x  x  x 
26.  DREAM Unlimited Corp. x x  x  x  x x  
27.  FirstService Corporation  x    x  x   
28.  Gazit-Globe Ltd.    x     x  
29.  Inovalis Real Estate Investment Trust x x   x      
30.  InterRent Real Estate Investment Trust    x  x   x x 
31.  Lanesborough Real Estate Investment Trust  x    x     
32.  Melcor Real Estate Investment Trust  x    x   x x 
33.  Milestone Apartments Real Estate Investment Trust x x    x  x  x 
34.  Morguard North American Residential Real Estate 
Investment Trust 
 x    x   x x 
35.  Morguard Real Estate Investment Trust  x  x     x X 
36.  Northview Apartment Real Estate Investment Trust x     x    x 
37.  OneREIT x x    x  x  x 
38.  Partners Real Estate Investment Trust  x    x   x x 
39.  Plaza Retail REIT  x    x   x x 
40.  Pure Industrial Real Estate Trust x x   x      
41.  Riocan Real Estate Investment Trust x x  x  x     
42.  Slate Office REIT        x  x 
43.  Slate Retail REIT  x      x x  
44.  Smart Real Estate Investment Trust x     x    x 
45.  Summit Industrial Income REIT  x       x x 
46.  Temple Hotels Inc.  x       x x 
47.  TransGlobe Apartment Real Estate Investment Trust  x  x x x   x  
48.  True North Commercial Real Estate Investment Trust    x  x    x 
49.  WPT Industrial Real Estate Investment Trust  x  x    x x x 
50.  Brookfield Real Estate Services Inc.  x       x x 
51.  Genesis Land Development Corp.  x      x x  
52.  Melcor Developments Ltd.      x    x 
53.  Becker Milk Company Ltd. (The)  x      x x  
54.  Canlan Ice Sports Corp.  x         
55.  Colliers International Group Inc.  x      x   
56.  Granite Real Estate Investment Trust  x    x     
57.  Killam Apartment Real Estate Investment Trust x x  x  x     
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58.  Madison Pacific Properties Inc. x x    x  x   
59.  Mainstreet Equity Corp. x x       x  
60.  Chartwell Retirement Residences  x  x       
61.  Extendicare Inc.  x  x     x  
62.  Holloway Lodging Corporation  x  x    x x  
63.  InnVest Real Estate Investment Trust  x    x  x x  
64.  Leisureworld Senior Care Corporation x x    x     
65.  Medical Facilities Corporation         x x 
66.  Northwest Healthcare Properties Real Estate 
Investment Trust 
 x     x x x  
67.  AEterna Zentaris Inc.  x x      x x 
68.  Aptose Biosciences Inc.  x  x    x  x 
69.  Aurinia Pharmaceuticals Inc.  x    x   x x 
70.  BELLUS Health Inc.  x  x       
71.  DiagnoCure Inc.    x      x 
72.  Fennec Pharmaceuticals Inc.  x    x  x  x 
73.  GeneNews Limited          x 
74.  Helix BioPharma Corp.  x    x   x  
75.  Knight Therapeutics Inc.  x        x 
76.  Microbix Biosystems Inc.  x  x    x  x 
77.  Oncolytics Biotech Inc. x x  x       
78.  ProMetic Life Sciences Inc.    x       
79.  ProMIS Neurosciences Inc.  x    x    x 
80.  QLT Inc. x x    x  x   
81.  Resverlogix Corp. x x  x  x     
82.  Telesta Therapeutics Inc. x x     x x   
83.  Theratechnologies Inc.  x       x  
84.  Transition Therapeutics Inc.  x        x 
85.  Trillium Therapeutics Inc.  x  x  x   x  
86.  Titan Medical Inc.  x      x x x 
87.  Centric Health Corporation         x x 
88.  Neovasc Inc.          x 
89.  Novadaq Technologies Inc.  x    x   x  
90.  Response Biomedical Corp.  x    x  x x x 
91.  Spectral Medical Inc.    x  x  x x x 
92.  TSO3 Inc. x x  x      x 
93.  CRH Medical Corporation  x    x   x  
94.  Nobilis Health Corp.  x        x 
95.  TearLab Corporation x x      x   
96.  Acerus Pharmaceuticals Corporation  x    x    x 
97.  Aralez Pharmaceuticals Inc.  x    x     
98.  Cardiome Pharma Corp. x x  x    x  x 
99.  Cipher Pharmaceuticals Inc.  x  x    x   
100. Concordia Healthcare Corp.          x 
101. Cynapsus Therapeutics Inc.  x     x    
102. Endo International plc  x    x   x  
103. Essa Pharma Inc. x x    x  x   
104. GLG Life Tech Corporation x x  x     x  
105. Immunovaccine Inc. x x  x    x   
106. IntelliPharmaCeutics International Inc.  x  x     x  
107. Merus Labs International Inc.          x 
108. Neptune Technologies & Bioressources Inc. x x    x   x  
109. Nuvo Research Inc. x x      x x  
110. SciVac Therapeutics Inc. x        x x 
111. Valeant Pharmaceuticals International Inc.      x     
112. Akita Drilling Ltd.  x    x   x x 
113. AltaGas Ltd.  x      x x x 
114. Badger Daylighting Ltd. x   x    x x x 
115. Bri-Chem Corp.  x         
116. Calfrac Well Services Ltd.  x    x   x x 
117. Canadian Energy Services & Technology Corp. x         x 
118. Canyon Services Group Inc.  x   x   x  x 
119. Cathedral Energy Services Ltd.  x    x     
120. Critical Control Energy Services Corp.  x    x   x x 
121. Enerflex Ltd.  x         
122. Ensign Energy Services Inc. x x  x    x x  
123. Enterprise Group, Inc. x          
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124. Essential Energy Services Ltd.  x    x     
125. Foraco International SA         x  
126. Gibson Energy Inc. x x      x   
127. Hanwei Energy Services Corp.  x       x  
128. High Arctic Energy Services Inc.  x  x  x     
129. Horizon North Logistics Inc.  x      x  x 
130. Hyduke Energy Services Inc.  x  x    x   
131. Logan International Inc. x x x x     x  
132. McCoy Global Inc. x x    x   x  
133. Mullen Group Ltd. x x      x  x 
134. North American Energy Partners Inc.       x    
135. Pason Systems Inc.  x      x  x 
136. Petrowest Corporation  x  x  x   x  
137. PHX Energy Services Corp. x x  x  x x x   
138. Precision Drilling Corporation  x  x  x  x x  
139. Pulse Seismic Inc. x x      x   
140. Savanna Energy Services Corp.  x  x  x  x   
141. Secure Energy Services Inc.  x    x  x   
142. ShawCor Ltd.  x     x x   
143. Strad Energy Services Ltd.  x   x   x   
144. TerraVest Capital Inc. x x       x x 
145. Tesla Exploration Ltd.  x    x  x x x 
146. Total Energy Services Inc. x x  x   x   x 
147. Trican Well Service Ltd.         x x 
148. Trinidad Drilling Ltd.  x  x  x  x  x 
149. Western Energy Services Corp.        x   
150. Xtreme Drilling and Coil Services Corp.  x    x    x 
151. ZCL Composites Inc.  x    x   x x 
152. Geodrill Limited  x  x  x   x x 
153. Major Drilling Group International Inc.  x  x  x  x x x 
154. Orbit Garant Drilling Inc.    x      x 
155. Ballard Power Systems Inc.  x x x  x  x x x 
156. Electrovaya Inc.  x  x  x    x 
157. Hydrogenics Corporation  x    x   x x 
158. New Flyer Industries Inc.  x  x  x   x x 
159. PFB Corporation x x    x  x  x 
160. Westport Innovations Inc.  x        x 
161. Burcon NutraScience Corporation  x    x  x  x 
162. Cascades Inc. x x  x  x  x x  
163. Catalyst Paper Corporation  x    x  x   
164. Clearwater Seafoods Incorporated    x     x  
165. DIRTT Environmental Solutions Ltd. x x   x      
166. EcoSynthetix Inc.    x  x   x x 
167. KP Tissue Inc.  x    x     
168. Lumenpulse Inc.  x    x   x x 
169. Orbite Technologies Inc. x x    x  x  x 
170. SunOpta Inc.  x    x   x x 
171. Tembec Inc.  x  x     x X 
172. Village Farms International Inc. x     x    x 
173. 5N Plus Inc. x x    x  x  x 
174. Carmanah Technologies Corporation  x    x   x x 
175. Northern Power Systems Corp.  x    x   x x 
176. Algonquin Power & Utilities Corp. x x   x      
177. Alterra Power Corp. x x  x  x     
178. Atlantic Power Corporation        x  x 
179. Atlantic Power Preferred Equity Ltd.  x      x x  
180. BIOX Corporation x  x   x    x 
181. Boralex Inc.  x       x x 
182. Brookfield Renewable Energy Partners L.P.  x       x x 
183. Brookfield Renewable Power Preferred Equity Inc.  x  x x x   x  
184. Capstone Infrastructure Corporation    x  x    x 
185. Capstone Power Corp.  x  x    x x x 
186. Etrion Corporation  x       x x 
187. Innergex Renewable Energy Inc.  x      x x  
188. Northland Power Inc.      x    x 
189. Pattern Energy Group Inc.  x      x x  
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190. Polaris Infrastructure Inc.  x         
191. Synex International Inc.  x      x   
192. TransAlta Renewables Inc.  x    x     
193. Newalta Corporation x x  x  x     
194. OVIVO Inc. x x    x  x   
195. Pure Technologies Ltd. x x       x  
196. Africo Resources Ltd.  x  x       
197. Agnico Eagle Mines Limited  x  x     x  
198. Agrium Inc.  x  x    x x  
199. Alacer Gold Corp.  x    x  x x  
200. Alamos Gold Inc. x x    x     
201. Alderon Iron Ore Corp.         x x 
202. Alexco Resource Corp.  x     x x x  
203. Almaden Minerals Ltd.  x       x x 
204. Altius Minerals Corporation  x  x    x  x 
205. Americas Silver Corporation  x    x   x x 
206. Amerigo Resources Ltd.  x  x       
207. Anaconda Mining Inc.    x      x 
208. Anglo Pacific Group PLC  x    x  x  x 
209. Aquila Resources Inc.          x 
210. Argex Titanium Inc.  x    x   x  
211. Argonaut Gold Inc.  x        x 
212. Arizona Mining Inc.  x  x    x  x 
213. Asanko Gold Inc. x x  x       
214. Atalaya Mining plc    x       
215. Atlatsa Resources Corporation  x    x    x 
216. Aura Minerals Inc. x x    x  x   
217. Aureus Mining Inc. x x  x  x     
218. AuRico Metals Inc. x x     x x   
219. Avalon Rare Metals Inc.  x       x  
220. Avenira Limited  x        x 
221. Avnel Gold Mining Limited  x  x  x   x  
222. Azarga Uranium Corp.  x      x x x 
223. B2Gold Corp.         x x 
224. Balmoral Resources Ltd.          x 
225. Bannerman Resources Limited  x    x   x  
226. Banro Corporation  x    x  x x x 
227. Barrick Gold Corporation    x  x  x x x 
228. Belo Sun Mining Corp. x x  x      x 
229. Black Iron Inc.  x    x   x  
230. Caledonia Mining Corporation  x        x 
231. Cameco Corporation x x      x   
232. Canadian Zinc Corporation  x    x    x 
233. Canarc Resource Corp.  x    x     
234. Candente Copper Corp. x x  x    x  x 
235. Capstone Mining Corp.  x  x    x   
236. Cardero Resource Corp.          x 
237. Centamin plc  x     x    
238. Centerra Gold Inc.  x    x   x  
239. Century Global Commodities Corporation x x    x  x   
240. Chalice Gold Mines Limited x x  x     x  
241. Champion Iron Limited x x  x    x   
242. China Gold International Resources Corp. Ltd.  x  x     x  
243. Claude Resources Inc.          x 
244. Columbus Gold Corp. x x    x   x  
245. Continental Gold Inc. x x      x x  
246. Continental Precious Minerals Inc. x        x x 
247. Copper Mountain Mining Corporation      x     
248. Coro Mining Corp.  x    x   x x 
249. Corvus Gold Inc.  x      x x x 
250. Dalradian Resources Inc. x   x    x x x 
251. Denison Mines Corp.  x x        
252. Detour Gold Corporation  x    x   x x 
253. Dominion Diamond Corporation x         x 
254. Dundee Precious Metals Inc.  x   x   x  x 
255. Dynacor Gold Mines Inc.  x    x     
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256. Dynasty Metals & Mining Inc.  x    x   x x 
257. Eastern Platinum Limited  x         
258. Eastmain Resources Inc. x x  x    x x  
259. Eco Oro Minerals Corp. x          
260. Eldorado Gold Corporation  x    x     
261. Endeavour Mining Corporation         x  
262. Endeavour Silver Corp. x x      x   
263. Energizer Resources Inc.  x       x  
264. Energy Fuels Inc.  x  x  x     
265. Entree Gold Inc.  x      x  x 
266. Era Resources Inc.  x  x    x   
267. Erdene Resource Development Corporation x x  x     x  
268. Excellon Resources Inc. x x    x   x  
269. Exeter Resource Corporation x x      x  x 
270. First Majestic Silver Corp.       x    
271. First Point Minerals Corp.  x      x  x 
272. First Quantum Minerals Ltd.  x  x  x   x  
273. Fission Uranium Corp. x x  x  x x x   
274. Formation Metals Inc.  x  x  x  x x  
275. Forsys Metals Corp. x x      x   
276. Fortuna Silver Mines Inc.  x  x  x  x   
277. Fortune Bay Corp.  x    x  x   
278. Fortune Minerals Limited  x     x x   
279. Franco-Nevada Corporation  x   x   x   
280. Freegold Ventures Limited x x       x x 
281. Gabriel Resources Ltd.  x    x  x x x 
282. General Moly Inc. x x  x   x   x 
283. Geologix Explorations Inc.         x x 
284. Globex Mining Enterprises Inc.  x  x  x  x  x 
285. GoGold Resources Inc.        x   
286. Goldcorp Inc.  x    x    x 
287. Golden Minerals Company  x    x   x x 
288. Golden Queen Mining Co. Ltd.  x  x  x   x x 
289. Golden Star Resources Ltd.  x  x  x  x x x 
290. Goldgroup Mining Inc.    x      x 
291. Gran Colombia Gold Corp.  x  x  x  x x x 
292. Great Panther Silver Limited  x  x  x    x 
293. Guyana Goldfields Inc.  x    x   x x 
294. Harte Gold Corp.  x  x  x   x x 
295. Heron Resources Limited x x    x  x  x 
296. Horizonte Minerals Plc  x x       x 
297. HudBay Minerals Inc.  x    x  x  x 
298. IAMGold Corporation x x  x  x  x x  
299. IC Potash Corp.  x    x  x   
300. Imperial Metals Corporation    x     x  
301. International Tower Hill Mines Ltd. x x   x      
302. INV Metals Inc.    x  x   x x 
303. Ivanhoe Mines Ltd.  x    x     
304. Karnalyte Resources Inc.  x    x   x x 
305. Katanga Mining Limited x x    x  x  x 
306. Kerr Mines Inc.  x    x   x x 
307. Kinross Gold Corporation  x  x     x X 
308. Kirkland Lake Gold Inc. x     x    x 
309. Klondex Mines Ltd. x x    x  x  x 
310. Lake Shore Gold Corp.  x    x   x x 
311. Laramide Resources Ltd.  x    x   x x 
312. LeadFX Inc. x x   x      
313. Levon Resources Ltd. x x  x  x     
314. Lexam VG Gold Inc.        x  x 
315. Loncor Resources Inc.  x      x x  
316. Lucara Diamond Corp. x     x    x 
317. Luna Gold Corp.  x       x x 
318. Lundin Gold Inc.  x       x x 
319. Lundin Mining Corporation  x  x x x   x  
320. Lydian International Limited    x  x    x 
321. MAG Silver Corp.  x  x    x x x 
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322. Mandalay Resources Corporation  x       x x 
323. Marathon Gold Corporation  x      x x  
324. Mawson Resources Limited      x    x 
325. Mawson West Limited  x      x x  
326. MBAC Fertilizer Corp.  x         
327. McEwen Mining – Minera Andes Acquisition Corp.  x      x   
328. McEwen Mining Inc.  x    x     
329. MDN Inc. x x  x  x     
330. Meadow Bay Gold Corporation x x    x  x   
331. Mega Uranium Ltd. x x       x  
332. Midas Gold Corp.  x  x       
333. Minco Gold Corporation  x  x     x  
334. Minco Silver Corporation  x  x    x x  
335. Mines Management Inc.  x    x  x x  
336. Moneta Porcupine Mines Inc. x x    x     
337. Mountain Province Diamonds Inc.         x x 
338. Namibia Rare Earths Inc.  x     x x x  
339. Nautilus Minerals Inc.  x       x x 
340. Nevada Copper Corp.  x  x    x  x 
341. Nevsun Resources Ltd.  x    x   x x 
342. New Gold Inc.  x  x       
343. New Millennium Iron Corp.    x      x 
344. New Pacific Metals Corp.  x    x  x  x 
345. Newmarket Gold Inc.          x 
346. NGEx Resources Inc.  x    x   x  
347. NioCorp Developments Ltd.  x x       x 
348. Noranda Income Fund  x  x    x  x 
349. North American Palladium Ltd. x x x x       
350. Northcliff Resources Ltd.    x       
351. Northern Dynasty Minerals Ltd.  x    x    x 
352. NovaCopper Inc. x x    x  x   
353. Novagold Resources Inc. x x  x  x     
354. Oban Mining Corporation x x     x x   
355. OceanaGold Corporation  x       x  
356. Orocobre Limited  x        x 
357. Orosur Mining Inc.  x  x  x   x  
358. Orsu Metals Corporation  x      x x x 
359. Orvana Minerals Corp.         x x 
360. Osisko Gold Royalties Ltd.          x 
361. Paladin Energy Ltd.  x    x   x  
362. Pan American Silver Corp.  x    x  x x x 
363. Peregrine Diamonds Ltd.    x  x  x x x 
364. Perseus Mining Limited x x  x      x 
365. Pilot Gold Inc.  x    x   x  
366. Platinum Group Metals Ltd.  x        x 
367. Polaris Materials Corporation x x      x   
368. Polymet Mining Corp.  x    x    x 
369. Potash Corporation of Saskatchewan Inc.  x    x     
370. Potash Ridge Corporation x x  x    x  x 
371. Premier Gold Mines Limited  x  x    x   
372. Pretium Resources Inc.          x 
373. Primero Mining Corp.  x     x    
374. Prophecy Development Corp.  x    x   x  
375. Quest Rare Minerals Ltd. x x    x  x   
376. Redhawk Resources Inc. x x  x     x  
377. Richmont Mines Inc. x x  x    x   
378. Rio Novo Gold Inc.  x  x     x  
379. Rockwell Diamonds Inc.          x 
380. Royal Gold Inc. x x    x   x  
381. Royal Nickel Corporation x x      x x  
382. RTG Mining Inc. x        x x 
383. Rubicon Minerals Corporation      x     
384. Sabina Gold & Silver Corp.  x    x   x x 
385. Sandstorm Gold Ltd.  x      x x x 
386. Scandium International Mining Corp. x   x    x x x 
387. Seabridge Gold Inc.  x         
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388. Semafo Inc.  x    x   x x 
389. Serabi Gold plc x         x 
390. Sherritt International Corporation  x   x   x  x 
391. Shore Gold Inc.  x    x     
392. Sierra Metals Inc.  x    x   x x 
393. Silver Bear Resources Inc.  x         
394. Silver Bull Resources, Inc. x x  x    x x  
395. Silver Standard Resources Inc. x          
396. Silver Wheaton Corp.  x    x     
397. Silvercorp Metals Inc.         x  
398. Solitario Exploration & Royalty Corp. x x      x   
399. SouthGobi Resources Ltd.  x       x  
400. St. Augustine Gold and Copper Limited  x  x  x     
401. Starcore International Mines Ltd.  x      x  x 
402. Stonegate Agricom Ltd.  x  x    x   
403. Stornoway Diamond Corporation x x  x     x  
404. Sulliden Mining Capital Inc. x x    x   x  
405. Tahoe Resources Inc. x x      x  x 
406. Talon Metals Corp.   x    x    
407. Tanzanian Royalty Exploration Corporation  x      x  x 
408. Taseko Mines Limited  x  x  x   x  
409. Teck Resources Limited x x  x  x x x   
410. Teranga Gold Corporation  x  x  x  x x  
411. Thompson Creek Metals Company Inc. x x      x   
412. Timmins Gold Corp.  x  x  x  x   
413. TMAC Resources Inc.  x    x  x   
414. Torex Gold Resources Inc.  x     x x   
415. Treasury Metals Inc.  x   x   x   
416. Trevali Mining Corporation x x       x x 
417. TriMetals Mining Inc.  x    x  x x x 
418. Turquoise Hill Resources Ltd. x x  x   x   x 
419. TVI Pacific Inc.         x x 
420. U3O8 Corp.  x  x  x  x  x 
421. UEX Corporation        x   
422. Ur-Energy Inc.  x    x    x 
423. Vena Resources Inc.  x    x   x x 
424. Verde Potash Plc  x  x  x   x x 
425. Vista Gold Corp.  x  x  x  x x x 
426. Wallbridge Mining Company Limited    x      x 
427. Wellgreen Platinum Ltd.  x  x  x  x x x 
428. Wesdome Gold Mines Ltd.  x  x  x    x 
429. Western Copper and Gold Corporation  x    x   x x 
430. Western Lithium USA Corporation  x  x  x   x x 
431. Western Potash Corp. x x    x  x  x 
432. Xtra-Gold Resources Corp.  x        x 
433. Yamana Gold Inc.  x    x  x  x 
434. Yellowhead Mining Inc. x x  x  x  x x  
435. Yorbeau Resources Inc.  x    x  x   
436. Zazu Metals Corporation    x     x  
437. Axia NetMedia Corporation x x   x      
438. BCE Inc.    x  x   x x 
439. Cineplex Inc.  x    x     
440. Cogeco Communications Inc.  x    x   x x 
441. Cogeco Inc. x x    x  x  x 
442. Corus Entertainment Inc.  x    x   x x 
443. DHX Media Ltd.  x  x     x x 
444. FP Newspapers Inc. x  x   x    x 
445. Glacier Media Inc. x x    x  x  x 
446. GVIC Communications Corp.  x    x   x x 
447. Manitoba Telecom Services Inc.  x    x   x x 
448. Mood Media Corporation x x   x      
449. NeuLion Inc. x x  x  x     
450. New found land Capital Corporation Limited        x  x 
451. Postmedia Network Canada Corp.  x      x x  
452. Rogers Communications Inc. x     x    x 
453. Shaw Communications Inc.  x       x x 
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454. Sirius XM Canada Holdings Inc.  x       x x 
455. Stingray Digital Group Inc.  x  x x x   x  
456. Tellza Communications Inc.    x  x    x 
457. TELUS Corporation  x  x    x x x 
458. TeraGo Inc.  x       x x 
459. Thomson Reuters Corporation  x      x x  
460. Torstar Corporation      x    x 
461. Transcontinental Inc.  x      x x  
462. TVA Group Inc.  x         
463. Yellow Pages Digital & Media Solutions Limited  x x     x   
464. Yellow Pages Limited  x    x     
465. A&W Revenue Royalties Income Fund x x  x  x     
466. AGT Food and Ingredients Inc. x x    x  x   
467. Aimia Inc. x x       x  
468. AirBoss of America Corp.  x  x       
469. AlarmForce Industries Inc.  x  x     x  
470. Alimentation Couche-Tard Inc.  x  x    x x  
471. Andrew Peller Limited/Andrew Peller Limitee  x    x  x x  
472. AutoCanada Inc. x x    x     
473. Big Rock Brewery Inc.         x x 
474. BMTC Group Inc.  x     x x x  
475. Boston Pizza Royalties Income Fund  x       x x 
476. Brick Brewing Co. Limited  x  x    x  x 
477. BRP Inc.  x    x   x x 
478. Canadian Tire Corporation Limited  x  x       
479. Cara Operations Limited    x      x 
480. Chesswood Group Limited  x    x  x  x 
481. CIBT Education Group Inc.          x 
482. Colabor Group Inc.  x    x   x  
483. Corby Spirit and Wine Limited  x        x 
484. Cott Corporation  x  x    x  x 
485. CPI Card Group Inc. x x  x       
486. Danier Leather Inc.    x       
487. Dollarama Inc.  x    x    x 
488. Dominion Citrus Income Fund x x    x  x   
489. Dorel Industries Inc. x x  x  x     
490. Empire Company Limited x x     x x   
491. EnerCare Inc.  x       x  
492. Gamehost Inc.  x        x 
493. General Motors Company  x  x  x   x  
494. George Weston Limited  x      x x x 
495. Gildan Activewear Inc.         x x 
496. goeasy Ltd.   x       x 
497. Great Canadian Gaming Corporation  x    x   x  
498. High Liner Foods Incorporated  x    x  x x x 
499. Hudson's Bay Company    x  x  x x x 
500. iFabric Corp. x x  x      x 
501. Imvescor Restaurant Group Inc.  x    x   x  
502. Indigo Books & Music Inc.  x        x 
503. Innova Gaming Group Inc. x x      x   
504. Jean Coutu Group (PJC) Inc. (The)  x    x    x 
505. Just Energy Group Inc.  x    x     
506. Keg Royalties Income Fund (The) x x  x    x  x 
507. Lassonde Industries Inc.  x  x    x   
508. Le Chateau Inc.          x 
509. Leon's Furniture Limited  x     x    
510. Linamar Corporation  x    x   x  
511. Liquor Stores N.A. Ltd. x x    x  x   
512. Loblaw Companies Limited x x  x     x  
513. Magna International Inc. x x  x    x   
514. Maple Leaf Foods Inc.  x  x     x  
515. Martinrea International Inc.          x 
516. Metro Inc. x x    x   x  
517. Molson Coors Canada Inc. x x      x x  
518. MTY Food Group Inc. x        x x 
519. New Look Vision Group Inc.      x     
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520. North West Company Inc.  x    x   x x 
521. Pacific Insight Electronics Corp.  x      x x x 
522. Performance Sports Group Ltd. x   x    x x x 
523. Pizza Pizza Royalty Corp.  x         
524. Pollard Banknote Limited  x    x   x x 
525. Premium Brands Holdings Corporation x         x 
526. Quebecor Inc.  x   x   x  x 
527. Reitmans (Canada) Limited  x    x     
528. Restaurant Brands International Inc.  x    x   x x 
529. Restaurant Brands International Limited Partnership  x         
530. Rogers Sugar Inc. x x  x    x x  
531. RONA Inc. x          
532. Saputo Inc.  x    x     
533. Sears Canada Inc.         x  
534. Second Cup Ltd. (The) x x      x   
535. SIR Royalty Income Fund  x       x  
536. Sleep Country Canada Holdings Inc.  x  x  x     
537. Spin Master Corp.  x      x  x 
538. Ten Peaks Coffee Company Inc.  x  x    x   
539. Transat A.T. Inc. x x x x     x  
540. TWC Enterprises Limited x x    x   x  
541. Uni-Select Inc. x x      x  x 
542. Whistler Blackcomb Holdings Inc.       x    
543. ADF Group Inc.  x      x  x 
544. Aecon Group Inc.  x  x  x   x  
545. AG Growth International Inc. x x  x  x x x   
546. Air Canada  x  x  x  x x  
547. Akita Drilling Ltd. x x      x   
548. Algoma Central Corporation  x  x  x  x   
549. AltaGas Ltd.  x    x  x   
550. Altus Group Limited  x     x x   
551. ATS Automation Tooling Systems Inc.  x   x   x   
552. Avcorp Industries Inc. x x       x x 
553. Badger Daylighting Ltd.  x    x  x x x 
554. Bird Construction Inc. x x  x   x   x 
555. Black Diamond Group Limited         x x 
556. Bombardier Inc.  x  x  x  x  x 
557. Boyd Group Income Fund        x   
558. Boyuan Construction Group Inc.  x x   x    x 
559. Brampton Brick Limited  x    x   x x 
560. Bri-Chem Corp.  x  x  x   x x 
561. Brookfield Infrastructure Partners L.P.  x  x  x  x x x 
562. Buhler Industries Inc.    x      x 
563. Caldwell Partners International Inc. (The)  x  x  x  x x x 
564. Calfrac Well Services Ltd.  x  x  x    x 
565. Canadian Energy Services & Technology Corp.  x    x   x x 
566. Canadian National Railway Company  x  x  x   x x 
567. Canadian Pacific Railway Limited x x    x  x  x 
568. Canam Group Inc.  x        x 
569. Canexus Corporation  x    x  x  x 
570. CanWel Building Materials Group Ltd. x x  x  x  x x  
571. Canyon Services Group Inc.  x    x  x   
572. Cargojet Inc.    x     x  
573. Cathedral Energy Services Ltd. x x   x      
574. CCL Industries Inc.    x  x   x x 
575. Cervus Equipment Corporation  x    x     
576. Chemtrade Logistics Income Fund  x    x   x x 
577. Chorus Aviation Inc. x x    x  x  x 
578. Clarke Inc.  x    x   x x 
579. Data Group Ltd.  x  x     x x 
580. Discovery Air Inc. x     x    x 
581. Diversified Royalty Corp. x x    x  x  x 
582. Enerflex Ltd.  x    x   x x 
583. Ensign Energy Services Inc.  x    x   x x 
584. Enterprise Group, Inc. x x   x      
585. ENTREC Corporation x x  x  x     
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586. Essential Energy Services Ltd.        x  x 
587. Exco Technologies Limited  x      x x  
588. Finning International Inc. x     x    x 
589. Foraco International SA  x       x x 
590. GDI Integrated Facility Services Inc.  x       x x 
591. Gendis Inc.  x  x x x   x  
592. Geodrill Limited    x  x    x 
593. Gibson Energy Inc.  x  x    x x x 
594. Hammond Manufacturing Company Limited  x       x x 
595. Hammond Power Solutions Inc.  x      x x  
596. Hanwei Energy Services Corp.      x    x 
597. Hardwoods Distribution Inc.  x      x x  
598. Heroux-Devtek Inc.  x         
599. High Arctic Energy Services Inc.  x      x   
600. HNZ Group Inc.  x    x     
601. Horizon North Logistics Inc. x x  x  x     
602. Hyduke Energy Services Inc. x x    x  x   
603. IBI Group Inc. x x x      x  
604. INSCAPE Corporation  x  x       
605. Intertape Polymer Group Inc.  x  x     x  
606. K-Bro Linen Inc.  x  x    x x  
607. Kelso Technologies Inc.  x    x  x x  
608. Logan International Inc. x x    x     
609. Logistec Corporation         x x 
610. Magellan Aerospace Corporation  x     x x x  
611. Major Drilling Group International Inc.  x       x x 
612. McCoy Global Inc.  x  x    x  x 
613. Methanex Corporation  x    x   x x 
614. Migao Corporation  x  x       
615. Morneau Sheppel Inc.    x      x 
616. Mullen Group Ltd.  x    x  x  x 
617. NAPEC Inc.          x 
618. North American Energy Partners Inc.  x    x   x  
619. Opta Minerals Inc.  x        x 
620. Orbit Garant Drilling Inc.  x  x    x  x 
621. Parkland Fuel Corporation x x x x       
622. Pason Systems Inc.    x       
623. Petrowest Corporation  x    x    x 
624. PHX Energy Services Corp. x x    x  x   
625. Precision Drilling Corporation x x  x  x     
626. Progressive Waste Solutions Ltd. x x     x x   
627. Pulse Seismic Inc.  x       x  
628. Richards Packaging Income Fund  x        x 
629. Richelieu Hardware Ltd.  x  x  x   x  
630. Ritchie Bros. Auctioneers Incorporated  x      x x x 
631. Rocky Mountain Dealerships Inc.         x x 
632. Russel Metals Inc.          x 
633. Savanna Energy Services Corp.  x    x   x  
634. Savaria Corporation  x    x  x x x 
635. Secure Energy Services Inc.    x  x  x x x 
636. ShawCor Ltd. x x  x      x 
637. SNC-Lavalin Group Inc.  x    x   x  
638. Stantec Inc.  x        x 
639. Strad Energy Services Ltd. x x      x   
640. Strongco Corporation  x    x    x 
641. Stuart Olson Inc.  x    x     
642. Student Transportation Inc. x x  x    x  x 
643. Taiga Building Products Ltd.  x  x    x   
644. TerraVest Capital Inc.          x 
645. Tesla Exploration Ltd.  x     x    
646. Toromont Industries Ltd.  x    x   x  
647. Total Energy Services Inc. x x    x  x   
648. TransForce Inc. x x  x     x  
649. Tree Island Steel Ltd. x x  x    x   
650. Trican Well Service Ltd.  x  x     x  
651. Trimac Transportation Ltd.          x 
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652. Trinidad Drilling Ltd. x x    x   x  
653. Velan Inc. x x      x x  
654. Wajax Corporation x        x x 
655. Western Energy Services Corp.      x     
656. WestJet Airlines Ltd.  x    x   x x 
657. Westshore Terminals Investment Corporation  x      x x x 
658. WSP Global Inc. x   x    x x x 
659. Xtreme Drilling and Coil Services Corp.  x         
660. ZCL Composites Inc.  x    x   x x 
661. Aberdeen Asia-Pacific Income Investment Company 
Ltd. 
x         x 
662. Aberdeen International Inc.  x   x   x  x 
663. Accord Financial Corp.  x    x     
664. AGF Management Limited  x    x   x x 
665. Alaris Royalty Corp.  x x        
666. Aston Hill Financial Inc. x x  x    x x  
667. Atrium Mortgage Investment Corporation x          
668. Bank of Montreal  x    x     
669. Bank of Nova Scotia (The)         x  
670. Brookfield Asset Management Inc. x x      x   
671. Callidus Capital Corporation  x       x  
672. Canaccord Genuity Group Inc.  x  x  x     
673. Canadian General Investments Limited  x      x  x 
674. Canadian Imperial Bank Of Commerce  x  x    x   
675. Canadian Western Bank x x  x     x  
676. Canadian World Fund Limited x x    x   x  
677. CI Financial Corp. x x      x  x 
678. Clairvest Group Inc.       x    
679. Co-operators General Insurance Company  x      x  x 
680. Crosswinds Holdings Inc.  x  x  x   x  
681. Crown Capital Partners Inc. x x  x  x x x   
682. Currency Exchange International Corp.  x  x  x  x x  
683. Cymbria Corporation x x      x   
684. Difference Capital Financial Inc.  x  x  x  x   
685. DirectCash Payments Inc.  x    x  x   
686. Dundee Corporation  x     x x   
687. Echelon Financial Holdings Inc.  x   x   x   
688. E-L Financial Corporation Limited x x       x x 
689. Element Financial Corporation  x    x  x x x 
690. Equitable Group Inc. x x  x   x   x 
691. Equity Financial Holdings Inc.         x x 
692. Exchange Income Corporation  x  x  x  x  x 
693. Fairfax Financial Holdings Limited   x     x   
694. Fairfax India Holdings Corporation  x    x    x 
695. Fiera Capital Corporation  x    x   x x 
696. Firm Capital Mortgage Investment Corporation  x  x  x   x x 
697. First National Financial Corporation  x  x  x  x x x 
698. Genworth MI Canada Inc.    x      x 
699. Gluskin Sheff + Associates Inc.  x  x  x  x x x 
700. GMP Capital Inc.  x  x  x    x 
701. Great-West Lifeco Inc.  x    x   x x 
702. Guardian Capital Group Limited  x  x  x   x x 
703. Home Capital Group Inc. x x    x  x  x 
704. HSBC Bank Canada  x        x 
705. IGM Financial Inc.  x    x  x  x 
706. Industrial Alliance Insurance and Financial Services 
Inc. 
x x  x  x  x x  
707. Intact Financial Corporation  x    x  x   
708. Integrated Asset Management Corp.    x     x  
709. Kingsway Financial Services Inc. x x   x      
710. Labrador Iron Ore Royalty Corporation    x  x   x x 
711. Laurentian Bank Of Canada  x    x     
712. Manulife Financial Corporation  x    x   x x 
713. Marret Resource Corp. x x    x  x  x 
714. MCAN Mortgage Corporation  x    x   x x 
715. National Bank of Canada  x  x     x x 
716. Olympia Financial Group Inc. x     x    x 
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717. ONEX Corporation x x    x  x  x 
718. Pacific & Western Bank of Canada  x    x   x x 
719. Pinetree Capital Ltd.  x    x   x x 
720. Power Corporation Of Canada x x   x      
721. Power Financial Corporation x x  x  x     
722. PWC Capital Inc.        x  x 
723. Royal Bank of Canada  x      x x  
724. Senvest Capital Inc. x     x    x 
725. Sprott Inc.  x x      x x 
726. Sprott Resource Corp.  x       x x 
727. Street Capital Group Inc.  x  x x x   x  
728. Sun Life Financial Inc.    x  x    x 
729. Sunwah International Limited  x  x    x x x 
730. The Empire Life Insurance Company  x       x x 
731. Timbercreek Mortgage Investment Corporation  x      x x  
732. Timbercreek Senior Mortgage Investment 
Corporation 
     x    x 
733. TMX Group Limited  x      x x  
734. Toronto-Dominion Bank (The)  x         
735. Tricon Capital Group Inc.  x      x   
736. Tuckamore Capital Management Inc.  x    x     
737. United Corporations Limited x x  x  x     
738. Uranium Participation Corporation x x    x  x   
739. Urbana Corporation x x       x  
740. WesternOne Inc.  x  x       
741. Wilmington Capital Management Inc.  x  x     x  
742. Acadian Timber Corp.  x  x    x x  
743. Canfor Corporation  x    x  x x  
744. Canfor Pulp Products Inc. x x    x     
745. Conifex Timber Inc.         x x 
746. Domtar Corporation  x     x x x  
747. Fortress Paper Ltd.  x       x x 
748. Goodfellow Inc.  x  x    x  x 
749. Interfor Corporation  x    x   x x 
750. Mercer International Inc.  x  x       
751. Norbord Inc.    x      x 
752. Resolute Forest Products Inc.  x    x  x  x 
753. Stella-Jones Inc.   x       x 
754. Supremex Inc.  x    x   x  
755. West Fraser Timber Co. Ltd.  x        x 
756. Western Forest Products Inc.  x  x    x  x 
757. Winpak Ltd. x x  x       
758. Artis Real Estate Investment Trust    x       
759. Canadian Real Estate Investment Trust  x    x    x 
760. Cominar Real Estate Investment Trust x x    x  x   
761. Consolidated HCI Holdings Corporation x x  x  x     
762. Crombie Real Estate Investment Trust x x     x x   
763. Dream Global Real Estate Investment Trust  x       x  
764. First Capital Realty Inc.  x        x 
765. H&R Real Estate Investment Trust  x  x  x   x  
766. Morguard Corporation  x      x x x 
767. Wall Financial Corporation         x x 
768. Agellan Commercial Real Estate Investment Trust          x 
769. Allied Properties Real Estate Investment Trust  x    x   x  
770. American Hotel Income Properties REIT LP  x    x  x x x 
771. Automotive Properties Real Estate Investment Trust    x  x  x x x 
772. Boardwalk Real Estate Investment Trust x x  x      x 
773. Brookfield Canada Office Properties  x    x   x  
774. Brookfield Office Properties Inc.  x        x 
775. Brookfield Property Partners L.P. x x      x   
776. BTB Real Estate Investment Trust  x    x    x 
777. Canadian Apartment Properties Real Estate 
Investment Trust 
 x    x     
778. Choice Properties Real Estate Investment Trust x x  x    x  x 
779. CT Real Estate Investment Trust  x  x    x   
780. DIR Industrial Properties Inc.          x 
781. Dream Industrial Real Estate Investment Trust  x     x    
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782. Dream Office Real Estate Investment Trust  x    x   x  
783. DREAM Unlimited Corp. x x    x  x   
784. FirstService Corporation x x x x     x  
785. Gazit-Globe Ltd. x x  x    x   
786. Inovalis Real Estate Investment Trust  x  x     x  
787. InterRent Real Estate Investment Trust          x 
788. Lanesborough Real Estate Investment Trust x x    x   x  
789. Melcor Real Estate Investment Trust x x      x x  
790. Milestone Apartments Real Estate Investment Trust x        x x 
791. Morguard North American Residential Real Estate 
Investment Trust 
     x     
792. Morguard Real Estate Investment Trust  x    x   x x 
793. Northview Apartment Real Estate Investment Trust  x      x x x 
794. OneREIT x   x    x x x 
795. Partners Real Estate Investment Trust  x         
796. Plaza Retail REIT  x    x   x x 
797. Pure Industrial Real Estate Trust x         x 
798. Riocan Real Estate Investment Trust  x   x   x  x 
799. Slate Office REIT  x    x     
800. Slate Retail REIT  x    x   x x 
801. Smart Real Estate Investment Trust  x         
802. Summit Industrial Income REIT x x  x    x x  
803. Temple Hotels Inc. x          
804. TransGlobe Apartment Real Estate Investment Trust  x    x     
805. True North Commercial Real Estate Investment Trust         x  
806. WPT Industrial Real Estate Investment Trust x x      x   
807. Brookfield Real Estate Services Inc.  x       x  
808. Genesis Land Development Corp.  x  x  x     
809. Melcor Developments Ltd.  x      x  x 
810. Becker Milk Company Ltd. (The)  x  x    x   
811. Canlan Ice Sports Corp. x x  x     x  
812. Colliers International Group Inc. x x    x   x  
813. Granite Real Estate Investment Trust x x      x  x 
814. Killam Apartment Real Estate Investment Trust       x    
815. Madison Pacific Properties Inc.  x      x  x 
816. Mainstreet Equity Corp.  x  x  x   x  
817. Chartwell Retirement Residences x x  x  x x x   
818. Extendicare Inc.  x  x  x  x x  
819. Holloway Lodging Corporation x x      x   
820. InnVest Real Estate Investment Trust  x  x  x  x   
821. Leisureworld Senior Care Corporation  x    x  x   
822. Medical Facilities Corporation  x x    x x   
823. Northwest Healthcare Properties Real Estate 
Investment Trust 
 x   x   x   
824. Atco Ltd. x x       x x 
825. Canadian Utilities Limited  x    x  x x x 
826. Capital Power Corporation x x  x   x   x 
827. Caribbean Utilities Company, Ltd.         x x 
828. Crius Energy Trust  x  x  x  x  x 
829. CU Inc.        x   
830. Emera Incorporated  x    x    x 
831. Enbridge Inc.  x    x   x x 
832. Enbridge Income Fund Holdings Inc.  x  x  x   x x 
833. Fortis Inc.  x  x  x  x x x 
834. GWR Global Water Resources Corp.    x      x 
835. Hydro One Limited  x  x  x  x x x 
836. Inter Pipeline Ltd.  x  x  x    x 
837. Keyera Corp.  x x   x   x x 
838. Maxim Power Corp.  x  x  x   x x 
839. Pembina Pipeline Corporation x x    x  x  x 
840. Superior Plus Corp.  x        x 
841. TransAlta Corporation  x    x  x  x 
842. TransCanada Corporation x x  x  x  x x  
843. Union Gas Limited  x    x  x   
844. Valener Inc.    x     x  
845. Veresen Inc. x x   x      
846. Westcoast Energy Inc.    x  x   x x 
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847. Aston Hill Advantage Bond Fund x x       x x 
848. Aston Hill Advantage Oil & Gas Income Fund  x    x  x x x 
849. Aston Hill Advantage VIP Income Fund x x  x   x   x 
850. Aston Hill Financial Inc.         x x 
851. Aston Hill Financial Deb. J  x  x  x  x  x 
852. Aston Hill Oil & Gas Income Fund        x   
853. Aston Hill VIP Income Fund  x    x    x 
854. ATCO Ltd. CI II  x    x   x x 
855. Atlantic Power Corporation  x  x  x   x x 
856. Atlantic Power Corporation 6.25 Db  x  x  x  x x x 
857. Atlantic Power Corporation 5.6% Db    x      x 
858. Atlantic Power Corporation 6% Db D  x  x  x  x x x 
859. Atlantic Power Corporation 75USDb  x  x  x    x 
860. Atlantic Power Preferred Equity Ltd. Pr 1  x    x   x x 
861. Atlantic Power Preferred Equity Ltd. Pr 2  x  x  x   x x 
862. Atlantic Power Preferred Equity Ltd. Pr 3 x x    x  x  x 
863. Atlatsa Resources Corporation  x        x 
864. Atna Resources Ltd.  x    x  x  x 
865. Atrium Mortgage Investment Corporation x x  x  x  x x  
866. Atrium Mortgage Investment Corporation. 5.25Db  x    x  x   
867. Atrium Mortgage Investment Corporation 6.25Db    x     x  
868. Atrium Mortgage Investment Corporation 5.5Db x x   x      
869. ATS Automation Tooling Systems Inc.    x  x   x x 
870. Aura Minerals Inc.  x    x     
871. Aureus Mining Inc.  x    x   x x 
872. AuRico Gold Inc. x x    x  x  x 
873. Aurinia Pharmaceuticals Inc.  x    x   x x 
874. Australian Banc Capital Securities Trust  x  x     x x 
875. Australian Banc Income Fund x     x    x 
876. Australian REIT Income Fund x x    x  x  x 
877. AutoCanada Inc.  x    x   x x 
878. Automotive Ppty Un  x x   x   x x 
879. Bank of Montreal x x   x      
880. Bank of Montreal Pr Ser 14 x x  x  x     
881. Bank of Montreal Pr Ser 15        x  x 
882. Bank of Montreal Pr Ser 16  x      x x  
883. Bank of Montreal Pr Ser 25 x     x    x 
884. Bank of Montreal Pr Ser 17  x       x x 
885. Bank of Montreal Pr Ser 27  x       x x 
886. Bank of Montreal Pr Ser 29  x  x x x   x  
887. Bank of Montreal Pr Ser 31    x  x    x 
888. Bank of Montreal Pr Ser 33  x  x    x x x 
889. Bank of Montreal Pr Ser 35  x       x x 
890. Bank of Nova Scotia  x      x x  
891. Bank of Nova Scotia Sr 19 Pr      x    x 
892. Bank of Nova Scotia Sr 21 Pr  x      x x  
893. Bank of Nova Scotia Sr 23Pr  x         
894. Bank of Nova Scotia Sr 31 Pr  x      x   
895. Bank of Nova Scotia Sr 14 Pr  x    x     
896. Bank of Nova Scotia Sr 15 Pr x x  x  x     
897. Bank of Nova Scotia Sr 16 Pr x x    x  x   
898. Bank of Nova Scotia Sr 17 Pr x x       x  
899. Bank of Nova Scotia Sr 18 Pr  x  x       
900. Bank of Nova Scotia Sr 20 Pr  x  x     x  
901. Bank of Nova Scotia Sr 22 Pr  x  x    x x  
902. Bank of Nova Scotia Sr 30 Pr  x    x  x x  
903. Bank of Nova Scotia Sr 32 Pr x x    x     
904. Bankers Petroleum Ltd.         x x 
905. Bannerman Resources Limited  x     x x x  
906. Banro Corporation  x       x x 
907. Barclays Bank PLC Fixed Income Notes Ntl-26  x  x    x  x 
908. Barclays Bank PLC Fixed Income Notes Ntl-28  x    x   x x 
909. Barrick Gold Corporation  x  x       
910. Baylin Technologies Inc.    x      x 
911. Baytex Energy Corp.  x    x  x  x 
912. BCE Inc.          x 
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913. BCE Inc. Pr Ser AA  x    x   x  
914. BCE Inc. Pr Ser AB  x        x 
915. BCE Inc. Pr Ser AC  x  x    x  x 
916. BCE Inc. Pr Ser ACD  x x  x       
917. BCE Inc. Pr Ser AE    x       
918. BCE Inc. Pr Ser AF  x    x    x 
919. BCE Inc. Pr Ser AG x x    x  x   
920. BCE Inc. Pr Ser AH. x x  x  x     
921. BCE Inc. Pr Ser AI x x     x x   
922. BCE Inc. Pr Ser AJ  x       x  
923. BCE Inc. Pr Ser AK  x        x 
924. BCE Inc. Pr Ser AM  x  x  x   x  
925. BCE Inc. Pr Ser AO  x      x x x 
926. BCE Inc. Pr Ser AQ         x x 
927. BCE Inc. Pr Ser R          x 
928. BCE Inc. Pr Ser S  x    x   x  
929. BCE Inc. Pr Ser T  x    x  x x x 
930. BCE Inc. Pr Series Y    x  x  x x x 
931. BCE Inc. Pr Series Z x x  x      x 
932. Becker Milk Company Ltd. (The)  x    x   x  
933. Bellatrix Exploration Ltd.  x        x 
934. BELLUS Health Inc. x x      x   
935. Belo Sun Mining Corp.  x    x    x 
936. Bengal Energy Ltd.  x x   x     
937. Big 8 Split Inc. x x  x    x  x 
938. Big 8 Split Inc.  x  x    x   
939. Big Bank Big Oil Split Corp.          x 
940. Big Bank Big Oil Split Corp.  x     x    
941. Big Rock Brewery Inc.  x    x   x  
942. BioteQ Environmental Technologies Inc. x x    x  x   
943. BIOX Corporation x x x x     x  
944. Birchcliff Energy Ltd. x x  x    x   
945. Birchcliff Energy Ltd.  x  x     x  
946. Birchcliff Energy Ltd.          x 
947. Bird Construction Inc. x x x   x   x  
948. Black Diamond Group Limited x x      x x  
949. Black Iron Inc. x        x x 
950. BlackBerry Limited      x     
951. BlackBerry Limited  x    x   x x 
952. BlackPearl Resources Inc.  x      x x x 
953. Bloom Income & Growth Canadian Fund x   x    x x x 
954. Bloom Select Income Fund  x         
955. Bloom U.S. Income & Growth Fund  x    x   x x 
956. Blue Ribbon Income Fund x         x 
957. BMO 2015 Corporate Bond Target Maturity ETF  x   x   x  x 
958. BMO 2020 Corporate Bond Target Maturity ETF  x    x     
959. BMO 2025 Corporate Bond Target Maturity ETF  x    x   x x 
960. BMO Aggregate Bond Index ETF  x         
961. BMO Canadian Dividend ETF x x  x    x x  
962. BMO China Equity Index ETF x          
963. BMO Covered Call Canadian Banks ETF  x    x     
964. BMO Covered Call Dow Jones Industrial Average 
Hedged to CAD ETF 
        x  
965. BMO Covered Call Utilities ETF x x      x   
966. BMO Discount Bond Index ETF  x       x  
967. BMO Dow Jones Industrial Average Hedged to CAD 
Index ETF 
 x  x  x     
968. BMO Emerging Markets Bond Hedged to CAD 
Index ETF 
 x      x  x 
969. BMO Equal Weight REITs Index ETF  x  x    x   
970. BMO Equal Weight US Banks Hedged to CAD Index 
ETF 
x x  x     x  
971. BMO Equal Weight US Banks Index ETF x x    x   x  
972. BMO Equal Weight US Health Care Hedged to CAD 
Index ETF 
x x      x  x 
973. BMO Equal Weight Utilities Index ETF       x    
974. BMO Equity Linked Corporate Bond ETF  x      x  x 
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1-10 represent the ten PIPEDA principles as shown on page 42-43 
Date:  March 18th 2016 
Project Title:  Compliance of Corporate Privacy policies to PIPEDA act 
Project Lead: Name: Laura Kombo 
University of Northern British Columbia 
Prince George, BC V2N 4Z9 
e-mail: kombo@unbc.ca 
Tel: (250) 960 5555 / 778 890 0694                                               
Supervisor:  Prof Saif alZahir 
Committee members:  Dr. Chris Opio 
                       Dr. Iliya Bluskov 
Purpose of Project 
The purpose of our research is to examine the compliance of the privacy policies of organizations (corporations) to the PIPEDA act which is 
975. BMO Floating Rate High Yield ETF  x  x  x   x  
976. BMO Global Infrastructure Index ETF x x  x  x x x   
977. BMO High Yield US Corporate Bond Hedged to 
CAD Index ETF 
 x  x  x  x x  
978. BMO India Equity Index ETF x x      x   
979. BMO International Dividend ETF  x  x  x  x   
980. BMO Junior Gas Index ETF  x    x  x   
981. BMO Junior Gold Index ETF  x     x x   
982. BMO Junior Oil Index ETF  x   x   x   
983. BMO Long Corporate Bond Index ETF x x       x x 
984. BMO Long Federal Bond Index ETF  x    x  x x x 
985. BMO Long Provincial Bond Index ETF x x  x   x   x 
986. BMO Low Volatility Canadian Equity ETF         x x 
987. BMO Low Volatility US Equity ETF  x  x  x  x  x 
988. BMO Low Volatility US Equity ETF        x   
989. BMO Mid Corporate Bond Index ETF  x    x    x 
990. BMO Mid Federal Bond Index ETF  x    x   x x 
991. BMO Mid Provincial Bond Index ETF  x  x  x   x x 
992. BMO Mid-Term US IG Corporate Bond Hedged to 
CAD Index ETF 
 x  x  x  x x x 
993. BMO Mid-Term US IG Corporate Bond Index ETF    x      x 
994. BMO Mid-Term US IG Corporate Bond Index ETF  x  x  x  x x x 
995. BMO Monthly Income ETF  x  x  x    x 
996. BMO MSCI All Country World High Quality Index 
ETF 
 x    x   x x 
997. BMO MSCI EAFE Hedged to CAD Index ETF  x  x  x   x x 
998. BMO MSCI EAFE Index ETF x x    x  x  x 
999. BMO MSCI Emerging Markets Index ETF  x        x 
1000.  BMO MSCI Europe High Quality Hedged to CAD 
Index ETF 
 x    x  x  x 
1001.  BMO MSCI USA High Quality Index ETF x x  x  x  x x  
1002.  BMO Nasdaq 100 Equity Hedged To CAD Index 
ETF 
 x    x  x   
1003.  BMO Real Return Bond Index ETF    x     x  
1004.  BMO S&P 500 Hedged to CAD Index ETF x x   x      
1005.  BMO S&P 500 Index ETF   x x  x   x x 
1006.  BMO S&P 500 Index ETF  x    x     
1007.  BMO S&P/TSX Capped Composite Index ETF  x    x   x x 
1008.  BMO S&P/TSX Equal Weight Banks Index ETF x x    x  x  x 
1009.  BMO S&P/TSX Equal Weight Global Base Metals 
Hedged to CAD Index ETF 
 x    x   x x 
1010.  BMO S&P/TSX Equal Weight Global Gold Index 
ETF 
 x  x     x x 
1011.  BMO S&P/TSX Equal Weight Industrials Index ETF x     x    x 
1012.  BMO S&P/TSX Equal Weight Oil & Gas Index ETF x x    x  x  x 
1013.  BMO S&P/TSX Laddered Preferred Share Index ETF  x    x   x x 
1014.  BMO Short Corporate Bond Index ETF  x    x   x x 
1015.  BMO Short Federal Bond Index ETF x x   x      
1016.  BMTC Group Inc. x x  x  x     
1017.  BNK Petroleum Inc.        x  x 
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law by the Canadian government. This act governs the processes used by different corporations to collect, use, manage and share the private 
information they collect during the course of their business practices.  
On behalf of the corporation, you are invited to take part in this research by informing us on where else you have privacy policies in 
addition to the corporation’s website. We would also like to know of any other policies that your corporation observes but not included in 
the corporation’s privacy policy. 
This study will help us understand the compliance level of corporations to the PIPEDA act as well as identifying the articles of the acts that 
have been neglected or observed. We will also identify privacy policies not previously stated on the corporation’s website. 
What will happen during the project? 
If you accept to take part in this research on behalf of your corporation, we will verbally ask you some of the questions on our questionnaire 
(attached) through a telephone conversation that is approximated to take a maximum of 30 minutes. 
Risks or benefits to participating in the project 
Your participation to this research will NOT expose you to any known or reasonably foreseeable physical, psychological/emotional, social 
or legal risks. If you have any concerns, please let us know 
Confidentiality, Anonymity and Data Storage 
Your anonymity as an individual will be respected and any Information that discloses your identity will not be released without your 
consent.  
The only people who will have access to the raw data from our research are my supervisor and committee members. The raw data will be 
stored in our password protected computer hardware that is not shared with anyone and is not connected to any network, until we compile 
our analysis and we shall destroy it thereafter by deleting. 
Study Results 
Results of this study will be reported in my graduate thesis and may be published in journal articles. 
Questions or Concerns about the project 
If you have any questions about what we are asking of you, please contact me or my supervisor, Prof. Saif Zahir.  The telephone numbers 
are listed at the top of the first page of this form. If you have any concerns or complaints about your rights as a research participant and/or 
your experiences while participating in this study, contact the UNBC Office of Research at 250-960-6735 or by e-mail at reb@unbc.ca. 
Participant Consent and Withdrawal 
Your participation in this research work is voluntary. You can refuse to answer any questions or undergo any procedures that make you feel 
uncomfortable. You also have a right to withdraw from the study at any time, without giving a reason. If you decide to withdraw from the 
study, any information you may have provided will also be withdrawn and securely destroyed, unless you explicitly consent to your 
information being retained and analyzed. 
CONSENT 
I have been described the information presented in the information letter/consent form and have had the opportunity to ask questions about 
my involvement in this research. I also understand that if I agree to participate in this project, I may withdraw from the project at any time 
up until the report completion, with no consequences of any kind. 
YES       NO 
Note of verbal consent:  
Name of participant corporation (Printed):  
Date 
 
 
Fig A1: Information letter / Consent form 
 
