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Abstract 
 
      In this paper we have analyzed the huge volume of warranty data for segregating the fraudulent warranty 
claims using pattern recognition and clustering methodology.  Recent survey of automotive industry shows up to 
10% of warranty costs are related to warranty claims fraud, costing manufacturers several billions of dollars. 
Most of the automotive companies are suspecting and aware of warranty fraud. But they are not sure of the 
extent and ways to eliminate it. The existing methods to detect warranty fraud are very complex and expensive 
as they are dealing with inaccurate and vague data, causing manufacturers to bear the excessive costs. We are 
proposing model to find anomalies on warranty data along with component failure data and patterns based on 
historic warranty claims data under particular region and for specific component as the data are of high volume. 
  We are managing to isolate all the imapcting the factors that indicate a claim, that has a high probability of 
fraudulence such as failure date and claim date, mode of failure etc., In addition to this we discover suspecting 
claims that have the greatest adjustment potential for further review by claim process. We altogether integrating 
data with with claims processing,  reports and business rules along with reported mode of failure as we are 
minimizing changes to existing systems, since the analysis is carried out by identifying patterns.  Since we are 
working with factual data, it gives more room to identify the actual cost involved on warranty claim.  
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1. Introduction 
     Automobile manufacturing industries are highly aware that fraudulent and questionable claims can 
significantly raise warranty costs and affect customer satisfaction. With the help of recent technology on data 
analytics, manufacturers can accept the data driven fact identification results on each warranty claims.  Using a 
hybrid approach with clustering and pattern identification, industries can integrate traditional business rules for 
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warranty process with anomaly detection, advanced analytics and social network analysis to automatically score 
each claim, customer and the service provider of a particular claim. Our approach can quickly detect patterns on 
the available data sets for required period of time, that individual auditors might otherwise miss when checking 
manually. Industries that put this type of solution in place can start catching bad claims right away based on 
actual fact data sets.  We have predicted for sample datasets using Minitab. 
 
2. Warranty Fraud – An Overview 
 
The word fraud means deceit. However, in many cases, honest mistakes may lead to invalid warranty claims. 
Most of such claims are flagged due to misunderstanding of policies or insufficient training or innocent clerical 
errors. Many of fradulent claims are not cases of outright fraud but they could be questionable or suspecious 
claims. When a manufacturer identifies that true fraud is involved, they find that it comes in all shapes and sizes. 
Fraud ranges from consumers knowingly or mistakenly sending in counterfeit defects on automobiles to be 
repaired to repair technicians using repairing parts more than needed, corrupt auto-repair service centres 
inventing serial numbers and trying to repair non-damaged parts. The nature of fraud implications are extending 
beyond the immediate costs. However, all the cause and questionable claims affect warranty costs and customer 
satisfaction. 
 
3. Detection of Fraudulent claims on Warranty data 
 
     There could be chances of replaced parts being sold on the black market.   The insurance costs and additional 
security needs make the problem even more expensive.  Automobile industry have put many systems and 
processes in place to detect and reduce fraudent claims, but current practices are not enough to locate all such 
claims.  An additional benefit of fraud detection is that once those fradulent claims are isolated from the datasets,  
the issue detection and claim definition become much more accurate. By isolating these data early warning 
systems can more precisely detect significant changes in claims rates based on availale datasets. Problem 
definition is more effective, since the claims being analyzed are actual customer issues, by allowing product 
engineers to better understand failure modes and the factors.  True fraud is most likely to occur when a third-party 
service organization is utilized. 
 
The following are the traditional approaches on identifying such fraudulent claims; 
 
3.1 Manual adjudication: 
     The process of manually reviewing each individual claims thoroughly with the use of expert resources.  
Sometimes the identified data variation may high and patterns are often missed because different people are 
looking at different batches of claims.  Some data may be missed out due to human error. 
 
3.2 Automated (rules-based) adjudication: 
Automated rules-based systems are now commonly used among organizations. Almost all claims transaction 
engines are equipped with this type of adjudication checking mechanisms. This approach is currently working 
for finding types of fraud that the organization is already aware of. However, these systems will not have 
dynamic working mechanism as new claims are processed, since they are hard-coded with business rules.  
Through trial & error, by making telephone calls to auditors, fraudsters quickly learn the rules and work around 
them for making benefit.  
 
3.3 Return validation: 
Requiring service-providers to return failed parts are reducing fraudulent behavior to some extent(at least for 
claims with parts). To do this, logistics and resources necessary on a large scale process. 
 
3.4 Field audits: 
Manually auditing each individual claims and service providers is a very useful way to find patches of fraud in 
the automobile service. Most of the times, it is very difficult for auditors to know where to focus while 
inspection. It is hard to determine the highest volume service providers or the claims with the highest cost or the 
claims with no parts etc., 
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3.5 Analytics: 
Based on ranking or scoring of claims and service providers based on the likelihood of fraud, data analytic 
techniques can be used to focus where the most value exists. Analytics can dynamically done and can learn from 
automobile service provider and  inspection auditor behavior over time to find increasingly more fraud. 
Analytics can also identify new business rules that can 
be applied through the rules engine. 
 
4. Actual issue detection on warranty data 
     Identification of an issue in the automobile that is claimed for warranty is the first step toward fixing it.  
Manufacturers are keen on reducing the detection-to-correction cycle.  The early detection of emerging issues 
allows the entire warranty claim process to begin sooner than actual. If the issue has been identified, it is very 
critical to use all available data to perform analysis and to understand which attributes are driving the issue. It is 
very significant to identify the dependent and independent variables.  It is necessary to understand that what is 
driving the issue focuses engineers on which processes to examine or which parts to tear down and whether a 
recall might be necessary. Questions may include; 
 
x Does the issue often reported on specific combination of supplier, assembly location and usage?  
x Does the problem only occur in certain geographic regions? 
 
Several hours may be saved out of the issue detection and problem definition process that reduces a large 
number of potentially defective auto parts or products. 
 
4.1 Data integration: 
        Warranty and service claims should be integrated with sales data in order to predict and understand failure 
rates. Product information such as manufacturing location, auto model, auto part suppliers, customer selected 
options and important dates greatly enhances the identification of issue detection and problem definition.  
Additional data sources such as customer complaints data, customer surveys, and field service data can give a 
more complete picture of automobile and service field performance. In many cases, these data are primary 
indicators of warranty issues. Bringing all the automobile service data together and applying warranty-specific 
business rules are the first steps to an effective identification and definition system. 
 
4.2 Automated analytics: 
      Many automobile concerns are trying to identify new issue patterns through brute force technique. Analysts 
are now deep diving into thousands of warranty claim records, Pareto analysis and trend charts will eventually 
picking up new issues. Most of the valuable time is much better spent fixing problems instead of searching for 
them.  Automating the data driven analytics can be put in place to detection of significant changes in failure 
rates, costs etc., Strong focus is needed to look for changes across multiple attributes. This includes production 
period, time in service, claim period and usage each yield a different insights on field failures. Once these issues 
are identified, analysts and data engineers will be able to isolate failure modes pretty much quickly and can 
understand what factors are driving the claims. A standard set of analytics is needed that identifies the patterns 
within user's comments and quantitative fields, problem definition can be greatly accelerated. 
 
4.3 Communication: 
      Identification of issues are useful only if someone is doing something about it. Communication is essential 
on this case. When the analytic engine detects a new issue, it should be capable of notifying the appropriate 
engineer immediately. The analytic team members should be able to classify a specific sets of potential issues 
(for example, electrical issues on a specific model and brake issues across all product lines or water pump issues 
across all make and model of engines) allowing this to focus on specific alerts that are relevant to the potential 
ones. Problem definition on updating issue status and sharing analysis among team members, reduces time 
wasted on manual intervention and accelerates the problem solving process. Once the issue has been defined 
effective communication allows all of the stakeholders to understand the current status and the expected 
outcome of the fix. 
 
  
 
5. Finding out anomaly, fraudulent data 
A. Rosner Test:  
     Here we are referring anomaly as fraudulent data.  Identification steps are as follows; 
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1. The sample mean and standard deviation are calculated based on the n sample values. k equals the number of 
suspected anomalies.  
2. The sample value with the largest deviation from the mean is used to calculate the test statistic Ri as follows: 
 
X(i) is the value with the largest deviation from the mean but can be either the largest or smallest value in the 
sample.  
3. The sample value X(1) is then removed from the sample, and the mean X(2), S(2), and R(2) are calculated 
from the n-1 values.  
4. The previous steps are repeated until all k suspected anomalies have yielded corresponding R(k) test statistics. 
5. Each R(i) is compared in sequentially reverse order to a table of critical values for Rosner’s test. If the 
computed statistic R(i) is greater than the table value, then there are I number of anomalies. 
 
 
Table 1: Rosner’s Test results for sample dataset 
 
 
B. Grubb’s Test 
     Grubbs’ test is a statistical test developed by Frank E. Grubbs to detect anomalies in a univariate data set 
[Grubbs 1969]. Grubbs’ test is also known as the maximum normed residual test [Stefansky 1972]. Grubbs’ test 
is defined for the statistical hypothesis:  
H0: The data set does not contain any anomalies (Frauds). 
Ha: There is at least one anomaly( 
Fraud) in the data set. 
 The test statistic is the largest absolute deviation from the data set mean in units of the data set standard 
deviation and is defined as; 
 
 
where  
  is the sample mean of the data set 
 s is the standard deviation of the data set 
 
The hypothesis, H0, is rejected at the significance level, α, if 
 
Where 
denotes the upper critical value of the t distribution with (n-2) degrees of freedom and a significance 
level of   Grubbs’ test detects one anomaly at a time. Multiple iterations are executed until no anomalies 
are discovered. 
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Figure 1: Grubb’s test algorithm 
 
 
6. Key outcomes on using pattern identification of anomalies(frauds) and clustering of analysis of large-
scale Warranty data for fraudulent claim detection 
          Automotive companies are strongly focusing to minimize the number of failures that occur during the 
early stages of a new product release. Factual data on real-time claims information and regular updates would 
enable companies to catch and stop mistakes earlier. Using this machine learning and predictive analytics on 
clustered data, automotive companies can decrease costs and increase revenues.  This approach can accurately 
forecast further unethical behavior based on identified patterns as shown in Figures 2 and 3 respectively. It can 
also help dealers and automotive industries identify and improve training issues, increasing customer 
satisfaction improving product quality and reliability to minimize the warranty claims. 
 
 
Figure 2 
 
Figure 3 
 
7. Conclusion 
     In the current situation, retaining and maintaining customer satisfaction and reducing costs are highly 
focused objectives of any automotive industry. The warranty claims are significant area for potential cost 
reduction. Applying clustering methods and pattern identification on warranty data analytics across the claim 
process would significantly reduce warranty costs. Nowadays, automobile manufacturers are applying best 
practices on analysis to deny the claims that are fraudulent and reduce costs associated with legitimate claims. 
These savings can be improved by using the problem solvers and automating much of the analysis work on 
solving problems instead of finding them.  These fraud detection can accurately identify and helps to avoid bad 
claims that used to be noise in the data as the results of issue detection can be more accurate and problem 
definition can be more precise. 
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