The continuous-variable version of quantum key distribution (QKD) offers the advantages (over discretevariable systems) of higher secret key rates in metropolitan areas as well as the use of standard telecom components that can operate at room temperature. An important step in the real-world adoption of continuous-variable QKD is the deployment of field tests over commercial fibers. Here we report two different field tests of a continuous-variable QKD system through commercial fiber networks in Xi'an and Guangzhou over distances of 30.02 km (12.48 dB) and 49.85 km (11.62 dB), respectively. We achieve secure key rates two orders-ofmagnitude higher than previous field test demonstrations. This is achieved by developing a fully automatic control system to create stable excess noise and by applying a rate-adaptive reconciliation protocol to achieve a high reconciliation efficiency with high success probability. Our results pave the way to achieving continuousvariable QKD in a metropolitan setting.
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Introduction. -Quantum key distribution (QKD) [1, 2] is one of the most practical applications in the field of quantum information. Its primary goal is to establish a secure key between two legitimate users, typically named Alice and Bob. Continuous-variable (CV) QKD [3, 4] has attracted much attention in the past few years, mainly as it uses standard telecom components that operate at room temperature and it has higher secret key rates (bits per channel use) over metropolitan areas [5] [6] [7] [8] [9] [10] . A CV-QKD protocol based on coherent states [11] [12] [13] with Gaussian modulation has been proven to be secure against arbitrary attacks [14] [15] [16] . Such an attack is the most optimal in the asymptotical limit [17] and is also used in the finite-size regime [18] [19] [20] . Furthermore, many experimental demonstrations of CV-QKD protocol have also been achieved [6, [21] [22] [23] [24] .
Generally speaking, there are three basic criteria for a practical QKD system: automatic operation, stabilization under a real-world environment, and a moderate secure key rate. Up to now, all previous long distance CV-QKD demonstrations have been undertaken in the laboratory without perturbation of the field environment [5, 25] . The longest field tests of a CV-QKD system have been achieved over a 17.52 km deployed fiber (10.25 dB loss) [26] and a 17.7 km deployed fiber (5.6 dB loss) [27] , where the secure key rates were 0.2 kbps and 0.3 kbps, respectively. Compared with field tests for discrete-variable QKD systems [38] [39] [40] [41] [42] , these demonstrations have limited transmission distances and low key rates. The demonstration of field tests over longer metropolitan distances using CV-QKD has yet to be achieved.
There are several challenges to develop a practical CV-QKD system from a laboratory to the real world. Deployed commercial fibers are invariably subject to much stronger perturbations due to changing environmental conditions and physical stress. This in turn causes disturbances of the transmitted quantum states. Deployed commercial fibers also suffer from higher losses due to splices, sharp bends and interfiber coupling. The software and hardware of CV-QKD modules must not only be designed to cope with all the conditions affecting the transmission fiber but also must be robustly engineered to operate in premises designed for standard telecom equipment. Furthermore, as the systems need to run continuously and without frequent attention, they should also be designed to automatically recover from any errors and shield the end users from service interruptions.
In this paper, we achieve secure commercial fiber transmission distances of 30.02 km (12.48 dB loss) and 49.85 km (11.62 dB loss) in Xi'an and Guangzhou, respectively. The corresponding secret key rates are two orders-of-magnitude higher than that of previous demonstrations [26] [27] [28] . We achieve this by developing a fully automatic control system, that achieves stable excess noise, and also by applying a rate-adaptive reconciliation protocol to achieve a highreconciliation efficiency with high success probability.
Experimental Setup. -The CV-QKD experimental setup is illustrated in Fig. 1 and consists of two identical and legitimate users, Alice and Bob. To begin with, Alice generates 40 ns coherent light pulses generated by a 1550 nm telecom laser diode and two high-extinction amplitude modulators. Here the line width of the laser is 0.5 kHz and the extinction ratio of the (Color online) Optical layout for the field tests of the continuous-variable QKD system. Alice sends an ensemble of 40 ns Gaussian-modulated coherent states to Bob with a strong local oscillator multiplexed in time using a delay line and orthogonal polarization via a polarizing beamsplitter. The states are demultiplexed on Bob's side with another polarizing beamsplitter combined with an active dynamic polarization controller. After demultiplexing, the signal and local oscillator interfere on a shot-noise-limited balanced pulsed homodyne detector with a phase modulator on the local oscillator path to perform the random choice of the measured signal quadrature. Laser: continuous-wave laser; AM: amplitude modulator; PM: phase modulator; BS: beamsplitter; VATT: variable attenuator; PBS: polarizing beamsplitter; DPC: dynamic polarization controller; PD: photodetector.
amplitude modulators is 45 dB. These two amplitude modulators are pulsed with a duty cycle of 20% with a frequency of 5 MHz. These pulses are split into a weak signal and a strong local oscillator (LO) with a 1/99 beamsplitter, which ensures that the LO has enough power. The signal pulse is modulated with a centered Gaussian distribution using an amplitude and phase modulator. The variance is controlled using a variable attenuator and optimized with the loss of 12 dB. The signal pulse is delayed by 45 ns with respect to the LO pulse using a 9 m delay line. The devices used by Alice are polarizationmaintaining. Both pulses are multiplexed with an orthogonal polarization using a polarizing beamsplitter. The time and polarization multiplexed pulses are sent to Bob in one fiber to reduce the phase noise caused in the transmission process.
After the fiber link, Bob first uses the dynamic polarization controller to compensate the polarization drift so that the polarization extinction ratio of polarization demultiplexing is kept at a high level. In our field tests, the extinction ratio of polarization is about 30 dB. A second delay line on Bob's side, which corresponds to the one used by Alice, allows for a time superposition of both the signal and LO pulses. A part of the LO, around 10%, is used in the system for clock synchronization, data synchronization, and LO monitor. A phase modulator on the LO path allows for a random choice of the measured signal quadrature and compensation of the phase drift between signal path and LO path. Then the signal and LO interfere on a shot-noise-limited balanced pulsed homodyne detector. A time delay fiber and an attenuator are used to compensate the bias of the beamsplitter and the photodetectors.
For the fiber link, we undertake the field tests in the commercial fiber networks in two different cities in China. The first one is in Xi'an and operated by Xi'an Uotocom Network Technology Co., Ltd. The second one is in Guangzhou and operated by China Mobile Group Guangdong Co., Ltd. The channel loss of these two fiber links is similar, i.e., approximately 12 dB. However, the transmission distances are very different due to the different types of physical networks. As illustrated in Fig. 2 (a) , the first network is operated in the inner city of Xi'an, which results in higher channel loss per kilometer. The total deployed fiber length is 30.02 km and the transmission loss is 12.48 dB for the first fiber link (0.416 dB/km). While the second network is between two different cities in Guangzhou, resulting in higher channel losses per kilometer. As shown in Fig. 2 (b To overcome the channel perturbations due to changing environmental conditions, we developed several automatic feedback systems to calibrate time, polarization, and phase of the quantum states transmitted. For the time calibration shown in Fig. 1 , there are two modules. One is a data synchronization module, and the other one is a clock synchronization module to achieve a synchronous clock in two remote places. Here we utilize the LO to perform the data synchronization and clock module (detailed in Sec. I of the Supplemental Material). The traditional way involves using the modulated signal for the data synchronization module, which requires much more data to eliminate the effects of noise (the signal-to-noise ratio (SNR) of the signal is always extremely low (< 1) when transmitted long distances) and the success possibility cannot reach 100%. For the polarization calibration, we adopt a polarization stabilization system comprised of an electric polarization controller, a polarization beam splitter, and a photodetector.
With the use of this polarization calibration system operated in real time, the polarization mode is maintained and the power ratio of the LO and the signal keeps 30 dB. For the phase calibration, we utilize the phase modulator in the LO path (the same one as the basis sifting) to compensate the phase drift. Alice inserts the reference data in the signal sequence according to a certain period. The period of insertion is determined by the frequency of the phase drift. The phase drift between the LO and the signal is obtained by the measurement results of the reference signal. Then the feedback voltage of the phase modulator is calculated from the halfwave voltage and is loaded onto the phase modulator in real time (detailed in Sec. I of the Supplemental Material). After measurement, Alice and Bob will perform postprocessing to distill the final key. The postprocessing of a CV-QKD system contains four parts: basis sifting, parameter estimation, information reconciliation and privacy amplification. To support the high repetition frequency of a CV-QKD system, all parts of the postprocessing need to be executed at high speed. The computational complexity of basis sifting and parameter estimation is low. We can obtain high speed execution on a CPU, where the average speed of basis sifting and parameter estimation can be achieved up to 17.36 Mbits/s and 16.49 Mbits/s, respectively.
In the information reconciliation part, we combine multidimensional reconciliation and multi-edge type LDPC codes to achieve high efficiency at low SNRs [29, 30] . However, the speed of the error correction is limited on a CPU because of the long block code length and many iterations of the belief propagation decoding algorithm. We implement multiple code words decoding simultaneously based on our GPU and obtain speeds up to 30.39 Mbits/s on an NVIDIA TITAN Xp GPU [31] . Privacy amplification is implemented by a hash function (Toeplitz matrices in our scheme) [32, 33] . We obtain high speeds on a GPU with an input length of 10 9 , where speeds up to 568.90 Mbits/s can be achieved.
Taking finite-size effects into account, the secret key rate, bounded by collective attacks, is given by [34] 
where β ∈ [0, 1] is the reconciliation efficiency, I(A : B) is the classical mutual information between Alice and Bob, χ(B : E) is the Holevo quantity [35] , ∆ (n) is related to the security of the privacy amplification, FER is the frame error rate related to the reconciliation efficiency of a fixed error correction matrix, f is the repetition rate of a QKD system (5 MHz for our system) and α is the system overhead. The overhead here means the percent of the signal that cannot be used to distill the final secret keys. In our system, some of the signal will be used to do the phase compensation.
To achieve a high key rate, we need to achieve a high reconciliation efficiency and have a low FER, which is a trade soff in the experimental realization. For a fixed error correction matrix, achieving a high reconciliation efficiency results in a high FER. Thus, in the experiment, we need to find an optimal efficiency and an FER to maximize the secret key rate according to their relationship. Furthermore, we also need to decrease the system overhead to let more pulses distill the final keys.
For the high reconciliation efficiency and low FER part, we utilize the rate-adaptive reconciliation protocol [36] . As shown in Fig. 3 , the reconciliation efficiencies of decoding with the original MET-LDPC code [5, 36] vary greatly be- (Color online) 24 hours continuous test results for the signal-to-noise (SNR) ratio and reconciliation efficiency; in brown, the signal-to-noise-ratio of our system; in blue, the reconciliation efficiency without the rate-adaptive method [37] ; in red, the reconciliation efficiency with a rate-adaptive method. The reconciliation efficiencies vary greatly without rate-adaptive method which is due to it being very sensitive to the variance of the SNRs of the quantum channel. The reconciliation efficiencies keep a high level with the rate-adaptive method. 85 km) , respectively. The solid curve shows the result calculated with the experimental parameters in the asymptotic limit. The dashed curve represents the result in the finite-size regime. The square points, rhombus point, and the dot point represent the field trials in Ref. [26] [27] [28] .
cause the practical SNRs of the quantum channel float in a range. However, rate-adaptive reconciliation can keep high efficiencies even if the SNRs are unstable. For the parity check matrix with a code rate of 0.02, the maximum reconciliation efficiency of 97.99% can be achieved when the SNR is 0.0287. Although we obtain high reconciliation efficiency at low SNRs, the secret key rate is not necessarily high because the FER is high too. According to Eq. (1), the secret key rate is not only related to the reconciliation efficiency, but also to the FER. Technically, the change in the efficiency and the FER are opposite. Thus, we can find the optimal efficiency and FER to maximize the secret key rate according to their relationship. Practically, by using the parity check matrix with an original code rate of 0.02, we can obtain the maximum secret key rate when the practical SNR is 0.0296. Here the efficiency is 95% and the FER is 0.1. Thus, we use rate-adaptive reconciliation to maximize the secret key rate of our system by balancing the efficiency and the FER. Otherwise, the secret key rate will be reduced and won't be achieved.
For the system overhead part, we can swap the order of parameter estimation and information reconciliation to have an almost doubling of the final key rates [19] . According to Eq. (1), the ratio of the data which is used to extract the secret keys to total data has an important impact on the secret key rate. In the previous CV-QKD system, there are only n variables used to extract the keys. The other m = N − n variables are used to estimate the quantum channel parameters. Taking into account the influence of the finite-size regime, the ratio of m to N is great for long distance CV-QKD systems. Generally, half of the data is used for parameter estimation, which will reduce the secret key rate by 50%. In our system, we swap the order of parameter estimation and information reconciliation. We use all the data to extract the keys, if Alice and Bob successfully correct the errors between them, Alice can recover Bob's raw keys. If the decoding fails, Bob discloses his raw keys. Then Alice can estimate the quantum channel parameters with all the data, which will improve the accuracy of parameter estimation. At the same time, since we use all of the raw keys to distill the secret keys, the secret key rate can be improved.
Results. -Using our CV-QKD system integrated with feedback systems, we has accumulated raw data for 24 hours in Xi'an and 3 hours in Guangzhou. During these periods, the automatic feedback systems worked effectively (detailed in Sec. II and Sec. III of the Supplemental Material). Compared with laboratory experiments, the field tests faced harsher environmental turbulence. For instance, the field environment will change the arrival time of the signals. The time calibration system works to monitor the time shift and then compensate it effectively. The achieved timing calibration precision is below 200 ps, which is much smaller than the 40 ns pulse width of the signal laser. Furthermore, with the help of the aforementioned polarization calibration system, we have compensated for the polarization change and achieved a fluctuation less than 5%. Finally, the achieved phase calibration precision is below 1
• , which results in small excess noise.
The 24 hour continuous test results in the Xi'an network for secret key rates and excess noises are shown in Fig. 4 (a) , where the average excess noise of our system is 4%. The secret key rate is 8.8 kbps in the asymptotic limit, while the key rate is 5.2 kbps in finite-size regime (details can be found in Sec. II of the Supplemental Material). The continuous test results in the Guangzhou network for the secret key rate is 8.7 kbps in the asymptotic limit and 7.3 kbps in the finite-size regime (detailed in Sec. III of the Supplemental Material). Due to the feedback procedure, this CV-QKD system can run continuously for long periods of time automatically.
Conclusion. -With these field tests of a continuousvariable QKD system, we have extended the distribution distance to 50 km over commercial fiber. In addition, with an optimized scheme in the optical layer and postprocessing, the secure key rates are higher than previous results by two orders-of-magnitude, which is now comparable to the key rates of discrete-variable QKD systems at metropolitan distances [38] [39] [40] [41] [42] . These results have moved continuousvariable QKD towards a more practical setting and expect that a secure metropolitan network could be built and is within reach of current technology.
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