Introduction
Commercial equipment is more and more present in military systems. This thing was not an option some years ago due to the big difference between military and civilian requirements. Nowadays, not only basic components like FPGA's are used in both commercial and military systems but also complex systems and subsystems as the ones designed for satellites. This paper is engaging some brief analysis of the integration of such components (Commercial Of The Shelf -COTS) from the testing and evaluation perspective. Objective In order to set the bar high and to really consider the influences of COTS in a system we are looking a complex system both as architecture and as functionalities. It would be very nice if the testing could be objective.
We can do this regarding measurements and in some cases where a welldefined standard is in place. But, unfortunately, it is quite difficult to test the functionalities of a complex system or forward more a system of systems. We know what the product / the system and so on has to do, but we just cannot know how to prove it and it is more difficult to provide tests which are reveling all systems' characteristics. Even if the words before describe the general purpose of automating testing a communications system this paper will describe only some steps.
[1] The view above is true the system is either military or commercial. In the case of military systems integrating commercial components the affirmation is indeed true. State-of-the-art Communications systems being so widely spread in many fields and having so many and diversified components the preferred testing approach is to design personalized tests and procedures. This approach can bring the desired results but implies hard work in the planning phase and long and non-standard tests [2] . There are a lot of software tools, developed for specific systems: -Elektrobit Testing Ltd. used MathWorks tools to develop the Propsound™ CS, a high-resolution multidimensional radio channel measurement system;
Figure 1 -Testing software developed using MathWorks [4] The example described before is only a solution of getting tests results using an automated testing system. To enforce the power of such examples we will present a more specific case of conducting evaluating procedures in a laboratory.
Testing in laboratory conditions
When analyzing the possibility of introducing COTS in a military systems we elaborate different studies we pull up all kinds of equations and statistics. We even do some simulation and finally we prove the concept. In order to really present the performance of a COTS component / subsystem integrated in a military system we need to follow on the system during operation. Some ideas: A software computation system is necessary to be implemented in order to manage the entire procedure; The use of different hardware may be automated by creating an platform that allows us to connect to the system; "It is important to have a clear-cut methodology suitable for software implementation" [3] . Following those written before we will describe the procedure in place in military testing procedures, based on this procedure we will try to present a concept of an automated solution and finally we will get into details of implementation of such a solution. Figure 6 Total number of operating satellites [3] To get a better grasp of the space critical infrastructure and its role as we evidence the importance of the components and subsystems involved we presented below the main components. [3] Figure 7 Space Critical Infrastructure
Testing the military systems

CONCLUSIONS
Integrating COTS elements in a military system may have its benefits not only in price range but also in performance but such an integration should be considered very attentive in order not to affect the over whole performances of the system. COTS components like FPGA are quite the same in the commercial and military systems so they generally do not impose any limitations to the system they serve. Another kind of COTS are the ones part of a critical infrastructure system as the space critical infrastructure. In this particular case those subsystems are recommended not only by their performances and by robustness but also by their life cycle.
