A control scheme suited for setting the false alarm rate to a fixed value in Frequency-Hopping Spread-Spectrum Communications is proposed. The scheme performance is determined in the presence of a partial band interference. For this purpose, both analytical and computer simulation techniques have been used with a good agreement in the obtained results.
. INTRODUCTION
There are certain situations in Frequency-Hopping (FH) Spread-Spectrum Communications that call for the receiver to have a constant false alarm rate (CFAR) regardless the channel activity.
That could be the case in the FH acquisition process [l] or in the so-called FH-MFSK multiple access system [ 2 ] . Here, in particular, the maximum number of simultaneous users per Hz the system can hold up depends to a high degree upon the decision threshold setting [31. The convinience of having a CFAR has also been proved in the presence of sinusoidal tone interferers [41 .
In this paper a CFAR control scheme suited to work properly in the presence of a partial band intereference is introduced and its performance assessed. 
. INTERFERENCE MODELL I NG
It is a common practice in FH communications to model the interference as a two level gaussian noise with noise power spectral density NI as it is shown in Fig. 1 
This expression, that includes
(1) as a particular case, will then be ret.ained in our analysis.
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3.CFAR CONTROL SCHEME
The proposed CFAR control scheme is shown in Fig. 
.
The false alarm probability to be held constant is f and F2 are low pass filters, G is an amplifier gain, r(t) is the interference signal present at the receiver input, x(t) is the sample and hold output. F(t) is the F2 output, and u(t) is the controlled threshold setting. So, being Ti1-% the hopping rate, in the sampling instants tK=KTh (k integer) we have x(t )=x =1. when r(tK)Lu(tK)=% and x = O otherwise Hence, it is expected that the loop behaviour tends to drive F(t) close to its equilibrium value: fo.
A deeper understanding of the circuit is achieved by noting that F2 works out the average of the xK samples provided it is chosen as a sufficiently narrow low pass filter. That is, for a fixed u(t)=uo and a stationary interference activity, we have being PFA the false alarm probability. The equality would apply for a zero-bandwidth F2. Specifically if the pdf of the random variable r(tK) is
( 3 ) then and the CFAR scheme can be modeled as Fig.  3 shows. Here, we have u(t) instead of a fixed uo value threshold, hovewer, (4) can still be used if we assume the overall time response of the loop to be much grater than that corresponding to F2. The equation governing the loop behaviour will then be ~-f~}*f~(t) where ~~= l / G f~v is the loop time constant. By defining a(t) =aO+Acos2namt, a dynamical interference model can be introduced. In this case from (7) it turns out that F(t)=fo, provided that 2r~a~<<-r;~. In order for F2, chosen here to be a RC filter, not to modify the CFAR loop response, its time constant, T~, must be much lower than T~. Hence, with T~= N T~.
has to be verified for 6 < < 1 . formulated as where G (f) is the power spectral density of ~( t ) and H2(f) is the transfer function of the F2 filter.
and
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In particular
where H2(f) is the transfer function of the F2 filter. Given that E(an)=fo. it results form (121, (13) and (14) that Actually the presence of a feedback control in the CFAR scheme tends to decrease @. therefore a suitable N can be chosen from 9 < 2.2 . 
