The Internet is often claimed to be a powerful anti-corruption technology. In theory, the Internet raises information levels and thus detection risks. Further, by enabling e-government, it obviates bureaucrats' intermediary role in the provision of public services and increases transparency. To examine the Internet/corruption nexus empirically, we develop a novel identification strategy for Internet diffusion. Power disruptions damage digital equipment, which increases the user cost of IT capital and thus lowers the speed of Internet diffusion. A natural phenomenon causing power disruptions is lightning activity, which makes lightning a viable instrument for Internet diffusion. Using global satellite data and data from ground-based lightning detection censors, we construct lightning density data for a large cross section of countries and for the contiguous U.S. states. Empirically, lightning density is a strong instrument for Internet diffusion. Our IV estimates show that Internet diffusion has reduced the extent of corruption across countries and across U.S. states.
Introduction
Corruption is commonly perceived to be a major stumbling block on the road to prosperity. Aside from retarding growth (Mauro, 1995) , corruption entails "fiscal leakage", which reduces the ability of poor countries to supply essential public services such as schooling and health care (Reinikka and Svensson, 2004;  World Development Report 2004). Corruption is unquestionably a governance failure one would like to dispose of. Yet, combating corruption has not proven to be easy.
In the present paper we hypothesize that the Internet is a potentially powerful tool in combating corruption around the world. We test this hypothesis using cross country data, and data for the 48 contiguous U.S.
states. Our estimates strongly support the proposition that the Internet has worked to reduce corruption since its inception.
There are several reasons why the Internet could serve as an anti-corruption tool. First, the World Wide Web (WWW) is a major source of information. 1 Spreading information about official wrong-doing inevitably increases the "risk of detection" for politicians and public servants thus making corrupt behavior less attractive. A nice illustration of this mechanism at work is found in a 2001 scandal from India, which nearly toppled the government. Reporters from the online news site <www.Tehelka.com> posed as arms dealers and documented negotiations with top politicians and bureaucrats over the size of required side payments to get the contract; in some instances the reporters even got the delivery of the bribe on camera.
Consequently, numerous politicians and top officials had to resign, chief among them the defence minister George Fernandes. 2 Second, the Internet is the chief vehicle for the provision of E-government worldwide. 3 By allowing citizens access to government services online, E-government obviates bureaucrats' role as intermediaries between the government and the public, thus limiting the interaction between potentially corrupt officials and the public. Moreover, online systems require standardized rules and procedures. This reduces bureaucratic discretion and increases transparency as compared to the "arbitrariness" available to civil servants when dealing with the public on a case-by-case basis. The celebrated "Bhoomi" program (located in the state of Karnataka in India) constitutes a good example of the effectiveness of E-government in limiting the interface between civil servants and the public. Starting in 1998 the program aimed to computerize land records, and by now more than 20 million landholdings belonging to the state's 6.7 million landowners 1 Technically, there is a distinction between the Internet and the World Wide Web (WWW). The latter was launched in 1991 by CERN (the European Organisation for Nuclear Research), whereas the history of "the Internet" arguably is much older. See Hobbes' Internet Timeline v8.2 <http://www.zakon.org/robert/internet/timeline/>. In this paper, we define the Internet/WWW as the network of networks using the TCP/IP/HTTP protocols, which was spawned by the launch of WWW.
have been registered. Before online registration was available citizens had to seek out village accountants to register, a process which involved considerable delays and the need for bribes to be paid. With the online system there is no longer a need for the official "middlemen" (Bhatnager, 2003) . 4 The Internet is a new technology, which in turn influences our estimation approach. Figure 1 illustrates its remarkable growth since 1990. In roughly 15 years the number of Web sites has grown by 100 million.
- Figure 1 about hereTo examine the impact of the WWW we therefore estimate the impact of changes in Internet users on changes in corruption levels from the early 1990s to 2006. Using cross-country data as well as data for the 48 contiguous U.S. states we establish a strong partial correlation between the rate of changes in Internet uses and the evolution of corruption, in accord with the hypothesis we are examining. However, since the speed of Internet diffusion is likely endogenous, OLS estimates may well be misleading.
In an effort to establish causality, we develop an identification strategy designed to isolate exogenous variation in the speed of Internet penetration. The theory underlying our instrument of choice is the following. Computer equipment is highly sensitive to power disruptions: power surges and sags lead to equipment failure and damage. Consequently, a higher frequency of power disruptions implies higher costs of IT equipment, either through elevating IT capital depreciation or due to incurrence of additional costs in order to protect equipment from power disruptions. Frequent power disturbances are also likely to reduce the productivity of IT capital (or its marginal benefit), as power disturbances produce downtime, generate data glitches, etc. A natural phenomenon which produces power surges is lightning activity. In fact, one third of all power disruptions in the U.S. are related to lightning activity. We therefore hypothesize that higher lightning intensity is a viable candidate instrument for Internet diffusion. Using global satellite data and state level measures of lightning density (ground strikes per square km per year) we establish its influence on Internet diffusion: areas with a higher flash density have experienced a slower speed of Internet adoption. Our 2SLS estimates confirm the OLS results: rising Internet use over the 1990s reduced corruption in the U.S., and across countries.
A concern of first order importance is whether lightning density acts as a stand-in for other factors that are correlated with changes in corruption. If so the critical exclusion restriction is violated, and our 2SLS estimates are suspect. To address this concern one may observe that such omitted correlates with corruption should tend to generate a time persistent impact of lightning on the evolution of corruption. That is, if lightning acts as a stand-in for (say) human capital levels then lightning will be correlated with corruption levels prior to the emergence of the WWW. However, as documented below, lightning density exhibits a 4 A previous draft of the present paper (Andersen et al., 2008) contains additional examples and anecdotes. time varying impact on corruption. Using U.S. data we show that the reduced form relationship between lightning density and corruption does not exist prior to the inception of the WWW; it only exists from 1991 onwards. This falsification test makes probable that the lightning instrument meets the appropriate exclusion restriction: lightning affects corruption only through its impact on Internet penetration, and does not seem to act as a "stand-in" for other structural characteristics which influence corruption. 5 The present research is related to the literature which studies the determinants of the level of corrup- Conceptually, Brunetti and Weder (2003) is perhaps the closest precursor to the present paper. The authors find a corruption-reducing impact of a free press, and conclude that an independent press works to increase transparency. In the present case we expect the Internet to affect corruption for partly the same reason. 6 The paper is also related to the political economy literature that studies the impact of information on governance more generally. This literature suggests that a better informed public serves to discipline the political establishment, thus affecting governance (e.g. Besley Finally, the paper is related to the literature which studies the determinants of the spread of the personal computer (e.g. Caselli and Coleman, 2001 ) and the Internet (e.g. Chinn and Fairlie, 2007) across countries.
This literature has documented a positive impact of GDP per capita and the electricity infrastructure on Internet penetration, and of human capital levels on the adoption of computers. Consequently, the level of Internet penetration should a priori be viewed as endogenous, as noted above.
The paper is structured as follows. In Section 2 we present our empirical specifications of choice. Section 3 outlines the identification strategy in detail; in particular, we explain how lightning activity impacts digital equipment, and provide details on the data. Section 4 provides an analysis of how the Internet has affected corruption across the U.S. states, whereas Section 5 provides cross-country evidence. Section 6 concludes.
Specification
Since governance indicators tend to be persistent over time, empirical work on the determinants of corruption usually seeks to explain differences in corruption levels. In the present context, however, we focus on changes in corruption: the Internet is a recent phenomenon, and, as such, cannot have affected corruption 5 Since historical series on country level corruption data is limited we are unfortunately unable to perform the same falsification test in the cross-country setting. 6 Evidence to the importance of mass media more broadly, but still in the context of combating corruption, is provided in the interesting study by McMillan and Zoido (2004) . levels prior to its inception, adoption, and widespread use. Consequently, we study whether changes in Internet penetration can explain changes in corruption over the time-period during which the Internet has been in operation.
We will mainly rely on the following parsimonious specification:
where DC i is the change in corruption levels between an initial and a final year, C f inal,i C initial,i and DI NTERNET i is the change in Internet penetration, I NTERNET f inal,i I NTERNET initial,i .
The inclusion of C initial,i makes explicit that changes in corruption almost inevitably is a function of the initial level. For example, a country with no corruption cannot experience reductions in corruption levels.
The usual first difference estimator does not capture this dependency, for which reason we do not use it.
Another virtue of including the initial level of corruption is that it automatically controls for (a potentially large set of) variables which may influence the evolution of corruption. To see the latter point more clearly, observe that (1) is equivalent to a levels regression with a lagged dependent variable:
Accordingly, all time invariant structural characteristics affecting the level of corruption will be picked up by C initial,i . 7 This reduces the scope for omitted variable bias in contaminating the estimate of α 1 significantly, as noted by Wooldridge (2003, p. 300). Moreover, as explained in the Introduction, we will invoke lightning activity as an instrument for DI NTERNET and estimate (1) by 2SLS. Since it is difficult to rule out completely that lightning activity might be correlated with various environmental variables, the inclusion of C initial,i in the regression serves to increase our confidence in the the exclusion restriction; geographic factors should exert a time invariant impact on corruption and, as such, be captured by C initial,i . We will further strengthen the case in favor of the exclusion restriction by showing that lightning actually influences DI NTERNET in a time varying fashion.
Naturally, while specification (1) reduces the likelihood of omitted variable bias, it does not rule it out.
Time-varying characteristics may be omitted, which will induce OLS estimates of α 1 to be biased. Hence, to check the robustness of the link between changes in Internet penetration and changes in levels of corruption 7 Angrist and Pischke (2009, Ch. 5.3) discuss the virtues of using the specification in (1) vis-à-vis the first difference model. Note also that in (1) C initial is predetermined, for which reason we cannot have Cov(C initial , ε) 6 = 0 on account of reverse causality. As discussed in the text, the inclusion of C initial is simply an easy way to pick up time-invariant and slow moving factors, which may influences the evolution of corruption. Slow moving factors would not be picked up in the first difference specification.
we also invoke specifications of the form:
where X contains additional controls. X includes the level of real income per capita in both the cross-state and cross-country analysis. In addition, when studying the U.S. sample, where we rely on an outcome based measure of corruption (total convictions), we also include a measure of state size (i.e, state population) in X to ensure that all "scale effects" are pruned from the data. These controls are employed throughout the analysis below. More generally, we have checked the robustness of the partial correlation between DI NTERNET and changes in corruption to a very large set of additional correlates, as explained below. To address this concern we employ an IV approach. The next section describes our identification strategy in detail.
Identification

Theory
Computers are highly sensitive to even ultra brief power disruptions. Such disruptions are likely to cause down-time, though sudden power surges may also damage the equipment and randomly destroy or alter data. As observed in The Economist: 8 "For the average computer or network, the only thing worse than the electricity going out completely is power going out for a second. Every year, millions of dollars are lost to seemingly insignificant power faults that cause assembly lines to freeze, computers to crash and networks to collapse."
The reason why IT equipment is so sensitive to power disturbances is that computers are constructed to work under a "clean" electrical current, featuring a particular frequency and amplitude of voltage. The alternating power emanating from the commercial power plant is converted into direct current, after which transistors turn this small voltage on and off at several gigahertz during digital processing (Kressel, 2007) .
However, if the "input", in the form of the alternating current, is disturbed or distorted the conversion process is corrupted, which may in turn result in equipment failure and damage. Indeed, voltage disturbances measuring less than one cycle are sufficient to crash servers, computers, and other microprocessorbased devices; that is, at a 60 Hz frequency (the standard in the U.S.) this means that a power disturbance of a duration less than 1/60th of a second is enough to crash a computer (Yeager and Stalhkopf, 2000;
Electricity Power Research Institute, 2003). Importantly, this issue is unlikely to diminish over time as the sensitivity to small power distortions increases with the miniaturization of transistors, which is the key to increasing speed in microprocessors (Kressel, 2007) .
Accordingly, in areas with more power disturbances, the user cost of IT capital will be higher due to a higher rate of IT capital depreciation (Hall and Jorgenson, 1967) . By implication, the desired IT capital stock will be lower, reducing IT investments and the speed of Internet diffusion. Of course, steps may be taken to protect the equipment from power disturbances. A high-quality surge protector provides protection against voltage spikes, for example. High-tech companies install generators to supplement their power needs, thereby insuring themselves against power failure. They also add "uninterruptible power sources" relying on batteries to power computers until generators kick in. However, these initiatives will in any case increase the costs of acquiring digital equipment, and thereby the user cost of IT capital. The crux of the matter is that if one lives in an environment with low power quality, this adds to the costs of a computer. 9 To this one may add that in areas with frequent power disruptions and outages, the marginal benefit of owning a computer is probably lowered as well. Obviously, in countries where firms and consumers face regular power outages it will be difficult to employ IT efficiently. But even if power disruptions are infrequent and of very short duration, power disruptions lead to glitches and downtime which serves to lower the productivity of IT equipment. Both mechanisms, higher marginal costs and lower marginal return/benefit, imply that poorer power quality should lead to a slower speed of Internet diffusion.
Naturally, power quality is not exogenous, and may well be determined by governance. As a result, we employ a variable which generates exogenous variation in power quality, and thus IT costs and benefits, Against this background we propose lightning density as an instrument for the speed at which Internet use per capita changed over the period in question. Schematically we can express the theory underlying our identification strategy in the following way
where the second arrow implicitly subsumes the impact of power disturbances on the costs and benefits of IT capital.
Lightning is certainly exogenous in a deep sense. However, this does not ensure validity of the exclusion restriction. Climate-related circumstances may map into levels of corruption (indirectly capturing e.g. the resource curse mechanism), and lightning may be more pronounced in some climate zones compared to others. As mentioned in Section 2, however, the inclusion of C initial ensures that time invariant determinants of corruption are controlled for; the resource curse mechanism is therefore unlikely to pose a problem vis-à-vis the exclusion restriction. Rather, validity of the exclusion restriction requires that lightning has no direct impact on changes in corruption over the period under study, conditional on the initial level of corruption, C initial , and the initial level of income per capita. Naturally, with only one instrument a formal test of the exclusion restriction is not feasible. However, an informal test is possible: In the analysis below we construct a falsification test designed to shed light on the plausibility of the exclusion restriction. 10 This linear scaling can be expressed precisely. Let N S denote the number of strikes to a conducter per 100 km of power line length, h the average height (in meters) of the conducter above ground level, and GFD the ground flash density, then N S = 3.8 GFD h 0.45 (see Chisholm, 2000) . 11 "There Go the Servers: Lightning's New Perils". The Wall Street Journal, August 25, 2009.
Data on the Instrument: Lightning density
The raw data for flash densities (flashes per km 2 per year) is provided by the National Aeronautics and Space Administration (NASA). The Global Hydrology and Climate Center (GHCC) has designed, constructed, and deployed numerous types of groundbased, airborne, and spacebased sensors to detect lightning activity and to characterize the electrical behavior of thunderstorms as part of their research on atmospheric science. The GHCC's spacebased sensors detect all forms of lightning activity over land and sea 24 hours a day. Such sensors allowed the development of the first global database of lightning activity, which has been used so far for severe storm detection and analysis, and for lightning-atmosphere interaction studies.
In this paper we rely on the data from the so-called "Optical Transient Detector" (OTD), a space based sensor launched on April 3, 1995. For a period of roughly 5 years the satellite orbited Earth once every 100 minutes at an altitude of 740 km. At any given instant it viewed a 1300 km 1300 km region of Earth.
"Flashes" were determined by comparing the luminance of adjoining frames of OTD optical data. When the difference was larger than a specified threshold value, an "event" was recorded. 12 These satellite-based data are archived and cataloged by the GHCC, where they are also made publicly available. 13 We apply the data from a high-resolution (0.5 degree latitude 0.5 degree longitude) grid of total lightning bulk production across the planet, expressed as a flash density, from the completed 5 year OTD mission. 14 Figure 2 provides a world map of the average flash density over the 5 years period.
- Figure 2 about hereWe construct average flash densities for each country and U.S. state by first mapping the corresponding geographic areas into the lightning data grid and then taking the average of flash densities within each of these areas. The coordinates describing the areas are taken from the GEOnet Names Server (GNS) at the U.S. National Geospatial-Intelligence Agency's (NGA), 15 and the U.S. Board on Geographic Names' (U.S.
BGN) database of foreign geographic names and features. 16 We used the GNS database released on October 7, 2008. 17 The GNS data covers the entire planet with the exception of the U.S. and the Antarctica. The area for the U.S. was estimated using geographic features for the 48 contiguous U.S. states, contained in the database released on August 15, 2008 by the Geographic Names Information System at the U.S. BGN. 18 12 Basically, these optical sensors use high-speed cameras designed to look for changes in the tops of clouds. By analyzing a narrow wavelength band (near-infrared region of the spectrum) they can spot brief lightning flashes even under daytime conditions. 13 A potential problem with the OTD data is that it only provides observations on total lightning events;
i.e., intra-cloud, cloud-to-cloud, cloud-to-sky, and cloud-to-ground lightning. In other words, OTD data does not separate out cloud-to-ground lightning incidences. The pertinent characteristic of lightning in the evaluation of risk to electronic equipment and electric power systems is the cloud-to-ground flash density.
Fortunately, since the mid-1980's it has been possible to measure ground flash density more directly using networks of electromagnetic sensors. Such Lightning Location Systems (LLS) are able to detect individual ground strikes with high spatial and temporal accuracy. However, many parts of the world, particularly the developing world, are not covered by the LLS data. 19 But accurate cloud-to-ground data does exist for the 48 contiguous U.S. states. These cloud-to-ground lightning flashes, which are measured by the U.S. Note that by definition total lightning should be at least as large as cloud-to-ground lightning, which is confirmed by the figure; all observations are below the 45 degree line. 21 - Figure 3 about here - Figure 3 shows that there is agreement between the two measures of lightning. With a correlation above 0.95, total lightning is a reasonable proxy for cloud-to-ground lightning in the contiguous U.S. states sample. This is also expected to be the case in the cross-country data (Chisholm and Cummins, 2006).
Cross-State Evidence
The cross-state analysis proceeds as follows. In the next section we provide details on the remaining data used for the analysis. In Section 4.2 we provide evidence on the partial correlation between changes in
Internet usage and changes in corruption levels. Before we proceed to our 2SLS estimates in Section 4.4 we provide an independent check of the validity of our identification strategy in Section 4.3. 22 19 In addition, data is not freely available for the parts of the world actually covered. 
Data
The corruption data derives from the Justice Department's "Report to Congress on the Activities and Operations of the Public Integrity Section". This publication provides statistics on the nationwide federal effort against public corruption, including the number of federal, state, and local public officials convicted of a corruption-related crime by state. As argued by Glaeser and Saks (2006) , federal conviction levels capture the extent to which federal prosecutors have charged and convicted public officials for misconduct. There are potential problems with using conviction rates to measure corruption: in corrupt places, the judicial system is itself likely to be corrupt, meaning that fewer people will be charged with corrupt practices. This problem, however, is diminished when using federal convictions, the reason being that the federal judicial system is somewhat isolated from local corruption. Consequently, it should treat people similarly across 
The choice of initial year follows from the fact that the Internet (in the sense of the WWW) was invented (at CERN) in 1990 (first Web page went online in 1991). Positive values for DCC are interpreted as reflecting increasing corruption. 23 The second key variable is Internet users, which we measure as the percentage of households with
Internet access. It is based on data collected in a supplement to the October 2003 Current Population Survey (CPS), which includes questions about computer and Internet use. 24 The CPS is a multi-stage probability sample with coverage in all states. The sample was selected from the 1990 Decennial Census files and is continually updated to account for new residential construction. To obtain the sample the United States is divided into 2,007 geographic areas, and about 60,000 households are eligible for interviews.
Since U.S. corruption data goes back to 1991, the launch date of the WWW, we define the change in
Internet use by state population as
since I NTERNET i,1991 = 0 for all i (i.e., for all states). 23 Note that an increased use of the Internet will both increase the risk of detection for a corrupt official (the detection technology is improved) as well as lower the incentive to commit corrupt acts. Hence, in theory, increased Internet use could increase the number of convictions if the former effect dominates. It might thus seem as if the Internet increases corruption. However, empirically the net effect is negative, implying that the "incentive effect" dominates, as documented below. 24 change the DI NTERNET point estimate. Hence the remaining variation in DI NTERNET, once we have partialled out the effect of initial corruption, is roughly orthogonal to the variation in income per capita and the variation in population size. This finding provides some assurance that a parsimonious specification such as (1) is appropriate for the U.S. sample. Overall, the results reported in Table 1 document a noteworthy partial association between Internet diffusion and changes in corruption convictions from 1991 onwards.
Partial Correlations
- Table 1 and (iv) civic-minded and well-informed political cultures. In addition to proxies for these traits the authors consider seven additional control variables, which, besides real income growth, consists of metropolitan population, general tax revenue, direct initiatives, direct initiatives threshold, campaign expenditure
restrictions, and open party primaries. The partial correlation between Internet and corruption is robust to the sequential inclusion of all of these additional controls. These results are available upon request. In spite of these encouraging results, to make further progress, we need to move beyond the OLS analysis.
Falsification Test
According to our identification strategy lightning only affects corruption through Internet penetration. By implication, if lightning density affects changes in corruption levels solely due to its impact on Internet use, lightning density should be uncorrelated with changes in corruption prior to the inception and spread of the Internet. If lightning density is correlated with past changes in corruption levels, the variable is likely capturing some other (omitted) determinant of corruption. If so, the validity of the lightning instrument should be questioned. Hence, before we turn to our IV results we provide a falsification test of our instrument of choice.
Specifically, we run the following regression:
on two separate periods of time. First, we examine the sign and significance of α 1 on the period 1991-2006.
We expect a positive and statistically significant estimate for α 1 , capturing a slower spread of the Internet and thus smaller reductions in corruption, ceteris paribus. Second, we examine the sign and significance of α 1 on the period 1976-1990, where the initial year is a consequence of data availability on corruption convictions. Here we expect a numerically small and statistically insignificant estimate for α 1 . If α 1 is estimated to be significant this clearly falsifies our instrument. Table 2 reports results of the falsification test.
- Table 2 capital, say) it would be correlated with changes in corruption levels both before and after the inception of the WWW.
As explained in Section 2, by including initial corruption in the regression it seems unlikely that the exclusion restriction is jeopardized due to the exclusion of time invariant determinants of corruption, like various geographic variables capturing (e.g.) a resource curse channel. Against this background we conclude that the exclusion restriction is plausible, and move on to our 2SLS estimates.
IV Estimates
The 2SLS results are reported in Table 3 . Panel A reveals that lightning density is negatively related to the diffusion of the Internet across U.S. states, in keeping with the theory underlying our identification strategy. This holds whether we rely on the accurate cloud-to-ground lightning density or, alternatively, the total lightning proxy. In column 3 we include log(POP 1991 ) and log(YCAP 1991 ). Importantly, lightning remains a strong instrument despite the inclusion of these additional controls. 25 Overall, 2SLS tends to produce numerically larger point estimates compared with OLS.
Since we are unable to reject homoscedasticity the usual rule-of-thumb for strength of instruments is informative. As the F-values are always above 30, the lightning instrument is very strong (Staiger and Stock, 1997). These results strongly support the hypothesis that the Internet is an effective anti-corruption tool.
- Table 3 about hereWhat is the economic significance of Internet use in combating corruption? To answer this question we begin with the levels specification associated with (2):
If we linearize, treating CC 1991 as a constant, the following simple approximation emerges:
where we have used that DI NTERNET = I NTERNET 2003 , cf. Section 4.1.
Next, to gauge economic significance, consider moving from the median to the third quartile in the distribution of Internet users in 2003; this is equivalent to an increase of 3.1 Internet users per 100 people.
Using the 2SLS results reported in column 2 of Table 3 (the most conservative estimate) in equation (7) we find that ∆CC 2006 ' ( 0.067) (1 + 16) (3.1) = 3.53 yearly convictions. 26 This would correspond 25 Using the total lightning proxy in column 3 provides similar results. 26 Using the most optimistic estimate (i.e. column 3) would roughly double the effect (i.e. 6.7 yearly convictions).
to moving from the median to the 36th percentile in the U.S. state corruption convictions ranking in 2006.
Accordingly, the introduction of the Internet has reduced corruption levels below what would otherwise have been observed absent this technology.
Cross-Country Evidence
In this Section we examine whether the results obtained above generalize to a cross-country sample. After providing details on the data used in the cross-country setting (beyond lightning density), we discuss the partial correlation between changes in corruption and changes in Internet users in Section 5.2. Section 5.3
contains the 2SLS estimate of the impact of the Internet on corruption.
Data
Global corruption is measured using the well-known Control of Corruption Index (CCI) compiled by Kaufmann et al. (2007) . The CCI measure, which ranges from 2.5 (worst) to 2.5 (best), is available biannually from 1996 to 2002 and annually from 2002 onwards. 27 The CCI indicator attempts to measure "the extent to which public power is exercised for private gain, including both petty and grand forms of corruption as well as capture by elites and private interests" (Kaufmann et al., 2007, p. 4) . 28 The indicator is based on a large number of individual data sources, which are then aggregated into one measure by an unobserved components model. This means that the aggregate measure is a weighted average of the underlying individual data sources, with weights reflecting the precision of each of these underlying data sources; this makes the CCI the most comprehensive measure of corruption around. 29 Moreover, by virtue of being a solution to a statistical signal extraction problem, the aggregate CCI indicator is presumably more informative than any individual data source. 30 The change in corruption levels is calculated as the difference between CCI in 2006 and 1996, i.e. 27 These boundaries correspond to the 0.005 and 0.995 percentiles of the standard normal distribution. For a few countries, country ratings can exceed these boundaries when scores from individual data sources are particularly high or low (Kaufmann et al., 2007) . 28 Some are sceptical concerning the use of perception-based corruption data (Svensson, 2005) . Interestingly, however, Olken (2006) has provided novel evidence on the relation between corruption perceptions and a direct measure of corruption in the context of villages across Indonesia. The empirical results show that villagers' perceptions of corruption do appear to be positively (albeit weakly) correlated with a direct "missing expenditure" measure. 29 The widely reported Corruption Perception Index (CPI) compiled by Transparency International forms part of the CCI measure (see Kaufmann et al., 2007, Table A13 ). Reasuringly, the simple correlation between CCI and CPI is 0.97. 30 Svensson (2005) , however, notes that the aggregation procedures used by Kaufmann et al. presumes that subindicator measurement errors are independent across sources. In reality, errors may be correlated since producers of different indices read the same reports and most likely each other's evaluations. If the assumption of independence is relaxed, the gain from aggregating a number of different reports is less clear.
Observe that, by definition, positive values for DCCI means less corruption.
Ideally, we would like to go back to 1991, the launch date of the WWW. Unfortunately, with the preferred CCI measure this is not feasible as 1996 is the earliest year for which the variable is available. However, to check robustness we also run regressions using the ICRG corruption indicator (from the International Country Risk Guide); the ICRG indicator allows us to go back to 1991. The change in the ICRG indicator, DICRG, is defined analogously to (8).
Our key explanatory variable is the number of Internet users per 100 people. Increasingly, the number Table 4 explores the partial correlation between changes in Internet use and changes in corruption for the cross-country data; the dependent variable is DCCI, defined by equation (8).
Partial Correlations
- Table 4 about hereColumn 2 estimates the parsimonious specification (1). The sign of DI NTERNET is positive, indicating that increased Internet use is associated with more "control of corruption" (i.e. less corruption). Moreover, DI NTERNET is estimated with high precision. With a t-value above 4, significance is well below the 1% level. When we include the initial log of GDP per capita, DI NTERNET remains significant albeit numerically somewhat smaller. Hence, the positive (partial) association between changes in Internet use and changes in corruption is not driven by omitted factors such as the level of economic development. 31 31 This is perhaps not surprising as the correlation between CCI 1996 and YCAP 1996 is as high as 0.8.
In addition, we have examined the robustness of the partial correlation between changes in corruption and Internet per capita to the inclusion of the entire set of corruption determinants (included one-by-one) used by Treisman (2007) . Treisman includes variables that constitute "historical and cultural controls"; "political controls"; and finally a set of "rents and competition controls". The correlation between Internet and corruption holds up, and the results are available upon request.
IV Estimates
Turning now to instrumental variables methods, Table 5 reports 2SLS-based results for the cross-country sample. Panel A of the table provides results from first-stage regressions. In accordance with the logic of the identification strategy, lightning density is negatively related to the diffusion of the Internet in column 1. In column 2, where we have also included the logarithm of real GDP per capita, the lightning instrument turns insignificant; or, more appropriately, the instrument is weak.
- Table 5 about here -
The association between average lightning density and the change in Internet use in column 1, once the influence of initial corruption is partialled out, is close to the "rule-of-thumb" value suggested by Staiger and Stock (1997). Specifically, if the F-value associated with the null of zero explanatory power of the instrument is above ten, we need not concern ourselves with issues of weak identification; or, put differently, inference based on 2SLS is unlikely to be plagued with size distortions. However, in the present analysis, where we have just identification, the rule of thumb is too conservative. The reason is that whenever the first-stage F-statistic allows rejection the null of no conditional relationship between excluded instrument and endogenous variable, just identified estimation remains median unbiased with almost perfect coverage rates (Angrist and Pischke, 2009a,b) . For this reason, column 1 of Table 5 provides valid inference. In column 2, where the first stage disappears, we are less fortunate. Nevertheless, it is still possible to check the existence of a causal impact in ways that are independent of instrument strength. First of all, as argued by Angrist and Pischke (2009a) , under the null that Internet use has no impact on corruption, we should not be able to reject that lightning is zero in the reduced form. This procedure is fully robust to weak instruments simply because we do not employ any information on the (partial) correlation between lightning and Internet use to test that there is no relationship between lightning and Internet use in the reduced form (see also Chernozhukov and Hansen, 2008) . At the same time, if a causal impact exists, it is proportional to the reduced form relationship. Secondly, one may construct weak identification robust confidence intervals using either the approach of Chernozhukov and Hansen (2008) or that of Moreira (2003) . 32 Concerning first the reduced form associated with column 2 of Table 5 , we have that the coefficient on log(LIGHTN I NG) is -0.087, with a standard error of 0.037 (i.e., t-value of 2.36). 33 Consequently, we do observe the causal relationship in the reduced form. Turning next to weak identification robust confidence intervals, the Chernozhukov and Hansen (2008) approach is not able to bound confindence intervals.
However, the approach of Moreira (2003) bounds confidence intervals sharply above zero, albeit the interval is rather wide. Weak identification notwithstanding, the overall message is that the causal impact of DI NTERNET on DCCI is positive and statistically significant, even when we control for the log of GDP per capita.
Turning to economic significance: Using the results from 2SLS reported in column 1, Panel B of Table 5 , the effect of an increase in I NTERNET 2005 , holding the initial levels of Internet use and corruption constant, is
We gauge economic significance as in Section 4.4. Increasing the number of Internet users in 2005 from the median to the third quartile of the distribution (using the estimating sample associated with column 3 of This means that moving from the median to the third quartile in terms of Internet users would move the corruption score from the median to the 65th percentile.
Finally, as a matter of robustness, we replace the CCI index by the ICRG indicator. A virtue of the ICRG index is that it allows us to examine the entire period 1991-2006. Table 5 , in the sense that identification is stronger. That is, since the first stage always exists, we can validate inference on account of median unbiasedness.
- Table 6 the median to the 70th percentile, which squares well with the results we obtained above using the CCI indicator. 32 The latter cannot be made heteroskedasticity robust. 33 Results from the reduced form are available upon request.
Concluding remarks
The present analysis shows that the Internet is a powerful anti-corruption technology. The Internet facilitates the dissemination of information about corrupt behavior, making it more risky for bureaucrats and politicians to take bribes. Via E-government, it also obviates the need for potentially corrupt officials to serve as middlemen between the government and the public, and it allows for more transparency in the context of public procurement.
In order to examine whether Internet penetration has had a causal impact on corruption, the paper develops a new instrument for the user cost of digital equipment such as computers, and thereby for Internet diffusion. Digital equipment is highly sensitive to power disruptions; and, to a considerable extent, lightning activity causes power disruption around the world. Indeed, according to some calculations, lightning causes some 17,000 computers around the world to crash each second (Yeager and Stahlkopf, 2000) .
Using data based on ground-based censors and global satellite data, we construct state and country level measures of average lightning density. Across the U.S. we show that lightning is correlated with changes in corruption after the emergence of the WWW, but uncorrelated with changes in corruption prior to its invention. This finding strongly supports the use of lightning density as an instrument for Internet diffusion. Empirically, lightning density turns out to be a strong instrument for Internet diffusion. Our 2SLS
estimates document that the spread of the Internet has lowered corruption, both in the U.S. and worldwide.
To the extent that corruption affects economic growth, these findings provide one mechanism by which the Internet may work to spur growth. In this way, our findings also provide a new perspective on the consequences of the well-documented global "digital divide".
The identification strategy developed in this paper may prove useful in future research. By providing a strong instrument for Internet use, researchers may be able to make new progress on the impact of computers and the Internet on other outcomes, like the return to education or productivity growth more broadly.
A Summary Statistics
The summary statistics for the cross-country sample is found in panel A, whereas the similar data for the U.S. is found in panel B.
- Table A. 1. about here - 1976-1990 1976-1990 1976-1990 1978-1990 1978-1990 1978-1990 1991-2006 1991-2006 1991-2006 Dependent variable: DCC Notes: Dependent variable is the change in log(1+number of corruption convictions), DCC, over the stated period. The explanatory variables are described in the main text; in particular, log(LIGHTNING) is cloud-to-ground lightning. Robust standard errors are reported in parentheses. Asterisks ***,**,* indicate significance at the 1, 5, and 10% level, respectively. Notes: Dependent variable is the change in log(1+number of corruption convictions), DCC, over the period 1996 to 2006. The explanatory variables are described in the main text. Cloud-to-ground lightning is measured using groundbased censors, whereas total lightning is measured via satellites. Robust standard errors are reported in parentheses. Asterisks ***,**,* indicate significance at the 1, 5, and 10% level, respectively. 
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