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Introduction
The human society is undergoing a vast transformation from the industrial society to the information society. With the rapid development of information technology, more and more organizations have become increasingly depending on their information infrastructure for gaining competitive advantage, thus information technology plays an important role in most modern organizations. Today, since the business activities of organizations are more closely related to the information, and the accurate information is considered as a powerful tool on which companies rely for survival and powerful competence advantage, information security is vital. Hence, it is imperative that the information and information systems are kept secure and protected at all times for organizations. Information security is complicated system engineering, and the information security risk assessment, which is the foundation and premise of the information security, plays an important role in this system engineering. However, evaluating information risks is difficult. In recent years, as the development of information technology and communication technology and the popularization of the Internet, information security has become more and more important. However, information security issues are emerging and have become the bottleneck of computer network security development. What's more, inherent complexity and uncertainty of information security necessitate the participation of many experts in multi criteria decision making. Therefore, one of the key problems in assessing information security risk is how to successfully combine experts' opinions in realistic decision making.
The problem of evaluating information security risk with intuitionistic fuzzy information is the multiple attribute group decision making (MAGDM) problems [1] [2] [3] [4] [5] [6] [7] [8] [9] [10] [11] [12] [13] [14] [15] [16] [17] [18] .The aim of this paper is to investigate the MAGDM problems for for evaluating the information security risk with intuitionistic fuzzy information. Then, we utilize the induced intuitionistic fuzzy ordered weighted averaging (I-IFOWA) operator and intuitionistic fuzzy weighted averaging (IFWA) operator to aggregate the intuitionistic fuzzy information corresponding to each alternative and get the overall value of the alternatives, then rank the alternatives and select the most desirable one(s). Finally, an illustrative example is given. The remainder of this paper is set out as follows. In the next section, we introduce some basic concepts related to intuitionistic fuzzy sets. In Section 3 we introduce the MAGDM problem deal with appraisal model of information security risk with intuitionistic fuzzy information, in which the information about attribute weights is completely known, and the attribute values take the form of intuitionistic fuzzy information. Then, we utilize the induced intuitionistic fuzzy ordered weighted averaging (I-IFOWA) operator and intuitionistic fuzzy weighted averaging (IFWA) operator to aggregate the intuitionistic fuzzy information corresponding to each alternative and get the overall value of the alternatives, then rank the alternatives and select the most desirable one(s). In Section 4, an illustrative example is pointed out. In Section 5 we conclude the paper and give some remarks.
Preliminaries
In the following, we introduce some basic concepts related to IFS.  represent, respectively, the membership degree and nonmembership degree of the element x to the set A [19] .
be an intuitionistic fuzzy number, a score function S of an intuitionistic fuzzy value can be represented as follows [20] :
be an intuitionistic fuzzy number, a accuracy function H of an intuitionistic fuzzy value can be represented as follows [21] :
to evaluate the degree of accuracy of the intuitionistic fuzzy value
The larger the value of
 
H a  , the more the degree of accuracy of the intuitionistic fuzzy value a  . Based on the score function S and the accuracy function H , in the following, Xu [22] [23] give an order relation between two intuitionistic fuzzy values, which is defined as follows: 
be a collection of intuitionistic fuzzy values, and let IFWA: IFOWA , , ,
In the following, we introduced an induced intuitionistic fuzzy ordered weighted averaging (I-IFOWA) operator. Definition 7. An induced intuitionistic fuzzy ordered weighted averaging (I-IFOWA) operator is defined as follows:
where   
An Approach to Evaluating the Information Security Risk with Intuitionistic Fuzzy Information
The following assumptions or notations are used to represent the intuitionistic fuzzy MADM problems for evaluating information security risk in intuitionistic fuzzy setting. Let   
In the following, we apply the I-IFOWA and IFWA operator to MAGDM for evaluating the information security risk with intuitionistic fuzzy information. The method involves the following steps:
Step 1. Utilize the decision information given in matrix k R  , and the I-IFOWA operator which has associated weighting vector   1 2 , , ,
to aggregate all the decision matrices
be the weighting vector of decision makers.
Step 2. Utilize the decision information given in matrix R  , and the IFWA operator
to derive the collective overall preference values   , , ,
is the weighting vector of the attributes.
Step 3. calculate the scores    
Numerical example
With the rapid development of computer technology and network technology, ensuring the information security has become an increasingly important but tough problem. In order to ensure the information security, we need to put in a lot of human and material resources to closely monitor network and information systems situation, and work on security construction and management according to corresponding security level. In order to predict and prevent possible security risks; to detect security threats and locate their sources; to analyze the impact of security risks and problems; and to assess the damage of security risks and problems, we need to perform risk assessment for information security, which is not only the basis but also an important means of ensuring information security. Let us suppose there is an investment company, which wants to invest a sum of money for information systems. There is a panel with five possible information systems industries 1, 2, 3
as follows: 
Then, we utilize the approach developed to get the most desirable alternative(s).
Step 
Conclusion
In this paper, we investigate the multiple attribute group decision making (MAGDM) problems for for evaluating the information security risk with intuitionistic fuzzy information. We utilize the induced intuitionistic fuzzy ordered weighted averaging (I-IFOWA) operator and intuitionistic fuzzy weighted averaging (IFWA) operator to aggregate the intuitionistic fuzzy information corresponding to each alternative and get the overall value of the alternatives, then rank the alternatives and select the most desirable one(s). Finally an illustrative example for information security risk assessment has been given to show the developed approach and to demonstrate its feasibility and practicality.
