Introduction
VANETs [1] are a subclass of Mobile Ad Hoc Networks (MANETs). They are considered as an application to MANETs as they are widely based on MANETs fundamentals. VANETs are special kind of networks that are formed between moving vehicles on an as-needed basis [2] [3] . Among the characteristics of VANETS one worth mentioning characteristic is that VANETs can easily operate in an infrastructure-less structure and can also cope up with the rapid changes of the network topology [1] . Along with the safety applications, VANETs disseminate important and real-time information to the nodes such as weather information, transit systems, internet access, mobile ecommerce, and other multimedia applications. VANETs afford a large collection of routing protocols to confirm autonomous communication between the moving vehicles on the road [3] . In a VANET network the vehicles care equipped with various communication systems which uses high capacity of bandwidth and a big amount of internet speed so that they can communicate among themselves along with the road-side infrastructures. In this paper I have put my concern on the working principle, major components, various network architectures, security and existing bandwidth optimization technique of VANETs besides the basic terminologies. Finally, I proposed a new bandwidth optimization technique for the improvement of inter-vehicular communication to optimize the performance which will more stable in terms of time delay and number of packets drop in VANATs.
Vehicular Ad Hoc Network
Vehicular ad hoc network (VANET) is a special case of mobile networks, where vehicles equipped with computing/communicating devices (called "smart vehicles") are the mobile wireless nodes. However, the movement pattern of these mobile wireless nodes is no more random, as in case of mobile networks, rather it is restricted to roads and streets. Vehicular networks have hybrid architecture; it is a combination of both infrastructure and infrastructure-less architectures. 
How Does VANET Work?
Vehicular Networks System consists of large number of nodes, approximately number of vehicles exceeding 750 million in the world today, these vehicles will require an authority to govern it, each vehicle can communicate with other vehicles using short radio signals DSRC (5.9 GHz), for range can reach 1 KM. This communication is an Ad Hoc communication that means each connected node can move freely, no wires required. The routers used called Road Side Unit (RSU), the RSU works as a router between the vehicles on the road and connected to other network devices. Each vehicle has OBU (on board unit) and TPD (Tamper Proof Device). VANET has mostly gained the attention of today's research efforts, while current solutions to achieve secure VANET, to protect the network from adversary and attacks, 
Components of VANET
Road Side Unit (RSU) is the device located on the roadside that computes and provides connectivity support to the passing vehicles. RSUs are one of the major components of vehicular communication system in which vehicles and these RSUs are the communicating nodes [5] . They provide each other with important information like safety alerts and traffic information. 
Analysis for Bandwidth Optimization
Bandwidth management is the procedure of managing and controlling the communications (traffic, packets) through measurement on a network link, to ensure the avoidance of flooding the link to its maximum range of capacity or over flooding the link, which would result in a network congestion and poor performance within the network. It is measured in bits per second (bit/s) or bytes per second (B/s) [7] .
Bandwidth optimization is a technique that can measure and utilize the capacitive bandwidth within the whole system. Now a day's bandwidth management is a problem as the number of internet users are increased day by day. Even using local LAN, a limit of bandwidth must be controlled among all the users those are provided through the PBX system, or the bandwidth will be wasted among the caller and called party, vehicle to vehicle or vehicle to infrastructure communication in VANETs network and also may be wasted between the link and the end point [8] .
Existing Technique for Bandwidth Optimization
There are many BW managing and optimizing options, they are listed below:
 Traffic Shaping (Rate limiting): Leaky bucket, Token bucket, TCP rate control-it adjusts the TCP window size as well as controlling the rate of ACK's being returned to the sender [9] . The traffic conditioning phase has this main component: traffic meter, packet marker, traffic shaper, and traffic policer. Through these Since shaping takes place at an egress interface in the router, it may be necessary to classify a packet to a flow earlier, possibly at the ingress interface. There are two predominant methods for traffic shaping:
Traffic smoothing: This method eliminates bursts and presents a steady stream of traffic to the network, which can be implemented using a leaky bucket algorithm [15] .
Traffic burst shaping: This method shapes burst of predetermined size by averaging over a time window, which can be implemented using a token bucket algorithm.
Leaky Bucket Algorithm: The Leaky Bucket Algorithm used to control data rate in a network. It is implemented as a single-server queue with constant service time. If the bucket (buffer) overflows, then packets are discarded [10] . 
Proposed Algorithm
Proposed algorithm is based on the "leaky bucket" algorithm. But it is very different than normal leaky bucket. As all know the leaky algorithm uses bucket which can contain both incoming and outgoing packets, shape them send them at a constant or optimal rate. But leaky algorithm uses fixed size of buckets and that cannot contain the overflow data as a result there are fall of packets, and there resides the drop probability. Here, the data packet drops and for this the bandwidth (bw) is wasted or it can say bandwidth doesn't utilize properly. Being modified and changed the algorithm using FIFO queue as the number of queue equal to the no of buckets for traffic shaping (burst, noise) and processing the incoming packets then resend the overflow data through the next bucket fixing a time limit to transfer all the packets within a session and so on. The algorithm is effective for shaping the traffic, since all the packets are sent ensures 0% of data packet's loss in a fixed delay time provides effectiveness on channel capacity, also provides optimality with capacitive controlled bandwidth to a link and endpoint channel. Same work follows in case of caller and called party through data packet transferring. There is an average delay time for packet data intervals between links to end point packet transfer. It makes the average delay time fixed for this algorithm. So, it gives every time an optimal rate of packet transfer per second [13] . 
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Security in Vehicular Ad Hoc Network
Security Goals: To secure a Vehicular Ad Hoc Network, a security protocol must satisfy the following attributes: confidentiality, integrity, availability, authenticity [14] .
 Confidentiality ensures that classified information in the network is never disclosed to unauthorized entities. Sensitive information, such as strategic military decisions or location information requires confidentiality [15] .  Integrity guarantees that a message being transferred between nodes is never altered or corrupted. Data can be altered either intentionally by malicious nodes in the network or accidentally because of benign failures, such as radio propagation impairment or through hardware glitches in the network [16] .  Availability implies that the requested services (e.g. bandwidth and connectivity) are available in a timely manner even though there is a potential problem in the system. Availability of a network can be tempered for example by dropping off packets and by resource depletion attacks [17] .  Authenticity is a network service to determine a user's identity. Without authentication, an attacker can impersonate any node, and in this way, one by one node, it can gain control over the entire network.
Finally, non-repudiation ensures that the information originator cannot deny having sent the message. Nonrepudiation is useful for detection and isolation of compromised nodes [18] .
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