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Abstract: Recent Years compared to the Current Scenario, 
The Explosive Growth of devices connected and controlled by 
Internet is the major significance of Internet of Things 
(IOT). One such big example is Automotive Industry. This 
industry has the potential to become an IOT Champion 
among other industries and fuel the IOT Cloud Services 
Adoption among Car owners and walkers alike. Vehicles are 
progressively being associated with the Internet of Things 
which empower them to give Universal Access to Data to 
Drivers and Travellers while Moving. As the connectivity of 
Vehicles keeps increasing in numbers,traditional concepts of 
Vehicles has to be introduced  with  new layers which 
includes Versatile data transfer among Vehicles, 
Consistency, Security, Toughness, Humans and roadside 
frameworks of Vehicular Systems shall be taken into 
consideration. In this Unique situation, the first idea of 
Vehicular Ad-Hoc networks(VANETs) is being changed into 
another idea called Internet  of Vehicles(IOV).The advent of 
IOT has changed the Traditional vehicular networks in to 
intelligent vehicular networks called Internet of vehicles. 
Each entity in IOV is connected to the Internet. In IOV, each 
vehicle is responsible for transmitting and receiving the 
information. In an Environment where vehicles are mobile 
and at the same time exchanging information to ensure safe 
driving on the roads and to minimize road accidents. It is 
very necessary to provide better services within the limited 
accessibilities.  Hence QOS plays a vital role in IOV. This 
paper addresses the QOS challenges and its significance in 
IOV. Also, this paper also discusses the measurement 
parameters that could deliberately effect the performance of 
IOV. 
Keywords: Quality of service, Internet of Vehicles, Internet 
of Things, VANETS  
I. INTRODUCTION 
The Agglomeration of devicesin IOT environmentare 
interrelated with each other exchanging information without 
any human intervention potentially active with abilities of self-
making decisions, reprogrammability and reconfiguring by 
themselves that has led them to lead the technology. Due to the 
existence of a plethora of IOT devices has led many concerns 
besides their tremendous technological benefits.Such Issues 
and concerns needs to be addressed to make it more effective 
and reliable. Due to Massive connectivity of objects wirelessly 
in IOT environment, there is a need of providing better service 
to the users.Some of the parameters that are considered while 
measuring Quality of service are Transmission Delay, 
Throughput, Packet Loss, Bit Rate, Jitter and Availability. 
Measurement of these parameters quantitatively to know the 
service performance is called Quality of service.As mentioned 
in, it is estimated that around 20 million devices would be 
connected to the Internet. Figure 1 shows the graoh of IOT 
market predicted for future. Having efficient and Effective 
Communication Exchange is one of the goals in Internet of 
Things. For achieving such effective and efficient 
communication, it is essential to Implement Quality of service 
to provide better IOT connectivity. An IOT is a Massive 
network that would connect a plethora of devices for 
Communication and control. Hence there is a need of Quality 
of service Implementation, Management and Optimizations. 
As mentioned in, due to the rapid growth of IOT devices 
connected to the internet, there is a need of improving several 
parameters such as Bandwidth, Storage optimization, Energy 
efficiency which are  Critical important while considering 
QOS in IOT. From the figure,it can be seen that after Internet 
of Things, Connected cars shows rapid growth in future 
technology. 
 
Fig. 1. IOT market future prediction 
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One of the consolidations of IOT where plenty of research is 
focussed in Internet of Vehicles (IOV), an emerging vehicular 
technology that integrates IOT and Intelligent Transportation 
System (ITS). Undoubtedly, It is one of the key technologies 
that enables transportation in to smart transportation with 
tremendous features fuelled by wireless technologies. 
However, besides these benefits, IOV faces several issues and 
challenges that needs to be addressed. Some of the issues and 
challenges that needs to be addressed are IOV Architectures, 
IOV Resource Management, IOV applications, IOV protocols, 
Interoperability in IOV due to lack of standardization, Security 
and Privacy in IOV, Communication technologies in IOV etc . 
As mentioned in, it is predicted by 2050, over 6 billion people 
from sub urban and cities are expected to live, hence to survive 
on a platform that is wellbeing to them, a city needs to be 
smart. To endeavour such goals IOT technology has emerged 
with plethora of devices. One of the fundamental needs of 
people in smart cities is Smart Transportation with Intelligent 
traffic management and reducing traffic congestions. One such 
domain of IOT is IOV that leverages the Traffic with open 
wireless technologies, Smart communication between vehicles, 
infrastructures, people and Road side units. However, despite 
these benefits End to End delivery of information is critically 
important in IOV environments. The IEEE communication 
protocols and standards that enables IOV to exchange 
information among different interfaces such as Vehicle to 
vehicle, vehicle to infrastructure and vehicle to internet are 
IEEE 802.11p, Dynamic medium access control(DMAC), 
Vehicular co-operative medium access control (VC-MAC), 
Ad-Hoc on demand distance vector(AODV), Dynamic source 
routing(DSR), General packet radio service(GPRS). Quality of 
service is a critical factor in an environments where massive 
amount of sensors and devices connected and communicated 
with one another. Like discussed earlier in Table 2, it is 
necessary to provide optimal Quality of service in an 
environment like IOV. As mentioned in, In IOV each 
car/vehicle is treated as a Mobile device which exchange 
information with other cars. The information exchange is a 
digital data exchanged among people, vehicles, business, 
companies, Industries and Organisations. The feature of 
Exchanging information more intelligently makes the IOV 
different from VANETS. IOT integrated with ITS to bring 
IOV to support several functions such as Intelligent traffic 
management system, Intelligent Vehicle Control, Dynamic 
Information Services etc. In , Evaluation methods for Quality 
of services for next generation telecommunication services 
have been suggested. The implementations are done using 
MATLAB. However, the implementation techniques are not 
specific to IOV domain and can be used as a benchmark for 
QOS solutions in IOV. IOV is a dynamic networking 
environment that includes wired, wireless and Hybrid system 
protocols, hence it is very vital to present Quality of service 
requirements in the context of IOV. In , one of the most 
fundamental networking problems is Quality of service.  
Hence there is a need to pay attention for both wired and 
wireless networks in IOV scenario. As mentioned in , some of 
the Quality of service areas focussed are End-End Signalling 
protocols, Resource reservation control mechanisms. Still a 
massive amount of research is ongoing in Quality of service 
for wireless networks. Quality of service is defined as quality 
of data link service. It describes the transmission 
characteristics between two data link users.The quality of 
service parameters are applied to both connection less and 
connection oriented modes. Due to exponential growth of 
devices in IOT generates a huge amount of data critically 
requires quality of service such as High delivery rate, service 
delays and Massive connections. Table 2 shows some of the 
on-board devices that requires Quality of service. Some of the 
QOS parameters that shows high implications in IOV are 
Delay, Jitter, Bandwidth, Latency and Safety. 
TABLE 1: On board Quality of service requirement  




Driving State Large Bandwidth 
ECU Higher delivery rate 
Road Accidents events Higher data volume 
 
TABLE 2: Protocols for IOT 
II. IOT PROTOCOLS 
LAYERS PROTOCOLS 
SESSION  MQTT, SMQTT, CoRE, DDS, AMQP, 
XMPP, CoAP 
NETWORK ENCAPSULATION LAYER – 6LoWPAN, 
6TiSCH, 6Lo, Thread, 
ROUTING LAYER – RPL, CORPL, CARP, 
DATA 
LINK 
Wi-Fi, Bluetooth Low Energy, Z-Wave, Zig 
Bee Smart, DECT/ULE, 3G/LTE, NFC, 
Weightless, Home Plug GP, 802.11ah, 
802.15.4e, G.9959, Wireless HART, DASH7, 
ANT+, LTE-A, LoRAWAN,……………..  
 
The above protocols have been organised in to sub layers to 
get deeper understanding of each one. Such layers are listed 
below  
INFRASTRUCTURE LAYER: This layer includes some of 
the layers like 6LowPAN, IPV4 / IPV6, RPL 
IDENTIFICATION LAYER: This layer includes EPC, 
uCode and URL’s 
COMMUNICATION/TRANSPORT LAYER: Example 
protocols of this layer includes Wi-Fi, Bluetooth and LPWAN 




DATA PROTOCOLS: Examples of this layer includeMQTT, 
CoAP  
DEVICE MANAGEMENT: Examples of this layer TR-069, 
OMA-DM 
SEMANTIC LAYER: Examples of this layer includes JSON-
LD, Web Thing Model 
MULTI LAYER FRAMEWORKS: This layer includes 
Home kit, AllJoyn 
III. TAXONOMY OF QOS SPECIFICATIONS 
Quality of service parameters are generally classified using the 
taxonomy shown in figure 2. 
 
Fig. 2. QOS Taxonomy 
Quality of service specifications are generally classified in to 
two categories. Metric and Policies. Metrics are further 
classified in to three groups security, Performance and Relative 
Importance. Performance metrics are further classified in to 
four. They are Timeliness, Precision, Accuracy and 
Combinations. Policies are grouped in two Management and 
Levels of service. 
QOS Metrics: Examples include performance, security, 
fidelity, cost and reliability that are used to describe QOS 
characteristics. Some of the primary performance metrics 
include Delay, Loss probability and Data Rate.  
QOS Policy: There are few instances where there is a need to 
balance network load as traffic increases. However, it is very 
difficult to manage network loads. There are many sensitive 
applications that needs to compete for network bandwidth. 
QOS policies are essential in providing management tools that 
could control network bandwidths. Some of the advantages of 
QOS policies are flexibility, security, performance and 
manageability. 
IV. QUALITY OF SERVICE ISSUES AND 
SIGNIFICANCE 
Agglomeration of devices are deployed in IOV systems for 
sensing, Processing, Integrating and communicating with other 
vehicles through several open wireless technologies. Due to 
plethora of devices connected and communicated, there will be 
a massive Load on the network and hence there is a need of 
providing optimal End to End delivery without compromising 
with any kind of QOS parameters such as Delay, Jitter, 
Latency, Bandwidth etc. Some of the applications that put load 
on the networks are Voice, Video and Multimedia applications 
since IP connectivity does not ensure for data delivery over 
mediums. Another requirement for providing QOS in IOV 
scenario is optimized delay services as customers need best 
services. Hence there is a need to provide QOS Mechanisms to 
deal with such challenges in an environment surrounded with 
billions of devices involved in Information Exchange. In order 
to optimize network resources, improved network services and 
integrated QOS mechanisms are essential in IOV. In IOV, 
Communication networks play a vital role to handle 
communication of billions of devices and to satisfy its users. 
Hence there is a need to achieve global efficiency in utilization 
of the networks. As mentioned in , Quality of service is a 
network capability to provide customer satisfied network 
services over several technologies. Providing controlled Jitter, 
delay sensitive services, dedicated bandwidths and improved 
packet loss characteristics are some of the primary goals of 
QOS. In IOV environments, there is a need of going beyond 
Best effort services to provide Reliability, throughput, delay, 
latency, bandwidth, availability, jitters when the network 
delivers data.In IOV, since the vehicles are mobile and 
dynamic and are moving with varying speeds, efficient 
management of Network resources is one of the challenges that 
needs to be focussed. Hence efficient handling of QOS 
parameters is essential. It could be more emphasized as 
handling of Network traffic.Moreover,the network resource 
requirements is unpredictable since the vehicles are mobile and 
moving with varying speeds. Hence there is a need of 
developing High efficient QOS schemes. To tackle multimedia 
applications there is a need of providing reliable connectivity, 
High data rates, and high speed processing units. However, it 
is very difficult to incorporate and integrate all these features 
in a network and providing services to IOV which is purely 
dynamic and Mobility nature. Multimedia traffic is classified 
in to two types one is delay sensitive and the latter is Tolerant 
to large delays. Examples of High delay sensitive class is 
Voice and Video whereas examples of latter is Text data 
transfer and TCP protocols. Another major challenge in IOV is 
when vehicles are moving with High speeds from one network 
to another network, there could be a packet loss when the 
vehicles are mobile and network is autonomous. Figure below 
showstypes of multimedia traffic characteristics with respect to 
bandwidth usage and delays. It is noticeable from the figure 
that QOS becomes more challenging as the traffic varies 




Fig. 3. Traffic types vs. Bandwidth 
It is really important to adapt the services of the users 
providing them the better QOS considering the problems faced 
by the state of the art technologies mainly limited bandwidth 
and other parameters. Considering specific domain such as 
IOV, It is really important to deliver Best End to End services 
in collaboration with networks since the vehicles treated as 
nodes are dynamically changing with varying network 
conditions Hence there is a need of developing optimized 
solutions to deal with mobile nodes e.g. vehicles. 
V. CONCLUSION 
In this paper, we have reviewed about Quality of service 
challenges in IOV and exploited the significance of delivering 
End to End Services in a scenario like IOV where the vehicles 
are mobile, moving with varying speeds with various network 
conditions considering QOS parameters that are necessary to 
deal with in order to satisfy the user needs and to prevent from 
any kind of packet losses which could even lead to disastrous 
results. 
REFERENCES 
[1] A. Nordrum, " "Popular Internet of Things Forecast of 50 
Billion Devices by 2020 Is Outdated"," IEEE., 18 August 2016.  
[2] J. AS, "Research Directions for the Internet of Things," Internet 
of Things Journal, vol. 1, no. 3, p. 9, 2014.  
[3] JayavardhanaGubbi, R. K. Buyya, S. Marusic and M. 
Palaniswami, "Internet of Things (IoT): A vision, architectural 
elements, and future directions," Future Generation Computer 
Systems, vol. 29, no. 7, pp. 1645-1660, 2013.  
[4] S. Karagiorgou, G. Stamoulis and P. Kikiras, "Enabling QoS in 
the Internet of Things," in CTRQ: The Fifth International 
Conference on Communication Theory, Reliability, and Quality 
of Service, 2012.  
[5] R. Ayres and P. Barbosa, Quality of Service for High 
Performance IoT Systems, CISTER Research center, 2016.  
[6] A. I. a. G. M. L. Atzori, "“The Internet of things: a survey,”," 
Computer Networks, vol. 54, pp. 2787-2805, 2010.  
[7] L. Alouache, N. Nguyen, M. Aliouat and R. Chelouah, "Toward 
a hybrid SDN architecture for V2V communication in IoV 
environment," in 2018 Fifth International Conference on 
Software Defined Systems (SDS), Barcelona, Spain, 2018.  
[8] J. Zhang, X. Lu, J. Jose, M. Li, R. Shi and D. K. D. K. Panda, 
"High performance MPI library over SR-IOV enabled 
infiniband clusters," in 2014 21st International Conference on 
High Performance Computing (HiPC), Dona Paula, India, 
2014.  
[9] J. Contreras, S. Zeadally and J. A. Guerrero-Ibanez, "Internet of 
vehicles : Architectures, protocols and Security," IEEE internet 
of things Journal, p. 9, 2016.  
[10] S. K. Datta, R. P. F. D. Costa, J. Härri and C. Bonnet, 
"Integrating connected vehicles in Internet of Things 
ecosystems: Challenges and solutions," in 2016 IEEE 17th 
International Symposium on A World of Wireless, Mobile and 
Multimedia Networks (WoWMoM), Coimbra, Portugal, 2016.  
[11] Ravi Shankar, Ajay Vikram Singh, “Use of VANETs for 
Human Safety in Road Transportation”, 2015 4th IEEE 
International Conference on Reliability, Infocom Technologies 
and Optimization (ICRITO) (Trends and Future Directions), 
2015 at AUUP, NOIDA, India, September 02-04, 2015.  
[12] J. G. T. L. a. M. P. Jiong Jin , "Network Architecture and QoS 
Issues in the Internet of Things for a Smart City," in 
International Symposium on Communications and Information 
Technologies (ISCIT), Gold Coast, QLD, Australia, 2012.  
[13] A. M. L. G. a. S. Z. H. EI-Sayed, "“Quality of service models 
for heterogeneous networks: overview and challenges,”," 
Annals of telecommunications, vol. 63, pp. 639-668, 2008.  
[14] “Q. Zhang and Y. Q. Zhang, "“Cross-layer design for QoS 
support in multihop wireless networks," Proceedings of the 
IEEE, vol. 96, no. 1, pp. 64-76, January 2008.  
[15] H. Z. C. L. S. J. C. (. S. Wenchao Xu, "Internet of Vehicles in 
Big Data Era," EEE/CAA JOURNAL OF AUTOMATICA 
SINICA, vol. 5, no. 1, pp. 19-35, 2018.  
[16] J. Contreras, S. Zeadally and J. A. Guerrero-Ibanez, "Internet of 
Vehicles: Architecture, Protocols, and Security," IEEE Internet 
of Things Journal, p. 1, 2017.  
[17] "POST SCAPES," [Online]. Available: 
https://www.postscapes.com/internet-of-things-protocols/. 
[Accessed 8 sept 2018]. 
[18] B. S. S. Chatterjee, M. D. J. J. Sydir and T. F. Lawrence, 
"Taxonomy for QoS Specifications," in Proceedings Third 
International Workshop on Object-Oriented Real-Time 
Dependable Systems, Newport Beach, CA, USA, USA, 1997.  
[19] Ajay Vikram Singh, Jas Singh Basin, “Variable Speed Limit 
(VSL) based Model for Advanced  Traffic    Management      
through VANETs”, 30th IEEE International Conference on 
Advanced Information Networking and Applications (AINA), 
Crans Montana, Switzerland, 23-25 March, 2016, Pages 533 - 
538 , ISBN 978-1-5090-1857-4.  
[20] H. Newton, Newton’s Telecom Dictionary:Covering 
Telecommunication, Networking, Information Technology, The 
Internet, Fiber Optics, RFID, Wireless, and VoIP,, CMB Books, 
2005.  
[21] A. Odinma, “Value Added Services in the Next Generation 
Networks”, Brunel University:UK, 2002.  
[22] D. M. ZORAN BOJKOVIC, "Challenges in mobile 
multimedia:technologies and QoS requirements," in 7th WSEAS 
Int. Conf. on Mathematical Methods and Computational 
Techniques in Electrical Engineering, 2005.  
