The cybersecurity aspects of critical infrastructure systems have become a hot topic for countries all across the globe. Information Technology has become pervasive in all aspects of our lives and this includes elements referred to as critical infrastructures. This minitrack examines aspects associated with the security of information technology used by governments and critical infrastructures (with an emphasis on automated control systems) and explores ways that IT can enhance the ability of governments to ensure the safety and security of its citizens. The names for these systems vary, from industrial control systems to SCADA to process control networks and more. The systems they control range from electricity (Smartgrid), pipelines, chemical plants, manufacturing, traffic control and more.
Governments have also embraced IT to interface with citizens in a more efficient manner. Security issues have risen to the forefront as a result of data disclosures and identity theft incidents discussed in mainstream media. Other issues include intellectual property theft and criminal acts involving computers. This year's submissions cover a broad spectrum of security topics. We are especially pleased with the international participation in the minitrack. Six papers have been chosen from a wide selection of submissions. These presentations are grouped into two sessions. We express our sincere appreciation to those authors that took the time to submit a paper for our consideration, to the reviewers who helped shape the track and our congratulations to those that were accepted. We sincerely hope that the attendees enjoy this session and will contribute to the discussion we are certain that occur following the paper presentations.
