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age,	 there	 is	 increased	 use	 of	 Internet-connected	 devices	 like	 fitness	 trackers	 for	
monitoring	 various	 aspects	 of	 our	 physical	 activities,	 and	 also	 the	 use	 of	 digitally-
tracked	consumer	loyalty	systems.	All	these	technologies	generate	and	provide	access	to	
personal	 data	 to	 organisations	 and	 other	 individuals.	 In	 our	 current	 data-driven	
economy,	personal	data	has	become	an	important	resource	for	service	providers	to	mine	
data	 and	 gain	 insights	 into	 users’	 behavioural	 activities	 in	 return	 for	 services.	




their	 privacy	 and	 their	 personal	 information,	 while	 enjoying	 the	 benefits	 and	
affordances	 of	 such	 technologies.	 Semi-structured	 interviews	 were	 used	 to	 collect	
qualitative	data	from	twenty-one	(n=21)	users	who	used	all	three	technologies	—	social	
media,	 consumer	 loyalty	 systems,	 and	 fitness	 trackers.	 In	 addition	 to	 participant	
interviews,	 a	 Facebook	 walkthrough	 of	 the	 participants’	 profiles	 was	 undertaken	 to	
understand	their	use	of	privacy	settings	and	their	online	behaviours.	Sandra	Petronio’s	
Communication	 Privacy	 Management	 (CPM)	 theory	 was	 used	 as	 the	 main	 lens	 in	
analysing	 the	 resulting	 data.	 The	 CPM	 theory,	 originally	 proposed	 in	 2002,	 uses	 a	
boundary	 metaphor	 to	 explain	 how	 people	 make	 decisions	 about	 revealing	 or	
concealing	 personal	 information	 with	 various	 communication	 partners;	 they	 do	 so	
through	 boundary	 rule	 formation	 (who	 to	 share	 with)	 and	 boundary	 coordination	
(between	people	 they	 shared	with),	 and	 readjust	 if	 there	 is	 a	boundary	 turbulence	or	
breach	 of	 confidence.	 It	 was	 originally	 developed	 to	 understand	 interpersonal	
communication,	 but	 in	 this	 study,	 it	 is	 used	 as	 a	 framework	 to	 understand	






they	 selectively	 disclosed	 personal	 information	 on	 social	 media	 and	 segmented	 their	
professional	 and	 social	 worlds	 as	 a	 privacy	 management	 strategy	 to	 delineate	 and	
distinguish	 the	boundaries	of	 the	various	privacy	 levels	 they	desired	 in	 their	personal	
and	 professional	 lives.	 The	 findings	 also	 show	 that	 individuals	 make	 a	 cost-benefit	






was	a	new	public-facing	 technology	where	 they	had	a	huge	 learning	 curve,	 and	hence	
they	 were	 used	 to	 being	 somewhat	 careful	 already.	 In	 the	 case	 of	 loyalty	 systems,	
participants	 were	 somewhat	 aware	 of	 the	 risk	 of	 sharing	 too	 much	 personal	
information,	but	since	these	systems	were	generally	run	by	companies	that	they	trusted	
and	had	done	business	with	for	many	years,	they	did	not	perceive	as	much	of	a	threat	in	
disclosing	personal	 information	 to	 them,	 although	 these	 same	 companies	had	merged	
since	 and	were	 now	 sharing	 data.	 In	 the	 case	 of	 fitness	 trackers	 and	 other	 wearable	
technologies,	participants	were	generally	much	more	open	to	sharing	their	health	data	
with	 third-party	 organisations,	 as	 they	 clearly	perceived	 some	health	 (and	 sometimes	




While	 privacy	 knowledge	 is	 important	 for	 individuals	 in	 protecting	 their	 privacy,	
participants’	use	of	privacy	protection	strategies	was	often	exercised	after	experiencing	
privacy	breaches.	Hence,	boundary	rule	formation	and	boundary	coordination	are	both	
an	 evolving	 process	 and	 change	 continually	 based	 on	 privacy	 knowledge	 gained	 and	
boundary	turbulence	experienced.	The	study	also	uncovered	some	challenges	users	face	





This	 study	 provides	 evidence	 of	 how	 individuals	 use	 digital	 technologies	 in	 their	
everyday	lives	and	participate	in	the	digital	economy,	while	also	trying	to	protect	their	
informational	 privacy.	 There	 is	 often	 a	 tension	 between	 individual	 and	 organisational	
motives	in	this	environment,	which	can	only	be	overcome	through	some	level	of	privacy	
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