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Abstract 
 
Along with the many environmental changes, it enables a disaster 
either natural or man-made objects. One of the efforts made to 
prevent disasters from happening is to make a system that is able to 
provide information about the status of the environment that is 
around. Many developments in the sensor system makes it possible 
to load a system that will supply real-time on the status of 
environmental conditions with a good security system. This study 
created a supply system status data of environmental conditions, 
especially on bridges by using Ubiquitous Sensor Network. Sensor 
used to detect vibrations are using an accelerometer. Supply of data 
between sensors and servers using ZigBee communication protocol 
wherein the data communication will be done using the Elliptic Curve 
Integrated security mechanisms Encryption Scheme and on the use of 
Elliptic Curve key aggrement Menezes-Qu-Vanstone. Test results 
show the limitation of distance for communication is as far as 55 
meters, with the computation time for encryption and decryption 
with 97 and 42 seconds extra time for key exchange is done at the 
beginning of communication . 
 
  
Keywords:  Ubiquitous Sensor Network, Accelerometer, ZigBee, 
Elliptic Curve Menezes-Qu-Vanstone 
  
 
1. INTRODUCTION 
The Changing of environmental conditions allows a disaster either 
natural or man-made objects and a bridge without no exception. It takes a 
monitoring system on a bridge that will supply the bridge condition status 
data in realtime. To supply the bridge condition data it will need a device that 
will detect pre-defined parameters. These devices will form a network called 
the Ubiquitous Sensor Network (USN) to connect between the devices to 
each other. The term "Ubiquitous" Ubique is derived from the Latin word 
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6 . CONCLUSION 
The test results prove that the data can not be sent to the destination, 
because it is influenced by technical factors or the distance of the data 
reception. In this study, the maximum distance that can still transmit data is 
as far as 55 meters, while the data transmission done can happen without no 
data reception by 10% in ten attempts. The average computation time of 
encryption and decryption is for 97 seconds and 42 seconds but this time 
increased in the early initiation of communications to perform the key 
exchange protocol. 
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