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ABSTRACT 
me concept of privacy is not easy to capture in words or phraseology. 
It is known that privacy as an^a'spect of hfe is absolutely imperative; one can 
not do without privacy or one's %|>ace'. 
Privacy is therefore, an extremely precious and valuable aspect of one's 
personality. 
The quest of privacy is an inherent instant of all human beings. As a 
matter of fact it is natural need of an individual to establish individual 
boundaries with almost perfect seclusion. The concept of privacy in its broad 
sweep covers a number of prospects like non disclosure of information, sexual 
affairs, business secrets and non observance by others. 
It may be said that the privacy is antithesis of being public, if any private 
letters to one's friend are published by anyone without his express or implied 
permission then his privacy would come to be violated. Similarly if one's 
neighbour peeps into his house from out side then it would also constitute 
violation of his right to privacy. 
The growth of right to privacy usually starts from the Warren and 
Brandies view published in the name of right to privacy in 1890, the learned 
lawyer laid down that the right to life has come to mean the right to enjoy 
life, the right to be let alone; the right to liberty secures the exercise of 
extensive civil privileges. This development of law was inevitable. 
Definition of privacy became prominent in the second half of the 
twentieth century and deeply affected by the development of privacy protection 
in the Jaw. Some define privacy as focusing on control over information about 
oneself, while others define it as a broader concept required for human dignity, or 
crucial for intimacy. Other commentators define privacy as necessary for the 
development of varied and meaningful interpersonal relationship, or as the value that 
accords us the ability to control the access others have to us, or as a set of norms 
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necessary not only to control access but also to enhance personal expression and 
choice, or some combination of these. 
Privacy is perhaps the most difficult to define and circumscribe, 
definition of privacy vary widely according to context and circumstances. Alan 
F Westin defines privacy as, "The claim of individuals, group or institutions to 
determine for themselves when how and to what extent information about them 
is communicated to others." Robert Ellis Smith defines privacy, as the desire 
by each of us for physical space where we can free of interruption, intrusion, 
embarrassment or accountability and the attempt to control the time and 
manner of disclosures of personal information about ourselves." 
In 1990, the Calcutt Committee in the United Kingdom adopted its 
definition on privacy as "the right of the individual to be protected against 
intrusion into his personal life or affairs or those of his family, by direct 
physical means or by publication of information." 
The conclusion reached at the Nordic Conference of Jurists in May 1967 
gives a considerable broader definition of the privacy. "The right to privacy 
means the right of the individual to be protected against intrusion into his 
personal life or affairs, or those of his family, by direct physical means or by 
publication of information." 
Privacy is recognized around the world in diverse regions and cultures; 
it is protected in the Universal Declaration of Human Rights, and in many other 
International and Regional Human Right Treatise. The modem privacy bench 
mark at an international level can be found in the 1948 Universal Declaration 
of Human Rights, which specifically protects territorial and communications 
privacy. Article 12 states: No one should be subjected to arbitrary, interference 
with his privacy, family, home or correspondence, nor to attack his honour or 
reputation every one has the right to the protection of the law against 
interference or attack. 
ASstracts 
In India we do not have sound legal frame work and clear concepts of 
privacy. Right to privacy gained recognition mainly through judicial activism. 
It is not a fundamental right but still an essential ingredient of a fundamental 
right. Such right is incorporated under Article 21, through various judicial 
pronouncements, from Kharak Singh to till today there are lots of judgment 
deals with the issue of right to privacy. Though there are certain statutes which 
have traces the right to privacy in it i.e. Criminal Procedure Code 1973, Indian 
Penal Code 1860, Hindu Marriage Act 1955, Children Acts 1960, Indian 
Easement Act 1882, Indian Contract Act 1872, Information Technology Act 
2000, Right to Information Act 2005, Indian Post Office Act 1898, Credit 
Information Companies Act 2005 and the Copy Right Act 1957. 
Aims of Research 
Privacy is an abstract word that has various meaning scope and 
dimensions to individuals depending on each individual's back ground, 
psychology, belief and ethics. However most individual relates its meaning to 
their right to act freely from unauthorized intrusion and to their right to keep 
what they believe to be private from others. 
Privacy as a legal concept remains vague and obscure in Indian 
Jurisprudence. The judges are confused, Juris differ and academicians stumble 
in defining the extent, nature and limits of the concept. In India lack of 
authoritative studies on this aspect further complicates the problem. The result 
is that we are yet to have the much needed indigenous definition of right to 
privacy. This in consequence results in denial of privacy rather than securing it. 
Only a clear law and literature can out do this definitional dilemma. The aim of 
this research is to solve this problem by providing various meaning and 
accurate definition to the term privacy. 
Initially, the right to privacy had a very narrower scope as such thought 
to be included only 'right to be let alone' the increasing maturity levels of the 
democratic systems, rapid strides in science and technology made its scope 
more wider, the researcher in the present study try to find out the real scope of 
the right to privacy in India and to carve out the separate zone of privacy and 
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will try to keep a proper balance between the compelling interest of individual 
in particular and society at large in general. 
Intrusions upon privacy are gradually becoming the order of the day. It 
has therefore become a matter of great concern. Privacy in the sense of the 
protection from government intrusion into the private sphere of its citizens is 
still very much issue. It is turning difficult to protect the privacy of individual 
in the cyber world. The current debates about privacy and media raises a series 
of questions. 
Privacy as a right shall develop even more due to the immense 
development in the field of media, technology and scientific thinking. 
Hypothesis 
• Right to privacy developed in India is an extension of the fundamental 
rights, provided under the Indian constitution. 
• Right to privacy is not a new concept it is recognized in various ancient 
religions world over. 
• In India we do not have specific provision dealing with the concept and 
definition of privacy. 
• The judiciary performs on active role in protecting the right to privacy 
of the person. 
• Constitutional protection of right to privacy does not include right to 
privacy in cyber age. 
• Investigative Journalism based on advanced technology leads to 
intrusions in to the individual privacy. 
• Electronic surveillance is a new threat to the right to privacy. 
Methodology 
Law is a normative science that is a science which lays down norms and 
standard for human behaviour in a specified situation or situations enforceable 
through the sanctions of the state. What distinguishes law from other social 
sciences is its normative character. This fact along with the fact that stability 
and certainty of law, desirable goals and social values to be of primary concern 
to a legal researcher. Doctrinal research of course, involves analysis of case 
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law, arranging, ordering and systematizing legal propositions and study of legal 
institutions, but it does more it creates law and its major tools to do so is 
through legal reasoning or rational deduction. 
The present study is based on doctrinal method of research. The 
researcher has drawn help form various books articles, newspaper, reports 
conventions, commissions committee and judicial decisions. 
This topic for study is chosen as the researcher is of the view that the 
privacy issue needs immediate attention. 
Chapterisation 
For the purpose of discussing various aspects of right to privacy in India 
the study is organized in to eight chapters. 
Chapter - 1 
The problem of protection of privacy in India is presented 
in the introduction. Review of literature provides a bird's 
eye view of the research done in the field of "Protection of 
privacy in India". It also states objective of the study, 
hypothesis and methodology adopted to conduct this 
study. 
Chapter-II Chapter two deals with Nature and Concept of privacy, 
this chapter is divided into four parts. First part deals with 
an overview of Nature and Concept of privacy. Second 
part deals with Meaning and Definition of privacy, third 
part deals with basis of privacy and fourth part deals with 
Importance of Privacy. 
Chapter -III Chapter three deals with privacy in religious perspective 
which is divided into four parts. First part deals with an 
overview of privacy under different religions. Second part 
deals with privacy under Hinduism, third part deals with 
privacy under Islam and lastly fourth part deals with 
privacy under Christianity. 
1 I I , 
Chapter -IV 
Chapter -V 
Chapter -VI 
Chapter - VII 
mn 
\\m 
ifiji !• % 
Chapter four deals with development of privacy in 
National perspective. This chapter is divided into three 
parts. First part deals with an overview of right to privacy 
under National perspective. Second part deals with 
development of privacy in Indian Constitution and third 
part deals with privacy under other Statutes. 
Chapter fifth deals with Development of privacy in 
Comparative International Perspective, this chapter is 
divided into seven parts. First part deals with an overview 
of Comparative International development of privacy. 
Second part deals with Development of privacy in United 
States of America, Third part deals with Development of 
privacy in United Kingdom, Fourth part deals with 
Development of privacy in Australia, Fifth part deals with 
Development of privacy in Canada, Sixth part deals with 
Development of privacy in Ireland and lastly Seventh part 
deals with Development of privacy in Germany. 
Chapter sixth deals with Scope of right to privacy in India. 
This is divided into six parts. First part deals with an 
overview of Scope of right to privacy in India and Second 
part deals with right to privacy and telephone tapping. 
Third part deals with right to privacy and HIV/AIDS 
patient. Forth part deals with right to privacy and woman 
dignity and bodily integrity and lastly Fifth part deals with 
right to privacy and Restitution of Conjugal rights. 
Chapter seventh deals with Emerging Threats of 
Information Technology and privacy. Which is divided 
into four parts, First part deals with an overview of right to 
privacy and emerging threats of information technology? 
Second part deals with privacy and electronic surveillance. 
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Third part deals with privacy and internet and lastly Fourth 
part deals with privacy and investigative journalism. 
Chapter -VIII Chapter eighth deals with judicial Approach on right to 
privacy. 
Conclusion and Suggestions 
The concept of privacy has grown in with leaps and bounds in the 
present day society. With the electronic and telecommunication boom 
throughout the globe the right to privacy has become more pivotal right. With 
the burgeoning science and technology it has become a herculean task for any 
individual or for that matter the state to protect one's privacy. The increasing 
sophistication of information technology with its capacity to collect, analyze 
and disseminate information on individuals has introduced a sense of urgency 
to the demand for more stringent legislation in the area of privacy rights. 
In the internet age, information is so centralized and so easily accessible 
that one tape on a button could throw up startling amount of information about 
an individual. Camera cell phones, mini camera, mini microphones and other 
surveillance devices are just enemies of right to privacy as they are being used 
and would also be used in future to maintain a check over the right to privacy 
of citizens. 
In view of above propositions we may safely conclude that Indian 
constitution has not yet granted but only reasoned this right. The existing law 
just affords a principle which if properly invoked may protect the privacy of 
the individual. Indian judiciary has been using judicial activism to widen the 
ambit of the Article 21 of the Constitution of India. Where the seeds of the 
privacy right may be found. The journey began in 1963, when for the first time 
the issue regarding right to privacy was raised in Kharak Singh v. state ofU.P, 
the question was whether right to privacy might be implied from existing 
fundamental rights in the Constitution of India Article 19(l)(d), Article 19(1) 
(e) and 21. Majority opinion was that our Constitution does not in express 
terms confer any such right on the citizens. The dissenting opinion of Justice 
Subba Rao was in favour of inferring right to privacy from right to personal 
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liberty is the basis of the evaluation of the right to privacy in India. Even 
though the Supreme Court has vociferously declared the existence of a 
constitutional right to privacy. 
In Govind v. State ofM.P, this right again came for consideration before 
the Supreme Court of India, and this time Supreme Court took a more elaborate 
view and accepted a united right to privacy as an emanation from Articles 
19(l)(a), and Article 21. It was also said that the right is not absolute so 
reasonable restrictions may be imposed on this right. 
R. Rajgopal v. State of Tamil Nadu, is the watershed in the development 
of the Indian law of privacy. The court recognized two aspects of the right to 
privacy, the tortious law of privacy which affect on action for damages 
resulting from an unlawful invasion of privacy, and secondly the Constitutional 
right "to be let alone" implicit in the right to life and liberty under Article 21. 
The court hastens to add that "the principles above mentioned are only 
the broad principles. They are neither exhaustive nor comprehensive; indeed, 
no such enunciation is possible or advisable. 
However the decision in State of Maharashtra v. Madhukar Narain, is 
an exception in this category of cases but the judgment also has its limitations. 
It is high time that our courts disregards this attitude of self restraint and wait 
for the privacy from right to go through a case by case development and assert 
itself and use this right to invalidate laws and actions violating privacy. 
Indian court seems to having very serious problems in defining the 
essence and scope of privacy right. In People's Union for Civil Liberties v. 
Union of India, court held that telephone tapping a form of technological 
"Eavesdropping" infringed the right to privacy. Finding that the government 
had failed to lay down a proper procedure under section 5(2) of the Indian 
Telegraph Act, the court prescribed stringent measures to protect the individual 
privacy to the extent possible. 
In ^X' V. Hosital 'Y', The Supreme Court was confronted with the test of 
striking a balance between two conflicting fundamental rights: the AIDS 
patient's right to life which included his right to privacy and confidentiality of 
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his medical condition and the right of the lady to whom he was engaged to 
lead to healthy life. Supreme Court held that right to privacy is an essential 
component of right to life but it is not absolute and may be restricted for the 
prevention of crime, disorder or protection of health or morals or for the 
purpose of protection of rights and freedom of others. Therefore the right 
which would advance the public morality or public interest would alone be 
enforced through the process of law for the reason that moral consideration 
cannot be kept at bay. Cases related to the restitution of conjugal rights, a 
concept abolished in more civilized courtiers, have not recognized the right to 
privacy in India, this area is yet to develop, T Sareetha v. Venkata Suhbaiah, is 
perhaps the only major decision in India involving decisional privacy. 
The most significant development apart from search and surveillance 
issues is the recent decision of the High Court of Delhi in the Naz Foundation 
Case, in which the Court held that Section 377 of the Indian penal code 
violated Articles 21, 14 and 15 of the Constitution, insofar as it criminalizes 
consensual sexual acts of adults in private. Because of the doctrine of 
severability, it 'will continue to govern non-consensual penile non-vaginal sex 
and penile non-vaginal sex involving minors' [under 18]. 
Right to privacy in respect of abortion is another such area which has 
not discussed in any Indian legislation. 
Recently in Suchitra Srivastave and another's v. Chandigarh Adminis-
tration '^*, the Supreme Court observed that, there is no doubt that a woman's 
right to make reproductive choices is also a dimension of personal liberty as 
understood under Article 21 of the Constitution of India. It is important to 
recognize that reproductive choices can be exercised to procreate as well as to 
abstain from procreating. The crucial consideration is that a women's right to 
privacy, dignity and bodily integrity should be respected. This means that there 
should be no restriction whatsoever on the exercise of reproductive choices 
such as women's right to refuse participation in sexual activity or alternatively 
the insistence on use of contraceptive methods. Further more, women are also 
free to choose birth control methods such as undergoing sterilization 
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procedure. Taken to their logical conclusion reproductive rights include a 
women's entitlement to carry pregnancy to its full term, to give birth and to 
subsequently raise children. 
The Supreme Court decision in Smt. Selvi & Ors. v. State of Kamataka, 
is a welcome development in respect of protection of privacy. In which the 
court held that narco, polygraph and brain mapping tests can no more be 
conducted on anyone, either an accused or a suspect, without his/her consent. 
A bench of Chief Justice K.G. Balakrishnan and Justices R.V. Raveendran and 
J.M. Panchal said that the forcible administration of these tests was "an 
unwarranted intrusion into the personal liberty" of those facing criminal 
offences." No mdividual should be forcibly subjected to any of the techniques 
in question, whether in the context of investigation in criminal cases or 
otherwise. Doing so would amount to an unwarranted intrusion into personal 
liberty," The recent verdict of the Supreme Court that narco analysis, 
polygraph and brain mapping tests can not be conducted on an accused or a 
suspect with out his or her consent has been hailed by members of the legal 
fraternity and human rights activists as a notable contribution to the cause of 
personal liberty and privacy. 
Law is not static, it is ever-changing and dynamic and therefore, the 
right of privacy as a judicial and Constitutional right is a developing right. In 
Indian law, the right of privacy is in its infant stage. It is just present in Article 
21 of the constitution of India. There is an urgent need for the law to address 
such lacunas. 
To conclude the right to privacy in India as in any other jurisdiction, 
though not statutorily codified as yet. Its scope is by the lack of such a 
codification neither extremely narrow nor considerably wide. It is on the other 
hand relatively ambiguous. This implies that this aspect should be handled with 
a great deal of care and circumspection. After going through the study of the 
whole research I have come to the conclusion that the presumed hypothesis has 
been proved correct by the researcher. 
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Suggestions 
1. There is no comprehensive legislation on privacy in India; it has been 
left to the judiciary to interpret privacy with in the realm of existing 
legislations. A proper law guaranteeing privacy is therefore an urgent 
demand of the hour. 
2. Indian jurist have not made an attempt to define privacy. They have 
relied largely on foreign definition and court ruling, the resuh is that we 
need to have in indigenous definition on right to privacy. 
3. Right to privacy has been upheld by the Supreme Court of India as an 
integral part of Article 21, fimdamental right to life which is available 
only against the state not against the private persons. There should be a 
law which should be available against private persons also. 
4. The privacy of personal communications including telephone calls is 
protected under the Indian Telegraph Act of 1885 but it has been 
frequently violated by the intelligent agencies. A proper law 
guaranteeing privacy is therefore an urgent and vital matter that needs 
the government immediate action. 
5. It is an Irony that in India no law has been passed yet to protect the 
rights of the HIV/AIDS affected persons in respect of their privacy. 
Government should take steps at the earliest to enact the laws that take 
in to account the privacy of the person living with HIV/AIDS. 
6. In cases relating to abortion women's right to privacy dignity and bodily 
integrity should be respected by passing the clear cut law at this point. 
7. A remedy of restitution of conjugal rights, a concept abolished in most 
civilized countries, should be abolished in India because it is a clear cut 
violation of the right to privacy. 
8. Privacy is one of the most contentious legal issue arising in cyber world, 
India's first cyber law namely the Information Technology Act 2000 has 
omitted to deal with the crucial issue of privacy. The IT Act does not 
define privacy. It does not even touch or address the critical issue of 
protecting privacy online. It only deals privacy at one place i.e. Sec. 71 
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as 'Breach of Confidentiality and Privacy' cyber legislation on privacy 
seems to be the only answer to protect-online privacy. 
9. In India awareness about privacy is at a very low level in the actual 
world leave aside cyberspace. Government should take appropriate 
measure to create awareness about privacy. 
10. It is the burning need of the hour to educate the citizens of India at large 
that their privacy is extremely valuable and that the same needs to be 
protected at any cost. 
11. There exists in India an impending need to frame a model statute which 
safeguards the privacy of an individual especially given the emergence 
of customer service corporate entities. 
12. The urgency for such a statute is augmented by the absence of any 
existing regulation which monitors the handling of customer information 
data bases or safeguards the right to privacy of individuals who have 
disclosed personal information under specific customer contracts viz 
contract of insurance, credit card companies etc. 
13. Keeping in mind the growth and implications of international trade, 
especially with the influence of internet, it is imperative that India 
cooperate with the world community to establish laws strictly pertaining 
to protection of privacy and personal data. 
14. Government surveillance of private conversations is possible so long it 
is unlikely io touch on the absolutely protected private sphere. If 
government surveillance unexpectedly touches upon absolutely 
protected personal information, it must be halted immediately. Any 
recording made must be destroyed and data collected can not be used in 
criminal procedure. 
15. Sting operations also infringe a person's privacy if the intent is not 
proved. If the issue is about exposing a public wrong then one can not 
seek protection of privacy. In the US only the federal government and 
the FBI alone has the right to use a hidden camera and go for sting 
operation. In India too some body like CBI or any other body must be 
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legalized to perform sting operation and their conduct must be regulated 
through the legislation. 
16. Given the new age threats to individual privacy, clear cut laws are the 
need of the hour. Article 21 is not enough. The law on privacy needs to 
be codified and put in a composite form. 
17. In India not only the need of prospective privacy, legislation or its 
intricacies, but the need to put in place a privacy law enforcement 
regime that address the emergent privacy issues. 
18. Privacy protection is an area that needs our law maker immediate 
attention. A detailed enactment in respect of the right to privacy is the 
need of the hour, which should cover the left over. 
19. For the fimdamental right to privacy to truly become the law of the land 
a larger seven judges Bench of the Supreme Court is to be constituted in 
favour of establishing the full fledge law relating to right to privacy. 
20. The National Commission to Review the working of the Constitution 
made recommendation to add Article 2IB in the Constitution which 
reads as follows: 
Article 21 B 
1. Every person has a right to respect his private and family life, his home 
and his correspondence. 
2. Nothing in clause (1) shall prevent the state from making any law 
imposing reasonable restrictions on the exercise of the right conferred in 
clause (1). 
The aforesaid recommendation given by the commission may work as a 
foundation for making comprehensive amendment in the constitution dealing 
with right to privacy keeping in view the amazing scientific and technological 
development. 
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Appeal Cases 
All India Reporter 
Allahabad 
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CHAPTER-I 
Introduction 
1.1 Statement of the Problem 
Protection of privacy in India: Law and Juridical concerns "Privacy 
is not something that I am merely entitled to, it's an absolute prerequisite; 
(Marlon Brando)' 
The concept of privacy is not easy to capture in words or phraseology. It 
is known that privacy as an aspect of life is absolutely imperative; one can not 
do without privacy or one's 'space', Privacy is therefore, an extremely precious 
and valuable aspect of one's personality.^  
The quest of privacy is an inherent instant of all human beings. 
As a matter of fact it is natural need of an individual to establish individual 
boundaries with almost perfect seclusion . The concept of privacy in its broad 
sweep covers a number of prospects like non disclosure of information, sexual 
affairs, business secrets and non- observance by others. It may be said that the 
privacy is antithesis of being public, if any private letters to one's friend are 
published by any one with out his express or implied permission then his 
privacy would come to be violated. Similarly if one's neighbour peeps into his 
house from out side then it would also constitute violation of his right to 
privacy.'* 
The growth of right to privacy usually starts from the Warren and 
Brandies view published in the name of the right to privacy in 1890, the 
learned lawyer laid down that, "the right to life has come to mean the right to 
enjoy life the right to be let alone; the right to liberty secures the exercise of 
extensive civil privileges". This development of law was inevitable. The 
intense intellectual and emotional life and the heightening of sensations which 
came with the advancement of civilization made it clear to men that only a part 
of the pain, pleasure and profit of life lay in physical things, thought, emotions 
and sensations demanded legal recognition, and the beautiful capacity for 
CAapter-One 
growth which characterizes the common law, enabled the judges to afford the 
requisite protection, without the interposition of the legislature.^ 
The concept of privacy has historical origins from well known 
philosophical discussions most notably Aristotle's distinction between the 
public sphere of political activity and the private sphere associated with family 
domestic life yet historical use of the term is not uniform and there remains 
confusion over the meaning, value and scope of privacy. Definition of privacy 
became prominent in the second half of the twentieth century and deeply 
affected by the development of privacy protection in the law. Some define 
privacy as focusing on control over information about oneself while others 
define it as a broader concept required for human dignity, or crucial for 
intimacy. Other commentators define privacy as necessary for the development 
of varied and meaningful interpersonal relationship or as the value that accords 
us the ability to control the access others have to us or as a set of norms 
necessary not only to control access but also to enhance personal expression 
and choice.^  
Privacy is perhaps the most difficult to defined and circumscribe. 
Definitions of privacy vary widely according to context and environment. 
Prof Westin maintains that man's need for privacy is rooted in his 
animal origins and that man and animals share basic mechanisms for claiming 
privacy among their own fellows. But human beings are individuated 
differently in different culture. The value of a culture lies not only in raising 
and enlarging the internal man but also in shaping his external existence and 
advance towards high and great ideals. Thus the growth of man's personality is 
to a great extent predicated upon a sound political, economic and social 
institutions.^ 
Describing the conceptual vacuum surrounding the notion of privacy 
Parker has rightly observed that currently, there is no consensus in the legal and 
philosophical literature on a definition of privacy. For some privacy is a 
psychological state, a condition of "being apart from others" closely related to 
alienation,* 
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According to Gray L. Bostwick privacy is divisible into three 
components Repose, Sanctuary and intimate decision. These three components 
he holds that the last one is an eminently more dynamic privacy concept as 
compared to repose and sanctuary. Privacy is concerned with a man's dignity 
and liberty.' 
Drilling down to a deeper level, privacy turns out not to be a single 
interest but rather has several dimensions:'° 
• Privacy of the person, some times referred to as bodily privacy; this is 
concerned with the integrity of the individual's body. 
• Privacy of the personal behaviour, this relates to all aspects of 
behaviour, but especially to sensitive matters such as sexual preferences 
and habits, political activities and religious practices, both in private 
and public places. Which is sometimes referred to 'as media privacy'? 
• Privacy of personal communications, individuals claim an interest in 
being able to communicate among themselves using various media, 
without routine monitoring of their communications by other persons or 
organisations. It is sometime referred to as interception privacy. 
• Privacy of personal data, individual claim that data about themselves 
should not be automatically available to other individuals and 
organisations and that, even where that is possessed by another party, 
the individual must be able to exercise a substantial degree of control 
over that data and its use. This is referred as 'data privacy' and 
'information privacy.' 
Globally, the right to privacy is one of the most carefully guarded rights, 
especially, in an age where vast amounts of personal information is provided, 
used, traded and even stolen. 
It is a fundamental human right guaranteed by international law. It has 
been an inalienable and integral part of human life since long; Initially it had a 
very narrower scope as such thought to be included only 'right to be let alone' 
later, the increasing maturity levels of the democratic system, rapid strides in 
science and technology, made its scope more wider, now the right to privacy 
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covers many aspects such as freedom of thought, control over one's body 
identity, solitude in one's home, control over self information, freedom from 
surveillance, protection of one's reputation and freedom from searches and 
seizures etc.*^  
Privacy is an important aspect of human dignity. It is acquisition and 
transmission of private information about the persons without his or their 
consent or knowledge. Distinct from the right of publicity protected by state, 
common or statutory law, a broader right of privacy has been inferred in the 
constitution. Although not explicitly stated in the text of the constitution. The 
concept of privacy as a legal entity was unheard in the seventeenth century and 
neither eighteenth and nineteenth century case law nor precedent established 
for their arguments. Both in the United States and United Kingdom, a properly 
called right was protection of privacy interest was mentioned only in dicta and 
judicial philosophy, never as precedent. In fact, the right of privacy in both its 
statutory and constitutional forms is purely an American development. 
The law of privacy is not much developed in India as in the United 
States of America, but the Supreme Court of India had looked for how different 
countries court decided the issue. Historically judicial pronouncement of the 
Supreme Court of India provides the basic resources for both the purposes and 
the content of the right to privacy. The concept of privacy is not new in India, 
the ancient Indian theory of knowledge based on upnisadic literature, 
prescribes meditation, which is to be done without any outside disturbances, 
"The policy underlying the rules regulating the construction of the houses 
found in Grihya sutras, The Ramayana, The Mahabharata manifests ample 
consideration and respect for one's privacy. A person was not to be disturbed 
while studying, sleeping, meditating and while attending and discharging his 
religious duties. The use of curtains as described in the Ramayana is pointer in 
the same direction.'^ Islamic law explicitly protects privacy of home as a 
ftindamental human right. In this context Quran states:'^ This is for your own 
good, so that you might bear in mind, if you find no one in the house do not 
enter it until you are given leave; and if you are told "turn back" then turn back. 
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The Prophet Mohammad (PBUH) also emphasized the right of the people to be 
protected against um-easonable intrusions in to their privacy. In Christianity 
there are several references of privacy. The Bible, the Holy text of Christian's 
states: that in a marriage relationship sexual union is to be done in private. 
Jesus taught his followers to keep their generosity private.''* 
In modem times ' the right to let alone' is being given fresh thought in 
view of invention of new means and methods to outrage one's personal 
domain. The technologies have enhanced the possibilities of invasion into the 
privacy of individual and provided new tools in the hand of eavesdroppers; 
individual privacy is at greater stake than ever before. Computer and internet 
can be used to a mass huge amount of data regarding people profile in it 
various ways, commodity it and deal with it in a manner which could violate 
individual's privacy. The practices commonly used to the internet like, cookies, 
web bugs, hacking, spamming, could lead to the violation of privacy. 
However, in this mad rush, one aspect of human life that every body 
values has been ignored to a point of oblivion privacy. People are concerned 
about privacy. Even in countries other than India where privacy had been 
considered essential to human existence and personal liberty, the concept of 
privacy as a right started generating new thinking with a view to accord it legal 
recognition so that its breach could be remedied by the courts. Privacy was 
being given wider and wider field of operation including there in matter 
pertaining to health, personal communications, family, personal relations and a 
right to be free from harassment and molestation. This development was the 
result of frequent violations of right to privacy to notable personalities and the 
consequent public concern for upholding this right.'^ 
There has been large number of cases alleging the violation of privacy 
which has fiirther increased because of modem technology and investigative 
journalism. The right to privacy derives from an individual right to his (or her) 
own life, liberty, property and pursuit of happiness. The fact that celebrities 
make million, for being popular doesn't meant that they forfeit there rights and 
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become public property, each persons life is his own, celebrity or not. The 
photographer who invaded her privacy deserves moral blame. 
The more serious aspect of this problem is that the allegations of 
violation of privacy are not only against the individuals or media but even 
against the government. Where it is often alleged that it is violating the privacy 
by ordering telephonic communication and secretly monitoring the movements 
of opponents and sometimes of other public figure. 
1.2 Objective of the study 
The concept of privacy originates from the word 'privi' which means 
something very secret. This shows that there are certain actions or moments in 
man's life which he wishes to discharge them without any interference from 
any one. Privacy is an abstract word that has various meanings scope and 
dimensions to individuals depending on each individual's background, 
psychology, beliefs and ethics. However most individual will relates its 
meaning to their right to act freely from unauthorized intrusion and to their 
right to keep what they believe to be private from others. 
Privacy as a legal concept remains vague and obscure in Indian 
jurisprudence. The judges are confused, juris differ and academicians stumble 
in defining the extent, nature and limits of the concept. In India lack of 
authoritative studies on this aspect further complicates the problem. The result 
is that we are yet to have the much needed indigenous definition of right to 
privacy. These consequence results in denial of privacy rather than securing it. 
Only a clear law and literature can out do this definitional dilemma. The aim of 
the research is to solve this problem by providing various meaning and accurate 
definition to the term privacy. 
The concept of privacy is differing from place to place and society to 
society, what is regarded as violation of privacy by one society may not be 
such violation in other. In this society, however there is certain expectation 
which would be taken as much for granted as the air we breathe. There would 
be special privilege arising from the position at birth or from wealth. Each one 
of us would be encouraged to develop our natural abilities to the full, to give to 
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the community the best of which one is capable. Each one of us as a matter of 
right would be able to live in decent and dignified surroundings and to 
withdraw himself from the gaze of others and intrusion in to personal life 
including thing necessary for and incidental to this whenever one's legitimate 
needs as an individual prompted him to do so. 
For rights to become a reality, they must be governed by a system of law 
established by the political authority. 
Rights being immunities denote that there is a guarantee that certain 
things can not or ought not to be done to a person against his will. Therefore, it 
necessitates the establishment of such a legal system which, while granting 
rights should also take in to account the right of others, the life of the group and 
life of mankind as a whole. Privacy is concerned with a man's dignity and 
liberty it is a fundamental human right guaranteed by national and international 
law. It has been an inalienable and integral part of human life since long. 
Initially, it had a very narrower scope as such thought to be included only 'right 
to be let alone" later, the increasing maturity levels of the democratic systems, 
rapid strides in science and technology made its scope more wider the 
researcher in the present study try to find out the real scope of the right to 
privacy in India. 
In a modem state, when means of communication and communication 
networks have undergone a radical change, the threat to the right of privacy 
appears to be real and threatening concern. The basic aim of the research is to 
carve out the separate zone of privacy and will keep a proper balance between 
the compelling interest of individual in particular and society at large in 
general. 
Indian constitution does not include the 'right to privacy' as a 
fundamental right. Its existence, therefore as a constitutionally guaranteed 
fundamental right is debatable right to privacy gained recognition mainly 
through judicial activism. Such right is incorporated under Article 21 through 
various judicial pronouncements. In the light of various judgments given by the 
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court time to time, researcher is trying to find out the answer of these 
questions: 
• Does privacy right fulfill characteristics of a fundamental right? 
• What is the extent and limit of the right to privacy? 
• To what extent judiciary has been succeeded in enforcing such right? 
In our country sole credit goes to the judiciary for recognizing the 
concept. Still a lot more has to be done for the recognition and protection of 
privacy by law. In India as a matter of fact this concept is quiet in primitive 
stage of its development. But its development is bound to have tremendous 
effect on the individual's living. However if we go through various statutes of 
our country to understand the position of the concept of privacy, then we would 
find several provisions which have been enacted for protecting privacy. 
Intrusions upon privacy are gradually becoming the order of the day. It 
has therefore become a matter of great concern; privacy in the sense of 
protection from government intrusion into the private sphere of its citizens is 
still very much in issue. 
On the basis of the above studies the researcher has described some hypothesis 
which is given below: 
1.3 Hypothesis 
1. Right to privacy developed in India is an extension of the fundamental 
rights, provided under the Indian constitution. 
2. Right to privacy is not a new concept it is recognized in various 
religions all over the world. 
3. In India we do not have specific provision dealing with the concept and 
definition of privacy. 
4. The judiciary performs an active role in protecting the right to privacy of 
the person. 
5. Constitutional protection of right to privacy does not include right to 
privacy in cyber age. 
6. Investigative Journalism based on advanced technology leads to 
intrusions in to the individual privacy. 
7. Electronic surveillance is a new threat to the right to privacy. 
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1.4 Review of Literature 
The studies on "Protection of privacy in India" have been conducted by 
researchers of diverse backgrounds. However several studies have been 
conducted on right to privacy in India examining the nature extent and 
magnitude of the problem. In this context how different studies has tackled the 
various dimensions of the problem of protection of privacy in India will be 
examined in the review of the literature in the following pages. 
Hyman Gross" in his book "Privacy its legal protection" laid down that 
privacy can not exist at all without protection. Bare physical intrusion of 
private things can not be secure in private places; all measures to provide 
safeguards for their communication or disclosure are point less. In society there 
are two interest i.e. making privacy secure is one interest and making lives 
properly is another interest." There should be balanced between these two 
interests for the smooth functioning of the society. 
K.K. Mathew^^ in his book "Democracy equality and freedom" laid down, 
Exercise of the right to express oneself might in certain circumstances come 
into conflict with those interest of other individual right to privacy i.e. the right 
of a person to be free at some point from intrusion by society in to his intimate 
and personal affairs. There should be proper balance between the life of a 
person as an individual and his life as a member of society, 
David M.O. Brein*' in his book "Privacy law and public policy" revealed 
logical Fallacies and failure to account for various kinds of privacy interest and 
litigation. Right of privacy is products of social structure, conventions and legal 
policy. Moreover such right does not include when and how one will have 
privacy? Therefore in order to elucidate the legal boundaries of privacy, an 
alternative analysis of privacy must construct a frame work that does not 
confuse privacy and the right of privacy. 
Paul O Higgins^' in his book "Cases and materials on civil liberties" agreed 
that concept of privacy embodies value which are essential to the working of a 
free society. Any general civil remedy would require hardly less general 
qualification in order to enable the court to achieve an acceptable balance 
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between values implicit in respect for privacy and other values of at least equal 
importance in a free society of the unimpeded circulation of true information. 
Govind Mishra^ " in his book "Right to privacy in India", examines critically 
and thoroughly the treatment gives by judges and scholars in India to the 
constitutional aspect of the right to privacy. He throws light on the recognition 
of privacy in the legal and moral norms of ancient Indian society and traces the 
recognition of the right in the customary and statutory law of British and 
contemporary India. 
S.K. Sharma" in his book "Privacy law : A comparative study", had attempted 
to express privacy in national and international perspective. He lay down that 
privacy is the guarantor of individual moral autonomy. A basic value in a 
democratic system of government. Privacy can be defined as the right to 
control one's information and one's physical being. Both rights are closely 
related to the principle of respect for person. Both must be reinterpreted in the 
light of technological context. 
Nandan Kamath" in his book, "A Guide to cyber laws", laid down the 
personal data privacy in the online context. According to him the essence of the 
privacy of the personal data is the understanding that individual can 
legitimately claim that data about themselves. Privacy is the interest that 
individuals have in sustaining a 'personal space' frees from interference by 
other people and organizations. 
D.D. Basu" in his book, "Law of the press", is of the view that privacy is a 
recent development in the realm of law and the stream of its development is 
still flowing. It is very difficult to give an extensive definition of what privacy 
means in law. Loosely it has described as the right of a person to be 'let alone' 
or his right of repose in his private life and home. 
R.K Suri, Parag Diwan, Shammi Kapoor^ " in his book, "Information 
technology laws, law relating to cyber and e-commerce", laid down the classic 
definition of the privacy concept that it consists of the right to be let alone in 
terms of isolation from the scrutiny of others. 
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Colin John Bennett Charles D Raas^ ^ in his book "Policy instruments in 
global perspective", offers a broad and incisive analysis of the governance of 
privacy protection with regard to personal information in contemporary 
advanced industrial states. Based on research across many countries, it 
discusses the goals of privacy protection policy and the changing discourse 
surrounding the privacy issue, concerning risk, trust and social values. 
Mashood A. Baderin in his book, "International Human rights and Islamic 
law", laid down the right to Privacy in Islam, the right to privacy is also 
generally well stressed under Islamic law. The shariah prohibits any unlawful 
intrusion into the private life. Specific aspect of privacy addressed by the HRC 
includes family home, correspondence honour and reputation etc. 
S.P. Sathe '^ in his book "Right to information", laid down that the right to 
freedom of speech and expression often collides with two rival rights namely 
the right to privacy and the right to fair administration of justice. Both the 
rights are protected by the law of tort and contempt of court respectively. 
M.P. Jain in his book "Constitutional law" which has been concerned with 
the several developments which have taken place in the area of Indian 
constitutional law. There has been surfeit of case law after the 60 years of the 
constitutional law. Some of the judicial pronouncement is very significant and 
turning point in the constitutional law. The Supreme Court has been displaying 
a very creative and activist streak. Article 2, has been given a completely new 
orientation. The court has implied a bundle of rights for the people fi-om Art 21 
such as right to privacy etc. 
S.V. Joga Rao '^ in his book, "Law of cyber crimes and Information 
Technology law", laid down that major human rights concern in the cyber 
space is the threat to individual's privacy rights, the vast quantity of personal 
information about the individual is likely to increase rather than decrease. 
Regional bodies such as the Commission of the European Union, have 
attempted to uphold privacy principles by limiting the transfer of personal data 
to countries, which do not offer comprehensive and effective National laws for 
the protection of privacy. 
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Ajay Dash^ " in his book, "Sting operation by media" tries to bring out the 
hidden secrets of the sting he tried to prevent the intricacies associated with the 
skilful tactics in a very lucid manner, taken in to account the right to privacy, 
he comment that the right to privacy and the public right to know are often cast 
as opposite but both are vital in a modem democracy, freedom of media is 
essential in maintaining on informed, confident and prosperous nation. A right 
to privacy is essential in preserving our dignity. 
Prof. Narendra Kumar"'^  in his book, "Constitutional law of India", has 
attempted to express complicated ideas with clarity and accuracy. His work 
incorporates all the important judgments of the Apex Court and the High Court 
related to privacy law in India. 
James. B. Rule and Graham Green leaf'^  in his book "Global Privacy 
protection", traces the birth and early history of privacy, and the need for its 
protection as a public issue. He focuses on controversies over the fate of 
personal data held by government and private institutions in conventional or 
computerized files. He laid down what forms of privacy protection were readily 
accepted in each country and which were contested what different government 
agencies did and did not define roles for themselves in protecting people's 
interest in treatment of 'their' data. 
Hariom Marath^^ in his book, "Justice delayed justice denied", attempt to laid 
down the law relating to privacy he laid down that intrusion into privacy may 
be by legislative provisions, administrative orders and by Judicial orders. The 
legislative intrusions must be tested on the touch stone of reasonableness as 
guaranteed by the constitution and for that purpose the Court can go into the 
proportionately of the intrusion. 
J.N. Pandey^ '* in his book "Constitutional law of India", 46''' Edition of the 
book has been brought up to date by incorporating all constitutional 
developments and judicial decisions relating to the several aspects of the 
privacy protection in India. 
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1.5 Research Methodology 
Law is a normative science that is a science which lays down norms and 
standards for human behaviour in a specified situation or situations enforceable 
through the sanctions of the state. What distinguishes law from other social 
sciences is its normative character. This fact along with the fact that stability 
and certainty of law are desirable goal and social values to be perused, make 
doctrinal research to be of primary concern to a legal researcher. Doctrinal 
research of course, involves analysis of case law, arranging, ordering and 
systematizing legal propositions and study of legal institutions, but it does more 
it creates law and its major tool to do so is through legal reasoning or rational 
deduction.^ ^ 
The present study is based on the doctrinal method of research. The 
researcher has drawn help from various books, articles, newspapers, gazettes, 
report of commissions and committees and judicial decisions. Use of internet 
was also made together, important information relating to the subject of study. 
The research is analytical and descriptive in nature mode of citation is uniform 
through out the work. Articles from journal are cited as suggested by the 
respective Journals themselves. While citing a text book, the author's name is 
cited first, followed by the name of the book, page number and publisher. Place 
of publication and year of publication. 
This research work is limited to statutory provisions, its efficacy, 
achieving the desired objectives, short comings/ loopholes and its impact on 
society though very limited materials are available on the subject but the 
present researcher has made his best possible efforts to incorporate the 
available study materials in the thesis. This topic for study is chosen as the 
researcher is of the view that the issue of privacy protection needs immediate 
attention. 
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1.6 Chapterization 
For the purpose of discussing various aspects of right to privacy in India 
the study is organized in to seven chapters. 
Chapter - 1 
The problem of protection of privacy in India is presented 
in the introduction. Review of literature provides a bird's 
eye view of the research done in the field of "Protection of 
privacy in India". It also states objective of the study, 
hypothesis and methodology adopted to conduct this 
study. 
Chapter-II Chapter two deals with Nature and Concept of privacy, 
this chapter is divided into four parts. First part deals with 
an overview of Nature and Concept of privacy. Second 
part deals with Meaning and Definition of privacy, third 
part deals with basis of privacy and fourth part deals with 
Importance of Privacy. 
Chapter -III Chapter three deals with privacy in religious perspective 
which is divided into four parts. First part deals with an 
overview of privacy under different religions. Second part 
deals with privacy under Hinduism, third part deals with 
privacy under Islam and lastly fourth part deals with 
privacy under Christianity. 
Chapter-IV Chapter four deals with development of privacy in 
National perspective. This chapter is divided into three 
parts. First part deals with an overview of right to privacy 
under National perspective. Second part deals with 
development of privacy in Indian Constitution and third 
part deals with privacy under other Statutes. 
Chapter-V Chapter fifth deals with Development of privacy in 
Comparative International Perspective, this chapter is 
divided into seven parts. First part deals with an overview 
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of Comparative International development of privacy, 
Second part deals with Development of privacy in United 
States of America, Third part deals with Development of 
privacy in United Kingdom, Fourth part deals with 
Development of privacy in Australia, Fifth part deals with 
Development of privacy in Canada, Sixth part deals with 
Development of privacy in Ireland and lastly Seventh part 
deals with Development of privacy in Germany. 
Chapter -VI Chapter sixth deals with Scope of right to privacy in India. 
This is divided into six parts. First part deals with an 
overview of Scope of right to privacy in India and Second 
part deals with right to privacy and telephone tapping, 
Third part deals with right to privacy and HIV/AIDS 
patient, Forth part deals with right to privacy and woman 
dignity and bodily integrity and lastly Fifth part deals with 
right to privacy and Restitution of Conjugal rights. 
Chapter-VII Chapter seventh deals with Emerging Threats of 
Information Technology and privacy. Which is divided 
into four parts. First part deals with an overview of right to 
privacy and emerging threats of information technology? 
Second part deals with privacy and electronic surveillance. 
Third part deals with privacy and internet and lastly Fourth 
part deals with privacy and investigative journalism. 
Chapter -VIII Chapter eighth deals with judicial Approach on right to 
privacy. 
Conclusion and Suggestions 
Devoted a summary of findings, conclusion and 
suggestions with respect to Protection of privacy in India: 
Law and Juridical Concerns based on an in depth study on 
the research problem. 
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CHAPTER-2 
NATURE & CONCEPT OF PRIVACY 
2.1 An Overview 
2.2 Meaning and Definition of Privacy 
2.3 Basis of Privacy 
2.4 Importance of Privacy 
2.5 Recapitulation 
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2.1 An Overview 
The term "Privacy" is used frequently in ordinary language as well as in 
political and legal discussion, yet there is no single definition or analysis of the 
term. The concept of privacy has historical origins from well known 
philosophical discussions, most notably Aristotle's distinction between the 
public sphere of political activity and the private sphere associated with family 
and domestic life. Yet historical use of the term is not uniform, and there 
remains confusion over the meaning, value and scope of the privacy. 
Most theorists take the view that privacy is meaningful and valuable 
concept. Definitions of privacy became prominent in the second half of the 
twentieth century, and deeply affected by the development of privacy 
protection in the law. 
Some define privacy as focusing on control over information about 
oneself, while others define it as a broader concept required for human dignity, 
or crucial for intimacy. Other commentators define privacy as necessary for 
the development of varied and meaningful interpersonal relationship, or as the 
value that accords us the ability to control the access others have to us, or as a 
set of norms necessary not only to control access but also to enhance personal 
expression and choice, or some combination of these. 
Of all the human rights in the international catalogue, privacy is perhaps 
the most difficult to define and circumscribe. Definitions of privacy vary 
widely according to context and environment. Keeping in view the vast 
literature available on the subject, a review of a few important definitions is 
mentioned in this chapter. 
2.2 Meaning and Definitions of Privacy 
It is one of the most difficult tasks to define the term privacy as the 
meaning of privacy varies widely depending upon the context and 
circumstances and the environment. It has been described as "the rightful claim 
of the individual to determine the extent to which he wishes to share himself 
with others: It means right to withdraw or to participate as he sees fit. It also 
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means the individual's right to control dissemination of information about 
himself it is his own personal possession.' 
Privacy originates from the word 'Privi' which means something very 
secret. This shows that there are certain actions or moments in man's life which 
he wishes to discharge them without any interference from any one. A person 
has a right to safe guard the privacy of his own, his family, marriage, 
procreation, motherhood, child bearing and education among other matters. 
None can publish anything concerning the above matters without his consent 
whether truthful or otherwise and whether laudatory or critical.^ 
Then insecurity in Privacy is increasing with the passage of time and 
technological advancement. The psychological prison is thrown around a man's 
life by a complex technology not knowing when and by whom he is being 
watched or overheard. In black stone's time eaves dropper were known who 
listened concealing themselves near walls or windows, but in our day electronic 
surveillance has left no aspect of man's life uncovered. But to equate the Black 
Stonian eavesdropping and the electronic surveillance said justice Douglas, is 
to treat man's first gun powder as the same level as the atomic bomb.^  
All along with others have been described as an added new and 
menacing dimension to familiar threat to privacy ."^  
Describing the conceptual vacuum surrounding the notion of privacy 
Parker has rightly observed that currently, there is no consensus in the legal and 
philosophical literature on a definition of privacy.^  For some, privacy is a 
psychological state, a condition of "being apart from others" closely related to 
alienation.^  According to Gray L. Bostwick Privacy is divisible into three 
components, (a) Repose (b) Sanctuary and (c) intimate decision. These three 
components he holds that the last one is an eminently more dynamic privacy 
concept as compared to repose and sanctuary. For other an important aspect of 
privacy is the freedom not to participate in the activities of others, a freedom 
which is lost when we are forced to hear the roar of automobile traffic or 
breathe polluted air.* 
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Privacy has also been defined by Edward Shills as a zero relationship 
between two or more persons in the sense that there is no interaction or 
communication between them if they so choose.' 
The concept of privacy is used to describe not only rights purely in the 
private domain between individuals but also constitutional rights against the 
state. The former is concerned with the extent to which an individual or media 
is entitled to personal information about another. The latter is about the extent 
to which state can intrude in to the life of the citizens to keep watch over his 
movements. 
According to Black Law Dictionary Privacy means "The right to be let 
alone, the right of a person to be free from unwanted publicity. The term right 
of privacy is generic term encompassing various rights recognized to be 
inherent in concept of ordered liberty and such right prevents governmental 
interference in intimate personal relationship or activities, freedom of 
individual to make fundamental choices involving himself his family and his 
relationship with others."'^ 
According to Webster Dictionary, the term privacy means, "the state of 
being apart from company or observation, seclusion."'' 
According to Oxford dictionary, privacy means the state of being alone 
and not watched or disturbed by other people. The state of being free from the 
attention of the people.'^ 
The term "Invasion of Privacy means the unwarranted appropriation or 
exploitation of one's personality, publicizing one's Private activities, in such a 
maimer as to cause mental suffering, shame or humiliation to person of 
ordinary sensibilities."'^ 
Another noted author Alan F. Westin defines privacy as, "The claim of 
individuals, groups or institutions to determine for themselves when, how and 
to what extent information about them is communicated to others".''* Gaity 
defined Privacy as "an autonomy or control over the intimacies of personal 
identity." Thus the absence of consensus is wide ranging writers on the subject 
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do not agree "whether privacy is one concept or many? *^  Whether privacy has 
independent existence or has parasitic or derivative existence? '^  
They neither agree on the nature of privacy nor on its characteristics. 
Given such diversity. For many scholars, lawyers and administrators, 
Protection of Privacy appears random, adhoc and unprinted. They are led to 
believe that the concept of privacy has no core meaning.'^  In 1888, Cooley 
planted the seed of privacy for the legal profession interest in the soil of the 
Unites States of America, According to him the right to respect for private life 
is the right to be let alone.'* 
A couple of years later in 1890, Warren and Brandies cuhivated the 
notion with the initial analysis of the concept of Privacy.'^ Political, Social and 
economic changes, they argued, entail the recognition of new rights, and the 
common law, in its eternal youth, grows to meet the demand of society. In very 
early times, the law gave a remedy only for physical interference with life and 
property. Later, there came recognition of man's spiritual nature, of his feeling 
and his intellect. Gradually, the scope of these rights broadened and now the 
right to life has came to mean the right to enjoy life the right to be let alone.^ ° 
Recent inventions and business methods call attention to the next step 
which must be taken for the protection of person, and for securing to the 
individual what Judge Cooley calls the "right to be let alone". Instantaneous 
photographs and news paper enterprises have invaded the sacred precincts of 
private and domestic life; the numerous mechanical devices threats to make 
good the prediction that " what is whispered in the closet shall be proclaimed 
from the house tops" the press is over stepping in every direction the obvious 
bunds of propriety and of decency Gossip is no longer the resource of the idle 
and the victims, but has become a trade, which is pursued with industry as well 
as effrontery to satisfy a prurient taste the details of sexual relations are spread 
broadcast in the columns of the daily papers. To occupy the indolent, column 
upon column is filled with idle gossip, which can only be procured by intrusion 
upon the domestic circle. The intensity and complexity of life, attendance upon 
advancing civilization, have rendered necessary some retreat from the world 
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and man, under the refining influence of culture, has become more sensitive to 
publicity, so that solitude and Privacy have become more essential to the 
individual, but modem enterprises and inventions have, through invasions upon 
his privacy, subjected him to mental pain and distress, far greater than could be 
inflicted by mere bodily injury.^ ' 
Relying upon the opinion of Yates J., in Miller v. Taylor^ ,^ they have 
argued that the common law secures to each individual the right of determining 
ordinarily; to what extent his thoughts, sentiments and emotions shall be 
communicated to others. No other has the right to publish one's productions in 
any form without his consent. This right is wholly independent of the material 
on which, or the means by which, the thought, sentiment, or emotion is 
expressed. It is entirely independent of the Copy right laws. Analyzing other 
cases, they concluded that the protection afforded to thoughts, sentiments, and 
emotion, expressed through the medium of writing or of the arts, so far as it 
consists in preventing publication is merely an instance of the enforcement of 
the more general right of the individual to be let alone. The Principle which 
protects personal writings and all other personal productions, not against theft 
and physical appropriation but against publication in any form, is in reality, not 
the principle of private property, but that of inviolate personality. 
Thus concluded they were of the opinion that the existing law affords a 
principle which may be invoked to protect the privacy of the individual from 
invasion either by the too enterprising press, the photographers, or the 
possessor of any other modem device for recording or reproducing scenes or 
sounds. But since the latest advances in photographic art have rendered it 
possible to take pictures surreptitiously, the doctrine of contract and of tmst are 
inadequate to support the required protection, and the law of tort must be 
resorted it. '^* 
The principle which protects personal writing and any other productions 
of the intellect or of the emotions is the right to privacy, and the law has no 
new principle to formulate when it extends this protection to the personal 
appearance, sayings, and acts and to personal relation, domestic or otherwise. 
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In 1960, Prosser, having analyzed the concept in several judicial 
pronouncement concluded that the law of privacy comprises four distinct kinds 
of invasions of four different interests of the plaintiff, which are tied together 
by the common name, but otherwise have almost nothing in common except 
that each represents an interference with the right of the plaintiff in the phrase 
coined by judge Cooley, "to be let alone"?^ 
These four torts may be described as follows: 
1. Intrusion upon the plaintiff's seclusion or solitude, or into the Privacy 
action which has been allowed in cases like a young man intruding upon 
a woman in childbirth", "Intruding into the plaintiffs name, his hotel 
room and a woman's state-room on a steam boat" and "for as illegal 
search of her shopping bag in a store, "will overlap, to a considerable 
extent at least, the action for trespass to land and chattels. This principle 
was, however, extended to eaves dropping upon private conversations 
by means of wiretapping and microphones. The tort has been found in 
the case of unauthorized preying in to the plaintiffs bank account and as 
illegal blood test. It is clear, however, that there must be something in 
the nature of preying or intrusion which must be offensive or 
objectionable to a reasonable man. It is clear also that the thing into 
which there is preying or intrusion must be, and be entitled to be, 
private. On the public street, or in any other public place, the plaintiff 
has no right to be alone, and it is no invasion of his privacy to do no 
more than follow him about. On the other hand, when he is confined to a 
hospital bed and in all probability when he is merely in the seclusion of 
his home, the making of photography without his consent is an invasion 
of a private right of which he is entitled to complain. It appears obvious 
that the interest protected by this branch of the tort is primarily a mental 
one. It has been useful chiefly to fill in the gaps left by trespass, 
nuisance, the International infliction of mental distress, and whatever 
remedies there may be for the invasion of constitutional rights.^ ^ 
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2. Public disclosure of embarrassing private Facts about the plaintiff 
because of its background of personal annoyance from the press, the 
article of Warren and Brandies was primarily concerned with the second 
form of the tort, which consists of public disclosure of embarrassing 
private facts about the plaintiff. The tort, in question is explained by the 
California Court in Melvin v. Reid,^ ^ a prostitute was prosecuted for the 
charge of murder in a sensational murder trial. After her acquittal she 
had abandoned her life of shame, became rehabilitated married a man 
named Melvin and had led a life of rectitude in respectable society, 
among friends and associates who are unaware of her earlier career. 
Seven years afterward the defendant made and exhibited a motion 
picture, called "The Red Kimono", which enacted the true story and 
ruined her new life by revealing her past to the world and her friends, 
relying in part upon a vogue constitutional provision that all men have 
the inalienable right of "pursuing and obtaining happiness, the court held 
that this was an actionable invasion of her right of privacy. 
3. Publicity which places the plaintiff in a false light in the public eye. The 
false light cases obviously differ from those of intrusion or disclosure of 
private facts. The Interest protected is clearly that of reputation, with the 
some overtones of mental distress as in defamation. There is a 
resemblance to disclosure; but the two differ is that one involves truth 
and the other lies, one private or secret facts and the other invention both 
require publicity. There has been a good deal of overlapping of 
defamation in the false light cases, and apparently either action or both 
will very often lie. The privacy cases do go considerably beyond the 
narrow limits of defamation, and doubt have succeeded in affording a 
needed remedy in a good many instances not covered by the other 
tort.^ ^ 
4. Appropriation, for the defendant's advantages, of the plaintiffs name or 
likeness- there is little indication that Warren and Brandies intended to 
direct their article at the fourth branch of the tort, the exploitation of 
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attributes of the plaintiff's identity. It consists of the appropriation, for 
the defendant's benefit or advantage, of the plaintiffs name or likeness. 
There are many great decisions in which the plaintiff has recovered 
when his name or picture or other like has been used without his consent 
to advertise the defendant's product, or to accompany an article sold^°, 
to add luster to the name of a corporation '^, or for other business 
purposes . It is the plaintiffs name as a symbol of his identity that is 
involved here, and not his name as a mere name. It seems sufficiently 
evident that appropriation is quite a different matter from intrusion, 
disclosure of private facts, or a false light in the public eye. The interest 
protected is not so much as mental as proprietary one, in the exclusive 
use of the plaintiff name and likeness as an aspect of his identity .^"^  
It has been observed that Prosser's re-examination presents a paradox 
either there is no single privacy interest and privacy is inherently ambiguous, or 
privacy can be adequately protected by other interests in which case protection 
of privacy parse is redundant.^ '* 
According to Richard B. Parker Privacy is control over when and by 
whom the various parts of us can be sensed by others.^ ^ 
Explaining the term 'Sensed' as used in the above definition, Parker says that 
by 'sensed' is meant simply seen, heard, touched, smelled or tasted. 'Sense' is 
used in the above definition, as a summary for the verbs "see", "hear", "touch", 
"smell" and "taste", as these words are ordinarily used. By 'parts of us' is 
meant the parts of our own bodies, or voices, the products of our bodies and 
includes objects very closely associated with us. By' closely associate' is meant 
primarily what is especially associated. The objects which are "parts of us" are 
objects we usually keep with us or locked up in a place accessible only to us. 
"In our culture", Parker observes," these objects might be the contents of our 
purse, pocket or safe deposit box or the pages of our diaries. For some other 
culture these objects might be eating utensils or the inside of a personal 
shrine.^ ^ 
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Parker further maintains that there is no necessary connection between a 
loss of control over private information and a loss of privacy. If we tell 
someone that we are homosexual, we lose control over private information, but 
we do not necessarily lose privacy. This distinction led Parker to view the 
collection of data by government and other institutions, as described by Westin 
and Miller, not as a loss of privacy parse, but rather a threat to one privacy .^ ^ 
It may be observed that parker has ruled out psychological factor in the 
defmition of privacy, but his ideal definition based on data is nothing but 
"shared institutions", a psychological element, Again, Parker think a defmition 
of privacy relative to a particular culture is undesirable but while describing the 
term closely associated^* he falls back upon our culture to identify objects 
closely associated with us. 
According to Ruth Gavison, there are three elements in privacy secrecy, 
anonymity and solitude. It is a state which can be lost, whether through the 
choice of the person in that state or through the action of another.^ ^ 
Gavison point out that if something in common is found, a simple 
definition of privacy can be provided. If there is no doubt or controversy 
concerning the dictates of the ideal of truth, no other criterion should be met, 
and the ideal of truth need not be compromised."*" 
Gavison maintains that perfect privacy is impossible in any society and 
total loss of privacy is as impracticable as perfect privacy. The more important 
concept, according to him, is therefore, loss of Privacy. He defines it as 
follows: 
Privacy is a situation (or a condition) of an individual vis-a-vis others, 
which is related to the extent to which one is known to others, is physically 
accessible to others, and is the subject of others 'interest' and attention.'*' 
Robert Ellis Smith, editor of the privacy journal, defined privacy as "the desire 
by each of us for physical space where we can be free of interruption, intrusion, 
embarrassment or accountability and the attempt to control the time and 
manner of disclosures of personal information about ourselves .'*^  
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According to Edward Bloustein, Privacy is an interest of the human 
personality. It protects the inviolate personality the individuals' independence, 
dignity and integrity/^ 
In defining privacy Hymon Gross appears to oscillate between viewing 
it as a "condition of life as a form of control". In his first articles he defines it 
in the following words: 
Privacy is the condition of human life in which acquaintance with a 
person or with affairs of his life which are personal to him is limited. 
In his another article on the same subject, in which the first article is not 
referred to, he describes privacy as: 
The condition under which there is control over acquaintance with one's 
personal affairs by the one enjoying it.'*'* 
Gross further explains the meaning of 'Control' in the context of privacy 
according to his analysis, if A voluntarily exposes himself to B, by either 
giving B some information or by enabling B to overhear A's conversation, and 
if B is bound by some convention obligating him not to disclose the 
information thus acquired, A loss no 'control' over the information, although 
he opens himself to a risk of loss of 'control', voluntary exposure without the 
presence of restrictive convention, or acquisition of information about A 
against his wish despite his efforts to prevent it are instances of loss of 
control.^ ^ 
Charles Fried offers the following defmition: Privacy is not simply an 
absence of information about us in the minds of others; rather it is the control 
we have over information about ourselves. The person who enjoys privacy is 
able to grant or deny access to other privacy, thus, is control over 
knowledge about oneself'*^ 
Arthur R. Miller, also defines privacy as the 'individual's ability to 
control the circulation of information relating to him, a power that often is 
essential to maintaining social relationship and personal freedom.'*^  
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According to Julie Inness 'Privacy' is the state of possessing control. 
Over a realm of intimate decision, which includes decision about intimate 
access, intimate information and intimate actions/* 
According to William Parent, privacy is the condition of not having 
undocumented personal information known or possessed by others. Parent 
stresses that he is defining the condition of privacy, as a moral value for people 
who prize individuality and freedom and not a moral or legal right to privacy. 
Personal information is characterized by parent as factual and these are facts 
that most persons choose not to reveal about themselves, such as facts about 
health, salary, weight, sexual orientation etc. personal information is 
documented, on parent view, when it belongs to the public record that is, in 
news papers, court records, or other public documents. Thus once information 
becomes part of a public record there is no privacy invasion. 
Constitutional right to privacy is viewed by parent as better understood 
as an interest in liberty, not privacy. In sum there is a loss of privacy on 
parent's view, only when other requires undocumented personal information 
about an individual."*' 
In 1990, the Calcutt committee in the United Kingdom adopted its 
definition on privacy as "the right of the individual to be protected against 
intrusion in to his personal life or affairs, or those of his family, by direct 
physical means or by publication of information."^ *^  
The Preamble to the Australian Privacy charter provides that, "people 
have a right to the privacy of their own body. Private space, privacy of 
communications, information privacy (right concerning information about a 
person) and freedom from surveillance" A free and democratic society 
requires respect for the autonomy of an individuals and limits on the power of 
both state and private organization to intrude on that autonomy. Privacy is a 
value which underpins human dignity and other key values such as freedom of 
association and freedom of speech. Even those privacy protections and 
limitations on surveillance that do exist are being progressively undermined by 
technological and administrative changes. New forms of protection are 
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therefore required. It should not be assumed that a desire for privacy means that 
a person has 'something to hide'. Privacy is basic human right and the 
reasonable expectation of every person. People who wish to protect their 
privacy should not be required to justify their desire to do so. The maintenance 
of other social interests (public and private) justifies some interference with 
privacy and exceptions to these principles. The onus is on those who wish to 
interfere with privacy to justify doing so.^' 
The conclusions reached at the Nordic Conference of jurists in May, 
1967 give a considerable broader definition of the legal field covered by the 
concept of privacy. According to these conclusions, the right to privacy means 
the right of the individual to lead his own life protected against. 
• Interference with his private, family and home life. 
• Interference with his physical or mental integrity or his moral or 
intellectual freedom. 
• Attacks on his honour or reputation. 
• Being placed in a false light. 
• The disclosure of irrelevant, embarrassing facts relating to his private 
life. 
• The use of his name, identity or likeness. 
• Spying, drying, watching and besetting. 
• Interference with his correspondence. 
• Misuse of his private communications, written or oral. 
• Disclosure of information given or received by him in circumstances of 
professional confidence.^ ^ 
Privacy is recognized around the world in diverse regions and cultures it 
is protected in the Universal Declaration of Human Rights, the International 
Covenant on Civil and Political Rights, and in many other international and 
Regional Human right treaties. 
The modem privacy bench mark at an international level can be found in 
the 1948 Universal Declaration of Human Rights, which specifically protects 
territorial and communications privacy. Article 12 states: No one should be 
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subjected to arbitrary interference with his privacy, family, home or 
correspondence, nor to attack his honour or reputation everyone has the right to 
the protection of the law against interferences or attacks.^ ^ 
Numerous international human rights treaties specially recognize 
privacy as a right. The UN Convention on Migrant workers^ '* and the UN 
Convention on Protection of the Child^ ^ adopt the same language.^ ^ On the 
regional level, various treaties make these rights legally enforceable. Article 8 
of the 1950 convention for the protection of Human rights and fundamental 
freedom states: 
1. Every one has the right to respect for his private and family life, his 
home and his correspondence. 
2. There shall be no interference by a public authority with the exercise of 
this right except as in accordance with the law and is necessary in a 
democratic society in the interests of national security, public safety or 
the economic well being of the country, for the prevention of disorder or 
crime, for the protection of health of morals or for the protection of the 
rights and freedom of others.^ ^ The convention created the European 
commission of Human Rights and the European Court of Human Rights 
to oversee enforcement. Both have been active in the enforcement or 
privacy rights and have consistently viewed Article 8 protections 
expansively and interpreted the restrictions narrowly.^ * The commission 
found in 1978, the right to respect "private life" is the right to privacy, 
the right to live, as for as one wishes, protected from publicity 
In the opinion of the commission, however, the right to respect for 
private life does not end there. It comprises also to a certain degree the right to 
establish and develop relationships with other human beings, especially in the 
emotional field for the development and fulfillment of one's own personality.^ ^ 
India is a signatory to the International Convention on Civil and 
Political Rights, 1966 "^ which, by Article 17 provides that (1) No one shall be 
subject to arbitrary or unlawful interference with his privacy, family, human or 
correspondence, nor to lawful attacks on his honour and reputation. '^ 
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Before examining constitutional position in India as well as the world 
over, it may be necessary to examine the guidelines along with the extent of the 
right to privacy may be determined. The guidelines, which may be generally 
taken as accepted, have been framed by a European organization, named the 
Organization for Economic Co-operation and Development (OECD) in 1980. 
The principles are as follows :^ ^ 
1. Collection limitation Principle: There should be limits to the 
collection of personal data and any such data should be obtained by 
lawful and fair means and where appropriate, with the knowledge or 
consent of the data subject. 
2. Data quality Principle: Personal data should be relevant to the 
purposes for which they are to be used and, to the extent necessary for 
that purposes, should be accurate, compete and kept up to date. 
3. Purpose specification Principle: The purposes for which personal data 
are collected should be specified not later than at the time of collection 
and the subsequent use limited to the fulfillment of those purposes or 
such others as are not incompatible with those purposes and as are 
specified on each occasion of change of purpose. 
4. Use limitation principle: Personal data should not be disclosed, made 
available or otherwise used for purpose other than those specified in 
accordance with (Principle 3) except: 
(a) With the consent of the data subject; or 
(b) By the authority of law. 
5. Security safeguards Principle: Personal data should be protected by 
reasonable security safeguards against such risks or loss or unauthorized 
access, destruction, use modification or disclosure of data. 
6. Openness Principle: There should be a general policy of openness 
about developments, practices and policies with respect to personal data. 
Means should be readily available of establishing the existence and 
nature of personal data, and the main purposes of their use, as well as 
the identity and usual residence of the data controller. 
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7. Individual Participation Principle: An individual should have the 
right: 
(a) to obtain from a data controller, or otherwise, confirmation of 
whether or not the data controller has data relating to him; 
(b) to have communicated to him, data relating to him; 
• with in a reasonable time; 
• at a charge, if any, that is not excessive; 
• in a reasonable manner; and 
• in a form that is readily intelligible to him; 
(c) to be given reason if a request made under sub paragraph (a) and 
(b) is denied, and to be able to challenge such denial; and; 
(d)to challenge data relating to him and, if the challenge is 
successful to have the data erased, rectified, completed or 
amended. 
8. Accountability Principle: A data controller should be accountable for 
complying with measure which gives effect to the principles stated 
above. 
Privacy as a legal concept remains vague and obscure in Indian 
Jurisprudence. The judges are confused, Jurist differs and academicians 
stumble in defining the extent, nature and limits of the concept. Though the 
problem of defining privacy is not limited to Indian Jurisprudence, here lack of 
authoritative studies on this aspect further complicates the problem.^ "* The 
Indian judges and Jurists have not made an attempt to define privacy. They 
have relied largely on foreign definitions and court ruling in this regard.^ ^ 
Some among them have admitted their despair in trying to define it while some 
other complains that it has overtones beyond legal orbits and hence evades 
defmition.^ ^ 
The result is that we are yet to have the much needed indigenous 
definition of right to privacy, because privacy as a value changes from place to 
place and society to society. What is regarded as violence of privacy by one 
society may not be such violation in another. Indian courts have traced the 
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genealogy of our fundamental rights to ancient times; even to the Vedic period. 
These rights enable a man to chalk out his own life in the manner he likes best 
and are manifests of men inviolable and fundamental freedom Right to privacy 
fulfills the characteristics of a fundamental right. The concept of privacy was 
known and developed in India even in the ancient period and was a cherished 
value. Further privacy is an expressed fundamental right in various 
constitutions of many major democratic republics and United Nations 
Declaration of Human Rights.^' 
Taking cue from the American Court the apex Court of India has also 
categorically ruled that privacy is a right implicit in right to life and liberty 
which can be conferred the status of Fundamental right.^ * 
2.3 Basis of Privacy 
In early time the law gave remedy only for physical interference with 
life and property for trespass. Then the right to life served only to protect life 
from battery in its various forms; Liberty meant freedom from actual restraint 
and the right to property secured to all the individual, his land and cattle; later 
there came a recognition of spiritual nature of his feeling and his intellect. 
Gradually, the scope of these legal rights has come to mean the right to enjoy 
the life, the right to be let alone.^ ^ 
Generally speaking, a civilized man has a different concept of life and 
consequently of his home. The danger of not having a private zone for every 
individual was indicated by Douglas J. He said, "That a time may come when 
no one can be sure whether his words are being recorded for use at some future 
time. When everyone will be in fear that his most sacred thoughts are no longer 
his own but belong to the Government, when the most confidential 
conversation are open to eager, prying ears; when that times comes privacy and 
with it liberty is gone." 
If a man's privacy is invaded at will who can say that he is free? If his 
every word is taken down and evaluated or if he is afraid of every word he 
says, who can say he enjoys freedom of speech? If his conversations with his 
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associate are purloined, who can say that he enjoys the freedom of 
association?^" 
The demand that individual privacy be respected is becoming more 
common and more instant in our age. This probably reflects a rapidly 
increasing need for privacy arising from converging ecological, cultural, 
technical and social changes. The population explosion together with modem 
urbanization has made it much more difficult for the individual to get away 
physically and psychologically, from the crowd of strangers around him. The 
growing allegiance to political individualism and moral autonomy has caused 
the individual to resent and resist legal regulation and social interference more 
intensely. At a time when bugging and other techniques of surveillance have 
been perfected to an alarming degree, the development or computers enables as 
to store and retrieve vastly increased amount of information about any 
specified individual in even very large populations. Finally, as organizations 
have grown larger in size and more bureaucratic in structure, their tendency to 
invade the life of the individual has grown space in the United States, 
whatever may be the case in other societies, the legal system has responded to 
these changes by relying mainly on statutory safeguards.^ * 
That the individual shall have full protection in person and in property is 
a principle as old as Common law, but it has been found necessary from time to 
time to define a new, the exact nature and extent of such protection Political, 
social and economic changes entails the recognition of new rights, and the 
common law in its eternal youth, grows to meet the demand of society, the 
right to liberty secures the exercise of extensive civil privileges.^ ^ 
The intense intellectual and emotional life and the heightening of 
sensations which came with the advancement of civilizations made it clear to 
man that only a part of the pain, pleasure and profit of life lay in physical 
things. Thought emotions and sensations demanded legal recognition and the 
beautiful capacity for growth which characterizes the common law enabled the 
judges to afford the requisite protection, without the interposition of legislature. 
Recent invention and business method call attention to the next step which 
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must be taken for the protection of the person, and for securing to the 
individual what judge coolly calls the right to be let alone. Instaneous 
photograph and news paper enterprise has invaded the sacred precincts of 
private and domestic life; and numerous mechanical devices threaten to make 
good the prediction that "What is whispered in the closet shall be proclaimed 
from the house tops". For years there has been a feeling that the law must 
afford same remedy for the unauthorized circulation of portraits of private 
persons, and the evil of invasion of privacy by the news papers long keenly felt 
has been but recently discussed by an able writer. 
Of the desirability indeed of the necessity of such protection, there it is 
believed to be no doubt that the press is over stepping in every direction the 
obvious bounds of propriety and of decency. Gossip is no longer the resource 
of the ideal and of the vicious, but has become trade, which is pursued with 
industry as well as effrontery. To satisfy a prurient taste the details of sexual 
relations are spread broadcast in the column of the daily news papers. To 
occupy the indolent, column upon column is filled with idle gossip, which can 
only be processed by intrusion upon the domestic circle. The intensity and 
complexity of life, attended upon advancing civilization have rendered 
necessary some retreat from the world, and man, under the refining influence of 
culture has become more sensitive to publicity, so that solitude and privacy has 
become mere essential to the individual. 
2.4 Importance of Privacy 
"Privacy is the interest that individual have in sustaining a 'Personal 
space' free from interference by other people and organization.^ '* 
Privacy as defined in black dictionary. Right of a person and the persons 
properly to be free from unwanted public scrutiny and exposure privacy as a 
right has changed by leaps and bounds in recent times. The theory that an 
action may lie for the invasion of the right of privacy or as it has been said, the 
right to be let alone was propounded in 1890 by two American lawyers Samuel 
D Warren and Louis D. Brandeis.^ ^ 
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lilllIK iiiii liliMil Jnfilfi i i i l l Right to privacy is a violable Human right. The quest of privacy is an 
inherent instant of all human beings. As a matter of fact it is a natural need of 
an individual to establish individual boundaries with almost perfect seclusion it 
is the ability of an individual or group to seclude them or information about 
themselves and there by reveal them selectively.^ ^ 
The right to privacy is deeply connected with a person self respect, that 
invasion of privacy being connected to shame and dignity. Liberal political 
theory makes essential use of this category in assessing the permissible sphere. 
Privacy has always been considered as a mark of privilege. Privacy is the 
quietest of our freedoms, because it serves to prevent the simple pain of 
embarrassment. The exposure of certain behaviour, actions or physical 
attributes to the public may cause embarrassment especially when individuals 
keep those behaviours, actions or physical attributes from the view of other 
'7fi 
based upon social practices. As a society we are upset about such disclosure, 
not because they reveal a secret; rather we are upset because these aspects of 
human life have been socially relegated to the private sphere and as such are 
connected to human dignity.^' 
Privacy is also valuable in its ability to construct intimacy. The ability to 
selectively reveal personal information partly creates intimacy. Intimacy must 
exist between two individuals in order for their relationship to evolve from the 
basic respect due to all human beings in to relationship of trust. Friendship or 
love- privacy fosters the construction of deep social relationship by allowing 
individuals to display certain behaviors unseen in public areas such as 
playfulness, child likeness and certain types of physical touching. Surveillance 
arguably could inhibit the free and spontaneous display of care and affection 
toward others. 
Basically, Privacy serves three essential purposes for those who value 
human dignity and flourishing. Individuality, intimacy and liberty. Privacy is 
essential to our sense of self. We have a conversation with ourselves in our 
heads, and then we speak and act among others. By being allowed privacy, we 
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can create and restore our individual self. At it most cemented, privacy permits 
and sustain individuality.**' 
According to Edward Bluestein "The man who is compelled to live 
every minute of his life among others, and whose every need, thought desire, 
fancy or gratification is subject to public scrutiny, has been deprived of his 
individuality and human dignity. Such an individual merges with the mass. His 
opinions, being public, tend never to be different his aspirations, being known, 
tend always to be conventionally accepted ones. His feeling being openly 
exhibited, tend to lose their quality of unique personal warmth and to become 
the feeling of every man (or woman) such a being is not an individual."*^ 
In practice, privacy in society can be absolute. Other values, including security 
compete with liberty and its component parts, of which privacy is one 
Compromise is made. The legitimacy of the compromise depends partly on the 
integrity and transparency of the process through which the compromise are 
reached, partly on the legitimacy of the authority that decides the final shape of 
the compromise and party on the accountability of those who exercise new 
powers that curtails privacy.*^ 
Another value of privacy is that it protects against improper uses of 
personal information. This is the value of privacy that integration affects the 
most. The misuse of personal information occur in two ways, first it can unduly 
influence on otherwise fair process that distributes benefit and burdens. 
Employment opportunities, political offices and respect as well as 
animosity, disrespect and imprisonment are granted or denied us based upon 
information about ourselves if society allocates these social benefits and 
burdens based upon inaccurate information technology accurate but misleading 
information or inappropriately considered information, unfairness may result. 
Second the misuse of information can make us vulnerable to unlawful, 
disingenuous and prejudicial acts. Not only the knowledge of our home phone 
number and address expose us to harassers and stalkers, but accessible personal 
mformation can also make us vulnerable to identity theft, vulnerability of 
individuals can result in significant social consequences. Such vulnerability can 
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chill individuals from engaging in perfectly legal, but unpopular activities that 
can corrode private experimentation deliberation and reflection. This self-
suppression can result in bland, unoriginal thinking and could undermine the 
self critical.^ ^ 
Many authors and human liberty activists, concerned with privacy have 
adopted the slogan "Knowledge is power", but not in the positive approach that 
teachers preach to motivate their students to learn. The acquisition of 
information about the communications and interactions between people has 
been expressed as, violation of a citizens right to privacy in the interest of 
allowing some individuals to exploit other. Whether for financial, political or 
personal reasons.^ '* We must be very concerned about technology impact on 
Privacy and power. Once the public realize how much information can be 
collected and used against them in modem times, they behave "for the record" 
and lose their freedom of actions and expressions, and care more about how 
levels of authority will perceive them. The government's use of any 
surveillance techniques actually manipulates people behaviors. People speak 
more freely when they don't think any one is taking down what they say. The 
idea of free speaking in a world of audio and visual surveillance translates to 
the idea of free typing in the computer world. Justice Brennam of the Supreme 
Court once said. "Electronic surveillance strikes deeper than at the ancient 
feeling that a man's home is his castle; it strikes at freedom of communication, 
a postulate of our kind of society Freedom of speech is undermined where 
people fear to speak unconstrainedly in what they suppose to be the privacy of 
home and office."*^ 
With the rise of technology, unprecedented changes in the exchange of 
information must be closely analyzed in relation to the survival and protection 
of the individual, which has only begun to implant the idea that people every 
where require explicit privacy rights. This technology links to privacy by way 
of the law. The main purpose of establishing enforceable law is to enable 
individuals to survive along side of other individual. 
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2.5 Recapitulation 
The concept of privacy is not a simple or isolated issue. Its protection 
through law inevitably conflicts with other important values. Privacy is an 
unusually broad term, encompassing both fundamental constitutional rights 
such as freedom from government intrusions into homes and the right of 
citizens to make decisions about marriage, contraception and abortion and less 
well define, and arguable less critical issues. 
Privacy is subjective and often emotional issue, what threatens 
individual's sense of privacy may not concern another person. Sociologist as 
well as psychologist agrees that a person has a fiindamental need for privacy. 
Most discussion about this extremely intricate subject take as their preliminary 
point the phrase 'the right to be let alone' coined by Cooley and adopted by 
Warren and Brandies in a Seminal Harvard Law Review article, which has 
been held as providing the basis for the birth and development of the law in this 
area. 
It is one of the most difficult task to define the term privacy, as the 
meaning of privacy varies widely depending upon the context and 
circumstances. It has been described as the rightful claim of the individual to 
determine the extent to which he wishes to share himself with others. It means 
right to withdraw or to participate as he sees fit. It also means the individual's 
right to control dissemination of information about himself in his own personal 
possession. 
In a nutshell it may be inferred that privacy as a right has acquired 
varied dimensions but the conceptual and ideological vacuums persist even 
today. It would not be wirong to admit that privacy as a concept is the brain 
child of neo-liberalist philosopher even through its existence can be found in 
every legal system. Privacy is one legal right which is intricately indulged in 
the social pattern and is influenced by it. The varied approaches discussed 
above clearly indicate that this philosopho-legal concept can not be 
circumscribed into water tight compartments nor can there be a universal 
approach to privacy of course there are few incidents that are common to all 
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legal systems irrespective of time. But the similarities seem very small and 
when we settle down to analyze the variations it would lead us to a plethora of 
contradictory and irreconcilable ideological approaches. 
We do not have sound legal frame work and clear concept of privacy. 
This in consequence results in denial of privacy rather than securing it. Only a 
clear law and literature can out do this definitional dilemma thus making way 
towards securing individuals their privacy not as a privilege of few but as a 
matter of right for all. 
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CHAPTER - III 
RELIGIOUS PERSPECTIVE OF PRIVACY IN INDIA 
3.1 An Overview 
3.2 Privacy under Hinduism 
3.3 Privacy under Islam 
3.4 Privacy under Christianity 
3.5 Recapitulation 
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3.1 An Overview 
Man's need for Privacy is rooted in his animal origins and that men and 
animals share several basic mechanisms for claiming privacy among their own 
fellows. But human beings are individuated differently in different culture. The 
value of a culture lies not only in raising and enlarging the internal man but 
also in shaping his external existence and advancement towards high and great 
ideals. Thus the growth of man's total personality is, to a great extent, 
predicated upon a sound political, economic and social institution. 
India is very rich in its customs and traditions which keep it people 
binding together. In India Hindus, Muslims, Christians, Sikhs and many other 
religious sects live side by side in relative harmony. The right to privacy is one 
of the fundamental rights recognized in the world over. If we go through the 
religious texts we find special references to privacy in ancient Greek Literature, 
in various Sanskrit epics viz The Mahabharata and The Ramayana and in 
Puranic literature. In Islam the principles that define the boundaries of privacy 
are rooted in the textual source of Islamic law, The Quran and The Sunna 
(Tradition) of the Prophet Mohammad (PBUH). In Christianity Privacy is 
accepted as a social norms, one can see several references of privacy in the 
Holy Bible. In the present chapter researcher is trying to analyze religious 
aspects of privacy in different religions. And how the need of privacy was 
accepted by ancient societies? Is the evolufion of privacy as a legal right of 
recent origin? All these issue will be discussed in details. 
3.2 Privacy under Hinduism 
(Udhyog Parva207) 
(Mahabharata) 
Hinduism is the third largest and the oldest religion of the world No one 
is actually certain how old is Hinduism but it can be said with certainly that 
Indus valley civilization contributed some ideas to Hindu religion. One 
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commentator describes Hinduism as, More than just a creed it is a total 
culture, a way of life based on the belief in the unity of all creation. Hindus, see 
humankind not as an entity separate from animals, but rather as an integral part 
of the universe that includes all living creatures. In Hindu doctrine, all living 
creatures, including insects, plants, trees are thought to enjoy a kinship with 
one another and to be worthy of respect and life.' 
Every society in the course of its Evolution gathers certain intellectual 
ethical and spiritual values. The aggregate of these values can perhaps be said 
to be the culture of society at a given period of time. The belief, the dogmas, 
the prediction and the antipathies of the people constituting the society have all 
a share in the formulation of these values. In matters of religious and spiritual 
pursuits interference or disturbance of any kind was prohibited. The following 
text of Rig-Veda clearly establishes the concern and awareness of privacy in 
the ancient society. 
^ 3TR^ -fJTcf e^RfcT mrf t^qlcr ^ viH: I 
(One ought to build such house which may sustain and protect the 
inmates in all seasons and be comfortable. The passers by may not see the 
inmates nor the inmates see them). 
In the description of house in the various Hindu epics i.e. Ramayan and 
Mahabharata, Grihya Sutras and Arthashastra a well developed sense of 
privacy has been discussed there. 
Privacy in the Ramayana 
The General rule that a woman ought not to be seen by a male strangers 
seems to be well established in the society described in the Ramayana. There 
are lots of exception as found in the following texts illustrate and prove the 
rule. 
^ aJc^ ^ f^^ ^ ^ ^ ^ST^ f^ 5RIT: 11" 
At the time of calamity, during physical and mental ailment, during war, 
in Swayambar, during performance of religious rites and during marriage 
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ceremony if a woman is seen by strangers, no wrong is said to have been 
committed. 
The following two texts exemplify the practice of privacy veiling the 
eyes among the women, Ravan, the demon king, was killed in the battle field. 
His wife, Mandodari, comes out of the palace with out putting any veil and 
using any conveyance addresses her (deceased) husband as follows: 
^ ^ ^ ^ ^edfJlcgbcil HlPl6Hc|JJ,l"cidl*tl 
Why don't you get angry seeing me coming all the way from the city 
gate as pedestrian and without veil. 
tR^^TS^R "^Rf^ ^ ^ dvAjilc|Jl,u6HI't 
Discarding their veils and there by disregarding 
Shame, all your wives have come out seeing 
All these why don't you get angry? 
In the following text the use of curtain in the house is described: 
m ^ H '^^ >W d<mi^ cijifciWd I 
#S?^TRim ^ c T ^ ^ fcR>E^ T^f?>PfRRT: I T 
Having gone very near to the sleeping room where there was a curtain 
only, the ministers started blessing the king. 
The following text indicates that an attempt to see or over hear any 
confidential deliberations between two persons, was considered a wrong for 
which capital punishment used to be awarded. 
^: J^ufffcT 9\M4\ Wf^ 'Hf^ dldcl | 
Regard being had to the words of the sage, let others know that any body 
who will overhear our conversations or see us talking shall be killed. 
Impersonation was considered a wrong and was punishable, once Indra, 
the king of gods, made himself to appear as the sage, Gautam and entered his 
cottage in his absence and had sexual intercourse with his wife, Ahalya, 
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Gautam, on his return to his cottage, saw Indra posing himself as Gautam and 
said: 
TR ^ 'HIHI'i^illil ^cRHRft "^^^ I 
You impersonated me and did what ought not to have been done. As 
punishment for which you will be deprived of your testicles. 
Long ago, there happened a secret event when I was cursed. I will let 
you know that secret event of my life today. 
The following texts reveals yet another norm of he society related to 
privacy, that seeing a sleeping woman other than one's wife was also 
prohibited when Hanuman reached Lanka, he started inspecting the inner-
section of the palace in course of searching Sita. He entertained a doubt about 
the propriety of his action. 
Plil«H|U||JiT ^KR^: f^^ra: ^ H l^chfi^ : I 
vimFT T ? ^ im epte^^RTtf^: I T 
Hanuman, having inspected the inner apartment of the palace and having 
seen several sleeping woman, entertained a great doubt regarding the propriety 
of his action. 
?^ ^ TRR^sf t|4cilM *Rt^fci I f ^  
To behold other women while sleeping cause evil consequences and 
diminishes one's acquired merit. 
Not only to see other women but to touch them was also prohibited as 
illustrated and exemplified in the following text: 
fi^^ranUillcl # ^ ^i.\^ ?^ uTTc^  cTSfT I ,13 
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The fact that someone else may touch my wife is a matter of greatest 
unhappiness for me. Even my father's death or losing my Kingdom would not 
give me that sorrow what I am subjected to by the above fact. 
^Wn^ M R!^ t<u| ^M<iKI H^Mei I 
PI clef-4 ^ f^lW iCR^ RTf^ t'Rf^ TKT I f" 
How a king, who follows his righteous duties, can touch other woman? 
Ladies from Royal Family are specially to be protected. One must avoid the 
evil consequences that may result out of such touch. 
The following texts prove and explain that to disturb one's meditation 
was considered a wrong and as such punishable. 
To win over sex and anger, I was meditating. You have disturbed my 
meditation as a punishment for which you will turn in to stone and remain as 
such for ten thousand years. 
In the description of palaces and other houses, secret apartment for 
ladies, bedrooms and drawing rooms are mentioned. 
Mmi4 >{Hf^ ci2 :^ M4clRq J^hl^di*! 
Studded with precious stones the palaces resembled the high mountains. With 
several secret apartments (for ladies) in the palaces, the whole city of Ayodhya 
looked like Amaravati of Indra, the king of gods. 
f^: '^iR # j ^ f ^ 'ftviR cj^ Hclct I r 
The building was rectangular and very spacious. No one could feel 
congestion in it. Sleeping rooms, drawing rooms and the places for parking 
vehicles were separately built. And, there were extremely delicious recipes, 
juice and dresses kept in it. 
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Privacy in the Mahabharata 
The Mahabharata is one of the two major Sanskrit epics of ancient India, 
the other being the Ramayana. The epic is part of the Hindu history and forms 
an important part of Hindu Mythology. It is of immense importance to culture 
in the Indian subcontinent and is a major text of Hinduism. Besides its epic 
narrative of the Kurushetra war and the fates of the Kouravas and the Pandavas 
the Mahabharata contains much philosophical and devotional material such as 
the Shrimad Bhagwad Gita.'^ 
As the legend goes, Draupadi was the common wife of all the five 
Pandava brothers. To avoid embarrassment to Draupadi a rule was made and 
accepted by all the brothers which runs as under: 
^ ^ I R ^ ^ f^f^  sTBTcfTfr ^ ^ ^ I f 
If any one of us happen to see Draupadi while she is in company of one 
of us, he will have to undergo the punishment of banishment for twelve years 
in the forest as Brahamacharin. Once it so happened that while Draupadi was 
with Yudhishther (the eldest brother of the Pandavas in a room. Arjun (the 
younger brother) urgently needed to collect his weapon kept in that very room. 
Seeing no other way to collect his weapon, Arjun had to violate the rule by 
intruding upon his privacy. There after, he presented himself for undergoing 
the prescribed punishment. 
Wm: W^ fbW>HcleH'c{!iiHI-Hi|| 
ciHcim' i^PlbiilPl ^ m t ? ^ ^: c|cT: | \^ 
Having seen her while she was in company of other, I proceed to forest 
as punishment there of. 
Don't you see many sages standing on both sides of the river! How can I 
have sexual intercourse with you with in the reach of their sight. 
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% ^ T^cRT Jj,mHI^ K" ^ >HHM^ c1 I f 
A naked woman ought no to be seen and the learned 
Ones ought to avoid seeing a naked man as well sex and 
food are to be enjoyed in a lonely place alone. 
^^sTTef vii^FEl5^g?q'«MRferct5 w i i 
Cow, Brahmin, King, Ladies, Friends, Mother, Teacher, 
Old-person, child, fool or idiot. Bind, a person who is 
Sleeping, one who is afraid, one who had just left the bed, 
One who is mad and persons who have lost their way. 
Should not be attacked. This is the principle which the 
Great sages have established in the past. 
Even for important and urgent matters, I never used to disturb my 
husband's sleep which used to keep me satisfied. 
While meditating in a lonely place, a sage was disturbed by a girl who 
apologized in the following text. 
a n ^ ctjdcleJJ: ^ST^T^fW f^: 11^ ^ 
Infatuated by sex, beauty and youth, I committed the wrong 
(of disturbing your meditation). You will kindly excuse me of my improper act. 
diJIfclHcb'JI ^ ^o[x\z^\ ^^Hdl 
Rambha, a nymph, was turned into stone as the punishment for 
disturbing the meditating sage. 
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^ fcT c^imiwilcl ^^Wt? ^Ttd^R?^ Z^TFTt Rchlel I 
^ x i ^ f^ tflr frl^ f^ FI^ t ^ >iM-UI ^qtf^ U1«W1^  
One should not visit other's house at odd hours, one 
Should not sit near a cross-road in the night and /vS^/—^-^-^ '^ 
One should not try to make the King's wife his own.I ( \ ' \ ^ S> a^ 
3<H^ I<y^ lPl rim^ cTEIT J^t^ H6lc*1HI*t I \% ^ "' 
The secret affairs of the sage must not be divulged any where. 
The following texts contain the prohibition of the meeting of a woman 
and a man in a lonely place. 
y ^ R ^HiHNifti^ ^iTT^ nlMiRidoijI ^[fl^ ch<iiRici 11^ ^ 
With care and modesty, do not express your desire to another man. 
Although Pradumna and Samba are your sons yet never sit with them in a 
lonely place. 
Those who do not even think to have sex with other women in lonely 
place, go to heaven. 
Privacy in the Manusmritis 
According to tradition Manava Grihyasutra, Manava Sulbasutra and 
Manava Dharamsutra (Manusmriti) texts are ascribed to Manu Manusmritis is 
considered by some Hindus to be the law laid down for Hindus and is seen as 
the most important and earliest material work of the Dharam Shastra textual 
tradition of Hinduism. '^ 
There are so many places where reference of Privacy found in 
Manusmriti's following text illustrate the privacy concept. 
,32 
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One who is sleeping one who is deprived of his shield, one who is 
naked, One who is without arms, one who does not participate in the battle and 
one who is busy in fighting with another, should not be killed. 
The elders should not be disturbed while sleeping 
T?^ ?R?r f^RRTRT f t ^ *1A|)J>(^J|^ICI 11** 
One should meditate alone in a lonely place for only by meditating alone 
one attains salvation. 
^ ^ ^Idchl 9i<^A S^HHI M>iR^i|*|l 
^ 1 ^ r\ mi^ ^ ^ ^ RcivjfiJct 11^ ^ 
A learned and wise person should not see a naked woman. He should 
avoid talking to a woman other than his family member in a lonely place. 
Privacy in the Grihya Sutra 
The sage Ashwalyana known for his celebrated work Ashwalayana 
Surtas was a disciple of great sage Shaunaka of the mythological fame, whose 
name is appearing in the Puranasas a contemporary of Sutapuranik by the word 
Sutra mean a formula and Irihya means, Domestic, and Sutra is always brief so 
it will be easy to remember and memories besides acting as commandment. 
Weber maintains that the Grihya Sutras are of much importance to us in as 
much as it is in them that we have to look for the down of our legal literature.^^ 
The Grihya Sutra contains elaborate rules for the construction of a house. 
The house generally comprised a bed room, a store room, a kitchen, a 
hall or drawing room and compound. The main door of a house was not 
supposed to face the door of another house and used to be so constructed that 
the house holder should not be seen by unholy persons while performing 
religious rites, while dinning in his house and passers by should not be able to 
see the valuables in the house.^^ 
Even in the selection of site for a dwelling house, one of the main 
consideration was to avoid the sight of persons or things that formed 
impediments to the study of the Vedas."*" In the above regulations and 
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prohibitions lies the awareness and concern of the society to exclude possible 
sight of a stranger to preserve the sanctity of the house, to respect one's privacy 
in performance of religious rites, for the study of the Vedas and for dinning 
purposes." '^ 
A Santaka was prohibited to have a look at a naked woman (even if she 
is his wife) except during sexual intercourse. He was further prohibited to take 
his meal together with his wife/^ 
3.3 Privacy under Islam 
Jki ) ' (> (^ j \ l ' in V Ail) J °^ila ^^j\"unj^ ^ ^ i ^ J j j '(2)lS jkSli 0! ^ " ^ 
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"Al-Quran" 
(Sura Al-Ahzaab) 
Muslim constitutes the largest minority group in India. More recently 
there has been a good deal of discussions as to how far Islam protects the Right 
to privacy. Islam is the natural way of life. It is a natural religion for mankind. 
All the rules laid down by it, individual as well collective, are based upon the 
fundamental principles that man should behave and act in consonance with 
natural laws that he finds working in this universe, and that he should refrain 
from a course of life that might force him to deviate from the purposes for 
which nature is operating. The Holy Qura'n informs that Almighty God has not 
only created everything that we find in universe but has also endowed it with 
'^1 
an instinctive knowledge of the ways by which it can most suitably perform the 
task assigned to it in the general scheme of things: 
"Our Lord is He who gave everything its peculiar form and nature, then 
guided it alright (i.e. showed it the way following which it can fulfill the 
purpose for which its creation was due). 
Everything that is there in universe is engaged in the performance of its 
duty in complete submission to the will of God. That is how they must behave. 
No one has power or capacity to go against the prescribed course. If a man 
chooses to violate the laws of nature and the guidance and has given for 
individual and social life, this is bound to lead him astray from right path and 
produce disturbing consequence here and here after. 
The rules and regulations governing the relationship and socialization 
between men and women are those basics in any human civilization which, 
when violated, result in the destruction of the entire society. This may be 
readily witnessed in various time in the history of civilization. There is 
recognition of privacy in the Quran and in the saying of Prophet Mohammad 
(PBUH). Several Quranic verses emphasize the individual's right to privacy. 
The more prominent of these two verses speaking of the privacy of the home, 
stating Allah Commanded in Surah Noor to seek permission before entering a 
house hold: 
"O you who believe! Enter not houses other than your own, until you 
have asked permission " This is for your own good, so that you might bear 
in mind. Hence, if you find no one in the house do not enter it until you are 
given leave; and you are told "turn back" then turn back. This will be most 
conductive to your purity: and God has full knowledge of all you do.'*'* 
To drive this point of home, the Prophet had stated in one Tradition that 
a man should not even peep in to a house with out permission, for if he does so 
he would have entered it Islamic Law also prohibits interference with the 
correspondence of others. The Prophet had warned that; any one who reads the 
letter of another without permission will read it in hell fire,'*^ and He who 
listens clandestinely to people's conversation against there wished will have 
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molten lead poured into his ears on the day of resurrection. Also in 
prohibiting the violation of the honour and reputation of others the Quran 
prohibits scoffing, defamation, insults, and offensive nicknames."*^ These rules 
apply to both state and private intrusions in to privacy. 
Under Islamic law, only state officials conferred with the necessary 
Jurisdiction may violate the above Islamic injunctions on right to privacy. They 
may only do so for the purpose of conducting reasonable searches or 
investigations and this must be in accordance with the due process of law."*^  It 
is reported that during the Caliphate of Umar Ibn-al-Khatab he used to go 
round on night patrol of the city of Medina. One night while on patrol he heard 
some noise of drunkenness coming from a house and he knocked on the door to 
find out what it was but no one answered him. He then climbed over the wall 
and saw a drunken party inside; he shouted down and accused the home owner 
of breaking the law prohibiting intoxicants. The man replied; If I have 
committed one sin you have committed four sins to find out you spied on us 
against God's command that "spy not each other''^", you climbed over the wall 
despite God's command that "enter houses through the proper doors^", you 
entered without announcing yourself nor greeting in violation of God's 
Command that: "announce your presence and invoke greeting of peace upon 
those there in^'", you entered with out the permission in violation of God's 
command that "do not enter until permission is given you^^". The Caliph Umar 
was abashed and he said: 'you are right and I must forgive you your sin.' The 
man then indicated the Caliph saying: that is your fifth sin, you claim to be the 
Caliph and protector of Islamic law, how can you then say you forgive what 
God has prohibited.^^ This vividly illustrates the importance of the right to 
privacy under Islamic law. 
The Quran even establishes a right to privacy for people vis-a-vis their 
family members that are with in their own home. The Quran specifies three 
times at least when explicit permission has to be taken before people could 
enter into the private domain (room, etc,) of their parents: before the down 
prayer, during the afternoon and after the night prayers. '^* The Quranic 
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principles applies to all Muslims, but young adult who have recently reached 
the puberty are simply encouraged in this verse to get accustomed to the habit 
of seeking permission when they want to enter rooms other than theirs, so that 
such becomes second nature to all members of the family.^ ^ 
Moreover the Prophet of Islam is reported to have stipulated that 
potential visitors may not cast curious gazes into the inside of people's house 
when they draw near those houses in order to seek permission to enter them 
further more the Prophet Mohammad (PBUH) has stimulated that a person who 
attacks on intruder to prevent that intruder from spying on his/her private home 
is not liable for punishment for his/her attack. These texts are sufficient 
samples of the textual basis for the protection of a privacy of a particular place 
exemplified by people's private homes. But this is not all. These are texts that 
establish people's right to endow privacy on meetings they attend in setting that 
are not seen as private in natural Prophetic reports emphasize that, if a 
gathering was meant by those who attended it to be a private one, the privacy 
of those present there in must be respected irrespective of where the meeting 
occurs. The Prophet Mohammad (PBUH) is reported to have said "private 
encounters result in entrustment", According to Muslim Jurist, should be 
prohibited people from conveying any information about actions and saying 
that occurred in private settings.^^ 
The morality of Islam based on the concept of Haya aims at inculcating 
a feeling of shyness in human nature and tries to develop it as a part of man's 
mental make up so that it may serve as a strong moral deterrent against all evil 
inclinations. Haya Implies shyness which a wrong doer feels before his God 
and Conscience. This is the force that prevents man from indulging in 
indecency and obscenity. If a man commits a wrong under the impulse of his 
animal nature, it is his shyness that makes him feel the pangs of conscience. To 
counter act "munkar",^^ The Divine law giver has specified Haya. The holy 
Prophet (PBUH) said: 
"When you do not have Haya, You may do whatever you please". 
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The Quran asserts that the urge to clothes oneself and conceal one's 
shameful parts is innate in man. Sense of modesty is a part of human nature. 
The felling of Haya is inherent in man though in a crude form. Islam aims to 
CO 
educate Haya by refining it. 
Allamah Ibn Kathir Quotes 'Ubaidah; Every thing which is in 
disobedience of Allah is a major sin. These verses further contain the following 
commandments: 
Lowering the Eyes (GHADD AL-BASAR): To lower the eyes means to turn 
away the eyes from everything forbidden (Tafsir Ibn Kather). Including in this 
is looking at a woman with bad intentions and also looking at a woman with no 
specific intention. As well, it includes looking at those part of the body of a 
man or woman which are defined as private (satr). However, necessities such 
as medical treatment are exempt from it. Similarly to peek into people's houses 
and to use the eyes in seeing all such things that the religion has forbidden are 
including under this commandment.^^ 
Guarding the Modesty (Private Parts): This implies restraining oneself 
from all forbidden means to satisfy one's sexual desire. Included in this are 
adultery, rape, masturbation, homosexuality, lesbianism etc. 
Concealing the beauty and ornaments: Beautification, whether it is natural such 
as face, hands and body or artificial and intentional such as clothes, jewelry and 
makeup, all of these things should be concealed from every one except the 
Meharaim (those who have been exempted) 
Concealing the sound: the another important issue that has been discussed in 
Surah Noor pertains to the sound. Woman have been asked not to walk with a 
heavy foot so as to draw attention of men through the sounds of jewelry. 
In fact, all the above commands in these verses of Surah Noor are 
intended to prevent adultery and rape. Thus these commands provide the best 
preventative strategies and treatment for the protections of men's and women's 
honour. ^ ° 
Observance of Hijab Even in Distress: Commands of Hijab are essential 
regardless of the circumstances of sorrow or happiness. Now a days some 
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people believe that under distressing or jubilant circumstances a person is 
exempted from following the Divine Law and he/she is not required to follow 
Shariah. This is clearly a great ignorance. 
Qais Bin Shammas reported that a female companion of the Prophet 
(PBUH) whose name was Ummi Khalid, come to see the Prophet (PBUH) to 
inquire about her son who had been Martyred in a battle. She was hiding her 
face behind a veil. One of the companions asked her, "you have come to 
inquire about your martyred son and you have covered your face with a veil? 
She responded, I am distressed by the loss of my son, don't wish to be 
distressed by the loss of my Hay a as well.^ * The Prophet (PBUH) said to her, 
Your son will have the rewards of two martyrs, She asked him. How come a 
Prophet (PBUH) of Allah? He responded, because he was killed by the people 
oftheBook."^^ 
The following Hadith indicates the prohibition of touching the body of a 
woman. The holy Prophet (PBUH) said: 
The one who touches the hand of a woman without having a lawful 
relation with her, will have an ember placed on his palm on the Day of 
Judgement (Takmilan, faith-al-Qadir) The holy Prophet (PBUH) accepted the 
oath of allegiance from women only verbally without taking their hands into 
his own hand. He never touched the hand of a woman who was not married to 
him (Al-Bukhari)." 
Insulting each other, Sarcasm, libel defamation and back-biting all were 
wholly prohibited in Islam by one stroke of Quranic legislation. The Quran 
enjoins: 
O ye who believe, let not some men among you laugh at others, nor 
defame or be sarcastic to each other, nor speak ill of each other behind their 
backs.^^ 
This is how the ground norm of Islam the holy Quran, protects the 
dignity of individuals and their right to self respect and honour.^^ 
In addition, the Prophet Mohammad (PBUH) has emphasized the duty 
of protecting the privacy of people's correspondence and communication 
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whether or not they take place in a private place. The Prophet (PBUH) is 
reported to have said "He who looks into a letter belonging to his brother, look 
into the Hell fire". This establish that even if a private communication is 
conveyed outside of a private environment, the nature of the correspondences 
creates a right to privacy that must be applied to the correspondence. 
We have already spoken of the Prophet (PBUH) discouragement of 
people from confessing to committing shameful acts they committed which 
have not resulted in infringement on people right. The spirit of respect for 
privacy in this line of thought is emphasized by other traditions. For example, 
the Prophet (PBUH) has reportedly said, "If you have been embroiled in an 
embarrassing sin, which God choose not to disclose, do not disclose it 
yourselves." The Prophet (PBUH) has even turned his face away (twice) from 
a man who wanted to confess before the Prophet that he committed adultery. 
After the man insisted on conveying his confession for the third time, the 
confessors mental state or drunkenness may have had led him to make his 
confession. Only after these possibilities were excluded, the punishment was 
carried out. Some Muslim Jurists have relied on this story to argue that people 
are not encouraged to confess of committing crimes that have not been 
prosecuted, if the rights of others are not involved, ft is clear that such a rule 
promotes the individual privacy.^^ 
Another example of the protection of privacy offered in the Islamic law 
of evidence is that Muslim Jurist express their reluctance to accept the 
testimony of individuals when it is made either for or against a family member 
of a former family member of their own family members, it goes with out 
saying, are the ones most acquainted with the details of other's life. Although 
Muslim Jurists do not use the language of Privacy to justify their reluctance to 
hear those testimonials their attitude has definitely led to enlargement of 
people's privacy.^'' 
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3.4 Privacy Under Christianity 
"But when you pray, go into your room, close the door and pray to 
your Father, who is unseen. Then your Father, who sees what is 
done in secret, will reward you." 
Matt 6:6 (Bible) 
Christianity is India's third largest rehgion which approximately have 24 
million followers constituting 2.4% of India's population^^ in this area of my 
thesis I am trying to find out Christian attitudes towards privacy. Whether 
Bible or other well respected teachings, could speak directly to the right to 
privacy? 
Although Bible does not treat privacy specifically but we can see several 
references of privacy in Bible. One idea of privacy is the idea of secrecy. For 
example one of the rewards mentioned in Revelation is Revelation 2:17 "To 
him who overcomes, I will stone with a new name written on it, known only to 
him white stone with a new name written on it, known only to him who 
receives it." So also Christ and the Church is allegorical of the marriage 
relationship yet in a marriage relationship sexual union is to be done in private. 
Notice also that Moses met with God in the tabernacle in the Holy place where 
others were not allowed. Indeed the temple itself speaks of God's privacy in the 
Holy of Holy's. Those who enter inappropriately are killed. 
The concept of God's Holiness has in it the concept of God's privacy. 
Therefore we should respect the concept of privacy. Respecting property rights 
means also to respect privacy rights.^ ^ 
The godly will respect others property rights and privacy rights. The 
ungodly will violate others property rights and privacy rights. Being secretive 
is also part of God's nature. 
"Truly you are a God who hides himself O God and Savior of Israel." 
The secret things belong to the Lord our God, but the things revealed to 
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us and to our children forever Also concerning privacy, what one does in 
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private is more reflective of one's true convictions. Jesus for example taught 
his followers to keep their generosity private at least to the extent in which they 
were able. "But when you give to the needy, do not let your left hand know 
what your right hand is doing, so that your giving may be in secret.^^ Then your 
father, who sees that what is done in secret, will reward you." So also with 
prayer, "But when you pray go into your room, close the door and pray to your 
father, who is unseen. Then your father, who sees what is done in secret will 
reward you."^^ And as there is particular virtue in such secret service one 
should not put as much weight concerning public, visible, "in the limelight" 
type of service reflective of the scribes and Pharisees of which Jesus 
commented upon in.^ '* 
Another inference of privacy is on the description of Nooh after the 
great flood it is thus observed, he lay uncovered in his tent and Ham violated 
his father's privacy by looking upon his fathers nakedness and by telling his 
brothers about it. Another inferences of privacy are "let your women keep 
silence in the Churches : For it is not permitted unto them to speak but they are 
commanded to be under obedience as also Set the law, and if they will learn 
anything, let them ask their husbands at home: for it is a shame for woman to 
speak in the Church."^^ 
"Now I want you to realize that the head of every man is Christ, and the 
head of the women is man, and the head of Christ is God. Every man who 
prays or prophesies with his head covered dishonors his head and every woman 
who prays or prophesies with her head uncovered dishonours' her head ....if a 
woman does not cover her head, she should have her hair cut off; and if it is a 
disgrace for a woman to have her hair cut or shaved off, she should cover her 
head."^' 
"I also want women to dress modestly with decency and propriety, not 
with braided hair or gold or pearls or expensive clothes, but with good deeds, 
appropriate for women who profess to worship God". 
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Adultery in the natural sense is sexual intercourse of a married person 
with some one other than his or her own spouse. It is condemned in both the 
Old and New Testaments. ^^  
Second there is Fornication, the illicit sex acts of unmarried persons 
which is likewise forbidden.^^ 
Through my research I was able to identity two possible point of 
connection; the development of a theory of Christian dignity that might lead to 
a right to privacy, and a possible relationship between privacy and secrecy. 
3.5 Recapitulation 
Religion is as important to India as is breathing to a living being. People 
in India staunchly believe in their faiths. It is amazing how simply they can 
believe in the religious myth and legends. The diversity in India has resulted in 
the formation of several religious faiths i.e. Hindus, Muslims, Christians, Siidis 
and many other sects. 
After going through the various texts of different religions we have 
found that the privacy of the home, family and individual is guaranteed under 
various religions as a core value and fundamental human right. But such right 
is not absolute and can be regulated and restricted when it interferes with a 
compelling state interest. Privacy of the home is fundamental, but this does not 
mean that a person may do anything at any time as long as the activity takes 
place with in a person's home. The privacy of the home can be restricted when 
it interferes in a serious manner with health, safety, rights and privileges of 
others or with the public welfare. 
Hindus Dharma Shastras also recognized the concept of privacy. The 
ancient Indian theory, based on the Upnisadic Literature prescribes meditation 
which is not possible without concentration and concentration is possible if the 
person concentrating is not disturbed. The policy underlying the rules 
regulating the constructions of the houses found in Grihya Sutras, The 
Ramayana, The Mahabharata manifests ample consideration and respect for 
one's privacy. A person was not to be disturbed while studying, sleeping, 
meditating and while attending or discharging his religious duties. The use of 
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curtains as described in the Ramayana is pointer in the same direction. 
Enjoyment of sex and food was also recommended in a place where one could 
exclude the side of other persons. There were stringent rules punishing those 
who used to disclose or divulge the confidential information. A duty was 
imposed to avoid seeing a naked woman when she used to dress herself and 
while giving birth to a child. Peoples were respected and treated with dignity. 
Islamic law is divinely ordained comprehensive system regulating 
public and personal matters as well. The Quran the holy book of Islam revealed 
to the Prophet Mohammad (PBUH) and traditions of Prophet Mohammad are 
the principal source of Islamic law. Islamic law explicitly protects privacy of 
home as a fundamental human right. The home derives its importance as a 
sanctuary for the family and carries with it associations and meaning which 
makes it particularly important. 
In this context Quran States 
O ye who believe, enter not houses other than your own without first 
announcing your presence and invoking peace upon the people there in. that is 
better for you, that you may be need full and if you find no one there in, 
still enter not until permission hath been given, and if it to said unto; GO away, 
for its is Purer for you, Allah Knoweth what you do. 
The Prophet Mohammad (PBUH) also emphasized the right of the 
people to be protected against unreasonable intrusions into their privacy. He 
stated: 
If a person looks at you (referring here to a man's home where he 
expects privacy) without your permission and you pelt with a stone and put out 
his eye, no guilt will be on you. Thus we have found that the privacy of the 
home is guaranteed under Islamic law as a care value and fundamental Human 
right. 
The Bible does not treat privacy specifically but we can see several 
references of privacy there in. The Bible says that in a marriage relationship, 
sexual union is to be done in private. Jesus Christ taught his followers to keep 
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their generosity private, at least to the extent in which they were able. Another 
inference of privacy is on the description of Nooh after the great flood, he lay 
uncovered in his tent and Ham violated his father's privacy by looking upon his 
father's nakedness and by telling his brothers about it. 
Even though the need to privacy was accepted by ancient societies, the 
evolution of privacy as a legal right is of recent origin. It has become one of the 
most important Human Rights of the modem age. 
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CHAPTER-lV 
DEVELOPMENT OF PRIVACY LAW: NATIONAL 
PERSPECTIVE 
4.1An Overview 
4.2 Privacy under Indian Constitution 
4.3 Privacy under Other Statutes 
4.4 Recapitulation 
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4.1 An Overview 
For human life, values are essential; isolate these values living life 
become meaningless. Among values which a man cherishes the most important 
one are rights, which he can enjoy as an individual.' Man has some natural 
rights, which are because he is a human being.^ In the recorded history of 
mankind, man has fought for these rights whenever they have been challenged 
and exploited. 
The American Declaration of Independence in 1776 include certain 
inalienable rights, i.e., the right of life, liberty and pursuit or happiness.^ The 
French Declaration on Rights of man in 1789 which came in the wake of the 
French Revolution and resulted in the overthrow of King Louis XVI, confirmed 
the inalienable rights of liberty, property, security and resistance to oppression. 
Since then, there has been increasingly recognition of some natural and 
inalienable liberties of man which he can not arbitrarily be denied of even in 
extreme times and this process continued on the national level. Indian leaders 
were committed to some basic rights for the people. The Swaraj Bill of India, 
1895 spoke about freedom of speech, right to privacy and equality, right of 
franchise and punishment for specific offence only."* 
The makers of the Indian constitution preferred the American pattern of 
incorporating the Bill of Rights in the constitution and including a number of 
human rights and civil liberties in part III of the constitution dealing with 
fundamental rights. 
In India, the right to privacy is not a specific fundamental right but has 
gained constitutional recognition. The right to privacy in India has derived 
itself from essentially two sources: the common law of torts and the 
constitutional law. In common law, a private action for damages for unlawful 
invasion of privacy is maintainable. The printer and publisher of a journal, 
magazine or book are liable in damages if they publish any matter concerning 
the private life of the individual with out such person's consent. There are two 
exceptions to this rule: first, that the right to privacy does not survive once the 
publication is a matter of public record and, second, when the publication 
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relates to the discharge of the official duties of a public servant, an action is not 
maintainable unless the publication is proved to be false, malicious or is in 
reckless disregard for truth. 
Article 21 of the Constitution of India grants the right to privacy to the 
citizens & non-citizens. This is not clearly pointed out in it, but the Supreme 
Court has articulated the same by way of judicial explanation. 
India is a party to the International Covenant on Civil and Political 
Rights, 1966. Article 17 of the ICCPR, grants for the "right of privacy". This 
Article does not go converse to any part of our public law. Article 21 of the 
Indain constitution has, consequently to be read in compliance with the 
international law. 
In Kharak Singh v State ofUP^, Mr. Justice Subba Rao, while stating the 
minority view, put down the basics for the progress of law of privacy in India 
and observed that the concept of "liberty" in Article 21 was broad enough to 
include privacy. 
In Govind v. State of MP^, the Supreme Court examined that "right to 
privacy" must include and shelter the personal relationship of the home, the 
family, marriage, motherhood, reproduction and child bearing. 
In R. Rajagopal v. State ofTN^, the Supreme Court apprehended that the 
right to privacy is a "right to be let alone". None can make public anything 
relating to the above issues without his consent, whether honest or else and 
whether congratulatory or vital. If he does so, he would be infringing the right 
to privacy of the person concerned and would be accountable in an action for 
compensation. 
In P. U.C.L. V. Union of India , the Supreme Court apprehended that the 
right to hold a telephone conversation in the privacy of individual's home or 
office with no interference could certainly be argued as right to privacy. 
Telephone tapping would, thus, contravene Article 21 of the Constitution of 
India. 
In Mr. Xv. Hospital Z ,^ the Supreme Court apprehended that the right to 
privacy, apart from contract, also arises out of a meticulous particular 
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affiliation, which may be commercial, matrimonial or even political. Public 
revelation of even true personal data may amount to an attack on the right to 
privacy. 
There is also a right of individual privacy in Indian law unlawful 
assaults on the status and name of a person can invite an action in tort or in 
criminal law. The Public Financial Institutions Act of 1993 codifies India's 
custom of maintaining privacy in bank transactions. 
In the present chapter researcher is trying to discuss Development of 
Privacy law in National perspective and tried to find out the answer whether 
right to privacy is a constitutional right provided under fundamental rights? 
4.2 Right to Privacy under Indian Constitution 
Under the Indian Constitutional law, the right to privacy is implicit in 
the fundamental right to life and liberty guaranteed by Article 21 of the 
Constitution. This has been interpreted to include the right to be let alone. 
The constitutional right to privacy flowing from Article 21 must 
however, be read together with the constitutional right to publish any matter of 
public interest, subject to reasonable restrictions. 
Article 21 of the Constitution of India'^ providing for protection of life 
and personal liberty is one of the shortest Article in our constitution, over 
which there took place one of the longest and most detailed discussion in the 
Constituent Assembly. 
Article 21 of the Constitution reads as follows: 
"No person shall be deprived of his life or personal liberty except according to 
procedure established by law." 
Article 21 is the vanguard of the liberty of Indian people. In this Article 
the words "procedure established by law" is the matter of controversy since the 
enactment of the Indian constitution. The correct approach which is required is 
that the meaning of the procedure established by law though different in its 
structural aspect is not very different in the sphere of personal liberty from that 
of the due process clause of the 5* Amendment of American Constitution. 
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Moreover this is very much in consonance with the sentiments of the framers 
and also in harmony with the letters of constitution. 
It is known fact that American expression of 'due process' has been 
deliberately deleted from the original text of the drafting committee. The 
intention of the framers was to secure the liberty by due process. The 
fundamental rights sub committee in its reports includes this clause in the 
classic form. The constituent assembly was faced with the dilemma of two 
conflicting views on the one hand, the principles of abstract Justice and the 
desire of all good men to be just and fair and on the other the need to solve the 
pressing problems of social reform and state security to advance the public 
goods. 
During the Assembly debates the supporter of the due process attacked it 
on the floor of the house. Dr.Ambedkar explained the implication of including 
due process in the constitution and then left the house to decide it in anyway it 
linked, even the suggestion to replace it by Irish version of 'save in accordance 
with law' was rejected so all the Amendments were defeated and the draft 
Article 15(Article 21 of the Constitution) with out the due process clause was 
confirmed as part of the draft constitution. Public reaction was sharp and bitter 
"no part of our draft constitution said Dr.Ambedkar has been so violently 
criticized by the public outside as Article 15 (now Article 21 of the constitution) 
Dr.Ambedkar further said "a large part of the house including myself was 
greatly dissatisfied with the wordings of Article 21." He introduced a new 
Article 15A(now 22 of the constitution)and said that by introducing this Article 
If I may say so, making compensation for what was done than in passing 
Article l5(21).The new Article he hoped "certainly saves a great deal which 
has been lost by the non- introduction of the words due process of law". He 
said that "those who are fighting for the protection of individual freedom 
ought to congratulate themselves that it has been possible to introduce this 
clause". This argument of Dr.Ambedkar is very crucial iir;iM^^*9tifefcantial 
meaning to the 'procedure established by law'. A ^ \ ' . ~~7 /^  "T^"^^ 
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Draft Article 15 evoked a keen controversy regarding the respective 
merits of the expression "due process of law" and "procedure established by 
law" when it came up for consideration in the Constituent Assembly on 
Dec,6,1948 there were about 20 Amendments most of them seeking to replace 
the latter by the former or a similar expression. Almost the entire debate hinged 
on this controversy with all speakers including Munshi favour the restoration of 
the expression on "due process of law". Syed Karimuddin and Mehboob Ali 
Baig pointed out that the use of the phrase "procedure established by law" 
stripped a court of the power to go in to merits and demerits of the ground on 
which a person was deprived of his life or liberty a court not look in to the 
injustice of any law or of a capricious provision in any law since its function 
would cease the moments it was satisfied that the "procedure established by 
law" has been complied with. 
Raising his lone voice in support of the retention of the expression 
"procedure established by law" as against the due process provision Alladi 
Krishnaswami Ayyar argued that the verdict of three or five gentlemen, sitting 
in a Court of law on what exactly was the "due process" according to them in a 
particular case could not be regarded as more democratic than the expressed 
wishes of the legislature or the action of an executive responsible to the 
legislature.^' After such a long debate finally the present expression "procedure 
established by law" was adopted. 
Mr. Kazi Syed Karimuddin had proposed addition of a clause to the 
Draft Article 14 (now Article 20) Which was intended to serve the purpose of 
the rights of privacy. The resolution provided: "The right of the people to be 
secure in their persons, houses, papers and effects against unreasonable 
searches and seizures shall not be violated and no warrant shall issue except 
upon probable cause supported by Oath or affirmation and particularly 
describing the place to be searched and the persons or things to be seized." 
Though there was nothing novel in Karimuddin's suggestion, as the 
CrPC being the law of the land contained such procedural safeguard, yet Dr. 
Ambedkar, as the Chairman of the Drafting Committee, has expressed his 
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concurrence to the desirability of its incorporation. But the Constituent 
Assembly after a postponement of this question, issue a party whip and calls 
for division, voted against the adoption of the Karimuddin's resolution. There 
upon the right to privacy akin to the Fourth Amendment was denied, the 
Constitution guaranteed the second right akin to the 5"^  Amendment i.e. right 
against self incrimination in clause (3) of Article 20 of the Constitution. 
Therefore the right of privacy against the arbitrary arrest, search and seizure of 
a person by the police or by any agency of the state having similarity with the 
4 Amendment could not become part and parcel of the person's fundamental 
rights. Therefore the Constituent Assembly has failed to rise the occasion. 
• Right to Privacy and Human Dignity 
"Every person has inalienable dignity, duties, and rights. Whatever 
social class one belongs to, every person is endowed not only with a living 
body but with an intelligent free and immortal soul which God created. 
Having come from God, this soul should serve God and return to God 
whether this soul lives in the body of a worker at the bottom of a dark Coal 
mine or in the body of a well fed financier living in the lap of luxury, it 
doesn't matter; in reality both have the same value. They have equal 
personal dignity; equal moral responsibility, the same eternal destiny and 
both of them have been given earthly existence so that through truth, 
morality and religion they strive for eternal life"''' 
Dignity is a universal human concern. Its moral agenda is to attempt a 
double kind of evaluation of the individual community on the one hand and the 
entire social formation on the other.'^ Today various forces challenge the basic 
dignity of the people all over the world. Dignity means freedom to live in 
peace, health and hope.'^ 
Privacy is the guarantor of individual moral autonomy, a basic value in a 
democratic system of government; privacy can be defined as the right to 
control one's information system and one's physical being. The latter right has 
been traditionally conceived in American society as the right to be secured 
against unauthorized entries and seizure. Both rights are closely related to the 
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principle of respect for persons. Both must be reinterpreted in the light of 
changing technological and social contexts. Privacy is violated whenever a 
person's moral autonomy or self images are impinged upon, even without 
affecting his conduct. Altering an individual's self perception against his will 
offends human dignity. If we are able to regulate a person's conduct or keep it 
under surveillance, we are, infact, curtailing his responsibility as a moral agent 
making free choice to limits the option open to persons regarding relationship 
with others their physical mobility and their own self-perception. Privacy, the 
control of one's own person and of the extension of one's person in the form of 
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information, is at the basis of man's claim for human dignity. 
The Preamble of the Constitution declares: 
"To constitute India in to a Sovereign, Socialist, Secular, Democratic 
Republic and to secure to all its citizens Justice, Social, Economic and 
Political; Liberty of thought. Expression, Belief, Faith and Worship; Equality 
of status and of opportunity; and to promote among them all fraternity assuring 
the dignity of the individual and the unity and integrity of the Nation".'^ 
Human dignity Jurisprudence is the eye of law giving an insight into 
Supreme Court of India while interpreting the Constitution, giving it practical 
application in several cases. 
The first decision of the Supreme Court in dealing with this aspect is Kharak 
Singh V. State ofU.P,'^ a more elaborate appraisal of this right took place in a 
later decision of the Supreme Court in Govind v. State of MP^^, where the 
Supreme Court traced the origin of the right and also pointed out how the said 
right has been dealt with by the United States Supreme Court in Griswold v. 
Connecticut' and Jane Roe v. Henrywade,^^ Xh.Q Supreme Court observed that 
privacy-dignity claims deserve to be examined with care and to be denied only 
when an important countervailing interest is shown to be superior. If the court 
does find that a claimed right is entitled to protection as a fundamental privacy 
right, the law infringing it must satisfy the compelling state interest test. 
Privacy primarily concern individual. It is therefore relates to and overlaps with 
the concept of liberty. 
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In Air India Statutory corporation v. United Labour Union , the Court 
observed that dignity of person is a comer stone of social democracy. While 
defining social justice. The Court held: 
"The concept of 'Social justice' consist of diverse Principles 
essential for the orderly growth and development of personality 
of every citizen. "Social Justice" is then an integral part of justice 
in the generic sense. Justice is the genus, of which social justice 
is one of its species. Social Justice is a dynamic devise to 
mitigate the sufferings of the poor, weak, dalits tribals and 
deprived sections of the society and so elevate them to the level 
of equality to live a life with dignity of person." 
"The Constitution commands Justice, Liberty, equality and 
fraternity as Supreme values to usher in the egalitarian social, 
economic and political democracy. Social justice, equality and 
dignity of person are corner stone of social democracy." 
In Francis Coralie Mullin v. Administrator, Union Territory of Delhi^"^, the 
Supreme Court held that right to life includes the right to live with human 
dignity. The Court observed : 
"The right to life enshrined in Article 21 can not be restricted to 
mere animal existence. It means something much more than just 
physical survival. The right to life includes the right to live with 
human dignity and all that goes along with it, namely, the bare 
necessaries of life such as adequate nutrition, clothing and shelter 
over the head and facilities for reading, writing and expressing 
oneself in diverse forms, freely moving about and mixing and 
mingling with fellow human beings. Of course, the magnitude 
and content of the components of this right would depend upon 
the extent of the economic development of the country, but it 
must, in any view of the matter, include the right to the basic 
necessities of life and also the right to carry on such functions 
and activities as constitute the bare minimum expression of the 
humanself" 
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"Every act which offends against or impairs human dignity 
would constitute deprivation protanto of the right to live and it 
would have to be in accordance with reasonable fair and just 
procedure established by law which stands the test of other 
fundamental rights." 
In Kishor Singh Ravinder Dev v. State of Rajasthan , the Court explained the 
importance and scope of human dignity in the following words: 
"Human dignity is a dear value of our constitution not to be 
bartered away for mere apprehensions entertained by jail 
officials. It is obvious that poverty is a curse inflicted on large 
masses of people by our malfunctioning socio-economic 
structure and it has the disastrous effect of corroding the soul and 
shaping the moral fiber of a human being by robbing him of all 
basic human dignity and destroying in him the higher values and 
the finer susceptibilities which go to make up this wonderful 
creation of God upon earth, namely man." 
In Bachan Singh v. State ofPunjab^^, the Court Observed: 
"Now obviously any from of torture or cruel, inhuman or 
degrading treatment would be offensive to human and constitute 
an inroad in to his right to live and it would, on this view, be 
prohibited by Article 21 unless it is in accordance with procedure 
prescribed by law." 
In Mohini Jain v. State of Karnataka^^, the Supreme Court observed that: 
"It is primarily the education which brings forth the dignity of a 
man. Right to education flows directly from the right to life. The 
right to life under Article 2 land the dignity of an individual can 
not be assured unless it is accompanied by the right to education. 
The fundamental right guaranteed under part III of the 
Constitution including the freedom of speech and expression and 
other rights under Article 19 can not be appreciated and fully 
enjoyed unless a citizen is educated and is conscious of his 
individualistic dignity." 
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J8 In T.K. Gopal v. State ofKarnataka , the Supreme Court observed: 
"It is a sad reflection on the attitude of indifference of the society 
towards the violation of human dignity of the victims of sex 
crimes. We must remember that a rapist not only violates the 
victim's privacy and personal integrity but inevitably causes 
serious psychological as well as physical harm in the process. 
Rape is not merely a physical assault. It is often destructive of 
the whole personality of the victim. A murderer destroys the 
physical body of the victim a rapist degrades the very soul of the 
helpless female" 
In Kunjilal Lodhi v. SMTLata Bai Lodhi , Court observed that: 
"Seeking a medical examination of a lady in respect of her 
inability to perform an intercourse tantamount to lowering her 
dignity, husband is not entitled for a leave to get her examined." 
• Right to Privacy and Personal Liberty 
Article 21 of the Constitutions reads as follows: 
"No person shall be deprived of his life or personal liberty except according to 
procedure established by law." 
The words "personal liberty" under Article 21 if interpreted widely are 
capable of including the rights mentioned in Article 19. But in AK Gopalan v. 
State ofMadras^'^, the Supreme Court took a very literal view and interpreted 
these words very narrowly the court took the view that: Since the word 
"Liberty" is qualified by the word 'personal' which is narrower concept and 
therefore it does not include all that is implied in the term liberty. 
This restrictive interpretation of the expression 'personal liberty' in 
Gopalan's Case has not been followed by the Supreme court in its later 
decisions in KharakSingh's case observed that :^ ' 
"Personal liberty was not only limited to bodily restraint or 
confinement to prisons only, but was used as a compendious 
term including with in itself all the varieties of rights which go to 
make up the personal liberty of a man other than those dealt with 
in Article 19(1). In other words, while Article 19(1) deals with 
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particular species or attributes of that freedom, 'Personal liberty' 
in Article 21 takes in and comprises the residue." 
Finally, in Maneka Gandhi v. Union of India , the Supreme Court has not only 
over ruled Gopalan's case but has widened the scope of the word 'personal 
liberty'. Bhagwati, J observed: 
"The expression personal liberty in Article 21 is of widest 
amplitude and it covers a variety of rights which go to constitute 
the personal liberty of man and some of them have raised to the 
status of distinct fundamental rights and given additional 
protection under Article 19." 
The correct way of interpreting the provisions conferring fundamental 
rights, the court said: 
"The attempt of the Court should be to expand the reach and 
ambit of the fundamental rights rather than to attenuate their 
meaning and content by a process of judicial constructions. The 
court lays down great stress on the procedural safeguards. The 
procedure must satisfy the requirement of natural Justice i.e. it 
must be just, fair and reasonable." 
Whether the Constitution of India guarantees a right to privacy was 
raised before the Supreme Court in Govind v. State of MP^^' In this case 
petitioner claimed that the police was making domiciliary visits by day as well 
as during the night. They were also picketing his house and they approaches 
there to. Moreover they were calling and harassing and keeping a watch on him 
all the time. The argument of the respondents was that Govind was a dangerous 
criminal determined to lead a life of crime and there to be put under 
surveillance so as to prevent him from committing offences. 
The question which arose was whether the right to privacy was implicit 
in the freedom of movement and whether surveillance of the said nature 
violated the right of privacy? 
Mathew, J. after examining various foreign authorities and the Intention 
of constitution makers laid down that: 
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1. The security of an individual's privacy against arbitrary invasion was the 
basis of any system of limited government; Our Constitution makers were 
aware of the dangers of Police Raj and absolutely rejected it. They wanted 
to ensure conditions favorable to one's happiness. 
2. The Individual, his personality and those things stamped with his 
personality shall be free from official interference except where a 
reasonable basis for intrusion exists. The privacy dignity claims deserve to 
be examined with care and to be denied only when an important 
countervailing interest is shown to be superior. 
3. Assuming that the right to personal liberty, the right to move freely 
throughout the territory of India and freedom of speech and expression 
create an independent right to privacy which can be characterized as a 
fundamental right, though the right is not absolute. 
4. Finally, surveillance and domiciliary visits should be resorted to only in 
clearest cases of danger to community security and not as a routine follow 
up at the end of conviction on release from prison at the whim of a police 
officer. 
5. The impugned regulations were not unconstitutional but they must be 
revised by the state as they belong to bygone era and are previously close 
to unconstitutionality. 
In a previous case Kharak Singh v. State ofU.P,^* an accused of dacoity 
after his release from jail, was put under surveillance due to which the 
Chaukidar of the village and sometimes police constables enter his house, 
knock and shout at his door, wake him during the night and thereby disturb his 
sleep. Sometimes he was compelled to go to police station to report his 
presence and was required to inform before leaving the village. Chapter XX of 
the U.P. police regulations was challenged as violative of Article 19 (1) (d) & 
21. The government case was that regulations were directed only against those 
who were on proper grounds suspected to be of proved anti social habits and 
tendencies and on whom it was necessary to impose some restraints for the 
protection of society. 
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The case was heard by six judges Constitution Bench of Supreme Court. 
Speaking for majority Ayyangar J. highlighted the lack of provisions in India 
like those of 14* Amendment of American Constitution. The majority however 
conceded the common law maxim that "every man's house is his castle", and 
relied of SEMAYNE'S case where it was stated that "The house of every one 
is his castle and fortress as well as his defense against injury and violence as 
for his repose". The majority however pointed out two separate zones of 
personal liberty enshrined under Article 19 & 21. It was held that personal 
liberty, used in Article 21 was a compendious term including all the varieties of 
rights which strengthen the personal liberty of a human being, other than those 
enumerated in several clauses of Article 19, Article 19 was held to include 
particular species of freedom of human being leaving aside Article 21. 
The Court rejected the plea of petitioner that freedom of movement 
under Article 19(l)(d) connotes a wider freedom transcending mere physical 
restraints and included psychological inhibitions dealing with regulation 236 of 
U.P Police regulations the majority speaking through Ayyanger J upheld all the 
provisions except clause (b) dealing with domiciliary visits at night. 
The conclusion of majority show no awareness or attempt to reconcile 
between the competing interest of the right to privacy and public good through 
surveillance over suspect characters. The court took narrow and pedantic 
approach that the right to privacy is not a guaranteed right under our 
constitution and therefore the attempt to ascertain the movement of an 
individual which is merely a manner in which privacy is invaded is not an 
infringement of a fundamental right guaranteed by part III of the constitution. 
The inclusiveness and lack of privacy awareness in majority approach 
provoke the two judges of the Court to write a strong and forceful dissent. 
Subba Rao J. with whom Shah J, Concurred did not agree with majority 
conclusion that the freedom to move freely is carved out of personal liberty and 
pointed out that both are independent fundamental rights though there is 
overlapping. The learned judge conceded that "our constitution does not 
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expressly declare a right to privacy as a fundamental right", but forcefully 
argued that, the said right is an essential ingredient of personal liberty. 
The majority, therefore came to the conclusion that the petitioner under 
shadow of surveillance was deprived of his freedom to move freely and 
declared the entire Regulation 236 as offensive of Article 19(l)(d). Though the 
minority did not say in express words, but it supported the view that Article 19 
enshrine the cherished right of privacy.^^"The right to be let alone".^^ 
In Malak Singh v. State ofPunjab^^, the Supreme Court has reiterated that: 
"The police can maintain discreet surveillance over reputed bad 
characters, habitual offenders and other potential offenders in 
order to maintain public peace and prevent commission of 
offences. However intrusive surveillance seriously encroaching 
on a citizen's privacy is not permissible under Article 19 (1) (d) 
and Article 21." 
In Kharak Singh case the Supreme Court ruled definitively that the right to 
privacy' was not a guaranteed right in India. But in Govind case the court 
appears to have accepted a limited fundamental right to privacy as an 
emanation' from Article 19 (l)(d) and Article 21. 
The right to privacy is however, not absolute, and reasonable restrictions 
can be placed there in public interest under Article 19(5) the impugned police 
regulations were characterized as making drastic inroads directly into the 
privacy' and indirectly in to the fundamental rights of the suspect and 
therefore, they were given a restrictive operation. 
No right is absolute in nature. Two rights always contradict each other. One 
can enjoy his share of rights, up to the extent the rights or freedom of others is 
not violated. A Chinese proverb says, "We have the right to move our hand in 
the air, but our right ends where someone's nose begins." 
In the same way, freedom of expression is standing on the way of right 
to privacy. One has the right to express, but the question that arises is what the 
extent of expression is? Can someone violate another's privacy in the name of 
his right to express? 
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The importance of free speech as a basic and valuable characteristic of 
the society cannot be underestimated. On a practical plane, freedom of speech 
serves many functions. One of its most important functions is that decision-
making at all levels is preceded by discussion and consideration of a 
representative range of views. Freedom of speech is also important to 
government because when criticisms of a government are freely voiced, the 
government has the opportunity to respond to answer unfair comments and 
criticisms about its actions. However, freedom of speech or expression does not 
mean freedom to say anything you want to, because, freedom of expression can 
sometimes become a threat to the privacy of others. 
Privacy on the other hand, is a valuable and advanced aspect of 
personality"*". Sociologists and psychologists agree that a person has a 
fiindamental need for privacy. Preserving privacy fosters individual autonomy, 
dignity, self determination and it in turn promotes a more participatory 
citizenry. Unwanted exposure may lead to discrimination, loss of benefits, and 
loss of intimacy, stigma, and embarrassment.'*' 
4.3 Right to Privacy under Other Statutes 
In the Indian context although there is no specific law expressly 
guaranteeing a general right of privacy to individuals the Judicial decisions 
have established beyond any doubt that this right is included under Article 21 
of the Constitution. In addition to there are some specific provisions providing 
for protection of privacy under different laws and provided punishment for the 
violation of the same. 
• Privacy under Indian Easement Act, 1882 
Indian Easement Act, 1882 under Section 18, provides, that an easement 
may be acquired by virtue of a local custom which are called customary 
easement. Illustration (b) to above Section more or less settles the contents of 
the customary right of privacy. It lays down, by the custom of a certain town no 
owner or occupier of a house can open a new window there in so as 
substantially to invade his neighbour's privacy. A build a house in the town 
near B's house. A there upon acquires an easement that B shall not open new 
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window in his house so as to command a view of the portions of A's house 
which are ordinarily excluded from observation, and B acquires a like easement 
with respect to A's house.'^ ^ 
The contents of this customary right, by and large are mainly concerned 
and centered around the complaints regarding the construction of a new house 
or alteration of the old ones, opening a new door or a window or enlargement 
of the existing ones, construction of a new floor or balcony and opening of a 
new aperture or the enlargement of the old ones by the defendant where by the 
plaintiffs house specially that portion of the house which is generally secluded 
from observation and/or inhabited by the female members of his/her family is 
exposed to the view of the defendant resulting in an invasion of the plaintiffs 
privacy. 
In 1888, the case of Gokal Prasad v. Radho*^ came before a division 
bench of Allahabad High Court for decision.'*'* The plaintiff alleged that the 
defendant had wrongfully built a new house in such a way that certain eaves of 
that new house projected over the plaintiffs land and that a verandah and 
certain doors of the house interfered with the privacy of those portions of the 
plaintiffs house and premises which were occupied and used by the females of 
the plaintiffs family. Accordingly he claimed to have the eaves, in question, 
and the verandah removed and the doors, complained of, be closed. The female 
member of the plaintiffs family was Pardanashin women. The lower court 
declared the plaintiffs claims with costs. On appeal, the District Judge 
reversed the decree of the lower court and dismissed the plaintiffs claims. It is 
against the decree of the District Judge that an appeal was made and this is how 
the case came before the High Court. The division bench of the High Court 
formulated the following questions: 
Does the privacy in fact and substantially exist and has it been and is it 
in fact enjoyed? If it were found that no privacy substantially exists or is 
enjoyed, there would be no further question in an ordinary case to decide. If, on 
the other hand, it were found that privacy did substantially exists and enjoyed, 
the next question would be : was that privacy substantially or materially 
89 
.I 'l. 'h 
ihi i 
interfered with by acts of the defendant done without the consent or 
acquiescence of the person seeking reUef against these acts? 
Chief Justice Edge, Who deUvered the judgment, arrived at the 
conclusion after examining various authorities that a right of privacy exists and 
has existed in these provinces by usage or custom and that substantial 
interference with such a right to privacy, where it exists, if the interference be 
without the consent of the owner of the dominant tenement, afford such owner 
a good cause of action. In his concurring judgment Justice Mahmood pointed 
out that under conditions of life such as they are in these provinces, the custom 
that invasion of privacy is actionable is far from being an unreasonable custom, 
and the custom itself is so well recognized that Mr. Motilal Nehru, for the 
respondent, in course of his argument stated that it was wholly unnecessary to 
remand the case for ascertaining the custom. The appeal was decreed and the 
lower court decree was restored. 
In 1935, in Nihal Chand v. Mt. Bhagwan Devi,'*^ A division Bench 
exhaustively examined all the cases on the customary right of privacy decided 
after the Gokal Prasad case, and came to the conclusion that: 
"The customary right of privacy was generally prevalent and 
commonly recognized. The court took the view that it was open 
to a court to take judicial notice of such custom having the force 
of law under Section 57, of the Evidence Act and it was therefore 
not necessary that there should be evidence produced in each 
case to establish such a custom. Indeed, in many villages where 
the custom had been so well recognized that no one had dared to 
infringe it, there might be no instance to prove that the custom 
was denied and upheld on previous occasion. The court also 
made a distinction between the right of privacy based on Pardah 
system and the right of privacy based on natural modesty and 
human morality and that the latter was not confined to any class, 
creed, colour or race. It was adjudged as the birth right of a 
human being and as such ought to be takes as sacred." 
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"The court further maintained that the right to privacy must be 
observed but should not be exercised in any oppressive way. The 
Court reiterated the proposition that in order to maintain a suit 
one need not necessarily be the owner of the premises. Even a 
rightful occupier would have a right to maintain the suit." 
• Privacy under Hindu Marriage Act, 1955 
The Hindu marriage Act, 1955 Under Section 22, provides that no 
person shall be allowed to print or publish any matter in relation to the 
proceeding in camera without obtaining prior permission of the court. The 
discretion of the court to withhold or allow publication of the proceedings in 
camera is controlled by considerations of 'public policy' or for reasons 
connected with 'public order' or the 'security of the state' etc. if any person 
prints or publishes any matter in contravention of the provision contained in 
subsection (1) he shall be punishable with fine which may extend to one 
thousand rupees.''^ 
• Privacy under Children Act, 1960 
The Children Act, 1960 under Section 36, makes it punishable if any 
one makes any dispatch to any newspaper or magazine disclosing the name, 
address or school or any other particulars which may lead to the identification 
of the child involved in any proceeding under the Act including the publication 
of his photograph.'*^ 
• Privacy under Indian Penal Code, 1860 
"Intrusion of privacy" as an offence in the Indian Penal Code, 1860 was 
neither imported from England nor a creation of the Lord Macaulay but only a 
codification of a long established tradition of the Indian people. Indian Penal 
Code, 1860 under Section 228 A, provides whoever prints or publishes the 
name or any matter which make known the identity of any person against 
whom an offence under Sections 376,. 376A, 376 B, 376C or 376 D is alleged 
or found to have been committed shall be punished with imprisonment of either 
description for a term why may extend to two years and shall also be liable to 
fine. 
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^49 Section 509 of the same code provide whoever intending to insult the 
modesty of any woman utters any word, makes any sound or gestures or 
exhibits any object, intending that such word or sound shall be heard or that 
such gesture or object shall be seen, by such woman or intrudes upon the 
privacy of such woman, shall be punished with simple imprisonment for a term 
which may extend to one year, or with fine or with both. 
Another very import aspect of family life lies in the mutual confidence, 
rights and obligations and sexual fidelity between husband and wife. The 
family life is based on monogamous marriage. Extra marital sexual or other 
intimate relations not only entail penal and other sanctions, but any child bom 
of an illegitimate union suffers from the consequences in the legal status. 
Bigamy is punishable under section 494 and 495 of Indian Penal Code^Vnder 
section 493,^' of the Indian Penal Code whoever by deceitful means causes any 
woman, not lawfully married to him, to believe that she is lawfully married to 
him and to cohabit or have sexual intercourse with her is liable for punishment. 
Under section 497, Indian Penal Code the crime of adultery is punishable 
under Section 498, Indian Penal Code anyone who takes or entices away any 
married woman for illicit sexual relations is also liable for punishment.^^ 
Chapter XV of the Indian Penal Code, 1860 which speaks of the 
offences relating to religion, presupposes the existence of the right in question. 
Section 295, Indian Penal Code^ "* made it punishable for an individual who 
intentionally insult a religion by destroying, damaging or defiling any place of 
worship or any object held sacred by any class of persons. 
Under Section 352^ ,^ Indian Penal Code, 1860 the use of criminal force 
to an individual has been prohibited. The force is criminal when it is used to an 
individual without his consent and with intention to cause injury, fear and 
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annoyance to him. The definition of assault makes the very apprehension of 
the use of criminal force punishable. Consent as understood in the Indian 
Penal Code, 1860 is not to be given under fear of injury or under a 
misconception of fact, or when intoxicated or unsoundness of mind or by a 
person under twelve years of age.^ ^ 
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In certain cases, consent is a defence in the criminal proceedings as 
well.^" There are certain crimes in the Penal Code, the criminality of which 
relates to and/or depends on the consent of an individual e.g. criminal 
force^',causing miscarriage^^,rape^^theft,^'*adultery^^Kidnapping from India^^ 
and cheating.^^ 
The legislative intent to safeguard an individual from being annoyed and 
vexed is manifest in the various provisions of the Penal Code. Annoyance plays 
a pivotal role in the definitions of 'public nuisance', criminal force' and 
criminal trespass. In fact, nuisance and armoyance have been used almost 
synonymously. 
An obscene Act, song or word in public place to the annoyance of 
amounts to a trespass for a person to enter, if one is drunk a manner as to cause 
7ft 
annoyance to any person, he is liable to be punished. 
• Privacy under Law of Torts 
Common law principles of torts do not provide direct action for invasion 
of privacy. The law of torts seeks to provide protection by the use of civil 
wrongs such as defamation, trespass and breach of confidence. 
The tort of defamation involves the right of every person to have his 
reputation preserved inviolate. It protects an individual's estimation in view of 
the society and its defenses are 'truth' and 'privilege' which protect the 
competing right of freedom of speech. Essentially, under the law of tort, 
defamation involves a balance of competing interests. The only concession for 
an action, which involves infringement of right to privacy, would be for 
reasons of prevention of crime, disorder, or protection of health and morals or 
protection of rights and freedom of others. 
Privacy in tort may be described as the right of the person to the 
seclusion of himself, his family or his property. The phrase "right to privacy" is 
used in the Indian case law to refer to the right which an owner of a house may 
have under local custom to the seclusion of his inner apartments from the view 
of his neighbour invasion of the privacy and seclusion of a man's premises, 
properly speaking is part of the law of trespass or nuisance. It has been used in 
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England and in United States in a very different state and refers to the right to 
freedom from emotional disturbance like annoyance, mental pain or distress 
caused by certain forms of misconduct which do not fall with in one of the torts 
already recognized by the law. In the US, a right to privacy has been 
recognized in many forms of misconduct causing emotional distress. Formerly 
in the USA and England, emotional distress was not by itself cause of action 
but compensation for it could be claimed when it is accompanied with an 
independent tort like an invasion of the right to person, property or reputation. 
• Privacy under Indian Contract Act, 1872 
Indian contract Act deals certain other means by which parties may 
agree to regulate the collecting and use of personal information gathered, viz, 
by means of a 'Privacy Clause' or through a 'confidentiality clause' 
Accordingly, parties to a contract may agree to the use of disclosure of an 
individual's personal information, with the due permission and consent of the 
individual, in an agreed manner and or for agreed purposes and any 
unauthorized disclosure of information, against the express terms of the 
agreement would amount to a breach of Contract under the Indian contract Act, 
and would invite an action for damages as a consequence of any default in 
observance of the terms of the contract under Section 74 of the Indian contract 
Act, 1872.^ ^ 
In contract for insurance, the company may solicit personal information 
from an individual relating to his family, cultural background, ethnic origin, 
caste, childhood, education, medical history, information regarding one's 
immediate family, their age, profession etc. In case of data processing 
companies, there may be queries with regard to an individual's professional 
pursuits, income, investment decisions, preferences, spending patterns and so 
on. Globally, contract of insurance are contracts of 'utmost good faith' and the 
contract is voidable where all material facts are not disclose clearly the terms of 
its offer and duly abide by them. Therefore, an insurance proposal, which 
contains a confidentiality clause regarding personal information provided by 
the customer; can not be disclosed without his prior consent. Any breach of 
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such term would invite an action for breach of contractual terms by the insurer-
customer. 
The measure of caution and care with respect to disclosure of sensitive 
information is higher and companies may need to ensure the explicit consent of 
the individual with respect to whom sensitive information is to be disclosed. 
Any disclosure for extraneous reasons could invite legal action from the 
individual claiming that the disclosure by the company resulted in such mental 
agony, anguish, and social stigma, which he would not have otherwise had to 
face.'' 
• Privacy under Criminal Procedure Code, 1973 
The general rule is that any person having knowledge of the commission 
of an offence may set the law in motion by a complaint even though he is not a 
person injured by the offence. But in so far as the offences mentioned above 
(chapter XX, IPC, 1860) are concerned, no court shall take cognizance except 
upon a complaint made by some person aggrieved by the offence.'^ Section 198 
of the Criminal Procedures Code, 1973 is one of the exceptions to the general 
rule. It has further been observed that the offences referred to in the section 
are of private character and the object of the section is to see that it is not in the 
power of any and every body to drag such offences into a court of Justice.'^ 
Section 327 of the Code of Criminal Procedure, 1973 empowers the presiding 
Judge or Magistrate to exclude the general public or any particular individual 
from any enquiry or trial of any case, at any stage, at his discretion.'^ In making 
an arrest under Section 46 of the Code of Criminal Procedure, the police officer 
has been authorized actually to touch or confine the body of person arrested'^, 
but the provision does not make it mandatory that for effecting arrest, the 
police officer should actually touch or confine the body of the person to be 
arrested before a person can be said to be taken in custody; submission to the 
custody by word or action is sufficient. Under Section 164, the Code of 
Criminal Procedure, in recording of confession, the Magistrate is required to 
explain to the person making it that he is not bound to make a confession and 
that if he does so, it may be used as evidence against him.^' He is further 
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required to satisfy himself that the confession was voluntarily made. The 
Code of criminal procedure, 1973 also permits restrictions to be imposed on the 
publication of reports, concerning certain legal proceeding e.g. rape trial. 
• Privacy under Indian Evidence Act, 1872 
Indian Evidence Act, 1872 under Section 122, provides that. No person 
shall be compelled to disclose any communication made between husband and 
wife. Under Section 126 of the Evidence Act, an advocate is not permitted to 
disclose any communication made to him in the course and for the purpose of 
his employment as an advocate without the express consent of his client. The 
contents or condition of any document with which he has become acquainted in 
course of his professional employment or any advice given are also not to be 
disclosed by him. The obligation thus imposed on him continues even after his 
Q'i 
employment has ceased. 
The Interpreters and the clerk or servants of such advocates are also 
under the same obligation. . Further no one is to be compelled to disclose to 
the court any confidential communication which has taken place between him 
and his professional advisor. 
• Privacy under Information Technology Act, 2000^^ 
In May 2000, the Government passed the Information Technology Act, 
2000. The Act provides for a set of laws intended to provide comprehensive 
regulatory environment for electronic commerce. The Act also address the 
question of computer crimes, hacking, and damage to computer source code, 
breach of confidentiality and viewing of pornography. However, the 
Information Technology Act, 2000 contains some provisions which recognizes 
privacy protection and at the same time contains some provisions which 
encroach upon the privacy rights. Information Technology Act uses the word 
"Privacy" into sections, i.e. Section 30 and Section 72, the various Sections 
which recognize the privacy issues is discussed as under: 
Section 30 of the Information Technology Act, 2000 requires certifying 
authority to adhere to security procedures to ensure that the secrecy and privacy 
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of the digital signatures are assured. 
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Section 43 of the Information Technology Act, 2000 makes adequate 
provision for the aggrieved party to seek compensation for unauthorized access 
n o 
to his personal /private data. 
Section 66 of the Information Technology Act, 2000 also protects 
sensitive private information residing in ones computer resource as it inter alia 
makes punishable diminution in value of information residing inside a 
computer resource" with imprisonment up to three years. Thus when an 
intruder hacks in to the computer system and copies and transfers the sensitive 
personal information to competitor which may be of very high utility or of very 
private nature or commercial value for the owner, the said act results in 
diminution in value of information residing inside a computer resource and 
thus violation of privacy.^^ 
Section 72 of the Information Technology Act, 2000 talks about breach 
of confidentiality and privacy i.e., a Government official can be punished if he 
passes an electronic information/data that he has received about an individual 
in his official capacity.^° This section has a limited application only. It confines 
itself to the acts and omissions of those persons, who have been conferred 
powers under this Act, rules or regulations made there under i.e. police, 
certifying authorities and officers authorized by specific notification. 
• Privacy under Right to Information Act, 2005 
The state in a democratic society has an obligation to disclose the 
information that has been generated at its level for the purpose of the people. 
There is no doubt that the entire information build in files of the state 
government office is for the people, and that entitles the people to have an 
implied right to access that information. It is one of the cardinal principles of 
administration that the officers dealing with people should be transparent and 
information must be accessible to the people. As the officers tend to believe 
themselves to be the masters of people forgetting that they have been appointed 
to serve the interests of the people, there is a need to declare that people have a 
right to information which the officers are holding with in their confines. This 
took the shape of a statutory right as a consequence of democratic struggles and 
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agitation for over decades and centuries. India recently passed a law called 
Right to Information Act, 2005. 
Providing for a statutory right to information and obligation on the part 
of the state to provide information either in response to a request or on their 
own. The Act lays down machinery for the grant of access to freedom. The 
public authorities are responsible for designating public officers and Assistant 
Public Information Officers with in 100 days of the enactment and whose 
responsibility is to deal with request for information and assist persons seeking 
information. 
Right to Information Act permits citizens to gain information under 
government control. It might be thought to threaten the privacy of patients and 
research subjects, especially those in government institutions. This Act was 
designed to promote transparency in government, not to permit the invasion of 
the privacy of individual who use government hospitals or who altruistically 
participate in government funded research. The Act generally does not threaten 
the confidentiality of the doctor patient or researcher subject relationship.^' 
Section 8(1) of the Right to Information Act, 2005 deals with "what is 
not open to disclosure", the Act says that" information which relates to 
personal information the disclosure of which has no relationship to any public 
activity or interest, or which would cause unwarranted invasion of the privacy 
of the individuals should not be disclosed". In addition, the same section 
stipulates that "Information available to a person in his fiduciary relationship" 
such as the relationship of a physician or researcher with a patient or subject-
should not be disclosed" unless a competent authority is satisfied that the larger 
public interest warrants the disclosure of such information. 
The Act does not grant others the right to request information about an 
individual that is generated with in fiduciary relationship, even if the doctor or 
researcher is a government employee and the medical or research record is 
housed in a government institution. Unless public interests out weight the 
individual's interest in the privacy of the information. Thus, the degree to 
which the Right to Information Act threatens patient or subject confidentiality 
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depends greatly on what would count under the Act as a "public activity or 
interest" and as an "unwarranted invasion" of privacy. 
In S.P Gupta v. Union oflndia^'^, the Court held that: 
"Right to know is implicit under right to free speech and 
expression. In this case, the court also observed that. "The 
citizen's right to know the facts, the true fact, about the 
administration of the country is thus one of the pillars of the 
democratic state." 
In Union of India v. Association of Democratic Reforms^^, the Apex 
Court issued certain directives to the election commission of India regarding 
voter's right to know the antecedents of the elections candidate. 
In People's Union for Civil Liberties v. Union oflndia^^, the Court held 
that: 
"The right to information was further elevated to the status of a 
human right, necessary for making governance transparent and 
accountable. This Act defines information under Section 21^^ and 
the term Information includes almost all forms of materials, 
which is under the control of any public authority. So through 
this wide defines, informed is now under the domain of public. 
They have an access to get information's about the wanting of 
no 
public authority." 
• Privacy under Indian Post Office Act, 1898 
Indian post office Act 1898, Under Section 2 (i) provides that, Any body 
who is employed to carry and deliver the postal article (Which includes a letter, 
post card, news paper, book pattern or sample packet, parcel and every article 
or thing transmissonable by post)^^ if found guilty of carelessness endangering 
the safety of postal articles, causing delay in the conveyance or delivery there 
of is liable for punishment. If any officer of the post office, contrary to his duty, 
opens any postal article in course of transmission by post or willfully detains or 
delays such postal articles he is liable for punishment.'°° Detaining the mails or 
any postal articles or even opening the mail bag in course of transmission by 
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post by any person without due authority under the Indian post office Act or 
any other Act for the time being in force is punishable.'°' 
• Privacy under Credit Information Companies (Regulation) Act, 
2005 
Credit Information Companies (Regulation) Act 2005, deals with the 
critical areas of accuracy and security of credit information there by facilitating 
the provision of information to the users of members of credit information 
companies and at the same time, provides for maintenance of privacy of the 
consumer. The data relating to the credit information being provided by the 
credit information company has to be accurate, complete and duly processed 
and protected against any loss or unauthorized access or use, which shall be the 
responsibility of the credit information company'"^. Section 20'°^ of the Act 
enumerates privacy principles which shall be applicable on the credit 
information company, credit institution and the specified user. The principle 
has been made applicable for the purpose of processing, recording, preserving 
and protecting the information or data. The privacy of the customer or the 
borrower shall extend to the purposes of the information, extent of obligation 
of the credit information company, preservation of credit information 
networking of credit information companies' credit institutions and any other 
principles and procedures. 
Section 18 of the Central Excise and Salt Act, 1944, Section 132 of 
Income Tax Act, 1961, Section 105 of the Customer Act, 1962 and Section 
5(3) of the Commission of inquiry Act, 1952 as amended in 1972 and 
Conservation of Foreign Exchange and prevention of Smuggling Activities 
Act, 1974 as amended in 1975 confers power of search and seizure on the 
respective authorities functioning under the statutes, the exercise of such 
powers seriously invades the affected person's privacy, reputation, freedom 
and business.'^'^ 
In Board of Revenue, Madras v. R.S. Jhavar,"^^ the Supreme Court held that: 
"The power of search and seizure can be exercised by an 
administrative authority only when it is conferred on it by a 
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statute. The stipulations made by the statutes in question 
regulating the power of search and seizure must be observed by 
the authority concerned, otherwise search and seizure will be 
declared illegal and nothing recovered at such a search can be 
made use of an evidence against the individual concerned." 
In Hari Kishan Das Gulab Das and Sons v. State of MysoreJ^^ the Mysore 
High Court held that: 
"When a search was committed in an illegal manner the assessee 
was entitled to return of all seized documents and books 
including any copies and notes made by the department from 
these materials. This decision thus amount to saying that the 
department can not make use of such illegally seized material." 
• Privacy under Copy Right Act, 1957'"^ 
Copyright, under the Copyright Act, 1957 is a right granted to creators 
of literacy, dramatic, musical, computer and artistic works, and producers of 
cinematography films and sound recordings. Copyright includes right of 
reproduction, communication to the public, adaptation and translation of the 
work. 
Copy right ensure certain minimum safeguards of the authors' right over 
their creations, there by protecting and rewarding creativity. The author of a 
work has the right to claim authorship of the work and to restrain or claim 
damages in respect of any distortion, mutilation, modification or other act in 
relation to the work, if such distortion, mutilation, modification or other act is 
prejudicial to his honour or reputation. Moral rights are available to the authors 
even after the economic rights are assigned (section 57) 
In Phoolan Devi v. Shekhar Kapoor ,the plaintiff claimed that the basis of the 
film, being a novel dictated by the illiterate plaintiff herself had been 
considerably mutilated by the film producer. The plaintiff sought a restraint 
order against the defendant, from exhibiting publicly or privately, selling, 
entering in to film festivals, promoting, advertising, producing in any format or 
medium, wholly or partially, the film "Bandit Queen" in India or elsewhere. 
Granting an injunction Vijendra Jain J. held that "the defendant had no right to 
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exhibit the film as produced violating the privacy of plaintiffs body and 
person. The balance of convenience is also in favour of restraining the 
defendants from exhibiting the film any further as it would cause further injury 
to the plaintiff. No amount of money can compensate the indignities, torture, 
and feeling of guilt and shame which has been ascribed to the plaintiff in the 
film. Therefore the defendants were refrained from exhibiting the film. 
4.4 Recapitulation 
The Preamble to the Constitution resolves to secure to all the citizens, 
justice, liberty, equality of opportunity and of status assuring their dignity. It 
guarantees several fundamental rights to the peoples in part III. These 
fundamental rights, observed by the Supreme Court of India, represent the 
basic values cherished by the people of this country. They weave a pattern of 
guarantee on the basic structure of human rights and impose negative 
obligations on the state not to encroach on individual liberty in its various 
dimensions. The right to life, guaranteed under Article 21 of the Constitution, 
has been interpreted as the right to live with human dignity. By virtue of his 
dignity each individual has a right to private enclave where he may lead a free 
life with out any let or hindrance. 
Right to privacy is not absolute right. Two competing values viz. 
prevention of crime and the respect for the right to privacy have to be properly 
balanced. M.P. Sharma is the case where in the right to privacy invoked first 
time in the context of search and seizure. 
It took a quarter of century of the functioning of the Constitution before 
the right to privacy received the status of a constitutional right. The main issue 
relating to the recognition of privacy has confronted the state power of searches 
and surveillance. The Indian Supreme Court adopted a narrow and formalistic 
approach, pointing to the absence of a specific constitutional provision 
analogous to the fourth amendment of the US Constitution to protect the right 
to privacy of Indian from unlawful searches. This disappearing decision was 
followed nearly a decade later by Kharak Singh v. State of UP where in the 
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right to privacy was again invoked to challenge police surveillance of an 
accused person. 
The majority said that personal liberty in Article 21 is comprehensive to 
include all varieties of rights which go to make up the personal liberty of a man 
other than those dealt with in Article 19(l)(a). According to the court while 
Article 19(1) (d) deals with the particular types of personal freedom, Article 21 
takes in and dealt with the residue. 
Govind v. state of Madhya Pradesh is another case on domiciliary visits. 
The Supreme Court laid down that privacy dignity claims deserve to be 
examined with care and to be denied only when an important countervailing 
interest is shown to be superior if the court does find that a claimed right is 
entitled to protection as a fundamental privacy right, a law infringing it must 
satisfy the compelling state interest. Over the course of the next three decades, 
the court has established other aspects of the right to privacy. 
Right to privacy gained recognition mainly through judicial activism. It 
is not a fundamental right but still an essential ingredient of fundamental right. 
The right is incorporated under Article 21 through various judicial 
pronouncements, though there are certain statutes which have traces the rights 
to privacy in it. Such as Sections 28, 29, 164(3) and 165 of Criminal Procedure 
Code 1973, Sections 228, 376A, 376B, 376C, 376D, 509, 494, 495, 295, and 
Section 352 of Indian Penal Code 1860, Section 22 of The Hindu Marriage Act 
1955, Section 36 of The Children Act 1960, Section 18 of the Indian Easement 
Act 1882. Right to privacy is further encompassed in the field of Law of Torts, 
Section 74 of the Indian Contract Act 1872, and Section 122 of the Indian 
Evidence Act 1872 also touch the privacy aspect, there are certain provisions 
under Information Technology Act 2000, i.e. Section 30, 33, 66, 72 deals with 
law relating to privacy, Section 8(1) of The Right to Information Act 2005, 
Section 2(1) of the Indian Post Office Act 1898 and Section 20 of the Credit 
Information Companies (Regulation) Act 2005 Enumerates Privacy Principles. 
To conclude the right to privacy in India as in any other Jurisdiction, 
though not statutorily codified as yet. Its scope is by the lack of such 
103 
Cficipter-Tour 
codification neither extremely narrow nor considerably wide. It is on the other 
hand relatively ambiguous. This implies that this aspect should be handled with 
a great deal of care and circumspection. 
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5.1 An Overview 
There is an exciting global trend towards recognition of the right to 
privacy by States, Intergovernmental Organizations, Civil society and the 
People. There is a growing body of authoritative statement supporting the right 
to privacy. The United States seems to have been the first country to focus on 
privacy as a public issue. As early as the 1960's American's anxiety over 
creation and use of files on consumer's credit triggered demand for public 
action. The ultimate result was federal legislation on credit records based on 
principles that became widely applied in other domains. One key result was 
America's Privacy Act of 1974, governing administrative records held by 
federal agencies. 
In 1973, Sweden passed its Data Protection Act, the first National 
Privacy Act in the world. By the end of 1970s, Germany, France, Australia had 
framed their national personal data protection legislation. In the 1980's Canada, 
the UK, Australia and various other countries joined this 'privacy club'. In 
1995, the European Union adopted its influential privacy directive, for eventual 
'transposition' in to the legal systems of all member countries. In the present 
chapter of the thesis the researcher is trying to discuss Comparative 
International development of Privacy Protection. 
She tries to discover what forms of privacy protection are readily 
accepted in each country and what different government agencies did and did 
not define rules for themselves in protecting people's interest in treatment of 
their privacy protection. What are those international agreements whose 
precepts have inspired National Privacy Codes around the World? 
5.2 United States 
American legal and philosophical thinking about privacy begins with 
Samuel Warren and Louis Brandeis's 1890 Harvard Law Review article in 
which they argued that the Common law protected a 'right to privacy' and that 
'the right to life has come to mean the right to enjoy life', 'The right to be let 
alone'. They anchored the right to privacy in the common law protection for 
intellectual and artistic property-arguing that this protection was not based on 
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private property but instead on the concept of an inviolate personality. Privacy, 
or the 'right of the individual to be let alone, was similarly protected as a part 
of the inviolate personality.'' 
The next major step in legal thinking on privacy is William Prosser's 
article on privacy in which he concluded that a right to privacy, 'in one form or 
another', was recognized in four different tort protections: intrusion, disclosure, 
false light and appropriation. He viewed privacy as a common term for a 
number of different ways in which the 'right to be let alone' might be invaded. 
The United States Constitution makes no explicit mention of the right to 
privacy. However, over time the Supreme Court has recognized a number of 
Privacy rights deriving them from the first, third, fourth, fifth, ninth, and 
fourteenth Amendments. These Constitutional Protections only apply to 
government action; they do not restrict private sector or individual actions or 
provide any protections against privacy invasions in those contexts. Under the 
first Amendment and due process clause of the fifth and fourteenth, the court 
has upheld a number of privacy interest including associational privacy, 
polifical privacy and the right to anonymity in public expression.^ 
The most direct expression of the right to Privacy can be found in the 
US Constitution's fourth Amendment, "* the fourth Amendment states: 
"The right of the people to be secure in their persons, houses, papers and 
effects, against unreasonable searches and seizure, shall not be violated, and no 
warrants shall issue, but upon probable cause, supported by oath or affirmation, 
and particularly describing the place to be searched, and the person or things to 
be seized."^ 
The purpose of the amendment was to protect people from arbitrary 
government intrusion into their liberty, privacy and possessory interests. The 
fourth Amendment encompasses two main ideas. First a government search 
and seizure must be "reasonable" Second, before embarking on a search or 
seizure, government actors should obtain warrant wherever possible, and 
warrant should be based on the principle of "Probable Cause". Because the 
fourth Amendment apply only to "searches" and "seizure", an investigative 
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method that falls with in neither category need not be reasonable and may be 
employed with out a warrant and without probable case, regardless of the 
circumstances surroundings its use.^ 
The most important fourth Amendment case is Katz v. United States , A 
wiretapping case in which the court ruled that the fourth amendment protected 
people, not places, and did not require physical trespass or seizure of tangible 
material. In the concerning opinion. Justice John Marshall Harlan, developed a 
two part formulation to determine whether an individual had a 'reasonable 
expectation of privacy': First that a person have exhibited an actual (subjective) 
expectation of privacy and Second that the expectation is one that society is 
prepared to recognize as "reasonable". Title 111 of the Omnibus Crime Control 
and Safe Streets Act 1968, and the Electronic Communications Privacy Act 
1986, Congress has given more concrete meaning to the Fourth Amendment 
protection against unreasonable searches and seizures, requirements. The Fifth 
Amendment protection against self incrimination also provides a basis for a 
type of privacy protection. Judicial construction of Fifth Amendment protected 
privacy prohibits the government from compelling an individual to disclose 
incriminating personal information except on grants of immunity. Still, the 
contours of Fifth Amendment protected privacy may be broadly or narrowly 
drawn, depending upon the courts interpretation of the amendment's 
underlying principles and policies.^ 
As with Fourth Amendment, Boyd v. United States^ provides the 
watershed for a broad construction of personal privacy under the Fifth 
Amendment Boyd's construction of the Fourth and Fifth Amendments 
foreclosed the possibility of overbearing governmental intrusions upon 
individual's activities not only where the government searched and seized 
without warrant or elicited compelled disclosures of personal information, but 
also where the government through the use of administrative summons intruded 
upon individual's privacy.'" With respect to personal information, the court has 
limited its protection to information that is in the possession of the individual. 
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not a third party and has waived protection for information that is part of a 
required record. 
The broadest privacy right have been those adopted to protect 
reproductive privacy, which is conceptually different from information privacy, 
as it involves control over a personal domain in Griswold v. Connecticut'^ 
Eisenstadt v.Baird , and Roe v.Wade the court ultimately recognized a 'right 
to privacy' in the 'Fourteenth Amendment's concept of personal liberty and 
restrictions upon state action'. These protections however have not been 
extended beyond the sphere of reproductive privacy. For example in 1976, the 
court refused to expand the areas of personal privacy considered 'Fundamental' 
to include erroneous information in a flyer listing shoplifters. A year later, the 
court recognized for the first time two kinds of information privacy interest : 
'One is the individual interest in avoiding disclosure of personal matters, and 
another is the interest in independence in making certain kinds of important 
decisions. But in this instance, the court upheld a New York law that required 
the state to maintain computerized record of prescriptions for certain drugs 
because the state had taken precautions to protect computer security and had 
placed restrictions on disclosures from the records, thus minimizing the 
potential for personal information to be disclosed inappropriately. 
The Supreme Court asserted in 1967, that the Fourth Amendment does 
not protect places, but rather it protects people and that the constitutional 
privacy right should not be dependent on the nature of the technology.''* 
Correspondingly in 1968, the U.S. congress established the Omnibus Crime 
Control and Safe Streets Act, which focused on telephone wiretaps. In 1986, it 
broadened to include digital electronic communications with the collection and 
dissemination of Information Act.'^ Congress also tried to establish the 
principle that privacy rights should not depend upon the kind of technology that 
is used'^ and thus enacted the Electronic Communications Privacy Act (ECPA), 
17 
which made it illegal to intercept/disclose private communications, including 
key stroke monitoring, tapping a data line, rerouting electronic communication, 
and hacking".'^ 
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The Privacy Act of 1974, a major piece of legislation numbering over 
9,000 words on tiie emerging concern of the new technological advances in the 
Computer Industry, serves as the most comprehensive, general federal statute 
on confidentiality.'^ The law actually has roots from the House of 
Representatives sub committee on invasion of privacy in 1965.^ ° In response to 
Nixon Administration using political opponents' tax information made 
available through the Freedom of Information Act of 1966.^' According to the 
privacy Act, record keeping systems must not be kept secret and an individual 
must have the means to find out his record information and how it is used.^ ^ 
The Privacy Act, modified in 1980, eventually focused less on the 
government's accumulation of personal information and more on the flow of 
data in and out of computer. The Counterfeit Access Device and Computer 
Fraud and Abuse Act of 1984, later amended in 1986, made it felony to access 
classified information.'^ ^ 
In 1988, the House created the Computer Matching and Privacy 
Protection Act 1988, which applies to the "Computerized Comparison of 
records for the purpose of establishing eligibility for a federal benefit 
programme or recouping payment or delinquent debts under such 
programmes". Beside this, in 1988 Video Privacy Protection Act of 1988^ "* 
passed, which prohibits video stores from disclosing their customers name and 
addresses and the specific videotapes rented or brought by customers except in 
certain circumstances. Driver's Privacy Protection Act of 1944^^ restricts access 
to information maintained by State Departments of Motor Vehicles including 
name, address, telephone number, photograph, and medical or disability 
information. 
Health Insurance Portability and Accountability Act of 1996^^, provides 
for standards protecting privacy of individually identifiable health information 
and establishes an offence of 'wrongful disclosure' with respect to Health 
Information Financial Modernization Act of 1999^ ,^ commonly referred to as 
Gramm Leach Bliley (GLB) for its primary co-sponsors, requires financial 
institutions to send notice of their information practices to all customer. Inspite 
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of the low level of Protections conferred the effective data of the privacy 
provisions pushed back from November 2000 until July 2001. The year 2000 
also saw the sole federal law governing information use online go in to effect. 
The Children's Online Privacy Protection Act (COPPA), passed by Congress 
in 1998 and requiring Parental consent before information is collected from 
children under the age of 13, went into effect in April 2003^^. Protection for 
medical records was finally introduced in the US in 2001. In October 1999 
Department of Health and Human Services issued draft regulations protecting 
medical privacy. The final rules were issued on December 20, 2000 and went 
into effect in April 2001. The large Number of exemptions provided limits the 
protection offered by the new rule. For example, patient information can be 
used for marketing and fund raising purposes. Doctors, Hospitals and Health 
services companies will be able to send targeted health information and product 
promotions to individual patients. There is also a variety of Sectoral Legislation 
on the State level that may give additional protections to citizens of 
individuals' states.^^ 
5.3 United Kingdom 
United Kingdom's legal system has been gradual and evolutionary and 
describes its right in a negative fashion. The catch phrase "It is not what is 
good, its what is not said' describes the traditional method of the British 
Constitution, which derives from several important document previously 
mentioned, Britain has taken the gradualist approach of it don't broke don't fix 
it: noticing that the government has always functioned efficiently by 
responding to current needs and so premeditated change is unnecessary. 
Famous Englishman A.V. Dicey, author of the law of the Constitution 
believed it was futile to declare human freedoms without under pinning the 
rhetoric of liberty with effective means to protect them.^' Overall English law 
was more concerned with protecting property rights and physical right rather 
than social rights. Thus legislative emphasis was not on human liberties. In 
Britain precise legal remedies were made available through which citizens 
could secure freedoms, but without a general statement of rights. This idea 
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worked well until two changes occurred: Firstly, State incorporated more 
modem declarations of rights which were highly effective and usually required. 
Judicial means to guarantee rights of all, Secondly the UK's elective 
dictatorship allowed British government to be careless with legislative and 
administrative acts which infringed rights of citizen in favour of increasing 
power for the Central government. 
A historical examination reveals that control of information emerged as 
a problem in Britain shortly before 1889, when the first Official Secrets Act 
was passed.^'' As a Constitutional Monarchy, Britain repeatedly confronted the 
issue of having a central royal figure make confidential decisions with no 
public interference nor disclosures. In the face of increasing judicial power. 
The government had a vested interest in maintaining the traditional crown 
privilege, Official Secrets Act, and Ministerial accountability to ensure it 
continued control of information and power. 
Historically, a British culture of secrecy upheld the Doctrine of Crown 
privilege, which states that courts have no authority to disclose the working of 
government crown privileges power were limited by the land mark case of 
Duncan v. Cammell Laird . 
Another important case relating to privacy is widely known as "The 
Spycatcher Affair" in this case the British government pursued peter Wright, a 
former British secret service agent, for publishing his memories in Australia. 
The British government wanted to suppress the circulation of this information-
but the disclosure did not provide a threat to Britain's National Security, and 
consequently Britain lost the case. The trial revealed the illegal activities of 
Britain's secret service and illustrated the government's resistance in allowing 
public interest and freedom of the press to override Civil law of confidentiality. 
Two additional examples demonstrate how Britain limited the freedom 
of expression and exchange of information. In 1983, Sarah Tisdall, a clerk for 
the Ministry of Defence, disclosed information concerning parliament's 
evasion of discussing the arrival of American Missiles. Because she sent such 
documents to a news paper, she faced a six month prison sentence^^. One year 
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later, a senior civil servant, Clive Pointing, informed parliament that ministers 
provided misleading information's about a ship sinking during the Falklands 
war. Instead of rewarding him for his morals, he was prosecuted for leaking the 
information, although he was acquitted.^^ In sum, a little over a decade ago, the 
Thatcher era was scarred with politically inspired attempt to circumvent press 
freedom: the Northern Ireland broadcasting ban: the injunctions against the 
publication of Spy Catcher by the retired intelligence officer, Peter Wright; the 
prosecutions of Clive Pointing and Sarah Tisdall for passing information which 
in other, more liberal systems would have been freely available; and a series of 
interventions against the makers and producers of television 
documentaries if an informal system has broken down, it is certainly 
arguable that a formal system with precise and enforceable rules, is required to 
take its place.'^ ^ 
In 1970, a committee on privacy was appointed under the chairmanship 
of Kenneth Younger. The Younger Committee which reported on privacy in 
the United Kingdom in 1972 observed that while privacy is widely recognized 
as a legally defensible right in the United States, it is not established as a 
concern principles of law and it has not significantly, contributed to respect for 
privacy in everyday life, especially by the mass publicity media. It is generally 
agreed that, to this point, the Common law of England and many other 
Common Wealth Common law jurisdiction^^ knows no generalized right to 
privacy. In the parliamentary debate on the first of the private members bill on 
privacy introduced in the United Kingdom during the 1960's, Lord Mancroft's 
Right of Privacy Bill, 1961''°. This Bill marked the beginning of a 23 year 
history which finally led to the successful passage of the Data Protection Act 
1984'*^ Lord Denning said that the law on privacy in the United States had 
evolved from the English Common law and that in England" The judges may 
well do it" The Younger Committee commented that Great Britain has less in 
its law aimed specifically at the invasion of Privacy than any other country 
whose law it had examined. Lord Dennings statement in the debate on the Man 
craft's Bill was very much in character, but it is very doubtful if the common 
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law of England would, at this time recognize or announce a general right of 
Privacy. As in England, so elsewhere in the common wealth, there has been no 
Common law development of a generalized right to privacy. Series of private 
member's Bill, were introduced in the United Kingdom Parliament during the 
1960's, which dealt with privacy issues, Lord Mancroft's Bill was concerned 
with privacy in the context of media other Bill have defined the right to privacy 
in very broad and general terms while others have listed specific diverse areas 
of conduct which are said to constitute breaches of privacy for example 
industrial espionage, electronic surveillance and data banks. In the United State 
there has been a great volume of writing and substantive legislative 
investigation and enactment of which Title III of the Omnibus Crime Control 
and Safe Streets Act 1968, dealing particularly with wire tapping and electronic 
surveillance is the most conspicuous recent example"* .^ More recently, a sincere 
effort is being made to enunciate positive rights in Britain, as opposed to 
freedom being defined as what's left when the state has finished saying what 
you can not do. Opponents to the Diceyan view like Sir David Williams, an 
English champion of civil liberties, held the view that a legal system in which 
anything is permitted which is not forbidden is equivalent to the absence of 
principle masquerading as a principle'*^. 
In 1993, the government published a famous document, the white paper 
on "Open Government," it explored excessive secrecy and suggested methods 
of how open government could be improved through the Code of Practice on 
Access to Government Information. 
The code commits the government to providing information to the 
public regarding facts and fact analysis behind major policies and decisions. 
Details on policies, actions and decisions and explanation of government 
departments'*''. 
Of course they are the usual exemptions of official secrecy categories of 
defense and enforcement of the law, predictable categories of privacy, 
commercial confidentiality and individual confidentiality" and the white paper 
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argued that right should be "brought home" to enforce convention rights in 
democratic court"*^ . 
The white paper however was not strong enough to preclude the desire 
of drafting the Freedom of Information (FOI) Bill, created by the New Labors 
party in 1997, and introduced to the House of Commons on November 18, 
J999 46 ^ comprehensive piece of legislation was sought to create a coherent 
approach regarding Law of Information. The Freedom of information Act 
received Royal Assent on November, 30, 2000. A provision in the Act 
requiring authorities to produce publication schemes describing information 
they publish proactively, will be placed in earlier, starting with Central 
Government Departments in November 2002. Because the 2002 Act was 
characterized as weak legislation, the Scottish parliament created its own 
stronger bill. The Freedom of Information (Scotland) Act was passed by the 
Scottish Parliament on April 24, 2002 and enforced from December 31, 2005. 
The freedom of information Bill has advantages over the outdated white 
paper's code: the statutory right of access to information, as opposed to a code 
has a major psychological as well as legal effect. The legislation will be fully 
retrospective, which will avoid problems with documents created fewer than 
thirty years ago. It also covers a wide range of organizations at all level of 
government''^. 
Just before the freedom of information Bill came to the table, the Data 
Protection Act of 1998 was enacted because European Union (EU) law 
required implementation of a Data Protection Directive by October 24, 1998, 
The FOI Bill had to be drafted to fit into the legal landscape already shaped by 
the Data Protection Legislation. 
Just before the Data protection Act, the UK confronted one of the most 
comprehensive Acts in its history: The European Convention of Human Right's 
ofl998^^ 
ECHR is one of the earliest and most important treaties passed by the 
Council of Europe, which is separate from the EU and has its own Court of 
Human Rights in Strasbourg; The Act makes three important changes: First it 
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makes it unlawful for a public authority like a government department local 
authority or the police to breach the Convention rights unless an act of 
Parliament meant it couldn't have acted differently; secondly cases can be dealt 
within a UK Court or Tribunal previously injured citizens had to go the 
European Court of Human Rights in Strasbourg. Thirdly it says that all UK 
legislation must be given a meaning that fits with the convention rights, if 
possible. If a Court says that it is not possible, it will be up to parliament to 
decide what to do. 
British Parliament adopted into democratic law the ECHR on October 2, 
2000. That day a speech was made by home secretary, Jack Straw MP, entitled 
"Human Rights and Personal Responsibility New Citizenship for a New 
Millennium", which reflected on the post and predicted some fundamental 
changes for the future."*^  
Straw recalled that the ECHR was created in response to world war two, 
to ensure atrocities never took place again. 
He reminded people that the world is now changing due to 
Globalization, Information Technology (IT), The Internet Economic Progress, 
Technical progress and movement of populations, but these new opportunities 
also means new inequalities, undoubtedly social constrains may cause the new 
legislation to be ineffective since challenging governmental actions in the court 
is easier for rich people than poor people, the existence of constitutional 
provision does not ensure it will be respected, and the constitutional clause are 
short while the range of threats to freedom are infmite.^^ To further support the 
UK's need for a Domestic Bill of Rights, in addition to procedural difficulties, 
there are also substantive problems. The ECHR does not specify the right to 
information from public bodies and is missing the right to privacy in relation to 
due process.^' Article 8 of the Human Rights Act pertaining to Privacy, does 
not give people a basic right to see information held by public authorities. The 
FOI legislation will provide for the missing hole. Article 8 makes two main 
assertions: 
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Firstly, everyone has the right for his private and family life, his home 
and his correspondence, and Secondly, there shall be no interference by a 
public authority with the exercise of this right except such as in accordance 
with the law and is necessary in a democratic society in the interest of national 
security, public safety or the economic well being of the country for the 
prevention of disorder or crime, for the protection of health or morals as for the 
protection of the rights and freedom of others. 
Article 10, of the ECHR guarantees the right to receive and impart 
education however there is no express guarantee for the right of access to 
information. 
ECHR changes UK law in a number of ways. It creates a new 
mechanism for dealing with cases where convention and legislation conflicts a 
"Fast track" for dealing with legislation that violates ECHR.^ ^ 
5.4 Australia 
While privacy issues are now featured prominently in daily news in 
Australia, the legal Safeguards for personal information remain limited. Neither 
the Australian Federal Constitution nor The Constitutions of the six States 
contain any express provisions relating to privacy there is periodic debate about 
the value of a Bill of Rights, but no current proposals. The Constitution limits 
the legislative power of the Common Wealth (Federal) government, with areas 
not expressly authorized being reserved for the States. The Constitutionality of 
federal laws imposing privacy rules on the private sector has been questioned? 
But not so far challenged. Most commentators believe that the common wealth 
could found any private sector privacy law on a 'cocktail' of constitutional 
powers including those giving authority over telecommunications, corporations 
and foreign affairs (e.g. treaties).^ "* 
Privacy law in Australia comprises a number of common wealth 
(federal) statutes. Covering particular sector and activities, some state or 
territory laws with limited effect and the residual common law protections. 
Which have very occasionally been used in support of privacy rights through 
action for breach of confidence, defamation, trespass or nuisance. The principal 
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Federal Statute is the Privacy Act of 1988.^ ^ Which has four main areas of 
apphcation and which gives partial effect to Australia's commitment to the 
OECD Guidelines and to the International Covenant on Civil and Political 
Rights (ICCPR), It creates a set of eleven information privacy principles (IPPs) 
based on those in the OECD Guidelines that apply to the activities of most 
federal government agencies. A separate set of rules about the handling of 
consumer credit information added to the law in 1989, applies to all private and 
public sector organizations. 
The third area of coverage is the use of the government issued Tax File 
Number (TFN), where the entire community is subject to Guidelines issued by 
the privacy commission which take effect as subordinate legislation. The 
origins of the privacy Act where the protests in the mid-1980's against the 
Australia card scheme. A proposal for a universal national identity card and 
number. The controversial proposal was dropped but the use of the tax file 
number was enhanced to match income from different sources with the privacy 
Act providing some safeguards. Some controls over this matching activity were 
introduced in 1990.^ ^ after several policy reversals, the selected conservative 
government introduced legislation to extend privacy protection to the private 
sector in April 2000. The privacy Amendment Act was passed in 2000. This 
law takes effect in December 2001. The law puts in place National Privacy 
Principles based on the National principles for fair Handling of personal 
information originally developed by the federal privacy commissioner in 1998 
as a self regulatory substitute for legislation. The Act has been widely criticized 
as failing to meet international standards of privacy protection. Privacy expert 
Roger Clarke describes the Act as "The world's worst privacy legislation" or 
the Anti privacy Act.^ ^ The NPPs impose a lower standard of protection in 
several areas than the EU directives. For example, organizations are required to 
obtain consent from customers for secondary use of their personal information 
for marketing purposes where it is "practicable", otherwise, they can initiate 
direct marketing contact. Providing they give the individual the choice to opt 
out of further communications. Controls on the transfer of personal information 
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overseas are also limited, requiring only that organization take reasonable steps 
to ensure personal information will be protected or "reasonably believes" that 
the information will be subject to similar protection as applied in the Australian 
law. In addition, the Act provides for a number of broad exemptions for 
employee records for example health information, contact details, salary or 
wages, performance and conduct, trade union membership, recreation and sick 
leaves banking affairs etc, media organizations and small businesses. 
There are also weaknesses in the enforcement regime including for 
example, allowing privacy complaints to be handled by an industry, appointed 
code authority with limited oversight by the commissioner. The Act does, 
however include an innovative principles of anonymity. Article 8 states that: 
Wherever it is lawful and practicable, individual must have the option of not 
identifying themselves when entering into transactions with an organization. 
Genetic privacy was currently under joint review by the Australian Law 
Reform Commission and the Australian health ethic committee of the national 
health and medical research council, who had deliver their final 
recommendation by 30 '^' June 2002. on June 20, 2001 the prime Minister 
Armounced the establishment of a National digital data base of DNA and finger 
print samples in order to facilitate law enforcement. 
The Telecommunicafion (Interception) Act of 1979^^ regulates the 
interception of telecommunications. A warrant is required under the Act and it 
also provides for detailed monitoring and reporting. However significant 
loopholes exist with in the legislation. There remains considerable uncertainly 
as to the position of email and other stored communications under the 
telecommunications laws. It is not clear which communications are subject to 
the Strict Interception Act safeguards and which only to lesser control of 
telecommunication Act. 
Crimes Act, 1989^^ also contains a range of other privacy related 
measures such as offences relating to unauthorized access to computers, 
unauthorized interception of mail and telecommunications and the 
unauthorized disclosure of common wealth government information. In late 
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June 2001, the Government introduced draft legislation targeting online crime. 
The proposed Cyber Crime Bill 2001 would establish seven new computer 
offences (includes hacking, denial of service attacks, website vandalism 
spreading computer virus and the use of computer in offences such as stalking 
and fraud) with Jails terms up to 10 years. It would amend the crimes act to 
provide police with increased search and seizure powers including the authority 
to demand release of encryption keys or decrypted data. The Bill, which is 
likely intended to implement the substantive provision of the future council of 
Europe Treaty on Cyber Crime, has been widely criticized by civil liberties and 
computer users groups such as the Australian Computer Society and Electronic 
Frontiers Australia.^° 
The Australian states and territories have varying privacy law. New 
South Wales, the most populous state, passed the Privacy and Personal 
Information Protection Act 1998, which applies privacy principles to most 
State government agencies although there are numerous and generous 
exemptions, and agencies can apply for codes of practice that can weaken the 
principles. The former privacy committee has been replaced by a part time 
privacy commissioner with a very small staff The Act is based on a set of 
OECD style by a part time Privacy Commissioner.^' With a very small stuff 
The Act is based on a set of OECD style information protection principles and 
requires all government and agencies to develop a privacy management plan 
demonstrating their compliance plans. It also allows government agencies to 
weaken the information protection principles, which form the foundation of the 
legislation. New South Wales has also recently enacted Work Place Video 
surveillance Act 1998.^ ^ In August 2001; New South Wales become the first 
state to enact cyber crime legislation. The state of Victoria has enacted the 
Information privacy Act, 2000 which applies privacy principles to most state 
government agencies. There are relatively few exemptions and while there is 
provision for codes of practice, they can not weaken the principles. The Act 
created an office of privacy commissioner with a monitoring, enforcement and 
education role and to conciliate complaints. Victoria has, also passed the 
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Health Records Act 2001 to complement the information privacy legislation by 
requiring Victorian health service providers to handle health information 
responsibility. The Health Records Act also gives patients a right of access to 
their records held by private practitioners. The Victorian Law reform 
Commission received a reference in April 2001 to review the coverage of 
privacy law in Victoria, and is expected to focus at least on work place 
surveillance and surveillance in public places. 
The government of the Australian Capital Territory, which used to be a 
local authority under common wealth (federal) law and was consequently 
covered by the Federal Privacy Act, achieved self government as a separated 
territory in 1989. However in 1997 the Australian Capital Territory government 
passed its own Health Records (Access and Privacy) Act, which applies to 
personal health information held by anyone. Public or private sector. Its 
provisions are similar to those of the IPPs in the privacy Act, and supersede 
them for Act government agencies in this area of data handling. Queensland 
had a purely advisory privacy committee from 1984 to 1991^ "* and has a limited 
privacy statute. Covering the use of listening devices, credit reporting and 
physical intrusions into private property. In April 1998, after year long review 
parliamentary committee recommended privacy legislation at least for the 
public sector.^^ the government has indicated that it intends to legislate but no 
time table has been set. 
All of the states and the Australian Capital Territory also have freedom 
of information laws that include rights for individuals to access and correct 
personal information about them. 
5.5 Canada 
There is no explicit right to privacy in Canada's Constitution and charter 
of Rights and Freedoms'^^ However, in interpreting Section 8 of the charter, 
which grants the right to be secure against unreasonable search or seizure, 
Canada's Courts have recognized an individual's right to a reasonable 
expectation of privacy.^^ 
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Some Canadian Judges have maintained that the preamble's reference to 
"a constitution similar in principle to that of the United Kingdom" and more 
particularly a popularly elected house of commons preclude invasion of 
fundamental rights by provincial legislature and perhaps even by the Canadian 
parliament. But neither the privacy council nor an unambiguous majority of the 
Supreme Court has ever endorsed such liberation implications of the preamble. 
In 1960, However, The Parliament of Canada enacted a statutory Bill of 
Rights, that recognize the existence "with out discrimination by reason of race, 
national origin, colour, religion or sex," of such rights a those to life, liberty 
and security of person and enjoyment of property, and the right not to be 
deprived there of without due process of law, "equality before the law, and 
freedom of speech, press, assembly, association and religion furthermore, the 
Bill directs judges to construe every federal statute, unless it explicitly states 
otherwise, not to abridge these rights. 
The Federal Privacy Act, of 1982 provides individuals with a right of 
access to personal information held by the federal public sector. In addition, the 
privacy act contains provisions regulating the confidentiality, collection, 
correction, disclosure, retention and use of personal information. Individuals 
may request records directly from the institution that has the custody of the 
information. The Act establishes a code of fair information practices that apply 
to government handing of personal records. However, its provisions can be 
ignored when another federal act allows for the processing of personal 
information. Individual can appeal to a federal court for review if access to 
their records is denied by an agency, but are not authorized to challenge the 
collection, use or disclosure of information.^^ 
Other federal legislations also have provisions related to privacy. The 
Telecommunication Act, 1993^° has provisions to protect the privacy of 
individuals including the regulation of unsolicited communications. Also the 
Bank Act,^ ^ Insurance Companies Act^ ,^ and Trust and Loan Companies Act '^' 
permit regulations to be made governing the use of information provided by 
customers. There are sectoral laws for video surveillance, '"* immigration^^ and 
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social security7^ The Young Offenders Act'''', regulates what information can 
be disclosed about offenders under the age of eighteenth while the corrections 
and conditional release Act , speaks to what information can be disclosed to 
victims and victims families. In addition, some form of legislation protecting 
consumer credit information. However the vast majority of information 
collected by the private sectors is on the provincial level and is not currently 
protected by provincial laws. 
Canada has been a key player in the negotiations on cyber crime at the 
Council of Europe and G8 Lyon group level. A revised report issued by Mc 
Connell International LIC in January 2001 acknowledged Canada as "a leader 
in the international Height against cyber crime."'^ 
There is great concern about the use of the Social Insurance Number 
(SIN) by the private sector and identity theft. A Parliamentary committee 
recommended in May 1999 that an Act Setting out limitations on the use of 
SIN be developed and that agencies use of the SIN should be documental.^" 
Human Resources Development Canada released it recommendation in 
November 1999 recommending that the SIN not become a national identifier 
because of severe privacy concerns and costs but it also recommending against 
new laws to prevent its use and expanding access to the social insurance 
register by users of the SIN to prevent fraud. In March 2000^' Senator Sheila 
Finestone proposed a "Charter of privacy Rights" in March 2000. The character 
would create a broad constitutional right of privacy for all Canadians in all 
spheres and prevail over acts of parliament. According to senator Finestone: 
Under The Bill, every individual would be given the right to privacy. This right 
would include, but not be limited to personal privacy, which includes physical 
and psychological privacy; privacy of space, which includes freedom from 
surveillance; Privacy of communications, which includes freedom from 
monitoring and interception privacy of information, which includes freedom 
from collection, use and disclosure of their personal information by others. Any 
interference with an individual's privacy would be an infringement of the 
individual's right to privacy unless the interference is reasonably justified and 
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unless it is impossible or inappropriate to do so, the individual's informed 
consent has been obtained. 
A four part test is required to determine whether interference is 
reasonably justified the only permissible interference would be: 
1. Where lawful; 
2. Where necessary to achieve a compelling social interest that warrants 
limiting an individual's privacy; 
3. Where no other lesser measure will accomplish this objective, and 
4. Where both the importance of objective and the beneficial effects of the 
interference outweigh the privacy loss. 
The federal parliament approved Bill C-6 of the Personal Information 
Protection and Electronic Documents Act in April 2000.^^ The Act adopts the 
CSA International Privacy Code. It does not apply to information collected for 
personal, journalistic, artistic, literacy, or non-commercial purposes. The law 
went into effect for companies that are under federal regulation, such as Banks, 
telecommunications, transportation, and businesses that trade data inter-
provincially and internationally in January 2001, except with respect to medical 
records, which are exempted from the new law until 2002. In 2004, the Act 
covered all commercial activity in provincially regulated sectors unless the 
provinces enacts; "Substantive similar" laws, such as Quebec's law. 
5.6 Ireland 
Although there is not an express reference to a right to privacy in the 
Irish Constitution, the Supreme Court has ruled an individual may invoke the 
personal rights provision in Article 40.3 to establish an implied right to privacy. 
This article provides that "The state guarantees in its law to respect, and as far 
as practicable, by its laws to defined and vindicate the personal rights of the 
citizens." It was first used to establish implied constitutional rights in the case 
of Mc Gee v. Attorney General.^^ which recognized the right to marital privacy. 
This case has been followed by others such as Norris v. Attorney General and 
Kennedy and Arnold v. Ireland.^^ In the latter case the Supreme Court ruled 
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that the illegal wiretapping of two journalists was a violation of the 
constitution, stating: 
The right to privacy is one of the fundamental personal rights of the 
citizen which flow from the Christian and democratic nature of the state. The 
nature of the right to privacy is such that it must ensure the dignity and freedom 
of the individual in a democratic society. This can not be insured if his private 
communications, whether written or telephonic, are deliberately and 
unjustifiably interfered with. Ireland has signed and ratified the European 
87 
convention for the protection of Human Rights and Fundamental Freedoms. 
Unlike every other European signatory Country, Ireland has not incorporated 
this convention into National law. However, there have been announcements 
by the Government that the convention will soon be written into Irish law as a 
part of the Anglo-Irish peace talks. This would, for the first time, allow the 
provisions of the convention including the right to privacy, and the case law of 
the European Court of Human Rights to be relied on in Irish Courts. In 1988, 
the Data Protection Act, was passed in order to implement the 1981 council of 
Europe Convention for the protection of individual with regard to automatic 
processing of personal Data. The Act regulates the collection processing, 
keeping, use and disclosure of personal information processed by both the 
private and public sectors, but it only covers information that is automatically 
processed. Individuals have a right to access and correct inaccurate 
information. Information can only be used for specified and lawful purposes 
and can not be improperly used or disclosed. Additional protections can be 
ordered for sensitive data. Criminal penalties can be imposed for violations. 
There are broad exemptions for national security, tax, and criminal purposes. 
DO 
Misuse of data is also criminalized by the Criminal Damage Act 1991. 
In 1977, the freedom of Information Act was approved and went into 
effect in April 1998. The Act creates a presumption that the public can access 
documents created by government agencies and requires that government 
agencies make internal information on their rules and activities available. The 
office of the information commissioner enforces the Act. According to The 
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Information Commissioners 1999 Annual Report, over 11,000 FOI requests in 
total were made to public bodies in 1999. The commissioner accepted 443 
cases for review, of which 141 were completed.^^ Ireland is a member of the 
Organization for Economic Cooperation and Development and has adopted the 
OECD Guidelines on the Protection of Privacy and Transborder flow of 
personal data. It is also a member of the council of Europe and as mentioned 
above it introduced the 1988 Data Protection Act to give effect to convention 
for the protection of individuals with regard to automatic processing of 
personal data.^ *^  
Wiretapping and electronic surveillance is regulated under the 
Interception of Postal Packets and Telecommunications Messages (Regulation) 
Act. The Act followed a 1987 decision of the Supreme Court ruling that 
wiretap of journalists violated the Constitution. In April 1998, the Gardai 
investigated allegations that several journalists who had uncovered a scandal at 
the National Irish Bank had their cellular phone conversations intercepted. In 
its June 1998 Report on "Privacy, Surveillances and The Interception of 
Communications," the law reform commission recommended legislation to 
make illegal the invasion of a persons privacy through secret filming, taping 
and eavesdropping and the publication of information received from such 
surveillance. News stories this year carried reports of Ireland joining the 
controversial surveillance system known as ECHELON. In August 2001, the 
Irish Government Expressed Support for the controversial proposal by the EU 
Telecommunications council on Data Records Retention by communications 
operators. 
Ireland is recognized as having the most moderns copyright and 
electronic signature law in Europe. In July 2000, the E-commerce Act, was 
implemented granting legal recognition to e-signatures, e -writings and e-
contracts. The copyright and related rights Act, which permits surprise searches 
and enact stiff penalties against software theft, came in to force in November.^'' 
Ireland's implementation of the EUSE commerce directive appears to make it 
the only European country to place the burden of opting out 'spam' on the 
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consumer.^ "* This legislation has enabled Ireland to promote itself as an 
attractive e-commerce, legislation. 
5.7 Germany 
While the German Constitution does not create a general right of 
privacy, three of its provisions do, however, protect privacy interests. The first 
is Article 2, of the German Constitution which guarantees the right to free 
development of personality; ^ .^The second is Article 10, which protects the 
privacy of post and telecommunications. The third, finally, Article 15 the 
guarantee of the inviolability of the home under Article 13.^ ^ 
The year 1983, marked a watershed moment in the privacy 
Jurisprudence of the federal republic of Germany. It was the year in which the 
German federal Constitutional Court, in a remarkable display of Judicial 
activism, suspended the execution of a census under the Federal Census Act of 
1983 pending a decision on the Act's Constitutional validity, the Constitutional 
court formally acknowledged an individual's right of information self 
determination that derived from the textual authority of Article 1(1) and 2 (1) 
of the German Constitution, which make human dignity and personality 
inviolable. In a momentous decision, the Constitutional Court struck down the 
sections of the census law empowering the combination of statistical data and a 
personal registry, which could lead to the identification of persons and violate 
the core of the personality right. While most of the Act's provisions were 
sustained, the court stressed the need to close all loopholes in the census law, 
which might lead to abuse in the collection, storage, use and transfer of 
personal data.^ ^ 
Germany has the distinction not only of having a well founded 'right of 
informational self determination but also of being a pioneer in the field of data 
privacy legislation. Germany today has one of the strictest data protection laws 
in the European Union. Infact, the world's first data protection law was passed 
in the German state of Hessel in 1970. In 1977, a Federal Data Protection Law 
followed , which was amended in 2002 to conform to the EU data protection 
directive. The General purpose of this law is to "Protect the individual against 
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violations of his personal rights by handling person-related data." The law 
covers collection processing and use of personal data collected by public 
federal and state authorities and by non-public offices, if they process and use 
data for commercial or professional aims. Germany was slow to update its law 
to make it consistent with the EU data protection directive, under the terms of 
the directive Germany should have harmonized its law by October 1998. 
The European commission announced in January 2000, that it was going 
to take Germany to Court for failure to implement the directive. An amending 
bill was approved by the Government on June 14, 2000 and finally passed in to 
law in May 2001.^^ 
The 2001 revisions to the BDSG include regulations on transmitting 
personal data abroad, video surveillance, anonymization. Smart Cards and 
sensitive date collection. It grants data subject's greater rights of objection. It 
also states that companies must now appoint a data protection officer if they 
collect, process, or use personal information, that databases collecting such 
information must be registered with Germany and that consent from the 
individual whose data is collected is required after full disclosure of data 
collection and its consequences. 
Another important federal law in Germany is the G-10 law, which 
imposes limitation on the secrecy of certain communications. The G-10 law 
was amended in 2001 to require that service providers give law enforcement 
the means to monitor data as well as voice lines.'''^ Officials are trying to 
convince internet providers to self-regulate content, and European ISPs and 
data protection commissioners continue to resist demands from police agencies 
that they allow expanded surveillance of e-mail and store related data. 
Wiretapping is also regulated by the G-10 law and requires a court order for 
criminal cases.'^^ 
After a fiercely fought six year political debate, a two-third majority of 
the German Parliament eventually approved a change to section 13 of the 
Constitution in April 1998, making it legal for police authorities to place 
bugging devices even in private homes. The change was the provision for the 
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enhancement of the fight against organized crime, "Which became effective in 
1999. Germany is a member of the Council of Europe and has signed and 
ratified the Convention for the protection of individuals with Regard to 
automatic processing of personal data. It has signed and ratified the European 
convention for the protection of Human Rights and Fundamental Freedoms. 
It is a member of the organization for economic cooperation and development 
and has adopted the OECD Guidelines on the protection of privacy and 
Transborder flows of personal data. 
5.8 Recapitulation 
The concept of privacy differs from nation to nation in terms of the 
impact of culture on interpersonal relations. Indeed the law of a nation reflects 
and recognizes its fundamental norms. Right to privacy has been developing in 
many countries of the world to meet the needs to protect the individual from 
unreasonable intrusions in to areas of intimate concern. Globally, the right to 
privacy is one of the most carefully guarded rights, especially in an age where 
vast amounts of personal Information is provided, used, traded and even stolen. 
An originating point of reference in the process of assessing an 
information privacy law would involve examining the US Federal privacy 
statute an 'ideal privacy law' that has kept pace with the rapidly evolving facets 
of individual privacy, since its inception in 1974, still the most comprehensive 
federal privacy legislation in the United States. Thus despite the fact that the 
US federal privacy statutes seem to be a fairly comprehensive statute with 
regard to securing, protecting and use of personal information relating to 
individuals due to contemporary technological developments and the 
emergence of newer and still evolving facets of individual privacy, the United 
states Government has enacted various legislations that are seemingly adequate 
in the efforts to conserve and protect individual privacy. 
The United States Government has dealt in full measure with these 
emerging privacy issues by enacting a slew of statutes and legislations and 
making concerted efforts towards the conservation of individual privacy some 
of the key legislations enacted by the US Government are the Bank Secrecy 
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Act, Cable TV privacy Act of 1984, Electronic Communications Privacy Act, 
Fair Credit Reporting Act, Family Educational Right to Privacy Act, Freedom 
of Information Act. Privacy Act of 1974, Right to Financial Privacy Act of 
1978 and the Video privacy protection Act of 1988 as also the children's online 
privacy protection Act, (COPPA). The main goal of COPPA and the rules there 
under is to protect the privacy of children using the internet. Key provisions of 
the final rule privacy notice on the website, verifiable parental consent, choice 
regarding disclosure to third parties etc. 
It may hardly be doubted that the lack of a clear legal remedy in respect 
of the non consensual disclosure of personal information are one of the most 
serious lacunae in United Kingdom is increasing day by day. United Kingdom 
does not have a written constitution or a specific law on privacy. However, in 
1998, the parliament approved the Human Rights Act intended to incorporate 
the European Convention on Human Right, into domestic law, a process that 
will establish an enforceable right of privacy. The Act came into force on 
October 2, 2000. 
There are also a number of other laws containing privacy components, 
most notably those governing medical records and consumer credit 
information. Other laws with privacy components included Rehabilitation of 
Offenders Act of 1974. 
The Telecommunications Act, of 1984 as (amended by the Telecommu-
nication Regulations of 1999), the Police Act of 1977, The Broadcasting Act of 
1996 and the protection from Harassment Act of 1997. Some of these Acts are 
Amended and may be repealed in part by the 1998 Data Protection Act. The 
crime and disorder Act, of 1998 provides for information sharing and data 
matching among public bodies in order to reduce crime and disorder. The data 
protection commissioner has issued a report on the privacy implications of this 
Act. 
The privacy picture in the UK is mixed is at some levels there is strong 
public recognition and defense of privacy. There has been a proliferation of 
CCTV cameras in hundreds of Towns and cities in Britain. 
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In addition to these commitments the UK is a member of the Organization for 
Economic Cooperation and Development and has adopted the OECD 
Guidelines on the protection of privacy and Transborder flows of personal 
Data. 
While privacy issues are not featured prominently in the daily news in 
Australia, the legal safeguards for personal information remain limited. Privacy 
law in Australia comprises a number of common wealth (federal) statutes 
covering particular sector and activities, some state or Territory laws with 
limited effect and the residual common law protections, which have very 
occasionally been used in support of privacy rights through actions for breach 
of confidence, defamation, trespass or nuisance. The principal federal statutes 
is the Privacy Act of 1988 which has four main areas of application, which 
gives partial effect to Australia's commitment to the OECD guidelines to the 
International Covenant on Civil and Political Rights (ICCPR), Article 17, 
creates a set of eleven Information Privacy Principles (IPPs) based on those in 
the OECD guidelines that apply to the activities of most federal Government 
Agencies. In November 1999, the Australian Security Intelligence Organization 
Legislation Amendment Act 1999 was passed by the common wealth 
parliament. 
There is no explicit right to privacy in Canada's Constitution and 
Charter of Rights and Freedom. However in interpreting Section 8 of the 
charter, which grants the right to be secure against unreasonable search or 
seizure Canada's Courts, have recognized an individual's right to a reasonable 
expectation of privacy. The federal parliament of Canada approved the Bill C-
6 The Personal Information Protection and Electronic Documents Act in April 
2000. The Act adopts the CSA International Privacy Code. 
Canada appears to have fashioned its private sector privacy law with an 
eye to achieving 'adequacy' by EU standards and there by forestalling trade 
disputes like the controversy that later nearly triggered a trade war between the 
USA and the EU over export of European personal data to America. 
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In Irish Constitution there is no express reference to a right to privacy, 
the Irish Supreme Court has ruled an individual may invoke the personal rights 
provision in Article 40.3.1 to establish an implied right to privacy this article 
provides that "The state guarantees in its laws to respect, and, as far as 
practicable, by its laws to defend and vindicate the personal rights of citizens. 
Ireland has signed and ratified the European convention for the 
protection of Human Rights and Fundamental freedoms. 
The freedom of Information Act was approved in 1997 and went in to 
effect in April 1998. Ireland is a member of the Organization for Economic 
Cooperation and Development and has adopted the OECD guidelines on the 
protection of privacy and Transborder flows of personal Data. It is also a 
member of the Council of Europe and as mentioned above it introduced the 
1988 Data Protection Act to give effect to Convention for the protection of 
individuals with regard to Automatic Processing of Personal Data. 
Lastly as in other prosperous countries both state and private 
organization in Germany maintain a vast variety of data systems on private 
persons. The world's first data protection law was passed in the German Land 
of Hessen in 1970. In 1977 a Federal Data Protection Law (BDSG) followed, 
which was reviewed in 1990, amended in 1994 and 1997. The general purpose 
of the law is to protect the individual against violations of his personal right by 
handling person-related data. 
Even with the adoption of legal and other protections, violations of 
privacy remain a concern. In many countries, laws have not kept pace with the 
technology leaving significant gaps in protection. In other countries, law 
enforcement and intelligence agencies have been given significant exemptions. 
Finally, without adequate oversight and enforcement, the mere presence of a 
law may not provide adequate protection. 
The current situation is that, despite the existence of the legislative 
framework and the efforts of National and International Data Protection 
Authorities and bodies, privacy abuse continues on a vast and persistent scale. 
137 
n ^m 
Notes & References 
1. Samuel, D. Warren and Louis D Brandies, "The Right to Privacy 
"Harward Law Review, Dec 15, 1890. 
2. William prosser's California law Review 1960, p. 48. 
3. James S.B. Rule and Graham Green leaf, "Global Privacy 
protection" (The first Generation) Published by Edward elgar 
Publishing Ltd. at p. 52. 
4. James O Whitman, "Two Western Cultures of Privacy: Dignity 
versus liberty" 113 Yale L.J(2004)pp. 1151, 1212. 
5. United States Constitution, Fourth Amendment. 
6. Redefining the Right to be let alone: Privacy rights and the 
constitutionality of technical surveillance measures in Germany and 
the United States by Nicole E. Jacoby Alston & Bird, LLP (2006) at 
p.3 
7. 389 U.S. 347(1967). 
8. Supra Note 3. 
9. 116 US. 616(1886). 
10. David M.O' Brein, "Privacy law and public policy" published by 
Praeger publishers U.S.A., (1979) atp.113 
11.381 U.S. 479 (1965). 
12.405 U.S. 438(1972). 
13. 410 U.S. 113(1973). 
14.106* congress. Forth Amendment and the internet, Hearing Before 
the sub committee on the constitution of the committee on the 
Judiciary of the house of representative. April 6, 2000<http://purl. 
access. 
15.Guchtecnerire and Mochmann, "data protection and data access" p 
127. 
16. Cavazos and Morin, Cyber space and the law, p. 17. 
17. Cavazos and Morin, "Cyber space and the law" at p.23. 
18.SupraNotel0atp.l24. 
138 
il 
19.Bushkin and Schaen, "The Privacy Act of 1974", p.l. 
20. Id 23. 
21. Id 24. 
22.Ibid. 
23.Flaherty, protecting privacy in surveillance societies, p.358. 
24. Video privacy protection Act of 1988. 
25. Drivers privacy protection of 1994. 
26. Health insurance portability and Accountability Act of 1996. 
27. Financial modernization Act of 1999. 
28. Joint Press Release, May 10, 2000. 
29. FTC Privacy pages <http://www.ftc.90v/privacy/index.html> 
30. Complication of State and Federal Laws (1997) Ed. By Robert Ellis 
smith and privacy. Joumal.,<http://www.epic. org/privacy/ consumer 
/ states.html>. 
31. Rodney Brazier, "constitutional Reform", Oxford Clarendon Press ( 
1991)p.l25. 
32. Short Civil Liberty p.364. 
33. Supra Note 31 at p. 125-126. 
34. Patrick Birkinshaw, Grivences, Remedies and the State London; 
Sweet & Maxwell, (1985), p.61. 
35. TALLER, 587 (HL. 1939). 
36.Debra L Silverman, Freedom of information: Will Blair be Able to 
Break the walls of secrecy in Britain? "Washington college of Law, 
American University. The American University Law Review 1997 < 
web. lexis, nexis. com / universe /document? Dateseg =\& -last 
search page = % 2 fiiniverse % 2fforr > 6 July 2001. 
37.Jalyon Jenkins, "Official secrets in the UK A model for the EU?" 
September 1992, < http. //www. feel. Org/circular/0802. html> 22 
April 2003. 
139 
'H, 
,,, ,^, ,|,, ^, „ ^ ;i!iM" 
38. Jean Seator, "The media and the constitution", charter 88 : 
Unlocking Democracy 25 October 1992 <www. charter 88.org.uk 
/pubs/ manpaps/seaton.html>22 April 2003). 
39. Iran Walder, "Data protection" in chris Reed and John Angel (Eds.) 
Computer law 447-448 (4^ ^ Edition 2002). 
40. Lord Mancraft's Right of Privacy Bill", 1961. 
41. Data Protection Act, 1984. 
42.S.K Sharma, "privacy law A comparative study", published by 
Atlantic publisher & Distributors (1994) p. 57. 
43.Jack Beatson an Yvonne Crepps, "Freedom of expression and 
Freedom of Information", Oxford: University Press (2000) p. 299. 
44. Supra Note 32 at p. 435. 
45.SupraNote43atp.300. 
46. Ibid p. 257. 
47.Ibidp.303. 
48. The European Convention of Human Rights of 1998. 
49. Ibid. 
50. Jean Seaton "The media and the constitution "Charter 88 unlocking 
democracy, 25 Oct 1992, <www. Charter 88. org. UK/pubs/man 
paps/ Seaton. Html> (22 April 2003). 
51. Black bum. Towards a constitutional Bill of Rights for the United 
Kingdom p 1028. 
52. Liberty: Protecting civil liberties promoting human rights <www. 
liberty, human rights. 
53. Supra Note. 43 at 256. 
54. The common wealth of Australia constitution Act <http:// www. 
Republic org. au/const/c const.html>Privacy Act 1988 (CWth) 
<http:// www. austli. Edu qui legis/eth/ consol. Act/pa 1988108 
/Long title. Html). 
55. The Data Matching program (Assistance and tax) Act 1990. <http: // 
www. gustile. Edu. Aul/ legis /oth /consol /act /pd pata 1990349/> 
140 
i I' 
' i ; i h i 
h 
M l ' ' 'i I'l 1 1 
l l l l 
l l ; :'• 
56.<http://www. anu.edu.au/people/roger clarke/>. 
57. Privacy and Human Rights 2001, An International survey of Privacy 
laws and developments by electronic privacy Information centre 
Washington BC, U.S.A. Privacy International London. 
58. Telecommunication Interception Act 1979 < http:/ / www. austile. 
edu.au/au/legis/eth/cosol-act/ta 1979350/7 
59. Crime Act 1989.<http://www.astli.edu.au/au/legis/eth/consol.act/co 
19148215 85zl/html. 
60. Cyber crime Bill excessive, "Karan Deame, Australia IT July 24, 
2001 <http :// australia nit.news.com.au/common/story page/3811-
2414351-7 5E 442, 00 thml>. 
61. http :// www. law link nsw. Gov. au/pc. nst/ pages/index. 
62. Work place video surveillance Act 1998. 
63. http:// scale plus law gov. au/html/actord/o/470/top. html. 
64. Privacy committee Act 1984. 
65. Privacy in Queensland, Report No. 9, legal constitutional and 
administrative review committee April 1998. 
66. Canadian charter of Rights and Freedom <http:// Canada. Justice. 
gc.ca/loinreg/charter/consten.html> 
67. Hunter V. Southam, 2 supreme court reports 2 (1984) 159-60 
68.Mishra, Govind, ,Right to privacy in India" Preeti Publication 1994 
at pp. 132, 133. 
69. Privacy Act C.P.21<http:// Canada. Justice gc.ca/stable /EN/ Laws? 
chap/P/P-21.html>. 
70. Telecommunication Act, 1993, C,38 539, 541. 
71. Bank Act C- 46, Sections 242, 244,459. 
72. Insurance Companies Act Sections 489, 607. 
73. Trust and loan companies Act Section 444. 
74. Criminal Code C-C-46, Section 487. 
75.Immigration Act, S.C. 1985, CI-2, SI 10. 
76. Old Age security Act, C.0-9, 5.33.01. 
141 
r ,.'mi 
77. Young offenders Act, C. 4-1, S. 38. 
78. Correction and Conditional Release Act, 1992, C 20, 5 -26, 142 
79. Canadian Cyber Crime laws are among the strongest", Mc Connell 
International LIC, press release, January 2, 2001 <http:// www. 
Mc Connell international, com/press room/ 20010102 
80.HRDC, A commitment to improvement: The Government of 
Canada's social insurance number, December 1999. 
81. The Hon Sheila Finestone, P.C charting our future together: 
consolation on a draft charter of privacy rights, March9, 2000 
<http://vvww.itinc. net/fipa/finsestone lhtm>. 
82. Bill C-6 Personal information protection and Electronic Documents. 
Act < http: // www. parl.IC.Ca/36/2/ paribus/ chambus/ house bills/ 
government /C-6/C-6-4/C-6 _Cover - E.html>. 
83.1974IR 284. 
84.1984 IR 36. 
85.1987 IR 587. 
86. Constitution of Ireland <http://www maths.tcd.ic/sub/constit. 
87.<http:// conventions. coc.int/> 
88. Privacy and human rights 2001, An international survey of Privacy 
laws and development at p. 131. 
89. Irish Information commissioner. Annual Report, 1999. <http:// www 
irl gov. ieoic/oic/report 99/pub.html). 
90. Signed 18/12/86. Enacted 25/05/90. Entered into force 01/08/90 
<http:// conventions. coc.int/> 
91."Gardai to Investigate surveillance Allegations," The Irish Times 
April 18,2000. 
92. The phoenix, May 5, 200, vol. 18 No. 9, p. 20. 
93. "Cyber champion award presented to Taiseach , "The Irish Times 
October 10, 2000. 
94.Republic pul 'spam' Burden on the consumer "The Irish Times, 
June29,2001. 
142 
i l i • ' i 
95. German Constitution, Article 2 states :"(1) every person shall have 
the right to free development of his personality in so far as he does 
not violate the rights of others or offend against the constitutional 
order or the moral law. (2) Every person shall have the right to life 
and to physical integrity. The liberty of the individual shall be 
inviolable. These rights may be inferred with only pursuant to a 
law." 
96. German Constitution Article 13. 
97. The Court noted that the right of information self determination 
might be limited for reasons of compelling public interest. Balancing 
the individual right against the legitimacy of a general census for 
social plarming, the court directed the legislature to specify the 
purposes and conditions of data gathering and adopt organizational 
and procedural safeguards to protect privacy. 
98. Federal Act on Data protection 2003. 
99.<http://www.datenschutz-berlin.de/recht/de//bdsg/.html> 
100. Germany: new law allows more extensive government monitoring 
of phone calls and e-mail, world socialist web site, February 20, 
2001. 
101. G-10 law of the Germany. 
102. <http://convention. coe. int> 
143 

ip^fr^i 
CHAPTER-Vl 
SCOPE OF RIGHT TO PRIVACY IN INDIA 
6.1 An Overview 
6.2 Right to Privacy and Telephone Tapping 
6.3 Right to Privacy and HIV/ AIDS Patients 
6.4 Right to Privacy and Women Dignity and Bodily Integrity 
6.5 Right to Privacy and Abortion 
6.6 Right to Privacy and Restitution of Conjugal Rights 
6.7 Recapitulation 
144 
6.1 An Overview 
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Privacy is the ability of an individual or group to seclude information 
about them and thereby reveal them selectively. The boundaries and content of 
what is considered private differs between culture and individuals, but shares 
basic common themes. Privacy is sometimes related to anonymity, the wish to 
remain unnoticed in the public realm. When something is private to a person, it 
usually means there is something within them that is considered inherently 
special or personally sensitive. 
In the age of today, right to privacy is the most carefully guarded right, 
where vast amounts of personal information is provided, used traded and even 
stolen. And thus law of privacy recognizes the individuals right to be let alone 
and to have personal space inviolate. The need for privacy and its recognition 
as a right is a modem phenomenon. It is the product of an increasingly 
individualistic society in which the focus has shifted from society to the 
individual. 
Privacy related issues have recently cropped up in a variety of cases, 
ranging from telephone tapping to the right of confidentiality of an HIV 
infected person, and privacy of the woman dignity to the right to abortion. 
Abortion is the area which has not interpreted in the realm of the right to 
privacy in India properly. Restitution of conjugal rights, a concept abolished in 
most civilized countries, has not recognized the right to privacy in India. 
In the present chapter of the thesis researcher is trying to find out the 
real scope of right to privacy in India in respect of telephone tapping, HIV/Aids 
patient, women's of easy virtue, in respect of right to abortion and lastly in 
respect of restitution of conjugal rights, what is the law in India in respect of 
these rights? How Justified are the courts in upholding the law related to 
privacy rights in India? 
6.2 Right to Privacy and Telephone Tapping 
The need of society change with the increased use of and progress in 
technology with the invention of the telephone and computer, communication 
has reached a new height in clearty. Given enough resources and money, time 
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no longer factors in as a constraints in gathering and distributing information. 
Along with the increase in the speed of communicating, the efficiency and ease 
of obtaining information also have increased. The tendency towards an 
information based society raises new issue that need to be resolved. One of 
those issues, privacy rights, demands our attention and resolution.' 
Right to hold a telephone conversation in the privacy of one's name or 
office without interference can certainly be claimed as right to privacy . 
Wiretapping, a method of secretly listening to telephone conversations through 
perfected mechanical apparatus has been subject to attack in recent years as a 
violation of the right to privacy. In states where the possession of wiretapping 
equipment is not limited, its possible use for blackmail and business espionage 
purposes is obvious.'* Even where only police officers may possess this 
equipment, the necessities of law enforcement may not counter balance the 
danger to privacy. Wiretapping is not the work of a day; it is usually carried on 
for weeks, some times months, on the telephones of various people, many of 
whom are innocent of any offence. In New York the greatest number of 
convictions from wiretapped evidence are misdemeanors; it is sometimes felt, 
therefore, that the value of law enforcement in this type of offences is not 
commensurate with the danger to privacy. Thus wiretapping is said to be a 
"dirty business"^ and a disclosure in court of what is whispered in the closet.^ 
Important than the violation of privacy as it carries messages over outlets 
peculiarly susceptible to wiretapping, the risk of interception is assumed.^ 
Since the police only tap the wires of suspects, the danger to the privacy of 
innocent persons is more imagined than real. Moreover, eavesdropping, the use 
of disguises by an officer posing as a member of a criminal gang, and the 
concealment of a microphone in a room, all clear violations of the right of 
privacy, are permitted. There is no substantial distinction between wiretapping 
and these other invasions of privacy. 
Telephone Tapping in USA 
In the United States, strong protection to privacy is given by a section 
of a federal law, originally enacted in 1825, which makes it a crime to take 
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mail before delivery to the addresses with design to obstruct correspondence, or 
to pry into open, secret, embezzle or destroy. Protection is afforded against 
snooping whether motivated by malice or idle curiosity, even though the mail 
is not opened. It is also an offence under the United States Code for any post 
master or other postal employee unlawfully detained, delay, or open mail. 
Surveillance by opening mail is strictly forbidden because of the constitutional 
guarantee to the people of the security of their papers against unreasonable 
searches. This fourth Amendment protection has been determined by the 
Supreme Court to extend to mail. The Protection of privacy under Article 8* of 
the European convention must be developed to meet new technological 
developments which were not envisaged at the time of its drafting. 
In 1928, the U.S. Supreme Court was faced with its first telephone 
tapping case known as Olmstead's v. United States^ in this case the interception 
of Olmstead's telephone line was accomplished without any entry upon his 
premises and was therefore, found not to be prescribed by the fourth 
Amendment. The fourth Amendment provides that "the right of the people to 
secure in their persons, houses, papers and effects against unreasonable 
searches and seizure shall not be violated, and no warrant shall be issue, but 
upon probable cause, supported by oath or affirmation and particularly 
describing the place to be searched and the person or things to be seized." 
There had been in this case, no trespass on a constitutionally protected 
and no physical object had been seized. The federal prohibition agents had 
secured evidence against a gang of runners by tapping there telephones and 
recording the conversations and convictions were secured on the basis of this 
evidence. By majority the court held that there had been no actual search and 
seizure in this case. The agents had never entered the quarters of the suspects, 
but had done the tapping in the basements of apartment building. The evidence 
was secured by the use of the hearing and that only.'" 
In 1934, the Communication Act was passed by which it was provided 
that no person not being authorized by the sender shall intercept any 
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communication and publish the contents of such intercepted communication to 
any person." 
The Supreme Court in Nardane v. United States, rejected evidence 
exposing a smugghng ring because it was secured by wiretapping, an 
unauthorized interception. Although the legislative history of this section 
indicates that its primary purpose was to amend Section 27 of the Radio Act, 
extending the Jurisdiction of the Federal Communications commission to wire 
messages,'^ the Court was willing to recognize a possible subsidiary intention 
to discourage wiretapping which was inconsistent with ethical standards and 
destructive of personal liberty.^^ However the communication Act, 1934 did 
not prevent telephone tapping in the USA. Attorney General Jackson had 
expressed the view that it was not a criminal violation to intercept 
conversations by telephone tapping in so far as the results were not used in 
court. The U.S. department of justice accepted and relied on this view. As a 
consequence, the federal agencies carried on telephone tapping on a massive 
scale, with the consent of the Attorney General and especially in the cases of 
national security. 
Goldman v. United States, "* was the first case of electronic 
eavesdropping or bugging in which no use was made of telephone lines. Here 
the government agents had used a detectaphone sensitive enough to pick up 
conversations in an adjoining office, the words being heard through the wall 
with no physical intrusion into the adjacent office. Relying on decision in 
Olmstead, the court by majority held in this case also that since the words are 
not protected against seizure and since there had been no search involving 
physical trespass, the fourth Amendment was not violated. Thus again the 
claim for the protection of personal privacy suffered a severe blow at the hands 
ofjudiciary. 
In Berger v. New YorkJ^ the Supreme Court Judges by a majority of five 
to four held that laws of this kind were not constitutional for the simple reason 
that telephone tapping, each instance of which could continue for two months, 
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was condemned as the equivalent of a series of intrusions pursuant to a single 
showing of probable cause and with no notice those overheard. 
In Katz V. United States, '^ the government agents had eavesdropped on a 
gambler by bugging a public telephone booth that he habitually used to place 
bets. He was constitutionally entitled to make a private telephone call which 
would not be broadcast to government agents by bug on top of the phone 
booth. The fact that he was in a glass enclosed booth where he could be readily 
seen was irrelevant. The fact that there was no physical penetration of the 
agents into the phone booth was also irrelevant. Departing from the narrow 
view of the Olmstead case that properly interests of technical notion of trespass 
control the right of the government to search and seize, in this case the court 
held that "Government's activities in electronically listening to the recording of 
the petitioners words violated the privacy upon, which he justifiably relied 
while using the telephone booth and thus constitute a search and seizure with in 
the meaning of fourth amendment. 
The Supreme Court in Katz v. United States over ruled Olmsted's 
decision and out lined a procedure by which wiretapping could be 
constitutionally employed, namely (i) Prior Judicial authorization justified by 
investigation (ii) Showing a probable cause (iii) For a strictly limited law 
enforcement purpose. 
After the decision in Katz v. United States, the American congress, 
through the Crime Control Act, 1968 provided for a system of Judicially 
approved wiretapping for certain classes of crime on the request of the 
Attorney General on the application for consent to wiretap or bug had to be 
detained and particularized and conditions for use of the order were carefully 
circumscribed. 
"Today in addition to some law enforcement agents, numerous private 
persons are utilizing these techniques. They are employed to acquire evidence 
in domestic relations cases to carry on individual espionage, to assist in 
preparing for civil litigation and for personal investigations, among others. In a 
democratic society, privacy of communication is essential and citizens are to 
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think and act creatively and constructively. Fear or suspicion that one's speech 
is being monitored by a stranger, even without the reality of such activity, can 
have a seriously inhabing effect upon the willingness to voice critical and 
constructive, ideas. When dissent from the popular view is discouraged, 
intellectual controversy is smothered, the process of testing new concepts and 
ideas is hindered and desirable change is slowed. External restraints of which 
electronic surveillance is but one possibly are thus repugnant to citizen of such 
a society". 
Thus it is clear from the discussion made that US Supreme Court has 
recognized privacy as a constitutional right. In varying context, the American 
Judges have found the roots of this right in the first amendment, the fourth 
amendments in the penumbras of the bill of right and in the ninth amendment 
or in the concept of liberty guaranteed by the first section of the fourteenth 
amendment. Privacy interests of the individual are also protected under the law 
of torts in the U.S.A. Evolution of right to privacy in U.S.A. has taken place 
from case to case development and it appears that the doctrine of "Due Process 
of law" has largely helped the American Supreme Court to identify, recognize 
and protect different kinds of privacy interest.'^ 
Telephone tapping in India 
Interception of telephonic communication or wire tapping also pose a 
serious danger to the right to privacy in India. Individual, politicians, officials 
and other talk a lot in private over telephone. It is gross invasion of privacy of 
every thing talked on telephone by them is tapped and publish in public 
1 R 
forums, except for the reasons of public safety or security of the nation or for 
the detention and prevention of serious crime. A state can not have any lawful 
excuse to invade human privacy without any reasonable cause and justification 
neither the state nor any private individual can legally claim to have the right to 
intercept telephonic communication of any person. In a democratic country, 
telephone tapping without any lawful excuse at the behest of the government, 
central or state, is more deplorable than telephone tapping by a private 
individual. A man feels of his privacy i.e. loss of his personal liberty when he 
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comes to know that his telephonic talk is being tapped by somebody. Every 
individual should have free private zone. When the most confidential 
conversations are open to eager, prying ears, when that time comes privacy and 
with it liberty is gone. If a man's privacy can be invaded at will, who can say 
that he is free? If his every word taken down and evaluated or if he is afraid of 
every word he says, who can say he enjoys freedom of speech? If every 
association of man is known and recorded, if his conversation with his 
associate is purloined, who can say that he enjoys the freedom of association?'^ 
The Indian Supreme Court has in several cases, accepted the evidence 
taken with the help of mechanical devices, more particularly tape recorder. 
In Yusuf Ali, Ismail Nagree v. State of Maharashtra, the court was 
faced with the question whether tapping of the appellant's conversation without 
his knowledge offended his right under Article 21. In this case the police 
inspector tapped the conversation between Nagree and Sheikh, a municipal 
clerk whom Nagree wanted to bribe. Nagree had no knowledge of this. Nagree 
challenged the admissibility of such evidence. The court evolved two directions 
for guidance in admitting such evidence. First, the court will find out whether it 
is genuine and free from tampering or mutilations, secondly the court may also 
secure scrupulous conduct and behaviour on behalf of the police. The reasons 
are that the police officer is more likely to behave properly if improperly 
obtained evidence is to be viewed with care and caution by the Judge. In every 
case the position of the accused, the nature of investigation and the gravity of 
the offence must be judged in the light of material facts and the surrounding 
circumstances. 
The court further rejected the appellant's argument that it violated 
procedure established by law and the appellant was incriminated. Conversation 
was voluntary and without any compulsion. 
The court also rejected the appellant's argument that his right to privacy 
was violated. It was said that Article 21 contemplates procedure established by 
law with regard to deprivation of life and personal liberty the telephonic 
conversation of an innocent citizen would be protected by courts against 
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wrongful or highhanded interference by tapping the conversation. The 
protection is not for a guilty citizen against the efforts of police to vindicate the 
law and prevent corruption in police servants. It must not be understood that 
the courts would tolerate safeguards for the protection of the citizen to be 
imperiled by permitting the police to proceed by unlawful or irregular methods. 
In the present case, no unlawful or irregular method was adopted in obtaining 
the tape recording of conversation. 
In Rama Reddy v. V. V Giri, the court held that the tape recorded 
conversation is admissible provided first, the conversation is relevant to the 
matter in issue; secondly there is identification of voice; thirdly, the accuracy 
of the tape recorded conversation is proved by eliminating the possibility of 
erasing the tape recorded. 
In Megraj Patodia v. R.K Birla, the Supreme Court clearly stated that 
a document which was procured by improper or even illegal means could not 
bar its admissibility provided its relevance and genuineness were proved. Mr. 
Justice Ray reiterated this opinion in R.M. Malkani v. State of Maharashtra, ^^ 
Wiretapping is regulated under the Telegraph Act of 1885. Section 5(2) of the 
Indian Telegraph Act, 1885 '^*, permits interception of any communication sent 
by telegraph by the central or state government on the occurrence of any public 
emergency or in the interest of the public safety. 
Section 26(1) of the Indian post office Act, 1898 similarly permits the 
Central government and state government or its specially authorized officers to 
intercept any postal article on the occurrence of any public emergency or in the 
interest of public safety or tranquility. 
Section 26(2) provides that if any doubt arises as to the existence of 
public emergency or as to any act done under the subsection (1) of section 26 
was in the interest of the public safety or tranquility a certificate of the central 
government or as the case may be of the state government, shall be conclusive 
proof on the point. These provision of law, drafted about a hundred years back 
and applied during the British Raj are obviously repugnant to and inconsistent 
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with the philosophy underlying the preamble, the fundamental right and other 
provisions of the Constitution of India. 
The Law Commission has observed in its forty second report 1971 "As 
the law on the subject is still rudimentary even in advanced countries, would 
not advice comprehensive legislation to deal with all aspects of invasion of 
privacy. It is better to make a beginning with those invasions which may 
amount to what is known as eavesdropping and unauthorized later on in the 
light of the experience gained and legislation introduced." 
The constitutional validity of section 5(2) of the Indian Telegraph Act 
can be examined in the light of Article 19(1) (a) and 21 of the constitution. 
Telephone tapping constitutes a serous invasion of an individual right to 
privacy. The constitutional validity of Section 5(2) of the telegraph Act was 
challenged before the Supreme Court in a public interest litigation that had 
been filed in the leading case of 
In People Unions for Civil Liberties v. Union of India, The Supreme 
Court has held that telephone tapping is a serious invasion of an individual's 
right to privacy which is a part of the right to "life and personal liberty" 
enshrined under Article 21 of the constitution and right to Freedom of speech 
& Expression is guaranteed also under Article 19(l)(a) of the constitution and 
when a person is talking on telephone, he is exercising his fundamental right. 
The court laid down that officials could pass an order of interception only after 
recording its satisfaction that it is necessary or expedient so to do in the interest 
of (i) sovereignty and integrity of India (ii) the security of the state (iii) friendly 
relation with Foreign states (iv) public order (v) for preventing incitement to 
the commission of an offence. It is only when any of the five situations 
mentioned above to the satisfaction of the competent authority require that the 
said authority may pass the order for interception of messages by recording 
reasons in writing for doing so. 
The Court laid down exhaustive guidelines to regulate the discretion 
vested in the state under Section 5 of the Indian Telegraph Act, for the purpose 
of telephone tapping and interception of the other messages so as to safeguard 
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public interest against arbitrary and unlawful exercise of power by the 
government. The Court has laid down the following procedural safeguard for 
the exercise of power under section 5(2) of the Indian Telegraph Act. 
• An order for telephone tapping can be issued only by the home secretary 
of the central Government and the state Governments. In an urgent case, 
the power may be delegated to and officer of the Home Department of 
the central and state Governments not below the rank of joint secretary. 
• The copy of the order shall be sent to the Review Committee with in one 
week of the passing of order. 
• The order shall, unless renewed, cease to have effect at the end of two 
months from the date of issue. The authority making the order may 
review before the period if it is considered that it is necessary to 
continue the order in terms of section 5(2) of the Act. 
• The authority issuing the order shall maintain the records of intercepted 
communications, the extent the material to be disclosed, number of 
persons, their identity to whom the material is disclosed. 
• The use of the intercepted material shall be limited to the minimum that 
is necessary in terms of section 5(2) of the Act. 
• The Review Committee shall on its own, within two months, investigate 
whether there is or has been a relevant order under section 5(2) of the 
Act.^ ^ 
• If on investigation the Review Committee concludes that there has been 
a contravention of the provisions of section 5(2) of the Act, shall set 
aside the order. It can also direct the destruction of copies of the material 
intercepted.^^ 
• If on investigation the Review Committee comes the conclusion that 
there has been no contravention of the relevant provision of the Act, it 
shall record the finding to that effect. 
The judgment of the Supreme Court delivered by a Division Bench 
Comprising Mr. Justice Kuldeep Singh and Mr. Justice S. Sagir Ahmad will go 
a long way in protecting the right of privacy of Indian citizens and others 
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enshrined under Article 21 of the Constitutions. The court noted that with the 
growth of highly sophisticated communication technology the right to hold 
telephone conversation in the privacy of one's home or office without 
interference in increasingly susceptible to abuse. In view of this, the court 
ruling laying down detailed guidelines for the exercise of power under the 
relevant Act is timely and of historic importance. Soon after the decision of 
the Supreme Court, the Central government added Rule 419A to the Indian 
Telegraph Rules 1951 (here in after referred to as the "Telegraph Rules" which 
was published in the Gazette of the India stated 19* February, 1999. The rules 
provide for procedural safeguard on the same pattern as was directed by the 
Supreme Court in the above mentioned PUCL Case. In short, the rule provides 
that directions of interception of any message shall not be issued except by an 
order made by secretary to the Government of India and by the secretary to the 
State Government and that directions shall be issued only when it is not 
possible to acquire the information by any other reasonable means. The rules 
further provided that the directions for interception shall remain enforce, 
unless revoked earlier, for a period not exceeding 90 days from the date of 
issue and may be reviewed but shall not remain enforce beyond a total period 
of 180 days. A high powered Review committee was also required to be 
formed by the Central Government as also the State Government which, with 
in a period of 60 days from the issue of the direction, was required to Suomoto 
make necessary inquiries and investigations and record its findings whether the 
direction issued were in accordance with the provisions of section 5(2) of the 
telegraph Act, and if it came to the conclusion that they were not in accordance 
with the said provisions, then it could set aside the directions and order for 
destruction of the copy of the intercepted messages.^^ 
In Dharam Dutt v. Union of India/^ the Supreme Court made observations 
regarding the test of legislative enactment, which must satisfy the Article 19 of 
the Constitution when a challenge is made to the constitutional validity of the 
Act. 
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"The Court confronted with a challenge to the constitutional validity of 
any legislative enactment by reference to Article 19 of the constitution, shall 
first ask what is the sweep of the fundamental right guaranteed by the relevant 
sub clause out of sub clause (a) to (g) of the clause (1). If the right canvassed 
falls with in the sweep and expanse of any of the sub-clause of clause (1), then 
the next question to be asked would be, whether the impugned law impose a 
reasonable restriction falling with in the scope of clause (2) to (6) respectively. 
However, if the right sought to be canvassed does not fall with in the sweep of 
the fundamental rights but is a mere concomitant or adjunct or expansion or 
incidence of the right, then the validity thereof is not to be tested by reference 
to clause (2) to (6). The test which it would be required to satisfy for its 
constitutional validity is one of the reasonableness, as propounded in case of 
State of Madras v. V.G Row^^ or if it comes into conflict with any other 
provision of the constitution. 
In Smt. Rayala M. Bhuvaneshwari v. Nagaphanender Rayala, ^^ the 
Court held that the act of tapping by the husband of the conversation of his 
wife with others was illegal and it infringes the right of privacy of the wife. 
Therefore, the tapes, even if true, can not be admissible in evidence and there is 
no question of forcing the wife to undergo a voice test and then ask the expert 
to compare the portions denied by her with her admitted voice. 
"Telephone Conversation is a part of modem man's life. It is considered 
so important that more and more people are carrying mobile telephone 
instruments in their pocket. Telephone conversation is an important facet of 
man's private life. Telephone tapping would, thus, interact Article 21 of the 
constitution of India unless it is permitted under the procedures established by 
law." 
6.3 Right to Privacy and HIV/ AIDS Patients 
HIV/AIDS is the most dangerous pandemic the world faces today. There 
is no certainty about it origin; however it is believed that its virus first surfaced 
in Africa. Later some how it moved to the United States, where it was first 
detected decades later. The total number of HIV positive people in the world 
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rose from 10 million in 1990 to 28 million in 1996, 36 million in 2000, and to 
as many 40 million in 2002. 
There are several dimensions of the disease including moral and legal. 
One of the legal dimensions of this disease is about the right to privacy of the 
patient suffering from HIV/ AIDS. There are several instances of cruel and 
inhuman treatment meted out by society to the HIV/AIDS patients on grounds 
of morality etc. The law however, has no such provisions permitting 
discriminatory, inhuman, degrading or cruel behavior against them. Though 
suffering from this dangerous disease, the patient has certain rights provided 
for by different instruments at the national and international level.^^ 
There has always been an attempt to clear some ambiguity pertaining to 
these rights through judicial pronouncements. 
Some of the fundamental provisions entailing the right to privacy are as 
under: 
The Universal Declaration of Human Rights^'' (UDHR) under Article 12 
Stated: No one shall be subjected to arbitrary interference with his privacy, 
family, home or correspondence, or to attack upon his honour and reputation. 
Everyone has the right to the protection of the law against such interference or 
attacks. 
The international Covenant on Civil and political Rights^^ (ICCPR) 
under Article 17 Stated: No one shall be subjected to arbitrary or unlawful 
interference with his privacy, family, home or correspondence, or to unlawful 
attacks on his honour and reputation. 
Everyone has the right to the protection of the law against such 
interference or attacks. 
Similarly, the Constitution of India provides for the right to life under 
Article 21,^^ which means the right to a decent and dignified life including the 
right to privacy. As is the case, rights are always subject to certain conditions. 
The exercise of various rights with in the purview of the right to life under 
Article 21 of the Constitution is also subject to certain conditions like public 
health, safety, public order, public interest etc. 
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A difficult situation arises when a patient asserts his/her right to privacy 
or confidentiality and it comes in conflicts with the question of public health 
order, safety etc. in the event of such a conflict to Roman law principle, 'Salus 
populiest Suprema' (Regard for the public welfare is the highest law) should 
apply.'^ 
In the United States, many laws passed and enforced to protect infected 
persons and also to protect other people from infected persons. Federal 
legislation such as the Privacy Act of 1974, under section 552(b) (1), (3), 
(6),which requires federal agencies to utilize information practices with regard 
to the collection, use or dissemination of systematized records, and the 
Freedom of Information Act of 1966 (FOIA), under Section 552, which 
exempts from governmental disclosure several categories of records, which 
include health information.'*' 
In Doe V. Borough of Barrington, ''^ the court held that a police officer 
violated constitutional right of privacy by disclosing that a person was infected 
with HIV. The brief facts of the case are as follows: 
Jane Doe her, husband and friends, were traveling in the plaintiffs truck when 
police officer of Borough of Barrington stopped the truck and questioned the 
occupants, police officer arrested them and then released Jane Doe and her 
friends from custody but denied Jane Doe's husband on charges of unlawful 
possession of hypodermic needle. When he was initially arrested, Jane Doe's 
husband (the plaintiff) told the police officer that he had tested HIV positive 
and therefore officers should be careful in searching him. Later on the same 
day Jane Doe and her friend drove her friend's car to the Doe residence. The 
car engine was left running, and the car apparently slipped into gear, rolling 
down the drive way in a neighbour's fence. Two police officers from 
Runnemede, the area where later incident happen (Runnemede). Steven van 
Camp and of the defendant Russell smith, responded to the radio call about the 
incident while they were at the scene Detective preen of the Barrington police 
arrived and, in a private conversation with Van Camp, revealed that Jane Doe's 
husband had been arrested earlier in the day and had told Barrington police 
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officers that he had AIDS. Van Camp then told defendant smith/^ After Jane 
Doe and her friend left the immediate vicinity, defendant smith told the 
defendant neighbour that Jane Doe's husband had AIDS and that, to protect 
her, she should wash with disinfectant. Defendant became upset upon hearing 
this information neighbour's wife, one of the defendants (defendant 
neighbour), was employee in the school where children of plaintiffs were 
studying. Knowing that the Jane Doe children attending the downing school in 
Runnemede, the same school that her own daughter attending, defendant 
neighbour contacted other parents with children in the school. She also 
contacted the media. The next day, eleven parents removed nineteen children 
from the downing school due to a panic over the Doe children's attending the 
school. 
The media was present, and the story was covered in the local 
newspapers and on television. At least one of the reports mentioned the name 
of the Doe family, plaintiff allege that as a result of the disclosure, they have 
suffered harassment, discrimination, and humiliation. They allege they have 
been shunned by the community. 
Plaintiff brought this civil rights action against the police officer smith 
and the municipalities of Harrington and Runnemede for violations of their 
federal constitutional rights. The federal constitutional right is their right to 
privacy under the fourteenth amendment. The suit contained pendent state 
claims against defendant neighbour for invasion of privacy and intentional 
infliction of emotional distress. The court upholding privacy right finds that the 
constitution protects plaintiffs from government disclosure of their husbands.'*'' 
Infection with the AIDS virus. The court cited United States Supreme Court 
decision in Whalen v. Roe,'*^ stating the court has recognized that the fourteenth 
amendment protects two types of privacy interest. One is the individual interest 
in avoiding disclosure of personal matter, and another is the interest in 
independence in making certain kinds of important decisions. The court said 
that disclosure of personal matters, and another is the interest in independence 
in making certain kinds of important decisions. The court said that disclosure 
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of a family member's medical condition, especially exposure to or infection 
with the AIDS virus is a disclosure of a personal matter. 
The court founds that defendant police officer smith and district 
administration of Runnemede violated plaintiff constitutional right to privacy 
and administration's failure to train their official about AIDS and that 
defendants are liable under 42 U.S.C. 1983 (Civil action for deprivation of 
rights. 
In Chizmar v. Mackie,^^ the Supreme Court of Alaska refused to hold a 
physician liable for breach of confidentiality after informing a patient's spouse 
of her condition without her authorization. 
In this case Savitri Chizmar, a native of Trinidad and Tobago, has lived 
in the United States since 1980, she was married to Mathew Chizmar. There 
were two children out of this marriage, aged five and seven at the time of the 
events in question. In February 1989 Savitri was admitted to providence 
hospital, suffering from pneumonia and gastritis. Dr. Scott Mackie was the 
admitting physician. Upon her admission, Mathew signed the hospital's 
standards admission consent form on his wife's behalf, because she was "too 
sick" for the paper work. This form states that the patient consents to 
procedures that may be performed during hospitalization, including laboratory 
procedures. 
While at province, Dr. Mackie observed that a battery of laboratory test 
be run on Savitri blood. As part of this testing, Savitri was tested for 
HIV/AIDS, using the HIV ELISA screen. Dr. Mackie did not discuss with 
Savitri the specific tests that were being run and did not inform Savitri that he 
was testing her for AIDS.'*' 
Savitri's initial HIV ELISA screen was found to be "repeatedly 
reactive". The report stated that confirmatory tests were being performed and 
that "no interpretation of the patients HIV antibody status is possible until the 
confirmatory test has been completed. "Dr. Mackie believed that this result 
meant that Savitri had tested positive for the HIV virus. Dr Mackie felt that it 
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was necessary to advise Savitri of the result quickly. Initially, however, he did 
not inform Savitri of his conclusion. 
Instead, he decided to ask her husband to help break the news to her 
several days after Mathew and Dr. Mackie informed Savitri of the test result. 
Dr. Janis, on HIV specialist, examined and interviewed Savitri, Dr Janis 
concluded that the test result was most likely a "False position" and testified 
that he was confident that he had so informed Savitri. Dr. Mackie testified that, 
prior to Savitri's discharge; be informed her that the test was probably a 'False 
positive" and that she would need to be retested to make sure. 
Savitri left the hospital on the day she was informed of the test result. 
From that point forward, she and her husband experienced a severs escalation 
of what had been periodic domestic problems and violence. They fought 
regularly and, on at least one occasion, Mathew tested negative for HIV."*^  
Three weeks after her discharge. Savitri and her husband reviewed her 
medical records. Included with in these records was the discharge summary, 
which expressly stated "False Positive HIV test." The records also included a 
notation from Dr. Janis concluding that it was likely that the HIV test was a 
false positive test. Subsequently in April, a retest established that Savitri did 
not have AIDS. 
Mathew left the marital home in May 1989 and two months after Savitri 
received the final test result establishing that she did not have AIDS, he filed 
for divorce in June. The Divorce became final in March 1990, after the divorce 
Mathew moved to California, Savitri, Individualy and on behalf of her children, 
filed suit against Dr. Mackie. In her personal action, she alleged that Dr Mackie 
did not have Savitri's informed consent to conduct the initial HIV/ AIDS test. 
She also alleged that Dr. Mackie breached his duty of confidentiality owed to 
Savitri by informing her husband of the test results. The complaint asserted 
that, as a result of Dr. Mackie's negligence and breach of duty, she suffered 
damages, including severe emotional distress. Savitri later amended her 
complaint to encompass Dr. Mackie's allegedly negligent misdiagnosis of 
AIDS.^^ 
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In this answer, Dr. Mackie Admitted that the initial HIV test was 
performed without specific consent and that he informed Mathew of the test 
results. In September 1991, the superior court, Justice Hunt, entered partial 
summary judgment in favour of Savitri on the issue of Dr. Mackie's breach of 
the duty of confidentiality. However, the court concluded that questions of fact 
remained as to whether Dr. Mackie's breach was justified. 
The case went to the Supreme Court of Alaska. On the issue of right to 
privacy the court held that the constitutional right to privacy is a right against 
government action, not against the actions of private parties. Thus, to the extent 
her argument is based on the Alaska constitution, her claim must fail. The court 
also reasoned that Savitri also fails to present a persuasive argument under 
common law invasion of privacy principles.^^ 
The deadly disease HIV/AIDS has drawn attention of the whole of the 
world community. A world Health organization doctor estimates that some one 
in the world is infected with HIV every 10-15 seconds. India has the second 
highest number of HIV/AIDS cases in the world after South Africa.^' 
A latest ertimate released on July 2, 2004 by the National AIDS control 
organization reveals that over five million people have HIV/AHDS in India.^ ^ 
The dact is that the disdase is spreading from small group of high risk people, 
such as commercial sex workers to the general population all over the country, 
such as 4heir married clients, and from them to their spouses and to the 
children bom to them. It is an Irony that in India, no law has been passed as yet 
to combat the threat of AIDS which makes provisions for the right of AIDS 
affected persons^^ in this respect, a bill was introduced in the Rajya Sabha on 
August 18, 1989. The bill aimed to prevent the spread of HIV infection by 
compulsorily testing, isolating and segregating persons and groups who are 
'high risk'. The bill was the first step towards the prevention of spread of 
HIV/AIDS, which unfortunately could not come into force. As there is no law 
in existence, for the time being the state of affair is being managed by the 
provisions of penal laws.^ '* Recently, the state Cabinet of Goa has decided on 
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17"^  March, 2006 that person who intends to get married will have to undergo 
the HIV /AIDS test. Infact Goa is the first State in the Country to do so.^ ^ 
The Indian Supreme Court has given a land mark Judgment, resolving 
certain complex legal issue with regard to HIV/AIDS in the case of Mr. X v. 
Hospital Z^ ^ In the instant case, Mr. 'X' the appellant, after obtaining the Degree 
of MBBS in 1987 from Jawaharlal Institute of Post Graduate Medical 
Education and Research Chandigarh completed his internship and junior 
residence at the same college. In June,-1990 he joined the Nagaland State 
Medical and Health Service as Assistant Surgeon Grade-I. Thereafter, the 
appellant joined the MD Pharmacology Course though he continued in the 
Nagaland State Service on the condition that he would resume his duties after 
completing the MD Course. In September, 1991 the appellant joined the further 
course of Diploma in Ophthalmology which he completed in April, 1993. In 
August, 1993 he resumed his duties in the Nagaland State Health service as 
Assistant Surgeon Grade."^^ 
One who was ailing from a disease which was provisionally diagnosed 
as Aortic Aneurism was advised to go to the 'Z' Hospital at Madras and the 
appellant was directed by the Government of Nagaland to accompany the said ; 
patient to Madras for treatment. For the treatment of the above disease, he was 
posted for surgery on May 31, 1995 which, however, was cancelled due to 
shortage of blood. On June 1, 1995 the appellant and the driver were asked to 
donate blood for the latter. Their blood samples were taken and the result 
showed that the appellant's blood group was HIV (+). On the next date, 
namely, on June 2, 1995, patient was operated for Aortic Aneurism and 
remained in the Hospital till 10th June 1995 when he was discharged. In 
August 1995 the appellant proposed marriage to one Ms. 'Y' which was 
accepted and the marriage were proposed to be held on December 12, 1995. 
But the marriage was called off on the ground of blood test conducted at the 
respondents Hospital in which the appellant was found to be HIV (+). The 
appellant went against to the respondents Hospital at Madras where several 
tests were conducted and he was found to be HIV (+). Since the marriage had 
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been settled but was subsequently called off, several people including the 
members of the appellant's family and persons belonging to his community 
became aware of the appellant's HIV (+) status. This resulted in severe 
criticism of the appellant and he was ostracized by the community. The 
appellant left Kohima (Nagaland) around November 26, 1995 and started 
working and residing at Madras. 
The appellant then approached the National Consumer Disputes 
Redressal Commission for damages against the respondents, on the ground that 
the information which was required to be kept secret under Medical ethics was 
disclosed illegally and, therefore, the respondents were liable to pay damages. 
The Commission dismissed the Petition as also the application for interim relief 
summarily by order dated 3rd July 1998 on the ground that the appellant may 
seek his remedy in the civil court.^ ^ 
Learned counsel for the appellant vehemently contended that the 
principle of "duty of care", as applicable to persons in medical profession, 
includes the duty to maintain confidentiality and since this duty was violated by 
the respondents, they are liable in damages to the appellant. 
The Court delivering its opinion said that it is the basic principle of 
Jurisprudence that every Right has a co-relative Duty and every Duty has a co-
relative Right. But the rule is not absolute. It is subject to certain exceptions in 
the sense that a person may have a Right but there may not be co-relative duty. 
The instant case, as we shall presently see, falls within the exceptions. The 
Court ftirther stated that Circumstances in which the public interest would 
override the duty of confidentiality could, for example, be the investigation and 
prosecution of serious crime or where there is an immediate or future (but not a 
past and remote) health risk to others. Learned Counsel for the appellant then 
contended that the appellant's right of privacy has been infringed by the 
respondents by disclosing that the appellant was HIV (+) and, therefore, they 
are liable in damages. 
The Court having regard to the fact that the appellant was found to be 
HIV (+), its disclosure would not be violative of either the rule of 
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confidentiality^^ of the appellant's Right of Privacy as Ms. Y with whom the 
appellant was likely to be married was saved in time by such disclosure, or 
else, she too would have been infected with the dreadful disease if marriage 
had taken place and consummated. The court further said that in case of a clash 
in the patients right to privacy and his proposed wife's right to lead a healthy 
wife, the right which would advance the public morality or public interest, 
would alone be enforced through the process of court for the reason that moral 
consideration can not be kept at bay. People living with HIV-positive status 
and those suffering from AIDS deserve full sympathy. It is the power and duty 
of state to identify HIV-infected persons for the purpose of stopping further 
transmission of the virus. 
In M Vijaya v. Chairman and Managing Director, S.C.C Ltd.,^'^ the Full 
Bench of the Andhra Pradesh High Court rightly observed, "there is an 
apparent conflict between Right to Privacy of a person suspected of HIV not to 
submit himself forcibly for medical examination and the power and duty of the 
state to identify HIV-infected persons for the purpose of stopping further 
transmission of the virus. In the interest of the general public, it is necessary for 
the state to identify HIV-positive cases and any action taken in that regard 
cannot be termed as unconstitutional as under Article 47 of the constitution, the 
state was under an obligation to take all steps for the improvement of the public 
health. A law designated to achieve this object, if fair and reasonable, in our 
opinion, will not be in breach of Article 21 of the Constitution of India." 
In Vijaya case the petitioner alleged that she was infected with the 
dreadful disease of AIDS on account of negligence on the part of medical and 
paramedical staff of the hospital of the respondent company while conducting 
relevant precautionary blood tests before transmission of blood into her body 
when she was operated upon at the hospital. The court rightly held that the 
petitioner is entitled to some reasonable amount of compensation to meet the 
costs incurred by her towards medical expenses. Accordingly, the court 
directed the respondent company to pay rupees one lakh to petitioner leaving 
open to the parties to seek appropriate civil court for damages. The court also 
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issued various directions to the government and the company and suggested 
measures for the control of this dreaded disease. 
Later In Mr.Xv. Hospital Z,^' the Court held that the observations made 
by them, in their earlier decision as to "what rights and obligations arises in 
such context as to right to privacy or confidentiality or whether such persons 
are entitled to be married or not in the event, if such persons marry they would 
commit an offence under law or whether such right is suspended during the 
period of illness", were unnecessary, when there was no consideration of the 
matter after notice to all the parties concerned. Since, the court had rested their 
decision on the facts of the case, those observations were held to be uncalled 
for. The court, therefore, partly over ruled the decision in Mr 'x' v. Hospital 
'Z' and confined it to that" It was open to the hospital or the doctor 
concerned to reveal such information to persons related to the girl whom he 
intended to marry and she had a right to know about the HIV positive status of 
the appellant. 
Though every young man, or for that matter, a women, has right to 
marry, but such right, the court, held could not be claimed to be absolute and 
so long as the person, found to be suffering from veneral disease, was not 
cured, the right could not be enforced and would be treated to be a suspended 
right. The court referred to Section 269 and 270 of the Indian Penal Code, 
1860, and said that a person suffering from the dreadful disease "AIDS" 
knowingly marrying a women and thereby transmitting infection to that 
woman, would be guilty of offences under these sections of Indian Penal 
Code.^ ^ 
6.4 Right to Privacy and Women dignity and Bodily Integrity 
The unique position of the Indian women in our society and the 
cultural heritage of India has been admitted and acknowledged by all. It is not 
disputed that the dignity of women has to be preserved and protected. Women 
personhood including motherhood, wifehood and childhood under the law has 
been acknowledged to be imperative. 
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In the Indian polity all efforts have been made for liberation of women 
and guarantee to them of their dignity and personality. '^* Article 21 guarantees 
protection of life and personal liberty. Right to life as enshrined in Article 21 
includes right to live with human dignity.^^ It is a basic right of a female to be 
treated with decency and proper dignity^^ acts such as rape, sexual harassment 
or molestation or many such which encourage or promote these activities are 
violative of Article 21^''. 
In America the concept of right to privacy of home and right to personal 
privacy can be deduced from I, III, IV, V and IX Amendments of the 
Constitution of America. 
The right to privacy was highlighted in America through an article 
published in 1890 in Harvard law review. Illustrative instance of right of 
privacy can be appreciated in Robertson v. Rochester Folding Box Co.^ ^ 
In this case a photograph of a lady was displayed for advertising a 
particular brand of flour without her consent. The particular brand of flour was 
advertised as the best flour. The matter was taken up to the court and it was 
held to be indefensible in morals in absence of consent and such intrusion 
should be prevented by law. 
In Piwish v. New England Life insurance Company f^ any intrusion of 
right to privacy was held to be an actionable claim in torts throughout the 
country. 
Later in reference to Olmsted v. United States, it was held that any 
unjustifiable intrusion in the right to privacy (right to be let alone) by 
Government irrespective of means would amount to violation of constitution. 
In Mewin v. Ried, a prostitute was prosecuted for the charge of murder 
and later she was acquitted for the charge. She abandoned the life of shame. 
Several years later a film was made on the life of the lady depicting her 
previous life of shame. The right of privacy implies the right not merely to 
prevent the incurrent portrayal in private life but the right to prevent it being 
depicted at all the court held that the depiction of her previous life of shame as 
the violation of right to privacy. 
167 
W^f^ '•I 
Right to Privacy and Woman of Easy Virtue 
In India the right to privacy is not a specifically guaranteed fundamental 
right under the constitution. However Apex court of India in a series of cases 
has held that it is implicit under Article 21 of the Constitution, guaranteeing the 
right to life and personal liberty. So far as right to privacy of women is 
concerned, the Judiciary had dealt with this aspect in a number of cases. 
Whether a woman of easy virtue has any right to privacy? The Hon'ble 
Supreme Court while disposing off the controversy held in State of 
Maharashtra v. Madhukar Narain/' that the 'right to privacy' is available even 
to a woman of easy virtue and no one can invade her privacy. A police 
inspector visited the house of one Banubai in uniform and demanded to have 
sexual intercourse with her. On refusing he tried to have her by force. She 
raised a hue and cry. When he was prosecuted he told the court that she was a 
lady of easy virtue and therefore her evidence was not to be relied. The court 
rejected the argument of the applicant and held him liable for violating her 
right to privacy under Article 21 of the Constitution. 
In Neera Mathur v. LICj^ the Court held that the modesty and self respect may 
perhaps preclude the disclosure of such personal information like whether her 
menstrual period is regular or painless, the number of conceptions took place; 
how many have gone full term etc. Any query with respect to above nature 
would adversely affect the modesty and self respect and would attract the right 
to privacy of a woman. 
In State of Punjab v. Gurmit Singh,^^ the Supreme Court has consistently 
maintained that the offence of rape is violative of the right to privacy of the 
victim, the court observed that: "It is sad reflection on the attitude of 
indifference of the society towards the violation of human dignity of the 
victims privacy and personal integrity, but inevitably causes serious 
psychological as well as physical assault. It is often destructive of the whole 
personality of the victim. A murderer destroys the physical body of the victim; 
a rapist degrades the very soul of the helpless female". 
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In State of Maharashtra v. R.J. Gandhi, the Court held that a female, who 
was the victim of a sexual assaults kidnap, abduction or like offence, should 
not further be subjected to the indignity of her name and the incident being 
published in press/media. 
In Gaurav Jain v. Union of India, the court observed, "The prostitute has 
always been an object and was never seen as complete human being with 
dignity of person; as if she had no needs of her own, individually or 
collectively. Their problems are compounded by coercion laid around them and 
tortuous treatment meted out to them. When they make attempts either to resist 
the prostitution or to relieve themselves from the trap, they succumb to the 
violent treatment and resultantly many a one settle for prostitution." 
In Chandra Rajakumari and Another v. Commissioner of police, Hyderabad & 
Others , Andhra Pradesh High Court held that. It is also relevant and 
expedient to hold without any reservation that any act which tend to offend the 
dignity of a woman to deal with her indecently in the circumstances amounting 
to indecent representation in any form, they are bound to offend Article 21 of 
the Constitution of India as right to live includes right to live with dignity and 
decency and right to live happily. Any violation of the women society in the 
country in body or mind leading to justifiable unhappy existence is bound to 
attract Article 21 of the Constitution. 
In State of Punjab v. Baldev Singh,^^ The procedure for personal search of a 
female came up for consideration before the Hon'ble Supreme Court. The 
Hon'ble Supreme Court observed that a female should be searched by another 
female with strict regard to decency. It is further observed that failure to do so 
would be violative of basic right of female to be treated with decency and 
proper dignity. 
In Surjit Singh Thind v. Kanwaljit Kaur,^^ the Punjab and Haryana High Court 
has held that allowing medical examination of women for her virginity 
amounts to violation of her right to privacy and personal liberty enshrined 
under Article 21 of the Constitution. In this case the wife has filed a petition for 
a decree of nullity of marriage on the ground that the marriage has never been 
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consummated because the husband was impotent. The husband had taken the 
defense that the marriage was consummated and he was not impotent. In order 
to prove that the wife was not virgin the husband filed an appUcation for her 
medical examination. The court said that the allowing of medical examination 
of women's virginity violates her right to privacy under Article 21 of the 
constitution. Such an order would amount to raving enquiry against a female 
who is vulnerable even otherwise. The virginity test can not constitute the sole 
basis, to prove the consummation of marriage. 
6.5 Right to Privacy and Abortion 
The Preamble of the Indian Constitution states in most unequivocal 
terms that the liberty and dignity of the individual are central aims of the 
Nation.^^ Indian male traditions attach an extremely high value to decisional 
autonomy for males, and that more recent feminist traditions insist on asserting 
the same value in the case of women. Women's rights around the world are an 
important indicator of understanding global well being. Recognition of the 
inherent dignity and of the equal and inalienable rights of all members of the 
human family is the foundation of freedom. The most important right of a 
human is the right to life. It is the Supreme human right from which no 
derogation is permitted. It is inalienable. The Article 6(1) of the International 
Covenant on Civil and Political Rights prohibit the arbitrary derivation of life.*" 
But there are some controversial issues related to this supreme right. One such 
right is the question of right to abortion. Among other rights of women, it is 
believed that every mother has a right to abortion, it is a universal right. But the 
rights of the mother are to be balanced with the rights of the unborn. Earlier the 
right to abortion was not permitted and it was strongly opposed by the society. 
The termination of pregnancy was termed to be a murder of the foetus. 
But due to the change in time and technology now-a-days this right has been 
legally sanctioned by most of the Nations after the famous decision of Roe V. 
Q J 
Wade by the US Supreme Court. In the present chapter the area of the 
discussion is whether a mother has a right to privacy with regard to abortion. 
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What is the stand of Indian legislation as well as Indian Judiciary on this aspect 
as well as upon the woman's Dignity and Bodily integrity? 
An Abortion is the removal or expulsion of an embryo or foetus from 
the uterus, resulting in, or cause by, its death. Abortion has become a very 
controversial issue in the modem world of today, since the recent movements 
towards liberalization of abortion in the western countries. It is a woman's 
individual rights, right to her life, to her liberty, and to the pursuit of her 
happiness, that sanctions her right to have an abortion. It involves competing 
interest of pregnant women, father, foetus, state and society at large. The 
abortion has become a controversial and debatable issue among legislatures in 
planners, women groups, religious denominations, and media as well as in 
82 
courts. 
The dilemma touches the most sensitive aspects of human life. It stirs 
strong emotions and brings fundamental changes to the day to day life of 
society. 
Article 1 of the American Declaration of Rights and Duties of Man^^and 
the Inter American Commission of Human Rights*'* says that abortion is 
legalized until the end of first trimester right to life is protected from the 
moment of its conception by Article 6 (1) of the ICCPR,*^ Article 2 of the 
European convention of Human Rights*^ and Article 4 of the African Charter 
of Human and People's Right.*^ But they are silent on the issue of when does 
life begin. But the interpretations have forced us to believe that the child is not 
to be protected from the time of its inception. The right to life of the foetus has 
to be balanced with the rights of the mother. 
In 1973 Roe v. Wade, became one of the most politically significant 
Supreme Court decisions in history, reshaping national politics, dividing the 
nations into "pro-choice" and "pro-life" camps, and inspiring grass roots 
activism. This is a land mark decision of United States Supreme Court 
establishing that most laws against abortion violate a constitutional right to 
privacy, thus overturning all state laws outlawing or restricting abortion that 
were inconsistent with the decision.**. Jane Roe, the plaintiff wanted to 
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terminate her pregnancy because she contended that it was a result of rape. 
Relying on the current state of medical knowledge, the decision established a 
system of trimester that attempted to balance the states' legitimate interests 
with the individual's constitutional rights. The court ruled that the state can not 
restrict a woman's right to an abortion during the first trimester, the state can 
regulate the abortion procedure during second trimester in ways that are 
reasonably related to maternal health," and in the third trimester, demarcating 
the viability of the foetus, a state can choose to restrict or even to prescribe 
abortion as its sees fit. Although the constitution of the U.S.A. does not 
explicitly mention any right of privacy, the United States Supreme Court 
recognizes that a right of personal privacy, or a guarantee of certain areas or 
zones of privacy, does may be found in the first Amendment (Stanley v. 
Georgia)^^ in the fourth and fifth amendments (terry v. obio^^), (Katz v. United 
States^') in the penumbras of the bill of rights (Griswold v. Connecticut^^) in 
the ninth Amendment, and in the concept of liberty Guaranteed by the first 
section of the fourteenth Amendment (Mayer v. Nebraska^^) these decisions 
make it clear that only personal rights that can be deemed "fundamental" or 
implicit in the concept of ordered liberty (Palko v. Connecticut^'') are included 
in this guarantee of personal privacy. 
The right of personal privacy includes the abortion decision, but this 
right is not unqualified and must be considered against important state interest 
in regulation. The pregnant woman can not be isolated in her privacy. She 
carries an embryo and later a foetus. The situation therefore is inherently 
different from marital intimacy, or bedroom possession or obscene materials, or 
marriage or procreation or education. It is reasonable and appropriate for a state 
to decide that at some point in time another interest, that of health of the mother 
or that of potential human life, becomes significantly involved. The woman's 
privacy is no longer sold and any right of privacy, she possess must be 
measured accordingly.^^ 
In India it was in the sixties when the need of liberalization of abortion 
was felt and a national debate took place. The Shantilal Shah Committee which 
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was formed on this occasion, deliberated for more than two years before 
submitting its report to the government in 1966. following this, the Medical 
Termination of Pregnancy (MTP) Act was enacted by the Indian Parliament in 
1971 and came into force from 01 April 1972.^ ^ The MTP was again revised in 
1975. India was one of the few countries in the world to legalize abortion by 
passing the MTP Act in 1972.^ ^ The position of abortion in India is quite 
confusing. Though Abortions are legalized in India, and the right is not 
absolute. There have been a few decisions by the court relating to the MTP Act. 
However before moving on to that, it is important to throw light on a few 
provisions of law. Sections 312-318 of the Indian Penal Code, 1860^^ the 
Medical Termination of pregnancy Act, 1971 and the preconception and Pre-
natal Diagnostic Technique Act, 1944^^ are all related to the debate of Planned 
Parenthood and abortion. All these are restrictions imposed on the society 
regarding abortions. Sections 312-314 of the IPC make Causing miscarriage or 
abortion illegal but for cases of good faith. The medical termination of 
pregnancy Act, 1972 is in a way an enabling clause to these sections of the 
Indian Penal Code. 
This law guarantees the right of women in India to terminate an 
unintended pregnancy by a registered medical practitioner in a hospital 
established or maintained by the Government or a place being approved for the 
purpose of this Act by the Government. Not all pregnancies could be 
terminated. "^*^  
Section 3^^' of the said Act, says that pregnancy can be terminated: 
• As a health measure when there is danger to the life or risk to physical 
or mental health of the women; 
• On Humanitarian grounds-such as when pregnancy arises from a sex 
crime like rape or intercourse with a lunatic woman, etc, and 
• Eugenic grounds-where there is a substantial risk that the child, if bom 
would suffer from deformities and diseases. 
• Where the pregnancy has occurred as a result of the failure of a 
contraceptive device or method (in this case, the anguish) caused by 
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such unwanted pregnancy may be presumed to constitute a grave threat 
to the medical health of the pregnant women. 
In fact, the liberalization of abortion law in India was mainly directed 
towards population control as Menon has argued the concepts of mental 
health of environment of pregnant women which have been adopted by the 
medical termination of pregnancy Act as criteria for justifying abortion are 
extremely vague and certain to be abused. Besides they often raise problems 
of medical ethics and physician wide discretionary power interpreting such 
illusive concepts. 
A woman's right in this respect is doubtful because her right is 
dependant on certain conditions: Proof of risk to her life or grave injury to her 
physical or mental health, substantial risk of physical or mental abnormalities 
to the child if bom and a situation where abortion could only save her life, all 
to be arrived at by the medical practitioners. Can a women request a medical 
practitioner to perform an abortion on the ground that she does not want a child 
at that time? Where the liberty of the women is fully dependant on certain other 
factors, such are quest can not be said to be just and reasonable. The Medical 
termination of pregnancy Act also does not classify the pregnancy period so 
that the woman's interests and the state interests could be given predominance 
in one's own spheres."''* 
Despite 38 years of liberal legislation, the majority of women in India 
still lack access to safe abortion care. Amendments in 2002 and 2003 to the 
1971 medical termination of Pregnancy Act, including devolution of regulation 
of abortion services to the district level, punitive measures to deter provision of 
unsafe abortions, rationalization of physical requirements for facilities to 
provide early abortion, and approved of medical abortion, have all aimed to 
expand safe services. Proposed amendment in the medical termination of 
pregnancy Act to prevent sex-selective abortions would have been unethical 
and violated confidentiality, and were not taken forward. Continuing problems 
include poor regulation of public and private sector services, a physician only 
policy that excludes mid level providers and low registration of rural compared 
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to urban clinics; all restrict access poor awareness of the law, unnecessary 
spousal consent requirements, contraceptive targets linked to abortion, and 
informal and high fees also serve as barriers. Training more providers, 
simplifying registration procedures, delinking clinic and providers, approval, 
and linking policy with up to date technology, research and good clinical 
practice are some immediate measures needed to improve women's access to 
safe abortion care.'°^ 
It is submitted that a decision as to abortion may be entirely left with 
woman provided she is sane and has attained majority. Only in cases where an 
abortion may affect her life, this freedom may be curtailed all other restrictions 
on the right to abortion are unwelcome. Truely, a woman's decision as to 
abortion may depend upon her physical and mental health or the potential 
threat to the health of the child. Apart from these reasons, there are also various 
important factors. She or the family may not be financially sound to welcome 
an addition. It may be a time when she wants to change her profession, which 
requires free time and hard work. Her relationship with the husband may 
virtually be on the verge of collapse and she may prefer not to have a child 
from him, for it may possibly affect a future marriage. All these factors are 
quite relevant and the Indian statute on abortion does not pay any respect to 
them. The law thus is unreasonable and could well be found to be violative of 
the principles of equality provided under Article 14 of the constitution.'°^ Is it 
desirable to pay compensation to women for all her physical and mental 
inconvenience and liabilities, which arises in that context? It may be noted that 
the medical termination of pregnancy Act does not protect the unborn child. 
Any indirect protection it gains under the Act is only a by product resulting 
from the protection of the woman. The rights provided as well as the 
restrictions imposed under the statute show that the very purpose of the state is 
to protect a living woman from dangers which may arise during an abortion 
process. It is the protection to the mother that protects the unborn. 
In Nand Kishore Sharma v. Union of India, '^^ the Court had decide the validity 
of the Medical termination of pregnancy Act. It was argued that the Act 
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particularly Section 3(2) (a) and (b) and Explanation I and II to Section 3 of the 
Act as being unethical and violative of Article 21 of the constitution of India. 
The court in the case had to determine when the foetus comes to life and 
hence if his right to life is violated by the said provisions. 
The court in this case refused to comment on the attribution of the status 
of a "person" to the foetus, however it declared that the Act is valid.'^^ 
In V. Krishnan v. G. RajanJ°^ the court held that for an abortion, through the 
guardian's consent is required, the minors consent is also important and should 
be taken, case laws show that the women's consent is of the utmost importance, 
and no one can take this right away from her. 
Hence the situation in India can be summed up as the right to abortion 
not being absolute as it is subject to the Section 312-314 of the IPC, 
introduction of Medical Abortion in India is a land mark movement in the road 
to improvement of women's health. Medical abortion gives women access to 
pregnancy termination which is not intrusive and has little or no side effect. 
In D. Rajeshwari v. State of Tamil Nadu,'" an unmarried girl of 18 years who 
is praying for issue of a direction to terminate the pregnancy of the child in her 
womb, on the ground that bearing the unwanted pregnancy of the child of three 
months made her to become mentally ill and the continuance of pregnancy has 
caused great anguish in her mind, which would result in a grave injury to her 
mental health, sine the pregnancy was caused by rape. The court granted the 
permission to terminate the pregnancy. 
In Dr. Nisha Malviya and Another v. State of M.P, the accused had 
committed rape on minor girl aged about 12 years and made her pregnant. The 
allegations are that two other co-accused took this girl, and they terminated her 
pregnancy. So the charge on them is firstly causing miscarriage without 
consent of girl. The court held that all the three accused guilty of termination of 
pregnancy which was not consented by the mother or the girl. 
In Murari Mohan Koley v. The State and Another, "^ a woman wanted to 
have abortion on the ground that she has a 6 months old daughter. She 
approached the petitioner for an abortion. And the petitioner agreed to it for a 
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consideration. But some how the condition of the woman worsened in the 
hospital and she was shifted to another hospital. But it resulted in her death. 
The abortion was not done. 
The petitioner who was a registered medical practitioner had to establish 
that his action was done in good faith (includes omission as well) so that he can 
get exemption from any criminal liability under section 3 of the MTP Act, 
1971. 
In Suchitra Srivastava and Anothers v. Chandigarh Administration,"'* 
the Court observed that Indian law allows for abortion only if the specified 
conditions are fulfilled. When the MTP Act was first enacted in 1971 it was 
largely modeled on the Abortion Act of 1967 which has been passed in the 
United Kingdom. The legislative intent was to provide a 'qualified right to 
abortion' and the termination of pregnancy has never been recognized as a 
normal recourse for expecting mothers. There is no doubt that a woman's right 
to make reproductive choices is also a dimension of personal liberty as 
understood under Article 21 of the constitution of India. It is important to 
recognize that reproductive choices can be exercised to procreate as well as to 
abstain from procreating. The crucial consideration is that a women's right to 
privacy, dignity and bodily integrity should be respected. This means that there 
should be no restriction whatsoever on the exercise of reproductive choices 
such as women's right to refuse participation in sexual activity or ahematively 
the insistence on use of contraceptive methods. Further more, women are also 
free to choose birth control methods such as undergoing sterilization procedure. 
Taken to their logical conclusion reproductive rights include a women's 
entitlement to carry pregnancy to its full term, to give birth and to subsequently 
raise children." 
6.5 Right to Privacy and Restitution of Conjugal Rights 
For the first time the personal liberty under Article 21 of the 
Constitution has been invoked in the husband wife private domain in Saroj 
Rani v. Sudarshan Kumar,"^ an attention of the Supreme Court was drawn to, 
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T. Sareetha'^^, in which P.A. Chaudhary J. of the Andhra Pradesh High Court 
described the remedy of restitution of conjugal rights contained in Section 9 of 
the Hindu Marriage Act as savage and barbarous remedy violating the right to 
privacy and human dignity guaranteed by Article 21 of the Constitution. 
In T. Sareetha, a civil revision petition was filed by Sarretha a well 
known actress of the south Indian screen against order of the sub judge 
cuddapah passed pursuant to the petition filed by one venkata subbaiah. 
The petitioner attacks Section 9 of the Hindu Marriage Act under Article 
21 of our Constitution tracing out the historical development of remedy of 
conjugal rights, Justice Chaudhary said that the British Indian Courts wrongly 
equated the ecclesiastical rule of this matrimonial remedy with equity, good 
conscience and justice, thoughtlessly imported that rule into our country and 
blindly enforce it among the Hindus and Muslims. 
Order 21 rule 32 of the Code of Civil Procedure speaks of a decree 
granted for restitution of conjugal rights as a decree of specific performance of 
restitution of conjugal rights. 
Conjugal rights connotes two ideas: 
(a) the right which husband and wife have to each others society, 
(b) Marital intercourse, 
Thus Chaudhary J. Observed: That the purpose of a decree for 
restitution of conjugal rights in the past as it is in the present remains the same 
which is to coerce through judicial process the unwilling party to have to have 
sex against the person consent and free will with the decree holder. There can 
be no doubt that a decree of restitution of conjugal rights thus enforced, offends 
the inviolability of the body and the mind subjected to the decree and offends 
the integrity of such a person and invades the marital privacy and domestic 
intimacies of such a person.''^ 
Section 9 of the Hindu marriages Act is liable to be struck down as 
violative of the guarantee of life, personal liberty, human dignity and decency 
guaranteed in Article 21 Justice Chaudhary has strenuously traced out the 
Judicial work done in regard to the development of the privacy dignity aspect 
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of the personal liberty guaranteed in Article 21 of the constitution. The learned 
Judge has referred, quoted and relied on field's view in Munn V. Illinois"^ 
Justice Brandeis's in Olmstead the majority and minority views in Kharak 
Singh,'^' and Justice Mathew's in Govind'^^ held that the remedy of Restitution 
of conjugal rights violates the right to privacy enshrined in Article 21 and the 
individual dignity mentioned in the Preamble of our Constitution. The learned 
judge had said that nothing can conceivably be more degrading to human 
dignity and monstrous to human spirit than to subject a person by the long arm 
of the law to a positive sex act. As the restitution of conjugal rights has been 
described by Lord Herschel in 1897 as a "barbarous remedy"'^'' Chaudhary J. 
Said "in the presence of making such a fateful choice as to when, where and 
how if at all she should beget, bear, deliver and rear a child, the wife consistent 
with her human dignity, should never be excluded conception and delivery of a 
child involves two most intimate use of her body"'^^. Concluding the reasons 
for declaring section 9 of the Hindu Marriage Act as violative of Article 21 of 
the constitution. Chaudhary J. said: 
"A decree for restitutions of conjugal rights constitutes grossest form of 
violation of an individual's right to privacy. It denies the women her free 
choice whether, when and how her body is to become the vehicle for the 
procreation of another human being. A decree for restitution of conjugal rights 
deprives a woman of control over her choice as to when and by whom the 
various parts of her body should be allowed to be sensed. The woman loses her 
control over her most intimate decisions clearly. Therefore the right to privacy 
guaranteed by Article 21 is flagrantly violated by a decree of restitution of 
conjugal rights."^^^ Just contrary to what has been held in T. Sareetha by P.A. 
Chaudhary J. of the Andhra Pradesh High Court, Justice A.B. Rohatagi of the 
Delhi High Court has in Harvinder Kaur'^^ held that section 9 of the Hindu 
Marriage Act does not violate Article 21 of the Indian Constitution. In 
Harvinder Kaur Justice Rohatagi has variably refuted Justice Chaudhary's 
arguments in support of his view that the remedy of restitution of conjugal 
rights violates Article 21 the learned Judge said: 
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"Chaudhary J.'s over emphasis on sex is the fundamental fallacy in his 
reasoning. He seems to suggest that restitution decree has only one purpose, 
that is, to compel the unwilling wife to have sex with her husband" 
The remedy of restitution aims at cohabitation and consortium and not 
merely at sexual intercourse. To say that restitution decree "subjects a person 
by his long arm of the law to a positive sex act" is to take the grossest view of 
the marriage institution. The restitution decree does not enforce sexual 
intercourse" It is a fallacy to think that the restitution of conjugal rights 
constitutes" the starkest form of governmental invasion" of "marital privacy" 
as Chaudhary J. seems to think".'^^ 
While upholding the constitutional validity of section 9 of the Hindu 
Marriage Act Justice Rohatagi advocated that the cold principles of 
Constitutional law should not be allowed to pollute domestic community of 
husband and wife based on mutual love and affection and observed: 
"Introduction of constitutional law in the home is most inappropriate. It is like 
introducing a bull in china shop. It will prove to be ruthless destroyer of the 
marriage institution and all that it stands for. In the privacy of the home and the 
married life neither Article 21 nor Articles 14 have any place. In a sensitive 
sphere which is of once most intimate and delicate the introduction of the Cold 
Principles of constitutional law will have the effect of weakening the marriages 
bond The introduction of constitutional law into the ordinary domestic 
relationship which should be obviously as far as possible protected from 
possibilities of that kind. The "Domestic Community "does not rest on 
contracts sealed with seals and sealing wax nor on constitutional law. It rests on 
best kind of moral consent which united and produces" two-in-one ship". 
In Saroj Rani a two Judge Bench consisting of S. Murtaza Fazal Ali and 
Sabyaschi Mukherjee, JJ has allowed'^^ the counsel for the petitioner to 
canvases an argument which was not canvassed in the court below. 
Justice Sabyaschi Mukherjee having considered the views of the Single 
judge of the Andhra High Court Expressed in Sareetha and that of learned 
single judge of Delhi High Court passed in Harvinder Kaur, Speaking for the 
180 
H j^mstf 
Ill 1 i ' . ' . "" ' 1 him 1 1 ill III lis' Hi m^m 
court has without slight hesitation, preferred and learned heavily on the 
constitutional validity of Section 9 of the Hindu Marriage Act, the views of the 
learned Single Judge of the Delhi High Court. Justice Sabyaschi Mukherjee has 
expressed his inability to accept Chaudhary J. views that Section 9 of the Act is 
violative of Article 21 of the Constitution.'^ ° 
On the other hand, the Delhi High Court has upheld the constitutional 
validity of Section 9 of the Hindu Marriage Act. The court has said that 
restitution aims at cohabitation and consortium and not merely at sexual 
intercourse. Agreeing with the Delhi High Court, in SaroJ Rani v. Sudarshan 
10 1 
Kumar, the Supreme Court has held the Provision to be valid vis-a-vis 
Article 14 and 21. The court has emphasized that one must see the decree of 
restitution of conjugal rights in its proper perspective in India. Conjugal rights 
i.e. the right of the husband or wife to the society of other is not merely a 
creature of the statute; it is inherent in the very institution of marriage itself. 
6.7 Recapitulation 
The right to privacy is recognition of the individual's right to be let 
alone and to have his personal space inviolate. The need for privacy and its 
recognition as a right is a modem phenomenon. In early times, the law afforded 
protection only against physical interference with a person or his property. As 
civilization progressed, the personal, intellectual and spiritual facets of the 
human personality gained recognition and the scope of the right to privacy 
expanded to give protection to these needs. 
The concept of privacy is used to describe not only rights purely in the 
private domain between individuals but also constitutional rights against the 
state. The former deals with the extent to which a private citizen is entitled to 
personal information about another individual. The later is about the extent to 
which government authorities can intrude into the life of the private citizen to 
keep a watch over his movements through devices such as telephone-tapping. 
This aspect also concerns the extent to which government authorities 
can exercise control over personal choices: for instance by determining 
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whether a pregnant women has the right to abortion, or whether on HIV 
infected person has the right to marry or have children. Whether women of 
easy virtue is entitled to privacy and whether a remedy of restitution of 
conjugal rights violates the right to privacy. 
Telephone conversation is a part of modem man's life. It is considered 
so important that more and more people are carrying mobile phones in their 
pocket. Telephone conversation is an important facet of man's private life. 
Telephone tapping would thus intract Article 21 of the Constitution unless it is 
permitted under the procedure established by law. Section 5(2) of the Indian 
Telegraph Act, 1885 empowers the Central government or the State 
government or any specially authorized officer to intercept message if satisfied 
that it is necessary or expedient so to do in the interest of sovereignty and 
integrity of India, the security of the state, friendly relation with foreign states, 
public order or for preventing incitement to the commission of an offence. It 
can be done in the event of the occurrence of public emergency or in the 
interest of public safety for reasons to be recorded in writing. A Division 
Bench of the Supreme Court in Peoples' Union for Civil Liberties v. Union of 
India laid down certain procedural safeguards to be observed before resorting 
to telephone tapping under section 5(2) of the Indian telegraph Act. 
In Mr. X.v. Hospital Z, The Supreme Court held that: 
Right to privacy is not absolute and may be lawfully restricted for the 
prevention of crime, disorder or for protection of health or morals or protection 
of rights and freedom of others. As such, when a patient was found to have 
HIV positive, its disclosure by a doctor would not be violative of either on the 
ground of confidentiality or the patients right to privacy as the lady with whom 
the patient is likely to be married is saved in time by such disclosure, or else, 
she would have been infected with the dreadful disease had her marriage taken 
place and consummated. Therefore, the right which would advance the public 
morality or public interest would alone be enforced through the process of law 
for the reason that moral consideration can not be kept at bay. In State of 
Maharashtra v. Madhulkar Narain, the Supreme Court held that any woman of 
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easy virtue is entitled to privacy and no one is entitled to invade her privacy as 
and when one likes. She is entitled to protection if there is any attempt to 
violate such right against her wish. 
However in state of Maharashtra v. R.J Gandhi the Court held that a 
female, who was the victim of a sexual assaults kidnap, abduction or like 
offence, should not further be subjected to the indignity of her name and the 
incident being published in press/media. 
Right to personal privacy includes the abortion decision, but this right is 
not unqualified and must be considered against important state interest in 
regulation. The pregnant woman can not be isolated in her privacy. The 
situation there are is inherently different from marital intimacy, bedroom 
possession or obscene materials or marriage or procreation or education. It is 
reasonable and appropriate for a state to decide that at some point in time 
another interest that of health of the mother or that of potential human life, 
becomes significantly involved. The woman's privacy is no longer sold and 
any right of privacy she possesses must be measured accordingly. 
In Suchitra Srivastava's case court held that, there is no doubt that a 
woman's right to make reproductive choices is also a dimension of personal 
liberty as understood under Article 21 of the constitution of India. It is 
important to recognize that reproductive choices can be exercised to procreate 
as well as to abstain from procreating. The crucial consideration is that a 
women's right to privacy, dignity and bodily integrity should be respected. 
This means that there should be no restriction whatsoever on the 
exercise of reproductive choices such as women's right to refuse participation 
in sexual activity or alternatively the insistence on use of contraceptive 
methods. There are many aspects of privacy, including the right to privacy in 
the light of restitution of conjugal rights which requires special attention. The 
question of relation between the right to privacy and restitution of conjugal 
rights arose for the first time in T. Sareetha v.T.V. Subbaiah. The decision in 
183 
j' 1 !' '!.! | ij' 1 m '|! M 1 : ' ^ h ^ i i ! l ^ . . • • l • ' .'., ill 
Saritha's case is forthright and aggressively bold. It was the first decision by an 
Indian High Court to invalidate a law as violating the decisional privacy of a 
woman. The court in this case categorically held that a women's right to 
privacy which is implicit in Article 21 includes the right to marital privacy. 
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7.1 An Overview 
The classic definition of the privacy concept is that it consists of the 
'right to be let alone' in terms of isolation from the scrutiny of others, the 
average individual living in a town or city enjoys vastly more personal privacy 
than did our ancestors living in small villages where every action was known to 
and a source of comment for neighbours. The right to privacy receives a 
measure of recognition in the European convention on Human Rights which 
provides that, "Everyone has the right to respect for his private and family life, 
his home and correspondence to an extent greater than with other basic human 
rights", the right to privacy must be subject to considerable qualification and, 
as epitomized in the ongoing debate concerning the allegedly intrusive nature 
of media activities, the right to privacy has to be balanced against other rights. 
One of the key distinctions drawn in discussions of the right to privacy is 
between an individual's private and public personae. In countries such as 
United States right to privacy ceases when an individual moves outside private 
property. In such circumstances, the act of watching an individual's movement 
tends to be considered under the title of 'surveillance'. In this chapter 
researcher is trying to discuss, Emerging threats of Information Technology 
and Privacy in respect of Privacy and Electronic Surveillance, Privacy and 
Internet, Privacy and Investigative Journalism. 
In the past, 'surveillance' has been considered something which is 
primarily carried out by or on behalf of society as a whole (government). 
Although the act of placing an individual under surveillance may of itself 
modify individual's behaviour patterns, in general surveillance is a means to an 
end which may significantly affect other interests of the data subject. An 
obvious example might be the surveillance of an individual suspected of 
involvement in criminal/illegal activity. The act of surveillance may often lead 
to arrest, interrogation, trial and imprisonment. In 1971 Alan F. Westin in his 
seminal work information technology in a democracy identified three forms of 
surveillance; physical, psychological and data through digital satellite transfer. 
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Physical surveillance, involves act of watching or listening to the action 
of an individual. Such surveillance, even making use of technology, has tended 
to be an expensive undertaking capable of being applied to unlimited number 
of individuals. Example of psychological surveillance includes forms of 
interrogation or the use of personality tests as favoured by some employers. 
The end product of any form of surveillance is data or information. With both 
physical and psychological, surveillance, an active role is played by the 
watcher. Data surveillance involves different more passive approach. Every 
action of an individual reveals something about the person. This may occur 
directly, for example in filing out a form, or indirectly, as when goods or 
services are purchased. 
Technology, like love, changes everything with the ability to digits any 
form of information, boundaries between the various forms of surveillance are 
disappearing with the application of information technology linking 
surveillance technique in to a near seamless web of surveillance. Developments 
in data processing suggest that a distinction between informational and physical 
privacy is becoming more and more filmsy. The reach of systems of physical 
surveillance has been increased enormously by the involvement of the 
computer to digitize and process the information received. Increased number of 
close circuit television monitor movement in the streets whilest countless 
thousands of cameras are operated by commercial operators to monitor our 
movement in the shops and offices and car parks. Surveillance through satellite 
cameras is increasing tremendously. The national remote sensing technologies 
of each space power countries are scanning the important data and digitalizing 
the information for various purposes such as crime prevention, scientific 
application, forecasting etc. Privacy therefore happens to be a serious concern 
in the age of video surveillance. Widespread usage of surveillance cameras 
raises the specter of an invasive 'Big Brother' society. In this regards, certain 
privacy laws have been introduced to guard an individuals privacy rights which 
will be discuss in the present chapter. 
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7.2 Privacy and Electronic Surveillance 
• Electronic Surveillance 
It is the monitoring of the behaviour, activities or other changing 
information usually of people and often in a surreptitious manner. It most 
usually refers to observation of individuals or groups by government 
organization, but disease surveillance, for example is monitoring the progress 
of a disease in a community. The word surveillance comes from the French 
word for "watching over". 
The word surveillance may be applied to observation from a distance by 
means of electronic equipment (such as CCTV cameras) or interception of 
electronically transmitted information (such as Internet traffic or phone calls) It 
may also refer to simple, relatively no or law technology methods such as 
human intelligence agents and postal interception.' 
Surveillance is very useful to government and law enforcement to 
maintain social control, recognize and monitor threats, and prevent/investigate 
criminal activity. With the advent of programmes such as Total information 
awareness programmes and advice, technologies such as high speed 
surveillance computer and Biometric software, and laws such as the 
Communications Assistance for law enforcement Act. 
It is an often made statement that we live increasingly in surveillance 
society, primarily manifest in the public's mind through the proliferation of 
CCTV cameras in our public and private spaces. Surveillance is both a crime 
prevention and detection measures, and has been greatly facilitated by 
developments in information and communication technologies. The nature of 
cyber crimes means surveillance is an important law enforcement tool in their 
detection and investigation. Surveillance may be carried out on a specified 
person's, or persons,' communication activities such as emails or file transfers; 
or of a 'virtual' location in cyberspace where communications are exchanged, 
such as chat room or bulletin board. The surveillance may be put in to 
operation at the edges of a network i.e. on a suspect's terminal equipment, such 
;vtf**»* 
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as computer or mobile phone; or with in the network such as mail server, 
physically remote from the suspect.'^  
From a legal perspective, a clear distinction needs to be made between 
surveillance activities carried out by public law enforcement agencies in the 
course of an investigation and those carried out by private entities, such as 
employer and land owner. As a state based activity, the former is governed by 
strict rules of criminal procedure to protect individual rights, specifically a 
person's right to privacy.^ 
State authorized or Controlled surveillance may be carried out by 
personnel of the law enforcement agency itself, through the use of an 
informant, or require the involvement of a third party communication service 
provider to provide access to the forensic data, whether stared or in 
transmission and either created by the surveillance target or generated by the 
communication service itself The obtaining of data from a CSP is examined 
separately in the following section, since data obtained from, or with the direct 
involvement of a CSP, may not always comprise a form of surveillance subject 
to regulatory control. Obtaining data from CSPs has also required a distinct 
legal framework and raises unique issues of concern. '^ 
This section examines two categories of surveillance. Firstly, targeted 
surveillance, carried out by or under the authority of a Public LEA in the 
course of a specific investigation or operation, and subject to a distinct 
regulatory regime. Secondly, the more pervasive non targeted surveillance, 
here referred to as 'monitoring' and 'filtering', which is carried out by the state 
and private entities as a generic security measure, and is subject to a more 
opaque set of legal rules. Surveillance activities by public authorities in the 
course of a criminal investigation are monitoring, observing or listening to 
persons, their movements, their conversations or their other activities or 
communications; recording anything monitored, observed or listened to a die 
course of surveillance; and surveillance by or with the assistance of a 
surveillance device.^ 
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All these activities are clearly potentially applicable to investigative 
activities carried out in cyber crime environment, from the use of keystroke 
loggers^, to "password" 'sniffers"^ and honey pots'.^ 
Directed surveillance is the most common form of surveillance activity 
used for detecting crime. It is defined by reference to four express 
characteristics. First, it is not intrusive, in the sense that it takes place in a 
public or quasi public space or location. Such as cyber cafe or where the 
surveillance occurs using a network resource remote from the physical location 
of the suspect, such as ISP - hosted web server. The second characteristics is 
that the surveillance be carried out in respect of a specific investigation or 
operation, rather than on a general basis, for example, the surveillance of 
person using a privately installed, unconcealed CCTV camera system in a 
shopping centre. The third characteristics of directed surveillance is that is 
likely to result in the obtaining of private information about a person; which 
includes any information relating to his private or family life. 'Directed 
surveillance may only be carried out where it is necessary and proportionate 
response for achieving certain specified purposes, including in the interests of 
national security and the prevention and detection of serious crime.^ 
• Computer Surveillance 
The vast majority of compute surveillance involves the monitoring of 
data and traffic on the internet. In the united states for example under the 
Communication Assistance for law enforcement Act, all phone calls and broad 
band internet traffic (e-mail, web traffic, instant Messaging etc.) are required to 
be available for unimpeded real time monitoring by federal law enforcement 
agencies. There is far too much data on the internet for human investigators to 
manually search through all of it. So automated internet surveillance computers 
shift through the vast amount of intercepted internet traffic and identity and 
report to human investigators traffic considered interesting by using certain 
"trigger" words or phrases, visiting certain types of websites, or communi-
cating via e-mail or chat with suspicious individual or groups.'° 
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• Telephone and Mobile Telephones 
The official and unofficial tapping of telephone lines is widespread. In 
the United States for instance the communications Assistance for law 
Enforcement Act requires that all telephone and communications be available 
for real time wiretapping by federal law enforcement and intelligence agencies. 
In India wiretapping is generally regulated under the Indian Telegraph Act of 
1885", which gives the police authority to tape phones and intercept mail to 
aid an investigation.'^ 
There have been numerous wiretap scandals in India, resulting in 1996 
decision by the Supreme Court that wiretaps are a "serious invasion on the 
individual's privacy".'^ The court also set up guidelines for wiretapping by the 
government that defines who can tap phones and under what circumstances. 
Only the Union Home Secretary, or his counter part in the status, can issue an 
order for a wiretap. The court mandated the development of a high level 
committee to review the legality of each wiretap.''* 
• Surveillance Cameras 
Surveillance cameras are video cameras used for the purpose of 
observing an area. They are often connected to a recording device. IP network 
and/or watched by a security guard/Law enforcement officer. Cameras and 
recording equipment used to be relatively expensive and required human 
personnel to monitor camera footage. Now with cheaper production technique, 
it is simple and inexpensive enough to be used in home security systems and 
for everyday surveillance. Analysis of footage is made easier by automated 
software that organizes digital video footage in to a searchable data base and by 
automated video analysis software such as VIRAT or Human ID. The amount 
of Footage is drastically reduced by motion sensors which only record when 
motion is detected. In recent years, the use of video surveillance cameras to 
monitor public and private spaces throughout the world has grown to 
unprecedented levels. The leader in this trend is the United Kingdom, where it 
is estimated that between 150 and 300 million pounds per year is now spent on 
a surveillance industry involving an estimated 200,000 cameras monitoring 
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public places.'^ Most town and cities are moving to CCTV surveillance of 
public areas, housing estates, car parks and public facilities. Some observers 
believe this phenomenon is dramatically changing the nature of cities. The 
technology has been described as the "Fifth Utility"'^.CCTV is being integrated 
into the urban environment in much the same way as the electricity supply and 
the telephone network in the first half of the century. 
Their USC has come under greater criticism recently and recent research 
by the Scottish centre for criminology found that the cameras did not reduce 
crime, nor did they improve public perception of crime problems.'^ 
• Aerial Surveillance 
Aerial surveillance is the gathering of surveillance usually visual 
imagery or video from an airborne vehicle such as unmarmed aerial vehicle, 
helicopter or spy plane. 
Digital imaging technology miniaturized computers and numerous other 
technological advances over the past decade have contributed to rapid advances 
in aerial surveillance hardware such as micro-aerial vehicles, forward looking 
infrared and resolution imagery capable of identifying objects at extremely 
long distances. For instance the MQ. 9 Reaper'^ A U.S. drone currently used 
for domestic operations by the department of Homeland security carriers 
cameras that are capable of identifying an object the size of a milk carton from 
altitudes of 60,000 Feet, and has forward looking infrared devices that can 
detect the heat from a human body at distances of up to 60 kilometers.'^ 
The United Kingdom as well is currently working on plans to build up a 
fleet of surveillance UAV ranging from micro aerial vehicles to full size 
drones, to be used by police forces throughout the U.K.^° In addition to their 
surveillance capabilities. Micro aerial vehicles are capable of carrying tasters 
for "crowd control" or weapons for killing enemy combatants.^' 
• Satellite Surveillance 
Developments in satellite surveillance (also called "remote sensing") are 
also occurring at a fast pace, and embrace features similar to those of more 
conventional visual surveillance since the end of cold war, companies such as 
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Earth Watch, Motorola and Boeing have invested billions of dollars to create 
satellites capable of mapping the most minute detail on the face of the earth. 
A commercial satellite capable of recognizing objects the size of a 
student's desk was launched from the U.S. in September 1999 and began 
releasing images in October 2000. The IKONOS is most powerful commercial 
imaging satellite ever built. Its parabolic lens can recognize objects as small as 
one meter any where an earth and the according to the company, viewers can 
see individual trees. Automobiles, road networks and houses. The satellite 
owned by Denver Company space imaging, will be the first of a new 
generation of high resolution satellites using technology formerly restricted to 
government security agencies.^^ 
The technology is already being used for a vast range of purposes from 
media reporting of war and natural disasters to detecting unlicensed building 
work and even illegal swimming pools. Meanwhile, governments are using 
satellites to regulate behaviour. Satellite tracking is being used to monitor 
convicted criminals on probation, parole, home detention, or work release, 
convicts carry a small tracking device that receives co-ordinate from global 
positioning satellites ("GPS") and communicates them to a monitoring center.'^ ^ 
• Audio Bugging 
Advances in technology are also making it easier and cheaper to conduct 
covert audio surveillance. Bugs come in many shapes and sizes they range 
from micro engineered transmitters the size of on office staple, to devices no 
bigger than a cigarette packet than are capable of transmitting video and sound 
signals for miles. Many of the bugs are cleverly camouflaged. They are hidden 
in everything from umbrella stands to light shades. Sometimes, the infiltrator 
will hide them in a business or sports trophy where they will stay indefinitely. 
The latest bugs remain active with their own power supply for around ten 
years. 
Laws restricting the use of covert audio devices vary widely across the 
world. Many countries have provisions in their general wiretap laws that also 
cover the use of bugs. The European Court of Human Rights has rules several 
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times that all signatories of the convention must enact laws governing their 
use.2^ 
• Location Tracking 
The rapid development of wireless communications systems has brought 
a new privacy issue to the forefront the collection and use of location data. 
Some generation of location information is inherent to the functioning of a 
wireless network; for instance, a wireless telephone call can not be completed 
unless the network is able to detect the cell tower that is nearest to the handset. 
While cell tower location tends to be imprecise and incapable of pinpointing 
the location of a user, new initiatives are driving the development of 
technologies that can determine an individual's location much more precisely.^^ 
Recognizing the privacy implications of the automatic location 
identification (ALI) requirements, congress enacted location privacy provisions 
in the wireless communications and public safety Act of \999?^ The Act 
requires "express prior authorization" by a consumer to approve "the use or 
disclosure of or access to" his or her call location information" for purposes 
other than emergency services. 
7.3 Privacy and Internet 
Human beings have experienced over the last few centuries, two major 
revolution the industrial revolution and the electronic revolution. The former 
transformed our society from being agriculture based to industrial based, 
whereas the latter transformed our society from being mechanical based to 
electronic based. Turban beautifully sums up the scenario as: "As we entered 
the 21^ ^ century, we are seeing the beginning of a new revolution, namely the 
network revolution. It interconnects different parts of the world, enabling the 
seamless flow of information the internet is the engine of this revolution and 
electronic commerce its fuel". With the introduction of the world wide web-
electronic commerce has revolutionized traditional commerce and boosted 
sales and exchanges of merchandise and information. 
Computer now days make the collection, maintenance and manipulation 
of personal data more possible, faster, less expensive and more effective than 
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manual methods. A serious concern for individual privacy, therefore, is 
growing right alongside the growth of e-commerce. Privacy is the ability of 
individuals to control information about themselves what and how much is 
collected, how it may be used, and so on.^ ^ 
Fifty years ago, George Orwell, the English writer, whose fears for the 
loss of individual liberty dominated his novels, imagined a totalitarian state 
where advanced technologies would be used to monitor the people in all their 
endeavors. 'Big Brother' would be watching us and privacy would be a thing of 
the past; Orwell's fears stand some what true in this era of information and 
communication revolution (ICR). 
The new technologies have enhanced the possibilities of invasion in to 
the privacy of individuals and provided new tools in the hands of 
eavesdroppers. Individual privacy is at a greater stake than ever before. 
Computers and Internet can be used to a mass huge amount of data regarding 
people, profit it in various ways, commodity it and deal with it in a manner 
which could violate individual's privacy. 
Computer and Internet have created an environment in which there is 
inexpensive and ready access to an ever growing pool of personal information 
about identifiable individuals any where in the cyber world. "Privacy in the 
technology driven world is a difficult proposition. Technology has become a 
kind of double edged sword, on one hand it equips the person to safeguard his 
9Q 
privacy and on the other it helps in blowing the privacy cover, one may had. 
With information and communication revolution pacing fast to broaden 
its horizon, the Internet has become the fastest growing means of 
communication through e-mails, chats, browsing, etc. There is an increasing 
reliance on computers concerning all facets of life. For example, we trade and 
communicate with the help of computers and the Internet, obtain many services 
- medical advice, ticket reservation, ordering food etc. on the internet. All this 
has changed the structure of the society in a way that the computer today 
occupies a very important place in our lives. This leads to cyber paradox - on 
the one hand, the computer and the Internet have accorded extreme privacy and 
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on the other hand the same tools of technology allow the gagging of privacy. 
Today, information superhighway is not really the safest place to be.^ ° 
The internet is a rich source of personal information about online 
potential consumers. Some of the website owners follow the consumer's online 
activities and gathep information about personal liking and disliking. The data 
so collected to target marjet products and services but on the basis of such data 
they may also sell advertising space on their websites. The personal 
information data my be recorded by government depaotment, various service 
providers and odher organizatiojs like insurance company, banks, hospitals, 
schools, credit card co. telephone service provider etc. This personal 
information may be misused if fallen in wrong hand. Mr. Bill Gates in his book 
"The Road Ahead" has expressed his concerns relating to privacy- "Loss of 
privacy is another major worry where the network is concerned... The potential 
problem is not the mere existence of information. It is the abuse that makes me 
worry ".•^ ' 
In 2003, a 24 years old engineer from Delhi earned the dubious 
distinction of being the first person in India to be convicted for a cyber crime. 
The case was registered following a complaint from Sony India Limited against 
the accused. It was alleged that this young man, who was employed at a call 
centre of the electronics company, managed to chat with a woman in the USA 
and obtain her credit card details on the pretext of updating her bills. He used 
the same credit card number and brought himself a colour television and a 
cordless phone through Sony Sambandh.Com, a Sony website for the NRIs the 
cost of both item was $578. Barbara Campa, the holder of that credit card 
number complained to the company that the transaction was 'unauthorized' 
after purchasing the items; the accused moved these to a new address in 
Gurgaon. However, a photograph taken by Sony officials when making 
delivery undid his plan- CBI officials soon traced the transaction to the call 
centre through IP address. After a seven month trail, the accused finally 
cracked.''^ 
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Computer crimes are different from the usual crimes, vis-a-vis 
investigation. There are no usual evidentiary clues, no documentary evidences. 
Even the Computer misused may have only erased data which may be beyond 
the comprehension of a usual investigator or even of an expert. Computer 
crimes are difficult to investigate because computer crimes are hi-tech crimes. 
The information technology is changing very fast. 
The cell have private computer specialists, honest and reliable who can 
provide technical know-now for the purpose. A computer crime may be 
committed in one country while the resultant fallant may be in another country. 
Besides, jurisdictional problems arise. The computer satellite computer link can 
be anywhere. A debit or credit card can do the trick anywhere, sale terminals, 
ATMs, EFT etc are good enough for the purpose. The criminal has just to drum 
a keyboard and drums of money are taken away, without personal exposure, no 
written documents, no signature, no finger prints, no voice. The criminal is 
truly faceless. The commission of computer crimes is done with element. It 
may take days, weeks, even relating to the time lightening speed without 
leaving any trace relating to the time element. It may take days, weeks, even 
month and years before the crime are discovered. 
The cyber world and its related crimes have no territorial barriers, and 
this makes everything complex because evidence is very hard to come by. As 
global companies and governments join e-market places and business becomes 
boarder less, their vulnerability multiplies. Privacy in these e-markets would be 
a major area of concern in the coming days, with greater degree of damages 
what is of far greater serious concern is that cyber worms can turn everything 
upside down alone with a laptop at his weapon sitting in a basement or in a 
bathroom connecting it with a mobile phone. And damages can take place in a 
matter of few seconds along with these damages there are harassment in several 
forms to an individual or a group of people online, breaking all barriers of 
privacy. With the privacy issue at centre stage, cookies, spamming, web 
tracking; and hacking and Spyware are important areas of discussion of this 
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present area of thesis by which insecurity from the technological front arise and 
surveillance on Internet is being done.^ '* 
• Cookies 
Web sites are increasing day by day and most of the websites dealing 
with e-business are getting technologically smarter. They know more about a 
visitor each time he visit the site for example, when one visits a web site, the 
computer on the other hand records the time of the visit, whether or not he has 
visited them before, when he last visited, what he was trying to find out in that 
particular website, his e-mail address and other customizable information. 
There is a race to acquire more and more information about the perspective 
customers and find out their consumption preference and buying behaviour. All 
this data about a person may be collected without knowing about it. Most 
websites achieve this stunning feat with cookies. 
A cookie is information that a website puts on one's hard disk so that it 
can remember something about him at a later time. Typically a cookie records 
your preferences when using a particular site. Using the web's Hypertext 
Transfer Protocol (HTTP), each request for a webpage is independent of all 
other requests. For this reason, the web page server has no memory of what 
pages it has sent to a user previously or anything about your previous visits. A 
cookie is a mechanism that allows the server to store its own information about 
a user on the user's own computer. The user can view the cookies that have 
been stored on his hard disk. The location of the cookies depends on the 
browser. Internet explorer stores each cookie as a separate file under a 
windows subdirectory. Netscape stores all cookies in single cookies. Txt file 
opera stores them in a single cookies file.^^ 
Cookies are commonly used to rotate the banner add that a site sends so 
that it doesn't keep sending the same add as it sends the user a succession of 
requested page. They can also be used to customize pages for the user based on 
his browser type or other information that he may have provided the website. In 
general cookies help websites to serve users better. However, the existence of 
cookies and their use is generally not concealed from users, who can also 
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disallow access to cookie infonnation. Nevertheless, to the extent that a 
website stores infonnation about you in a cookie that you don't know about, 
the cookies mechanism could be considered a form of Spyware.^^ 'Shopping 
Carts' are good examples of cookies in action. When a user browses a series of 
WebPages for items to buy and finds something he is looking for, he adds it to 
his shopping cart by clicking a button on the page. And later, he can view all 
these items together. The most important area of concern is that even though a 
person communicates through an 'anonymous' connection, the website always 
knows exactly what is in one's personal shopping cart. It does not matter 
whether the person clicked away to some where else and comes back, or even 
if the person has completely shutdown his computer and returns days later. The 
web site still knows who that person is and what he was shopping for. This is 
because; when a person visits the same website again his browser sends the 
cookie to the web server. The server can use this information to present him 
with customized WebPages. In that case, instead of seeing just a generic 
welcome page, he might see a welcome page with his name. 
"Once a site has assigned your computer a unique identification code it 
can collect the entire click stream data created by visits using your computer, 
and associated those data with your identification code. Thus a website can 
create a dossier of information that is associated with your computer, and can 
use this information to personalize its interaction with you." 
Cookies can be used to track people to gain statistics as they go through 
the website. Because every time we visit a website, we have a footprint of 
personal information about ourselves like our preferences, websites we visit, 
our financial matter etc. 
This rather simple capability has profound implications for the privacy 
of website visitors. While cookies do have uses for both the user and web 
providers and are even helpful, they can be misused. Beneficial to the user 
when dealing with a company that has a good privacy policy in place, it is of 
questionable value when left open and available to the world at large. The real 
problem is with aggregation of data from multiple sources resulting in a user 
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profile. Collected personal information is now being treated as a commodity 
belonging to the collectors. Many users do not go beyond the knowledge that 
cookies exist and websites take advantage of the user's inexperience and 
collect, catalogue and commodity information totally unwarranted. 
The information technology Act, 2000 does not deal with cookies but 
section 43 (b)^^ says that if any person without permission of the owner or any 
other person who is in-charge of a computer, computer network, downloads, 
copies or extracts any data, computer data base or information from such 
computer, computer system or computer network including information or 
data held or stored in any removable storage medium, he shall be liable to pay 
damages by way of compensation not exceeding one crore rupees to the person 
so affected. Cookies are meant to extract data from a computer and if planted 
without permission could lead to liability under section 43 (b). 
Further Section 43(c)^^ says that if a person without permission of the 
owner or any other person who is in-charge of a computer, computer system or 
computer network introduces or causes to be introduced any computer 
contaminant or computer virus into any computer, computer system or 
computer network, he shall be liable computer contaminant has been 
defined as any set of computer instructions that are designed to modify, 
destroy, record, transmit data or programme residing with in a computer, 
computer system or computer network"" .^ Cookies would come under the 
definition of computer contaminant as they are designed to record and transmit 
data residing within a computer. If a website sends cookies to a user's machine 
while he is visiting that website without his permission, the website could be 
held liable under Section 43 of the Information Technology Act. 
• Web Bugs 
A web bug, also known as web beacon, is a file object usually a graphic 
image such as a transparent GIF"*' that is placed on a webpage or in an e-mail 
message to monitor user behaviour, functioning as a kind of spyware.'*^ The 
word "bug" here is being used to denote a small, eavesdropping device and is 
not a euphemism for a programming error. Unlike a cookie, which can be 
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accepted or declined by a browser user, a web bug arrives as just another GIF 
on the webpage. A web bug is typically invisible to the user because it is 
transparent and takes up only tiny amount of space. 
It can usually only be detected if the user looks at the source version of 
the page to find on IMG tag that leads from a different web server than the rest 
of the page.'*'' 
A web bug can send several pieces of information to the server 
computer, and those includes, the IP address of the computer that Fetched the 
web bug, the URL of the page that the web bug is located on. the URL of the 
web bug image which contains the information to be communicated between 
the web page visited and the site collecting the data, the time the web bug was 
viewed, the type of browser that Fetched the web bug, image and the 
identification code contained in any cookies that was placed by the server. Web 
bug can be used to provide an independent accounting of how many people 
have visited a particular website. In addition, advertising networks can use web 
bugs to collect information on what sites a person is visiting to create a 
personal profile which is stared in a data base server belonging to the 
advertising network and identified by the browser cookie of the network. A 
web bug is more powerful than a cookie because of its ability to transmit 
information to a server other than the one that holds the web page the visitor is 
viewing. 
Technological innovation are very fast, and now web bugs can be found 
in various other applications like e-mail, documents produced by word 
processing, spread sheet, presentation and other software applications. "E-mail 
messages that display graphics and styled text are constructed out of the same 
HTML code that constitutes web pages, and are equally capable of harboring 
web bugs. Such as bug might consist of an instruction to fetch an invisible 
graphic from the e-mail sender's server, and while doing so transmit 
information back to the server."'*'* For example, when an e-mail user open his e-
mail in box and read the message the web bug can "Call home" and it can 
report back the time and date the user opened it. The sender thereby comes to 
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know this information. Although proponents of Internet privacy object to the 
use of web bugs in general, they also concede that web bugs can be put to 
positive use, for example to track copy right violation on the web. 
No body can enter some one's house without his permission. Even if 
law enforcement agencies need to search a premise, they have to go through a 
legal process and require search warrant. But through web bugs a computer can 
be subjected to search without following any legal procedure. This is gross 
violation of privacy especially at a time when a computer has become the 
storehouse of a person's most valuable information. If a web bug is planted in a 
computer without the permission of the owner of the computer, it could lead to 
liability under section 43(b) and (c) of the Information Technology Act.'*^  
• Hacking 
Hacking is 'unauthorized access' to a computer and refers to access to 
the whole or any part of a computer system without permission. Hackers world 
wide attempt to hack into remote computer systems for multiple purposes like 
eavesdropping, data theft, fraud, destruction of data, causing damage to 
computer systems, or for more pleasure and personal satisfaction."*^ 
According to the Merriam-Webster's collegiate dictionary hacker has 
two definitions. The first one defines hacker as 'An expert at programming and 
solving problems with a computer' and the second 'A person who illegally gain 
access to and sometimes tampers with information in a computer system.' A 
hacker is now being used as a generic term for referring to people who get into 
other's computers systems and networks.'*' 
The meaning of the term hacking has evolved over time but is still 
applied some what variably to a complex mix of legal and illegal activities 
ranging from legitimate creative programming techniques to illicit lock picking 
and manipulation of world wide phone/computer systems. 
At the basic level, hackers are considered to be learners and explorers 
who want to help rather than cause damage, and who often have very high 
standards. A Hacker may not indulge in vandalizing or maliciously destroying 
data, or in stealing data of any kind. But the term Hacking has acquired dual 
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meaning today and a hacker may variably mean a cyber burglar or vandal, and 
individual or group who believes in causing malicious harm to a network or 
computer, or to steal information like passwords, credit card numbers, names 
and address, financial information, even the account information for the ISP, 
and in short anything stored on a computer. 
One example of Hacking software is a Trojan horse program, in which 
malicious or harmful code is contained inside apparently harmless 
programming or data in such a way that it can get control and do this chosen 
form of damage, such as running the file allocation table on a hard disk.''^  
Trojan horse is snooping software, which may come as an e-mail borne 
virus. The Trojan horse may even be able to record each and every key stroke 
one makes, save the information to a Hidden file and then when one goes 
online, upload the file to the hacker's computer. This means that even if you do 
not keep personal information or passwords on your computer the hacker can 
still obtain them from the keystroke log he uploaded^^.One of the most recent 
uses of Trojan horse is to cause DDos (Distributive Denial of Service) attacks. 
In a DDos attack, the client commands all of the 'servers' located on individual 
PCs to attack a single website. Thousand of individual PCs can be commanded 
to access a website like e-Bay or Yahoo at the same time, clogging the site's 
band width and causing on interruption of service. The most worrisome point is 
the ease by which these attacks have been carried on. The software to do this 
damage is simple to use and readily available at underground hackers sites 
through out the Internet. A tiny program can be downloaded from these sites 
and then, with the push of a button the PCs are alerted to go into action all over 
the world, sending a simple request for access to a site, again and again scores 
and hundreds of times a second. 
There are several cases registered or unregistered related to hacking in 
India for examples are: Zee TV. com. job.com etc., and notorious group of 
Pakistan hackers called G-force during 2001 hacked many websites of Indian 
organizations, for example, Indian science congress Asian Age Newspaper, 
National Research Centre, Agricultural University of Maharashtra, IIM 
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(Ahmedabad), IIT(Chennai) Indian National Information Technical promotion 
(New Delhi) etc. In 2002, the website of Assam tourism Department was 
hacked by unknown hackers, perhaps the most shocking instance of hacking in 
India's, when a 15 years old American boy, with a strange name t3k-9 hacked 
in to the Mumbai based Bhaba Atomic Research Centre (BARC) Computer 
network, soon after the Pokhran nuclear tests, during May 1998. He passed on 
the information to his friend named 'Iron Logik', an 18 year old immigrant 
from Serbia, and placed the list of 800 BARC login names and passwords to a 
hacker channel. Again a group of hackers who call themselves 'Armagedon' 
gained access to an Indian Bio Medical Research Facility during 1998 and 
stolen the test results and internal memos on the possible effects of nuclear 
tests on the country's environment and civilian population.^' So from 
individuals to e-commerce websites to the websites of governmental 
organizations and their databases may be targets of hackers. 
Section 66 of the Information Technology Act deals with hacking with 
computer system^^, states: 
1. Whoever with intent to cause or knowing that he is likely to cause 
wrongful loss or damage to the public or any person destroys or deletes 
or alerts any information residing in a computer resources or diminishes 
its value or utility or affects it injuriously by any means, commits 
hacking. 
2. Whoever commits hacking shall be punished with imprisonment up to 
three years or with fine which may extend up to two lakh rupees, or with 
both. 
Computer hacking has come in to existence due to a need and 
intellectual activity. Slowly the criminal component in hacking activities 
started rising and with a result, now the society viewing hackers as criminals. 
Criminal hackers can pose grave threat to the organization as well as individual 
privacy.^^ 
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• Spamming 
Spam is unsolicited e-mail, through which a message is delivered, over 
the internet, to same one who would not otherwise choose to receive it. Most of 
the spam is commercial advertising. It also refers to sending an e-mail message 
to hundreds and thousands of Internet users.^''it's roughly equivalent to 
unsolicited telephone marketing calls except that the user pays for part of the 
message since every one shares the cost of maintaining the Intemet.^^ 
It is an attempt to deliver a message, over the Internet, to some one who 
would not otherwise choose to receive it. Almost all spam is commercial 
advertising. From the sender's point of view, it's a form of bulk mail, often to a 
list obtained from a spambot or to a list obtained by companies that specialize 
in creating e-mail distribution lists. Potential target lists are created by scanning 
use net postings, lifting, internet mailing lists, or searching the web for 
addresses. The commercial web sites also gather information with automated 
searches to retrieve e-mail addresses. They use cookies and get help through 
data mining. Suppose a person wants to buy a washing machine, so he visits a 
websites selling washing machine suddenly, a few days later when he browses 
the web, he gets e-mail containing advertisement for washing machine. So 
there is somebody sitting on the other side collecting information about a 
person without him knowing that. The low cost of e-mail spamming offered for 
sale with millions of e-mail address, coupled with the fact that the sender does 
not pay extra to send e-mail, has resulted in the current explosive growth of 
Junk e-mail. In many instances, the message may be large and data may be 
meaningless. The effort is to consume additional system and network 
resources, thereby abusing multiple accounts at the target site and increasing 
the denial of service impact. It annoys, it invades privacy and creates online 
traffic jams. 
Some States in the USA like Nevada, California, Virginia, Colorado, 
Maryland, Rhode Island and Washington have passed anti-spamming 
legislations, i.e. legislations targeting only spamming. There are several other 
federal legislations, related to spamming and unsolicited commercial e-mails. 
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in the pipeline in the US, which include: The Unsolicited Commercial 
Electronic Mail Act of 2001, The Spam Act of 2001, The e-mail user 
protection Act, The Inbox Privacy Act of 1999, The Controlling the Assault of 
Non Solicited Pornography and Marketing Act of 2000 and the Internet 
Integrity and Critical Infrastructure Protection Act of 2000.^^ 
The issue of spamming has not been directly deal with in any Indian 
statute. Spam is an unsolicited message requiring one's time and effort to get 
rid off. A regular supply of such spam messages would naturally result in 
considerable annoyance. So, the law of nuisance under tort law can be used for 
bringing the spammer to books. Continuous spam could also cause disruption, 
damage or denial of service to a computer. In case any person is receiving a 
voluminous, regular supply of spam messages, recourse could be had to sec 
43(d), (e) and (f) of the Information Technology Act which make damage, 
disruption to any computer or data or programme illegal.^^ 
• Spyware 
Spyware is another threat to privacy of an Internet user. "Some software 
developers have included code (Trojans, Backdoor Santas, Ad ware or 
Drive by Downloads, etc.) with in their applications that cause the user's 
computer to transmit information back to the software developer via 
Internet. Spyware can be used for generating annoying pop-up 
advertisement, collecting passwords and credit card numbers etc. 
Spyware is one type of malicious software that collects information 
from a computing system without the consent of the user. Spyware can 
capture keystrokes, screenshots, authentication credentials, personal e-
mail addresses web from data, internet usage, and other personal 
information. This data is often delivered to online attackers who sell it to 
others or use it themselves for marketing or spam or to execute financial 
crimes or identity theft. 
The people who use Spyware include 
• Online attacker 
• Marketing organizations 
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• Organized crime 
• Trusted insiders 
•Ma^t^^^ejl;, 
• Online Attacker 
Online attacker's primary interest in Spyware is using it to steal personal 
information for financial crimes such as carding (illicit trafficking in stolen 
credit card) and credit card information and identify theft, or to sell that 
information to some one else who then executes more traditional financial 
crimes. 
• Marketing Organizations 
Marketing organizations are interested in personal information such as 
e-mail addresses, online shopping and browsing habits, key words in search 
queries, and other personal and trend-related information that can be used to 
execute campaigns like spam, spin (unsolicited messages received via instant 
messaging systems), browser pop-ups, home page hijacking, and more.^ ^ 
• Spying by a Trusted insider 
Trusted insiders include who have physical access to computer systems 
for legitimate purposes. Some examples are employees, contractors, temporary 
workers, and cleaning crews. A trusted insider might be, for example, an 
employee who uses Spyware to collect corporate information that can be sold 
in the underground economy, used for blackmail, or used to gain access to 
more valuable information at some later time. 
Another example of the trusted insider group includes family members 
or close relations such as spouses or significant others trying to catch 
inappropriate behavious or infidelity .^ ° 
Date Gathered by Spyware can monitor nearly any activity or data related to 
your computing environment. This is not limited to files on your hard drives 
but can also include temporary data such as screen shots, keystrokes, and data 
packets on connected networks. 
Spyware can cause people to lost trust in the reliability of online 
business transactions. Similar to the problem of counterfeit currency in the 
physical world, Spyware undermines confidence in online economic activity.^' 
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7.4 Privacy and investigative Journalism 
The freedom of speech and expression enshrined in Article 19(1) (a) of 
the Indian Constitution is considered as the soul of any democracy. It is a 
natural right which every citizen acquires on his birth. It has been opined that 
every citizen has the right to freedom of opinion and expression; the right 
includes the freedom to hold opinion without interference and seek, receive and 
impart information on any ideas any media and regardless or frontiers. 
Freedom of media & press is not a virtue in itself It is not specifically 
worded under the Indian Constitution under Article 19(1) (a) but such freedom 
is embedded under the constitution through judicial pronouncement and 
through experience of other countries.^^ 
The philosophy behind such freedom of press is to advocate public 
interest and to provide a platform through which free and fair public opinions 
can be spread with the burgeoning and exponential growth of media, the 
concept of freedom of press was considered to be a perennial right. Further 
dimensions to the freedom of expression is added by the existence of mass 
society in which communication among citizens can take place only through 
the use of media like the press and broadcasting not directly .^ ^ A free press is 
the verb basis of democracy. But there had been persistent opposition to 
freedom of press and to all democratic movements from the government all 
over the world. Freedom of press, as it is today is the result of few centuries 
hard won fight in the name of the people.^ '* 
The freedom of press is basically the freedom of individuals to express 
themselves through the medium of press this freedom of press is fundamental 
to the life of an individual in the democratic polity. The concept of free press 
was explained by 'William Block Stone' long ago in 1769 in the following 
words; 
"The liberty of press is indeed essential to the nature of a free state; but 
this consists in laying no previous restraints upon publications and not in 
freedom from censure from criminal matter when published. Every free man 
has an undoubted right to lay what sentiments be pleases before the public; to 
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forbid this, is to destroy the freedom of press; but if he publishes what is 
improper, mischievous, or illegal he must take consequences for his own 
temerity. To subject the press to the restrictive power of licensor-is to subject 
all freedom of sentiments to the prejudice of one man, and make him the 
arbitrary and infallible judge of all controverter points in learning, religion and 
government. But to publish - any dangerous or offensive writing, which, when 
published, shall, on a fair and impartial trial, be adjudged of a pernicious 
tendency, is necessary for the preservation of peace and good order of 
Government and religion, the solid foundation of liberty".^^ 
The view of Prof. AV Dicey also sounded similar to that of black stone 
where he says: "The freedom of press means the right of a person to publish 
what he pleases in books or news papers" but the laws of England do not 
recognize any special privilege attached to the press. The first Royal 
Commission on Press (1947-48) however, chooses not to discuss the meaning 
and significance of the press. The another Royal commission on the press 
emphasized the freedom of press as, "that degree of freedom from restraint 
which is essential to enable proprietors, editors and journalists to advance the 
public interest by publishing the facts and opinions without which a democratic 
electorate can not make responsible Judgment^^. 
The media in India theoretically enjoys the same freedom that is 
guaranteed to every citizen. As an institution it has no constitutional or legal 
privilege. The right flows from the right to freedom of expression that is 
guaranteed under Article 19 of the Constitution. Such a right is not absolute^^ 
and is subject to reasonable restrictions. Article 19(2) laid down the restrictions 
on this right to freedom of speech and expression and the freedom which is 
guaranteed to the press is no exception to this.^° 
Contrary to the constitutional mandate in Indian Express Newspapers v. Union 
7/ 
of India. Court is of the view that the Freedom in our context is absolute, so 
long as, it does not violate reasonable restrictions highlighted in clause (2) of 
Article 19 of the constitution. State or its functionaries can resort to these 
reasonable restrictions given below in adversely affecting or abridging or 
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curtailing or transgressing the freedom of press or individual in the matters 
relating to: 
(a) Sovereignty and integrity of India 
(b) Security of state 
(c) Friendly relations with foreign states 
(d) Public order 
(e) Decency or morality 
(f) In relation to contempt of court 
(g) Defamation or incitement to an offence. 
The quality of freedom has been fully qualified by the concept of privacy or 
the right to privacy. The term right to privacy has not been specifically and 
categorically defined in the constitution or under any other law. 
In common parlance the term right to privacy means; right to live in 
one's own way. It means one has right to do what one likes to do with one's 
own life of one has right to do what one likes to do in his own style without 
interference of any kind by any one and without impairing decency and dignity 
of others or intruding into the privacy of others in any manner whatsoever. 
The term privacy may be equally interpreted as "right to seclusion" or 
"right to be let alone". The right to privacy encircles within the concept of 
dignity and decency also. This right has element of secrecy or confidentiality. 
The right to privacy implies the right not merely to prevent incorrect portrayal 
of private life but the right to prevent its being depicted at all. The right has 
multi pronged dimensions. In personal intimacies, it extends to home, family 
marriage motherhood procreation and even child bearing, consistent with the 
dignity and decency. It further includes with in it, right to use contraceptives, 
use or abuse of sex and personal habits even obnoxious one. Right is also 
extendable in professional relations and personal communities. The right 
extends to the publication of private affairs like details of illness or disease of a 
person etc.'^ 
In the present day society, it is inevitable to strike a proper balance between 
right to freedom of press and right to privacy with the unprecedented growth of 
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media and technology. Presently media has taken a paradigm step, earlier when 
media was not such potent or active their was very less concerns about the 
right to privacy and intrusion in one's personal life. Advances in Computer 
technology and telecommunication have dramatically increased the amount of 
information that can be stored, retrieved, accessed and collated almost 
instaneously within this context; it is with caution that one approaches the 
issue of Privacy, for any such discussion would actually involve further 
restricting the media's freedom. But as a collective, the media in India is an 
extremely powerful institution that often tramples upon individual rights, 
especially of those who are not in a position to assert them. In such situation 
'privacy' or 'the right to be let alone' is a necessary requirement to insulate 
these individuals from public attention. 
The focus in this chapter is not on public figures who would want to 
keep their private lives out of the public eye. This is not to belittle their 
concerns. The release and circulation of sexually explicit tapes of a political 
leader does raise some grave questions on ethics and privacy, even if one were 
to accept the fact that public figure in view of their position will be scrutinized 
severely by the media. Media releases of photographs of actor Kareena Kapoor 
found kissing her boy friend prompted the Supreme Court to ask whether such 
pictures served any 'public interest' But such persons, by virtue of their 
positions, enjoy privilege and power in the Indian context and have the where 
with all to take recourse to remedies available under the law. Such privilege's 
are however not available to the vast majority of persons who are then exposed 
to great risks by such media exposure.^ '* 
Few incidents of privacy are as follows: 
In a public hearing on children's rights in Chennai, child survivors of 
rape were photographed by some media persons despite repeated requests by 
the organizer not to do so. One of them responded that if the organizers did not 
want journalists to take photographs, they should not have invited the media in 
the first place. 
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The hearing was public, in as much as the survivors narrated their 
experiences with the judicial system to a select group working on children's 
rights as well as to members of the Jury. The focus of the hearing was to raise 
awareness about the problems faced by survivors in child sexual abuse trials; it 
was not to expose children to media attention. The concerned media persons, 
however, were clearly not willing to distinguish between the public interest that 
was involved in discussing sexual abuse of children and the latter's right to 
privacy. 
In another incident, the Chennai police conducted a series of raids on 
some residences. The police claimed that brothels were being run in the 
premises. Photographs of women alleged to have been found during the raid 
were released to the media. Sections of the media published the pictures of 
women along with the phone numbers and addresses of the premises. No 
questions were raised about the modus operandi of the raid or about the lives of 
the women. As far as the media was concerned, the women alleged to be sex 
workers had to be exposed with a crusading zeal. Needless to say, not a single 
male was photographed by the media. 
Third incident relates to the media coverage of two children who were 
found to be HIV positive in Kerala. The children were removed from school by 
the authorities after their status was revealed, and the media did serve valuable 
public interest by raising a furore over the matter. But in the process the 
children's pictures were once again published in some news papers and 
television channels, their by making their identities known to every one.^ ^ 
Any discussion on privacy would necessarily involve addressing the 
public private divide. Issues relating to violence against women and children 
have for too long been considered as matters to be kept with in the private 
sphere and hence hidden from public gaze. Arguments concerning honour and 
family values are often used to prevent survivors from seeking Justice in the 
face of violation. Bringing such issues out of the private sphere has therefore 
been a great challenge. However, at the same time, issues involve individuals, 
and such individuals need to be protected from the prying eyes of the public. 
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To such individuals privacy is of utmost importance, since public exposure can 
have serious repercussions, some of which may be fatal. 
In the first and third incidents given above, public interest was definitely 
involved. The media has a powerful role to play in focusing on such issues. 
However, at the same time, it has a responsibility to perform a balancing act by 
not revealing the identity of the persons concerned. As far as the second 
example is concerned, it is my view that no public interest was served. On the 
contrary, release of such news and pictures harmed the women concerned, 
apart from reinforcing patriarchal norms.^^ 
'Privacy' is a recent development in the area of law, but it has been 
recognized as a human right. The first Judgment of the Supreme Court on the 
subject related to the intrusion of the privacy by surveillance. The court held 
that domiciliary visits by the police without the authority of law is a violation 
of privacy that flowed from Article 19(l)(d) of the Constitution relating to 
freedom of movement and Article 21 relating to the right to life.'^ 
However it was only in R. Rajgopal v. state of Tamil Nadu^^ that the 
Court addressed the right to privacy of the individual referred to in a 
publication. The Tamil weekly Nakeeran Serialized an autobiography of a 
death row convict Auto 'Shanker'. In his autobiography Shanker narrated his 
rise and how it would not have been possible without the connivance of many 
persons in high places, and these were mentioned by name. Shanker was in 
prison and the dispatches, according to the editor, were sent from prison. The 
prison authorities stopped the dispatches, prompting the editor, Rajagopal, to 
challenge their order in Court. Shanker in the meanwhile, refused to 
acknowledge the serial as his own, presumably under pressure form the prison 
authorities. 
While the case before the apex court was on the right to free expression, 
the court examined the right of privacy in detail and laid down the following 
directions: ^^  
(a) The right to privacy is implicit in the right to life and liberty guaranteed 
under Article 21 and is a 'right to be left alone; A citizen has a right to 
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safeguard the privacy of his own, his family, marriage, procreation, 
motherhood, child bearing and education, among other matters without 
his consent whether truthful or otherwise and whether laudatory or 
critical. If one does so, one would be violating the right to privacy of 
the person concerned and would be liable in an action for damages. The 
position may, however, be different if a person voluntarily thrusts 
himself into controversy or voluntarily invites or raises a controversy. 
(b) The rule becomes an exception if the publication is based upon public 
records including court records. This is because once a matter becomes 
a matter of public record, the right of privacy so longer subsists and it 
becomes a legitimate subject for comment by the media. However in 
the interests of decency Article 19(2), an exception is carved out of this 
rule, viz, a female who is a victim of sexual assauh. Kidnapping, 
abduction or a like offence should not further be subjected to the 
indignity of her name for the incident being publicized in the media. 
(c) In the case of public officials, right of privacy is not available with 
respect to their acts and conduct relevant to the discharge of their 
public duties even when the publication is based on facts and 
statements that are not true, unless the official establishes that the 
publication was made with reckless disregard of truth. In such a case it 
would be enough for the media to establish that they acted after a 
reasonable verification of facts and it is not necessary for the media to 
prove that what was published was true unless the publication is proved 
to be false and actuated by malice or personal animosity. 
(d) Government, local authority and other organs and institutions 
exercising governmental power can not maintain a suit for damages for 
defamation. 
(e) The Official Secrets Act or other enactments having the force of law 
binds the media. 
(f) No law empowers the state or its officials to prohibit or impose a prior 
restraint upon the media. 
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The Court observed that the principles are only broad, neither exhaustive 
nor all comprehending-indeed no such enunciation is possible or advisable.^° 
In Sharda v. Dharmapal, the Supreme Court held in the context of a case 
involving a matrimonial dispute that "to allow private communications to be 
publicly disclosed abrogates the very fiber of an individual's right to 
privacy ..." and that such communications may be made public only" if the 
benefit to society out weight the costs of keeping the information private. 
In R. Sokanya v. R. Sridhar & others,^^ the Court held that the right to privacy 
created by the statute has to be preserved. The very inception of the provision, 
Section 22 in the Hindu Marriage Act makes it clear that matters pertaining to 
matrimonial affairs are intended to be conducted 'in camera' and not intended 
to be divulged to others, except publication of the Judgment with the leave of 
the court. Right of privacy in matrimonial matters between the parties in 
litigation under marriage Acts is personal to the litigating parties. Thus it is 
manifestly clear that the legislature has intended to guard the right of privacy in 
relation to matrimonial matters and it is settled legal position that real meaning 
and effect should be given to the world employed in the statute. In this case 
trial court dismissed the said matter, on the ground that the respondent has not 
contravened the provision of Section 22 of the Hindu marriage Act and that 
they are not liable for any punishment under the provision of the said Act and if 
they contravene the said provision action has to be taken before the appropriate 
forum. 
Modem investigation Journalism is a discipline rigorous and 
demanding. Modem Joumalism, despite its many aberrations, is considered the 
most effective monitor and up holder of democratic values. And the powerful 
instmment to fulfill this obligation is investigative reporting. Democracy 
involves accountability of elected representatives and civil servants. There are 
many mechanisms for checks and balances, but these can be abused, 
circumvented, ignored or made ineffective. Investigative reporting steps in to 
his vacuum to scmtinize and expose the wrong doing of those in authority 
which hurt public interest and make them accountable to the people. 
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Investigative Journalism is a type of reporting in which reporters deeply 
investigates a topic of interest, often involving crime, political corruption, or 
some other scandal. 
DE BURGH states that, "An investigation journalist is a man or 
woman whose profession it is to discover the truth and to identify lapses from it 
in whatever media may be available. The act of doing this generally is called 
investigative journalism and is distinct from apparently similar work done by 
police, lawyers, auditors and regulatory bodies in that it is not limited as to 
target not legally founded and closely connected to publicity". 
An investigative journalism may spend a considerable period 
researching and preparing a report, sometimes months or years, where as 
typical daily or weekly news reporter writes items concerning immediately 
available news. Most investigative journalism is done by news papers, wire 
services and freelance journalists.^'* 
As journalism is entering a new phase of revolution the emerging 
challenges are adding a fresh approach. Sting operations are certainly getting 
popular and demanding in India. Most discussions about ethics in investigative 
journalism have focused on the methodology what methods are valid to reveal 
wrong doing? Is deception legitimate when the aim is to tell the truth? Can 
television reporters use hidden cameras to get the truth? Can journalists use 
false identities to gain access to information? In this chapter, an attempt has 
been made to find out the answer of these questions. 
Sting operation is a complicated confidence game planned and executed 
with great care especially on operation implemented by under cover agents to 
apprehend criminals. 
In law enforcement sting operation is an operation designed to catch a 
person committing a crime, by means of deception. A typical sting will have a 
law enforcement officer or cooperative member of the public play a role as 
criminal partner or potential victim and go along with suspect's actions to 
gather evidence of the suspect's wrong doing. For examples: 
• Purchasing illegal drugs to catch a supplier. 
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• Deploying a bait bar to a catch an auto thief. 
• Posing as a client to catch a prostitute or pimp/escort agency. 
• Posing as a prostitute to catch a client. 
• Posing as some one who is seeking child pornography to catch a 
suppler. 
• Posing as a supplier of child pornography to lure a child molester. 
• Posing as a child in a chat room to lure a child molester. 
• Police arranging some one under the legal drinking age to ask an adult to 
buy alcoholic beverage for him or her. 
Different Types of String operation: 
• Honey trap 
A honey trap is a form of sting operation, in which wrong doers are 
lured into revealing themselves to a policing organization, where a sting 
operation targets a known or suspected individual and attempts to trap them 
committing a specific case of crime; a honey trap establishes a general lure to 
attack unknown criminals. So for example, the police might fit a bait car with 
hidden cameras and leave it in an area known for its problems with car crime as 
a honey trap. The expectation being that the far will be eventually be stolen, 
on 
recording the evidence in the process. 
• Espionage Usage 
In spy terminology honey pot (Espionage) has been used by soviet, 
Cuban and Eastern European intelligence services defining a women 
entrapping businessman and officials from the west in sexual liasions to 
retrieve intelligence and to achieve subservience. The most well known case in 
this regard happened in the 1980s when the U.S. Marine corps sergeant Clayton 
J. Lonetree was entrapped by a female soviet officer with revealing 
photographs. Consequently the term is used in detective novels and espionage 
novels to describe a trap using some form of sexual enticement. On the 
Internet, the Honey net project attempts to attract and watch hackers breaking 
into a number of network systems. In particular it monitors changes in routine 
and automated hacker activity, such as port scanning. 
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• Badger Game 
The Badger game is an extortion scheme often perpetrated on married 
men, in whom the victim or "mark" is dehberately coerced in to a 
compromising position then threaten with pubUc exposure of his acts unless 
blackmail is paid. 
• Bait Car 
A bait car is a generic term used for a vehicle use by law enforcement 
agency to capture car thieves. The vehicles are specially modified, with 
features including GPS tracking, hidden cameras that record audio/video, time, 
and date, and the ability to remotely monitor a variety of vehicle sensors and to 
control a vehicle by disabling the engine and locking the doors. The practical 
does not violate entrapment laws, since suspects are not persuaded to steal the 
on 
vehicle by any means other than its availability and their own motivation. 
• Call Girl 
A call girl or escort is a prostitute who is not visible to the general 
public, like a street walker, and who does not usually belong to an institution 
like a brothel. One must summon her, usually by calling a telephone number-
hence the name call girl often, call girl advertise their services in small ads in 
magazines, although an intermediary such as an escort agency pimp of pander 
may be involved. Sometimes the police carryout a sting operation: a police 
officer, posing as a client, summons a call girl to a hired hotel room, or as a call 
girl, summons a prospective client. In India, this was done in May 2004; for the 
first time a prostitution ring using Internet to solicit customers was raided. 
• Operation Pin 
Operation pin is an initiative of the virtual Global Task Force, which 
consists of U.K's national crime squad, the FBI, Interpol, the Royal Canadian 
Mounted Police and the Australian High tech crime centre. Australian Federal 
Police (AFP) aim is to identify pedophiles who are using the Internet access 
child pornography. 
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• Cops in shops 
Cops in shops are an alcohol law enforcement program in the United 
States in which under cover police officers work with participating alcoholic 
beverage retailers. The purpose of the program is to discourage minor and 
adults under the age of 21 from buying alcohol. The program is funded by the 
century council, an organization that works to reduce under age drinking and 
drunken driving.^^ 
• Operation Century 
Operation century was the code name for a sting operation for 
investigating a triple murder at Rettendon (Essex, England) Essex police 
constabulary in 1995. It was assisted by Royal Ulster Constabulary Special 
Brand Officers. The purpose of this operation was to bring pressure to bear on 
persons whom they suspected of having knowledge to disclose about the triple 
murder that would incriminate the suspects in question and or others.^' 
In India ever since Tehelka made news capturing corrupt politicians and 
army officers in the TV camera, sting operations by TV channels seemed to be 
on the increase. The latest one is the sting operation involving the Hindi Film 
Actor, Villain, Shakti Kapoor. 
Here is a list of some operations led by Tehelka and others^^: 
• Operation Fallen Heroes 
Tehelks's modus operandi was to send Manoj Prabhakar to meet players 
and officials with a hidden camera. Prabhakar would raise the subject of 
match fixing and hope that the other party would cough up some juicy 
details. 
• 2000-Operation Gentleman 
Spread over seven cities and involving over 300 officials which 
back up from the central Bureau of investigation, this operation targeted 
cricketers from all ages. 
• 2001- Operation West End 
sting operation by Tahelka Journalists Aniruddha Bahal and Mathew 
Samuel Produced a video that showed several members of the Indian 
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government including the then ruHng party BJP's president Bangaru 
Laxman accepting bribes to approve defence contracts. 
• 2005- Operation Duryodhana 
A cobra posts (Aniruddha Bahal) and Aaj Tak Investigation unearthed 
11 MPs accepting cash to table questions in the Indian parliament. 
• 2005 - Casting Couch 
India TV sent a woman reporter posing as a struggling actor to trap 
Shakti Kapoor and Aman Verma to prove the prevalence of the casting 
couch in boUywood. 
• 2005 - Bhaiya Bole 
India TV caught three legislators of different parties in sexual act with 
women. However, the channel was sued for showing obscene content on 
TV and the MP's charged that all the footage was 'morphed'. 
2006 - Operation Water Rat 
CNN- IBN smuggled explosives in to Mumbai to show gaping holes in 
the security apparatus. 
2007 Operation Kalank 
The truth about Gujarat 2002, Tahelka reporters got first hand account 
from the men who plotted and executed the genocide. This also removed all 
doubts about the involvement and cover up initiated by the Modi government.^'' 
India's Approach to sting operation 
In India we have no specific law which governs such operation and we 
have no judicial pronouncements till today which guides such operations or the 
acts of the media. But a person can go to the court under different laws to 
protect his rights and freedom. We have wiretapping which is a part of sting 
operation is regulated under the Indian Telegraph Act of 1885.^ "* In 1996 
decision by the Supreme Court ^ which ruled that wiretaps are a "serious 
invasion of an individual Privacy." The court also laid down guidelines for 
wiretapping by the government, which define who can tap phones and under 
what circumstances. Only the Union Home Secretary, or his Counterpart in the 
State, can issue an order for a tap. The government is also required to show that 
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the information sought can not be obtained through any other means. The court 
mandated the development of high level committee to review the legality of 
each wiretap. Tapped phone calls are not accepted as primary evidence in 
Indian Courts. Apart form the common law, the Supreme Court has recognized 
a constitutional origin as well. So firstly, a private action for damages may lie 
for an unlawful invasion of privacy under the law of torts. These sting 
operations also violates right to privacy which according to the Supreme Court 
is guaranteed under Article 21 - right to life and personal liberty. As we are 
providing that the freedom of expression guarantee in Article 19(1) (a) is not 
absolute therefore the constitution provides with Article 19(2) which protects 
the public interest morality and decency. A person who welcomes media 
interest in his life will not be able to claim a right to privacy as easily as 
'private individual'. There is a vast room for interpretation, especially with 
terms such as 'private affairs' and 'public Interest', and interpretation will be 
made by regulatory authority even through the onus on proving that a particular 
publication was in public interest lies with the media house. Undoubtedly, the 
jurisprudence of the Supreme Court will certainly influence interpretation. The 
Apex court has always upheld the importance of an informed citizenry. 'A 
sting operation' with a genuine motive to create awareness of wrong doing can 
not prescribed or prohibited,^^ 
In India against the background of some sensational sting operation by 
media, an official committee has drafted a comprehensive set of guidelines 
contemplating a series of do's and don'ts for the broadcast media under which 
the media person should, identify themselves to potential targets when 
undertaking such operation. 
The broadcasting code and guidelines drafted by a sub committee 
constituted by the information and broadcasting Ministry, has a separate 
chapter on news and current affairs which deals in detail on how broadcast 
journalists should go about their work, including sting operations. The draft 
seeks to replace the age-old programme and advertising code. 
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Emphasizing that infringement of privacy in a news based/related 
programme is important, the guidelines specify that where the media carries out 
a sting operation, it should be able to justify its under cover operation as 
Q7 
"Warranted" in public interest. 
A section titled 'privacy' elaborate how a broadcasting service provider 
(BSP) should avoid any "unwarranted infringement of Privacy" in news based 
programmes and while obtaining material for such programmes. It spells out a 
16 point do's and don'ts for the media, making it clear that channels must not 
use material relating to persons personal or private affair or which invades an 
individuals privacy unless there is an identifiable public interest reason for the 
material to be broadcast."^* 
America's Approach to 'Sting operation'- The US permits a sting 
operation only to the federal Bureau of investigation. No private individual, not 
even a journalist, has the freedom to do so. Even the FBI's sting operations, are 
subject to strict ground rules laid down over the years by departmental 
instructions and ruling of the judiciary. 
In many judgment, the US Supreme Court has condemned some FBI 
sting operations for taking advantage of the naivety, carelessness and 
negligence of the possibly innocent in order to make them possibly guilty. 
Even more importantly, privacy international, a Washington-based non 
governmental organization, has since 1989 been drawing attention to the 
dangers of an uncontrolled used of clandestine video and audio equipment and 
closed circuit television. Privacy international system, 'in a very short time, the 
systems have challenged some fundamental tenets of justice and created a 
threat of surveillance society.' That is precisely why privacy international had 
wanted appropriate legislation over the industry of miniaturized audio visual 
technology. In the United Kingdom, part 2 of the Regulation of investigatory 
powers Act, 2000 governs under cover operations. The code of practice on the 
use of covert Human Intelligence sources provides a statutory regime for under 
cover operation so as to comply with the European Convention on Human 
Right 99 
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The carrying out of a sting operation may be an expression of the right 
to free press but it carries with it an indomitable duty to respect the privacy of 
others. The individual who is the subject of a press or television 'item' has his 
or her personality reputation or career dashed to the ground after the media 
exposure. He too has a fundamental right to live with dignity and respect and a 
right to privacy guaranteed to him under Article 21 of the Constitution. 
17 Law Commission in its 200* Report has made recommendations to 
the centre to enact a law to prevent the media from interfering with the privacy 
rights of the individuals.'°'^ 
7.5 Recapitulation 
We are rapidly entering the age of no privacy, where every one is open 
to surveillance at all times, where there are no secrets from the Government. 
The aggressive breaches of privacy by the Government increase with geometric 
proportions. "Wiretapping" and "bugging" run rampant, without effective 
judicial or legislative control. Secret observation booths in government offices 
and closed television circuits in industry, extending even to rest rooms, 
common; offices, conference rooms, hotel rooms and even bed rooms are 
"bugged for the convenience of government. Federal agents are often wired so 
that their conversations are either recorded on their persons or transmitted to 
tape recorders some blocks away....They have broken and entered homes to 
obtain evidence The dossiers on all citizens mount in number and increase 
in size. Now they are being put on computers so that by pressing one button all 
the miserable, the sick, the suspect, the unpopular the off-beat people of the 
nation can be instantly identified. 
The significance of the right to privacy has enormously increased in the 
present social set-up as a rapid development in the field of technology and 
communication which has vested us with numerous sophisticated electronic 
and computer devices that have increased the chances of direct and indirect 
intrusion in the area of an individual's privacy. Camera cell phones, mini 
cameras, mini microphones and other surveillance devices are just enemies of 
right to privacy as they are being used and would also be used in future to 
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maintain a check over the right to privacy of citizens. A computer can store 
hundreds and thousands of most personal information of which one may 
remain quite unaware. Today a sensitive microphone can record even 
whispering from quite a long distance and one would never come even to 
realize this fact. 
In India media has played a critical role for stirring up the conscience of 
the people, and bringing forth evil in the society. Media has achieved great 
heights with the latest technology and it has become a cardinal part in the lives 
of everyone. Today the absence of media in our lives is something next to 
impossible. The presence of media in our society assures us of justice in every 
way. A common man can distrust government but not the media. Hence any 
finger raised over media puts a question over our democracy too. 
Advancing technology enabled the media to make even more searching 
intrusions into the individual privacy and reach of the television with the 
assistance of satellite. The advent of miniaturized audio and video technology, 
specially the pinhole camera technology, enables one to clandestinely make a 
video/audio recording of conversation and actions of individuals. In India, the 
media has been first to grab this state of the art technology to conduct 'sting 
operations' to expose an offence before the police or the judiciary takes the 
cognizance of the matter. The phrase 'sting operation' illuminates the impact of 
secret media coverage on a person's reputation by creating a wide spread 
perception of guilt regardless of any verdict in a court of law. In India, in the 
absence of law regulating the sting operations, the media has violated and 
distorted the rules of natural justice and particularly the basic fundamental right 
of right to privacy enshrined under Article 21 of the Constitution. 
This view gaining currency is that "invasion of privacy" can not be condoned 
and the Government ought to have some mechanism to address such cases, 
Union Information and Broad casting Ministry is considering a regulatory 
mechanism to protect the privacy of individuals. 
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17 Law Commission in its 200 Report has made recommendations to 
the centre to enact a law to prevent the media from interfering with the privacy 
rights of the individuals. 
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Judicial Approach on right to privacy 
Judiciary in India enjoys a very significant position since it has been 
made the guardian and Custodian of the Constitution. It is not only a watch dog 
against violation of fundamental rights guaranteed under the Constitution but 
protects all persons, Indian and aliens alike, against discrimination, abuse of 
state power, arbitrariness etc. 
Liberty and Equality have well survived and thrived in India due to the 
pro-active role played by the Indian Judiciary. The Supreme Court has, over the 
years, elaborated the scope of fundamental rights. Upholding the rights and 
dignity of individual, in true spirit of good governance. The great contribution 
of judicial activism in India has been to provide a safety value and a hope that 
justice is not beyond doubt. 
The right to privacy has been interpreted as an unarticulated 
fundamental right under the constitution of India. The growing violation of this 
right by the state on grounds (that are not always bonafide) encouraged the 
Indian judiciary to take a proactive role in protecting this right. 
Right to privacy has become a very heated issue in recent years and it 
concerns the lives of many people around the world. Right to privacy is not a 
constitutionally but a judicially recognized right. In our country the sole credit 
goes to the Judiciary for recognizing the concept of privacy because neither the 
constitution nor any other statute in our country defined this concept. Still a lot 
more has to be done for the recognition and protection of privacy by law in 
India. As a matter of fact this concept is quiet in primitive stage of its 
development. 
In Nihal Chand v. Mt. Bhagwan Devi', Allahabad High Court took first step 
when it recognized an independent existence of the right to privacy as 
emerging from the custom and traditions of the people besides being a statutory 
right, the court observed: 
"The right to privacy based on social custom is different 
from a right to privacy based on natural modesty and human 
morality. The later is not confined to any class, creed, colour or 
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race. It is a birth right of any human being and is sacred and 
should be observed. This right should not be exercised in an 
oppressive way." 
The first land mark decision on privacy in India was the Kharak Singh v. 
State ofU.P.^; In this case the petitioner was arrested in a dacoity case but was 
released as there was no evidence against him. He was history sheeted by the 
police. He was put under police surveillance as defined in Regulation 236 of 
the U.P. Police Regulations. Surveillance as defined in the impugned regulation 
included secret picketing of the house domiciliary visits at night; periodical 
inquires about the personal, and eyes his movement etc. 
The petitioner alleged that this regulation violated his fundamental right 
to movement in Article 19(l)(d) and 'personal liberty' in Article 21. 
The question arose before the court was whether the intrusion into the 
residence of a citizen and knocking at his door, disturbing his sleep and 
ordinary comfort constitute a violation of the personal liberty guaranteed by 
Article 21 of the Constitution. 
The majority said that personal liberty in Article 21 is comprehensive to 
include all varieties of rights which go to make up the personal liberty of a man 
other than those dealt with in Article 19(1) (d). According to the court while 
Article 19(1) (d) deals with the particular types of personal freedom. Article 21 
takes in and deals with the residue. The court extracted a passage from the 
Judgment of Field J, in Munn v. Illinois,^ where the learned Judge Pointed out 
that life in the security of one's privacy against arbitrary intrusion by the police 
is basis to a free society and that the knock at the door, whether by day or by 
night, as a prelude to a search, without authority of law but solely on the 
authority of the police, did not need the commentary, to be condemned as 
inconsistent with the conception of human rights enshrined in the basic 
constitutional documents of English speaking peoples. 
The court then said that at common law every man's home is his castle 
and that embodies an abiding principles transcending mere protection of 
property rights and expounds a concept of 'personal liberty' which does not 
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rest upon any element of feudalism or any theory of freedom which has ceased 
to exist. The court ultimately came to the conclusion that Regulation 236 (b) 
which authorized domiciliary visits was violative of Article 21 and 'as there is 
no law' on the basis of which the same could be justified, it must be struck 
down as unconstitutional. aL The court was of the view that the other 
provisions in Regulation 236 were not bad as no right of privacy has been 
guaranteed by the Constitution. Subba Rao Justice in his dissenting view said 
that: 
"The right to personal liberty in Article 21 was comprehensive 
enough to include privacy also, 5* and 14"^  Amendments of the 
U.S. Constitution corresponding to Article 21 means not merely 
the right to the continuance of a person's animal existence, but a 
right to the possession of each of his organs-his arms and legs 
etc. we do not entertain any doubt that the word "life" in Article 
21 bears the same signification. As then the word 'personal 
liberty' to be construed as excluding from its purview an 
invasion on the part of the police of the sanctity of a man's home 
and an intrusion into his personal security and his right to sleep 
which is the normal comfort and a dire necessity for human 
existence even as an animal? It might not be inappropriate to 
refer here to the words of the preamble of the constitution that it 
is designed to "assure the dignity of the individual" and therefore 
of those cherished human value as the means of ensuring his full 
development and evolution. We are referring to these objectives 
of the framers merely to draw attention to the concepts 
underlying the constitution which would point to such vital 
words as "personal liberty" having to be construed in a 
reasonable maimer and to be attributed that sense which would 
promote and achieve those objectives and by no means to stretch 
the meaning of the phrase to square with any preconceived 
notions or doctrinaire constitutional theories." 
The court then quoted a passage from the judgment of Frankfurter J. in 
Wolfv. Colorado'^ to that effect. He said that although it is true our constitution 
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does not expressly declare a right to privacy as a fundamental right, but the 
right is an essential ingredient of personal liberty, that in the last resort, a 
person's house where he lives with his family is his "castle", that nothing is 
more deleterious to a man's physical happiness and health than a calculated 
interference with his privacy and that all the act of surveillance under 
Regulation 236 infringe the fundamental right of the petitioner under Article 21 
of the constitution. The question whether right to privacy is itself a 
fundamental right flowing from the other fundamental rights guaranteed to a 
citizen under part III is not easy for solution. 
M.P. Sharma v. Satish Chandra^, was the first case before the Supreme 
Court where in it had on opportunity of considering the constitutional status of 
the right to privacy in the context of State power of search and seizure, but a 
very narrow view of constitutional provisions was taken in this case. 
Unfortunately the opportunity was missed and the right to privacy could not be 
put into the public law. 
Again in Pooran Mai v. Director of Instruction^, the apex court restricted the 
right to privacy to search and seizure, the court held that: 
"Evidence collected by an illegal search can not be excluded on 
the ground of invasion of privacy because there is no specific 
fundamental right to privacy. This would tend to weaken the 
right to privacy by allowing a public authority to use evidence 
obtained illegally." 
Once again in Govind v. state ofMadhya Pradesh\ It was argued that 
the right to privacy was itself a fundamental right and that right was violated as 
M.P. Police regulation 856 provided for domiciliary visits and other provisions 
in it. The question formulated by the Supreme Court was whether right to 
privacy was itself a fundamental right guaranteed to a citizen under part III. 
Justice Mathew, being a staunch supporter of liberty and dignity picked 
up the right to privacy from where Subba Rao J. left it in Kharak Singh and 
raised it to the Constitutional status in Govind case. Mathew J. said "the 
Privacy dignity claims deserve to be examined with care and to be denied only 
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when an important countervailing interest is shown to be superior." It appears 
that the privacy and dignity of a man should not be unnecessarily exposed to 
serious invasion. The government should not violate or intrude into the privacy 
of any person unless the compelling state (public interest) interest is there. It 
has rightly been held that the privacy may be regulated by imposing reasonable 
restrictions in the compelling public interest. The nature and scope of the right 
to privacy has been explained by Mathew J. in this case are as follows: 
"The right to privacy in any event will necessarily have to go 
through a process of case by case development therefore, even 
assuming that the right to personal liberty, the right to move 
freely through out the territory of India and the freedom of 
speech create an independent right of privacy as an emanation 
from them which one can characterize a fundamental right, we 
do not think that the right is absolute.^  
"This means that the right to privacy is not explicitly provided by 
the constitution but is emanating from other fundamental right 
guaranteed by the constitution. By exercising Judicial power of 
giving meaning to dry words, the Supreme Court speaking 
through Mathew J. has created a new right of privacy to the 
Indian people. But the right of privacy, an added right decorating 
part III of the constitution, is not an absolute right. The right of 
privacy may be regulated, infringed or restricted by the 
'Compelling state interest'."^ 
Now the question is what do we mean by privacy? Or what is the 
definition of privacy? Of course, privacy primarily concerns the individual. It 
therefore relates to and overlaps with the concept of liberty. Any way, right to 
privacy must encompass or comprehends and protect the personal intimacies of 
the home, the family, marriage, motherhood, procreation and child rearing. 
There are some of the zones of man in which he does not like the interference 
of any person howsoever high he may be. These are the areas which he keeps 
and treats them as the most secret, because the scientific and technological 
development in electronic appliances has exposed the man's life to public gaze. 
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Everybody feels seriously unsecured and unprotected. Mathew J. has very 
rightly pointed out in this case that "subtle and far reaching means of invading 
privacy will make it possible to be heard in the street what is whispered in the 
closet."'" 
The concept of 'privacy' originates from the word 'Privi' or 'privy' 
which means something very secret or assigned to personal uses or something 
privately known. This shows that there are certain actions or moments in man's 
life which he wishes to discharge them without any interference from any one, 
Take for instance, talk and sexual intercourse between husband and wife, the 
delivery of pregnancy" and similar other activities, which every person wants 
to do without any man's gazing eyes. The insecurity in privacy is increasing 
with the passage of time and technological advancement. The psychological 
prison is thrown around a man's life by a complex technology not knowing 
when and by whom he is being watched or overheard. In Blackstone's time 
eavesdroppers were known who listened concealing themselves near walls or 
windows but in our day electronic surveillance has left no aspect of man's life 
uncovered. But to equate the Blackstone eavesdropping and the electronic 
surveillance, said Justice Douglas, is "to treat men's first gun powder as on the 
same level as the atomic bomb."'^ All along with others have been described as 
an added new and menacing dimension to familiar threat to privacy."*^ 
In 1890 Warren and Brandies wrote and published a joint article, "The 
Right to Privacy" in the Harvard Law Review. They wrote the article with a 
view to recognizing the general right to privacy based on the principle of 
inviolate individual personality' and which sought to give protection to 
individuals against the public exposure of their private affairs without their 
consent. The reason which compelled Warren and Brandies, was a developing 
technology of wiretapping procedures, devices of eavesdropping and bugging 
and the growth of information gathering systems and their easily accessible 
locations, their free and rapid dissemination to others have made it possible to 
intrude upon private lives and activities and to expose them to public gaze for 
reasons no better than mere titillation and vulgar curiosity or other equally 
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obnoxious reason like character assassination, political blackmail and the like. 
After Warren Brandies writing people felt the necessity of the right to privacy. 
These reasons have been supplemented by the younger committee which noted 
that "the computer problem as it affects privacy in Great Britain is one of 
apprehensions and fears and not, so far, one of facts and figures." 
The Younger Committee has further dealt with the hazards of the 
modem urban life. The industrial society intruding into the man's life and 
home leaving no escape from the observation of neighbours have inspired and 
stimulated the urban people to demand protection against the intrusion of their 
life and home. Nevertheless, the two reports in the United Kingdom have 
declined to recommend a statutory enactment of a general right to privacy.'^ 
In Griswold v. Connecticut'^ A Connecticut statute made the use of 
contraceptives criminal offence. The executive and medical directors of the 
Planned Parenthood league of Connecticut were convicted, in the Circuit Court 
on a charge of having violated the statute as accessories by giving information, 
instruction and advice to married persons as to the means of preventing 
conception. The Appellate Division of the Circuit Court affirmed and its 
judgment was reaffirmed by the Supreme Court. On appeal the Supreme Court 
of the United States reversed the Judgments of the Law Courts. Expressing the 
views on behalf of five judges of the US Supreme Court, Douglas J., Said: 
"The statute was invalid as an unconstitutional invasion of the 
right of privacy of married persons. The freedom of speech and 
press includes not only the right to utter or to print, but also the 
right to distribute, the right to receive, the right to read and that 
without those peripheral rights the specific right would be less 
secure and that likewise, the other specific guarantees in the bill 
of rights have penumbras formed by emanations from those 
guarantees that help give them life and substance, that the 
various guarantees create zones of privacy, and that protection 
against all governmental invasions "of the sanctity of a man's 
home and the privacies of life was fundamental. He further said 
that the inquiry is whether a right involved is of such a character 
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that it can not be denied without violating those 'Fundamental 
Principles of Liberty and Justice which lie at the base of all our 
civil and political institutions' and that privacy is a fundamental 
personal right, emanating from the totality of the Constitutional 
scheme under which we (Americans) live."'^  
In Jane Roe v. Henry Wade'^, an unmarried pregnant woman who 
wished to terminate her pregnancy by abortion instituted an action in the 
Northern District Court of Texas seeking a declaratory judgment that the Texas 
criminal abortion statutes, which prohibited abortions except with respect to 
those procured or attempted by medical advice for the purpose of saving the 
life of the mother were unconstitutional. 
The US Supreme Court said that although the Constitution of the USA 
does not explicitly mention any right of privacy, the United States Court 
recognizes that a right of personal privacy, or a guarantee of certain areas or 
zones of privacy does exist under the constitution, and "that the roots of that 
right may be found in the first Amendment, in the fourth and fifth 
Amendments, in the penumbras of the Bill of Rights, in the Ninth Amendment, 
and in the concept of liberty guaranteed by the first section of the fourteenth 
Amendment "and that the right to privacy is not absolute. 
However the actions or relations of a man classified by liberal 
individualists are those in which they advocate the minimal interference by the 
society, the liberal individualist tradition has stressed, in particular, three 
personal ideals, to each of which corresponds a range of'private affairs; 
There is nothing to prevent one from using the word 'privacy' to mean 
the freedom to live one's life without governmental interference. But the court 
obviously does not so use the term nor could it, for such a right is at stake in 
every case.'^ 
Mr. Justice Mathew had advocated two reasons which make a man to 
live in privacy putting it in a different way, a man seeks to preserve his privacy 
on account of the following two ways: Mathew J. in Govind Observed: 
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"There are two possible theories for protection of privacy of 
home, The first is that activities in the home harm others only to 
the extent that they cause offence resulting from the mere 
thought that individuals might be engaging in such activities and 
that such activities and such 'harm' is not constitutionally 
protected by the State. The second is that individuals need a 
place of sanctuary where they can be free from societal control. 
The importance of such a sanctuary is that individuals can drop 
the mask, desist for a while from projecting on the world the 
image they want to be accepted as themselves. An image that 
may reflect the values of their peers rather than the realities of 
their nature."'^ 
In Olmsteadv. United States,^", Olmstead and others had been convicted 
of violating the Prohibition Act, and the evidence used against them included 
several incriminating telephonic conversations which the government official 
overheard by wiretapping. The Chief Justice Taft, wrote the courts opinion 
affirming the convictions. Brandeis. J wrote his magnificent dissent: 
"The makers of our constitution undertook to secure conditions 
favorable to the pursuit of happiness. They recognized the 
significance of man's spiritual nature, of his feeling and of his 
intellect. They knew that only a part of the pain, pleasure and 
satisfaction of life all to be found in material things. They sought 
to protect Americans in their beliefs their thoughts, their 
emotions and their sensations. They conferred as against the 
government, the right to be let alone the most comprehensive of 
rights and the right most valued by civilized men. To protect that 
right, every unjustifiable intrusion by the government upon the 
privacy of the individual, whatever the means employed, must be 
deemed a violation of fourth Amendment." 
In Wolfv. Colorado , Justice Frank further observed: 
"The security of one's privacy against arbitrary intrusion by the 
police is basis to a free society; it is therefore implicit in the 
concept of ordered liberty, and enforceable against the states 
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through the due process clause. The knock at the door, whether 
by day or by night, as a prelude to a search, without authority of 
law but solely on the authority of the police, did not need the 
commentary of recent history to be condemned as inconsistent 
with the conception of human rights enshrined in the history and 
the basic constitutional documents of English speaking 
peoples....we have no hesitation in saying that when a state 
affirmatively sanction such police intrusion into privacy, it would 
run coimter to the guarantee of the fourth Amendment. 
Experience should teach us to be most on our guard to protect 
liberty when the government's purposes are beneficent. Men 
bom to freedom are naturally alert to repeal invasion of their 
liberty by evil minded rulers. The greatest dangers to liberty lurk 
in insidious encroachment by men of zeal, well meaning but 
without understanding." 
The truth is, of course, that no one can claim that privacy, which should 
be absolute, the very fact of living in society involves some sacrifice of it, and 
there often a collusion between the individual's claim to privacy and highly 
prized social values such as freedom of speech and expression, press and the 
media and socially desirable objections such as enforcement of the criminal 
law, efficient government and national security. It is not possible, however, to 
give a simple answer to the question of the extent to which contemporary law 
gives or should give protection to the right of privacy. In its broadest sense, the 
interest involved is that of 'being left alone' it was described by Justice 
Brandies in Olmstead as the "right to be let alone the most comprehensive of 
rights and the most valued by civilized man." In the context of Warren and 
Brandies "The Right to privacy" 1890 article, the claim was to be free from 
unwanted intrusion and disclosure, in Olmstead to be free from Surveillance by 
clandestine and unlawful wiretap. 
Thus what was conceived as right to be vindicated as an 'actionable tort' 
was raised by Brandies J. to the status of constitutional right. In Griswold^^, 
Douglas J. recognized the right to privacy as a fundamental personal right 
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emanating from the "totality of the constitutional scheme under which we live, 
within the penumbras of several fundamental guarantee. 
A similar view was expressed by Justice Mathew in Govind that all 
brooding power of police surveillance could not be granted to the police which 
urged perilously not unconstitutionally. 
Clauses (1) and (2) of Article 17 of International Covenant on Civil and 
Political Rights states: 
(1) No one shall be subjected to arbitrary or unlawful interference with his 
privacy, family home or correspondence, nor to unlawful attacks on his honors 
and reputation. 
(2) Everyone has the right to the protection of the law against such interference 
or attacks. 
The European Convention for the protection of Human rights and 
fundamental freedoms 1950 made a valiant attempt to tackle the new problem 
of privacy threatened by the electronic surveillance. Article 8 of the 
Convention runs: 
(1) Every one has the right to respect for his private and family life, his home 
and his correspondence. 
(2) There shall be no interference by a public authority within the exercise of 
this right except as in accordance with the law and necessary in a democratic 
society in the interests of national security, public safety or the economic well 
being of the country, for the prevention of disorder or crime, for the protection 
of health or morals or for the protection of the rights and freedoms of others.^ ^ 
In developing the concept of privacy Mathew J. in Govind has observed 
that the wide reading of Regulation 855 and 856 of the M.P. Police 
Regulations would lead to be the drastic inroads directly into the privacy and 
indirectly into the fundamental rights. Therefore the learned judge has applied 
the rule of harmonious construction and held the M.P. Regulations valid. 
Mathew J. said that what is protected by Article 21 is the personal liberty 
which cannot be denied with at just, fair and reasonable procedure established 
by law. The M.P. Police Regulations having the force of law have validly 
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deprived Govind of his personal liberty including his privacy. Nevertheless, 
while upholding the constitutionality of the M.P. Police Regulations Mathew J. 
has unhesitatingly expressed his dislikeness to the continuance of the police 
Regulations and described them as antithesis to the democratic society. The 
learned Judge has appended a note of caution in the following words: 
"In truth, legality apart, these regulations ill accord with the 
essence of personal freedoms and the State will do well revise 
these old police Regulations urging perilously near 
unconstitutionality." '^' 
"The primary purpose of our constitution is that it promises to 
assure the 'dignity of the individual'. While stressing the right to 
privacy as a basic for the assurance of the dignity of the 
individual and its autonomy Justice Mathew Formulated a 
dominant test known as the 'compelling state Interest' through 
which the state may have control over the man's privacy. Justice 
Mathew said: "Assuming that the fundamental rights explicitly 
guaranteed to a citizen have penumbured zones and the right to 
privacy is itself a fundamental right, that fundamental right must 
be subjected to restriction on the basis of compelling state 
interest." This shows that Justice Mathew has displayed his best 
judicial craftsmanship by holding the 'right to privacy' as a part 
of personal liberty in Article 21." 
Justice Mathew has in an articulated manner determined a broad nature 
and scope of the right to privacy. But the learned Judge has not declared it as 
an absolute right, he legitimately and clearly advocated that the right to privacy 
may be trammeled by the 'compelling State Interest', The learned Judge has 
fiirther emphasized the need of the reasonable restrictions legitimately required 
to be put in the enjoyment of the right of privacy are described under broad 
rubrics, 'compelling state interest', 'Countervailing Interest', 'Superior 
Interest' and 'compelling public interest'. 
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J5 In Malak Singh v. State of Punjab & Haryana , the court held that: 
"While exercising surveillance over reputed bad characters, 
habitual offenders, and potential offenders the police should not 
encroach upon the privacy of a citizen so as to offend his right 
under Article 21 and Article 19(l)(d) of the constitution." 
In V.S. Kuttan Pillai v. RamKrishna^^, the court held that: 
"General warrant for searching and seizing listed documents 
would not entail invasion of privacy even if the search did not 
yield any result because of countervailing State interests. " 
In Olga Tellis v. Bombay Municipal Corporation , Chandrachud C.J.while 
dealing with the pavement and slum dwellers in this case as depicted the real 
life of our masses providing no place for privacy in the following words: 
"Those who have made pavement their homes exist in the midst 
of filth and squalor which has to be seen to be believed. Rabid 
dogs in search of stinking meat and cats in search of hungry rats 
keep them company. They cook and sleep where they ease, for 
no conveniences are available to them. Their daughter, come of 
age, bathe under the noisy gaze of passers by, unmindful of the 
feminine sense of bashfulness. The cooking and washing over, 
women pick lice from each other hairs." 
In State of Maharashtra v. Madhulkar Narain , the court held that: 
"The 'right to privacy' is available even to a woman of easy 
virtue and no one can invade her privacy. A police inspector 
visited the house of one Banubai in uniform and demanded to 
have sexual intercourse with her. On refusing he tried to have her 
by force. She raised a hue and cry. When he was prosecuted he 
told the court that she was a lady of easy virtue and therefore her 
evidence was not to be relied. The court rejected the argument of 
the applicant and held him liable for violating her right to privacy 
under Article 21 of the constitution." 
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In R. Rajagopal v. State of Tamil Nadu^^, Popularly known as "Autoshanker 
Case" the Supreme Court has expressly held that: 
"The 'right to privacy' or the 'right to be let alone' is guaranteed 
by Article 21 of the constitution. A citizen has a right to 
safeguard the privacy of his own, his family, marriage, 
procreation, motherhood, childbearing and education among 
other matters. No one can publish anything concerning the above 
matters without his consent whether truthful or otherwise and 
whether laudatory or critical. If he does so, he would be violating 
the right of the person concerned and would be liable in an action 
for damages. However, position may be differed if he voluntarily 
puts into controversy or voluntarily invites or raised a 
controversy." 
The rule is subject to an exception that if any publication of such matters 
is based on public record including court record it will be unobjectionable. If a 
matter becomes a matter of public record, the right to privacy no longer exists 
and it becomes a legitimate subject for comment by press and media among 
others. Again, an exception must be carved out of this rule in the interests of 
decency under Article 19(2) in the following cases viz female who is the victim 
of a sexual assault, kidnapping, abduction or a like offence should not further 
be subjected to the indignity of her name and the incident being published in 
press or media. 
The second exception is that the right to privacy or the remedy of action 
for damage is simply not available to public officials as long as the criticism 
concerns the discharge of their public duties; not even when the publication is 
based on untrue fact and statements unless the official can establish that the 
statement had been made with reckless disregard of truth. All that the alleged 
contemners need to do is to prove that he was written after reasonable 
verification of facts. 
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JO In People's Union for Civil Liberties v. Union of India , the Supreme 
held that: 
"Telephone tapping is a serious invasion of an individuals right 
to privacy which is part of the right to "life and personal liberty" 
enshrined under Article 21 of the constitution and it should not 
be resorted to by the state unless there is public emergency or 
interest of public safety requires. The petition was filed by way 
of public interest litigation under Article 32 of the constitution 
by the people's union of civil liberties, a voluntary organization 
highlighting the incidents of telephone tapping in the recent 
years. The petitioner has challenged the constitutional validity of 
Section 5 of the Indian Telegraph Act, 1885 which authorizes the 
Central or State government to resort to phone tapping in the 
circumstances mentioned there in. The writ petition was filed in 
the wake of the report on "Tapping of politician's phones" by the 
Central Bureau of investigation (CBI). The court laid down 
Exhaustive guidelines to regulate the discretion vested in the 
State under section 5 of the Indian Telegraph Act for the purpose 
of telephone tapping and interception of other messages so as to 
safeguard public interest against arbitrary and unlawful exercise 
of power by the government. The court has expressed displeasure 
that the state has so far not framed rules to prevent misuse of the 
power. In the absence of just and fair procedure for regulating 
the exercise of power under Section 5(2) of the Indian Telegraph 
Act. It is not possible to safeguard the rights of citizens 
guaranteed under. Article 19(1) (a) and 21 of the constitution.^' 
The CBI investigations has revealed several lapses in the 
execution of the orders passed by the State while exercising 
power under the Act. Section 5(2) of the Act permits the 
interception of messages in accordance with the provisions of the 
Act. "Occurrence of any public emergency" or in the interest of 
Public safety" is the sine qua non "for the application of the 
provisions under section 5(2) of the Act unless a public 
Court 
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emergency has occurred or the interest of pubhc safety demands, 
the authorities have no jurisdiction to exercise the powers imder 
the said legislation." 
"The court said, public emergency would mean the 
prevailing of sudden condition or state of affairs affecting the 
people at large calling for immediate action. The expression 
'public safety' means the state or condition of grave danger or 
risk for the people at large. When either these two conditions are 
not in existence the court said:''^  The central government or the 
state government or the authorized officers cannot resort to 
telephone tapping even though there is satisfaction that it is 
necessary or expedient so to do in the interest of sovereignty and 
integrity of the Country. In other orders, even if the Central 
Government is satisfied that it is necessary or expedient so to do 
in the interest of the sovereignty or integrity of the country or the 
security of the state or friendly relations with foreign states or 
public order or for preventing for incitement to the commission 
of an offence it can not intercept the message or resort to 
telephone tapping unless a public emergency has occurred or the 
interest of public safety or the existence of the interest of public 
safety requires." 
The court has laid down the following procedural safeguards for the exercise of 
power under section 5(2) of the Indian Telegraph Act : 
• An order for telephone tapping can be issued only by the home 
Secretary of the Central Government or the State Governments. In an 
urgent case, the power may be delegated to an officer of the home 
department of the Central and State Governments not below the rank of 
Joint Secretary. 
• The copy of the order shall be sent to the Review committee with in one 
week of the passing of order. 
• The order shall unless renewed, cease to have effect at the end of two 
months from the date of issue. The authority making the order may 
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review before that period if it considered that it is necessary to continue 
the order in terms of section 5(2) of the Act. 
• The authority issuing the order shall maintain the records of intercepted 
communications, the extent the material to be disclosed, number of 
persons, their identity to whom the material is disclosed. 
• The use of the intercepted material shall be limited to the minimum that 
is necessary in terms of section 5(2) of the Act. 
• The Review Committee shall on its own, with in two months investigate 
whether there is or has been a relevant order under section 5(2) of the 
Act. 
• If on investigation the review committee concludes that there has been a 
contravention of the provisions of section 5(2) of the Act shall set aside 
the order. It can also direct the destruction of the copies of the 
intercepted material. 
• If on investigation the Review committee comes to the conclusion that 
there has been no contravention of the relevant provision of the Act, it 
shall record the finding to that effect. 
The judgement of the Supreme Court delivered by a Division Bench 
comprising Mr. Justice Kuldeep Singh and Mr. Justice S. Sagir Ahmad will go 
a long way in protecting the right of privacy of Indian citizen and other 
enshrined under Article 21 of the Constitution. The court noted that with the 
growth of highly sophisticated communication technology the right to hold 
telephone conversation in the privacy of one's home or office without 
interference is increasingly susceptible to abuse."*"* 
There are many aspects of privacy found in the Indian socio-legal 
system but the right to privacy in the light of conjugal rights requires special 
attention. The question of relation between the right to privacy and conjugal 
right arose for the first time in T. Sareetha's case. 
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In T. Sareetha v. T. V. Subbaiah^\ The Andhra Pradesh High Court Observed 
that: 
"Sexual cohabitation is an inseparable ingredient of a decree for 
restitution of conjugal rights the purpose of the decree is to force 
the party to behave and act as husband or wife with the other 
party which includes the duty to have sex also and in case of 
wife, even against her will and consent. The decree terminates 
the choice to have or not to have the sex and the choice to allow 
or not to allow one's body to be used as a vehicle for another 
human being. Thus, it offends the inviolability of body and mind 
and offends the integrity of wife and invades her marital privacy 
and domestic intimacies. The court further observed that nothing 
can conceivably be more degrading to human dignity and 
monstrous to human spirit than to subject a person by a long arm 
of the law to a positive sex act." 
Chaudhary J. stated that it can not be admitted that a decree for 
restitution of conjugal rights constitutes the grossest form of violation of an 
individual's right to privacy. The right to privacy guaranteed by Article 21 is 
flagrantly violated by the decree. 
In Smt. Harvinder Kaur v. Harminder Singh Chaudhary^^, Avadh Behari 
Rohtagi, J. observed that: 
"This appeal raise on the issue of great importance to the well 
being of the nation, as it goes to the very root of the marriage 
relationship. The husband petitioned for restitution of conjugal 
rights. The wife opposed. The Additional District Judge granted 
a decree of restitution of Conjugal rights to the husband. From 
that decree the wife appeals to the court." 
"In appeal, counsel for the wife attacked the constitutional 
validity of section 9 of the Hindu Marriage Act. The Court issued 
notice to Attorney General. He appeared and argued the case. 
This part of the judgment deals with the constitutional question. 
The rest is concerned with the facts of the case." 
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In the forefront of his argument counsel referred to T. Sareetha v. 
Venkata Subbaiah''^ in that case P.A. Chaudhary J. held that section 9 of the 
Hindu Marriage Act, 1955 offends Article 14 and 21 of the Constitution and 
therefore declared it null and void. The chief point decided was about the 
constitutional validity of section 9 of the Act. The learned Judge held that the 
remedy of restitution of conjugal rights was "barbarous", "uncivilized", and 
"an engine of oppression". The main reason for holding that section 9 offended 
Article 21 of the Constitution was that a decree for restitution of conjugal 
rights was an order" to coerce through judicial process, the unwilling party to 
have sex against that persons consent and free will with the decree holder." 
This, he held was "degrading the human dignity and monstrous to human 
spirit". The learned judge took the view that the British Indian Courts 
'thoughtlessly imposed that rule into our country and blindly enforced it among 
the Hindus and Muslims. The origin of this uncivilized remedy in our ancient 
country is only recent and is wholly illegitimate. 
Chaudhary J. thought that section 9 imposes "sexual cohabitation 
between unwilling opposite sexual partners". He called it "forced sex, "coerced 
sex" and forcible marital intercourse". He went on to hold that the state 
interference destroyed the "sexual autonomy" and "reproductive autonomy" of 
the individuals' wife who keeping away from arrangement, cannot be forced 
without violating her right to privacy, to bear a child by her husband he said. A 
larger number of decisions have been cited in support of the view. 
In Jackson v. Jackson , it was of the view that: 
"The court can not enforce sexual intercourse, but only 
cohabitation, and restitution of conjugal rights can be ordered 
where the respondent refuses sexual intercourse but continues to 
co-habit with the petitioner." 
In Halsbury's laws of England^^, it is said "If cohabitation does not necessarily 
mean sexual intercourse, which the court can not enforce, so that refusal of 
sexual intercourse by itself does not constitute refusal to cohabit .In support of 
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_40 this proposition the high authority of Lord Stowell in Forster v. Forster , Orme 
V. Orme'*' and Rowe v. Rowe'*^ have been cited. 
One thing is clear from Lord Stowell's decision in Forster v. Forster and 
Halsbury's statement of law that the court does not and can not enforce sexual 
intercourse. (He) accept (s) it as true that sexual relations constitute a most 
important attribute of the conception of marriage. But it is also true that they do 
not constitute its whole content, nor can the remaining aspects of matrimonial 
construction be said to be of wholly unconstitutional or trivial character. 
Marriages has been described in these words in Weatherly v. Weatherly*^, 
"Beside the procreation and education of children, marriage, has for its object 
and mutual society, help and comfort, that the one ought to have of the other 
both in prosperity and adversity. Marriage is most solemn engagement which 
one human being can contract with another. It is contract formed with a view 
not only to the benefit of parties, to the benefit of their common offspring and 
to the moral order of civilized society". 
"Cohabitation does not necessarily depend upon whether there is sexual 
intercourse between the husband and the wife. Cohabitation means living 
together as husband and wife and as I endeavored to point out in Evans v. 
Evans,'*'' cohabitation consists in the husband acting as a husband towards the 
wife, the wife rendering house-wifely duties to the husband and the husband 
cherishing and supporting his wife as a husband should ofcourse, sexual 
intercourse usually takes place between parties of moderate age if they are 
cohabiting and if there is sexual intercourse it is very strong evidence. 
Infact it may be conclusive evidence that they are cohabiting; but does 
not follow that because they do not have sexual intercourse but they are not 
'cohabiting'. Cohabiting as I have said means the husband and wife living 
together as husband and wife."*^  
This is the true edifice of the restitution decree, not that it compels 
sexual intercourse by "force of arms", as Chaudhary J thought. Where either 
the husband or the wife has withdrawn from the society of the other party 
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without just cause, the court orders the withdrawing party to return to the 
conjugal fold, so that the consortium is not broken. 
Consortium means companionship, love, affection comfort, mutual 
services and Sexual intercourse. All these belong to married state. 
The dictum of Chaudhary J. that the restitution decree enforces "sexual 
cohabitation with an unwilling party" and constitutes the grossest form of 
violation of individual's right to privacy" and offends the inviolability of the 
body and the mind subjected to the decree and offends the integrity of such a 
person and invades the marital privacy and domestic intimacies of such a 
person" is the high water mark of his judicial pronouncement. With respect to 
the learned judge [HC] can not agree that this is what the restitution decree 
does. The cases referred to by him do not prove his proposition. 
The learned judge has called restitution a "barbarous remedy". He was 
quoted Lord Hershell in Russel v. Russel"* .^ But Lord Hershell was not saying 
this. What he was saying that reasonable excuse was not confined only to the 
grounds of divorce. It can as well be "something short of legal cruelty" which 
might constitute a reasonable excuse for refusing restitution. This is precisely 
what happened in India as the history of the Act would show. Section 9(2) as 
originally enacted provided that "Nothing shall be pleaded in answer to a 
petition for restitution of conjugal rights which still not be a ground either for 
judicial separation or for nullity of marriage or for divorce. This created 
considerable difficulty. The Law Commission in its fifty-ninth Reports 
recommended its deletion. It is not possible for the party to plea a reasonable 
excuse which may not necessarily be a ground either for Judicial separation or 
nullity or divorce so the Act was amended and by Act No 68 of 1976, Section 
9(2) was deleted. 
This brought the law in conformity with the opinion of Lord Hershel. It 
will, therefore appear that Lord Hershell's expression "barbarous" was used in 
different context. One single sentence from his judgment does not empower the 
court to strike down Section 9 on the ground that it is barbarous.'*' 
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The decision in T. Saritha case is forthright and aggressively bold. It 
was the first decision by an Indian High Court to invalidate a law as violating 
the decisional privacy right of a woman. The court in this case categorically 
held that a woman's right to privacy which is implicit in Article 21 includes the 
right to marital privacy. Though this decision in this case is highly relevant, 
there are cases where courts have taken a very passive attitude is respect to 
privacy rights.'*^ 
The Kerala High Court Decision in Chandran v. State of Kerala*^ is 
another decision involving questions of privacy. The petitioner in this case 
aggrieved by a direction issued by Commissioner of Police Kochi prohibiting 
the use of coloured glasses for wind screens and windows of motor vehicles 
filed a writ petition praying for a direction to strike down all executive 
instructions in this regard. The single judge who heard the case dismissed the 
writ and in the course of judgment directed the state government to give 
instructions to police and other authorities to see that motor vehicles in Kerala 
should have window and windscreens in such a condition as to be clearly 
transparent. On appeal it was contended by the petitioners that provisions of 
Rule 100 made under powers conferred on government by Section 110 (1) (d) 
of Motor vehicles Act, 1988 violated there right to privacy guaranteed under 
Article 21 by prohibiting the use of tinted glasses for windows and wind 
screens; fiirther they also claimed that the travel in a Motor vehicle necessarily 
postulates the enjoyment of privacy and as a part of it they have the right to use 
tinted glass and sun controls films on windscreens. The court in this case 
elaborately analyzed the law relating the privacy and distinguished the present 
case from other cases related to areas of privacy like telephone tapping.^" 
The Court observed that the use of motor vehicle with tinted glasses is not 
similar to the telephone conversation which involves privacy as observed by 
the Supreme Court. 
Conversations on the telephone are often an intimate and confidential 
character and hence telephone-tapping infracts Article 21. That the purpose for 
which the motor vehicle is used is relevant while examining the element of 
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privacy when the three victorious players using a motor vehicle for a Joyous 
ride no element of privacy is involved whereas a motor vehicle used by a newly 
married couple for their happy trip, the element of privacy can not be totally 
ruled out. This would mean the element of privacy has to be established on 
facts in each case. It is pointed out when the motor vehicles are used on the 
public road, the right to privacy can not be claimed.^' it can not be so at all 
times. When the use of motor vehicles involves the element of privacy it does 
not matter whether it is used on the public road or a private road. When a 
telephone conversation is made from a public telephone booth its privacy 
element does not efface. 
Inspite of this very pertinent observation in view of deficiency of facts 
the court refrained from deciding the issue whether uses of motor vehicles with 
tinted glasses involves the right to privacy. This question was left open by 
court. However the court held that the use of tinted glasses by petitioner shall 
not be restrained unless proper rules are framed or order or directions are 
issued by competent authorities. The recent decision of the Apex court in Mr. 
'X'. V. Hospital Z / ^ is unique in this area due to the strange nature of its fact. 
This case is similar to Raj Gopal's case only to the extent that both involved 
public disclosure of private facts. The facts and nature of the cases are entirely 
different. The Supreme Court has held that although the "right to privacy" is a 
ftindamental right under Article 21 of the Constitution but it is not an absolute 
right and restrictions can be imposed on it for the prevention of crime, disorder 
or protection of health or morals or protection of rights and freedom of others. 
In this case the appellant after obtaining the degree of MBBS in 1987 jointed 
the Nagaland State Medical and Health service as assistant Surgeon Grade I. A 
government servant was suffering from some disease. He was advised to go to 
the 'Z' hospital at Madras. The appellant was directed by the government of 
Nagaland to accompany the said patient to Madras for treatment. For the 
treatment of the disease the patient needed blood. The appellant was asked by 
the doctors to donate blood for the patient when his blood samples were taken 
the doctors found that the appellant's blood group was HIV (+). In the 
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meantime the appellant settled his marriage with one Miss'Y' which was to be 
held on Dec. 12, 1995. But the marriage was called off on the ground that the 
blood test of the appellant conducted by the respondent's hospital was found to 
be HIV (+). As a result of this, be contended that his prestige among his family 
members was damaged. The appellant filed a writ petition in the High Court of 
Bombay for damages against the respondents on the ground that the 
information which was required to be secret under Medical Ethics was 
disclosed illegally and therefore the respondents were liable to pay damages. 
He contended that the respondents were under a duty to maintain 
confidentiality on account of Medical Ethics formulated by the Indian Medical 
Council. He contended that the appellant's "right to privacy" had been 
infringed by the respondents by disclosing that the appellant was HIV (+), and 
'therefore' they are liable in damages.^ ^ 
Two judge division bench of the Supreme Court comprising of Saghir 
Ahmad and Kripal, J.J. held that by disclosing that the appellant was suffering 
from AIDS the doctors had not violated the right of privacy of the appellant 
guaranteed by Article 21. The Court held that although the right to privacy is a 
fundamental right under Article 21, but it is not an absolute right and 
restrictions can be imposed on it. The right to marry is an essential element of 
right to privacy but is not absolute. Marriage is the sacred union, legally 
permissible, of healthy, bodies of opposite sexes. Every system of matrimonial 
law provided that if a person is suffering from venereal diseases in a 
communicable form it will be open to the other partner in the marriage to seek 
divorce. If a person is suffering from that disease even prior to the marriage he 
has no right to marry so long as he is not fully cured of the decease. As such 
when the patient was found to be HIV (+), the disclosure by the Doctor was not 
violative of either the rule of confidentiality, or the patient's right to privacy as 
the lady with whom the patient was likely to be married was saved by such 
disclosure or else she too would have infected with the dreadful disease if 
marriage had taken place.^ '* 
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Miss Y was entitled to enjoy all human rights available to any other 
human beings. This is apart from, and in addition to the fundamental right 
available to her under Article 21 which guarantees right to life to every citizen 
of the country. Right to life of the lady with whom the patient was to marry 
positively includes the right to be told that a person with whom she was 
proposed to be married was victim of a deadly disease which was sexually 
communicable. Right to life includes right to lead a healthy life so as to enjoy 
all faculties of the human body in their prime condition. Moreover, where there 
is a clash of two fundamental rights as in the instant case, namely the patient's 
right to privacy as part of right to life and his proposed wife's right to lead a 
healthy life so as enjoy all faculties of the human body in their prime condition. 
Moreover where there is a clash of two fundamental Rights as in the 
instant case, namely the patients right to privacy as part of right to life and his 
proposed wife's right to lead a healthy life which is her fundamental right 
under Article 21 the right which would advance the public morality or public 
interest would alone be enforced through the process of Court. The Court said 
that moral consideration can not kept at bay and the judges are not expected to 
sit as mute structures of clay in the Hall, known as Court Room, but have to be 
sensitive, "in the sense that they must keep their fingers firmly upon the pulse 
of the accepted morality of the day."^^ 
In State of Punjab v. Baldev Singh,^^ the court held that: 
"For a search of a person the safeguards provided under Section 
50 of the Code of Criminal Procedure are mandatory to be 
followed. The invasion of a person has been given a protection 
through insistence on a procedural safeguard but the court has 
not ruled that evidence obtained in breach of Section 50 
safeguards would be impermissible evidence." 
In State ofKarnataka v. Krishnappa, '^' the court strengthened the protection of 
the right to privacy over the person by requiring stem punishment of rapists. 
The offence was held to be seriously violating the right to privacy. 
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Sexual violence apart from being a dehumanizing act is an unlawful 
intrusion of the right to privacy and sanctity of a female. It is a serious blow to 
her supreme honour and offends her self esteem and dignity. It degrades and 
humiliates the victim and where the victim is helpless innocent child, it leaves 
behind a traumatic experience. The Court are therefore, expected to deal with 
cases of sexual crime against woman with utmost sensitivity. Such cases need 
to be dealt with sternly and severely. 
C O 
In Ms 'X' V. Mr 'Z', the wife filed a petition for dissolution of marriage 
on the ground of cruelty and adultery against husband under Section 10 of 
divorce Act. The husband also asserted that his wife had adulterous affairs with 
one person which resulted in family way. The pregnancy of wife was 
terminated at All India Institute of Medical Sciences and records and slides of 
tabular gestation were preserved in the hospital the husband filed an application 
for seeking DNA test of the said slides with a view to ascertain if the husband 
is the father of the foetus. The court held that the right to privacy, though a 
fundamental right forming part of right to life enshrined under Article 21 is not 
an absolute right. When the right to privacy has become a part of a public 
document, in that case a person can not insist that such DNA test would 
infringe his or her right to privacy. The foetus was no longer a part of body and 
when it has been preserved in AIIMS the wife who has already discharged the 
same can not clean that it affects her right to privacy. When adultery has been 
alleged to one of the grounds of divorce in such circumstances the application 
of the husband seeking DNA test of the said slides can be allowed.^^ 
In Sudhansu Sekhar Sahoo v. State ofOrissa^": 
"The court restated the position take in State v. Krishnappa 
Generally speaking, the right to privacy as an independent and 
distinctive concept has been found to have originated in the field 
of tort law and was developed by the Court on a case by case 
basis. The consequence is that a compendious code on what is 
the right to privacy has not been evolved yet. It is true that the 
evidence of the prosecutrix in a rape case is to be given due 
weight. The sexual violence is a dehumanizing act and it is an 
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iinlawful encroachment into the right to privacy and sanctity of 
woman. The court also should be strict and vigilant to protect the 
society from such evils." 
In Surjit Singh Thind v. Kanwaljit Kaur^', The Punjab and Haryana High Court 
held that: 
"Allowing medical examination of a woman for her virginity 
amounts to violation of her right to privacy and personal liberty 
enshrined under Article 21 of the constitution. In this case the 
wife had filed a petition for a decree of nullity of marriage on 
the ground that marriage has never been consummated because 
the husband was impotent. The husband had taken the defence 
that the marriage was consummated and he was not impotent. In 
order to prove that the wife was not virgin the husband filed an 
application for her medical examination. The court held that 
allowing the medical examination of a woman's virginity 
violates her right to privacy under Article 21 of the constitution. 
Such an order would amount to roving enquiry against a female 
who is vulnerable even otherwise. The virginity test can not 
constitute the sole basis, to prove the consummation of 
marriage." 
In Sharda v. Dharampaf^^ the court laid down that: 
"In divorce proceedings an order to undergo medical 
examination on strong ground of necessity to establish a 
contention was held not invasive of right to privacy. Public 
policy requirements were permitted to prevail over private 
interest." 
In all matrimonial cases where divorce is sought, on the ground of 
impotency, schizophrenia...etc. normally without there being medical exami-
nation, it would be difficult to arrive at a conclusion as to whether the 
allegation made by his spouse against the other spouse seeking divorce on such 
a ground, is correct or not. In order to substantiate such allegation, the 
petitioner would always insist on medical examination. If respondent avoids 
such medical examination on the ground that it violates his/her right to privacy 
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or right to personal liberty as enshrined under Article 21 of the Constitution of 
India, then in most of such cases become impossible to arrive at a conclusion. It 
may render the very grounds on which divorce is permissible nugatory. 
Therefore when there is no right to privacy specifically conferred by Article 21 
of the Constitution of India and with the extensive interpretation of the phrase 
"personal liberty' this right has been read into Article 21 it can not be treated as 
absolute right. Where the legislature has conferred a right upon his spouse to 
seek divorce on such grounds. It would be the right of that spouse which comes 
in conflict with the so called right to privacy of the respondent. Thus the court 
has to reconcile competing interests by balancing the interest involved. 
In State v. NMT Joy Immaculate^'': 
"The Supreme Court set aside the direction of the High Court 
given to the government that woman witnesses/accused should 
not be taken to a police station but should be examined only by 
women police officers at their places. This direction was on 
complaint of harassment and torture in the police station. The 
Supreme Court seems to have erred with reference to Article 
15(3) and Article 235 of the constitution. What was in promotion 
of right to privacy of women has been set at nought." 
In District Registrar and Collector v. Canara Bank/^ the Court struck 
down section 73 of the Indian stamp Act, 1899 as amended by the Andhra 
Pradesh Act (17 of 1986) as permitting on overbroad invasion of private 
premises or the homes of persons in possession of documents in a power of 
search and seizure without guidelines as to who and when and for what reasons 
can be empowered to search and seize, and impound the documents. 
The court however held that no right to privacy could be available for 
any matter which is part of public records including court records. If one 
follows the judgments given by the Supreme Court, three themes emerge: 
1. That the individual's right to privacy exists and any unlawful invasion 
of privacy would make the 'offender' liable for the consequences in 
accordance with law; 
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2. That there is constitutional recognition given to the right of privacy 
which protects personal privacy against unlawful governmental 
invasion; 
3. That the persons "right to be let alone" is not an absolute right and may 
be lawfully restricted for the prevention of crime, disorder or protection 
of health or morals or protection of rights and freedom of other; 
As these judgments shows, a right to privacy as recognized in India but 
it is rather limited since it covers only "first generation rights" as understood in 
Europe. Moreover, the Right to privacy has also been invoked in the field of 
women's right. 
In Vandna Kumari v. P Praveen Kumar, ^^ husband filed a petition under 
Section 12(1) (d) of the Hindu Marriage Act. Praying for a decree of nullity 
four months after the solemnization of marriage on the ground that at the time 
of marriage his wife was pregnant by a person other than him and he was 
unaware of it. She thus was guilty of this extreme fraud and he should be 
granted a decree of nullity. He further contended that the marriage was not 
consummated, and as a proof of his allegation, he sought a DNA test to be 
performed on the wife and the foetus. The wife contested his allegation and 
also the plea for the DNA test on the ground, these tests were unnecessary as 
legitimacy of the child was not in question and the same would also amount to 
a violation of her rights of privacy. The trial court held that it was a fit case for 
the order of DNA test, and directed the wife to undergo this test. The wife 
preferred an appeal. The High Court held that though the issue directly was not 
with respect to the legitimacy of the child, but indirectly the husband would be 
deemed to be the father of the child if no access at the time of the possible 
conception can not be proved. 
In P.R Metrani v. Commissioner of Income Tax, Bangalore^^ ^  the Court 
observed: 
"Search and seizure under Section 132 is a serious invasion into 
the privacy of a citizen, therefore it has to be construed strictly. 
Sub section (4-A) was inserted by the Taxation laws 
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(Amendment) Act, 1975 with effect from 1.10.1975 to permit a 
presumption to be raised in the circumstances mentioned there 
in. before the insertion of subsection (4-A) the onus of proving 
that the books of account, other documents money, bullion, 
Jewellary etc. found in possession or control of a person in the 
course of a search belonged to that person was on the income tax 
department. Subsection 4A enables an assessing authority to 
raise a rebuttable presumption that such book of account, money, 
bullion etc. belonged to such person; that the contents of such 
books of account and other documents are true, and that the 
signatures and every other part of such books of account and 
other documents are signed by such person or are in the 
handwriting of that particular person." 
In State ofMadhya Pradesh v. Babulaf^, the Court held that: 
"Sexual violence apart from being a dehumanizing act is also an 
unlawful intrusion of the right to privacy and sanctity of a female 
and it is a serious blow to her Supreme honour and offends herself 
esteem and dignity." 
In Directorate of Revenue v. Mohammad Nisar Holia ^^ , the court observed: 
"That an authority can not be given an untrammeled power to 
infringe the right of privacy of any person. Even if a Statute 
confers such powers upon an authority to make search and 
seizure of a person at all hours and at all places, the same may be 
held ultra virus unless the restriction imposed are reasonable one, 
what would be reasonable restrictions would depend upon the 
nature of the statute and extent of the right sought to be 
protected. Although a statutory power to make a search and 
seizure by itself may not offend the right of privacy in a case of 
this nature. The least that a court can do is to see that such a right 
is not urmecessarily infringed right to privacy deals with person 
not places." 
"If he does not break a law would be entitled to enjoy his life and 
liberty which would include the right not to be disturbed. A right 
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to be let alone is recognized to be a right which would fall under 
Article 21 of the Constitution of India." 
In R. Sukanya v.R. Sridhar & Others^", the court observed: 
"The right to privacy created by the statute has to be preserved. 
The very inception of the provision of Section 22 in the Hindu 
Marriage Act makes it clear that matters pertaining to 
matrimonial affairs are intended to be conducted in camera and 
not intended to be divulged to others, except publication of the 
Judgment with the leave of the court Right to privacy in 
matrimonial matters between the parties in a litigation under 
marriage Acts is personal to the litigating parties. Thus it is 
manifestly clear that the legislature has intended to guard the 
right of privacy in relation to matrimonial matters and it is a 
settled legal position that the real meaning and effect should be 
given to the words employed in the statute. In the light of 
language employed in the statute, the right of privacy is so 
fundamental to the individual excepting to the extent provided 
under the Marriage Acts." 
In Smt. Rayala M. Bhuvaneshwari v. Nagaphanender Royals , the court 
observed that: 
"The act of Tapping by the husband of conversation of his wife 
with other without her knowledge was illegal and amounted to 
infringement of her right to privacy under Article 21 of the 
constitution. These talks even if true can not be admissible in 
evidence. The wife can not be forced to undergo voice test and 
then asked the expert to compare portion denied by her with 
admitted voice. The court observed that the purity of the relation 
between husband wife is the basis of marriage. The husband was 
recording her conversation on telephone with her friends and 
parents in India without her knowledge. This is clear 
infringement of right to privacy of the wife. If husband is of such 
a nature and has not faith in her wife even about her 
270 
PI'li 
mx i!','•«,!. 
mt mi 
If': ' I m 
conversations to her parents, then the institution of marriage 
itself becomes redundant." 
In Kunji Lai Lodhi v. smt Lata Bai Lodhi , the court held that: 
"Husband is not entitled for a leave to get her examined because 
seeking a medical examination of a lady in respect of her 
inability to perform an intercourse teintamount to lowering her 
dignity." 
The most significant development outside search and surveillance issues 
is the hew decision of the High Court of Delhi, In the Naz Foundation v. 
Government of .NCT of Delhi the case was public interest litigation brought by 
the NGO, Naz Foundation challenging the Constitutional validity of Section 
377 of the Indian Penal Code, 1860 , which criminally penalizes what is 
described by the section heading as 'unnatural offences' ('Whoever voluntarily 
has carnal intercourse against the order of nature with any man, woman or 
animal . . . ' ) , therefore in the Court's interpretation effectively criminalizing sex 
other than heterosexual penile vaginal. 
The Delhi High Court initially dismissed the application as an 'academic 
challenge', but was required by the Supreme Court in 2004 to re-examine the 
matter. 
The petitioners argued 'to the effect that the prohibition of certain 
private, consensual sexual relations (homosexual) provided by Section 377 IPC 
unreasonably abridges the right of privacy and dignity within the ambit of right 
to life and liberty under Article 21 [which] can be abridged only for a 
compelling state interest which, in its submission, is amiss here'. As the Court 
noted 'A rather peculiar feature of this case is that completely contradictory 
affidavits have been filed by two wings of Union of India. The Ministry of 
Home Affairs (MHA) sought to justify the retention of Section 377 IPC, 
whereas the Ministry of Health & Family Welfare insisted that continuance of 
Section 377 IPC has hampered the HIV/AIDS prevention efforts.' The Court 
concluded that 'it is clear that the thrust of the [MHA's] resistance to the claim 
in the petition is founded on the argument of public morality. Though the MHA 
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has referred to the issue of public health and healthy environment, the affidavit 
has not set out elaborately the said defence.' 
The observation of the Court holding that Section377 breached the right of 
privacy is as follows: 
"The sphere of privacy allows persons to develop human 
relations without interference from the outside community or 
from the State. The exercise of autonomy enables an individual 
to attain fulfillment, grow in self-esteem, build relationships of 
his or her choice and fulfill all legitimate goals that he or she 
may set. In the Indian Constitution, the right to live with dignity 
and the right of privacy both are recognized as dimensions of 
Article 21. Section 377 IPC denies a person's dignity and 
criminalizes his or her core identity solely on account of his or 
her sexuality and thus violates Article 21 of the Constitution, as 
it stands. Section 377 IPC denies a gay person a right to full 
personhood which is implicit in notion of life under Article 21 of 
the Constitution." 
The Court then disposed of claims that this invasion of privacy was 
justified within the exception to Article 21: 
"While it could be "a compelling state interest" to regulate by 
law, the area for the protection of children and others incapable 
of giving a valid consent or the area of non-consensual sex, 
enforcement of public morality does not amount to a "compelling 
state interesf to justify invasion of the zone of privacy of adult 
homosexuals engaged in consensual sex in private without 
intending to cause harm to each other or others. It is not within 
the Constitutional competence of the State to invade the privacy 
of citizen's lives or regulate conduct to which the citizen alone is 
concerned solely on the basis of public morals. The 
criminalization of private sexual relations between consenting 
adults absent any evidence of serious harm deems the provision's 
objective both arbitrary and unreasonable. The state interests 
"must be legitimate and relevant" for the legislation to be non-
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arbitrary and must be proportionate towards achieving the state 
interest. If the objective is irrational, unjust and unfair, 
necessarily classification will have to be held as unreasonable. 
The nature of the provision of Section 377 IPC and its purpose is 
to criminalize private conduct of consenting adults which causes 
no harm to anyone else. It has no other purpose than to 
criminalize conduct which fails to conform to the moral or 
religious views of a section of society. The discrimination 
severely affects the rights and interests of homosexuals and 
deeply impairs their dignity." 
In Suchitra Srivastave and anothers v. Chandigarh Administration^'*, the Court 
observed: 
"When the MTP Act was first enacted in 1971 it was largely 
modeled on the Abortion Act of 1967 which has been passed in 
the United Kingdom. The legislative intent was to provide a 
'qualified right to abortion' and the termination of pregnancy has 
never been recognized as a normal recourse for expecting 
mothers. There is no doubt that a woman's right to make 
reproductive choices is also a dimension of personal liberty as 
understood under Article 21 of the Constitution of India. It is 
important to recognize that reproductive choices can be exercised 
to procreate as well as to abstain from procreating. The crucial 
consideration is that a women's right to privacy, dignity and 
bodily integrity should be respected. This means that there 
should be no restriction whatsoever on the exercise of 
reproductive choices such as women's right to refuse 
participation in sexual activity or alternatively the insistence on 
use of contraceptive methods. Further more, women are also fi-ee 
to choose birth control methods such as undergoing sterilization 
procedure. Taken to their logical conclusion reproductive rights 
include a women's entitlement to carry pregnancy to its full term, 
to give birth and to subsequently raise children." 
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In Smt. Selvi & Others v. State ofKamataka, ^^ the decision made by the 
Supreme Court of India is strikingly indicated that the American doctrine of 
due process has firmly become a part of Indian Constitutional Law, despite the 
Constitution -framers' contrary intentions. In this case Chief justice K.G 
Balakrishnan held that: 
"The 'Substantive due process' is now a 'guarantee' under the 
Constitution. This declaration is a remarkable rejection of the 
framers' decision to delete the due process clause. In its narco-
analysis opinion, the court upheld a right to mental privacy, 
recognizing an 'unenumerated' right as American courts would 
in exercise of the due process clause." 
"No individual should be forcibly subjected to any of the 
techniques in question, whether in the context of investigation in 
criminal cases or otherwise doing so would amount to an 
unwarranted intrusion in to personal liberty. Forcible interference 
with a person's mental processes is not provided under any 
statute and it most certainly comes in to conflict with the right 
against self incrimination." 
Recapitulation 
In view of above propositions we may safely conclude that Indian 
Constitution has not yet granted but only reasoned this right. The existing law 
just affords a principle which if properly invoked may protect the privacy of 
the individual. Indian judiciary has been using judicial activism to widen the 
ambit of the Article 21 of the Constitution of India. Where the seeds of the 
privacy right may be found. The journey began in 1963, when for the first time 
the issue regarding right to privacy was raised in Kharak Singh v. state of UP, 
the Question was whether right to privacy might be implied from existing 
ftmdamental rights in the constitution of India Article 19(l)(d), Article (1) (e) 
and 21. Majority opinion was that our constitution does not in express terms 
confer any such right on the citizens. The dissenting opinion of Subba Rao 
Justice was in favour of inferring right to privacy from right to personal liberty 
is the basis of the evaluation of the right to privacy in India. Even though the 
274 
Cfiapter-^igfit 
Supreme Court has vociferously declared the existence of a Constitutional right 
to privacy. 
In Govind v. State of M.P, this right again came for consideration before 
the Supreme Court of India, and this time Supreme Court took a more elaborate 
view and accepted a united right to privacy as an emanation from Articles 
19(l)(a), and Article 21. It was also said that the right is not absolute so 
reasonable restrictions may be imposed on this right. 
R. Raj Gopal v. State of Tamil Nadu is the watershed in the 
development of the Indian law of privacy. The court recognized two aspects of 
the right to privacy, the tortious law of privacy which affect on action for 
damages resulting from an unlawful invasion of privacy, and secondly the 
constitutional right "to be let alone" implicit in the right to life and liberty 
under Article 21 
The court hastens to add that "the principles above mentioned are only 
the broad principles. They are neither exhaustive nor all comprehensive indeed 
no such enunciation is possible or advisable. 
However the decision in State of Maharashtra v. Madhukar Narain is an 
exception in this category of cases but the judgment also has its limitations. It 
is high time that our courts disregards this attitude of self restraint and wait for 
the privacy from right to go through a case by case development and assert 
itself and use this right to invalidate laws and actions violating privacy. 
Indian court seems to having a very serious problem in defining the 
essence and scope of privacy right. In People Union for Civil Liberties v. 
Union of India, court held that telephone tapping a form of technological 
"Eavesdropping" infringed the right to privacy. Finding that the government 
had failed to lay down a proper procedure under section 5(2), the court 
prescribed stringent measures to protect the individual privacy to the extent 
possible. 
In X V. Hospital Z, The Supreme Court was confronted with the test of 
striking a balance between two conflicting fundamental rights: the Aids 
patients right to life which included his right to privacy and confidentiality of 
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his medical condition, and the right of the lady to whom he was engaged to 
lead to healthy life. Supreme Court held that right to privacy is an essential 
component of right to life but it is not absolute and may be restricted for the 
prevention of crime, disorder or protection of health or morals or for the 
purpose of protection of rights and freedom of others. There fore the right 
which would advance the public morality or public interest would alone be 
enforced through the process of law for the reason that moral consideration can 
not be kept at bay. Cases related to the restitution of conjugal rights, a concept 
abolished in more civilized courtiers, have not recognized the right to privacy 
in India, this area is yet to develop, T Sareetha v. Venkata Subbaiah is perhaps 
the only major decision in India involving decisional privacy. 
The most significant development in respect of protection of privacy is 
the recent decision of the High Court of Delhi in the Naz Foundation Case, in 
which the Court held that Section 377 of the Indian penal code violated 
Articles 21, 14 and 15 of the Constitution, insofar as it criminalizes consensual 
sexual acts of adults in private. Because of the doctrine of severability, it 'will 
continue to govern non-consensual penile non-vaginal sex and penile non-
vaginal sex involving minors' [under 18]. 
Right to privacy in respect of abortion is another such area which has 
not discussed in any Indian legislation. 
Recently in Suchitra Srivastave and anothers v. Chandigarh Administration '^*, 
the Supreme Court observed that, there is no doubt that a woman's right to 
make reproductive choices is also a dimension of personal liberty as 
understood under Article 21 of the Constitution of India. It is important to 
recognize that reproductive choices can be exercised to procreate as well as to 
abstain from procreating. The crucial consideration is that a women's right to 
privacy, dignity and bodily integrity should be respected. This means that there 
should be no restriction whatsoever on the exercise of reproductive choices 
such as women's right to refuse participation in sexual activity or alternatively 
the insistence on use of contraceptive methods. Further more, women are also 
free to choose birth control methods such as undergoing sterilization 
276 
1' ^ l i Ml i 
'M l^^l 
procedure. Taken to their logical conclusion reproductive rights include a 
women's entitlement to carry pregnancy to its full term, to give birth and to 
subsequently raise children. 
The Supreme Court decision in Smt. Selvi & Ors. v. State of Kamataka 
is a welcome development in respect of protection of privacy. In which the 
court held that narco, polygraph and brain mapping tests can no more be 
conducted on anyone, either an accused or a suspect, without his/her consent. 
A bench of Chief Justice K.G. Balakrishnan and Justices R.V. Raveendran and 
J.M. Panchal said that the forcible administration of these tests was "an 
unwarranted intrusion into the personal liberty" of those facing criminal 
offences." No individual should be forcibly subjected to any of the techniques 
in question, whether in the context of investigation in criminal cases or 
otherwise. Doing so would amount to an unwarranted intrusion into personal 
liberty," The recent verdict of the Supreme Court that narco analysis, 
polygraph and brain mapping tests can not be conducted on an accused or a 
suspect with out his or her consent has been hailed by members of the legal 
fraternity and human rights activists as a notable contribution to the cause of 
personal liberty and privacy. 
Law is not static, it is ever-changing and dynamic, and therefore, the 
right of privacy as a judicial and constitutional right is a developing right. In 
Indian law, the right of privacy is in its infant stage. It is just present in Article 
21 of the Constitution of India. There is an urgent need for the law to address 
such lacunas. 
To conclude the right to privacy in India as in any other jurisdiction, 
though not statutorily codified as yet. Its scope is by the lack of such a 
codification neither extremely narrow nor considerably wide. It is on the other 
hand relatively ambiguous. This implies that this aspect should be handled with 
a great deal of care and circumspection. 
277 
Cfiapter-(Eigfit 
Notes & References: 
1. AIR 1935 All 1002. 
2. (1964) ISCR 332. 
3. (1877) 94 U.S. 113,142. 
4. (1949) 338 U.S. 225. 
5. 1964 SCR 1077. 
6. AIR 1974 SC 348. 
7. AIR 1975 SC 1378. 
8. SupraNote7atl384. 
9. Id 1385. 
10.1d.l384. 
11.The majority of the Indian (Men and women) are accustomed to ease 
them in an open space under the open sky in a broad day light and in 
public gazing eyes. 
12.Dauglas J. in U.S. v. White: (1971) 401 US 745 at p. 756. 
13.Younger Reports Cond. 5012 of 1972 at p.8. 
14.Report of the committee on privacy younger committee, U.K. Canda 
5012 of Morison: Report on the law of privacy, see also cowen's: 
individual liberty and the law. Eastern Law House, Oceana publications, 
1977. 
15.(1971) 381 US 479. 
16.381 US 479 at 510. 
17.(1973) 410 US 113. 
18.The wages of crying wolf: A comment on Roe v. Wade, 82 Yale Law J. 
920 at 932. 
19.1d. 1385. 
20.277 US 438. 
21.(1949) 338 US 25. 
22.Supra Note 15. Griswold v. Connecticut (1971) 381 US 479. 
23.Ibid. 
278 
CRapter-fEigfit 
24.1d 1386. 
25.AIR 1981 SC 760. 
26.AIR 1980 SC 185. 
27.AIR1986SC180atp. 183. 
28.AIR 1991 SC 207. 
29.AIR 1995 SC 264. 
30.AIR 1997 SC 568. 
31.Ibid. 
32.1bid. 
33.Ibid. 
34.1bid. 
35.AIR 1983 AP 356. 
36.AIR 1984 Delhi 66. 
37.SupraNote35. 
38.(1924) p.l9. 
39.Halsbury's Laws of England 3"^ Edition, Volume 12 p. 284. 
40.(1790) Hag Con 144; 
41.(1824) 2 Add 382: 162 ER 335. 
42.(1825) 34 LJPM&Al 11. 
43.(1946) 2 ALL ER 1(11). 
44.(1948) 1 KB 175. 
45.Thomas v. Thomas (1948) 2 KB, 294, Per Lord Goddard CJ. At p. 297. 
46.(1897) Ac 395. 
47.1bid. 
48.1n Saroj Rani v. Sudarshan Kumar AIR (1984) S.C. 1562 Saritha's case 
was over ruled. But the court in this case has not in anyway interfered 
with the courts observation regarding privacy right in Ayyappankutty v. 
State (1986) K.L.T. 383 the Kerala High Court even opined that 
fundamental right under Article 21 could not only be treated as a 
pervasive right. In this case the petitioner was undergoing imprisonment 
279 
i iiiiii |i|i:i| te^ 
and was expected an immediate release from Jail. His photograph was 
published in the taxi stands at this time. This action was challenged as 
violative of prisoner's right and liberty under Article 21 of the 
Constitution. However petitioners claim was rejected. 
49.1998 (2) KLT.468. 
SO.Ibid. 
51.1dat482. 
52.AIR 1999 SC 495. 
53.Ibid. 
54.1bid. 
SS.Ibid. 
56.AIR 1999 SC 2378. 
57.AIR2000SC1470. 
58.AIR 2002 Delhi 217. 
59.1bid. 
60.AIR 2003 SC 2136,2138. 
61.AIR2003P&H353. 
62.AIR 2003 SC 3450. 
63.Ibid. 
64.AIR 2004 SC 2282. 
65.AIR 2005 SC 186, (2005) ISCC 496. 
66. AIR 2007 AP 17. 
67.(2007) ISCC 789. 
68.(2008) ISCC 234. 
69.(2008) 5SCJ 524. 
70.AIR 2008 Madras 244. 
71.AIR 2008 Andhra Pradesh 98. 
72.AIR 2009 (NOC) 694 ORI. 
73.WPONo.7455/2001 Date of decision 2"*^  July 2009 Reported 2010 
CriLJ94 Delhi. 
280 
CONCLUSION 
SUGGESTIONS 
ConcCusion ^Suggestions 
CONCLUSION d SUGGESTIONS 
"There is a sacred realm of privacy for every man and woman where he 
makes his choices and decisions-a realm of his own essential right and liberties 
in to which the law, generally speaking, must not intrude." 
(Geoffrey Fisher) 
The concept of privacy is not a simple or isolated issue. Its protection 
through law inevitably conflicts with other important values. Privacy is an 
unusually broad term, encompassing both fundamental Constitutional rights 
such as freedom from government intrusions into homes and the right of 
citizens to make decisions about marriage, contraception and abortion and less 
well defined and arguable less critical issues. 
Privacy is subjective and often emotional issue, what threatens 
individual's sense of privacy may not concern to another person. Sociologist as 
well as psychologist agrees that a person has a ftindamental need for privacy. 
Most discussion about this extremely intricate subject take as their preliminary 
point the phrase 'the right to be let alone' coined by Cooley and adopted by 
Warren and Brandies in a Seminal Harvard Law Review article, which has 
been held as providing the basis for the birth and development of the law in this 
area. 
It is one of the most difficult tasks to define the term privacy, as the 
meaning of privacy varies widely depending upon the context and 
circumstances. It has been described as the rightful claim of the individual to 
determine the extent to which he wishes to share himself with others. It means 
right to withdraw or to participate as he sees fit. It also means the individual's 
right to control dissemination of information about himself in his own personal 
possession. 
Privacy originates from the word 'Privi' which means something very 
secret. This shows that there are certain actions or moments in man's life which 
he wishes to discharge them without any interference from any one. A person 
has a right to safeguard the privacy of his own, his family, marriage, 
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procreation, motherhood, child bearing and education among other matters. No 
one can pubUsh anything concerning the above matters without his consent 
whether truthful or otherwise or whether laudatory or critical. 
Privacy has also been defined by Edward Shills "as a zero relationship 
between two or more persons in the sense that there is no interaction or 
communication between them if they so choose". 
The concept of privacy is used to describe not only rights purely in the 
private domain between individuals but also constitutional rights against the 
state. The former is concerned with the extent to which an individual or media 
is entitled to personal information about another. The later is about the extent to 
which state can intrude into the life of the citizens to keep watch over his 
movement. Another noted author Alan F. Westin defines privacy as, "The 
claim of individuals, groups or institutions to determine for them when how 
and to what extent information about them is communicated to others". 
Robert Ellis Smith define privacy as "the desire by each of us for 
physical space where we can be free of interruption, intrusion, embarrassment 
or accountability and the attempt to control the time and manner of disclosures 
of personal information about ourselves". 
In 1990, the Calcutt Committee in the United Kingdom adopted its 
definition on privacy as "the right of the individual to be protected against 
intrusion into his personal life or affairs or those of his family, by direct 
physical means or by publication of information". 
The conclusion reached at the Nordic conference of Jurists in May, 1967 
gives a considerable broader definition of the legal field covered by the concept 
of privacy. According to these conclusions, "The right to privacy means the 
right of the individual to be protected against intrusion into his personal life or 
affairs, or those of his family, by direct physical means or by publication of 
information." 
Privacy is recognized around the world in diverse regions and cultures it 
is protected in the Universal Declaration of Human Rights and in many other 
International and Regional Human Right Treaties. The modem privacy bench 
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mark at an international level can be found in the 1948 Universal Declaration 
of Human Rights, which specifically protects territorial and communications 
privacy. Article 12 states: No one should be subjected to arbitrary interference 
with his privacy. Family, home or correspondence nor to attack his honour or 
reputation every one has the right to the protection of the law against 
interference or attack. 
Article 8 of the 1950 convention for the protection of Human Rights and 
fundamental freedom states: 
• Every one has the right to respect for his private and family life, his 
home and his correspondence. 
• There shall be no interference by a public authority with the exercise of 
this right except as in accordance with the law and is necessary in a 
democratic society in the interests of national security, public safety or 
the economic well being of the country. 
In a nutshell it may be inferred that privacy as a right has 
acquired varied dimensions but the conceptual and ideological vacuums 
persist even today. It would not be wrong to admit that privacy as a 
concept is the brain child of neo-liberalist philosopher even though its 
existence can be found in every legal system. Privacy is one legal right 
which is intricately indulged in the social pattern and is influenced by it. 
The varied approaches discussed above clearly indicate that this 
philosopho-legal concept can not be circumscribed into water tight 
compartments nor can there be a universal approach to privacy. Of 
course there are few incidents that are common to all legal systems 
irrespective of time. But the similarities seem very small and when we 
settle down to analyze the variations it would lead us to a plethora of 
contradictory and irreconcilable ideological approaches. 
We do not have sound legal frame work and clear concept of privacy. 
This in consequence results in denial of privacy rather than securing it. Only a 
clear law and literature can out do this definitional dilemma thus making way 
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towards securing individuals their privacy not as a privilege of few but as a 
matter of right for all. 
Man's need for privacy is rooted in his animal's origins and that men 
and animals share several basic mechanisms for claiming privacy among their 
own fellows. But human beings are individuated differently in different 
cultures. The value of a cultural lies not only in raising and enlarging the 
internal man but also in shaping his external existence and advance towards 
high and great ideals. 
Hindus, Muslims, Christians and Sikhs and many other religious sects in 
India live side by side in relative harmony. The right to privacy is one of the 
fundamental rights recognized in the entire communities' world over. If we go 
through the religious texts we find special references to privacy in ancient 
Greek Literature in various Sanskrit epics viz The Mahabharata, The 
Ramayana and in Puranic literature. In Islam the principles that defines the 
boundaries of privacy are rooted in the textual source of Islamic law. The 
Quran and The Surma (Tradition) of the Prophet Mohammad (PBUH). In 
Christianity privacy is accepted as a social norms, one can see several 
references of privacy in The Holy Bible. 
Hindus Dharam shastras also recognized the concept of privacy. The 
ancient Indian theory based on the Upnishadic Literature prescribes meditation 
which is not possible without concentration and concentration is possible if the 
person concentrating is not disturbed. The policy underlying the rules 
regulating the constructions of the houses found in Grihya Sutras, The 
Ramayana, The Mahabharata manifests ample consideration and respect for 
one's privacy. A person was not to be disturbed while studying, sleeping, 
meditating and while attending or discharging his religious duties. The use of 
curtains as described in the Ramayana is pointer in the same direction. 
Enjoyment of sex and food was also recommended in a place where one could 
exclude the side of other persons. There were stringent rules punishing those 
who used to disclose or divulge the confidential information. A duty was 
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imposed to avoid seeing a naked woman when she used to dress herself and 
while giving birth to a child. Peoples were respected and treated with dignity. 
Islamic law is divinely ordained comprehensive system regulating 
public and personal matters as well. The Quran the holy book of Islam revealed 
to the Prophet Mohammad (PBUH) and traditions of Prophet Mohammad are 
the principal source of Islamic law. Islamic law explicitly protects privacy of 
home as a fundamental Human right. The home derives its importance as a 
sanctuary for the family and carries with it associations and meaning which 
makes it particularly important. In this context Quran States: 
O ye, who believe, enter not houses other than your own, until you have 
asked permission This is for your own good, so what you might bear in 
mind. Hence, if you fmd no one in the house do not enter it until you are given 
leave; and you are told "turn back" the turn back. This will be most conductive 
to your purity: and God has full knowledge of all you do. 
The Prophet Mohammad (PBUH) also emphasized the right of the 
people to be protected against unreasonable intrusions into their privacy. He 
stated: 
If a person looks at you (referring here to a man's home where he 
expects privacy) without your permission and you pelt with a stone and put out 
his eye, no guilt will be on you. Thus we have found that the privacy of the 
home is guaranteed under Islamic law as a core value and fimdamental Human 
right. 
The Bible does not treat privacy specifically but we can see several 
references of privacy therein. The Bible says that in a marriage relationship 
sexual union is to be done in Private. Jesus Christ taught his followers to keep 
their generosity private, at least to the extent in which they were able. Another 
inference of privacy is on the description of Nooh after the great flood, he lay 
uncovered in his tent and Ham violated his father's privacy by looking upon his 
father naked and by telling his brothers about it. 
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Even though the need to privacy was accepted by ancient societies, the 
evolution of privacy as a legal right is of recent origin. It has become one of the 
most important Human Rights of the modem age. 
In India there are no comprehensive or sectoral privacy legislations or 
any independent over sight agency. Neither the Constitution of India expressly 
recognizes the right to privacy. In fact curiously enough some scholars have 
even questioned whether privacy is, after all a value some what alien to Indian 
culture. While the right to privacy is not explicitly enumerated in the Indian 
Constitution only Judicial pronouncement of the Supreme Court of India 
provide the basic resources for both the purposes and the content of the right to 
privacy. 
For the first time in M.P. Sharma's case the right to privacy was invoked 
in context of search and seizure. 
It took a quarter of century of the functioning of the constitution before 
the right to privacy received the status of a constitutional right. The main issues 
relating to the recognition of privacy have confronted the state power of 
searches and surveillance. The Indian Supreme Court adopted a narrow and 
formalistic approach, pointing to the absence of a specific constitutional 
provision analogous to the fourth amendment of the US constitution to protect 
the right to privacy of Indian from unlawful searches. This disappearing 
decision was followed nearly a decade later by Kharak Singh v. State of UP 
where in the right to privacy was again invoked to challenge police surveillance 
of an accused person. 
The majority said that personal liberty in Article 21 is comprehensive to 
include all varieties of rights which go to make up the personal liberty of a man 
other than those dealt with in Article 19(1) (a). According to the court while 
Article 19(1) (d) deals with the particular types of personal freedom. Article 21 
takes in and dealt with the residue. 
Govind v. State of Madhya Pradesh is another case on domiciliary visits. 
The Supreme Court laid down that privacy-dignity claims deserve to be 
examined with care and to be denied only when an important countervailing 
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interest is shown to be superior if the court does find that a claimed right is 
entitled to protection as a fundamental privacy right, a law infringing it must 
satisfy the compelling state interest. Over the course of the next three decades, 
the court has established other aspects of the right to privacy. 
Right to privacy gained recognition mainly through judicial activism. It 
is not a fundamental right but still an essential ingredient of fundamental right. 
Such right is incorporated under Article 21 through various judicial pronounce-
ments, though there are certain statutes which have recognizes the right to 
privacy in it. Such as Sections 28, 29, 164(3) and 165 of Criminal Procedure 
Code 1973, Sections 228, 376A, 376B, 376C, 376D, 509, 494, 495,295 and 
Section 352 of Indian Penal Code 1860, Section 22 of Hindu Marriage Act 
1955, Section 36 of the Children Act 1960, Section 18 of the Indian Easement 
Act 1882, Right to privacy is further encompassed in the field of Law of Torts, 
Section 74 of the Indian Contract Act 1872, and Section 122 of the Indian 
Evidence Act 1872. There are certain provisions under Information Technology 
Act 2000 i.e. Sections 30, 33, 66, and Section 72 which deals with law relating 
to privacy. Sec. 8(1) of The Right to Information Act 2005, Section 2(1) of the 
Indian Post Office Act 1898, and Section 20 of the Credit Information 
Companies (Regulation) Act 2005 Enumerates Privacy principles. 
The concept of privacy differs from nation to nation in terms of the 
impact of culture on interpersonal relations. Indeed the law of a nation reflects 
and recognizes its fundamental norms. Right to privacy has been developing in 
many countries of the world to meet the needs to protect the individual from 
unreasonable intrusions in to areas of intimate concern. Globally, the right to 
privacy is one of the most carefully guarded rights, especially in an age where 
vast amounts of personal Information is provided, used, traded and even stolen 
with the close coupling that has occurred between computing and 
communications, particularly. 
An originating point of reference in the process of assessing an 
information privacy law would involve examining the US Federal privacy 
statute-an 'ideal privacy law' that has kept pace with the rapidly evolving 
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facets of individual privacy, since its inception in 1974, still the most 
comprehensive federal privacy legislation in the United States. Thus despite the 
fact that the US federal privacy statutes seem to be a fairly comprehensive 
statute with regard to securing, protecting and use of personal information 
relating to individuals due to contemporary technological developments and the 
emergence of newer and still evolving facets of individual privacy, the United 
State's Government has enacted various legislations that are seemingly 
adequate in the efforts to conserve and protect individual privacy. 
The United States Government has dealt in full measure with these 
emerging privacy issues by enacting a slew of statutes and legislations and 
making concerted efforts towards the conservation of individual privacy some 
of the key legislations enacted by the US Government are the Bank Secrecy 
Act, Cable TV privacy Act of 1984. Electronic Communications Privacy Act, 
Fair Credit Reporting Act, Family Educational Right to Privacy Act, Freedom 
of Information Act. Privacy Act of 1974, Right to Financial Privacy Act of 
1978 and the Video privacy protection Act of 1988 as also the Children's 
Online Privacy Protection Act (COPPA). The main goal of COPPA and the 
rules there under is to protect the privacy of children using the internet. Key 
provisions of the final rule privacy notice on the website, verifiable parental 
consent, choice regarding disclosure to third parties etc. 
It may hardly be doubted that the lack of a clear legal remedy in respect 
of the non consensual disclosure of personal information are one of the most 
serious lacunae in United Kingdom is increasing day by day. Warren and 
Brandies had rightly observed that "press ability and willingness to inflict 
through invasions of privacy i.e. mental pain and distress for greater than could 
be inflicted by mere bodily injury". 
United Kingdom does not have a written constitution or a specific law 
on privacy. However, in 1998, the parliament approved the Human Rights Act 
intended to incorporate the European Convention on Human Right into 
domestic law, a process that will establish an enforceable right of privacy. The 
Act came into force on October 2, 2000. 
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There are also a number of other laws containing privacy components, 
most notably those governing medical records and consumer credit 
information. Other laws with privacy components included Rehabilitation of 
Offenders Act of 1974. 
The Telecommunications Act of 1984 as (amended by the 
Telecommunication Regulations of 1999), The Police Act of 1977, The 
Broadcasting Act of 1996 and the protection from Harassment Act of 1997. 
Some of these acts are amended and may be repealed in part by the 1998 Data 
Protection Act. The Crime and Disorder Act of 1998 provides for information 
sharing and data matching among public bodies in order to reduce crime and 
disorder. The data protection commissioner has issued a report on the privacy 
implications of this Act. 
The privacy picture in the UK is mixed, at some levels there is strong 
public recognition and defense of privacy. There has been a proliferation of 
CCTV cameras in hundreds of Towns and cities in Britain. In March 2001 the 
Scottish parliament introduced a freedom of Information bill that has been 
generally regarded as stronger that the English FOIA Act, But still featuring 
broad exemptions coupled with the threat of high access Costs. 
The UK is a member of the Council of Europe and has signed and 
ratified the Convention for the protection of individuals with regard to 
automatic processing of personal data along with the European convention for 
the protection of Human Rights and fundamental freedoms. In addition to these 
commitments the UK is a member of the Organization for Economic 
Cooperation and Development and has adopted the OECD guidelines on the 
protection of privacy and Transborder flows of personal Data. 
While privacy issues are not featured prominently in the daily news in 
Australia, the legal safeguards for personal information remain limited. Privacy 
law in Australia comprises a number of common wealth (federal) statutes 
covering particular sector and activities, some state or territory laws with 
limited effect and the residual common law protections, which have very 
occasionally been used in support of privacy rights through actions for breach 
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of confidence, defamation, trespass or nuisance. The Principal Federal Statutes 
is The Privacy Act of 1988 which has four main areas of application, which 
gives partial effect to Australia's commitment to the OECD guidelines to the 
International Covenant on Civil and Political Rights (ICCPR), Article 17 of 
ICCPR creates a set of eleven Information Privacy Principles (IPPs) based on 
those in the OECD guidelines that apply to the activities of most federal 
Government Agencies. In November 1999, the Australian Security Intelligence 
Organization Legislation Amendment Act 1999 was passed by the common 
wealth parliament. 
There is no explicit right to privacy in Canada's Constitution and 
Charter of Rights and Freedom. However in interpreting Section 8 of the 
charter, which grants the right to be secure against unreasonable search or 
seizure Canada's Courts, have recognized an individual's right to a reasonable 
expectation of privacy. The federal Parliament of Canada approved the Bill C-6 
and passed the Personal Information Protection and Electronic Documents Act 
in April 2000. The Act adopts the CSA International Privacy Code. 
Canada appears to have fashioned its private sector privacy law with an 
eye to achieving 'adequacy' by EU standards and there by forestalling trade 
disputes like the controversy that later nearly triggered a trade war between the 
USA and the EU over export of European personal data to America. 
In Irish Constitution there is no express reference to a right to privacy, 
the Irish Supreme Court has ruled an individual may invoke the personal rights 
provision in Article 40.3.1 to establish an implied right to privacy this article 
provides that "The state guarantees in its laws to respect and as far as 
practicable by its laws to defend and vindicate the personal rights of citizens". 
Ireland has signed and ratified the European convention for the 
protection of Human Rights and Fundamental freedoms. 
The freedom of Information Act was approved in 1997 and went in to 
effect in April 1998. Ireland is a member of the Organization for Economic 
Cooperation and Development and has adopted the OECD guidelines on the 
protection of privacy and Transborder flows of personal Data. It is also a 
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member of the Council of Europe and as mentioned above it introduced the 
1988 Data Protection Act to give effect to Convention for the protection of 
individuals with regard to automatic processing of personal Data. 
Lastly as in other prosperous countries both state and private 
organization in Germany maintains a vast variety of data systems on private 
persons. The world's first data protection law was passed in the German Land 
of Hessen in 1970. In 1977 a Federal Data Protection Law (BDSG) followed, 
which was reviewed in 1990, amended in 1994 and 1997. The general purpose 
of the law is to protect the individual against violations of his personal right by 
handling person-related data. 
Even with the adoption of legal and other protections violations of 
privacy remain a concern. In may countries, laws have not kept pace with the 
technology leaving significant gaps in protection. In other countries, law 
enforcement and intelligence agencies have been given significant exemptions. 
Finally, without adequate oversight and enforcement, the mere presence of a 
law may not provide adequate protection. 
The current situation is that despite the existence of the legislative 
framework and the efforts of National and international data protection 
authorities and bodies, privacy abuse continues on a vast and persistent scale. 
The right to privacy is recognition of the individual's right to be let 
alone and to have his personal space inviolate. The need for privacy and its 
recognition as a right is a modem phenomenon. In early times, the law afforded 
protection only against physical interference with a person or his property. As 
civilization progressed, the personal, intellectual and spiritual facets of the 
human personality gained recognition and the scope of the right to privacy 
expanded to give protection to these needs. 
The concept of privacy is used to describe not only rights purely in the 
private domain between individuals but also constitutional rights against the 
state. The former deals with the extent to which a private citizen is entitled to 
personal information about another individual. The later is about the extent to 
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which government authorities can intrude into the life of the private citizen to 
keep a watch over his movements through devices such as telephone-tapping . 
This aspect also concerns the extent to which goverrmient authorities 
can exercise control over personal choices: for instance by determining 
whether a pregnant women has the right to abortion, or whether on HIV 
infected person has the right to marry or have children. Whether women of 
easy virtue is entitled to privacy and whether a remedy of restitution of 
conjugal rights violates the right to privacy. 
Telephone conversation is a part of modem man's life. It is considered 
so important that more and more people are carrying mobile phones in their 
pocket. Telephone conversation is an important facet of man's private life. 
Telephone tapping would thus interact Article 21 of the constitution unless it is 
permitted under the procedure established by law. Section 5(2) of the Indian 
Telegraph Act, 1885 empowers the Central Government or the State 
Government or any specially authorized officer to intercept message if satisfied 
that it is necessary or expedient so to do in the interest of sovereignty and 
integrity of India, the security of the state, friendly relation with foreign states, 
public order or for preventing incitement to the commission of an offence. It 
can be done in the event of the occurrence of public emergency or in the 
interest of public safety for reasons to be recorded in writing. A division bench 
of the Supreme Court in Peoples Union for Civil Liberties v. Union of India 
laid down certain procedural safeguards to be observed before resorting to 
telephone tapping under section 5(2) of the Indian Telegraph Act. 
In Mr. X. V. Hospital Z, the Supreme Court held that Right to privacy is 
not absolute and may be lawfully restricted for the prevention of crime, 
disorder or for protection of health or morals or protection of rights and 
freedom of others. When a patient was found to have HIV positive, its 
disclosure by a doctor would not be violative of either on the ground of 
confidentiality or the patients right to privacy as the lady with whom the patient 
is likely to be married is saved in time by such disclosure, or else, she would 
have been infected with the dreadful disease had her marriage taken place and 
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consummated. Therefore, the right which would advance the pubhc morahty or 
public interest would alone be enforced through the process of law for the 
reason that moral consideration can not be kept at bay. 
In regard to right to privacy of woman the Supreme Court held in State 
of Maharashtra v. Madhulkar Narain that any woman of easy virtue is entitled 
to privacy and no one is entitled to invade her privacy as and when one likes. 
She is entitled to protection if there is any attempt to violate such right against 
her wish. 
However in state of Maharashtra v. R.J Gandhi Court held that a female, 
who was the victim of a sexual assaults kidnap, abduction or like offence, 
should not further be subjected to the indignity of her name and the incident 
being published in press/media. 
Right to personal privacy includes the abortion decision, but this right is 
not unqualified and must be considered against important state interest in 
regulation. The pregnant woman can not be isolated in her privacy. The 
situation there are is inherently different from marital intimacy, bedroom 
possession or obscene materials or marriage or procreation or education. It is 
reasonable and appropriate for a state to decide that at some point in time 
another interest that of health of the mother or that of potential human life, 
becomes significantly involved. The woman's privacy is no longer sold and 
any right of privacy she possesses must be measured accordingly. 
In Suchitra Srivastava's case court held that there is no doubt that a 
woman's right to make reproductive choices is also a dimension of personal 
liberty as understood under Article 21 of the constitution of India. It is 
important to recognize that reproductive choices can be exercised to procreate 
as well as to abstain from procreating. The crucial consideration is that a 
women's right to privacy, dignity and bodily integrity should be respected. 
This means that there should be no restriction whatsoever on the 
exercise of reproductive choices such as women's right to refuse participation 
in sexual activity or alternatively the insistence on use of contraceptive 
methods. There are many aspects of privacy, including the right to privacy in 
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the light of restitution of conjugal rights which requires special attention. The 
question of relation between the right to privacy and restitution of conjugal 
rights arose for the first time in T. Sareetha v. T.V. Subbaiah. The decision in 
T. Saritha's case is forthright and aggressively bold. It was the first decision by 
an Indian High Court to invalidate a law as violating the decisional privacy of a 
woman. The c court in this case categorically held that a women's right to 
privacy which is implicit in Article 21 includes the right to marital privacy. 
We are rapidly entering the age of no privacy, where every one is open 
to surveillance at all times, where there are no secrets from the Government. 
The aggressive breaches of privacy by the Government increase with geometric 
proportions. "Wiretapping" and "bugging" run rampant, without effective 
judicial or legislative control. Secret observation booths in government offices 
and closed television circuits in industry, extending even to rest rooms, 
common; offices, conference rooms, hotel rooms and even bed rooms are 
"bugged for the convenience of government. Federal agents are often wired so 
that their conversations are either recorded on their persons or transmitted to 
tape recorders some blocks away....They have broken and entered homes to 
obtain evidence The dossiers on all citizens mount in number and increase 
in size. Now they are being put on computers so that by pressing one button all 
the miserable, the sick, the suspect, the unpopular the off-beat people of the 
nation can be instantly identified. 
The significance of the right to privacy has enormously increased in the 
present social set-up as a rapid development in the field of technology and 
communication which has vested us with numerous sophisticated electronic 
and computer devices that have increased the chances of direct and indirect 
intrusion in the area of an individual's privacy. Camera cell phones, mini 
cameras, mini microphones and other surveillance devices are just enemies of 
right to privacy as they are being used and would also be used in future to 
maintain a check over the right to privacy of citizens. A computer can store 
hundreds and thousands of most personal information of which one may 
remain quite unaware. Today a sensitive microphone can record even 
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whispering from quite a long distance and one would never come even to 
realize this fact. 
In India media has played a critical role for stirring up the conscience of 
the people and bringing forth evil in the society. Media has achieved great 
heights with the latest technology and it has become a cardinal part in the lives 
of everyone. Today the absence of media in our lives is something next to 
impossible. The presences of media in our society assure us of justice in every 
way. A common man can distrust government but not the media. Hence any 
fmger raised over media puts a question over our democracy too. 
Advancing technology enabled the media to make even more searching 
intrusions into the individual privacy and reach of the television with the 
assistance of satellite. The advent of miniaturized audio and video technology, 
specially the pinhole camera technology, enables one to clandestinely make a 
video/audio recording of conversation and actions of individuals. In India, the 
media has been first to grab this state of the art technology to conduct 'sting 
operations' to expose an offence before the police or the judiciary takes the 
cognizance of the matter. The phrase 'sting operation' illuminates the impact of 
secret media coverage on a person's reputation by creating a wide spread 
perception of guilt regardless of any verdict in a court of law. In India, in the 
absence of law regulating the sting operations, the media has violated and 
distorted the rules of natural justice and particularly the basic fundamental right 
of right to privacy enshrined under Article 21 of the Constitution. 
This view gaining currency is that "invasion of privacy" can not be 
condoned and the Government ought to have some mechanism to address such 
cases. Union Information and Broad Casting Ministry is considering a 
regulatory mechanism to protect the privacy of individuals. 
In view of above propositions we may safely conclude that Indian 
Constitution has not yet granted but only reasoned this right. The existing law 
just affords a principle which if properly invoked may protect the privacy of 
the individual. Indian judiciary has been using judicial activism to widen the 
ambit of the Article 21 of the constitution of India. Where the seeds of the 
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privacy right may be found. The journey began in 1963, when for the first time 
the issue regarding right to privacy was raised in Kharak Singh v. state of UP 
the Question was whether right to privacy might be implied from existing 
fundamental rights in the constitution of India Article 19(l)(d), Article (1) (e) 
and 21. Majority opinion was that our Constitution does not in express terms 
confer any such right on the citizens. The dissenting opinion of Subba Rao 
Justice was in favour of inferring right to privacy from right to personal liberty 
is the basis of the evaluation of the right to privacy in India. Even though the 
Supreme Court has vociferously declared the existence of a Constitutional right 
to privacy. 
In Govind v. State of M.P, this right again came for consideration before 
the Supreme Court of India, and this time Supreme Court took a more elaborate 
view and accepted that right to privacy as an emanation from Articles 19(l)(a), 
and Article 21. It was also said that the right is not absolute so reasonable 
restrictions may be imposed on this right. 
In R. Raj Gopal v. State of T.N. (the watershed in the development of 
the Indian law of privacy), the court recognized two aspects of the right to 
privacy, the tortious law of privacy which affect on action for damages 
resulting from an unlawful invasion of privacy, and secondly the Constitutional 
right "to be let alone" implicit in the right to life and liberty under Article 21 
The court hastens to add that "the principles above mentioned are only 
the broad principles. They are neither exhaustive nor all comprehensive indeed 
no such enunciation is possible or advisable. 
However the decision In State of Maharashtra v. Madhukar Narain is an 
exception in this category of cases but the judgment also has its limitations. It 
is high time that our courts disregards this attitude of self restraint and wait for 
the privacy from right to go through a case by case development and assert 
itself and use this right to invalidate laws and actions violating privacy. 
Indian court seems to having very serious problems in defining the 
essence and scope of privacy right. In People's Union for Civil Liberties v. 
Union of India, court held that telephone tapping a form of technological 
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"Eavesdropping" infringed the right to privacy. Finding that the government 
had failed to lay down a proper procedure under section 5(2), the court 
prescribed stringent measures to protect the individual privacy to the extent 
possible. 
In X V. Hospital Z, The Supreme Court was confronted with the test of 
striking a balance between two conflicting fundamental rights: the AIDS 
patients right to life which included his right to privacy and confidentiality of 
his medical condition, and the right of the lady to whom he was engaged to 
lead to healthy life. Supreme Court held that right to privacy is an essential 
component of right to life but it is not absolute and may be restricted for the 
prevention of crime, disorder or protection of health or morals or for the 
purpose of protection of rights and freedom of others. There fore the right 
which would advance the public morality or public interest would alone be 
enforced through the process of law for the reason that moral consideration can 
not be kept at bay. Cases related to the restitution of conjugal rights, a concept 
abolished in more civilized courtiers, have not recognized the right to privacy 
in India, this area is yet to develop, T Sareetha v. Venkata Subbaiah is perhaps 
the only major decision in India involving decisional privacy. 
One of most frequently quoted explanations of the Supreme Court's 
approach to privacy is in District Registrar and Collector, Hyderabad & Anr. v. 
Canara Bank & Ors, striking down a provision of a State law as invalid court 
held that: 
Once we have accepted in Govind and in later cases that the right to 
privacy deals with "persons and not places", the documents or copies of the 
documents of the customer which are in a bank, must continue to remain 
confidential vis-a-vis the person, even if they are no longer at the customer's 
house and have been voluntarily sent to a bank. If that be the correct view of 
the law, we cannot accept the line of Miller in which the Court proceeded on 
the basis that the right to privacy is referable to the right of "property" theory. 
Once that is so, then unless there is some probable or reasonable cause or 
reasonable basis or material before the Collector for reaching an opinion that 
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the documents in the possession of the bank tend to secure any duty or to prove 
or to lead to the discovery of any fraud or omission in relation to any duty, the 
search or taking notes or extracts therefore, cannot be valid. The above 
safeguards must necessarily be read into the provision relating to search and 
inspection and seizure so as to save it from any unconstitutionality. 
This 'persons and not places' emphasis is consistent with the Indian 
Supreme Court developing Article 21 in the direction of data protection 
principles, but it has not occurred as yet, as almost all cases on Article 21 are 
about search and seizure or telecommunications surveillance. 
The most significant development apart from search and surveillance 
issues is the recent decision of the High Court of Delhi in the Naz foundation v. 
Government of NCT of Delhi, in which the Court held that Section 377 of the 
Indian penal code violated Articles 21, 14 and 15 of the Constitution, insofar as 
it criminalizes consensual sexual acts of adults in private. Because of the 
doctrine of severability, it 'will continue to govern non-consensual penile non-
vaginal sex and penile non-vaginal sex involving minors' [under 18]. 
Right to privacy in respect of abortion is another such area which has 
not discussed in any Indian legislation. 
Recently in Suchitra Srivastave and anothers v. Chandigarh 
Administration '^*, the Supreme Court observed that, there is no doubt that a 
woman's right to make reproductive choices is also a dimension of personal 
liberty as understood under Article 21 of the Constitution of India. It is 
important to recognize that reproductive choices can be exercised to procreate 
as well as to abstain from procreating. The crucial consideration is that a 
women's right to privacy, dignity and bodily integrity should be respected. 
This means that there should be no restriction whatsoever on the exercise of 
reproductive choices such as women's right to refuse participation in sexual 
activity or alternatively the insistence on use of contraceptive methods. Further 
more, women are also free to choose birth control methods such as undergoing 
sterilization procedure. Taken to their logical conclusion reproductive rights 
299 
MfllL 
i l l ' I I 
mm I" ill il j i f i i It;-I'jijillH . 1 
include a women's entitlement to carry pregnancy to its full term, to give birth 
and to subsequently raise children. 
The Supreme Court decision in Smt. Selvi & Ors. v. State of Kamataka 
is a welcome development in respect of protection of privacy. In which the 
court held that narco, polygraph and brain mapping tests can no more be 
conducted on anyone, either an accused or a suspect, without his/her consent. 
A bench of Chief Justice K.G. Balakrishnan and Justices R. V. Raveendran and 
J.M. Panchal said that the forcible administration of these tests was "an 
unwarranted intrusion into the personal liberty" of those facing criminal 
offences." No individual should be forcibly subjected to any of the techniques 
in question, whether in the context of investigation in criminal cases or 
otherwise. Doing so would amount to an unwarranted intrusion into personal 
liberty," The recent verdict of the Supreme Court that narco analysis, 
polygraph and brain mapping tests can not be conducted on an accused or a 
suspect with out his or her consent has been hailed by members of the legal 
fraternity and human rights activists as a notable contribution to the cause of 
personal liberty and privacy. 
Law is not static, it is ever-changing and dynamic and therefore, the 
right of privacy as a judicial and Constitutional right is a developing right. In 
Indian law, the right of privacy is in its infant stage. It is just present in Article 
21 of the constitution of India. There is an urgent need for the law to address 
such lacunas. 
To conclude the right to privacy in India as in any other jurisdiction, 
though not statutorily codified as yet. Its scope is by the lack of such a 
codification neither extremely narrow nor considerably wide. It is on the other 
hand relatively ambiguous. This implies that this aspect should be handled with 
a great deal of care and circumspection. After going through the study of the 
whole research I have come to the conclusion that the presumed hypothesis has 
been proved correct by the researcher. 
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Suggestions 
1. There is no comprehensive legislation on privacy in India; it has been 
left to the judiciary to interpret privacy with in the realm of existing 
legislations. A proper law guaranteeing privacy is therefore an urgent 
demand of the hour. 
2. Indian jurist have not made an attempt to define privacy. They have 
relied largely on foreign definition and court ruling, the result is that we 
need to have in indigenous definition on right to privacy. 
3. Right to privacy has been upheld by the Supreme Court of India as an 
integral part of Article 21, fundamental right to life which is available 
only against the state not against the private persons. There should be a 
law which should be available against private persons also. 
4. The privacy of personal communications including telephone calls is 
protected under the Indian Telegraph Act of 1885, but it has been 
frequently violated by the intelligent agencies. A proper law 
guaranteeing privacy is therefore an urgent and vital matter that needs 
the government immediate action. 
5. It is an Irony that in India no law has been passed yet to protect the 
rights of the HIV/AIDS affected persons in respect of their privacy. 
Government should take steps at the earliest to enact the laws that take 
in to account the privacy of the person living with HIV/AIDS. 
6. In cases relating to abortion women's right to privacy dignity and bodily 
integrity should be respected by passing the clear cut law at this point. 
7. A remedy of restitution of conjugal rights, a concept abolished in most 
civilized countries, should be abolished in India because it is a clear cut 
violation of the right to privacy. 
8. Privacy is one of the most contentious legal issue arising in cyber world, 
India's first cyber law namely the Information Technology Act 2000, 
has omitted to deal with the crucial issue of privacy. The IT Act does not 
define privacy. It does not even touch or address the critical issue of 
protecting privacy online. It only deals privacy at one place i.e. Sec. 71 
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as 'Breach of Confidentiality and Privacy' cyber legislation on privacy 
seems to be the only answer to protect-online privacy. 
9. In India awareness about privacy is at a very low level in the actual 
world leave aside cyberspace. Government should take appropriate 
measure to create awareness about privacy. 
10. It is the burning need of the hour to educate the citizens of India at large 
that their privacy is extremely valuable and that the same needs to be 
protected at any cost. 
11. There exists in India an impending need to frame a model statute which 
safeguards the privacy of an individual especially given the emergence 
of customer service corporate entities. 
12. The urgency for such a statute is augmented by the absence of any 
existing regulation which monitors the handling of customer information 
data bases or safeguards the right to privacy of individuals who have 
disclosed personal information under specific customer contracts viz 
contract of insurance, credit card companies etc. 
13.Keeping in mind the growth and implications of international trade, 
especially with the influence of internet, it is imperative that India 
cooperate with the world community to establish laws strictly pertaining 
to protection of privacy and personal data. 
14. Government surveillance of private conversations is possible so long it 
is unlikely to touch on the absolutely protected private sphere. If 
government surveillance unexpectedly touches upon absolutely 
protected personal information, it must be halted immediately. Any 
recording made must be destroyed and data collected can not be used in 
criminal procedure. 
15. Sting operations also infringe a person's privacy if the intent is not 
proved. If the issue is about exposing a public wrong then one can not 
seek protection of privacy. In the US only the federal government and 
the FBI alone has the right to use a hidden camera and go for sting 
operation. In India too some body like CBI or any other body must be 
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legalized to perform sting operation and their conduct must be regulated 
through the legislation. 
16. Given the new age threats to individual privacy, clear cut laws are the 
need of the hour. Article 21 is not enough. The laws on privacy need to 
be codified and put in a composite form. 
17.In India not only the need of prospective privacy, legislation or its 
intricacies, but the need to put in place a privacy law enforcement 
regime that address the emergent privacy issues. 
18. Privacy protection is an area that needs our law maker immediate 
attention. A detailed enactment in respect of the right to privacy is the 
need of the hour, which should cover the left over. 
19. For the fundamental right to privacy to truly become the law of the land 
a larger seven judges Bench of the Supreme Court is to be constituted in 
favour of establishing the full fledge law relating to right to privacy. 
20. The National Commission to Review the working of the Constitution 
made recommendation to add Article 2IB in the Constitution which 
reads as follows: 
Article 21 B 
1. Every person has a right to respect his private and family life, his home 
and his correspondence. 
2. Nothing in clause (1) shall prevent the state from making any law 
imposing reasonable restrictions on the exercise of the right conferred in 
clause (1). 
The aforesaid recommendation given by the commission may work as a 
foundation for making comprehensive amendment in the constitution dealing 
with right to privacy keeping in view the amazing scientific and technological 
development. 
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