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ABSTRACT
Connected Government requires different government organizations to connect seamlessly across functions, 
agencies, and jurisdictions in order to deliver effective and efficient services to citizens and businesses. 
In the countries of the European Union, this also involves the possibility of delivering cross-border ser-
vices, which is an important step toward a truly united Europe. To achieve this goal, European citizens 
and businesses should be able to interact with different public administrations in different Member 
States in a seamless way to perceive them as a single entity. Interoperability, which is a key factor for 
Connected Government, is not enough in order to achieve this result, since it usually does not consider 
the social dimension of organizations. This dimension is at the basis of co-operability, which is a form 
of non-technical interoperability that allows different organizations to function together essentially as 
a single organization. In this chapter, it is argued that, due to their unique capacity of coupling several 
technologies and processes with interpersonal styles, awareness, communication tools, and conversational 
models, the integration of social computing services and tools within inter-organizational workflows can 
make them more efficient and effective. It can also support the “learning” process that leads different 
organizations to achieve co-operability.
INTRODUCTION
Under the pressure of the current global eco-
nomic crisis, many governments boosted the 
e-Government’s strategic role in supporting the 
economic recovery (Ubaldi, 2011). The European 
Union identified e-government as a fundamental 
element of the Digital Agenda for Europe (DAE) 
and considered it as one of the seven Flagship Ini-
tiatives stated in the EU’s 2020 strategy for smart, 
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sustainable and inclusive growth (EC, 2010). One 
of the main objectives of the DAE is the use of 
Information and Communication Technologies 
(ICT) to foster the establishment of a Single 
Internal Market involving all the Member States 
since this could have a relevant impact on the EU’s 
economy. Actually, the full development of the 
Single Market by 2020 is expected to increase the 
EU’s GDP by an extra 4% that corresponds to a € 
500-billion gain (EPC, 2010). The EU’s strategy 
for attaining this objective identifies four drivers 
(EC, 2012):
• Developing fully integrated networks in 
the Single Market;
• Fostering mobility of citizens and busi-
nesses across borders;
• Supporting the digital economy across 
Europe;
• Strengthening social entrepreneurship, co-
hesion and consumer confidence
Among these, crucial for the attainment of the 
objective of the Single Market, is the mobility of 
citizens and businesses across borders. According 
to a European Commission’s estimate (EC, 2013), 
there were approximately 1,790,000 immigrants 
and commuters between EU Member States 
in 2009 with an estimated growth of 22.7% by 
2020 (reaching 2,196,035 individuals per annum 
in 2020). Besides fostering economic growth, 
mobility of both citizens and enterprises among 
the Member States can contribute substantially to 
strengthening the European citizens’ perception of 
living and working in a Single Market. However, 
this objective can be achieved at the condition 
that entrepreneurs can set up and run a business 
anywhere in Europe independently of their original 
location, and that citizens are allowed to study, 
work, reside and retire anywhere in the EU. To 
guarantee these conditions to European citizens 
and entrepreneurs, the public administration 
agencies in the Member States should be able to 
provide seamless, interoperable and sustainable 
cross-border public services.
The availability of cross-border services could 
have a significant impact on citizens and enter-
prises mobility across the EU Member States. In 
EC (2013), it is estimated that there would be a 
total demand of 1,262,887 users for cross-border 
services besides 140,000 branches and immigrant 
business start-ups between EU Member States 
that could utilize cross-border business services. 
However, to deliver cross-border services, the pub-
lic administration agencies of different Member 
States are required to connect seamlessly across 
functions, agencies, and jurisdictions to deliver 
effective and efficient services to citizens and busi-
nesses. This would allow European public admin-
istration agencies to act as a single organization, so 
that citizens feel that a single (virtually integrated) 
organization is serving them rather than a number 
of different public authorities, possibly from dif-
ferent Member States. From this point of view, to 
satisfy the demand of cross-border services and 
to strengthen the European citizens’ perception of 
living and working in a Single Market (which are 
crucial for the attainment of the objectives stated 
by EU’s 2020 strategy), the Member States should 
transform their government systems toward the 
Connected Government model (Pallab, 2010) at 
both the national and the European Union level.
Connected government is usually considered 
as a multi-dimensional construct (Kaczorowski, 
2004; Pallab, 2010), including dimensions such as:
• Citizen centricity, as the guiding prin-
ciple for the public sector transformation 
processes, whose goal is to create greater 
value for citizens, not only for citizens as 
users/consumers or beneficiaries, but also 
for citizens as taxpayers, as participants in 
the democratic processes, as policy mak-
ers and employees in public administration 
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agencies and as suppliers and entrepre-
neurs as well (Bannister, 2002; Castelnovo 
& Simonetta, 2007, Castelnovo, 2013).
• Back-office reorganization, to force the 
public administration agencies to “rethink 
their operations to move from being sys-
tem-oriented to chain-oriented with re-
spect to their structure, functioning, skills 
and capabilities, and culture and manage-
ment” (UNDESA, 2008).
• Networked organizational model, to trans-
form a fragmented system of government 
agencies in a networked virtual organi-
zation that operates seamlessly toward a 
common mission, that is to deliver more 
value to citizens and enterprises (Johnston, 
2006).
• Standardized infrastructure and interoper-
ability, as the condition that makes it pos-
sible to achieve the vertical integration 
among different levels of Government as 
well as the horizontal integration among 
government organizations belonging to the 
same institutional level (Microsoft, 2011).
• Public sector governance, to guarantee the 
consistency of the transformation process-
es implemented both at the Central and the 
Local Government level, and to assure that 
all the transformation processes preserve 
the public interest and increase the value 
for citizens (Castelnovo, 2012).
• Social inclusion, as a way to bridge the gap 
between government and citizens, to build 
trust in government and to assure that no 
citizen is left behind.
Achieving the objective of connected govern-
ment at the EU level is not a simple matter at 
all. It involves 27 different central government 
systems, 89,149 municipalities, 1,126 second tier 
Local Government organizations and 105 third tier 
Local Government organizations (CEMR, 2011). 
Moreover, to these it should be added a number 
of government agencies that in some countries 
are directly involved in the delivery of services to 
citizens and enterprises. This raises the problem 
of how the horizontal and vertical integration/co-
operation among government bodies and agencies 
(that is instrumental for connected government) 
can be achieved within and across highly frag-
mented systems of (Local) Government.
This problem is particularly apparent when 
considered from the point of view of cross-
border inter-agencies cooperation. However, the 
cross-border level simply magnifies problems 
that already affect inter-agencies cooperation at 
the level of the single states. Without achieving 
the connectedness of government agencies at 
the level of the single states there is no hope to 
achieve the level of cross-border connectedness 
required for the delivery of cross-border services. 
Based on this observation, in this chapter I will 
be concerned with the problem of how horizon-
tal integration/cooperation among government 
agencies can be achieved in Local Government, 
especially in those countries whose system of 
Local Government is characterized by a high ad-
ministrative fragmentation and by the prevalence 
of small municipalities. My claim is that the Social 
Computing and Collaboration Services and tools 
(SC&CSs) made available by the so-called Web 
2.0 paradigm provide powerful tools for supporting 
inter-agencies cooperation and the development 
of a connected system of Local Government as a 
first step toward a virtually integrated/connected 
system of European public administrations.
This chapter is organized as follows. The next 
section discusses interoperability as the platform 
on which connected government can be based. 
Here, I will show how, in order to guarantee inter-
agencies cooperation, a concept of non-technical 
interoperability is needed, similar to the concept 
of co-operability as defined in the Command & 
Control literature. In the section that follows, I will 
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argue that the sharing of a cooperation environment 
and a cooperation platform among different orga-
nizations can help them to achieve co-operability. 
More specifically, I will suggest including in the 
cooperation platform the Social Computing and 
Cooperation Services  and tools typical of the En-
terprise 2.0 paradigm. Furthermore, I will discuss 
the possibility of using SC&CSs to support trust-
building processes among the people involved in 
inter-agencies cooperation, the standardization of 
the operative processes and the establishment of 
a shared system of values and a shared organiza-
tional culture. Finally, with reference to the case 
of One Stop Shop for Production Activities in 
Italy, which represents a typical service of (Con-
nected) e-Government, in the last section of the 
chapter I will consider how SC&CSs can be used 
to support the execution of inter-organizational 
workflows. This will exemplify the use of Social 
Computing and Cooperation services and tools 
in cases in which the delivery of services crosses 
organizational boundaries (i.e., cross-border, 
cross-administrative and cross-sectorial service 
delivery).
INTEROPERABILITY AS THE 
PLATFORM FOR CONNECTED 
GOVERNMENT
According to EIF (2010), a cross-border public sec-
tor service is a service supplied by public admin-
istrations (either national public administrations at 
any level, or bodies acting on their behalf, and/or 
EU public administrations) either to one another 
or to European businesses and citizens. The EU’s 
approach to cross-border services as described, 
for instance, in EC (2013) focuses exclusively on 
online cross-border services; however, as explicitly 
recognized in EIF (2010), in order to satisfy the 
principles of inclusion and accessibility traditional 
paper-based and/or face-to-face service delivery 
needs (at least) to co-exist with electronic delivery. 
Actually, mainly due to complexity and security 
concerns (and to the fact that paper, mail or per-
sonal visits are still necessary to use an electronic 
service), despite their online availability many 
services are still accessed offline by European 
citizens and businesses, as shown in Table 1 that 
reports data collected through a survey involving 
European citizens and businesses.
Table 1. e-Government citizens and business services per usage level (EC, 2013) 
Service Usage Accessed Online Accessed Offline Both
Ci
tiz
en
s
Income tax declaration 66,6% 48,3% 35,8% 15,9%
ID request 65,8% 65,8% 58,6% 17,8%
Vehicle tax 56,5% 49,9% 38,8% 11,3%
Enroll as a student 43,2% 49,5% 27,7% 22,7%
Ordering a birth certificate 33,2% 40,4% 47,1% 12,5%
Register for a pension 16,2% 19,4% 64,5% 16,1%
Register for legal aid 14,5% 31,4% 60,5% 8,1%
Bu
sin
es
s
Business tax declaration 56,8% 46,9% 35,4% 17,7%
Consult a business register 37,1% 61,4% 2,9% 22,4%
Establish a new legal entity 27,1% 45,2% 46,8% 8,1%
Submitting a tender 21,4% 46,9% 22,4% 28,6%
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The data reported in Table 1 clearly show 
that in the implementation of cross-border ser-
vices both online and offline (face-to-face, paper 
based) interactions between citizens/businesses 
and public administrations should be taken into 
the account, especially if cross-border services 
are to be considered as a means to strengthen 
the European citizens’ perception of living and 
working in a Single Market.
The basic service scenario I will consider in 
this chapter is the following: An enterprise E es-
tablished in Member State X, wishing to establish 
in Member State Y, submits a request (either online 
or offline) for establishment in Member State Y. 
To process this request:
• E could be required to interact (either on-
line or offline) with a public administration 
A in State Y.
• Public administration A could need to ex-
change information with a public body in 
State X and then use this information in 
the execution of inter-organizational work-
flows involving other public agencies in 
State Y.
Under this service scenario, to let European 
citizens/entrepreneurs experience seamless cross-
border services across Europe, it is necessary 
(i) to make citizens’ interactions with public 
administrations across Europe as similar as pos-
sible; and (ii) to allow public administrations from 
different Member States to achieve high levels 
of cooperation/integration. In both cases, the 
problem is how to achieve this result, especially 
when at the Member State level the delivery of 
the services involves different agencies to which 
the institutional system in force assigns different 
competences.
The first and most obvious answer to this 
problem is interoperability; indeed, as stated in 
UNDESA (2008): The key platform on which con-
nected government is built upon is the concept of 
interoperability which is the ability of government 
organizations to share and integrate information 
by using common standards.
Interoperability lies at the basis of the EU’s 
approach to cross-border services delivery. Actu-
ally, the fundamental role of interoperability has 
been clearly pointed out at least since the adoption 
of the “eEurope Action Plan 2005” at the Seville 
summit in 2002 (EC, 2002). Indeed, in that Action 
Plan the objective was explicitly stated “to issue 
an agreed interoperability framework to support 
the delivery of pan-European e-Government ser-
vices to citizens and enterprises” (EC, 2002, p. 
10). This framework has actually been delivered 
in 2010 and the Member States have been invited 
to align their National Interoperability Frame-
works (NIFs) with the European Interoperability 
Framework (EIF). The EIF has been designed 
to allow not only cross-border services but also 
cross-sectorial and cross-administrative services. 
This means that it should be considered as the 
basis for inter-organizational cooperation for the 
delivery of services originating at all the layers 
of government, i.e. at the local, the regional, the 
national and the EU level.
The EIF assumes the following definition of 
interoperability and interoperability framework 
(EIF, 2010, p. 2):
Interoperability, within the context of European 
public service delivery, is the ability of disparate 
and diverse organizations to interact towards 
mutually beneficial and agreed common goals, in-
volving the sharing of information and knowledge 
between the organizations, through the business 
processes they support, by means of the exchange 
of data between their respective ICT systems.
An interoperability framework is an agreed ap-
proach to interoperability for organizations that 
wish to work together towards the joint delivery 
of public services. Within its scope of applicabil-
ity, it specifies a set of common elements such as 
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vocabulary, concepts, principles, policies, guide-
lines, recommendations, standards, specifications 
and practices.
The EIF considers four levels of interoperabil-
ity, each of which must be taken into account when 
defining cross-border/sectorial/administrative 
services (cross-boundary services henceforth). 
The four levels are:
• Technical Interoperability: Which con-
cerns the planning of technical issues in-
volved in linking IT systems and services. 
Technical interoperability includes key 
aspects such as open interfaces, intercon-
nection services, data integration and mid-
dleware, data presentation and exchange, 
accessibility and security services.
• Semantic Interoperability: Which con-
cerns the meaning of exchanged informa-
tion that has to be preserved by all parties. 
Semantic interoperability defines the exact 
format of the information to be exchanged 
and ensures that the meaning of exchanged 
information is understandable by any other 
application that can combine the received 
information with other information re-
sources and process it in a meaningful 
manner.
• Organizational Interoperability: Which 
concerns the coordination of processes 
in which different organizations achieve 
a previously agreed and mutually benefi-
cial goal. Organizational interoperability 
is concerned with bringing about the col-
laboration of administrations that wish to 
exchange information and may have dif-
ferent internal structures and processes. 
This includes aligning business processes 
and related data exchange, as well as meet 
the requirements of the user community by 
making services available, easily identifi-
able, accessible and user-focused.
• Legal Interoperability: which concerns 
the alignment of legislations so that ex-
changed data is accorded proper legal 
weight. Legal interoperability assures that 
the legal validity of the information ex-
changed to provide services is maintained 
across borders and data protection legis-
lation in both originating and receiving 
countries is respected.
Moreover, besides the four level of interoper-
ability the framework emphasizes the role of the 
political context to facilitate cooperation among 
public administrations. Indeed, the political con-
text must be considered to achieve interoperability 
because “for effective cooperation, all stakeholders 
involved must share visions, agree on objectives 
and align priorities” (EIF, 2010, p. 21).
According to the EIF, all these objectives can 
be achieved by requiring all the organizations 
involved to formalize cooperation arrangements 
in interoperability agreements (for each level of 
interoperability considered in the EIF). However, 
as explicitly recognized in (EIF, 2010, 28): 
ensuring interoperability between legal instru-
ments, organization business processes, infor-
mation exchanges, services and components 
that support the delivery of a European public 
service is a continuous task, as interoperability 
is disrupted by changes to the environment, i.e. to 
legislation, the needs of businesses or citizens, the 
organization of public administrations, business 
processes or technologies.
Although, the signing of interoperability agree-
ments (at all layers of government) certainly is a 
necessary condition for cooperation among dif-
ferent public administrations, it is at least dubious 
that it is also a sufficient condition to maintain 
interoperability over time in a complex and chang-
ing environment. Indeed, the political, institutional 
and organizational heterogeneity between public 
administrations (both within and across Member 
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States) can affect interoperability (Misuraca, 
Alfano & Viscusi, 2011). Due to the political, 
institutional and organizational heterogeneity of 
Member States’ public administration systems, in 
order to maintain interoperability over time some 
form of inter-organizational compatibility should 
be pursued at all layers of government as a way 
to improve inter-organizational (cross-boundary) 
cooperation. This includes the sharing of visions, 
objectives and priorities that can be ratified in co-
operation agreements, but that cannot be achieved 
simply by signing those agreements.
BEYOND INTEROPERABILITY
The conditions that define the four interoperability 
levels (plus the political context) considered in the 
EIF are focused toward enabling the automatic 
exchange of data between the ICT systems of the 
public organizations that cooperate for the delivery 
of services. Indeed, in the service scenario consid-
ered in (EIF, 2010) citizens/businesses from one 
Member State X directly interact (online) with 
public administrations in another Member State 
Y that deliver online the services they required. 
The satisfaction of the interoperability require-
ments defined by the EIF is expected to allow 
the public administrations involved to exchange 
efficiently and effectively the information they 
need to deliver the required services.
However, the effectiveness of inter-organi-
zational information exchange and integration 
heavily depends on interactions among social and 
technical processes both at the intra-organizational 
and at the inter-organizational level (Pardo, Cress-
well, Dawes & Burke, 2004). From this point of 
view, even when it simply involves information 
exchanges among different organizations, the 
delivery of cross-boundary services through con-
nected government should be considered as based 
on a complex networked socio-technical system 
(more specifically, a socio-technical system of 
systems). In such a socio-technical system, hu-
man participants and IT systems from different 
organizations perform processes using informa-
tion and other resources to produce services for 
internal or external users (Alter, 2006). Scholl 
and Klischewski (2007) describe nine factors that 
constraint government integration and interoper-
ability. These are:
• Constitutional/Legal Constraints:
Integration and interoperation may be out-
right unconstitutional because the demo-
cratic constitution requires powers to be di-
vided into separate levels and branches of 
government. Total integration and interop-
erability between and among branches and 
levels would virtually offset that constitu-
tional imperative of checks and balances.
• Jurisdictional Constraints: Since under 
the constitution, governmental and non-
governmental constituencies operate inde-
pendently from each other, they own their 
information and business processes. Due 
to this, their collaboration, integration and 
efforts towards achieving various levels of 
interoperability are voluntary.
• Collaborative Constraints: Organizations 
are distinct in terms of their disposition 
and readiness for collaboration and inter-
operation with others. Past experience, so-
cio-political organization, and leadership 
style influence the degree of proneness and 
adeptness of potential interoperation.
• Organizational Constraints: 
Organizational processes and resources 
may differ between organizations to such 
an extent that integration and interopera-
tion might prove exceedingly difficult to 
achieve without standardizing processes, 
systems, and policies.
• Informational Constraints: While trans-
actional information might be more readily 
shared, strategic and organizational infor-
mation might not. In addition, information 
quality issues arise when integrating infor-
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mation sources across various domains of 
control and quality standards.
• Managerial Constraints: Interoperation 
becomes inherently more complex as more 
parties with incongruent interests and 
needs become involved. As a result, the de-
mands of the respective management task 
might exceed the management capacity of 
interoperating partners.
• Cost Constraints: Integration and inter-
operation between diverse constituencies 
might be limited to the lowest common de-
nominator in terms of availability of funds. 
Also, unexpected budget constraints might 
pose serious challenges to long-term inter-
operation projects.
• Technological Constraints: The hetero-
geneity of e-Government information sys-
tem platform and networking capabilities 
might limit the interoperation of systems 
to relatively low standards.
• Performance Constraints: As perfor-
mance tests suggest, the higher the num-
ber of interoperating partners the lower the 
overall system performance in terms of re-
sponse time. Yet, the focus on prioritized 
needs might enable fewer but more effec-
tive interoperations
Some of these constraints are considered in 
the EIF, as part of either one of the four levels of 
interoperability it defines or the political context. 
Some other constraints, most notably the collab-
orative and the managerial ones, have not been 
properly accounted for in the EIF. These con-
straints mainly depend on the social dimension of 
inter-organizational cooperation, which includes 
“human factors” such as feelings, motivation, trust, 
communication, culture, personal relationships, 
goals, values and commitment. These human 
factors could heavily affect the effectiveness of 
inter-organizational cooperation, even in case it 
only amounts to the sharing of information. Thus, 
in order to allow the delivery of cross-boundary 
services besides technical issues also human fac-
tors should be taken into the account, which have 
not been properly considered in the EIF.
The impact of human factors on the effective-
ness of the delivery of seamless cross-boundary 
services is even more critical when the delivery 
of the services also requires some offline (face-to 
face and/or paper based) activities to be performed, 
as it happens in the service scenario described 
above. Actually, in this case the delivery of the 
services does not depend only on the interchange 
of information among different organizations, 
enabled by interoperability (as defined in the 
EIF). In this service scenario in accessing cross-
boundary services citizens and businesses could 
experience not only differences in legislations but 
also differences in the following:
• Political contexts, both at the national and 
at the local level (characterized by different 
priorities, strategies and objectives).
• Administrative traditions and management 
styles.
• Procedures (of different complexities and 
lengths).
• Work practices and public servants’ skills, 
and, in the case of cross-border services, 
even in languages.
All these elements make it very unlikely for 
citizens/businesses to experience seamless cross-
boundary services across Europe. If this will not 
reduce the citizens’ (and businesses’) mobility in 
the Internal Market, it certainly will not contribute 
to strengthen the European citizens’ perception of 
living and working in a Single Market.
Although, they are not covered by the four 
levels of interoperability considered in EIF (2010), 
the elements mentioned above can nevertheless 
be accounted for in terms of some form of “in-
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teroperability,” even though different from the one 
considered in the EIF. Indeed, to deliver seamless 
cross-boundary services, different public adminis-
trations have to be able not only to share informa-
tion efficiently and effectively, but also to operate 
in a so seamless and integrated way to be perceived 
as parts of a single (virtual and networked) sys-
tem of (European) public administrations. This 
requires different public administrations to share 
conditions that can increase inter-organizational 
compatibility, in terms of “standardization” at the 
level of operational processes, organizational ar-
chitectures, management styles, culture and value 
systems as well as vision and strategy. By making 
different organizations more and more compatible, 
this form of organizational interoperability (that 
cannot be reduced to the organizational dimension 
of interoperability as defined in (EIF, 2010)) can 
strengthen inter-organizational (cross-boundary) 
cooperation much more than the signing of coop-
eration/interoperability agreements can do. This 
would affect the efficiency and effectiveness of 
the (online and offline) delivery of cross-boundary 
services, which represents a value for the users 
of those services. However, organizational com-
patibility would also allow European citizens to 
interact with public administrations in different 
Member States as if they were all members of a 
(virtually) integrated system of European pub-
lic administrations, which would contribute to 
strengthen the European citizens’ perception of 
living and working in a Single Market.
The concept of organizational compatibility 
can be described more precisely in terms of co-
operability, as it has been defined in the context 
of joint and multinational military operations 
(Clark & Jones, 1999; Tolk, 2003; Stewart et al., 
2004). Co-operability represents a form of non-
technical interoperability aiming at the successful 
bridging of differences in doctrine, organization, 
concepts of operation, and culture so that different 
organizations can function together essentially as 
a single organization with no loss in effectiveness 
(US-CREST, 2000; Gompert & Nerlich, 2002). 
Co-operability goes beyond the conditions that 
enable information exchange among different 
organizations; it considers also the willingness 
to interact and the desire to communicate clearly 
(Alberts, Huber & Moffat, 2010).
Co-operability can be defined based on four 
attributes that summarize different aspects char-
acterizing inter-organizational cooperation (Clark 
& Jones, 1999), viz:
• Preparedness: This attribute describes the 
preparedness of both the organization and 
its members to interoperate. It is made up 
of doctrine, experience and training.
• Understanding: The understanding at-
tribute measures the amount of commu-
nication and sharing of knowledge and 
information within the organization and 
explains how the information is used.
• Command Style: This attribute describes 
the management and command style of 
the organization - how decisions are made 
and how roles and responsibilities are 
allocated/delegated.
• Ethos: The ethos attribute concerns the 
culture and value systems of the organiza-
tion, its goals and aspiration.
These attributes allow describing different 
levels of co-operability, characterized by a grow-
ing degree of organizational compatibility among 
different organizations, as defined in Table 2.
The co-operability attributes mainly concern 
the human factors that could influence the ef-
fectiveness of inter-organizational cooperation; 
from this point of view, co-operability can be 
considered as a complement of the four levels of 
interoperability defined in the EIF. The sharing 
of both interoperability and co-operability condi-
tions allows different government organizations to 
achieve higher levels of efficiency and effective-
ness in their interactions, which could mean better 
cross-boundary services. Moreover, it also allows 
to sensibly reducing the level of organizational 
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heterogeneity among them, so that they can be 
perceived as part of a single and highly connected 
system of European government organizations. 
Finally, by basing inter-organizational cooperation 
on both interoperability and co-operability, the 
integration of different public sector organizations 
from different Member States can be achieved 
even without forcing them to conform to a unique 
organizational model. This allows safeguarding 
the autonomy of each organization participating in 
the cross-boundary services delivery, which Pardo, 
Gil-Garcia and Burke (2006) identify as one of 
the condition that can improve the effectiveness 
of inter-organizational cooperation.
THE WEB AS A COOPERATION 
PLATFORM
Social Computing and 
Cooperation Services for Inter-
Organizational Trust Building
The conditions that define co-operability are quite 
difficult to satisfy, especially when the higher lev-
els of co-operability are considered. Indeed, they 
are not the kind of conditions that can be satisfied 
simply by signing inter-organizational agreements. 
Rather they require different organizations to 
enter complex processes of mutual adjustment 
that, in the end, will reduce their organizational 
heterogeneity and allow them to function together 
essentially as a single organization.
The process through which different organiza-
tions can achieve higher levels of co-operability 
can be considered as a learning process, in which 
different organizations engage in a series of it-
erative and interactive learning cycles over time, 
typically characterized by greater and greater trust 
and adaptive flexibility, as well as the willingness 
to make increasing and irreversible commitments.
By discussing the formation of strategic al-
liances, Doz (1996) describes such a learning 
process as in Figure 1.
According to this description of the evolution 
of inter-organizational cooperation, the coopera-
tion can be activated through the definition of 
an agreement (for instance the interoperability 
agreements defined by the EIF) stating the initial 
conditions for the cooperation. Once the coopera-
tion has been activated, different organizations 
can start adapting to each other by learning from 
Table 2. Levels of organizational compatibility/co-operability (Clark & Jones, 1999) 
Levels of co-
operation 
cooperability
ATTRIBUTES
Preparedness Understanding Command Style Ethos
Unified Complete, normal day-to-
day working
Shared Homogeneous Uniform
Combined Detailed doctrine and 
experience in using it
Shared communications 
and shared knowledge
One chain of command 
and interaction with home 
organizations
Shared ethos but with 
influence from home 
organizations
Collaborative General doctrine in place 
and some experience
Shared communications 
and shared knowledge 
about specific topics
Separate reporting lines 
of responsibility overlaid 
with a single command 
chain
Shared purpose; 
goals, value system 
significantly 
influenced by home 
organizations
Ad hoc General guidelines Electronic 
communications and 
shared information
Separate reporting lines of 
responsibility
Shared purpose
Independent No preparedness Communication via 
phone, etc.
No interaction Limited shared purpose
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their mutual interactions. Through the iteration of 
the learning cycles over time, trust relationships 
among different organizations can be established 
and reinforced, which is the basis for the mutual 
adjustment and trust reinforcing processes that 
can lead to co-operability.
(Castelnovo, 2012) argues that sharing a coop-
eration environment and a cooperation platform 
can support the learning process represented in 
Figure 1. The cooperation environment can be 
conceived of as a set of conditions that, based on 
a shared reference model, specify the interoper-
ability requirements different organizations should 
satisfy at the strategic, the organizational, the 
operative and the technological level in order to 
cooperate. These requirements are those that can 
be explicitly stated in the cooperation agreement. 
The cooperation platform can be conceived of as a 
set of specific tools and services that support inter-
organizational cooperation (Camarinha-Matos & 
Afsarmanesh, 2003; Ollus, 2005; 2007). Among 
the services and tools that the cooperation platform 
should provide, particularly relevant are those that 
enable direct interactions among people belonging 
to different organizations, not necessarily limited 
to the interactions required for the execution of 
inter-organizational workflows.
Interpersonal relationships are fundamental 
for establishing, maintaining and strengthening 
trust at both the inter-personal and the inter-
organizational level (Kramer, 1999). This makes 
the Social Computing and Cooperation Services 
(SC&CSs) and tools made available by the so-
called Web 2.0 particularly useful to support the 
learning process leading to co-operability. Indeed, 
social computing and cooperation services can 
be considered as a set of applications that enable 
people to efficiently interact with other people, as 
well as to share contents and data through the Web 
(Parameswaran & Whinston, 2007; Young, 2007; 
Warr, 2008). Whereas publicly available SC&CSs 
are already widely diffused for private use (Pascu, 
2008), their adoption and use by enterprises and 
government organizations is still quite limited, 
although it is widely expected that the adoption 
of SC&CSs would have a high positive impact on 
both enterprises and government organizations 
(Bughin, Chui & Miller, 2009; Doculals, 2010; 
Osimo, 2008).
Table 3 gives a schematic overview of some 
of the more common SC&CSs, grouped with 
respect to the four basic functionalities provided 
by social computing: messaging, collaboration, 
broadcasting and knowledge building. Some of 
Figure 1. The evolution of inter-organizational cooperation (Doz, 1996)
242
Social Computing and Cooperation Services for Connected Government
 
these services are already widely used by organiza-
tions, both for internal purposes and for customer 
related purposes. Others are being increasingly 
adopted by organizations; yet others are still quite 
rarely used, although the greatest value is expected 
from their adoption.
The term “Enterprise 2.0” refers to the use of 
SC&CSs by enterprises, as well as to their em-
bracing of the collaborative philosophy of Web 
2.0 (McAfee, 2006; 2009). By analogy, the term 
Government 2.0 refers to the use of SC&CSs by 
government organizations (Osimo, 2008; Mer-
gel, Schweik & Fountain, 2009; Dixon, 2010); 
sometimes it is also used to refer to the next step 
of e-Government towards more participatory ar-
rangements (Baumgarten & Chui, 2009).
As enterprises, also government organizations 
can adopt SC&CSs either to support interactions 
among organization members (internal focus) or 
for facing citizens, partners and suppliers (ex-
ternal focus). The use of SC&CSs described in 
this chapter is intermediate between the two. The 
use of SC&CSs to establish and enforce relation-
ships among different (public administration) 
organizations that cooperate for the delivery of 
services has an external focus (since the focus is 
on inter-organizational relationships). However, 
this use of SC&CSs concerns the strengthening 
of the relationships among the members of an 
inter-organizational network as the condition that 
could enable them to achieve higher levels of co-
operability. Used in this sense SC&CSs have an 
internal focus. From this point of view it can be 
said that, integrated within the cooperation plat-
form, SC&CSs are used with a “network focus.”
The use of SC&CSs to establish and reinforce 
the relationships among the members of different 
organizations exploits the SC&CSs capacity of 
supporting the establishment and the reinforce-
ment of different types of ties between individuals. 
Following McAfee’s bull’s eye metaphor (McAfee, 
2009), the different types of ties in which an 
individual can be involved can be represented as 
in Figure 2.
Strong ties are those ties that bind people that 
are used to work together; people that work to-
gether only occasionally are bound by weak ties, 
whereas the potential ties are those ties that could 
be established if only there was the opportunity. 
McAfee (2009) makes a connection between this 
classification of ties and different SC&CSs. Thus, 
for instance, he claims that a tool like Wiki is 
useful for people with strong ties working closely 
together, whereas Blogs can be seen as a way of 
both nurturing and creating new weak ties, and 
social networking is particularly useful for creat-
ing new potential ties that can possibly evolve in 
weak ties (or even in strong ties).
Table 3. Social Computing and Cooperation services (based on (Doculabs, 2010)) 
Already Widely Used Increasingly Adopted Rarely Used
Messaging E-mail Instant messaging 
Presence detection 
Unified telephony
Collaboration File/document sharing 
Portal 
Calendaring
Discussion forum 
Shared whiteboard 
Shared workspace
Broadcasting Web conferencing Audio broadcasting 
Blog 
Content syndication
Micro-blogging 
Video broadcasting
Knowledge building Wiki Polling 
Community building 
Expertise management 
Social filtering 
Knowledge market
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McAfee’s classification of interpersonal ties 
can be used also to describe different types of 
relationships among people belonging to different 
organizations involved in an inter-organizational 
cooperation. The strong inter-organizational ties 
are those ties that bind people that, while belong-
ing to different organizations, nevertheless work 
together on a day-to-day basis. The weak inter-
organizational ties are those ties that bind people 
belonging to different organizations that interact 
only occasionally. Finally, all the employees of 
the organizations involved in the cooperation are 
linked by potential ties that could evolve into weak 
ties (or even into strong ties) if the cooperation 
will widen the range of the shared resources and 
activities.
The establishment of strong ties cannot be de-
termined by the use of technological tools alone; 
indeed, strong ties require a level of acquaintance 
and trust that only working shoulder to shoulder 
can determine. However, the use of SC&CSs 
allows the systematic sharing of knowledge and 
the exploitation of collective intelligence; besides 
making the cooperation more efficient and ef-
fective, this can help the members of different 
organizations to achieve and maintain a shared 
value system, a sharing of the goals, and a com-
mon understanding, as required by the higher 
levels of co-operability.
In the case of weak and potential ties, SC&CSs 
can play a more direct role in establishing, main-
taining and strengthening interpersonal links. 
Tools like blogs and social networks can help 
establishing new interpersonal relations and allow 
the sharing of information and knowledge also 
among people loosely tied, as people belonging to 
very large organizations usually are (but the same 
holds for people belonging to different organiza-
tions as well) (Dimicco et al., 2009).
The fundamental role of weak ties to allow 
knowledge workers to access non-redundant 
information is well known. The role of weak ties 
for reducing organizational heterogeneity among 
different organizations is much less studied. How-
ever, data are available that show how the use of 
SC&CSs supporting the establishment of week 
ties can determine “social” benefits including the 
sharing of a common organizational culture and 
identity among people geographically dispersed 
(Jackson, Yates & Orlikowski, 2007; Richter & 
Riemer, 2009). This can help creating an envi-
ronment conducive to trust building, which is a 
fundamental condition for co-operability.
SC&CSs and tools are increasingly been 
adopted by enterprises and government organi-
zations and there is a growing interest in both 
Enterprise 2.0 and Government 2.0. However, 
the adoption rate of SC&CSs by enterprises 
and government organizations is still quite low. 
The 2012 AIIM’s survey (AIIM, 2012) on the 
adoption and use of social computing tools and 
techniques by enterprises (including both central 
and local government organizations) reports that 
in only 50% of the organizations that responded 
to the survey employees are encouraged to use 
SC&CSs in relation to their job. Moreover, only 
37% of respondents think that SC&CSs will be 
in regular use across the whole enterprise in the 
next 2 years.
Figure 2. Types of ties (McAfee, 2009)
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The data concerning government organizations 
are even worse; 42% of government organiza-
tions restrict use of social tools completely (only 
16% of enterprises do the same). Government 
organizations delivering services to citizens 
are three times more likely (29%) to have taken 
disciplinary action with staff relating to social 
activity than other organizations (11%). 44% of 
Government organizations delivering services 
to business actively discourage employees from 
using SC&CSs for their job (the average figure 
for this in enterprises is 19%).
The gap between the expected and the actual 
data concerning the adoption and use of SC&CSs 
in enterprises mainly depends on some well-known 
risks that enterprises still perceive as related to the 
adoption of SC&CSs. Such risks concern inappro-
priate behavior and content, inaccurate informa-
tion, embarrassing content, non-compliance with 
laws, regulations, intellectual property or policies 
(McAfee, 2009). Besides these, Dawson (2009) 
identifies further risks concerning reduced staff 
productivity, IT security and loosing of control. 
However, despite all these well-known risk, AIIM 
(2012) reports that at least 50% of the surveyed 
organizations feel that integrating SC&CSs to all 
types of business process would be very or ex-
tremely valuable. This makes the identification of 
the right strategy for the introduction of SC&CSs 
the critical step for assuring their adoption and use.
Raeth et al. (2009) observes that despite their 
potential to transform workflows and organiza-
tions, SC&CSs are more likely to be implemented 
as tools for complementing existing work practices 
and structures. Moreover, they also observe that 
“unlike process-oriented enterprise systems for 
which use is often mandated, Web 2.0 systems, 
with their emphasis on supporting individual and 
group’s idiosyncratic communication and col-
laboration activities, are more likely to be treated 
either officially or practically voluntary” (Raeth et 
al., 2009, p. 1). Instead, Chui, Miller and Roberts 
(2009) identify the integration of SC&CSs within 
existing workflows as a critical success factor for 
the adoption of SC&CSs. According to them, this 
avoids the risk that employees perceive the use 
of SC&CSs just as another “to do” on an already 
crowded list of tasks. Bughin, Chui and Miller 
(2009) found that successful companies not only 
tightly integrate Web 2.0 technologies with the 
workflows of their employees but also create a 
“networked company,” linking themselves with 
customers and suppliers using Web 2.0 tools 
(Bughin, Chui, & Miller, 2009, p. 1).
SOCIAL COMPUTING AND 
COOPERATION SERVICES 
FOR SUPPORTING INTER-
ORGANIZATIONAL WORKFLOWS
In this section of the chapter, I will describe a 
possible use of SC&CSs that is in line with the 
observations above. More specifically, I will 
consider the possibility of using SC&CSs to 
support the execution of the inter-organizational 
workflows related to the procedures for starting, 
transforming or closing a business in Italy. This 
case is particularly interesting since it involves the 
activity of One Stop Shop for Production Activities 
in Italy (SUAP – Sportello Unico per le Attività 
Produttive), which is a typical example of con-
nected e-Government. Moreover, under the Italian 
legislation in force, the SUAPs have competence 
on most of the 10 cross-border services related to 
business and start-up considered in (EC, 2013). 
From this point of view, the case that will be dis-
cussed in the following pages can be considered 
as related to the cross-border delivery of services 
through connected government.
One-Stop Shop for Production Activities 
(SUAP) as the single point of access to services and 
information for business offered by different public 
authorities has been established in Italy since the 
late ‘90s as part of the policies for reducing the 
administrative burdens on enterprises. According 
to the Italian law, each municipality must establish 
its own SUAP by choosing among establishing it 
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individually, sharing it with other municipalities 
through inter-municipal cooperation or delegating 
it to the local Chamber of Commerce.
Under the legislation currently in force, a 
new business can be started up simply through 
a communication (Segnalazione Certificata di 
Inizio Attività – SCIA, Certified Communica-
tion of the Start of the Activity) submitted online 
to the SUAP through the national portal www.
impresainungiorno.it. This portal acts as the 
Point of Single Contact (PSC), as required by 
the so-called Service Directive issued in 2006 
by the European Union. The online procedure is 
such that it guarantees that the SCIA contains all 
the required information and that all the required 
documents have been attached (if the communi-
cation is incomplete it is rejected). A SCIA that 
has been checked for completeness is registered 
to the system that automatically sends a receipt 
to the applicant. Upon receiving this receipt, an 
entrepreneur can start a new business.
Upon registering the SCIA, the SUAP has to 
operate all the required controls within an inter-
val of time defined by the law (60 days). If any 
of the controls detects any inadequacy, then the 
business can be stopped (either temporally until 
the inadequacy will be removed or definitively, 
if the inadequacy cannot be removed), otherwise 
it can operate without requiring any further au-
thorizations.
The new legislation did not reduce the number 
of public agencies and authorities having com-
petences concerning starting, transforming or 
closing a business, which besides municipalities 
includes Fire Departments, Public Health agen-
cies, Regional and Provincial governments, and 
other public agencies depending on the type of the 
business. This means that the controls that have 
to be operated may involve many different public 
agencies. However, given the lack of resources 
affecting them, those agencies could have difficul-
ties in promptly operating all the required ex-post 
controls on all the SCIAs submitted to the SUAP.
In such a situation, the only way to satisfy the 
requirements stated by the law is by identifying 
what controls really need to be operated, based 
on a careful evaluation of the potential risks each 
SCIA submitted to the SUAP could entail. Since 
each agency’s evaluation can have consequences 
on the result of the processing of a SCIA, thus 
affecting the other authorities’ activities and deci-
sions, it is necessary for all the actors involved to 
share both their evaluation of the potential risks 
it could entail and their decisions whether or not 
to perform some controls on it. This requires the 
SUAP to implement an efficient and effective 
system for coordinating decisions involving many 
different public bodies. The decision whether or 
not to perform controls on a given SCIA could 
entail some form of risk. Hence, the SUAP should 
implement an inter-organizational risk manage-
ment system, i.e. a system whose goal is “to more 
effectively allow organizations to share informa-
tion and perform necessary activities with regard 
to risk management that may affect their collective 
behavior” (Meyers, 2006, p. 6).
The Team Risk Management (TRM) approach 
described in (Higuera et al., 1994) defines methods 
and tools that can be used to manage risks at the 
inter-organizational level. In the TRM approach, 
three types of risk management processes are 
considered:
• The Baseline Risk Assessment: Which 
is an intra-organizational process execut-
ed independently by each organization to 
individually identify the risks associated 
with their respective organizations.
• The Team Review Process: Which is an 
inter-organizational process conducted 
jointly by the organizations involved to 
share and jointly evaluate the most impor-
tant risks they individually identified.
• A Set of Continuous Processes: 
Implemented at both the intra and the 
inter-organizational level, which com-
prise a cyclic set of activities by means of 
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which each organization involved manages 
risks at the intra-organizational level and, 
through a repeated execution of the team 
review process, at the inter-organizational 
level as well.
Figure 3 below shows how TRM can be inte-
grated within the SUAP workflow. After regis-
tering a SCIA submitted to it through the PSC, 
the SUAP sends the relevant documentation to 
all the agencies having competences on it. Upon 
receiving the documents, the agencies individu-
ally perform the baseline risk assessment process, 
with the aim of identifying all the potential risks 
that SCIA could entail. Besides evaluating the 
potential risks involved, during this phase each 
partner can also plan the execution of its control 
activities on that SCIA. The team review allows 
the partners to jointly evaluate the SCIA based 
on the potential risks each one of them identified 
individually, thus arriving at a shared risk evalua-
tion. Such an evaluation forms the basis for jointly 
deciding whether to perform the required controls 
on that SCIA.
As observed above, the SUAP’s workflow is 
constrained by strict temporal requirements since 
all the possible controls should be made within 60 
days from the online submission of the SCIA to 
the PSC. This raises two questions: (i) what risk 
management processes can be made more efficient 
and effective in order to conclude the controls 
within the terms fixed by law, and how this can 
be done; (ii) what technologies and tools can be 
used to make those processes more effective and 
efficient, both at the intra-organizational and at 
the inter-organizational level.
Castelnovo (2011) describes some require-
ments that should be satisfied in order to make 
both the Baseline Risk Assessment and the Team 
Review processes more efficient and effective. 
Table 4 summarizes such requirements.
Both the Baseline Risk Assessment and the 
Team Review essentially amount to group deci-
sion processes, i.e. a processes in which different 
people (possibly belonging to different organiza-
tions) “work together to analyze and prioritize 
alternative solutions to problems and choose one 
alternative through extensive communication, 
analysis, deliberation, and negotiation” (Turban, 
Liang & Wu, 2011, p. 138).
Based on a comparison of different frameworks 
for group decision making, Turban, Liang and Wu 
(2011) identify the following four main activities 
for group decision making:
• Intelligence: Which amounts to informa-
tion gathering and sharing for the purpose 
of problem identification and determining 
its importance.
• Design: Which amounts to finding alterna-
tive solutions and analyzing them.
• Choice: Which amounts to selecting an ef-
fective course of action.
Figure 3. Integration of TRM within the SUAP’s 
workflow
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• Implementation: Which amounts to man-
aging the process and implementing the 
solution.
All these activities can be made more ef-
ficient and effective by using Collaboration 2.0 
tools, which amounts to the use of Web 2.0-based 
social software services and tools (i.e. SC&CSs) 
to facilitate intra and inter-organizational col-
laboration (Coleman & Levine, 2008; Sari et al., 
2008). Table 5 summarizes the use of SC&CSs 
to support group decision-making (Turban, Liang 
& Wu, 2011, p. 144).
By considering the inter-organizational risk 
management processes described above as group 
decision making processes, the same Collaboration 
2.0 services and tools (SC&CSs) Turban, Liang 
and Wu suggest to use to support the activities 
reported in Table 5, can be used to support the 
SUAP’s inter-organizational workflow as well.
The requirement A1 in table 4 concerns the 
identification of the people (domain experts) to 
involve in the baseline risk assessment (and in the 
routine risk identification and analysis, as well), 
which can be considered as a case of expertise 
management. A way to satisfy the requirement 
A1 is by requiring all the organizations involved 
in the SUAP’s activity to associate an expertise 
profile to each of their knowledge workers (or at 
least to those directly involved in the execution 
of the SUAP’s workflow). This would allow the 
manager responsible for the SUAP to find the 
competencies required for the processing of a 
given SCIA simply by browsing (either automati-
cally or manually) the expertise profiles. This can 
be done by transforming the usual “directory of 
people” from the “yellow pages” model to a social 
network model, analogous to the IBM’s “Blue 
Pages” described in (Richter & Riemer, 2009). 
Besides making the search of experts easier, 
representing expertise through social network 
profiles also allows the possibility of making the 
expertise description more reliable by means of 
social filtering mechanisms that can be used to 
further qualify the level of expertise of registered 
experts (Damianos et al., 2007; Braun, Kunzmann 
& Schmidt, 2008).
By resorting to this solution, upon receiving 
a SCIA the SUAP can prompt all the agencies 
involved to activate the concurrent execution of 
their baseline risk assessment processes through 
the following steps:
• Identify all the agencies that need to be in-
volved in the processing of that SCIA.
Table 4. Requirements for the Baseline Risk assessment and the Team Review 
Baseline Risk 
Assessment
A1. Identify the people to be involved in the risk assessment, whatever organization they belong to.
A2. Promptly inform them that their advices are needed to evaluate a SCIA.
A3. Support their risk assessment activity by giving them access to information concerning how analogous 
cases have already been treated previously.
Team Review B1. Allow all the involved organizations to decide and share their decision without requiring them to 
participate in face-to-face meetings.
B2. Let all the involved organizations be promptly informed of the possible occurrence of secondary risks 
(risks rising as a consequence of the implementation the risk handling actions), wherever they have be 
detected.
B3. Promptly inform all the managers that have to implement the risk handling actions agreed on (whatever 
organization they belong to) of what they are expected to do and when.
B4. Let all the managers (whatever organization they belong to) intervene in the decision making process to 
contribute to the best timing for the execution of the risk handling actions agreed on, also considering the 
priorities already defined by the organizations they belong to.
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• Identify what are the competences required 
to properly assess the potential risks in-
volved in that SCIA.
• Search the network (by means of a social 
network search engine) for people with the 
required competences.
• Send the relevant documentation directly 
to the people identified in the previous 
step, irrespective of the organization they 
belong to (this step accounts for the re-
quirement A2 in table 4 as well).
A different approach to searching the experts 
(that could also be integrated in the searching 
of profiles approach) is by means of microblog-
ging. People normally use microblog to provide 
to others updates on their activities, observations 
and interesting content. However, based on data 
concerning the IBM’s microblogging application 
BlueTwit, Ehrich and Shami (2010) found that 
workplace employees are mostly using the tool 
to post information, engage in brief directed con-
versation and asking help from colleagues. This 
suggests the possibility of using a microblog post 
to identify the people to involve in the baseline 
risk assessment; this could be done in the form 
of a request for help to which people with the 
required competences answer. By means of the 
same post, these people get also informed of the 
fact that their advices are needed, thus satisfying 
the requirement A2 as well. A further alternative 
is the use of automatically generated RSS feeds 
instead of microblogs posted by people allocated 
to the SUAP.
Microblogs can be used in all the situations in 
which the people involved need to be promptly 
informed of the occurrence of potentially critical 
events, as in the case of a partner’s detection of 
a secondary risk arising during the execution of 
the risk handling actions he is in charge of. In this 
Table 5. Collaboration 2.0 tools supporting group decision making 
Group Decision Making Process Tasks Collaboration 2.0 tools
Intelligence Problem Identification BlogBlogs, IM, Polls (voting)
Information finding/sharing RSS feeds, blogblogs, Twitter
Soliciting expert’s opinion Social networks answering function 
Enterprise social bookmarking
Prioritize problems (importance) Voting, blogblogs, IM, discussion groups 
(forums), chat room
Design Search for alternative solutions Search tools, expert/answering
Idea generation—brainstorming Discussion groups, blogblogs, IM, chat room
Experts’ opinions Answer function, IM, Twitter
Organize alternatives WikiWiki
Identify criteria of choice WikiWiki, blog, IM, discussion groups
Prioritize criteria of choice (importance) Discussion groups, voting, IM, chat room
Choice Analysis (Forecasting, risk, comparisons) Collaborative decision making (Social networking plus 
Business Intelligence analysis)
Selection of an alternative Polling, discussion groups, IM
Implementation Meeting management Twitter, RSS feeds
Project management Presence awareness, Twitter, blog
Report writing WikiWiki
Training (if needed) Virtual worlds
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case, as he detects the secondary risk, a partner 
can post a microblog informing of this, almost in 
real time, all the other partners that will thus be 
prepared to define and share the most adequate 
measures to cope with the new situation. Hence, 
by resorting to microblogging also the require-
ments B2 and B3 can be satisfied.
Blogs represent powerful tools for sharing 
expertise, improving cooperation and enabling 
business intelligence creation (Andrus, 2005; 
Kolari et al. 2007). In the case we are considering, 
the use of blogs satisfies also the requirements A4, 
B1 and B4. Upon receiving a SCIA, the manager 
responsible for the functioning of the SUAP can 
initiate a blog devoted to its risk assessment. The 
managers responsible for risk assessment (both 
the baseline risk assessment and the routine risk 
identification and analysis) within the organiza-
tions involved in the processing of that SCIA can 
then post comments on that blog. In this way, all 
the people involved in the risk evaluation can 
share their evaluation of: (i) the potential risks 
involved (for their organizations); (ii) the need of 
performing the ex-post controls on that SCIA; and 
(iii) the timing for the execution of the controls. 
This allows:
• The definition of a shared risk profile for 
the SCIA under processing (requirement 
A4).
• A shared decision concerning whether to 
perform the controls, and when (require-
ment B1), possibly also by resorting to 
polling mechanisms that can be integrated 
quite easily in a blog (Rodriguez et al., 
2007).
• A shared planning of the execution of all 
the ex-post controls (whatever organiza-
tion is responsible for each control activ-
ity), compatible with the other activities 
each partner has to perform as part of his 
normal activity (requirement B4).
Blogs can be used to share information and 
decisions both at the inter-organizational and at the 
intra-organizational level. In the latter case, the use 
of blogs would allow the manager responsible for 
the internal risk assessment to collect information 
and advices that could be useful for a sound risk 
assessment from people within the organization 
(whatever unit they belong to).
Risk assessment, and risk treatment as well, can 
be more efficient and effective when information 
concerning previous experiences can be used to 
derive useful insights on how to treat the case at 
hand. One way to do this is by allowing the use of 
tools that enable groups to jointly create and share 
content; Wikis are typical collaborative tools that 
can be used to this end, even in critical contexts 
(Wagner, 2004; Andrus 2005). In the processing 
of a SCIA, blogs can be used to make a shared risk 
assessment and a shared risk treatment strategy 
emerge from the collaborative effort of people 
belonging to different organizations (as well as 
to different units within the same organization). 
Wikis, instead, can be used to document the whole 
risk assessment and risk treatment processes for 
that SCIA. The intrinsic collaborative nature of 
the Wiki enables documents to be written col-
lectively by all the people involved in the risk 
management and the risk treatment processes 
(whatever organization they belong to), thus al-
lowing a more structured, complete, reliable and 
useful documentation of the way a SCIA has been 
treated. Moreover, the possibility of using both 
content tags and meta-information tags and links 
to organize the content of Blogs and Wiki pages 
makes it particularly easier to find the information 
needed (Kolari et al., 2007). This allows a more 
efficient use of past experiences in both the risk 
assessment and the risk treatment processes. From 
this point of view, by using Wikis to document the 
risk management processes also the requirement 
A3 in table 4 above can be satisfied.
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CONCLUSION
The use of Social Computing and Cooperation 
services and tools (SC&CSs) by organizations, 
as well as their embracing of the collaborative 
philosophy of Web 2.0, to improve both internal 
and external relationships is continuously increas-
ing and there is a general expectation that this 
will determine a deep transformation in the way 
organizations will work in the interconnected 
world. Besides enterprises, also government or-
ganizations are increasingly adopting SC&CSs 
with the aim of making their processes more 
transparent, fostering citizens’ participation and 
promoting collaboration and cooperation among 
government agencies.
Inter-agencies cooperation lies at the basis of 
Connected Government whose aim is to enable 
government organizations to connect seamlessly 
across functions, agencies, and jurisdictions to 
deliver effective and efficient services to citizens 
and businesses. In the countries of the European 
Union, this objective concerns the delivery of 
services within each Member State and the deliv-
ery of cross-border services as well. Indeed, the 
possibility for European citizens and businesses 
of accessing cross-border (and cross-boundary) 
services (either delivered completely online or 
through some form of face-to-face/paper based 
interaction) represents a fundamental step toward 
the strengthening of the perception of living and 
working in a Single Market.
Connected Government is difficult to achieve in 
the European Union due to the high organizational 
heterogeneity among government organizations, 
both at the national and at the cross-border level. 
Without reducing organizational heterogeneity 
among government organizations from different 
Member States, it is very unlikely that their interac-
tions with European public administrations could 
strengthen the European citizens’ perception of 
living and working in a Single Market.
Interoperability allows different organizations 
to interact through the exchange of information. 
However, interoperability by itself cannot reduce 
organizational heterogeneity since it also depends 
on the social dimension of organizations, which 
includes “human factors” such as feelings, mo-
tivation, trust, communication, culture, personal 
relationships, goals, values and commitment. 
Besides possibly making European citizens ex-
perience striking differences when interacting 
with public administrations in different Member 
States, all the above-mentioned elements can 
affect the effectiveness of inter-organizational 
cross-boundary cooperation and the delivery of 
seamless cross-boundary services as well.
Organizational heterogeneity can be reduced 
through co-operability, which is a form of non-
technical interoperability aiming at the successful 
bridging of differences in doctrine, organization, 
concepts of operation, and culture so that different 
organizations can function together essentially as 
a single organization with no loss in effectiveness. 
The process that can lead different organizations 
to achieve higher levels of co-operability can be 
considered as a learning process in which different 
organizations engage in a series of iterative and 
interactive learning cycles over time, typically 
characterized by greater and greater trust and 
adaptive flexibility, as well as the willingness to 
make increasing and irreversible commitments. 
In the chapter, I argued that the use of SC&CSs 
to support the interactions among different public 
administrations could make this learning process 
more efficient and effective. This is due to the 
role SC&CSs can play in the establishment, 
maintenance and strengthening of inter-personal 
relationships, both within and across the orga-
nizational boundaries, which is fundamental for 
every trust-building process.
Many barriers have to be overcome in order to 
allow an effective use of SC&CSs within organi-
zations (Bughin, 2008). A detailed discussion of 
those barriers is outside the scope of this chapter; 
however, there is at least one point that deserves 
some attention here. The take up of SC&CSs by 
employees is not spontaneous. (AA.VV., 2010) 
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reports that companies quote employees resistance 
as the single biggest barrier to adoption; McAfee 
(2009) has reached the same conclusion based on 
his interviews with lead companies. This point is 
crucial for the use of SC&CSs suggested in this 
chapter. Actually, both the use of SC&CSs to 
support the learning process that can lead to co-
operability, as the basic condition for connected 
government, and the use of SC&CSs to make 
the SUAP’s workflow more efficient and effec-
tive heavily rely on the employees’ willingness 
to collaborate, within and across organizational 
boundaries.
However, this problem concerns collaboration 
in itself rather than the adoption and use of services 
and tools that can make collaboration easier, as 
SC&CSs are. People are the critical ingredient 
in any collaboration; no benefit can be realized 
without people being willing to trust and share 
both the content and themselves (Coleman & 
Levine, 2008). The success of any process based 
on collaboration depends on the ability to address 
people, process, and technology issues simultane-
ously with the heaviest focus on people. Coleman 
and Levine (2008, p. 24) observe that usually 80% 
(or more) of the effort in collaboration goes into 
the development of the enabling technologies 
instead, whereas only 20% (or less) is focused on 
the relationships or interactions between people. 
This suggests a first indication of what should 
be done to overcome the barriers that could limit 
the use of SC&CSs: invest more on people and 
on their relationships than on technology, which 
is just an enabling element whose value is in its 
capacity of supporting people in the way they 
work, without imposing further burdens on them.
This leads to another important success factor 
for the adoption and use of SC&CSs. The best 
practices show that the highest chances of success 
depend on the integration of the new tools within 
existing workflows and on their application to 
the core activities of the organization. The use of 
SC&CSs described in this chapter concerns the 
procedures for starting, transforming or closing a 
business in Italy. The efficiency and effectiveness 
of these procedures, implemented by the One Stop 
Shop for Production Activities, are critical for the 
reduction of the administrative burdens on enter-
prises, which represents a strategic policy objective 
for the Italian Public Administration. From this 
point of view, the use of SC&CSs described in 
the chapter satisfies the success condition above 
for the adoption of SC&CSs by organizations.
Under the legislation in force, the procedures 
for starting, transforming or closing a business in 
Italy require the execution of inter-organizational 
workflows in which different public agencies 
have to perform a coordinated set of activities, 
according to the competencies set to them by 
laws and regulations. All these activities are tied 
together through informal and formal commu-
nication processes that enhance the cooperative 
interactions and trust between the people and the 
organizations involved.
Communication (both formal and informal) 
represents a fundamental condition for enabling 
effective cooperation. On the one hand, through 
communication all the actors involved in the 
execution of inter-organizational workflows 
can build and reinforce a shared vision, create a 
sense of collective ownership and responsibility, 
enhance inter-organizational trust, which can 
make the cooperation more effective and easier 
to manage. On the other hand, at the operative 
level, communication enhances the interactions 
among all the actors involved, both at the intra-
organizational and at the inter-organizational 
level, and allows information and knowledge to be 
shared among them, which makes the execution 
of inter-organizational workflows more efficient 
and effective.
Fundamental as they are for effective coopera-
tion, communication and knowledge sharing are 
not so easy to manage at the inter-organizational 
level. However, as Coleman and Levin (2008, p. 
9) point out, “when you couple technology and 
process with interpersonal styles, awareness, 
communication tools, and some conversational 
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models that support ‘sustainable collaboration’, 
you have a winning combination.” Social Com-
puting and Cooperation services provide such a 
winning combination that, as shown in the chapter, 
can be exploited to enhance inter-organizational 
cooperation, to allow the seamless delivery of 
cross-administration/sectorial/border services and 
to pursue the objective of Connected Government.
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KEY TERMS AND DEFINITIONS
Connected Government: The result of a 
transformational process that leads Government 
organizations to achieve a level of integration 
such that citizens and enterprises can interact 
with government as with a single entity rather 
than with a number of different public authorities.
Co-Operability: A form of non-technical in-
teroperability aiming at the successful bridging of 
differences in doctrine, organization, concepts of 
operation, and culture so that different organiza-
tions can function together essentially as a single 
organization with no loss in effectiveness.
Cooperation Platform: A set of specific ICT 
tools and services that support inter-organizational 
cooperation.
Cross-Border/Sectorial/Administrative 
Services: Services delivered to citizens and busi-
nesses through inter-organizational cooperation 
and that can be freely accessed irrespective of 
the agency, department, administration or country 
that deliver them.
Government 2.0: The use of Web 2.0 services 
and tools within government organizations as well 
as their embracing of the collaborative philosophy 
of Web 2.0.
Interoperability: Ability of disparate and 
diverse organizations to interact towards mutually 
beneficial and agreed common goals, involving 
the sharing of information and knowledge between 
the organizations, through the business processes 
they support, by means of the exchange of data 
between their respective ICT systems.
Social Computing and Cooperation Services 
and Tools (SC&CS): ICT applications, based 
on the Web 2.0 paradigm, that enable people to 
interact efficiently with other people, as well as 
to share contents and data through the Web.
