We present a quantum public-key cryptography protocol for quantum message transmission. The private key of this protocol includes three classical matrices: a generator matrix of a Goppa code, an invertible matrix and a permutation matrix. The public key is product of these three matrices. The encryption and decryption algorithms are merely quantum computations related with the transformations between bases of the quantum registers. The security of this protocol is based on the hypothesis that there is no effective algorithm of NP-complete problem.
INTRODUCTION
A generator matrix G for a linear code C is a k by n matrix for which the rows are a basis of C. is a linear error-correcting code that is defined with Goppa polynomial ) (z g [1] . There is a fast algorithm for decoding Goppa codes, but the general problem of finding a code word of a given weight in a linear binary code is NP-complete. Based on the idea of McEliece in classical cryptology [2] and the method suggested in [3] , we present a quantum public-key cryptography protocol.
ENCODING PROCESS
A quantum message is a sequence of pure states. Without loss of generality, we restrict our attention to the encryption and decryption of a pure state. Suppose G is a generator matrix of a Goppa code, 
DECODING PROCESS
Bob uses his private key ) , , ( 
CONCLUSIONS
We present a public-key cryptosystem of quantum message. The advantage of this cryptosystem is that the encryption and decryption algorithms are well-defined, which are merely involves computations related with the transformation between bases of the quantum registers, so that the public-key and the secret-key are merely some classical data. The security of this protocol in based on the hypothesis that there are no effective algorithms of NP-complete problem.
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