Cloud 
I.
Introduction:
Cloud Computing is a platform which aims to provide shared data to its clients at the same time. It is amongst the buzzwords in today's era. Whether we open an IT magazine or open any website, cloud computing concept is everywhere. As the count of clients for the access of same data increases, catastrophe may occur. Cloud Computing offers various service models. It can be software as a service model, offering softwares on a single platform. It can be platform as a service model which offers a platform from where the softwares and data can be accessed. Or it can be infrastructure as a service which provides the security and backup services. Load balancing concept cannot lag behind while dealing with cloud computing. Load balancing can be implemented during runtime or can be predefined. When predefined, all he nodes of the network can have a fix number of load on them. But during runtime, the overloaded node can transfer its over load to the underloaded node so as to make it a balanced node. RBAC is one of the techniques of the load balancing during runtime.
II. RBAC in Load Balancing:
Concept 
III. Related Work:
Till now various researchers had developed various enhanced models of RBAC. Geetanjli et. al. [3] in the research work proposed a technique in which it was easy to migrate the tasks from one system to another. XML implementation Backup and Restoration policy was applied to have backup of the data.
In this way, RBAC was made more enhanced. Parminder et. al. [1] in their research work implemented enhanced RBAC in .NET environment and windows azure for database. was done in their research work. Restriction policy was applied to have more secured system. Along with the backup of data, restriction was applied on the number of transactions which made the data more secure from hackers.
Er. Amandeep kaur et. al. [2] discovered a Cross
Breed algorithm which involves the hybrid of FCFS, RBAC and a priority algorithm. Jason and Koch had given the main concept of RBAC by introducing the admin and the user's concept by which the load can be balanced.
IV. Implementation:
The proposed work involves the implementation of the RBAC with FCFS in .NET environment so as to have an easy and secure access to cloud. Users first make their account in the organisation. Then RBAC is implemented i.e. roles are assigned and authorised to the users. After that, the FCFS technique is applied. This whole working is shown by the flowchart Fig. 1 The figure 2 shows the login page of .NET . RBAC is a combination of attribute based access control i.e. ABAC and the identity based access control i.e. IBAC. These both lead to the security and saving of the time and money.
After having the account, and login to the page, it is found that the admin manages as well as assigns the jobs to the various users of the organisation. It is shown by figure 3 .
ISSN: 2231-2803 http://www.ijcttjournal.org . But the question arises, how the priority is assigned if more than 1 client with same role want to access the job? It is done via FCFS. For e.g. if any 2 executives login to access the job, then the executive who login first is assigned the job and this whole process is managed by the Admin. It is shown in figure 5 . By the implementation of RBAC and FCFS using .NET environment, the workload is reduced at a high cost. Moreover security is provided to all the clients working in an organisation. Although all these concepts are developed before, but a thorough implementation is proven in this paper using ASP.NET. Whole technique is proven to decrease the workload of the executer. But the workload can be reduced further if the RBAC is implemented using distributed environment instead of a single organisation. More work can be performed when one job execution depend on the execution of another job.
