Abstract-This paper proposes a multiagent system (MAS) that uses smart wearable devices and mobile technology for the care of patients in a geriatric home care facility. The system is based on an advanced ZigBee wireless sensor network (WSN) and includes location and identification microchips installed in patient clothing and caregiver uniforms. The use of radio-frequency identification and near-field communication technologies allows remote monitoring of patients, and makes it possible for them to receive treatment according to preventive medical protocol. The proposed MAS manage the infrastructure of services within the environment both efficiently and securely by reasoning, task-planning, and synchronizing the data obtained from the sensors. Additionally, this paper presents the design and implementation of the reasoning agent in the MAS. A system prototype was installed in a real environment and the results obtained are presented in this paper.
I. INTRODUCTION

I
T is a well-known fact that the world population is aging and that both the number of people suffering from chronic illnesses and the elderly population, in general, are rapidly increasing. New technologies, wearable devices, and communication networks are helping residents and their caregivers by providing continuous medical supervision, domotic control, rapid access to medical data, and emergency communication both in the home and in geriatric care facilities [1] - [4] . During the past several years, there has been an increase in the demand for noninvasive intelligent devices that can detect vital signs without interfering in the daily routine of those who use them [5] , [6] . This demand was fueled by the need that public and private institutions have for monitoring and providing services to the dependent patients under their care.
Smart wearable devices are sensors that are designed to help and provide services to dependent persons [7] . They offer new possibilities and create new challenges as a result of the information that they supply quickly, reliably, and securely. As wireless technologies and ubiquitous computing [1] continue to unfold, network sensors [8] , communication data networks [4] , [9] , mobile devices and smart wearable devices [6] , [10] , [11] make it possible to create intelligent environments and assist with longdistance medical care [3] , [12] , [13] .
Agents and multiagent systems (MASs) have gained relevance in the development of dynamic and distributed systems, and have been successfully applied in areas, such as electronic commerce, medicine, homecare, robotics, etc. [14] - [17] . The characteristics of the agents make them suitable for developing wireless sensor network (WSN) based distributed systems. The advantage of the agents is their ability to easily adapt to the users and the characteristics of the surrounding environment [18] . Additionally, they are frequently used with mobile technology, such as general packet radio service (GPRS), nearfield communication (NFC), or Bluetooth, making it possible for them to obtain context-aware information in novel ways.
This paper describes the smart wearable device (MaRV) MAS, which is intended to automatically manage and improve the assistance to patients in geriatric facilities by using smart wearable technology. This system uses smart wearable devices to obtaincontext aware information, thus making it possible to identify, locate, and gather data for each patient. The agents are in-charge of managing and controlling the information obtained by the system. The core agent in MaRV is the head agent, which is integrated into the system. The purpose of this agent is to improve the quality of life for the user by providing efficient and relevant solutions in real time. The most important characteristics of the system are: 1) the head agent has reasoning capability, it can analyze and reason about the context data gathered by the system and provide proactive solutions; 2) the head agent can easily adapt to the context within which it acts; and (iii) gather sensor data and messages from other agents in order to provide efficient solutions. The communication between the agents and the smart wearable devices is conducted with wireless technologies: Wi-Fi, ZigBee, NFC [19] , while radio-frequency identification (RFID) is used for identification [20] . These technologies provide the structure that is required for supporting the communication needs for the system agents with devices and data-handling equipment. Additionally, they increase the flexibility and efficiency of the agents, permitting them to remotely access resources (programs, teams, services, etc.) regardless of the patient's physical location.
The remainder of the paper is structured as follows: the next section presents the state-of-the-art in smart wearable devices and the way in which they interact within medical care environments. Section III describes the proposed MAS, focusing on the description of how the agents interact with the smart wearable devices. Section IV presents a prototype that was developed for the care of patients in a geriatric facility. Finally, Section V presents the results and conclusions obtained after installing the prototype in the care facility, and suggest future areas of investigation for improving the system.
II. SMART WEARABLE DEVICES IN HEALTH CARE ENVIRONMENTS
Recent developments in micro and nanotechnology, the use of lightweight devices, wireless networks, and information processing have led to the emergence of noninvasive wearable devices that improve health monitoring systems [21] , [22] . Wearable devices detect the state of the user within the immediate surroundings. To date, most efforts have concentrated on the detection of the physical state of the user (for example, activity, location, and physiological parameters) [6] . The data that can be provided by wearable devices and the physical state of the patients are closely related, which facilitates the process of classifying information. As a result, medical personnel use information about the physical context of the user in order to make deductions regarding the user's state of health.
The physical state of the user can be picked up by sensors that convert the physical activity or the physiological signals into electrical signals that are processed by medical personnel. Tables I and II summarize the most common noninvasive sensors and the information that they provide for each user.
Over the past few years, several wearable health systems [14] , [23] have been developed using a subgroup of the sensors included in Tables I and II , as determined by the particular objective of each system. Several projects based on wearable systems have been initiated to oversee the state of a person's physical health. The MyHeart [5] project focuses on the design of a personal health assistant (PHA) that is capable of the early and remote detection of atrial fibrillation, thus allowing, for example, immediate treatment involving medication. After a cerebral-vascular accident, neurological recovery can be stimulated by exercise and medication [24] . PHA wearable devices are necessary to capture the motor activities and evaluate the effects and efficacy of the treatment process. In [2] , an ac- celerometer attached to an elastic belt placed over the pectoral region makes it possible to evaluate the recovery of motor skills and the efficiency of physical therapy for hemiplegic patients after an accident.
In [25] , the mobile personal trainer (MOPET) system is proposed, a wearable system that supervises a physical fitness activity based on alternating jogging and fitness exercises in outdoor environments. By exploiting real-time data coming from sensors, knowledge elicited from a sport physiologist and a professional trainer, and a user model that is built and periodically updated through a guided autotest. Bamberg et al. [26] , use wearable inertial sensors for motion classification and tracking in prior work, for example, in monitoring the activity of people at home, mainly for medical purposes. Leung et al. [27] present an information-processing paradigm for intelligent body sensor networks. Nodes in sensor networks have different levels of autonomy in terms of the signal processing, information fusion, and situation assessment in order to contribute with the overall system decision making. This approach is based on the use of a genetic algorithm to provide learning features to the sensor nodes, and fuzzy cognitive maps to perform situation assessment. Lee and Chung [28] propose a smart shirt to measure ECG and acceleration signals for continuous and real-time health monitoring. The measured physiological ECG data and physical activity data are transmitted in an ad hoc network in IEEE 802.15.4 communication standard to a base station and server PC for remote monitoring. Bickmore et al. [29] focus on the development of a handheld health counseling agent designed to promote physical activity is described. They present general-purpose software architecture for the rapid design and deployment of mobile health counseling agents. In [30] , a general architecture for a wearable sensor system that can be customized to an individual patient's needs is presented. The architecture is based on embedded artificial intelligence that permits autonomous operation, sensor management, and inference, and may be applied to a general purpose wearable medical diagnostics. All the revised approaches discuss WSN and its application to wearable physiological monitoring and its applications [31] . However, they are very general and do not provide coordination and organization mechanisms, and are difficult to adapt to the changes that occur in the environment.
Current proposals have certain details in common, such as remote monitoring, although each one has a specific purpose. For example, some systems focus on dependent environments, while others focus on creating and integrating new sensors or applications that use wearable devices. All systems have the common objective of improving overall living conditions for patients and include remote monitoring systems for medical personnel. However, it is necessary to provide new solutions capable of facilitating the integration of smart wearable devices in intelligent environments. Current proposals focus on very specific problems and are a bit constrained when dealing with a dynamic environment. Intelligent environments require new integral solutions that can adapt to the changing conditions of the environment and adjust to the needs of the users.
MASs [32] has proven very suitable for modeling intelligent environments, given that they are based on social organizations and include learning capabilities. Furthermore, they can model smart wearable devices as agents within the system, thus making it easy to adapt to changes and to model the system agents as an active part of an organization. The MAS proposed in this research offers intelligent services to patients within their own surroundings, managing their problems, handicap, or illness in a noninvasive way. The MaRV system also keeps system users identified and located, so that the medical personnel incharge can remotely monitor the patient at any given time. To do so, the system relies on a ZigBee WSN that is used with lowconsumption digital radios based on the IEEE 802.15.4 Standard for wireless personal area networks (WPAN) [32] , [33] . MaRV functions include installation, activation, deactivation and update management, and the elimination of services, as well as the authentification, control, and supervision of the residents.
III. MARV MAS
MASs are distributed systems based on the cooperation of multiple autonomous agents [9] . MaRV is a MAS that has evolved from the THOMAS architecture [32] to facilitate the integration of agents and smart wearable devices via wireless networks and mobile technology. THOMAS [32] is a MAS architecture that is useful for the new generation of virtual organizations in open environments. It consists of agents that are capable of autonomous decision making, incorporate learning mechanisms, and are able to respond to events by planning and replanning in execution time. THOMAS is an open architecture that can easily incorporate any type of agent. The MaRV MAS is a specialized feature of the THOMAS architecture for intelligent environments that can address the need to improve techniques for obtaining resident and patient data, as well as assign diagnoses in hospital centers and geriatric facilities, and monitor all types of patients. The MaRV MAS is a distributed agent platform that uses a ZigBee WSN to establish remote communication between patients and caregivers.
All smart wearable devices in MaRV are based on RFID technology. These devices, which identify and contain information for the residents, are hidden within their clothes and uniforms, so as to not inconvenience the residents in any way. RFID readers and mobile devices with NFC technology are used to read the RFID tags. NFC is a protocol based on a short-range wireless interface. Communication is established between two entities. The protocol establishes a wireless connection between the network applications and the electronic devices. NFC functions on a 13.56 MHz band, thus obviating the need for a user license. NFC always has a device that both initiates and monitors the conversation. NFC fuses the usability of the RFID technology chip with the portability and market penetration of mobile telephony. It uses an electromagnetic field to communicate with a mobile telephone, personal digital assistants (PDA), or laptop using an intelligent RFID tag, or with other devices to perform micropayments, exchange of information, and access control. Additionally, the patients wear a series of sensors throughout the body that form a body area network (BAN) with which it is possible to obtain information about the patient's state of health [21] . These sensor devices are very small and comfortable, so that the patients do not reject them. At the same time, energy consumption should be optimal to avoid having to replace the battery so often. The MaRV system not only gathers and stores user information, but it is also a proactive computing system, since it anticipates user needs. The use of proactive computing [21] and smart wearable devices allows MaRV to provide the user with a degree of independence, and enriches the quality of life for both patients and caregivers.
As illustrated in Fig. 1 , the MaRV system distinguishes three separate levels, each of which is in-charge of a specific functionality for the system.
1) The first level is comprised of the set of wearable sensors that capture patient information. 2) The second level is for data and information storage. It is made up of various types of devices (PDA, portable equipment, mobile telephones, etc.) that provide the computational capacity that allows data to be stored and processed prior to being used at the next level.
3) The third level is the medical WSN that registers and analyzes information to detect anomalies. This network acts as a medical services provider in cases, where the medical staff can handle emergency situations. Different types of agents work on each of the system levels, as shown in Fig. 2 . The MaRV MAS is based on a belief, desire, and intention (BDI) model [14] , [15] in which the agent's function as controllers and coordinators for various medical care tasks. The agents can initiate services on demand, or according to planned actions or user requests. The behavior of each agent can change with any modification made to a patient's diagnosis. The same agents can modify patient treatment and respond to the smart wearable devices installed in the environment. Additionally, the information on the state of the system is continuously stored in order to allow for recovery in the event of system failure.
The different types of agents illustrated in Fig. 2 are as follows.
1) Catcher agents: These agents manage the portable RFID readers in order to obtain information from the RFID tags. There is one catcher agent for each type of information (location, identification, security, access control, etc.) that is captured in the system. There is also a catcher agent installed in mobile devices with NFC technology to gather information from the RFID tags, which it sends to other agents via Bluetooth, GPRS, or the ZigBee WSN. 2) Control agents: These agents supervise the activities of each of the catcher agents with the help of control directives, and determine the validity of the information that is provided. They also classify the information received from the catcher agents, organize it and send it to the data agent and organizer agent. Moreover, they administer the plans generated by the organizer agent and ensure the plans are carried out by sending the information to the catcher agents. Finally, they inform the head agent about all of the incidents that arise during their processing. 3) Data agent: It structures and stores the information that it receives from the control agents in the information system. This effort facilitates the work of the organizer agent. The stored information can be consulted via the Internet. 4) Organizer agent: It automatically generates supervision plans and simple patient diagnoses. These plans are sent to the head agent, which is in-charge of distributing them between the control agent and the applicator agent. 5) Head agent: It controls the rest of the system agents. Manages the activation or deactivation of the control agents. Also receives the incident reports from the other agents (database errors, nonexecuted plans, security notifications, connections and disconnections by the control agents and catcher agents, etc.). The head agent sends this information (incident, date, time, system state, device affected, and detecting agent) to the data agent to be registered in the information system. Additionally, the head agent is responsible for informing the applicator agent about these incidents, according to their priority level. 6) Applicator agent: It administers the communication with the caregivers and medical personnel. Receives incident reports from the head agent, as well as information on the supervision tasks that have been carried out with the patients. All of this information can be sent via Bluetooth, Wi-Fi, ZigBee, or GPRS. In the event of any communication error, the head agent is informed, so that the information can be resent at a later time. The organizer agent in MaRV integrates case-based reasoning (CBR) and case-based planning (CBP) mechanisms, which allows the agents to use previous experiences to create better plans and achieve their objectives. CBR [9] is a type of reasoning based on previous experiences. CBR systems solve new problems by adapting solutions that have been used to solve similar problems in the past, and learn from the new experiences. CBP is specifically designed to generate plans (action sequences) [14] from past experiences in execution time. In CBP, the proposal for solving a problem is a plan. This solution is generated after taking into consideration the plans that have been applied to solve similar problems in the past. The problems and their respective plans are stored in a memory of plans. The reasoning mechanism generates the plans that it wants to use from past experiences and planning strategies, which is how the concept of CBP is understood [15] .
A. Reasoning Agent Design
Agents that are designed and implemented by CBR systems can reason autonomously and adapt to changes in their environment [15] . These abilities satisfy two of the most important characteristics for the organizer agent, as mentioned in the previous point: 1) reasoning ability and 2) facility in adapting to its surroundings. The organizer agent receives data from the sensors, as well as the patient profile and his medical treatments and adapts the tasks (plans) performed by the control agents, i.e., it adapts the organizational structure of the MAS. The other important characteristic is the ability to use the other agents to gather information from its environment. Therefore, in order to design and implement the organizer agent, it is necessary to consider the exchanges of information among the system agents. The IEEE Foundation for Intelligent Physical Agents (FIPA) 1 specificationcan be considered as a valid standard for the communication between agents. To design the head agent, the Agent Unified Modeling Language (AUML 2 ) methodology was used, since it provides the mechanisms required to obtain a design that is detailed enough to simplify the implementation phase.
The BDI model is a solid foundation for modeling and applying the internal behavior of the agents. The BDI model allows us to perceive the agent as an entity that is searching for an objective and behaves rationally. The CBR system and BDI agents can be connected if cases are implemented as beliefs, intentions, and desire that lead to the resolution of a problem. For a smooth transition between the design phase and the implementation phase, the CBR-BDI paradigm must be supported in the implementation phase.
The JavaAgent development framework (JADE) [34] is a good option for developing agent-based applications. JADE eXtension (Jadex) [35] is the implementation of a hybrid agent (reactive and deliberative) architecture for representing the state of JADE agents that follow the BDI model. Jadex is designed to be easily integrated into JADE by simply adding a packet. The primary objective is to facilitate the use of reasoning concepts during the implementation.
As seen from the outside, the organizer agent is a black box that receives and sends messages. The functioning of the organizer agent can be seen in greater detail by using the figure as following. The organizer agent, as previously described, is implemented as a Jadex agent. To do so, some variations in the Jadex architecture are introduced, as shown in Fig. 3 . Fig. 3 provides a summary of the architecture for the organizer agent. All messages received by the organizer agent, as well as internal events and new goals, are the first steps toward the internal reactions, and the deliberative and reasoning mechanisms processed by the organizer agent. The most significant new feature of the organizer agent's design, as seen in Fig. 3 , is the integration of a CBR reasoning engine and a reactive system that gathers data from the sensors and control systems. This makes the design unique in its conception and reasoning capabilities. Based on the results from the CBR reasoning engine, the organizer agent sends plans through the CBP MaRV Plans. These plans can be executed immediately as events, or new plans can be generated and stored in the MaRV library to be executed at a future time. The execution of plans can modify the base of data sensors beliefs, send messages to other agents, 1 www.fipa.org. 2 www.auml.org. create new maintenance goals, or produce internal events. These action plans can respond to sensors installed in the system and facilitate the user's daily tasks, making the time spent by the user in the environment much more comfortable. The plans are used by different types of MaRV system agents that manage the active devices. The functionality implemented in Java classes can also be incorporated in other similar systems. The next section presents a low-level AUML design for the organizer agent, followed by the implementation of Jadex. One specialization of the CBR-BDI agent is the CBP-BDI agent [36] . Its internal structure is similar, but it differs from the CBR-BDI agent in which the solution that the agent carries out is not a model, but an actual plan, i.e., a sequence of actions. A CBP-BDI agent should incorporate a planning mechanism that generates plans as solutions to the given problem. A CBP-BDI agent can incorporate different planning mechanisms [36] , [37] . Corchado et al. [36] present a replanning mechanism for CBP-BDI agents in which the main characteristic is the ability to replan in execution time. A CBP-BDI agent calculates the plan or intention that is most easy to replan: most replannable intention (MRPI). This is the plan that can most easily be replaced by another plan in case it is interrupted (for example, if a user changes preferences while the plan is being executed). In a dynamic environment, such as an agent society, the ability to have alternate plans is very important for maintaining efficiency within the system.
As shown in Fig. 4 , the AUML design produces a diagram of classes for the organizer agent, the most important agent within the MaRV architecture. The agent has five capabilities and four services, as described in Fig. 4 . The capabilities are: 1) P-solution; 2) C-sensor; 3) S-plans; 4) St-data; and 5) E-result. The services are: 1) provide information; 2) describe plan; 3) provide plan result; and 4) component task assignment. Table III shows an example of the inputs received by the organizer agent. This information, together with the agent profile composes the problem description for the case. As can be seen in Table III , the organizer agent receives data from temperature, respiration, accelerometers, ECG sensors, and RFID tags that capture information from the patient. Every sensor provides a different type of data, for example, the temperature sensor provides a concrete measure, and the accelerometer provides TABLE III  EXAMPLE OF DATA RECEIVED BY THE ORGANIZER AGENT   TABLE IV  SOLUTION GIVEN TO THE CASE an alert when a fall is detected. The organizer agent manages these data in order to maintain the objectives for the patient. If the organizer agent detects any deviation or incident, it will be necessary to execute action plans or events.
The organizer agent analyzes the data received from the sensors, as well as the patient profile and his medical treatments. Taking into account these data, the organizer agent provides a patient diagnosis and evaluation and, according to the diagnosis, suggests a series of tasks (a plan) that should be performed, as shown in Table IV. Table IV describes the solution given to the case. As shown in Table IV , to assign the tasks to the control agents, it is necessary to take into consideration the possible restrictions of the patient's treatments.
IV. CASE STUDY: GERIATRIC RESIDENCES MONITORING
This case study developed a multiagent MaRV system prototype in a geriatric care facility, which improves the quality of life for the patients, while simplifying and automating the work of the PHA in a geriatric care facility. This system maintains continual identification and location of the patients and PHA within the dependent environment. Additionally, it automatically carries out planning and task distribution among the PHA. The information that the system gathers from the sensors, and the actions carried out by the patients on a daily basis are all stored and processed by the system in order to be able to provide a diagnosis or alert of possible incidents at a later time.
The system uses mobile devices (PDA, mobile telephones, and NFC) and wireless communication technology (Wi-Fi, GPRS, RFID, NFC, and ZigBee) to interact with the users. These technologies and devices work in a distributed way, providing the users with a greater flexibility and easier access to the system services.
The standard ZigBee permits more than 65 000 nodes to be connected in a network mesh topology. There are three types of ZigBee nodes: coordinator, router, and end device. The ZigBee coordinator controls the network and the connection method with the other devices. The ZigBee router interconnects devices, which are separated. The ZigBee end devices can communicate with the coordinators or the routers in order to transmit information, but they cannot exchange information among themselves. The ZigBee end devices remain in sleep mode in order to save energy and maximize their battery life.
The RFID technology [13] used in the development of this prototype allows us to automatically capture data that can be used to electronically identify patients, caregivers, and material resources. A RFID system is essentially comprised of two components: tags and readers. The tags can be passive (with no battery) or active (with battery). Active tags can be read by a reader at a greater distance than the passive tags. The RFID tag reader, which can be a mobile phone with NFC technology, gathers information as it moves throughout the tag's reading area, which it then transmits to the system. This information is comprised of the identification for the RFID tag that is being read, the identification of the reader that is being used, and the information contained in the RFID tag. The NFC mobiles transmit this information to the system via Bluetooth or GPRS, while the RFID readers use Wi-Fi to transmit the information via the internal network installed within the context. Fig. 5 shows the installation of the ZigBee wearable sensor network in a geriatric care facility that can monitor both patients and PHAs. Each catcher agent captures information provide by a sensor and the control agent supervise the catcher agents. The data, organizer, head, and applicator agents are executed in a central computer. The ZigBee sensors that were installed identify and locate the patients and the PHA as they pass by strategically placed points. For example, the sensors located at the entrance door to the dining area identify the users that walk past and inform the system. This information is registered at both the entrance and exit area in order to control the schedule for each patient and possible missed meal that might weaken the patient's health. The installed RFID tags identify both material resources (beds, wheelchairs, sofas, tables, laptops, etc.) and human resources in the care home. For example, each caregiver is identified and located at every moment by means of a personal RFID tag. Each caregiver is also equipped with a PDA to which the system supervisor can send tasks dynamically via the internal network depending on the caregiver's particular situation and the task at hand. The caregiver can also input information on the state of the patients using a PDA. This information is automatically stored and process by the system, so that specialized supervisors or the system itself can perform remote diagnoses. Fig. 6 illustrates the clothing used by the patients in the case study. It incorporates wearable devices, a RFID tag, an ECG sensory, a body temperature sensor, an accelerometer, and a respiration sensor. Each of these devices transmits the information gathered from the patient to the corresponding catcher agent via the ZigBee WSN. The RFID tag locates the patients and identifies them in the access control for the dining area, entertainment rooms, security areas, and bedrooms. The ECG sensor is applied with a strip of velcro to an area of the patient's clothing close enough to measure the heartbeat with an electric frequency. The MaRV system gathers the signal transmitted by the ECG sensor with a sampling frequency level of 200 Hz. The signals received by the ECG can diagnose cardiovascular diseases or metabolic alterations. A triple axis accelerometer gathers signals on the patient's movements. The body temperature sensor monitors the patient's temperature. This sensor is an electronic device with a long-life battery. It gathers new patient data every 60 s. The respiration sensor is another type of electronic device with a long-life battery that also gathers information every 60 s. This MaRV is a specialized feature of the THOMAS architecture [32] to facilitate the integration of agents and smart wearable devices via wireless networks and mobile technology. MaRV introduces compatibility with smart wearable devices through the use of ZigBee WSN and RFID and NFC technologies in order to establish remote communication between patients and caregivers. The primary characteristics of MaRV are the modeling capabilities for intelligent environments based on virtual organizations, the incorporation of special agents capable of interacting with smart wearable devices, the incorporation of agents with learning and adaptation capabilities, and the integration of a large variety of wireless technologies.
V. RESULTS AND CONCLUSION
Smart wearable technology [11] is particularly promising as a support for health care environments. Sensors and communication devices facilitate sending and receiving information in a ubiquitous and nonintrusive manner [38] . The MaRV system presented in this paper proposes an innovative technological solution consisting of an intelligent environment based on the use of smart wearable devices and MASs [15] . The MaRV system has been tested in a real environment, and the results obtained are promising. To validate the system, we designed a series of tests. The tests, which involved 50 patients, ten nurses, and two doctors, allowed us to evaluate the system. Specifically, the results of the MaRV system were studied over a period of five weeks.
The incorporation of new RFID and NFC sensors into the care home significantly improves a number of functions that include monitoring attempted escapes, controlling medication and food intake, and detecting anomalies in the patient's behavior, as shown in Table V . Table V shows the percentage of success in controlling various functions within the care facility. It is easy to appreciate the efficiency of the MaRV system in controlling attempted escapes, allowing for an immediate response in 98% of the cases. Additionally, it is possible to control the medication and food intake of each patient with a 100% efficiency rate. The system makes it possible to avoid errors in the administration of medication and the special diets for the patients. Finally, the new sensor network makes it possible to detect anomalous behaviors among demented patients and create behavior patterns for risky situations. The organizer agent takes into account past experiences in order to organize the new tasks in the system. In this sense, the MaRV system takes advantage of the previous experiences and learns these past lessons. This behavior provides a great capacity for adaptation, as demonstrate the results presented in Table V .
The degree of acceptance by the users involved in our system was very high, as shown in Fig. 7 . The users completed surveys after using the system. Fig. 7 shows the results obtained after surveying the participants of the system. There was a 93% acceptance rate among the patients, since the system is low invasive and does not affect their normal behavior. The acceptance among the nurses was 88%, despite the initial learning phase. Nurses, who tried the system, demonstrated a certain rejection to the use of PDA, as well as to the training period required to learn the system. Finally, the acceptance by the doctors was 97%. Users, in general, remarked the great capacity for dynamic adaptation that the system provides. Fig. 8 shows the percentage of error that occurred in the escape control system during the tests. MaRV monitors the patients and detects possible escape attempts, which are managed by the head agent. The initial tests showed an error rate above 26%. This percentage was primarily due to errors in the use of the system by the nurses. After the third test, the error rate was reduced to 13%. From this point, the error rate remained stable at 2%. This error could be reduced with a higher level of training in the use of the system. Furthermore, as previously indicated, the organizer agent uses a CBR strategy, and CBR systems typically require a period of time to learn from the environment, before providing accurate results.
Although the initial results are promising, the systems still require much work. The MaRV system has been successfully tested in a real environment and has proved to be an efficient monitoring mechanism that uses context-aware techniques based on MASs and smart wearable devices. Moreover, MaRV improved security to patients and caregivers by providing monitoring and alert facilities to detect and manage emergency situations. MaRV ensures that only authorized personnel have access to services and monitors the patients' treatments. Besides, the data is stored in a secure manner, using redundancy and continuous generation of backups.
However, the system presents some disadvantages on distributing the majority of the systems' functionalities into remote and local services, and applications. MASs present disadvantages when the number of agents is high. Current alternatives provide solutions, where the functionalities of the systems are not integrated into the structure of the agents. Our future work focuses on testing the system in different environments and looking for feedback to adjust and improve the proposed solution. Moreover, we will focus on distributing services and applications able to be invoked by the agents acting as controllers and coordinators.That is our next challenge.
