This paper proposed an algorithm that fused block-based algorithm (Radial Harmonic Fourier Moments, RHFMs) and SIFT algorithm (Scale Invariant Feature Transform, SIFT) for the duplicated forgery detection, also called copy-move forgery detection. It can effectively detect forgery image. Firstly, the SIFT algorithm is proposed to extract feature points from the pre-processing image. Subsequently, the nearest-neighbor (2NN) test, adaptive Euclidean distance and Random sample consensus (RANSAC) are applied to remove most of the mismatched feature points and get the candidate inlier matches. The affine matrixes based on the RANSAC are obtained by the candidate inlier matches. Then, Radial Harmonic Fourier Moments is proposed to extract invariances of the candidate inlier matches in circle blocks. The propagated criterion is calculated by affine matrix and circular feature of the inlier matches. The Simple Linear Iterative Clustering (SLIC) is presented to segment the host image into texture patches. Like pixel propagating, the circular block is slid in the corresponding texture blocks that the texture blocks contain the corresponding inlier matches to get more corresponding matches. Finally, some geometric image operations, such as dilation, are employed to eliminate the small holes or isolated pixels. A series of experiments showed that the proposed fusion algorithm can achieve superior performances than those of the moment invariant algorithms under various geometric transformations.
Introduction
Nowadays, a forgery image can be easily created to represent the realistic image without any professional skills. If these forgery images are used in news reports, commercial contracts, law evidences, or academic researches, it will cause serious social problems. In order to solve this problem, digital image forensics has emerged to discern true or false images. There are several types of forgeries. One of the most common type is duplicated forgery or so-called copy-move forgery [23] . In this type, a part of the image is copied and moved to another part of the image that aims to cover some object by one's intention. And also, the forger will apply blur degradation, geometric transforms or arbitrary contrast changes on the duplicate regions to achieve his aim.
The simplest duplicated forgery detection algorithm to detect whether an image has been forged is exhaustive search algorithm. But, the efficiency of exhaustive search is too low to use in forgery detection. Fridrich et al. [8] proposed an algorithm that divides the image by overlapping and square blocks. The discrete cosine transform (DCT) coefficients of those blocks are computed to identify the original region and its duplicate region. Similarly, PCA (Principal Component Analysis) [13] , and SVD (Singular Value Decomposition) [11] are image features that are also employed to represent the blocks. Luo et al. [12] proposed the main shift vector to identify the possible duplicate region. It can resist various forms of post region duplicate image processing. For keypoint-based algorithms, Amerini et al. [3] proposed a novel SIFT based on J-Linkage, which can achieve accurate forgery localization. Ardizzone et al. [4] presented a hybrid algorithm to fuse keypoint-based algorithms with Delaunay triangulation. For block-based algorithms, Tu et al. [10] improved Zernike moments by combining it with DWT to boost the feasibility and efficiency. The main defect of block-based algorithms is the lack of the resisting of the scaling transforms. Wo et al. [18] and Emam et al. [7] proposed the polar complex exponential transform (PCET) with multi-radius block to extract the feature of each point. But, its efficiency is low. One of the most famous solution are the keypoint-based algorithms, such as scale invariant feature transform (SIFT) [2, 9, 20] and Speeded Up Robust Features (SURF) [16] . The keypoint-based algorithm has high detection accuracy, but needs the auxiliary matting algorithm to fill the detected regions.
To address the above defect of algorithms, we propose a novel algorithm that fuses the merits of the keypoint-based algorithm and block-based algorithm to achieve a higher detection accuracy and efficiency. In [21] , Zheng et al. also proposed fusion of block and keypoint based algorithms. However, the algorithm of [21] relies on the number of keypoints of segmentation to identify whether the region is the suspicious region, which is unreliable. In our proposed algorithm, the keypoint-based algorithm, namely SIFT, extracts the feature point and preliminarily locates the coarse regions. Then, the Radial Harmonic Fourier moment (RHFMs) extracts the features of the patches that contain the SIFT points to obtain the threshold of the candidate matches. Finally, the block is employed to traverse the above patches with the matching threshold to indicate the forged regions.
The rest of paper is organized as follow: the frame of detection algorithm, image feature matching, and preliminary filtering algorithm are proposed in section 2 and section 3, respectively. Further filtering by using RHFMs is presented in section 4. The analysis of the experiment results is given in section 5. Finally, the conclusion is given in section 6.
The Frame of Detection Algorithm
There are a large number of the algorithms proposed for duplicated forgery detection. These algorithms are often divided into two forms , either block-based algorithms or keypoint-based algorithms [6] . Most of these algorithms follow similar processing steps. The feature extraction is the main difference between the two kind algorithms. The fusion algorithm is proposed to merge the merits to better filter out the outliers. The steps of the algorithm are given as follow.
Input: Host image

Output: The detected regions
Step 1: Host image is input, and then the pre-process operations are employed to invert the image into grayscale and filter the Gaussian noise.
Step 2: SIFT is employed to extract the features, namely the candidate feature points.
Step 3: The nearest-neighbor (2NN) test is preliminarily employed to match the candidate feature pairs and remove most of the outliers.
Step 4: The Euclidean distance and Random sample consensus (RANSAC) are employed to further filter out the outliers and get the candidate inlier matches. Then, the affine matrixes based on the RANSAC are obtained by the candidate inlier matches.
Step 5: The center of each circular block proposed in [14] represents the corresponding to inlier points. RHFMs are employed to calculate the block features of the same inliers matches. Then, the features are evaluated to determinate criterion of the authentic inlier matches.
Step 6: The Simple Linear Iterative Clustering (SLIC) is presented to segment the host image into texture patches.
Step 7: The circular block is slid in the corresponding texture blocks that the texture blocks contain the corresponding inlier matches to further evaluate pixel for getting more corresponding matches. The evaluated matches in the texture blocks satisfy the criterion in step 5, the corresponding pixel matches with their block are filled to generate the suspected regions.
Step 8: Finally, some geometric image operations, such as dilate, are employed to eliminate the small holes or isolated pixels. The detected regions are indicated by the white pixels.
Steps 3-5 and 7 of our proposed algorithm are given with a detailed description as follow. Other steps are general operations in various algorithms [2, 14, 22] .
3. The image feature matching and filtering (step 3 -4) Figure 1 shows the process of the matching and filtering. Figure 1(a) shows the original image. Figure 1(b) shows the copymove forged image under translation distortion. After pre-processing operations, SIFT is employed to extract the local maxima and minima pixels as the image features. It is also expressed as the candidate feature point. Then, the feature point matching and filtering algorithm [22] are proposed to obtain the inlier matches and remove the outlier matches. Some effective matching algorithms are proposed for duplicated forgery detection [6] . Christlein et al. [5] applied the Kd-tree to classify the maxima and obtain the candidate matches. But, the efficiency of Kd-tree is low. The 2NN test [2] is an alternative algorithm to make the matching simpler. It is employed to evaluate the correlation or the distance between each candidate feature point and the rest of the feature points, and then are sorted by Lexicographic sorting. The ratio threshold determinates the point matches. Subsequently, the candidate inliers (matches) are preliminarily filtered by the Euclidean distance. The 2NN test is defined as (1).
where dl1 and dl2 represent the closest distance and the 2 nd closest distance of the candidate feature matches, T1 is a threshold value of the distance ratio. Based on the large amount of experimental analysis, T1 is set to 0.5 to get more matches. After the 2NN test, there are still some candidate matches that are close to each other. These nearest-neighbor matches are regarded as the mismatches or outliers. Pun et al. [14] proposed the 'Haar' wavelet to calculate the frequency distribution of the image. The adaptively Euclidean distance with Plf is proposed for candidate matches filtering. The adaptive Euclidean distance is defined as (2) .
where U and V are the candidate matched feature points belonging to two clusters, M and N are the size of the image, Plf is the coefficient of frequency distribution [14] . As shown in Figure 1(c) , most of the outliers that contain nearest-neighbor keypoint matches are removed. The candidate matches are reserved to locate the forged region. Most of the candidate matches concentrate on the copy move regions. There are also some candidate matches that are false matches in Figure 1 (c). RANSAC [17] is a good tool for auto-classification. We applied it to further classify the candidate keypoint matches into inlier matches and remove the above false matches.
The further filtering by Using Radial Harmonic Fourier Moments (step 5)
Based on steps 1-4, we can obtain the candidate keypoint matches (inlier matches). We also obtain the affine matrix between two matching clusters by using RANSAC. Then, we employ the circular block to extract the local feature of inlier points. The center of each circular block proposed in [22] represents the corresponding inlier point. Qin et al. [15] proposed Radial Harmonic Fourier moment (RHFMs), to construct the deformation model that has the rotation invariant and orthogonal features. The algorithm can be applied to the duplicated forgery detection and obtain a good robustness and high detection accuracy under rotation operations. Hence, we proposed RHFMs to calculate the block features of the inliers matches. Finally, the features are evaluated to determinate threshold of the authentic inlier matches.
The review of the Radial Harmonic Fourier Moments
RHFMs are consisted of the radial kernel and complex exponential function [14] . The kernel of RHFMs consists of the three modes, which are real number, triangular sine, or Triangular cosine. The kernel is so simple to compare other state-of-the-art moments. The kernel of RHFMs is orthogonal moment. It has many superior performances, such as good rotation invariant, certain degree scaling invariant, simple computational complexity and less data redundancy. It is a good tool for duplicated forgery detection. The RHFMs function is defined as (3).
where Kn(r) is the kernel of the RHFMs, n is the order and l is the repetition of RHFMs, 
where xi, yi are the coordinates of the pixel in the sliding circle block that is defined in [22] , x0, y0 is the origin coordinate of the circle block, which is defined in the center of the block. The kernel function Kn(r) is defined as (6).
where n is equal to r K r n r where n is odd number r n r where n is even number r
It is easy to prove that the kernel of the RHFMs has the orthogonality. The radius of the circular block is set to a larger value to reduce computation errors. In our proposal, the radius of the block is set to 10.
The definition of the RHFMs with even order
To summarize, RHFMs have three forms, which consists of 0 order, odd order and even order as given in Formula (6). Polar cosine transform has the relevant better performance than that of the polar sine transform [19] . In our proposed algorithm, the even order of the RHFMs with cosine is proposed to construct the geometric invariant moments. It supposed that  is the projection angle to the origin coordinate in the circle block. R is the radius of the circular block.  is the rotation angle of the forged region corresponding to the copied region. The rotation angle of the copy move region is    
where means the amplitude of the RHFMs. It is easily observed that the amplitude of the RHFMs has the rotation invariance. It is easy to construct the rotation invariant in a circular block.
The local feature extraction of inlier points with the adaptive circular block
From the above steps, we obtain the affine matrix between two matching clusters. From Eq. (8), we can obtain the rotation invariant of the block. We fuse Eq. (8) and the scaling factor that is obtained in affine matrix to adaptively adjust the radius of the circular block. The adaptive adjustment of the radius is defined as follow.
[10 ] 
The base threshold of the authentic inlier matches
Based on the Eq. (8) -(10) and affine matrix, we can calculate the block feature of the inlier matches of the all clusters to obtain the correlation coefficient of the candidate matches. We define the block feature of the all clusters as
. Cf, i denotes the no.i cluster, i = 1, 2,…, m, and m denotes the number of the cluster. The no.i cluster can be defined as
, , ... ,
. Cfi,j denotes the block feature of the no.j inlier point, and n denotes the number of inlier in no.i cluster. It is important to note that the inlier matches may be one to one, one to many, or many to many forms. Figure 2 shows the illustrated forms of cluster matches. In Figure 2 (a), we can observe that it is one to one cluster matches. We can randomly select one cluster as the base cluster, such as cluster 1. We define correlation coefficient of the corresponding inlier matches in two clusters (cluster 1 and 2) by using the first derivative. The mean value of the first derivative vector is defined as follow.
where  denotes the first derivative, 
The matting operation to generate the suspected regions (step 6 and 7)
From above steps, we can obtain the inlier matches. However, as shown in Figure 2 , the number of the matches is not enough to fill the suspicious regions. The large number of new matches needs to generate in order to implement the matting. Based on the above analysis, the block feature of candidate matches satisfies the criterion, as defined in (13).
where Mti,p,q denotes the no.p and no.q pixel in the detected image. Based on Eq. (13), we can search the candidate pixel matches on the whole image. However, global search has low efficiency and low precision, especially for many to many forms. We cannot identify which cluster the pixels are. So, we employed the Simple Linear Iterative Clustering (SLIC) [1] to segment the image into meaningful patches as shown in Figure 3 . Each patch is based on the texture segmentation. Then, we map the inlier matches into segmented patches. From Figure 4(a) , it is observed that the patches that contain the inlier matches cover the all ground-truth regions. We only search these patches to fill the suspicious pixels or regions. So, the circular block is employed to search all pixels in the patch that belongs to cluster i. Then, the affine matrix is employed to calculate the block feature of the corresponding approximate pixel that belongs to the corresponding cluster i'. If the block features of compared pixels satisfy the criterion that is defined in Eq. (13), the compared pixels are as matches. The pixel matches are filled in white colour to indicate the detected regions. It is a propagated stage as shown in Figure 4 -(b). 
The analysis of the experimental results
In this section, extensive experiments are conducted to validate that the proposed copy-move forgery detection algorithm performs better robustness than the state-of-the-art algorithms. In the following experiments, the benchmark databases [6] of duplicated forgery detection were applied to the experiment analysis.
The geometric performances of our proposed algorithm
To comprehensively evaluate the strong robustness of the proposed algorithm, a large number of the copy move images are selected from the dataset. The tested images [6] contain the artifacts, plants, animals and landscapes, etc. The tested images implemented the geometric distortions, such as translation (plain), rotation, small-scale scaling, down-sampling operations etc. Figure 5 shows the experimental results. Figure 5(a1)-(a4) show the copy-move images. Figure 5 -(a1) shows the image implemented with the translation transform. Figure 5 -(a2) shows the red tower image implemented with a rotation angle of 60°. Figure 5 -(a3) shows the host image implemented with the scale factor of 1.09. Figure 5 -(a4) shows the host image implemented with the down-sampling factor of 0.5. Comparisons between Figure 5 (b1)-(b4) and Figure 5 (c1)-(c4) show that the similarity between the proposed algorithm and the ground-truth regions are over 90%. The proposed algorithm has superior performances for duplicated forgery detection.
The performance comparisons between the proposed algorithm and the state-of-the-art algorithms
To evaluate the performance of the proposed algorithm and the state-of-the-art algorithms, the precision and recall [22] as two criteria evaluated criterion. F1 score combines both precision and recall as defined in (14) . 
The F1 score can reflect the comprehensive performance of the algorithm. When the precision, recall and F1 score get close to 1, the better they perform. To quantitatively evaluate the performances of the proposed algorithm and the state-of-theart algorithms, the experimental images were tempered by plain, rotation, scaled transforms and down-sampling operations at the pixel level. The number of each type of operation is listed in Table 1 . Figure 6 . Performance comparisons between the proposed algorithm and the state-of-the-art algorithms on resisting rotation, scaling and down-sampling transforms: first to third rows depict the precision, recall and F1 scores, respectively; First to third columns depict the rotation, scaling and down-sampling transforms, respectively.
It is observed from Table 2 that the proposed algorithm achieved the best recall score of 85.1%. The precision and F1 score of the proposed algorithm is only a little lower than that of the algorithm of Pun [14] . It means that the proposed algorithm has superior performances compared to those of state-of-the-art algorithms. Figure 6 shows the performances comparisons between the proposed algorithm and the state-of-the-art algorithms on resisting rotation, scaling and down-sampling transforms. As shown in Figure 6 (a1), the anti-rotation performance of the proposed algorithm is a little lower than that of algorithm [7] at precision. However, the recall of the proposed algorithm, as shown in Figure 6 (b1), got the best performance. The F1 score also achieved the best performance in most cases. The antiscaling performance of the proposed algorithm achieved similar cases to anti-rotation performance as shown in Figure 6 (a2)-(c2). The F1 score of the proposed algorithm as shown in Figure 6 (c2) also achieved the best performance in most cases, except the scaling factor = 0.99. Figure 6 (a3), (b3) and (c3) show the precision, recall and F1 score of down-sampling performances at translation, rotation 10° and scaling factor 1.09. The performance of the proposed algorithm is better than that of the block-based algorithm [22] that employed the RHFMs to extract the image feature. According to the abovementioned analytical results, the proposed algorithm has superior performance than that of the state-of-the-art algorithms in resisting plain, rotation, scaling transforms and down-sampling etc.
Conclusions
In the view of the copy move forgery detection, many state-of-the-art algorithms have been proposed to deal with it. Unfortunately, most of the existed algorithms only do well in some simple geometric transforms, such as translation transform etc. Most of them are incompetent to resist other various geometric transforms. In this paper, SIFT is employed to extract features from pre-processing image. The 2NN test with Euclidean distance and RANSAC remove most outlier matches adaptively. Subsequently, the block features of the candidate matches are calculated by using RHFMs. The block features with their affine matrixes are evaluated to determinate criterion of the authentic inlier matches. The inliers matches are obtained. Then, SLIC is presented to segment the host image into texture blocks. The circular block is slid in the corresponding texture blocks that the texture blocks contain the inlier matches to further evaluate pixels for getting more corresponding matches. Finally, some geometric image operations, such as dilation, are employed to eliminate the small holes or isolated pixels. The detected regions are indicated by the white pixels. The experimental results show that the proposed algorithm can achieve the better performance than the existed state-of-the-art algorithms.
