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Abstract
Datasets Used in Fifteen Years of Automated
Requirements Traceability Research
Palak Sharma
Supervising Professor: Dr. Mehdi Mirakhorli
Datasets are crucial to advance automated software traceability research. Acquiring such
datasets come in a high cost and require expert knowledge to manually collect and validate
them. Obtaining such software development datasets has been one of the most frequently
reported barrier for researchers in the software engineering domain in general. This prob-
lem is even more acute in field of requirement traceability, which plays crucial role in safety
critical and highly regulated systems. Therefore, the main motivation behind this work is
to analyze the current state of art of datasets used in the field of software traceability.
This work presents a first-of-its-kind literature study to review and assess the datasets that
have been used in software traceability research over the last fifteen years. It articulates
several attributes related to these datasets such as their characteristics, threats and diversity.
Firstly, 202 primary studies (refer Appendix A) were identified for purpose of this study,
which were used to derive 73 unique datasets. These 73 datasets were studied in-depth
and several attributes (size, type, domain, availability, artifacts) were extracted (refer Ap-
pendix B). Based on analysis of the primary studies, a threat to validity reference model,
vi
tailored to Software traceability datasets was derived (refer to figure 4.4). Furthermore, to
put some light upon the dataset diversity trend in the Software traceability community, a
metric called Dataset Diversity Ratio was derived for 38 authors (refer to figure 4.5) who
have published more than one publication in field of software traceability.
vii
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Advances in the area of automated requirements traceability research rely on the avail-
ability of different types of datasets. Training sets are needed to train trace-algorithms
based on Machine Learning (ML) techniques. For instance, researchers have used a labeled
dataset of functional requirements and non-functional requirements to train classification
techniques to create traceability links between quality attributes and requirements docu-
ment, design models and source code [20,62,70,75,79]. Validation sets are needed to tune
parameters of such trace-algorithms [18, 53, 62]. Testing sets are used to test the perfor-
mance of trace-algorithms on unseen data. For instance, researchers have used datasets to
evaluate the accuracy of trace-algorithms based on Information Retrieval (IR) that establish
links between requirements and source code [27, 33, 40, 79, 82].
Obtaining such software development datasets has been one of the most frequently
reported barriers for researchers in the software engineering domain in general [52, 77].
This problem is even more acute in the area of requirements traceability which is crucial
in safety critical and highly regulated application domains [19]. Many of the publicly
available open source systems are not representative of those domains and consequently
may not be suitable to use for training, validation, or testing sets. Thus, it is important to
explicitly state the threats to validity associated with the datasets so that research results
are articulated with perspective to the underlying datasets.
Despite the crucial role of trace datasets, few efforts have been taken to understand the
characteristics and limitations of the datasets in the area of requirements traceability [41]
as well as the threats to validity associated with the results obtained with these datasets.
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Similarly, few efforts have been taken to standardize how the datasets quality tracking and
assurance should be implemented [78].
This study presents a systematic literature review (SLR) to assess the current state of
software traceability datasets that have been used by researchers in the community over the
past fifteen years. Specifically, the work investigates 1) the characteristics of those datasets,
2) the threats to validity associated with those datasets, and 3) the diversity of datasets used
in the community. Specifically, this work provides new insights on the characteristics of
datasets used in the Software traceability community, and reveals tacit information about a
large number of datasets used in the community which can highlight the path for addressing
the threats to validity of the research conducted in this area. The details regarding the
studied papers and datasets are reported in Appendix A and Appendix B. For detailed
information refer to the online repository1.
Through a set of research questions, this study aims to explore the diversity, character-
istics, and quality of the used datasets. The main objective of this study is to gain knowl-
edge and have some insight about the used datasets domains, characteristics, and threats
to validity in the studies related to software traceability; whether it is been used in train-
ing automated traceability approaches or as a case studies in the evaluation process for a
proposed approaches.
The reminder of this thesis is organized as follows: Chapter 2 details the research ques-
tions answered in this work and the methodology followed to perform the SLR. Chapter 3
discusses related work. Chapter 4 describes the main findings. Chapter 5 lists possible






To identify and collect the datasets used in the software traceability community, I con-
ducted a systematic literature review (SLR) of all published full papers with empirical and
automated software traceability theme. I followed the guidelines that were established by
kitchenham et al. [46] for SLR in Software Engineering. In this work, traceability datasets
refers to any form of data used by traceability researchers such as training set, testing sets,
validation set, answer set, and case studies.
To ensure correctness of the data collected, an exhaustive peer review process was es-
tablished at the start of the study and was carried out throughout the course of the study.
Each of the phases are discussed in the following sections, section 2.1 : identifying Re-
search questions, section 2.2 : deriving Search strategy, section 2.3 : creating Inclusion
and exclusion criteria, section 2.4 : carrying out the Study selection process and section
2.5 : performing Data extraction. For the purpose of this study, each of these phases were
divided into multiple tasks.
Following the defined peer review process, each of these tasks underwent several sta-
tus stages, which were To-Do (task is created), In-Review (discussed in group meeting),
Completed (task is approved in the group meeting). The group meetings comprised of two
reviewers along with the author. This group of three reviewers (2 students and 1 professor)
is referred to as Review Team for the purpose of this thesis.
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2.1 Research questions
• RQ1: What are the characteristics of traceability datasets?
This research question is further divided into multiple sub-research questions:
– RQ1.1: What are the source and target artifacts in traceability datasets? I
will collect the source and target types of the datasets and I will summarize the
results by considering all traceability links types as bi-directional.
– RQ1.2: Which application domains are represented by traceability datasets? I
will identify the domain of each dataset and I will group the datasets based on
their domains.
– RQ1.3: What is the size of traceability datasets? To provide a standardized way
of reporting size, I derived a metric called trace space that provides a proxy for
the complexity of a dataset. Trace space, D, is defined as the product of the size
of the source and the size of the target artifacts:
DTraceSpace = |DSource| × |DTarget| (2.1)
Note that trace space defines the maximum number of trace links between two
artifacts.
– RQ1.4: What proportion of the traceability datasets is from industry, open-
source projects, and student generated data? I will use frequencies to answer
this research question.
– RQ1.5: Are traceability datasets available for reuse? I will investigate whether
the datasets are available online.
• RQ2: What are the threats to validity associated with traceability datasets? I will
categorize and summarize the threats to validity related to the usage of datasets, ac-
knowledged or mitigated by the studied papers.
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• RQ3: Do we, as a community, strive for a diversity of traceability datasets? This
would provide an insight on whether the same datasets are used for all the research
problems in hand or whether software traceability community seek to adopt new
datasets for different research problems. For authors that have published more than
one papers, I calculate a ratio that represents the diversity of the datasets that they use.
The diversity ratio for author i, DiversityRatioi, is defined as the number of unique
datasets, UniqueDataseti, divided by the total number of datasets, TotalDatasetsi,






A search strategy is fundamental for any SLR to ensure that all relevant studies are consid-
ered for accurate conclusions [46,85]. The adopted search strategy consists of the following
main elements: search methods, search terms, and data sources. I performed a preliminary
search to retrieve existing literature reviews in the domain of software traceability. I found a
few SLRs that are discussed in Section 3.1 but none of them address the research questions
that are defined in this work.
The defined search strategy used both manual and automatic methods to ensure that I
cover as many relevant venues and electronic data sources as possible [85]. In the manual
search, I went through all papers published in the venues listed in Table 2.1. I built an
initial list of relevant venues that was augmented by contacting traceability experts for
suggestions on other related sources (conferences, journals, research groups active in this
domain or individual papers). Table 2.1 contains venues that are considered high quality
venues for software requirements (e.g., RE, TEFSE, and REJ), while other venues have a
broader and generic theme (e.g., ICSE, TSE, and TOSEM). In the automatic search, a set
of search terms was defined. I started with key terms used in traceability papers such as
requirements and traceability. To be as generic as possible I expanded the search terms
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to include software traceability which resulted in the final query as follows: (software OR
requirement) AND traceability. I used the search terms during the automatic search to
search in the electronic data sources listed in Table 2.2 by matching the terms with the title,
keywords, and abstract of each paper.
Table 2.1: Venues used in the manual search phase.
Conferences
ICSE International Conference on Software Engineering
TEFSE International Workshop on Traceability in Emerging Forms of Software Engineering
ASE International Conference on Automated Software Engineering
ESEC European Software Engineering Conference
FSE International Symposium on Foundations of Software Engineering
SST International Symposium on Software and Systems Traceability
RE International Requirements Engineering Conference
REFSQ International Working Conference on Requirements Engineering: Foundation for Software
Quality
COMP-SAC IEEE Computer Society International Conference on Computers, Software and Applications
ICSM International Conference on Software Maintenance
MSR International Conference on Mining Software Repositories
WICSA Working IEEE/IFIP Conference on Software Architecture
ICPC International Conference on Program Comprehension
ECSA European Conference on Software Architectures
Journals
EMSE Empirical Software Engineering Journal
TSE IEEE Trans. on Software Engineering Journal
ISSE Innovations in Systems and Software Engineering Journal
SEP Journal of Software: Evolution and Process
TOSEM ACM Trans. on Software Engineering and Methodologies
REJ Requirements Engineering Journal
Table 2.2: Databases used in the automatic search phase.
Database Web address
ACM DL http://portal.acm.org
IEEE Explorer http://www.ieee.org/web/publications/ xplore
SpringerLink http://www.springerlink.com
ScienceDirect http://www.elsevier.com
2.3 Inclusion and exclusion criteria
The inclusion and exclusion criteria are specified in Table 2.3 and were applied at differ-
ent stages to all of the retrieved studies (See Figure 2.1). To limit the scope of this SLR,
I included all studies that were published between 2000 and 2016. All studies that have
used datasets, case studies or empirical data to develop, validate, train, or test traceability
techniques are selected as primary studies. Papers that only presented approaches or an
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idea without empirical data-based validation were excluded. Main emphasis was on pub-
lications that focused on automated software traceability, therefore, publications related to
models and processes of software traceability were excluded. In addition, I excluded short
papers, workshops, and tool demonstration papers. Lastly, all duplicated studies found








Apply inclusion and exclusion criteria 
by reading title, keywords & abstract
202
Apply inclusion and exclusion 
criteria by reading full paper 78
Figure 2.1: Search process stages.
Table 2.3: Inclusion and exclusion criteria.
Inclusion criteria
I1 A Full paper.
I2 Focus on software (requirements) traceability.
I3 Proposed/used/evaluated an automated traceability technique.
I4 Used data-sets in their study.
Exclusion criteria
E1 Position papers, short papers, tool demo papers, keynotes, reviews, tutorial summaries, and
panel discussions.
E2 A study that is not written in English.
E3 Duplicated studies.
E4 No datasets or case studies.
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2.4 Study selection process
Figure 2.1 shows the number of studies selected at each stage of the SLR. The initial search
process resulted in 1011 and 5398 papers that were collected during the manual and auto-
matic search, respectively. Because of a large number of retrieved papers (6409), I selected
the first set of papers that could be relevant to this study by reading their title, keywords,
and abstract [11]. From 6409 papers, 202 papers were selected as the primary studies. All
these 202 papers were scrutinized by review team.For selecting a particular publication, the
inclusion/exclusion criteria were applied and the rationale behind these decisions was doc-
umented. The rationale for including/excluding the studies were reassessed and discussed
in separate review team discussions. If a publication satisfied all inclusion criteria, it was
considered as a primary study and was included in SLR. The final list included 78 papers.
Table 2.4: Extracted dataset items.
Data item Related RQs
The Name & Traceability Artifacts RQ1, RQ1.1
The Application Domain RQ1, RQ1.2
The Size (trace space) RQ1.3, RQ2
The Type (private, student, or open source) RQ1.4, RQ2
The Availability and link to the source RQ1.5
The Threats to validity related to the datasets that
are acknowledged or mitigated in the paper.
RQ2
2.5 Data extraction
In the data extraction phase, all information from the selected studies that was necessary to
answer the identified research questions was extracted and analyzed. First, I extracted the
basic information about the papers such as the list of the author(s), year of publication, title,
venue, and publication type (refer to Appendix A). Then, through Review team meetings,
dataset information was identified, extracted, and organized as used in each research paper.
Table 2.4 provides an overview of the dataset attributes that were extracted from each paper




This section discusses the existing systematic literature review studies in domain of soft-
ware traceability (Section 3.1).
3.1 SLRs in traceability
Several SLRs exist in field of software traceability [9], [64], [76], [19].
Borg et al. [9] conducted an SLR on Information Retrieval-based trace recovery that
included 79 publications. However, this study mainly focused on the classification of pub-
lications based on the IR techniques used by the authors. In contrast, this study focuses on
characterizing the datasets used in the domain of automated software traceability research.
The authors discussed that most requirements document used by researchers had less than
500 requirements, and results were reported only using precision and recall. However, the
SLR did not focus on studying the datasets used within the community, therefore, lacks
insights in this regard.
Nair et al. [64] looked at 70 papers related to software traceability from the International
Conference on Requirements Engineering (RE) and inspected various aspects of traceabil-
ity. The study covered all studies published between 1993 and 2013 but the scope of the
study is very limited, covering only papers published at RE. Regarding the datasets usage,
the authors mentioned that out of 70 papers, 27 (38.7%) do not specify any details about
the datasets. They reported a rising trend in the traceability field with increasing emphasis
on quality of experimentation and academic-industrial partnership.
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Santiago et al. [76] conducted an SLR on the impact of Model-Driven Engineering
in traceability. Based on 157 studies that were published before 2011, they reported that
storage, data related operations, and visualization are more widely studied aspects of trace-
ability compared to exchange and analysis.
Liebchen and Shepperd [52] conducted a systematic review of 23 papers to study
accuracy-based data quality. They concluded by stating that data quality should be taken
into account while selecting a dataset. Another area of focus should be in identifying and
correcting noisy datasets along with taking into account the impact of these noisy datasets
on the results of the studies that use them.
Cleland-Huang et al. [19] analyzed the earlier and current trends in the field of soft-
ware traceability. They pointed out some intriguing future research questions concerning
the cost-effectiveness, trust, scalability, portability, ubiquity, and visualization aspects of
traceability techniques. They reported that there is a lack of datasets that contain multi-
ple artifact types (e.g., requirements, design, code, test cases, etc.), which in turn leads to
limited studies in the direction of automation of traceability link evolution.
In this work, a systematic literature review is performed that focuses on the character-




This section summarizes the results of this study and answers the defined research ques-
tions. From all papers studied in this SLR, I identified 73 unique datasets. For each of these
datasets, different attributes are collected as listed in Table 2.4.
4.1 RQ1: What are the characteristics of traceability datasets?
This question is investigated through five sub-questions described below. Each sub-question
examines different characteristics of traceability datasets.
RQ1.1: What are the source and target artifacts in traceability datasets?
Figure 4.1 shows the types of artifacts covered by the 73 datasets. The inner layer
represents the source artifact type and the outside layer represents the target artifact type.
Artifacts from the inner and outside layers are colored identically when there is an associa-
tion between them in the datasets. More details about these data points and their frequency
can be found in Appendix B.
All artifacts that specify textual requirement documents related to a dataset such as high
level, low level, functional, and non-functional requirements are grouped under the “Re-
quirements” category. In a similar fashion, the “Code” category consists of Java Classes,
Code, Methods, and Classes. The “Test Cases” category groups all non-code test docu-
ments whereas the “Unit test” category is composed of the actual code implementations.
The category “Document” is composed of artifacts such as manuals and other pages that
datasets are being traced to.
12
Figure 4.1: Common Source and Target Artifacts.
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Figure 4.2: Dataset Domains and Frequency of Use.
As per the conducted analysis, the most frequently, datasets are used to study traces be-
tween Code to: Code (4), Unit Test (6) and other Non-Code artifacts such as Requirements
(21), Documents (9), Diagram (5), Design Document (1), Test Cases (1) and Tactics (1).
Another category of commonly considered artifacts was found to be between “Require-
ments” and other Non-Code artifacts such as Design Document (6), Goals (2), Regulatory
Code (8), Test Cases (5), Diagram (4), Requirements (3), and Use Cases (3). Less studied
artifacts were Use Cases, Issue Reports, Diagrams, and Documents.
RQ1.2: Which application domains are represented by traceability datasets?
The frequencies and domains of the datasets are shown as a heat-map in Figure 4.2.
Each colored block refers to an application domain. The sub-areas within a block represent
a particular dataset where the area represents the frequency of that dataset usage.
14
Healthcare is by far the most frequent domain for traceability datasets [3, 6, 7, 12–
14, 18, 24, 25, 27–31, 37, 47, 51, 53–55, 57, 58, 65, 68, 69, 75, 78]. This is not surprising
as traceability is crucial for safety critical and highly regulated domains [19]. Similarly,
datasets from the Aerospace domain are frequently used by researchers [14, 28, 36, 41–
44, 47, 50, 53, 54, 65, 67, 68, 78–80, 82, 86]. High proportion of datasets are also from the
domains of software engineering tools [2,15,21,26,34,63,71–73,81,84,86], development
libraries [2, 4, 5, 15, 21, 22, 27, 41, 47, 48, 60, 83], and entertainment [6, 7, 14, 20, 23, 33,
35, 37, 38, 41, 45, 49, 50, 54, 56–58, 65, 69, 70, 78]. The majority of these systems are open
source and available online which might explain their frequent usage by researchers. In
addition, the researchers already serve as subject matter experts for some of these domains
(e.g., software engineering tools or development libraries).
Industries such as Power & Automation have been used but less frequently [8, 16, 17,
32, 81, 86]. All except one of the datasets from this domain are closed source.
RQ1.3: What is the size of traceability datasets?
The conducted analysis shows that there is an enormous gap in size among datasets
that have been used by researchers (Table 4.1). The minimum trace space size is from
the industrial datasets and it is 42 while the maximum one is over 29 million and it is a
software system in the power and automation domain, containing 4845 issue reports and
6104 non-code artifacts [8]. The median of the trace space size among the three different
datasets sources is relatively small.
Table 4.1: Datasets’ trace space statistics.
Statistics OSS Private/Industrial University/Students
Minimum 264 42 50
First Quartile 870 1082 1515




Maximum 49810 29573880 390978
RQ1.4: What proportion of the traceability datasets is from industry, open-source projects,
and student generated data?

















Figure 4.3: Source and availability of datasets.
31 datasets are open-source software (OSS), 24 datasets come from academia (e.g. student
projects), and 18 datasets are industrial projects.
RQ1.5: Are traceability datasets available for reuse?
Figure 4.3 shows that 39.7% of the datasets (29 out of 73) are not available. Almost all
of the OSS datasets are available. The majority of the industrial datasets (13 out of 18) are
not available. The majority of the datasets coming from academia are not available (15 out
of 24).
4.2 RQ2: What are the threats to validity associated with
traceability datasets?
There are several threats associated with any form of empirical research involving data
and reasoning on data. The results of such studies are typically limited to the dataset
used, methods and context of the study. In this section a threat reference model is derived
based on the threats identified and discussed by numerous researchers in the domain of
software traceability. Among the 78 papers included in this SLR, 40% did not include a
section related to the threats to validity nor discussed such concern while heavily relying
on datasets to make research conclusion. 6% of the papers did have a threats to validity
section, but did not identify any threats related to the usage of the data in their studies.
Lastly, 54% of the papers discussed the threats to validity of their research related to the
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usage of datasets.
All the threats to validity related to the datasets were extracted and manually grouped.
Note that this includes all threats that are discussed by the authors of the respective pub-
lications, which means that they were not necessarily mitigated. Based on these threat
categorization, a threat to validity reference model was derived as represented in figure 4.4.
The threats to validitys associated with datasets are as follows:
Figure 4.4: Threat Reference Model for Datasets
• Trustworthiness
– Artificial AnswerSet: This threat is concerned with how answersets are cre-
ated [15, 24, 40, 44, 53, 55, 62, 74]. Often the trustworthiness threat is not mit-
igated as the answersets are established by students rather than the original
developers.
– Students Dataset: This threat concerns dataset that are developed by students [37].
– Vetting Datasets: This threat concerns datasets, particularly answersets, that are
not vetted nor peer-reviewed [44, 62].
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• Threats to external validity
– Real-World Data: This threat is concerned with whether the datasets are repre-
sentative of industrial projects [1, 3, 6, 7, 14, 15, 18, 24, 31, 33, 34, 37, 44, 45, 50,
54, 58, 59, 61, 62, 65, 67, 69].
– Limited Observations: This threat is concerned with whether a limited number
of case studies are used to validate the results [1, 3, 22, 29, 36, 39, 44, 45, 47, 53,
55, 58, 62, 67, 68, 86].
– Domain: This threat is a concern when all datasets belong to the same applica-
tion domain [15,39,40,50,61,75] or when the number of datasets is insufficient
to generalize the conclusions for a particular domain.
– Cross Industry: When an industrial dataset is used, this threat is concerned with
whether the results are applicable to other industrial systems [66].
– Size: This threat is related to the small size of datasets, impacting the general-
izability of the results [2, 3, 6, 14, 24, 34, 44, 45, 50, 54, 57, 61, 67, 72, 75].
– Programming Language: This threat is a concern when datasets are in a specific
programming language [12, 13, 37].
– Artifact Type: This threat is concerned with the diversity of the type of artifacts
available for the datasets (e.g., requirements, test cases, etc.) [47, 75].
• Data Acquisition
– Selection bias: When datasets are not representative of the intended population
(cherry picking) [18] or do not fit the problem [10, 18, 33, 36, 49]. For instance,
this happens when a dataset from a non-safety critical project is used for a safety
critical research study.
– Dataset-Equivalency: This threat to validity concerns cases where researchers
compare certain characteristics of their datasets with datasets used by previous
researchers to justify the adequacy of the selected datasets [3, 33].
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– Information bias: Accuracy of the automatically generated datasets; misclassi-
fication and labeling of the data to be used [12, 12, 13, 49].
– Negative Set Bias: Rich and unbiased selection of negative cases in training
data, a common threat in classification problems [62].
The scope of this work was limited to gathering and categorizing all the possible threats
related to datasets, as mentioned by researchers in field of Software Traceability. Though,
the threat reference model (refer to figure 4.4) acknowledges the dataset threats but it lacks
the mitigation strategies for these threats. Adding mitigation strategies to the threat ref-
erence model requires further analysis and validation, which is a significantly important
future work. Furthermore, the threat reference model can be made more comprehensive by
including these mitigation strategies along with the respective threats.
4.3 RQ3: Do we, as a community, strive for a diversity of
traceability datasets?
To answer this research question, I studied the diversity of datasets used by authors across
different research papers. First, all authors who have published more than one traceability
paper were identified. This took the author count from 128 served on the 78 studied papers
to 38 authors who have published more than one paper. For each of these authors, the
diversity metric defined in Equation 2.2 was calculated.
Figure 4.5 shows the results. The X-axis represents the total number of datasets used
by each author. The Y-axis represents the total number of papers from each author in this
SLR. The Z-axis represents the diversity ratio for the datasets used by the authors. Each
vertical drop-line corresponds to one of the 38 authors. 12 authors from these 38, have a
diversity ratio of 70% and above, 27 authors have a diversity rate of 50% and above, and
lastly, 11 authors have a diversity rate below 50%.
An interesting observation from the figure is that in general authors with low number
of datasets and low number of papers have a higher diversity ratio. One of the authors with
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high number of datasets and high number of papers has a high diversity rate. This example
highlights individual effort in seeking diverse datasets for development and evaluation of
various traceability solutions.






































There are two main threats to validity impacting this SLR: bias in the study selection and
bias in the extraction of data. Study selection can be dependent on the individuals reviewing
the papers and therefore, the researchers knowledge in the domain could affect the results
of this SLR. To minimize such bias, a restrict review protocol was established in which
two students (including the author) selected the papers and documented their rationale for
including or excluding the paper from the study. Then, the decisions were reviewed in
follow-up Review team discussions. The search strategy includes both automatic and man-
ual approaches. The automatic search relies on the title, abstract, and keywords of papers.
The manual search was conducted to complement the automated search and reduce the
chances of missing relevant papers from known traceability venues.
To minimize the threat related to the data extraction process, Google Doc spreadsheets
were used to collect data from each publications (refer : Appendix A) and to document
agreements and disagreements within the review team. To reduce errors while collecting
information for each dataset, several publications were used that utilize the same datasets
as a sanity check. In case a dataset was available online, I reviewed the dataset itself to get




What can be learned from this study? First, this study highlights the detailed characteris-
tics of the datasets used in the domain of software traceability. This provides an in-depth
understanding of the current state of the datasets used in the community, their strength, and
shortcomings. Such novel knowledge draws the attention of Software Traceability commu-
nity to the areas that can improve rigorousness of evaluation and practicality of research.
This study can be used as a guideline for the researchers to select datasets based on
their research needs and the characteristics of the datasets. For instance, for each of these
datasets (reported in Table 6.1), Appendix B provides a link to the dataset, along with other
meta-data details associated with it, such as previous studies that used it, threats to validity
associated with it, trace space, and other characteristics of the dataset.
Furthermore, this study makes the tacit community wide threats related to the datasets
explicit. The threats reference model (reported in figure 4.4) can be used as a guideline
to (1) understand threats related to dataset and to (2) select datasets in-order to mitigate
these threats. This will help the researchers in traceability community to not only better
understand the strengths and weaknesses of the empirical foundations, but also, it will
assist in making more informed decisions regarding dataset selection.
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Table 6.1: Datasets’ information and the studied papers which used the datasets.
Paper DataSet Name General Domain Avail URL OSS Ind. Aca.
[63] Odyssey SE Tool N NA N N Y
[74] Mondrian Data Management Y https://goo.gl/
uQRIRC
Y N N
[71–74] AgilePlanner SE Tool Y https://goo.gl/
nROJEo
Y N N
[84] JESSIE and JSSE Development Library Y https://goo.gl/
gqk98Q
Y N N
[21] Eclipse SE Tool Y http://www.
eclipse.org
Y N N
[2, 21] Rhino Development Library Y https://goo.gl/
YemfFG
Y N N
[15] JDK 1.5 Development Library Y http://goo.gl/
mznQqF
Y N N
[15, 71–73] ArgoUML Modeling Y http://goo.gl/
G9PzHC
Y N N
[15] Freenet Communication Y https://goo.gl/
0I8XYi
Y N N
[15] Jmeter Development Library Y http://jmeter.
apache.org/
Y N N
[14, 24, 47, 54, 79] Pine Communication N NA N N Y
[1–3] Pooka Communication Y https://goo.gl/
nfXrrg
Y N N
[2] jEdit SE Tool Y http://www.
jedit.org/
Y N N
[22] Joda Time Development Library Y https://goo.gl/
sNxXoN
Y N N
[22] HttpComponents Communication Y https://goo.gl/
cIqNuX
Y N N
[22] Hibernate Data Management Y https://goo.gl/
f3n52Z
Y N N
[22] Xstream Development Library Y https://goo.gl/
e447m6
Y N N
[34, 38, 44, 49, 78] GanttProject SE Tool Y https://goo.gl/
MlJx4D
Y N N
[38, 49] JHotDraw Modeling Y https://goo.gl/
sNzUkb/
Y N N
[71–73] eXVantage SE Tool N NA N Y N
[41, 47, 48] ChangeStyle SE Tool N NA N N Y
[34] ReactOS SE Tool Y https://goo.gl/
4xv4Qc
Y N N
[72, 81, 86] EBT system. SE Tool N NA N N Y
[86] SE450 Projects Miscellenous N NA N N Y
[73] Apache Ant SE Tool Y https://goo.gl/
uJC8wx
Y N N
[73] Dependency Finder SE Tool Y https://goo.gl/
fgE1su
Y N N
[27] ADAMS SE Tool N NA N N Y
[62] Apache Hadoop Data Management Y https://goo.gl/
zLI9ZW
Y N N
[4, 5, 5, 27, 60, 83] LEDA Development Library Y http://goo.gl/
RbyyoM
N N Y
[18, 53, 75] CCHIT Healthcare Y https://goo.gl/
3KPkmO
Y N N
[18, 75] World- Vista Healthcare Y https://goo.gl/
Sv8DDK
Y N N
[6] infoASL Healthcare N NA N N Y
[3, 18, 53, 54, 58, 65, 68] iTrust Healthcare Y https://goo.gl/
Jz7HQn
N N Y
[18] Care2x Healthcare Y https://goo.gl/
2VIdRL
Y N N
[18] ClearHealth Healthcare Y https://goo.gl/
xLS2qM
Y N N
[18] Physician Healthcare N NA N Y N
[18] PatientOS Healthcare Y https://goo.gl/
u71qPZ
Y N N
[18] Trial Implementations Healthcare Y https://goo.gl/
vLHwgR
N Y N
[18] PracticeOne Healthcare Y https://goo.gl/
W9sH3q
N Y N
[18] Lauesen Healthcare Y https://goo.gl/
7Hblkc
N N Y
[6] virtualRay Healthcare N NA N N Y
[78] WV-CCHIT Healthcare Y https://goo.gl/
hbwgsz
Y N N
[57] SafeDrink Healthcare N NA N Y N
[6, 7, 12–14, 24, 25, 27–31, 37, 47, 53–55, 68, 69, 78] EasyClinic Healthcare Y https://goo.gl/
1RxkzC
N N Y
[14, 36, 41, 44, 47, 53, 65, 78–80, 82, 86] CM-1 Aerospace Y https://goo.gl/
K1GwSh
N Y N
[14, 28, 41–43, 50, 54, 67, 68, 80] MODIS Aerospace Y https://goo.gl/
AzOnSm
N Y N
[38] Chess Entertainment N NA Y N N
[4, 5, 5, 23, 60, 78] Albergate Office Automation Y https://goo.gl/
Vc0NGT
N N Y
[61] CoffeeMaker Miscellenous Y https://goo.gl/
mzoTtr
N N Y
[35, 38, 49] Video on Demand Entertainment Y https://goo.gl/
oEZPsW/
Y N N
[70] Project 10 (P10) * Entertainment Y https://goo.gl/
dRQwRt
Y N N
[50] MoonLander Entertainment N NA N N Y
[16, 20, 81, 86] Ice Breaker System Transportation N NA N N Y
[51] Vehicle Highway System Transportation N NA N Y N
[39, 40] Driver-Optional Highway System (DOHS) Transportation N NA N Y N
[53] Industry 1 Transportation N NA N Y N
[53] Links Industry 2 Transportation N NA N Y N
[56] Wiper control system Transportation N NA N Y N
[1, 2] SIP Communicator Communication Y https://goo.gl/
CulKDb
Y N N
[10] GSM 11-11 Communication Y https://goo.gl/
7BsrCW
N Y N
[8] Issue Management System (IMS) power and automation N NA N Y N
[17] Siemens IET document power and automation N NA N Y N
[32] Transient Meter power and automation N NA N N Y
[66] Workforce development Office Automation N NA N Y N
[57] BlueWallet Others N NA N Y N
[16, 81, 86] Light Control system power and automation N NA N N Y
[14, 20, 23, 33, 37, 41, 54, 58, 65, 69] eTour Entertainment Y https://goo.gl/
bYLzQD
N N Y
[45] Room management Office Automation N NA N N Y
[57] SmartTrip Entertainment N NA N Y N
[6, 37, 78] eAnci Entertainment Y https://goo.gl/
9sVdFu
N N Y
[56] Library system Office Automation N NA N N Y
[6, 7, 23, 33, 37, 69, 78] SMOS Office Automation Y https://goo.gl/
UALgaf
N N Y
[26] 7 Student Projects Miscellenous N NA N N Y
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