• Construct a complex network with the risk elements of Internet finance, and propose a systemic risk contagion system based on Internet finance, traditional finance and supervision.
Introduction
Internet finance is an organic combination of financial industry and Internet information technology. Internet finance, represented by mobile payment, online loan, crowdfunding and Internet investment, has developed vigorously and become a hot spot of financial innovation. The development of Internet finance not only improves the efficiency of financial resource allocation and realizes the transformation of residents' savings into capital, but also has certain risk attributes, which has attracted the attention of regulatory authorities. For example, the innovation vitality of Internet financial products forces the current relevant laws and regulations still lag behind; The failure of Internet financial platform causes frequent capital problems; Some large-scale Internet financial platforms have gradually become the core of the Internet financial system and have the majority of users. The impact of Internet finance on the economy has an important impact on the robustness of the entire financial system and the ability to serve the real economy. Therefore, the development of Internet finance puts forward higher requirements for financial supervision departments. How to further prevent and resolve Internet financial risks while promoting the development of Internet finance has become an important issue to be solved.
Related work
According to the existing research, the study of financial systemic risk is usually to analyze the impact of financial institution size, lending behavior, risk ability and other factors on risk contagion. There are a series of models proposed in the literature, such as the conditional risk value model (CoVaR) [1] , the crisis insurance cost model (DIP) [2] , the systematic expected shortage model (SES) [3] , and the systematic or conditional analysis method (SCCA ) [4] , etc. However, Internet finance, as a new financial mode, has to take into account the risk of contagion and spontaneity, which is more prominent than the traditional financial industry. For example, Lee and Lee empirically studied the existence of herding behavior in network P2P loans, which indicates that Internet finance is also full of media attributes, which makes the reputation of Internet financial industry to have the ability of fast influence of herding effect [5] . Suresh Kotha et al. studied three types of reputation building activities using the top 50 pure Internet companies as a sample [6] . Reputation-building activities may be one of the key determinants of the success of Internet competition.
However, the lack of data limits the study of financial systemic risk to some countries [7, 8] . Moreover, in the face of such a complex system of financial risks, the perspective of financial institutions' business transactions or macroeconomic pressures has been stretched. Therefore, the study of systemic risk requires a more extensive approach, that is, the use of interactions in the financial system to study systemic risk [9] [10] [11] . Some scholars have showed that the risk transfer and the evolution mechanism in the system by constructing the network form [12] . The network topology is used to solve the problems in the financial network. Systemic risk drivers, applied to cross-country exposure data in BIS databases, Solorzano-Margain et al. use network theory to describe the contagion of financial crisis [13] . Amini and Minca proposed a framework to test the risk of large-scale cascading crisis in financial network and studied the contagion problem in financial network [14] . Alex et al. concluded that risk mitigation and optimal repair were largely dependent on the interdependent network structure, and the problem of monitoring risk was solved through the network dependence perspective [15] .
Method
In many types of network construction methods, the cross penetration and close combination of complex network theory between different disciplines have proved its excellent ability in analyzing and processing complex systems. The technology of network science has been successfully applied to the analysis of financial system [16] [17] [18] . Based on this, this paper uses complex networks to describe the geometric properties of Internet financial risk system, analyzes the formation mechanism of the system and predicts the structural stability of the system, and then explains the macro and micro characteristics of an Internet financial system itself. This approach brought great practical significance for the study of the spread of systemic risks in Internet finance. Through the theory of complex networks, this paper makes use of the different inductive factors of Internet financial risk and its influence relationship, and builds the network step by step, thus explores the contagion path and network characteristics under Internet financial risk. The results show that Internet finance has the potential to induce systemic risk, and its important source lies in the external effect caused by the significant risks imposed on the outside world by the core Internet financial institutions. In addition, the diffusion mechanism of Internet financial risk is different from the traditional financial network in the past. The development of Internet finance not only improves the efficiency of financial resource allocation and realizes the transformation of residents' savings into capital, but also has certain risk attributes, which has attracted the attention of regulatory authorities. Stronger core influence and ability to change, which also puts forward more targeted requirements for regulators. In this paper, the research on Internet finance based on the theory of complexity science can become a new idea, new method and new way to realize the unity of micro and macro research on Internet finance. For the modern Internet financial regulation and detection of potential dangers to provide more effective support.
Complex network model
At present, there are two main methods to construct financial risk contagion network: one is to establish the network according to the actual lending data or the actual transaction data of payment system between financial institutions [19] [20] [21] [22] . The other is based on the stock market information such as stock price, daily rate of return to establish a network [23] [24] [25] . According to the statistical characteristics of network geometry, the complex network models mainly include regular network model, random network model, W-S small-world network model [26] and B-A scale-free network model [27] . Newman et al. think that complex networks are a higher-level relational network composed of multi-level networks [28] . Anything in real life can be understood as a complex network of different levels. Strogatz shows that a complex network is composed of interrelated nodes to describe a variety of real complex systems [29] . Based on this, this paper consider the Internet finance Risk as a complex system. It uses different risk factors as nodes to construct a network model, and uses the number of connected nodes of risk factors to predict risk impact ability.
Let the network feature be composed of two basic elements: node v and correlation mode e . If V is regarded as the set of v , E is regarded as the set of e , and each edge e in E has a pair of points (i,j) corresponding to "V". Then the whole network can be represented by the symbol
currence o direct oc ead to the "i" will l 1,If risk e 0,Otherwis ij g (1) A matrix can be used to describe the network as:
At the same time, because the complex system is a typical directed network, the matrix can be judged as an asymmetric matrix. For the degree " i k " of node " i v " in the network, it is defined as the number of connected edges:
The overall importance of a node. Considering the entire Internet financial risk system, risk factors will not be fixed, but will change with the development of the Internet. Therefore, it is assumed that at the initial time with degree m will keep changing. The probability of a node with degree m connecting to other nodes is:
( , which is proportional to the degree i k of the original node. In the real Internet financial system, it is explained as follows: the factor with stronger risk contagion ability has stronger contagion ability to the outside world, and the risk factor with weaker risk resistance ability is more likely to be infected. The probability that a node has a connection edge is:
This value is defined as the cumulative risk that the node can accumulate when the whole network is attacked, and the ability to infect the risk to other nodes, which is a comprehensive evaluation of different Internet financial risk elements.
Similarly, the probability that a node has a continuous edge is:
This value represents the infection intensity of a node. From the analysis of the evolution mechanism of Internet financial risks, it is assumed that there is only one risk source I before the unstable state of the Internet financial system. If the risk source will lead to the subsequent occurrence of other risks, the stronger the influence of risk source is, that is, the higher the  ) ( i k P value is. This indicates that the more likely a risk source is to play the role of inducing systemic risk in the system, the more attention it needs to be paid. On the contrary, a low value indicates that a node has a low influence on the outside world.
However, the true contagion of risk sources must also take into account the vulnerability of other nodes in the Internet financial system. Therefore, there is also a need for the probability of nodes being connected:
This value represents the sensitivity of a node to attack. The larger the value is, the more vulnerable the node is to other risks, and the less vulnerable to external infection.
It is found that the financial risk of Internet has local aggregation in the process of contagion, which is shown by the fact that part of the network is closely connected, and part of the connection is sparse, that is, the network can be divided into multiple subnetworks. This phenomenon exists in many real networks, such as the conclusion of "community structure" proposed by Newman [30, 31] that the systemic risk of finance has the nature of multi-layer network. Therefore, this paper divides the systemic risk of Internet finance into three layers: Internet financial network, regulatory network and traditional financial network. Integrating the characteristics of Internet finance and traditional financial industry, this paper starts with the three elements of "causes of risk induction", "means of risk regulation" and "path of risk contagion" in the process of network construction. First of all, we pay attention to the source of systemic risk induced by Internet finance, and analyze the risk factors in the whole Internet finance, and study the cause of risk contagion and the path of contagion. Secondly, considering the business activities between regulatory authorities and Internet finance, capital flow and risk exposure, using the flow relationship between the two, regulatory intensity, regulatory costs and other constraints to build a complex system of regulatory networks. Finally, the paper considers the risks of traditional finance to construct traditional finance Subnet. Therefore, the network of Internet financial risk system with multi-source risk superposition and multi-risk level can be represented synthetically.
The core mechanism of network construction in this paper is to judge whether there is a direct inductive relationship between different risk factors, and if there is direct infection, the directed routes of both infectious parties will be established. For the judgment of inducement and trigger between risk factors, this paper mainly through the history of the Internet industry and the existing literature theory synthesis. The conduction relationship between factors is shown in Fig. 1 below. Fig.1 .Represents the structural relationship between two risk network layers. In the graph, node 1 has a risk contagion in its subnetwork, and node 1 is also associated with node 2 and node 3 in another subnetwork, so the association between different subnets is based on the interconnection between nodes. In reality, the internal transaction disorder of an Internet financial platform will not only cause the crisis of the Internet financial platform itself, but also affect the final settlement bank.
After the analysis of the network structure, the graph layout algorithm can show the scattered information in a clear way, and meet the corresponding aesthetic standards. Therefore, this paper adopts two force guided placement algorithms, Force Atlas and Fruchterman Reingold, which mimic the gravity and repulsion of the physical world, automatically layout until the force is balanced, and make the graph more compact and more readable. After the complex network connection is transformed into a more beautiful network layout, it is convenient to observe the overall structure of the network and its automorphism characteristics.
Internet financial subnet
It should be emphasized that it is a complicated work to build a network for the entire Internet financial risk system. The Internet financial system not only involves its own risks, but also has a close relationship with commercial banks and regulators. We first determined the hierarchical network construction idea of the entire Internet financial system, and then integrated a large number of literature, and through the investigation of actual bank workers to determine whether there is a correlation between risk factors and risk factors.
Comprehensive financial risk and Internet financial risk research literature is provided by a series of papers [32] [33] [34] [35] [36] [37] . Internet financial risk mainly includes technical risk, operational risk and legal risk, credit risk and business risk. In this paper, the main types of risk in Internet finance are decomposed into several important subdivision risks to construct the network of risk factors.
(1) Technical risk Technical risk include: operating system vulnerability factor, virus Trojan factor, internal information disclosure factor, identity forgery login factor, network transmission factor, server maintenance factor and natural disaster damage factor. Like the risk of traditional finance, each subdivision risk factor in Internet finance is transmitted to each other [14] . For example, the operating system vulnerability will lead to Trojan horse virus intrusion, resulting in server malfunction and internal information disclosure, network transmission problems will lead to virus Trojan horse attacks and internal information disclosure. Improper server maintenance will cause network transmission problems and so on [38] . From the perspective of external effects, the type of technical risk will have cross-class contagion with other types of risk, mainly reflected in the impact on the type of operational risk and the type of legal risk. For example, operating system vulnerabilities, network transport problems, etc. can lead to malicious intrusion (operational risk type). Internal information disclosure may lead to the misuse of personal information (legal risk type) and user prosecution (legal risk type).
(2) Operational risk Operational risk mainly exists in the business model of Internet finance, including internal operational risk factor, malicious intrusion risk factor, user accidental operation risk factor, service provider operating risk factor, outsourcing technology risk factors and cooperative development risk factors [35] . Part of the subdivision risk factors will be transmitted to each other. For example, service providers, outsourcing technology, or the process of cooperative development may lead to the deterioration of relationships, which may lead to the risk of malicious intrusions by partners. From the external impact, the type of operational risk will be cross-class contagion with other risk types, mainly reflected in the type of technical risk, legal risk type, industry. Service risk type, enterprise operation risk type. For example, after disputes that occur between Internet financial enterprises, service providers, outsourcing partners, due to the limitation of the completeness of existing laws, it is not possible to effectively and timely investigate responsibilities, which may force the business development, reduce users' trust in it, and cause pressure on the operation of the whole enterprise.
(3) Legal risk Legal risk includes incomplete information disclosure risk factor, abuse of personal information risk factor, illegal financing risk factor, legal protection completeness risk factor, illegal business risk factor, users sue risk factors and national policy risk factors. Subdivision risk factors can be mutually transmitted. For example, the perfection of laws and regulations makes it impossible for Internet financial companies to cover up their misuse of personal information, and they may also be subject to public relations crisis and user prosecution after the incident is exposed. From the external impact, the type of legal risk and other types of risk will be cross-class contagion, mainly reflected in the type of credit risk, business Risk type, enterprise operation risk type. For example, illegal Internet financial platforms that illegally finance may have their own business model known as "Ponzi schemes". Compared with traditional finance, enterprises operate in a way that lacks industry norms and resists capital flows. Market cycle and interest rate risk ability is very low, platform easy credit breach risk. (4) Credit risk Credit risk is ubiquitous in Internet finance and is an important part of systematic risk prevention [19, 40] . This type of risk includes term mismatch risk factor, default contract risk factor, false publicity risk factor, etc. Platform running risk factor. Subdivision risk factors can be mutually transmitted. For example, Internet financial products have a long term of investment assets and a short period of liabilities, which makes the financial products of Internet financial enterprises unable to pay in time, thus creating the risk of term mismatch, which is the most general evolution into credit default. From the external impact, credit risk type and other types of risk will be cross-class contagion, the main Reflected in the legal risk type, business risk type, enterprise operation risk type. For example, after the risk of breach of contract on Internet financial platform, there may also be prosecution or punishment by regulators, which reduces the confidence of Internet financial business in the user's heart and thus affects the development of business activities [6] . (5) Business risk Business risk includes capital flow risk factor, market cycle risk factor, interest rate risk factor, user preference risk factor and investor relationship risk factor. Subdivision risk factors will have a certain degree of mutual transmission. For example, the inability of Internet financial enterprises to obtain enough funds at reasonable cost and in a timely manner to cope with asset growth or the payment of maturing debts, resulting in the risk of a chain break of funds, is likely to be caused by investor relationships, it is also possible that interest rate risk, market cycle brought about. From the external impact, the type of business risk will be cross-class contagion with other types of risk, mainly reflected in the type of credit risk. Enterprise operating risk type. The performance of Internet finance, for example, affects the health of its capital flows because many platforms attract users in the form of finance-subsidy in the process of doing business. This makes the platform inside the flow of capital health is extremely important. (6) Management and strategy risk In addition, this paper also considers the healthy management and strategic choice of internet enterprises. No Internet financial enterprise can avoid its own risks in operation management, expansion and strategic choice. Acquaah studied the importance of the business experience of business managers and the ability of community leaders in the use of resources [41] . Laeven & Levine made an empirical evaluation on the bank risk bearing theory, equity structure and national bank supervision [42] . It shows that the influence of supervision on bank risk depends on the corporate governance structure. In the process of regulating Internet financial platforms, the marginal effect of risk is real and will change with the change of equity concentration. If the ownership structure of an Internet financial platform is very unreasonable and CEO has great influence, the platform is very vulnerable to the influence of the personal will of CEO in the process of carrying out its business.
The healthy operation management and strategic choice of Internet enterprises mainly include the innovation vitality of enterprises, the competition mode in the industry, the public image of enterprises, the relationship of employees, the supplement of talents and posts, the salary level of employees, the decision-making of leadership, equity allocation and group parent-subsidiary relationship. These factors often cannot be quantified, and many Internet enterprises are difficult to collect relevant data, so it is rarely considered by the research of macro Internet financial risk. By synthesizing the development of the Internet industry and existing research, this paper determines whether there is direct inducement between the risk factors, so that this kind of risk can be included in the financial network layer of the Internet analysis. According to the relationship between the subdivision risk, the subdivision risk factors will infect each other. For example, the leadership decision will affect the corporate image, talent introduction and salary level, and the salary level will affect the degree of talent introduction, and ultimately affect the innovation power of the Internet financial platform. From the external impact, the types of operational risk mainly focus on the impact of leadership decisions. For example, whether the leadership and management will have the risk of internal operations, whether there will be illegal business and illegal financing decisions. The number and attributes of the subdividing risk under each type are shown in Table 1 . In the Internet financial subnet, force atlas model is used to visually arrange the entire network according to the sizes of shows the size of the link that each node emits, the intensity of contagion to the outside world. The six risk classes play a pivotal role in this network, and the F7 node (leadership decision factor) remains the largest node. B1 node (internal operating factor) and E3 node (Interest Rate risk factor) showed stronger infectivity than other nodes. The internal operational risk can be controlled by the internal mature management system of the financial enterprise. Only the interest rate risk needs to be regulated by the main body of supervision in the macro economy. However, the interest rate of a country affects the economic level of the whole market and is inevitable. Fig. 4 , the network is more specific to the vulnerability and vulnerability of each node. The risk within the Internet enterprise remains the highest degree of connectivity It shows that Internet companies are more sensitive to risks and are more susceptible to other risks, thus triggering new risks. From the practical point of view, the leadership decision making node, as the most important node, is not only the access point of many factors, but also the point of actively radiating links to other risk factors, which is due to the Internet financial platform, whether it is in the development of business. The signing of contracts, the choice of financing or, for example, the use of funds, the management of enterprises, the use of user information is all decided by the corporate leadership. On the contrary, the change of laws and regulations, the change of market cycle and the information brought by technology also greatly influence the judgment and the choice of the future development direction made by the enterprise leaders. From a micro perspective, because the leadership represents Internet financial enterprises, so the Internet financial industry should be made up of one Internet financial platform after it has been subdivided. In this way, the Internet financial industry is not only itself a part of the network that spreads risks to the outside. At the same time, each platform is also vulnerable to the risk of other platforms in the industry contagion.
Regulatory subnet
The network analysis of Internet finance is a complex systematic project, which needs not only the internal factors of the Internet finance industry, but also the regulatory model. Now, the cost of collecting regulatory information from the Internet industry is very high and difficult for regulators. However, considering that the Internet industry has obvious Matthew effect and long tail effect, the more important platform in the whole industry system can not only control the supervision cost and improve the regulation efficiency, but also select the more important platform in the whole industry system as the regulatory research object. And can play a role in controlling systemic risk [20] . This section marks the entire regulatory type as node G. The specific influencing factors under this type are: scale access, technology access, business license, exit license, supervision, capital supervision, public opinion supervision, legal perfection, supervision subject, central bank, local government. By analyzing the direct contagion ability of each specific factor to other risks, the risk transfer path network between the regulatory layer and the Internet financial layer is constructed.
In February 2019, China carried out financial regulatory reform, and established the macro-prudential supervision bureau to strengthen macro-prudential supervision. Its regulatory bodies are supervised by the central bank, the three supervisory commissions and local authorities at two levels. Local supervision can ensure the implementation of Internet finance business with local characteristics under macro supervision, which not only protects the stability of the whole market but also facilitates the innovation of Internet finance. Therefore, the regulatory subject should be the core of the whole regulatory network and control the changes of all regulatory factors [35] .
The entry, exit, regulation and other regulatory policies of the Internet financial industry will directly affect the technical risk (category A), the legal risk (category C), the credit risk (category D), the business risk (category E) of the Internet financial enterprise, enterprise risk (category F). For example, Internet finance companies with insufficient technical depth cannot operate, Internet companies with a certain scale cannot carry out Internet financial business, exit needs approval from relevant institutions and so on. Through the means of supervision in this respect, we can not only prevent excessive monopoly, vicious competition and market failure, but also guarantee the financial safety of those who participate in network finance investment and financing, and avoid it as far as possible. Network technology, management backward enterprises into the Internet financial market.
At present, Internet finance related law vacancy and regulation lags [43] . The supervision of Internet finance by relevant departments also includes dynamic control, such as the continuous improvement of laws and regulations, the dynamic detection of the authenticity of funds and the timely control of public opinion. Through dynamic supervision, regulators will help to strengthen the supervision of risks, enhance the integrity of the industry, and thus affect the legal risk (category C), credit risk (category D), business risk (category E) of Internet finance. Enterprise risk (category F).
At this stage, there is no capital reserve system in Internet finance, which, on the one hand, makes banks in an unfair state of competition, on the other hand, it also makes Internet finance lack the protection mechanism of the lender of last resort. Once there is a break in the capital chain, you'll be caught in an unpayable crisis. Therefore, capital supervision can make Internet finance maintain a fair competitive market environment at the macro level, and provide the guarantee of lender of last resort for Internet financial enterprises through capital supervision. The number and attributes of the specific impact factors of the regulatory type are shown in Table (2) . The visual image of the supervised subnet is shown in Fig. 3(a), (b) and(c).
Table 2
Regulatory risk is divided into the following subdivision of risk factors, and added to the entire network construction. 
Node name

Traditional financial subnet
The traditional financial subnet mainly describes the complex network of Internet finance and banking. As the central node, the two have gradually formed the relationship between competition and cooperation in the development. The subnet has four branches: direct generation, indirect generation, contact infection and non-contact infection.
There is a risk generation mechanism between Internet finance and traditional finance. Through the Internet lending business, the Internet fund business, and the Internet payment business, the traditional banks have been impacted by the successful crowding out of commercial banks' assets, liabilities and intermediary business, resulting in higher operating costs and lower profit levels of the banks. The loss of deposits and the increase in leverage. The service side of Internet finance for users has changed the level of money supply and demand and interest rate, which has an impact on the intermediary variables of macro economy. This led to the expansion of bank credit, the decline in monetary demand, and the weakening of the effectiveness of macroeconomic controls, leading to a systemic crisis in the banking sector [11, 44] .
There is a risk contagion mechanism between Internet finance and traditional finance. Internet finance through the channels of capital exchange generated by cooperation with commercial banks, through the Internet finance industry platform, based on bank electronic accounts, deposit accounts, depository accounts, reserve accounts, and so on. The whole industry risk, service object risk, legal supervision risk and technical operation risk of Internet finance are transmitted to commercial banks. Internet financial users continue to grow and gradually become dependent on the platform. If the payment services provided by the Internet platform are suddenly paralyzed and not repaired in time, the crisis news passes through the media channels. The herding effect may cause investors to change their psychological expectations, such as cash runs and other social events [45, 46] . The traditional financial risk type is labeled as H. The numbers and attributes of the specific risk factors are shown in Table 3 . The visual image is shown in Fig. 4 . Table 3 In view of the research of Internet finance, this paper divides the traditional financial risk types into the following sub-risks and adds them to the construction of the network. The number of nodes connected between Internet finance and traditional finance is less than that of other subnets. The two networks mainly use business risk (category E) and credit risk (category D) as the transmission path. The most prominent is the H4 node (the pressure of internet banking service). As the final settlement link of Internet financial transactions, banks play an important role, and the service ability of internet banking also has a direct impact on the whole Internet financial business.
Node name Number Node name Number Node name Number
Systematic risk network
By synthesizing the above network divisions for supervision, Internet finance, and traditional finance, it can be proved that Internet financial risks meet the three conditions: they are composed of core outward diffusion, and each part is mutually transmitted and affected. Each part has its own unique nature. Thus, it can be seen that the composition of Internet financial risk is actually a multi-level, outward-spreading structure, which has the possibility of inducing systemic risk. In addition, in the actual analysis of the risk situation of Internet finance, we also have to consider the risks brought by users, the risks brought by domestic environment, and the risks brought by the main types of Internet financial services. So this article adds some user factor types (category I), domestic and foreign environment types (category J), Internet financial business types (category K). Specific factors and their attributes are shown in Table 4 . According to the multi-layer network theory of systemic risk [30, 31] , this paper selects the three-layer subnet constructed for splicing to obtain the network of Internet financial systemic risk, so as to better observe the node connection, risk contagion path and system structure in the Internet financial system. Because of the overlap of nodes and nodes between the three layer networks, the three layer networks must be combined into a new complex network. Similarly, the size
data is based on Fruch Visual images of the Terman Reingold model, as shown in Fig. 5 (a) , (b), (c).
Table4
User factors, domestic and foreign environment, Internet financial services node. From the view of the correlation structure of the Internet financial risk system, many elements will change with the change of time and space. For example, the continuous improvement of the regulatory system, the extinction of the old risks and the emergence of new risks. The emergence of new Internet financial services, etc. Therefore, the system is dynamic and a complex multivariable system. In order to maintain a stable state during the continuous evolution of the system, it is necessary to balance the structure of all the components of the system with the external environment at t time. When the external environment appears random sudden factors and impact on the system, the system will usually adapt itself, this article will be the Internet financial system Expressed as:
Node name
) , ( t IFS  stands for an Internet financial system at a certain level,  for the system, t for the measuring time, C for the Internet financial subnet, E for the regulatory subnet, and S for the traditional financial subnet. In fact, the Internet financial system adjusts its risk through feedback mechanism to realize the smooth integration of the three subnets.
The characteristics of systemic risk contagion in Internet finance are shown in Fig. 6.   Fig. 6 (a) and (b) show that in the whole Internet financial complex network, the random destruction of nodes outside the system will not lead to the collapse of the whole system, but there are several core nodes in the Internet financial risk system. These core important nodes such as G (regulatory control), H (traditional financial risk), F (operation and strategy) and other. (c) are the degree distribution of each risk factor. The image shows that the network is not a significant scale-free network. Starting with the second link, the number of nodes begins to rise 20 links are the average of the node links for the entire risk system, before which the image is presented Normal distribution, after which the image presents a power law distribution.
Table5
In the entire Internet financial system, different risk factors are important factors reflected in the network construction.
No. 
Conclusion and suggestion
The results of Internet financial subnet show that the main source of systemic risk lies in the external effect of microeconomic risk-laking activity. That is, the losses imposed on the whole society by a single firm (institution) are far greater than the losses suffered by the investors themselves. In practical terms, companies with strong power in Internet financial platforms tend to pay close attention to their own risk prevention and control. Instead, ordinary Internet financial platforms that do business directly with these platforms are not paying enough attention to their own risks. These sections that lie outside of important nodes. Weak enough and not independent enough, regulation without attention is often the source of risks to Internet finance. Therefore, for any node in the Internet financial system, the risk is not to select the node with the greatest degree of connectivity, but to establish a connection with the node with the largest degree of connectivity. This is enough to reflect the diffusivity of risk in Internet financial risk system and the difference between other complex systems.
In addition, the Internet financial system has a core impact. Internet giants monopolize more user traffic in the market, which makes the Internet industry with overall long tail risk. Judging from the investor nature of Internet financial products, most of the investors involved in Internet financial products lack the awareness of risk prevention. One of the reasons is that the Internet financial platform promotes the incentive mechanism on a large scale, the other is that most of the Internet financial products ignore the red tape authentication of traditional investment behavior, thus increasing the core risk of Internet finance. Therefore, in view of the supervision of Internet finance, we need to focus on the large-scale Internet gold. Financial platform business activities. The most hierarchical feature of the Internet financial system is the regulatory layer, which has the key to the overall boom or decline of the network. Therefore, the implementation of supervision is an important factor to control the occurrence of systemic risks in Internet finance.
Finally, the Internet financial system has multiple levels of relevance. The systemic risk of Internet finance has obvious multi-level nature, which is mainly composed of three layers: supervision layer, Internet finance inner layer and traditional financial layer. The superposition of multi-source risk is originated from the inner layer of Internet finance and infects or induces the systemic risk of traditional financial industry. In the supervision of the systemic characteristics of Internet finance, we need to keep any part of the system can not be separated from the whole, targeted control. Internet financial systems integrate and change each other to cope with external shocks and endogenous fluctuations. Thus, the whole system is approximately in a more stable state. Such self-regulation includes small changes, such as the regulatory level through the continuous optimization of the system to make the entire network to reach a stable state not to be attacked; However, the self-regulation may also come from a larger vibration, such as the damage of a core node, which results in the loss of most of the network structure, so that the network will eventually have to stay in a stable state that is much smaller than before. Often the latter regulation is accompanied by the loss of a large area of nodes, the overall system is weak, the links between nodes have broken, that is to say, the systematic risk of Internet finance has occurred. This paper synthesizes the research literature of different scholars, selects 90 representative risk factors of Internet finance, and puts forward the risk contagion network model of Internet finance with risk factors as nodes. Considering the Internet financial is a complex system, for some hard to quantify the risk factor of the problem in the processing, the model has a more intuitive visual ability, help to combine micro and macro two angles to analyze risk contagion of systemic risk, provide a better basis for the implementation of the regulation means. In addition, the study of Internet finance with the theory of complexity science can become a new idea, new method and new approach, so as to achieve the unification of Internet finance research on micro and macro level, and provide more powerful support for the supervision of modern Internet finance and the detection of potential hidden dangers. The subsequent research can collect the transaction data of commercial Banks and Internet financial enterprises for empirical analysis, so as to explore the contagion law of systemic risk.
