This paper provides a review of the
Introduction
The idea of helping and supporting the elderly and disabled persons has strongly influenced the advent of rapid development of smart homes. It is becoming everybody's concern of improving the quality of life for disabled and elderly people. By making the home environment comfortable could be helpful to improve the quality of life.
The era of ubiquitous computing were brought by emerging developments in information technology have changed the way people deal with their daily living chores. Smart Home is the integration of technology and services through home networking for a better quality of living [6] . All the devices and appliances in home are connected so they can communicate with each other and with the residents inside their homes or even away. The home devices and equipments can be controlled using the latest state-of-the-art Smartphones or PDAs and tablets.
This paper provides an overview of Smart Home systems, the hierarchical mobile IPv6, and the potential applications in Smart Homes Security and Automation. The qualities of an ideal Smart Home application system are also identified and serve as the basis for the design of a ubiquitous architecture for IP-Based Smart Home system utilizing the current state of the art technologies primarily on wireless sensor networks and hierarchical mobile IP. The principles of hierarchical mobile IPv6 for moving nodes are adopted for a more refined mobility solution.
The rest of this paper is organized as follows: Section 2 illustrates how Smart Home works; Section 3 presents an overview of hierarchical mobile IPv6; the architectural design Smart Home based on Hierarchical MIPv6 is outlined in Section 4; and the concluding remarks in Section 5.
Overview of Smart Home Systems
A home or building equipped with specially designed and structured wiring to enable occupants to remotely control or program an array of automated home electronic devices by entering a single command refers to a smart home [1, 9] . It refers to the use of computer and information technology to control home appliances and features (such as windows or lighting). Systems can range from simple remote control of lighting through to complex computer/micro-controller based networks with varying degrees of intelligence and automation. Home automation is adopted for reasons of ease, security and energy efficiency [5] .
In traditional smart home architectures, it generally common that all components in a home network are controlled by a home gateway that acts as service provider for users [2] . From this home gateway, all other appliances and components are controlled by the users and all protocols for operating the home equipments and appliances are defined in this home gateway. Figure 1 outlines a traditional setup for a smart home architecture wherein the home gateway controls other home appliances and also connects with other user devices through the Internet.
Figure 1. Architecture of a Traditional Smart Home System
Since some equipments and home appliances can work with a peer-to-peer network setup but is only applicable to home equipments that uses same protocols, a home gateway is enabled as the service gateway, translating between different protocols for appliances.
Some examples of smart home equipments and home appliances and their functions are as follows [7] :  Cameras will track your home's exterior even if it's pitch-black outside.
 Plug your tabletop lamp into a dimmer instead of the wall socket, and you can brighten and dim at the push of a button.
 A video door phone provides more than a doorbell --you get a picture of who's at the door.
 Motion sensors will send an alert when there's motion around your house, and they can even tell the difference between pets and burglars.
 Door handles can open with scanned fingerprints or a four-digit code, eliminating the need to fumble for house keys.
 Audio systems distribute the music from your stereo to any room with connected speakers.
 Channel modulators take any video signal --from a security camera to your favorite television station --and make it viewable on every television in the house.
 Remote controls, keypads and tabletop controllers are the means of activating the smart home applications. Devices also come with built-in web servers that allow you to access their information online.
The home appliances and devices connected to the home network are all receivers, and the means of controlling the system, such as remote controls or keypads, are transmitters. Smart homes obviously have the ability to make life easier and more convenient [7, 9] . It promises tremendous benefits for an elderly person living alone. It could notify the resident when it was time to take medicine, alert the hospital if the resident fell and track how much the resident was eating. If the elderly person was a little forgetful, the smart home would perform tasks such as shutting off the water before a tub overflowed or turning off the oven if the cook had wandered away. It also allows adult children who might live elsewhere to participate in the care of their aging parent. Easy to control automated systems would provide similar benefits to those with disabilities or a limited range of movement [7] .
Hierarchical Mobile IPv6
Mobile IPv6 is designed to allow mobile device users to move from one network to another while maintaining a permanent IP address. A mobile node (MN) is addressed by two IP addresses in MIPv6, that is, a home address (HoA) and a care-of address (CoA) [3, 4] . A Mobile Node (MN) has its static HoA at its home subnet. When moving to a new subnet, the MN will discover the default router, perform address auto-configuration, and use its new address as CoA. The former is an IP address assigned to MN within its subnet prefix on its home link and the latter is a temporary address acquired by MN while visiting a foreign link.
The HMIPv6 has been introduced for the purpose of reducing the number of signaling messages and thus eliminating additional delays to speed up the handover performance. In MIPv6, MN sends a binding update (BU) message to its home agent (HA) and correspondent nodes (CNs) each time that it changes location or moves. Every time MN moves around where there is a handoff procedure to a new access router (AR) that is being performed, many signaling messages are sent, thus, the handover performance of MIPv6 suffers from a series of delays if the MN moves frequently or the distance between MN to HA is far enough. Figure 2 shows the hierarchical Mobile IPv6 architecture wherein it introduces a new node, the MAP that serves as an intermediary or proxy for the Home Agent (HA) in foreign network. As the Mobile Node (MN) enters a MAP domain, it can receive Router Advertisements that contain information for existing local MAPs. It then configures its current location through two care-of-addresses (CoAs), the regional CoA (RCoA) and an onlink CoA (LCoA).
Figure 2. Hierarchical Mobile IPv6 Architecture
The RCoA is an address on the MAP's subnet based on the prefix in the MAP option of the router advertisement (RA) message sent by MAP. It is auto-configured by the MN when receiving the MAP option.
The LCoA on the other hand is an address configured on an MN's interface based on the prefix advertised by its default AR. When an MN first enters an MAP domain, it sends a BU message to the HA and CNs through the MAP. While the MN moves within the same MAP domain, it only sends the BU message to the MAP. The MAP is essentially a local HA.
Acting as a local HA, the MAP will receive all packets on behalf of the mobile node it is serving and will encapsulate and forward them directly to the mobile node's current address. If the mobile node changes its current address within a local MAP domain (LCoA), it only needs to register the new address with the MAP. Hence, only the Regional CoA (RCoA) needs to be registered with correspondent nodes and the HA. The RCoA does not change as long as the MN moves within a MAP domain. This makes the mobile node's mobility transparent to correspondent nodes it communicates with.
Architectural Design of a Smart Home based on Hierarchical MIPv6
Based on the discussions of related technologies and smart home systems, a smart home technology is the integration of technology and services through home networking for a provision of a better quality of living. The architectural design for Smart Homes is based on the integration of the emerging technologies of Wireless Sensor Networks and Hierarchical Mobile IP. The traditional setup for Smart Homes is enhanced by providing mobility utilizing the current state-of-the-art principles of HMIPv6. The scenario is shown on Figure 3 , wherein the home user can control the home appliances or equipments connected to a home network even if he moves into a foreign network. When the home user is away from the home network and enters a foreign network, the user's mobile phone, tablet or PDA is associated with a care-of-address which identifies his current location. Hierarchical Mobile IPv6 is a version of Mobile IP that allows users with mobile devices whose IP addresses are associated with one network to stay connected when moving to a network with a different IP address. When a user leaves the network with which his device is associated (home network) and enters the domain of a foreign network, the foreign network uses the Mobile IP protocol to inform the home network of a care-of address (LCoA and RCoA) to which all packets for the user's device should be sent [8] . Each mobile node is identified by its home address disregarding its current location in home network. Mobile IP is most often found in wireless WAN environments where users need to carry their mobile devices across multiple LANs with different IP addresses.
Communication among nodes (home appliances) and exchange of home information will utilize the use of the standard mobile IPv6 message formats within the smart home system. The communication signals from the user will undergo authentication procedures as for the hierarchical MIPv6 handover scheme to ensure that the home networked is controlled and managed by the true and authenticated resident and home owner.
Conclusion
The optimization of the utilization of Hierarchical Mobile IPv6 with the Smart Home Systems provides mobility and enhanced communications and interconnection for home networking that could lead to efficient, reliable, and emergent services a home networking has to offer. The architectural design of smart home based on hierarchical mobile IPv6 could provide a seamless convergence for communicating between the users and the home devices and equipments as he is away of his residence. The home owner have an autonomous control of the home devices and equipments even if he changes location or network provider since the system is installed with IP addresses recognized with proper authentications.
