Quantum teleportation provides a 'bodiless' way of transmitting the quantum state from one object to another, at a distant location, using a classical communication channel and a previously shared entangled state. In this paper, we present a tripartite scheme for probabilistic teleportation of an arbitrary single qubit state, without losing the information of the state being teleported, via a four-qubit cluster state of the form |φ 1234 = α|0000 + β|1010 + γ|0101 − η |1111 , as the quantum channel, where the nonzero real numbers α, β, γ, and η satisfy the relation |α| 2 +|β| 2 +|γ| 2 +|η| 2 = 1. With the introduction of an auxiliary qubit with state |0 , using a suitable unitary transformation and a positive-operator valued measure (POVM), the receiver can recreate the state of the original qubit. An important advantage of the teleportation scheme demonstrated here is that, if the teleportation fails, it can be repeated without teleporting copies of the unknown quantum state, if the concerned parties share another pair of entangled qubit. We also present a protocol for quantum information splitting of an arbitrary two-particle system via the aforementioned cluster state and a Bellstate as the quantum channel. Problems related to security attacks were examined for both the cases and it was found that this protocol is secure. This protocol is highly efficient and easy to implement.
Introduction
Suppose when you visit your friends home you find a very fine chair, and you wish to acquire a similar one for your sitting room. One of the strategic plans that will come to your mind is to measure all the properties of this chair and then reproduce a copy for your sitting room.
However, if we intend to use the same strategy for a quantum particle, e.g. photon, it will fail, 1 E-mail: fbjames11@physicist.net because of the no-cloning theorem of quantum mechanics. Then, what could be done in this situation? The answer is simply quantum teleportation. This idea, which was put forward by Bennett et al. [1] , involves the transfer of the unknown properties of an object, say A onto second object, say B without disobeying the no-cloning theorem, which states that "it is impossible to perfectly copy properties of quantum particles." The misconception about teleportation is that the transfer happens instantaneously. However, it follows processes.
Firstly, during quantum teleportation, the object A losses all its properties and then they are transferred. After this transfer, the properties of object B remain unknown. All that could be known is that object B is now identical to object A before teleportation.
Thus, quantum teleportation can be described as a process by which quantum information can be transmitted from one location to another, with the help of classical communication and previously shared quantum entanglement between the sending and receiving location.
Quantum teleportation requires that a classical information link must be set, in order to allow the transmission of classical bits to accompany each qubit. After the first teleportation protocol was proposed by Bennett et al., many researchers have proposed several quantum teleportation protocols ( [2] [3] [4] [5] [6] [7] [8] [9] [10] [11] and Refs. therein). Some of these protocols have been realized experimentally ( [12] and Refs. therein). The two key deterministic factors in teleporting the qubit of an unknown state are the two classical bits and maximally entangled EinsteinPodolsky-Rosen pairs, which act as the quantum channel. The application of quantum entanglement is not limited to quantum teleportation; it is also being employed in quantum information splitting, quantum dense coding, quantum secret sharing, quantum cloning, etc.
It is worth mentioning that quantum entanglements have been realized experimentally.
Some of the entangled states include: Greenberger-Horne-Zeilinger (GHZ), W class, and the cluster state. GHZ is fully separable after the loss of one qubit, unlike W-class, which will still be entangled with the remaining two qubits. The GHZ of three photons and three Rydberg atoms have been observed experimentally [14] , while an entangled W state of three qubits have been realized in Ref [15] . In addition, the cluster state [16] , which is a highly entangled state of multiple qubits, is generated in lattices of qubits with Ising type interactions. On the basis of single qubit operation, the cluster state serves as the initial resource of a universal computation scheme [17] . The cluster state has been realized experimentally in photonic experiments [17] and in optical lattices of cold atoms [18] .
Motivated by the unending interest in studying quantum teleportation, in this paper, we demonstrate a scheme for probabilistic teleportation of an arbitrary single qubit state, using a four-qubit cluster state as the quantum channel (Section 2). Furthermore, we also demonstrate quantum information splitting of an arbitrary two-particle system in Section 3. To achieve these objectives, we assume that Alice, Bob, and Chika are the concerned parties in a quantum network. It should be noted that the names we have adopted here are for convenience. For instance, saying Alice sends a message to Chika through Bob is easier to follow than saying party A sends a message to party C through party B. The concluding remarks are given in Section 4.
Probabilistic teleportation of an arbitrary single qubit state
We shall demonstrate the usefulness of the cluster state |φ 1234 = α|0000 + β|1010 + γ|0101 − η |1111 as the quantum channel for the teleportation of a single qubit system.
For α = β = γ = η = 1/2, this entangled qubit is among the three ultimate maximally entangled states identified by Gour and Wallach [13] . It has a property such that for 2 out of the 3 bipartite cuts, the entanglement is 2 ebits, and for the last bipartite cut, the entanglement between the groups of two qubits is 1 ebit. In order to achieve the quantum teleportation, Alice performs Bell state measurement (BSM) on her qubit pair (A, 1), and consequently, the combined state of the other qubits collapse to four possible pure entangled three-qubit states after the measurement. Afterwards, Alice utilizes the classical channel to publish her results. Now, suppose Bob agrees to assist Chika in reconstructing the original state of the qubit. He then performs a BSM on his qubit pair (2, 3), and consequently, the state of fourth qubit becomes:
Since equation (1a)-(1d) are not normalized, it then implies that each outcome of the measurement has a different probability. Now, Bob tells Chika the results of his measurement using a classical channel. In order to avoid redundancy, we shall not discuss all the outcomes, 
according to Equation (1b). With this result, Chika can recover the original state |φ .
For Chika to perform this task, first, she needs to set up a close similarity such that the coefficient of a 0 should be |0 4 and that of b 0 should be |1 4 . To achieve this, she performs a local unitary operation U 1 = |0 4 1| − |1 4 0| on Q and then she introduces an auxiliary qubit, say T with state |0 T , which gives Q 1 = 2 −1 ( a 0 γ|00 4T + b 0 β|10 4T ). She then performs a C-NOT operation on qubit pair (4, T ) to obtain
As evident from Equation (2), with the condition that γ|0 T + β|1 T and γ|0 T − β|1 T can be discerned using a suitable measurement, Chika can obtain
order to achieve this discrimination, Chika needs to perform POVM [19, 20] on the auxiliary qubit T .
POVM is a measure with non-negative self-adjoint operators on a Hilbert space, and its integral is represented by the identity operator. A common mistake is to confuse POVM with measurement outcomes. The measurement outcomes are arbitrary and rely on a scale (for instance, position relies on a frame of reference); therefore, one can fix that scale differently and change the measurement outcomes. The necessity for the POVM arises due to the projective measurements on a larger system, through which the measurements that are performed mathematically by a projection-valued measure will act on a subsystem in such a way that cannot be described by a projection-valued measure on the subsystem alone. Thus, this POVM, which Chika needs to adopt, can be written mathematically as:
where
I denotes an identity operator and ̺ is a parameter, which defines the range of positivity of the operator K 3 . Thus, ̺ must lie within 1 and 2 (i.e. 1 ≤ ̺ ≤ 2) for K 3 to be a nonnegative operator. Now, suppose Chika's POVM result on qubit T yields K 1 , whose probability is Figure 1: Variation of the probability given by equation (5) as a function of β. We take γ = 0.5 and ̺ = 1.5. It is shown that for a fixed β, the success probability increases considerably as n increases.
In the three-dimensional visualization of a qubit, the spin-up state |0 4 denotes the north pole, while the spin-down state |1 4 denotes the south pole. Thus, a superposition represents any state in between the poles. A phase shift with θ = π leaves the basis state |0 4 unchanged and maps |1 4 to -|1 4 . This phase shift is denoted by the Pauli-z matrix (σ z ). With the application of this operation on the state of qubit 4, i.e., σ z ( a 0 |0 4 − b 0 |1 4 ), yields a 0 |0 + b 0 |1 = |φ , which was the original state that was teleported.
Suppose the result is K 3 , with a probability given as 1 − 1/(2̺ς), then the scheme fails due to the fact that it is impossible for Chika to deduce the state of qubit 4. Thus, the probability for success is 1/(2̺ς). However, suppose Alice, Bob, and Chika share another qubit pair. Then, the process can be repeated when the teleportation fails, provided Alice, Bob, and Chika share another pair of the entangled qubits. Thus, we obtain the sum of the probabilities that there are M successes when N independent teleportation trials are carried out as
If we consider a special case N = 2, our result agrees with Ref. [21] . Figure 1 gives the variation of the chance of success as a function of parameter β. Now, let us assume that there is an eavesdropper (Eve), who intends to obtain information about the unknown qubit state without the consent of Alice, Bob, and Chika, who are legitimate partners.
Assume that she successfully entangles an auxiliary qubit 2 −1/2 ( |0 + |1 ) E to the qubit possessed by Bob. Then, after Alice performs BSM, the combined state of Bob, Chika, and Eve collapses into Π
Similar calculations can be repeated for Π ( 
2) 234E
,and consequently, the state of Chika-Eve system becomes
From Equations (7a-7d), it is clear that Eve's state is not altered, and consequently, it is impossible for her to obtain any reasonable information about the state of the teleported qubit. Therefore, this protocol is secure.
3 Quantum information splitting of an arbitrary twoparticle state
Quantum information splitting (QIS) is a technique of sharing and splitting of quantum information among two or more parties such that none of them can retrieve the information fully by operating on his/her own qubits. The QIS involving GHZ as the quantum channel has been extensively studied ( [22] and Refs. therein). Experimentally, QIS has been realized through a pseudo GHZ state [23] . In addition, experimental demonstration of the four-party quantum secret sharing via the resource of four-photon entanglement has been presented in Ref. [24] .
In this section, we demonstrate a scheme for splitting an arbitrary two-particle state via four-qubit cluster and Bell state as the quantum channel linking Alice, Bob, and Chika. Now, let us suppose that the splitter (Alice) has an arbitrary two-particle state |Ψ 1) and (b, 6) . The combined state of the other qubits (i.e., 16 possible states, which Alice's system will collapse to after the measurement) with equal probability can be found. Now, Alice communicates her results to Bob and Chika using the classical channel. Neither Bob nor Chika can reconstruct the original state of the qubits if there is no collaboration, since neither of them have enough information to do so. In other words, any of them could reconstruct the original state of the qubits, provided there is collaboration between the two parties. This is the main idea of QIS. Now, let us suppose Bob collaborates with Chika in reconstructing the original state of the qubits. Then, he needs to perform a BSM on his qubits pair (2, 3), and consequently, the states of Chika's qubits become Table 1 . This process is also illustrated in Figure 2 .
Let us now make a security analysis of this scheme. 
Now, Bob performs BSM on qubits pair (2, 3). Suppose Bob obtains |Φ ± , then Chika-Eve system will collapse into
It is evident that Eve's state is unaltered, and consequently, it is impossible for her to obtain the original qubit state. Thus, this protocol is secure. Moreover, suppose Bob is dishonest and ready to cooperate with Eve, and in order to intercept the original qubit sent by Alice, he sends the entanglement qubit, which has been prepared beforehand, to Chika. In this situation, Bob will find it difficult to obtain suitable quantum information when she needs to reconstruct the original state of the qubits. Since the information about the quantum state received by Chika from Bob is erroneous, the communications are consequently discarded.
Conclusion
In summary, this paper demonstrates a tripartite scheme for the probabilistic teleportation of an arbitrary single qubit state, without losing the information of the state being teleported, via a four-qubit cluster state [13] as the quantum channel linking the three parties. The sender performs BSM and communicates the results of the measurement to the controller, who also performs BSM on his qubit pairs. With the introduction of an auxiliary qubit state, using a suitable unitary transformation and a POVM, the receiver can recreate the state of the original qubit. We also studied quantum information splitting of an arbitrary two-particle system via a four-qubit cluster state and a Bell state as the quantum channel. Problems related to security attacks were examined, and as we have shown, this protocol is robust to any attack. This demonstration is another supportive evidence that justifies quantum entanglement as the key resource in quantum information science, and it also represents the continuation of Refs. [7, 25] . 
