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Due to the phenomenon of seriously 
deficient in IPv4 addresses, the next 
generation of Internet protocol (IPv6) has 
been widely discussed and employed. 
Moreover, the development processes of 
communication protocol and technology in 
the next generation networks have been also 
proceeded from writing application software 
of communication to study and implement 
network equipments. In this integrated 
project, the object is to construct a switching 
platform with highly switching performance 
and speed. In addition, we also plan to utilize 
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the developed platform to design the 
strategies and methods of flow classification 
(from layer 4 to layer 7) and the next 
generation network security (VPN, IP sec.) 
underlying IPv6. Moreover, to propose the 
next generation network management 
protocol (COPS, LDAP), we hope to provide 
a complete resolution for the next generation 
network switching system. 
In flow classification, we know that there 
exist many services and applications in 
Internet, such as quality of service (QoS) 
maintenance, load balancing schemes, and 
proxy scheme, etc. These services and 
applications make the developments of the 
switching technology in Internet have been 
promoted from the IP lookup research in 
layer 3 to the URL address classification in 
layer 7. 
In addition, the header of IPv6 format 
provides a field named as flow label with 20 
bits width, for switching equipments to 
identify an incoming packet which class of 
flow it belongs to. Therefore, we can classify 
a packet by its source address and flow label. 
Except the flow label, there is another field 
named as traffic class and also carried in the 
packet header. It has 8 bits width and can be 
classified into 256 different classes, which 
define various service types for packets. 
Using the field, we can judge the service type 
of an incoming packet and provide a specific 
priority to support the requirement of QoS. 
Besides, the value in the field can be also 
changed by routers in order to reach the 
object of network management. Except using 
IP header lookup to implement the object of 
flow classification and QoS maintenance, we 
can also utilize the URL and cookie lookup 
in layer 7 to implement the more detailed 
classification. So called URL/cookie lookup 
means that using the lookup results of http 
headers, the switching equipments can judge 
and adopt the properly strategies of packet 
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NPU: Network Processor Unit
OM : Order Manager
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圖二、封包處理流程圖。 
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圖三、設定或修改對電子郵件封包所進行的篩選與控管策略。 
 
