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Abstract 
Device-to-Device (D2D) communications in Long Term Evolution (LTE) networks has been proposed as a promising concept as 
part of the LTE-Advanced (LTE-A) framework, whose aim is to improve user experiences and resource utilization, taking 
advantage of users’ proximity to each other. In order to extend the current LTE-A system to support D2D communication, there 
is a need to work on enhancements on the network architecture level. In this paper, we survey the work proposed so far by 
researchers and propose a design that extends the Third Generation Partnership Project’s (3GPP) definition of proximity based 
services, describing by this the necessary supporting elements. 
© 2014 The Authors. Published by Elsevier B.V. 
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1. Introduction 
The usage of smart phones, tablets and various new applications throughout the world has exploded during the 
recent years and will continue to increase exponentially according to the Wireless World Research Forum who 
envisions in 2020 Seven Trillion wireless devices serving Seven Billion people [1]. This growth of mobile devices 
will lead to huge mobile data traffic on the network. According to Cisco predictions [2], the global mobile data 
traffic will outgrow the global fixed data traffic by three times, reaching 10.8 exabytes per month (1 exabyte equals 
1018 bytes). Thus, the flag has been raised to find ways in order to increase the network capacity to accommodate 
these bandwidth consuming applications and services. The most straightforward solution is to improve the capacity 
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of cellular networks by adding new base stations, but this is very expensive for the operators. The Third-Generation 
Partnership Project (3GPP) has defined data offloading as an alternate solution to cope with this problem. The 3GPP 
SA1 (services) working group has been studying a new Rel-12 item, named “Study on Proximity-Based Services 
(FS_ProSe)”, since 2011. FS_ProSe targets the potential requirements for an operator to integrate device-to-device 
(D2D) communication in their network [3]. This technology has been proposed as a promising concept to improve 
user experiences and resource utilization in cellular networks by taking advantage of users’ proximity. In D2D, 
mobile devices in proximity of each other, as illustrated in Fig.1, can establish a direct local link and bypass the base 
station or access point, but after coordinating with the core network via the eNodeB. 
                                                                                    
                                                                        
                                                                             Fig.1. D2D communication concept 
The topic of device-to-device communication is not mature yet. Few works have been done to propose 
enhancements at the network architecture level in order to incorporate D2D communication in LTE-A. In this paper, 
we overview the designs suggested by the researchers in the literature. Our main contribution resides in extending 
the concept of applications for D2D considered in the literature, as well as in the use cases proposed in the ProSe 
standards that mainly focus on public safety cases, by integrating the cloud computing services. 
The rest of the paper is organized as follows: Section 2 covers the related work in the literature. Section 3 
presents our ongoing research in this field, while Section 4 concludes the paper. 
2. Related Work 
This section reviews the proposed schemes for D2D communication followed by the suggested enhancements for 
the System Architecture Evolution (SAE architecture) in order to incorporate D2D communication in the LTE-
Advanced system. 
2.1. D2D Identification 
Peer discovery has a similar functionality as that of cell search in LTE by which the UE determines the time and 
frequency parameters that are necessary to demodulate the downlink and determine the cell identity [4]. In addition 
to time and frequency, devices should also meet in space. The discovery of devices willing to participate in a D2D 
communication is a challenge in terms of energy consumption, since scanning for devices may end up draining the 
device battery [5]. The literature on this topic is divided between whether the network core is involved in this 
process or not. 
a) Without Network Support Mode 
Without any coordination with the network, the discovery process can be made possible via some procedure, but 
it would be time and energy consuming. Some authors [5] base their discovery process proposal on the transmission 
of beacons between the devices using Orthogonal Frequency Division Multiple Access (OFDMA) and building on 
the existing beacon design of the 3GPP Long Term Evolution (LTE). To resolve the problem of synchronization 
when multiplexed together in the same OFDMA symbols, the devices are divided into groups that use different 
patterns to transmit in different beaconing opportunities. A new mobile communication system is introduced in [6] 
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sense” named FlashLinQ, which allows devices to discover each other and communicate directly. In their design, 
the authors kept the involvement of the network at a minimum, mainly to provide synchronization signals to 
devices. FlashLinQ is the base for a new technology named as LTE direct (invented by Qualcomm [7]) integrated in 
the 3GPP standard [8] that studies the architecture enhancements to support Proximity-based Services (ProSe). 
b) Network-assisted Mode 
Other researchers adopted schemes that benefit from network assistance. Two mechanisms for D2D 
communication session setup and management are proposed: through detecting D2D traffic, or by using dedicated 
System Architecture Evolution (SAE) signalling [9]. In the first option, the potential D2D traffic is earmarked on the 
fly by the gateway after processing the IP headers of the data packets and tunnel headers. Although this method 
works for any peer-to-peer IP traffic without service differentiation, it adds overhead to the network. Concerning the 
second option, by using dedicated signalling, a D2D Session Initiation Protocol (SIP) session request can be 
separated from a generic SIP session request: UE1 calls UE2 using a SIP invite message with a specific address 
format, where the well-known SIP uniform resource indicator (URI) of UE2 is specified, followed by an extension 
indicating the preference for a local session. The SIP invite message, encapsulated in a Non-Access Stratum (NAS) 
control message, is received by a light SIP handler added to the Mobility Management Entity (MME). With this 
approach, the NAS messages corresponding to D2D will be processed by the handler, while the ordinary ones are 
handled by the MME. The advantage of using dedicated signalling is that it does not require a SIP server in the 
Internet, thus leading to faster session setup. Reported simulation results showed an increase of throughput up to 65 
percent for a network with D2D communication, when compared to an ordinary cellular network. It is noteworthy to 
mention here that the work in [8] does not discuss the peer discovery process and does not explain how UE1 can 
know the URI of UE2. 
The identification of D2D traffic by an existing or added architectural LTE entity has been an active research 
subject. For example, some authors [10] present two alternatives for detecting D2D candidates in a network assisted 
scheme, differentiated by whether the detection takes place before or after the start of the D2D session. In the a-
priori scheme, the role of the network can be expanded or reduced: the eNodeB can only broadcast the assignment 
of beacon resources so that the server and the client find each other, or the eNodeB can work as a mediator between 
them by redirecting the request of the client to the D2D server (pre-registered), so that the latter generates the 
beacon. However, in the a-posteriori scheme, the eNodeB identifies the D2D pairs either by a token agreed on by the 
two devices, or by analyzing the source and destination IP addresses. 
2.2. Architecture Enhancements 
The authors in [11] proposed to add a proximity service control function (PSCF) to the Packet Data Network 
GateWay (P-GW), which is the gateway that terminates the interface towards the Packet Data Network (PDN), 
which in turn refers mostly to the Internet. The addition of PSCF was for detecting the presence of D2D traffic flow 
and allocating a pair identity to the communicating UEs. On the other hand, other authors [12] introduce a new 
logical entity called the D2D server, separated from the other existing entities (but interfacing with them), that is 
responsible for device identifier allocation, policy management, assistance in location determination, call 
establishment, UE capability tracking, service support, and mobility tracking. They also propose enhancements to 
the MME so that it supports new D2D related information during the attach procedure, and therefore be able to 
identify the devices’ D2D service capabilities. 
3. Toward Generic Services Offering 
3.1. Goal 
The aim of this research is to extend the concept of network services adopted in the LTE-A literature and the use 
cases proposed in the ProSe standards. On one hand, the D2D technology is used in the literature in the context of 
multicasting [13], [14], peer-to-peer communication [15], video dissemination [16-18], M2M communication [19],
and cellular offloading [20]. On another hand, the ProSe use cases presented in the 3GPP study item [12] are 
categorized under commercial or social use, network offloading and public safety. Some scenarios are presented in 
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this study item but it mainly focuses on public safety where E-UTRAN coverage is absent. We believe that users 
having ProSe-enabled devices and being in proximity can benefit from this situation in a broader context: we 
propose for the services offered to be any mobile application, commercial or personal, that runs on a mobile device 
in response to the request of others for the purpose of benefiting these other devices, and is ProSe compliant. For 
this, our goal is to design a system that would allow providers of arbitrary services, who are subscribers to the 
cellular system, to advertise their services through the LTE-A system, and other users (also subscribers) to discover 
such services and consume them. An example would be a new restaurant owner advertising the food services her 
restaurant offers, like food orders, customizable meals, reservation, delivery options, etc. 
In our work, we propose to bring the cloudlets concept to the D2D framework: cloudlets are “smaller clouds”, 
which are powerful computers that usually serve nearby users and excel at offloading content and tasks from mobile 
devices [21], [22]. By analogy, with proximity based services in the D2D framework, a mobile device can also share 
its resources and provide its services to other devices in its vicinity. By this, the mobile device sharing its resources 
will play the role of a mobile cloudlet providing software as a service, data as a service, and network as a service. 
This can be beneficial economically where UEs can lend their extra resources to other UEs that be charged for this. 
Normally, cloud services can be defined as: Infrastructure as a Service (IaaS), Platform as a Service (PaaS), and 
Software as a Service (SaaS). Out of these, we believe that only SaaS is applicable, and furthermore add Data as a 
Service (DaaS) and Network as a Service (NaaS), where in the latter the device may for example plays the role of a 
hotspot (WiFi Access Point) for other devices that do not have access to the Internet. 
 Fig.2 shows a pair of devices communicating through D2D technology. It shows two users (UE_A and UE_B) 
running the same application on their devices (with application identification App ID_X, a unique identifier 
characterizing this particular application) which can run in consumer mode or provider mode. The mobile app, in 
need of a certain service, runs in consumer mode and asks the app on the other device holding the resources 
(running in provider mode) to provide it with.  
   
                                                                                    
                                                           
                                                                                 Fig.2. D2D pair 
We seek to accomplish this through designing a system that works within the framework of the existing LTE 
network entities trying to make minimal changes to it. For this reason, we take [23] as a baseline for our discovery 
scheme, and more specifically the Evolved Packet Core (EPC)-level discovery, where the core network is involved 
in determining the proximity of the devices. 
3.2. System Design Overview 
As was mentioned earlier, the key functions of D2D communications include service registration, service 
discovery, D2D bearer establishment, and switching the path to D2D data offloading. In our work, we will mostly 
focus on the first two steps, as they represent the bulk of the work involved in implementing D2D, knowing that 
they are the starters of D2D communication. Our proposed system for device-to-device (D2D) service registration 
and discovery involves the network in the discovery process, thus avoiding the time and energy consumption issues 
associated with discovering D2D candidates without network support, like in [5] and [6]. For this reason, we base 
our design on the Evolved Packet Core (EPC)-level discovery mentioned in [23] where it is the responsibility of the 
network to determine the proximity of the user equipments and inform them about it. Our proposed architecture also 
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 The high level architecture of our design can be illustrated in Fig.3. 
                 
                 
                                                                        
Fig.3. High-level Architecture
This figure, based on [23], shows the already existing entities in the LTE-A network: base stations (eNodeB), 
Mobility Management Entity (MME), Serving Gateway (S-GW), Packet Data Network GateWay (P-GW), Home 
Subscriber Server (HSS), Secure User Plane Location Platform (SLP), with an additional logical function, named as 
ProSe Function. This last element turns the Public Land Mobile Network (PLMN) into a network that supports 
Proximity Services. The D2D UE pair (one in consumer mode and the other in provider mode) communicates with 
the core network via the eNodeB as part of the connection setup. The core entities involved in the discovery process 
are all the existing ones in the figure except the S/P-GW as they connect UEs to the external network, like the IP 
Multimedia Core Network Subsystem (IMS), which is not our case. The key functional elements for this process are 
the following:  
1) The MME, in addition to being the control node responsible for signaling issues related to mobility 
(tracking and paging) and security access for the E-UTRAN, it will cache a copy of the user’s profile 
related to ProSe after being authenticated by the HSS, and informs the eNodeB about the user’s permission.  
2) The HSS is a data repository for subscribers’ profiles that authenticates/authorizes user access to the 
system, and more specifically will check whether the requesting users are ProSe subscribers or not.  
3) The SLP can be a server residing in the network or a network equipment stack. It obtains location 
information for the UE using SUPL which is supposed to be the U-plane location technology developed by 
OMA (Open Mobile Alliance [24]) for positioning over wireless network, based on secure user plane IP 
tunnels.  
4) The ProSe Function generates the IDs of the ProSe users after being authorized by the HSS and handles 
these IDs along with their corresponding application layer user IDs. It also stores a list of authorized 
applications IDs to use EPC-level ProSe discovery. The ProSe Function also plays the role of location 
services client (SLP agent) to communicate with the SLP and be aware of the UEs’ locations to determine 
their proximity. It should be noted that according to [23] there is only one ProSe Function per HPLMN.  
The ProSe Application Server contains the applications offering services based on the corresponding Application 
Programming Interfaces (APIs) for ProSe, provided by the 3GPP operator in the service agreement. It is the entity 
on the service network from which the user downloads the apps. It also stores the identities of the ProSe users, as 
defined at the network level, and maps these identities to the application layer user identities which identify specific 
users within an application. Moreover, the ProSe function ID corresponding to each user is also saved there. The 
above entity roles are based on [23]. Further details about the interfaces can also be found there. 
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3.3. System Design Requirements 
A mobile user willing to participate in D2D communication in order to benefit from Proximity-based Services 
(ProSe) should fulfil the following criteria: 
1. ProSe-Enabled Mobile Device  
A user must be first equipped with an LTE-A mobile device that can communicate with the Core Network via 
the corresponding interfaces. Moreover, this device should have the capability to run ProSe applications on it, 
meaning the applications having the ProSe capability features: the ability to discover, to be discovered, and to 
communicate with the discovered devices. 
2. Registered UE 
This ProSe enabled device should be subscribed to an operator service in order to be authorized to run ProSe 
enabled applications on it. The registration of the device occurs in the Home Public Land Mobile Network 
(HPLMN) where the subscriber’s profile is held in a logical function, named ProSe Function. The UE registration 
process occurs according to [23], where the ProSe function authenticates the user by checking with the HSS storing 
the user’s profile to verify if he or she is a ProSe subscriber. Further details about the used identities and the 
exchanged messages between the involved entities can be found in [23].  
3. Application Registered 
The user equipped with a ProSe-enabled device and registered in the network as a ProSe subscriber, can 
download a ProSe application (offering services to other ProSe-enabled devices) from an application server through 
an operator application distributor or an application store. To activate the ProSe features on these applications, the 
user should also authenticate and authorize it through the ProSe Function that caches a list of all the IDs of the 
applications allowed to use ProSe features along with their corresponding authorized range classes. According to 
[3], the discovery range class can be short, medium or maximum based on geographical distance or radio conditions. 
This range defines how far a UE holding this app can discover another radio signal or can be discoverable. This set 
of ranges is sent back to the UE by the ProSe Function in the application registration acknowledgment message. The 
user has the freedom to choose one of these allowed ranges while requesting to communicate with a nearby device 
holding this app. Note that the authentication is done on a per-application basis. Further details about the used 
identities and the exchanged messages between the involved entities can be found in [23] as well.   
In our design, we propose to develop the applications on the application server to run in two modes: consumer 
mode (default mode) and provider mode. An app runs in consumer mode when the user is requesting services, and 
runs in provider mode when the user is willing to share his device’s resources. Note that after downloading the app 
on his device, the user can choose which mode to work with via an app user interface. In our work, we are in the 
process of designing a mechanism that determines how the user will inform the network about which mode he or she 
intends to use the application, and the required criteria that qualifies the device to run in such a mode. Depending on 
which of the three intended mobile cloudlet services (SaaS, DaaS, and NaaS) the device will offer, the criteria will 
be different. For example, in the case of SaaS, the device is expected to host software apps that are to be run under 
the supervision of the downloaded ProSe App (provider) as possible services to same-type consumer apps. In case of 
DaaS, the device is supposed to host the necessary data (e.g., song files) to be sent to consumer apps. Finally, for 
NaaS, the device must have, for example, an active WiFi connection to the Internet (e.g., via subscription or 
privilege) and is able to configure itself as a hotspot for requesting devices running the same-type consumer app to 
connect through to the Internet. After developing the criteria for each class of cloudlet services, another related 
subject that is to be investigated is the mechanism according to which the network, and specifically the ProSe 
function, will verify the suitability and conformance of the device. The approach we are taking is that when the user 
configures the downloaded ProSe app as a provider app, a protocol will be initiated to enable the ProSe function to 
test the suitability of the device and its readiness to offer cloudlet proximity services. In the case of Data as a Service 
(DaaS), for instance, the user, through an interface, could configure the local SQLite database to store the names and 
other metadata of available video and image files that are to be shared with nearby LTE-A users. Second, the 
consumer mode does not require an elaborate registration or configuration, as it simply can be accomplished 
according to [23]. 
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4. Service Discovery 
A key function in the discussed framework is service discovery. Part of this functionality is identifying the 
general D2D service type, which is implicitly provider through same-type ProSe-compliant applications (services). 
That is a device running a ProSe-compliant app can only discover devices running the same app but in provider 
mode. However, discovery has to be more specific. For example, an SaaS cloudlet could offer parking information 
services, while another SaaS cloudlet may offer Mexican food ordering services. It follows that a ProSe-compliant 
SaaS app interested in finding free parking spots in nearby parking garages should only communicate with SaaS 
provider apps running on nearby devices that offer parking information. To realize the above capability, a device, 
upon registration in provider mode, should provide to the network (application server) a set of keywords in order to 
help it (i.e., the network) find nearby cloudlets that offer the particular services. With this setup, a user wanting a 
particular proximal service will have to supply search keywords that are compared against the registered keywords 
to determine the appropriate cloudlets, and present them to the user. Obviously, multiple matches could occur, in 
which case, the user is free to select which one to connect to first. In more technical terms, a device sends a 
proximity request to the network through messages that ask the ProSe Function for help in finding nearby targeted 
devices, or to alert it when other devices come around. The proximity criteria are defined by the user when he 
chooses a range class for this app. That is, a user who has chosen “short” range class (e.g., short class corresponds to 
100 m) will not be informed about a UE 200m away. In [23], when UE_A is interested in finding UE_B, it contacts 
the network in order to be alerted when this device comes to its vicinity. It is therefore assumed that UE_A knows 
the application user ID of UE_B. In our work, we remove this assumption by making UE_A search for an 
Application ID along with identifying keywords for the desired service. By this, the network will alert it when a UE 
holding this application and matching the requested keywords is close, or becomes close. The alert will be in a form 
of a list containing the IDs of all the providers of interest, leaving it to the UE to choose one. It could happen though 
that no providers are in the range, in which case the network responds to UE_A’s request by sending an empty list 
mentioning that it will alert it whenever a provider enters this range.  
5. Location Reporting 
Concerning location determination, the Secure User Plane Location Platform (SLP) is a new entity that is 
specified in [23], whose responsibility is to keep track of the UE’s locations by sending updates of the locations of 
the UE (periodically, or in response to triggering events) to its corresponding ProSe Function, given that the UE was 
already registered (step 2). Once UE_A (consumer) chooses UE_B (provider), ProSe Function_A will be 
responsible for monitoring its own proximity with respect to UE_B. In our case, ProSe Function A will have to 
collect the location updates from ProSe Function B, provided by SLP B. As long as UE_A and UE_B are in 
proximity, ProSe Function A informs UE_A about UE_B’s proximity through proximity alert messages. Similarly, 
when the user of UE_A has requested to be informed when a provider UE is in proximity, UE_A will receive 
proximity alert messages when such a UE becomes near. The following sequence diagram summarizes all the steps. 
                                                                                     Fig.4. System design sequence diagram 
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4. Conclusion 
In this paper, we presented a survey on the necessary enhancements to the LTE-A network in order to integrate 
Device-to-Device communication from the network architecture level. We discussed the weaknesses and strengths 
of each paper existing in the literature. This survey showed that there is a very little work explaining the required 
added entities and logical functions to the existing LTE-A infrastructure to adopt D2D communication. Finally, we 
revealed our ongoing research about extending the understanding of services offered by D2D by integrating cloud 
services into this technology. As for future work, we are planning to build our system using OMNET++ by 
extending the work done in [25] for LTE signaling by integrating D2D features, mainly adding a new module: the 
ProSe Function. We will test our proposed discovery system’s performance in terms of signaling overhead and 
latency. Moreover, we will analyze its impact on the existing nodes as well as the degree of network control in it.  
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