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The expected force (ExF) is a metric which quantifies
the spreading power of all network nodes. It is derived
from a continuous-time epidemiological perspective, and
uses the combinatorics inherent in local topology to com-
pute the influence of each node. This is in direct contrast
to the usual approach to measuring centrality, which is
counting some type of walk on a network [1, 2]. The ExF
has been previously shown to strongly and significantly
outperform other existing centrality measures in predict-
ing the outcome of spreading processes on many complex
networks [3].
Infrastructure networks, however, are different from
other networks in that they are strongly constrained by
specific engineering and economic constraints. A study of
Internet connectivity on the router-level found that the
high performance topologies which result from a design
process are extremely rare to occur by chance, whereas
more likely random networks have poor performance [4].
Likewise, airline traffic networks maximize dynamic traf-
fic flows, whereas social networks often experience bottle-
necks to dynamic transfer of information [5]. This raises
the question of how the ExF will perform on highly en-
gineered network topologies.
This technical report presents an evaluation of the ExF
on real world snapshots of the Internet’s autonomous sys-
tem (AS) level level connectivity. As in [3], comparison
is made to the eigenvalue centrality and the k-shell. The
ExF is shown to be strongly predictive of node influence,
significantly outperforming the other measures.
METHODS
Five daily snapshots of the Internet’s AS-level topology
were downloaded from UCLA’s Internet AS-level Topol-
ogy Archive [6]. These snapshots are inferred from obser-
vations taken from 134 BGP data collectors. Snapshots
from 2014-03-03, 2014-02-01, 2014-01-01, and 2013-1201
capture current trends and topologies, while the snapshot
from 2010-10-08 allows a touch of historical perspective.
The networks are presented in Table 1.
Analysis of the network degree distributions showed
large proportion of nodes with degree one which con-
nected to more central nodes. This suggests that the
modified version of the ExF would be the appropriate
measure for SIS/SIR processes. The modification is mo-
tivated in that under such network topologies and pro-
cesses, a node’s chance of realizing its ExF depends on
a successful first transmission. To reflect this, the stan-
dard ExF is adjusted by the (scaled) log of the degree
of the seed node [3]. Preliminary results confirmed that
this adjustment was helpful on AS level maps of internet
connectivity.
One thousand nodes were selected uniformly at ran-
dom from each network. The ExF (or ExFM ), the eigen-
value centrality, and the k-shell of each node were mea-
sured. One hundred SI, SIS, and SIR spreading processes
were seeded from each node. For each network, the cor-
relation between node metrics and mean outcomes of the
spreading processes was computed.
FIG. 1. The ExF has higher correlation and tighter confi-
dence bounds than the other measures on all networks and
spreading processes tested. ExF= expected force, ks=k-shell,
evc= eigenvalue centrality. The values used to create the plot
are given in tabular form in the supplementary tables.
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2Table 1. Networks studied here. Sample networks
represent AS level maps of the Internet collected at four
separate dates. The networks grow larger with time. This
growth slightly shrinks network diameter while dramatically
increasing the leading eigenvalue (λ), though network
density remains roughly constant.
date nodes diameter λ density
2010-10-08 35,938 12 283 1.60
2013-12-01 45,760 11 422 1.56
2014-01-01 45,893 11 413 1.54
2014-02-01 46,122 10 417 1.56
2014-03-03 46,290 11 419 1.57
For additional details please refer to the methods de-
scription in [3].
RESULTS
The ExF has consistently high correlation to all
spreading process outcomes for all networks tested (mean
values SI=0.73, SIS/SIR=0.92), as seen in Figure 1 and
detailed in the supplementary tables. It strongly and
significantly outperformed the other measures, achiev-
ing higher measured correlation with tighter confidence
bounds. The k-shell was the next strongest predictor of
outcomes. Correlation of the eigenvalue centrality to epi-
demic outcome showed large variation depending on the
network, demonstrating the well known instability of this
metric [7, 8].
EXTENDED BACKGROUND
This section is a summary of key concepts from [3]
The expected force was derived to fill a major gap in
our understanding of node influence. Most existing mea-
sures of influence are designed to produce a ranking which
identifies the most important network nodes [9, 10]. Key
nodes, however, typically comprise less than 1% of all
network nodes, and measures which successfully identify
these are often rather less informative for the vast ma-
jority of network nodes. Further, a ranking does not
quantify the difference between the items ranked. The
ExF fills the gap by accurately quantifying the influence
of all network nodes.
The ExF is derived from a continuous-time epidemi-
ological understanding of spread. Epidemiology defines
the force of infection (FoI) as the current rate at which
susceptible nodes are becoming infected [11]. It is a ran-
dom variable whose value is determined by the route by
which a process spreads in a network. For a given node,
the expected force is the expected value of the FoI which
would arise from spreading processes seeded from that
node. More precisely, if a node is the start of w1 walks of
length one and w2 walks of length two, then the distri-
bution of possible FoI values after two transmissions has
O(w21+w2) terms. The weighting of different walk lengths
is determined adoptively by the combinatorics inherent in
the local topology surrounding the node. The definition
naturally extends to weighted and/directed networks by
including these factors in the calculation of the expected
value.
Centrality measures, in contrast, (almost) universally
can be expressed as infinite sums of walks [1, 2], where
the type of walk and decay function in the infinite sum
encode the assumption of what makes a node highly in-
fluential [1, 2, 9, 10, 12]. The question not asked is if the
type, scaling, and lengths of walks best suited to iden-
tifying the most important nodes applies equally well to
quantifying the influence of the remaining network nodes.
Given that the best choice depends on the network topol-
ogy [10], the highly heterogeneous topology inherent in
complex networks suggests not.
We choose to compare the ExF to the eigenvalue cen-
trality and the k-shell for two reasons. First, these two
measures are widely used. Second, if one accepts that (al-
most) all centrality measures are based on sums of walks
of various lengths [1, 2, 9, 10], then the eigenvalue and
the k-shell represent the two endpoints of the distribution
of all well-known centrality measures [1, 2].
Here, we define node influence in terms of spreading
power, the force with which it can push a spreading pro-
cess to the rest of the network. In a susceptible-infected
(SI) process, which inevitably reaches the entire con-
nected component of the network, the spreading power
of the seed node predicts the delay before half (or some
other large percentage of) the network is reached. In a
process with recovery to either the susceptible (SIS) or
immune (SIR) state, spreading power is the probability
that a node can seed an epidemic given that the ratio of
the per-contact transmission rate to the rate of recovery
allows for, but does not guarantee, an epidemic.
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4SUPPLEMENT
The measured correlations used to generate Figure 1.
Table S1. Correlation between spreading power
metrics and time to half coverage in SI processes.
Shown is the estimated correlation from 1,000 nodes on the
given network, along with the 95% confidence bounds of the
estimate. ExF=expected force, ks=k-shell, evc=eigenvalue
centrality.
ExF ks evc
2010-10-08 0.71 ± 0.03 0.46 ± 0.05 0.39 ± 0.05
2013-12-01 0.75 ± 0.03 0.41 ± 0.05 0.25 ± 0.06
2014-01-01 0.73 ± 0.03 0.44 ± 0.05 0.28 ± 0.06
2014-02-01 0.71 ± 0.03 0.41 ± 0.05 0.32 ± 0.06
Table S2. Correlation between spreading power
metrics and epidemic potential in discrete time SIS
processes. Shown is the estimated correlation from 1,000
nodes on the given network, along with the 95% confidence
bounds of the estimate. ExF=expected force, ks=k-shell,
evc=eigenvalue centrality.
ExF ks evc
2010-10-08 0.93 ± 0.01 0.82 ± 0.02 0.76 ± 0.03
2013-12-01 0.91 ± 0.01 0.80 ± 0.02 0.54 ± 0.04
2014-01-01 0.90 ± 0.01 0.77 ± 0.03 0.55 ± 0.04
2014-02-01 0.93 ± 0.01 0.79 ± 0.02 0.66 ± 0.03
Table S3. Correlation between spreading power
metrics and epidemic potential in discrete time SIR
processes. Shown is the estimated correlation from 1,000
nodes on the given network, along with the 95% confidence
bounds of the estimate. ExF=expected force, ks=k-shell,
evc=eigenvalue centrality.
ExF ks evc
2010-10-08 0.93 ± 0.01 0.81 ± 0.02 0.74 ± 0.03
2013-12-01 0.91 ± 0.01 0.80 ± 0.02 0.53 ± 0.04
2014-01-01 0.89 ± 0.01 0.76 ± 0.03 0.54 ± 0.04
2014-02-01 0.93 ± 0.01 0.77 ± 0.02 0.65 ± 0.04
