Tensions between the United States and the Russian Federation have broken out into a new Cold War following Russia's actions in Ukraine. Following the seizure of Crimea and the fomenting of civil war in the Donbass, Russia was punished by an international contingent of states following the American lead in sanctioning Russia and isolating it from the world stage. With the sanctions having caused a great deal of damage to the Russian economy, the Russian government struck back by attacking the 2016 US Presidential election. Gambling on candidate Donald Trump, Russia hoped to strike the US at its heart and end this conflict before it becomes a prolonged Cold War.
INTRODUCTION

LITERATURE REVIEW
By attacking the United States through psychological means, Russia was able to make a mockery of its biggest rival, which stouts the reputation as the most powerful state in the world. Russia was also able to display to all its rivals the complexity in their doctrine of warfare, which allows lengthy study of an adversary to infiltrate one of its greatest strengths and turn it into a weakness. Make no mistake, despite this attack, social media and public opinion in the United States is one of its greatest strengths. It is what separates Americans from totalitarian governments and allows a state of moral high ground when compared to those it criticizes, but that also means that these same totalitarian states, such as Russia, can take advantage of that freedom. In this case, Russia took an unprecedented move by interfering in that freedom in order to advance its national goals by trying to deceive a sacred American process that will decide the fate of its national goals. By appealing to emotion, these attacks had hoped to persuade the American public into moving against itself, which would have subconsciously weakened the United States and strengthened Russia. Essentially, hijacking the American election was the most successful step in Russia's current information war as it embarrassed Russia's most prominent rival. it also indicates that Russia is digging in and preparing for an invasion.
In the West, these moves are seen as preparation for a preemptive invasion of NATO countries in a quest to restore past Soviet territory and
give Russia that buffer zone that its predecessor state once had. These moves leave geopolitics in a state of increasing tension and increasing militarization as each side prepares to defend itself, something that has led to destructive conflicts in the past.
This path to refocus on Russia's nuclear arsenal also gives indications of the current state of things. By adding to its nuclear arsenal and even moving so far as to break the INF Treaty, Russia is indicating that it feels that it no longer shares parity with the United States. This is because the United States has the technology to defend against nuclear weapons in the form of its ballistic missile defense shield and of the Terminal High Altitude Area Defense (THAAD) missiles. The move towards this technology helped end the Cold War, but it seems that it is a driving force of the New Cold War today. In response to the United States being able to shoot down its nuclear weapons, Russia has seen fit to build more in the idea that it can build more missiles than the United States can shoot down. That said Russia knows that militarily, it cannot just lash out against the United States in a physically destructive way, which can be extremely frustrating for a militarily powerful nation. That directed Russia to find an alternative, which led to the use of cyber means and attacking one of the instruments of power in the United States that leads the instruments of power in the Diplomatic, Information, Military, and Economic (DIME) application.
By attempting to control the source of US power before it could begin, Russia revealed just how tense relations are right now, and how far they Information war is a broad term, but includes warfare conducted by integrating political, economic, military, and diplomatic resources to achieve a strategic information victory.
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