Abstract−In the last years, the electric power systems have been restructured, moving from a vertical integrated model to a market oriented environment. The new paradigms associated with the restructuring of the electricity sector made it critical to develop new efficient and reliable methodologies to study and analyze the security of the power networks. In this paper it is proposed a method to evaluate the impact of external elements on the responsibility area of a Transmission System Operator (TSO) using the influence factor method. This approach offers a concrete support in the determination of the observability area, which at the end remains in the responsibility of the single TSO. The influence factor is a numerical value used to quantify the greatest effect of the outage of an external network component on any internal network branch. The developed methodology was applied to study the IEEE 118 bus test power network. All simulations of the transmission systems of the IEEE 118 bus were performed using the PSS®E software package from Siemens PTI, making the division of the network in two countries (areas). From the simulation results, some conclusions that provide a valuable contribution to understanding the influence factor method are pointed out.
I. INTRODUCTION
There has been a continuing effort to reinforce the interconnections between the electrical power networks of different countries in order to avoid congestion and improve the system security [1] . Moreover, due to economic reasons, reliability, power quality and guarantee of supply, the interconnection of the power grids of different countries is mandatory. The establishment of a European Network of Transmission System Operators for Electricity, ENTSO-E, increases the cooperation and coordination among TSO in strategic areas of their activity, such as the coordination of system operation, the optimal management of the electricity transmission network and the development of the European Network [2] .
In the last years, the Electrical Power Systems (EPS) have been restructured, moving from a vertical integrated model to a market oriented environment [3] . The new paradigms associated with the restructuring of the electric power industry has introduced a much more competitive environment, new economic and social constraints, that forced the electric utilities to operate their power networks closer to their physical and security limits [4] . Under such increasingly complex conditions, the maintenance of power systems security has become a very important issue [5] .
The TSO are confronted daily with unpredictable events in their power networks that may have a severe impact on the security level of the grid far exceeding all the security principles used for operation and, consequently, compromising the essential service to the consumers. The security assessment of electric power systems is one of the main objectives of the operation of the European Network, since it is fully interconnect. The operation of the interconnected system is based on the principle that each system operator is responsible for its own network as long as the national co-ordination between TSO and corresponding co-ordination to achieve a greater level of regional network [6] .
The commercial use of the interconnections requires that those participating in the energy market have information, in advance, about the available transmission capacity, to implement the import and export programs. Different scenarios of generation, consumption forecast and credible information on the prediction of system outages in each horizon are taken into account in order to evaluate the cross border availability, avoid transmission congestion and market splitting [7] . Effective congestion management is one of the major tasks performed by the TSO and a fundamental aspect for a reliable and efficient operation of an electricity market. Each TSO must identify the relevant network areas to international flows. Such identification results in the definition of the horizontal network, which includes all network elements that are significantly affected by cross-border flows [8] .
In this paper it is presented a methodology to evaluate the impact of external elements on the responsibility area of a TSO using the influence factor method. This approach offers a concrete support in the determination of the observability area, which at the end remains in the responsibility of the single TSO. The developed methodology was applied to study the IEEE 118 bus test power network [9] . The electrical system was split into two areas labelled country "A" and country "B" [8] . All simulations were performed using the Power System Simulator for Engineering tool, PSS®E. This software package from Siemens Power Technologies International (Siemens PTI) is an integrated, interactive program for simulating, analyzing, and optimizing power systems performance. From the simulation results, some conclusions that provide a valuable contribution to understanding the influence factor approach are pointed out.
II. FORMULATION OF THE PROBLEM
The security assessment deals with the determination of contingencies, which can cause electric power system limits violation or produce unacceptable operating points. The aim of this study is to identify from a very large list of pre-assigned disturbances, the ones that may reduce the system security. Usually, the security analysis procedure is based on multiple simulations for all credible contingencies, at frequent intervals [10] . The identification of the most severe disturbances is particularly important in design and planning stages, since it can force a reformulation in an initially previewed topologic configuration of the electric power network [11] .
A contingency is defined as the trip of one single or several network components that cannot be predicted in advance. A scheduled outage is not classified as contingency. The security analysis procedures require the simulation of a large number of situations, such as outages of transmission lines, transformers, generating units and compensation facilities. Incidents are unpredictable contingencies and recent experiences prove that severe disturbances happen despite all the best efforts of the system operators to anticipate and prevent these events [12] .
A. Responsibility and observability areas
The contingency list of each individual TSO is defined as the list of all internal normal and exceptional contingencies considered relevant according to the TSO's risk assessment procedure [13] . This avoids the explicit evaluation of contingencies that are not likely to affect system reliability. The contingency list includes also the external normal and exceptional contingencies that have to be taken into account by the security evaluation procedure due to the potential effect on an element of the TSO responsibility area. The TSO is required to simulate the 1 n − principle, i.e., the first order contingency criterion, within its own network, which includes all lines of interconnection networks and their neighbours. This area is designated area of responsibility of the respective TSO [6] .
The observability area is composed of the TSO own grid, interconnections and relevant neighbouring network, taking into account the effect of loss of related grid elements. Furthermore, the area of responsibility is constituted by own power network and interconnections, where there is the impact assessment of losses in observability area [6] . In fig 1, it is shown the observation and responsibility areas [13] .
Nowadays, each TSO is responsible for the security assessment of his own area, although a higher level of awareness and coordination among the TSO is required to improve the security of the whole interconnection [14] . The assessment of a system security is more and more interdependent due to the increase of interconnections among systems operators. Consequently, the TSO has to take into account the influence of the surrounding grid on its responsibility area. This means that each TSO should analyse periodically, by numerical calculations, the external transmission network with influence on its responsibility area [6] . The external contingency list is the result of that analysis and includes all the components of surrounding areas that have an influence on its responsibility area higher than a certain value, named the contingency influence threshold. It is required that each TSO determine its list of external contingencies and observation list related to their area of responsibility [13] .
B. Influence factor
The influence factor is a numerical value used to quantify the greatest effect of the outage of an external network component on any internal network branch (transmission line or transformer). The worse the impact of the external contingency, the higher the influence factor will be [13] . Equation (1) must be applied, for each external branch r, assessing its influence on every branch t of the responsibility area, and considering any possible outage (branch i) within the responsibility area. The influence factor of an external branch r is the maximum value of this evaluation. .100
where n I − single influence factor of an external branch r on a branch t of the responsibility area t − branch of the responsibility area where the active power difference is observed r − branch of the responsibility area (different from branch t) considered disconnected from the network Equation (1) 
The influence factor of an external branch r on the responsibility area can be evaluated according to the following equation:
where In r − influence factor of an external branch r on a branch t of the responsibility area Equation (2) shows an approach to evaluate the influence of external elements on the responsibility area. By assessing the influence factor of an external branch to each external element, it is possible to create a ranking of the influence of out-bordering elements in order to identify the external outages that can have a higher impact on the responsibility area. Once the ranking is established, each TSO must select [13] :
− an appropriate contingency influence threshold to evaluate the external contingency list. If the influence factor of an external element is higher than the threshold, this element should be considered as part of the external contingency list; − an appropriate observability influence threshold to evaluate the external observability list. If the influence factor of an external component is higher than the threshold, this element should be considered as part of the external observability list. The threshold values have to be established taking into account that the influence factor evaluated represents the maximum expected load increase in an internal component of its network, as a consequence of the external component outage.
The observability influence threshold is a numerical limit value against which the influence factors must be assessed. It is used for the determination of the external network size to be taken into account in the security analysis models, so that the impact of the external contingency list on the responsibility area is accurately represented. If a TSO needs to increase significantly the representation of external networks in real-time, then it is advisable to consider a step-by-step approach by reducing the thresholds of the influence factors leading to a stepwise expansion of the observability area [13] .
The branches defined by the external observability list and their terminal buses may not constitute a fully connected consistent external network. Therefore, it is possible that additional network elements will be required to obtain a consistent observability area, which is implemented in the SCADA system.
It is also possible to apply an alternative algorithm to evaluate the influence factor of external elements on the responsibility area, i.e., the impact of external outages. The elements to be put in the observability area are determined by comparing their influencing factor with an influence threshold [13] .
III. APPLICATION EXAMPLE
The proposed methodology was applied to the IEEE 118 bus test power network. This network comprises 118 bus, 194 transmission lines and transformers, 15 fixed shunts, 54 generators and 91 loads [9] . The system was split into two countries (areas) labelled "A" and "B" and the cross-border tie-lies as well as the boundary busbars were properly identified [15] , [16] . In Table I it is presented the boundary bus of the two countries. In fig. 2 it is shown the IEEE 118 bus test power network that was used in this study. The simulations were carried out considering the network data presented in [9] . In order to determine the influence factor it was necessary to remove individually each transmission line or transformer of country "B" and observe if the transit of energy changed in each interconnection. The power flow study was performed using the PSS®E program. The influence factor was obtained taken into account all simulations performed.
IV. RESULTS
In this section it is presented the final results produced by the proposed methodology. In order to evaluate the impact of the external elements on the responsibility area of the TSO of country "A" it was performed a power flow study using the Load flow Solutions module of the PSS®E computer program. The Newton-Raphson Method was used in all simulations and the results were sent to a report file. The initial study was carried out considering all the elements of both countries (areas) connected. A first order contingencies evaluation was performed in country "B" and the cross-border power flow was monitored. Fig. 3 illustrates an example of the results obtained using the PSS®E software package, considering the initial network elements (without any outage applied). It is only shown the values for the cross-border interconnections buses between the two countries. Fig. 3 . Example of results obtained for the complete electric power network using the PSS®E. Fig. 4 shows the results of the power flow simulation, considering the line 37-38 out of service. This line is an element belonging to the list of external contingencies, considering that the influence factor is equal to or greater than 1%. In table II, it is presented the elements of country "B" with an influence factor equal or greater than 1%. The influence factor was obtained taken into account all simulations. In Table II , there were identified a total of 56 branches (lines and transformers), that were considered as part of the external contingency list, i.e., these external elements have a contingency influence factor higher than the contingency influence threshold. In this case, only the influence factors equal to or greater than 1% were taken into account. It was considered that the selected elements of the external network have an important impact on the responsibility area.
The network is obtained based in all simulations and contains the elements that have been marked, i.e., those with an influence factor greater than the threshold value. In Fig. 5 , it is shown the grid elements of country "B" that have a significant impact in country "A". The colour orange marks the cross-border interconnections between the two countries and colour green marks the transmission lines or transformers that have an influence factor equal to or greater than 1% in country "B", in accordance with the data presented in the table II. 
V. CONCLUSIONS
In this paper it was presented a methodology to evaluate the impact of external elements on the responsibility area of a TSO using the influence factor method. This methodology is easy to implement, speeds up considerably the evaluation of the relevant external elements of a network for each scenario and enables an acceptable simulation time.
It was proved that the proposed technique is feasible when applied to a test system. It was assumed a set of five interconnections between two areas, which were used to simulate the interconnection among two countries. In each simulation the influence factor value was evaluated. This procedure allows to determine the influence of external elements in the area of responsibility. Thus, it was established a ranking of the elements that may have a greater impact on the area of responsibility, due to the occurrence of an external outage. The external influence area of country "A" is composed of 56 branches of country "B" for an influence factor equal or greater than 1%. The number of external elements decreases sharply when the influence factor threshold values rises and consequently reducing the TSO observability area.
The majority of the branches of country "B" have no influence in the external network of country "A", since their impact factor is less than 1%. As it was expected, most of the buses of the external set are located in the border zone. The TSO of the country "A" should analyze the impact of possible failures in the elements that belonging to the list of external contingencies in his area of responsibility, avoiding drawbacks or problems in the event of an external disturbance.
