Abstract-Implementing a circular economy business model which is profitable for businesses operating physical assets, while at the same time does not conflict with strategic goals of environmental policies can be a complex and risky undertaking for a single entity, especially if the asset operator is a small-to-medium enterprise (SMEs). To mitigate this, a collaborative circular economy business model is proposed, where the circular economy cycle is materialized by assets transitioning between asset operators on a demanddriven approach. Demand itself is partially based on the asset's state, which is described by its circular properties (location, condition, availability). The asset state and its transition between operators can be monitored by auditors and governmental regulators to ensure asset integrity and compliance with environmental targets. This common view of asset state between all parties can be enabled by blockchains and smart contracts, which can provide the underlying technology to share data with integrity, while simultaneously offering more efficient interoperability between participants. To demonstrate how this could be achieved, a conceptual asset record access and sharing mechanism is presented which is suitable for regulated environmental jurisdictions.
INTRODUCTION
Circular Economy characterizes an economy that is restorative and regenerative by design, aiming to keep products, components and materials at their highest utility and value at all times. Its value drivers include extending the useful life of finite resources, maximising the utilisation of assets and creating new use cycles for end-of-life assets. According to [1] , a circular economy could generate net economic gains of E1.8 trillion per year by 2030. Key value drivers for a circular economy are extending its use cycle length, increasing its utilization, looping the asset though additional use cycles and regeneration of natural capital [2] [3] . Pairing the circular economy model with the advancement of digital technologies has sparked a fast growing area of research [4] , focusing on how data derived from various sources can be leveraged to create a circular product life-cycle. Following a systematic literature research, Pagoropoulos et al have identified three major areas where digital technologies can be applied to the Circular Economy, namely collection, analysis and integration of data [5] . Within the area of data collection, the Internet of Things (IoT) domain plays a prominent role, given that the information collected by sensors for their underlying assets, can map directly to the attributes location, condition and availability, which, according to [6] form the fundamental for circularity. Consequently, IoT-enabled assets can leverage their intrinsic data collection capabilities to act as key enablers for the circular economy, as proposed by [7] . However, Panagopoulos et al conclude that, although the interplay between the aforementioned areas of data collection, data analysis and data integration is well understood, in the current scientific literature a "limited technological perspective" exists with regards to applying these technologies to Circular Economy use cases. This confirms Lieder and Rashid [8] , who state that most studies neglect business and economic perspectives. With the above in mind, the present study attempts to tackle this shortcoming by proposing a concrete application of a collaborative circular economy network based on asset value drivers and leveraging the recent advances in blockchain technology.
The paper is structured as follows. Section 2 offers a brief overview of circular economy business models and how they are understood within the scope of this work. Section 3 presents the concept of the application, how it relates to the circular economy cycle and, to a degree, addresses shortcomings of existing circular economy business models. Section 4 describes the technical aspects of the application and the underlying blockchain environment. Section 5 suggests application enhancements, future research topics and concludes the proposal.
II. CIRCULAR ECONOMY BUSINESS MODELS
There are several studies in the literature on how a Circular Economy Business Model (CBM) is defined, and what qualifies a conventional business model to be labelled as 'circular'. Linder and Williander [9] define CBMs as models in which "the conceptual logic for value creation is based on utilizing the economic value retained in products after use in the production of new offerings" In our opinion, this statement mirrors the economic incentives of businesses, given that it shifts the focus of CBMs to value creation; it also implies that for businesses, social and ecological sustainability goals are better served at a macro-level. This is also in line with Lewandowski in [10] , who states that the core component of a circular business model clearly is its value proposition. Several frameworks have been proposed as to how generation of value can occur in circular economy, including McKinsey&Company's ReSOLVE framework [11] and Laubscher and Marinelli's six key areas of integrating the CE concepts in existing business processes [12] . The ReSOLVE framework consist of six action areas to apply the CE principles: 'Regeneration', 'Share', 'Optimise', 'Loop', 'Virtualise' and 'Exchange'. A detailed description of each area would be out of scope of this work; for the purposes of our application, 'Share', 'Optimise' and 'Loop' are of importance. 'Share' refers to keeping the product loop speed low and maximizing product utilization by sharing or reusing. 'Optimize' means increasing product performance/efficiency by leveraging product data provided by, among other sources, IoT sensors. Finally, 'Loop' aims to keep products and their constituting materials in closed loops, i.e. performing necessary actions to loop the product or its materials through another life cycle. Similar to the ReSOLVE framework, Laubscher and Martinelli's perspective for applying CE principles to business processes also include 'Supply Loops', an area geared towards maximizing recovery of assets and materials, and 'IT/Data Management', which focuses on optimizing resources by keeping track of products and material data. Another area which is of relevance in our proposed application is 'Strategic sourcing for own operations', which aims to build trusted partnerships and long-term relationships with suppliers and customers.
When researching business models, the components of a business model (as discussed above), are only one of the eight sub-domains described by Pateli and Giaglis [13] . When it comes to materializing components to concrete business processes, the domains Design Methods and Tools and Adoption Factors play an important role. Within the former domain, various studies exist [14] [15] which generally aim to articulate a procedure for small and medium enterprises (SMEs) to follow, in order to adopt and benefit from circular economy practices. One thing common to all studies is that a candidate SME needs to traverse through multiple stages to implement the mechanisms of a circular economy, ranging from five steps [16] [17] , all the way to eleven stages [18] . The transition usually starts with learning the fundamental circular economy concepts, deciding on business objectives, and evaluating the readiness of the company. The next steps generally involve detailed (re-) design of company processes, including deciding on end-of-life criteria [19] . Finally, the transition concludes with implementing and supporting the CE processes and examining whether value has been generated. Further, Scott [14] also proposes the introduction of environmental audits (e.g. compliance, waste etc.), which, as previously mentioned, may not be necessarily aligned with the primary business goal of value creation. The concept of auditing is encountered again in the domain of Adoption Factors, where legislation and policy makers ranging from municipal to international government levels can impact the adoption of a CBM by a business [20] . In addition to regulatory aspects, other important areas to consider within this domain are conditions to ultimately ensure profitability of a closed loop (analysed among others by Winter in [21] ), suitable human resources and leadership [22] , effective IT and Data Management [19] and finally, the business risk involved in validating a CBM which is always higher than its corresponding traditional linear counterpart [9] .
From the research on CBMs described in this section, it becomes evident that transitioning to circular economy practices is not a trivial task. Winans et al have identified several technical and economical barriers for implementing a successful CE concept [23] . Given that the transition to CE principles may require substantial upfront investments in time and effort to rethink most aspects of a company's operations, it may easily overwhelm and become prohibitive for SMEs. Even elementary CE concepts like determining what happens after product end-of-life, is according to Okorie et al [4] a research area still in its infancy for manufacturers of digital technology products. More importantly, a transitioning an existing business to the CE mandates changing the company's product value proposition, which inherently comes attached with a nonnegligible amount of risk.
III. APPLICATION CONCEPT
In the author's view, realizing an effective and profitable closed-loop CE system may be daunting task for most SMEs due to the reasons laid out in the previous section. This point of view is shared also by Winkler in the context of supply chains, [24] , who, while stressing the importance of closed loops, underlines that companies as a single unit cannot implement effective closed systems. Fig. 1 depicts a simplified closed cycle of a single SME asset operating owner, altering the usage pattern of an asset depending on the asset's location, condition and availability properties (LCA).
The need for cooperative networks is also emphasized by [25] and [26] , mentioning that circularity can hardly be achieved without collaboration. The point underpinning the application concept is that circular economy business models for SMEs will eventually rely on collaborating entities, as it is unlikely that a single SME will possess the necessary means and expertise to implement an effective and profitable business model to exploit an asset's lifecycle to its full potential. Given the above, it makes economical sense for an SME to be involved only in a particular stage of the asset lifecycle, for which it will have optimized its operations. During this stage, the business model from the perspective of the acting entity can be seen as linear, thus removing much of the complexity and risk induced by a circular business model. However, from an asset perspective the business model remains circular, albeit consisting of a sequence of linear business models performed by different entities. We refer to the time period where a single entity controls and capitalizes on an asset as a profit stage. Since the entire asset life span is no longer controlled by a single entity, neither the duration of each profit stage nor the next profit stage are known a priori. Hence we refer to this life span as an ad-hoc circular cycle which exhibits a loose coupling between profit stages. Of particular interest in an adhoc circular cycle are the transitions between profit stages. Here, the first two questions that come to mind are: Building on Linder and Martinelli's definition of a CBM, we use the value proposition as the driver to answer these questions. Therefore the asset should transition to the next profit stage if the expected generated value in the next potential profit stage of the asset is higher than the value it generates in its current profit stage. Accordingly, the entity which expects to extract the maximum possible value from the asset in its next profit stage should be the next to control the asset. Since the value of an asset is usually tightly coupled with its role in a system, and the controlling entity defines the role of an asset, it becomes evident that different entities may value the same asset differently, depending on how they envisage to utilize it. However, the underlying circularity properties of an asset, i.e. location, condition, availability, always need to be factored in its evaluation. Thus for an entity to calculate the expected generated value of an asset, information about its circular properties must be known, i.e. shared within a network of entities who control, or wish to control assets. Ideally, this information should always be relevant, accurate and timely, but it is fair to assume that, from the point of view of an entity which does not control an asset but is interested in controlling it, information originating solely from the entity which currently controls the asset may not be entirely trustworthy.
In addition to generating value for the controlling entities, transitioning between profit stages should also be compatible with long-term sustainability goals and the circular economy strategies as these may be formulated by policy makers [20] . In light of this, the possibility of making transitions dependent on reaching life-cycle assessment targets or certifications [27] can be imagined.
We thus introduce the concept of a cooperative circular economy network consisting of three main categories of participants who share a common platform: asset operators, auditors and regulators.
 An operator represents an entity which has controlling ownership of an asset and has a stake in operating it for profit. Assets can be exchanged between entities, with the purpose of more effectively (and profitably) utilizing an asset's LCA properties.
 A regulator represents the authority which is responsible for establishing rules governing interactions between asset operators in accordance with the macroscopic sustainability targets of the network's CE policy.
 An auditor is a third party which is entrusted by the operator to verify the asset's LCA properties, thus fostering trust between the current operator and prospective operators of the asset. Further, the auditor can certify that assets abide to CE policy goals.
The resulting ad-hoc circular cycle of an asset with the audited transition points between operators is shown in Fig. 
2:
IV. APPLICATION DESCRIPTION A blockchain-based application can form the backbone of a decentralized CE platform for asset operators, prospective asset operators, auditors and regulators. The asset's LCA properties are stored on the blockchain and act as a shared resource. Several advantages of this approach are:
 All updates to an asset's state are immutably recorded, thus the complete history of asset usage can be retraced.
 No single authority has custody over the asset record.
 Increased resilience to failures or security incidents which can affect access to an asset record.
 Common view of the state of an asset's record, accessible by all participating entities.
 "Smart Contracts" residing on the blockchain and owned by the asset operator can be used to control who is authorized to perform what.
 Extendable to include other blockchain-based functions such as asset ownership exchanges or automated interactions triggered by LCA properties.
A. Working Context
Despite all benefits, due to inherent technological limitations stemming from a decentralized architecture, Blockchains cannot effectively address every possible business case. Within the scope of this work, the problem space will be constrained to the requirements of environmental policy regulators, who would maintain a jurisdiction-wide registry of assets for asset tracking and life-cycle assessment purposes. We examine the scenario where these authorities can assume an active role in overseeing asset operation with respect to meeting sustainability targets, not merely by compliance auditing "after the fact". As a prerequisite for auditing, we expect that these authorities would define the critical LCA properties to be monitored and the format used for storing them on the blockchain. Put differently, the authority can prescribe an interface which needs to be honored by all parties. With regards to asset record access management, we envisage the following basic rules:
 Asset operators should have complete access to their asset's record.
 Auditors can be entrusted by an asset operator to update all or parts of the asset record.
 Asset operators should be notified when auditors or regulators wish to access their record.
It should be noted that the above requirements could easily be met by a governmental authority acting as a gatekeeper and a repository for all asset records in a centralized fashion. However, this violates the principle of decentralization which is crucial in ensuring that asset operators retain full control of their asset data while building trust between operators, prospective operators and regulators. Simultaneously, single failure points can be avoided. In this light, a blockchain can help satisfy these requirements without resorting to a centralized architecture.
B. Participation Considerations
One of the main questions when designing a blockchain system is whether it should be public or permissioned. For the case of authorities governing environmentally regulated activities, identification of all participants can be considered mandatory. Therefore it makes sense to opt for a permissioned blockchain, in order to benefit from potential higher throughput as mentioned by Christidis et al in [28] , given that identification of operators and auditors needs to occur anyway in order to oversee their activities. In addition to identifying the blockchain participants, the authority can decide who can run blockchain nodes and validate transactions. In our opinion, blockchain transactions could be validated by a miner network formed by the regulating authority itself, asset operators, prospective asset operators and auditors. All the aforementioned participants have an interest in viewing the current state of asset data, thus they are incentivized to maintain the decentralized network. Other participants without mining rights can include local communities and environmental NGOs. An additional benefit of using a permissioned blockchain would be that the authority retains a degree of control over source code and blockchain governance.
C. Smart Contracts
The main building blocks of the application are implemented using Smart Contracts, a common term to describe stored programs on the blockchain which can be run by triggering a transaction to them. Smart contracts are uniquely addressable, can preserve state and execute in a prescribed manner within the virtual machine of the blockchain. The most prominent example of Smart Contract support is the Ethereum blockchain [29] , which offers a Turing-complete programming language for programming complex logic in smart contracts. Smart Contracts can evolve in decentralized autonomous organizations (DAOs), a term describing contracts calling other contracts and depending on the outcome, are able to change their behaviour based on already encoded rules [30] . Within this work, Smart Contracts are implemented for the Ethereum blockchain (or Quorum [31] , its permissioned sibling) using the Solidity programming language [32] . The groundwork of the application is based on the following smart contracts which extend:
Asset Registry: A contract which contains the addresses (i.e. the public key) of all assets and maps them to their real-life identifier. Together with the asset address, the addresses of the asset's current operator and auditor are stored. This contract is owned and managed by the regulating authority, in this case a governmental entity.
Asset State Record:
A contract which holds the actual state of the asset's Location-Condition-Availability properties. Every asset has an asset state contract which is owned by the asset operator. However, the asset's LCA properties can be updated either by the asset operator or by the asset auditor.
Asset Audit Agreement: This is a contract -also in the literal sense -between an asset operator and an auditor, which determines in a granular fashion what parts of the asset state contract the auditor can access. The access scope and the access conditions (e.g. time window) are described in this agreement. The contract is created and owned by the asset operator.
Asset Agreement List: A contract which can be either owned by an asset operator or by an auditor, and contains a mapping of all the contract owner's Asset Audit Agreement addresses with the target assets.
D. Data Model
A high-level depiction of the data model resulting from the smart contracts described above is depicted in Fig. 3 . The data rows are implemented in the Solidity programming language using the mapping construct for keyvalue pairs. Contracts can reference each other's location using the address type. In the example shown below, Asset Registry references many Asset Agreement Lists, which in turn reference many Asset Audit Agreements. Finally, each Asset Audit Agreement references a single Asset State Record.
Agreements can be augmented with metadata denoting the validity of the agreement. The validity of the agreements is usually managed by the asset operator and be cancelled, renewed or set to expire automatically after a certain period, thus capturing various business cases where an operator terminates the association with the auditor. Further to the validity of an agreement, functions can be added to fine-tune permissions, and notification patterns. These functions themselves can also be subject to validity constraints, which can be embedded into the function call using the Solidity modifier type, which can be used to turn functions "on" and "off", resembling contract "termination by right" [33] .
The asset location, condition and availability data is kept in the Asset State Record contract using codifications for the most recent location, condition and availability of the asset. In our design, the LCA attributes themselves act as the primary key for identifying a logical set of asset data, although other approaches are possible. Each set of data represents a reading on the asset and consists of the entity reporting the reading and the timestamp of the reading. As mentioned previously, activities need to be codified for minimizing storage requirements (which is important for optimal blockchain operation), but also to be universally interpretable given that this is a shared record between stakeholders of the circular ecosystem. It can be envisaged that authority governing the blockchain will enforce a common codification standard.
E. Operative Cases
The proposed mode of operation of the system is illustrated using two common use cases which are detailed in this section.
1) Creating the operator-auditor agreement for asset access
This use case is a prerequisite for all subsequent monitoring actions by a specific auditor. Through the concept of a different Asset Audit Agreement contract per auditor, the system can allow cases where different auditors monitor different parts of the asset, e.g. the location of an asset can be verified by auditors specializing in tracking assets.
The Asset Audit Agreement contract is created by the auditor, but is owned and controlled by the asset operator. In order to create the agreement, the auditor needs to look up the operator's agreement list via the Asset Registry contract and request to be added to it by calling an appropriate function in the Asset Agreement List contract. This function, when called, notifies the operator, who can accept or decline this request using an off-chain application. If the operator accepts the request, the auditor creates a new Asset Audit Agreement contract and requests from the asset operator to sign it. In signing the contract, the asset operator also updates the permissions of the Asset State contract, granting the newly created Asset Audit Agreement contract full or partial access to it. At the same time, both the asset operator's and the auditor's Asset Agreement List contracts will be updated to reflect the new access permissions. The flow of the operation is illustrated in Fig. 4 . Although there are several interactions depicted, only the ones in green will alter the state of the contracts and will be recorded on the blockchain. The other transactions can be logged by off-chain applications, depending on the preferences of the users.
2) Allowing an auditor to access the Asset State Record for update
An auditor may access the asset's state record for various reasons, and depending on the auditor's intent, the agreement contract can enforce rules for allowing or prohibiting access. The access rules of the contract can be managed directly by the asset operator via an off-chain application. The same application can be notified by the agreement contract when access to the asset state record is requested.
Access to an asset's Asset State Record contract by an auditor occurs only via the Asset Audit Agreement contract. Consequently, whenever an auditor wishes to access the Asset State Record contract, the auditor should first locate the Asset Audit Agreement contract for this asset in the auditor's own Asset Agreement List contract. Once the contract is located, the auditor calls a function of the Asset Audit Agreement contract which performs the sought action with respect to the asset's state record (e.g. update the asset's condition data). After successfully validating the permissions of the caller, the function emits an event to notify the operator about the access to the asset's record and calls the appropriate function in the Asset State Record contract, which returns the requested data. Fig. 5 shows in more detail the sequence of actions which need to be performed in order to access the asset record.
Similar to the previous flow in Fig. 4 , only the transactions in green will alter the state of the contracts and will be recorded on the blockchain.
V. FUTURE WORK AND CONCLUSION

A. Application Enhancements
Besides the underlying structure for regulating access to an asset's state record, additional off-chain modules need to be implemented in order to offer the required functionality to all blockchain participants (Operators, Auditors, Regulators) in a user-friendly manner. Specifically, client applications are needed which will:
 Retrieve the asset's LCA history and present it in a meaningful manner.
 Allow the asset operator to manage existing Asset State Record contract permissions.
 Allow auditors to view and update Asset State Record information.
 Allow asset operators and auditors to create, manage and view Asset Audit Agreements.
 Allow regulators to manage the operator, auditor and asset identities in the Identity Registry.
These applications can be web-based and should follow the "Distributed Application" (or "DApp") paradigm [34] , and communicate with the contracts via blockchain-specific libraries (e.g. web3.js for the Ethereum blockchain [35]).
B. Conclusion
Blockchains are a powerful technology which introduces new levels of data sharing, transparency and control. Specifically in the domain of circular economy generated data, blockchains can act as an enabler for a new breed of decentralized systems and applications. Governmental environmental authorities by virtue of their role as a regulator, can leverage the benefits of blockchains while retaining a sufficient degree of control over the blockchain application. This makes a common view of all monitored assets possible, shared by all current and prospective controlling entities of assets, while at the same time, ensures that asset operators retain complete control of their asset's state record. Further, the concept of auditing an asset's location, condition and availability properties, which is important for both prospective asset operators and regulators can be introduced. For the latter part, Smart Contracts play a pivotal role towards offering granular and dynamic control of a state record. We have shown that they can be flexible enough to satisfy the main requirements for implementing and accessing asset records. As such, blockchains combined with smart contracts represent an attractive and arguably more efficient alternative to a centralized circular economy asset monitoring system for environmental regulators.
