Introduction
Watermarking is a copy detection technique.
A mark is embedded into a digital medium in order to detect unauthorised copies.
The most important properties of watermarking schemes are imperceptibility, capacity and robustness.
The suggested scheme stems from a previous work in image watermarking which uses JPEG lossy compression.
Here we use MPEG 1 Layer 3 (mp3) compression to determine the position of the embedded bits. A Pseudo-Random Binary Signal generated with key k is added to W ECC prior to embedding the mark.
