
















企业的做法是将所有原始凭证 、记帐凭证 、帐簿 、报表打印输出 ,使用绕过计算机系统的审


























1.原始数据生成的确认 。按传统的审计方法 ,原始数据可认定是原本的 ,一般以业
务发生时所作的纸张记录的凭证(如发票 、合同 、会计记帐凭证和报表等)为基本依据 ,同
时要确认凭证上的有关责任人签名的有效性 ,在纸质的凭证上的签名证实书面材料 ,审计
























问题;计算机病毒的破坏 、黑客的侵袭 ,内部人员的计算机舞弊 、数据丢失等 。
1.黑客侵入和数据失窃及其防范。计算机黑客为了获取重要的商业秘密 、数据资
源 ,经常用 IP 地址欺骗攻击网络系统。黑客伪装为源自内部主机的一个外部的站点 。利












失 ,其主要发生在处理和交换过程中发生死机引起的 ,如病毒 、电源故障 、磁盘机故障 、人
为操作故障 、处理程序错误和数据库操作并发控制不当等引起 。断电时常把 RAM 中的
数据丢失 ,但用户往往还不知道数据没有写入磁盘 ,这样就造成磁盘数据文件与已输入的

































新的审计技术。我国审计署早在 1996年 12月 19日就发布《审计机关计算机辅助审计办














程 ,在 70年代 ,美国的计算机审计也刚起步 ,计算机审计专家都由计算机专业的人员当



























































来复杂的计算机化环境下 ,传统的财务审计也一定会消失 ,取而代之的是计算机审计 。
(1)从部分审计工作计算机化转向全面计算机化 。指将来审计工作的始终都由计算
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