El respeto a la intimidad de las personas: análisis de la legislación actual. by Costa Carballo, Carlos Manuel De
El respeto a la intimidad de las personas:
análisis de la legislación actual
Carlos Manuel DA COSTA CARBALLO*
Isabel PORTELA F¡LQuErnAs**
Inmaculada CEBRIAN DOMINGUEZ***
1. Introducción
En el Vol. 2 N2 1 de la Revista General de Información y Documenta-
ción esbozamos, bajo el titulo de “Algunas cuestiones éticas y jurídicas
sobre documentación automatizada”, parte de la normativa que hay hoy en
día vigente en algunos países acerca del siempre delicado tema de la pro-
tección de los datos personales almacenados en los bancos de datos infor-
matizados. Si tenemos en cuenta que no hicimos un estudio exhaustivo de
las mismas, además de que con posterioridad se promulgó la Ley Orgáni-
ca de Regulación del Tratamiento Automatizado de Datos de Carácter Per-
sonal, el lector comprenderá el ¿por qué? de retomar nuevamente este
tema tan importante.
Vamos a intentar hacer una recopilación de todo lo que hay en el terre-
no legislativo fuera de nuestras fronteras y de lo que tenemos aquíreferen-
te a la protección de la intimidad de los datos de una persona en un banco
de datos. La mayoría de estas leyes protegen a los ciudadanos frente a la
intromisión del Estado.
Los motivos de este punto creo que están bastante claros después de lo
que acabamos de comentar unas líneas más arriba, pero por si todavía
hace falta alguna razón de mayor peso el Art. 6~ de nuestro Código Civil
es bastante explicito al respecto: “la ignorancia de las leyes no excusa de
su cumplimiento”1.
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No cabe duda de que lo que acabamos de leer pudiera parecemos exce-
sivo en el sentido de que si solamente hubiera normas emanadas de la
Administración Central del Estado podría ser factible estar más o menos
enterado de las mismas, pero si tenemos en cuenta que además están las
de las Comunidades Autónomas, las de las Comunidades EuTopeas, etc.,
etc., esto es prácticamente imposible. No obstante aquí vamos a repasar
que nos encontramos en este terreno tan delicado.
Empezaremos por los Estados Unidos, incluyendo en este epígrafe a
Canadá.
II. Legislación informática en América del Norte
¡la. Estados Unidos de América
Coincidiendo en el mes y año con la promulgación de la Ley de Protec-
ción de Datos del Land de Hesse aunque 19 días más tarde, en los Esta-
dios Unidos de América se desarrolla el Fair Reporting Act (26 de Octu-
bre de 1970) con la que se pretendía auxiliar a unos ciudadanos muy parti-
culares (Los clientes de las entidades de crédito) que veían alterado su
derecho a la intimidad en manos de las agencias informativas. Tenía una
ventaja innegable y es que era de aplicación a datos personales almacena-
dos en cualquier tipo de soporte, pero tenía un gran inconveniente que no
la hacía ser una ley muy operativa, que era el que debía ser el ciudadano
que considerase que sus derechos habían sido vulnerados el que recurriese
a los tribunales dc justicia para reclamar la reparación de sus perjuicios, es
decir, de esta forma era el ciudadano el que ejercía un control indirecto de
sus derechos.
A pesar de tener monopolizado buena parte del mercado de los equipos
físicos (hardware), de los programas (software) y de la distribución de
bases de datos, los norteamericanos que según ellos son los grandes defen-
sores de los derechos humanos no legislaron la protección a la intimidad
de las personas en un banco de datos hasta el 31 de Diciembre de 1974,
con la Ley de la Intimidad (The Privacy Act: 5 U.S.C. 552a) de los Esta-
dos Unidos de América que pretendía defender a los ciudadanos de los
abusos de los órganos federales de gobierno, pretendía defender los
“...right of the people to be secure in their persons, houses, papers, and
effects”2. ¿Por qué?. Porque la “Privacy is the right of individuals to con-
trol to disclosure of personal information and to hold those accountable
who mtsuse ínformation, breach a confidence, or who profit from the sale
of information without first obtaining the consent of the individual. In the
design of a computer system containing personal information, it is a pri-
— llemon, Peter and MeClure, Charles R.: Federal tnjbonation Po/icies in the 1980s. f?on/7hts ciad
lssue.s. New Jersey: Ablex Publishing Corporation, 1986. Op cii en la pág. 66.
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mary consideration”3. Es decir, se trata de un derecho que tenemos para
poder controlar la divulgación de nuestros datos, así como la venta de los
mísmos stn nuestro consentimiento. Así expresado parece que la persona
al dar su consentimiento está dispuesta para recibir una gratificación, y en
este juego tampoco debe caerse. Si consideramos que nuestros datos no
deben utilizarse para determinados fines, no deben utilizarse bajo ningún
concepto ni mediando una gratificación o similar. Quizás sea esta una pos-
tura muy tajante, pero yo pienso que no es ético exigir la protección de un
derecho al que nosotros mísmos estaríamos dispuestos a renunciar s
mediase algún tipo de compensación.
Esta Ley, The Privacy Act, surge poco tiempo después de que aproba-
ran la Ley de Libertad de Información (The Freedom of Information Act
(5 U.S.C. 552 et seq.), también conocida como FOL Acto FOLA)4.
Siendo Presidente Gerald Ford, se intentó crear una Agencia para la
Protección de los Datos. El Senador Sam Ervin propuso la creación de una
especie de Consejo o Tribunal Nacional como parte de la Privacy Act de
1974. La idea fue desechada por el propio presidente. Sin embargo la idea
ha sido retomada por Robert E. Wise ir. representante del partido demó-
crata de Virginia, que por medio de un Proyecto de Ley dio lugar a que se
creara una Comisión que estudiase el caso (Privacy Protection Study
Commission). La Comisión inició entonces un estudio acerca de la protec-
ción de datos que concluyó en 19’?? con la recomendación de la creación
de una Agencia Federal de la Privacidad (The Federal Privacy Board),
como raso previo al establecimiento de la denominada Data Protection
Board-.
EL informe final de este estudio, que puede seguirse en el artículo cita-
do de Marc Rotenberg, constaba de cuatro puntos cuyas ideas principales
son:
• continuar las investigaciones acerca de este tema
• establecer la implementación de unos estatutos y recomendaciones
• revisión del acta de privacidad de 1974
• exponer las regulaciones que adoptasen al Presidente, Congreso,
Gobierno, etc.
Rotenberg, Marc: ‘In Support of a Oata Protection Board in the United States”. Govermen! Informa-
/ion Quarter/y (1991) vol. SN5. Op cit en la pág. 80.
<Ambas leyes pueden ser estudiadas con más detenimiento en
- llernon, Peter and MeClure, Charles R,: Federal Injártnation Pa/leles in tite /980’s. Canflhts asid
Issues. New Jersey: Ablex Publishing Corporation, [987. lThe Freedom of Jnformation Act 52-66; The
Privacy Act 66-82. También pueden verse tratadas estas dos leyes en otras muchas páginas a lo largo de
toda la obral.
- MeClure, Charles R,; HERNON. Peter and Relyea, Harold C.: United 5ta/es Gavernment Informa-
tien Po/fríes. Views and Perspectives. New Jersey: Ablex Publishing Corporation, 1989. rThe Freedom of
Information Ací 46-47, 25. 130-131 and 172; The Privacy Act 36,43-44,88,117, 172 and 299].
Rotenberg, Marc: “In Support of a Data Protection Board in the United States”. Goverrnení ¡nfarma-
tion Quarter/st (1991) vol. 8 N9 1 79-93.
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Ihe Privacy Act es una ley muy amplia de la que vamos a sacar aque-
líos puntos más importantes para los fines que perseguimos.
La ley inicia su exposición con una serie de definiciones, como por
ejemplo ¿qué es un registro?, ¿qué son registros estadísticos?, ¿qué es un
programa de ordenador?, etc., etc. La más interesante, sin despreciar el
resto de definiciones, es la del registro que viene a ser una agrupación o
colección de datos relativos a una persona. A continuación la ley establece
las condiciones en que debe de hacerse la divulgación de los datos perso-
nales contenidos en un sistema automatizado y ¿cómo puede accederse a
esa información?. Prosigue con una serie de normas para mantener la
información registrada en un sistema automatizado, las reglas de funcio-
namiento, los deberes y derechos de los depositarios oficiales de esa infor-
mación y las “multas” por incumplir esa normativa, 5.000 $ por difundir
datos en virtud de su situación laboral o por obtener información bajo fal-
sas finalidades no contempladas en las reglas generales de funcionamiento
del sistema6, aunque también hay excepciones generales y especiales, que
ocupan los dos apartados siguientes. También habla de los archivos de
registros, de los acuerdos entre las partes y de los informes bianuales que
deben realizar todas las agencias de protección de datos personales ubica-
das en los Estados Unidos de América, tanto las federales como la nacío-
nal):
“(s) Biennial report
Tite Presiden! shall bienniallv lo tite Speaker of lite Hou.se of
Representatives and íhe President pro tempore of the Senate a
¡-eport
(1) describing Me actions of the Director of Me Ojfice of
Managemen! andBudgetpu¡-suant lo section 6 of the Privwy Act ‘1
/974 during tite preceding2 years;
(2) describing tite exercise of individual rights of access and
amendment under titis section during such years;
(1) (ir/minal pet¡aith’s
(1) An} t¿fth er or emp/oyee of an agetky. sc/tú Pv virtue of iii» etnp/ovment or affft.ia/
¡¡o ¡titon Itas p055’Ñsion of, or access lo, agencv recordÉ sc/Pci, con/din individual/y ideo—
tilia/ile info’mation tite disclosure of sc/tOP ¡5 pio/iibtted bv ibis ¡cc/jo,, o, Pv ru/es or
eguia/íott s sIabí/sited u/,e,euncier. and sc/tú /cnoscing 1/mt disclastíre of lite speciflc
malíHuí ¡o proitibited, ¡ti//fui/y discloses tite material itt any nia,iflCp to <¡ny ¡tersan or
age/u y nat enflu/cu? tú rece/ve it, ,sha// be gui//y of a ,ni.sdenit’anúr and floed noi more
titan $5 000
(2) Any oft,c er ar em/¡/avee alan agení ‘y sc/ni sci//fuilv nta/nlains a ¡Vs/CHI ofrecards ~
itaul m et,ttg liii’ notuce requiremenis ofsobíection (e )(4) of1/Os sectian s/ua/i líe gui//y of
a mí ¡derneanar andf/ned 001 more titan $5.000.
(3) Anv ¡tersan u/lo toas/ng/y ancí sil/fu//y requesís or ob/a/ns any reí ord (onu ero ng
att /ndit’ídua/from ría agency under fñtse preteoses sítalí be gui/tv ojo ,n/sdemeaoor anO
jined not more titan $5.000’
VTITLE 5: Govemmenl Organization and Employees”. Pub. L. (1988) september 6 449-462. Op ch
en lii pág. 4531.
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(3) ident~fying changes in or additions lo systems ofrecorás;
<4) conwining such oíher information concerning administration of
this section as may he necessary or useful lo fue Congress la
reviewing tite effectiveness of titis section in carrying out purposes
oftite Privacv Ací of J974”7,
Hay más puntos en esta Ley que no vamos a tratar por no extendemos
excesivamente en cada una de las que estamos analizando, pero vamos a
concluir diciendo que se trata de una normativa que pretende defender a
las personas en base a que la intimidad o privacidad de los datos en un
derecho fundamental que todos tenemos en la mayoría de los países, y
desde luego los norteamericanos no dejan dudas sobre esto8.
En 1984 publicaron la Counterfeit Access Device and Computer Fraud
and Abuse Act (Ley sobre artificios de acceso falseado y fraude y abuso
informáticos) que trata sobre el acceso a los datos, su utilización y des-
trucción que recortaba las competencias federales en esta materia, y en el
86 la Electronie Communication Privacy Act que respondía a las necest-
dades de defensa de la privacidad en las nuevas fonnas de comunicación.
también en 1984 desarrollaron The Cable Communications Policy Act
que prohibía los servicios de divulgación de información por cable, salvo
que hubiese consentimiento por parte de la persona de la que se mandaban
los datos. Dos años más tarde la Asociación del Correo Electrónico (The
Electronic Mail Association}, después de varios estudios realizados sobre
la protección de datos en el correo electrónico, consigue que se haga una
Ley que proteja esto de alguna manera (The Electronic Communication
Privacy ActV.
En el año de 1988 promulgan otra Ley (The Computer Matching Act)
para prevenir el excesivo desarrollo que se estaba produciendo en la ela-
boración de dossiers automatizados, y por lo tanto el más que probable
intercambio de datos personales entre las compañías sobre todo del sector
privado10.
<‘TITI..r. 5: Gnvernment Organization and Employees”. Pub. L. (1988) September 6. Op cit en la pág.
455.
¡ Baste, para finalizar, esta cita tat, clara y expresiva que es innecesario conlentar:
Tite ng/ti tú pnivacy is a pelsona! and fundamental tigit/ proteited by tite <‘úns//tut/ún
o] de (Joded 5/ates: und lo orden tú prúlecí tite pnivacy of /odividuats identtjYed lo inflhr-
otalion syste,ns níaioíaained 6v Sedera! agencies. it /.¡ oecessary andpropenfon tite con-
gness fo ,vgu/ate /he ca//ection, n,a/nteoaoce, use ami di.sseroinatiúo of injármatian by
¡lo it agencies’
[TITLE 5: Covernment Organization and Employees’X Pub. L. (1988) September 6. Op cii en la pág.
F.sla Ley de 1986 prohibe la interceplación de mensajes mandados pan medio de esta tecnología,
define lodo lo relativo a comunicaciones electrónicas (coneo electrónico, l.raosmisiones vía satélite, telefo-
nía celular, etc), establece las sanciones civiles y penales por infringir la nom,ativa, etc.
Rotenberg, Marc: “In Support ola Dala Prolection Hoaril o [heUnited States”. Gavermení Infor-
,na/iott Quanterlí (1991) Va!. SN5? Op citen la pág. 88.
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Como esta legislación sólo tiene aplicación en el caso de la administra-
ción federal, cualquier problema que se suscita en cuanto a la protección
de datos es analizado desde la óptica de las Normas para la Protección de
los Movimientos Secretos y Traspasos de los Datos Personales promulga-
das por la OCDE, que aunque sólo son recomendaciones han servido para
que determinadas empresas y asociaciones dicten una serie de medidas
que llenen el vacío legal que existe en estos temas.
lib. Canadá
En Canadá, que introducimos en este epígrafe pues no tiene cabida en
el siguiente, nos encontramos la Criminal Law Amendement Act de 20 de
Junio de 1985 que es una ley que hace más hincapié en la protección de
los sistemas informáticos, pero que toca aspectos concretos de la protec-
ción de los datos automatizados. De todos modos los Canadienses se adhi-.
ríeron en 1984 a las Cuidelines on the Protection of Privacy and Transbor-
der Flows of Personal Data de 1980. Esta normativa nace en la O.C.D.E.
(Organización de Cooperación y Desarrollo Económico) y tiene como
principios básicos de aplicación los siguientes:
• interrelación con los principios básicos de la práctica informativa
• establecimiento de unos stándares mínimos de aplicación (calidad de
los datos, limitaciones de uso, medidas de seguridad, participación
de los ciudadanos, etc.)
• las medidas adoptadas en la normativa pueden ser complementadas
con medidas de protección adicionales11.
Se definen los datos personales y el flujo transfronterizo de datos, los
primeros como aquella información relativa a un individuo identificable,
lo segundo como el movimiento o trasbase de datos personales a través de
las fronteras 12
Estas normas representaron el primer intento de proteger los datos per-
sonales así como un fomento del flujo de datos entre los pueblos aunque
de forma reglada. Además tenía un punto bastante positivo, al menos
desde mi punto de vista, y es que estas normas se concibieron para ser
aplicadas tanto a datos personales automatizados como manuales.
Se puede ampliar este lema en:
- Potvin, Louise: ‘Privacy lssucs o Ihe Information Age: WltaI Corporations Need to Know”, Coser-
níení infonatotion Quarteriy (1991) Vol. 8 N5 1 95-99.
- Lesser, Bany: ‘Informarion Protection Issues in the Jnftrmation Economy”. Bui!eti,, <41/te Amen cao
Súc/e/y fon lofarmatian Scieoce (1988) EebruanylManc/t 21-22.
Personal da/a i.s anv information reiatiog tú an identifiabie individual’
y
Transborden flaus /s defineuí as ,núve,nents o/persona! dala aíno,ss ,ía/iona/ ha/deis
lPotvin. Louisc: ‘Privacy lssues o tEse Inlbrmation Age: WIsaI Corporations Need lo Know’. Gocen-
nicol lofárínation Quaníen/y (1991) Vo/ume 8 Nuniben 1 95-99. op cit en la pág. 951.
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Se dividían en dos partes llamadas ambas principios básicos, aunque
unos eran de aplicación nacional y otros internacional. En los Basic Prin-
cipIes of National Application se establecieron los estándares mínimos de
protección de datos aunque, como hemos comentado unas líneas anterio-
res, siempre podían suplirse con medidas adicionales. Establecieron los
límites a las “colecciones de datos personales” en el sentido de que sólo
había que recopilar los datos imprescindibles de cada persona y los más
relevantes: “Personal data should be relevant to the purposes for which
they are to be used”13. Como veremos en otras normas se recomendaba
también utilizar los datos para las finalidades de recopilación de los mis-
mos, y no para otros menesteres. Promovía una serie de medidas encami-
nadas a establecer una seguridad mínima en cuanto a accesos no autoriza-
dos, destrucción de datos, modificaciones, etc. Crea la figura del controla-
dor de datos y establece los cauces legales para que las personas puedan
acceder a sus datos.
En cuanto a los Basic PrincipIes of International Application desarro-
lIaron todos los puntos concernientes al flujo de datos’4.
III. Legislación informática en la Comunidad Económica Europea
Hemos visto en el articulo citado al comienzo de esta exposición en
que consiste el derecho a la intimidad. De todos modos, y en relación a los
bancos de datos donde pueden estar nuestros datos personales, creo que no
estará de más recordar brevemente que el right to privacy es la conjunción
de los siguientes derechos:
• derecho de acceso a los bancos de datos
• derecho de control de la exactitud de los datos
• derecho de puesta al día de los datos recopilados
• derecho de rectificación de los datos
• derecho de secreto para los datos sensibles, si es que han sido reco-
gidos
• derecho de autorización para la difusión de nuestros datos.
Vamos a analizar ahora cómo los diferentes países de la Comunidad
Económica Europea intentan salvaguardar estos derechos que acabamos
de enumerar.
13 Potvin, Louise: “Privacy lssues in tEse Information Age: What Corporations Need tu Know”. Ciover-
menE Information Quarierly (1991) volume 8 Number í. op cii en la pág. 96.
4 Como no podemos entretenemos excesivamente con cada norma que estamos enumerando, sobre
las Guidelines un tEse Protection,., debe consultarse el trabajo citado de Luuise Potvin.
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lila. República Federal Alemana
La primera legislación al respecto fue una Ley Regional del Estado
Federal de Hesse de 7 de Octubre de 1970, llamada Ley de Protección de
Datos (Datenschutzgesetz). El Land de Hesse es una región que se
encuentra en el centro de la República Federal Alemana. Desarrolló la pri-
mera normativa que protegía al ciudadano de las agresiones del Estado
por medio de un Comisario Parlamentario de Protección de Datos
(Datenschutzbeauftragter) que tenía que velar por el cumplimiento de la
ley en relación a la protección de la intimidad de las personas. Esta figura
venia a ser parecida al Defensor del Pueblo en nuestro país. Esta ley de
todos modos no tenía recogidas ningún tipo de sanciones.
El 27 de Enero de 1977 aprueban la Ley Alemana Federal de Protec-
ción de Datos que ya contempla la figura jurídica del manipulador de
datos y contiene una serie de infracciones penales y administrativas muy
rigurosas.
En 1978 se promulga el Acta Federal para la Protección de Datos Per-
sonales y contra el uso indebido del Procesamiento de Datos de aplicación
en ambos sectores sociales, el público y el privado. La figura jurídica del
Comisario de Datos tiene distintas competencias en función de la institu-
ción en la que desarrolle su labor Así, hay un Comisario Federal de Datos
(Deutschen Bundespost) que vela por el cumplimiento de la normativa en
las administraciones públicas en todo el territorio federal, y 12 Comisarios
Estatales con sus respectivas Agencias Estatales de Protección de Datos
para cada uno de los Estados de la República Federal que se encargan del
sector privado. Ahora con la unificación no cabe duda de que esto variará
substancialmente.
En la actualidad se está desarrollando una enmienda a la Ley Federal
de Protección de Datos para dar cobertura legal al problema del flujo
transfronterizo de datos que no era contemplado en la legislación mencIo-
nada. -
Esto en cuanto a datos personales almacenados en bancos de datos.
¿Qué sucede con los datos que entran a formar parte de cualquier servicio
de telecomunicación?.
El 1 de Enero de 1988 se redactan las Regulaciones para las Telecomu-
nicaciones (Telekommunikationsordnung) donde se encuentran una seríe
de medidas generales de aplicación en determinados servicios, como por
ejemplo:
• utilización de los datos personales para elaboración de informes
• utilización de los datos personales para el establecimiento de las
comunicaciones
• utilización de los datos personales para las tareas de facturación de
servicios
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• prohibición de revelar los datos de cualquier persona
• establecer las medidas de seguridad oportunas para proteger los
datos>5.En general como dice 1-lansPeter Gebhadt “La mayoría de estas
disposiciones están basadas en el concepto que se tiene de que los datos
pueden emplearse, exclusivamente, para los objetivos de las telecomunt-
caciones, y que los mismos deben borrarse luego de un determinado tiem-
po;..
IIl.b. Suecia
El segundo país donde se empieza a ver la necesidad de legislar estos
temas fue Suecia, y así el II de Mayo de 1973 aprueban en su parlamento
la Data Act (Ley de Datos), que a diferencia de la anterior ya contempla la
posibilidad de sancionar civil y penálmente a los infractores. Para ello los
encargados de la protección de datos, Swedish Data Inspection Board, tie-
nen competencias a la hora de desarrollar las regulaciones oportunas con
respecto a la seguridad de los datos.
Nueve años más tarde se modificó la Sección 21 de esta Ley introdu-
ciendo un nuevo articulado que tipificaba el delito de acceso indebido a
los datos17.
En el año 1984 el Parlamento sueco crea la Comisión para la Protec-
ción de la Privacidad Personal en las Sociedades de la Información cuyas
competencias son muy similares a las del Data Protection Register, Comi-
síon Nacional de Informática y Libertades, Data Protection Board, etc.,
por lo que no vamos a incidir más en estos detalles.
III.c. Francio
Pero además de leyes que penalicen a los infractores nos encontramos
otras que empiezan a recoger otros aspectos legales como es por ejemplo
regular de alguna forma la creación de bancos de datos. El ejemplo lo
tenemos en Francia que en 1978 aprueba la Loi d’Informatique et des
Libertés, Ley 78/17 de 6 de Enero, que dio lugar a la creación de una
15 Estas regulaciones que acabamos de mencionar se encuentran en la sección 84 párrafo 1; sección
lOS párrafo 2.3 y sección los párrafo 1 [Informesanuales del Comisario Federal para la Protección de
Datos N57-lO (1985-87) recogidos pon. SchmidtJ.
~Oebbardt, I-lans-Peter: La protección de datos en paises desarrollados. Principios y situación jurídi-
ca . le/os> Cuadenoos de comunh.ocióo. Tecno!ogía y Sociedad (1989) N5 8 Junio/Agosto Op cit cii la
pág. 134.
Aíív ¡telson sito uniawfullv procures access tú a ccúndiog frr at,to,na/i<. data ¡troces—
siog an un/ascfu/iy a/tena on ,,h!iterates, on entena sue/t a reí.únding itt a/ile sit alt be seo-
tencedián data írespass tú a fine ar tú itopnisonroení not en.eeding Ovo yeans, un/esa tite
o/frote ja punisitab/e unden tite Penal Code’
rRomeo Casabona, Carlos Mt Poder lofonmá/ico y seguridad jurídica. La función tu/cian del dener/to
penal un/e las Nuevas leíoúlúgíu.¡ dc la Información. Madrid: Los Libros de Fundesco (Colección tmpac-
tos). 1987. Op cli en la pág. 971.
46 Carlos Manuel da Costa Carballo
Comisión Nacional de Informática y Libertades (C.N.I.L.) que es la que
tiene que aprobar la creación o la modificación de los bancos de datos que
hay en el país. Además están intentando reformar el Código Penal para
introducir artículos que traten el tema de la utilización fraudulenta de los
sistemas de tratamiento automático de la información18.
Esta ley del país vecino concede unos poderes casi ilimitados a la
C.N.I.L. e impone unas penas bastante rigurosas a quien incumpla las nor-
mas.
En el otro ámbito de protección, las telecomunicaciones, Francia ha
adoptado varias resoluciones de interés que comentaremos brevemente.
En 1983 decidieron omitir los cuatro últimos números de los teléfonos de
los usuarios de este tipo de servicios a la hora de pasarles los recibos perti-
nentes, o a la hora de utilizar aparatos que registran los números de los
abonados que utilizan este tipo de servicios. Se prohibieron los aparatos
de llamada automática hasta que no se implantaran medidas de seguridad
oportunas. Esto sucedió en 1985. Dos años más tarde, 1987, se prohibie-
ron las promociones de marketing telefónico porque “Se consideró que el
ser molestado frecuentemente con llamadas telefónicas que tienen el pro-
pósito de un marketing representaba una violación a la privacidad”19.
Otra medida muy interesante desde la perspectiva de usuarios que
todos somos por unos u otros motivos, ha sido la creación de una especie
de listado donde cada uno puede inscribirse si no desea que le manden
propaganda de marketing telefónico. Este listado ha sido denominado liste
orange.
Por último, en cuanto al correo electrónico, la C.N.I.L. estableció unas
directrices el 12 de Abril de 1988 que voy a transcribir por su importan-
cia:
la no inscripción en el directorio del buzón electrónico debe ser
gratuita;
- el abonado debe recibir de France Téléconí una contraseña perso-
nal cuando solicita el se,x’tc,o;
- el abonado puede rechazar los mensa¡es de personas que no e•slén
abonadas al servicic;
- se intí-oducen medidas técnicas de manera
que
* el abonado tenga la posibilidad de averiguar cualquier uso no
autojizado de su contí-aseña
~Eslo podemos constatarlo en Deveze, Jean: La fraude inforrnalique. Aspecís juridiqoes’. La Semai-
nc .Iu,idique (1987) N~ 3289.
9 Oebbardt, llans-Peter: “La protección de datos en países desarrollados. Principios y situación jurídi-
ca”. Te/as> Cuadernas de Comunicación, Tecnología y Sociedad (l989) N5 8 Junio/Agosto Op cit cn la
pág. PI.
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* se desapruebe - “ 20la búsqueda sistemática de ciertas contrasenas
Esto es lo más importante de la normativa que hemos podido manejar
acerca de la protección de datos en la República Francesa.
III4. Reino Unido
Pero sin duda la ley más importante elaborada en el Reino Unido y la
primera que verdaderamente limitaba los posibles perjuicios ocasionados
a las personas por el abusivo uso que se está haciendo de los datos perso-
nales informatizados fue la Ley de Protección de Datos (Data Protection
Act) dc 1984, por lo que vamos a detenernos brevemente en su análisis.
La Data Protection Act se limita solamente a datos2> personales,
debiendo cumplir cuatro exigencias:
• la ley especifica que datos personales deben almacenarse y las utili-
zacíones que se van a hacer de ellos
• no se puede divulgar la información contenida salvo que el interesa-
do esté de acuerdo en ello
• debe de quedar registrada toda institución o persona física, pública o
privada que inscriba datos personales
• y, por último, todas las personas sobre las que se han reunido los
datos deben ser informadas de que, al menos, esa información existe.
Pero además hay unos principios que deben ser asumidos por cualquier
persona que manipule este tipo de información. Estos principios son los
siguientes:
l~ Los datos personales recogidos deben ser exactos, sin errores y se
manipularán de la misma forma.
2~ Los datos personales se recogerán para un fin previamente especifi-
cado y de acuerdo con la ley.
39 Haciendo hincapié con el punto anterior, los datos personales sola-
mente se utilizarán para la finalidad propuesta en un principio.
49 Se recogerán los datos necesarios (adecuados y pertinentes) para el
propósito estipulado.
59 Los datos personales hay que actualizarlos siempre y cuando sea
necesario.
21) (jebhardí, Hans-Peter: La protección de datos en países desarrollados. Principios y situación jurídi-
ca”. lelos: Cuadernos de Comunicación, Teinalogía y Sociedad (1989) N5 ]8 Junio/Agosto Op cit en la
pág. 32.
2] Que define como la información que se registra en una forma que se puede procesar por el equi-
pu que funciona automáticamente en respuesta a las instrucciones dadas para tal propósito” [Clayton,Mar-
lene: Geslión de autoata/ización de bibliotecas. Madrid: Fundación Germán Sánchez Ruipérez (Colección:
Biblioteca del Libro), 1991. Op citen la pág. 2651.
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6~ Siempre se establecerá un tiempo de utilización de los datos recogi-
dos en función de la finalidad para la que fueron recopilados.
79 Las personas a las que se refieren los datos recopilados tienen dere-
cho a: conocer que se está reuniendo información sobre ellas, acceder a
esos datos, corregir o eliminar los datos que considere oportuno.
8~ Hay que adoptar todas las medidas de seguridad física y lógica que
podamos para evitar el acceso de personas no autorizadas, la alteración
voluntaria o involuntaria de la información recogida, la divulgación de la
información o la destrucción, y consiguiente pérdida de los datos provoca-
da o inconscíentemente.
Estos principios deben ser cumplidos en su totalidad, estableciendo
para ello un sistema de vigilancia que se denomina Data Protection Regis-
ter, es decir, una serie dc normas que debe cumplir la persona que se
encarga de registrar los datos. Estas normas22 son las siguientes: a) mante-
ner actualizada toda la información sobre bancos de datos: datos que con-
tienen, usuarios de los mismos, creador del banco, etc.; b) garantizar que
todos Los datos cumplen los principios que hemos enumerado anterior-
mente y que son utilizados de acuerdo a la ley; c) divulgar en los foros
pertinentes los contenidos y principios de la ley; d) estudiar cualquier
demanda interpuesta por el mal uso de los datos personales o por cual-
quier infracción de la ley; y e) controlar la actividad de los usuarios así
como proceder cuando se cometan infracciones.
Para concluir con la Data Protection Act, que estamos desarrollando
más detenidamente pues es una ley importante, hay que señalar que cada
vez que se tenga previsto realizar una recogida de datos para crear un
banco de datos personales, la ley prevee que la o las personas que vayan a
realizar esta tarea deben infornur por escrito de tal eventualidad al Data
Protection Register en los siguientes términos:
• nombre y dirección de los recopiladores de datos
• enumeración de los datos que se van a recopilar
• información detallada de los usos y finalidad de ese banco de datos
• fuentes que se van a utilizar para reunir los datos
• enumeración de las personas sobre las que se piense difundir infor-
mación
• enumeración de los paises donde se piensa mandar esa información
• direcciones donde se solicita la utilización o acceso a esos datos.
Es una forma de proteger la intimidad de las personas pues las implica-
ciones criminales en las que uno se puede ver envuelto, por utilizar infor-
22 Que fueron desanolladas por THE LIBRARY AS5OCIATION en 1985 en la obra Data holco/ion
and //te Library and Infármation Comntunitv: Some Guide/ines jár Pa/kv. I/tit:iatircs ano? Píní tú es edita-
da en Londres.
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mación contenida en bancos de datos de formas distintas a las expuestas
en el registro de entrada del Data Protection Register, son ilimitadas.
Por último, en cuanto a los servicios de telecomunicación lo más signi-
ficativo que nos encontramos en el Reino Unido es la obligación de variar
la contraseña asignada a los usuarios de los servicios de videotex.
¡Ile. Suiza
También en este paf s centroeuropeo se han dado cuenta de la gravedad
del vacio legal en cuanto a la protección de datos. De esta forma, en 1983
se desarrolló un Proyecto de Ley Federal sobre la Protección de Datos que
se encuentra en tramitación parlamentaria desde 1988.
No hemos podido conseguir el texto de este anteproyecto pero según la
fuente citada23yhacendo referencia a las telecomunicaciones, el Art. 16
“no permite que aparezca información alguna en los extractos acerca de
los nombres, direcciones o números de teléfono de los abonados”, térmi-
nos muy similares a los que hemos visto en otras normativas.
IV. Otros tipos de regulaciones
El marco en el que se van desarrollando las normativas que veremos a
continuación, han cambiado notablemente con respecto al que había cuan-
do surgieron las primeras leyes de protección de datos (Hesse, Suecia,
etc.), por lo que creo que seria conveniente empezar enumerando las
características o factores desencadenantes de estas nuevas normativas.
¿Cuáles han sido estos factores desencadenantes de las nuevas leyes?:
• en primer lugar, el cambio que se ha producido en la gestión de los
sistemas informáticos, pasando de unos sistemas centralizados a
otros distribuidos o descentralizados
• el espectacular avance de la microinformática
• el no menos espectacular aumento de las capacidades de memoria de
los ordenadores así como el incremento de velocidad de proceso de
los equipos
• la entrada del procesamiento automático de datos en todas las esferas
sociales: laboral, educativa, etc.
• el conflicto establecido entre la consecución de unos derechos fun-
damentales y las necesidades de información demandada por la
sociedad
A (iebhardt, Hans-Peter: “La protección de datos en países desarrollados. Principios y situación jurídi-
ca . Telo.s: Cuadernas de comunií:aíión, Tecnología y Saciedad (1989) N0 /8 Junio/Agosto Op cit en la
pag. 130.
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• las necesidades de seguridad de los sistemas informáticos como con-
secueneta de la mala praxis derivada del uso de estos equipos
• el cambio producido en la acepción de los datos para informar a
datos para comercializar
• la asunción de la libre circulación de información en el mercado
único europeo, lo cual repercute también sobre los datos personales,
etc.
Este entorno ha dado lugar a que se empiece a hablar de leyes de 2~
generación (lo que nosotros hemos llamado en otra parte de este trabajo
como tercer nivel de control legislativo) frente a las otras leyes (Hesse,
Suecia, etc.) que por ser las primeras que surgieron se han quedado clasifi-
cadas como leyes de l~ generación. Es de las dc 2~ generación de las que
nos vamos a ocupar en este momento.
En nuestro país lo más reciente en torno al tema que estamos abordan-
do, tenemos que en el año 1982 se publica la Ley Orgánica 1/1982 de pro-
tección civil del derecho al honor, a la intimidad personal y familiar y a la
propia imagen24.
Posteriormente se edita una Orden de 30 dc Julio dc 1982 sobre limita-
ción de acceso a la información contenida en las bases de datos fiscales25.
Indirectamente, el Art. 20.1 dc nuestra Carta Magna26 guarda relación
con el tema de la protección de datos que estamos tratando en el sentido
de que el apartado a) recoge la protección del derecho de libertad de
expresión, mientras que el apartado d) se refiere a las garantías del dere-
cho, no menos importante, a la información. De todas formas tendríamos
que desviamos bastante del rumbo que nos hemos marcado al iniciar este
seminario ~or lo que no vamos a continuar por este camino en estos
momentos
24 BOL <>982>: “Ley Orgánica 1/1982.1 ROE.: N’ 115; 14 de Mayo
25 B.O.E. ([982): “Orden de 30 de Julio,..”; 80.5< N5 190; lOde Agosto
26 ‘1 Se reconocen a protegen los derecitos:
a) A expresar y dífio~dir libreníeoíe los pe/lsootieo/os, idoas y opjltioOt.¡ meclialtle la
pa/ah no, el escrito o cualquier o/no ntcdio de ,eprcduc:ció,t.
/t) A la producción y creación li/enana. andsílí a. cien/it a 5 lt>toita.
í) A la libertad de cátedra.
d) A co/ou/tican o reci/>in libremente oi/ároíacióít senas pon cualquier ,,tedio tic ¡¡¡fusión.
La ley regula/ti el de,-ecita a la cláusula tic ¿.oncjeocia y al se, reía profi’sianal en el e/en—
ciclo de (‘a/aa libenluties
[Adams:La Constitución Española de 1978. Madrid: Adams. 1990. Art. 20; Sección 1’ (Dc los dere-
chos fundamentales y de las liberlades públicas): Cap. II (Derechos y libertades); muto t (Oc los derechos
y deberes fundamentales); Pág. 321.
27 Sólo comentaré para concluir quc en otras dos Constituciones sc recogían aspectos similares al que
acabamos de comentar. Estas eran:
- Art. 40 de la Constitución dc Yugoslavia que sc rerería al establecimiento de garantías para que las:
et,tts¡ones fueran veraces y objetivas y, por lo tanto de interés para la sociedad, y el
- Art, 48.2 de la Constitución Portuguesa que viette a decir que todos los integrantes dc la sociedad,
tanto los sujetos de forma individual eotnt, las instituciones públicas o privadas, tienen derecho a ser con-
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Fuera de nuestro país pero en nuestro entorno socio-económico-políti-
co-cultural, tenemos que hablar de la Comunidad Económica Europea,
pues este apartado se quedaría corto si no hablásemos de la Protección de
Datos en el Mercado Unico Europeo, es decir, ¿qué hace la C.E.E. al res-
pecto?. Todo lo que hemos visto hasta ahora han sido iniciativas particula-
res de algunos paises de la Comunidad, pero la C.E.E. ha emprendido una
serie de acciones para que sean cumplidas por todos los países miembros,
y que pretenden erradicar los posibles abusos del mal uso de los datos per-
sonales sobre todo por la transferencia de información que se puede pro-
ducir hoy en día gracias a las telecomunicaciones y a las redes de compu-
tadores.
Comenzaremos por el Convenio ¡08 para la Protección de las Personas
con respecto al Tratamiento Automatizado de Datos de carácter personal
aprobado por el Comité Europeo de Ministros el 28 de Enero del año 1981
en Estrasburgo. Este Convenio tiene tres partes bien diferenciadas:
1: principios básicos
2: normativas sobre datos transfronterizos
3: mecanismos de ayuda recíproca entre las partes
Lo que nos interesa en este momento son los principios básicos pues
sobre ellos es sobre los que se deben desarrollar las legislaciones de pro-
tección de datos que se elaboren en la C.E.E. Estos principios básicos son
los siguientes28:
• obtención de los datos que van a formar parte de un banco de datos
de forma legal, informando a los interesados para obtener su consen-
timiento
• establecer claramente la finalidad que se persigue con la creación de
un banco de datos personales
• toma de datos con una gran exactitud
• adecuar los datos tomados a los fines del banco de datos
venientemente informados tanto por el gobierno como por cualquier otra autoridad de la gestión que se
lleve a cabo en cualquier asunto público de interés general.
Para profundizar más en este tema hay que consultar la siguiente obra: Sánchez Férriz, Remedios:
“Las libertades de expresión y de información y los derechos al honor, a la intimidad y propia imagen”.
En: lufonutación y libertades páblicas en Espa/ta. Madrid: Universidad Complutense (Cursos de Verano dc
El Escorial, 1989), 1990 E173-l941.
28 Sólo vamos a enumerarlos ya que cualquier persona interesada en tun desarrollo más profundo debe
consultar:
- ROE.: ‘Convenio para la Protección de las Personas con respecto al Tratamiento Automatizado de
Datos de carácter personal, hecho en Estrasburgo el 28 de Enero de 1981”. En: ROE.: código de ¡egida-
‘ion lofonnítitica. Madrid: Boletín Oficial del Estado, 1988 (27-41).
- B.O.E.: ‘Convenio para la Protección de las Penonas con respecto al Tratamiento Atílomatizado de
Datos de carácter personal, hecho en Estrasburgo el 28 de Enero de 1981”. holetín Oficial del Estada
(1985) N~274 >5 de Noviembre.
- Velázquez Bautista, Rafael: “Protección de datos personales: Convenio >08 del Consejo de Europa y
la Propuesta de directiva de la CE”. Rale/bí de la Fundación para el Desarrollo de la Función Social de
las c<inttinicy¡<iones (>992) N5 128 Abril 10-12.
52 Carlos Manuel da Costa Carballo
• pertinencia de los datos para la finalidad establecida
• conservación de los datos mientras que estos sean útiles a la finali-
dad establecida
• establecimiento de los derechos fundamentales de acceso a un banco
de datos por parte del interesado, derecho a rectificar sus datos y
derecho a eliminar o cancelar los datos que quiera
• establecimiento de las excepciones a la norma de forma clara y con-
cisa
• regular las formas de recurso contra los infractores o contra quienes
nos impidan u obstaculicen alguno de los derechos que acabamos de
enumerar.
Visto de forma tan breve el Convenio 108, vamos a analizar a conti-
nuación las otras medidas que ha emprendido la C.E.
El 18 de Julio de 1990 una Comisión del Consejo de Europa (Data Pro-
tection Commission) redactó un Comunicado que incluía seis propuestas
sobre las que había que empezar a trabajar en diversas Subcomísíones
para elevar el nivel de protección de los datos personales almacenados de
forma automática. Estas propuestas de trabajo a desarrollar a corto plazo,
fueron las siguientes29:
• una Directiva dirigida al establecimiento en la Comunidad de un
nivel elevado de protección de datos basada en el Convenio para la
protección de las personas con respecto al tratamiento automatizado
de datos de carácter personal aprobado por el Comité Europeo de
Ministros el 28 de Enero del año 1981 en Estrasburgo
• una Recomendación de adhesión de los países miembros al Conve-
nio del Consejo de Europa
• una Resolución con vistas a extender la protección a los ficheros de
datos personales del sector público
• una Declaración donde se recogerán los principios de protección de
los datos personales guardados o recogidos por los cuernos o ínstítu-
clones comunitarias
• una Directiva Sectorial con vistas a adaptar los principios generales
de la protección de datos a las necesidades especificas de las aplica-
ciones telemáticas de cada país, para establecer unos stándares lega-
les de homogeneización de las tecnologías
• una Decisión en el campo de la seguridad de los sistemas de infor-
mación ante la vulnerabilidad de los mismos.
29 Esto está recogido en un artículo anónimo de dos páginas que es Protection of Personat Dattt in a
Single Market’. 1/ti, Informa/ion /tianket Issue N9 64: September/October 1990; Published by Directorate
General Xtll: Telecommunications, lnforniation; Industries and lttnovation; Commissiort of the European
Comtnunities; L.uxembourg; 1-2
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Estas estrategias que persigue la Comisión Europea se desarrollarán en
varias fases habiendo en cada una de ellas unas líneas de investigación
prioritarias, pero se trata al menos de una línea de trabajo que tenderá a
armonizar criterios y elaborar una serie de medidas que al ser asumidas
por los países de la C.E.E. harán que éstos al menos tengan una política
común en algo tan importante como es la protección de la intimidad de los
datos personales almacenados en medios automatizados30.
Sin embargo en estas normativas encontramos también puntos débiles.
Por ejemplo: se diferencia excesivamente entre ficheros públicos y priva-
dos, cuando la norma debería ser idéntica para ambos. Además en los
ficheros del sector público hay una serie de excepciones que debilitan, al
menos en mi opinión, bastante la defensa de la intimidad de las personas.
Las instituciones creadas para controlar el cumplimiento de la ley (Agen-
cia de Protección de Datos, Data Protection Register, etc.) no tienen asig-
nadas unas competencias claras ni tampoco tienen una independencia total
para ejercer su tarea sin levantar suspicacias o recelos. Algunas de estas
normativas, por ejemplo nuestro Anteproyecto (la LORTAD), no establece
grandes medidas de seguridad para los datos y para su transmisión por
medios telemáticos, por lo que cabe pensar que se van a producir bastan-
tes anomalías en el flujo transfronterizo de datos.
Pero no acaba aquí la legislación informática europea. Hay artículos
dentro de determinadas leyes que aluden a la protección de los datos auto-
matizados. Veamos algunos ejemplos31:
La Constitución de Portugal del año 1976 dice en su Art. 35:
“1. Todos los ciudadanos tienen derecho a conocer lo que constare
acerca de los mismos en registros mecanográficos, así como elfin a
que se destinan las informaciones, pudiendo exigir la rectificación
de los datos y su actualización. 2. La informática no podrá ser
usada pal-a el tratamiento de datos referentes a convicciones políti-
cas, té religiosa o vida privada, excepto cuando se tratare del pro-
ceso de datos no identificables para fines estadísticos. 3. Queda
30 Como no podemos detenemos por más tiempo en estos aspectos tan puntuales, recomendaremos la
lectura de los art(culos que enumeramos a continuación para todos aquellos que quieran profundizar más
en los trabajos de esta Comisión, así como para ver ¿qué temas se trataron en el l2th. Annual World Data
Protection Commissioners Meeting celebrado en París:
- Riley, Tom: “International Privacy Developments”. ACCESS Reparts (>990) September 197-9.
Riley,Tom: “Special Report: International Developments”. ACCE5S Reporta (1990)January 49-12.
Riley, Tom: “Special Repon”. ACCESS Reports (1990) April 46- lO.
- Riley, Torn: “Speeial Repon: Data Protection War o 0w Offing”. ACCE55 Repons (1990) October
3 6-1
Riley, mm: Special Repon”. ACCESS Repart (1990) December >27-lo.
31 Que están ampliamente desarrollados en Rotaco Casabona, Carlos Nf: Poder informático y seguri-
dadjurídica. Lajiínción tutelar del denecita penal ante las Nuevas Tecnologías de la ¡nformación. Madrid:
Los Libros de Fundesco (Colección Impactos), l987. Ver: “Las Tendencias Legislativas en el Derecho
Comparado”: 90-106.
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prohibida la atribución de un número nacional único a los ciudada-
nos” 32,
Además hay varios artículos del Código Penal de 1982 donde se tipifi-
can algunas acciones delictivas relacionadas con la informática (Art. 181,
229.2, 230 y 231), y por último el Proyecto de Ley sobre Protección de
Datos de 15 de Marzo de 1984.
• En el año 1978, en el Land de Renania del Norte-Westfalia, se modi-
ficó el Art. 4~ de su Constitución para introducir el reconocimiento
del derecho a la protección de los datos (“Datenschutz”), de la
misma forma que han hecho algunos estados norteamericanos en sus
respectivas constituciones (como por ejemplo: Washington, Florida,
California, Iowa, Arizona, etc.33).
• La Segunda Ley para la Lucha contra la Delincuencia Económica de
la República Federal Alemana (15 de Mayo de 1986) dio lugar a
importantes modificaciones en el Código Penal Alemán, apareciendo
artículos relativos a: espionaje de datos (Art. 202 a), alteración de
datos (Art. 303 a), sabotaje informático (Art. 303 b), etc.34.
• La Ley N0 229 de 6 de Junio de 1985 (Ley de modificación del
Código Penal: Delincuencia Informática) de Dinamarca, incluye un
artículo acerca del tema que estamos tratando (Art. 279 a).
32 Romeo Casabona. Carlos Nf: Poder infonatátita y seguridad jurídica. La /i.,nciáo <u/clan tic? díre-
cIta penal ante las Nuevas Tecnologías <le la Informacián. Madrid: Los libros de Fundesco (Colección
tmpactns), 1987. Op cit en la pág. 28. El artículo originariamente dice:
‘1 Todos ost idadoos téní a dircito de <riman ¿anhecimeata tít que constar dc registros
ntec.anogró/iras a sen respeito e ría fim a que se des/juncí os infarnía<oe.v, podendo eri-
gir a íe<.ujica<oa das tíatitís e a sua actual iza~utx
2. A informática nao pode sen usada partí ira/tunen/o tic titídos refinen/es a <ci,, s.i< ~‘oes
polílit os. jd re hg¡oso oit vida privada, solví> <¡10oJo se trote do proce ssaoteít lo de ciados
nao identificó veis jíana fios csta/ísti cas.
.{ É proibida a a/niba<ao cíe um námcno oacit,ttai ¡¿nico aria <idadaos
¡CONS’ITTLI(’AO da ‘epí/blica portuguesa. Lisboa: lttpresa Nacional Casa da Moeda, 1976. Art, 35
(Util iza~ao da inforíttática): TibIo II (Direitos, liberdades e garantias); Parte 1 (Direitos e tíeveres funda-
mentais); Pág. 291.
~ Esta inlbrmación puede ser ampliada en las siguietttes obras:
- Heredero, Manuel: “La inrormática y el aso de la información personal”. En: VARIOS AUTORES:
Iotroduccwn a la infiírnvática jurídico. Madrid: Fundesco (Colección: Impactos), 1986 33-46.
- López Bustos, Francisco Luis y López-Sidro ]iménez, Luis Francisco: “Informática, administración
y derecho a la intimidad”. En: vAR>05 AUTORES: lntnodt,ccitin a la iítforrnática ¡urítlica, Madrid: Fun-
deseo (Colección: Impactos>, 1986 47-61,
~< Uno dc los más explícitos es el Art. 263 a. que dice lo siguientc:
‘‘LI qnt’, con la ín/enc ir/o de ob/eiten uit beneficio patriiuaítittí ilícito para sin para uit
terreno, lesiont¡ el p<í/rimonio de rí/ro intenfinieítdtí en el nesuliadr dc un /ra/antieítto tic
datos, mediante tina catrur/utac,.on incoirecta del programa. la <¿Idi ztic.<titi tntonrec’Ia o
inronIpie/a ríe tintos, itt uidizatió,t de da/os sin autrii’izat.ión. r) la intenveitción de cual-
quier otro nial/ti nt autorizado en el proceso, será caatigad<> <v3a la pcnt¡ de ~,,‘iv<ít’ión de
libertad de hasta cinco años a ron muí/a’
IRomeo Casabona. Cartos M1: Poder informático y seguridad jur(dica. La función tutetar del derecho
penal ante las Nuevas Tecnologías de la tttformación. Madrid: Los Libros de Fundesco (Colección Impac-
tos), 1987. Op Hl en la pág. 92).
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• Proyecto Ministerial de modificación del Código Penal de Austria
(1985) en su Art. 147 (a).
• Proyecto de Ley para el reforzamiento de la lucha contra la crimina-
lidad económica y el fraude informático de Luxemburgo en su Art.
496.
• La Theft Act del Reino Unido (1968) es otra ley que como en los
casos anteriores lo que intenta es tipificar de algún modo tas figuras
delictivas que están surgiendo de la manipulación incorrecta, en
todas sus formas, de los datos personales de cada uno de nosotros
que por uno u otro motivo se encuentran almacenados en un banco
de datos, siendo las características más importantes de todas ellas las
siguientes:
a) todas las leyes están concebidas para ser aplicadas sobre bancos
de datos públicos o privados informatizados, por lo que se excluyen
los ficheros manuales
b) las leyes tutelan solamente los datos personales. El resto de datos
que pueda haber en un banco de datos quedan fuera de estas jurisdic-
ciones
e) en cada una de las leyes se establecen las pautas de control pre-
ventivas (autorizaciones, licencias, Dala Protection Register, etc.)
para impedir los atentados contra la intimidad personal
d) por detrás de estos sístemas de tutela preventivos se encuentran
siempre los tribunales de justicia que entrarán en acción cuando la
infracción se haya cometido y los controles preventivos han sido
incapaces de establecer las penas y multas pertinentes
e) también establecen la leyes las pautas de seguridad necesar>as
para el caso en que los datos personales sean sensibles que, aunque
está prohibido recogerlos siempre hay excepciones
fl todas las leyes establecen las condiciones de manipulación de los
datos
g) por último, todas las leyes establecen los cauces y permisos nece-
sanos para intercambiar información con otros países (lo que se
viene llamando flujo transfronterizo de datos) y los países con los
que se puede y no intercambiar esa información.
Todas estas características se pueden reducir, y esto ocurre en la mayo-
ría de las leyes que hemos visto, a dos aspectos muy concretos que son el
reconocimiento del derecho a acceder a la información contenida en un
banco de datos y a reivindicar la rectificación, e incluso la eliminación, de
todos aquellos datos erróneos o carentes de interés.
Vamos a pasar ahora a analizar como está la situación en nuestro país,
siempre en esa doble vertiente de la protección de los datos y la propiedad
de las herramientas que tratan automáticamente esos datos.
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Y. El caso español
Tocando a su fin el tema que estamos desarrollando, nos queda por
analizar un aspecto importante del mismo como es ¿qué hacemos en Espa-
ña respecto a la protección de datos?.
Vamos a intentar entresacar aquellos puntos de interés que podemos
encontrar en nuestra legislación y vamos a acabar el tema especulando un
poco acerca de cómo nos gustaría que fuera la Ley española de protección
de datos.
Va. Código Civil
Son muy escasas las normas que nos encontramos en el Código Civil35,
además de que no hacen referencia a la protección de los datos. Así en el
Libro JI nos encontramos con dos Artículos sobre la Propiedad Intelectual,
el 428 que dice ‘tEl autor de una obra literaria, científica o artística, tiene
el derecho a explotarla y disponer de ella a su voluntad” y el 429 que se
refiere a que “La ley sobre la propiedad intelectual determina las personas
a quienes pertenece ese derecho, la forma de su ejercicio y el tiempo de su
duración. En casos no previstos ni resueltos por dicha ley especial, se apli-
carán las reglas generales establecidas en este Código sobre la pro-
piedad”36, y en general un articulado sobre los bienes y la propiedad aun-
que no hace una alusión expresa a la propiedad de los datos personales
confidenciales que se encuentran almacenados en las bases de datos que
hay en el país.
Pero en 1982 se dio un paso importante para garantizar la protección
civil de este derecho, nos estamos refiriendo a la Ley Orgánica 1/1982 dc
5 de Mayo sobre la Protección Civil del Derecho al Honor, a la Intimidad
Personal y Familiar y a la propia Imagen, que apareció en el B.O.E. N0
115 de 14 de Mayo de 1982. No hay ninguna alusión copada a la infor-
mática pero podemos entender que en los artículos 7.3 y 7437 no sería
incorrecto el contemplar la informática como una de las formas de tener
3~ Hemos manejado la edición del B.O.E.: Código (‘isil. Madrid: Boletín Oficial del Esíadt, (Serie
Universitaria), 2< ed. de Junio de 1984.
36 Capítulo III (De la propiedad intelectual); Título IV (De algunas propiedades especiales); Libro II
(De los bienes, de la propiedad y de sus modificaciones) del códtgo Civil. Madrid: B.O.E. (Serie Universi-
taria), 1984. Op cii en la pág. 430.
~ Dicen así:
- Art. 7.3: “La divulgación de hechos relativos a la vida privada dc una persona o familia que afecten a
su reputación y buen nombre, así como la revetación o pubticación det contenido de cartas, memorias u
otros escritos personales de carácter íntimo”
- Art. 7.4: “La revelación de datos privados de una persona o familia conocidos a través de la actividad
profesional u oficial de quien los revela”
Ley Orgát,ica 1/1982 deS dc Mayo sobre la Protección Civil del Derecho al Honor, a la Intimidad
Personal y Familiar y a la propia ltnagen: Cap. II (De la Prowcción Civil del Honor, de la Intimidad y de la
Propia Imagen), Art. 7~ (De las Intromisiones tíegítimas). En: ROE.: (Migo de Legislación infoiniática.
Madrid: Boletín Oficial del Estado, >958 42-45j.
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almacenados los datos personales y poder utilizarla para difundir los mis-
mos, por lo que caeria dentro de la tutela jurídica de esta ley.
Sin embargo, esta Ley ha dado lugar a que estos tres derechos de la
personalidad, es decir: intimidad personal, intimidad familiar y propia
imagen, compartan un único bien jurídico protegido que no es otro que la
intimidad de las personas, intimidad que se contempla desde dos vertien-
tes diferentes en nuestra Constitución:
• por una parte es un derecho fundamental de las personas, y como tal
tiene la máxima protección
• por otro lado es el limite a otros derechos fundamentales también
protegidos, como por ejemplo el derecho a Ja información o la liber-
tad de expresión.
Por ser considerada la intimidad como un derecho fundamental su
defens~i exige las máximas garantías en su desarrollo como muy bien
expresa el Art. 53.2~~ de la Constitución española desarrollado en la Ley
de Protección Jurisdiccional de los Derechos Fundamentales de la Persona
[N06211978 de 26 de Diciembre], Ley que protege, entre otras, la libertadde expresión, reunión o asociación, la libertad y el secreto de la correspon-
dencia, la inviolabilidad del domicilio, etc. (Art. ~
Otra medida de protección de la intimidad de las personas y de los
datos que sobre uno mismo pueden estar almacenados en un banco de
datos es una norma muy general del Código Civil encuadrada en el Titulo
XVI, Cap. JI, Arts. 1902 a 1910, que podríamos sintetizar en el primero de
los artículos que dice:
“El que por acción u omisión causa daño a otro, interviniendo
culpa o negligencia, está obligado a reparar el daño causado”40.
En realidad es una defensa muy general de cualquier derecho que haya
sido violado pero que, al no haber muchas más cosas siempre es una
garantía a la hora de denunciar algún caso de intromisión en nuestra ínti-
~< Dice así este artículo:
‘‘1 Cualquier ciudadano podrá recabar la tutela de las libertades y derec.hcis rec.’onoci-
cias en el artículo 14 y la Sección pnil-neta del capítulo segutído ante las Tribunales ordi-
fltii-íos tan on pi tít edimienio basada en io,r pninttpiov de preferencia y tumaniedady en
su <taso, a tratís del recurso de ampan<3 ante el Tí’ibunaí Cons/i/ucional. Es/e último
recurso será apli<:able a la objeción de concien<:ia re<:<ínocida en el artículo 30”
lAdams: La constitución española de 1978. Madrid: Adams, 1990. Art, 53.2; Cap. >V (De las garantí-
as de las libertades y derechos fundamentales): Sección 2< (De los derecbos y deberes de los ciudadanos);
Título t (De los derechos y deberes fundamentales): Op cit en a Pág. ~
~ Para más información, se puede consultar esta Ley en: Días-Maroto y Villarejo, Julio y Suárez Gon-
zález, Carlos J.: código Penal y Legislación Complementaria. Madrid: Civitas (Biblioteca de t-egislación).
16<ed. actualizada a Septiembre de 1991: Ley de Protección Jurisdiccional de los Derechos Fundamentales
de la Persona [N<62/1978de 26 de Diciembrel 465-468.
~<> B.O.E.: Código Civil. Madrid: Boletín Oficial del Estado (Serie Universitaria), 2< ed. de Junio de
1984. Op cit cola pág. 371.
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midad. Esto mismo podía ser reivindicado desde el Art. 1092 del Código
Civil41.
V.b. Código Penal
En cuanto al Código Penal Español42 hay varios artículos que hacen
referencia a la intimidad de las personas pero sin tipificar claramente el
delito en relación a las bases de datos (Artículos: 192 bis43, 360~~, 367 y
368 que hacen referencia a la revelación de los secretos e informaciones
privilegiadas y de su incorrecto uso45, 497, 498 y 499 que se refieren al
descubrimiento y revelación de secretos46). No obstante el Proyecto de
4t ROE.: Cácligo cisil. Madrid: Boletín Oficial del Estado (Serie Universitaria), 2< ed. de Junio de
1984. Op cit en la pág. 233:
Las cíbliga< <cines civiles que aazcctct cíe icís delitrís o (hl/as se tegitán ¡«ir las clisprisicicí-
oes del Código Penal”
42 Hemos utilizado la edición preparada por Díaz-Maroto y Villarejo. Julio y Suárez Oonzálcz, Carlos
J.: Código Penal y Legislación C’oatpleaten/aí’ia. Madrid: Civitas (Biblioteca de Legislación), 16> cd.
actualizada a Septiembre de 1991.
~ Dice así este artículo:
‘‘La Autraidatí, (iínc.’itíítario ~iáíili<‘o o cigen/c’ tic ¿5/os cjue siít la debicicí autc,í’izac’ió,í
judicial salvo en su c’asc lo previsto legaltoeríte en desarrollo del arciculr, 55.2 tic It,
(‘oní/itució it, intei’<:eptcíí’e las r’omtíític:ac io,íes telefrinitas a utilizare artificios <0< ‘nicos
tic escucha, traitsntisióuí.gnabcír’ión o í’epnoduc’c.’ián del sc>nidr ictc’uí’í’i,’tí ett la /3t’tta tic
at’i’e.=trntayor en su graciti indicioso e inhabilitación obstíhíta.
Si clitulgrine c revelare la infiut’nto<’ián obtenido ¡3cm c’ualc~uiei’ti tic las í,i’eci/adc3s medias,
se It’ intptiíttií’á la pe,t<s iitntetiiattnnentt supetior eít gítitio a la pt’evista en el póíi’afi
attteí’ict’’’
44 Este artículo se expresa cn los siguientes términos:
‘Será <‘as/igatio tan las ~3<’titi5dc su.s’peítsiáo y multo tIc 100000 a .500.000 pesetas el
A liogado a Proc,íi’cidor que, con cii íusti maliciosa tic stt ofi< ir), c.t cieg’ligcnc’ia ti ignor<iit.
tía inexcusable, penjudic.’ot’e ti st’ t’lieít/t’ o descubriere sus set‘tetas, habiendo tenido
c.’o,íac’t nt/en/o de eIlcs en el ejercicio cíe su pío/ii’ián’’
~< El primero de estos artículos dice:
‘‘Pl futícionanicí públi<‘o o aulatidad que te velare los sec’rett’s o cualquier iof’on,oac.’iátí
de t¡ue /c’ngo c’actcit’iinieitto pon razótí cíe su ofcrío o t’aígti y clac tic) tlebact st’n tiis’ulgtidas
será cts stigacia c’t)tt las l3ent,s tic sítspensiócí y otulta de i 1)0.000 ti 200.000 pesetas.
Si cíe la i’evt’lat‘ión ti qíte se reficie el ptíi’rafo antetion í’esítltcíí’e gro te dalící proa la
‘austí pi) blir‘a ti pa/ti iert’ci’o. Iris petias setan tít’
1i,’isióit nítrílor e inlíabilittícián espetichl.
Si se /í’t¡/tírt’ dc’ setietos cíe un pailit ‘uíai’. las 1>t’ntis .tenáit las tít’ oni’c’sta nttivc/n, sus/3t’it—
siatí y titulta tít’ 100.000 ti .51)0.000 pescias
En cuanta al An. 368, dice así:
‘‘Eljuntiancinia páblir ‘o ci atítoríclací t¡ae, ltat ‘icoticí tíso de tío sc’t ‘<‘tío tic clac’ lc’ítga c’cint)’
cimiento pt>n nt/salt tic su tj,c ‘io o c’ai;gí3, o tic otto injoi’íiittc ‘icití ¡i<itilegiatlti, cii<tui ‘ic’iC <ti
l<enef~c‘ia et‘ononticcí part¡ sí ti teireicí. setá c’astigtitlt) <‘río Iris peittis cíe inhc,bilitat ‘icin
t’spec’itíl y muí/a ¡ion el imparte <leí v’tíloí’ tíel bémtc’fic’io cíbte,titlcí o fúrilimado. .S’i nesultate
gi’ait’ citiar) ptintí la t ‘oitsa puuilit ‘a r3 1<tit’tí tei’t‘eta. las peocts sc’t’duí Itís cíe pt’isidrt i/tc’ttcin
initaliilitctt’ioct t.’.Sptt ‘ial.
A Iris efet’tos de este art itíuio se entiemicie pat’ iíifármat ‘icin ¡iii í.’ilegiadcí ttítlo infrut’cíitít:’ián
tic ecírócí ir t‘tíncrito que se tetíga e..rc’Iasivantí’ítte por tazón de oficio ti <‘argos publicas
que no hovc, sitio mtoíific’aclti, pí<blic’ada ti divitígatití’’
> El 497 dice:
‘‘El qut’ haití clest.’ub,ir lc)s secí-et os tic’ o/ma se apadercíse de st<s ¡<apeles O ram/as y dial
gatt’ ac/ut’llt)s seití t ‘astigaclo <‘tío los pc’oc¡s tie annesir) íntívcín y atol/a de i 1)1)1)1)0 a
2.000.000 dc pesetas.
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Reforma del Código Pena] de 1980 y Ja Propuesta de Anteproyecto de
Nuevo Código Penal de 1983 ya hace referencia expresa a los delitos
informáticos. Así por ejemplo, el Art. 189 de la Propuesta de Anteproyec-
to incluye los atentados informáticos contra la intimidad:
“1. El que, infringiendo las prescripciones legales sobre el uso de
la informática, grabare datos relativos al honor o a la intimidad
personal o familiar de terceros, o en perjuicio de los mismos mani-
pulare la información legítima o ilegítimamente obtenida, será cas-
tigado con la pena de arresto de doce a veinticuatro fines de sema-
na y malta de seis a doce meses, siempre que el hecho no constituya
delito más grave. 2. Se impondrán las penas superiores en grado si
se divulgare la información obtenida”41.
Substancialmente algo avanza este artículo pero aún nos parece insufi-
ciente pues nos remite a una ley que hay que desarrollar todavía y porque
además establece una conducta prohibitiva escasamente sancionada.
También nos encontramos con otros artículos no relacionados directa-
mente con la protección de la intimidad de las personas pero que tienen
una aplicación indirecta, por ejemplo el allanamiento de morada. Si consi-
deramos nuestro hogar como el lugar donde desarrollamos nuestra vida
privada, tal y como proponían Samuel D. Warren y Louis D. Brandeis (el
hogar de cada uno como nuestro castillo inexpugnable), los artículos 490,
491 y 492 servirán para proteger nuestra intimidad48.
Si ocí Icís divulgare, las penas serómí de otresto mnaycír y mnulta de 100.000 a 500.000
pese/as.
Asma disposición no es aplicolíle a Iris padres. caía/es a quienes hagan sus veces en cuan-
(ci ci Iris liaííelrs ti cci rttís de sus bt~’os ci roencíres que se hallen lítíjti su ciepencíentia’’
El Artículo 498 sigue en la misma línea que el anterior:
‘‘El atitstinistradcir, dc’pc’ndiectte cm cniadrí que en tal c’onc’eíítrí supiete Iris .s’c’c’,’etr,s de su
íím’immc’ipal y Icís divulgare sr’t’ó t’tis/ig<iciti ccitt las penas tic ot’t’estcí mtiyrin y multo de
iOO.000 o 500.000 pesetas’’
Por último, el 499 dice:
“El entargado. empleado u abrercí de una fábrica u otro es/able,.’imiento industrial que
ett perjuicicí del clueácí desc’ubm’iera Iris set’nett3s de su industria semá castigado cría las
penas cíe a/mes/ti ,navtir y muí/a cíe 100.000 a 1 .000.000 de pesetas’’
~ ROMEO CASABONA, Carlos Mm: Poder imíformátit:o y seguridad jurídica. Lafúnción tutelan del
tíemecízo ííemmcml ante los Nuevos Tecocílogius de la Información. Madrid: Los Libros de Fundesco (Colee-
clon Impactos), 1987. Op cii en la pág. 30.
~ Art. 490:
‘‘El lito/it ‘oían que ett/t’are <‘mt titcittida ajena ci sin habitan en ella se mantuviere en lo
mmttsmci <“>0//ti la vriluntad dc su atrínacítír semó castigado con armes/cm maycín y cmmul/a de
100.000 0500.1)00 pesetas.
Si el berlín se ejec‘u/ase <‘cío vicílenc’it, ci intimiclacicin. Itt Peoa sc’ná dr’ prisión mc’ncmn ~v
ntt,l/a de 100.000 a 500.000 líesetas”
Art. 491:
‘‘la dispcisic’ián dcl tirtíc.’aici cintenicin itrí c’s aplicable al que en/no en lo mucíroda ajena
pata evitar umt mal grate a sí mismo, a los icoaraciomes cm o un temt.’eno, ni al que 1cm bate
íícmm’cm pnc’scar algún servicio h t/cttoni/am’iti o a la justicicí’’
Art.. 492:
“Lo dispuesto emí esto capítulo no tiene aplicación respecto de los cafés, tabernas, posa-
das y demás <‘asas públicas atico/ras rs«<vienen abicítas”
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En el caso de que el que allanara nuestra vivienda fuera un funcionario
público sería suspendido y multado (100.000 a 200.000 pesetas según el
Art. 191: “El funcionario público que, no siendo autoridad judicial, entra-
re en el domicilio de un súbdito espafiol sin su consentimiento, fuera de
los casos permitidos por las leyes”49.
Por último en el articulado comprendido entre el 453 y el 467 nos
encontramos todo lo relativo a protección del honor de las personas, la
injuria y la calumnia, acciones estas que pueden invadir el espacio interior
de cada uno de nosotros. No vamos a tratarlo en este momento ya que no
es el punto central de la disertación que estamos llevando a cabo, pero
quien esté interesado en profundizar en este tema puede consultar las
obras que enumeramos en la siguiente nota a pie de página50.
Art. 492 bis:
“Salvo idis dispuesto emt el am-/irala 491. ci que quebrantare la inviolabilidad de m’mt lugar
sagmacítí, edificicí meligitístí t/ ritrri imtmnuebie pm’citegititi pcír tii< ‘Itrí pnitilegicí ptmm’ ley espe—
cictí o c’tímm venir> intem’mtacicírtal, dehidamímente maÑ/it ‘acící. ittc’tn’nim’á en la pemtci <le armes/o
oíavar y multo cíe 101)01100 1.000.000 de líesetas.
Si el ncc> ,li,et’a funcionario públic.’a o ogro/e de la Aucomidod y cíbrame tan abuso cíe su
cango sc mpomttirá la ííena tic pnisitín mentir y muí/a cíe 100.001) a 1.000.000 dc pese-
rDiaz-Maroto y Villarejo, Julio y Suárez González, Carlos J.: Código Penol y Legislación (‘ample-
meniamia. Madrid: Civitas (Biblioteca de Legislación), l& cd. actualizada a Septiembre de 1991: Cap. V
(Del allanamiento de morada); Título XII (De los delitos contra la libertad y seguridad); Libro 11 (Delitos y
sus penas); 233-2341.
~ Días-Maroto y Villarejo, Julio y Suárez González, Carlos 1.: Códigti Penal y Legislación Comnple-
mcmttario. Madrid: Civitas (Biblioteca de Legislación), 16< cd. actualizada a Septiembre de 1991. Op cit en
la pág. 136.
Los casos permitidos portas leyes son los comprendidos en los arlículos 490, 491 y 492 que acabamos
de ver.
Aprovechando esta cita, recordaremos que nos encontramos este artículo 191 en: Sección 2’ (De los
delitos cometidos por los funcionarios públicos coana el ejercicio de los derechos de la persona reconnct-
dos por las leyes); Cap. II (De los delitos cometidos con ocasión del ejercicio de los derecbos de la persona
reconocidos por las leyes); Titulo II (Delitos contra la seguridad interior del Estado): Libro II (Delitos y
sus penas); Arts. t’/t4 a 204 bis a); t28-t4t,
50 Diaz-Maroto y Villarejo, Julio y Suárez González, Carlos J.: códigti Penal y Legislación Cample’
meo/aria. Madrid: Civitas (Biblioteca de Legislación), 16’ cd. actualizada a Septiembre de 1991: Arts.
453-467; Título X (De los delitos contra el honor); L.ibro 11 (delitos y sus penas) 224-227.
- Sánchez Férriz, Remedios: “Las libertades de expresión y de infonnación y los derechos al honor, a
la intimidad y propia imagen. En: VARIOS AUTORES: lnj’om’mnac.’ión y libeitades páblitas en Españdí.
Madrid: Universidad Complutense (Cursos de Veranode El Escorial 1989), 199<) 173-194.
- López Guerra, Luis: “Límites a las libertades de expresión e información. Honor e intimidad. En:
VARIOS AUTORES: Información y libertades públicas en España. Madrid: Universidad Complutense
(Cursos de Verano de El Escorial 1989), 1990 195-208.
Lago, Julián: “La Ley orgánica de protección civil del derecho al honor, intimidad y propia imagen.
como límite a la libertad informativa”. En: VARIOS AUTORES: lnfium’mat:ión y libeitades públicas en
España. Madrid: Universidad Complutense (Cursos de verano de El Escorial 1989). 1990 209-219.
- B.O.E.: “Ley Orgánica 1/1982, dc 5 de Mayo, de proteccióncivil del derecho al honor, a la intimidatí
personal y l~miliar y a la propia imagen” IBOE N” 115 de 14 de Mayo de 1982]. En: B.O.E.: (‘t$dli)~o de
legislación iNformática. Madrid: Boletín Oficial del Estado, 1988. 142-47].
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Vc. Anteproyecto de Ley Orgánica de Regulación del Tratamiento
Automatizado de Datos Personales
Después de lo que acabamos de comentar en los epígrafes anteriores,
no nos cabe la menor duda de que una Ley sobre el uso de la Informática
se está haciendo necesaria51.
Hubo un tímido intento de elaboración en la década de los 70, más con-
cretamente en el año 197652, por parte de la que era en aquella época
Escuela Nacional de Administración Pública. Un grupo de trabajo elaboré
un borrador, desde la óptica social de ese decenio, acerca de la utilización
de los bancos de datos. La idea fue desechada aunque fuera de nuestro
país tuvo bastante aceptación.
Posteriormente, 1983, se inició la elaboración del citado anteproyecto,
siendo “presentado en sociedad” en un coloquio celebrado en Madrid
entre los días 13 y 15 de Junio de 1984 organizado por el Consejo de
Europa y la Secretaría de Estado para la Administración Pública.
El texto originariamente, pues hasta que se convierta en Ley ha podido
y puede cambiar substancialmente, se dividía en dos partes: los principios
generales acerca de la utilización de datos personales, y la regulación para
el ejercicio de los derechos de acceso a la información, rectificación de los
datos erróneos y supresión de Los datos que se consideren oportunos,
incluyendo en ambos apartados una serie de situaciones excepcionales en
las que no tendría aplicación la ley tal y como quede redactada.
Este anteproyecto recoge la filosotía jurídica de la legislación europea
que ya hemos comentado en otra parte y del Convenio 108 del Comité de
Ministros del Consejo de Europa (Convenio para la protección de las per-
sonas con respecto al tratamiento automatizado de datos de carácter per-
sonal).
También hemos comentado en otro apartado que se pretende crear la
figura del responsable de datos.
Por lo tanto, ¿sobre qué aspectos debe incidir más esta futura Ley?, o
mejor dicho, ¿para qué es necesaria una Ley de protección de datos en
España?:
1> para recoger de algún modo las iniciativas que se están llevando a
cabo en todos los países que hemos estudiado, que a primera vista parece
que están más desarrollados que nosotros en este aspecto legislativo que
podemos achacar, no a una mayor tradición democrática, sino tal vez a
que ellos han utilizado con mucha mayor antelación que nosotros esta
herramienta tecnológica nueva
~ En la actualidad hay un anteproyecto de ley informática, Lorsad, que tiene que pasar a discutirse en
el Parlamento Español (Ley Orgánica de Regulación del Tratamiento Automatizado de Datos Personales
publicada en el Boletín Ofic’ial de las Cortes el 24 de Julio de 1991)
52 Heredero, Manuel: “La informática y el uso de la infortuación personal”. En: VARIOS AUTORES:
lntnocluc’c.’i~tt ala in/imm’mcitita junídita Madrid: Fundesco (Colección: Impactos), 1986 33-46.
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2~ para proteger no solamente al individuo de las agresiones del Estado
o de otras personas naturales o jurídicas, sino también para que el ciuda-
dano pueda tener acceso a sus propios datos y conocer la información que
puede haber almacenada en un banco de datos, controlando de alguna
manera el uso que se está haciendo de sus propios datos por otras personas
o instituciones tanto públicas como privadas
30 para impedir el que llegue a ser realidad La profecía de George
Orwell53, cs decir, evitar la marginación del tipo que sea de una personapor el mero hecho de que sus datos personales almacenados en una com-
putadora puedan ser fácilmente obtenidos por cualquier persona o institu-
ción, pública o privada
452 para que sea el ciudadano el que regule la tecnología, y no los
gobiernos o las grandes empresas, pues la regulación “...es uno de los
pocos medios del ciudadano para ejercer su influencia”54 sobre la socte-
dad
553 para conformar adecuadamente el tipo de información que debe
íncorporarse a un banco de datos, delimitando perfectamente la frontera
entre ficheros de datos sensibles y ficheros dc datos no sensibles, llegando
a prohibir la creación del primer tipo de los que acabaínos dc enunciar
60 para evitar la introducción, voluntaria o involuntaria, de datos erró-
neos sobre las personas, arbitrando las medidas necesarias para la correc-
ción de los mismos, así como las revisiones periódicas de los mismos y la
eliminación de todos aquellos datos desfasados, obsoletos o que ya no ten-
gan validez en función de los fines para los que fueron rccogidos
7~ para proteger real y eficazmente la confidencialidad de las personas
cuyos datos están almacenados en un banco de datos, siempre que sea
posible
8~ para identificar a la persona o institución responsable de los datos
almacenados
90 para que no se puedan utilizar tos datos recogidos con otros fines a
los que se predicaron en el momento inicial y, por supuesto, para conocer
qué datos van a formar parte de un banco de datos
l0<~ para seleccionar las personas que vayan a trabajar con datos perso-
nales.
» Orwell concibió un modelo de sociedad en la que existiría ttn Hermano Mayor que, como tal herma-
no conocería todo lo relativo a las personas emparentadas con él directa o indirectamente, para utilizarlo
según le conviniera. Gracias a la intrusión de las ctímputadoras en la sociedad que nos ha tocado vivir, el
hermano mayor podría ser el gobierno, las cotnpañias de crédito, la patronal, las asoctactones de índole
político, religioso. ideológico. etc, que quieran curiosear en los datos personales de cada uno de nosotros
que se encuentren en los bancos de datos. t.a profecía de Orwell puede analizarse con más detenimiento en
Lotb, David y Ernest, Morris L.: “La Ley y la Computadora”; Cap. 17 de la obra c<imttm’ol Legal tic la
Nueva Tecnología. Buenos Aires: Maryunar, 1972; 203-217.
>‘< Palabras debidas a R<sse y que son citadas por Rubén, Brent D.: “En la era de la informacióu: infor’
ma-ción. ecnología y estudio del comportamiento’’ l)ac’umnen/oc’ic$n de Itís Ciencias de la lmmfimm’nmac’iómt
(1990) Vcml 13 Pág.. 63.
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Estamos seguros de que al lector de estas líneas se le pueden estar ocu-
rriendo otras razones por las que es necesaria una Ley de protección de
datos, pero creemos que estos son los aspectos más importantes que debe-
rían tenerse en cuenta a la hora de confeccionar esa normativa.
También estamos convencidos de que antes de dar este paso, lo prime-
ro que habría que hacer es un censo de los bancos de datos personales que
ya estén en funcionamiento, tanto públicos como privados, para tener
conocimiento de los mismos y poder someter a la legislación que se desa-
rrolle el funcionamiento de los mismos55.
Hoy ya podemos hablar de una Ley56 sobre la Protección de los Datos
Personales en España, que es de lo que nos vamos a ocupar a continua-
ción.
ltd. Ley Oí-gónica de Regulación del Tratamiento Automatizado de Datos
Personales
La Ley tiene por finalidad “...hacer frente a los riesgos que para los
derechos de la personalidad puede suponer el acopio y tratamiento de
datos por medios informáticos, ($5’7• Para ello se Ley se articula en dos
partes bien diferenciadas: una general y otra especial. En la primera de
estas dos partes o secciones se tratan los derechos y acciones encaminadas
a que se cumplan los preceptos generales marcados por la Ley (pautas
para la recogida de los datos, como preservar la veracidad de la informa-
ción, racionalidad en el uso de datos personales, etc.), mientras que la
segunda parte es más específica sobre el tema que estamos tratando.
Introduce como novedad lo que denominan el principio de consenti-
miento, del que hablaremos más adelante pero que viene a significar que
para poder introducir nuestros datos personales en cualquier sistema de
-almacenaje electrónico tienen que informarnos convenientemente y pedir-
nos permiso.
La Ley se divide en siete títulos58, 48 artículos, 3 disposiciones adicio-
~> Algo simtlar se ha hecho en Francia y en el Reino Unido, tal y como nos comenta HEREDERO,
Manuel: “La informática ye! uso de la infonnación personal”. En: VARIOS AUTORES: lntm’odur’t’iómt tilo
injúmmómicajam’idic.’a. Madrid: Fundesco (Colección: Impactos), 1986 Op cit en la pág. 46.
~<‘Este epígrafe ha sido redactadts en dos partes. La primera, justo basta este punto, que lo redacté
antes de que saliese promulgada la Ley de Protección de Datos. La segunda parte. que iniciamos en este
momentcm, se hace teniendo ya promulgada la Ley que puede ser consultada en el BO.E: Ley Orgánica
5/1992, de 29 de Octubre. de regulación del tratamiento automatizado de los datos de carácter personal.
Bolemimt Ofitiol dr’l Estado Año CCCXXXII (1992) N” 262 37.037-3704t. Por este motivo, en la primera
parte utilicemos como tbrma verbal para construir las ‘rases el ‘uturo y. de ahora en adelante utilizaremos
el presente. Se mantienen las ríos partcs dcl texto porque creo que resulta interesante ver que opinábamos
antes de promttígarse la Ley y que decimos ahora
~ ROE: Ley Orgánica 5/1992, cte 29 de Octubre, de regulación del tratamiento automatizado de los
dauís de canícler personal. Boletñí Oficial del Estada Año cccxxxv (1992) N9 262. Op cit en la pág.
37037
~< Qrte vamos a enumerar solamente:
Título 1: Disposiciones generales
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nales, 1 disposici6n transitoria única, 1 disposición derogatoria y 4 dispo-
siciones finales.
Del Título 1 cabe destacar el ámbito de aplicación de la Ley que se
refiere a todos los ficheros que contengan datos de carácter personal:
“La presente Ley set-ii de aplicación a Jos datos de carácter peiso-
nal que figuren en ficheros automatizados de los sectores público y
privado y a toda modalidad de uso posterior, incluso no automatt-
zado, de datos de carácter personal ¡-egistrados en soporte fisico
susceptible de tratamiento automatizado” ~>.
Se establecen también los casos en los que no se aplicará esta Ley,
como por ejempZo los t’icheros públicos de publicidad, ficheros personales
para uso personal, ficheros que contengan información ya publicada ofi-
cialmente, ficheros de temática jurídica a los que puede acceder cualquie-
ra, ficheros de asociados a partidos políticos, sindicatos, etc.
También se establecen los ficheros que requieren alguna disposícion
específica: ficheros regulados por la legislación de régimen electoral,
ficheros sometidos a normativas especiales, ficheros del Registro Civil,
ficheros para tareas estadísticas, ficheros sometidos a la Ley Reguladora
del Régimen del Personal Militar Profesional.
Como vemos no son muchas las excepciones pero suficientes para que
la protección de la intimidad de las personas no quede completada al
100%, aunque podemos quedarnos tranquilos como iremos viendo a lo
largo de estas páginas.
Acaba el Título 1 con unas definiciones que por su interés vamos a
transcribir literalmente, al menos las más importantes:
“a) Datos de tarácter personal: Cualquier información tonce,’-
niente a personas físicas identificadas o identificables.
b) Fichero automatizado: Todo conjunto organizado de datos de
carácter personal que sean objeto de un tí-atamiento automatizado,
cualquiera que fuere lafoí’ma o modalidad de su c’í-eac’ión, almace-
namiento, or~anizac’ión yacceso.
e) Tratamiento de datos: Opeíaciones y piocedimientos técnicos, de
carácter automatizado o no, que permitan la recogida, grabación,
conservacicití, elaboración, modificación, bloqueo y cancelación,
así como las cesiones de datos que í-esu ¿ten de modificaciones, con-
sultas, interconexiones y transJet-enc’tas.
- rítulo II: Principios de la protección de datos
-Títuto tU: Derechos de las persOnas
- Título IV: Disposiciones sectoriales
- Capítulo 1: Ficheros de titularidad pública
- Capítulo Il:Eicheros de titolaridad privada
- litulo V:Movimiersto internacional de datos
- titulo VI:Agencia de protección de datos
- título \‘lI:Infracciottes y sanciones.
~‘>ROE: Ley Orgánica ... Ibídem. Op cit en la pág. 37.039. Título 1 Art. 2.1
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d) Responsable del fichero: Persona fisíc:a, jurídica de naturaleza
pública o privada y órgano administrativo que decida sobre la fina-
lidad, contenido y uso del tratamiento.
e) Afectado: Persona física titular de los datos que sean objeto del
li-atamiento a que se refiere el apartado c) del presente artículo”60.
En el Título II son muchas cosas las importantes que podemos leer
sobre la calidad de los datos, el derecho de información en la recogida de
datos, etc., pero los más importantes son sin duda el del consentimiento de
las personas a que sus datos estén en un fichero automatizado salvo si los
datos se obtienen de fuentes accesibles al público, fuentes laborales, etc.
Este consentimiento informado puede no obstante ser revocado. A pesar
de este consentimiento hay datos que están especialmente protegidos por
la Ley y que no se deben dar si no se quiere: datos sobre la ideología polí-
tica, religión, creencias, origen racial, salud o vida sexual. En caso contra-
río hay que dar el consentimiento por escrito. Sea como sea el apartado 40
del Art. 8 deja las cosas bien claras: “Quedan prohibidos los ficheros crea-
dos con la finalidad exclusiva de almacenar datos de carácter personal que
revelan la ideología, religión, creencias, origen racial y vida sexual”61.
Otros aspectos importantes de este Título II hacen referencia a la segu-
ridad de los datos (establecimiento de las medidas físicas y lógicas para
proteger los ficheros de datos personales automatizados: Art. 9), el secreto
profesional que deben guaí~dar las personas que trabajan con este tipo de
ficheros (Art. 10) o la cesión de los datos (Art. II).
En el Título III se encuentran los artículos que más nos afectan a las
personas pues son los que hacen referencia nuestros derechos, el más
importante el 13:
“Cualquier persona podró conoc:er, í’ecabando a ial fin la informa-
ción oportuna del Registro General de Protección de Datos, la exis-
tencia de ficheros automatizados de datos de carácter personal, sus
finalidades y la identidad del responsable de/fichero. El Registro
General será de c:onsultapública y gratuita”62.
Este derecho se complementa con la normativa registrada en el Art. 14
que hace referencia al derecho de acceso de los usuarios a los ficheros que
contengan sus datos, o el del Art. 15 que nos da derecho a rectificar o can-
celar los datos que consideremos oportunos, recogiéndose también el
derecho a las indemnizaciones (Art. 17) en el caso de que se incumpla la
normativa.
El Título IV que hace referencia a los ficheros públicos y privados, tie-
nen la misma estructura más o menos, hablando de la creación, modifica-
ción o supresión de estos ficheros, la cesión de los mismos y sobre fiche-
ros especiales, por ejemplo los de los Cuerpos de Seguridad del Estado.
<tU ROE: Ley Orgánica .,. Ibídem. Op citen la pág. 37.039. Titulo 1 Art. 3
<St ROE: ley Orgánica .,. Ibídem. Op cit en la pág 37040. Título 11 Art. 7.4
62 ROE: Ley Orgánica . Ibídem. Op cit en la pág 37.040. Título [ti Art. 13
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El Titulo V, sobre el movimiento internacional de los datos, lo que en
otro lugar hemos llamado flujo transfronterizo de datos, establece que “No
podrán realizarse transferencias temporales ni definitivas de datos de
carácter personal que hayan sido objeto de tratamiento automatizado o
hayan sido recogidos para someterlos a dicho tratamiento con destino a
países que no proporcionen un nivel de protección equiparable al que
presta la presente Ley, (,.)“63, y acaba con las excepciones que no vamos
a comentar por no alargar excesivamente este trabajo.
El siguiente Título, el VI, habla de la Agencia de Protección de Datos
que será regulada por un estatuto propio aunque sus funciones son velar
por el cumplimiento de esta Ley, autorizar la creación de los ficheros,
atender a las demandas de los usuarios, informar de los derechos, etc.
Contará la Agencia con un Director, un Consejo Consultivo64 un patrimo-
mo y unos presupuestos.
Para terminar, el Titulo VII hace referencia a las infracciones, tipifica-
das en tres grados: reves, graves y muy graves, recogidas en el Art. 4365,
que van desde no tener los datos actualizados, recoger datos sin tener el
consentimiento informado de las personas, hasta no guardar el secreto o
recoger datos de forma fraudulenta o engañosa. Las sanciones esta vez sí
son elevadas, pues una falta leve será sancionada desde 100.000 a
10.000.000 de pesetas, una grave de 10.000.001 a 50.000.000 y una muy
grave de 50.000.001 a l00.O00.000.
Ni mucho menos acaba aquí una Ley tan importante como la que se
acaba de promulgar en nuestro país, pero podemos decir que aquellos
aspectos sobre los que debía incidir más esta Ley, tal y como vimos en el
apartado anterior, se cumplen sobradamente, por lo que podemos decir
que nos encontramos ante una buena Ley cuya efectividad será posible si
todos aunamos esfuerzos para que esto sea real. Sólo el tiempo podrá dar-
nos la razón.
<S~ ROE: ley Orgánica .., Ibídem. Op cit en la pág. 37.042. Título ½‘Art. 32
<~‘ El Consejo Consultivo estará formado por un Diputado, un Senadt,r, un representante de la Admi-
nistración Pública y otro de la Local, un miembro de la Real Academia de Historia, un experto del Consejo
de Universidades, cts representante de lt,s consumidores, otro de las Comunidades Autónomas y un repre-
sentante del sector de ficheros privados.
<S~ Como sot tnuy amplias las sanciones novamos a transcribirías. Si alguien está interesado en anali-
zarías podrá hacerlo en ROE: Ley Orgánica ... Ibídem. Op cii colas págs. 37.043/4. Título VII Art. 43.
