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DESCRIPCIÓN: En la actualidad la información es el activo más importante de las 
empresas u organizaciones, debido a ello buscan implementar los métodos y 
protocolos que le permitan salvaguardarla y mantenerla bajo los tres pilares que 
son la confidencialidad, la disponibilidad e integridad. 
 
 
METODOLOGÍA: Para llevar a cabo el desarrollo de los objetivos propuestos, se 
planteó una metodología de tres fases, en ella se definen: la fase de planeación, 
de ejecución y la fase de informe. 
 
 
CONCLUSIONES: La integridad, confidencialidad y disponibilidad se vio afectada 
directamente por la capacidad del atacante de obtener gran cantidad de 
información, incluyendo contraseñas débiles de los servidores mediante el uso de 
ataques de fuerza bruta. Esto expone a la Entidad en un impacto final debido a 
que se vería negativamente afectada perdiendo credibilidad en el evento que el 
mismo escenario se realizara por personas mal intencionadas 
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LISTA DE ANEXOS: Formato de Entrevista para Coordinador del área de 
Informática de la Superintendencia de Puertos y Transporte 
  
