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RÉSUMÉ
Les bouleversements engendrés par les nouveaux moyens de communication des
données publiques de même que les multiples possibilités offertes par le réseau
Internet, telles que le stockage des informations, la mémoire sans faille et
l'utilisation des moteurs de recherche, présentent des enjeux majeurs liés à la
protection de la vie privée. La diffusion des données publiques en support
numérique suscite un changement d'échelle dans le temps et dans l'espace et elle
modifie le concept classique de publicité qui existait dans l'univers papier.
Nous étudierons les moyens de respecter le droit à la vie privée et les conditions
d'accès et d'utilisation des données personnelles, parfois à caractère sensible,
contenues dans les documents publics diffusés sur Internet. Le cas particulier des
données accessibles dans les banques de données judiciaires exige des solutions
particulières : il s'agit de trouver l'équilibre nécessaire entre le principe de
transparence judiciaire et le droit à la vie privée.
Mots clés : diffusion, Internet, données personnelles, documents publics,
banques de données jurisprudentielles, droit à l'oubli, anonymisation, vie privée,
publicité de la justice.
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ABSTRACT
The upheavals generated by the new means of disseminating public data, together
with the multiple possibilities offered by the Internet, such as information storage,
comprehensive memory tools and the use of search engines, give rise to major
issues related to privacy protection. The dissemination of public data in digital
format causes a shift in our scales of time and space, and changes the traditional
concept ofpublic nature previously associated with the "paper" universe.
We will study the means of protecting privacy, and the conditions for accessing
and using the personal information, sometimes of a "sensitive" nature, which is
contained in the public documents posted on the Internet. The characteristics of
the information available through judicial data banks require special protection
solutions, so that the necessary balance can be found between the principle of
judicial transparency and the right to privacy.
Key words : dissemination, Internet, persona! information, public documents,
jurisprudential data banks, social forgetfullness, anonymization, privacy, public
nature ofjustice.
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INTRODUCTION
La multiplication des moyens de communication et de diffusion des données à
caractère personnel associée aux immenses possibilités de la technologie
informatique et du réseau Internet - dont en particulier l'accumulation des
données et la mémoire sans faille - présentent un danger certain poutles droits et
libertés de la personne. Une donnée peut être rendue publique ou être devenue
accessible à certaines personnes dans un but précis et pour une période
déterminée, mais « sa mise en mémoire et son stockage peuvent modifier sa
nature »\. Les possibilités de l'informatique nous convient donc à prévoir des
législations spécifiques en vue de régir l'accès à ces données publiques
« stockées », et même à reconnaître de nouveaux droits de la personne.
Les données publiques sont des données véhiculées par les documents
publics et mises à la disposition de la collectivité pour répondre au principe de la
transparence de l'État. Les problèmes relatifs à la protection de la vie privée se
posent quand ces documents contiennent des données personnelles et, tout
particulièrement, quand certaines données « sensibles » sont rendues publiques.
Que l'information ait été intentionnellement diffusée par les corps publics ou que
certains citoyens se soient prévalus de leur droit d'accès, le recours aux nouvelles
technologies a bouleversé la communication de ces données. La diffusion des
données publiques sur Internet change la nature de la dissémination qui en est faite
et présente des aspects nouveaux qui ont un effet direct sur les dispositifs de
protection des données personnelles.
La numérisation des informations administratives et leur circulation sur
Internet provoquent la disparition graduelle de la distinction qui existait autrefois
entre l'accès et la diffusion. Le marché de l'information qui se développe depuis
quelques années met en relief le caractère économique des données publiques et
1 Marcel PINET, « Données publiques ou accessibles au public et données personnelles »,
communication présentée dans le cadre de la XXe Conférence internationale des commissaires à la
protection des données personnelles tenue à Saint-Jacques-de-Compostelle les 16-18 septembre 1998,
disponible à l'adresse suivante: http://www.cnil.fr/thematic/docs/annexe4.pdf(dernière consultation
le 03/02/2002).
2accentue la commercialisation des banques de données provenant du secteur
public. Ces données présentent une valeur sociale qui doit être prise en compte
tant par le secteur public que par le secteur privé au moment où ils s'apprêtent à
les mettre à la disposition du public.
Le présent Mémoire étudiera les enjeux qui sont liés à la protection de la
vie privée lorsque des données publiques porteuses de renseignements personnels
sont diffusées sur Internet. Nous examinerons d'abord les difficultés qui surgissent
quant à l'équilibre nécessaire entre l'accès aux données publiques et la protection
de la vie privée des personnes concernées (1.1), puis les changements provoqués
par l'utilisation des nouvelles technologies lors de la publication et de la diffusion
de ces données (1.2). Dans cette première partie seront analysées également les
solutions générales relatives à la protection des données à caractère personnel
contenues dans les documents et registres publics accessibles sur Internet (1.3).
La protection de la vie privée des personnes entre souvent en conflit avec
le droit à l'information des citoyens. Le recours à des précautions particulières
visant à protéger les droits de la personne que la diffusion de l'information
menacerait de quelque manière doit être jaugé en tenant compte du principe de la
libre circulation de l'information à caractère public quand celle-ci ne met pas en
cause un intérêt supérieur qu'il faut protéger.
Le critère de la finalité constitue ainsi la pierre angulaire des systèmes de
protection des données personnelles. La finalité en vue de laquelle les données
publiques sont publiées et diffusées sur Internet doit servir à déterminer lesquels
des usages éventuels de ces informations seront licites. Toutefois, en certaines
circonstances, la nature subjective et indéterminée du principe de finalité rend
difficile la détermination de la portée de ce principe et complique l'identification
des actions qui ont provoqué un détournement de finalité. Nous analyserons donc
aussi les moyens - légaux et techniques - de respecter le critère de finalité et de
réguler l'usage des données publiques; nous verrons également les conséquences
possibles de la détermination, a priori ou a posteriori, de la finalité d'un
traitement automatisé de données à caractère public (1.4).
Toutefois, les termes de la protection des données personnelles changent
selon le modèle de réglementation adopté. Ainsi, en Europe, les mécanismes
légaux auxquels on recourt forment un ensemble de normes qui prévoient un
3régime de protection des données à caractère personnel. Des dispositions relatives
à la finalité, à la durée de conservation et au traitement de ces données obligent
l'État à garantir la protection des droits des individus à cet égard. Par contre, cette
perspective « politique » de protection est remplacée aux États-Unis par une
approche plutôt économique où le marché joue le rôle d'arbitre: l'autorégulation y
précise les termes de la protection des données personnelles2•
Une énorme quantité de données à caractère personnel - elles constituent
un groupe très hétérogène - sont rendues publiques. C'est de cette réalité que naît
le besoin de mesures de protection spécifiques quoique d'aucuns prétendent que
ces données ne sont pas « confidentielles» et ne devraient pas profiter d'une telle
protection. Il s'agit, pour chaque cas d'espèce, de savoir si les règles de protection
prévues lui sont applicables ou non (PARTIE 1).
Le cas des décisions de justice diffusées sur Internet et celui des comptes
rendus judiciaires accessibles en ligne constituent de bons exemples de ce qui est
en cause lorsqu'il s'agit de comprendre le conflit qui existe entre vie privée et
droit à l'information.
Dans la seconde partie de notre Mémoire, nous étudierons les particularités
que présentent les données juridiques une fois mis en application le grand principe
de la publicité de la justice. Ce principe peut entrer en conflit avec le droit à la vie
privée quand ces données sont numérisées et diffusées au moyen des nouvelles
technologies. Les solutions particulières retenues lorsqu'il s'agit de la protection
des données à caractère personnel contenues dans les comptes rendus judiciaires et
les décisions de justice accessibles sur Internet seront analysées également.
La commercialisation des grandes banques de données juridiques, leur
numérisation et leur diffusion dans des sites Internet à accès libre ou à accès
2 Sur ces deux approches, voir : Joel R. REIDENBERG, « Protection de la vie privée et
l'interdépendance du droit, de la technologie et de l'autorégulation », communication présentée dans
le cadre de la XXIlIe Conférence internationale des commissaires à la protection des données
personnelles tenue à Paris les 24-26 septembre 200 l, disponible à l'adresse suivante :
http://www.cnil.fr/conference 200 l/fr/Contribution/reidenberg contrib.pdf (dernière consultation le
06/12/2002).
4restreint provoquent depuis quelques années certains questionnements sur les
conséquences qu'entraîne l'apparition de ce nouveau média quant à l'équilibre
traditionnel existant entre la vie privée du justiciable et le principe de transparence
judiciaire. Le stockage presque illimité d'information et l'utilisation de puissants
moteurs de recherche ont créé des dangers qui se traduisent par la possibilité
d'établir des profils de comportement et par la « traçabilité » des individus (2.1).
Toutes ces circonstances ont fait renaître le débat sur l'équilibre entre le
principe de la publicité des décisions de justice et celui de la protection des
données personnelles, tous deux reconnus par de nombreuses lois à caractère
national ou international. Toutefois, le premier de ces principes, posé dans le
contexte de l'univers « papier », se trouve aujourd'hui ébranl~ par l'utilisation des
nouvelles technologies de diffusion et par la circulation des informations à
l'échelle planétaire, pour une période indéfinie: irruption du phénomène Internet
(2.2).
La jurisprudence et la doctrine reconnaissent l'existence du droit à la vie
privée comme un des « droits de la personnalité », mais comme certains l'ont
d'ailleurs souligné, nous pouvons inclure dans cette catégorie d'autres droits:
« Ainsi la jurisprudence, [... ], découvre-t-elle un droit à l'imageet un droit à la
protection de la vie privée, mais aussi un droit à la voix, un droit à l'oubli, etc. »3
A cause de sa nature, ce droit à l'oubli désormais reconnu comme un des
droits de la personnalité loge à la même enseigne que le droit au respect de la vie
privée4• Il reste, et on l'a souligné à juste titre, que « ce droit couvre un domaine
plus étendu [que celui du droit à la vie privée] et présente des caractères
spécifiques qui justifient la reconnaissance de son existence »5.
La doctrine a identifié l'objet du droit à l'oubli: assurer la protection du
passé du sujet, permettre à ce dernier de s'opposer à l'exhumation de faits qui
3 Bernard BEIGNIER, « La protection de la vie privée », dans Rémy CABRILLAC, Marie-Anne
FRISON-ROCHE et Thierry REVET (dir.), Libertés et droits fondamentaux, 6° éd., Paris, Dalloz,
2000, p. 160 (nous avons souligné).
4 Voir en ce sens: Catherine COSTAZ,« Le droit à l'oubli », Gaz. Pal. 1995.doctr.961.
5 Id.
5appartiennent à un épisode de sa vie que le temps a rendu secret. Plus précisément,
« il s'agit de reconnaître au sujet le droit de se prémunir contre l'inquisition des
tiers et les agissements consistant à relater des faits anciens le concernant »6. Nous
y reviendrons.
Certains auteurs - les pages qui suivent en feront état - affirment aussi
l'existence d'un droit à l'oubli dont l'objectif est de protéger le sujet contre les
atteintes portées à sa vie privée présente. Ces auteurs de doctrine soulignent de
plus qu'il existe une autre conception du droit à l'oubli, laquelle tend à préserver
le secret d'événements relatifs à un épisode de la vie privée ou de la vie publique
d'une personne, et plus concrètement, le secret de faits anciens, jamais divulgués,
que la presse publierait afin de mettre au jour les antécédents d'une personne.
Quels sont donc les faits qui sont couverts par le droit à l'oubli? La
doctrine affirme que ce droit « vise en effet le passé judiciaire d'une personne, qui
dépasse largement le champ de sa vie privée »7. En pratique, ce droit est invoqué
par des personnes qui ont été parties à un procès : certains épisodes de leur vie
sont devenus « publics » licitement, à cause des comptes rendus que les médias
ont faits des débats judiciaires. Si on aff1I1l.1e que le droit à l'oubli est l'un des
droits de la personnalité, il faut alors reconnaître avec certains auteurs que « [ce
droit] ne peut donc qu'être relatif, car, comme tous les droits de la personnalité, il
s'efface devant les nécessités de l'ordre public »8.
Depuis quelques années, l'utilisation des nouvelles technologies de
l'information et la capacité de stockage des données du réseau Internet rendent
difficile la mise en œuvre de la protection qui est octroyée par le droit à l'oubli.
Voici ce que J. Fauvet écrit à ce propos:
«Jusqu'à l'informatisation de nos sociétés, l'oubli était une contrainte de
la mémoire humaine, certains diraient une fatalité. Avec l'informatisation,
la capacité de mémorisation des ordinateurs de plus en plus puissante, les
6 Id., 963.
7 Roseline LETTERüN, « Le droit à l'oubli », Revue de Droit Public et de la Science Politique. 1996.
vol. 112, nOs 1-3. 393.
8 Id., 395.
6possibilités de consultation les plus souples et les plus précises, l'oubli
relève désormais de la seule volonté humaine. »9
Cette idée nous semble être d'une grande importance, car il est essentiel de
savoir si la seule volonté de conférer au droit à l'oubli une étanchéité absolue sera
suffisante pour protéger ce droit de façon satisfaisante ou si, au contraire, des
instruments juridiques ad hoc ne s'avéreront pas désormais nécessaires pour en
garantir la protection. Plusieurs juristes voient dans le droit à l'oubli une raison de
limiter dans le temps le stockage des données personnelles qui circulent sur
Internet; ils s'appuient sur des textes de doctrine relatifs à ces matières. Toutefois,
dans le présent Mémoire, nous n'analyserons que le droit à l'oubli qu'ont les
personnes concernées par la publication de données personnelles devenues
publiques par Internet. Leur droit peut entrer en conflit avec le droit à
l'information des citoyens, avec l'obligation de conserver des archives, avec les
intérêts de la recherche et avec le principe de la publicité de la justice, entre autres.
D'un certain point de vue, le droit à l'oubli n'est pas nouveau. Bien qu'il
ne soit pas consacré formellement par des textes, il inspire toute la législation
protectrice des données à caractère personnel. Comme nous le verrons dans les
pages qui suivent, ce droit peut entrer en conflit avec d'autres droits et principes;
la recherche d'un équilibre a toujours présidé à son élaboration, jurisprudentielle
ou doctrinale, ainsi qu'à sa reconnaissance dans les textes législatifs:
« Le "droit à l'oubli" n'est pas nouveau; il n'est pas né avec la loi du 6
janvier 1978 qui d'ailleurs ne le consacre pas, même s'il inspire toute notre
législation. Ce droit est sans doute né avec l'idée même d'équilibre. Qu'on
y songe : même le code pénal qui concerne au premier chef l'ordre public,
le prévoit en plusieurs de·ses dispositions: l'amnistie efface l'infraction; la
grâce relève de la condamnation; la réhabilitation est une manière d'oubli
collectif lorsque le condamné n'a pas récidivé; certaines condamnations
peuvent être automatiquement effacées du casier judiciaire après un temps
d'épreuve; l'action publique contre les auteurs d'infractions se prescrit: on
n'a plus le droit de rechercher un criminel passé un délai de dix ans; la
condarnriationelle-même se prescrit : on ne peut plus faire exécuter une
condamnation correctionnelle plus de cinq ans après son prononcé. »10
9 Jacques FAUVET, «La commission nationale de l'infonnatique et des libertés, vingt ans après ...»,
dans Mélanges Jacques Robert « Libertés », Paris, Montchrestien, 1998, p. 115.
10 Id. Dans cette citation, l'auteurrenvoie en particulier au cas de la France. Nous pensons toutefois que
dans de nombreux pays les lois relatives à la protection des données personnelles sont inspirées du droit
à l'oubli. Les principes présents dans le code pénal français se trouvent aussi dans certains autres
7Ce droit se concrétise par ailleurs dans l'obligation de limiter dans le temps
la conservation des données à caractère personnel stockées dans la mémoire des
ordinateurs. Le droit à l'oubli se manifeste de plusieurs manières dans les lois de
protection des données informatisées. Certaines lois limitent les informations
susceptibles d'être enregistrées à celles qui sont absolument nécessaires à
l'atteinte de l'objectif poursuivi par le responsable du fichier. Par ailleurs, ces lois
contiennent des dispositions sur la durée de conservation des informations,_
laquelle doit être limitée et justifiée par la finalité du traitement des données à
caractère personnel. Nous analyserons dans les pages qui suivent les dispositions
législatives qui visent à assurer le respect du droit à l'oubli par l'établissement de
limites à la durée de conservation des données à caractère personnel.
Il convient de souligner que la construction jurisprudentielle et doctrinale
du droit à l'oubli - que nous avons déjà brièvement évoquée et que nous
examinerons dans ce Mémoire - a d'abord eu pour objet de sanctionner l'usage
abusif de certaines informations. En effet, le droit à l'oubli avait autrefois comme
objectif de punir l'utilisation fautive d'informations ramenées intempestivement
au jour à un moment où les diktats de l'actualité n'en justifiaient pas la rediffusion
ou la republication. Un tel usage avait comme résultat de rendre disponibles des
informations auxquelles la collectivité n'avait plus accès et qui ne présentaient pas
un intérêt contemporain. L'information rendue disponible grâce à cette nouvelle
publication redevenait publique, et elle portait sur des faits qui avaient déjà fait
l'objet d'une première publication justifiée par les circonstances. Nous pouvons
affirmer que dans ces cas les actions sanctionnées par les juges étaient celles qui
donnaient une accessibilité injustifiée à certaines informations, en violation du
droit à l'oubli des personnes concernées. Même si ces informations avaient, de
façon tout à fait licite, été rendues« publiques» antérieurement, cela n'en justifiait
pas une nouvelle diffusion à tout moment disent les magistrats.
La doctrine nous présente par ailleurs le droit à l'oubli comme étant le
principe sous-jacent à certaines mesures de protection prévues dans les législations
en matière de protection des données à caractère personnel. Il faut se demander si
ce droit à l'oubli inspirateur des législations les plus protectrices des données
systèmes juridiques.
8personnelles a le même objectif de protection que le droit à l'oubli auquel nous
avons fait référence, celui que la doctrine et la jurisprudence ont délimité. Ici, il
faut noter de prime abord que le droit à l'oubli inspirateur des lois protectrices des
données à caractère personnel devrait pouvoir encadrer la diffusion sur Internet, en
format numérique, de certaines informations à caractère public. Nous pourrions
alors affirmer que nous assistons à un renouvellement de ce droit à l'oubli, qui
évolue, s'adapte, et est appelé à servir de fondement à l'encadrement juridique de
la diffusion et de la publication des données publiques entrées dans le réseau
Internet.
Si la reconnaIssance du droit à l'oubli se traduisait à l'origine par la
sanction sévère de toute divulgation injustifiée d'informations antérieurement
« publiques» lorsque, au vu des circonstances, il n'était pas pertinent de les tirer
de l'oubli, il est important de voir ce qu'il en est aujourd'hui. La diffusion sur
Internet de certaines données publiques les rend accessibles à tout instant, partout
dans le monde. Nous pouvons qualifier cet état de fait de « possibilité éternelle de
republication ». L'information demeure accessible même après le moment où déjà
elle a constitué une reprise, une redite admise parce que le droit à l'oubli a cédé le
pas à un intérêt légitime. Cela signifie « accessibilité» au-delà même du moment
où l'information était nécessaire pour répondre à certains besoins dans une société
démocratique. Si, dans cette perspective, nous pensons aux possibles atteintes à la
vie privée des personnes concernées et aux conditions requises pour que le droit à
l'oubli cède le pas aux nécessités de l'information, nous pouvons à la limite
affirmer que dans certains cas, l'accès à ces informations par la seule utilisation
des moteurs de recherche est en fait assimilable à une republication ou à une
rediffusion injustifiables de ces informations.
C'est à cause des circonstances que nous venons de mettre en lumière que
nous croyons que les dispositions qui interdisent le stockage de données sous une
forme nominative et pour une période illimitée devraient servir de base à la
protection de ce droit à l'oubli « renouvelé ». Cela n'implique pas cependant que
dans tous les cas les informations visées devraient disparaître de tout support :
dans le cas des données personnelles contenues dans les documents à caractère
public, nous considérons que des mesures de protection spécifiques deviennent
9nécessaires en raison du fait qu'elles sont sur support numérique et peuvent être
diffusées sur Internet. Nous ne pouvons pas oublier que la transparence de l'État et
le droit d'accès des citoyens aux informations judiciaires et administratives sont
des valeurs indispensables dans un état démocratique, et qu'il est nécessaire
d'établir un équilibre entre celles-ci et le droit à la vie privée des personnes
concernées.
En fait, en raison des dangers que cela peut susciter pour ces personnes, les
lois de protection en la matière n'autorisent pas le stockage dans la mémoire des
ordinateurs de données permettant leur identification. Comme nous allons le voir
tout au long de notre Mémoire, à cause de la spécifité du média où elles circulent
par suite de leur diffusion sur Internet, certaines informations à caractère public
doivent être protégées autrement que dans le cas d'une publication « papier ». Et
certaines dispositions législatives en la matière, inspirées par le droit à l'oubli, ont
comme objectif d'éviter que l'accessibilité offerte par Internet aux données
publiques puisse être à l'origine d'un usage fautif de ces informations.
En pratique, dans certains cas, ce sont les organismes étatiques, ou
nationaux, ou collectifs de protection des données et de protection de la vie privée
qui doivent fixer le délai de conservation des données et en autoriser les possibles
prolongations. Après cette période, les données ne pourront plus être conservées et
stockées dans les mémoires des ordinateurs sous forme nominative : elles devront
être anonymisées ou effacées. Toutefois, certains problèmes se posent à l'heure de
bien cerner l'objectif qui a motivé la création de plusieurs banques de données et
notamment à 1'heure de déterminer la finalité du traitement de données à caractère
personnel. Nous tenterons de montrer comment ce concept de finalité devient
essentiel pour trouver l'équilibre entre la protection du droit à l'oubli des
personnes concernées et la protection d'autres droits et libertés. En France,
l'article 28 de la Loi du 6 janvier 1978 relative à l'informatique, aux fichiers et
aux libertés énonce que :
« Sauf dispositions législatives contraires, les informations ne doivent pas
être conservées sous une forme nominative au-delà de la durée prévue à la
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demande d'avis ou à la déclaration, à moins que leur conservation ne soit
autorisée par la commission. »11
Cette disposition semble consacrer un véritable droit à l'oubli ou au moins
elle s'inspire directement de celui-ci, mais, comme certains auteurs l'ont souligné,
l'effacement des données que cette disposition impose au gestionnaire du fichier
« concerne le support de l'information et pas son contenu »12. Pour les auteurs qui
font cette distinction, la Loi Informatique et Libertés autorise le stockage des
données nominatives quand elles sont pertinentes au regard de la finalité du
traitement automatisé. Certains ont fait valoir que « [l]'effacement des données ou
leur réduction à l'anonymat est alors le moyen d'assurer le respect du principe de
finalité imposé par la loi et non pas celui du droit à l'oubli »13 .
Une grande partie des auteurs de doctrine voient une consécration du droit
à l'oubli dans des dispositions similaires présentes dans la plupart des législations
en matière de protection des données. Nous ne pouvons pourtant pas affirmer
comme certains auteurs le font que ce qui caractérise essentiellement le droit à
l'oubli, c'est la disparition définitive de l'information de quelque support que ce
soit: c'est plutôt sa disparition du support informatique ou numérique qui est en
cause car ce support, lui, crée des dangers particuliers. Dans le cas des données
judiciaires, la doctrine fait référence au respect du droit à l'oubli qui doit être
préservé; les partisans d'une anonymisation des données personnelles dans les
banques de données juridiques trouvent dans ce même droit la justification d'une
telle mesure.
Dans le présent Mémoire, nous analyserons le droit à l'oubli comme un des
droits dont disposent les « personnes fichées ». Ce droit est consacré par les
législations protectrices des données à caractère personnel dans le but de rendre
II Article 28 de laLoiN" 78-17 du 6janvier 1978 relative à l'informatique, auxfichiers etaux libertés,
lO. du 7 janvier 1978 et rectificatif du 25 janvier 1978 (ci-après Loi Infonnatique et Libertés). Cet
article renvoie à l'avis de la Commission nationale de l'infonnatique et des libertés.
12 R. LETTERON, lac. cif., note 7, 388 (nous avons souligné).
13 Id.
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illicites certains usages des données qui supposent, parfois, un détournement de la
finalité envisagée et une violation du droit à l'oubli (2.3).
Rappelons ici l'existence de la « mémoire totale» que construit le réseau
Internet, par opposition à la mémoire humaine qui est limitée et permet l'oubli. À
l 'heure actuelle plus que jamais, la reconnaissance du droit à l'oubli devient
nécessaire afin de garantir la protection des renseignements personnels et, plus
concrètement, celle des informations nominatives diffusées par Internet et qui
concernent une personne mêlée à une affaire judiciaire, quand ces informations
sont destinées à des usages non-justifiés. Plusieurs juristes voient la
reconnaissance de ce droit comme « nécessaire » pour éviter les problèmes qui
peuvent résulter des effets pervers du traçage de l'information et du manque de
fiabilité de certaines banques d'informations I4.
Le présent Mémoire a enfin pour objectif d'étudier les possibles moyens de
protection des données à caractère personnel rendues publiques par Internet. Nous
nous interrogerons sur les particularités des données contenues dans les décisions
de justice et dans les comptes rendus judiciaires qui sont soit librement accessibles
sur Internet soit à accès restreint. Ensuite, et par une analyse des mesures
spécifiques de protection du droit à l'oubli des personnes mêlées à des affaires
judiciaires, nous montrerons que la portée du concept de « publicité» de ces
documents a changé par suite de l'irruption du phénomène Internet; de là vient le
besoin de limiter la durée de conservation de ces données (2.4).
L'anonymisation des données à caractère personnel contenues dans les
documents judiciaires -le concept d'anoinysation fait actuellement l'objet de vifs
débats - est souvent présentée comme un moyen d'atteindre ce dernier objectif.
Nous analyserons les problèmes que pose l'anonymisation systématique des
banques de données juridiques, la nature des renseignements à anonymiser
contenus dans ces banques de données et les différentes modalités
14 Voir en ce sens: Denis ETTIGHOFFER, « Les droits de l'homme numérique: le droit à l'oubli »,
La Lettre, n. 18, (janvier 200 1), 4, http://www.eurotechnopolis.org/fr/oubli.html(dernièreconsultation
le 14/05/2002).
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d'anonymisation qui sont proposées par la doctrine. Nous passerons en revue les
solutions techniques envisagées, lesquelles peuvent avoir comme résultat de
trouver le point d'équilibre que vise le recours à l'anonymisation (PARTIE 2).
PREMIÈRE PARTIE
1. DES SOLUTIONS GÉNÉRALES VISANT À PROTÉGER LES DONNÉES À
CARACTÈRE PERSONNEL CONTENUES DANS LES DOCUMENTS ET
REGISTRES PUBLICS ACCESSIBLES SUR INTERNET
1.1 Les données publiques et les données personnelles contenues dans les
documents publics
Les données publiques sont des données qui peuvent être véhiculées par
des documents à caractère public, tels les registres. Des problèmes relatifs à la
protection de la vie privée des citoyens se posent quand ces documents
contiennent des données à caractère personnel et plus particulièrement quand ces
données revêtent un caractère dit « sensible ».
1.1.1 Notions et classes de données publiques
L'énorme quantité de données rendues publiques nous oblige à définir
celles-ci et à les répertorier afin d'en comprendre les particularités et d'en
distinguer les divers types. Ce travail préalable de dénombrement devrait nous
permettre de faire une étude méthodique des mesures de protection relatives aux
renseignements personnels accessibles au public par le moyen d'Internet. On parle
ici de « données publiques » qUI incluent toutes les informations que les
administrations, à différents titres, vont collecter, produire, traiter, utiliser,
conserver, protéger, communiquer et diffuser.
En effet, les renseignements personnels accessibles au public « englobent
tous les renseignements personnels qui entrent dans le champ public et qui sont
accessibles par n'importe quel moyen »15.
15 Rick SHIELDS, «Les renseignements personnels accessibles au public et la Loi sur la protection des
renseignements personnels et les documents électroniques du Canada », (octobre 2000) 2,
http://www.e-com.ic.gc.ca/francais/privee/docs!regs doc fr.pdf(dernière consultation le 26/0 112002).
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H. Maisl signale que le mot « donnée» est préféré au mot « information»
car le premier de ces mots traduit le fait que « dans les administrations comme
dans tous les secteurs de la société, la part du "papier" va en déclinant au profit
des traitements informatiques »16.
l-M. Bruguière affirme que « la donnée est de l'information, un produit
formaté pour pouvoir être traité par un système informatique [et que] c'est sur cet
objet précis que les difficultés juridiques se posent »17. Document « public» plutôt
que document administratif, la donnée, de manière générale, est « collectée et
détenue par un service public quelle que soit sa nature juridique »18.
La signification du mot « donnée » retenue dans le rapport Diffusion des
données publiques et révolution numérique repose sur la notion de « collecte dans
le cadre de l'exercice d'une mission de service public »19. Plus précisément et afin
de distinguer les données publiques des documents ou correspondances, ce rapport
considère les données publiques comme des instruments de collecte relativement
permanente qui organisent systématiquement l'information relative à une pluralité
de personnes physiques ou morales sur un territoire donné20.
Plusieurs acceptions possibles des mots « données publiques » ont été
analysées par la doctrine. Certains auteurs identifient ces dernières comme
l'ensemble des données produites dans le cadre de l'activité d'un service public,
en s'attachant à un critère « d'origine publique» d'une manière matérielle21 . Cette
définition implique que ces données « sont produites dans le cadre de [... ], et non
détenues par une quelconque personne publique ». l-M. Bruguière distingue deux
acceptions possibles de l'adjectif «publiques » accolé au mot données : elles
peuventêtre publiques par leur origine ou par leur destination:
16Herbert MAISL, Le droit des données publiques, Paris, L.D.G.J., 1996, p. 14.
17 Jean-Michel BRUGUIÈRE, Les données publiques et le droit, Paris, Litec, 2002, p. 3.
18H. MAISL, op. cit., note 16, p. 16.
19 Dieudonné MANDELKERN et Bertrand DU MARAIS, Di.fJùsion des données publiques et
révolution numérique, Paris, La Documentation française, novembre 1999, p. 14 (ci-après Données
publiques et révolution numérique). Accessible sur le site de la Documentation française, rubrique
rapports publics: http://www.ladocumentationfrancaise.fr.
20 Id., p. 14.
21 J.M. BRUGUIÈRE, op. cit., note 17, p. 5.
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« L'origine publique : La donnée publique peut être celle qui dénote
l'intervention de l'État, entendue soit de manière organique (l'information
émane de tel ou tel organe), soit de manière matérielle (l'information
procède d'une activité de service public, de police administrative).
La destination publique : La donnée peut également être dite publique de
par sa destination intellectuelle et économique. La donnée publique par sa
destination intellectuelle est celle qui peut ou doit être connue du public, ce
qui s'entend d'une chose publiée, à laquelle on peut accéder, qui a été
communiquée. »22
Le terme « informations » employé relativement aux données circulant
dans le secteur public a été étudié dans le Livre vert sur l'information émanant du
secteur public dans la société de l'information; plusieurs' distinctions y ont servi à
délimiter l'acception de ce terme23. C'est exclusivement de l'information du
secteur public que parle ce Livre vert. Dans sa version anglaise, la notion retenue a
été désignée par les mots «public sector information ».
Aux fins de notre propos, l'information est de nature administrative quand
elle a trait à la fonction même du gouvernement. Cette information administrative
peut revêtir le caractère d'« information qui est fondamentale à la démocratie» -
tels sont les lois et les jugements des tribunaux - ou ne pas revêtir ce caractère.
L'information non administrative est l'information sur le monde extérieur qui est
amassée au moment de l'exécution des obligations publiques : l'information
géographique et l'information sur la fonction recherche-développement en sont
des exemples.
Une autre distinction qui est proposée dans le Livre sur l'information
émanant du secteur public dans la société de l'information est celle qui existe entre
l'information qui revêt un intérêt pour le public en général- comme l'information
parlementaire - et celle qui n'intéresse qu'un nombre' très restreint de personnes
22 Id., p. 5.
23 L'information émanant du secteur public: une ressource clefpour l'Europe, COM (1998) 585,
janvier 1999, p. Il. (ci-après Livre sur l'information émanant du secteur public dans la société de
l'information).
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qui y ont un intérêt direct. L'information peut aussi être classée en fonction de sa
valeur économique, comme nous le soulignerons dans les pages qui suivent.
Pour certains, une donnée est publique si elle respecte trois critères : le
critère organique, qui exige que la donnée soit produite par une personne publique
ou une entité dépendante de celle-ci; le critère matériel qui se traduit par le fait que
la donnée est produite par l'administration dans le cadre de sa mission de service
public, visant dans tous les cas à répondre à un intérêt public; le dernier critère
renvoie à sa destination puisque, par définition, une donnée publique doit pouvoir
être rendue publique24•
H. Maisl propose quant à lui trois critères pour établir une classification
juridique des données publiques : la détention (par l'ensemble des personnes
publiques), la forme (fichiers, dossiers, répertoires, mais aussi données publiques
qui sont stockées sur des supports liés aux nouvelles technologies) et l'objees.
Maisl distingue entre :
• Les normes et les décisions, comme les lois, les règlements, les arrêtés et
les décisions de jurisprudence;
• Toutes les données sur les particuliers et sur les entreprises qUI sont
détenues par les collectivités publiques à des fins de gestion;
• Les données conservées à des fins d'information ou d'étude, dans des
domaines variés, en vue de rendre ces données disponibles pour le grand public :
données socio-économiques, juridiques, scientifiques, médicales, etc.
La doctrine américaine dit « public records » en parlant de ce type de
documents accessibles au public, mais le sens de cette expression change en ce
moment à cause du format électronique qui fait de plus en plus concurrence aux
documents « papier» :
24 Pierre MAYEUR, «Des données publiques à l'infonnation publique: un essai de défmition », (avril
1999),5, http://www.mayeur.netlcgp0499.html (dernière consultation le 08/04/2002).
25 H. MAISL, op. cif., note 16, p. 36-43.
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« These types of records are commonly referred to as "public records".
This terminology is troublesome for several reasons. First, one underlying
issue is whether these records should be available for public inspection
and copying. The use ofthe term "public" to describe the records implies a
result. It is best to consider that the word "public" refers to the public
organization that maintains the records.
Second, the concept of "record" has grown fuzzy with new technology. In
the past, a record was a paper document containing particular data. In the
computer era, there may be no fixed relationship between information and
the format in which it is maintained or disclosed. AIso, practical
limitations on collection, maintenance, use and disclosure that exist for
paper records may disappear when records are electronic and easy to
extract, combine or otherwise manipulate. »26
L'Avis 3/99 concernant « L'information émanant du secteur public et la
protection des données à caractère personnel » dit que les « données publiques »
sont celles qui, détenues par des organismes du secteur public, sont rendues
publiques en vertu de règles ou d'un usage dont le fondement implicite ou
explicite peut être trouvé dans une volonté de transparence de l'État à l'égard de
ses citoyens27 •
En de nombreuses occasions, le secteur public détient des renseignements
personnels accessibles au public et puisés dans les registres publics détenus à
différents niveaux de l'administration. R. Shields signale que ces renseignements
peuvent varier des renseignements peu « délicats» jusqu'aux renseignements très
« délicats» et qu'il existe un grand écart dans le degré d'accessibilité accordé à
ces renseignements28 •
26 Robert GELLMAN, « Public records: access, privacy and public policy », (mai 1995) 4,
http://www.cdt.org/privacy/pubrecs/pubrec.html (dernière consultation le 01/04/2002).
27 GROUPE DE PROTECTION DES PERSONNES À L'ÉGARD DU TRAITEMENT DES
DONNÉES À CARACTÈRE PERSONNEL AU SEIN DE L'UNION EUROPÉENNE, Avis 3/99
concernant « L'infonnation émanant du secteur public et la protection des données à caractère
personnel », adopté le 3 mai 1999, p. 2,
http://europa.eu.int!comm/internal market!eu/media!dataprot!wpdocs/wp20/fr.pdf (dernière
consultation le 28/01/2002 (ci-après Avis 3/99 sur l'information du secteur public et la protection
des données à caractère personnel ).
28 R. SHIELDS, loc. cit., note 15,3.
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Plusieurs documents publics sont parfaitement accessibles sans que cela
soulève le moindre problème parce qu'ils ne contiennent aucun renseignement
personnel.
1.1.2 Définition et sources des données à caractère personnel contenues
dans les documents publics
Pour bien ideJ?tifier quels sont les renseignements à caractère personnel que
l'on peut trouver dans les divers registres publics, la Directive européenne de 1995
relative à la protection des personnes physiques à l'égard du traitement des
données à caractère personnel et à la libre circulation de ces données fournit dans
son article 2 une définition de « données à caractère personnel » qui peut s'avérer
très utile. Aux termes de cet article, on peut considérer comme une donnée à
caractère personnel :
« [... ] toute information concernant une personne physique identifiée ou
identifiable (personne concernée); est réputée identifiable une personne qui
peut être identifiée, directement ou indirectement, notamment par référence
à un numéro d'identification ou à un ou plusieurs éléments spécifiques,
propres à son identité physique, physiologique, psychique, économique,
culturelle ou sociale »29.
L'expression « données à caractère personnel» de la Directive 95/46/CE
reprend les mots de la Convention pour la protection des personnes à l'égard du
traitement des données à caractère personnel du 28 janvier 1981 du Conseil de
l'Europe30 • Même si quelques-uns des termes utilisés peuvent varier d'un texte à
l'autre, ce concept est toujours défini d'une façon très semblable dans les lois
nationales de différents pays3l.
29 Directive 95/46/CE du Parlement européen et du Conseil du 24 octobre 1995 relative à laprotection
des personnes physiques à l'égard du traitement des données à caractère personnel et à la libre
circulation de ces données, lOCE 281 du 23 octobre 1995 (ci-après Directive 95/46/
CE ).
30 S.T.E. n° 108 (ci-après Convention 108).
31 Voir en ce sens: Cécile DE TERWANGNE et Thérèse DE LA CROIX-DAVIO, L'accès à
l'information administrative et la commercialisation des données publiques, « Cahiers du Centre de
Recherches Infonnatique et Droit », Namur, C.R.I.D., Story-Scientia, 1994, p. 98.
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Les textes nonnatifs donnent un sens très large à cette notion de « données
à caractère personnel », qui a en outre été interprétée de façon très libérale,
notamment par la Commission nationale de l'infonnatique et des libertés32. Cette
Commission en a mis au point une conception qui part du concept de « données
nominatives» utilisé par la Loi Infonnatique et Libertés33 .
L'article 54 de la Loi québécoise sur l'accès aux documents publics et sur
la protection des renseignements personnels établit la notion de « renseignements
nominatifs ». Cet article est libellé dans ces tennes : « Dans un document, sont
nominatifs les renseignements qui concernent une personne physique et pennettent
de l'identifier. »34
La Commission d'accès à l'infonnation du Québec35 a analysé cette
définition et affinne « qu'un renseignement nominatif dans le contexte de l'article
54, doit non seulement faire connaître quelque chose à quelqu'un (renseignement),
mais avoir un rapport avec une personne physique (concernée) et il doit aussi être
susceptible (pennettre) de distinguer cette personne par rapport à quelqu'un
d'autre ou de reconnaître sa nature (identifier) »36.
La CAl signale que l'adjectif nominatif doit être pris dans un sens large qui
engloberait, par exemple, des renseignements livrant de l'infonnation sur l'identité
ou les traits psychologiques d'une personne, mais aussi des renseignements relatifs
à sa conduite37. Une interprétation en ce sens nous mène à conclure que les
renseignements personnels contenus dans plusieurs documents publics tels les
décisions de justice et les comptes tendus judiciaires sont réputés être des
renseignements nominatifs, ce qui justifie leur protection, comme nous allons le
voir au fil de nos développements.
32 Commission nationale de l'infonnatique et des libertés (ci-après CNIL).
33 Voir à ce sujet: Jean FRAYSSINET, Informatique, fichiers et libertés, Paris, Litec, 1992, p. 35 et
André LUCAS, Jean DEVÈVE et Jean FRAYSSINET, Droit de l'informatique et de l'Internet, Paris,
Thémis, PUF, 2001, p. 77.
34 Loi sur l'accès aux documents des organismes publics et sur la protection des renseignements
personnels, L.R.Q., c. A-2.l (ci-après Loi québécoise surl'accès).
35 Commission de l'accès à l'infonnation du Québec (ci-après CAl).
36 Yves D. DUSSAULT, «Le point sur deux sujets importants complexes inhérents à la Loi sur l'accès:
les renseignements fournis par un tiers et la notion de renseignements nominatifs », dans Service de
la fonnation pennanente, Barreau du Québec, Développements récents en droit de l'accès à
l'iriformation (1991), Cowansvil1e, Éditions Yvon Blais, 1991, p. 108.
37 Id., 114.
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Certains auteurs considèrent que la définition de la notion de
renseignements personnels dans les lois québécoises est trop large et qu'elle
empêche la circulation d'informations qui n'ont rien à voir avec la vie privée.
Cette définition mènerait par ailleurs à un affaiblissement de la protection de
certaines informations qui sont indiscutablement du domaine de la vie privée38 •
La Loi québécoise sur la protection des renseignements personnels dans le
secteur privé comporte une définition de la notion de renseignement personnel qui
vise tout renseignement qui réunit deux conditions39 • Tout d'abord, le
renseignement doit être « relatif à » ou être « rattaché à » une personne, et ensuite
il faut que le renseignement permette l'identification de la personne. Cette loi a
repris la définition de « renseignements nominatifs» de l'article 54 de la Loi
québécoise sur l'accès.
Il suffit donc que le renseignement soit relatif à une personne et qu'il
permette de l'identifier, ce qui ne vise pas seulement les renseignements
susceptibles de concerner la vie privée, mais aussi la totalité des renseignements
susceptibles d'identifier la personne en cause. K. Benyekhlef et P. Trudel
expliquent les raisons qui ont conduit le législateur à établir une telle protection:
« Cette protection au-delà des seules informations relevant de la vie privée
s'explique présumément par le caractère changeant des informations qui,
une fois agglomérées par le truchement des possibilités rendues disponibles
par l'informatique pourraient révéler des informations relatives à la vie
privée de certains. C'est donc un souci de commodité qui paraît avoir
motivé ce recours à une définition si englobante de renseignements
personnels. »40
Ces deux auteurs proposent plusieurs définitions du « renseignement
personnel » toutes formulées de façon à ce que la loi ne vise que les
renseignements qui ont trait à la vie privée des personnes. Toutefois, ces possibles
38 Karim BENYEKHLEF et Pierre TRUDEL, Approches et stratégiespour améliorer la protection de
la vie privée dans le contexte des inforoutes, Mémoire présenté à la Commission de la culture de
l'Assemblée nationale dans le cadre du mandat quinquennal de la Commission d'accès à l'information,
septembre 1997, p. 2.
39 Loi sur laprotection des renseignementspersonnels dans le secteurprivé, L.R.Q., c. P-39.1 (ci-après
Loi sur le secteur privé).
40 K. BENYEKHLEF et P.TRUDEL, op. cit., note 38, p. 3.
21
définitions respecteraient la diversité des contextes de communications existant à
1'heure actuelle grâce à Internet:
« Ainsi, la définition des renseignements personnels assujettis à la loi
pourrait se lire ainsi:
"Est un renseignement personnel tout renseignement portant sur un
élément de la vie privée d'une personne" ou encore
"Est un renseignement personnel tout renseignement concernant une
personne ou permettant de l'identifier mais qui n'a pas un caractère
public."
De cette façon, les renseignements concernant une personne mais qui ne
relèvent pas du domaine de sa vie privée pourraient circuler librement. »41
Toutefois, ces deux auteurs expliquent que c'est au niveau du traitement de
telles infonnations que les dangers d'atteinte aux droits de la personne concernée
se trouvent. Pour cette raison, ils précisent que dans le cas des infonnations à
caractère public, les règles relatives au traitement de ces données personnelles
doivent être rajustées afin d'éviter que ces « données publiques » soient
agglomérées, accumulées ou traitées de façon contraire au respect du droit à la vie
privée.
Comme certains auteurs le précisent, tous les types « d'infonnations-
données» peuvent acquérir le caractère de personnel. J. Frayssinet écrit: « Peu
importe si l'infonnation est a priori sensible ou non vis-à-vis de la protection des
droits et libertés des personnes, si elle est protégée ou facilement accessible, voire
publique, si elle concerne une personne mineure ou majeure. »42
La doctrine a identifié les dangers qui se présentent pour la protection de la
vie privée quand les données publiques sont à la fois accessibles sur Internet et
disponibles en support numérique. En effet, ces données personnelles devenues
publiques doivent être protégées, mais il faut créer des règles de protection
spécifiques car il s'agit de données de natures très différentes.
Nombreuses sont les sources des renseignements personnels accessibles au
public. Mentionnons à titre d'illustrations les inscriptions aux annuaires
41 Id.,p.13.
42 A. LUCAS, J. DEZÈVE et J. FRAYSSINET, op. cit., note 33, p. 77.
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téléphoniques, les registres d'immatriculation des automobiles, les dossiers de
naissance, de mariage, de divorce, de décès, certains dossiers médicaux, le registre
des biens mobiliers, les bases de données sur les décisions judiciaires, les comptes
rendus judiciaires et d'autres dossiers judiciaires, etc.43 •
Nous pouvons encore ajouter à cette liste les registres de propriété foncière,
les registres d'une activité réglementée tels ceux qui fournissent la liste des permis
de chasse et des permis de possession ou de port d'armes, les registres de valeurs
mobilières et les listes électorales44•
À partir de la nature de chaque document émanant du secteur public et du
but pour lequel on l'a créé, certains auteurs ont identifié trois catégories de sources
qui contiennent des renseignements personnels. Ils mentionnent en premier lieu les
registres publics de nature sociale, comme les dossiers de naissance, d'adoption,
de mariages et de décès, ainsi que les dossiers judiciaires. D'autres registres
publics peuvent avoir une nature politique: c'est de cas des listes électorales, par
exemple.
Il existe enfin plusieurs registres de nature économique, entre autres le
registre des faillites, les registres de sociétés commerciales diverses et les autres
registres relatifs aux affaires, les registres d'immatriculation automobile et les
registres des permis de taxi45 •
Les sources de ces données à caractère public sont nombreuses, ce qUI
justifie l'étude de leurs particularités et celle des mesures de protection nécessaires
afin de préserver la vie privée des individus, le cas échéant.
43 Voir à ce sujet: R. SHIELDS, foc. cit., note 15,3 et R. GELLMAN, foc.cit., note 26, 3.
44 Robert GELLMAN, « Utilisation des fichiers publics aux États-Unis », communication présentée
dans le cadre de la XXIII Conférence internationale des commissaires à la protection des données
personnelles, tenue à Paris les 24-26 septembre 2001, l, disponible à l'adresse suivante :
http://www.cnil.fr/conference200 l /fr/contribution/gellman pdf(dernière consultation le 15/06/2002).
45 Roger CLARKE, « Privacy and public registers », (mai 1997) 2,
http://www.aun.edu~au/people/Roger.clarke!DVIPublicRegisters.html (dernière consultation le
05/05/2002).
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1.1.3 Données« sensibles» rendues publiques
L'article 8.1 de la Directive 95/46/CE dispose que les États membres
« interdisent le traitement des données à caractère personnel qui révèlent l'origine
raciale ou ethnique, les opinions politiques, les convictions religieuses ou
philosophiques, l'appartenance syndicale, ainsi que le traitement des données
relatives à la santé et à la vie sexuelle ». Ce principe d'interdiction est proche de
celui qu'établit la Loi Informatique et Libertés en son article 31, lequel précise que
tout lien direct ou indirect avec les données frappées par cette interdiction est aussi
proscrit, et que l'interdiction s'applique aux données relatives aux mœurs des
personnes, à leur santé et à leur vie sexuelle.
C'est en raIson de la nature de ces données qu'existe ce principe général
d'interdiction de les traiter. Il s'appuie sur un consensus social et culturel qui a été
repris par le législateur dans cette Directive 95/46/CE; il inspire les lois de
différents États européens46• Toutefois, l'application de ce principe d'interdiction
de traiter ne va pas sans de nombreuses exceptions, justifiées par le fait que le
traitement de ces données est souvent nécessaire, même dans l'intérêt de la
personne concernée.
On peut par ailleurs classer ces données selon leur « degré de sensibilité » et de
confidentialité. La doctrine a établi les catégories suivantes47 :
• Données« très sensibles » : celles qui font apparaître des risques
d'atteinte à l'intimité ou de discrimination. Le détournement de ces données peut
entraîner de très graves préjudices pour les personnes concernées;
• Données« sensibles » : ce sont des données qui consistent en
appréciations ou qui deviennent sensibles lorsqu'elles sont rapprochées d'autres
données déjà connues ou susceptibles de l'être facilement et se rapportant à une
personne. Le détournement de ces données peut avoir comme résultat de lourdes
conséquences sur la tranquillité et la réputation des personnes;
46 Voir à ce sujet: A. LUCAS, 1. DEVÈVE et 1. FRAYSSINET, op. cil., note 33, p. 137 et
1. FRAYSSINET, op. cil., note 33, p. 57.
47 Fatima ELAlMANI, « Données sensibles: la notion de consentement de la personne
concernée », Lamy Droil de l'informatique. 1996.n° 83.1996.1.
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• Données« neutres » : ces données révèlent l'aspect le plus social de la
personne. La doctrine a considéré que leur diffusion ne provoque que des
dommages très limités pour les personnes concernées.
Cependant, pour certains auteurs, pratiquement toutes les données peuvent
devenir sensibles : « Autant que de la nature de l'information, le risque dérive du
détenteur, du rapprochement, et de la finalité de l'utilisation des données
personnelles, y compris celles qui paraissent a priori anodines. »48
Pour notre part, nous croyons qu'il est possible que certains documents
publics diffusés sur Internet contiennent des données sensibles qui ont pu paraître
anodines a priori. Personne cependant ne peut garantir que leur détention et leur
utilisation seront faites dans des conditions adéquates pour en empêcher le
détournement. Le risque d'atteinte aux droits et libertés fondamentaux de la
personne reste toujours présent parce qu'il est possible de rapprocher et de
combiner les informations diverses fournies par les nouvelles technologies. Ainsi,
certaines informations à caractère public qu'on ne peut pas considérer comme
« sensibles» a priori peuvent violer le droit au respect de la vie privée des
personnes à cause du traitement informatisé auquel on les a soumises.
Pour les données très sensibles, l'article 8-2 a) de la Directive 95/46/CE oblige les
États membres à obtenir un consentement explicite de la personne concernée dans
les cas où serait levée l'interdiction de principe existante de traiter telles données.
La Directive 95/46/CE dispose que les législations nationales peuvent prévoir la
suppression de cette exception au principe général d'interdiction49.
L'article 8.2 susmentionné prévoit de nombreuses exceptions, telles celles
que motivent le respect des règles du droit du travail (article 8.2 b)), la défense des
intérêts vitaux de la personne (article 8.2 c)), le traitement de ces données par les
organismes à but non lucratif et à finalité politique, philosophique, religieuse ou
syndicale (article 8.2 d)), etc.
48 'A. LUCAS, 1. DEVEVE et 1. FRAYSSINET, op. cit., note 33, p. 137.
49 Voir sur cette exception au principe général d'interdiction: F. AL ATMANI, foc. cit., note 47, 4 et
suiv.
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Comme nous pouvons nous en rendre compte, certaines données qui au départ
n'étaient pas « sensibles» peuvent le devenir à cause d'une utilisation rendue
possible par leur grande accessibilité sur Internet, à tout moment et depuis
n'importe quel emplacement. Dans certains documents publics « papier », les
données restaient anodines indéfiniment; le support numérique auquel désormais
on recourt fréquemment pour traiter ces données et leur diffusion par Internet
peuvent les rendre « sensibles ». Nous y reviendrons dans les pages qui suivent.
Les catégories de traitements considérés comme sensibles sont signalées dans les
articles 8.3 à 8.7 de la Directive. Nous étudierons dans la seconde partie de notre
Mémoire le traitement des données relatives aux infractions, aux condamnations
pénales ou aux mesures de sûreté (article 8.5), mais il nous faut auparavant
examiner en profondeur les enjeux que présente la diffusion des données
publiques sur Internet.
1.2 La communication des données publiques
1.2.1 Nouvelles technologies et communication des données publiques
La communication des données publiques peut avoir pour ongme une
diffusion faite à l'initiative de l'administration ou autrement résulter de l'exercice
de son droit d'accès à l'information par l'administré. Diverses approches mènent à
ces deux avenues de communication des données publiques et de nombreuses
questions sont soulevées quant à la place qu'y occupent les nouvelles
technologies.
1.2.1.1 La diffusion de l'information
En ce moment, la quantité d'information diffusée à l'intention du public est
énorme. Cette information couvre de nombreux domaines, et la population qui la
reçoit est très hétérogène. Sa diffusion se fait grâce à des supports très divers et les
techniques utilisées évoluent très rapidement.
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On appelle diffusion la communication des données publiques réalisée à
l'initiative de l'administration. J.-M. Bruguière définit l'information diffusée
comme celle qui devient publique par suite de la volonté de la personne qui est
chargée de produire cette information et de la faire parvenir au plus grand
nombre50. Cet auteur parle de processus unilatéral en opposition au processus
bilatéral qui survient quand l'information n'est pas diffusée, mais accessible.
L'information seulement accessible exige une démarche volontaire de la part de la
personne qui s'intéresse à l'information détenue et à laquelle elle peut avoir accès
à certaines conditions51 .
H. Maisl nous rappelle que dans les deux cas, il s'agit de communication
de données publiques; il écrit : « Si la vague de transparence administrative, au
cours des dernières années, s'est traduite par des législations permettant l'accès
des administrés aux documents, la communication doit également se faire, à
l'initiative de l'administration, par la diffusion. »52
La diffusion par Internet permet aux citoyens et aux entreprises de trouver
sans difficulté l'information émanant du secteur public. Certains parlent de « la
révolution électronique» et de l'impact majeur qu'elle a eu sur la façon d'accéder
à l'information et de la diffuse~3. Le rapport « Données publiques et révolution
numérique » renvoie en termes exprès à cette « révolution numérique » en
rappelant que :
« Il est apparu clairement à l'ensemble des acteurs de la diffusion des
données publiques réunis au sein de l'Atelier que, au-delà des difficultés
classiques dues à l'existence d'opérateurs privés et publics, la numérisation
des données entraînera un bouleversement en profondeur des
comportements et des structures de cette activité. Sans aller jusqu'à parler
de "révolution numérique", la numérisation des données et la facilité de
leur transfert sur des réseaux, que la norme Internet-Protocol (IP) optimise,
conduisent à la naissance d'une économie nouvelle. Ces progrès
50 '.J.-M. BRUGUIERE, op. clf., note 17, p. 13.
51 Id.
52 H. MAISL, op. cif., note 16, p. 125.
53 Livre sur l' infonnation émanant du secteur public dans la société de l' infonnation, précité, note 23,
p.9.
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technologiques renouvellent donc la problématique de la diffusion des
données publiques. »54
En effet, la nature du support et la façon d'accéder aux données publiques
changent la diffusion comme telle tout autant qu'elles changent les questions
juridiques qui l'entourent. P. Trudel écrit:
« Les changements dans les conditions de production et de circulation de
l'information administrative sont l'une des principales conséquences de la
généralisation des technologies de l'information. Avec la numérisation, il
est désormais possible de fixer des informations sur une grande variété de
supports, de les transmettre, de les mettre à la disposition des intéressés sur
Internet ou dans d'autres environnements. Les capacités de stockage et la
puissance des outils de recherche contribuent à accroître la disponibilité de
l'information. Les technologies fondées sur la numérisation contribuent à
abaisser radicalement les coûts de production et de diffusion de
l'information. Une fois que l'on dispose des équipements requis, il est
possible de publier un document sur Internet à coût pratiquement nul. Il est
dorénavant raisonnable de considérer que l'accès et la publication d'un
document deviennent des activités de moins en moins distinctes l'une de
l'autre. »55
Plusieurs auteurs affirment que la numérisation massive des documents
administratifs rend obsolète la distinction qui existait dans le passé entre la
diffusion et l'accès56 • Ces auteurs nous rappellent toutefois que les deux notions ne
peuvent pas être totalement confondues. P. Mayeur affirme que l'accès est un
concept« à la fois plus large et moins large que la diffusion »57.
L'accès est plus large dit-il parce que certains documents administratifs qui
n'ont pas vocation à être diffusés peuvent être accessibles. Inversement, le champ
des données publiques peut apparaître plus vaste que le champ des seuls
documents administratifs, ce qui rend le concept d'accès moins large que celui de
diffusion.
En ce qui concerne la France, J.-M. Bruguière souligne que dans le Projet
de Loi sur la société de l'information, les législateurs ont assimilé à propos des
54 D. MANDELKERN et B. DU MARAIS, op. cit., note 19, p. 17.
55 Pierre TRUDEL, « L'accès aux documents publics: des ajustements pourassurerla transparence de
l'État en réseau », dans Service de la formation permanente, Barreau du Québec, Développements
récents en droit de l'accès à l'information (2002), Cowansvil1e, Éditions Yvon Blais, 2002, p. 46.
56 Voir à ce sujet: P. MAYEUR, loc. cit., note 24,2 et J.M. BRUGUIÈRE, op. cit., note 17, p. 15.
57 P. MAYEUR, loc. cit., note 24, 2.
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données publiques les questions de diffusion et les questions d'accès, car c'est la
Loi sur l'accès qui accueille la réfonne sur la diffusion.
En effet, la Loi française du 17 juillet 1978 relative à l'accès aux documents
administratifs est celle « qui a vocation à consolider les nouvelles dispositions
relatives à la diffusion des données publiques numérisées (plus précisément le
chapitre 2 du titre 1°) contenues dans le projet de Loi sur la société de
l'infonnation (LSI) » 58. L'auteur ajoute: « Fort de cet emplacement, il serait
tentant de conclure que cette loi ruine définitivement la distinction de l'accès et de
la diffusion, de l'infonnation moyen et de l'infonnation objet et qu'elle légitime
d'une certaine manière la position de ceux qui justifient la diffusion par
l'accès. »59
Comme nous le soulignerons dans les pages qui suivent, une partie de la
doctrine considère que les lois d'accès constituent un fondement à la
commercialisation des données publiques. Analysons d'abord le droit d'accès pour
voir ensuite si une telle argumentation devrait nous convaincre.
1.2.1.2 Le droit d'accès à l'information
Le droit d'accès suppose que soit offerte aux administrés la possibilité
d'accéder aux documents non publiés ou non diffusés - donc à la totalité des
données publiques -, sauf pour les cas où les lois prévoient une exception à
l'exercice de ce droit.
Dans les pays démocratiques, la plupart des législations témoignent de la
reconnaissance du droit d'accès. Il incombe à l'administration d'infonner les
administrés de l'existence des données publiques, par des moyens adéquats.
Comme nous en avons touché un mot précédemment, l'exercice de ce droit par les
581. M. BRUGUIÈRE, op. cit., note 17, p. 14 et 105. L'auteur renvoie à la Loi n° 78-753 du 17juillet
1978 portant diverses mesures d'amélioration des relations entre l'administration et le public et
diverses dispositions d'ordre administratif, social etfiscal, J.O. du 18 juillet 1078 qui, par changement
d'intitulé, deviendra Loi n° 78-753 du 17juillet 1978 relative à l'accès aux documents administratifs
et à la diffusion des données publiques.
591. M. BRUGUIÈRE, op. cit., note 17, p. 15.
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administrés suppose un processus bilatéral puisque, pour sa part, l'administration a
l'obligation de communiquer les données en question.
Ce droit d'accès peut s'exercer selon l'une ou l'autre de deux modalités.
On note en premier lieu l'existence d'un droit d'accès général « qui vise à
compléter le processus de transparence de l'administration, un droit général
d'accès à l'information non publiée détenue par le secteur public et reconnu à tous
»60. Autrement, le droit d'accès ne s'applique qu'aux données relatives à la
personne même qui fait une demande d'accès61 • Nous examinerons d'abord les cas
où le droit à l'accès oblige l'administration à communiquer les documents
administratifs non publiés à tout administré qui en fait la demande. Nous
étudierons ensuite, dans la seconde partie de notre Mémoire, le droit de toute
personne d'accéder aux données non publiées qui la concernent personnellement;
ce droit s'accompagne du droit de communiquer telles informations62 •
Les termes utilisés par les législateurs varient d'une législation à l'autre,
mais le droit reconnu est toujours le même. La Loi québécoise sur l'accès dispose
dans son article 9 que « toute personne qui en fait la demande a droit d'accès aux
documents d'un organisme public ». Ce droit, comme l'article la le précise, est
gratuit et s'exerce par consultation sur place pendant les heures habituelles de
bureau. La Loi d'accès permet également au requérant d'obtenir une copie du
document, sauf dans les cas où sa reproduction nuirait à la conservation de celui-ci
ou soulèverait des difficultés pratiques sérieuses en raison de sa forme.
La CAl retient quelques principes généraux qui illustrent l'évolution du
droit d'accès dans le contexte actuel, caractérisé par la présence des nouvelles
technologies de l'information:
« L'autoroute de l'information doit être utilisée comme moyen pour
véhiculer l'information d'intérêt public. Il est essentiel pour les
fournisseurs de services publics qui utilisent des réseaux électroniques de
garantir l'accès à l'ensemble de l'information et aux services considérés
d'intérêt public.
60 C. TERWANGNE et T. DE LA CROIX-DAVIO, op. cif., note 31, p. 29.
61 Id.
62 Certains auteurs ont qualifié ce droit de « droit d'accès et de copie ». Voir en ce sens: A. LUCAS,
1. DEVÈVE et 1. FRAYSSINET, op. cif., note 33, p. 101.
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Dans l'intérêt des citoyens qui choisiront de ne pas utiliser les services
électroniques, les moyens conventionnels d'accès à l'information et aux
services doivent être maintenus.
L'adhésion aux services offerts sur l'autoroute de l'information doit être
libre et volontaire. De plus, le droit de consulter un document sur place ou
d'en obtenir une copie sous forme écrite et intelligible ne doit pas être nié. »63
Cette Commission veille donc à ce que les organismes publics
maintiennent les moyens conventionnels d'accès aux documents, même si
l'autoroute de l'information en rend l'accès beaucoup plus rapide: le choix du
mode d'accès est laissé aux administrés. L'article 16 de la Loi québécoise sur
l'accès impose aux organismes publics l'obligation de classer leurs documents de
manière à permettre leur repérage au moyen d'une liste qui doit être gardée à jour
dans chaque organisme. De façon courante et le plus souvent, ces organismes
rendent publics la plupart de leurs documents; pour les documents non diffusés, la
Loi établit des dispositions particulières et garantit l'accès à la totalité des
documents publics, sauf en cas d'exceptions à ce principe prévues par la loi ou par
les règlements.
Au Québec, la nouvelle Loi concernant le cadre juridique des technologies
de l'information apporte quelques nouveautés aux conditions d'exercice du droit
d'accès aux documents publics relativement aux nouveaux supports numériques
de certains de ces documents64• Cette Loi redéfinit des termes, en particulier le
terme « document» et met à jour le droit d'accès, bouleversé qu'il était par
l'apparition de nouveaux supports et par l'ajout de nouvelles voies d'accès.
La Loi sur le cadre juridique des technologies de l'information VIse à
dissiper certains doutes susceptibles d'apparaître quant à l'application des règles
de droit aux documents, quels que soient les supports sur lesquels ils sont établis.
L'article 1.3 énonce un des principaux objectifs de la Loi, qui est celui
d'assurer « l'équivalence fonctionnelle des documents et leur valeur juridique,
quels que soient les supports des documents, ainsi que l'interchangeabilité des
63 CAl, Vie privée et transparence administrative au tournant du siècle, juin 1997, p. 43.
64 L.Q. 2001, c. 32 (ci-après Loi sur le cadre juridique des technologies de l'infonnation).
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supports et des technologies qui les portent ». L'article 2 énonce le principe
général de la liberté des personnes quant au choix des supports ou des
technologies au moyen desquels elles voudront obtenir l'information, liberté qui
est conditionnée exclusivement par le respect des règles du Code civil.
Ce dernier article prévoit en son second alinéa le principe de
l'interchangeabilité des supports de l'information, interchangeabilité qui se justifie
par le principe de la dissociation de l'écrit et du support qui le porte; cet article
dispose aussi que l'exigence d'un écrit n'emporte pas l'obligation d'utiliser un
support ou une technologie spécifique. Cette Loi vise la reconnaissance d'un droit
d'accès à tout l'ensemble des supports d'un document et fournit une acception du
mot document qui fait le pont entre l'univers papier et l'univers numérique ou
électronique. Pour mettre en place un environnement juridique limpide quelles que
soient les technologies utilisées, la Loi retient une définition générique de la
notion de document. C'est l'article 3 de cette Loi qui y pourvoit:
« Un document est constitué d'information portée par un support.
L'information y est délimitée et structurée, de façon tangible ou logique
selon le support qui la porte, et elle est intelligible sous forme de mots, de
sons ou d'images. L'information peut être rendue au moyen de tout mode
d'écriture, y compris d'un système de symboles transcriptibles sous l'une
de ces formes ou en un autre système de symboles. »65
Cette notion de document technologique est plus englobante que celle de
document électronique, incluse dans la première. L'objectif d'établir un statut
juridique pour le document technologique est atteint grâce à certaines dispositions
de la Loi, ainsi que par l'assimilation à un document de toute banque de données66•
La Loi sur le cadre juridique des technologies de l'information impose à la
personne qui délivre un document technologique à un prestataire de services
l'obligation d'informer ce dernier quant à la protection que requiert ce document
en ce qui a trait à la confidentialité de l'information et aux personnes qui sont
65 Article 3 de la Loi sur le cadre juridique des technologies de l'infonnation.
66 L'alinéa 2 de l'article 3 da la Loi sur le cadre juridique des technologies de l'infonnation dispose
ainsi: « Pour l'application de la présente loi, est assimilé au document toute banque de données dont
les éléments structurants pennettent la création de documents par la délimitation et la structuration de
l'infonnation qui y est inscrite. » Voir sur la notion de document technologique le texte annoté de la
Loi à http://www.autoroute.gouv.gc.ca-/loi en ligne (dernière consultation le 16/08/2002).
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habilitées à Yaccéder67• L'alinéa 2 de l'article 26 de cette même Loi dispose que le
prestataire est tenu d'assurer la sécurité du document par le recours à des moyens
technologiques appropriés, d'en préserver l'intégrité, d'en protéger la
confidentialité et d'en interdire l'accès à toute personne qui n'est pas habilitée à en
prendre connaissance. Ces dispositions tiennent compte de la nouvelle réalité qui
entoure le droit d'accès depuis que ces documents peuvent exister sur un support
autre que le papier.
En adoptant ces dispositions, le législateur québécois a répondu à des
préoccupations concrètes formulées quant à « l'authenticité » de certains
documents publics depuis qu'on les numérise et depuis que des modifications
peuvent très facilement être apportées au document original. Le souci de préserver
la confidentialité de ces documents est aussi un des points importants en
l'occurrence : le nombre des acteurs s'est indiscutablement accru, mais les
représentants de l'administration doivent tous veiller à permettre l'accès aux
documents, dans le respect des règles existantes toujours.
La Loi sur le cadre juridique des technologies de l'information permet
maintenant à chacun d'accéder à distance aux documents plutôt que seulement par
une consultation sur place ou par l'obtention d'une copie. On a modifié la Loi
québécoise sur l'accès pour qu'elle autorise le recours à ce nouveau mécanisme
d'accès introduit par la Loi sur le cadre juridique des technologies de
l'information68.
La diffusion sur Internet d'un grand nombre de documents publics nous
invite encore à concevoir le droit d'accès sous une autre perspective:
« Les coûts matériels qu'il faut engager afin de rendre publics des
documents étaient autrefois élevés; ils chutent radicalement avec Internet
de même que les autres fonctionnalités de publication électronique. Il
devient donc possible de concevoir le droit d'accès autrement. Le droit
fondé sur l'obligation des citoyens de formuler une demande et d'attendre
qu'on leur livre le document devrait faire place à un modèle par lequel tout
document non visé par une exception doit impérativement être disponible
67 Alinéa 1 de l'article 26 de la Loi sur le cadre juridique des technologies de l'information.
68 Les articles 82, 83, 84 et 85 de la Loi québécoise sur l'accès ont été modifiés après l'adoption de
plusieurs des dispositions de la Loi sur le cadre juridique des technologies de l'information qui
permettent une consultation à distance, par exemple les articles 40 et 60.
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sur un site ouvert au public. Très souvent, cela signifie de placer un fichier
dans un environnement accessible au public. Les efforts afin de rendre
public le document paraissent à cet égard dérisoires. »69
Le droit d'accès est donc un droit en pleine évolution à cause d'une part du
recours aux nouvelles technologies pour la communication des documents publics
et par suite d'autre part de la diversité des supports utilisés pour assurer la
disponibilité de ceux-ci. À l'avenir, le droit d'accès devrait être conçu de façon à
ce que chacun puisse profiter au maximum des possibilités offertes par les sites
Internet ouverts aux citoyens. Ces sites augmentent la disponibilité des documents
publics : les usagers n'ont plus à se déplacer ou à faire une demande d'accès
formelle pour les obtenir.
Les législations sur l'accès doivent être adaptées à ce nouveau média, et
prévoir des dispositions qui tiennent compte des particularités des nouveaux
supports des documents; elles doivent consacrer le droit d'accès dans un cadre
juridique approprié.
1.2.2 Valeur économique des données publiques
Le secteur public est un grand producteur d'information. Les données
publiques constituent une ressource économique très importante et il se fait
actuellement en Europe un grand débat autour de leur commercialisation. Certains
problèmes se posent relativement à la délimitation des rôles que devront désormais
jouer le secteur public et le secteur privé en ce qui a trait à la création d'un cadre
juridique approprié à l'exploitation commerciale des données publiques.
1.2.2.1 La commercialisation des données publiques
En matière .de commercialisation des données publiques, deux valeurs
opposées s'affrontent, et chacune mène à une approche contrastée de la question.
D'un côté, les données publiques sont vues d'un point de vue économique et
69 P. TRUDEL, op. cif., note 55, p. 55 et 56.
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commercial et de l'autre, on privilégie les valeurs sociales et les valeurs de service
public liées à la diffusion de ces données.
La valeur économique de l'information du secteur public est au cœur du
débat qui a cours depuis plusieurs années au sein des pays européens sur la
création d'un cadre favorable à sa commercialisation. Le secteur privé convoite la
tâche de diffuser les données publiques, à charge pour lui de développer un
marché de l'information semblable à celui qui existe aux États-Unis depuis
longtemps.
Le secteur public dispose de bases de données impressionnantes et
diverses: textes de lois, jurisprudence, données météorologiques et géographiques,
données statistiques et économiques, etc. À cette liste partielle, il faut ajouter
l'énorme quantité d'informations contenues dans les bases de données
nominatives créées par l'administration grâce à l'existence du monopole dont elle
jouit sur la collecte de ces données.
Les partisans de la commercialisation des données publiques s'interrogent
sur la pertinence pour le secteur public d'ajouter à son monopole sur la collecte
des données celui de leur diffusion. Aux États-Unis, leurs homologues soutiennent
que le droit à la libre concurrence et la liberté d'accès aux données publiques
doivent justifier l'exploitation commerciale de celles-ci70• Ceux qui invoquent le
droit à la libre concurrence pour promouvoir la commercialisation des données
publiques dénoncent en plus les abus imputables au secteur public : il a tendance à
profiter de sa position dominante pour imposer des tarifs excessifs.
Aux États-Unis encore, il existe un cadre juridique ad hoc créé en vue de la
réutilisation par le secteur public de l'ensemble des bases de données détenues par
l'administration fédérale. Plusieurs études montrent que le secteur américain de
l'édition pèse à l 'heure actuelle cinq fois plus lourd que le secteur européen
correspondant et que le marché de la commercialisation de l'information en
Europe est à 90 % détenu par les États-Unis.
Le cadre juridique adopté aux États-Unis pour déterminer la politique de
diffusion des données repose en grande partie sur le Premier Amendement à la
70 H. MAISL, op. cil., note 16, p. 126.
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Constitution. Cet Amendement garantit la liberté d'expression et la liberté de la
presse en interdisant au Congrès d'établir des restrictions à l'encontre de ces
libertés par le biais de l'élaboration de lois. Toutefois, le Premier Amendement ne
fournit pas d'indications précises sur l'accès aux données et sur leur diffusion.
R. Gellman écrit:
« Concernant l'obligation de permettre l'accès à l'information ou de
promouvoir une politique de diffusion active de l'information, la portée du
premier amendement n'est pas claire. Rien dans ce texte ne définit le rôle
de l'administration fédérale dans la diffusion de l'information. Ces
principes constitutionnels n'ont pas eu l'occasion de se développer du fait
de l'existence de la loi sur la liberté d'information (Freedom of
Information Act, FüIA). Il existe cependant un contentieux relatif aux
procédures judiciaires et à certains documents judiciaires du fait que le
FüIA ne s'applique pas au pouvoir judiciaire. »71
Nous aurons l'occasion de revemr sur cette question de l'accès aux
« données juridiques» dans la deuxième partie du présent texte, laquelle porte sur
l'étude de l'accès à ces données en particulier. Le Freedom ofInformation Act de
1966 assure l'accès à tout document de l'administration fédérale en support papier
ou sur support électronique et représente le second pilier de la politique de
l'information des États-Unis72 • Cette Loi a comme objectif de permettre à toute
personne d'exiger l'accès à un document détenu par une agence fédérale, sauf
pour le cas des documents qu'il est interdit de divulguer.
R. Gellman souligne la présence dans le texte du FüIA de neuf exceptions
qui permettent au gouvernement de refuser de divulguer un document pour
protéger des intérêts légitimes, publics ou privés73 . Plusieurs des décisions de la
Cour Suprême énumèrent certaines conditions d'accès, ce qui provoque des
protestations et des critiques, surtout de la part de certains secteurs de la presse74.
Quoi qu'il en soit, il faut rappeler le fait que le FüIA est essentiellement
une loi surl'accès aux documents, et qu'en conséquence il n'impose généralement
71 Robert GELLMAN, « Les trois piliers de la politique de diffusion de l'information publique aux
Etats-Unis », Rev. fr. adm. publ. 1994.594, n° 72.
72 Freedom ofInformation Act, 5 U.S.c., § 552 (1988) (ci-après FOIA).
73 R. GELLMAN, loc. cit., note 71,594. En ce sens, le gouvernement n'est pas soumis à l'obligation
de communiquer les informations touchant la sécurité nationale, les secrets du commerce, les dossiers
d'enquête, les renseignements personnels et les documents relatifs à une décision non encore adoptée.
74 Voir à ce sujet: Jane KIRTLEY, « Public access to records always under attack », (juin 1997),
http://www.asne.org/ideas/rtkJrtkcommentacces.htm (dernière consultation le 05/05/2002).
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pas aux agences fédérales une obligation de diffusion en l'absence de demande
d'accès. Le FüIA établit donc une claire distinction entre accès et diffusion75 • Aux
États-Unis, l'information détenue par le gouvernement fédéral est publique et n'est
pas protégée par la Loi sur le copyright, ce qui a sans doute contribué au
développement du marché de l'information dans ce pays. L'information fédérale
est dans le domaine public, et la diffusion de tout document émanant de ce niveau
de gouvernement est libre. Certains facteurs - nous en avons déjà fait mention -
ont contribué au développement du marché américain de l'édition et à l'existence
d'un marché de l'information essentiellement numérique, particulièrement au
cours des dernières années.
De nombreuses initiatives visant à dynamiser le secteur de l'édition et de la
commercialisation des données publiques ont récemment vu le jour au sein de la
Communauté européenne. Les informations émanant du secteur public y
présentent un énorme potentiel économique et les nouvelles technologies de
l'information rendent possible la création de produits numériques qui auraient
essentiellement comme base ces données publiques et seraient l'occasion d'offrir
de nouveaux services, en particulier grâce à l'usage d'Internet.
Arrêtées en 1989, les Lignes directrices pour améliorer la synergie entre
secteur public et secteur privé sur le marché de l'information témoignent des
longs débats tenus au sein de la Communauté européenne entre les États qui en
étaient membres à cette époque en vue de l'établissement d'un cadre favoràble au
développement du marché de l'information et aussi dans le but d'encourager
l'utilisation et l'exploitation des données publiques76• Ces Lignes directrices,
rendues publiques par les services de publication de la Commission européenne,
sont dénuées de force juridique; on s'est rendu compte à cette occasion que dans
ce domaine, une approche non législative ne pouvait mener aux résultats
escomptés.
En 1999, la Commission européenne adopte un Livre vert sur l'information
émanant du secteur public dans la société de l'information intitulé L'information
émanant du secteur public: une ressource defpour l'Europe. Les réactions n'ont
75 R. GELLMAN, loc. cit., note 71,595.
76 Luxembourg 1989.
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pas tardé. Ce Livre vert traite de certains aspects de l'infonnation liés à la vie
privée, mais son objectif premier est d'entreprendre une vaste consultation
publique. Il s'agit d'examiner les principales questions qui se posent quant à
l'exploitation des données publiques, y inclus celles dont la divulgation pourrait
porter atteinte au respect de la vie privée. En particulier, il s'agit de savoir quelles
seraient les considérations liées au respect de la vie privée qui mériteraient une
attention particulière au regard de l'exploitation commerciale de l'infonnation du
secteur public. L'infonnation détenue par le secteur public qui revêt un intérêt
commercial est en grande partie une infonnation à caractère personnel, elle
renvoie à des personnes physiques ou pennet leur identification. De quelle façon
des intérêts commerciaux pourraient-ils justifier un accès aux données
personnelles détenues par le secteur public? La commercialisation des données
publiques et leur diffusion sur Internet soulèvent certainement des questions liées
au respect de la vie privée qui méritent une étude attentive: « L'émergence de la
société de l'infonnation pourrait poser de nouveaux risques pour la vie privée des
individus si des registres publics venaient à être accessibles sous fonne
électronique (en particulier en ligne et sur Internet) et dans de larges quantités. »77
En 200 1, la Commission européenne a publié la communication
eEurope2002 : créer un cadre communautaire pour l'exploitation de l'information
émanant du secteur public, laquelle est axée sur les aspects économiques liés au
marché intérieur de l'infonnation qui émane du secteur public78 • Aucune nouvelle
proposition n'y est faite en ce qui concerne l'accès à l'infonnation.
La Directive 90/30/CEE concernant la liberté d'accès à l'infonnation en
matière d'environnement définit le cadre juridique applicable à l'accès à cette
infonnation et hannonise la législation pertinente des États membres de la
Communauté79. À l'exception de l'accès à l'infonnation portant sur ce domaine
77 Livre sur l' infonnation émanant du secteur public dans la société de l' infonnation, précité, note 23,
p.17.
78COMMUNICATIONDELACOMMISSIONAUCONSEIL,AUPARLEMENTEUROPÉEN,AU
COMITÉ ÉCONOMIQUE ET SOCIAL ET AU COMITÉ DES RÉGIONS: eEurope 2002: créer un
cadre communautaire pour l'exploitation de l'information émanant du secteurpublic, COM (2001)
607, octobre 2001 (ci-après Communication eEurope 2002).
79 Directive 90/30/CEE du Parlement Européen et du Conseil, du 7juin 1990, concernant la liberté
d'accès à l'information en matière d'environnement, J.O.C.E. L 158 du 23 juin 1990. Cette directive
sera remplacée par une nouvelle directive: Proposition de Directive du Parlement et du Conseil
concernant l'accès du public à l'information environnementale, COM (2000) 402 du 26 juin 2000,
J.O.C.E. C 337 du 28 novembre 2000.
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précis, les dispositions concernant l'accès en général sont de compétence soit
nationale, soit régionale, soit locale. Toutefois, pour promouvoir à l'échelle
européenne un meilleur accès électronique aux documents du secteur public, les
spécialistes travaillant au plan d'action « eEurope » se sont fixé certains objectifs;
ces spécialistes désirent notamment dynamiser l'information « en ligne» dans
certains domaines, entre autres les domaines juridiques, culturels et
administratifs80.
Le 5 juin 2002, la Commission européenne a présenté une Proposition de
Directive portant sur la réutilisation et l'exploitation commerciale des documents
du secteur public. Cette Proposition établit les conditions requises pour créer
finalement un cadre juridique harmonisé au niveau européen8l . Le choix d'un tel
instrument juridique est justifié dans 1'« Exposé des motifs» de cette proposition:
« La présente directive garantira qu'en matière de réutilisation des
informations du secteur public les mêmes conditions de base
s'appliqueront à tous les acteurs du marché de l'information européen, que
davantage de transparence sera assurée sur les conditions de la réutilisation
et que les distorsions injustifiées du marché seront éliminées. Plusieurs
raisons ont amené la Commission à considérer qu'une proposition de
directive concernant l'exploitation des informations du secteur public était
le moyen le plus indiqué pour obtenir des résultats dans ce domaine, et ces
mêmes raisons expliquent pourquoi la coordination entre les États
membres ainsi qu'une recommandation adressée à eux sont insuffisantes
pour redresser la situation, compte tenu aussi de l'importance économique
de la question. La présente proposition de directive assurera la sécurité
juridique aux acteurs du marché et fixera des délais pour la mise en œuvre
des changements, en laissant les États membres libres de choisir la manière
précise selon laquelle les dispositions seront adaptées aux circonstances
locales. »82
Le but de cette Proposition de Directive sur la réutilisation et la
commercialisation des documents du secteur public est de permettre l'exploitation
commerciale des données publiques sans nuire à la spécificité du secteur public et
80 COMMUNICATION DE LA COMMISSIONAU CONSEIL, AUPARLEMENT EUROPÉEN,AU
COMITÉ ÉCONOMIQUE ET SOCIAL ET AU COMITÉ DES RÉGIONS, op. cit., note 78, p. Il.
81 Proposition de Directive du Parlementent européen et du Conseil du 5 juin 20002 concernant la
réutilisation et l'exploitation commerciale des documents du secteurpublic, COM (2002) 207 final-
2002/0123 (COD), l.O.C.E C 227 E du 24 septembre 2002. (ci-après Proposition de Directive sur la
réutilisation et l'exploitation commerciale des documents du secteur public).
82 « Exposé des motifs» qui accompagne la Proposition de Directive sur la réutilisation et l'exploitation
commerciale des documents du secteur public, précitée, note 81.
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sans porter atteinte à la vie privée des personnes concemées83 . En effet, un des
enjeux les plus importants de la mise en vigueur de cette Proposition de Directive
est d'assurer le respect des règles existantes en Europe en matière de protection
des personnes physiques à l'égard du traitement des données à caractère personnel
qui se rapportent à elles. En principe, cette Proposition de Directive n'altère en
rien le respect des règles en vigueur en cette matière : les informations qui pour
des raisons liées à la protection de la vie privée ne sont pas accessibles à tous ne
seront pas exploitables.
L'Exposé des motifs signale que cette mesure vaut pour les cas où des
conditions particulières sont prévues aux fins d'autoriser la consultation de
données personnelles détenues par le secteur public : on mentionnera la nécessité,
le besoin de protéger des données, celui de faire valoir un intérêt légitime ou
encore de limiter l'accès à certaines informations ou parties d'information.
L'article 1 de la Proposition de Directive sur la réutilisation et la
commercialisation des documents du secteur public délimite l'objet et le champ
d'application du texte communautaire. L'article 1.2 c) dispose que la directive ne
s'applique pas:
« [...] aux documents contenant des données à caractère personnel, sauf si
la réutilisation de ces données à caractère personnel est admissible au
regard des dispositions du droit communautaire et des dispositions
nationales relatives au traitement des données à caractère personnel et à la
protection de la vie privée »84.
Cette disposition renvoie sans doute à la Directive 95/46/CE qui harmonise
les législations des États membres en matière de protection des données à
caractère personnel. Le considérant 17 de la Proposition de Directive précise que:
« La réutilisation des informations du secteur public doit respecter
pleinement les obligations particulières incombant aux autorités en matière
83 Étienne WERY, « Les bases de données publiques des États européens bientôt accessibles au
privé? », (6 juin 2002), http://www.droit-technologie.org/l 2asp?actu id=609 (dernière consultation
le 07/0912002). .
84 Article 1.2 c) de la Proposition de Directive sur la réutilisation et l'exploitation commerciale des
documents du secteur public, précitée, note 81.
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de traitement des données à caractère personnel, conformément aux
dispositions de la directive 95/46/CE du Parlement européen et du Conseil
du 24 octobre 1995 relative à la protection des personnes physiques à
l'égard du traitement des données personnelles et à la libre circulation de
ces données. En particulier, les données à caractère personnel collectées
par les organismes du secteur public ne peuvent être utilisées à des fins
incompatibles avec les finalités originelles, explicites et légitimes de leur
collecte. Il peut arriver que la réutilisation à des fins commerciales de
données à caractère personnel ou des documents contenant des données de
ce type soit, par nature, incompatible avec ces finalités originelles, surtout
lorsqu'il s'agit de données dont la collecte par les pouvoirs publics est
obligatoire et dont les personnes concernées ne peuvent refuser le
traitement. »85
Le secteur public et le secteur privé devront respecter la finalité pour
laquelle certaines données à caractère personnel ont été récoltées et limiter les
usages qui en seront faits. Les banques de données provenant du secteur public
peuvent contenir des informations qui devront être protégées afin de respecter la
vie privée des personnes concernées. C'est une des problématiques qui se
présentent à l'heure que d'établir les lignes directrices de la réutilisation des
documents du secteur public, mais pas la seule. N. Mallet-Poujol écrit:
« Quel que soit le choix opéré - commercialisation directe de la banque de
données ou par le biais du secteur privé - la personne publique sera
confrontée à deux problèmes. La première tient évidemment aux impératifs
de secret, de confidentialité, de respect de la vie privée et des droits
d'auteur. La seconde tiendra à la nature des données que l'administration
diffusera dans ces banques de données ou cédera au secteur privé.
Diffusera-t-elle des données brutes ou des données à valeur ajoutée? »86
1.2.2.2 Les opérateurs publics et les opérateurs privés
Notre propos n'est pas d'examiner les problèmes qui se posent par rapport
aux droits d'auteur des personnes qui créent les banques de données publiques,
mais bien celui d'étudier les enjeux liés au respect de la vie privée que peut
85 «Exposé des motifs» qui accompagne la Proposition de Directive sur la réutilisation et l'exploitation
commerciale des documents du secteur public, précitée, note 81.
86 Nathalie MALLET-POUJOL, La commercialisation des banques de données, Paris, CNRS Éditions,
1993, p. 207.
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présenter la commercialisation des banques de données du secteur public. Nous
consacrerons cependant quelques lignes de notre texte à identifier quelques-unes
des banques de données qu'à cause de leur nature le secteur public ou le secteur
privé pourraient être autorisés à diffuser.
Dans le rapport « Données publiques et révolution numérique » déjà
mentionné, l'objectif général était de voir comment on pourrait imputer au secteur
public une obligation légiférée d'assurer la disponibilité en format numérique des
données publiques « de base » numérisées, moyennant rémunération le cas
échéant, sauf pour les données « essentielles », qui devraient être diffusées
gratuitement87.
Toutefois, ce rapport recommande que cette obligation ne se substitue pas
aux droits d'accès aux documents administratifs régis par la législation française
en vigueur; par contre, cette obligation serait en quelque sorte le « complément»
qui aurait été inspiré par un même souci de transparence88. Il existerait une limite à
cette obligation, elle ne s'exercerait que « sous réserve des secrets protégés par des
textes spécifiques, ainsi que de la préservation de la vie privée »89.
Il faut alors établir une première distinction, identifier la « donnée brute» -
la donnée élémentaire -« dans son état antérieur à tout enrichissement »90.
Dans le rapport « Données publiques et révolution numérique », on a
préféré la notion de «donnée de base» à celle de donnée brute. Les « données de
base» sont des données brutes traitées seulement de la manière qui est absolument
nécessaire pour les rendre techniquement et légalement communicables91 .
Finalement, les « données élaborées » ou données à valeur ajoutée sont des
87D.MANDELKERN et B. du MARAIS, op. cil., note 19, p. 92.
88 Id.
89 Id.
90D. MANDELKERN et B. DU MARAIS, op. cit., note 19, p. 14. Dans ce rapport, la défmition de
donnée brute utilisée est celle que fournit le Professeur Gaudrat dans son rapport
« Commercialisation des données publiques » : « Cette qualité dépend, par conséquent, de
l'enrichissement en vue. Eu égard à la constitution d'une banque de données, les arrêts ou les articles
peuvent faire figure d'informations brutes au même titre que des noms de médicaments, alors que le
degré d'élaboration de ces deux types d'informations est tout différent. ». Voir sur ce sujet: Philippe
GAUDRAT, Commercialisation des données publiques, Paris, La Documentation française, 1992.
91 Id.
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données « enrichies »; cette valeur ajoutée qui leur est apportée serait susceptible
d'appropriation intellectuelle92 • Pour Selon H. Maisl, la frontière entre ces deux
notions est cependant devenue floue, car « la constitution de banques de données
entraîne forcément un enrichissement de l'information »93.
Les « données essentielles» - elles devraient être diffusées gratuitement de
l'avis des rédacteurs du rapport « Données publiques et révolution numérique» -
sont définies comme les données publiques dont la mise à disposition est une
condition indispensable à l'exercice des droits des citoyens français, autant qu'à
ceux des étrangers résidant sur le sol français9\
Ces données seront plus ou moins enrichies, et ce dans le but d'en faciliter
la compréhension par un large public. Cet enrichissement serait justifié si certaines
conditions prévues par la loi pour la diffusion des données brutes sont respectées.
Selon les rédacteurs du rapport susmentionné, l'enrichissement devrait être très
élaboré dans le cas de l'information administrative ou des textes juridiques, en vue
de la compréhension toujours. Les « données essentielles» ne se confondent en
aucun cas aux « données brutes» ni aux « données de base »95.
Certains auteurs s'interrogent sur la pertinence d'un enrichissement des
données par le secteur public:
« Lorsque la personne publique convient de laisser au secteur public le soin
de diffuser ses données, il est logique qu'elle cède à celui-ci des données
brutes. Le secteur privé conviendra, le cas échéant, de mettre en forme et
de finaliser ces données selon le marché prospecté. Dès lors que la
personne publique aura décidé d'assurer elle-même la diffusion de ses
données et de créer sa propre banque de données, le choix de la
mémorisation de données brutes ou de données "travaillées" ressortit, selon
nous, de l'objet du service public dont elle a charge. Là encore, au-delà des
92 H. MAISL, op. cil., note 16, p. 54. Voir aussi D. MANDELKERN et B. DU MARAIS, op. cil., note
19, p. 15. Les différents ordres de « plus-values intermédiaires» dont s'enrichit l'information -le
rapport « Données publiques et révolution numérique» en fournit une liste dans sa défmition des
données élaborées - s'inspirent des distinctions apportées par le Professeur Gaudrat; ces plus-values
intermédiaires peuvent être de nature intellectuelle, documentaire, teclmique ou économique.
93 H. MAISL, op. cil., note 16, p. 54.
94D. MANDELKERN et B. DU MARAIS, op. cil., note 19, p. 96.
95 Id., p. 97.
43
problèmes de création d'emploi que cela ne manquera pas de susciter, il
convient d'apprécier de quelle mission est investie la personne publique et
si la mise en forme des données qu'elle collecte dans le cadre de sa mission
répond également à la mission d'intérêt général qu'elle doit accomplir. »96
En effet, il est important d'établir et de délimiter les obligations du secteur
public dans sa mission de service public et de voir si les coûts de la mise à
disposition des données publiques s'insèrent dans cette mission. Pour ce qui est de
l'utilisation des « données essentielles », celles-ci doivent être accompagnées de
logiciels de présentation, de recherche, et plus encore, ce qui implique un coût
pour les organismes qui devront mettre à disposition ces outils de façon gratuite.
La position du rapport « Données publiques et révolution numérique» à ce
sujet est la suivante:
« À cet égard, l'Atelier est conscient du coût éventuel pour les organismes
producteurs de la mise à disposition gratuite de ces outils. Il a considéré
néanmoins que leur prise en charge procédait de l'exécution normale des
missions de service public.
Cependant, ces outils devront être strictement nécessaires à la
compréhension par le public des données essentielles et ne devront pas
conduire à offrir un véritable service qui pourrait concurrencer l'activité
éditoriale du secteur privé. »97
Cette notion de « données essentielles » établie afin de créer une règle de
répartition entre opérateurs privés et opérateurs publics en matière de diffusion et
de mise à disposition des données publiques ne semble pas opératoire à une partie
de la doctrine98. J.-M. Bruguière écrit:
« Doit-on définir la donnée essentielle à partir du contexte de production,
ce qui correspondrait aux "données sources", aux matériaux de base que
l'on va par la suite enrichir, traiter [... ]? D'une certaine manière cette
96 N. MALLET-POUJOL, op. cit., note 86, p. 207.
97D. MANDELKERN et B. DU MARAIS, op. cit., note 19, p. 97.
98 Jean-Michel BRUGUIÈRE, «Le débat de la diffusion des données publiques », p. 4, communication
présentée dans le cadre du Colloque international « L'administration électronique au service du
citoyen» tenu à Paris les 21 et 22 janvier 2002, disponible à l'adresse suivante: http://www.univ-
paris l.fr/droit-internet-2002/pdt/fr/Bruguiere.pdf (dernière consultation le 06/0912002). Dans cet
article, l'auteur s'interroge sur les conséquences précises qui sont attachées à la qualification de «
données essentielles» : est-ce qu'il s'agit d'une gratuité de ces données? Suppose-t-elle l'obligation
pour les opérateurs publics de mise à disposition des données aux [ms de rediffusion? « Si oui selon
quelles modalités technologiques et juridiques ces données [... ] essentielles doivent-elles être mises
en œuvre? Plus radicalement, que faut-il entendre par données essentielles? »
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analyse rejoindrait la notion "d'infrastructure essentielle" que connaît le
droit de la concurrence, ce qui aurait le mérite de la clarté. Doit-on
considérer que la donnée essentielle est celle qui est attachée à l'exercice
de la citoyenneté, ce qui résulte clairement du Rapport Mandelkern?
Autrement dit, il ne s'agirait plus de s'attacher au contexte économique de
la production, mais à la finalité juridique de l'usage. La donnée essentielle
serait alors intimement attachée à l'exercice des droits du citoyen et
regrouperait avant tout les données juridiques. »99
En effet, une des questions importantes est celle d'établir le champ
d'application des données essentielles; certains secteurs n'entreront qu'à la marge
de ce champ, tandis que les données juridiques fondamentales, l'ensemble de la
doctrine administrative et les données culturelles devraient faire partie de cette
catégorie lOO • Un des objectifs du rapport « Données publiques et révolution
numérique » était de fournir une « qualification précise mais évolutive » des
données essentielles101 • En ce qui concerne leur champ d'application, ce rapport
propose qu'au lieu de le définir à partir de chaque secteur, il est convenable de
revenir à la mission de chacun des organismes et d'apprécier dans quelle mesure
les informations qu'il produit ou détient relèvent des données essentielles lO2 •
La valeur économique des données publiques, comme nous venons de le
constater, soulève certaines questions complexes, surtout en ce qui concerne les
rôles que le secteur public et le secteur privé devront jouer à l'avenir. La mission
de « service public » confiée aux organismes du secteur public et le devoir de
transparence administrative sont des notions qui méritent analyse : nous y venons
dans les pages qui suivent.
99 Id. L'auteur de la citation renvoie au rapport Données publiques et révolution numérique, précité,
note 19.
100 Bertrand DU MARAIS, « Les données publiques », p. 8, communication présentée dans le cadre
du Colloque international« L'administration électronique au service du citoyen» tenu à Paris les 21
et 22 janvier 2002, disponible à l'adresse suivante : http://www.droit-internet-2000.univ-
paris 1.fr/di2 000 24.htm (dernière consultation le 01/09/2002). L'auteur écrit: « Le premier discours
du Premier ministre à Hourtin, au cours de l'été 1997, crée la notion de "données essentielles", qui ont
vocation à être diffusées gratuitement. Cependant, leur défmition procède d'une énumération. Cette
liste est relativement vague et pragmatique [... ]. On y trouve les données juridiques fondamentales,
l'ensemble de la doctrine administrative et des données culturelles. »
101 Id., 9.
102 D. MANDELKERN et B. DU MARAIS, op. cit., note 19, p. 97.
45
1.2.3 Valeur sociale des données publiques
La diffusion des données publiques est intimement liée à la notion d'intérêt
général, qui ne peut pas être mise à l'écart en l'occurrence. La mission de «
service public» qui a été confiée à l'administration nous rappelle la valeur sociale
des données publiques.
1.2.3.1 Le principe de transparence de l'État
La notion d'intérêt général doit être présente dans le débat qui se poursuit,
notamment au sein de la Communauté européenne, au sujet de la réutilisation de
l'information du secteur public.
Il s'agit de créer l'équilibre nécessaire pour que les règles du marché cèdent
devant certaines nécessités sociales. La difficulté tient à la notion même d'intérêt
général, imprécise quant à sa portée et à son contenu. À cause de cette
imprécision, il est difficile de limiter la portée de la mission de service public que
le secteur public doit accomplir en ce qui concerne la diffusion et la mise à
disposition des données qu'il détient. Voici comment H. Maisl voit la question:
« L'alternative communautaire semble être entre deux démarches: ou bien
adopter la démarche américaine avec un principe de mise à disposition des
données publiques au profit du secteur privé et un rôle limité du secteur
public, ou bien tenter, de manière pragmatique, de concilier les règles de la
concurrence et les exigences d'intérêt généra1. »103
La notion de service public est liée à celle de la transparence de l'État, et
comme conséquence, aux lois d'accès. En effet, les lois d'accès qui permettent
l'accès des citoyens aux documents du secteur public trouvent leur origine dans la
volonté de promouvoir la transparence au sein des administrations des différents
États. L'obligation de publicité qui accompagne certains documents et le droit
d'accès du citoyen découlent de l'idée de démocratie.
C. De Terwangne écrit à propos des lois d'accès: « Longtemps celles-ci
[les administrations] sont restées muettes, citadelles préservées par le secret de
103 H. MAISL, op. cif., note 16, p. 131.
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leurs agents. L'idée de démocratie peu à peu répandue, et avec elle, celle de la
participation de tous à la gestion de la res pub/ica, ont conduit, on l'a vu, à
l'apparition des "législations d'accès". »104
Mais, est-ce que les lois d'accès, inspirées par le principe de transparence
démocratique, peuvent constituer le fondement de la commercialisation et de la
diffusion des données publiques?
L'exemple américain nous montre comment le Freedom ofInformation Act
(FOlA) qui est une loi autorisant l'accès aux documents administratifs a contribué
en grande partie au développement de la politique de diffusion de l'information
publique aux États-Unis. Pour certains, l'utilisation des lois d'accès aux
documents administratifs - ces lois créent un droit d'information pour les citoyens
comme fondement à la commercialisation des fichiers publics - suppose qu'« on
mélangerait notamment deux notions différentes de transparence» 105.
La Loi française sur l'accès aux documents administratifs du 17 juillet
1978 établit dans son article 10 l'interdiction d'utiliser à des fins commerciales les
informations obtenues lO6•
Cet article précise que « [l]'exercice du droit à la communication institué
par le présent titre exclut, pour ses bénéficiaires ou pour les tiers, la possibilité de
reproduire, de diffuser ou d'utiliser à des fins commerciales les documents
communiqués »107.
Cet article est l'exception à la règle générale présente dans les lois d'accès,
lesquelles, d'une manière générale, rendent possible l'utilisation commerciale des
données obtenues. Ces lois ne posent aucune limitation aux motivations des
104 C. DE TERWANGNE et T. DE LA CROIX-DAVIO, op. cit., note 31, p. 91.
105 CHARLOTTE-MARlE PITRAT, « Le débat Européen: un serpent de mer », Rev.fr. adm. publ.
1994.606, nO 72.
106 Loi n° 78-753 du 17 juillet 1978 portant diverses mesures d'amélioration des relations entre
l'administration et le public et diverses dispositions d'ordre administratif, social et fiscal, J.O. 18
juillet 1978. (ci-après Loi française sur l'accès).
107 Article 10 de la Loi française sur l'accès, précitée, note 106.
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demandes d'accès car les administrations « ne sont pas autorisées à rechercher
l'objectif poursuivi par la demande de communication de documents avant
d'accéder ou non à cette demande »108.
Toutefois, plusieurs auteurs rappellent que l'article 10 de la Loi française
sur l'accès n'a aucune portée pratique car la Commission d'accès aux documents
administratifs109 estime que cette disposition ne peut servir à permettre à
l'administration qui a connaIssance de l'existence d'une intention de
commercialiser des documents demandés de refuser cette demande d'accès"o. À
propos de l'article 10 de la Loi française sur l'accès, la CADA précise que:
« Toutefois, il n'appartient pas à l'administration qui délivre la copie du
document de contrôler l'usage qui en est fait. En particulier, elle ne peut
s'opposer à la communication d'un document au seul motif qu'elle
soupçonne celui qui en fait la demande de vouloir en faire un usage
commercial. Elle ne peut que rappeler la règle posée par la loi. »111
Pour d'autres, c'est l'article 10, alinéa 1 de la Convention européenne des
droits de l'homme - il reconnaît à toute personne le droit à la liberté d'expression
- qui sert de fondement à la commercialisation des données publiques
qu'autorisent les lois d'accès 112• Cet article interdit de contrôler la finalité de
l'exercice de ce droit, et pourrait ainsi constituer le fondement à la possibilité de
commercialiser l'information publique.
108 C. DE TERWANGNE et T. DE LA CROIX-DAVIO, op. cit., note 31, p. 93.
109 Commission d'accès aux documents administratifs (ci-après CADA).
110 Voir en ce sens: Herbert MAISL,« Les données publiques: un gisement à exploiter »,
« Introduction» au n° 73, RevJran. adm. pub!. 1994.565, n° 72 et C. DE TERWANGNE et T. DE
LA CROIX-DAVIO, op. cit., note 31, p. 94.
III CADA,« Guide de l'accès aux documents administratifs », accessible sur le site de la CADA, sous
la rubrique « Quels sont vos droits? » à l'adresse http://www.cada.fr/fr/guide/frame.htm (dernière
consultation le 10/10/2002).
112 Article 10, alinéa 1 de la Convention européenne de sauvegarde des droits de l'Homme et des
Libertés Fondamentales du 4 novembre 1950, S.T.E. n° 005. Voir: H. MAISL, op. cit., note 110, p.
565. H. Maisl renvoie à la thèse d'Yves Poullet portant sur ce sujet.
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L'ouvrage que nous avons cité de J.-M. Bruguière élabore une critique de
l'argument qui est présenté par Yves Poullet ll3 . La thèse de ce dernier est résumée
par J.-M. Bruguière en trois propositions, une principale et deux complémentaires.
Selon la proposition principale, « [l]es lois d'accès visant à instaurer une certaine
transparence de l'action publique ont consacré un véritable droit de l'homme à
l'information qui peut être fondamentalement rattaché à l'article IOde la
Convention européenne des droits de même nature »114.
En outre, la thèse de M. Poullet nous fait observer que la
commercialisation des données ne ferait qu'amplifier la dissémination de
l'information, ce qui est l'objectif même du droit d'accès. Et finalement, cet auteur
nous invite à constater que ceux qui opéreraient distinction entre l'accès
intellectuel et l'usage économique le feraient avec la volonté d'échapper au
principe de la gratuité du droit d'accès et auraient le désir de réserver « en quelque
sorte l'exploitation commerciale de l'information au profit des opérateurs
publics »115.
J.-M. Bruguière conteste cette thèse en s'appuyant surtout sur la distinction
qu'il fait entre information objet et information moyen. Le secteur privé
revendiquerait seulement l'information objet et le droit d'accès viserait
l'information moyen116• Par la suite, il souligne la nature du droit d'accès qui serait
avant tout un droit intellectuel, mais sans que soit interdit le droit d'usage
économique. Il écrit:
« Le droit d'accès à l'information n'est pas un obstacle au droit d'usage
économique, tout d'abord parce que cet usage économique ne peut en
113 J. -M. Bruguière s'appuie sur le texte de deux communications faites par Yves Poullet dans le cadre
de la recherche PUBLAW menée pour la Commission des Communautés européennes lors de la xvr
réunion annuelle de l'Institut CCI: «Pour un cadre juridique d'une politique de diffusion des données
détenues par le secteur public, étude de droit comparé et de droit européen» et « Commercialisation
des données détenues par le secteur public: légitimité et conditions. »
114 J. M. BRUGUIÈRE, op. cit., note 17, p. 97.
liS Id.
116 J. M. BRUGUIÈRE, op. cit., note 17, p. 20-28. L'auteur défmit l'information moyen de l'activité
du service public comme « l'ensemble des informations collectées et/ou traitées et dans une très faible
mesure diffusées par un service public afm de lui permettre d'accomplir des missions dont l'objet
statutaire n'est pas précisément la mise à disposition directe« d'informations ». L'information objet
de l'activité du service public serait « l'ensemble des informations collectées et/ou traitées et/ou
diffusées par un service public afm de répondre aux missions dont l'objet statuaire impose, à titre
principal ou dérivé, la mise à disposition d'informations ».
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aucun cas justifier une rétention de l'information, ensuite parce que cet
usage économique ne peut selon nous être condamné sur le principe. »117
Toutefois, l'auteur précise que ce droit d'usage économique ne serait pas
un droit à l'exploitation commerciale au sens du droit de la concurrence.
L'étude des enjeux que la valeur économique et sociale des données
publiques fait naître est donc fort intéressante dans le contexte actuel. Plus
particulièrement, en ce qui a trait à la protection de la vie privée des personnes
auxquelles se rapportent les informations contenues dans les banques de données
publiques en voie de commercialisation, il nous semble que des mesures de
protection spécifiques doivent être mises en place par le secteur privé et par le
secteur public. En tout état de cause, certaines questions restent sans réponse,
notamment en ce qui a trait au rôle que le secteur privé et le secteur public devront
jouer dans la commercialisation des données publiques et dans la diffusion des
documents publics en support numérique. Ces questions exigent que de grands
efforts soient consentis si on veut leur trouver une réponse satisfaisante pour les
citoyens, les organismes publics et les entreprises.
1.3 L'accès aux données publiques et la protection de la vie privée: un nécessaire
équilibre
L'équilibre nécessaire pour protéger la vie privée des personnes concernées
et assurer l'accès aux données publiques grâce aux nouvelles technologies de
l'information prend une grande importance dans le contexte actuel. Il est certain
que l'accès Internet aux grandes bases de données qui contiennent des documents
publics requiert l'adoption de mesures précises quant à la protection de la vie
privée. Toutefois, le droit à l'information du citoyen et les intérêts de la recherche
méritent d'être préservés, et non pas sacrifiés. Voyons si cela est possible.
117 'J. M. BRUGUIERE, op. cit., note 17, p. 101.
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1.3.1 Changements provoqués par les nouvelles technologies
Le recours aux nouvelles technologies et l'émergence de la société de
l'information ont suscité de nouveaux risques pour la vie privée des citoyens, car
les registres publics sont maintenant accessibles par Internet. Les problèmes se
posent essentiellement quand la diffusion porte sur des documents ou des registres
publics porteurs de données relatives aux personnes physiques. Ces données
aujourd'hui accessibles sous forme électronique en vertu des règles et des usages
n'étaient accessibles antérieurement qu'à partir de registres « papier» que les
citoyens pouvaient consulter.
À cause des impératifs de transparence qui caractérisent les sociétés
démocratiques, la publicité de tels documents y est devenue la règle. Ces mêmes
documents sont diffusés ou sont accessibles à 1'heure actuelle sur Internet. Quelles
sont alors les «nouveautés» qui justifient l'examen de la question et qui, aux yeux
de certains, exigent la révision des normes de protection de certaines données
publiques afin de préserver le droit à la vie privée des personnes concernées?
Le problème a sa source dans le changement des supports de données et
des modes d'accès à l'information. Les questions relatives à la protection de la vie
privée dans le contexte de la mise à disposition des documents publics sont nées
avec l'utilisation des nouvelles technologies et du support numérique auxquels on
recourt pour créer maints registres et documents.
Nous assistons à un changement d'échelle provoqué par les progrès
technologiques. L'adaptation des règles de protection des données personnelles
devrait aller de pair avec ce changement. Plusieurs innovations techniques rendent
légitime sinon urgent un questionnement en profondeur sur la protection qui
devrait être accordée aux données accessibles au public.
Un des phénomènes que certains ont vu comme l'un des plus
caractéristiques du développement de l'informatique est celui de la création des
banques de données. La CNIL a identifié trois innovations informatiques qui ont
contribué au développement des banques de données: la capacité de mémorisation
fortement accrue et moins coûteuse, les progrès des logiciels d'accès et le
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développement des transmissions et des réseaux nationaux ou internationaux ll8 .
Les banques de données contiennent d'énormes stocks d'information et on peut les
consulter à distance. Depuis plusieurs années nous assistons à la création de très
riches banques de données où sont regroupées des informations qui proviennent du
secteur public et sont accessibles sur Internet. Depuis 1984, plusieurs projets de
banques de données juridiques et économiques ont été soumis à la CNIL. Cet
organisme a dû établir les conditions d'accès aux données personnelles pour un
large public alors que dans le passé, ces données étaient réservées à un public
restreint. Le cas des décisions de justice vient spontanément à l'esprie 19•
Sans doute, la mémorisation et le stockage en masse des données sont des
phénomènes nouveaux, apparus grâce à l'utilisation des nouvelles technologies; la
nature de la diffusion des données publiques s'en trouve très souvent modifiée.
Certains pensent qu'une donnée qui peut licitement devenir accessible dans un but
particulier devrait bénéficier d'une protection qui tienne compte du fait que si elle
est mise en mémoire et conservée pour un temps indéfini, la situation se
complique120 • Les banques de données de jurisprudence nous fournissent un
exemple que nous étudierons plus à fond dans la seconde partie de notre Mémoire.
J.-C. Soyer renvoie à ce phénomène quand il dénonce les « effets pervers» du
progrès auxquels les mécanismes de protection de la vie privée doivent faire face:
« Comment cela? Parce que l'informatique aux fabuleux bienfaits
comporte, en revers, une aptitude effrayante : la mémoire totale,
instantanée. À la fois par la minutie, l'immensité, la fréquence des
informations recensées sur la vie quotidienne, donc largement privée: par
une capacité sans limites de conservation de ces données, cela sous un
volume de plus en plus restreint, qui permet le transfert instantané de telles
informations; par une aptitude de tri à la vitesse de la lumière, d'où s'ensuit
118 CNIL, 3°Rapport d'activité, Paris, La Documentation française, 1983, p. 177. Dans ce rapport, la
CNIL fait la distinction entre une banque de données qui est« une accumulation d' infonnations (quelle
que soit leur organisation) » et une base de données qui est « le système cohérent avec la banque de
données, qui pennet d 'y mettre àjour (c'est-à-dire d ' introduire) de nouvelles infonnations et d'effacer
celles qui sont caduques et de l'enrichir par l'introduction de relations nouvelles entre les différents
éléments ».
119 CNIL, Dix ans d'informatique et libertés, Paris, Economica, 1988, p. 55.
120 M. PINET, loc. cil., note 1.
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la facilité des rapprochements et recoupements le plus inattendus, mais
d'autant plus révélateurs. »121
La plupart des législations protectrices des données à caractère personnel
établissent une limitation de la durée de conservation des données stockées sous
forme nominative. L'objectif est d'éviter que l'individu soit gêné toute sa vie par
la conservation des données le concernant; cela équivaut à reconnaître l'existence
d'un « droit à l'oubli» des personnes concernées. Cette problématique est présente
dans le débat qui porte sur la diffusion des données publiques, particulièrement de
celles qui se trouvent dans les banques de données de jurisprudence accessibles sur
Internet. Nous en ferons l'objet de notre étude dans les pages qui suivent.
Deux autres aspects qui méritent notre attention sont la facilité de tri qui est
rendu possible aujourd'hui grâce à la numérisation des documents ainsi que la
recherche intégrale des documents par la multiplication des critères d'interrogation
offerts. Pour certains, les critères d'accès à l'information peuvent changer la
nature de la mise à disposition des documents et ce qui est plus grave encore,
l'usage qui sera fait de ces informations122. M. Pinet fournit l'exemple des
annuaires inversés pour illustrer ce problème:
« L'exemple des annuaires inversés en matière de télécommunications est
bien connu : constitués à partir des mêmes informations que celles qui
figurent dans les annuaires publics des abonnés au téléphone, c'est le
critère d'interrogation qui change: on ne recherche plus un numéro de
téléphone à partir d'un nom et d'une adresse que l'on connaît, mais le nom
et l'adresse d'un abonné à partir d'un numéro de téléphone dont on
dispose. Dans les deux cas (annuaires et annuaires inversés), les
informations sont les mêmes et sont, sauf volonté contraire de l'intéressé,
accessibles au public. Pourtant, rechercher le nom et l'adresse d'une
personne alors qu'on ne dispose que de son numéro de téléphone, c'est
rechercher une information que la personne n'a peut-être pas entendu
donner, se renseigner sur son compte à son insu, en savoir plus qu'elle n'a
accepté d'en dire. »123
121 Jean-Claude SOYER, « L'avenir de la vie privée face aux effets pervers du progrès et de la
« vertu », dans Pierre TABATONI (dir.), La protection de la vie privée dans la société de
l'infonnation, T. l, Paris, PUF, octobre 2000, p. 10.
122 M. PINET, loc. cit., note 1,4.
123 Id.
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Le Groupe de protection des personnes à l'égard du traitement des données
à caractère personnel au sein de l'Union Européenne a présenté un rapport en 2000
concernant l'utilisation des annuaires pour des services de recherche inversée ou
multicritères124. Ce texte étudie le changement provoqué par l'utilisation des
différents critères d'interrogation par rapport à l'utilisation des annuaires
traditionnels et les conséquences qui découlent de ces recherches pour la
protection de la vie privée des personnes concernées. L'utilisation des annuaires
inversés est interdite dans certains pays, dont le Royaume-Uni et l'Allemagne. En
France, il existe un droit d'opposition des personnes à y figurer 125•
Quoi qu'il en soit, c'est la technologie mise en œuvre dans le réseau
Internet qui donne une dimension nouvelle à la mise à disposition des données du
secteur public à l'intention du grand public. La diffusion des données à l'échelle
planétaire et l'utilisation de très puissants moteurs de recherche changent la nature
de la « publication» de certaines données que dans le passé on publiait sur support
papier.
Dans une Délibération portant avis sur le projet de loi sur la société de
l'information, la CNIL examine les enjeux liés à l'accès aux données publiques.
La CNIL y signale ce changement d'échelle provoqué par la diffusion des données
publiques sur Internet:
« Au regard de la protection des données personnelles et de la vie privée,
on peut s'interroger sur le point de savoir si, d'une part, dans la généralité
de ses termes, l'obligation qui serait faite de diffuser sur Internet toute
donnée "publique", y compris des données personnelles, a suffisamment
pris en compte les spécificités liées à un mode de diffusion tel qu'Internet
et, d'autre part, si la réserve faite, par exception, pour certains actes et
décisions, au motif de risques particuliers que leur utilisation pourrait faire
peser sur les libertés individuelles, constitue une garantie suffisante.
En effet, la diffusion d'une information sur Internet réalise un changement
d'échelle tout à fait considérable. Toute information diffusée sur Internet
124 GROUPE DE PROTECTION DES PERSONNES À L'ÉGARD DU TRAITEMENT DES
DONNÉES À CARACTÈRE PERSONNEL AU SEIN DE L'UNION EUROPÉENNE, Avis 5/2000
concernant « L'utilisation des annuaires publics pour des services de recherche inversée ou
multicritères (Annuaire par numéros) », adopté le 13 juillet 2000,
http://www.europa.eu. int/comm/internal markeU'en/dataprot/wpdocs/wp33ff. pdf (dernière
consultation le 05/0212002).
125 M. PINET, loc. cit, note 1,4.
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devient accessible au plan mondial, et, surtout, les possibilités de
duplication et de capture de l'information sont sans limite et ne peuvent être
contrôlées. Ainsi, non seulement un site d'information peut être copié à
l'infini et stocké sur une multitude de serveurs informatiques sans que le
responsable de la diffusion initiale le sache, mais il est également possible,
grâce aux prouesses des moteurs de recherche, d'accéder à l'information
sans même connaître l'existence du site de diffusion.
Ainsi suffit-il d'indexer le nom d'une personne physique sur un moteur de
recherche pour obtenir l'ensemble des informations la concernant diffusées
sur Internet à partir de sites géographiquement épars ou de nature
différente. »126
Pour certains, il existe un nsque quand une information légitimement
rendue publique dans un pays est diffusée sur Internet, car cette diffusion à
l'échelle planétaire peut provoquer des atteintes à la vie privée et à l'intégrité
physique des personnes127. En particulier, le Gouvernement français a décidé de ne
pas diffuser sur Internet les décrets de naturalisation qui sont publiés en France
dans le Journal officiel. La CNIL justifie cette mesure en soutenant que:
« [...]le souci de précaution appelle assurément à un strict encadrement de
la diffusion sur Internet d'informations nominatives. Ainsi, le
Gouvernement a exclu de la diffusion du Journal officiel sur Internet les
décrets de naturalisation afin que la publicité dont sont assortis ces décrets,
qui s'apparente à une mesure de bienvenue dans la communauté nationale,
ne se transforme pas en menace pesant sur les intéressés, par les
possibilités de recherche et de capture de telles informations que peut offrir
Internet à certains groupes ou officines de leur pays d'origine. »128
La diffusion sur Internet des données publiques et les possibilités offertes
par de puissants moteurs de recherche convient les législateurs à adopter des
mesures adéquates de protection de la vie privée, adaptées à cette nouvelle réalité.
Cela ne peut qu'augmenter la difficulté de créer un équilibre entre la protection de
la vie privée et le droit à l'information des citoyens.
126 CNIL, Délibération n° 01-018 portant avis sur le projet de loi sur la société de l'information, le 3
mai 2000, 16, http://www.cnil.fr/actu/actualités/doc/Avis cnil LSI dO l 018.pdf. (dernière
consultation le 03/1112002).Le texte défmitif du Projet de loi sur la société de l'information est
disponible à l'adresse suivante: http://www.Isi.industrie.gouv.fr/observations/Ümov/Isi/index.htm
(dernière consultation le 15/1112002).
l27M. PINET, loc. cit, note 1,5.
128 CNIL, op. cit., note 126. Voir aussi CNIL, 15° Rapport d'activité, Paris, La Documentation
française, 1995, p. 3 1.
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1.3.2 Droit à l'infonnation des citoyens et droit à la vie privée
Le débat qui porte sur la conciliation de la protection de la vie privée et de
la liberté d'infonnation n'est pas nouveau. Toutefois, la problématique qui nous
occupe présente, elle, certaines nouveautés. En premier lieu, les renseignements
personnels qui sont contenus dans les documents publics ont en principe perdu
leur caractère « confidentiel » et sont devenus publics comme résultat de leur
diffusion ou de leur publication. Ce sont des données qui devenaient publiques
aussi quand elles n'existaient que sur support « papier» ou étaient accessibles à
toute personne qui faisait une demande d'accès. Nous parlons de documents qui
étaient accessibles, d'abord parce que les lois d'accès n'imposaient pas de
limitations à leur connaissance par le public et ensuite parce qu'ils étaient publiés
pour des raisons de transparence administrative et judiciaire, sauf dans les
exceptions visées par ces lois.
Toutefois, en ce moment, les modes d'accès à ces documents et le support
numérique dont ces derniers font l'objet changent la nature de leur mise à
disposition et entraînent de nouveaux risques relatifs à la protection des
renseignements personnels. En contrepartie, l'adoption de nouvelles dispositions
qui auraient comme but de protéger la vie privée pour faire face à ces nouvelles
menaces risque de restreindre la circulation de ces données et par conséquent, de
mettre en danger d'autres valeurs. Les citoyens ont un intérêt légitime à connaître
les documents publics, et il nécessaire d'assurer la circulation des infonnations
dans une société démocratique où la transparence est une valeur essentielle.
Nous pouvons identifier deux volets de la notion de vie privée : le volet
identificateur et le volet contextuel. Le premier pennet l'identification des faits et
des aspects de la vie d'une personne qui sont inclus dans le domaine protégé de la
vie privée, à une époque donnée. Le contenu de ce domaine peut varier en fonction
de la personne, de la position qu'elle occupe dans la société et surtout, de
l'existence d'une expectative raisonnable de vie privée129•
129 Voir à ce propos: Pierre TRUDEL, France ABRAN, Karim BENYEKHLEF et Sophie HEIN, Droit
du cyberespace, Montréal, Thémis, 1997, p. 11-26.
56
Le volet contextuel pennet d'apprécier le contenu du domaine de la vie
privée en fonction surtout de la participation de la personne à la vie sociale. Le
volet contextuel se détennine aussi « en tenant compte des nécessités de
l'infonnation publique de même que des autres valeurs qui sont forcément en
cause dans les limitations du droit à la vie privée »\30.
Toutefois, comme nous l'avons déjà précisé, l'usage des nouvelles
technologies pose des enjeux majeurs:
« Ce volet contextuel met en relief le fait que la vie privée n'a pas un
contenu défini au fil des sensibilités infiniment variables des individus,
mais constitue un droit dont le domaine s'hannonise aux exigences de la
participation à la vie sociale. En revanche, les technologies de
l'information offrent des possibilités inouïes d'agglomération
d'infonnations à tel point que des infonnations dont on peut convenir du
caractère public peuvent connaître des traitements qui pourront s'avérer
périlleux pour la vie privée de certaines personnes. »131
Il ne faut pas oublier que certains renseignements relatifs à la vie d'une
personne peuvent présenter un intérêt légitime pour les citoyens ou pour la
collectivité. En effet, les données publiques constituent une richesse pour la
société en son entier et elles jouent un rôle essentiel dans un système
démocratique. Elles deviennent un matériau précieux pour les intérêts de la
recherche et du journalisme. Est-ce que la protection de la vie privée justifie la
censure de certaines de ces infonnations? Comme nous le verrons plus bas, le
danger réside dans les usages illicites qui peuvent être faits de ces données, usages
potentiellement idoines à détourner de la finalité première de leur publication ou
de leur accessibilité des documents qui par quelque côté présentent un intérêt
public. Certains auteurs ont identifié deux démarches qu'il serait possible
d'adopter :
« Il est certain que dans les environnements-réseaux, la publicisation des
infonnations personnelles doit être assortie de précautions essentielles. On
ne s'entend pas cependant sur le type de précautions et leur ampleur. Pour
certains, il n'est pas de meilleure protection que celle qui consiste à
130 Id., p. 11-27.
l3lK. BENYEKHLEF et P. TRUDEL, op. cit., note 38, p. 4.
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interdire a priori la circulation de l'information, même à caractère public.
D'autres croient à la possibilité de mettre au point des critères qui
protégeront les intérêts essentiels des personnes visées par l'information en
assurant toutefois la libre circulation dans toutes les situations où elle ne
met pas en cause un intérêt identifiable. »132
La CNIL soutient que les précautions qu'elle propose pour protéger les
données personnelles contenues dans les documents publics diffusés sur les
réseaux ne doivent pas aboutir à l'impossibilité d'accéder par Internet à ces
informations. La protection qu'elle propose serait possible grâce aux mesures
techniques adoptées pour assurer la protection des personnes concernées, mesures
qui devraient être mises en œuvre afin de préserver la finalité pour laquelle les
données sont devenues accessibles et d'éviter qu'on en fasse un usage abusif133.
La CNIL propose d'autre part d'inverser le principe général - analysé plus
haut - de mise à disposition des «données essentielles» à caractère nominatif
présent dans le Projet de Loi sur la société de l'information:
« [... ] la Commission souhaite que, s'agissant des données essentielles
revêtant un caractère nominatif, le projet puisse inverser le principe (mise
en ligne) et l'exception en limitant l'obligation de mise en ligne des
données essentielles aux seuls actes et décisions ne revêtant pas de
caractère nominatif, un décret en conseil d'État pris après avis de la CNIL
pouvant déterminer ceux des actes et décisions à caractère nominatif qui
pourraient obéir au nouveau régime juridique des «données
essentielles. »134
La justification de cette proposition repose sur l'applicabilité de la
Directive 95/46/CE à la protection des données à caractère personnel revêtant ou
ayant revêtu un caractère public. Cette Directive prévoit pourtant quelques
exceptions à cette protection, nous les verrons sous peu. Toutefois, il convient de
rappeler que cette circonspection de la CNIL tient exclusivement à un souci
132 P. TRUDEL, foc. cit., note 55, 52.
133 CNIL, note 126, 18. La CNIL propose l'utilisation de mesures techniques d'accès au cadastre pour
assurer le respect de la fmalité du caractère public des données qu'il contient: « Ainsi, dans certains
cas, la technique peut venir au soutien des précautions à prendre: il pourrait être envisagé, à titre
d'exemple, que le cadastre puisse être accessible par Internet dès lors que serait mis en place un
système d'accès par cartographie permettant, pour un bien immobilier particulier, d'en connaître le
propriétaire. À défaut d'une telle précaution, dont il conviendrait de s'assurer techniquement de
l'effectivité, on transformerait un registre de propriétés (à qui appartient cette parcelle que je souhaite
acheter?) en une liste de propriétaires (quels sont les biens que possède Monsieur X?). »
134 Id., 18.
58
d'encadrer de façon stricte la diffusion sur Internet des données à caractère
personnel rendue possible par cette technologie. Cette précaution est légitimée par
un souci d'éviter qu'on fasse de ces données quelque usage qui aurait comme
conséquence de porter atteinte au droit à la vie privée.
P. Trudel nous rappelle les dangers d'une censure a priori de la circulation
de l'information à caractère public:
« Dans une société démocratique dans laquelle il subsiste un espace public,
il importe d'assurer la libre circulation des informations relevant de
l'espace public. Cette libre circulation doit être assurée même si à
l'occasion cela peut indisposer. Les abus doivent être sanctionnés, mais
uniquement lorsqu'ils se manifestent. Il est dangereux de tout censurer au
motif que certaines informations peuvent faire l'objet d'usages abusifs ou
fautifs. Il faut réprimer les abus dont peuvent faire l'objet les informations
publiques par des interventions après coup plutôt que de censurer toutes les
informations publiques sous le prétexte que certaines d'entre elles peuvent
être utilisées de façon abusive.
Ainsi, seuls les usages abusifs des informations personnelles à caractère
public devraient être sanctionnées. Une telle approche évite de censurer a
priori les informations publiques, mais réserve les sanctions dissuasives
pour les situations où il y a usage abusif de données publiques, c'est-à-dire
uniquement lorsque ces données sont utilisées de manière fautive, ce qui
porte effectivement atteinte au droit à la vie privée. »135
Le nécessaire équilibre qui doit être établi entre protection de la vie privée
et libre circulation de l'information suscite d'importantes difficultés. Comme nous
avons pu le constater, il ne s'agit pas de nier les dangers que la diffusion sur
Internet des données personnelles à caractère public peut entraîner, mais de bien
identifier ces dangers et de trouver des solutions pour que le respect du droit à la
vie privée ne sape pas d'autres droits et libertés, incontournables dans une société
démocratique.
L'établissement de certains critères propres à assurer la protection les
personnes concernées s'avérant nécessaire, il faut songer à la technologie et aux
textes législatifs pour assurer leur mise en œuvre.
135 P. TRUDEL, foc. cit., note 55, 54.
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1.4 La protection octroyée aux données à caractère personnel accessibles sur
Internet: le principe de finalité
Les données à caractère personnel rendues publiques au moyen d'Internet
doivent-elles bénéficier d'une protection même si elles ont perdu leur caractère
confidentiel? Selon plusieurs, une telle protection s'avère nécessaire si on compte
échapper aux dangers provoqués par l'utilisation des nouvelles technologies et
aussi si on veut préserver le principe de finalité de la diffusion des données.
1.4.1. Différentes conceptions de la protection des données personnelles
Une des questions juridiques importantes qu'on soulève quant à la
protection des données personnelles est celle de déterminer si une donnée
personnelle déjà rendue publique doit continuer à bénéficier d'une protection. La
conséquence du bénéfice d'une telle protection serait l'application des règles de
protection des données à caractère personnel à ces données même après leur
diffusion.
En Europe, on affirme que l'applicabilité des lois de protection des
données à caractère personnel aux données personnelles rendues publiques par
n'importe quel moyen résulte des textes législatifs. En effet, la Directive 95/46/CE
établit des règles obligatoires pour les secteurs public et privé. Le Livre sur
l'information émanant du secteur public dans la société de l'information énonce
l'avis que la Directive 95/46/CE réalise l'équilibre nécessaire entre le principe de
l'accès à l'information du secteur public et celui de la protection des données à
caractère personnel136. Cela confirme que le texte adopté par la Communauté
européenne est pleinement applicable dans les cas où les données à caractère
personnel détenues par le secteur public sont d'ores et déjà devenues accessibles
aux citoyens.
L'Avis 3/99 sur l'information émanant du secteur public et la protection
des données à caractère personnel signale que cette option s'impose d'elle-même
136 Livre sur l'information émanant du secteur public dans la société de l'information, précité, note 23,
p.17.
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et résulte de l'application des textes sur la protection des données. En
conséquence, une donnée à caractère personnel, même rendue publique, doit
continuer à bénéficier d'une protection car elle reste une donnée à caractère
personnel.
Pourtant, il est possible de soutenir que le problème réside dans l'inutilité
et l'inefficacité de la protection de ce type de données une fois qu'elles sont
devenues publiques ou rendues accessibles au public: la divulgation rendrait vaine
la protection137.
Ainsi, plusieurs analystes ont conclu que la donnée personnelle rendue
publique pourrait ne plus bénéficier de protection en raison du fait que quelques
dispositions de la Directive font explicitement référence à ces données. Les
articles auxquels on renvoie dans la Directive 95/46/CE sont l'article 18.3 - qui
exige que l'autorité de contrôle soit informée des traitements, sauf dans le cas des
registres qui, en vertu de dispositions législatives ou réglementaires, sont destinés
à l'information du public et ouverts à la consultation - et l'article 26.1 qui suspend
l'exigence d'un niveau adéquat de protection pour les données qui font l'objet
d'un flux vers des pays tiers n'offrant pas ce niveau de garantie si le transfert est
réalisé à partir d'un registre tenu à la disposition du public.
Cependant, les considérants 50 et 51 de la Directive signalent que
l'exonération prévue à l'article 18.3 ne s'applique qu'aux traitements dont le seul
but est de tenir un registre destiné, dans le respect du droit national, à
l'information du public et ouvert à la consultation soit du public soit de toute
personne justifiant d'un intérêt légitime, et que le bénéfice de telles dérogations ne
dispense le responsable du traitement d'aucune des autres obligations découlant de
la Directive.
En ce qui concerne l'article 26.1, le considérant 58 limite la portée du
transfert et signale que celui-ci ne doit pas porter sur la totalité des données
contenues dans ce registre et que, le cas échéant, le transfert ne doit s'effectuer
qu'à la demande des personnes qui y ont un intérêt légitime138•
137 M. PINET, lac. cif., note 1,3.
138 GROUPE DE PROTECTION DES PERSONNES À L'ÉGARD DU TRAITEMENT DES
DONNÉES À CARACTÈRE PERSONNEL AU SEIN DE L'UNION EUROPÉENNE, op. cif., note
27, p. 5.
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Toutefois, selon le Groupe de protection des personnes à l'égard du
traitement des données à caractère personnel au sein de l'Union Européenne,
auteur de l'Avis 3/99 sur l'information du secteur public et la protection des
données à caractère personnel, susmentionné, il résulte clairement de ces
dispositions et de ces précisions que si la protection des données ne doit pas faire
obstacle au droit des citoyens d'avoir accès aux documents publics dans les
conditions prévues par chaque législation, la Directive n'a pas pour objectif de
priver les données accessibles au public de toute protection.
La Loi sur la protection des renseignements personnels et les documents
électroniques du Canada ne fournit pas de définition de l'expression « accessible
au public », ce qui commande l'établissement de paramètres clairs sur
l'accessibilité aux renseignements personnels139.
La Cour fédérale du Canada a établi les paramètres juridiques de ce
concept dans sa juriprudence. La question juridique centrale visait à déterminer le
point où les renseignements personnels cessent d'être privés ou confidentiels et
deviennent publics: la détermination du niveau de protection requis en dépend.
Cette Cour fédérale a établi une règle générale qui veut que « les
renseignements, qu'ils soient personnels ou autres, deviennent accessibles au
public et cessent d'être privés ou confidentiels lorsqu'ils sont devenus accessibles
au public par un moyen quelconque »140.
Il faut alors se demander si ces renseignements à caractère personnel qui
ont été accessibles au public doivent être privés de toute protection en raison du
fait que leur caractère confidentiel a disparu. R. Shields écrit: « La règle générale
qui s'est émergée veut que les renseignements, qu'ils soient personnels ou autres,
deviennent accessibles au public et cessent d'être privés ou confidentiels lorsqu'ils
sont devenus accessibles au public d'un moyen quelconque. »141
139 L.C., 2000, c. 5.
140 R. SHIELDS, loc. cif., note 15,6.
141 Id.
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La jurisprudence sur laquelle R. Shields s'appuie établit un critère objectif
qui vise à déterminer si les renseignements sont passés dans le domaine public, car
l'opinion que certains peuvent entretenir au sujet de la confidentialité des
renseignements n'est pas déterminante si les preuves montrent que « les
renseignements sont devenus accessibles au public à partir d'une autre source »142.
La problématique que nous étudions vise plutôt les renseignements qui sont
publics à l'origine, mais qui sont communiqués par un moyen « autre» que le
papier. Ces sont des documents auxquels le public avait déjà accès dans le passé,
avant l'arrivée des technologies de l'information. Nous pouvons nous demander si
cette jurisprudence est applicable au sujet qui nous occupe.
De la même façon, la loi australienne Privacy and Personal Protection Act
va exclure d'une façon très claire les renseignements personnels contenus dans
une publication accessible au public de son champ d'application et, en
conséquence, va les priver de la protection accordée aux renseignements
personnels143.
Aux États-Unis, en 1989, la Cour Suprême dans l'arrêt Department of
Justice v. Reporters Comitteefor Freedom ofthe Press s'est écartée de l'avis d'un
tribunal hiérarchiquement inférieur qui soutenait que les renseignements qui ont
été déjà accessibles au public ne sont plus confidentiels et dès lors ne doivent pas
bénéficier d'une protectionl44• La Cour Suprême à l'unanimité a rejeté cette idée:
« But the issue here is whether the compilation of otherwise hard-to-obtain
information alters the privacy interest implicated by disclosure of that
142 R. SHIELDS, loc. cil., note 15, 6 et 7. L'auteur renvoie à plusieurs décisions. Nous pouvons
mentionner, entre autres, l'affaire Maislin Industries Limiledc. Ministre de l'Industrie et du Commerce
et autres, [1984] 1 C.f. 939. Dans cette affaire, la Cour a conclu que la nature confidentielle des
renseignements doit être établie selon un critère objectifplutôt que sur les considérations subjectives
soulevées par des tiers. Dans l'affaire Air Atonabee c. Canada (Ministre des Transports), [1989] 37
Admin. L.R. 245, le juge Mackay a repris l'exception objective qui a été invoquée dans l'affaire
Maislin et l'a explicitée en indiquant des conditions qui doivent être remplies pour que des
renseignements soient jugés confidentiels.
143Privacy and Personal Information Protection Act, 1998 (NSW) disponible à l'adresse
http://www.lawlink.nsw.gov.au/pc.nsfi.pages/generalinfo (dernière consultation le 29/0112002). Voir
en ce sens: R. SHIELDS, loc. cil., note 15,42.
144 Department ofJustice v. Reporters Committeefor Freedom ofthe Press, 489 U.S. 749 (1989).
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information. Plainly there is a vast difference between the public records
that might be found after a diligent search of courthouse files, country
archives, and local police stations throughout the country and a
computerized summary located III a single c1earinghouse of
information.» 145
Le raisonnement de la Cour Suprême s'appuie sur le Federal Privacy
Protection Act de 1974146 qui tient compte de la particularité des renseignements
contenus dans les bases des données en support électronique et dans les prévisions
du ForA portant sur la protection des renseignements des registres publics l47.
La question juridique est de déterminer si les renseignements personnels
contenus dans les registres ou les documents qui ont été rendus accessibles au
public peuvent être encore protégés par les textes qui prévoient une protection
pour les personnes concernées. Comme on a vu dans l'arrêt de la Cour suprême
américaine, la protection devient nécessaire quand ces renseignements sont
accessibles en support électronique. Les raisons qui rendent nécessaire la
protection de ces données rendues publiques par des moyens technologiques sont
nombreuses, nous les passerons en revue plus avant dans notre Mémoire. Dans cet
arrêt, la Cour signale que pour des raisons de confidentialité les casiers judiciaires
compilés qui font état d'arrestations et de dispositions concernant un individu ne
sont pas publiquement disponibles au niveau fédéral, mais cette protection varie
énormément d'un État américain à l'autre.
Avant l'arrivée des nouvelles technologies de l'information, les documents
accessibles au public appartenaient à l'univers des documents « papier » et se
trouvaient dans des registres où les recherches devenaient longues et parfois
difficiles. Les fichiers publics peuvent révéler une énorme quantité de
renseignements sur les citoyens, et la technologie a fait disparaître la
145 Voir sur cet arrêt de la Cour Suprême: Robert GELLMAN, « Public registers and privacy :
conflicts with other values and interests », (septembre 1999), 8,
http://www.pco.org.hk!englishlinfocentre/files/gellman-paper.doc (dernière consultation le
2/02/2002).
146 Federal Privacy Protection Act, 1974, V.S.C. § 552 a.
147 R. GELLMAN, loc. cit., note 26, 17.
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confidentialité qui existait antérieurement parce qu'il était difficile de trouver et
d'obtenir les fichiers 148. Dans les archives et les fichiers de documents « papier »,
la confidentialité était protégée par une « opacité de fait» que la technologie a fait
disparaître : il est facile aujourd'hui de trouver des renseignements sur une
personne149• La Cour fédérale américaine s'est fondée sur ce concept pour décider
qu'en vertu du FOIA, l'accès aux casiers judiciaires peut être refusé pour des
raisons liées à la protection de vie privée.
Pour certains, il serait incongru de soutenir que les documents sont publics
quand il est difficile de les trouver et qu'à partir du moment où les technologies de
l'information permettent de les retrouver plus efficacement, ces documents
peuvent être soumis à une certaine censure. Est-ce que les documents publics
doivent perdre leur caractère de« publics» quand ils ne sont plus introuvables150?
Il est essentiel de bien examiner quelles sont les différences qui existent
entre l'univers « papier» et l'univers numérique. En fait, dans l'un et l'autre de
ces univers, le contenu des documents publics est le même; ce qui change, c'est le
support. L'enjeu essentiel est de déterminer si le changement de support peut
emporter le refus d'accès à certains documents qui dans le passé étaient librement
accessibles et publiés. Le principe de finalité doit nous guider vers le point
d'équilibre dans cette problématique dont l'origine se cache dans les nouveaux
supports et modes de diffusion des données publiques.
1.4.2. Principe de finalité: un critère fondamental
La finalité du traitement et de la diffusion des données à caractère
personnel doit être respectée et il faut proscrire son détournement . Plusieurs
148 R. GELLMAN, IDe. cil., note 44,1.
149 L'auteur parle de «practical obscurity» : R GELLMAN, IDe. cil., note 145,8.
150 Voir en ce sens: P. TRUDEL, IDe. cit., note 55,52.
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mécanismes peuvent être mIS en place sIon veut s'en tenir à des usages
compatibles avec une telle finalité.
1.4.2.1 Les moyens légaux de préserver le critère de finalité et de limiter
les usages des données
L'élément essentiel qui permettra éventuellement de trouver une solution
aux problèmes liés à la protection de la vie privée lors de l'utilisation des bases de
données à caractère public est l'étude de la raison qui a motivé le traitement et la
publicité de ces bases. Pourquoi a-t-on décidé de permettre l'accès à ces
renseignements? Pour en arriver à décider d'accorder au grand public ou à
quelques personnes seulement l'accès à certains documents et registres publics -
ou de le refuser -, la personne chargée de ce faire s'appuie toujours sur un ou des
motifs légitimes. L'analyse de ces motifs peut nous conduire à apprécier le degré
d'équilibre atteint entre l'accès du public à certains renseignements et le droit à la
vie privée des individus.
En principe, dans chaque cas et pour chaque document, l'examen de la
raison pour laquelle certains documents sont rendus soit publics, soit accessibles-
et d'autres pas - devrait nous permettre de distinguer ensuite les usages « licites»
des renseignements personnels qui s'y trouvent.
Nous avons déjà noté que les documents publics sont très nombreux et
qu'ils sont de nature très différente. Il faut donc procéder au cas par cas et
identifier un à un les motifs qui ont mené l'autorité compétente à accorder ou à
refuser l'accès à ces documents. Il faut de plus et dans tous les cas tenir compte du
changement que l'utilisation des nouvelles technologies opère quant à la nature et
à la portée de l'action de rendre certains documents publics. Est-ce que les
justifications invoquées avant la « révolution technologique » peuvent coïncider
avec celles sur lesquelles on devrait s'appuyer de nos jours?
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La plupart des lois sur la protection des renseignements à caractère
personnel s'organisent autour de certains principes fondamentaux, tels les
principes de finalité, de proportionnalité, de loyauté, de droit d'accès et de droit de
rectification. Il reste que c'est le principe de finalité qui constitue la pierre
angulaire des systèmes de protection, car il représente la base de tous les autres.
Pour certains, le principe de finalité est la « colonne vertébrale » de la Loi
Informatique et Libertés puisque toutes les dispositions de base de celle-ci en
dérivent et que c'est aussi relativement à ce principe que la CNIL examine
l'application des dispositions de cette même Loi 151 •
Ce principe apparaît de façon plus ou moms explicite dans les lois
protectrices des données personnelles. Parfois, on trouve dans celles-ci une
référence directe à ce principe, mais sans qu'il soit défini, ce qui complique la
détermination de ses contours. Cependant, de façon générale, l'obligation de
respecter ce principe de finalité est présente dans les lois.
L'article 5 b) de la Convention du Conseil de l'Europe du 28 janvier 1981
(Convention 108) prévoit que les données ne doivent être enregistrées qu'en vue
de finalités déterminées et légitimes et qu'elles ne doivent pas être utilisées de
manière incompatible avec celles-ci. L'article 5 c) précise que les données doivent
être « adéquates, pertinentes et non excessives par rapport aux finalités pour
lesquelles elles sont enregistrées ».
Cette Convention rejoint les principes essentiels de la Loi Informatique et
Libertés; la Directive 95/46/CE s'inspire de ces deux textes. L'article 6 de cette
Directive pose au sujet de la qualité des données des principes tributaires du
principe de finalité. L'article 6 c) établit un principe de proportionnalité entre la
qualité des données et la finalité de leur traitement très similaire à celui qui se
trouve dans l'article 5 c) de la Convention du Conseil de l'Europe du 28 janvier
1981, mais qui n'était pas explicite dans la Loi Informatique et Libertés.
151 J. FRAYSSINET, op. cif., note 33, p. 73.
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On a soutenu que « [l]'appréciation du caractère adéquat, pertinent et non
excessif des données est autant subjective qu'objective, ce qui augmente l'impré-
cision et la difficulté d'application sans parler des contestations possibles »152.
Les lois portant sur le traitement de données à caractère personnel créent
l'obligation de respecter la finalité qu'elles déclarent. En l'absence d'une
déclaration de finalité, toute modification ou tout ajout d'une finalité sans
déclaration complémentaire entraînent l'illégalité du traitement automatisél53.
La CNIL souligne que les fins poursuivies par un traitement ne doivent pas
être formulés « d'une manière trop large ou en des termes pouvant prêter à la
confusion.»154.
Le danger qui peut se présenter quant à la protection de la vie privée
provient donc du détournement de la finalité. Cette notion mérite alors examen:
« Le détournement de finalité n'est pas celui de l'information à proprement
parler, contrairement à ce qui est parfois écrit [...]; il faudrait dans ce sens
plutôt envisager le vol du bien informationnel. En effet, les données
nominatives n'ont pas de finalités en elles-mêmes, mais seulement une
utilité par rapport à la finalité du traitement; en conséquence, la finalité du
traitement qui doit être seule considérée, déteint sur les informations. »155
Dans le contexte actuel où l'information circule dans les réseaux, il existe
toujours un risque que soit détournée la finalité particulière - par exemple le droit
des citoyens à l'information - pour laquelle les documents sont devenus
accessibles au public. C'est uniquement à condition que la raison qui a motivé la
publication ou la diffusion d'une donnée publique soit explicitement élucidée qu'il
devient possible de prendre des mesures en vue d'éviter son détournement.
Toutefois, le concept de « détournement» de finalité garde un rapport très
étroit avec l'origine même du critère de finalité.
Pour arriver à parler de détournement, il faut d'abord bien cerner le critère
de finalité, ce qui n'est pas chose facile. La difficulté réside dans la nature
subjective et indéterminée du concept de « finalité ».
152 A. LUCAS, 1. DEVÈZE et J FRAYSSINET, op. cil., note 33, p. 127.
153 Voir les articles 19 et 22 de la Loi Informatique et Libertés, précitée, note Il.
1541. FRAYSSINET, op. cit., note 19, p. 73.
155 Id., p. 136.
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Certaines questions se posent quant à la détennination de la finalité d'une
diffusion sur Internet des données publiques : à qui revient-il de détenniner la
finalité particulière pour laquelle une infonnation est mise à la disposition du
public? Comment arrive-t-on à détenniner cette finalité, à quels critères doit-on
recourir? Quelles sont les conséquences d'une détennination a priori ou bien a
posteriori de cette finalité? Pourquoi une finalité recevable dans le contexte de
l'univers « papier» ne pourrait-elle pas être transposable aujourd'hui dans un
environnement multimédia caractérisé par la numérisation des infonnations et leur
circulation sur Internet?
Il convient de souligner d'abord que le caractère subjectif du critère de
finalité tire son origine du fait que dans certains cas, il n'existe pas une, mais
plusieurs finalités. Ainsi, dans le cas des données publiques d'accès libre pour le
grand public, une pluralité d'usages « licites» existe, usages tous encadrés par un
texte législatif: nous sommes donc en présence d'une pluralité de finalités. D'un
autre côté, un usage qui paraît licite aux yeux d'une personne peut ne l'être pas
pour d'autres qui considèrent que cet usage particulier constitue un détournement
de finalité: les infonnations publiques sont susceptibles de servir à des fins très
diversifiées. L'accès aux documents publics et la liberté d'expression justifient
dans plusieurs cas l'usage qui est fait des données publiques, et conséquemment,
semblent pennettre la détennination a priori de plusieurs finalités.
A. Vitalis a souligné dès 1981 les difficultés qui entourent la détennination
et la délimitation du critère de finalité:
« Ce critère, en pratique, se heurte à des obstacles qui peuvent être
insunnontables. En effet. la finalité de la constitution d'un fichier ne peut
pas toujours être donnée avec précision. Cette finalité peut changer avec le
temps et cela pour des motifs très légitimes. Ne risque-t-on pas d'apporter
des entraves à l'action d'un organisme et de porter préjudice à son
efficacité sociale? Enfin, et surtout, le critère va à l'encontre même de la
logique d'une banque de données pour qui le stockage des infonnations
prime leurs utilisations. Elle est naturellement portée, devant la
méconnaissance des usages futurs, à stocker le maximum de données. »156
156 André VITALIS, Informatique, Pouvoir et Libertés, Paris, Economica, 1981, p.154.
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La particularité des données personnelles qui sont contenues dans les
documents à caractère public se trouve dans la nature même de ces données, c'est-
à-dire dans leur nature « publique ». La doctrine qui s'occupe d'analyser les
enjeux de la protection de ces données renvoie très fréquemment au respect de la
finalité de ces données. En effet, ce critère est déterminant puisqu'en cette matière
le non-respect du critère de finalité est sanctionné pénalement dans la plupart des
législations. Pourtant, les données auxquelles nous faisons référence sont
accessibles à tout citoyen qui exerce à bon droit son droit d'accès, et à la
collectivité si ces informations sont publiées par un moyen quelconque. Dans les
législations sur l'accès, le droit d'accès des citoyens ne peut pas être conditionné
par l'administration, laquelle ne peut s'enquérir auprès du citoyen de l'utilisation
qu'il compte faire des informations demandées.
Le principe de finalité, en tout cas, garde un rapport étroit avec le concept
même de « liberté » et avec la protection de certains droits essentiels de la
personnalité~ Nous pouvons penser au cas de l'utilisation des technologies de
sécurité dans notre vie quotidienne, phénomène qui, depuis quelques années, met
en reliefle conflit existant entre sécurité et protection de la vie privée des citoyens.
Certains auteurs parlent du besoin d'encadrement des finalités et des usages des
technologies de sécurité. Dans le cas de la protection des données personnelles qui
deviennent publiques par le moyen d'Internet, nous retrouvons aussi ce conflit
permanent qui oppose le droit à la vie privée des personnes concernées à d'autres
droits, tels le droit à l'information des citoyens et le droit d'accès aux informations
du secteur public. Dans le cas de l'utilisation des technologies de sécurité,
certaines mesures ont été adoptées pour intégrer leur utilisation d'une façon
recevable dans les systèmes démocratiques. H. Oberdoff fait encore appel au
principe de finalité pour arriver à créer un équilibre :
« Ces encadrements juridiques visent la finalité et l'usage de ces
technologies pour justement éviter ou limiter des pratiques contraires aux
droits de l 'homme et à la démocratie alors même que leurs utilisations
visent à les protéger. Ils permettent de concilier la liberté individuelle, la
protection de la vie privée avec les exigences de l'ordre public. »157
157 Henri üBERDüFF, «La liberté individuelle face aux risques des technologies de sécurité », dans
Mélanges Jacques Robert, « Libertés », Paris, Montchrestien, 1998, p. 184 (nous avons souligné).
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Et il poursuit un peu loin:
« Les modalités de l'encadrement juridique des technologies de sécurité ou
de celles qui peuvent y contribuer sont souvent proches. Elles consistent
d'abord à déterminer les finalités de leur usage, ensuite à déterminer leur
mise en œuvre par une procédure administrative transparente et enfin à
fixer des garanties pour les personnes qui y sont soumises. »158
Pour ce qui est de la protection des personnes visées par les informations
contenues dans les documents publics publiés sur Internet, nous retrouvons les
mêmes besoins. Certains problèmes se posent cependant quand il faut trouver un
juste équilibre entre plusieurs droits. En effet, la détermination des finalités du
stockage de ces informations et l'obligation de les déclarer de façon non
équivoque ne doivent pas aboutir à l'oubli du respect qu'il faut accorder à
certaines valeurs essentielles dans une société démocratique. Il est indispensable
aussi de renforcer les garanties qui doivent être accordées aux personnes
concernées si des usages illicites des données se produisent dans les cas où une
finalité concrète n'a pas été déterminée à l'avance ou si un détournement de la
finalité déclarée se produit. On l'a souligné, « il est possible de stocker de manière
dérogatoire des informations dites sensibles sur des personnes si un intérêt public
le justifie »159. Pour chaque fichier et traitement et dans tous les cas, il faut trouver
où se situe l'équilibre qu'exigent les possibilités offertes par les nouvelles
technologies. Ces dernières peuvent avoir comme résultat une atteinte aux droits
de la personnalité et aux libertés individuelles et publiques.
Par ai111eurs, pour ne pas entraver le développement des activités de la
recherche, on a imaginé le concept d'« extension de finalité» : il autorise l'accès
des chercheurs à certains fichiers. J. Frayssinet écrit:
« En pratique, lorsque le système automatisé repose sur une banque de
données offerte à de multiples utilisateurs capables de l'utiliser pour
satisfaire des besoins nombreux et variés, il devient impossible de prévoir à
l'avance l'ensemble de finalités instables et évolutives; l'application de la
158 Id. (nous avons souligné).
159 Id., 185.
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loi devient quasiment impossible sauf à se retrancher derrière des finalités
générales et ambiguës. »160
De toute évidence, la détermination du principe de finalité ne va pas de soi.
n existe dans certains cas une impossibilité d'arriver à prévoir l'ensemble des
finalités d'une base de données qui contient des données à caractère personnel, et
ce plus particulièrement quand les données ont un caractère public. Toutefois, ce
critère de finalité devrait nous permettre de trouver l'équilibre, étape obligée au
moment de définir et de délimiter les usages compatibles avec une telle finalité.
C'est pour cette raison que la plupart des législations existantes subordonnent la
diffusion des documents publics à certaines finalités afin d'éviter l'utilisation des
renseignements personnels de façon incompatible avec celles-ci. On doit vérifier
au cas par cas les conséquences de la publication en support numérique des
renseignements personnels et établir de même la finalité de leur accessibilité.
À cet effet, certains auteurs parlent de la finalité de publication des
décisions de justice:
« Les données nominatives contenues dans un jugement peuvent être
publiées en vue de répondre à la finalité particulière découlant de la
nécessité d'une parfaite transparence des décisions de justice; elles n'en
doivent pas pour autant servir à d'autres finalités, et notamment à celles
que permettraient des tris à partir de sélections qui en changeraient
radicalement, non seulement la destination, mais la nature. »161
Le principe de finalité est donc essentiel afin de protéger les droits des
personnes concernées et de limiter les usages que l'on pourrait faire de leurs
données personnelles. Des moyens techniques peuvent restreindre certains usages
grâce à divers mécanismes, mais les instruments législatifs devraient interdire les
usages d'une information publique qui ne seraient pas admissibles dans une
société démocratique où la protection de la vie privée des citoyens demeure
essentielle. Dans les pays européens, l'idée a cours que les lois qui imposent
1601. FRAYSSINET, op. cit., note 33, p. 73.
161 André PERDRIAU, « L'anonymisation des jugements civils », J.c.P. éd. G. 1999.I.l63.l6l5, n°
37.
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qu'une infonnation soit accessible au public doivent prévoir explicitement l'usage
qui peut être fait de ces infonnations grâce à l'énumération de simples
interdictions162. De même, dans la Directive et dans la plupart des législations
européennes, le détournement de finalité qui serait provoqué par une utilisation
illicite des données personnelles est sanctionné pénalementl63 .
1.4.2.2 Les moyens techniques de protection et les conditions d'accès et
d'utilisation des données
L'opacité pratique des registres publics a disparu avec l'arrivée des
nouvelles technologies qui rendent possibles les recherches, de façon rapide et à
tous moments. Pour cette raison, le changement de support est un facteur d'une
grande importance et la diffusion par Internet présente des différences quant à la
protection qui doit être accordée à ces données. Le Groupe de protection des
personnes à l'égard du traitement des données à caractère personnel insiste : les
conditions techniques d'accès aux infonnations émanant du secteur public doivent
contribuer au respect du principe de finalité, un des principes majeurs de la
protection des données. Les membres du Groupe sont conscients des difficultés
que cela peut poser: « Compte tenu des conditions d'accessibilité numérique du
public, il est certainement très difficile de garantir dans la pratique la spécification
de la finalité, mais un recours réfléchi et ciblé à la technique doit contribuer à
atteindre cet objectif. »164
Plusieurs initiatives pennettent du point de vue technique d'échapper à la
capture systématique des données qui circulent sur le réseau.
Le protocole d'exclusion des moteurs de recherche (The Robots Exclusion
Protocol) pennettrait d'échapper à l'indexation automatisée de certaines pages ou
parties d'un site que peut faire un moteur de recherche. Pour que ces procédés
soient efficaces, les concepteurs des sites et les responsables de l'accès aux
162 M. PINET, lac. cif., note 1, 7.
163 H. MAISL, op. cif., note 16, p. 60 et 61.
164 GROUPE DE PROTECTION DES PERSONNES À L'ÉGARD DU TRAITEMENT DES
DONNÉES À CARACTÈRE PERSONNEL AU SEIN DE L'UNION EUROPÉENNE, op. cif., note
27, p. 9.
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données doivent être infonnés des possibilités offertes par ces moyens et les
moteurs de recherche doivent les respecter.
Le Commissaire à l'Infonnation et à la Protection de la vie privée de la
Colombie-Britannique - d'autres autorités l'ont fait aussi - recommande
l'utilisation d'instruments qui pennettent de restreindre la manière physique par
laquelle les renseignements peuvent être accessibles en empêchant par exemple
que les recherches des dossiers d'évaluation par les moteurs de recherche soient
basées sur le nom des personnes concernées l65 •
En Europe, il existe une tendance à vérifier et à définir dans chaque cas les
conditions de recherche en limitant le champ ou les critères d'interrogation afin
d'éviter le détournement de la finalité qui a pennis que ces données soient rendues
publiques. C'est aussi l'approche proposée dans plusieurs pays européens pour les
bases de données de jurisprudence. Ainsi, la Commission de la Protection de la vie
privée de la Belgique recommande que les décisions de justice ne soient pas
accessibles à partir du nom des parties. En Grèce, les recherches dans les cadastres
doivent être faites à partir de l'identification du nom du bien mobilier afin
d'empêcher qu'on fasse des recherches sur l'ensemble des biens d'une personne.
D'autres pays, dont la France, ont établi des paramètres de recherche
restreignant l'accès aux extraits d'acte de naissance et à l'annuaire téléphonique
accessibles en ligne afin d'éviter le détournement de finalité de leur publication et
l'utilisation de ces données pour des fins non légitimes; des mesures techniques
sont mises en œuvre, notamment pour limiter l'accès aux annuaires inversés, ce
dont nous avons déjà fait état dans les pages précédentesl66•
D'autres mesures visant la protection des personnes concernées existent
dans plusieurs pays. Il s'agit souvent de n'autoriser qu'un accès partiel aux
données du registre, soit que seuls certains renseignements soient accessibles, soit
que le volume des recherches qui peuvent y être faites en une seule consultation
165INFORMATION AND PRIVACY COMMISSIONER OF BRITISH COLUMBIA, Investigation
ReportP98-011, «An investigation concerning the disclosure ofpersona! information through public
property registries », mars 1998, p. 20, http://www.oipcbc.org/investigations/reports/invrptll.html
(dernière consultation le 05/03/2002).
166 Voir sur ces pratiques dans différents pays d'Europe: GROUPE DE PROTECTION DES
PERSONNES À L'ÉGARD DU TRAITEMENT DES DONNÉES À CARACTÈRE PERSONNEL
AU SEIN DE L'UNION EUROPÉENNE, op. cit., note 27, p. 7-8.
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soit limité. Parfois l'accès est simplement interdit, sauf si le demandeur apporte la
preuve d'un intérêt légitime - tel est le cas pour accéder au cadastre en Grèce et en
Italie - ou encore dans les cas où la personne qui demande l'accès au registre de la
population ne peut apporter la preuve d'un intérêt public pertinent.
Une restriction très importante est l'interdiction de faire un usage
commercial des données à caractère personnel, ce qui est le cas en France en ce
qui concerne les données à caractère personnel contenues dans le cadastre et dans
la liste électorale.
En d'autres lieux, on décide de ne pas diffuser par Internet certaines
informations à cause du caractère « mondial» du réseau: l'exemple que nous
avons déjà mentionné des décisions de naturalisation en France illustre ce propos.
La diversité et la quantité effarante de données à caractère personnel qui
sont rendues publiques par des moyens électroniques et sont accessibles par
Internet engendrent donc des problèmes particuliers. Cela exige dès lors des
solutions spécifiques, législatives et techniques, qui tiendront compte des
particularités de ces données.
DEUXIÈME PARTIE
2. DES SOLUTIONS PARTICULIÈRES VISANT À PROTÉGER LES
DONNÉES À CARACTÈRE PERSONNEL CONTENUES DANS LES
COMPTES RENDUS JUDICIAIRES ET LES DÉCISIONS DE JUSTICE
ACCESSIBLES SUR INTERNET
2.1 Le droit à l'oubli comme sauvegarde de la protection des données à caractère
personnel
La nature « sensible» des données à caractère personnel contenues dans les
bases de données juridiques diffusées par le moyen d'Internet exige une protection
pour les droits des personnes concernées. Certains sont d'avis qu'un droit à l'oubli
qui exigerait qu'on limite dans le temps le stockage des données juridiques
répondrait à ce besoin de protection.
2.1.1. Protection traditionnelle
Le droit à l'oubli est invoqué le plus souvent par des personnes mêlées à
des affaires judiciaires dont la presse a fait état dans ses comptes rendus: certains
épisodes de la vie de ces personnes ont été portés à la connaissance du public. En
principe, cette pratique est licite en vertu du principe de la publicité des débats
judiciaires : l'évocation dans la presse de faits les concernant est justifiée.
Toutefois, lorsque le temps s'est écoulé et que l'actualité ne justifie plus le rappel
de ces événements, ces personnes peuvent-elles revendiquer un droit à l'oubli?
À cet égard, il faut bien faire la différence entre deux conceptions du droit
à l'oubli. La première, bien connue, est le « droit à l'oubli de sa personne », qui a
comme objectif de protéger le sujet contre les atteintes injustifiées portées à sa vie
privée présente. Ainsi, la personne mêlée à une affaire judiciaire pourrait invoquer
une atteinte à sa vie privée et faire valoir son droit à l'oubli si la presse révèle les
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circonstances actuelles de sa vie privée alors que cette divulgation n'est justifiée ni
par les nécessités de l'actualité ni par celles de l'infonnation.
Le « droit à l'oubli de son passé» s'impose également: il tend à préserver
le secret d'événements relatifs à un épisode de la vie d'une personne appartenant à
sa vie privée ou à sa vie publique. Il peut s'appliquer à des faits anciens, jamais
divulgués, mais que la presse publie un jour afin de livrer au public les antécédents
d'une personnel67. « Le droit à l'oubli a pour objet d'assurer la protection du passé
du sujet en pennettant à ce dernier de s'opposer à l'exhumation de faits
appartenant à un épisode de sa vie que le temps a rendu secret. »168 Cette seconde
conception dudroit à l'oubli tient compte du fait que toute personne possède une
possibilité de se reprendre, de s'amender, de changer de conduite, et que l'homme
d'hier peut n'avoir que très peu en commun avec celui d'aujourd'hui.
La notion de droit à l'oubli a fait l'objet d'études doctrinales qUI
contribuent à la détennination de sa nature et de son étendue. De plus, un certain
nombre de textes législatifs consacrent ce droit et nous fournissent sa définition
tout en le distinguant d'autres droits connexes, tels le droit au respect de la vie
privée et le droit à l'anonymae69.
D'aucuns soutiennent que le caractère essentiel du droit à l'oubli est le
caractère définitif de la disparition de l'infonnation, ce qui pennet de distinguer ce
droit du droit au secret de la vie privée170. D'un autre coté, le droit à l'oubli
accordé au bénéficiaire de l'amnistie que prévoient les lois suppose un oubli
définitif des poursuites et de la condamnation. Ainsi, pour le casier judiciaire, on
procède à l'effacement de la condamnation amnistiée171 . L'espoir d'une réinsertion
est aussi d'une grande importance eu égard au droit à l'oubli, car si la personne en
question témoigne d'une volonté de réinsertion, elle jouira d'une protection
167 Voir sur ces deux conceptions du droit à l'oubli: C. COSTAZ, loc. cil., note 4,961 et 962.
168Id., 963.
169 R. LETTERON, loc. cil., note 7, 423. L'auteur nous présente le risque de disparition du droit à
l'oubli par son absorption dans le droit au respect à la vie privée si l'autonomie du premier n'est pas
clairement admise par le droit positif.
170 Id., 407.
171 Id., 411. L'auteur soutient que cet oubli « renforcé» facilite la réinsertion des mineurs.
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particulière relative à son passé pénal; cette protection se traduit par un oubli
définitif, motivé aussi par le fait que l'intéressé a purgé sa peine.
En matière de droit à l'oubli, la CNIL a pour objectif de protéger certains
domaines en particulier. Elle s'intéresse ainsi aux ex-populations carcérales, dans
un souci de réinsertion, tout en n'ignorant pas que le droit à l'oubli peut entrer en
conflit avec l'obligation de conserver des archives publiques ou privées 172•
Le caractère public des décisions de justice et la libre consultation des
jugements des tribunaux reposent certainement sur l'idée du bon fonctionnement
de la démocratie. Le détournement de finalité des fichiers de jurisprudence peut
toutefois avoir comme résultat la négation du droit à l'oubli s'il résulte en une
sorte d'affichage permanent, « sorte de peine complémentaire perpétuelle »173. Il
s'agit encore une fois de trouver le juste équilibre entre le caractère public des
décisions de justice et les droits des personnes concernées.
En plusieurs cas, cet équilibre est assuré par l'interdiction de mentionner le
nom des parties; c'est le cas dans les décisions concernant un mineur et aussi dans
celles qui portent sur la filiation, entre autres.
Le droit d'accès du public aux instances judiciaires et aux décisions de
justice est un droit reconnu dans les systèmes de common law comme dans les
systèmes de droit civil en tant que principe fondamental de la démocratie. Il risque
d'entrer en conflit avec le droit à l'oubli que plusieurs peuvent vouloir invoquer.
Dans le contexte actuel, à cause des sources d'information utilisées, dont Internet,
ce pnnClpe de publicité devrait être accompagné de la mise en œuvre de
mécanismes légaux de protection des personnes concernées afin d'assurer le
respect de ceux de leurs droits qu'une telle publicité menacerait.
172 Marie-Pierre FENüLL-TRüUSSEAU et Gérard HAAS, Internet et protection des données
personnelles, Paris, Litec, Droit@Litec, 2000, p. 57.
173 Emmanuel LESUEUR DE GIVRY, « La question de l'anonymisation des décisions de justice »,
http://www.courdecassation.fr/rapport/raPPOltOO/etudes&doc/LESUEUR.htm (dernière consultation
le 08/10/2002).
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Il faut évidemment observer qu'autrefois, « [d]ans un tel contexte, un
individu dont les renseignements personnels étaient divulgués à un vaste auditoire,
par exemple un condamné, pou[v]ait se réconforter que sa notoriété publique
diminuerait au fil du temps, un processus que l'on appelle parfois le rétablissement
de l'anonymat »174.
Dans le système américain, on fait disparaître les condamnations pénales
des fichiers publics; cet effacement va dépendre des tribunaux, qui peuvent
éradiquer le dossier de l'auteur d'une infraction si ce dernier n'a été condamné
qu'une fois et s'il a depuis lors mené une « vie exemplaire ». De nouveau, les
dispositions européennes et le processus américain témoignent d'un point de vue
identique sur le droit à l'oubli: ce droit repose sur l'idée « qu'une personne qui a
fait une erreur ne devrait pas nécessairement avoir un casier judiciaire pour
toujours »175.
Comme on l'a vu précédemment, le droit à l'oubli s'applique aux faits du
passé appartenant à la vie privée ou publique d'une personne. On doit se demander
si une personne qui a commis une infraction pénale à un moment lointain de son
passé peut revendiquer le droit à l'oubli et ainsi arriver à éviter le rappel de cet
événement de sa vie passée.
Le droit à l'oubli d'une personne condamnée par une cour de justice
découle de diverses dispositions légales, notamment de l'article 8 de la Convention
européenne de sauvegarde des droits de l 'homme et des libertés fondamentales,
précitée, et de l'article 19 du Pacte international relatif aux droits civils et
politiques qui l'un et l'autre consacrent le droit à la vie privée176• Ce droit à l'oubli
n'est pas seulement reconnu par rapport à la vie privée: ce droit a inspiré un
ensemble de procédés juridiques qui ont pour but d'accorder à certaines personnes
le droit d'obtenir la disparition définitive d'informations les concernant. Pensons
ici à la prescription et à l'amnistie, notamment177•
174 R. SHIELDS, loc. cit., note 15, Il.
175 R. GELLMAN, loc. cit., note 44, 6.
176 (1976) 999 R.T.N.U. 107 (Pacte); (1976) 999 R.T.N.U. 216. Adopté le 19 décembre 1966 (Pacte
et Protocole); 15 décembre 1989 (Deuxième Protocole).
177 Alain STRüWEL, « Les conditions d'exercice du droit à l'oubli: liberté d'informer et droit à
l'oubli »,Légipresse, nO 154. dr. comp., 1998.126.
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Nous verrons dans les pages suivantes que plusieurs des mesures prévues
en matière d'archivage et de protection des données à caractère personnel
reconnaissent ce droit à l'oubli comme l'un des droits dont disposent les personnes
concernées.
Cependant, en principe, le droit à l'oubli ne s'applique pas uniformément à
tous: les personnes qui doivent être considérées comme des personnages publics
ne peuvent prétendre à une entière protection. A. Strowel souligne à cet égard que
« [l]'existence de cette limite souligne la parenté du droit à l'oubli avec le droit à
la vie privée, lui aussi restreint pour les persoooages publics, ou, en tout cas, pour
les faits qui ne relèvent pas de leur stricte vie privée»178.
Il est important de signaler que le droit à l'oubli doit céder devant les
exigences du droit à l'information quand la divulgation de certains faits est licite et
si les faits divulgués présentent un intérêt contemporain à la seconde divulgation.
Ces deux conditions sont nécessaires pour qu'une dérogation au droit à l'oubli soit
acceptéel79. Dans le cas des informations judiciaires, la publicité donnée à celles-ci
est parfaitement licite, car elle trouve son fondement dans le principe de la
publicité de la justice. Une deuxième divulgation de ces informations serait
justifiée par les nécessités de l'actualité, mais pour certains, d'autres intérêts
doivent être protégés: « Est-ce que le droit à l'oubli se conforte nécessairement
avec l'écoulement du temps? Il faut rester prudent, car si des événements
n'appartiennent plus à l'actualité, ils peuvent néanmoins entrer dans l'histoire, qui,
elle aussi, conserve ses droits. »180
En effet, dans l'accomplissement de leur mission, les historiens doivent
faire un compte rendu complet et exact des faits pertinents. Toutefois, il demeure
essentiel de savoir si « le droit de rappel existe également pour les événements de
la petite histoire, ceux qui peuvent faire l'histoire judiciaire »181. Il ne faut pas
oublier que certains faits de cette « petite histoire » présentent souvent une
178 Id.
179 R. LETTERON, loc. cit., note 7, 413-414; A. STROWEL, loc. cit., note 177, 126.
180 A. STROWEL, loc. cit., note 177, 127.
181 Id.
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dimension véritablement historique et revêtent un intérêt général quand ils ont eu
un grand retentissement dans l'opinion publique. Toutefois, dans les autres cas, la
réinsertion dans la société des condamnés qui ont déjà payé leur dette à la société
paraît justifier la reconnaissance du droit à l'oubli.
Pour faire suite à notre revue de cette approche plutôt doctrinale sur le droit
à l'oubli, nous devons voir comment ce droit se traduit dans les législations de
protection des données à caractère personnel informatisées. Selon plusieurs
auteurs, le fondement de ce droit se trouve dans la plupart des législations en la
matière182•
Ce droit se manifeste premièrement par l'obligation imposée dans les lois
de limiter les informations enregistrées à celles qui sont nécessaires à l'objectifqui
est visé par le responsable du fichier. La deuxième de ces manifestations porte sur
la durée de conservation des données, qui doit être limitée et justifiée par la
finalité du traitemene83 •
Nous étudierons dans les pages qui suivent les dispositions concrètes qui
consacrent ces obligations et interdisent le stockage définitif des données sous
forme nominative.
Comme nous l'avons déjà affirmé dans notre introduction, la doctrine et la
jurisprudence ont délimité les contours du droit à l'oubli, d'abord en reconnaissant
son existence, puis ensuite en montrant que l'usage fautif de certaines
informations entraînait des sanctions. Plus concrètement, dans les cas d'une
rediffusion ou d'une republication de certaines informations quand les nécessités
de l'actualité ne justifiaient pas le rappel de certains événements de la vie passé
d'une personne, c'est le droit à l'oubli des personnes concernées qui était à
l'origine des possibles sanctions. Dans le cas des informations qui avaient fait
l'objet d'une première publication licite - informations qui parfois revêtaient le
caractère de « publiques» - le droit à l'oubli devait prévaloir si la deuxième
182 Voir en ce sens: 1. FAUVET, foc. cif., note 9,115 etM.-P. FENüLL-TRüUSSEAU et G. HAAS,
op. cit., note 172, p. 56.
183 Voir sur ces deux manifestations du droit à l'oubli: 1. FAUVET, foc. cit., note 172, 115.
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publication n'était pas justifiée selon les critères signalés ci-dessus. L'objectifvisé
par cette protection était d'interdire le rappel pennanent ou cyclique de certains
faits et de limiter ainsi l'accès à ces infonnations qui, dans un souci de préserver
ce droit à l'oubli, ne devraient pas être utilisées à tout moment, sans aucune
justification.
La doctrine a reconnu l'esprit du droit à l'oubli dans les lois de protection
des données à caractère personnel par des dispositions qui interdisent le stockage
des données et l'identification des personnes pour une durée illimitée. Ce droit à
l'oubli a comme objet d'éviter que les infonnations qui circulent en fonnat
numérique soient accessibles à tout moment sur Internet; il devrait encadrer la
protection des données personnelles contenues dans les documents publics
accessibles sur Internet. Un examen du but poursuivi à l'origine quand on a
reconnu aux personnes concernées le droit à l'oubli montre bien que la
reconnaissance de ce droit prend sa source dans la volonté de pas pennettre une
deuxième publication de certains faits sans justification aucune. La diffusion sur
Internet de certaines données sensibles qui pourraient être contenues dans les
documents à caractère public les rend instantanément accessibles, à tout moment,
par n'importe qui et à partir de n'importe où. Nous déjà avons mentionné en
introduction que la publicité sur Internet de certains documents à caractère public
peut être qualifiée de « possibilité éternelle de republication » compte tenu de la
mémoire totale que constitue Internet. Et nous avons déjà signalé que le stockage
illimité de certaines données personnelles rend celles-ci accessibles même après le
moment où leur publication était justifiée par les impératifs du droit à
l'infonnation - à condition que les exigences de l'actualité fassent réellement le
poids. Un autre problème lié à l'utilisation des outils de recherche persiste :
chaque fois qu'on accède à certaines infonnations grâce à ces puissants outils de
recherche, une situation assimilable à une republication surgit. Elle peut constituer
une atteinte à la protection de la vie privée des personnes concernées et une
attaque à leur droit à l'oubli, lequel ne doit céder que devant les besoins impérieux
de l'infonnation. Chaque fois que nous accédons à certaines infonnations par le
biais d'Internet, nous devons nous demander si cet accès est justifié par les
impératifs de l'actualité et s'il ne serait pas nécessaire de restreindre le stockage de
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certaines infonnations comme les lois de protection le préconisent afin de
vraiment garantir ce droit à l'oubli renouvelé.
D'un autre côté, il faut se garder de croire que la reconnaissance du droit à
l'oubli va supposer dans tous les cas une disparition totale de l'infonnation,
mesure qui peut entrer en conflit, par exemple, avec le principe de transparence de
la justice. En effet, ce droit à l'oubli présent dans les lois de protection en la
matière a comme finalité de limiter le stockage des données nominatives dans la
mémoire des ordinateurs. Conséquemment, dans les cas où cette disparition totale
de l'infonnation dans tous les supports n'est pas imposée par les lois - c'est le cas
par exemple en ce qui a trait à l'amnistie - les données publiques à caractère
personnel devraient être accessibles au moyen d'un autre support que le support
numérique et publiées par d'autres moyens qu'Internet.
Toutes les conséquences qui peuvent découler de la non-reconnaissance du
droit à l'oubli se trouvent amplifiées dans l'actualité par la mise en ligne des
décisions de justice et des comptes rendus judiciaires accessibles sur Internet.
Nous analyserons dans les pages qui suivent les bouleversements engendrés par
Internet et les raisons qui ont motivé certains juristes entre autres à réclamer qu'on
adapte les lois existantes à cette nouvelle réalité. Quand l'infonnation est offerte
sous fonnat numérique, il faut constamment veiller à maintenir l'équilibre
approprié entre l'accès du public à cette infonnation et la protection de la vie
privée des personnes concernées. Cela s'avère compliqué et cela pose certes un
important défi aux différents systèmes juridiques dans le monde.
2.1.2 Bouleversements engendrés par Internet
Il nous faut à présent détenniner quelles sont les différences qui existent
entre l'exercice du droit à l'oubli à une époque presque entièrement révolue et ce
même exercice de nos jours. Jadis, le droit à l'oubli s'appliquait de facto, car les
moyens de communication traditionnels n'empêchaient guère que soit perdue la
mémoire des faits qu'ils rendaient publics. Un compte rendu parcouru dans la
presse écrite, une nouvelle apprise à la radio ou par une transmission télévisée
restaient dans la mémoire de ses récepteurs éventuels - toute proportion gardée, ils
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étaient moins nombreux qu'aujourd'hui - pendant une période très limitée. Le
« droit à l'oubli» effectif de plusieurs détails relatifs aux faits en question, sinon
un oubli « total », était presque assuré. En ce qui concerne les décisions de justice,
les recherches étaient longues et surtout, elles étaient en général motivées par
l'étude de la jurisprudence menée par les professionnels du droit. On peut très bien
dire qu'avant l'arrivée de l'Internet et de l'informatique, l'oubli était garanti par
les limites de la mémoire humainel84.
À présent, Internet est devenu une « mémoire totale », illimitée, qui interdit
l'oubli et rend toute information imprescriptible. La technologie permet
l'accessibilité immédiate et constante à des informations qUI, dans le passé,
auraient finalement sombré dans l'oubli, mais qui aujourd'hui restent dans la
mémoire des machines, et partant, dans celle des humains. Comme certains
auteurs n'ont pas manqué de le souligner, c'est ici que réside le revers de la
puissance d'Internet, car « la mémoire se fait totale, intacte, et accessible de
partout et par n'importe qui »185. L'existence de cette mémoire totale que constitue
Internet et qui sans aucun doute présente d'énormes avantages pour la société peut
nous conduire à voir comme une utopie l'existence du droit à l'oubli à l'ère
d'Internet.
Le respect du droit à l'oubli, reconnu comme un des droits des personnes
« fichées », est consacré par les lois protectrices des données à caractère personnel
en vertu de la limitation qu'elles imposent quant à la conservation de celles-ci sous
forme nominative. Dans le cas de la France, la CNIL fait référence à cette
protection octroyée par la Loi Informatique et Libertés:
« En limitant dans le temps la conservation des informations nominatives
stockées dans les mémoires des ordinateurs, la loi du 6 janvier 1978
reconnaît à l'individu un droit à l'oubli. La CNIL s'est montrée très
soucieuse de faire respecter un droit qui touche au plus profond de
184 Florent LATRIVE, « Un réseau d'ennemis intimes », Libération, 2,
http://www.liberation.fr/chantiers/reseaul.html (dernière consultation le 02/0712002).
185 David DUFRESNE, « Oubliez-moi. Quand la mémoire du Net joue contre la liberté
individuelle », Libération, (le mardi Il avril 2000), 2,
http://www.liberation.fr/multi/actu/20001004/20000411mart.html (dernière consultation le
0511212001).
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l'identité humaine (sous réserve de l'application de la Loi sur les archives).
Il s'agit d'éviter d'attacher aux personnes des étiquettes définitives qui
portent atteinte à leur capacité de changement et au sentiment le plus
intime de leur liberté. »186
La finalité du traitement des données à caractère personnel est le critère
grâce auquel on doit fixer la durée du stockage des données permettant
l'identification des personnes concernées. Le principe de finalité joue un rôle
essentiel dans la délimitation de l'étendue du droit à l'oubli, mais ce processus
comprend implicitement la difficulté de déterminer la portée de ce principe par
rapport aux données contenues dans les banques de données juridiques.
Toutefois, on peut obtenir l'autorisation de prolonger la durée de
conservation des données au-delà du temps nécessaire à la réalisation de la finalité
poursuivie par leur collecte et leur traitement pour répondre à d'autres fins, par
exemple des fins historiques ou scientifiques.
La diffusion sur Internet des informations mémorisées rend cependant très
difficile la protection des intérêts que les dispositions qui interdisent le stockage
des données nominatives ont pour but de protéger. La mémoire totale d'Internet,
selon certains, peut comporter des conséquences à craindre à l'avenir:
« La capacité à mémoriser les actes de chacun et d'accéder facilement à la
mémoire totale aura plusieurs conséquences. Le réseau n'a pas
d'inconscient à l'intérieur duquel seraient stockées des mémoires mortes
qui, progressivement cachées ou masquées, permettraient les oublis
nécessaires à la vie en commun. Car la mémoire peut être aussi celle de la
rancune, de la vengeance, du dénigrement. Grâce à sa mémoire totale,
Internet préserve les mauvais souvenirs, les erreurs passées, les écrits que
l'on aimerait renier des années plus tard. La vie de quiconque pourra, d'un
clic de souris, être perturbée par celle d'autres membres de sa famille. La
transparence des informations sur les erreurs de trajectoire, les
condamnations, les modes de vie de certains pourraient affecter et troubler
la vie d'autres membres de la parenté. Des rapprochements malheureux ou
malhonnêtes deviennent très faciles sur le Net. Ils pourront être utilisés par
quiconque veut mettre son prochain en difficulté. »187
186 CNIL, op. cit., note 119, p. 18.
187 D. ETTIGHOFFER, loc. cit., note 14,2 (nous avons souligné).
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Internet présente des particularités jamais connues auparavant. C'est la
première fois qu'existe une telle opposition entre « mémoire humaine » et
« mémoire totale» - conséquence d'une possible conservation des informations.
La capacité d'Internet de conserver toute cette quantité d'informations, sa
puissance d'indexation et de stockage tendent à rendre presque impossible
l'exercice du droit à l'oubli et illustrent la nécessité de renforcer la protection des
individus à cet égard. En ce qui nous concerne, la publication sur Internet des
décisions de justice et des comptes rendus qui apparaissent dans la presse écrite
peuvent transformer ce réseau en casier judiciaire perpétuel. Il devient légitime de
se demander si les personnes mêlées à des affaires judiciaires ont bien, elles aussi,
un droit à l'oubli.
2.1.3 Changements résultant des nouvelles technologies de diffusion de la
jurisprudence et des moteurs de recherche
Le recours aux nouvelles technologies pour la diffusion de la jurisprudence
a rendu possible l'élaboration d'un profil des individus, grâce aux possibilités de
recherche offertes dans cet environnement. Dans le cas des décisions de justice, le
profilage des personnes concernées présente des nouveautés qui demandent la
mise en œuvre de mesures spéciales ayant comme but, entre autres, de garantir le
droit à l'oubli en limitant le stockage de certaines données. Les possibilités des
moteurs de recherche et l'efficacité du réseau Internet permettent en permanence
et pour une durée illimitée l'accès aux données personnelles contenues dans les
jugements. Nous allons identifier les dangers - parfois plutôt théoriques - qui
découlent de cette réalité, et les mécanismes de protection qui peuvent être mis en
œuvre.
2.1.3.1 Le profilage des justiciables, des magistrats et des juges
Un des changements majeurs qu'ont fait surgir les nouvelles technologies
de diffusion des décisions de justice et notamment l'accès à celles-ci grâce au
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réseau Internet est la possibilité d'établir des profils. Comme nous nous proposons
de le voir dans les pages qui suivent, la puissance des métamoteurs et des outils de
recherche permettent l'établissement de profils « judiciaires » des justiciables et
aussi des profils professionnels des juges et des avocats.
C'est une des raisons qui justifient la mise en œuvre d'une anonymisation
totale des décisions de justice en support numérique. Dans l'univers des décisions
« papier », une telle anonymisation n'était envisagée que dans des cas très
spécifiques. Dans le passage qui suit, le texte d'A. Perdriau renvoie à la création
des profils « judiciaires» en particulier:
« En effet, la scanérisation, c'est-à-dire l'exploration approfondie de
fichiers nominatifs à l'aide de critères d'interrogation variés, en fournissant
l'ensemble des jugements impliquant une personne déterminée, permettrait
de définir son "profil judiciaire", sinon de constituer sur celle-ci une sorte
de "casier civil". »188
Nous pouvons affirmer que même si cet auteur parle ici de causes de droit
civil, cette problématique est présente dans les jugements de tous les ordres
judiciaires. Le droit à l'oubli des justiciables présente pour certains la base légale
de l'anonymisation des décisions de justice accessibles sur Internet: il s'agit
d'éviter la création du profil des individus.
Le caractère « sensible» des données qui sont contenues dans les décisions
de justice et leur inclusion dans la mémoire totale que constitue Internet
n'empêchent pas l'exercice de divers droits, dont le droit d'accès, le droit de
rectification, et même parfois, le droit à l'oubli. Pourtant, il ne faut jamais oublier
que le contexte actuel comporte certains risques, parmi lesquels l'établissement de
profils. A. Perdriau nous rappelle cette réalité:
« La mise en mémoire de données sensibles n'est pas illicite, et elle est
neutre en ce qu'elle n'opère que la délocalisation d'un gisement de
renseignements qui se trouvent accessibles au public dans des greffes
judiciaires; cependant, son danger tient au mauvais usage qui peut en être
fait par des recoupements ou des croisements destinés à cerner une
personnalité.
188 A. PERDRIAU, loc. cit., note 161, 1615.
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Ce qui est à craindre, et ce qu'il importe d'éviter, c'est par conséquent non
pas la constitution de ces fichiers en eux-mêmes, mais le risque d'un
détournement de leur finalité. »189
De l'avis d'une grande majorité des personnes qui se sont intéressées à la
question, le fait de « cerner une personnalité » à partir des renseignements
contenus dans les arrêts et jugements accessibles sur Internet suppose un
détournement de la finalité pour laquelle une décision devient accessible au public.
À cela s'ajoute le fait que l'établissement de profils d'individus n'était pas un
risque à craindre vraiment dans le passé à cause des difficultés que comportait une
telle démarche dans l'univers des décisions papier. Ce profilage peut conduire à la
création de fichiers occultes qui comporteraient des renseignements sur les
mauvais payeurs, les personnes qui ont eu des conflits avec leurs employeurs, les
personnes qui ont été expulsées de certains groupes, organismes ou sociétés, etc.
Reste toutefois l'importante question de la détermination des
renseignements personnels qui doivent être anonymisés afin d'éviter la création de
profils financiers, professionnels, familiaux et autres des individus. La CNIL
propose d'anonymiser le nom et l'adresse des parties et des témoins dans tous les
jugements et arrêts librement accessibles sur Internet, « quels que soient l'ordre ou
le degré de la juridiction et la nature du contentieux, mais cela seulement»190 .
Pour certains auteurs, il serait aussi souhaitable que d'autres éléments
d'identification comme les périphrases -« le maire de Paris» par exemple -
soient aussi visés par l'anonymisationl9l •
En réalité, si l'objectif est d'échapper à un profilage des personnes
concernées à partir de leur identification, cette identification est à éviter au cas par
cas. Des observateurs ont souligné que dans les cas où les justiciables ou les
témoins habitent une petite ville ou un village où le nombre d 'habitants est minime
189 Id., 1616.
190 CNIL, Délibération n° 01-057 portant recommandation sur la diffitsion de données personnelles
sur Internet par les banques des données de jurispntdence, 29 novembre 2001, p. 6,
http://www.cnil.fr/textes/recommand/d01057a.htm (dernière consultation le 03111/2002) (ci-après
Délibération n° 01-057 de la CNIL).
191 Catherine TROCHAIN, « L'anonymisation des banques de données juridiques », 10,
http://www.courdecassation.fr/B rCC/5 5 Oa5 59/5 5O/communication/REUNION-Id-
TROCHAIN550.htm (dernière consultation le 13/05/2002).
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ou peu élevé, leur identification devient très facile si dans une décision des
expressions qui pennettraient à leurs voisins de détenniner leur identité sont
utilisées, par exemple« le fils de la coiffeuse ». Dans ces cas-là, la suppression des
noms et des adresses des personnes concernées ne serait pas suffisante pour
atteindre l'objectifde protection de ces personnes.
Ces mesures visent à protéger les parties et les témoins, mais est-ce que les
juges, les avocats, les experts et d'autres ne risquent pas aussi d'être victimes de
l'établissement de leur profil professionnel? C. Trochain écrit à ce propos:
« Puisant dans les banques de données classiques des infonnations
nominatives, des logiciels infonnatiques peuvent les organiser pour les
transfonner en véritables fichiers infonnatiques susceptibles de tout
traitement et particulièrement de profils professionnels. Ainsi, certains ont
redouté que les habitudes de tels magistrats ou de tels avocats puissent être
soulignées, voire leurs compétences. »192
Toutefois, pour la CNIL, l'anonymisation au profit de ceUX-Cl serait
incompatible avec la responsabilité morale et professionnelle qu'ils doivent
assumer. Même si le risque de profilage des juges ou des avocats à partir des
décisions de justice publiées sur Internet ne peut pas être exclu, la numérisation
des arrêts et jugements n'appelle pas une telle mesure. La CNIL affinne à ce
propos que « [l]e risque qui s'attache à la numérisation ne paraît cependant pas
supérieur à celui des circonstances qui forgent une réputation et sur lesquelles la
CNIL ne dispose pas de moyens d'action particuliers »193.
La technique de l'anonymisation viserait donc plutôt à éviter le profilage
des parties quand celles-ci sont des personnes physiques, et des témoins
également. La CNIL ne s'est pas prononcée sur la protection des personnes
morales, puisque cela ne relève pas de ses attributions.
Signalons enfin qu'aux yeux de certaines personnes, la méfiance dont nous
venons de rendre compte quant à d'éventuelles créations de profils judiciaires ou
192 Id., 5.
193 CNIL, op. cit., note 190, p. 6.
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autres serait le fait d'une façon presque paranoïaque de voir les choses. En fait
soutiennent ces personnes, cette possibilité de profilage ne pose pas de risque si
« réel ». Certains signalent que le risque d'une définition de profils « est plutôt
virtuel étant donné [son] caractère trop incertain, trop incomplet et surtout trop
onéreux »194.
2.1.3.2 La traçabilité
L'efficacité du réseau Internet et les possibilités offertes par les moteurs de
recherche changent le concept de « publicité » des décisions de justice, car il
existe maintenant un accès permanent et d'une durée illimitée aux données
nominatives contenues dans les décisions de justice. Dans une recommandation
datée du 29 novembre 2001 et portant sur la diffusion des données personnelles
sur Internet par les banques de données de jurisprudencel95, la CNIL affirme voir
une nouvelle réflexion comme nécessaire, car elle ne juge pas l' anonymisation
pertinente si l'accès aux bases de données juridiques est onéreux et plutôt
circonscrit aux seuls professionnels. La CNIL considère qu'en pratique, la
situation est très différente:
« Il suffit d'interroger un moteur de recherche sur le nom d'une personne
pour obtenir gratuitement l'ensemble des informations la concernant
diffusées sur Internet à partir de sites géographiquement épars ou de nature
différente. Ainsi, dès lors qu'une personne est citée dans une décision de
justice diffusée sur le réseau, et dans la mesure où cette décision aura été
indexée par un moteur de recherche, elle· deviendra directement accessible
à tout utilisateur, alors même que tel n'était pas l'objet de la recherche et
sans que l'internaute ait eu à se connecter à un site spécialisé. »196
En effet, les performances offertes par les moteurs de recherche de la
« troisième génération » disponibles actuellement sur le réseau rendent encore
plus complexe cette réalité. Ces moteurs de recherche sont très puissants et très
rapides; ils effectuent une recherche en texte intégral sur tous les sites et quel que
194 A. PERDRIAU, lac. cil., note 161,1617.
195 CNIL, op. cil., note 190, p. 2 et 3.
196 Id., p. 2.
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soit le format de diffusion du document197• De même, ces moteurs effectuent une
copie de l'intégralité des informations qui sont gardées dans leur mémoire cache,
c'est-à-dire que s'ils ont cherché et indexé une fois l'information, ils vont la
conserver systématiquement. À ce propos, la CNIL signale que « ces quelques
éléments d'ordre technique donnent la mesure de ce qui est en cause: quels que
soient la volonté ou le choix du responsable d'un site de jurisprudence sur Internet,
accessible à tous, toutes les décisions de justice qui comportent l'identité des
parties peuvent être indexées par les moteurs de recherche ».
D'un autre côté, il faut rappeler que les fichiers des casiers judiciaires qui
compilent toutes les condamnations rendues publiques sont régis par des
dispositions législatives très restrictives qui visent à les protéger et à les rendre
moins accessibles afin de respecter la vie privée des parties et à favoriser leur
réinsertion le cas échéant198•
Le « caractère public » des décisions de justice qui contiennent les noms
des parties, selon certains, ne peut pas justifier le fait que ces décisions s'intègrent
dans des bases de données et qu'elles puissent être numérisées et disponibles pour
un temps indéfini.
Cependant, des problèmes encore plus graves peuvent se poser si on pense
aux casiers judiciaires privés : la chose existe aux États-Unis. En effet, la
technologie complique la mise en œuvre du droit à l'oubli puisque si on modifie
ou efface un casier judiciaire public pour respecter l'ordonnance d'un tribunal,
celle-ci n'a aucun effet sur les fichiers privés : la condamnation pourrait n'en
jamais disparaître. Le résultat est que l'information concernant une personne
condamnée dans le passé et qui a acquis le droit de faire disparaître cet épisode du
casier judiciaire public restera disponible sur Internet, d'abord parce qu'il est
difficile pour un particulier de trouver le responsable du fichier et de le contraindre
197 Id., p. 3. Il faut noter que les moteurs de recherche de « seconde génération» connaissaient une
limite, car seules les données diffusées en format html étaient indexables.
198 CNIL, op. cit., note 190, p. 4.
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à détruire de l'infonnation, et ensuite à cause de l'impossibilité d'exercer un droit
d'accès ou de correction à l'égard des casiers judiciaires privés199•
Recourant à titre d'illustration à la publication des décisions de justice, le
Groupe de protection des personnes à l'égard du traitement des données à
caractère personnel au sein de l'Union Européenne à qui l'on doit l'avis sur
« L'infonnation émanant du secteur public et la protection des données à caractère
personnel » voit comme nécessaire le fait de prendre des précautions
particulières20o • Cette prise de position est motivée par les changements d'échelle
quantitatifs et géographiques qui, liés à l'utilisation des technologies de
l'infonnation, facilitent l'accès aux registres publics par le moyen du réseau
Internet. Selon les cas particuliers et d'après l'importance des risques encourus par
les personnes concernées, les précautions doivent consister soit à rendre anonymes
les décisions de justice publiées, soit à ne pas les publier, soit encore à limiter la
quantité des infonnations nominatives publiées.
Nous pouvons affinner alors que la traçabilité et le profilage sont
provoqués par la mise en place depuis quelques années de très puissants moteurs
de recherche capables d'effectuer des recherches en texte intégral sur un grand
nombre de sites, quel que soit le fonnat des documents. Toutefois, les dangers que
la traçabilité et le profilage présentent pour les individus ont leur origine dans le
stockage pennanent des données à caractère personnel contenues dans les
jugements accessibles sur Internet. Comme nous l'avons vu dans les pages qui
précèdent, le droit à l'oubli reconnu dans les lois de protection des données à
caractère personnel a comme objectif de limiter ce stockage dans le temps. Les
auteurs de doctrine qui ont étudié la nature et l'étendue du droit à l'oubli ont
répété à plusieurs reprises que le droit à l'oubli doit céder devant les exigences de
l'infonnation à la condition qu'existe un légitime intérêt contemporain relatif à
certaines infonnations et que l'actualité exclue d'une certaine façon le droit à
199 R. GELLMAN, loc. cit., note 44,7.
200 GROUPE DE PROTECTION DES PERSONNES À L'ÉGARD DU TRAITEMENT DES
DONNÉES À CARACTÈRE PERSONNEL AU SEIN DE L'UNION EUROPÉENNE, op. cit., note
27, p. 7. Voir sur cet Avis du Groupe de protection des personnes à l'égard du traitement des données
à caractère personnel : Marie GEORGES, « Protection des données personnelles des utilisateurs
d'Internet », dans Danielle BAHU-LEYSER et Pascal FAURE (dir.), Éthique et société de
l'information, Paris, La Documentation française, 2000, p. 33.
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l'oubli20I • À cette première condition, il faut en ajouter une seconde, qui est la
licéité de la première diffusion de l'information. Dans le cas de faits relatifs au
passé judiciaire d'une personne rendus publics en application du principe de
publicité de la justice, nous pouvons affirmer que ces informations ont fait l'objet
d'une première publication licite202 • Toutefois, penser que ces deux circonstances
peuvent avoir comme résultat de permettre l'utilisation de ces informations à des
fins de profilage ou encore servir à retracer le passé judiciaire de toute personne, à
tout moment et pour une période illimitée conduirait tout droit à la négation du
droit à l'oubli. Est-ce qu'une personne qui a été mêlée à une affaire judiciaire et a
déjà purgé sa peine doit craindre pour le reste de sa vie que son actuel ou futur
employeur trouve des informations judiciaires à son sujet en tapant ses nom et
prénom(s) dans un moteur de recherche, tout simplement? Certaines institutions
juridiques telles la réinsertion et la réhabilitation pourraient être vidées de leur
sens ou affaiblies par des pratiques de cette nature.
2.2 Le principe de publicité de la justice et le respect de la vie privée
Le principe de la publicité de la justice - un des principes les plus
importants de l'administration de la justice - entre en conflit avec le droit à la vie
privée des personnes concernées. Le caractère public des audiences des tribunaux
et la publicité des décisions de justice rendent difficile l'établissement de
l'équilibre entre le grand principe qui en est l'assise et le droit à l'anonymat ou à
la vie privée des justiciables.
2.2.1 Affaiblissement du droit à la vie privée des justiciables
« C'est pour les justiciables que l'abaissement du "mur de la vie privée"
soulève le plus de difficultés, parce qu'il est la conséquence d'un des
201 A. STROWEL, foc. cit., note, 177; C. COSTAZ, foc. cit., note 4,966; R. LETTERON, foc. cit., note
7,414.
202 R. LETTERON, foc. cit., note 7, 414.
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principes les plus importants de l'administration de la justice, le principe
de la publicité. »203
Le respect du principe de la publicité de la justice peut avoir comme effet
le dévoilement de certains éléments de la vie privée des justiciables. Ce principe
de la publicité de la justice est reconnu dans plusieurs textes juridiques et est
consacré dans la totalité des pays démocratiques comme un des piliers essentiels
au bon fonctionnement du système judiciaire.
Le caractère public de l'administration de la justice est implicitement
garanti au Canada par l'article 2.b) de la Charte Canadienne des droits et
libertéi04 • Cet article reconnaît comme une des libertés fondamentales la « liberté
de pensée, de croyance, d'opinion et d'expression, y compris la liberté de la presse
et des autres moyens de communication ». La publicité est un des éléments
principaux de la justice britannique et l'administration de la justice au Canada a
été façonnée à partir du modèle anglais, ce qui explique le caractère public de
l'administration de la justice reconnu implicitement dans la Charte canadienne205 .
Certains auteurs soulignent l'importance de ce principe dans les systèmes de
Common Law : « Access to judgments is also essential to the development of the
common law. Our legal system is based on stare decisis. »206
Au Canada, il n'y a pas si longtemps, on pouvait imposer le huis clos dans
tout procès qui concernait des enfants, mais le nouveau libellé des articles 38 et 39
de la Loi sur les jeunes contrevenants change le régime du huis clos207. L'article
38 dispose maintenant que la règle générale n'est pas le huis clos, mais que le
tribunal peut l'ordonner dans les cas où il juge que la publicité des débats peut
causer un tort sérieux à une personne mineure si celle-ci est elle-même visée par
les procédures, est citée comme témoin ou est elle-même victime de l'infraction
dont le tribunal est saisi. D'un autre côté, l'article 39 interdit de diffuser, par
203 Pierre KAYSER, La protection de la vie privée par le droit, 3e éd., Paris et Aix, Économica et
Presses universitaires d'Aix-Marseille, 1995, p. 297.
204 Charte canadienne des droits et des libertés, Partie 1de la Loi constitutionnelle de 1982 [annexe B
de la Loi de 1982 sur le Canada (1982, R.-u., c. Il)], art. 2 b).
205 Voir en ce sens: Léo DUCHARME, L'administration de la preuve, 2e éd., Montréal, Wilson &
Lafleur, 1986, p. 20.
206 Kate WELSH, « Issues surrounding publication of court judgments on the Internet », 2,
communication présentée dans le cadre de la 4e Conférence internationale« Internet pour le droit»
tenue à Montréal les 2, 3 et 4 octobre 2002, prochainement disponible à l'adresse suivante:
http://www.lexum.umontreal.ca.
207 Loi sur les jeunes contrevenants, L.R.C. (1985), c. Y-l, articles 38 et 39.
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quelque moyen que ce soit, le compte rendu des infractions commIses par un
adolescent : les auditions, jugements, décisions ou appels mettant en cause un
adolescent qui a commis une infraction ou à qui elle est imputée et les causes où
l'adolescent est appelé comme témoin sont tous compris dans l'interdiction si une
diffusion permettrait d'identifier ce mineur. L'obligation d'éviter de rendre
possible l'identification des adolescents existe dans un souci de protection de leur
vie privée, ce qui se traduit par le fait que les décisions judiciaires concernant ces
adolescents doivent être rendues accessibles au public de façon à ce que leur
identification ne soit pas possible. Il faut noter que certaines restrictions similaires
existent aussi quant à la publication et à la diffusion en matière de droit de la
famille; elles visent à empêcher l'identification d'une partie ou d'un enfant à une
instance. Ce sont des dispositions qui visent à protéger des individus « sensibles »,
tels les enfants, afin de maintenir leur droit à la vie privée tout en respectant le
principe de la publicité de la justice.
Dans les causes ordinaires par ailleurs, le tribunal pourrait prononcer des
ordonnances de non publication concernant certains aspects du procès ou l'identité
des parties et des témoins. Ces ordonnances ne sont possibles que si des règles de
droit les justifient et elles doivent répondre à certains critères afin d'éviter que le
souci de protection de la confidentialité n'affecte le principe de transparence
judiciaire ni la liberté de la presse20S . S. Hein signale à ce propos:
« Les juges, dans certaines circonstances exceptionnelles, peuvent
prononcer des ordonnances de non-publication. Celles-ci doivent être
justifiées par un intérêt prépondérant, compte tenu de l'importance de la
transparence du processus judiciaire, de l'équité des procédures et du droit
public de pouvoir prendre connaissance des affaires judiciaires. Ces
ordonnances doivent être aussi limitées que possible pour assurer la
protection des intérêts de la personne qui les requiert. Elles peuvent être
spécifiques et n'empêcher que la publication de l'identité d'une victime ou
d'un témoin, par exemple. »209
208 Voir en ce sens: Pierre TRUDEL, « Le rôle de la loi, de la déontologie et des décisions judiciaires
dans l'articulation du droit à la vie privée et de la liberté de presse », dans P. TRUDEL et F. ABRAN
(dir.), Droit du public à l'information et vie privée: deux droits irréconciliables?, Montréal, Éd.
Thémis, 1992, p. 188 et L. DUCHARME, op. cit., note 205, p. 24.
209 Sophie HEIN, « L'accessibilité aux informations juridiques et le droit d'auteur: à la recherche d'un
nouvel équilibre à l'ère numérique? », communication présentée dans le cadre de la 4° Conférence
internationale « Internet pour le droit» tenue à Montréal les 2, 3 et 4 octobre 2002, disponible à
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La Cour Suprême du Canada a affirmé le caractère public de la justice dans
l'affaire Procureur général de la Nouvelle-Ecosse c. MacIntyre210 et nous a
rappelé la prépondérance de ce principe par rapport à d'autres valeurs, dont celle
de la protection de la vie privée des personnes concernées. Le juge Dickson nous
rappelle que la publicité de la justice est la règle générale et que le secret est
l'exception :
« Je prends d'abord l'argument relatif à la vie privée. Ce n'est pas la
première fois qu'on soulève cet argument devant les tribunaux. On a
maintes fois soutenu que le droit des parties au litige de jouir de leur vie
privée exige des audiences à huis clos. Il est aujourd 'hui bien établi
cependant que le secret est l'exception et que la publicité est la règle. Cela
encourage la confiance du public dans la probité du système judiciaire et la
compréhension de l'administration de la justice. En règle générale, la
susceptibilité des personnes en cause ne justifie pas qu'on exclue le public
des procédures judiciaires. » 211
Comme certains auteurs l'ont souligné, cette décision a créé un important
précèdent dans la jurisprudence canadienne en cette matière : « The jurisprudence
before MacIntyre had been that such records were available only to persons
"interested" in the decision, usually meaning parties. Maclntyre therefore
represents a marked extension of court records. »212
Dans l'affaire Edmonton Journal c. Procureur général de l'Alberta, la
Cour Suprême du Canada devait décider de la légalité de l'article 30 de la
Judicature Act de l'Alberta, qui empêchait la publicité dans le cadre des
procédures matrimoniales; cette disposition pouvait entrer en conflit avec l'article
2 b) de la Charte canadienne des droits et libertés qui garantit le principe de
liberté de la presse213 • Le juge en chef Dickson et les juges Lamer et Cory :
« La liberté d'expression est d'une importance fondamentale dans une
société démocratique et ne devrait être restreinte que dans les cas les plus
l'adresse suivante: http://www.lexum.umontreal.ca.
210 Procureur général de la Nouvelle-Écosse c. MacIntyre, [1982] 1 R.C.S. 175.
211 Id., 185.
212 K. WELSH, loc. cit., note 206, 2.
213 Edmonton Journal c. Procureur général de l'Alberta, [1989] 2 R.C.S. 1326.
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clairs. Il est également essentiel dans une démocratie et fondamental pour
la primauté du droit que la transparence du fonctionnement des tribunaux
soit perçue comme telle. La presse doit donc être libre de commenter les
procédures judiciaires pour que, dans les faits, chacun puisse constater que
les tribunaux fonctionnent publiquement sous les regards pénétrants du
public. C'est par l'intermédiaire de la presse seulement que la plupart des
gens peuvent réellement savoir ce qui se passe devant les tribunaux. À titre
d'auditeurs ou de lecteurs, ils ont droit à l'information relative aux
institutions publiques et particulièrement aux tribunaux. »214
M.-P. Bouchard fait référence à l'affaire Edmonton Journal en précisant
que l'on peut déduire d'arrêts comme celui-ci qu'« au moins dans le cadre du
reportage judiciaire, l'accès aux procédures et aux débats des tribunaux est
nécessaire à l'exercice de la liberté d'expression et de la presse »215.
P. Trudel nous rappelle où se trouvent les limites entre la protection de la
vie des justiciables et la liberté d'expression:
« Dans le cas des justiciables, il est manifeste que seilles les informations
raisonnablement susceptibles de contribuer à la meilleure compréhension
par les membres du public des enjeux en cause dans une affaire instruite
devant un tribunal pourront être divulguées sans qu'il y ait atteinte à la vie
privée. Une règle de droit qui exigerait des justiciables qu'ils en divulguent
plus que nécessaire pour de telles fins constituerait une limite
déraisonnable et non justifiable au droit à la vie privée.
À l'inverse, une règle de droit qui empêcherait la divulgation
d'informations qui permettent au public de s'assurer que les informations
fonctionnent en conformité des lois et des principes démocratiques serait
une limite injustifiable à la liberté d'expression. »216
D'un autre côté, la Charte québécoise des droits et des libertés de la
personne de 1975 prévoit à son article 23 le caractère public des audiences des
tribunaux:
« Toute personne a droit, en pleine égalité, à une audition publique et
impartiale de sa cause par un tribunal indépendant et qui ne soit pas
préjugé, qu'il s'agisse de la détermination de ses droits et obligations ou du
bien-fondé de toute accusation portée contre elle.
214 Id., 1327.
215 Marie-Philippe BOUCHARD,« Le droit d'accès à l'infonnation: une valeur protégée par la liberté
d'expression» dans P. TRUDEL et F. ABRAN (dir.), op. cit., note 208, p. 113.
216 P. TRUDEL, lac. cit, note 208, 168.
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Le tribunal peut toutefois ordonner le huis clos dans l'intérêt de la morale
ou de l'ordre public. »217
L'article 13 du Code de procédure civile du Québec précise que les
audiences des tribunaux sont publiques, où quelles soient tenues, sauf dans le cas
où le tribunal ordonne le huis clos dans l'intérêt de la morale ou de l'ordre public
ou quand il s'agit de matières familiales218 • Selon certains, dans ces matières, « [l]a
règle est le huis clos et ce n'est que par exception, et que sur demande, que le
tribunal peut ordonner une audience publique, s'il est dans l'intérêt de la justice de
le faire» 219. Cette règle de la publicité des débats en matières civiles est le reflet
de la disposition de l'article 23 de la Charte québécoise des droits et libertés. En
matière de droit de la famille, la règle générale est donc le huis clos, mais, pour
une partie de la doctrine, cela constitue une limite non justifiée au principe général
de la publicité:
« En faisant du huis clos la règle de principe dans toutes les matières
familiales, le législateur impose au caractère public de l'instruction des
restrictions qui, selon nous, ne comportent pas, tel que l'exige l'article 1 de
la Charte canadienne, des limites raisonnables et en conséquence ces
restrictions nous paraissent invalides. »220
L'article 6.1 de la Convention européenne de sauvegarde des droits de
1'homme et des libertés fondamentales consacre le principe de publicité, comme
un des droits de l'homme:
« Toute personne a droit à ce que sa cause soit entendue équitablement,
publiquement et dans un délai raisonnable, par un tribunal indépendant et
impartial, établi par la loi, qui décidera, soit des contestations sur ses droits
217 Charte des droits et libertés de la personne, L.R.Q., c. C-12, article 23.
218 L.R.Q., c. C-25, article 13 (ci-après C.p.c.).
219 Marie ST-PIERRE, « Qui suis-je? Procédure civile, protection de la vie privée et caractère
public de la justice: regard sur un équilibre fragile », (2001), 4,
http://www.barreau.qc.ca/congres/200 l/pdf/07-st-pierre.pdf (dernière consultation le 10/10/2002).
220 L. DUCHARME, op. cit., note 205, p. 23. L'auteur fait référence à l'article 1 de la Charte
canadienne des droits et libertés qui dispose ainsi : « La Charte canadienne des droits et libertés
garantit les droits et libertés qui y sont énoncés. Ils ne peuvent être restreints que par une règle de droit,
dans des limites qui soient raisonnables et dont lajustification puisse se démontrer dans le cadre d'une
société libre et démocratique. »L'auteur soutient qu'en ce qui concerne les dispositions qui établissent
le régime du huis clos dans les matières familiales, nous pouvons invoquer à ce propos les mêmes
raisons qui ont amené à déclarer nul 1'article qui imposait le huis clos dans tout procès concernant les
enfants dans la Loi sur les jeunes délinquants. Il faut noter que cette loi a été remplacée par la Loi sur
les jeunes contrevenants, précitée, note 207.
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et obligations de caractère civil, soit du bien-fondé de toute accusation en
matière pénale dirigée contre elle. Le jugement doit être rendu
publiquement, mais l'accès de la salle d'audience peut être interdit à la
presse et au public pendant la totalité ou une partie du procès dans l'intérêt
de la moralité, de l'ordre public ou de la sécurité nationale dans une société
démocratique, lorsque les intérêts des mineurs ou la protection de la vie
privée des parties au procès l'exigent, ou dans la mesure jugée strictement
nécessaire par le tribunal, lorsque dans des circonstances spéciales la
publicité serait de nature à porter atteinte aux intérêts de la justice. »221
Comme nous pouvons le constater, ce principe de publicité trouve des
limites quand des intérêts qui visent à protéger la vie privée de certaines personnes
obligent le tribunal à trouver un équilibre entre le droit à l'information du public et
la protection de la vie privée des personnes concernées.
Il faut signaler que ce principe de la publicité des débats judiciaires
consacré à l'article 6 de la Convention européenne de sauvegarde des droits de
1'homme et des libertés fondamentales et évoqué en de nombreuses occasions par
la Cour européenne des droits de l'homme n'est consacré qu'en matière civile et
pénale. En France, le Conseil d'État n'a pas consacré la publicité des audiences
dans les juridictions administratives en matière spéciale comme une règle générale
de procédure, même si la publicité de la justice a été reconnue comme principe
général du droit pour les juridictions judiciaires222 •
En dépit de cela, le principe traditionnel du secret de l'administration a été
écarté pour les juridictions administratives de droit commun et pour le Conseil
d'État. On peut dire alors que c'est pour les juridictions disciplinaires que le
principe de la publicité des audiences pose le plus de problèmes223 • Selon une
opinion souvent exprimée, dans le cas des juridictions disciplinaires, nous
assistons à un affaiblissement du principe de la publicité de la justice qui vise à
ménager la réputation des professionnels auprès de leur clientèle224.
221 Article 6.1 de la Convention européenne de sauvegarde des droits de l'Homme et des libertés
fondamentales, précitée, note 112.
222 C'est dans l'arrêt Cons. d'Ét., 4 octobre 1974, dame David, que le principe de la publicité de la
justice est reconnu comme un principe général du droit.
223 Voir en ce sens: P. KAYSER, op. cit., note 203, p. 299 et 230.
224 Id., p. 303.
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P. Kayser nous rappelle que la publicité des débats judiciaires est consacrée
en France comme un principe général du droit. Nous pouvons alors affinner qu'à
plus forte raison la publicité des jugements est aussi reconnue comme un principe
général du droit225• Cet auteur nous explique en quoi la publicité des jugements est
nécessaire dans les cas où les débats judiciaires n'ont pas eu lieu en audience
publique:
« Quand par exception les débats d'un procès civil ou d'un procès pénal
n'ont pas lieu en audience publique, le jugement doit, sauf disposition
contraire expresse, être rendu en audience publique. La publicité des
jugements est donc plus importante encore que celle des débats [... ]. »226
Il ressort de tout ceci que la règle générale est la publicité du jugement.
Cela pennet aux parties d'en obtenir l'expédition et cela se traduit par le fait que
les tiers sont titulaires du droit de se faire délivrer des copies des jugements qui
ont été prononcés publiquement, même dans les cas où les débats ont eu lieu à huis
clos227.
Pour certains, si les débats ont un caractère public à cause des questions en
litige ou des personnes impliquées, il faut accorder une plus grande importance à
l'objectif « prioritaire» de la publicité de la justice qu'à l'intérêt - important aussi
mais moins « urgent» - de protéger la vie privée d'un seul individu228 • Nous
pouvons affinner que la personne qui décide d'exercer un tel recours « doit savoir
que, ce faisant, [elle] accepte en quelque sorte, dès le départ, de renoncer à une
partie de sa vie privée au bénéfice du bien commun »229.
De toute manière, sauf l'exception prévue dans les cas où les lois imposent
des mesures visant à éviter l'identification des parties et des témoins, la publicité
des jugements est un principe général du droit et une garantie du bon
225 P. KAYSER, op. cit., note 203, p. 298.
226 Id.
227 A. PERDRIAU, lac. cit., note 161, 1613.
228 M. ST-PIERRE, lac. cit., note 219, 22.
229 Id.
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fonctionnement des systèmes démocratiques230 • Dans les cas où l'identification des
parties et des témoins est interdite, la décision de fond est accessible au public
comme dans le reste des cas, mais les renseignements qui permettent
l'identification des personnes susmentionnées sont supprimés. La publicité des
jugements et des arrêts tout comme le droit d'accès des citoyens à ceux-ci sont
reconnus dans les systèmes de droit civil et de common law comme l'un des plus
importants principes du bon fonctionnement du système judiciaire. Les audiences
des cours et des tribunaux sont publiques dans la majorité des cas, et les jugements
et arrêts sont accessibles à toute personne qui en fait la demande. Dans le passé, la
publication « papier» des décisions de justice dans les recueils de jurisprudence et
les copies « papier» qui pouvaient être délivrées aux citoyens qui en faisaient la
demande étaient pour le public les modes de connaissance usuels des décisions des
tribunaux. La création des banques de données juridiques et leur accessibilité sur
Internet change la façon d'accéder aux décisions de justice et la nature de la
publicité qui est faite de ces décisions.
2.2.2 Concept classique de la publicité et nouvelles technologies de
diffusion
En ce moment et depuis plusieurs années, nous assistons à la création de
banques de données dans le domaine juridique. On y diffuse les décisions
judiciaires d'une façon systématique. Ce n'est pas leur objectif premier, mais elles
facilitent une identification faite selon des critères divers et dans des buts pas
toujours avoués de personnes physiques telles les parties en cause, les magistrats
et les avocats231 •
Depuis la création de ces banques de données juridiques et surtout depuis
leur diffusion en accès libre ou en accès restreint sur Internet, plusieurs personnes
ont su identifier les risques d'atteinte à la vie privée qu'une telle publication ou
230 Il est possible de trouver des dispositions spéciales interdisant de mentionner le nom des parties ou
des témoins dans le cas de procès en diffamation, dans les procès en matière de filiation ou de divorce,
mais aussi dans les cas où il faut protéger les victimes d'une agression sexuelle, etc.
231 Voir en ce sens: CNIL, 2rRapport d'activité, Paris, La Documentation française, 2002, p. 139.
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publicité peuvent faire naître. Est-ce que nous assistons à un nouveau mode de
publicité des décisions de justice qui nous oblige à examiner les dispositions déjà
existantes à cet effet ou, au contraire, devons-nous voir ce changement de support
comme un élément qui ne change en rien la nature d'une telle publicité?
A. Perdriau identifie les deux intérêts bien distincts que présente tout
jugement. Il existe premièrement un intérêt « immédiat» pour les parties au litige,
puisque la décision rendue a comme fonction de déterminer leurs droits et
d'autoriser l'exécution. Mais il existe aussi un deuxième intérêt qui est « indéfini
dans le temps» pour le reste de la population et, notamment pour les praticiens et
les théoriciens du droit, car les jugements les renseignent sur les solutions
judiciaires qui sont apportées aux différentes situations données232 • Cet auteur écrit
à propos de ce deuxième intérêt:
« La seconde fonction est capitale, pUIsque la connaissance de la
jurisprudence et l'alimentation de la doctrine dépendent de son
accomplissement, c'est elle gui justifie, pour les décisions tenues comme
les plus importantes, leur publication comme leur enregistrement dans des
mémoires informatisées. »233
C'est en ayant en vue cet objectif qu'ont été créées plusieurs banques de
données de jurisprudence grâce auxquelles on peut aujourd'hui avoir accès à la
jurisprudence en accès libre ou payant.
K. Welsh nous renseigne quant à la façon d'accéder aux jugements des
tribunaux dans le passé:
« Court records on file are, with some exceptions, open to the public.
However, although access to judgments has in recent years been achieved
by attendance at a clerk's office to obtain copies, this provides only a
limited fàrm of access. It is avai/able only to those who can personally
attend at the clerk's office or hire someone to do so, and can afford the
direct cost. And the person can only obtain a judgment they have already
specifically identified, by the action number or by the name ofa party. ~
232 A. PERDRIAU, foc. cit., note 161, 1613.
233 Id. (nous avons souligné).
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accessing ;udgments bv attendance at the clerk's o(Jjce seems like a limited
form ofaccess. »234
Ce même auteur nous parle de l'accès aux jugements rendu possible par
l'utilisation des nouvelles technologies dans le processus de diffusion de la
jurisprudence. Il s'en tient ici aux cas où l'accès aux jugements contenus dans les
banques de données des tribunaux est gratuit:
« New information technology makes a much more substantial fàrm of
access available to the public. Unlike commercial databases and also
unlike access via the clerk's office, the Court judgment database is free to
the public. It also allows for access by subject, or indeed, by any term
contained in the text ofthe judgment. Even in civil proceedings, a member
of the public may have a perfectly understandable interest in this more
general access to court records. »235
La problématique qui entoure la création des banques de données
juridiques est étudiée par la CNIL depuis 1985, en fait depuis que le Centre de
documentation du Barreau de Paris a commencé à offrir un accès aux bases de
données diffusées par Minitel. Ce Centre de documentation avait observé qu'un
grand nombre d'interrogations des banques de données compilant les décisions de
justice avaient pour objet de répertorier toutes les décisions concernant une
personne morale ou physique identifiée. En de nombreuses occasions, la finalité
d'une recherche dans la jurisprudence n'était plus de collecter des décisions se
rapportant à un problème concret de droit. Selon la CNIL, « d'outil de
documentation, les banques de données juridiques devenaient ainsi de véritables
fichiers de renseignements sur les personnes »236.
C'est à partir du basculement des bases de données juridiques sur Internet
que cette problématique s'est renouvelée et que la CNIL a poursuivi la réflexion
qu'elle avait commencée auparavant.
Un des dangers qui existent actuellement, c'est la création de fichiers
parallèles du type casier judiciaire, comme on l'a souligné : « [... ] par la seule
234 K. WELSH, loe. cit., note 206, 4.
235 Id., 5.
236 CNIL, op. cit., note 231, p. 74.
103
mécanique des moteurs de recherche, c'est à un caSIer judiciaire universel,
permanent et ouvert à tous que l'on aurait à faire face »237.
En effet, comme nous pouvons le constater, l'équilibre entre vie privée et
le droit à une justice publique est profondément dynamique, car de nouvelles
réalités s'imposent et changent la nature de la publicité de la justice, à cause d'un
changement d'échelle, géographique et temporel, provoqué par Internet.
D'aucuns soulignent l'aspect « mémoire ouverte» du réseau Internet. Le
caractère public d'une décision de justice ne devrait pas disent-ils impliquer que
les décisions de justice intégrées dans une banque de données et porteuses de
plusieurs renseignements personnels relatifs aux parties et aux témoins soient
numérisées et accessibles pour un temps indéfini. Est-ce que cette pratique
n'équivaut pas dans les faits à une nouvelle« peine d'affichage numérique »238?
La diffusion sur Internet des arrêts et des jugements crée la possibilité d'y
faire des recherches dont la finalité est tout autre que celle qui constitue la base du
principe de la publicité de la justice. Une fois encore, c'est la finalité de la mise à
disposition de certaines informations qui doit nous guider vers l'équilibre
nécessaire entre transparence de la justice et protection de la vie privée.
L'utilisation de très puissants outils de recherche change fondamentalement la
portée de la publicité des décisions de justice. Un examen de conscience
s'impose: les recherches dans les bases de données juridiques que facilitent les
moteurs de recherche visent souvent à extraire de celles-ci des renseignements sur
un candidat à l'emploi, sur un emprunteur éventuel ou même sur un voisin.
Respectent-elles la finalité de la mise à la disposition du public des
décisions de justice? Les casiers automatisés de différents pays, lorsqu'ils
contiennent toutes les condamnations prononcées publiquement, sont protégés par
de nombreuses dispositions et constituent des fichiers qui sont soumis à des
237 Id.
238 Voir en ce sens: CNIL, op. dt., note 190, p. 4 et CNIL, op. dt., note 231, p. 74.
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conditions d'accès très strictes, notamment en ce qui concerne leur consultation à
distance239•
Il nous semble important de mentionner les problèmes relatifs à la
protection de la vie privée liés à la mise en œuvre des systèmes intégrés de justice
qui se développent en ce moment dans plusieurs pays, notamment aux États-Unis
et au Canada. Ces systèmes intégrés d'information relative à la justice présentent
des perspectives très intéressantes en ce qui concerne surtout l'accès à la justice.
K. Benyekhlef signale à ce propos:
« Toutefois, il importe d'éviter d'appréhender ces phénomènes dans leurs
dimensions simplement technique et administrative. Les considérations
juridiques apparaissent fondamentales dans la mesure où ces systèmes
risquent au-delà de l'atteinte potentielle aux droits, de modifier nos
rapports au droit qui, jusqu'ici, ont été fondés sur le papier. »240
L'architecture qui est établie par ces systèmes intégrés de justice de même
que l'automatisation et la mise en réseau changent totalement le contexte connu
jusqu'à présent. Pour ce qui nous intéresse, nous pouvons parler d'incidences
majeures sur le droit à la vie privée, sur le droit d'accès et sur certains droits
judiciaires et garanties juridiques consacrés par plusieurs textes de loi241 .
Certains se demandent si dans la sphère proprement juridictionnelle,
l'usage des technologies de l'information et de la communication peut nous
conduire à une meilleure mise en œuvre des principes du procès équitable énoncés
à l'article 6.1 de la Convention européenne des droits de l'homme et des libertés
fondamentales, précitée. Ces mêmes auteurs de doctrine rappellent cependant les
risques que peut engendrer l'utilisation des nouvelles technologies dans le
domaine de la justice:
239 Voir en ce sens: CNIL, r Rapport d 'activité, Paris, La Documentation française, 1987, p. 113-115,
Commission nationale de l'informatique et des libertés, 9°Rapport d'activité, Paris, La Documentation
française, 1989, p. 57-62.
240 Karim BENYEKHLEF, « Les Systèmes intégrés de justice au Canada et aux États-Unis », 7,
communication présentée dans le cadre du Colloque international « L'administration électronique au
service du citoyen », tenu à Paris les 21 et 22 janvier 2002, disponible à l'adresse suivante :
http://www.univ-parisl.fr/droit-internet-2002/pdfi.fr/Benyekhlef.pdf (dernière consultation le
05/06/2002) (nous avons souligné).
241 Id., 5.
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« Une utilisation sans limites et systématique de ces techniques ne pourrait-
elle vider de leur contenu les garanties reconnues au citoyen, droit au
respect de la vie privée, droit au juge et au procès équitable? Dès lors,
n'est-ce pas une application modulée de ces nouveaux outils qu'il convient
d'organiser? »242
La problématique juridique qui se présente par rapport à la protection de la
VIe privée lors de la mise en place des systèmes intégrés de justice tient aux
particularités du contexte technologique, à celles du « média» lui-même. Nous
considérons que lors de la diffusion sur Internet de la jurisprudence, les mêmes
difficultés se posent qu'il s'agisse de préserver le droit à la vie privée des
justiciables ou celui des parties et des témoins. Ces difficultés trouvent leur origine
dans les nouveaux supports qui véhiculent l'information et dans le contexte
technologique actuel. K. Benyekhlef écrit:
« Les promoteurs canadiens et amencains des systèmes intégrés
d'information de justice n'ont pas manqué de noter que le droit à la vie
privée pouvait faire l'objet d'atteintes importantes par la mise en place de
ce type de système. En effet, l'accès aux données personnelles contenues
dans les dossiers judiciaires ou quasi judiciaires par un grand nombre
d'acteurs et, dans plusieurs cas, par le public en général soulève de
sérieuses questions quant au respect du droit à la vie privée. Les acteurs
gouvernementaux peuvent prendre connaissance de données auxquelles ils
n'ont normalement pas accès. Sans parler bien évidemment des
croisements permis par de puissants outils de recherche. » 243
Comme nous pouvons le constater, c'est de nouveau le croisement des
informations susceptible d'être réalisé grâce aux moteurs de recherche qui
constitue un des dangers auxquels cette problématique expose les justiciables.
L'utilisation de ces outils « renouvelle» le concept de la publicité de la justice.
Dans le cas des systèmes intégrés de justice et de la diffusion sur Internet de la
jurisprudence, nous devons examiner quelles sont les solutions qui peuvent nous
permettre de faire face aux risques d'atteinte au droit à la vie privée.
242 Magali LEGRAS, « La justice et les technologies de l'information et de la communication », l,
communication présentée dans le cadre du Colloque international « L'administration électronique au
service du citoyen » tenu à Paris les 21 et 22 janvier 2002, disponible à l'adresse suivante :
http://www.univ-parisl.fr/droit-internet-2002/pdflfr/Legras.pdf (dernière consultation
le 09/11/2002).
243 K. BENYEKHLEF, loc. cif., note 240, 5.
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Il est important d'arriver à déterminer pourquoi il est nécessaire
d'appliquer des politiques de protection de la vie privée dans le domaine de la
justice si on veut empêcher que certaines situations ne se répètent. Le
Commissariat à la vie privée de l'Ontario et le Department of Justice des États-
Unis fournissent un excellent exemple des situations que les normes de protection
de la vie privée doivent nous permettre d'éviter :
« The use, or potential misuse, of personal information in the justice
system can have dramatic consequences for individuals and their families.
For example, in Ohio, a man's social security number was accidentally
associated with another individual's criminal history record. The man lost
his job, home and family before becoming aware of the mistake within a
law enforcement information system. Although he was successful in
having the information corrected in the law enforcement system, the false
information had been sold by law enforcement to private information
vendors. The incorrect information could not be traced or corrected on a
national basis. Therefore, the man in this case must continue to live with
the knowledge that at any time he could be mistaken, in electronic form,
for an individual who has a damaging criminal record. »244
Dans cet exemple, il nous semble intéressant de noter le fait que
l'information qui se trouve à l'origine du préjudice est une information détenue
par le secteur privé. Ce n'est pas la règle générale, mais quand ces informations
« sensibles» se trouvent entre les mains de différents acteurs, privés ou publics,
les corrections et l'effacement de celles-ci s'avèrent beaucoup plus complexes et
difficiles. Nous considérons qu'antérieurement le fait qu'une telle pluralité
d'acteurs était inexistante permettait d'éviter plus facilement ce genre de
situations; aujourd'hui, « le marché de l'information» mène à une certaine perte
de contrôle sur les informations en support numérique. Cela peut créer des
situations dramatiques.
D'un autre côté, le Commissariat à la VIe privée de l'Ontario et le
Department of Justice des États-Unis font les observations suivantes au sujet des
244 OFFICE OF THE ONTARIO INFORMATION AND PRIVACY COMMISSIONER and THE
UNITED STATES DEPARTMENT OF JUSTICE, Privacy ImpactAssessmentforJustice Infonnation
Systems, août 2000, p. 7, http://www.ipc.on.calenglish/pubpres/papers/pia.htm. (dernière consultation
le 07/10/2002).
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particularités des infonnations recueillies et utilisées par les autorités judiciaires
dans l'accomplissement de leurs fonctions:
« In order to effectively carry out this mandate, justice system agencies
must collect and use personally identifiable infonnation. Often this highly
sensitive infonnation must be collected and used without notice to or
consent of an individual. Infonnation collection and use applies not only to
defendants or civil parties, but to their families, victims, witnesses, and
others who participate in the justice process (e.g. jurors). »245
En Belgique, pour faire face aux problèmes liés à la confidentialité suscités
par la mise en place d'un système intégré de justice et pour créer un cadre efficace
de protection du droit à la vie privée des personnes concernées, certaines mesures
ont été adoptées. 1. Verougstraete écrit à cet égard:
« Un organe de contrôle composé de magistrats devrait, dès que le système
est mis en place, décider de la façon dont les données doivent être
conservées et protégées, de la façon dont le respect de la vie privée doit
être assuré ainsi que des limites à la communication des données aux tiers
(y compris le ministre de justice, considéré comme un tiers). »246
Le caractère « sensible » de ces données oblige les promoteurs des
systèmes intégrés de justice à prendre des précautions particulières afin d'assurer
le respect des règles de protection de la vie privée dans ce nouveau contexte. Le
but est de protéger la vie privée des personnes concernées quand des infonnations
les concernant deviennent accessibles, sont recueillies, utilisées, conservées et
finalement, diffusées grâce aux possibilités techniques qui seront bientôt offertes
par la mise en place des systèmes intégrés de justice.247
245 Id.
246 Ivan VEROUGSTRAETE, « De l'intégration de systèmes divergents au dossier électronique »,
communication présentée dans le cadre de la 4° Conférence internationale « Internet pour le droit »,
tenue à Montréal les 2, 3 et 4 octobre 2002, disponible à l'adresse suivante :
http.//www.lexum.umontreal.ca.
247 OFFICE OF THE ONTARIO INFORMATION AND PRIVACY COMMISSIONER and THE
UNITED STATES DEPARTMENT OF mSTICE, op. cit., note 244, p. 8. Les auteurs parlent des
Privacy Design Princip/es et du Privacy Impact Assessment for Justice Information Systems (PIA)
comme instruments pour établir un cadre juridique applicable, inspiré par les principes généraux de
protection des données personnelles.
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2.3 La mise en œuvre de la protection dans différents systèmes juridiques
Les différents systèmes juridiques optent chacun pour des solutions
législatives et techniques susceptibles d'être mises en œuvre afin de préserver le
principe de finalité de la diffusion par Internet des décisions et comptes rendus
judiciaires, solutions qui toutes consacrent le droit à l'oubli des personnes
concernées.
2.3.1 Europe
C'est la Loi Informatique et Libertés qui, en France, reconnaît le droit à
l'oubli comme un des droits dont disposent les personnes fichées. Le droit à
l'oubli exige en une limitation dans le temps de la conservation des données
nominatives stockées dans la mémoire des ordinateurs.
La Loi Informatique et Libertés n'autorise le stockage des données
nominatives que si elles sont pertinentes au regard de la finalité du fichier. De
même la Directive 95/46/CE établit des principes relatifs à la qualité de celles-ci et
elle s'applique tant au secteur public qu'au secteur privé.
L'article 6.1 b) de la Directive 95/46/CE impose aux États l'obligation de
prévoir que les données à caractère personnel seront « collectées pour des finalités
déterminées, explicites et légitimes, et ne [seront pas] traitées ultérieurement de
manière incompatible avec ces finalités. Un traitement ultérieur à des fins
historiques, statistiques ou scientifiques n'est pas réputé incompatible pour autant
que les États membres prévoient des garanties appropriées ». Ce traitement
ultérieur à des fins historiques, statistiques et scientifiques semble ne pas compter
avec le droit à l'oubli:
« Lorsque le droit à l'oubli est considéré comme un droit de la
personnalité, les droits des tiers justifient au contraire sa disparition pure et
simple. Dans ce cas, le juge opère une sorte de "bilan coût-avantage" entre
les différentes libertés en cause. Il va ainsi écarter le droit à l'oubli lorsque
l'intérêt de la recherche, la liberté de l'information ou de la presse justifient
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que des investigations sur le passé d'une personne soient réalises et
diffusées. »248
En effet, les intérêts de la recherche, la liberté d'information et dans les
termes de la Directive 95/46/CE, le traitement ultérieur des données « à des fins
historiques, statistiques ou scientifiques» sont des valeurs qui doivent faire céder,
dans certains cas, le droit à l'oubli. Toutefois, la Directive 95/46/CE a pris le soin
de prévoir à son article 6.1 b) que les États doivent prendre les « garanties
appropriées » dans le cas de la mise en œuvre de traitements ultérieurs visant à
l'utilisation des données à ces fins. L'article 6.1 b) de la Directive 95/46/CE a
comme objectif d'assurer l'exercice des droits des tiers tout en déployant les
garanties nécessaires pour établir un équilibre entre le respect de leurs droits et
celui du droit à l'oubli. Le considérant 29 de la Directive 95/46/CE prévoit que ces
garanties « doivent notamment empêcher l'utilisation des données à l'appui de
mesures ou de décisions prises à l'encontre d'une personne ».
L'article 6.1 e) de la Directive 95/46/CE prévoit également que la durée de
conservation sous une forme permettant l'identification des personnes concernées
n'excédera pas celle qui est nécessaire à la réalisation des finalités pour lesquelles
ces données sont traitées à une époque postérieure à celle que prévoyait leur
finalité initiale. Ainsi, la Directive européenne reprend ce principe du droit à
l'oubli et précise que le délai de conservation doit, à la lettre, être celui qui est
nécessaire.
Pour respecter ce principe de finalité que la Loi Informatique et Libertés et
la Directive imposent, deux solutions peuvent être envisagées : l'effacement de ces
données ou leur réduction à l'anonymat. Comme nous l'avons déjà signalé en
introduction, certains affirment que l'effacement des données ou leur réduction à
l'anonymat est le moyen d'assurer le respect du principe de finalité imposé par les
lois, mais non pas celui du droit à l'oubli249. Cette distinction s'appuie sur le fait
248 R. LETTERüN, loc. cil., note 7, 419 (nous avons souligné).
249 Id., 388.
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que cet effacement des données n'a pas comme résultat la perte définitive
d'informations puisqu'aucune disposition légale n'interdit de les stocker sur
d'autres supports. La doctrine qui met en lumière cette démarcation voit dans le
caractère « définitif» de la disparition de l'information le critère essentiel de
distinction entre le droit à la vie privée et le droit à l'oubli25ü. Toutefois, il faut
souligner que cette opinion ne fait pas l'unanimité; plusieurs auteurs sont ainsi
d'avis que le droit à l'oubli est consacré dans les dispositions qui interdisent le
stockage des données pour un temps indéfini, ce que nous avons noté dans les
pages précédentes. Il faut souligner encore que le principe de finalité est la pierre
angulaire des systèmes de protection des données à caractère personnel. Ce
principe se trouve nécessairement présent dans les dispositions qui interdisent le
stockage des données une fois dépassée la durée de conservation autorisée en vue
de la finalité propre à chaque enregistrement de données. Dans le Rapport
Braibant sur la transposition de la Directive 95/46/CE en droit français, on
rappelle que les règles énoncées dans la Loi Informatique et Libertés reposent sur
certains principes, dont le droit à l'oubli, au secret et à la confidentialité. Ces
principes justifient que tout traitement soit limité dans le temps et que les données
qu'il contient et gère soient protégées et régulièrement mises à jo~51. Le Rapport
Braibant affirme de plus que l'article 6.1 de la Directive 95/46/CE assure dans ses
points b) et e) les mêmes mesures de protection que celles que consacre l'article
28.1 de la Loi Informatique et Libertés « conformément au principe du droit à
l'oubli »252. Ce rapport reconnaît clairement la singularité du droit à l'oubli, à ne
pas confondre avec le principe de finalité. Les lois de protection en la matière ne
font pas une mention expresse de ce dernier principe et ne le définissent nulle part.
Il en résulte des difficultés que nous avons déjà étudiées dans les pages
précédentes, le principe de finalité constituant la base des autres principes de
protection.
250 Id., 387.
251 Guy BRAIBANT, Rapport du Premier Ministre sur la transposition en droit français de la
Directive numéro 95-46, Paris, La Documentation française, 1998, disponible au site de la
Documentation française à l'adresse suivante: http.//www.ladocumentationfrancaise.fr.
252 Id.
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L'article 5 de la Convention 108 du Conseil de l'Europe dispose que« les
données à caractère personnel faisant l'objet d'un traitement automatisé sont
conservées sous une forme permettant l'identification des personnes concernées
pendant une durée n'excédant pas celle nécessaire aux finalités pour lesquelles
elles sont enregistrées ».
L'article 28 de la Loi Informatique et Libertés dispose ainsi à cet égard :
« Sauf dispositions législatives contraires, les informations ne doivent pas être
conservées sous une forme nominative au-delà de la durée prévue à la demande
d'avis ou à la déclaration, à moins que leur conservation ne soit autorisée par la
commission (CNIL). » L'objectif de cet article est celui d'éviter que la durée du
stockage des données nominatives excède la durée strictement nécessaire, après
quoi, pour être conservées, les données doivent être rendues anonymes.
À cet effet, l'application de plusieurs dispositions de la Directive 95/46/CE
devrait servir aussi à trouver une solution. Ainsi, il convient de rappeler
l'existence du droit d'accès (article 12) qui devrait permettre l'accès des personnes
concernées aux données contenues dans les banques de données juridiques.
D'autre part, le droit de rectification (article l2.c)) des informations
inexactes sur les personnes concernées serait applicable dans le cas des décisions
de justice qui ont été réformées ou cassées, pour ainsi éviter de porter préjudice à
ces personnes.
Mentionnons enfin le droit d'opposition (article 14) qui permet à la
personne concernée de s'opposer, pour des raisons légitimes, à voir figurer des
données permettant son identification dans les décisions de justice diffusées sur
Internet.
Ces droits peuvent être exercés auprès du servIce ou de l'organisme
responsable du traitement automatisé quand la décision de justice est diffusée en
support numérique.
D'un autre côté, et nous l'avons vu dans la Première Partie du présent
Mémoire, l'article 8.1 la Directive 95/46/CE établit que les États membres
« interdisent le traitement des données à caractère personnel qui révèlent l'origine
raciale ou ethnique, les opinions politiques, les convictions religieuses ou
philosophiques, l'appartenance syndicale, ainsi que le traitement des données
relatives à la santé et à la vie sexuelle ». Ainsi, dans les cas où des jugements et
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arrêts seraient susceptibles de comporter ces informations lorsque celles-ci sont
liées à l'instance en cause, cet article devrait s'appliquer, mais l'interdiction ne
devrait intervenir qu'en certaines circonstances (article 8.2) et être levée quand la
personne concernée a donné son consentement explicite à un tel traitement.
L'article 8.5 de la Directive établit que:
« Le traitement de données relatives aux infractions, aux condamnations
pénales ou aux mesures de sûreté ne peut être effectué que sous le contrôle
de l'autorité publique ou si des garanties appropriées et spécifiques sont
prévues par le droit national, sous réserve des dérogations qui peuvent être
accordées par l'État membre sur la base de dispositions nationales
prévoyant des garanties appropriées et spécifiques. Toutefois, un recueil
exhaustif des condamnations pénales ne peut être tenu que sous le contrôle
de l'autorité publique.
Les États membres peuvent prévoir que les données relatives aux sanctions
administratives ou aux jugements civils sont également traitées sous le
contrôle de l'autorité publique.»
La Directive établit des principes contraignants, les plus nécessaires pour
le traitement des données, et exige des États membres qu'ils légifèrent
conformément à ces normes. En Espagne, une loi assez restrictive sur la diffusion
en ligne des données nominatives vient d'être adoptée253 • La loi établit à son
article 7.5 que dans le cadre du régime pour les « données spécialement protégées
», la publication de fichiers sur les condamnations non seulement pénales, mais
aussi administratives, est un droit exclusif de l'autorité publique254•
La Directive 95/46/CE - comme la Loi Informatique et Libertés et les
autres lois nationales en la matière - ne fait pas la différence entre données
neutres, sensibles, ou très sensibles en elles-mêmes255 •
253 Ley Orgémica 15/1999, de 13 de diciembre, de protecci6n de datos de caracter personal, RO.E.
num. 298, de 14 diciembre de 1999. Voir sur cette loi l'ouvrage d'Antonio RUIZ CARRILLO, La
protecci6n de los datos de caracter personal, Barcelona, Bosch, 2001.
254Voir en ce sens le dossier: « Le droit à l'oubli. L'anonymisation des décisions de justice »,
(juillet-août 2001) Actualités du droit de l'information, n° 16,
http://front.adbs.fr:8000/adbs/adherent/droitinf/htmllljuillOl.htm. (dernière consultation le
07/0812002); voir aussi: David DUFRESNE, « Oubliez-moi. Quand la mémoire du Net joue
contre la liberté individuelle », Libération, (le mardi Il avril 2000), 3,
http://liberation.fr/multi/actu/2000l004/2000041lmart.html (dernière consultation le 01/09/2002).
255 Voir en ce sens: CNlL, 5° Rapport d'activité, Paris, La Documentation française, 1985, p. 71.
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La CNIL a signalé que le critère essentiel du régime de gestion des
données personnelles se trouve dans le principe de finalité, car « c'est en
définitive, dans l'utilisation qui sera faite d'une donnée qu'apparaîtra un danger
éventuel pour la vie privée »256.
C'est pour cette raison que ces textes ont créé deux régimes spéciaux, l'un
qui interdit de mentionner les infractions, condamnations pénales et mesures de
sûreté et l'autre qui autorise les États à décider si cette interdiction s'applique
aussi aux sanctions administratives et aux jugements civils.
Il faut noter qu'existe aUSSI une interdiction de faire apparaître
« directement ou indirectement » dans ces données les origines raciales ou
ethniques, les opinions politiques, les convictions religieuses ou philosophiques,
l'appartenance syndicale et les données relatives à la santé et à la vie sexuelle.
Cette interdiction implique une obligation de vigilance à l'égard des
données contenues dans les décisions de justice qui, directement ou indirectement,
peuvent contenir des informations de cette nature sur les parties et les témoins au
procès, quand ils sont liés à l'instance en cause.
Dans le contexte européen, la volonté de promouvoir le recours à des
techniques propres à empêcher la capture automatique des données automatisées
diffusées sur Internet existe très fortement. L'application des dispositions qui
protègent les données accessibles en ligne doit s'accompagner de certaines
mesures d'ordre plutôt technique pour assurer la protection que les lois
européennes accordent à ces données. À titre illustratif, mentionnons l'utilisation
du protocole d'exclusion des moteurs de recherche: il devrait accompagner les
mesures législatives afin d'éviter de potentiels usages illicites des données.
Toutefois, certains soulignent que « ces procédés ne pourront être efficaces que si
les concepteurs de sites et les internautes sont informés de leur existence et si les
moteurs de recherche le respectent »257.
256 Id.
257 GROUPE DE PROTECTION DES PERSONNES À L'ÉGARD DU TRAITEMENT DES
DONNÉES À CARACTÈRE PERSONNEL AU SEIN DE L'UNION EUROPÉENNE, op. cil., note
27, p. 10,
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2.3.2 Québec
Le Canadian Standards Association Model Codes (CSA) qui inspire la
législation concernant la protection des renseignements personnels est fortement
influencé par la Directive européenne 95/46/CE, en particulier en ce qui concerne
le principe de finalité : la protection des données à caractère personnel y est
équivalente à celle que ladite Directive impose258 •
Au Québec, conformément à la Loi québécoise sur l'accès et à la Loi sur la
protection des renseignements personnels dans le secteur privé, les
renseignements qui concernent une personne physique et permettent de l'identifier
sont confidentiels259 •
Cette confidentialité garantit qu'un tel renseignement ne sera pas indûment
rendu accessible ou communiqué à une personne qui n'y a aucunement droit, mais
l'article 55 de la Loi québécoise sur l'accès aux documents des organismes publics
établit une exception à ce principe général et précise qu'un renseignement
personnel qui a un caractère public en vertu de la Loi n'est pas confidentiel. La
CAl recommandait en 1997 au législateur québécois d'envisager la modification
de cet article afin de limiter la diffusion de banques de données qui contiennent
des renseignements à caractère personnel26ü •
Dans un tel contexte, la finalité visée par les dispositions législatives qui
reconnaissent le caractère public de certains renseignements personnels ne pourra
pas être respectée.
La Loi sur le cadre juridique des technologies de l'information a prévu à
cet égard que la consultation de documents publics comportant des données à
caractère personnel se limitera à ce qui est nécessaire pour respecter le principe de
finalité qui a motivé sa publicité261 • Cette limite tient à la volonté d'éviter les effets
que peuvent provoquer les moteurs de recherche quant au détournement de la
258 Voir à ce sujet: OFFICE OF THE ONTARIO INFORMATION AND PRIVACY
COMMISSIONER and THE UNITED STATES DEPARTMENT OF JUSTICE Privacy design
princip/es for an integratedjustice system, 5 avril 2000 6,
http://www.ipc.on.ca/english/pubpres/papers/designpr.htm (dernière consultation le 04/02/2002).
259 Loi sur le secteur privé, précitée, note 39.
26°CAI, op. cit., note 63, p. 52.
261 Loi sur le cadre juridique des technologies de l'infonnation, précitée, note 64.
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finalité de la publication de ces banques de données. Ainsi l'article 24 de la Loi
prévoit que:
« L'utilisation de fonctions de recherche extensive dans un document
technologique qui contient des renseignements personnels et qui, pour une
finalité particulière, est rendu public, doit être restreinte à cette finalité.
Pour ce faire, la personne responsable de l'accès à ce document doit voir à
ce que soient mis en place les moyens technologiques appropriés. Elle peut
en outre, eu égard aux critères élaborés en vertu du paragraphe 2 de l'article
69, fixer des conditions pour l'utilisation de ces fonctions de recherche. »262
Cet article propose une solution très intéressante au problème que la CAl
décrivait; il vise à éviter que l'obtention massive de renseignements personnels
par voie électronique ne vienne à détourner la finalité visée par le législateur.
Pourtant, la CAl souligne que cette disposition ne répond qu'en partie à ses
craintes:
« Certes l'article 24 (article 27 de l'avant-projet de loi) limite la
communication des renseignements personnels qui ont un caractère public
lorsque l'accès à ces renseignements est rendu possible, par exemple, sur
un site Internet d'un organisme public ou d'une entreprise du secteur privé.
Dans une telle situation, l'utilisation d'une fonction de recherche extensive
peut en effet être contrôlée. Mais qu'arrivera-t-il si cet organisme ou cette
entreprise communique ces renseignements sur un support papier ou s'il y
a commercialisation d'une banque de données contenant de tels
renseignements? Dans ces situations l'utilisation d'une fonction de
recherche extensive est soit inappropriée soit hors du contrôle de
l'organisme public ou de l'entreprise privée. »263
D'un autre côté, cette loi n'a pas un caractère prépondérant sur les autres
lois, ce qui permettrait de passer outre à l'article 24 dans une loi particulière sans
avoir recours à une disposition dérogatoire. Pour cette raison, la Commission
d'accès à l'information croit donc que l'article 55 de la Loi québécoise sur l'accès
262 Le paragraphe 2° de l'article 69 de la Loi sur le cadre juridique des technologies de l' infonnation
pennet au gouvernement de détenniner par règlement « des critères d'utilisation de fonctions de
recherche extensive de renseignements personnels dans les documents technologiques qui sont rendus
publics pour une fin détenninée ». Ce pourraient être, par exemple, les critères d'utilisation des
fonctions de recherche extensive dans le cas de la recherche historique. Il existe en effet des fins
légitimes à la recherche dans un document technologique. La recherche historique n'est pas en soi une
atteinte à la vie privée, du moins selon la conception qui en est généralement retenue.
263 CAl, Avis de la Commission d'accès à l'information transmis à la Commission Parlementaire de
l'économie de travail concernant l'avant-projet de Loi sur la normalisation juridique des nouvelles
technologies de l'information, (juillet 2000), p. 8.
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aux documents des orgamsmes publics et la Loi sur la protection des
renseignements personnels dans le secteur privé devraient limiter l'accès aux
banques des données qui contiennent des renseignements à caractère public264.
Toutefois, il convient de signaler que les tribunaux judiciaires ne sont pas
assujettis à la Loi québécoise sur l'accès, ils ne constituent pas des « organismes
publics » au sens de cette loi et la CAl n'a pas compétence à l'égard des
documents qui sont détenus par les tribunaux265 . Même si cela est vrai, nous
pouvons envisager une transposition par analogie des règles contenues dans la Loi
québécoise sur l'accès en matière d'accès aux documents judiciaires.
S. Hein signale à ce propos:
« Bien que les conditions ou règles d'accès aux "dossiers judiciaires" ne
soient pas établies par la Loi sur l'accès, certaines des exceptions qu'elle
contient pourraient, par analogie, être transposées en matière d'accès aux
dossiers judiciaires. Au premier chef, ce droit d'accès s'exerce sous réserve
de la protection des renseignements personnels concernant une
personne. »266
2.3.3. États-Unis
La plupart des registres publics de mveau fédéral aux États-Unis sont
inaccessibles à cause du « Federal Privacy Protection Act », du « Freedom of
Information Act» et d'autres lois. Cependant, la majorité de ces fichiers publics
sont tenus par les gouvernements des États et des régions, et leurs pratiques
varient énormément. Pour cette raison, l'accès du public aux casiers judiciaires qui
font état d'arrestations et de dispositions concernant un particulier est très
complexe. Au niveau fédéral, les casiers judiciaires sont protégés pour des raisons
de confidentialité, ce qui n'est pas le cas dans les différents États267 . D'un autre
264Id.
265 Voir en ce sens: S. HEIN, loc. cit., note 209, 9.
266 Id., 13.
267 R. GELLMAN, loc. cit., note 145,2. L'arrêt Department ofjustice v. Reporters Comitteefor
Freedom ofthe Press de la Cour Suprême a fait l'objet de plusieurs critiques à cause de la restriction
établie quant à l'accès à certains documents publics pour des raisons de protection de la vie privée.
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côté, la considération que la Constitution accorde au droit à la VIe privée
concernant les renseignements personnels qui sont détenus par les organismes
publics reste très vague. Malgré cela, certaines lois limitent à une seule finalité les
utilisations des fichiers publics, ce qui revient à en restreindre l'accès.
Une des lois les plus importantes à cet égard est le Drivers Privacy
Protection Act de 1994 qui restreint l'accès aux renseignements personnels relatifs
aux conducteurs de véhicules moteurs lorsque ces renseignements sont contenus
dans les registres d'immatriculation des voitures268 . Elle a été inspirée par le
meurtre d'une actrice perpétré en 1989 par un admirateur souffrant de troubles
psychotiques: celui-ci avait découvert l'adresse de sa victime à partir des dossiers
d'immatriculation. Le besoin d'une telle loi était manifeste aussi pour prévenir de
nombreux crimes: des groupes « anti-avortement » pouvaient harceler, menacer
ou attaquer les patientes des cliniques d'avortement et les médecins qui y
pratiquaient, des groupes criminels identifiaient les propriétaires des voitures les
plus coûteuses à partir de ces registres269, des femmes devenaient la cible des
agressions de leurs anciens conjoints qui y avaient trouvé leur nouvelle adresse27o •
Cette loi empêche les autorités chargées de l'immatriculation des véhicules
dans les États américains de rendre accessibles à des tiers ces renseignements sans
le consentement des personnes concernées. Cette loi comporte de nombreuses
exceptions, mais elle a été très critiquée271 • On l'a vue comme une attaque au
Premier Amendement, la disposition constitutionnelle tenue pour être la plus
importante aux États-Unis: elle limite le pouvoir du gouvernement de réglementer
la liberté d'expression. En dépit de la controverse, dans l'arrêt Reno v. Condon, la
Cour Suprême a reconnu la constitutionnalité de la loi qui limite l'accès du public
et de la presse à certains renseignements personnels et qui interdit leur utilisation à
des fins commerciales272 •
Voir sur ces critiques: 1. KIRTLEY, loc. cit., note 74.
268 Drivers Privacy Protection Act de 1994, 18 V.S.C. § 2721 (ci-après DPPA).
269 Robert C. UND and Natalie B. ECKART, « The constitutionality ofthe Driver 's Privacy Protection
Act », (1999-17) Communications Lawyer, 18.
270 Voir à ce sujet: Erwin CHEMERlNSKY, « Right result, wrong reasons: Reno v. Condon », 25
Okla. City U L. Rev. Fa1l2000. 823, 836.
271 R. SHIELDS, loc. cit., note 15,28.
272 Reno v. Condon, 528 O.S. 141 (2000).
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Les motifs de la Cour suprême sont d'abord que le Congrès a le pouvoir de
légiférer sur le commerce entre les États américains selon la « Congress's
Commerce Clause Authority » de la Constitution et ensuite qu'il a également ce
pouvoir quant à la protection des renseignements personnels contenus dans les
registres publics diffusés sur Internet, et ceci afin d'éviter le détournement de la
finalité d'une telle accessibilité273 . À cet égard, le juge Renhquist a signalé que:
« The motor vehicle information which the states have historically sold is
used by insurers, manufacturers, direct marketers, and others engaged in
interstate commerce to contact drivers to customized solicitation. The
information is also used in the stream of interstate commerce by various
public and private entities for matters related to interstate motoring. »274
D'un autre côté, le problème est que tandis que ce sont les États qui sont
responsables des registres d'immatriculation, c'est le DPPA qui établit des
obligations quant à l'accès et à la diffusion de ces registres. La Cour Suprême n'a
pas hésité à reconnaître le pouvoir du Congrès de légiférer dans ce cas.
Le fait que le DPPA impose des obligations aux États ne constitue pas une
contravention aux principes du fédéralisme établis par le Dixième Amendement; il
confirme plutôt la constitutionnalité de cet état de choses. Reno v. Condon
réaffirme en fait la légitimité du Drivers Privacy Protection Act puisque son but
est de protéger la confidentialité de certains renseignements personnels tels
l'adresse et le numéro de sécurité sociale des personnes concernées. Le principe
de finalité est respecté, comme aussi la raison pour laquelle ces renseignements
sont accessibles au public. Cette loi vise à éviter certains usages qui dans le passé
ont mené à la commission de plusieurs délits comme nous en avons fait état275•
En général, une fois que les renseignements personnels ont été rendus
accessibles au public, il n'existe pas de dispositions qui vont limiter leur
utilisation à certaines finalités : le risque de détournement est très grand. Le «
Electronic Privacy Information Center» n'ignore rien des risques provoqués par
l'accès aux comptes rendus et aux jugements des tribunaux diffusés par Internet;
273 Voir en ce sens: Bruce E. JOHNSON, « Regulatory update: Internet sheriffi approach the
electronicfrontier », 624 PLIlPat 397. 2000. 402, 426.
274 E. CHEMERINSKY, loc. cil., note 270, 823, 826.
275 Voir en ce sens: E. CHEMERINSKY, loc. cit., note 270, 823, 826.
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cet organisme évoque l'existence de la « social forgivenness », terme équivalent
au droit à l'oubli que les législations européennes établissent:
« [...] the principle that over time a citizen's crimes are forgiven, is
diminished. While individuals may petition a court to expunge a criminal
record, if a notation exists in a private database, the individual may still be
marked as a criminal by profiling companies or employers. »276
En effet, l'accès par Internet à ces documents fait surgir de très importants
défis. Le « Administrative Offices of the United States Courts » (AOUSC) a
dressé une liste de recommandations qui visent à trouver un équilibre entre cette
publicité et les droits des personnes concernées, mais malheureusement celles-ci
ne concernent que les Cours fédérales. Les lois diffèrent beaucoup d'un État
américain à l'autre en ce qui concerne l'accessibilité par Internet à ces
documents277•
Aux États-Unis, on trouve deux positions relatives à la protection des
renseignements personnels contenus dans les décisions de justice, mais une
anonymisation généralisée n'y est pas vue comme la solution à la question de
l'équilibre entre le caractère public des décisions de justice et la protection de la
vie privée.
La première orientation américaine est celle qui ne voit aucune différence
entre la publicité «papier » des décisions de justice et la diffusion de telles
décisions par Internet. On considère que l'information qui est publique dans
l'univers «papier» doit rester publique - sans égard à la nature du support de cette
information - et que les personnes concernées n'ont pas droit à la protection de la
portion de leur vie privée qui devient publique parce qu'elles sont mêlées à une
affaire judiciaire.
La seconde orientation reconnaît l'existence de plusieurs risques inhérents
à la diffusion par Internet des décisions de justice, dont le détournement de finalité
dans l'utilisation de ces informations. Pour certains types de litiges, on propose
d'interdire l'accès par Internet aux documents concernant les décisions qui
peuvent contenir des informations « sensibles » afin de trouver un équilibre entre
276 EPIe, «Privacy and public records », p. 1, http://www.epic.org/privacy/publicrecords (dernière
consultation le 05/08/2002).
277 Id., 2.
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les différents intérêts qUI sont en jeu, ce qUI pourrait aussi s'appliquer aux
décisions « papier »278.
Depuis 1996, plusieurs des États américains ont élaboré des règles qUI
visent à protéger la vie privée des personnes concernées lors de la numérisation
des documents judiciaires. Ces dispositions s'appliquent à certains types de procès
dans le souci de protéger certaines personnes, à cause de la nature sensible des
informations les concernant qui sont contenues dans les bases de données
juridiques. À l'automne 2002, aux États-Unis, on a adopté des GuideUnes for
PoUcy Development by State Courts; leur finalité est de créer un cadre applicable
à l'accès aux informations judiciaires en support numérique279 •
2.4. L'anonymisationcomme technique de protection
L'anonymisation est une mesure de protection qui peut servir à éviter les
dangers dont l'existence a été signalée dans les pages précédentes, mais il s'agit
d'une mesure controversée. La diffusion sur Internet d'articles de presse qui
rendent compte des décisions de justice ou du déroulement d'une instance
judiciaire soulève des difficultés qui méritent d'être analysées.
2.4.1 Termes du débat quant à l'anonymisation des décisions de justice
On peut trouver a priori différentes solutions ayant pour but d'éviter de
causer préjudice aux personnes concernées, mais il existe des raisons pour
reconsidérer le champ et les modalités de l'anonymisation des données
nominatives contenues dans les décisions de justice. Les modalités d'une telle
anonymisation font l'objet d'un grand débat, qui porte également sur les
obligations que la mise en œuvre de cette mesure imposerait aux éditeurs de bases
de données de jurisprudence.
278 « Privacy and access ta e/ectronic fi/es in the federa/ courts », (15 décembre 1999),
http://www.uscourts.gov/privacyn.htm (dernière consultation le 03/0612002).
279 CCJ/COSCA, Guide/ines for Po/icy Deve/opment by State Courts, version [male du 18/10/2002,
sont disponibles à l'adresse suivante: http://www.courtaccess.org/modelpolicy. (dernière consultation
le 20/1212002)
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Dans sa Délibération portant recommandation sur la diffusion de données
personnelles sur Internet par les banques de données de jurisprudence, la CNIL
déclare estimer qu'il serait souhaitable:
« [... ] que les éditeurs de bases de données de décisions de justice
librement accessibles sur des sites s'abstiennent, dans le souci du respect à
la vie privée des personnes physiques concernées et de l'indispensable
"droit à l'oubli" d'y faire figurer le nom et l'adresse des parties au procès
ou des témoins;
que les éditeurs de bases de données de décisions de justice accessibles par
Internet, moyennant paiement par abonnement ou à l'acte ou par CD-
ROM, s'abstiennent, à l'avenir, d'y faire figurer l'adresse des parties au
procès ou des témoins»280.
La CNIL rappelle aux éditeurs de bases de données de jurisprudence
accessibles sur des sites Internet ou disponibles sur CD-ROM que l'absence
d'occultation du nom des parties ou des témoins dans les décisions de justice
entraîne l'obligation de lui déclarer ces traitements automatisés d'informations
nominatives et de respecter les dispositions de la Loi Informatique et Libertés281 .
La CNIL recommande que le nom et l'adresse des parties et des témoins
soient occultés dans les jugements qui sont librement accessibles sur Internet
« quels que soient l'ordre ou le degré de la juridiction et la nature du contentieux,
dès lors que le site est en accès libre »282.
Pour la CNIL, les sites en accès restreint - accessibles par abonnement ou
par la mesure pay per view - et les CD-ROM de jurisprudence présentent certaines
particularités qui justifient qu'on tienne compte à leur sujet de considérations
différentes de celles qu'elle préconise pour les sites librement accessibles. Par
hypothèse, la jurisprudence est mise à la disposition d'un certain public seulement
et les décisions de justice ne sont pas susceptibles d'être indexées ou référencées
par moteur de recherche, ce qui empêche que l'accès se produise par hasard et
sans que celui qui trouve les décisions l'ait clairement voulu. Comme nous avons
pu le constater dans les pages précédentes, pour la CNIL, c'est dans l'utilisation
des puissants moteurs de recherche « de troisième génération » que se trouve la
280 CNIL, op. cit., note 190, p. 8.
281 Id.
282 CNIL, op. cit., note 231, p. 75.
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source des atteintes à la vie privée des personnes concernées. Les risques relatifs
aux libertés sont de moindre importance quand les données personnelles contenues
dans les décisions de justice ne sont pas accessibles par ces outils de recherche.
Ces recommandations de la CNIL ont provoqué de nombreuses réactions
chez les auteurs de doctrine. Pour certains d'entre eux, la distinction effectuée par
la CNIL est contestable car « il n'apparaît pas en effet évident que le caractère
payant de ces bases de données justifie d'un niveau de sécurité écartant tout risque
d'utilisations détournées des données nominatives y figurant»283.
D'autres auteurs critiquent cette recommandation adressée par la CNIL aux
responsables des sites à accès restreint basé sur l'utilisation des moteurs de
recherche:
« Mais une telle constatation ne peut justifier une nouvelle extension de la
responsabilité du fait d'autrui en rendant l'éditeur d'un site responsable des
méthodes d'indexation des moteurs de recherche. En outre, les sites
payants n'hésitent pas à créer des pages accessibles gratuitement afin de se
faire référencer sur ces moteurs de recherche. »284
Cette recommandation de la CNIL a provoqué plusieurs réactions, on s'en
doute. Est-ce que cette recommandation peut se traduire par un déséquilibre entre
les obligations que celle-ci comporte pour les différents éditeurs des bases de
données juridiques?
La seule obligation des sites à accès restreint sera d'éliminer l'adresse des
parties au procès et celle des témoins, adresses qui ne sont d'aucune utilité
documentaire selon la CNIL.
Certains auteurs nous rappellent ce qui suit:
« Quant aux éditeurs de sites à accès restreint, ils se réjouissent de cette
recommandation qui leur permet de continuer leur diffusion quasiment
comme par le passé. En plus, cette mesure risque de retarder la mise en
ligne gratuite de la jurisprudence dans le cadre de Legifrance (... ) ce qui
283 Guillaume DESGENS-PASANAU, « La publication de décisions sur Internet », Expertises des
systèmes d'information, doctr. n° 256. 2002. 70.
284 Frédéric LEPLAT, «Décisions de justice publiées sur Internet: pour le droit à l'anonymisation sur
simple demande », (l0 mai 2002), 2, http://www.droit-technologie.org/l 2.asp?actu id= (dernière
consultation le 08/06/2002).
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laisse encore un peu de répit aux éditeurs privés peu pressés d'affronter
cette concurrence. »285
En France, le site Légifrance permet l'accès libre au droit et, dans le cadre
de cette mise en ligne gratuite de la jurisprudence, un délai de deux ans a été fixé
pour procéder à une anonymisation des décisions qui seront diffusées sur Internet.
La CNIL dans son 22° Rapport d'activité fait référence à la position qui a
été adoptée en ce qui concerne la diffusion de la jurisprudence sur le site de
Légifrance:
« Il convient de souligner que le secrétariat général du Gouvernement a
fait savoir à la Commission qu'il appliquerait, à l'occasion de la prochaine
mise en ligne gratuite, dans le cadre du service public de l'accès au droit
sur le site Internet Légifrance des décisions des cours et tribunaux, les
recommandations de la CNIL en faisant procéder à l'anonymisation des
décisions de justice qui étaient jusqu'alors diffusées de façon payante sur
le site Jurifrance. Un délai de deux ans sera nécessaire. Cette résolution
améliorera le sort des personnes physiques concernées. »286
Dans ce même 22 0 Rapport d'activité, la CNIL a pris position dans un
souci de justifier la distinction qui a été opérée entre les sites mis en œuvre par un
organisme privé et ceux qui l'ont été par un organisme public.
La CNIL veut souligner que si une décision de justice figure dans un CD-
ROM, cette information ne sera accessible que si on la recherche spécifiquement,
« elle le sera sans doute plus aisément qu'en la sollicitant auprès d'un greffe ou en
consultant un recueil d'arrêts, mais dans des conditions de même nature »287. En
tout cas, il est certain que la connaissance de ces décisions sous forme nominative
peut conduire à une utilisation illicite de l'information, mais, comme la CNIL le
souligne, cela est déjà possible dans le « monde non virtuel» de l'accès aux
décisions de justice.
Par contre, quand la décision est disponible à partir d'un site en accès libre,
il existe un changement d'échelle et de nature, car la décision sous forme
nominative pourra être accessible pour des tiers qui n'avaient pas sollicité l'accès
à une telle information. Quant à la création sur la seule foi de sa recommandation
d'une exonération pour les sites à accès restreint, la CNIL souligne qu'elle « n'a
285 Sylvie ROZENFELD, «Diffusion numérique des décisions de justice: Anonymisation des données
pour les sites ouverts au public », Expertises des systèmes d'information, act. na 255.2002.3.
286 CNIL, Op. cit., note 231, p. 76.
287 Id., p. 75.
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en nen exonéré les éditeurs qui mettraient en ligne des bases de données de
jurisprudence sur des sites Internet à accès restreint des obligations que la loi du 6
janvier 1978 leur impose »288. En effet, lorsque les informations qu'ils diffusent
comportent les noms des parties, tous les sites doivent respecter le cadre juridique
applicable que nous avons examiné dans les pages précédentes, celui qui se trouve
dans la Loi Informatique et Libertés et dans la Directive 46/95/CE.
Les partisans d'une adaptation minimale, principalement les usagers et
les éditeurs juridiques, font valoir le caractère public des décisions de justice,
lequel a pour but de rendre accessible aux citoyens, aux professionnels du droit et
aux magistrats l'ensemble des décisions. Mais, comme l'a rappelé la Commission
belge de la protection de la vie privée, « hormis certains cas précisés par la loi, la
finalité de la publication des décisions jurisprudentielles est d'alimenter la
discussion sur la jurisprudence comme source du droit et non de porter à la
connaissance des tiers les noms des personnes concernées par les litiges ».
À cet égard, elle a souligné que « l'évolution technologique doit
s'accompagner d'une plus grande retenue lors de la mention de l'identification des
parties dans les chroniques de jurisprudence ».
Certains nous rappellent que la diffusion des données à des fins
documentaires a une vocation technique et scientifique. À l'inverse, la publicité
des décisions judiciaires touche directement à des principes fondamentaux dans
les systèmes démocratiques, tels le droit à l'information des citoyens et le principe
de la transparence de la justice. Cette distinction, selon certains auteurs, peut nous
conduire à une conclusion : la publicité justifie une connaissance intégrale des
décisions, afin d'éviter toute forme de justice secrète. Par contre, la diffusion,
supporte l'anonymisation289 •
D'un autre côté, on fait valoir l'importance primordiale de la recherche par
le nom pour accéder aux décisions de justice et pour rendre la mémorisation plus
facile. De même, les grands arrêts jurisprudentiels sont connus par les noms des
parties et on devrait préserver la possibilité d'effectuer des recherches
documentaires sur les hommes publics à partir des contentieux auxquels ils ont été
288 Id.
289 C. TROCHAIN, loc. cit., note 191, 11.
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mêlés. Pour certains, l' anonymisation peut interdire aux juristes, aux étudiants en
droit et à leurs professeurs d'évoquer un arrêt célèbre par simple référence au nom
du demandeur.
Toutefois, pour certains, cet argument ne serait pas déterminant, car
d'autres éléments d'identification, tels le numéro de pourvoi, le numéro de
décision, la recherche par mots clés et par articles visés peuvent aider à identifier
les arrêts.
D'autres encore justifient la mise en œuvre du principe d'anonymisation
qui, en pratique, s'appliquerait uniquement aux compilations de justice diffusées
sur Internet. La CNIL nous rappelle que sa recommandation n'a pas pour but de
fixer des règles de bon usage. La CNIL souligne à cet égard:
« [... ] que les audiences sont publiques, que toute personne peut se faire
délivrer copie de l'intégralité d'une décision de justice, que sa
recommandation ne s'applique pas aux recueils de jurisprudence sur
support papier, pas d'avantage aux bases de données informatisées mises
en œuvre par les juridictions à un usage strictement interne. Sa portée est
limitée aux problèmes spécifiques liés aux caractéristiques du réseau
Internet et à celles des compilations de décisions de justice accessibles par
le réseau international »290.
Pour certains, l' anonymisation peut avoir comme résultat de limiter les
possibilités de recherche sur Internet, ce à quoi nous rétorquerons que les facilités
de recherche qui sont offertes par les bases de données telles le croisement de
plusieurs mots clés et les performances d'indexation devraient permettre
d'effectuer des recherches qui ne seraient en rien perturbées par l'anonymisation
des décisions de justice accessibles sur Internet291 .
Finalement, il existe des raisons de nature plutôt économique qui militent
contre une anonymisation des décisions de justice. En effet, le coût d'une
anonymisation peut être très élevé si on doit traiter l'ensemble des précédents
stockés et si différents paramètres d'anonymisation varient selon la nature des
290 CNIL, op. cit., note 231, p. 75.
291 Id.
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litiges à retenir. Cependant, une telle mesure présenterait l'avantage de régler la
question de la nécessaire mise à jour des informations nominatives exigée
principalement par l'amnistie292.
En effet, pour plusieurs, le problème majeur réside dans la masse de travail
que l'anonymisation des décisions de justice va imposer aux éditeurs. La question
est évidemment celle de déterminer la « faisabilité» de l'anonymisation du grand
nombre de décisions de justice qui sont diffusées sur Internet.
Comme certains l'ont souligné, une possible « solution automatique» ne
peut pas être efficace, et voici une des raisons qui nous empêche d'envisager une
telle solution:
« Les éléments d'identification peuvent être nombreux et parfois,
inattendus (un nom des parties mais aussi d'un tiers, un nom de lieu, une
date, un fait de nature précise) tant en eux-mêmes que rapprochés les uns
des autres, en tout ou en partie. Aucun mécanisme informatique (macro-
commande) ne paraît exister en l'état pour parvenir à appréhender cette
complexité. »293
Une « solution humaine » suppose une énorme masse de travail et
comporte certains problèmes car la marge d'erreur humaine est un élément à ne
pas oublier.
C. Trochain juge comme plus réaliste la mise en œuvre d'une « action
conjuguée de l'Homme et de la machine » - elle comporterait quand même une
marge d'incertitude et d'erreur - qui consisterait à attacher à chaque décision un
fichier dit d'anonymisation qui dresserait une liste des données à soustraire dans
chaque situation294.
Il ne nous est pas possible d'entreprendre dans le cadre de notre Mémoire
une étude approfondie des politiques de protection de la vie privée qui existent en
différents pays. Toutefois, après avoir examiné la politique de diffusion de la
292 Voir sur les controverses qui entourent cette question: E. LESUEUR DE GIVRY, loc. cit., note 173,
4-5.
293 C. TROCHAIN, loc. cit., note 191,7,
294 Id., 8.
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jurisprudence dans le site Légifrance, nous croyons qu'en matière de protection de
la vie privée, l'étude des politiques de ce site qui visent la diffusion et la
publication de la jurisprudence peut nous aider à jeter un éclairage qui ne manque
pas d'intérêt sur cette problématique. Nous ferons donc un rapide tour d'horizon
de la question, et les exemples fournis dans les pages qui suivent en marqueront
les étapes.
Dans le cas de l'Espagne, c'est en 1997 qu'a été créé le Centro de
Documentacion Judicial (CENDOJ) par le Consejo General dei Poder Judicial,
organisme indépendant de direction de tous les tribunaux du pays qui a comme
une de ses fonctions principales de veiller à l'indépendance des juges et magistrats
dans l'exercice de leurs fonctions295• Le Centro de Documentacion Juridica est un
centre de documentation juridique. qui a comme fonctions la sélection, la
systématisation, le traitement, la diffusion et la publication de l'information
juridique, législative, jurisprudentielle et doctrinale296• Le Tribunal Supremo, la
Audiencia Nacional, les Tribunales Superiores de Justicia, et les Audiencias
Provinciales, qui sont les cours et tribunaux de niveau national, provincial et
régional, ont l'obligation d'envoyer périodiquement les jugements et les décisions
au Centro de Documentacion Judicial. Toutefois, le reste des cours de niveau
inférieur doivent faire parvenir leurs jugements et décisions quand le Consejo
General dei Poder Judicialle jugera nécessaire et en fera la demande. Ainsi, la
presque totalité des jugements des tribunaux espagnols sont envoyés à ce Centre
de documentation pour leur traitement et la constitution de banques de données.
Ces banques de données conservent les décisions sur support numérique et les
diffusent en offrant l'accès à ces informations aux professionnels du droit297•
L'objectif immédiat de ce Centre est d'obtenir la totalité des jugements des
tribunaux espagnols. Une fois compilés et traités par le Centro de documentacion
judicial, ces jugements sont vendus dans les mêmes conditions aux différentes
295 Le Centro de Documentacion Judicial, « Centre de documentation juridique» en français, a été créé
par le Acuerdo dei Consejo General dei PoderJudicial de 7 de mayo de 1997, BOE n° 123, dei 23 de
maya 1997en vertu du règlement suivant: Reglamento 1/1997, dei Centro de DocumentacionJudicial.
Publié dans Aranzadi, RCL 1997/1248, Legislacion, (Norma vigente).
296 Les fonctions et le régime juridique de fonctionnement du Centro de Documentacion Judicial se
trouvent énumérés à l'article 1 du Reglamento 1/1997, dei Centro de Documentacion Judicial.
297 Voir en ce sens: Acuerdo dei Pleno dei Consejo General dei PoderJudicial de 18 dejunio de 1997,
por el que se aprueba la instruccion sobre la remision de las resoluciones judiciales al Consejo
Generaldei PoderJudicialpara su recopilaciony tratamientoporparte dei Centro de Documentacion
Judicial, BOE n° 123, dei 23 de mayo 1997. Publié dans le Compendio de Derecho Judicial, Madrid,
le 9 juillet 2001.
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entreprises éditoriales qui publient en support numérique et sur support papier la
jurisprudence espagnole. Parallèlement, une distribution gratuite des jugements est
accordée à certains organismes qui ont signé des accords avec le Consejo General
deI Poder Judicial.
Pour protéger le droit à la vie privée des personnes concernées, ce Centre a
retenu parmi ses objectifs principaux celui de se consacrer à une activité qui vise à
poursuivre dans la droite ligne du travail des juges une fois les jugements
élaborés : ce Centre se charge de la publicité de la justice à partir des règles
existantes aux codes de procédure - civile et criminelle; ces règles protègent
certaines des parties au procès d'une façon similaire à ce que font les règles déjà
étudiées dans les pages qui précèdent. Certaines mesures ont été adoptées pour
faire face aux potentielles atteintes à la vie privée résultant du traitement et de la
diffusion de la jurisprudence, après que quelques décisions jurisprudentielles
espagnoles aient mis en relief le besoin d'une protection supplémentaire quand
l'accès aux jugements se réalise à partir des banques de données de
jurisprudence298 • Toutefois, il convient de souligner que la Ley Orgimica de
regulaci6n deI tratamiento automatizado de los datos de caracter personal du 29
octobre 1992, loi espagnole équivalente à la Loi Informatique et Libertés
française, excluait de son champ d'application à son article 2.d) les traitements de
données de l'informatique juridique dans les cas de traitement et de diffusion des
jugements accessibles au public qui avaient déjà fait l'objet de publication dans les
recueils de jurisprudence officiels299 • Pourtant, depuis 1997, en Espagne, certaines
mesures de protection de la vie privée dans ce domaine ont étés mises en œuvre
pour respecter les dispositions de la Convention 108, la Directive 95/46/CE et la
Recommandation n° R (95) 11 du Comité des Ministres aux États Membres
298 Voir en ce sens: Acuerdo de 18 dejunio de 1997, dei Pleno dei Consejo General dei PoderJudicial
de 18 dejunio de 1977, por el que se modifica el Reglamento mlmero 5/1995, de 7 dejunio , de los los
Aspectos Accesorios de las Actuaciones Judiciales, BOE n° 157, de 2 dejulio de 1997. Publié dans le
Compendio de Derecho Judicial, Madrid, le 9 juillet 2001.
299 Article 2.d) de la Ley Orgémica 5/1992 de 29 de octubre, de Regulaci6n dei Tratamiento
automatizado de los datos de caracter personal, BOE n° 262, de 31 de octubre 1992. Cet article
excluait ces données du champ d'application de la loi, qui a été en vigueur jusqu'au 14 janvier 2000.
Nous reproduisons littéralement cet article: « A los ficheros de informatica juridica accesibles al
publico en la medida en que se limiten a reproducir disposiciones 0 resolucionesjudiciales publicadas
en peri6dicos 0 repertorios oficiales ».
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relative à la sélection, au traitement, à la présentation et à l'archivage des
décisions judiciaires dans les systèmes de documentation juridique automatisés30o •
Dans l'Annexe II à la Recommandation n° R (95) Il qui porte sur les
Lignes Directrices concernant la sélection, le traitement, la présentation et
l'archivage des décisions judiciaires dans les systèmes de documentation juridique
automatisés, on signale que:
« Toute question de vie privée et de protection des données personnelles se
posant dans les systèmes d'informatique juridique doit être réglée suivant
le droit national en conformité avec les principes de la Convention pour la
protection des personnes à l'égard du traitement automatisé des données à
caractère personnel (Convention n° 108 de la série des Traités européens)
et de ses textes subsidiaires. »301
Toutefois, une nouvelle loi de protection des données à caractère
personnel, la Ley Organica 15/1999, de Proteccion de Datos de Caracter
Personal, est entrée en vigueur en Espagne pour répondre à l'obligation de
transposition de la Directive 95/46/CE302 • Cette loi n'exclut pas de son champ
d'application les « données juridiques » et établit un niveau de protection
équivalent à celui de la Directive 95/46/CE.
En Espagne encore existe depuis 1997303 une disposition qui oblige le
Centro de Documentacion Judicial à supprimer dans ses fonctions de traitement et
de diffusion de la jurisprudence toutes les données à caractère personnel qui
permettent l'identification des personnes concernées pour assurer le respect du
droit à l'honneur et à l'intimité personnelle et familiale, c'est-à-dire le droit à la
300 Recommandation n°R (95) 11 du Comité des Ministres aux États Membres relative à la sélection,
au traitement, à la présentatiQn et à l'archivage des décisions judiciaires dans les systèmes de
documentation juridique automatisés, adopté par le Comité des ministres le Il septembre 1995, lors
de la 543e réunion des Délégués des Ministres (ci-après « Recommandation n° R (95) Il »).
301 Point IV.2 de l'Annexe II à la Recommandation n° R (95) Il qui porte sur les Lignes Directrices
relatives à la sélection, au traitement, à la présentation et à l'archivage des décisions judiciaires dans
les systèmes de documentation juridique automatisés.
302 Ley Orgémica 15/99, de 13 diciembre, de Proteccion de Datos de Canicter Personal, précitée, note
253.
303 Article 5 BIS, alinéa 3 du Reglamento numero 5/1995, de 7 de junio, de los Aspectos Accesorios
de las Actuaciones Judiciales, modifié par le Acuerdo de 18 de junio de 1977, dei Pleno dei
Consejo General dei Poder Judicial, BOE n° 157, de 2 de julio de 1997. Voir à ce sujet: José
Antonio SABIN GONZÂLEZ, « El funcionario de la administraci6n de justicia como usuario de las
bases de datos judiciales », Revista Juridica de la Comunidad de Madrid, n° 6, janvier-février 2000,
4, disponible à l'adresse suivante:
http://www.comadrid.es/presservjuridicos/revistajuridica/numero6/comentari04.htm (dernière
consultation le 10/11/2002).
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VIe privée, consacré à l'article 18.1 de la Constitution espagnole304 • Il faut
souligner que la Constitution espagnole à son article 18.4 dispose que la loi doit
limiter l'utilisation de l'informatique pour assurer ce droit à l'honneur et à
l'intimité personnelle et familiale des citoyens et l'exercice de leurs droits, ce qui
est assuré par la législation en la matière en vigueur en Espagne.
Cette disposition qui oblige le Centra de Dacumentacion Judicial à réaliser
une anonymisation des données permettant l'identification des personnes
concernées dans les arrêts et décisions garantit que toute la jurisprudence qui est
diffusée sur Internet est anonymisée, car les diffuseurs publics et les diffuseurs du
secteur privé n'ont accès aux jugements qu'une fois que ceux-ci ont été traités et
anonymisés, ce qui n'empêche personne d'accéder aux jugements dans leur forme
originale. Ces jugements sont ainsi sont rendus publics en vertu de l'article 120.3
de la Constitution espagnole qui consacre le principe de la publicité des
jugements, et aussi en vertu du principe général de la justice consacré à l'article
120.1 de la Constitution espagnole. Certains auteurs ont fait observer que la
préparation des jugements qui est réalisée par le Centra de Dacumentacion
Judicial ne peut en aucun cas remplacer le principe de la publicité des jugements.
Ce Centre opère pour le moment une sélection des jugements, et même si on
envisage d'y traiter un jour la totalité des jugements des tribunaux espagnols, il est
important d'assurer l'accès des citoyens aux jugements non anonymisés, pour
respecter ainsi le principe de publicité. Cette doctrine nous rappelle que les
mesures de protection adoptées quand les décisions de justice se trouvent dans les
bases de données juridiques doivent continuer à être accompagnées du principe de
publicité qui permet aux citoyens d'accéder au texte intégral des jugements
déposés au secrétariat de chaque tribunal une fois qu'ils ont été signés par le juge
ou la magistrature qui a siégé305 •
Nous avons déjà vu les dispositions législatives applicables en la matière
au Canada. Il semble tout indiqué de nous intéresser à présent à la ligne de
conduite qu'on y a adoptée en matière de protection de la vie privée au regard de
304 Constituci6n Espaiiola de 6 diciembre de 1978, BDE n° 3111.1, de 29 de diciembre de 1978.
305 Voir en ce sens: Voto particular quepresentan la Excma. Sra. Diia. Montserrat Comas d'Argemir
i Cendra y los Excmos. Sres. Don Javier Martinez Lcitaro, Don Luis Aguiar de Luque y Don Alfonso
L6pez Tena, Vocales deI CGPJ, al acuerdo deI Pleno deI Consejo General deI Poder Judicial de 9 de
octubre 2002 relativo a la desestimaci6n deI recurso de alzada n° 118/02 interpuesto por Alfredo
Correa Figueroa.
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la diffusion de la jurisprudence dans un site à accès libre. L'Institut canadien
d'information juridique, IIJCan, est un site de diffusion publique et gratuite sur
Internet des sources fondamentales du droit canadien. Il publie des documents
autrefois inaccessibles au grand public, et accroît ainsi l'accès au droit des
citoyens, professionnels du droit ou non3ü6• IIJCan n'effectue aucune vérification
systématique ou éditoriale des jugements publiés. En matière de protection de la
vie privée lors de la diffusion de la jurisprudence canadienne, IIJCan s'est doté
depuis longtemps d'une politique concrète3ü7• On fait un survol de certaines des
décisions des tribunaux canadiens qui arrivent à l'Institut, déjà caviardées ou non.
Si ce survol révèle des risques d'atteintes à la vie privée des personnes concernées,
l'organisme d'origine en est informé. Dans ces cas, IIJCan prend des mesures
correctives en suivant les instructions de l'organisme d'origine ou bien corrige la
situation à partir de ses propres critères. En d'autres occasions, IIJCan décide de
ne pas publier certains jugements qui peuvent porter atteinte au droit à la vie
privée s'ils sont diffusés sur Internet. Ces risquent découlent, en grande partie, de
la diversité des législations et des politiques qui ont cours dans les différentes
provinces canadiennes. En effet, au Canada, certaines provinces ont des politiques
plus protectrices en cette matière, tandis que d'autres sont plus permissives. Dans
le cas du Québec, IIJCan reçoit les jugements que lui fait parvenir la Société
québécoise d'information juridique, SOQUIJ; parfois ces jugements sont déjà
anonymisés, par exemple en matière de droit de la famille et en matière dejeunes
contrevenants, ce qui évite des problèmes lors de la publication de ces jugements
qui autrement contiendraient des informations spécialement sensibles. D'un autre
coté, ces mesures de protection sont accompagnées de diverses solutions plutôt
techniques afin d'éviter de possibles atteintes à la vie privée des personnes
concernées.
En effet, l'indexation externe par moteur de recherche de certaines banques
de données est interdite, et des mesures techniques ont été mises en œuvre pour
éviter que les internautes trouvent « par hasard» certaines décisions à partir du
seul nom des parties grâce aux outils de recherche.
306 Le site de IIJCan peut être visité à l'adresse suivante: http://www.iijcan.org.
307 Voir sur ce sujet: Bertrand SALVAS et Stéphane CAÏDI, «Diffusion des jugements et vie privée
le point de vue d'IIJCan », communication présentée dans le cadre de la 4° Conférence internationale
« Internet pour le droit» tenue à Montréal les 2, 3 et 4 octobre 2002, prochainement disponible à
l'adresse suivante: http://www.lexum.umontreal.ca.
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Ce sont les tennes du débat. Comme on peut s'en rendre compte, les
partisans de l'anonymisation des décisions de justice présentent des arguments de
poids, mais de très importants désavantages freinent l'action de quiconque tente
d'appliquer une telle mesure à la totalité des jugements en ligne.
2.4.2. Solutions envisagées
On peut d'abord parler d'une solution plutôt radicale, qui serait d'opérer à
la source, sauf exceptions, une anonYmisation totale des données nominatives des
personnes physiques et morales. Les exceptions à ce principe général seraient
déterminées par la nature du litige ou par une décision de l'autorité judiciaire.
Reste encore le problème de détenniner qui va décider de ces exceptions et qui
devra en estimer la pertinence. En France, pour la diffusion de ses bases de
données sur Internet, le ministère de la Justice a imposé dans son cahier des
charges l'anonYmisation des décisions de justice308. La Cour de cassation française
n'a pas retenu cette option. Cette Cour est d'avis qu'une telle mesure rend encore
plus difficile la lecture déjà compliquée d'arrêts souvent « lapidaires » où
l'utilisation d'une langue technique nuit déjà à la compréhension par le grand
public de textes en général très concis309. De même, cette Cour doute que les
personnes morales dussent être traitées de la même façon que les personnes
physiques, saufen des cas particuliers.
Par ailleurs, certains auteurs croient que l'anonYmisation faite au moment
de la production constitue une bonne option, car les difficultés sont gérées à la
source: le magistrat « producteur» de la décision assume alors le rôle
« d'anonYmisateur ». C.Trochain souligne les avantages qu'une telle option
comporte : « Cette approche présente l'avantage de pouvoir désigner d'emblée les
données qui devront disparaître le cas échéant. Qui d'autre que le rédacteur de la
décision est mieux placé pour l'apprécier? »310 Cet auteur ajoute plus loin: « Une
308Voir sur cette approche du ministère de la Justice français: GROUPE DE PROTECTION DES
PERSONNES À L'ÉGARD DU TRAITEMENT DES DONNÉES AU CARACTÈRE PERSONNEL
AU SEIN DE L'UNION EUROPÉENNE, op. cit., note 27, p. 7.
309 E. LESUEUR DE GIVRY, loc. cit., note 173,8.
310 C. TROCHAIN, loc. cit., note 190,8.
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anonymisation après coup constituerait une charge très lourde dont le coût devrait
alors être pris en considération, en terme de temps consacré et de moyens humains
mobilisés. »311
Une autre orientation est proposée par la Commission belge de la vie
privée qui suggère qu'à défaut d'une anonymisation complète, il faut définir des
critères d'anonymisation selon la nature du litige, le type de juridiction (les
données nominatives inclues dans les décisions de justice des Cours suprêmes,
citées d'une façon habituelle avec référence aux noms des parties, ne seraient pas
anonymisées) et l'identité de la personne concernée. Pour les parties, on pourrait
prévoir soit un droit au consentement, soit un droit au refus, sauf pour la
possibilité que conserveraient les juridictions de décider en tout état de cause de
l'anonymisation. En contrepartie, les difficultés et les coûts de mise en œuvre de
ces critères sont très importants pour les greffes et les éditeurs, ce qui paraît
condamner l'adoption d'une telle orientation. Cette Commission propose aussi
qu'à défaut d'une anonymisation complète, les décisions de justice accessibles à
tout public ne soient pas indexées à partir du nom des parties afin d'interdire des
recherches à partir de ce critère.
On pourrait envisager une autre solution encore : permettre aux parties de
solliciter l'anonymat par une requête motivée, indépendamment de la faculté
reconnue au juge de décider d'office de l'anonymisation, à tout moment de la
procédure, même après que le jugement ait été prononcé.
Cette orientation s'inspire de l'article 47.3 du règlement de la Cour
européenne des droits de l 'homme qui prévoit la faculté pour le requérant, quand il
ne désire pas que son identité soit révélée dans des cas justifiés et exceptionnels,
d'assurer son anonymat grâce à une autorisation du président de la Chambre3l2 • La
charge de gérer procéduralement ces demandes pèserait toutefois sur les
juridictions, qui sont déjà débordées, ce qui rend difficile l'adhésion de celles-ci à
cette orientation.
311 Id. .
312 Règlement de la Cour européenne des droits de l'homme, 1998. Voir en ce sens: E.LESUEUR DE
GIVRY, loc. cit., note 173, 8.
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À ce propos, ils sont plusieurs à préconiser« un droit à l'anonymisation sur
simple demande» qui trouverait sa justification dans les dispositions de la Loi
Informatique et Libertés dans le cas de la France, et dans la Directive 46/95/CE
qui inspire les législations des pays européens en matière de protection des
données personnelles. F. Léplat adopte à cet égard la position que voici:
« Ces textes protègent les libertés individuelles et notamment le respect de
la vie privée en accordant principalement un droit à l'anonymisation sur
simple demande dont l'initiative appartient à la personne concernée. Toute
personne physique dont les informations nominatives font l'objet d'un
traitement automatisé dispose d'un droit de rectification des données la
concernant, ainsi que du droit de s'y opposer pour des raisons
légitimes. »313
D'autres écartent cette solution en raison de son caractère purement subjectif et à
cause du fait que le justiciable peut ne pas être toujours en mesure d'apprécier son
intérêt. D'un autre côté, nous pouvons envisager l'anonymisation sollicitée par les
parties auprès du juge, mais aussi l'ordonnance d'office par celui-ci. Cette
solution est écartée par d'autres, car elle peut donner lieu à un contentieux
parallèle et à des jurisprudences différentes314.
Finalement, on doit se demander si la solution la plus adéquate à envisager est
celle de veiller à une application effective des lois nationales des États membres
que la Directive 95/46 CE a harmonisées et adaptées et qui assurent un haut
niveau de protection pour les individus en ce qui concerne le traitement des
données personnelles et leur libre circulation sur le territoire européen315 .
Nous avons pu constater que dans le droit canadien comme dans le droit
québécois, les lois protectrices des renseignements personnels sont également
applicables aux traitements automatisés des données contenues dans les bases de
données juridiques et peuvent empêcher des atteintes à la vie privée des personnes
concernées.
313 F. LEPLAT, loc. cif., note 284, 2.
314 Voir sur toutes les questions qui entourent la question de l'anonymisation sur simple demande: F.
LEPLAT, loc. cif., note 284.
315 Cette solution est proposée par E. LESUEUR DE GIVRY, mais en parlant « de veiller à
l'application effective de la loi du 6 janvier 1978 après l'adaptation qu'imposerait la Directive
européenne », en faisant référence à la Directive 95/46/CE : E. LESUEUR DE GIVRY, loc. cif., note
173,9.
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2.4.3 Problème particulier des sites de presse
La diffusion sur Internet d'articles de presse qui rendent compte des
décisions de justice ou du déroulement d'une instance judiciaire soulève les
mêmes difficultés que celles que nous avons identifiées s'agissant des banques de
données juridiques. D'un autre côté, comme nous l'avons vu précédemment, un
moteur de recherche ne distingue pas la nature du document numérique qu'il
trouve puisqu'il ne fait pas la différence entre article de presse et décision de
justice.
Cela fait en sorte que n'importe qui, en tapant les nom et prénom de
quelqu'un dans un moteur de recherche, peut découvrir que la personne ciblée a
été condamnée antérieurement alors même qu'elle a payé sa dette à la société.
Ceci est rendu possible par exemple par la publication dans Internet d'un article
concernant le compte rendu du procès316•
On peut dire alors que ce ne sont pas seulement les bases de données
juridiques qui sont concernées, mais tous les sites web et plus particulièrement la
presse « en ligne ». En ce qui concerne le droit à l'oubli, l'atteinte qui résulte de la
reprise d'informations concernant les personnes'mêlées à des affaires judiciaires
ne peut se justifier que par deux raisons317•
Justification premièrement à cause des droits de la critique scientifique qui
autorisent cette dernière à reprendre en tout temps les faits et les jugements relatifs
à des affaires judiciaires. Dans ce cas, le droit à l'oubli ne peut être opposé quand
il s'agit d'une publication dans « un périodique de caractère juridique, spécialisé
dans la publication de décisions judiciaires, de commentaires de jurisprudence et
d'articles et qui s'adresse à un public restreint composé presque exclusivement de
juristes, lesquels n'ont en vue que la connaissance et l'étude du droit et
qu'indiffèrent l'identité et la personnalité des parties »318. Cette justification de
l'atteinte au droit à l'oubli ne serait pas valide lorsqu'on parle d'une situation qui
est d'actualité, où la connaissance de l'identité des parties est à la portée de toute
316 Voir à ce sujet: D. DUFRESNE, IDe. cit., note 185, 1 et Sylvie ROZENFELD, «
Anonymisation de la jurisprudence en ligne. Libération réagit, la CNIL consulte », Expertises,
http://www.celog.fr/expertisesI2000/som0500/anonvrn.htm (dernière consultation le 08/12/2002).
317 Voir en ce sens: C. COSTAZ, IDe. cif., note 4, 967.
318 Henri BLIN, « Publication des décisions de justice et atteinte à l'intimité de la vie privée », J.c.P.,
éd. G. 1972.1.2470.
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personne, incluant celles qui ont des buts autres que la critique et la connaissance
scientifique.
On tire une seconde justification à la reprise d'informations concernant les
personnes mêlées à des affaires judiciaires de la pertinence des motifs d'une
nouvelle publicité de ces faits - un but légitime d'information par exemple -
quand un fait nouveau remet une affaire à l'ordre du jour.
À cet égard, l'article 33 de la Loi Informatique et Libertés prévoit une
dérogation expresse à certaines de ses dispositions au bénéfice des organismes .de
la presse écrite ou audiovisuelle lorsque « leur application aurait pour effet de
limiter l'exercice de la liberté d'expression ». Cet article 33 prévoit cette
dérogation aux exigences posées à l'article 30 de la Loi quant aux informations
relatives aux infractions et aux condamnations. De même, la Directive 95/46/CE
prévoit à son article 9 que les États membres imposent des dérogations et
exceptions pour les traitements de données à caractère personnel effectués aux
seules fins de journalisme ou d'expression artistique ou littéraire, « dans la seule
mesure où elles s'avèrent nécessaires pour concilier le droit à la vie privée avec les
règles régissant la liberté d'expression ». Il est certain qu'il est nécessaire d'établir
un équilibre entre les nécessités du droit à l'oubli et celles de la liberté
d'expression et du droit à l'information, en sachant que l'actualité crée une
exception en ce qui concerne le respect du droit à la vie privée, mais sans oublier
les particularités et conséquences de la publication sur Internet d'un article de
presse.
La CNIL a attiré récemment l'attention des organismes de presse à ce sujet
et a formulé le vœu qu'une réflexion d'ordre « déontologique » puisse se
poursuivre à l'initiative de ceux-ci et en concertation avec elle. La CNIL considère
que dans le cas de la mise en ligne sur des sites web en accès libre de comptes
rendus de procès ou de décisions de justice, « la liberté d'information ne paraît pas
nécessiter la désignation nominative des personnes concernées »319. Une fois
encore, le droit à la vie privée entre en conflit avec le droit de la presse, et plus
concrètement, avec les exigences de l'information. La CNIL a jugé que la
publication par la presse en accès libre des comptes rendus judiciaires ou des
décisions de justice doit être accompagnée de mesures spéciales de protection de
319 Voir en ce sens: CNIL, op. cit., note 190, p. 8.
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la vie privée des personnes concernées. Le principe de la publicité de la justice,
qui assure l'accès de la presse aux procès et aux décisions de justice, semble
pouvoir entrer en conflit avec ces mesures que préconise la CNIL.
Toutefois, la jurisprudence la plus récente a déterminé que l'exception au
principe d'interdiction de traiter des données nominatives concernant les
infractions, condamnations ou mesures de sûreté prévue par l'article 33 de la Loi
Informatique et Libertés en faveur des organismes de presse écrite et audiovisuelle
s'appliquait aux sites Internet édités par des organismes de presse320 • Le tribunal a
consacré la suprématie de la liberté d'expression sur la protection des données
nominatives et, contrairement aux recommandations de la CNIL à ce sujet, a jugé
que « l'interdiction de procéder au traitement automatique d'informations
nominatives concernant des infractions en vue de leur publication sur Internet ou
le Minitel limiterait l'exercice de la Jiberté d'expression en empêchant la presse de
rendre compte des affaires judiciaires en cours ». Cette décision suppose que
l'exception prévue à la Loi Informatique et Libertés pour les organes de presse
s'applique à des sites web de presse qui publient des comptes rendus de procès ou
de décisions de justice identifiant des personnes physiques parties ou témoins au
procès.
320 Trib. gr. inst. Paris, 6 juin 2000. Ministère public c/ Libération, L'Express. Voir aussi: Édouard
LAUNET,« Un passé judiciaire trop présent». La CNIL réclame« l'anonymisation» des décisions de
justice accessibles en ligne », Libération, (le lundi 10 décembre 2001),
http://www.liberation.fr/multi/actu/200 1121 0/200 1121 0 1unw.html (dernière consultation le
04/04/2002).
CONCLUSION
Il faut retenir l'idée qu'une donnée à caractère personnel doit être protégée
par la loi, même si elle a pu revêtir un jour un caractère public, et il faut employer
les moyens techniques et tous les instruments légaux afin de préserver la finalité
de la diffusion de telles informations. Toutefois, comme nous l'avons établi dans
ce Mémoire, le droit à la vie privée des personnes concernées par la diffusion des
données publiques sur Internet ne doit pas constituer une atteinte à d'autres droits
et libertés que les lois protègent.
Le critère de finalité comme principe de protection de la vie privée des
personnes visées par l'information publique diffusée sur Internet requiert qu'on le
tienne à l'avenir pour instrument fondamental et essentiel de la protection des
personnes concernées. Le principe de finalité doit servir à limiter les usages des
données publiques afin que soit évité le détournement de la finalité déclarée d'un
traitement de données à caractère public. Le concept de finalité est difficile à
délimiter et dans le cas de certains traitements de données publiques, c'est un
critère parfois difficile à établir. En effet, les données publiques constituent un
ensemble très hétérogène qui demande pour chaque traitement l'établissement de
la finalité ou des finalités de traitement et de diffusion de chaque groupe de
données.
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Par rapport aux données à caractère personnel contenues dans les décisions
de justice, les risques d'établir des profils d'individus et de détourner la finalité
déclarée de telles décisions nous obligent à trouver des solutions spécifiques.
L'anonymisation systématique des données personnelles contenues dans les
décisions de justice constitue une mesure susceptible d'entrer en conflit avec le
caractère public de celles-ci et elle peut par conséquence nous paraître trop
rigoureuse. Les diffuseurs devraient établir des critères d'anonymisatiQn ainsi que
prévoir des restrictions aux fonctions de recherche extensive pour assurer le
respect du principe de finalité. Il nous semble également que l'adaptation et
l'application effective des disp<?sitions protectrices de ces données personnelles
sont absolument nécessaires en ce moment où la diffusion des décisions de justice
sur des sites Internet librement accessibles ou à accès restreint ne doit pas avoir
comme résultat d'empêcher la protection des personnes concernées. Nous
considérons que le concept de la publicité de la justice a été bouleversé par
l'utilisation des nouvelles technologies de diffusion de la jurisprudence et par les
particularités du support numérique des décisions de justice accessibles sur
Internet Le droit à l'oubli consacré dans les législations protectrices des données
personnelles automatisées a pour effet de limiter la durée de stockage des données
nominatives à la période strictement nécessaire au regard de la finalité du fichier;
cela nous semble être un instrument pertinent de protection puisque les problèmes
que posent le profilage et la traçabilité trouvent leur origine dans les performances
offertes par les nouveaux outils de recherche et par le stockage permanent des
données personnelies contenues dans la jurisprudence diffusée sur Internet.
Nous soutenons enfin qu'à condition qu'elle soit respectueuse de certains
critères, une anonymisation des décisions de justice qui préserverait efficacement
les intérêts des individus potentiellement touchés par la diffusion sur Internet
d'informations à l'égard desquelles ils veulent ou voudraient invoquer un droit à
l'oubli peut représenter une bonne mesure de protection.. Nous considérons qu'à
cause des prodigieuses possibilités que présente ce nouveau média, il y a péril en
la demeure: les potentielles atteintes au droit à la vie privée et au droit à l'oubli
qu'il permet doivent être évitées par des instruments juridiques et technologiques
ad hoc.
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