Abstract-This paper presents a new blind watermarking algorithm based on lifting wavelet transform and scrambling technology. In this algorithm the watermark image is scrambled by new Arnold transform, and the original image is decomposed three levels by lifting wavelet transform. Three high frequency coefficients of corresponding locations in the same level are sorted, and come into being several sub-sections. The defined eigenvalue is in the different sub-sections, as the information embedded is different. The watermark can be blind extracted according to the locations of eigenvalues. And this method is proved to have a good invisible character, a strong robustness and recognizable character under assaults of cut, noise, low-pass filter, and compression by simulation experiments.
I. INTRODUCTION
Now digital watermarking as a tool for copyright protection has attracted a lot of attention in the last few years. The main trend is to superimpose the watermark on the image either in the spatial or in transform domains [  1]. Generally speaking ， invisible, robust and recognizable are three characters that digital watermarks need to be met [2] . And watermarking algorithms based on transform domains have better robust character than those based on spatial domain.
As a kind of information processing method, wavelet transform has been abroad applied on digital watermarking technology these years. Lifting wavelet transforms have been proposed by Sweldens in 1994 . This method is a spatial domain transform independent on Fourier transform, and it inherits the multi-resolution analysis character of wavelet transform. Lifting wavelet transform is easy, which has a higher calculating speed, and needs fewer memory spaces than wavelet transform. In addition, lifting wavelet transform can accomplish transform on images with any size [3] . This paper presents a blind watermarking algorithm based on lifting wavelet transform. The original image is decomposed by lifting wavelet transform, and a binary watermark with meaning is scrambled by new Arnold transform. The scrambled watermark is embedded in the high frequency coefficients of original image. Three high frequency coefficients of corresponding locations in the same level are sorted, and come into being a zone between the maximum and the minimum which is divided into 2Q-1 sub-zones. The defined eigenvalue is in the different sub-zone according to the difference of the watermark information. So the watermark can be extracted according to the locations of eigenvalues. This method is proved to have a good invisible character and have a good robust and recognizable character under many kinds of attacks by simulation experiments.
In section II and III, lifting wavelet transform and image scrambling algorithm based on new Arnold transform are introduced. In section IV, watermarking embedding and extracting algorithm based on lifting wavelet transform and new Arnold transform are presented. In section V, experimental results confirm the superiority of the proposed algorithm. Finally, certain conclusions about the proposed algorithm are drawn in Section VI.
II. LIFTING WAVELET TRANSFORM
Lifting wavelet transform requires three phases for its implementation, namely: split, predict and update.
 Split: The original signal is divided into two subsets with no common elements, whose length are the half of original signal. Generally speaking, the original signal is divided into even series and odd series. [4]  Predict: Odd series is predicted according to even series by the predict operator, and the errors are called wavelet coefficients [4] .
 Update: Update operators are put on wavelet coefficients, and then the results add the odd series, which are called scale coefficients. [4] A signal accomplishes one lifting process when it goes through above three steps. When the signal is reconstructed, even series are firstly got by inverse updating, and odd series are get by inverse predicting, finally the original signal is get by cross-locating the even and odd series. Figure 1 is the process of the lifting algorithm and inverse lifting algorithm [5] . 
III. IMAGE SCRAMBLING TECHNOLOGY
As a pretreatment process of the information hiding, image scrambling is an information encryption technique. Image scrambling turns an image into a disorder one, which meaning can't be found directly.
In digital watermarking technology, the uses of watermark scrambling are as follows: the first, it can avoid the appearance of blocks; the second, it enters the secret key to insure the safety of watermark; the last, it can enhance the robust of the watermark.
The proposed algorithm employs new Arnold transform to scramble the watermark as pointed out in [5] , whose transform and inverse transform processes are as follows:
The new Arnold transform has more advantages than Arnold transform. It can reconstruct the original image or any state of the original image without figuring out the period of the transform. In addition, it can save much time than Arnold transform.
IV. WATERMARKING TECHNOLOGY

A. Watermark Embedding
Considering its invisible and robust characters, this paper adopts embedding multi-watermark in high frequency subimages. This method increases redundant information of the watermark, which provides information that can put errors right, so the robust of the watermark is enhanced.
The watermarking algorithm is summarized as follows.
 The watermark w is scrambled by new Arnold transform to obtain a scrambled watermark w 1 . The user-defined variable Q is secret, which can be regarded as a secret key. Unlawful user can't extract the true watermark, even if he knows the watermark algorithm. At the same time, Q affects the intensity of the watermark. In this paper, lifting wavelet coefficients are modified by ±δ/2, i.e. Δ/2(2Q-1), so the bigger the Q, the smaller the modification, and the smaller the watermark intensity. However the watermark intensity affects robust and invisible characters of it, so the definition of Q must consider the two characters at the same time. So the definition of Q should be proper adjusted according to different host images.
B. Watermark Extracting  The lifting wavelet transform decomposes the watermarked image I' to obtain lifting wavelet coefficients LWT'(x,y), and h' k,l (x,y) denotes coefficients of the point (x,y)of the kth (k {HL,LH,HH})
∈ high frequency subimage in the lth (l {1,2,3} ∈ ) level.  Calculate the differences Δ of h' k3,l (x,y) and h' k1,l (x,y), and the eigenvalue R , as is stated above.
 If R is close to location (b) or (d), then the extracted watermark should be {0}; and if R is close to location (a) or (c), then the extracted watermark should be {1}.
V. EXPERIMENT RESULTS
In this paper, the simulation employs a 256×256 Lena image and a binary value 32×32 watermark with the meaning as shown in Figure 3 -4 respectively. The simulating conditions are Pentium4, 2.63GHz, WindowsXP, Matlab7.01. Db4 lifting wavelet in Daubechies biorthonormal wavelet family is used to decompose the Lena image.
The watermarked Lena image is shown in Figure 5 , for PSNR=43.0632. Because of the high PSNR value, no visual artifacts can be noticed, which shows that the method has a good invisible character. As shown by Figure 6 , this is the scrambled watermark image, which is transformed from Figure  4 by three times new Arnold transform. And the Figure 7 is the scrambled image that extracted from Figure 5 . Figure 8 is the true extracted image, which is got according to Figure The above experiment results indicate that the proposed method has a good invisible character, and has strong robust and recognizable characters under assaults of cut, noise, lowpass filter, and compression.
VI. CONCLUSIONS
The present paper proposes a new kind of blind watermarking algorithm based on lifting wavelet transform and scrambling technology. A binary watermark with meaning is scrambled by new Arnold transform and the original image is decomposed by lifting wavelet transform. Three high frequency coefficients of corresponding locations in the same level are sorted, and come into being a section between the maximum and the minimum which is divided into 2Q-1 sub-sections. The defined eigenvalue is in different sub-zone according to the difference of the watermark information. So the watermark can be extracted according to the locations of eigenvalues. In addition, the user-defined variable Q is secret, which can be regarded as a secret key. Unlawful user can't extract the true watermark, even if he knows the watermark algorithm. At the same time, Q affects the intensity of the watermark. on the other hand, this paper adopts embedding multi-watermark in high frequency sub-images, which increases redundant information of the watermark, and the robust of the watermark is enhanced.
The experiment results indicate that the proposed method has a good invisible character, and has strong robust and recognizable characters under attacks of cut, noise, low-pass filter, and compression.
