With the rapidly growing volume of webs, various types of web data (e.g., location, text information, graph data, etc.) are produced, and thus, corresponding areas of web technologies, methodologies, and applications are investigated in order to analyze and process those kinds of data. Specifically, efficient and effective querying and mining algorithms are needed to satisfy the requirements of analyzing the web data in real-life applications. Moreover, the web data could leak out during the processing, and hence, privacy preserving is another important challenge for analyzing and processing web data.
The second paper "Mining Maximal Sub-Prevalent Co-location Patterns" by Lizhen Wang, Xuguang Bao, Lihua Zhou, and Hongmei Chen explores the problem of spatial prevalent colocation pattern mining to discover interesting and potentially useful patterns from spatial data. The authors introduce a new concept called sub-prevalent co-location patterns, and propose two efficient algorithms.
The third paper "Large-scale Holistic Approach to Web Block Classification: Assembling the Jigsaws of a Web Page Puzzle" by Andrey Kravchenko investigates the problem of web block classification, whereas web blocks (e.g., navigation menus, advertisements, headers, footers, and sidebars) are ubiquitous across the web. The authors propose to take a holistic view of the page where all block classifiers in the classification system interact with each other, so that accuracies of individual classifiers can be improved through this interaction.
The fourth paper "Towards Secure and Truthful Task Assignment in Spatial Crowdsourcing" by Dongjun Zhai, Yue Sun, An Liu, Zhixu Li, Guanfeng Liu, Lei Zhao, and Kai Zheng aims to protect the location privacy for the task assignment in spatial crowdsourcing. The authors present a privacy-preserving reverse auction based assignment model that consists of two parts. The first part generalizes private location to travel cost, and protects it by an anonymity based data aggregation protocol. The second part utilizes a reverse auction task assignment algorithm to encourage workers to offer authentic data.
The last paper "Adapting HTML5 Web Applications to User Privacy Preferences" by Georgia M. Kapitsaki and Theodoros Charalambous tries to address the issue that users can give their consent on the use of this sensitive information, but should have the right to express their privacy preferences. The authors specify a privacy preferences language for users tailored to HTML5 web applications employing the eXtensible Access Control Markup Language, and introduce a mechanism that adapts the web application considering these user preferences.
There exists a fertile ground for innovative research at the aspect of querying, mining, and privacy preserving on web data. The five papers of this special issue demonstrate how to use querying and mining to analyze the web data efficiently in order to provide more types of web services, and how to perform privacy preserving to improve the quality of web service. More work is needed to address the challenges of processing and analyzing the web data such as those discussed in the special issue.
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