Frequent exchange of information:
The ad hoc nature of VANET motivates the nodes to gather information from the other vehicles and road side units. Hence the information exchange among node becomes frequent.
Wireless Communication: VANET is implemented for the wireless environment. Nodes are connected and exchange their data via wireless. Therefore some security measure must be considered in communication.
Time Basic: The data in VANET must be conveyed to the nodes with in time confine so that a choice can be made by the node and perform activity as needs be.
Sufficient Energy:
The VANET nodes have no issue of energy and computation resources. This allows VANET utilization of demanding techniques such as RSA, ECDSA, and implementation and also provides boundless transmission power.
C. Challenging issues on VANET
The characteristics of VANET recognizes it an alternate network but some characteristics imposes some issues to deploy the VANET. These issues can be categorized into following categories :
i) Technical Challenges ii) Social and Economic Challenges i) Technical Challenges
The technical challenges deals with the technical obstacles which should be resolved before the deployment of VANET. Some challenges are given below:
Network Management: Due to high mobility, the network topology and channel condition change frequently. Due to this, we can't utilize structures like tree because these structures can't be set up and maintained as quickly as the topology changed.
Congestion and collision Control:
The unlimited network size also creates a challenge. The traffic burden is low in rural areas and night in even urban areas. Due to this, the network partitions rapidly occurs while in crowd hours the traffic load is very high and hence network is congested and collision occurs in the network.
Environmental Impact: VANETs utilizes the electromagnetic waves for communication. These waves are affected by the environment. Hence to establish the VANET the environmental impact must be considered.
MAC Design:
VANET generally utilize the shared medium to communicate hence the MAC design is the key issue. Numerous methodologies have been given like TDMA, SDMA, and CSMA etc. IEEE 802.11 adopted the CSMA based Mac for VANET. Security: As VANET provides the road safety applications which are life critical therefore security of these messages must be satisfied.
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ii) Social and Economic Challenges
Apart from the technical challenges to deploy the VANET, social and economical challenges should be considered. It is difficult to convince manufacturers to build a system that conveys the traffic signal violation because a consumer may reject such type of monitoring. Conversely, consumer appreciates the warning message of police trap. So to motivate the manufacturer to deploy VANET will get little incentive. [15] III. TCP in VANET TCP is used for Reliable communication and it is connection oriented so that used in VANET application for transferring of message. And also TCP guarantee the delivery of data. When two vehicles are communicate then TCP is used for reliable communication also TCP is used for safety application in VANET .TCP transfer message to its destination in order if any packet is lost then also it has ACK process to tell sender that retransmit the packet because packet lost. TCP is also used for Inter infrastructure and Hybrid network.
When congestion is occur due to number of packets are sent then TCP is also reliably transfer the data at that time packet is lost and no more packets are transfer . It has also algorithm for congestion avoidance which is given below.
A. Transmission Control Protocol (TCP)
Transmission control protocol (TCP) is one of the most established and also the most basic traditions in PC networks.TCP is one of the standard tradition in TCP/IP framework. Whereas the IP protocol deals only with packets, TCP enables two hosts to set up a connection and exchange streams of data.TCP guarantee movement of data moreover that packets will be delivered in the same order in which they were sent. TCP is a connection-oriented, which means a connection is set up and maintained until the application programs at each end have finished exchanging messages. Endto-end reliable protocol designed to fit into a layered hierarchy of protocols which support multi-network applications. The TCP provides for reliable inter-process communication between pairs of processes in host computers attached to distinct but interconnected computer communication networks, manages flow control, and because it is mean to provide error-free data transmission handles retransmission of dropped or garbled packets as well as acknowledgement of all packets that arrive.
B. TCP Congestion Control Algorithm
In general the TCP deals with congestion. When congestion occur the packet is lost so overcome this problem TCP provide one algorithm that is "TCP congestion control algorithm", The important strategy is that the TCP source sends packets into the network without a reservation and then the source reacts to observable events. Originally TCP assumed FIFO queuing. The basic idea is that each source determines how much capacity is available to a given flow in the network. Additive Increase is a reaction to perceived available capacity. It is Linear increase meaning that each congestion window (cwnd) increased by 1 packet.
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In Multiplicative Decrease TCP reacts to a timeout by halving cwnd. When Timeout is occur it again start to slow start and cwnd = 1 packet.
Slow Start
Slow Start, a necessity for TCP software implementations is a mechanism utilized by the sender to control the transmission rate, otherwise known as sender-based flow control. This is accomplished through the return rate of acknowledgements from the receiver. In other words, the rate of acknowledgements returned by the receiver determines the rate at which the sender can transmit data. When a TCP connection first begins, the Slow Start algorithm initializes a congestion window to one segment, which is the maximum segment size (MSS) initialized by the receiver during the connection initialization phase. When acknowledgements are returned by the receiver, the congestion window increases by one segment for each acknowledgement returned. Thus, the sender can transmit the minimum of the congestion window and the advertised window of the receiver, which is simply called the transmission window. Slow Start is actually not very slow when the network is not congested and network response time is good.
Congestion Avoidance
Congestion Avoidance is utilize to slow the transmission rate. However, Slow Start is utilized in conjunction with Congestion Avoidance as the means to get the data transfer going again so it doesn't slow down and stay slow. In the Congestion Avoidance algorithm a retransmission timer expiring or the reception of duplicate ACKs can implicitly signal the sender that a network congestion situation is occurring. The sender immediately sets its transmission window to half of the current window size (the minimum of the congestion window and the receiver's advertised window size), but to at least two segments. If congestion was indicated by a timeout, the congestion window is reset to one segment, which automatically puts the sender into Slow Start mode. If congestion was indicated by duplicate ACKs, the Fast Retransmit and Fast Recovery algorithms are invoked.
Fast Recovery/ Fast Retransmit
When packet is lost and three duplicate ACK are send by the receiver to sender and it indicate that packet is lost and send this packet again so its called Fast retransmit. After the Fast retransmit algorithm sends what appears to be the missing segment, the "Fast recovery" governs the reason for not performing slow start is that the receipt of the duplicate ACK not only indicates that a segment has been lost, but segments are most likely to leaving the network can invalidate this. When fast retransmit detects three duplicate ACKs, start the recovery process from congestion avoidance region and use ACKs in the pipe to pace the sending of packets. [10] C. TCP Variants Tahoe TCP consist of slow start, congestion avoidance and fast retransmission algorithms. But the problem with TCP Tahoe is that every time a packet is lost it waits for a timeout. TCP Reno adds "fast recovery" to the Tahoe TCP as additional feature. When a first packet lost is happened, it cuts its cwnd(congestion window) by half. But the problem with TCP Reno is in a single window whenever there is a multiple packet loss, it behaves same like TCP Tahoe. TCP NewReno is a modification made in TCP Reno, where TCP sender retransmit the packet either on reception of three dupacks(duplicate ACK) or expiration of retransmission timer. In NewReno, partial acks do not take TCP out of Fast Recovery. Instead, partial acks received during Fast Recovery are treated as an indication that the packet immediately following the acknowledged packet in the sequence space has been lost, and should be retransmitted. Thus, when multiple packets are lost from a single window of data, New-Reno can recover without a retransmission timeout, New-Reno remains in Fast Recovery until all of the data outstanding when Fast Recovery was initiated will get acknowledged. But the problem with TCP Newreno is that when large amount of packets dropped from the window of data, TCP data send retransmit time will ultimate expire. TCP Sack option follows the format in the SACK option field contains a number of SACK blocks, where each SACK block reports a non-contiguous set of data that has been received and queued. But the problem with TCP Sack is that currently selective acknowledgments are not provided by the receiver TCP Westwood & TCP WestwoodNR introduces "faster" recovery to avoid over-shrinking cwnd after three duplicate ACKs by taking into account the end-to-end estimation of the bandwidth available to TCP.TCP Westwood utilizes the badwidth estimate to set the cwnd & ssthresh after a congestion episode. Also it utilize the same features with TCP Reno. But the problem with TCP Westwood is that it leave out the router's buffer size. Therefore, modifications done to implement TCP WestwoodNR are comparable to the ones implemented in the transition from TCP Reno to TCP Newreno. TCP-WNR was aimed to improve performance under random or sporadic losses. This version was tested through simulation and showed considerable gain in terms of throughput in almost all scenarios. [8] 
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D. Challenges of TCP over wireless link

1)
Network execution unquestionably spoils due to package crashes on remote channels. Since pack crash on remote divert happen frequently in light of the way that all node utilize the vague remote channel to correspondence with each other.
2)
Frequently courses break happen because adaptable node are constantly moving around the framework like topology frequently changes.
IV. RELATED WORK
Using different scenario for different problem new schemes and new algorithms are used in this paper which improves the different parameters :
Mohanad Al-Hasanat, KamaruzzamanSeman, have mentioned in his paper, In TCP Westwood(TCPW) a new modification is introduced to fasten the fast retransmission procedure by preventing the TCP sender side from waiting the third duplicate ACKs to retransmit lost packets. Secondly, further modification is presented to achieve better recovery for the congestion window size in the fast recovery phase based on last round trip time and bandwidth estimation. [1] Manoj Panda, Hai L. Vu,"have implemented in his paper a new method for evaluating the throughput of a TCP NewReno connection over any network whose end-to-end packet loss process can be described by an analytical model or by any other method that results in the sequence of lost packets along the transmission. This proposal achieves more accurate results than those corresponding to the existing analytical models, with greater simplicity and less resource consumption than those necessary in a simulation. [2] International They sugested that in TCP a new throughput model by a function of available bandwidth. Our model improves the accuracy in TCP throughput prediction by removing loss rate, which is usually hard to measure accurately, in the throughput function. Our formula-based predictor is validated by real experiments on LAN environments. [3] They observed in his paper that in First, our model introduces an analytical characterization of the TCP NewReno fast recovery algorithm. Second, our model incorporates an accurate formulation of NewReno's timeout behavior. Third, our model is formulated using a flexible two-parameter loss model that can better represent the diverse packet loss scenarios encountered by TCP on the Internet. [4] Young-Tae Han, In-Yong Hwang, Chin-Chol Kim, and Hong-Shik Park proposed a new attainable TCP throughput measurement tool to minimize the effect of a transient state by detecting TCP states and excluding the transient state. The evaluations are conducted on both the testbed and the Internet, and the results verify that the estimated throughput by the proposed method is closer to the actual bandwidth than that of Iperf, while maintaining the same measurement time in long distance high speed networks. [5] They suggested that TCP combining the original TCPW sampling strategy that produces available Bandwidth Estimates (BE), with a new strategy that produces Rate Estimates (RE). Our studies show that RE works best when packet losses are mostly due to congestion. If, on the other hand, the packet losses are mostly due to link errors, BE gives better performance. To achieve the "best of all worlds", we introduce a method we call Combined Rate and Bandwidth estimation (CRB). A connection first infers the predominant cause of packet losses, and then uses the most appropriate estimation method. [6] Ren Wang, Massimo Valla, M.Y. Sanadidi, Bryan Kwok Fai Ng, Mario Gerla implemented TCP-WNR uses this bandwidth estimation to compute congestion window and slow start threshold. These often cause conventional TCP to overreact, leading to unnecessary window reduction. Experimental studies of TCP-WNR show significant improvements in throughput performance over Reno and SACK, particularly in wired networks. Performance Results are shown that TCP-WNR is the best TCP protocol for link errors as well as congested networks. [7] They have implemented scheme by enhanced the congestion avoidance of TCP Westwood by a new estimation to cwnd algorithm based on the network status. Also TCP WestwoodNew introduces a new estimation for Retransmission TimeOuts (RTO). RTO has been reported to be a problem on network paths involving links that are prone to sudden delays due to various reasons. Especially many wireless network technologies contain such links. Spurious RTO often cause unnecessary retransmission of several segments, which is harmful for TCP performance, and unnecessary retransmissions can be avoided. [8] They observed that investigate the performance of OLSR and AODV protocols in a Manhattan grid scenario when sending triple TCP flow over FTP. We considered data rates of 0.1 Mbps and 1 Mbps. For the simulations, we used SUMO and NS3. We considered IEEE802.11p standard and TwoRayGroundPropaationLossModel. We use throughput and cwnd as evaluation metrics. The simulation results show that for small data rates, routing have a big effect on the performance of the network and AODV has better link stability and performance compared with OLSR. For big data rates, both protocols have almost the same performance. Because of congestion, node stack overflow and the routing have a small effect. [16] 
V. CONCLUSION
In this paper, the fundamentals of VANET, its architecture, categories, characteristics, major challenging issues in VANET furthermore TCP in VANET have been inspected. TCP is reliable connection oriented protocol which is used in VANET for exchanging the information from V2V and V2I communication. Using wired and wireless scenario implementation of TCP is possible. But now a day's wireless scenario is widely used. In wireless network there are number of issues like channel error, mobility and collision. VANET and also TCP both have challenging issues. In VANET number of technical, economic and social issues arrives. To illuminate them number of methods are utilized. If traffic is increased in the network then congestion control mechanism is used in both TCP so as in VANET. In VANET if MAC layer issue is there then it is required to design of MAC layer properly. On the off chance that any security issue arrives then confirmation, approval, secrecy is to be legitimately given. TCP Westwood which give estimation of transfer speed if enhance the estimation data transmission then altered RTT utilizing transfer speed estimation capacity. For more dependability in VANET Reno and NewReno usage are accessible. Using TCP NewReno compared the performance of
