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Abstract
WAVE by IEEE, CALM by ISO and Car-to-Car are the popular VANET architectures. These architectures mainly focus on
safety applications. IEEE 802.11p is the IEEE recommended MAC and PHY layer standard for VANET. Diﬀerent VANET pro-
tocol stacks recommend this standard not only for the safety applications but also other applications. In this paper, we focus on
Multimedia-based ad-hoc networking and WLAN aspects for VANETs. The use of Multimedia applications is increasing day by
day. Applications like Voice over IP (VoIP), video conferencing, online gaming and ﬁle transfer etc. demand time bounded and
high throughput services. To fulﬁll these demands in a vehicular environment, there is a need to evaluate the current IEEE VANET
standard for MAC (IEEE 802.11p) to know its limitations for these applications and move towards exploration of a new standard.
IEEE 802.11n claims high throughput up to 300Mbps and proved to be more suitable standard for multimedia applications. In this
paper, we have evaluated IEEE 802.11p and IEEE 802.11n speciﬁcally for multimedia applications in VANET. Simulation results
show, IEEE 802.11n comparatively performs better for multimedia applications in urban environment in low BER (bit error rate)
as well as high BER as compared to IEEE 802.11p.
c© 2014 The Authors. Published by Elsevier B.V.
Selection and peer-review under responsibility of Elhadi M. Shakshuki.
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1. INTRODUCTION
IEEE 802.11 is a Wireless Local Area Network (WLAN) standard of IEEE with few variants. These standards
work on frequency bands of 2.4, 3.6 and 5 GHz. WiFi is an alliance to assume interoperability for these WLAN
standards. MAC operations of IEEE 802.11 have diﬀerent coordination functions. These functions provide a mech-
anism when and how to access the channel. CSMA/CA (Carrier Sense Multiple Access with Collision Avoidance)
is a contention-based protocol MAC protocol for IEEE 802.11 that deals with two types of coordination functions,
Distributed Coordination Function (DCF) and polling based Point Coordination Function (PCF).
In CSMA, DCF Inter-frame Space (DIFS)16 is used. If the channel is idle, it enters into a backoﬀ time which is
randomly deﬁned by the contention window (CW). After this time interval, if the channel is idle, the node gets the
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Fig. 1. IEEE 802.11p Channel Allocation 3
access to the channel. The receiving node will send ACK of receiving data after SIFS interval. The IEEE 802.11p
is a IEEE recommended standard for VANET. IEEE 802.11p uses dedicated frequency band of 5.85 GHz to 5.925
GHz13 18 as shown in 1. IEEE 802.11p uses the physical layer characteristics of IEEE 802.11a. which uses OFDM
as a modulation scheme. IEEE 802.11p uses seven channels of 10MHz each for transmission as shown in 16 10 12.
All the safety applications use the CCH whereas entertainment applications use the SCH. During the transmission of
CCH, all the other channels stop their communication and listen to the transmission of CCH. CCH can use SCH for
its communications, but the SCH is not allowed to use the CCH. For QoS support, IEEE 802.11p uses IEEE 802.11e
priority mechanisms5 9 11 19. Multimedia and real time applications produce, large number of small packets in a single
burst. Legacy MAC schemes do not handle such burst traﬃc properly and cause performance degradation. To handle
these issues, IEEE presented 802.11n in 2009. IEEE 802.11n amends the legacy 802.11 MAC and PHY to provide
high throughput and time bounded services. IEEE 802.11n introduces the Aggregation (AG), Block Acknowledge-
ment (BA) and Reverse Direction (RD) mechanisms at MAC layer8 15.
In wireless communication, data rate is an important factor to provide better throughput. Bandwidth of the transmit-
ting channel in legacy 802.11 is 20 MHz. IEEE 802.11g uses OFDM at PHY with Single-Input Single-Output (SISO)
and provides throughput up to 54 Mbps. In IEEE 802.11n, channel bandwidth is up to 40MHz. It uses OFDM as
a modulation scheme along with Multiple-Input Multiple-Output(MIMO) to increase the communication range and
throughput16.
2. LITERATURE SURVEY
Current research in VANET focuses on multimedia and real time applications, that demand time bounded services
and high throughput. Following is the discussion on some of the research papers on evaluation of 802.11p regarding
multimedia and real time applications.
This paper3, evaluated CSMA/CA for real time applications through simulations and showed that with high traﬃc
loads there is performance degradation. For the worst case, packet drop ratio was 80%. To handle this issue, they pro-
posed Self-organizing Time Division Multiple Access (STDMA)and evaluated STDMA for VANET. One of VANET
architecture is proposed named IEEE WAVE that supports two types of applications i.e. safety applications and band-
width hungry applications12. The authors in1 targeted Infotainment applications. Simulations show that performance
of bandwidth hungry applications degrade due to two main reasons i.e. use of a contention base MAC protocols and
delay. To handle this issue, they proposed an extension to the existing 802.11p protocol1. This extension in 802.11p is
called WAVE-based Hybrid Coordination Function(W-HCF) which provides controlled channel access on top of the
contention base channel access. From this scheme authors achieved better results but they have ignored the overheads
involve in W-HCF.
In18, authors focus on evaluation of 802.11p for V-to-I (Vehicle to Infrastructure) communication. With the help
of simulations they showed that backoﬀ window sizes are not adaptive and caused throughput degradation in IEEE
802.11p. Overall, it is observed from the literature review14 20 2 4 7 that IEEE 802.11p did not perform well for delay
sensitive and multimedia applications. This creates the need to explore some new standard for MAC layer which
can provide high throughput with less delay. In17, performance evaluation of enhanced 802.11n MAC layer mecha-
nisms is done. These mechanisms include AG, BA and RD. They developed a patch in NS-2.29 for IEEE 802.11n
and implemented the AG mechanism for A-MPDU, observed eﬀect of AG and BA on throughput and delays. IEEE
802.11n MAC layer mechanisms showed better performance for delay sensitive applications like VOIP. They valuated
the enhancements of enhanced MAC features and considered VoIP applications. But they did not mention the exact
contribution of each enhanced mechanism. In16, authors evaluated the aggregation mechanism proposed in 802.11n.
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3. ANALYSIS AND RESULT
This section describes the simulation setup used for the comparative analysis of IEEE 802.11p and IEEE 802.11n
and then a comprehensive evaluation of both IEEE 802.11p and IEEE 802.11n. For the simulation, we have selected
NS-2 which is an open source network simulator. The Table 1 describes the parameters of simulation setup. Simula-
tions are done in Linux distribution Fedora Core 13. Bandwidth is assumed as 27 Mbps for both IEEE 802.11p and
IEEE 802.11n. Constant-bit rate (CBR) traﬃc ﬂows are used with UDP. For the comparison, we used same values
of MAC layer parameters for IEEE 802.11p and IEEE 802.11n. For analysis, we are using three metrics: goodput,
Table 1. General Simulation Parameters and MAC Parameters Setting
Operating System Linux distribution Fedora Core 13
NS-2 versions NS-2.34
Radio-propagation model Two-Ray-Ground
Bandwidth 27 Mbps
Traﬃc environment Urban area street traﬃc scenario
Traﬃc ﬂows Constant-bit rate (CBR)
CBR ﬂow rates (Mb/s) Varies from 1 to 25 Mbps
Transport layer protocol UDP
Number of nodes Varies from 1 to 60
Speed of nodes Varies from 40 Km/h to 100 Km/h
Packet size 64, 128, 256 and 1000 bytes
Aggregated frame size IEEE 802.11n 5000 bytes
BER 2.5 × 104, 8 × 106
Slot time 13 nano sec
SIFS interval 32 nano sec
Contention Window Min (CWMin) 15 slots
Contention Window Max (CWMax) 1023 slots
average end to end delay and jitter. These three parameters are selected because of their signiﬁcant role in estimating
eﬃciency of real time and bandwidth hungry applications.
3.1. Simulation Scenarios and Parameters
For comparative analysis, we have selected the following simulation scenarios and parameters;(1)Increase Appli-
cation traﬃc load to evaluate multimedia traﬃc (2)VoIP codec G.711 simulation for voice quality (3)BER eﬀect on
Goodput (4)Variation in aggregation sizes. By considering multiple simulation scenarios for urban areas with traﬃc
ﬂows in a single direction(e.g. one way road), comparison is made for calculation of goodput and packet delay.
3.1.1. Application Traﬃc Load:
In this scenario, we compare the performance of IEEE 802.11p and IEEE 802.11n for delay sensitive and multi-
media applications. The Table 2 gives the requirements for few multimedia applications. For evaluation, we examine
Table 2. Multimedia Applications
Applications Bandwidth Delay
High-Deﬁnition Telepresence 24 Mbps 50 millisecond
Telemedicine and Remote Surgery 10 Mbps 1 millisecond
Video Instant Messaging and Video Presence 10 Mbps 4 millisecond
High-Deﬁnition Television 8 Mbps
Real-Time Data Backup 2 Mbps 10 millisecond
eﬀect on goodput and delay by increasing traﬃc loads. In this scenario, bandwidth (27Mbps) is set for both IEEE
802.11p and IEEE 802.11n. Constant-bit Rate (CBR) traﬃc ﬂows is used in the simulation with packet size of 1000
bytes. There are two other CBR ﬂows of 500Kbps which acted as background traﬃc. The scenario included 15-nodes
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Fig. 2. (a) Goodput Comparison with Diﬀerent Application Traﬃc Loads; (b) Average End to End Delay Comparison with Diﬀerent Application
Traﬃc Loads
Fig. 3. Goodput Comparison by Increasing Packet Size
which were moving at 100 Km/h. The CBR traﬃc rate is varied to check its eﬀect on goodput and packet delay at
receiving node. Results are shown in Figure 2 (a) Goodput increases gradually by increasing the traﬃc load which
was varied as 1Mbps, 5Mbps, 10 Mbps, 15Mbps, 20 Mbps and 25 Mbps. At initial values of traﬃc loads, both IEEE
802.11p and 802.11n show increase in goodput. A goodput of 11Mbps is observed in case of 802.11p for traﬃc
loads of 15Mbps, 20Mbps and 25Mbps. The reason for this constant goodput is the bandwidth constraint of IEEE
802.11p. Therefore, Gooput not increases by increasing traﬃc load. On the other hand, IEEE 802.11n shows goodput
of 19Mbps under the same traﬃc loads. IEEE 802.11n performs well with high traﬃc load. The diﬀerence is due
to IEEE 802.11n MAC layer enhancements i.e. frame aggregation and BA. Due to frame aggregation, overheads of
header and backoﬀ mechanisms are reduced as only one frame is transmitted instead of multiple frames. Hence, it
improves channel eﬃciency and results in high goodput. Figure 2 (b) shows end to end delay results for IEEE 802.11p
and IEEE 802.11n. For less traﬃc load, delay is between 0 and 1 both for IEEE 802.11p and IEEE 802.11n. By in-
creasing traﬃc load, delay of IEEE 802.11p increases and after 10Mbps traﬃc load, delay becomes too large. When
an application is generating traﬃc with high rates, due to bandwidth constraints in IEEE 802.11p, packets in the buﬀer
wait more which increase the delay. Whereas IEEE 802.11n shows delay between 0ms and 1ms for all traﬃc loads
due to aggregation mechanism.
3.1.2. VoIP G.711 Voice Codec Simulation for Voice Quality:
Most packets of the Internet traﬃc are of small sizes. In VoIP, small sized packets are generated in small intervals,
and hence packet delay is an important factor for better VoIP f quality. In the upcoming simulation scenario, a voice
codec G.711 is evaluated in terms of packet delay. A pair of VoIP user is generated for the communication over the
given voice codec. In the simulation, CBR interval is adjusted to 0.02 seconds with diﬀerent packet size, varying from
64 bytes to 256 bytes. Figure 3 shows that, by varying packet size, the value of delay gets higher. In IEEE 802.11n,
it remains between 0.4ms to 0.7ms. In IEEE 802.11p it varies from 2ms to 4ms. By increasing packet size, the delay
is increasing in IEEE 802.11p and packets wait little more in buﬀers. The reason is that the packet interval is same
but packet size varies. Whereas in IEEE 802.11n, small packets are aggregated in a big frame which results in less
delay. RD (Reverse Direction) mechanism brings a novel enhancement in TXOP mechanism. The reverse direction
data packets transmitted immediately without waiting in the queues. It increases the performance of delay sensitive
applications. However, in IEEE802.11p, there is no such mechanism and hence IEEE 802.11p shows high delay.
Table 3 shows the jitter analysis for IEEE802.11p and IEEE 802.11n. It is observed that IEEE 802.11n show less jitter
values because of its better MAC layer mechanisms.
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Fig. 4. (a) Goodput comparison in low BER; (b) Goodput comparison in high BER
Fig. 5. Aggregation Sizes Eﬀect on Goodput
3.1.3. Bit-Error Rate (BER) Eﬀect on Aggregation:
BER has a huge inﬂuence on aggregation mechanism in IEEE802.11n and an important factor for the aggregation
in high BER environment. Block acknowledgement reduces the eﬀect of high BER environment. But still high BER
has its eﬀects on the goodput. In Figure 4 (a) and (b) shows the eﬀect of BER in high and low BER values. In
this scenario, bandwidth is set 27Mbps for IEEE 802.11p and 96Mbps IEEE 802.11n. Since low BER value is set to
8×10−6and to the high BER value is set to 2.5×10−4. CBR traﬃc ﬂows are used with packet size of 1000 bytes which
is kept constant. There are two other CBR ﬂows of 500Kbps which acted as background traﬃc. 15 nodes are used in
the scenario, which were moving at 100 Km/h. CBR traﬃc rate is varied to check its eﬀect on goodput at receiving
node. It is observed that in low BER environment, IEEE 802.11n performs well and but in high BER it showed
degradation in goodput. In low BER, both IEEE 802.11n and IEEE 802.11p perform well. IEEE 802.11n gives the
goodput up to 33Mbps for the CBR ﬂow of 35Mbps In high BER, this goodput decreases to 13Mbps. Goodput of
both IEEE 802.11n and IEEE 802.11p degrades. Speciﬁcally, for IEEE 802.11n, high BER has huge inﬂuence. But
still IEEE 802.11n performs better than IEEE 802.11p.
3.1.4. Eﬀect of Aggregation Sizes on Goodput:
Now we will evaluate the eﬀect of aggregation limit setting for the performance of the application. It is observed
that by increasing the aggregation size, the goodput of the application increases. Although, aggregation depends on
BER as we discussed above but here we will consider low BER environment. In the following, we have considered
20 Mbps ﬂow rate with diﬀerent aggregation sizes. The value of BER is set to 8 × 106. It is observed that goodput
increases with the increase in aggregation as shown in the Figure 5.
Table 3. Jitter Comparison
Packet Size (Bytes) Jitter in IEEE 802.11p (ms) Jitter in IEEE 802.11n (ms)
64 6.04E-04 1.74E-06
128 6.77E-04 1.77E-06
256 8.27E-04 1.79E-06
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4. CONCLUSION
The paper concludes that IEEE 802.11n comparatively performs well for delay sensitive and bandwidth hungry
applications in urban environment. Nowadays, multimedia applications are demanding application, therefore, user
interested in these applications in VANET. In IEEE 802.11n, frame aggregation mechanism signiﬁcantly increases
the goodput by transmitting an aggregated frame, which saves the time of header generation as now we are making
a single header instead of multiple headers and also saves the inter-frame time which reduce delay. For VoIP, where
applications generate large number of small packets in less time, IEEE 802.11n proves to be very suitable in terms
of delay and it helps to increase the voice quality. IEEE 802.11n also performs well for the applications, which
require more bandwidth and less delay. The reasons are MAC layer enhancements i.e. frame aggregation, block
acknowledgement and reverse direction mechanisms. Reverse direction mechanism plays its role, speciﬁcally for
OLG, where there is a need of bi-direction communication. So, overall IEEE 802.11n comparatively performs well.
On the other hand, IEEE 802.11p is a good choice for highway environments, where inter vehicle distance is high, i.e.
it varies from 50 to 1000 meters.
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