The local broadband provider Streamyx has imposed an in admitted practice of line throttling. As the result it affects the speed of BitTorrent download. To overcome the issue a procedure is to be found. Based on the fact that VPN is normally untouched by most ISP hence this technology is explored to be deployed on BitTorrent. Subsequently in this part of the article a further observation and analysis are done to supplement the previously rudimentary findings to gauge the effect of VPN circumventing the throttling. A final conclusion is thus deduced to find out whether this procedure is effective 24/7 or it is bounded by the constraint of the normal working hours of the week i.e. Monday to Friday or otherwise beyond it.
Introduction
The Malaysian broadband scenario has seen an in admitted throttling by Streamyx (Asohan, 2007 and Teoh, 2006) . It was compounded after the Taiwan earthquake which disrupted the Malaysian international link and the throttling seems to stay indefinitely. To confirm this Zeropaid.com (2008) in its latest report has identified that Streamyx is one of the world ISPs offender of BitTorrent. Furthermore it is also mentioned that the strategy plan in which VPN is to be deployed on the BitTorrent download is shown as Figure 1 below. <<Figure 1. Location of VPN server>> This figure shows the virtual path of VPN maneuvering from the US high speed backbone through the international line via Malaysia right up to the end user where the final leg is determined by the local ISP opted by the end user (TM News Release, 2007) . However, it has to be realized that the server hardware must be placed at the region of high bandwidth such as to create the origin of the VPN tunnel. The server side must be ensured that no throttling is imposed at that point. The end user or client who is at the end of the tunnel will get the speed determined by the local ISP bandwidth as opted by the user. Finally, the overall arbitrary tunnel created by VPN is visualized as shown in the Figure 2 below. <<Figure 2. The arbitrary tunnel created by VPN>> Figure 2 above shows that the origin of any download will start at the high speed backbone point whereas the user or client will be anywhere else as not confined to any particular location.
Methods and materials

Server and client side
On the high bandwidth backbone, server hardware has to be acquired while on the server machine the OpenVPN was installed. This OpenVPN has to be configured accordingly. A proxy server was also installed to suite each member of end user accordingly to its opted speed. On the other hand, for the Client side, the OpenVPN was installed where a certificate for the client was provided by the administration. A BitTorrent software client has to be setup up accordingly as given by the admin such as Proxy IP address number and Proxy Port number.
Broadband speed
Prior to doing the full analysis it is appropriate for the user to initially test the line speed using any of the speed tests available on the internet. There is one provided by Streamyx but at the time of this paper is prepared the site is unavailable (Figure 3) . Fortunately, Jaring another local ISP has the facility and was used instead. Figure 4 shows the result of the local streamyx line done by Jaring. (Source: http://www.jaring.my/service/broadband/index.cfm?cont=bandwidth_business)>> Next, a second speed test is initiated. This time the speed test is done after the installation of VPN server at the foreign high speed backbone line. This test includes the speed from the international line to the end user. The result is shown as in Figure 5 below. <<Figure 5. Line speed from VPN server to Malaysia (Source: http://www.speedtest.net/)>> Based on these 2 tests, the local speed maximum achievable speed is 843kb/s and the latency 28ms. The Jaring speed test overall speed included the international line from the origin of VPN to end user maximum achievable speed is 1085kb/s with a latency 314ms speedtest.net. However, to be more realistic the line speed of the user taking into account various parameters either known or unknown or simply taking the worse case of 30% degradation the expected maximum achievable speed should be around 774kb/s [5] . This figure seems relevant to the Jaring's figure of 843kb/s.
Benchmark files
In the next observation and analysis a benchmark file for download should be identified. The main criterion for this file is that it should be readily available at anytime for 24/7.
Apparently it is known that Linux Ubuntu OS is one of it and it is readily available and very popular. Its download activities are active among Linux community. Moreover it is also considered to have a stable download speed where it has enough number of seeds and peers. Thus this file is chosen to be the main benchmark download file. Two tests are conducted on this particular file. One will be downloading without VPN and the next with VPN deployed. With the test results this shall be the basis benchmark of the performance. The 24/7 is required to gauge whether the time of day or the working days of a week affect the VPN download speed or otherwise.
Ubuntu downloads without and with VPN
For the initial observation on the Linux Ubuntu OS file it is downloaded using uTorrent in a normal way without VPN. The uTorrent client software is used due to it is currently the top BitTorrent software surpassing Azureus (http://torrentfreak.com/p2p-statistics-080426/). Figure 6 shows uTorrent in action downloading Ubuntu without VPN. <<Figure 6. uTorrent downloading ubuntu without VPN>> Table 1 below shows the data gathered for a selected hour within 24/7 for analysis and Graph 1 shows the performance in a graphical view. Briefly it is noted that from the Table 1 below the performance of the uTorrent downloading speed on TMNET Streamyx is unstable and slow for 24/7 irrespective of hours of day or whether it is during the working days of the week or otherwise. Additionally the following facts are noted where the download speed ranges from as low as 2.8kB/s and as high as 38.9kB/s. For 24/7 the average download speed is 25kB/s. The number of seed only exist around 27 which means each seed only contribute less than 1kB/s. Although the download speed figure average at around 30kB/s, this file is accepted as a benchmark for testing because the file is available 24/7.
On the other hand Table 2 shows the results taken throughout 24/7 by downloading Ubuntu deploying VPN see also Figure 7 shows uTorrent in action downloading Ubuntu with VPN. The purpose of this process is to observe whether it is bounded by hours of day or the working hours of the week. Graph 2 shows the performance in graphical view. Briefly it is noted that from the Table 2 and Graph 2 as below the performance of the downloading speed is greatly improved. It is stable irrespective of hours of day or whether it is during the working day of the week. Thus in brief VPN has elevated the download process, improved instability and improved download speed. Hence this Ubuntu is correctly chosen as a benchmark file. It is important that the ISP connection line to the user and the number of seeds be considered. It is encouraged that the download speed ranges from as low as 97.4kB/s and maximized at 117.2kB/s. For 24/7 the average download speed is about over 110.6kB/s. The number of seed increases to around 70 which means each seed contributes more than 1kB/s. <<Figure 7. uTorrent downloading ubuntu with VPN >> <<Table 2. Ubuntu download performance with VPN for 24/7>> <<Graph 2. Ubuntu download speed with VPN for 24/7>>
Random files downloaded without and with VPN
The next observation is done on random files which basically end user will do. Two tests are conducted on this particular file. One will be downloading without VPN and the next with VPN deployed. Table 3 and Graph 3 below show the result for selected hours within 24/7 for analysis, see also Figure 8 below that shows uTorrent is in action downloading random files without VPN. Briefly it can be noted that from the Table 3 below the performance of the uTorrent downloading speed on TMNET Streamyx is unstable and slow for 24/7 irrespective of hours of day or whether it is during the working days of the week or otherwise.
It is to be noted that the download speed ranges from as low as 3.1kB/s and maximized at 44.9kB/s. For 24/7 the average download speed is: 17kB/s. The number of seed only exist around 38 which means each seed only contribute less than 1kB/s. Table 5 shows the new data on those particular instances. The new data is then modified to the former Table 4 which gives rise to Table 6 and the final graph is plotted as in Graph 5. Based on the new data gathered the discrepancies that occurred were merely predominate at that point of time. It is to be noted that the maximum speed of 120.8kB/s with 34 seeders, the minimum speed is 98.1kB/s with 25 seeders, the average speed is 110kB/s and the minimum seeder to give adequate speed is above 20.
Results and discussion
From the observations carried out thus far VPN has in fact improved and elevated the download speed of any files. The outcome is seen to be stable and the speed may reach the maximum allowable figure. There is no obvious constrain bounded to it either time of day or day of the week is observed.
In general, it was found that the speed of download can be maintained at above 100kB/s or about 20% of the allowable user maximum speed (Cheshire, 1996) . From the observation it is also noted that when the user is seeding to other peers and the tracker is down the download speed is affected. This probable phenomenon happens during Monday, Thursday, Friday, Saturday and Sunday during which the data was first observed for the random files download. This is only a random state which may not be repeated and only prominent at that instant.
Ignoring the time when uTorrent is seeding the download speed is mainly at around 100kB/s or average at 110.4kB/s. However, if any discrepancy is considered the average download speed is nearly about 104.7kB/s which is still above 100kB/s average irrespective of times, days or weeks. On the other hand, when the download speed dips there are a few reasons to this phenomenon. It might be caused by the tracker which was downed at that time that resulted in the user uTorrent seeding to other peers or because the ISP line was bad. The number of seeds of around 30+ is enough to give the maximum download speed of 100kB/s but the number of peers is again not that relevant.
From the result obtained the behavior of any random file download is always high when VPN is implemented. However to achieve the speed as high as the benchmark speed it is noted that the number of seeders must be adequately large or the quality of seeder must be good and finally the ISP line condition should also be good. Observing the behavior of random file with and without VPN in graphical view (Graph 2, Graph 4 and Graph 5), it can be stated that the performance is obviously uplifted with VPN.
Conclusion
Briefly this paper has clearly illustrated that VPN is obviously able to circumvent the ISP (Streamyx) throttling in Malaysia. The most important point to note is that the VPN server should be located on the high bandwidth backbone before the ISP could impose the throttling practice. And only then the end user will benefit the maximum bandwidth speed provided by the ISP. The other advantages gained by end user using VPN are the encrypted traffic where nobody can sniff the traffic even ISP. It is able to be surfed anonymously where the actual IP address of origin was not revealed and to be as if the surfer is from the server site IP. In addition, it is able to bypass site which has been blocked by the local ISP since the origin of the server is located elsewhere away from it.
The above results of the experiment are achieved where the condition of the service is in a normal condition. But if the line is of a non-quality condition the effect is not fully realized. But as in the normal way the service provided by Streamyx to home user is usually found to be erratic, unstable and unpredictable.
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