The future of quantum repeater networking will require interoperability between various error correcting codes. A few specific code conversions and even a generalized method are known, however, no detailed analysis of these techniques in the context of quantum networking has been performed. In this paper, we analyze a generalized procedure to create Bell pairs encoded heterogeneously between two separate codes used often in error corrected quantum repeater network designs. We begin with a physical Bell pair, then encode each qubit in a different error correcting code, using entanglement purification to increase the fidelity. We investigate three separate protocols for preparing the purified encoded Bell pair. We calculate the error probability of those schemes between the Steane [[7,1,3]] code, a distance three surface code and single physical qubits by Monte Carlo simulation under a standard Pauli error model, and estimate the resource efficiency of the procedures. A local gate error rate of 10 −3 allows us to create high-fidelity logical Bell pairs between any of our chosen codes. We find that a postselected model, where any detected parity flips in code stabilizers result in a restart of the protocol, performs the best.
The future of quantum repeater networking will require interoperability between various error correcting codes. A few specific code conversions and even a generalized method are known, however, no detailed analysis of these techniques in the context of quantum networking has been performed. In this paper, we analyze a generalized procedure to create Bell pairs encoded heterogeneously between two separate codes used often in error corrected quantum repeater network designs. We begin with a physical Bell pair, then encode each qubit in a different error correcting code, using entanglement purification to increase the fidelity. We investigate three separate protocols for preparing the purified encoded Bell pair. We calculate the error probability of those schemes between the Steane [ [7, 1, 3] ] code, a distance three surface code and single physical qubits by Monte Carlo simulation under a standard Pauli error model, and estimate the resource efficiency of the procedures. A local gate error rate of 10 −3 allows us to create high-fidelity logical Bell pairs between any of our chosen codes. We find that a postselected model, where any detected parity flips in code stabilizers result in a restart of the protocol, performs the best.
I. INTRODUCTION
Much like the Internet of today, it is probable that a future Quantum Internet will be a collection of radically different quantum networks utilizing some form of quantum inter-networking. These networks, called Autonomous Systems in the classical Internet vernacular, are deployed and administered independently, and realize end-to-end communication by relaying their communication in a technology-independent, distributed fashion for scalability. In the quantum regime, different error mitigation techniques may be employed within neighboring quantum networks and a type of code conversion or code teleportation between heterogeneous error correcting codes must be provided for interoperability.
The quantum repeater is a core infrastructure component of a quantum network, tasked with constructing distributed quantum states or relaying quantum information as it routes from the source to the destination [1] [2] [3] [4] . The quantum repeater creates new capabilities: end-to-end quantum communication, avoiding limitations on distance and the requirement for trust in quantum key distribution networks [5] [6] [7] , wide-area cryptographic functions [8] , distributed computation [9] [10] [11] [12] [13] [14] [15] and possibly use as physical reference frames [16] [17] [18] [19] .
Several different classes of quantum repeaters have been proposed [20] [21] [22] and these class distinctions often relate to how classical information is exchanged when * kurosagi@sfc.wide.ad.jp either preparing a connection over multiple repeaters, or sending a piece of quantum information from source to desitination. The first class utilizes purification and swapping of physical Bell pairs [23] [24] [25] [26] . First, neighboring repeaters establish raw (low fidelity) Bell pairs which are recursively used to purify a single pair to a desired fidelity. Adjacent stations then use entanglement swapping protocols to double the total range of the entanglement. In purify/swap protocols, classical information is exchanged continuously across the entire network path to herald failures of both purification protocols and entanglement swapping. This exchange of information limits the speed of such a network significantly, especially over long distances. The second class utilizes quantum error correction throughout the end-to-end communication [27] [28] [29] [30] and limits the exchange of classical information to either two-way communications between adjacent repeaters or to ballistic communication, where the classical information flow is unidirectional from source to receiver. These approaches depend on either high probability of success for transmitting photons over a link with high fidelity, or build on top of heralded creation of nearest neighbor Bell pairs and purification, if necessary. If the probability of successful connection between adjacent repeaters is high enough we can use quantum error correcting codes and relax constraints on the technology, especially memory decoherence times and the need for large numbers of qubits in individual repeaters, by sending logically encoded states hop by hop in a quasi-asynchronous fashion [27, 31] or using speculative or measurementbased operations [30] [31] [32] .
Independent networks may employ any of the above schemes, and within some schemes may choose different error correcting codes or code distances. Initially deployed to support different applications and meet technological, logistical, geographic and economic constraints, they may use different physical implementations and will have different optimal choices for operational methods.
Over time, however, it will likely become desirable to interconnect these networks into a single, larger, internetwork. In this paper, we address the problem of creating end-to-end entanglement despite differences at the logical level.
These inter-network and differing operating environments can be bridged through the use of heterogeneously encoded logical Bell pairs, using separate error correction methods on each half of the pair. The idea of code conversion goes back a decade for use in large-scale systems. To achieve interoperability between two QEC codes, we can classify approaches into two groups, direct code conversion and code teleportation. Direct code conversion transforms an encoded state |ψ L into an encoded state |ψ L ′ where L and L ′ indicate two distinct codes. Since this change operates on valuable data, the key point is to find an appropriate fault-tolerant sequence that will convert the stabilizers from one code to the other [33] [34] [35] . In code teleportation, conversion is achieved by teleporting information using a heterogeneously encoded Bell pair as a resource state. Therefore, the key point is the method for preparing such a state. Figure 1 shows an example use case for heterogeneously encoded Bell pairs, used in quantum autonomous systems [36] . Quantum autonomous systems of different codes interoperate via quantum repeaters building heterogeneously encoded Bell pairs.
In this paper, we give the first detailed analysis of the generalized approach to create heterogeneously encoded Bell pairs for interoperability of quantum error correcting networks. We evaluate this approach between the Steane [ [7, 1, 3] ] code, a distance three surface code, and unencoded (raw) physical qubits. Figure 2 depicts a quantum repeater building and using heterogeneously encoded Bell pairs to be used in a quantum repeater.
We have studied three possible schemes to increase the fidelity of the heterogeneously encoded Bell pairs: purification before encoding, purification after encoding and purification after encoding with strict post-selection. Purification before encoding does entanglement purification at the level of physical Bell pairs. Purification after encoding does entanglement purification at the level of encoded Bell pairs. Purification after encoding with strict post-selection also does entanglement purification at the level of encoded Bell pairs. The difference from the previous scheme is that encoded Bell pairs in which any eigenvalue (error syndrome) of -1 is measured in the purification stage are discarded and the protocols restarted. We determine the error probability and the resource efficiency of these schemes by Monte Carlo simulation with the Pauli error model of circuit level noise [37] . 
II. HETEROGENEOUSLY ENCODED BELL PAIRS
There are two methods for building heterogeneously encoded Bell pairs for code teleportation. The first is to inject each qubit of a physical Bell pair to a different code [38] . The second is to prepare a common cat state for two codes to check the ZZ parity of two logical qubits [39] [40] [41] . It has been shown that code teleportation utilizing a cat state is better than direct code conversion because the necessary stabilizer checking for the latter approach is too expensive [42] . Direct code conversion and code teleportation utilizing a cat state are specific for a chosen code pair as the specific sequence of fault-tolerant operations has to match the two codes chosen. In contrast, code teleportation by injecting a physical Bell pair can be used for any two codes, and provided encoding circuits are available for the two codes in question, the protocol can be generalized to arbitrary codes.
Putting things together, heterogeneous Bell pairs of long distance can be created by entanglement swapping (physical or logical) or a method appropriate to each network, allowing an arbitrary quantum state encoded in some code to be moved onto another code by teleportation [28, 29] . In a single computer, code conversion has been proposed for memory hierarchies and for cost-effective fault tolerant quantum computation [28] . Therefore this central quantum repeater can create entanglement between the two quantum repeaters in different types of networks. In the green dashed rectangle is the procedure for encoding a Bell pair heterogeneously. A qubit of a Bell pair is encoded onto Steane [ [7, 1, 3] ] on the left side of the figure, adding 6 qubits. The other qubit of the Bell pair is encoded onto the surface code of distance 3, adding 24 qubits on the right side of the figure. Multiple copies are prepared, entangled and purified. Eventually, a heterogeneously encoded logical Bell pair is achieved with high enough fidelity to enable coupling of the two networks. [33, 38, 40, [43] [44] [45] .
The green dashed rectangle in Figure 2 shows the basic procedure for creating a heterogeneously encoded logical Bell pair. Each dot denotes a physical qubit and thin blue lines connecting those dots demark the set of physical qubits comprising a logical qubit. Each qubit of a Bell pair is processed separately and encoded onto its respective code through non-fault-tolerant methods to create arbitrary encoded states. Figure 3 shows the circuit to encode an arbitrary quantum state in the Steane [[7,1,3] ] code [46, 47] . Figure 4 shows the circuit to encode an arbitrary quantum state in the surface code [49] . The KQ of a circuit is the number of qubits times the circuit depth, giving an estimate of the number of opportunities for errors to occur [46] . Note that those circuits are not required to be fault-tolerant because the state being purified is generic, rather than inreplaceable data. If the fidelity of the encoded Bell pair is not good enough (e.g. as determined operationally using quantum state tomography), entanglement purification is performed [50, 51] .
III. THREE METHODS TO PREPARE A HETEROGENEOUSLY ENCODED HIGH FIDELITY BELL PAIR
Entanglement purification is performed to establish high fidelity entanglement [52, 53] . Entanglement purification can be viewed as a distributed procedure for testing a proposition about a distributed state [21] . Figure 5 shows the circuit for the basic form of entanglement purification where |φ is a noisy Bell pair. The input is two low fidelity Bell pairs and on success the output is a Bell pair of higher fidelity. One round of purification suppresses one type of error, X or Z. If the initial Bell pairs are Werner states, or approximately Werner states, then to suppress both types, two rounds of purification are required. The first round makes the resulting state into a binary state with only one signifi-
Circuit to encode an arbitrary state |ψ to a distance three surface code [49] . This circuit is not fault-tolerant. The KQ of this circuit is 250 if some gates are performed simultaneously.
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Circuit for entanglement purification [2] . The two measured values are compared. If they disagree, the output qubits are discarded. If they agree, the output qubits are treated as a new Bell pair. At this point, the X error rate of the output Bell pair is suppressed from the input Bell pairs. The Hadamard gates exchange the X and Z axes, so that the following round of purification suppresses the Z error rate. As the result, entanglement purification consumes two Bell pairs and generates a Bell pair of higher fidelity stochastically.
cant error term but not a significantly improved fidelity. The second round then strongly suppresses errors if the gate error rate is small. Thus, the overall fidelity tends to improve in a stair step fashion. After two rounds of purification, the distilled fidelity will be, in the absence of local gate error,
where the original state is the Werner state and F is the fidelity F = φ|ρ|φ if |φ is the desired state. The probability of success of a round of purification is Table I in the appendix provides the numerical data for this to compare with our protocols. Our simulation assumptions are detailed in section IV.
A. Purification before encoding Figure 6 shows the overview of the scheme to make heterogeneously encoded Bell pairs that are purified before encoding. To create an encoded Bell pair of high fidelity, entanglement purification is repeated the desired number of times. Next, each qubit of the purified Bell pair is encoded to its respective error correcting code. To estimate the rate of logical error after encoding, we perform a perfect syndrome extraction of the system to remove any residual correctable errors. After the whole procedure finishes, we check whether logical errors exist. Table II in the appendix presents the details of the simulated error probability and resource efficiency of purification before encoding.
B. Purification after encoding Figure 7 shows the overview of the scheme to make heterogeneously encoded Bell pairs that are purified after encoding. In this scheme, to create an encoded Bell pair of high fidelity, heterogeneously encoded Bell pairs are generated first by encoding each qubit of a raw physical Bell pair to our chosen heterogeneous error correcting
Overview of the scheme which purifies encoded Bell pairs to achieve an encoded Bell pair of high fidelity. In this method, first, raw physical Bell pairs are encoded into our heterogeneous error correcting code, Secondly, those heterogeneously encoded Bell pairs are purified directly at the logical level.
codes. Next, those encoded Bell pairs are purified at the logical level the desired number of times, via transversal CNOTs and logical measurements. Table III presents the details of the simulated error probability and resource efficiency of purification after encoding.
C. Purification after encoding with strict post-selection Figure 8 shows the overview of the scheme to make encoded Bell pairs, purified after encoding with strict postselection protocols to detect errors. This scheme uses a procedure similar to purification after encoding. In this scheme, to create an encoded Bell pair of high fidelity, heterogeneously encoded Bell pairs are generated first by encoding each qubit of a raw physical Bell pair to our chosen heterogeneous error correcting codes. We then run purification protocols at the logical level, similarly to the previous protocol. However, when we perform a logical measurement as part of this protocol, we also calculate (classically) the eigenvalues of all code stabilizers. If any of these eigenvalues are found to be negative, we treat the operation as a failure (in a similar manner to odd parity logical measurements for the purification) and the output Bell pair of the purification is discarded. This simultaneously performs purification and error correction using the properties of the codes. Table IV presents the details of the numerically calculated error probability and resource efficiency of purification after encoding with strict post-selection.
IV. ERROR SIMULATION AND RESOURCE ANALYSIS
We calculate the error probability and estimate resource requirements by Monte Carlo simulation. The physical Bell pairs' fidelity is assumed to be 0.85; the state is assumed to be, following Nölleke et al. [54] ,
Our error model is the Pauli model of circuit level noise [37] . This model consists of memory error, 1-qubit gate error, 2-qubit gate error, and measurement error each of which occurs with the error probability p. Memory, 1-qubit gates and measurement are all vulnerable to X, Y and Z errors and we assume a balanced model, where probabilities are p 3 respectively. Similarly, 2-qubit gates are vulnerable to all fifteen possibilities, each with a probability of p 15 . Errors propagate during all circuits after the initial distribution of Bell pairs. Figure 9 plots the numbers of consumed raw physical Bell pairs versus logical error rate in the output state.
The numbers of raw Bell pairs consumed declines as the local gate error rate is lowered. This is because the influence of the local gate error rate shrinks relative to the infidelity of generated raw Bell pairs. If the system is free from local gate error, the numbers of raw Bell pairs consumed by the three schemes must converge. At p = 10 −5 , the required number of raw Bell pairs of the schemes are essentially identical and they require about 26 raw Bell pairs to achieve four rounds of purification. Higher efficiency would require improving the initial fidelity of F = 0.85.
At any error rate and with any number of rounds of purification from 0 to 4, purification before encoding and purification after encoding result in fidelity worse than simple purification of physical Bell pairs. This suggests that errors accumulated during encoding are difficult to correct. On the other hand, purification after encoding with strict post-selection gives better results than simple purification, at the expense of consuming more raw physical Bell pairs. This difference is noticeable at p = 10 −3 ; 51 raw physical Bell pairs are used to create an encoded Bell pair purified four rounds. The local gate error rate is so high that an eigenvalue of -1 is often found at the measurement in purification and the output Bell pair is discarded. For purification after encoding with postselection, the residual error rate after n rounds of purification is similar at any p, but resource demands change. It converts local errors into "loss", or discarded states. Therefore purification after encoding with post-selection is dominated by the original raw Bell pair infidelity. At p = 10 −3 , purification after encoding also requires more raw physical Bell pairs than the other schemes, because the error rate after purification is so high that the success probability of purification is poor.
Though more rounds of purification are supposed to result in smaller logical error rate, three rounds of purification of purification after encoding at p = 10 −3 give an error rate larger than that of two rounds. The local gate error rate is too high and purification introduces more errors than it suppresses on odd-numbered purification rounds.
Purification after encoding with strict post-selection gives similar results for the two local gate error rates p = 10 −4 and p = 10 −5 . The difference is a small number of consumed raw physical Bell pairs. From this fact we conclude that p = 10 −3 is a good enough local gate error rate to allow us to create heterogeneously encoded Bell pairs from raw physical Bell pairs of F=0.85.
V. DISCUSSION
We have proposed and analysed a generalized method for creating heterogeneously encoded Bell pairs that can be used for interoperability between encoded networks. This is the first step in examining the full design of interconnection routers for quantum repeater systems utilizing different error mitigation techniques. Our results have shown that purification after encoding with strict post-selection is a better preparation method than our other two candidates. Strict post-selection of two rounds of purification results in better fidelity than error correction of four rounds of purification at all error rates, and better physical Bell pair efficiency. Since the threshold of the error rate of the Steane [ [7, 1, 3] ] code is around 10 −4 , our simulations of purification before encoding and purification after encoding of ∼ 10 −4 do not show an advantage compared to simple physical purification; however, strict post-selection does. Purification after encoding with strict post-selection has a higher threshold than the normal encoding and purification do. With initial F = 0.85, we can reach error rate of 10 −3 (good enough for distributed numeric computation) using 4 rounds of purification, for physical Bell pairs at p = 10 −5 or postselected heterogeneous pairs at p = 10 −4 . As we noted in the introduction, quantum repeater networks will serve several purposes, potentially requiring different residual error levels on the end-to-end quantum communication. Networks using physical purifyand-swap technologies, for example, will easily support QKD, but distributed numeric computation will require building error correction on top of the Bell pairs provided by the network. Our simulations of heterogeneous Bell pairs where one half is a physical qubit, rather than logically encoded, are described in the appendix. These simulations show that residual error rates can be suppressed successfully, allowing us to bridge these separate types of networks and support the deployment of any application suitable for purify-and-swap networks across a heterogeneous quantum Internet. The error rates we have achieved for each heterogeneous technology pair demonstrate the effectiveness of our heterogeneous scheme for interoperability. Moreover, operation appears to be feasible at a local gate error rate of 10 −3 , and at 10 −4 operation is almost indistinguishable from having perfect local gates.
The analysis presented here is useful not only in the abstract, but also serves as a first step toward a hardware design for a multi-protocol quantum router (the boxes in Figure 1 ). Such a router may be built on a quantum multicomputer architecture, with several small quantum computers coupled internally via a local optical network [55] [56] [57] [58] . This allows hardware architects to build separate, small devices to connect to each type of network, then to create Bell pairs between these devices using the method described in this paper. In addition, this method can be used within large-scale quantum computers that wish to use different quantum error correcting codes for different purposes, such as long-term memory or ancilla state preparation.
This scheme is internal to a single repeater at the border of two networks, and will allow effective end-to-end communication where errors across links are more important than errors within a repeater node. It therefore can serve as a building block for a quantum Internet.
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TABLE I. Our baseline case, discrete simulation using physical entanglement purification only.
The merged error rate is the probability that either X error or Z error occurs.
The physical Bell pair inefficiency is (# created raw Bell pairs)/(# purif ied Bell pairs). KQ is #qubit × #steps. In this simulation, KQ is the number of chances that errors may occur.
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