This paper studies the determinants of software piracy losses along four major macroeconomic dimensions: Labor force, Technological, Educational and Access to Information using a large dataset available from 1994 to 2010, comprising 109 countries.
Introduction
In the past decades we have witnessed a huge development of the hardware and software industries, some examples of these developments were the "MS-DOS" and the Apple "Macintosh" with its friendly user interface. These operating systems were used in working environments, and the equipment in which they operated were very expensive.
Both Mac OS and Windows operating systems evolved over several releases. For example Windows 8 evolved from its predecessor, the Windows 7; bringing new features such as a new UI (user interface). As the personal computers became more powerful, it made possible to develop software to an increasing array of applications, as for instance, music and digital edition.
With these developments it came also the need to improve the existing software to meet the requirements of consumers. These improvements came at a cost; it was necessary continuous research and development by companies in order to maintain quality and keep up with the changes in technology. The cost of these investments is passed to consumers in the form of a license; the consumer pays a license to use the software during a certain amount of time (normally annually) or buys a perpetual license for that particular software.
This perpetual license is not really "perpetual" as software becomes obsolete quickly.
Operating system updates are released within a regular period of time and sometimes these upgrades turn old software versions unusable. Investment on software must also be done into its protection against piracy because it has the characteristic of being easily distributed with virtually no cost associated.
The massive use of computers and the Internet made the problem of software piracy potentially more severe, as the pirated software can be uploaded in the Internet within increasingly shorter periods of time. Before the expansion of Internet usage, only hard copies were available which were easier to track. To prevent this phenomenon, companies must invest to avoid pirated software from being used in addition to the investment to meet the speciation of potential consumers. Pirated software starts its journey when the original program protection is bypassed by another program or action performed by hackers. The investment that the companies make must incorporate different layers of protection.
Unfortunately the software protections are often hacked. To cover these costs the companies must increase R&D, which increases the initial prices, but these prices sometimes take away potential buyers. In recent years, and due to the need of the information being available anywhere and anytime, many software products offer online services that replace the need of the software being installed in the computer. These software can be free of charge or, to access its full capabilities, may be necessary an user registration fee. Because each time the user uses the software, he must be identified and logged-in, the risk of piracy is reduced.
Previous studies on the determinants of software piracy resorted to the software piracy rates as the dependent variable 1 . However official publications also report the software piracy losses and to our knowledge no empirical work conducted an analysis of this variable.
Both piracy rates and losses measure the illicit behavior in a country, in the first case it measures the percentage of software that is being illegally used at a given time, but it omits the importance of the software industry in the economy. We can have a low piracy rate and huge losses, example of this is the USA, on the other side countries with piracy rate above 90% may represent little impact on this industry due to the small domestic software markets. This variable allows to measure the benefit to the economy national income in lowering piracy.
Our contribution to the literature is as follows:
We will examine what are the determinants of software piracy losses along four dimensions: the structure of the labor force, the technological development, the level of education and the availability of information;
(ii) We will use a panel methodology that provides consistent estimates when the dataset is persistent: the System-GMM proposed by Arellano and Bover (1995) and Blundell and Bond (1998) .
The structure of the paper is the following: section two presents a brief survey of the empirical literature on software piracy that used cross sectional and panel data analysis.
Section three describes the piracy rates and losses presented by the Business Software Alliance since 1994 in different regions of the world; section four explains the various dimensions and possible effects. Section five describes the econometric specification and the results and section six concludes. 1 Due to data restrictions previous research used two main methodologies: cross-sectional and panel data using classical methods due to small time periods.
Literature review
This section reviews the empirical works that used cross-sectional and/or panel data to explain the software piracy phenomenon using the data provided by the Business Software Alliance. A panel data approach is more appropriated when all information is available for different countries in different years. Unfortunately when this is not the case it is only possible to make a cross-sectional analysis. Marron and Steel (2000) used the average piracy rate from 1994 to 1997 (crosssectional data for 72 countries). Some of the variables of interest were Gross Domestic Product per capita (GDPpc) in 1994, expenditure on R&D as a percentage of GDP and the average years of schooling in population with age over 25 years (see Barro and Lee, 2010) .
Education was significant at 5% with a negative coefficient and, the income was always significant and negative. They also introduced regional dummies that represent the different geographical areas of the world 2 and found that Europe and the Middle East were statistically significant with a positive impact.
Economic factors can reduce software piracy, but the distribution of income is equally important. Andrés (2006a) try to find if income inequality has some effect on the software piracy rates, to see this he used the GINI index. He also includes "rule of law"
that indicates the effectiveness of the legal system. Additional to these variables the author included real GDP per capita (GDPpc) and the average years of secondary education aged over 25 years old (Barro and Lee, 2010) . This sample covers only 35 countries for 1995, with few observations; ordinary least squares (OLS) were used. Only Inequality (measured by the GINI Index) and Law (measured by the rule of law) were significant at 5% level, being both negative. More equal societies and societies with a good legal system would lead to less software piracy rates.
In a recent study conducted by Goel and Nelson (2009) 
Evolution of the software piracy losses and rates over the years
This section describes the evolution of the piracy rates and losses since 1994 for different regions of the world using the data provided by the Business Software Alliance (BSA) 4 . In addition to this graph we calculated the losses per GDP in these regions (figure 2).
Piracy losses per GDP was obtained as follows: piracy losses and GDP for each region is the simple average of all countries belonging to a region; then we divided Losses over GDP. As in figure 1 there exists a break in the series in 2002, but now these losses in terms of GDP are higher in Latin America, Central and Eastern Europe and Asia Pacific. The existence of low piracy rates don't necessarily means lower losses. 
Variables and possible effects
This section describes the several dimensions discussed in previous papers to explain software piracy rates, namely the labor force, technological, educational and the access to information dimensions and the variables used to measure them.
Labor force dimension
Computer skills are acquired at school or at the workplace; these can range from browsing the Internet, sending e-mails or working on business applications such as word processors or spreadsheets. Different jobs require different types of software; some include imaging suits, others productivity or econometric tools, etc. We will consider three variables that reflect the structure of the labor force of the population: employment in the primary sector (Agriculture), employment in the secondary sector (Industry) and employment in the tertiary sector (Service).
In agriculture when the production is intensive, software helps to improve efficiency, controlling various elements of a greenhouse such as the temperature or humidity. In the industry sector, the use of specialized software is "normal", it comes with the machine and in many situations is developed and used by the firms internally, thus is not for sale. The software cannot be used outside of the environment that was intended to work. Big firms develop the software, or commission its development (outsource) to a specialized company (due to smaller costs). The services sector uses specialized software of accounting, taxation and productivity. Depending on the different needs, the software can cost thousands of dollars, but it comes with technical support, extremely valuable in order to maintain productivity and prevent failures. The costs associated with the acquisition of these types of software's can be deduced during a certain amount of time, reducing taxable profits.
Employment in these sectors may have impact on software piracy losses. Firms want to maximize profit; in some cases due to budgetary restrictions, employers can introduce some illicit software that will benefit both employers and employees. The introduction of illicit software has risks associated that are the result from external audits that can result in fines.
In spite of this, some firms may be willing to take them. Certain types of jobs, namely in the service sector can be done from home, for example in market research. In many cases workers wanting to do their jobs at home due to reduced costs may seek illicit software to implement their research. In this case there is no problem of internal audits finding illicit software. This may lead an increase of software piracy losses.
Additional to these variables we introduce the education of the labor force. We will consider labor force with primary, secondary and tertiary education. The labor force of a country plays an important role on the growth of the economy. If it is constituted by labor force with low education, this will lead to low productivity and, consequently, to small economic growth. Also, if the labor force is constituted by highly qualified people, this will lead to increased productivity which improves the standards of living. These highly qualified employees will use computers and software. More education of the labor force characterizes a double edge sword context: on one side there are more users of computers and software but, at the same time, some of the consumers will use illicit software 8 .
Another measure that reflects both an income dimension and social dimension is the unemployment. We will use the total and youth unemployment that reflects people within 15-24 years without a work and the total unemployment. Both variables are expected to have a positive effect on piracy losses. An unemployed person has less disposable income and spends more time at home. Sometimes it is necessary to use certain software to start working (in the case of self-employment), but the lack of money can shift consumers from legal to illegal copies to fill their needs. Chen, Chen and Yeh (2010) found that unemployment has a negative effect on software piracy rates. Their sample was small and reflected a small group of homogeneous countries where the psychological aspects could be determinant. In this paper we use a large sample data to confirm their results.
Technological dimension
Technological dimensions can affect levels of software piracy. To measure this we introduce two variables that capture this dimension. domestic applicants directly at a given national IP office while those that are filed by applicants from abroad are called "direct nonresident trademark applications". The registration of a patent or a trademark has costs for the firm, but these are necessary in order to protect their products. All these variables are expected to have a negative effect on piracy losses although the existence of a patent is not sufficient to prevent piracy; the enforcement trough strict regulation is also necessary. More technological advanced countries have more legal protection and at the same, firm's owner of the technology are also more close to the market and can detect more easily illegal software.
Educational dimension
In all countries there are a predetermined number of years of schooling that a child must complete, and these vary from one country to another. During this period children have specific subjects that use the computers and Internet. This early introduction to new technologies will improve productivity of future workers. In some subjects professors (ISCED 2 and 3) will be used. This indicator reveals the total education that a country offers. Other measures that represent the education attained measured by the total years of schooling (see Barro and Lee, 2010) could be used, but there is only data for five period years, which would substantially limit our analysis.
A measure that reflects the expenditure that is made on education will be introduced.
More public expenditure on education as a percentage of GDP can reduce illegal software that students use; this will also result in more quality of education. This financial help can go both to public or private institutions. This variable is expected to affect negatively software piracy losses.
Access to information
Technology has evolved over the years. Today it is difficult or even impossible to live without it. Hardware and software industry have profited with these developments, but with the dissemination of the Internet it was also possible to download huge amounts of information, some of which not legal such as pirated software. Most modern mobile phones uses an operating system, some of which may even replace the computer (the case of smartphones). We will introduce four variables that measure the availability of information (Internet, mobile, telephone and fixed broadband Internet subscriber users).
Telephone lines are physical and fixed lines that connect a subscriber's terminal equipment to the public switched telephone network and that have a port on a telephone exchange. Integrated services digital network channels and fixed wireless subscribers are included. Fixed broadband Internet subscribers are the number of broadband subscribers with a digital subscriber line, cable modem, or other high-speed technology. Internet users are people with access to the worldwide network. Mobile cellular telephone subscriptions are subscriptions to a public mobile telephone service using cellular technology, which provide access to the public switched telephone network. Post-paid and prepaid subscriptions are included. All these variables affect the availability of software; more usage of these devises would lead to an increase in software piracy losses. Boyce (2011) found that broadband penetration rate and Internet access has a negative impact (in the fixed effect model).
Empirical evidence

Data, econometric specification and summary statistics
Previous econometric studies relied on cross-section or panel data analysis. In the panel data models, periods of study were relatively short; this work is the first to introduce a large time span in the analysis. Figure 1 shows that software piracy losses are highly persistent over time and that its value follows closely the GDP (see figure 2) ; its value is always increasing over time. Soto (2009) examined the properties of System GMM when the sample is small and the series is persistent, which is applicable to our dataset. This estimator was found to have lower bias and higher efficiency than the OLS or the fixedeffects estimator, furthermore the gain in efficiency from the two-step estimator is almost inexistent; both the one and two step distributions are virtually the same. Based on these results we will report the one-step System GMM. The dependent variable is the piracy losses due to pirated software, and it's measured in millions of dollars. The independent variables measure various dimensions of a country:
labor force dimension, technological dimensions, educational dimension, and access to information. In our analysis we will use the nominal GDP (GDP) 9 as a control variable.
The estimator used poses some problems, namely in the case of too many instruments, when the instrument count is high they may fail to expunge their endogenous components and biasing coefficient estimates toward those from non-instrumenting estimators as discussed by Roodman (2009a) . With the limitation of lags we overcome this problem, e.g. the number of instruments higher than the number of countries. In the end of each regression we report the number of instruments used and also through our analysis, the number of instruments will be smaller than the number of countries following Roodman
The econometric specification is given in equation 1 as follows: The vector represents the various variables that represent access to information.
Fbis is fixed broadband Internet subscribers, Mobile is mobile cellular subscriptions, ℎ is the phone lines and Net is the access to the Internet. These variables are measured per 100 people. We introduce logarithms in this dimension.
Additional to these variables, a dummy variable (Change) will be introduced that reflects the change in methodology provided by the Business Software Alliance. Before 2003 it will have a value of 0 and of 1 afterwards. We will also introduce a set of time dummies. regressor. Due to the nature of our dataset (extremely unbalanced when considering certain dimensions), we will split our analysis into 14 regressions in the dynamic model. In all of them there will be control variables for each dimension. Our results will be conducted using the one-step System GMM 13 .
For the System GMM to be applicable, it is necessary that there is no evidence of second order autocorrelation AR(2). Additional to this, instrument must be valid. To test this we report the Hansen test for validity of instruments (Hansen, 1982) . This test assumes under the null hypothesis that instruments are valid and it's a robust version of the Sargan test; one problem that may occur is that it can be weakened by instruments proliferation.
We also report the number of instruments following Roodman (2009b) . Tables 2, 3 and 4 presents the regressions within each dimension, all of them have control variables for the remaining dimensions. The control variable in the educational dimension is the result of the sum of primary and secondary schooling years, "School". In the Technological dimension, variables were constructed that provide the best estimates; the sum of patents from residents and nonresidents, "ln(Patents)"; the sum of trademark from residents and nonresidents, "ln(Trademark)". When necessary we also summed the total patents and trademarks, "ln(Legal)"; this variable give us a general idea of the overall demand for this kind of protection.
Columns 1 through 5 summarize the results from the labor force. From these results we conclude that the higher the share of people working in the services sector the lower will be the piracy rate. This can be seen in columns 1, 2 and 4 where the base sector (omitted variable) 14 was the share of people working in the agriculture sector or in the industrial sector. In either case the share of people working in the services sector has a negative significant impact in the piracy losses. If we use the services sector as the base sector (column 3 or 5) the industrial and agricultural sectors have positive and significant impact (although the significance of the agricultural sector is not robust across specifications) pointing to the same conclusion, this is, the higher the share in these sectors 13 The two-step System GMM is presented in Annex because the gains from the one-step to the two-step System GMM are marginal (Judson e Owen, 1999; Soto, 2009). In the two-step System GMM we take into account the corrected covariance matrix proposed by Windmeijer (2005) . 14 We should note that the sum of the three sectors adds up to 1, so we cannot have the three variables simultaneously in the regression due to multicolinarity. In these case we consider one sector as the base one (and omit that from the regression) and the coefficients of the others sectors is the differential impact between that sector and the base one.
(and lower in the service sector) the higher will be the losses due to software piracy. This result was unexpected, compared with what we expected.
As for the labor qualifications, as before, we have to omit one of the variables and use it as the base case. In this case the higher the share of workers with tertiary education the higher will be the losses due to piracy. Furthermore, the results indicate that is the division between the share of the workers with the tertiary education and the others that matters.
This can be seen in columns 1 and 2 when we consider the share with primary education, the estimated coefficient of the share with secondary education is close to zero and non- Patents and trademarks offer protection for those who innovate; this protection can be done by residents or by non-residents that will protect their product. In columns 8 and 9
ln(Patents) has a significant positive impact on the losses, as ln(Trademarks) is nonsignificant. When a disaggregated analysis is made on the origin of patents and trademarks applicants (columns 6 and 7) the trademarks continue to not have a significant impact in losses, as in terms of the number of patents is the number of patents done by residents that have a significant impact on losses. A final variable that was found to have a strong effect in deterring software piracy losses was R&D which has always a negative coefficient.
The positive coefficient of patents and the negative coefficient of R&D at first may appear odd, but it can be explained as follows: a company makes a breakthrough after many years of research; this will allow increased productivity, efficiency and protection for different components of the company products which can also be extended to other products from other companies. In order to protect this discovery, the company will file a patent of the discovery that will allow some level of protection from other companies and from potential pirates. The existence of the patent by itself it's not synonym of protection;
national Intellectual Property offices must also be able to enforce and protect them. The positive coefficient can be explained by the existence of patents that are the result of research, but the lack of power exerted by national IP offices will not prevent piracy in spite of the existence of patents.
Regarding education we included financial and non-financial measures. The first perspective was never considered in previous studies and in the second case; variables used on previous research were literacy rate and the average years of schooling of people age 25
and over (Barro and Lee, 2010) . Both of these variables have the problem of data availability. To overcome this problem we will introduce a proxy variable that indicates the years of schooling of both primary and secondary education offered by the educational system of a country. This variable is not perfect as it omits the education attained but it offers us a benchmark. Additional to this, we will introduce a variable that indicates spending on education. Columns 10 through 14 show the results.
Columns 10 through 12 present the years of schooling. As in the labor force dimension, we include the education of the labor force; results are robust. An increase of years of primary and secondary education appears to have a negative impact on piracy losses, but only in the first case this variable is significant at 1% across all regressions with a coefficient of around -0.250.
The financial aspects of education are presented in columns 13 and 14. Public spending on education can go both to public or private institutions and depending on the different levels of education different resources are allocated. Public expenditure on education has a positive effect and is significant at 1% (column 14). This public spending can also go directly to students through direct help in the form of scholarships. There are many ways a student can use this help, some examples are: acquisition of computer, software, access to the Internet, etc. This will increase the availability to digital content such as music, software and movies. We were expecting a negative impact; nevertheless this may indicate that more access to digital content can also increase the availability of illegal software. Only with increase awareness is that this problem can be mitigated.
Several alternative hypotheses were considered with different variables within the dimension that reflect the access to information. The access to Internet -ln(Net) -has a broadband connection has no impact on losses (columns 5 through 9). This is clearly unexpected, but seems that access to Internet reduces the losses because of increased awareness of the problem by the consumers, because countries with a higher share of people connected to the Internet are able to track those who use illicit software, or simply because you can download and buy the software directly from the original company and not from local intermediaries, many of them may be selling pirated software. These results are in accordance with the findings of Boyce (2011).
To assess the validity of our findings we also performed regressions in which the dependent variable was a fraction of GDP, ln(Losses/GDP) (see Annex B, tables B4 to B9), in these regressions the dimension related to the labor force was statistically significant being robust across all regressions. In the technological dimension, patents applicants from residents maintained significance, although R&D loss some of this significance. Variable that represents access to information, namely Internet users, and mobile subscriptions maintained statistical significance. 
Conclusion
This paper examined the impact of several dimensions that might explain the phenomenon of software piracy losses. Due to the nature of our dataset and the availability of information we opted to use a dynamic panel data analysis that could track the growth of piracy losses over time. We found that, several dimensions explain this growth; labor force, educational, technological, and access to information.
The labor force was one of the dimensions considered, we controlled for both the type of employment and the education of employees. Higher levels of education resulted in more losses, but a higher share of employment in the service sector has a negative impact on losses. This is a result of more access to information by employees with higher education and the capability to track illicit content through internal audits in the service sector.
In the technological dimensions, patents and trademarks were analyzed as one of the explanations of software piracy. Patents were significant and positive; they grant a protection for those who innovate but other factors must be considered such as the effectiveness of these and the punishment for those who infringe the law. One of the blueprints presented by the Business Software Alliance is to "modernize IP Laws to account for new innovations", and these innovations are patented both at home and abroad, having different results. Again ours findings suggest that more protection in the form of trademarks or patents can in some cases reduce losses. Another variable introduced was R&D which was found to have a negative effect on software piracy losses.
In 2012 the ninth edition of the BSA (2012) global piracy study presented some "blueprints" to reduce or at least mitigate this problem. One of these solutions is the increase of public education and awareness. The results from the education dimensions support these statements; more years of schooling have a deterrent effect on piracy. When our analysis turns to financial aspects of education; more spending means more piracy losses. Further research introducing additional variables must be followed.
More Access to information has mixed results on piracy losses. This can be explained by the nature of the different devices used to access digital content, for example the Internet.
Annex A: Methodology used by the Business Software Alliance
To determine the software piracy rates and losses the Business Software Alliance has at his disposal huge amounts of information, being able to conduct extensive surveys in the population. In the estimates of 2010 presented in the eighth annual Business Software Alliance study, the Business Software Alliance relied on Ipsos Public Affairs that conducted more than 15000 surveys on business and consumer PC users. A brief description of the methodology is presented in the report and reproduced here.
The methodology was the following to obtain piracy rates:
To obtain the total software units installed it was used the following:
The legitimate software units and the unlicensed software units are given by the following expressions:
Finally the commercial value of unlicensed software is given by:
Business Software Alliance uses confidential information to achieve these results; it does provide us in their annually reports the basic methodology, omitting many variables that are used. Notes: Dependent variable is ln(losses/GDP). Robust t-statistics in parentheses; *, ** and *** represent statistical significance at 10%, 5% and 1% respectively. L.ln(Losses/GDP) was considered as an endogenous instruments. Lags 1 through 3 were used (column 34, 36 and 37) and lags 1 through 4 were used in column 35. 
Annex B: Additional regressions
