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INTERMEDIARY
Any intermediary concerned with the relevant business of providing network service would come within the definition of "network service provider".
"Network service provider" shall not only include Internet Service Providers but also, all other intermediaries who are in the business of the Indian outsourcing industry.
LIABILITY
No person providing any service as a network service provider shall be liable under this Act, rules or regulations made thereunder for any third party information or data made available by him if he proves that the offence or contravention was committed without his knowledge or that he had exercised all due diligence to prevent the commission of such offence or contravention.
THIRD PARTY INFORMATION
"Third party information" means any information dealt with by a network service provider in his capacity as an intermediary.
COMPLIANCE
Need to ensure voluntary self-compliance with existing international legal trends relating to outsourcing.
Outsourcing industry in India in a position to convince potential client that it has all necessary means to comply with the legal requirements of the client and of the jurisdiction in which the client is based.
An Indian BPO service provider, since located in India, is duty bound to comply with the various provisions of Indian laws which impact the outsourcing industry. 
Various Indian laws impact outsourcing industry in India

LAWS IMPACTING OUTSOURCING
DOT (Department of Telecommunication) Regulations
LAWS IMPACTING OUTSOURCING
The Information Technology Act, 2000
The Income Tax Act, 1961 The Trade Mark Act, 1999
Ensure compliance with labor laws.
The Copyright Act, 1957
The Patent Act, 1970
The Arbitration and Conciliation Act, 1996
The Code of Civil Procedure, 1908
The Indian Contract Act, 1872
The Information Technology Rules
Other Notification/laws relating to or impacting the BPO sector.
STARTING POINT-INDIAN CYBERLAW
Indian Outsourcing Industry must comply with requirements stipulated by the Indian cyberlaw, namely the Information Technology Act 2000.
DUE DILIGENCE
Indian cyberlaw mandates the Exercise of "All Due Diligence" by the Outsourced Services Providers.
The Indian Information Technology Act, 2000 provides a robust framework governing electronic data or information.
ELECTRONIC FORMAT
Legal requirements of any information or any other matter being in writing or in the typewritten or printed form, shall be deemed to have been satisfied if such information or matter isrendered or made available in an electronic form; and accessible so as to be usable for a subsequent reference.
DATA IN INDIA
The Information Technology Act is the only law in India which defines data including personal data. 
Data has been defined in
RETENTION OF INFORMATION IN ELECTRONIC FORMAT
Companies can legally retain the said information in the electronic form, if… the information contained therein remains accessible so as to be usable for a subsequent reference;
The electronic record is retained in the format in which it was originally generated, sent or received or in a format which can be demonstrated to represent accurately the information originally generated, sent or received;
The details which will facilitate the identification of the origin, destination, date and time of dispatch or receipt of such electronic record are available in the electronic record.
DAMAGES BY WAY OF COMPENSATION
Section 43 provides penalty for damage to computer, computer system, etc.
This provision penalizes access without permission to a computer, computer system or computer network.
Penalty of damages by way of compensation to the tune of INR 10 Million.
CONFIDENTIALITY
Confidentiality matter of immense concern.
Need to ensure preservation and protection of the confidentiality of potential client and his business.
Vendors need to take utmost care to ensure that their employees do not breach the confidentiality of the client's data during business processing, while in India.
PRIVACY IN INDIA
There is no comprehensive legislation on privacy in India.
Left to the judiciary to interpret privacy within the realm of existing legislations.
Right to privacy has been upheld by the Supreme Court of India as an integral part of the fundamental right to life under Article 21 of the Constitution of India -available only against State.
SC issues notice to telemarketers in PIL.
IT ACT & PRIVACY
Does not deal with Privacy.
Section 72 talks about Privacy -refers to statutorily authorized persons who, after having secured access to any electronic record, book, register, correspondence, information, document or other material, without the consent of the person concerned, disclose such electronic record, book, register, correspondence, information, document or other material to any other person. Section 72 -has no bearing on violation of an individual's privacy in cyberspace.
LIMITING OF LEGAL LIABILITY
Legal liability of the client needs to be appropriately limited.
Need for appropriately addressing the said issue in the detailed Outsourcing contract.
