













such	 advancements	 influence	 the	 way	 we	 live.	 Rather	 than	 positioning	 technology	 as	
existing	in	a	separate	space	to	society	more	broadly,	the	‘digital	society’	is	a	concept	that	
recognises	 such	 technologies	 as	 an	 embedded	 part	 of	 the	 larger	 social	 entity	 and	
acknowledges	 the	 incorporation	 of	 digital	 technologies,	 media,	 and	 networks	 in	 our	
everyday	lives	(Lupton	2014),	including	in	crime	perpetration,	victimisation	and	justice.	In	
this	article,	we	explore	potential	for	an	interdisciplinary	concept	of	digital	society	to	expand	































1991,	 the	 criminological	 study	 of	 computer	 and	 cyber	 crimes	 has	 likewise	 rapidly	 expanded.	
Charting	 this	 scholarship	 alongside	 developments	 in	 computing,	 communications	 and	 other	
digital	technologies	reveals	the	influence	of	key	technological	shifts	in	the	focus	of	criminological	






the	 topics	 addressed	 by	much	 computer	 and	 cyber	 crime	 research	 have	 remained	 relatively	
consistent	over	the	last	decade	and	predominantly	include	hacking;	financial	theft	and	identity	
fraud;	 illicit	 online	markets	 and	networks;	 child	 sexual	exploitation;	 cyberbullying;	and,	more	
recently,	information	privacy	and	digital	surveillance.	
	
The	 conventional	 scope	 of	 computer	 and	 cyber	 criminologies	 has	 arguably	 developed	 to	 the	
comparative	neglect	of	a	wider	range	of	ways	in	which	computers	and	digital	networks	enable	
social	harm.	These	include	the	role	of	technologies	in	a	wider	range	of	offending	and	victimisation,	




and	 so‐called	 ‘open‐source’	 policing	 or	 social	 network	 surveillance,	 provide	 further	 examples	
under‐examined	within	criminology.	One	possible	explanation	for	what	might	be	described	as	a	
‘siloed’	cyber	criminological	focus	lies	in	critiques	of	the	discipline	more	broadly;	namely,	that	
criminology	 itself	 has	 become	 increasingly	 insular	 and	 self‐referential,	 losing	 some	 of	 its	
fundamental	and	dynamic	origins	as	 the	multidisciplinary	study	of	crime,	deviance	and	justice	
(see	Garland	2011	for	a	detailed	discussion).	In	light	of	this,	we	suggest	that	computer	and	cyber	
criminologies	 could	 benefit	 from	 an	 expansion	 and	 revitalisation	 that	 might	 be	 inspired	 by	
reference	to	developments	in	social,	critical	and	technological	theory	from	outside	the	discipline	
itself.	 Indeed,	 it	 is	our	intention	to	re‐invigorate	an	ongoing	conversation	within	the	discipline	






developments	 in	 Internet	 and	 mobile	 technologies	 and	 their	 associated	 trends	 in	 crime	 and	









The	 Internet	has	 long‐reaching	origins,	 from	advances	 in	 computing	 in	 the	1950s,	 to	 the	 first	
messages	 sent	 via	 the	 US	 military	 funded	 ‘Advanced	 Research	 Projects	 Agency	 Network’	




communications	within	private	 closed	networks	 in	 the	1980s,	 to	 the	global	web	 in	 the	1990s	
(Leiner	et	 al.	2009).	 Indeed,	 technological	developments	and	 their	 associated	 implications	 for	
crime	and	criminology	can	be	charted	across	three	broad	periods.	The	‘pre‐web’	era	of	the	1980s	
to	early	1990s,	the	‘global	web’	era	of	the	1990s	to	early	2000s,	and	the	‘social	web’	era	from	the	






It	was	not	 until	 the	 1980s	 that	personal	 computers2	were	widely	 adopted	 in	workplaces	 and	
public	institutions	(see	Ceruzzi	2003).	From	the	1980s	onwards,	however,	the	information	and	
activities	 of	 governments,	 education	 institutions	 and	 corporations	were	 rapidly	 computerised	




up	 governments,	 corporations	 and	 educational	 institutions	 to	 new	 forms	 of	 crime	 through	




1992;	 Sieber	1986).	Given	 the	predominance	of	 computer	 technology	 in	public	 and	 corporate	
















altering	 information;	 and	 access	with	 intent	 to	 seek	 or	 alter	 specific	 information.	 In	 England,	
meanwhile,	it	was	1990	before	the	first	criminal	statute	to	tackle	the	misuse	of	computers	was	
passed	 (Wasik	 1991).	 Consistent	 with	 many	 legislative	 frameworks	 the	 very	 act	 of	 using	 a	
computer	to	breach	a	network	or	database	was	highlighted	as	an	offence	regardless	of	specific	
intent	(Greenleaf	1990:	21).	Indeed,	a	tension	running	throughout	these	initial	legal	reforms	was	
the	 question	 of	 whether	 the	 act	 of	 computer	 misuse	 or	 unauthorised	 access	 itself	 should	 be	




While	 understanding	 and	 legislating	 computer	 crime	 typified	 criminological	 research	 of	 the	
1980s	 and	 early	 1990s,	with	 the	 ‘global	web’	 era	 (1990s	 to	 2000s)	 came	 an	 associated	 shift	
towards	Internet	and	 ‘cyber	crime’	research.	The	 increased	accessibility	of	online	 information	
sharing	 and	 communications	 that	 the	 global	 web	 brought	 for	 everyday	 users	 was	 widely	





the	machines	 [emphasis	added]’	 (Jaishankar	2011:	26).	Thus,	while	 financial	 fraud,	data	theft,	
information	 privacy	 and	 identity	 crime	 became	 (and	 remain	 now)	 persistent	 themes	 in	
criminological	 research,	 the	 attention	 of	 ‘cyber	 crime’	 scholars	 broadened	 to	 include	












and	 electronic	 piracy.	 Such	 crimes	 may	 be	 facilitated	 through	 fraudulent	 scams,	
identity	fraud	and	malware;	
3) cyber‐porn	 and	 obscenity,	 referring	 to	 the	 online	 trading	 of	 ‘sexually	 expressive	
material’	 and	 including	 sexually	 deviant	 and	 fetish	 subcultures,	 sex	 work,	 sex	
trafficking	 and	 sex	 tourism,	 as	 well	 as	 child	 sexual	 grooming	 and	 exploitation	
material;	and	
4) cyber‐violence,	referring	to	the	various	ways	that	individuals	can	cause	interpersonal	









provided	 a	 platform	 for	 communications	 that	 may	 enable	 and	 sustain	 existing	 harmful	 and	
criminal	activities,	such	as	drug	trafficking,	hate‐speech,	stalking	and	sharing	information	on	how	












emerged	 over	 this	 period,	 comparatively	 fewer	 studies	 have	 sought	 to	 apply	 or	 adapt	
criminological	 theory	 to	 such	 research	 (Holt	 and	 Bossler	 2014,	 2015).	 The	 works	 that	 have	
undertaken	such	conceptual	development	have	drawn	predominantly	on	a	handful	of	 ‘rational	
choice’,	 deviant	 lifestyle	 and	 subcultural	 theories	 of	 crime	 (for	 reviews,	 see	 Diamond	 and	
Bachman	2015;	Holt	and	Bossler	2014).	In	particular,	Routine	Activity	Theory	(RAT)	(Cohen	and	
Felson	1979)	features	so	repeatedly	in	cyber	crime	theorising	that	it	might	be	described	as	the	












of	 law	 enforcement	 (as	 a	 form	 of	 guardianship)	 across	 a	 global	 network	 is	 a	 trend	 that	 has	
continued	in	computer	and	cyber	criminologies.	Indeed,	in	recent	a	review	of	the	current	state	of	
cyber	 crime	 scholarship,	Holt	 and	Bossler	 (2014:	 21)	 describe	 the	preceding	 twenty	 years	 of	
criminological	research	as	predominantly	focused	on	the	study	of	the	‘impact	of	technology	on	
the	 practices	 of	 offenders,	 factors	 affecting	 the	 risk	 of	 victimization,	 and	 the	 applicability	 of	
traditional	theories	of	crime	to	virtual	offences	[emphasis	added]’.		
	
With	 the	 millennium	 came	 web	 2.0	 and	 the	 ‘social	 web’	 (2000s	 to	 present),	 as	 online	
communications	became	increasingly	collaborative	with	expanded	capacity	for	user‐generated	
content	development	and	sharing,	as	well	as	online	social	networking.	Between	2002	to	2010,	
there	was	 an	 explosion	 of	 social	 networks	 and	 image‐sharing	 platforms	 including	 Friendster,	
Myspace,	 Facebook,	 YouTube,	 Twitter,	 Tumblr	 and	 Instagram.	 Research	 into	 cyberbullying,	
cyberstalking	 and	 online	 harassment	 rapidly	 expanded	 over	 this	 period	 as	 the	 relative	 ease,	
anonymity	 and	 reach	 of	 online	 communications	 were	 associated	 with	 (continuing)	 concerns	



















they	relate	 to	crime	data	analytics,	 law	enforcement	and	 justice	system	practices	 (Berk	2008;	
Birks,	Townsley	and	Stewart	2012;	Brantingham	2011).	There	is	to	date,	however,	a	comparative	
dearth	of	criminological	research	that	has	begun	to	empirically	and	critically	explore	the	range	of	
challenges	 and	opportunities	presented	by	 ‘big	 data’	 analytics.	More	 recently,	 Janet	 Chan	 and	
Lyria	Bennett	Moses	(2016:	25)	have	noted	criminologists’	relatively	small	engagement	with	big	
data	research	has	tended	to	lie	in	two	main	areas:	social	media	data	analysis;	and	an	increasing	
uptake	 of	 computer	 modelling/algorithms	 as	 a	 predictive	 tool	 in	 police	 and	 criminal	 justice	



















and	 online	 extremism,	 as	 well	 as	 the	 challenges	 for	 cyber	 legislation	 and	 law	 enforcement	
(Grabosky	and	Smith	1998;	Holt	2011;	Jaishankar	2011;	Wall	1997).	A	limited	amount	of	cyber	
crime	research	has	been	directed	towards	information	privacy	and	data	surveillance	(Thomas	
and	 Loader	 2000;	 Yar	 2012).	 Moreover,	 minimal	 cyber	 crime	 scholarship	 has	 engaged	 with	
persistent	social	inequalities—the	digital	divide—as	it	relates	to	crime	(see	Halford	and	Savage	
2010)	and,	as	such,	few	studies	have	explored	the	unequal	nature,	impacts	and	responses	towards	
cyber	 crimes	 and	 other	 digital	 harms	 with	 respect	 to	 gender,	 gender‐identity,	 race	 and/or	
sexuality	(notable	exceptions	include	Halder	and	Jaishankar	2012;	Powell	and	Henry	2016;	Mann,	
Sutton	and	Tuffin	2003;	Sutton	2002).	Indeed	in	their	recent	review	of	cyber	crime	scholarship,	
Holt	 and	Bossler	 (2014)	make	 no	mention	 of	 technology‐enabled	 and	online	 violence	 against	









becomes	cyber‐bullying;	 terrorism	becomes	cyber‐terrorism.	The	 foremost	 focus	on	 the	cyber,	
itself	 a	 direct	 reference	 to	 Internet	 and	 ‘virtual’	 technologies,	 also	 obscures	 the	 diverse	 and	








of	cyber	crime,	she	suggests,	are	 likewise	caught	up	 in	 false	distinctions	between	 ‘virtual’	and	
‘embodied’	 crime;	 seeking	 to	 develop	 and	 translate	 ‘old’	 legal	 and	 theoretical	 frameworks	 to	
understanding	the	‘new’	crimes	in	cyberspace.	Brown	argues	that,	within	criminology,	‘nowhere	
is	captured	the	vision	of	the	crucial	nature	of	the	world	as	a	human/technical	hybrid	...’	(Brown	
2006a:	 227),	 in	 which	 all	 crime	 occurs	 in	 networks,	 which	 vary	 only	 in	 degrees	 of	
virtuality/embodiment.	 Drawing	 variously	 on	 social	 and	 technology	 theorists	 such	 as	 Latour	
(1993),	Lash	(2002),	Haraway	(1985,	1991)	and	Castells	(1996,	2001),	Brown	suggests	a	need	
for	criminologists	to	understand	crime	and	criminality	at	the	increasingly	blurred	intersections	









Internet‐enabled	 crime,	 few	 criminologists	 have	 embraced	 this	 important	 conceptual	
undertaking.	A	notable	exception	lies	in	the	emerging	work	of	cultural	criminologists	who	have	
sought	 to	explore	how	 the	social	web	may	be	changing	 the	culturally	constructed	nature,	and	




understanding	 this	 phenomenon	 is	 the	 role	 played	 by	 participants’	 desire	 to	 be	 seen,	 and	
esteemed	 or	 celebrated,	 by	 others	 for	 their	 criminal	 activities’.	 He	 argues	 that	 this	 ‘will‐to‐
represent’	one’s	transgressive	self	is	linked	to	broader	trends	both	of	a	self‐creating	subjectivity	
associated	 with	 processes	 of	 de‐traditionalisation	 (Beck	 and	 Beck‐Gernsheim	 2002;	 Giddens	
1991),	and	the	ready	availability	of	new	media	platforms	for	such	self‐creation	(Yar	2012:	251).	
A	further	pertinent	example	lies	in	Keith	Hayward’s	(2012)	article	in	which	he	similarly	notes	the	
narrow	 scope	 of	 conventional	 cyber	 crime	 scholarship,	 and	 calls	 for	 further	 criminological	
engagement	 with	 spatial	 and	 socio‐technical	 theory.	 Rather	 than	 a	 cyber	 crime	 focus	 on	
technology	as	a	tool	of	diffusion	which	has	 increased	criminal	opportunities	and	networks,	he	
suggests	‘a	better	way	of	thinking	about	digital/online	(criminal)	activities	is	as	a	process,	namely	







related	 arguments,	 that	 criminological	 theory	 is	 enhanced	 by	 a	 hybridised	 concept	 of	 the	
human/technology	 nexus	 and	 a	 reconfigured	 concept	 of	 the	 agency	 exercised	 by	
human/technological	hybrid	‘actants’,	is	not,	however,	without	criticism.	For	example,	Owen	and	
Owen	 (2015:	 17)	 take	 issue	 with	 Brown’s	 central	 thesis	 ‘that	 it	 is	 increasingly	 difficult	 to	
distinguish	“human	agency	and	culpability”’	from	“non‐human	objects	and	technology”’.	Rather,	
they	 argue	 that,	 regardless	 of	 environmental	 conditions	 (of	 which	 technology	 is	 infused)	
‘reflexive	agents	possess	 the	agency	 to	choose	not	 to	engage	 in	criminal	activities	where	 they	
believe	that	their	actions	will	harm	others	…’	(Owen	2014:	3).	With	the	dominance	of	rational	
actor	theories	in	conventional	cyber	crime	scholarship,	Latour’s	concept	of	agency	as	expressed	
in	 Actor‐Network	 Theory	 represents	 a	 substantial	 ontological	 leap.	 Indeed	 perhaps	 this	
ontological	 dissonance	 in	 part	 explains	why	 Brown’s	 (2006a)	 criminology	 of	 hybrids—or,	 as	
elsewhere	described,	virtual	criminology	(Brown	2006b)—does	not	appear	to	have	been	widely	
adopted	 as	 a	 term	 in	 the	 international	 scholarship	 or,	 indeed,	 as	 a	 disciplinary	 sub‐field.	
Furthermore,	as	Brown	(2006b:	486)	defines	virtual	criminology	as	one	which	‘places	simulated	
and	disembodied	 relations	centre	 stage’,	we	suggest	 the	 term	 itself	 and	 its	definition	 invokes,	
even	re‐institutes,	the	very	binary	frame	of	real	versus	virtual	that	it	seeks	to	disrupt.	Nonetheless	
we	take	the	sentiment	of	Brown’s	(2006a)	challenge	to	criminology	as	a	platform	from	which	to	








topics	 including	 online	 justice	 movements,	 digital	 vigilantism,	 and	 so‐called	 ‘open‐source’	
policing	or	social	network	surveillance.	Conversely,	we	suggest	that	these	are	appropriate	issues	
of	empirical	analysis	and	theorisation	for	criminology	and,	as	such,	there	is	much	to	be	gained	by	









Criminology	 has	 not	 been	 alone	 in	 its	 desire	 to	 better	 understand	 the	 influence	 of	 diverse	
contemporary	technosocial	practices.	A	diverse	range	of	explanations	has	been	offered	through	

















realities,	Baym	(2015:	1)	notes	 that	 the	distinguishing	 features	of	digital	 technologies	 are	 the	
manner	in	which	they	have	transformed	how	people	engage	with	one	another.	This	enmeshment	




justice	 as	 fundamentally	distinct	 from	or,	 indeed,	 oppositional	 to	 ‘non‐technological’	 forms	of	
crime	and	justice.	At	the	same	time,	encouraging	research	under	the	more	pervasive	concept	of	
digital	 society	 draws	 the	 criminological	 imagination	 towards	 an	 exploration	 of	 the	 relational,	
cultural,	 affective,	 political	 and	 socio‐structural	 dimensions	 of	 crime	 and	 justice	 that	 are	
reproduced,	 reinstitutionalised	 and	potentially	 resisted,	 in	both	 familiar	 and	unfamiliar	ways.	
Indeed,	part	of	our	motivation	for	using	digital	‘society’,	over	other	similar	and	popular	suffixes	
such	 as	 ‘age’	 or	 ‘era’,	 is	 to	 deliberately	 invoke	 analyses	 of	 social	 inequalities,	 socio‐cultural	









Just	 as	 traditional	media	 and	 crime	 scholarship	 have	 highlighted	 tendencies	 for	 crime	media	
consumers	to	be	more	punitive	in	their	attitudes	towards	crime	and	justice,	there	is	also	potential	
for	technological	advancements	to	increase	the	immersion	of	crime	news	in	our	daily	lives	to	be	















now	able	 to	 (re)consume,	 (re)produce,	and	(re)publish	 through	digital	 technologies	 that	offer	
new	 opportunities	 for	 criminologists	 to	 explore	 (Bruns	 2003,	 2005).	 These	 opportunities	 lie	
across	 a	 variety	 of	 platforms	 such	 as	 social	media	 (Facebook,	 Twitter,	 Instagram),	 traditional	
media	source	(television,	radio,	print),	and	online	media	sources	(news	websites,	blogs,	Reddit).	
One	 example	 can	 be	 found	 in	Milivojevic	 and	McGovern’s	 (2014)	 analysis	 of	 Facebook	 users’	
responses	 to	 Melbourne	 woman	 Jill	 Meagher’s	 assault	 and	 murder	 in	 which	 they	 identify	
disruptive	 narratives	 from	 the	 public	 that	 shifted	 the	 traditional	media’s	 all‐too	 familiar	 and	














process.	 Digital	 investigations	 raise	 new	 and	 important	 questions	 about	 how	 evidence	 is	
collected,	retained	and	regulated	in	relation	to	privacy	and	individual	liberties	(Kerr	2005:	280).	
For	example,	where	online	platforms	such	as	Facebook	provide	government	agencies	with	new	















increased	 potential	 for	 threats	 to	 victims’	well‐being	 and	 privacy.	 Similarly,	 Anastasia	 Powell	
(2014,	2015)	and	Bianca	Fileborn	(2014)	have	examined	emerging	‘informal	justice’	practices	of	
victim‐survivors	 and	 their	 advocates	 in	 response	 to	 sexual	 violence	 and	 street	 harassment	
operating	 in	 civil	 society.	 Meanwhile,	 some	 scholars	 have	 also	 raised	 concerns	 surrounding	





2013)	 whereby	 digital	 vigilantism	 can	 result	 in	 injustices,	 harassment	 and	 violence	 towards	
alleged	offenders.	Also	labelled	‘viral	justice’	(Aikins	2013;	Antoniades	2012;	Thompson,	Wood	






by	 such	 technologies	 (Bauman	 and	 Lyon	 2012;	 Lyon	 2003;	 Graham	 and	 Wood	 2003).	
Governments	 caught	 by	 judicial	 bodies	 in	 activities	 that	 have	 identified	 serious	 breaches	 of	
privacy,	 due	 process	 and	 individual	 liberties	 have	 further	 intensifying	 the	 critique	 of	 these	
programs	 (Bauman	 et	 al.	 2014;	 Margulies	 2013).	 As	 the	 opportunities	 for	 criminologists	 to	
explore	digital	technologies	and	surveillance	expand,	so	too	has	the	pervasive	nature	of	counter‐
















inequality,	 marginalisation	 and	 exclusion.	 ‘Cyber’	 versus	 ‘real’	 harassment,	 violence	 and	 hate	
speech	 typologies	 can	 serve	 to	 minimise	 harms	 enabled	 by	 communications	 and	 online	
technologies.	Nevertheless,	understanding	these	harms	situated	in	digital	society	arguably	better	






sociological,	 political	 and	 technology	 studies	 have	 continued	 to	 theorise	 the	 nature	 of	 ‘digital	
social	inequality’	(see	Gilbert	2010;	Halford	and	Savage	2010;	Orton‐Johnson	and	Prior	2013),	
such	examinations	are	arguably	under‐developed	in	criminology.	Yet	both	equity	of	access	and	
equity	of	participation	are	 increasingly	important	 issues	not	only	 in	society	more	broadly,	but	
also	 with	 implications	 for	 crime	 and	 justice.	 While	 unequal	 technosocial	 relations	 may	 be	
facilitating	 new	 practices	 and	 cultures	 of	 particularly	 racial	 and	 gender‐based	 harms	 (Mann,	
Sutton	 and	 Tuffin	 2003;	 Powell	 and	Henry	 2016),	 importantly,	 the	 capacity	 of	 and	 nature	 of	
resistance	 to	 these	 harms	 and	 to	 broader	 racial	 and	 gender	 inequalities	 have	 arguably	 been	
changed	by	digital	communications	in	significant	ways.	The	ability	for	marginalised	communities	
to	‘watch	the	watchers’,	to	share	video	evidence	of	private	abuses	and	police	brutality,	to	organise	
via	 both	 tweets	 and	 streets	 protests	 against	 continued	 racial	 and	 gender	 inequalities	 are	 not	
merely	technological	shifts	but,	rather,	have	enabled	invigoration	of	social	justice	movements	in	







In	 an	 edited	 collected	 titled	What	 is	Criminology?	 (Bosworth	 and	Hoyle	 2011),	David	Garland	
argues	that,	to	the	detriment	of	our	discipline,	criminology	is	losing	its	dialogic	nature	of	cross‐
disciplinary	 engagement	 and	 needs	 to	 be	 regularly	 infused	 with	 empirical	 and	 theoretical	
innovation	 from	 the	 outside.	 In	 large	 part,	 our	 argument	 in	 this	 article	 is	 that	 criminological	
engagement	 with	 computer	 and	 cyber	 crime	 has,	 to	 date,	 been	 likewise	 largely	 insular;	 and	
lacking	 in	 a	 critical	 and	 interdisciplinary	 engagement	 with	 disciplines	 such	 as	 sociology,	
computer	 science,	 politics,	 journalism,	 and	 media	 and	 cultural	 studies.	 This,	 we	 suggest,	 is	





same	time,	 they	represent	an	enticement	and	a	provocation	 for	continued	development	of	 the	
field.	While	 there	 are	many	 social	 and	 technological	 theoretical	 frameworks	 and	 disciplinary	
influences	 that	 may	 invigorate	 criminological	 research,	 what	 underlies	 many	 of	 them	 is	 a	




new	 technosocial	 practices	 of	 both	 crime	 and	 justice;	 and	 the	 continued	 relevance	 of	 social,	
cultural	and	critical	theories	of	society	in	understanding	and	responding	to	crime	in	a	digital	age.	
As	 such,	 ‘digital	 criminology’	 refers	 to	 the	 rapidly	developing	 field	of	 scholarship	 that	 applies	
criminological,	social,	cultural	and	technical	theory	and	methods	to	the	study	of	crime,	deviance	
and	justice	in	a	digital	society.	Rather	than	necessarily	a	sub‐discipline	per	se,	we	advocate	that	
digital	 criminology	may	 provide	 a	 fruitful	 platform	 from	which	 to	 expand	 the	 boundaries	 of	
contemporary	 criminological	 theory	 and	 research.	 Our	 intention	 is	 to	 foster	 a	 broader	 and	
ongoing	conversation	within	the	discipline	that	cuts	across	technology,	sociality,	crime,	deviance	
and	justice;	and	to	inspire	new	conceptual	and	empirical	directions.		
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1	This	research	was	funded	by	the	Australian	Government	through	an	Australian	Research	Council,	Discovery	Early	
Career	Researcher	Award	(DE160100044)	awarded	to	Dr	Anastasia	Powell.	The	views	expressed	herein	are	those	
of	the	authors	and	are	not	necessarily	those	of	the	Australian	Government	or	Australian	Research	Council.	
2	Personal	computing	workstations,	such	as	the	Xerox	Alto	in	1973,	the	Sun	1	in	1982,	and	the	Apple	Macintosh	128k	
in	1984,	can	be	differentiated	from	the	centralised,	stationary	and	ponderous	early	computers	(see	Goldberg	1988).	
These	personal	computing	workstations	were	also	among	the	first	to	use	a	graphical	user	interface,	which	did	not	
require	specific	knowledge	of	command‐line	programming,	and	thus	radically	opened	up	computing	to	individual	
users	both	through	portability	and	ease	of	use	(Goldberg	1988).		
3	‘Happy	slapping’	refers	to	a	meme	originating	in	the	UK	as	early	as	2004	whereby	an	individual	or	group	of	teens	or	
young	adults	would	film	what	were	typically	minor	assaults	(such	as	slapping	or	hitting	a	victim),	and	then	post	the	
recordings	online.	The	assaults	range	from	a	literal	slap,	to	sexual	assault,	and	even	murder	(see	Ching	et	al.	2012;	
Saunders,	2005).	
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