Abstract-A first multi-proxy multi-signcryption scheme from pairings, which efficiently combines a multi-proxy multi-signature scheme with a signcryption, is proposed. Its security is analyzed in detail. In our scheme, a proxy signcrypter group could be authorized as a proxy agent by the cooperation of all members in the original signcrypter group. Then the proxy signcryptions can be generated by the cooperation of all the signcrypters in the authorized proxy signcrypter group on behalf of the original signcrypter group. The correctness and the security of this scheme are proved.
I. INTRODUCTION
In 1996, Mambo et al [1] first introduced the concept of a proxy signature scheme, which allows the original signer to delegate his signature power to a designed signer, called the proxy signer. Then the proxy signer is able to sign on behalf of the original signer. Since the proxy signature scheme was brought forward, lots of schemes have been proposed [2] [3] [4] [5] [6] [7] [8] . In 2002, Hwang et al [3] first proposed the concept of multi-proxy multi-signature. In a multi-proxy multisignature scheme, only the cooperation of all members in the original signer group could authorize a proxy group as his proxy agent. Then only the cooperation of all the signers in the authorized proxy group can generate the proxy signatures on behalf of the original signer group. Manuscript Signcryption is a public key primitive proposed by Zheng [9] to achieve the combined functionality of digital signature schemes and encryption in an efficient manner. LI et al [10] have proposed a proxy signcryption which efficiently combines a proxy signature scheme with a signcryption. However, none of the existing signcryption schemes is multi-proxy multi-signcryption scheme. In this paper, based on the Xue et al Scheme [8] , we propose a multi-proxy multisigncryption scheme from pairings. In a multi-proxy multisigncryption scheme, only the cooperation of all members in the original signcrypter group could authorize a proxy group as his proxy agent. Then only the cooperation of all the signcrypters in the authorized proxy group can generate the proxy signcryptions on behalf of the original signcrypter group. We analyze the proposed scheme from correctness and security points of view. We show that the proposed scheme provide all the security properties required by multi-proxy multi-signcryption. This paper is organized as follows. In Section 2, we define the notation of the bilinear pairing as preliminary. In Section 3, we propose our scheme. In Section 4, we discuss our scheme in terms of security. Finally, we conclude our paper in Section 5.
II. PRELIMINARIES
In this section, we will briefly describe the basic definition and properties of the bilinear pairings and some problems. Let 1 G be a cyclic additive group generated by P, whose order is a prime q, and :
with the following properties: 
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Multi-Proxy Multi-Signcryption Generation:
To generate a multiproxy multi-signcryption on a message m that conforms to the warrant w m , one proxy signcrypter in the proxy signcryption group is designated as a clerk, whose task is to combine partial proxy signcryption to generate the final multi-proxy multi-signcryption.
Each proxy signcrypter
2. Each proxy signcrypter j P computes 3. Each proxy signcrypter Unsigncryption: After receiving the multi-proxy multi- 
In the unsigncryption phase, C can recover the value of k , thus the signcryption can be unsigncrypt. ) and analyze its security in detail. We prove that this scheme is correct and secure.
