Abstract
Introduction
With the increasing usage of Internet, data exchange and integration costs for information management Nowadays, there is a comprehensive system for monitoring and exchange of information and data security management, more than ever, it is [34] . Physical capital was raised from the issue of security, information security issues arose (since the information is considered a form of capital). The two knew each other can support the combined company to provide security control framework [30] . Due to the variation in Organizational Business Processes companies survive and maintain its competitive position requires use of information technology to exchange information and transactions are monitored [35] . Large and small organizations, more than ever, the technology used to control and accelerate their businesses have, especially in the automotive industry due to extensive physical and information required to use the system in financial processes supply chain management and information exchange is felt. One of the most important parts that are involved in organizational effectiveness, supply chain management. Efficiency of supply chain management has a direct impact on organizational performance. Since supply chain management, a range of organizational processes such transactions, physical and information from suppliers to customers is the need for a precise system control, data 1 .
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July 2014, Vol. 4, No. 7 ISSN: 2222-6990 317 www.hrmars.com accuracy and also physical exchanges are controlled. In this context, information security management for the development and exchange of information and physical security, based on a management system based on standards such as BS7799, ISO / IEC 27001 and the technical report ISO / IEC TR 13335, which is the leading standards Technical guidelines are considered in this context [3] operates. One of the issues in the supply chain, strengthen accountability and review of the order or whip effect. Strengthening taking orders, reflecting changes in the value chain from customer demand and order over the top of it. Information Security Management System (ISMS) via standardization, concentrating management information systems, based on factors such as the number of orders strengthen accountability Creator, waiting time, material and information and be effective. It is expected that the ISMS ensure achieving accurate and timely information to a central control system and precise orders strengthen accountability have an influence on the decrease and increase supply chain efficiency is [18] . This research was developed to answer the question: Is there a connection between the use of ISMS and strengthen accountability orders?
Literature Information Security Management System
With the advent of the Information Security Management Standard in 1995, systematic approach to the issue of immunization data exchange environment [3] .and planned to monitor the creation, transfer and exchange of information within his or her collection [4] . Information security management through the use of standards and management systems are information security in organizations. British Standards Institution, a set of management standards (BS 13335) for immunization data exchange environment in the organization has to offer.
The purpose of information security management in an organization, maintain its assets (software, hardware, information and communication, and human resources) against any threat (including unauthorized access to information systems and environmental risks, and risks from users) and to achieve this goal, requires an integrated program [26] .monitoring activities and review activities, and 4) improving -maintenance and continuous improvement activities [15, 16] . One of the characteristics of information security management system, continuing the process of monitoring and evaluation system through periodic review system and so on. Other security measures are therefore more confident in the long term [4] .
The most important to implement an information security management system in the field of infrastructure required to support management and manpower expert noted. Among the reasons that may hinder the implementation of these systems in organizations, absence of infrastructure, information technology in organizations [34] .
Strengthen accountability order (whip effect)
In recent years, a large increase in the little bag has been shared information throughout the supply chain. The emergence of logistics software, such as SAP (SAP), which allows businesses to share their own databases [31] . Most industry analysts believe that such systems despite huge investments, financial savings are great looking. For example, auto industry analysts indicate that improving the quality of information sharing between "original equipment manufacturers" at the highest levels of the supply chain, would save about one billion dollars [28] . One reason for reducing the whip effect.
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July 2014, Vol. First time, J. Forster, now that we can detect these effects and their possible reasons outlined. He is also the computer model showed that even if the average demand is constant, random fluctuations in demand and limited capacity of the plant can be customized Strengthen accountability reasons. According to the phenomenon whip effect more things done in the area of inventory management by is concerned [9] . his observations of Strengthen accountability orders with "drinking games" reported that, in fact, a supply chain has four levels. In this chain, each of the levels, independent of other levels just downstream according to orders, decisions are being taken. Thus, the results of these laboratory games, whip effect was confirmed [32] . Interpretation based on model analysis Forster, now, remove one or more intermediate levels in the supply chain dynamics suggest that decreased levels of reduced overhead costs. According to him, the third step in the process of supply chain integration strategy, which was proposed by Stevens [38, 39] and in its internal integrity management, materials management, production and distribution is concerned [33] . Interpretation with Manson -Jones again on the actual demand transparency in the supply chain information sharing is emphasized. According to them, many enterprises have focused only on improving the flow of materials and strategies have overlooked the importance of information flow lines [23] . Hong Min and colleagues in their research through simulations showed that the harmful effects of information throughout the supply chain can be followed. So planners who have a vast amount of information, must know how to use them. When the variance leads to additional costs in the form of increased holdings increased, the speed, or lack of goods to the customers, as it is a concern for distribution chains [13] . Therefore, in recent years, some researchers have examined the reasons Strengthen accountability orders, Lee and colleagues have identified five main factors of operational Strengthen accountability orders that are received for processing requests, waiting time, orders on hand, price volatility, and rationed games and deficiency [20, 21] .significant reduction in orders Strengthen accountability knows [2] .
Materials and Methods
As a result of this research, and applied, including the. The study of the review, identify and describe relationships between variables in more. Situation is concerned, the categories are descriptive. The study also. Categories are included in the correlation studies. The instrument used in this study, questionnaires. Based on a Likert range quintuple its spatial domain of automotive companies, suppliers and service providers then sell them in Iran. In this. Accordingly, a questionnaire including factors necessary to implement safety management systems. Strengthen accountability information and orders were prepared. To achieve a good reputation in the questionnaires. And reduce the risk of diversion questionnaire results from a pilot study of the use. Evaluation of the pilot took a pretest in which 13 experts participated in the planning and production manager. Test survey was conducted in real terms. Given that the population size is almost unlimited and undetectable, respectively (99% and accuracy of 10% confidence level) Minimum sample size shall be 171 patients [7] . After the initial survey, 171 questionnaires were collected in the second phase. About 45 percent of respondents had a graduate more than five years and has been in the automotive industry.
Given the parameters of the papers obtained were checked and confirmed its validity. It also appears to confirm the validity of the content of the questionnaire, a number of university professors and experts in the samples collected to investigate it, and the feedback correction was applied. Evaluation of reliability using Cronbach's alpha was SPSS16 SPSS. Cronbach's alpha for the scale ISMS (1 = 0.831α), and for orders Strengthen accountability Questionnaire (2α), respectively, 831/0 and 803/0, and the following factors, some variables were excluded from the study, re reliability was calculated using and final alpha, respectively, 838/0 and 807/0 to [24] . Since alpha 7/0 is more, reliability is confirmed [10] . KMO index was used for the sampling adequacy [17] that the value of 6/0 is greater, will be approved sampling adequacy [11.14] .
Statistical Analysis Factor Analysis
Factor analysis, as a basis for creating a new set of variables that specific provider. The nature of these variables provides variables in [19] . In this methods, new variables can present problems associated with the large number of variables and dependencies. New to significantly reduce high among them [8] . In this paper, the objective of the application of factor analysis, factors reducing the ISMS and custom chain Strengthen accountability Provide for the identification of important factors is higher. In this study, in order to preserve the structure. And the proposed model, confirmatory factor analysis was used [19] . But before doing this analysis, to ensure the adequacy of the sample, KMO test should be performed. Generally, KMO should be greater than 5/0 but in this article to ensure. 0/6 is considered [12] .
As shown in Table 3 , KMO index equal to 809/0 and 791/0 were. As previously mentioned, the number of samples (questionnaire) for factor analysis Enough. The value of Bartlett's test, was less than 5%, indicating that Factor analysis is a suitable tool for identifying the structure factor model fit assumed to be known and the correlation matrix (the correlation matrix of the same unit) is rejected. Table 1 . Validation analysis to evaluate the adequacy of the sampling
Consideration factors
Criterion "lack of data loss due to human error or system failure" Delete and 812/0 were KMO = c. Then, using rotation to examine the role of variables is discussed. In this section, as the absolute value of this coefficient, the more relevant factor greater role in all variables will be considered. 
Correlation Analysis
To analyze the correlation between two variables (information security management and Strengthen accountability order) of the Spearman correlation coefficient was used. The results of these tests are given in Table 3 . Each of the values listed in the table represents a test of significance (sig) is. To accept the default correlation between two variables, the sig should be less than 05/0. Variables were correlated with each other at a table marked with an asterisk . The accuracy of the information has the greatest impact on the causes of delays and physical levels. After a system according to their individual needs, the impact of all factors causing Strengthen accountability orders. Smart (1996) , the impact of price fluctuations on the proper information system and physical delays noted [29] that this result can be corroborated these results.
Conclusions and suggestions for future research
In this paper, we first identify the dimensions of information security management and Strengthen accountability orders in supply chain is discussed. The update process requests, handle orders, physical delays, delays, information, equipment failure, fluctuating prices and the number of levels in the chain were identified. Continuing with the review of the relationship between variables and factors Strengthen accountability orders ISMS, ISMS influence on how the order Strengthen accountability automotive industry supply chains were identified. The results of these studies demonstrate the effectiveness of the ISMS on all orders Strengthen accountability causative factors.
After data synchronization request signal processing, classification orders, delays physical and intelligence levels are affected. Next stop human error and hardware, has the greatest impact on a number of levels. The accuracy of the information, equipment failures and has great influence on the physical delays. Physical movement is controlled by touching the physical delays. After training ground for users will demand improved symptoms and appropriate systems on all orders Strengthen accountability cause has an effect. Finally, according to the results obtained in this study, the use of the Information Security Management System Orders Strengthen accountability decrease in the supply chain has impact. Compare with other organizations in the supply chain through co-payments or previous condition. On the other hand, researchers can use these results to evaluate the impact of standards on supply chain efficiency and effectiveness of information security management systems, enterprise business would.
