This first issue starts with our introductory article, "The Future of Digital Forensics: Challenges and the Road Ahead," which provides an outlook on current and upcoming trends in the domain.
Programmable logic controllers (PLCs) are a core component of industrial control systems and have been a target of attacks in recent years. In the article "Programmable Logic Controller Forensics," Irfan Ahmed and his colleagues show how forensics for PLCs can be achieved.
In "Botnet Fingerprinting: Anomaly Detection in SMTP Conversations," Piotr Bazydło and his colleagues propose a method for fingerprinting botnets and spam, applying anomaly detection based on the popular Simple Mail-Transfer Protocol (SMTP).
The work of Amarnath Gupta, Subhasis Dasgupta, and Aditya Bagchi, entitled "PROFORMA: Proactive Forensics with Message Analytics," presents a system that applies forensics techniques for proactive prevention and that inspects the trustworthiness and risk of social communications.
Finally 
