Risk analysis and assessment techniques
There are various risk analysis and assessment techniques, which are included in the literature (e.g. Baker et al., 1998; Kontogiannis et al., 2000; Reiners et al., 2005a Reiners et al., , 2005b Marhavilas and Koulouriotis, 2007 , 2008 , 2011 Marhavilas et al., 2011a Marhavilas et al., , 2011b Doytchev and Szwillus, 2008; Marhavilas, 2009a Marhavilas, , 2009b Colli et al., 2009; Johansson et al.; Lim and Zhang, 2009) . A basic classification of the risk analysis and assessment methodologies based on the literature, includes the deterministic (DET) approach and the stochastic (STO) approach (Marhavilas and Koulouriotis, 2011) . Furthermore, DET techniques are classified into three main categories: (a) the qualitative, (b) the quantitative, and (c) the hybrid techniques (qualitative-quantitative, semi-quantitative) (Marhavilas et al., 2011a) , while STO method includes the Classic Statistical Approach (CSA) and the Accident Forecasting Modelling (AFM) (Marhavilas and Koulouriotis, 2011) . The reader could find a thorough presentation of the main deterministic and stochastic risk assessment and analysis techniques in the work of (Marhavilas and Koulouriotis 2011) . Briefly stated, these approaches can be classified as follows:
A. Deterministic Techniques:
A. Conversely, an OR-gate means that either of two initial events can give rise to the intermediate event.
In the context of accident analysis, an OR-gate implies lack of evidence; as more evidence becomes available we can become more certain which of the two initial events were true (Vesely et al., 1981 ; Kontogiannis et al., 2000; Harms-Ringdahl, 2001; Reniers et al., 2005a; Yuhua and Datao, 2005; Hong et al., 2009 ).
On the other side, we present here basic elements referring to the study of the stochastic behavior of single-component Occupational Health and Safety System (OHSS) concerning the worksite of a company and being subjected to failures (breakdowns) by observing them over a period of time. Let us simplify things by assuming that the system is put to work at the instant t = 0 for the first time and that it presents a single mode of failure. The component, starting a lifetime period at the instant t = 0, is functioning for a certain period of time X 1 (random) at the end of which it breaks down. It remains in this state for a period of time Y 1 (random) during its replacement (or repair) and, at the end of this time, the component is again put to work and so on. In this case, the system is said to be repairable. In the contrary case, when the component breaks down and continues to remain in this state, the system is said to be non-repairable (Limnios, 2007; Haimes, 2009; Marhavilas and Koulouriotis, 2011) . Let X be a random variable (r.v.) representing the lifetime of the system with F its cumulative distribution function (c.d.f.): F(t)=P(Xt). If F is absolutely continuous, the random variable X has a probability density function (p.d.f.) f and can be written as:
Reliability: The complementary function of F , noted as F , is the reliability (or probability of success) of the system, noted as () Rt . That is to say:
Where:
The exponential distribution is the most frequently used in relation to the reliability of systems. A system whose stochastic behavior is modeled by an exponential distribution is a system without memory, that is to say, for t>0, x>0, we have P(X>t+x| X>t)=P(X>x). For the exponential distribution we have for x≥0:
Although, this distribution gives good modeling for the lifetime of electronic components, its use in other fields, such as in risk analysis for the modeling of OHSS in the worksites is justified.
Moreover, for a quantitative analysis to be performed, event failure and repair data-models could be specified for the events in the study of the stochastic behavior of single-component occupational health and safety systems (OHSS) being subjected to failures over a period of time. Some of the usual event data-models (Limnios, 2007; Isograph, 2008) are:
Mean Time to Failure and Repair Model (MTTF/MTTR Model):
This model is the same as the constant failure and repair rate model described above, except that the parameters entered by the user are the mean time to failure (MTTF) (or mean time between failures (MTBF)) and the mean time to repair (MTTR). These parameters are related to the failure and repair rates by the following expressions:
Time at Risk Failure (TRF) Model: This model allows users to specify a 'time at risk' that differs from the system lifetime. The model is useful for representing component failures that only contribute to system failure during certain phases of the lifetime of the system or duration of a mission. The unavailability of events (or the probability of failure) associated with this model are calculated using the expression
where   failure rate, T  time at risk
It is worth noting that most researchers primarily focus on surveys concerning an individual method (Zheng and Liu, 2009 ). However, an individual method cannot achieve the best riskassessment result in the worksites, and future perspectives should focus on the parallel application of a deterministic and a stochastic process (Marhavilas and Koulouriotis, 2012) . So, we proceed to the development of a new STODET risk assessment framework by combining the deterministic FTA ("fault-tree-analysis") technique and the stochastic TRF ("time at risk failure)" model, and apply it on the worksite of an industrial productive procedure.
A risk assessment framework based on FTA-TRF combination
Below, we present a new risk assessment framework based on a stochastic-deterministic (STODET) quantified risk evaluation according to function of Figure 1 . In addition, Figure 2 shows the flowchart of this risk assessment framework, as a part of the risk management process, using safety aspects-guidelines of ISO/IEC (1999, 2009) , (Høj and Kröger 2002) , (BS 8800 2004), (van Duijine et al. 2008) , (Suddle 2009 ), (Marhavilas et al. 2011b) and (Marhavilas and Koulouriotis 2011) . This framework consists of three distinct phases: (a) the risk analysis, (b) the quantified risk evaluation and c) the risk assessment and safety-related decision making. The first phase includes the hazard sources' identification and the risk consideration/calculation, while the second one includes the stochastic and deterministic processes. The module #B emphasizes the application of a STODET quantified riskevaluation, which is implemented by the simultaneous application and the jointly evaluation of the TRF ("Time at Risk Failure") stochastic model and the deterministic process of FTA ("Fault Tree Analysis").
Risk analysis
Risk analysis or safety analysis is an approach to identify the factors that may lead to accidents, and constitutes a systematic use of available information to identify hazards ((ISO/IEC, 1999; Marhavilas et al., 2011b) . In general, ''danger'' should be defined as an attribute of substances or processes, which may potentially cause harm. Furthermore, "risk" has been defined as the chance that someone or something that is valuated will be adversely affected by the hazard, and also as a measure under uncertainty for the severity of a hazard (Høj and Kröger, 2002) while "hazard" is any unsafe condition or potential source of an undesirable event with potential for harm or damage (Reniers at al. 2005a ).
Identification of hazard sources
Danger can be separated in two major categories: "Direct" and "indirect". Direct danger includes the apparent accidents (fractures, scratches, tool injuries etc) and indirect, the danger which is not apparent and devious and comes from the exposure in sources of hazard, such as electromagnetic radiation, noise, weather conditions and raising weights, that cause hard-hearing, cancer, dizziness, respiratory problems and cardiac problems. The identification of hazard sources is usually comprised of specifying one or more scenarios of risks. A risk scenario describes an interaction between a person and a system or product that possesses hazardous characteristics. It describes the activity of the person(s) involved, the hazard(s), the external factors of the situation and the potential injury. Injury (real accidents') data are the primary source of evidence to establish risk scenarios that describe critical pathways to injury. Furthermore, expert opinions are a significant source for creating risk scenarios. Experts rely on their technical knowledge about the system (with its intrinsic hazards) and the productive process, but they also need to apply their knowledge in order to identify relevant and plausible scenarios, for more information see ( BS8800:1996 BS8800: , 1996 ILO-OSH, 2001; BS8800:2004 BS8800: , 2004 BS18004:2008 BS18004: , 2008 BS OHSAS18001:2007 , 2007 OHSAS 18002:2008 OHSAS 18002: , 2008 Marhavilas et al. 2011b ).
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The method used to analyze occupational risk follows the algorithm in Figure 2 , and in that respect the following must be taken into account: a) gathering of information on the system (by using questionnaires, interviews and checklists) provides the basis for analysis and must be carried out systematically, b) the entire system and its activities should be included in the analysis, which must be designed systematically so as not to overlook important elements, c) the risks to which these hazards give rise must be assessed in a consistent manner, and d) a systematic approach is required even when safety proposals are to be generated and evaluated (Harms-Ringdahl, 2001; Marhavilas et al. 2011b; Marhavilas and Koulouriotis, 2012) . 
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Risk consideration
The risk consideration is achieved by the following steps (Marhavilas et al. 2011b; Marhavilas and Koulouriotis, 2011) :
 Estimation of the likelihood of hazard sources occurrence (P): The occurrence of injury/damage (or the likelihood of hazard-sources occurrence) may depend on several factors related to the actual interaction of the employee with a hazard source and also to the energy transferred during this interaction. This likelihood depends on the (hidden) potential energy that may become active during unsafe behaviour, the energy absorbing capacity, resilience and other qualities of the human body (Marhavilas et al., 2011b) .  Estimation of the consequences' severity (S): The risk assessment techniques require the estimation of the injury's seriousness gradation (i.e. the consequences' severity). Of course, severity is a subjective issue, because some events, such as cuts, possibly have non-serious effects, while others, such as injuring due to slips, may become more significant. To solve this problem, we can gradate the severity of injury (or damage) by specifying the level of employee's inability in association with the duration that the employee is absent from his work according to the obligations of Law 3850/2010 of the Greek State (HR, 2010; Marhavilas et al. 2011b ).  Estimation of the frequency-level of exposure to hazard sources (f): The probability that a dangerous scenario may occur, depends on the frequency of exposure to the hazard sources. It is worth to note that we can estimate the gradation of the frequencylevel by using information about workers' activities which may give an indication about the frequency of a risky activity (Marhavilas et al. 2011b ). Furthermore, the gradation of the frequency-level can be illustrated by the Frequency (or Exposure) Factor in association with the frequency of appearance of a potential hazard source (or an undesirable event), and according to the results of the work of Table 3 ).
Quantified risk evaluation
Quantified risk evaluation techniques enable risk assessors to scale their appreciation of the severity of the short and long term consequences of accidents and the factors that influence the occurrence of an accident scenario. The methods of quantified risk evaluation need to be as precise as possible to differentiate the risk level of various activities (Marhavilas et al., 2011b) . Below, we explain (in association with module #B of Figure 2 ) the usage and implementation of the STO-DET quantified risk-evaluation process, by the combination and the jointly evaluation of the TRF stochastic model and the FTA deterministic process.
A stochastic model: "Time at risk failure model"
According to this model the probability of failure is expressed using the relation
(  is the failure rate, T is the time of exposure). It is worth to note that there is a magnitude (called as "mean time"), that plays a very important role in connection with the reliability and the probability of failure of the occupational health and safety systems (OHSS). One significant "mean time" is the "mean time between failures" (MTBF), which is expressed by the relation: 1/MTBF 
The decision making
In the risk management, it is fundamental to distinguish between the risk assessment process and the decision-making process (ISO/IEC Guide-73, 2009; Marhavilas et al., 2011b) .
In particular, the risk assessment is a part of the risk management process, ending up with the decision making (Salvi and Gaston, 2004) . In addition, the risk assessment is a tool used to measure the risk, characterized by the likelihood and severity of specific events, and can further be a basis for decision-making (Høj and Kröger, 2002) . Risk-based decision-making processes are naturally based on the risk assessment criteria, but could integrate also other criteria that can be cultural, economical, ethical etc (Salvi and Gaston, 2004) .
We will now present a case study in order to illustrate our approach, i.e. the simultaneous application of FTA and TRF techniques, in industry. Figure 3 shows the FTA construction concerning one of the more important hazard-sources that exist in a tobacco-industry chemical-laboratory i.e. the "EMPLOYEES AMBUSTION/BURN". This hazard-source has been determined by the application of Figure' s 2 risk-analysis phase on the worksite of the chemical-laboratory. In particular, we use in the FTA chart two types of graphic symbols (Limnios, 2007) : (i) the OR/AND logic gates/operators, and (ii) the fundamental events (circle for an elementary basic event and rectangle for a top or intermediate event). We have designated the set of basic events of the fault tree by the word "EVENT", that is, EVENT= {EVENT-1, ..., EVENT-n}. The numbers assigned to the basic events on the fault tree correspond to the indices of the events. The OR operator describes the failure of a series system, while the AND one the failure of a parallel system. Similar FTA charts can be constructed for all hazard-sources exist in the industry's worksite.
Case study: Application of FTA-TRF on an Industrial worksite
Deterministic approach: Application of FTA
Stochastic approach: Application of the "time at risk failure" model
In this section, we apply the "TRF" model by using the methodological background of Sections 2 and 3.2.1. As an example, on a single-component OHSS of TICL, like the "EMPLOYEES AMBUSTION/BURN", the occurrence frequency of E1-event is estimated to be f=2400 yr -1 and the estimated likelihood of accidents is P=10 -4 , which means that the estimated number of accidents (per year) is N=0.24, implying that MTBF=36500 hr and =2.73973E-05 hr -1 . By using as exposure time (T) the duration of 8760 working hours (w.hrs) i.e. one full-time working year 
Joint evaluation of FTA-TRF combination
We proceed to the joint evaluation of FTA-TRF combination. More specifically, the probabilistic assessment of the FTA consists of calculating the probability of the top event TOP-1 (Figure 3 ) starting from the probabilities Q i (i=1, …, 12) of the basic events (E1-E12) which are illustrated in Table 1 . This can be done directly because the FTA construction of Figure 3 does not possess any repeated event (according to the rules of Limnios' (2007) work), and it is carried out with a simple approach, which consists of climbing back up the FTA by starting from its primary operators up to the top event and using the Boolean algebra (algebra of events) (Haimes, 2009 ).
Thus, we define the following set of equations:
By using the numbers of Table 1 we take the following results: This means that this is a medium-risky hazard source because 10%<Q<50% , according to the work of (Marhavilas and Koulouriotis 2011).
The same process for the calculation of Q can be applied in all hazard-sources determined by the risk-analysis on the TICL's OHSS, which could classify them into three categories like in the work of (Marhavilas and Koulouriotis 2011) 
Discussion
We can consider the risk as a quantity, which can be estimated and expressed by a mathematical relation, under the help of real accidents' data. The risk assessment is generally achieved by a deterministic and/or a stochastic method. The diversity in risk analysis procedures is such that there are many appropriate techniques for any circumstance and the choice has become more a matter of taste. However, an individual method cannot achieve the best risk-assessment result in the worksites and future perspectives should focus on the parallel application of a deterministic technique with a stochastic one.
The objective of this work is twofold a) present of a new risk assessment framework based on the combination of the deterministic FTA ("fault-tree-analysis") technique and the stochastic TRF ("time at risk failure)" model, and b) apply the FTA-TRF process on an industrial worksite.
In particular, the new alternative risk assessment framework we develop is achieved in Figure 1 by the combination of a stochastic and a deterministic process (STODET). This process consists of three distinct phases: (a) the risk analysis, (b) the quantified risk evaluation and c) the risk assessment and safety-related decision making. The first phase includes the hazard sources' identification and the risk calculation, while the second one the stochastic and deterministic processes (Figure 2 illustrates its flowchart as a part of the risk management process). To continue, the STODET quantified risk-evaluation consists of the combined evaluation of the TRF ("Time at Risk Failure") stochastic model and the FTA ("Fault Tree Analysis") deterministic technique (module #B of Figure 3 emphasizes it).
Furthermore, in order to present a case study, we proceeded to the application of FTA-TRF on the worksite of a tobacco-industry's chemical-laboratory (which is situated in Thrace, Greece) by using real data of undesirable events and accidents. So, the probability of failure Q of the single-component TICL's OHSS due to the "EMPLOYEES AMBUSTION/BURN" hazard source was calculated to be Q=28.2%, which means it is a medium-risky hazard source because 10%<Q<50% (Marhavilas and Koulouriotis, 2011) . The same process for the calculation of Q can be applied in all hazard-sources determined by the risk-analysis on the TICL's OHSS, which could classify them into three categories: (i) high-risky sources (Q50%), (ii) medium-risky sources (10%<Q<50%), and (iii) low-risky sources (Q10%).
Future work and closure
In a future work, we are planning: (i) the development of another risk assessment framework including more stochastic and deterministic techniques, and (ii) the application on other industrial OHSS. This means that we have the ability to combine more different stochastic techniques like Markov chains, the grey model, neural networks, the scenario analysis, the regression method, Bayesian networks etc (Zheng and Liu, 2009; Marhavilas and Koulouriotis, 2011) , with more deterministic techniques like DMRA (for more information: Marhavilas et al. 2011a Marhavilas et al. , 2011b . In the work of (Marhavilas et al. 2011a ; see their Table 8 ), there is a comparison of the various DET methodologies focusing on their advantages/disadvantages, and highlighting areas of future improvements, while in the work of (Zheng and Liu 2009; see their table 8), a comparison of different STO models, a fact which could help the reader to select the best STO-DET combination.
Apart from the exponential distribution, other usual probability distributions dealing with the reliability of health and safety systems which could be applied and tested are the following (Limnios, 2007; Marhavilas and Koulouriotis 2011): 
