Predominantly the underlying causes of medical errors are; communication problems, inadequate information flow, human related problems, organizational transfer of knowledge, staffing patterns and work flow, inadequate policies and procedures and technical failures [2] .
Hospitals are a common setting for hospital acquired conditions in part because of the clinically compromised state of many patients admitted to the hospital and high volume of care transactions and interventions that take place during a hospital stay. Investigations into incidents frequently stop with identifying the human error and designating the practitioners as the "cause" of the event [1] . Hindsight bias occurs when the investigators work backward from their knowledge of the outcome of the event. This linear analysis makes the path to failure look as though it should have been foreseeable or predictable, although this is not the case. Often this determination is made without any evaluation of systems or processes that might have contributed to the error [4] .
Organizational leaders must become "systems thinkers" who demand in-depth analyses of safety concerns, replace punitive reactions to mistakes with an open environment and proactively address any risks; there will be an opportunity to build safer health care organizations. However there is no room for reckless behavior in the healthcare environment.
Probability is the measure of the likelihood that an event will occur. Threat is any activity that represents a possible danger. Vulnerability is a weakness. Loss results in a compromise to functions, life or assets. HACs are Hospital Acquired Conditions. Incident is an undesired outcome or occurrence, not expected within the normal course of care or treatment, disease process, condition of the patient, or delivery of services. Near miss is an event or process variation that could have resulted in injury but did not, either by chance or timely intervention. Sentinel event is an unexpected occurrence involving death or serious physical or psychological injury, or the risk thereof, not related to the natural course of a patient's illness or underlying condition. 
Scope of the Risk Management

Risk Management Information System (RMIS)
Risk Management Information system (RMIS) is a computerized system used for data collection and processing, information analysis and generation of statistical trend reports for the identification and monitoring of events, claims and finances.
Key Concepts in Risk Management
Risk management for healthcare entities can be defined as an organized effort to identify, assess, and reduce, where appropriate, risk to patients, visitors, staff and organizational assets. Risk management in its best form may be to use it in a pro-active manner in identifying and managing the risks. However in case an incident has happened; after the event handling, it should still be tackled in line with the risk management principles as outlined here. This review provides a concise material in risk management for healthcare professionals to quickly grasp the key concepts in risk management and implement them in the healthcare organizations where they work.
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Risk management as a process uses a five step management decision-making model.
Five Basic Steps of Risk Management [1]
The five basic steps of risk management are outlined below and also in Figure 1 . Root Cause Analysis (RCA) represents a systematic approach to identifying the underlying causes of adverse occurrences so that effective steps can be taken to modify processes and prevent future losses. Brain storming with a team of relevant and informed people still remains the best method to do Root cause analysis. An example of Root cause analysis (event already happened) has been presented in Figure 3 .
Risk score calculation
Risk score is calculated by multiplying the likelihood score with the severity of impact score as below:
Risk score (R) = Likelihood (L) × Severity of impact (S)
Likelihood assessment (L) [5]
Likelihood scoring is based on the expertise, knowledge and actual experience of the group scoring the likelihood. In assessing likelihood, it is important to consider the nature of the risk. Risks are assessed on the probability of future occurrence; how likely is the risk to occur? How frequently has this occurred? A guide to likelihood scoring is presented in Table 1 .
It should be noted that in assessing risk, the likelihood of a particular risk materializing depends upon the effectiveness of existing controls. Consideration should be given to the number and robustness of existing controls in place, with evidence available to support this assessment. Generally the higher the degree of controls in place, the lower the likelihood. 
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The assessment of likelihood of a risk occurring is assigned a number from 1-5, with 1 indicating that there is a remote possibility of its occurring and 5 indicating that it is almost certain to occur.
Severity of impact (S)[5]
Severity of impact indicates the impact of harm to service users, employees, service provision, environment or the organization. The scoring ranges from 1 (Negligible impact) to 5 (Extreme impact) as depicted in Table 2 .
One of the ways in which impact grades can be defined is the severity of the injury as in Table 3 .
For Example:
Risk score (R) = Likelihood (L) x Severity of impact (S) Risk score (R) = 4 x 3 = 12 (Medium Risk)
In the above example Risk score (R) of 12 has been classified as medium risk based on the following cut-off values as in Table 4 .
Evaluate risks:
The purpose of risk evaluation is to prioritize the risks based on risk analysis score and to decide which risks require treatment and the mode of treatment. Risk evaluation can be classified as in Figure 4 .
Accepting the Risk: Accepting a risk does not imply that the risk is insignificant. Risks in a service may be accepted for a number of reasons:
The level of the risk is so low that specific treatment is not appropriate within available resources.
The risk is such that no treatment option is available.
Risk Treatment: (Also known as Risk reduction, Risk mitigation):
The decisions in risk treatment should be consistent with the defined internal, external and risk management contexts and taking account of the service objectives and goals. Risk treatment plan should have:
•
This methodology is well depicted in the Risk management Tool (RMT) Figure 2 .
Controlling the Risk:
The most effective methods of risk control are those which redesign the systems and processes so that the potential for an adverse outcome is reduced. Other methods of controlling the risk include reducing the likelihood of the risk and/or reducing the severity of the impact of the risk.
Rare/Remote (1)
Unlikely ( Adverse event leading to minor injury not requiring first aid.
No impaired Psychosocial functioning
Minor injury or illness, first aid treatment required <3 days absence < 3 days extended hospital stay.
Impaired psychosocial functioning greater than 3 days less than one month.
Significant injury requiring medical treatment e.g. Fracture and/or counseling.
> 3 Days absence 3-8 Days extended hospital stay.
Impaired psychosocial functioning greater than one month less than six months.
Major injuries/long term incapacity or disability (loss of limb) requiring medical treatment and/or counseling.
Impaired psychosocial functioning greater than six months.
Incident leading to death or major permanent incapacity.
Event which impacts on large number of patients or member of the public.
Permanent psychosocial functioning incapacity. Reduce the Severity of Impact of the risk occurring -through contingency planning (contingency plan is a back-up plan in case the identified risk actually takes place), disaster recovery plans, off-site back-up, emergency procedures, staff training, etc.
Transferring the risk:
Transferring the risk involves another party bearing or sharing some part of the risk through contractual terms, insurance, outsourcing, joint ventures, etc.
Avoiding the risk: This is achieved by either deciding not to proceed with the activity that contains an unacceptable risk, choosing an alternate more acceptable activity.
Monitor & Review:
Once the risk management is in place, monitoring and reviewing of the process/system which was taken care of, is an integral part of the risk management cycle as depicted in Residual Risk: Residual risk is the risk that remains after we apply controls. It's not always feasible to eliminate all the risks. Instead, we take steps to reduce the risk to an acceptable level. The risk that's left is residual risk.
Residual Risk = Total Risk -Controls
Challenges of Risk Management
Risk management in healthcare is done by organizations which are conscious of the fact that healthcare interface poses risk. Organizations actively pursuing risk management are therefore a step higher in the ladder in ensuring safety of services and striving for quality of care as compared to the organizations that don't. Risk management is advanced and pro-active methodology of tackling healthcare risks; however it is challenging the following sense: 
