One of the most important aspects that help improve the quality and cost of secure information systems in their early stages of the development lifecycle is Security Requirements Engineering (SRE). However, obtaining such requirements is non-trivial. One domain dealing also with eliciting security requirements is Risk Analysis (RA). Therefore, we perform a review of SRE methods in order to analyse which ones are compatible with RA processes. Moreover, the transition from these early security requirements to security policies at later stages in the lifecycle is generally non-automatic, informal and incomplete. To deal with such issues, model-driven engineering (MDE) uses formal models and automatic model transformations. Therefore, we also review which SRE methods are compatible with MDE approaches. Consequently, our review is based on criteria derived partially from existing survey works, further enriched and specialized in order to evaluate the compatibility of SRE methods with the disciplines of RA and MDE. It summarizes the evidence regarding this issue so as to improve understanding and facilitate evaluating and selecting SRE methods.
Introduction
Millions of dollars in losses are the result of attacks on unsecured systems. Many security breaches occur in software because errors and misspecifications in analysis, design and implementation [1] . Hence, information security is gaining more and more emphasis in recent years. In this sense, security requirements engineering (SRE) is an appropriate means to elucidate and model security requirements in the analysis stage in software development. Moreover, some works, such as UMLsec [7] , SecureUML [8] , MODELO [22] ..., allow us to define security aspects (policies) in the design and the software architecture stages. However, the transition from security requirements to security policies is generally non-automatic, unstructured and informal causing information loss, and thus the generation of incorrect security policies. To avoid these negative consequences, an automatic generation of security policies starting from KAOS [11] is proposed in [25] . Despite of the fact that this work helps obtaining security policies of access control in a more formal way, it does not formalise its process of generation of security policies.
Model-driven engineering (MDE) encourages efficient use of models in several domains. Model-driven architecture (MDA) [20] uses model in the software development process and proposes three levels of abstraction: computation independent model (CIM), platform independent model (PIM) and platform specific model (PSM). A CIM presents what the system is expected to do (i.e. requirements), a PIM represents how the system reach its requirements out technical details (i.e. design and architecture) and a PSM combines the specification in PIMs with details required to stipulate how a system uses a particular type of platform. To build a software system, a series of transformations is performed: transformation from CIM to PIM, transformation from PIM to PSM, and transformation from PSM to code. To benefit from MDE advantages, some works have already been done to model Requirements Engineering (RE) as CIM. Tao et al. [21] review such approaches with respect to MDE principles, in particular on the possibility of (semi)automatic transformation from RE definition to PIM. In contrast, in this paper, we focus our study on SRE, i.e. regarding specific security concerns in requirement engineering, in order to analyse the compatibility of SRE methods with MDE approaches. SRE methods often offer in practice just a general list of security features, which are implementation mechanisms rather than security requirements [26] . On the other hand, risk analysis (RA) is the activity of analyzing threat, vulnerability and impact on each component of the system. Therefore, RA could be used to elicit a more complete list of security requirements. So it is necessary to combine SRE methodologies with RA methodologies. Several works have already been proposed this: KAOS [25] , Secure Tropos [24] [27] , CORAS [15] [28] .
To sum up, we investigate three disciplines. RA comprises processes that can help identify security requirements early in the development lifecycle of information systems. The definition of these security requirements is dealt with by the discipline of SRE. To enable automatic, formal transition from early stage requirements to later-stage security policies, we investigate the field of MDE. Therefore, the paper's contribution is a summary and a comparison of state of the art security requirements engineering methods according to risk analysis demands and model-driven exigencies. Consequently, this survey helps to improve understanding and facilitates the evaluation and selection of SRE methods as part of an MDE approach based on a RA process.
The remainder of this paper is organized as follows. Section 2 presents method of review. An analysis and discussion is presented in Section 3. Finally, Section 4 concludes this paper and gives perspectives.
Method of Review
Our method of review is based on two steps. Firstly, we identify and select criteria to classify SRE methods, related to MDE and RA points of view. Secondly, we identify and select SRE methods which we classify using our criteria.
As basis, we start by selecting from Karpati paper [2] criteria which are related to MDE. Karpati paper is a tertiary study (i.e. review of review papers) which defines groups of criteria, called dimensions, to categorize SRE methods. These criteria are extracted from all of those SRE review papers, up to 2010, they find in their study. We enrich this set of criteria with new criteria selected from more recent papers, in particular Salini paper [5] (2012). Salini is a review paper that analyses and compares SRE methods in order to guide developers to adopt SRE methods for software systems. None of these papers are MDE-oriented. Despite of this, after an analysis, we succeded to identify some criteria which are related to MDE principles (5 criteria). They are detailled in section 3.3.
We also indentify and select RA criteria mainly based on Fabian review paper [3] . Fabian paper defines a conceptual framework (CF) in order to categorize SRE methods. This CF establishes a vocabulary and the interrelations between the different notions used in security engineering. Among these different security notions, we select those which are related to a RA process (8 criteria). They are detailled in section 3.2.
Then, we select the list of SRE methods that we review starting from three SRE methods review papers: Fabian [3] , Mellado [4] and Salini [5] . Fabian and Mellado are the most recent review papers taken into account by Karpati. Salini is a review paper more recent than Karpati paper. Fabian paper present a comparison of 18 fully developed SRE methods, classified using its conceptual framework. Mellado performs a systematic review on the SRE litterature of the period 2004 -2009. It identifies 22 initiatives, and compares them using an analytical framework. Finaly, Salini classifies 11 different methods. Therefore, we are confident that our list contains most of SRE methods.
From these 32 distinct methods, we considered only the SRE methods that focus strictly on requirements. Although, some works considered UMLsec [7] and SecureUML [8] as SRE methods, we did not consider them because they are used in the system design. We employ the same reasoning for all the methods focus on later stages of the system development. In the same way, we did not study SRE methods that do not generate any analysis artifact such as agile methods, capability maturity model (CMM) methods, etc. Finally, the result of this selection is represented by 13 SRE methods. We evaluate these selected SRE methods and present an analysis of them in the next section.
Analysis and Discussion
In this section, we present our analysis and discussion of SRE methods. This analysis is divided in three parts. The first part introduces the reviewed SRE methods. The second one presents an evaluation of these SRE methods with respect to criteria corresponding to risk analysis. And, the third one presents an evaluation of these SRE methods with respect to criteria corresponding to model-driven engineering. For each part of our analysis, we present the criteria we used, a comparative table between SRE methods according to these criteria and a discussion of this comparison.
Notice that a dash symbol (-) in cells of the comparative tables implies that the method does not consider the related criterion. In contrast, the mark symbol (x) in cells indicates that the related criterion is considered by the method. Some criteria are described in a textual manner. Moreover, a table entry labelled with ⊇ means that the notion defined in the considered method is used in a narrower sense than the related criteria.
The Security Requirements Engineering Methods Reviewed
In this section, we introduce the reviewed SRE methods. For this, we give a brief introduction of each SRE method. Then, we summarize these methods focussing on the main characteristics that are relevant to our study.
As we mentioned, we study 13 SRE methods:
(a) Security quality requirements engineering methodology (SQUARE) [9] : is a comprehensive methodology, which consists of 9 steps. Its aim is to integrate security requirements engineering into software development processes. (b) Misuse cases [10] : extends use cases to represent behaviour not wanted in the system. Ordinary use cases represent requirements, security cases represent security requirements, and misuse cases represent security threats. (c) Keep all objectives satisfied (KAOS) [11] with anti-models: extends KAOS to include the elaboration of security requirements using anti-models. An anti-model is constructed using obstacles. An obstacle negates existing goals of the system. (d) Secure Tropos [12] : extends Tropos, which is a software development methodology, with new concepts to cover security modelling, such as the security features of the system-to-be. (e) Secure i* [13] : extends i*-modeling framework with modeling and analysis of security trade-offs. Secure i* focuses on the alignment of security requirements with other requirements. (f) Goal-based req. analysis method (GBRAM) [14] : allows to use goal-and scenario-driven req. engineering methods to formulate privacy and security policies. (g) CORAS [15] : is a model-based method for security risk analysis. CORAS consists of eight steps, provides a customized language for threat and risk modelling, and comes with detailed guidelines explaining how the language should be used. (h) Tropos goal-risk framework [16] : extends Tropos methodology to assess risk based on trust relations among actors. Risk analysis is used to evaluate alternative goals and to assess countermeasures to mitigate risks. (i) Model-based information system security risk management (ISSRM) [17] :
proposes a risk analysis process that consists of four steps. (j) Abuse Frames [29] : is based on problem frame to define anti requirements (i.e. requirements for malicious users) and abuse frame to analyse security threats.
(k) Security engineering process using patterns (SEPP) [30] [31] : is a security engineering process based on security problem frames and associated solution approaches.They are defined using patterns. (l) Security requirements engineering framework (SREF) [32] : is based on constructing a context for the system using a problem-oriented notation to represent security requirements as constraints, and to develop and evaluate satisfaction arguments for the security requirements. (m) Security requirements engineering process (SREP) [18] : is an iterative and incremental process. Furthermore, SREP is asset-based, risk driven, and, following the Common Criteria (CC) supports the reuse of security requirements, as well as the reuse of knowledge on assets, threats, and countermeasures.
Following Fabian et al. [3] , we classify the reviewed SRE methods using:
-Type of method: indicates the global/general type of a SRE method or a SRE process. -Method/Process: corresponds to the name of a SRE method or a SRE process (hereinafter SRE method).
Following Fabian et al. [3] , Mellado et al. [4] and Salini et al. [5] , we give the main characteristics of these methods:
-Contribution: indicates the purpose of each selected SRE method. This characteristic is divided in integration of standards and main contributions [4] . -Security Properties: indicates the security properties accomplish by a SRE method [3] . This characteristic is divided in: CIA corresponding to confidentiality, integrity and availability security properties, and Other related to other security properties such as non-repudiation, authentication, and others.
In Table 1 , the first, second and fourth columns summarize the reviewed SRE methods. According to the third column (integration standards criterion), three methods only consider the integration of a standard. CORAS considers the ISO 31000 standard, which is related to risk management. ISRRM uses the ISO 27001 standard, which is related to information security management. Abuse Frames considers the ISO 13335. And, SEPP and SREP include Common Criteria to propose a software lifecycle model.
According to this criterion, CORAS is only the method which are close to our analysis based on a risk analysis method.
Moreover, SQUARE is reported to be used by a few organizations [9] . It means that SQUARE is validated in the both academic and industrial context. Although we did not found a similar report for the other SRE methods, it does not imply that they are not employed for any organization (i.e. within an industrial context).
According to the fifth and sixth columns, almost all the SRE methods address security properties (8 SRE methods). SEPP and SREP address partially security properties, i.e. SEPP only addresses confidentiality and integrity security properties, whilst SREP only addresses confidentiality, integrity and availability (CIA) security properties. And, GBRAM, CORAS and Abuse Frames do not address security properties. Therefore, in terms of security properties, these 8 methods are the most compatible.
SRE Methods and Risk Analysis
In this section, we analyse the reviewed SRE methods with respect to criteria corresponding to a risk analysis process. For this, we present a set of criteria 
1) Criteria of comparison
As mentioned, our objective is to evaluate current SRE methods according to risk analysis. Among existing risk analysis approaches, we focus on the ISO 27005 [19] standard. ISO31000 talks about Risk Management covering concepts, definitions and methodology for a Risk Management process to be applied to any industry or activity. It is broad enough to be used by any activity touching the management of risks. ISO27005 talks about IT Risk Management. It uses the same framework described in 31000 and applies it to IT needs. It supports the general concepts specified in ISO/IEC 27001. It also revised and superseded ISO 13335. Common criteria defines concepts and principles of IT security evaluation. Security requirements can be defined, but mainly for an evaluation purpose. ISO 27005 takes into account Common Criteria. To sum up, ISO 27005 is the most recent IT Risk Management standard.
To choose our criteria, we employ the following method: Fristly, we select ISO 27005 terms as criteria using the list of terms resulting from the metrics analysis proposed by Mayer et al. [6] . This list of terms populates the first column of Table 2 . Secondly, to reuse the analysis of SRE methods proposed by Fabian, we define a mapping between the previous selected criteria and the Fabian conceptual framework (CF). The terms of Fabian CF populates the second column of Table 2 . Table 3 gives the result of the evaluation of SRE methods related to risk analysis criteria. Whe consider that a SRE method is totally compatible (or related) to the ISO 27005 risk analysis analysis process if it addresses all its concepts (i.e. all the criteria of Table 3 ). According to this table, the most compatible methods are GBRAM and ISSRM . So, these methods are compatible with ISO 27005 process. Moreover, the almost compatible methods are KAOS, Secure Tropos, Secure i*, Abuse Frames, SREF and SREP. Secure i* includes almost all the terms, risk is not considered as entity but this term is considered as an evaluated value of risk level, so we consider that Secure i* is compatible with ISO 27005. KAOS is similar to Secure i* because it does not consider the risk term. In contrast to Secure i*, KAOS and Abuse Frames do not quantify the risk level of a system. So, they are a little bit less compatible than Secure i*. However, KAOS can improve its compatibility by including a quantification method that adds information related to risks (such as impact and exploitability) in contrast to Abuse Frames. On the other hand, SREF does not include the vulnerability term, but this term can be included to improve this SRE method.
2) Comparison
On the other hand, Secure Tropos does not specify assets, thus security goals are related only to system goals. In ISO 27005, the asset identification is an important activity because the later stages use the valuable assets in order to evaluate and to protect them. Consequently, Secure Tropos is not clearly compatible with ISO 27005.
Despite of stakeholders are interested parties to perform a risk analysis in ISO 27005 (i.e. they establish the context composed of risk analysis objectives, criteria of estimation risk, ..), the conceptual representation of stakeholders is not essential in ISO 27005. Therefore, SREP is compatible with ISO 27005 in spite of it does not consider stakeholders as a conceptual entity.
In our evaluation, we find that SQUARE, misuse cases, Tropos Goal-Risk and SEPP do not fulfill enough criteria to be compatible with ISO 27005. Notice that, for misuse cases and CORAS security requirement criterion is not included according to the Fabian analysis [3] . This criterion is important because it corresponds to the target resulting from a requirement engineering process. Finally, from our comparison, KAOS, Secure i*, GBRAM, ISSRM, SREF and SREP are compatible with risk analysis approaches.
SRE Methods and Model-Driven Engineering
In this section, we analyse the reviewed SRE methods with respect to criteria corresponding to model-driven engineering. For this, we present a set of criteria related to a model-driven approach, these criteria are used to elaborate a comparative table. Finally, an analysis of this table is presented.
1) Criteria of comparison
As mentioned, our objective is to evaluate current SRE methods according to model-driven concepts. For this, we identify and select some model-driven criteria with the aim of analysing the possibility of the selected SRE methods to be part of a model-based approach. Therefore, we selected the criteria proposed in [3] , [4] and [5] :
-Security RE tools (language, profile, technique, etc.): describes the means to identify or elucidate security requirements [4] . Criterion included to analyse if Security RE tools can be formalized. -Model/Standard of Development: indicates if there is a formal language as the basis of the method [4] . This criterion is used to analyse if there is a model or standard used by a SRE method. -Support for other development stages: indicates which later stages in software development are supported by security requirements [4] . This criterion allows to analyse if it is possible to define a transition (e.g. an MDE automatic model transformation) between artifacts in different stages of software development. -Formality: corresponds to formal validation of the method, i.e. if a method can evaluate its outputs [3] . 
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-Prototype: indicates if there is a prototype (tool) that implements the corresponding SRE method [5] . Criterion used to know if the SRE method is not only conceptual. We elaborate a comparative table, which is presented and analysed in the next section.
2) Comparison
In Table 4 gives the result of the evaluation of SRE methods related to a modeldriven approach. We consider that a SRE method is totally compatible to a MDE approach if the requirement it produces can be described as a model (CIM). It means that the SRE method addresses all the criteria of Table 4 . The first column shows the security requirement engineering tool, which considers languages, profiles, techniques or others, used by a SRE method to elucidate security requirements. The second column shows if a formal model/standard of development is proposed by SRE methods. These two first columns allow to analyse if it is possible to represent the SRE method's elements through formal models. As we can see, SQUARE, Abuse Frames and SREP do not have their own model or standard because they are processes that use existing techniques such as use/misuse cases or problem frames. Consequently, they can be compatible with MDE whether the used technique is compatible with MDE.
Moreover, the third column in Table 4 shows which later stages in systems development are supported by SRE methods. For a model-driven approach, this criterion allows to analyse if there is a way to derive from security requirements to another concepts corresponding to later stages, i.e. if a model transformation process is feasible. As we can see, security requirements derived from SQUARE, misuse cases, Secure Tropos or Tropos goal-risk can be used by the later stages such as design, testing and later requirements. Therefore, they are good candidates for being compatible with MDE approaches. However, this does not mean that the other methods have to be excluded. There are works that define a transition between development stages, for example, a correspondence between KAOS and SecureUML is proposed in [23] to define security policies related of access control. And, in [24] a mapping between Secure Tropos and UMLsec is proposed.
In an object-oriented environment, later requirements stage presents the system-to-be, as a part of the design stage. Hence, Secure Tropos and Tropos goal-risk are not the most appropriate but they propose some evidences to define model transformations. In contrast, SQUARE and misuse cases give means to define model transformations, whilst, for the other methods, we have to find a correspondence between security requirements and others artifacts from later stages of an object-oriented system development.
Moreover, we use the formality criterion to determine if an SRE method is validated formally. KAOS, Secure Tropos and Secure i* are validated formally. In a model-driven approach, we can say that these SRE methods are appropriate thanks to their level of formality. Additionally, the majority of methods implement a prototype (tool). It implies that they have been implemented and tested except misuse cases, ISSRM, Abuse Frames and SREP.
Finally, we can conclude, KAOS, Secure Tropos, Secure i* and Tropos goalrisk are the most compatible methods with MDE approaches. That is because, Secure Tropos accomplishes all the MDE criteria, and KAOS, Secure i* and Tropos goal-risk consider all but one criterion, the support for other development stages criterion for KAOS and Secure i* and the formality criterion for Tropos goal-risk. However, these SRE methods can be extended to included elements in order to improve their compatibility with MDE.
General Discussion
Returning to previous analysis, CORAS is close to our analysis because it is based on ISO 31000. However, CORAS, GBRAM and Abuse Frames do not address security properties while SEPP and SREP address partially security properties. Hence, the 8 others methods are the most compatible in terms od security properties. On the other hand, KAOS, Secure i*, GBRAM, ISSRM and SREP are compatible with risk analysis approaches, whilst KAOS, Secure Tropos, Secure i* and Tropos goal-risk are compatible with model-driven approaches. As we can see, KAOS and Secure i* are compatible with security properties, RA and MDE approaches. Therefore, we conclude that they can be integrated into a model-driven approach based on a risk analysis. Notice that, this result does not imply limiting the selection of SRE methods to KAOS or Secure i*. KAOS and Secure i* are the most compatible, but some other SRE methods can be adapted to improve their compatibility. For example, Secure Tropos or Tropos goal-risk could be extended to include elements related to ISO 27005. Similarly, GBRAM, ISSRM, SREF or SREP could be extended to include elements related to MDE approaches. Moreover, notice that, GBRAM does not address security properties. This could be a real drawback if we want to be able to model the security policy of a system.
Despite KAOS and Secure i* being the most compatible SRE methods for our study, these methods do not consider any technique to derive from security requirements at an early stage of the system development to security policies at later stages (e.g. design, architecture and implementation stages). Hence, in order to reach a totally compatibility, it is necessary to study this derivation technique and define a (semi)automatic model transformation. Such a model transformation will allow to prevent an incorrect, incomplete or informal definition of security policies.
Conclusions
We compared and discussed various types of Security Requirements Engineering (SRE) methods and processes. Our perspective of comparison and evaluation uses some criteria defined by previous works found in the literature. We have selected criteria according to a risk analysis process (namely, we use the ISO 27005 standard) and a model-driven approach. One objective of these criteria is to analyse which SRE methods can be used to (semi)automatically derive from security requirements at an early stage of system development lifecycle to later stages security policies. Another objective is to analyse which SRE methods can be used to evaluate/quantify the security/protection level of a system against attacks. Then, our analysis shows which SRE methods are suitable to be part of a model-based approach based on a risk analysis.
We conclude that KAOS and Secure i* are the most compatible SRE methods with a model-driven approach because they use a model/standard of development and they are validated formally. Despite these methods not presenting all the risk analysis terms, we consider that extending the method to these concepts is feasible.
For future works, we will use this review to choose an SRE method, which will be part of a model-driven approach based on the risk analysis ISO 27005. Namely, we want to integrate this SRE method with MODELO [22] , which is a UML profile that we proposed to build access control policies (i.e. OrBAC) at an abstract level. More precisely, we want to derive (semi)automatically the access control policy from the definition of these security requirements.
