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Abstrak 
Penggunaan biometrik sebagai sistem pengenalan otomatis berkembang pesat dalam 
penyelesaian masalah keamanan. Salah satu yang sering digunakan adalah data telapak tangan. 
Penelitian ini menggunakan metode titik momen dua tahap untuk segmentasi region of interest (ROI) dan 
menerapkan metode runtun waktu yang dikombinasikan dengan metode block window sebagai 
representasi fitur. Normalized euclidean distance digunakan untuk mengukur kesamaan dua vektor fitur 
telapak tangan. Pengujian sistem verifikasi pada penelitian ini menggunakan 500 sampel citra telapak 
tangan, dengan 6 sampel sebagai citra uji dan 4 sampel sebagai citra acuan. Hasil pengujian menunjukan 
bahwa sistem menghasilkan unjuk kerja tinggi dengan tingkat keberhasilan mencapai 97,33% 
(FNMR=1,67 %, FMR=1,00 %, T=0,036). 
  
Kata kunci: biometrik, verifikasi sistem, runtun waktu, metode block window, telapak tangan  
 
 
Abstract 
The use of biometrics as an automatic recognition system is growing rapidly in solving security 
problems; palmprint is one of biometric system which often used. This paper used two steps in center of 
mass moment method for region of interest (ROI) segmentation and apply the time series method 
combined with block window method as feature representation. Normalized Euclidean Distance is used to 
measure the similarity degrees of two feature vectors of palm print. System testing is done using 500 
samples palms, with 4 samples as the reference image and the 6 samples as test images. Experiment 
results show this system can achieve a high performance with success rate about 97.33% (FNMR=1.67%, 
FMR=1.00 %, T=0.036). 
  
Keywords: biometric, verification system, time series, block window method, palmprint 
  
 
1. Introduction 
The need for personal recognition system is automatically a reliable and trustworthy 
increasing mainly for security systems. Recognition system aims to solve a person’s identity. 
There are two types of recognition systems, the verification and identification systems. 
Verification system aims to accept or reject the claimed identity of a person, while the 
identification system aims to solve the identity. 
Palmprint has several advantages compared to other available features: low-resolution 
images can be used, low cost capture devices can be used, it is very difficult or impossible to 
Cheat with palmprint because their characteristics are stable and unique [1]. Many approaches 
have been proposed for extract the palmprint features [1-11]. There are many unique features in 
a palmprint image that can be used for personal recognition, such us: geometry, principal lines, 
wrinkles, delta points and minutiae points [2]. 
This paper apply time series for palmprint feature extration and representation. 
Basically, a time series is a collection of observations made sequentially in time. Nevertheless, 
as long as the data of interest can be represented sequentially, time series technologies can be 
applied [12]. We used two steps in center of mass moment method for region of interest (ROI) 
segmentation and apply the time series method combined with block window method as feature 
representation and normalized euclidean distance is adopted  as the matching score of two 
templates. 
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2. Research Method 
The verification process has four main stages there are image acquisition, 
preprocessing, feature extraction and matching. Overview of the verification process in this 
study can be seen in Figure 1. In general, a palmprint verification system consists of 4 modules 
is as follows: 
1. Stages of image acquisition, a step to take biometric data such as the image of the 
palmprint from the hand. 
2. Preprocessing is the stages to transform the original image into greyscale image, binary 
and ROI segmentation (region of interest) that use for feature extraction process. 
3. Stages features extraction is the stages to determine the characteristic features of the 
segmentation that come from the value of tested ROI palmprints. 
Matching stages, namely stages to determine the degree of similarity between tested biometric 
traits with biometric features that reference to the database, to decide whether the user is 
accepted or rejected based on matching of test score results. 
 
2.1 Hand Image Acquisition 
Palmprint images are captured using digital camera on smart phone Samsung Galaxy 
GT-S5830 with resolution of 640x480 pixels. Each person was requested to put his/her left hand 
palm down on with a black background (ten sample for each person). There are some pegs on 
the board to control the hand oriented, translation, and stretching as shown in Figure 2. 
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2.2 Segmentation of Palmprint ROI 
This paper used new technique to extract the ROI is called two steps in moment central 
method. The main principle of this method is to fix the location of the moment center which 
improves the palm center point location [1]. The first step is to determine the center point 
moments ( ഥ݉ , ത݊) in the binary image by using equation (1). Otsu method has been used to 
binary image [12]. Where ( ഥ݉ , ത݊) represents center of area is defined as Equation 1. 
 
ഥ݉ ൌ 1ܰ෍෍݉,௡௠
	 ത݊ ൌ 1ܰ෍෍݊௡௠  
(1)
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Where N represent number of pixels object. The centroid of the segmented binary image is 
computed and based on this centroid the ROI of grayscale palmprint image can be cropped with 
size 128x128 and 64x64 pixels. 
 
2.3 Palmprint Normalization 
The normalization process is needed to reduce the possible imperfections in the 
palmprint image due to non-uniform illumination [14]. The normalization method employed in 
this research using equation (2). Where I and I’ represent original grayscale palmprint image 
and the normalized image respectively, ϕ and ρ represents mean and variance of the original 
image repectively, while ϕd and ρd are the  desired values for mean and variance respectively. 
This research use ϕd = 175 and ρd = 175  for all experiments, and the results are shown in 
Figure (3). 
ܫ′ሺݔ, ݕሻ ൌ ൜߶ௗ ൅ ߣ									݆݅݇ܽ	ܫሺݔ, ݕሻ ൐ ߶߶ௗ ൅ ߣ																	݋ݐ݄݁ݎݓ݅ݏ݁  (2)
 
ߣ ൌ ඨߩௗሼܫሺݔ, ݕሻ െ ߶ሽ
ଶ
ߩ  (3)
 
 
 
 
     
a                    b                   c 
 
Figure 3. (a, b, c) Normalization results with ϕd 
= 175 and ρd = 175 
 
 
Figure 4. Use Spiral as the Feature Sequence 
Extraction Track 
 
 
2.4 Palmprint Feature Extraction 
For time series representation purpose, ROI squares is decomposed into sequential 
data. In this research we adopt a spiral as the track for decomposition. The polar equation of a 
spiral equation 4 [12]. 
 
ݎ ൌ ܽߠ௡ (4)
 
Where a is set to 0.7. Features are extracted along the spiral (Figure 4). Many kinds of 
local textural features can be used here, such as intensity, variance, and cross correlation. In 
this paper, we use gray level intensity. 
 
ܵ ′ ൌ ෍ ௜ܵ݉଴
௠ୀሺ௜ା௡ሻ
௜ୀ௠
 (5)
 
For each point on the spiral, the local textural feature extracted to form the data sequence S 
which usually has a quite high dimension as showon in Figure 5 (a). This leads to computational 
heavy enough, we adopt block window method to solve this problem (Equation 5). Data 
sequence ܵ representation into ܵᇱ using block window method. Figure 5 (b) show the 
normalized features using block window method. 
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(a) 
 
 
(b) 
 
Figure 5. (a) Data Sequence of Feature Extraction, (b) Data Sequence of Feature Normlization 
with Block Window Method 
 
 
2.5 Matching 
 Matching between the test image with the reference image using Normalized Euclidean 
Distance [14]: 
 
݀̅ሺݑ, ݒሻ ൌ ൭෍ሺݑത௜ െ ̅ݒ௜ሻଶ
௜
൱ଵଶ (6)
 
ݑത௜ ൌ ݑ௜‖ݑ‖ 		ܽ݊݀	ݒ௜ ൌ
ݒ௜
‖ݒ‖	 (7)
 
with u and v is a vector of traits characteristic of test images and the reference image. The 
smaller ݀̅ሺݑ, ݒሻ score, the more similar two feature vectors are matched, otherwise the higher 
the score, the more different the two characteristic vectors. To determine whether the test is a 
valid image (genuine) or invalid (Imposter) used a threshold value. When the distance (score) is 
smaller than the threshold value then the user is said to be authorized, if larger then said 
unauthorized users. 
 
 
3. Results and Analysis 
Verification system which made about 500 images were tested using the palm of the 
hand belongs to 50 people, each person represented 10 sample images palms. Six of the 10 
samples were used as test images, while 4 image used for the reference image. Testing the 
success rate of system verification is done by hand for value FMR (False Match Rate), FNMR 
(False Non Match Rate), and EER (Equal Error Rate). FMR is the matching error when the 
system is considered a different image with the reference image is a sample image of the 
participants belong to the same hand. FNMR is the matching error when the system assumes 
the same reference image with the sample image is the image of the hand belongs to a different 
participant. EER is the error rate when FNMR = FMR. 
The same matching score (genuine score) obtained from matching the sample image 
with all the features of the reference image that have the same identity. Different matching 
scores (imposter score) obtained by matching the sample image with all the reference image 
that has a different identity. 
 
TELKOMNIKA  ISSN: 1693-6930  
 
Palmprint Verification Using Time Series Method (Agus Anwar) 
753
3.1 Number of Reference Test 
This test is used to analyze accuracy of the system against the number of references 
that use in this system. Database size that used in this test is 50 participants with ROI 64x64 
pixels and 128x128 pixels. Table 1 and 2 shows the result of this test. 
 
 
Table 1. Number of reference test with ROI 64x64 pixels 
Number of 
Reference Treshold FNMR (%) FMR (%) 
Accuracy 
(%) 
1 0.037 11.00 2.33 86.67 
2 0.037 8.00 2.88 89.12 
3 0.033 7.33 1.37 91.29 
4 0.033 6.33 1.59 92.07 
 
 
Table 2. Number of reference test with ROI 128x128 pixels 
Number of 
Reference Treshold FNMR (%) FMR (%) 
Accuracy 
(%) 
1 0.040 4.00 2.28 93.72 
2 0.036 3.67 0.82 95.51 
3 0.036 2.33 0.92 96.75 
4 0.036 1.67 1.00 97.33 
 
 
 
 
Figure 6. System accuracy against number of reference 
 
 
Table 1 and 2 can be presented with a chart as shown in Figur 6. Line with dot mark in 
Figure 6 shows system accuracy with ROI 64x64 pixels and line with triangle system accuracy 
with ROI 128x128 pixels. Figure 6 shows that the system accuracy increases along with the 
number of references in database. 
 
3.2 Database Size Testing 
This test is using various database size, they are 15, 25 and 50 participants. The 
system was tested with 4 references. Result of this test is shown in figure 7 - 12 with the 
following note: FNMR is shown by a blue line and FMR is shown by a red line. 
 
3.2.1 System accuracy against 15 participants 
There are 3 database with 15 participants. Figure 7 and Figure 8 shows simulation 
system with 15 participants. 
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Figure 7. Graph FNMR/FMR against 15 participants ROI 64 x 64 (a) database 1, (b) 
database 2, (c) database 3 
 
 
 
Figure 8. Graph FNMR/FMR against 15 participants ROI 128 x 128 (a) database 1, 
(b) database 2, (c) database 3 
 
 
1. Testing the system on database 1. This test obtained that system accuracy with ROI 64x64 
pixels is 96.51% at threshold value 0.035 with FNMR is 1.11% and FMR is 1.59% (Figure 
7(a)). while the current test is using ROI 128x128 pixels, the system accuracy is 100% at 
treshold value 0.003  with FNMR 0% and FMR 0% (Figure 8(a)). 
2. Testing the system on database 2. This test obtained that system accuracy with ROI 64x64 
pixels is 91.82% at threshold value 0.031 with FNMR is 7.78% and FMR is 0.32% (Figure 
7(b)). while the current test is using ROI 128x128 pixels, the system accuracy is 95.56% at 
treshold value 0.036  with FNMR 4.44% and FMR 0% (Figure 8(b)). 
3. Testing the system on database 3. This test obtained that system accuracy with ROI 64x64 
pixels is 91.26% at threshold value 0.033 with FNMR is 7.78% and FMR is 0.87% (Figure 
7(c)). while the current test is using ROI 128x128 pixels, the system accuracy is 99.21% at 
treshold value 0.038  with FNMR 0% and FMR 0.79% (Figure 8(c)). 
 
3.2.2 System accuracy against 25 participants 
There are 2 database with 15 participants. Figure 9 and Figure 10 shows simulation 
system with 25 participants. 
1. Testing the system on database 1. This test obtained that system accuracy with ROI 64x64 
pixels is 82.58% at threshold value 0.035 with FNMR is 5.33 % and FMR is 2.08 % (Figure 
9(a)). while the current test is using ROI 128x128 pixels, the system accuracy is 97.17% at 
treshold value 0.033  with FNMR 2.67% and FMR 0.17% (Figure 10(a)). 
2. Testing the system on database 2. This test obtained that system accuracy with ROI 64x64 
pixels is 92.87% at threshold value 0.031 with FNMR is 6.71% and FMR is 0.42% (Figure 
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9(b)). while the current test is using ROI 128x128 pixels, the system accuracy is 98.17% at 
treshold value 0.036 with FNMR 0.67% and FMR 1.17% (Figure 10(b)). 
 
 
 
 
Figure 9. Graph FNMR/FMR with 25 participants ROI 64 x 64 (a) database 1, (b) database 2 
 
 
 
 
Figure 10. Graph FNMR/FMR against 25 participants ROI 128 x 128 (a) database 1, (b) 
database 2 
 
 
3.2.3 System accuracy against 50 participants 
There is 1 database with 50 participants. Figure 11 and Figure 12 shows simulation 
system with 50 participants. 
Testing the system on database with 50 participants. This test obtained that system 
accuracy with ROI 64x64 pixels is 92.07% at threshold value 0.033 with FNMR is 6.33 % and 
FMR is 1.59 % (Figure 11). while the current test is using ROI 128x128 pixels, the system 
accuracy is 97.33% at treshold value 0.036 with FNMR 1.67 % and FMR 1.00 % (Figure 12). 
 
3.2.4 Comparison of the accuracy system 
Comparison of the accuracy system with variation database size can be seen in Table 3 
for ROI 64x64 pixels and Table 4 for ROI 128x128 pixels, while its graphics are shown in  
Figure 13. 
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Table 3. System performance with ROI 64x64 pixels on various database zise 
Database 
size 
(in user) 
DB Treshold FNMR FMR Accuracy Time (second) 
15 1 0.035 1.11 2.3 96.59 6.36 
15 2 0.031 7.87 0.32 91.82 6.40 
15 3 0.033 7.87 0.87 91.26 6.45 
25 1 0.035 5.33 2.08 92.58 16.66 
25 2 0.029 6.71 0.36 92.93 17.41 
50 1 0.033 6.33 1.59 92.07 61.51 
 
 
Table 3 shows the result an average accuracy of 92.87% with a maximum matching time on 
testing 50 participants is 61.51 seconds. Verification system can be said to be very fast 
matching of time less than 1 second on each participant. 
 
 
Table 4. System performance with ROI 128x128 pixels on vaious database zise 
Database 
size 
(in user) 
DB Treshold FNMR FMR Accuracy Time (second) 
15 1 0.03 0 0 100 6.38 
15 2 0.036 4.44 0 95.56 6.40 
15 3 0.038 0 0.79 99.21 6.45 
25 1 0.033 2.67 0.17 97.17 17.11 
25 2 0.036 0.67 1.17 98.17 16.82 
50 1 0.036 1.67 1 97.33 65.40 
 
 
Table 4 shows the result an average accuracy of 97.90% with a maximum matching time on 
testing 50 participants is 65.40 seconds. Verification system can be said to be very fast 
matching of time less than 1 second on each participant. 
Figure 13 shown both ROI 64x64 and 128x128, the performance (accuracy) of the 
system is relatively stable although size of database increased, its mean that system is not 
affected by size or database or number of participants. 
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Figure 13. Comparison of system accuracy 
 
 
4.   Conclusion 
Based on the experimental results, the palmprints biometrics verification system has the 
best performance on the ROI of 128x128 pixels, proved value FNMR/FMR system is small or 
has a high degree of accuracy, with an accuracy of rate approximately 97.33% or  
FNMR=1.67% and FMR=1%. High performance obtained in this study is also due to the 
preparation process of the separation of the processing of palmprint with two steps in moment 
central method and image intensity normalization palms. The verification system is highly 
feasible to develop in the direction of an online system and applied to specific application fields, 
such as attendance systems applications, medical records application, security system 
applications, forensic applications, and other applications. 
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