In free-space quantum key distribution (QKD) between moving parties, e.g., free-space QKD via satellite, the reference frame rotation and fluctuation degrades the performance of QKD. Referenceframe-independent QKD (RFI-QKD) provides a simple but efficient way to overcome this problem. While there has been a number of theoretical and experimental studies on RFI-QKD, the experimental verification of the robustness of RFI-QKD over other QKD protocols under the reference frame rotation and fluctuation is still missing. Here, we have constructed a free-space QKD system which can implement BB84, six-state, and RFI-QKD protocols, and compared their performances under the reference frame rotation and fluctuation. With the theoretical analysis and experimental data, we have successfully verified the robustness of RFI-QKD protocol over other QKD protocols in the presence of reference frame rotation and fluctuation.
ence frame alignment while the security is checked by other two non-commuting bases. Note that the RFI-QKD can be applied to measurement-device-independent QKD [20, 21] .
In the original proposal and following experimental implementation, the security of RFI-QKD has been discussed only when the reference frames of Alice and Bob are rotated with a fixed angle, so there is no relative change between the reference frames during the communication [16] [17] [18] [19] . In practice, however, the reference frame of satellite with respect to the ground station continuously changes. There has been only few theoretical studies to analyze the security of RFI-QKD under the continuously changing reference frames [22, 23] , however, there has been no experimental verification.
In this paper, we have both theoretically and experimentally investigated various QKD protocols including BB84, six-state, and RFI-QKD protocols under the reference frame rotation and fluctuation. By comparing the secret key rates of the QKD protocols, we have verified that RFI-QKD indeed outperforms other QKD protocols under the continuously changing reference frames.
II. THEORY
Let us suppose that Alice prepares a single-photon state in the polarization state ρ A either along X or Y or Z bases and sends it to Bob. Here, X, Y , and Z bases form a mutually unbiased bases in a single qubit or a 2 dimensional Hilbert space. It is often to define X, Y , and Z bases as H/V , D/A, and R/L bases, where H, V, D, A, R, and L denote horizontal, vertical, diagonal (45 
where I is the identity matrix. Figure 1 presents the polarization axes of Alice is fixed while that of Bob is rotated with the angle of θ with respect to the Alice's polarization axis. Bob's polarization axis also fluctuates with the amount of ±δ. Therefore, during the communication, Bob's X and Y axes with respect to those of Alice changes from θ − δ to θ + δ. At a certain time, the polarization axes of Alice and Bob are correlated as
where the subscripts A and B denote Alice and Bob, and φ takes values from the range of θ − δ ≤ φ ≤ θ + δ. Note that the Z axes of Alice and Bob are always perfectly aligned as long as they face each other. The quantum bit error rate (QBER) in each basis is given as
where W ∈ {X, Y, Z}. Here, the average W A W B is taken over the fluctuation of ±δ as
where the expectation value W A W B can be calculated as In the present scenario, the QBER in X, Y and Z bases are given by
It is remarkable that Q Z is independent of the reference frame rotation and fluctuation since Z axis is well aligned all the time. In BB84 protocol, the secrete keys are established via two non-commuting bases. If Alice and Bob use X and Y bases, the average QBER becomes
Since Z basis is invariant under the reference frame rotation and fluctuation, Alice and Bob can expect lower QBER by using X and Z bases for BB84 QKD protocol as
Six-state protocol utilizes all three mutually unbiased bases for secrete key generation, so the average QBER is
The secret key rates of BB84 and six-state protocol can be calculated with QBER as [24, 25] r
],
where
In RFI-QKD protocol, the secrete key is obtained from the polarization states along Z-axis which is unaffected by the reference frame rotation and fluctuation while the correlation in other two bases is used to bound the knowledge of an eavesdropper. To this end, a parameter C is defined as [16] ,
Under the reference frame rotation and fluctuation, the average of C becomes [23] 
where the average is taken over fluctuation of reference frame. Note that C parameter is independent of the reference frame rotation θ, however, the reference frame fluctuation δ affects to C parameter. Using the QBER and C parameter, one can estimate the Eve's knowledge as [16] 
The secret key rate in RFI-QKD protocol can be calculated using Eqs. (6), (12) and (13), and it becomes [16] ,
Figure 2 (a) and (b) present the QBER and the secret key rates for various QKD protocols with respect to the reference frame rotation and fluctuation, respectively. The orange, blue, green and red surfaces correspond to BB84 with {X, Y }, and {X, Z} bases, six-state, and RFI-QKD protocols, respectively. Here, we assume the channel noise p = 0.06, and thus Q Z = 3 %. While the QBER for BB84 with {X, Y } bases, Q XY BB84 , is the most sensitive with respect to the reference frame rotation and fluctuation, that of RFI-QKD, Q Z , is invariant. Figure 2 (b) also shows that the secret key rate of RFI-QKD is unaffected by the reference frame rotation θ and decreases with strength of fluctuation δ, while the secrete key rates for other QKD protocols are affected by both reference frame rotation and fluctuation. It also shows that RFI-QKD provides more secret keys than other QKD protocols under the reference frame rotation and fluctuation.
III. EXPERIMENT A. Experimental setup
The experimental setup to investigate various QKD protocols under the reference frame rotation and fluctuation is depicted in Fig. 3 . Alice prepares coherent pulses with the polarization state of either |H , |V , |D , |A , |R or |L using six identical lasers and linear optical elements. The wavelength and pulse width of the coherent pulses are 780 nm and 3 ns, respectively. The repetition rate of the system is 100 MHz. The coherent pulses from different lasers pass through a single-mode fiber (SMF) for spatial mode filtering. Then, waveplates (HWP and QWP) are used to compensate the polarization mode dispersion during the single-mode fiber transmission. An optical attenuator is placed at the end of the transmitter to prepare weak coherent pulses with appropriate mean photon number per pulse of µ ≈ 0.5. Bob uses six singlephoton detectors D P where the subscript P is the polarization state to detect weak coherent pulses.
Alice and Bob use field programmable gate array (FPGA) boards and computers (PC) to perform the necessary system control including random number generation and data processing. The transceiver in the FPGA board controls the laser operation and the key sifting process. All the information about control and detection of transmitter and receiver are stored in the internal memory of the FPGA and transmitted over ethernet communications between FPGA and PC. The whole operation is controlled by a homemade graphical user interface (GUI) at a computer which is programmed in C#. The classical communication between Alice and Bob for key sifting, error correction, and privacy amplification is performed via long range wireless communication channel so as to implement the whole classical and quantum communication 
Assuming the polarization states {D, A}, {R, L}, {H, V } as X, Y , and Z bases, respectively, the effect of U is given as
where W ∈ {X, Y, Z}. By putting φ = 4 θ H , one can realize the reference frame rotation of Eq. (2). Figure 4 (a), (b), and (c) show QBER, C parameter, and the secret key rates with respect to the fixed reference frame rotation, i.e., 0 ≤ θ while δ = 0, respectively. The yellow, blue, green and red marks (lines) correspond experimental (theoretical) values for BB84 with {X, Y } bases, BB84 with {X, Z} bases, six-state and RFI-QKD protocols, respectively. Figure 4(a) shows that QBER for BB84 protocol with {X, Y } bases is larger than those of other QKD protocols. In particular, QBER for RFI-QKD is unaffected under the reference frame rotation. The non-vanishing QBER of Q z = 3 % in RFI-QKD occurs due to the channel noise and device imperfection. As shown in Fig. 4(b) , the C parameter is also independent of the reference frame rotation. Figure 4(c) shows that the secret key rates of all other QKD protocols decreases as the reference frame rotation θ increases. In particular, BB84 with {X, Y } bases, BB84 with {X, Z} bases, and six-state protocols fail to obtain secrete keys when the reference frame rotation is close to the theoretical values of θ ∼ 0.19π, 0.27π, and 0.26π, respectively. On the other hand, the secret key rate in RFI-QKD protocol is independent of the reference frame rotation, and thus, outperforms other QKD protocols.
B. Experimental result
The effects of the reference frame fluctuation 0 ≤ δ on QBER, C parameter, and secret key rates are presented in Fig. 4(d) , (e), and (f), respectively. In order to rule out the effect of the reference frame rotation, we set θ = 0. To simulate the effect of the reference frame fluctuation, the experimental data are taken for fixed reference frame rotation θ, and statistically mixed. As shown in Fig. 4(d) and (e), QBER of RFI-QKD is not affected by the reference frame fluctuation, but C parameter decreases as the fluctuation increases. As a result, as shown Fig. 4(f) , the secret key rate of RFI-QKD protocol decreases with the fluctuation, similar to the other QKD protocols. However, apparently, RFI-QKD provides the best robustness against the reference frame fluctuation among various QKD protocols. Remarkably, RFI-QKD protocol provides non-zero secret key rate even when the reference frame fluctuates from −π/2 to π/2, i.e., the fluctuation induces the bases changes between X and Y where all other QKD protocols fail to provide secret keys. In the reference frame fluctuation scenario, the secret key rate under the BB84 protocol with {X, Y } bases, BB84 protocol with {X, Z} bases, six-state protocols vanishes 
IV. CONCLUSION
In summary, we have experimentally demonstrated various QKD protocols of BB84, six-state, and RFI-QKD protocols under the reference frame rotation and fluctuation. In both cases, QBER of RFI-QKD protocol is invariant while that of other QKD protocols increases as the amount of reference frame rotation and fluctuation increases. With QBER and C parameter of RFI-QKD, we have verified that RFI-QKD protocol provides the highest secrete key rate among the employed QKD protocols under the reference frame rotation and fluctuation. These theoretical and experimental results indicate that, in practical earth-satellite communication scenario where the polarization axis at the satellite continuously changes with respect to that on earth, RFI-QKD protocol can be a simple but powerful solution for a better QKD communication.
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