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In France, more than 99% of failed businesses are 
Small or Medium-sized Enterprises (SMEs) (Altares, 
2010). 
Failure is considered here as a state of insolvency, 
i.e. the company is unable to meet its liabilities from 
its available assets. This final and extreme demon-
stration of the difficulties that a company can expe-
rience is the result of deeper causes, which are for 
the most part predictable. One of the solutions clas-
sically put forward is global risk management. This 
allows analysis of the major risks faced by the busi-
ness (loss of a significant debtor, significant increase 
in production costs, loss of a key worker etc.) using a 
methodical, systematic and iterative process. Alt-
hough the idea is attractive, the implementation of 
such approaches within SMEs, and specifically with-
in micro and small businesses (defined by EU regu-
lation 2003/361/EC as having less than 10 or 50 em-
ployees respectively) is far from obvious. On the one 
hand business owners have little interest in imple-
menting such procedures. To them, the time and 
complexity required for implementation far out-
weighs the relevance of the results for the strategic 
orientation of the organization. On the other hand, 
the available tools are inadequate, as they are really 
only ‘lite’ versions of systems deployed by large 
companies. 
 
Our work endeavors to rethink current commer-
cial approaches, which do not take into account the 
metamorphosis of the SME and its changing needs at 
different stages of its evolution. 
This article therefore aims to define and legiti-
mize the use of the lifecycle concept as a basic com-
ponent of a global risk management approach in an 
SME. It attempts to characterize the vulnerabilities 
of SMEs using a model which associates the hazards 
and consequences experienced during the various 
stages of company development. Finally, it discusses 
the organizational maturity of SMEs and presents an 
operational approach to reduce vulnerabilities. 
1 RISK MANAGEMENT AND THE SME 
This section outlines some initial observations on 
the limits of risk management approaches currently 
available to SMEs, and the contribution that the 
lifecycle concept can make in order to overcome the-
se limits 
 
1.1  The determinants of risk management in SMEs 
Running a business involves managing risk and 
opportunities. The entrepreneur is therefore fre-
quently an unwitting risk manager. The content of 
their “toolbox” depends on their level of training and 
experience, which they adapt according to their per-
ception of events and environmental constraints. As 
they lack access to appropriate methods, the entre-
preneur only partially manages risk. The lack of cod-
ified practices (such as those found in management 
standards) makes it only rarely possible to manage 
risks, which, should they occur, could jeopardize the 
sustainability of the organization's activities. 
 
Why then is it that institutional actors find it so 
difficult to convince entrepreneurs of the well-
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founded benefits of risk management approaches, 
even if only for specific risks such as Occupational 
Health and Safety?  The erroneous and simplistic 
view of the entrepreneur as someone whose main 
objective is personal gain or improved social status 
is in no way representative of the majority of entre-
preneurs. Performance goals are much broader than 
simply the financial aspects (profitability, growth 
etc.) of the business (Massey et al, 2005) and it is al-
so necessary to integrate concepts related to custom-
er service, quality of life and personal values etc. 
 
The profile of the entrepreneur depends on their 
initial training, experience, personal and professional 
aspirations etc. and plays a key role in their approach 
to risk management. Lamm (2010) underlines this, 
and proposes a taxonomy of entrepreneurs based on 
their behavior in the area of occupational risk pre-
vention. The taxonomy highlights six distinct entre-
preneur profiles which are divided into two catego-
ries: 
− Non-compliant behavior. The three profiles are: 
the employer who does not comply with regula-
tions for economic reasons, the dissident employ-
er and the incompetent employer.  
− Compliant behavior. The three profiles comprise: 
the socially responsible employer, the conscien-
tious employer and the professional employer. 
 
The factors that motivate entrepreneurs vary 
(Gray, 1997). Therefore it is necessary to pay partic-
ular attention to the fact that (global) risk manage-
ment is only a tool. However, this tool can support 
the achievement of a wide range of company objec-
tives. The diversity of goals pursued by entrepre-
neurs raises the question of their perception and un-
derstanding of risk. Indeed, in considering the view 
of an entrepreneur as a systematic risk taker, it 
proves to be necessary to segment what is on the ta-
ble in the matter of risk management and prevention 
(Antonsson, 1997) according to (among other fac-
tors) the configuration of the organization and the 
profile of the owner.  
 
The external environment of the organization 
plays a pivotal role in terms of risk management 
(Walters, 2001). This is demonstrated by Martin & 
Guarnieri (2008) who describe the importance of so-
cial, regulatory and economic pressures in Occupa-
tional Health and Safety (OHS) risk prevention. In 
order to sustain OHS risk prevention measures in 
SMEs, they reaffirm the need to take into account 
the networks available to the owner, client relation-
ships, legislation and the proximity of prevention 
bodies. Their observation is based on the general hy-
pothesis of Favaro (1997), which states that “ob-
served safety practices are, to a large extent, func-
tions of a set of organizational and structural 
determinants which are external to the health and 
safety domain”.  
 
In this context, it is possible to determine that risk 
control procedures (or more generally, risk manage-
ment) designed for SMEs must be structured taking 
into account the profile of the owner, the characteris-
tics of the organization and its environment. 
 
1.2 Limits of the proposed approaches 
“Risk management is a central part of any organi-
sation’s strategic management. It is the process 
whereby organisations methodically address the risks 
attaching to their activities with the goal of achiev-
ing sustained benefit within each activity and across 
the portfolio of all activities.” (FERMA, 2003) 
 
There are many risk management standards (e.g. 
OHSAS 18001, ISO 14001, and ISO 31000). De-
spite some differences between them, they cover the 
basically the same activities, which are description 
of the context, risks assessment, treatment of risks, 
communication and consultation with all stakehold-
ers in the company, and monitoring and periodic re-
view of the risk control process. 
Because they are developed by and for large com-
panies, risk control approaches are based on a num-
ber of presuppositions that are incompatible with the 
organizational and functional reality of the SME. 
 
Implementation of a risk control approach re-
quires significant formalization of information sys-
tems through documentation of the system. In terms 
of standards, this is achieved through the preparation 
of communication/consultation plans and reports, 
policy, action plans, procedures, record keeping etc. 
However, it is well-known that the SME is charac-
terized by a poorly organized internal information 
system (informal communication predominates) 
alongside a simple and operational external infor-
mation system (Julien, 1997). It is then proposed to 
adapt the requirements of Risk Management to the 
Information System of the company (and not to cre-
ate a formal one in a business which will not be able 
to support it).  
 
Risk management systems also tend to encourage 
a preventive, rather than curative vision. This is at 
odds with the decision making process of SMEs, 
which is generally intuitive, often reactive (rather 
than proactive), and which responds mainly to con-
straints dictated by operational factors (which take 
precedence over managerial and strategic factors). 
This mode of operation puts the business into an al-
most constant state of self-adjustment. The occur-
rence or the evolution of factors, internal or external 
to the organization, implies that there is a lack (or 
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non-existence) of planning processes in non-
operational, low-priority areas (Mintzberg, 1999). 
 
However, this collection of factors appears to be 
insufficient to explain the diversity of SME risk 
management practices. This leads to the search for, 
and identification of, the various ‘states’ or ‘configu-
rations’ of the organization, which in turn brings us 
to the concept of the lifecycle. 
 
1.3 The lifecycle concept as an explanatory device 
for the development of risk management systems 
The Zwetsloot (2000) model describes the evolu-
tion of safety management in terms of four distinct 
theoretical phases.  
− The first phase corresponds to a posteriori event 
management (an ad-hoc response).  
− The second corresponds to an informal manage-
ment system. It is a stage of methodical organiza-
tion. It embodies a state where the company 
makes a periodic risk assessment, identifies and 
prioritizes corrective actions and implements 
planned control measures.  
− The third and fourth phases correspond respec-
tively to a standardized system (a systems ap-
proach) and  
− integrated (holistic) management. 
 
In generalizing this OHS model to overall risk 
management, it appears that the approaches pro-
posed by institutional actors are ‘standardized’. That 
is, as described earlier, they are in contradic-
tion/opposition to the characteristics of some SMEs 
(particularly the smallest). However, some SMEs are 
certified and others have an integrated risk manage-
ment system. It is clear that organizations that incor-
porate an organized operational architecture are 
much more structured than is generally accepted. 
 
A more detailed examination of the Zwetsloot 
model reveals that evolution in safety management 
systems corresponds to evolution in the organization 
and function of the business in which it is deployed. 
This evolution of the various stages in the organiza-
tion and function of the SME can modeled using the 
lifecycle concept. 
 
Amongst the different approaches to developmen-
tal stages, a model that has received particular atten-
tion is that of Scott and Bruce (1987), which is based 
on (among others) the general model developed by 
Greiner (1972). They specify various evolutionary 
stages which correspond to the age and size of the 
business. Their model, which is in no way predic-
tive, has two distinct aspects, which are: 
− the lifecycle curve (a representation of the various 
evolutionary stages) and  
−  the associated characterization of the company 
using parameters. 
 
The lifecycle curve is divided into five intervals 
(inception, survival, growth, expansion and maturi-
ty). Each interval is separated by a crisis, which 
brings about a transition to the next level. 
 
Figure 1.Base curve of the model (Scott & Bruce, 1987)   
These five intervals correspond to a particular 
company configuration, and are defined by eleven 
parameters including cash generation, management 
style, control systems, the principal source of fund-
ing, and product research. 
 
Analysis of the data makes it possible to deter-
mine that each stage of the business lifecycle corre-
sponds to a state of organizational structure. The or-
ganizational structure itself conditions the risk 
management system. In fact, the questions arises, 
how would an organization that does not follow spe-
cific objectives and a coherent vision be able to de-
fine a risk control policy? The same question arises 
in terms of planning, organization (responsibilities, 
coordination, communication etc.) and control. 
This observation (highlighted by Favaro, 1997) 
confirms that the evolution of risk perception coin-
cides with the evolution of the business. It brings to-
gether diverse prevention needs that correspond to 
the lifecycle of the company. It also identifies three 
characteristic stages in the development of preven-
tion activities, which are:  
− control activities (information, regulation),  
− instrumentation activities (tools, methods) and  
− structuring activities (means, resources). 
This first section has discussed risk management 
in SMEs. The following section aims to integrate the 
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concept of vulnerability. The objective is to round 
out the foundations of the management tool our 
work aims to develop. 
2 MODELING THE VULNERABILITY OF SMES  
The second section presents the foundations of a 
model of the vulnerabilities of SMEs which inte-
grates the lifecycle concept. 
 
2.1 From failure to vulnerabilities of SMEs 
The precise reasons for the failure of a business 
are not always obvious (Megginson et al., 2003). It is 
usually the result of deeper causes, of which the 
most commonly cited are financial problems, man-
agement problems, demand problems and an internal 
crisis. 
 
It is well-known that a third of the causes of busi-
ness failure are accidental and that the remaining 
two-thirds are predictable (Deminski, 2002). While 
Deminski discusses financial difficulties (under-
capitalization, poorly financed investment etc.) and 
mismanagement (lack of pricing knowledge, weak 
information systems etc.), he also highlights a third 
feature which he calls ‘critical phases’, of which de-
velopment, transfer and creation (the first two years) 
phases are examples. 
 
De la Bruslerie (2006) develops the idea that fail-
ure is a conjunction of events and vulnerabilities. 
This work is based on the definition of a vulnerable 
company as “that which exhibits a high risk of fail-
ure should certain events or an environmental 
change occur”. This idea raises the possibility that 
the aforementioned events are in fact commonly cit-
ed as causes and that the interesting question lies in 
the concept of vulnerability, defined by Turner at al. 
(2003) as “the degree to which a system, subsystem, 
or system component is likely to experience harm 
due to exposure to hazard, either a perturbation or 
stress/stressor”. 
All small businesses face the same events (e.g. 
the loss of a key worker). However, they do not all 
fail in the same way. Work carried out in the area 
highlights two major types of failure. The first con-
cerns the failure of the business from a legal point of 
view and takes the form of judicial liquidation and 
legal redress. The second is financial failure and 
highlights two distinctly different processes:  
− a so-called ‘rapid’ process where failure is direct-
ly attributable to an inciting incident, and  
− a ‘slow’ process in which failure is not directly at-
tributable to a particular event but rather to its 
consequences (e.g. the gradual erosion of mar-
gins). 
 
If vulnerability is thought of in terms of the con-
sequence of an event on one or more assets, it would 
seem appropriate to work at the level of the concept 
of consequences. This being the case, it is no longer 
a question of talking about the vulnerability of SMEs 
but rather vulnerabilities of the SME. 
 
2.2 The transitory nature of vulnerabilities 
The same threats confront all businesses. The 
emerging small business, the mature small business 
as well as big businesses can all, for example, face 
rising costs in raw materials. Why, then, in a large 
company, does this increase in costs lead to the 
search for a substitute product; while for the emerg-
ing small business, it could be considered fatalisti-
cally as the ‘dramatic rise’ in operating costs that is 
the origin of its failure? Moreover, why does this in-
crease not lead to the failure of all similarly-sized 
SMEs in the same area of activity? This variability 
in consequences lies in the fact that the cause of fail-
ure is not (only) the rising cost of raw materials but 
rather the inability (or limited capacity) of the organ-
ization to anticipate and respond when faced with 
this problem. 
 
Ooghe and De Prijcker (2006) stress that man-
agement shortcomings, which push an organization 
towards failure differ, according to the type of busi-
ness. A young business with managerial and finan-
cial management shortcomings does not fail for the 
same reasons as an older company, which is unable 
to adapt to its environment. This is confirmed by 
Crutzen (2009) who highlights the link between the 
lifecycle and types of failing businesses. Types of 
failing business are defined as: the badly created 
business, businesses suffering from growth prob-
lems, (old) non-reactive businesses, businesses that 
serve other interests and businesses that suffer unex-
pected shock. 
 
Table 1. Example of main explanatory failure patterns of small 
firms in the context of lifecycle theory (from Crutzen, 2009)  
Badly created firms 
(creation) 
Poor foundations 
Insufficient managerial experience  
Poor foundations + insufficient 
managerial experience 






Overestimation of the future level 
of activity 
Lack of control 
Non-reactive firms (ma-
turity-decline) 
Progressive misalignment with 
their environment 
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From this, it appears that the inability to antici-
pate and respond to events is not immutable. The se-
verity of the consequences of an event varies accord-
ing to the state of evolution of the organization. It is 
therefore likely that an emerging SME will be able 
to handle a certain range of risks which expands as 
the organization develops. It follows that the vulner-
abilities of an SME in a growth phase differ from 
those of the same company as it matures. This is due 
to the fleshing out of various practices that emerge, 
formalize and finalize during the various phases of 
company development. 
 
This sub-section has highlighted the relationships 
between the characteristics and vulnerability of a 
system as well as the importance of taking these 
links into account for the development of appropri-
ate tools. 
 
2.3 Towards a model of vulnerability 
Now that the component elements for understand-
ing the major risks faced by SMEs have been deter-
mined, it is necessary to investigate more precisely 
the functioning of the organization in order to under-
stand and model its vulnerabilities. 
 
To this end, the SME is studied in terms of its own 
characteristics (sector of activity, workforce etc.) and 
organization (management style, operation, structure 
etc.). The study would not be complete without tak-
ing into account interactions between the company 
and its environment. While analysis of the relation-
ships a company has with its partners and employees 
is necessary, it appears that the environment also 
plays an important role in risk management. 
 
Modeling the vulnerability of small business is 
based initially on the ‘localization’ of the effects on 
the SME when it is confronted with a harmful event, 
(e.g. flood, failure of an important supplier, or the 
death of the owner).  The model describes the SME 
in functional terms. It provides a simplified view of 
the functioning and organization of the business, and 
identifies the function(s) affected by an event. 
It is then necessary to characterize the conse-
quences of these events. Consequences are classified 
using an insurance-type typology of damage that en-
compasses damage to property, the allocation of re-
sponsibility, injury to personnel and interruption of 
business operations. The characterization is supple-
mented by an assessment of the impact of the event 
on the company’s business. 
 
As was stated previously (section 2.2), the conse-
quences of an event depend on the evolution of the 
business in which it occurs. This establishes that it is 
actually the business’s ability to respond to an event 
that determines the severity of the consequences. 
This in turn depends on the degree of organizational 
and functional development of the structure. Look-
ing at the concept of vulnerability from a behaviorist 
viewpoint the severity of consequences can be seen 
as dependent upon on the lifecycle of the company. 
 
Thus, in a small business whose human resource 
management process is limited to wages, hiring and 
firing (the state of human resource management 
practice that is consistent with an emergent busi-
ness), the consequences of the departure of a key 
worker are likely to be more significant than in an 
SME which operates a more formalized system (e.g. 
the company which operates an HR policy for the re-
cruitment and retention of managers; potentially the 
case for an SME in a growth phase). Company’s 
practices as mentioned for a growing  business con-
figuration allow us to state/to infer that the entrepre-
neur identified the event “Loss of key worker”, that 
he appreciated how disturbing this could be for its 
activity (even if it is only instinctively) and that he 
brought this issue a solution. 
 
The last step in building the model is based on the 
identification of explanatory factors for the vulnera-
bility of SMEs. For this it is necessary to investigate 
the criteria that influence the intensity and severity 
of damage for the business. Criteria are identified us-
ing the typology of damage previously established, 
the various elements related to the diagnosis of vul-
nerabilities, along with those related to the causes of 
failure in SMEs. 
 
Table 2. Sample vulnerability criteria 
C1 The economic and financial health of stakeholders (cus-
tomers/suppliers/subcontractors etc.) 
C2 The extent of the damage suffered by the company 
C3 Accessibility of the land/buildings of the company 
(safety + ingress/egress) 
C4 Workforce corresponds to business activities 
C5 Company name/brand name/brand corresponds to busi-
ness activities 
Once these factors are identified, a structural 
analysis demonstrates the predominance (or not) of 
the role played by these criteria in characterizing the 
vulnerability of the business. Structural analysis is a 
tool that describes a system using a matrix which 
links the constituent components. Through the study 
of these relationships, the method identifies key var-
iables in the evolution of the system (Godet, 2001). 
 
This stage helps to organize the elements neces-
sary to build a model of the vulnerability of SMEs. 
The proposed methodology, which aims to build a 
tool to reduce these linked vulnerabilities, rests upon 
this model.  
Figure 2: Structural architecture of the model’s interrelationnal 
organisation 
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3 DESIGN AND TESTING OF A DIAGNOSIS 
AND TARGETING METHOD FOR SMES 
This final section outlines the stages that lead to 
the development and implementation of a diagnostic 
and targeting tool for risk management in SMEs. 
 
3.1 The diagnostic design and the targeting tool  
A structural analysis was used to analyze the vul-
nerability criteria. This is divided into two main 
stages. The first is the identification of existing rela-
tionships between variables, and the second is the 
construction of Influence/Dependence plans. 
 
A Boolean matrix is used to show the existing re-
lationship between variables. This is a square matrix 
(the same number of rows as columns). It centers on 
the predetermined vulnerability criteria that are 
compared on a one-to-one basis. If it is shown that 
the variable i has an influence on the variable j, a 1 is 
recorded in the corresponding box of the matrix A. 
Otherwise, a 0 is recorded. This step is completed by 
calculating the sum of each row and each column, in 
order to obtain for each criterion, its Cartesian coor-
dinates. 
 
The coordinate dataset is used for the preparation 
of Influence/Dependence plans. The x axis demon-
strates the dependence and the y axis the influence of 
each criterion on the system. The resulting scatter 
plot allows the classification of variables using the 
following rules: 
Table 3. Influence/Dependence plan (adapted from Godet, 
2001) 
 X is low X is average X is high 
Y is low Excluded 
variables 
Pack variables Result (output) 
variables 
Y is average Pack  
variables 
Pack variables Challenging  
variables 
Y is high Driving (input) variables 
Excluded variables are considered minor. These 
criteria have little or no importance for understand-
ing the system (e.g. the entrepreneur gender, the na-
ture of the soil where the company is built…). 
Driving (input) variables characterize criteria 
which have a significant influence on the dynamics 
of the system (e.g. the financial/relational/technical 
support capability of associates / shareholders / fi-
nanciers, the means available for technical develop-
ment (equipment, collaboration), the reputation of 
the business…). 
Result (output) variables demonstrate the criteria 
most dependent on others. Their state and evolution 
depends on that of the system (e.g. the competen-
cy/ability of people to accomplish their task/activity, 
their loyalty or propensity to serve interests of the 
company…). 
Challenging variables reveal the dual nature of 
influence and dependency. These criteria are inter-
esting because of their instability. It is through 
changing the state of these criteria that it is possible 
to affect the input and output variables for which 
they act as relays (e.g. the business profitability, the 
economic and financial health of stakeholders (cus-
tomers, suppliers, subcontractors…), the level of 
regulatory compliance…). 
Pack variables do not individually play a major 
role in the functioning of the system but must be in-
corporated because of the significance of their influ-
ence and/or dependency characteristics. From an op-
erational perspective, pack variables are too 
numerous to consider an exhaustive integration. An 
additional/extra weighting has been carried out in 
order to identify the most influent and/or dependent 
ones. These “high pack” variables are thirty eight 
and include the level of activities standardization 
within the considered business, the quality of tech-
nological watch, the level of customers’ satisfaction 
with regard to the product/service… 
 
This first Influence/Dependence plan demon-
strates the direct interactions that these variables 
maintain between themselves. Matrix A is then pro-
gressively raised to the power of 2, 3 and 4 with a 
dual purpose. The first is that it widens the graphical 
spread which allows greater differentiation between 
variables or sets of variables. The second gives rise 
to indirect interactions through comparison with oth-
er, associated Influence/Dependence plans. 
 
3.2 Preparation of the diagnostic and targeting tool  
The objective of the next stage is to develop a 
method whose main aim is to reduce the vulnerabil-
ity of SMEs to their major risks. 
The mode of operation is divided into two main 
parts, which are the diagnosis and treatment of iden-
tified problems.  
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The objective of the diagnosis is twofold. It must 
first identify and prioritize the vulnerabilities of the 
business in the context of its evolution. Secondly it 
must determine the extent to which risk management 
systems have been developed. With this diagnosis, 
the aim of the treatment stage is to supply and evalu-
ate a range of possible solutions that take into ac-
count the capacities of the organization. 
Three major sets of information are needed: 
- The first group of data lies in the studied sys-
tem’s state characterization coming from a ques-
tioning that allows positioning the company on 
its lifecycle, to describe its vulnerabilities and to 
define its level of organizational maturity. This 
phase of the diagnosis can be connected with the 
context establishment stage. 
- From this first group of data, the second body of 
information relates to the characterization of the 
company’s level of mastery for critical events. 
The first aim of this stage is to verify the entre-
preneur’s consciousness about which difficulties 
its business could suffer but also to estimate his 
knowledge for potential and/or already experi-
enced consequences. The second purpose is to 
specify if the organization’s practices make it 
possible to absorb and to limit the impact of crit-
ical events. 
 This concludes the identification of the compa-
ny’s vulnerabilities.  
- The last set of information aims to refine the 
plan of actions by assessing the appropriateness 
of the proposed treatment options to the oppor-
tunities available into the business (e.g. financial 
and time resources, available expertise). 
Table 4. Relationship between diagnostic stages and use of in-
formation collected 
Diagnosis stage How the information is used 
Knowledge of the  




To specify the level of risks identifica-
tion and assessment in the company 





To adopt of proposed action plan 
 
From an operational perspective, the purpose of 
the tool is to raise the awareness of the entrepreneur 
to their organizational vulnerabilities. Treatment 
plans can then be developed. The benefit of using 
this lifecycle approach lies in moving the ‘center of 
risk observation’ from a vast and complex environ-
ment to a known system. This enables the entrepre-
neur to be integrated into this process as they know 
the system best. Furthermore, founding the tool on 
the concept of maturity restricts the scope of the in-
vestigation and provides solutions of sustainable 
proportions for the business. 
 
The method is implemented using the diagnostic 
tool which is composed of different questionnaires 
and charts organized according to the company’s 
functions (Sales, Management, Administration…). 
This should allow to consider an easier results ap-
propriation for the entrepreneur by increasing his 
major risks consciousness and knowledge. 
For example, about the Management function, the 
questionnaire allows:  
- To define the function internal context by con-
sidering the management team composition and 
the state of their relationships, the management 
style, the management team characteristics (age, 
education, training…). 
- To define the external context by describing the 
Management relational environment. This is 
done through a questioning related to partners 
and advisers’ competencies or loyalty (for exam-
ple) but also related to the leader’s person-
al/private life. Indeed, even if this last point ap-
pears to be very intrusive, it has been 
demonstrated that the dissociation between per-
sonal and professional life is not so obvious in 
very small businesses: “if we are interested in 
economic transformation, we need to look at the 
owner as well as the firm – and the owner’s life 
as well as the business lifecycle” (Massey, 
2007). 
- To assess the entrepreneur’s level of conscious-
ness about critical events related to the manage-
ment function through two distinct temporal 
spheres. The first aspect inheres in the business 
history therefore in the lived experience which 
influence and condition the information area 
used by the entrepreneur in order to take deci-
sions. The second aspect is related to a projec-
tion into the future studying the entrepreneur’s 
perception/intuition of potential critical events. 
- To identify and to estimate the nature and gravity 
of consequences abiding the lived/foreseen di-
chotomy which condition the questioning level 
of details. Indeed, if we can expect precise in-
formation about known events, it appears to be 
more complicated to ask the entrepreneur for the 
same accuracy about potential impacts. 
- To describe if the organization set up appropriat-
ed actions in relation with lived critical events 
and if it checks their efficiency.    
  
Within this context, contributions of integrating 
the lifecycle concept are multiple.  
As it helps to determine the state of the studied 
system, the questionnaire can be lighter. For exam-
ple in a company under creation/inception, it appears 
to be useless to ask the question related to the fol-
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lowing of its market shares as the business theoreti-
cally do not have formal marketing practices. 
For vulnerabilities prioritization, the lifecycle no-
tion helps weighting critical events with regard to 
the organization state. For example, it is possible to 
envisage the maximum severity for the “Manage-
ment team dissension” event occurring in a new 
small business. This criticity decreases with decision 
power and responsibilities devolution inherent to or-
ganizational development. 
At last for vulnerabilities treatment, the used 
lifecycle model gives information about “how to 
treat”. The purpose is not only reducing vulnerabili-
ties but also making explicit the concept of risk for 
the entrepreneur. With regard to the highlight on 
“where are major risks for the business”, it is about 
constructing an available knowledge area in which 
the entrepreneur can consider to act. Chosen treat-
ment options :  
- Should be followed-up over time i.e. they should 
progressively become “normal/usual” business 
activities and  
- Must not be counterproductive as in the case of a 
recommendation which would rigidify the organ-
izational structure of a company centered on 
R&D activities. 
 
3.3 Testing and validation of the method 
The aim of testing is to validate the method. It 
checks consistency and relevance to the target user. 
 
The target of the diagnosis is the entrepreneur as 
he represents the organization cornerstone for which 
- he has/possesses a global knowledge and  
- he is the one who makes the decisions for initiat-
ing and following risks management activities. 
 
Although they may initially need support in the 
use of the diagnostic tool and the deployment of ac-
tion plans, the tool is expected to evolve and could 
eventually be used for self-diagnosis. It is therefore 
essential to validate and adjust it, and to assess the 
extent to which it is ‘owned’ by the SME. 
 
To limit the impact of contextual biases, tests will 
be carried out in the second half of 2011 in an area 
of France known as the Ile de France.  
The first series of tests are related to the diagnos-
tic tool and use the following procedure. First the en-
trepreneur is interviewed. This enables the advisor to 
provide necessary documentation, and to collect 
some initial information. At the end of this inter-
view, the decision is taken to evaluate the business 
using the diagnosis (or self-diagnosis) tool. The di-
agnosis (or self-diagnosis) is carried out in pairs 
comprising, for example, the advisor and the entre-
preneur or the entrepreneur and their resource man-
ager (e.g. production manager, personal advisor). 
The pairings cited are not exhaustive and other sig-
nificant actors may be invited to participate in the 
exercise (e.g. accountant, legal adviser). 
A questionnaire is used to assess the degree to 
which the SME takes ownership of the process. It 
focuses on the form of the instrument, its content, 
relevance and eventually, the appropriateness of the 
results. At this stage support would be probably be 
given to the company in the use and communication 
of its results.  
 
Depending on interest, a collective discussion 
session may be arranged. The aim is both to make an 
assessment of the intervention, and to benchmark 
particular solutions which could be used as examples 
of good practice. At the end of this process, the in-
formation gathered is used to adjust the method and 
the procedure.  
4 CONCLUSION 
The majority of SMEs are not, and do not want to 
be high-growth. It is therefore important to reflect on 
the risk management procedures that are appropriate 
to them. The development and integration of a risk 
management system should be dictated by the level 
of organizational maturity, which impacts the opera-
tional needs of the company, amongst other things. 
 
Practically, our results make it possible to recon-
sider various risk assessment methods (in banking, 
insurance etc.) designed for small businesses. They 
may also serve as a framework for those who create 
procedures and associated tools, designed for SMEs, 
who need to develop dynamic and evolving ap-
proaches to risk management. 
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