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Abstract 
Routing protocol of wireless sensor network research is the key problem, according to network topology, routing 
protocols can be divided into flat and hierarchical routing protocol. From the basic ideas, the advantages and 
disadvantages and applications the article introduces several typical hierarchical routing protocols in detail, which 
are analyzed and compared based on performance parameters, and finally summarizes the problems of routing 
protocols and possible research direction in future combined with the current research status. 
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1. Introduction 
The emergence of wireless sensor networks attracted worldwide attention. Wireless sensor networks 
are a new generation of sensor networks, have a very wide range of applications, their development and 
application will bring about far-reaching impact in human life and production of all areas[1].
The application background of wireless sensor networks is different, a single routing protocol can not 
meet the needs of a variety of applications, so the researchers designed a large number of routing 
protocols. Routing protocols do not have a complete and clear classification, according to network 
topology, routing protocols can be divided into flat and hierarchical routing protocol, the paper mainly 
study and compare hierarchical routing protocols.
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2. Study of Hierarchical Routing Protocols 
Hierarchical routing in wireless sensor networks are usually divided into several clusters, each cluster 
consists of a cluster heads and a number of cluster membership, multiple cluster heads form the high-level 
network. In the high-level network, wireless sensor networks can be divided into clusters, which form a 
higher level of network again until sink node of the highest level. Hierarchical routing protocol has 
become the focus of the routing technology with the advantages of convenient topology management, 
high-efficiency energy use, and simple data fusion[2].
2.1. LEACH
LEACH (Low-Energy Adaptive Clustering Hierar-chy) [3] is the first hierarchical protocol of wireless 
sensor networks based on data fusion, plays an important role in routing protocol of wireless sensor 
networks, other cluster-based routing protocols such as TEEN, APTEEN , PEGASIS are largely evolved 
by the LEACH. In order to balance the energy load of the network, the idea is cluster head node generated 
randomly with the way of circular manner, and reduces energy consumption and prolongs network 
lifetime. A cycle LEACH operation is a “Round”, each one round contains the set-up phase and steady 
phase. During the set-up phase, cluster head generated randomly, the random number is selected in a 
range between 0 and 1 in each sensor node, if the number selected is smaller than some a threshold T(n), 
then the node is select as the cluster head.Formulae of T(n) as follows: 
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Where, p is the percentage of the number of cluster head and the total number of nodes in network, r is 
the current round number, G is the cluster node set except cluster head of the last 1/p rounds. Then, the 
cluster head node broadcasts the message of it becoming cluser head to the entire network, each node 
decides to join which cluster based on the strength of information received, and respond to the 
corresponding cluster head. Then in the next phase, each node uses the method TDMA to transmit data to 
the cluster head node, the cluster head sent the fusion data to the sink node. Between the clusters, each 
cluster competes communication channel with CDMA protocol. After a period of steady phase, the 
network enters the next round of the cycle again, continuous cycle.The method of cluster head selected 
randomly avoids excessive consumption of energy, improves the network lifetime, data fusion reduce the 
traffic effectively, but the protocol still uses the hop communication, although the transmission delay is 
small, nodes require a high power communications, expansion is poor, it is not suitable for large-scale 
networks; even in smaller networks, the nodes farther away from the sink node communicating with each 
other in high power can lead to a shorter survival time; frequent selecting cluster head will lead to the 
traffic costting of energy. 
2.2. PEGASIS 
2.2.1 PEGASIS 
PEGASIS protocol (Power-Efficient Gathering in Sensor In-formation Systems) [4] is established based 
on the LEACH routing protocol, uses dynamic select the cluster head still.In order to avoid 
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communication consumption of frequent selection, the nodes are made into a structure chain, each node 
knows the location of other nodes, and find the nearest neighbor nodes to send and receive data through 
the greedy algorithm, each node becomes cluster head(chain head) in turn. The data collected in the chain 
is transmited point to point, Integrated and transmitted to the sink node , then a new round of selection 
and transmission is begun over again. Figure 1, node C was selected as the chain head, and broadcasts 
chain head flag to the around nodes, node A receives the chain head flag and sends data to the node B; 
Node B Integrates the data of node A and its own data generated, sends the data to the chain head; 
Similarly, node E sends data to D, node D Integrates the data of node E and its own data generated and 
sends to C. Node C receives the data of two neighbors ,Integrates the data and its own data, and sends the 
information to sink node ultimately. The protocol avoids the communication cost caused by LEACH 
protocol effectively, reduce the number of data transmission and communication volume through the 
chain of data aggregation; nodes use the mode of low power, only communicate with the nearest neighbor, 
use energy efficiently, and improve the network lifetime. But the way of chain makes the cluster head of 
single-chain to be the key, and its failure will lead to routing failures; all nodes need the ability to 
communicate with the sink node; chain is too long, the data transmission delay will increase, not suitable 
for real-time applications; nodes also need to know the location of other nodes, which is expensive cost. 
A B C D E 
sink 
Fig. 1. Data transmission along chain in PEGASIS protocol  
2.2.2 Layered PEGASIS 
Layered PEGASIS protocol[5] is an extension of PEGASIS, mainly solves the problem of whose delay 
is too much in data transmission caused by long chain. In order to avoid node conflict and data 
interference, the protocol uses two methods, one method is combination of signal coding, such as CDMA 
(Code Division Multiple Access), the second is only part of the nodes are allowed to transmit data in the 
same time. the nodes construct a layered transmission node tree, select a upperstory node to communicate 
in each layer to achieve parallel transmission of data and reduce delay. Shown in Figure 2, C3 is cluster 
head selected in the chain, it will Integrate and transmit all the data to sink node. So it is the top level, 
number of layers is begin from 0. Transmission, each node sends its information to the right neighbor 
node, the node who receives the information sends the data to the right after integration, when it reaches 
the second layer, leaving only the C3 and C7, the C3 is a cluster head, C7 should send data to C3, finally 
to the sink node. 
sink 
C3 
C3 C7 
C1 C3 C5 C7 
C0 C1 C2 C3 C4 C5 C6 C7 
Fig. 2. Data transmission along chain in Layered PEGASIS protocol  
2.3. TEEN and APTEEN 
2.3.1 TEEN 
TEEN protocol (Threshold sensitive energy Efficientsensor Network protocol)[6] uses clustering 
algorithm similar to the LEACH, but the TEEN is routing protocols designed for reactive wireless sensor 
networks. In the process of establishing cluster, TEEN protocol sets two thresholds of hard and soft, 
reduces the amount of data transmission through the the way of filter. After the cluster head selected, in 
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addition to attemper data through the way of TDMA, two threshold parameters should be 
broadcasted.The hard threshold is the minimum of data transmission, the soft threshold specifys the 
change range of data detected. When the node monitor the data exceedding the hard threshold the first 
time, nodes can send data to the cluster head, and set the data as new hard threshold and save the monitor 
value sv (sensed value). Then only the monitoring data is greater than the hard threshold and the absolute 
value of difference with the sv is not less than the soft threshold, nodes can send data and set the new data 
as new hard threshold. The protocol reduces the amount of data transfer by setting soft and hard threshold 
significantly, which can monitor a number of unexpected events and hot spots, but the threshold prevent 
from some data , not suitable for the application of periodic reporting of data. 
2.3.2 APTEEN 
APTEEN protocol(the adaptive Threshold sensitive En-ergy Efficient sensor Network protocol)[7] is 
the extension protocol of the TEEN protocol, which adjust the parameters issued by the cluster head, 
which can change related parameters according to the needs of users or the use of type, including a set of 
physical attributes expressed that users expect to get; hard and soft threshold; operation mode (TDMA); 
counting time (CT), the most time period represented successful data transmission of a node. 
2.4. TTDD
TTDD protocol(Two Tier Data Dissemination)[8] is applicable to multi-sink node and the sink node 
moving in the network. When multiple nodes detect events, a node is selected as the source node to send 
data. The source node set itself as a cross-point of grid to construct a Grid network, the process is: the 
source node calculates the location of adjacent cross-point first, requests the node closest becoming a new 
cross-point through using the greedy algorithm, the new intersection continues the process until the 
request expired or reaching the network edge. Intersection saves the event and information of the source 
node. Data query, the sink node use flooding query method to request the nearest cross-node, then the 
query request transmited in the cross-point, and ultimately the source node receives a query request, the 
data will be send back to the sink node. Sink node can continue to move waiting for data, and using agent 
mechanisms to ensure reliable data transmission. The protocol uses a single path, and extends the network 
lifetime compared with the Diffusion; but the node must know its location, the node density is high, and 
the position of the common node can not be moved, and the subnet structure is complex, and the cost of 
computing and maintenance in Grid is more large. 
3. Comparison of Hierarchical Routing Protocols 
With the traditional network routing protocol, routing protocol of wireless sensor networks has new 
features and requirements:  
z energy priority, the node energy is limited, it is an important goal of the design of routing 
protocol to extend the network lifetime;  
z  data- based, minimize data transmission, reduce information redundancy through data fusion;  
z based on the local topology information, in order to save communication energy, use multi-hop 
communication mode, the node can not store large amounts of routing information, routing can 
not be too complicated calculation, routing mechanism must be simple and efficient;  
z scalability, dynamic network topology, routing protocols use distributed operation mode, easy to 
expand;  
z robustness, as node failure or failure of various causes, routing mechanism must have some fault 
tolerance;  
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z  fast convergence, routing algorithm must be simple, able to adapt to the dynamic topology 
change, reduce communication costs and improve the transmission efficiency;
z security, prevent data from being stolen or forged ,routing protocol should have good security. 
Described above is mainly based on hierarchical routing protocol which relevant to applications and 
difficulty of wireless sensor, the protocol is difficult to say which is more superior. Based on the 
performance requirements above, here are the comparison of routing protocols described in the text. 
Shown in Table 1, 
Table 1. Comparison of routing protocols 
 LEACH PEGASIS Layered 
PEGASIS 
TEEN APTEEN TTDD 
Classification hierarchical hierarchical hierarchical hierarchical hierarchical hierarchical
Proactive Yes Yes Yes Yes Yes Yes 
Energy Conservation Very Good Very Good Very Good Good Good Good 
Network Life Time Good Very Good Very Good Very Good better Good 
Data-Based No Yes Yes Yes Yes Yes 
Data Aggregation Yes Yes Yes Yes Yes No 
Location-Based No No No No No Yes 
(Qos-Supported No No No No No Yes 
Multipath No No No No No No 
Optimal Path No No No No No No 
Robustness better better better better better Good 
Scalability Good Good Good Good Good common 
Security No No No No No No 
4. Summary and Outlook 
In addition to these typical algorithms, many researchers have proposed many improved algorithms. In 
the problem of high effective and dynamic clustering, it is to consider more effective cluster head 
selection algorithm and cluster head load balancing algorithm. Energy is not the only constraints of 
cluster head selection, in the complex and specific application, we must also consider the location of the 
node, the distance to the base station, computing power and mobility. For disadvantages of the formula of 
T (n) in LEACH, DCHS (deterministic cluster-head selection)[9] adds the energy factors into account, 
improved the formula of T (n). LEACH-C (LEACH-centralized) and LEACH-F (LEACH-fixed)[10] is a 
centralized algorithm for cluster head generated, while the base station responsible for selecting the 
cluster head. LEACH-C selects cluster head based on global information, which can solve this lack of 
LEACH. The biggest advantages of LEACH-F is that cluster has not be constructed each round loop, 
which reduce the cost of constructing the cluster. However, LEACH-F is not suitable for real network 
applications, because it can not handle dynamic node joins, failures and move. It also increases the signal 
interference between clusters. 
In future studies,it need to solve the problem of QoS caused by the video and image data and real-time 
applications. Hierarchical routing based energy-aware QoS has been much accounted of more and more, 
it will be applied in real-time tracking goal and other aspects of applications, which put forward the 
stringent requirements of bandwidth guarantee and effective use of energy efficient path. In addition, the 
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development of sensor hardware will also have a significant impact to the design of routing protocols. For 
example, the energy of the sensor cannot be reincreased generally, but the development of hardware 
technology makes it is possible for energy can be added. Security is an important research direction of 
sensor network in future. 
References 
[1] Elson J,Estrin D.Sensor Networks:A Bridge to the Physical World[M].Norwell:kluwer Academic Publishers,2004:3-20. 
[2]Akyildiz I F,Su W,Sankarasubramaniam Y,et al. A Survey on Sensor Networks[J].IEEE Communications 
Magazine ,2002,40(8):102-114. 
[3]Heinzelman W,Chandrakasan A,Balakrishnan H.Energy-efficient Communication Protocol for Wireless Microsensor 
Networks[C].In Proceeding of the 33rd Annual Hawaii Int’l Conf.on System Sciences.Maui:IEEE Computer Society,2000:3005-
3014. 
[4]Lindsey S,Raghavendra C.PEGASIS:Power-efficient Gatgering in Sensor Information Systems[C].In Proceeding of the IEEE 
Aerospace Conference.Montana:   IEEE Aerospace and Electronic System Society,2002:1125-1130. 
[5]Lindsey S,Raghavendra C,Sivalingam K.Data Gathering in Sensor Networks Using the Energy Delay Metric[C].In 
Proceeding of the IPDPS Workshop on Issues in Wireless Networks and Mobile Computing’01,2001:23-27. 
[6]Manjeshwar A,Agrawal D.TEEN:A Protocol for Enhanced Efficiency in Wireless Sensor Networks[C]. In Proceeding of the 
1th International Workshop on Parallel and Distributed Computing Issues in Wireless Networks and Mobile 
Computing’01,2001:2009-2015. 
[7]Manjeshwar A,Agrawal D. APTEEN:A Hybrid Protocol for Effient Routing and Comprehensive Information Retrieval in 
Wireless Sensor Networks[C].In Proceeding of the 2nd International Workshop on Parallel and Distributed Computing Issues in 
Wireless Networks and Mobile Computing’02,2002:195-202. 
[8]Ye F,Luo H,Cheng J,et al.A Two-tier Data Dissemination Model for Large-scale Wireless Sensor Networks[C].In Proceeding 
of the 8th Annual International Conference on Mobile Computing and Net-working.Atlanta :ACM Press,2002:148-159. 
[9]Handy MJ,Haase M,Timmermann D.Low energy adaptive clustering hierarchy with deterministic cluster-head 
selection.In:Proc.of the 4th IEEE Conf.on Mobile and Wireless Communications Networks.Stockholm:IEEE Communications 
Society,2002.368?372. http://citeseer.ist.psu.edu/handy02low.html 
[10]Heinzelman W.Application-Specific protocol architectures for wireless networks[Ph.D.Thesis].Boston:Massachusetts 
Institute of  Technology,2000. 
