Abstract In this paper, an Efficient Retransmission Random Access Protocol (ERRAP) is designed that combines scheme of collision avoidance and energy management for low-cost, short-range wireless radios and low-energy sensor nodes applications. This protocol focuses on efficient Media Access Control (MAC) schemes to provide autonomous Quality of Service (QoS) to the sensor nodes in one-hop QoS retransmission group in WSNs where the source nodes do not have receiver circuits. These sensor nodes can only transmit data to a destination node, but cannot receive acknowledgement or control signals from the destination node. The proposed scheme ERRAP provides QoS to the nodes which work independently on predefined time by allowing them to transmit each packet an optimal number of times within a given period. Our simulation results demonstrate the superiority of ERRAP scheme which increases the delivery probability and reduces the energy consumption.
could be small. So, in the proposed protocol, nodes randomly decide whether it should retransmit to improve packet delivery depending on some pre-calculated efficient retransmission probabilities. The sink node receives exactly one error-free retransmission data packet without collision.
An analytical method to evaluate the maximum data delivery probability and minimum energy consumption is proposed. We design an Efficient Retransmission Random Access Protocol (ERRAP), is simple, lightweight, compatible with the 802.11b standard and provides maximum data delivery.
Organization The rest of the paper is structured as follows. Related works are discussed briefly in Sect. 3.2. An overview of the Background is given in Sect. 3.3. In Sect. 3.4 describes the Problem Definition, objectives and assumptions. Section 3.5 presents the System Model. Mathematical Model is developed for the One-Hop Retransmission in Sect. 3.6. Algorithm and Performance Evaluation are presents in Sects. 3.7 and 3.8. Conclusions are contained in Sect. 3.9.
Related Work
Pai et al. [3] designed a novel adaptive retransmission algorithm to improve the misclassification probability of distributed detection with error-correcting codes in fault-tolerant classification system for Wireless Sensor Networks. The local decision of each sensor is based on its detection result. The detection result must be transmitted to a fusion center to make a final decision.
Lu et al. [4] proposed a MAC layer cooperative retransmission mechanism and a node can retransmit lost packets on behalf of its neighboring node. However, although each lost packet can be recovered by a neighboring node, it still requires a new transmission for each retransmission attempt, which largely limits its ability to increase the throughput of the network.
Xiong et al. [5] consider cooperative forwarding in WSNs from a MAC-layer perspective, which means a receiver can only decode one transmission at a time. Qureshi et al. [6] propose a latency and bandwidth efficient coding algorithm based on the principles of network coding for retransmitting lost packets in a single-hop wireless multicast network and demonstrate its effectiveness over previously proposed network coding based retransmission algorithms.
Ruiz et al. [7] propose an architecture collaboration in which the MAC and routing protocols discover and reserve routes to organize nodes into clusters and to schedule the access to the transmission medium in a coordinated time-shared fashion. It achieves QoS and reduces energy consumption by avoiding collisions and considerably lowering idle listening.
Tannious et al. [8] have proposed an algorithm where a secondary node user exploits the retransmissions of primary node user packets in order to achieve a higher transmission rate. The secondary node receiver can potentially decode the primary node users packet in the first transmission.
Bai et al. [9] propose a design of IEEE 802.11 based wireless network for MAC that dynamically adjusts the retransmission limit to track the optimal trade-off between transmission delay and packet losses to optimize the overall network control system performance.
He and Li [10] propose the single-relay Cooperative Automatic Repeat Request (CARQ) protocol, in which the relay node is selected in a distributed manner; the relays use different backoff time before packet retransmission. In a dense network, due to high possible collision probability among different contending relays, an optimized relay selection scheme is introduced to maximize system energy efficiency by reducing collision probability.
Volkhausen et al. [11] focuses on cooperative relaying, that exploits temporal and spatial diversity by additionally transmitting status a relay node; such relaying improves packet error rates and transmit only once rather than on each individual hop along the routing path. This cooperation reduces the total number of transmissions and improves overall performance.
Wang et al. [12] propose the local cooperative relay for opportunistic data forwarding in mobile ad-hoc networks. The local cooperative relay select the best local relay node without additional overhead; such real time selection can effectively bridge the broken links in mobile networks and maintain connectivity.
Background
Sudhaakar et al. [13] propose a Medium Access Control scheme, which typically consists of large number of source nodes and are within one-hop communication range to one or few sink nodes. Each of these source nodes is equipped with only transmitter module in order to eliminate the cost due to hardware complexity and energy consumption of the receiver module. As a result, they are not capable of receiving any signals like ACK/NAK. The source nodes collect data and transmit a relatively small data frame to the sink nodes once a while and hence the throughput requirement of the source nodes is low. The sink nodes are the only nodes in the network that are equipped with receiver modules and are capable of receiving the transmissions of the source nodes.
Problem Definition
Consider a Wireless Sensor Network consisting of M nodes as shown in Fig. 3 .1, having source nodes and one or two sink nodes. All the WSNs nodes are within one hop transmission range of the sink. The source nodes do not have receiver unit, so it is impossible for sensor nodes to sense the channel either for collision detection or receive any acknowledgements from the sink node. The main objective of the proposed work is to 1. Maximize packet delivery probability. 2. Reduce packet retransmission. 3. Reduce energy consumption. 
Assumptions

System Model
The ERRAP provides QoS to the nodes using random access mode where each node independently depending on local conditions transmits data packet by selecting variable slot randomly for variable data packet according to the number of sensors nodes. Nodes can only join the network during random access periods. The time interval between random access periods could be small. In the proposed protocol ERRAP, nodes randomly decide whether it should retransmit to help the packet delivery depending on some pre-defined efficient retransmission probabilities. The sink node receive exactly one error-free transmission packet in a slot, without collision. Our goal is to develop decentralized MAC protocol to provide QoS guarantees for both time-critical and non time-critical sensor applications. This is a challenge that has not been addressed by any existing approach. The most important metrics to analyze the QoS performance of MAC protocol is packet delivery probability and energy efficiency.
In WSNs, each sensor node data packets transmission duration is relatively small when compared to the data packets that are generated at a constant rate i.e., one packet every T units of time. In addition, if a packet cannot be successfully delivered within a data generation T units of time, the data packets is simply neglected. This makes sures that the new data packets have greater chance of being successfully delivered. Thus the maximum delivery probability that can be achieved by each individual sensor node increases eventually, so that all the nodes in the network achieve their required QoS in terms of data delivery probability.
Mathematical Model
One-Hop Retransmission
We have assumed that the source nodes generate data at constant rate of one packet every T units of time and the retransmission time for each packet is much smaller than the duration of packet transmission T p . To achieve equal packet delivery probability by all the nodes in the WSNs. Under this assumption the packet arrival rate can be modeled as a Poisson distribution. The number of nodes in the network is denoted by M and the number of retransmissions by each node for each packet is denoted by y k . The notations are defined in Table 3 .1.
The packet arrival rate of the source nodes can be modeled as a Poisson distribution and the probability that p packets are transmitted in an interval T t with Q(M) the probability of M arrivals in one time slot is given by
Where, β is the rate of traffic generated by all other nodes inside the transmission range of a node and is equal to ðMÀ1Þ T y. The probability that the packet transmitted by node k does not collide, so it is same as the probability that no packet were transmitted by the other M À 1 nodes in an interval 2T p . Therefore Q nc is The above discussion presents the probability that a packet transmitted by node k is successfully received by the sink. However, node k transmits y k copies of the packet at random instants in every time interval T p . Hence the actual parameter of interest will be the probability that at least one of these y copies is successfully received at the sink, which is defined as the QoS delivery probability of the node. The Q(y c ), the collision transmission of delivery probability of each packet is given by
The probability of successful transmission of sensor data packet Q(y s ) is given by Combining the above equations, we obtain
The Q(y) expresses the QoS delivery probability as function of the number of retransmissions attempted by each node in the interval T p .
The maximum delivery probability Q max that can be achieved is given by
The above result gives relationship between the maximum delivery probability that can be achieved, the number of retransmission attempts that each node makes in every interval T p and the number of nodes M.
Algorithm
In this paper, the performance of retransmission algorithm ERRAP is discussed to find the solution to the optimization problem in one-hop QoS group containing M nodes. The objective of the ERRAP algorithm is to find the optimal retransmission value between y low and y high that minimizes the total sensor network traffic and each node in WSNs achieves maximum delivery probability in background traffic.
ERRAP algorithm solves the problem of energy consumption and delivery probability.
The sensor nodes are randomly deployed and sends data packet to a sink node, y number of times. All the WSNs nodes are within one hop transmission range of the sink and source nodes in the network to achieve the same delivery probability as shown in Algorithm 1. When a data packet is received by a node after transmitting y number of times, in a given period. The arrival rate of packet is modeled as a poisson distribution and the maximum delivery probability is achieved in one hop retransmission. 
Algorithm 1: EERAP algorithm
Performance Evaluation
Simulation Setup
The performance of ERRAP has been evaluated using ns2 simulator package to obtain packet delivery probability and energy consumption. A random flat-grid scenario is chosen for deployment of the nodes within 50 Â 50 and 230 Â 230 m area. In our simulation model, we use two-ray ground reflection model for radio propagation and omnidirectional antenna. The transmission bandwidth is set to 50 Mbps, each source node has only transmit circuit and no receiver and the number of nodes M is 100, data arrival rate T ¼ 1 ms and packet transmission time T p ¼ 6:4 Â 10 À4 ms.
One-Hop QoS Group
The results for Q(y) given in Eq. 3.4 for one-hop retransmission, consisting of M ¼ 100 nodes is plotted in Fig. 3 .2. It shows that the probability of the delivery of packets initially increases with the number of retransmissions, reaches maximum and then decreases. The simulation and numerical analysis results shows that the maximum delivery probability of Q(y) is 0.9990 for 50 Â 50 m area when y ¼ 4 or y ¼ 5. The minimum delivery probability Q(y) is 0.978 is achieved for 3 y 9.
The ERRAP scheme minimizes the network traffic when y ¼ 3 and maximizes the probability of delivery of data packets when the retransmission value y ¼ 4. The second set of curves of ERRAP of simulation results is comparable with the theoretical analysis. The delivery probability Q(y) is 0.96 when the nodes are randomly distributed in 230 Â 230 m region. Since, the simulation performance of sensor nodes are poor in a large region, we assume that the packet loss is only due to channel errors and not due to collisions or interference.
The graph in Fig. 3.2 illustrates that the number of retransmission by each sensor node is reduced by choosing the value for y as 3 or 4. This increases the probability of delivery, which in turn increases the lifetime of the sensor nodes. The simulation results are agree with the analytical results. Packet Delivery Probability
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Minimizing Energy Consumption
The goal of ERRAP scheme is to minimize the energy consumption between any source node and the sink node. The lifetime of sensor nodes in the network is directly proportional to the energy dissipation of each sensor node. The consumed energy in sensors includes the energy required for sensing, transmitting, receiving and processing of data. ERRAP MAC scheme contribute to energy efficiency by minimizing collisions and retransmissions. We simulate the performance of ERRAP scheme with respect to energy consumption and compare the average energy consumption with QoMoR and 802.11b.
The goal of the collision avoidance scheme is based on medium access control of the ERRAP to increase the channel access probability for fairly distributing the energy consumption of the stations and thereby increasing the network lifetime. Figure 3 .3 shows the average energy consumption of the ERRAP scheme for different values of retransmissions with 2 K data packets when the aggregated data rate generated by all the nodes is about 50 Mbps, which is equal to the available bandwidth. The energy consumed by the ERRAP scheme for the number of retransmissions value 10, is less than the energy consumed by the QoMoR and 802.11b protocol. The ERRAP scheme uses shorter frame slots, avoiding control packets like RTS and CTS, which unnecessarily consume energy and bandwidth. Figure 3 .4 shows the packet delivery probabilities achieved by ERRAP scheme, QoMoR and 802.11b under the same conditions. The ERRAP protocol is significantly higher than that achieved by the QoMoR and 802.11b protocol. Both QoMoR and 802.11b do not use the available bandwidth as efficiently as ERRAP. The ERRAP provides QoS to the nodes using random access mode where each node transmits data packet by selecting variable slots randomly for variable data packet according to the total number of sensors nodes and each node take local decisions, depending on some pre-defined efficient retransmission probabilities.
When the number of nodes is large and the aggregate data rate is matching the available channel bandwidth, the performance of the ERRAP scheme is significantly better than QoMoR and 802.11b both in terms of QoS, delivery probability and energy consumption for the event-driven applications.
Conclusions
In this paper, we have designed and proposed an Efficient Retransmission Random Access Protocol (ERRAP) algorithm scheme which is a combination of collision avoidance and energy management for short-range, low-cost and low-energy WSN's applications like Smart Environment, Home Automation, Structure Monitoring, Intelligent Transportation and Medical Monitoring. In our work, we have Packet Delivery Probability
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Fig . 3 .4 Packet delivery probability of one-hop retransmission and comparison assumed that the source nodes do not have receiver circuits. Hence, they can only transmit data packet to destination node, but cannot receive any acknowledgement control signals from destination. In ERRAP scheme, each source node simply retransmits each of its data packet an optimal number of times within a given period of time in one-hop QoS group. The source nodes employ probabilistic retransmission to minimize the energy consumption and maximize the packet delivery probability. In future work, we will focus on Two-QoS groups for both analytical and simulation to compare our scheme with other schemes.
