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1. Integration of remote patient monitoring systems (RPMS) in outpatient case management 
can improve the efficiency of healthcare service providers. 	  
2. Adoption of remote patient monitoring systems by healthcare service providers largely 
depends on appropriate assessment of risks associated with RPMS.	  
3. The threat analysis approach proposed in this thesis is generic and can be applied to 
information systems in other sectors like banking and education. 	  
4. Project management skills for information system practitioners should be incorporated in 
computing and information system training programmes. 	  
5. The Threat Nets Approach enhances the threat analyst's ability to assess risks to 
information systems.	  
6. In order to minimize threat analyst’s natural bias in determining threat likelihood and 
impact, an ideal threat analysis approach should provide recipes for collaborative 
assessment and aggregation of opinion among threat analysts.	  
7. Applying a threat analysis approach using a tool like the ThreNet tool enhances the threat 
analyst's compliance with guidelines of the approach.	  
8. Information systems with the ability to assess risks during their operation will be more 
reputable and reliable to implement for service provisioning.  
9. Technology adoption in healthcare sector has not changed the medical culture of 
healthcare practitioners.  
10. Reliance on remote healthcare service provisioning can reduce cost of healthcare 
services. 
