The Collins diffraction transform (CDT) describes the optical wave diffraction from the generic paraxial optical system. The CDT has as special cases the diffraction domains given by the Fourier, Fresnel and fractional Fourier transforms. In this paper, we propose to describe the optical double random phase encoding (DRPE) using a nonlinear joint transform correlator (JTC) and the CDT. This new description of the nonlinear JTC-based encryption system using the CDT covers several optical processing domains, such as Fourier, Fresnel, fractional Fourier, extended fractional Fourier and Gyrator domains, among others. The maximum number of independent design parameters or new security keys of the proposed encryption system using the CDT increases three times in comparison with the same encryption system that uses the Fourier transform. The proposed encryption system using the CDT preserves the shift-invariance property of the JTC-based encryption system in the Fourier domain, with respect to the lateral displacement of both the key random mask in the decryption process and the retrieval of the primary image. The viability of this encryption system is verified and analysed by numerical simulations.
Introduction
The double random phase encoding (DRPE) proposed by Réfrégier and Javidi is a well known and highly successful system for optical image encryption [1] [2] [3] [4] . The encrypted image of the DRPE system is a stationary white noise image that it is obtained from an original image, which is the image to encrypt and two random phase masks (RPMs) placed in the input plane and the Fourier plane. The DRPE was extended from the Fourier domain, to the Fresnel domain [5, 6] and the fractional Fourier domain [7] , in order to improve the security strength of the optical encryption system. The first optical implementation of the DRPE system was carried out using a classical 4f -processor [8] . This classical optical processor is a holographic system that requires a strict optical alignment. Besides, the encrypted image is a complex-valued distribution and, in addition to this, the decryption process needed an exact complex conjugate of one of the phase masks used as a key. In order to overcome this constraints, the use of the joint transform correlator (JTC) architecture to optically implement the DRPE system was proposed in Reference [9] . For the JTC architecture, the encrypted image is an intensity distribution that is captured in the Fourier plane and the decryption system utilizes the same security key previously used in the encryption system.
The security of the DRPE system implemented using a 4f -processor is vulnerable to chosen-plaintext attacks (CPA) [10] , known-plaintext attacks (KPA) [10] and ciphertext-only attack (COA) [11] . The DRPE system implemented with a JTC is also vulnerable to CPA [12] , KPA [13] and COA [14] . Other modifications of the JTC architecture in different optical processing domains to implement the DRPE system have been proposed by several authors [15] [16] [17] [18] [19] [20] [21] [22] . These new proposals simplify the optical setup of the encryption system, increase the security of the encryption system and improve the quality of the decrypted image.
This year, the DRPE system was extended to the Collins diffraction domain (CDD) in order to improve the security of this system and to present a generalized framework theory for the DRPE optical image encryption system [23] . A general volume holographic encryption-decryption system based on the two wave mixing technique and the Collins diffraction transform (CDT), which can be applied to several optical processing domains, was presented in Reference [24] . The CDT describes the optical wave diffraction from the generic paraxial optical system [25] [26] [27] . In this work, we present a novel extension of the nonlinear JTC-based encryption system [16] to the CDD, with the purpose of increasing the security of the system and representing several optical processing domains, such as Fourier, Fresnel, fractional Fourier, extended fractional Fourier and Gyrator domains, among others, for the encryption and decryption systems by using the CDT formalism. The use of the CDT by the encryption system based on a nonlinear JTC allows the introduction of new security keys which are not present in the same encryption system that uses the Fourier transform. The encrypted image is given by the nonlinear modification of the joint Collins power distribution (JCPD). This nonlinear modification permits a very good quality for the decrypted image and also allows the reproduction of the DRPE system as it was originally formulated by Réfrégier and Javidi [1] . Finally, the additional security keys produced by the use of the CDT over the encryption system and the nonlinear modification of the JCPD for computing the encrypted image increase the security of the proposed optical image encryption and decryption systems in this paper.
The rest of the paper is organized as follows: Section 2 provides the mathematical background related to the CDT. In Section 3, the proposed encryption system based on a nonlinear JTC in the CDD is presented and numerical simulations are performed to illustrate the proposal. The analysis of the proposal along with the provided results lead to outline the conclusions in Section 4.
Collins Diffraction Transform (CDT)
The Collins diffraction transform (CDT) of an object f (x), written in one-dimensional notation for the sake of simplicity, for an ABCD-transfer matrix M can be expressed as [25] [26] [27] 
with
where the operator CDT M denotes the CDT, the parameter k = 2π/λ is the wavenumber, λ is the wavelength, l is the propagation distance from an input plane (x) to an output plane (u) and M is the transfer matrix, characterizing the wave propagation properties in a lossless linear optical system with det(M) = AD − BC = 1. Generally, the matrix elements A, B, C and D are real values, A and D are dimensionless, while B has a unit of length and C has a unit of inverse of length but these matrix elements can be defined using complex numbers [28] . The inverse CDT is defined as
and
Some special case of the CDT that represent several important optical transformations are determined by the real or complex values of the elements of the ABCD-transfer matrix M [23, 28] . For instance, the following optical transformation are obtained from Equation (1) when Fourier transform with phase modulation:
Gaussian imaging and scaling with phase modulation:
Generalized Fresnel transform with phase modulation:
The parameter α and φ denote the fractional order of the fractional Fourier transform and the rotation angle of the Gyrator transform, respectively [29, 30] . Some useful properties of the CDT that will be used later in the encryption and decryption systems are
where x 0 is a real constant.
Optical Image Encryption System Based on a Nonlinear JTC Architecture in the Collins Diffraction Domain
The real-valued image to be encrypted f (x) (original image) has its values in the interval [0, 1] and the random phase masks (RPMs) r(x) and h(x) are given by
where s(x) and n(x) are normalized positive functions randomly generated, statistically independent and uniformly distributed in the interval [0, 1]. Figure 1 (part I) shows the optical encryption system based on a nonlinear JTC architecture in the Collins diffraction domain (CDD). The input plane of the nonlinear JTC for the encryption system has two non-overlapping data distributions placed side-by-side. The first data distribution g(x) is the original image f (x) placed against the RPM r(x) and modulated by a pure linear phase term
where x 0 is a real constant. The second data distribution c(x) of the input plane of the JTC is the RPM h(x) modulated by another pure linear phase term The CDT for an ABCD-transfer matrix M of the functions r(x) f (x) and h(x) are represented by
For the encryption system, g(x) and c(x) are placed side by side on the input plane of the JTC at coordinates x = x 0 and x = −x 0 , respectively. We define the joint Collins power distribution (JCPD) for an ABCD-transfer matrix M as
In order to obtain the encrypted image e M (u), we divide the JCPD by the nonlinear term |h
If |h M (u)| 2 is equal to zero for a particular value of u, this intensity value is substituted by a small constant to avoid singularities when computing e M (u). The encrypted image is a real-valued function that can be computed using two intensity distribution: JCPD and |h M (u)| 2 . The security keys of the encryption and decryption systems are given by the h(x) and the elements of the ABCD-transfer matrix M. The possible values of the elements A, B, C and D of the transfer matrix M has three degrees of freedom, because the elements of the transfer matrix M must satisfy det(M) = AD − BC = 1. When the proposed encryption system of this work is performed in the Fourier domain, the only security key is given by the RPM h(x). Therefore, the nonlinear JTC-based encryption system using the CDT allows the threefold increase of the number of security keys in comparison with the same encryption system that uses the Fourier transform. In the decryption system ( Figure 1, part II) , the data distribution c(x) is placed at coordinate x = −x 0 in the input plane of the decryption system and, consequently, the encrypted image e M (u) placed centred in the CDD is illuminated by CDT M {c(x + x 0 )}. Therefore, this initial step of the decryption system is
The fourth term on the right side of Equation (14) retains the information to be decrypted [16] . Therefore, when we perform a inverse CDT with the transfer matrix M −1 of that fourth term and then, we take the absolute value, the decrypted image at coordinate x = x 0 is obtained as
The nonlinearity introduced in the computation of the encrypted image e M (u) of Equation (13) allows the retrieval of the original image at the output plane of the decryption process (Equation (15)). Note that if we use the data distribution c(x) shifted to the position of coordinate x = −x 1 for the initial step of the decryption system, the decrypted image can be recovered centred at coordinate
The previous equation proves that the encryption-decryption system based on a nonlinear JTC in the CDD preserves the shift-invariance property of the data distribution c(x) for decryption and the retrieval of the original image, in the same way as the Fourier domain-JTC encryption system does. The data distribution c(x) of Equation (10) is defined in terms of the security key of the encryption and decryption systems given by the RPM h(x).
The results of the numerical simulations for the encryption and decryption systems, following the description of these systems above, are presented in Figures 2 and 3 , respectively. The images utilized in the security system have a resolution of 256 × 256 pixels in grayscale. The original image to encrypt f (x) and the random distribution image n(x) of the RPM h(x) are shown in Figures 2a,b , respectively. The random distribution image s(x) of the RPM r(x) has different values but the same appearance of the image presented in Figure 2b . The elements of the ABCD-transfer matrix M for the encryption and decryption systems are defined as: A = 1, B = l, C = 0 and D = 1. For these elements of the ABCD-transfer matrix M, the CDT reduces to a Fresnel transform
where the operator FrT λ,l denotes the Fresnel transform at parameters λ and l. The optical transform or processing domain depends on the values of the elements of the ABCD-transfer matrix M, just as it was presented in Equation (5) . For this numerical simulation of the encryption and decryption systems, we use the wavelength λ = 543 nm and the propagation distance l = 50 mm. Therefore, the values of the wavelength λ and the propagation distance l are two security keys for the encryption and decryption systems. The encrypted image e M (u) for the security keys λ = 543 nm, l = 50 mm and the RPM h(x) is depicted in Figure 2c . Figure 3a centred at coordinate x = x 0 which is the decrypted imagef (x). Decrypted images when: (c) the security key of the decryption system given by the RPM h(x) is different from the RPM h(x) used in the encryption system and (d) an incorrect wavelength of λ = 575 nm is used in the decryption system. Figure 3a shows the absolute value of the output plane for the decryption system with the same values of the security keys λ, l and the RPM h(x) that were used in the encryption system. The decrypted imagef (x) presented in Figure 3b is the magnified region and centred at position x = x 0 of the Figure 3a . We use the root mean square error (RMSE) in order to evaluate the quality of the decrypted image. The RMSE is defined by [16] 
where M = 256, f (x) andf (x) denote the original image and the decrypted image, respectively. The values of the RMSE metric to evaluate the quality of the image are values between 0 and 1; when the value of the RMSE metric is near or equal to 0, this metric indicates an excellent quality of the image for the retrieval of the decrypted image at the output of the decryption system, whereas the values of the RMSE metric near or equal to 1 represent a worse quality of the decrypted image. The RMSE between the original image of Figure 2a and the decrypted image of Figure 3b is 0.17. Using a typical modern office computer, the computing time for the proposed encryption and decryption systems are 0.37 and 0.35 seconds, respectively. The time to compute the encrypted and decrypted images is almost the same because the encryption and decryption systems perform two numerical Fresnel transforms. Finally, we test the influence of the right values of the security keys on the decrypted image resulting in the decryption system by numerical simulations. The decrypted images presented in Figure 3c ,d are noisy images that were obtained at the output plane of the decryption system when a wrong RPM h(x) or an incorrect wavelength λ were provided to the decryption system, respectively, whenever l = 50 mm. These decrypted images have a noisy appearance without any information of the original image. The RMSE between the original image of Figure 2a and the decrypted image of Figure 3c ,d are 0.81 and 0.79, respectively. If an incorrect distance of propagation l is used in the decryption process, the obtained decrypted image is a noisy image similar to the one shown in Figure 3c . The right retrieval of the original image at the output of the decryption system, only is possible when the all security keys with their correct values are used in the decryption system.
Conclusions
In this paper, we have presented a novel extension of the image encryption system based on a nonlinear JTC architecture to the CDD. The proposed encryption system is a generalized optical security system which can represent several optical processing domain, such as the Fourier, Fresnel, fraction Fourier, extended fractional Fourier and Gyrator domains, among others. The selected optical processing domain depends on the values of the elements of the ABCD-transfer matrix M. The extension of the JTC-based encryption system to the CDD introduces additional security keys to the security system proposed in this work. These additional security keys correspond to the three degrees of freedom of the CDT given by the values the elements of the ABCD-transfer matrix M and the condition det(M) = AD − BC = 1. The nonlinear modification of JCPD when the encrypted image is computed along with the additional security keys allow the improvement of the security of the encryption and decryption systems against the brute force and plaintext attacks. Finally, the presented security system preserves the shift-invariance property of the RPM h(x) for the decryption system and the retrieval of the original image.
