The majority of quantum error detection and correction protocols assume that the population in a qubit does not leak outside of its computational subspace. For many existing approaches, however, the physical qubits do possess more than two energy levels and consequently are prone to such leakage events. Analyzing the effects of leakage is therefore essential to devise optimal protocols for quantum gates, measurement, and error correction. In this work, we present a detailed study of leakage in a two-qubit superconducting stabilizer measurement circuit. We simulate the repeated ancilla-assisted measurement of a single σ z operator for a data qubit, record the outcome at the end of each measurement cycle, and explore the signature of leakage events in the obtained readout statistics. An analytic model is also developed that closely approximates the results of our numerical simulations. We find that leakage leads to destructive features in the quantum error detection scheme, making additional hardware and software protocols necessary.
I. INTRODUCTION
In many approaches to quantum computing, the physical qubits contain more than two levels, and the computational |0 and |1 states are defined within a subspace of the full "qubit" Hilbert space. For such realizations of physical qubits, there exists a finite probability that the population tunnels out of the computational subspace, a phenomenon often referred to as leakage [1] [2] [3] . Understanding the effects of leakage is important for superconducting qubits not only because higher energy states |2 , |3 , . . . are present [4, 5] , as is the case with most other qubit realizations, but also because they can be utilized to implement two-qubit entangling operations such as the controlled-σ z (CZ) gate [6] [7] [8] . While the critical effects of leakage on single [9] and two-qubit quantum gates [8, 10] have already been explored, its role in fault-tolerant quantum computation still remains an active area of research [11] [12] [13] [14] .
In this work, we investigate the role of leakage in the context of quantum error detection, a problem that we regard as a first step towards a comprehensive understanding of its impact on fault-tolerant quantum computing. We consider a realistic model for two coupled superconducting qubits, each having three energy levels, and simulate the repeated ancilla-assisted measurement of a single σ z operator on a data qubit. The ancilla qubit is measured at the end of each measurement cycle and * ghoshj@ucalgary.ca † austingfowler@gmail.com ‡ martinis@physics.ucsb.edu § mgeller@uga.edu readout statistics are obtained after many such cycles.
We regard any population transfer to the |2 state of the ancilla or data qubit as a potential error, investigate the origin and signature of such leakage errors, and discuss the consequences for quantum error correction. It is observed that a typical data-qubit leakage event manifests itself by producing a "noisy" ancilla qubit that randomly reads |0 or |1 from cycle to cycle. Although the measurement operation is compromised, the presence of the leakage event is thus apparent and detectable. However, there is also the possibility of a less typical but more dangerous type of leakage event, where the ancilla becomes paralyzed, rendering it oblivious to data-qubit errors for many consecutive measurement cycles and thereby compromising the entire error detection scheme. We identify certain dynamical phases associated with the entangling gate that determine which type of leakage event (regular or paralyzing) will occur in practice. Leakage errors occur in most qubit realizations and our model and results may be relevant for quantum error detection and correction protocols in architectures beyond those based on superconducting devices. Figure 1 shows the circuit for our protocol. Let's review how this works in the ideal limit: Initially, the data qubit D is assumed to be in some pure qubit (not qutrit) state
while the ancilla A is initialized to |0 . We perform the gate operations shown in Fig. 1 , record the measurement outcome, reset the ancilla to |0 , and repeat this cycle many times. Throughout this work, the Hadamard gate H is assumed to be ideal and to act as the identity on the
Protocol for ancilla-assisted σ z measurement. Here "A" is the ancilla qubit and "D" the data qubit. Each cycle (dashed box) consists of a reset of the ancilla to the |0 state, a Hadamard gate H on the ancilla, a CZ gate, and another Hadamard followed by ancilla readout in the diagonal basis. The readout result is recorded and the cycle is repeated indefinitely. The data qubit never gets measured or reset.
third level of the qutrit,
The Hadamards and CZ combine to produce a controlled-NOT (CNOT) gate that copies the data qubit to the ancillla, but here we implement this CNOT with the gates shown in Fig. 1 because theory predicts that the CZ gate can be implemented in superconducting architectures with very high fidelity [8] . For an initial state (1), the state of the system after the second H gate, in the |AD basis, is
Thus, in the absence of any errors or decoherence, the readout projects the data qubit into the observed eigenstate of the ancilla. And once the data qubit is projected to a computational basis state, it remains there forever. In this work we study the effects of intrinsic gate errors and decoherence on this process. In Sec. II we describe our physical model and consider ancilla-assisted measurement in the presence of decoherence. The non-ideal CZ gate is discussed in Sec. III A. Leakage errors and ancilla paralysis are discussed in Sec. III B. We discuss the implications of our results for the design of error-corrected superconducting quantum computers in Sec. IV.
II. COUPLED QUTRIT MODEL
In this section we describe our model, and for a warmup, show how the ancilla-assisted measurement protocol works with ideal gates, but in the presence of decoherence.
A. Model
The Hamiltonian for a pair of capacitively coupled transmon or phase qutrits is given by where
Qutrit 1 is the ancilla qutrit and qutrit 2 is the data qutrit. In (5) we have assumed harmonic qutrit eigenfunctions. The time-dependence of the Hamiltonian (4) is embedded in the qubit frequencies ǫ 1 and ǫ 2 ; the Hadamard gates are implemented with microwaves via terms not shown in (4) . For the CZ gate protocol, we assume the frequency of the data qubit to be fixed at 6 GHz, while the ancilla's frequency is varied. The anharmonicities η i /2π are assumed to be equal, frequencyindependent, and fixed at 200 MHz. Figure 2 shows the energies of several relevant eigenstates as a function of ǫ 1 , with ǫ 2 /2π = 6 GHz and coupling strength g/2π = 25 MHz. Note that the only avoided crossing at Fig. 2 ) is between the |11 and |20 channels; we use this anticrossing for our CZ gate [6, 8] .
The CZ gate, both ideal and non-ideal, is parameterized in this work via its generator. A generator of any unitary matrix U is defined as a Hermitian matrix S such that U = e iS . For a two-qutrit system, the generator of the ideal CZ gate is a Hermitian matrix S, whose matrix representation in the tensor-product basis 
Note that within the computational subspace, e iS acts as a standard CZ gate, while four of the five noncomputational basis states acquire phases e iξi . We emphasize that any extension of an ideal CZ gate to qutrits is dependent on the assumed model and gate protocol. For the Strauch CZ gate, auxiliary σ z rotations on the ancilla and data qubits nullify the phases acquired by the |01 and |10 channels [8, 15] . Since we use the anticrossing between |11 and |20 , they each acquire the same phase of angle π. We assume that the gate is in the adiabatic regime, and that the parameters ξ i are dynamical phases, which can then be expressed as
Here t gate is the operation time for the CZ gate (including auxiliary z rotations), and E ij is the energy of eigenstate |ij , shown in Fig. 2 . To keep our analysis general we do not assume specific values for the ξ i . They depend on the details of the CZ gate implementation but remain fixed throughout a given experiment or simulation (unless one changes t gate or the pulse shape). As we will explain below, the difference
determines whether or not the ancilla becomes paralyzed during a leakage event. Note that θ can be varied during an experiment by changing the gate time.
B. Ancilla-assisted measurement with decoherence
As shown in Fig. 1 , each measurement cycle consists of ancilla initialization, three gate operations, and ancilla readout. Assuming ideal gates, the data qutrit after the first cycle is projected to a computational |0 or |1 state depending on the observed state of the ancilla [recall (3)]. In the absence of any errors, the measurement outcome of the ancilla remains unaltered thereafter. However, the situation is different in the presence of decoherence.
In order to model the effects of decoherence on the measurement outcomes of the ancilla, we assume that the readout and reset operations are instantaneous, while the Hadamard and CZ gates take 10 and 25 ns respectively. We also assume that amplitude damping is the only source of decoherence, in which case the single-qutrit Kraus matrices can be written as
For an operation of time duration ∆t,
We simulate the ancilla-assisted measurement protocol for an ideal CZ gate but in the presence of decoherence, for 40,000 consecutive cycles, and Fig. 3 shows a typical outcome. The duration t cycle of each complete measurement cycle is 45 ns (one CZ gate plus two Hadamards). Initially, the data qutrit is in state |1 , and a single downward peak denotes an error on the ancilla. Near the 1000 th cycle the data qutrit relaxes to |0 due to decoherence, and once in the ground state it stays there forever. The remaining upward peaks are caused by decoherence on the ancilla qutrit. Since the ancilla gets reset at the end of every cycle, such errors are manifested as single peaks. Note that if the initial state of the two-qutrit system is inside the computational subspace, it does not leak to non-computational states and therefore Fig. 3 is insensitive to the values of the ξ i .
III. NON-IDEAL CZ GATE
In this section, we first discuss how a non-ideal CZ gate is parameterized and then investigate its action on the ancilla-assisted qubit measurement. 
A. Parameterization of the non-ideal CZ gate
Let us first give a brief review of the dominant intrinsic error mechanisms that are relevant for the Strauch CZ gate [6, 8] ; the Hadamards are always assumed to be ideal [see (2) ]. The CZ gate of Strauch et al. [6] is performed by using the avoided level crossing between the |11 and |20 states at ǫ 1 = ǫ 2 + η 1 . Although the other states are detuned from each other at this anticrossing point, a small amount of nonadiabatic population transfer is unavoidable, and these nonadiabatic excitations dominate the intrinsic gate errors [8] . These errors can be thought of as producing a second unitary matrix whose generator S ′ can be parameterized, in the basis (6), as 
The complete non-ideal CZ gate is
where S is the generator (6) of the ideal CZ gate. The parameters χ i and ζ i in (11) are small, while the angles φ i take arbitrary values between 0 and 2π. ζ 1 and ζ 2 parameterize the errors occurring during pre and post σ z rotations, and ζ 3 and ζ 4 denote the controlled-phase error for the |11 and |20 channels. In our simulations we assume χ i = ζ i = 10 −2 for all i = 1, . . . , 4. Because population transfer probability scales with |χ i | 2 , our choice of parameters bounds the intrinsic gate errors to about 10 −4 .
B. Leakage events and ancilla paralysis
The CZ gate (12) produces, on any |11 input component, a small amplitude of |02 (the amount determined by χ 2 ) and |20 (determined by χ 3 ). A |20 component either results in the possibility of an ancilla readout of |2 -if the readout protocol distinguishes |1 and |2 -or the possiblity of an isolated ancilla error if it does not. Neither case compromises fault-tolerance. The parameter χ 2 is responsible for data qubit leakage events. By a leakage event we mean a near-unity population of the data |2 state.
The principal mechanism producing a leakage event is the abrupt, nonlinear transformation on the data qutrit induced by the ancilla measurement. We denote these transformations by T 0 , T 1 , and T 2 , where the subscript corresponds to the ancilla readout result. Repeatedly measuring the ancilla applies a random sequence of the T maps to the data qutrit.
For the model, gate implementation, and parameter values considered in this work, the map T 0 is primarily responsible for the observed leakage events. Although the general form of T 0 is quite complex, it is possible to construct a simple special case of it that exhibits the essential features. To do this we choose simplified parameter values
and calculate the action of the non-ideal measurement circuit on an arbitrary data qutrit state (up to but not including readout)
We find (in the |AD basis) that
An ancilla readout result of |0 then induces the map T 0 given by
where
Using (16) we find that in the limit χ 1 = 0 and χ 2 → 0 the data qutrit prepared in the |1 state transforms as
Our simulations confirm that the dominant mechanism for producing a leakage event is the process (18) . Physically, the reason why the T 0 map plays the dominant role for data qubit leakage is the following: The data qubit leakage events occur in the double-excitation subspace spanned by {|02 , |11 , |20 }. Therefore, in order for the data qubit to be in the |2 state, the ancilla must be in the |0 state so that the entire two qubit system remains in the double excitation subspace. Once leaked, the data qutrit remains in the |2 state (for many cycles) until it either undergoes a nonadiabatic "reverse-leakage" transition or it relaxes back to the computational subspace. The behaviour of the ancilla during a leakage event depends on the values of ξ 1 and ξ 2 in (6). While the data qubit is in the |2 state, the two-qutrit system is restricted to the subspace spanned by
because the |22 state is decoupled and remains unoccupied. In this subspace, the CZ gate (12) acts as
and therefore performs a z rotation on the ancilla by an angle (8) . The Hadamards in Fig. 1 convert this to an x rotation [see (8) ]
acting on the initial ancilla state |0 . Therefore, during a leakage event, while the data qubit is locked in the |2 state, the state of the ancilla after every cycle is and upon measurement the ancilla qubit reads |0 with probability cos 2 (θ/2). For example, if
we will observe random ancilla outcomes with equal probabilities for observing |0 and |1 . This type of leakage event is simple to detect (and possibly correct). However, if
then the ancilla will always read |0 , cycle after cycle, giving no indication of the data error and thereby compromising fault-tolerance. We refer to this dangerous phenomena as ancilla paralysis. Figure 4 shows the readout values generated from the sequential measurements of the ancilla qubit for different choices of θ, including all error process contained in the non-ideal CZ gate (12) as well as decoherence. While we observe random oscillations for larger values of θ, no such signature is present for θ = 0. In order to quantify the paralysis of the ancilla we define a metric W , which is the average spacing-number of cycles-between consecutive readouts of |1 . In the absence of decoherence, we can estimate it [see (22) ] as
which agrees well with the numerical simulations.
The detectability of a leakage event depends on whether W is small enough to be observed in the presence of a background value W * resulting from decoherence (and possibly other errors). For example, in the simulations of Fig. 4 , which have T 1 = 40 µs and T 2 = 2T 1 , the average spacing between ancilla |1 peaks away from the leakage events is 2381 cycles, which is not too far from the crude theoretical estimate
using t cycle = 45 ns. The estimate in (26) can be derived from the Pauli twirling approximation for qubit decoherence [12, 16] , which predicts σ x and σ y errors on the ancilla with probability p X = p Y = t cycle /4T 1 , leading to a total bit-flip probability p X + p Y of t cycle /2T 1 . We can then use (25) to estimate the critical value of θ separating the region of dangerous ancilla paralysis and that of ordinary leakage, namely
which is θ * = 0.04 in the simulations reported here. CZ gates with θ mod π < θ * are susceptible to undetectable leakage events.
IV. CONCLUSIONS
We have investigated the physics of leakage within a two-qubit superconducting quantum error detection circuit, where the error detection is performed via repeated ancilla-assisted measurement of the σ z operator for a data qubit. We have observed that leakage does not propagate to a neighboring qubit via the two-qubit entangling operations, a necessary condition for gate-based quantum error correction to be possible. However, interacting with a leaked data qubit can either randomize or paralyze a measurement qubit, both of which will be difficult to handle with existing error correction techniques, especially when long-lived leakage events lead to long strings of time-correlated measurement errors.
Our results are clearly relevant for topological error correction protocols, such as surface or toric code, where the measurements of stabilizer operators are performed via similar ancilla-assisted schemes. In standard surface code error correction, physical qubits are arranged in a 2D square lattice and a sequence of gate operations is performed in order to measure the 3-and 4-qubit Pauli operators, and repeated for many cycles. Each error correction cycle, therefore, comprises 4 CNOT (or CZ) operations between a syndrome qubit and its 4 nearestneighbor data qubits. Since data qubits are never measured, a single leakage event on a data qubit during any of the 4 CNOT (or CZ) gates would destroy the entire multi-qubit operator measurement by generating noisy outcomes in the ancilla qubit (or irrelevant ancilla outputs in case of paralysis). In our work, we have analyzed a single qubit operator measurement and it is important to emphasize that the effect of such leakage events could be enormous for a long-running quantum algorithm in a million-qubit quantum computer.
One approach to suppress the effects of leakage is to use a stabilizer-based topological error-correcting code for qudits, a direction where an active theoretical research is currently underway [17] [18] [19] [20] [21] [22] [23] . Another approach to cope with leakage is to supplement the standard topological error-correcting techniques with additional steps, where each qubit is repeatedly initialized, operated on by gates, and measured, thereby systematically removing leakage errors from all qubits in the array, at the cost of some additional operations. Such additional operations involve a quantum circuitry to teleport the quantum information from the data qubits to ancillas for a given cycle and use the ancillas as data qubits for the consecutive cycle. Such a software approach has recently been adopted [14] by one of the authors based on the work presented here, where the cost of such additional operations and enhancement of performance against leakage errors are quantified in the context of a repetition code.
