Although the large body of literature suggests that trust is a prerequisite for knowledge sharing, the understanding of mediational pathways remains limited. The paper fills the gap by combining two separate streams in knowledge sharing, where the first reflects the paradigm of the organizational behaviour theory and highlights the impact of organizational culture and employees' trust; where the second one discloses the impact of technology deployment in knowledge sharing. Building on the premises that interdependence between variables that affect knowledge sharing raises form organizational culture of trust and available technologies, we examine the structural origins of knowledge sharing. As a method structural equation modelling test was used to analyse the data. Hypothesised five-factor model was tested through two stages using AMOS software. The findings carry theoretical implications for the knowledge management body of knowledge since they extended the research on knowledge sharing by integrating organisational culture and technological solutions into one complex system. Form practical perspective, the relationship among four predictors -trust in leadership, trust in co-workers, trust in technologies for knowledge management, and fear of losing one's value -provide a proof on how organizations knowledge sharing is composed and how it could be developed.
Introduction
Throughout the decades trust has been perceived as a precondition for knowledge sharing. Accordingly, a set of technological solutions and managerial measures have been developed to create an efficient environment for this activity. At the beginning it was assumed mainly as a database management (see Matayong, Mahmood 2013) and nowadays -as a wide spreading culture of sharing knowledge and expertise (Chang, Lin 2015) . It is confirmed that knowledge sharing allows organization not only to assure a continuous flow of significant knowledge but also to retain positive connections within organization (Cano-Kollmann et al. 2016) and its environment (Kwahk, Park 2016) . In a broader context, while modern societies are moving fast towards economy of sharing, the interconnection between trust and knowledge sharing in organizations has gained a new level of importance that is analysed in this article.
Despite the fact that a large body of literature suggests that trust is a prerequisite for knowledge sharing, the understanding of mediational pathways in this interconnection remains limited. Thus, this paper fills the gap by combining two separate streams in knowledge sharing, where the first reflects the paradigm of the organizational behaviour theory and highlights the impact of organizational culture and employees' trust; where the second one discloses the impact of technology deployment in knowledge sharing. Building on the premises that interdependence between variables that affect knowledge sharing raise form organizational culture and available technologies, the structural origins of knowledge sharing need to be analysed.
The major goal of this study is to extend previous efforts aimed at developing an integrative model of knowledge sharing. A possible breakthrough rises from the balanced composition of organizational culture and technological solutions for knowledge sharing. Not denying the fact that culture of trust is a condition for the latter (Mueller 2014) , technological solutions also need to be addressed as they ensure appropriate storage and dissemination of knowledge within the group and between them (Raudeliūnienė et al. 2014) . This article extends the attitude towards trust in knowledge sharing. It presents a smart combination of classical elements of trust (as trust in management and co-workers) and trust in technological solutions for knowledge sharing. Building on the premises that interdependence between variables that affect knowledge sharing raises form organizational culture and available technologies, we examine the structural origins of knowledge sharing. Structural interdependence is perceived as a degree to which these three components are interconnected and affect each other in delivering knowledge sharing. Drawing from prior literature, we specify organizational culture as a culture of trust where trust in management and trust in co-workers are interdependent.
The paper proceeds as follows. Firstly, we review existing literature concerning knowledge sharing and develop theoretical frameworks for structural interdependence of knowledge sharing prerequisites. We continue by outlining our research instrument and measurement model. Data are analysed using a covariate structural analysis and findings from a structural equation model test are then presented. Hypothesised five-factor model was tested through two stages using AMOS software. Finally, practical implications are discussed.
Theoretical background and hypothesis development
Considerable research has been conducted to understand what determines effective knowledge sharing in organizations. One of the most common issues is related to employees' inclination for knowledge sharing. Knowledge sharing is described as a partnership where employees provide others with core knowledge about the processes and outlines (explicit knowledge) as well as share experience and know-how (tacit knowledge). Based on this classical distinction, as introduced by Polanyi (1966) , the inclination for sharing explicit and tacit knowledge is different. As explicit knowledge is formal and easily recordable, it is perceived as a resource. According to this approach, the personnel must share knowledge as an asset in the process of work (Un, Asakawa 2015) , and knowledge management systems are created to support this routine. The challenge arises from tacit knowledge sharing. According to Gubbins and Dooley (2011) , tacit knowledge is more valuable as it is more complex and harder to imitate than explicit knowledge. It is also more implicit and intuitive and not expressed directly as well. Knowledge sharing becomes costly and complicated as knowledge coding and sharing gets sophisticated (Evans et al. 2015) . Employees share their knowledge by discussing, working together, or even observing each other. Consequently, knowledge sharing cannot be diminished to merely automated procedures of acquisition, storage and dissemination of information. Knowledge sharing is about contextualization, when the "seeker" contacts the "provider" and together creates additional knowledge (Haas et al. 2015) . The personnel transfer essential information through social interaction that could be efficiently supported (but not replaced) by information technologies. Accordingly, the researchers developed a process approach of knowledge in organisation which is based on social participation and mutual trust. Following this approach, knowledge is socially constructed and shared in an environment of collaboration and trust.
All kinds of trust are very important, i.e. trust in management and the immediate superior as well as trust in subordinates and co-workers. Knowledge sharing can be improved when people exchange information, best experiences, lessons learned, and insights. Trust in management is one of the main factors influencing employees' decision to share knowledge (Renzl 2008; Pervaiz 2016) . Trust is a willingness to be vulnerable (Meyer et al. 2017) , and it is strongly associated with the belief that other people will not use this situation for their own benefit. Therefore, trust is a result of two contradicting interactions: on the one hand, there is a fear of losing one's own value; on the other hand, there is desire to collaborate. According to the empirical research, a person's cooperation gets an important role in knowledge sharing which is more likely to occur in a relationship based on trust when an individual is willing to provide the necessary knowledge (Nissen at al. 2014) . Trust can be interpreted as willingness to trust or depend on an individual or group. Moreover, an employee sharing knowledge must have trust that the management will see it and award him/her for it (Serenko et al. 2016) , may it be an individual or group award which, as a result, would improve group performance (Meyer et al. 2017) ; therefore, trust in management can enhance knowledge sharing. According to Renzl (2008) , trust also enables to concentrate personnel on the task to be carried out in order to create the added value for the organization. Summarizing allegations by various scientists, a direct positive relationship is clearly visible that trust in management is trust in benevolent and trustworthy intentions of the superiors that affect behaviour in the workplace. Following this, we formulated the first hypothesis:
H1: Trust in management fosters the exchange of knowledge.
Not only trust in management, but also in co-workers or team leads to knowledge sharing. Social identity theory answers the majority of questions as to why people tend to share knowledge in groups. Rosendaal and Bijlsma-Frankema (2015) hypothesized that the desire to belong to or identify themselves with a group promotes knowledge sharing within it. However, their study showed that the desire itself does not increase knowledge sharing. Only when there is trust within the group, the intensity of knowledge sharing increases (Pinjani, Palvia 2013) . From the knowledge management perspective, a trusting person would be more likely to provide useful knowledge to others as trust facilitates effective knowledge sharing. It should be noted that trust does not consist only of people's trust in others, but also of their behaviour and willingness to use knowledge to influence future actions (Chowdhury 2005) . Based on the trust and knowledge sharing theory, two principal forms of trust are distinguished: knowledge-based trust, which is based on a person's thinking about trust in others, and effect-based trust, which is based on the emotional connection between people who are related through mutual caring (Renzl 2008) . Faith or belief that others will behave thoughtfully is the most important aspect of interpersonal trust which is regarded as one of the essential preconditions for promoting people's decision to share knowledge. Thus, we can formulate the second hypothesis:
H2: Trust in co-workers encourages knowledge sharing.
Trust in management and trust in co-workers represent positive organizational culture. According to Holste and Fields (2010) , the level of trust in management and in coworkers makes an impact to staff members' willingness to share and use knowledge. Therefore, we can hypothesise that trust in management and trust in co-workers are interrelated, i.e. H1↔H2.
A number of studies reinforce the idea that effective information technology in knowledge management can considerably reduce the impact of trust on knowledge sharing, since person-to-person caused trust (or distrust) diminishes. Technologies represent organisational design variables, such as repositories of knowledge and interrelated formal processes on how knowledge is shared (Chi, Holsapple 2005) . This technology-centred approach towards knowledge sharing provides answers on how to create higher trust and to intensify knowledge sharing (Canary, McPhee 2010) . For instance, social media is helpful in documenting knowledge in health service where social media tools are used by physicians like a personal notebook to write down and store their professional experiences, lessons learned, or some important information. Therefore, knowledge sharing actually depends on how members of the organization utilize technologies to share knowledge. Information systems and technology help people to share knowledge while creating communities that transcend time and space constraints in the context of knowledge management and increase access to, speed and volume of knowledge (Ignatavičius et al. 2015) . The trust in technologies for knowledge management is a white topic in contemporary research literature where the most important elements are trust that the technology can function properly (Kuo 2013) and trust that technology is transparent (Stuermer et al. 2016) . In some business contexts, especially in new technology development, trust in technologies also represents the belief that knowledge is safe. As a result, we can formulate the third hypothesis: H3: Trust in technologies for knowledge management has a positive impact on knowledge sharing.
One of the strongest factors that reduce knowledge sharing in the organization is the employees' fear of losing their value (Elaimi, Persaud 2014) . Analysing the link between the fear of losing the unique value and knowledge sharing, the latter requires considerations: after providing knowledge people can lose their unique value as opposed to others who, as a result, get it. The sharing of knowledge is regarded as weakening an employee's career opportunities especially in hierarchical organisations in countries with a large power distance (Michailova, Husted 2003) . In the context of knowledge sharing in large organizations in the information technology, telecommunications or military fields, it is found that knowledge hording is influenced by suspicion (ChinLoy, Mujtaba 2011; Friesl et al. 2011) . To add, some extraordinary situations as the announcement of a merger even more increases the fear of losing their status as it is expected that established work norms could change (Empson 2001) . Fear of sharing is common not only within organisations but also for internal networks. According to Bøllingtoft (2012) , incubated start-ups are reluctant to share their technological knowledge, although they cooperate for access to external sources in order to develop new technologies or test the market opportunities.
On the contrary, companies with well-established accountability-inducing management practices decrease employees' fear of losing their value. Such practices as performance evaluation followed by rewards (Wang et al. 2014 ) and personal safety, acceptance and inclusion (Raes et al. 2015) could considerably decrease knowledge hording.
The atmosphere of trust existing in organisational culture improves the interpersonal relationships among individuals, promotes knowledge sharing, enables optimal development of knowledge management processes in the organization, makes individuals overcome the trust barrier (people feel valued not because of their knowledge, but because of their skills and desire to share knowledge with others). In addition, trust assuages and may even completely eliminate their fear of losing their value, and, most importantly, it influences their expectations about their co-workers' behaviour in the future (Renzl 2008) . In management trust allays employees' fear of being betrayed, cheated or easily replaced as well as losing their unique value (Wasko, Faraj 2005) . Accordingly, we can formulate the fourth hypothesis:
H4: Fear of losing one's value in the organization has a negative impact on knowledge sharing.
Method
We chose the context of the so-called lessons learned and investigated how this type of knowledge is shared within and between teams. The lessons learned approach is widely used in project management, especially in developing new technologies or new products or any kind of operations and experiences in the military. We studied knowledge sharing using the lessons-learned approach in the Lithuanian military forces. Although the formal system of lessons learned consists of the entire process of knowledge management, our study focusses only on knowledge sharing at it is perceived as a part of traditional military culture where the personnel report on lessons after operations or exercises (Champoux et al. 2005) . To some extent, knowledge sharing in military is similar to any organisation that implements projects or has a knowledge-based framework for its development. The Lithuanian military forces have a formal lessons-learned system that not only includes appropriate standard operating procedures, knowledge compatibility with other NATO partners, but also a net of trained lessons-learned specialists. Individual members of military forces were surveyed in this study to test how knowledge sharing is supported by this organisational structure, culture and technologies.
Structural equation model test was used to testing developed hypotheses and to represent, estimate, and test a theoretical network of relations among observed and latent variables in knowledge sharing. The study is based on hierarchical structural model of knowledge sharing where SPSS AMOS 24 (IBM Corp. 2016) program was used to analyse the model.
Measure development and reliability of the construct
Knowledge sharing (T) is a dependent variable in the model which measures the dissemination of knowledge between (T1) and within teams (T2). The latter (T2) improves team performance (Brown, Calnan 2016) and inspires creativity (Chuang et al. 2016) while the former (T1) increases the efficiency of fulfilment of strategic objectives in the organization (Zhou, Li 2012 Trust in management (L) was measured using three positive elements: (1) the superior understands subordinates, (2) the superior motivates subordinates to use lessons learned, (3) superiors behave correctly with subordinates; and two negative elements: (4) superiors exploit subordinates, (5) superiors discipline and punish subordinates for their mistakes (Table 1) .
Trust in co-workers (K) was measured using three elements: (1) their desire to help when faced with difficulties, (2) their ability to help when faced with difficulties, (3) trust in their promises.
Trust in technologies for knowledge management (P) represents not only an attitude towards the technologies used, but also the trust in the institution in general. Knowledge preservation and sharing was measured by subjective perception "properly". "Properly" in our case means the level of acceptability of institutional procedures and techniques to keep and share knowledge. It also reflects the level to which knowledge exploration involves opportunities for knowledge re-usage in new situations (Canary, McPhee 2010) . In a military context, technologies must provide information at the right time to the right person. Consequently, "proper" technologies are capable of disseminating knowledge at the time of the request (Champoux et al. 2005) which in the military context is of the highest priority. Trust in technologies for knowledge management is this study was measured by four elements where two of them represent the properness of knowledge preservation and sharing within the unit and the other two -between the units. In addition to the measures on trust, our research construct is complemented with a variable of fear. Fear of losing one's value (D) was measured using two elements: (1) the reward for sharing knowledge, (2) the status after sharing knowledge. These elements in the questionnaire got four questions. Knowledge documentation (P) was measured using four elements: (1) quality of knowledge documentation, (2) accessibility of knowledge. The elements in the questionnaire were also broken down into four questions in order to measure knowledge sharing between and within teams.
The theoretical framework was first tested by the qualitative research. Interviews with experts detected the main problem areas in terms of knowledge sharing. External validity of the model was approved as a result. Respondents were asked to answer questions in relation to trust in their management and co-workers, fear of losing their value in the organization by sharing their knowledge as well as knowledge documentation in their unit. Last 7 questions reflect the demographic and social characteristics such as gender, age, education, military rank, length of service, served years in a specific unit and place of service. The questionnaire consists of 26 questions. Most of the questions are evaluated using a five-point scale.
Sample and data collection
To test our hypothesis, we collected data from two functionally similar military units and in order to obtain objective results, which would show the situation in the context of knowledge management, only professional soldiers, who have or still serve in Lithuanian armed forces and face managerial processes (setting goals, planning, organization, control, and evaluation), were given the questionnaire. It was a general population survey (N 526 military personnel), and 108 fully completed self-administrative questionnaires were returned. The response rate was 20% and this was an appropriate response level in comparison to similar surveys.
Respondents were asked to provide demographic information including the length of service in Lithuanian armed forces, the length of service in the unit, military rank, education, age, and gender. Most of the respondents were male (91%) from 26 to 47 years old. 6% of the respondents were privates, 31% -sergeants, 53% -junior officers and 11% -senior officers. Higher education was obtained by 94%, and 92% of the respondents have served for more than 6 years. Thus, the respondents were experienced, had proper knowledge and military ranks and they were familiar with knowledge management processes in the organization.
Analysis
Structural equation modelling (SEM) technique was used to test the research model. SEM is a comprehensive approach for hypothesis testing and can be used for predictive applications testing (Byrne 2013 ). The modelling is based on path analysis, factor analysis, and linear regression, it also analysis latent constructs and measurable variables of the theoretical causal model. In our case the model consists of five exogenous variables (H1, H2) and three endogenous variables (H3, H4, and T). A confirmatory factor analysis of scales and the estimation of fit were performed using SPSS AMOS. Before analysing the theoretical framework, the questionnaire was assessed to evaluate how the questions (variables) would reflect the latent factors. Cronbach's alpha (hereinafter -CA) coefficient is a very popular coefficient to test reliability (Bollen, Long 1993; Garson 2012) . So the CA coefficient, which is based on the correlation of individual questions that make up the questionnaire, was used to evaluate the internal consistency of the questionnaire's scales. By the rule, CA coefficient of a well prepared questionnaire has to be higher than 0.7. The calculated CA coefficients for all questions are presented in Table 1 .
Confirmatory factor analysis (CFA) using the AMOS 24 program was applied to additional confirmation of construct validity of items and of constructs used in the main study. CFA was conducted to estimate factor loadings of variables, which presents the level of a regression path from a latent to its indicators. In this study, the five latent vari-ables had different number of indicators (the questionnaire items). So we tested factors loading values and followed the rule, which explains that path coefficient measurement has to be more than 0.5; when coefficient is equal to 0.7 or above it indicates perfect set of variables (Hair et al. 2012 ).
The validity of measurement model depends on the levels of goodness-of-fit for the measurement model and provides specific evidence of construct validity. In this research model construct refers to a complex concept which includes several interrelated factors.
To test the construct validity, which shows a theoretical viewpoint (Wiersma 2000) , the convergent validity method was used. In this study, convergent validity was assessed by factor loadings, Composite Reliability (CR) and Average Variance Extracted (AVE) (Hair et al. 2012) .
First run of the measurement model
Confirmatory factor analysis (CFA) was chosen to test the hypothesized model because the model's latent variables were constructed accordingly to theory and they already existed in theoretical models of previous studies (Brown, Calnan 2016; Carmeli et al. 2011) .The tested hypothesized model consisted of 4 latent variables and 16 indicators, 20 measurement error associated with variables and indicators, one factor being predicted by 2 indicators, all together 43 distinct parameter were estimated (Fig. 1) . The model was evaluated by statistical means to determine the adequacy of its goodness-of-fit.
Statistical significance of parameters estimates is presented in Table A1 ).
Moreover, the other indicators, which are computed to check the goodness-of-fit of the hypothesized model indicated mediocre to poor fit (Hypothesised Model in Table 3 ). The literature suggests using chi-square value with moderate samples. As our sample was 108, we followed this recommendation. Chi-square value of our test was 186.325 with very low probability (df = 128, p = 0.001; χ 2 /df = 1.456). Additionally to χ 2 test, more pragmatic goodness-of-fit indices were used. Root mean square residual (RMR = 0.156) is bigger than 0.05 and represents "big discrepancy between the sample observed and hypothesized correlation matrices" (Byrne 2013: 77) . The Goodness-of-Fit Index (GFI = 0.659) and Adjusted Goodness-of-Fit Index (AGFI = 0.544) represent the average fit of the model, as are not close to 1.00. Parsimony Goodness-of-Fit Index (PGFI = 0.493) addresses the complexity of the hypothesized model and, as expected for nonsignificant χ 2 statistics, indicates pure fit of the model. Root mean square error of approximation (RMSEA = 0.114) was one of the most informative criteria in model measurement it indicates poor fit. In summarizing goodness-of fit statistic for hypothesised model we can see that they reflect an ill-fitting model. It is evident that some changes in model are needed in order to identify a model of trust in knowledge sharing for the sample data. 
Modification indices
Following the body of literature on leadership and leadership in knowledge sharing we added additional covariances to the hypothesised model. As it was already hypothesised in theoretical background of this article, trust in leadership and trust in co-workers are interrelated and their interplay creates culture of trust in the organization. This interplay we identified as a covariance between H1 and H2 in our respecified model. Structural equation modelling provides a unique approach towards variance and measurement errors interdependence therefore we developed a respecified (nested) model (Saris, Revilla 2016) . In the hypothesised model variables and measurement errors are random and unique (uncorrelated between selfs), whereas the respecified model reframes an originally hypothesized model and represents covariances or correlations between measurement errors. Following methodological guidelines of structural equation modelling to "add only one parameter at a time to the model" (Byrne 2013: 112) , using goodnessto-fit statistics and the modification indices for each parameter, which were computed by SEM, we estimated covariance within measurement errors of trust in leadership (e1↔e2, e1↔e3) and between indicators of trust in leadership and trust in co-workers (e4↔e6) ( Table 4) . In align with the discussion from previous research on leadership we estimated one covariance between measurement errors of trust in leadership and fear of losing one's value (e3↔e9) and three covariances between trust in leadership and knowledge documentation (e3↔e13, e4↔e14, e4↔e16). The statistic of covariation is presented in Table 5 . 
Second run of the measurement model
The respecified model consisted of 50 parameters where 7 additional parameters to the originally hypothesized model were added. Goodness-of-fit statistics related to the respecified model reported that incorporation of the error covariance between items made a substantial improvement in model fit (Respecified Model in Table 6 ). The probability level increased to 0.099. This finding suggests that model fits the data acceptably in the population. Accordingly, chi-square (χ2) decreased from 186.325 to 141.39 and RMSEA from 0.114 to 0.069. RMSEA is recognized as one of the most informative criteria in the model fit evaluating. According to Schreiber et al. (2006) the RMSEA value of 0.06 indicates a good model fit. Now all other Goodness-of-fit indices were enhanced to good. Factor loadings provided by AMOS are presented in Table 6 . Based on all these indicators as well as on goodness-of-fit statistics, the theoretical model considered to be valid.
Theoretical five-factor model demonstrate reliability and factor stability. Figure 2 shows the results of the test structural model. Based on the analysis, trust in leadership is the strongest predictor of knowledge sharing (b = 0.52, p = 0.267). This finding is aligned with the insights from previous analysis where leadership was found to result greater knowledge sharing (e.g. Carmeli et al. 2011) . Accordingly, knowledge sharing is positively influenced by trust in co-workers (b = -0.377; p = 0.265), detailed documentation of knowledge (b = 0.128; p = 0.239), whereas fear of losing one's value in the organization has a negative impact on knowledge sharing (b = 0.238; p = 0.264). In addition, the standardized factor loading showed the acceptable level (>0.5) on all items on their constructs. To test the convergent validity factor loading, average variance extracted (AVE) and composite reliability (CR) were checked (Table 7) . Furthermore, the establishing discriminant validity, which requires an appropriate AVE (Average Variance Extracted) analysis was done by comparing AVE of each variable with the construct correlation. The square root of every AVE for each construct was much larger than any correlation among any pair of latent construct. All AVE by the rule (Hair et al. 2012) were greater than 0.5 (Table 8 ). The construct correlations are presented in Table 8 . The diagonal items in the table characterise the square root of AVE's, which is a measure of variance between construct and its indicators. The results of testing convergent validity and discriminant validity revealed a good construct validity and reliability (Fig. 2) . 
Conclusions and implications
In this study, we explore the impact of trust on knowledge sharing where technological solutions and managerial measures were analysed. Our research results provide theoretical implications and enhance the existing literature on knowledge sharing in three primary ways.
Firstly, knowledge sharing is perceived as a complex phenomenon where organizational culture and technological solutions are interdepended. Our implication is related to the entire knowledge sharing model. Our research results supported this integrative model of trust -knowledge sharing. This study went beyond prior research and showed that knowledge sharing has four predictors (i.e. trust in leadership, trust in co-workers, knowledge storing, and fear of losing one's value). Thus, our model identifies the mediational pathways that link in to a loop all four predictors. The present results suggest that trust in leadership and trust in co-workers may reduce a fear of losing one's value, but has no direct impact on knowledge storing. To sum up, our model and findings provide a new understanding of the relation between trust and knowledge sharing where information storing plays not the vital, but important role.
Secondly, the results contribute to explicating and highlighting the role of trust in management when sharing knowledge. Organisational culture set by the organisation authority makes the biggest contribution by dispelling fear as the main barrier in knowledge sharing. According to the study results, elements of organizational culture (trust in management and co-workers) are more important than technical solutions of knowledge management. Despite the fact that organizations develop knowledge management systems and invest in IT solutions to support them, organizational culture is of the utmost importance when it comes to knowledge sharing. According to our confirmed hypothesis, trust in management and co-workers encourages to share knowledge as employees tend to share it if the superiors are able to look at the situation from the perspective of subordinates and vice versa, and avoid doing that if the management disciplines them for their mistakes. This is especially important for organizations subject to the principle of lessons learned which are considered as mistakes that in order to be acknowledged require the environment based on trust created by the superiors. As previous research showed there is a lessons learned paradox, i.e. despite the large number of lessons learned, they do not become knowledge that would be shared in organizations. One of the main reasons for this paradox is the inability of superiors to create a mistake-tolerant work environment. However, the direct impact by the superiors on knowledge sharing should not be overestimated. Equally important is the organization's microclimate within the team. Our study results confirmed that the fear of losing one's value can equally be heightened by both superiors and co-workers. Additionally, trust within a team influences the intensity and level of relations in the team as well as the determination to share knowledge.
The last implication involves the confirmation that knowledge sharing is a cognitive process where a fair exchange plays a vital role. According to the commitment-trust theory, trust and commitment are not only the basis for good relations but also a condition for long-term effective exchange among the organization members. It is a fair exchange principle (whether I will be properly rewarded) that determines the decision to share knowledge. Our study confirmed that subordinates who think that they will not be rewarded for sharing knowledge have no trust in management and, accordingly, are not inclined to share knowledge.
Limitations
Despite the comprehensiveness of the present study, a few limitations need to be noted. Firstly, results are based on a specific sample of military personnel. The hierarchical structure of the organisation and standardised procedures for knowledge sharing could have had an impact on the research results, but the main findings are applicable for non-statutory large organisations where a knowledge-based framework for the development is implemented. From previous research, it is recalled that military as a research object shows similar results as other hierarchical organisations in terms of the fear of losing one's value. Secondly, the research sample was relatively small. Although CFI is not very sensitive to small samples, this study could be cross-validated, especially after taking the sample from non-statutory organizations. Thirdly, an opinion survey was the only data source used for this study which followed the tradition in knowledge management research practice. However, the opinion survey data supplemented by the performance data could give more comprehensive research results and avoid opinion measurement errors that can occur in surveys.
