Currently national and social concern is the proliferation of cyber attacks and hacking of the national backbone network and has been more actively developed between the main enemy is the same as the version of North Korea. In particular, Cyber threats, including Malware infections through its own internal network threats, insider normal network services that occur from the early 2010s until recently, when, either through any path that can be penetrated in a number of ways. In recent cyber security information as defined by Gartner Group as a new concept for threat (Security Intelligence) sectors are attracting attention as an alternative, the big data is used as a base technology. Security is a convergence or unknown threats, such as APT attacks aimed to predict in advance and defend. Big data is generated than in the past large-scale and rapid release of the data generated by the analog environment, cycle, it has attracted attention as a New Paradigm in the IT industry in various forms. Use of big data will evolve in ways that affect a variety of fusion techniques full human life, the enterprise at the start. This is because there is big data applications to enhance the interests of society as a whole is actively leverage the benefits of Big Data should be made to future versions defense technology between the core concept of the future.
서론
2013년부터
