As methods of survey administration have evolved over time, anonymity perceptions and their potential impact on data quality have remained an issue for researchers and practitioners alike. This study develops and provides validity evidence for a measure of survey anonymity perceptions, called the PANON. The final six-item measure is shown to demonstrate unidimensionality, measurement invariance across an objective anonymity manipulation, and a logical pattern of correlations with other relevant measures. This scale can be used in organizational survey research to provide deeper insight into the social and cognitive processes underlying response behavior.
around the notion that when people feel anonymous, they will be more forthcoming in their responses to questions on a survey. This assumption is considered conventional enough to be stated without citation in introductory textbooks in the field, typically as a potential issue in the administration of job satisfaction surveys (e.g., Riggio, 2003; Spector, 2006) . As the methods and characteristics of survey administration have evolved over time, anonymity perceptions and their potential impact on data quality have remained an issue for researchers and practitioners alike.
In applied organizational research, respondents are often assured that they cannot be identified, and therefore are safe from managerial retaliation if they reveal sensitive information. However, anonymity assurances can only have the desired effect on truthfulness if respondents believe the assurances are true. The extent to which a respondent feels anonymous has been a relatively unexplored domain in survey research. The purpose of this study is to develop a measure of survey respondents' perceptions of anonymity, thereby providing a means to assess these beliefs and investigate their impact on the quality of organizational survey data.
Defining Perceived Anonymity
In past research, anonymous and identified survey conditions have typically been operationalized through the absence or presence of a request for personally-identifiable information (e.g., name, social security number) at the beginning of a survey (e.g., Booth-Kewley et al., 1992; Lautenschlager & Flaherty, 1990; Moore & Ames, 2003) . Studying anonymity this way implies two things: (a) there is little/no variance in how each individual interprets a condition of privacy, and (b) assignment to a condition dictates the privacy beliefs for each respondent. This approach does not take into account respondents' perceptions of the likelihood that they will be identified, nor does it offer a definition for the construct of perceived anonymity. In short, simply assigning respondents to an anonymous survey condition may not be sufficient to draw conclusions about survey anonymity as it affects behavioral outcomes.
Anonymity has been conceptualized by computer science researchers on a continuum, as a probabilistic and objective property of a system. Pfitzmann and Hansen (2006) defined anonymity within a computer system as "the state of being not identifiable within a set of subjects" (p. 6). In this conception, anonymity is reliant upon the number of subjects who may also be engaging in the same task (e.g., a survey) as an individual, such that the individual is part of a larger group or "anonymity set." Anonymity, therefore, can be viewed as the probability of any one individual in a group being tied to a specific piece of identifiable information; the smaller the probability, the greater the anonymity of any one individual in the anonymity set (Díaz, 2005) .
Regardless of their accuracy, perceptions of the size of one's anonymity set could significantly influence the extent to which a survey participant feels anonymous, in turn affecting evaluation apprehension and subsequent response behaviors. In the field of social psychology, the deindividuation literature states that disinhibition of behavior can occur when inputs, such as group size and objective anonymity, cause a subjective change in internal states which results in behavior that is less influenced by social norms (Diener, 1977; Zimbardo, 1969) . In the context of a survey, a major determinant of this subjective, internal state could be perceived anonymity, and as an individual feels more anonymous, he or she will have less concern for social evaluation (Zimbardo, 1969) .
In short, the idea of the individual as part of a larger anonymity set can serve to illustrate how perception formation can occur. At the same time, there may be differences in how large two respondents taking the same survey perceive their anonymity set to be. For example, Web-based surveys can transmit a "digital footprint" indicating data such as the survey response time, date, and/or the IP address of the computer on which the survey was completed. If some respondents suspect their "digital footprint" is surreptitiously linked to their individual survey, they may perceive a small anonymity set, sensing a high probability of being tied to identifiable information, and producing a perception of identifiability.
In sum, theories in social psychology and computer science provide insights into the nature of survey anonymity perceptions, which can vary within a single survey sample. Drawing from these two conceptual domains, the current study defines perceived anonymity as being comprised of three components: (1) the perception of the relative nonidentifiability of a respondent, (2) how immersed he or she feels in some arbitrary set of survey respondents, and (3) how likely it is that a respondent feels his/her personal information can be traced back to that individual for identification.
Research on Anonymity Perceptions
Recent research on survey methodology has begun to operationalize anonymity via survey questions rather than by manipulation, effectively treating anonymity as a continuous, subjective perception instead of an objective circumstance. Rogelberg, Spitzmüeller, Little, and Reeve (2006) found evidence that perceptions of web-based survey anonymity, in a composite with other survey characteristics, can influence online survey response intentions. Bates and Cox (2008) attempted to validate a new measure of anonymity perceptions. However, their study did not yield any significant findings that would suggest anonymity perceptions account for variance in outcomes, and it did not provide sufficient validation evidence for their measure. Lastly, Whelan (2008) showed that respondents' physical environment and dispositional trust predicted scores on Rogelberg et al.'s (2006) 2-item measure assessing perceptions of the anonymity afforded by a web-based university survey.
While these recent attempts to understand anonymity perceptions are informative, none of the studies above provided a theoretically-driven definition of anonymity, nor did they focus on developing/refining a means with which to measure subjective anonymity perceptions. In fact, when discussing the results of their 2006 study referenced above, Rogelberg et al. specifically pinpointed anonymity perceptions as a variable requiring further exploration.
The literature is replete with speculation on the conditions (e.g., web-based survey modalities; the use of access controls such as PINs or passcodes) under which these perceptions may become threatened (Stanton, 1998; Thompson, Surface, Martin, & Sanders, 2003) . However, it is presently difficult to investigate emerging conjectures about the antecedents and consequences of perceived anonymity threats, due to the absence of a validated scale to assess anonymity perceptions. With a definition of perceived anonymity established, this study aims to develop a measure of anonymity perceptions and demonstrate evidence that supports the construct validity of the resulting instrument.
In doing so, the final set of items may be used in survey research to provide deeper insight into the social and cognitive processes underlying response behavior.
METHOD

Participants
Participants were 1,009 students from a large Southeastern university who participated to receive course credit. Overall, 58.1% of the sample was female, and the average age of participants was 19.24 years (SD = 3.40).
Item Generation
We began the construction of our perceived anonymity (PANON) scale by generating items to reflect the social and cognitive components of the definition of anonymity given above. Items were developed, reviewed for clarity, and revised as necessary. The resulting item pool consisted of 14 items, shown in Table 1 , which were administered to participants as described below.
Design and Procedure
Participants volunteered to complete a Web-based survey on academic dishonesty.
Respondents were able to access and complete the survey from any location with Internet access.
Privacy assurances were made, informing participants that responses would be anonymous to the researcher and any information they provided would not be shared with any third parties except in aggregate form.
After acknowledging that they had read online informed consent materials, respondents were randomly assigned to an anonymous or identified survey condition via Javascript code embedded in the informed consent page. Assignment to the two conditions was designed such that approximately one of every four respondents was assigned to the identified condition. This allowed us to compare anonymous and identified respondents, while also enabling the construction of two "holdout" samples in the anonymous condition, which were needed for the scale development analyses described later. The identified condition did not differ from the anonymous condition in any respect except for the addition of a page asking respondents to provide their name before beginning the survey. Participants then completed measures of extraversion, altruism, dispositional trust, and paranoia, followed by an academic dishonesty inventory which provided sensitive item content for which respondents should have felt some concern about survey privacy. Next, participants responded to items relating to anonymity perceptions. After respondents answered items pertaining to anonymity perceptions, they were asked to submit their responses to the survey; only after their responses were submitted were demographics and identifying information (for the purpose of assigning course credit for participation) requested. Thus, respondents could not return to the survey and change their answers after providing their demographic data, and those assigned to the anonymous condition did not provide identifying information until all other data had been submitted.
Measures
We administered several measures, in addition to the PANON, in order to examine relationships between our scale and others assessing theoretically related and unrelated constructs (i.e., to establish convergent and discriminant validity). Each measure included in our survey is detailed below. Responses to any reverse-coded items included in these scales were reflected prior to averaging ratings to form composite scale scores. Table 1 ) were administered to measure perceived survey anonymity. Response options were presented on a 5-point Likert-style scale ranging between 1 ("strongly disagree") and 5 ("strongly agree"), scored so that higher values indicated greater reported levels of perceived anonymity.
Perceived anonymity (PANON). Fourteen items (see
Dispositional trust (α = 0.82). Ten items from Goldberg (1999) were administered to assess dispositional trust. Given that survey participants were guaranteed anonymity in our study, this construct was expected to positively correlate with perceived survey anonymity. Scale scores ranged between 1 ("very inaccurate") and 5 ("very accurate"), with higher values indicating greater reported levels of trust. An example item is, "(I) believe that others have good intentions."
Attitudes toward web-based university survey anonymity (α = 0.70). Rogelberg et al.'s (2006) 2-item anonymity measure was also administered. The two items from this scale are as follows: "I feel the process of submitting answers to Internet surveys is generally safe and secure," and "I feel Internet surveys hosted by the university would be completely anonymous." Responses to these items were averaged, with scores ranging between 1 ("strongly disagree") and 5 ("strongly agree"). The PANON was expected to correlate positively with this scale.
Paranoia (α = 0.89). Fenigstein and Vanable's (1992) 20-item inventory was administered to measure paranoia, a construct expected to be negatively related to the PANON. Averaged scale scores ranged between 1 ("not at all applicable to me") and 5 ("extremely applicable to me"), with higher scores on this measure representing higher trait anxiety and suspicion about the intentions of other
people. An example item is, "I have often felt that strangers were looking at me critically." Altruism (α = 0.77). Ten items from Goldberg (1999) were administered to assess altruism, a construct that is theoretically unrelated to perceived survey anonymity. Scale scores ranged between 1 ("very inaccurate") and 5 ("very accurate"), with higher values indicating higher levels of an individual's disposition towards helping other people. An example item is, "(I) am concerned about others."
Extraversion (α = 0.85). Ten items from Goldberg (1999) were administered to assess extraversion, a second construct that is theoretically unrelated to perceived survey anonymity. Scale scores ranged between 1 ("very inaccurate") and 5 ("very accurate"), with higher values representative of an individual's relative comfort in informal social situations. An example item is, "(I) feel comfortable around people."
Academic dishonesty (KR20 = 0.82). Twenty-six items from Academic Dishonesty Inventory (Lucas & Friedrich, 2005) were administered to measure cheating behaviors. An example item is, "Paraphrased material from a book without acknowledging the source." Responses were provided on a yes/no scale. The academic dishonesty scale was included in our study to create a survey context where respondents care about the anonymity afforded by the survey they are completing. Although this measure was not used in subsequent analyses, it should be noted that 87.4% of the sample endorsed at least one item.
RESULTS
Data Cleaning and Preparation
The survey responses were examined for missing data, lack of variance across item keying (i.e., negatively versus positively worded items), and extreme values. With regard to missing data, participants were removed from the respondent database if they did not respond to any of the items contained in one or more of the measures collected in this study. With regard to lack of variance across item keying, responses to the positively and negatively worded PANON items were examined. We computed variance across the positively and negatively keyed items for each respondent, and removed from the dataset any respondent below the 5 th percentile for computed variance (i.e., with a variance less than 0.22 across the items). This was done to eliminate respondents who did not differentiate between negatively and positively keyed items, so ostensibly they were not attending to the survey and could be considered to have invalid responses. The 5 th percentile was chosen to be conservative, as there may have also been individuals whose responses were centrally tended who would not have
shown a large amount of variance across negatively and positively keyed items. With regard to extreme values, participants were removed if their initial scale scores for the PANON were flagged as extreme by an outlier analysis. Overall, 57 participants were eliminated due to extreme values, lack of variance, and/or missing data.
To prepare the data for testing using a series of factor analyses, the data for the anonymous condition were randomly split into three groups, with one group to be used for exploratory factor analysis (EFA sample; n = 252), the second group to be used for confirmatory factor analysis (initial CFA sample; n = 251) and the third and final group to be used for demonstrations of validity evidence (final cross-validation sample; n = 251). The identified group (n = 197) was only used in comparisons with the final cross-validation sample. The EFA and subsequent CFA models were tested using Mplus version 5 software (Muthén & Muthén, 2007) .
Exploratory Factor Analysis (EFA)
We conducted an EFA on this study's PANON scale items using the first sample indicated above.
A quartimin rotation suggested the presence of two factors with eigenvalues of 4.94 and 1.82, implying that the anonymity items did not form a single construct (see Table 1 for factor loadings). However, scrutiny of the item loadings revealed that the two factors reflected the positive or negative wording of item stems, a common and problematic statistical artifact (e.g., McPherson & Mohr, 2005; Schmitt & Stuits, 1985; Spector, Van Katwyck, Brannick, & Chen, 1997; Woods, 2006) . Several researchers have endorsed using unidirectional item wording in instances where an artifactual factor emerges due to item wording (e.g., Barnette, 2000; McPherson & Mohr, 2005; Schriesheim & Eisenbach, 1995) . Thus, only the nine positively-worded items from the scale were retained for further analysis. A subsequent factor analysis of these 9 items yielded a single factor with an eigenvalue of 4.03 (see Table 2 for factor loadings). In addition, a two-factor solution failed to converge for the nine positively-worded items.
Confirmatory Factor Analysis (CFA)
Next, the nine positively worded PANON items were subjected to a CFA with all nine items loading onto a single latent variable. Using the first CFA sample referenced above, the model yielded poor fit, χ 2 (27) = 124.23, p < 0.001, CFI = 0.86, TLI = 0.81, RMSEA = 0.120, SRMR = 0.062 (see Hu & Bentler, 1999 , for a discussion of cutoff criteria for approximate fit indices). Based on these unsatisfactory results, the items were subjected to analyses using the Purify module of the TETRAD3
program (Scheines, Spirtes, Glymour, Meek, & Richardson, n.d.) . This software tests for unidimensionality in a measurement model and systematically removes items until a model of adequate fit is achieved. Three items (items 7-9 in Table 2 ) were flagged for deletion from the set of nine items.
The CFA model for the anonymity items was then respecified, omitting the variables as suggested. The model yielded adequate fit, χ
The final list of items for inclusion in the PANON can be found in Table 3 individuals inclined to be more trusting were less likely to question the anonymity assurance. PANON scores were significantly and negatively related to paranoia (r = -0.13, p = 0.05); individuals who tend to be anxious and suspicious were less likely to rate highly on perceptions of anonymity. Rogelberg et al.'s (2006) two-item measure of anonymity was positively related to the PANON (r = 0.55, p < .001), demonstrating a significant relationship with a published measure tapping a similar conceptual domain.
As discriminant evidence, PANON scores were not significantly related to either extraversion (r = 0.11, p = 0.10) or altruism (r = 0.08, p = 0.19), which have no theoretical rationale for being related to anonymity perceptions.
DISCUSSION
Because of the implications for candor and data quality, subjective perceptions of anonymity have considerable implications for survey research and practice. This study presented preliminary validity evidence for the PANON, a scale assessing perceived survey anonymity. The systematic development of this scale provides a theoretical framework and empirical means through which to assess survey anonymity perceptions.
As defined, anonymity perceptions consist of three components: (1) the perception of the relative nonidentifiability of a respondent, (2) how immersed he or she feels in some arbitrary set of survey respondents, and (3) how likely it is that a respondent feels his/her personal information can be traced back to that individual for identification. The analyses conducted in this study demonstrated that the PANON measure, constructed from the above definition, is a unidimensional scale that displays measurement invariance across groups and shows evidence of convergent and discriminant validity, indicating a logical pattern of relationships with other variables.
That said, it is important to acknowledge that this study is not without limitations. A notable concern is the use of undergraduate students as a study sample. In an applied setting, survey respondents' perceptions might be dependent on other variables not typically present in university research, such as the use of computer monitoring by an employer. More research examining contextual influences on perceived anonymity is warranted to explore the possible antecedents of these perceptions. Another possible point of contention is the use of tetrad analysis in this scale development, as this was an empirical, as opposed to conceptual, method with which to select items for the final measurement model. However, perceived anonymity is assumed to be both a unidimensional construct as well as a reflective latent construct (i.e., anonymity causes responses to the items, as opposed to the items forming a composite factor; see Mackenzie, Podsakoff, and Jarvis, 2005) . Therefore, if items are deleted from the measure of perceived anonymity, the meaning of the underlying construct will be unaffected (Mackenzie et al., 2005) . The use of tetrad analysis to delete items, then, should not impact the nomological network of perceived anonymity or threaten the construct validity of the scale.
Its limitations notwithstanding, this is the first study to provide validity evidence for an instrument specifically designed to assess perceptions of survey anonymity. As such, it answers Rogelberg et al.'s (2006) recent call for research on survey anonymity perceptions. Whereas past work (Rogelberg et al., 2006) has utilized scales focusing exclusively on attitudes toward web-based survey anonymity, the PANON is applicable to all types of surveys, regardless of the modality. This should be useful for future research, such as studies designed to investigate the effects of survey modality (e.g., paper versus web) on anonymity perceptions. Additional research avenues would also benefit from the PANON scale, which can be used to test the effects of a host of conditions believed to raise respondents' suspicions about anonymity. Studies exploring how these measurable threats may lead to differences in outcomes such as survey nonresponse and data quality would be fruitful. Rogelberg et al. (2006) c Six items from the final PANON scale developed in this study
