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Abstract 
By applying WSN technology in the field of industrial monitoring, the single CSMA or TDMA protocol can not 
meet the requirement of dealing with the urgent data without delay when some accidents occur. In order to solve this 
problem, this paper puts forward a hybrid CSMA-TDMA MAC protocol for wireless sensor network, and makes a 
test in a star network which is made up of one center node and several sensor nodes. The test result indicates that the 
protocol is feasible and effective. 
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1. Introduction
Wireless sensor network is composed of a large number of tiny sensor nodes scattered densely in the
unattended monitoring area [1].  The sensor nodes have the ability of communication and computation. 
They can complete the assigned task independently according to the environment situation, realizing the 
integration of intelligent managements included information collection, transmission, processing, as well 
as the systematization of target control [2]. The WSN technology represents the higher stage of the 
development of information technology. 
The industrial monitoring system based on WSN technology can monitor abundant real-time 
parameters of equipments such as temperature, humidity, vibration and so on by installing a large number 
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of wireless sensor nodes in industrial environment. There are various parameters and large amount of data 
in the industrial monitoring system. When a sudden emergency such as thermal fault occurs, the sensor 
node which got the message should send its urgent temperature data to the center node without delay, 
instead of waiting for its turn for transmission. The center node will give an alarm immediately after 
receiving the sensor’s hurry-up data. Being informed of the thermal fault, the workers will take measures 
to ensure the safe operation of the equipment. So only the high-performance MAC protocol of wireless 
sensor network can meet the requirement of real-time monitoring. At present, the application of single 
MAC protocol just based on competitive or distributive mechanism in industrial monitoring field can not 
solve the problem that the emergent data need to be transmitted and processed firstly when any fault 
occurs [3]. Accordingly, this paper combines the advantage of CSMA and TDMA protocol, and puts 
forward a kind of hybrid MAC protocol based on CSMA-TDMA, which can satisfy the need of real-time 
monitoring system. 
2. Related Work  
The research work is one part of the entire industrial monitoring system based on WSN. As shown in 
Figure 1, the whole structure of industrial monitoring system based on WSN includes three sections: 
collection section, communication section and management section. Collection section is composed of 
some unattached wireless sensor networks. The structure type of each network is star-type, with one 
center node and a number of independent sensor nodes. With responsibility for monitoring parameters, 
the sensor nodes in network transmit real-time data to center node after fishing collection. While the 
center node not only receives the all data sent by sensor nodes, but also processes the data such as 
calculating, sorting, alerting etc, waiting for the command of monitoring computer. Communication 
section can be divided into two layers: one is the communication between all sensor nodes and the center 
node in network, the other is the serial communication between monitoring computer and every center 
node connected each other by RS-485 bus. The management section is responsible for the analysis and 
management of industrial monitoring system by using computer monitoring software. Aiming at the 
communication between all sensor nodes and the center node, the study focuses on the design of a kind of 
hybrid WSN MAC protocol based on CSMA-TDMA, providing the preferential transmission and 
processing for urgent data when faults occur. 
Fig.1. The whole structure of industrial monitoring system based on WSN 
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3. A Hybrid CSMA-TDMA MAC Protocol  
3.1. The principle of CSMA and TDMA 
The Data Link Layer of Wireless Sensor Networks (WSN) focuses on Medium Access Control (MAC). 
MAC protocols adjust the time of each node accessing to the shared communication medium. Current 
MAC protocols designed for wireless sensor networks can be broadly divided into contention-based 
protocols and TDMA (Time Division Multiple Access) protocols [4]. The representative kind of the 
contention-based protocols is CSMA (Carrier Sense Multiple Access). 
The principle of TDMA protocol is that the time axis is divided into Super Frame of fixed length, each 
Super Frame and then further divided into a fixed number of time slots, which are assigned to different 
nodes in wireless sensor network. Being contented with strict timing and synchronization conditions, each 
sensor node transmits data during their own time slot in the periodic Super Frame [5]. The center node 
receives the data sent by every sensor node in its own time slot without confusion and interference.  
CSMA(Carrier Sense Multiple Access) is a contention-based distributed medium access control 
protocol, which is developed and improved by the American University of Hawaii based on the ALOHA 
network protocol, with higher medium efficiency. This is CSMA communication principle [6]: Before 
sending the data, every node will detect the atmosphere continuously in order to make sure the existence 
of the same frequency carrier. If there is, which means that the medium is busy, and the node can not send 
data. If not, the node will send data in free medium. Every node in the network makes the decision to 
send or receive data by itself. When two or more sensor nodes detect channel idle at the same time, they 
will send data frames simultaneity, leading to the collision. The data frame becomes invalid frame, which 
means failed transmission. Therefore, every node must have the ability to detect at any moment whether 
the conflict occurs or not. Once at the conflict, the node will stop sending immediately, and re-compete 
for media to re-transmit the data frame after a period of random delay. 
3.2. Hardware Platform 
According to Figure 1, the hardware platform of the industrial monitoring system based on WSN 
includes the wireless sensor network composed of central nodes and sensor nodes, 485 bus, RS232/485 
conversion module and monitoring computer. The hardware structure for sensor node and center node is 
shown respectively in Figure 2. Microprocessor unit adopts 16-bit MSP30F149 produced by TI as the 
main processing chip. With the advantage of an ultra-low power, MSP430 is very suitable for the 
development of short-range low-power wireless products. Wireless communication unit uses nRF905 
chip, working in the 433/868/915MHZ ISM band. Data collection unit adopts its appropriate sensor and 
conditioning circuit depending on the monitoring object. With power supply of lithium battery, the power 
supply unit of sensor node provides 3.3V power for the whole node after voltage conversion of TPS60100 
chip. While the center node’s power supply unit outputs 5V and 3.3V by using power chip LM2575 and 
LM1117-3.3 with 24V DC power supply. 
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Fig.2. (a) the hardware structure of sensor node; (b) the hardware structure of center node 
3.3. Software Platform 
In wireless sensor network every sensor node has a unique software address which is also the 
identification for the communication between sensor node and center node. Center nodes are fixed in the 
appropriate location of industrial field, they don't communicate with each other. In order to make an 
orderly and steady communication between center node and sensor nodes, the whole network 
communication time frame is divided into four periods: Network-Organization Period, Collecting/Waiting 
Period, Data Exchange Period and Sleeping/Serial communication Period. The main program flow chart 
of the industrial monitoring system based on WSN is shown in Figure 3.  
Fig.3. The main program flow chart of the industrial monitoring system based on WSN 
Network-Organization Period: During this period, the sensor nodes apply to joint the network in 
CSMA manner after receiving the network-organization command broadcasted by center node. 
As soon as the center node gets the application command, an ACK signal will be send to the 
sensor node immediately. Meanwhile, the address of sensor nodes which have already jointed 
the network will be recorded in an address table established by the center node. After receiving 
the ACK signal the sensor node set its Network Flag 1, indicating the successful application to 
join the network. The ones not in the network can not turn to next period. 
Collecting/Waiting Period: Firstly, the center node sends the collection command to all the sensor 
nodes in network, then wait for the data collected by sensor nodes. While the sensor nodes begin to 
collect data as soon as they received the collection command. 
Data Exchange Period: After the data collection, the sensor nodes compare each data with the alarm 
value.  If the data exceeds alarm, the sensor node will consider itself as a prior node, otherwise as a 
normal node. All the prior nodes will send data immediately in CSMA way firstly. The normal nodes will 
not send data in TDMA way until the arrival of the center node’s synchronous command. Being prepared 
for receiving, the center node will give sound and light alarm reminding workers for processing after 
receiving the data of prior node. When all the prior nodes’ data have been received, it is the time for the 
center node to send synchronization command to all normal nodes. The normal nodes begin to send their 
data in TDMA manner after receiving and analyzing the synchronization command. 
Sleeping/Serial communication Period: The sensor nodes fall asleep after finishing transmission, and 
will wake up until next the next cycle comes. The center node is waiting to respond the serial commands 
of monitoring computer in this period. 
3.4. Protocol Design 
The hybrid CSMA-TDMA MAC protocol based on WSN is design for the Data Exchange 
Period especially. As the most critical part of the whole wireless communication, the 
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communication performance of Data Exchange Period has a direct influence on the reliability and 
flexibility of the whole industry monitoring system.  
The TDMA protocol is energy efficient with high communication quality, good confidentiality and 
great capability, but normally the time slot for each node is in a fixed sequence, while fault accidents are 
unpredictable. We need to take notice of the fault nodes as soon as possible. CSMA worked in distributed 
way, have good flexibility, but ultra channel detecting and MAC control overhead would consume too 
much energy. So CSMA is appropriate to the application in light-load network. In most cases, the number 
of prior nodes in the network is far less than the normal nodes, therefore, it is not recommended to use 
TDMA or CSMA alone in the large-scale industry network. The hybrid CSMA-TDMA protocol 
combines the advantages of CSMA and TDMA, which will fully meet the requirement of real-time 
monitoring system for large-scale industry network.  
The flow charts for sensor node and center node during Data Exchange Period are shown respectively 
in Figure 4. From the flow charts, it is obvious that the communication during Data Exchange Period can 
be divided into two parts: the first part is communication in CSMA and the second is in TDMA. Prior 
nodes have higher priority to communicate in CSMA, while normal nodes in TDMA. After receiving all 
the data of prior nodes, the center node will check the address table, knowing what the other nodes in 
address table which have not sent data yet are normal nodes. Then the center node will send 
synchronization command involving the information of time slot assignment in address order for all 
normal nodes. Each normal node can pick up its own slot priority from the synchronous command, and 
then sets exact timing so as to send data in its own slot. During the timing, the sensor falls into a doze to 
save energy. In addition, if the center node does not receive any data from a sensor node in three 
continuous cycles, the sensor node will be considered out of network owing to power exhausted, and its 
record in the address table will be deleted, meanwhile a sound and light alarm will be given by center 
node. 
Fig.4. (a)the flow chart for sensor node during Data Exchange Period;   
(b)the flow chart for center node during Data Exchange Period  
4. Experiment Result 
In order to test the feasibility of the hybrid CSMA-TDMA protocol, an experiment is carried out in the 
laboratory environment by taking the temperature monitoring as the example. We adopt K- type 
thermocouples as sensors to collect temperature data. The test platform is composed of one center node 
(00), four sensor nodes (00-00, 00-01, 00-02, 00-03), a RS232/485 conversion module and a monitoring 
computer. The monitoring software is programmed in VC++ 6.0 environment. The experiment has two 
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test processes: testing in normal state and an in a state of emergency. We place the four sensor nodes in 
the air to simulate a normal state, and get the monitoring data as shown in Figure 5(a);  Then we only put 
the K-type thermocouples of sensor 00-02 and sensor 00-03 into the 80℃ water to simulate a state of 
emergency, and get the monitoring data as shown in Figure 5(b).  
     
Fig.5. (a) the monitoring data for WSN in normal state;  
(b) the monitoring data for WSN in a state of emergency 
There is an obvious contrast between the two test results.  In normal circumstance, the sensor nodes 
can not detect any abnormity, so they all consider themselves as normal nodes, then send data in TDMA. 
While in the state of emergency, the sensor nodes 00-02 and 00-03 transmit urgent data in TDMA as soon 
as they detected the temperature beyond the alarm, instead of waiting for the synchronous command like 
00-00 and 00-01. Usually, there are hundreds even thousands of sensor nodes in a large-scale industry 
monitoring system. Obviously, this hybrid CSMA-TDMA MAC protocol can show high performance 
especially in large-scale monitoring system with a small amount of device faults or other emergencies. 
5. Conclusion 
This paper introduces the design of a hybrid CSMA and TDMA MAC protocol for the application of 
industry monitoring system base on WSN. An experiment is taken on a test platform to verify the 
feasibility of this protocol, and the test results indicate that this kind of hybrid protocol can help the 
monitoring system to give an almost real-time answer to the emergencies. In conclusion, the high 
performance of this hybrid protocol is the guarantee of a safe operation for monitoring system. 
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