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Abstract: Eventhough governments worldwide is 
considered to be the biggest producer of information, 
it is not uncommon that the entities cannot have access 
to the information that concern them or further they 
are obliged to submit the same information repeatedly 
to different public organizations. However, the access 
to the information held by public administration is an 
institutional right of the entities. Nonetheless, 
governments have not always been willing to grant 
access to government information based on a variety 
of reasons to forbid the access, with national security 
to be the most common one. However, the re-use and 
dissemination of government information across 
government agencies and between agencies and the 
public is the cornerstone of electronic government. 
Under that scope, many countries have proceeded the 
last 20 years in adopting national policies for the use 
and access of government information. Greece has 
delayed in that field to be synchronised the European 
Union's recommendations. However the last five years, 
there has been efforts to move forward and close the 
gap with the rest Member-States by issuing a number 
of legislative and regulatory documents such as the 
Law 3448/2010 on the reuse of public sector 
information, the Law 3861/2010 on the obligatory 
publication of the legislative and regulatory 
documents produced by all governmental, 
administrative and local government agencies via 
Diavgeia”,   the   Law   3979/2011   on   electronic  
government, and the Greek e-Government 
Interoperability Framework. The access to government 
information is a precondition to offer fast, transparent, 
reliable and qualitative services aiming to protect and 
promote  the  citizens’  basic  democratic  rights. 
Keywords: Government information, Access, 
Electronic government, Legislation, Greece. 
 
I. INTRODUCTION 
It is more than apparent to everyone that we are living 
to the information era, where information is considered 
an asset; the access to which is a major issue for each 
interested entity either if it is an individual or an 
enterprise or the public administration itself, because it 
affects the very existence and nature of every entity. 
Under this scope, government agencies hold and 
manage both data and information for the citizens 
regarding taxation, health data, social welfare files and 
many others. However, even though public 
administration is the biggest producer of information 
worldwide, it is not uncommon that the subjects 
cannot have access to the information that concern 
them or further they are obliged to submit the same 
information repeatedly to different public 
organizations. 
When  we,  as  citizens,  encounter  the  term  “government  
information”   simultaneously   several   questions   pop   in  
mind;;  questions  such  as  “what  constitutes  government 
information?, where and how is being produced?, who 
produces and/or manages it?, who can use it?, who can 
access it?, under which circumstances it can be used or 
accessed?”. 
Additionally, most of us by hearing the term 
“government   information”   associatively think about 
confidential, top secret, non-accessible information 
which is locked safe in deep buried basements, and 
kept away from indiscreetly eyes. Although, this 
notion is partly true, the vast amount of the so called 
government information is –or should be— open and 
accessible  to  the  public  as  it  “…is  an  inherent  right  or  
part of the social contract between government and the 
governed to hold government accountable to its 
citizenry”  (Hernon,  1991). 
Government information is public resource and a 
public commodity, albeit one that has different 
characteristics from durable goods and other 
information resources, of inappreciably importance for 
both the governments and the governed ones (Strates, 
2004): 
 Forms the basis for the execution of 
government’s   operations,   namely   it   offers  
authentic and reliable documentation of the 
administrative acts of any public organization 
 Increases the accountability and transparency 
of public officials and government as a 
whole, as citizenry has better knowledge and, 
therefore, control of the activities of its 
governmental representatives 
 Encloses an inherent economic value, as it 
contributes to the economic development, as 
none entrepreneurial activity can be 
accomplished without accurate information 
on specific subjects and fields 
 Serves as the means to the communication 
between government and citizens by 
formulating the framework of the rights and 
obligations of both parts 
 Strengthens democracy by forming better 
informed and active citizens, who are more 
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involved into the decision-making processes 
and exercise better control 
 Serves   as   the   “written”   memory   of   public  
administration as it depicts the history and the 
general context that public administration has 
been evolved throughout the years and 
enables researchers to impartially review and 
evaluate the decisions of a government based 
on objective and reliable resources 
In other words, government information is the 
information created, maintained, managed and held by 
the organisations of public administration when 
performing their operational tasks. This automatically 
means that most of the information refers either to the 
operation of the organisations themselves or to the 
communication between an individual with public 
organisations. 
II. TYPES OF GOVERNMENT INFORMATION 
Especially during the communication of an entity –
namely an individual representing itself for own 
causes or representing a business/organization under 
an official cause—, the entity is being asked to submit 
information that firstly identifies itself, and secondly 
designates the cause and the scope of the 
communication initiation. This information is being 
stored electronically or manually, used and maintained 
by the agency to which has been submitted, and is 
being represented to the outcome, namely the 
document issued by the agency based on the 
information provided by the entity and the stated 
purpose that it is intended for. 
Government information may be presented by the 
form of legislative acts being published to an official 
government body –i.e. Official Gazette—, by the form 
of informative leaflets published in order to inform 
citizens or to assist them to their communication with 
the public services, or government documents being 
created, disseminated and maintained by the 
responsible government bodies in order to document 
their activities and the conducted business (Strates, 
2004). 
According to Cuillier and Piotrowski (2009), there are 
four main ways to access government information: 1) 
proactive dissemination by agencies, 2) requester 
release, where information from agencies is provided 
on request not proactively, 3) leaks from 
whistleblower (e.g. WikiLeaks), and 4) open public 
meetings where information is discussed and released 
in a public venue. However, regardless of how the 
information is being accessed, the crucial point is for 
government information to be accessed without any 
imposed restriction by bureaucracy, geography, ability 
to pay, or format (Hernon, 1991). 
Further, we should acknowledge that there are type of 
information that can be access by the public, and 
information that should not be publicly accessibly at 
all or it should be accessed under specific 
circumstances or authorized persons. Nevertheless, 
these exceptions refer to specific occasions and should 
have a limited implementation. 
There are two types of government information; the 
administrative and the non-administrative information. 
The first category of administrative government 
information relates the function and the daily operation 
of the government itself and the public administration 
in general by forming the framework, legislative and 
regulatory, that governs and rules the way government 
does its business. Examples of administrative 
government information are (Allen, 1992; European 
Commission, 1998): 
 Legislation 
 Jurisprudence 
 Regulations 
 Census data 
 Financial information 
 Trade statistics 
 Administrative documents (such as 
decisions, circulars, proceedings, 
certifications etc.) 
On the other hand, the non-administrative government 
information relates to information collected by 
government organizations while executing their 
operations, and mainly refers to entities of the outside 
world –e.g. enterprises—and   doesn’t   have   immediate  
relation with the statutory operations of the 
government. Examples are the enterprises registries, 
the geospatial data and so on (Allen, 1992; European 
Commission 1998). 
At this point, it should be underlined that a document 
produced by a public organization as an answer to a 
request of a citizen and bares data that concerns the 
citizen as an entity –for instance, a birth certificate or a 
driver’s   license— does not constitute government 
information, but instead is considered to be a private 
document and it is restricted of public access. 
III. ACCESS TO GOVERNMENT 
INFORMATION 
The access to the information held by public 
administration is an institutional right of the entities, 
which constitute a precondition for the proper exercise 
of their civic rights, whereon the democratic 
governance. Moreover, the access to information bares 
economic profits for the public administration as well 
as to whoever deals with the public administration. 
From administrative point of view, the reuse of the 
public information may lead to faster and more 
efficient administration (Allen, 1992, Hernon, 1991; 
DeSanti, 1993; European Commission, 1998). 
Therefore, an imperative need for a managed and 
guided access to government information through a 
policy framework, which will respond to both ethical 
and managerial issues of information uses and 
dissemination, accrues. The access must follow certain 
principles that more or less govern every type of 
information such as integrity, preservation, 
confidentiality, reproduction and redistribution 
(Hernon, 1991). However, government information 
bares unique characteristics due on its very nature and 
content. 
United States having a great tradition in government 
librarianship, and consequently in issuing guidelines 
concerning the access and use of government 
information as well as a long history in freedom of 
information legislation –i.e. Freedom of Information 
Act in 1960s— is the leader in formulating policy 
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frameworks on the subject, and also the librarians and 
information professionals have given a number of 
struggles against governmental interventions and 
policies to restrict the access to government 
information. Regardless of the some differentiations 
and diverse approaches of each association or body, 
there are several key points common to every 
approach. Firstly, government information should be 
available on equal and timely basis; namely that there 
should be no discrimination on who can access the 
information, and moreover, the information should be 
updated and timely. Secondly, no media or format of 
distribution should be excluded from access. That 
means that government information should be 
available in versatile channels of communication such 
as print, electronic, online and/or telephone (Hernon, 
1991). 
Another important aspect resides on the assurance that 
no monopolistic control should be exercised over the 
information by any public or private party during the 
dissemination process (Hernon, 1994). It is possible 
that the private sector might invest on government 
information by exploiting it as a product and providing 
new information products and resources. This type of 
government information dissemination should be 
complementary to the access provided by the public 
organisations themselves, not to replace it in any way 
(Allen, 1992). 
Further, no techniques or policies of licensing and 
copyright of information must be employed at any 
governmental level –central, regional or local. The 
information created or collected by government 
agencies should not be subjected to principles of 
private copyright, as in this case the free flow of 
information will be prohibited (Hernon, 1994; Allen, 
1992). This does not automatically mean that should 
not be a classification to who is accessing which type 
of information. On the contrary, it secures the 
unprohibited access to government information and, at 
the same time, it reinforces the justifications when the 
access to government information must be restricted 
due to a number of reasons as national security, 
personal data protection, statistical confidentiality 
principle and so on. 
Finally, a very controversial subject is whether the 
access or the dissemination of government information 
should be charged. The truth is that public 
organisations have seen their budgets being cut 
significantly over the period of the last 30 years. 
According to Allen (1992), the sale of government 
information is a possible source to balance the lost 
revenue. Of course Allen refers to the sale of 
government information to the private sector in order 
to provide with new information products, mainly in 
electronic formats. However, there is an issue whether 
a citizen should pay for acquiring government 
information. Even though this is a policy decision of 
each government, the cost of acquiring government 
information should strictly reflect the marginal cost of 
dissemination. 
At this point, we should denote that the advent of 
electronic government has revolutionised the access to 
government information under the assumption that 
public administration has the appropriate infrastructure 
to provide online free access. 
IV. GOVERNMENT INFORMATION & E-
GOVERNMENT 
The Information & Communication Technologies 
(ICTs) form the means which enables the storage, 
editing, transfer, dissemination and publication of the 
information of public sector, whereas the development 
and implementation of integrated information systems 
is the cornerstone for the reuse of public information, a 
fact considered fundamental for the transition towards 
Electronic Government. 
One of the oldest and most common problems of 
public sector worldwide is the redundant information 
on the same entity that held by different agencies for 
the same or akin causes. The reuse and the 
dissemination of information between public services 
is a fundamental issue for electronic government, and 
one of the biggest challenges to be dealt with. 
E-government has radically changed the way public 
organizations conduct business both in the back- and 
the front-office, which consequently influenced the 
production, storage, transmission and accessibility of 
government produced information. The electronic 
means of dissemination and the web access to 
government information via one-stop government 
portals have shift the interest mainly towards who can 
access what and to which level along with discussions 
on authentication, privacy protection and security. 
E-government aims to cut red tape, simplify 
procedures and make possible the online transacting 
between agencies and citizens by submitting 
applications, issuing certificates, paying taxes, or find 
information. E-government guarantees access to a vast 
range of government information from legislation to 
budget information and from information on how to 
issue a certificate to online viewing of municipal 
meetings   by   the   conform   of   the   computer’s   screen,  
ipad or iphone without the need to visit a 
governmental body or a public organization. By 
posting online government documents, a sense of 
knowledge is provided to the citizens on how their 
government does business with a way unimaginable a 
decade ago. As  Bertot  mentions  (2009)  “…the  current  
digital environment allows public agencies to not only 
deliver information to individuals, but also integrate 
levels of service that allow for direct contact with 
specific individuals or bureaus in an agency, financial 
transactions, and even social networking”. 
After a long time of limitations in accessing 
government information, the tendency worldwide calls 
for an open and increased access to government 
information   as   can   be   verified   to   the   President’s  
Obama   “Open   Government   Directive”   and   the  
European   Union’s   “Annex   2   – Towards 
Interoperability   for   European   Public   Services”.  
Governments have realized that increased access to 
government information forms better informed and 
more politically active citizenry, which automatically 
translates to a greater control of public officials and 
increased transparency and accountability; thus a more 
democratic and participative governance. 
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V. BARRIERS IN ACCESSING GOVERNMENT 
INFORMATION 
Governments throughout history have intentionally or 
unintentionally impeded access to government 
information by posing several obstacles being 
indifferent to whether accessing government 
information is the core of a democratic regime. 
The allegation of governments that they restrict access 
to government information on grounds of national 
security, defense or public security is one of the most 
common used justifications. One of the most 
prominent   examples   is   the   Reagan’s   Administration  
issuing   the   Moratorium   “Less   Access   to   Less  
Information   by   and   about   the   U.S.   Government”   in  
1986 aiming to restrict and privatize government 
information (Cooke & Heanue, 1987). The most 
impressive aspect of the implementation of this Act 
was that the FBI had the power to visit the libraries 
and  ask  for  the  patrons’  circulation  records,  whereas  it  
has been reported in the press that FBI had actually 
opened the files of persons that criticized  the  Agency’s  
involvement in libraries (Allen, 1992). The second 
attempt was made when Bush Administration passed 
the Patriot Act in October 2011 in order to respond to 
the 9/11 attack and the increased fear of terrorism in 
the US. However, the Act dramatically reduced the 
restrictions on law enforcement agencies' ability to 
search telephone, e-mail communications, medical, 
financial, and other records. 
On the contrary, the adopted legislation ought to be 
supportive and enabling the access to government 
information of every government level and in any 
possible format, not to impose extra obstacles in its 
effort to set limits. For example, Greece just in 2010 
legislated on the free access to legal government 
documents. Up to then, the citizenry had to pay in 
order to receive a print copy of a law or other legal 
document, or further the access to electronic copies 
was only available via subscription databases. 
Similar to the legislative barrier is data protection and 
privacy issues especially when we are referring to 
government information access in the era of e-
government. The data protection and privacy 
legislation and regulation should safeguard persons 
who either request government information –both in 
print and electronic format—or those that government 
information is held for (Hernon, 1991) by maintaining 
a balance between the protection of personal data (i.e. 
medical, employment, social welfare or taxation data) 
and free movement of such data (European 
Commission, 1998). The Directive 95/46/EC issued by 
European Commission in October 1995 institutes 
binding rules for both the public and the private sector 
in order to retain the balance between the access to 
government information and the protection of personal 
data. 
Further, as mentioned above no copyright and patent 
policies or legislation should ban the access to 
government information in any time and under any 
circumstances. Governments cannot have ownership 
for the documents they produce, mainly because the 
content of the documents concerns the public either in 
the sense of governance –e.g. a new law, a proposed  
change in budget planning or a new road 
construction— or   in   the   sense   of   the   government’s  
accountability –e.g. a report on the public officials 
activities,  an  account  of  an  agency’s  budget and so on. 
The government documents contain fundamental 
information   on   a   government’s   activities,   which   is  
vital for citizens to be informed and exercise control 
on their government, meaning to perform their basic 
democratic right. Copyrighting government 
information incommodes the free flow of ideas, 
accedes government official the authority to decide 
who can have access to information (Allen, 1992), 
reduces   the   government’s   accountability   and  
transparency and, ultimately undermines the 
democracy as a whole. 
Government information is dispersed in central, 
regional and local level. Each of these authorities has 
agencies that collect and store information on their 
citizenry for different reasons and purposes. The most 
common phenomenon is each agency to have its own 
information system, usually a customized or in-house 
one that most times is incompatible with other 
information systems of other agencies, even with those 
with similar operations. This means that agencies 
cannot exchange information and a citizen in order to 
complete a task may be obliged to go to several 
different agencies to get the necessary information 
himself. Additionally to that is the lack of resources 
for equal dissemination of government information, 
which translates to a national wide network capable to 
disseminate government information to all citizens 
regardless of distance, geography, education level, 
medium or format (Allen, 1992). The advent of e-
government promises to rectify these inequalities by 
providing immediate and accurate access to 
government information via the governmental web 
portals. However, there must be provisions to maintain 
the   “traditional”   services   for   people   unwilling   or  
unskilled to use the e-government services. 
Last   but   not   least,   is   the   “the inherent nature of 
bureaucracies to be secretive”   as   successfully   was  
stated by the great sociologist Max Weber in the early 
1920s (Cuillier and Piotrowski, 2009). Public 
administrations worldwide tend to present themselves 
as a closed and secretive clique that knows best and 
should not be obliged to share this knowledge with the 
public. This attitude is nourished by a number of 
factors, some of them having to do with politics and 
others with the perception of the public officials that 
there is no necessity or legitimate reason to be 
accountable about their activities to the public. 
Especially when referring to politics, there are plenty 
paradigms on how governments tried to prohibit 
access to government information throughout the 
history of mankind starting from the authoritarian 
regimes, the activity of national intelligent services, 
the Cold War era, the recent anti-terrorist laws. The 
secrecy of public administration must be confronted 
and outgrown as people all over the world request and 
demand increased participation and more transparency, 
especially under the current economic circumstances 
and the decline of the global political system. 
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VI. GOVERNMENT ACCESS IN GREECE 
European Union has since 1998 released the   “Green  
Paper on Public Sector Information in the Information 
Society”   in   1998,   which   analysed   the   importance   of  
public information in all its forms as well as the 
importance for uninterrupted and coherent access to 
this type of information. This Green Paper formed the 
basis for a number of initiatives that followed, 
especially within the Information Society program, 
which   led   to   the  “Directive  2003/93/EC  on   the  re-use 
of   public   sector   information”   issued   on   the   17th 
November 2003. The Directive lays a general 
framework for the conditions governing the reuse of 
public sector documents and provides definitions of 
the basic terms aiming to harmonize national 
legislations of the Member States. Also, it aims to 
reinforce the pan-european information exchange in 
order to ensure fair, proportionate and non-
discriminatory conditions for the re-use of such 
information   in   conjuction   with   the   “Directive  
95/46/EC on the protection of individuals with regard 
to the processing of personal data and of the free 
movement  of  such  data”. 
Under this scope, Greece was forced to publish its first 
law  on  the  “Re-use  of  Public  Sector  Information”,  i.e.  
Law 3448/2006 which harmonises Greek legislation 
with the Directive 2003/98/EC by recommending to 
public services and organisations to reuse the 
information they produce and hold both for 
commercial and non-commercial purposes. The 14 
articles of the Law designate the legislative and policy 
framework by determining the application field 
(Article 3), providing definitions of the main concepts 
(Article 4), and giving emphasis on the electronic 
dissemination of documents (Article 6). Notably 
Article 4 §3  defines  the  “document  for  further  use”  as 
all administrative documents –as defined earlier in 
this article—without excluding the private ones that 
are  kept  to  the  agencies’  archives  as  evidence  of their 
administrative history in any format or medium. The 
implementation of the Law presupposed the 
implementation of the Laws 2690/1999 on 
Administrative Procedures and 2472/1997 on the 
Protection of Personal Data. 
Some years earlier, Greek Parliament had enacted the 
Law   2690/1999   for   the   “Sanction   of   Administrative  
Procedures’   Codification”,   which   defined   what  
constitutes   “administrative   document”   for   the   Greek  
public sector. The Article 5 §1  defines  “administrative  
document”   as   any document prepared by public 
organizations such as reports, surveys, proceedings, 
statistical data, circulars, responses of administration 
to requests, decisions and opinions, and grants free 
access to them.  Also,  the  same  Article  in  §2  explicitly  
states that access to private documents –i.e. the 
documents held by public organizations and bare 
personal data of an given entity—is granted only to the 
individual with any legitimate right to do so after 
submitting an application and demonstrating the 
exercise of its legitimate right.  Further  §3  of  the  same  
Article clarifies that the access to documents is 
forbidden in case a document concerns the private or 
family life of a third party, or in case of detriment of 
confidentiality as specified in special provisions. 
Since 2009, the new elected government of George 
Papandreou has shown its decisiveness to move 
Greece towards e-government and the use of digital 
media in public administration. Nevertheless, 
Papandreou himself is a dedicated user of new 
technologies and the social media as Twitter. After his 
election as Prime Minister forced the launch of the 
government   portal   “OpenGov”   <www.opengov.gr>,  
where all the proposed legal, statutory and regulatory 
initiatives, Greek government is willing to take, are 
being published for open and public consultation for a 
prearranged amount of time. Every citizen 
eponymously or anonymously can express its opinion 
on the proposed changes and offer some other points 
of views or ideas on the subject. 
In line with this practice, the Law 3861/2010 on the 
obligatory publication of the legislative and regulatory 
documents produced by all governmental, 
administrative and local government agencies via the 
program   “Diavgeia”,   which   in   greek   means  
“transparency”,  was  published  in  July  2010.  The  Law  
within its 10 Articles describes all the kinds of 
documents that should be published (Article 2), the 
responsibilities of each agency for the publication 
(Article  3),  the  procedure  of  the  documents’  uploading  
(Article 6) as well as it makes provision on matters of 
personal data protection and confidentiality (Article 5). 
Further, Article 7 grants free access to all issues of the 
Official Government Gazette via the website of 
National Printing Office <www.et.gr>, when the 
access to most of them was under subscription up to 
then. This is the first Law that actually takes a step 
forward and towards an open and unrestricted access 
to all government information with a special provision 
for the electronic dissemination of information. 
Finally, in June 2011 the first law on electronic 
government was published, i.e. the Law 3979/2011. 
This is the first integrated legislative attempt of Greek 
State to institutionalise in a single text all components 
–administrative, social, political, policy, technical, 
ethical— that affect the seamless and equivalent 
access to government information and services with 
the use of ICTs and the Internet. The Law is 
constituted from 30 Articles, which make provisions 
for the most crucial administrative issues regarding e-
government, creating a context that determines the 
responsibilities and rights of all sides involved as well 
as a defined framework on e-government within which 
both public administration and operators can legally 
perform their electronic transactions. 
Especially for the access to government information, 
Articles 5 and 6 refer to the information obligations of 
public administration regarding the publishing, 
availability, accessibility, accuracy and updating of 
government information. In particular, Article 5 refers 
to the obligation of each public agency to maintain 
website, while in §4   is   explicitly   mentioned   that  
“…[the   websites]are   places   of   free   and   unrestricted  
access unless otherwise is stated by the agency itself 
for reasons of governmental confidentiality or 
confidentiality that is being protected under the 
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provision of law”.  Further, Article 6  §1  assigns to the 
public agencies the responsibility to publicize and 
make available the information that come under their 
jurisdiction and operation, whereas §2   and   §3  
emphasize on the use of ICTs and electronic means of 
dissemination and processing with special reference to 
the   Greek   National   Government   Portal,   “Hermis”  
<www.ermis.gov.gr>. Moreover, Article 9 expands 
Article 5 of the Law 2690/1999 on the right to access 
government information, and reinforces it with the use 
of ICTs for availability, access and dissemination of 
such information. 
Finally, the Greek e-Government Interoperability 
Framework (e-GIF) is a policy framework determining 
the principles of e-government services architecture in 
Greek public administration, and aims to support the 
development and provision of e-government services 
to all levels of administration –central, regional and 
local— by establishing concrete conceptual and 
technical guidelines on how e-government services 
must be developed, implemented and maintained, 
enabling the interoperability between systems, 
procedures and data as well as the availability and 
accessibility of information. 
VII. CONCLUSIONS 
The issue of access to government information is of 
crucial importance in regard for governments to better 
serve its citizenry by offering fast, transparent, 
reliable, cohesive and qualitative services aiming to 
protect   and   promote   the   citizens’   basic   democratic  
rights. Of course, there are limits to which information 
should be open and accessible, as there must be 
exceptions for information relating to personal data, 
health data or information on national security 
measures. However, the exclusion of specific type of 
information from the uninterrupted and continuing 
access for all citizens should be explicitly limited, and 
for no reason should be any kind of malpractice or 
abuse of the exceptional provisions. Government 
information is an invaluable asset for both all parties 
involved, which have special characteristics due to its 
complex nature. However, the principles of 
information life-cycle apply along with a number of 
other considerations that refer specifically on 
government information. Governments have finally 
started to release the importance of the information 
produced and held by their own agencies, and thus 
have started to be more open concerning the access to 
it. E-government has a primary role to play towards 
this end as it has revolutionized the way governments 
and citizens communicate and interact, and 
consequently has enhanced the access to government 
information via governmental websites and integrated 
information systems. The essence of accessing 
government information is that an informed citizen is 
always a more involved, active and demanding one, 
which would be the key for pushing governments 
worldwide to be more accountable and straight-
forward, and thus to improve our leadership and our 
status of living. 
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