Abstract: This paper presents a framework for generating semantic model ontologies in OWL syntax from a government service domain. Firstly, the government service domain is analysed and domain ontology is constructed to capture its semantic content. Thereafter, a semiformal representation of the domain ontology is created with the ontology knowledge-based editor Protégé. Finally, the OWL ontology model is imported. This study aims at providing e-government developers, particularly those from the developing world, with an easy-to-use framework for practising semantic knowledge representation in e-government processes, thus facilitating the design of e-government systems that can be easily integrated and maintained. The other challenge when integrating information systems in any domain such as e-government is the challenge of interoperability. One can distinguish between three levels of interoperability: technical, semantic, and organisational. The technical aspect has been widely tackled especially after the ubiquity of internet technologies.
Introduction
During the last several decades, corporations, governmental institutions, universities, health institutions, financial institutions, etc., have developed an enormous number of heterogeneous and often autonomous information systems. Meanwhile, a growing demand to integrate these information systems in order to exchange data and provide more seamless services has emerged. However, the interoperation of heterogeneous information systems residing in autonomous organisational structures is a major challenge. The issue is even more challenging when a government is concerned (to construct an e-government) because of the complexity, diversity, and multiplicity of public sector institutions. For instance, often, each institution in the government forms a government by its own and, most of the time, interoperation among the departments of one institution is not found. In fact, the organisational complexity of the government and its institutions results in more heterogeneous 'islands' of information systems each of which is not interoperable. In this context, we organise our paper as follows: in Section 2, we will draw some definitions of the concepts of e-government, cartography of e-government services, why e-government, the advantages by using the philosophy of e-government in the public administration and some obstacles and challenges of transformation into e-government. In Section 3 we will introduce the interoperability concepts, the technical interoperability, some standards for technical interoperability, interoperability framework and enterprise architecture. In Section 4 we will survey some e-government frameworks. In Section 5 we will discuss some e-government framework benchmarking approaches. In Section 6 we will describe the ontology concepts and the framework for Web Ontology Language (OWL) ontology generation. In Section 6 we will draw the main concepts of the ontology as a case study of Tunisia. Finally, conclusions will be drawn.
Concepts and definitions

The concept of e-government
E-government is the daily administrative affairs of the state in facilitating the use of communication and information technologies. Citizens are organised their own with the electronic services can attenuate more comfortable with the state affairs (Gröland and Horan, 2004) .
E-government is one of most interesting concepts introduced in the field of public administration in the late 1990s, though it has not been clearly defined. The idea of e-government followed private-sector adoption of the socalled e-business and e-commerce. The Global Study of e-government, a recent joint research initiative for global e-government by the United Nations and the American Society for Public Administration, provides a broad definition of e-government. Broadly defined, e-government includes the use of all information and communication technologies, from fax machines to wireless palm pilots, to facilitate the daily administration of government. However, like e-commerce, the popular interpretation of e-government is one that defines it exclusively as an internet-driven activity to which it may be added 'that improves citizen access to government information, services and expertise to ensure citizen participation in, and satisfaction with the government process. It is a permanent commitment by government to improving the relationship between the private citizen and the public sector through enhanced, cost-effective and efficient delivery of services, information and knowledge. It is the practical realization of the best that government has to offer' (UNPA and ASPA, 2001) .
Similarly, e-government is narrowly defined as the production and delivery of government services through IT applications; however, it can be defined more broadly as any way IT is used to simplify and improve transactions between governments and other actors, such as constituents, businesses, and other governmental agencies (Sprecher, 2000) . In her recent book, Fountain (2001) suggests the concept of the 'virtual state', that is, a governmental entity organised with 'virtual agencies, cross-agency and publicprivate networks whose structure and capacity depend on the Internet and web ' (p.4) . Largely speaking, e-government includes four major internal and external aspects: (1) the establishment of a secure government intranet and central database for more efficient and cooperative interaction among governmental agencies; (2) web-based service delivery; (3) the application of e-commerce for more efficient government transaction activities, such as procurement and contract; and (4) digital democracy for more transparent accountability of government (Government and the Internet Survey, 2000) .
Various technologies have been applied to support these unique characteristics of e-government, including electronic data interchange, interactive voice response, voice mail, email, web service delivery, virtual reality, and public key infrastructure. For instance, by introducing electronic filing systems with custom-designed software that incorporates encryption technology, the US Patent and Trademark Office has made a bold move towards substantially reducing the amount of paper it handles by allowing inventors or their agents to send documents over the internet (Daukantas, 2000) . As a result of various web technologies, 40 million US taxpayers were able to file their 2000 returns over the web, while 670,000 online applications were made for student loans using the web-based system of the Department of Education (Preston, 2000) . Some governments also have promoted virtual democracy by pursuing web-based political participation like online voting and online public forums.
E-government is a generic term for web-based services from agencies of local, state and federal governments. In egovernment, the government uses information technology and particularly the internet to support government operations, engage citizens, and provide government services. The interaction may be in the form of obtaining information, filings, or making payments and a host of other activities via the World Wide Web (Sharma and Gupta, 2003; Sharma, 2004; Sharma, 2006) . E-government is defined by other sources as follows:
-E-government is defined as the use of information and communication technologies in order to support the use of public activities (Kenji Saga, 2001 ).
-E-government can also be defined as the electronic interaction (transaction and information exchange) between the government, the public (citizens and businesses) and employees (Abramson and Means, 2001 ).
-E-government is public use of the internet and other digital devices to deliver services, information and democracy itself (West, 2004) .
-E-government is defined as: government activities that take place over electronic communications among all levels of government, citizens, and the business community, including: acquiring and providing products and services; placing and receiving orders; providing and obtaining information; and completing financial transactions (Keen and Scott-Morton, 1978) .
-There are several other definitions of the concept of the egovernment as in Abramson and Means (2001) , Muir and Oppenheim (2002) , Kumar et al. (2007) , Baum et al. (2000) , Turban et al. (2002) , McClure (2000) and Milford (2000) .
While definitions of e-government by various sources may vary widely, there is a common theme. E-government involves using information technology, and, especially the internet, to improve the delivery of government services to citizens, businesses, and other government agencies. E-government enables citizens to interact and receive services from the federal, state or local governments 24 hours a day, seven days a week. E-government is in the early stages of development. Most governments have already taken or are taking initiatives offering government services online. However, for the true potential of e-government to be realised, government needs to restructure and transform its long entrenched business processes. According to Gartner, e-government involves the use of ICTs to support government operations and provide government services (Fraga, 2002) . However, e-government goes even further and aims to fundamentally transform the production processes in which public services are generated and delivered, thereby transforming the entire range of relationships of public bodies with citizens, businesses and other governments (Leitner, 2003) .
In the last few years, there has been much talk of mobile government or m-government. M-government refers to the use of wireless technologies like cellular/mobile phones, laptops and PDAs (Personal Digital Assistants) for offering and delivering government services. M-government is not a substitute for e-government, rather it complements it. The goals of e-government are to ensure effectiveness and efficiency of public administration, citizens, to create a high level of knowledge, service-friendliness, to develop business-industry-government interaction, cost savings, productivity and income growth. Among the goals are also the fight against bribery and corruption in government, to achieve greater transparency and public entities provides many benefits such as convenience and comfort (Clift, 2004) . E-government is making operations easier, faster and at less costly than participatory management in addition to making offers (Jezzard, 2002) . Implementation and successive upgrading of the e-government system follow certain paths, levels of maturity, stages, or phases. Different countries implementing e-government in their ICT framework have different missions and objectives. However, the gradual development of an e-government system in any country follows some unique levels of service maturity for evolution. Each of the service levels represents a different service pattern, different levels of technological sophistication, different stakeholder orientation, and different types of interaction, different security requirements, and different reengineering processes. It can also be inferred that these levels describe the development of maturity of service in a sequential manner.
According to Greenberg (2006) the realisation of the objectives of e-government applications requires the following aspects to be fulfilled:
-Ease of use: citizens should be able to use the applications according to their preferences and the needs of the state and local governmental bodies.
-E-government services should be accessible from home, work, school, library, and other places open to the public.
Private and secure: e-government must be roven reliable and confidentiality standards must be unique.
-Innovative and results orientation: the latest technology should be used wherever possible.
-Collaborative: on the public, private, research institutions, expertise and experience should be based on the jointly developed solutions.
-Cost-effective: e-government should be a strategic investment in order to provide efficiency.
-Transformation: the only automate existing applications, rather than the functioning of the state through the technology utilised in changing personal and organisational leadership.
Cartography of e-government services
Backus (2001) has classified the stakeholders involved in e-government concepts on three categories: government, citizens and businesses/interest groups. The external strategic objectives focus on citizens and businesses and interest groups, the internal objectives focus on government itself. In the following discussion, we include another oneGovernment to Constituencies (e-Democracy).
-G2C -Government to Citizen: G2C are those activities in which the government provides one-stop, online access to information and services to citizens. G2C applications enable citizens to ask questions of government agencies and receive answers; file income taxes (federal, state, and local); pay taxes (income, real estate); renew driving licences; pay traffic tickets; change their address; and make appointments for vehicle emission inspections and driving tests. In addition, government may disseminate information on the web; provide downloadable forms online; conduct training (e.g. in California, drivers' education classes are offered online); help citizens find employment; provide tourism and recreation information; provide advice about health and safety issues; allow transfer of benefits like food coupons, file flood relief compensation (as in the case of Hurricane Katrina in New Orleans, USA) electronically through the use of smart cards; and the list goes on.
-G2B -Government to Business: In G2B, the government deals with businesses such as suppliers using the internet and other ICTs. G2B includes two two-way interactions and transactions: government to business and business to government (B2G). B2G refers to businesses selling products and services to government. Two key G2B areas are e-procurement and auctioning of government surpluses. These machines are battery-operated machines which are portable, 'easy to operate', 'reliable', 'tamper-proof and error free'. The machines were operated by supervised officials at polling stations. The illiterate voters were able to vote based on pictures and logos of the candidates and the party they represented. It not only greatly reduced the counting process time but also saved tons of ballot paper. There were hardly any complaints against the use of this system in India. E-democracy involves 'electronic engagement' (e-engagement): engaging public in the policy process via electronic networks; 'electronic consultation' (e-consultation) which refers to interaction between public servants and the citizenry and interest groups; and 'electronic controllership' (e-controllership) consisting of the capability to manage the cost, performance, and services of an organisation electronically (Riley, 2003) .
Why e-government?
The adoption of information and communications technology (ICT) and related practices in the commercial sectors, such as e-commerce, and the diffusion of the internet among the general population have resulted in a rising level of comfort and familiarity with the technologies in many contexts (e.g. communicating with people, electronic marketing, and academic activities). This has increased the expectations of citizens that public sector organisations should provide services similar to those in the commercial sector with the same effectiveness and efficiency. A recent survey by James (2000) reported that 60% of respondents believed that government organisations would be more effective if citizens could use the internet to register their cars, pay parking tickets, fill out forms and apply for permits. About 50% thought it would be a good idea to allow citizens to vote online and have government auctions on the internet. An e-government strategy is a fundamental element in modernising the public sector, through identifying and developing organisational structures, new ways of interactions with citizens and business, and reducing cost and layers of organisational business processes. It provides a wide variety of information to citizens and businesses through internet. However, the role of e-government is not only to provide information and services to citizens, which could be provided by commercial firms. E-government can develop the strategic connections between public sector organisations and their departments, and make a communication between government levels (e.g. central, city, and local levels). This connection and communication improve the cooperation between government levels through facilitating the provision and implementation of the government strategies, transactions, and policies, and also providing better use and running of government processes, information, and resources (Heeks, 2001) . Governments can also transfer funds electronically to other governmental agencies or provide information to public employees through an intranet or internet. Cabinet Office (2000) and Tyndale (2002) both agree that egovernment has improved communication between different parts of governments so that people do not need to ask repeatedly for the same information from different service providers.
Through an integrated web portal, it will be possible for citizens and businesses to complete transactions with government agencies without having to visit several separate ministries/departments in separate physical locations. In addition, e-government strategies are enabling public sector organisations to interact directly and work better with businesses, irrespective of their locations within the physical world. This includes digitising procurement services from and to businesses in order to improve their service quality, convenience, and cost effectiveness (Heeks, 2001) . The momentum for new service delivery models is building throughout governmental bodies. No government wants to be left behind in the movement to improve government through electronic delivery of information and services to citizens. The vision of digital six government created by these images is powerful and compelling. The focus should be kept on the vision, but it is also important to pay attention to the complex realities of implementing that vision. Digital government initiatives, of whatever type, are complex mixtures of technological, managerial and policyrelated challenges. The risk of not understanding and addressing these complexities is a costly failure.
The target of e-government encompasses four main groups: citizens, businesses, governments and employees. The electronic transactions and interactions between government and each group constitute the e-government web of relationships and the respective four main blocks of e-government, that are: Government to Citizens (G2C), Government to Business (G2B), Government to Government (G2G), and Government to Employees (G2E) (Rao, 2011) .
Most researchers and academics refer only to the first three blocks, without considering the fourth or simply including it as part of 'government-to-government' block. The relationships, interactions and transactions between government and employees in fact constitute another large e-government block, which requires a separate and very careful handling. Many people today refer to employees as internal customers and, as a result, in order for an egovernment initiative to be customer oriented and centric, it has to take into account needs and requirements of this group as well. More specifically, these e-government blocks can be characterised as follows:
-Government to Citizen (G2C): deals with the relationship between government and citizens. E-government allows government agencies to talk, listen, relate and continuously communicate with its citizens, supporting, in this way, accountability, democracy and improvements to public services. A broad array of interactions can be developed ranging from the delivery of services and the provision of welfare and health benefits to regulatory and compliance-oriented licensing (Fonou-Dombeu, 2010) . G2C allows customers to access government information and services instantly, conveniently, from everywhere, by use of multiple channels. It also enables and reinforces their participation in local community life.
-Government to Business (G2B): consists of the electronic interactions between government agencies and private businesses. It allows e-transaction initiatives such as procurement and the development of an electronic marketplace for government (Sharma and Gupta, 2003) .
Companies everywhere are conducting business-tobusiness e-commerce in order to lower their costs and improve inventory control. The opportunity to conduct online transactions with government reduces red tape and simplifies regulatory processes, therefore helping businesses to become more competitive. The delivery of integrated, single-source public services creates opportunities for businesses and government to partner together for establishing a web presence faster and cheaper.
-Government to Government (G2G): refers to the relationship between governmental organisations, as for example national, regional and local governmental organisations, or with other foreign government organisations. Governments depend on other levels of government within the state to effectively deliver services and allocate responsibilities (Fonou-Dombeu, 2010) . In order to realise a single access point, collaboration and cooperation among different governmental departments and agencies is compulsory. Online communication and cooperation allows government agencies and departments to share databases, resources, pool skills and capabilities, enhancing the efficiency and effectiveness of processes.
-Government to Employees (G2E): refers to the relationship between government and its employees. G2E is an effective way to provide e-learning, bring employees together and to promote knowledge sharing among them. It gives employees the possibility of accessing relevant information regarding: compensation and benefit policies, training and learning opportunities, civil rights laws, etc. G2E refers also to strategic and tactical mechanisms for encouraging the implementation of government goals and programs as well as human resource management, budgeting and accounting (Dhillon, 2008) . The full exploitation and implementation of these complex webs of interrelationships requires three main application domains for e-government (Heeks, 2001 ).
These are e-Administration, e-Citizens and e-Services, and e-Society. These three application domains should be considered as overlapping and e-government can be found in the overlapping area of these three application domains, demonstrating the complexities and heterogeneities needed to be handled for assuring its success.
The added value of e-government
E-government can also result in huge cost savings to governments and citizens alike, increase transparency and reduce corrupt activities in public service delivery. Previous studies have categorised public service delivery in three groups: publishing, interacting, and transacting (Kumar et al., 2007) . It can transform old challenges and create unprecedented possibilities for sustainable economic development, just as it has done for businesses in the industrial world. ICTs offer the potential not just to collect, store, process and diffuse enormous quantities of information at minimal cost, but also to network, interact and communicate across the world (Crede and Mansell, 1998) . Reynolds and Regio (2001) and Ndou (2004) have presented the main benefits of e-government. Alshehri and Drew (2010) have presented the challenges of e-government.
Obstacles and challenges of transformation into e-government
E-government implementation, in different countries, implies different objectives and levels of transformation in public services (Weerakkody et al., 2007) . E-government obstacles are both technical and non-technical. According to egov.infodev.org, 'successful e-government is at most 20% technology and at least 80% about people, processes, and organizations'. During the last decade, numerous e-services evaluation frameworks have been developed. However, few of them addressed barriers affecting egovernment implementation in the developing countries. Ebrahim and Irani (2005) have summarised obstacles to e-government adoption and implementation from several perspectives: infrastructure, technological and organisational.
Many studies focus on success factors for public sector reform and the implementation of information systems (Fernandez and Rainey, 2006; Rosacker and Olson, 2008) instead of on barriers or impeding factors (Ebrahim and Irani, 2005) . However, considering the ongoing debate on whether IT-driven transformation is actually taking place, research on organisational transformation could benefit from barrier identification. van Veenstra et al. (2009) , who sought to identify barriers to leveraging benefits from IT in government organisations, suggested a layer categorisation into governance, organisational and managerial, and a technological layer. These obstacles are summarised as follows: -Governance (including political and legal): insufficient IT governance, structure of the public sector, political pressure, division of costs (Fernandez and Rainey, 2006; Skoch, 2005) .
-Organisational and managerial: lack of IT skills and personnel, lack of coordination, lack of implementation, guidelines, lack of organisational, readiness to business, process re-engineering.
-Information and technology: system complexity and incompatibility, security threats, lack of enterprise architecture (Kamal et al., 2009 
Interoperability
Identified as one of the factors affecting the e-government adoption, the interoperability was defined as being 'The ability of systems, units or forces to provide services to, and accept services from, other systems, units or forces and to use the services so exchanged to enable them to operate effectively together without altering or degrading the information exchanged' (DoD Missile Defense Agency). There are two types of interoperability, organisational interoperability and technical interoperability.
The organisational interoperability
Organisational interoperability deals with modelling business processes by aligning information architecture with organisational goals and helping business processes to cooperate. (European Journal of ePractice, 2008) . It is also about the collaboration of companies and administrations that wish to exchange information and cooperate despite having different internal structures and processes.
The technical interoperability
The technical interoperability has been defined by Mowbray and Zahavi as the 'ability to exchange functionality and interpretable data between two software entities' (Guijarro, 2007; Klischewski, 2003; Crichton et al., 2007) and it is divided into two groups:
-Application Interoperability: includes issues regarding telecommunication network access-level network interconnection level.
-Semantic Interoperability: deals with interpretation of data using XML schemas and representation and exploitation of Knowledge by means of Ontologies and agents.
Standards for technical interoperability
Many standards exist for technical interoperability; the wellknown standards are as follows:
-American National Standards Institute (ANSI): promotes the international use of US standards, policies and technical positions in standards organisation at national and international level. It also advocates the adoption of international standards at national level when is needed (ANSI).
-Dublin Core Metadata Initiative (DCMI): has the mission to provide simple standards to help and facilitate searching, finding, sharing and management of information (DCMI).
-European Telecommunication Standards Institute (ETSI): produces globally applicable standards for information and communication technologies which include fixed, mobile, radio, converged, broadcast and internet technologies. The institute is officially recognised by European Union as a European Standards Organisation (ETSI).
-Institute of Electrical and Electronics Engineers (IEEE): aims to enhance global prosperity by promoting engineering process of creating, developing, integrating, sharing, and applying knowledge about electrical and information technologies and sciences for the profession and human benefit.
-International Organisation for Standardisation (ISO): the world's largest developer and publisher of international standards, with 162 members, as one member per country. It is a non-governmental organisation forming a bridge between the public and private sectors (ISO).
-Internet Engineering Task Force (IETF): has the mission to make the internet work better by producing high quality, relevant technical documents that influence the way people design, user, and manage the internet (IETF).
-Organisation for the Advancement of Structured Information Standards (OASIS): a non-profit consortium that drives the development, convergence and adoption of open standard for the global information society, it produces worldwide standards for security, Cloud computing, SOA, Web services, the Smart Grid, electronic publishing, emergency management, and others areas (OASIS).
-Unicode Consortium: enables people all around the world to use computers in any language. Its members develop the Unicode standards, Unicode locales (CLDR).
-XML.org: hosted by OASIS, it is an online community gathering place for those interested and involved in standards and specification related to XML. It features focus areas for OASIS standards, and advances the use of open standards by providing technical and educational information, collaborative workspaces, and discussion areas (XML organisation).
Interoperability framework and enterprise architecture
Supporting the two types of interoperability, two types of Interoperability Frameworks exist (Guijarro, 2007; Klischewski, 2003; Crichton et al., 2007) :
-Interoperability framework: is a set of policies, technical standards, specifications and guidelines to enable the seamless flow of information between different administrations in the delivery of e-services (Guijarro, 2007; Klischewski, 2003; Crichton et al., 2007 ).
-The Enterprise Architecture: is a tool for taking that basic interoperability further to the organisational-wide level, achieving IT and business alignment. The result of this alignment contributes to interoperability at the organisational level between different administrations (Guijarro, 2007; Klischewski, 2003; Crichton et al., 2007) .
Interoperability frameworks in e-government
There are two main interoperability frameworks in e-government, e-government Interoperability Framework (e-GIF), and the Federal Enterprise Architecture (FEA); they represent reference frameworks in e-government interoperability, and have been adopted by non-negligible number of countries all over the world.
E-government interoperability framework
A framework developed by the UK and published for the first time in 2001 as part of the Cabinet Office strategy to ensure the support of business transformation of the government by IT, helping to deliver more efficient public services. Thus, the goal of the e-GIF is to establish policies, standards and technical specifications to achieve interoperability of IT and system coherence in the public sector. The policies and standards cover interconnection, data integration, content management metadata, e-services access, and business areas. Figure 3 represents the architecture of the framework.
Architecture of e-GIF
The repository of the framework is composed of five elements: Technical Standards Catalogue (TSC), Government Data Standards Catalogue (GDSC), e-government Metadata Standards (e-GMS), and Government Category List (GCL).
-e-GMS: is the component that defines the structure of metadata used in the public sector and the rules directing these metadata based on the Dublin Core standard to ensure the interoperability, standardisation of data is a must.
-GDSC: as e-GIF mandates the use and development of XML schemas for the interoperability and integration strategy, an agreed set of data standards is needed. The GDSC contains these agreed standards to be used in development of XML schemas and exchange process. The framework recommends the use of these standards at business level for storing data.
XML schemas: because data exchange involves several processes in government, the component includes XML.
-Schemas agreed to be used in the public sector to define common data.
-GCL: contains controlled vocabulary list for e-GMS, such as Integrated Public Sector Vocabulary (IPSV) representing the subject element of e-GMS (ESD standards).
-TSC: in this catalogue the minimal set of technical standards are defined conforming to technical policies defined in e-GIF. The standards enclose the interconnections, data integration, content management metadata, e-service access, and business areas. e Specifications regarding business areas cover those for e-learning, e-health and social care, finance, e-commerce, workflow and web services and others business areas.
Federal enterprise architecture (FEA)
In 1999, the USA published the Federal Enterprise Architecture Framework, aiming to provide federal agencies with an Enterprise Architecture (EA) builder; it contains a variety of approaches and definitions to help develop and document an EA but does not define the contents of these EAs. The framework provides a logical arrangement to organise and classify architectural description. Later on, in 2002, the USA developed the Federal Enterprise Architecture (Figure 4 ) as the new reference architecture that provides to agencies a common language and framework to analyse, describes investments, and improves collaboration within the federal government. It is composed of five reference models that help analysis and identifying duplicate investment across agencies.
Survey e-government framework
New Zealand framework
New Zealand's proposed e-government framework was planned 11 years ago. Its framework architecture composed of two trends, as shown in Figure 1 : the first trend is the integration between people and business through access channel layer such as mail, portals, sub-portals, etc. The business processes represented as education, health, business services and environment, etc. The second trend is used as the common foundation at all other layers, such as application layer, policies and standards layer, services layer, information technology layer and data/information layer (Guijarro, 2007; Klischewski, 2003; Crichton et al., 2007) .
India e-government framework
As shown in Figure 2 India's e-government framework was designed by dividing its framework based on middleware and integrated services enabled between e-India portals and egovernment partnerships such as businesses and citizens through mobiles, home PCs and integrated citizen service centres (Salhofer and Ferbas, 2007; Sharma and Gupta, 2003; Fang, 2002) . 
South Korea e-government framework
South Korea remains one of the world leaders in e-government. The framework is captured in Figure 3 . Its central services portal, http://www.egov.go.kr, continues to offer citizens the opportunity to complete a vast array of government-related transactions through several payment options, including digital currency. The South Korea is also home to one of the most impressive e-procurement implementations through its continued development of the Government e-Procurement System (GePS) as a single window for public procurement, which provides full integration from initial purchase request and bid information to actual payment (http://www.g2b.go.kr).
Tunisia's e-government framework
The project 'Supporting the government of Tunisia in developing their e-government system' continues the cooperation that was started in 2012, supporting Tunisia in developing their e-government system. The project supports the development of the legal, financial and organisational setup of e-government in Tunisia, advances the management of personal identification, and carries out a showcase on digital documents. The framework is captured in Figure 4 . Its central services portal continues to offer citizens the opportunity to complete a vast array of government-related transactions through several payment options, including digital currency. 
Discussion
After this study we found that every country can develop any e-government framework plan depending on its strategy and user satisfaction parameters. There are intersections between the above frameworks such as the application layer, data portal and network layer. Now where is the evaluation method? That determines the overall development of an e-government plan.
Regarding to e-government benchmarking, (Fitsilis et al., 2009) give significant approaches to e-government evaluation. They take into account e-government complexity and define different perspectives and methods of assessment. This section presents some of them, describing in short their strengths and weaknesses (Table 1) . Wang and Liao (2008) use the evaluation model of DeLone and McLean for assessing e-government success, and they define an evaluation framework for measuring the success of Government-to-Citizen information systems. The primary purpose of DeLone and McLean (1992) was to synthesise previous research involving IS success into a more coherent body of knowledge and to provide guidance to future researchers. Although Wang and Liao's (2008) framework is useful and provides a sound evaluation tool, it has weak points. Firstly, assessment data are collected from direct surveys, which makes it difficult to implement, and secondly some important project management assessment dimensions (e.g. project organisation and project processes) are not included in the framework.
Van Der Westhuizen and Fitzgerald (2005) provide an alternative approach, again based on DeLone and McLean (1992) : they include project and product dimensions for assessing e-government projects, but they do not emphasise the social or the economic implications of e-government projects.
Moreover, the proposed model does not associate the e-government projects under evaluation with the applied organisational or political strategy. Barclay (2008) has presented a framework for evaluating and measuring ICT project performance, which is not focused on e-government area. The proposed framework uses balanced scoreboard methodology as an evaluation tool combined with other project management perspectives, as they are defined in SERVQUAL (Asubonteng et al., 1996) , and it is useful for single project assessment. However, it lacks multi-project evaluation capability, especially in e-government cases where strategy guides project design and implementation. Victor et al. (2007) emphasise the importance of post-completion project evaluation in e-government. The authors consider that conclusions and information extracted from post-completion evaluation can provide useful information for the improvement of forthcoming projects. The proposed model is based on COBIT (Boonen and Brand, 2008) and CMM (Dymond, 2005) process maturity frameworks, but it does not consider existing major e-government evaluation models presented in this paper. Additionally, the study does not define specific metrics and indexes for the evaluation model. Liu et al. (2009) provide Key Performance Areas (KPAs) and Key Performance Indicators (KPIs) for different e-government stakeholders. Their framework considers the e-government strategy as an evaluation dimension and they examine project success according to strategic requirements. However, all evaluation dimensions of an e-government model or framework must contain indexes and criteria affected by or concerning either the organisational or the national strategy, because e-government projects have to align totally to strategic planning objectives and characteristics. Esteves and Joseph (2008) present an alternative assessment model of e-government projects. Their model defines the assessment dimensions, which are related to the organisation's maturity and to the e-government stakeholders. However, this model cannot be considered as an evaluation framework, since it does not provide specific measurement indexes and targets. Finally, Batini et al. (2009) propose a framework for e-government project selection that is called GovQual. It is a multilayered framework that measures project quality with respect to an organisation's environment (social context) and specific targets for service quality. However, this framework does not examine strategy and strategic targets for quality measurement. There are several approaches for comparing frameworks. We are going to describe three:
-Approach based on existing tools (e.g. SERVQUAL, Balanced Scoreboard, COBIT, etc.):
All the above approaches are based on existing evaluation tools (e.g. SERVQUAL, Balanced Scoreboard, COBIT, etc.) to provide evaluation frameworks for e-government project progress, success and quality. The approaches focus on multiple e-government stakeholders and on their different points of view for project quality. Moreover, the presented approaches recognise strategic goals as important parameters for project evaluations, but only one of them (Barclay, 2008) incorporates strategy in all evaluation dimensions (Victor et al., 2007) . Such an approach can be used as a project post completion selection tool, giving the selection dimension in e-government evaluation scope. -Approach based on the Citizen/End-User satisfaction: the importance of citizen/end-user satisfaction of the e-government e-services is the tenth criteria parameters. It is expected that the performance of e-government framework is more effective joined into its consideration. -Approach based the measuring performance of e-government. 
Definitions & roles of ontology
There are several definitions of ontology in the literature (Gomez-Perez and Benjamins, 1999) ; the most commonly used definition is taken from Gruber (1993) . He defined ontology as an explicit specification of a conceptualisation. A conceptualisation refers to an abstract and simplified view of a domain of knowledge one wishes to represent for a certain purpose. The domain could be explicitly and formally represented using existing objects, concepts, entities and the relationships that exist between them (Gruber, 1993) . The information system, or e-government, it could also refer to an area of problem-solving or a knowledge representation language (Uschold, 1996) . Ontologies are widely used in disciplines such as software engineering, databases, artificial intelligence, and many more (Welty, 2003) . In these fields, developers use ontologies to represent knowledge in a manner that can be automatically processed by a machine. Ceccaroni and Kendall (2003) and Usero and Orenes (2005) argued that because ontology represents the concepts of a domain of knowledge and the relationships between them, it provides a shared and common understanding of the structure of information among people and software agents. It also facilitates software development and improves processes in the corresponding domain. Aside from the semantic representation of concepts of a domain of knowledge, ontology also provides a data type description which specifies the data component of applications (Salhofer et al., 2009) . Ontologies are application independent, which allows domain knowledge reuse and easy software maintenance, and contributes to the semantic interoperability of applications (Gruber, 1993) . Owing to the complexity of government processes various government departments need ontologies to streamline, re-organise government services and to facilitate the integration, maintenance and interoperability of their egovernment systems (Bettahar et al., 2005; Mondorf and Herborn, 2008) . Some works illustrating the current practice of using ontologies in e-government systems are provided in the next section.
Using ontology in e-government context
Salhofer et al. (2009) have presented an ontological approach for service integration in e-government. A semantic objective and service discovery technique was used to illustrate how eservices could be derived from citizens' needs expressed in the form of simple phrases. The derived e-service ontologies were represented in OWL and the Web Service Modelling Language (WSML). Another ontological approach for semantic interoperability in e-government was proposed by Muthaiyah and Kerschberg (2008) . They used a shared hierarchal ontology in which knowledge is organised at different levels with local ontologies. A semantic bridging process methodology was described for the mapping, merging and integration of local ontologies represented in an OWL syntax. In Sabucedo et al. (2010) , an intelligent platform to host e-government services in the form of a customer-oriented e-government web portal was put forward. To facilitate services and related public administrations interoperability they introduced the concept of an intelligent document and a Life Event service both of which are semantically modelled with OWL ontology. These allow automatic services composition, advanced searching mechanisms and better usability from the user's point of view. Apostolou et al. (2005a Apostolou et al. ( , 2005b ) presented a software engineering platform for the development and management of e-government services, namely ONTOGOV. The ONTOGOV platform uses Semantic Web technologies including OWL-S and Web Service Modelling Ontology (WSMO) to construct eight types of ontologies characterising the e-government domain; they include: legal ontology, organisational ontology, life-cycle ontology, domain ontology, service ontology, lifeevent ontology, profile ontology, web service orchestration ontology. These ontologies aim at describing and composing services provided by public administrators. In particular, the life-cycle ontology is used to carry out the maintenance of eservices and the web service orchestration ontology is used for software components and service ontology integration (Apostolou et al., 2005b) . A multilevel abstraction of life events for e-government services integration was presented in Sanati and Lu (2009) . In their work, a life event is defined as a collection of actions needed to deliver a public service satisfying the needs of a citizen in a real-life situation and is modelled using three kinds of ontologies: e-government ontology, regulatory ontology and service ontology. The ontologies are represented in OWL to enable dynamic services integration through semantic searching and matching of concepts (Sanati and Lu, 2009 ). Xiao et al. (2007) present yet another ontology-based approach for semantic interoperability in e-government (Fogli and Provenza, 2012) . They describe the business process of e-government services using an egovernment Business Ontology (EG-BOnt). Each business process is described in terms of its input, output, resource constraints and logical relations with other relevant businesses. Thereafter, each class of the EG-BOnt is defined using the OWL language for its strong semantic and logic relation expressiveness (Xiao et al., 2007) . Finally, an architecture describing a semantic interoperability framework between different government systems based on the proposed EG-BOnt was presented.
Ontology representation languages
The Semantic Web domain provides various languages for representing ontologies including XML, RDF, DAML, and OWL (Laclavik, 2005) . OWL is the most widely used of these languages because of its high expressive power and the fact that it is the W3C standard ontology language for the Semantic Web (Singh and Malik, 2008) . Several software tools are used for ontology edition including WebODE, OntoEdit, KAONI, and Protégé (Calero et al., 2006) . Ontology developers prefer Protégé for its ease of use and its abstraction capabilities; it has a graphical user interface which enables ontology developers to concentrate on conceptual modelling without any knowledge of the syntax of the output language (Jezzard, 2002) . Furthermore, Protégé is open-source software which is downloadable from the Stanford Medical Informatics website. This paper gives a step-by-step guideline on how e-government developers can design and generate OWL ontologies using Protégé. The next section presents the proposed framework for constructing OWL ontologies from an e-government service domain using Protégé.
Framework for OWL ontologies generation
The framework starts with an e-government service domain as an input. Domain experts and different information sources are consulted to describe the business process of the domain. Domain ontology is then built to capture the relevant concepts, activities, tasks, regulations and relationships between all the constituents of the e-government service domain. Thereafter, a semiformal representation of the domain ontology is constructed in the form of a class diagram in UML syntax; this is done by identifying entities and instances in the domain ontology and categorising relationships between entities (association, composition, inheritance). The semiformal version of the ontology is created with Protégé and saved onto the disc. Finally, appropriate software is used to import the OWL version of the ontology from the file. The aim of Figure 5 is to provide e-government developers with a step-bystep guideline for generating semantic model OWL ontologies from e-government service domains. A real-life case study illustrating the steps of the framework provided in Figure 5 is conducted in the next section; each subsection corresponds to a step of the framework in Figure 5 from top to bottom. 
E-government service domain
The case study used in this paper is inspired from the Tunisia e-government project. It was motivated by the fact that, in Arabic and developing countries, almost every government department is somehow involved in the implementation of a program aiming at improving the welfare of people. These programs are commonly called development projects and include infrastructure development, water supply and sanitation, education, rural development, healthcare, ICT infrastructure development and so forth. Thus, we thought that an e-government web application that could interface all the activities related to development projects implementation in Tunisia country could bring tremendous advantages; particularly, such a web application would improve the monitoring and evaluation of projects and provide transparency, efficiency and better delivery to populations. In Subsection 6.2, we will propose an ontology support model for such a web-based e-government application. We evaluated case studies of development projects implementation, consulted domain experts including municipalities and non-governmental organisations employees and academic members, and reviewed publications in related fields including project management, project monitoring and evaluation, and capacity building (Leitner, 2003) . Thus, conceptual/domain ontology of development projects monitoring. The next section presents this ontology. 
Create domain ontology
The ontology engineering field has established various kinds of ontologies; an exhaustive list of these ontologies could be found in Calero et al. (2006) . One of the most commonly used of these ontologies is the conceptual/domain ontology. A domain ontology characterises domains such as medicine, geology, e-government, and so on; it provides vocabularies about the objects and concepts within a domain and their relationships, the activities that take place in that domain, and theories and elementary principles governing the domain (Gomez-Perez and Benjamins, 1999) . We used a five-step framework adopted from Uschold's (1996) ontology modelling approach to represent the domain ontology dedicated to the case of Tunisia. In Figure 6 the ontology shows the key concepts of the domain (people, stakeholder, financier, monitoring indicator, reporting technique, etc.), the activities carried out in the domain (training, discussion, fieldwork, visit, meeting, etc.) and the relationships between the constituents of the domain. The semiformal representation of the ontology is provided in the next section.
Create a semi-formal ontology
Based on Figure 6 we designed the main classes' diagram of the ontology. The classes were constructed by identifying entities and instances in the ontology and categorising relationships between entities. Further, we can follow the UML syntax for knowledge representation (Keen and ScottMorton, 1978) to represent the semiformal version of the Ontology in UML. The UML can be chosen to represent the knowledge representation formalism because it allows modelling ontologies with instances/individuals, slots and classes, which are also used in Protégé (Horridge et al., 2004) .
Develop ontology
We have used the ontology knowledge base editor Protégé to conceptualise and implement the ontology. There are Five benefits of implementing a knowledge base rather than a Data Base: (1) Improve productivity by implementing a tool that users can use to find the information they need, when they need it; (2) encourage collaboration with a tool that multiple users can use to work on content together. Allowing users to collaborate on a piece of content gives them the opportunity to feel like they have a 'voice' within the organisation; (3) increase user engagement by giving your colleagues 'kudos' with high fives and comments when they share something valuable within the knowledge base. Follow their post to stay up to date on the latest version or the conversation around the content; (4) be flexible and have your knowledge base at your fingertips. If you are on the go and come across a great article you would love to share, you should have the ability to do so with a mobile app; and (5) reserve email for one-to-one communication by encouraging employees to utilise the knowledge base for sharing information that might be helpful to a larger group, or to future employees. This eliminates any versioning issues, reduces confusion, and everyone can access information easily without having to search in email. We saved the Protégé file as an OWL file onto disc. From the saved OWL file, the OWL ontology will be imported using an appropriate editor. The Protégé version of our ontology with the main classes is shown in Figure 7 . From the saved OWL file, the OWL ontology will be imported using an appropriate editor.
Export the OWL ontology
Many editors were tested to import/open the OWL file; including JCreator, Microsoft Visual Studio, and jGRASP. Figure 8 shows the imported OWL ontology in JCreator. 
Conclusion
This study was carried out on behalf of the General Division of Electronic Administration at the First Tunisian Ministry.
This study demonstrates that ontology is useful in the egovernment development processes as it provides a common and shared representation of concepts and activities of a domain of knowledge, thereby allowing easy communication between stakeholders and facilitating integration, maintenance and interoperability of applications. The literature discloses that many e-government projects in developed countries use ontology for data type description and web service features, and that the current e-government applications that are being run in SSA countries lack knowledge base components as ontologies that support their sustainability. We believe that this situation is in part due to the lack of academic debate on the subject in Sub-Saharan Africa and the lack of proper protocols of collaboration between industries, governments and current research efforts towards promoting ICT and e-government in the continent. The study examines case studies of development projects implemented in Sub-Saharan African countries and reveals that many actors are involved in development projects implementation including government, NGOs, civil society, private sector, academia, donors and communities. The development project's activities are managed, monitored and coordinated by the project management team which must define specific indicators to monitor the activities. The project team deliver services to communities through community workers, community-based organisations, community leaders, traditional leaders, providers, suppliers, and households. The activities carried out during the delivery depend on the type of project (infrastructure development, water supply and sanitation, education, healthcare, etc.) and include: fieldwork, training, group reflection, discussions, interviews, surveys, meetings, and field visits. The data are collected during the delivery by means of site observation, focus groups, interviews and surveys. Finally, feedback is given to donors and stakeholders through regular reports or periodicals, and workshops. Given the importance of the development projects to SSA countries and the developing world at large, the above information would be certainly valuable to new researchers interested in the field in the future. A case study of constructing ontology in support of e-government adoption processes in Tunisia was carried out in the study. It uses a five-step framework to methodically gather concepts and activities of the domain and to build the ontology. The complexity of the domain as well as the techniques employed to gather the ontology's features make it an added value to the ontology modelling body of knowledge. Overall the study is aimed at raising the awareness of governments and e-government application developers from SSA countries and the developing world at large on the role of ontology in sustainable egovernment development processes. In the near future, it should be valuable if European countries which are more experienced on the use of ontology in e-government projects enter into partnerships with African governments in order to strengthen the use of ontology in Sub-Saharan African e-government projects. This study has presented a framework for constructing semantic model ontologies in OWL Web Service Standard for Tunisia e-government applications. The proposed framework uses simple ontology engineering techniques (modelling and representation techniques) to capture the semantic content of an e-government service business domain; this makes the framework easy to understand and user-friendly. Furthermore, the platform employed includes Protégé, JCreator to create and import the OWL ontology. These are mainly open-source software, which make the framework usable by the broader e-government community, particularly e-government developers from the developing countries where there is little or no practice of semantic content representation for e-government system.
