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ɉɪɨɮ. ɞɪ ɋɚɲɚ ɆɂȳȺɅɄɈȼɂȶ1 
Ʉɪɢɦɢɧɚɥɢɫɬɢɱɤɨ-ɩɨɥɢɰɢʁɫɤɚ ɚɤɚɞɟɦɢʁɚ, Ȼɟɨɝɪɚɞ 




Trɚsh Intelligence ɤɚɨ ɦɟɬɨɞ ɨɛɚɜɟɲɬɚʁɧɨ-
ɛɟɡɛɟɞɧɨɫɧɨɝ ɪɚɞɚ 
 
Ⱥɩɫɬɪɚɤɬ: Ɉɞ ɫɬɟɩɟɧɚ ɡɧɚɱɚʁɚ, ɤɜɚɧɬɢɬɟɬɚ ɢ ɤɜɚɥɢɬɟɬɚ 
ɧɟɨɩɯɨɞɧɢɯ ɨɛɚɜɟɲɬɚʁɧɢɯ ɫɚɡɧɚʃɚ (ɢɧɞɢɰɢʁɟ, ɩɨɞɚɰɢ, ɢɧɮɨɪɦɚɰɢʁɟ, 
ɢɫɬɪɚɠɧɢ ɞɨɤɚɡɢ), ɤɚɨ ɢ ɨɞ ɦɨɝɭʄɧɨɫɬɢ ɢ ɫɥɨɠɟɧɨɫɬɢ ʃɢɯɨɜɨɝ 
ɫɬɢɰɚʃɚ, ɚɥɢ ɢ ɨɞ ɧɚɰɢɨɧɚɥɧɢɯ ɩɪɚɜɧɢɯ ɫɬɚɧɞɚɪɞɚ ɭ ɨɛɥɚɫɬɢ 
ɨɛɚɜɟɲɬɚʁɧɨɝ ɢ ɛɟɡɛɟɞɧɨɫɧɨɝ ɪɚɞɚ, ɡɚɜɢɫɢ ɢ ɢɡɛɨɪ ɦɟɬɨɞɚ ɡɚ ʃɢɯɨɜɨ 
ɩɪɢɤɭɩʂɚʃɟ. ɋɦɚɬɪɚ ɫɟ ɞɚ ɨɛɚɜɟɲɬɚʁɧɚ ɫɚɡɧɚʃɚ ɢɦɚʁɭ ɜɟʄɭ ɜɪɟɞɧɨɫɬ 
ɭɤɨɥɢɤɨ ɫɭ ɩɪɢɤɭɩʂɟɧɚ ɢɡ ɜɢɲɟ ɪɚɡɥɢɱɢɬɢɯ ɨɛɚɜɟɲɬɚʁɧɢɯ ɢɡɜɨɪɚ. 
Ɍɚɤɨɻɟ, ɫɦɚɬɪɚ ɫɟ ɢ ɞɚ ɢɦɚʁɭ ɜɟʄɢ ɡɧɚɱɚʁ ɭɤɨɥɢɤɨ ɫɟ ɞɨ ʃɢɯ ɞɨɲɥɨ 
ɬɪɚɞɢɰɢɨɧɚɥɧɢɦ ɢ ɫɨɮɢɫɬɢɰɢɪɚɧɢɦ ɨɛɚɜɟɲɬɚʁɧɢɦ ɦɟɬɨɞɚɦɚ. 
Ɇɟɻɭɬɢɦ, ɧɟɤɚɞɚ ɫɟ ɞɨ ɡɧɚɱɚʁɧɢɯ ɨɛɚɜɟɲɬɚʁɧɢɯ ɫɚɡɧɚʃɚ ɦɨɠɟ ɞɨʄɢ ɧɚ 
ɧɚɢɡɝɥɟɞ ʁɟɞɧɨɫɬɚɜɚɧ ɧɚɱɢɧ ɤɨʁɢ ɧɟ ɡɚɯɬɟɜɚ ɩɪɢɦɟɧɭ ɧɚɪɨɱɢɬɨ 
ɫɥɨɠɟɧɢɯ ɨɛɚɜɟɲɬɚʁɧɢɯ ɦɟɬɨɞɚ, ɧɢ ɩɨɫɟɛɧɢɯ ɡɧɚʃɚ ɢɡ ɨɛɥɚɫɬɢ 
ɦɟɬɨɞɢɤɟ ɨɛɚɜɟɲɬɚʁɧɨɝ ɪɚɞɚ ɢ ɭɩɨɬɪɟɛɟ ɬɟɯɧɢɱɤɢɯ ɫɪɟɞɫɬɚɜɚ. Ɋɟɱ ʁɟ ɨ 
ɦɟɬɨɞɭ ɩɪɢɤɭɩʂɚʃɚ ɨɛɚɜɟɲɬɚʁɧɢɯ ɫɚɡɧɚʃɚ ɚɧɚɥɢɡɨɦ ɫɚɞɪɠɚʁɚ ɫɦɟʄɚ ɢ 
ɨɬɩɚɞɚ ɤɨʁɢ ɨɫɬɚʁɟ ɡɚ ɥɢɰɢɦɚ ɤɨʁɚ ɩɨɫɟɞɭʁɭ ɢɡɜɟɫɧɚ ɨɛɚɜɟɲɬɚʁɧɚ 
ɫɚɡɧɚʃɚ, ɨɞɧɨɫɧɨ ɤɨʁɚ ɫɭ ɩɪɟɞɦɟɬ ɢɡɜɟɫɧɟ ɛɟɡɛɟɞɧɨɫɧɟ ɨɛɪɚɞɟ – ɬɡɜ. 
trɚsh intelligence. Ɉɜɚʁ ɦɟɬɨɞ ɦɨɝɭ ɞɚ ɤɨɪɢɫɬɟ ɤɚɤɨ ɞɪɠɚɜɧɟ 
ɛɟɡɛɟɞɧɨɫɧɟ ɚɝɟɧɰɢʁɟ, ɬɚɤɨ ɢ ɫɭɛʁɟɤɬɢ ɧɟɞɪɠɚɜɧɨɝ ɫɟɤɬɨɪɚ 
ɛɟɡɛɟɞɧɨɫɬɢ ɡɚ ɩɪɢɤɭɩʂɚʃɟ ɩɨɥɢɬɢɱɤɢɯ, ɜɨʁɧɢɯ, ɟɤɨɧɨɦɫɤɢɯ, 
ɬɟɯɧɨɥɨɲɤɢɯ, ɥɢɱɧɢɯ ɢ ɞɪɭɝɢɯ ɩɨɞɚɬɚɤɚ. 
Ʉʂɭɱɧɟ ɪɟɱɢ: ɨɛɚɜɟɲɬɚʁɧɢ ɢ ɛɟɡɛɟɞɧɨɫɧɢ ɪɚɞ, ɨɛɚɜɟɲɬɚʁɧɟ ɢ 
ɛɟɡɛɟɞɧɨɫɧɟ ɫɥɭɠɛɟ, ɲɩɢʁɭɧɚɠɚ, ɩɪɢɤɭɩʂɚʃɟ ɨɛɚɜɟɲɬɚʁɧɢɯ ɩɨɞɚɬɚɤɚ 




Ɉɛɚɜɟɲɬɚʁɧɨ (ɫɚ)ɡɧɚʃɟ ʁɟ ɡɧɚʃɟ ɤɨʁɟ ʁɟ ɫɬɟɱɟɧɨ ɬɨɤɨɦ 
ɨɛɚɜɟɲɬɚʁɧɨɝ ɢɥɢ ɛɟɡɛɟɞɧɨɫɧɨɝ ɪɚɞɚ, ɭɩɨɬɪɟɛɨɦ ɨɛɚɜɟɲɬɚʁɧɢɯ ɢ 
ɛɟɡɛɟɞɧɨɫɧɢɯ ɦɟɬɨɞɚ. Ɉɧɨ, ɤɚɨ ɭɨɫɬɚɥɨɦ ɢ ɨɛɚɜɟɲɬɚʁɧɢ ɢ ɛɟɡɛɟɞɧɨɫɧɢ 
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ɪɚɞ, ɦɨɠɟ ɚɥɢ ɢ ɧɟ ɦɨɪɚ ɞɚ ɛɭɞɟ ɜɟɡɚɧɨ ɡɚ ɧɚɰɢɨɧɚɥɧɟ ɢɥɢ 
ɧɚɞɧɚɰɢɨɧɚɥɧɟ ɨɛɚɜɟɲɬɚʁɧɟ ɢ/ɢɥɢ ɛɟɡɛɟɞɧɨɫɧɟ ɚɝɟɧɰɢʁɟ. ɇɚɩɪɨɬɢɜ, ɧɟɤɢ 
ɜɢɞɨɜɢ ɨɛɚɜɟɲɬɚʁɧɨɝ ɢ ɛɟɡɛɟɞɧɨɫɧɨɝ ɪɚɞɚ ɫɜɟ ɜɢɲɟ ɩɨɫɬɚʁɭ ɞɟɥɚɬɧɨɫɬ 
ɩɪɢɜɚɬɧɢɯ ɛɟɡɛɟɞɧɨɫɧɢɯ ɚɝɟɧɰɢʁɚ ɢ ɩɪɟɞɭɡɟɬɧɢɤɚ, ɚɥɢ ɢ ɞɪɭɝɢɯ 
ɫɭɛʁɟɤɚɬɚ ɰɢɜɢɥɧɨɝ ɞɪɭɲɬɜɚ ɤɨʁɢ ɭ ɫɜɨɦ ɪɚɞɭ ɦɨɝɭ ɞɚ ɞɨɻɭ ɞɨ 
ɨɛɚɜɟɲɬɚʁɧɢɯ ɫɚɡɧɚʃɚ.2 
ɍ ɨɞɧɨɫɭ ɧɚ ɡɧɚɱɚʁ, ɤɜɚɧɬɢɬɟɬ ɢ ɤɜɚɥɢɬɟɬ, ɦɨɝɭʄɟ ʁɟ ɪɚɡɥɢɤɨɜɚɬɢ 
ɜɢɲɟ ɧɢɜɨɚ ɨɛɚɜɟɲɬɚʁɧɨɝ ɡɧɚʃɚ, ɢ ɬɨ: ɨɛɚɜɟɲɬɚʁɧɭ ɢɧɞɢɰɢʁɭ, ɨɛɚ-
ɜɟɲɬɚʁɧɢ ɩɨɞɚɬɚɤ ɢ ɨɛɚɜɟɲɬɚʁɧɭ ɢɧɮɨɪɦɚɰɢʁɭ (Ɇɢʁɚɥɤɨɜɢʄ, Ɇɢ-
ɥɨɲɟɜɢʄ, 2013: 115-116; ɜɢɞɢ ɢ: Ɉɛɪɚɡɨɜɧɨ-ɢɫɬɪɚɠɢɜɚɱɤɢ ɰɟɧɬɚɪ Ȼɟɡɛɟ-
ɞɧɨɫɧɨ-ɢɧɮɨɪɦɚɬɢɜɧɟ ɚɝɟɧɰɢʁɟ, 2004). ɉɨɫɟɛɚɧ ɧɢɜɨ ɨɛɚɜɟɲɬɚʁɧɨɝ 
ɫɚɡɧɚʃɚ ʁɟ ɞɨɤɚɡ ɭ ɤɪɢɜɢɱɧɨɩɪɨɰɟɫɧɨɦ ɫɦɢɫɥɭ ɪɟɱɢ, ɲɬɨ ʁɟ ɨɛɚɜɟɲɬɚʁɧɚ 
ɢɧɮɨɪɦɚɰɢʁɚ ɤɨʁɚ ʁɟ ɡɚɞɨɤɭɦɟɧɬɨɜɚɧɚ ɭ ɩɪɨɰɟɫɧɨʁ ɮɨɪɦɢ. 
Ɉɛɚɜɟɲɬɚʁɧɚ ɢɧɞɢɰɢʁɚ (ɢɧɞɢɤɚɬɨɪ) ʁɟ ɩɨɱɟɬɧɨ ɫɚɡɧɚʃɟ ɨ 
ɩɪɟɞɦɟɬɭ ɢɧɬɟɪɟɫɨɜɚʃɚ, ɫɬɟɩɟɧ ʃɟɧɟ ɬɚɱɧɨɫɬɢ ɢ ɩɨɬɩɭɧɨɫɬɢ ɭ ɬɪɟɧɭɬɤɭ 
ʃɟɧɨɝ ɫɬɢɰɚʃɚ ɧɢʁɟ ɩɨɡɧɚɬ. ɉɪɢɤɭɩʂɚʃɟɦ, ɩɪɨɜɟɪɨɦ ɢ ɭɤɪɲɬɚʃɟɦ 
ɜɢɲɟ ɢɧɞɢɰɢʁɚ ɨ ɩɪɟɞɦɟɬɭ ɢɧɬɟɪɟɫɨɜɚʃɚ ɞɨɛɢʁɚ ɫɟ ɩɨɞɚɬɚɤ ɤɨʁɢ ʁɟ 
ɭɩɨɬɪɟɛʂɢɜ ɭ ɞɚʂɟɦ ɨɩɟɪɚɬɢɜɧɨɦ ɢɥɢ ɚɧɚɥɢɬɢɱɤɨɦ ɪɚɞɭ. 
Ɉɛɚɜɟɲɬɚʁɧɢ ɩɨɞɚɬɚɤ ʁɟ ɜɢɲɢ ɧɢɜɨ ɡɧɚʃɚ ɤɨʁɢ ʁɟ ɟɫɬɪɚɯɨɜɚɧ ɢɡ 
ɨɛɚɜɟɲɬɚʁɧɢɯ ɢɧɞɢɰɢʁɚ, ɫɭɩɫɬɪɚɬ ɢ ɫɢɪɨɜɢɧɚ ɢɡ ɤɨʁɟ ɫɟ ɩɪɨɢɡɜɨɞɢ 
ɨɛɚɜɟɲɬɚʁɧɚ ɢɧɮɨɪɦɚɰɢʁɚ . ɍ ɬɪɟɧɭɬɤɭ ɫɬɢɰɚʃɚ, ɡɚ ɨɛɚɜɟɲɬɚʁɧɢ ɩɨɞɚɬɚɤ  
ɫɟ ɧɚʁɱɟɲʄɟ ɧɟ ɡɧɚ ɞɚ ɥɢ ʁɟ ɬɚɱɚɧ ɢ ɞɚ ɥɢ ʁɟ ɩɨɬɩɭɧ. ɋɬɨɝɚ ʁɟ ɧɚʁɛɨʂɟ ɞɚ 
ɫɟ ɨ ɩɪɟɞɦɟɬɭ ɢɧɬɟɪɟɫɨɜɚʃɚ ɫɬɟɤɧɟ ɜɟʄɢ ɛɪɨʁ ɩɨɞɚɬɚɤɚ ɢɡ ɜɢɲɟ 
ɪɚɡɥɢɱɢɬɢɯ ɢɡɜɨɪɚ. Ʉɚɨ ɬɚɤɜɢ, ɩɨɞɚɰɢ ɫɭ ɢɡɜɨɪ ɨɛɚɜɟɲɬɚʁɧɢɯ 
ɢɧɮɨɪɦɚɰɢʁɚ. 
Ɉɛɚɜɟɲɬɚʁɧɟ ɢɧɮɨɪɦɚɰɢʁɟ ɫɭ ɩɨɫɟɛɧɨ ɡɧɚʃɟ, ɟɫɬɪɚɯɨɜɚɧɨ ɢɡ 
ɨɛɚɜɟɲɬɚʁɧɢɯ ɩɨɞɚɬɚɤɚ, ɧɟɨɩɯɨɞɧɨ ɡɚ ɪɟɲɚɜɚʃɟ ɤɨɧɤɪɟɬɧɢɯ 
ɛɟɡɛɟɞɧɨɫɧɢɯ ɩɪɨɛɥɟɦɚ ɢ ɪɟɚɥɢɡɨɜɚʃɟ ɤɨɧɤɪɟɬɧɢɯ ɛɟɡɛɟɞɧɨɫɧɢɯ 
ɰɢʂɟɜɚ. Ɉɬɭɞɚ ʁɟ ʁɚɫɧɨ ɞɚ ʁɟ ɰɢʂ ɨɛɚɜɟɲɬɚʁɧɟ ɞɟɥɚɬɧɨɫɬɢ ɡɚɩɪɚɜɨ í 
ɩɪɢɤɭɩʂɚʃɟ ɨɛɚɜɟɲɬɚʁɧɢɯ ɩɨɞɚɬɚɤɚ ɧɚ ɨɫɧɨɜɭ ɛɪɨʁɧɢɯ ɢɧɞɢɰɢʁɚ, ɤɨʁɢ 
ʄɟ ɤɪɨɡ ɢɡɜɟɫɬɚɧ ɚɧɚɥɢɬɢɱɤɢ ɩɪɨɰɟɫ ɩɪɟɪɚɫɬɢ ɭ ɫɜɪɫɢɫɯɨɞɧɭ 
ɨɛɚɜɟɲɬɚʁɧɭ ɢɧɮɨɪɦɚɰɢʁɭ. 
ɇɚʁɡɚɞ, ɨɛɚɜɟɲɬɚʁɧɨ ɫɚɡɧɚʃɟ ɦɨɠɟ ɞɚ ɢɦɚ ɡɧɚɱɚʁ ɞɨɤɚɡɚ ɭ 
ɤɪɢɜɢɱɧɨɩɪɨɰɟɫɧɨɦ ɫɦɢɫɥɭ ɪɟɱɢ ɤɨʁɢ, ɭɤɨɥɢɤɨ ɫɟ ɮɢɤɫɢɪɚ ɭ 
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2 Ƚɨɬɨɜɨ ɫɜɭɞɚ ɭ ɫɜɟɬɭ, ɩɚ ɢ ɤɨɞ ɧɚɫ, ɫɬɪɨɝɨ ʁɟ ɡɚɛɪɚʃɟɧɨ ɧɟɞɪɠɚɜɧɢɦ ɚɤɬɟɪɢɦɚ ɞɚ ɨɫɧɢɜɚʁɭ 
ɨɛɚɜɟɲɬɚʁɧɟ ɫɥɭɠɛɟ ɢ ɞɚ ɩɪɢɦɟʃɭʁɭ ɨɩɟɪɚɬɢɜɧɟ ɦɟɬɨɞɟ ɢ ɫɪɟɞɫɬɜɚ ɤɨʁɚ ɫɭ ɭ ɢɫɤʂɭɱɢɜɨʁ 
ɧɚɞɥɟɠɧɨɫɬɢ ɞɪɠɚɜɧɢɯ ɨɪɝɚɧɚ (ɜɢɞɢ: ɱɥɚɧ 1 Ɂɚɤɨɧɚ ɨ ɨɫɧɨɜɚɦɚ ɭɪɟɻɟʃɚ ɫɥɭɠɛɢ ɛɟɡɛɟɞɧɨɫɬɢ 
Ɋɟɩɭɛɥɢɤɟ ɋɪɛɢʁɟ; ɱɥɚɧ 2 Ɂɚɤɨɧɚ ɨ ɩɪɢɜɚɬɧɨɦ ɨɛɟɡɛɟɻɟʃɭ ɢ ɱɥɚɧ 2 Ɂɚɤɨɧɚ ɨ ɞɟɬɟɤɬɢɜɫɤɨʁ 
ɞɟɥɚɬɧɨɫɬɢ; ɜɢɞɢ ɢ: ɉɟɬɪɨɜɢʄ, ɋɢɧɤɨɜɫɤɢ, 2012). 
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ɤɪɢɜɢɱɧɨɩɪɨɰɟɫɧɨʁ ɮɨɪɦɢ, ɨɱɢɝɥɟɞɧɨ ɦɨɠɟ ɞɚ ɩɨɫɥɭɠɢ ɤɚɨ ɞɨɤɚɡ ɨ 
ɧɟɱɢʁɨʁ ɤɪɢɜɢɰɢ ɢɥɢ ɧɟɜɢɧɨɫɬɢ ɭ ɤɪɢɜɢɱɧɨɦ ɩɨɫɬɭɩɤɭ ɡɚ ɢɡɜɪɲɟɧɨ 
ɤɪɢɜɢɱɧɨ ɞɟɥɨ. 
Ɉɛɚɜɟɲɬɚʁɧɚ ɫɚɡɧɚʃɚ ɫɟ ɫɬɢɱɭ ɩɪɢɦɟɧɨɦ ɨɛɚɜɟɲɬɚʁɧɢɯ ɦɟɬɨɞɚ, 
ɢɡ ɢɡɜɟɫɧɢɯ ɨɛɚɜɟɲɬɚʁɧɢɯ ɢɡɜɨɪɚ. ɇɚɱɟɥɧɨ, ɨɛɚɜɟɲɬɚʁɧɚ ɞɟɥɚɬɧɨɫɬ  ɫɟ 
ɪɟɚɥɢɡɭʁɟ: ɬɚʁɧɢɦ ɦɟɬɨɞɢɦɚ (ɦɟɬɨɞ ɬɚʁɧɨɝ ɭɝɪɚɻɢɜɚʃɚ ɩɪɢɩɚɞɧɢɤɚ 
ɫɥɭɠɛɟ ɭ ɫɬɪɭɤɬɭɪɟ ɩɪɨɬɢɜɧɢɤɚ, ɚɝɟɧɬɭɪɧɢ ɦɟɬɨɞ  ɢ ɦɟɬɨɞ ɬɚʁɧɨɝ 
ɤɨɪɢɲʄɟʃɚ ɬɟɯɧɢɱɤɢɯ ɫɪɟɞɫɬɚɜɚ), ɩɪɢɤɪɢɜɟɧɢɦ ɦɟɬɨɞɢɦɚ (ɦɟɬɨɞ 
ɩɪɢɤɪɢɜɟɧɨɝ ɚɧɤɟɬɢɪɚʃɚ, ɦɟɬɨɞ ɩɪɢɤɪɢɜɟɧɨɝ ɨɩɫɟɪɜɢɪɚʃɚ ɢ ɦɟɬɨɞ 
ɩɪɢɤɪɢɜɟɧɨɝ ɧɚɭɱɧɨɝ ɢɫɬɪɚɠɢɜɚʃɚ) ɢ ɥɟɝɚɥɧɢɦ ɦɟɬɨɞɢɦɚ (ɦɟɬɨɞ 
ɩɪɢɤɭɩʂɚʃɚ ɩɨɞɚɬɚɤɚ ɢɫɩɢɬɢɜɚʃɟɦ ɥɢɰɚ, ɦɟɬɨɞ ɩɪɢɤɭɩʂɚʃɚ ɩɨɞɚɬɚɤɚ 
ɢɡɜɢɻɚʃɟɦ, ɩɪɢɤɭɩʂɚʃɟ ɩɨɞɚɬɚɤɚ ɦɟɬɨɞɨɦ ɫɚɪɚɞʃɟ ɫɚ ɫɭɛʁɟɤɬɢɦɚ 
ɞɪɠɚɜɧɨɝ ɢ ɰɢɜɢɥɧɨɝ ɫɟɤɬɨɪɚ ɭ ɡɟɦʂɢ ɢ ɢɧɨɫɬɪɚɧɫɬɜɭ, ɩɪɢɤɭɩʂɚʃɟ 
ɩɨɞɚɬɚɤɚ ɢɡ ɫɪɟɞɫɬɚɜɚ ʁɚɜɧɨɝ ɢɧɮɨɪɦɢɫɚʃɚ) (Ɇɢʁɚɥɤɨɜɢʄ, Ɇɢɥɨɲɟɜɢʄ, 
2011: 150-155).3 
ɍ ɧɚʁɲɢɪɟɦ ɫɦɢɫɥɭ, ɢɡɜɨɪɢ ɨɛɚɜɟɲɬɚʁɧɢɯ ɫɚɡɧɚʃɚ ɫɭ ʂɭɞɢ (ɬɡɜ. 
ɠɢɜɢ ɢɡɜɨɪɢ) ɢ ɫɬɜɚɪɢ, ɤɨʁɟ ɞɚʂɟ ɦɨɝɭ ɞɚ ɫɟ ɩɨɞɟɥɟ ɧɚ ɩɪɟɞɦɟɬɟ, 
ɬɟɯɧɢɱɤɚ ɫɪɟɞɫɬɜɚ ɢ ɞɨɤɭɦɟɧɬɟ (Ɇɢɥɨɲɟɜɢʄ, 2001: 83-84). 
ɋɚ ɚɫɩɟɤɬɚ ɨɜɨɝ ɪɚɞɚ ɩɨɫɟɛɧɨ ɫɭ ɢɧɬɟɪɟɫɚɧɬɧɢ ɩɪɟɞɦɟɬɢ ɢ 
ɞɨɤɭɦɟɧɬɚ ɤɨʁɢ ɫɟ ɦɨɝɭ ɩɪɨɧɚʄɢ ɭ ɫɦɟʄɭ ɥɢɰɚ ɤɨʁɟ ɩɨɫɟɞɭʁɟ ɨɛɚɜɟɲɬɚʁɧɚ 
ɫɚɡɧɚʃɚ, ɚ ɞɨ ɤɨʁɢɯ ɫɟ ɦɨɠɟ ɞɨʄɢ ɩɪɢɦɟɧɨɦ ɜɢɲɟ ɧɚɜɟɞɟɧɢɯ ɦɟɬɨɞɚ 
ɨɛɚɜɟɲɬɚʁɧɟ ɞɟɥɚɬɧɨɫɬɢ. 
 
ɉɨʁɚɦ Ɍrɚsh Intelligence 
 
Ɍrɚsh Intelligence (TrashInt), ɨɞɧɨɫɧɨ Garbage Intelligence, ʁɟ ɠɚ-
ɪɝɨɧɫɤɢ ɧɚɡɢɜ ɡɚ ɚɤɬɢɜɧɨɫɬɢ ɩɪɢɤɭɩʂɚʃɚ ɨɛɚɜɟɲɬɚʁɧɢɯ ɫɚɡɧɚʃɚ ɩɪɟ-
ɬɪɚɠɢɜɚʃɟɦ, ɢɡɭɡɢɦɚʃɟɦ ɢ ɚɧɚɥɢɡɢɪɚʃɟɦ ɫɚɞɪɠɚʁɚ ɫɦɟʄɚ ɢ ɨɬɩɚɞɚ ɤɨʁɢ 
ɡɚ ɫɨɛɨɦ ɨɫɬɚɜʂɚʁɭ (ɩɪɚɜɟ ɢɥɢ ɨɞɥɚɠɭ) ɥɢɰɚ ɤɨʁɚ ɫɭ ɩɪɟɞɦɟɬ 
ɨɛɚɜɟɲɬɚʁɧɨ-ɛɟɡɛɟɞɧɨɫɧɟ ɨɛɪɚɞɟ, ɨɞɧɨɫɧɨ ɤɨɪɢɫɧɢɰɢ ɢɥɢ ɩɨɫɟɞɨɜɚɨɰɢ 
ɡɧɚɱɚʁɧɢɯ ɨɛɚɜɟɲɬɚʁɧɢɯ ɫɚɡɧɚʃɚ. 
ɍ ɨɫɧɨɜɢ ɩɪɢɦɟɧɟ ɨɜɨɝ ɦɟɬɨɞɚ ɫɭ ɞɜɟ ɝɟɧɟɪɚɥɧɟ ɩɪɟɬɩɨɫɬɚɜɤɟ: 
ɩɪɜɚ, ɞɚ ɨɞɪɟɻɟɧɨ ɥɢɰɟ ɩɨɫɟɞɭʁɟ ɨɛɚɜɟɲɬɚʁɧɨ ɫɚɡɧɚʃɟ ɭ ɮɨɪɦɢ 
ɞɨɤɭɦɟɧɬɚ ɢɥɢ ɩɪɟɞɦɟɬɚ ɤɨʁɢ ʄɟ ɫɥɭɱɚʁɧɨ ɢɥɢ ɧɚɦɟɪɧɨ, ɭ ɨɪɢɝɢɧɚɥɧɨʁ 
ɢɥɢ ɭ ɞɟɮɨɪɦɢɫɚɧɨʁ (ɢɫɰɟɩɚɧɨʁ, ɩɨɥɨɦʂɟɧɨʁ, ɧɚɢɡɝɥɟɞ ɧɟɭɩɨɬɪɟɛʂɢɜɨʁ) 
ɮɨɪɦɢ, ɫɥɭɱɚʁɧɨ ɢɥɢ ɧɚɦɟɪɧɨ, ɨɞɥɨɠɢɬɢ ɭ ɫɦɟʄɟ; ɢ ɞɪɭɝɚ, ɞɚ ʄɟ ɫɟ 
ɩɨɦɟɧɭɬɢ ɢɡɜɨɪ ɨɛɚɜɟɲɬɚʁɧɢɯ ɫɚɡɧɚʃɚ ɩɪɨɧɚʄɢ ɭ ɫɦɟʄɭ, ɞɚ ʄɟ ɦɨʄɢ ɞɚ 
                                                 
3 Ɇɟɻɭɬɢɦ, ɧɟɤɚɞɚ ɫɟ ɩɪɢɛɟɝɚɜɚ ɢ ɩɪɢɦɟɧɢ ɫɩɟɰɢɮɢɱɧɢɯ (ɧɟɫɬɚɧɞɚɪɞɧɢɯ) ɦɟɬɨɞɚ ɩɪɢɤɭɩʂɚʃɚ 
ɨɛɚɜɟɲɬɚʁɧɢɯ ɩɨɞɚɬɚɤɚ, ɤɚɨ ɲɬɨ ɫɭ ɬɡɜ. „ɫɟɤɫ-ɲɩɢʁɭɧɚɠɚ“, „ɤɨɧɬɟʁɧɟɪ ɲɩɢʁɭɧɚɠɚ“ ɢɬɞ. (Mijalkoviü, 
2014). 
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ɫɟ ɭɡɦɟ ɢ ɚɧɚɥɢɡɢɪɚ ɢɥɢ ɮɢɤɫɢɪɚ ɭ ɩɪɨɩɢɫɚɧɨʁ ɨɩɟɪɚɬɢɜɧɨʁ ɢɥɢ 
ɤɪɢɜɢɱɧɨɩɪɨɰɟɫɧɨʁ ɩɪɨɰɟɞɭɪɢ. 
ɇɚɪɚɜɧɨ, ɦɨɝɭʄɟ ɫɭ ɢ ɢɡɜɟɫɧɟ ɜɚɪɢʁɚɰɢʁɟ ɨɜɢɯ ɩɪɟɬɩɨɫɬɚɜɤɢ: 
ɩɪɜɚ, ɫɬɜɚɪɢ-ɢɡɜɨɪɟ ɨɛɚɜɟɲɬɚʁɧɢɯ ɫɚɡɧɚʃɚ ɭ ɫɦɟʄɟ ɧɟ ɦɨɪɚ ɞɚ ɛɚɰɢ ɥɢɰɟ 
ɤɨʁɟ ɢɯ ɩɨɫɟɞɭʁɟ, ɜɟʄ ɧɟɤɨ ɬɪɟʄɟ ɥɢɰɟ ɤɨʁɟ ɫɚ ʃɢɦ ɢɦɚ ɤɨɧɬɚɤɬ (ɧɩɪ., 
ɯɢɝɢʁɟɧɢɱɚɪɤɚ ɬɨɤɨɦ ɱɢɲʄɟʃɚ ɤɚɧɰɟɥɚɪɢʁɟ, ɱɥɚɧ ɩɨɪɨɞɢɰɟ ɬɨɤɨɦ 
ɫɪɟɻɢɜɚʃɚ ɤɭʄɟ, ɞɟɬɟ ɬɨɤɨɦ ɢɝɪɚʃɚ ɢɬɞ.); ɞɪɭɝɚ, ɫɬɜɚɪɢ-ɢɡɜɨɪɟ 
ɨɛɚɜɟɲɬɚʁɧɨɝ ɫɚɡɧɚʃɚ ɭ ɫɦɟʄɭ ɧɟ ɦɨɪɚ ɞɚ ɩɪɨɧɚɻɟ ɥɢɰɟ ɤɨʁɟ ɫɩɪɨɜɨɞɢ 
ɨɛɚɜɟɲɬɚʁɧɨ-ɛɟɡɛɟɞɧɨɫɧɭ ɞɟɥɚɬɧɨɫɬ, ɜɟʄ ɬɪɟʄɟ ɥɢɰɟ ɤɨʁɟ ʄɟ ɬɚʁ 
ɦɚɬɟɪɢʁɚɥ ɩɪɟɞɚɬɢ ɫɥɭɠɛɢ ɛɟɡɛɟɞɧɨɫɬɢ (ɧɩɪ., ɛɟɫɤɭʄɧɢɤ ɤɨʁɢ 
ɩɪɟɬɪɚɠɭʁɟ ɤɨɧɬɟʁɧɟɪɟ ɭ ɩɨɬɪɚɡɢ ɡɚ ɨɫɬɚɰɢɦɚ ɯɪɚɧɟ); ɧɚʁɡɚɞ, ɭ ɫɦɟʄɭ ɧɟ 
ɦɨɪɚ ɞɚ ɫɟ ɩɪɨɧɚɻɟ ɫɬɜɚɪ-ɢɡɜɨɪ ɨɛɚɜɟɲɬɚʁɧɢɯ ɫɚɡɧɚʃɚ ɤɨʁɢ ɫɟ ɬɪɚɠɢ, ɜɟʄ 
ɢɡɜɨɪ ɞɪɭɝɢɯ ɫɚɡɧɚʃɚ ɤɨʁɚ ɧɢɫɭ ɩɪɟɞɦɟɬ ɚɤɬɭɟɥɧɟ ɨɛɚɜɟɲɬɚʁɧɨ-
ɛɟɡɛɟɞɧɨɫɧɟ ɨɛɪɚɞɟ, ɚ ɤɨʁɢ ʄɟ ɫɟ ɩɪɟɞɚɬɢ ɧɚɞɥɟɠɧɢɦ ɫɥɭɠɛɚɦɚ ɢ 
ʁɟɞɢɧɢɰɚɦɚ (ɧɩɪ., ɢɫɬɪɚɠɭʁɭʄɢ ɲɩɢʁɭɧɫɤɭ ɞɟɥɚɬɧɨɫɬ, ɩɪɢɩɚɞɧɢɰɢ 
ɫɥɭɠɛɢ ɛɟɡɛɟɞɧɨɫɬɢ ɭ ɫɦɟʄɭ ɩɪɨɧɚɥɚɡɟ ɞɨɤɭɦɟɧɬɚɰɢʁɭ ɤɨʁɚ ʁɟ ɞɨɤɚɡ 
ɮɢɧɚɧɫɢʁɫɤɢɯ ɦɚɥɜɟɪɡɚɰɢʁɚ ɩɪɟɞɭɡɟʄɚ ɤɨʁɟ ʁɟ ɩɚɪɚɜɚɧ ɡɚ ɨɛɚɜɟɲɬɚʁɧɢ 
ɩɭɧɤɬ, ɩɚ ɫɟ ɬɚɤɚɜ ɢɡɜɨɪ ɨɛɚɜɟɲɬɚʁɧɢɯ ɫɚɡɧɚʃɚ ɩɪɟɞɚʁɟ ɧɚɞɥɟɠɧɢɦ 
ɫɥɭɠɛɚɦɚ ɰɚɪɢɧɟ, ɩɨɪɟɫɤɢɯ ɨɪɝɚɧɚ, ɮɢɧɚɧɫɢʁɫɤɟ ɩɨɥɢɰɢʁɟ ɢɬɞ. Ɍɚɞɚ 
ɨɛɪɚɞɚ ɮɢɧɚɧɫɢʁɫɤɢɯ ɦɚɥɜɟɪɡɚɰɢʁɚ ɩɨɫɬɚʁɟ ɩɚɪɚɜɚɧ ɡɚ ɨɛɚɜɟɲɬɚʁɧɨ-
ɛɟɡɛɟɞɧɨɫɧɭ ɨɛɪɚɞɭ ɲɩɢʁɭɧɫɤɨɝ ɩɭɧɤɬɚ.). 
ɉɨɫɟɛɧɨ ʁɟ ɢɧɬɟɪɟɫɚɧɬɧɚ ɞɢɥɟɦɚ ɨ ɥɟɝɚɥɧɨɫɬɢ ɩɪɢɦɟɧɟ ɨɜɨɝ 
ɦɟɬɨɞɚ ɭ ɨɞɧɨɫɭ ɧɚ ɦɟɫɬɨ ɫɤɥɚɞɢɲɬɟʃɚ ɫɦɟʄɚ.4 ɇɚɢɦɟ, ɭɤɨɥɢɤɨ ʁɟ ɪɟɱ ɨ 
ɩɪɟɬɪɚɠɢɜɚʃɭ ɫɦɟʄɚ (ɤɨɪɩɢ ɢ ɤɚɧɬɢ ɡɚ ɨɬɩɚɬɤɟ) ɭ ɤɭʄɢ ɥɢɰɚ ɤɨʁɟ 
ɩɨɫɟɞɭʁɟ ɢɡɜɨɪɟ ɨɛɚɜɟɲɬɚʁɧɢɯ ɫɚɡɧɚʃɚ, ɲɬɨ ɩɨɞɪɚɡɭɦɟɜɚ ɢ ʃɟɝɨɜɨ 
ɞɜɨɪɢɲɬɟ ɢ ɩɨɦɨʄɧɟ ɨɛʁɟɤɬɟ ɨɤɨ ɤɭʄɟ, ɭ ɫɥɭɠɛɟɧɨʁ ɩɪɨɫɬɨɪɢʁɢ 
ɨɪɝɚɧɢɡɚɰɢʁɟ ɭ ɤɨʁɨʁ ʁɟ ɬɨ ɥɢɰɟ ɡɚɩɨɫɥɟɧɨ, ɢ ɭ ɞɪɭɝɨɦ ɨɛʁɟɤɬɭ ɡɚ ɱɢʁɟ ʁɟ 
ɩɪɟɬɪɚɠɢɜɚʃɟ (ɩɪɟɬɪɟɫɚʃɟ ɢ ɧɚɞɡɨɪ) ɧɟɨɩɯɨɞɧɨ ɨɞɨɛɪɟʃɟ ɧɚɞɥɟɠɧɨɝ 
ɩɪɚɜɨɫɭɞɧɨɝ ɨɪɝɚɧɚ, ɨɧɞɚ ʁɟ ɬɚɤɚɜ ɧɚɱɢɧ ɩɪɢɛɚɜʂɚʃɚ ɨɛɚɜɟɲɬɚʁɧɢɯ 
ɫɚɡɧɚʃɚ ɥɟɝɚɥɚɧ ɫɚɦɨ ɭɤɨɥɢɤɨ ɩɨɫɬɨʁɢ ɨɞɨɛɪɟʃɟ ɢɥɢ ɧɚɪɟɞɛɚ ɧɚɞɥɟɠɧɨɝ 
ɩɪɚɜɨɫɭɞɧɨɝ ɨɪɝɚɧɚ. ɍ ɨɫɬɚɥɢɦ ɫɥɭɱɚʁɟɜɢɦɚ ɨɜɚɤɜɟ ɨɛɚɜɟɲɬɚʁɧɟ 
ɚɤɬɢɜɧɨɫɬɢ ɫɭ ɧɟɡɚɤɨɧɢɬɟ. 
ɋ ɞɪɭɝɟ ɫɬɪɚɧɟ, ɭɤɨɥɢɤɨ ɫɟ ɩɪɟɬɪɚɠɭʁɟ ɫɦɟʄɟ ɤɨʁɟ ʁɟ ɩɪɢɜɪɟɦɟɧɨ 
(ɤɚɧɬɚ ɡɚ ɫɦɟʄɟ, ɤɨɧɬɟʁɧɟɪ ɧɚ ɭɥɢɰɢ) ɢɥɢ ɬɪɚʁɧɨ (ɞɟɩɨɧɢʁɚ) ɫɦɟɲɬɟɧɨ ɧɚ 
ɨɬɜɨɪɟɧɨɦ ʁɚɜɧɨɦ ɩɪɨɫɬɨɪɭ, ɨɧɞɚ ɧɢʁɟ ɧɟɨɩɯɨɞɧɨ ɨɞɨɛɪɟʃɟ ɧɚɞɥɟɠɧɨɝ 
ɩɪɚɜɨɫɭɞɧɨɝ ɨɪɝɚɧɚ. ɍ ɨɜɚɤɜɢɦ ɫɥɭɱɚʁɟɜɢɦɚ Trɚsh Intelligence (ɬɡɜ. 
Dump Intelligence – DumpInt) ɢɦɚ ɤɚɪɚɤɬɟɪ ɥɟɝɚɥɧɨɝ ɩɪɢɤɭɩʂɚʃɚ 
ɨɛɚɜɟɲɬɚʁɧɢɯ ɩɨɞɚɬɚɤɚ ɢɡ ɨɬɜɨɪɟɧɢɯ ɢɡɜɨɪɚ (ɬɡɜ. legal open source intel-
ligence). Ɇɟɻɭɬɢɦ, ɭɤɨɥɢɤɨ ʁɟ ɪɟɱ ɨ ɞɟɩɨɧɢʁɢ ɩɪɢɜɚɬɧɨɝ ɤɨɦɭɧɚɥɧɨɝ 
                                                 
4 Ɉ ɧɟɤɢɦ ɨɞ ɨɜɢɯ ɞɢɥɟɦɚ ɜɢɞɟɬɢ: Kahaner 1997. 
9БЕЗБЕДНОСТ 1/2015
ОРИГИНАЛНИ НАУЧНИ РАДОВИ
ɩɪɟɞɭɡɟʄɚ ɧɚ ɤɨʁɨʁ ʁɟ ɨɝɪɚɧɢɱɟɧɨ ɢɥɢ ɡɚɛɪɚʃɟɧɨ ɤɪɟɬɚʃɟ ɧɟɡɚɩɨɫɥɟɧɢɦ 
ɥɢɰɚɦɚ (ɩɨɫɥɨɜɧɨ-ɩɪɢɜɚɬɧɢ ɩɨɫɟɞ), ɨɧɞɚ ʁɟ ɡɚ ɩɪɢɤɭɩʂɚʃɟ 
ɨɛɚɜɟɲɬɚʁɧɢɯ ɩɨɞɚɬɚɤɚ ɧɟɨɩɯɨɞɧɚ ɧɚɪɟɞɛɚ ɩɪɚɜɨɫɭɞɧɨɝ ɨɪɝɚɧɚ, ɨɞɧɨɫɧɨ 
ɨɞɨɛɪɟʃɟ ɪɭɤɨɜɨɞɟʄɢɯ ɨɪɝɚɧɚ ɞɟɩɨɧɢʁɟ. 
ɉɨɫɟɛɧɨ ʁɟ ɢɧɬɟɪɟɫɚɧɬɧɨ ɩɢɬɚʃɟ ɩɪɢɛɚɜʂɚʃɚ ɞɨɤɭɦɟɧɚɬɚ ɧɚ 
ɨɜɚʁ ɧɚɱɢɧ ɭ ɫɥɭɱɚʁɟɜɢɦɚ ɤɚɞɚ ɫɭ ɨɧɢ ʁɚɫɧɨ ɤɥɚɫɢɮɢɤɨɜɚɧɢ ɤɚɨ ɬɚʁɧɢ 
ɩɨɞɚɰɢ ɡɚɲɬɢʄɟɧɢ ɡɚɤɨɧɨɦ ɤɨʁɢɦ ɫɟ ɲɬɢɬɟ ɬɚʁɧɢ ɩɨɞɚɰɢ (ɧɩɪ., ɞɨɤɭɦɟɧɬ 
ɜɥɚɞɟ ɤɨʁɢ ɢɦɚ ɨɡɧɚɤɭ „ɞɪɠɚɜɧɚ ɬɚʁɧɚ“). ɍɤɨɥɢɤɨ ʁɟ ɪɟɱ ɨ ɩɨɞɚɰɢɦɚ 
ɞɪɠɚɜɧɢɯ ɨɪɝɚɧɚ ɞɨɦɚʄɟ ɞɪɠɚɜɟ, ɨɧɢ ɫɟ ɦɨɪɚʁɭ ɩɪɟɞɚɬɢ ɞɪɠɚɜɧɨɦ 
ɨɪɝɚɧɭ ɤɨʁɟɦ ɩɪɢɩɚɞɚʁɭ ɢ ɧɟ ɫɦɟʁɭ ɫɟ ɤɨɪɢɫɬɢɬɢ ɭ ɨɩɟɪɚɬɢɜɧɨʁ ɨɛɪɚɞɢ 
ɛɟɡ ɩɨɫɟɛɧɨɝ ɨɞɨɛɪɟʃɚ ɧɚɞɥɟɠɧɨɝ ɞɪɠɚɜɧɨɝ ɨɪɝɚɧɚ ɭ ɱɢʁɨʁ ʁɟ 
ɧɚɞɥɟɠɧɨɫɬɢ ɡɚɲɬɢɬɚ ɬɚʁɧɨɫɬɢ ɩɨɞɚɬɚɤɚ. 
ɇɚ ɤɪɚʁɭ ɟɥɚɛɨɪɢɪɚʃɚ ɩɨʁɦɚ ɩɪɢɤɭɩʂɚʃɚ ɨɛɚɜɟɲɬɚʁɧɢɯ ɫɚɡɧɚʃɚ 
ɩɪɟɬɪɚɠɢɜɚʃɟɦ ɫɦɟʄɚ ɜɚʂɚɥɨ ɛɢ ɩɨɦɟɧɭɬɢ ɢ ɭ ɤɨʁɟ ɫɟ ɫɜɪɯɟ ɩɪɢɛɟɝɚɜɚ 
ɨɜɨɦ ɦɟɬɨɞɭ. ɇɚɢɦɟ, ɨɜɚʁ ɦɟɬɨɞ ʁɟ ɩɨɝɨɞɚɧ ɡɚ ɩɪɢɤɭɩʂɚʃɟ ɨɛɚɜɟɲɬɚʁɧɢɯ 
ɫɚɡɧɚʃɚ ɫɜɢɯ ɜɪɫɬɚ, ɞɨ ɤɨʁɢɯ ɫɟ ɢɧɚɱɟ ɞɨɥɚɡɢ ɢ ɩɪɢɦɟɧɨɦ ɫɜɢɯ ɞɪɭɝɢɯ 
ɨɛɚɜɟɲɬɚʁɧɢɯ ɦɟɬɨɞɚ ɨ ɤɨʁɢɦɚ ʁɟ ɜɟʄ ɛɢɥɨ ɪɟɱɢ. 
Ɇɟɻɭɬɢɦ, ɢɦɚʁɭʄɢ ɭ ɜɢɞɭ ɞɚ ɞɪɠɚɜɧɢ ɨɪɝɚɧɢ ɡɟɦʂɟ ɤɨʁɚ ɧɚɫ 
ɨɛɚɜɟɲɬɚʁɧɨ ɢɧɬɟɪɟɫɭʁɟ ɢɦɚʁɭ ɩɪɨɰɟɞɭɪɟ ɡɚ ɩɨɫɬɭɩɚʃɟ ɫɚ ɬɚʁɧɢɦ 
ɩɨɞɚɰɢɦɚ, ɡɚ ʃɢɯɨɜɨ ɫɤɥɚɞɢɲɬɟʃɟ ɢ ɭɧɢɲɬɚɜɚʃɟ, ɦɚɥɨ ʁɟ ɜɟɪɨɜɚɬɧɨ ɞɚ 
ɫɟ ɭ ɤɨɧɬɟʁɧɟɪɭ ɡɚ ɫɦɟʄɟ ɦɨɠɟ ɩɪɨɧɚʄɢ ɞɨɤɭɦɟɧɬ ɫɚ ɨɡɧɚɤɨɦ ɞɪɠɚɜɧɟ 
ɬɚʁɧɨɫɬɢ. ɂɫɬɨ ʁɟ ɢ ɫɚ ɛɟɡɛɟɞɧɨɫɧɨ ɢɧɬɟɪɟɫɚɧɬɧɢɦ ɥɢɰɢɦɚ ɤɨʁɚ ɢɦɚʁɭ 
ɜɢɲɢ ɫɬɟɩɟɧ ɪɚɡɜɢʁɟɧɨɫɬɢ ɛɟɡɛɟɞɧɨɫɧɟ ɤɭɥɬɭɪɟ. 
Ȼɟɡ ɨɛɡɢɪɚ ɧɚ ɫɜɟ, Trɚsh Intelligence ɫɟ ɞɨ ɫɚɞɚ ɩɨɤɚɡɚɨ ɤɚɨ 
ɩɨɝɨɞɚɧ ɡɚ ɩɪɢɤɭɩʂɚʃɟ ɩɨɞɚɬɚɤɚ ɤɨʁɢ ɫɟ ɦɨɝɭ ɢɫɤɨɪɢɫɬɢɬɢ ɡɚ: 
x ɨɛɚɜɟɲɬɚʁɧɨ-ɛɟɡɛɟɞɧɨɫɧɟ ɨɩɟɪɚɰɢʁɟ ɨɬɤɪɢɜɚʃɚ, ɫɩɪɟɱɚɜɚʃɚ ɢ 
ɫɭɡɛɢʁɚʃɚ: ɨɛɚɜɟɲɬɚʁɧɟ ɢ ɫɭɛɜɟɪɡɢɜɧɟ ɞɟɥɚɬɧɨɫɬɢ ɫɬɪɚɧɢɯ ɨɛɚ-
ɜɟɲɬɚʁɧɢɯ ɫɥɭɠɛɢ; ɭɝɪɨɠɚɜɚʁɭʄɟ ɞɟɥɚɬɧɨɫɬɢ ɱɢʁɢ ɫɭ ɧɨɫɢɨɰɢ 
ɭɧɭɬɪɚɲʃɢ ɟɤɫɬɪɟɦɢɫɬɢ ɢ ɩɪɢɩɚɞɧɢɰɢ ɟɤɫɬɪɟɦɧɟ ɩɨɥɢɬɢɱɤɟ 
ɟɦɢɝɪɚɰɢʁɟ; ɭɧɭɬɪɚɲʃɟɝ ɢ ɦɟɻɭɧɚɪɨɞɧɨɝ ɬɟɪɨɪɢɡɦɚ; ɭɝɪɨɠɚɜɚʃɚ 
ɧɨɫɢɥɚɰɚ ɧɚʁɜɢɲɢɯ ɞɪɠɚɜɧɢɯ ɮɭɧɤɰɢʁɚ, ɢ ɧɚʁɬɟɠɢɯ  ɨɛɥɢɤɚ  
ɩɪɢɜɪɟɞɧɨɝ, ɮɢɧɚɧɫɢʁɫɤɨɝ, ɢɦɨɜɢɧɫɤɨɝ ɢ ɤɪɢɦɢɧɚɥɢɬɟɬɚ ɩɪɨɬɢɜ 
ɞɨɛɚɪɚ ɢ ɜɪɟɞɧɨɫɬɢ ɡɚɲɬɢʄɟɧɢɯ ɦɟɻɭɧɚɪɨɞɧɢɦ ɩɪɚɜɨɦ 
(ɨɩɲɢɪɧɢʁɟ, ɭ – Ɇɢʁɚɥɤɨɜɢʄ, Ȼɚʁɚɝɢʄ, 2012: 257Ͳ266; 488Ͳ515); 
x ɤɪɢɦɢɧɚɥɢɫɬɢɱɤɭ ɨɛɪɚɞɭ ɢ ɤɪɢɜɢɱɧɭ ɢɫɬɪɚɝɭ ɧɚɜɟɞɟɧɢɯ 
ɨɛɥɢɤɚ ɭɝɪɨɠɚɜɚʃɚ ɛɟɡɛɟɞɧɨɫɬɢ (ɩɪɨɧɚɥɚɠɟʃɟ ɩɪɟɞɦɟɬɚ ɢ 
ɬɪɚɝɨɜɚ ɤɪɢɜɢɱɧɢɯ ɞɟɥɚ, ɪɟɤɨɧɫɬɪɭɤɰɢʁɚ ɤɪɢɜɢɱɧɨɝ ɞɟɥɚ, 
ɜɪɲɟʃɟ ɭɜɢɻɚʁɚ ɥɢɰɚ ɦɟɫɬɚ ɤɪɢɜɢɱɧɨɝ ɞɟɥɚ, ɢɞɟɧɬɢɮɢɤɨɜɚʃɟ 
ɥɢɰɚ ɢ ɫɥ.); 
x ɛɟɡɛɟɞɧɨɫɧɨ ɩɪɨɜɟɪɚɜɚʃɟ ɥɢɰɚ ɢ ɩɪɨɜɟɪɚɜɚʃɟ ʃɟɝɨɜɟ 
ɢɫɤɪɟɧɨɫɬɢ ɭ ɩɪɨɰɟɫɭ ɨɩɟɪɚɬɢɜɧɟ ɫɚɪɚɞʃɟ (ɭɬɜɪɻɢɜɚʃɟ 
ʃɟɝɨɜɢɯ ɤɨɧɬɚɤɚɬɚ ɫɚ ɨɞɪɟɻɟɧɢɦ ɥɢɰɢɦɚ ɧɚ ɛɚɡɢ ɛɟɥɟɠɚɤɚ ɤɨʁɟ 
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ʁɟ ɨɞɛɚɰɢɨ ɭ ɫɦɟʄɟ, ɭɬɜɪɻɢɜɚʃɟ ɧɟɢɫɤɪɟɧɨɫɬɢ ɥɢɰɚ (ɧɩɪ., ɥɢɰɟ 
ɬɜɪɞɢ ɞɚ ɝɚ ɭ ɫɬɚɧɭ ɧɢɤɨ ɧɢʁɟ ɩɨɫɟʄɢɜɚɨ, ɚ ɭ ɤɨɪɩɢ ɡɚ ɫɦɟʄɟ ɫɭ 
ɨɩɭɲɰɢ ɰɢɝɚɪɟɬɚ ɢɚɤɨ ʁɟ ɥɢɰɟ ɧɟɩɭɲɚɱ; ɥɢɰɟ ɬɜɪɞɢ ɞɚ ʁɟ ɛɢɥɨ ɧɚ 
ɜɢɤɟɧɞ ɨɞɦɨɪɭ ɭ ɤɨɧɤɪɟɬɧɨɦ ɦɟɫɬɭ, ɚ ɭ ɤɨɪɩɢ ɡɚ ɫɦɟʄɟ ɫɭ ɪɚɱɭɧɢ 
ɩɥɚʄɟɧɢɯ ɩɭɬɚɪɢɧɚ ɤɨʁɢ ɨɞɝɨɜɚɪɚʁɭ ɩɪɟɞɦɟɬɧɨɦ ɞɚɬɭɦɭ, ɚɥɢ ɫɚ  
ɫɚɨɛɪɚʄɚʁɧɢɰɚ ɤɨʁɟ ɧɟ ɜɨɞɟ ɤɚ ɦɟɫɬɭ ɤɨʁɟ ʁɟ ɧɚɜɟɞɟɧɨ ɭ ɢɡʁɚɜɢ 
ɢɬɞ.)); 
x ɫɨɰɢʁɚɥɧɢ ɢɧɠɟʃɟɪɢɧɝ, ɨɞɧɨɫɧɨ ɩɪɨɮɢɥɢɪɚʃɟ ɥɢɰɚ ɤɨʁɟ ʁɟ 
ɛɟɡɛɟɞɧɨɫɧɨ ɢɧɬɟɪɟɫɚɧɬɧɨ (ɧɩɪ., ɭɬɜɪɻɢɜɚʃɟ ʃɟɝɨɜɢɯ 
ɫɤɥɨɧɨɫɬɢ, ɦɚɧɚ, ɨɩɫɟɫɢʁɚ, ɩɪɟɞɦɟɬɚ ɢɧɬɟɪɟɫɨɜɚʃɚ, ɧɚɜɢɤɚ, 
ɫɥɚɛɨɫɬɢ ɢ ɫɜɟɝɚ ɲɬɨ ɦɨɠɟ ɞɚ ɝɚ ɤɨɦɩɪɨɦɢɬɭʁɟ ɢɥɢ ɞɚ ɭɤɚɠɟ ɧɚ 
ɧɚʁɟɮɢɤɚɫɧɢʁɟ ɦɟɬɨɞɟ ɡɚ ʃɟɝɨɜɨ ɜɪɛɨɜɚʃɟ ɪɚɞɢ ɞɨɛɢʁɚʃɚ 
ɨɛɚɜɟɲɬɚʁɧɢɯ ɩɨɞɚɬɚɤɚ ɢ ɢɧɮɨɪɦɚɰɢʁɚ); 
x ɫɭɛɜɟɪɡɢɜɧɨ ɞɟɥɨɜɚʃɟ ɩɪɨɬɢɜ ɥɢɰɚ ɤɨʁɟ ʁɟ ɛɟɡɛɟɞɧɨɫɧɨ 
ɢɧɬɟɪɟɫɚɧɬɧɨ, ɤɚɞɚ ʁɟ ɧɚ ɛɚɡɢ ʃɟɝɨɜɨɝ ɩɪɨɮɢɥɚ ɦɨɝɭʄɟ 
ɡɚɤʂɭɱɢɬɢ ɤɚɤɨ ɝɚ ʁɟ ɧɚʁɥɚɤɲɟ ɤɨɦɩɪɨɦɢɬɨɜɚɬɢ ɭ ɫɪɟɞɢɧɢ ɭ ɤɨʁɨʁ 
ɠɢɜɢ, ɪɚɞɢ ɢ ɤɪɟʄɟ ɫɟ (ɢɡɧɨɲɟʃɟɦ ɧɟɢɫɬɢɧɚ ɧɚ ɛɚɡɢ ɢɡɜɟɫɧɢɯ 
ɢɫɬɢɧɚ), ɤɚɤɨ ʁɟ ɧɚʁɥɚɤɲɟ ɢɡɜɪɲɢɬɢ ʃɟɝɨɜɭ ɮɢɡɢɱɤɭ 
ɥɢɤɜɢɞɚɰɢʁɭ (ɧɚ ɨɫɧɨɜɭ ɭɬɜɪɻɢɜɚʃɚ ɪɭɬɢɧɚ ɭ ʃɟɝɨɜɨɦ ɤɪɟɬɚʃɭ ɢ 
ɩɨɧɚɲɚʃɭ), ɤɚɤɨ ɝɚ ɤɨɦɩɪɨɦɢɬɨɜɚɬɢ ɤɨɞ ɝɪɭɩɟ ɱɢʁɢ ʁɟ ɱɥɚɧ ɚ 
ɤɨʁɚ ɧɟɩɪɢʁɚɬɟʂɫɤɢ ɞɟɥɭʁɟ ɩɪɨɬɢɜ ɡɟɦʂɟ (ɮɢɧɝɢɪɚʃɟɦ ɫɢɬɭɚɰɢʁɟ 
ɢɡ ɤɨʁɟ ɫɟ ɦɨɠɟ ɢɡɜɟɫɬɢ ɡɚɤʂɭɱɚɤ ɞɚ ʁɟ ɥɢɰɟ ɧɟɩɪɢʁɚɬɟʂ ɝɪɭɩɟ 
ɤɨʁɨʁ ɩɪɢɩɚɞɚ), ɤɚɤɨ ɝɚ ɦɟɞɢʁɫɤɢ „ɫɚɬɚɧɢɡɨɜɚɬɢ“, ɤɚɤɨ ɝɚ ɥɚɠɧɨ 
ɩɪɟɞɫɬɚɜɢɬɢ ɤɚɨ ɢɡɜɪɲɢɨɰɚ ɤɪɢɜɢɱɧɨɝ ɞɟɥɚ (ɩɨɬɩɥɚʄɢɜɚʃɟɦ 
ɩɪɨɫɬɢɬɭɬɤɟ ɞɚ ɥɚɠɧɨ ɨɩɬɭɠɢ ɥɢɰɟ ɡɚ ɫɢɥɨɜɚʃɟ, ɩɪɢ ɱɟɦɭ ʄɟ 
ɤɪɭɧɫɤɢ ɞɨɤɚɡ ɛɢɬɢ ɫɩɟɪɦɚ ɤɨʁɚ ʁɟ ɫɚ ɩɪɟɡɟɪɜɚɬɢɜɨɦ ɭɡɟɬɚ ɢɡ 
ɤɚɧɬɟ ɡɚ ɫɦɟʄɟ ɥɢɰɚ; ɭɛɢɫɬɜɨ ɤɨʁɟ ʁɟ ɢɡɜɪɲɟɧɨ ɧɨɠɟɦ ɡɚ 
ɨɬɜɚɪɚʃɟ ɩɢɫɚɦɚ ɤɨʁɟ ʁɟ ɥɢɰɟ ɫɥɭɱɚʁɧɨ ɢɫɩɭɫɬɢɥɨ ɭ ɤɚɧɬɭ ɡɚ 
ɫɦɟʄɟ ɩɪɢɥɢɤɨɦ ɱɢɬɚʃɚ ɩɨɲɬɟ, ɚ ɧɚ ɤɨɦɟ ɫɟ ɧɚɥɚɡɟ ʃɟɝɨɜɢ 
ɨɬɢɫɰɢ) ɢɬɞ.; 
x ɤɪɚɻɭ ɢ ɡɥɨɭɩɨɬɪɟɛɭ ɢɞɟɧɬɢɬɟɬɚ ɥɢɰɚ (ɜɢɞɢ: Harwood, 2008) ɧɚ 
ɨɫɧɨɜɭ ɦɚɬɟɪɢʁɚɥɚ ɢɡ ɫɦɟʄɚ ɭ ɤɨɦɟ ɫɭ ɫɚɞɪɠɚɧɢ ɥɢɱɧɢ ɩɨɞɚɰɢ 
ɥɢɰɚ (ɢɦɟ ɢ ɩɪɟɡɢɦɟ, ɢɦɟ ɪɨɞɢɬɟʂɚ, ɦɚɬɢɱɧɢ ɛɪɨʁ ɝɪɚɻɚɧɚ, 
ɚɞɪɟɫɚ ɫɬɚɧɨɜɚʃɚ, ɛɪɨʁ ɪɚɱɭɧɚ ɭ ɛɚɧɰɢ, ɛɪɨʁ ɫɨɰɢʁɚɥɧɨɝ 
ɨɫɢɝɭɪɚʃɚ ɢ ɫɥ.), ɚ ɬɨ ɫɭ ɩɪɟ ɫɜɟɝɚ ɤɭʄɧɢ ɪɚɱɭɧɢ, ɞɨɤɭɦɟɧɬɚɰɢʁɚ 
ɢɡ ɛɚɧɚɤɚ, ɪɚɱɭɧɢ ɩɥɚɬɧɢɯ ɤɚɪɬɢɰɚ ɢ ɫɥ.. 
ɇɚ ɤɪɚʁɭ, ɩɪɢɤɭɩʂɚʃɟ ɨɛɚɜɟɲɬɚʁɧɢɯ ɫɚɡɧɚʃɚ ɩɪɟɬɪɚɠɢɜɚʃɟɦ 
ɫɦɟʄɚ ɬɪɟɛɚ ɪɚɡɥɢɤɨɜɚɬɢ ɨɞ: ɩɪɢɤɭɩʂɚʃɚ ɨɛɚɜɟɲɬɚʁɧɢɯ ɫɚɡɧɚʃɚ ɢɡ 
ɢɡɜɨɪɚ ɤɨʁɟ ʁɟ ɥɢɰɟ ɫɥɭɱɚʁɧɨ ɢɡɝɭɛɢɥɨ ɢɥɢ ɡɚɛɨɪɚɜɢɥɨ (ɧɚ ʁɚɜɧɨɦ ɦɟɫɬɭ, 
ɭ ɫɪɟɞɫɬɜɢɦɚ ʁɚɜɧɨɝ ɩɪɟɜɨɡɚ, ɭ ɩɚɪɤɭ, ɭ ɭɝɨɫɬɢɬɟʂɫɤɨɦ ɨɛʁɟɤɬɭ, ɭ 
ɯɨɬɟɥɭ, ɧɚ ɫɜɟɱɚɧɨɫɬɢɦɚ ɢ ɫɥ.), ɤɚɨ ɢ ɨɞ ɩɪɢɤɭɩʂɚʃɚ ɨɛɚɜɟɲɬɚʁɧɢɯ 
ɫɚɡɧɚʃɚ ɤɪɚɻɨɦ ɞɨɤɭɦɟɧɚɬɚ (ɩɨɫɟɛɧɨ ɬɟɯɧɢɤɨɦ ʇɟɩɚɪɟʃɚ ɥɢɰɚ), ɩɚ 
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ʃɢɯɨɜɢɦ ɨɞɛɚɰɢɜɚʃɟɦ ɭ ɫɦɟʄɟ ɢ ɮɢɧɝɢɪɚʃɟɦ ʃɢɯɨɜɨɝ ɫɥɭɱɚʁɧɨɝ 
ɨɞɥɚɝɚʃɚ. ɍ ɨɛɚ ɫɥɭɱɚʁɚ ɥɢɰɟ ɤɨʁɟ ɩɨɫɟɞɭʁɟ ɨɛɚɜɟɲɬɚʁɧɚ ɫɚɡɧɚʃɚ ɧɢʁɟ 
ɨɞɛɚɰɢɥɨ ɢɡɜɨɪ ɭ ɫɦɟʄɟ, ɧɢ ɧɚɦɟɪɧɨ ɧɢ ɫɥɭɱɚʁɧɨ. 
ɇɚʁɡɚɞ, Trɚsh Intelligence ɬɪɟɛɚ ɪɚɡɥɢɤɨɜɚɬɢ ɢ ɨɞ ɧɟɨɜɥɚɲʄɟɧɨɝ 
ɭɩɚɞɚʃɚ ɭ ɡɚɲɬɢʄɟɧɟ ɪɚɱɭɧɚɪɫɤɟ ɦɪɟɠɟ ɩɨɫɟɞɨɜɚɨɰɚ ɨɛɚɜɟɲɬɚʁɧɢɯ 
ɫɚɡɧɚʃɚ, ɢ ɩɪɟɬɪɚɠɢɜɚʃɚ ɬɢɯ ɦɪɟɠɚ (ɬɡɜ. ɯɚɤɟɪɢɫɚʃɟ, ɯɚɤɢɧɝ, Hacking), 
ɲɬɨ ɩɨɞɪɚɡɭɦɟɜɚ ɢ ɩɪɟɬɪɚɠɢɜɚʃɟ ɨɛɪɢɫɚɧɢɯ ɞɨɤɭɦɟɧɚɬɚ ɤɨʁɢ ɫɭ ɭ ɬɡɜ. 
„ɤɚɧɬɢ ɡɚ ɫɦɟʄɟ“ (Recycle Bin), ɨɞɧɨɫɧɨ ɭ ɩɪɨɫɬɨɪɭ ɡɚ ɫɤɥɚɞɢɲɬɟʃɟ 
ɨɛɪɢɫɚɧɢɯ ɞɨɤɭɦɟɧɚɬɚ ɢ ɢ-ɦɟʁɥɨɜɚ (Trash).5 ɉɪɢɛɚɜʂɚʃɟ ɨɛɚɜɟɲɬɚʁɧɢɯ 
ɩɨɞɚɬɚɤɚ ɯɚɤɟɪɢɫɚʃɟɦ ʁɟ ɩɨɡɧɚɬɢʁɟ ɤɚɨ HackInt (Hackers Intelligence) ɢ 
ɩɪɟɞɫɬɚɜʂɚ ʁɟɞɚɧ ɨɞ ɦɟɬɨɞɚ ɡɥɨɭɩɨɬɪɟɛɟ ɫɚɜɪɟɦɟɧɢɯ ɢɧɮɨɪɦɚɰɢɨɧɢɯ 
ɬɟɯɧɨɥɨɝɢʁɚ ɭ ɨɛɚɜɟɲɬɚʁɧɨɦ ɪɚɞɭ (ɬɡɜ. ItInt – Information  Technology 
Intelligence). ɂɚɤɨ ʁɟ ɪɟɱ ɨ ɟɥɟɤɬɪɨɧɫɤɢɦ ɦɚɬɟɪɢʁɚɥɢɦɚ ɤɨʁɢ ɫɭ ɨɛɪɢɫɚɧɢ 
ɢ ɫɦɟɲɬɟɧɢ ɭ „ɤɚɧɬɭ ɡɚ ɫɦɟʄɟ“, ɨɜɚʁ ɦɟɬɨɞ ɫɟ ɧɟ ɦɨɠɟ ɫɦɚɬɪɚɬɢ ɨɛɥɢɤɨɦ 
Trɚsh Intelligence ʁɟɪ ɧɟ ɩɨɞɪɚɡɭɦɟɜɚ ɤɥɚɫɢɱɧɨ ɩɪɟɬɪɚɠɢɜɚʃɟ ɫɦɟʄɚ ɢ 
ɨɬɩɚɞɚɤɚ ɩɨɫɟɞɨɜɚɨɰɚ ɨɛɚɜɟɲɬɚʁɧɢɯ ɫɚɡɧɚʃɚ. ɇɚɩɪɨɬɢɜ, ɪɟɱ ʁɟ ɨ ɮɨɪɦɢ 
ɬɡɜ. TechInt (Tehnical Intelligence) ɤɨʁɢ ɩɨɞɪɚɡɭɦɟɜɚ ɩɪɢɤɭɩʂɚʃɟ 
ɨɛɚɜɟɲɬɚʁɧɢɯ ɩɨɞɚɬɚɤɚ ɤɨɪɢɲʄɟʃɟɦ ɧɚʁɦɨɞɟɪɧɢʁɟ ɢɧɮɨɪɦɚɰɢɨɧɟ 
ɬɟɯɧɨɥɨɝɢʁɟ (ɜɢɞɢ: Ȼɚʁɚɝɢʄ, 2010: 135-137). 
ɂɧɚɱɟ, TrɚshInt ʁɟ ɦɟɬɨɞ ɤɨʁɢ ʁɟ ɬɪɚɞɢɰɢɨɧɚɥɧɨ ɜɟɨɦɚ ɡɚɫɬɭɩʂɟɧ 
ɚɥɢ ɤɨʁɢ, ɡɛɨɝ ɫɜɟɭɤɭɩɧɟ ɬɟɯɧɨɬɪɨɧɢɡɚɰɢʁɟ ɞɪɭɲɬɜɚ, ɩɨɫɬɚʁɟ ɫɜɟ 
ɡɚɫɬɭɩʂɟɧɢʁɢ ɢ ɦɚʃɟ ɚɤɬɭɟɥɚɧ ɭ ɨɞɧɨɫɭ ɧɚ ɫɜɟ ɪɚɡɜɢʁɟɧɢʁɢ ɦɟɬɨɞ Hack-
Int. 
 
Ɏɟɧɨɦɟɧɨɥɨɝɢʁɚ Trɚsh Intelligence 
 
ɉɪɟɦɚ ɩɪɢɪɨɞɢ ɩɨɞɚɬɚɤɚ ɤɨʁɢ ɫɟ ɩɪɢɤɭɩɚʂɚʁɭ, Trash Intelligence 
ɦɨɠɟ ɞɚ ɛɭɞɟ ɞɟɨ ɦɟɬɨɞɚ ɤɨʁɢ ɫɟ ɩɪɢɦɟʃɭʁɭ ɭ ɨɤɜɢɪɭ (ɭɩɨɪɟɞɢ ɫɚ: 
ȭɨɪɻɟɜɢʄ, 1987: 89-91): 
1. ɩɨɥɢɬɢɱɤɟ ɲɩɢʁɭɧɚɠɟ, ɤɚɞɚ ɫɟ ɨɛɚɜɟɲɬɚʁɧɢ ɩɨɞɚɰɢ 
ɩɪɢɤɭɩʂɚʁɭ ɡɚ ɩɨɬɪɟɛɟ ɞɨɧɨɫɢɥɚɰɚ ɩɨɥɢɬɢɱɤɢɯ ɨɞɥɭɤɚ ɢ 
ɡɚɲɬɢɬɟ ɧɚɰɢɨɧɚɥɧɢɯ ɢɧɬɟɪɟɫɚ ɫɨɩɫɬɜɟɧɟ ɡɟɦʂɟ (ɩɨɥɢɬɢɱɤɟ 
ɩɪɢɥɢɤɟ ɢ ɨɤɨɥɧɨɫɬɢ ɭ ɨɤɜɢɪɭ ɤɨɧɤɪɟɬɧɟ ɡɟɦʂɟ; ɩɥɚɧɨɜɢ ɢ 
ɨɞɥɭɤɟ ɫɬɪɚɧɢɯ ɜɥɚɞɚ; ɩɥɚɧɨɜɢ ɢ ɨɞɥɭɤɟ ɨɪɝɚɧɚ ɦɟɻɭɧɚɪɨɞɧɢɯ 
ɨɪɝɚɧɢɡɚɰɢʁɚ; ɩɥɚɧɨɜɢ ɪɟɮɨɪɦɟ ɞɪɠɚɜɧɟ ɚɞɦɢɧɢɫɬɪɚɰɢʁɟ; 
ɨɞɥɭɤɟ ɡɟɦʂɟ ɭ ɜɟɡɢ ɫɚ ɦɟɻɭɧɚɪɨɞɧɢɦ ɢɧɬɟɝɪɚɰɢʁɚɦɚ; ɨɞɥɭɤɟ 
ɨ ɭɜɨɻɟʃɭ ɟɤɨɧɨɦɫɤɢɯ, ɩɨɥɢɬɢɱɤɢɯ ɢ ɞɪɭɝɢɯ ɫɚɧɤɰɢʁɚ; 
ɫɦɟɪɧɢɰɟ ɢ ɫɬɚɜɨɜɢ ɭ ɩɨɝɥɟɞɭ ɜɨɻɟʃɚ ɫɩɨʂɧɟ ɩɨɥɢɬɢɤɟ; 
ɩɪɨɰɟɧɟ ɨ ɫɬɚʃɭ ɭɧɭɬɪɚɲʃɟ ɩɨɥɢɬɢɱɤɟ ɫɰɟɧɟ ɤɨɧɤɪɟɬɧɟ 
                                                 
5 Ɉ ɨɜɚɤɜɢɦ ɜɪɫɬɚɦɚ ɡɥɨɭɩɨɬɪɟɛɟ ɨɩɲɢɪɧɢʁɟ ɭ: ɉɟɬɪɨɜɢʄ (2001); Ɇɚɬɢʄ, Ɇɢʂɤɨɜɢʄ (2013). 
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ɞɪɠɚɜɟ; ɥɢɱɧɢ ɩɨɞɚɰɢ ɨ ɩɨɥɢɬɢɱɤɢɦ, ɜɨʁɧɢɦ ɢ ɟɤɨɧɨɦɫɤɢɦ 
ɥɢɞɟɪɢɦɚ ɡɟɦʂɟ ɢ ɫɥ.); 
2. ɟɤɨɧɨɦɫɤɟ ɲɩɢʁɭɧɚɠɟ, ɤɚɞɚ ɫɟ ɨɛɚɜɟɲɬɚʁɧɢ ɩɨɞɚɰɢ 
ɩɪɢɤɭɩʂɚʁɭ ɡɚ ɩɨɬɪɟɛɟ ɩɪɨʁɟɤɬɨɜɚʃɚ ɧɚɰɢɨɧɚɥɧɟ ɟɤɨɧɨɦɢʁɟ ɢ 
ɪɟɚɥɢɡɨɜɚʃɚ ɧɚɰɢɨɧɚɥɧɢɯ ɢɧɬɟɪɟɫɚ ɫɨɩɫɬɜɟɧɟ ɡɟɦʂɟ 
(ɟɤɨɧɨɦɫɤɨ ɫɬɚʃɟ, ɟɤɨɧɨɦɫɤɢ ɢ ɛɭʇɟɬɫɤɢ ɩɪɨɛɥɟɦɢ ɩɪɟɞɦɟɬɧɟ 
ɡɟɦʂɟ; ɫɩɨʂɧɚ ɢ ɭɧɭɬɪɚɲʃɚ ɞɭɝɨɜɚʃɚ ɡɟɦʂɟ; ɡɚɞɭɠɟɧɨɫɬ 
ɝɪɚɻɚɧɚ ɢ ɩɪɢɜɪɟɞɟ ɤɨɞ ɞɨɦɚʄɢɯ ɢ ɫɬɪɚɧɢɯ ɛɚɧɚɤɚ; ɩɥɚɧɢɪɚɧɨ 
ɭɱɟɫɬɜɨɜɚʃɟ ɭ ɦɟɻɭɧɚɪɨɞɧɢɦ ɟɤɨɧɨɦɫɤɢɦ ɩɪɨʁɟɤɬɢɦɚ; 
ɩɪɨʁɟɤɬɨɜɚɧɚ ɢɧɮɥɚɰɢʁɚ, ɩɪɢɯɨɞɢ ɢ ɪɚɫɯɨɞɢ ɞɪɠɚɜɟ ɢ ɫɥ.); 
3. ɜɨʁɧɟ ɲɩɢʁɭɧɚɠɟ, ɤɚɞɚ ɫɟ ɨɛɚɜɟɲɬɚʁɧɢ ɩɨɞɚɰɢ ɩɪɢɤɭɩʂɚʁɭ ɡɚ 
ɩɨɬɪɟɛɟ ɩɪɨʁɟɤɬɨɜɚʃɚ ɢ ɩɥɚɧɢɪɚʃɚ ɫɢɫɬɟɦɚ ɨɞɛɪɚɧɟ 
ɫɨɩɫɬɜɟɧɟ ɡɟɦʂɟ (ɫɚɫɬɚɜ, ɤɜɚɥɢɬɟɬ, ɨɛɭɱɟɧɨɫɬ, ɨɩɪɟɦʂɟɧɨɫɬ ɢ 
ɤɨɦɭɧɢɤɚɰɢʁɟ ɜɨʁɫɤɟ ɤɨɧɤɪɟɬɧɟ ɞɪɠɚɜɟ; ɬɚʁɧɢ ɩɪɨɝɪɚɦɢ 
ɪɚɡɜɨʁɚ ɫɚɜɪɟɦɟɧɨɝ ɧɚɨɪɭɠɚʃɚ ɢ ɨɩɪɟɦɟ; ɦɨɛɢɥɢɡɚɰɢʁɫɤɢ 
ɩɥɚɧɨɜɢ; ɩɥɚɧɨɜɢ ɚɧɝɚɠɨɜɚʃɚ ɭ ɦɭɥɬɢɧɚɰɢɨɧɚɥɧɢɦ 
ɦɢɪɨɜɧɢɦ ɨɩɟɪɚɰɢʁɚɦɚ ɢ ɜɨʁɧɢɦ ɛɥɨɤɨɜɢɦɚ ɢɬɞ.); 
4. ɢɧɞɭɫɬɪɢʁɫɤɟ ɲɩɢʁɭɧɚɠɟ, ɤɚɞɚ ɫɟ ɨɛɚɜɟɲɬɚʁɧɢ ɩɨɞɚɰɢ 
ɩɪɢɤɭɩʂɚʁɭ ɡɚ ɩɨɬɪɟɛɟ ɩɪɨʁɟɤɬɨɜɚʃɚ ɩɥɚɧɨɜɚ ɢ ɪɟɚɥɢɡɨɜɚʃɚ 
ɢɧɬɟɪɟɫɚ ɩɨʁɟɞɢɧɢɯ ɩɪɢɜɪɟɞɧɢɯ ɫɭɛʁɟɤɚɬɚ (ɩɚɬɟɧɬɢ, ɢɧɨɜɚɰɢʁɟ 
ɢ ɧɨɜɚ ɬɟɯɧɢɱɤɚ ɪɟɲɟʃɚ; ɧɨɜɢ ɬɟɯɧɨɥɨɲɤɢ ɩɪɨɰɟɫɢ; ɧɨɜɢ 
ɦɚɬɟɪɢʁɚɥɢ; ɩɪɨʁɟɤɬɢ ɧɨɜɢɯ ɩɪɨɢɡɜɨɞɚ; ɩɥɚɧɨɜɢ ɨɫɜɚʁɚʃɚ 
ɧɨɜɢɯ ɬɪɠɢɲɬɚ ɢɬɞ.); 
5. ɩɪɢɜɚɬɧɟ ɢɫɬɪɚɠɢɬɟʂɫɤɟ ɞɟɥɚɬɧɨɫɬɢ, ɤɨʁɟ ɫɩɪɨɜɨɞɟ 
ɩɪɢɜɚɬɧɢ ɢɫɬɪɚɠɢɬɟʂɢ (ɞɟɬɟɤɬɢɜɢ) ɧɚ ɡɚɯɬɟɜ ɨɞɪɟɻɟɧɢɯ 
ɤɥɢʁɟɧɚɬɚ, ɩɨ ɤɨɦɟɪɰɢʁɚɥɧɨɦ ɨɫɧɨɜɭ („ɛɪɚɱɧɟ ɢɫɬɪɚɝɟ, 
ɩɨɪɨɞɢɱɧɟ ɢɫɬɪɚɝɟ, ɩɚɪɧɢɱɧɟ ɢɫɬɪɚɝɟ, ɢɫɬɪɚɝɟ ɞɢɫɰɢɩɥɢɧɟ ɧɚ 
ɪɚɞɭ ɢ ɢɫɬɪɚɝɟ ɨɫɢɝɭɪɚʃɚ, ɪɚɞɢ ɭɬɜɪɻɢɜɚʃɚ ɜɚɧɛɪɚɱɧɢɯ ɜɟɡɚ, 
ɧɟɫɬɚɧɤɚ ɱɥɚɧɚ ɩɨɪɨɞɢɰɟ, ɩɪɚɬʃɟ ɢ ɩɪɢɫɦɨɬɪɟ ɞɟɰɟ, 
ɭɬɜɪɻɢɜɚʃɚ ɤɨɧɬɚɤɬɚ ɪɨɞɢɬɟʂɚ ɢ ɞɟɰɟ ɤɚɞɚ ʁɟ ɬɨ ɫɭɞɫɤɢ 
ɡɚɛɪɚʃɟɧɨ, ɢɫɬɪɚɠɧɟ ɭɫɥɭɝɟ ɭ ɨɤɜɢɪɭ ɩɚɪɧɢɰɚ, ɩɪɢɤɭɩʂɚʃɟ 
ɞɨɤɚɡɚ ɡɚ ɩɨɬɪɟɛɟ ɨɞɛɪɚɧɟ ɨɩɬɭɠɟɧɨɝ, ɢɫɬɪɚɠɢɜɚʃɟ 
ɞɢɫɰɢɩɥɢɧɟ ɧɚ ɪɚɞɭ, ɢɫɬɪɚɠɢɜɚʃɟ ɨɩɪɚɜɞɚɧɨɫɬɢ ɡɚɯɬɟɜɚ ɡɚ 
ɧɚɤɧɚɞɭ ɲɬɟɬɟ, ɭɬɜɪɻɢɜɚʃɟ ɫɬɜɚɪɧɨɝ ɢɦɨɜɢɧɫɤɨɝ ɫɬɚʃɚ ɥɢɰɚ 
ɢɬɞ.“ (Ʉɟɫɢʄ, 2008: 61í63), ɚɥɢ ɢ ɩɪɨɧɚɥɚɠɟʃɟ ɢɡɝɭɛʂɟɧɢɯ 
ɢɥɢ ɭɤɪɚɞɟɧɢɯ ɫɬɜɚɪɢ, ɛɟɡɛɟɞɧɨɫɧɨ ɩɪɨɜɟɪɚɜɚʃɟ ɥɢɰɚ, 
ɪɚɫɜɟɬʂɚɜɚʃɟ ɤɪɢɜɢɱɧɢɯ ɞɟɥɚ ɤɨʁɚ ɫɟ ɝɨɧɟ ɩɨ ɩɪɢɜɚɬɧɨʁ 
ɬɭɠɛɢ ɢ ɫɥɭɠɛɟɧɨʁ ɞɭɠɧɨɫɬɢ) ɢɬɞ. 
ɋɥɟɞɟʄɟ ɜɚɠɧɨ ɩɢɬɚʃɟ ʁɟ ɲɬɚ ɫɟ ɫɜɟ ɦɨɠɟ ɩɪɨɧɚʄɢ ɭ ɫɦɟʄɭ, ɚ ɞɚ 
ɦɨɠɟ ɞɚ ɛɭɞɟ ɡɧɚɱɚʁɧɨ ɡɚ ɛɟɡɛɟɞɧɨɫɧɨ-ɨɛɚɜɟɲɬɚʁɧɢ ɪɚɞ. ɉɪɟ ɫɜɟɝɚ, ɬɨ 
ɦɨɝɭ ɞɚ ɛɭɞɭ ɢɡɜɨɪɢ ɨɛɚɜɟɲɬɚʁɧɢɯ ɫɚɡɧɚʃɚ ɨ ɩɪɢɜɚɬɧɨɦ ɠɢɜɨɬɭ ɢɥɢ ɭ 
ɜɟɡɢ ɫɚ ɫɥɭɠɛɟɧɢɦ ɚɧɝɚɠɦɚɧɨɦ ɥɢɰɚ ɤɨʁɟ ʁɟ ɩɪɟɞɦɟɬ ɨɛɪɚɞɟ ɢɥɢ ɥɢɰɚ ɫɚ 
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ɤɨʁɢɦ ɩɪɟɞɦɟɬ ɨɛɪɚɞɟ ɢɦɚ ɤɨɧɬɚɤɬɟ (ɭɩɨɪɟɞɢ ɫɚ: Wilding, 2006: 88). 
ɇɚɢɦɟ, ɥɢɰɟ ɤɨʁɟ ɩɨɫɟɞɭʁɟ ɨɛɚɜɟɲɬɚʁɧɚ ɫɚɡɧɚʃɚ, ɥɢɰɟ ɤɨʁɟ ʁɟ ɫɚ ʃɢɦ ɭ 
ɧɟɩɨɫɪɟɞɧɨɦ ɤɨɧɬɚɤɬɭ ɭ ʃɟɝɨɜɨɦ ɞɨɦɭ (ɱɥɚɧ ɩɨɪɨɞɢɰɟ) ɢɥɢ 
ɤɚɧɰɟɥɚɪɢʁɢ (ɤɨɥɟɝɚ, ɪɚɞɧɢɤ ɧɚ ɨɞɪɠɚɜɚʃɭ ɱɢɫɬɨʄɟ) ɦɨɝɭ ɫɥɭɱɚʁɧɨ ɢɥɢ 
ɧɚɦɟɪɧɨ ɞɚ ɛɚɰɟ ɭ ɤɚɧɬɭ ɡɚ ɫɦɟʄɟ ɢɡɜɟɫɧɟ ɩɪɟɞɦɟɬɟ ɢɥɢ ɞɨɤɭɦɟɧɬɟ ɤɨʁɢ 
ɫɭ ɢɡɜɨɪ ɜɚɠɧɢɯ ɫɚɡɧɚʃɚ. ɉɪɟ ɫɜɟɝɚ, ɪɟɱ ʁɟ ɨ: 
x ɩɨɜɟɪʂɢɜɢɦ ɞɨɤɭɦɟɧɬɢɦɚ ɞɪɠɚɜɧɢɯ ɨɪɝɚɧɚ ɧɚ ɤɨʁɢɦɚ 
ɩɪɟɞɦɟɬɧɨ ɥɢɰɟ ɪɚɞɢ (ɨɪɢɝɢɧɚɥɢ/ɤɨɩɢʁɟ; ɪɚɞɧɟ/ɡɚɜɪɲɧɟ 
ɜɟɪɡɢʁɟ; ɭ ɲɬɚɦɩɚɧɨɦ/ɟɥɟɤɬɪɨɧɫɤɨɦ ɨɛɥɢɤɭ; ɢɧɞɢɝɚ ɤɨʁɚ ɫɭ 
ɤɨɪɢɲʄɟɧɚ ɡɚ ɩɪɚɜʂɟʃɟ ɞɭɩɥɢɤɚɬɚ ɞɨɤɭɦɟɧɚɬɚ, ɚ ɫɚ ɤɨʁɢɯ ʁɟ 
ɦɨɝɭʄɟ ɩɪɨɱɢɬɚɬɢ ɫɚɞɪɠɚʁ ɞɨɤɭɦɟɧɬɚ ɢɬɞ.); 
x ɫɥɭɠɛɟɧɢɦ ɞɨɤɭɦɟɧɬɢɦɚ ɞɪɠɚɜɧɢɯ ɨɪɝɚɧɚ, ɩɪɢɜɪɟɞɧɢɯ 
ɫɭɛʁɟɤɚɬɚ, ɧɚɭɱɧɢɯ ɢ ɫɥɢɱɧɢɯ ɢɧɫɬɢɬɭɰɢʁɚ ɧɚ ɤɨʁɢɦɚ 
ɩɪɟɞɦɟɬɧɨ ɥɢɰɟ ɪɚɞɢ, ɚ ɤɨʁɢ ɧɟ ɦɨɪɚʁɭ ɞɚ ɛɭɞɭ ɩɨɜɟɪʂɢɜɟ 
ɩɪɢɪɨɞɟ (ɢɡɜɟɲɬɚʁɢ, ɩɥɚɧɨɜɢ, ɩɪɨɰɟɧɟ, ɫɩɢɫɤɨɜɢ ɪɚɞɧɢɤɚ ɢ 
ɫɥ.); 
x ɞɨɤɭɦɟɧɬɚɰɢʁɢ ɫɚ ɥɢɱɧɢɦ ɩɨɞɚɰɢɦɚ ɩɪɟɞɦɟɬɧɨɝ ɥɢɰɚ (ɤɭʄɧɢ 
ɪɚɱɭɧɢ, ɮɚɤɬɭɪɟ, ɛɚɧɤɨɜɧɚ ɞɨɤɭɦɟɧɬɚɰɢʁɚ, ɨɛɚɜɟɲɬɟʃɚ 
ɱɥɚɧɨɜɢɦɚ ɤɥɭɛɨɜɚ, ɟɤɨɧɨɦɫɤɨ-ɩɪɨɩɚɝɚɧɞɧɢ ɦɚɬɟɪɢʁɚɥ ɤɨʁɢ ɫɟ 
ɞɨɫɬɚɜʂɚ ɧɚ ɤɭʄɧɭ ɚɞɪɟɫɭ, ɦɟɞɢɰɢɧɫɤɚ ɞɨɤɭɦɟɧɬɚɰɢʁɚ ɢɬɞ.); 
x ɥɢɱɧɢɦ ɩɪɟɞɦɟɬɢɦɚ ɥɢɰɚ (ɮɨɬɨɝɪɚɮɢʁɚ, ɪɭɱɧɢ ɱɚɫɨɜɧɢɤ ɫɚ 
ɩɨɫɜɟɬɨɦ, ɥɢɱɧɟ ɡɚɛɟɥɟɲɤɟ, ɥɢɱɧɢ ɞɧɟɜɧɢɤ, ɬɟɥɟɮɨɧɫɤɢ 
ɢɦɟɧɢɤ ɢɬɞ.); 
x ɩɪɟɞɦɟɬɢɦɚ ɫɚ ɤɨʁɢɯ ʁɟ ɦɨɝɭʄɟ ɢɡɭɡɟɬɢ ȾɇɄ, ɤɚɨ ɲɬɨ ɫɭ 
ɞɟɥɨɜɢ ɨɞɟʄɟ, ɨɛɭʄɟ ɢ ɯɢɝɢʁɟɧɫɤɢɯ ɫɪɟɞɫɬɚɜɚ (ɜɟɲ, ɱɚɪɚɩɟ, 
ɤɚɩɚ, ɯɢɝɢʁɟɧɫɤɢ ɭɥɨɲɰɢ, ɩɟɥɟɧɟ, ɱɟɲɚʂ, ɱɟɬɤɢɰɚ ɡɚ ɡɭɛɟ, 
ɩɪɟɡɟɪɜɚɬɢɜɢ, ɦɚɪɚɦɢɰɟ, ɯɢɝɢʁɟɧɫɤɢ ɩɚɩɢɪ, ɯɢɝɢʁɟɧɫɤɢ 
ɲɬɚɩɢʄ ɢ ɫɥ.), ɧɚ ɤɨʁɢɦɚ ɫɟ ɧɚɥɚɡɟ ɬɟɥɟɫɧɟ ɬɟɱɧɨɫɬɢ ɢ ɞɪɭɝɢ 
ȾɇɄ ɦɚɬɟɪɢʁɚɥ (ɡɧɨʁ, ɩʂɭɜɚɱɤɚ, ɤɪɜ, ɫɩɟɪɦɚ, ɢɡɦɟɬ, ɦɨɤɪɚʄɚ, 
ɤɨɫɚ, ɞɥɚɤɟ, ɤɪɜɧɢ ɭɝɪɭɲɰɢ, ɤɨɠɧɟ ɨɝɭʂɨɬɢɧɟ, ɩɪʂɚɜɲɬɢɧɚ 
ɢɡ ɤɚɞɟ ɢɬɞ.). Ɉɜɚʁ ɜɢɞ Trɚsh Intelligence ɩɨɡɧɚɬɢʁɢ ʁɟ ɤɚɨ Or-
dure Intelligence (OrdInt); 
x ɨɫɬɚɥɢɦ ɩɪɟɞɦɟɬɢɦɚ (ɪɚɱɭɧɢ ɢɡ ɪɟɫɬɨɪɚɧɚ, ɯɨɬɟɥɚ, ɫɚ 
ɧɚɩɥɚɬɧɢɯ ɪɚɦɩɢ, ɩɪɚɡɧɟ ɥɢɦɟɧɤɟ ɢ ɮɥɚɲɟ, ɨɩɭɲɰɢ ɰɢɝɚɪɟɬɚ, 
ɰɟɞɭʂɟ ɫɚ ɡɚɛɟɥɟɲɤɚɦɚ, ɢɝɥɟ, ɲɩɪɢɰɟɜɢ, ɤɭɬɢʁɟ ɥɟɤɨɜɚ ɢ ɫɥ.) 
ɫɚ ɤɨʁɢɯ ʁɟ ɦɨɝɭʄɟ ɢɡɭɡɟɬɢ ɨɬɢɫɤɟ ɩɪɫɬɢʁɭ ɥɢɰɚ, ɚɧɚɥɢɡɢɪɚɬɢ 
ɤɪɟɬɚʃɟ, ɫɤɥɨɧɨɫɬɢ, ɧɚɜɢɤɟ ɢ ɩɨɪɨɤɟ ɩɨʁɟɞɢɧɚɰɚ, ɚɥɢ ɢ 
ʃɢɯɨɜɟ ɩɥɚɧɨɜɟ. 
ɇɚʁɡɚɞ, ɜɚʂɚ ɩɨɦɟɧɭɬɢ ɢ ɧɚɱɢɧɟ ɩɪɢɤɭɩʂɚʃɚ ɨɛɚɜɟɲɬɚʁɧɢɯ 
ɩɨɞɚɬɚɤɚ ɦɟɬɨɞɨɦ Trɚsh Intelligence. 
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ɇɚɱɟɥɧɨ, ɩɨɞɚɰɢ ɫɟ ɩɪɢɤɭɩʂɚʁɭ ɭɡɢɦɚʃɟɦ ɢɡ ɩɨɫɭɞɟ ɡɚ ɫɦɟʄɟ 
ɢɥɢ ɫɚ ɞɟɩɨɧɢʁɟ ɢ ɨɞɧɨɲɟʃɟɦ ɧɚ ɞɚʂɭ ɚɧɚɥɢɡɭ, ɨɞɧɨɫɧɨ ɨɩɟɪɚɬɢɜɧɢɦ 
ɢɥɢ ɢɫɬɪɚɠɧɢɦ (ɤɪɢɜɢɱɧɨɩɪɨɰɟɫɧɢɦ) ɮɢɤɫɢɪɚʃɟɦ. 
ɍ ɩɪɜɨɦ ɫɥɭɱɚʁɭ, ɦɚɬɟɪɢʁɚɥ ɫɟ ɭɡɢɦɚ ɬɚɤɨ ɲɬɨ ɫɟ: 
x ɨɞɧɨɫɢ ɰɟɥɚ ɩɨɫɭɞɚ ɡɚ ɫɦɟʄɟ, ɚ ɭɦɟɫɬɨ ʃɟ ɩɨɫɬɚɜʂɟ ɩɨɫɭɞɚ 
ɢɞɟɧɬɢɱɧɨɝ ɢɡɝɥɟɞɚ; 
x ɨɞɧɨɫɢ ɫɚɞɪɠɚʁ ɩɨɫɭɞɟ ɡɚ ɫɦɟʄɟ, ɚ ɭɦɟɫɬɨ ʃɟɝɚ ɭ ɩɨɫɭɞɭ 
ɭɛɚɰɭʁɟ ɞɪɭɝɢ ɫɚɞɪɠɚʁ; 
x ɨɞɧɨɫɢ ɫɚɞɪɠɚʁ ɩɨɫɭɞɟ ɡɚ ɫɦɟʄɟ ɤɨʁɚ ɨɫɬɚʁɟ ɩɪɚɡɧɚ, ɬɚɤɨ ɞɚ ɫɟ 
ɫɬɢɱɟ ɭɬɢɫɚɤ ɞɚ ɫɭ ɪɚɞɧɢɰɢ ɧɚ ɨɞɪɠɚɜɚʃɭ ɯɢɝɢʁɟɧɟ ɢɥɢ 
ɪɚɞɧɢɰɢ ɝɪɚɞɫɤɟ ɱɢɫɬɨʄɟ „ɨɛɚɜɢɥɢ ɫɜɨʁ ɩɨɫɚɨ“; 
x ɨɞɧɨɫɢ ɫɚɦɨ ɫɚɞɪɠɚʁ ɤɨʁɢ ʁɟ ɧɨɫɢɥɚɰ ɢɡɜɟɫɧɢɯ ɨɛɚɜɟɲɬɚʁɧɢɯ 
ɫɚɡɧɚʃɚ, ɲɬɨ ɫɟ ɪɟɬɤɨ ɩɪɢɦɟʃɭʁɟ (ʁɟɪ ɥɢɰɟ ɦɨɠɟ ɞɚ ɩɨɬɪɚɠɢ 
ɦɚɬɟɪɢʁɚɥ ɤɨʁɢ ʁɟ ɛɚɰɢɥɨ ɭ ɫɦɟʄɟ). 
ɍ ɧɚɜɟɞɟɧɢɦ ɫɢɬɭɚɰɢʁɚɦɚ ɥɢɰɟ ɤɨʁɟ ɩɨɫɟɞɭʁɟ ɨɛɚɜɟɲɬɚʁɧɚ 
ɫɚɡɧɚʃɚ ɤɨʁɚ ʁɟ ɨɞɥɨɠɢɥɨ ɭ ɫɦɟʄɟ ɦɨɠɟ ɞɚ ɩɨɫɭɦʃɚ ɞɚ ɫɭ ɨɧɚ ɞɨɲɥɚ ɭ 
ɩɨɫɟɞ ɬɪɟʄɢɯ ɥɢɰɚ. ɂɩɚɤ, ɭ ɬɨ ɧɟ ɦɨɠɟ ɞɚ ɛɭɞɟ ɚɩɫɨɥɭɬɧɨ ɫɢɝɭɪɧɨ, ʁɟɪ ɡɚ 
ɬɨ ɧɟ ɩɨɫɬɨʁɟ ɧɟɞɜɨɫɦɢɫɥɟɧɢ ɩɨɤɚɡɚɬɟʂɢ. 
ɍ ɞɪɭɝɨɦ ɫɥɭɱɚʁɭ ɦɚɬɟɪɢʁɚɥ ɫɟ ɩɪɨɧɚɥɚɡɢ ɢ ɮɢɤɫɢɪɚ ɭ ɨɩɟ-
ɪɚɬɢɜɧɨʁ ɢɥɢ ɭ ɢɫɬɪɚɠɧɨʁ (ɤɪɢɜɢɱɧɨɩɪɨɰɟɫɧɨʁ) ɮɨɪɦɢ. ɍ ɨɩɟɪɚɬɢɜɧɨʁ 
ɮɨɪɦɢ ɦɚɬɟɪɢʁɚɥ ɫɟ ɮɢɤɫɢɪɚ: ɫɧɢɦɚʃɟɦ (ɮɨɬɨ, ɜɢɞɟɨ, ɤɨɩɢɪɚʃɟɦ), 
ɩɪɟɩɢɫɢɜɚʃɟɦ ɫɚɞɪɠɚʁɚ, ɭɡɨɪɤɨɜɚʃɟɦ ɞɟɥɚ ɛɢɨɥɨɲɤɨɝ ɦɚɬɟɪɢʁɚɥɚ ɢɡ 
ɩɨɫɭɞɟ ɡɚ ɫɦɟʄɟ ɢɥɢ ɫɚ ɞɟɩɨɧɢʁɟ ɪɚɞɢ ɚɧɚɥɢɡɟ ɢ ɜɟɲɬɚɱɟʃɚ ɢ ɜɪɚʄɚʃɟɦ 
ɮɢɤɫɢɪɚɧɨɝ ɫɚɞɪɠɚʁɚ ɧɚ ɦɟɫɬɨ ɫɚ ɤɨɝɚ ʁɟ ɭɡɟɬɨ. Ɉɜɞɟ ʁɟ ɧɚʁɦɚʃɚ ɦɨ-
ɝɭʄɧɨɫɬ ɞɚ ɥɢɰɟ ɤɨʁɟ ɩɨɫɟɞɭʁɟ ɨɛɚɜɟɲɬɚʁɧɚ ɫɚɡɧɚʃɚ ɤɨʁɚ ʁɟ ɨɞɥɨɠɢɥɨ ɭ 
ɫɦɟʄɟ „ɩɪɨɜɚɥɢ“ ɞɚ ɫɭ ɨɧɚ ɞɨɲɥɚ ɭ ɩɨɫɟɞ ɬɪɟʄɢɯ ɥɢɰɚ, ʁɟɪ ʄɟ ɬɚʁ 
ɦɚɬɟɪɢʁɚɥ ɩɪɨɧɚʄɢ ɭ ɩɨɫɭɞɢ ɡɚ ɫɦɟʄɟ ɭɤɨɥɢɤɨ ɫɟ ɩɪɢɫɟɬɢ ɞɚ ɝɚ ʁɟ 
ɝɪɟɲɤɨɦ ɬɚɦɨ ɨɞɥɨɠɢɥɨ. 
Ɇɟɻɭɬɢɦ, ɭɤɨɥɢɤɨ ɫɟ ɦɚɬɟɪɢʁɚɥ ɮɢɤɫɢɪɚ ɭ ɩɪɨɰɟɫɧɨʁ (ɢɫɬɪɚɠɧɨʁ) 
ɮɨɪɦɢ (ɩɪɟɬɪɟɫɚʃɟ ɩɪɨɫɬɨɪɢʁɚ, ɭɜɢɻɚʁ ɥɢɰɚ ɦɟɫɬɚ, ɭɡɨɪɤɨɜɚʃɟ 
ɦɚɬɟɪɢʁɚɥɚ ɩɪɢɥɢɤɨɦ ɭɜɢɻɚʁɚ ɢɥɢ ɩɪɟɬɪɟɫɚʃɚ ɩɪɨɫɬɨɪɢʁɚ ɢ ʃɟɝɨɜɨ 
ɫɥɚʃɟ ɧɚ ɜɟɲɬɚɱɟʃɟ), ɥɢɰɭ ɤɨʁɟ ʁɟ ɨɛɚɜɟɲɬɚʁɧɚ ɫɚɡɧɚʃɚ ɨɞɥɨɠɢɥɨ ɭ 
ɫɦɟʄɟ ɛɢʄɟ ʁɚɫɧɨ ɞɚ ʁɟ ɩɪɟɞɦɟɬɧɢ ɦɚɬɟɪɢʁɚɥ ɭ ɩɨɫɟɞɭ ɞɪɠɚɜɧɨɝ ɨɪɝɚɧɚ. 
ɍ ɭɥɨɡɢ „ɤɨɩɚɱɚ ɩɨ ɫɦɟʄɭ“ ɩɨɫɟɞɨɜɚɨɰɚ ɡɧɚɱɚʁɧɢɯ ɨɛɚɜɟɲɬɚʁɧɢɯ 
ɫɚɡɧɚʃɚ ɦɨɝɭ ɞɚ ɫɟ ɧɚɻɭ ɪɚɡɧɚ ɥɢɰɚ. Ɍɨ ɦɨɝɭ ɞɚ ɛɭɞɭ ɨɩɟɪɚɬɢɜɰɢ 
ɛɟɡɛɟɞɧɨɫɧɨ-ɨɛɚɜɟɲɬɚʁɧɢɯ ɚɝɟɧɰɢʁɚ ɩɪɟɪɭɲɟɧɢ ɭ ɪɚɞɧɢɤɟ ɝɪɚɞɫɤɟ 
ɱɢɫɬɨʄɟ ɢɥɢ ɪɚɞɧɢɤɟ ɧɚ ɨɞɪɠɚɜɚʃɭ ɯɢɝɢʁɟɧɟ ɭ ɨɛʁɟɤɬɢɦɚ; ɡɚɜɪɛɨɜɚɧɢ 
ɪɚɞɧɢɰɢ ɝɪɚɞɫɤɟ ɱɢɫɬɨʄɟ ɢɥɢ ɪɚɞɧɢɰɢ ɧɚ ɨɞɪɠɚɜɚʃɭ ɯɢɝɢʁɟɧɟ ɭ 
ɨɛʁɟɤɬɢɦɚ ɤɨʁɢɦɚ ʁɟ ɬɨ ɡɚɞɚɬɚɤ; ɡɚɜɪɛɨɜɚɧɚ „ɬɪɟʄɚ ɥɢɰɚ“ (ɫɤɢɬɧɢɰɟ, 
ɩɪɨɫʁɚɰɢ, ɜɚɧɞɚɥɢ ɢɬɞ.). 
Ⱦɨ ɧɟɤɢɯ ɦɚɬɟɪɢʁɚɥɚ ɢɡ ɩɨɫɭɞɚ ɡɚ ɫɦɟʄɟ ɦɨɝɭ ɞɚ ɞɨɻɭ ɫɚɦɨ ɥɢɰɚ 
ɤɨʁɚ ɫɭ ɡɚɩɨɫɥɟɧɚ ɭ ɨɛʁɟɤɬɭ ɭ ɤɨɦɟ ɧɚɫɬɚʁɟ ɢɡɜɨɪ ɨɛɚɜɟɲɬɚʁɧɢɯ ɫɚɡɧɚʃɚ ɢ 
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ɭ ɤɨɦɟ ɫɟ ɨɧ ɭɧɢɲɬɚɜɚ (ɧɩɪ., ɫɚɦɨ ɪɚɞɧɢɤ (ɯɢɝɢʁɟɧɢɱɚɪ, ɚɞɦɢ-
ɧɢɫɬɪɚɬɢɜɚɰ, ɨɩɟɪɚɬɢɜɚɰ, ɪɚɞɧɢɤ ɫɥɭɠɛɟ ɨɛɟɡɛɟɻɟʃɚ ɢ ɫɥ.) ɦɨɠɟ ɞɚ ɞɨɻɟ 
ɞɨ ɨɬɩɚɞɚ ɤɨʁɢ ɧɚɫɬɚʁɟ ɭ ɬɡɜ. „ɫɟɰɤɚɥɢɰɚɦɚ“ – ɦɚɲɢɧɚɦɚ ɡɚ ɭɧɢɲɬɚɜɚʃɟ 
(ɫɟɰɤɚʃɟ) ɞɨɤɭɦɟɧɬɚɰɢʁɟ, ɨɞɧɨɫɧɨ ɭ ɬɡɜ. „ɝɨɪɢɨɧɢɰɚɦɚ“ – ɭɪɟɻɚʁɢɦɚ ɡɚ 
ɫɩɚʂɢɜɚʃɟ ɞɨɤɭɦɟɧɚɬɚ, ɤɨʁɢ ɩɨɫɟɛɧɢɦ ɦɟɬɨɞɢɦɚ ɦɨɝɭ ɞɚ ɫɟ 
ɪɟɤɨɧɫɬɪɭɢɲɭ, ɨɞɧɨɫɧɨ ɞɚ ɫɟ ɨɱɢɬɚ ɫɚɞɪɠɚʁ ɬɟɤɫɬɨɜɚ ɫɚ ʃɢɯɨɜɢɯ 
ɨɫɬɚɬɚɤɚ). 
Ⱦɚʂɟ, ɩɪɢɤɭɩʂɚʃɭ ɨɛɚɜɟɲɬɚʁɧɢɯ ɫɚɡɧɚʃɚ ɩɪɟɬɪɚɠɢɜɚʃɟɦ ɫɦɟ-
ʄɚ ɪɟɞɨɜɧɨ ɩɪɢɛɟɝɚɜɚʁɭ ɩɪɢɜɚɬɧɢ ɢɫɬɪɚɠɢɬɟʂɢ ɢ ɧɨɜɢɧɚɪɢ (Wilding, 
2006: 87). 
ɇɚʁɡɚɞ, ɩɨɫɟɛɧɨ ɫɭ ɡɧɚɱɚʁɧɢ ɩɪɢɩɚɞɧɢɰɢ ɨɪɝɚɧɢɡɨɜɚɧɢɯ ɤɪɢ-
ɦɢɧɚɥɧɢɯ ɝɪɭɩɚ ɢ ɬɟɪɨɪɢɫɬɢɱɤɢɯ ɨɪɝɚɧɢɡɚɰɢʁɚ ɤɨʁɟ ɩɨɦɨʄɭ Trash Intelli-
gence ɧɚɫɬɨʁɟ ɞɚ ɞɨɻɭ ɞɨ ɩɨɞɚɬɚɤɚ ɨ ɬɨɤɭ ɢ ɪɟɡɭɥɬɚɬɢɦɚ ɨɛɚɜɟɲɬɚʁɧɨ-
ɛɟɡɛɟɞɧɨɫɧɢɯ ɨɛɪɚɞɚ ɢ ɢɫɬɪɚɝɚ ɤɨʁɟ ɫɩɪɨɜɨɞɟ ɞɪɠɚɜɧɢ ɨɪɝɚɧɢ, ɨ 
ɩɪɢɩɚɞɧɢɰɢɦɚ ɫɟɤɬɨɪɚ ɛɟɡɛɟɞɧɨɫɬɢ ɢ ɩɪɚɜɨɫɭɻɚ ɤɨʁɢ ɭɱɟɫɬɜɭʁɭ ɭ ɬɚɤɜɢɦ 
ɚɤɰɢʁɚɦɚ ɢɬɞ. (ɜɢɞɢ: Ɇɢʁɚɥɤɨɜɢʄ, 2010). 
Ɉɜɚʁ ɦɟɬɨɞ ɦɨɠɟ ɞɚ ɫɟ ɩɪɢɦɟɧɢ ɧɚ ɪɚɡɥɢɱɢɬɢɦ ɥɨɤɚɰɢʁɚɦɚ. 
ɇɚʁɩɨɝɨɞɧɢʁɢ ʁɟ ɡɚ ɩɪɢɦɟɧɭ ɭ ɨɛʁɟɤɬɭ ɫɬɚɧɨɜɚʃɚ, ɨɞɧɨɫɧɨ ɡɚɩɨɫɥɟʃɚ 
ɥɢɰɚ ɤɨʁɟ ɩɨɫɟɞɭʁɟ ɨɛɚɜɟɲɬɚʁɧɚ ɫɚɡɧɚʃɚ. Ɇɟɻɭɬɢɦ, ɬɭ ʁɟ ɢ ɧɚʁɪɢɡɢɱɧɢʁɢ 
ɭ ɩɨɝɥɟɞɭ ɞɟɤɨɧɫɩɢɪɢɫɚʃɚ ɨɛɚɜɟɲɬɚʁɧɨɝ ɪɚɞɚ, ɫ ɨɛɡɢɪɨɦ ɧɚ ɬɨ ɞɚ ɦɧɨɝɟ 
ɤɭʄɟ, ɡɝɪɚɞɟ, ɩɨɫɥɨɜɧɢ ɨɛʁɟɤɬɢ ɢ ɜɥɚɞɢɧɟ ɡɝɪɚɞɟ ɢɦɚʁɭ ɜɢɞɟɨ ɧɚɞɡɨɪ ɢ 
ɫɥɭɠɛɭ ɮɢɡɢɱɤɨɝ ɨɛɟɡɛɟɻɟʃɚ. 
Ɍɚɤɨɻɟ, ɨɜɚʁ ɦɟɬɨɞ ɦɨɠɟ ɞɚ ɫɟ ɩɪɢɦɟɧɢ ɢ ɧɚ ʁɚɜɧɨɦ ɦɟɫɬɭ, ɤɚɤɨ 
ɧɚ ɨɬɜɨɪɟɧɨɦ (ɭɥɢɰɚ, ɬɪɝ, ɩɚɪɤ, ɲɟɬɚɥɢɲɬɟ, ɢɡɥɟɬɢɲɬɟ, ɚɭɬɨɩɚɪɤɢɧɝ, 
ɚɟɪɨɞɪɨɦ ɢɬɞ.), ɬɚɤɨ ɢ ɭ ɡɚɬɜɨɪɟɧɨɦ ɩɪɨɫɬɨɪɭ (ɯɨɬɟɥ, ɪɟɡɢɞɟɧɰɢʁɚ, 
ɨɞɦɚɪɚɥɢɲɬɟ, ɨɞɦɨɪɢɲɬɟ, ȼɂɉ ɫɚɥɨɧɢ, ɝɚɥɟɪɢʁɟ, ɨɩɟɪɟ, ɩɨɡɨɪɢɲɬɚ, 
ɦɭɡɟʁɢ, ɞɢɩɥɨɦɚɬɫɤɨ-ɤɨɧɡɭɥɚɪɧɚ ɩɪɟɞɫɬɚɜɧɢɲɬɜɚ, ɤɨɧɮɟɪɟɧɰɢʁɫɤɟ ɫɚɥɟ 
ɢɬɞ.). 
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Ɍrash Intelligence ʁɟ ɦɟɬɨɞ ɤɨʁɢ ɤɨɪɢɫɬɟ ɝɨɬɨɜɨ ɫɜɟ ɨɛɚɜɟɲɬɚʁɧɟ ɢ 
ɛɟɡɛɟɞɧɨɫɧɟ ɫɥɭɠɛɟ, ɧɟɡɚɜɢɫɧɨ ɨɞ ɬɨɝɚ ɞɚ ɥɢ ɫɭ ɨɧɟ ɞɪɠɚɜɧɟ ɢɥɢ 
ɩɪɢɜɚɬɧɟ. ɋ ʁɟɞɧɟ ɫɬɪɚɧɟ, ɦɨɝɭʄɧɨɫɬ ɞɨɥɚɫɤɚ ɞɨ ɨɛɚɜɟɲɬɚʁɧɢɯ ɫɚɡɧɚʃɚ ʁɟ 
ɜɟɥɢɤɚ, ɚ ɦɨɝɭʄɧɨɫɬɢ ɞɚ ɬɚ ɫɚɡɧɚʃɚ ɛɭɞɭ ɡɧɚɱɚʁɧɚ ɫɭ ɪɟɚɥɧɟ. ɋ ɞɪɭɝɟ 
ɫɬɪɚɧɟ, ɩɪɢɦɟɧɚ ɨɜɨɝ ɦɟɬɨɞɚ ɧɟ ɧɨɫɢ ɜɟɥɢɤɭ ɨɩɚɫɧɨɫɬ ɨɞ 
ɞɟɤɨɧɫɩɢɪɢɫɚʃɚ ɥɢɰɚ ɤɨʁɚ ɢɦɚʁɭ ɡɚɞɚɬɚɤ ɞɚ ɩɪɢɤɭɩɟ ɨɛɚɜɟɲɬɚʁɧɚ 
ɫɚɡɧɚʃɚ, ɚ ɩɪɢɤɭɩʂɚʃɟ ɦɚɬɟɪɢʁɚɥɚ ɢɡ ɩɨɫɭɞɚ ɡɚ ɫɦɟʄɟ ɢ ʁɚɜɧɢɯ ɞɟɩɨɧɢʁɚ 
ɧɚʁɱɟɲʄɟ ɧɢʁɟ ɧɟɡɚɤɨɧɢɬɨ. ɋɬɨɝɚ ʄɟ ɩɪɢɦɟɧɚ ɨɜɨɝ ɦɟɬɨɞɚ ɩɪɢɤɭɩʂɚʃɚ 
ɨɛɚɜɟɲɬɚʁɧɢɯ ɫɚɡɧɚʃɚ ɜɟɪɨɜɚɬɧɨ ʁɨɲ ɞɭɝɨ ɛɢɬɢ ɚɤɬɭɟɥɧɚ ɭ ɨɛɚɜɟɲɬɚʁɧɨ-
ɛɟɡɛɟɞɧɨɫɧɨɦ ɪɚɞɭ. 
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ɇɚʁɡɧɚɱɚʁɧɢʁɟ ɦɟɫɬɨ ɭ ɡɚɲɬɢɬɢ ɨɞ Ɍrash Intelligence ɢɦɚ 
ɛɟɡɛɟɞɧɨɫɧɚ ɤɭɥɬɭɪɚ ɥɢɰɚ ɤɨʁɚ ɩɨɫɟɞɭʁɭ ɨɛɚɜɟɲɬɚʁɧɚ ɫɚɡɧɚʃɚ, ɨɞɧɨɫɧɨ 
ɢɡɜɨɪɟ ɨɛɚɜɟɲɬɚʁɧɢɯ ɫɚɡɧɚʃɚ. 
Ȼɟɡɛɟɞɧɨɫɧɚ ɤɭɥɬɭɪɚ ɩɨɞɪɚɡɭɦɟɜɚ ɭɫɜɨʁɟɧɚ ɡɧɚʃɚ, ɫɬɚɜɨɜɟ, 
ɜɟɲɬɢɧɟ ɢ ɢɫɤɭɫɬɜɚ ɭ ɪɭɤɨɜɚʃɭ ɦɚɬɟɪɢʁɚɥɨɦ ɤɨʁɢ ʁɟ ɫɬɜɚɪɧɢ ɢɥɢ 
ɩɨɬɟɧɰɢʁɚɥɧɢ ɧɨɫɢɥɚɰ ɨɛɚɜɟɲɬɚʁɧɢɯ ɫɚɡɧɚʃɚ. ɍ ɬɨɦ ɫɦɢɫɥɭ, ɦɚɬɟɪɢʁɚɥ 
ɤɨʁɢ ʁɟ ɧɨɫɢɥɚɰ ɨɛɚɜɟɲɬɚʁɧɢɯ ɫɚɡɧɚʃɚ ɧɢ ɭ ɤɨɦ ɫɥɭɱɚʁɭ ɧɟ ɛɢ ɫɦɟɨ ɞɚ 
ɛɭɞɟ ɞɨɫɬɭɩɚɧ ɬɪɟʄɢɦ ɥɢɰɢɦɚ, ɩɚ ɧɢ ɩɨɫɪɟɞɫɬɜɨɦ ɨɬɩɚɞɚ ɢ ɫɦɟʄɚ ɤɨʁɟ 
ɧɚɫɬɚʁɟ ɩɪɢɥɢɤɨɦ ɢɡɪɚɞɟ ɬɨɝ ɦɚɬɟɪɢʁɚɥɚ, ʃɟɝɨɜɨɝ ɫɤɥɚɞɢɲɬɟʃɚ, 
ɬɪɚɧɫɩɨɪɬɚ, ɤɨɪɢɲʄɟʃɚ ɢɥɢ ɭɧɢɲɬɚɜɚʃɚ. ɍ ɬɨɦ ɫɦɢɫɥɭ, ɪɭɤɨɜɚɨɰɢ 
ɢɡɜɨɪɢɦɚ ɡɧɚɱɚʁɧɢɯ ɨɛɚɜɟɲɬɚʁɧɢɯ ɫɚɡɧɚʃɚ ɦɨɪɚɥɢ ɛɢ ɞɚ ɜɨɞɟ ɪɚɱɭɧɚ ɨ 
ɬɨɦɟ ɤɚɤɨ ʃɢɦɚ ɦɚɧɢɩɭɥɢɲɭ, ɫɤɥɚɞɢɲɬɟ ɢɯ ɢ ɱɭɜɚʁɭ, ɚ ɩɨɫɟɛɧɨ ɤɚɤɨ ɢɯ 
ɭɧɢɲɬɚɜɚʁɭ. 
Ʉɚɞɚ ʁɟ ɪɟɱ ɨ ɞɪɠɚɜɧɢɰɢɦɚ ɢ ɪɚɞɧɢɰɢɦɚ ɭ ɞɪɠɚɜɧɨʁ ɚɞɦɢ-
ɧɢɫɬɪɚɰɢʁɢ, ɡɚ ʃɢɯ ʁɟ ɩɨɫɟɛɧɨ ɜɚɠɧɨ ɞɚ ɢɫɩɭʃɚɜɚʁɭ ɩɪɨɩɢɫɚɧɟ ɭɫɥɨɜɟ 
ɛɟɡɛɟɞɧɨɫɧɢɯ ɤɜɚɥɢɬɟɬɚ (ɞɚ ɡɚɞɨɜɨʂɚɜɚʁɭ ɭɫɥɨɜɟ „ɛɟɡɛɟɞɧɨɫɧɟ 
ɩɪɨɜɟɪɟ“), ɞɚ ɩɨɲɬɭʁɭ ɩɨɫɬɨʁɟʄɟ ɛɟɡɛɟɞɧɨɫɧɟ ɪɟɠɢɦɟ ɡɚɲɬɢɬɟ ɬɚʁɧɨɫɬɢ 
ɞɨɤɭɦɟɧɚɬɚ ɢ ɞɚ ɩɨɫɟɞɭʁɭ ɩɪɨɮɟɫɢɨɧɚɥɧɭ ɛɟɡɛɟɞɧɨɫɧɭ ɤɭɥɬɭɪɭ. 
ɋɥɟɞɟʄɢ ʁɟ ɧɢɜɨ ɬɟɯɧɢɱɤɟ ɡɚɲɬɢʄɟɧɨɫɬɢ ɬɚʁɧɢɯ ɩɨɞɚɬɚɤɚ, 
ɩɪɨɫɬɨɪɢʁɚ ɭ ɤɨʁɢɦɚ ɫɟ ɧɚɥɚɡɟ ɢ ɥɢɰɚ ɤɨʁɚ ʃɢɦɚ ɦɚɧɢɩɭɥɢɲɭ. Ɍɨ 
ɩɨɞɪɚɡɭɦɟɜɚ ɢɡɜɟɫɧɟ ɛɟɡɛɟɞɧɨɫɧɟ ɪɟɠɢɦɟ ɢɡɪɚɞɟ, ɩɪɢɫɬɭɩɚ, ɤɨɪɢɲʄɟʃɚ, 
ɭɦɧɨɠɚɜɚʃɚ, ɫɤɥɚɞɢɲɬɟʃɚ ɢ ɭɧɢɲɬɚɜɚʃɚ ɢɡɜɨɪɚ ɨɛɚɜɟɲɬɚʁɧɢɯ ɫɚɡɧɚʃɚ. 
ɍ ɩɨɝɥɟɞɭ ɭɧɢɲɬɚɜɚʃɚ ɬɚʁɧɢɯ ɩɨɞɚɬɚɤɚ, ɥɢɰɚ ɤɨʁɚ ɫɩɪɨɜɨɞɟ ɨɜɟ 
ɚɤɬɢɜɧɨɫɬɢ ɦɨɪɚɥɚ ɛɢ ɞɚ ɛɭɞɭ ɥɢɰɚ ɨɞ ɢɧɬɟɝɪɢɬɟɬɚ, ɚ ɛɟɡɛɟɞɧɨɫɧɢ 
ɪɟɠɢɦɢ ɬɚɤɜɢ ɞɚ ɞɨɤɭɦɟɧɬɢ ɛɭɞɭ ɭɧɢɲɬɟɧɢ ɞɨ ɧɢɜɨɚ ɨɞ ɤɨɝ ɫɟ ɧɢ ɧɚ 
ɤɨʁɢ ɧɚɱɢɧ ɧɟ ɦɨɝɭ ɪɟɩɪɨɞɭɤɨɜɚɬɢ, ɧɢ ɨɧɢ, ɧɢɬɢ ɫɚɞɪɠɚʁ ʃɢɯɨɜɢɯ 
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pends on their degree of importance, their quantity and quality, as well as on 
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that the intelligence findings have a greater value if they are gathered from 
multiple intelligence sources. Also, they are considered to have greater sig-
nificance if they were obtained using traditional and sophisticated intelli-
gence methods. However, sometimes a significant intelligence findings can 
be obtained in a seemingly easy manner that does not require the use of par-
ticularly complex intelligence methods, special knowledge in the field of 
methodology of intelligence and the use of technical means. It is a method of 
gathering intelligence findings by analysing the contents of garbage and 
waste that remains after persons who have certain intelligence information, 
i.e. who are the subject of certain security processing – the so-called "Trash 
intelligence". This method can be used by both state security agencies, and 
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Intelligence findings represent knowledge gained during intelligence 
or security activities, using the intelligence and security methods. It, like the 
intelligence and security activities, may or may not be related to national or 
supranational intelligence and/or security agencies. On the contrary, some 
aspects of intelligence and security activities are increasingly becoming the 
area of private security agencies and entrepreneurs, but also other members 
of civil society, who can get intelligence findings in the course of their work6. 
                                                 
This is the result of the Scientific Research Project entitled The Development of Institutional Capacities, 
Standards and Procedures for Combating Organized Crime and Terrorism in the International Integration 
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In relation to the importance, quantity and quality, it is possible to 
distinguish several levels of intelligence knowledge, namely: an intelligence 
indication, intelligence data and intelligence information (Mijalkoviü, 
Miloševiü, 2013: 115í116; see also: Obrazovno-istraživaþki centar 
Bezbednosno-informativne agencije, Beograd, 2004). A particular level of 
intelligence findings is evidence in the criminal procedural sense, which is an 
intelligence information filed in the process form. 
Intelligence indication (indicator) is the initial knowledge about the 
object of interest, the degree of accuracy and completeness of which are not 
known at the time of its acquisition. By gathering, verifying and crossreffer-
encing several indications about the object of interest, the information usable 
in further operational and analytical work is obtained. 
Intelligence is a higher level of knowledge that is extracted from in-
telligence indications, substrate and material that produces intelligence in-
formation. At the time of acquisition, most often it is not known whether the 
intelligence data is accurate and whether it is complete. Therefore, it is best to 
acquire more data on the object of interest from multiple sources. As such, 
the data is a source of intelligence information. 
Intelligence information is particular knowledge that is extracted 
from the intelligence data, necessary to solve specific security problems and 
for the implementation of specific security goals. Hence it is clear that the 
purpose of intelligence activities actually is – intelligence gathering on the 
basis of numerous indications, which will turn into meaningful intelligence 
information through certain analytical process. 
Finally, if collected according to the criminal procedural form, the in-
telligence findings may have the significance of evidence in the criminal pro-
cedural sense and apparently can serve as proof of someone's guilt or inno-
cence in criminal proceedings of an offence. 
Intelligence findings are obtained using intelligence methods, from 
certain intelligence sources. Generally, field of intelligence activity consists 
of: secret methods (method of placing members of the secret services in the 
structure of the opponent, espionage methods and the secret use of technical 
means), undercover methods (undercover survey, method of covert observa-
tion and undercover methods of scientific research) and legal methods 
                                                                                                                    
Conditions. The Project is financed by the Ministry of Education, Science and Technological Development 
of the Republic of Serbia (No 179045), and carried out by the Academy of Criminalistics and Police Stud-
ies in Belgrade (2011í2014). The leader of the Project is Associate Professor Saša Mijalkoviü, PhD.   
6 Almost everywhere in the world, and so in our country too, non-state entities are strictly forbidden to 
establish intelligence services and to implement operational methods and means that are within the exclu-
sive jurisdiction of the state authorities (see Article 1 of the Law on the Basic Provisions on the Security 
Services of the Republic of Serbia (Zakon o osnovama ureÿenja službi bezbednosti Republike Srbije); 
Article 2 of the Law on Private Security (Zakon o privatnom obezbeÿenju) and Article 2 of the Law on 
Detective Work (Zakon o detektivskoj delatnosti). See also: Petroviü, Sinkovski, 2012). 
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(method of gathering data by examining persons, method of gathering data 
through reconnaissance, method of gathering data through cooperation with 
entities of the state and civil society in the country and abroad, gathering data 
from the media) (Mijalkoviü, Miloševiü, 2011: 150í155)7. 
In the broadest sense, sources of intelligence findings are the people 
(i.e. living sources) and items, that can further be divided into objects, techni-
cal means and documents (Miloševiü, 2001: 83í84). 
From the perspective of this paper, what is particularly interesting are 
objects and documents that can be found in the garbage of the person who 
has the intelligence, and which can be obtained by using more of the men-
tioned methods of the intelligence activities field. 
 
1. The notion "Ɍrɚsh Intelligence" 
 
"Ɍrɚsh Intelligence" ("TrashInt") i.e. "Garbage Intelligence" is a 
slang term for the activities of gathering intelligence findings by searching, 
obtaining, and analysing the contents of garbage and waste left behind (made 
or disposed of) by persons who are the subject of intelligence and security 
processing, i.e. users or holders of relevant intelligence findings. 
In the basis of the application of this method there are two general 
assumptions: first, that a certain person possesses intelligence in the form of 
documents or objects that he/she will dispose of in the trash, accidentally or 
intentionally, in original form or deformed (torn, broken, seemingly useless). 
Second assumption is that the said source of intelligence findings will be 
found in the trash, that it will be possible to take and analyse it or to collect 
according to the regulated operational or criminal procedural procedure. 
Of course, some variations of these assumptions are also possible: 
first, the items-sources of intelligence do not need to be thrown in the trash 
by the person who owns them, but a third person who has contact with him 
(eg., the hygienist while cleaning offices, a family member while tidying up 
the home, a child while playing, etc.); secondly, the items-sources of intelli-
gence do not need to be found in the trash by a person who conducts intelli-
gence-security activities, but a third party who will deliver this material to 
security services (eg., a homeless man who searches the containers for dis-
carded food); finally, the item-source of the intelligence findings that is 
looked for does not need to be found in the trash, but there can be a source of 
other findings that are not the subject of the current intelligence and security 
processing, which will be submitted to the relevant departments and units 
(eg., investigating the espionage activities, members of the security service 
                                                 
7 However, sometimes one will resort to the use of specific (nonstandard) methods of intelligence data 
gathering, such as the so-called "Sex-espionage", "container espionage" and so on (Mijalkoviü, 2014). 
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find in the trash documentation that is the evidence of embezzlement of the 
company which is the front for intelligence point, so this source of intelli-
gence findings is submitted to the competent departments of customs, tax 
authorities, financial police, etc. Then the processing of financial malfeasance 
becomes a cover for intelligence and security processing of the espionage 
point.). 
Particularly interesting is the dilemma about the legality of applying 
this method in relation to the place of storing the garbage.8 Namely, in regard 
to searching garbage (waste baskets and garbage bins) in the house of the 
person who has the sources of intelligence findings, which also includes his 
yard and ancillary facilities around the house, the official premises of the or-
ganisation in which that person is employed and any other facility for the 
search (examination and supervision) of which the approval of the competent 
judicial authorities is required, then this way of obtaining intelligence infor-
mation is legal only if there is the authorisation or order of the competent ju-
dicial authorities. In other cases, this kind of intelligence activities is illegal. 
On the other hand, if the trash searched is temporarily (garbage bin, 
container on the street) or permanently (landfills) located in the open public 
space, the approval of the competent judicial authorities is not necessary. In 
such cases, the "Trash Intelligence" (aka. "Dump Intelligence" – "DumpInt") 
has the character of legal intelligence gathering from open sources (i.e. legal 
open source intelligence). However, if it is a landfill owned by a private 
waste disposal company with limited or prohibited approach to unemployed 
persons (commercial and private property), then in order to gather intelli-
gence, it is necessary to have the order of the judicial authority i.e. the ap-
proval of the governing bodies of the landfill. 
Especially interesting is the question of obtaining documents in this 
way in cases when they are clearly classified as secret data, protected by the 
law regulating classified information (e.g. government document marked "top 
secret"). When talking about the data of state bodies of the host state, they 
must be submitted to the state body to which they belong and should not be 
used in operational processing without specific approval of the competent 
state body in charge of the protection of classified information. 
At the end of elaborating of the notion of intelligence findings by 
searching the garbage, one should mention the purposes for resorting to this 
method. Namely, this method is suitable for the collection of intelligence 
findings of all kinds, which are usually also obtained by applying all other 
intelligence methods which have already been discussed. 
                                                 
8 About some of these dilemmas, see: Kahaner (1997). 
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However, bearing in mind that the state authorities of the country the 
intelligence of which we are interested in has procedures for dealing with 
classified information, for their storage and destruction, it is unlikely that a 
document marked as state secret would be found in a trash container. Same 
goes for the persons interesting security-wise, who have developed a higher 
level of security culture. 
No matter what, "Trash Intelligence" has so far proved to be suitable 
for collecting data which can be used for: 
í Intelligence and security operations for detection, prevention and 
suppression of: intelligence and subversive activities of foreign intelligence 
services; threatening activities internal extremists and members of extreme 
political emigration are responsible for; domestic and international terrorism; 
endangering highest state officials and the most severe forms of economic, 
financial, property crime and crime against goods and values protected by 
international law (for more details, see – Mijalkoviü, Bajagiü, 2012: 257–266; 
488–515); 
í Criminal processing and criminal investigation of the said forms 
of security threats (finding objects and traces of criminal offences, recon-
struction of criminal offences, crime scene investigation, identifying persons, 
and the like); 
í Security checking of persons and checking their sincerity in the 
process of operational cooperation (determining their contacts with certain 
persons based on the notes that were thrown in the garbage, determining per-
sons' dishonesty (eg., a person claims that no one has visited him at the 
apartment, but there are cigarette butts in the garbage bin, although the per-
son is a non-smoker; the person claims to have been on a weekend vacation 
at a particular place, however, in the garbage bin there are receipts of paid tall 
fees corresponding to the date in question, but from the roads that do not lead 
to the place specified in the statement, etc.)); 
í Social engineering, i.e. profiling a person who is interesting secu-
rity-wise (eg., determining his aptitudes, faults, obsessions, interests, habits, 
weaknesses and anything that can compromise him or point to the most effec-
tive methods for his recruitment for the purpose of obtaining intelligence data 
and information); 
í Subversive action against a person who is interesting security-
wise, when on the basis of his profile, it can be concluded what the easiest 
way to compromise him is in his living and working environment and areas 
of movement (by stating untruths on the basis of certain truths), what the 
easiest way is to execute his physical liquidation (on the basis of establishing 
routines in his movements and behaviour), how to compromise him in the 
group whose member he is, and which undertakes hostile acts against the 
country (arranging a situation from which it may be inferred that the person is 
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the enemy of the group to which he belongs), how to "demonise" him in me-
dia, how to present him falsely as the perpetrator of a criminal offence (pay-
ing a prostitute to falsely accuse the person of rape, where the crucial evi-
dence will be the sperm taken with condom out of the person's trash; the 
murder that was committed with a letter opener the person has accidentally 
dropped into a garbage bin when reading mail, with his fingerprints all over 
it) etc.; 
í Theft and abuse of a person's identity (see: Harwood, 2008), 
based on materials from the trash that contain his personal data (name, par-
ent's name, personal identification number, address, bank account number, 
social security number, etc., data primarily found on household bills, docu-
ments from banks, credit cards receipts and so on); 
In the end, gathering intelligence by searching the garbage should be 
distinguished from gathering intelligence from sources which the person was 
accidentally lost or forgotten (in public places, on public transport, in a park, 
at a restaurant, in a hotel, at a ceremony, and the like) as well as from gather-
ing intelligence by stealing documents (particularly using pick pocketing 
technique), then throwing them in the trash and arranging that it looks like 
they were thrown accidentally. In both cases, the person who has the intelli-
gence has not thrown the source in the trash, neither deliberately nor acciden-
tally. 
Finally, "Trash Intelligence" should be distinguished from unauthor-
ised accessing protected computer networks of the person who has intelli-
gence, and searching through these networks (i.e. "hacking"), which includes 
the search of deleted documents that are in the so-called Recycle Bin, i.e. in 
the storage of deleted documents and e-mails (Trash)9. Obtaining intelligence 
by hacking is also known as "HackInt" (Hackers Intelligence) and is one of 
the methods of absuse of modern information technology in the field of intel-
ligence (the so-called "ItInt" - Information Technology Intelligence). Al-
though we speak of electronic materials which have been deleted and placed 
in the "Racycle Bin", this method can not be considered a form of "Trash In-
telligence" because it does not imply a classical search of garbage and waste 
of a person who has intelligence. On the contrary, it is a form of so-called 
"Techint" (Technical Intelligence) which includes intelligence data gathering 
by using the latest information technology (see: Bajagiü, 2010: 135í137). 
In addition, "TrashInt" is a method that is traditionally very present 
but which, because of the overall technologisation of the society, is becoming 
more common and less talked about compared to the more developed method 
of "HackInt". 
                                                 
9 About these types of abuse in more detail, see: Petroviü (2001); Matiü, Miljkoviü (2013). 
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2. Phenomenology of "Trɚsh Intelligence" 
 
According to the nature of the data being gathered, "Trash Intelli-
gence" can be a part of the methods applied in the framework of (compare: 
Ĉorÿeviü, 1987: 89í91): 
í Political espionage, when intelligence data is gathered for the 
purposes of political decision-makers and the protection of national interests 
of one's own country (political conditions and circumstances within a specific 
country, plans and decisions of foreign governments; plans and decisions of 
the bodies of international organisations; plans for reforming administration 
of the country; decisions of the country in relation to international integra-
tion; the decision on introducing economic, political and other sanctions; 
guidelines and standpoints in terms of conducting foreign policy; assessment 
of the situation on the political scene of a particular country; personal data of 
a political, military and economic leaders of the country, etc.); 
í Economic espionage, when intelligence data is gathered for the 
purpose of planning national economy and fulfilling national interests of 
one's own country (economic situation, economic and budgetary problems of 
the country; external and internal debt of the country; indebtedness of citizens 
and businesses with domestic and foreign banks; planned participation in the 
international economic projects; projected inflation, income and expenses of 
the country, etc.); 
í Military espionage, when intelligence data is gathered for the pur-
pose of designing and planning the defence system of one's own country 
(composition, quality, training, equipment, and communications of the mili-
tary of that country; secret programmes of modern weapons and equipment 
development; mobilisation plans; plans of engagement in multinational 
peacekeeping operations and military blocks, etc.). 
í Industrial espionage, when intelligence data is gathered for the 
purpose of designing plans and fulfilling the interests of certain business enti-
ties (patents, innovations and new technical solutions; new technological 
processes; new materials; projects for new products; plans for the conquest of 
new markets, etc.). 
í Private investigation activities, conducted by private investigators 
(detectives), at the request of certain clients, on commercial basis ("marital 
investigation, family investigations, civil law investigations, investigations of 
work discipline and related to insurance, investigations to determine extra-
marital relationships, the disappearance of a family member, escort and sur-
veillance of children, establishing contact between parents and children when 
this is prohibited by the court, investigative services in a court procedure, 
gathering evidence for the defence of the accused, investigating work disci-
pline, investigating validity of the request for compensation, establishing ac-
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tual financial situation of a person etc." (Kesiü, 2008: 61–63), but also the 
retrieval of lost or stolen items, security checks of persons, resolving criminal 
cases that are processed by private and public prosecution), etc. 
The next important question is what can be found in the trash, and 
that may be significant for the security-intelligence activities. First of all, that 
can be sources of intelligence findings about the private life or related to the 
official involvement of the person subject to processing or persons with 
which threat person has contacts (compare: Wilding, 2006: 88). The person 
who possesses the intelligence, the person who is in direct contact with 
him/her at home (family member) or at the office (fellow worker to hygien-
ist) can accidentally or deliberately throw in the trash certain items or docu-
ments that are the source important findings. First of all, these are: 
í Confidential documents of government authority on which the 
person in question works (originals/copies; working/final versions; 
printed/electronic form; carbon papers used to create duplicates of docu-
ments, from which it is possible to read the contents of the document, etc.). 
í Official documents of state bodies, business entities, scientific and 
similar institutions on which the person in question works, which do not have 
to be of a confidential nature (reports, plans, estimates, lists of employees, 
etc.); 
í Documents with personal data of the person in question (house-
hold bills, invoices, bank documents, information to members of clubs, ad-
vertisement materials delivered to home address, medical records, etc.). 
í Personal belongings of the person (photos, a wristwatch with a 
dedication, personal notes, a diary, telephone directory, etc.). 
í Objects from which it is possible to extract DNA, such as items of 
clothing, footwear and personal hygiene items (underwear, socks, hat, sani-
tary napkins, diapers, comb, toothbrush, condoms, tissues, toilet paper, cotton 
swabs, etc.) that contain bodily fluids and other DNA material (sweat, saliva, 
blood, semen, faeces, urine, hair, other bodily hairs, blood clots, skin abra-
sions, dirt from the bathtub and so on). This form of "Trash Intelligence" is 
better known as "ordure Intelligence" ("OrdInt"); 
í Other items (receipts from restaurants, hotels, from pay toll 
booths, empty cans and bottles, cigarette butts, papers with notes, needles, 
syringes, boxes of medicines, etc.) from which it is possible to lift finger-
prints, analyse movements, preferences, habits and vices of an individual, but 
also their plans. 
Finally, we should mention the ways of intelligence data gathering by 
using "Trash Intelligence" method. 
In general, data is gathered by taking the garbage from waste disposal 
containers or landfill sites and sending it for further analysis, i.e. by opera-
tional or investigative (criminal procedure) collecting. 
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In the first case, the material is taken in the following way: 
í the whole trash container is taken away, and instead of it, the 
container that looks identical is put; 
í the content of the garbage container is taken, and instead of it, 
some other content is put; 
í the content of the garbage container is taken, and it remains 
empty, so that one gets the impression that the cleaning lady or 
city sanitation workers "did their job"; 
í only the content that has certain intelligence information is 
taken, which is rarely used (because a person can look for the 
things thrown in the trash). 
In these situations, the person who has the intelligence that has been 
thrown in the trash, can suspect that it came into the possession of third par-
ties. Yet, one cannot be absolutely sure of that, because there are no straight-
forward indicators. 
In the second case, the material is found and collected according to 
operational or investigative (criminal procedure) form. In the operational 
form, the material is collected by: recording (photo, video, copying), rewrit-
ing the content, sampling a part of the biological material from garbage bins 
or landfills for analysis and getting an expert opinion, and restoring the col-
lected contents to the place from which it was taken. Here the chance is low-
est that the person who has the intelligence and has thrown it in the trash will 
"figure out" that it came into the possession of third parties, because he/she 
can find that same material in the trash container if he/she remembers that 
he/she has thrown it out there by mistake. 
However, if the material is collected in the process (investigation) 
form (search of premises, crime scene investigation, sampling materials dur-
ing the investigation or the search of premises and sending it for the expert 
analysis), the person who has thrown the intelligence in the trash will be clear 
that the material in question has come in possession of the state authority. 
In the role of "the garbage diggers" of the one who has important in-
telligence information, various persons can be found. They may be the opera-
tives of security-intelligence agencies disguised as sanitation workers or 
cleaning ladies at firms; recruited workers of municipal sanitation service or 
cleaning ladies at firms where the task is; recruited "third parties" (vagrants, 
beggars, vandals etc.). 
Some materials from the trash container can be accessed only by per-
sons who are employed in the facility in which the source of intelligence 
findings is created and in which it is destroyed (eg., only the employee (hy-
gienist, administrative service employee, operative, security service em-
ployee, etc.) can get to the waste generated in the so-called "shredders" – ma-
chines for destroying (shredding) documentation, or the so-called "burners" - 
28 БЕЗБЕДНОСТ 1/2015
Trаsh Intelligence као метод обавештајно-безбедносног рада
devices for burning documents, which can be reconstructed using special 
methods, that is, the content can be read from their residues). 
Further on, gathering intelligence findings by searching the garbage 
is regularly used by private investigators and journalists (Wilding, 2006: 87). 
Finally, what is especially important is that the members of organised 
criminal groups and terrorist organisations use "Trash Intelligence" trying to 
obtain information about the progress and results of intelligence-security 
processing and investigations carried out by state authorities, of members of 
the security and justice sector who participate in such actions, etc. (see: Mi-
jalkoviü, 2010). 
This method can be applied in different locations. It is most suitable 
for residential or employment facilities of the person who has intelligence. 
However, it is there that the risk is also the highest, in terms of exposing in-
telligence work, given that many houses, buildings, office buildings, govern-
ment buildings have video surveillance and physical security service. 
Also, this method can be used in a public place, both outdoors (street, 
square, park, walkway, picnic area, auto parking, airport, etc.) and indoors 
(hotel, residence, resort, resting area, VIP lounges, galleries, opera houses, 
theatres, museums, diplomatic and consular offices, conference rooms, etc.). 
 
Instead of conclusion: a look into the protection from 
"Trash Intelligence" 
  
"Trash Intelligence" is a method used by almost all intelligence and 
security services, regardless of whether they are public or private. On the one 
hand, the possibility of getting to intelligence findings is great, and the possi-
bility that these findings are important is real. On the other hand, using this 
method does not carry a great risk of exposing persons who have the task to 
gather intelligence findings and gathering materials from garbage containers 
and public landfills is usually not illegal. Therefore, applying this method of 
gathering intelligence findings is likely to be present for a long time in the 
course of the intelligence and security activities. 
What is most important about the protection from "Trash Intelli-
gence" is the security culture of persons who possess the intelligence or 
sources of intelligence findings. 
Security culture includes adoption of knowledge, attitudes, skills and 
experience in handling materials, which are actual or potential holders of in-
telligence findings. In this sense, the material holding intelligence findings 
should not, in any case, be accessible to third parties, not even through the 
trash and waste that is produced when creating this material, storing it, trans-
porting, using or destroying it. In this regard, persons handling significant 
sources of intelligence findings would have to take care about how they ma-
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nipulate them, store and preserve them, and especially how they destroy 
them. 
When it comes to state officials and state administration employees, 
for them it is especially important to meet the prescribed requirements re-
garding security qualities (that they meet the requirements of "vetting"), that 
they adhere to the existing security regulations to protect the confidentiality 
of documents and that they have professional safety culture. 
Next is the level of technical protection of classified information, of 
premises in which they are kept, and of people who handle them. This im-
plies certain security regimes of creating, accessing, use, multiplication, stor-
ing and destroying the sources of intelligence findings. 
With regard to destroying classified information, persons conducting 
these activities would have to be persons of integrity, and security regimes 
such that the documents are destroyed to that extent that they can not in any 
way be reproduced, neither the documents, nor the content of their remains. 
Finally, the content of waste and garbage of persons who have certain 
intelligence findings would have to be specifically destroyed, in the way in 
which it is not possible to get to its contents. 
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