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Introduction 
Modern human civilizations, as we know them, have always relied on tools to 
enable and enhance survival. Over time, a natural extension of humans developing tools 
has become humans developing tools capable of self-operation and self-maintenance. By 
extension, it is commonplace to observe a computer controlling and performing tasks that 
were previously performed manually in both legacy and emerging systems. 
The evolution of human-automation interactions has shaped the methods by 
which humans make improvements to tasks, and sequential sets of tasks called processes. 
As such, it may be said that in most instances of process design, or redesign, it is second 
nature for humans to turn to automation as the singular solution. History is witness to this 
phenomenon; mechanized industrial factories evolved into virtual Enterprise Resource 
Planning Systems (ERPS) and businesses worldwide rely on computers to perform with 
the expectation of capturing an advantage over competitors. Consequently, automation is 
a phenomenon that is important to study so that we may determine how, when, and where 
it can best be employed as a means to success, and the risks which might deter such 
success.  
To begin, Nof presents a formal definition of automation which states 
“Automation, in general, implies operating or acting, or self-regulating, independently, 
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without human intervention. The term evolves from automatos, in Greek, meaning acting 
by itself, or by its own will, or spontaneously. Automation involves machines, tools, 
devices, installations, and systems that are all platforms developed by humans to perform 
a given set of activities without human involvement during those activities” [Nof 2009]. 
Williams expands on this definition, stating that automation “allows humans to 
accomplish tasks previously outside their physiological prowess. The tools that 
accomplish these tasks must be self-sufficient to the extent that they are capable of 
performance detection, process correction, adjustments due to disturbances, and can 
enable the previous three functions without human intervention” [Williams 2009]. 
Precisely, automation is the process of utilizing a computer-based control system 
as a tool, or set of tools, to enhance, extend, and enable objectives by replacing human 
effort with mechanical or virtual effort. This is the definition we use in this study. Due to 
the current advancements in computer technology, individuals, governments, and 
businesses of all shapes and sizes may design, redesign, engineer, and leverage their 
operations by incorporating automation into the core of their plans for continuity. 
Still, technology has not stopped evolving. Often, positive changes in technology 
result in revaluation, redesign, upgrading, and deployment from legacy processes for the 
purpose of maintaining a competitive edge in a world reliant on computer controlled 
systems. As a result, it can be said that automation is a continuous process, requiring 
human effort to maintain its longevity in a recurring lifecycle that is subject to the 
expansion and development of hardware, software, and business objectives. Generally 
speaking, automated processes require ongoing maintenance; automation is not merely 
deployed once and left unchanged. 
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According to Nof's definition of automation, an emphasis should be placed on an 
automated system's ability to enhance and enable. In other words, automation should 
fulfill a specific purpose better than the current manual workflow. Furthermore, 
automation should increase positive outcomes and decrease negative outcome without 
incurring substantial cost in order to contribute to the success of an automation project. 
The scope of acceptable cost is always determined by the stakeholder and is defined as 
the boundaries for acceptable overhead or loss of functionality. 
In 2009, Nof led a study in which over 300 undergraduate and graduate students 
of engineering, science management, and medical sciences as well as nonstudents, 
experts, and novices in automation from around the world were questioned about their 
personal perception of automation. This study resulted in 37 impacts of automation, 
which were mostly beneficial, or a means to success. The top 10 most frequently 
mentioned responses were:  
1. Saving time by increasing productivity and efficiency of 24/7 operations. 
2. Advancing everyday life by improving the quality, convenience, and ease of 
life and work.  
3. Saving labor. 
4. Encouraging and inspiring creative work and newer solutions. 
5. Reaching mass production and service potential. 
6. Increasing consistency and improving quality. 
7. Preventing dangerous activities. 
8. Detecting errors in healthcare, flights, factories, and reducing (human) errors. 
9. Improving medicine, medical equipment, medical system, biotechnology, and 
healthcare. 
10. Saving cost. 
[Nof 2009].  
Interestingly, this study also uncovered 2 responses that were categorized as benefit–risk 
combinations: 
1. Replacing humans. 
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2. Producing in humans the inability to complete tasks by themselves. 
[Nof 2009]  
 
From a historical overview of automation we can grasp the extent to which 
humans have become dependent on automation as the primary resource to handle work. 
The use of automation in work processes has roots in the evolution of industrial, 
chemical, and petroleum industries. Where once industrial factories were contingent upon 
hazardous mechanical machines, robots performed in place of manual, human, labor.  
What motivated these industries to pursue such an alien work force? The answer is the 
necessity of productivity.  
During WWII, manufacturing industries were under a lot of pressure to deliver 
high volumes of goods, especially chemical and petroleum products. Concurrently, 
industrial plants were under a lot of pressure from the government to improve their 
production processes in a manner that would provide safe working environments for 
human laborers on the plant floors. As a result, more and more, machines began to take 
on more and more of the labor tasks previously performed by human laborers. It was also 
during this time that mechanical, or analog, computers were rapidly developing to 
becoming the revolutionary electronic, digital, devices they are today. [Williams 2009]. 
As these practices in industry evolved, so too did the capabilities of computers 
and the role of automation. In particular, chemical plants developed two automation 
methods called batch processing and continuous processing. When first introduced to the 
world, computers virtually had no capacity for data storage, and were very expensive to 
purchase and maintain. It follows that at first, computers were used mostly for batch 
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processing, wherein a large quantity of the same, simple, task could be completed at a 
faster rate, concluding in several instances of the same outcome. This is a method we see 
frequently in modern database systems. 
As computers developed, they became more affordable, maintainable, and capable 
of storing more and more data; they developed a capacity to retain large, complex 
programs. Thus, leading to automation as continuous processing. Continuous processing 
is the ability to streamline tasks into a pipeline of multiple tasks leading to one outcome.  
In this case, a computer could begin a task, collect and store feedback, and pass this 
feedback on in a logical sequence to the next task, and so forth, until process completion 
is achieved. This method “required much more accurate control of both operations to 
avoid the transmission of processing errors, or upsets, to downstream equipment” 
[Williams 2009]. Presently, computers are capable of increasingly more expansive levels 
of data storage and extremely complex program execution.  
As technology improved, automation became mainstream and the methods by 
which automation is implemented also evolved tremendously. Most notably, 
improvements in technology contributed to the development of model building in 
automation design. In terms of automation, model building makes it possible for 
designers to map work processes entirely, directly, and precisely to the logical 
instructions on computers. As a result, the types of tasks that can be accomplished by 
means of automation are virtually limitless. These modern implementation of automation 
are enabling all manner of enterprises around the world to run faster, smoother, and more 
precisely than ever before.  
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During the early stages in the history of automation a successful implementation 
was agreed to have occurred if, and only if, it provided an increase in production, a 
decrease in human error, and a decrease in human safety incidents. [Hasegawa 2009]. 
However, as automation technology and methodology improved over time this criterion 
also expanded to include an increased level of optimization. Williams agrees with this 
stating that “Careful analysis of the operation is the most important issue for obtaining 
good results in the case of any type of operation” (enablement or enhancement) 
[Williams 2009]. 
It is important to note that optimization is a major success factor in modern 
practices of process automation projects. In this study, process optimization is defined as 
a concept that consists of practices for model building, process simplification, and 
process integration. Here model building allows the developer to visualize the process as 
step-wise tasks. During process simplification each task is broken down into a single unit 
in which only one action, event, or decision may occur. During process integration, 
redundancy within the process is removed. The removal of redundancy may be 
accomplished by extracting duplicate tasks or by deriving a smaller number of tasks from 
larger groups of tasks to produce the same outcome. As it relates to automation, 
optimization improves the overall performance of a process and may produce sequences 
of tasks that are too complex for human performance. For instance, compared to a manual 
instance of the same process, a computer may be capable of shortening the time it takes 
for process completion by decreasing the number of necessary tasks. As a result, work 
process are said to have been improved with automation by way of optimizing outcomes. 
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Due to the large advantages of automation, as described above, automation has 
become a natural means by which humans complete work. At first, automation practices 
were limited to automating manual tasks. Afterwards, automation became so common 
place that in some instances it has become recursive. For example, modern businesses 
rely on automated systems known as Enterprise Wide Information Systems, such as ERPs 
which document and track particular instances of their own automated resources. These 
systems were spawned in the 1990’s to the growing practice of automating processes to 
the extent that compatibility between processes became an issue. Most recently 
automation practices consist of adding levels of automation to process that are already 
automated. For example, a computer may be programmed to complete a new process 
wherein each task is made up of a previously automated process.  
There are many beneficial reasons to change a system, but it is important to note 
that change, in general, is a risky business. By introducing the use of automation as it is 
today, we have described many of its benefits. In review, these benefits may be summed 
up as the enhancement of current operations via optimization or the enablement of 
objective outcomes in productivity via the performance of complex logical and virtual 
maneuvers.  
The question can now be asked, what are the risks that could outweigh, or 
overshadow, these benefits of a process automation project? There are many publications 
detailing best practices, frameworks, and standards for managing the risks of change. 
Sicotte, Claude, et al. write that success is defined as “the extent (level) to which the 
system was made operational and usable during the course of the implementation 
process” [Sicotte, Claude, et al 2006]. The term "operational" refers to the system's 
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ability to complete the instance of the process. The term "usable" refers to the users' 
ability to make the instance of the process operational. There are many risks which may 
affect the operational and usable limits of a process when changes are made. Parkes and 
Davern illustrate some examples of automation projects wherein many concessions were 
made in order to ensure the overall success of the project. In these cases, the new system 
was either highly operational, or highly usable, but not both. An important question to 
ask is will the benefits of change outweigh the potential risks? For example, if the new 
system is faster and more powerful than the previous implementation, but the new system 
is also harder to use, then is this an acceptable concession to make?  
Terwicsh & Ganz write that automation has become “a major means for 
sustaining productivity advantages”. By embracing computers in the work force, task 
performance became less and less limited by the physiological and logical capabilities of 
humans. As a result, highly complex processes could be done continuously, in bulk 
batches, and effectively save time, money, and manpower. These increased production 
rates in businesses where automation is fluent, forces industry competitors to adopt and 
adapt to technology and automation as well. This is a part of modern business a practices 
known as acquiring competitive edge. It is because of this competitive edge that 
automation and technology are an integral part of all manner of successful business 
systems today. In fact most business systems are now assumed to be automated.  
Therefore, it is important to ask which factors best predict whether a work process 
is a good or poor candidate for automation, or for the addition of levels of automation, in 
any particular system. The purpose of this study is to answer this question. In this study, 
processes are discussed in terms of two categories; 1) good candidates for a successful 
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automation project, and 2) and poor candidates for a successful automation project. 
Further, it is assumed that these categories may be associated with the same general set of 
risks, best practices, and criteria for success. Factors associated with risks and best 
practices are presented and discussed in the literature review. Subsequently, data 
collected from professionals who are actually involved in process automation projects is 
examined for criteria that is perceived as crucial to the success of these projects. Results 
of this analysis are presented and analyzed for conclusions. 
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Literature Review: The Risks of Automation and the Best 
Practices to Minimize Identified Risks 
A thorough literature review is conducted to provide background for identifying 
common risks and best practices for minimizing risks in process automation projects. 
These risk and best practices will assist in shaping definitions of successful outcomes. In 
this study, the criteria collected from the literature will assist with identifying the risks 
associated with characteristics of interest in process automation projects.  
To begin, in “Human Factors in Automation Design”, Lee and Seppelt discuss 
two risks of automation design; logic and understanding. First, Lee and Seppelt note that 
most commonly, problems with automation arise due to errors in the logical model of the 
automated process. Here, the logical model defines the stepwise instructions for each task 
in order to achieve successful process completion.  
To illustrate this, consider a manual system. In a manual system, if something 
unexpected occurs, or it is unclear what the next step in the process is, then action can 
still be taken when a human makes a logical decision in place of a missing step. 
However, in an automated system the equivalent problem can go undiscovered, or 
undiagnosed where a computer may not be able to complete the process, or the process 
may complete in error. Both scenarios are undesirable.
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Bolton, Bass, and Siminiceanu expand on risks associated with logical model 
design by categorizing automation into two categories; brittle or flexible. Here, they state 
that “automation may be brittle, as it can only respond to pre-specified situation for 
which it was designed. With brittle automation, operators may encounter problems in 
situations outside the scope of the automation’s design parameters.” Where ever possible, 
Bolton, Bass, and Siminiceanu recommend implementing what they call flexible 
automation, where the system will provide feedback to the user, allowing the user to 
switch roles from operator/monitor in which the user merely observes to the system until 
an error or failure occurs, to controller in which the user has authority to take action and 
in some cases may make decisions to override the logical model of the process [Bolton, 
Bass, & Siminiceanu 2013]. 
Moreover, Lee and Seppelt point out that when the human operators’ 
understanding of the work differs from the operators’ perceptions of how the automation 
accomplishes each task, a conflict in process completion is likely to arise. In other words, 
if the automated system does not make sense to the supervisor monitoring the system, 
then it is unlikely that the supervisor will recognize when an error has been made. For 
best practices, Lee and Seppelt recommend making the process model more explainable 
and matched as closely to the human cognitive model as possible. If this practice is 
followed in the early stages of the automation design, then this risk can be avoided and 
training new users is likely to uncover less difficulties. [Lee & Seppelt 2009]. 
Bolton, Bass, and Siminiceanu call this phenomenon "mode confusion" in ‘Using 
Formal Verification to Evaluate Human-Automation Interaction: A Review’, an article 
that describes the difficulties that system users may encounter while interacting with 
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automation. Bolton, Bass, and Siminiceanu expand on the idea that the user may become 
confused by a mismatch between how the human thinks the process works and the 
automation's actual logical model. In other words, the user may incorrectly believe the 
system has reached a certain state, or mode.  
The authors write, “Human-automation interfaces may not provide enough 
feedback about the state of the device. Further, human operators may not properly 
understand how the automation works (they may not have a correct mental model.)” 
[Bolton, Bass, & Siminiceanu 2013]. With this in mind, the authors stress that it is not 
only important to validate the logical model of the automation, but to also pay careful 
attention to details concerning how the automation interface gives modal clues to 
humans. By ensuring that the model provides the human interface with feedback clues, 
such as status reports, it is more likely that the human operators will understand the 
modal state of the model. Thus, the usable limits of the system will increase.  
Bolton, Bass, and Siminiceanu describe how difficult it is to correct the risk of 
designing automation for human users in practice, stating that “Despite improvements in 
Human Automation Interaction design practices, it is difficult to anticipate all potential 
interactions within and between system components (human operators, human-
automation interfaces, device automation, and conditions in the operational 
environment)” [Bolton, Bass, & Siminiceanu 2013]. Bolton, Bass, and Siminiceanu 
suggest making informed design decisions based on 1) Reachability, 2) Visibility, 3) 
Strength of Task Completeness, Connectedness, and Reversibility/Rollbacks, and 4) 
Reliability. In other words, a highly usable system is designed is such a way that the users 
can reach and return to one mode from another, the users can differentiate between 
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visible feed back of a specific action taking place and normal system continuity, the users 
have some assurances that events such as a task completion, a connection between tasks, 
and a rollback has taken place, and the users can reuse the system in the same manner at 
different times. 
Furthermore, it is important to consider the allocation of stakeholder roles before 
and after automation, where the stakeholder is any individual associated with the 
operation and use of the process. For instance, Williams writes “In many locations this 
(automation) involves only a watchman role and an emergency maintenance function” 
[Williams 2009]. Here, the watchman refers to a user that monitors the system for failure, 
but plays no role in the processes normal operations. Repperger and Phillips study this in 
“The Human Role in Automation” in which the authors write, “we should consider some 
proper allocation of tasks between humans and machines which may be very specific to 
the skill sets of the human and those the machine may possess” [Repperger & Phillips 
2009]. From this, we can identify two more risks of automation to humans; 1) humans 
may have to change roles, and 2) the aforementioned risk may lead improper allocation 
of tasks, causing dissatisfaction or the necessity for additional time spent on training. 
Bolton, Bass, and Siminiceanu also recognize that there may be some shift in 
roles between stakeholders and computers when automation is added to a system. 
Therefore, Bolton, Bass, and Siminiceanu stress the importance of reliability, especially 
where a shift if roles causes the stakeholders to lose authority. To ensure reliability, 
Bolton, Bass, and Siminiceanu recommend implementing 1) behavior consistency, where 
“a specific action will always result in a change in interface state that adheres to a 
specific characterization”; 2) rule set connectedness, where “there is at least one situation 
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in which the interface supports the ability to perform a specific action through the 
interface (such as button clicking)”; 3) deadlock freedom, where “the interface will never 
reach a state that will never accept human operator input”; and 4) state floatability, where 
“the human operator can go from on specific interface state to another without ever 
reaching an undesirable state” [Bolton, Bass, & Siminiceanu 2014]. 
Repperger and Phillips also present some factors which may contribute to the 
satisfaction or dissatisfaction of the human stakeholder in terms of how the human 
stakeholder “has to deal with automation”. These factors include 1) trusting the 
automation to complete the process with minimal to no errors, 2) accepting the 
automation as the optimal method for process completion, 3) losing of authority over the 
logical model of the process, 4) feeling safe, or secure, 5) the ability of the automation to 
adapt to unexpected events, 6) the cost of the system, and 7) perceptions of an increase in 
gained performance. These factors can be measured using the process before automation 
as a benchmark for comparisons after automation. For example, Repperger & Phillips 
recommend measuring loss of authority after automating a system by subtracting the 
volume of actions taken and decisions made by human workers before automation from 
the volume of actions taken and decisions made by human workers after automation. 
[Repperger & Phillips 2009]. 
In “Business Process Reengineering”, Sanjay Mohapatra describes automation as 
“computer aided coordination of resources, facilities, and human knowledge to achieve 
the desired results in a way that the process is optimized. Business process optimization 
is the ultimate level of automation, where optimum utilization of resources assures 
superior quality of output consistently” [Mohapatra 2013]. Here, the author takes on the 
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perspective that the biggest risk in automating a system is the potential inability to meet 
the stakeholders' objectives due to a lack of resources, facilities, or knowledge 
surrounding the current implementation of the system. Mohapatra suggests that each 
process should be carefully considered as a candidate for automation, alluding to risks of 
choosing a poor candidate for automation. Does the process consist of repetitive manual 
tasks? Are any of these tasks duplicated in other process? Compared to other processes, 
can the process be considered inefficient or outdated? Does the process integrate with 
other processes and in doing so do the processes span geographical boundaries? Finally 
does the purpose of the process revolve around a businesses or IT initiatives? If any, or 
all of the above questions can be answered affirmatively when applied to a candidate 
process, then Mohapatra considers this a good candidate for automation. 
Next, Mohapatra suggests that the risks of automation can be further minimized 
by following a 5-step cycle of optimization which the author refers to as “analyze, 
identify, simulate, validate, and deploy” [Mohapatra 2013]. By first analyzing the process 
as it is, we can best define how it works. It follows, we may best define how to improve 
tasks within the process by identifying the inefficient processes. By exploring and 
simulating the scenarios in which the process behaves differently, developers may best 
define its situational performance. Thus, improving upon the flexibility of the process in 
its ability to handle unexpected incidents. In this matter, Mohapatra concludes that by 
following these steps the logical model of the automated process is validated and may 
pose minimal risks to the system. 
Mohapatra also discusses the risk of introducing an alien technology into the 
legacy system. This is a risk that one takes any time different or new software is 
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introduced to the market. To lower the risk of choosing the wrong software for 
automation purposes Mohapatra suggests that the new software should be flexible, easy 
to integrate, easy to use, and reliable. Here, flexible software enables users to be more 
creative by including options for customization. Easy integration refers to the software’s 
ability to use and manipulate current data types within the system, and to run on the 
system's current architecture. A tool that is easy to use is the least costly, because it does 
not require exhaustive training. Finally, if the software is reliable then it may retain long-
term validity, and reduce the risk of requiring more changes in the near future.  
Alp, Alp, and Omurtag expand on the risks of new technology acquisition in their 
Technology Acquisition and Utilization Model. Here, the authors discuss two types of 
technology acquisition. In the first, technology is built ‘in-house’ by the organization that 
will be using it, and in the second new technology is researched, in some cases 
purchased, and transferred from where to where it is needed. In their model Al, Al, and 
Omurtag list the factors that may affect the adaptation and absorption of a new 
technology. In relation to the management of a project, these factors include management 
know-how, technical know-how, training and promotion. In relation to the users, or 
workers of a process, these factors include satisfaction, motivation, and experience.  
In summary, the literature has uncovered a number of risks and factors for success 
to be wary of when considering and deploying automation. The biggest risks to note 
include risks in planning, design, implementation, and stakeholder interactions. The 
literature has also produced strategies and advice pertaining to the best means of 
minimizing these risks. A comprehensive list of these risks and best practices are 
displayed in Appendix I in Tables A.1.1 and A.1.2. The literature also presented some 
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characteristics that may be used to classify a process as a good or poor candidate for 
automation. These characteristics are identified in Table 1, and can also be found in 
Appendix I in Table A.1.3.  
Table 1. Characteristics of Good and Poor Automation Candidates 
Processes for Automation Successful Outcomes Sources 
Good Candidates • Have an abundance of resources available to the project 
• Project lifecycle has strategic milestones 
Parkes and Davern 
 
Orr 
Poor Candidates • Make sacrifices in some areas in order to make gains 
towards success  
• The automation is meant to be strategic, but the project 
implementation is not.   
Parkes and Davern 
 
Parkes and Davern 
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Research Question 
The purpose of this study is to discover criteria that can be utilized for predicting the 
success of process automation by predicting the type of candidate the process is; good, or 
poor. This study interprets the characteristics of good and poor candidates for process 
automation as follows: 
• A good candidate for automation will have project resources available in enough 
abundance to manage the risks of automating the process. With enough resources 
available, the risks of automation will not impede the success of process automation. 
Thus, the candidate will be successful, and it can be said that it is a good candidate.  
• A poor candidate will not have project resources available in enough abundance to 
manage the risks of automating the process. Without enough resources available, the 
risks of automation will be realized and will diminish the success of the process 
automation. This diminished success could present in the following ways: the project 
sacrifices certain characteristics in favor of others, the quality of characteristics is less 
than expected, the project does not attain completion, and the project is altered so 
drastically that a new project takes place in its stead. In other words, the candidate 
will fail unless it concedes certain aspects of the original goals of the project, thereby 
diminishing the success of the automation. 
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 Figure 1, below, displays the conceptual framework of this study. Here, a case 
consists of a description of a process automation project as it was experienced and 
perceived by an individual. Every process automation project is made up of 
characteristics which describe it. A characteristic is mentioned by the individual 
describing the process automation project. The characteristic may be mentioned by the 
individual with positive, negative, or neutral affect thereby signifying that the individual 
views the characteristic as having contributed positively, negatively, or neutrally to the 
success of the process automation project. These characteristics are also subject to risks, 
which inherently diminish the success of the process automation project. Therefore, a risk 
is associated with a positive mention if the risk was managed during the process 
automation project, a negative mention if the risk was unmanaged during the process 
automation project, and a neutral mention if the characteristics was perceived as a non-
contributor to the success of the process automation project.  
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Figure 1. Conceptual framework for impact of risk management.  
 
Based on the interpretation of good and poor candidates for process automation, 
described above, and the conceptual framework of this study shown in Figure 1, this 
study analyzes the affect and risks associated with mentions of characteristics of process 
automation projects. This is accomplished by examining the types of risks identified from 
the literature that are frequently managed in successful, real world, process automation 
projects, and frequently unmanaged in unsuccessful, real world, process automation 
projects.  
The most frequent risks will be presented as the criteria which can be used in the 
future to predict the success of processes as candidates for automation. For future process 
Case 
Mention 
Literature(
made!up!of!
are!subject!to!
Process Automation Project 
Characteristics 
Risks 
Research Question 
Positive affect: 
managed risk 
perceived to contribute 
to the success of the 
process automation. 
Negative affect: 
unmanaged risk 
perceived to diminish 
the success of the 
process automation. 
Neutral affect: 
recollection of 
management 
perceived as a non- 
contributor to the 
success of the process 
automation. 
Impact may be: 
• very little 
• unnoticeable 
• unmemorable 
managed unmanaged 
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automation projects, if enough resources can be provisioned in a manner suitable to 
manage the risks produced by this study, then the process is a good candidate. On the 
other hand, if resources cannot be provisioned in a manner suitable to manage the risks 
identified by this study, then the process is a poor candidate.  
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Methods 
A sample of IT professionals from a single organization with knowledge of 
process automation projects were invited to participate in this study. The organization 
was chosen based on the large size of its IT department, where there is an abundance of 
past, present, and future work process automation projects. Participants from this 
organization were invited based on the prior knowledge of this study that these 
individuals had well seasoned experiences working on process automation projects.  
The purpose of each interview was to learn about the participant's opinions of, 
and experiences with, process automation. The in-person interviews were conducted with 
one participant at a time. During each interview each participant was prompted to recall 
and describe examples of process automation projects the participant knew of or was 
recently involved in, at the organization. An interview guide was available to the 
researcher (see Appendix II). The purpose of these prompts was to encourage the 
participants to speak about details, or characteristics, of each process automation project 
contributed to the study until the subject was exhausted.  
There were no limits imposed upon participants regarding how far in the past any process 
automation project was completed, the process involved in the project, or the size and 
scope of the project. Each interview was audio recorded and accompanied by manual 
notes taken during the interview. Data about the success and detailed characteristics of 
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each case study were transcribed from the recordings of each interview. Table 2 identifies 
the characteristics of interest to this study.  
Table 2. Information of interest from participant opinions of each case study 
Characteristics of Interest 
The purpose of each process, where purpose is defined as the goal the process is meant to accomplish. Here, the goals are 
defined by the participant. 
The workflow of the process, where workflow is defined as the way in which the process accomplishes its purpose. This 
includes the tools, systems, environments, users, and experts necessary to do work as well as the sequence of tasks that take 
place.  
The amount of authority and control humans have in the workflow of the process. Here authority is defined as the number of 
decision making responsibilities that are called into action during an instance of the process. For instance, a decision may be 
required when an event triggers options between actions. Furthermore, control is defined as number of action tasks occurring 
during an instance of the process, where an action task is any action that triggers an event in the workflow. 
Breakdowns that may have occurred frequently or infrequently, where a breakdown is defined as any event in the workflow that 
may cause the process to cease normal sequences of tasks, cause errors in output, or cause the process to fail to reach 
completion. 
Any characteristics of the process the participant viewed as dissatisfying or satisfying. Here, dissatisfying characteristics are 
characteristics of the process the participant viewed as negative or not working well as an event in the process model and 
satisfying characteristics are characteristics of the process the participant viewed as positive or working well as an event in the 
process model. 
Any influences on the decision to redesign the process with automation. 
Differences in the workflow of the process model before and after automation. 
Issues discussed or discovered in the process development lifecycle, where the process development lifecycle is defined as the 
stages of conceptualizing the process, planning for resources and training, designing, building, and deploying the process into 
production 
Whether or not the participant considers the automation project an overall success. 
Characteristics of a successful implementation of automation in general. 
Characteristics of an unsuccessful implementation of automation in general. 
It was necessary to collect these characteristics of interest in order to identify the 
risk associated with, as well as the affect of the opinions of the participants, regarding 
each aspect of the process automation. This study interprets the negative affect of a 
characteristic of process automation to mean that there was poor management of the risks 
associated with that characteristic, and positive affect to mean that there was good 
management of the risks associated with that aspect of the process automation.  
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Therefore, managed and unmanaged risks can be identified by examining the 
characteristics of each process automation project, contributed by participants, and 
analyzing each characteristic for affect and associated risks. The study was approved by 
the IRB of the University of North Carolina at Chapel Hill. 
Data Analysis 
The transcripts of each interview were cleaned and de-identified by removing, and 
wherever possible, replacing names of systems, devices, technologies, or individuals with 
unidentifiable, neutral, pronouns. The transcripts were analyzed to find mentions of 
characteristics pertaining to the information of interest for each case of process 
automation. Each case was judged as successful or unsuccessful based on the perceived 
satisfaction of the participant. Each participant was prompted to at least attempt to recall 
examples of process automation projects that were both satisfactory and dissatisfactory to 
the participant. Cases were grouped by success. It was expected that there would be 
approximately the same number of successful and unsuccessful cases.  
The PI of this study judged and assigned each mention labels of “positive”, 
“negative”, or “neutral” affect. Here, affect was determined by examining and judging 
implicit and explicit statements made during the interview. For example, consider a 
mention such as, “the process took less time to complete than expected”. Table 3, below, 
displays situations in which the above mention may be labeled. 
Table 3. Example affect matrix 
Affect Label Explicit Mention Implicit Mention 
Positive  “this was a good thing” “we hoped it would be fast” 
Negative “this was not a good thing” “we needed it to run exactly 10 seconds but it only took 5; this was 
not what we wanted” 
Neutral “this did not matter” “we didn’t care how long it took” 
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Again, case studies were grouped by success and the frequencies of positive, 
negative, and neutral mentions contributed per participant were examined for any one-
sided descriptions by the participants. Any outliers found in this examination might 
suggest recall bias by the participant describing the case. For instance, if a participant 
recalled both successful and unsuccessful types of cases, but tended to recall only 
negative characteristics of each case, then it is possible that this participant was biased 
toward the recall of negative details. These groups of mention frequencies were also 
examined for differences. These comparisons showed the typical behavior of recall for 
successful and unsuccessful cases. For instance, one might assume that successful cases 
typically have more positive mentions than negative and neutral mentions. 
The PI of this study also judged and assigned to each mention labels of associated 
risks. These labels were made up of the 4 categories of risks identified during the 
literature review consisting of risks in planning, design, implementation, and stakeholder 
interactions. These risks can also be found in Appendix I in Table A.1.1. Each mention 
was associated with any combination of one, two, three, or four of these risks depending 
on the context of the mention within the interview. 
Mentions were separated into 6 groups;  
• positive mentions from successful cases,  
• negative mentions from successful cases,  
• neutral mentions from successful cases,  
• positive mentions from unsuccessful cases, 
• negative mentions from unsuccessful cases, and  
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• neutral mentions from unsuccessful cases.  
It was assumed that if a mention of a characteristic of the process automation was 
recalled with positive affect by the participant, then it was perceived by the participant to 
have contributed to the success, or lessened the failure, of the process automation project. 
Similarly, if a mention of a characteristic of the process automation was recalled with 
negative affect by the participant, then it was perceived by the participant to have 
contributed to the failure, or lessened the success, of the process automation project. 
A frequency analyses of the risks co-occurring with each group of mentions was 
conducted to compare the similarities and differences in patterns of risks that occurred 
during the successful and unsuccessful cases. Recall that risk categories associated with 
positive characteristics were managed. Therefore, these managed risks did not impede the 
success of the process automation. However, risk categories associated with negative 
characteristics were unmanaged. Therefore, these unmanaged risks hindered the success 
of the process automation.  
Risk frequencies associated with positive, negative, and neutral mentions were 
compiled across successful and unsuccessful cases. Conclusions were drawn based on the 
frequency patterns present in these groups. Table 4 represents the interpretations drawn 
from each combination of mention affect and case success. 
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Table 4. Interpretation of differences in frequencies of risk management 
 Risks Occurring Most 
Frequently When Mention 
Affect Is Positive 
Risks Occurring Most 
Frequently When Mention 
Affect Is Negative 
Risks Occurring Most 
Frequently When Mention 
Affect Is Neutral 
Risks Combinations 
Occurring Most 
Frequently in 
Successful Cases 
When manageable, these risks 
can be used to predict weather 
a prospect is a good candidate 
for process automation. 
Failure to managing these 
risks can decrease the 
success of a good candidate 
for process automation. 
Management of these risks is 
not perceived as contributing 
to the success of the process 
automation. 
Risks Combinations 
Occurring Most 
Frequently in 
Unsuccessful Cases 
Managing these risks can 
increase the success of a poor 
candidate for process 
automation. 
When unmanageable, these 
risks can be used to predict 
weather a prospect is a poor 
candidate for process 
automation. 
Management of these risks is 
not perceived as contributing 
to the success of the process 
automation. 
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Results 
This study collected data from a total of five IT professionals who participated in 
interviews averaging 30 minutes each. The case studies of process automation projects 
collected from these participants consisted of small, large, simple, and complex 
processes, as described by the participants. Furthermore, the types of process automation 
projects described included projects in which processes were born manual and became 
automated, born partially automated and became automated, and born automated and 
became automation managed. These types of work process were defined in terms of 
levels of automation by the participants of this study. Tables 5, 6, and 7, define each of 
these concepts:  
Table 5. Types of process defined by participants during interviews 
Concept Definition 
Simple processes This type of process is described as having a logical model that is easily understood by a human. 
Complex processes This type of process is described as having a logical model that is not easily understood by a human. 
Small processes This type of process is described as having a logical model that requires the involvement of one or two different systems. 
Large processes  This type of process is described as having a logical model that requires the involvement of more than two different systems. 
Table 6. Types of duties defined by participants during interviews 
Concept Definition 
Monitor A duty performed by either a human or a computer in order to identify and collect information about errors 
or unexpected events as they occur. 
Operator A duty performed by either a human or a computer that causes each task to complete and resolve to the 
next task. 
Manager A duty performed by either a human or a computer in order to in order to ensure the process performs to 
completion. This duty depends on the success of the monitor. 
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Table 7. Categorizations of process defined by participants during interviews 
Concept Definition 
Born manual 
processes 
This type of work process contains no automation. In other words, this process is completely monitored, 
operated, and managed by one or more humans. 
Born partially 
automated 
processes 
This type of work process contains some automation across task, but also requires some manual task 
completion. Commonly, these manual tasks occur at the beginning of the process, to “kick off” the process, 
or at some point during the process to “give it direction”. Furthermore, this process requires a human 
monitor and manager. 
Born automated 
processes 
This type of work process contains no manual task. However, this process does requires a human monitor 
and manager. 
Born automation 
managed processes 
This type of work process is entirely automated. In other words, this process is completely monitored, 
operated, and managed by a computer. 
The raw data about the case studies discussed by each participant along with the 
mentions of characteristics of interest are in in Appendix III Table A.3.1 and Table A.3.2, 
respectively. This data shows that each participant contributed from 3 to 6 individual case 
studies including one case study in which each participant described process automation 
in general. Table 8 displays the total number of cases contributed by each participant. 
Table 8. Total cases provided by participants, grouped by success.  
Participant Total Successful Cases Total Unsuccessful Cases Total Cases 
A 4 1 5 
D 2 2 4 
I 3 3 6 
U 2 2 4 
W 2 1 3 
Total Cases 13 9 22 
In total, 22 cases studies were collected. Of the 22 case studies, 14 process automation 
projects were unique; 3 process automation projects were discussed as cases by more 
than one participant. Each participant also contributed one case describing process 
automation projects in general. Table 9 lists the participants that described each unique 
process automation project. Here, process automation in general is included as unique 
project 4. Every case study, regardless of project duplication, was included in all data 
analysis as though each were a unique process automation project, as different 
! 31!
participants could have different perceptions about the characteristics and success of the 
same project.  
Table 9. Duplication of process automation projects provided by participants.  
 Success Unsuccessful  
Unique Projects Participant Case Participant Case Total Cases  
1 A F U Z 2 
2 I Q U G 3 
  D Y 3 U E   1 
4 
A A_Gen I I_Gen 
5 D D_Gen   U U_Gen   W W_Gen   5   I H 1 
6 I J   1 7 I X   1 8   I P 1 9 A K   1 10 A M   1 
11 W T A R 2 
12   W C 1 
13 D L   1 14   D N 1 
Of the 22 case studies collected in this study, 11 case studies were classified by 
participants as born manual processes, 2 case studies were classified by participants as 
born partially automated processes, and 9 case studies were classified by participants as 
born automated processes. Here, the processes classified as born automated include the 
case studies in which participants described process automation in general. Table 10 
displays the total number of cases in each process classification grouped by success.  
Table 10. Total cases per category grouped by success. 
Case Classification Total Successful Cases Total Unsuccessful Cases Total Cases 
born automated 7 2 9 
born manual 5 6 11 
born partially automated 1 1 2 
Total Cases 13 9 22 
Table 11 displays the total number of cases in each process classification excluding the 
cases in which participants described process automation in general. This shows that 
participants spoke the most about process automation projects involving born manual 
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processes. Furthermore, of these born manual processes, 6 out of 11 cases were 
considered successful and 5 out 11 cases were considered unsuccessful. 
Table 11. Total cases per category excluding cases describing process automation 
in general, grouped by success. 
Case Classification Total Successful Cases Total Unsuccessful Cases Total Cases 
born automated 2 2 9 
born manual 5 6 11 
born partially automated 1 1 2 
Total Cases 13 9 22 
Overall, of the 22 case studies collected in this study, 13 cases consisting of 368 mentions 
of characteristics of interest were reported by participants as successful process 
automation projects and 9 cases consisting of 274 mentions of characteristics of interest 
were reported by participants as unsuccessful. This is displayed in Table 12, below. 
Table 12. Total of case and mention provided by participants.  
 Total Cases Total Mentions 
Successful Cases 13 368 
Unsuccessful Cases 9 274 
Total Cases 22 642 
Results of Frequency Analysis of Mention Affect Co-Occurring with 
Successful and Unsuccessful Cases 
 Mentions of the characteristics of each case were coded for affect by the P.I. of 
this study. The affect of each mention was determined based on the implicit and explicit 
interpretation of the participant’s words as described in the methods section in Table 3. 
Table 13 lists a few examples of mentions coded with each type of affect. The coding of 
affect in all mentions collected in this study can be found in Table A.3.2 of Appendix III. 
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Table 13. Examples of mentions coded for affect.  
Affect Mention Participant Case 
positive 
The files are backed up automatically on servers. U E 
Your alerting system itself becomes more granular in its ability to respond A M 
it puts all our tools into one central location. I X 
negative 
The more potential systems you can impact, the higher level of sanity check you would need. W T 
It cant do everything right now D Y 
I have to remember to go in and refresh the darn thing else it logs me out. I P 
neutral 
We can keep some things in house U Z 
That’s an example of how people will use what they have, whether it’s the best system or not. D L 
this bulk of tickets U G 
A frequency analysis of the positive, negative and neutral mentions co-occurring 
with successful and unsuccessful cases was conducted. Table 14, below, displays the 
frequencies of these mentions that co-occur with successful cases. Table 15, displays the 
frequencies of these mentions that co-occur with unsuccessful cases. Table 16, below, 
displays the total frequencies of these mentions co-occurring with both successful and 
unsuccessful cases. 
Table 14. Frequency of mention affect by case co-occurring with successful cases 
Case 
Frequency of 
Positive 
Mention Affect 
Frequency of 
Negative 
Mention Affect 
Frequency of 
Neutral 
Mention Affect 
Total 
Frequency 
of Mentions 
A_Gen 24 23 0 47 
D_Gen 22 11 0 33 
E 28 11 1 40 
F 16 2 5 23 
J 9 6 0 15 
K 12 2 1 15 
L 17 13 2 32 
M 19 0 0 19 
Q 7 10 0 17 
T 34 27 0 61 
U_Gen 3 11 0 14 
W_Gen 12 12 0 24 
X 13 15 0 28 
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Table 15. Frequency of mention affect by case co-occurring with unsuccessful 
cases 
Case 
Frequency of 
Positive 
Mention Affect 
Frequency of 
Negative 
Mention Affect 
Frequency of 
Neutral 
Mention Affect 
Total 
Frequency 
of Mentions 
C 10 17 0 27 
G 16 18 5 39 
H 20 30 2 52 
I_Gen 3 2 0 5 
N 11 13 0 24 
P 4 13 0 17 
R 3 5 0 8 
Y 23 16 0 39 
Z 29 30 4 63 
Table 16. Frequency of mention affect from all cases co-occurring with successful 
and unsuccessful cases  
 
Total Frequency of 
Positive Mention Affect 
Total Frequency of 
Negative Mention Affect 
Total Frequency of 
Neutral Mention Affect 
Successful Cases 216 143 9 
Unsuccessful Cases 119 144 11 
All Cases 335 287 20 
Table 14, 15, and 16, above, are in agreement that successful cases tended to have 
more positive mentions, than negative mentions, and unsuccessful cases tended to have 
more negative mentions than positive mentions. However, on a case by case basis the 
majority of mentions tended to be positive and the number of negative mentions in 
successful and unsuccessful cases was about the same. Overall, there were very few 
neutral mentions. This could be due to the fact that more successful cases were 
contributed than unsuccessful cases. Interestingly, the neutral mentions were most 
frequently contributed when discussing cases that were unsuccessful. In comparison, the 
minimum number of mentions contributed to unsuccessful cases is noticeably smaller 
than the minimum mentions contributed to the successful cases. This is due to cases 
I_Gen and R, which contributed 5 and 8 mentions respectively to the set of unsuccessful 
cases. Despite these two studies, the distributions of mentions in the sets of successful 
and unsuccessful cases are similar enough for the purposes of this study.  
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Results of Frequency Analysis of Associated Risks Categories Co-
Occurring with Case Success Regardless of Mention Affect 
 Mentions of the characteristics of each case were coded for associated risks by the 
P.I. of this study. The risks associated with each mention were determined based on the 
research described in the literature review of this study. The actual risks associated with 
each mention include the risk categories of risks in planning, designing, implementing 
and stakeholder interactions. These risk categories are described in Table A.1.1. of 
Appendix I. Each mention was coded as having an association with one, two, three, or 
four of the risk categories which include risks in planning, design, implementation, 
stakeholder interactions. Table 17 lists examples of mentions coded with each 
combination of risks. The coding of risks associated with all mentions collected in this 
study can be found in Table A.3.2 of Appendix III. 
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Table 17. Examples of mentions coded with associated risks.  
Associated Risk Mention Participant Case 
planning Some of the cloud environments can’t really see outside of their own little world. S T 
design It’s not very easy to use. U G 
implementation all the way through to closure U Z 
stakeholder 
interactions It’s faster to click than it is to remember 10 steps to execute D D_Gen 
planning and 
design If you move one piece then the whole thing kind of comes apart W C 
planning and 
implementation The files are backed up automatically on servers. U E 
planning and 
stakeholder 
interactions 
You cannot do that human to human scaling at that level at an 
efficient staff cost. A A_Gen 
design and 
implementation 
If this job fails, and there’s a dependency between the first job and 
the second job, well this job doesn’t’ know that this job failed and so 
it still runs 
W C 
design and 
stakeholder 
interactions 
There’s no duplication of processes U E 
implementation 
and stakeholder 
interactions 
Whether it’s a good or a bad system they’re able to go out and get it 
done D L 
planning and 
design and 
implementation 
Over time both the alerting tools and our processes got more 
sophisticated A M 
planning and 
design and 
stakeholder 
interactions  
If I’m already working another problem, then I can just go into aux 
work and they’ll stay in the queue and I can grab it when I’m ready. I P 
planning and 
implementation 
and stakeholder 
interactions 
Now all of the sudden you have 20 teams that are making changes in 
an 8 hour window, how likely is that going to work? S T 
design and 
implementation 
and stakeholder 
interactions 
streamlined the process U G 
planning and 
design and 
implementation 
and stakeholder 
interactions 
a one stop process for everything. U G 
In order to produce criteria than can be used to predict the success of a candidate 
for process automation, it is important to discover as many distinctions between 
successful and unsuccessful cases as possible. Therefore, a frequency analysis of each 
risk category was performed in order to identify which risks were most frequently 
referenced. The most frequent risk categories are identified as the most important to the 
perception of success or failure by the participant. Table 18 displays the frequencies of 
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risks in planning, design, implementation, and stakeholder interactions associated with 
characteristics of interest reported by participants.  
Table 18. Frequency of risk associations by category of case 
 
Risks in 
Planning 
Risks in 
Design 
Risks in 
Implementation 
Risks to Stakeholder 
Interactions 
Successful Cases 135 124 132 251 
Unsuccessful Cases 102 77 66 178 
All Cases  237 201 198 429 
Here, risks to stakeholder interactions occurs most frequently regardless of 
success. Of the three remaining risk categories in successful cases, planning was the most 
frequent and design was least, but there was little difference. In contrast, of the three 
remaining risk categories in unsuccessful cases, the frequency of risks in design and 
implementation were approximately the same and were also much less frequent than risks 
in planning.  
Results of Frequency Analysis of Risks Associated with Positive 
Mentions and Case Success 
Given the assumption that risks associated with positive characteristics contribute 
to the success of the process automation, frequency analyses of the risks associated with 
positive mentions of characteristics in successful and unsuccessful cases was conducted. 
Table 19 displays the risk frequencies associated with the positive mentions of 
characteristics in successful cases, Table 20 displays the risk frequencies associated with 
the positive mentions of characteristics in unsuccessful cases, and Table 21 displays the 
total frequencies of the risks associated with the positive mentions of characteristics in 
successful and unsuccessful. 
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Table 19. Frequency of risk combinations associated with the positive mentions of 
characteristics in successful cases. 
Case 
Planning 
D
esign 
Im
plem
entation 
Stakeholder Interactions 
Planning &
 D
esign 
Planning &
 Im
plem
entation 
Planning &
 Stakeholder Interactions 
D
esign &
 Im
plem
entation 
D
esign &
 Stakeholder Interactions 
Im
plem
entation &
 Stakeholder Interactions 
Planning &
 D
esign &
 Im
plem
entation 
Planning &
 D
esign &
  Stakeholder Interactions  
Planning &
 Im
plem
entation &
 Stakeholder Interactions 
D
esign &
 Im
plem
entation &
 Stakeholder Interactions 
Planning &
 D
esign &
 Im
plem
entation &
 Stakeholder Interactions 
A_Gen 2 0 1 5 0 0 3 0 1 1 0 2 8 1 0 
D_Gen 2 0 1 12 0 0 1 0 2 2 1 0 1 0 0 
E 2 3 2 7 1 2 3 1 4 1 0 1 0 0 1 
F 0 3 2 3 0 1 0 2 1 1 0 1 2 0 0 
J 0 1 2 3 0 0 0 0 0 3 0 0 0 0 0 
K 0 2 1 2 0 0 1 0 2 0 0 2 1 0 1 
L 0 0 0 7 0 0 0 0 2 5 0 0 0 3 0 
M 0 4 1 1 0 4 3 0 0 4 1 0 1 0 0 
Q 0 0 0 3 1 0 0 2 0 0 0 1 0 0 0 
T 4 2 3 5 1 1 10 1 0 3 0 1 3 0 0 
U_Gen 0 0 0 0 0 0 1 0 1 0 0 0 0 1 0 
W_Gen 4 0 0 2 0 0 5 0 0 0 0 0 1 0 0 
X 0 2 1 3 0 0 0 0 4 0 0 0 0 3 0 
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Table 20. Frequency of risk combinations associated with the positive mentions of 
characteristics in unsuccessful cases. 
Case 
Planning 
D
esign 
Im
plem
entation 
Stakeholder Interactions 
Planning &
 D
esign 
Planning &
 Im
plem
entation 
Planning &
 Stakeholder Interactions 
D
esign &
 Im
plem
entation 
D
esign &
 Stakeholder Interactions 
Im
plem
entation &
 Stakeholder Interactions 
Planning &
 D
esign &
 Im
plem
entation 
Planning &
 D
esign &
 Stakeholder Interactions  
Planning &
 Im
plem
entation &
 Stakeholder Interactions 
D
esign &
 Im
plem
entation &
 Stakeholder Interactions 
Planning &
 D
esign &
 Im
plem
entation &
 Stakeholder Interactions 
C 0 0 3 0 0 0 0 2 2 1 1 1 0 0 0 
G 0 2 0 3 0 0 2 0 1 2 1 0 0 3 2 
H 1 1 4 1 0 0 0 0 2 6 1 0 2 2 0 
I_Gen 0 0 0 2 0 0 0 1 0 0 0 0 0 0 0 
N 0 2 2 1 1 0 0 0 3 1 0 0 0 1 0 
P 0 1 2 0 0 0 0 0 0 0 0 1 0 0 0 
R 2 0 0 0 0 0 1 0 0 0 0 0 0 0 0 
Y 1 0 6 3 0 0 3 2 0 4 2 0 1 1 0 
Z 0 0 5 6 1 0 2 7 4 0 0 2 0 2 0 
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Table 21. Total frequency of risk combinations associated with the positive 
mentions of characteristics in with successful and unsuccessful cases. 
 
Planning 
D
esign 
Im
plem
entation 
Stakeholder Interactions 
Planning &
 D
esign 
Planning &
 Im
plem
entation 
Planning &
 Stakeholder Interactions 
D
esign &
 Im
plem
entation 
D
esign &
 Stakeholder Interactions 
Im
plem
entation &
 Stakeholder Interactions 
Planning &
 D
esign &
 Im
plem
entation 
Planning &
 D
esign &
 Stakeholder Interactions  
Planning &
 Im
plem
entation &
 Stakeholder Interactions 
D
esign &
 Im
plem
entation &
 Stakeholder Interactions 
Planning &
 D
esign &
 Im
plem
entation &
 Stakeholder Interactions 
Total Successful  14 17 14 53 3 8 27 6 17 20 2 8 17 8 2 
Total Unsuccessful  4 6 22 16 2 0 8 12 12 14 5 4 3 9 2 
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Tables 19, 20, and 21, indicate that of the risks associated with positive mentions 
in successful cases, risks to stakeholder interactions, risks in planning and stakeholder 
interactions, and risks in implementation and stakeholder interactions are the three most 
frequent risks. This means that risks to stakeholder interactions, risks in planning and 
stakeholder interactions, and risks in implementation and stakeholder interactions were 
most frequently managed where characteristics contributed to the success of the process 
automation project and cases were successful. However, of the risks associated with 
positive mentions in unsuccessful cases risks in implementation, risks to stakeholder 
interactions, and risks in implementation and stakeholder interactions were the three most 
frequent risks. This means that risks in implementation, risks to stakeholder interactions, 
and risks in implementation and stakeholder interactions were also most frequently 
managed where characteristics contributed to the success of the process automation 
project and cases were unsuccessful.  
These results indicate that a process is more likely to be a good candidate for 
process automation if the risks to stakeholder interactions, risks in planning and 
stakeholder interactions, and risks in implementation and stakeholder interactions can be 
managed. Furthermore, a process is less likely to be a good candidate for process 
automation if instead the risks in implementation, risks to stakeholder interactions, and 
risks in implementation and stakeholder interactions are managed. This could be because 
the management of the second set of risks, in comparison with the first set of risks, are 
less likely to be effective, or is not sufficient to cause good candidacy. In other words a 
process may succeed, as a good candidate, if it manages risks in planning and stakeholder 
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interactions more often than if it manages risks in implementation and stakeholder 
interactions.  
Results of Frequency Analysis of Risks Associated with Negative 
Mentions and Case Success 
Given the assumption that risks associated with negative characteristics diminish 
the success of the process automation, another frequency analyses of the risks associated 
with negative mentions of characteristics in successful and unsuccessful cases was 
conducted. Table 22 displays the risk frequencies associated with the negative mentions 
of characteristics in successful cases, Table 23 displays the risk frequencies associated 
with the negative mentions of characteristics in unsuccessful cases, and Table 24 displays 
the total frequencies of the risks associated with the negative mentions of characteristics 
in successful and unsuccessful. 
! 43!
Table 22. Frequency of risk combinations associated with the negative mentions of 
characteristics in successful cases. 
Case 
Planning 
D
esign 
Im
plem
entation 
Stakeholder Interactions 
Planning &
 D
esign 
Planning &
 Im
plem
entation 
Planning &
 Stakeholder Interactions 
D
esign &
 Im
plem
entation 
D
esign &
 Stakeholder Interactions 
Im
plem
entation &
 Stakeholder Interactions 
Planning &
 D
esign &
 Im
plem
entation 
Planning &
 D
esign &
 Stakeholder Interactions 
Planning &
 Im
plem
entation &
 Stakeholder Interactions 
D
esign &
 Im
plem
entation &
 Stakeholder Interactions 
Planning &
 D
esign &
 Im
plem
entation &
 Stakeholder Interactions 
A_Gen 4 0 0 8 0 1 4 1 1 1 1 0 2 0 0 
D_Gen 1 0 0 3 0 0 4 0 2 0 0 0 1 0 0 
E 6 0 2 0 2 0 0 0 0 1 0 0 0 0 0 
F 0 1 0 0 0 0 0 0 0 1 0 0 0 0 0 
J 0 0 3 0 0 0 1 0 0 2 0 0 0 0 0 
K 0 0 0 2 0 0 0 0 0 0 0 0 0 0 0 
L 0 5 0 1 0 0 0 1 6 0 0 0 0 0 0 
M 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
Q 0 0 0 4 1 0 3 1 0 1 0 0 0 0 0 
T 7 0 1 10 0 0 7 0 0 0 0 1 1 0 0 
U_Gen 0 0 0 5 0 0 3 0 1 0 1 0 0 0 1 
W_Gen 5 0 0 1 2 0 4 0 0 0 0 0 0 0 0 
X 0 0 0 10 0 0 3 0 2 0 0 0 0 0 0 
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Table 23. Frequency of risk combinations associated with the negative mentions of 
characteristics in unsuccessful cases. 
Case 
Planning 
D
esign 
Im
plem
entation 
Stakeholder Interactions 
Planning &
 D
esign 
Planning &
 Im
plem
entation 
Planning &
 Stakeholder Interactions 
D
esign &
 Im
plem
entation 
D
esign &
 Stakeholder Interactions 
Im
plem
entation &
 Stakeholder Interactions 
Planning &
 D
esign &
 Im
plem
entation 
Planning &
 D
esign &
 Stakeholder Interactions  
Planning &
 Im
plem
entation &
 Stakeholder Interactions 
D
esign &
 Im
plem
entation &
 Stakeholder Interactions 
Planning &
 D
esign &
 Im
plem
entation &
 Stakeholder Interactions 
C 6 3 0 0 4 0 1 1 0 0 1 1 0 0 0 
G 1 1 0 7 1 0 1 0 3 1 0 1 0 1 1 
H 8 0 2 9 0 0 4 0 6 0 0 1 0 0 0 
I_Gen 0 0 0 2 0 0 0 0 0 0 0 0 0 0 0 
N 0 0 1 5 1 0 0 0 4 2 0 0 0 0 0 
P 0 0 2 8 1 0 0 0 1 0 0 1 0 0 0 
R 0 0 0 2 0 0 1 0 0 2 0 0 0 0 0 
Y 3 3 0 0 0 1 7 0 2 0 0 0 0 0 0 
Z 0 0 2 9 0 0 6 1 2 3 1 1 2 3 0 
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Table 24. Total frequency of risk combinations associated with the negative 
mentions of characteristics in with successful and unsuccessful cases. 
 
Planning 
D
esign 
Im
plem
entation 
Stakeholder Interactions 
Planning &
 D
esign 
Planning &
 Im
plem
entation 
Planning &
 Stakeholder Interactions 
D
esign &
 Im
plem
entation 
D
esign &
 Stakeholder Interactions 
Im
plem
entation &
 Stakeholder Interactions 
Planning &
 D
esign &
 Im
plem
entation 
Planning &
 D
esign &
 Stakeholder Interactions  
Planning &
 Im
plem
entation &
 Stakeholder Interactions 
D
esign &
 Im
plem
entation &
 Stakeholder Interactions 
Planning &
 D
esign &
 Im
plem
entation &
 Stakeholder Interactions 
Total Successful  23 6 6 44 5 1 29 3 12 6 2 1 4 0 1 
Total Unsuccessful  18 7 7 42 7 1 20 2 18 8 2 5 2 4 1 
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Tables 22, 23, and 24, indicate that of the risks associated with negative mentions 
in successful cases, risks in planning, risks to stakeholder interactions, and risks in 
planning and stakeholder interactions are the three most frequent risks. This means that 
risks in planning, risks to stakeholder interactions, and risks in planning and stakeholder 
interactions were most frequently unmanaged where characteristics diminished the 
success of the process automation project and cases were successful. However, of the 
risks associated with negative mentions in unsuccessful cases risks in planning, risks to 
stakeholder interactions, risks in planning and stakeholder interactions, and risks in 
design and stakeholder interactions were the three most frequent risks. This means that 
risks in planning, risks to stakeholder interactions, risks in planning and stakeholder 
interactions, and risks in design and stakeholder interactions were also most frequently 
unmanaged where characteristics diminished the success of the process automation 
project and cases were unsuccessful. These results suggest that a process is more likely to 
be a bad candidate for process automation if the risks in planning, risks to stakeholder 
interactions, and risks in planning and stakeholder interactions are ignored, or 
unmanaged.  
Results of Frequency Analysis of Risks Associated with Neutral 
Mentions and Case Success 
Given the assumption that risks associated with neutral characteristics do not 
contribute to the success of the process automation, examining the types of risks 
referenced neutrally in process automation cases may be useful in determining which risk 
categories are less important, or less extremely important, to stakeholders than other risk 
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categories. Therefore, another frequency analyses of the risks associated with neutral 
mentions of characteristics in successful and unsuccessful cases was conducted. Table 25 
displays the risk frequencies associated with the neutral mentions of characteristics in 
successful cases, Table 26 displays the risk frequencies associated with the neutral 
mentions of characteristics in unsuccessful cases, and Table 27 displays the total 
frequencies of the risks associated with the neutral mentions of characteristics in 
successful and unsuccessful. 
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Table 25. Frequency of risk combinations associated with the neutral mentions of 
characteristics in successful cases. 
Case 
Planning 
D
esign 
Im
plem
entation 
Stakeholder Interactions 
Planning &
 D
esign 
Planning &
 Im
plem
entation 
Planning &
 Stakeholder Interactions 
D
esign &
 Im
plem
entation 
D
esign &
 Stakeholder Interactions 
Im
plem
entation &
 Stakeholder Interactions 
Planning &
 D
esign &
 Im
plem
entation 
Planning &
 D
esign &
 Stakeholder Interactions  
Planning &
 Im
plem
entation &
 Stakeholder Interactions 
D
esign &
 Im
plem
entation &
 Stakeholder Interactions 
Planning &
 D
esign &
 Im
plem
entation &
 Stakeholder Interactions 
A_Gen 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
D_Gen 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
E 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1 
F 0 2 0 2 0 0 0 0 0 1 0 0 0 0 0 
J 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
K 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 
L 0 0 1 1 0 0 0 0 0 0 0 0 0 0 0 
M 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
Q 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
T 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
U_Gen 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
W_Gen 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
X 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
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Table 26. Frequency of risk combinations associated with the neutral mentions of 
characteristics in unsuccessful cases. 
Case 
Planning 
D
esign 
Im
plem
entation 
Stakeholder Interactions 
Planning &
  
D
esign 
Planning &
 Im
plem
entation 
Planning &
 Stakeholder Interactions 
D
esign &
 Im
plem
entation 
D
esign &
 Stakeholder Interactions 
Im
plem
entation &
 Stakeholder Interactions 
Planning &
 D
esign &
 Im
plem
entation 
Planning &
 D
esign &
 Stakeholder Interactions  
Planning &
 Im
plem
entation &
 Stakeholder Interactions 
D
esign &
 Im
plem
entation &
 Stakeholder Interactions 
Planning &
 D
esign &
 Im
plem
entation &
 Stakeholder Interactions 
C 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
G 0 2 0 1 2 0 0 0 0 0 0 0 0 0 0 
H 0 0 0 0 0 0 0 0 0 1 0 1 0 0 0 
I_Gen 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
N 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
P 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
R 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
Y 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 
Z 0 0 0 1 1 0 1 0 1 0 0 0 0 0 0 
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Table 27. Total frequency of risk combinations associated with the neutral 
mentions of characteristics in with successful and unsuccessful cases. 
 
Planning 
D
esign 
Im
plem
entation 
Stakeholder Interactions 
Planning &
 D
esign 
Planning &
 Im
plem
entation 
Planning &
 Stakeholder Interactions 
D
esign &
 Im
plem
entation 
D
esign &
 Stakeholder Interactions 
Im
plem
entation &
 Stakeholder Interactions 
Planning &
 D
esign &
 Im
plem
entation 
Planning &
 D
esign &
 Stakeholder Interactions 
Planning &
 Im
plem
entation &
 Stakeholder Interactions 
D
esign &
 Im
plem
entation &
 Stakeholder Interactions 
Planning &
 D
esign &
 Im
plem
entation &
 Stakeholder Interactions 
Total Successful  0 2 1 4 0 0 0 0 0 1 0 0 0 0 1 
Total Unsuccessful  0 2 0 2 3 0 1 0 1 1 0 1 0 0 0 
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The tables above are extremely sparse. Of these contributions, there is a 
difference in the risk categories most frequently occurring in the successful and 
unsuccessful cases. However, since the maximum frequency of mentions per risk 
category in each case was 2 this study has to dismiss these findings as too small to draw 
conclusions. 
Summary of Results 
This study determined that if enough resources can be provisioned to a 
prospective process in a manner that is suitable to manage the risks identified by this 
study, then the process is a good candidate. On the other hand, if resources cannot be 
provisioned in a manner suitable to manage the risks identified by this study, then the 
process is a poor candidate. This was accomplished by examining the types of risks 
identified from the literature that are frequently managed in successful, real world, 
process automation projects, and frequently unmanaged in unsuccessful, real world, 
process automation projects.  
In summary, the study participants recalled more successful processes than 
unsuccessful processes, more positive characteristics than negative characteristics, and 
very few neutral characteristics. By examining the risks associated with the positive, 
negative, and neutral mentions of the process automation characteristics this study found 
evidence that successful and unsuccessful cases managed certain risks differently. For 
instance, this study found that successful cases tended to manage risks to stakeholder 
interactions, risks in planning and stakeholder interactions, and risks in implementation 
and stakeholder interactions, but unsuccessful cases tended not to manage risks in 
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planning, risks to stakeholder interactions, and risks in planning and stakeholder 
interactions. Thus, this study determined that in the future, if enough resources can be 
provisioned to a prospective process in a manner suitable enough to manage the risks to 
stakeholder interactions, risks in planning and stakeholder interactions, and risks in 
implementation and stakeholder interactions identified by this study, then the process is a 
good candidate. On the other hand, if resources cannot be provisioned in a manner 
suitable enough to manage the risks in planning, risks to stakeholder interactions, and 
risks in planning and stakeholder interactions identified by this study, then the process is 
a poor candidate.  
Recall Table 4 which laid out the conclusion space of this study. Table 28 
displays the results of this study in that conclusion space. These criteria can be used to 
best predict the success or failure of a process as a candidate for process automation, 
where a predicted success denotes a good candidate and a predicted failure denotes a poor 
candidate. Cell 1 of this table lists risks that, when managed, are the most likely to cause 
a process to have good candidacy for automation. Cell 2 lists risks that, even if 
unmanaged, may diminish the success of a good candidate, but are unlikely to cause poor 
candidacy. Cell 3 lists risks that, when managed, may increase the success of a poor 
candidate, but not necessarily enough to improve the candidacy of the process from poor 
to good. Finally, cell 4 lists risks that, if unmanaged, are most likely to be associated with 
a bad candidate for process automation. 
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Table 28. Risks predictive of successful and unsuccessful process automation 
projects. 
 Managed Risks Unmanaged Risks 
Good Candidate 
1 
• Stakeholder Interactions 
 
• Planning and Stakeholder 
Interactions 
 
• Implementation And 
Stakeholder Interactions 
2 
• Stakeholder Interactions 
 
• Planning and Stakeholder 
Interactions 
 
• Planning 
Poor Candidate 
3  
• Managing these risks 
 
• Stakeholder Interactions 
 
• Implementation and 
Stakeholder Interactions 
4      
• Stakeholder Interactions 
 
• Planning and Stakeholder 
Interactions 
 
• Design And Stakeholder 
Interactions 
! 54!
Discussion 
This study identified criteria that may be used to predict the success of a process 
as a candidate for automation. These criteria are presented in the form or risk categories 
that should be adequately managed to prevent them from impeding the success of process 
automation. These criteria can be used to determine if a prospective process is a good 
candidate for automation based on the resources and opportunities available to manage 
these risks.  
The risks involved in each risk category originated from a review of the literature. 
Identifying, addressing, and preventing these risk categories from negatively impacting a 
process automation project has historically been important to the success of process 
automation projects in general. Therefore, by addressing and preventing these same risks, 
future process automation projects should be able to predict success.  
The results of a frequency analysis of these risks co-occurring independently with 
successful and unsuccessful cases revealed that risks to stakeholder interactions were 
associated most frequently with characteristics recalled by participants in both successful 
and unsuccessful cases. In successful cases, risks in planning and implementation were 
most frequently after risks to stakeholder interactions, and in unsuccessful cases risks in 
planning were most frequent after risks to stakeholder implementation. Several more 
granular frequency analyses were performed in order to further explore these results. 
! 55!
These more granular analyses had similar resulted wherein risks to stakeholder 
interactions were recalled the most, regardless of success or affect, and risks in planning 
were recalled second most frequently. From these results, this study concluded that the 
risks in planning and risks to stakeholder interactions should be the criteria used by future 
process automation projects to predict whether or not a process is a good or poor 
candidate for automation.  
It is important to examine the broader characteristics of this study in order to 
determine whether there are any contextual reasons that could affect the results. This can 
be accomplished by examining the study site for characteristics that may be unique to the 
organization, including the IT professionals who participated in this study, and the cases 
of process automation projects these participants contributed. Next, risk categories are 
reviewed and the risks in planning and stakeholder interactions are be compared with the 
risks in design and implementation to discern reasons why risks in planning and 
stakeholder implementation may have presented themselves more often than others. 
To begin, the organization from which the participants of this study were sampled 
can be described as having an abundance of resources including experts on staff and 
cutting edge technology. In fact, when a participant was asked if he/she had ever worked 
on a process automation project at the organization that was so large and complex it 
appeared to be doomed to failure, the participant’s response was “No, we finish all 
automation projects no matter how complex they are.” Therefore, this organization is 
likely capable of automating any work process a stakeholder would prefer to be 
automated.  
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Importantly, the stakeholders in this organization perceived this to be true. As 
such, in this study a case labeled successful signifies that in the opinion of the participant 
the outcome of the process automation is the best it can be for its current use and requires 
no immediate improvement. In contrast, a case labeled unsuccessful signifies that in the 
opinion of the participant the outcome of the process automation could and should be 
improved. 
Here, the abundant resources of this organizations may have made it possible for 
some risks to be ignored, rather than managed, or unmanaged. However, the same risks 
could have a larger impact on an organization with fewer resource and expertise. Thus, 
these risks could also be recalled more frequently by participants from an organization 
with fewer resources. In this scenario, a similar study conducted at a site with fewer 
resources and expertise may produce different results.  
Next, the participants sampled in this study consisted of IT professionals. As IT 
professionals the participants spoke of process automation from the perspective of a 
stakeholder whose primary duties are to administer users, environments, and technologies 
in a system of processes. Furthermore, the majority of case studies these participants 
contributed consisted of projects wherein the previously manual, primary, duties of the 
participants became automated. 
One of the participants described the difference between the born manual IT 
model and the automated IT model. Using the manual processes the IT professional 
connects to a system, often by connecting their desktop to a server, manually issues 
commands to make a change to the system, and manually issues a command to 
disconnect from the system. During this procedure, the IT professional has full access to, 
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and control over the system. However, using automated processes the IT professional 
communicates with an application. This application interprets the needs of the IT 
professional and communicates with the system to perform the work processes the IT 
professional needs to accomplish. 
By adding automation to these IT work processes, the work of the IT professional 
is drastically changed. According to one participant, in the manual model the IT 
professional is as equally capable of crashing, destroying, or damaging the system as they 
are of making improvements to the system. As such, the organization must hire experts 
and provide the experts with adequate compensation. However, in the automated model, 
the types of changes the IT professional can make to the system are limited by the 
programming of the automation. In other words, the automation adds a layer of 
abstraction between the IT professional and the systems to which they administer. As 
such, the IT professionals lose direct control over the system. This is important to note 
because loss of authority, changes in the role of the stakeholder, and improper allocation 
of tasks are a few of the risks identified in the literature as risks in stakeholder 
interactions, a criterion identified by this study.   
According to another participant, the manual model of IT is very time consuming. 
Often, saving time and effort is the impetus for implementing automation into a manual 
system. As such, if the automated system does not improve upon the time required to do 
work in the manual system, many IT professionals will consider the automation 
unsuccessful. Also, if the automated system is too hard to use, the IT professional may 
exert more effort to accomplish the same goals. Again, many IT professionals will 
consider this automation unsuccessful. However, it is important to keep in mind that this 
! 58!
type of comparison is only possible when the IT professional has a benchmark to 
compare the automated system to. In this study, the participants worked with the manual 
models of the process and the automated models of the processes. Thus, the participants 
not only judged the automated process based on their experiences, but often judged the 
success of the automated process by comparing them to the manual models as a 
benchmark to judge gains in performance. This is also important to note, as risks to the 
gains in performance is another risk identified by the literature under the risk category 
risks to stakeholder interactions.  
 It is important to understand how the risk categories associated with these cases 
are affected by the perspectives of the organization and participants sampled in this study. 
Remember that risks in planning consist of risks that may negatively impact the planning 
of the automation, risks in design consist of risks concerning changing the design of the 
process, risks in implementation consist of risks that may negatively impact the 
implementation of the automation in production, and risks to stakeholder interactions 
consist of risks in which the stakeholder is negatively impacted by the automation. The 
results of this study indicated that risks in design and implementation may be less crucial 
to the participants than risks in planning and stakeholder interactions. It is important to 
the generalizability of the results of this study to attempt to explain these differences.  
Based on the capabilities of this organization and the roles of the participants in 
the organization, it is possible that the participants were unconcerned with the ability of 
the organization to complete the process automation project in terms of designing, 
building, and implementing the automation in a manner accommodating to the objectives 
of the stakeholders. In this scenario, the participants would most likely recall and 
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contribute characteristics of process automation projects that could be associated with 
risks in design and implementation less frequently than risks in planning and stakeholder 
interactions. If this is true, then it may be that there exists some bias from the confidence 
of the participants in the ability of the organization to produce automation. This could be 
reflected in the data, where risks in design and implementation appear less frequently 
than risks in planning and stakeholder interactions 
The results of this study revealed that risks in stakeholder interactions were most 
often associated with process automation projects regardless of success. Upon closer 
inspection of this data it seems that the majority characteristics associated with this risk 
category were due to concern from the participants regarding changes in the role of the 
stakeholder, improper allocations of tasks, and stakeholder’s concerns including lack of 
trust, loss of authority, poor adaptivity, and gains in performance. Table 29 displays some 
examples of mentions associated with risks to stakeholder interactions. Here, automation 
was often perceived to increase the performance of the process, but to decrease the 
intimacy of the connection, or the control the stakeholder may have previously had with 
the process before automation.  
Table 29. Examples of mentions associates with risks to stakeholder interactions. 
Concern of the Participant Mention Affect Participant Case 
Changes in the role of the 
stakeholder 
We used to be able to go to the queue on the 
server, and make changes, and delete files, 
But now it doesn’t, and it’s harder to do 
NEGATIVE 
I H 
Improper allocations of tasks They are not sure who all is in charge of addressing those issues. 
NEGATIVE U Z 
Lack of trust I still do it from other places, and I don’t do it from the tool 
NEGATIVE I X 
Loss of authority They’re afraid we’re going to make irresponsible changes 
NEGATIVE W T 
Poor adaptivity an area where it creates a lot of road bumps NEGATIVE U G 
Gains in performance 
It is a tremendous boost to work productivity, 
because someone can go off and do 
something while this thing is being done in 
the background. 
POSITIVE 
A F 
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As previously described from the insights of one participant, these concerns may 
arise from the layer of abstraction the automation causes between the IT professional and 
the system the IT professional is administering. In comparison with the direct control and 
visibility the IT professional has when the process is manual, the IT professional is 
somewhat limited by the automation. If the IT professional felt that the presences of 
automation contributed to a loss of authority, some improper allocation of tasks, a loss of 
trust, and a loss of adaptivity, then the presence, and not the success, of the automation 
might explain why risks to stakeholder interactions were frequently associated with both 
successful and unsuccessful process automation cases.  
The process automation cases in this study were impacted by the risks to 
stakeholder interactions more often than not. This may be because the process automation 
cases in this study involved IT process automation. However, it is unknown whether 
types of process automation other than IT process automation might share this same 
tendency.   
The results of this study also revealed that risks in planning were most often 
associated with process automation projects regardless of success, but less frequently 
than risks in stakeholder interactions. The majority of characteristics associated with this 
risk category were due to the concern of participants regarding the consideration of the 
business objective, injecting the legacy system with alien/new technology, undefined 
scope, and insufficient communication between stakeholder and developers. Table 30 
displays some examples of mentions associated with risks in planning. In general these 
concerns manifested themselves where the automation was unable to, or did not automate 
some or all necessary tasks in the process. Furthermore, unlike risks to stakeholder 
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interactions, which presented itself in the results of this study as a concern in IT manual 
processes after automation, risks in planning presented itself as a concern for participants 
both before and after the automation of the IT processes.  
Table 30. Examples of mentions associates with risks in planning. 
Concern of the Participant Mention Affect Participant Case 
Consideration of business objective 
The main reason for that is to keep all 
of the information in house on 
company servers and not allowing 
people to take what would be a 
transferable file and move it to places, 
at home, or on a USB, or on media 
that could be elsewhere other than 
here. The premise behind that was that 
company resources would be 
considered company property and 
that’s where it would stay. 
POSITIVE U E 
Injecting the legacy system with 
alien/new technology 
it can’t connect to all different aspects 
of the technologies that it needs like 
things that are external. 
NEGATIVE U G 
Undefined scope They didn’t know to request this form NEGATIVE I Q 
Insufficient communication between 
the stakeholder and the developers 
They do that all the time, they just 
create new stuff, and they don’t tell us NEGATIVE I J 
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Conclusion 
This study predicts that process automation is more likely to be successful in cases 
where stakeholder interactions are improved, or at least not diminished, by sufficiently 
managing the risks to stakeholder interactions and the risks in planning. Consequently, 
process automation cases in which these risks are not adequately managed are more 
likely to fail. In other words, a process may be a poor candidate for automation if the 
automation project owners cannot find the resources, time, and effort to addressing these 
risks. A process may be a good candidate for automation if the automation project owners 
do have the resources, time, and effort to spend on addressing these risks. 
This study found that participants are more likely to recall the extremely positive and 
extremely negative characteristics of an event more often than the neutral, mundane, 
details. Also, participants are more likely to recall the things they know. In this case, the 
participants were IT professionals, thus, they were more likely to recall cases of process 
automation about IT work process than about the work process of any other 
organizational department. Lastly, due to the abundant wealth and resources of the 
organization, the participants were not likely to report process automation cases in which 
the process was not reinvented in some way with automation. Successful cases were, 
therefore, reported when the automated process was considered to be an improvement 
upon the manual version of the process, whereas unsuccessful cases were reported when
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 the automated process was not considered to be an improvement upon the manual 
version of the process.   
Future research could address these questions:  
• Would the results be similar in an organization with less resources available for 
process automation projects? 
• Would the results be similar with professionals other than IT professionals? 
• Would the results be similar using the criteria produced in this study to predict the 
successfulness of process candidates for automation by comparing the predictions 
to the actual outcomes of the projects? 
• Would the results be similar after including cases of process automation from 
more than on organizational department, such as IT, R&D, Sales, Legal, Finance, 
etc.? 
• Would the results be similar in each process categorization individually? 
• Would the results be similar in several cases of a single process automation 
project, based on the different perspectives of different stakeholders? 
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Appendix I Concepts Drawn from the Literature. 
Table A.1.1. Potential Risks 
Potential Risks for Good and Poor Process Candidates of 
Automation 
Sources 
1. Poor Planning for the System 
• Choosing a poor candidate 
• Consideration of business objectives 
• Injecting the legacy system with alien/new technology 
Mohapatra [2013] 
• Undefined scope 
• Communication between stakeholders and developers 
• Weak business decision/weak owner 
Parkes and Davern [2011] 
2. Poor Design of the System 
• Errors in the Logical Model Lee & Seppelt [2009] 
• Brittle vs. Flexible Bolton, Bass, & Siminiceanu 
[2013] 
• HAI – Human-Automation Interface Bolton, Bass, & Siminiceanu 
[2013] 
3. Poor Implementation of the System into Production 
• Ability to meet stakeholder objectives  Mohapatra [2013] 
4. Social, Economical, Emotional Impact on Stakeholders 
• Miss-match in cognitive model and logical model of automation in 
production. 
Lee & Seppelt [2009] 
• Changes in the role of the stakeholder. 
• Improper allocation of tasks 
Williams [2009] 
• Stakeholder concerns 
o Trust 
o Social acceptance 
o Loss of authority 
o Safety  
o Adaptivity 
o Cost 
o Gains in performance 
Repperger & Phillips [2009] 
• Unusual management strategies Parkes & Davern [2011] 
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Table A.1.2. Potential Best Practices 
Best Practices to Minimize Risk for Good and Poor Process Candidates of Automation Sources 
• Plan & test for all logical scenarios 
• Model should be easily explainable and as exact as possible to the cognitive model of the 
operator (match one to the other, or meet in the middle) 
Lee & Seppelt [2009] 
• Consider allocations of tasks between human and machines and assign to best fit of human 
skills. 
Williams [2009] 
• Monitor human loss and computer gain of authority. Repperger & Phillips [2009] 
• Consider the consistency of the process itself 
o Repetitive manual tasks 
o Duplication 
o Inefficient or outdated compared to similar processes 
o Domain spanning geographical boundaries 
o Importance of business initiative 
o Importance of IT initiative 
• Analyze the process, define how it works, explore and simulate all scenarios in which the 
process behaves differently 
• Any new software that interacts with legacy software should be flexible, easy to use, and 
reliable. 
Mohapatra [2013] 
• Where ever possible implement flexible automation into the system, allowing the human user 
to switch roles from monitor to controller.  
• Design an interface that with methods for: 
o Reachability 
o Visibility 
o Strength of Task Completeness, Connectedness, and Reversibility/Rollbacks 
o Reliability 
Bolton, Bass, & Siminiceanu 
[2013] 
 
Table A.1.3. Characteristics of Good and Poor Automation Candidates 
Processes for Automation Successful Outcomes Sources 
Good Candidates • Have an abundance of resources available to the project 
• Project lifecycle has strategic milestones 
Parkes and Davern [2011] 
 
Orr [1997] 
Poor Candidates • Make sacrifices in some areas in order to make gains 
towards success  
• The automation is meant to be strategic, but the project 
implementation is not.   
Parkes and Davern [2011] 
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Appendix II Data Collection 
Table 2.1. Prompts read to the participant 
1. Give me some examples of process automation that you were recently involved in here at SAS. 
a. These can be small or large processes involving one to many tasks. 
b. When did these projects take place? 
2. Let’s talk about each of these in turn.  
a. You mentioned <this process>. What was the purpose of this process; what it is meant to accomplish? 
b. How did this process work before it became automated? 
i. What role did humans play pre-automation? 
ii.  What was the sequence of tasks needed for an instance of the process to occur?  
iii. What were some breakdowns that occurred pre-automation? 
c. Were there any characteristics that you would consider to be dissatisfying, or negative, aspects of the process 
before automation? In other words, what did not work well? 
i. What were they? 
ii. Did this have an influence on the decision to automate this process? 
d. Were there any characteristics that you would consider to be satisfying, or positive, aspects of the process 
before automation? In other words, what worked well? 
i. What were they? 
ii. Is this still present in the process after automation? 
e. Is there any particular reason why this process was chosen for automation? 
f. Can you tell me about how automation was implemented? 
i. What were some of the issues that were considered in planning the project? 
ii. What were some of the issues that were considered in designing the project? 
iii. What were some of the issues that were considered in deploying the automation? 
iv. Was there anything drastically different about the environment of the process after automation?  
1. For instance, did it run on new software or hardware? 
2. Were the owners and/or users of the process the same before and after automation?  
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g. How did this process work after it became automated? 
i. What role did humans play in the redesigned process? 
ii.  What was the sequence of tasks needed for an instance of the process to occur?  
iii. What were some breakdowns that occurred post-automation? 
h. Were there any characteristics that you would consider to be dissatisfying, or negative, aspects of the process 
after automation? In other words, what does not work well now? 
i. What are they? 
i. Were there any characteristics that you would consider to be satisfying, or positive, aspects of the process after 
automation? In other words, what works well now? 
i. What are they? 
ii. Is the automated process still live? 
j. In your opinion, was this automation project considered a success? 
i.  Why? 
3. Let’s talk about automation projects in general.  
a. Can you tell me what you think characterizes a successful implementation of automation in general? 
b. Can you tell me what you think characterizes an unsuccessful implementation of automation in general? 
c. Is there a project that stands out to you as being especially successful or unsuccessful? 
! 68!
Appendix III Collected Data 
Table A.3.1. Categorizations of Cases Studies per Participant 
Participant Case Success Type of Process Unique Process Automation Projects 
U 
Z Unsuccessful born manual 1 
G Unsuccessful born manual 2 
E Successful born automated 3 
U_Gen Successful born automated 4 
I 
H Unsuccessful born manual 5 
J Successful born manual 6 
Q Successful born manual 2 
X Successful born partially automated 7 
P Unsuccessful born partially automated 8 
I_Gen Unsuccessful born automated 4 
A 
F Successful born manual 1 
K Successful born manual 9 
M Successful born automated 10 
A_Gen Successful born automated 4 
R Unsuccessful born automated 11 
W 
C Unsuccessful born manual 12 
T Successful born automated 11 
W_Gen Successful born automated 4 
D 
Y Unsuccessful born manual 2 
L Successful born manual 13 
N Unsuccessful born manual 14 
D_Gen Successful born automated 4 
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Table A.3.2. Affect and Associated Risks of Mentions per Case Study 
Case Mention Affect Risk 1 Risk 2 Risk 3 Risk 4 
Z Streamline the process 1 1 1 0 1 
Z addresses the problem 1 0 1 1 1 
Z identifies the issue 1 0 1 1 0 
Z if need be escalates it to the secondary teams 1 0 1 1 0 
Z is it local to campus or is it external. 1 0 1 1 0 
Z identifying, again, where does that problem reside 1 0 1 1 0 
Z If its external, you know, regional office or somebody at 
a home office 
1 0 1 1 0 
Z If they have to get a replacement device the process 
escalates over there 
1 0 1 1 0 
Z they have a set number of devices in their stock, and we 
have a set number of devices in our stock, we try to 
maintain those separately 
-1 1 0 1 1 
Z we take care of everybody on campus as best as we can -1 0 0 1 1 
Z getting new devices or replacement devices out -1 0 0 1 0 
Z they are responsible for external campus replacements -1 0 0 0 1 
Z triage -1 0 1 1 1 
Z problem identification 1 0 1 1 0 
Z escalation when necessary -1 0 1 1 1 
Z all the way through to closure 1 0 0 1 0 
Z from the hardware perspective, the hardware can be 
handled by them 
0 0 0 0 1 
Z we still ultimately activate the service -1 0 0 0 1 
Z responsible for overnighting equipment to a regional 
employee 
0 0 1 0 1 
Z that employee would still contact us to get it activated -1 0 1 0 1 
Z we would then call a service provider to activate service -1 0 1 0 1 
Z we are able to at least get the ticket addressed 1 0 1 0 1 
Z we are able escalated to the right teams right now. 1 0 1 0 1 
Z support from the other teams seems to be somewhat 
scattered. 
-1 1 0 0 1 
Z They are not sure who all is in charge of addressing those 
issues. 
-1 0 0 0 1 
Z a lot of those team members are not familiar with a lot of 
the issues 
-1 0 0 0 1 
Z they rely on one or two people right now for all of the 
support. 
-1 0 0 0 1 
Z when all of those individuals are out of the office the 
tickets are just sitting and they’re not being addressed. 
-1 0 0 1 1 
Z the customers were looking for status updates -1 0 0 1 1 
Z They sat in one particular persons queue -1 0 1 1 0 
Z they weren’t being addressed -1 0 0 1 0 
Z no one knew that this individual was out of the office on 
vacation from our side 
-1 0 0 0 1 
Z We have made management on the other team aware of 
where some of the short falls are. 
1 1 1 0 0 
Z Were hoping to revisit and re-educate the team members 
over there as to what their responsibilities are 
1 1 0 0 1 
Z don’t route it to the one or two individual that they think 
takes all the phone calls, 
1 0 0 0 1 
Z whomevers on call should be addressing it 1 0 1 1 1 
Z if they need additional help then they can go to the 1 0 1 0 1 
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Case Mention Affect Risk 1 Risk 2 Risk 3 Risk 4 
consultation team 
Z they can come back to us for further assistance if 
necessary 
1 0 1 0 1 
Z customers out there not really sure of what’s going on -1 0 0 0 1 
Z have everyone under the one group 1 1 1 0 1 
Z three different teams that are working independently of 
one another 
-1 1 0 1 1 
Z it’s complicated things because you have 3 dependent 
teams 
-1 1 1 0 1 
Z some way to re-tool that 0 1 1 0 0 
Z it gets resolved quicker 1 0 0 0 1 
Z more efficiently 1 0 0 0 1 
Z I don’t know if the three team aspect is the best way. -1 1 0 0 1 
Z There’s been some debate for some time now if it even 
belongs with us. 
-1 1 0 0 1 
Z it takes a lot of time out of our normal schedules -1 0 0 0 1 
Z Sometimes it makes you wonder if it shouldn’t just all be 
onto the other team and let them handle all the requests 
campus wide instead of having it split like that. 
-1 1 0 0 1 
Z We are able to supply the customers, the internal 
customers, our employees with devices, 
1 0 0 1 0 
Z We’re able to at least offer the service from an internal 
standpoint 
1 0 0 1 0 
Z For the most part we keep them running efficiently. 1 0 0 0 1 
Z It would be much less efficient if they had to constantly 
go to a service provider store in person, per-say. 
1 0 0 0 1 
Z We can keep some things in house 0 1 0 0 1 
Z issue those devices 1 0 0 1 0 
Z get their service up and running 1 0 0 1 0 
Z they have less hands on 1 0 0 0 1 
G retooling 1 1 0 0 1 
G new people came onboard to assist -1 0 0 0 1 
G one person that was running all of those things -1 0 0 0 1 
G we broke it up into three separate areas 1 1 1 1 1 
G this bulk of tickets 0 1 1 0 0 
G the majority of the other tickets 0 1 1 0 0 
G freed her up to kind of float between the two 1 0 0 1 1 
G do the secondary work behind 0 0 0 0 1 
G It alleviated a lot of the pressure 1 0 0 0 1 
G huge influx of those tickets at certain times of the year -1 1 0 0 1 
G carry the three different areas 1 1 0 0 1 
G streamlined the process 1 0 1 1 1 
G The tool -1 0 1 0 1 
G liability -1 0 0 0 1 
G an area where it creates a lot of road bumps -1 0 1 0 1 
G needs a lot of work -1 0 0 0 1 
G a lot of re-tooling -1 1 1 0 0 
G I don’t think its very clean -1 1 1 0 1 
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G It’s not very easy to use. -1 0 1 0 0 
G it can’t connect to all different aspects of the 
technologies that it needs like things that are external. 
-1 1 0 0 0 
G It’s not a 1 and done tool. -1 0 1 0 1 
G there is multiple people working on it 1 0 0 1 1 
G Its not the kind of queue you can really have one 
individual working on by themselves 
-1 0 0 1 1 
G there’s just too much chance and liability of something 
falling through the cracks 
-1 0 0 0 1 
G You can’t run a risk of missing something. -1 0 1 1 1 
G a one stop process for everything. 1 1 1 1 1 
G You could automate it much more so than it is now. -1 0 0 0 1 
G we still have to enter a lot of data -1 0 0 0 1 
G just click a button 1 0 1 0 0 
G let the program do most of the work 1 0 1 0 1 
G entering in an employee number and allowing the 
program to then run it’s cycles 
0 0 1 0 0 
G take all the check marks off 1 0 1 0 0 
G It should basically take care of it as need be 1 1 1 1 0 
G speed up everything 1 0 0 0 1 
G be a lot less flawed in terms of making a human mistake 1 0 1 1 1 
G Just letting the process run based on taking the human 
error out of it. 
1 0 1 1 1 
G Just putting in an employee number and then running it, 0 0 1 0 0 
G Letting it run by itself. 1 0 0 0 1 
G the biggest hindrance right now is the tool. -1 1 1 1 1 
E That process worked relatively fine. 0 1 1 1 1 
E collecting the information with the certain folders 1 0 1 0 0 
E taking those folders, or files, 1 0 1 0 0 
E consolidating them onto an online archiving system 1 0 1 1 0 
E The main reason for that is to keep all of the information 
in house on company servers and not allowing people to 
take what would be a transferable file and move it to 
places, at home, or on a USB, or on media that could be 
elsewhere other than here. The premise behind that was 
that company resources would be considered company 
property and that’s where it would stay. 
1 1 0 1 0 
E have everything online. 1 0 0 0 1 
E don’t have to worry about losing the files. 1 0 0 0 1 
E don’t have to worry about having corrupt files 1 0 0 0 1 
E don’t have to worry about losing data. 1 0 0 0 1 
E The files are backed up automatically on servers. 1 1 0 1 0 
E The trouble shooting is fairly simple 1 1 1 0 0 
E problems with duplicate names -1 1 1 0 0 
E Files became overridden or outdated based on file names -1 1 1 0 0 
E online archive. 1 1 1 1 1 
E it stays there 1 0 0 0 1 
E gets archived every night, 1 0 1 0 0 
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E The data is readily available, 1 0 1 0 1 
E There’s no overriding of things 1 0 1 0 1 
E There’s no duplication of processes 1 0 1 0 1 
E There’s no duplication of efforts 1 0 0 0 1 
E There’s no duplication of file names 1 0 1 0 1 
E I think it’s definitely cleaner than it was. 1 0 0 0 1 
E a quota as to how much data can be used, 1 1 0 0 0 
E abusing the quota for how much data -1 1 0 0 0 
E limited to 15gb or 12gb 1 1 0 0 0 
E Before people had upwards of 15 some 16 gig of files 
that were just out there that they had saved forever 
-1 1 0 0 0 
E Now this forces people to streamline 1 1 0 0 1 
E Now this forces people to cut away some of the files that 
they’ve been holding onto for years that’s unnecessary. 
1 1 1 0 1 
E keep track of the employee data, 1 0 0 1 0 
E a lot of problems -1 0 0 1 1 
E they need to save files 1 0 0 1 0 
E they wouldn’t want that data changing hands -1 0 0 1 0 
E going with somebody to a competitor and taking along 
with it customer leads and things of that nature 
-1 0 0 1 0 
E a lot of legal reasons 1 1 0 0 1 
E it was necessary to move everything off to a resource that 
could be backed up and kept in house 
1 1 0 0 1 
E For any reason, if legal needed to go back and look at 
something they could do so efficiently. 
1 0 0 1 1 
E some servers were accidentally reset -1 1 0 0 0 
E it killed a lot, deleted a lot of tools that were lost -1 1 0 0 0 
E The server itself wasn’t being backed up and maintained 
regularly 
-1 1 0 0 0 
E Once that server experienced a failure like it did they lost 
those tools forever. 
-1 1 0 0 0 
Z we could keep a better tab on how many devices we give 
out. 
-1 1 1 1 0 
Z From a cost perspective, -1 0 0 0 1 
Z In order to keep costs in check, -1 1 0 0 1 
Z employees who just abuse the policy of getting a device 
and having those devices. 
-1 1 0 0 1 
Z It’s hard to say what the true expenses of it are. -1 0 1 1 1 
Z I would like to see us adhere to a policy to offset the 
costs 
1 1 0 0 1 
U_Gen using it in the right way. 1 0 1 1 1 
U_Gen you’re going to rely heavily on technology to drive it -1 0 0 0 1 
U_Gen make sure that it's filtering data correctly -1 1 1 1 0 
U_Gen make sure it’s executing the jobs that you need done 
efficiently. 
-1 0 1 0 1 
U_Gen make sure that you’re not having to go back and refine 
the process over and over 
-1 1 1 1 1 
U_Gen if your constantly having the go back through and do 
checks and balances on it. 
-1 1 0 0 1 
U_Gen able to initiate and then say ok we’re good. 1 0 1 0 1 
U_Gen Not that it couldn’t stand to be refined over time, 1 1 0 0 1 
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U_Gen It’s not something that should be necessarily reviewed in 
a frequent basis. 
-1 1 0 0 1 
U_Gen Constantly having to review and revise an automated 
process is not ideal 
-1 1 0 0 1 
U_Gen I sometimes think it allows us to be complacent. -1 0 0 0 1 
U_Gen We could sometimes become too reliant on automation to 
do it all for 
-1 0 0 0 1 
U_Gen We tend to separate ourselves from really thinking 
through the process and making sure that its really being 
done efficiently and effectively 
-1 0 0 0 1 
U_Gen relying too much on automation and not coming back to 
revisit the process at least periodically would be a 
concern 
-1 0 0 0 1 
H Everyone needed to update their drivers. -1 1 0 0 0 
H I just sent a note up to the third floor that said “update 
your drivers” 
0 1 1 0 1 
H they all flipped out, I started getting oh you know, ‘I 
can’t do this’. 
-1 1 0 0 1 
H I always thought developers just kind of knew how to do 
stuff and so I learned that they didn’t 
-1 1 0 0 0 
H I ended up writing up documentation 1 1 1 1 0 
H I ended up sending it out to everybody 0 0 0 1 1 
H Documentation on how they could install the driver 1 0 0 1 0 
H Documentation on how they could make it work better 
for them 
1 0 0 1 1 
H Documentation to install drivers 1 0 0 1 0 
H Documentation to make things easier for them. 1 0 0 1 1 
H Initially there was no documentation -1 0 0 1 0 
H Documentation that said this is how you install a new 
driver 
-1 0 0 1 0 
H It was just assumed you knew how to do it -1 1 0 0 1 
H We used have this tool that we installed on everybody’s 
machine 
1 1 0 1 1 
H It was a tool to install drivers 1 0 0 1 0 
H It was basically click a button and it just did it 1 0 0 1 1 
H It’d pick the closest one 1 0 1 0 0 
H It’d set everything up for them 1 0 1 1 1 
H It’s all gone now because other people took over -1 1 0 0 0 
H Even though the process now installs a driver 1 0 0 1 0 
H Its like do this, do this, do this, do this -1 0 1 0 1 
H it’s a pain -1 0 0 0 1 
H So that was a case of going backwards to me -1 1 1 0 1 
H For a couple of years now I’m like why are we doing it 
this way 
-1 0 0 0 1 
H But once you went to this environment, then we lost that 
tool 
-1 1 0 0 0 
H We’ve lost a lot of continuity -1 0 0 0 1 
H a support group 1 0 0 1 1 
H a queue you would route support problems to 1 1 0 1 1 
H That was dissolved and it was all kind of moved into the 
hardware team 
-1 1 0 0 1 
H Even though it is all just under the hardware team it still 
trickles out. 
-1 0 0 0 1 
H I think its gotten worse -1 0 0 0 1 
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H Now that it’s part of the other support, it hasn’t gotten 
better 
-1 1 0 0 1 
H some kind of tool that could install it for them 1 0 1 1 1 
H type in the name of it and hit enter 1 0 1 0 1 
H it would find it 1 0 1 0 1 
H do all that installation for you. 1 0 0 1 1 
H that whole long process of getting things installed. -1 0 1 0 1 
H A lot of people have trouble with it -1 0 0 0 1 
H It takes too long -1 0 0 0 1 
H Its not as easy to use -1 0 1 0 1 
H We used to be able to go to the queue on the server, and 
make changes, and delete files, But now it doesn’t, and 
it’s harder to do 
-1 0 1 0 1 
H You could still go out to the servers, but I think now 
they’re all Linux boxes, and you have to use SSH, and I 
can’t stand that 
-1 1 0 0 0 
H Its just harder -1 0 0 0 1 
H Its just not as user friendly -1 0 1 0 1 
H Before you’d bring up the tool, put in your user name, 
and it’d basically install it 
1 0 0 0 1 
H It was just a tool that did it all for you 1 0 0 1 1 
H Now it’s a very manual process -1 0 0 0 1 
H Where you have to just click, click, click, click -1 0 1 0 1 
H And it was on UNIX servers because on UNIX the 
developers have more control 
-1 1 0 0 0 
H So they could do more on a UNIX server than with these 
Windows boxes 
1 1 0 0 0 
H It went from Windows to UNIX -1 1 0 0 0 
H They’ve tried different one and those have had problems -1 1 0 0 0 
J Anytime I learn of anything, 1 0 1 0 0 
J I’m the only one -1 0 0 1 1 
J I think for us is a great process; we get so many different 
things in; How do you deal with stuff, how do you deal 
with problems, when people call about something and 
you’ve never heard of it 
1 0 0 1 1 
J You know it happens every day. -1 0 0 1 0 
J Today a ticket came in where there was nothing 
anywhere 
-1 0 0 1 0 
J I had to send an email out to get more information -1 0 0 1 0 
J We can update our documentation, and make that process 
at least work better for the next time 
1 0 0 1 0 
J I have no idea what to do with it 1 0 0 1 0 
J They do that all the time, they just create new stuff, and 
they don’t tell us 
-1 1 0 0 1 
J Anytime you have something come to us and you don’t 
know what’s what 
1 0 0 1 1 
J Because there’s 1000s of applications 1 0 0 0 1 
J I like it 1 0 0 0 1 
J as long as it gives you ‘who supports something’ -1 0 0 1 1 
J But it also gives you ‘here’s something to try’ 1 0 0 1 1 
J It’s a really helpful tool for us 1 0 0 0 1 
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Q They didn’t have any system rights at all -1 1 0 0 1 
Q I was doing it for every single country, I didn’t like doing -1 0 0 0 1 
Q get them administrator rights 1 0 0 0 1 
Q the form that they had to fill out to request access 1 1 1 0 1 
Q use the tools to create this and that 1 0 1 1 0 
Q I ended up doing early hours -1 0 0 0 1 
Q Our CEO just one day closed down those offices. When 
he did that it created an immediate need, and they needed 
some kind of contact 
-1 1 0 0 1 
Q Each of these country offices didn’t have admin rights; 
they couldn’t really do anything 
-1 0 0 1 1 
Q I was doing all the stuff that they were doing -1 0 0 0 1 
Q empower the admins in each country office 1 0 0 0 1 
Q a form on our internal homepage 1 0 1 1 0 
Q They didn’t know to request this form -1 1 0 0 1 
Q Once they got it they didn’t know how to use it -1 0 0 0 1 
Q We still have a lot of problems with them doing it -1 0 1 1 0 
Q They just right click and do disable when they should be 
using the tool 
-1 1 1 0 0 
Q Its really tough because each country has their own laws 
and rules and there’s no way to know enough about it 
1 1 1 0 0 
Q I tried to give them more power, so we make less 
mistakes 
1 0 0 0 1 
X it puts all our tools into one central location. 1 0 1 1 1 
X Instead of having to go here, do something here, do 
something here, its available in one spot 
1 0 1 0 1 
X I still do it from other places, and I don’t do it from the 
tool 
-1 0 0 0 1 
X I still go outside of the tool -1 0 0 0 1 
X I like tools, but I like to know how to do stuff -1 0 0 0 1 
X If all you know how to do is to click a button -1 0 0 0 1 
X It works great, like doing connections, instead of having 
us go to start and setting up, 
1 0 1 1 1 
X Your just plugging in a name and click on it and it cranks 
it up 
1 0 1 1 1 
X It makes things a little bit quicker 1 0 0 0 1 
X There’s too many buttons -1 0 1 0 1 
X We try to do too much with it I think -1 1 0 0 1 
X When it first came out it was ‘hey, add this, add this, add 
this’. 
-1 1 0 0 1 
X He was sending out constant updates for it -1 1 0 0 1 
X Sometimes I think we do too much on there -1 0 0 0 1 
X You can deselect what you don’t want to see, I do that 1 0 1 0 0 
X smaller 1 0 1 0 0 
X more streamline I guess 1 0 0 0 1 
X less content 1 0 1 0 1 
X It just wouldn’t be this whole list of things you have to 
scan through to find what you want 
-1 0 1 0 1 
X just a few options 1 0 1 0 1 
X Instead of it doing everything, it’d do more specific 
things 
1 0 1 0 1 
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X For all the other things…sometimes I think you should 
just know how to do it as opposed to having a button that 
does it 
-1 0 0 0 1 
X I guess mainly when the tool breaks you don’t know how 
to proceed so you’re stuck 
1 0 0 0 1 
X I do think about it breaking, but it doesn’t worry me, 
because I know how to go do stuff. 
-1 0 0 0 1 
X Others don’t know how to do stuff. -1 0 0 0 1 
X I think some people are pretty dependent on it. -1 0 0 0 1 
X If that tool is unavailable then those people can’t work. -1 0 0 0 1 
X Its good when it works and most of the time it does. 1 0 0 1 0 
P I get annoyed having to log in -1 0 0 0 1 
P For the longest time, when it first came out, because I 
have 4 domain accounts, whenever I tried to login to that 
system it just didn’t always read me correctly and so it 
just couldn’t log me in 
-1 0 0 1 0 
P Kept trying and trying and about the fourth or fifth try it 
would finally connect. 
-1 0 0 1 0 
P works better now. 1 0 0 1 0 
P If you could just click on a link and it brought you in so 
you didn’t have to put in your user and your password 
again that would be great. 
1 0 1 0 0 
P I don’t see the point of us doing that if you’ve already 
logged onto your PC then you’ve already authenticated 
-1 0 1 0 1 
P I don’t know how many time I have to put in my 
password every day and it gets kind of annoying. 
-1 0 0 0 1 
P I just wish you didn’t have to do that so often, especially 
when locking your PC, in and out and in and out all day, 
I do get tired of that. 
-1 0 0 0 1 
P Its just annoying, -1 0 0 0 1 
P Time consuming, -1 0 0 0 1 
P It times out on me. -1 0 0 0 1 
P I have to remember to go in and refresh the darn thing 
else it logs me out. 
-1 0 0 0 1 
P If it could recognize that I’m still there -1 0 0 0 1 
P Other wise it does a good job. 1 0 0 1 0 
P I don’t like the way you can’t ignore it. -1 1 1 0 1 
P If I’m already working another problem, then I can just 
go into aux work and they’ll stay in the queue and I can 
grab it when I’m ready. 
1 1 1 0 1 
P But it’s going to alert until you answer it because that’s 
how it’s designed. 
-1 1 1 0 0 
I_Gen It simplifies things 1 0 0 0 1 
I_Gen It makes things easier 1 0 0 0 1 
I_Gen Versus a manual task of doing something, if you have a 
tool you can just click and create something, that just 
works easier 
1 0 1 1 0 
I_Gen It’s bad when the tool breaks and people don’t know how 
to work without it 
-1 0 0 0 1 
I_Gen For a lot of things you have to know the manual process 
or you couldn’t use the automated tool 
-1 0 0 0 1 
F Probably the number one automated process we use is 
automated incidents, or trouble tickets. 
1 0 0 1 0 
F The example is somebody sending mail to this group or 
that group for something that is broken, or some help 
they need. 
1 0 0 1 1 
F opens a ticket into the system, 1 0 1 0 0 
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F It’s routed to an immediate person to access, 1 0 1 0 0 
F with all hope, it’s routed to the people who can actually 
solve the problem. 
-1 0 1 0 0 
F The people who can actually solve the problem will enter 
the information into the ticket, 
1 1 1 0 1 
F The ticket is then checked for completion, 1 0 1 1 0 
F The customer gets the weigh in and say yes it’s done, or 
not it’s not, 
1 0 1 0 1 
F The ticket is closed. 1 0 1 1 0 
F handling day-to-day work issues that pop up in any 
organization. 
1 0 0 1 0 
F it’s simplicity 1 0 1 0 0 
F There are multiple thousands of these that go in every 
year. 
1 1 0 1 0 
F The success rate for the helpdesk is about 75% of being 
able to close it on the first pass. 
1 1 0 1 1 
F The ones that do get routed, depending on the team, and 
depending on the size of the problem, closure rates vary. 
-1 0 0 1 1 
F But the idea is you get this thing and it’s in, it’s done, 
and you get to move on. 
1 0 0 0 1 
F It is a tremendous boost to work productivity, because 
someone can go off and do something while this thing is 
being done in the background. 
1 0 0 0 1 
F The ticket incident system started with phone calls, 0 0 1 0 0 
F You came in with a phone call 0 0 1 0 0 
F And we had rudimentary information systems where 
your enter it in 
0 0 0 0 1 
F And either the person would attempt to help on the phone 
call or not. 
0 0 0 1 1 
F But all of it required, basically, person to person 
interaction, there was not an automated system there. 
0 0 0 0 1 
F That has evolved over time so that actually a majority of 
the calls that come in to the service desk are automated, 
1 1 0 1 1 
F The percentage of actual phone calls is much lower but 
still there. 
1 0 0 0 1 
K There are similar, automated requests for other services. 1 1 0 1 1 
K It’s basically what amounts to a variation of the service 
catalog where you can call up a webpage, 
1 1 0 0 1 
K You can request everything from a mouse to a complete 
set of servers, 
1 1 1 0 1 
K It takes you through a series of questions, 1 1 1 0 1 
K Anything that can be automatically solved for you, for 
example a mouse going into interoffice mail and being 
shipped to you is done, 
1 0 0 1 0 
K And the others again open a ticket into the automated 
ticketing system that then routes a ticket to the 
appropriate queue for solution. 
1 0 1 0 1 
K Those are really, really, good. 1 0 0 0 1 
K There wasn’t really anything like this before. 0 0 0 0 1 
K It was really a function of who knows what, -1 0 0 0 1 
K If you knew you needed this particular thing you would 
call this person and if you knew you needed this 
particular thing you would call a different person 
-1 0 0 0 1 
K Putting it altogether in a service catalog format was a 
way to streamline that 
1 1 1 1 1 
K And to also reduce the burden on the staff 1 0 0 0 1 
K Streamline is fewer steps, 1 0 1 0 0 
K Streamline is more automatic steps, 1 0 1 0 0 
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K Streamline is an intelligence engine in the background 
running a series of if, them, else statements that allow, 
based upon response, an incident or a ticket being routed 
to the appropriate place. 
1 0 1 0 1 
M A lot of the other automated processes are based around 
the service desk principle which is a function of ITIL 
practices, ITIL 3. 
1 0 0 0 1 
M The concept of an automated process around an issue 
happening, 
1 1 0 1 1 
M Alerting that a system is panicked 1 0 0 1 1 
M Alerting that a process is broken, 1 0 0 1 1 
M Any external alarm or alert 1 0 0 1 1 
M It kicks off again a series of automated processes 1 0 0 1 1 
M Winds up in the appropriate queue for solution 1 0 1 0 0 
M Once solve closed. 1 0 1 0 0 
M We had a very rudimentary thing which basically pinged 
the IP address of a system 
1 0 0 1 0 
M If it got an answer back it was good, 1 0 1 0 0 
M If it didn’t it would open an alert 1 0 1 0 0 
M Over time both the alerting tools and our processes got 
more sophisticated 
1 1 1 1 0 
M So you can actually alert on anything 1 1 0 1 0 
M disk drives filling up 1 1 0 0 1 
M excessive CPU usage, 1 1 0 0 1 
M simply a system failing to respond within a specific 
amount of time 
1 1 0 0 1 
M something that should be a simple round trip request. 1 1 0 1 0 
M Once the systems are there it should be capable of more 
granular alerting 
1 1 0 1 0 
M Your alerting system itself becomes more granular in its 
ability to respond 
1 1 0 1 0 
A_Gen Go and analyze these for trends, counts, team 
efficiencies, using analytics to figure out how things go. 
1 0 0 1 0 
A_Gen It’s possible to complicate something to the point where 
its unusual 
-1 1 1 1 0 
A_Gen hopefully you get the human factor to analyze it and go 
ok this is where we went wrong and then simplify it 
again. 
-1 1 0 0 0 
A_Gen Complex to simple is an iterative process. -1 1 0 0 0 
A_Gen Things tend to, by themselves, increase in complexity 
until the point where you have to re-architect 
-1 1 0 0 0 
A_Gen Re-architect for more simplicity 1 1 1 0 1 
A_Gen Re-architect for a better outcome. 1 1 0 1 1 
A_Gen Part of it’s simply scale, 1 1 0 1 1 
A_Gen Human interaction will scale to a certain level. -1 1 0 0 1 
A_Gen You do miss some of the human-human interaction, -1 0 0 0 1 
A_Gen You cannot do that human to human scaling at that level 
at an efficient staff cost. 
1 1 0 0 1 
A_Gen You have to streamline, 1 1 1 0 1 
A_Gen You have to use automated systems 1 1 0 1 1 
A_Gen Its similar to an example being able to check into an 
airline now by simply scanning in a prepaid ticket, 
1 0 0 1 1 
A_Gen You don’t have to go up to the board and have somebody 
pull you name up and pull your ticket out, because it’s all 
being done automatically. 
1 0 0 0 1 
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A_Gen Systems tend toward entropy, so if we were not forced to 
change, I believe we would have continued a process 
1 1 0 1 1 
A_Gen Comfortable for people. 1 1 0 0 1 
A_Gen when you realize that you have to adapt, that you’ll make 
change to the system 
-1 1 0 0 1 
A_Gen Most legacy systems will go through multiple iterations 
and modernization 
-1 1 0 0 0 
A_Gen At a point where it’s no longer solving the business 
problem it was created for, that system should be retired. 
-1 1 0 1 0 
A_Gen If it’s not driving revenue -1 1 0 1 1 
A_Gen If it’s not managing cost -1 1 0 0 1 
A_Gen If it’s not managing risk -1 1 0 0 1 
A_Gen You’re not making a profit, -1 1 0 1 1 
A_Gen become more self-aware. 1 1 0 0 1 
A_Gen Ideally the underlying infrastructure is self-healing. 1 0 1 1 1 
A_Gen If you lose a node, for example, on the grid, the grid 
recognizes that, rebalances its load, sends you an alert 
that this node is down and continues to work. 
-1 0 1 1 0 
A_Gen If you’re at the point where you lose a single node out of 
a 200 node grid, and everything stops, then eventually 
that becomes unbearable by the shear weight of it, 
-1 0 0 1 1 
A_Gen Because stuff breaks if you have a system that is not self 
healing then in essence it is in the long term not a 
survivable system. 
-1 0 1 0 1 
A_Gen I believe it would be ideal to have less and less human 
intervention 
1 0 0 0 1 
A_Gen The most expensive part of the process is your staff. -1 0 0 0 1 
A_Gen There’s always a cause and effect, and a basic cost 
evaluation you have to do. 
1 1 0 0 0 
A_Gen Basically, your rule of thumb is if you do something 3 
times manually you should automate it. 
1 0 1 0 1 
A_Gen Because that means you had to come back and do that 
thing over and over and each time it took you, even 
though it may have been only a matter of minutes, 
-1 0 0 0 1 
A_Gen If you can automate that thing then your amount of spent 
time is less. 
1 0 0 0 1 
A_Gen The act of automating itself will cause insights into other 
things that you didn’t think could be automated 
1 1 0 1 1 
A_Gen with sufficient complexity, sufficient understanding of 
the tooling available then you may be able to automate 
things you did not know you could. 
1 1 0 1 1 
A_Gen Its heuristics, 1 1 0 0 0 
A_Gen Trouble shooting by trial and error, 1 1 0 1 1 
A_Gen If you have enough heuristics around something, you 
should be able to automate just about anything. And I 
believe that is an advisable thing to do. 
1 1 0 1 1 
A_Gen The ideal is that we automate to the point where we all 
have 100% leisure time. 
1 0 0 0 1 
A_Gen education, -1 0 0 0 1 
A_Gen attitude, -1 0 0 0 1 
A_Gen insufficient management rigor, -1 0 0 0 1 
A_Gen Where you get ‘oh we can’t automate that,’ the answer 
should always be ‘why?’. 
-1 0 0 0 1 
A_Gen I’m too busy to automate that because I’m so busy doing 
it manually. That is a particularly grating thing for me. 
-1 0 0 0 1 
A_Gen There are automated systems to everything we do from 
taking credit card numbers to changing your password. 
Automation is a fact of life. 
1 0 0 0 1 
R We still are doing too many manual deployments of -1 0 0 1 1 
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infrastructure systems 
R We should be able to do everything in an automated 
standpoint on infrastructure that’s already in place. 
-1 1 0 0 1 
R Virtualization has helped us quite a bit. 1 1 0 0 1 
R But we still do what we call snowflake systems, one of a 
kind systems, 
-1 0 0 1 1 
R Coming up with a standard 1 1 0 0 0 
R Coming up with sort of a small medium large approach 
to things, 
1 1 0 0 0 
R Instead of everyone always customizing their system, -1 0 0 0 1 
R I think we could automate that to a much further degree 
then we have so far. 
-1 0 0 0 1 
C The process that creates our software that we sell to 
customers. 
1 0 0 1 0 
C Developers create and develop code, it goes through a 
process and ends up purchasable by customers. 
1 0 1 1 0 
C That is a very Rube Goldberg like process. -1 0 1 0 0 
C It is put together with a lot of tape and bailing wire -1 0 1 0 0 
C If you move one piece then the whole thing kind of 
comes apart 
-1 1 1 0 0 
C It’s kind of amazing that it all kind of actually works. 1 0 0 1 0 
C You find that it doesn’t work when you change one little 
piece that you didn’t even know anybody cared about 
over here. 
-1 1 0 0 0 
C A build machine for our Linux product, we can stamp 
those out one every 5 minutes. 
1 0 0 1 0 
C They’re all the same, there’s no customization to them, 1 0 0 1 1 
C The systems are not uniquely dependent 1 1 1 1 0 
C There’s a pool of 10 machines, one can come and go and 
the process just kind of deals with it, the process is self-
healing in that way. 
1 1 1 0 1 
C The build process itself is automated by a lot of chron 
scripts. Scheduled tasks. 
-1 0 1 0 0 
C If this job fails, and there’s a dependency between the 
first job and the second job, well this job doesn’t’ know 
that this job failed and so it still runs 
-1 0 1 1 0 
C You can actually create pretty big messes, because the 
scheduling is not dependency based. 
-1 1 1 0 0 
C A limitation on a lot of scheduling and workflow type 
engines is if you can’t create dependencies between the 
process automation 
-1 1 0 0 0 
C You really are just making the potential for a huge mess 
on your hands. 
-1 1 1 1 0 
C For example, someone needed their home directory 
housing location changed in the password file for an 
R&D grid. A lot of things were automated this was not. 
So instead of requesting a change to the poor admin 
decided to write his own automation script with the 
AWK command and he had a typo and it deleted the 
entire password file on the entire grid to the point where 
nobody could login to one system. 
-1 1 0 0 1 
C It always ends up being equated to changing the aircraft 
mid flight. It’s a difficult process to change. 
-1 1 1 0 0 
C We can’t stop our business long enough to redesign it, -1 1 0 0 0 
C All of the expertise needed to do the redesign are needed 
to deal with the technical debt 
-1 1 0 0 0 
C The technical debt exists as a result of the fact that it is 
sort of a piece meal project. 
-1 1 0 0 0 
C Right now one of the initiatives is trying to redesign the 
pipeline process but the people that are doing it came 
from a start up 3 years ago. So they don’t’ necessarily 
-1 1 0 0 0 
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know what they don’t know yet. 
C They’ll come up with something that works, and then 
they’ll try to put it on the mainframe and then it won’t 
work. 
-1 1 1 0 0 
C Before the pipeline it was a bunch of handoffs between 
teams. 
1 0 1 0 1 
C Everybody had their own little contained groups 1 0 1 0 1 
C Groups had known inputs and know outputs. 1 0 1 1 0 
C When release engineering was consolidated as an 
organization, that’s when all the interdependencies kind 
of started because you had people learning ‘oh hey, this 
is where they keep the depots, I can just pull content 
directly from there, instead of going through an API’. 
-1 1 1 0 1 
T Infrastructure as a service 1 0 0 1 0 
T Historic process is a one-time staging process that creates 
the exact same machine every time, but then does not 
manage it. 
-1 1 0 0 1 
T Puppet deploys and then manages whatever you tell it to 
manage. 
1 0 0 1 1 
T The old system will deploy something that looks exactly 
the same every time, just like the treasury creating 
money; they all look the same every single time. Then it 
doesn’t manage how that money is cared for after that, 
it’s done. 
1 0 0 1 0 
T Puppet creates an environment and then if you tell it too, 
it will manage it. 
1 0 0 1 1 
T It will keep an eye on files and make sure that they 
maintain a certain permission level 
1 0 0 1 1 
T An automation process and a management process 
combined. 
1 1 0 1 1 
T So the staging process is not a management process. -1 0 0 0 1 
T Puppet is where we’re moving. 1 1 0 0 0 
T An improvement for data center systems, 1 0 0 0 1 
T It remains to be seen if it’s an improvement for cloud 
based systems. 
-1 0 0 0 1 
T We’re having some growing pains. -1 1 0 0 1 
T It is a good thing if you can get your user groups to buy 
into the standardization. 
1 0 0 0 1 
T If lets say we have 100 Linux machines out there, and 
today they look like 100 different machines, 100 
snowflakes. To automate the building of 100 snowflakes 
that all look a little bit different would take an enormous 
amount of programming time. 
-1 1 0 0 0 
T For automation to work, we have to get our business 
units to agree to consolidate the number of images that 
they are consuming. 
1 1 0 0 1 
T They have to agree on some things, because it can’t be 
have it your way. 
-1 0 0 0 1 
T Resistance we’ve had with puppet has been just getting 
an agent on the machine. 
-1 1 0 0 0 
T Getting the puppet agent that is going to sit there and 
watch. Don’t even do anything just have the potential to 
take action. 
1 1 0 0 1 
T Just getting people to buy into that, that are traditional it 
folks, just doing that has been enormously difficult. 
-1 0 0 0 1 
T They’re afraid we’re going to make irresponsible 
changes 
-1 0 0 0 1 
T They’re afraid that ware suddenly going to change 1000 
systems. 
-1 0 0 0 1 
T So they want more governance. 1 0 0 0 1 
T They want more policies, procedures and governance 
wrapped around puppet. 
1 0 0 0 1 
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T We’re putting a governance board in place to come up 
with standard procedures. 
1 0 0 0 1 
T What’s a standard change, 1 1 0 0 1 
T What’s a standard emergency change. 1 1 0 0 1 
T When can we push a change without telling anybody. 1 1 0 0 1 
T We might not call it governance, but there’ always some 
kind of change control, code review by a peer 
1 1 0 0 1 
T Something has to be a sanity check. 1 1 0 0 1 
T The more potential systems you can impact, the higher 
level of sanity check you would need. 
-1 1 0 0 1 
T Puppet is an area where I have a lot of concerns. -1 0 0 0 1 
T The traditional way of IT, is you have admins that are 
responsible for systems, for machines. 
1 1 1 0 1 
T Maybe they’re virtual machines, but mostly they were 
machines. 
1 1 1 0 0 
T User calls up, says hey I’m having a problem or I need 
another user ID, admin logs into the machine, runs a 
command to add the user, logs out of the machine, closes 
the ticket. 
1 0 1 1 0 
T The second you start automating that system though, you 
can’t have that admin do that anymore. 
-1 0 0 0 1 
T They have to go through a process, -1 0 0 0 1 
T They check into a file, 1 0 1 0 0 
T They check into a source code repository, 1 0 1 0 0 
T You have to create a disconnect between the admin and 
the machine itself with some kind of a process. 
-1 0 0 0 1 
T You can do that with one machine at a time, 1 0 0 1 0 
T We could do it one machine at a time, but we really 
couldn’t scale it beyond one machine at a time or across 
classes of systems. 
-1 0 0 1 0 
T Puppet gives us the power to scale it beyond one machine 
at a time or across classes of systems. 
1 1 0 1 0 
T Puppet gives us the power to not just shoot our toe, but to 
pretty much blow our foot off, 
-1 1 0 0 1 
T All of the sudden you potentially have the ability to 
change a thousand systems. 
-1 1 0 0 0 
T If you make the wrong change to the wrong module, and 
you don’t do proper validation and say ‘hey, what’s this 
going to change’, then all of the sudden you have 
changed a thousand production systems. And it may be a 
change that is difficult to recover form. 
-1 1 0 0 0 
T The danger in automation is if you do not have good 
testing policies and procedures in place then you are in 
potentially in a hurt locker. 
-1 1 0 0 1 
T Making changes more frequently. -1 1 0 0 0 
T In a traditional IT shop you have changes that get 
batched up. Lets say over a 3rd weekend maintenance, 
1 1 0 0 1 
T You batch up all your changes and you make them over a 
third weekend maintenance 
1 1 0 0 0 
T Now all of the sudden you have 20 teams that are making 
changes in an 8 hour window, how likely is that going to 
work? 
1 1 0 1 1 
T With a more automated infrastructure you should be 
making more changes iteratively, as you’re going along, 
and not batching them up. 
-1 1 1 0 1 
T You’re only making an itty bitty change at a time 1 1 0 0 0 
T You can role it back 1 1 0 0 1 
T You can fall forward from it. 1 1 0 0 1 
T Automating the deployment of all of those at the same -1 1 0 1 1 
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time, then the system falls over and breaks, and you have 
no idea which change broke it. 
T With more automated infrastructure, you really need to 
make the changes more frequently and more iteratively, 
not batching them all up and making them at one time, 
-1 1 0 0 1 
T It’s really difficult to untangle when something breaks if 
you try to make them all at the same time. 
-1 1 0 0 1 
T Automation around traditional IT infrastructure and 
cloud infrastructure requires different tooling too. 
-1 1 0 0 0 
T A lot of our patching and anti virus software, for 
example, internally, sort of requires a connection to the 
mother ship, in the SAS data center. 
1 1 0 0 0 
T Some of the cloud environments can’t really see outside 
of their own little world. 
-1 1 0 0 0 
T You really need to have more of a self servicing model 
for cloud infrastructures, 
1 1 0 1 1 
W_Gen Hopefully you have governance in place that will help 
you see the mess before it hits you in the face. 
1 1 0 0 1 
W_Gen Testing and validation is crucial. 1 1 0 0 1 
W_Gen You have to have something outside of it. Whether it’s a 
person, a process, something. 
1 1 0 0 1 
W_Gen Things will change -1 1 0 0 0 
W_Gen We will have to completely retool and think about how 
we do business differently, including processes, not just 
IT. 
-1 1 0 0 1 
W_Gen For example, our home directories are NFS mounted, but 
you can’t NFS mount a home directory in Amazon. 
-1 1 0 0 0 
W_Gen All of the sudden it’s a game changer. -1 1 0 0 0 
W_Gen the skill set of the people that are traditional IT may not 
be the skillsets that are needed in the next 10 years 
-1 0 0 0 1 
W_Gen we have to decide what the skills are that we need in the 
next 3 years. 
1 1 0 0 0 
W_Gen You can’t plan this stuff. -1 1 0 0 0 
W_Gen We will still be using Puppet, because we are 
implementing it now, and we will still be dragging it 
behind us. 
1 1 0 1 1 
W_Gen You don’t just make change for the sake of change, it has 
to be better. 
1 1 0 0 1 
W_Gen Better testing/validation within the tool itself, 1 1 0 0 1 
W_Gen easier to code responsibly. 1 1 0 0 0 
W_Gen Safer, 1 0 0 0 1 
W_Gen better. 1 0 0 0 1 
W_Gen What’s going to drive us to change is movement to the 
cloud. 
1 1 0 0 0 
W_Gen All the same tools we use today, just can’t work out 
there. 
-1 1 0 0 1 
W_Gen You can automate pieces and parts of it, but it doesn’t 
really matter, you’re always going to be as strong as your 
weakest link. 
-1 1 1 0 0 
W_Gen It really is a catch 22 that I think a lot of larger 
enterprises are going to be in, 
-1 1 0 0 1 
W_Gen trying to innovate at the same time you’re trying to deal 
with technical debt in a process. 
-1 1 1 0 0 
W_Gen trying to sort of tease away resources that can do the 
innovation 
-1 1 0 0 1 
W_Gen having enough knowledge to know what they’re 
innovating. 
1 1 0 0 0 
W_Gen It’s coming up with the right mix of people and expertise 
to be able to deal with the technical debt and to deal with 
the innovation, and that’s going to be an issue that a lot 
of processes are going to be facing. 
-1 1 0 0 0 
Y A system that automates the creation of new accounts 
that are needed, 
1 0 0 1 0 
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Y It automates the steps that are required to create the 
account, 
1 0 1 1 1 
Y Can create the this account and connect it to groups and 
other things that are necessary 
1 0 0 1 0 
Y It was a manual process before -1 0 1 0 0 
Y It involved a serious of steps, -1 0 1 0 0 
Y A huge number of steps, -1 0 1 0 0 
Y To create the account 1 0 0 1 0 
Y Create all the steps necessary to get the account created 
and 
1 0 1 1 0 
Y Create all the steps necessary to get the account in place 1 0 1 1 0 
Y This has automated a good portion of that. 1 1 1 1 0 
Y Not all of it, -1 1 0 0 1 
Y It’s not possible for the system to interact with some of 
the other systems that are necessary for creating different 
pieces of the account. 
-1 1 0 0 0 
Y You don’t miss steps 1 0 0 0 1 
Y Creating the user account 1 0 0 1 0 
Y Setting up the user for work 1 0 0 1 0 
Y It creates there this type of account, that type of account, 
all of these things are part of the process so its not just 
one account, 
1 1 1 1 0 
Y It’s setting up their accounts so that they can get started. 1 0 0 1 1 
Y It keeps us from missing step 1 0 0 0 1 
Y It keeps us from forgetting pieces that the user is going to 
need 
1 0 0 0 1 
Y It cant do everything right now -1 1 0 0 1 
Y It can’t connect to various pieces to complete the entire 
process 
-1 1 0 1 0 
Y There’s still some manual steps required. -1 0 1 0 1 
Y Definitely make it part of the automated process 1 1 0 0 1 
Y The constant maintenance that’s require on it. -1 1 0 0 1 
Y It does take one person a pretty significant amount of 
time to maintain the tool 
-1 1 0 0 0 
Y It takes a significant amount of time to deal with issues 
that arise 
-1 1 0 0 1 
Y It takes a significant amount of time to keep it updated so 
that new pieces are constantly part of it 
-1 1 0 0 1 
Y The automated steps 1 0 0 1 1 
Y The manual steps 1 0 0 1 1 
Y What it’s able to connect to 1 1 0 0 1 
Y What it can’t connect to -1 1 0 0 1 
Y Connect it to another system so that when they enter the 
information into the that system it would kick off the 
process 
1 1 0 1 1 
Y It would just take care of all the functions at that time 1 0 0 1 0 
Y Right now it’s a two part deal, they enter pieces to get the 
process started and then we’re routed a request to kick 
this process off 
-1 0 1 0 1 
Y The only problem with that may be that the developer 
just hasn’t had time to learn that system and figure out 
how to tie into it and get it set up. 
-1 1 0 0 0 
Y I believe it’s possible 1 1 0 0 0 
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Y It just hasn’t been done yet -1 1 0 0 1 
Y It does log logs for auditing purposes 1 1 0 0 1 
Y We have had instances where we’re audited and people 
will be able to go back and check the logs. 
1 0 0 1 1 
L It’s highly used. 1 0 0 1 1 
L Our usage last year was over 9,000 uses of the tool. 1 0 0 1 1 
L It keeps the user from having to interrupt us 1 0 0 1 1 
L Quick 1 0 0 0 1 
L They don’t have to wait on us, 1 0 0 0 1 
L We don’t’ have to take the time to go do it. 1 0 0 0 1 
L It’s not a hard process, it’s just an interruption that we 
have to do. 
-1 0 0 0 1 
L It makes it quicker and faster on their end, 1 0 0 0 1 
L It keeps that off of our plate. 1 0 0 0 1 
L It requires 2 different actions. -1 0 1 0 0 
L They can do it, 1 0 0 0 1 
L You have to take separate actions -1 0 1 0 0 
L One action will do a couple of them and another action 
will do another couple 
-1 0 1 0 0 
L It would be very nice if people could just synch all at one 
time with one action 
1 0 1 1 1 
L Instead of saying ok I’m going to this set in this one and 
then do this separate action to do the other ones. 
-1 0 1 0 0 
L Manual -1 0 1 0 1 
L For the this one we would go directly to this system and 
reset it there 
-1 0 1 0 1 
L For Unix we would have to log in to Unix and issue a 
command, 
-1 0 1 0 1 
L For the mainframe we’d have to log into the mainframe 
and enter a command, 
-1 0 1 0 1 
L For the other system we’d have to log into that system 
and go through a series of steps there 
-1 0 1 0 1 
L It would be more of one action for the end user 1 0 1 1 1 
L They could go out and maybe just select the accounts that 
they want and with one action they could just do it and it 
would apply to all of the selected accounts. 
1 0 1 1 1 
L Having to take the multiple steps to do that. -1 0 1 1 0 
L Whether it’s a good or a bad system they’re able to go 
out and get it done 
1 0 0 1 1 
L They don’t have to make a phone call and wait for us to 
get back to them. 
1 0 1 0 1 
L I think overall its an ok system, 0 0 0 1 0 
L It could probably be a little more user friendly. -1 0 1 0 0 
L That’s an example of how people will use what they 
have, whether it’s the best system or not. 
0 0 0 0 1 
L I have to take separate actions, -1 0 1 0 1 
L I like to just get it done, 1 0 0 0 1 
L Just click, click, do it, and be done. 1 0 1 0 1 
L If all those employees had called us and it took even 2 
minutes to do it that’s a significant amount of time that 
we can now use to do something else. 
1 0 0 1 1 
N Previously we would have to go out through this system 
and find the group or find the list and manually add them 
to that. 
-1 0 1 0 1 
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N Now we go to a GUI interface and just enter the name 1 0 1 0 1 
N Display it 1 0 1 0 1 
N With a couple of clicks we’re able to add or delete them 
to or from the list or group 
1 0 1 1 1 
N Change it so that I could specify multiple addition at one 
time 
1 0 0 1 1 
N Processing them one at a time -1 0 0 1 1 
N I preferred going directly to the old system to do it, 
because it’s faster, 
-1 0 0 0 1 
N I don’t have to wait, -1 0 0 0 1 
N I can find it, -1 0 0 0 1 
N I can go the right tab, -1 0 0 0 1 
N I can add them or remove them. -1 0 0 1 1 
N If I use the automated tool, there’s a pause when I access 
the group 
-1 0 1 0 1 
N It’s going out and pulling the members 1 0 1 0 0 
N Figuring out whose part of the group 1 0 1 0 0 
N I have to wait on that -1 0 0 0 1 
N I’m not a good waiter 1 0 0 0 1 
N There is an action required when you access it, -1 0 1 0 1 
N Initially it fills you in as the owner -1 1 1 0 0 
N You have to manually clear that field to get a complete 
list if you’re just using like a partial key word or 
something to look for a list. 
-1 0 1 0 1 
N If end users uses it they can just by default get their own 
information, 
1 0 1 0 1 
N They don’t have the admin rights, their not going to be 
able to see other peoples stuff anyway 
1 1 1 0 0 
N As an administrator when I go in I’m usually doing it for 
somebody else 
1 0 0 1 0 
N So when I go in I like to just look for all for a certain 
department, 
1 0 0 1 0 
N I need to see them all . -1 0 0 1 0 
D_Gen If properly done 1 1 1 1 0 
D_Gen Anytime your perform in a repetitive action over and 
over and over 
-1 0 0 0 1 
D_Gen In my mind if you’re doing it regularly you shouldn’t be 
doing it 
-1 0 0 0 1 
D_Gen The machine should be doing it for you 1 0 0 0 1 
D_Gen Sometimes there are issues on the backend that your just 
not going to catch 
-1 1 0 0 0 
D_Gen All your seeing is the your interface of the button your 
clicking 
1 0 1 0 1 
D_Gen You may not realize it’s not performing properly on the 
backend 
-1 1 0 0 1 
D_Gen We have had instances where after the fact we’d catch it 
and certain number of steps of a process hadn’t been 
completed over a certain period of time 
-1 1 0 1 1 
D_Gen We just didn’t catch it -1 1 0 0 1 
D_Gen The automation is probably still an enhancement 1 0 0 1 0 
D_Gen It’s faster to click than it is to enter command 1 0 0 0 1 
D_Gen It’s faster to click than it is to remember 10 steps to 
execute 
1 0 0 0 1 
D_Gen I’d probably still take the automated over the manual. 1 0 0 0 1 
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D_Gen I don’t’ have to worry about forgetting part of it. 1 0 0 0 1 
D_Gen When it gets too complex 1 0 0 0 1 
D_Gen The more complex a process becomes the more room for 
error you have 
-1 0 1 0 1 
D_Gen If it was big you’d still have more room for error. -1 0 1 0 1 
D_Gen It must also decrease room for error. 1 0 1 0 1 
D_Gen Any time they can go in and do something for themselves 1 0 0 0 1 
D_Gen In the time it would take them to call us, or enter their 
ticket 
1 0 0 0 1 
D_Gen They could go and have it done 1 0 0 1 1 
D_Gen Any kind of self service tool 1 1 0 0 1 
D_Gen From a management perspective, workloads are always 
increasing, just by default, over time for everybody, 
automation frees up those employee cycles 
1 1 0 1 1 
D_Gen You can reduce something even from 3 minutes to 1 
minute over the period of a day times a number of 
employees, you’ve saved a significant amount of time 
1 0 0 0 1 
D_Gen Time that they can put somewhere else than into these 
repetitive action kinds of things 
1 0 0 0 1 
D_Gen Technology is changing, so quickly, all the time, 1 1 0 0 0 
D_Gen It’s hard to keep up, -1 1 0 0 1 
D_Gen There’s always new things coming into support, -1 1 0 0 1 
D_Gen Your always stretched -1 0 0 0 1 
D_Gen Automation just gives you that kind of little bit of room 
to work better 
1 0 0 1 1 
D_Gen Work more efficiently 1 0 0 0 1 
D_Gen Things are always coming in to just fill that hole 1 1 0 0 0 
D_Gen It’s not just about efficiency of that particular process 
that’s automated, its overall efficiency allowing you to 
just keep up with what’s going on. 
1 0 0 0 1 
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