This presentation is aimed at sharing the pitfalls and processes attempted in imparting knowledge and skills to students interested in performing the responsibilities of administration and management of Computer Systems Security for enterprise information systems.
Problem Statement
The process of imparting knowledge and skills to students for Information Assurance brings with it a need to impart a respect for ethical behavior as well as an understanding of the legal, moral, and ethical issues associated with the responsibilities of Computer Systems Security.
What Is Security?
"The quality or state of being secure-to be free from danger" Security is achieved using several strategies simultaneously What Is Information Assurance You and I used Discuss the importance of training to the separation of duties required of the DAA.
3.
Explain DAA responsibility for preventing unauthorized disclosure of information.
4.
Extrapolate risk management concepts to multiple scenarios.
5.
Make decisions based on reasoned judgment.
How do we Blur the Boundaries in IA Training versus education?
As information security becomes increasingly important, it can no longer be left to the realm of mere technical training.
1.
Standards need to be de-obfuscated -made less government-focused and include realworld industry focus.
2.
The standards need to focus on Information Assurance than just INFOSEC as the former defines thinking and behavior and the latter just behavior/actions. 
Learning Experience

