Enforcement Hierarchy
High-level policy languages are used to define enforcement policies. Low level enforcement mechanisms allow only enforceable features to be executed. There is a semantic gap between highlevel policies and low-level mechanisms, we propose an Intermediate-level processing and translation models to bridge the semantic gap and accommodate different models of high-level policies 
Enforcement Architecture
Step 1:
To find a suitable high-level policy language and its representation model (as illustrated in Figure 2 and Figure 3 ) to match the policy rule set which is belong to the partner domain. Step 2:
To derive a middle-level bridge model from the logical model and the representation model (as illustrated in Figure 2 and Figure  3 ).
Step 3:
To map the middle-level bridge model to available low-level enforcement mechanisms from partner domain using query-based construction (as illustrated in Figure 2 and Figure 3 ). Then this top-down mapping returns all the unsupported elements in the middle-level bridge model back to the administrator (or user). We use the social networking as simulation environment. The general ontology for the simulation of privacy configuration migration includes privacy setting elements existing in both websites. The unique privacy setting elements in individual websites are represented in the special ontology. Both parts of the ontology are used by middlelevel processing and translation. Finally, the middle-level bridge model of site A is mapped to low-level enforcement mechanisms in site B, and the middlelevel bridge model of site B is mapped to low-level mechanisms in site A. Then, we can tell how many privacy configuration elements can be enforced easily across domain boundaries between A and B, which include all elements that can be mapped.
Case Study

