Abstract: Orthogonal frequency division multiplexing (OFDM)-based wireless transmission technologies such as WiMAX are now widely deployed, and the frame check sequence (FCS) scheme is used to enhance the reliability of OFDM-based systems. As the padding overhead cannot be completely avoided in such systems when variable-length medium access control (MAC) frames are encapsulated, the authors propose a novel cyclic redundancy check (CRC)-based error-correction scheme that utilises the frame padding overhead to carry as much extra segmented FCS information as possible. In a multi-hop relay environment, a mobile station might receive a multicast frame more than once, so the error bit correction scheme could be triggered in the first transmission. In the IEEE's work, the original CRC scheme is optional and only has limited error-detection capability in upper MAC layer. FCS requires a few bits in a frame, but in our work, CRC is compulsory and all sub-FCSs are carried by padding space without using any extra bit. For the best error-correction capability, all transmissions must be padded as many sub-FCSs are possible in cross layer. The proposed approach achieves a significant performance improvement over the legacy FCS scheme in terms of error detection and correction of multicast frames in a transparent mode multi-hop relay network, and it is redundancy-free as well as energy efficient. The authors assess the performance improvement via both mathematical analysis and simulations. The results show that the mobile stations get significant improvement of goodput and utilisation in an error-prone WiMAX multi-hop relay network.
Introduction
Orthogonal frequency division multiplexing (OFDM)-based wireless networks such as WiMAX are now widely deployed. As data transfer under OFDM modulation occurs in an error-prone wireless environment, some data may be corrupted by the inevitable interference (e.g. path-loss, fading, shadowing and attenuation) inherent in such environments [1] [2] [3] . Hence, error control schemes must be deployed to ensure that OFDM-based wireless networks are reliable. There are two major error control schemes, namely, the automatic repeat request (ARQ) mechanism and the hybrid ARQ (HARQ) mechanism, which are deployed in the logical link control sublayer of medium access control (MAC) layer and the physical layer, respectively.
In an ARQ scheme, the error-detection mechanism is activated by both the sender and the receiver to check whether the received data frame has been corrupted during the transmission. If the receiver detects an error, it will notify the sender by transmitting a Negative ACKnowledgement signal, and the sender will retransmit the data within a certain period of time. In a HARQ scheme, both error detection and error correction are utilised to recover corrupted data. If the receiver fails to recover the corrupted data, a retransmission process, such as ARQ, will be executed.
Normally, error-detection schemes and error-correction schemes are implemented independently. The most popular error-detection scheme, cyclic redundancy check (CRC), is usually appended to a data frame. Owing to the limited information carried in the CRC field, the receiver is unable to correct and retrieve a corrupted frame, which will then be dropped automatically. To provide reliable data transfer over an error-prone communication link, CRC schemes usually cooperate with the forward error-correction (FEC) mechanism and/or ARQ mechanism. FEC does not introduce a delay factor, but it leads to lower throughput because of redundancy in the data frame [1, 3] . ARQ, on the other hand, causes long delays because it uses retransmission to deal with channel errors. [2 -7] . In theory, an OFDM data-burst comprised a set of OFDM-based symbols should leave a certain amount of padding space when variable-length MAC frames are included in the OFDM burst [1, 5] . In addition, a corrupted frame still contains useful information that could help the receiver derive the data in the original frame in case the retransmission process fails again.
The multicast/broadcast service (MBS) feature of mobile network is a promising technology for providing wireless multimedia service, because it allows the delivery of multimedia content to large-scale user communities in a cost-effective manner. Using MBS, a certain part within each superframe can be set aside for multicast-only or broadcast-only data, as shown in Fig. 1 . The entire frame can also be designated as a downlink-only broadcast frame. A major task of the MBS module is to provide a reliable sequence of MBS frames to multiple recipients simultaneously. Thus, the data transfer might continue until all data are transferred to all of the intended receivers, resulting in a potentially unlimited duration for an individual MBS stream.
Further, for mobile receivers, energy savings are one of the major concerns. As the reliability of the wireless link is generally based on the retransmission strategy in which unsuccessful transmissions are repeated a certain number of times. Thus the mechanism must consider that the receiver devices have limited energy capacity which may cause significant power consumption because of frequent retransmissions. In order to minimise the power consumption of the MAC protocols, it is useful to avoid persistence in retransmitting data, to tradeoff number of retransmission attempts for probability of successful transmissions, and to inhibit transmission when channel conditions are poor.
On the other hand, to improve the throughput and coverage of the original single-hop systems [4] , the 802.16j standard [8] defines two operating modes: (i) the transparent mode and (ii) the non-transparent mode. The key difference between these two relay modes lies in how they transmit the frame information: the relay station (RS) transmits the frame header information in the non-transparent mode, but not in the transparent mode. The frame header contains essential information that the nodes use to determine when they can transmit and receive information. Theoretically, in the transparent mode, the mobile station (MS) within a RS's coverage will receive a multicast frame at least twice, from the RS and from the base station (BS). However, they do not have enough information to handle frames sent by the BS.
In this paper, we focus on the issues that arise in 802.16j systems, such as how relays operate in the transparent mode. We propose a novel CRC-based error-correction scheme for multicasting in transparent mode multi-hop relay (MR) networks. The scheme performs multiple checks to ensure the accuracy of received data; hence, it reduces the frequency of retransmissions. Our key objective is to fully utilise the padding in order to extend the original CRC information. Besides the original frame check sequence (FCS), we subdivide the entire payload into several independent data blocks and calculate the FCS of each one. The sub-FCS blocks are then inserted into the original padding position until the padding space is full. Under our approach, if an error occurs in a received frame, the receiver can initially detect the error by checking the original FCS. If the frame contains extra sub-FCS blocks, the receiver can determine exactly which sub-block is corrupted. Furthermore, we can combine two corrupted frames to derive the correct frame based on the corresponding correct sub-blocks.
The rest of the paper is organised as follows. The background and related works are described in Section 2. In Section 3, the proposed scheme is discussed in details. In Section 4, simulation and number results are presented for performance evaluation. Section 5 concludes the work.
Conventional ARQ and error-detection scheme
In conventional ARQ schemes, error-detection information (e.g. parity-check and checksum information) is added to the existing data frame for transmission. The error-detection scheme directly affects the transmission efficiency of communication networks. The CRC scheme is a powerful class of coding scheme, especially for the detection of random errors and even burst errors in a poor-quality communication link. The CRC scheme is widely used in both wireless and wired networks [1 -3, 9] , and it is particularly well suited for the speedy detection of erroneous frames in the MAC layer. Detailed information about the scheme can be found in [10, 11] .
CRC uses a polynomial-modulo-operation with a generator polynomial g(x), which is a binary polynomial with degree r, to calculate the FCS of the binary net data (ND) [10] with the following equation
where nd(x) and fcs(x) denote the polynomial counterpart of ND and FCS, respectively. The length of FCS is r, which is the degree of g(x). A telegram T ¼ [ND, FCS] is transmitted to the receiver, which only receives data if (2) holds. The received data is labelled with an apostrophe to indicate that it might have been corrupted during transmission.
Calculating the FCS at the sender or checking it at the receiver is realised by a linear feedback shift register or a corresponding table look-up method. If the sender and receiver need to calculate or check multiple FCS simultaneously, the computation cost will increase. For this reason, the CRC mechanism is usually implemented in the hardware circuit to eliminate the possibility of computing latency. We now consider the problem of data-burst grooming in OFDM-based networks. In such networks, frames with the same edge-node destination are assembled in a transmission unit called a data burst (a.k.a. data region) [4, 5] , which is a two-dimensional allocation of contiguous logical subchannels in a group of contiguous OFDM symbols (or slots). Sub-channels may be allocated on the OFDM downlink by partial usage of sub-channels (PUSC) or full usage of sub-channels (FUSC). For downlink FUSC and downlink optional FUSC using the distributed subcarrier permutation, one slot is a sub-channel with one OFDM symbol. For downlink PUSC using the distributed subcarrier permutation, one slot is a sub-channel with two OFDM symbols. This allocation may be visualised as a rectangle, such as a 4 × 8 rectangle. MAC frames should be processed and mapped to an OFDM data burst for downlink and uplink transmission by using the respective algorithms. Data bursts have a minimum length, which is based on the sub-channel allocation mode. In other words, the encapsulation process is likely to leave a little surplus padding space when MAC frames are added to the rectangle [4, 5] . The above panel in the Fig. 1 shows the downlink sub-frame structures. Furthermore, modulation and coding schemes (MCS) are critical factors that affect the growth of the padding overhead. For example, in IEEE 802. 16 WiMAX systems, which support various MCS, binary phase shift keying (BPSK), 16 and 64 quadrature amplitude modulation (QAM) are mandatory on the downlink for WiMAX; whereas 64 QAM is optional on the uplink. In an OFDM-based system, for both variable-length frames and fixed-length frames, a data burst's padding overhead varies according to the type of sub-frame, the modulation and coding scheme, the resource allocation scheme, and the frame-length distribution. In general, the smaller the number of OFDM symbols in a burst, the larger will be the padding overhead. According to work in [1, 12, 13] , the overhead to payload ratio may be more than 30% depending on the frame-length distribution, modulation rate, coding rate and burst length. In a simulation environment, the maximum possible padding overhead would be 4.3%, assuming a frame length of 1518 bytes with a 64 QAM 3/4 modulation and coding rate. Excessive padding usually results in inefficiency and a high data-burstblocking probability.
Several methods have been proposed to reduce the padding overhead in OFDM-based systems [12, 13] . Unlike previous approaches, our method does not attempt to reduce the padding overhead. Instead, it tries to fully exploit the overhead to (i) create a robust OFDM-based error-detection/ correction scheme; and (ii) construct a highly efficient OFDM-based transmission system that significantly reduces the retransmission rate in an environment with extremely poor radio quality.
MBS in WiMAX MR networks
IEEE 802.16j MR [8, 14, 15] systems generate a great deal of interest because they have the potential to achieve cost savings while increasing the coverage and/or capacity of IEEE 802.16e-2005 networks [4] . The transparent mode RS does not forward frame information, but simply forward data for the BS and its MS; therefore it does not extend the coverage of the BS. In the transparent mode, the path between the BS and the MS is at most two hops, and only one RS can participate in relaying packets between the BS and the MS. The main objective of deploying RSs in the network is to increase the network capacity within the BS coverage area, rather than increase the size of that area. In this environment, when the BS sends a multicast frame, some MSs in the overlapping area between the BS and the RS coverage will receive the same frame twice, that is, from the BS and from the RS; however, the MSs do not have enough channel information to handle the frame from the BS.
In [8] , the network entry procedure involves three steps: admission control, adjustment of the local transmission parameters and topology discovery. In the transparent mode, the BS must determine whether the MS is attached directly to it or through the best RS. Normally, only one path will be selected. To make error correction more efficient when the MS attaches to an RS under the proposed scheme, the BS always chooses two paths to the MS (from both the RS and the BS). The response message will include details of the two paths to the MS. Fig. 2 shows the multicast service based on our scheme in a MR network. All RSs are placed on the boundary of the BS 16 QAM coverage area with radius R2, and they rebroadcast designated traffic to MSs within different modulation coverage radiuses r1-r3. For example, when the MS is located in zone 1, it attaches to the BS directly and also receives the high-modulation order (e.g. 64 QAM) frames from the BS directly. However, the MS located in zone 6 will receive a middle-modulation order (e.g. 16 QAM) frame from the RS indirectly and a low-modulation order (e.g. BPSK) frame from the BS directly.
Padding-based extra-CRC error-correction scheme
In this section, we consider the error-correction scheme for the transmission side (BS), receiver side (MS) and relay side (RS) of a network. Under the scheme, the RS forwards multicast frames normally, that is, in the same way as the original relay network does.
Base station:
Before a frame is transmitted, the BS needs to decide the padding length and padding content. The padding length of frame in ith transmission can be denoted as Z i . Unlike the original padding method, the s-FCSs are used as the padding content. Based on the average padding overhead, a BS can choose the padding content immediately, and the average padding overhead p o can be calculated using the following equation
where r denotes the length of the FCS. The sequence
The sequence S k − kS 0 , S 1 , S 2 . . . S p o −1 l shows that the size of a separate payload is
The BS can use O k and S k simultaneously to calculate extra sub-FCSs while constructing a frame. The length of all s-FCSs is equal to the length of the FCS. In the example shown in Fig. 1 , the BS derives the FCS and 14 extra s-FCSs (CRC 2 -CRC 15 ), and selects the required number of s-FCSs to pad the frame according to the padding length.
Mobile station:
In a MR network environment, a MS may attach to a BS directly or through an RS. In the former scenario, when a multicast frame arrives, the MS checks the FCS and all the s-FCSs simultaneously. If the frame passes the FCS check, it means the received ND has no corruption. In case that the FCS fails the check, but all the s-FCSs pass it, then only the FCS is corrupted and the ND is correct. In these two cases, it is not necessary to retransmit the frame. However, if the FCS or any s-FCS fails the check, the frame must be retransmitted, and the MS must record the correct data blocks that already passed the s-FCS check. The check procedure is the same for the second type of transmission, that is, via an RS. If any s-FCS fails the check in the second type of transmission, the MS can use the 'correct data block information' of any two transmissions via the RS or BS to correct the ND. Although the FCS and some s-FCSs fail the check in the second type of transmission, the MS can obtain the correct ND by using the record of correct data blocks.
If an MS attaches to an RS, it will receive a frame twice. The MS can perform the FCS check twice in one transmission and will probably be able to correct an error in that transmission by using the record of correct data blocks. However, if the MS checks the two frames and finds that the ND is still corrupted, the frame must be retransmitted. Fig. 3 shows the error-correction procedure in a MR network.
Relay station:
In the proposed scheme, the RSs forward multicast frames in the same way as RSs in the original relay network environment; and they execute the new error-correction method like an MS attached to the BS directly.
Performance evaluation

Simulation scenarios
Fig. 2 also depicts the simulation topology. In this simple example, six RSs at distance R 2 (described in previous section) from the BS form a 608 with the BS axis. Each RS covers a primary target zone, note that zones overlap each other to provide redundancy between two adjacent RSs. The MSs are randomly dropped with a uniform distribution in the BS's coverage area. A video server is connected to a BS with high-speed wired link; multicast streaming requests are randomly generated from each MS in the network. The network parameters used to evaluate the performance of the proposed error-correction scheme are summarised in Table 1 [16 -20] . We assume that the BS, RSs and MSs always use the lower modulation rate in order to achieve a larger coverage. Only one BS is used in transparent mode relay networks. The deployment of RSs considered in this paper includes hexagonal cells regrouped into clusters in which the frequency channels are unique. It is also assumed that the coverage area of each cell is free of holes. To achieve the best relay performance, all RSs are located on the boundary of BS 16 QAM MCS. The distance between the BS and each RS is 4.1 km; and the distance between the RSs on the boundary is also 4.1 km.
The cell coverage in transparent mode relay networks is the same as the BS BPSK coverage. In this scenario, the maximum transmission range of the BS is 7.7 km. The MCS for all links in the cell is evaluated to determine the impact of the proposed CRC-based error-correction scheme.
When an MS locates in the same MCS level of the BS and RS, it can attach to (i) the BS first or (ii) the RS first. The first strategy has the shortest latency, and the second one yields the best error-correction performance. Table 2 details the zone type and coverage for each type of link in a cell under two attachment strategies.
Padding length
The padding length Z i of frame in ith transmission can be calculated from the burst size and the amount of data in the burst. Let G i denote the burst size and E i denote the datagram size of frame in ith transmission (including the frame header), the size G i of an OFDM burst will be greater than or equal to E i because the burst size includes the data size and the padding length (see Fig. 2 ). Z i can be calculated as follows
where
In (6), u denotes the number of data subcarriers, N s denotes the number of symbols in a frame, S c denotes the number of subcarriers, M is the M-QAM alphabet size, and C r is the coding rate of the modulation. Fig. 4 shows the padding length in different modulation orders when the packets in any length-distribution (traffic pattern) are encapsulated in fitted OFDM bursts. All types of frames must contain variable-length padding, and high-order modulations will have more padding than low-order modulations. We setup a simulation based on six input traffic patterns (uniform distribution, standard normal distribution, U distribution, left-skewed distribution, right-skewed distribution and the statistical characteristic of real traffic patterns) to estimate the average padding lengths. In Fig. 4 , the average padding lengths in BPSK/QPSK, 16 QAM and 64 QAM are 4 -8 bytes, 8 -15 bytes and 15 -22 bytes. Based on these results, we set the average padding overhead p o of BPSK, 16 QAM and 64 QAM at 2, 4 and 8, respectively, in the simulation.
Radio propagation and interference model
In a production network, the signal quality between a sender and a receiver is attenuated because of number of factors, such as the shadowing, fading and path loss. Those factors, along with interference at the receivers, are critical features of any model of a wireless system. In the following, we describe the radio and interference models used in this work.
Our radio propagation model only considers attenuation caused by path loss because of signal propagation over a long distance. The fading and shadowing effects are not considered. In the model, which is based on the Stanford University Interim path loss model recommended by the 802.16 task group [14] , some assumptions about the sender's power and antenna gains can be used to determine the power of the signal received at MS as well as the signal-to-noise ratio (SNR). By mapping the receiver's SNR to one of the thresholds specified in [4] , the MCS to be used between the communicating nodes can be determined. The SNR at the receiver is calculated as follows
where BW denotes the effective channel bandwidth in Hz; N o is the thermal noise density; andp MS is the power of the signal received at the MS, and can be derived as follows
where P BS is the transmission power of the BS; G BS and G MS are the antenna gains at the BS and MS, respectively, and L(BS, MS) is the path loss from the BS to MS. Given the SNR of the MS, the BS can determine the MCS based on Table 3 . Specifically, the BS will use the highest MCS whose minimum required SNR is smaller than SNR[ dB ]. The distance between the BS and the MS is dependent of the signal power and the noise, and can be calculated as follows [16] :
In (9), l denotes the wavelength, p t denotes the transmission power and N denotes the noise. Equation (9) can be rewritten as follows
Using (10), the SNR can be estimated when MS locates in different positions.
Packet error rate
The bit error probability (BEP) of various types of modulation can be derived by using the SNR. In the case of multilevel-QAM, the BEP, P b can be approximated as follows
In (11), M denotes the M-QAM alphabet size. The packet error rate (PER) of the ith transmission, which uses the original CRC scheme, can be calculated as follows
In (12), m represents the length of ND, r is the length of the FCS and (m + r) denotes the total length of the frame. In the proposed scheme, if an MS attaches to the BS, the double checking procedure can correct a corrupted FCS; hence, the PER of the ith transmission can be calculated as follows
where p o is the average padding overhead of the same data block in two consecutive transmissions. When an MS attaches to an RS, the PER of the ith transmission can be calculated as follows
In (14), p o1 and p o2 are the average padding overheads of frames from the BS and RS, respectively, and P b1 and P b2 are the bit error probabilities of frames from the BS and RS, respectively. P bx is the maximum of P b1 and P b2 .
Figs. 5a and b show the PERs of the original error-correction scheme in various locations. During the first transmission, the PER is higher than 50% in 93.38% of the area. It is lower than 20% in only 3.76% of the area. Although retransmission can reduce the PER, as shown in Fig. 5b , the effect is limited. After the second transmission, the PER is less than 20% in 5.8% of the area, and less than 50% in 9.7% of the area.
Figs. 5c-f show that the PER of the proposed errorcorrection scheme for the 'BS first' and 'RS first' attachment strategies, respectively. Using the proposed error-correction scheme can effectively reduce PER in the first transmission. For example, in Fig. 5c , the PER in zones 2, 3 and 6 improves significantly. The PER is lower than 20% in 7.41% of the area, and lower than 50% in 14.22% of the area. The proposed scheme has a better error-correction capacity than retransmission, which uses the original CRC scheme. After retransmission, this uses the new scheme as shown in Fig. 5d , the PER is below 20% in 17.02% of the area and below 50% in more than 25% of the area. Although our scheme can correct bit errors during the first transmission in some zones, the impacted area of the BS first attachment strategy is too little (only 20.06 % coverage). Using the RS first strategy increases the impacted area to 70.67%, so the proposed error-correction scheme is more effective. The PER of the first transmission when the MS prefers to attach to the RS is shown in Fig. 5e . The area where the PER is lower than 20% rises to 13.28%, and the area where it is lower than 50% rises to 23.17%. However, after the second transmission, those areas increase to 23.34 and 32.6%, respectively, as shown in Fig. 5f . Table 4 shows the PER against the coverage under different schemes.
Actual transmitted data (packet delivery ratio)
The actual transmitted data ('ATD') is the size of the transmitted data, including the total frame and the The proposed error-correction scheme using the 'RS first' strategy in the e First transmission f Second transmission (first retransmission) retransmitted frame. The ATD will be no smaller than E i . When the transmission uses the original CRC scheme, the ATD can be defined as follows
Under the proposed scheme, when an MS attaches to the BS directly, the ATD BS of the transmission can be calculated as follows
Similarly, when an MS attaches to an RS, the ATD RS of the transmission can be calculated as follows:
Fig . 6 illustrates the relationship between the goodput and SNR of the BS in zones 1, 4 and 7, where the MS attaches to the BS directly. The size of the total amount of transmitted data divided by ATD equals the goodput. When the value of the goodput is 100%, it is equal to the total available bandwidth. In good transmission conditions, the performance of the proposed scheme is almost the same as that of the original scheme; however, under poor transmission conditions, the proposed scheme yields better goodput. The results in Figs. 6 and 7 demonstrate that, for all zones, the proposed error-correction scheme achieves a significant performance improvement over the original scheme. The larger the M-QAM alphabet size, the greater the improvement will be. In zone 1 (using 64 QAM), zone 4 (using 16 QAM) and zone 7 (using BPSK) the performance is enhanced by 1 -2, 1 and 0.5 dB, respectively. If the RS signal is strong, the goodput of proposed scheme is similar to that of the original scheme. For example, in Fig. 7a , when the SNR of the RS is 5 dB and the SNR of the BS is 24 dB, the goodput of the original scheme and the proposed scheme in zone 2 is 85.02 and 85.24%, respectively. With a weaker RS signal, the proposed scheme uses frames from the BS to enhance the error-correction rate; therefore it improves the goodput significantly. Fig. 7a also shows that when the SNR of the RS is 10 dB and the SNR of the BS is 22 dB, the goodput of original scheme in zone 2 is zero, but that of the proposed scheme is 100%. Similar trends are evident in the Table 5 shows the goodput integral (i.e. cumulative distribution function (CDF)) from SNR ¼ 5 to 25 in different zone types. When using the proposed scheme, goodput in all zones are significantly improved. In particular, in zones where the MS attaches to the RS (zones 2-4), the goodput integral features multiple fold growth. Although some zones have improvement in multiple folds, those zones are too small (shown in Table 2 ). Therefore the overall performance improvement is not significant.
Energy savings
In this section, we extend our work to provide energy efficient multicast to BS. Additionally, let us assume the main cause of additional power consumption in BS is retransmit error bursts. We consider the 'average energy efficiency (AEE)' metric which is defined as the ratio of energy consumption for data transfer to the total energy consumption. This AEE metric has been first adopted in previous works such as [21] and [22] . Our goal is to maximise the AEE metric across all MSs receiving the same multicast stream in the coverage area. To achieve this goal, we assume that dense-enough MSs are receiving each multicast stream, thus multicast frames are copied to all RSs in the entire coverage area. We evaluate and compare the energy savings resulted from our proposed scheme to that of the original scheme. In Fig. 8 , we present the comparison between the two schemes when the channel quality and number of MS varies, respectively. The figures show that the proposed scheme with two strategies achieve high values for the AEE metric (close to 1) and remain significantly more efficient than the original scheme when the channel quality decreases. In addition, the results also show that the energy consumption increases when the number of MS increases. This directly reflects the fact that the channel quality and number of MS have both high impacts on energy efficiency, because our proposed scheme can reduce the frequency of retransmissions, which in turn reduces the total number of bursts needed. ). When using our proposed scheme, the energy consumptions are significantly improved in all expected AEEs.
The above simulation results demonstrate that the proposed CRC-based error-correction scheme is suitable for the multicasting in transparent mode MR networks because it reduces the PER and increases the goodput. These features enhance the transmission performance by reducing the number of retransmissions as well as consumption of the wireless resource. In particular, when an MS receives a multicast frame more than once, the error bit correction scheme is triggered in the first transmission. Moreover, if the MS selects the RS first attachment method, the impact area will increase to 70.67%, and the error-correction rate and energy efficiency will be optimal.
Concluding remarks
We presented a framework for reliable and energy-efficient multicasting in the transparent mode of WiMAX MR networks. We have considered the original CRC detection scheme and proposed a novel CRC-based error-correction In a multicast environment, if an MS receives the same frame from the BS and an RS, the bit error can be corrected during the first transmission, and if an MS only receives one frame from the BS, the bit error can be corrected in the first retransmission (i.e. the second transmission). Clearly, our approach can improve the throughput of WiMAX systems. The simulation results show that the PER improves significantly in a low transmission quality zone where the MSs have high packet error rates. Irrespective of the type of attachment method selected by the MS, the low-PER area (less than 10%) increases at least 2-fold; and in the best condition, the impacted area can be 3.5 times larger than under the original CRC scheme in the first transmission. Even if a frame must be retransmitted, our approach still achieves a superior error-correction performance.
The goodput of all zones also improves significantly under the proposed scheme. In zones where the MS attaches to the BS directly, the performance improves by 2 -0.5 dB. For zones where the MS attaches to an RS, if the goodput decreases due to a reduced RS signal, the proposed scheme uses frames with extra CRCs from the BS to enhance its error-correction capability; therefore it can improve the goodput of MBS networks significantly. Using simulation, we showed that our algorithm achieves high energy efficiency. The scheme would be most useful in environments with extremely poor radio conditions. In addition, the scheme's error-detection capacity is slightly better than that of the original CRC scheme.
We believe that a few simple design modifications could yield a big improvement in the error detection, error correction and throughput of WiMAX networks. In principle, because the CRC circuit is inexpensive, the proposed scheme only slightly increase the network overhead, but the benefit would be substantial. Moreover, the proposed scheme is backward compatible with the legacy CRC error-detection scheme in WiMAX MR networks. Unlike the FEC approach, our proposed scheme does not increase the hardware complexity of the MAC significantly, and it does not require more bandwidth to carry the extra segmented CRC information.
The work in this paper can be extended in different directions. Apart from improving the performance of reliable OFDM-based wireless applications like Wi-Fi, MMDS, DAB, DVB-x, HDTV, UWB, 3GPP LTE and 3GPP LTE-A, or can be applied in several OFDM-based wired applications, such as xDSL, xPON, HiperLAN/2 and MoCA. Our approach facilitates wireless transmissions under very poor radio conditions, even if the FEC functions poorly. Moreover, it improves the energy efficiency and throughput of all types of modulation and/or coding rates.
