health or beauty products, and scams involving the provision of unnecessary or useless goods, services or repairs. The appendix indicates how these frauds were defined for the respondents in this survey.
Both criminal justice professionals and researchers have highlighted the need for systematic information on the nature and extent of various economic crimes including personal frauds, to influence both the actions of potential victims and the policies and practices of the criminal justice system (Benson, Cullen, and Maakestad 1990; Geis and Stotland 1980; Moore and Mills 1990) . Moreover, the needs of the victims of these crimes have not been adequately addressed by researchers and policymakers. The focus of legislation and victim assistance programs has been on victims of interpersonal violence and street property crimes, not on the victims of economic crimes including personal fraud.
At present, research on the nature of personal frauds is limited and statistical data on these crimes and their victims is scarce (Kusic 1989; Moore and Mills 1990) . Although some case studies or special surveys have been carried out, these are usually not comprehensive and often focus on a limited number of victims. For example, there have been studies of Ponzi schemes using convenience samples of victims who were willing to report these offenses to a law enforcement agency (Ganzini, McFarland, and Bloom 1990) , as well as case studies of victims of various types of consumer frauds (McGuire and Edelhertz 1980) .
A survey by Harris and Associates addressed public knowledge of, attitudes toward, and experiences with several types of telemarketing fraud (Bass and Hoeffler 1992) . This survey found that nearly one in three Americans have, at one time or another, been cheated out of money through various deceptive means, including receiving a lower quality product than they paid for or never receiving items that were ordered. Fewer than one third of those persons who had been victimized reported the incident to anyone, and nearly two thirds of the American public would not know where to call to find out if some offer or promotion is legitimate. A Princeton survey of the behavior of consumers (American Association of Retired Persons 1994) also found that three quarters of the respondents claimed that at least once during the past year they were deceived or defrauded through various telemarketing or other direct personal marketing schemes. In addition, one person in seven reported being the victim of a major fraud at some point in his or her lifetime.
These last two studies were limited in that the first focused on only one type of personal fraud victimization: telemarketing; whereas the other study focused on consumer transactions, only some of which were fraudulent, and on knowledge and attitudes more than on victimization. The studies do not yield data on victimization by personal fraud that will allow comparison with 56 CRIME & DELINQUENCY / JANUARY 1995 NCVS data on victimization by such crimes as burglary, vehicle theft, robbery, assault, and larceny, in terms of the number and characteristics of personal fraud victims, and the financial and other forms of harm caused. In addition, we need to know which types of personal fraud are most prevalent and how victims and official agencies respond to them. This information will make it possible to develop improved programs for controlling these crimes and responding to the needs of their victims.
The study reported here was conducted by two staff members of the National Institute of Justice, with the survey research firm of Schulman, Ronca, and Bucuvalas, as an exploratory effort to (a) determine whether valid measures of personal fraud victimization could be obtained, (b) obtain measures of incidence and prevalence, and (c) examine the nature of fraud incidents. Comparisons with the forms of victimization captured by the NCVS should provide useful information to citizens, as well as public and private agencies, concerned with this form of crime.
METHOD
Following a review of the literature on personal fraud victimization, a national focus group of fraud investigators and prosecutors was convened to outline key issues in personal fraud victimization. A draft survey instrument was developed based on the issues raised in the literature and by the expert focus group. Next, a focus group of ordinary citizens was convened to critique the draft instrument in the light of their own experiences with personal fraud; the instrument was revised appropriately. A pilot test of the instrument was conducted, and the instrument revised appropriately.
This instrument was used in a survey that was administered in November 1991 by the survey research firm of Schulman, Ronca, and Bucuvalas. The sample was constructed as a national random digit dialing sample of telephone households in the United States. The designated respondent within each sampled household was chosen as the individual 18 years or older having the most recent birthday. Computer-Assisted Telephone Interviewing (CATI) was used in the survey. The participation rate was 66.1%; a total of 1,246 usable interviews was completed. The achieved sample was first weighted to correct for unequal probability of selection of households (number of telephones), and of eligible respondents within households (number of adults). It was next weighted for nonparticipation. The weighting required was minimal.
The first six screener questions of the survey instrument were adapted from the NCVS and dealt with victimization within the last year of the respondent by robbery or assault, or of the household by burglary or motor vehicle theft. These NCVS questions were intended to orient the respondent's thinking from the outset to events that were criminal in nature. The emphasis on criminal activity and criminal intent was continued in the interviewer's introduction to the fraud screener questions, which emphasized criminal activity involving clear elements of deception, false and misleading information, impersonation, misrepresentation, abuse of trust, and failure to deliver. These elements were emphasized again in the wording of each individual fraud screener item (see appendix).
In the screener portion of the survey instrument, respondents were asked if they had ever been victimized, or if an attempt had ever been made to victimize them, by 21 specific types of fraud, plus any other type of fraud. This yielded 22 fraud screener items on which the respondent could have reported ever having experienced a victimization or attempted victimization. Of the 1,246 respondents, 720 (58%) experienced one or more lifetime victimizations, or attempted victimizations. Respondents were asked how long ago the events happened; the five choices ranged from "within the past 12 months" to "five years or longer," plus "not sure." Of the 1,246 respondents, 387 (31%) experienced one or more victimizations or attempted victimizations within the past 12 months (details are presented in Table 1 ).
Incident reports were taken only for incidents that occurred within the last 12 months to avoid the decrease in accuracy of recall of details over longer time periods. If the respondent had experienced more than one victimization or attempted victimization for a given fraud type within the last 12 months, he or she was asked to report only on the most recent incident. The incident report questions explored characteristics of the crime and the offender, the effects of the crime, whether the crime was reported to an official, and what type of assistance, if any, was received.
Incident reports were taken for no more than five fraud categories per respondent. If more than five types were reported by a respondent, five were selected at random by CATI for that respondent. Only 8% of respondents reported a victimization or attempted victimization for more than five of the 22 fraud categories, so this procedure caused little loss of data and avoided overrepresenting this group of respondents.
Because a sequential-order effect could arise from taking incident reports in the same order of fraud category for all respondents, the order was randomized by CATI for each respondent.
Following the incident report items, a final set of questions focused on characteristics of the respondent and his or her household: age, race, Hispanic, income, education, location, and household size. Respondent sex was entered by the interviewer. A bivariate data analysis was conducted using SPSS/PC+. Unless otherwise noted, any results reported were significant at p < .05. Because of conditionals (skip-patterns) in the instrument, for many variables the number of cases is too small for analysis; in those cases only totals are reported.
RESULTS

Characteristics of Personal Fraud Victims
We look first at the person-level data set (N = 1,246; see Table 1 ). In the last 12 months, 31% of the sample had a personal fraud attempt made on them; of these, 48% were reported to have been successful, so that 15% of the total sample were victimized by a successful personal fraud. Almost all (88.2%) of these successful frauds involved the loss of money or property; 13% of the total sample reported such a loss. The number of cases by amount of loss decreases steadily and with minimal discontinuities from $1-$25 to $65,000. Table 2 , from the incident data set, expands the high end of the distribution (losses at $1,000 and above). Assuming that the sample itself was properly drawn, we believe that respondents with very high losses were not overrepresented in this data set. Personal fraud appears to be a type of crime in which losses, although typically rather small, in many cases can be quite large. ~ The mean loss for our sample was $216.29. Expanding our sample of 1,245 persons 18 years or older to the 1991 estimated U.S. population of 185,105,441 persons 18 years or older yields an estimated annual loss from personal fraud in excess of $40 billion ($40,036,455,000). The NCVS shows that victimization by the various forms of crime measured by the NCVS is influenced by demographic and locational factors. Criminal justice system practitioners who specialize in fraud often express a belief that certain groups, such as the elderly, are more vulnerable to victimization by fraud. Table 3 reveals only two demographic variables--age and education--that are significantly associated with the likelihood of fraud attempts and the outcomes of those attempts. Other variables that make a difference for many NCVS crimes do not do so for personal fraud. Table 4 shows that although age is the demographic variable most significantly associated with fraud victimization, it is a negative relationship. Moreover, we see in Table 5 that the elderly (persons 65 and above), when they are fraud victims, are less likely to lose money or property than those in younger age groups. In our survey, fraud victimization follows the pattern of almost all NCVS crimes: The older one is, the less likely one is to be the victim of fraud. Although fraud investigators and prosecutors often express the opposite opinion, their experience is limited to those victims who report, and in our sample, incidents involving the elderly were much more likely to be reported to the authorities than those involving younger respondents (p < .031). Table 6 shows that those at the extremes of education (no high school diploma, graduate degree), are least likely to be the victim of fraud, whereas those with some college or a college degree appear to be the most vulnerable. Moreover, if we look at how education affects the likelihood that a fraud attempt will be successful, we find that there is no significant effect (p <. 168), and that attempts against those with a graduate degree are slightly more likely to be successful than attempts against those who did not finish high school. Table 7 shows that, contrary to what one might expect, demographic variables such as education, income, or age do not significantly influence an individual's likelihood of succumbing to a fraud attempt: No demographic indicator approaches significance in predicting whether a fraud attempt, if received, will be successful. The key factor in victimization by personal fraud appears to be whether one receives an attempt; the likelihood of a success given an attempt does not vary significantly across the demographic variables of age, education, household size, region of the United States, household income, urban or rural location, race, Hispanic origin, or gender. To summarize the findings from the person-level data set, fraud is more common than many NCVS crimes and shows a highly skewed distribution of monetary losses. The data do not support some common stereotypes about what sort of person is most likely to become a fraud victim: The elderly, those who have less education or income, minorities, females, and those who live in rural areas are no more likely than their opposites to be fraud victims and, in some cases, are less so. We now turn from the examination of persons to the examination of incidents.
Characteristics of Personal Fraud Incidents
As noted earlier, incident reports were taken only for incidents that occurred within the last 12 months and for no more than five fraud categories per respondent; these categories were selected at random for each such respondent. If the respondent had experienced more than one victimization or attempted victimization for a given fraud type within the last 12 months, he or she was asked to report only on the most recent incident.
There were 711 incidents that occurred within the last 12 months. For these incidents, the respondent was asked about contacts with the offender, prior familiarity with the type of fraud involved, prior efforts to investigate it, whether it was reported to authorities, and what action was taken. Respondents were asked if the attempt to defraud them was successful or only an attempt.
Of the 711 incidents, there were 279 successful attempts; for these the respondent was also asked about monetary losses and other forms of harm resulting from the incident. Of these successful incidents, the respondent lost money or property (85%), was caused financial or personal credit problems (20%), suffered health or emotional problems (14%), lost time from work (13%), and was harmed in some other way (5%). Other members of the respondent's household were caused significant harm or loss in 11% of these incidents. Table 8 examines all 711 fraud incidents, both attempts and successes, and shows how they ranked in terms of frequency and whether the attempts were successful. (For this cross-tabulation, there were 700 incidents distributed over 22 categories of fraud types; cell sizes in many cases were too small for tests of significance and none are reported.) We see that the types of fraud that are frequently mentioned by fraud investigators (pigeon drop, fake bank official, fake ticket, phony inspector, credit repair) are not very common, and others that are frequently mentioned ("free" prize, credit card number scam, fake charity), although more often reported among our sample, are not usually successful.
Looking next at the fraud types that occur more often and that are most likely to be successful (appliance/auto repair, fraudulent price, 900 number swindles, fraudulent subscriptions, and fake warranties), it is clear that these relate to consumer transactions that some might argue simply involve misunderstandings or consumer dissatisfaction. However, it should be remembered that the survey was specifically designed to orient the respondent from the outset to the reporting of events that were criminal and fraudulent, involving the elements of deception, false and misleading information, impersonation, misrepresentation, abuse of trust, and failure to deliver (see appendix). Moreover, the evidence provided by congressional hearings and consumer protection agencies indicates that consumer transactions in fact often do involve deception and abuse of trust for financial gain, which are the hallmarks of economic crimes such as fraud.
In many cases, the more successful types of fraud seen in Table 8 indicate or suggest a nonstranger dimension (Pearson chi-squares are reported):
• Greater success if respondent knew or knew of the offender, than if a stranger 60 < .003).
• Greater success if the mode of the initial contact was in person, through a third person, through television or the print media, or initiated by respondent, than if the initial contact was by telephone or mail (p < .000).
• Greater success if the location of the initial contact was atthe swindler's home or place of business, at victim's workplace, or in victim's neighborhood, than if at respondent's home (p < .000).
The nonstranger factor is more likely to be present in the business-related types of fraud that Table 8 also shows to be more often successful. However, there were other factors related to whether the fraud attempt would be successful that are probably independent of the business dimension; they may have important implications for fraud prevention programs. These factors are
• Greater success if respondent had not heard of this type of fraud before (p < .000).
• Greater success, approaching significance, if the respondent did not try to investigate the person or proposition before responding (p < .078).
It is curious to note that whether or not the fraud attempt was successful had absolutely no effect on whether it would be reported to the authorities (p < .660). Overall, only 15% of incidents were reported, the majority (62%) to law enforcement, with most of the remainder split between consumer protection agencies and Better Business Bureaus. Table 9 shows the mean and median loss for each type of fraud. Recall that Table 8 identified certain fraud types that occur more often and are frequently successful (appliance/auto repair, fraudulent price, 900 number swindles, fraudulent subscriptions, fake warranty). All of these except subscription swindles have mean losses in excess of $250.00. There are also fraud types that attract attention because of the very large amounts of money that some of their victims lose. Frauds involving losses of $3,000 or more (with the number of victims in parentheses) are as follows: other types (6), appliance/auto repair (2), fraudulent use of bank or credit card (2), broker/planner (1), insurance (1), investment (1), and 900 number (1).
DISCUSSION
In these data, personal fraud, compared to the NCVS crimes, appears to be very common, and although fraud attempts are typically not successful, losses for some victims can be extreme. Victimization by personal fraud does not vary significantly across the demographic variables of household size, region of the United States, household income, urban or rural location, race, Hispanic origin, or gender. Only age and education make a significant difference, and not in the expected directions: Younger, as well as better educated persons are victimized more often, rather than less often. Moreover, no demographic indicator approaches significance in predicting whether a fraud attempt, if received, will be successful; the key factor in victimization by personal fraud appears to be whether one receives an attempt.
The environmental and geographic variables associated with victimization in the "routine activities" perspective (Cohen and Felson 1979; Lynch 1987; Meier and Miethe 1993) , such as convergence of unguarded targets and motivated offenders, appear to be more relevant to NCVS crimes than to victimization by personal fraud. It may be that because con artists can make use of the phone, the mail, the media, and electronic bulletin boards, the demographic variables that are so tied to geographic proximity variables in most NCVS crimes are much less important in personal fraud victimization.
Concerning the elderly, these data suggest that they are far from being the trusting and compliant victims that are commonly portrayed in much of the fraud literature. Part of the explanation may be that the elderly are more likely to report a fraud to authorities, but it is also possible that they are being unfairly stereotyped, and that in addition to getting older, they have also gotten smarter. Looking at this from the other end of the age spectrum, given the typically lower incomes of the young, they may be more receptive to promises of fabulous bargains and spectacular opportunities, especially given their shorter lifetimes in which to have become--personally or vicariously--"sadder but wiser" about such things.
It is curious that education does not appear to be the protective factor that one might expect it to be in a type of crime that can be characterized much more as a battle of wits than most NCVS crimes. For an individual to believe that more education confers greater ability to deal with con artists could prove costly to him or her.
Age and education may work together in that younger, better educated persons may have wider interests and a broader range of activities and purchases and, for this reason, may be more likely to encounter situations, or be on telephone or mailing lists, that result in a fraudulent solicitation.
The study suggests the value of public information programs aimed at the prevention of personal fraud, because fraud attempts were less likely to be successful if the intended victim had heard of the fraud before. Information programs need to highlight the fact that victimization by personal fraud is a pervasive threat to all segments of the society, identify the types of fraud that are current, and the kinds of action that can help persons to detect and prevent fraud. This includes 1-800 telephone numbers and other services providing the public with information dealing with fraud prevention and control and with directions to useful sources of information and assistance.
It appears from our data that victims of personal fraud, who report to authorities, receive few positive results, monetary or otherwise, from doing so. Based on our estimate of the annual losses incurred by fraud victims, and the relative frequency of these frauds, fraud victims may merit more attention than they are now receiving.
Although we believe that our survey produced accurate estimates of the incidence and prevalence of personal fraud victimization and the magnitude of its dollar losses, it was not designed to provide great detail on the subject. Future research could take three directions:
• Analysis of the information available from public and private agencies that deal with fraud. However, as we have noted, reporting rates are low and not representative.
• A comprehensive approach that draws together, for a representative sample of specific cases, information from the victim, agencies to whom the victim reported (if any), and CJS courts and corrections personnel to yield a fuller picture of how these crimes are perpetrated, investigated, prosecuted, and punished, along with detailed profiles of the offenders and their modus operandi.
• Larger national fraud victimization surveys that might include the incorporation of fraud items into the NCVS.
The current study raised, but could not explore, some questions because of the size of its sample, including the following: (a) why certain persons are more likely to be selected as targets of fraud, (b) why some persons are more effective in resisting attempts to defraud them, (c) how law enforcement and regulatory agencies can more proactively detect and respond, to emerging fraud schemes with less reliance on reporting by victims, and (d) how the CJS can develop and use more appropriate sanctions for deterring personal fraud. Hello, I'm from SRBI, the national research organization in New York City. We are conducting a national assessment of public attitudes toward and experience with crime. We would like to speak to the person in this household, aged 18 or older, WHO HAS HAD THE MOST RECENT BIRTHDAY.
We would like to conduct a short interview with you, as part of a nationally representative sample of Americans. Your answers are strictly confidential. Your participation is voluntary, but it would really help us in planning for programs to control crime and increase public safety.
QUESTION #1
First we'd like to ask you a few questions about some of the more common types of crime that happen to people. These questions refer only to things that happened to you, personally, within the last twelve months that is since (MONTH) of last year.
In the last twelve months, did anyone ROB you by using force or threatening to harm you? QUESTION #2 Did anyone BEAT YOU UP, attack you or hit you with something (not counting anything you've already told me about)? QUESTION #3 Did anyone THREATEN to beat you up or THREATEN you with a knife, gun or some other weapon, NOT including telephone threats (not counting anything you've already told me about)? QUESTION #4 During the last 12 months, did anyone BREAK INTO or somehow illegally get into your home (not counting anything you've already told me about)? QUESTION #5 Did anyone steal or use without permission any car, truck, motorcycle or other motor vehicle belonging to you? QUESTION #6 Did anyone steal anything FROM any car, truck, motorcycle or other motor vehicle belonging to you such as the battery, tires, tape deck and so on (not counting anything you' ve a!ready told me about)? QUESTION #8 Now we'd like to ask you about some other types of crime that happen to people. But this time now we want to know whether these things have EVER happened to you, personally, at any time in your life.
