ABSTRACT Millimeter wave (mmWave) communications and cognitive radio networks are two key technologies to improve the spectral efficiency. For a cognitive mmWave wiretap network in which randomly located eavesdroppers may reside in the signal beam of the secondary network, confidential messages could still be wiretapped. Moreover, the primary user may be covered by the main lobe generated by directional beamforming of the secondary network, the interference to the primary network is an inevitable problem. Motivated by these challenges, in this paper we investigate physical layer security of cognitive mmWave wiretap networks, where the secondary transmitter (SU-Tx) sends confidential messages to a secondary receiver (SU-Rx) under the interference temperature constraint of a primary receiver (PU-Rx). Thereby, two different secure transmission schemes, namely complete transmission (CT) scheme and threshold-based (TB) scheme are introduced to investigate the reliability and security performance of SU-Rx. Specifically, under stochastic geometry framework, we derive closed-form expressions for the connection outage probability (COP), secrecy outage probability (SOP) and secrecy throughput (ST) to characterize the performance for both schemes. The numerical and analysis results reveal that the reliability and security of SU-Rx in both schemes can be balanced by the interference temperature constraint of PU-Rx. Besides, when the SU-Rx requires both security and reliability, TB scheme shows its superiority, and CT scheme is more suitable for the scenario where SU-Rx only requires higher security.
I. INTRODUCTION
With the unprecedented growth of mobile devices, including Internet of Things (IoT) devices, the future wireless communications will enable deep convergence of networks, data, application processes and services to support tremendous connectivity [1] , [2] . However, the surge in wireless data traffic brought about by massive connectivity may lead to spectrum scarcity. To address this issue, millimeter wave (mmWave) and cognitive radio technology are used to effectively boost the system capacity and the utilization of wireless spectrum resources, which play a vital role in the development and full realization of the future networks.
Given the broadcasting characteristics of wireless media, especially the openness and dynamics of cognitive networks,
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how to guarantee the transmission security of wireless communication networks is a critical concern in the design and operation of wireless communication networks. Compared with the traditional cryptographic methods consuming massive computational complexity, physical layer security (PLS) is considered as a promising strategy to achieve the secrecy performance of wireless communication system by utilizing the inherent channel randomness of physical layer, which has been widely concerned by the research communities [3] - [8] .
Over the past few years, researchers have conducted extensive investigations on PLS of cognitive networks. In [9] , for the cognitive wireless networks with random distribution of eavesdropping nodes, four different secondary user transmission schemes were proposed to ensure the secure transmission of information under the interference temperature constraint of the primary user. Further considering the random distribution of primary, secondary and eavesdropping nodes in random cognitive wireless networks, [10] proposed a simple and distributed transmission scheme based on secrecy guard zone and artificial noise to enhance information security in the secondary user networks. In [11] , two different received schemes for the secondary destination were designed to characterize the secrecy performance of cognitive untrusted relay networks.
Simultaneously, recent studies have shown that the mmWave networks have great potential to provide tremendous data traffic growth due to the large available bandwidth of mmWave frequencies [12] - [15] . Moreover, the small wavelengths of mmWave and the sparse multipath and scattering characteristics in the propagation environment are quite different from those of traditional microwave networks. Driven by mmWave characteristics, much research works have been dedicated on PLS in mmWave systems. Specifically, with the aid of stochastic geometry framework, [16] synthetically studied the network-wide PLS performance of downlink transmission in mmWave cellular network. Subsequently, in [17] , two secure transmission schemes were designed to improve PLS in a multi-input single-output mmWave system in the presence of multiple randomly located eavesdroppers. In [18] , the PLS of mmWave systems with different secure on-off transmission strategies was studied under the randomly distributed eavesdroppers. Reference [19] discussed the potential of PLS in mmWave ad hoc networks and characterizes the impact of using uniform linear arrays and artificial noise on such networks.
On the other hand, the research advancements in the field of cognitive mmWave have witnessed in recent years, most of which were developing various technologies to dynamically avoid interference and reduce mutual interference. For example, the cognitive characteristics for sparse code multiple access system, such as spectrum sensing, subcarrier adaptability and interference estimation, were proposed to minimize the mutual interference between cognitive users and other operating networks [20] . Meanwhile, a cognitive spectrum sensing and modulation method based on joint wavelet was studied for small cells in the 60GHz mmWave 5G heterogeneous networks, which can alleviate interference caused by other existing operating networks in the same frequency band such as WiGig systems [21] . Additionally, in the context of mmWave downlink cellular networks with spectrum sharing, the expected gain of inter-operator base station (BS) coordination were characterized, and it was found that BS coordination among operators was useful in spectrum sharing [22] .
All the aforementioned works, they either pay attention to the PLS of traditional microwave cognitive wireless networks or investigate the secrecy performance analysis of mmWave networks. In [23] , mmWave communication over fluctuating two-ray channels in cognitive radio networks was studied only from the perspective of the secrecy outage probability (SOP). Future networks consist of macro cells and ultra-dense small cells to enhance the available capacity and data rate. However, since adjacent cells and other systems operate in the same frequency band, ultra-dense small cells may be subject to interference. Therefore, in order to improve throughput and spectral efficiency, it is necessary to embed cognitive features in the design of future communication networks, including the ability of sensing interference power to utilize the available spectral bands. Moreover, due to the specific propagation characteristics of mmWave, i.e., large number of antennas, variable propagation laws and sensitivity to blockages, etc [24] , the secrecy performance of cognitive mmWave networks will be very different from that of traditional cognitive microwave networks, which needs to be re-evaluated. Furthermore, confidential information can still be intercepted when random-location eavesdroppers may reside in the signal beam of the secondary network. Also, when the main lobe beam of the secondary network is aligned with the primary user, the interference to the primary user is a critical concern. To the best of our knowledge, in cognitive mmWave wireless networks, previous work on secure transmission schemes and comprehensive secrecy performance analysis has not been provided with stochastic geometry framework, which motivates our work.
In this paper, we systematically investigate the secrecy performance of cognitive mmWave wiretap networks, where the secondary transmitter (SU-Tx) sends confidential messages to a secondary receiver (SU-Rx) under the interference temperature constraint of a primary receiver (PU-Rx) in the presence of the random locations of eavesdroppers. To investigate the reliability and security performance of SU-Rx, two different secure transmission schemes, namely complete transmission (CT) scheme and threshold-based (TB) scheme, have been discussed. The main contributions are summarized as follows:
• Considering random-location both the PU-Rx and eavesdroppers may reside in the signal beam of the SU-Tx, we introduce two secure transmission schemes to investigate the reliability and security performance of SU-Rx in cognitive mmWave wiretap networks. In order to improve the secrecy performance of the networks considered, a sector secrecy guard zone known as the eavesdropper-exclusion area is established around the SU-Tx. The results show that two transmission schemes can guarantee the secure transmission of SU-Rx under the interference temperature constraint of the PU-Rx.
• By using stochastic geometry, we derive closedform expressions for the connection outage probability (COP), SOP and secrecy throughput (ST) for each secure transmission scheme taking into account the effect of mmWave channel features, directional antenna gains and random blockages. The reliability and security performance of the SU-Rx are evaluated in a unified manner by the key parameters such as the transmission power of the SU-Tx, the density of blockages and eavesdroppers, the radius of sector secrecy guard zone, and the received signal-to-interference-plus-noise ratio (SINR) threshold of the SU-Rx. • Numerical and analysis results show that the interference temperature constraint of the PU-Rx can balance the reliability and security of the SU-Rx, which indicates the loss of the interference temperature constraint could achieve good reliability performance for the SU-Rx, but make the secrecy performance worse. In addition, when the SU-Rx requires both security and reliability, TB scheme shows its superiority, and CT scheme is more suitable for the scenario where SU-Rx only requires higher security. Finally, blockages can be helpful for improving ST of the SU-Rx under reasonable network parameters. The rest of this paper is structured as follows. Section II presents the system model, mmWave channel characteristics and two secure transmission schemes. In Section III, a set of analytical expressions for COP, SOP and ST for both CT and TB schemes in cognitive mmWave wiretap networks are derived. The numerical results are provided in Section IV. Finally, concluding remarks can be found in Section V.
II. SYSTEM MODEL A. NETWORK MODEL
Consider a cognitive mmWave wiretap network comprising a primary transmitter-receiver pair and a secondary transmitterreceiver pair, where the underlying secondary network shares the same spectrum with the primary network as depicted in Fig. 1 . Here, R SP is the radius of the sector coverage area where PU-RX is randomly located. R U is the radius of the sector coverage area where SU-Rx is randomly located. Furthermore, the eavesdroppers are also assumed to be randomly distributed. The locations of eavesdroppers are modeled as a finite two-dimensional independent homogeneous Poisson point processes (PPP), denoted by E with the density λ E . The purpose of eavesdroppers is to deteriorate the security of communication system by eavesdropping information from SU-Tx, and all processes are independent of each other. In addition, we assume that the PU-Rx, SU-Rx and eavesdropper each has a single antenna. To manage the interference of the secondary network to the primary network, the instantaneous interference power at PU-Rx from SU-Tx should not exceed a given threshold I w .
B. DIRECTIONAL BEAMFORMING
Hereinafter, we assume the SU-Tx to be equipped with directional antennas with sectored gain pattern, similar to [19] , [24] , [25] . Let θ S be the beam width of the main lobe. The antenna pattern approximated by a sectored antenna model is expressed as
where θ ∈ [0, 2π) is the angle of boresight direction, M S and m S are the array gains of main and side lobes, respectively. For the sake of simplicity, we assume that the link between SU-Tx and SU-Rx is aligned, and after that we consider the gain to be M S . In addition, suppose that the SU-Tx can detect wiretapping in a limited range. We introduce a sector guard zone around SU-Tx having a radius r and central angle θ S , in which no eavesdroppers are allowed to roam.
C. CHANNEL MODEL
In the system considered, we leverage the model in [24] , a link between the SU-Tx and the SU-Rx can be either a line-ofsight (LOS) or non-line-of-sight (NLOS) link, depending on the blockage effect. P L (r d ) represents the links probability that the SU-Tx is LOS and 
, r j denotes the distance in meters, α L and α N are the LOS and NLOS path loss exponents, C L and C N can be regarded as the path-loss intercepts of LOS and NLOS links at the reference distance.
D. COMPLETE TRANSMISSION SCHEME
Assuming that the channel state information (CSI) of the SU-Rx is available at the SU-Tx, CT scheme is designed to investigate the reliability and security performance of the SU-Rx, where the SU-Tx sends confidential information to the SU-Rx under a sector guard zone. Moreover, in the networks considered, to guarantee the SU-Tx does not cause interference to the PU-Rx beyond the predefined threshold I w , its transmit power is defined as P U = min
, P t , where P t is the total available power at the SU-Tx. We also presume that the interference generated by the primary transmitter at SU-Rx should fall below a constant δ 0 . The variable δ 0 leaves for future research. Suppose that σ 2 ϑ , ϑ ∈ {U , E}, is the variance of additive white Gaussian noises at SU-Rx and eavesdroppers, respectively. Then the SINR at SU-Rx can be formulated as
In this paper, we assume that the instantaneous CSI of eavesdroppers isn't known by the SU-Tx. The nearest eavesdropper is not necessarily the most detrimental one, but the one with the best channel of the SU-Tx. Hence, the received instantaneous SINR of the most malicious eavesdropper can be written as
We hasten to emphasize that, the worst-case scenario is considered that both eavesdroppers and PU-Rx may reside in the area covered by the main lobe beam of the SU-Tx, which may pose a serious threat to the security of the SU-Rx and cause the performance of the PU-Rx to be deteriorated significantly. Similar scenarios are used in the literature on mmWave systems considering security, e.g., [16] , [27] .
E. THRESHOLD-BASED SCHEME TB scheme is designed based on the SINR of SU-Rx. In the TB scheme, we assume that the SU-Tx can obtain a onebit feedback from SU-Rx to enable a threshold-based on-off transmission. Specifically, the SU-Tx transmits only when the received SINR at SU-Rx is larger than a predetermined threshold µ. Otherwise, the SU-Tx suspends the transmission. To this end, the SU-Rx sends an instantaneous one-bit feedback to SU-Tx for indicating whether the received SINR is larger the threshold µ. In such scheme, the SINR at SU-Rx and most malicious eavesdropper are respectively given by
and
where 1 (condition) is an indicator function, which indicates that it returns 1 when the condition holds, and 0 otherwise. C 1 denotes the event that the SINR at SU-Rx is larger than µ, i.e.,
III. SECRECY PERFORMANCE ANALYSIS
In this section, we comprehensively study the secrecy performance of cognitive mmWave wiretap networks based on CT and TB schemes. In particular, we characterize the key performance metrics, such as COP, SOP and ST. According to well-known Wyner secrecy code theorem, R m represents the codeword rate, R s m represents the secrecy rate, the rate difference R m −R s m denotes the expense of preventing the message against wiretapping. In addition, different outage probability encountered in wireless communication for a particular scenario, it is divided into COP and SOP. COP will be generated when the SU-Rx fails to recover confidential messages from SU-Tx, which represents reliable communication. The eavesdroppers successfully intercept confidential messages sent by SU-Tx, and SOP occurs, which characterizes the secure communication.
A. COMPLETE TRANSMISSION SCHEME 1) CONNECTION OUTAGE PROBABILITY
The COP of the CT scheme is given by
where (6) and applying the properties of the joint distribution of two random variables in [28] we have:
Therefore, further derivation of (6) is given by
where f κ (x) is the probability density function (PDF) of κ,
, we first derive the CDF of κ, which can be expressed as (9) , as shown at the top of the next page. Then, we solve the first derivative of CDF and derive the PDF of κ as shown in (10), as shown at the top of the next page.
Now we are devoted to deriving the integrals Z 1 in (8). Then Z 1 can be rewritten as
where F v (ε 1 ) is derived as (12) , as shown at the top of the next page. Substituting (10) and (12) into (11), the Z 1 is derived as
Also, Z 2 can be rewritten as
where F u (ε 1 ) is derived as (15) , shown at the top of the next page. Substituting (10) and (15) into (14), the Z 2 is derived as
(−1)
Then, P CT co can be calculated as follows:
The expression of COP reflects the reliability performance of CT scheme. It can be seen from the definition of COP that the reliability of the system can be improved by increasing the transmit signal-to-noise ratio (SNR). However, because the interference temperature constraint will eventually become the bottleneck of restricting and controlling the reliability level, it is not helpful to increase the transmit SNR without restriction.
2) SECRECY OUTAGE PROBABILITY
The SOP can be expressed as
Substituting P U and (3) into (18), we have:
where ε 2 = 2 (Rm−R s m ) − 1. In the following, we calculate Z 3 and Z 4 in detail. Utilizing the probability generating functional (PGFL) of the PPP, a binary series expansion and [29] (eq.(3.351.1)), we can formulate
where F y (ε 2 ) is established in Appendix A by (46). Substituting (10) and F y (ε 2 ) into (20) , the Z 3 is derived as
Also, Z 4 can be rewritten as
where F z (ε 2 ) is provided by (48) in Appendix B. We need to mention that since we model the links between the SU-Tx and the eavesdroppers as LOS and NLOS which are independent of each other, we leverage the notion of mark from stochastic geometry to further split the PPP into two independent LOS and NLOS sub processes. Thus, substituting (10) and F z (ε 2 ) into (22) , the Z 4 is derived as
Then, P CT so can be calculated as follows:
Based on (24) , it can be seen that the security of the SU-Rx can be guaranteed by increasing the radius of sector secrecy guard zone. In addition, under the condition of high transmission power, the interference temperature constraint can also be used to ensure security of the SU-Rx.
3) Secrecy Throughput The COP and SOP weigh the reliable and secure transmission experienced by the SU-Rx in the network considered, respectively. To further measure the reliability and security communication of the SU-Rx, this treatise uses ST to comprehensively characterize the security and reliability of communication system, that is, the ST quantifies the average confidential information rate of reliable and secure transmission of the communication [30] . Therefore, the ST of the CT scheme is characterized by (25) , as shown at the top of the next page. Now, let's solve the first term 2 in (25). Then, 1 can be further rewritten as
Substituting (10), (12) and F y (ε 2 ) into (26), 1 is derived by (27) , as shown at the top of the next page.
Furthermore, we solve the second term 2 in (25). Then 2 can be further rewritten as
Substituting (10), (15) and F z (ε 2 ) into (28), 2 is derived by (29) , as shown at the top of the next page.
Up to now, the calculation for ST of the SU-Rx is complete under the CT scheme. Then, η CT can be calculated as follows:
Remark 1: As can be seen from the definition of η CT , security and reliability are equally important to η CT , but it is elusive to improve security and reliability simultaneously. Thus, security and reliability of such networks can be balanced by η CT . In addition, increasing the radius of sector guard zone, η U can be improved. Expanding the antenna gain or the transmission power of the SU-Tx may strengthen the reliability of the system. At the same time, it may deteriorate the secrecy performance, resulting in limited improvement of η U . Furthermore, I w plays a key role in the security and reliability of the SU-Rx. Therefore, it is necessary to carefully design I w according to the actual network scenario
to achieve better performance of the SU-Tx. Besides, λ E and the blockage density β also have an important impact on η U .
B. THRESHOLD-BASED SCHEME 1) TRANSMIT PROBABILITY
Supposing that SU-Tx could know whether the SINR of the SU-Rx is greater than the given threshold µ. When the SINR of the SU-Rx obtained is greater than the given threshold µ, SU-Tx sends confidential information. Then the transmission probability of SU-Tx is:
, 
From the expression of (34), we can know that the transmission probability is related to the interference temperature constraint threshold I w of the PU-Rx, the communication distance r U , the threshold µ of the SU-Rx and the blocking density β. Especially, the transmission probability decreases with the decrease of I w . Likewise, with the increasing of r U , µ and β, the transmission probability also decreases.
2) CONNECTION OUTAGE PROBABILITY
For TB scheme, the COP of the SU-Rx is given by 
(39)
VOLUME 7, 2019
From (39), it characterizes the achievable reliability performance of the TB scheme. It can be seen that a larger µ would result in a smaller COP. This shows that the reliability of such networks is better with increasing of µ.
3) SECRECY OUTAGE PROBABILITY
The SOP under the TB scheme can be expressed as
Substituting P U and (3) into (18) 
The expression (44) detects the secure communication experienced by the SU-Rx in TB scheme. It can be seen that when the interference temperature constraint threshold I w and the SINR threshold µ are smaller, the security of such networks is better.
4) SECRECY THROUGHPUT
η TB under the TB scheme can be calculated as follows:
where Q 1 , Q 2 , Q 3 and Q 4 is established in Appendix C.
Remark 2:
From the definition of η TB , the interference temperature constraint threshold I w and the SINR threshold µ are crucial to η TB , and their values give rise to a compromise between the security and reliability performance. Therefore, suitable I w and µ need to be taken into account the reliability and security performance of the network considered. Specifically, when P t → ∞,
we find that I w restricts the reliability of the SU-Rx, but also reduces the risk of eavesdroppers intercepting confidential information. In addition, when µ → 0, p TB tx → 1, it means that TB scheme degenerates into CT scheme.
IV. NUMERICAL RESULTS
In this section, we provide numerical results and Monte Carlo simulations for characterizing the performance of cognitive mmWave wiretap networks. We then compare the performance achieved by using TB and CT schemes. According to [31] , the simulation parameters are illustrated as shown in Table 1 , where BPCU is an abbreviation for bit per channel use. From these figure, the exact match between simulation and analytical results is evident, which validates the accuracy of our derivations. Fig. 2 depicts the COP of the SU-Rx versus the transmit power P t for both TB and CT schemes with different I w . It can be observed as follows: 1) For both CT and TB scheme, the COP decreases with the increase of P t , and then it reaches to error floor as P t continues to increase. This is because P t at SU-Tx is constrained by I w ; 2) The TB scheme is superior to the CT scheme in terms of the COP over the entire range of P t , which indicates that the TB scheme reduces the COP and improves reliability compared with CT; 3) Increasing I w could provide a lower floor which is fairly easy to understand because higher I w implies that more power can be allowed to transmit information at SU-Tx. Fig. 3 shows the SOP of the SU-Rx versus the transmit power P t for both TB and CT schemes with different I w . As we can observe from the curves in figure: 1) The SOP gradually rises until it reaches floor, as P t increases. This behavior is caused by the fact that the information intercepted by the eavesdroppers is limited by I w when P t increases to a certain value; 2) We also observe that the SOP increases with the expansion of I w . This phenomenon indicates that losing the restriction of I w may increase the risk of confidential information leakage, thus deteriorating the secrecy performance of the system considered; 3) Another observation is that the SOP of CT scheme is smaller than that of TB scheme with the same parameters, i.e., the TB scheme reduces the secrecy performance of the system. This is due to the fact that compared with CT scheme, the TB scheme needs to meet the requirement of SINR at the SU-Rx. So the transmitting power at SU-Tx is larger than that of the CT scheme, thereby increasing SOP. Fig. 4 depicts the ST of the SU-Rx versus interference temperature constraint I w for both TB and CT schemes with different P t . As expected, different choices of P t lead to different curves, i.e. different ST. Specifically, when P t is extremely small, the ST of CT scheme increases slowly with the increase of I w until it reach to a very low floor, while as the SINR of the SU-Rx is greater than µ, the ST remain unchanged with the increase of I w in TB scheme. In this case, both schemes mainly consider reliable performance. When P t is large, with the increase of I w , the ST of both schemes increases first and then reaches a higher floor. It can be seen that both curves fluctuate due to the influence of mmWave NLOS or LOS link. When P t is extremely large, the security problem caused by I w becomes the main factor affecting ST. Under both schemes, the curve of ST has a double peak. The first peak is that the ST also increases with the increase of I w . As the I w increases to a certain value, the secrecy performance may decrease, the ST could decrease. This is because when P t is extremely large, with the expansion of I w , the connection performance of the system dominates and ST increases, but as I w increases further, the security of the system will decrease, resulting in a decrease in ST. The second peak is due to the mmWave NLOS or LOS link with the further increase of I w . Consequently, I w is crucial to the reliability and security of the system considered, and should be designed reasonably according to the actual network circumstances. Fig. 5 presents the effects of the COP, SOP and ST for TB scheme versus µ with the different I w , as shown in (a) and (b), respectively. It is shown that: 1) The COP decreases with the increase of µ, but as I w increases, the COP decreases. As a result, increasing µ and I w may increase the reliability performance of the system considered;
2) The SOP becomes larger as µ expands, and the SOP increases with the enlargement of I w . Hence, increasing µ and I w can deteriorate the secrecy performance; 3) When P t is larger, I w plays a critical role in the system performance. With the increase of µ, the ST with small I w is better than that with large I w . Specifically, when P t takes a large value, the smaller the value of I w , the reliability of the system dominates, while the value of I w is larger, the security of the system considered is the greatest threat to performance. It can be seen that there is an optimal µ to maximize the ST. Therefore, the values of I w and µ should be considered comprehensively in the actual network design to optimize the system performance. Fig. 6 depicts the SOP of the SU-Rx versus λ E for both CT and TB schemes with different I w and r, as shown in (a) and (b), respectively. We observe that: 1) For both CT and TB schemes, the curves of SOP increase with the increase of λ E , because the most malicious eavesdropper may have the smallest path loss when the density of eavesdroppers becomes larger; 2) The SOP increases with the increase of I w . This shows that larger I w would result in the better reliable performance, but worse secrecy performance. Moreover, when I w takes the same value, increasing r may reduce SOP;
3) The effects of λ E on the SOP performance for both TB and CT schemes have similar trends and reasons as P t . Therefore, the SOP is closely related to I w , r and µ. Fig. 7 depicts the ST of the SU-Rx versus the transmit power P t for both TB and CT schemes with different I w . Instinctively observed, the following observations can be obtained: 1) With the increase of I w , the curves of ST first increase and then decrease until it reaches a floor for both TB and CT schemes, which indicates that the ST can be maximized by optimizing P t under the reasonable setting of I w ; 2) When the value of P t is in the high power region, the transmission power at SU-Tx is limited by the fixed interference temperature constraint threshold I w to influence the ST performance. In addition, in the high power region, whether I w is very large or small, the floor reached by ST is relatively low, which is because when I w is too small, reliability is the major consideration of the system, and when I w is large, the security becomes the main factor restricting the system. Therefore, the appropriate choice of I w is crucial from the point of view of the security and reliability of the system; 3) The ST performance of TB scheme is better than that of CT scheme, because both the connectivity and security of the system are considered by using sector secrecy guard zone and SINR threshold, so it is better than CT scheme which only considers sector secrecy guard zone. Fig. 8 depicts the ST of the SU-Rx versus β for both CT and TB schemes with the different I w and P t , as shown in (a) and (b), respectively. The results show that: 1) For a given small P t , when I w takes the large value, the ST of CT scheme decreases with the increase of β, while when I w takes the small value, the ST of CT scheme does not decrease strictly with the expansion of β, but there exists an optimal β to maximize ST; 2) For a given small value P t , whether I w is large or small, the ST of TB scheme increases first and then decreases with the increase of β. There is also an optimal β that makes ST of TB scheme get the optimal value; 3) For a given large value P t , whether I w is large or small, ST of both CT and TB schemes decreases first, then increases and finally decreases with increasing of I w , which means that there exists an optimal β to make ST of both CT and TB schemes obtain the optimal value. From the above analysis, it can be seen that increasing β does not necessarily lead to a strict decrease on ST. This is mainly because with the increase of β, NLOS communication plays a dominant role in mmWave networks, utilizing the multipath signals at SU-Rx. However, with a large number of physical barriers in the environment, it is difficult for the message to reach the SU-Rx, so the ST gradually declines until it saturates.
V. CONCLUSION
In this paper, considering random-location both the PU-Rx and eavesdroppers may reside in the signal beam of the SU-Tx, the secrecy performance of cognitive mmWave wiretap network under CT and TB schemes was investigated by means of stochastic geometry. Concerning the characteristics of mmWave, we derive three key performance metrics of COP, SOP, and ST for both CT and TB schemes to measure the reliability and security of the secondary network in terms of different system parameters. Simulation results are presented to validate the analysis. Our results reveal that with the help of the sector secrecy guard zone, the TB scheme is more suitable for network users with higher connection and security constraints than the CT scheme, while CT scheme is more suitable only for SU-Rx with higher security constraints. Moreover, I w and µ can be used to balance the security and reliability of the networks. Furthermore, in some high blockage density environments, blockages may be helpful to improve the performance of the networks under reasonable network parameters. In the future, we will further study the secure transmission of cognitive satellite-terrestrial networks (CSTNs).
APPENDIX A
Base on (19) 
, to derive the CDF of γ E , we can formulate
We turn our attention on 1 , following a procedure similar to that used for obtaining 2 , which is omitted for (50) VOLUME 7, 2019 brevity. Utilizing the PGFL of the PPP, a binary series expansion and [29] (−1)
Upon substituting 1 and 2 into (46) and (20), we can obtain (21) .
APPENDIX B
According to (20) We turn our attention on 3 , following a procedure similar to that used for obtaining 4 , we omit the proof here for brevity. Applying the PGFL of the PPP, a binary series expansion and [29] (eq.(3.351.1)), then 3 can be expressed as (49), as shown at the bottom of the previous page.
Upon substituting 3 and 4 into (48) and (22), we can obtain (23) . (−1) (−1)
APPENDIX C
The ST of the TB scheme is characterized by (50), as shown at the bottom of the 16 page. Let us turn our attention on Q 1 , with the help of the PGFL of the PPP, a binary series expansion and [29] (eq.(3.351.1)) again, then Q 1 can be expressed as (51), as shown at the bottom of the previous page.
Following the similar in (51), Q 2 can be rewritten as (52), as shown at the top of the this page.
By replacing ε 1 with µ into (51) and (52), respectively, Q 3 and Q 4 can be obtained. Upon substituting Q 1 , Q 2 , Q 3 and Q 4 into (50), we can obtain (45).
