State estimation problem for power systems has long been a fundamental issue that demands a variety of methodologies dependent on the system settings. With recent introduction of advanced devices of phasor measurement units (PMUs) and dedicated communication networks, the infrastructure of power grids has been greatly improved. Coupled with the infrastructure improvements are three emerging issues for the state estimation problems, namely, the coexistence of both traditional and PMU measurements, the incomplete information resulting from delayed, asynchronous and missing measurements due to communication constraints, and the cyber-attacks on the communication channels. In this paper, we aim to survey some recent advances on the state estimation methods which tackle the above three issues in power grids. Traditional state estimation methods applied in power grids are first introduced. Latest results on state estimation with mixed measurements and incomplete measurements are then discussed in great detail. In addition, the techniques developed to ensure the cyber-security of the state estimation schemes for power grids are highlighted. Finally, some concluding remarks are given and some possible future research directions are pointed out.
I. INTRODUCTION
The power grid, which is regarded as one of the greatest engineering achievements in the 20th century, has been undergoing important changes since the beginning of the 21st century [1] . Due to the low-carbon requirement, more and more renewable distributed generations such as photovoltaic (PV) generators and wind farms are incorporated in the power grids and, therefore, the nowadays power grids have inevitably become complex large-scale dynamic networks demanding sophisticated analysis and control tools. To monitor and control such networks in an efficient and flexible way, the supervisory control and data acquisition (SCADA) system, as the information technology (IT) infrastructure in power grids, has been enhanced by the development in sensor and network technologies. Specifically, the advanced phasor measurement units (PMUs) and the communication networks have truly been the enabling technologies in SCADA systems. A typical system structure of power grids is depicted in Fig. 1 .
Synchronized PMU is an advanced meter developed in 1980s, which is capable of directly measuring both voltage/current magnitudes and phase angles. In addition, PMUs sample at a much higher frequency compared to conventional remote terminal units (RTUs), and all PMUs are synchronized by the GPS universal clock. When a sufficient number of PMUs are deployed in the power grid, all system states are observable and can be easily calculated from the linear PMU measurement equation. However, for economic reasons, it is not affordable to replace all the conventional RTUs with PMUs in the foreseeable future. As a result, it is a challenge to make the most of the mixed (PMU and RTU) measurements to better monitor and control the power grid.
While PMUs provide accurate and timely system measurements for the power grid, the communication network does play an important role to deliver the measurements from the meters to the control centre. Depending on the transmission distance and communication capability, a variety of communication technologies have been used in the SCADA systems that include, but are not limited to, power line, wired network and wireless network [1] , [2] . Power lines, though mainly used for power transmissions, can transmit information using the signal modulation techniques. Typically, the data transmission via power lines is limited in the area between two transformers as no signal can propagate through the transformers. Wired networks connected through telephone line and/or optical fibre can provide reliable communication in long distance, but great investments are needed for deploying such networks in the geographically wide-spanned power grids. Compared with the wired network, the wireless one has the benefits of low installation and maintenance cost, but wireless signals are generally susceptible to external disturbances and noises that could deteriorate the signal quality.
Though the deployment of the communication networks has greatly improved the efficiency and reliability of the SCADA system, the bandwidth-constrained communication networks still remain as the bottleneck when a huge amount of measurement data are transmitted over a long distance. In such a case, the networked-induced phenomena (e.g. transmission delays, data asynchronization and packet losses) may occur. For instance, it has been reported that, in the Bonneville Power Administration system, the transmission of PMU packets using modems has high latency (60-100 ms) and relatively high dropout rates, and the latency using fibre optic digital communication is approximate 30 ms [3] . A direct consequence of network-induced phenomena is that only incomplete information of the measurements can be received by the control centre. On the other hand, the pervasive usage of communication networks makes the power grid vulnerable to cyber-attacks. Since the power grid is a closely coupled cyber-physical system, the attacks on the communication networks can mislead the system operations and subsequently affect the physical dynamics of the power grid.
A seemingly natural idea to handle the emerging network-induced issues of mixed measurements, incomplete information and cyber-attacks is to widely deploy PMUs and develop reliable, secure and low-latency communication network infrastructures in the SCADA systems. This idea is, unfortunately, not physically feasible in the near future simply because of technological and financial constraints. As such, it is practically significant and theoretically important to develop new algorithms and update existing energy management software (EMS) so as to tackle the network-induced limitations. Among the programs in the EMS software package, the power system state estimation (PSSE) program serves to monitor the state of power grids and enables EMS to perform other control and optimization tasks such as bad data detection and power flow optimization. In this paper, we focus our main attention on the PSSE problem by making a timely survey on the recent developments and possible future research directions.
Traditional state estimation methods used in the control centres have been designed to deal with the conventional RTU measurements alone. Compared with the RTUs, the PMUs provide more accurate measurements with a much higher sampling rate. Due to the differences between these two kinds of measurements, the traditional state estimators cannot be directly used to deal with the PMU measurements. As such, much research effort has been devoted to the development of new yet effective estimation algorithms that are suitable for mixed RTU and PMU measurements. Moreover, the incomplete information occurring in the measurements is usually ignored in the traditional state estimator and, as such, there is no guarantee that the estimation performance is as good as expected in the presence of network-induced phenomena such as packet dropouts and communication delays. To this end, there is a rather urgent need to develop new state estimators that are robust against incomplete information yet efficient in handling mixed RTU/PMU measurements. Two issues that we would have to face are the characterization of the incomplete information and the examination of the impact from incomplete information on the overall estimation performance for power grids.
As to the cyber-security issue of the state estimation system in power grids, the false data injection (FDI) attacks have been paid special attention in the past few years. Through designing the attack data deliberately, the attacker can modify the measurements and subsequently the state estimate of the power grid via bypassing the bad data detection scheme in power grids. As such, it is important yet challenging to identify the system vulnerability in the existing state estimation schemes and develop effective attack detection methods as well as system protection mechanisms. It should be pointed out that, since the power system dynamics is closely related with the behaviours in communication networks, the cyber-security issue in power systems cannot be solved using only classical system and control approaches or existing information security methods [4] . For instance, reliance on communication networks increases the possibility of intentional cyber-attacks against physical plants, and this problem cannot be solved by simply using classical control design approaches. On the other hand, information security methods (e.g. authentication, access control, message integrity) do not explicitly exploit the system dynamics of the underlying physical process, and are therefore inapplicable since system dynamics is often the target for cyber-attacks.
It is worth mentioning that, in response to the rapid progress of the power grid technologies, the reviews on the advances of state estimation techniques have been ongoing in the past decade. Several survey papers [5] - [10] have summarized the estimation methods developed at different stages in different time periods. There have also been some survey papers on certain specific issues concerning the state estimation problems for power grids, such as [11] on the state estimation with PMUs measurements and [12] on the cyber-security issue. Most recently, the state estimation problem in power grids have been surveyed from the signal processing perspective, see [13] , [14] .
In this survey, we aim to review the development of state estimation for power grids from a new horizon, namely, the unconventional measurements. The examples of unconventional measurements include, but are not limited to, Fig. 2 . The PSSE module in an EMS/SCADA system mixed measurements, delayed measurements, missing measurements and measurements tampered with by FDI attacks. We endeavour to capture all important results despite the rapid growth of the literature. This survey is organised as follows. In Section II, the measurement model is introduced and typical estimation methods used to solve the PSSE problem are discussed. The results on PSSE with mixed measurements are reviewed in Section III. Section IV provides a through summary of the research results on state estimation for power grids with three kinds of incomplete information, namely, delayed measurements, asynchronous measurements and missing measurements. Relevant literature on the cyber-security issue of PSSE is reviewed in Section V. Finally, the conclusion remarks are given and some directions for future works are pointed out in Section VI.
II. PRELIMINARIES ON POWER SYSTEM STATE ESTIMATION
The PSSE program has been a key module in the EMS of power grids. As the core of the PSSE program, the state estimator processes the measurement data and generates the state estimate of the entire power grid that will be needed in other system monitoring, control and planning tasks such as bad data detection and optimal power flow. As application-specific software, the operation of PSSE program relies on the communication backbone in power grids, i.e., the SCADA system. The SCADA system collects measurements from RTUs and then sends them to the control centres. Fig. 2 shows the relation of the PSSE module with the EMS/SCADA system.
In the following, we first briefly introduce the measurement model, then summarize two different kinds of state estimation schemes widely used in the control centres, and finally describe the bad data detection module in the EMS. 
A. Measurement model
Two basic elements in power grids are the bus and the line. A bus (line), also called as a node (branch) in some literature, stands for a generator or a load substation (a transmission or distribution line connected two buses). Let us first introduce the basic two-buses π model so as to build the measurement model for a complex large-scale power grid.
In Fig. 3 , two buses (s and t) are connected by one line, where Y st := g st + jb st is the series admittance of the line connecting buses s and t, and Y 0 st := g 0 st + jb 0 st is the half shunt admittance of the line connecting bus s and t. Based on Kirchoff's laws, the following equation is obtained:
where − → V s is the complex voltage at bus s and − → I st is the current flowing from bus s to t. Using the π model, similar equations can be derived for complex power grids with more than two nodes.
Electrical quantities (e.g. bus voltage, line current and power flow) are all complex-valued in alternative current (AC) power grids, and hence can be represented in either the polar or the rectangular coordinates equivalently. For simplicity, we introduce power grids in the rectangular coordinate as default in this paper. For a power grid, the voltages at all buses are usually chosen as the system states. In an N -bus network, the state vector has the form
T , where x r,l and x i,l represent the real and imaginary voltage of the lth bus, respectively. In practice, the system states usually cannot be directly measured. Instead, they need to be estimated using possibly noisy and incomplete measurements. At present, both traditional instruments and new instrument of PMU have been installed in power grids. Due to their inherently distinct characteristics, the traditional instrument and PMUs are able to measure different electrical quantities in power grids, see the following two subsections for more details.
1) Traditional measurements: The readings of traditional meters in power grids are collected via RTUs, and then sent to the control centre through communication networks in the SCADA system. Typically, the bus voltage magnitude, the real and reactive bus power injections, and the real and reactive line power flows are measured. Based on the π model and (1), all measurement equations can be represented as follows (for the purpose of simplicity, the time instant k is omitted):
where V s , P s , Q s , P st and Q st are the voltage magnitude, the real and reactive bus power injections at bus s, and the real and reactive line power flows from bus s to t, respectively.
With consideration of the measurement noise, the traditional measurement can be written in the following compact form:
where y 1 (k) is the traditional measurement vector, x(k) is the system state and v 1 (k) is a zero-mean Gaussian noise. Note that the mapping function h(x) is nonlinear in general.
2) PMU measurements: Compared with traditional measuring meters, PMUs can measure the system with a much higher frequency. Typically, the sampling rate of PMUs is 30 measurements every second while that of traditional meters is only once every several seconds. Moreover, all PMU measurements are synchronized and time-stamped by the global position systems (GPS). As PMUs are able to provide more accurate and timely measurements than traditional meters, they have been increasingly deployed in power grids in the past few years. For instance, it has been reported that, more than 1000 PMUs will be installed in North America by 2019 covering all 200 kV and above substations [15] .
A PMU measures not only the voltage phasor of the bus where it is installed but also the current flows of the lines connecting to the bus. Similar to the traditional measurements, the PMU measurement equations can also be derived using the π model and (1) as follow:
where V r,s and V i,s are respectively the real and imaginary parts of the voltage at bus s, and I r,st and I i,st are respectively the real and imaginary parts of the current flow from bus s to t.
With the state variables and measured variables in the rectangular form, a linear PMU measurement model is obtained as follows:
where y 2 (k) is the PMU measurement and v 2 (k) is the PMU measurement noise.
A hot topic of research that has stirred much attention is how to make the most of PMUs in power grids [16] . On one hand, to ensure the PMU measurements compatible with existing software in power systems, the IEEE Standard C37.118-2005 on PMUs has been proposed [17] . On the other hand, to quantify the quality of PMUs, the data reliability of PMU measurements has been quantitatively analysed in [18] - [20] . For more details of PMU technology development, we refer the readers to the recent survey paper [21] .
B. Estimation methods
Since the initial research conducted by F. C. Schweppe in 1970 [22] , significant contributions have been made to the development in PSSE techniques. Depending on the time evolution of the estimation method, PSSE can be classified into two different paradigms: static state estimation (SSE) and dynamic state estimation (DSE). Below we provide a brief overview on the formulation, methods and development in these two PSSE paradigms.
1) Static state estimation: The traditional state estimator works in a static setting where the one-scan measurement is processed to estimate the system states. In the static state estimator, the weighted least square (WLS) method is typically utilized. In particular, given the RTU measurements, the estimate of state x(k) is obtained through findinĝ
where the weighting matrix W is commonly set as the covariance matrix of the measurement noise. Noting that the measurement model (2) is nonlinear, the solution ofx(k) is usually obtained using the Gaussian-Newton algorithm or its variants in an iterative fashion. At each iteration, (2) is first linearized around the obtained state estimate and then the linear least square method is applied to the linearized model. The iterative procedures are repeated until the prescribed terminating condition has been satisfied. The WLS method has the features of fast convergence and easy implementation, which give rise to the popularity of the static estimation approach in control centres around the world. This method, however, has certain limitations with two examples given as follows: 1) there is no guarantee for the convergence to the global or even a local minimum; and 2) the performance of the algorithm is sensitive to the initial guess. To overcome the identified weakness in WLS methods, several other improved methods have been proposed, see, the fast-decoupled WLS method [23] , [24] and the robust WLS method [25] - [27] , to name just a few. In the literature, there have been a number of survey papers on the SSE methods. For example, the developments in the early two decades up to the year 1990 have been summarized in [8] , [9] , and the advances in the subsequent one decade from 1990 to 2000 have been reviewed in [10] . In addition, two textbooks [28] , [29] have provided more details on SSE techniques in power grids.
2) Dynamic state estimation: In the traditional SSE paradigm, to obtain the state estimate at current instant, only the new set of measurement is processed by the estimator, and the previous state estimate is not considered. In such a way, the evolution of the system state over consecutive measurement instants is ignored. Different from the SSE scheme, the DSE one utilizes the information of system dynamics in power grids. The advantage of the DSE scheme lies in its ability to provide a prediction database, which could be adopted as a set of pseudo-measurements in case of missing data or meter outages in the power grids.
There are three main steps in the DSE scheme, i.e., system modelling, state prediction and state estimation. The aim of the first step is to model the dynamical behaviour of power grids between consecutive measurement instants. When considering the PSSE problem, it is assumed that the power system operates normally in the quasi-steady regime, which is in accordance to the slow dynamics in load variations and generation changes. Various state-space power grid models have been developed in the literature. The first widely used model has been proposed by Debs and Larson [30] , which is described by the following random-walk process:
where w(k) is assumed to be a zero mean Gaussian noise to represent changes of the states between consecutive instant. Several similar models were proposed as results from early attempts made in the 1970s. One common drawback in these models is that they are over-simplified as no time evolution is explicitly characterized in these models, and this might lead to poor performance in the next two steps of state prediction and state estimation. To overcome such a drawback, a more appropriate model has been put forward in [31] as follows:
where the diagonal matrix A(k) represents how fast the state transition is, u(k) is associated with the trend of the state trajectory and w(k) is a zero-mean Gaussian noise. The values of A(k) and u(k) can be obtained by on-line or off-line methods. Different techniques have been proposed and successfully applied to estimate the parameters in the system model (5), including Kalman filtering, exponential smoothing and artificial neural network approaches.
Once the accurate system model is obtained, it is ready to design the dynamic state estimator. For power grids with nonlinear traditional measurements, the dynamic state estimator based on the extended Kalman filter (EKF) has been widely adopted [5] , [32] , [33] . In such a kind of estimator, based on the system model (5) and measurement model (1), the two steps of state prediction and state estimation are accomplished as follows:
wherex(k) is the state prediction at time instant k,x(k) is the state estimation at instant k, and K(k) is the filter gain to be determined at time instant k. Denoting
, the filtering gain is obtained recursively as follows:
Other alternative filtering algorithms to EKF for PSSE have also been developed, including the iterative Kalman filter [34] , the unscented Kalman filter [35] , [36] , the particle filter [37] , the robust filter [38] , the disturbance filter [33] , [39] , the adaptive filter [40] , [41] and the filter for joint estimation of state and parameter [42] , [43] . Moreover, to speed up the estimation algorithm applied in large-scale power grids, parallel EKF-based dynamic state estimator has been proposed in [44] - [46] . In addition, computational intelligence tools (e.g. neural networks, evolutionary algorithm and fuzzy logic) have also been integrated into the DSE algorithms in [47] - [49] . The readers are referred to the survey papers [5] - [7] , [50] for more details on DSE methods.
While the traditional measurements are modelled by nonlinear equations in (1), the PMU measurement model is linear. As such, if sufficient numbers of PMUs are installed in the power grids, the traditional Kalman filter (rather than the EKF) is needed. The performance of DSE using PMU measurements has been evaluated in [51] , [52] . Different from the EKF, the Kalman filter has the desirable properties of convergence in estimation error and low computational complexity. Though the SSE and DSE methods are summarized separately above, a hybrid filter combining the static WLS and the dynamic UKF has been developed to exploit the advantages of both methods [53] .
C. Bad data detection
In EMS, there is another process closely related to the PSSE, namely, bad data detection (BDD). On one hand, the state estimate is a prerequisite for the BDD to identify any gross errors in the measurement set. On the other hand, when the bad measurements are eliminated by the detector, the estimator can yield more accurate state estimates. Depending on static or dynamic flavours of the state estimation schemes adopted, different algorithms have been used for BDD. Nevertheless, all the algorithms are designed based on the following residual:
where the residual r(k) is equal to the difference between the actual measurements and the estimated measurements. When there are no abnormal measurements, the norm of residual r(k) should follow a χ 2 distribution with known covariance and, accordingly, the χ 2 test has been widely used for bad data detection [29] . Specifically, if the condition r(k) ≤ σ is violated, an alarm will be triggered by the detector, where σ is a scalar which can be determined according to the statistical information of the residual r(k).
III. MIXED MEASUREMENTS
Recently, more advanced synchronized phasor measurement technologies have been applied in power systems, which makes it possible to measure the system states in a more accurate and timely way. Unfortunately, for economic reasons, it is not affordable to replace all the RTUs with PMUs in the foreseeable future [13] . In other words, only partial states could be measured directly by PMUs and the rest would have to be estimated by using the conventional RTUs. As such, an emerging yet promising research issue is how to integrate PMU measurements into existing SE algorithms.
There are several challenges that would need to be overcome in order to make it practically possible to develop PSSE methods in the presence of mixed (RTU and PMU) measurements. The challenges are outlined below:
• High computing burden: Due to computational limitations, most existing estimators that process traditional measurements alone (without PMU measurements) in control centre run every few minutes even though the sampling time of traditional measurements is less than one minute [10] . The inclusion of PMU measurements results in the measurement vector with an even-higher dimension and thus aggravates the computational burden greatly.
• Big Data: PMU measurements are obtained at a much higher (typically two order of magnitude higher) sampling rate than traditional measurements. The huge amount of measurement data put great burden on the communication networks with limited bandwidth in power grids [54] . As discussed in [55] , the communication constraints have inevitably led to network-induced phenomena such as random communication delays, data quantization and missing measurements.
• Numerical instability: Since PMU measurements are significantly more accurate than traditional measurements, integration of these two kinds of measurement data often leads to the ill-condition problem for the measurement noise covariance matrices. As is known, numerical computation problem may be caused by the ill-conditioned matrices in the process of state estimation.
A. Methodologies
In this subsection, we review the state estimation methods for power grids with mixed measurements according to the following orders: first the static estimation methods, then the dynamic counterparts, and finally a hardware enhanced method through buffering PMU measurements.
Generally speaking, two static estimation schemes have been proposed . One scheme is to process both kinds of measurements simultaneously after transforming them into a common coordinate (either rectangular or polar) [56] - [60] . The other one is actually a two-stage scheme: a) estimated states are obtained by employing RTU measurements and PMU measurements, respectively, and b) such estimates are fused based on the estimation fusion formula [61] - [63] .
Several different techniques has been introduced to design DSE methods with mixed measurements [64] - [69] . For example, the mixed-integer programming formulation has been proposed to decide whether the predicted state at buses without PMUs measurements are utilized or not [64] - [66] , and a dynamic state estimator has been designed based on the relevance vector machine algorithm in [68] , where the auto-encoder technique has been used to further reduce the data dimensionality in mixed measurement. In addition, based on the multi-agents model, a software module for DSE has been built to scan and process RTU and PMU measurements in parallel in [69] .
Different from the aforementioned two methods that focus on developing estimation algorithms with mixed measurements, the third method tries to cope with the mixed measurement problem through improving the hardware design. Considering different sampling rates of the traditional and PMU measurements, a memory buffer of PMU measurements has been recommended to be installed in the state estimator. In [70] , the problem that how buffering the phasor measurements can improve the state estimate has been investigated. Furthermore, the optimal buffer design and the use of the phasor measurements from that buffer have been addressed in [71] .
IV. INCOMPLETE INFORMATION
The modern power grid is a typical complex networked system, where the widely geographically separated components such as generation plants and substations are interconnected by communication cables. The underlying communication networks in SCADA system is depicted in Fig. 5 , from which we can find that the communication links in SCADA systems have different forms including telephone, optical fibre, satellite, microwaves, etc. Undoubtedly, it is expected that the communication network is capable of providing secure and reliable data transmission from meters to the control centre. Unfortunately, though networking technologies and systems have been greatly enhanced, network-induced phenomena still happen in practical power grids. In this paper, the information with respect to the network-induced phenomena is customarily referred to as the incomplete information [72] , [73] .
The incomplete information under consideration mainly includes delayed, asynchronous and missing measurements, whose mathematical models are listed in Table IV , where y(k) is the measurements received by the estimator, and h(x(k)) and ν(k) represents the ideal measurement and the measurement noise, respectively. The development on PSSE with incomplete information will be reviewed in great detail. In particular, we will present the sources of the three kinds of incomplete information, analyse their impacts on the estimation performance, and review both the centralized and decentralized state estimation methods developed in the literature.
1) Delayed and asynchronous measurements: When considering the state estimation problem in power grids, it is explicitly assumed that the system state remains unchanged during the time interval among two successive 
TABLE I MATHEMATICAL MODELS OF INCOMPLETE INFORMATION IN MEASUREMENTS

Types
Mathematical models Delayed measurements
, where γ(k) is a stochastic variable tacking value on 0 or 1.
Asynchronous measurements y(k) = h x(t(k)) + ν(t(k)), where t(k) ≤ k < t(k + 1).
Missing measurements
, where γ(k) is a stochastic variable tacking value on 0 or 1. measurement instants. In fact, this assumption may fail sometimes due to the transmission delay and time skewness among measurements from different areas. As the communication networks in power grids span wide geographic areas, the long-distance communication between different components would inevitably lead to network transmission delay. For example, non-negligible transmission delays have been observed in the communication networks of practical power grids [74] . On the other hand, time-skewness in traditional measurements, which can be viewed as a specific kind of time delays, is a common phenomenon because the measurement data from different RTUs are not synchronized. Though the asynchronous measurements can be easily removed if all traditional measuring meters are replaced by the GPS-synchronized PMUs, it cannot be realized in near future due to resource limitations. Some researchers have observed the phenomenon of delayed measurements in experimental or practical power grids. Using the designed Ethernet-based communication platform for power systems, the transmission delays have been measured experimentally [75] , and the statistical characteristics of transmission delay in some practical power girds have been obtained through analysis of real data [74] . The delayed measurements could largely affect the power systems in different aspects such as system stability [76] and power market [77] . Nevertheless, in this paper, we focus on the effect of delay measurements on PSSE exclusively.
2) Missing measurements: In power grids, the phenomenon of missing measurements occurs quite often when there are malfunction or faults in the meters and, traditionally, this issue has been investigated in the research area of fault detection for power grids. Recently, the introduction of communication networks in power grids has also stimulated the renascence of studies on missing measurements. The measurement data may be transmitted unsuccessfully due to unintentional conditions such as network traffic congestion and limited communication bandwidth. On the other hand, transmission failures can also be caused by intentional cyber-attacks. For instance, one particular type of attack called denial of service (DoS) attack can block the data transmission in communication networks. Under DoS attacks, the control centre cannot receive measurement data from certain meters. In addition, when arriving at the control centre with excessive long transmission delay, the data are usually discarded and can therefore be viewed as missing. If not adequately taken into account, the phenomenon of missing measurements could degrade the performance of the state estimator or even cause divergent estimation errors.
3) Some remarks: In most of the early literature on PSSE, the perfect communication scenarios have been assumed. Recently, researchers have observed that the measurement data may not always arrive at control centre in a perfect condition. Moreover, without consideration of the incomplete information, traditional state estimators (both the static and the dynamic ones) could perform poorly especially in a networked environment. Accordingly, new PSSE methods have been proposed and applied in power grids to deal with the incomplete information in measurements.
A. Centralized state estimation scheme
Traditionally, the state estimator works in a centralized manner in which all remote measurements are sent to a unique control centre. In the SSE paradigm, if the measurements are delayed or lost, the static estimator may fail completely because, with fewer measurements than unknown states, the measurement equation (2) or (3) becomes undetermined. Unfortunately, in this situation, little can be done to improve the SSE scheme except viewing the delayed and missing measurements as a kind of bad data. On the contrary, in the DSE paradigm, quite a lot improved state estimation algorithms have been proposed for the power grid with incomplete information.
1) Delayed and asynchronous measurements: Several models have been used to characterize the time delays [3] , [74] , [75] , [78] - [81] . Of course, it would be convenient to tackle the state estimation problem by assuming that the delay is constant. Unfortunately, it is often not the case in practice. Most protocols used in the communication network of power grids (e.g. TCP/IP) do introduce time-varying delays. As such, in [3] , a bounded but time-varying delay model has been proposed to capture the network-induced constraints in wide-area measurement systems. In [75] , a stochastic delay that exists in power systems has been experimentally measured from an Ethernet-based communication platform. Moreover, the stochastic communication delay distribution in China southern power grids has been reported in [74] . In addition, a straightforward calculation method and model of communication delays in power system have been proposed in [80] .
Based on the statistical model of delayed measurements, different state estimators have been developed. For example, a recursive estimator under one time-step random communication delay has been designed in [78] . To model the one-time step random delay, a binary switching sequence has been used which can be viewed as a Bernoulli distributed white sequence taking values of 0 and 1. In [81] , a DSE algorithm has been proposed to deal with time delays that are more than one step, where the time-forward kriging model has been used to forecast the missing load data from the available measurement data. In [78] , [81] , it has been shown that the designed estimators exploiting statistical information of the delay perform much better than the traditional estimator without considering the delay information.
On the other hand, the issue of time skewness caused by asynchronous measurements has been taken into account in the DSE design [82] - [84] . Specifically, based on the credibility of each available measurement, a method has been proposed to appropriately adjust the variance of the measurement noise from different devices [82] , and such an idea has been extended to calibrate the PMU measurement data received by the estimator [84] . Moreover, the imperfect synchronizations in PMU measurements have been estimated and then the estimation information has been utilized is the subsequent step of estimator design [83] . It has been shown that the proposed estimator outperforms the traditional ones.
2) Missing measurements: As discussed before, the phenomenon of missing measurements may happen due to either hardware faults or communication failures. Accordingly, two different kinds of methods have been used to deal with the state estimation problems for power grids with the missing measurements.
• For the first method, to make the system resilient to sensor faults, different strategies of PMUs placement in power grids have been put forward in [85] - [87] . For instance, in [85] , by assuming the occurrence of random sensor faults, the optimal PMU placement solution has been derived to maximize the probability of topological observability. The sensor failure problems have been considered in a deterministic way in [86] , [87] whose main idea is to use backups of measurements (i.e., measurements at previous instants) to replace the lost measurements.
• The other method addressing the missing measurements caused by communication failures shares similar ideas used to tackle delayed measurements. That is, the statistics of the random missing measurements has to be utilized. The occurrence of missing measurements has been modelled as a stochastic variable satisfying the Bernoulli random binary distribution [88] - [91] . Furthermore, the off-line state estimation algorithm has been developed in [88] where, instead of the exact occurrences of missing measurements, only the information about the statistical law (i.e., first-and second-order moments) of the stochastic variable are used for filter design. In contrast, the state estimator gains are computed on-line according to the real-time situation whether a packet is lost in [89] , [90] . Moreover, in [91] the impact of dropped packets on stability of the estimator has been investigated.
In [92] , [93] , both the time delays and missing measurements have been simultaneously considered. Specifically, in [92] , a method using the GPS synchronized sampling technologies has been proposed to compensate both time delays and missing measurements. In [93] , an integrated software package has been developed for the power grids simulation wherein the delay and the packet loss introduced by the communication systems have been taken into account.
B. Decentralized state estimation scheme
In the above subsection, we have reviewed the centralized state estimation methods for power grids with incomplete information. All these methods are developed based on the basic models described in Section II. To deal with the incomplete information issue, another research line is to find a solution such that the phenomena of incomplete information is as less likely to happen as possible. The decentralized state estimation scheme seems to be a promising solution since it removes the necessity of a fast and reliable communication network in a power grid.
The structure in decentralized state estimation schemes has evolved from the hierarchical one to the completely distributed one. In both structures, the overall power grid is split into several geographically different areas that are electrically connected via tie-lines. Every area comprises a) a local area control centre where the local state estimator is maintained, and b) a subset of buses which are measured by meters. Due to the multi-area feature, the decentralized state estimation is also called multi-area state estimation in some papers on PSSE [94] , [95] . In the hierarchical state estimation scheme, all the local area centres first perform local area state estimation and then send the local state estimates to the unique global control centre where the state estimate of the overall power grid is obtained. In this scheme, the local state estimators located remotely communicate only with the unique global one. Since research focuses in decentralized state estimation for power grids have been recently shifted from the hierarchical scheme to the completely distributed one, in this paper, we only review recent advance in the latter scheme in detail. For the hierarchical state estimation scheme, we refer the readers to the review papers [96] , [97] .
Different from the hierarchical scheme where all local state estimates are directly sent to a global centre, for the distributed approach, such a global centre does not exist and, instead, every state estimator exchanges information (a) The IEEE 14-bus system benchmark [98] (b) Decentralized estimation structure in the IEEE 14-bus system Fig. 6 . The IEEE 14-bus system: (a) Conventional system; (b) Decentralized estimation structure with the estimators in its neighbouring areas. The distributed estimation approach only involves a) communication between every meter and its local estimator; and b) limited information exchange between estimators in neighbouring areas. Therefore, the heavy communication burden can be alleviated as compared to the centralized approach. A specific structure of the decentralized state estimator in the IEEE 14-bus system is depicted in Fig. 6 .
In the following, we summarize the distributed state estimation methods in two different frameworks: the distributed static state estimation (DSSE) and the distributed dynamic state estimation (DDSE).
• Typical works in the first framework include [60] , [67] , [99] - [102] . In [99] , a fully distributed static estimation algorithm has been proposed where, through iterative information exchanges with estimators in neighbouring areas, all local estimators can achieve an unbiased state estimate of the entire power grid. In [100] , by integrating the network gossiping algorithm into the WLS state estimation algorithm, the distributed static state estimators has worked in an adaptive re-weighted manner. In [101] , the alternating direction method of multipliers (ADMM) technique has been utilized to design a distributed and robust state estimator. In addition, the DSSE methods using both PMU and traditional measurements have been presented in [60] , [67] , [102] .
• In the DDSE framework, different estimation methods have been put forward in [103] - [108] . Specifically, in [104] , a factor graph has been used to model a power grid and a DDSE algorithm has been proposed based on the graphical model. As for the local estimator design, the unscented Kalman filter (UKF) has been used to process PMU measurements at each control centre in [103] . Using Gaussian approximation and stochastic linearization techniques, the distributed point-based Gaussian approximation filters has been developed in [108] . Moreover, to improve the estimation performance, the local information exchanges of neighbouring areas based on the consensus algorithm has been introduced in [105] . In addition, a distributed Kalman filter has been developed to compensate for the information loss in the multi-rate large-scale power grids in [107] , and two short survey papers on recent advances of DDSE have been given in [106] , [109] .
V. FALSE DATA INJECTION ATTACKS
To monitor and control the power grids with increasing complexities in real time, communication networks have been widely used in the SCADA system. However, due to the strong coupling between communication networks (cyber layer) and electrical networks (physical layer), the power grids are becoming vulnerable to cyber-attacks. Of all the modules in EMS, the PSSE module seems to have the highest possibility to be attacked because, through modifying the state estimation successfully, the attackers can mislead other operation decisions of the power grids and even manipulate the electric market [110] .
A. Attack model
There are several different kinds of cyber-attacks, among which DoS attacks and false data injection (FDI) attacks are two most common ones as far as the power grids are concerned. Different from DoS attacks, FDI attacks violate the data integrity through tampering with the data. A successful FDI attack aims at the state estimator in power grids by changing the actual measurement data transmitted in the communication networks and, meanwhile, bypassing the bad data detector in EMS. The structure of PSSE problem under FDI attacks is depicted in Fig. 7 .
Assume that the attacker has the ability to inject false data over the communication channels between the meters and the estimator. Under FDI attacks, the measurement output received by the estimator is given as follows:
where y(k) ∈ R m is the measurements of the PMU and/or traditional meters depending on the meter placement in practical power grids, a(k) ∈ R m represents the false data injected by the attacker at time instant k. The attack vector is described by a(k) = B a a 0 (k) where the injection matrix is defined as B a = diag{γ 1 , . . . , γ m } with γ i = 1 if the attacker is able to inject false data into the ith communication channel and γ i = 0 otherwise. Matrix B a reflects which communication channels the attacker can compromise. Specifically, B a = 0 means that no FDIAs can be injected into any communication channel and B a = I m implies that the attacker has the ability to inject FDIA into all communication channels. If the residual r(k) in (8) does not change under FDI attacks, then no alarm will be triggered by the bad data detector. In formal mathematical description, the FDI attack a(k) in (8) will not be detected if the following is true, where r a (k) and r(k) are the residuals generated by the bad data detector in the cases of a) FDI attacks on the measurements; and b) no attacks on the measurements, respectively.
B. Latest progress
Since the initial results reported in 2009 [111] , the research topic of PSSE under FDI attacks has been attracting an increasing research attention. In the following, we review the recent advances of this research topic from three different aspects: system vulnerability, attack detection and system protection.
1) System vulnerability: To examine the cyber-security of the state estimator in power grids, we need to answer the question from the perspective of protector/attacker: which set of measurements (or the corresponding communication channels transmitting them) should be protected/attacked in order to make the attack detectable/undetectable by the bad data detector? To answer this question, we need to find the inherent weaknesses in the state estimator and the bad data detector in power grids.
Some representative works that would help answer the aforementioned question can be found in [111] - [116] . In the context of approximate linear state estimation model (rather than the original nonlinear one), the case that the attacker has perfect knowledge of system model has been investigated in [111] , [112] and the case that limited (rather than all) model knowledge is known by the attacker has been considered in [116] . Furthermore, in [113] , it has been assumed that the attackers has only limited resources to manipulate either a deterministic or random subset of all measurements. The system vulnerability has been discussed from a different angle in [115] where the minimum number of sensor measurements required to be tampered with for successful attacks has been determined, and the corresponding constrained cardinality minimization problem has been solved by using some convex relaxation techniques. In addition, the system vulnerability under FDI attacks has been further investigated for the nonlinear, exact, (as opposed to linear and approximate) state estimation model in [114] .
2) Attack detection: It is widely recognized that the PSSE system is typically vulnerable, and it is of great importance to detect whether the system is under FDI attacks or not. The attack detection can be achieved by improving either the BDD schemes or the state estimation algorithms. For example, In [113] , a new BDD scheme has been proposed to replace the tradition one using χ 2 test and the new scheme has been shown to successfully detect a particular kind of FDI attacks. In [117] , different detection methods for FDI attacks in power girds have been reviewed. On the other hand, the sparse nature of the attack vectors in power girds has been exploited in designing efficient attack detection/estimation algorithms [118] - [120] . Specifically, sparse optimization-based estimation methods have been proposed to detect the attacks in [118] and, under a stronger assumption that less than 6 meters/communication channels can be attacked simultaneously, an efficient FDI attack estimation method has been developed in [119] . Similarly, using the minimum-cut algorithm, the stealthy attacks on power networks have been computed exactly in [120] . Moreover, the optimal policies for attack design/detection from the adversary/defender has been investigated in a game-theoretic framework in [121] .
3) System protection: System protection refers to the countermeasures which remove or mitigate the existing system vulnerabilities, thus making successful attacks less likely to happen. To prevent the PSSE system from cyberattacks, the PMUs and the communication networks which transmit measurement data should be protected. Several protection schemes have been developed [122] , [122] - [128] by using methods such as secured PMU placements, data encryption and isolated physical transmission media. Assuming that the PMU measurements are free from cyber-attacks, the optimal placement of secured PMUs has been considered in [122] , [123] . Without the above assumption, in [125] , both exact and fast approximation algorithms have been derived to compute the minimum number of measurements needed to be protected, and an algorithm has been developed in [126] for determining the set of PMUs that should be disabled such that the remaining PMUs continue to maintain the observability of the power grids under FDI attacks. There have been some other research results focusing on how to secure the communication networks. For instance, schemes to reroute measurements have been used in [124] whose main idea is to change the communication network topology and make successful attacks difficult to accomplish. From the information theoretic perspective, the minimum channel capacity needed in the wireless network that ensures negligible information leakage of the power grid to the eavesdropper has been studied in [127] . In addition, another different protection mechanism has been proposed in [128] where, by strategically shutting down some preselected transmission lines by turns, the topologies of the electrical network (instead of that of the communication networks) have been switched. By doing so, the measurement model is time-varying and therefore difficult to be obtained by the attacker.
4) Some remarks: Though the literature on the security of the PSSE system under FDI attacks has been classified and reviewed from three different aspects, there has been indeed some literature concentrating on more than one aspects. For example, both the system vulnerability and attack detection problems have been considered in [129] and, in [130] , both the system vulnerability and system protection problem under FDI attacks have been considered simultaneously. In addition, as an interdisciplinary research area, the cyber-security of the PSSE system has drawn significant attention of researchers from a variety of communities such as power systems, computer security, communication and control. Progresses made in different research societies can be found from the survey papers [4] , [12] , [131] , [132] .
VI. CONCLUSION AND FUTURE WORKS
In this paper, we have reviewed some recent advances on the state estimation problems for power systems where new measurement devices and communication networks are introduced. Three types of new issues (i.e., mixed measurements, incomplete information and FDI attacks) have been paid particular attentions. Section II has provided the background knowledge on the topic of power system state estimation. Following that, the state estimation problem with the above mentioned three issues have been discussed one by one from Section III-V. We have analysed the motivation for each issue, presented their impact on the estimation performance and provided overviews on the corresponding research results. In Section III, the research works on mixed measurements have been categorized into three frameworks, namely, the dynamic state estimation framework, the static state estimation framework and the hardware-enhanced framework. In Section IV, three kinds of incomplete information in measurements (i.e., delayed measurements, asynchronous measurements and missing measurements) have been considered, and the methods for dealing with the incomplete information have been classified into two types, one is to make the state estimator resilient to incomplete information through improving traditional estimation algorithms, and the other is to eliminate the occurrences of incomplete information by adopting the new decentralized estimation structure. In Section V, we have summarized the research work on state estimation with FDI attacks from three aspects, namely, system vulnerability, attack detection and system protection.
Based on the literature review, some related topics for the future research work are listed as follows.
• Data quantization: The quantization naturally exists in the measurement data due to the essence of digital meters in power grids. In addition, network-induced quantization phenomenon may exist when the measurements are sent to the control centre via the bandwidth-constrained communication networks [133] . Both the deviceinduced and the network-induced quantized measurements should be properly taken in account when designing the state estimation algorithms.
• Event-based state estimation: Many state estimation methods have been proposed to handle the networkedinduced incomplete information. In fact, the event-based estimation could be a promising approach to maintaining the estimation performance under limited communication resources [134] , [135] . In the event-based strategy, a sensor is triggered to send the measurement data only if some events occur, thereby consuming less communication bandwidth than the sensor in the time-based one. So far, the event-based state estimation problem for power grids has seldom been addressed except some preliminary results reported in [136] , [137] .
• Cyber-security of the dynamic state estimator: The PSSE problem under FDI attacks has been extensively addressed in the context of static state estimation. However, such a problem has not been adequately investigated in the context of dynamic state estimators, and only scattered results have appeared in [138] , [139] . In fact, both the SSE and DSE schemes are currently used in practical power grids and, therefore, more attentions should be paid to the DSE schemes under cyber-attacks. Compared with FDI attacks with static models, the FDI attacks on dynamic models are more difficult to detect because the attacks can be mixed with system noises. In this regard, it is challenging to investigate the cyber-security of the DSE problem in power grids.
