In a series of papers Mauduit and S ark ozy (partly with coauthors) studied nite pseudorandom binary sequences. They showed that the Legendre symbol forms a \good" pseudorandom sequence, and they also tested other sequences for pseudorandomness, however, no large family of \good" pseudorandom sequences has been found yet.
Introduction
In a series of papers Mauduit and S ark ozy (partly with further coauthors) studied nite pseudorandom binary sequences E N = fe 1 Then the sequence E N is considered as a \good" pseudorandom sequence if both these measures W(E N ) a n d C k (E N ) (at least for small k) are \small" in terms of N (in particular, both are o(N) a s N ! 1 ).
Moreover, it was shown in 2] that the Legendre symbol forms a \good" pseudorandom sequence.
More exactly, l e t p be an odd prime, and Since then numerous binary sequences have been tested for pseudorandomness but still construction (1) is the best (see also 5] for another construction which is just a slightly worse). However, all the constructions given so far for \good" pseudorandom binary sequences produce only a \few" good sequences while in certain applications (e.g., in cryptography) one needs \large" families of \good" pseudorandom binary sequences.
In this paper our goal is to construct large families of this type. We remark that our results could be extended to the more general case of sequences of k symbols (see 4]), however, we prefer to focus here on the slightly simpler case k = 2 .
2 A further construction related to the Legendre symbol
In 3] we extended construction (1) by generalizing the de nition of e n to e n = f(n) p where f(n) i s a p e r m utation polynomial over F p (= the eld of the modulo p residue classes).
However, very little is known on permutation polynomials and we know only very few of them. Now w e shall be able to use a much greater family of \good" polynomials. Before describing the family of these polynomials, we h a ve t o i n troduce two de nitions. Clearly, g(X) 0 (mod p) has at most k solutions thus, de ning a p as 0 for pja, w e h a ve (7) ju(E p t a b )j = Clearly, f and g are of the same degree, and if the factorization of f in F p is f(X) = c(X ; X 1 ) : : : (X ; X k ) where X i 6 = X j for i 6 = j, then the factorization of g(X) i s g(X) = f(a + bX) = cb k (X ; b ;1 (X 1 ; a)) : : : (X ; b ;1 (X k ; a)) so that g(X) does not have m ultiple zeros either. Thus in order to estimate the sum in (7), we m a y apply Lemma 1 with n p 2 a n d g(n) in place of (n) dand f(n), respectively. W e obtain that ju(E p t a b )j = for all a b t satisfying (6) which completes the proof of (3). 
e n+d 1 e n+d 2 : : : e n+d`
LEMMA 2. If f k `are de ned as in Theorem 1, then h(X) has at least one zero in F p whose multiplicity is odd. Indeed, assuming that Lemma 2 has been proved, the proof of (4) PROOF OF LEMMA 2. We will say that the polynomials '(X) 2
if there is an a 2 F p such that (X) = '(X + a). Clearly, this is an equivalence relation.
Write f 1 (X) as the product of irreducible polynomials over F p . It follows from our assumption on f(X) that these irreducible factors are distinct. Let us group these factors so that in each group the equivalent irreducible factors are collected. Consider a typical group '(X + a 1 ) : : : ' (X + a r ).
Then writing h(X) as the product of irreducible polynomials over F p , all the polynomials '(X + a i + d j ) with 1 i r, 1 j `occur amongst the factors. All these polynomials are equivalent, and no other irreducible factor belonging to this equivalence class will occur amongst the irreducible factors of h(X).
Since distinct irreducible polynomials cannot have a common zero, thus the conclusion of Lemma Since A + D possesses property P, t h us (r ` p ) (with r = jAj) i s n o t an admissible triple. Clearly here we h a ve r degf 1 = degf = k which c o n tradicts our assumption on`and thus, indeed, the conclusion of Lemma 2 cannot fail, and this completes the proof.
3 Su cient criteria for admissibility.
To be able to use Theorem 1, one needs criteria for a triple (k ` p) being admissible.
Here we will present and prove three su cient criteria of this type :
THEOREM.2 (i) For every prime p and k 2 IN k<p the triple (k 2 p ) is admissible.
(ii) If p is prime, k `2 IN and
(iii) If p is a prime such that 2 is a primitive root modulo p, then for every pair k `2 IN with k < p < p , the triple (k ` p) is admissible.
PROOF. (ii) Assume that k ` p satisfy (9), and we h a ve A B ZZ p jAj = k jBj =`.
It su ces to show that then there is a c 2 ZZ p for which (2) The number of the possible k tuples t 1 : : : t k with (18) is, by ( 9 ) ,
thus there is at least one k tuple t 1 : : : t k which is assigned to at least two distinct j values j 1 j 2 :
(19) t 1 = t 1 (j 1 ) = t 1 (j 2 ) : : : t k = t k (j 1 ) = t k (j 2 ):
Then we h a ve do not have a n y further representations in form (15) which completes the proof.
(iii) From practical point of view this is, perhaps, the most important of the three criteria. Namely, this criterion enables us to control even correlations of very high order provided that there are \many" primes p such that 2 is a primitive root modulo p.
Unfortunately, i t i s n o t k n o wn yet that there are in nitely many primes with this property however, it is conjectured that a positive proportion of the primes is of this type. Partly because of the importance of this criterion, partly in order to help to understand the notion of admissability and the related di culties better, we will give a detailed discussion of this case in the next section. This discussion will lead not only to the proof of criterion (iii), but it will also provide negative examples. 4 Admissibility, \good" primes. Negative examples. We remark that for any u 2 ZZ p , the polynomial P u+C (X) is equal to the residue of X u :P C (X) modulo (1 + X p ) i n F 2 X].
It follows from this remark that for any A B ZZ p , the sum A + B has property P if and only if shows that if A = f0 1 3g and B = f0 1 2 4g, then A + B has property P. It follows that (3, 4, 7) and (4,3,7) are not admissible.
For p = 7, it is actually easy to nd all A B ZZ 7 such that A+B has property P. The problem is equivalent to nd all polynomials P A and P B of degree less than 7 in F 2 X] such that P A (X)P B (X) i s a m ultiple of the product of the three irreducible polynomials (1+X) (1+X+X It follows that (6, 7, 17) , (7, 6, 17) , (5, 6, 17) and (6, 5, 17) are not admissible. Let d(X) denote the greatest common divisor of the polynomials g(X) and g 0 (X), and compute
Then computing the sequence E p de ned as in Theorem 1, we obtain a \good" pseudorandom sequence E p .
Indeed, it follows from (28) that f(X) has no multiple zeros. The degree of f(X) i s degf(X) deg g(X) = k:
Moreover, by (24) and (25), for all` L we h a vè L < Note that a 0 a 1 : : : a t in (26) and (27) can be chosen in (p ; 1)p t;1 1 2 p t = p k=2] ways so that there are \many" polynomials g(X) of form (26). Moreover, for all g(X) w e h a ve d(X)j(kg(X) ; Xg 0 (X)) = (k ; t)a t X t + : : : (where (k ; t)a t X t is the highest degree term) whence deg d(X) t so that degf(X) = deg g(X) ; deg d(X) k ; t = k ; k=2] k=2:
This shows that although di erent polynomials g(X) m a y lead to the same polynomial f(X), there is little chance for this, secondly, when reducing the polynomials g(X) to the polynomials f(X), the resulting polynomials in general will not be \too simple", \degenerated" (say, linear) polynomials, in other words, the family of the sequences E p de ned in this way is both \large" and \of high complexity", we hope to return to this question in a subsequent p a p e r . 6 Constructions using elliptic curves.
Let p be a prime number. Let E denote the group formed by the points of an elliptic curve o ver F p .
Let g be an element of \large" order in this group (it is well-known that in every group of this type there is such an element). Denote the order of g by N. We expect that for all E, g, all these constructions de ne \good" pseudorandom sequences. Unfortunately, it seems very, perhaps hopelessly, di cult to prove this. Thus in order to support this conjecture, the best we could do was to gather computer evidences. We considered three (p E g) 
