Mobile Ad hoc networks are the collection of wireless nodes that can exchange information dynamically among them without pre existing fixed infrastructure. Because of highly dynamic in nature, performance of routing protocols is an important issue. In addition to this routing protocols face many challenges like limited battery backup, limited processing capability and limited memory resources. Other than efficient routing, efficient utilization of battery capacity and Security are also the major concern for routing protocols. This paper presents simulation based comparison and performance analysis on different parameters like PDF, Average e-e delay, Routing Overheads and Packet Loss. The study is about three main protocols DSR, AODV (Reactive) and DSDV (Proactive).
INTRODUCTION
Nowadays wireless mobile nodes are becoming more and more capable and have improved a lot over those available in the past. But mobile nodes and their applications will become indispensable at the places where necessary infrastructure is not available. Ad hoc networks are the future of existing networks, where all the wireless mobile devices will be capable to communicate with each other in the absence of infrastructure. Ad hoc network allows all wireless devices within range of each other without involving any central access point and administration. Routing protocols are challenging to design as performance degrades with the growth of number of nodes in the environment and a large ad hoc network is difficult to manage. Proactive protocol DSDV is considered to be a traditional protocol which find routes between all sourcedestination pairs regrardless of the use or need for such routes. The key motivation behind the development of reactive routing protocols like DSR and AODV is the reduction of routing load. There will be impact on performance for low bandwidth wireless link if high routing load is there. There are many simulation study has been done so far for the routing protocols. This paper has been organized as follows: In the following section we briefly review the three protocols DSDV, DSR and AODV. Then we described the performance metrics on the basis of which we compared the protocols. Next to this a simulation model has been explained on which basis results are obtained and graphs are generated to compare and analyze the results with the help of performance metrics. we have presented the simulation based comparative performance analysis of routing protocols DSR, AODV (Reactive) and DSDV (Proactive) and finally concluded which protocol is better under certain traffic conditions and scenarios.
AD HOC ROUTING PROTOCOLS
Ad hoc routing protocols are categorized in to Table driven routing  protocols and Reactive routing protocol. DSDV is a Table driven (proactrive) protocol while DSR and AODV are typical reactive protocols. Tables are maintained to store information for routing and updated through control packets in proactive algorithms. Updates also respond to the changes in topology of the network. While On demand (reactive) protocols AODV and DSR routes all computed to a specific destination only on demand or when needed. So it is not needed to maintain routing table containing all the nodes as entries does not have to be maintained in each node. Route discovery mechanism is initiated when a source want to send a packet to the destination. Route remains valid till the destination is reachable or until the route is no longer required. Challenges and issues for Adhoc routing protocols are as under
A. DESTINATION SEQUENCE DISTANCE VECTOR (DSDV)
In this protocol every node maintains a routing table that contains next hop entry and no of hops needed for all reachable destinations. Each route table entry is tagged with a sequence number that is originated by the destination node. Each node transmits updates periodically to maintain the consistency in dynamic environment. Because with the time, entries in the list may change so the advertisement must be made often or periodically to each of its current neighbor nodes. When a mobile node receives new routing information, Either 'Full Dump' or 'incremental' that information is compared to the information already available from previous routing information packets. Any route with the recent sequence no is used and routes with older sequence number is discarded. When such updating takes place, each update is broadcasted in the network, which leads to a heavy network load situation and affects the bandwidth. With more number of nodes network load increases and deteriorates the situation. In response to the topology changes, mobile nodes may cause broken links and these broken links may be detected by layer-2 protocol..
B. DYNAMIC SOURCE ROUTING (DSR)
DSR [2] is designed specifically for use in multihop wireless ad hoc network. This protocol is composed of two mechanisms of route discovery and Route maintenance, which work together to allow nodes to discover and maintain source routes to arbitrary destinations in the ad hoc network. Route discovery takes place when source already does not know route to destination. Route cache is also maintained where all Learned routes to any given node in the network exist. When a source sends a packet to destination, it obtains a route from route cache of previously learned routes. If no route is found then route REQUEST message is broadcasted to initiate route discovery protocol. When a node receives a route REQUEST message it returns route REPLY message to the initiator, if it is the target of the request. Simply when a node receives a route request it searches the route cache where all routes are stored. If not found then route REQUEST is broadcasted and flooded over the network until the destination node is found. In fact there is a aggressive use of source routing and caching in DSR. No special mechanism is needed to detect the routing loops. Although several optimization techniques have been proposed and have been evaluated very effective by the authors of the protocol [2] like Salvaging, Gratuitous route repai and promiscuous listening. Each route REQUEST message contains a hop limit that may be used to limit the number of intermediate nodes allowed to forward that copy of the route REQUEST. As the REQUEST is forwarded limit is decremented and packet is discarded if limit reaches to zero. Another mechanism of expanding ring search for the target where a node can initiate another route REQUEST with hop limit of one. For each route REQUEST no route REPLY is received. Node can double the hop limit as previously attempted.
C. AD HOC ON DEMAND DISTANCE VECTOR (AODV)
AODV [3] mixes the properties of DSR and DSDV. Routes are discovered as on-demand basis and are maintained as long as they are required. Like DSDV it maintains a sequence number, which it increases each time it finds a change in the topology of its neighborhood. This sequence number ensures that the most recent route is selected for execution of the route discovery. AODV is able to provide unicast, multicast and broadcast communication ability. Combination of the three makes it an advantage protocol. AODV is capable of operating on both wired and wireless media, although it has been designed specifically for wireless domain. Route tables used by AODV store the destination and next hop IP addresses as well as the destination sequence number. AODV also provide quick deletion of invalid routes in response the route ERROR messages generated due to link breakage. If a node fails to receive three consecutive HELLO messages from a neighbor, it is concluded that link is broken for the specific node and a RERR message is broadcasted to any upstream node. In fact a more conservative routing table and sequence number driven approach is utilized in AODV.
PERFORMANCE EVALUATION I EXPERIMENTAL SETUP
We conducted the extensive simulation using ns2 simulator [1] and compared DSR, AODV and DSDV protocols. We have followed the general ideas as of previous study of simulation [ After generating the scenario files we generated traffic files using cbrgen utility of ns2. The no of maximum connections were mentioned as no of nodes for a particular file and data communication rate was defined as 4 packets per second. 9 traffic files were generated for the varying no of nodes ranging from 10 nodes to 200 nodes. Before starting the simulation it was ensured that the computer system was having a good processing speed and large storage capacity as 120 trace files were generated and each file was of the capacity in the range of 1gigabyte to 50 gigabytes. Tcl script was run over to generate the trace files for various protocols DSR, AODV and DSDV. Also it was very time consuming as some simulation took approximate 15-20 hours to generate a single trace file especially in case of higher number of nodes. After analyzing these 120 file trace files with awk script we concluded the results for various parameters to be calculated and plotted the graph as in the next section. Every simulation was done for 1200 seconds (20 minutes).
II METRICS
a. Packet Delivery Ratio : The ratio of the data packets delivered to the destinations to those generated by the CBR sources. b. Average e-e delay : Average amount of time taken by a packet to go from source to destination. This includes all possible delays caused by buffering during route discovery latency, queuing at the interface queue, retransmission delays at the MAC and propogation and transfer times. c. Packet Loss : It is the measure of the number of packets dropped by the routers due to various reasons.
d. Routing Overhead:
The ratio between the total number of routing packets transmitted to data packets. 
III Analysis of results A.PACKET DELIVERY FRACTION
It is the ratio of data packets delivered to the destinations to those generated by the CBR sources. The PDF tells about the performance of a protocol that how successfully the packets have been delivered. Higher the value gives the better results. In our simulation it has been noticed that AODV outperforms DSR and DSDV in almost all the scenarios we have taken into account. It has been concluded that performance of DSR decreases with the increasing number of nodes as DSR is designed for up to two hundred nodes.
B. AVERAGE END TO END DELAY
Average end-to-end delay is an average end-to-end delay of data packets. Buffering during route discovery latency, queuing at interface queue, retransmission delays at the MAC and transfer times, may cause this delay. Once the time difference between every CBR packets sent and received was recorded, dividing the total time difference over the total number of CBR packets received gave the average end-to-end delay for the received packets. Lower the end to end delay better is the performance of the protocol. From the graphs it is very clear that AODV and DSDV out performs DSR for the scenarios of varying pause time, varying simulation time, varying speed and varying number of nodes. In case of DSR and DSDV delay time increases very sharply with the increasing number of nodes while AODV is consistent with the increasing number of nodes.
c. Packet Loss
It is defined as the difference between the number of packets sent by the source and received by the sink. In our results we have calculated packet loss at network layer as well as MAC layer. The routing protocol forwards the packet to destination if a valid route is known, otherwise it is buffered until a route is available. There are two cases when a packet is dropped: the buffer is full when the packet needs to be buffered and the time exceeds the limit when packet has been buffered. Lower is the packet loss better is the performance of the protocol. In case of DSR packet loss is minimum in all the cases as compared to AODV and DSDV. DSDV is having the poorest performance and having the maximum packet losses in case of varying pause time , varying speed and varying Simulation Time. AODV was ahead of DSDV up to around 50 nodes but packet loss was more than DSDV beyond 50 nodes.
D. ROUTING OVERHEAD
Routing overhead has been calculated at the MAC layer which is defined as the ratio of total number of routing packets to data packets. From the critiques point of view DSR makes use of caching aggressively and replies to all requests reaching the destination from a single request cycle. Thus source learns many alternate routes to destination. Having access to many alternate routes saves flooding of route discovery which is a performance bottleneck . In comparison of AODV, DSR has performed well and supported the previous work. Conceptually routing overheads are negligible in case of DSDV and our results supported the same. DSR performed well in most of the cases when number of nodes were less and around 100 for the particular scenario but AODV outperforms DSR when number of nodes are above 100. Since AODV is having more routing control packets than DSR, routing overhead of AODV is always higher even in stressful environment. It has been concluded from the results that AODV outperforms DSR under heavy load, as routing overheads are more for DSR when number of nodes are more.
CONCLUSION
In this paper analysis and investigations are carried out on acquired simulation results of three prominent protocols, AODV, DSR and DSDV using ns2. DSDV is selected as representative of proactive routing protocol while AODV and DSR are the representative of reactive routing protocols. As AODV is designed for up to thousands of nodes while DSR is designed up to two hundred nodes. AODV performed better in dense environment except packet loss. DSR and AODV both performed well. AODV and DSR are proved to be better than DSDV. While it is not very clear that any one protocol is best for all the scenarios, each protocol is having its own advantages and disadvantages and may be well suited for certain scenarios. Although the field of Ad hoc network is rapidly growing and new developments are coming day by day, still there are many challenges to be met.
