Abstract: Security has become one of the important fields of concern when the scenario of information transport is viewed. Cryptology is a traditional technique that hides the message by encoding it. Nevertheless, now it is not only demanded that the data that is being transmitted is encoded, but the very existence of knowledge of data transmission should be concealed. Steganography is thus a technique where the data are not only encoded, but hidden within a carrier. This therefore provides a two-level security. The proposed paper describes a highly secured steganography technique using DNA sequence. The report suggests a technique of hiding an image in an image using DNA sequence.
Introduction
The unauthorised access to transmitted data is one of the major threats faced by wireless networks. Cryptology is a traditional technique of hidden writing. It obscures the data by enciphering it. DNA stands for deoxyribonucleic acid. It is a two stranded bio-molecule that stores the genetic information of a species. It primarily consists of four basesadenine, guanine, thymine and cytosine. These are obtained by sugar and phosphorous. DNA cryptography is again an advanced class which uses the parallel computing and storing capability of the biological molecule (Jeevidha et al., 2011) . Steganography evolved from cryptography. It basically embeds the secret message in a carrier and thereby obscures the very existence of the message. The carrier used is primarily text, picture, sound and video (Kumar and Pooja, 2010) . DNA coding is a new concept where the two stranded bio molecule is used to heighten protection (Roy et al., 2011) . In this a DNA reference sequence is selected and is mixed with the message that is to be sent. The security of the technique lies in the choice of a specific DNA sequence from the EBI database that comprises of close to 163 million DNA sequences. It basically differs from watermarking in the context that in watermarking the secret image in hidden in the cover image in such a manner that the eve's teaser cannot replace it from cover image. Nevertheless, in steganography, the very presence of a message in the screen image should be foreclosed from being detected . This section gives a brief introduction to the concept of cryptography, steganography, DNA, DNA cryptography and DNA steganography. Section 2 deals with associated study that forms the foundation to see the proposed concept. Section 3 discusses the living work. Section 4 deals with the proposed employment and finally Section 5 gives the simulation outcomes. These are followed by conclusions and acknowledgements.
Existing image hiding techniques
Steganography is basically the technique of covered writing. Its origin can be traced back to cryptographic technique. Both are same in the context of application, but differ in the methodology. In cryptography, the data is hidden by encrypting it, whereas in steganography the existence of information itself is hidden. Cryptography is a very old method of retaining the secrecy of the message. This converts the data to some other form before transmission and the message is retrieved at the receiving side by doing the reverse process. In DNA cryptography, a DNA sequence is used to encrypt the message (Dhawan and Saini, 2012) . Here the plain text is converted to DNA nucleotide triplet using generalised characters to the nucleotide triplet conversion table as shown in Table  1 . This is again converted to binary number using nucleotide to binary conversion table (Gupta and Singh, 2013) . This is then transmitted and the reverse operation is performed in receiver side. The major limitation of DNA cryptography is that it hides the data, but it cannot hide the existence of secret message (Majumder et al., 2014) . Steganography can be performed using various methods. One of the popular methods employed was least significant bit (LSB) method (Kavitha et al., 2012) . In this LSB technique, each LSB pixel of the cover image is replaced with the bits of secret message such that the difference is not noticed by the human eye. In this technique an image is embedded into another image . A carrier image is taken such that it has same pixel size as that of the cover image. The carrier selected for this should have a larger capacity than the embedded image. The carrier image is embedded to the carrier. The major drawback of this technique is that the carrier image undergoes changes which can grab the attention of a hacker or an eavesdropper (Wang et al., 2013) . Table 1 Characters to nucleotide triplet conversion DNA nucleotide triplets Alphabets Numbers DNA nucleotide triplets Table 2 Nucleotide to binary conversion A = 00 C = 01 G = 10 T = 11
3 Proposed image hiding algorithm using DNA steganography
Proposed image hiding algorithm aims to hide a secret image in a larger carrier such that it does not discern the presence of the hidden image. The DNA steganography have minimal storage requirement, minimal power requirements and fastest computation. That is, DNA stores memory at a density of about 1 bit per cubic nanometre where conventional storage media requires 10 12 cubic nanometres to store 1 bit data. There is no power required for DNA computing while the computation is taking place. This improves the scalability of the system. Proposed image hiding algorithm employs the advantage of both DNA cryptography and steganography. It attempts to hide an image in another image by converting it into DNA sequence using the nucleotide to binary conversion table. A cover image or a container is selected which has the same pixel size as that of the image to be embedded. The embedding process involves three steps as shown in Figure 1 . First, the pixel values of both the cover and secret message are converted to their respective DNA triplet value using characters to the DNA triplet conversion table. Secondly, the triplet values are converted to binary values using DNA triplet to the binary value conversion table. In the third and final stage the two binary valued matrices corresponding to cover and secret messages are Ex-OR. In the reception's end, the extraction process is employed. It again has three stages and performs the reverse operation of the embedding process. This regains the original secret image from the stego image. It involves a sender and receiver side. The 3 × 3 pixel size of an image matrix is considered to explain the transmission and reception procedure. 
Sender side
In the sender side, the cover image is used as a container to hide the secret message image. The schematic is shown in Figure 2 .
Step 1 The 3 × 3 pixel matrix of the cover image is taken.
Step 2 The 3 × 3 pixel matrix is converted to DNA nucleotide triplet using character to the nucleotide conversion table.
Step 3 The DNA nucleotide triplet corresponding to each image pixel value is mapped to binary digits using nucleotide to binary conversion table. Steps 1 to 3 are repeated for secret image.
Step 4 XOR operation is performed between the compressed binary form of the cover image and the secret image. The resultant image is called stego image. This is then transmitted. 
Receiver side
On the receiver side, the stage image and cover image are Ex-ORed to recover the secret message image. This is depicted in Figure 3 .
Step 1 The stego image is received.
Step 2 The compressed binary form of the cover image and stego image are XORed. The resultant is the binary form of the secret image.
Step 3 The binary to nucleotide conversion table is used to convert binary form to DNA triplet form.
Step 4 The DNA nucleotide triplet is converted to decimal pixel value using character to nucleotide conversion table. The actual message image is retrieved after
Step 4 using the proposed algorithm. 
Results and discussions
The MATLAB simulator is used to show the simulation output of embedding an image within an image. A cover image is the container into which the secret message is embedded. The secret image is the message data which is to be embedded into the container image. The stego image is the cover image with embedded secret message inside it.
Peak signal to noise ratio
Peak signal to noise ratio is defined as the ratio of peak square value of pixels by MSE and is expressed in decibel. PSNR measures the statistical difference between the cover and stego-image, is calculated using equation Figure 4 , it is inferred that the proposed DNA steganographic method has high PSNR value compared with other hiding techniques. Table 4 shows the comparison of embedding capacity for different size of images such as N = 256, 512, 1,024 and 2,048 for different hiding techniques. Embedding capacity is the size of the secret data that can be embedded into a cover image without weakening the integrity of the cover image represented by bits per pixel (bpp). It depends upon the characteristics of cover image and the embedding algorithm used for steganography. From the simulation result as shown in Figure 5 , it is inferred that embedding capacity of LSB technique is very less compared with the proposed DNA computing-based steganography using HECC. However, the embedding capacity varies with respect to characteristics of cover image. 
Embedding capacity

Conclusions
The proposed work is an attempt to suggest a highly secured data transmission using DNA steganography. This has been proposed by showing the simulation results for image into image steganography using DNA sequence. The immense storage capability of DNA molecule makes it eligible to be utilised into wireless security application. Thus this provides scope for further studies so as to analyse the flexibility of DNA strands in various applications.
