Nowadays social media sites have attracted many of users and they have become the mostly commonly used websites for public. These websites are used by individuals, small and even big organizations for various purposes, such as meeting your old friends, sharing your own experiences, sharing pictures and videos, promoting businesses, sharing knowledge etc. Their popularity is increasing at an increasing rate. User's needs are endless so there will be some new area for creating new social media sites. There are two main ideas for creating new social media sites. Firstly, one should identify the new needs of users which are not fulfilled by the current websites. Secondly, the new website must incorporate those features which are mostly liked by end users and add further functionality into the website that attract more users. It is important to know the criteria based on which the users prefer one website over the other. Therefore, the objective of this study is to compare the use of social media and find the acceptance criteria that why an end user prefers one social media over the other. This user feedback based information will help social media developers to incorporate new user needs into future social media to increase user satisfaction. We performed experiments on data collected fifteen most commonly used and popular social media websites in current era. The test data were collected till May 08, 2016.
Introduction
Security was problem yesterday. Security is problem today. Security will be a problem tomorrow. There is no area of security is not a problem [1] . With cloud technology, the border of security is getting wider because of the new area is usable from different kind of devices that user use like personal computer, mobile devices, some watch. Every device is different but they want to be at same security level and sometimes some want more secure environment. So, the social media sites must be same security level for every kind of devices. Social media sites are more usable for mobile devices. Since personal computers can be used different people while mobile devices are personal. But users want to join the sites with personal computers also.
It is social media accounts more than half of Internet users in the world. This account serves most users to access on mobile devices. As time progresses, the ratio of PCs to be much later than the trend rate of the Internet to connect other devices to show momentum despite declining mobile users connect to the Internet though is that although accelerating rate second among all connected [2] .
Member is a member of the site accepting some of the potential difficulties in accepting some of the steps are provided. This will be the biggest cause of active sites next to the security problem that may occur is to try not to members of the user. Because the only purpose of the site is to have active addition to having many of members. Given that there has not been tested for purposes of comparison names on social media sites. Table 1 rating with the number of users of various social media sites are shown. Rankers rating given to the site of the site is different. This is because only the number of users used the site for sorting data. The purpose of the study is to decide the site of the sorter site uses the criteria of acceptance about the ranking member of the site.
Social media sites are more usable for mobile devices. Since personal computers can be used different people while mobile devices are personal. But users want to join the sites with personal computers also. Today different kinds of devices also want to join social media sites like special watch also used with communicate with other people in real time.
Authentication and authorization are two concepts that are compared. User authentication is correct about the connection of the site to determine the user's authority regarding the relevant authorization on the site [4] [5] . The right to access the user is a common goal of both concepts. Authorization can remain connected while the user how the system, the system tries to solve problems, such as what level can use to which resources.
Captcha using
Captcha (Completely Automated Public Turing test to tell Computers and Humans Apart) is one way to make sure that a non-human actor is not trying to interact with the media as human being. It basically displays some alpha numeric on a distorted image so that bots should not be able to find the exact values. Although this is a good way to distinguish between humans and machines [6] . However, it has been also criticized for being complex process. Therefore, to ease the users many of popular websites which are more popularity have not incorporated in their websites as a security measure. 1  Unavailable  2  Unavailable  3  Unavailable  4  Unavailable  5  Unavailable  6  Used  7  Unavailable  8  Unavailable  9  Used  10  Unavailable  11  Unavailable  12  Unavailable  13  Unavailable  14  Used  15 First not later used Captcha has lot of kind like image verification purposes, including common, text verification, has various types like to ask the answer [7] . Verification is done by voice, usually for people with disabilities when using captcha. When using, captcha is usually having two problems. Related verification tool needs cannot be processed by machines. That is why quality is a complex mechanism can be seen. But it will also prompt users to use the captcha. It must exist an optimal ratio between them [8] .
To summaries above table for new ones should first not using later using of captcha. Aim of that if there is attacker it will be catched second one. It seems bad things. For not attacker person captcha is unwanted thing. It takes time to continue.
Other social media sites supporting
The new social media sites offer users to log in to their social media application using other sites as well. Although this features is good from user's perspective with ease of use but, on the other side it causes a risk for applications that they should rely on other sites for authentication. So the new site have to construct the rules which sites are reliable. Make collaborating with other sites is best way to increasing user number and the users will rely the new site.
Social media sites can be grouped. Therefore, users may want to subscribe to multiple social media sites. It is desirable in this case. As an example, some social media sites, another social media site was created for a special occasion. Purpose cannot be used for all requests through a single social media site [9] . In Table 3 most of the sites make other social media sites supporting. But the most popular ones don't support it yet. Since they want to be independent. They have many users than others. The new ones can't get many users directly. The sites ought to accept directly other user of other sites.
Password attributes
There is a conflict of interest between user and social media website on password. Users tend to keep short and simple passwords so that they can easily remember it. On the other hand, websites require users to follow some strict criteria for setting passwords such as minimum length, mix of capital and small letters with numbers, special characters etc. Although, a strong password is more difficult to guess or break, however, it makes user unsatisfied because they usually prefer simpler passwords over complex ones.
Passwords to be known by others is a very important and personal information than necessary. However, users of this information to remember or too good to be stored in an environment of this type of information may be necessary as a problem to users [10] . Close to the future social media sites when connecting to the user's mobile device authentication code can be considered for use. The aim is to use another user's request about the situation is not right next to the user code [11] .
Phone number necessary
Nowadays many websites make it a strict criterion to enter a valid phone number for cross validation during the time of registration. However, many users are reluctant to give their personal numbers to any social media site. The best way in this scenario is to offer the phone number as an optional step so that user can decide which is better for user.
Social media sites usually seek validation through mobile devices. The reason for this is to ensure that members have the right to non-users of the system. The system is intended to prevent the use of malicious users. The users do not deny that is another reason [12] . When prompted by the user rather than the PC is much easier to communicate with mobile devices. In table 6 have reached the following conclusions. Each social media site accepts users with e-mail information. Most sites allow users is the fact that they do not have e-mail addresses and user records. The aim is to prevent the user's record, while the tired and do this work on verification. Almost every site user wanted to use the confirmation e-mail. Very few sites allow users to become members only from mobile devices. The reason for this is to ensure the right people to be members as users of mobile devices. Because the mobile device is the user identifier. One social media site users to only accept certain kinds of e-mail accounts. The goal here is to ask users of the site owners only use their own products. This is not ideally suited for cloud environments. Some social media sites have requested the user's mail and address information to the requesting verification via a mobile device. This is the ideal situation when the current security mechanisms considered verification via mobile devices. But this time the users of a mobile devices themselves do not want to share that information with the site conditions may lower the rating. 
