Steganography is the art of hiding secret data within other information (such as wave file) that it cannot be detected, but only by its intended recipient. Embedding secret text in wave file is a difficult process. There are varying techniques for embedding information in wave files. In this research a new simple technique of hiding secret information using wave files were produced, regardless the simplicity this technique it will be accurate and high confident.
This paper features a new technique that suggests that the secrete text is encoded through the use position vector into wave file. The position vector (PV) is to be initialized randomly and to be kept confidential between the sender and the receiver. The security level of this technique will be high and it can be increased by encrypting the secrete text or/and encrypt the wave file including the text.
