Though research has explored impacts of mobile computing and information technology on police operations, the literature lacks exploration of large bandwidth data sharing technologies which enhance the utility of mobile computing terminals. As part of a federally-funded project, the present study employs a longitudinal pre/post design utilizing seven years of computer-aided dispatch data from a medium-sized municipal police department in the New England region. Pooled time series analyses are employed to examine the effect of wireless broadband implementation on clearance time of calls for service. Findings offer tentative support that clearance times for service calls decreased with the implementation of a wireless broadband network. Implementation did not appear to generate differential effects in areas that had experienced past challenges with cellular communication signals. Implications are provided, with emphasis on the development of additional knowledge on technological evaluations.
organizations have traditionally been slow to keep pace with evolutions in digital communications. Resource limitations coupled with a lack of independent evaluation of such technologies have contributed to this shortcoming.
Purpose of the Study
Recently, a medium-sized municipality in the New England region of the U.S. was able to utilize a public-private partnership to implement a 4.9 GHz wireless broadband network for public safety while simultaneously bringing this digital communication to local businesses and citizens. It is important to note the design of the system as it differs from commercial cellular data access. The 4.9 GHz broadband network is a mesh network consisting of 350 wireless nodes (wireless transmitter access points) that are physically installed throughout the approximately seven-square mile municipality. Rather than relying on cellular signal strength, the wireless capability within each patrol vehicle constantly scans for the strongest signal available from the node closest to the vehicle at a given time. At any point during patrol, officers are connected to the strongest wireless broadband signal available in their location.
The decision to procure this infrastructure was three-fold. First, the department had relied on commercial cellular coverage to provide digital communications to patrol vehicles.
Approximately one third of the patrol sectors suffered from poor signal strength due to geographic topography and building structures. Weak signal access led to redundancies in failed report submission and task completion. Officers would complain that as they attempted to complete tasks that relied on data signals, their work would be lost and they would have to start from the beginning of the task. Thus, the time to process and clear calls for service was suffering.
Second, a large-bandwidth wireless network was believed to improve time savings on behalf of officers completing tasks while on patrol within their assigned sectors. Lastly, the migration to a wireless broadband network would allow for local business, citizens, and other public safety (i.e. fire and medical response) to access ubiquitous wireless signals throughout the municipality. The current research is intended to explore the effect this wireless broadband network has on the patrol operations of one medium-sized municipal police department. In addition, this research identifies areas for informing future evaluation research on the emerging importance of wireless broadband technology for public safety. There is a lack of scientifically informed and independent knowledge with respect to how a large-bandwidth wireless capability may influence law enforcement's daily operations.
2 This research seeks to establish an empirical foundation for wireless broadband and large bandwidth digital communications research within policing.
Identifying and utilizing appropriate data for the evaluation of police technologies generally (Nunn & Quinet, 2002) and broadband specifically (U.S Government Accountability
Office, 2012) has been a significant obstacle for researchers. To this point, the academic knowledge base has been unable to maintain pace with emerging technologies within the field of policing. Extant literature has examined police information technology and mobile computing, yet there is a dramatic research shortcoming with regard to bandwidth technologies upon which digital data communications rely. Though this study is an explorative evaluation of wireless broadband and police operations, both the academic literature and the professional personnel tasked with technology procurement and decision making are in need of independent information related to this emerging capability.
2 Available research to date on the performance capability and potential impacts of large bandwidth data communications is provided by private sector vendors which provide services to public safety agencies. This is the primary source of information available to procurement officials when making these costly decisions, despite the obvious conflict of interest involved with vendor-driven research on performance and capability.
Background and Context
In a 2012 study of 216 agencies across the U.S., the Police Executive Research Forum (PERF) assessed the technological needs of law enforcement which would improve police operations and specifically noted the integration of information technology is paramount. As police patrol is a resource-intensive task (both personnel time and vehicle costs) and accounts for the majority of police time and responsibility (Wilson & Weiss, 2012) , the allocation of these resources can be improved by integrating technology into calls for service and patrol functions (Kennedy et al., 2011) which would allow agencies to devote additional resources to crime prevention strategies. Contemporary policing strategies such as problem-orientated policing, community-orientated policing, and intelligence-led policing now encourage police to make greater use of the data they routinely collect, and to be more analytic with regards to the data they utilize for tactical and strategic decision making (Carter & Carter, 2009b; Chermak et al., 2013; Goldstein, 2003; Nunn & Quinet, 2002) . In order to fully embrace these problem-solving and preventative strategies, police are encouraged to collect data from a wide variety of sources of information, such as community members or organizations. Moreover, police are also encouraged to disseminate this new information to external organizations as these external stakeholders will be increasingly responsible for assisting police in identifying problems and developing solutions for dealing with them (e.g., partnering with state and federal agencies as well as community and private sector organizations). Since these strategies move beyond the limited information police routinely collect, adjustments to information systems within departments will become necessary as police shift their focus from individual calls for service to community problems, concerns, and threats.
During an evaluation of Chicago Police Department's Citizen and Law Enforcement Analysis and Reporting system, a member of the department explained the bandwidth issue facing Chicago and many police departments across the country, noting that "…home dial-up modems are 56K. What we're dealing with is only 9K, and the pipe is small" (Skogan et al., 2003, p. 15) . A similar obstacle faced the Rockford, Illinois Police Department (RPD) where officers were relegated to manual report writing in the field which was then turned over to data entry personnel to input the reports into the records management system. It was found that the data entry system would only allow enough space for a summary report rather than the report in its entirety -leaving important details and information solely available from the original hard copy and subjecting report information to second-hand interpretation (Sprint, 2007) . For RPD personnel, time was wasted as report writing was duplicated by multiple personnel, valuable information was not available to enhance the effectiveness of officer tasks, and records were subsequently incomplete. The current Presidential administration is investing in an initiative to establish a nationwide wireless broadband network for public safety. In the report published by the White House (2011) that outlines this initiative, former Los Angeles, California chief of police William Bratton noted:
"An effective broadband network could provide officers with an immediate, digital snapshot... It would give them the suspect's address, prior arrest history, and other critical details. The officer would be able to take electronic fingerprints at the scene and compare them instantaneously with those in local, state, and federal databases" (p. 10).
Specifically this report noted that a nationwide wireless broadband capability would result in "ultimate time savings" for officers on the streets (p.11).
Digital Communications to Enhance Police Operations
Integrating technology into law enforcement operations has become commonplace in the last two decades. Driven primarily by a scarcity of operational resources for police as well as more feasible costs for acquiring and maintaining technology have brought this movement to the forefront. Also not to be overlooked was the increase in post-September 11, 2001 federal grant programs for technology advancements in public safety that lacked any component of rigorous scientific evaluation following what technology was procured and how it was deployed to impact operations (Taylor & Russell, 2012) . In broad terms, the implementation of new technology has enhanced the productivity of law enforcement agencies by facilitating information sharing within and across departments, easing communication between law enforcement and the public for purposes of service and feedback, and enabling officers to identify and target crime problems more effectively (Colvin & Goh, 2005; Maguire & King, 2004) .
Advances in computing have improved the ways law enforcement store, utilize, and disseminate data and information (Nunn, 2001 ). These advances have helped to translate conceptual policing philosophies such as problem-oriented policing and intelligence-led policing into practice -making law enforcement more efficient in the prevention and reduction of crimes, threats, and problems (Braga &Weisburd, 2006) . Scholars have found mixed results with respect to technological advances and police operations; ranging from improved productivity and efficiency (Colvin &Goh, 2005) to less efficient (Manning, 2001) and no observed impacts on production (Nunn &Quinet, 2002) . Furthermore, technological advances in policing have also served as a catalyst to restructure police forces (Maguire &King, 2004 
Information Technology
Though evidence has been mixed, studies have indicated information technology systems have a positive impact on police operations. Early research on computer information management found detectives were able to access information easier and faster as they did not have to travel to different places to locate records while also having constant access to information at any time of day (Harper, 1991 Agrawal et al. (2003) utilized survey data of 153 patrol officers who employed mobile computing to study the impacts of mobile computing terminals on police operations. Of primary interest was how mobile computing terminals have improved critical factors that affect the work environment of officers. The researchers examined officers utilizing mobile terminals within patrol cars to conduct license plate and driver's license checks. The results indicated that such requests were sent through the departmental server to the state headquarters and the details of the vehicle were retrieved in roughly 20 seconds without having to route requests through the control center. Perhaps the most impressive finding from this study was that time saved by officers in conducting plate checks, issuing summons, and executing warrants of arrest as a result of utilizing MCTs was equivalent to the work performed by approximately 10 percent of the officer work force. Moreover, it was found that officers felt safer in neighborhoods in which there was perceived danger because they were able to quickly gather information on dangerous elements in the area whereas before officers had to rely on their personal knowledge.
A recent study by Lindsay et al. (2013) examined police acceptance of mobile information technologies across five agencies in the United Kingdom. In brief, their study noted that common factors related to officer acceptance of mobile technologies were the reliability and functionality of the device as well as the efficiency by which officers could use the technology.
These findings indicate a utilitarian approach for integrating technology within police departments -that officers are primarily concerned with operational impacts. Using a random survey of 100 members of a medium-sized police agency in Arizona, Ioimo and Aronson (2004) conducted a similar, but more comprehensive, study of police mobile computing. To more directly measure the impact of MCTs within the context of police officers and field reporting, the researchers employed specific field computing items gleaned from previous research on technology at the individual level. These items asked officers if MCTs allow them to complete their tasks with more speed, quality, ease, control, (Davis, 1989; Moore &Benbasat, 1992; Seddon & Kiew, 1995) and less error (Leonard-Barton & Deschamps, 1988) while also asking respondents to directly indicate how MCTs affected the effectiveness, performance, and productivity of their tasks (Davis, 1989; Moore & Benbasat, 1992; Seddon & Kiew, 1995) .
Generally, their study found statistical support indicating that inquiries to local, state, and national criminal information databases increased with the implementation of mobile computing.
This study also found that field officers recognized the potential benefits mobile computing afforded them. However, field officers also reported that the amount of time required for completing reports increased with the implementation of field mobile computing. This is an important unintended consequence of mobile computing and appears to be a product of increased reporting fields. Findings also indicated that administrators, detectives, and records management personnel all experienced statistically significant improvements in the tasks they performed directly resulting from the implementation of mobile computing (Ioimo & Aronson, 2004) . More specifically, the study indicated increases in the number of arrests and inquiries into criminal information systems; lending insights that investigators and detectives were able to better access and manage information as a result of officers having to use field computing for reporting purposes.
Enhancing MCTs through Wireless Communications
Improved efficiency of processes while retaining or improving effective outcomes is at the heart of the mobile computing and information technology movement. However, though
MCTs alone have shown a great deal of promise for improving police operations, their capabilities are enhanced through the use of data sharing via high-speed digital communications. Garicano and Heaton (2010) To achieve these desired digital communications, the use of cellular-based wireless communications is becoming more prevalent within police patrol vehicles (Argawal et al., 2003; Hampton & Langham, 2005) . Providers of commercial cellular service partner with public safety departments to provide service at a price deemed reasonable for those agencies. Commercial services often present agencies with a convenient and affordable upgrade path from lower bandwidth resources. However, commercial cellular network connection speeds, and connection availability, are both contingent upon the proximity of end users in relation to cellular towers.
Tower deployment determines network coverage (i.e., network density) and network design choices often result in areas with no (or weak) coverage and lower net capacity near the edge of a given cell site coverage area. Devices operating in fringe locations often cannot reliably communicate with the network to support large bandwidth data (Sharma & Jain, 2010) or users experience dead spots where service coverage is unavailable. Within areas dominated by tall buildings, mountains, or other large physical obstacles that interfere with radio communication waves, signal strength can also be significantly reduced (Chandra et al., 2011; Lia et al., 2008) .
Difficulties associated with terrain, and their impact on coverage and interoperability are not new to policing. Geographic terrain has always presented a constant challenge for radio communications (Taylor et al., 1998) and emergency call clearance efforts (Chenoweth & Clarke, 2010) .
One solution to resolve communication shortcomings experienced by commercial network users, to include wireless network coverage limitations, is through the implementation of alternative wireless technology. Wireless broadband systems present one such alternative and networks based on wireless technology can be designed to fill jurisdiction-specific coverage gaps and provide stronger, more consistent signal strengths (Amaldi et al., 2008) . These networks can often be designed to provide large bandwidth capabilities across diverse terrains through the utilization of mesh networks (Marina et al., 2010) . With respect to the contemporary demands of police personnel, such broadband systems and the bandwidths they provide have become critical to agency operations. In a case study of the 2007 bridge collapse in Minneapolis, Minnesota, a municipal wireless network enabled police to set up a command center in a parking lot near the site of the collapse. The study noted that "…this network had to be fast and robust enough to handle large, data-intensive geographical information services (GIS) maps…there is no way they could have downloaded or worked on all those heavy GIS maps, big bandwidth users, on a cellular network" (ENCOM Wireless, 2010, p. 35) .
In sum, the literature has explored how information technology and mobile computing systems have influenced organizational operations of police departments. The review of this literature has come to the general conclusion that impacts of information technology and mobile computing vary and evidence to demonstrate a return on their investment is needed. In addition, the current literature lacks knowledge with respect to the widely recognized demand for wireless broadband within police patrol vehicles to enhance the utility of mobile technologies. A 4.9 GHz mesh wireless broadband network was implemented in a medium-sized municipal police department in the New England region with the intent to improve wireless data access across patrol sectors under the belief that, among many operational benefits, the time efficiency to clear calls for service would improve. The present research seeks to explore this anticipated benefit.
By improving the wireless data access in patrol vehicles located within patrol sectors, officers should access information needed to process a call for service more efficiently. Such an improvement should be observable across patrol sectors that previously suffered from poor commercial cellular coverage that now benefit from wireless broadband access as these patrol units are likely to access needed information more quickly to process calls for service.
Methods

City of Study Profile
The city for the current research is approximately 6.8 square miles, has a population of 58,732 with a median household income of $92,451 as compared to a national average of $51,017 (U.S. Census Bureau, 2012) . The police department has 140 sworn officers, two information technology officers, one analyst, 16 full-time civilian dispatch, and 24 full-time civilian support staff. Approximately 60% of sworn officers have earned advanced degrees beyond a bachelor's degree. The majority of crime occurrences in the city are larceny, burglary, and assault while the most frequent types of calls handled by the police are building checks, medical emergencies, traffic, and alarms. Table 1 provides an illustration of the city as compared to areas of similar size in the United States.
[ Table 1 approximately here ]
Public-Private Partnership Business Model
A unique business model was used to deploy a wireless broadband network for the police department and city involved in this study. The police department was soliciting proposals for a wireless vendor to provide a wireless broadband system to resolve issues with commercial cellular coverage and poor signal strength. A consumer market study conducted by the wireless vendor whose proposal was selected by the study city indicated significant demand for wireless services among residents. In exchange for access to residents to facilitate sales of wireless subscription services, the police department would receive a dedicated wireless broadband network -including necessary hardware for the build out -completely free of charge. Revenues generated from service subscription fees covered the vendor's construction costs, ongoing maintenance, and sustained the network for the police department. Residential and commercial subscriptions were available for $20 per month and enhanced high speed commercial offerings for $40 to $300 per month. Wireless community hotspots in popular commercial districts and public parks were created and made available to all residents for a limited window of time per day. In addition, locations that qualified as public housing were given free access hot spots.
Data
The driving force behind adopting wireless broadband data communications is to allow officers who are operating within their assigned geographic patrol sectors to have access to the exact same information in their patrol vehicle that they would have if they were sitting at a desktop within the department. The benefit of such information access is that during real-time events, when the completion of a task relies on a number of actions to occur in succession, officers have the capability to expedite the series of actions to complete the necessary steps more efficiently. For two primary reasons, officers responding to calls for service represent a key operational impact measure for large-bandwidth data communications. First, on average, patrol officers spend the majority of their time engaged in directed and self-initiated patrol (Wilson & Weiss, 2012) . If the implementation of a new technology is believed to enhance operations, it is best served targeting the operations to which officers allocate a significant amount of their time.
Second, handling calls for service relies on the completion of multiple activities in succession is communicated to a patrol officer as well as a timestamp at the point a patrol officer indicates the call for service has been completed. This entire process is automated and captured through the CAD system. The difference between these two timestamps is internally used by the department to self-assess call clearance times and inform resource allocation determinations to improve service efficiency 3 . As such, this measure represents the aspect of police operations most likely to be impacted by wireless broadband.
Call clearance times are provided in seconds. Data were received in aggregated form and were stratified by year and patrol sector, which creates a balanced abbreviated pooled time series of repeated average call clearance times for all nine of the department's patrol sectors across seven years. The choice to focus on patrol sectors was driven by the police department's procurement decision; one of the primary objectives of investing in a wireless broadband system was to remedy weak communication coverage issues among specific patrol sectors with significant terrain challenges. A total of 63 observations were used for analysis. (1) and is compared to the preimplementation comparison period (0). In an effort to control variability in call clearance times 3 CAD systems and data are complex and are uniquely suited to a specific agency (Wilson & Weiss, 2012) . As such, it is important to provide context on how the CAD system functions for the police department used for this study to offer insights on what the system does and does not capture. The system consists of 260 separate call codes for service and is basic in the sense of being strictly focused on service calls. The vast majority of calls for service are generated from dispatch. Officers may self-initiate service calls in the CAD system, but these occurrences are rare (Chief Technology Information Officer, personal communication, February 4, 2014). There are no separate "flags" or indicators in the CAD system that would differentiate dispatched calls from self-initiated calls. Information on two-officer patrol units, back-up officer units, and simultaneous dispatching are not captured by the CAD system. The CAD system does not possess call codes for report writing. Each call is entered as being cleared once the onscene work has been completed by the responding officer. Generalized least squares random effect models were used. Breusch-Pagan Lagrange multiplier test indicated significant panel effects within the data, which negates the application of ordinary least squares estimations. Moreover, Hausman specification tests indicated that conditional models should be estimated with random rather than fixed effects. Robust standard errors were estimated to minimize heteroskedasticity and autocorrelation disturbances. Call clearance time and total calls were transformed into z-scores in the multivariate analyses to standardize observations. Table 2 displays results from the mean difference tests. Significant differences in call clearance times were observed by patrol sector, year, and quasi-experimental condition. Average call clearance times varied from 200 seconds (Sector Four) to 325 seconds (Sector Nine).
Measurement of Predictors
Findings
Perhaps aiding the explanation of this less-than intuitive average is that in the department of study, report writing is not included as part of the call clearance process. Reporting is a subsequent action and, as noted by Wilson and Weiss (2012) Equally important are the non-significant bivariate findings for calls for service. There were no significant differences in calls fielded neither across years nor in the average amount of calls fielded during the pre-and post-implementation periods. The significant differences in call clearance time by year and pre/post conditions were observed despite relatively constant calls for service.
[ Table 2 approximately here ]
Random effect pooled time series multivariate analyses were conducted to take advantage and model the random variation across patrol sectors and yearly variation within each patrol sector. Table 3 presents the results. Overall, the post-implementation period was negatively associated with clearance times. Implementation was associated with a .68 standard deviation None of the remaining predictors were significantly related to call clearance times.
Directional trends suggest reductions in call clearance times between patrol sectors over time when total calls increase. A similar negative trend was observed for weak signal sectors. The interaction term indicated no differential effects of wireless broadband implementation within weak signal sectors relative to strong coverage sectors in pre-and post-implementation periods.
In fact, the estimated coefficient suggests a slight increase in call clearance times among sectors with weak signals relative to strong signal sectors after implementation. To verify this result, supplemental models were estimated using a series of interaction terms interchanging weak and strong signal sectors with quasi-experimental conditions. None of these combinations provided support for differential effects.
[ Table 3 approximately here ]
Conclusions
This research explored the effect of wireless broadband implementation on police clearance time of calls for service for one medium-sized municipal police department that was able to implement a dedicated wireless broadband network for public safety through a public-private partnership. Pre-and post-implementation call clearance times for calls for service were examined with the use of a retrospective quasi-experimental design of abbreviated pooled panel data. The findings offer tentative support to the assertion that wireless broadband implementation improves police operations by reducing average call clearance times.
With ongoing discussions and legislative movement towards the development of a nationwide wireless network for public safety (see White House Briefing, 2011), this research offers a useful starting point to explore the potential benefits and implications of emerging wireless broadband communications capabilities. As one of the first attempts to empirically examine the movement towards wireless innovations and infrastructures, it is important to interpret these initial findings with caution. The benefit of reductions in call clearance times with broadband wireless implementation did not appear to be an artifact of chance; meaning the statistical likelihood of this association is highly probable. Yet, the substantive significance of these findings was relatively small. A 39 to 45 second decrease in annual call clearance times among patrol sectors was observed after implementation. While it is a commonly held truism that seconds matter in public safety, decisions to procure wireless broadband communication systems must consider whether such levels of reduction are sufficient.
It is important to recall that one of the motivations to implement wireless broadband among administrators of the police department was to remedy weak signal strength of prior communication systems in specific patrol sectors. The findings fail to offer support of any differential effects in call clearance times by signal strength and pre-and post-implementation periods. Wireless broadband did not appear to offer added benefit to operations in these sectors above and beyond the experiences of other sectors. While a direct test of pre-and postimplementation signal strength changes could not be conducted due to the retrospective nature of this research, the null findings do beg some questions about the efficacy of wireless broadband solutions to resolve signal issues and affect operations.
Efforts to examine and determine the relative effectiveness of technology are challenging and this research is no different. It is important to consider the findings with some limitations in mind. This research capitalized upon a quasi-experimental pre-post longitudinal design which increases rigor and confidence in the interpretation of findings over non-experimental and oneshot case study designs. However, the retrospective design negates the ability to utilize an experimental design with randomization of patrol sectors to wireless broadband or non-wireless broadband conditions. In addition, the design lacks a pure control group of units who were not exposed to wireless broadband implementation as the system was deployed department-wide. As a result, threats to the internal validity of the results cannot be completely ruled out.
The potential for rival hypotheses to affect and explain results is a common issue for applied research and evaluations using quasi-experimental designs (see Cook & Campbell, 1979) . Recent scholarship has advocated for the use of quasi-experimental designs in applied settings, noting that oftentimes such designs are the most feasible (Blumstein, 2013) . This is especially true in law enforcement and public safety, where the structure and nature of operations and administrative objectives are not always in line with an ideal research design and data collection strategy (Braga, 2010) . Indeed, the use of an experimental design for this study would limit rival hypotheses but also create increased expenditures and consumption of resources for the police department and city sponsoring this research.
While computer-aided dispatch data is unobtrusive and lacks reactivity concerns due to its automated collection of call clearance times, Sherman and Weisburd (1995) have noted these data can potentially be misleading as a result of internal policy changes. Ongoing discussions with administrators at the police department suggested no major changes to departmental polices, practices, or procedures across study years that would have impacted how computer-aided dispatch data were collected and tabulated. Bivariate findings provide some evidence to confirm these anecdotal conversations. There did not appear to be dramatic increases or decreases in calls for service across years. However it is not clear if policies about the process of responding to calls had changed. Supplemental analyses introduced dummy variables for patrol sectors and years in an attempt to control for unknown changes between and within sectors and years in random effect pooled time series models with and without autoregressive adjustments. Across all of these analyses, there were no substantive differences in the coefficients estimated in these supplemental models versus the primary results. Secondary data were also requested to examine changes in call types in pre-and post-implementation periods, which may be masked by the use of total calls for service. A subsample of data on high priority CAD call codes and a subsample of data on the most frequently occurring CAD call codes across study years (i.e., medical emergency, building check, and residential alarm) were received. Bivariate mean difference tests failed to show consistent post-implementation changes in the volume or clearance times associated with these calls for service. History and instrumentation threats may be plausible.
Changes in lower priority call types, which are not among the most frequent call types processed by the department, are also potential unobserved threats. However, the combination of these supplemental analyses indicates that the net influence of these threats is unlikely to change the overall findings.
Often CAD systems do not identify specific instances that can influence call volume and clearance times, such as an officer not indicating when a call is completed or the presence of back-up personnel for assistance (Wilson & Weiss, 2012) . CAD systems generally are unable to differentiate dispatched calls for service from officer-initiated service activities (Wilson & Weiss, 2012) . The CAD system used by the police department for this research suffers from these very same challenges. The system does not identify or differentiate such instances and therefore contains an unobservable amount of measurement error that could not be controlled. It is presumed that the level of measurement error is relatively constant across the longitudinal panel of data. If measurement error is non-constant across the period of observation, extreme outliers and abnormalities within the data should be observed across years and patrol sectors.
Such patterns were not observed in the data. Additionally, the rate of officer-initiated calls is estimated to be very small (Chief Information Technology Officer, personal communication, February 4, 2014) .
The unique private-public partnership that was developed for the study site may be difficult to develop for municipalities across the United States, which limits the generalizability of this research. Wireless broadband implementation was a tangible reality for the study site, especially given the city's high socioeconomic standing, large proportion of highly educated citizen base, and low levels of violent crime. Such demographics are correlated with less-serious calls for service which could also enhance the utilization of wireless broadband for clearing service calls. The community-driven financial business model which made implementation possible relied on a client base which can both demand and afford a wireless capability. A commercial carrier is less likely to enter into such a partnership if they believe the population of an area will not allow them to generate positive earnings. Further complicating these efforts across the U.S. is the still-to-be-determined status of public safety spectrum for large bandwidth communications. Since wireless networks require hardware infrastructure conducive to a specific sector of spectrum (i.e., 700 MHz versus 4.9 GHz) and that the system must be approved by the Federal Communications Commission, municipalities are likely to be hesitant to commit to such technology without the assistance of a public-private partnership. The ability to form such partnerships may be especially problematic for suburban and rural jurisdictions.
Considerations for Future Research
The present study has provided a foundation to advance evaluations of wireless broadband communication systems in policing and public safety. Much more research is needed to further explore the potential effects of wireless broadband on police operations. A number of lessons learned through this research can be expanded and elaborated in future work. First, it will be highly beneficial to identify and partner with agencies seeking to implement wireless broadband capabilities and work with these agencies prior to procurement of the technology.
Such a partnership will position the agency and researchers for optimal success. Researchers will be able to capture information during the procurement decision-making process, develop an understanding of business models, and observe the necessary steps taken by an agency to implement the technology. A focus on process will inform agency administrators who seek answers on options for procurement and the necessary steps others take to obtain and implement new technologies. From a research design perspective, this approach will allow for the use of experimental or quasi-experimental designs with baseline comparison groups. Given the substantial resource investment that is typically associated with technological innovations within state and municipal government, the use of rigorous research designs are essential.
Second, it will be important to remember that any technological innovation is simply a tool to meet general or specific objectives. The efficiency or effectiveness of technology will be contingent upon users and their interactions with a new or emerging technology. A major challenge of technology evaluations is to specifically target the technical capability it provides, rather than the operations it enables. There is an inherent difference between the two. For example, an officer using mobile computing without wireless broadband would not be able to access and stream videos from the training lieutenant. Conversely, an officer using mobile computing without wireless broadband would still be able to fill in an automated field report.
Attention to, and measurement of, technological capabilities are needed to improve the body of knowledge on efficiency and effectiveness. A body of work on human factors engineering would be beneficial to integrate into the process portions of future evaluations to understand how users interact with new technologies and how these relationships can shape relevant outcomes (see Salvendy, 2012) .
Finally, the field will need to continue to develop a variety of robust measures of operational outcomes that can be observed before and after implementation. The Government Accountability Office (2012) recently noted that "data limitations make it difficult to fully measure the effect of expanding access to and adoption of broadband" (p. 12). Measures need to be unique to the technology being evaluated, but also identified in a manner that allows for direct observation or collection and ease of extraction if necessary. This is a difficulty that presents itself with reliance upon CAD data and management information systems. While the current research has demonstrated relationships associated with call clearance times, this is one of many measures that can be used to operationalize police operations. Future research should build from this work and seek to include multiple outcome measures. Aside from benefits of expediting the succession of events to clear calls for service, future research should attempt to identify criterion measures related to the quality of information flow and exchange as well as officer safety. It seems plausible that patrol officers could utilize higher quality information to improve decision 28 making prior to encountering a citizen as well as during this interaction. Such improved information could lead to improved effectiveness and efficiency of interactions. Clearance rates, time spent on daily activities across all personnel levels, call priority types, productivity, and the consumption of capital expenditures are additional outcomes that could be examined across different levels of analysis.
While there is still much room for improvement, the results of this study do suggest that wireless broadband implementation can affect average call clearance times. It will be necessary to replicate and expand these findings to inform procurement, legislation, and policy decisions.
The always-looming pressure for police to perform more efficiently and effectively will force the continued implementation of technologies which must be empirically assessed to guide future decisions. A policing research agenda that accomplishes these objectives and keeps pace with changing technological innovations is sorely needed. The findings presented here are a step in this direction. 
Tables
