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INTRODUCTION
Home automation industry has drawn considerable attention of the researchers for more than a decade [1] .The main idea is to automatically control and monitor electrical and electronic home appliances. According to the market research firm ABI about 4 million home automation systems were sold globally in 2013 [2] . The same firm also estimated that about 90 million homes would employ home automation systems by the end of 2017. Several commercial and research versions of home automation system have been introduced and built [2] [3] [4] [5] [6] . Among these only home security systems have become the main stream of development activities [7, 8] . Smart home systems have captured several technologies so far and products have been available in the market. Despite over a decade long of disparate activities in the industry companies failed to make home automation as a popular technology. The reasons behind this failure have been comprehensively studied and listed in [1, 9, 10] . Some of these important reasons include cost, difficult to use, vendor dependency, less functionality, and security [11, 12] . Moreover, expert hand was required to install, configure, and maintain these systems. Hence, the installation and maintenance costs of the system were high and only rich people with big houses could afford it. In order to overcome some of these limitations wireless home automation system (WHAS) has been introduced and it has gained a considerable attention in the recent years.
The WHAS has reduced the operation and maintenance cost. Additionally, it has provided comfort, security, safety, and remote monitoring capability. A typical WHAS consists of battery operated low power wireless sensors and actuators attached with the home appliances. These sensors and actuators are connected to a backbone wireless network. The availability of cheap sensors, actuators, and wireless modules has succeeded to make WHAS popular and affordable. It has also reduced the gap between the luxury and mass market segmentations of home automation systems. However, WHAS has some limitations too. These limitations arise due to the hostile radio channel, resource limitation, and mobility. Despite these limitations several organizations and companies have developed WHAS for numerous diversified applications [13, 14] . Some of the applications include light control, Heating Ventilation and Air Conditioning (HVAC) control, smart surveillance, automated home security, appliance control, smart water supply and irrigation, smart metering, energy regulation, and assistive home. The primary motivations behind these applications include energy saving, improved security, occupant safety, comfortable, and convenient living. The secondary motivations include reducing the operation and maintenance costs of the home appliances, increasing life-time of the same, saving natural resources (i.e., diesel, petroleum etc.), and reducing the greenhouse gases.
The WHAS industry has changed drastically since the introduction of cheap computers and laptops. Moreover, revolutionary developments in the software industry have made the user interface of the WHAS cheap and user friendly [15] . Now-a-days, WHAS can be monitored and controlled from a remote location at any time. There have been many solutions proposed for wireless home automation industry in the past few years. Some of them include Z-wave [16] , Insteon [17] , Waveins [18] , Bluetooth [19] , WiFi [20] , and ZigBee [21] . In this work we have focused on the ZigBee based WHAS. We have conducted a comprehensive survey work on the ZigBee based WHAS and we presented the summary of this survey work in this paper. This is main contribution of this paper. In addition a comparison of the ZigBee technology based WHAS with other competing technology based systems has also been presented in a later section of this paper. The rest of the paper is organized as follows. Section 2 presents a brief introduction to the ZigBee technology. Section 3 contains a comparison of the ZigBee with other existing technologies. Section 4 contains a comprehensive survey work on the ZigBee based WHAS. Section 5 contains the limitations and challenges of the ZigBee technology. Finally, this paper is concluded with section 6.
THE ZIGBEE TECHNOLOGY
A comprehensive description of the ZigBee protocol can be found in the literatures [21, 22] . We have presented only a partial description of the ZigBee protocol in this section so that the readers have enough background to understand the rest content of the paper. The ZigBee technology was introduced by the ZigBee Alliance [21] . The ZigBee technology has evolved based on a standardized set of solutions called 'layers'. These optimally designed layers have provided the ZigBee with unique features including low cost, easy implementation, reliable, low power, and high security.
The ZigBee was built on top of IEEE 802.15.4 standard [22] . The IEEE 802.15.4 standard defines the characteristics of the physical and Medium Access Control (MAC) layers for Wireless Personal Area Network (WPAN). Taking this standard as a "chassis" the ZigBee Alliance has defined the upper layers in the ZigBee standard. Devices are the main components of the WPAN. The devices have been categorically defined as (a) physical type, and (b) logical type. The physical type devices have been further classified into two types namely Full Function Device (FFD) and Reduced Function Device (RFD). Any device may act as a sensor node, control node, and composite device irrespective of its type. Only the routing functions of a network are performed by the FFDs. Depending on their locations in a network the FFDs may have one or more child devices and they perform routing functions for these child devices. The RFDs do not perform routing function in a network and hence they cannot have any child device.
The logical type devices have been further classified as three types namely coordinator, router, and end device. Among these logical devices the coordinator is the most capable device, which forms the root of the network tree. There should be exactly one ZigBee coordinator in a network to initiate the formation of a network tree. It also acts as a bridge to other networks. The ZigBee end devices possess limited functionality to communicate with a coordinator or a router only; it cannot relay data for other devices. Due to this limited functionality the end devices can "sleep" for a significant amount of the time and hence can enjoy a long operating life. The protocol stacks defined by the ZigBee Alliance with respect to IEEE 802.15.5 standard protocol stacks are shown in Figure 1 . The ZigBee architecture includes the Application Support (APS) sub-layer, ZigBee Device Object (ZDO), and user-defined application profile(s). The APS sub-layer's responsibilities include maintenance of some tables, which contain information used to enable matching and establish communication among the devices. During the discovery phase these tables are also used by a device to identify other devices that operate in the operating space. The ZDO determines the nature of the device (i.e., coordinator or FFD or RFD) in a network. It also replies to binding requests while ensuring asecured relationship between two devices. The user defined application refers to the end device that conforms to the ZigBee Standard. The network layer assists the network to grow. This layer can handle a network consisting of up to 64000 nodes. The physical layer accommodates a high level of integration by using direct sequence technique. The Medium Access Control (MAC) layer permits to form several topologies without introducing complexity. The ZigBee devices have 64-bit addresses, with an option to enable shorter addresses to reduce packet size, and work in either of the two addressing modes namely star and peer-to-peer as shown in Figure 2 . Some of the other technological features of the ZigBee have been listed in Table 1 . Two modes of communication are used in a ZigBee network namely (a) beacon mode, and (b) nonbeacon mode. The beacon mode is used by a battery operated coordinator to save power. A device waits for the beacons that are periodically transmitted by the coordinator and looks for the messages addressed to it. If the message transmission is complete, the coordinator sets a schedule for the next beacon for this device. After knowing the schedule for the next schedule the device can go to sleep. On the other hand, the non-beacon mode is used by a mains-powered coordinator. All devices in a mesh network know the schedule to communicate with each other and they need to wake up at a scheduled time so that they do not miss the beacon. Hence, a quite accurate timing circuit needs to be associated with the devices. It means that there will be an increase in power consumption. The non-beacon mode communication is suitable for applications such as smoke detector and burglar alarm applications where devices 'sleep' nearly almost all the time. Till now ZigBee has found numerous applications. Some of these applications include smart energy network, home entertainment and control, monitoring and controlling industrial plant, health care, and home automation. In this work, we limit this effort only to the home automation system application.
RELATED TECHNOLOGIES
The competing technologies of the ZigBee are Z-wave, Insteon, Waveins, Bluetooth, and WiFi. A comparison of these technologies has been presented in Table 2 . 
THE ZIGBEE BASED WIRELESS HOME AUTOMATION SYSTEMS
In this section the survey work on the ZigBee based WHAS is presented. Many applications of the ZigBee based WHAS have been proposed in the literatures. These applications can be loosely categorized into four major classes namely (a) security [26] [27] [28] , (b) smart surveillance [29] [30] [31] [32] [33] [34] , (c) energy management [35] [36] [37] [38] [39] , and (d) assistive home [40] [41] [42] [43] [44] [45] [46] [47] .
In security applications WHAS has been proposed to ensure security of a home. One of the early experimental ZigBee based home security system has been proposed in [26] . This system is capable of monitoring door and window, smoke, gas leak, and water flooding in a home from a remote location. Some simple control systems (i.e., operating a valve and sending signal to security network) have also been associated with this application. The security alarming system has been implemented by using ZigBee chip called MC13192 and low power consumption micro-controller called MSP430F135. The system also supports Web interface so that a user can access the system remotely to control, search, and review record. The proposed system was configured by using an LCD panel.
Another similar system has been proposed in [27] .The proposed system has been developed for automatic door opening and closing, temperature monitoring, gas detection, and light control. Three technologies namely RFID, ZigBee, and GSM have been used to implement the system. Controlling light and fan has been implemented by using GSM so that these home appliances consume minimum power. Temperature monitoring system has been developed by using GSM technology.
Intelligent home automation system (IHAM) has been presented in [28] to ensure security at home. The system uses PIC microcontroller with ZigBee wireless communication technology, speech recognition technique, and GSM network. The home automation system is used to control all lights and electrical appliances in a home or office using voice commands with the help of HM2007 chip. In this work the authors have presented the overall framework for hardware and software to implement the system. The proposed system has also integrated a security warning system with it so that the users can be warned about the fire hazards. This warning system has been implemented by using a smoke sensor and GSM Module. The system is able to send an SMS to the user if smoke is detected.
In intelligent surveillance applications WHAS has been used to monitor the activities at home. Some of these systems also allow a user to do the same from a remote location. One such system based on the ZigBee has been designed in [29] . The system transmits periodic data from a location information service to determine the current position of a user. The proposed system consists of three components namely indoor position system (IPS-M), indoor position system-infrastructure (IPS-I), and indoor position system-gateway (IPS-G). The IPS-I device periodically transmits active beacons to an IPS-M device to estimate distances. The authors have claimed that the proposed system performs better than a passive mobile system. The IPS-M receives wireless signals from an IPS-I to track an IPS-M.
In a similar work [30] Digital Living Network Alliance (DLNA) compliant digital home appliances have been addressed. According to the authors DLNA compliant devices will be become widespread in the near future. Hence controlling these devices by using sensors via some networks has become an important issue now. The authors have also claimed that the ZigBee technology can be considered a suitable solution for such type of network. To interconnect DLNA compliant home appliances with a ZigBee network a Gateway is necessary. The authors have proposed the architecture of such Gateway. They also proposed an energy efficient method for controlling the sensor network. This kind of energy efficiency has been achieved by using dynamic switching between unicast and broadcast in the sensor data collection method. The authors have proved that the proposed system is power efficient by measuring the power consumption in the network.
Another home network gateway based on the ZigBee technology has been proposed in [31] . The system has realized the connection of low rate wireless home network and Internet. A user can control the home appliances through the proposed home network gateway. This was one of the earliest works to depict that the home appliances could be controlled from a remote location via Internet. The hardware and software used to design the home gateway and device nodes have also been presented in the same work.
Another similar wireless remote monitoring for home security has been proposed in [32] . In this work a real time surveillance of the home security was developed based on variety of sensors, the ZigBee technology, and GSM/GPRS network. The proposed system can send abnormal images and warning messages through MMS and SMS. The system can also receive remote instruction to monitor and control the household appliances. The reliability of the proposed system has been tested and the authors have claimed that the proposed system can successfully guarantee home security for a remote user. The experimental result shows that the system has remote surveillance capability to ensure home safety with high availability and reliability.
A ZigBee wireless sensor networks of star topology has been proposed for wireless intelligent home system in [33] . The proposed system is suitable for a typical small home network. The system can be remotely monitored and controlled by using GSM module. The system is composed of the following three main components: (i) home server with GSM module, (ii) intelligent environment detection sensor modules, and (iii) intelligent home appliances. The concepts and the architectures of the proposed system have been discussed in the same work. The system has been tested to ensure its remote alarming and control ability.
Another wireless home automation system based on the Internet of Things and the ZigBee wireless sensor network technology has been proposed in [34] . The authors have implemented the system by using Texas Instruments MCU device LM3S9B96, which is based on the ARM Cortex-M3 based controller. The entire system can run on the µC/OS-II embedded real-time multitasking operating system. Users can access this system by using a dynamic webpage of LwIP TCP/IP protocol stack or GSM SMS. By using this system a user can monitor and control the environmental parameters such as temperature, humidity, meter readings, and light of a home. The system is also able to monitor and control the home appliances like light, air conditioner, and heater.
In energy management applications WHAS has been used to save energy consumed in a home. This energy saving is achieved by controlling the electrical and electronic home appliances. One such ZigBee based power monitoring system (PMS) has been reported in [35] . In addition to ZigBee wireless communication the PMS also utilizes Digital Signal Processing (DSP), and Web services. This work possesses the novelty of integrating ZigBee, DSP, and Web Services technologies together. The DSP has been used for the computation of real-time power parameters. The Web Services are used for the communication infrastructure among distributed systems across a network. The proposed system has been constructed, tested, and validated for the power management of a campus. The test results show that the functions of the proposed PMS comply with the designed objectives. The proposed system also demonstrates good performances in direct load control and in transmission of warning message.
Some of the ZigBee based energy efficient system has been targeted to control the power of electric outlets for saving energy. One such work has been proposed in [36] . The proposed system can also measure the currents drawn by electric outlets. The system has been implemented by using an embedded board and the ZigBee technology. This proposed system has two main components namely ZigBee control module and the server module. The ZigBee control module consists of several controllable outlets, a current measurement circuit, a ZigBee transmitter, a ZigBee receiver, and a micro control unit. The measurement circuit measures the current drawn by the electric outlets and it sends a signal to the server module through the ZigBee transmitter. The data of the current and voltage are stored in an embedded board. The proposed system can detect any overload and can send a message to the circuit breaker to safely turn OFF the power. Visual Basic has been used to design the user interface so that a user can easily operate the system.
In order to overcome the architectural limitations of wireless sensor network a ZigBee based intelligent self-adjusting sensor (ZiSAS) has been introduced in [37] . Due to the architectural constraints of wireless sensor networks there is a trade-off between the performance and cost. Sometimes, wireless sensor based home automation system cannot be effectively implemented in home environments. In order to overcome this limitation ZiSAS has been proposed. The ZiSAS uses a situation-based self-adjusting scheme. Hence, ZiSAS is an event driven self-adjusting sensor network implemented by using hardware and middleware. The proposed system has been tested in a real test-bed. The experimental results show that the proposed system reduces energy consumption in a home.
In many industrial applications the cost of a wireless sensor network is not an important factor. It is more important to deploy the network in rapidly changing application environments and design requirements. In this regard two major issues are (a) to rapidly construct application software for different design requirements, and (b) to operate the system smoothly. One such rapidly deployable system has been reported in [38] . An automatic embedded software generation framework has been proposed in this work that can rapidly create and evolve ZigBee applications. The framework consists of several major modules namely (a) pattern extraction, (b) code generation, and (c) architecture mapping. The authors have provided an embedded software development framework that integrates the heterogeneous readers and sensors interfaces with an optimal energy control model to enhance the quality of digital home living environments. The proposed framework allows rapid deployment of the supporting software for a suite of energy control and sensing devices aiming not only at energy saving but allowing individual residents to monitor their energy usage at any time. The authors have claimed that the proposed tool has successfully completed the goal to control the comfort level at home with minimum amount of energy consumption.
In [39] the authors have suggested the requirements for an appropriate technology for automation system. They have claimed that selection of an appropriate technology for home and industrial automation systems should be based on low cost, easy placement and installation, easy extension, comfort benefits, and mobile device connectivity. An energy aware home automation system satisfying all these requirements have been proposed in [39] .The proposed system can control load and hence can save energy. This ZigBee based system is used for remote controlling and monitoring of various home loads/appliances. The ultimate objective is efficient power utilization through real time power level indicator with the help of a PC-based GUI application. The authors have investigated various performance parameters such as latency, received signal strength indicator (RSSI) value, and round-trip delay time (RTD). They also have compared the proposed ZigBee based system with that of a Bluetooth based system. The results show that the ZigBee based system can save more energy compared to its Bluetooth counterpart. A comparative study of different wireless protocols such as ZigBee (over IEEE 802.15.4) and Bluetooth (over IEEE 802.15.1) has been investigated in the same work. The objective of this work is to investigate the suitability of different technologies and select the best one for home automation. The home automation system presented in this work is based on ZigBee has been proposed for remote controlling and monitoring of various loads/appliances. The ultimate objective is to ensure efficient power utilization through real-time power level indicator with the help of a PC-based GUI application. The authors have claimed that the ZigBee based system performs better compared to its Bluetooth counterpart in terms of latency, RSSI value, and RTD.
In assistive applications WHAS has been proposed to assist the old people and people with disability. One such ZigBee based assistive WHAS has been presented in [40] . The proposed system is based on a voice control system. The system has integrated a voice recognition module with a ZigBee based network. The recognized messages sent by the module are routed to electronic devices located in the home. In this work SI-ASR (Speaker-Independent Automatic Speech Recognition) has been used. The proposed system does not require any training and recording of the words. This speech recognition system has been used to implement the human computer interaction to realize multiple menu selection functions. A novel speech recognition method has been used for ordering songs stored in a SD memory card. To improve the accuracy of the system three control methods have been proposed namely speech recognition control, button trigger mode, voice password trigger mode, and circle recognition mode. A user can choose a mode depending on the condition. A prototype of speech recognition module has also been presented in the same work.
The authors have provided some experimental results to validate the basic functions of the proposed system. It has been shown that the system is easy and flexible for people, especially the old people and people with disabilities.
A low power voice control system for home automation system has been proposed in [41] . The motivation behind this work is to provide supporting systems for the elderly and the disabled people. The system is based on the recognition of voice commands and it uses low-power RF ZigBee wireless communication module. The home automation system is intended to control all lights and electrical appliances in a home and office using voice commands. The ZigBee technology has been used to receive the voice command and send the voice data to an ARM9 controller. The controller then converts the voice into a required format and sends the data through a ZigBee network to another ZigBee module and micro controller attached with the devices. Based on the received message the system can either turn ON or OFF the devices. The proposed system has been extended to include a multimedia streaming, in which Differential Pulse Code Modulation (DPCM) compression algorithm has been used to compress the speech data by half.
Another foolproof solution to control the home appliances via voice commands for physically challenged people has been proposed in [42] . In the proposed system the voice command is sent wirelessly to a personal computer. A fault identification system has been incorporated in the proposed system to monitor the exact status of the home appliances. By using this fault detection system a user can ensure that the home appliances had gone exactly ON or OFF or undergone fault. The authors claimed that the proposed system has some advantages because it receives status information from the load end. But, the other previously proposed systems get the status from the user end. This end user data may provide a false indication when power supply is not available for a particular load or when load get open circuited due to wire discontinuity or open fuse condition. User screen navigation, voice output of the current screen information, and status of the automated appliances enable visually impaired person to control their home appliances. Navigation of the screen by using voice commands enables person with disability to control their home loads like a normal person. Low cost ZigBee has been usedto provide wireless environment and RFID has been used to provide secured authentication. Each home load is controlled by two commands namely ON and OFF. The proposed system has been tested to handle 20 loads such as mixer, grinder, TV, refrigerator, fan, light, and air conditioner. Forty voice commands have been used to test the system. When a user creates own profile and automates the load, the speech recognition system can successfully recognize the voice with an accuracy of more than ninety percent. The user can allow other people to use the system with the same profile. The success rate for this case is seventy five percent.
Another similar ZigBee based voice controlled WHAS has been proposed in [43] . The system is based on recognition of voice commands and it uses low-power RF ZigBee wireless communication modules. The home automation system is intended to control all lights and electrical appliances in homes and offices using voice commands. In another recent work [44] a voice controlled ZigBee based secured home automation system has been proposed for people who are living alone and who are living with disability. In the proposed system a voice recognition chip HM 2007 has been used. The chip can recognize 20 words and each word has duration of 1.92 second. The 8051 microcontroller (AT89S51) has been used to implement the system. The authors also claimed that the proposed system is itself a secured one because of the voice recognition system.
Another similar work has been presented in [45] .The proposed system in [45] allows controlling of devices using voice commands and reduces user interaction with system directly. This System uses SAPI (Speech Application Programming Interface), which is a Microsoft Application to enable voice recognition. This system contains three main components: (i) intelligent home server with ZigBee module, (ii) intelligent environment detection sensor modules, and (iii) voice command controlling module. The various features of the system include turning any home appliances or devices, playing media applications, downloading RSS feeds, and sending mail. The authors also proposed some architecture to connect the system with the internet so that any device eventually can be used to control and monitor the devices.
A voice command and touch screen based home automation system has been proposed in [46] . The system has been tested and verified. The verification tests include voice recognition response test, touch screen response test, and indoor ZigBee communication test. A touch of symbol on screen can control the home appliances using the ZigBee technology. The home devices can be operated remotely. It can be used at home, industry, hotels, shopping malls, and process control systems. This system is mainly implemented for multi-disabled people using voice recognition and touch screen technology. Automatic Speech Recognition (ASR) engines through Microsoft speech APIs has been used in this system. The system is implemented by using TFT touch screen.
A similar system has been built and implemented in [47] . The proposed system can recognize voice commands and it uses low-power RF ZigBee wireless communication modules to control the lights and electrical appliances in a home and office using voice commands. The system has been tested and verified. The tests involved a mix of ten male and female subjects with different languages. Seven different voice commands were sent by each person. The test results involved sending a total of 70 commands and 80.05% of these commands were recognized correctly.
THE CHALLENGES OF ZIGBEE BASED HOME AUTOMATION SYSTEMS
Although the ZigBee technology is considered as the most popular technology for WHAS, it has some challenges too. Some of the challenges are as follows:
• In order to cope with the resource constraint problem nodes (or sensor) with higher processing power need to be used in WHAS. By using existing ZigBee technology the resource constraint problem can also be solved to some extent. As mentioned before ZigBee defines two device types namely RFD and FFD. The FFDs have higher processing power compared to the RFDs. Hence, to overcome the resource constraints a WHAS should include more FFD devices and few RFD devices. The limited battery constraint is not a major issue for ZigBee technology because the ZigBee device consumes less power compared to other competing technologies like Bluetooth and WiFi. Hence, the ZigBee based WHAS lasts longer compared to other technologies based WHAS. It has been claimed in [48] that the operating life of a typical ZigBee network is 100-1000 days. On the hand the operating life of WiFi is 5-10 days and the same for Bluetooth is 1-7 days. There have been a number of published investigations on this issue. One of these investigations has been reported in [49] . In this work the performances of a ZigBee based WHAS have been compared with those of WiFi and Bluetooth based WHAS. The authors argued that many home automation systems use WiFi and Bluetooth for WHAS. But, the power consumption is very high for these two technologies. This kind of high power consumption has made these two technologies unsuitable for WHAS applications, where a longer operating life is highly desirable. The experimental results published in [49] show that the ZigBee technology based WHAS can operate for longer time compared to its counterparts. The authors have suggested the ZigBee based WHAS for the applications, where longer operating life is an important issue.
The limited range of the ZigBee based WHAS can be easily extended by using ZigBee router. The ZigBee Alliance has already defined the functionalities for a ZigBee router. According to the ZigBee specifications a FFD device can be configured as a router. Moreover, the ZigBee based WHAS can be easily connected to the internet, which in turn overcomes its limited range constraint. Some recent investigations have been conducted to extend the range of a ZigBee network. In [50] the investigators have proposed the SKY65336 and SKY65337 ZigBee front-end modules to extend the range of a ZigBee device. It has been shown that the range of a ZigBee device can be extended up to 543 meter and 923 meter by using the SKY65336 and SKY65337 modules respectively. Some amplifiers are already in market that can also be used with a ZigBee device to increase its range up to 4000 meter [51]. The coexistence of the ZigBee based WHAS with other system is also an issue. This issue has been addressed by the researchers in several works. One such type of investigation has been reported in [52] . In that work the authors have argued that WHAS operates in a microwave radio band, which may be shared by several home appliances in a home. For example, laptops, wireless routers, cordless phones, and microwave ovens occupy the 2.4 GHz band that is located in the same operating band of WHAS. Hence, the interoperability of these home appliances with the WHAS presents a significant challenge for the home automation system designer. The authors have performed several laboratory experiments to study the coexistence of WHAS with wireless card equipped laptop and microwave oven. The system performance has been evaluated based on the measurement of Packet Delivery Ratio (PDR) metric. The results show that the presence of the home appliances significantly affects the performance of WHAS. A solution to this problem has been reported in [53] . In that investigation a ZigBee based home automation system and a WiFi based network have been integrated through a common home gateway. The home gateway provides network interoperability, a simple and flexible user interface, and remote access to the system. The same work has shown that a successful co-existence and interoperability of Wi-Fi and ZigBee in a real home automation system is possible if the system is carefully designed.
In order to connect the ZigBee based WHAS with the internet a suitable gateway is a must. Several researches have been carried to design such gateways. Two-tier architecture of home control system (HCS) based on ZigBee multi-hop mesh network has been presented in [54] . In this work the basic data acquisition, processing functions, and the architecture of the proposed gateway have been designed and fabricated. The proposed gateway supports three interfaces namely (a) ZigBee based wireless access interface, (b) Bluetooth based local interface, and (c) GPRS based remote interface. The hardware architecture and protocol software as well as the communication control method have been proposed for this gateway. The proposed gateway's performances have been tested under a constructed test environment. The performance results show that the proposed gateway is convenient for WHAS.
A similar work has been presented in [55] , which is a ZigBee based embedded remote control system. The system also runs on an embedded board rather than on a PC. The paper describes the running and configuration procedures of the system on the embedded board. Since the embedded Web Server uses common gateway interface (CGI) to communicate with other modules in the system, the CGI program is also used in this work. The software design of the ZigBee is based on TI's Z-stack, and the ZigBee modules are implemented by TI's CC2430. The testing system can be used from any remote places via an Internet interface and a browser. The control modules can be communicated via wireless mode. Therefore, the proposed system can be considered as a promising candidate for home automation applications, remote industrial control areas, and remote patient monitoring system.
Another gateway has been proposed in [56] where an automation system has been designed to switch ON, OFF and get to know the status of home appliances by using ZigBee from a remote location. The home appliances are connected to the ports of a microcontroller board and their status are passed to the home server. The combination of NetBeans and Embedded C is used for monitoring and controlling software. The home appliances can be monitored and accessed remotely by a user via SMS or EMAIL.
In addition to the above mentioned constraints the ZigBee based WHAS has some other problems too. Orphan node is one of them [57] . This problem arises because of the addressing scheme used in the ZigBee technology. In ZigBee, a device (with a permanent 64-bit MAC address) is said to join a network when it can successfully obtain a 16-bit network address from a parent device. Parent devices calculate addresses for their child devices by a distributed addressing assignment scheme. This assignment is easy to implement, but it restricts the number of children of a device and the depth of a network. The ZigBee address assignment policy is too conservative and thus usually making the utilization of the address pool poor. Those devices that cannot receive network addresses will be isolated from the network and become orphan nodes. A solution to this problem has been proposed in [58] .
Like any other wireless system the ZigBee network has security issues and this issue is very important for the ZigBee based WHAS application where security is an important issue (i.e., home security system). The ZigBee is unreliable to various wireless mesh protocol network attacks and penetration. Other drawback of the ZigBee based WHAS is the cost of installation. The current homes must be retrofitted somewhat to accommodate ZigBee, which may drive initial costs up.
Although the ZigBee based WHAS has still some limitations to be solved, it is still considered more suitable technology for WHAS compared to other technologies. Several investigations have already proved this claim. For example, one major advantage of the ZigBee is that it can be easily interfaced with different types of microcontroller. This issue has been addressed in [59] . In this work different microcontrollers have been used in a ZigBee based WHAS. Four popular microcontrollers were used to investigate memory requirements and power consumption such as ARM, x51, HCS08, and Coldfire. The authors have claimed that the ZigBee technology is interoperable with these microcontrollers and this is an essential feature of WHAS. The interoperability of the ZigBee and other microcontrollers has also been investigated in [60] . A system consists of different relays, ZigBee module CC2520, and microcontroller AT89S52. The authors also investigated the data rate and coverage area in indoor and outdoor applications. They also have compared the performances of the proposed system with that of another system implemented by Bluetooth. The authors have shown that the ZigBee based system outperforms the other Bluetooth based system.
CONCLUSIONS
In this work, a technical overview of the ZigBee technology has been presented. The main features of the ZigBee technology have been highlighted in this paper. Although the ZigBee has numerous applications, we limit this effort only to its application in WHAS. 
