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Abstract 
More and more businesses implement location-based services (LBS) to attract consumers to purchase 
their products or services. However, using LBS may pose privacy concerns for consumers. An 
understanding of what drives consumers to use LBS on their mobile phones and how privacy concerns 
may prevent them from using would help marketers promote LBS services more effectively. We 
augmented the technology acceptance model with privacy concerns and subjective norms. Specifically, we 
investigated the influence of privacy concerns on consumers’ behavioral intentions to use LBS and to 
spread positive word-of-mouth about LBS. In addition, we also investigate gender differences in the effect 
of privacy concerns on the outcome measures. The research model was tested using data collected from an 
online survey of 563 LBS users. The results indicate significant gender differences and that privacy 
concerns negatively affected intention to spread positive word-of-mouth among females only. Practical 
implications and theoretical contributions are discussed. 
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Introduction 
Location-based services (LBS) employ geographical positioning information to offer value-added services 
to consumers (Bellavista et al. (2008). By locating where their potential customers are, businesses can 
provide them with the services, e.g., restaurants and gas stations in the right place at the right time.  
Notable examples of LBS are Facebook Places, Foursquare, and YPmobile. LBS has recently been 
regarded as the Holy Grail for the mobile industry. For example, LBS had revenues of $4 billion in 2011, 
up by $1.2 billion from 2010, and predicted that the market will exceed $15 billion by 2015 (McCarthy 
2012). The growth potential of the LBS market has been and will be continuously propelled by the 
ubiquity of smartphones and social media (McCarthy 2012). This suggests a huge potential for social 
media users to use LBS on a daily basis to enhance the functions of their social networking. 
However, the adoption and use of LBS may be inhibited by the growing concerns for information privacy 
by individual consumers, privacy activists, and government regulations. For example, according to 
Consumer Reports, 72% of consumers are concerned that their online behavior were being tracked and 
profiled by companies (Anonymous 2008). In fact, an analysis of the top 50 most visited websites found 
that most of these websites use personal information for customized marketing and they share their 
collected customer data with their affiliated companies (Gomez and Soltani 2009). Indeed, two reputable 
companies, Apple and Google, have recently been at the center of a debate over whether the practice of 
collecting location data on mobile devices violates users' privacy (Nation 2011). 
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This project is designed to study what affects the use of LBS, especially the role of privacy concerns. 
Although a growing number of studies have focused on location-based or location-aware services (e.g., 
Barnes 2003; Chen et al. 2006), only a handful of studies focused on consumer adoption and use of LBS 
(Xu and Gupta 2009; Zhang and Mao 2012). Hence, three purposes have shaped the current project. 
First, we study the concern for information privacy in the framework of Technology Acceptance Model 
(Davis 1989), aiming to reveal the effects of both the facilitators and inhibitors on the LBS use. This will 
contribute to the growing interest in the effect of privacy concerns on technology acceptance. Second, we 
also investigate gender differences in such effects. The gender differences in technology acceptance have 
been slightly mixed (Venkatesh et al. 2012; Venkatesh et al. 2003), with most research suggesting 
stronger gender differences, where some studies dispute such differences. We focus on if gender 
moderates the effect of privacy concerns on outcome measures. And third, in addition to use intention as 
the outcome measure, we also study positive word-of-mouth as it becomes increasingly important in 
shaping consumer information search and decisions in the era of the Internet. Taken together, this project 
will contribute to the emerging studies of adoption and use of LBS. It expands the generalization of TAM 
in yet another new area of consumer acceptance of IT services. It also provides evidence for the role of 
privacy concerns in the context of technological applications. Managerial implications are also discussed 
in light of the current findings. 
  
Conceptual Framework 
Technology Acceptance Model 
Technology Acceptance Model (TAM) has been widely used to study the acceptance of new technologies. 
It posits that an individual’s intentions to adopt and use a new information technology are determined by 
perceived usefulness (PU) and perceived ease of use (EOU) (Davis 1989; Gentry and Calantone 2002). PU 
is defined as an individual’s subjective assessment of the functions or services offered by the technology. 
EOU is defined as the cognitive effort that the individual spends on learning the technology. We predict 
that the two key factors in TAM can also explain consumers’ intentions to use LBS.  
 
H1a: Perceived usefulness of LBS will positively predict intentions to use LBS.   
H2a: Perceived ease of use of LBS will positively predict intentions to use LBS.   
 
In addition to behavioral intentions, we also study word-of-mouth (WOM) as another outcome variable. 
WOM becomes increasingly popular due to the fact that more and more customers like to share their 
consumption experience in person or online (e.g., Ferguson et al. 2010). Meanwhile, consumers 
increasingly rely on WOM (e.g., friends’ recommendations and online reviews) to make their purchase 
decisions (e.g., Walsh et al. 2004). Different from the behavioral intention, WOM is an intention that 
emphasizes consumers’ willingness to spread positive or negative words about the product or service to 
others (Turel et al. 2010). Hence, we study WOM, in particular the positive WOM, as another dependent 
variable.  
Past studies have shown that intention to spread positive WOM was related to consumer satisfaction 
(Anderson 1998) as well as behavioral intentions (Crocker 1986). We therefore speculate that positive 
WOM may have the same antecedents as other outcome measures such as the behavioral intention. This 
reasoning is supported by studies of service evaluations (Ferguson et al. 2010) and acceptance and use of 
technology (Turel et al. 2010). In line with the H1a and H1b, we expect that  
 
H1b: Perceived usefulness of LBS will positively predict intentions to spread positive WOM.   
H2b: Perceived ease of use of LBS will positively predict intentions to spread positive WOM.   
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Subjective Norms 
Subjective norms is an important component in the Theory of Reasoned Action (Fishbein and Ajzen 
1975). The theory attempts to explain how an individual’s behavioral intention is jointly influenced by 
his/her personal opinions as well important others’ opinions. In studies of the acceptance of new 
technologies, subjective norms has been found to impact adoption and use of technologies (Hsien-Tung 
and Bagozzi 2014). Similarly, we expect that  
H3a: Subjective norms will positively predict intentions to use LBS.   
H3b: Subjective norms will positively predict intentions to spread positive WOM.   
   
Information Privacy Concerns 
TAM has been frequently used and extended by incorporating other motivational factors (Fogelgren-
Pedersen et al. 2003; Mao et al. 2005). While most extended model focus on positive factors or facilitators 
that promote the use of new technologies, this project examines the effect of a particular inhibitor – 
consumers’ growing concerns for information privacy – on their use of LBS.    
Privacy has been a focus in major areas of social sciences. It has been broadly defined via a value-based or 
cognition-based approach (Smith et al. 2011). Privacy-related research in Information System (IS) usually 
adopts the cognition-based definition. For example,  Westin (1967) defined information privacy as “the 
claim of individuals, groups, or institutions to determine for themselves when, how, and to what extent 
information about them is communicated to others” (p. 7). Similarly, Belanger and Crossler (2011) stated 
privacy concerns as the desire of individuals to control or have some influence over data about 
themselves. Different types (e.g., medical, financial, & consumer) and levels (e.g., individual, group or 
organizational) of the information privacy have been documented to show its impact on individuals’ 
perceptions and behavioral intentions (Ambrose and Basu 2012; see Smith et al. 2011 for a review).  
Business has identified information privacy as one of the most important issues of contemporary 
management practice (Stewart and Segars 2002). The popularity of the Internet and mobile computing 
have dramatically changed the landscape of information exchange, and hence the significance of the 
privacy concerns (Smith et al. 2011). We expect that 
 
H4a: Concerns for information privacy will negatively predict intentions to use LBS.  
H4b: Concerns for information privacy will negatively predict intentions to spread positive WOM.   
We are particularly interested in how gender groups differ in their sensitivity to privacy. Prior studies 
have shown some evidence. For example, Gefen and Straub (1997) found that gender influences 
perceptions of email, including both perceived usefulness and ease of use. Venkatesh and Morris (2000) 
found gender differences in the determinants of behavioral intention. More recently, in a study of 
Facebook usage, Kuo, et al., (2013) revealed  that men tend to express information while women are more 
likely to engage in privacy control on Facebook. We believe that LBS apps are similar to Facebook in 
terms of their privacy implications. We expect to find that the effect of privacy concerns varies across 
genders. Hence,  
H4a1: The influence of privacy concerns on intentions to use LBS will be moderated by gender.   
H4b1: The influence of privacy concerns on intentions to spread positive work-of-mouth will be 
moderated by gender.   
In addition to examining the effects of privacy concerns on behavioral intentions, we also want to reveal 
what factors contribute to consumers’ privacy concerns in the context of LBS. As shown in the past 
studies, privacy concerns is a multidimensional construct, including at least four data-related dimensions: 
1) collection, 2) errors, 3) unauthorized secondary use, and 4) improper access. These four dimensions 
have received support from Smith et al. (1996) and  Stewart & Segars (2002). Specifically, a 
multidimensional scale, namely Concerns for Information Privacy (CFIP), was developed to measure 
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individuals’ concerns about organizational information privacy practices. The CFIP scale taps the four 
dimensions of privacy concerns. The scale suggests that individuals with a high concern for information 
privacy will perceive that: 1) too much data about themselves are collected, 2) much of the data is 
inaccurate, 3) corporations use personal information for undisclosed purposes, and 4) corporations fail to 
protect access to personal information (Hui et al. 2007). This scale was found to be valid to study 
consumer behavior in general. We believe that the scale also captures the privacy concerns for online 
consumer behavior. Hence, we establish the following hypotheses for consumers’ concerns on the privacy 
practices of LBS service providers:   
 
H5a: Concerns on information collection is positively related to overall privacy concerns.  
H5b: Concerns on unauthorized access to collected information is positively related to overall privacy 
concerns.   
H5c: Concerns on information errors is positively related to overall privacy concerns. 
H5d: Concerns on secondary use of the collected information is positively related to overall privacy 
concerns. 
 
The model hence consists of 12 hypotheses outlined in Figure 1.  
 
Figure 1. Research Model  
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Research Method  
We developed an online survey to collect data. The survey adopted scales from existing literature. The 
research instrument and the sources are omitted due to space limit. Each latent construct was measured 
with multiple items using 7-point Likert-scales, ranging from “1” (strongly disagree) to “7” (strongly 
agree). 
 
Data Collection 
A total of 1821 college students were invited to complete a study, in exchange for extra credit. In addition, 
two gift cards were offered to further encourage participation. Out of those, 797 participated in the survey 
yielding a 43.7% response rate. The survey screened the participants by asking them whether they have 
used LBS services before. A total of 563 students (average age is 22; 55% female) identified themselves as 
LBS users completed the survey and their responses were analyzed to test the model.  
 
Data Analysis 
The measurement model was tested first. The overall privacy concerns construct was modeled as a 
second-order factor and calculated by using the repeated-indicators approach (Wetzels et al. 2009). The 
indicators for the four individual privacy concerns dimensions were included as the indicators for the 
overall privacy concerns construct. The reliability of the research constructs was demonstrated in Table 1 
and Table 2. All the average variance extracted exceeded .702, all the composite reliabilities were above 
.896, and all the Cronbach’s alphas were above .876. We assessed the discriminant validity of the lower 
order constructs using the inter-construct correlation matrix shown in Table 3 and Table 4. The square 
root of the average variance extracted (AVE) for each construct was greater than the inter-construct 
correlations. For the female group, the lowest square root of AVE of a construct in our data is .859, which 
is higher than .847, the highest correlation between any two constructs. For the male group, the lowest 
square root of AVE of a construct in our data is .838, which is higher than .734, the highest correlation 
between any two constructs. Consequently, the discriminant validity of our research constructs was 
established for both groups. 
We used SmartPLS 2.0.M3 (Ringle et al. 2005), a software using the Partial Least Square (PLS) analysis 
technique to test the structural model and 12 hypotheses. Bootstrapping was conducted to obtain t-values, 
which indicated the level of significance of the paths.  
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Construct Abbreviation AVE Composite 
Reliability 
Cronbach’s 
α 
R2 
Behavioral Intentions BI 0.879 0.956 0.931 0.478 
Positive Word of Mouth  PWOM 0.884 0.958 0.934 0.504 
Perceived Usefulness PU 0.785 0.936 0.909  
Perceived ease of use EOU 0.739 0.919 0.882  
Privacy Concerns – Collection PCC 0.807 0.926 0.882  
Privacy Concerns –
Unauthorized Access PCUA 0.752 0.901 0.836  
Privacy Concerns –  
Errors PCE 0.898 0.963 0.943  
Privacy Concerns – Secondary 
Use PCS 0.825 0.934 0.894  
Subjective Norms SN 0.930 0.964 0.925  
Table 1. Constructs Reliability – Female 
 
 
Abbreviation Average 
Variance 
Extracted 
Composite 
Reliability 
Cronbach’s 
α 
R2 
BI 0.777 0.913 0.856 0.389 
PWOM 0.813 0.929 0.885 0.489 
PU 0.748 0.922 0.888  
EOU 0.733 0.916 0.881  
PCC 0.758 0.903 0.848  
PCUA 0.735 0.892 0.820  
PCE 0.702 0.876 0.788  
PCS 0.860 0.949 0.919  
SN 0.909 0.952 0.900  
Table 2. Constructs Reliability - Male 
 
  
 Gender Differences in LBS Use 
  
 Twentieth Americas Conference on Information Systems, Savannah, 2014 7 
 
 
BI EOU PCC PCE PCSU PCUA PU PWOM SN 
BI 0.937* 
        EOU 0.427 0.859 
       PCC 0.065 0.022 0.898 
      PCE 0.047 0.015 0.259 0.867 
     PCSU 0.043 0.005 0.229 0.784 0.947 
    PCUA 0.080 0.085 0.222 0.808 0.847 0.908 
   PU 0.595 0.422 0.106 0.047 0.014 0.098 0.886 
  PWOM 0.758 0.422 -0.038 0.026 0.033 0.073 0.594 0.940 
 SN 0.457 0.055 0.162 0.220 0.216 0.277 0.347 0.493 0.964 
*Shaded diagonal elements represent square root of average variance extracted (AVE) 
Table 3. Inter-Construct Correlations and Square Roots of AVE – Female 
 
 
 
BI EOU PCC PCE PCSU PCUA PU PWOM SN 
BI 0.881* 
        EOU 0.327 0.856 
       PCC 0.098 0.025 0.870 
      PCE 0.156 -0.047 0.112 0.838 
     PCSU 0.130 -0.031 0.070 0.728 0.928 
    PCUA 0.154 0.011 0.104 0.732 0.734 0.857 
   PU 0.577 0.481 0.032 0.109 0.009 0.066 0.865 
  PWOM 0.564 0.288 -0.078 0.258 0.231 0.230 0.480 0.901 
 SN 0.324 -0.052 -0.004 0.301 0.276 0.293 0.209 0.567 0.953 
*Shaded diagonal elements represent square root of average variance extracted (AVE) 
Table 4. Inter-Construct Correlations and Square Roots of AVE - Male 
 
Results 
Hypothesis testing was performed through structural model testing. The model was tested for each gender 
group. The path coefficients and their significance levels are shown in Figure 2 and Figure 3 for female 
and male respectively. Table 5 summarizes the results. Eleven of the twelve hypotheses were supported 
for the female group and eight out of twelve for the male group were supported. A significant amount of 
variance was explained by the model for behavioral intentions to use and to spread positive WOM: Rbi2 = 
0.478 and Rpwom2 = 0.504 for female; Rbi2 = 0.389 and Rpwom2 = 0.489 for male. As hypothesized, perceived 
usefulness had a significant effect on behavioral intentions and positive WOM, lending support for 
hypothesis 1a and 1b for both gender groups. The effect of perceived ease of use on behavioral intentions 
for the male group was not significant. In both groups, ease of use affected WOM significantly; therefore, 
Hypothesis 2b was supported for both groups but H2a is supported by the female group. As hypothesized, 
subjective norms significantly influenced both behavioral intentions (H3a) and positive WOM (H3b) for 
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both groups. Privacy concerns negatively and significantly impacted WOM only for the female group. 
With the exception of collection, all the other three privacy concerns constructs significantly related to 
overall privacy concerns for both groups, Thus H5b, 5c, and 5d were supported. H5a was supported for 
women. In addition, we tested the multi-group difference of the twelve paths between male and female. 
The multi-group analysis results are shown in the last column of Table 5: as expected, privacy concerns’ 
effect on both behavioral intentions and WOM are significantly different across gender. This lends 
support to H4a1 and H4b1. 
 
Figure 2. Model Testing - Female 
Note: * p <.05, *** p < .001; path coefficients are provided along the paths; variance extracted are in the 
parentheses 
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Figure 3. Model Testing - Male 
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  Female Male Multi-Group 
Hypotheses Path Path 
Coefficient 
Support Path 
Coefficient 
Support Path Difference 
(t-Statistic) 
H1a PU BI 0.380*** S 0.475*** S 1.028 
H1b PU WOM 0.363*** S 0.287*** S 0.941 
H2a EOU BI 0.250*** S 0.111 NS 1.687 
H2b EOU WOM 0.252*** S 0.177*** S 1.111 
H3a SN BI 0.326*** S 0.208*** S 1.612 
H3b SN  WOM 0.377*** S 0.488*** S 1.719 
H4a PC BI -0.055 NS 0.071 NS 1.980* 
H4b PC WOM -0.093* S 0.089 NS 2.776** 
H5a Collection 
PC 
0.133*** S 0.053 NS 1.754 
H5b Unauthorized Access 
PC 
0.346*** S 0.349*** S 
0.175 
H5c Errors 
PC 
0.303*** S 0.333*** S 
1.953 
H5d Secondary Use 
PC 
0.374*** S 0.413*** S 
2.315* 
Notes: S = Supported at minimum .05 level; NS = Not Supported 
Table 5. Hypothesis Testing and Multi-Group Analysis 
 
Discussion 
We studied the effects of perceived usefulness, ease of use, privacy concerns and subjective norms 
associated with location-based services (LBS) on behavioral intentions to use LBS and to spread positive 
word-of-mouth. The model explained a significant amount 0f variance in behavioral intentions and 
positive word-of-mouth for both genders. In particular, the model explained women’s LBS use behavior 
better with more significant paths (eleven significant paths for women and eight for men), and more 
variance explained for both behavioral intentions and WOM.  
As expected, the key factors in TAM - PU and EOU affected both intention to use LBS and spread positive 
word-of-mouth about LBS (except the path EOUintention to use for men). Also, subjective norms in the 
forms of important others’ opinion affect both measures for both genders.  
In regard to information privacy, privacy concerns of LBS service providers did not affect men’s decisions 
to use LBS, and to voice their opinions. Also, as expected, three of the four privacy concerns dimensions, 
including errors, unauthorized secondary use, and improper access, significantly related to men’s overall 
privacy concerns, but not the data collection dimension. Women on the other hand are more sensitive to 
privacy concerns. Their decisions to tell others about LBS are impacted by privacy concerns. In addition, 
all the four privacy concerns dimensions help to shape women’s overall privacy concerns. In addition, the 
multi-groups analysis shows that the effects of privacy concerns on behavioral intentions and WOM are 
significantly different for men and women, indicating that privacy operates differently across gender.  
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Theoretical and Practical Contributions 
First, we validated the applicability of the Technology Acceptance Model (TAM) (1991) in predicting 
consumers’ intentions to use LBS and spread WOM about LBS for both men and women. Our study 
expands the generalization of TAM in a new area of consumer use of technological services – LBS. Second, 
as expected, we found that the influence of privacy concerns on technology acceptance is significant for 
intentions to spread positive WOM, especially for women. This suggests that women are aware of privacy 
issues with using LBS, and actively consider the privacy issues when they form their decision on what to 
say about LBS. Men, on the other hand, may not believe that privacy issue is central to their decision to 
spread words about LBS. Our findings provide additional evidence for gender differences in use of IT 
services. However, the effect of privacy concerns on intentions is not significant, which is different from 
prior studies. For example, Easlick et al, (2006) studied the effect of privacy concerns on purchase 
intention of online financial services. However, their sample is consisted of both potential and existing 
buyers of online financial services. Their sample is also skewed with almost 70% of women. It is therefore 
important for future research to distinguish potential adopters and current users as well as gender 
differences. And finally, the role of subjective norms in predicting both behavioral intentions and positive 
WOM is noteworthy. This indicates that because LBS services are social in nature, subjective norms may 
play a critical role in influencing LBS use.  
From the practical perspective, the effects of perceived usefulness, ease of use, privacy concerns and 
subjective norms on intentions to use LBS should be considered in creating promotional programs to 
reach LBS users. It is important to address perceived usefulness and subjective norms when trying to 
reach out to both men and women. Privacy on the other hand should be minimized for men in marketing 
programs because it would not be effective in encouraging use and WOM. On the other hand, privacy 
concerns should be addressed in the marketing programs to women with messages relating to all four 
dimensions of privacy concerns. For example, in addressing concerns on errors in information, the 
messages could focus on the commitment that LBS service providers make to ensure information errors 
will be minimized.  
 
Limitations and Future Research  
We demonstrated that the extended TAM model, consisting of perceived usefulness, ease of use, 
subjective norms, and privacy concerns, predicted consumers’ use of LBS and willingness to spread 
positive WOM about LBS. Next we discuss four limitations to our study and offer suggestions for future 
research. First, consistent with prior studies, we measured intentions to use LBS by using existing scales. 
Future research may include actual behavior, which can provide a more realistic picture of how privacy 
concerns affect actual behavior. Studies have reported inconsistent effects of privacy on perceived 
behavioral intentions and actual behavior (Norberg et al. 2007), which can be better understood with 
actual behavioral measures.   
Second, as we found that gender moderates the effect of privacy on technology acceptance, it is important 
to investigate other factors that may moderate the effect of  privacy concerns on IT acceptance of use 
(Chen and Rea 2004; Dinev et al. 2006; Xu 2007). Similarly, it is also important to investigate gender 
differences in the effect of other factors, such as trust, on the LBS use.  
Third, our findings may not be generalizable to the general population since our study used college 
students, who are typically more homogenous and more educated than the general population. Therefore, 
our findings need to be validated for other population segments. 
Finally, we did not consider factors such as the experience level with LBS, the length of use, and frequency 
of use in our sample. These factors may influence users’ perception about privacy issues with LBS. For 
example, an experienced user may know how to minimize privacy risks and become insensitive to privacy. 
Hence, privacy concerns may not affect experienced users’ intention to use LBS. Future studies can 
investigate the effects of the level of exposure and experience in LBS use.   
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