INTRODUCTION
Ubiquitous networking allows many devices or objects to connects and communicate with each other. IEEE 802.15.4 (Zigbee) [2] is low rate wireless personal area network. It uses unlicensed 2.4 GHz ISM band. Its major applications in Wireless sensor networks, Home automation, medical instruments and RF4CE (radio frequency for consumer electronics).Because Zigbee, IEEE 802.11b and Bluetooth network operates on same ISM band, which causes significant interference on Zigbee network. Zigbee is low cost, low power wireless mesh networking standard. Low cost allows the technology to be widely used in sensor network as monitoring and control. Low power allows longer battery life of device, and mesh networking allows high reliability and more wide range. IEEE802.15.4 specification describes 3 topologies: Star, Peer-to-Peer, and cluster-tree topology. latency devices. Zigbee uses dynamic device addressing and use fully handshake protocol for transfer reliability. It has extremely low duty cycle (<0.1%). IEEE 802.11b [1] and zigbee both uses CSMA/CA [5] for media access control, and most important zigbee uses interference mitigation mechanism (DSSS and "listen before send").Zigbee focus on low power consumption and low data rates. It also provides reduced complexity and device size.802.15. 4 which is initially set. The backoff timer is decremented by one as long as medium is sensed idle for backoff time slot. Backoff counter is off when transmission is detected and resumed when channel is sensed idle again. When backoff timer is reached to zero, the node transmits a DATA packet. After receiving a data packet, destination node waits for a short inter frame spacing (SIFS) interval and then immediately transmits ACK signal back to the sender or source node. The coexistence assurance Methodology predicts the PER of an affected wireless network (AWN, or victim) in the presence of an interfering wireless network (IWN, or assailant). Method says that an AWN and an IWN each composed of a single transmitter and receiver. The method takes as input a path loss model, a BER function for the AWN, and predicted temporal models for packets generated by the AWN and packets generated by the IWN. The method predicts the PER of the AWN as a function of physical spacing between the IWN transmitter and the AWN receiver. Coexistence can be seen by these three parameters.
• Bandwidth of AWN and IWN devices.
• BER as a function of SIR of AWN devices.
• Path loss model for the network. 
SER is computed for non coherent MFSK 
Here d= distance between transmitter and receiver, is the length of line of sight =8m
We assume here that Power spectral density of WLAN is uniformly distributed across 22 MHz bandwidth, also taking receiver sensitivity as received power and SIR at 6dB. RangeR 1 : In this scenario CSMA/CA mechanism works of both standards, therefore one is transmitting and other has to wait. We know that IEEE 802.15.4 nodes have 10-20 times longer timing than WLAN nodes. Shorter timing gives IEEE 802.11b nodes priority over IEEE 802.15.4 nodes and therefore interference arise to IEEE 802.15.4 nodes. Sufficient coexistence condition for this range R 1 is that CCA [8] of IEEE 802.15.4 happens during idle time of two consecutive IEEE 802.11b packets. Scenario is shown in fig 3. ≜ + = + . (7) should be satisfied. Range 3 : In this range neither IEEE802.11b nodes nor IEEE 802.15.4 nodes can sense each other. But IEEE802.15.4 nodes can still suffer interference from IEEE802.11b nodes, because a range where wireless devices can cause interference to other is usually larger than a range where it is sensed by other wireless devices. In this range both IEEE 802.11b and IEEE 802.15.4 node are transmitting without deferring each other, this means blind transmission is happening. Also for successful transmission of packets, power condition (7) should be satisfied. In case of ACK is not employed successful transmission of IEEE 802.15.4 packets could happen if and only if timing condition (8) is satisfied while power condition (7) is not necessary. Thus by these 3 scenario we see that how interference is affecting the throughput of IEEE 802.15.4 network.
III.
Experimental setup We construct a experimental setup for measurement the throughput of IEEE 802.15.4 (zigbee) under WLAN interference. WLAN is constructed by two laptops and one WLAN access point. Zigbee network is constructed using Zigbee evaluation kit which contains one display board and three RCB (radio controller board). One RCB is mounted on display board which acts as Zigbee coordinator and other two RCB acts as zigbee end devices, these forms Zigbee network.
FIG. 6 MEASUREMENT SETUP
WLAN packets are continuously transmitting from one laptop to access point which sends data packets to another laptop. Test case 1:-we conclude some facts from above fig.6 .In frequency domain we know that signal power is concentrated around center frequency [6] and weaker away from the center. Suppose we choose 4 IEEE 802.15.4 channels overlapping with one WLAN channel with 2MHz, 3 MHZ, 7MHz, and 8MHz frequency offsets from WLAN channel center frequency then we investigate that IEEE 802.15.4 channel with 2 MHz offset is close to WLAN channel center frequency, That's why it suffer serious interference, and 8 MHz channel offset suffers least interference as an overlapping channel [6] . As conclusion, when the frequency offset is larger, the interference power is less, and impact is less [6] . See figure 7. Throughput. An optimum solution for this problem is that we can use adaptive interference-aware multi-channel clustering algorithm [7] .
