Wireless mesh networks (WMNs) are becoming increasingly popular as they have significant advantages over competing technologies. In WMNs, routing algorithms are classified into various categories such as unicast, multicast, and multipath routing algorithms. Due to this classification, we select multicast category to be reviewed in our work. A variety of multicast routing solutions have been proposed in the literature. The aim of this survey is to present taxonomy of routing protocols for wireless mesh networks by illustrating the main features and discussing the key challenges.
Introduction
Wireless mesh networks (WMNs) have emerged as an evolved network technology to provide better services and cost effective solutions to the users. In typical wireless mesh network, there are two kinds of nodes, i.e., mesh routers(MR) and mesh clients(MC) which are shown in figure 1 [1, 2, 3] . The mesh routers form the backbone of the WMNs and provide network access for the mobile clients [2, 3] . Each mesh router operates not only as an access point but also as a relay node that can forward packets to other mesh routers according to the routing information [2] . Mesh routers are stationary with power supply otherwise clients which may be mobile or stationary with limited power or ability. These networks have properties like dynamically self-organized, self-configured and self-healing that come into the advantages of easy deployment and maintenance, high reliability, and large coverage [2] [3] [4] .
There are some critical performance factors for WMNs on network design and application as follow.
 Radio Techniques: Many approaches have been
proposed to increase capacity and flexibility of wireless systems in recent years [5] [6] [7] [8] . Typical examples include directional and smart antennas [9, 10] multiple input multiple output (MIMO) systems [11, 12] , and multiradio/multi-channel systems [13, 14] . To further improve the performance of a wireless radio and control by higher layer protocols, more advanced radio technologies such as reconfigurable radios, frequency agile/cognitive radios [15, 16] , and even software radios [17] have been used in wireless communication. These advanced wireless radio technologies that are in infancy all require a revolutionary design in higher-layer protocols, especially MAC and routing protocols.
 Scalability: Scalability is the ability of the protocol to scale well in a network with a large with no node [10] .
To ensure the scalability in WMNs, all protocols from the MAC layer to the application layer need to be scalable [7] .
 Quality of Service (QoS): In addition to being supported by the medium access control (MAC) layer and the forwarding engine, selecting the ''best" routes for different traffic [18] , QoS support is essential for supporting time critical traffic sessions [19] .
 Mesh connectivity: Mesh connectivity should be done in such a way that it could self-organize problems or errors [20] . The MAC and the routing protocol should have knowledge of the network topology as they have to route data from one point to another.
 Security: Without a convincing security solution, WMNs will not be able to succeed due to lack of incentives by customers to subscribe to reliable services [2] .
Routing involves two basic activities: determining optimal routing paths and transporting information groups (typically called packets) through an internetwork. Routing protocol specifies how routers report changes and share information with other routers in the network that they can reach [21] . For self-organized networks, the protocols are expected to propose some functions providing management, constructing and selecting routes, maximizing the capacity of the network and minimizing the packet delivery delays [5, 22] . The classification that has been suggested for these protocols includes unicast, broadcast and multicast protocols.
The first category or Unicast is a communication from one source to one receiver which the source and receiver may be on the same or on different networks. The second one or multicasting is a fundamental routing service in wireless mesh networks due to its numerous potential applications such as video conferencing, online games, and webcast [23] . It is a one-to-many communication form that sends data from a source node to a set of destination nodes. A multicast group contains a special host which is responsible for transmitting data packets to other hosts in the same group [24] . To facilitate communication within a group of users, these protocols are used to discover routes between nodes [25] . The multicast router will periodically send an IGMP (Internet Group Management Protocol) membership query to all hosts on directly attached network to determine the list of members of active membership group. Three main classification presented for multicast protocols are proactive (distance vector or link-state type), reactive (also referred to as ondemand) and hybrid (combination of reactive and proactive). According to the classification, some multicast protocols that are applied include ODMRP, MAODV which uses reactive methods, MOSPF that uses proactive methods, and MSR which uses hybrid method [26] .
In this paper, we focus on the multicast routing protocols in wireless mesh networks and present a classification for these protocols. The rest part of the paper is organized as follows. We present classification of multicast routing solutions in section 2 and briefly discuss about each multicast routing scheme. Then in section 3, we provide concluding remarks. 
Classification of Multicast Routing Protocols
Multicast protocols organized in groups by establishing dissemination structures such as trees or meshes, dynamically updated as nodes join or leave the group [27] . Developing a multicast routing protocols, there are many characteristics and challenges such as the dynamisms of the network topology, the constraints of energy, limitation of network scalability, and the different characteristics between wireless links and wired links such as limited bandwidth and poor security [28, 29] should be taken into consideration. As figure 2 exhibits, existing multicast routing approaches can be divided into three protocols as tree-based multicast protocols, mesh-based multicast protocols and hybrid multicast protocols. 
Tree-Based Multicast Routing Protocol
A tree-based multicast routing protocol establishes and maintains a shared multicast routing tree to deliver data from a source to receivers of a multicast group [56] . The key idea in a tree-based algorithm is that most nodes require storage only for a few children, instead of all possible ones. Such algorithms, therefore, make frugal use of memory at the expense of doing more memory lookups [54] .Since the structure of tree-based multi-casting is reconfigured frequently in dynamic networks, it may be highly unstable. Examples of tree-based multicast routing protocols can be Multicast Adhoc On-demand Distance Vector routing protocol (MAODV), and Adaptive Demand-driven Multicast Routing protocol (ADMR).
Multicast Ad Hoc On-demand Distance Vector Protocol
As mentioned before, a good illustration for tree-based multicasting is Multicast Ad Hoc On-Demand Distance Vector (MAODV). This protocol [30] [31] [32] is the multicast extension of AODV [33] which is used for unicast traffic [34] .
Here the route discovery is based on a route request RREQ and route reply RREP cycle as shown in Fig. 3 . When MAODV discovers multicast routers it originates a route request (RREQ) message. Then the members of multicast group respond to the route reply message [35] . If a node is non-member of multicast group and receives a route RREQ, it rebroadcasts RREQ to its neighbors. But if the RREQ is not joining request, any node of the multicast group may respond [36] .
MAODV always choose the shortest path (tree-based) and since it unicasts the reply, it has low overhead. In spite of these advantages, it has some drawbacks e.g.it is shared-tree and there is no backup path of link if the link is broken. Furthermore, a high percentage of bad frames in video transmission are may occur because of packet loss (link broken). Some multiple interruptions may also be seen in video watched.
Figure3: MAODVR outing Protocol

Adaptive Demand-driven Multicast Routing protocol ((ADMR)
J.G. Jetcheva et al [58] , introduce Adaptive Demand-Driven Multicast Routing protocol (ADMR), a new on-demand ad hoc network multicast routing protocol that attempts to reduce as much as possible any non-on-demand components within the protocol. The use of on-demand techniques in routing protocols has significant advantages in terms of reducing the routing protocol's overhead and improving its ability to react quickly to topology changes in the network. Multicast routing state is dynamically established and maintained only for active groups and only in nodes located between multicast senders and receivers. Each multicast data packet is forwarded along the shortest-delay path with multicast forwarding state, from the sender to the receivers, and receivers dynamically adapt to the sending pattern of senders in order to efficiently balance overhead and maintenance of the multicast routing state as nodes in the network move or as wireless transmission conditions in the network change. To summarize, the novel features of ADMR include:
ADMR uses no periodic network-wide floods of control packets, periodic neighbor sensing, or periodic routing table exchanges, and requires no core. The protocol adapts its behavior based on application sending pattern, allowing efficient detection of link breaks and expiration of routing state that is no longer needed. ADMR handles bursty sources by sending limited keep-alives for a period, to distinguish disconnections from lack of data. If there are no receivers in the network, sources only flood existing data at infrequent intervals (to heal partitions) and do not transmit other data or control packets. Furthermore, this is optional functionality and does not affect the main routing mechanisms used by the protocol.
Mesh-Based Multicast Routing Protocol
Mesh-based multicast routing protocol sustains a mesh consisting of a connected component of the network containing all the receivers of a group [55, 57] . Two wellknown examples of mesh-based multicast routing approaches are Core Assisted Mesh protocol (CAMP) and On-Demand Multicast Routing Protocol (ODMRP).
On-demand Multicast Routing Protocols
On-Demand Multicast Routing Protocol (ODMRP) [37, 38] is a mesh-based example that can make use of unicast technique to send multicast data packet from the sender nodes toward the receivers in the multicasting group [35] . The group membership [35] is established and maintained in ODMRP by the source.
Figure4: Mesh creation in ODMRP
If node wishes to send a packet but has no rout to that group it broadcasts a JOIN QUERY (JQ) message to the entire network which is shown in figure 4 . When a node receives a non-duplicates JOIN QUERY message, it records the address and rebroadcasts the message. As the message reaches a multicast receiver, the receiver creates or updates the source entry in its multicast group and creates a JOIN REPLY packet that is broadcasted to its neighbors. Receives a JOIN REPLY message, the node knows whether it is on the path to the source or not. If it does, it realizes that the path becomes a part of the forwarding group (FG) for that source and broadcast it's JOIN REPLY. Despite, membership and route information is updated by periodically (certain interval times) sending JOIN QUERY packet [34] (Fig2) . Generally ODMRP has the following advantages:
 No explicit leave message (member nodes refreshed when needed by source).
 Multiple paths to one destination (mesh approach).
 There is a Backup path of link if link is broken.
Also, its disadvantages are:
 Because of broadcasting the reply to many nodes, it has High Overhead.
 Its topology is Complex.
Core-Assisted Mesh Protocol
In [59] E.L. Madruga et al, indicate that Most of the multicast routing protocols are based on shared or source-based trees; however, keeping a routing tree connected for the purpose of data forwarding may lead to a substantial network overhead. A different approach to multicast routing consists of building a shared mesh for each multicast group. In multicast meshes, data packets can be accepted from any router, as opposed to trees where data packets are only accepted from routers with whom a "tree branch" has been established. The difference
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among multicast routing protocols based on meshes is in the method used to build these structures. The key difference between a mesh and a tree structure is how data packets are accepted to be processed. A router is allowed to accept unique packets coming from any neighbor in the mesh, as opposed to trees where a router can only take packets coming from routers with whom a tree branch has been established. Therefore, keeping the branch information updated is one extra challenge protocols based on trees have to face in a mobility scenario. Some mesh-based protocols require the flooding of sender or receiver announcements over the whole network. They present Core-Assisted Mesh Protocol (CAMP), which uses meshes for data forwarding, and avoids flooding or control packets by generalizing the notion of core-based trees introduced for internet multicasting. Group members form the mesh of a group by sending join requests to a set of cores.
Multicast Open Shortest Path First (MOSPF)
MOSPF [39] protocol is an improvement multicast OSPF (Open Shortest Path First) protocol which provides efficient critical performance factors for WMN [40] .Routers in MOSPF maintain a current image of the whole network topology through the unicast OSPF protocol [41] .IGMP (Internet Group Management Protocol) is used in MOSPF routers to examine membership in multicast group by broadcasting IGMP Host Membership Queries and receiving IGMP Host Membership Reports [39, 40] .Scaling well over large networks just like OSPF is one of the advantages of MOSPF. But it should be noted that every router must maintain the membership information of each group. So it scales poorly if there are many multicast groups [42] . This protocol also requires a lot of processing capacity.
Hybrid Multicasting
It is a type of protocol that has the combination of both treebased and mesh-based multicasting routing protocols. Typical examples include Mesh Networks Scalable Routing and Hybrid Distance Vector routing protocol.
Mesh Networks Scalable Routing (MSR)
The Mesh Network company has also developed a proprietary hybrid ad-hoc routing protocol that combines both proactive and reactive routing protocols [43, 44] , called Mesh Networks Scalable Routing (MSR) [45] . With this methodology, network topology dynamics, local RF conditions and degree of node mobility influence the routing metrics used on a moment-by-moment basis. It is worth noting that the MSR is used for the Motorola's multi-hop solutions. It Provides scalability with less resource consumption and routs the packets easily by considering the heat of the nodes near to gateways [46] . On the other hand, the External environment heat can affect the gates which Provides gate ways. Unnecessary power consumption during some load balancing may also affect the heat parameter of a node.
Hybrid Distance Vector (HDV) Routing Protocol
In [47] A. Le at el, propose a Hybrid Distance Vector (HDV) routing protocol for hybrid mesh networks which combines the tree-based routing strategy with the reactive routing strategy. The proposed HDV protocol is an extension of the AODV routing protocol in a multi-radio environment based on integrating a proactive component into the reactive routing of the AODV. A proactive component builds a tree-topology in the backbone of mesh routers which links all the mesh routers with the gateway node. Meanwhile, the mesh clients reactively discover routes to the gateway which is stored in the routing table of mesh routers. In HDV, a gateway node periodically broadcasts a route request message that only allows mesh routers to establish a route toward the gateway node. As such, these routes are more stable due to the stationary and high capacity of mesh routers. Plus, the latency and routing overhead for discovering route towards a gateway node are reduced for the mesh clients. The low-complexity implementation of the HDV protocol also makes it applicable to large hybrid mesh networks. Huge control traffic to Maintenance of tree, Poor scalability, High possibility of dropping (no backup path exist), Vulnerability to high mobility.
Evaluation of Multicast Structures
The performance of hybrid, mesh and tree based multicast routing has been evaluated and shown in Table1.Since Meshbased algorithms create a structure in which more than only one path can connect the sender with the receiver, they are recognized as the most reliable onesbut have higher overhead due to redundant retransmissions. In comparison, even though in tree-based algorithms only one path from sender to receiver exists, it makes the routing much more effective and eliminates the possibility of loops occurring in the network, but require more complex operations to create and maintain the multicast tree, and are less resilient to failures. Moreover, both the sender (sender-initiated) and the receiver (receiver-initiated) may initiate creation of the multicast tree. The existing research [48, 49] shows that, where changes in topology are common, mesh-based algorithms show better results than tree-based algorithms, which is due to the existence of redundant links in the mesh structure.
The comparison of multicast mesh routing protocols s summarized in Table 2 .
Conclusion
Four different multicast protocols with the advantages and disadvantages have been discussed in this paper. The protocols were compared with regard to similarities and differences between mesh and tree-based multicast protocols which can be of great help to choose the most appropriate in different situations. It is worth saying again that multicast tree-based routing protocols in spite of being efficient and useful to satisfy scalability issues, have some drawbacks due to mobile nature of nodes that participate in multicast session. On the other hand, mesh-based protocols which provide more robustness against mobility save the large size of control overhead used in tree maintenance. After all, a good solution was found which includes the advantages of both protocols called hybrid multicast. As a matter of fact, it has been supposed that it is really difficult to design a multicast routing protocol considering all the mentioned issues. Still it is a problem for researcher to develop a single protocol which can satisfy as many goals as possible in the future.
