QIM blind video watermarking scheme based on Wavelet transform and principal component analysis  by Yassin, Nisreen I. et al.
Alexandria Engineering Journal (2014) 53, 833–842HO ST E D  BY
Alexandria University
Alexandria Engineering Journal
www.elsevier.com/locate/aej
www.sciencedirect.comORIGINAL ARTICLEQIM blind video watermarking scheme based
on Wavelet transform and principal component
analysis* Corresponding author.
E-mail addresses: eng_nesrin@hotmail.com (N.I. Yassin), nancy_salem@-
h-eng.helwan.edu.eg (N.M. Salem), mohamed@eladawy. com (M.I. El
Adawy).
Peer review under responsibility of Faculty of Engineering, Alexandria
University.
http://dx.doi.org/10.1016/j.aej.2014.07.008
1110-0168 ª 2014 Production and hosting by Elsevier B.V. on behalf of Faculty of Engineering, Alexandria University.Nisreen I. Yassin a, Nancy M. Salem b,*, Mohamed I. El Adawy ca National Research Centre, Cairo, Egypt
b Department of Biomedical Engineering, Faculty of Engineering, Helwan University, Egypt
c Department of Comm., Elect., and Computers, Faculty of Engineering, Helwan University, EgyptReceived 2 October 2012; revised 9 May 2014; accepted 20 July 2014
Available online 20 August 2014KEYWORDS
Blind watermarking;
Principal Component
Analysis;
Discrete Wavelet Transform;
Binary watermark;
Image entropy;
Quantization Index
ModulationAbstract In this paper, a blind scheme for digital video watermarking is proposed. The security of
the scheme is established by using one secret key in the retrieval of the watermark. Discrete Wavelet
Transform (DWT) is applied on each video frame decomposing it into a number of sub-bands.
Maximum entropy blocks are selected and transformed using Principal Component Analysis
(PCA). Quantization Index Modulation (QIM) is used to quantize the maximum coefﬁcient of
the PCA blocks of each sub-band. Then, the watermark is embedded into the selected suitable
quantizer values. The proposed scheme is tested using a number of video sequences. Experimental
results show high imperceptibility. The computed average PSNR exceeds 45 dB. Finally, the scheme
is applied on two medical videos. The proposed scheme shows high robustness against several
attacks such as JPEG coding, Gaussian noise addition, histogram equalization, gamma correction,
and contrast adjustment in both cases of regular videos and medical videos.
ª 2014 Production and hosting by Elsevier B.V. on behalf of Faculty of Engineering, Alexandria
University.1. Introduction
Digital watermarking is an information hiding technique
which is used for copyright protection of digital media. Unlike
steganography, where the message is related to the cover data[1–3] copyrights information data represent the owner rights
called ‘‘watermark’’ are embedded into the digital media in a
form of image, audio, or video without affecting the perceptual
quality. Imperceptibility and robustness against attacks are the
fundamental issues in digital watermarking techniques [4,5]. In
video watermarking, the watermark can be embedded in the
spatial domain [6,7] or in the transform domain like Discrete
Cosine Transform (DCT) [8,9], Discrete Fourier Transform
(DFT) [10], and DWT [11,12]. The frequency domain
watermarking schemes are relatively more robust than the
spatial domain watermarking schemes, particularly in lossy
834 N.I. Yassin et al.compression, noise addition, pixel removal, rescaling, rotation
and cropping.
In video watermarking applications, there is a need to
extract the watermark without using the original data because
of the huge storage of the cover data. Many blind techniques
were recently presented some of them are completely blind
and some are not. Singular Value Decomposition (SVD) based
image watermarking algorithms were proposed in [13,14].
Where, the singular values or the orthogonal matrices are
needed for retrieving the watermark. In [15], SVD blind based
video watermarking algorithm was proposed; the middle sin-
gular values of the cover frame are modiﬁed according to vis-
ibility and robustness. In the work proposed by Xu [16], a
blind video watermarking algorithm based on 3D wavelet
transform. The original video frames are divided into 3D-
blocks. The watermark is embedded into the wavelet coefﬁ-
cients of some selected sub-block; the selection of the blocks
depends on the Human Visual System (HVS) properties.
A quantization based blind image watermarking scheme
was introduced in [17]. In which some global features in wave-
let domain are quantized in order to embed the watermark. In
[18], a multipurpose watermarking method that provides copy-
right protection, integrity veriﬁcation, and differentiation
between malicious and non-malicious attacks was produced.
This algorithm depends on blind vector quantization where,
there is no need to transmit a codebook to the receiver. In
[19], a quantization based blind image watermarking scheme
was introduced. Some global features in wavelet domain are
quantized in order to embed the watermark. The watermark
information is hidden into the host image via a random binary
string represent the secret key. The scheme concentrates on
robustness against some Stirmark attacks without reporting
the values of the PSNR obtained.
In [20], the video sequence is considered as set of frames
and the PCA transform is used to embed the watermark in
each color channel of each frame. The main advantage of using
PCA transform is to select the proper signiﬁcant components
to embed the watermark. In [21], a reference image is generated
from the cover image using PCA and the watermark is embed-
ded according to the difference between the image and its ref-
erence. In [22] a new proposed algorithm using both multi-
band wavelets transform (MWT) and PCA is introduced.
The watermark energy is distributed to wavelet coefﬁcients
of all detail sub-bands efﬁciently to achieve better robustness
and perceptual transparency. In [23] a binary watermark is
embedded into each of the video frames by the breaking down
of the frames into DWT sub-bands. Then, a block based PCA
on the sub-blocks of the low frequency sub-band is applied.
The watermark is embedded into the principal components
of the sub-blocks. Also, a hybrid scheme combining both
DWT and PCA has been proposed in [24]. The watermark
was embedded into the ﬁrst principal components and the
mid-band coefﬁcient of the PCA wavelet frame. In our previ-
ous work [25], the watermark was embedded into the maxi-
mum coefﬁcient of the PCA block of the LL and HH bands
of level 2 from the wavelet transform of the frame.
In the previous PCA based schemes, the original host vid-
eos are required to retrieve the embedded watermark which
needs a huge storage capacity. In this paper, the QIM mecha-
nism is used to extract the watermark blindly without using the
host video. So, the required data for the extraction process will
be the watermarked video data received at the decoder and theQIM quantizer data which will be known to the decoder. This
paper is organized as follows: Section 2 presents the proposed
watermarking scheme. Section 3 describes the experimental
results and the conclusion is given in Section 4.
2. Proposed watermarking scheme
The proposed hybrid watermarking scheme is based on the
combination of DWT, PCA and QIM.
2.1. Discrete Wavelet Transform
The DWT is used in a wide variety of signal processing appli-
cations [26]. The two-dimensional DWT decomposes an image
(video frame) into 4 sub-images, 3 details and 1 approxima-
tion. The approximation sub-image is a lower resolution
approximation image (LL) however the details sub-images
are horizontal (HL), vertical (LH) and diagonal (HH) detail
components. The process can then be repeated to compute
multiple ‘‘scale’’ wavelet decomposition. The main advantage
of the wavelet transform is its compatibility with a model
aspect of the HVS as compared to the FFT or DCT. Using
DWT allows higher energy watermarks to be embedded in
regions that the HVS is less sensitive, such as high resolution
detail bands. Embedding watermarks in these regions increase
the robustness of the watermark without visible impact on the
object quality.
In the proposed algorithm, the 2D-Haar wavelet transform
is used. The Haar wavelet transform is characterized by its
reality and orthogonality, so it is a very fast transform which
means a good performance in terms of computation time.
Also, it is simple and has a perfect reconstruction property.
Fig. 1(b) shows the third level Haar wavelet transform for a
sample frame in Fig. 1(a).
2.2. Principal component analysis
The mathematical procedure that uses an orthogonal transfor-
mation is called Principal component analysis (PCA). It is used
to convert a set of observations of correlated variables into a set
of values of uncorrelated variables called principal components.
PCA plots the data into a new coordinate system where the data
with maximum covariance are plotted together and is known as
the ﬁrst principal component. Similarly, there are the second
and third principal components and so on. The ﬁrst principal
component has the maximum energy concentration [27].
2.3. Quantization Index Modulation (QIM)
QIM is a method proposed for embedding one signal into
another host signal to create another composite signal which
can be used for different applications [28]. For instance, to
embed one bit information, m, into the host signal, x, the
resultant composite signal can be expressed as follows [29]:
sðx;mÞ ¼ q0ðxÞ; if m ¼ 0
q1ðxÞ; if m ¼ 1

ð1Þ
where q0 and q1 are quantizers with non-intersecting range
spaces, s(x, m) is the stego-signal, and m is embedded informa-
tion bit. Hence, knowing all the reconstruction points of the
Figure 1 2-D Haar wavelet transform (a) sample frame, and (b) third level transformed frame.
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minimum distance decoder as [30]:
m^ ¼ argmmin ky sðy;mÞk ð2Þ
where m^ is the estimated message from the received signal y,
argm is the argument of the minimum (values of m that pro-
duce the smallest value).
2.4. Algorithm procedures
The block diagram in Fig. 2 shows the embedding and extrac-
tion process of the watermark and the steps are summarized as
follows:
Step 1: Divide video into frames of size (2N · 2N), then
convert RGB frames to YUV frames.
Step 2: Apply the DWT to the luminance component Y of
each frame. This result in four multi-resolution sub-bands
(N · N): LL1, HL1, LH1, and HH1. For each band apply
DWT again to get 16 sub-bands (N/2 · N/2). For each band
(in the 16 sub-bands), apply one more DWT to get 64 sub-
bands each of size (N/4 · N/4).
Step 3: Divide each sub-band, Is, of size (N/4 · N/4) into
n · n non-overlapping blocks where the number of blocks
is k= (N/4 · N/4)/(n · n).
Step 4: Calculate the entropy En of each n · n block in each
sub-band Is, where the entropy is deﬁned as a statistical
measure of randomness that can be used to characterize
the texture of the input image [27,31]:
En ¼ 
X
ðP  log2ðPÞÞ ð3Þwhere p contains the histogram counts, and the operator
(.·) means multiplication of each element of a matrix A with
its corresponding element of a matrix B.
Step 5: Select maximum entropy blocks which are the edge
blocks of the frame. The position of these selected blocks is
saved to be used in the extraction process and can be con-
sidered as a secret key. Apply PCA to each selected block as
follows:1. For each selected block Bsi (n · n) compute the mean
of the block mi, where Bsi represent block number i in
each sub-band Is. Then get the block zero mean Ai as
follows:
Ai ¼ EðBsi miÞ ð4Þ2. Calculate the covariance matrix Ci of the zero mean
block Ai for each selected block as:
Ci ¼ Ai  ATi ð5Þ
where T denotes the matrix transpose operation.
3. Transform each block into PCA components by calculat-
ing the eigenvectors corresponding to eigenvalues of the
covariance matrix:
Ci/ ¼ ki/ ð6Þ
where / is the matrix of eigenvectors and k is the matrix of
eigenvalues.
4. Compute the PCA transformation of each block to get a
block of uncorrelated coefﬁcients by:
Yi ¼ /TAi ð7Þ
where Yi is the principal component of the ith block.
Step 6: A uniform quantizer with a quantization step D is
build. The PCA transformation is computed for each sub
band as in step (5). The maximum and minimum values
of the PCA coefﬁcients all over wavelet sub-bands are indi-
cated to be the range of the quantizer Q:
Q ¼ fq1; q2; . . . ; qng ð8Þ
where n is the number of the quantizer values.
Step 7: Convert the RGB 32 · 32 watermark image to (1,
1) binary image. Convert the binary image into a vector
W= {w1, w2, . . . , w32·32} of zeros and ones.
Step 8: Divide the vectorW into 64 parts p1, p2, p3, . . . , and
p64. Each watermark part Pi is embedded in each
corresponding sub-band Is. The number of the selected
Figure 2 Blind watermark embedding and extraction algorithm.
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in each watermark part Pi. The watermark bits are embed-
ded with strength a into the maximum coefﬁcient Mi of
each PC block Yi. For the embedding process, the distance
between the maximum coefﬁcient of the PC block Mi and
each value in the quantizer Q is measured. The obtained
distances are rearranged to get the two quantizer values
[qs1, qs2] which surround Mi. A watermark bit wi is embed-
ded according to the following condition:If Mi  0 then
M0i ¼
mid a; wi ¼ 1
midþ a; wi ¼ 0

Else if Mi < 0
M0i ¼
midþ a; wi ¼ 1
mid a; wi ¼ 0
where a is the watermark embedding strength, and mid is the
middle value:
mid ¼ qs1 þ qs2
2
ð9Þ
Using this method, the maximum PC coefﬁcientMi is quan-
tized by the middle value of its two surrounding quantizer
values qs1, qs2.
Step 9: Apply inverse PCA on the modiﬁed PC block Y 0i to
obtain the modiﬁed wavelet block by using:
Ai ¼ /Y0i ð10Þ
Step 10: Apply the inverse DWT to obtain the watermarked
luminance component of the frame. Finally reconstruct the
RGB watermarked frame and obtain the watermarked
video.
Figure 3 A sub-block of the image after performing DWT, (a) Original DWT block, (b) its PCA block transformation with
entropy = 1.7744 and Mi = 74.6717, (c) PCA block after embedding the watermark M
0
i ¼ 63:5000, (d) reconstructed DWT block after
embedding the watermark (the shaded column).
QIM blind video watermarking scheme based on Wavelet transform and principal component analysis 837Fig. 3 shows an example for one original DWT block
obtained from a wavelet sub-band and its PCA transforma-
tion. Changing the value of one PCA coefﬁcient changes the
values of the corresponding wavelet column in the wavelet
block. (This block example is taken from frame No. 49 of fore-
man video sequence.)
2.5. Watermark extraction
The watermark extraction steps are the same as the steps in the
embedding process but no need for the original video
sequence. Only the watermarked video and locations of the
embedding process (secret key) are required for the extraction
procedure.
Step 1: Convert the watermarked video into frames. Each
RGB frame is converted to YUV representation.
Step 2: For each Y component, apply DWT to decompose
Y into 64 multi-resolution sub-bands. Divide each sub-band
into n · n non-overlapping blocks.
Step 3: A uniform quantizer for extraction process can be
obtained by using the range between minimum and maxi-
mum values of PCA coefﬁcients. Using the secret key, loca-
tions of watermark embedding process can be indicated.
The distance between each value in the quantizer and the
watermarked PC coefﬁcient is measured.
Step 4: The watermark can be extracted by applying the fol-
lowing condition:
wi ¼
1; if m0i  qsi
0

ð11Þ0; if mi > qsi
where Wi is the extracted watermark bit, M
0
i is the water-
marked PC coefﬁcient, qs1 is the quantizer value which
has minimum distance from M0i.
Step 5: The extracted watermark is compared to the origi-
nal watermark by computing the similarity measure
between them as follows:
NC ¼
P
i
P
jwði; jÞ:w0ði; jÞP
i
P
jwði; jÞ2
ð12Þ
where NC is the normalized correlation and W(i, j), W0(i, j)
are the pixel values of the original and extracted water-marks at location (i, j) respectively. NC value is 1 when
the watermark and the extracted watermark are identical
and zero if the two are totally different from each other.
3. Experimental results
A number of video sequences are used for performance evalu-
ation of the proposed scheme; the foreman video sequence [32],
in addition to two medical videos (the congestive heart failure
video [35], and Head CT scan video [36]). The medical videos
were used in our experiments for the ultimate purpose of
applying the proposed algorithm in telemedicine applications.
For evaluating the performance of any watermarking system,
Peak Signal to Noise Ratio (PSNR) is considered as a common
measure of the visual quality of the watermarking system. To
calculate the PSNR, ﬁrst the Mean Square Error (MSE)
between the original and watermarked frame is computed as
follows [33]:
MSE ¼ 1
MN
XM
i¼1
XN
j¼1
½Iði; jÞ  I0ði; jÞ2 ð13Þ
whereM, N are the size of the frame in pixels, and I(i, j), I0(i, j)
are the pixel values at location (i, j) of the original and water-
marked frames.
Then, PSNR is deﬁned as [34]:
PSNR ¼ 10 log10
2552
MSE
ð14Þ
The luminance components of the ﬁrst 100 frames of the
foreman video sequence, the congestive heart failure video,
and Head CT scan video are watermarked. The frame size is
256 · 256. The watermark is a binary image with size
32 · 32. In our experiments, many values for a are tested and
a value equal to 9 is selected where there no noticeable degra-
dation in the watermarked frames.
The range of frequencies after third level DWT are 1747.6
and 356.1250 for foreman sample video, 1880.0 and
585.7500 for heart attack sample video and 1817.0 and
639.5000 for CT scan video. The original sampled frames
and its corresponding watermarked frames are shown in
Fig. 4. It is clear that, the watermarked frames are typically
as the original frames. The watermarked frame appears
visually identical to the original frame. There is no noticeable
difference between them. The average PSNR over 100 frames
Figure 4 Samples of original host frames and its watermarked frames respectively: (a) foreman, (b) heart failure attack, and (c) CT scan
video sequences.
Figure 5 Watermark images: (a) original, and the extracted from
(b) foreman frame, (c) heart failure attack frame, and (d) CT scan
frame.
838 N.I. Yassin et al.are 45.4147 dB, 45.6302 dB, and 45.8709 dB respectively for
videos foreman, heart attack, and CT scan.
The original watermark and the extracted watermarks
where no attacks were applied are shown in Fig. 5. The mea-
sured value of NC is almost 0.99 i.e. the extracted watermark
can be extracted and identiﬁed. Fig. 6 shows the PSNR values
for 100 frames of each used video. The minimum and maxi-
mum PSNR values are indicated to declare the convergence
of PSNR values for the used videos. As shown, the difference
between both minimum and maximum values and the mean
values is less than 1 dB which means that the variance ofPSNR values is acceptable. Several values of D and a were
applied and results are given in Table 1.
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Figure 6 PSNR convergence for: (a) foreman video, (b) heart
failure attack video, and (c) CT scan video.
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values above 39 dB is from a= 5 to a= 20. As impact factor
increased, PSNR decreased and the degradation in the water-
marked frames will be noticeable. For good extraction of the
watermark, the value of D should be greater than the value
of a.To measure the robustness of the proposed scheme, the
watermarked frame was subjected to a variety of attacks such
as gamma correction, contrast adjustment, histogram equal-
ization, and JPEG compression. Table 2, illustrates the attacks
applied and its corresponding PSNR and NC values. The
extracted watermarks are also illustrated in Fig. 7. It is shown
that, by the proposed algorithm the watermark can be easily
extracted and recognized at Gamma correction factors 0.5
and 2 but hardly recognized at Gamma correction factor 4.
Robustness against histogram equalization is achieved by
extracting the watermark. When adding 5% Gaussian noise
to the watermarked frame, the extracted watermark cannot
be recognized. The watermark can be identiﬁed in case of con-
trast adjustment attacks at factor 10 and hardly identiﬁed at
factor 30. The watermark must be robust against JPEG com-
pression attack since it is the common compression technique
used in image compression. The value of NC is decreasing as
the quality factor of JPEG decrease. In case of JPEG compres-
sion, the watermark can survive above quality factor 50%.
When applying MPEG 1.5 Mbps on the watermarked videos,
the extracted watermarks could not be recognized. In case of
geometric attacks, the scheme is tested against frame resizing,
frame rotation, and frame cropping. The frame is resized from
256 · 256 to 512 · 512 then back to its original size. In same
way rotate/resize and crop/resize of the frame gives the results
shown in Table 2. From these results, the scheme is not robust
against frame rotation and frame cropping which will be inves-
tigated in the future.
In the proposed algorithm, Haar wavelet transform is used
to decompose the video frames into third level resolution. Dif-
ferent mother wavelets are used to indicate the effect of chang-
ing the mother wavelet on the PSNR of the watermarked
videos and the extraction of the watermarks. Table 3 declares
this effect by recording the values of PSNR and NC when
using Haar, dB3, Bior 2.2, Sym3, Coif1, and Rbio2.2 wavelets.
As shown, Haar wavelet transform is the best mother wavelet
used for the proposed algorithm. The PSNR is the highest for
all used videos. Fig. 8 shows the extracted watermarks from all
mother wavelets. As shown, the watermark can be extracted
from all used mother wavelets but the best extraction can be
obtained from the Haar mother wavelet where the extracted
watermark is very clear.
The proposed scheme is compared with the scheme pro-
posed in [19] as shown in Fig. 9. The value of PSNR obtained
by [19] was 40.24 dB compared to 46.45 dB by the proposed
algorithm for the same quantization step size. By comparing
the proposed method with previous methods such as Mostafa
et al. [24] and Wang et al. [37], it is clear that the proposed
scheme registered mean PSNR more than 45 dB which is
greater than the PSNR reported by Mostafa, Wang, and our
previous method [25] as shown in Table 4. In addition of the
high PSNR recorded by the proposed scheme, storage capacity
is saved by being blind compared to previous schemes which
need the original video in the watermark extraction process.
In a previous experiment, the scheme was applied without using
QIM i.e. the original videos were used in the extraction process.
A comparison between this experiment and the proposed QIM
experiment is shown in Table 5. The average elapsed time
required for extract the watermark of 100 frames in both blind
and non-blind experiments is recorded. When the original data
is not used in the watermark extraction process, the execution
processing time of the extraction process is reduced.
Table 1 Different values of quantization step.
Impact factor values Diﬀerent values of quantization step D
D= 5 D= 10 D= 15 D= 20 D= 25
a= 5
PSNR (dB) 51.0274 49.5194 47.9643 46.2928 44.9138
NC 0.6172 0.6074 0.9336 0.9648 0.9766
a= 10
PSNR (dB) 46.1597 45.4283 44.7971 43.8746 43.0855
NC 0.7227 0.7051 0.9844 0.6016 0.9121
a= 15
PSNR (dB) 42.9850 42.7056 42.2533 41.5189 41.0767
NC 0.7070 0.5410 0.7598 0.9766 0.9902
a= 20
PSNR (dB) 40.6059 40.4273 40.2165 39.7686 39.3866
NC 0.7480 0.6953 0.8926 0.6875 0.9453
a= 25
PSNR (dB) 38.7075 38.6137 38.4537 38.1681 37.9446
NC 0.7520 0.2871 0.8613 0.9258 0.9395
Table 2 Applied attacks and its corresponding PSNR and NC.
Foreman video Heart attack video CT scan video
PSNR NC PSNR NC PSNR NC
Without attacks 45.4147 0.9941 45.6302 0.9863 45.8709 0.9766
Attacks
Gamma correction 0.5 15.4283 0.9629 16.7470 0.8438 21.0936 0.8867
Gamma correction 2 16.8403 0.8398 18.1378 0.6816 19.8908 0.6445
Gamma correction 4 12.3104 0.8555 13.1900 0.6523 14.2113 0.6367
Automatic equalization 18.6184 0.8945 20.0132 0.8711 10.5569 0.6992
Gaussian noise (5%) 30.7319 0.5625 31.0635 0.5391 31.8243 0.5293
Contrast factor (10) 33.8532 0.7363 34.3426 0.6934 35.1564 0.5391
Contrast factor (30) 22.9134 0.6621 25.2227 0.6387 26.3567 0.5332
JPEG Quality (80%) 43.9769 0.8809 44.6385 0.7324 44.8075 0.7910
JPEG Quality (50%) 42.5190 0.7715 42.7131 0.6465 42.6075 0.6406
JPEG Quality (40%) 41.3810 0.6797 41.4769 0.6582 40.7728 0.5566
MPEG 1.5 Mbps 42.6899 0.5271 42.6941 0.4872 42.7421 0.5396
Resize 256:512:256 47.6717 0.7559 44.9642 0.7188 44.4493 0.6758
Rotate 5 11.4200 0.6094 10.6441 0.6387 17.0260 0.6055
Cropping 13.8017 0.7852 10.8238 0.7773 11.4273 0.7305
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A secure blind video watermarking scheme has been proposed
in this paper. The algorithm is implemented DWT in conjunc-tion with PCA transform. A binary watermark has been
embedded into the original video using QIM. The maximum
coefﬁcients of the maximum entropy PCA blocks were quan-
tized and modulated in the embedding process. One secret
Figure 7 Some extracted watermarks from attacked frames: (a,b) Gamma correction 0.5, (c) Gamma correction 4, (d,e) automatic
equalization, (f) Gaussian noise, (g,h) contrast factor 10 and 30, (i,j,k) JPEG compression 80%, 50%, and 40%, and (l) Geometric attacks.
Table 3 Effect of mother wavelets on the proposed scheme.
Forman video sequence Heart attack video CT scan video
MW PSNR(dB) NC PSNR NC PSNR NC
Haar 45.4754 0.9941 45.2899 0.9863 45.8709 0.9766
dB3 40.4243 0.8945 43.8333 0.9180 44.8727 0.9492
Bior 2.2 39.6073 0.9258 41.4388 0.9277 42.0144 0.9648
Sym3 40.4243 0.8945 43.8333 0.9180 44.8727 0.9492
Coif1 41.0783 0.9023 43.9811 0.9375 45.2342 0.9414
Rbio2.2 40.3505 0.8867 42.6064 0.9102 43.5652 0.9375
Figure 8 The extracted watermarks from different video frames using different mother wavelets: (a) Haar wavelet, (b) db3, (c) Bior 2.2,
(d) Sym3, (e) Coif1, and (f) Rbio2.2.
Table 4 PSNR comparison.
Algorithm PSNR (dB)
Mostafa [24] 39.0693
Previous work [25] 44.0975
Wang [37] 32
Proposed 45.4147
Table 5 Comparison between blind and non-blind
experiments.
Blind Non-Blind
PSNR (dB) 45.4147 47.1078
NC 0.99 1.0
Average elapsed time (s) 1.2173 2.0724
QIM blind video watermarking scheme based on Wavelet transform and principal component analysis 841key is required in the extraction process. By being blind, the
storage capacity and elapsed time were reduced. The proposedscheme is imperceptible and robust against several attacks and
has a good performance compared with previous non-blind
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