A model of Trusted Measurement supporting behavior measurement based on trusted connection architecture (TCA) with three entities and three levels is proposed, and a frame to illustrate the model is given. The model synthesizes three trusted measurement dimensions including trusted identity, trusted status and trusted behavior, satisfies the essential requirements of trusted measurement, and unified the TCA with three entities and three levels.
(2) IM is the measurement of the platform configuration, the formal description is as follows: In trusted network, the identity measurement focuses on the authentication of access requesters and the verification of authorization data, and the identity authentication comprises non anonymous authentication and anonymity authentication.
Then non anonymous and anonymous authentication algorithm are described separately as follows.
Non anonymous authentication

Platform authentication
(1) Finally, the managers determine whether the requesters are legal by checking whether ( , ) ( , ) r e T Iga e ga ga is OK.
(4) Since the legitimacy of identity of requesters has been judged, the requesters and managers will consult with a common session key K. Then, the managers encrypt K and the public key of TMP and sent them to users. The requesters encrypt users and authorization data by using K to send to server. The managers can complete the identity authentication of the requesters by verifying their authorization data. Finally the requesters and the managers can carry on the data transmission through the session key. 
Security analysis
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The security of the algorithm can be proved through that constructs an attacker A to interact with the IPK owner C, and then pretends to be C. Construct a function F which is the attacker of K-CCA hard problem, that is, this function knows the set of data as
The function F treats A as its own call subroutine, and simulates the honest IPK owners to produce the corresponding A.
Anonymous authentication
Platform authentication
(1) The establishment of parameters: suppose , Ga Gb is large prime number multiplication group of P order, g is the generator of a G , the bilinear pairing is ( , ) 
Security analysis
Authentication security depends on the security of platform identity authentication, so the following will analyze the security of the platform identity authentication process. The security of the algorithm can be proved through that constructs an attacker A to interact with the PK owner C, and then pretends to be C. Construct a function F which is the attacker of K-CCA hard problem, that is, this function knows the set of data as , the measure result of requesters' basic trusted configuration conform to the security policy on trusted network server end.
The real time status measurement
The most important thing of real time measurement for network requesters is to confirm whether the network request process is malicious. Here we refer to malicious code measurement method to confirm whether the network request process is malicious. The most typical method to determine malicious code is static and the method has been widely used in all kinds of antivirus software, however, as the most serious defects, this method can't judge variant or unknown malicious code accurately. The behavior has a feedback effect on the identity and state of network request, such as in a given period of time T ' , if network policy devices are trusted for the measurement on identity, status, behavior of requesters, then the trusted network policy manager can improve the permission for user's access and modify the user's authorization data. Whether it is trusted can be judged by the behavior feedback function F, which is defined as follows:
Conclusion
In view of the current state that trusted measurement mechanism lack of systematic measurement model and are based on static integrity, a multidimensional unified reliability model named UTM is proposed in this paper. And the model established unified measure relationship in trusted network through integrating trusted measure elements such as identity, status, behavior, etc. The model is a combination of static and dynamic measurement and an integration of multidimensional elements. With characteristics such as fine granularity, dynamic, behavioral measurement and so on, the model can provide the basis to develop a more fine-grained security policy. The model is based on the TCA with three entities and three levels, and the measurement method is easy to be integrated.
