Abstract: Orbital angular momentum (OAM) states of photons span a high-dimensional Hilbert space, and by using it, higher information capacity and enhanced security can be achieved for both classical communication and quantum key distribution. In this work, we propose a feasible basis-independent encoding scheme for OAM states and show its application in high-dimensional quantum secure direct communication, which enables direct transmission of meaningful messages, in addition to random secret key establishing. Imperfections of optical components may reduce the efficiency of the encoding scheme and, thus, the channel capacity. We discuss the optimal input distribution under realistic conditions to achieve maximal mutual information and an alternative solution using a different set of mutually unbiased bases in the case of a prime-dimensional quantum system. Index Terms: Orbital angular momentum, quantum secure direct communications, mutually unbiased bases.
Introduction
Increasing the dimension of quantum systems brings advantages for quantum information processing in many aspects [1] - [6] . To name a few, it may benefit quantum computation by simplifying the implementation of quantum logic [1] , make quantum key distribution tasks more resistant to eavesdropping [5] , and increase the channel capacity via superdense coding [6] . A laser beam with a Laguerre-Gaussian amplitude distribution exhibits an e i' vortex phase structure, carrying ' h units of orbital angular momentum (OAM) within the paraxial regime, where ' could be any integer [7] , and thus spans a Hilbert space that is infinitely large, showing great value for both quantum [8] , [9] and classical [10] , [11] communication. Besides, it has been demonstrated that messages encoded in OAM degree of freedom is resistant to eavesdropping for classical communication, without depending on mathematical or quantum-mechanical encryption methods. From a more fundamental standpoint, entanglement in OAM states has been witnessed in more than 3700 dimensions per photon [12] , and the nonlocality [13] has been investigated experimentally, making OAM of photons a promising resource for high-dimensional quantum information processing.
Recent progress made it possible to distinguish OAM eigenstates of different bases [14] efficiently. It also enabled an experimental demonstration of quantum key distribution in a 7-D Hilbert space spanned by OAM states of light, showing increased channel capacity of 2.05 bits per photon [15] . The procedure of basis reconciliation in this protocol theoretically puts an upper bound to the transmission rate, however, for causing the waste of at least half of the received photons. As we will discuss later, one can overcome this kind of inefficiency by implementing a quantum secure direct communication (QSDC) protocol, using the same preparation and measurement techniques together with basis-independent encoding. More importantly, QSDC enables secure and direct transmission of meaningful messages, other than random secret key establishing.
In this work, we show that using commercially available optical elements one can encode messages on qudits without knowing in which basis the qudits are initialized, and this basisindependent encoding scheme makes it possible to extend a QSDC protocol to arbitrarily high odd-dimensional Hilbert spaces in a straightforward way. Imperfections of optical elements may reduce the efficiency of the encoding scheme and thus the channel capacity, but the unconditional security will not be undermined. We discuss in detail on the optimal input distribution under realistic conditions to achieve maximal mutual information. For a prime-dimensional quantum system there is also an alternative solution using a different set of mutually unbiased bases (MUBs).
Basis-Independent Encoding on OAM States
Employing MUBs of quantum systems guarantees the unconditional security of quantum cryptography. Two orthogonal bases in an arbitrary finite-dimensional Hilbert space
. . . ; j d ig, are said to be mutually unbiased if and only if they satisfy the relation jh' i j j ij ¼ 1= ffiffiffi ffi d p where i; j 2 f1; 2; . . . ; d g. A set of orthogonal bases in this space is called a set of MUBs if each pair of the bases in this set are mutually unbiased. In fact, the security achieved in quantum communication is fundamentally associated with this concept: since the information carriers are prepared in at least two bases that are mutually unbiased, the eavesdropper (traditionally called Eve) will be discovered by the authorized parities (traditionally called Alice and Bob) if she measures the state using an incorrect choice of measurement basis which results in a meaningless outcome and project the state onto a random eigenstate of a different MUB.
For any prime or prime power p, there are at most p þ 1 elements in a set of MUBs [16] in the state space C p , yet two MUBs would be sufficient for implementing a QSDC protocol. For OAM states of single photons, one can easily verify that the OAM basis fj'i; ' ¼ ÀN; . . . ; 0; . . . ; Ng and the angular position (ANG) basis fj'i; ' ¼ 0; 1; . . . ; 2Ng, where
are mutually unbiased for any positive integer N. Here, ' represents the index of OAM states. These OAM states fj'ig and ANG states fj'ig are in fact eigenvectors of Heisenberg-Weyl operatorsẐ d andX d , respectively, witĥ
where ! ¼ e i2=d , d ¼ 2N þ 1 and all algebraic operations are modulo d . It is worth noting that
, and thus, the logical information n could be encoded using the operation ðX dẐ d Þ n without the knowledge of whether the photon is prepared in the OAM basis or in the ANG basis.
The physical implementation ofX d transforms j'i into j' þ 1i for every ' G N or into j' À 2Ni for ' ¼ N, which can be realized with holograms [17] , [18] . However, a single hologram performing j' þ 1ih'j for each ' would transform state jNi into state jN þ 1i which is out of the subspace we mentioned above. It is therefore necessary to operate on different OAM states respectively, and we propose to employ interferometric OAM sorters [19] as shown in Fig. 1(a) . This device consists of two circularly-polarization beam splitters (CPBS), two Dove prisms set at a relative orientation of angle and two mirrors (denoted as R in the figure). If we set ¼ ð=2Þ=ð' 1 À ' 2 Þ, photons with OAM states jHi ' 1 and jHi ' 2 will come out from the interferometer with perpendicularly polarized states, and can then be readily separated with conventional PBS. For example, if an input photon is prepared in the state ð1= ffiffiffi 3 p ÞjHi ðj À 1i þ j0i þ j þ 1iÞ ' , by setting ¼ =2, the polarization state of j0i ' component will be perpendicular to j AE 1i components, and we can subsequently split these components into different paths. It should be noticed that the reverse procedure recombines components in different paths back into one path. By cascading multiple OAM sorters, a superposition of OAM states can be transformed into an entanglement between discrete paths and OAM states, e.g., ðj À 1i þ j0i þ j þ 1iÞ ' becomes j À 1ijai þ j0ijbi þ j þ 1ijci, where a, b and c refer to discrete spacial paths.
With different phase shifters and holograms placed according to different values of ' between demultiplexing and multiplexing components, as shown in Fig. 1(b) , logical n can be encoded on OAM states of photons basis-independently. All these optical elements are commercially available, making the encoding scheme feasible for experimental realization. The performance of this scheme is mainly limited by the efficiency of holograms for which we encode logical n with
and the efficiency of the hologram transforming j'i into j' þ ni usually decreases with the increment of n [20] . If we choose a uniform input distribution for j'i and denote the efficiency of the holograms in each path with ' , the overall efficiency for this set of holograms reads
and with the possibility of 1 À eff , a photon may lost. Thus the imperfect encoding essentially acts an erasure channel, which set an upper bound on the mutual information that the distant parties could share, as shown in Fig. 2 . When the input photon is prepared in ANG basis the overall efficiency should also be eff since the state is a superposition of all the eigenstates of OAM basis with identical weight. We discuss this imperfection and its impact for channel capacity in the next section in detail.
Quantum Secure Direct Communication Using OAM
QSDC is a new mode of quantum communication which seeks to transmit messages directly and securely over a quantum channel [21] , [22] , avoiding the distribution of random secret keys and the subsequent post-processing. This is a great improvement to the classical communication mode. Since the first QSDC protocol was proposed in 2000 by Long and Liu [21] , QSDC has been one of the research focuses in quantum communication. Generally speaking, the security of QSDC is based on quantum principles such as the non-cloning, quantum uncertainty principle, quantum entanglement and nonlocality. Distinctly, QSDC uses the block transmission technique, which not only detects eavesdropping but avoids the leakage of data transmitted before detection of Eve as well. Block data transmission was proposed in the construction of the first QSDC protocol, the efficient QSDC protocol [21] , which uses Einstein-Podolsky-Rosen (EPR) pairs. Such protocols were first proposed exploiting block transmission of EPR pairs [21] - [24] , and may effectively save the computing resource and improve the transmission rate. Then eavesdropping check is performed on the block so as to determine if there exists eavesdropping. Of course, QSDC can also transmit random numbers and be used as QKD. As a matter of fact, the security of QSDC depends on the number of QIC in a block N. When N ¼ 1, QSDC protocols are reduced to deterministic QKD protocols that can only transmit random key. Since then many schemes has been proposed resorting to entangled systems [25] - [28] or single photons [29] - [32] . In 2004, Deng et al. proposed a feasible QSDC scheme [33] using single photons, and the security of the protocol and its variations have been proven theoretically and experimentally in the past decade [34] - [38] . In this section, we show that with the basis-independent encoding scheme proposed above we can extend the QSDC protocol into high-dimensional Hilbert spaces spanned by OAM states.
As shown in Fig. 3 , essential ideas included in the extended d -dimensional QSDC protocol are described as follows: a) Bob randomly prepares a sequence of qudits in OAM basis fj'i; ' ¼ ÀN; . . . ; 0; . . . ; Ng or ANG basis fj'i; ' ¼ 0; 1; . . . ; 2Ng, and sends it to Alice; b) Alice selects a sufficiently large subset of the qudits to measure each of them in one of these bases randomly, and informs Bob the results with the positions of the qudits to confirm the security of the forward transmission; c) if the forward transmission is confirmed to be secure, Alice encodes logical 0 by choosing the operationÎ d or logical n by choosing the operation ðX dẐd Þ n where n ¼ 1; . . . ; d À 1 on the OAM states, and returns them back to Bob; d) Bob could obtain logical 0 or n by measuring each qudits with the same basis as he chose for preparation; e) Eve could gain no information if she only attacks the backward transmission and would reveal herself if she attacks the forward transmission.
Specifically, since Bob randomly prepares these qudits in OAM basis or ANG basis, the ensemble can be described by ¼ ð1=2Þð 1 þ 2 Þ with
and is invariant under operationsẐ andX , i.e.,
where we have omitted the subscript d ¼ 2N þ 1 for simplicity. Therefore Eve could gain no information if she attacks only on the backward line for that ðXẐ Þ k ðXẐ Þ k y is identical to . However, if Eve attacks on the forward line, for half the time she would make a wrong choice of the measurement basis and reveals herself to the authorized parties by raising the qudit error rate to at least N=ð2N þ 1Þ as described in [15] and [39] . Besides the unconditional security guaranteed by the use of MUBs, the nature of OAM of light implies an inherent security enhancement for free-space communication without depending on mathematical or quantum-mechanical encryption methods [10] . Fig. 3 . Bob prepared some qudits in two or more MUBs randomly and send them to Alice, who basis-independently encodes messages on these qudits and sends them back to Bob. Eve may attack on both the forward and backward lines, but attacking on the forward line would reveal herself, yet attacking the backward line only reveals no information.
As mentioned above, imperfect holograms cause photon loss with the probability 1 À eff , and the encoding scheme, therefore, acts as an erasure channel in the protocol. Generally, the efficiency of different encoding operations may vary according to n, thus we need to calculate the optimal input distribution to achieve the maximal mutual information between distant parties. Assuming Alice encodes logical n with probability n , and the corresponding encoding efficiency is n , we have the entropy of the output ensemble Y
Pðy Þlog 2 1 Pðy Þ
where PðeÞ ¼ P n ð1 À n Þ, and Pðy ¼ nÞ ¼ n n , with PðeÞ denoting the total probability of photon loss. The conditional entropy of Y given the input ensemble X is then
where Pðx ¼ nÞ ¼ n , Pðejx ¼ nÞ ¼ 1 À n , and Pðy jx ¼ nÞ ¼ n xy , with xy referring to the Kronecker delta. The optimal input distribution is the input distribution that maximize the mutual information IðX ; Y Þ ¼ HðY Þ À HðY jX Þ, whose maximum equals to the channel capacity.
Here the parameters n are specified by experimental conditions. Simulation results in a 5-dimensional system assuming 1 ¼ 0:8, 2 ¼ 0:75 show that the channel capacity is about 1.98 bits per photon, as illustrated in Fig. 2 . If the difference between 1 and 2 grows further, say 2 ¼ 0:5, one can see more unambiguously that the maximal mutually information lies to the left lower of the diagonal of the heat map, implying more encoding operations with a higher efficiency should be used to achieve the channel capacity. This asymmetric configuration comes from the non-uniformity of the encoding efficiency. Note that since in the QSDC protocol Bob need not perform basis reconciliation, the transmission rate is doubled compared with [15] . Actually, one can avoid using imperfect holograms for basis-independent encoding for any p-dimensional state space C p where p represents an arbitrary prime number. It has been demonstrated [16] that each of fẐ p ;X p ðẐ p Þ m jm ¼ 0; 1; . . . ; p À 1g corresponds to a basis consisting of eigenvectors of this operator itself, and these bases are mutually unbiased. In addition, since eigenvectors ofX p ðẐ p Þ m are given by
! Àms j jji; t ¼ 0; 1; . . . ; p À 1 ( 9 ) and one can verify thatẐ p j t i m ¼ j t À1 i m , it is convenient to encode messages withẐ p operation. Without using holograms whose efficiency is in general limited the encoding scheme can be in principle perfect. Nevertheless, there still lacks an experimental demonstration that OAM eigenstates ofX p ðẐ p Þ m can be efficiently detected.
Summary
In summary, we propose a feasible basis-independent encoding scheme for OAM states with commercially available optics, using which one can implement a QSDC protocol in high-dimensional systems, enabling remote parties to transfer meaningful messages directly and securely more efficiently. The security of the protocol is guaranteed both by the nature of OAM of light and by quantum cryptography. Concerning experimental conditions we calculate the mutual information in a 5-D system and show that using imperfect holograms results in a non-uniform optimal input distribution. In the case where the dimension is a prime, one can avoid using holograms to improve the encoding efficiency, yet it requires further technical development for measuring OAM states in more bases.
