We propose a new approach of quantum random number generator (QRNG) based on the photon number decision of weak laser pulses, which permits a high generation rate and convenient tuning of bias.
Random numbers are essential in a very wide application range, such as statistical sampling [1] , computer simulations [2] , randomized algorithm [3] and cryptography [4] . In the application of quantum cryptography, true random numbers are required for the secure key distribution. Current theory implies that the only way to realize a random number generator (RNG) which can be scientifically proved to be nondeterministic is to use the intrinsic randomness of quantum decisions. Conventional implementations of QRNG are based on the random transmission and reflection of single photons [5] . It is difficult to keep the probabilities of ones and zeros to be equal for these spacial discrimination schemes. Because the physical paths for ones and zeros usually have different transmission probabilities and the two detectors almost certainly have different detection efficiencies. To solve this problem, schemes based on the temporal discrimination of random photon emissions have been proposed [6] [7] . However, for those schemes the precision of the timing analysis is a limitation of the random number generation rate In this Letter, we propose a new approach for randomness generation based on the photon number decision of weak laser pulses. This new type of QRNG can generate true random bits at a high speed that is equal to the maximum gating frequency of the detector, and it can be conveniently adjusted to the state of zero bias. Besides, it has a more compact set up. Those advantages make it suitable for the applications of quantum cryptography.
We define a random bit generator as a device which produces bits independently of each other and with equal probabilities of ones and zeros, i.e., p(0) = p(1)=0.5. Normally, the photon number distribution of weak laser pulses is Poissonian [8] . Since the photon number distribution of partially absorbed light follows a Bernoulli transform of that of the incident field [9] , the numbers of the photons absorbed by a photodetector from the weak laser pulses are distributed as
where is the mean photon number of the weak laser pulses, is the detection efficiency of the photodetector. We use an avalanche photodiode (APD) operating in gated Geiger mode for the photon number detection, which does not distinguish the photon numbers above zero [10] . In this situation, we get the result `0' when zero photon is detected for a gate, and the result `1' when above zero. Hence, when is set to the proper value (0.693), the outcome of the QRNG is true random.
The experimental set up of our QRNG is shown in Fig. 1 . We use a pulsed laser source (PLS, id300, produced by id Quantique) to generate laser pulses of 300 ps at 1550 nm according to external trigger. First, the controlling system generates an NIM signal of 1 MHz to trigger id300. The emerging laser pulses are coupled into single mode ¯ber (SMF) and then pass through a mechanically adjustable attenuator. Finally, the pulses are detected by the single photon detector module (SPDM, id200, produced by id Quantique). The module of id200 is based on an InGaAs APD working in gated mode, where a voltage pulse is applied to raise the bias above breakdown upon triggering. If there are photons detected during a gate, the SPDM will output a logic '1' signal after the gate, otherwise the response will be logic '0'. We set the dead time of id200 as zero and the gate width as 2.5 ns. The controlling system generates a TTL trigger signal for id200 with a proper delay from the trigger of id300. The dark count rate is measured to be in experiment, and the detection efficiency is no less than 10 percent according to the features provided by id Quantique. The output of the SPDM is recorded and transferred to PCI-7300A (PC interfaced data acquisition board, produced by ADLINK Technology Inc.) by the controlling system. In order to eliminate the errors due to the clock drift between PCI-7300A and id200, the controlling system accompanies the data signal with a synchronizing clock. We develop the controlling system based on a chip of Cyclone II EP2C5T144C8 (FPGA, produced by Altera).After finishing the synchronization of the experimental system, we adjust the mechanical attenuator delicately to make the photon count rate approach to half of the repetition rate of the laser pulses. We fix the attenuator at the best point and our QRNG is thus set up. The operation (clock to clock) of our QRNG is illustrated schematically in Fig. 2 . 5 
10
We choose the DIEHARD [10] battery of statistical tests to evaluate our QRNG, which is consider to be strengthend in qualifying RNGs for their use in crytography. Testing results are shown in Table 1 .
We present the principle and the realization of a new type of QRNG. It generates true random numbers based on the photon number decision of weak laser pulses. The realization of it consists of a pulsed laser source, a flexible attenuator, a single photon detector, and some circuits used for controlling and data acquisition. This type of QRNG has advantages for the application in quantum cryptography. It can generate random numbers at a high speed that is limited only by the recovery time of the single photon detector. If the device is realized with fast single photon detectors, e.g., the ones based on silicon APD, the generation rate of random numbers is hopefully increased to GHz or higher.
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