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Abstract 
The paper presents one of the possible methods for the quantitative determination of the safety 
performance of complex engineering systems. The method is based on the assumption that the 
operating time of the system (its components) to failure and the magnitude of damage to which results 
are indicative of a failure of the two-dimensional distribution. In an example of the two-dimensional 
exponential distribution wherein in a case where value "C" safety period t and damage costs are 
independent, and each of these random variables has an exponential distribution with parameters a and 
β respectively. As a result, the work received a number of dependencies and calculations showing the 
results of the proposed method. 
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1 Introduction 
Research and security settlement complex engineering system (hereinafter the system) associated 
with the failure of both the system and its components, we will conduct a quantitative. We assume that 
the system is functioning according to specifications is not dangerous. Fair to assume that the 
functioning of the system in itself is a risk that can be associated with environmental pollution, human 
victims in the crash, and so forth. These systems are "safe" for the functioning is their simple. Moment 
of the beginning of their work is conventionally considered a failure. For example, in the beginning of 
military aviation use of weapons is a refusal, presenting a danger to people and the refusal of weapons 
during use, this is a new failure, which leads to another danger. Thus, the risk of many complex 
technical systems can be linked to their failures. 
The same failure in the system, depending on the specific conditions can lead to different 
consequences and pose a different threat. The effects, which results in failure, it is possible to 
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characterize the magnitude of the damage and to determine its monetary equivalent in the prescribed 
scale or in relative terms. 
All systems failures from the point of view of danger can be characterized by two random 
variables, operating time, which determines the reliability of the system and the damage, determining 
the danger of failure. The amount of damage can be set for any of the events and on its magnitude can 
classify events as favorable or unfavorable. 
Critical damage is a subjective parameter that determines the characteristics of the event. If the 
damage caused by the incident above the critical event, then this event is characterized as unfavorable. 
Critical damage is the unit of measurement in relative units.  
2 The Quantitative Study of the Safety  
The primary safety parameters include: C -  the cost of damage; p - the probability of safety; q = 1-
p is the probability of danger; t is the safety period. 
Safety factor is the ratio of security to the period of the cost of damage, i.e., S = t/С. Safety factor 
indicates how much of the safety period per unit of damage caused by an adverse event. The safety 
factor is measured in terms of security: security unit = unit of time/ damage cost unit. 
To determine the failure of the system in terms of its safe operation, we introduce the two-
dimensional random variable ξ0 = (ξ1, ξ2), where ξ1 = t is a random variable operating time of the 
system (its components) to failure, ξ2 = t - a random amount of damage, which results in failure. 
We assume that the distribution function of ξ = F(t, С) and the amount of damage it does not 
exceed the value of "C". Obviously, F(0,0) = 0. F is the function of (t, С), and  CtFF ,1 is a 
function of the probability of safe period, i.e. it shows that over the period t does not happen adverse 
event leading to the damage amount more than C. 
If the function F(t, С) is  the joint distribution of random variables damage "C" and safety period t 
is given in analytical form, it is possible to calculate the function f(t, С) the density of the joint 
distribution of random variables safety period t and damage C 
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To determine the probability that the safety period before the onset of adverse events will be in the 
range [t1, t2], and there will come an adverse event would damage value in the range [C1, C2] can use 
the expression 
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Periods of security work as the intervals between adverse events, defined by the probability 
distribution function of the safety period 
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This feature indicates that the safety period will not exceed the value of t. If the safety period is not 
of interest, the situation in practice can occur, for example, when the onset of adverse events is 
inevitable, and essential value of the damage caused by their occurrence, then use the function F(С) 
the probability distribution of loss from adverse events: 
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This probability distribution function shows the amount of damage the likelihood that we introduce 
a number of indicators that can be calculated, if they know the statistical characteristics of the safety of 
the vector upon occurrence of an adverse event damages will not exceed C for further research. It is 
the effectiveness of adverse events, the intensity of adverse events, the weight of adverse events, the 
degree of danger. 
The effectiveness of adverse events - is the ratio of the density distribution of the security features 
of the vector to the probability function of the system safe state: η(t,C)=f(t,C)/ F (t,C). 
The effectiveness of adverse events shows the incidence of adverse events, detrimental to no more 
than a "C" at the end of period t safe. The intensity of adverse events determined by the function of a 
single argument, the security period, which can be calculated as the ratio of the density function of the 
distribution of safety period to secure state probability functions 
)),(1(),()(
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The value of the intensity of adverse events λ(t) shows the frequency of adverse events after a safe 
period t. This figure makes sense when the value of the damage does not matter, or any damages 
assessed equally. The weight of unfavorable events - a function of one argument, the value of the 
damage, which is calculated as the ratio of the density distribution of the amount of damage to the 
difference between the unit and the probability distribution function of damage 
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This value weighting of adverse events shows how many adverse events per a unit of damage. This 
indicator makes sense to use when adverse events are inevitable, and it is important to assess their 
impact. 
We construct the function f(S) density distribution of safety factor for the joint distribution function f(t, 
C). The distribution function is 
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Differentiating the expression for F(S) Safety factor S find the desired density distribution. 
As an example, consider the function of the density distribution of two random variables, the 
safety period and the cost of the damage. Let these two random variables are independent and have an 
almost exponential distribution laws, but a random variable safety period has an exponential 
distribution only on the interval [0, t1] and zero values outside the interval 
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The distribution of (1) has a lot of practical sense, since the value of the security must have a 
period limit of t1. The value of t1 corresponds to the limit period of security, the probability 
distribution function of the law (1) has the form 
)1()1()( 1atat eetF   . 
For the random variable C damage using an exponential distribution law, but which exists only 
when C ≥ C0 > 0, where C0 - the critical damage 
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The distribution function for the law (2) has the form )( 01)( CCeCF E . 
The density of the joint distribution of random variables safety period t and the cost of damage, 
taking into account (1) and (2) will have the following form 
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Formulate the law of distribution for the random variable safety factor S = t /С, as a function of two 
random variables safety period t and the cost of damage C, having a density of the joint distribution of (3). 
To construct the distribution function F(S), we integrate for the "C" area of distribution of random 
variables safety period t and damage at a given value of the safety factor S. This area is shown shaded 
at Figure 1. 
 
 
 
Figure 1: The area of distribution of random variables, t and C (periods safety and damage for a given 
safety factor). 
 
The integration of the region gives the following results:  
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For the study does not matter what units to measure the magnitude of the damage and the safety 
period, therefore we set t1 = 1, C0 = 1, considering that the value of C1 = t1/S, we obtain the following 
safety factor distribution function S 
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According to the assumptions of the value of security coefficient varies from zero to 0≤S≤1 unit, 
so that F (0) = 0; F (1) = 1. Differentiating (4) we obtain the density function of the safety coefficient  
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of the probability of the system in the form of 
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The probability density function (5) is a decreasing exponential curve with the following values at 
the boundaries of a safety factor changes 
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Given the exponential behavior of the probability density factor of safety (5), with limited 
independent exponential law (3) random variables safety period t and the cost of damage C, replace 
the function (5) to a simple exponential law of distribution of species 
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where μ= const > 0. 
Then safety factor for this example has an average value 
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and the distribution function for the law will have the form 
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Now consider what means the steppe danger. In our view - a distribution parameter μ truncated 
exponential distribution law safety factor. For large values of μ severity is inversely proportional to the 
average value of the safety factor. For small values of the degree of danger, ie μ → 0, S → 0,5 average 
value of the safety factor S → 0,5 means that on average each half period of the limit of safety 
necessary to spend one unit of critical damage. Such average value of the safety factor with the 
received distribution law is the best. When the degree of danger μ = 1, we get the result S = 0,418. For 
the degree of danger of μ = 10, the result will be S = 0,1, which means that in the elaboration of a 
system of ten percent of their ultimate safety period the average spent one unit of the critical value. If 
we know that the average value of the safety factor, the value of μ severity can be determined by an 
iterative procedure 
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where μ(0)=1/S.  
Note that C0 overestimation critical damage to reduce μ unacceptable degree of danger, since in 
this case the situation will not be considered unfavorable, if this was not exceeded the critical damage. 
 
3 Conclusions 
It is obvious that events which brought the damage is less than the critical damage should be 
excluded from the statistics. Reducing the limit of safety period t reduces the security requirement for 
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the system, as if the system has developed its own deadline, you have to assume that it can no longer 
happen adverse events. Any adverse event that occurred with the system after the warranty period of 
its functioning (the ultimate safety period) should be excluded from the statistical processing too. For 
the calculation of all the parameters you can use the other laws of the joint distribution of random 
variables security period and the cost of the damage [1-6]. 
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