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IN THE UTAH COURT OF APPEALS

STATE OF UTAH,
Plaintiff,
Case No. 20060901-CA
v.
NATHANIEL THOMAS YOUNT,
Defendant.

JURISDICTION
Utah Code Ann. § 78-2a-3(2)(e) provides this Court's jurisdiction over this third
degree felony conviction entered in a court of record.

ISSUE. STANDARDS OF REVIEW AND PRESERVATION
Did the trial court err as a matter of law in denying Yount's motion to suppress?
In reviewing a trial court's denial of a motion to suppress, this Court reviews
legal conclusions without deference for correctness. See, e.g.. State v. Ray, 2000 UT App
55,p,998P.2d274.
This issue was preserved in the trial court through litigation of a motion to

suppress (R. 183: 1-16; R. 80-86), and the entry of a conditional no contest plea expressly
reserving Yount's right to raise the issue on appeal (R. 143, R. 184: 3).

CONSTITUTIONAL PROVISIONS. STATUTES AND RULES
The pertinent constitutional provisions, statutes and rules are in the addendum.

STATEMENT OF THE CASE
NATURE OF THE CASE. COURSE OF PROCEEDINGS AND DISPOSITION
On June 23, 2005, the State charged Yount by information with two counts of
attempted automobile homicide, one count of possession of a controlled substance DUI,
open container, and failure to wear a safety belt (R. 1-3). The State later charged Yount
by amended information with third degree felony DUI, class A misdemeanor DUI, class
A misdemeanor possession of a controlled substance, class B misdemeanor DUI, class C
misdemeanor open container, and failure to wear a safety belt (R. 75-77). Yount waived
his preliminary hearing following the amendment of the information (R. 78-79), and
moved to quash a subpoena for his medical records and to suppress the medical records
the State had obtained through that subpoena (R. 80-86). After a hearing (R. 183: 1-13),
the court denied the motion to suppress (R. 111-116).
Yount entered a conditional no contest plea to third degree felony DUI, expressly
preserving his right to appeal from the adverse ruling on the motion to suppress (R. 143;
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R. 184: 1-32).
On September 6, 2006, the trial court sentenced Yount to prison for zero to five
years, but then suspended that sentence and placed Yount on probation, requiring him to
serve thirty days in jail, pay a fine and surcharge of $2,025, and fulfill other conditions
(R. 151-54).
Yount's notice of appeal was filed in timely manner on September 28, 2006 (R.
157).

STATEMENT OF FACTS
There was no evidentiary hearing because the prosecution agreed that the facts as
stated in the defense memorandum were adequate for purposes of the suppression issue
(R. 102). The trial court's ruling states the facts in accordance with the defense
memorandum (R. 85-86) and the affidavit of probable cause filed by an investigating
officer (R. 4-7), as follows:
1. On June the 22nd 2005 there was a rollover accident wherein a car
failed to make a sharp narrow turn with low visibility, went down a ravine,
and came to rest against some trees. Deputy Travys Stoddard of the Beaver
County Sheriffs Office arrived and found the Defendant and Roger
Thomas pinned underneath the car. The Defendant smelled of alcohol and
there were open and full beer containers as well as three different kinds of
pills and some marijuana in and around the car.
2. Tim Medlar, who was also in the car, told Deputy Stoddard that
the occupants had had two or three beers, and that the Defendant was
driving and speeding at the approximate rate of 48 mph when they went
around a curve before the accident.
3. At the hospital, well before he was arrested, the Defendant refused
3

a blood draw requested by Deputy Glenn Woolsey, despite having received
the standard admonitions and also a warning that his probation would be
revoked if he did not consent.
4. The same day the Defendant was arrested and charged with
several serious offenses, on June 23, 2005, the Beaver County Attorney's
office had filed formal charges against the Defendant in the form of an
Information and submitted an Affidavit of Probable Cause, alleging the
foregoing facts, seeking a court order to subpoena the Defendant's medical
records as well as a warrant for his arrest.
5. An Order Authorizing the Issuance of a Subpoena and Subpoena
Duces Tecum was issued by the court on June 23, 2005. A Subpoena
Duces Tecum was issued by the court clerk on that same day as well.
6. The Defendant was not notified of the request for a subpoena
duces tecum nor was the Defendant notified that the Subpoena had been
issued or served prior to the production of the documents sought pursuant to
that Subpoena.
7. The Beaver Valley Hospital produced the Defendant's medical
records, which revealed a great deal of highly personal information about
the Defendant, including the results of a test of his blood.
8. The Defendant's medical records were not provided to the trial
court for an in camera review prior to their having been inspected by the
Prosecutor's office.
(R. 84-85).
Relying on Gutierrez v. Medley. 972 P.2d 913, 917 (Utah 1998), the trial court
held that the subpoena was illegal, because it was sought after charges were filed and was
not issued pursuant to the Subpoena Powers Act (R. 114). The court reasoned that the
subpoena was not authorized under the rules of civil procedure, because the State failed to
notify Yount of the subpoena, as is required by Ut. R. Civ. P. 45(b)(1)(A) (R. 113), The
court concluded that the unlawful subpoena constituted an unreasonable search of
Yount's medical records (R. 113).
However, the court abstained from applying the exclusionary rule under a theory
4

of inevitable discovery, ruling that the evidence in question was not privileged under Utah
R. Evid. 506(d)(1), was obtained by a court order which satisfied the requirements of
HIPAA (45 U.S.C. § 164.512(f)(l)(k)(A), and would have been obtained by lawfully
obtained by subpoena if the prosecutor had complied with Rule 45 (R, 111-112). The
Court denied suppression of any evidence concerning Yount's condition at the time of the
offense, but did require the prosecution to redact from Yount's medical records anything
not relevant to Yount's condition at the time of the offense (R. 111). A copy of the
court's order is in the addendum.

SUMMARY OF ARGUMENTS
Because the prosecution subpoenaed Yount's medical records without providing
him notice of the subpoena, and because the prosecution failed to seek in camera review
of the medical records before it reviewed the records, suppression is required under Ut. R.
Civ. P. 45, State v. Gonzales, 2005 UT 72,ffif26-41, 125 P.3d 878 and State v.Thompson.
810 P.2d415 (Utah 1991).
Because the prosecution made no claim and presented no evidence that the medical
records would inevitably have been discovered, the trial court erred in applying the
inevitable discovery exception to the exclusionary rule in Yount's case.

5

ARGUMENTS
I.

THE COURT ORDER AND SUBPOENA FOR YOUNT'S
MEDICAL RECORDS VIOLATED YOUNT'S
CONSTITUTIONAL RIGHTS TO DUE PROCESS OF
LAW AND PRIVACY.

The human body is protected by the Fourth Amendment to the United States
Constitution and Article I § 14 of the Utah Constitution. See, e.g.. State v. Hodson, 907
P.2d 1155 (Utah 1995) (Fourth Amendment decision discussing evidentiary burden
Government bears in seeking to justify body searches as reasonable). Utah law
reasonably recognizes enhanced privacy interests in personal records. See, e.g./State v.
Thompson, 810 P.2d at 419 (ordering suppression of bank records obtained pursuant to
illegal subpoenas under Article I § 14). Personal medical records such as those at issue
here are at least as private as financial records, see, e.g.. State v. Gonzales, 2005 UT 72,
Tflf 26-41, 125 P.3d 878, and are entitled to at least the same expectation of privacy and
constitutional protections. See, e ^ , Doe v. Broderick, 225 F.3d 440, 449-51 (4th Cir.
2000) (recognizing Fourth Amendment privacy interest in medical records). Cf.
Thompson, supra.
Utah R. Civ. P. 45(b)(1)(a), which applies in criminal cases by virtue of Ut. R. Civ.
P. 81, requires parties to serve notice on opposing parties and those who are the subject of
subpoenaed records, so that those people can exercise their due process right to be heard
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in challenging the subpoenas. State v. Gonzales. 2005 UT 72,ffif26-41, 125 P.3d 378.'
Even when confidential records are obtained by subpoena, the subpoenaing party must
turn the records over to the trial court for in camera inspection to determine if the
subpoenaing party may have access to any part of the confidential documents. See State
v. Gonzales, 2005 UT 72, ^[ 42-45.2 When parties fail to comply with their obligations
under Gonzales, it is appropriate for courts to quash the subpoenas and forbid the use of
the information in the subpoenaed records. See id-?1flf 18, 41 and 45. It may also be
appropriate to forbid those attorneys who were privy to the confidential records to
participate in the case. See id- at <|flf 45-46.
Because the prosecution had no business subpoenaing Yount's records without
giving him or his counsel notice, and thereby deprived Yount of his due process right to
be heard challenging the subpoena, and because the prosecution had no business
inspecting Yount's confidential records without first seeking in camera review of the
records by the trial court, the trial court should have quashed the subpoena and forbade
the prosecution to utilize the information learned of through review of the records. See

*Due process of law is guaranteed by Article I § 7 of the Utah Constitution and
section 1 of the Fourteenth Amendment to the United States Constitution. The rights to
notice and an opportunity to be heard are essential to due process, particularly in cases
such as the instant one, wherein liberty is at stake. E.g. Christiansen v. Harris, 163 P.2d
314.317(1945).
2

HIPAA (Health Insurance Portability Act) contains similar notice requirements. See 45
C.F.R. §§ 164.510 and 164.512. Suppression is an appropriate remedyfor HIPAA violations as
well. See Kesheki v. St. Vincent's Medical Center. 785 N.Y.S.2d 300, 305 (N.Y. Sup. 2004).
7

Gonzales, supra.
Suppression is the appropriate remedy when the Government obtains private
records through illegal subpoenas as it did here. See Gonzales, supra, and Thompson,
810 P.2d at 419 (ordering suppression of bank records obtained pursuant to illegal
subpoenas, in violation of Article I § 14). The Utah Supreme Court has held that
exclusion of evidence is a necessary consequence of the violation of Article I § 14. See
State v. Larocco, 794 P.2d 460, 471-73 (Utah 1990) {plurality) (recognizing privacy
interest in interior of car and adopting exclusionary rule as a necessary consequence of
Article I § 14 and noting that there are no recognized exceptions to this exclusionary
rule); State v. Thompson, 810 P.2d 415, 416-20 (Utah 1991) (majority of the Court
recognized privacy interest in bank records under Article I § 14, held in accordance with
Larocco that exclusion is a necessary consequence of a violation of Article I § 14, and
that no exceptions had been recognized to the Utah exclusionary rule); State v. DeBoov,
996 P.2d 546, 554 (Utah 2000) (finding exclusion of illegal checkpoint stop to be a
necessary consequence of Article I § 14). See also State v. Ziegelman, 905 P.2d 883,
887 (Utah 1995) (finding that violation of Fourth Amendment during traffic stop required
suppression under Larocco); Sims v. Collection Div. of Utah State Tax Div., 841 P.2d 6,
11-13 (Utah 1992)(p/i/ra//(v)(exclusionary rule of Article I § 14 applies in civil
proceedings which are criminal in effect and wherein it is necessary to deter further
illegal searches).
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II.

THE TRIAL COURT ERRED IN APPLYING THE
INEVITABLE DISCOVERY DOCTRINE.

The trial court ruled that despite the unreasonable seizure of Yount's medical
records caused by the prosecution's subpoena's failure to comply with Ut. R. Civ. P. 45,
the court would nonetheless admit those medical records pertaining to Yount's physical
condition at the time of the accident. The court's ruling addressed the inevitable
discovery doctrine, as discussed in State v. James, 977 P.2d 478 (Utah App.), reversed,
2000 UT 80, 13 P.3d 576, and Nix v Williams, 467 U.S. 431 (Utah 1984). The court's
application of the doctrine to the facts of this case was as follows:
The Prosecutor would have been able to obtain the Defendant's
medical records, or at least the records relating to the test of his blood for
alcohol or controlled substances, as relevant evidence of the Defendant's
physical condition at the time of the accident despite any claimed privilege,
pursuant to Rule 506(d)(1) of the Utah Rules of Evidence, if the Prosecutor
had provided the Defendant advance notice of the subpoena and otherwise
complied with Rule 45. Since the Order Authorizing the Issuance of a
Subpoena and Subpoena Duces Tecum, issued on June 23, 2005, satisfies
the requirement for the issuance of a court order, as contemplated in Section
164.512(f)(l)(ii)(A) of Title 45 of the United States Code (HIPAA), there is
no violation by the Prosecutor of that federal statute. The only harm in this
instance is that the Prosecutor did not provide the Defendant notice before
the Prosecutor obtained the Subpoena which he could and would have
obtained even if notice had been given. Therefore, the error was harmless
and the "core rationale" behind the exclusionary rule does not apply.
(R. 111-112).
The trial court was in error in this ruling.
The inevitable discovery doctrine shields from the exclusionary rule that illegally
seized evidence which inevitably would have been discovered through independent,
9

lawful means. See, e ^ , Nix v. Williams. 467 U.S. 431, 443 (1984); United States v.
Souza, 223 F.3d 1197, 1202 (10th Cir. 2000). To avail itself of the benefits of the
exception, the Government must prove by a preponderance of the evidence that illegally
obtained evidence would inevitably have been discovered. Nix, 467 U.S. at 444 n.5;
Souza, 223 F.3d at 1203. The Government must show an ongoing lawful investigation
whereby the evidence would have been lawfully obtained, or must show other compelling
facts showing that a lawful investigation would have resulted in the discovery of the
information. State v. Topanotes, 2003 UT 30 U 15, 76 P.3d 1159. "For courts confidently
to predict what would have occurred, but did not actually occur, there must be persuasive
evidence of events or circumstances apart from those resulting in illegal police activity
that would have inevitably led to discovery." State v. Topanotes, 2003 UT 30 at f 16, 76
P.3d 1159.
The trial court's application of the doctrine to this case was erroneous because
there was no evidentiary hearing, no evidence, and no claim by the Government that the
information in Yount's records would inevitably have been discovered through
independent, lawful means.3 Applying the inevitable discovery doctrine without any
factual basis, as the trial court did, risks swallowing the exclusionary rule with the
inevitable discovery exception. See Topanotes at f 19 (rejecting the Government's

3

In its memorandum, the Government argued that the subpoena complied with
HIPPAA and Utah Code Ann. §§ 77-23-201 through 203, and that Gonzales did not apply
(R. 87-102).
10

argument that evidence would inevitably would have been discovered when there was no
evidence to support the assertion, and which essentially translated to "'if we hadn't done
it wrong, we would have done it right[;]'" noting that there must be proof of
circumstances independent of the illegality to prevent the inevitable discovery exception
to the exclusionary rule from swallowing the rule).
Just as the Gonzales court affirmed the lower court's orders quashing the subpoena
in that case and suppressing the evidence because the subpoenaing party failed to comply
with Rule 45, and went through the medical records without an in camera review, Judge
Westfall should have quashed the subpoena in this parallel case and suppressed the
resulting evidence. See Gonzales, 2005 UT 72, ^ 18, 41 and 45. Just as the supreme
court ordered suppression as a consequence of the illegal subpoenas in Thompson, Judge
Westfall should have suppressed all of the records obtained pursuant to the illegal
subpoena in Yount's case. See Thompson, 810 P.2d at 419 (ordering suppression of bank
records obtained pursuant to illegal subpoenas, in violation of Article I § 14).

CONCLUSION
This Court should reverse the trial court's order denying suppression, and remand
this matter to that Court for withdrawal of the conditional plea.

11

Respectfully submitted this 26th day of April, 2007.

Edwsfrd K. Brass
Attorney for the Appellant

CERTIFICATE OF MAILING
I hereby certify that I mailed a true and correct copy of the foregoing, first class
postage pre-paid to Assistant Attorney General Fred Voros, 160 East 300 South, 6th Floor,
P.O. Box 140854, Salt Lake City, Utah 84114-0854, this 26th day ofApril, 2007.
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ADDENDUM

TRIAL COURT'S MEMORANDUM DECISION DENYING SUPPRESSION

n/7
IN THE FIFTH JUDICIAL DISTRICT COURT
IN AND FOR THE COUNTY OF BEAVER, STATE OF UTAH

FINDINGS AND ORDER DENYING
MOTION TO SUPPRESS AND
QUASH SUBPOENA FOR MEDICAL
RECORDS

THE STATE OF UTAH,
Plaintiff
vs.
NATHANIEL THOMAS YOUNT
Defendant

Case No. 051500105
JUDGE: G. MICHAEL WESTFALL

On or about December 5, 2005 the Defendant filed a Motion to Suppress and Quash
Subpoena for Medical Records, together with a Memorandum supporting that Motion.
On January 11, 2005, the State of Utah filed a Memorandum in Opposition of [sic]
Defendant's Motion to Suppress and Squash [sic] Subpoena for Medical Records. The
matter having been submitted to the Court for decision, the Court hereby makes and
enters the following:
FINDINGS OF FACT
1. On June the 22nd 2005 there was a rollover accident wherein a car failed to make
a sharp narrow turn with low visibility, went down a ravine, and came to rest against
some trees. Deputy Travys Stoddard of the Beaver County Sheriffs Office arrived and
found the Defendant and Roger Thomas pinned underneath the car. The Defendant

Page 1 of 6
\\l~

smelled of alcohol and there were open and full beer containers as well as three different
kinds of pills and some marijuana in and around the car.
2. Tim Medlar, who was also in the car, told Deputy Stoddard that the occupants
had had two or three beers, and that the Defendant was driving and speeding at the
approximate rate of 48 mph when they went around a curve before the accident.
3. At the hospital, well before he was arrested, the Defendant refused a blood draw
requested by Deputy Glenn Woolsey, despite having received the standard admonitions
and also a warning that his probation would be revoked if he did not consent.
4. The same day the Defendant was arrested and charged with several serious
offenses, on June 23, 2005, the Beaver County Attorney's office had filed formal charges
against the Defendant in the form of an Information and submitted an Affidavit of
Probable Cause, alleging the foregoing facts, seeking a court order to subpoena the
Defendant's medical records as well as a warrant for his arrest.
5. An Order Authorizing the Issuance of a Subpoena and Subpoena Duces Tecum
was issued by the court on June 23, 2005. A Subpoena Duces Tecum was issued by the
court clerk on that same day as well.
6. The Defendant was not notified of the request for a subpoena duces tecum nor
was the Defendant notified that the Subpoena had been issued or served prior to the
production of the documents sought pursuant to the Subpoena.
7. The Beaver Valley Hospital produced the Defendant's medical records, which
revealed a great deal of highly personal information about the Defendant, including the
results of a test of his blood.
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8. The Defendant's medical records were not provided to the trial court for an in
camera review prior to their having been inspected by the Prosecutor's office.
MEMORANDUM DECISION.

There are several procedures available whereby the State may obtain discovery in a
criminal case. Pursuant to Utah Code Annotated § 77-22-1 et seq. a prosecutor may
obtain a subpoena in order to conduct a criminal investigation prior to the filing a formal
charges. However, as the Utah Supreme Court ruled in Gutierrez v. Medley, 972 P.2d
913, (Utah 1998), "[T]he subpoena powers act can be used by the state only prior to the
filing of formal criminal charges." Id. at 917. In this case, the Information was filed, that
is formal criminal charges had been filed, on June 23, 2005 at 1:36 p.m., at the same time
as the Affidavit of Probable Cause was filed. The affidavit of probable cause requests the
issuance of a warrant for the arrest of the Defendant and requests an order authorizing the
issuance of a subpoena to acquire the Defendant's hospital records and specifically
hospital records regarding "any blood that was drawn pursuant to the accident [that
occurred] on June 21, 2005 [sic]." It is apparent to this court that the subpoena was
requested after formal criminal charges were filed and, therefore, was not requested
pursuant to the Subpoena Powers Act. The procedures for obtaining a subpoena pursuant
to that act, therefore, do not apply to this matter.
U. C. A. § 77-23-203(2) allows the Prosecutor to obtain evidence of illegal conduct
from a third-party by search warrant, provided the evidence sought to be seized cannot be
obtained by subpoena or that such evidence would be concealed, destroyed, damaged, or
altered if sought by subpoena. This quite clearly suggests that the Prosecutor may obtain
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evidence from a third party by subpoena. Unfortunately, the statute does not provide any
guidance with regard to the procedure for obtaining or serving the subpoena.
In this case, the prosecutor sought an order authorizing the issuance of a subpoena
based on an Affidavit of Probable Cause. Although that Affidavit does establish
sufficient probable cause to believe that the evidence sought from thelhird party, in this
case the Beaver County Hospital, is "evidence of illegal conduct," this court is aware of
no statute or rule, and State has cited to none, which authorizes the Prosecutor to obtain
and serve a subpoena after "formal criminal charges" have been filed without notice to
the Defendant, even if supported by probable cause.
If there is no procedure identified by the legislature for the obtaining of a post filing
subpoena in a criminal case, the rules for obtaining a subpoena in a civil case would
apply, pursuant to Rule 81(e) of the Utah Rules of Civil Procedure.
Rule 45(b) (1) (A) of the Utah Rules of Civil Procedure requires that "prior notice of
any commanded production . . . of documents . . . shall be served on each party in the
manner prescribed by Rule 5(b)." This court is aware of no law or rule, and the State has
cited to none, which would authorize a party to subpoena documents from a nonparty
after the lawsuit has been commenced without such prior notice, whether the matter at
issue be a civil proceeding or a formally charged criminal matter.
Since the Prosecutor did not provide the Defendant with prior notice of the
commanded production of documents, the obtaining of those documents constitutes an
unreasonable search and seizure of the Defendant's medical records.
Having determined that the search and seizure of the Defendant's medical records
was unreasonable, the court must next determine what, if any remedy is appropriate.
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In most instances involving unreasonable search and seizure suppression of the
seized evidence is an appropriate remedy. However, there are exceptions to the
exclusionary rule. One specific exception to that general rule is the inevitable discovery
doctrine. According to the Utah Court of Appeals decision in State v. James, 977 P.2d
489 (Utah App. 1999), citing Nix v. Williams. 467 U.S. 431 (1984), the uccore rationale7
behind the exclusionary rule is 'that this admittedly drastic and socially costly course is
needed to deter police from violations of constitutional and statutory protections.' . . .
[Hjowever . . . the deterrence rationale has no bite when 'the prosecution can establish by
a preponderance of the evidence that the information ultimately or inevitably would have
been discovered by lawful means.'" State v. James, at 492. While this case does not
involve alleged police misconduct, a similar rationale would apply.
The Prosecutor would have been able to obtain the Defendant's medical records, or
at least the records relating to the test of his blood for alcohol or controlled substances, as
relevant evidence of the Defendant's physical condition at the time of the accident
despite any claimed privilege, pursuant to Rule 506(d)(1) of the Utah Rules of Evidence,
if the Prosecutor had provided the Defendant advance notice of the subpoena and
otherwise complied with Rule 45. Since the Order Authorizing the Issuance of a
Subpoena and Subpoena Duces Tecum, issued on June 23, 2005, satisfies the
requirement for the issuance of a court order, as contemplated in Section
164.512(f)(l)(ii)(A) of Title 45 of the United States Code (HIPAA), there is no violation
by the Prosecutor of that federal statute. The only harm in this instance is that the
Prosecutor did not provide the Defendant notice before the Prosecutor obtained the
Subpoena which he could and would have obtained even if notice had been given.
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Therefore, the error was harmless and the "core rationale" behind the exclusionary rule
does not apply.
To the extent that the Subpoena sought and obtained evidence relevant to the
Defendant's physical condition at the time of the accident the Defendant's Motion to
Suppress and Quash Subpoena for Medical Records is denied. Any information
contained in the produced documents that is not relevant to the Defendant's physical
condition at the time of the accident is ordered returned to the Defendant and references
to such information is ordered redacted from those documents which the Prosecutor
intends to use as evidence at trial.
DATED this , 4 ^ ' day of March, 2006.
BY THE CO^Rr-

G. MICHAEL WESTFALL
DISTRICT COURT JUDGE
/
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CONTROLLING CONSTITUTIONAL PROVISIONS, STATUTES AND RULES

Constitution of Utah Article I § 7
No person shall be deprived of life, liberty or property, without due process of
law.
Constitution of Utah, Article I § 14
The right of the people to be secure in their persons, houses, papers and effects
against unreasonable searches and seizures shall not be violated; and no warrant shall
issue but upon probable cause supported by oath or affirmation, particularly describing
the place to be searched, and the person or thing to be seized.
United States Constitution, Amendment IV
The right of the people to be secure in their persons, houses, papers, and effects,
against unreasonable searches and seizures, shall not be violated, and no Warrants shall
issue, but upon probable cause, supported by Oath or affirmation, and particularly
describing the place to be searched, and the persons or things to be seized.

United States Constitution, Amendment XIV § 1
All persons born or naturalized in the United States, and subject to the jurisdiction
thereof, are citizens of the United States and of the State wherein they reside. No State
shall make or enforce any law which shall abridge the privileges or immunities of citizens
of the United States; nor shall any State deprive any person of life, liberty, or property,
without due process of law; nor deny to any person within its jurisdiction the equal
protection of the laws.
Utah Code Ann. § 77-23-201
As used in this part:

(1) "Daytime" means the hours beginning at 6 a.m. and ending at 10 p.m. local time.

(2) "Search warrant" is an order issued by a magistrate in the name of the state and
directed to a peace officer, describing with particularity the thing, place, or person to be
searched and the property or evidence to be seized by him and brought before the
magistrate.

Utah Code Ann. § 77-23-202
Property or evidence may be seized pursuant to a search warrant if there is probable cause
to believe it:
(1) was unlawfully acquired or is unlawfully possessed;
(2) has been used or is possessed for the purpose of being used to commit or conceal the
commission of an offense; or
(3) is evidence of illegal conduct.
Utah Code Ann. § 77-23-203
(1) A search warrant shall not issue except upon probable cause supported by oath or
affirmation particularly describing the person or place to be searched and the person,
property, or evidence to be seized.
(2) If the item sought to be seized is evidence of illegal conduct, and is in the possession
of a person or entity for which there is insufficient probable cause shown to the
magistrate to believe that such person or entity is a party to the alleged illegal conduct, no
search warrant shall issue except upon a finding by the magistrate that the evidence
sought to be seized cannot be obtained by subpoena, or that such evidence would be
concealed, destroyed, damaged, or altered if sought by subpoena. If such a finding is
made and a search warrant issued, the magistrate shall direct upon the warrant such
conditions that reasonably afford protection of the following interests of the person or
entity in possession of such evidence:
(a) protection against unreasonable interference with normal business;
(b) protection against the loss or disclosure of protected confidential sources of
information; or
(c) protection against prior or direct restraints on constitutionally protected rights.

Utah Rule of Civil Procedure 45
(a) Form; issuance.
(a)(1) Every subpoena shall:
(a)(1)(A) issue from the court in which the action is pending;
(a)(1)(B) state the title of the action, the name of the court from which it is issued, the
name and address of the party or attorney serving the subpoena, and its civil action number;
(a)(1)(C) command each person to whom it is directed to appear to give testimony at trial,

or at hearing, or at deposition, or to produce or to permit inspection and copying oi
documents or tangible things in the possession, custody or control of that person, or to
permit inspection of premises, at a time and place therein specified; and
(a)(1)(D) set forth the text of Notice to Persons Served with a Subpoena, in substantially
similar form to the subpoena form appended to these rules.
(a)(2) A command to produce or to permit inspection and copying of documents or
tangible things, or to permit inspection of premises, may be joined with a command to
appear at trial, or at hearing, or at deposition, or may be issued separately.
(a)(3) The clerk shall issue a subpoena, signed but otherwise in blank, to a party
requesting it, who shall complete it before service. An attorney admitted to practice in the
court in which the action is pending may also issue and sign a subpoena as an officer of
the court.
(b) Service; scope.
(b)(1) Generally.
(b)(1)(A) A subpoena may be served by any person who is not a party and is not le^s than
18 years of age. Service of a subpoena upon a person named therein shall be made as
provided in Rule 4(d) for the service of process and, if the person's appearance is
commanded, by tendering to that person the fees for one day's attendance and the mileage
allowed by law. When the subpoena is issued on behalf of the United States, or this state,
or any officer or agency of either, fees and mileage need not be tendered. Prior notice of
any commanded production or inspection of documents or tangible things or inspection of
premises before trial shall be served on each party in the manner prescribed by Rule 5(b).
(b)(1)(B) Proof of service when necessary shall be made by filing with the clerk of the
court from which the subpoena is issued a statement of the date and manner of service
and of the names of the persons served, certified by the person who made the service.
(b)(1)(C) Service of a subpoena outside of this state, for the taking of a deposition or
production or inspection of documents or tangible things or inspection of premises
outside this state, shall be made in accordance with the requirements of the jurisdiction in
which such service is made.
(b)(2) Subpoena for appearance at trial or hearing. A subpoena commanding a witness to
appear at a trial or at a hearing pending in this state may be served at any place within the state.
(b)(3) Subpoena for taking deposition.
(b)(3)(A) A person who resides in this state may be required to appear at deposition only
in the county where the person resides, or is employed, or transacts business in person, or
at such other place as the court may order. A person who does not reside in this state may
be required to appear at deposition only in the county in this state where the person is
served with a subpoena, or at such other place as the court may order.
(b)(3)(B) A subpoena commanding the appearance of a witness at a deposition may also
command the person to whom it is directed to produce or to permit inspection and
copying of documents or tangible things relating to any of the matters within the scope of
the examination permitted by Rule 26(b), but in that event the subpoena will be subject to
the provisions of Rule 30(b) and paragraph (c) of this rule.

(b)(4) Subpoena for production or inspection of documents or tangible things or
inspection of premises. A subpoena to command a person who is not a party to produce or
to permit inspection and copying of documents or tangible things or to permit inspection
of premises may be served at any time after commencement of the action. The scope and
procedure shall comply with Rule 34, except that the person must be allowed at least 14
days to comply as stated in subparagraph (c)(2)(A) of this rule. The party serving the
subpoena shall pay the reasonable cost of producing or copying the documents or tangible
things. Upon the request of any other party and the payment of reasonable costs, the party
serving the subpoena shall provide to the requesting party copies of all documents
obtained in response to the subpoena.
(c) Protection of persons subject to subpoenas.
(c)(1) A party or an attorney responsible for the issuance and service of a subpoena shall
take reasonable steps to avoid imposing undue burden or expense on a person subject to
that subpoena. The court from which the subpoena was issued shall enforce this duty and
impose upon the party or attorney in breach of this duty an appropriate sanction, which
may include, but is not limited to, lost earnings and a reasonable attorney's fee.
(c)(2)(A) A subpoena served upon a person who is not a party to produce or to permit
inspection and copying of documents or tangible things or to permit inspection of
premises, whether or not joined with a command to appear at trial, or at hearing, or at
deposition, must allow the person at least 14 days after service to comply, unless a shorter
time has been ordered by the court for good cause shown.
(c)(2)(B) A person commanded to produce or to permit inspection and copying of
documents or tangible things or to permit inspection of premises need not appear in
person at the place of production or inspection unless also commanded to appear at trial,
at hearing, or at deposition.
(c)(2)(C) A person commanded to produce or to permit inspection and copying of
documents or tangible things or inspection of premises may, before the time specified for
compliance with the subpoena, serve upon the party or attorney designated in the
subpoena written objection to inspection or copying of any or all of the documents or
tangible things or inspection of the premises. If objection is made, the party serving the
subpoena shall not be entitled to inspect and copy the materials or inspect the premises
except pursuant to an order of the court. If objection has been made, the party serving the
subpoena may, upon notice to the person commanded to produce, move at any time for an
order to compel the production. Such an order to compel production shall protect any
person who is not a party or an officer of a party from significant expense resulting from
the inspection and copying commanded.
(c)(3)(A) On timely motion, the court from which a subpoena was issued shall quash or
modify the subpoena if it:
(c)(3)(A)(i) fails to allow reasonable time for compliance;
(c)(3)(A)(ii) requires a resident of this state who is not a party to appear at deposition in a
county in which the resident does not reside, or is not employed, or does not transact
business in person; or requires a non-resident of this state to appear at deposition in a

county other than the county in which the person was served;
(c)(3)(A)(iii) requires disclosure of privileged or other protected matter and no exception
or waiver applies;
(c)(3)(A)(iv) subjects a person to undue burden.
(c)(3)(B) If a subpoena:
(c)(3)(B)(i) requires disclosure of a trade secret or other confidential research,
development, or commercial information;
(c)(3)(B)(ii) requires disclosure of an unretained expert's opinion or information not
describing specific events or occurrences in dispute and resulting from the expert's study
made not at the request of any party;
(c)(3)(B)(iii) requires a resident of this state who is not a party to appear at deposition in a
county in which the resident does not reside, or is not employed, or does not transact
business in person; or
(c)(3)(B)(iv) requires a non-resident of this state who is not a party to appear at deposition
in a county other than the county in which the person was served;
the court may, to protect a person subject to or affected by the subpoena, quash ;or modify
the subpoena or, if the party serving the subpoena shows a substantial need for the
testimony or material that cannot otherwise be met without undue hardship and assures
that the person to whom the subpoena is addressed will be reasonably compensated, the
court may order appearance or production only upon specified conditions.
(d) Duties in responding to subpoena.
(d)(1) A person responding to a subpoena to produce documents shall produce them as
they are kept in the usual course of business or shall organize and label them to
correspond with the categories in the demand.
(d)(2) When information subject to a subpoena is withheld on a claim that it is privileged
or subject to protection as trial preparation materials, the claim shall be made expressly
and shall be supported by a description of the nature of the documents, communications,
or things not produced that is sufficient to enable the demanding party to contest the claim.
(e) Contempt Failure by any person without adequate excuse to obey a subpoena served
upon that person may be deemed a contempt of the court from which the subpoena issued.
An adequate cause for failure to obey exists when a subpoena purports to require a
nonparty to appear or produce at a place not within the limits provided by subparagraph (c)(3)(A)(ii]
(f) Procedure where witness conceals himself or fails to attend. If a witness evades
service of a subpoena, or fails to attend after service of a subpoena, the court may issue a
warrant to the sheriff of the county to arrest the witness and bring the witness before the court.
(g) Procedure when witness is confined in jail. If the witness is a prisoner confined in a
jail or prison within the state, an order for examination in the prison upon deposition or,
in the discretion of the court, for temporary removal and production before the court or
officer for the purpose of being orally examined, may be made upon motion, with or
without notice, by a justice of the Supreme Court, or by the district court of the county in
which the action is pending.
(h) Subpoena unnecessary; when. A person present in court, or before a judicial officer,

may be required to testify in the same manner as if the person were in attendance upon a
subpoena.
Utah Rule of Civil Procedure 81
(a) Special Statutory Proceedings. These rules shall apply to all special statutory
proceedings, except insofar as such rules are by their nature clearly inapplicable. Where a
statute provides for procedure by reference to any part of the former Code of Civil
Procedure, such procedure shall be in accordance with these rules.
(b) Probate and Guardianship. These rules shall not apply to proceedings in
uncontested probate and guardianship matters, but shall apply to all proceedings
subsequent to the joinder of issue therein, including the enforcement of any judgment or
order entered.
(c) Application to Small Claims. These rules shall not apply to small proceeding except
as expressly incorporated in the Small Claims Rules.
(d) On Appeal From or Review of a Ruling or Order of an Administrative Board or
Agency. These rules shall apply to the practice and procedure in appealing from or
obtaining a review of any order, ruling or other action of an administrative board or
agency, except insofar as the specific statutory procedure in connection with any such
appeal or review is in conflict or inconsistent with these rules.
(e) Application in Criminal Proceedings. These rules of procedure shall also govern in
any aspect of criminal proceedings where there is no other applicable statute or rule,
provided, that any rule so applied does not conflict with any statutory or constitutional
requirement.
Utah Rule of Evidence 504
RULE 506. PHYSICIAN AND MENTAL HEALTH THERAPIST-PATIENT

(a) Definitions. As used in this rule:
1.(1) "Patient" means a person who consults or is examined or interviewed by a physician or
mental health therapist.
(2) "Physician" means a person licensed, or reasonably believed by the patient to be licensed, to
practice medicine in any state.
(3) "Mental health therapist" means a person who is or is reasonably believed by the patient to be
licensed or certified in any state as a physician, psychologist, clinical or certified social worker,
marriage and family therapist, advanced practice registered nurse designated as a registered
psychiatric mental health nurse specialist, or professional counselor while that person is engaged

in the diagnosis or treatment of a mental or emotional condition, including alcohol or drug addiction.
(b) General Rule of Privilege. If the information is communicated in confidence and for .he
purpose of diagnosing or treating the patient, a patient has a privilege, during the patient's life, to
refuse to disclose and to prevent any other person from disclosing (1) diagnoses made, treatment
provided, or advice given, by a physician or mental health therapist, (2) information obtained by
examination of the patient, and (3) information transmitted among a patient, a physician or
mental health therapist, and persons who are participating in the diagnosis Dr treatment under the
direction of the physician or mental health therapist, including guardians or members of the
patient's family who are present to further the interest of the patient because they are reasonably
necessary for the transmission of the communications, or participation in the diagnosis and
treatment under the direction of the physician or mental health therapist.

(c) Who May Claim the Privilege. The privilege may be claimed by the patient, or the guardian
or conservator of the patient. The person who was the physician or mental health therapist at the
time of the communication is presumed to have authority during the life of the patientyto claim
the privilege on behalf of the patient.

(d) Exceptions. No privilege exists under this rule:
(1) Condition as Element of Claim or Defense. As to a communication relevant to an issue of the
physical, mental, or emotional condition of the patient in any proceeding in which that condition
is an element of any claim or defense, or, after the patient's death, in any proceedings in which
any party relies upon the condition as an element of the claim or defense;
(2) Hospitalization for Mental Illness. For communications relevant to an issue in proceedings to
hospitalize the patient for mental illness, if the mental health therapist in the course of diagnosis
or treatment has determined that the patient is in need of hospitalization;
(3) Court Ordered Examination. For communications made in the course of, and pertinent to the
purpose of, a court-ordered examination of the physical, mental, or emotional condition c "a
patient, whether a party or witness, unless the court in ordering the examination specifies otherwise.

TITLE 45--PUBLIC WELFARE AND HUMAN SERVICES PART 164--SECURITY AND
PRIVACY-Table of Contents Subpart E-Privacy of Individually Identifiable Health Information
Sec. 164.510 Uses and disclosures requiring an opportunity for the individual to agree or to
object. A covered entity may use or disclose protected health information, provided that the
individual is informed in advance of the use or disclosure and has the opportunity to agree to or
prohibit or restrict the use or disclosure, in accordance with the applicable requirements of this
section. The covered entity may orally inform the individual of and obtain the individual's oral
agreement or objection to a use or disclosure permitted by this section, (a) Standard: use and
disclosure for facility directories. (1) Permitted uses and disclosure. Except when an objection is
expressed in accordance with paragraphs (a)(2) or (3) of this section, a covered health care
provider may: (i) Use the following protected health information to maintain a directory of
individuals in its facility: (A) The individual's name; (B) The individual's location in the covered
health care provider's facility; (C) The individual's condition described in general terms that does
not communicate specific medical information about the individual; and (D) The individual's
religious affiliation; and (ii) Disclose for directory purposes such information: (A) To members
of the clergy; or (B) Except for religious affiliation, to other persons who ask for the individual
by name. (2) Opportunity to object. A covered health care provider must inform an individual of
the protected health information that it may include in a directory and the persons to whom it
may disclose such information (including disclosures to clergy of information regarding religious
affiliation) and provide the individual with the opportunity to restrict or prohibit some or all of
the uses or disclosures permitted by paragraph (a)(1) of this section. (3) Emergency
circumstances, (i) If the opportunity to object to uses or disclosures required by paragraph (a)(2)
of this section cannot practicably be provided because of the individual's incapacity or an
emergency treatment circumstance, a covered health care provider may use or disclose some or
all of the protected health information permitted by paragraph (a)(1) of this section for the
facility's directory, if such disclosure is: (A) Consistent with a prior expressed preference of the
individual, if any, that is known to the covered health care provider; and (B) In the individual's
best interest as determined by the covered health [[Page 732]] care provider, in the exercise of
professional judgment, (ii) The covered health care provider must inform the individual and
provide an opportunity to object to uses or disclosures for directory purposes as required by
paragraph (a)(2) of this section when it becomes practicable to do so. (b) Standard: uses and
disclosures for involvement in the individual's care and notification purposes. (1) Permitted uses
and disclosures, (i) A covered entity may, in accordance with paragraphs (b)(2) or (3) of this
section, disclose to a family member, other relative, or a close personal friend of the individual,
or any other person identified by the individual, the protected health information directly relevant
to such person's involvement with the individual's care or payment related to the individual's
health care, (ii) A covered entity may use or disclose protected health information to notify, or
assist in the notification of (including identifying or locating), a family member, a personal
representative of the individual, or another person responsible for the care of the individual of the
individual's location, general condition, or death. Any such use or disclosure of protected health
information for such notification purposes must be in accordance with paragraphs (b)(2),,(3), or
(4) of this section, as applicable. (2) Uses and disclosures with the individual present. If the
individual is present for, or otherwise available prior to, a use or disclosure permitted by
paragraph (b)(1) of this section and has the capacity to make health care decisions, the covered
entity may use or disclose the protected health information if it: (i) Obtains the individual's

agreement; (ii) Provides the individual with the opportunity to object to the disclosure, and the
individual does not express an objection; or (iii) Reasonably infers from the circumstances, based
the exercise of professional judgment, that the individual does not object to the disclosure. (3)
Limited uses and disclosures when the individual is not present If the individual is not pi sent,
or the opportunity to agree or object to the use or disclosure cannot practicably be provided
because of the individual's incapacity or an emergency circumstance, the covered entity may, in
the exercise of professional judgment, determine whether the disclosure is in the best interests of
the individual and, if so, disclose only the protected health information that is directly relevant to
the person's involvement with the individual's health care. A covered entity may use professional
judgment and its experience with common practice to make reasonable inferences of the
individual's best interest in allowing a person to act on behalf of the individual to pick up filled
piescriptions, medical supplies. X-rays, or other similar forms of protected health information.
(4) Use and disclosures for disaster relief purposes. A covered entity may use or disclose
protected health information to a public or private entity authorized by law or by its charter to
assist in disaster relief efforts, for the purpose of coordinating with such entities the uses or
disclosures permitted by paragraph (b)(1)(h) of this section. The requirements in paragraphs
(b)(2) and (3) of this section apply to such uses and disclosure to the extent that the cohered
entity, in the exercise of professional-judgment, determines that the requirements do not interfere
with the ability to respond to the emergency circumstances. [65 FR 82802, Dec. 28, 2000 as
amended at 67 FR 53270, Aug. 14, 2002]
[Title 45, Volume I] [Revised as of October 1, 2003] From the U.S. Government Printing Office
via GPO Access [CITE: 45CFR164.512] [Page 732-741] TITLE 45-PUBLIC WELFARE AND
HUMAN SERVICES PART INSECURITY AND PRJVACY-Table of Contents Subpart E Privacy of Individually Identifiable Health Information Sec 164.5] 2 Uses and disclosures for
which an authorization or opportunity to agree or object is not required. A covered entity may use
or disclose protected health information without the written authorization of the individual, as
described in Sec. 164.508, or the opportunity for the individual to agree or object as described in
Sec. 164.510, in the situations covered by this section, subject to the applicable requirements of
this section When the covered entity is required by this section to inform the individual of, or
when the individual may agree to, a use or disclosure permitted by this section, the covered
entifj's information and the individual's agreement may be given orally [[Page 733]] (a)
Standard: Uses and disclosures required by law. (1) A covered entity may use or disclose
protected health information to the extent that such use or disclosure is required by law and the
use or disclosure complies with and is limited to the relevant requirements of such law. (2) A
covered entity must meet the requirements described in paragraph (c), (e), or (f) of this section
lor uses or disclosures required by law. (b) Standard: uses and disclosures for public health
actr* ities. (1) Permitted disclosures. A covered entity m#y disclose protected health information
foi the public health activities and purposes described in this paragraph to: (i) A public health
authority that is authorized by law,to collect or receive such information for the purpose of
preventing or controlling disease, injury, or disability, including, but not limited to, the reporting
of disease, injury, vital events such as birth or death, and the conduct of public health
surveillance, public health investigations, and public health interventions; or, at the direction of a
public health authority, to an official of a foreign government agency that is acting in
collaboration with a public health authority, (ii) A public health authority or other appropriate

government authority authorized by law to receive reports of child abuse or neglect; (iii) A
person subject to the jurisdiction of the Food and Drug Administration (FDA) with respect to an
FDA-regulated product or activity for which that person has responsibility, for the purpose of
activities related to the quality, safety or effectiveness of such FDA- regulated product or activity.
Such purposes include: (A) To collect or report adverse events (or similar activities with respect
to food or dietary supplements), product defects or problems (including problems with the use or
labeling of a product), or biological product deviations; (B) To track FDA-regulated products;
(C) To enable product recalls, repairs, or replacement, or lookback (including locating and
notifying individuals who have received products that have been recalled, withdrawn, or are the
subject of lookback); or (D) To conduct post marketing surveillance; (iv) A person who may
have been exposed to a communicable disease or may otherwise be at risk of contracting or
spreading a disease or condition, if the covered entity or public health authority is authorized by
law to notify such person as necessary in the conduct of a public health intervention or
investigation; or (v) An employer, about an individual who is a member of the workforce of the
employer, if: (A) The covered entity is a covered health care provider who is a member of the
workforce of such employer or who provides health care to the individual at the request of the
employer: (1) To conduct an evaluation relating to medical surveillance of the workplace: or (2)
To evaluate whether the individual has a work-related illness or injury; (B) The protected health
information that is disclosed consists of findings concerning a work-related illness or injury or a
workplace- related medical surveillance; (C) The employer needs such findings in order to
comply with its obligations, under 29 CFR parts 1904 through 1928, 30 CFR parts 50 through
90, or under state law having a similar purpose, to record such illness or injury or to carry out
responsibilities for workplace medical surveillance; and (D) The covered health care provider
provides written notice to the individual that protected health information relating to the medical
surveillance of the workplace and work-related illnesses and injuries is disclosed to the
employer: (1) By giving a copy of the notice to the individual at the time the health care is
provided; or (2) If the health care is provided on the work site of the employer, by posting the
notice in a prominent place at the location where the health care is provided. (2) Permitted uses.
If the covered entity also is a public health authority, the covered entity is permitted to use
protected health information in all cases [[Page 734]] in which it is permitted to disclose such
information for public health activities under paragraph (b)(1) of this section, (c) Standard:
Disclosures about victims of abuse, neglect or domestic violence. (1) Permitted disclosures.
Except for reports of child abuse or neglect permitted by paragraph (b)(l)(ii) of this section, a
covered entity may disclose protected health information about an individual whom the covered
entity reasonably believes to be a victim of abuse, neglect, or domestic violence to a government
authority, including a social service or protective services agency, authorized by law to receive
reports of such abuse, neglect, or domestic violence: (i) To the extent the disclosure is required
by law and the disclosure complies with and is limited to the relevant requirements of such law;
(ii) If the individual agrees to the disclosure; or (iii) To the extent the disclosure is expressly
authorized by statute or regulation and: (A) The covered entity, in the exercise of professional
judgment, believes the disclosure is necessary to prevent serious harm to the individual or other
potential victims; or (B) If the individual is unable to agree because of incapacity, a law
enforcement or other public official authorized to receive the report represents that the protected
health information for which disclosure is sought is not intended to be used against the individual
and that an immediate enforcement activity that depends upon the disclosure would be materially

and adversely affected by waiting until the individual is able to agree to the disclosure. (2)
Informing the individual. A covered entity that makes a disclosure permitted by paragraph (c)(1)
of this section must promptly inform the individual that such a report has been or will be made,
except if: (i) The covered entity, in the exercise of professional judgment, believes informing the
individual would place the individual at risk of serious harm; or (ii) The covered entity would be
informing a personal representative, and the covered entity reasonably believes the personal
representative is responsible for the abuse, neglect, or other injury, and that informing such
person would not be in the best interests of the individual as determined by the covered entity, in
the exercise of professional judgment, (d) Standard: Uses and disclosures for health oversight
activities. (1) Permitted disclosures. A covered entity may disclose protected health information
to a health oversight agency for oversight activities authorized by law, including audits; civil,
administrative, or criminal investigations; inspections; licensure or disciplinary actions; civil,
administrative, or criminal proceedings or actions; or other activities necessary for appropriate
oversight of: (i) The health care system; (ii) Government benefit programs for which health
information is relevant to beneficiary eligibility; (iii) Entities subject to government regulatory
programs for which health information is necessary for determining compliance with program
standards; or (iv) Entities subject to civil rights laws for which health information is necessary
for determining compliance. (2) Exception to health oversight activities. For the purpose of the
disclosures permitted by paragraph (d)(1) of this section, a health oversight activity does not
include an investigation or other activity in which the individual is the subject of the
investigation or activity and such investigation or other activity does not arise out of and is not
directly related to: (i) The receipt of health care; (ii) A claim for public benefits related to health;
or (iii) Qualification for, or receipt of, public benefits or services when a patient's health is
integral to the claim for public benefits or services. (3) Joint activities or investigations.
Nothwithstanding paragraph (d)(2) of this section, if a health oversight activity or investigation is
conducted in conjunction with an oversight activity or investigation relating to a claim for public
benefits not related to health, the joint activity or investigation is considered a health oversight
activity for purposes of paragraph (d) of this section. [[Page 735]] (4) Permitted uses. If a
covered entity also is a health oversight agency, the covered entity may use protected health
information for health oversight activities as permitted by paragraph (d) of this section, (e)
Standard: Disclosures for judicial and administrative proceedings. (1) Permitted disclosures. A
covered entity may disclose protected health information in the course of any judicial or
administrative proceeding: (i) In response to an order of a court or administrative tribunal,
provided that the covered entity discloses only the protected health information expressly
authorized by such order; or (ii) In response to a subpoena, discovery request, or other lawful
process, that is not accompanied by an order of a court or administrative tribunal, if: (A) The
covered entity receives satisfactory assurance, as described in paragraph (e)(l)(iii) of this section,
from the party seeking the information that reasonable efforts have been made by such party to
ensure that the individual who is the subject of the protected health information that has been
requested has been given notice of the request; or (B) The covered entity receives satisfactory
assurance, as described in paragraph (e)(l)(iv) of this section, from the party seeking the
information that reasonable efforts have been made by such party to secure a qualified protective
order that meets the requirements of paragraph (e)(l)(v) of this section, (iii) For the purposes of
paragraph (e)(l)(ii)(A) of this section, a covered entity receives satisfactory assurances from a
party seeking protecting health information if the covered entity receives from such party a

written statement and accompanying documentation demonstrating that: (A) The party requesting
such information has made a good faith attempt to provide written notice to the individual (or, if
the individual's location is unknown, to mail a notice to the individual's last known address); (B)
The notice included sufficient information about the litigation or proceeding in which the
protected health information is requested to permit the individual to raise an objection to the
court or administrative tribunal; and (C) The time for the individual to raise objections to the
court or administrative tribunal has elapsed, and: (1) No objections were filed; or (2) All
objections filed by the individual have been resolved by the court or the administrative tribunal
and the disclosures being sought are consistent with such resolution, (iv) For the purposes of
paragraph (e)(l)(ii)(B) of this section, a covered entity receives satisfactory assurances from a
party seeking protected health information, if the covered entity receives from such party a
written statement and accompanying documentation demonstrating that: (A) The parties to the
dispute giving rise to the request for information have agreed to a qualified protective order and
have presented it to the court or administrative tribunal with jurisdiction over the dispute; or (B)
The party seeking the protected health information has requested a qualified protective order
from such court or administrative tribunal, (v) For purposes of paragraph (e)(1) of this section, a
qualified protective order means, with respect to protected health information requested under
paragraph (e)(l)(ii) of this section, an order of a court or of an administrative tribunal or a
stipulation by the parties to the litigation or administrative proceeding that: (A) Prohibits the
parties from using or disclosing the protected health information for any purpose other than the
litigation or proceeding for which such information was requested; and (B) Requires the return to
the covered entity or destruction of the protected health information (including all copies made)
at the end of the litigation or proceeding, (vi) Nothwithstanding paragraph (e)(l)(ii) of this
section, a covered entity may disclose protected health information in response to lawful process
described in paragraph (e)(1)(h) of this section without receiving satisfactory assurance under
paragraph (e)(l)(ii)(A) or (B) of this section, if the covered entity makes reasonable efforts to
provide notice to the individual sufficient to meet the requirements of paragraph (e)(l)(iii) of this
section or to seek a qualified protective order sufficient to [[Page 736]] meet the requirements of
paragraph (e)(l)(iv) of this section. (2) Other uses and disclosures under this section. The
provisions of this paragraph do not supersede other provisions of this section that otherwise
permit or restrict uses or disclosures of protected health information, (f) Standard: Disclosures
for law enforcement purposes. A covered entity may disclose protected health information for a
law enforcement purpose to a law enforcement official if the conditions in paragraphs (f)(1)
through (f)(6) of this section are met, as applicable. (1) Permitted disclosures: Pursuant to
process and as otherwise required by law. A covered entity may disclose protected health
information: (i) As required by law including laws that require the reporting of certain types of
wounds or other physical injuries, except for laws subject to paragraph (b)(1)(h) or (c)(l)(i) of
this section; or (ii) In compliance with and as limited by the relevant requirements of: (A) A
court order or court-ordered warrant, or a subpoena or summons issued by a judicial officer; (B)
A grand jury subpoena; or (C) An administrative request, including an administrative subpoena
or summons, a civil or an authorized investigative demand, or similar process authorized under
law, provided that: (1) The information sought is relevant and material to a legitimate law
enforcement inquiry; (2) The request is specific and limited in scope to the extent reasonably
practicable in light of the purpose for which the information is sought; and (3) De-identified
information could not reasonably be used. (2) Permitted disclosures: Limited information for

identification and location purposes. Except for disclosures required by law as permitted by
paragraph (f)(1) of this section, a covered entity may disclose protected health information in
response to a law enforcement official's request for such information for the purpose of
identifying or locating a suspect, fugitive, material witness, or missing person, provided that: (i)
The covered entity may disclose only the following information: (A) Name and address; (B) Date
and place of birth; (C) Social security number; (D) ABO blood type and rh factor; (E) Type of
injury; (F) Date and time of treatment; (G) Date and time of death, if applicable; and (H) A
description of distinguishing physical characteristics, including height, weight, gender, race, hair
and eye color, presence or absence of facial hair (beard or moustache), scars, and tattoos, (ii)
Except as permitted by paragraph (f)(2)(i) of this section, the covered entity may not disciose for
the purposes of identification or location under paragraph (f)(2) of this section any protected
health information related to the individual's DNA or DNA analysis, dental records, or typing,
samples or analysis of body fluids or tissue. (3) Permitted disclosure: Victims of a crime. Except
for disclosures required by law as permitted by paragraph (f)(1) of this section, a covered entity
may disclose protected health information in response to a law enforcement official's request for
such information about an individual who is or is suspected to be a victim of a crime, other than
disclosures that are subject to paragraph (b) or (c) of this section, if: (i) The individual agrees to
the disclosure; or (ii) The covered entity is unable to obtain the individual's agreement because of
incapacity or other emergency circumstance, provided that: (A) The law enforcement official
represents that such information is needed to determine whether a violation of law by a person
other than the victim has occurred, and such information is not intended to be used against the
victim; (B) The law enforcement official represents that immediate law enforcement activity that
depends upon the disclosure would be materially and adversely affected by waiting until the
individual is able to agree to the disclosure; and (C) The disclosure is in the best interests of the
individual as determined by the covered entity, in the exercise of professional judgment. jjPage
737]] (4) Permitted disclosure: Decedents. A covered entity may disclose protected health
information about an individual who has died to a law enforcement official for the purpose of
alerting law enforcement of the death of the individual if the covered entity has a suspicion that
such death may have resulted from criminal conduct. (5) Permitted disclosure: Crime on
premises. A covered entity may disclose to a law enforcement official protected health
information that the covered entity believes in good faith constitutes evidence of criminal
conduct that occurred on the premises of the covered entity. (6) Permitted disclosure: Reporting
crime in emergencies, (i) A covered health care provider providing emergency health care in
response to a medical emergency, other than such emergency on the premises of the covered
health care provider, may disclose protected health information to a law enforcement official if
such disclosure appears necessary to alert law enforcement to: (A) The commission and nature of
a crime; (B) The location of such crime or of the victim(s) of such crime; and (C) The identity,
description, and location of the perpetrator of such crime, (ii) If a covered health care provider
believes that the medical emergency described in paragraph (f)(6)(i) of this section is the result of
abuse, neglect, or domestic violence of the individual in need of emergency health care,
paragraph (f)(6)(i) of this section does not apply and any disclosure to a law enforcement official
for law enforcement purposes is subject to paragraph (c) of this section, (g) Standard: Uses and
disclosures about decedents. (1) Coroners and medical examiners. A covered entity may disclose
protected health information to a coroner or medical examiner for the purpose of identifying a
deceased person, determining a cause of death, or other duties as authorized by law. A covered

entity that also performs the duties of a coroner or medical examiner may use protected health
information for the purposes described in this paragraph. (2) Funeral directors. A covered entity
may disclose protected health information to funeral directors, consistent with applicable law, as
necessary to carry out their duties with respect to the decedent. If necessary for funeral directors
to carry out their duties, the covered entity may disclose the protected health information prior to,
and in reasonable anticipation of, the individual's death, (h) Standard: Uses and disclosures for
cadaveric organ, eye or tissue donation purposes. A covered entity may use or disclose protected
health information to organ procurement organizations or other entities engaged in the
procurement, banking, or transplantation of cadaveric organs, eyes, or tissue for the purpose of
facilitating organ, eye or tissue donation and transplantation, (i) Standard: Uses and disclosures
for research purposes. (1) Permitted uses and disclosures. A covered entity may use or disclose
protected health information for research, regardless of the source of funding of the research,
provided that: (i) Board approval of a waiver of authorization. The covered entity obtains
documentation that an alteration to or waiver, in whole or in part, of the individual authorization
required by Sec. 164.508 for use or disclosure of protected health information has been approved
by either: (A) An Institutional Review Board (IRB), established in accordance with 7 CFR
lc.107, 10 CFR 745.107, 14 CFR 1230.107, 15 CFR 27.107, 16 CFR 1028.107, 21 CFR 56.107,
22 CFR 225.107, 24 CFR 60.107, 28 CFR 46.107, 32 CFR 219.107, 34 CFR 97.107, 38 CFR
16.107, 40 CFR 26.107, 45 CFR 46.107, 45 CFR 690.107, or 49 CFR 11.107; or (B) A privacy
board that: (1) Has members with varying backgrounds and appropriate professional competency
as necessary to review the effect of the research protocol on the individual's privacy rights and
related interests; (2) Includes at least one member who is not affiliated with the covered entity,
not affiliated with any entity conducting or sponsoring the research, and not related to any person
who is affiliated with any of such entities; and (3) Does not have any member participating in a
review of any project in [[Page 738]] which the member has a conflict of interest, (ii) Reviews
preparatory to research. The covered entity obtains from the researcher representations that: (A)
Use or disclosure is sought solely to review protected health information as necessary to prepare
a research protocol or for similar purposes preparatory to research; (B) No protected health
information is to be removed from the covered entity by the researcher in the course of the
review; and (C) The protected health information for which use or access is sought is necessary
for the research purposes, (iii) Research on decedent's information. The covered entity obtains
from the researcher: (A) Representation that the use or disclosure sought is solely for research on
the protected health information of decedents; (B) Documentation, at the request of the covered
entity, of the death of such individuals; and (C) Representation that the protected health
information for which use or disclosure is sought is necessary for the research purposes. (2)
Documentation of waiver approval. For a use or disclosure to be permitted based on
documentation of approval of an alteration or waiver, under paragraph (i)(l)(i) of this section, the
documentation must include all of the following: (i) Identification and date of action. A
statement identifying the IRB or privacy board and the date on which the alteration or waiver of
authorization was approved; (ii) Waiver criteria. A statement that the IRB or privacy board has
determined that the alteration or waiver, in whole or in part, of authorization satisfies the
following criteria: (A) The use or disclosure of protected health information involves no more
than a minimal risk to the privacy of individuals, based on, at least, the presence of the following
elements; (1) An adequate plan to protect the identifiers from improper use and disclosure; (2)
An adequate plan to destroy the identifiers at the earliest opportunity consistent with conduct of

the research, unless there is a health or research justification for retaining the identifiers or such
retention is otherwise required by law; and (3) Adequate written assurances that the protected
health information will not be reused or disclosed to any other person or entity, except as
required by law, for authorized oversight of the research study, or for other research for which the
use or disclosure of protected health information would be permitted by this subpart; (B) The
research could not practicably be conducted without the waiver or alteration; and (C) The
research could not practicably be conducted without access to and use of the protected health
information, (iii) Protected health information needed. A brief description of the protected health
information for which use or access has been determined to be necessary by the IRB or privacy
board has determined, pursuant to paragraph (i)(2)(ii)(C) of this section; (iv) Review and
approval procedures. A statement that the alteration or waiver of authorization has been reviewed
and approved under either normal or expedited review procedures, as follows: (A) An IRB must
follow the requirements of the Common Rule, including the normal review procedures (7 CFR
lc. 108(b), 10 CFR 745.108(b), 14 CFR 1230.108(b), 15 CFR 27.108(b), 16 CFR 1028.108(b),
21 CFR 56.108(b), 22 CFR 225.108(b), 24 CFR 60.108(b), 28 CFR 46.108(b), 32 CFR
219.108(b), 34 CFR 97.108(b), 38 CFR 16.108(b), 40 CFR 26.108(b), 45 CFR 46.108(b), 45
CFR 690.108(b), or 49 CFR 11.108(b)) or the expedited review procedures (7 CFR lo.l 10, 10
CFR745.110, 14CFR1230.110, 15CFR27.110, 16 CFR 1028.110, 21 CFR 56.110, 22 CFR
225.110, 24 CFR 60.110, 28 CFR 46.110, 32 CFR 219.110, 34 CFR 97.110, 38 CFR 16.110, 40
CFR 26.110, 45 CFR 46.110, 45 CFR 690.110, or 49 CFR 11.110); (B) A privacy board must
review the proposed research at convened meetings at which a majority of the privacy board
members are present, including at least one member who satisfies the criterion stated in
paragraph [[Page 739]] (i)(l)(i)(B)(2) of this section, and the alteration or waiver of authorization
must be approved by the majority of the privacy board members present at the meeting, unless
the privacy board elects to use an expedited review procedure in accordance with paragraph
(i)(2)(iv)(C) of this section; (C) A privacy board may use an expedited review procedure if the
research involves no more than minimal risk to the privacy of the individuals who are the subject
of the protected health information for which use or disclosure is being sought. If the privacy
board elects to use an expedited review procedure, the review and approval of the alteration or
waiver of authorization may be carried out by the chair of the privacy board, or by one or more
members of the privacy board as designated by the chair; and (v) Required signature. The
documentation of the alteration or waiver of authorization must be signed by the chair or other
member, as designated by the chair, of the IRB or the privacy board, as applicable, (j) Standard:
Uses and disclosures to avert a serious threat to health or safety. (1) Permitted disclosures. A
covered entity may, consistent with applicable law and standards of ethical conduct, use or
disclose protected health information, if the covered entity, in good faith, believes the use or
disclosure: (i)(A) Is necessary to prevent or lessen a serious and imminent threat to the health or
safety of a person or the public; and (B) Is to a person or persons reasonably able to prevent or
lessen the threat, including the target of the threat; or (ii) Is necessary for law enforcement
authorities to identify or apprehend an individual: (A) Because of a statement by an individual
admitting participation in a violent crime that the covered entity reasonably believes may have
caused serious physical harm to the victim; or (B) Where it appears from all the circumstances
that the individual has escaped from a correctional institution or from lawful custody, as those
terms are defined in Sec. 164.501. (2) Use or disclosure not permitted. A use or disclosure
pursuant to paragraph (j)(l)(ii)(A) of this section may not be made if the information described in

paragraph (j)(l)(ii)(A) of this section is learned by the covered entity: (i) In the course of
treatment to affect the propensity to commit the criminal conduct that is the basis for the
disclosure under paragraph (j)(l)(ii)(A) of this section, or counseling or therapy; or (ii) Through a
request by the individual to initiate or to be referred for the treatment, counseling, or therapy
described in paragraph (j)(2)(i) of this section. (3) Limit on information that may be disclosed. A
disclosure made pursuant to paragraph (j)(l)(ii)(A) of this section shall contain only the
statement described in paragraph (j)(l )(ii)(A) of this section and the protected health information
described in paragraph (f)(2)(i) of this section. (4) Presumption of good faith belief. A covered
entity that uses or discloses protected health information pursuant to paragraph (j)(l) of this
section is presumed to have acted in good faith with regard to a belief described in paragraph
(j)(l)(i) or (ii) of this section, if the belief is based upon the covered entity's actual knowledge or
in reliance on a credible representation by a person with apparent knowledge or authority, (k)
Standard: Uses and disclosures for specialized government functions. (1) Military and veterans
activities, (i) Armed Forces personnel. A covered entity may use and disclose the protected
health information of individuals who are Armed Forces personnel for activities deemed
necessary by appropriate military command authorities to assure the proper execution of the
military mission, if the appropriate military authority has published by notice in the Federal
Register the following information: (A) Appropriate military command authorities; and (B) The
purposes for which the protected health information may be used or disclosed, (ii) Separation or
discharge from military service. A covered entity that is a component of the Departments of
Defense or Transportation may disclose [[Page 740]] to the Department of Veterans Affairs
(DVA) the protected health information of an individual who is a member of the Armed Forces
upon the separation or discharge of the individual from military service for the purpose of a
determination by DVA of the individual's eligibility for or entitlement to benefits under laws
administered by the Secretary of Veterans Affairs, (iii) Veterans. A covered entity that is a
component of the Department of Veterans Affairs may use and disclose protected health
information to components of the Department that determine eligibility for or entitlement to, or
that provide, benefits under the laws administered by the Secretary of Veterans Affairs, (iv)
Foreign military personnel. A covered entity may use and disclose the protected health
information of individuals who are foreign military personnel to their appropriate foreign military
authority for the same purposes for which uses and disclosures are permitted for Armed Forces
personnel under the notice published in the Federal Register pursuant to paragraph (k)(l)(i) of
this section. (2) National security and intelligence activities. A covered entity may disclose
protected health information to authorized federal officials for the conduct of lawful intelligence,
counter-intelligence, and other national security activities authorized by the National Security
Act (50 U.S.C. 401, et seq.) and implementing authority (e.g., Executive Order 12333). (3)
Protective services for the President and others. A covered entity may disclose protected health
information to authorized federal officials for the provision of protective services to the President
or other persons authorized by 18 U.S.C. 3056, or to foreign heads of state or other persons
authorized by 22 U.S.C. 2709(a)(3), or to for the conduct of investigations authorized by 18
U.S.C. 871 and 879. (4) Medical suitability determinations. A covered entity that is a component
of the Department of State may use protected health information to make medical suitability
determinations and may disclose whether or not the individual was determined to be medically
suitable to the officials in the Department of State who need access to such information for the
following purposes: (i) For the purpose of a required security clearance conducted pursuant to

Executive Orders 10450 and 12698; (ii) As necessary to determine worldwide availability or
availability for mandatory service abroad under sections 101(a)(4) and 504 of the Foreign Service
Act; or (iii) For a family to accompany a Foreign Service member abroad, consistent with section
101(b)(5) and 904 of the Foreign Service Act. (5) Correctional institutions and other law
enforcement custodial situations, (i) Permitted disclosures. A covered entity may disclose to a
correctional institution or a law enforcement official having lawful custody of an inmate or other
individual protected health information about such inmate or individual, if the correctional
institution or such law enforcement official represents that such protected health information is
necessary for: (A) The provision of health care to such individuals; (B) The health and safety of
such individual or other inmates; (C) The health and safety of the officers or employees of or
others at the correctional institution; (D) The health and safety of such individuals and officers or
other persons responsible for the transporting of inmates or their transfer from one institution,
facility, or setting to another; (E) Law enforcement on the premises of the correctional
institution; and (F) The administration and maintenance of the safety, security, and good order of
the correctional institution, (ii) Permitted uses. A covered entity that is a correctional institution
may use protected health information of individuals who are inmates for any purpose for which
such protected health information may be disclosed, (iii) No application after release. For the
purposes of this provision, an individual is no longer an inmate when released on parole,
probation, supervised release, or otherwise is no longer in lawful custody. (6) Covered entities
that are government programs providing public benefits, (i) A health plan that is a government
program providing public benefits may [[Page 741]] disclose protected health information
relating to eligibility for or enrollment in the health plan to another agency administering a
government program providing public benefits if the sharing of eligibility or enrollment
information among such government agencies or the maintenance of such information in a single
or combined data system accessible to all such government agencies is required or expressly
authorized by statute or regulation, (ii) A covered entity that is a government agency
administering a government program providing public benefits may disclose protected health
information relating to the program to another covered entity that is a government agency
administering a government program providing public benefits if the programs serve the same or
similar populations and the disclosure of protected health information is necessary to coordinate
the covered functions of such programs or to improve administration and management relating to
the covered functions of such programs. (1) Standard: Disclosures for workers' compensation. A
covered entity may disclose protected health information as authorized by and to the extent
necessary to comply with laws relating to workers' compensation or other similar programs,
established by law, that provide benefits for work-related injuries or illness without regard to
fault. [65 FR 82802, Dec. 28, 2000, as amended at 67 FR 53270, Aug. 14, 2002]

