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ABSTRACT 
This paper highlights the development of online signature 
verification system using Support Vector Machine (SVM) 
and VBTablet 2.0 to verify the input signature by 
comparing database. This may take place by signing 
directly on to a digitizing tablet by using stylus which is 
connected to the Universal Serial Bus (USB) port of 
computer. Owing to the fact that each individual has its 
own way of presenting his/her signatures on paper, there 
is a certain level of complexity like the way of holding the 
stylus, the strokes used in the signing and the amount of 
time/pressure put on paper which are involved in this 
verification system. The general on-line verification 
procedures are preprocessing, features extraction, detail 
matching and post processing. The common verification 
algorithm is one of the Global Feature Vector Machine 
called Support Vector Machine (SVM). The signature is 
characterized as pen-strokes consisting x-y coordinates 
and the data will be stored in the signature database in the 
form of a txt.file. 
I. INTRODUCTION 
Signature verification has been developing since the 
1960 year and has been receiving intensive interest since 
the 1980 year. In 1677 England passed an act to prevent 
frauds and perjuries by requiring documents to be signed 
by the participating parties [ 4]. In 1997 the first studies of 
both off-line and on-line signature verification algorithms 
were published. Nagel and Rosenfeld research especially 
in off-line system. Liu and Herbs more research about 
on-line system [4]. Until now there are a lot of methods to 
verify the signature verification that have been developed 
by human. There are ranges of ways to identify signature 
verification. Signature verification is generally be divided 
into two vast areas namely static methods or sometimes 
called off-line that assume no time relayed information 
and dynamics methods sometimes called on-line with 
time related information available in the form of p 
dimensional function of time, where p represents the 
number of features of the signature [5]. 
Signature verification is becoming better liked in the 
industry, and the dynamics identification of handwriting 
speeds and pressures has significantly improved the 
accuracy of this biometric type. For smaller budget, 
signature verification can be a cost-effective solution for 
analyzing and authenticating signature dynamics [5]. The 
increasing demand for reliable human large-scale 
identification in governmental and civil applications has 
boosted interest in testing of biometric systems. 
Biometrics is an emerging technology that is used to 
identify people by their physical and/or behavioral 
characteristics that inherently requires that one to be 
identified is physically present at the point of 
identification. 
Signatures are one of the most popular and reliable 
biometric features for verifying person's identity. In this 
paper, a new approach for the verification of signatures 
based on the Support Vector Machine (SVM). The 
Support Vector Machine is a new type of learning 
machine for pattern recognition and regression problems, 
which constructs its solution (decision function t) in terms 
of a subset of the training data, the Support Vector. 
Support Vector Machines (SVM) is very popular since a 
few years. As they provide very good results for various 
pattern recognition problems, they also seem to be a good 
choice for online signature recognition. Compared to most 
methods used for signature verification such as Hidden 
Markov Models (HMM) or Dynamic Time Warping 
(DTW), SVM, which are based on the principle of 
structural risk minimization, have various advantages 
such as a convex objective function with very fast training 
algorithms. On the other hand, SVM typically are applied 
to data sets containing feature vectors of fixed length and 
not to problems dealing with time series of variable length 
such as in online signature recognition [6]. SVM is 
mainly used in classification and regression problems. In 
classification it involves estimation of the decision 
function, f using a set of training data with the labels that 
will correctly classify unseen test examples. Meanwhile, 
for regression, it is the estimation of real-valued functions, 
which is carried out in analogous manner to the case of 
pattern recognition. ,, 
II. PRE-PROCESSING MODULE 
Data acquisition is required to acquire the signature of 
the user which cab be based on a variety of input tools. 
Size normalization is performed by scaling each character 
both horizontally and vertically [ 1]: 
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where (xi°, yi0 ) denotes the original point (Xi, Yi) is the 
corresponding point after the transformation 
Xmin =min i{xi"}, Xmax =max i(xt) 
Ymin =min i{yi"}, Ymax =max i(yt) (2) 
where W and H are the width and height of the 
normalized signature respectively. Re-sampling is done 
to make the raw data points equidistant in time using a 
simple linear interpolation algorithm as follows. The re-
sampling step dS is a fraction of the total arc length L: 
i-1 
(3) 
Where di denotes the distance of point to point and n is the 
number of points. After re-sampling, the characters have 
a fixed number (n1) of points per character (50 points in 
our system) which provides a fixed size input. 
The purpose of the feature extraction module is 
enhanced the variability which helps to discriminate 
between classes. In this system integration of the online 
features are used. Online features includes: pen-up down, 
pen coordinates, direction 0 ad curvature D. A binary 
feature "1" indicates the pen is touching the pad (pen-
down) and "O'' indicates the pen is not touching the ad 
(pen-up). The direction of a stroke is determined by a 
discrete approximation of the first derivative with respect 
to the arc length. These approximations can be calculated 
as shown in Fig. 1 in which the following calculations are 
required. 
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Fig. 1. Estimation of Writing Direction 
(4) 
(5) 
The curvature of the strokes as the second derivatives 
d2x I ds2 and d2y /ds2 are not bounded on and the local 
curvature are approximated by the angle between two 
elementary segments. This can be shown as in Fig. 2 This 
angle is also encoded by its cosine and sine. Using the 
subtraction formulas for sine and cosine these values can 
be calculated as: 
cos<j>(n) = cos(0(n + l)-0(n -1)) 
sin <j>(n) = sin(0(n + 1)- 0(n -1)) 
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Fig. 2. Estimation of Curvature 
(6) 
(7) 
III. EXPERIMENTATION ANALYSIS AND RESULTS 
An experiment is carried out to determine the accuracy 
of this software, so as to prove that the objectives of this 
project have been achieved. This experiment involves two 
sections, which are software validation to prove its 
effectiveness in different and an analysis from a 
population of 10 registered users. 
A. Software Validation 
Software validation has been carried out to show the 
effectiveness of this software in verifying signatures. 
Before a signature can be verified as a genuine signature, 
there are many aspects to consider first. Thus a validation 
could be made to test the results obtained through this 
software. 
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Fig. 3. Example of Signature Being Verified As Genuine 
Basically, the validation process, which has been carried 
out is based on three aspe(:ts such as orientation of the 
signature in coordinate x and. y, pressure applying when 
signing the signature and time used to sign the signature. 
Above is Fig. 3 showing a signature that matches the 
criteria needed in a signature to be verified as genuine 
signature. 
For the orientation aspect, it takes upon the X-coordinate 
and the Y-coordinate as the reference. Normally, a user's 
signatures will definitely having the same orientation each 
time he or she signed. If the user signs in wrong 
orientation, which the changes in X-coordinate and Y-
coordinate are significant, thus the signature will be 
verified as a forgery signature. Below is Fig. 4 showing 
the different orientation of signatures, which are the root 
cause for being verified as forgery signature. 
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Fig. 5. Example of Signature with Different Applied Pressure 
As for the pressure aspect, a signature will be verified as 
forgery signature if the pressure applied from the pen 
towards the digitizing tablet is significantly different from 
the genuine signatures that have been trained. The 
pressure is measured through values where a higher value 
shows that pressure is hard and vice versa. Below is 
Fig. 5 showing different pressure applying when signing a 
signature that causes it to be verified as forgery 
A. FRR and FAR Analysis 
There are two quantities used to characterize the 
performance of the signature verification algorithm. False 
Rejection Fate (FRR) is defined as the percentage of 
genuine signatures being wrongly verified by this 
software as forgery signatures. False Acceptance Rate 
(FAR) is then defined as the percentage of forgery 
signatures being wrongly verified by the software as 
genuine signatures. 
TABLE 1 
Results Obtained Through FRR and FAR Analysis 
Gewine Signature Skilled F orgrlY Unskilled F otgery 
Simiature Siml.ttre 
No USl%ID #Tested ilRtje::ted #Tested fMcceited #rested #A~ted 
1 Ina 10 0 5 0 5 0 
2 Im 10 1 5 0 5 0 
3 Azean 10 1 5 0 5 0 
4 Azlan 10 2 5 0 5 1 
5 Im 10 0 5 2 5 0 
6 Fila 10 0 5 0 5 0 
7 Prema 10 2 5 0 5 0 
8 Cvndi 10 1 5 2 5 0 
9 Rma 10 1 5 1 5 0 
10 Ija 10 1 5 0 5 0 
TOTAL 100 9 50 5 50 l 
The results show that the system is effective to 
recognize online signature with a high accuracy in real 
time. In the future, it is possible to improve accuracy 
using new feature extraction techniques and recognition 
methods. Also, the system can be potentially improved 
for the online recognition system genuine signatures. The 
FRR and FAR have to be as low as possible for achieve 
the accuracy of signature verification at 100%. The low 
rate of FRR and FAR have shown that this software has 
the capability to verify signatures within the range of 
acceptable accuracy. 
IV. DISCUSSIONS 
From the results that are obtained throughout the 
validation of software, it basically proves that this 
software has the capability of disregard of genuine 
signatures that do not meet the specific requirement. 
Even the slightest mistake in the genuine signatures can 
be verified a forgery signatures. This tight security that 
this software has will indirectly contribute towards the 
increased False Rejection Rate but manage to lower down 
the False Acceptance Rate where forgery signatures can 
be hardly verified as genuine signatures. Additionally, it 
also causes inconvenience towards user whom is not 
consistent in their own signatures. This investment of this 
tight security into the software is more worthwhile 
compared to having low security where the FRR will be 
lower down but there is an increased rate in FAR. Lower 
security of this signature verification software will boost 
more forgery cases to happen around the world. 
V. CoNCLUSIONS 
This project is basically about the development of 
online signature verification using Support Vector 
Machine in verifying signatures that is either genuine or a 
forgery signature. In verifying signatures, the signatures 
will be processed through this software and this software 
would have the ability to tell us to accept or not this 
currently input signature. Thus the ability of this software 
is in verifying signatures of anyone who already has a 
database in this software stored in the signature database. 
Verifying signatures has to be accurate and reliable in 
order to have high quality of the software. Therefore, the 
error rate used to measure the accuracy and reliability of 
this software has to be as low as possible and within an 
acceptable range. Thus, the FAR and FRR has to be low 
and if possible 0%, meaning it has a perfectly accuracy. 
With its many applications of this software into our daily 
life especially on the transaction of financial, therefore, 
online signatures verification has great potential 
biometrics technology. The application of automatic 
online signature verification will become increasingly 
accepted in the real world. 
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