ABSTRACT Random-access channels (RACHs) are designed to establish a connection between the user equipments (UEs) and the network. However, the current long-term evolution (LTE) standard has limitations in providing RACH resources to massive UE connections. If numerous UEs send a connection request simultaneously, it results in severe collisions and significant access delays that degrade system performance. There has been a lot of previous research into controlling this overload; however, there are no proposals to resolve RACH overload issues for mission-critical high-priority (MCHP) UEs in coexisting LTE-based public safety (PS-LTE) and LTE-based marine (LTE-M) networks. Thus, immense interest and practical research are urgently required to resolve the UE initial access problem during the random-access procedure, most importantly when MCHP users exist. In this paper, we propose an efficient mission-critical user priority-based random-access scheme for coexisting PS-LTE and LTE-M networks. Since PS-LTE users have mission-critical service requirements, we give higher priority to PS-LTE UEs when allocating RACH resources in the contention-based random-access (RA) procedure. Our proposed scheme efficiently assigns RA preambles to MCHP UEs in order to avoid preamble collisions when multiple UEs try to access coexisting PS-LTE and LTE-M networks. In this paper, the performance of the proposed scheme is analyzed and evaluated based on the number of successful RACH attempts, the number of collisions, and the access delay. The simulation results show the effectiveness of the proposed scheme. Compared with a conventional random-access scheme, the proposed scheme performs remarkably well by improving the number of successful RACH attempts, reducing the number of collisions, and minimizing the access delay to coexisting PS-LTE and LTE-M networks.
I. INTRODUCTION
In modern cellular networks, mobile stations request initial access to a network when establishing a connection by sending a request using random-access channels (RACHs). Typically, there are four handshakes, or steps, involved in the RA procedure between the UE and base station (BS) [1] . The four messages include a preamble transmission (UE to eNB), random access response (eNB to UE), the connection request (UE to eNB), and the connection setup (eNB to UE) [2] . The exchanging of shared transmission resources
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is held in the first two messages, while the exchanging of dedicated logical channels (specifically for the UE) is taken in the remaining two messages [3] . The completion of a random-access attempt is achieved when the exchanges of these four messages are successfully completed.
In the 3rd Generation Partnership Project (3GPP) LTE system, random access is the primary step for the transmission of data. From the 3GPP LTE standards, when the uplink (UL) is not synchronized, then contention-based random access happens in three cases: initial access to the network, recovering a radio resource connection, and data transfer and location identification. The contention-based RA procedure is based on slotted ALOHA [2] , where every UE sends its preamble VOLUME 7, 2019 This work is licensed under a Creative Commons Attribution 4.0 License. For more information, see http://creativecommons.org/licenses/by/4.0/ in the first accessible RA slot. In a 3GPP LTE system, RACH management is quite a difficult job, especially when a RACH overload happens due to irregular and enormous UE transmissions. UEs transmit a randomly selected preamble over a shared channel by requesting channel access from the BS. Because the number of random-access preambles is limited in a 3GPP LTE system, there is a high probability of multiple UEs selecting the same preamble, which is considered a collision. Moreover, if enormous numbers of UEs try for a RACH within a short time, then the collision rate will be so high that it results in a longer access delay. To tackle this RACH overload issue, numerous solutions have been proposed [3] - [23] . Generally, random-access schemes focus on the efficient usage of the RACH (i.e., improvement in successful transmission attempts, fewer preamble collisions, etc.). Guidelines are provided in the existing literature to maximize successful RACH attempts [3] - [6] , for reducing the collision probability [3] , [4] , [7] , [8] , and for minimizing access delay [3] , [4] , [8] , [9] . Many proposals [10] - [15] broadcast the access probability to prevent the users from accessing the RACH based on some probability. The main objective of the research is determination of the optimum access probability. However, some studies proposed collision avoidance schemes that limit the arrival rate of access attempts. This accomplishes a longer access delay, and thus, the quality of service (QoS) requirements of the users might not be fulfilled. In addition, many contributions have been proposed to resolve the resource management problem for users [24] - [33] , but no proposal is available in the existing literature to take care the requirements of mission-critical users during the random-access procedure for coexisting LTE-based public safety (PS-LTE) and LTE-based marine (LTE-M) networks. In this paper, we propose a mission-critical high-priority user-based random-access (MCHP-RA) scheme for collision resolution when PS-LTE and LTE-M networks coexist. This scheme has the capability to efficiently allocate the randomaccess preambles to MCHP UEs. Because the PS-LTE UEs are mission-critical high-priority users, we need to provide channel access on a priority basis during the initial access process. The proposed MCHP-RA scheme dynamically allocates random-access preambles to MCHP UEs, and provides an optimal channel access opportunity based on the number of active MCHP users. In this regard, we set an MCHP UE threshold in order to know how many MCHP UEs succeed in their attempt for a current random-access slot, and if the threshold for the MCHP UEs is exceeded, then, based on the statistics from current random-access slots, we allocate more preambles to MCHP UEs for the next random-access slot. Similarly, if MCHP UEs are less active than the threshold value, random-access preamble allocation will be reduced accordingly. We believe this paper is the first to take care of MHCP UEs, which resolves RACH overload issues in an optimal way and fulfills mission-critical requirements while allocating the random-access preambles. Moreover, the proposed MCHP-RA scheme is the best solution for the coexistence of two LTE networks (e.g., in the Republic of Korea, the 700 MHz frequency band is allocated to PS-LTE networks; however, a similar band is also assigned to the LTE-M networks). Thus, our proposed MCHP-RA scheme is quite effective at securing MCHP UEs during the random-access procedure. Moreover, we analyze the proposed MCHP-RA scheme by deriving the performance metrics, such as the number of successful attempts, the number of collisions, and the access delay, and thus, simulation results validate the superiority of the proposed scheme, compared to a conventional one.
The rest of the paper is organized in the following manner. In Section II, we discuss the prior works related to our topic of interest. Section III provides the details of system model and proposed MCHP-RA scheme. The system-level simulations are performed in Section IV. In Section V, we analyze the proposed MCHP-RA scheme. Finally, Section VI concludes the paper.
II. RELATED WORK
A lot of research has been conducted into overcoming the RACH overload issues. In this section, we briefly review the ample range of random-access solutions proposed for 3GPP LTE systems. The comprehensive review discusses two classes of these proposals: 3GPP-specified proposals and non-3GPP-specified proposals.
A. 3GPP-SPECIFIED PROPOSALS
In this subsection, we discuss the prominent 3GPP proposals to overcome the RACH overload issues [10] .
1) ACCESS CLASS BARRING (ACB)
In this technique, RA congestion can be controlled by limiting the access arrival rate. The operation of ACB is based on two factors: barring access classes (UE classification) and barring the time duration (T b ). Based on the RACH overload, an eNB broadcasts the access probability (p) and the duration of the barring time (T b ). The users generate their own access probability, q, based on their barred-access class. If q ≤ p, then the user has permission to access the channel; otherwise, the user is barred for the ACB window, T b . Moreover, 3GPP further classified the ACB technique into two subclasses.
i. Individual access class barring: The main objective of this subclass is to achieve better QoS requirements for the users. Users having the same QoS requirements are defined as the same class. This mechanism is not as efficient in the case of enormous numbers of users. ii. Extended access class barring (EAB): This subclass is an extension of the individual access subclass. In this mechanism, users are classified according to their QoS demands, and then, low-priority users are dynamically barred and un-barred based on the random-access arrival rate [10] , [11] .
In [12] , the improved EAB algorithm was proposed, which tried to optimize the congestion coefficient (preamble collisions and successful access attempts) for a specific duration. In addition, a cooperative ACB technique was proposed in [13] that mainly focuses on the heterogeneous environment. In this proposal, the access classbarring parameters are jointly determined by cooperative base stations.
2) DYNAMIC RESOURCE ALLOCATION
3GPP provides a straightforward solution (dynamic allocation of the RACH) to resolve random-access congestion. In this technique, RACH resources are dynamically increased in terms of frequency domain, time domain, or both, according to random-access congestion [10] , [11] . The eNB can additionally allocate the RACH resources in the frequency domain and the time domain, i.e., up to the 1.08 MHz band and 10 subframes, respectively.
3) SLOTTED RANDOM ACCESS
In this 3GPP solution, a dedicated random-access opportunity is allocated to each user, and it is permitted to complete the random access in its own dedicated access slot [10] . Each LTE random-access slot contains 64 random-access opportunities, and it is possible that all 64 access attempts can be achieved in a single random-access slot. In addition, in this slotted random-access technique, there might be diverse traffic loads (very high, or that remain underutilized) while in some slots.
4) PULL-BASED RANDOM ACCESS
The above-mentioned proposals are based on a push-based approach, where the individual user executes the randomaccess attempt in an arbitrary way. However, the pull-based random-access method is a substitute technique where the users are only allowed to execute a random-access attempt when they receive a paging message from the base station. This scheme is suitable where users send information to their server on an on-demand basis. According to this scheme, the server triggers a base station to transmit a paging message to respective users to report their output. In this scheme, the eNB can delay the paging message in order to control random-access congestion, and hence, this is very similar to the centralized approach. Moreover, 3GPP proposed a group paging method [10] in order to reduce the paging load. Hence, many users can be covered on one paging occasion, instead of on multiple paging channels.
B. NON-3GPP RANDOM-ACCESS PROPOSALS
Apart from 3GPP-specified proposals, numerous solutions have been proposed by academia, the industry, etc., in order to resolve the RACH overload problem. Nonetheless, the comparison between different solutions is not straightforward, since the authors usually highlight the benefits of their proposals based on different performance evaluation scenarios. In [14] , a class-dependent load control scheme was proposed in which users are divided according to their delay tolerance, and are then served. Another load-balancing technique was proposed in [15] , where the users are instructed in the next slots. In [16] , the preambles are adaptively assigned to contention-based and contention-free transmissions. In [17] , a self-optimization overload control scheme was proposed that combines random-access resource separation, dynamic random-access resource allocation, and a dynamic access-barring approach. In this approach, the random-access resources are separated between machine users and human users. Furthermore, the machine users are classified into two sub-groups: high priority and low priority. Based on congestion level, the eNB increases the random-access resources or minimizes the access probability. The prioritized random-access scheme is based on resource separation and the ACB approach [18] . In this scheme, RACH resources are divided into three groups, and user applications are partitioned into five classes. The main objective of this approach is to ensure the QoS guarantee to the users, according their classes, as well to virtual groups. In [19] , a group-based random-access scheme was proposed, which is the extension of a pull-based, group-paging random-access model. The users form one or more access groups for paging occasions. The users are assigned an identity, such as access group ID and paging group ID. The formation of the group access is according to the correlation of many parameters between the users, such as belonging servers, QoS requirements, locations, etc. All the group members share their data with a group delegate, and it is responsible for communicating with the eNB. Spatial group-based reusable preamble allocation was proposed in [20] . In this approach, cell coverage is spatially divided into multiple spatial group regions. If the users lie in distinct spatial groups, and their distance is also longer than the multipath delay spread, they can then utilize identical preambles in the same random-access slot. In [21] , a random-access model based on a capacity-approaching analog fountain code (AFC) was designed. Under this model, random access is combined with resource allocation. Multiple users can utilize an identical preamble to access the channel, and then, data is also transmitted with the same resource block (RB). The preambles are divided for different users based on QoS requirements. There are two phases in this random-access model: the contention phase and the data transmission phase. The users belonging to the same QoS can utilize the pre-defined preambles to access the channel. Both the eNB and the users build an identical bipartite graph to achieve AFC encoding and decoding for subsequent communications. In [22] , the authors proposed a coordinated random-access scheme to control the RACH overload issue. Under this scheme, one or more representatives of each group report critical information. This will provide information about congestion periods by receiving correlated messages from multiple users. Hence, coordination among the users is possible, and delay-sensitive information can be retrieved. Another scheme for concurrent access to the RACH was proposed in [4] , which separates the RACH resources between two different groups of users (machine and human). Thus, simultaneous access for these distinct groups is allowed without employing any complex separation mechanism. The proposed scheme avoids the unnecessary messages of the four-way handshake for machine users by applying a carrier-sense multiple access with collision avoidance overlay network utilizing the preamble codes. This results in a reduction of interference on the RACH within the same cell, as well as in neighboring cells. In [34] , the author proposed the analytical approach for machine type user to optimize the random-access procedure. The double queue model is utilized to incorporate the queuing behavior and scalability for the massive connections. In [35] , the author analyzed the resource allocation strategies for the generic random-access system for the massive users' access without considering the mission critical services of the user. In [36] , the author evaluated the random-access channel for massive users' connections by deriving the closed form expression and efficient recursion. Moreover, the author designed the estimators of the contending users in random-access procedure. In [37] , author proposed two-phase random-access procedure to deal with massive congestion of the users to get the access while random-access process without taking care of high priority users. In [38] , the author proposed the energy efficient random-access scheme for internet of things (IoT). The enhanced random-access scheme with preamble assisted packet transmission to provision the IoT communication is proposed in [39] . The reference signals are used to estimate the channel status of IoT users for providing the opportunity while random access process without additional signaling.
III. SYSTEM MODEL AND PROPOSED MCHP-RA SCHEME FOR THE COEXISTING PS-LTE AND LTE-M NETWORKS A. NETWORK LAYOUT
In this paper, we consider an uplink system for coexisting PS-LTE and LTE-M networks. We deploy one PS-LTE site
For the P site, we consider only two sectors, while only one sector is assumed for the M site, as shown in Fig. 1 . The PS-LTE users are firefighters, police, and maritime police, which are referred to as MCHP users (U MCHP ) herein. On the other hand, LTE-M users are routers that are mounted on ships, named normal users (U Normal ) in this paper. The coexisting PS-LTE and LTE-M networks utilize the entire system bandwidth. In orthogonal frequency domain multiple access (OFDMA), time is partitioned into fixed-length radio frames. Each frame is further divided into multiple sub-frames [23] . The preamble transmissions are restricted to some of these sub-frames for random-access procedures that are specified as random-access slots in this paper. In an LTE system, the random-access resource is referred to as random-access opportunities (RAOs). The RAO is a random-access preamble allotted to each respective frequency band in a random-access slot. In the random-access slot, the total RAOs are equal to the number of preambles assigned to respective frequency bands multiplied by the number of frequency bands. For simplicity, we consider a single frequency band herein. The terms preamble and RAO are utilized interchangeably in the rest of the paper. Hence, a user sends the connection request to the network by randomly choosing the RAO in the randomaccess slot.
We assume slotted RACH operations, where time slots are denoted with the index i ≥ 0. The active users (U MCHP + U Normal = U Active ) try to access the channel for each randomaccess slot i. The eNB produces the RAOs, which are denoted as R in each random-access slot. The user transmits the preamble in order to establish the connection with the eNB by randomly choosing the RAO from among the R available RAOs. If the user succeeds in the attempt, there are no more transmissions over the RACH. Conversely, a user that experiences a collision will transmit in the next RACH slot.
The typical transmission model for coexisting PS-LTE and LTE-M networks can be represented as:
where
, represents the number of users attempting to establish a connection with the network in random-access slot i. For simplicity, we ignore the backoff window and assume that all users transmit in each random-access slot (i.e., there is no backoff). Hence, the number of active users engaged in establishing a connection is equal to the sum of the number of collisions and the number of successful attempts, i.e.,
where U i,C [n] and U i,S [n] are the random variables that represent the number of collisions and successful attempts in random-access slot i, respectively. for clarity, let us further elaborate on the expressions for failed and successful attempts in the RACH slot under the coexistence of PS-LTE and LTE-M networks:
where U Active represents the total number of active users that want to establish a connection with the network in the current random-access slot. The user transmits a randomly chosen preamble via the common channel shared by all users. Users with an identical preamble identity get access successfully, whereas users with a correlated preamble identity are counted as failures. For simplicity, we only consider the preamble transmission step in our scenario, because our main concern is to take care of MCHP UEs during the random-access procedure. So, for users who complete Step 1 (preamble transmission), their preamble transmission does not collide with another, is detected by the eNB, and is indicated in random-access responses (RARs). Therefore, we ignore a response message that carries the backoff window, as well as the remaining steps of the random-access procedure for coexisting PS-LTE and LTE-M networks.
The radio propagation model includes free space path loss (FSLP), which is calculated as:
where λ is the signal wavelength (in meters), d is the distance from the transmitter (in meters), and c is the speed of light in a vacuum (in meters per second).
B. RANDOM-ACCESS SLOT
A random-access slot refers to the LTE physical resources, called the physical random-access channel (PRACH). In this paper, we utilize two types of RACH slots (normal slots and emergency slots) for coexisting PS-LTE and LTE-M networks, as shown in Fig. 2 . The normal RACH slot is the typical random-access slot that is defined by 3GPP. It means that the normal RACH slot continues with the 3GPP LTE-based random-access procedure. In the RACH slot, the randomaccess preambles are mapped and transmitted to the base station. The RACH slot comprises six resource blocks in the frequency domain, while the time domain depends on RACH coverage with respect to the preamble format. 3GPP specifies the preamble formats, including preamble format 0 (support cell size: 15 km), preamble format 1 (support cell size: 75 km), preamble format 2 (support cell size: 30 km), preamble format 3 (support cell size of over 100 km). In this paper, we adopt preamble format 3 because the coverage area of the LTE-M base station is 100 km. All 64 preambles are mapped into the RACH slot, which means the eNB reserves R available RAOs in each random-access slot. The RACH slot is based on format 3, so the time duration of each normal slot is 3 ms. 
1) EMERGENCY RANDOM-ACCESS SLOT
The main idea behind the emergency slot is to take care of MCHP UEs during the random-access procedure for coexisting PS-LTE and LTE-M networks. System information block 2 (SIB2) has the preamble information that the eNB broadcasts periodically. Since, part of the SIB2 carries all the random-access parameter information, such as RA slot, preamble format, preamble configuration, etc., the eNB can restrict preamble allocation while allocating the RACH slot. The preamble allocation for MCHP UEs in the next RACH slot is based on RACH slot statistics. The eNB sets an emergency flag to 1 (the default is 0) by adding one bit into the SIB2 for the emergency slot following the specific pattern of the RACH slot, in order to represent the RA preamble indexes for MCHP UEs. The emergency slot is also based on preamble format 3, and the time duration is up to 3 ms. From Fig. 2 , the red part represents the existence of MCHP UEs. When the number of MCHP UEs becomes greater than a pre-defined threshold, more preambles will be reserved in the next RACH slot (referred to as the emergency slot) for the MCHP UEs. In this way, we can provide a higher priority to mission-critical users, as well as protection, while allocating the RACH resources.
C. PROPOSED MCHP-RA SCHEME
In this section, to secure mission-critical high-priority users during the random-access procedure and to reduce preamble collisions, we propose the MCHP-RA scheme. The MCHP-RA scheme is based on two major steps: statistics of the current RACH slot, and preamble allocation in the next RACH slot. Logically, these steps are dependent on each other such that they result in a lower collision probability, they increase the success probability, and they minimize the access delay. The details of the MCHP-RA scheme are as follows.
1) STATISTICS OF THE CURRENT RACH SLOT
This step includes a condition for preamble allocation to MCHP UEs, and thus, the statistics can be accessed for the current RACH slot. In our simulation, the first RACH slot is allocated based on the normal random-access procedure without any statistics. The condition for preamble allocation is checked after transmission of one RACH slot that provides the information or the statistics on the current RACH slot. The condition for the preamble allocation is described as follows: where MCHP threshold is the pre-defined threshold for the number of MCHP UEs. If that condition is satisfied, then more preambles will be reserved for MCHP UEs in the next RACH slot. For clarity, by checking this condition in the current RACH slot, we can assume that more or fewer MCHP UEs are active and trying for contention-based random access in order to establish a connection with the network. In the existing contributions [14] - [22] , [34] - [39] including the 3GPP proposal [10] for random access, there is no method to know that MCHP UEs are trying for random access to the network, because it is just random. The users randomly try to access the channel, and thus, the network does not know if the contending user is a mission-critical user or a normal user. Hence, this creates a difficult challenge, or gap, for the mission-critical users during the random-access process, because no proposal is available in the existing literature [1] - [39] . To fill this gap, we established this strategy of taking statistics from the current RACH slot that give an approximately correct estimation for preamble allocation to MCHP UEs in the next RACH slot. Based on condition (5), if the condition is satisfied, then more preambles will be reserved for MCHP UEs in the next RACH slot. In this way, we can secure the MCHP UEs during the random-access procedure and reduce collisions. Similarly, if condition (5) is not satisfied, based on the statistics of the current RACH slot, we then reduce the preambles for MCHP UEs based on the pre-defined value. This process will continue based on the statistics of the current RACH slot, and hence, the preamble allocation for the MCHP UEs in the next RACH slot can reach either maximum or minimum pre-defined values.
2) PREAMBLE ALLOCATION IN THE NEXT RACH SLOT
This step includes the RACH procedure for the next slot, which means, logically, it is dependent on the former step. Note that in our simulation, the first slot is transmitted without any statistics. After the transmission of one slot, this step performs a meaningful role in contention by the MCHP UEs during the random-access procedure. Whenever a user starts the random-access procedure, it checks whether it has received the SIB2 that contains the RACH configurations. Based on the current slot statistics, the eNB will impose a restriction by broadcasting the information as part of the SIB2 for allocation of the next RACH slot. For clarity, the eNB sets an emergency flag to 1 (the default is 0) by inserting one bit into the SIB2 for the emergency slot following the specific pattern of the RACH slot in order to represent the portion of randomaccess preambles for the MCHP UEs. The RA preamble pool for MCHP UEs will be updated in the next RACH slot based on the RACH slot statistics. The eNB reserves a minimum of two preambles for MCHP UEs in each RACH slot. The reserve preambles for MCHP UEs will be increased or decreased for the next RACH slot based on the statistics of the current RACH slot. It should be noted that when condition (5) is satisfied, the eNB sets the emergency slot, and two more preambles are added in the reserved RA preamble for MCHP UEs, and thus, this process will be repeated till condition (5) is no longer true. On the other hand, if condition (5) is not true, based on the statistics of the current RACH slot, then the eNB will not set the emergency flag, and hence, the next RACH slot will be a normal slot. The preamble selection is made based on the 3GPP specifications in the normal RACH slot. For an emergency slot, the preambles will be allocated to MCHP UEs in the next RACH slot based on the previous RACH slot statistics. MCHP UEs calculate the probability of success for RA either using the normal RA pool or the emergency RA pool, and they execute the contention-based RA procedure using the RA pool with the higher probability success in RA. This accomplishes a significant improvement in successful attempts, a reduction in preamble collisions, and will minimize the access delay for MCHP UEs during the random-access procedure. The flow chart of the proposed MCHP-RA scheme is shown in Fig. 3 .
IV. SYSTEM-LEVEL SIMULATIONS FOR THE PROPOSED MCHP-RA SCHEME
In this section, we compare the proposed MCHP-RA scheme performance with a conventional 3GPP random-access scheme. In this paper, we consider overlapped PS-LTE and LTE-M networks, and system-level simulations are performed in order to validate the effectiveness of the proposed MCHP-RA scheme. The main simulation parameters are listed in Table 1 .
A. SIMULATION RESULTS AND DISCUSSION
The performance of the proposed MCHP-RA scheme for coexisting PS-LTE and LTE-M networks is assessed utilizing important performance matrices, such as the number of successful access attempts, the number of collisions and the length of access delays. Moreover, we evaluate the proposed MCHP-RA by considering the overall UEs (MCHP UEs + normal UEs) as well as only MCHP UEs based on the mentioned performance matrices. Fig. 4 shows the successful RACH attempts versus time for all users at a scale of 100 per second (i.e., a one-second grid is 10 calculation points to achieve the curve). The x-axis represents 333 transmission time intervals (TTI) in a one-second grid. In the proposed scheme, the total time for all users to obtain a successful RACH attempt is less than the conventional scheme.
1) SUCCESSFUL RACH ATTEMPTS
Moreover, the maximum number of successful RACH attempts is 34 under the proposed scheme, whereas under the conventional scheme, the maximum value only reached around 24. Thus, the proposed scheme outperformed by 29.4% in achieving maximum successful RACH attempts. Fig. 5 shows successful RACH attempts versus time for only MCHP UEs. The maximum number of successful RACH attempts is 16 under the proposed scheme, whereas under the conventional scheme, the maximum value only reached about 9.5. Thus, the proposed scheme outperformed by 40.6% in achieving the maximum number of successful RACH attempts. Hence, the proposed scheme is very effective for MCHP UEs. Fig. 6 shows the number of collisions versus time for all users. In the proposed scheme, the number of collisions is less than the conventional scheme due to earlier contention resolution. In addition, the maximum number of collisions that occur with the conventional scheme are 47, whereas the proposed scheme decreases that number to 36. Thus, the proposed scheme decreases the maximum number of collisions by 23.4%. Fig. 7 shows the number of collisions versus time for only MCHP UEs. In addition, the maximum number of collisions that occur under the conventional scheme are 11, whereas the proposed scheme decreases that number to 4. Thus, the proposed scheme decreases collisions by 63.6%. Fig. 8 shows the access delay for every successful RACH attempt. In this figure, the total time is calculated for all users to achieve a successful attempt, and we then plot the average empirical cumulative distribution function (ECDF). The proposed scheme has less access delay than the conventional scheme. At 10 −1 sec, 60% of the UEs achieve a successful RACH attempt under the proposed scheme, whereas under the conventional scheme only 40% of users obtain a successful RACH attempt. Fig. 9 shows the access delay for only MCHP UEs. The proposed scheme has less access delay than the conventional scheme. At 10 −1 sec, 90% of UEs achieve a successful RACH attempt under the proposed scheme, whereas under the conventional scheme only 60% of users succeeded. 
2) NUMBER OF COLLISIONS

3) ACCESS DELAY
B. OPTIMAL VALUE FOR MCHP USERS' THRESHOLD
In this section, we analyze the MCHP-RA scheme based on the measurement statistics. Condition (5) is very important for optimizing the performance of the proposed MCHP-RA scheme. So, it is necessary to find the optimal value for the MCHP UE threshold. The following issues are raised if we do not find the optimal value for the MCHP UE threshold: (i) if MCHP UEs threshold is set to a low value (e.g., 1), then the number of emergency slots will be high; and (ii) if MCHP UEs threshold is set to a high value (e.g., 10), MCHP UEs will take more time to succeed in their RACH attempts, and thus, MCHP UEs may face more collisions. To cope with these issues, we run more simulations by setting different MCHP UE thresholds to find the optimal value, or an adequate number, for MCHP UEs threshold . We find the optimal value based on the number of successful RACH attempts, the number of collisions, and the access delay.
In Fig. 10 , setting varying numbers for the MCPH UE threshold provides significant effects on the performance of the proposed scheme. If the MCHP UE threshold is low (e.g., 1), then the performance of the proposed scheme is almost like the conventional one. Successful-attempt performance gets better until the number for the MCHP UE threshold is 4, and after that, when we set the number for the MCHP UE threshold higher than 4, then again, the proposed scheme performance falls back. Hence, the optimal number for the MCHP UE threshold is 4. For only MCHP UEs' successful attempts, we can clearly see from Fig. 11 that the performance of the proposed scheme is identical to the conventional one when we set a lower MCHP UE threshold (e.g., 1). Thus, the adequate (or optimal) number for the MCHP UE threshold is 4. Fig. 12 gives the optimal MCHP UE threshold value based on the number of collisions for UEs overall. If the MCHP UE threshold is low (e.g., 1), collisions under the proposed scheme are also the same as the conventional scheme. The adequate or optimal number for the MCHP UE threshold is 4. When we set the MCHP UE threshold higher than 4, the performance of the proposed scheme again decreases. From Fig. 13 , we can see that collisions under the proposed scheme are similar to the conventional scheme when the MCHP UE threshold is set low (e.g., 1). When we set the MCHP UE threshold greater than or lower than 4, the performance of the proposed scheme becomes worse. Hence, the adequate or optimal number for the MCHP UEs threshold is 4.
From Fig. 14 , when we set the MCHP UE threshold greater than or lower than 4, the performance of the proposed scheme becomes worse. Hence, the adequate or optimal number for the MCHP UEs threshold is 4. Similarly, in Fig. 15 , the performance of the proposed scheme improves until the MCHP UE threshold is 4, and after that, performance again decreases when the MCHP UE threshold is greater than 4. 
V. ANALYSIS OF THE PROPOSED MCHP-RA SCHEME
In this section, we analytically represent our proposed MCHP-RA scheme for coexisting PS-LTE and LTE-M networks. The performance metrics of successful attempts, number of collisions, and length of access delay are then derived. The total number of active UEs is represented as follows:
Equation (7) presents the total number of preambles that can be divided between MCHP and normal UEs:
It is important to define preamble distribution factor β for the users, which is given as: (8) where γ denotes the number of MCHP UEs who get a successful access attempt in current slot i. The MCHP UE threshold is given as:
The MCHP UE threshold in (9) is the condition for preamble allocation to MCHP UEs. So, preambles are allocated using preamble distribution factor β can be represented as:
The expressions in (10) and (11) are derived for preamble allocation to normal and MCHP UEs, respectively. Thus, the number of users that are successfully complete an access attempt is defined as: (12) Substituting (10) and (11) into (12), we get:
Pr Total * β+((1+β) * (γ )) (13) The access success probability ratio, P S , is the number of successful RAOs (I R ) in time T (in seconds) to the total number of RAOs (R) in time T (in seconds).
Substitute (13) into (14), and we get:
The access success probability for only MCHP UEs can be represented as follows:
When users send the same preamble ID, the preamble will be considered a collision. The number of preambles that collide is equal to the number of total preambles minus the number of successful attempts:
Substitute (13) into (17), and we get:
The collision probability ratio, P C , is defined as the number of occurrences when two or more UEs send the same preamble with same frequency band to the overall number of RAOs (with or without access attempts) in the same period. That is, P C is the ratio for the number of RAOs that collide (I R ) to the total number of RAOs (R):
Substitute (18) into (19), and we get:
The collision probability for only MCHP UEs can be represented as:
The access delay ratio, D a , is the total time taken by all UEs to achieve a successful access attempt in T sec to the total number of UEs with a successful access.
Substitute (13) into (22), and we get: The access delay for only MCHP UEs can be represented as:
In order to compare the analytical and simulation results, we represent them with lines and square symbols, respectively. From Fig. 16 and Fig. 17 , it is easy to see that the analytical curves for successful attempts by all UEs and by only MCHP UEs, respectively, are almost identical to the simulation curves. Moreover, Fig. 18 and Fig. 19 provide the analytical curves for the number of collisions for UEs overall VOLUME 7, 2019 and for only MCHP UEs, respectively. In this case, analytical and simulation curves are similar for the proposed scheme. Similarly, in Fig. 20 and Fig. 21 , the analytical curves of the access delays for UEs overall and for only MCHP UEs, respectively, are almost identical to the simulation curves.
VI. CONCLUSION
This paper proposes a new mission-critical high-priority user-based random-access scheme for collision resolution in coexisting PS-LTE and LTE-M networks. To the best of our knowledge, the proposed MCHP-RA scheme is the first to take care of mission-critical high-priority users during a random-access procedure. This scheme has the capability to efficiently allocate random-access preambles to MCHP UEs. This results in a significant gain in the number of successful attempts, a reduction in the number of collisions, and minimizes the access delay, as compared to a conventional random-access scheme. For instance, by employing the proposed MCHP-RA scheme, there is a 29.4% gain in successful access attempts for users, with a significant reduction in collisions of 23.4%. The cause of this improvement is the dynamic allocation of the random-access preambles, which provides an optimal channel access opportunity based on the number of active MCHP users during the random-access procedure. Moreover, in this paper, the analyses are done based on measurement statistics. We found the optimal value for an MCHP UE threshold using condition (5). Our simulation results indicate that the adequate (or optimal) number for the MCHP UE threshold is 4. Furthermore, the performance metrics for successful attempts, for the number of collisions, and for the access delay were derived. The analytical results are almost identical to the simulation results, which validates the effectiveness of the proposed scheme. 
