Abstract-The Border Gateway Protocol (BGP) is the de-facto routing protocol between various autonomous systems (AS) on the internet. In the event of route failure, a considerable delay in BGP convergence has been shown by empirical measurements. During the convergence time, the BGP will repeatedly advertise new routes to some destinations and withdraw old ones until a new path is found, which leading to a stable state. This paper aims to discuss how to speed up the path exploration process by using a fight-or-flight response mechanism. The new path exploration process founded in this study reduced convergence time by 29%.
INTRODUCTION
Computer networks or domains have grown rapidly. The internet consists of thousands of computer networks from all around the world [I] . Each domain or network typically constitutes an autonomous system (AS) that is controlled by a common administrative entity. Within the boundaries of an autonomous system, the internet runs Interior Oateway Protocols such as IORP, EIORP, RIP, ISIS, and OSPF.
However, ASs interconnect via the Exterior Oateway
Protocol known as BOP [2, 3] .
Convergence time is the time that is required to reroute packets after a route failure. This time is considered to be an important metric for BOP routing protocol. Significant research has been carried out that has shown BOP convergence time to be slow [4] . The reason for this slow convergence is due to the fact that any link failure on the global internet forces the exchange of a huge number of messages, between the BOP routes, while exploring a new path.
In [5] , BOP-RCN (the BOP-root cause notification) is proposed to be added to each BOP message as an identifier (root-cause) to indicate the cause of the BOP message.
Thus, when a failure occurs on one link, any path affected by this failure will be avoided when selecting an alternate path. With the help of the identifier, path exploration is significantly limited, but unfortunately, however, this also works against the scalability of the BOP [6] .
Another technique called route flap damping (RFD) ignores routes that change too often in order to deal with routers that regularly advertise and shortly after withdraw their routes [7] . Although this technique reduces the number of BOP advertisements that are exchanged, it also increases the BOP convergence time [8] . In [9] , a route flap damping mechanism is shown to significantly exacerbate the convergence times of relatively stable routes, as a route to a prefix that is withdrawn exactly once and re-announced can be suppressed for up to an hour. The rest of the paper is organized as follows. In Section II, an overview of the BOP is given. The fight-or-flight response mechanism is explained in Section III. The path exploration modification is presented in Section IV. Finally, Section V presents the conclusion and outlines future work.
II.
OVERVIEW OF BOP BOP is a path vector routing protocol, which means that to find the most efficient path for data on the internet, a BOP speaking system needs to exchange network reachability information between BOP systems [7] . A BOP session must be established between two BOP routers to exchange reachability information. The session is supported by the TCP connection. Through this connection, each BOP router exchanges four different messages [12] :
• OPEN: this message will open a session between two peers.
• UPDA TE: this message either withdraws an unfeasible route or advertises a new feasible route. This is also known as an advertisement.
• NOTIFICA TlON: whenever an error condition is detected, this message will be sent to shutdown the session.
• KEEP ALIVE: to verify that the BOP peer is still available, this message will be periodically exchanged.
On the internet, a BOP router first establishes a connection with other BOP routers that it is directly connected with,
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• Prefer highest local preference.
• Prefer path that the route originated.
• Prefer shortest AS path length.
• Prefer lowest origin code.
• Prefer lowest MED.
• Prefer EBGP over IBGP.
• Prefer oldest path.
• Prefer lower BGP router ID. Figure I . BGP route selection criteria.
III.
FIGHT -OR-FLIGHT RESPONSE MECHANISM
The fight-or-flight response occurs when a human being is in the presence of something that is either mentally or physically terrifying. The human body is either in the long term survival or short-term survival. When threatened in some way, the human body immediately seeks short-term survival, which causes the heart to beat faster and harder, breathing to become deeper and quicker, the muscles to become more tense, saliva flow to decrease, the amount of digestive enzymes to decrease, and food movement to slow down. This chain of rapidly occurring reactions inside the body helps it to adequately ration its resources in order to effectively deal with a threatening circumstance ( Table I) .
In long-term survival, these attributes return to their normal functioning in the body [14] . 
USING THE FIGHT-OR-FLIGHT MECHANISM
The fight-or-flight mechanism was used as a model to modify the path exploration process to speed it up. When there is a withdraw message, this means that there is a failure. In terms of the internet, a route failure can be understood as a threat that will induce short-term survival, which will lead , while exploring the new path, to ignoring some parameters and simply concentrating on the oldest path and BGP router ID. When there is an announcement message, which means that there is a new path on the internet, this is not understood as an emergency situation.
Rather, in this case (in which all parameters are considered), the situation requires long-term survival methods. Figure 2 presents a flow chart for the original BGP path exploration and the modification suggested by this paper.
V.
RESULTS AND DISCUSSION
The new algorithm of this study was implemented using OPNET 16, a powerful simulation tool. The ghost flushing technique was also used for comparison, as it has been cited the most, with the technique presented by this study. 
VI. CONCLUSION
This paper aimed to modify the path exploration process to maximally reduce the convergence time. A fight-or-flight response mechanism was used to speed up this process. This was done by ignoring most of the parameters when the update message was a withdraw, as this represents a failure and is considered to be an emergency. On the other hand, taking all the parameters into consideration when the message was an announcement, this means that there is a new path.
The main finding of this study is that, with this modification, convergence time was reduced by 29% (as seen in Figure 3 ). In addition, Figures 4 and 5 show that the network to convergence was least active with the technique presented by this paper. This result illustrates how sensitive BOP is to minor modifications in its algorithm.
