Future devices and applications are expected to be ubiquitous, able to anticipate user needs, negotiating for services, acting on the user's behalf, and delivering services anywhere and anytime, all based on an environment saturated with computing and communication capabilities, yet having those devices integrated into the environment such that they disappear (Weiser 1991; Satyanarayanan 2001; Gupta and Moitra 2004) . Eventually, the vast manifold of miniaturised embedded and autonomous computing and communication systems available today, the abundance of commercial sensing technologies, and the prevalence of powerful networked devices will be able to facilitate the transition to a world of Ambient Intelligence, the vision of the European Union for the next decade (ISTAG 2001) . Nevertheless, before this vision can be realized, one of the most important issues that need to be addressed is context-awareness (CA) (Xynogalas et al 2004a) . CA provides computing environments with the ability to adapt the services or content they provide, by implicitly sensing and automatically deriving the users' needs from the context that surrounds them, making services more attentive, responsive, predictive and aware of the user desires and environment. Context is any information that can be used to characterize the situation of an entity (Dey 2000) , while an entity is any person, place, or object that is considered relevant to the interaction between a user and an application, including the user and application themselves. User context may include a wide variety of data collected by sensors, such as the current temporal and spatial location, the weather or even the user's biological state, and manually entered information, such as user preferences and identity details.
centered computing through a combination of specific emerging technologies and advanced handheld devices that empower users to perform a wide variety of tasks exactly the way they wish to, no matter where they are. The NIST Smart Space Laboratory 3 (Rosenthal and Stanford 2000) is commissioned to lead the research community into integrating next generation technologies for performance testing in a vendor-neutral environment. The Endeavour project 4 (Gribble et al 2001) of the University of California, Berkeley, focuses on the specification, design, and prototype implementation of a ubiquitous planet-scale, self-organizing and adaptive 'Information Utility'. Its key innovative technological capability is its pervasive support for fluid software. The Gaia project 5 (Román et al 2002) at the University of Illinois studies active spaces for ubiquitous computing and seeks to bring the concept of a single middleware operating system that manages all the resources contained in an Active Space. Finally, the Portolano project 6 (Esler et al 1999) of the University of Washington seeks to create a testbed for investigation into the field of pervasive computing. The project's focal point is invisible, intent-based computing, which infers users' intention via their actions and interactions with everyday objects. Other academic projects are:
Ebiquity (Perich et al 2004) , Stone (Minami et al 2002) , Aware Home (Abowd et al 2002) ,
Interactive Workspaces (Johanson et al 2002) , CLever (Fischer et al 2004) , Fuego (Kurvinen and Oulasvirta 2003) , User Interfaces for Ubiquitous Computing (UIUC 2004) , etc.
On the other hand, several industrial organisations have also demonstrated various relevant projects, the most challenging of which are shortly introduced below. The Cooltown 7 (Kindberg and Barton 2001) initiative of Hewlett-Packard focuses on extending Web technology, wireless networks, and portable devices to create a virtual bridge between mobile users or physical entities and electronic services. EasyLiving 8 (Brumitt et al 2000) of Microsoft Research aims to develop a prototype architecture and technologies for building intelligent environments. The Sentient Computing project 9 (Addlesee et al 2001) of AT&T Laboratories and Cambridge University employs an accurate sensor system and resource status data to perceive a world model shared by users and applications. WebSphere Everyplace 10 (IBM 2003) emerging products of IBM extend the reach of e-business applications, legacy enterprise data, and Internet content into the realm of ubiquitous and pervasive computing. IBM is also working with hardware vendors to develop a new generation of pervasive devices. Finally, the ParcTab system 11 (Want et al 1995) is a research prototype developed at Xerox PARC and the first system towards the vision of ubiquitous and pervasive environments. It explores the capabilities and impact of mobile computers in office settings, supported by the PARC's Ubiquitous Computing research program. Other industrial projects are:
One.World (Grimm et al 2000) , FXPAL (Churchill et al 2004) , HITACHI (Hitachi 2003) , etc.
The development of profound middleware solutions for ubiquitous and pervasive service provision has been hampered by the diversification of all the advanced features that need to be incorporated so that users can securely enjoy a diverse range of personalised services, seamlessly supported by the underlying technology. As already presented above, state-of-the-art systems are dealing with specific computing areas (e.g. smart spaces, intelligent environments, location-based services, etc.)
in an isolated ad hoc manner. IST Integrated Project Daidalos (DAIDALOS 2004) attempts to remove these restrictions and follows a broad research approach aiming to develop an open architecture for the efficient distribution of advanced services over heterogeneous network technologies. The implementation of user-centric services requires coordination of efforts in all layers of service and network provision. This is an unambiguous part of Daidalos vision and will lead to an integrated application-view of communication and computing, merging today's key technologies and seeking to develop a worldwide common shared mobile platform for ubiquitous pervasive context-aware service deployment, in order to rapidly address multiple market segments.
Emerging Business Roles
The latest developments enforce the affiliation of suitably adapted business roles of the service provisioning chain. As traditional computing systems evolve, the operator-centric business approach, which has prevailed until now, will slowly give way to models where the role of an operator may consist mainly of, or even be restricted to, access network provision. Customer control, traditionally stronghold of incumbent operators, as well as creation, development and offering of services will fall into domains which, in most cases, will be separated from the Network Operators (NOs). Of course, some NOs might choose to also address the service provision area, however many NOs are expected to evolve into multi-standard operators, anyplace, in an environment fueled with invisible intelligent computing devices. In the subsequent paragraphs, the role of every stakeholder introduced in this model is briefly presented.
This is the main role operating and maintaining the middleware, which will be used for the provision of a variety of services. It provides a range of core enabling services that effectively constitute an efficient, robust and dynamic service composition backbone essential for service management and serves as an intermediary between the consumers and the CnPs, CxPs and VASPs, by offering a 'one-stop-shop' for content and services that benefit from the underlying transparent network capabilities. It acts proactively to consumers' desires and objectives and negotiates resources by means of service level agreements. It collects its revenues mainly from the consumers for ubiquitous and pervasive service provision. 
Terminal Provider (TP):
Its role is to supply the market with the necessary equipment. It actually manufactures and provides service-specific handsets, devices and terminals. The TPs can establish collaboration with NOs, the PSI or directly with Consumers.
Consumer: The Consumer can be the subscriber or the end-user of the services offered by the PSI or VASPs. Consumers are not necessarily individuals, but may also be legal entities, autonomous agents, or other software entities.
Ubiquitous and Pervasive System Architecture
An architecture, supporting the range of services necessary for the realisation of the AmI vision, has been designed and implemented in Daidalos. Its main objective is to provide a robust intelligent service platform for ubiquitous and pervasive systems, going beyond current research. By integrating networking and service provision innovations with sophisticated context-aware service provision, this architecture aims to provide a platform for the future. The Pervasive Services Platform (PSP) is an integral part of the overall Daidalos architecture. It cooperates with underlying Service Provisioning Platforms (SPPs) to achieve its main task: the provision of ubiquitous pervasive services to the user. An abstraction of the overall architecture is depicted in Figure 2 , while the basic mechanisms, tools and subsystems of the pervasive services platform are briefly presented below.
The platform provides all necessary mechanisms for retrieving, processing, managing and disseminating all context data that add to the pervasiveness and intelligence of the system. These mechanisms include federated context distribution and inference. The context subsystem will be examined in detail in the following section.
Personalisation Subsystem: Focusing on user-centric provision of invisible services, this subsystem develops new forms of enhanced personalization functionality based on context information. It provides a flexible and transparent mechanism that adapts services to user preferences, agenda, environment, terminal, network, current conditions and all other user related context data.
Rules & Policies Subsystem:
This subsystem uses rules and policies to support: (1) user-centric configuration and control of context-aware services and their interactions, (2) detection and dynamic resolution of conflicts between rules & policies, and (3) enhanced user control of security and privacy. The rules may be user-defined, automatically produced by the system based on intelligent mechanisms and learning algorithms, or included in the content transmitted by the content provider.
Security & Privacy:
Using the security mechanisms provided by the underlying IPv6-based network architecture, service provision to users is coupled seamlessly with privacy protection and security, for any types of services, provider identities and terminal types. To ensure the privacy of the user, the system supports the use of virtual identities for restriction of access to personal context, while privacy policies negotiation mechanisms are provided.
Additionally Service & Resource discovery, selection and composition functionality is supported.
This subsystem acts as a hub to control the lifecycle, visibility and scope of all contributing services, while providing the necessary mechanisms to communicate with the underlying traditional service provisioning platform (SPP) and interact with peer service platforms. The SPPs support the end-toend service delivery across many different networks. In particular, the SPP subsystems focus on E2E network protocol management. The purpose of an SPP is to provide full telecommunication support for real-time and non-real-time session management, including establishing, managing and terminating sessions in a multi-provider federated network. The SPP supports overall network management, QoS control, security, A4C and other enabling mechanisms necessary for the provision of conventional services, which are exploited by the PSP. The described architecture addresses different types of networks: IP Networks (wired or wireless), Mobile Networks (GSM, GPRS, EDGE, UMTS,…) and Fixed Networks (PSTN, ISDN, xDSL,…).
Context-awareness functionality & support
Context-awareness is one of the most critical issues in service provision (Strimpakou et al 2004) , as it enables dynamic adaptation of services and content, by implicitly sensing and automatically deriving the users' needs from the context that surrounds them. There are many different types of vital context information, since practically any piece of information could be considered as context.
A detailed classification of the context data types along with a context model are presented in (Xynogalas et al 2004b) , while context selection policies and models are provided in (Anagnostou and Lambrou 2003) .
The current context-aware systems are usually built in an ad hoc manner and lack the standards and generality necessary in a world of pervasiveness (Dogac et al 2003) . Most attempts to capture and use context have focused on the physical elements of the environment, the user, or the user terminal.
Reviews of such approaches are provided in (Prekop and Burnett 2003; Barrett and Power 2003) .
Our approach attempts to capture the cognitive elements of user context that are necessary for the establishment of advanced future environments.
The designed context subsystem architecture is described in the next subsection, followed by a brief description of the context broker functionality. The section concludes with an attempt to assess the value of context.
Context Subsystem Architecture
The Figure 3 and are briefly described in the following paragraphs.
The Context Broker is the entity that answers to context requests and serves as the access point to the context data. A context consumer requests context from the broker that handles the subsequent negotiation. This negotiation is based on the requestor's context requirements (type, accuracy, cost, time of update, priorities, etc), the context owner's authorization settings (e.g., access rights for privacy) and the available context and its quality parameters. Based on this information, it decides Apart from the information entered by the user or the services themselves (i.e., user record, accounts, preferences, agenda, …), the raw data sources are physical, software and network sensors.
The Physical Sensors collect information related to the physical environment or condition of the entities inside (e.g., location, temperature, weather, user current biological & emotional state, …).
These sensors are usually pieces of hardware connected through some rather low-level protocol (e.g. 
RS-232). The

Context Management
The entities that ensure the efficient and secure distribution of the necessary context should be carefully designed and developed. In this framework, the core component that handles the dissemination of all context information to the appropriate entities / actors is the Context Broker (CoB).
The key motivation behind the introduction of the CoB component is to distinguish the context data management functionality from its acquisition from the various sources, responsible for which is the Context Handler. If a stakeholder needs a specific type of context information, it can contact the CoB and request it whenever necessary. This way, all context requestors are free from having to understand where the context is physically located on storage media and who else may also be accessing it. The proposed approach reduces the inherent complexity of the successive introduction of new context sources and the modification of the existing ones, as the CoB does not interact directly with the sources. Thus, the result is a robust and reusable component for the critical field of context lifecycle management.
In particular, the CoB is designed to:
• Answer to context requests, serve as the access point to the context data and handle the subsequent negotiation over the requested context. This negotiation is based on the requestor's context requirements, the context owner's authorization and the available context and its quality parameters.
• Distribute context information to application providers or directly to applications, users or peer CoBs, ensuring data integrity, addressing user privacy requirements and transferring context information in a secure and reliable manner.
• Decide on the most appropriate context source among multiple sensors and providers (i.e.
Context Handler, Context providers, peer CoBs) and collect all useful context information, which is not directly available.
• Provide a self-guiding, intuitive and easy-to-use interface allowing users to configure any context data they have previously defined.
• Monitor financial results from context usage, maintaining history data of context charging and collecting revenues.
The competitive service provisioning environment creates the need for context information distribution to various entities and stakeholders. Thus, if the local CoB cannot obtain the requested context information, peer CoBs are contacted. The peer-to-peer style interaction model between CoBs facilitates sophisticated context sharing environments between consenting peers over the network, including context advertisement, context data discovery, requests for access to this information, responses to these requests and exchange of messages between peers. The proposed context subsystem architecture enables the peer CoBs to share knowledge through high-level communication and negotiation procedures, while carefully ensuring users' privacy. However, in order to decide on the CoB policies over the context dissemination agreement parameters, the value of context in the market must be carefully assessed.
The value of context
As providers strive to achieve ever more intimate customer relationships, context awareness will extend their business capabilities and opportunities beyond the traditional confines by providing perfect awareness and global accessibility to consumers, anytime, anyplace. By sensing the customers' location, surroundings, needs, desires and current situation, providers can reinvent innovative and unobtrusive ways of reaching them, always respecting their privacy. This forthcoming reality strengthens the belief that providers would be willing to pay premium price for appealing context information, which will enable them to offer services that bring real value to people's lives. Therefore, the pervasive computing industry revenues will also be retrieved by the context information purchase (Anagnostou and Lambrou 2003) .
When designing a proficient context management system for successfully delivering context data to the entities or stakeholders, a synergy is expected to evolve between a potential customer willing to buy this information at a given price and a provider willing to offer it. Nevertheless, not everything is tradable, while the set of personal context data characterised as "sensitive" or "private" is widening and there is growing concern over the protection of such data. In this framework, some protected context types can acquire unprotected status if critical information is removed. For example, the location of a mobile terminal, which is known to a mobile telecom operator to some accuracy, is normally protected, but it could be disclosed to a company operating a traffic analysis system after removing the identity of the device.
Assuming that distribution of a useful piece of context information is not prohibited, it is likely to be sold in a raw or processed form, e.g. selling anonymous location information to interested parties for pushing offers advertisements to customers crossing outside a super-market. Fundamentally, processing increases the added value and market price of context information or just makes information legal and tradable. In this sense, any business entity, which collects context data for its established mission and objectives, is a probable data seller. Eventually, some companies may decide to further pursue context information trade, and for some companies this may become the core business. The Context Provider term refers to such companies.
The prospect of conducting successful commerce in a world, where physical environments are saturated with services and computing devices, poses a fundamental question in the area of contextawareness: Can an application x actually benefit from the knowledge (history and current) obtained by an application y? A cost-benefit analysis will assess which entity will undertake the task for context provisioning, while being a first step towards putting a certain piece of information in the context market making it saleable to the interested parties and (MacInnes et al 2002) . In any case, it is estimated that the context information will eventually bring a great part of the revenues.
The financial perspective
Despite the extensive research, pervasive computing systems are far from a widespread reality.
While research into enabling technologies has progressed significantly, there has been a lack of research into the economic and commercial aspects. In this section we study the potential revenue streams of ubiquitous and pervasive context-aware services, we investigate the pricing schemes that will enable investors in infrastructure and services to recoup their investment through charging for service use, and we identify the key requirements for a pervasive computing payment system.
Drawing on previous experience, especially the Internet and UMTS, we can identify a number of potential approaches to generate returns on investment in pervasive computing infrastructure and ubiquitous service provision: cross-subsidization (where the cost of service provision is covered by revenue generated through the use of other charged services), advertisement revenues (where services are paid for not by users, but by advertisers who promote their goods to users of the service), public investment (in case governments take on the role of infrastructure/service providers), and revenue collection from the end-user. A new scheme might eventually emerge as the sole mechanism to be employed, but in practice combinations of two or more of the above schemes will be used to obtain suitable returns on the investment. Nevertheless, as in the case of most telecommunication services, the majority of revenue streams will be provided by end-users.
Subsequently, we will focus on issues of the direct revenue generation for pervasive service usage.
Based on the third generation telecommunications market example (UMTS 2000) and the mobile internet case (Bjφrkdahl et al 2002) , the following directly obtained by the end-user revenue streams can be distinguished:
• Airtime revenues that correspond to revenues linked to the network infrastructure usage by the customer.
• Subscription revenues, where customers pay a fixed monthly charge to have access to the context and/or services.
• Premium usage revenues, where each time a service is used, a fee is charged.
• Transaction revenues, which correspond to charging a commission fee on every transaction carried out over the service platforms.
The appropriate pricing methods may be classified in three main categories: fixed pricing, differential pricing and market pricing (Klein and Loebbecke 2000; Pitt et al 1999) . Fixed pricing policies produce prices that do not differentiate in function of customer characteristics, are not volume dependant and are not based on real-time market conditions. The major mechanisms of this category are pay-per-use, subscription and menu/catalogue pricing. Differential pricing refers to pricing mechanisms that produce prices either based on customer or product characteristics, are volume dependant, or are linked to customer preferences, but not based on real-time market conditions. The differential pricing is, in other words, static-context-aware pricing, where context refers to the customers and goods. The major mechanisms of this category are service-featuredependant, customer-characteristic-dependant, volume-dependant, duration-dependant, and valuebased pricing. Market pricing stands for pricing mechanisms that produce prices based on real-time market conditions. The major mechanisms of this category are bargaining, yield management, auctions, reverse auctions and dynamic market (e.g. stock markets). Market pricing is actually dynamic-context-aware pricing, where context refers to the market conditions' properties.
Depending on the specific circumstances, all of the above methods can be used to produce the prices of available context or services in a future environment. Some examples of services, where the above pricing schemes are more appropriate, are depicted in Figure 4 .
In general, aiming to commercially exploit ubiquitous and pervasive computing systems, issues such as trust, liability, accounting and insurance must be adequately addressed for users to accept the system. In this sense, payment systems face new and difficult research unique challenges. Mark
Weiser espoused the notion of calm technology (Weiser and Brown 1996) , where computing disappears into users' subconscious. However, most users would not accept a system that allows arbitrary financial transactions to take place without their involvement, while at the same time it is not practical for users to be involved in all transactions, as these are typically of low value. Hence, designers of payment systems face the challenge of balancing the contradictory needs of calmness and user involvement. In light of these characteristics, seven major design requirements for payment systems can be distinguished (Boddupalli et al 2003) . First, spontaneity, which is an inherent and desirable characteristic of pervasive interactions (Kindberg and Fox 2002) . Second, efficiency, which is important for the trust relation between users and service providers and results in low communication and computation costs coupled with low financial overheads. Third, security, that is a crucial aspect of any payment system and vital for environments that can be created anywhere and by anybody, thus being more vulnerable to security breaches than controlled environments. Fourth, privacy, that will allow customers to pay for the usage of pervasive services without disclosing personal information. Fifth, flexibility, which is critical as pervasive systems should abide by the volatility principle and not assume any specific configuration of networks, devices, and users. Sixth, usability, which is quite important as the customer may be involved in numerous transactions during the course of a typical day. And seventh, deployability, which will enable pervasive payment systems to be used in a wide scale of both new and existing services and applications. The above requirements highlight some of the key challenges in designing a future payment system.
Conclusions
Ubiquitous and pervasive computing will dominate the future of service provisioning systems, where devices, networks and applications will all be expected to seamlessly integrate and cooperate in support of user requirements, desires and objectives. This industry is an unknown, but challenging territory for many industry players. To mitigate the uncertainties while entering this new market, everyone is seeking proof of the existence of powerful and certified infrastructures that will reduce the inherent market risks and threats in this emerging computing technology.
Pervasiveness will enable various stakeholders to take advantage of unexplored areas of offering interactive services with real value to end-users. The spread of intelligence in everyday objects, due to the miniaturisation and cost reduction of hardware, in collaboration with ubiquitous and pervasive computing initiatives will change the way providers and customers interact. By creating new and innovative service delivery channels integrated in the physical world we inhabit and the accessories we carry, providers will be able to meet people on their own terms (Fano et al 2002) .
In this paper, the design of a powerful integrated platform for wide-scale use of ubiquitous and pervasive computing is introduced, focusing on the context-awareness functionality and value, while appropriate business and revenue models are proposed. The platform designed is contextaware, aiming to be minimally intrusive and demonstrating inherent proactiveness and dynamical adaptability to the current conditions, user preferences and environment. It will enable the rapid development and deployment of sophisticated services, able to support users in their tasks in environments populated with sensors, and computing & communication devices, greatly alleviating the human attention bottleneck. It aims to create business opportunities for various stakeholders, exploiting the revenue potential of state-of-the-art services. We are currently working towards the integration of a prototype, which is expected to further contribute to the establishment of ubiquitous systems, while this work will hopefully make a vital step towards the introduction of pervasive services in the wide market. Nevertheless, considerable effort should be spent, in order to reconcile all conflicts between pervasive and user-controlled environments, balancing cost versus benefit from developing fully proactive systems, while addressing the human need for privacy and peace.
