At the mention of information security and privacy, one typically imagines scenarios involving the information technology professional. It seems instead appropriate, if perhaps unconventional, for the inaugural issue of a journal focusing on information security and privacy to examine these issues from an alternative point of view. McKenzie Wark's A Hacker Manifesto provides one such viewpoint.
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His book is bound in red and published by the Harvard University Press. This pedigree does not fail to disappoint. It is written in the tradition of Marx and Engels' own controversial, influential, and revolutionary manifesto. It is a piece of work toward which they would undoubtedly be sympathetic. At the same time, it subtly obviates some of the more tired clichés and stereotypes so readily pinned to the communist genre's conceptions of private property and exploitation. In Wark's world view, "hackers" are a nascent class being driven to instantiation by the time-tested notion of repression by a group that controls the means of production, conjoined with an avant-garde manifestation of property, namely, intellectual property. Under his lens, hackers include, but are not limited to, the lovable cretins of popular culture who ferret their way into government, corporate, and, more recently, personal computer systems. More generally, Wark's conception of the hacker encompasses those individuals who create the "abstractions" (ideas) upon which innovation and, consequently, wealth are based.
It is tempting to draw the analogy between Wark's hackers and Richard Florida's "creative class". Such analogies would, however, be fundamentally specious. In Florida's view, the creative class generates ideas upon which wealth is based and is able to control, at least partially, the means of production. The creative class is thereby able to profit from its own creativity. In Wark's framework, Florida's creative class could just as easily be identified with the parasitic "vectoral" class, a group of individuals who expropriate and profit from the abstractions generated by the hackers. To their dismay, the hacker class of Wark's conception does not control the means of production. Thus, while Wark's hackers are clearly creators, they are unable to accumulate surpluses from their creativity. Instead, these surpluses are either given away or realized by the vectoral class.
To make matters worse (for the hackers), as the vectoral class accumulates surpluses, it peddles them to influence the passage of copyright and patent laws restricting the ability of the hackers to even freely disseminate their own creations. In a Hegelian system of this sort, the result is ultimately revolt against intellectual property laws used to expropriate the surpluses due to the intellectuals (i.e., of the hackers).
Accepting Wark's world view, focus now on that subset of hackers meriting the primary interest of information systems professionals. This hacker's motivation for "hacking into" a computer system/network is to free the abstractions of his class from the bondage of the vectoralist. In this sense, Wark's hacker has no interest in the credit card or social security numbers of a corporation's clients. The privacy of any information of a truly private nature will be respected by the hacker. Rather, it is the information that has been expropriated from the hackers' abstractions that is at risk. From the hacker's perspective, this information is a public good (in the economic sense) and ought to, at least, be publicly available.
The hacker will champion the open-source movement while undermining those forms of intellectual property rights that protect and reward the vectoralist. Being so close to the actual fruit of the hacker, software patents awarded to the vectoralist will be particularly reviled. As alluded to in the above-cited quotation, the hackers of primary interest here are likely to be the employees of the organization itself, those hacking sots who are forced by necessity to create the surpluses of information commodity monopolies. 
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