Bluetooth is a short range operating technology that helps in the exchange of data. Faster and efficient communications using a Bluetooth device is mandatory, since it has resource limitations. Service discovery delays pose a major problem when considering the Bluetooth devices. Our paper provides a comparative study that discusses efficient mechanisms to reduce these delays by providing a better service discovery process. Further, we also discuss mechanisms that help improve the power consumption. 
INTRODUCTION
Bluetooth [17] is a short-range wireless technology that allows devices to exchange data and voice in real-time. The Bluetooth Special Interest Group (SIG) [12] is responsible for developing specifications of this technology. Many mechanisms were proposed for efficient service discovery and device discovery. Key challenges in wireless mobile ad hoc networks are computational resource constraints, power limitations, and efficient service discovery techniques [13] . The short range radio network technology Bluetooth suffers from long service discovery delays and high power consumption due to necessary connection establishment between discovering and discovered entity.
Bluetooth Service Discovery Protocol (SDP) [12] enables a client application on a device to discover information about services on other Bluetooth devices. Every service is represented by a profile, identified by a 128-bit Universally Unique Identifier (UUID). A match occurs on a peer device if and only if at least one UUID specified by the client is contained in one or more of its service records. Efficient service discovery helps in efficient and longer usage of the network. Further, interference in Bluetooth frequencies poses a great threat in maintaining an efficient transfer. These interferences come from microwave ovens, other wireless devices etc. Hence the selection of frequencies should be in such a manner that reduces the amount of interference in a current channel.
Many academic researchers and practitioners in the commercial sectors have worked on a number of research projects to tackle the coexistence problem [18, 19, 20, 21] . The significance of this interference problem is further recognized with the establishment of the Coexistence Task Group 2, which is set up by and coordinated from Bluetooth SIG (Special Interest Group) and IEEE 802.15 to fight against this problem [22] . Previously proposed solutions can be broadly divided into two categories: Collaborative and Noncollaborative. Collaborative mechanisms [18] require that Bluetooth and IEEE 802.11b transceivers communicate with each other about their traffic to avoid interference. Noncollaborative mechanisms [23] do not involve such communications but the transceivers sense the existence of other type of wireless transmissions by estimating the channel conditions frequently [5] .
A technique called frequency hopping helps to tackle this issue efficiently. The method of frequency hopping analyzes a frequency and if it contains interferences, then that particular frequency is omitted. But this technique proves to be costly when practically applying it on a real time environment. In contrast to traditional frequency hopping techniques, Adaptive Frequency Hopping (AFH) is a low cost and low power solution to avoid interference dynamically.
BLUETOOTH
Bluetooth is a short range wireless system operating in 2.4 GHz industry, society and medical (ISM) unlicensed band, where a number of radio systems share the same resource. The Bluetooth rapidly hops over all the 79 channels to mitigate interferences using a pseudo-random frequency hopping (FH) technique [1] . It first generate a pseudo-random hop sequence based on its master clock and address, and then maps it into a desired hopping frequency so that each packet is transmitted through a different channel. However, recent works have shown that the performance of the Bluetooth system using pseudorandom FH technique can be heavily degraded due to unavoidable co-existing interferences (e.g., interferences caused by collocated Bluetooth devices or IEEE 802.11x based wireless local area network (WLAN)) in the unlicensed band [2] [3] [4] [5] [6] .
To alleviate this problem, a number of non-collaborative schemes working regardless of any other systems have been considered [7] [8] [9] [10] [11] [12] . Most of them consider the use of two fundamental processes; channel classification and adaptive control action. Channel classification estimates channel conditions to detect the presence of any interference source nearby. Adaptive control action mitigates interference sources by exploiting the channel classification information.
COMPARISON STUDY

Clustering
Clustering [1] is one of the most important research topics in both machine learning and data-mining communities. Clustering refers to partitioning the given data into groups. Every group contains objects that are similar in nature. Hence clustering helps in finding patterns in a group. This is an unsupervised learning technique, hence user interference is found to be minimal when performing the process of clustering. Normal clustering algorithms such as the k-means clustering algorithm performs the process of a simple logical grouping of nodes. Communications are usually carried out between the individual nodes.
In the mobility-based d-hop (MobDHop) [6] clustering algorithm, clusters of variable diameters are created based on the mobility patterns. Unlike existing clustering algorithms, the diameter of clusters is not restricted by any preset value. Instead, the diameter of clusters is flexible and determined by the stability of clusters. Nodes which have similar moving patterns are grouped into one cluster in order to achieve maximum cluster stability. Even though nodes belong to the same cluster, data transfer is performed by all the nodes. While in the Max-Min D-Clustering [24] , every cluster contains a cluster head, and communications to the cluster can be carried out with that node alone. This helps reduce the amount of traffic inside a cluster. The cluster head receives the data and transfers it to the corresponding node.
Adaptive Frequency Hopping
Careful examination of AFH algorithms reveals that they belong to two classes; the first relies on reducing the cardinality of the hop-set, while the second approach relies on probabilistic channel visiting. In addition, these algorithms are optimal either in the presence of static sources of interference (SI) or in the presence of dynamic sources of interference (DI); some AFH algorithms go one step further and mitigate the effect of both SI and DI. Figure 1 , illustrates the classification tree of AFH algorithms.
Fig. 1. Taxonomy of AFH techniques
Algorithms Based on Reduced hop-sets avoid bad channels completely; as a result the hop-set consists only of a small number of channels from the available spectrum. AFH is one of the most important non-collaborative coexistence mechanisms [8] . AFH generally consists of four phases. Device identification process is mainly used for backward compatibility and checking if a device can work in AFH mode. Channel classification is the process used for distinguishing the channel quality. There are a variety of implementations and this process is very important because the partition sequence generated by AFH kernel is based on the result of this part. Classification information exchange is the protocol for master and slave to exchange the results of their measurement. AFH kernel is the specific algorithm to choose the hop frequency. The goal of the algorithm is to avoid as many bad channels as possible. Standard Adaptive Frequency Hopping (AFH) [31] actively modifies the hopping sequence to use good channels and avoid interference. It is an effective measure in mitigating the interference resulting from frequency static devices such as IEEE 802.11b.
The standard AFH consists of three distinct components shown in Figure 19 ; the first component of the AFH mechanism is the selection box, which generates the hopping sequence defined in the IEEE Std 802.15.1-2002 [32] The second component is the partition sequence generator, which imposes a structure on the original hopping sequence. It divides the set of "bad" channels (SB), into a set of "bad" channels that are to be kept in the hopping sequence (SBK), and into a set of "bad" channels that are to be removed from the hopping sequence (SBR).
Fig. 2. AFH Mechanism
The set SBK is needed in case the size of the set of "good" channels (SG) is less than the minimum number of hopping channels allowed (Nmin). The size of each partition is given by the following two equation:
The partition sequence generates a flag p(k) at each time slot k to indicate if bad channels can be used or not; p(k) = 1 when NG < Nmin otherwise p(k) = 0. The third component of the AFH mechanism is the frequency remapping function; it compares the hop frequency generated by the pseudo-random hop selection scheme against the two set of good and bad channels. If the channel belongs to the "good" channel list, it will just be used normally without any special action. On the other hand, if the frequency assigned by the original scheme is included in the "bad" channel list, a remapping function is invoked to substitute the "bad" channel according to the flowchart in Figure 3 .
Fig. 3. AFH Frequency Decision Flowchart
The remapping function uses p(k) to check if the number of "good" channels is greater than Nmin; if this is the case then all "bad" channels are remapped to "good" channels; otherwise some of the "bad" channels are still being used in order to conform to the regulation17.
The Standard Adaptive Frequency Hopping periodically maintains the hopset to handle changing channel conditions. However it is difficult to decide on the appropriate period T after which bad channels are introduced again in the hop-set.
Previous results have not considered spectrum characteristics of error sources in the channel classification and adaptive control action, i.e., wide and static transmission characteristic of WLAN, narrow and non-static transmission characteristic of interference from other Bluetooth and characteristic of channel noise that yields uniform error over the whole set of frequencies.
We have found that consideration for the spectrum characteristics of error sources can provide the potential performance improvement, minimizing the power consumption. In this paper, we propose a new AFH scheme that sequentially mitigate error sources exploiting the spectrum characteristic of the interference sources and channel noise.
MEHTA (MAC Enhanced Temporal Algorithm) proposed in [25] , traffic information is exchanged between the Bluetooth and IEEE 802.11b firmware to calculate the accurate timings at the MAC layer, avoiding interference by proper synchronization. Technically, it is an interference avoidance scheme in the time domain. With these schemes, modifications of the firmware and/or the hardware of the Bluetooth and IEEE 802.11b transceivers are required. While the approach described in [26] & [27] do not require changes in the firmware components. to provide high bandwidth stability at high data rates and lower drop rates for both interfaces under interference. SAFH [7] assigns usage probabilities to all channels based on an exponential smoothing filter for frame error rates to estimate and predict the channel conditions. The application layer can adapt SAFH by parameter settings in a cross-layer approach. SAFH achieves low average frame error rate and responds fast to changing channel conditions if required from the application.
In [28] a partitioning of the original Bluetooth hop band is proposed to reduce the collisions between piconets. The described algorithm Orthogonal Hop Set Partitioning (OHSP) suggests five orthogonal sub-hopsets. Each master chooses randomly and independently one of these sub-hopsets. For best case combination of sub-hopsets the throughput could be improved by 10%, but in worst case combination the algorithm shows even degradation. Therefore on average there is only a marginal improvement. Popkovski et al. propose a dynamic adaptive frequency hopping (DAFH) algorithm in [33] . According to the observed packet errors each piconet adapts its hopset to a subset of good frequency channels to minimize the interference. The drawback of OHSP and DAFH is that the hopset size is reduced and therefore the frequency diversity is decreased. This results in longer channel occupancy and therefore higher probability of collisions with concurrent radio links degrading their operation. Stabellini et al. propose a so-called Utility Based Adaptive Frequency Hopping (UBAFH) [29] , [30] . UBAFH maps the observed packet error rate (PER) to a probability density function that defines the usage probability of each channel. In [29] the algorithm is evaluated for frequency selective fading channels and in [30] it is additionally evaluated under frequencydynamic interference.
Interference Source Oriented Adaptive Frequency Hopping (ISOAFH) approach based on a cross-layer design, in which the baseband layer of Bluetooth considers not only the instantaneous channels condition but also the physical layer transmission characteristics of potential interference sources in determining the hop sequence. The advantage of our approach when opposed to this approach is that Moreover we minimize the risk of incorrect classification due to instantaneous disturbances e.g. other frequency hoppers.
A collision occurs when the desired signal overlaps in time and in frequency with an interfering signal, therefore:
Interference Source Oriented AFH (ISOAFH) analyzing the interference source"s (i.e., WLAN technologies) transmission characteristics. In particular, we stress on the radio transmission characteristics of IEEE 802.11b. An IEEE 802.11b system spreads the energy of the transmission signal on the spectrum over a chosen channel of bandwidth 22 MHz. However, the channel allocation is overlapping in nature with each channel separated by 5 MHz. The channels need to be separated by at least five channels to achieve zero overlap.
To derive P(overlap in frequency), we recall that WLAN (802.11b) consists of three non overlapping channels with a bandwidth of 22MHZ each; in this topology only one channel is occupied by the WLAN as a result, Where c is the first channel occupied by the WLAN, and Pi is the probability that AFH is using channel i.
We start the analysis for a 100% traffic load21 and extend the result to accommodate different duty cycles; Let TSAFH, TW and TBoff be the time of SAFH packet, the time of WLAN packet and the back-off time of the WLAN, respectively.  
Where T WI = T w + T Boff is the inter arrival time of WLAN packets. Using the theorem of total probability 
In our proposed channel classification method, we do not intend to find individual ""bad"" channels. Instead, we try to locate the carrier(s) of IEEE 802.11b interference source(s) and then attempt to avoid hopping on all the affected Bluetooth channels.
Users are allocated carriers that have the highest SNR of available system carriers [10] . This process is updated regularly to track channel fading. Adaptive frequency hopping greatly reduces frequency selective fading, improves interference rejection, and consequently improves the received SNR. Additionally Doppler spread is minimized due to the avoidance of nulls in the spectrum. These effects improve the system capacity and user access reliability. Improvements in system capacity outweigh the overhead required for implementation of adaptive frequency hopping for applications that have a user data rate of greater than 20 kbps at 100 km/hr and 5 kbps for fixed transmissions.
Packet Error Rate & Packet Loss
Packet error Rate P(E) is the percentage of packets containing at least one error, prior to applying error correction; packet loss P(L) on the other hand, is the fraction of packets discarded due to uncorrected errors.
Both metrics i.e. P(E) and P(L), are closely related as will be shown; we start by capturing packet error, then use the result to discuss the packet loss.
Packet Error
The Packet error Rate P(E), is related to the collision probability; this is explained as follows: When a collision occurs between the desired and the interfering packet, it is detected at the wireless receiver as signal to interference ratio (SIR), which is then mapped to bit error rate (BER) according to the modulation used [34] .
Let P(EF) be the probability of error free packet. Using the theorem of total probability, it can be expressed as follows :
Where P(EF|C), is the probability of "error free packet", conditioned on the occurrence of a collision; P(EF|NC) is the conditional probability of "error free packed" given no collision.
Let BER c and BER nc denote the bit error probability when there is a collision and no collision respectively; ˜L is the number of bits involved in the impact. This is clearly a random variable that has a uniform distribution i. 
By substituting (46) into (44), the packet error P(E) = 1 − P(EF) is obtained; the values for BER c and BER nc are calculated using formula (47), which provides the BER [39] for GFSK modulation at the bluetooth receiver. 
Packet Loss
Packets consist of three portion: the access code AC, the header(HE) and the payload (P); the AC and HE use error correction and if the operation fails, the packet is discarded;
 therefore the probability of packet loss is approximately the probability of payload loss
CONCLUSION
In order to quantify the performance of our process, both analytical performance as well as simulation studies were carried out. Different scenarios were investigated, with emphasis on dynamic channel environment. Our achievements were compared to the results of other adaptive hopping algorithms; it shows that SAFH outperforms the other schemes with respect to frame error rate, under static and dynamic sources of interferences. In addition it exhibits fast adjustment to changes in the environment and very stable operation i.e. less fluctuations.
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