Introduction
Distributed optical fibre sensors have increased signifi− cantly over the last decade due to their intrinsic properties, such as immunity to electromagnetic noise, small size, geo− metric versatility, lightweight, relatively low cost, possibil− ity of remote operation and multiplexing capability [1] . These sensors allow for monitoring of different physical parameters (strain, temperature, vibration, pressure, etc.) at any point along a fibre and present clear advantages over conventional point sensors, due to their low cost per moni− tored point.
Among the distributed optical fibre sensing techniques, one technique is the optical−time−domain reflectometer (OTDR) based on optical backscattering. OTDR has been widely used for characterizing fibre length and attenuation, splice and connector loss and other anomalies in fibre−optic networks [2] . In a conventional OTDR system, repeated laser pulses are injected into one end of a fibre, and Ray− leigh backscattered light returned from the fibre is moni− tored with a photodetector. Static change of the optical intensity can be measured and located, whereas those dy− namic events that affect the phase of the light are generally undetected. This is due to the broad (gigahertz to terahertz) spectral width of the modulated laser which is inversely related to its spatial coherence. And the broad spectral width results in a spatial sensitivity to coherent effects that is much lower than its spatial resolution, which corresponds to the pulse width. This is acceptable and even desirable because when coherent effects are present they represent an undesi− rable source of noise.
As one of the OTDR implements, phase−sensitive OTDR (F−OTDR) is a research hotspot in recent years [3] . Unlike a conventional OTDR, which uses incoherent light and, therefore can only measure intensity variations along the fibre, in an F−OTDR system, a highly coherent laser with narrow linewidth of kilohertz is employed to enhance the interferometric effects for high−phase sensitivity. The detected Rayleigh backscattering trace returned from the sensing fibre is modulated into the form of speckle−like pro− file because of coherent interaction of multiple scattering centres within the injected pulse duration. Therefore, it can respond to phase modulation of the light. By distinguishing the changes of this speckle−like trace, dynamic events, such as intrusion and vibration, can be monitored [4] . An F-−OTDR based distributed system, can be used to detect the intrusion with low frequency response, generally in the ran− ge of a few Hz to tens of Hz, such as a walking person, and also can be exploited to detect vibration with relative high frequency response, generally in the range of tens of Hz to kHz or even MHz, such as dynamic vibration and crack of bridges.
Researchers have done much valuable work to improve the performance of F−OTDR since it was first proposed by H.F. Taylor. Compared with traditional intrusion detection system, F−OTDR has many advantages, such as wide per− imeter coverage and particularly sensitive to vibration [5] . In 1998, an F−OTDR system on a 6 km fibre with a spatial resolution (SR) of 400 m and a signal to noise ratio (SNR) of 3.3 dB were reported [6] . In 2012, an F−OTDR system on a 1.2 km fibre with a SR of 5 m and a SNR of 6.2 dB was reported [7] . In 2013, an F−OTDR system on a 9 km fibre with a SR of 100 m and a SNR about 19.4 dB was reported [8] . In these reports only one intrusion was present and detected by the F−OTDR system. When multi−intrusions are present, the system should have the capability to detect all of the intrusions. But the fol− lowing factors reduce the performance of the F−OTDR sys− tem and may make the system fail to detect some of the intrusions. (1) With the attenuation of the optical pulse power, the backscattered light which contains intrusion in− formation attenuates. Then, the intrusion signal is submer− ged by the noise and cannot be distinguished. (2) When the sensing fibre is under multi−intrusions, there will be local deformations, light leakage, and phase shift of backscat− tered light. These make the optical power trace change from the first intrusion location to the end of a sensing fibre. If intrusions' number increases, the optical power trace will change greatly. Some subsequent intrusions will be sub− merged by the noise caused by the factors aforementioned and the system cannot work any longer. Therefore, resear− chers try their best to develop a system that can detect multi−intrusions simultaneously. But only two intrusions' simultaneous detection has been proposed [9, 10] . For these common F−OTDR systems, if there are more than 3 si− multaneous intrusions, underreporting will occur.
To reduce the underreporting of intrusions which is sub− sequent to the first intrusion and/or near the end port, and to avoid the underreporting of the intrusions which follow a simultaneous false intrusion (the substantial disturbance forced by intruder group deliberately, in order to break down the F−OTDR), the performance of F−OTDR needs further enhancement. The high performance should include high SR, high SNR, long operating distance and the capabil− ity to detect multi−intrusions simultaneously without under− reporting.
Therefore, the research has been done by our group to improve the performance of the F−OTDR system, espe− cially to exploit the capability of simultaneous multi−intru− sions' detection, as many as possible. Firstly, the relation− ship between the laser linewidth and the performance of the F−OTDR system has been investigated. Secondly, a nar− row−band fibre Bragg grating (FBG) has been tempera− ture−compensated encapsulated by us and applied as an optical filter. Thirdly, a novel interrogation method for mul− ti−intrusions detection are proposed and applied in data de− −noising and processing. Consequently, a high performance F−OTDR has been achieved and four intrusions at different locations have been detected and located simultaneously along a 14 km fibre with a SR of 6 m and a high SNR of 16 dB.
Theoretical analyses

Intrusion detection and location principle
According to the model of one−dimensional impulse res− ponse of the backward Rayleigh scattering, and the k th opti− cal pulse is injected into a sensing fibre at the specified ini− tial time, namely t = 0, the amplitude e k (t) of backscattered Rayleigh light is [11, 12] { } e t a c n j t
Where, a i is the amplitude and t i is the time delay for the i th scattering wave, c is the velocity of light in a vacuum, u is the optical frequency, W is the light pulse width, N is the total number of scattering centres, a is the optical fibre attenuation coefficient, n u is effective refractive index of the guided mode. When
The relationship between time delay t i and i th scattering centre position z i is t i = 2n u z i /c.
The total optical power of backscattered Rayleigh light p k is shown as
Where p 1k (t) represents the optical power of the back− scattered Rayleigh light and is produced by each scattering centres along the fibre independently. It forms the conven− tional OTDR trace which is not sensitive to the phase change induced by external intrusion. p 2 (t) represents the optical power of coherent interaction of multiple scattering centres within the injected pulse duration and contributes to modulate the Rayleigh backscattering trace into the form of speckle−like profile. This is the key part for the intrusion detection. j ij is the phase difference of the backscattered Rayleigh light between the scattering centre z i and z j . It can be des− cribed by j ij = 4pvn u z ij /c, where z ij = z i -z j . When there is a perturbation induced by an intrusion, j ij will have a re− sulted phase shift and there will be a power change of the localized light wave corresponding to the location of the perturbation. The intrusion will be detected by subtracting the F−OTDR trace with intrusion from the trace without it [14, 15] . The intrusion can be located by L = ct/2n u .
Analysis of the effects of laser linewidth on the system performance
For investigating the effect of the laser linewidth on the per− formance of F−OTDR, two lasers with different linewidth (5 kHz and 200 kHz) are applied for comparison. Theoretically, p k (t) represents the total optical power of a backscattered Rayleigh light produced by an ideal laser with a single frequency. Actually, the laser has a frequency distribution width. For the laser with narrower linewidth, its power is more concentrated and the coherence is much better. The trace of detected optical power is the weighted average result of each light component with different fre− quency. The backscattered trace of each light component will appear a certain phase−moving compared with that of the centre frequency. If the frequency of a light component differs much with the centre frequency, and/or the backscat− tered light from larger distance, the phase−moving of them will be greater. Therefore, there will be smaller oscillation amplitude and a worse visibility in the speckle−like profile of detected trace. Finally, it will degrade into a smooth trace. The location precision and SNR also degrade gra− dually till it cannot locate intrusions any more.
To further prove the above theoretical analysis, the scattering process of the injected light is simulated numeri− cally by the Monte Carlo method. The result curves of backscattered Rayleigh optical power of the 5 kHz laser and the 200 kHz laser are shown in Fig. 1(a) . From the fi− gure it can be found that the direct detection trace consists of speckle−like profile and declines with the distance incre− ase. The final detected curves that contain perturbations are shown in Fig. 1(b) . In order to show the result clearly, the curve of 200 kHz laser is moved down 0.001. For the laser with narrower linewidth, the SNR is higher, which agrees with the analysis above. According to the numerical simulation results, with the increases of detection distance and the linewidth of the laser, the testing trace will appear a certain phase−moving compared with that of the centre frequency and the detected trace will show smaller oscilla− tion amplitude accompanied with a worse visibility and a lower SNR.
Experiments
Experimental setup
An experimental setup has been established as shown in Fig. 2 . Two distributed feedback (DFB) lasers with 5 kHz linewidth and 200 kHz linewidth are used as the light so− urce, alternatively. They all output a power of 13.6 dBm with a centre wavelength of 1550.12 nm. The laser is gated by an acousto−optic modulator (AOM) whose extinction ratio is larger than 50 dB, to get a series of optical pulses with a width of 60 ns (corresponding to a SR of 6 m) and a repetition frequency of 1 kHz. The optical pulse is ampli− fied by an Erbium−doped fibre amplifier (EDFA) and fil− tered by a narrow−band temperature−compensated fibre Bragg grating (TCFBG), whose temperature is controlled by a semiconductor temperature controller (STC). Then, the pulses are injected into the sensing fibre through the port 2 of an optical circulator. The backscattered Rayleigh light returns to an avalanche photo detector (APD) through the port 3 of the circulator and is converted into electrical. Then, the data is acquired by a 200 MHz data acquisition card (DAQ) and uploaded to the computer for a further proces− sing.
The first series of experiments have been done along a 7 km sensing fibre and only one intrusion was applied at 1.9 km from the start port. The second series of experi− ments have been done along a 14 km sensing fibre and four simultaneous intrusions were applied at 1 km, 3 km, 8.5 km and 10.5 km from the start port, respectively. The whole sensing optical fibres were put into a container in order to simulate the situation of being buried under the ground and to insulate from the surrounding wind and/or temperature noise. 
Effective optical filter for F-OTDR
The optical pulse outputs from EDFA contains much ampli− fied spontaneous emission (ASE) noise and needed to be fil− tered with an optical filter. A FBG is always used as an opti− cal filter. To improve the wavelength stability of a filter, we have prepared a TCFBG by encapsulating a FBG with nega− tive thermal expansion coefficient material. Figure 3 shows the wavelength−temperature curves of the bare FBG and our TCFBG. The wavelength−temperature coefficient of the FBG is 10 pm/°C and that of the TCFBG is -1 pm/°C. By using a semiconductor temperature controller with an accu− racy of 0.1°C, the central wavelength of the TCFBG for fil− tering is stabilized with an accuracy of 0.1 pm. Fig. 4(a) shows the spectrum from the EDFA whose bandwidth is about 1.8 nm at the spectral density of -70 dBm, which contains much noise, such as ASE noise. The noise is a system background noise and will decrease the SNR of the system. 0.05 nm and a side−mode suppression ratio of 40 dB. With the TCFBG filter, the noise induced by amplified spontane− ous emission reduces greatly and the incident light of the sensing fibre becomes much better, which is helpful to improve the SNR and make the system better. Figure 5 shows the direct detected curves of the 5 kHz laser and the 200 kHz laser, respectively. It is obvious that the speckle−like profile curves tend to be smooth with the in− crease of laser linewidth, which agrees well with the theo− retical analysis. It can be concluded that with the increasing of laser linewidth, the power curve will degrade gradually till it degrades into a conventional OTDR smooth curve. As a final consequence, it cannot detect intrusions.
Experimental results and discussion
Direct detected curves without intrusion for comparison of the two lasers
The detected curves with multi-intrusions for comparison between the conventional interrogation method and the new interrogation method
The interrogation method is crucial, especially for si− multaneous multi−intrusions detection. In conventional in− terrogation method, the acquired raw data is accumulated up and averaged by the DAQ firstly. Then the interim curves are achieved by subtracting the averaged curve from the original reference curve without intrusion. During an actual operation, the interim curves also can be achieved by sub− tracting the averaged curve of an instant moment from that of previous time. Without turning the raw data into an abso− lute value, the interim results may be positive and also may be negative, for example, shown in Figs. 6(a) and 6(b) . To reduce the noise, accumulation times should be large enough (>50) and the accumulation times in experiments is 80. For the same accumulation times with the new interro− gation method below, the result is equivalent to being accu− mulated and averaged once again by preset program. The peak amplitude in the detected power curves will decrease due to average effect which shown in Fig. 6(c) . The SNR in Fig. 6(c) decreases greatly instead of increasing, even the data has been denoised with the wavelet denosing method. Therefore, the performance of the system with a conven− tional interrogation method is low and also the conventional interrogation method is not suitable to multi−intrusions si− multaneous detection. Therefore, a novel interrogation method is proposed and applied in our data processing, shown in Fig. 7 .
In our new interrogation method, the interim data, shown in Figs. 8(a) and (b) , are turned into the absolute val− ues firstly and handled with an accumulative average again. The curves are shown in Fig. 8(c) and the SNR increases.
Then, the data is under a balanced processing to compensate the signal attenuation in the optical fibre. It means that the amplitude a i of every data is multiplied by exp(ai) and the result is shown in Fig. 8(d) . Compared with Fig. 8(c) , the peak amplitude of a signal for intrusion detection is ampli− fied in Fig. 8 tion of a fibre and this is the advantage of balanced process− ing and is the benefit for the wavelet denosing at following. Next, the moving average method is applied and the result is shown in Fig. 8(e) . Then, the data is handled with wavelet denosing and is used as final detected result. The curves of final detected result with our new interrogation method for one intrusion and for multi−intrusions are shown in Figs. 9 and 10 in Sect. 4.3, respectively. Figure 9 shows the curves of the tested detection results of only one intrusion present, corresponding to the system with a 200 kHz laser and a 5 kHz laser, respectively. The intru− sion is applied at the location of 2 km. The SNR of the sys− tem with the 200 kHz laser is 6 dB, shown in Fig. 9(a) . However, the SNR of the system with a 5 kHz laser is as high as 16 dB, shown in Fig. 9 (b). Figure 10 shows the curves of the tested results of simul− taneous detection of multi−intrusions at separate locations, corresponding to the system with a 200 kHz laser and a 5 kHz laser, respectively. With our novel interrogation me− thod, the SNR and other system performance are improved greatly, especially for the detection capability for the intru− sion at end part of the sensing fibre. The largest SNR of the system with a 200 kHz laser is improved to 3.5 dB, shown in Fig. 10(a) . However, the largest SNR of the system with 5 kHz laser is 16 dB, shown in Fig. 10(b) .
Tested results of the F-OTDR system with the new interrogation method
With the decreasing of laser linewidth, the performances of the F−OTDR system have been improved in three aspects: I. The maximum of detectable distance becomes larger. II. The intrusion number of simultaneous detection increases. III. The SNR is improved greatly. With our cur− rent experiment condition, the maximum detectable dis− tance of the system with a 200 kHz laser is not more than 5 km. While for the system with the 5 kHz laser, it is larger than 14 km. It is regarded that the F−OTDR system cannot detect an intrusion when it is present at the location where the SNR is less than 3dB.
Therefore, using the new interrogation method, the sys− tem with the narrower linewidth laser source can detect and locate the separate multi−intrusions accurately and simulta− neously.
Conclusions
A high performance distributed sensor system with multi− −intrusions simultaneous detection capability based on F-−OTDR has been achieved. We improve the performance of the F−OTDR system through three associated aspects: using a laser with narrower linewidth and lower frequency drift; using a TCFBG with a narrow 3 dB linewidth and highly stable central wavelength; applying a novel interrogation method for effective demodulation and denosing. These combined measures works together and make the system performance improved greatly. and simultaneously along a 14 km distance, with a SR of 6 m and a largest SNR of 16 dB. With this high performance system, the underreporting of intrusions and the failure in report of the intrusions which following a deliberate distur− bance can be reduced totally or to a great extent. This high performance multi−intrusions simultaneous detection sys− tem is of great importance for some important fields that need absolute boundary security, such as national boundary, military and munitions bases, where underreporting should never happen.
