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III
ABSTRAK
 Seiring meningkatnya perkembangan IoT,  variasi  perangkat pendukung
IoT  meningkat.  Beberapa  protokol  komunikasi  telah  dikembangkan  dan
distandarisasi sebagai pendukung komunikasi perangkat tersebut. variasi ini dapat
membatasi  skalabilitas  penerapan  IoT,  yang  menggolongkan  penerapan
komunikasi berdasarkan tipe protokol komunikasi. Paper ini mengajukan bridge
server yang  mentranslasikan  pesan  antara  protokol  MQTT  dan  CoAP  untuk
menjembatani  komunikasi  antara  kedua  protokol  tersebut  dan  meningkatkan
skalabilitas  dalam  monitoring dan  controlling.  Tipe  komunikasi  RESTful  dan
Topic based dapat dijembatani. Adapun response time 2,65 kali lebih cepat pada
protokol MQTT dan 41,84 kali lebih cepat pada protokol CoAP terhadap bridge
server MiddleBridge.
Kata Kunci : Bridge Server, Machine to Machine, MQTT, CoAP.
IV
ABSTRACT
The  development  of  Internet  of  Things  has  become  wider,  the  variety  of  IoT
supported  devices  is  increasing.  Several  communication  protocols  have  been
developed  and  standardized  for  enabling  sthe  opportunity  to  supporting
communication between devices,  like  machine to  machine communication.  The
Scalability  of  protocol  communication  development,  has  opportunity  to
classifiying communication network by the type of communication protocol. This
paper proposes a bridge server that translates messages between the MQTT and
CoAP protocols to bridge communication between the two protocols and increase
scalability  in  monitoring  and  controlling.  RESTful  and  Topic  based  model
communication types can be bridged. The evaluation of  response time is 2.65
times faster on the MQTT protocol and 41.84 times faster on the CoAP protocol
than MiddleBridge Server.
Keywords: Bridge Server, Machine to Machine, MQTT, CoAP.
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