Abstract -This study aims to assess the relationship that exists between the frequent usage of social networks and the practice of cyberbullying among Nigerian University students, also the level of their understanding on bully in the digital world. The study used questionnaire-based survey to gather responses from these universities students to understand their usage of social networks and also their experience with cyberbullying. Findings of this study show significant relationship between the frequent use of social networks and the practice of cyberbullying. The context of this study is limited to universities within Ilorin Emirate Council of Kwara State in Nigeria which comprise of three universities. Findings of the study show students understanding of how to avoid cyberbullying on social networks. The research provides useful information for universities students on how to better use social networks and guard against getting bullied on social networks.
I. INTRODUCTION
This According to the United State Department of Health and Human Services (2013) [1] , bullying is refers to an undesired, aggressive behaviour among school pupils that involves a real or perceived power imbalance. Bullying is an act of wrongly and unacceptable way that shows aggressive, threatening or intimidation which is generally repeated in order to scare away the bullied. Bullying includes actions such as attacking someone physically, making verbal and non-verbal threats, which occurs as a result of lack of physical strength of the person being bullied or ability of a person to harm other.
Cyberbullying is a phenomenon that is rampant in the cyberspace amidst internet users, but most internet users do not even know what cyberbullying is, it is different from traditional bullying due to the anonymity the internet can provide. According to Belsey in 2004 refers to cyberbullying as "the use of information and communication technologies to support deliberate, repeated, and hostile behaviour by an individual or group that is intended to harm others" [2] .
According to Willard (2006) , cyberbullying comes in different forms which include harassment, denigration, impersonation, outing, trickery, exclusion, cyber stalking, and cyber threats. Cyberbullying has various effects on people who are cyberbullied ranging from depression, anxiety, to violence and Suicide [3] .
The use of social media and other interactions within the media space by adults and children has increased drastically over the years, as there is increase in social networking users, cyberbullying has become more frequent through the use of social networking websites such as Facebook, twitter, Myspace, WhatsApp, and Instagram. Cyberbullying through social media has played a role in several recent, widelypublicized youth suicides (Schneider, Smith and O'Donnell, 2013) [4] . National association of school psychologist (2010), suggested that several youth in the middle and high school with access to computer at home or school, will use the internet, and this represent a rapid increase over the past decade in the number of teen with online profiles on social networks, in which survey data shows that significant number of youth report that they have harassed someone online [5] .
In Nigeria, Cyberbullying is a growing menace among internet users, and is not generally known by most internet users. Misuse of social network has become an increasingly pertinent issue in Nigeria among social network users. The cyberspace is now used as a tool for harassment which happening before among students within the school premises however, on the internet there is no supervision whatsoever to control the bully. Nigerians teens with access to wide spread internet and social network sites get bullied on daily basis without knowing the cause or how to prevent it. This research will focus on creating awareness about cyberbullying, the role social network play on cyberbullying and also ways of preventing and controlling cyberbullying on social networks.
II. CYBERBULLYING
According to a report by Hinduja and Patchin in 2011 on Cyberbullying identification, prevention and response defined cyberbullying to be "willful and repeated harm inflicted" through the use of computer, phone and electronic device [6] . They described cyberbullying as a way by which some teenagers intentionally or purposely cause harm to others using technological gadgets in cyberspace and also discussed violation of teenagers' privacy in places where solace is expected, by releasing their private pictures, videos and other related documents on-line. This report referred to incidents where adolescent use technology, usually computer or cell phones, to harass, threaten, humiliate or otherwise hassle their peers. For example, teenagers can send hurtful text messages to their peers or spread rumours using smart phones or computers. Lenhart (2007) , in her literature on Cyberbullying and online teen, opined that depending on the circumstance, these harassment or cyberbullying behaviours may be truly threatening or merely annoyance [7] . Teenagers who share their identities and thoughts online are more likely to be the target than those who stay less active online, and these active teenagers' private communication are forwarded or publicly posted without their permission. This literature indicates that privacy and information security also has its part to play in the prevention of cyberbullying.
O'Brien & Moules (2010), in their report indicate cyberbullying to share some characteristics with traditional bullying such as repetition, power imbalance and intention, this show traditional bullying and cyberbullying to be inextricably linked [8] . Cyberbullying is just like traditional bullying only that cyberbullying is anonymous which can operate under protected usernames, makes them unknown or unidentifiable or fast effect on people been bullied and also it victims cannot evade it. Sometimes, young people participate in sending offensive text messages and emails about someone of the same age group without knowing the potential harm they are causing to them.
Oyewusi & Orolade in 2014 [9] in their study discovered that majority of students are not bothered or concerned within the classroom environment but were disturbed outside the classroom, that although students might be aware of the word cyberbullying but the consciouness have not been known to them like traditional or physical vitimization and torture inflicted upon them by their peers. Researchers in Cyberbully (Donegan, 2012; Wiseman, 2011) [10] , [11] identified six components as necessary ways and manners to a preventive cyberbullying program, such as "the importance of reporting procedure, curriculum integration, student-centered productions through mediums such as broadcast Journalism; a focus on prevention rather than solely on punishment; the importance of punishment as apart of an effective ploicy and keeping up with changes in technology."
Nelson & Tobechukwu (2014) [12] recommended that the developing countries like Nigeria should create laws, policies and awareness to enlighten youths and disuse the practice of cyberbullying, non-governmetal organization should engage in the fight against cyberbullying, also adviced that, no youth should tolerate bullying or fall into their antics.
III. METHODOLOGY
The research adopted a quantitative method for this study using the survey design. The research design was chosen based on the type and the aim of the research, proportionate stratified and purposive sampling was adopted in this study in which questionnaire was used to measure peoples thoughts about social media and the impact on the rapid increase of cyberbullying. 244 responses were used for the study. SPSS 21.0 was used for analysis. Descriptive statistics was carried out on the data alongside simple frequency count, the percentage and chi-square was analysed. Data was collected from three (3) universities within the Ilorin Emirate. Out of two hundred and fifty (250) questionnaires distributed for the study only two hundred and forty four (244) were dully filled and returned and used for the study. Table 1 showed the demographic information of the respondents in which 22.1% of the respondents falls within the range of 15-17 years of age, 51.2% of the respondents falls within the age range of 18-20 and 26.6% of the respondents falls within the age range of 21 years and above. The age profile show 73.3 percent of the respondents are below the age of 21 years, these youthful age plays a vital role in the use of technology and game changer in higher institution. Among them might consider bully to be fun and this could result to having accomplice from other part of the world that could cause security threat to the Universities. The table shows 60.2% of the respondents were males while 39.8% were females. Similarly, it was shown in the table, the course classification where 4.1% of the respondents were Arts students, 2.1% of the respondents were education students, 3.7% of the respondents were students of the Agricultural faculties, 8.6% of the respondents were Engineering students, 25.4% of the respondents were in Law faculties, 36.9% of the respondents were in Science faculties, 15.2% of the respondents were in Social Science while 3.7% of the respondents were in other faculties. This indicated that most respondents are in faculty of science while least, 6 respondents are from faculty of education. Lastly, 11.1% of the respondents were undergraduates students of Al-Hikmah University, 15.1% of the respondents were undergraduate students of Kwara State University while undergraduate students of University of Ilorin has the highest number of respondents with 73.8%. 
IV. FINDINGS

A. Respondents Profiles
B. Age and Frequent Use of Social Media
Graph 1 showed the cross tabulation of influence of age on the frequent use of social media. The study found 23 respondents within the age of 15-17 years to sometimes use social media and only 9 respondents were found to often use social media. Among respondents with age between 18-20 years seldom used social media and only 6 respondents always use social media. Respondents above 21 years of age are found to have 29 students who seldom use social media and 2 respondents use it always. This indicates that age does not significantly determine the usage of social media among the respondents as it shows that usage is find across the age range. Though, the level to which they are cyberbullied could not also be affected by the age, as most of the users don't necessarily use their real age on the social media.
Graph 1: Age and frequent use of Social Media
C. Social Networks Having Most Frequent Cyberbullying
On the social networks that has most frequency of cyberbullying, Facebook is found to have the highest frequency of cyberbullying with 58.1 percent, followed by WhatsApp with 21.5 percent, 2go with 10.8 percent and then other sites having 9.6 percent (see Table 3 ). This shows that must of the cyberbully within the universities in Ilorin are on the Facebook, while many measures are being put in place by the Facebook in order to report a spam and unwanted behaviour within the network. However, the universities does not have security policy on cyberbully, making it difficult for students to report to the management the case of cyberbully though, most of the universities award their degree certificate in "character and learning", this could be a way of reporting a cyberbully student to lack the character of being a graduate of the university. Facebook is believed by management and parents to be an avenue where students use their time on both important and unnecessary information, this in turn makes it a difficult task to report a cyberbully by students due to less awareness of cyberbully within Nigeria. Students tends to feel the heat of cyberbully without understanding that they have been cyberbully. Might just feel, it's just some way of using social media that they could not understand.
Graph 2: Age influence and cyber bullying
D. Relationship between the Frequent Use of Social Network and Practice of Cyberbullying
Chi-square (x2) analysis of social network and practice of cyberbullying in which the calculated x2 was 24.070, table value was 9.488, sig. value was 0.000, df = 4; tested at 0.05 level of significance. The decision is to accept the significance if the calculated value is greater than the table value (calculated value x2 = 24.070 > table value x2 = 9.488 and sig. value of 0.000<0.05) which indicates that there is significant relationship between frequent usage of social network and practice of cyberbullying. The significance of 0.000 can only be accepted if the calculated value is greater than the table value as indicated above. The study find a significant relationship between frequency of social network and cyberbully which according to Walrave & Heirman (2011) , found teens who spend more time on the internet, being computer and ICT literate, own a computer and has wide access to the internet has increased likelihood of online bullying behaviour, and cyberbullying [13] . They indicated that the more time a teenager spends online the higher the possibility of him or her developing a bullying behaviour in an online environment that is becoming a cyberbully and also it increases the chances of bullying other teenager.
According to Jackson (2011) the students between the age of 12 to 17 years who engage online are found to have up to 80 percent of involvement in social networking sites and being one of the keys to cyberbullying [14] . This survey shows that even though 80 percent of teens use the internet for positive reasons such as research, assignment, getting to know new things, it also has led to increased chances of them been cyberbullied or becoming a cyberbully.
According to Gorzig & Frumkin in 2013 , the more time teens use online the more probability of them been cyberbullied [15] . In this context "going online" is defined as having access to the internet through a web browser or any application that facilitate web based interaction, this can also be done from a computer as well as a mobile device similarly, cyberbullying via mobile phone should be more likely for people who use mobile phones. Youths who are older, girls and those who use the internet on the go were more likely to be cyberbullied on the go, other youths who tends to have more access to technological and mobile devices in particular and generally those who use the mobile device to access social networks are more likely to be bullied through that device (Ortega, 2009) [16] . This study revealed that increased use of mobile phones by youths increases the possibility of them been bullied, they can easily access their social network profiles from anywhere using their mobile phones, this shows that mobiles phone which can be used to access the internet is also a facilitating factor of cyberbullying on social networks.
According to Tahnk (2015) the factors that facilitates cyberbullying on social networks include establishing a presence on social networking sites, spending high amount of time on these sites and then feeling denied among peers online [17] . These factors enhances cyberbullying, the activities youths carry out or engage in does not lead to them getting cyberbullying. Though, this study found university students to engage more on Facebook and use the social network often which might result in being cyberbullied. In Table 2 , some of the forms of cyberbullied are shown. Laughing at individuals within a group is found to be highest form of cyberbully by the students. Having laugh at individual either when wrong or right is seems to be intimidating and causing a withdrawal by students been cyberbullied. The second form of cyberbully having higher percentage is writing offensive comment on post or picture. This form of cyberbully doesn't only affects students but even the higher rank individuals within the society. Offensive comment and abuse are ways of intimidating people on social network, sometimes also comes with slander and irritating comments. This however, has been one of the major challenge the government is trying to find a lasting solution to. It has caused menace in the society and no law or policy to curb the issue of this type of cyberbully. The last form of cyberbully identified is posting shameful or naked pictures of individuals on the social network. This act of cyberbully could as well cause psychological problem to the individual involve and might take long before recovering from the shameful act.
V. CONCLUSIONS
Cyberbullying is a phenomenon on the internet that has caused psychological and mental damage to people, youths especially. Cyberbully is seen to penetrate the social media among the university students in Nigeria. However, less engagement of individuals on the social network for a lengthy hours could reduce being cyberbullied. It has been revealed that youths spend most of their time on daily basis on social networks, this research show that people who spend most of their time on social networks are targets of cyberbullies, that is, the more the time the youths spend the more they are likely to get cyberbullied. Also it was found that the activities people perform on social networks does not necessarily lead to them been cyberbullied. It was indicated that cyberbullying is a rampant phenomenon on social networks and this research work proposes the following ways by which cyberbullying can be avoided, prevented and controlled on social networking sites.
Privatization of social network profiles by users, is suggested however, non-privatization of social networking profiles of users gives access to strangers and unknown people to access the information available on their profiles, users should use the privacy settings provided on their profiles such that only people known to them and people they give authorization can access their profiles. Awareness about cyberbullying should be made on social networking platforms, so users can be aware of when they are been bullied and also identify cyberbullies. The user should as well report cyberbully to appropriate authorities such as their parents , social network administrators(using features like "reporting abuse", "report inappropriate" that are available on social networks platforms) so bullies can be identified, sanctioned and prosecuted if needed. Lastly, laws should be enacted in Nigeria to punish cyberbullies in the country, the country has no legislation relating to cyberbullying in their cybercrime law.
