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Abstract 
  
 
 
 
 
1. Introduction 
Due to the shortage of the health professionals, the healthcare providers need a new system to 
or implantable. The advancement of technology and the tendency of miniaturization of devices make 
these  An emerging sub-field of WSNs, Body Area 
Networks (BAN), is considered a strong candidate for next generation monitoring system. The BAN 
communication is in a short range of about 3-4 meters, which is in the vicinity of a human body. The 
BAN operates in low power and the required data rate is up to 10 Mbps [1]. The presence of the different 
kinds of human bodies such as male, female, skinny, and heavy can effect differently on the BAN 
communications. Authors suggested a patient monitoring systems with associated energy- and QoS-aware 
routing protocols [2, 3, 4] for a reliable and efficient BAN communication. However, the use of MAC 
protocol is more effective than routing protocols in terms of reduced energy consumption. The MAC 
protocol 802.15.4 [5] is generally used for short range communication. A new standard is needed to be 
developed and applied due to the specific requirements of BAN. As a result, Task group 6 was formed in 
2007 to establish the standards for Media Access Control (MAC) and physical (PHY) layers of BAN 
communication. In March 2009, the baseline BAN MAC specification was developed to address the 
problems in both medical and non-medical applications [6].  
In this paper, the Poll mechanism in baseline BAN MAC is analyzed and the disadvantages are 
revealed. Moreover, an enhanced version of Poll is proposed to solve those problems.  
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The rest of the paper is organized as follow: section 2 is about related work. Section 3 explains 
beacon period and polling mechanism in baseline BAN MAC specification briefly. The enhanced polling 
mechanism is introduced in section 4 and the simulation results will be discussed in section 5. The 
conclusions are provided in section 6. 
2.  
-
 
3.  
Baseline BAN MAC divides time into beacon periods. A beacon is a management frame 
broadcasted by the hub through which the sensor nodes get the information about the BAN, such as BAN 
ID, the length of the beacon period (i.e. number of time slots), the length of each access phase (CAP, 
EAP, RAP), and the duration of a time slot. By using the BAN information, the sensor nodes decide the 
use of an approach such as CSMA/CA or poll for accessing the media in different phase. A beacon period 
is a time interval and all the beacon periods are composed of the same number of time slots. Each beacon 
period consists of several access phases: Exclusive Access Phase 1 (EAP1), Random Access Phase 1 
(RAP1), type-I/II access phase, Exclusive Access Phase 2 (EAP2), Random Access Phase 2 (RAP2), 
type-I/II access phase, and Contention Access Phase (CAP). The structure is shown in Fig. 1. The Poll 
access is used in type-I/II access . 
 
 
 
 
 
 
 
How does the polling mechanism work in baseline BAN MAC? In the header of baseline BAN 
MAC packet, there is a field called More Data which indicates whether the sender has finished 
transmission or not. When the hub receives a packet with value one of the More Data field indicating the 
sender has more data to send, the hub grants a time slot to the sender and inform the sender by sending the 
poll with the acknowledgement packet (I-ACK+Poll frame). If the node could not finish the transmission 
within the current time interval, the hub will allocate another time interval and informs the node by 
sending a future poll frame. The whole process is shown in Fig. 2. 
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4.  
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5.  
The simulations are performed by using the OMNeT++ based simulator Castalia-3.2 [11]. The 
parameters used for our simulations are shown in Table 1. The effect of path loss and the channel 
temporal variation are also considered with the existing model of Castalia. The transmission time 
(Ttransmission) can be calculated by using the below formula.  
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