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Introduction:
The Quantum Key Distribution QKD
Protocol is a technical tool that helps to
create a shared secret key (SSK) between
communicated users. Moreover, to
guarantee any connection over the
internet, users should share an encrypted
information as well as a decrypted
cipher-text by a secret key. Furthermore,
the QKD is a mechanism that creates a
secret key into a secure mode. This
poster shows an improvement of QKD
protocol that is created by a connection
with a trusted third party as well as the
sender and receiver.
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System Requirements:
1. The connection starts between the sender (A) and a third party (C).
2. A just prepares the plaintext that wants to share with the receiver (B).
3. The communication will be through a classical channel (Internet, phone).
4. The C will prepare the plaintext into a matrix (DM).
𝐵𝐵𝐵𝐵𝐵𝐵[1 1 1 1 0 1 0 0 0 1] ≈ �| ⟩0| ⟩1 𝐸𝐸𝑃𝑃𝑃𝑃 𝑝𝑝𝑝𝑝𝑝𝑝𝑝𝑝𝑝𝑝𝑝𝑝𝑝𝑝𝐵𝐵𝐵𝐵𝑝𝑝𝑝𝑝𝑝𝑝
5. The C submits an EPR string in two channels: first channel is for the sender A, and the
second channel is for the receiver B.
𝑝𝑝𝑝𝑝𝑝𝑝𝐵𝐵𝑝𝑝𝐵𝐵𝑝𝑝𝑝𝑝𝐵𝐵 = 𝜔𝜔 𝜇𝜇 𝜇𝜇𝜑𝜑 𝜔𝜔 𝜇𝜇
𝜑𝜑 𝜑𝜑 𝜔𝜔
,
where 𝜑𝜑 is the plaintext that is converted to entangled states, 𝜇𝜇 is the random states that C
will randomly set, and 𝜔𝜔 is parity cells for decoy states.
QUBIT Submissions:Approval Confirmation:
• Each side of the communication (A & B) will receive data into EPR channel, where
each side has a converted information compared to the other side.| �Φ± = 12 (| ⟩00 𝐴𝐴𝐴𝐴 ± ⟩11 𝐴𝐴𝐴𝐴 , | �Ψ± = 12 (| ⟩01 𝐴𝐴𝐴𝐴 ± | ⟩10 𝐴𝐴𝐴𝐴).
• The submitted data is highly classified to be a secure.
• There is no interruption without alteration.
• Flipped states will impact a different measurement.| ⟩𝜑𝜑𝐴𝐴𝐴𝐴 �| ⟩0| ⟩1
𝐵𝐵𝑖𝑖 𝐴𝐴 == 1, 𝐵𝐵𝑡𝑝𝑝𝑝𝑝 𝐵𝐵 = 0
Shared Secret Key:
• The submission through the Quantum
channel (in superposition) will be
limited between the A and B.
| ⟩𝜑𝜑 = 1
2
(𝛼𝛼| ⟩0 ± 𝛽𝛽| ⟩1 ),
• Two bases for measurements:
• Four states:(| ⟩0 , | ⟩90 , | ⟩45 , | ⟩135 )
Initiating an EPR Connection: 
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To process this protocol, there are some
needed requirements that should
available:
• Entanglement Channel.
• Quantum Gates:
𝜎𝜎𝑥𝑥 = 0 11 0 ,
𝜎𝜎𝑦𝑦 = 0 −𝐵𝐵𝐵𝐵 0 ,
𝜎𝜎𝑧𝑧 = 1 00 −1 .
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The SSK is the final result of the quantum key 
distribution protocol, where a string of qubits 
will be shared in a secure mode.
Example:
String of qubits[| ⟩1 , | ⟩1 , | ⟩0 , | ⟩1 , | ⟩0 , | ⟩0 , | ⟩1 , | ⟩1 ],
String of bits
[1, 1, 0, 1, 0, 0, 1, 1].
Finally, it should be used one time.
