Y2K Readiness Guide by Blue Cross and Blue Shield of Florida, Inc.
All Employees 
August 1999 
Today you will hear a lot about the Year 2000 problem ("Y2K") and how 
BCBSF is handling it. For some of you, much _of what you hear may be 
new. You may find that the breadth of the BCBSF Y2K effort is much 
greater than you expected. This is good news -- for you, for BCBSF, and 
for our customers. 
Over the past three years, many BCBSF employees have been asked to 
provide support to the Y2K Project. This year, in particular, the project has 
involved personnel from all areas of the business. All of this hard work is 
paying off and I am proud of our progress thus far. To date, the Y2K 
project has corrected the identified Y2K-related problems in our mainframe 
code. We have also completed the testing of our mission critical mainframe 
systems, and we have identified and contacted significant external parties 
with whom we do business. 
We are now moving into the final stage of our readiness process and your 
participation and support are important. Contingency planning activities 
are well underway with participation from every area of business. We are 
also upgrading our company's personal computers to the new COE version 
4.0. But the most important aspect of Y2K will be the millennium change 
itself. We need to keep a close eye on our systems and processes during 
and after this time to quickly identify and resolve any problems we may 
encounter. For this, everyone's participation is vital. 
As we finalize our preparations for the Year 2000, I am confident in our 
ability to provide uninterrupted, high quality service to our customers. 
Blue Cross Blue Shield of Florida will be ready to face the challenges of 
the next century. I am personally excited by these opportunities, and I 
hope that you, too, share in this excitement. 
This document is a year 2000 readiness disclosure made pursuant to the Year 2000 Infonnation and 
Readiness Disclosure Act (U.S. Public Law 105-271). Your legal rights regarding use of the 
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What is the problem, anyway? 
BACKGROUND 
Project Purpose 
■ To effectively eliminate any negative operational impact to BCBSF 
resulting from the change of the century. 




• l 995 - Scope of project defined 
• 1996 - Work began on mainframe systems 
Focus on "Mission Critical" systems 
• l 997 - External relationships, SAS, 
Non-IT, Non-legacy 
•1998- Mary Bridgman - Program Manager 
RBMS completed 
• 1999 - Goal = Complete it all!!! 
•2000 - Business as usual 
BACKGROUND 
sed potential Year 2000 problems and how they could affect five 
key areas: 
■ • Legacy applications (mainframe application software) 
■ - Infrastructure (computer hardware, networks, operating systems) 
■ • Non-IT (embedded chips & internal & external relationships and 
dependencies) 
■ • Desktop Applications (hardware & software in the non-mainframe 
environment) 
■ • Decision support applications • 
CURRENT STATUS 
II Mission Critical legacy applications have been certified and 
signed off by IT's business partners has having successfully 
completed Y2K Future Date Testing!! 
Work continues in the areas of: 
ACTIVITY PROJECTED COMPLETION 
Non-Mission-Critical Mainframe Testing August 31, 1999 
Integration Testing (Eligibility, Claims) September 30, 1999 
SAS Testing September 30, 1999 
COE 4.0 Roll-out November 30, 1999 
Non-COE Upgrades/Replacements December 31, 1999 
Contingency Planning December 31, 1999 
Millennium Roll-over (Day One) Planning September 30, 1999 




•BCBSF has several thousand vendors, suppliers, and business 
partners who provide goods and services that support our 
business. 
•We have identified and prioritized the external dependencies 
that are critical to our business operation. 
•We have surveyed our most critical vendors and suppliers and 
are monitoring their progress towards Y2K readiness. 
•We are developing appropriate contingency plans for all 
elements of our mission critical business processes, and our 




•Membership & Billing 
•Claims Submission & Processing 




•Utilities (Phones, Power, Water) 
•Mission Critical Systems 
•'"Day One Plan" 
INFORMATION INCLUDED IN YOUR 
Y2KPACKAGE 
♦ Introductory letter 
♦ A copy of this Y2K presentation 
♦ Personal Preparation Checklist 
♦ Overview of the Y2K Intranet site 
+ Y2K Fact Sheet 
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THE INTRANET 
THE BCBSF INTRANET!S 
"ONE STOP SHOPPING" FOR YOUR Y2K INFORMATION!! 
• Employee lnfonnation 
• Y2K Hot Topics 
• Preparing Personally for Y2K 
• Preparing Professionalo/ forY2K 
♦ Frequently Asked Questbns 
• Who to Call About What 
• Contingency Plans 
• Business Plans 
• Technical Plans 
♦ Y2KProject Village 
• Technical Ovewiew 
• Definitions 
• Tools 
• Mission Critical Systems 
• Event Horizons 
• Repons 
FREQUENTLY ASKED QUESTIONS 
Is BCBSF confident that American Express. who handles our 
40 I K plan, will be Y2K compliant'! 
What is the contingency plan for the payroll department in the 
event that checks cannot be systematically generated? 
How will employees be notified if BCBSF will not be open for 
business on January 4 due to Y2K problems? 
What procedures do we follow if we receive calls from customers 
roviders about Y2K? 
COMMUNICATIONS 
•Employee information will be updated on the Intranet. Employees an, 
encouraged to visit the website weekly. A short cut to Y2K appears on the 
BCBSF Home Page. 
•Employees may only share information with customers and/or providers that 
appcarx on the Intranet under Y2K > Employee Information> Information 
you can Share. Periodic Customer Service Bulletins (CSB) and Sales 
Administrative Bulletins (SAB) \\ill also contain Y2K information that can he 
shared. 
•Technical Y2K questions must be referred to the Y2K Information Linc ( 1-
877-925-7778) or forwanl<'d to Y2K Communications, DCC107. 
•Spc-c:ial communications will be sent to provide� and subscribers about our 
Y2K Readiness along with necessary information on our cootioszeocy plans. 
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COMMUNICATIONS 
♦ Prior to the end of the year, all employees mwt provide their managen 'ftith the 
telephone number(,) where they can be reached between December 27 and January 7. 
♦ Employees should be instructed to check out the Y2K Information Line (number(•) lo 
be provided later in the year) for information regarding our tran.dtion into the new 
year. The information line will abo provide direction regarding "reporting to work" 
ifthere should be major problems in the community or al BCBSF as a multofY2K. 
• Ir an employee cannot n:port to work due to a neighborhood or penonal Y2K 
problem, he/she mu.,t contact his/her immediate supervisor right away. Managemo,nt 
will forward information regarding employees with "report lo worl<" problem., to a 
,pedal Y2K/HR point of contact and to their ,enior management a., an FYI. 
NEXT STEPS 
•Take this package back to your work area and conduct a two­
way session dedicated to Y2K. 
•Spend time instructing employees about how to access the Y2K 
information available on the Intranet. 
•Educate your employees on what they can say to callers about 
our Y2K status and when they must refer the call elsewhere for 
handling. 
bmit any employee questions that arise during the session to 
a Royall via email. 




Please complete the meeting 
reaction form. 
Thank you for attending our Y2K 
Awareness Session!!! 
This document is a year 2000 readiness disclosure made pursuant to the Year 2000 Information and 
Readiness Disclosure Act (U.S. Public Law 105-271). Your legal rights regarding use of the 
statements made herein may be substantially limited as provided in the Act. 
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BLUE CROSS BLUE SHIELD OF FLORIDA 
YEAR 2000 CHECKLIST 
BCBSF wants to keep you and your family happy and 
healthy, now and in the new millennium. For 
informational purposes only, here are a few tips to get 
you started. Only you can decide what make sense for 
your own situation. 
Food/Water 
◊ Purchase food items in container sizes that will be totally used when 
first opened. Without refrigeration, it may not be safe to keep opened, 
leftover food items. 
◊ Be sure to have a manual can opener and disposable eating utensils for 
your family. 
◊ If you have pets, remember to have a supply of non-perishable food and 
any medications on hand for them. 
◊ Stock supplies to last several days to a week for each member of your 
family. This includes a variety of nutritional, nonperishable food, 
drinking water, prescriptions and over-the-counter medications. 
◊ Buy foods that won't increase thirst in case water supplies are limited. 
◊ It is recommended you store a minimum of one gallon of water per 
person, per day for each person in your household - two quarts for 
drinking, two quarts for food preparation/sanitation. 
◊ If electrical service is out, first use perishable foods from the 
refrigerator. Then use foods from the freezer. In a well-filled, well­
insulated freezer, foods will usually still have ice crystals in their centers 
- meaning they are safe to eat - for at least three days. Finally, begin to 
use your nonperishable foods. 
Home Office and Records 
0 Back up your home PC, including all hard drives, to disk to ensure access to your records 
and documents after January 1, 2000. 
◊ Have important personal records available for reference and to show proof of entitlement. 
Examples include: 
⇒ bank, financial and investment statements and bills for all accounts 
⇒ certified copies of birth certificates 
⇒ drivers license records 
⇒ college transcripts 
⇒ insurance policies and letters explaining coverage limits 
⇒ letters explaining entitlements for pensions or other monthly incomes 
⇒ Social Security benefits statements 
0 Test your personal computers for year 2000 compliance. Software tools that diagnose 
Y2K problems are available or contact your PC manufacturer for information on your 
machine's specifications. Testing the computer yourself by resetting the computer's 
calendar could cause serious problems, e.g. a system crash, contaminated registry or 
expiration of software. 
◊ Check out your software, too. If not specifically stated in literature accompanying 
software, call the manufacturer to find out if the software is compliant. Also, the Internet 
offers a wealth of information on manufacturers hardware and software Y2K compliance, 
with links to sites where you can purchase testing software. 
0 Retrieve email, voice mail and Internet messages not read or listened to by December 30, 
1999. Come January 1, 2000, messages unread for "100 years" or passwords unchanged 
for "100 years" could be erased. 
Power and Fuel 
◊ Plan to fill your automobile gas tank before December 31, 1999. Also, fill your home 
heating oil tank. 
◊ In case the power fails, plan to use alternative cooking devices in accordance with the 
manufacturer's instructions. Don't use open flames or charcoal grills indoors. 
◊ If electrical heat is unavailable, a fireplace, wood stove or freestanding kerosene or 
propane heater may be used as an alternative heat source. Adequate supplies of firewood, 
kerosene and propane should be safely stored. 
◊ Have extra blankets and clothing to keep warm. Do not use gas-fueled appliances, like an 
oven, as an alternative heating source. The same goes for wood-burning or liquid-fueled 
heating devices that are not designed to be used in a residential structure. Camp stoves and 
heaters should only be used out of doors in a well-ventilated area. If you do purchase an 
alternative heating device, make sure it is approved for use indoors and is listed with the 
Underwriters Laboratories (UL). 
◊ Have plenty of flashlights and extra batteries on hand. Do not use candles for emergency 
lighting. 
◊ If you have smoke alarms that are hardwired into your home's electrical system, check to 
see if they have battery back-ups. Install new batteries prior to December 31, 1999. 
◊ Florida can be cold in January: Be prepared to relocate to a shelter for warmth and 
protection if there is a prolonged power outage. Listen to battery-operated radio or 
television for information on shelter locations and availability. 
◊ If you plan to use a portable generator, follow the manufacturer's instructions about its 
use. Also, be sure to keep a generator in a well-ventilated area- either outside or in a 
garage with the garage door open. Don't put a generator in your basement or anywhere 
inside your home. 
◊ Check with makers of computer-controlled electronic equipment to determine if devices 
will be affected: alarm/security systems, thermostats, appliances, garage door openers, 
electronic locks and other equipment that may be controlled by an embedded computer 
chip. 
Cash and Financial Resources 
◊ Have some extra cash or traveler's checks on hand in case computer-controlled electronic 
transactions involving ATM cards, credit cards, debit cards and the like cannot be 
processed. 
◊ Plan to withdraw money from your bank in small amounts well in advance of December 
31, 1999 to avoid long lines at the bank at the last minute. Keep cash in a safe place. 
◊ Mastercard and Visa have advised that 99% of US merchants are set up to handle cards 
with year 2000 expiration dates. But you may want to carry your checkbook in case you 
encounter a noncompliant terminal. 
◊ If you have bills paid by automatic payment/withdrawal, check with your financial 
institution to ensure payments will be made timely. Keep track of all payments and get 
hard-copy receipts when possible. 
Transportation 
◊ The typical automobile has about 50 microprocessors (tiny embedded computers). Some 
are probably date-sensitive, but it's hard to know which cars might be subject to a 
problem. Check with your auto dealership or manufacturer to determine your vehicle's 
compliance. Keep in mind, auto manufacturers are promising that no cars will stop 
runmng. 
◊ Malfunctions may occur with traffic signaling devices. It is advisable to stay off the road 
at midnight December 31, 1999. 
◊ Because of the immense number of systems that support public transportation and the 
tremendous amount of coordination involved in the Y2K testing, there is speculation that 
airlines will reduce or cancel flights on December 31, 1999, and January 1, 2000. If air 
travel will be necessary on these days, you should check with your airline for specific 
information. 
Y2K Information Site-Map 
► Employee Information 
► Y2K Hot Topics 
► Late Breaking News 
► Information You Can Share 
► A Big Y2K Thanks Goes To 
► Preparing Personally for Y2K 
► Personal Checklist 
► Red Cross Checklist 
► Preparing Professionally for Y2K 
► Desktop Hardware & Software 
► Y2K Product Compliance Search 
► How to Order Compliant Products 
► New Initiatives 
► How to Report a Problem 
► End of Year "Musts" 
► Frequently Asked Questions 
► American Express and our 401K 
► Contingency plan for paychecks 
► PC problems 
► Employee notification ifY2K problems occur 
► Contingency plans 
► Employee action and support 
► Retirement/benefits profiles 
► Protecting documents and email on your PC 
► Personal time and Y2K failures 
► Talking with customers 
► Who to Call About What 
► Y2K Organization Chart 
► Point of Contact List 
► Contingency Plans 
► Customer Service 
► Membership & Billing 
► Claims Submission and Processing 
► Out ofBCBSF Eligibility 
► Pharmacy 
► Payroll 
► Corporate Investments 
► Utilities (phones, power, water) 
► Systems 
► GBUs 
► Y2K Project Village 
► Technical Project Overview 
► Definitions 
► Project Tools 
► Mission Critical Systems 
► Mainframe Mission Critical Testing 
► Event Horizons 
► Event Horizon Tracking 
Y2K FACT SHEET 
YEAR 2000 
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BLUE CROSS BLUE SHIELD OF FLORIDA 
The Year 2000 Problem 
Our company relies heavily on information technology (IT) systems and embedded 
systems, such as cooling equipment for our mainframes and building security systems 
to conduct our operations. We also have business relationships with other Blue Cross 
Blue Shield Association companies, financial institutions, public utilities, medical 
providers, critical vendors, government regulators, and customers who are themselves 
reliant on information technology and embedded systems. The inability of computers, 
software, and microchips to properly distinguish the year 2000 from the year 1900 
can be a real issue for these businesses. 
To mitigate the risk of disruption to our operations, BCBSF has undertaken a multi­
year project which addresses both our internal systems and our external dependencies. 
Commitment of Management 
Officers of the Company and senior management at BCBSF are committed to 
addressing and resolving the most important Year 2000 challenge - serving our 
customers without interruption. 
In 1 995 we initiated a project to define the scope of the Year 2000 issue. In 1 996, we 
assembled a project team to assess our mainframe systems and to begin working on 
the program changes that were required in our mission critical computer systems. In 
1997, BCBSF developed and is currently executing a comprehensive plan designed to 
address the Year 2000 problem for its IT and embedded systems. 
BCBSF is also committing significant financial resources to thi s  effort. The total 
expenditure for our Year 2000 project is estimated at approximately $36 million. We 
have directed $ 1 8  million on this project-to-date (through December, 1 998), and the 
budget for 1 999 is approximately $ 1 8  million. 
This document is a Year 2000 disclosure made pursuant to the Year 2000 Information and 
Readiness Disclosure Act (S. 2392). Your legal rights regarding use of the statements 
made herein may be substantially limited as provided in the Act. 
Magnitude of Effort 
Our Y2K project addresses four areas of work within our technical scope. 1 )  Core business 
systems such as mainframes; 2) End-user decision support systems such as SAS (Statistical 
Analysis Systems); 3) Vendor-supplied components (such as our statewide network) and user 
written programs (such as spreadsheets); 4) Infrastructure and facilities systems that use embedded 
microchips such as HV AC, elevators and security systems. The magnitude of our effort may be 
demonstrated by a few of our project details: 
Personal Computing 
~ Over eight thousand Desktop and Laptop Computers 
~ Eleven thousand User-written programs (i.e. SAS programs) 
~ Three million lines of User-written Code 
Statewide Network 
~ Eight hundred and fifty hardware components 
Data Center 
~ Two hundred and seventy hardware components 
~ One hundred and thirty Mainframe Software Systems 
~ Ten million lines of Mainframe Code 
Embedded Chips 
~ Over one thousand different devices 
PROJECT ORGANIZATION 
Mainframe Factory 
A Y2K factory with a five stage process was created to handle Blue Cross Blue Shield of Florida' s 
mission critical mainframe based applications. Subject Matter Experts have been identified for 
each mainframe application, and are tightly integrated into the factory process. 
Pre-Preparation Interview process used to collect and integrate pertinent system information from the 
subject matter experts. The data collected is used to define work estimates and establish 
testing strategies. 
Preparation Identify elements, online programs, run schedules as well as prepare the system and 
environment for the update stage. 
Update Perform date analysis, remediation ( code changes), and unit testing to validate changes. 
Testing and Baseline, Unit, and future date testing is performed on an isolated partition of the 
Acceptance mainframe. Acceptance testing is performed to validate code changes. Subject matter 
experts accept the system as having completed current and future date testing. 
Production The remediated code is migrated back into the production environment. 
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This document is a Year 2000 disclosure made pursuant to the Year 2000 Information and Readiness 
Disclosure Act (S. 2392). Your legal rights regarding use of the statements made herein may be 
substantially limited as provided in the Act. 
Non-Mainframe 
The BCBSF non-mainframe inventory includes a broad variety of systems, such as desktop 
applications, ( e.g. MS Word and MS Excel), our statewide network infrastructure, and our 
embedded systems. Our non-mainframe Test Centers were built to test non-mainframe systems on 
a component by component basis, while constructing and testing integrated model environments, 
infrastructure (where appropriate) and our embedded systems. Listed below are the steps 
conducted in each phase. 
Inventory Provide a repository of I/T hardware assets, embedded systems, and non-mainframe 
software. 
Vendor Research Obtain, document, and maintain vendor year 2000 product readiness status as well as 
pertinent product and vendor information. 
Business Analysis Identify and capture the business functionality of the systems which include business 
usage, system dependencies and relationships. 
Technical Analysis Review the technical aspects of systems, documenting components and dependencies 
as well as potential date vulnerabilities. 
Test Planning Develop plans to test general functionality and identified date conditions. 
Test Execution Execute the test plans and document the results. 
Remediation Upgrade or replace mission critical non-mainframe components as indicated by test 
results. 
End User Computing (SAS) 
A custom shop with a five phase process was created to handle the assessment and 
remediation of BCBSF' s Statistical Analysis Systems software (SAS). Listed below are 
the steps conducted in each phase. 
Inventory Automated identification of SAS jobs executed within the previous 1 8  
months. 
Remediation SAS code is updated (remediated) according to SAS INSTITUTE Y2K 
guidelines. 
Implementation The SAS code is current date tested and checked for syntax and logic errors. 
Certification The SAS code is aged. The code is future date tested by running programs in 
a future environment. 
Migration Return code to original location. SAS Y2K training and documentation is 
provided. 
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Disclosure Act (S. 2392). Your legal rights regarding use of the statements made herein may be 
substantially limited as provided in the Act. 
External Dependencies 
BCBSF, as most large organizations, depends in varying degrees on business partners. Therefore, 
our Y2K project has also addressed technical interactions with our external dependencies. Project 
Teams were created to: identify significant external dependencies; assess their year 2000 readiness; 
and develop plans for mitigation and contingency. Each phase includes the following steps :  
Identification Identify customer and provider groups, mission critical vendors, suppliers, 
financial institutions, and other insurers. 
· Communication & Conduct communications, surveys, and/or site visits to assess and collect data 
Awareness on Year 2000 readiness of mission critical business partners. 
Assessment Analysis of data collected. 
Mitigation Planning Fault Scenarios and mitigation activities to be performed prior to Year 2000. 
Contingency Planning Risk Mitigation and contingency activities to be performed if Year 2000 
failures of external dependencies impact BCBSF. 
Project Approach 
Year 2000. BCBSF defines Year 2000 compliance as information technology that accurately 
processes date/time data (including, but not limited to, calculating, comparing, and sequencing) 
from, into, and between the nineteenth, twentieth and twenty-first centuries, and the years 1 999 and 
2000 and leap year calculations. Furthermore, Year 2000 compliant information technology, when 
used in combination with other information technology, shall accurately process date/time data if 
the other information technology properly exchanges date/time data with it. 
Remediation Techniques 
Windowing Technique. BCBSF selected windowing as the primary approach to 
remediate our mission critical systems. A year 50 method was selected for all non­
Medicare changes. This means that all 2 digit years that are less than 50 are assumed to be 
in century 2000 and 2 digit years that are 50 or greater are assumed to be in century 1 900. 
However, for membership and eligibility purposes, the century associated with birth dates 
has been retained. 
Mission Critical Systems List 
BCBSF' s criteria in determining it' s  mission critical systems was based upon our corporate 
purpose: "To providing affordable, quality health plans for our customers' health care 
needs.". Our criteria are (in order of importance) : 
1 .  Customer Impact (where "customer" is defined as a subscriber, provider or group) 
and 
2. Financial Impact to BCBSF (which could possibly impact the affordability of our 
products) 
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Mission Critical Systems 
BCBSF has identified the following mission critical business processes: Eligibility, Authorizations, 
and Referrals (providing coverage for care), Money movement (to fund claims payment, 
investment and payroll accounts), Claims payment processes, Financial recording processes, and 
Billing processes. Future date testing of these systems is scheduled for completion by July 3 1 , 
1 999. 
Data Center 
BCBSF and its wholly owned subsidiaries, Health Options and Florida Combined Life are 
supported by one Data Center . This center is equipped with back-up power for the mainframe, 
telephone and statewide network systems for a limited period. We are currently completing future­
date testing of material data center components, and are in the process of upgrading or replacing 
those components that have been identified as not Y2K ready. 
Network Infrastructure 
BCBSF has a Common Office Environment (COE), which consists of similar, compatible 
hardware and software for our more than 8,000 desktop and laptop computers. In order to bring 
desktop components into compliance, a comprehensive COE upgrade is being rolled out across the 
state. Due to the large number of desktops/laptops to be upgraded, we expect this effort to take the 
remainder of 1 999. 
Freeze Policy 
BCBSF has elected to implement a "freeze" of all discretionary changes to our mainframe systems 
during the month of December, 1 999. This means that those changes that are not mandated by 
regulators or required by the business (such as year-end file updates, problem fixes, etc.) will not 
be implemented in the month of December. 
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CONTINGENCY PLANNING 
In order to prepare for unanticipated problems, BCBSF is developing contingency plans designed 
to enable us to continue our mission critical business operations if we were to experience a Year 
2000 failure - internally or due to a failure by an external business relationship. 
Methodology Overview 
We have established a methodology for working through failure scenarios for each mission critical 
business process. Our methodology is as follows: 
• Develop Contingency Planning Teams consisting of subject matter experts for our mission critical 
business functions. 
• Identify "Fault Scenarios" (Failures that could happen). 
• Prioritize Fault Scenarios based on impact to our customers and our financial status. 
• Develop Pre-event measures that could be implemented prior to January 2000 that could mitigate 
our risks ( e.g. obtain power generation and fuel capability for 30 days for the data center) . 
• Assign accountability for implementation of the Pre-event measures. 
• Develop contingency plans for Fault Scenarios that cannot be fully handled through Pre-event 
measures that could impact BCBSF after the tum of the century. 
• Test the Contingency Plans for validation purposes. 
• Determine the "Failure Detection Method" to identify Y2K issues early and determine if 
contingency plans should be activated. 
• Map the plans to overall business processes to verify comprehensiveness across multiple business 
units. 
From a technical perspective, we are forming "rapid response teams" who will respond to any 
significant business interruption. For certain critical vendors and business partners (such as power 
providers) we have conducted site visits and/or performed more in-depth assessment activities. Our 
monitoring activities and our contingency planning is on-going and will continue up to the Year 2000. 
External Dependencies 
BCBSF has several thousand vendors, suppliers, and business partners providing goods and 
services that support our business. Through the knowledge of our Subject Matter Experts, we have 
developed prioritization structures in order to identify external dependencies that are critical to our 
business operation. We have used a survey process to assess Year 2000 readiness for these 
vendors and suppliers. Our response rate to these surveys has been typical of the industry 
(approximately 30 %). We are developing appropriate contingency plans for all elements of our 
mission critical business processes, including our critical business partners. 
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Principal/Coventry 
BCBSF has a transition services agreement in place with Coventry under which Coventry 
continues to process the acquired Principal business until it is moved to BCBSF' s systems. We 
expect that the majority of the Principal accounts will be on BCBSF's systems by year-end, but 
some will continue on Coventry's systems into the first quarter of 2000. Therefore, BCBSF is 
monitoring Coventry' s  Y2K progress for those systems and facilities that process the acquired 
Principal business .  
INDUSTRY/PROVIDER INFORMATION 
Paper Claims 
BCBSF will accept paper claims. It is recommended that Providers who currently submit 
electronic claims should revert to paper claims as a last resort in the event of Y2K related 
transmission problems, however, BCBSF will accept paper claims from providers. 
Electronic Claims and National Standard Date Formats 
BCBSF will accept electronic claims in the following formats: 
• National Standard Format version 1 .04 
• National Standard Format version 2.0 
• National Standard Format 1 500 for professional claims 
• National Standard Format 1450 for institutional claims 
• ANSI 835 for institutional remittance 
• Common Claim formats for professional claims 
• Common Claim formats for institutional claims 
BCBSF Electronic claims submission systems will accept either two or four digits for the year. We 
do not have a technical preference since we are using a windowing technique. Therefore, when we 
receive four digit years, we strip off the first two digits and use the windowing logic which is as 
follows: if the last two digits of the year are less than 50 we assume the century to be 2000 and 2 
digit years that are 50  or greater are assumed to be in century 1900. 
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Pharmacy 
Prescription Re-Fills. BCBSF policy allows for refills on prescriptions at the 75% level. This 
means that when 75% of a valid prescription has been depleted and/or 25% or less of the 
prescription remains, a consumer may request a refill. This would allow a member to have at least 
a week' s  supply (and as much as a month' s  supply) on hand entering the new year. BCBSF 
customers who utilize mail order prescription services, can mail order up to a three month supply 
(90 days) of medications for valid prescriptions. 
Provider Exclusions and Readiness 
The healthcare industry is a complex array of public and private enterprises which include 
managed care organizations, physicians, healthcare facilities, medical equipment suppliers, clinical 
laboratories, and other sundry support services. BCBSF does not make any representation about 
the Year 2000 readiness of any of the physicians, hospitals, or other medical providers affiliated 
with or included in our networks. You, and not BCBSF, are responsible for determining what 
information about the Year 2000 readiness of your medical providers you need and making your 
own health care decisions in light of that information. 
DISCLAIMER NOTICE 
Year 2000 Statements contained in this document originally made by third parties, 
including information about third-party vendor products are Republications pursuant to the 
Year 2000 Information and Readiness Disclosure Act. BCBSF is not the source of the 
Republications. Each Republication is based on information supplied by the third party 
vendors and/or manufacturers. 
The information in this document is provided for information only and without warranty of 
any kind, and is subject to change without notice. 
We invite you to visit our Web site at www.bcbsfl.com for periodic 
updates on our progress toward Year 2000 compliance. If you have 
questions about our plans, please call our Toll Free, Year 2000 
information line at 1-877-925-7778. 
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This document is a Year 2000 disclosure made pursuant to the Year 2000 Information and Readiness 
Disclosure Act (S. 2392). Your legal rights regarding use of the statements made herein may be 
substantially limited as provided in the Act. 
We're all part 
of the solution� 
