ABSTRACT
INTRODUCTION
Cloud computing has been described as the next generation model of computing [1] . The cloud computing was defined by National Institute of Standards and Technology NIST as a model for enabling convenient, on-demand network access to a shared pool of configurable computing resources […] that can be rapidly provisioned and released with minimal management effort or service provider interaction" (NIST, 2011). Cloud computing has four deployment models namely public cloud, private cloud, hybrid cloud and community cloud. Enterprise spending on cloud computing is increasing at five times the rate of traditional IT systems (cited by [2] . However, cloud computing adoption rates vary between technologically developed countries and technologically developing countries [3] . The literature on Cloud Computing adoption focuses primarily on adoption in technologically developed countries. The literature does not include any empirical study carried out to investigate cloud adoption in the Kingdom of Saudi Arabia (KSA) at the organisational level. There is only one study which investigates cloud adoption in KSA [4] and this focused on the user acceptance of cloud computing at an individual level while factors related to an organisational level were ignored. This study discussed the factors that affect cloud computing decision by integrating DOI and TOE framework.
From the literature on cloud computing adoption, we identified 14 factors which influence organisational decisions about the adoption of cloud computing. From these factors, we developed hypothesis as to the way in which the factors affect the adoption of cloud computing. Following TOE, we group these hypothesis into the TOE categories of technology context, organisational context and environment context and we also use a fourth category, the DOI category, which address elements identified though analysis based on DOI. The second phase of the research evaluated the hypothesis through use of a questionnaire. This section describes the categories used and way in which hypothesis were developed from the factors identified in the literature.
Technology context
The Technology context refers to a "comprised of the variables that influence an individual, an organization, and an industry's adoption of innovation" [7] 
Technology readiness
Cloud computing is a relatively new model of IT service delivery model. Thus, the technology context is a very important determinant to investigate in relation to the adoption of cloud computing. Technology readiness is described as the IT infrastructure available to an enterprise to obtain cloud services and human resources that can manage cloud services [10] . We therefore identify as hypothesis 1:
H1: technology readiness positively influences cloud computing adoption.
Security
Security is seen as one of the highest risk elements in the adoption of cloud computing [18] - [20] although it has also been argued that there is no relationship between security and cloud adoption [10] . This inconsistency is tested by hypothesis 2:. H2: security concerns negatively influence cloud computing adoption.
Technical barrier
Technical issues such as the complexity of existing IT systems, portability and interoperability and vendor lock-in have been identified as possible barriers to the adoption of cloud computing [21] .
H3: technology barrier negatively influence cloud computing adoption.
Organisational context
The organisational context refers to the characteristics of the organisation and its internal resources [9] , [22] . Organisation characteristics include organisation size, status, industry, and scope. While the internal resources include knowledge capability, top management support and organisation readiness [7] . Cloud computing has technological as well as organisational implication, this makes the organisational context a key determinant of cloud adoption.
Enterprise size
Enterprise size is considered to be one of the main factors influencing technical innovation [9] , [23] - [25] . It has been argued that large enterprises are more likely to adopt newer technologies such as ERP and e-commerce [24] , [26] . The main reasons given being that larger enterprise have greater organisational and financial resources. However, the financial model of cloud computing services makes it attractive to SMEs meaning that enterprise size is one of the determinants to investigate in relation to cloud computing adoption.
H4: enterprise size has a positive influence to adopt cloud computing services.
Top management support
Top management support refers to the decision makers who influence the adoption of innovation [27] and is which described by [28] as goal specificity, resource management, and commitment. Thus, the role of top management support is crucial to success the adopting of new technology. Therefore, Top management support is regarded in many studies as an important factor influencing the adoption of technology innovation [29] - [31] .
H5: top management support has a positive impact on cloud adoption.
Organisation readiness
Organisation readiness aims to measure if the organisation has the capability to adopt the innovation [6] and is defined as the availability of human, technology and financial resources to adopt cloud computing [6] , [13] , [32] . Knowledge about cloud computing and the attitudes towards using the technology are an important factors in the adoption of cloud computing.
H6: organisation readiness has a positive impact on cloud adoption.
Enterprise status
Enterprise status is defined in this study as having either status as an establish company or as a Start-up company. There is no empirical study in the literature which investigates the impact of enterprise status impact on technology adoption in general and cloud adoption specifically. However, some studies have linked enterprise status and cloud computing adoption [33] , [34] .
H7: enterprise status has a positive impact on cloud adoption.
Industry sector
IT has a major impact on how enterprises manages their business but the role of IT in an organisation differs, depending on the sector [35] . Moreover, technology adoption varies between sectors, for example, the largest user of technology is the financial sector [25] . However, sensitivity of financial data means that the financial sector may be more cautious when adopting cloud computing [36] , [37] .
H8: industry sector has a positive impact on cloud adoption.
Environmental context
Environmental context refers to the external factors that influence the adoption of technology includes government regulation and initiative, service providers and competitors [7] . This study will investigate the following factors in terms of environmental context; competitive pressure, external support and government support.
Competitive pressure
Competitive pressure may be a factor which influences the adoption of cloud computing although there is no consensus on this issue. It has been argued that competitive pressure is very influential in the adoption of technology in general [6] although one study found that there is no relation between the competitive pressure and the adoption of cloud computing technology [19] .
H9: competitive pressure has a positive impact on cloud adoption.
External support
External support in this research is defined as support from the cloud service provider to influence clients to adopt cloud technology. There is a lack of understanding about cloud services issues such as cloud architecture and pricing models [38] . This could represent one of the barriers for SMEs to adopt cloud computing. CSPs can provide knowledge and expertise to their clients [39] .
H10: External support has a positive impact on cloud adoption.
Government support
Government support in this context is understood as the regulation, policies and initiatives that support enterprises in the adoption of cloud computing. Government regulation can play an important role in the adoption of technology innovation [9] , [26] . Regulation can encourage or discourage cloud computing adoption [9] , [22] . One study found that government regulation had more influence on the adoption of E-business in developing countries comparing with developed countries [27] . A study in KSA found that Saudi SMEs seek the support from the government of Saudi Arabia in relation to technology adoption [43] .
H11: Government support has a positive impact on cloud adoption.
Diffusion of Innovation Category

Relative advantage
Relative advantage is defined as "the degree to which an innovation is perceived as being better than the idea it superseded" [40] . Cloud computing offers technical as well as economic advantages over traditional IT environments.
H12: relative advantage has a positive impact on cloud adoption.
Compatibility
Compatibility refers to which extent the new innovation fits with existing organisation's values, culture and practices [9] , [40] . From a technical perspective, the extent to which cloud solutions are compatible with existing systems is a key factor when considering moving to a cloud environment. In addition, the extent to which cloud computing services are compatible with statutory regulation is crucial for organisation when considering moving to cloud computing.
H13: compatibility has a negative impact on cloud adoption.
Complexity
Complexity in DOI terms was defined as "the degree to which an innovation is perceived as relatively difficult to understand and use" [44] . Cloud computing comes with some challenges including security and privacy and the use of advanced technology; adopting cloud computing requires new skills and expertise to manage cloud solutions [9] . Thus, these issues will affect cloud adoption.
H14: complexity has a negative impact on cloud adoption.
RESEARCH METHOD
In order to test the hypothesis in a technically developing country, a web questionnaire was used with computing professionals in KSA. The questionnaire was administered in English and in Arabic. The sample frame refers to the set of people/enterprises from the targeted population that have the change to be selected [41] . In order to select the respondents, two approaches were used to select the sample. Two e-services provider in KSA agreed to distribute questionnaire to their clients. The CSPs used included ELM which is one of the leading CSPs in KSA. To avoid limiting the sample to respondents from CSPs, the questionnaire was also distributed using a professional network. LinkedIn is a professional social network that brings together users with the same interests.
Piloting the questionnaire is a process to test the questionnaire reliability, validity and error testing [42] . To enhance the validity of the questionnaire, a pilot study was conducted in two phases. The first stage of the pilot was conducted to test the understandability of the questionnaire and to ensure the different language versions had the same meaning. In addition, to what extent the questionnaire is readable with different devices (laptop, IPad and Mobile) was examined in this stage. The questionnaire was piloted with eight IS professionals from industry and academia who speak Arabic and English fluently. The second phase of the pilot study was conducted with the CSP. The ELM marketing team who have experience in questionnaire design and analysis evaluated the questionnaire. Some changes were made following the feedback from ELM, including changing some phrasing in Arabic to ensure understandability.
Following the pilot stage, a web based questionnaire platform was used. The questionnaire was built by using Survey Monkey with two version one in Arabic and one in English. The link was circulated by the CSPs to their clients and made available via LinkedIn. At the questionnaire deadline, 103 questionnaires had been completed. Following data cleansing, 81 valid questionnaires were selected for analysis, representing 81 companies. Reasons for excluding questionnaires from analysis included errors in completion which undermined the validity of the response and too man 'don't know' or blank answers for analysis.
Data analysis
The first set of questions were designed to identify the characteristics of the enterprises which took part in the survey as this study aims to investigate cloud computing adoption from organisation level. The graph below shows the number of enterprises that participated in this survey in terms of the industry sectors that belong to it. In addition, participants were asked to indicate whether their enterprises work on private or government sectors. More than half of respondents belong to the government sectors while about 47% of participants belong to private sector. Table 1 illustrates the distribution of enterprises according to its size and status. In addition, the table explains the percentage of enterprise that adopted or plan to adopt cloud computing services. 
Inferential Analysis
Logistic regression was used to test the hypothesis described in section. The independent variables are the fourteen hypothesis where is the dependent variable is cloud computing adoption, a binary values were used which is 1 if the firm adopt or plan to adopt cloud computing and 0 otherwise. The independent variables are shown on the table below. After coding the hypothesis and calculate the mean of the items for each hypothesis, the binary logistic regression run. The independent variable is significant when the P value is less than 0.05 [43] . Consequently, it can be seen from the data in Table # that there are six predictors were found statistically significant which are security concerns, organisational readiness, firm status, top management support, government support and compatibility. Three of them belong to the organisational readiness group.
DISCUSSION
Technological context
Among the three dimensions of technological context, in this research, security was found to have a statistically significant relationship with cloud adoption. Thus, security concerns have a negative impact of adopting cloud computing. This is consistent with the findings in the earlier literature on cloud computing adoption although a 2014 study found that security was not a significant factor in cloud computing adoption; that study suggested that this was due to improvements in security compared to the earlier phase of cloud computing [10] . Unexpectedly, in this study, technology readiness and technology barriers were not found statistically significant. This result are consistent with a 2011 study in a technologically developing country which found that technology readiness were not significant predictor [48] although the 2011 findings were different to those of a study conducted in a technically developed country [10] . One possible explanation for this might be that there is a difference between attitudes of decision makers in technologically developed countries and technologically developing countries.
Organisational context
Interestingly, in this investigation, three predictors, organisation readiness, top management support and enterprise status, were found to significantly influence the decision about cloud computing adoption. In the literature, only one study was found which identified organisation readiness as a factor that influences cloud computing adoption [20] ; that study identified a significant relationship between organisation readiness and cloud adoption which is similar to the findings of this study. In terms of enterprise status, based on the literature review there is no prior study examine firm status empirically in relation to cloud adoption or technology adoption in general. In this study, start-up enterprises were found to be more likely to adopt cloud computing. This may reflect the availability of infrastructure within KSA as established companies will already have developed infrastructure. Top management support was found to be a more significant factor influencing cloud adopting with P value at 0.001. The finding on top management support is in line with the findings of previous studies [9] , [20] , [44] - [46] . Contrary to expectations, this research did not find a significant relationship between the enterprise size and industry sectors. This is in contrast to earlier findings [9] , [45] , [46] which found a significant relationship between cloud adoption and enterprise size.
Environmental context
The environmental context was examined from three dimensions namely competitive pressure, external support and government support. The only factor found to be statistically significant is the government support. This finding is different from that of [9] , [44] . These differences can be explained by the fact that Governments in technological developing counties play a major role in supporting enterprises in adopting new technology in terms of regulation and initiatives [47] , [48] .
One unanticipated finding was that external support did not significantly affect cloud adoption. This differs from the results of [19] who found computer supplier support has a significant effect on cloud adoption. However, the study conducted by [19] ,was carried out in a technically developed country. In the research presented here, competitive pressure was not found to a significant factor influencing the adoption of cloud technology. . This result is in agreement with those obtained by [9] , [45] . In contrast, [23] and [48] found that the competitive pressure has a significant impact in association with cloud computing. A possible explanation for this is that the studies that found the competitive pressure has a significant factor were limited to one industry sector like [46] or limited to a small number of industry sectors like [20] . Table 3 summarises the findings of this research in respect of the hypothesis developed through the TOE and DOI.
Diffusion of Innovation Category
Unexpectedly, relative advantage was not found to be a significant factor in this study. This contrasts with findings from previous studies [9] , [20] , [44] - [46] which identified a significant relationship between relative advantage and cloud computing. An important finding in this research was that compatibility has a significant impact on cloud computing adoption. This finding is in accord with recent studies which indicated that the compatibility has a positive impact on cloud adoption [20] , [45] although some studies report different findings [9] , [44] , [46] . Finally, it is somewhat surprising that in this study complexity was not found to significantly affect cloud adoption. This result is supported by other studies [44] , [46] but differs from that of recent studies that found complexity negatively influences cloud computing adoption [9] , [20] , [45] . It should be noted that the respondents in this study had technical backgrounds. 
CONCLUSION
This study integrates the DOI and TOE framework to investigate the factors that affect cloud computing adoption decision in Saudi Arabia. From the fourteen hypothesis were developed, there are only six hypothesis were found statistically significant. These factors are security concerns, organisation readiness, top management support, firm status, government support and compatibility. When evaluated against the literature on cloud computing adoption, it appears that security concerns and government support are more influential factors in technologically developing countries than in technologically developed countries. We found that start up companies were more likely to adopt cloud computing solutions. This may reflect the pricing model of cloud computing but may also reflect infrastructure differences between technically developed and technically developing countries. In addition,
The findings of this study contributes to both academia and industry. Cloud service providers can use the findings of this study to support marketing and decision making. The investigation shows that government has a major role to play in encouraging enterprises to adopt technology in general and specifically cloud computing in technologically developing countries. This study adds the body of knowledge about cloud computing adoption specifically in technologically developing countries.
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