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METHODS
Hypotheses
H1a: Perceived threats have positive effect on IPC.
H1b: Perceived threats have positive effect on CPC.
H2a: IPC has a positive effect on BI.
H2b: CPC has a positive effect on BI.
H3: The effects of Perceived threats on BI are mediated by 
IPC and CPC.
BACKGROUND
OBJECTIVES
Create and test a model for… 
understanding user perception and behavior 
in the context of managing privacy on online 
social network
Analyze and adopt theories, previous models, and 
salient constructs to the model of OSN privacy
RESEARCH QUESTIONS
RQ1: Does the model a good fit to collected data?
RQ2: What are the significant relationships among 
variables within the model?
RQ3: Which nested model provides the best fit to the 
data?
EXPECTED CONTRIBUTIONS
Theoretically…
develop a model of user privacy on OSN
apply Theory of Reasoned Action ((Ajzen & 
Fishbein, 1980; Fishbein & Ajzen, 1975) and 
Communication Privacy Management 
(Westin, 1967; ) in a unified framework for a 
useful application in OSN context, and
validate the model with user data
Practically…
provide a reference for the design of 
privacy mechanism on OSN
DISCUSSIONS & CONCLUSIONS
Sample size - Since the analytical result of SEM is 
influenced by sample size, it is important to find an 
optimal point of model complexity. 
Measurement items – Since existing measurements are 
designed for e-commerce context, our survey should be 
carefully designed and tested for reliability and validity 
for the use in the context of OSN.
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Figure2: Procedure of SEM method (Kline, 2005)
Figure 3: A causal model of Privacy Management Behavior on OSN
In online social network (OSN) environments, user 
experience is “social” in nature…
Communication, collaboration, share and 
co-construction of information and knowledge 
are emerging patterns of its use
Threats to privacy are diversified…
vendor’s inappropriate management of 
personal information of service users,
published communication disclosed to 
untargeted audience, and 
public disclosure of private information
revealed to commercial data 
mining
revealed to cyber criminals
Need to establish a conceptual structure…
for better understanding of relationship 
between perception of privacy threats and 
privacy managing behavior of users
• Current models of online 
privacy are designed for e-
commerce situations
• User adoption of service
• Focus on protecting personally 
identifiable information
• Need for online social 
network specific model
• Different patterns of user 
behavior count
• More about communication, 
i.e., mechanism of finding optimal 
level between publicity & privacy
Figure1: Research motivation
develop a model based on theories
select measures for variables and collect data
analyze the model (using SPSS & AMOS)
evaluate the model fit
redesign the model, guided by hypotheses
Not satisfactory
Satisfactory
Structural Equation Modeling (SEM) is a 
multivariate statistical method aimed at 
examining the underlying relationships, or 
structure, among variables in a model. 
Using SEM a researcher can ask substantial 
questions like “Why do people engage in 
privacy managing behavior?” And “How do 
they adopt privacy managing behavior?” 
These theoretical models can inform us the 
development and improvement of privacy-
related constructs. 
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