Digital preservation is an important aspect to ensure authenticity, traceability and auditing in processes. Digital Library Systems are one example where data transformation processes are executed upon collections of data, and where such preservation of processes is an important aspect for the trustworthiness of the repository. We thus present a model for the semantic description of processes, and apply it on a Digital Library System.
INTRODUCTION
Digital preservation deals with ensuring long-term access to digital objects over a long period, when a change in user communities or the technological environment, e.g. file formats, software, or hardware, would render the document otherwise inaccessible. Digital preservation increasingly broadens from targeting isolated digital objects, such as text or multimedia documents, towards preserving complex processes. The traceability and preservation of processes is an important aspect to verify and guarantee the authenticity of all the digital objects used and produced by the process, and to allow an analysis whether the processes were executed as expected, or according to regulations. Digital Library and Archival systems often execute processes during the lifetime of the system's contents, from performing fixity checks on the digital objects towards more complex procedures such as preservation planning and preservation actions, such as migration of file contents to a different format. The content provided in Digital Library and Archival systems may be an important part in various other processes, such as research. Thus, there is a need for making these systems auditable, and the processes they perform on their contents are of primary interest in this paper. All but the simplest processes require to be described by a multitude of information objects, as well as their connections and relations, to be successfully preserved. In this paper, we apply a semantic meta-model developed for describing processes and their context on a Digital Library systems. 
A CONTEXT MODEL FOR PROCESSES
A framework for digital preservation of a process is described in detail in [1] , and illustrated in Figure 1 . It starts with a risk assessment to identify processes worth preserving, an assessment of preservation approaches, and finally a risk treatment, which is performed by digital preservation approaches. The context of digital objects consists of the environment they are embedded in. It is a crucial aspect of the process preservation approach, as it provides the semantics necessary to understand the process and identify and evaluate risks, and supports the redeployment of a process into a suitable IT infrastructure. Context can range from immediate and local aspects such as the software and hardware supporting the process, to aspects such as the organisation the process is executed in, service providers, and even laws and regulations. Therefore, a meta-model that allows for describing these aspects, relations and dependencies, and their semantics, in a structured manner, was presented in [2] .
The meta-model is designed to be adaptable to requirements by different use cases. It is thus based on a set of smaller models that each describe semantics of specific concerns. The core ontology describes generic concepts regarding processes, and is augmented by extension ontologies, which are describing more specific aspects. Ontologies are a well-suited method to implement this architecture. The Core ontology represents a neutral, domainindependent language that is able to represent the core concepts of the context model. It does not address any specific domain-dependent concerns, but rather cuts across the whole organisation running the process. We opted to base the core ontology on the ArchiMate 2.0 language ( [3] ), which includes a minimum set of concepts and relationships and the framework includes a minimum set of layers (business, application and technology) and aspects.An extension ontology represents a more specific language that addresses a particular set of concerns. These can include digital preservation concerns, and also aspects specific to the domain of the process to be preserved. Derived as requirements from use case scenarios, e.g. the following extensions emerged: License, Patents, Data & Formats, Hardware (cf. Figure 2) . The extension ontologies are, when possible, based on existing languages, which are mapped to the core ontology.
USE CASE APPLICATION
Our use case is a Digital Library system used by a major University. The backend is based on Fedora Commons, a well-known repository system that allows for storing, managing, and accessing digital objects, including modules for searching and interfaces for the exchange of meta-data. The university employs a modified version of Fedora, adding modules that perform checks on the validity of the submitted meta-data, and an improved search functionality. The WebFront-end is responsible for the presentation of contents, adding new content, or editing of meta-data. Fedora Commons itself doesn't provide a front-end, thus a front-end that integrates with the other services available at the University was implemented. The communication between these two components is realised through the use of XML interfaces.
A view on the ingest process executed in this system using the Context Model, is presented in Figure 3 . The user provides a file to be ingested, and additionally meta-data. The system also performs a validation check on the file contents. The context model allows us to relate the business process steps with the more detailed implementation of the process. As such, we can identify which components in the system are responsible for carrying out which process step. A more detailed technology view of this system, is presented in Figure 4 . In this schematic overview on the technical infrastructure, we can identify the main components constituted by the repository system. Fedora Commons and the search and meta-data export plugins all require to be run in a Tomcat 6.0 application server, and have external dependencies such as a MySQL database driver. Tomcat itself requires a Java run-time. The front-end is implemented in Perl, and requires a number of Perl modules to be installed explicitly to run. Various services are deployed that provide content checking or preview, such as the image manipulator and viewer, which are provided by the locally installed application ImageMagick. The actual data storage is provided via MySQL databases, which are hosted by a third part in the same institution. Thus, not all details are available in regards of their setup. Licenses and other constraints have been associated wherever defined. These can have an impact on the possible preservation actions possible on the system and processes, as e.g. certain license clauses might prevent certain preservation actions. The components in the architecture provide services that in the end can be mapped to specific steps in the processes. Thus, it becomes explicit which components are essential for which processes, which is an important constraint when applying preservation actions to single elements in the system.
