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Abstract 
To satisfy the requirement of wetland monitor, proposed the monitoring system based on the Internet of Things. The 
system can real-time, remote and automatically monitor the wetland. Presented the sampling system based on 
wireless sensor network, wireless communication system and software in detail. This system realizes real-time and 
accurate sampling data of wetland that is important for protection of wetland. 
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1. Introduction 
Wetland is a special ecosystem formed by interaction between water and land on Earth with a variety 
of functions and values, and also called three ecosystems in the world with forests and oceans [1][2]. In 
recent years, with the modern level of the continuous improvement, the continuous expansion of city scale 
and expanding the scope of human activities, wetland area in our country continuously shrink. Wetland is 
subjected to different degrees of damage. So protection of wetlands has become more and more important. 
Environmental monitoring of wetlands is an important part of wetland conservation, the monitor data is 
important basis for scientific forecasts and reasonable protection to the system. 
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Aim at the characteristics of wetland, monitoring system using the Internet of Things (IoT) technology 
to carry out real-time automatic monitor. IoT is a novel paradigm that is rapidly gaining ground in the 
scenario of modern wireless communications, using wireless sensor networks and wireless 
communication technology to achieve Internet of Things. Make use of the wireless sensor nodes 
distributed in the wetland environment to collect water quality, meteorological, soil and other monitoring 
parameters, transfer data to monitoring center through the wireless communication networks, the center 
analysis and process data, and real time information. 
The wetland monitoring system based on IoT achieved real-time acquisition parameters of 
environment automatically. The system has cost low, easy to implement and little effect on the wetland 
environment. The system provides a reasonable basis for rational use and scientific protection of wetland. 
2. The Internet of Things 
The term of IoT was first used by Kevin Ashton in 1998, has gained more and more developments 
today [3]. IoT is a network that connects anything to the Internet can exchange information through Radio 
Frequency Identification (RFID), sensor networks, Global Positioning System (GPS) and other 
information sensing devices, according to the agreed protocols, in order to achieve intelligent identify, 
locate, track, monitor and manage[4][5]. IoT has connectivity for anytime, anywhere, anyone and 
anything. IoT architecture can be divided into: sensor layer, network layer and application layer, as shown 
in Fig 1. 
 
 
Fig. 1. Internet of Things System Architecture 
Technically, the architecture is based on RFID, sensor technologies, smart things and network 
communication, etc. RFID has a long history that used radio wave to connect everything to networks [6]. 
RFID system is composed of three basic components: RFID tag, RFID interrogator and the backend 
system. The tag is characterized by a unique identifier. The interrogator triggers the tag transmission by 
generating an appropriate signal. The backend system links the interrogator to a centralized database. 
Data collection will benefit from sensor technologies which can detect changes in the physical status of 
things, and then short-distance wireless transmission technologies used to transmit data. Wireless Sensor 
Network (WSN) may consist of hundreds or thousands of homogeneous or heterogeneous wireless sensor 
nodes to gather information or network data collection sink routing. Its purpose is cooperative sensing, 
sample and processing of information of the perceived objects in the network coverage area, and WSN 
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send them to observers [7]. The WSN nodes are typically characterized by low-power capacity, reduced 
process and limited memory, so that saving energy is the importance technology. Medium Access Control 
(MAC) protocol determines the mode of access radio channel, and it plays a key role for the performance 
of WSN. WSN researchers continue developing innovative and efficient MAC protocols [8]. IEEE 
802.15.4 specified MAC and PHY for low rate and short range wireless personal area networks (WPAN) 
[9]. There are two kinds of modes in the protocols: non beacon-enable mode and beacon-enable mode 
which apply the slotted and un-slotted CSMA/CA respectively. 
The Zigbee technology defines a stack protocol enabling the interoperability of wireless device in a 
low data rate, low power consumption, low cost. The Zigbee stack which includes network layer and 
application layer is built on the IEEE 802.15.4 standard, as shown in the Fig  2 [10]. The network layer is 
responsible for network management, security and routing. 
 
 
Fig. 2. Zigbee Stack 
3. Design of System 
The system consists of wireless sensor networks data sample systems, wireless communication systems 
and data processing system. WSN distributed in the wetland sample monitored data from environment, 
then, transmit data to the data processing system through wireless network such as GPRS, the data 
processing system receives data and processes them automatically. The data processing system displays 
the results to users by GUI and alarms user emergency information via SMS, etc. The system framework 
is shown in the Fig  3. 
 
 
Fig. 3. System Framework 
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3.1. System Function  
A certain number of monitoring sensors are placed in the wetland region to construct data sample 
network system. Sensors are divided into three kinds: terminal node, the coordinator and network 
coordinator with data acquisition, data processing and wireless transmission functions. Data sample 
system through the sensor to collect the water temperature, PH value, soil salinity, plants and other data 
transmitted through the wireless network to a data processing system. Wireless communication system 
real-time and online communicates with data processing system using WLAN and telecommunication 
technologies. According to the requirements of data transmission, telecommunication combined the 
GPRS and 3G to transmit data in real-time, reliably, high-speed and economically. Data processing 
system provides users with a good user interface, stores and analyzes the received data. Data processing 
system based on the results generated warn information, and timely alarm the notification.   
3.2. WSN node design  
Aim at the characteristics of wetland and the request of monitor system, take advantage of low-power, 
low-cost, easy deployment and other features of wireless sensor networks, the node is designed based on 
Zigbee. CC2430 produced by the Chipcon is the core design of the hardware platform, as shown in Fig  4. 
Nodes are divided into terminal nodes, coordinate nodes and network coordinate nodes by their 
functions. Terminal node is connected with the sensor, responsible for data collection, and transmitting 
data to a coordinate node. Network coordinate node manages the network, and uses GPRS etc. to achieve 
long distance transmission.  
 
 
Fig. 4. Node of WSN 
3.3. software design  
Software system includes WSN data acquisition software system, data communication system and data 
processing software system. Data acquisition software system includes terminal node software system, 
coordinator node software system and network coordinator node software system. After main program in 
the terminal node is initialized, it reads sensing data at regular slot and sends data to a adjacent 
coordinator node. If coordinator node receives data, transmits data to wireless communication module 
then sends to data processing system. The main procedure is shown in Fig 5. 
Data communication system manages the communication between data acquisition system and data 
processing system. Data processing system provides good user interface and display results to user. 
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Fig. 5. Main Procedure of WSN 
4. Conclusion  
For wetland monitoring requirements, design a monitoring system based on Internet of things. We 
research wireless sensor network technology, designs and develops wireless sensor network data 
collection node. The wetland environment system realizes real-time dynamic data collection, transmission, 
and the formation of early warning information. Wetland monitoring system is an important means to 
achieve wetland conservation, restoration and development. 
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