As a fundamental of number theory, Chinese Re-1 minder Theorem (CRT) is widely used to construct cryptographic 2 primitive. This paper studies security of a compression and 3 encryption scheme based on CRT, called CECRT. Based on 4 some properties of CRT, the equivalent secret key of CECRT 5 can be reconstructed efficiently: the pair number of required 6 of chosen plaintext and the corresponding ciphertext is only 7 (1 + (log 2 L)/l ); the attack complexity is only O(L), where 8
paper. 83 
II. DESCRIPTION OF CECRT 84
The kernel of CECRT relies on the Chinese remainder 85 theorem, which states that system of linear congruences x n+1 = a 1 x n + a 2 y n , 
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• The encryption procedure includes the following two 117 basic parts: whereñ i = ( k j=1 n j )/n i , and 125 (e iñi ) ≡ 1 (mod n i ).
(5)
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• The decryption procedure includes two corresponding 127 parts:
130 2) Inverse Permutation: For i = 1 ∼ L, set 
138 and 139
Proof: Given i ∈ {1, · · · , r}, (e simsi ) ≡ 1 (mod m si ), Referring to Fact 1, one further has
As
which is the same as Eq. (8). Referring to Proposition 1, one can obtain
from the above equation. Multiplying two sides of Eq. (11) and Eq. (12) respectively, one has 
where q i goes through Z mi for i = 1 ∼ t. 
As f (n) = (1 − 1/n) n is a monotone increasing function,
So, the modulus n is not equal to
The value of the modulus n can be guessed from the 
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Obviously, the above attack can be carried out in the same 223 way if any two chosen-plaintexts, whose differential is a binary 224 text, and the corresponding ciphertexts are available. where T is a permutation matrix of size k × k. From Eq. (6), the approximate version of {h i } k i=1 corresponding to T can be calculated by
where
where T = diag(T, · · · , T) is a permutation matrix of size L × L, whose main diagonal blocks are all T. 
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As shown in Fig. 2a From Property 3 of CRT, one can see that the function defined by CRT is bijective. Actually, any lossless compression algorithm is also a bijective function between being encoded data and encoded results. But, the size of the domain of the being coded data is reduced much utilizing redundancy exiting in the original data before or during compression process. However, there is no such operation in CECRT. Refer to Eq. (4), one can calculate the ratio between the binary size of the jth cipher-element and that of the corresponding plainelement blocks is
As n i ≥ 256, the above ratio is greater than 
