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What’s Inside

Metadata: What It Is, Why It’s
Significant, and How to Deal with It
By Erica Garrison, CFE, EnCE

The Zubulake decision is considered
groundbreaking in its impact on many
electronic discovery issues.

Where the proposed AICPA Business

The following article is adapted from part of Erica Garrison's presentation at the 2005 AICPA/ASA
National Business Valuation Conference. The subject of the article, metadata, is only one aspect of
information technology that practitioners involved in forensic and litigation services should be aware
of when advising clients and counsel.

Valuation Standards are at this point.

Here's a primer on the many issues
associated with Employee Stock
Ownership Plans

6

A review of a tool designed to enhance

legal research skills

Information security tops the AICPA top

ten technologies to watch in 2006.
Others on the list also involve criminal
uses of technology.

8

FYI... Is your firm among the majority

Metadata, by definition, is data about data, or more simply, electronic data not necessarily seen on a
printed document. It describes various characteristics of data, including when and by whom it was
created, accessed, or modified. A forensic investigation team must include someone knowledgeable
about metadata creation and alteration, which is vital to data and information analysis.
Because metadata is not normally seen, and some cannot be seen without using special applica
tions, users may inadvertently share confidential information when sending or providing files in elec
tronic forms. Such sharing, even if inadvertent, could violate privacy laws. Consider also the potential
risks associated with litigation engagements, of opposing counsel gaining access to earlier drafts of
a testifying expert's report. It is possible that opposing counsel could recover earlier drafts and use
information in them to attack the conclusions of the final report. For example, metadata analysis of
the testifying expert's report could reveal that portions of the report were created years ago, having
been adapted from another case, or the editing time or the last 10 authors. The most damaging infor
mation could be that the expert or the firm were not the original authors of the report.

of CPA firms unprepared for the expect
ed wave of partner retirements? Here

are some resources to help you prepare.

What Metadata Are
The following metadata are examples of what is commonly contained in the Microsoft Office
Documents:

• Your name
• Your initials
• Your company or organization name
• The name of your computer

AICPA

• The name of the network server or hard disk on which the document was saved
• Other file properties and summary information
• Nonvisible portions of embedded OLE (object linking and embedding) objects
• The names of previous document authors

• Document revisions

• Document versions, including previous names
• Template information

Continued on page 2

• Comments
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The availability of all of the above metadata,
however, depends on multiple factors.

Types of Files With
Metadata
Most applications embed metadata. Metadata
are embedded not only in Microsoft Office doc
uments (including Word, Excel, Access, and
PowerPoint), but also in WordPerfect files. Pdf
(Adobe Acrobat) files often have embedded
author, title, and other information.
Some metadata can be viewed within the
native application. For example, in Microsoft
Office, some metadata can be found by clicking
on "Properties" on the File dropdown menu.
Similarly, "Document properties" in Adobe
Acrobat can be found on the File dropdown
menu. However, these properties displays do
not display all metadata. Properties in Word, for
example, will not display previous authors, pre
vious file names, computer, or server names.

Software is available for viewing hidden meta
data. For example, Metadata Assistant devel
oped by Payne Consulting can be used to view
hidden data in Microsoft Office documents and
to analyze and clean data.

The Value of Metadata
Although uncovering metadata can be harmful
to document creators, it is also quite useful for
users and their applications. Libraries of files
can be managed with metadata. It can be used
for indexing and searching large groups of doc
uments. Metadata become a problem because
they include information not intended to be
shared without users' knowledge, such
as previous revisions or the identity of a
document's authors.

As mentioned earlier, information found in meta
data can be extremely useful in computer foren
sics and electronic discovery. It can be used to
pinpoint dates and times and original sources of
documents, or even identify the machine on
which a document was created. This information
could be used, for example, to prove intellectual
property theft by tracing the source of the docu
ment back to the original creator.

ation and retention habits. Keep in mind that
cleaning metadata may be interpreted as the
deletion of data and is equivalent to shredding
files. You, your firm, or your client, when sub
ject to a lawsuit or under subpoena, must com
ply with federal and state regulations concern
ing the preservation of evidence. A firm's docu
ment retention policy should comply with the
Federal Rules of Civil Procedure and state regu
lations. Failure to comply with these regulations
can result in a firm or client being accused of
spoliation, which is the destruction or material
alteration of evidence or the failure to preserve
property for another's use as evidence in a
pending or reasonably foreseeable litigation by
a party to whom the evidence is damaging.
(See "The Zubulake Decision" on page 3.)

Limiting Metadata
For other legitimate reasons, however, it may
be desirable to limit the creation of metadata.
Metadata can be limited or removed in the
following ways:

• Disable "fast save." In Microsoft Word, fast
save works by appending changes to the end
of the file, making it possible to see what
changes were made. To disable fast save, go
to "Tools>Options>Save," and uncheck
"Allow fast saves." "Before making this
change, however, consider whether it is
worth losing the "fast save" feature."
• Consider removing your name and initials
from Microsoft Office. This will prevent
embedding of this information in documents
you work on. To do so, go to
"Tools> Options> User Information,"
and enter nonidentifiable information
into the fields.

• Be cautious when using "Track changes."
Track changes is one of the most useful, but
dangerous features of Microsoft Word. It
allows groups to collaborate on documents
and review each other's changes. But until
the changes have been accepted, the previ
ous version is still easily accessible. Be sure
to always accept changes when the review
process is finished.
• Copy and paste your document into a new
blank file before saving. This does not work
for all forms of metadata, but it will eliminate
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previous document authors and revision num
bers and change the created, accessed, and
modified dates, as well as other data. Also,
you can go to "File > Properties" to modify
user accessible fields, although in some
situations the original metadata are still
retained in the file.

In addition, software applications are available
to help remove metadata. For example,
Microsoft has released its free "Remove Hidden
Data Tool," which helps to remove certain types
of metadata. This is especially useful when used

to copy a document to a blank file.

As mentioned earlier, applications for cleaning
metadata are available, including "Metadata
Assistant," mentioned above, and "Workshare."
Erica Garrison CFE, EnC, is a Senior Manager
with Hill Schwartz Spilker Keller LLC, focusing
her practice on forensic examinations, including
computer discovery, litigation support, and
business valuation. She has given expert testi
mony by deposition and affidavit, and at trial on
fraud and computer forensics.

Resources on
metadata
Useful links about metadata
• How to minimize metadata in
Microsoft Office documents
(http://support.microsoft.com/default.
aspx?kbid=834427)

• The Remove Hidden Data tool for
Microsoft Office 2003 and Office XP
(http://support. microsoft. com/default.
aspx?kbid+834427)

|The Zubulake Decision

• Metadata removal products:
(http://payneconsulting. com/ and
http://www. workshare. com)

A groundbreaking ruling about electronic
discovery.

Useful articles on metadata

In the introduction to the Opinion and Order in
the Zubulake v. UBS Warburg case, Judge
Schira A. Scheindlin wrote:
"This decision addresses counsel's obliga
tion to ensure that relevant information is
preserved by giving clear instructions to the
client to preserve such information and, per
haps more importantly, a client's obligation
to heed those instructions. Early on in this
litigation, UBS's counsel...instructed UBS
personnel to retain relevant electronic infor
mation. Notwithstanding these instructions,
certain UBS employees deleted relevant emails. Other employees never produced rele
vant information to counsel. In addition, a
number of emails... were deleted and have
been lost altogether."
"Counsel, in turn, failed to request retained
information from one key employee and to
give the litigation hold instructions to another.
They also failed to adequately communicate
with another employee about how she main
tained her computer files. Counsel also failed
to safeguard backup tapes that might have
contained some of the deleted e-mails, and
which would have mitigated the damage done
by UBS's destruction of those e-mails.

The conduct of both counsel and client thus

calls to mind the now-famous words of the
prison captain in Cool Hand Luke: 'What
we've got here is a failure to communicate.'
Because of this failure by both UBS and its
counsel, Zubulake has been prejudiced. As a
result, sanctions are warranted."

The decisions coming from Zubulake mirror the
changes proposed in the Federal Rules of
Evidence. According to KrollonTrack
(http://www.krollontrack.co.uk/legalresources/zu
bulake.asp), "Zubulake is generally considered
the first definitive case in the United States on a
wide range of electronic discovery issues,"
which include the following:

• "The scope of a party's duty to preserve
electronic evidence during the course of liti
gation

• "EDD Showcase: Metadata: Are You
Protected?" Law Technology News)
(http://www. lawtechnews. com/r5/sho
wkiosk. asp ?listing_id=430591)
• "Overstating the Threat of Metadata in
PDF Documents" PDF for Lawyers
(http://www.pdfforlawyers. com/2004/
09/overstating_the.html)
Helpful Web sites

• A public benefit site sponsored by
Workshare (http://metadatarisk. org)
• Lawtech Guru Blog by Jeff Beard
(http://www. lawtechguru. com)
AICPA Resources

• Lawyers' duty to monitor their clients' com
pliance with electronic data preservation
and production

AICPA Antifraud and Corporate
Responsibility Center

• Data sampling

www. aicpa. org/antifraud/homepage. htm

• The ability for the disclosing party to shift
the costs of restoring "inaccessible" back
up tapes to the requesting party

The CPA's Handbook of Fraud and
Commercial Crime Prevention by Ted
Avey, CPA, CFE, CA, Ted Baskerville, CA,
and Alan Brill, CISSP. (New York: AICPA),
one-volume loose leaf.

• The imposition of sanctions for the
spoliation (or destruction) of
electronic evidence"

Price: $180 AICPA members; $229 non
members. Product no. 056504
To order: call 1-888-777-7077 or visit
cpa2biz.com.
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ESOP Basics

BV Standards
Update
Here's a message from Mike
Crain, chair of the AICPA Business
Valuation Committee on the status
of the proposed business valuation
standards.

The public exposure of the proposed
valuation standards last year resulted
in approximately 160 comment letters.
A task force of the Business Valuation
Committee reviewed all of the com
ments and had discussions with sever
al practice groups in the AICPA. As a
result of the comment letters and dis
cussions, the task force has made
changes to the proposed standards.
Another draft of the revised standards
is expected to be exposed after April
15, 2006.

By Donna J. Walker, CFA, ASA
An Employee Stock Ownership Plan (ESOP) is a
tax-qualified defined contribution plan of
deferred compensation under Section 401(a) of
the Internal Revenue Code (IRC). The ESOP's
primary objective is to provide stock ownership
interests to employees.
IRC Section 4975(e)(7), which was added as
part of the Employee Retirement Income
Security Act (ERISA), defines an ESOP as a
stock bonus plan that is defined to invest pri
marily in employer stock. A stock bonus plan is
similar to a deferred profit-sharing plan, except
that employer stock and benefits will be distrib
utable in shares of employer stock. Since both
leveraged and nonleveraged plans are included
in this definition, these ESOPs are exempt from
a general prohibition on acquiring and holding
"qualifying employer securities" in excess of
10% of the fair market value of the assets in the
plan. Further, ERISA allows the direct acquisi
tion of qualifying employer securities by an eli
gible individual account plan.

Because of its tax benefits (some of those rele
vant to stock valuation are discussed later in
this article), the formation of an ESOP, its stock
transactions with the employer corporation, and
its administration are subject to many rules and
regulations. The appraiser should seek out legal
and expert advice when necessary. Legislative
activities on ESOP issues also have persisted
since the 1980s. Current laws are potentially
subject to legislative changes.
IRC Section 409(h)(1)(B)d requires participants
to be granted a "put option" for nontradable
employer stock received, exercisable against
the employer for fair market value. The employ
er corporation therefore faces "repurchase lia
bility," but, at the same time, the employees
have greater investment liquidity for their
shares than for typical closely held shares.

Generally, the voting rights on the shares held
in an ESOP are exercised by the trustees acting
as the fiduciary. For certain major corporate
actions, the voting rights are passed through
to participants.

Basic ESOP Features
The basic features of an ESOP include
the following:
• Tax treatments of basic ESOP transactions.

Employer contributions paid to an ESOP are
currently deductible under Section 404(a) of
the IRC. Employer stock contributions are
deductible based upon current fair market
value. Deductible contributions are limited to
15% of covered payroll. If an ESOP includes a
money purchase pension plan, the maximum
is 25% of covered payroll of IRC Section
404(a)(7).
• Kinds of ESOP contributions. Contributions
may be the following:
• Cash contribution, ESOP to buy
existing shares

• Cash contribution, ESOP to buy
new or treasury shares
• Stock contribution ESOP, from
newly issued or treasury shares
• Cash contribution, repay loan

1042 Rollover
Under IRC Section 1042, a shareholder of a
closely held corporation may elect to defer the
taxation on the gain on employer stock sold to
an ESOP to the extent that he or she reinvests
in stock of domestic corporations. Immediately
after the sale, the ESOP must own at least 30%
of the equity value or a like percentage of the
fully diluted common equity of the employer
corporation and retain the 30% interest for a
specified period.

Government Agencies' Role
Fiduciary responsibilities of ESOPs are adminis
tered and enforced by the U.S. Department of
Labor (DDL). In general, the DOL is concerned
that the ESOP is implemented for the exclusive
benefit of participants and that there is financial
fairness. More specifically, the DOL is con
cerned about:
1 The independence of the ESOP fiduciary
or financial advisers

2 Whether the ESOP paid fair market value
for the stock
3 If other parties were part of the transac
tion, whether the ESOP received similar
financial treatment

The Internal Revenue Service (IRS) oversees all
qualified ESOPs to ensure that an ESOP does
not acquire company stock at prices exceeding
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Continued on next page

fair market value (and thereby take an improper
corporate tax deduction), and that they are
administered properly.

The factors to be considered in ESOP appraisals
will generally follow those of Revenue Ruling 5960, with appropriate additions and modifications.

Events Requiring Appraisal
of ESOP Shares
An appraisal of an ESOP is absolutely required
as of the time of a stock contribution to the
ESOP (for example, fiscal year-end). A number
of attorneys believe that the opinion is required
at the time (for example, as of the specific date)
of a stock contribution.
An appraisal of ESOP shares is also required in
the following circumstances:
• When the ESOP makes its first acquisition of
stock and at least year-end annually there
after (Some companies routinely have their
stock appraisals updated semiannually or
quarterly).
• Whenever there is a transaction with a
controlling stockholder or member of a
control group
• If the ESOP sells some or part of its stock

Under Section 406 of ERISA, the fiduciary of an
ESOP may not engage in certain "prohibited
transactions," including the acquisition of
employer stock by an ESOP from the employer
corporation or from certain shareholders. An
exemption is provided by Section 408(e) if the
acquisition is in exchange for less than or equal
adequate consideration. For employer securities
that are not regularly traded, adequate consider
ation is defined as the fair market value deter
mined in good faith by the fiduciary in accor
dance with regulations promulgated by the
Secretary of the Department of Labor.
The DOL issued the proposed regulations deal
ing with the valuation of such stock [Proposed
Regulation 29 C.F.R.§ 2510.13-18(b)] in 1988.
The term fair market value is defined as the
price at which an asset would change hands
between a willing buyer and a willing seller if
neither party is under any compulsion to con
duct the transaction, and both are able as well
as willing to trade and are well informed about
the assets and the market for the assets. This
definition essentially reflects the definition of
this term in Revenue Ruling 59-60. Although still

in proposed form, this document on the DDLs
regulations on adequate consideration should be
read carefully by all appraisers involved in stock
valuations for ESOP purposes.

In order to be exempt from the prohibited trans
action rule, a fair market valuation of the stock is
required whenever the ESOP acquires employer
stock that is not publicly traded. In addition to
valuations for stock acquisitions, in order to be
exempt from the prohibited transaction rule, IRC
Section 401 (a)(28)(c) requires an independent
appraiser of the stock held in the ESOP for plan
accounting and administrative purposes.

Valuation Date
For ordinary plan transactions, such as annual con
tributions, the determination of the plan account
balance, or the repurchase of small blocks of ter
minated participants' shares, valuations are
required at least annually, and the value used is
normally based on an appraisal as of the prior plan
year-end. For significant transactions, such as pur
chase of a nonparticipant's shares or purchase of
significant blocks, valuations are required as of the
date of the transaction.

ESOP Resources
ESOP Association
1726 M Street, NW Suite 501
Washington, DC 20036
202-293-2971
email: esop@esopassociation.org
www.esopassociation.org
National Center for Employee Ownership
(NCEO)

1753 Franklin Street, 8th Floor
Oakland, CA 94612
510-208-1300
E-mail: nceo@nceo.org
www.nceo.org

Financial Valuation of Employee Stock
Ownership Plan Shares by Larry R.
Cook, CPA/ABV, CBA, CDFA (New York:
John Wiley & Sons, Inc., 2005).
Available through www.cpa2biz.com

Qualified and Independent
The appraiser must to be qualified and inde
pendent. An independent appraiser is defined in
the proposed regulations as one who is inde
pendent of all parties, other than the plan, who
are participating in the transaction. DDL ade
quate consideration regulations require that
either the ESOP trustee or its financial adviser
be independent of all parties to the transaction.
The financial adviser must be hired by, and
report solely to, the ESOP fiduciary. The financial
adviser must always represent the interests of
the ESOP in all interactions with other parties to
the transaction—even before the ESOP is offi
cially formed.
For most if not all transactions, it is appropriate
for the ESOP to have a financial adviser sepa
rate from a financial adviser to the company.
Also, the appraiser should have no financial
interest in the company and no significant
relationships with the company or selling share
holder, such as an auditor, trustee, administra
tor, lender, or investment banker.
A qualified appraiser is a person or firm that nor
mally engages in business appraisal activity,
Although no licenses or academic degrees are
required for qualification as an ESOP appraiser,

Continued on next page
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Donna J. Walker,
CFA, ASA,
is a principal with Columbia
Financial Advisors, Inc., Portland,
OR. In addition to providing busi
ness valuation and ESOP consulting
services, she is an ESOP course
instructor for ASA. She can be
contacted at djwalker@cfai.com.

Letters to
the Editor
Focus encourages readers to write
letters on business valuation, foren
sic, and litigation consulting services
issues and on published articles.
Please remember to include your
name and telephone and fax num
bers. Send your letters by e-mail to
wmoran@aicpa.org.

prospective clients will be more inclined to
engage a firm that is experienced in working
with ESOPs and whose firm members are
involved actively with such organizations as the
ESOP Association and the National Center for
Employee Ownership (see the "Resources" box
on page 5). Also attesting to firm qualifications
is the holding of relevant professional designa
tions by staff members in charge of ESOP valu
ation assignments. These designations include
ASA, CBA, CFA, CPA/ABV, and CVA.

Engagement and Reporting
Considerations
If the company retains an appraiser before
ESOP fiduciaries are appointed, the engage
ment agreement should state explicitly that the
appraiser is being retained on behalf of the
ESOP The fiduciaries, when appointed, must
have the option to retain a different appraiser if
they are not satisfied with the appraiser
retained by the company.

Regulations also specify the requirements for
the ESOP stock valuation. The determination of
fair market value must be documented in writ
ing, and such written documentation must con
tain, at a minimum, the following elements as
specified by the DOL proposed Adequate

Consideration regulations:
• A summary of the qualifications of the person
or persons performing the valuation to value
assets of the type being valued.

• A statement of the asset's value, a statement
of the methods used in determining that
value, and the reasons for the valuation in
light of those methods

• A full description of the asset being valued
• The factors taken into account in making the
valuation, including any restrictions, under
standings, agreements, or obligations limiting
the use or disposition of the property
• The purpose for which the valuation was
made

• The relevance or significance accorded to the
valuation methodologies taken into account
• The effective date of the valuation
• In cases in which a valuation was prepared,
the signature of the person performing the
valuation, and the date the report was signed
•Compliance with applicable USPAP
standard

A Tool for Enhancing Legal
Research Skills
A review of Nolo Legal Research: How to
Find and Understand the Law by Stephen
R. Elias and Susan Levinkind (Berkeley, CA:
2005), 368 pages, ISBN 1-4135-0395-1
By Eva M. Lang, CPA/ABV, ASA

Mandlebaum, Gross, Simplot, Strangi.
Business appraisers will immediately recog
nize these names as parties to seminal valua
tion court cases. These cases, along with
other decisions on valuation issues, have been
the subject of numerous articles, presenta
tions, and discussions in the business valua
tion press. Face it — business appraisers
have to know the law and case precedent to
be on top of their game.

But as often as business valuation analysts
and other providers of litigation and forensic
FOCUS—February/March 2006

services talk about cases, many of us are neo
phytes at finding them on our own. Nolo Legal
Research — How to Find and Understand the
Law demystifies the legal research process
with a common sense guide. Authors Stephen
Elias and Susan Levinkind bring their knowl
edge as attorneys — and in Susan's case her
skill as a law librarian — to make this an
intensely practical book.

The research overview section provides a
basic approach to legal research and includes
a number of time-saving tips that can apply to
any type of research. The "Overview of the
Law" chapter will probably be too basic for
most appraisers and other litigation services
providers, so skip right over to the meat of the
book, Chapters 4 to 11. The authors assure us
that after reading these chapters, we will be
able to:
Continued on next page

Locate books that will give an overview of the
law affecting specific issues
• Find and use law resources on the Internet
• Find, read, and understand statutes, regula
tions, and cases
• Use tools like Shepard's citations and case
digests to find court opinions that address
specific topics
• Organize the results of this legal research

Along the way there are legal research problems
to test your skills, as well as review questions in
most chapters.

Nolo Legal Research — How to Find and
Understand the Law is now in its 13th edition
and the authors have done an excellent job rec
ognizing the emergence of online sources in
legal research. The Legal Research Online chap
ter is the best in the book. The chapter covers
online search concepts in great detail. There are
tutorials on Key Word searching on the Internet,
Understanding Search Engines, and Boolean
logic. The book ends with a very helpful 46page glossary.

No need to recount the votes. The choice is sup
ported by the 2006 FBI Computer Crime Survey.
According to a press release issued by the FBI
on January 18, 2006, the following were among
the survey's key findings:

• Frequency of attacks. Nearly nine out of ten
organizations experienced computer security
incidents in a year's time. Of those who expe
rienced an attack, 20% had 20 or more
attacks.

• Types of attacks. Viruses were experienced
by 83.7% and spyware by 79.5%. More than
one in five organizations experienced port
scans and network or data sabotage.
• Financial impact. More than 64% of respon
dents incurred a loss. Viruses and worms
caused most costs to be incurred, accounting for
$12 million of the $32 million in total losses.

is chief operating officer of
Financial Valuation Group,
Memphis, TN. She can be
contacted at 1-901-759-0801

Nolo Legal Research — How to Find and
Understand the Law would be a handy addition
to the library of any firm that provides business
valuation, litigation, and forensic services.

Technology and Crime
For the fourth consecutive year, professionals
who sit at the intersection of accounting and
information technology have selected Information
Security as the number one technology to watch
2006. This is the result of the AICPA's 17th
Manual Top Ten Technologies survey.

EVA M LANG,
CPA/ABV, ASA,

China 23.9%. Intrusions from within their own
organizations were reported by 44%, which
suggests the need for strong internal controls.

• Reporting. Only 9% reported incidents to law
enforcement, believing the infractions were
not illegal or that law enforcement could or
would do little in response.
Among the AICPA's top ten technologies were
others related to criminal uses of technology.
Again on the list was disaster and business
recovery continuity planning. Such planning is
needed to recover from not only natural disas
ters, but also impairments caused by theft, virus
infection, and other malicious destruction.

“Nearly nine
out of ten
organiza
tions experi
enced com
puter secu
rity inci
dents in a
year’s time.”
— 2006FBI
Computer
Crime
Survey

New to the list were two more technologies
focusing on helping to prevent criminal conduct
online: Privacy management, and spyware
destruction and removal.
For more about the FBI Computer survey, go to
www.fbi.gov/page2/jan06/computer_crime_survey011806.htm . To read further about the top
ten technologies, visit
http://infotech.aicpa.org/Resources/Top + +10+
Technologies/Top +10+Technologies+2006/ /

• Attack sources. Attacks came from 36 coun
tries, with the U.S. accounting for 26.1% and

Business Valuation and Forensic & Litigation Services Section

FYI . . . Wave of Partner Retirement to Hit CPA
Firms by 2010, Yet Most Fail to Prepare
Despite the fact that many CPA firm owners
are reaching retirement, 81% of firms do not
have a documented succession plan, according
to a recent survey from PCPS, the AICPA's firm
membership section. Yet developing a plan
doesn't have to be a daunting or draining task,
according to PCPS.

To help firms with "one of the most pressing
concerns they face today," PCPS has rolled out
an extensive product line to help practitioners
navigate the succession planning landscape,
including the most recent addition, a white
paper entitled "Preparing For Transition: The
State of Succession Planning and How to
Handle the Process in Your Firm."

Developed by PCPS with input from consultant
Bill Reeb and members of the PCPS Executive
Committee, the white paper summarizes the
results of the 2004 PCPS Succession Planning
Survey, which included nearly 500 CPA firm
respondents. It offers practitioners insight into
how other firms handle succession planning

and provides an opportunity to benchmark their
efforts against their peers.

What the survey found
Key findings from the white paper include:

• Of those who did not have a plan, 50% said
that they intended to start the
process soon, while 22% did not see
the need for one.
• Nearly one-third (30%) of firms revealed they
had never managed the issue, 34% were in
the process of trying to address it, and 8%
admitted that they had done a poor job of
managing it in the past.

• Nearly all (92%) sole practitioners do not
have a practice continuation agreement in
place.

"These startling statistics show how ill-pre
pared many firms are to face this transition,"
said James Metzler, AICPA Vice President for

Small Firm Interests. "The white paper offers
practitioners information on the largest obsta
cles they face and an action plan to prepare for
the future and manage the transition from one
generation of owners to the next. We hope all
firms will take advantage of this great
resource."

The 13-page paper also includes a checklist of
questions that firm leaders can ask to deter
mine where they stand in the succession
process and what further actions need to be
taken, considerations for sole practitioners, and
best practice action steps to correspond with
four main areas of succession — the succes
sion planning process, retirement, the develop
ment of future leaders, and the management of
client transition.

The white paper is available free on the PCPS
website, www.aicpa.org/pcps, under the
Resources tab, or on http://pcps.aicpa.org/
Resources/Succession+Planning/Preparing+
for+Transition.htm

ISO Certified

ADDRESS SERVICE REQUESTED
Jersey City, NJ 07311-3881

American Institute of Certified Public Accountants
Business Valuation and Forensic & Litigation Services Section
201 Plaza Three, Harborside Financial Center

BVFLS Section

First-Class Mail
U.S. Postage Paid
Riverdale, MD
Permit No. 5165

