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The security number of a graph is the cardinality of a smallest vertex subset of the graph
such that any attack on the subset is defendable. In this paper, we determine the security
number of two-dimensional cylinders and tori. This result settles a conjecture of Brigham
et al. [R.C. Brigham, R.D. Dutton, S.T. Hedetniemi, Security in graphs, Discrete Appl. Math.
155 (2007) 1708–1714].
© 2009 Elsevier B.V. All rights reserved.
1. Introduction
The concept of security in graphs has been introduced by Brigham et al. [1] as a generalization of the concept of alliances
in graphs [5]. Recently, Dutton et al. [3] have shown some general lower and upper bounds on the security number.
For a graph G and a subset S = {s1, s2, . . . , sk} of V (G), let us imagine a situation in which each vertex si in S may be
under attack from its neighbors other than S, and si can defend itself or a neighbor of it in S. And si fails to defend if the
number of attackers of si is more than the number of defenders of si. Keeping the image in mind, let us give the following
definition:
• An attack on S is any k mutually disjoint sets A = {A1, A2, . . . , Ak} such that Ai ⊆ N[si] − S for 1 ≤ i ≤ k, where
N[v] = {v} ∪ {u | {u, v} ∈ E(G)}.
• A defense of S is any kmutually disjoint sets D = {D1,D2, . . . ,Dk} such that Di ⊆ N[si] ∩ S for 1 ≤ i ≤ k.
• A is said to be defendable if there exists a defense D such that |Di| ≥ |Ai| for 1 ≤ i ≤ k, and S is secure if every attack on
S is defendable.
The security number s(G) of G is the cardinality of a minimum secure set of G.
Brighamet al. [1] have given some characterizations of secure sets.Weuse the following characterization as the definition
of secure sets.
Theorem 1.1 (Brigham et al. [1]). Set S ⊆ V (G) is a secure set of G if and only if |N[X] ∩ S| ≥ |N[X] − S| for all X ⊆ S.
This work was motivated by a conjecture of Brigham et al. [1]. They showed upper bounds on the security number of two-
dimensional cylinders and two-dimensional tori, and conjectured that the bound is the best possible. In Section 3, we show
that their conjecture is true for tori. In Section 4, as a corollary of the result for tori, we show that the conjecture is also true
for cylinders.
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Fig. 1. A two-dimensional torus Cm × Cn .
2. Notation and related work
Let G be a graphwith vertex set V (G) and edge set E(G), and let S be a subset of V (G).N(S) denotes the open neighborhood
of S; that is, the set {v | there is an edge {u, v} for some u ∈ S}. N[S] denotes the closed neighborhood of S; that is, N(S) ∪ S.
∂(S) denotes the boundary of S; that is, ∂(S) = {v 6∈ S | v is a neighbor of u for some u ∈ S}. If S induces a connected
subgraph of G, we say that S is connected. Clearly a minimal secure set is connected.
For graphs G and H , the Cartesian product of G and H , G× H , is the graph whose vertex set is V (G)× V (H) and in which
(i, j) is joined to (i′, j′) if and only if either i = i′ and {j, j′} ∈ E(H) or j = j′ and {i, i′} ∈ E(G).
For n ≥ 2, a path Pn is a graph whose vertex set is {0, . . . , n− 1} and edge set is {{i, i+ 1} | 0 ≤ i ≤ n− 2}. For n ≥ 3, a
cycle Cn is a graph whose vertex set is {0, . . . , n − 1} and edge set is {{i, i + 1} | 0 ≤ i ≤ n − 1} (we write i ± 1 instead of
(i± 1) mod n). A two-dimensional grid Pm × Pn is the Cartesian product of two paths Pm and Pn. A two-dimensional cylinder
Pm× Cn is the Cartesian product of a path Pm and a cycle Cn. A two-dimensional torus Cm× Cn is the Cartesian product of two
cycles Cm and Cn. We call these graphs grid-like graphs.
Some graph parameters of grid-like graphs are known: pathwidth [4], cutwidth and bisection width [9], spanning tree
congestion [6,7], powerful alliance number [2], and so on. Brigham et al. [1] have shown the following exact or upper bounds
on the security number of two-dimensional grid-like graphs.
Proposition 2.1 (Brigham et al. [1]). For two-dimensional grid-like graphs,
(1) s(Pm × Pn) = min{m, n, 3},
(2) s(Pm × Cn) ≤ min{2m, n, 6},
(3) s(C3 × C3) = 4 and s(Cm × Cn) ≤ min{2m, 2n, 12} for max{m, n} ≥ 4.
Brigham et al. [1] conjectured that the above upper bounds are tight. We show that their conjecture is true.
3. Security number of two-dimensional tori
In this section, we show that s(Cm×Cn) = min{2m, 2n, 12} for max{m, n} ≥ 4. To this end, we need additional notation.
We say the vertices of the i-th copy of Cn in Cm × Cn are the i-th column Col(i), and the vertices of the j-th copy of Cm in
Cm × Cn are the j-th row Row(j). Note that the number of vertices in each row (column) is m (n), and the number of rows
(columns) is n (m, respectively). See Fig. 1.
Let S ⊆ V (Cm×Cn). We denote ∂ci (S) = ∂(S)∩Col(i) (the superscript c stands for ‘‘column’’). Clearly, ∂ci1(S)∩ ∂ci2(S) = ∅
for i1 6= i2, and ∂(S) =⋃i∈{0,...,m−1} ∂ci (S). We denote the indices of columns and rows that intersect with S as
C (S) = {i | Col(i) ∩ S 6= ∅} and R(S) = {j | Row(j) ∩ S 6= ∅},
and for k ≥ 1, we denote partitions of C (S) and R(S) as
Ck(S) = {i | |Col(i) ∩ S| = k} and Rk(S) = {j | |Row(j) ∩ S| = k}.
Obviously, C (S) ⊆ {0, . . . ,m − 1} and R(S) ⊆ {0, . . . , n − 1}. It is easy to see that |C (S)| = ∑nk=1 |Ck(S)| and|S| =∑nk=1 k|Ck(S)|.
K. Kozawa et al. / Discrete Applied Mathematics 157 (2009) 2555–2561 2557
3.1. Some observations
In this subsection, we state some useful propositions. First, we can easily derive the following two propositions.
Proposition 3.1. If i ∈ C (S) then
|∂ci (S)| =
{0 if i ∈ Cn(S),
1 if i ∈ Cn−1(S),
2 or more otherwise.
Proposition 3.2. For S ⊆ V (Cm × Cn),
∣∣⋃
i∈C (S) ∂
c
i (S)
∣∣ ≥ 2|C (S)| − 2|Cn(S)| − |Cn−1(S)|.
Since Cm × Cn is 4-regular, if a set S ⊆ V (Cm × Cn) contains a vertex v that has three neighbors not in S then S is not
secure. (We call such a vertex v a pendant vertex.) From this property, we can estimate the size of the boundary ∂ci (S) for
i 6∈ C (S).
Proposition 3.3. Let S be a secure set of Cm × Cn. If i 6∈ C (S) and {i− 1, i+ 1} ∩ C (S) 6= ∅ then |∂ci (S)| ≥ 2.
Proof. Suppose |∂ci (S)| = 1. Then |S∩Col(i−1)| = 1 or |S∩Col(i+1)| = 1. Since i 6∈ C (S), there is a vertex in S∩Col(i−1)
or S ∩ Col(i+ 1) that has at least three attackers. This contradicts that S is secure. 
Corollary 3.4. Let S be a secure set of Cm × Cn. If |C (S)| ≤ m− 1 then there exists i1 6∈ C (S) such that |∂ci1(S)| ≥ 2. Moreover,
if |C (S)| ≤ m− 2 then there exists i2 6∈ C (S) such that i1 6= i2 and |∂ci2(S)| ≥ 2.
Since any minimal secure set is connected, we can derive a lower bound of its size.
Proposition 3.5. Let S be a connected subset of V (Cm × Cn). Then |S| ≥ |C (S)| + |R(S)| − 1.
Proof. Weprove the proposition by induction on |S|. If |S| = 1, trivially the proposition holds. Let us assume |S| ≥ 2, and for
any connected set of size |S|−1 the proposition holds. Clearly there is a vertex (i, j) ∈ S such that S− (i, j) is also connected
(e.g. the end vertex of a diameter path). Let S ′ denote S− (i, j). Then from the assumption, |S ′| ≥ |C (S ′)|+ |R(S ′)|−1. Since
S is connected, there is a vertex (i′, j′) ∈ S ′ such that {(i, j), (i′, j′)} ∈ E(Cm × Cn). From the definition, either i = i′ or j = j′.
This implies i ∈ C (S ′) or j ∈ R(S ′). So,
|C (S)| + |R(S)| ≤ |C (S ′)| + |R(S ′)| + 1 ≤ |S ′| + 2 = |S| + 1.
The proposition follows. 
Corollary 3.6. Let S be a minimal secure set of Cm × Cn. Then |S| ≥ |C (S)| + |R(S)| − 1.
The restriction on size of S bounds the size of Cn(S) and Cn−1(S).
Proposition 3.7. |Cn(S)| ≤
⌊
|S|
n
⌋
and |Cn−1(S)| ≤
⌊
|S|−|C (S)|−(n−1)|Cn(S)|
n−2
⌋
.
Proof. Trivially, |Cn(S)| ≤
⌊
|S|
n
⌋
. From the definitions,
|S| − |C (S)| =
n∑
k=1
(k− 1)|Ck(S)| ≥ (n− 1)|Cn(S)| + (n− 2)|Cn−1(S)|,
and it follows that
|Cn−1(S)| ≤ |S| − |C (S)| − (n− 1)|Cn(S)|n− 2 .
Since |Cn−1(S)| is an integer, the proposition follows. 
As the last observation of this subsection, we state a property of adjacent columns.
Proposition 3.8. Let S ⊆ V (Cm × Cn), i ∈ Ck(S) and i′ ∈ Ck′(S) for some k, k′. If |i− i′| = 1 then |∂ci′ (S)| ≥ k− k′.
Proof. For each vertex v ∈ Col(i)∩S, there is a unique neighbor u ∈ Col(i′). The number of such neighbors is |Col(i)∩S| = k,
and at most k′ of them can be in S. Thus the lemma holds. 
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3.2. Solution
We divide the problem into the following three cases, and solve the problem for each case.
(1) |C (S)| ≤ m− 2 or |R(S)| ≤ n− 2 (Lemma 3.10),
(2) m 6= n, |C (S)| ≥ m− 1, and |R(S)| ≥ n− 1 (Lemma 3.11),
(3) m = n, |C (S)| ≥ m− 1, and |R(S)| ≥ n− 1 (Lemma 3.12).
From Proposition 2.1, Lemmas 3.10–3.12, we have the required theorem.
Theorem 3.9. s(C3 × C3) = 4 and s(Cm × Cn) = min{2m, 2n, 12} for max{m, n} ≥ 4.
3.2.1. The first case: |C (S)| ≤ m− 2 or |R(S)| ≤ n− 2
In this case, we use an inequality, max{|C (S)|, |R(S)|} ≥ ⌈√|S|⌉, which can be derived by observing the following
isoperimetric problem: Determine a plane figure minimizing max{height,width} of a rectangle covering the plane figure
among all planar figures with the same area.
Lemma 3.10. Let S be a secure set of Cm × Cn such that |C (S)| ≤ m− 2 or |R(S)| ≤ n− 2. Then |S| ≥ min{2m, 2n, 12}.
Proof. Without loss of generality (w.l.o.g.), we assume that |R(S)| ≤ n − 2. Then Cn(S) = Cn−1(S) = ∅. It follows that∣∣⋃
i∈C (S) ∂
c
i (S)
∣∣ ≥ 2|C (S)| from Proposition 3.2. So, if |C (S)| = m, then |∂(S)| ≥ 2m. If |C (S)| = m − 1, then from
Corollary 3.4, there is an index i1 6∈ C (S) such that |∂ci1(S)| ≥ 2. So, |∂(S)| ≥ 2|C (S)| + 2 = 2m.
If |C (S)| ≤ m − 2, then from Corollary 3.4, there are two distinct indices i1, i2 6∈ C (S) such that |∂ci1(S)| ≥ 2 and|∂ci2(S)| ≥ 2. It follows that |∂(S)| ≥ 2|C (S)| + 4. From the symmetry argument, we can also derive |∂(S)| ≥ 2|R(S)| + 4.
Thus
|∂(S)| ≥ 2max{|C (S)|, |R(S)|} + 4 ≥ 2
⌈√|S|⌉+ 4.
It is routine to verify that for |S| ≤ 11, |S| < 2 ⌈√|S|⌉+ 4. Thus |S| ≥ 12. 
3.2.2. The second case: m 6= n, |C (S)| ≥ m− 1, and |R(S)| ≥ n− 1
Lemma 3.11. Let S be a minimal secure set of Cm × Cn such that |C (S)| ≥ m − 1 and |R(S)| ≥ n − 1. If m 6= n then
|S| ≥ min{2m, 2n, 12}.
Proof. W.l.o.g., we assume that m ≥ n + 1. Suppose |S| ≤ 2n − 1. From Corollary 3.6, if |C (S)| = m and |R(S)| = n then
|S| ≥ 2n, a contradiction. So, there are two cases to consider, as follows.
[Case 1] |C (S)| = m and |R(S)| = n− 1: Since |R(S)| < n, |Cn(S)| = 0. From Corollary 3.6 and |S| ≤ 2n− 1,m = n+ 1.
So, from Propositions 3.2 and 3.7,
|∂(S)| ≥ 2|C (S)| − |Cn−1(S)| ≥ 2(n+ 1)−
⌊
2n− 1− (n+ 1)
n− 2
⌋
= 2n+ 1 > |S|,
which is a contradiction.
[Case 2] |C (S)| = m− 1: From Proposition 3.7, |Cn(S)| ≤ 1 since |S| ≤ 2n− 1. From Proposition 3.2 and Corollary 3.4,
|∂(S)| ≥ 2(m− 1)− 2|Cn(S)| − |Cn−1(S)| + 2 = 2m− 2|Cn(S)| − |Cn−1(S)|.
Then from Proposition 3.7 and |S| ≤ 2n− 1,
|∂(S)| ≥ 2m− 2|Cn(S)| −
⌊
(2n− 1)− (m− 1)− (n− 1)|Cn(S)|
n− 2
⌋
= 2m−
⌊
(n− 3)|Cn(S)| + 2n−m
n− 2
⌋
≥ 2m−
⌊
3n−m− 3
n− 2
⌋
.
From Corollary 3.6 and |S| ≤ 2n− 1,m ∈ {n+ 1, n+ 2}. So,
|∂(S)| ≥

2n+ 2−
⌊
2n− 4
n− 2
⌋
= 2n ifm = n+ 1
2n+ 4−
⌊
2n− 5
n− 2
⌋
= 2n+ 2−
⌊ −1
n− 2
⌋
ifm = n+ 2.
Thus |∂(S)| ≥ 2n > |S|, a contradiction. 
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Fig. 2. Subsets of V (C4 × C4) that contain no pendant vertex (• ∈ S).
3.2.3. The last case: m = n, |C (S)| ≥ m− 1, and |R(S)| ≥ n− 1
Lemma 3.12. Let S be a minimal secure set of Cm × Cn such that |C (S)| ≥ m − 1 and |R(S)| ≥ n − 1. If m = n ≥ 4 then
|S| ≥ min{2m, 2n, 12}.
Proof. First we consider the smallest case,m = n = 4. Riordan [8] has determined the ordering on the vertices of a multi-
dimensional even torus such that the set S consisting of the initial k vertices in the ordering has the minimum number
of boundaries. By using the ordering, we can verify that |S| < |∂(S)| for any S ⊆ V (C4 × C4) such that |S| ≤ 6. Thus,
s(C4×C4) > 6. So, it is sufficient to show that there is no secure set of C4×C4 with seven vertices, since 2m = 8. It is routine
to verify that there are only three non-isomorphic connected subsets of V (C4 × C4) that consist of seven vertices with no
pendant vertex. The three subsets are depicted in Fig. 2. For each subset in Fig. 2, |S| < |∂(S)|. So the lemmaholds in this case.
In what follows, we assume m = n ≥ 5, and by way of contradiction, assume |S| ≤ 2n − 1. Then from Proposition 3.7,
|Cn(S)| + |Cn−1(S)| ≤ 1. From Proposition 3.2, Corollary 3.4, and |C (S)| ∈ {m − 1,m}, if |Cn(S)| + |Cn−1(S)| = 0 then
|∂(S)| ≥ 2m. Thus |Cn(S)| + |Cn−1(S)| = 1. We have the following two cases.
[Case 1] |C (S)| = m and |R(S)| ≥ n − 1: W.l.o.g., we assume Cn(S) ∪ Cn−1(S) = {i1}. From |C (S)| = m, |S| =∑n
k=1 k|Ck(S)|, and |S| ≤ 2n−1, we have |C2(S)| ≤ |Cn−1(S)|, |C1(S)| = m−1−|C2(S)|, and |Ck(S)| = 0 for 3 ≤ k ≤ n−2.
Then, from Propositions 3.1 and 3.8,∣∣∂ci1(S)∣∣+ ∣∣∂ci1−1(S)∣∣+ ∣∣∂ci1+1(S)∣∣ ≥ {(n− 1)+ (n− 1) if i1 ∈ Cn(S)1+ (n− 2)+ (n− 3) if i1 ∈ Cn−1(S)
≥ 2n− 4.
From Proposition 3.1, |∂ci (S)| ≥ 2 for i ∈ {0, . . . ,m− 1}− {i1, i1− 1, i1+ 1}. Thus |∂(S)| ≥ (2n− 4)+ 2(m− 3) = 4n− 10.
Since n ≥ 5, we have |∂(S)| ≥ 4n− 10 ≥ 2n, a contradiction.
[Case 2] |C (S)| = m− 1 and |R(S)| = n− 1: From |R(S)| = n− 1, Cn(S) = ∅. So, |Cn−1(S)| = 1. Let Cn−1(S) = {i1}. We
have the following two sub-cases.
[Case 2-1] i1−1 6∈ C (S) or i1+1 6∈ C (S):W.l.o.g., we assume i1−1 6∈ C (S) (hence i1+1 ∈ C (S)). Clearly |∂ci1−1(S)| ≥ n−1.
Since |C (S)| = m − 1, |S| ≤ 2n − 1, and |S| = ∑nk=1 k|Ck(S)|, it follows that i1 + 1 ∈ Ck(S) for some k ≤ 3. From
Proposition 3.8, |∂ci1+1(S)| ≥ n− 4. Then from Proposition 3.1 and Corollary 3.4,
|∂(S)| = |∂ci1(S)| + |∂ci1−1(S)| + |∂ci1+1(S)| +
∣∣∣∣∣ ⋃
i∈{0,...,m−1}−{i1,i1−1,i1+1}
∂ci (S)
∣∣∣∣∣
≥ 1+ (n− 1)+ (n− 4)+ 2(m− 3) = 4n− 10.
Since n ≥ 5, we have |∂(S)| ≥ 2n, a contradiction.
[Case 2-2] i1 − 1, i1 + 1 ∈ C (S): By the symmetry argument, we can assume Rm(S) = ∅, Rm−1(S) = {j1}, and
j1 − 1, j1 + 1 ∈ R(S). Since |S| ≤ 2n− 1, there are at most two vertices u, v ∈ S such that u, v 6∈ Col(i1) and u, v 6∈ Row(j1)
(not necessarily u 6= v). Since |S| is connected, u and vmust be in the masked area of Fig. 3. It is easy to see that S must have
a pendant vertex sincem = n ≥ 5, a contradiction. 
4. Security number of two-dimensional cylinders
In this section, we show that the remaining part of the conjecture is also true; that is, s(Pm × Cn) = min{2m, n, 6}. This
result can be easily derived from the result of tori and the following lemma.
Lemma 4.1. s(C2m × Cn) ≤ 2s(Pm × Cn).
Proof. Let S be an arbitrary secure set of Cm × Pn. Let S ′ be the reversed shifted copy of S; that is, S ′ = {(2m − 1 − u, v) |
(u, v) ∈ S} (see Fig. 4). We show that S ∪ S ′ is a secure set of C2m × Cn.
Let F denote the set of edges between the left half and the right half of C2m × Cn; that is,
F = {{(m− 1, i), (m, i)}, {(0, i), (2m− 1, i)} | 0 ≤ i ≤ n− 1} .
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Fig. 3. Remaining vertices must be in the masked area (• ∈ S).
Fig. 4. The reversed shifted copy S ′ of S.
Clearly, S ∪ S ′ is a secure set of the graph obtained by deletion of F from C2m × Cn. Observe that (m− 1, i) ∈ S if and only if
(m, i) ∈ S ′. Similarly, (0, i) ∈ S if and only if (2m − 1, i) ∈ S ′. Thus any edge in F connects two vertices such that the both
are in S ∪ S ′, or the both are not in S ∪ S ′. This means that F cannot contribute to any attack on S ∪ S ′. Therefore, S ∪ S ′ is
also a secure set of C2m × Cn. 
The above lemma implies that if s(Pm × Cn) < min{2m, n, 6} then s(C2m × Cn) < min{4m, 2n, 12}. However, this
contradicts Theorem 3.9. So we have, with Proposition 2.1, the following theorem.
Theorem 4.2. s(Pm × Cn) = min{2m, n, 6}.
5. Concluding remarks
We have studied the security number of two-dimensional grid-like graphs and shown the best possible lower bounds for
two-dimensional tori and two-dimensional cylinders. For future work, it is natural to study the security number of three-
dimensional grid-like graphs. We believe that the following upper bounds are the best possible except for small `,m, n. (It
is easy to see that s(C3 × C3 × C3) ≤ 12, and s(P2 × C3 × C3) ≤ 8.)
Proposition 5.1. For three-dimensional grid-like graphs,
(1) s(P` × Pm × Pn) ≤ min{`m,mn, n`, 20},
(2) s(P` × Pm × Cn) ≤ min{2`m,mn, n`, 40},
(3) s(P` × Cm × Cn) ≤ min{2`m,mn, 2n`, 80},
(4) s(C` × Cm × Cn) ≤ min{2`m, 2mn, 2n`, 160}.
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(a) • ∈ S, ◦ ∈ ∂(S). (b) One-to-one marks. (c) Self-defenses with help.
Fig. 5. A secure set S of P` × Pm × Pn .
Proof. (1) End vertices of the copies of Pn that lie in a single copy of P` × Pm are clearly secure. Thus, s(P` × Pm × Pn) ≤ `m.
The upper boundsmn and n` can be obtained by similar arguments. For the constant upper bound, let S be the set of corner
vertices depicted in Fig. 5(a). Obviously, |S| = 20. For any attack on S, u ∈ S can defend the vertex attacked by v ∈ ∂(S) if
N(v) ∩ S ⊆ N[u] ∩ S. Fig. 5(b) depicts such relations. White vertices marked with arcs are repelled by the corresponding
black vertices. In Fig. 5(c), the remaining three white vertices can attack the three black vertices with a common unused
defender. It is easy to see that the four black vertices can repel the three white vertices. Thus, S is secure.
(2–4) For bounds like ab or 2ab, the corresponding secure set can be a single copy or two consecutive copies of Pa × Pb,
Pa × Cb, or Ca × Cb. For constant bounds, the corresponding secure sets consist of two, four, or eight copies of the set S that
are reversed and shifted. 
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