In this paper, after reviewing the main points of haar wavelet transform and chaotic trigonometric maps, we introduce a new perspective of haar wavelet transform. The essential idea of this paper is that given linearity properties of the scaling function of the haar wavelet. Next, with regard to applications of haar wavelet transform in image encryption, we introduce chaotic trigonometric haar wavelet transform. Then, an encrypted image was made using a proposed algorithm. To evaluate the security of the encrypted image, the key space analysis, the correlation of two adjacent pixels and differential attack were performed. Here, the chaotic trigonometric haar wavelet transform tries to improve the problem of failure of encryption such as small key space and level of security.
Introduction
Recently, wavelet analysis is a strong mathematical tool for signal and image analysis [1, 2] . Now, wavelets have been applied in numerous disciplines such as image compression, data compression, denoising data and many more [2, 3] . The image processing and analysis based on discrete transform is the currently processing technique [4] . The image and data compression applications have developed rapidly the field of multimedia, which requires the high performance, speedy digital video and audio capabilities [5, 6] . One of the methods for image compression is based on haar wavelet transforms, which are used in the JPEG-2000 standard as wavelet-based compression algorithms [7] . In this work, we first introduce a new perspective of haar wavelet which can be used in image compression and encryption. Then, based on a chaotic map is be made a chaotic haar wavelet, that can be using in image encryption. Experimental results confirm this topic. This paper is arranged as follows: In section 2 discusses an introduction of haar wavelet and trigonometric chaotic map. In section 3, we introduce the new perspective haar wavelet that can be used to image compression and encryption. In section 4, we present the encryption methods proposed in this research. In section 5 discusses the experimental results and statistical analysis and finally, in Section 6, we conclude the paper.
Background
In this section, we demonstrate basic concepts haar wavelet and chaotic maps to make new perspective haar wavelet.
• Haar Wavelet Haar wavelet is the simplest wavelet. the haar transform or haar wavelet transform has been used as an earliest example for orthonormal wavelet transform with compact support. The haar wavelet transform is the first known wavelet and was proposed in 1909 by Alfred haar. The haar wavelet is constructed from the multiresolution analysis, which is generated by the scaling function [1] :
The graph of the haar scaling function is given in Fig.1(a) . In result, the haar wavelet is the function:
Its graph is given in Fig.1(b) . In other words, with regard to the scaling function and wavelet function as following [1] :
or for any ݆ ‫א‬ ܼ, the set of functions
where, ݈ determines the position of ߶ , ሺ‫ݔ‬ሻ along the xaxis, ݆ determines ߶ , ሺ‫ݔ‬ሻ's width. Then The haar wavelet in two-dimension is obtained by taking the tensor product of one-dimensional wavelets. With regard to ߶ and ߰ are the scaling function and wavelet can be demonstrated that a multiresolution analysis on a two-dimension signal ݂ , as following [1] :
In other words, the haar transform can be expressed in matrix form ‫ܨ‬ ൌ ‫ܪܯܪ‬ ் where M is an ݊ ൈ ݊ image matrix, H is an ݊ ൈ ݊ haar transformation matrix, and F is the resulting ݊ ൈ ݊ transform. An example of a 4 ൈ 4 haar transformation matrix is shown in Eq. (5) [2] : 
In the image compression application, the twodimensional wavelet decomposition described above is applied again to the 'LL' image, forming four new subband images. The resulting low-pass image is iteratively filtered to make a tree of sub-band images as shown in Fig. 2a and 2c shows the result of two stages of this decomposition when applied to a plain image presented in Fig. 2b . Many of the samples (coefficients) in the higher-frequency sub-band images are close to zero (near-black) [8, 9] . • The chaotic trigonometric maps:
We first review one-parameter chaotic maps which can be used in the construction of chaotic trigonometric maps. The one-parameter chaotic maps [10] are defined as the ratio of polynomials of degree N:
where N is an integer greater than one. Also,
is the hyper geometric polynomials of degree N and ܶ ே ሺܷ ே ሺ‫ݔ‬ሻሻ are chebyshev polynomials of type I (typeII), respectively. The chaotic trigonometric maps are their conjugate maps which are defined as:
Conjugacy means that invertible map ݄ሺ‫ݔ‬ሻ ൌ ଵି௫ ௫ maps ‫ݔ‬ ൌ ሾ0, 1ሿ into ሾ0, ∞ሻ [11, 12] . In order to simplify the calculation in this paper, we denote the chaotic trigonometric maps ሺ߮ ே ଵ ෪ ሺ‫,ݔ‬ ܽሻ, ߮ ே ଶ ෪ ሺ‫,ݔ‬ ܽሻሻ with ݂ ଵ ሺ‫,ݔ‬ ܽሻ, ݂ ଶ ሺ‫,ݔ‬ ܽሻ respectively. Therefore, the chaotic trigonometric maps are as follows:
In this paper, we use the chaotic trigonometric maps as generic symmetric non-linearly coupled maps which are the dynamical chaotic maps as following:
In other hands,
where, ߝ is the strength of the coupling ሺ0 ൏ ߝ ൏ 1ሻ, and the functions ݂ ଵ ܽ݊݀ ݂ ଶ are the chaotic trigonometric maps.
Chaotic Trigonometric Haar Wavelet Transform
In this section, we first introduce a new perspective of haar wavelet transform and then using the chaotic trigonometric maps, we introduce chaotic trigonometric haar wavelet transform.
• New perspective of haar wavelet transform As we know, the scaling function coefficients of haar wavelet are constant values [1, 2] ‫(‬ ൌ ‫‬ ଵ ൌ 1ሻ. This property causes the haar wavelet transform is used less in cryptography. If the restriction can be alleviated by method, the haar wavelet is more application in cryptography. Here, we introduce a new perspective of haar wavelet transform using of destabilized the scaling function and then the wavelet function as following method: First, to consider scaling function of haar wavelet (Eq. 1) that changed as a sloping step function:
Where ߣ is line slop and െ2 ߣ 2. In result, the haar wavelet is the function:
The graphs of the new scaling function and function of wavelet are given in Fig.3 . In other words, considering the Eqs.3,4 can be obtained: 
where the ‫‬ ൌ √ଶ coefficients are scaling function coefficients. In result, we have a haar wavelet transform with variable scaling function coefficients.
• Chaotic Trigonometric haar wavelet transform
In this subsection, with regard to above mentions, we introduce chaotic trigonometric haar wavelet transform with variable scaling function coefficients. To avoid adding content, we focus on the chaotic trigonometric haar wavelet in two-dimension.
We use the chaotic trigonometric coupled maps to generate ߣ. Note that for any scaling function coefficient ሺ‫‬ ሻ could be generated a separate ߣ. In result, we have a chaotic trigonometric haar transformation matrix from variable scaling function coefficientsሺ‫‬ ሻ, that is,
As an example, we obtain a 4 ൈ 4 chaotic trigonometric haar transformation matrix. First, we suppose values of parameter controls of the chaotic trigonometric coupled maps (Eq.8) as: As it can be seen, many of the samples (coefficients) in the higher-frequency sub-band images (the darkest and brightest peaks of the images) are as chaotic.
Proposed algorithm
In this section, we introduce the encryption algorithm based on the chaotic trigonometric haar wavelet transforms (CTH) and spiral swapping.
First, the CTH uses to compute the approximation coefficients matrix LL 1 , and details coefficients matrices LH 1 , HL 1 , and HH 1 of the plain image in the first wavelet decomposition. Next, the 2nd level of the wavelet decomposition based on the CTH with new control parameters resulting in LL 2 , LH 2 , HL 2 , and HH 2 .Then, in this step involves spiral swapping the contents of the LL 2 matrix with those of the LH 2 , HL 2 , and HH 2 as following diagram(see Fig. 5 The reason for spiral swapping the contents of the four sub-bands is to change the low and high frequencies locations before the inverse transform is applied. This step is repeated again on the 1st level of wavelet decomposition, i.e. using spiral swapping method swap the contents of the LL 1 matrix with those of the LH 1 , HL 1 , and HH 1 . In the last step, the 2-levels inverse chaotic trigonometric haar wavelet transforms with new control parameters of the image is performed. In result, an encrypted image is obtained by this algorithm that due to having many control parameters resists any security and statistical attacks (Fig. 6 ). 
Experimental results and statistical analysis
Security is a major intransitive of an image encryption.
Here, a complete analysis is made on the security of the image encryption. We have tried to explain that this encrypted image is sufficiently secure against various cryptographically attacks, as shown below:
• Key space analysis
The Key space size is the total number of different keys that can be used in the encryption [14] . Security issue is the size of the key space. If it is not large enough, the attackers may guess the image with brute-force attack. If the precision is 10 ଵସ , the size of key spaces for control parameters of the method are much more than 2 ଶ . These sizes are large enough to defeat brute-force by any super computer today.
• Histogram
The grey scale histogram of the encrypted image is significantly different from the grey scale histogram of the plain image. The grey scale histograms are given in Figs. 7. The Fig. 7(b) , show uniformity in distribution of grey scale of the encrypted images. Hence, it does not provide any useful information to perform any statistical analysis attack on the encrypted image. In addition, the average pixel intensity for plain image is 98.92, and for encrypted image is 127.13, respectively. • Correlation Coefficient analysis
The statistical analysis has been performed on the encrypted image. This is shown by a test of the correlation between two adjacent pixels in plain image and encrypted image. We randomly select 2000 pairs of two-adjacent pixels (in vertical, horizontal, and diagonal direction) from plain image and encrypted image, and calculate the correlation coefficients, respectively by using the following two equations (see Table 1 ) [13, 14] : • Differential attack Attackers try to find out a relationship between the plain image and the cipher image, by studying how differences in an input can affect the resultant difference at the output in an attempt to derive the key [15] . Trying to make a slight change such as modifying one pixel of the plain image, attacker observes the change of the cipher image [15] . To test the influence of one pixel change on the whole encrypted image by the proposed scheme, two common measures are used: Number of Pixels Change Rate (NPCR) stands for the number of pixels change rate while, one pixel of plain image is changed. Unified Average Changing Intensity (UACI) measures the average intensity of differences between the plain image and ciphered image. The NPCR and The UACI, are used to test the influence of one pixel change on the whole image encrypted by the proposed scheme and can be defined as following: where w and h are the width and height of ‫ܥ‬ ଵ or ‫ܥ‬ ଶ . The ‫ܥ‬ ଵ and ‫ܥ‬ ଶ are two encrypted images, whose corresponding plain images have only one pixel difference and also have the same size. The ‫ܥ‬ ଵ ሺ݅, ݆ሻ and ‫ܥ‬ ଶ ሺ݅, ݆ሻ are grey-scale values of the pixels at grid ሺ݅, ݆ሻ . The ‫ܦ‬ሺ݅, ݆ሻ determined by ‫ܥ‬ ଵ ሺ݅, ݆ሻ and ‫ܥ‬ ଶ ሺ݅, ݆ሻ . If ‫ܥ‬ ଵ ሺ݅, ݆ሻ ൌ ‫ܥ‬ ଶ ሺ݅, ݆ሻ, then, ‫ܦ‬ሺ݅, ݆ሻ ൌ 1; otherwise, ‫ܦ‬ሺ݅, ݆ሻ ൌ 0. We have done some tests on the proposed scheme (256 grey scale image of size 256 ൈ 256 ) to find out the extent of change produced by one pixel change in the plain image (see Table 2 ). The results demonstrate that the proposed scheme can survive differential attack. 
