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Abstract
In The Current Environment Through Social
Network People Can Find Others And Make Their
Own Network. An Individual User Can Have
Multiple Accounts Of Social Networking Sites. In
This Paper We Proposed An Algorithm For Profile
Matching In Social Networks, Which Helps To
Identify A Particular Person Who Has Multiple
Social Networking Accounts And Map His/Her
Profile’s Attribute Values With Others In The Same
Network To Make A Search Of Friends Easier.
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I. Introduction
Over The Years, Social Networking Among Has
Become More And More Popular. It Is A Way To
Make Connections, Not Only People With Us, But
With Friends Whom We Know But Are Not Met
Several Years. Social Networking Is A Way That
Helps Many People Feels As Though They Belong
To A Community. Social Networks Offer To Users
Interesting Means And Ways To Connect,
Communicate, And Share Information With Other
Members Within Their Platforms. However, Those
Sites Have Currently Different Structures And
They Represent Users’ Profiles Differently. A
Social Networking Site Is An Online Service,
Platform, Or Site That Focuses On Building And
Reflecting Of Social Networks Or Social
Relations Among People, Who, For Example,
Share Interests And/Or Activities. A Social
Network Service Consists Of A Representation Of
Each User His/Her Social Links, And A Variety Of
Additional Services. Most Social Network Services
Are Web-Based And Provide Means For Users To
Interact Over The Internet. Social Networking
Sites Allow Users To Share Ideas, Activities,
Events, And Interests Within Their Individual
Networks. The Main Types Of Social Networking
Services Are Those That Contain Category Places
(Such As Former School Year Or Classmates)
Mean To Connect With Friends Recommendation
System Linked To Trust. In This Approach We Use
The Methods Of Entity Matching For Different
Profile Based On Their Same Attribute Value.
II. Related Work
Elie, Richard, Albert [1] They Proposed A
Framework That Is Able To Discover The Biggest
Possible Number Of Profiles That Refer To The
Same Person .This Approach Assigned Weights
Manually Or Automatically To The Attributes,
String And Semantic Similarity Metrics Were Used
To Compare Attribute Values. Aggregation
Functions Were Used For Data Fusion And For
Decision Making.
Vosecky J., Hong D. And Shen V.Y.[13,12] They
Proposed A   Matching Technique In Which Each
User Profile Is Represented As A Vector Consisting
Of The Values Of Individual Profile Fields (E.G.,
Name, Date Of Birth, Etc.). The Comparison
Between Any Two Vectors Consists Of Two
Phases. In The First Phase, The Algorithm
Calculates A Similarity Score Between
Corresponding Vector Fields Using An Appropriate
String Matching Function For Each Field,
Resulting In A Similarity Vector. In The Second
Phase, A Weighting Vector Is Applied To The
Similarity Vector To Calculate The Overall
Similarity.
III. Proposed Approach
Social Site Helps Peoples To Expand Their
Networking. A Person Can Use Multiple Social
Accounts To Make Their Networking Strong
Between Professional Friends Or School And
Child Hood Friends. Through Our Proposed Idea
We Are Introducing Profile Matching Of A Single
Person Between Two Social Networks And Person
Can Find People Like Him/Her, Those Have
Similar Features In Their Profile.
Our Approach Will Move In Two Direction, In The
First Part Of Our Research We Match Profile Of A
Single Person Between Two Networks And In The
Second Approach System  Will Make Task Simple
To Find Friends In The Social Network  It Will
Find Appropriate Matched Profile Of Friends In
The Single Social Networking Site.
In Our Proposed Approach We Prepare Data Set
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From Basic Attributes Exist In Profiles Of Users.
In The Data Set We Collect Attribute Values That
Are Used In Profile Building Over A Network.
These Values Are The Values That Shows The
Basic Information About A Persons .This Data Set
Will Used In Both Approaches.
Our First Task Will Match The Common Attribute
Values Between Two Social Sites And Second Will
Find The Friends Over The Network If They Have
One Of The Common Values For At Least One
Attribute. These Attributes Can Be Refined As Per
The Use In Our Approach.
Fig.1 Person P1 Has Two Accounts On Sn1(Social
Network) And Sn2
We Collect The Values Of Attributes Like Name,
School Name, College Name, Employer, Home
Town, Friends Etc. This Data Set Will Be
Considered For Our Both Approaches. The Values
Of The Attributes Are Different As Per The
Profiles Of Different People. We Refined The
Attributes For Processing. Following Table Shows
The Respective Data Set Field In Our Experiment.
We Match The Profile Of One Person Over The
Two Sites And Make Apply Rule Based
Classification Algorithm To Decide Whether This
Two Profiles Belongs To A Single Person.
Similarities Between Two Attribute’s Values Are
Calculated Using Similarity Functions Of Name
Similarity.
A. Lcs Name Similarity
The Longest Common Sub-String (Lcs)
Repeatedly Finds And Removes The Longest
Common Sub-String In The Two Compared Strings
Up To A Minimum Length. A Similarity Measure
Can Be Calculated By Dividing The Total Length
Of The Common Sub-Strings By The Average
Lengths Of The Two Original Strings. We Use The
Lcs Algorithm To Calculate The Similarity
Between The Two Users’ Full Names. [9, 12]
B.  N-Gram Name Similarity
An N-Gram Similarity Between Two Strings Is
Calculated By Counting The Number Of N-Grams
In Common(I.E.-Grams Contained In Both Strings)
And Dividing By Either The Number Of N-Grams
In The Shorter String (Called Overlap Coefficient),
Or The Number Of N-Grams In The Longer String
Or The Average Number Of N-Grams In Both
Strings. We Used 2-Grams And 3-Grams To
Calculate The Similarity Between The Two Users’
Full Names. [9, 12]
Initial Similarity Functions Match The Two String
Values If They Are Similar Then We Use Rule
Based Technique For Decision, That Will Help To
Make Decision That Two Profiles Belongs To The
Same Person.  The Matched Attributes Are Used
To Generate Rules. Strongest Rules Are The Rules
That Are Greater Or Equal To The Threshold
Values Of The Rules Should Be True. They Give A
Good Result. In The First Part We Proposed An
Algorithm For Matching Two Profiles Belongs To
The Same Person.
Table 1: Show Common Attributes Of Profile
Name
School  Name
Graduate University /College
Post Graduate University
/College
Employer
Family
Employer
Mutual Friends
Email Id
Home Town
Language
Interest
C. Proposed Algorithm
Input: P1 And P2 Are The Two Profiles, A1,
A2….. Attributes Of The Profiles.
Begin
1. We Input The Value For A1, A2,.An For Profile
P1 And Profile P2.
2. Find The Similarity (P1.A1, P2.A1)
3. If Match Is Found In The Attribute Values.
3. Then We Increase The Counter According To
Matched Values, This Counter Value Is Used To
Generate Rules
4 Show The Matched Values.
5. Now We Assign 1 To Each Match Value
Output And 0 To Each Unmatched Value (These
Similar Valued Attributes Are Used To Classify
That Two Profiles Are Belong To Same Person).
6. Rules Are Generated To Classify The Data
For Each 1’s Or Matched Values. 6 Integer Value
P1.SN
1 P1.SN2
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For Each Rule Repeatedly Assign To Independent
Variable V
7. Profiles Are Similar If Values (Total
1’s)>= Threshold Values Of Rules To Be True
Then It Shows That Two Profile Are Belongs To
Single Person.
End
Above Described Process Will Find That Two
Profiles Exist At Two Social Sites Belongs To One
Person. Next Phase Of Our Proposed Approach Is
To Build Some Suggestions That Help People To
Find Their Friends On A Social Networking Site.
Social Networks Offer To Users Interesting Means
And Ways To Connect, Communicate,
And Share Information With Other Members
Within Their Platforms. However, Those Sites
Have Currently Different Schemas And They
Represent Users’ Profiles Differently.[1,2,3] It's
The Simple Act Of Expanding The Number Of
People You Know By Meeting Your Friends'
Friends, Their Friends' Friends And So On. Social
Networking Sites Give You A Great Chance To
Keep In Touch With Your Old Friends, Keep Tabs
On Current Friends And Family, And To Create
New Online Friendships With People Who Share
Similar Interests. Our Idea Is To Expand Your
Network That Shows The List Of The People
Those Have Similar Attributes With You In Their
Profile.
They May Be Your School Friends, College
Friends, Colleagues Etc.
A. Social Network Structure For
Networking
Social Network Structure Has Special Features
That Features Are Common Between Two Profiles
B. Mutual Friends
This Feature Represents The Number Of Mutual
Friends Of Two Users. Mutual Friends Are
Counted By The Number Of Friends With Identical
Names In Both Cycles Of Friends. [2]
C. Mutual Friends Of Friends
This Feature Represents The Number Of Mutual
Friends Of Friends Of Two Users [12, 13]
Fig.2 Find A Friend In The Network
D. Approach To Find Friends In The Same
Network
Our Model Is Based On The Similarities Of
Mutual Friends That Are Described In The Profile
Attributes Values. These Values Take As An Entity
Values. The System Will Match The Entity Values
Of Profiles. If In General Approach Two Profiles
Are Share Some Similar Entity Values Then It
Results Shows Two Person May Know Each Other.
We Extract Attributes Values From Both The
Profiles And Find Similarities Between Both The
Values Of Attributes. This Process Shows That We
Find The Profile Of His/Her Friend But Decision
Is Must To Confirm That Both Profiles Of Friends
So We Take A Common Attribute From The Profile
Which Has Common Value Like Common Friend
Names.
This Gives The Strength To Our Result. We Assign
This Value To The Variable K For Each Value Of
Attribute K Will Increase. The Improved Value Of
K Shows Two Profiles Are Of People Who Know
Each Other. The Value Of K Is Use To Rank The
Suggested List.
IV. Conclusion
In This Paper Our Approach Is To Identify Profile
Of Single Person Between Two Social Networks
And Also Find The Friends For The Same Person
In His Social Network. This Algorithm Is Based
On Attribute Values Which Are Used To Build A
Profile On The Network. We Extract This Value
And Match With Existing String Matching
Algorithm And Decision Algorithm That Justify
Our Approach.
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