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Abstract 
Two methods of qualitative research informed three dissertation research questions: What 
are faculty and academic administrators’ perceptions of cyberbullying within higher education? 
How prepared do faculty and academic administrators perceive themselves to be with regard to 
addressing situations involving cyberbullying? How prepared do faculty and academic 
administrators perceive their institutions to be with regard to addressing situations involving 
cyberbullying? First, 384 (N = 384) participants completed a 28-item, adapted online survey 
(Cyberbullying Survey). Second, six (N = 6) participants participated in a semistructured 
interview process. Results from both methods were analyzed using descriptive statistics. 
Participants are reporting that cyberbullying is occurring within higher education, with almost 
half reporting monthly or more frequent rates of occurrence. A small percentage is neutral about 
or feels that cyberbullying behavior has positive benefits. Most participants feel less than 
completely prepared to handle incidences, yet over half have already had do so. The majority of 
participants would respond to an incident of cyberbullying, but not all can be counted on to 
respond. Some participants are confused about their responsibility to respond to or how to handle 
incidents. Participants prefer to only deal with the victim. The majority of participants perceive 
their institutions to be less than completely prepared to handle incidences of cyberbullying. Less 
than half of all institutions have enacted official policy to address cyberbullying.  
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All we have to do is be good to each other. 
-Jodi Hills
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CHAPTER ONE 
Introduction 
Overview of the Research Topic 
Cyberbullying has been defined by the U.S. Department of Health and Human Services 
(2014c) as, “bullying that takes place using electronic technology” (para. 1). Though 
cyberbullying has been criticized for becoming an overprescribed phenomenon (Gumbrecht, 
2013), it is a serious issue within education, in particular at the postsecondary level where 
policies and regulations are not uniformly in place to protect students (Dunn & Derthick, 2013). 
Cyberbullying can even affect educators within the workplace (e.g.; Lasdun, 2013; Parr, 2013; 
Smith, 2007; Ward, 2012). Cyberbullying is a growing social justice issue as well, evidenced by 
publicized cases of students falling victim to cyberbullying for being different in some way from 
the rest of their peers (i.e., Alvarez, 2013; Dahl, 2013; Held, 2011; Pilkington, 2010). If 
educators are supposed to promote and celebrate diversity (Darling-Hammond, 2010), the 
prevalence of cyberbullying among students may suggest that educators are not as effective as 
they need to be.  
According to the National Education Association (NEA), part of an educator’s 
responsibility is to help prepare students for society (NEA, 2014). This can be achieved by 
modeling positive communication and by encouraging a respect for others. According to 
StopBullying (n.d.), cyberbullying has the potential to disrupt this process. Instead of reinforcing 
positive social interaction among peers, cyberbullying reinforces negative behaviors, such as the 
disrespect and condemnation of another person. It also has the potential to contribute to a host of 
unwanted psychosocial issues for both the perpetrator and the victim (StopBullying, n.d.) which, 
if left unchecked, can negatively impact the larger society (StopBullying, n.d.). For example, 
NoBullying.gov (2013) suggested that cyberbullying can be cyclical in nature, creating a chronic 
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problem among members within a group. As a result, the origins of cyberbullying can sometimes 
be difficult to pinpoint. In the cyclical example, cyberbullying is first used by a perpetrator as a 
tool to fit in with others, to assume power of another person or group, or even as a method for 
feeding one’s personal ego (NOBullying, 2013). In response, the cyberbully victim may then 
respond in kind in order to reclaim their position among their peers; essentially, the cyberbullied 
becomes the cyberbully. Preparing students for a society in which cyberbullying exists is an 
issue for educators. 
How educators at the postsecondary level are thinking about the issue of cyberbullying 
has spurred my interest in exploring the following research questions: 
Primary Research Question:  
What are faculty and academic administrators’ perceptions of cyberbullying within 
higher education? 
Secondary Questions:  
How prepared do faculty and academic administrators perceive themselves to be with 
regard to addressing situations involving cyberbullying? How prepared do faculty and 
academic administrators perceive their institutions to be with regard to addressing 
situations involving cyberbullying? 
Within higher education, faculty and academic administrators interact with students and 
other institutional constituents on a regular basis both within and outside of the classroom 
environment. Depending on their specific role with the institution, they are available to assist 
with or refer students for help on school-related issues. Many faculty and academic 
administrators are also tasked with enforcing school policies and handling and/or reporting 
situations in which a school policy is violated. It is for these reasons that I have chosen to focus 
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on faculty and academic administrators in this dissertation. Exploring the extent to which faculty 
and academic administrators perceive postsecondary institutions to be safeguarding not only the 
institution itself but also its constituents from the risks associated with cyberbullying is an 
important first step to effectively deal with the issue.  
Chapter One begins with a personal rationale describing how I arrived at my research 
topic. This is followed by an explanation for the necessity of this dissertation. Finally, I discuss 
the research rationale that provides an overview of cyberbullying and areas deserving further 
exploration.  
Personal Rationale 
I am employed as an educational consultant as well as an online adjunct professor for 
several higher education institutions within the United States. In these positions, I interact with 
technology on a daily basis in order to effectively develop, design, and teach online college-level 
courses. Since 2010, I have had the opportunity to conduct almost all of my responsibilities 
remotely. This experience has allowed me to explore various ways to effectively communicate 
with and engage others online using technology. During this time I have also sought out 
educational opportunities as a doctoral student in order to learn more about the ways in which 
communication works in an online environment and how educators can employ corrective 
measures when communication breaks down. 
It was during my research on a related matter while a doctoral student that I encountered 
my dissertation topic. In 2013, I completed a class project that required me to review an 
educational issue in depth. I selected school bullying within the pre-K-12 educational system. 
The definition for bullying that I used in my project was as follows: 
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Bullying is unwanted, aggressive behavior among school aged children that involves a 
real or perceived power imbalance. The behavior is repeated, or has the potential to be 
repeated, over time. Bullying includes actions such as making threats, spreading rumors, 
attacking someone physically or verbally, and excluding someone from a group on 
purpose. (U.S. Department of Health and Human Services, 2014b, para. 1) 
My research on bullying uncovered that it was a serious and prevalent behavior among children 
and adolescents. Indeed, I did not have to dig very deep to find recent cases in the media.  
For example, Doran (2014) reported on an incident in New York involving a high school 
student who was singled out in a school locker room by a group of lacrosse players. This 
particular incident of bullying included physical aggression toward the student. According to 
Doran (2014), this group had done this to other students before. There were two outcomes of this 
incident. One was that the lacrosse players were suspended. Two, parents of victims pushed for 
more oversight within the school district because they did not believe the staff, to which the 
incidents were reported, took their complaints seriously enough. Another high school bullying 
incidence reported by Lyttle (2014) took place in Ohio.  
According to Lyttle (2014), an Ohio high school student received community service and 
was referred to a sex offender program for his bullying behavior while a bystander “received 12 
months’ probation, counseling and 48 hours of community service” (para. 4). In this 
circumstance, the victim was taunted and assaulted by the perpetrator while the bystander 
prevented the victim from escaping. Both of these incidents fit the definition for bullying 
behavior (“Bullying Definition,” n.d., para. 1). Such malice and hostility among students can 
create a negative and potentially dangerous school environment.  
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I would like to point out here that the phenomenon of bullying is not exactly the same as 
that of hazing. According to a national organization known as StopHazing (2014b), “Hazing is 
any activity expected of someone joining or participating in a group that humiliates, degrades, 
abuses, or endangers them regardless of a person’s willingness to participate” (para. 3). Like 
bullying, hazing behavior also occurs among students (e.g., Gilroy, 2013). It may also appear to 
mimic bullying, such as in the 2011 manslaughter case involving Florida A&M University band 
member Robert Champion who was beaten to death with drumsticks and mallets by his peers as 
part of a hazing ritual (Hightower, 2014). What distinguishes hazing from bullying, however, is 
that “hazing might not always involve repeated or aggressive behaviors and might be undertaken 
with positive intentions (such as team building, team unity) rather than to intentionally cause 
harm” (StopHazing, 2014a, para. 1). It is because of this distinction that the phenomenon of 
hazing extends beyond the scope of this dissertation. 
My review of school bullying uncovered that the problem has spread into the electronic 
medium as well (Patchin & Hinduja, 2006). When bullying occurs electronically it is referred to 
as cyberbullying (U.S. Department of Health and Human Services, 2014c). Like traditional 
bullying, I learned that cyberbullying is a very serious problem among children and adolescents 
(Patchin & Hinduja, 2006). As an online educator, one of my responsibilities is to ensure that my 
students have a positive online experience. Teaching online courses, I understand and 
acknowledge how essential it is for my students to be able to communicate and share ideas 
online in a safe, nonthreatening manner both with me and with their peers, within and outside of 
the classroom environment. When students do not feel safe online it can negatively impact their 
self-esteem (NOBullying, 2014), and self-esteem can impact one’s motivation to learn (Jordan & 
Kelly, 1990; Owens, 1992). Again, I did not have to look too far in order to find recent stories 
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about cyberbullying in the media (e.g., Chan, 2014; Eckholm, 2011; Pilkington, 2010; Wood, 
2014).   
Research suggests that in some circumstances, cyberbullying and traditional bullying are 
similar in that one is merely an extension of the other (Patchin & Hinduja, 2006). It is also 
suggested that the short and long-term psychological and social tolls that victims experience may 
be comparable (U.S. Department of Health and Human Services, 2014c). However, Zalaquett 
and Chatters (2014) argue that cyberbullying could be more detrimental because it has the 
potential to cause “more emotional damage than traditional bullying” (p. 2).  
The potentially detrimental impact of cyberbullying among victims (Patchin & Hinduja, 
2006; Zalaquett & Chatters, 2014) has led me to question how impactful cyberbullying is among 
students within higher education and what constituents understand about it. When I researched 
the issue further, however, I determined that cyberbullying within higher education is, in general, 
largely underrepresented in the research compared to traditional bullying. For example, when I 
conducted an article search during the summer of 2014 using terms associated with 
cyberbullying and traditional bullying within two major education databases, the results were 
disproportionate. Specifically, within the Education Full Text (EBSCO) database, 87% of search 
results returned articles related to bullying (and related terms), while 13% of search results 
returned articles related to cyberbullying (and related terms). Within the Educational Resources 
Information Center (ERIC) database, 92% of search results returned articles related to bullying 
(and related terms), while 8% of search results returned articles related to cyberbullying (and 
related terms). See Figure 1 for an overview of these comparisons.  
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Figure 1. Comparison of cyberbullying-related search term results within two major educational 
databases. 
A similar result was obtained when I searched a major psychological database. 
Specifically, within the American Psychological Association (PsycINFO) database, 88% of 
search results returned articles related to bullying (and related terms), while 11% of search 
results returned articles related to cyberbullying (and related terms). See Figure 2 for an 
overview of these comparisons. 
13% 
87% 
Education Full Text (EBSCO) 
Terms Related to Cyberbullying (cyberbully, cyber bully, cyberbullying, cyber bullying,
cyberstalking, cyber stalking) (total = 740)
Terms Related to Bullying (bully, bullying, traditional bullying) (total = 4,995)
8% 
92% 
Educational Resources Information Center (ERIC) 
Terms Related to Cyberbullying (cyberbully, cyber bully, cyberbullying, cyber bullying,
cyberstalking, cyber stalking) (total = (303)
Terms Related to Bullying (bully, bullying, traditional bullying) (total = 3604)
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Figure 2. Comparison of cyberbullying-related search term results within a major psychological 
database. 
One explanation for the apparent underrepresentation of cyberbullying within the 
research literature is that some researchers refer to cyberbullying and bullying by the same term 
(i.e., bullying). After all, there are similarities between the two behaviors (e.g., Dilmaç, 2009; 
Johnson, 2012). 
In order to find out more information about the matter on my own, I informally surveyed 
some of my professional peers on Facebook (N = 8) in order to gauge their knowledge about 
their institution’s cyberbullying policies. The respondents either worked as faculty (n = 5) or in a 
college administration role (n = 3) at various higher education institutions within the following 
states: Indiana (n = 1), Massachusetts (n = 1), Minnesota (n = 2), North Carolina (n = 1), and 
Wisconsin (n = 3). All participants were female between the ages of 30 and 45 years. They 
represented for-profit, non-profit, public, and private institutions.  
While most respondents were able to refer me to a policy or directive that addressed 
bullying at their institution (in many cases bullying was referred to as harassment), very few had 
11% 
89% 
Database of the American Psychological Association (PsycINFO) 
Terms Related to Cyberbullying (cyberbully, cyber bully, cyberbullying, cyber bullying,
cyberstalking, cyber stalking) (total = 1008)
Terms Related to Bullying (bully, bullying, traditional bullying) (total = 8135)
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any knowledge about their institution’s cyberbullying policy. Moreover, while they stated to 
know what cyberbullying was, not one respondent was able to tell me how her institution 
expected the situation to be handled if it were to occur. This is not intended to suggest that the 
institutions represented in my informal survey did not have such measures in place. It could, 
however, highlight a potential lapse in communicating what measures do exist.  
A lapse of communication about cyberbullying may impact not only the experience of the 
students but also the working environment of the professional. Cyberbullying has been shown to 
negatively affect adult professionals at work (e.g.; Lasdun, 2013; Parr, 2013; Smith, 2007; Ward, 
2012). According to Ward (2012), “cyberbullying in the workplace is becoming more 
widespread as communication technologies advance” (para. 4). As Humphrey (2014) points out, 
“From inappropriate name-calling to death threats, cyberbullying is a pervasive and very real 
problem for adults as well as teens” (para. 4). 
According to online survey results (N = 2,849) released in October of 2014 by the Pew 
Research Center (Duggan, 2014), “73% of adult internet users have seen someone be harassed in 
some way online and 40% have personally experienced it” (para. 1). Their research (Duggan, 
2014) identifies two major categories of online harassment experienced by adult respondents. 
The first category of harassment identified by the Pew Research Center (Duggan, 2014) is 
known as the “less severe” (para. 4) category. This category includes online “name calling and 
embarrassment” (para. 4). Examples of this category of online harassment may include social 
media posts aimed at personal humiliation (Gross, 2014). Social media is defined as, “forms of 
electronic communication through which users create online communities to share information, 
ideas, personal messages, and other content (Social Media, n.d., para. 1). While inappropriate, 
online harassment that falls within this category is not considered to be a serious threat to one’s 
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safety. When online harassment becomes a serious threat, it falls under the second, “more 
severe” (Duggan, 2014, para. 5) category.  
Of those who have been harassed online, 55% (or 22% of all internet users) have 
exclusively experienced the “less severe” kinds of harassment while 45% (or 18% of all 
internet users) have fallen victim to any of the “more severe” forms of harassment. 
(Duggan, 2014, para. 6) 
Anita Sarkeesian’s experience (Sarkeesian, 2014) with online harassment as a result of her 
profession is a powerful example for what Pew Research Center would categorize as “more 
severe” (Duggan, 2014, para. 5). 
Feminist Frequency (2012) describes how Anita Sarkeesian is a professional media critic. 
In her position, she “focuses on deconstructing the stereotypes and tropes associated with women 
in popular culture as well as highlighting issues surrounding the targeted harassment of women 
in online and gaming spaces” (para. 3). In particular, Sarkeesian (2014) reports “the negative, 
often sexist, ways in which women are portrayed in video games” (Sarkeesian, 2014, para. 5). In 
response to her efforts, however, Sarkeesian further reports that she has been “harassed and 
threatened for more than two years” (Sarkeesian, 2014, para. 5) by others in the gaming 
community. Some of these online gamine members feel that she and other professionals are 
pushing their unfounded “feminist agenda in video games” (Straumsheim, 2014, para. 1).  
In October of 2014, Hathaway (2014) reported how Anita Sarkeesian was forced to 
cancel a professional presentation at Utah State University due to email threats purporting to 
carry out a deadly school shooting there if her presentation occurred. These dangerous threats 
were fueled in part by an online movement referred to as “#Gamergate”. “‘#GamerGate’ is an 
online movement ostensibly concerned with ethics in game journalism and with protecting the 
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‘gamer’ identity” (para. 2). According to the online Merriam-Webster dictionary, gamers are 
people who play video or computer games (Gamer, n.d.). The ‘#GamerGate’ movement has also 
targeted other professionals whom they feel are pushing unfounded feminist ideals 
(Straumsheim, 2014). The potential for impacting change by sharing these personal workplace 
experiences in order to raise awareness among professionals about cyberbullying should not be 
overlooked. 
With the expansion of online course offerings among many higher education institutions 
(Sheehy, 2013), the increased use of social media among college students (e.g., Bryce & Fraser, 
2013; Carvel, 2002), the rate at which cyberbullying is occurring among adults (Duggan, 2014), 
and the potential lapse of communication about the issue that I already uncovered through my 
informal survey of college-level educators, the conditions are present for cyberbullying to occur. 
It is, therefore, important to determine what constituents within higher education understand 
about cyberbullying. This information can help to drive interventions, create training 
opportunities, and improve communication about cyberbullying within institutions (Stauffer, 
Heath, Coyne, & Ferrin, 2012). For these reasons, I decided it would be a worthwhile 
professional investment to focus on cyberbullying perceptions within higher education for this 
dissertation.  
Research Rationale 
While research on cyberbullying exists, it focuses primarily on the pre-K-12 population 
(Minor, Smith, & Brashen, 2013). Cyberbullying within higher education is largely 
underrepresented in the research literature review for this study. To provide a strong context for 
what is currently known about cyberbullying, one must look to the research in the pre-K-12 
environment. 
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According to a recent national survey (NOBullying, 2014), 52% of teenagers in the 
United States have had experience with cyberbullying. What’s more, over half of the respondents 
were unlikely to report these instances to direct caregivers. Though actual reported percentages 
vary across studies (e.g., compare to Ang & Goh, 2010), Bryce and Fraser (2013) posit “that 
cyberbullying is relatively common” (p. 783) among children and adolescents. 
Some of the ways through which cyberbullying occurs within the pre-K-12 system 
includes text messaging on cell phones, or through communication within various smartphone 
apps, social media websites, online role-playing computer games, and email (Kowalski, Limber, 
& Agatston, 2012). Each of these electronic mediums allows for one or more perpetrators to 
virtually attack a victim using text, photos, video, or a combination thereof. These types of 
online communications are often unsupervised (Morgan, 2013) and can spread rapidly, reaching 
all corners of the globe in a very short period of time.  
One example for how cyberbullying is manifested within the pre-K-12 environment 
occurred in North Carolina. In this state, Wood (2014) reported that a high school freshman 
contemplated suicide and did not want to return to school after being cyberbullied by her peers. 
In this particular circumstance, hurtful messages about her were posted on a website through 
which perpetrators could remain anonymous. As Wood wrote, “This young girl has been 
cyberbullied through direct personal messages and also on what are known as ‘slam’ or ‘bash’ 
pages, which are administered by an anonymous person” (2014, para. 2). The posts remained 
online despite her mother’s attempt to have them removed. 
Another example for how cyberbullying is manifested within the pre-K-12 environment 
occurred in New York. Chan (2014) reported that an anonymous Instagram account user posted 
hateful words online about a group of sixth grade Catholic school students. One post read, 
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“These kids are all ugly and fat!” (para. 3). Another post read, “I’ll be posting the 6
th
 graders that 
should die” (para. 3). The school took the situation very seriously and referred it to local police 
for assistance in identifying the perpetrator, whom they believed was a student at the same 
school. In the meantime, the student body was counseled about the risks associated with social 
media. 
One final example to provide evidence for how cyberbullying is manifested within the 
pre-K-12 environment occurred in Minnesota. Eight school children within the same Minnesota 
school district reportedly committed suicide within a very short period of time as a result of 
being bullied, cyberbullied, or a combination thereof (Eckholm, 2011). As it turns out, suicides 
associated with bullying (or cyberbullying) are already so common that the act has coined its 
own term, known as bullycide (Marr & Field, 2001). Preventative actions were taken within the 
affected Minnesota school district in order to eliminate recurrences. These preventative actions 
included staff and student training sessions, curriculum changes that specifically addressed the 
importance of diversity, respect, and equality, and the reinforcement of positive behaviors in the 
classroom, all of which were intended to aid the process of successful social development among 
students. 
Indeed, childhood is an important time for social development. Leading developmental 
theorists, such as Erik Erikson (1963) who developed the theory of psychosocial human 
development, suggest that it is during these formative years that we learn to navigate 
relationships and to practice effective communication skills that will help us to interact 
successfully with others throughout our lives. It is my opinion that cyberbullying behavior could 
reflect a struggle to master these important life skills. Lack of responsible online supervision 
coupled with a failure to report incidences of cyberbullying among children and adolescents do 
14 
 
 
not help matters, either. Instead, it is my opinion that these variables contribute negatively to the 
overall issue. 
Cyberbullying within Higher Education 
As stated, not a lot is known regarding cyberbullying within higher education; however, 
cyberbullying can and does occur at this educational level as well (Zalaquett & Chatters, 2014). 
Walker, Sockman, & Koehn (2011), for example, reported that over 50% of undergraduate 
students in their sample of 613 university students knew someone who had been cyberbullied. 
Other studies have corroborated this finding (e.g., Dilmaç, 2009; Macdonald & Roberts-Pittman, 
2010). At the same time, technology is a major component of higher education, both for 
educational and social purposes. 
It is common for college students to interact with one another online on a regular basis 
(Doane, Kelley, Chiang, & Padilla, 2013). A growing number of students within higher 
education also take courses online (Sheehy, 2013). This method of learning often requires 
synchronous and/or asynchronous communication with others over the Internet. Situations like 
these, wherein online communication occurs, have the potential to lead to cyberbullying (Carey, 
2013; Finn, 2004). Whether cyberbullying occurs as frequently in higher education as in pre-K-
12, though, is not clear.  
Reported rates of cyberbullying within higher education vary (e.g., Doane et al., 2013; 
Finn, 2004; Held, 2011; Zalaquett & Chatters, 2014). For example, Zalaquett and Chatters 
(2014) found that only about 19% of college students had been cyberbullied. It is possible these 
results were affected by the survey instrument, which was developed by the authors and not 
standardized. Finn (2004) also reported a low occurrence rate, between 10%-15%. On the other 
hand, other studies reported a much higher rate of occurrence. Doane et al. (2013), for example, 
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found that almost 97% of college students had experienced cyberbullying. Other reports are 
somewhere in between (e.g., Held, 2011). Results are also murky with regard to gender. 
The research on cyberbullying within higher education is inconclusive about whether 
male or female students are more likely to experience cyberbullying. In some studies (e.g., 
Zalaquett & Chatters, 2014), females were cyberbullied more frequently than males. Other 
researchers find the opposite to be true (e.g., Doane et al., 2013). The technology used to 
cyberbully also varies from study to study.  
Also unclear within higher education is the most common medium used to cyberbully. In 
one study, Facebook was the most frequent medium (Walker et al., 2011). In another study, text 
messaging was the most common (Zalaquett & Chatters, 2014). Perhaps one of the more painful 
cases of postsecondary cyberbullying, however, involved a webcam. In 2010 Tyler Clementi, a 
male Rutgers University student, was secretly spied on through a webcam during more than one 
occasion while he engaged in a sexual encounter with another male in his dormitory room. Two 
other undergraduate students streamed these encounters live over the Internet because Tyler was 
gay (Pilkington, 2010). After learning about the breach of privacy, Tyler committed suicide. The 
research literature does suggest that differences between students of all ages, whether they are 
actual or perceived, can lead to situations involving cyberbullying.  
As Willard (2007) reported, “The main targets of cyberbullying appear to be those 
students who, for whatever reason, do not meet the standards for what another student might 
consider acceptable or cool” (para. 1). Tyler Clementi was an undergraduate male who was 
targeted by his perpetrators because of his sexual orientation (Pilkington, 2010). Additional 
studies corroborate that minority groups such as lesbian, gay, bisexual, or transgender (LGBT) 
students are frequent victims of cyberbullying within higher education (e.g., Finn, 2004; 
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Johnson, Oxendine, Taub, & Robertson, 2013). Other characteristics of cyberbullying victims 
include low self-esteem, unpopularity among peers, an inability to make or keep friends, or 
having physical weaknesses (U.S. Department of Health and Human Services, 2014a).  
Although efforts are being made to promote diversity and equality among students (e.g., 
Cramer & Ford, 2011; Darling-Hammond, 2010), research on cyberbullying is suggesting that 
educators are still struggling with these issues. Admittedly, the samples for these studies 
(Dilmaç, 2009; Doane et al., 2013; Finn, 2004; Held, 2011; Johnson et al., 2013; Macdonald & 
Roberts-Pittman, 2010; Walker et al., 2011; Willard, 2007; Zalaquett & Chatters, 2014) were 
largely based on convenience. Results should be considered with caution. Still, it is not clear why 
results vary so drastically from study to study. Patchin (2010) suggests that the issue of 
cyberbullying has become stereotyped as “an adolescent problem” (para. 1). Perhaps this 
stereotype influences reporting among different sample types (e.g., pre-K-12 students versus 
college students).  
Research conducted by Eden, Heiman, & Olenik-Shemesh (2013) also provides some 
support for the idea that cyberbullying may be perceived by some as a childhood phenomenon. 
In their study of pre-K-12 teachers, Eden et al. (2013) uncovered that teachers of older students 
are less concerned about cyberbullying than are teachers of younger students. Specifically, the 
elementary teachers within their sample (N = 328), “were more concerned about cyberbullying, 
had more confidence in managing it and had more belief in the importance of learning about 
cyberbullying” (p. 1045) than did the high school teachers. This difference was found to be 
statistically significant. Their research also suggests that perceptions about cyberbullying may be 
influenced by personal experience. They found that “the more teachers are affected by 
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cyberbullying, the more they are concerned and anxious about the issue” (p. 1047). Educators, 
for example, can also become cyberbullying victims. 
Cyberbullying within higher education is not limited to student victims (e.g., Lasdun, 
2013; Minor et al., 2013; Parr, 2013). In a study focusing on college course instructors, as many 
as 34% have been cyberbullied by their students (Minor et al., 2013). Within my college-level 
online courses I have personally witnessed cyberbullying behavior between students. I have also 
been personally affected by cyberbullying. Specifically, I was the target of what I would consider 
hostile or threatening email messages from some of my own students who disagreed with their 
final grade. All incidents were resolved quickly because I was familiar with my institution’s 
process for handling them. Apparently, however, I am in the minority in this regard, for Minor et 
al. (2013) found that as many as 60% of college instructors are unprepared to deal with such 
issues. If college instructors feel unprepared to deal with cyberbullying, what support can they 
provide to their students who also experience cyberbullying? 
Cyberbullying Prevention 
The research literature documents that educators within the pre-K-12 system are 
responding to the problems of cyberbullying (e.g., Boyd, 2014; Cronin, 2014; Gumbrecht, 2013; 
O’Mara, 2014; Patchin & Hinduja, 2012); however, these same authors describe how not 
everyone is on board with how to proceed.  
On one end of the spectrum are staunch anti-bullying supporters (O’Mara, 2014). This 
group argues that the situation is getting so out of control that it deserves to be outlawed and that 
educators need to respond to bullying and cyberbullying within the schools as if it were a 
criminal act. In some states law enforcement already does get involved depending on the severity 
of the behavior; however, O’Mara (2014) acknowledges that this is not the case nationwide. 
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Opponents to this perspective argue that the long-term consequences of a criminal record on a 
developing child are too severe (Gumbrecht, 2013).  
Those on the other end of the spectrum contend that bullying and cyberbullying are 
simply part of growing up (Boyd, 2014). In other words, educators should not intervene unless 
absolutely necessary because these experiences have the capacity to contribute to a child’s 
overall development. Perhaps by properly educating students about how to best manage 
interpersonal relationships and then treating specific incidences of bullying and cyberbullying as 
a learning experience with less severe consequences might prevent future incidences from 
occurring (Patchin & Hinduja, 2012). Opponents to this perspective argue that this approach is 
too passive (O’Mara, 2014).  
Despite disagreements about how to proceed, however, some progress is being made 
(e.g., Dunn & Derthick, 2013). Under the direction of governmental mandates, pre-K-12 school 
districts across the United States are adopting and improving anti-bullying laws. As an example, 
in Minnesota where the rash of suicides occurred, “The Minnesota House passed a bill aimed at 
toughening the state’s anti-bullying law” (Cronin, 2014, para. 1). The statute states as follows: 
“Each school board shall adopt a written policy prohibiting intimidation and bullying of any 
student. The policy shall address intimidation and bullying in all forms, including, but not 
limited to, electronic forms and forms involving Internet use” (“121A.0695,” 2013, para. 1).  
The Minnesota governmental mandate does not presently extend beyond secondary 
education, however. Educational leaders at the postsecondary level are free to act on the matter 
or to ignore it. In my professional opinion, it is imperative that educators within higher education 
are at least knowledgeable about cyberbullying and that all constituents are prepared to respond 
to incidences. After all, at some point aren’t these “bullies” going to graduate high school and 
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enter our nation’s colleges? As stated earlier, knowledge gained from constituent perceptions 
regarding cyberbullying can help educational leaders determine the best course of action for 
reducing or eliminating cyberbullying behavior (Stauffer et al., 2012). More research regarding 
cyberbullying within higher education is needed in order to prepare for the worst.  
Summary of Chapter 
Cyberbullying is a problem within the educational system (U.S. Department of Health 
and Human Services, 2014c). It is negatively impacting students and institutions at all levels 
(e.g., Chan, 2014; Doran, 2014; Pilkington, 2010). Unlike the pre-K-12 system (Patchin & 
Hinduja, 2014), postsecondary institutions are not mandated to safeguard the institution or its 
constituents against cyberbullying. As a result, policies are not uniformly in place to protect 
against cyberbullying and constituents risk being unprepared to handle such incidents.  
The majority of research conducted on cyberbullying focuses on the pre-K-12 system (Minor et 
al., 2013). Within higher education, the perceptions of constituents regarding the effectiveness of 
cyberbullying policies and safeguards, as well as perceived preparedness to protect against 
incidences, is largely unknown. Knowledge of constituent perceptions about cyberbullying and 
preparedness has the potential to help guide decision-making on the matter (Stauffer et al., 
2012).  
The remaining chapters within this dissertation are organized as follows. Chapter Two 
includes a review of the literature. Chapter Three discusses the methodology of this dissertation. 
Chapter Four reports the results of this dissertation based on the data that was collected. Finally, 
Chapter Five provides a discussion of this dissertation, its methodological limitations, and 
implications for future research. 
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CHAPTER TWO 
Literature Review  
Introduction to the Literature Review 
As stated within Chapter One, the dissertation research questions are as follows: What are 
faculty and academic administrators’ perceptions of cyberbullying within higher education? How 
prepared do faculty and academic administrators perceive themselves to be with regard to 
addressing situations involving cyberbullying? How prepared do faculty and academic 
administrators perceive their institutions to be with regard to addressing situations involving 
cyberbullying?  
The review of literature is organized according to several main points. It will begin with 
an analysis of original research conducted on bullying. This is a relevant starting point because 
this area of research served to develop a foundation for the field. A discussion will follow about 
what researchers have concluded so far about cyberbullying, including the behavioral tendencies, 
ages, and characteristics of victims and perpetrators. Providing this context will inform the 
reader about how cyberbullying compares and contrasts to the phenomenon of bullying. It will 
also provide a framework for how the dissertation research questions are intended to help to 
inform cyberbullying research. Next, a brief exploration of other considerations for 
cyberbullying behavior will be highlighted in order to point out that misrepresenting the 
prevalence and seriousness of the issue can be detrimental to all involved (e.g., Akbulut & Eristi, 
2011; Bryce & Fraser, 2013). The importance for considering how individual predispositions 
influence the likelihood for someone to become a perpetrator or victim of cyberbullying will also 
be discussed here. This will be followed by a review of approaches used to reduce or eliminate 
cyberbullying from both a legal and non-legal standpoint within the pre-K-12 as well as the 
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higher education system. Finally, the review of literature will close with a discussion of what is 
known with regard to the perceptions of cyberbullying and the effectiveness of policies, training, 
and guidelines from the perspectives of both pre-K-12 and higher education constituents.  
Traditional Bullying 
It could be argued that traditional bullying begat cyberbullying. Unlike cyberbullying, 
however, traditional bullying has experienced a rich and thoroughly studied history. This is 
where the review of literature will begin. Dan Olweus (1978) was credited with being the first 
researcher to investigate bullying behavior as early as the 1970’s. In his groundbreaking 
research, he discusses how mobbing was the umbrella term that people were most familiar with 
at the time to describe behavior that in some ways mimicked bullying. However, in his research 
Olweus also highlighted why this umbrella term was somewhat inappropriate.  
For example, mobbing generally refers to group of people that, often unpredictably, come 
together at a single point in time in order to attack a weaker person or group for a specific 
purpose or reason. These attacks manifest themselves in many ways, such as through verbal 
threats, physical violence, etc. This sounds like bullying behavior, but unlike traditional bullying, 
mobbing behavior is not generally repeated. Also, the mob members usually do not know one 
another ahead of time and, once the event is over, permanently disperse. In his research, Olweus 
(1978) wanted to provide a distinction between bullying and mobbing by specifically studying 
instances of behavior in which participants already knew one another, and ganged up on another 
person or group more than once. He pointed out that it was difficult to find any previous research 
to reinforce his own because nothing about this had ever been done before. 
In order to research traditional bullying behavior more closely, Olweus (1978) studied 
schoolboys in Norway between the ages of 12 and 16 years. He purposely omitted girls, but did 
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admit that bullying was not necessarily gender-specific. He used the term “whipping boy” to 
refer to what researchers today might consider a bullying victim. He used the term “bully” to 
refer to a bullying perpetrator.  
Results from pre-K-12 teacher surveys (Olweus, 1978) provided evidence to support the 
idea that whipping boys and bullies rarely overlap their roles; that is, a bully is rarely also a 
bullying victim and vice versa. There was no evidence to show that bullies and whipping boys 
outgrew their behaviors, either, based on a three-year follow-up teacher survey (Olweus, 1978). 
What’s more, despite the attempts by pre-K-12 teachers and administrators to reduce the 
problems after the initial study, bullying behaviors remained consistent among this group of 
schoolboys.  
Olweus’s (1978) research also led him to other conclusions about the bully and the 
bullied. For example, his findings suggested that the aggression of bullies (i.e., bullying 
perpetrators) in his study remained consistent between the initial study and the three-year follow-
up. This consistent behavior suggests that bullying behavior may be correlated to personality 
traits (Olweus, 1978). Personality traits are characteristics about an individual that tend to remain 
stable over time (Carver & Scheier, 2012). Olweus (1978) also observed that whipping boys (i.e., 
bullying victims) might be targeted in part due to exhibiting psychological and/or physical 
characteristics that are different from or not preferred by the majority. Further, his research 
suggested that whipping boys seemed to experience higher anxiety than their peers, to exhibit 
more fearful tendencies, to assume poorer assertiveness skills, and to exude physical weaknesses 
and/or unappealing physical traits. 
Olweus’s original 1978 study provided a starting point for bullying research. However, 
over the years other researchers (e.g., Cook, Williams, Guerra, Kim, & Sadek, 2010) have 
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conducted studies of their own in order to investigate and define bullying behavior more 
concretely. According to the U.S. Department of Health and Human Services (2014b), bullying 
is now defined as follows:  
Bullying is unwanted, aggressive behavior among school aged children that involves a 
real or perceived power imbalance. The behavior is repeated, or has the potential to be 
repeated, over time. Bullying includes actions such as making threats, spreading rumors, 
attacking someone physically or verbally, and excluding someone from a group on 
purpose. (para. 1) 
In an extensive meta-analysis, Cook et al. (2010) reviewed the findings of 155 studies that were 
conducted following Olweus’s (1978) contribution. This meta-analysis presents some rather 
definitive aspects about traditional bullying, its perpetrators, and its victims. 
Although Cook et al. (2010) point out that “prevalence rates vary significantly as a 
function of how bullying is measured” (p. 65), they report that as many as 10-30% of all youth 
are involved in bullying. They also found that traditional bullying behavior tends to increase in 
adolescence (as compared to childhood). Finally, bullying behavior appears to be a worldwide 
phenomenon.  
In their meta-analysis, Cook et al. (2010) distinguished between three groups: bullies, 
victims, and bully victims. The first two designations are self-explanatory; however, the bully 
victim group refers to those who are “both a bully and a victim” (p. 65). The researchers noted 
that this group was necessary because their analysis revealed a significant number of youth who 
fit into this category. This is a designation which Olweus (1978) did not uncover during his 
original bullying research. 
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Cook et al.’s (2010) meta-analysis determined that perpetrators demonstrate social 
competence and are in some cases liked among their peers; however, despite this likelihood they 
tend to hold negative attitudes about themselves, about others, and even about their school 
environments. Also, compared to their peers perpetrators tend to be more academically 
challenged. Their home environment often includes conflict and poor parental monitoring. Later 
in life, the meta-analysis revealed that perpetrators are more likely than their peers to be 
convicted of a crime. They are also likely to suffer from psychiatric problems as adults. 
Cook et al. (2010) found that victims, on the other hand, tend to struggle more than 
perpetrators with regard to social competence. For the purposes of their study, social competence 
was defined as, “an overall evaluative judgment of an individual’s social skills that enable him or 
her to interact effectively with others and to avoid or inhibit social unacceptable behaviors” (p. 
67). Often getting rejected and feeling isolated from their peers, Cook et al. found that victims 
struggling with social competence tend to experience difficulty solving social problems and 
managing relationships with others. Like perpetrators, however, the meta-analysis uncovered that 
victims tend to hold negative attitudes about themselves and may experience a similar, negative 
home environment. Also, as victims grow up they often remain the target of bully behavior, such 
as at work. As a result, victims are also likely to suffer from psychiatric problems. 
Among the final group, Cook et al. (2010) found that bully victims also tend to have 
difficulty with social interaction. They are also likely to be rejected and isolated by their peers. 
Like perpetrators, however, bully victims also tend to exhibit poor academic ability. Later in life, 
the meta-analysis uncovered that bully victims are more likely than victims or perpetrators to 
carry a weapon and to act aggressively toward others.  
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Cook et al. (2010) were able to paint a more detailed picture of traditional bullying by 
compiling data from many studies that were conducted after Olweus’s (1978) groundbreaking 
contributions to the field. This meta-analysis (Cook et al., 2010) has provided a rich and detailed 
foundation for understanding the issue in more depth. The significance of Olweus’s (1978) 
original investigation, however, is where it all began. His contribution cannot be understated. 
Cyberbullying 
Approximately 30 years following Olweus’s (1978) groundbreaking study, Action for 
Children (formerly National Children’s Home) became the first organization to be credited with 
investigating cyberbullying. Cyberbullying can be defined as “bullying that takes place using 
electronic technology” (U.S. Department of Health and Human Services, 2014c, para. 1). It 
should be noted here that the dissertation author requested the original report from the 
organization; however, the report was never received nor was it retrievable from any library 
database or the Internet. Several sources, however, highlight some of the report’s findings (e.g., 
Carvel, 2002; Department of Administration, 2002; Minnesota Office of Administrative 
Hearings, 2002; Patchin & Hinduja, 2006).  
The 2002 report, which sampled over 800 British youth, "found that 16% received 
threatening text messages via their cellular phone, 7% had been bullied in online chat rooms, and 
4% had been harassed via email" (Patchin & Hinduja, 2006, p. 156). Put another way, 25% of 
the 800 children in this study were already experiencing incidences of cyberbullying as early as 
2002. This report provides strong evidence that traditional bullying behavior adapted to 
technology. Perhaps sociologist Gabriel Tarde (1903) had it right after all, then, with his law of 
insertion, as Patchin and Hinduja (2006) suggested. This law teaches us that as new 
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advancements are made, we adapt them to do the same things in new ways. In this way, the 
Internet revolution may have paved the way for traditional bullying to move online.  
Cyberbullying and traditional bullying appear to be somewhat similar in that they both 
succeed in hurting the victim, be it physically or emotionally (Dilmaç, 2009; Johnson, 2012). 
Slonje and Smith (2007), however, argue that cyberbullying has the potential to be more 
devastating due to the speed at which communications can go viral. Cyberbullying has become 
an issue that many researchers (e.g., Carey, 2013; Cross, Monks, Campbell, Spears, & Slee, 
2011; Hitchcock, 2007) believe needs attention. As a result, since 2002 many other researchers 
have investigated the phenomenon. As Olweus’s (1978) legacy did with traditional bullying, 
however, the Action for Children (formerly National Children’s Home) report provided the 
initial framework from which to grow cyberbullying research in the 21
st
 century. 
Factors Associated with Cyberbullying 
Though cyberbullying is a relatively new behavior, researchers are learning a lot about 
the phenomenon. Yet many questions remain because data on cyberbullying has been 
inconsistent (Kowalski, Limber, & Agatston, 2012), in part to the variability of methodology in 
studies that investigate the matter. Kowalski, Schroeder, Giumetti, & Lattaner (2014) conducted 
a meta-analysis on the topic of cyberbullying and noted that a high variability across studies with 
regard to operational definitions of topical terms lead to lack of generalizability. For example, 
they found that while some studies defined cyberbullying “as bullying that occurs via the Internet 
or mobile phones, others are more specific in terms of the taxonomy of technology, with clear 
implications for measurement” (p. 1074). Another issue has to do with the advancements of 
technology. Bauman (2013) points out that as technological “innovations continue to proliferate” 
(p. 249), “research [on cyberbullying] always lags behind the current digital landscape” (p. 249). 
27 
 
 
This position is also supported by the U.S. Department of Health and Human Services (2014c). 
As a result, sometimes the earlier research on cyberbullying does not apply to the current reality 
of cyberbullying behavior because the technological platforms presently available (i.e., the latest 
social media apps) have not yet been studied. 
What researchers have been able to piece together on the matter so far, however, is that 
cyberbullying appears to occur electronically through a variety of channels, including online chat 
rooms, email, social media sites, and text messaging (e.g., Bryce & Fraser, 2013; Carvel, 2002). 
Cyberbullying also occurs within different age groups (e.g., child versus adult) (e.g., Carvel, 
2002; Schenk, Fremouw, & Keelan, 2013), roles (e.g., student versus teacher) (e.g., Eden, 
Heiman, & Olenik-Shemesh, 2013), and genders (Ang & Goh, 2010). It even appears to be 
occurring within other developed countries across the world in addition to the United States of 
America (e.g., Akbulut & Eristi, 2011; Bryce & Fraser, 2013).  
In 2006, Patchin and Hinduja conducted an exploratory study that investigated “the 
nature and extent of cyberbullying" (p. 156). At that time the field was still relatively young, so 
the researchers were especially interested in learning as much as possible about cyberbullying 
from the lens of young people. A web survey was developed and shared online with youth 
between the ages of 11 and 17 years of age. The web survey asked participants to recall instances 
of cyberbullying (referred to in the study as electronic bullying) in different situations. Their 
results were enlightening. 
Of the 384 youth participants who completed the web survey, about 30% of self-
identified as bullying victims (Patchin & Hinduja, 2006). More than 20% reported to have been 
threatened by another online user. Also, "almost 60% of victims were affected by the online 
behaviors at school, at home, or with friends" (p. 162). Approximately three fourths of the 
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participants reported that bullying exists online, which may be evidence that traditional bullying 
has, in fact, evolved into the online medium. Of course, the survey responses were completely 
anonymous and consent was implied rather than confirmed; as a result, the researchers requested 
that readers consider the data with caution. 
As mentioned earlier, Olweus (1978) was the first research to suggest a potential 
correlation between bullying behavior and personality traits. Ang and Goh (2010) further 
investigated this correlation in cyberbullying. They studied the association of empathy and 
cyberbullying behavior among Singaporean secondary students. The researchers were interested 
in finding out if males and females who were considered to be empathetic were more or less 
likely to cyberbully others. These researchers defined empathy as consisting of both cognitive 
and affective aspects. Further, they frame it as a personality trait whereby an individual has the 
capacity to relate to others and to share and understand their feelings and emotions. In the real 
world (i.e., offline), research suggests (Ang & Goh, 2010) that some people are considered to be 
high in empathy (i.e., can relate to others on an emotional level easily) while others are 
considered to be low in empathy (i.e., have difficulty relating to or understanding the feelings of 
others). 
Approximately 400 students between 12 and 18 years of age completed two testing 
instruments as part of the study (Ang & Goh, 2010). The first testing instrument was the Basic 
Empathy Scale. This is "a 20-item measure associating cognitive and affective empathy using a 
5-point Likert format" (p. 390). The second testing instrument, the cyberbullying questionnaire, 
included nine items and was specifically developed by Ang and Goh (2010) for the purposes of 
their study.  Higher scores on the cyberbullying questionnaire indicated a higher likelihood 
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toward engaging in cyberbullying acts. Both tests were completed during school hours with 
parental consent.  
Results showed that males and females who exhibited both low affective and cognitive 
empathy, meaning that they had difficulty relating to or understanding the feelings of others, 
subsequently scored higher on the cyberbullying questionnaire (Ang & Goh, 2010). In addition, 
for females, "high or low levels of cognitive empathy resulted in similar levels of cyberbullying” 
(p. 396). The reasons for this were inconclusive; Ang and Goh (2010) suggested replication of 
their research before any generalizations should be made. They concluded their research with the 
suggestion that empathy training might be a way to decrease incidences of cyberbullying. 
Perhaps empathy training would be beneficial for adults as well, since it is suggested that 
cyberbullying may not cease with age (Akbulut & Eristi, 2011; Butler, Kift, & Campbell, 2009). 
“As technology continues to permeate all society and as the digital natives pass from 
adolescence to adulthood, there is reason to expect that cyberbullying may become more 
common in older age groups" (Butler et al., 2009, p. 84) as opposed to exclusively occurring 
among pre-K-12 students. Akbulut and Eristi (2011) found this to be true. They surveyed 
Turkish undergraduate students in order to investigate the relationship between aggressors of 
cyberbullying, referred to in this study as cyberbullies, and victims of cyberbullying, referred to 
as cyber victims. A cyberbullying victimization scale, developed specifically for this study by 
the first author, was used. Participants included college students of junior status, with ages 
ranging between 18 and 23 years. A total of 254 surveys were analyzed.  
In contrast to Olweus’s (1978) findings regarding a lack of relationship between being 
bullied and also becoming a bully, the results from Akbulut and Eristi’s (2011) research suggest 
otherwise for cyberbullying. Specifically, a positive correlation was found between being a cyber 
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victim first and a cyberbully later. Akbulut and Eristi found that "one fourth of bullying was 
explained merely by victimisation" (p. 1165). Put another way, it was suggested that, "one fourth 
of every victim group can become a bully in the future!" (p. 1165). Among this participant pool, 
this correlation was stronger for males than for females. The finding was not correlated with 
other variables, however, such as socioeconomic status, age, etc. Other researchers (e.g., 
NoBullying, 2014; Sanders, Smith, & Cillessen, 2011) have found this to be true as well, which 
is that in some cases, victimhood precedes perpetration.   
Doane, Kelley, Chiang, & Padilla (2013) also found a positive correlation between being 
both a victim and perpetrator of cyberbullying. They sampled an undergraduate student 
population (N = 538) using a multifactor survey that they developed, called the Cyberbullying 
Experiences survey. This survey was found to have "adequate internal consistency and 
convergent validity with other measures of cyberbullying and Internet harassment" (p. 207).  It 
was intended to "assess frequency of cyberbullying victimization and perpetration via multiple 
forms of electronic communication (e.g., Internet, text messaging) in an undergraduate 
population" (p. 209). Four key factors associated with cyberbullying were highlighted in the 
survey (see p. 219):  
1. Public Humiliation (i.e., "Has someone distributed information electronically while 
pretending to be you?") 
2. Malice (i.e., "Has someone called you names electronically?") 
3. Unwanted Contact (i.e., "Have you received an unwanted sexual message from someone 
electronically?")  
4. Deception (i.e., "Has someone pretended to be someone else when talking to you 
electronically?")  
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According to the authors, these four factors represent the four most common themes based on 
specific incidents as reported by victims of cyberbullying. 
The participants in Doane et al.’s (2013) study reported a high percentage of being a 
victim of cyberbullying (96.1%). Participants also reported perpetrating others (84.2%) at a very 
high rate. As far as gender differences, males tended to report higher levels of both victimization 
and perpetration than females with regard to public humiliation, malice, and deception; however, 
males and females reported equally on unwanted contact. Another interesting finding was that 
older participants reported fewer incidences than younger participants in all factors except 
unwanted contact, suggesting that cyberbullying decreases with age (but not with regard to 
unwanted contact) (2013). This suggestion, however, seems to contradict the Pew Research 
Center report discussed earlier, which indicated that almost three out of every four adults are 
harassed online (Duggan, 2014).  In another study, Finn (2004) looked at the experiences 
individuals have had with online harassment. 
At the University of New Hampshire in 2004, undergraduate and graduate students (N = 
339) were surveyed in order to learn more about their experiences with online harassment, 
including "the use of e-mail and I-M to insult, harass, threaten, or send inappropriate material 
such as pornography" (Finn, 2004, p. 472). Frequency, that is, repeated incidences, was the 
focus. Participants were asked if they reported incidences, to whom, and if not, why. The 
researcher also investigated the participant’s knowledge regarding the university’s policies for 
online harassment and whether or not the participant understood how his or her personal 
information was used and shared with other constituents.  
According to results, between 10% and 15% of participants reported to have had 
encounters with online harassment (Finn, 2004). The source of online harassment reportedly 
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came from people they knew as well as from strangers, although strangers were the most 
common source. About 14% stated that harassment continued even after he or she asked the 
perpetrator to stop. Almost 60% noted that the online harassment came to them in the form of 
unwanted pornography. It also appeared that for this group, online harassment was more 
prevalent among minority participants. In Finn’s study, there was no relationship between online 
harassment and gender.  
Finn’s (2004) study supports that online harassment was occurring for these study 
participants; however, of the 10% to 15% of participants who had been harassed online in some 
form, only 7% of them reported it. This lack of reporting may lead to misconceptions about the 
actual prevalence of the issue. Reasons for not reporting incidences included: the situation was 
not considered serious enough, it was handled independently, the participant ignored the issue, or 
the participant did not know how to go about reporting it.  
The final aspect of Finn’s (2004) study explored what participants knew regarding their 
own personal information that was publicly available online. Finn (2004) reports that while 
almost all participants knew their personal information was available online, almost half did not 
know that they could request it be removed. Perpetrators are known to take this “personal 
information and then use the information to harass, threaten, and intimidate” (p. 469) their 
victims. In order to reduce situations involving online harassment, it may be beneficial for 
institutions to better educate students about how to manage their online identities.  While Finn’s 
study is older than others cited, it points out how cyberbullying has existed within institutions of 
higher learning since 2004. More about how the findings from this and other studies can serve to 
influence guideline and policy development within a university setting will be discussed later. 
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Other Perspectives about Cyberbullying 
A thorough analysis of other perspectives about cyberbullying behavior is beyond the 
scope of this dissertation; however, a range of different perspectives does exist. Reframing the 
phenomenon of cyberbullying behavior in different ways provides an opportunity to reevaluate 
what might be influencing the likelihood that someone engages in or becomes a victim of 
cyberbullying.  
For example, perhaps the issue of cyberbullying is an exaggerated social issue within 
affected developed countries (e.g., Akbulut & Eristi, 2011; Bryce & Fraser, 2013). Within the 
pre-K-12 environment, Boyd (2014) suggests that exaggerating the preponderance of 
cyberbullying may indirectly encourage a victim mentality among our youth, allowing them to 
imagine bullies when there in fact are none. As much as some may want to protect the upcoming 
generation from social evils, Kets de Vries (2014) discusses how over exaggerating such 
problems could result in perpetuating a victim mindset which indirectly discourages people from 
recognizing and managing conflict in a healthy, independent way. 
Moreover, Gumbrecht (2013) points out that what one considers harmful behavior such 
as bullying or cyberbullying could actually be a necessary evil associated with adolescent 
interpersonal growth and that educators or caretakers might inadvertently be blocking that 
developmental process through well-intended interventions. As Gumbrecht writes,  
“Bullying,” some researchers say, has been misused and abused in the last few years—
too casually uttered about every hurt, slight and fight, too frequently used in place of 
“teasing” or “fighting,” too often brought up before there’s proof it happened. (para. 3)  
In other words, the road to maturity may include these painful, but necessary social experiences. 
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On the other hand, Henkin (2012) points out that the situation is not exaggerated and that 
social interaction between students would benefit from guidance, at least within the educational 
environment. She writes that,  
because adolescents are discovering themselves, they are especially vulnerable to the peer 
pressure that often takes the form of bullying. The pressures of fitting in and finding a 
place in the world can often go awry when one is perceived as being different. (p. 110) 
For educators, Henkin (2012) suggests that stepping in and guiding appropriate student behaviors 
may help to curb more serious infarctions later on. 
Finally, it is important to also consider how individual predispositions might be 
correlated with cyberbullying behavior. For example, while “many cyberbully victims suffer 
from depression, anxiety, self-esteem or absences from school” (Held, 2011, para. 9), these and 
other serious issues may have existed before the cyberbullying incident ever occurred (Dilmaç, 
2009). Research conducted by Modecki, Baber, & Vernon (2013) supports this position. They 
found that predispositions such as depression, low self-esteem, and delinquency among 
Australian youth contributed to future cyberbullying (both perpetrator and victim) behavior. 
With regard to a 12-year-old American student’s publicized suicide in 2013 following 
cyberbullying, Alvarez (2013) points out, “It is impossible to be certain what role the online 
abuse may have played in her death” (para. 14). Based on research (e.g., Held, 2011; Modecki et 
al., 2013), an alternative explanation to suicide in this situation might be that the victim was 
prone to depression already and the act of being cyberbullied was just one of many variables that 
influenced her decision to complete the act. While research may never uncover all of the specific 
contributions to cyberbullying behavior, individual predispositions should be considered as 
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possible risk factors (Bauman, 2013). In the next section, current approaches used to reduce or 
eliminate cyberbullying will be discussed.  
Reducing or Eliminating Cyberbullying 
Research suggests that cyberbullying is a problem within the educational system 
(NOBullying, 2014). Yet, it appears to be the case that policies are not being developed fast 
enough to stay ahead of the problem (Junco, 2011). This section will discuss two different 
approaches to reduce or eliminate cyberbullying. The first approach is to develop state and/or 
federal laws that directly address the issue. In fact, law development is a growing trend (e.g., 
Butler et al., 2009) and this will be discussed shortly. The second approach to reduce or 
eliminate cyberbullying is to develop guidelines or best practices for others to follow. Guidelines 
or best practices can be directed toward schools, parents, communities, etc. Either approach to 
reduce or eliminate cyberbullying is tricky, however, because of one murky point of contention- 
the First Amendment of The United States of America (U.S. Const. amend. I). This amendment 
was challenged during a groundbreaking Supreme Court case in 1969, referred to as Tinker v. 
Des Moines ("TINKER v. DES MOINES INDEPENDENT COMMUNITY SCHOOL 
DISTRICT,” n.d.). 
Tinker v. Des Moines 
As it does for any other American citizen, the First Amendment of The United States of 
America (U.S. Const. amend. I) also protects the free speech of students. As Taylor (2013) 
explains, schools cannot simply stop students from advertising an opinion that has the threat to 
cause disruption in learning; an actual disruption needs to be documented. The Supreme Court, 
however, does restrict free speech in some cases (Taylor, 2013). Schools may limit a student's 
freedom of speech if it can be demonstrated that it interferes with the process of learning or the 
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learning environment (Johnson, 1997). For example, while students are permitted to express their 
opinions at school, they “are not allowed to disrupt the peace and order of a classroom in doing 
so" (Netzley, 2000, p. 17). One of the most arguably influential examples of this interference 
occurred during the 1960’s in the Midwest. 
A group of students from a high school in Des Moines, Iowa, during the 1960's decided 
to protest the Vietnam War on campus ("TINKER v. DES MOINES INDEPENDENT 
COMMUNITY SCHOOL DISTRICT,” n.d.). This protest included fasting during the Christmas 
and New Year's Day holidays as well as wearing black armbands to school for a period of time 
during the holiday season. Once the school learned about their plans, however, school leaders 
told students not to wear the black armbands to school and subsequently suspended those who 
violated their directive. Parents of the suspended children sued the school, claiming that the 
suspension violated the students’ First Amendment rights. The Supreme Court eventually heard 
the case and ruled the suspension unconstitutional. They determined that wearing the black 
armbands did not interfere or disrupt education and that the students’ actions, while symbolic, 
were protected.  
In order to justify the suppression of speech, the school officials must be able to prove 
that the conduct in question would “materially and substantially interfere” with the 
operation of the school. In this case, the school district’s actions evidently stemmed from 
a fear of possible disruption rather than any actual interference. (para. 4)  
This ruling by The Supreme Court has impacted schools at all levels ever since. 
The question left unanswered in the aftermath of this ruling is how it applies to 
cyberbullying. For example, is it or is it not possible to sanction a student for cyberbullying 
behavior that occurs off campus if it also causes a problem at school? "With the Internet, entire 
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student bodies, if not the world, can receive slanderous gossip or obscene speech without anyone 
setting foot on campus" (Dunn & Derthick, 2013, p. 7). It is unclear whether educators are 
allowed or even expected to reach that far into cyberspace in order to protect a student (Meloy, 
2011). 
It is notable that the Supreme Court reinforced the application of free speech to 
symbolism; that is, "nonverbal actions that are intended to convey a particular message" (Taylor, 
2013, p. 10) are also protected under the First Amendment. Does “symbolism,” however, include 
pornographic images or videos in the absence of text or audio? At present, this distinction is 
unclear; however, as Dunn and Derthick (2013) state, the pressure is on to know how to proceed 
on these matters one way or the other: 
While the Supreme Court has expressed a desire to avoid being a national school board, 
the legacy of its own jurisprudence will make it hard to avoid forever deciding the scope 
of school officials' authority and students' rights in this new and growing family of cases. 
(p. 7) 
In the meantime, law development with regard to cyberbullying is a growing trend (e.g., 
Butler et al., 2009). In the next section, the law as it currently applies to cyberbullying behavior 
will be discussed. 
Cyberbullying and the Law 
Should cyberbullying behavior be sanctioned? Some feel that it should be (e.g., O’Mara, 
2014). In 2010, a handful of minor students were charged with child pornography for sexting; 
that is, sending nude photos of themselves to their friends via text message (Miller & 
Hirschkorn, 2010). In other cases, minor students posed as other students online to bully others 
(Davis, 2012). These students were later charged with identity theft. Butler et al. (2009) discuss 
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how in Australia, victims of cyberbullying are increasingly "turning to the law, both civil and 
criminal, as a means of addressing the power imbalance between them and their bullies, or at 
least of obtaining some form of vindication" (p. 85). These authors note that despite the fact that 
children of this age are arguably not yet fully mature enough to be held accountable for their own 
behavior, the Australian government can technically hold children as young as 10 years old 
liable for cyberbullying. 
Criminal laws are being applied to minors in the United States as well. For example, in 
some states children are getting caught up in legal battles resulting from their online behaviors 
because many of the existing laws were developed before cyberbullying (Junco, 2014). “Because 
laws have not yet caught up with the realities of technology use, in some states, a minor could 
potentially be charged under child pornography laws for sexting" (p. 2). In other words, the 
punishment might not always fit the crime. 
In order to address issues related to cyberbullying among students in a consistent and fair 
manner, mandates to reduce or eliminate bullying and cyberbullying are being developed for pre-
K-12 school districts within most states. Patchin and Hinduja (2014), considered by some to be 
leaders in the field of cyberbullying research, maintain a website outlining current bullying and 
cyberbullying laws pertaining to adolescents for each of the 50 states. As of 2014, not all states 
have laws that cover bullying and/or cyberbullying; moreover, the laws are not consistent from 
state to state.  
As of April 2014, Patchin and Hinduja’s (2014) website was reporting that all states 
except for Montana have a bullying law and also require each school to enact a bullying policy. 
Only 20 states' bullying laws, however, include the word “cyberbullying;” forty-eight states' 
bullying laws include the words “electronic harassment.” Fourteen states include criminal 
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sanctions for disobedience, while forty-four states include school sanctions. Thirteen states’ 
bullying laws include off campus behaviors. The federal government does not currently have a 
bullying law.  
In addition to murky criminal laws and inconsistent school mandates, several online 
organizational watchdogs also exist to help curb cyberbullying. In 2004, that list included three 
major organizations: Working to Halt Online Abuse (WHO@) (2014), CyberAngels (2014), and 
iThreat Cyber Group, Inc. (ICG) (Goldsborough, 2004). WHO@ (2014), founded in 1997, 
focused on adult incidences of cyberbullying. CyberAngels (2014) dealt with youth incidences of 
cyberbullying. The iThreat Cyber Group (ICG), Inc. (2014) handled corporate and business 
cases. As of 2004, as many as 30,000 complaints were being received and handled annually. As 
of 2014, all three organizations continue to maintain an online presence to help others navigate 
cyberbullying and the law. 
Alternatives to Legal Action: Pre-K-12 Alternatives 
 In lieu of pursuing legal action, there are alternative approaches that some educators within the 
pre-K12 and/or higher education school systems have considered using in order to help reduce or 
eliminate cyberbullying. To follow is a discussion of some of these alternative approaches.  
In response to the pre-K-12 controversy surrounding the legal conviction of minors for 
online offenses, Davis (2012) describes how some states are "dealing with such cases in a way 
that voids criminal penalties for funneling young offenders to alternative of 'diversion' programs, 
away from the court system" (p. 13). These diversion programs may include reformative acts 
such as requiring the perpetrator to perform community service, having him or her develop anti-
bullying lessons or videos to share with others, or to publicly as well as personally apologize to 
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the victim and the community for his or her behavior. These reformative acts, according to Davis 
(2012), have the potential to lead to positive outcomes that reduce the likelihood of re-offense. 
Carey (2013) also points out three ways to reduce cyberbullying among pre-K-12 
students. First, there is the idea of modeling an intended behavior. Carey suggests that some 
adults, both parents and teachers, will often not “walk the walk,” yet they will “talk the talk.” In 
this way, they are contradicting themselves. For example, Carey explains that the inappropriate 
modeling of an intended behavior is when a parent might tell a child not to post embarrassing 
photos online to a social media page, yet the adult will do it. If an educator is to model what 
Carey decries as intended behavior for their students, the educator should practice what he or she 
preaches. For example, a teacher could model intended behaviors by having and sharing with 
students a personal twitter account, social media page, or blog in which they consistently post 
appropriate messages and images. In this way, students will be able to see through modeling the 
positive ways that the teacher is using social media in order to engage with others online.  
Second, Carey (2013) suggests that during the school year there is ample opportunity for 
educators to teach students appropriate ways to engage with others online. Rather than avoiding 
social media because it can cause a distraction, teachers may want to consider using it as a tool to 
train students about online etiquette. Explicit teaching opportunities, Carey suggests, include 
talking with one’s students about what to post online and how to interact with friends in a virtual 
world.   
Third, Carey (2013) discusses how there is the possibility for teachers to help students to 
practice online skills by incorporating monitored online activities into the course curriculum. In 
this case, students are provided with actual opportunities to interact in a monitored online 
environment as part of a class lesson. Examples of monitored online activities could include 
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writing a student blog, participating in web boards with peers, etc. Incorporating monitored 
online activities allows educators to catch and correct communication problems early, and 
students have an opportunity to learn from mistakes. For educators uncomfortable with 
technology, Carey (2013) provides tips for mimicking the online experience using face-to-face 
activities in the classroom. Carey’s suggested efforts to reduce cyberbullying are supported by 
the theory of emotional intelligence (Goleman, 1995; Salovey & Mayer, 1990). 
Emotional intelligence is a theory developed by Salovey and Mayer (1990) and made 
popular by writer Daniel Goleman (1995). Emotional intelligence is defined as,  
the capacity to reason about emotions, and of emotions to enhance thinking. It includes 
the abilities to accurately perceive emotions, to access and generate emotions so as to 
assist thought, to understand emotions and emotional knowledge, and to reflectively 
regulate emotions so as to promote emotional and intellectual growth. (Mayer, Salovey, 
& Caruso, 2004, p. 197)  
During childhood development, Goleman points out that an individual’s impulse control, 
as well as emotional and social skills, is not fully developed until adulthood (Goleman, 2011). As 
a result, Goleman (2011) suggests that cyberbullying may be a side effect of the lack of maturity 
that individuals have during adolescence with regard to their emotional intelligence. However, 
“The fact that a youngster’s impulse-control circuitry has not ripened does not give a ‘pass’ for 
bullying or any other misbehavior” (Goleman, 2011, para. 9). Therefore, educators are in a 
powerful position to help model and reinforce appropriate behavior during this developmental 
process of emotional intelligence (Kahn, 2013).  
School psychologists are among those professionals within the pre-K-12 school system 
who are in the position to model emotional intelligence for students and to affect change with 
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regard to cyberbullying (Diamanduros, Downs, & Jenkins, 2008). Having a close connection to 
students, school psychologists have the opportunity to reduce incidences and to increase proper 
behavior of online social media communication. Diamanduros et al. (2008) suggest several 
strategies for which school psychologists should take note.  
For example, because school psychologists are in the unique leadership position among 
students to implement initiatives within a school, they can use this opportunity to raise awareness 
of cyberbullying (Diamanduros et al., 2008). If there are issues with cyberbullying behavior at a 
particular school, for example, school psychologists can use specific incidents to highlight proper 
online behavior and to develop targeted programs for classes and student groups that turn the 
incident into a teachable moment. If there are not any issues, Diamanduros et al. (2008) suggest 
that programs can still be developed by school psychologists in order to promote the good 
behavior and communication that already exists among students in order to reduce the chance for 
cyberbullying incidences down the line.  
Finally, Bauman (2011) suggests several options for school counselors within the pre-K-
12 school system to handle incidences of cyberbullying. In her book, Bauman (2011) suggests 
four methods for handling cases of cyberbullying: punishment, brief solution-focused individual 
counseling with the perpetrators or victims, support groups for victims, and restorative justice.  
First, cyberbullying offenders can be punished (Bauman, 2011). Punishment is rather 
self-explanatory. It "teaches the offender what not to do" (p. 109). Bauman (2011) notes that 
punishment is criticized for backfiring because the offender might simply learn how to be more 
careful in the future. Despite this issue, Bauman (2011) suggests that imposing a sanction may 
make some victims feel better.  
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The second method Bauman (2011) outlines is brief solution-focused counseling (BSFC). 
BSFC has the potential to benefit both offenders as well as victims. "The basic premises are to 
focus on exceptions to the problem, build on client strengths, and envision life without the 
problem” (p. 112). This method would only be recommended for cyberbullying incidences that 
are considered to be the least severe. 
The third method for handling incidences of cyberbullying involves the organization of a 
support group specifically for cyberbullying victims (Bauman, 2011). In this situation, Bauman 
(2011) discusses how victims can find support from others who have had similar experiences. A 
support group like this would allow members to process feelings out loud in a safe environment. 
Bauman (2011) suggests that it may also build trusting relationships, which could serve later as a 
support network if future incidences of cyberbullying occur.  
Finally, Bauman (2011) discusses how restorative justice could be implemented once 
cyberbullying has occurred. Restorative justice involves a type of retraining, or reframing, of the 
incident on the part of the offender.  
In a restorative justice conference, the offender has an opportunity to gain insight about 
the effects on others, including the victim. It also provides a learning opportunity for the 
offender, who can take responsibility for the consequences of his or her actions and work 
to change the behavior in the future. (p. 120) 
Lessons on handling cyberbullying cases within the pre-K-12 system can be taken from other 
countries as well.  
In Australia, for example, researchers argued that cyberbullying may originate off 
campus, but its effects of it often spill over onto campus (Cross et al., 2011). As a result of the 
spill over, it follows that educators who are with pre-K-12 students during school hours must 
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deal with its effects. Six specific strategies to address cyberbullying among youth during school 
hours were suggested by Cross et al. (2011). 
First, the researchers discuss the importance for teachers to educate themselves about 
what cyberbullying is and how to recognize it (Cross et al., 2011).  Without knowing what to 
look for, the likelihood that it will be identified and dealt with in a proactive manner decreases. 
Second, school leaders should act as proactively as possible by developing a plan of response 
ahead of an incident, be that an official school policy, a best practices directive, or something 
else. Also, once this plan of action has been developed, Cross et al. (2011) feel it is imperative 
that the plan be communicated it to all school constituents.  
Third, Cross et al. (2011) suggest that school leaders should develop a supportive, 
encouraging, and safe environment at school. Within this type of environment, they suggest that 
proactive interactions would be actively praised and cyberbullying incident reports would be 
taken seriously and dealt with immediately.  
The fourth suggestion that Cross et al. (2011) make is for teachers to observe interactions 
between students on campus and openly encourage positive communication and physical 
interaction. In addition, teachers should be prepared and confident to intervene as necessary. If 
teachers feel unprepared, the researchers suggest that the school should provide necessary 
training. 
Fifth, since cyberbullying often occurs off campus, Cross et al. (2011) suggest that 
schools should take advantage of those constituents outside of the school setting who may be 
able to provide a positive influence for students. This can be achieved, they suggest, by engaging 
the community and student families in a variety of ways throughout the year. These efforts may 
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serve to maximize support for reducing unwanted online behaviors that have the potential to 
occur outside of class.  
Finally, Cross et al. (2011) believe that it is imperative for school leadership to be on 
board with the initiatives developed by the schools. In order to reduce or eliminate cyberbullying 
behaviors among students, the researchers feel that sharing a common goal among all levels of 
leadership within a school will improve its success. 
Alternatives to Legal Action: Higher Education Alternatives 
Currently, institutions of higher learning are not yet mandated through state or federal 
laws to respond to cyberbullying behavior. In fact, it is rather “unclear what the liabilities are for 
colleges” (Gilroy, 2013, p. 50) with regard to online transgressions. Despite the murkiness of 
liability, however, institutions are embracing technology anyway. For example, college students 
are using the Internet now more than ever before (Sheehy, 2013). Moreover, many college 
students are socializing with others through social websites such as Facebook (Meloy, 2011). As 
of 2011, 
93 percent of adult Internet users in the United States are on Facebook, one of every eight 
minutes of time spent online is now spent on Facebook, and the average Facebook user 
now logs between 11 and 17 hours per month. (p. 16) 
Given that technology within higher education exists, educators have an opportunity to safeguard 
students and the institution against online transgressions. 
In lieu of state or federal mandates, educators within higher education can begin to 
protect students involved with cyberbullying behavior by developing guidelines or best practices, 
just as many pre-K-12 schools already do. Some researchers in the field (e.g., Finn, 2004; 
Johnson, 2012; Junco, 2011) are already being proactive in this regard by bringing attention to 
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the issue and suggesting that institutions should be proactive about cyberbullying behavior in 
order to effectively dealing with incidents that arise.  
For example, Finn (2004) reinforces the pre-K-12 notion that it is important for all higher 
education institutions to have guidelines in place to help educate students about cyberbullying 
and to deter future incidences of the behavior, even if there does not appear to be a problem. The 
low reporting rate of cyberbullying incidents found in Finn’s (2004) study (7%) versus actual 
incidents (between 10% and 15%) suggests that not all incidents are being reported. If an 
incident is not reported, Finn (2004) suggests that leadership may not realize that something 
awry is occurring online among their student population, and that just because reporting on the 
issue may seem low does not mean that guidelines are not needed. 
Junco (2011) also refers to the need for higher education educators to develop social 
media best practices in order to prepare, in advance, for potential problems with student online 
behaviors. "Such policies would give the campus community guidance in behaviors that are 
expected online in the same way that campuses have honor codes to delineate expectations about 
academic honesty” (p. 60). As Junco (2011) explains, the process for this type of policy 
development is just as important as the content that is created. For example, it is important that a 
committee be formed and that is transparent to its constituents (p. 61). The content should also 
include positively worded jargon in order to remind students that their well-being is of the 
utmost interest (p. 61). This is to say that the wording of policies should be positive and not 
negative, wherein students may feel threatened or "already in trouble" just by reading it. 
Finally Johnson (2012) makes the suggestion that leaders within higher education should 
come up with clear definitions for and policies to address cyberbullying. This is especially 
important since “college students regularly use technology, it is likely cyberbullying will 
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continue to increase” (pp. 2-3). In addition, Johnson (2012) discusses the importance of 
promoting intervention programs throughout the academic year to educate students about 
appropriate online communication. Intervention programs may help to reinforce appropriate 
online behavior and increase user accountability, thus reducing the occurrence of cyberbullying 
behavior (Johnson, 2012). 
Despite well-intentioned efforts by some (e.g., Finn, 2004; Johnson, 2012; Junco, 2011) 
to provide ways to reduce or eliminate cyberbullying through the development of guidelines or 
best practices, Dean and Levine (2013) suggest that higher education still lags behind the curve 
in terms of meeting the needs of their tech-savvy student population. Specifically, they posit that 
“there is a growing and fundamental mismatch between digital natives and the analog colleges 
and universities they attend” (para. 2). One reason for this might be due to the mindset of some 
educators. 
For example, some educators within today’s higher education institutions continue to 
operate according to their own college experiences and are sometimes hesitant to implement new 
technologies due their unfamiliarity with these platforms (Dean & Levine, 2013). At the same 
time, however, many of today’s postsecondary students “have always known the presence of 
what adults consider 'new' information-- digital communication, computing, and entertainment 
technologies" (Dean & Levine, 2013, para. 1). When students are increasingly engaging with 
technology, institutions have a responsibility to respond.  
While one might acknowledge that "there is no easy way to find the sources of 
cyberbullying, [to] stop others from sharing the information, or to eradicate the information 
permanently" (Johnson, 2012, p. 1), educators can still act proactively. For example, any 
measure that brings attention to the issue of cyberbullying could help to curb recurrence of 
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cyberbullying behavior among students in college (Junco, 2011). In the next section, perceptions 
that educators have with regard to cyberbullying are discussed. 
Pre-K-12 Constituent Perceptions of Cyberbullying 
Perceptions of constituents who might be tasked with handling cyberbullying behavior 
with or on behalf of students also have the potential to contribute to solutions for reducing or 
eliminating cyberbullying behavior (Stauffer, Heath, Coyne, & Ferrin, 2012). Yet, "only a few 
empirical studies have focused on policy, parent, or school personnel" (Slovak & Singer, 2011, 
p. 5). To follow are several relevant studies pertaining to perceptions of constituents within the 
pre-K-12 population which may model for higher education how to approach the issue. It will be 
followed up with a discussion about what little is known about perceptions of constituents within 
higher education and to where future research efforts should be directed. 
As Stauffer et al. (2012) point out, “it is essential to evaluate attitudes and perceptions of 
those most likely to be involved in the day-to-day problems associated with cyberbullying" (p. 
355). Who better to evaluate than pre-K-12 teachers? After all, they are key players in the 
cyberbullying phenomenon. Their perceptions of cyberbullying behavior contribute significantly 
to the advancement of knowledge and research on the topic. 
This research team (Stauffer et al., 2012) created an online survey in order to investigate 
such perceptions. They requested feedback from 66 urban secondary teachers on three topics: 
"general attitudes regarding the impact of cyberbullying on students" (p. 359), the "likelihood of 
teachers intervening with specific strategies to address cyberbullying" (p. 360), and "the 
effectiveness of specific prevention strategies in decreasing cyberbullying" (p. 362).  
Pre-K-12 teachers responding to Stauffer et al.’s (2012) online survey perceived 
cyberbullying to be a problem in their schools and indicated that they were likely to report 
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cyberbullying incidents to school administration, but only if it occurred on campus. The lack of 
reporting incidents that occur off campus may allow cyberbullying behavior to continue under 
the radar. Underreporting may be a result of a lack of enforcement or support within one’s 
school, however. As Henkin (2012) points out, "Teachers have valid reasons for not getting 
involved. Although many school districts have non-discriminatory language and anti-bullying 
measures in place, enforcement is uneven" (p. 110). Perhaps some teachers feel that their school 
is unprepared to respond in a consistent manner to such issues. 
Indeed, many pre-K-12 teachers appeared to lack confidence in their school to follow-
through on matters related to bullying and cyberbullying (Stauffer et al., 2012). Reportedly, 
“nearly 60% of [pre-K-12] teachers were either unsure about or against implementing a formal 
bullying prevention program in their school" (p. 364). Reasons for this included feeling unclear 
about what actions should or would occur once an incident of cyberbullying was reported to 
school administration. The teachers in this study did, however, agree that parental input and 
support were effective strategies for dealing with the issue.  
An Australian research team (Barnes, Cross, Lester, Hearn, Epstein, & Monks, 2012) also 
conducted a self-report survey study, in this case measuring attitudes among 453 teachers and 
senior administration staff within primary and secondary schools about cyberbullying. "Many 
respondents indicated they lacked skills to deal with cyberbullying, with 19.2% reporting they 
felt not at all skilled, 31.6% reporting they felt poorly skilled, 41% moderately skilled, and 8.2% 
very skilled to deal with cyberbullying” (p. 218). There were also significant differences 
according to gender, whereby females tended to report feeling unskilled more frequently than 
males.  This trend continued between primary and secondary levels. In fact, primary 
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(elementary) level respondents felt more unskilled to deal with cyberbullying than did 
respondents who worked at the secondary level. 
In England during 2007, The Teacher Support Network (TSN) and the Association of 
Teachers and Lecturers (ATL) completed a poll about cyberbullying (Smith, 2007). Poll results 
reported that 17% of British pre-K-12 teachers indicated that they had been victims of 
cyberbullying. Cyberbullying incidents “ranged from ‘upsetting emails’ and unwelcome text 
messages, to silent phone calls and the malicious use of websites and Internet chat rooms" (para. 
3). Unfortunately, this poll also uncovered some unsettling news about British teachers’ 
perceptions of the issue. Just over half of the pre-K-12 teachers (53%) did not know if their 
school even had a policy addressing the problem. Also, approximately 39% reported that their 
schools did not have a policy at all. “Of those schools which did have a code of conduct to 
address the issue, 19% said it was not properly enforced and 72% did not know if it was" (para. 
8). The perceptions of pre-K-12 school social workers regarding cyberbullying are comparable 
(Slovak & Singer, 2011). 
Slovak and Singer (2011) shifted the focus from pre-K-12 teachers to school social 
workers’ perceptions of cyberbullying. In particular, they "wanted to find out if [pre-K-12] 
school social workers across school levels perceived differences in cyberbullying seriousness 
and pervasiveness as well as their responses to the issue" (p. 7). The authors point out how pre-
K-12 school social workers are tasked to uphold rules and regulations within a school; therefore, 
their perceptions regarding cyberbullying are essential. 
Pre-K-12 school social workers (N = 339) from nine states within the United States 
participated in Slovak and Singer’s (2011) study. Almost all respondents agreed that 
cyberbullying is dangerous and has a potentially devastating effect on the student populations 
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they serve. Unfortunately, however, just over half felt confident actually handling situations 
involving cyberbullying. There were also reports that pre-K-12 school “policies on cyberbullying 
were not helpful” (p. 10). In fact, only 20% of participants felt that their school's policy was 
effective. 
Student perceptions of cyberbullying are important as well because shared experiences 
from a perpetrator and/or victim standpoint can help to guide decision-making on the matter 
(Paul, Smith, & Blumberg, 2012). Using a sample of students from a secondary school in 
England, Paul et al. (2012) conducted an exploratory study intended to measure the perceived 
effectiveness of coping strategies and school interventions toward both traditional bullying and 
cyberbullying victims. Participants (N = 407) completed one of two worksheets for the study. 
One worksheet focused on coping strategies while the other focused on school interventions. The 
worksheets were completed during an anti-bullying seminar at school.  
Out of 20 possible strategies and interventions for each worksheet, results indicated that 
students perceived seeking help and advice to be the most effective coping strategy for victims of 
both bullying and cyberbullying, and that sanctioning and discipline were the most effective 
school strategies to use (Paul et al., 2012). Despite the similar primary rankings, however, there 
were some marked differences further down each of the ranked lists. For example, students 
disagreed about which school interventions were the most effective for the different types of 
bullying. Paul et al. point out that simply applying the same school interventions to 
cyberbullying that schools already do to traditional bullying, for example, may not be the best 
approach. Instead, they suggest that alternative approaches to handling cyberbullying be 
considered. 
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Higher Education Constituent Perceptions of Cyberbullying 
As Bauman (2011) points out, “there is no age group that is immune from the problem of 
cyberbullying" (p. 71); therefore, it is reasonable to assume that cyberbullying exists within 
higher education. As described in Chapter One, however, cyberbullying within higher education 
is largely underrepresented in the research compared to traditional bullying. The same can be 
said for research regarding the perceptions that faculty or academic administrators have about 
cyberbullying within higher education.  
The dissertation researcher conducted an online search during the fall of 2014 for terms 
associated with cyberbullying and higher education within two major education databases and 
one psychological database. Of the scant sources that were returned as a result of the various 
search combinations, zero were completely relevant and only five (i.e., Parr, 2013; Piotrowski & 
Lathrop, 2012; Sturgis, 2014; Summerville & Fischetti, 2005; Vance, 2010) were found to be 
somewhat relevant (see Figure 3).   
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Figure 3. Matrix for cyberbullying and higher education-related search term combinations used 
within two major educational databases and one psychological database.  
Of the additional matrix search terms that were planned in order to help further narrow 
the results, none were ever used in the search. These additional search terms were not used 
because the initial results for the cyberbullying and higher education-related search effort were 
already so limited that the dissertation researcher was able to review all results individually. It 
should also be noted that a similar search process using the online search engine Google Scholar 
(Scholar, n.d.), which “provides a simple way to broadly search for scholarly literature” (para. 1), 
returned zero potentially relevant sources (see Figure 4). 
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Figure 4. Additional search terms that were initially planned for incorporation into the original 
search term matrix for EBSCO, ERIC, and PsycINFO databases. 
Although limited in their scope, those sources retrieved from the educational and 
psychological databases that were deemed by the dissertation researcher as somewhat relevant 
are worth discussing. In the first article, Sturgis (2014) acknowledges the issue of cyberbullying 
within higher education. In this article, this researcher provides an overview of the steps that 
some institutions are taking to combat the problem. She states, “colleges and universities are 
developing courses, starting anti-bully campaigns and offering mentoring relationships and other 
tools to deal with the emerging social issues of cyberbullying” (p. 23). While this article implies 
that institutions of higher learning are, in general, aware of the issue (hence their responses to 
action), it does not provide any insight into the perceptions educators at these institutions hold 
about the matter.  
In another article, Parr (2013) discusses a cyberbullying experience from a college 
instructor’s perspective. In this article, Parr discusses how the college instructor perceived a lack 
of support provided by her institution when she reported the incident, which involved a student 
perpetrator. The college instructor concluded that, “Universities do not have effective systems to 
help staff who have been subjected to online bullying” (para. 1). She also declared that 
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institutions “need to have mechanisms in place to keep you safe” (para. 11) in an online 
environment.  
The college instructor from Parr’s (2013) article reportedly followed up with a survey to 
400 educators (60% of which were from higher education) in order to determine if her opinion 
was shared. According to Parr, 40% of these survey respondents reportedly experienced 
cyberbullying at least once “during their working life” (para. 9).  Further, it was not gender 
specific; both males and females reported being cyberbullied at an equal rate. While this article 
provided elaboration for a particular cyberbullying incident where institutional support was 
lacking and also provided some new information about rates of occurrence among other 
professionals, it did not provide enough detail regarding the survey itself in order for the 
dissertation researcher to make further conclusions. The dissertation researcher reached out to 
Parr (2013) and the college instructor directly for more information and learned that a copy of 
the research is unobtainable at the present time because the article is in press. 
In the third article, Vance (2010) acknowledges the lack of research in higher education 
regarding cyberbullying, but focuses specifically within online courses. In his research, he 
surveyed online faculty and students in order to help “illuminate what level of problem exists in 
this area” (p. 17). While his research did not uncover general perceptions that these groups have 
about cyberbullying per se, he was able to uncover the extent to which these constituents 
experienced cyberbullying within an online course. His findings suggested that cyberbullying 
occurred within an online course among “12% of students and 39% of faculty” (p. vi), resulting 
in a statistically significant difference which Vance attributed to “the faculty’s relatively 
continuous exposure to the setting” (p. 64). Vance also points out that less than half of the 
respondents in his study informed the institution about the incident. Vance concluded that 
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cyberbullying “does exist in the online learning environment in higher education” (p. 67) and 
that institutions should not only be more explicit with regard to online etiquette standards but 
they should also educate faculty about how to deal with specific cases as they arise.  
The fourth article (Piotrowski & Lathrop, 2012) went in a slightly different direction than 
Vance (2010). Piotrowski and Lathrop (2012) noted that it should be of concern to leaders within 
higher education that there “is the apparent lack of resources” (p. 534) for handling issues related 
to cyberbullying behavior on college campuses. In their research, they also point out how “law 
enforcement is largely ill-equipped to both investigate and intervene” (p. 534) if their services 
should be needed. Though within this article Piotrowski and Lathrop (2012) did not report any 
percentages to highlight the current state of awareness among educators within higher education, 
they did suggest, as did Vance (2010), that institutions should strive to become more aware of 
cyberbullying behavior in the event it occurs on their campus.  
Summerville and Fischetti (2005) would agree with the position that higher education 
institutions should become aware of cyberbullying issues on campus. In this fifth and final 
article, these researchers discuss and reflect on a personal encounter with cyberbullying 
involving a hostile student in one of their online classes. They discovered that the appropriate 
method for handling the issue was not immediately obvious to them or to their department. By 
the time the student was eventually withdrawn from the institution, the cyberbullying situation 
(which involved email threats and hostile online postings directed at the instructor and other 
online students) had been going on for some time and it had negatively impacted their 
confidence in teaching in an online environment. As a result of the experience, Summerville and 
Fischetti (2005) concluded that although many institutions tend to have clear policies regarding 
face-to-face bullying or harassment, “few such policies clearly mention the online environment” 
57 
 
 
(p. 36). They determined that they should have been prepared about how to respond from the 
beginning with a cyberbullying situation. Specifically, they shared that “the experience and our 
own subsequent research on the topic taught us that universities need to define the rules against 
cyberbullying more clearly” (p. 36).  A clear understanding of cyberbullying, however, or a 
consistent directive for moving forward is not evident within higher education. 
As stated, at this time research regarding perceptions of cyberbullying among faculty and 
academic administrators within higher education is limited (Cowie et al., 2013). It is the opinion 
of the dissertation researcher that it would be presumptuous to simply attribute the perceptions of 
those working in the pre-K-12 system to those working within higher education without further 
clarification. Doing so may lead to potentially misguided solution efforts if a cyberbullying issue 
does exist within higher education. More research is needed. This gap in knowledge is what has 
led to the topic of this dissertation.  
Summary of Chapter 
Evidence suggests that cyberbullying is an extension of traditional bullying (U.S. 
Department of Health and Human Services, 2014c). Cyberbullying is an issue affecting 
education (e.g., Carey, 2013; Cross et al., 2011; Hitchcock, 2007). It occurs within many 
developed countries across the world (e.g., Akbulut & Eristi, 2011; Bryce & Fraser, 2013). 
Cyberbullying behavior is occurring among various age groups (Carvel, 2002; Schenk et al., 
2013), between different professional roles (e.g., Eden et al., 2013), and across genders (Ang & 
Goh, 2010). Some feel that the perpetrators should receive harsh consequences (O’Mara, 2014). 
Not all agree that this is the case, however (Boyd, 2014). Opponents argue that cyberbullying is 
simply a part of life (Gumbrecht, 2013) and that interjecting with an individual’s social 
development could nurture a victim mentality (e.g., Kets de Vries, 2014). 
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Researchers are working hard to investigate cyberbullying, which involves repeated 
harassment from at least one user to another user using electronic means (U.S. Department of 
Health and Human Services (2014c). So far, however, the data has been inconsistent. These 
inconsistencies can be attributed in part to the fact that cyberbullying is a relatively new concept 
among researchers. Inconsistencies can also be attributed to the fact that research teams have 
employed inconsistent methodologies, leading to different conclusions (Kowalski, Limber, & 
Agatston, 2012). Regardless what the data uncovers, however, Kowalski et al. (2012) point out 
that, “cyberbullying is a problem and more research needs to be conducted and policies 
developed to deal with the problem" (p. 89).  
The review of the research literature for this dissertation supports the conclusion that 
currently the United States educational system is not adequately protecting or reducing issues of 
cyberbullying for all students within all educational levels. Fortunately, consistent progress 
toward reducing or eliminating cyberbullying behavior is being made. For example, many states 
are responding to recent governmental mandates (Patchin & Hinduja, 2014). These mandates are 
requiring that pre-K-12 school districts develop and enforce bullying and/or cyberbullying laws 
within all schools. Pre-K-12 school counselors and social workers across the nation are also 
being encouraged to take a lead role within their schools to not only monitor student activity but 
to also model preferred online behaviors (Slovak & Singer, 2011).  
Despite the fact that institutions of higher learning are not yet mandated through state or 
federal laws to respond in the same manner to cyberbullying as pre-K-12 schools, Adams and 
Lawrence (2011) suggest, “bullying initiated in middle/senior high school years continues in 
other educational settings" (p. 10). In other words, it is the opinion of this dissertation researcher 
that the issue of cyberbullying appears to be headed toward college. As research on constituent 
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perceptions at the pre-K-12 level have demonstrated (Stauffer et al., 2012), perhaps perceptions 
that higher education constituents have about cyberbullying may also serve to help guide 
decision-making at that level as well. Yet, very little research on perceptions of constituents 
within higher education has been done. As Floreno (2002) put it, “By far, the worst thing 
administrators at K-12 schools and universities can do is ignore instances of cyberbullying and 
the subsequent fallout” (p. 34). More research on this matter is needed. Indeed, it is far wiser for 
an educational system prepare for an eventuality that it is to react to one.  
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CHAPTER THREE 
Methodology 
Introduction to the Methodology 
As stated within Chapters One and Two, the dissertation research questions are as 
follows: What are faculty and academic administrators’ perceptions of cyberbullying within 
higher education? How prepared do faculty and academic administrators perceive themselves to 
be with regard to addressing situations involving cyberbullying? How prepared do faculty and 
academic administrators perceive their institutions to be with regard to addressing situations 
involving cyberbullying?  
Chapter Three begins with an explanation of the dissertation researcher’s personal 
theoretical framework regarding knowledge and the research process. Next, the research 
questions for this dissertation will be presented, followed by a rationale for and defense of the 
selected research design. This will be followed by an overview of the purpose and rationale for 
the two methods employed in this dissertation; specifically, an adapted online survey and a 
semistructured interview. The results of a completed pilot study that tested the trustworthiness of 
both the adapted online survey and semistructured interview items in preparation for this 
dissertation are also discussed. Finally, ethical considerations for this dissertation are reviewed.  
Rationale for Research Method 
The dissertation research questions were investigated through the implementation of a 
non-experimental, qualitative research design. Specifically, this dissertation employed a 
qualitative, fixed format, adapted online survey which was analyzed using descriptive statistics 
from a large sample. This dissertation was also informed by semistructured interviews from a 
small sample that was analyzed using a qualitative coding procedure. 
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As Vogt (1993) explains, the non-experimental design is “a research design in which the 
researcher observes or measures subjects without altering or controlling their situation” (p. 153). 
This approach stands in contrast to the experimental design, which allows for direct manipulation 
of the independent variable.  None of the dissertation research questions required variable 
manipulation; therefore, the research design was non-experimental.  
Qualitative research deals with in-depth, subjective data collection and interpretation. 
Unlike quantitative research, which primarily involves numerical representation of data through 
empiricism and is “commonly thought of as capable of providing only quantitative data” 
(Whitley, 2002, p. 33), qualitative research is more flexible and relies minimally on 
quantification. Moreover, as Maxwell (2013) suggests, the qualitative design “does not begin 
from a predetermined starting point or proceed through a fixed sequence of steps” (p. 3), as does 
quantitative research, “but involves interconnection and interaction among the different design 
components” (p. 3). Through an organic research process, qualitative research has enormous 
potential to inform research questions in a deep and profound way. For example, unlike the 
quantitative design, qualitative processes allow a researcher “to make interpretations of the data” 
(Creswell, 2009, p. 4).  The qualitative design also focuses “on individual meaning, and the 
importance of rendering the complexity of a situation” (p. 4).  In the next section, the 
philosophical framework for this dissertation is discussed.  
Rationale for Philosophical Framework 
“Paradigmatic assumptions derive from paradigms, or general ways of conceptualizing 
and studying the subject matter of a particular science field” (Whitley, 2002, p. 9). If a researcher 
is not explicit to others about the lens through which he or she conceptualizes the research 
process, then his or her subsequent research questions and presuppositions might lead to 
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confusion for others. This dissertation was conceptualized through the philosophical framework 
of pragmatism.  
As Creswell (2009) explains, the pragmatic paradigm is a philosophical framework that 
“is not committed to any one system of philosophy and reality” (p. 10). This paradigm does not 
hold a researcher to any absolutions or certainties regarding his or her understanding of the 
world. A pragmatic thinker seeks to understand a research problem using any means necessary. 
In this way, pragmatism emphasizes flexibility through design, asserting that the research 
process should be “based on the intended consequences- where they want to go with it” (p. 11).  
The dissertation researcher’s preference for the pragmatic paradigm was exemplified 
through the methods of inquiry that were chosen for this dissertation. Though both methods were 
qualitative in nature, one method allowed the dissertation researcher to make general conclusions 
about the dissertation topic while the other method allowed her to delve more deeply into the 
issue. Specifically, the adapted online survey served to inform the dissertation questions using 
numerical data. The numerical data demonstrated on a broad level the trends that were uncovered 
as they related to this dissertation. The semistructured interview process, on the other hand, 
allowed for a more elaborate, subjective interpretation of the dissertation research questions. The 
open-ended questions that were used in the semistructured interview were designed with the 
intention of encouraging participants to delve deeply and to share experiences and views that 
might otherwise be overlooked in a survey method. In the next section, a rational for the purpose 
and development of an adapted online survey for this dissertation is discussed. 
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Rationale for Use of Cyberbullying Survey 
Sterling Stauffer (2011), who was at the time a School Psychology graduate student at 
Brigham Young University, developed an original online questionnaire for pre-K-12 teachers 
(see Appendix A) as part of his thesis. His original online questionnaire was intended,  
to determine teachers’ overall perceptions and attitudes in regards to bullying, with cyber 
bullying as a targeted subset of bullying behaviors. The questionnaire evaluated several 
facets of cyber bullying, including teachers’ perceptions of the severity of cyber bullying 
in schools, the effect of cyber bullying on victims, where cyber bullying occurs, the 
perceived need for prevention programs, the effectiveness of prevention strategies, and 
the likelihood of intervening with a variety of intervention strategies. (pp. 7-8)  
The results of this thesis were later published in a journal (Stauffer et al., 2012). The dissertation 
researcher felt that this original online questionnaire, pending adaptations, could serve to help 
inform the research questions of this dissertation. Permission to adapt the original online 
questionnaire for this dissertation was obtained via email from Dr. Heath in June of 2014 (see 
Appendix B). 
For two main reasons, the dissertation researcher felt that Stauffer’s original online 
questionnaire (Stauffer, 2011; Stauffer et al., 2012) was deemed useful for adaptation. First, even 
though the original online questionnaire was directed at pre-K-12 educators, the overall aims of 
the original online questionnaire were very similar to those of this dissertation, which included 
gauging constituent perceptions about cyberbullying. In addition, upon initial examination many 
of the actual items appeared to address, either directly or indirectly, the dissertation researcher’s 
specific research questions.  
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Second, Stauffer’s original online questionnaire (Stauffer, 2011; Stauffer et al., 2012) 
provided an excellent initial framework for designing an online survey for this dissertation. The 
dissertation researcher was able to use its overall structure as a template during the design 
process of the adapted online survey. As a result, the adapted online survey remained relatively 
similar in structure to Stauffer’s (2011) original online questionnaire. 
Several adaptations were made to Stauffer’s (2011) original online questionnaire before 
and after being piloted by the dissertation researcher. For example, 41 items referring 
specifically to bullying were omitted because they did not address the research questions of this 
dissertation. Two demographic items were entirely removed for the same reason. All open-ended 
items were removed, and this was done for two reasons. First, the dissertation researcher wanted 
to ensure that all resulting data would be numerical in nature so that it could be analyzed together 
using descriptive statistics. Second, because a semistructured interview process was incorporated 
into this dissertation, the dissertation researcher wanted to only consider using the open-ended 
items from the semistructured interview he created. Eleven items were added to Stauffer’s (2011) 
survey in order to better inform this dissertation’s research questions. The wording of seven 
items was rephrased in order to address educators within higher education rather than those 
working in the pre-K-12 system. Finally, the directions for completing the instrument were 
revised in order to more closely reflect the adaptations that had been made. 
All adaptations that were made to Stauffer’s (2011) original online questionnaire were 
based on survey development recommendations by Fink (2009) as well as Kaplan and Saccuzzo 
(1997). Specifically, attention was paid to the following: ensuring brevity of items, avoiding 
redundancy of content, improving clarity and conciseness of the online survey, and making sure 
that all fixed format response options were applicable to the associated item(s). Adaptations were 
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also made to ensure that each item informed at least one of the dissertation research questions. 
For example, items 1-7 of the initial adaptations made (prior to piloting) were intended to inform 
the primary dissertation research question. Items 8-17 were intended to inform the secondary 
dissertation research questions. Items 18-21 were intended to collect demographical data. A table 
of the adapted items that were developed for the pilot study and provides an overview for how 
each item was intended to inform the dissertation questions. It should be noted that this table is 
constructed in a similar manner to a table within Stauffer’s (2011, pp. 25-26) thesis, which 
served a similar purpose. See Appendix C for the complete table of initial adapted items.  
The pilot study, which was intended to establish trustworthiness and to make 
improvements to the initial adaptation of the original online questionnaire (Stauffer, 2011; 
Stauffer et al., 2012) in advance of this dissertation, was conducted during the summer of 2014. 
Pilot study participants were recruited through purposeful sampling in order to test the 
trustworthiness of the initial adapted online survey (the pilot study was also intended to test a set 
of semistructured interview items, which will be discussed later). “In purposeful sampling, the 
researcher selects particular elements from the population that will be representative or 
informative about the topic of interest” (McMillan & Schumacher, 2010, p. 138). In this case, 
participants who self-identified as educators were selected for participation. Twenty-five 
invitations to participate were sent via email (see Appendix D) in July of 2014. Eight (n = 8) 
participants completed the pilot study, resulting in a response rate of 32 percent. Although this is 
nowhere near 100% participation, one meta-analysis (Cook et al., 2000) analyzing the response 
rate averages for 68 studies that incorporated electronic methodology revealed an average of 
39.6% (p. 829). This suggests that the response rate for this pilot study was average. 
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 As part of the pilot study, participants were asked to review the initial adaption of 
Stauffer’s (2011) online questionnaire found within the attached document of the invitation email 
(see Appendix E) and respond to several open-ended questions pertaining to the trustworthiness 
and appropriateness of the items. Participants were then asked to include their feedback in the 
document and return the document to the dissertation researcher via email. All identifying 
information that potentially identified a participant (i.e., name, email) was removed before pilot 
study feedback was compiled.  
Feedback pertaining to the initial adaption of Stauffer’s (2011) online questionnaire was 
compiled and analyzed. As a result of pilot study recommendations, additional changes were 
made. For example, the title of the instrument was changed from “Teacher Questionnaire” to 
“Cyberbullying Survey.” The directions for completing the instrument were revised again as 
well. Next, three of the five participants involved in the pilot study identified how the lack of a 
specific definition for cyberbullying that was grounded in research was problematic because it 
led to confusion regarding item interpretation. An updated definition for cyberbullying that was 
grounded in research was added at the beginning. Also, the wording and specificity of 11 items 
were improved upon in order to more clearly reflect the intentions and goals of the adapted 
online survey. Three items were added for these same reasons. Seven items were removed 
because they lacked a clear connection to the dissertation research questions. Refer to Appendix 
F for a comprehensive overview of feedback and subsequent revisions that were made to the 
online survey following the pilot study.  
Another table (Appendix G) was created that lists all revised items of the adapted online 
survey following the pilot study and provides an overview for how each item was intended to 
inform the dissertation questions for this dissertation. It should be noted that the format of this 
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table is constructed in a similar manner to a table within Stauffer’s (2011, pp. 25-26) thesis, 
which served a similar purpose. See Appendix G for the complete overview of revised items. 
Appendix H includes the final version of the adapted online survey, heretofore referred to as the 
“Cyberbullying Survey,” as it was developed in Survey Monkey (2014) for this dissertation.  
Cyberbullying Survey Recruiting Participants 
In this section, the plan and rationale for recruiting participants to complete the 
Cyberbullying Survey for this dissertation is discussed. Participants were recruited to complete 
the 28-item Cyberbullying Survey using purposeful sampling during December of 2014. 
Although in a study, “the desired response rate tends to be entirely subjective, the general rule is 
‘higher is better’” (Fink, 2009, p. 7). As indicated earlier, Cook et al.’s (2000) meta-analysis of 
studies incorporating electronic methodology revealed that response rates can be rather low; 
therefore, a combination of sources was used to recruit as many participants as possible. These 
sources included four online discussion groups, two professional organization email listservs, 
and one email listserv developed exclusively by the dissertation researcher for use in this 
dissertation. Although an actual number cannot be determined, it is assumed that the 
combination of these sources allowed the dissertation researcher to reach out to several thousand 
potential participants. For a complete list of source options that were considered but not used in 
this dissertation, see Table 1. 
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Table 1 
List of Source Options Considered But Not Used for Present Study  
Source Reason Not Used 
Association of American Colleges & 
Universities (AAC&U) 
Organization did not permit use of member 
contact information for study. 
Association for Student Conduct Association 
(ASCA) 
Applied to use member emails for study, but 
the organization did not respond with a 
decision by the deadline requested. 
Association of American Universities (AAU) 
Organization did not permit use of member 
contact information for study. 
Council of Independent Colleges (CIC) 
Organization did not permit use of member 
contact information for study. 
EDUCAUSE – General Membership 
Organization did not permit use of member 
contact information for study. 
National Academic Advising Association 
(NACADA) 
Dissertation researcher missed the annual 
deadline to apply for research access with this 
organization. 
Student Affairs Administrators in Higher 
Education (NASPA) 
Organization did not permit use of member 
contact information for study. 
Upper Midwest Region – Association of 
College and University Housing Officers 
(UMR – ACUHO) 
Organization did not permit use of member 
contact information for study. 
 
First, participants were recruited from four targeted online discussion groups hosted by 
EDUCAUSE (2014a). EDUCAUSE (2014a) is an organization that “helps those who lead, 
manage, and use information technology to shape strategic IT decisions at every level within 
higher education” (para. 1). As of 2014, organizational members came from over 1,800 different 
national and international institutions, 300 different corporations, and a variety of other 
organizations. In addition to membership opportunities, EDUCAUSE (2014a) hosts a variety of 
online discussion groups through which both members and non-members are able to login and 
communicate with one another on topics of interest. Participants were recruited specifically from 
those online discussion groups that might discuss issues about or related to cyberbullying. The 
specific online discussion groups that were chosen include the following:  
 CIO Constituent Group (group recipient size unknown):   
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This EDUCAUSE constituent group is designed for discussion of issues and challenges 
that affect chief information officers in higher education: the role of the CIO, financing 
and funding strategies, planning and organizing for information resources (especially 
information technology) within the institution, human resource issues, policies for the 
networked information environment, and the future of higher education. (EDUCAUSE, 
2014b, para. 1) 
 Policy Discussion Group (1,115 group recipients as of December, 2014):  
This EDUCAUSE discussion group focuses on developing, maintaining, and enforcing 
campus technology policies, and on understanding the legal and ethical environment in 
which those policies exist. Discussion topics include harassment, pornography, security, 
privacy, commerce, and copyright and intellectual property issues. (EDUCAUSE, 2014c, 
para. 1) 
 Security Discussion Group (2,800 group recipients as of December, 2014):   
This EDUCAUSE discussion group is sponsored by the EDUCAUSE/Internet2 Higher 
Education Information Security Council (formerly the Security Task Force). The purpose 
of the discussion group is to provide a forum to identify problems and share strategies or 
solutions to improve the security of college and university computers and networks. 
(EDUCAUSE, 2014d, para. 1) 
 Social Media Constituent Group (group recipient size unknown):   
The group will explore the implications of the integration of social media throughout 
higher education for an array of purposes (e.g., teaching, recruiting, advising, and more). 
Social media, for the purposes of this group, is defined as media which is used to build 
social networks and connections for sharing information via a mediated channel. It also is 
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considered user-constructed media that is shared through social networks. (EDUCAUSE, 
2014e, para. 1) 
Second, participants were recruited from the Association of College and University Housing 
Officers – International (ACUHO-I) (2014).  
The ACUHO-I (2014) is an international organization of approximately 14,000 members 
(as of 2014) who are dedicated to serving student conduct and student conflict professionals 
within higher education across the world. The “ACUHO-I members include thousands of 
campus housing professionals from more than 950 colleges and universities that house 
approximately 1.8 million students worldwide” (ACUHO-I, para. 2). The dissertation researcher 
is a default member of this organization through her association with Hamline University. Third, 
participants were recruited from the Associated Twin Cities College Housing Administrators 
(ATCCHA) organization.  
For its members, the ATCCHA “offers regular professional development exploring 
current trends and critical issues facing higher education, student affairs and housing 
departments” (ATCCHA Education, 2014, para. 2). As of 2014, this organization included 17 
member institutions within the Twin Cities metropolitan area of Minnesota. A member 
representative assisted the dissertation researcher in gaining access to participants via email. The 
estimated size of this email list was never reported. Fourth, an independent email list, used solely 
for the purposes of this dissertation, was developed in order to recruit participants.  
To compile the list of emails, four higher education institutions from each state were 
randomly selected from an academic-oriented website known as Academic360 (2014). As of 
2014, this website generates links to “more than 3,000 different schools” (para. 1) and is 
commonly used for educational job seekers. For each institution, the first five emails that were 
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identified as belonging to an individual working there in an educational capacity were compiled 
into a master email list. Specifically, for each institution the email breakdown was as follows: 
two emails were identified as belonging to a faculty member, two emails were identified as 
belonging to an academic administrator, and one email was a wild card (either faculty or 
academic administration). This resulted in 1,000 unique email addresses belonging to educators 
within higher education (20 emails per state).  
Cyberbullying Survey Pilot Test and Survey Analysis 
This dissertation implemented the Cyberbullying Survey (see Appendix H), an adapted 
online survey that was originally revised from Stauffer (2011) and was subsequently improved 
upon during the pilot study. The Cyberbullying Survey was developed using Survey Monkey 
(2014). Participants were recruited via consent letter email invitation (see Appendix I) to take the 
Cyberbullying Survey, which was estimated to take between 10-15 minutes to complete. A 
reminder email was sent to each email listserv approximately seven days following the initial 
invitation attempt (see Appendix J). A Survey Monkey (2014) website link directing participants 
to the Cyberbullying Survey was included within both emails.  
Descriptive statistics was used to analyze the data obtained from the Cyberbullying 
Survey. As Vogt (1993) explains, descriptive statistics includes “procedures for summarizing, 
organizing, graphing, and, in general, describing quantitative information” (p. 67). The 
Cyberbullying Survey data yielded overall descriptive data for each item, such as percentages, 
sample means, and standard deviations, which were then compared independently as well as 
against other survey item data using narration, tables, and pie charts. In the next section, the 
rational for the implementation of a secondary method of inquiry is discussed. 
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Rationale for Use of Semistructured Interview 
A nine-item semistructured interview process was the secondary method of data 
collection employed for this dissertation. In semistructured interviews, items are “phrased to 
allow for individual responses. It is an open-ended question but is fairly specific in its intent” 
(McMillan & Schumacher, 2010, p. 206). The dissertation researcher felt that a semistructured 
interview would be appropriate because, as a secondary method of data collection, it may yield 
new information that would otherwise be excluded during the process of surveying. For example, 
the items from the adapted online survey include a variety of fixed format items. The 
semistructured interview items, on the other hand, are open-ended and allow for a variety of 
responses. That is, rather than simply asking a participant to communicate their opinion 
regarding particular questions (e.g., “Please indicate your role within your institution- check all 
that apply.”) using prescribed response options (e.g., “Administration,” “Staff,” “Faculty,” 
“Other- Please specify”), the semistructured interview process allowed for greater flexibility and 
elaboration (e.g., “Please describe your role at your institution”).  
Initial semistructured interview items were drafted by the dissertation researcher with the 
intention of addressing the dissertation research questions as directly as possible. The format and 
structure of these items were developed based on recommendations by Kvale and Brinkman 
(2009) as well as themes found within the research literature. For example, attention was given 
to help avoid double-barreled items and to increase item clarity. Also, lead-in phrases that 
encourage participant dialogue and elaboration (e.g., “Tell me about…”) were incorporated.  
Finally, each item was developed with the intent to address at least one dissertation 
research question. Specifically, item 1 was intended to inquire about demographical information. 
Items 2-6 were intended to inform the primary dissertation research question. Items 8-17 were 
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intended to inform the secondary dissertation research questions. The entire interview process 
was anticipated to take between 30-45 minutes with the item set presented in the same order for 
each participant. Table 2 lists the 13 items that were developed for the pilot study and provides 
an overview for how each item was intended to inform the dissertation questions.  
Table 2 
Research Questions and Initial Semistructured Interview Items for Pilot Study – Initial Set 
 
Research questions 
 
 
 
 
 
 
 
Initial semistructured interview items 
1.  Demographics (1) Please describe your role at your institution. 
2. What are faculty and 
academic administrators’ 
perceptions of cyberbullying 
within higher education?  
 
(2) To what extent is cyberbullying a problem at your institution?  
(3) To what extent is cyberbullying a problem at other institutions? 
(4) When you hear the word, “cyberbullying,” what comes to mind? 
(5) Are you able to identify any undesired consequences or side effects of 
cyberbullying?  
(6) In what ways is cyberbullying manifested within higher education? 
3.  How prepared do faculty 
and academic administrators 
perceive themselves to be with 
regard to responding to 
situations involving 
cyberbullying? 
(7) Please discuss any specific strategies or guidelines to reduce or prevent 
cyberbullying that come to mind. 
(8) How prepared do you feel about responding to situations involving 
cyberbullying among students at your institution? 
(9) If it was brought to your attention that cyberbullying did occur among your 
students, what would you do? 
4. How prepared do faculty 
and academic administrators 
perceive their institutions to 
be with regard to responding 
to situations involving 
cyberbullying?  
 
 
 
(10) What do you feel is the responsibility of your institution with regard to 
cyberbullying among students? 
(11) What specific strategies, guidelines, or policies to reduce or prevent 
cyberbullying has your institution implemented? 
(12) Do you feel that your institution is adequately prepared to protect its 
student body from cyberbullying? 
(13) Do you have any specific suggestions for how your institution might better 
prepare to protect its student body from cyberbullying? 
 
During the summer of 2014, a pilot study was conducted in order to establish 
trustworthiness and to make improvements to the initial set of 13 semistructured interview items, 
prior to implementation in this dissertation (the pilot study was also intended to test a set of 
adapted online survey items, which was discussed earlier). The participants for the pilot study for 
the adapted online survey were the same participants who provided feedback on the 
semistructure interview items.  
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These participants were asked to review the initial semistructured survey items found 
within the attached document (see Appendix L) of the invitation email and respond to several 
open-ended questions pertaining to the trustworthiness and appropriateness of the items. 
Participants were then asked to include their feedback in the document and return the document 
to the dissertation researcher via email. All identifying information that potentially identified a 
participant (i.e., name, email) was removed before pilot study feedback was compiled.  
Feedback pertaining to the initial semistructured survey items was compiled and 
analyzed. As a result of recommendations, changes were made. For example, one item in the 
semistructured interview was removed because it was redundant to another item already 
developed for the adapted online survey. Four additional items were added in order to reflect 
new and different content other than what was already covered in the adapted online survey. Five 
items were improved upon; specifically, in order to increase clarity, purpose, or to better reflect 
their open-ended intentionality. Once these revisions were completed, however, the revised 
semistructured interview still included 16 items. It was suggested that this was far too many 
items, given the anticipated 30-45 minute timeframe for the interview; therefore, all but nine of 
the most relevant items (as determined by the dissertation researcher) were eliminated. Refer to 
Appendix K for a comprehensive overview of selected feedback and subsequent revisions that 
were made to the semistructured interview items during the pilot study.  
Another table lists the revised set of nine semistructured survey items that resulted from 
the pilot study. This table also provides an overview for how each item was intended to inform 
the dissertation questions for this dissertation. Two of the items are demographic in nature, three 
of the items are intended to inform the primary dissertation research question, and four of the 
items are intended to inform the secondary research questions. Potential interview prompts for 
75 
 
 
each item are included as well; however, these interview prompts were not always used during 
the actual interview unless the participant was having difficulty understanding or responding to 
an item (see Table 3).  
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Table 3 
Research Questions and Revised Version of Semistructured Interview Items – Final Set 
Research questions 
 
 
 
 
 
 
Revised version of semistructured interview items 
1.  Introduction (1) Please describe your role at your institution. 
Potential interview prompt (may not use): Take me through a day in 
your working life. 
(2) Talk to me about some of the ways in which your institution uses technology 
in education. 
Potential interview prompt (may not use): Maybe you can begin by 
talking about how you interact with students using technology, and 
then go from there. 
2. What are faculty and 
academic administrators’ 
perceptions of cyberbullying 
within higher education?  
(3) What comes to mind when you hear the term, “cyberbullying”? 
Potential interview prompt (may not use): You can express how this 
term makes you feel, or you can discuss what you know about it. You 
may even discuss personal experiences. 
(4) In what ways do you think cyberbullying can be manifested within higher 
education? 
Potential interview prompt (may not use): When a student wants to 
cyberbully another student, how might they go about it? 
(5) What consequences of cyberbullying among college students come to mind 
for you? These could include social, physical, legal, or other consequences. 
Potential interview prompt (may not use): Think about the legal 
implications that might arise, potential consequences to a student’s 
social standing among their peers, safety issues, etc. 
3.  How prepared do faculty 
and academic administrators 
perceive themselves to be with 
regard to responding to 
situations involving 
cyberbullying? 
(6) In your position within your institution, what do you feel is your 
responsibility with regard to cyberbullying among students? 
Potential interview prompt (may not use): You may or may not feel that it 
is your responsibility to deal with cyberbullying. I am interested in 
learning more about this from your perspective.  
(7) Tell me about how you would address a situation involving cyberbullying 
among students at your institution. 
Potential interview prompt (may not use): Let’s pretend that you find out 
about a cyberbullying occurrence among students. How would you 
respond? Talk to me about this process.  
 
4. How prepared do faculty 
and academic administrators 
perceive their institutions to 
be with regard to responding 
to situations involving 
cyberbullying?  
 
(8) What do you feel is the responsibility of your institution as a whole with 
regard to cyberbullying among students? 
Potential interview prompt (may not use): You may or may not feel that 
your institution should be responsible for dealing with cyberbullying. I 
am interested in learning more about this from your perspective.  
(9) How does your institution address a situation involving cyberbullying among 
students? 
Potential interview prompt (may not use): Let’s pretend that a 
cyberbullying incident occurs at your institution. How will the institution 
respond? Talk to me about what you know regarding this process. 
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Appendix M includes the revised version of the nine semistructured interview items and 
interview prompts as they were implemented in this dissertation.  
Semistructured Interview Design: Recruiting and Implementation 
In this section, the plan and rationale for recruiting participants to complete 
semistructured interview for this dissertation is discussed in addition to how the semistructured 
interview was implemented. Six (N = 6) participants from higher education institutions based 
within the United States were recruited through purposeful sampling. Participants were asked to 
participate in 1:1, semistructured telephone interviews with the dissertation researcher during 
December of 2014. These interviews were each expected to take between 30-45 minutes. In this 
case, participants who either self-identified as academic administrators, faculty, or both, were 
sought. 
This dissertation employed those semistructured interview items that were developed and 
improved upon during the pilot study (see Appendix M). Participants were contacted via consent 
letter email invitation (see Appendix N). Each 1:1, semistructured telephone interview was 
scheduled according to participant availability during the month of December of 2014. All 
semistructured interview items were provided to participants in advance. All semistructured 
interviews were audio recorded and transcribed afterward. All semistructured interview items 
were presented in the same order. Interview prompts were provided as needed. Next, the data 
analysis process that was selected for semistructured interview will be discussed. 
Semistructured Interview Analysis 
Data from the semistructured interviews was analyzed using a six-step combined coding 
strategy. Vogt (1993) describes coding as the translation of data “from one language or format 
into another” (p. 37). Saldaña (2012) posits that it most often involves “a word or short phrase 
78 
 
 
that symbolically assigns a summative, salient, essence-capturing, and/or evocative attribute for a 
portion of language-based or visual data” (p. 3). Researchers use various strategies to code data 
(e.g., Kvale & Brinkman, 2009; Maxwell, 2013; Saldaña, 2012; Whitley, 2001). For the purposes 
of this dissertation, the combined coding strategy outlined by Creswell (2009) and Tesch (1990) 
was implemented.  
The first step of the combined coding strategy outlined by Creswell (2009) and Tesch 
(1990) was to “organize and prepare the data for analysis” (Creswell, 2009, p. 185). To this end, 
audio recordings from six (N = 6) semistructured interviews were transcribed into separate word 
processing documents using Microsoft Word. Each document was then designated a number 
(e.g., “Transcription 1 – Raw Data,” “Transcription 2 – Raw Data”) so as to maintain anonymity 
of participant data. Any mentions of names, places of employment, etc., were omitted during 
transcription. The second step of the combined coding strategy (Creswell, 2009; Tesch, 1990) 
was to combine the data and review it in its entirety.  
Creswell (2009) points out that combining and reviewing the data in its entirety is 
necessary in order to “obtain a general sense of the information and to reflect on its overall 
meaning” (p. 185). Tesch (1990) also suggests here that the process of reviewing the data in 
order to seek underlying meaning is an important initial step in the coding process. For this 
dissertation, each document was reviewed in succession and notes were taken regarding the tone, 
theme, and ideas identified within them. The resulting notes were saved, altogether with its raw 
data, in its own word processing document (i.e., “Transcription 1-6 – Notes”). The third step of 
the combined coding strategy involved the implementation of a “detailed analysis with a coding 
process” (Creswell, 2009, p. 186).  
79 
 
 
Specifically, the third step of the combined coding process involved taking information 
“gathered during data collection, segmenting sentences (or paragraphs) or images into categories, 
and labeling those categories with a term, often a term based in the actual language of the 
participant (called in vivo term)” (Creswell, 2009, p. 186). Tesch (1990) further elaborates on 
Creswell’s (2009) strategy at this point by suggesting that the researcher develop codes based on 
these unique categories and then use the codes to identify and highlight specific examples within 
the transcribed data. Tesch (1990) also points out that in order to produce the most appropriate 
coding designations, it may be necessary to review and revise initial categories as needed during 
data analysis. Codes developed in step three were added to the corresponding transcription notes 
collected in the previous step (i.e., “Transcription 1-6 – Notes”). 
To summarize the process thus far, overall categories were developed from data collected 
in step two, wherein each document was reviewed in succession and notes were taken regarding 
the tone, theme, and ideas identified within them. From these categories, codes (themes) were 
developed and used to highlight associated text within the interview transcriptions that were 
obtained in step one. The fourth step of the combined coding strategy included using “the coding 
process to generate a description of the setting or people as well as categories or themes for 
analysis” (Creswell, 2009, p. 189).  
Step four is related to step three but served to provide an additional layer of detail to the 
data by providing information about the participant’s role within his or her environment. Any 
data that was related to the participant’s role within his or her institution or to the institution 
itself was categorized and coded accordingly in this dissertation, provided that it did not risk 
participant anonymity. The fifth step of the combined coding strategy suggested that the 
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researcher determined in advance “how the description and themes will be represented” 
(Creswell, p. 189) to others.  
As part of the fifth step, Creswell (2009) suggest that a researcher includes “a narrative 
passage to convey findings” (p. 189), as well as the creation of tables, drawings, or graphic 
diagrams. To this end, results were described in writing, selected feedback was incorporated as 
necessary, and themes developed as part of this coding process were represented using tables 
within the sections to come. The final step of this coding strategy “involves making an 
interpretation or meaning of the data” (Creswell, 2009, p. 189).  
In order to complete the final step, Creswell (2009) suggests that the researcher take one 
of two perspectives. For example, the researcher could make meaning of the data from his or her 
analysis based on personal insight. This perspective incorporates into the analysis the personal 
and unique “understanding that the inquirer brings to the study from his or her own culture, 
history, and experiences” (p. 189). Another perspective a researcher could take is to compare the 
data from his or her analysis to current trends already discovered by other researchers. This 
would require the researcher to compare his or her findings to those found within other studies 
on the same subject. For this dissertation, in order to remain as objective as possible and to 
discuss the findings as they relate to others instead of to herself, the dissertation researcher 
approached the data interpretation from the latter perspective. In the next section, ethical 
considerations for the overall research design will be discussed. 
Ethical Considerations for the Overall Research Design 
The risks of participating in this dissertation were minimal. The dissertation researcher 
has completed several research methodology courses as a student and also teaches an 
undergraduate course on research methodology at another institution. The Institutional Review 
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Board (IRB) at Hamline University approved the study before it was conducted. In addition, a 
dissertation committee chair and two additional committee members monitored the study for the 
duration of the dissertation process. 
All participants were presented with a corresponding consent letter email invitation, 
depending upon the group for which they were being recruited, in advance that outlined the 
purpose of and provided an explanation for this dissertation. Participation was voluntary. 
Participants had the opportunity to decline initial consent through non-response or to rescind 
consent at any time during the study without consequence. 
There was the possibility that the dissertation researcher personally knew participants 
and/or colleagues of participants. Professionalism was maintained during all interactions and 
participant confidentiality was protected for both groups. In addition, raw Cyberbullying Survey 
data was safeguarded; only the dissertation researcher had access to the data. For both the 
Cyberbullying Survey group and the semistructured interview group, none of the items sought to 
identify a participant by name nor did they elicit identifying information (such as the name) of 
the participant’s institution. If a participant did provide identifying information, this information 
was omitted from the dissertation.  
Summary of Chapter 
This dissertation explored faculty and academic administrators’ perceptions of 
cyberbullying within higher education using two different methods; specifically, an adapted 
online survey, referred to as the Cyberbullying Survey, and a semistructured interview. The 
dissertation research questions were approached using a non-experimental, qualitative research 
design. A pilot study was conducted ahead of time in order to test the trustworthiness of the 
Cyberbullying Survey and the semistructured interview items that were implemented in this 
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dissertation. The risks of participating in this dissertation were minimal. Ethical considerations, 
including obtaining necessary permission to conduct the study, participant confidentiality, and 
data security were anticipated.   
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CHAPTER FOUR 
Results 
Introduction 
Chapter Four describes the results of my data analyses of an online survey 
(Cyberbullying Survey) and six semistructured interviews that were used to address the 
following research questions: What are faculty and academic administrators’ perceptions of 
cyberbullying within higher education? How prepared do faculty and academic administrators 
perceive themselves to be with regard to addressing situations involving cyberbullying? How 
prepared do faculty and academic administrators perceive their institutions to be with regard to 
addressing situations involving cyberbullying? First, the process and approach used by the 
dissertation researcher when analyzing the Cyberbullying Survey data will be overviewed. This 
will be followed by a presentation of the results that were obtained from that analysis. Next, the 
process and approach used by the dissertation researcher when analyzing the semistructured 
interviews will be discussed. A presentation of the results that were obtained during that analysis 
will conclude this chapter.  
Cyberbullying Survey Data Analysis 
As noted in Chapter Three, descriptive statistics was used to analyze remaining data 
obtained from the Cyberbullying Survey. To begin, results of participant, followed by 
institutional, demographics will be presented. Next, data from the Cyberbullying Survey (items 
11-28) based on the entire sample as a whole (N = 384) will be presented. Then, data from these 
same items (items 11-28) based on select participant demographics will be presented. Finally, 
data from these same items again (items 11-28) based on select institutional demographics will 
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be presented. Before discussing these results, however, it is necessary to provide some 
information about the sample that was obtained. 
The final sample size of the 28-item Cyberbullying Survey method included 384 (N = 
384) participants. It should be noted, however, that fifty-three (n = 53) of these participants did 
not complete item 1 (“In which state is your institution based?”). The reason or reasons why this 
item was skipped by 13.80% of the sample is inconclusive; however, remaining online survey 
data from these participants was retained for analysis. This decision was made because this 
missing data has minimal bearing on the overall analysis given the fact that the remaining 
participant sample (n = 331) already provided representation from 47 states within the United 
States (including the District of Columbia) or from an undisclosed location outside of the United 
States (n = 12). Data from 40 participants who did not complete all remaining items (items 2-28) 
of the Cyberbullying Survey, however, were omitted from the data analysis. This decision was 
made because the researcher wanted to have the freedom to make comparisons across all other 
items (items 11-28), and full participation on these remaining items of the Cyberbullying Survey 
yielded the most accurate data. Next, participant demographics will be reviewed. 
Analysis of Participant Demographics 
The distribution of demographics somewhat represents the population sought for this 
dissertation research, which was intended to include faculty and staff constituents from higher 
education institutions. For example, there was a relative equal distribution according to gender 
and years of experience among participants. Males (n = 166, 43.23%) and females (n = 218, 
56.77%) were equally represented in the Cyberbullying Survey. Almost 50% of all participants 
reported having worked in the field of higher education for “More than 10 Years” (n = 191, 
49.73%); remaining participants reported less than 10 years of experience (n = 193, 50.27%). 
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The distribution of demographics for participant role(s) at his or her institution is also somewhat 
representative of the intended population.  
Based on responses, it is clear that all participants worked in higher education in some 
capacity, but that capacity varies greatly. Results indicated that the majority of participants 
(84.45%) reported holding only one role within their institution. Options (for which participants 
were permitted to select as many as applicable) for participant role within his or her institution 
included the following categories: “Administration,” “Faculty,” “Staff,” and “Other”. Non-
faculty roles exceeded faculty roles in the sample. Specifically, 83.59% of participants (n = 321) 
held non-faculty roles (administration or staff) compared to faculty roles (n = 53, 13.80%).Those 
participants who selected “Other” (n = 10, 2.60%) self-reported within the online survey the 
following job categories: Student Residence Hall Director, Assistant/Student, IT Security, 
Advisor/Faculty, Adjunct Faculty, and Retired Administrator. Though some roles in the self-
report data appear to include faculty or non-faculty designations, underlying reasons for why the 
participants categorized them as “Other” is unclear. Therefore, further categorizing of data was 
not conducted. The distribution of demographics for student population(s) served is also only 
somewhat representative of the population. 
The majority of participants (n = 268, 69.79%) reported serving two or more student 
populations within their institution. Options (for which participants were permitted to select as 
many as applicable) included the following categories: “Undergraduate Students,” “Graduate 
Students,” “Certificate-Seeking Students,” “Non-Degree-Seeking Students,” “Degree-Seeking 
Students,” and “Other”.  Among the populations selected, virtually all Cyberbullying Survey 
participants reported serving undergraduate students (n = 365, 95.05%). Graduate students 
comprised the second largest, but comparably smaller, population served (n = 212, 55.21%). 
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Only a small minority of participants (n = 91, 23.71%) reported serving certificate-seeking 
students.  Furthermore, 50% of these student populations were reported to be degree-seeking (n 
= 192), while only 28.91% were reported to be non-degree-seeking (n = 111). Participants who 
served student populations which did not fit into any of these categories were invited to indicate 
“Other” within the survey. 
Those participants who selected “Other,” which included 4.17% of the sample (n = 16), 
self-reported the following population categories: Families/Visiting Scholars, 
International/English as a Second Language (ESL), Prospective Students, Non-Resident 
Students, General Education Development (GED), Professional Degree Students, Postsecondary 
Enrollment Option (PSEO), Faculty/Staff, and Entire Population.  Though some roles in the self-
report data appear to include specific student population designations, underlying reasons for 
why the participants categorized them as “Other” is unclear. Therefore, further categorizing of 
data was not conducted. In the next section, institutional demographics will be reviewed. See 
Table 4 for a condensed version of Cyberbullying Survey participant demographics. For a 
detailed breakdown of all Cyberbullying Survey participant demographics, refer to Appendix O. 
 
 
 
 
 
 
 
 
87 
 
 
Table 4 
Breakdown of Cyberbullying Survey Participant Demographics – Condensed Table 
Item 7: “What is your gender?” n Percentage 
Female 218 56.77% 
Male 166 43.23% 
Item 9: “Please indicate the number of years you have worked in higher education.” n Percentage 
More than 10 Years 191 49.73% 
5 – 10 Years 102 26.56% 
0 – 4 Years  91 23.69% 
Item 8: “Please indicate your role within your institution (check all that apply).” n Percentage 
Non-Faculty Role  321 83.59% 
Faculty Role 53 13.80% 
Other Role 10 2.60% 
Item 10: “Please indicate the student population(s) that you serve in your position at 
your institution (check all that apply).” 
n Percentage 
Undergraduate Students 365 95.05% 
Graduate Students 212 55.21% 
Degree-Seeking Students 192 50.00% 
Non-Degree-Seeking Students 111 28.91% 
Certificate-Seeking Students 91 23.70% 
Other (please specify) 16 4.17% 
   
Analysis of Institutional Demographics 
As mentioned earlier, participants of the Cyberbullying Survey represented 47 states 
within the United States (including the District of Columbia) or from an undisclosed location 
outside of the United States (n = 12). See Appendix P for the complete breakdown of responses 
for item 1 (“In which state is your institution based?”). 
The Cyberbullying Survey data also revealed that institutions totaling “15,000 or More 
Students” were represented by 42.97% of all participants (n = 165). The second largest student 
enrollment category represented by participants were institutions totaling “1,000-4,999 Students” 
(n = 90, 23.44%).  Almost 16% of participants (n = 61, 15.89%) represented institutions totaling 
“10,000-14,999 Students.” Thirteen percent (n = 50; 13.02%) represented institutions totaling 
“5,000-9,999 Students.” The smallest enrollment category represented by participants included 
institutions totaling “Under 1,000 Students” (n = 18, 4.69%).  
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With regard to institutional classification, the majority of participants represented “Non-
Profit” institutions (n = 357, 92.97%) versus “For-Profit” institutions (n = 27, 7.03%). Also, 
“Public” institutions represented almost 70% of the sample (n = 268, 69.79%). “Private” 
institutions only represented 30% of the sample (n = 116, 30.21%).  
Almost 80% of represented institutions were reported to offer online programming (n = 
305, 79.43%). The remaining 20.57% of participants were almost equally split as to whether 
their institution did not offer online programming (n = 37, 9.64%) or they were unsure if it did (n 
= 42, 10.94%). Finally, almost every institution reportedly engages in social media (n = 381, 
99.22%); however, the extent to which institutions engaged in social media was not uncovered. 
The term “social media” was also not operationally defined for the purposes of the survey, so 
there is a possibility that this item could have been interpreted differently by participants. Next, 
data from the Cyberbullying Survey (items 11-28) based on the entire sample as a whole (N = 
384) will be presented. See Table 5 for the breakdown of remaining institutional demographics 
represented in the Cyberbullying Survey. 
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Table 5 
Breakdown of Remaining Institutional Demographics Represented in Cyberbullying Survey  
Total Student Enrollment at Institution n Percentage 
Under 1,000 Students 18 4.69% 
1,000 – 4,999 Students 90 23.44% 
5,000 – 9,999 Students 50 13.02% 
10,000 – 14,999 Students 61 15.89% 
15,000 or More Students 165 42.97% 
Institution Classifications  n Percentage 
For-Profit 27 7.03% 
Non-Profit 357 92.97% 
Public 268 69.79% 
Private 116 30.21% 
Offers Online Programming  n Percentage 
Yes 305 79.43% 
No 37 9.64% 
Don’t Know 42 10.94% 
Engages in Social Media  n Percentage 
Yes 381 99.22% 
No 1 0.26% 
Don’t Know 2 0.52% 
 
Analysis of Cyberbullying Survey Items: Entire Participant Sample 
Data from Cyberbullying Survey (items 11-28) based on the entire sample as a whole (N 
= 384) was analyzed. It should be noted, however, that distinctions between some response item 
parameter choices in this group (e.g., “Somewhat Likely” versus “Very Likely”) is not fully 
understood; rather, these Likert-type response options are taken at face value and analyzed 
accordingly. In order to avoid overwhelming the reader, however, items have been separated into 
smaller groups (or independently) for discussion. First, items 11-13 of the Cyberbullying Survey 
were analyzed based on the entire sample as a whole (N = 384). 
Items 11-13: Perceptions Regarding Degree of Cyberbullying in Higher Education  
Items 11-13 of the Cyberbullying Survey attempted to address two topics of interest 
related to cyberbullying within higher education. First, participants were asked to report on the 
frequency of cyberbullying at their institution (item 11) using the following Likert-type scale: 1 
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= Never; 2 = Rarely; 3 = Monthly; 4 = Weekly; 5 = Daily; 6 = More Than Once Per Day; 7 = 
Don’t Know (M = 2.42, SD = 0.95). Almost 45% of participants indicated that cyberbullying 
“Rarely” occurs at their institution (n = 171, 44.53%). As many as 31.25% of participants, 
however, did report that cyberbullying occurs at their institution “Monthly” (n = 120, 31.25%). 
Notably, almost 10% (cumulative) of participants reported that cyberbullying occurs “Weekly” 
(n = 32, 8.33%), “Daily” (n = 5, 1.30%), or “More Than Once Per Day” (n = 1, 0.26%). Items 
12 and 13 asked participants to provide an opinion regarding the extent to which cyberbullying is 
a problem within higher education, both within their own institutions as well as other institutions. 
For item 12 of the Cyberbullying Survey, participants were asked to provide an opinion 
regarding the extent to which cyberbullying is a problem at their own institution using the 
following Likert-type scale: 1 = No Problem (0 cases / semester); 2 = Minor Problem (1-3 cases / 
semester); 3 = Moderate Problem (4-6 cases / semester); 4 = Considerable Problem (7-9 cases / 
semester); 5 = Serious Problem (more than 10 cases / semester); 6 = Don’t Know (M = 3.16, SD 
= 1.35). Only 3.39% of all participants reported feeling that cyberbullying is “No Problem” at 
their institution (n = 13) compared to 84.89% of participants (n = 326) who reported feeling that 
cyberbullying is a problem at some level. More specifically, 35.16% (n = 135) of participants 
felt that cyberbullying at their institution is a “Minor Problem (1-3 cases / semester).” 
Approximately half of all participants, however, felt that cyberbullying is a moderate to serious 
problem at their institution (n = 191, 49.74%). Approximately 11% of participants responded 
that they “Don’t Know” (n = 45, 11.72%) if cyberbullying is a problem at their institution.  Item 
13 of the Cyberbullying Survey asked participants to provide an opinion regarding the extent to 
which cyberbullying is a problem at other higher education institutions.   
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Participants’ opinions differed slightly with regard to item 13 as compared to item 12. 
Responses to item 13 were based on the following Likert-type scale: 1 = No Problem; 2 = Minor 
Problem; 3 = Moderate Problem; 4 = Considerable Problem; 5 = Serious Problem; 6 = Don’t 
Know (M = 3.79, SD = 1.20). According to this item, only 0.52% of all participants felt that 
cyberbullying is “No Problem” at other higher education institution (n = 2).  Once again, though, 
as many as 84.89% of participants (n = 326) reported feeling that cyberbullying is a problem at 
other institutions at some level. Specifically, participants felt that cyberbullying at other 
institutions is a “Minor Problem” (n = 35, 9.11%). Almost 76% of participants, however, felt 
that cyberbullying is a moderate to serious problem at their institution (n = 291, 75.78%). 
Approximately 15% of participants responded that they “Don’t Know” (n = 56, 14.58%) if 
cyberbullying is a problem at other institutions. Next, data from items 14-18 of the 
Cyberbullying Survey will be presented. See Table 6 for the breakdown of Cyberbullying Survey 
responses (items 11-13) based on the entire participant sample (N = 384) and Figure 5 for a 
comparison of responses from items 12 and 13 in particular.  
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Table 6 
Breakdown of Cyberbullying Survey Responses (Items 11-13) According to Entire Sample  
Item 11: “How frequently have you observed (directly or indirectly) or been made aware of 
cyberbullying within the student body at your institution in the last 12 months?” 
n Percentage 
Never 53 13.80% 
Rarely 171 44.53% 
Monthly 120 31.25% 
Weekly 32 8.33% 
Daily 5 1.30% 
More Than Once Per Day 1 0.26% 
Don’t Know 2 0.52% 
M = 2.42, SD = 0.95 
Item 12: “In your opinion, to what extent is cyberbullying a problem at your institution?” n Percentage 
No Problem (0 cases / semester) 13 3.39% 
Minor Problem (1-3 cases / semester) 135 35.16% 
Moderate Problem (4-6 cases / semester) 119 30.99% 
Considerable Problem (7-9 cases / semester) 55 14.32% 
Serious Problem (more than 10 cases / semester) 17 4.43% 
Don’t Know 45 11.72% 
M = 3.16, SD = 1.35 
Item 13: “In your opinion, to what extent is cyberbullying a problem at other higher 
education institutions?” 
n Percentage 
No Problem  2 0.52% 
Minor Problem  35 9.11% 
Moderate Problem 154 40.10% 
Considerable Problem 100 26.04% 
Serious Problem  37 9.64% 
Don’t Know 56 14.58% 
M = 3.79, SD = 1.20 
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Figure 5. Comparison of responses on Cyberbullying Survey, items 12 and 13. 
Items 14-18: Perceptions of Impact of Cyberbullying on Students 
Items 14-18 of the Cyberbullying Survey asked participants to indicate their agreement 
with five different opinion statements regarding cyberbullying. Using a 5-point Likert-type scale 
(i.e., 1 = Strongly Disagree; 2 = Disagree; 3 = Neutral; 4 = Agree; 5 = Strongly Disagree), the 
No Problem 
(3%, n = 13) 
Minor Problem 
(35%, n = 135) 
Moderate Problem 
(31%, n = 119) 
Considerable 
Problem 
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Serious Problem 
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Item 12: “In your opinion, to what extent is cyberbullying a 
problem at your institution?” 
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Item 13: “In your opinion, to what extent is cyberbullying a 
problem at other higher education institutions?” 
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first four opinion statements (items 14-17) were intended to gauge the extent to which 
participants agreed that cyberbullying affected students in specific ways. Item 18 was intended to 
gauge the extent to which participants agreed that cyberbullying intervention and/or training 
programs should be implemented within higher education.  
Cumulatively, 96.1% of all participants “Strongly Disagree” (n = 256, 66.67%) or 
“Disagree” (n = 113, 29.43%) with item 14 (“Cyberbullying toughens students up.”) (M = 1.39, 
SD = 0.62). Similarly, a combined 89.33% of participants “Strongly Agree” (n = 159, 41.41%) 
or “Agree” (n = 184, 47.92%) with item 15 (“Cyberbullying has long lasting negative effects.”) 
(M = 4.27, SD = 0.76). The results for items 16 and 17 were a bit more varied.  
A combined 77% of all participants “Strongly Disagree” (n = 134, 34.90%) or 
“Disagree” (n = 162, 42.19%) with item 16 (“Cyberbullying among students in higher education 
may produce positive results such as resiliency and self-advocacy.”) (M = 1.97, SD = 0.93). As 
many as 14.06%, however, reported “Neutral” (n = 54) while only 8.85% “Agree” (n = 33, 
8.59%) or “Strongly Agree” (n = 1, 0.26%). For item 17 (“Cyberbullying prepare students for 
life.”), data was somewhat similar. 
A combined 77.43% of all participants “Strongly Disagree” (n = 140, 34.46%) or 
“Disagree” (n = 165, 42.97%) with item 17 (M = 1.89, SD = 0.85). As many as 15.36% reported 
“Neutral” (n = 59) while 5.21% reported “Agree” (n = 20). Unlike item 16, related to 
cyberbullying producing positive results, no participants reported to “Strongly Agree” (0.00%) 
with item 17. Item 18 was the final item within this grouping. 
For item 18 (“Formal cyberbullying prevention and/or intervention programs should be 
implemented at all higher education institutions.”), a combined 76.3% of all participants 
“Strongly Agree” (n = 106, 27.60%) or “Agree” (n = 187, 48.70%) (M = 3.95, SD = 0.90). 
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16.67%, however, reported “Neutral” (n = 64) while 5.21% reported “Disagree” (n = 20). A 
very small percentage of participants (1.82%) reported to “Strongly Disagree” (n = 7) with item 
18. Next, data from items 19 and 28 of the Cyberbullying Survey will be presented. See Table 7 
for the breakdown of Cyberbullying Survey responses (items 14-18) based on the entire 
participant sample (N = 384).   
Table 7  
Breakdown of Cyberbullying Survey Responses (Items 14-18) According to Entire Sample 
Item 14: “...‘Cyberbullying toughens students up.’” n Percentage 
Strongly Disagree 256 66.67% 
Disagree 113 29.43% 
Neutral 10 2.60% 
Agree 4 1.04% 
Strongly Agree 1 0.26% 
M = 1.39, SD = 0.62 
Item 15: “...‘Cyberbullying has long lasting negative effects.’” n Percentage 
Strongly Disagree 5 1.30% 
Disagree 3 0.78% 
Neutral 33 8.59% 
Agree 184 47.92% 
Strongly Agree 159 41.41% 
M = 4.27, SD = 0.76 
Item 16: “…‘Cyberbullying among students in higher education may produce positive 
results such as resiliency and self-advocacy.’” 
n Percentage 
Strongly Disagree 134 34.90% 
Disagree 162 42.19% 
Neutral 54 14.06% 
Agree 33 8.59% 
Strongly Agree 1 0.26% 
M = 1.97, SD = 0.93 
Item 17: “...‘Cyberbullying prepare students for life.’” n Percentage 
Strongly Disagree 140 34.46% 
Disagree 165 42.97% 
Neutral 59 15.36% 
Agree 20 5.21% 
Strongly Agree 0 0.00% 
M = 1.89, SD = 0.85 
Item 18: “...‘Formal cyberbullying prevention and/or intervention programs should be 
implemented at all higher education institutions.’” 
n Percentage 
Strongly Disagree 7 1.82% 
Disagree 20 5.21% 
Neutral 64 16.67% 
Agree 187 48.70% 
Strongly Agree 106 27.60% 
M = 3.95, SD = 0.90 
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Items 19 and 28: Perceptions of Institutional Preparedness to Deal with Cyberbullying 
Items 19 and 28 of the Cyberbullying Survey were grouped together for this analysis 
because they both intended to address institutional preparedness. Specifically, item 19 attempted 
to determine if the participant’s institution has a school policy in place in order to specifically 
address cyberbullying. Item 28 was an opinion item intended to gauge the participant’s 
perception regarding institutional preparedness for handling such incidences.  
For item 19 of the Cyberbullying Survey (“Has your institution enacted an official school 
policy that specifically addresses cyberbullying?”), over half of all participants (57.81%) 
responded “No” (n = 222). The remaining 42.19% responded “Yes” (n = 162). It is notable, 
meanwhile, that for item 28 (“How prepared do you feel your institution is to handle incidences 
of cyberbullying among its student body right now?”), only 17.45% of participants reported 
“Completely Prepared” (n = 67). A combined 76.3% of all participants reported “Not at all 
Prepared” (n = 26, 6.77%) or “Somewhat Prepared” (n = 267, 69.53%). A small percentage 
(6.25%) of participants reported “Don’t Know” (n = 24) for item 28.  Responses for item 28 
were based on the following Likert-type scale: 1 = Not at all Prepared; 2 = Somewhat Prepared; 
3 = Completely Prepared; 4 = Don’t Know (M = 2.23, SD = 0.66). Next, data from items 20-21 
of the Cyberbullying Survey will be presented. See Table 8 for the breakdown of Cyberbullying 
Survey responses (items 19 and 28) based on the entire participant sample (N = 384) and 
Appendix Q for a pie chart comparison of responses from these items. 
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Table 8  
Breakdown of Cyberbullying Survey Responses (Items 19 and 28) According to Entire Sample 
Item 19: “Has your institution enacted an official school policy that specifically addresses 
cyberbullying?” 
n Percentage 
Yes 162 42.19% 
No 222 57.81% 
Item 28: “How prepared do you feel your institution is to handle incidences of cyberbullying 
among its student body right now?” 
n Percentage 
Not at all Prepared 26 6.77% 
Somewhat Prepared 267 69.53% 
Completely Prepared 67 17.45% 
Don’t Know 24 6.25% 
M = 2.23, SD = 0.66 
 
Items 20-21: Perceptions of Personal Preparedness to Deal with Cyberbullying 
In a similar vein to the previous section, items 20-21 of the Cyberbullying Survey were 
grouped together for this analysis because they both intended to address personal preparedness. 
Specifically, item 20 attempted to determine if the participant ever had to intervene in a 
cyberbullying incident before. Item 21 was an opinion item intended to gauge the participant’s 
perception regarding self-preparedness for handling such incidences.  
For item 20 of the Cyberbullying Survey (“Have you ever had to intervene in a 
cyberbullying incident before?”), over half of all participants (59.90%) responded “Yes” (n = 
230). The remaining 40.10% responded “No” (n = 154). It is notable once again that for item 21 
(“How prepared do you feel you are to handle incidences of cyberbullying among students at 
your institution right now?”) only 17.45% of all participants reported “Completely Prepared” (n 
= 67). A combined 82.55% of all participants reported “Not at all Prepared” (n = 44, 11.46%) or 
“Somewhat Prepared” (n = 273, 71.09%). It is also notable that of those participants who 
responded “Yes” (n = 230) to item 20, only 23.48% rated themselves to be “Completely 
Prepared” (n = 54) to handle incidence of cyberbullying right now (item 22). The remaining 
76.52% of these participants rated themselves to be less than completely prepared (n = 176). 
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Responses for item 21 were based on the following Likert-type scale: 1 = Not at all Prepared; 2 = 
Somewhat Prepared; 3 = Completely Prepared (M = 2.06, SD = 0.53). Next, data from items 20-
21 of the Cyberbullying Survey will be presented. See Table 9 for the breakdown of 
Cyberbullying Survey responses (items 20-21) based on the entire participant sample (N = 384) 
and Appendix R for a pie chart comparison of responses from these items. 
Table 9 
Breakdown of Cyberbullying Survey Responses (Items 20 and 21) According to Entire Sample 
Item 20: “Have you ever had to intervene in a cyberbullying incident before?” n Percentage 
Yes 230 59.90% 
No 154 40.10% 
Item 21: “How prepared do you feel you are to handle incidences of cyberbullying among 
students at your institution right now?” 
n Percentage 
Not at all Prepared 44 11.46% 
Somewhat Prepared 273 71.09% 
Completely Prepared 67 17.45% 
M = 2.06, SD = 0.53 
Item 21: Responses according to those participants who reported “Yes” for Item 20 (n = 
230) 
n Percentage 
Not at all Prepared 9 3.91% 
Somewhat Prepared 167 72.61% 
Completely Prepared 54 23.48% 
M = 2.20, SD = 0.49 
 
Items 22-27: Perceptions of Likelihood in Intervening in Cyberbullying Incident  
Items 22-27 of the Cyberbullying Survey attempted to gauge the likelihood of taking 
specific actions if, hypothetically, a participant encountered a cyberbullying incident at his or her 
institution. Each item began the same way: “If you were made aware of students’ cyberbullying 
at your institution, how comfortable are you taking the following action?” Responses for each of 
these items were based on the following Likert-type scale: 1 = Very Unlikely; 2 = Unlikely; 3 = 
Undecided; 4 = Likely; 5 = Very Likely. This section will discuss the major findings for each 
item based on the entire participant sample (N = 384). 
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Item 22 (“Do nothing”) was intended to determine the likelihood that participants would 
be unresponsive if they were made aware of students’ cyberbullying at his or her institution. The 
majority of all participants (89.58%) responded either “Very Unlikely” (n = 240, 62.50%) or 
“Unlikely” (n = 104, 27.08%) to “Do nothing” (item 22) if made aware of students’ 
cyberbullying at his or her institution (M = 1.56, SD = 0.90). A much smaller but nevertheless 
measurable percentage of participants (n = 40, 10.42%), however, reported that they would 
either “Likely” (n = 14, 3.65%) or “Very Likely” (n = 8, 2.08%) do nothing, or were 
“Undecided” (n = 18, 4.69%).  All other items (items 23-27) were intended to determine the 
likelihood that participants would act in a responsive manner if they were made aware of 
students’ cyberbullying at his or her institution.  
For item 23 (“Discuss the situation with the cyberbully.”), 79.16% responded that they 
were either “Likely” (n = 175, 45.57%) or “Very Likely” (n = 129, 33.59%) to discuss the 
situation with the cyberbully (M = 4.02, SD = 0.97). Similar to item 22, however, a much smaller 
but nevertheless measurable percentage of participants (n = 80, 20.84%) reported that they were 
“Unlikely” (n = 19, 4.95%) or “Very Unlikely” (n = 12, 3.13%) to discuss the situation with the 
cyberbully, or were “Undecided” (n = 49, 12.76%).   As it turns out, participants were more 
likely to discuss the situation with the cyberbully (item 23) than with the victim (item 24), which 
will be discussed next. 
Similar to item 23, item 24 (“Discuss the situation with the victim.”) was intended to 
determine the likelihood that participants would act in a responsive manner if they were made 
aware of students’ cyberbullying at his or her institution. For this item, 92.97% responded that 
they would either “Likely” (n = 147, 38.28%) or “Very Likely” (n = 210, 54.69%) to discuss the 
situation with the victim (M = 4.42, SD = 0.81). Just over 7% of participants reported that they 
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were “Unlikely” (n = 3, 0.78%) or “Very Unlikely” (n = 9, 2.34%) to discuss the situation with 
the victim, or were “Undecided” (n = 15, 3.91%).   When asked about the likelihood that a 
participant would step in and help mediate the situation with both parties (item 25), however, 
results were mixed. 
For item 25, just over half of all participants (58.59%) responded that they were either 
“Very Likely” (n = 80, 20.83%) or “Likely” (n = 145, 37.76%) to “Mediate / Problem solve with 
cyberbully and victim” if made aware of students’ cyberbullying at his or her institution (M = 
3.59, SD = 1.08). Almost 42% of participants (41.86%), however, reported that they were either 
“Unlikely” (n = 39, 10.61%) or “Very Unlikely” (n = 20, 5.21%) to mediate with both parties, or 
were “Undecided” (n = 100, 26.04%). Despite the fact that not all participants indicated the 
likelihood to mediate with both parties, the majority of all participants did indicate the likelihood 
to review and follow institutional policy regarding the matter (item 26) (M = 4.29, SD = 0.88). 
Specifically, almost 89% of all participants (n = 339, 88.28%) responded that they would 
either “Very Likely” (n = 186, 48.44%) or “Likely” (n = 153, 39.84%), “Review institutional 
policy addressing cyberbullying and follow the required steps to address the incident” (item 26). 
Here again, however, it is notable that almost 12% of participants (n = 35) reported that they 
were “Unlikely” (n = 10, 2.60%) or “Very Unlikely” (n = 9, 2.34%) to review and follow 
institutional policy, or were “Undecided” (n = 26, 6.77%). Along this same vein, the majority of 
all participants indicated the likelihood to report the incident to their institution (item 27) (M = 
4.61, SD = 0.66). 
As many as 95.31% of all participants responded that they would either “Very Likely” (n 
= 263, 68.49%) or “Likely” (n = 103, 26.82%), “Report incident to someone at the institution” 
(item 27). Just over 4% of participants (n = 21, 4.69%) reported that they were “Unlikely” (n = 
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3, 0.78%) or “Very Unlikely” (n = 3, 0.78%) to report the incident, or were “Undecided” (n = 
15, 3.91%). In the next section, data from the Cyberbullying Survey (items 11-28) based on 
select participant demographics will be presented. See Table 10 for the breakdown of 
Cyberbullying Survey responses (items 22-27) based on the entire participant sample (N = 384).  
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Table 10  
Breakdown of Cyberbullying Survey Responses (Items 22-27) According to Entire Sample 
Item 22: “...‘Do nothing.’” n Percentage 
Very Unlikely 240 62.50% 
Unlikely 104 27.08% 
Undecided 18 4.69% 
Likely 14 3.65% 
Very Likely 8 2.08% 
M = 1.56, SD = 0.90 
Item 23: “...‘Discuss the situation with the cyberbully.’” n Percentage 
Very Unlikely 12 3.13% 
Unlikely 19 4.95% 
Undecided 49 12.76% 
Likely 175 45.57% 
Very Likely 129 33.59% 
M = 4.02, SD = 0.97 
Item 24: “...‘Discuss the situation with the victim.’” n Percentage 
Very Unlikely 9 2.34% 
Unlikely 3 0.78% 
Undecided 15 3.91% 
Likely 147 38.28% 
Very Likely 210 54.69% 
M = 4.42, SD = 0.81 
Item 25: “...‘Mediate / Problem solve with cyberbully and victim.’” n Percentage 
Very Unlikely 20 5.21% 
Unlikely 39 10.61% 
Undecided 100 26.04% 
Likely 145 37.76% 
Very Likely 80 20.83% 
M = 3.59, SD = 1.08 
Item 26: “...‘Review institutional policy addressing cyberbullying and follow the required 
steps to address the incident.’” 
n Percentage 
Very Unlikely 9 2.34% 
Unlikely 10 2.60% 
Undecided 26 6.77% 
Likely 153 39.84% 
Very Likely 186 48.44% 
M = 4.29, SD = 0.88 
Item 27: “...‘Report incident to someone at the institution.’” n Percentage 
Very Unlikely 3 0.78% 
Unlikely 3 0.78% 
Undecided 12 3.13% 
Likely 103 26.82% 
Very Likely 263 68.49% 
M = 4.61, SD = 0.66 
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Analysis of Cyberbullying Survey Items as Compared to Select Participant Demographics 
Data from the Cyberbullying Survey based on select participant demographics was 
analyzed. Participant demographics selected for analysis include gender and years of experience. 
If every instance of dissention were discussed here it would overwhelm the reader; therefore, the 
dissertation research will only discuss relevant differences exceeding 30% or greater when 
compared against each other on the same item. 
Before discussing this analysis of data, however, it should be noted that despite being 
planned for analysis, it ended up not being feasible to compare group differences for item 8 
(“Please indicate your role within your institution- check all that apply.”) or item 10 (“Please 
select the student population(s) that you serve in your position at your institution- check all that 
apply.”). The reason for this is because participants could select as many responses as desired, 
leaving the dissertation researcher unable to compare the categories within that item in a 
meaningful way. For example, in item 10 it was not clear why some participants selected 
“Degree-Seeking Students” (n = 2, 0.52%) but not any other category (e.g., “Undergraduate 
Students”). Similarly, it was not clear why some participants selected “Undergraduate Students” 
(n = 102, 26.56%) but not any other category (e.g., “Degree-Seeking Students”). As a result of 
this confusion, it was not possible to completely isolate, for example, those participants who only 
served undergraduate, degree-seeking students and compare their responses on an item within 
the survey to those participants who only served graduate, degree-seeking students.  In 
conclusion, because items 8 and 10 were constructed differently (i.e., more than one answer was 
allowed), they were not broken down for further analysis within this section. Instead, data from 
these items is considered along with the overall population data analysis (N = 384) in the 
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previous section. The analysis of cyberbullying survey items as compared to select participant 
demographics will begin with participant gender.  
Gender 
 Participant gender as reported in item 7 (“What is your gender?”) was compared 
according to responses on items 11-28 of the Cyberbullying Survey. No significant gender 
related differences were found in the data (e.g., gender was compared to items that addressed the 
existence of a cyberbullying problem; the impact on students; institutional preparedness; and 
personal preparedness). Specifically, response rates for males matched (within 30%) response 
rates for females on items 11-28 of the Cyberbullying Survey. This finding should be interpreted 
with caution, however, since the groups were not equal in size. Next, the analysis of 
cyberbullying survey items as compared to select participant demographics will continue with 
years of experience. See Table 11 for a breakdown of this specific participant demographic.  
Table 11 
Breakdown of Participants According to Gender 
Group Percentage n 
Females 56.77% 218 
Males 43.23% 166 
 
Years of Experience 
Participants’ years of experience as reported in Item 9 (“Please indicate the number of 
years you have worked in higher education.”) were compared according to responses on items 
11-28 of the Cyberbullying Survey. No significant differences were found in the data. 
Specifically, response rates according to years of experience match (within 30%) on items 11-28 
of the Cyberbullying Survey. This finding should be interpreted with caution, however, since the 
groups were not equal in size. In the next section, relevant findings from Cyberbullying Survey 
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based on select institutional demographics will be presented. . See Table 12 for a breakdown of 
this specific participant demographic.  
Table 12 
Breakdown of Participants According to Years of Experience 
Group Percentage n 
Under 1 Year 5.21% 20 
1-4 Years 18.49% 71 
5-7 Years 14.84% 57 
8-10 Years 11.72% 45 
More than 10 Years 49.74% 191 
 
Analysis of Cyberbullying Survey Items as Compared to Select Institutional Demographics 
Data from the Cyberbullying Survey based on select institutional demographics was 
analyzed. Participant demographics selected for analysis include total student enrollment and 
institutional classifications. Institutional classifications include public versus private institutions 
and non-profit versus for-profit institutions. If every instance of dissention were discussed here it 
would overwhelm the reader; therefore, the dissertation research will only discuss relevant 
differences exceeding 30% or greater when compared against each other on the same item. The 
analysis of cyberbullying survey items as compared to select institutional demographics will 
begin with total student enrollment. 
Total Student Enrollment 
Total student enrollment as reported in Item 4 (“Please indicate the total student 
enrollment at your institution.”) were compared according to responses on items 11-28 of the 
Cyberbullying Survey. Significant differences exceeding 30% were found within item 12. Other 
responses associated with total student enrollment match (within 30%) on items 11-28 of the 
Cyberbullying Survey. This finding should be interpreted with caution, however, since the 
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groups were not equal in size. See Table 13 for a breakdown of this specific institutional 
demographic.  
Table 13 
Breakdown of Participants According to Total Student Enrollment 
Total Student Enrollment  Percentage n 
Under 1,000 Students 4.69% 18 
1,000 – 4,999 Students 23.44% 90 
5,000 – 9,999 Students 13.02% 50 
10,000 – 14,999 Students 15.89% 61 
15,000 or More Students 42.97% 165 
 
For item 12 (“In your opinion, to what extent is cyberbullying a problem at your 
institution?”), only 28% of institutions with enrollments totaling between “5,000-9,999 Students” 
(n = 14) compared to 66.67% of institutions with enrollments totaling “Under 1,000 Students” (n 
= 12) responded that cyberbullying is a “Minor Problem (1-3 cases / semester)” at their 
institution. This is a different of 38.67%. Next, the analysis of cyberbullying survey items as 
compared to select institutional demographics will continue with public versus private 
institutions. See Table 14 for the breakdown of Cyberbullying Survey responses based on total 
student enrollment.  
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Table 14 
Breakdown of Cyberbullying Survey Response (Item 12) According to Total Student Enrollment 
Item 12: “In your opinion, to what extent is cyberbullying a problem at your institution?” 
 
No Problem  
(0 cases / 
semester 
Minor 
Problem  
(1-3 cases / 
semester) 
Moderate 
Problem 
(4-6 cases / 
semester) 
Considerable 
Problem  
(7-9 cases / 
semester) 
Serious 
Problem 
(more than 10 
cases / 
semester) 
Don’t Know 
Under 1,000 
Students 
16.67% (3) 66.67% (12) 11.11% (2) 0.00% (0) 0.00% (0) 5.56% (1) 
1,000 – 4,999 
Students 
6.67% (6) 46.67% (42) 28.89% (26) 10.00% (9) 2.22% (2) 5.56% (1) 
5,000 – 9,999 
Students 
0.00% (0) 28.00% (14) 38.00% (19) 14.00% (7) 2.00% (1) 18.00% (9) 
10,000 – 
14,999 
Students 
3.28% (2) 31.13% (19) 31.15% (19) 22.95% (14) 4.92% (3) 6.56% (4) 
15,000 or 
More 
Students 
1.21% (2) 29.09% (48) 29.09% (48) 15.15% (25) 6.67% (11) 15.76% (26) 
 
Public Versus Private Institutions 
Institutional type as reported in Item 4 (“Please indicate your institutional type.”) were 
compared according to responses on items 11-28 of the Cyberbullying Survey. No significant 
differences were found in the data. Specifically, response rates according to public versus private 
designations match (within 30%) on items 11-28 of the Cyberbullying Survey. This finding 
should be interpreted with caution, however, since the groups were not equal in size. Next, the 
analysis of cyberbullying survey items as compared to select institutional demographics will 
continue with for-profit versus non-profit institutions. See Table 15 for a breakdown of this 
specific institutional demographic.  
Table 15 
Breakdown of Participants According to Public versus Private Institutions 
Institutional Type Percentage n 
Public 69.79% 268 
Private 30.21% 116 
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For-profit Versus Non-profit Institutions  
Institutional type, including for-profit and non-profit, as reported in Item 3 (“Your 
institution is:”) were compared according to responses on items 11-28 of the Cyberbullying 
Survey. No significant differences were found in the data. Specifically, response rates according 
to for-profit versus non-profit designations match (within 30%) on items 11-28 of the 
Cyberbullying Survey. This finding should be interpreted with caution, however, since the 
groups were not equal in size. See Table 16 for a breakdown of this specific institutional 
demographic.  
Table 16 
Breakdown of Participants According to Institutional Type (For-Profit versus Non-Profit) 
Institutional Type Percentage n 
For-Profit 7.03% 27 
Non-Profit 92.97% 357 
 
In the next section, the rationale of and utility for the use of a secondary method of inquiry for 
this dissertation will be discussed. 
Semistructured Interview Data Analysis 
The purpose for a secondary method of inquiry was to provide additional support and 
detail for the dissertation research questions. As discussed in Chapter Three, data from the 
semistructured interviews was analyzed using a six-step combined coding strategy developed by 
Creswell (2009) and Tesch (1990). Step one involved the creation of transcripts for each of the 
six semistructured interviews in order that they may be reviewed in greater detail. The second 
step included combining and reviewing all data and taking notes. In the third and fourth steps, 
data was coded and further categorized according to emerging ideas and themes. The fifth step of 
the combined coding strategy involved the development of narration and tables, which will be 
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highlighted in the sections to come. Interpretation of resulting data comprised the final step in the 
process.  
The combined coding strategy (Creswell, 2009; Tesch, 1990) results are considered to be 
supplemental to the results obtained from the Cyberbullying Survey. With the exception of two 
semistructured interview items (1-2) which were intended to collect demographical information 
from participants, each of the remaining items (3-9) was intended to address one of three 
dissertation research questions. In the next section, results from this combined coding strategy 
are presented, beginning with general demographics. This will be followed by results from 
semistructured interview items 3-5, 6-7, and finally 8-9. See Table 17 for a breakdown of each 
semistructured interview item and its relationship to the dissertation research question. 
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Table 17 
Relationship between Semistructured Interview Items and Dissertation Research Questions 
Dissertation Research Question Semistructured Interview Item 
Demographics Purposes Only 
Item 1 
“Please describe your role at your 
institution.” 
 
Item 2 
“Talk to me about some of the ways in 
which your institution uses technology in 
education.” 
What are faculty and academic administrators’ perceptions 
of cyberbullying within higher education? 
Item 3 
“What comes to mind when you hear the 
term, ‘cyberbullying?’” 
 
Item 4 
“In what ways do you think cyberbullying 
can be manifested within higher 
education?” 
Item 5 
“What consequences of cyberbullying 
among college students come to mind for 
you? These could include social, physical, 
legal, or other consequences.” 
How prepared do faculty and academic administrators 
perceive themselves to be with regard to responding to 
situations involving cyberbullying? 
Item 6 
“In your position within your institution, 
what do you feel is your responsibility with 
regard to cyberbullying among students?” 
Item 7 
“Tell me about how you would address a 
situation involving cyberbullying among 
students at your institution.” 
How prepared do faculty and academic administrators 
perceive their institutions to be with regard to responding 
to situations involving cyberbullying? 
Item 8 
“What do you feel is the responsibility of 
your institution as a whole with regard to 
cyberbullying among students?” 
Item 9 
“How does your institution address a 
situation involving cyberbullying among 
students?” 
 
Analysis of General Demographics 
Items 1 and 2 of the semistructured interview were intended to collect general 
information regarding participants and their place of employment. Specifically, information was 
sought regarding the participant’s role held at his or her institution (item 1) as well as what role 
technology plays at his or her institution (item 2). First, information pertaining to participant 
demographics will be discussed.  
It is important to point out at this time that several participants expressed some concern 
over the possibility of being identified as a result of participating in this study. As a result, the 
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dissertation researcher has decided that some demographical data which could potentially 
identify a participant or link him or her to specific findings in this study will be excluded from 
this analysis in order to protect anonymity. 
As indicated in Chapter Three, the final sample size of the semistructured interview 
method included six (N = 6) participants from within the United States. Four (n = 4) participants 
identified as female and two (n = 2) participants identified as male. The majority of participants 
(n = 4) reported holding an administrative role, while one participant (n = 1) reported holding a 
faculty role. One of these participants (n = 1) assumed both faculty and administrative duties. 
Institutional demographics will be discussed next. 
Two participants (n = 2) represented for-profit, online-based institutions.  Three 
participants (n = 3) represented non-profit, land-based institutions. One participant (n = 1) 
represented an institution that manages a land-based campus as well as several associated, 
completely online institutions. It was unclear if, for the other five participants, programming was 
exclusively online-based or land-based. It was evident, however, that all participants worked for 
institutions that incorporate technology into all aspects of the educational experience. 
One of the ways in which technology is incorporated into the educational experience at 
the institutions of these participants is through communication. All participants (N = 6) 
referenced some type of electronic or other technological communication method for interacting 
with campus constituents, including email, text messaging, online portals, online grading, and 
conference calls. Another method in which technology is incorporated into the educational 
experience at these institutions is by offering education through an online platform. Specifically, 
interview responses suggested that each institution offers some form of online programming, 
whether that includes fully online courses or hybrid courses that are hosted by a variety of online 
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learning management systems (LMSs), such as Blackboard, D2L, and WebCT. Next, responses 
to items 3-5 of the semistructured interview will be analyzed. Please see Table 18 for the 
demographic breakdown of general demographics.  
Table 18 
Breakdown of Semistructured Interview General Demographics  
General Demographics of Sample n 
Male  2 
Female  4 
Faculty ONLY  
Administration ONLY  
Faculty + Administration  
1 
4 
1 
For-Profit Institution 
Non-Profit Institution 
3 
3 
Online-Based Institution  
Land-Based Institution  
Online-Based Institution + Land-Based Institution  
2 
3 
1 
 
Analysis of Items 3-5 
Items 3-5 of the semistructured interview were intended to address the following 
dissertation research question: What are faculty and academic administrators’ perceptions of 
cyberbullying within higher education? First, item 3 will be discussed. 
Item 3 of the semistructured interview asked, “What comes to mind when you hear the 
term, ‘cyberbullying?’” All participants in the sample (N = 6) connected cyberbullying to 
technology. In other words, in order to consider an incident as cyberbullying, each participant 
indicated that it had to involve technology in some way (e.g., social media, internet, texting). As 
many as 50% of participants (n = 3) also specifically mentioned that cyberbullying can be used 
as a way to gain power over another person. One participant even pointed out that cyberbullying 
has the tendency to be pseudo-anonymous in nature (“There is sort of this anonymity about it yet 
it is not necessarily anonymous.”), while another suggested that the perpetrator in a cyberbulling 
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incident uses technology specifically to behave in a hurtful or damaging way (“You find people 
saying things through email or through text messaging that they would never say to someone to 
their face.”). The following feedback summarizes the opinion of one participant in particular:  
Cyberbullying to me means two things.  One is it – it is the equivalent of harassment or a 
fault in a virtual format.  But I also think of the term cyber bullying when I think of the 
use of technology in asserting a different power structure, meaning I am looking to 
dominate, manipulate or in some way change the power structure through electronic 
means.  
Next, item 4 is discussed. 
For item 4 of the semistructured interview (“In what ways do you think cyberbullying can 
be manifested within higher education?”), all participants in the sample (N = 6) pointed out that 
cyberbullying is manifested within higher education through the use of technology. Four (n = 4) 
participants specifically mentioned that cyberbullying can be manifested between students, while 
three (n = 3) participants noted that cyberbullying can be manifested between student and 
faculty. One (n = 1) participant said that the manifestations are potentially, in fact, limitless.  
Analysis of the interview data for the six participants revealed four different 
manifestations of cyberbullying. Four of the participant described how cyberbullying can occur 
as a result of misinterpretation of communication (n = 4). Three participants described how 
cyberbullying can as a result from disinhibition (n = 3). Disinhibition is defined as a “loss or 
reduction of an inhibition” (Disinhibition, n.d., para. 1) and is associated with cyberbullying 
behavior (e.g., Dean, 2010). Other causes of cyberbullying mentioned by at least one participant 
(n = 1) included intentional intrusion of others’ personal online data (“Once you have intrusion, 
there is much you can do in terms of sabotage. Once you have access to people’s secrets, there 
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are all sorts of things you can do with them.”), exclusionary behaviors (“In terms of how students 
decide to interact with each other or who they leave out of their circle.”), or unclear boundaries 
(“because [students] have my email address they seem to think that we are on a more personal 
level.”). Two participants (n = 2) mentioned that manifestations within higher education are 
infrequent; however, additional information for this was not provided during the interview.  
To highlight one way in which cyberbullying might be manifested within a higher 
education setting, one participant suggested that a student’s attitude and perspective are both 
important factors to consider. In this way, cyberbullying behavior may arise as a result of 
harboring a negative or condescending attitude about learning, or from not considering different 
cultural and social perspectives held by others in a class including those of the instructor. These 
themes, which include problems with miscommunication and issues interacting with others, 
reflects the view of all other participants (N = 6). According to this participant: 
I know that sometimes there are people – not always, but some of them – just have the 
attitude that they already know everything they need to know, and they’re just taking 
these classes because they want a degree because they need this credential but they aren’t 
thinking in terms of learning something new.  They just want to get the piece of paper so 
they can then move up at their job or whatever.  And when someone has that attitude it’s 
not possible for them to learn.  They just stop their opportunities for learning.  And in 
with that is that attitude – I think of it as a chauvinism – not male chauvinism –but 
chauvinism - that idea that whatever cultural group you belong to or however you were 
brought up – that’s the right way, there is no other right way and anybody who has any 
other cultural background or different ideas or world view is wrong.  And I don’t often 
get people like that in my classes but every once in a while I get somebody like that, 
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somebody who isn’t able to see beyond their own biases.  And so anything that that 
person says in a discussion post might be offensive to others. 
Next, item 5 is discussed. 
The final interview item (item 5) within this grouping asked participants, “What 
consequences of cyberbullying among college students come to mind for you? These could 
include social, physical, legal, or other consequences.” Themes identified for this item were 
separated according to victim consequences, perpetrator consequences, or consequences that 
would apply to both the victim and the perpetrator. Not every participant addressed 
consequences for both the victim and the perpetrator. One (n = 1) participant focused exclusively 
on victim consequences, while another (n = 1) participant focused exclusively on perpetrator 
consequences. The remaining four (n = 4) participants addressed potential consequences for the 
victim as well as for the perpetrator. Consequences ranged from warnings to legal action.  
Participants reported several victim consequences. For example, one participant 
discussed the impact of segregation (n = 1) (“People can get segregated from their social 
group.”). Another victim consequence may be suicide (n = 1) (“People commit suicide because 
they were bullied so badly.”). For perpetrator consequences, participants had additional ideas to 
share. 
Participants reported numerous perpetrator consequences. For example, two participants 
mentioned the consequence of course reassignment (n = 2) (e.g., “might be assigned to a 
different class if they are unable to get along with people.”). Another participant mentioned 
warnings (unspecified) as another consequence (n = 1). Reprimands (unspecified) was another 
consequence shared during the interview (n = 1). One participant suggested that the development 
of a behavioral contract or action plan may be necessary in some situations (n = 1) (“We would 
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have to have a face to face plan of action.”). Another perpetrator consequence included 
supervision or monitoring of online behavior (n = 1) (“We could see who it is and try to track 
that person down based on IP address and Mac address.”), and then blocking or filtering online 
access as needed (n = 1). Finally, suspension (n = 1), expulsion (n = 1), or legal actions 
(unspecified) (n = 1) were also noted. With regard to responding to incidents as a way of 
reducing the consequential impact of cyberbullying within higher education in general, one 
participant pointed out that response is slow.  
Specifically, the participant who pointed out that response is slow was quoted as follows: 
“I will be honest with you. In terms of institutions, institutions can move very slowly. 
Institutions, even online institutions with security measures, would be very limited and very slow 
in their responses.” A final remark made by one participant was particularly poignant. This 
participant said, “I don’t know what we would actually enforce.” Next, responses to items 6-7 of 
the semistructured interview will be analyzed. Please see Table 19 for a summary of themes 
identified for items 3-5 of the semistructured interview. 
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Table 19 
Semistructured Interview Themes (Items 3-5)  
Item 3: “What comes to mind when you hear the term, ‘cyberbullying?’” 
Sample Demographics Code Themes Identified 
Female / Administration 
Technology-based issue; A way to gain power over another person; 
Actions are anonymous 
Female / Administration 
Technology-based issue; A way to gain power over another person; A 
form of harassment; A way to manipulate another person 
Female / Faculty +Administration Actions of a vigilante; Actions of a zealot 
Female / Administration   
Technology-based issue; A way to gain power over another person; A 
method for threatening another person; An intrapersonal interaction 
Male / Administration  Technology-based issue; Immature behavior 
Male / Faculty Technology-based issue; Damaging behavior; Hurtful behavior 
Item 4: “In what ways do you think cyberbullying can be manifested within higher education?” 
Sample Demographics Code Themes Identified 
Female / Administration 
Technology-based issue; Manifested through student-student interaction; 
Manifested through student-faculty interaction; Manifested through 
unclear boundary issues; Manifested through misinterpretation of 
communication 
Female / Administration 
Technology-based issue; Manifested through student-student interaction; 
Manifested through student-faculty interaction; Manifested through 
unclear boundary issues; Manifested through misinterpretation of 
communication; Manifested through disinhibition 
Female / Faculty +Administration 
Technology-based issue; Manifested through intentional intrusion of 
others’ personal online data; Manifestations are limitless 
Female / Administration   
Technology-based issue; Manifested through student-student interaction; 
Manifested through misinterpretation of communication; Manifested 
through disinhibition; Manifestations are infrequent 
Male / Administration  
Technology-based issue; Manifested through student-student interaction; 
Manifested through disinhibition; Manifested through exclusionary 
behavior 
Male / Faculty 
Technology-based issue; Manifested through student-faculty interaction; 
Manifested through misinterpretation of communication; Manifestations 
are infrequent 
Item 5: “What consequences of cyberbullying among college students come to mind for you? These could 
include social, physical, legal, or other consequences.” 
Sample Demographics Code Themes Identified 
Female / Administration Victim - Segregation from others; Victim - Suicide  
Female / Administration 
Perpetrator - Reprimands (unspecified); Perpetrator - Develop a 
behavioral contract or action plan; Perpetrator - Course reassignment; 
Perpetrator – Suspension; Perpetrator - Legal action  
Female / Faculty +Administration Victim or Perpetrator - Slow and limited institutional response  
Female / Administration   Perpetrator - Legal action (unspecified) 
Male / Administration  
Perpetrator - Supervision or monitoring of online behavior; Perpetrator - 
Blocking or filtering of online access 
Male / Faculty 
Perpetrator - Warnings (unspecified); Perpetrator - Course reassignment; 
Perpetrator - Expulsion 
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Analysis of Items 6-7 
Items 6-7of the semistructured interview were intended to address the following 
dissertation research question: How prepared do faculty and academic administrators perceive 
themselves to be with regard to responding to situations involving cyberbullying? First, item 6 
will be discussed. 
Item 6 asked participants, “In your position within your institution, what do you feel is 
your responsibility with regard to cyberbullying among students?” Only one (n = 1) participant 
stated that they have no official responsibility on the matter. Instead, this participant remarked 
that in situations involving cyberbullying, constituents have a moral responsibility. Specifically, 
this participant remarked, “I have no official responsibility associated with security in my 
institution.  My responsibility is moral to try to educate as many people as I can on the threats.” 
Other participants offered different suggestions with regard to their responsibilities. 
Two participants reported that they are responsible for developing clear and directed 
policy with regard to cyberbullying (n = 2) (e.g., “My role [is to allow] the campus leaders to 
have a policy that [has] some teeth present and to be able to act upon cyberbullying.”). Two 
participants indicated the expectation that they would serve to provide guidance (unspecified) on 
the matter for all parties (n = 2) (“The campus leader would contact me and say, ‘This is what 
I’m looking at. What do you think I should do?’”). Other indications of responsibility were more 
specific in nature. 
For example, one participant specifically indicated they would provide supervision or 
monitoring of online perpetrator behavior (n = 1). They may also need to block or filter online 
access (“filter some things, certain websites that the student goes to.”). Another participant 
indicated a responsibility to implement the physical follow-through of a consequence (n = 1) 
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(“implementing if somebody needs to be withdrawn from a course or suspended from a course, 
physically implementing that so that actually does occur.”). Two participants mentioned, in 
particular, the expectation that they are responsible for resolution if it occurs between their 
students during the class term (n = 2). Specifically, one participant said, 
I would take a student in, I would close the door, and I would just have this very frank 
conversation, almost in a maternal way, about saying this is not how we treat other 
people. It is far more personal than it is procedural [because] there has to be some sort of 
the human element. 
Expectations of responsibility for handling cyberbullying become vague, however, if the 
incident occurs within the realm of social media.  In particular, one participant pointed out that 
while student conduct policies apply to online situations, the institutional responsibility for 
handling cyberbullying issues that arise within technologies other than online learning platforms 
is less clear: 
All the same rules apply to student conduct in the policy for a face-to-face classroom as it 
does in online. So, if a student is disruptive through their words or they are disruptive in 
how they communicate with me as an instructor, then that to me is disruptive and it meets 
the test of the policy. [But] this is where the lines get really gray about what to do with 
the social media because the social media is really outside the classroom. 
Similar to this participant, two other participants also indicated a similar level of confusion or 
hesitation for item 6, specifically with regard to the limitations of institutional policy when 
addressing student conduct and behavior within social media (n = 2) (e.g., “I can only control the 
drama that happens within my classroom.” Item 7, which rounds out this grouping of 
semistructured interview items, is discussed next. 
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Item 7 of the semistructured interview (“Tell me about how you would address a situation 
involving cyberbullying among students at your institution.”) produced varied results. While the 
majority of participants (n = 5) reported a process for addressing a situation involving 
cyberbullying, these processes were somewhat unique from one another and rather general in 
nature.  
For example, one participant said that their preference is to conduct an independent 
investigation first, and then hold a meeting with the perpetrator and victim together in order to 
resolve the issue (n = 1) (“bring the two together with me and have a conversation about it.”). If 
that did not produce a resolution, this participant would then report the incident to the institution. 
Another participant said that they would first hold a meeting with the victim in order to 
determine the victim’s expectations for resolution, and then encourage that the victim and 
cyberbully work it out together (n = 1). If that did not produce a resolution, the participant would 
encourage the victim to escalate the issue by offering to refer the case to an academic conduct 
committee (“There is a mechanism I could call where you can report misconduct violations.”). In 
yet another example, one participant indicated that they would submit the details of an incident 
directly to the dean in order to initiate a formal academic conduct committee right away (n = 1) 
(“and the committee reviews the evidence.”).  
As stated, the processes that participants reported using to address a situation of 
cyberbullying among students are each somewhat unique in their approach. In addition, only one 
participant involved the institution right away (n = 1) (“Went to the dean.”); the remaining 
participants (n = 5) indicated a preference to work it out themselves first with the victim (e.g., “I 
would probably go to the victim in that scenario and check to make sure what I am seeing is 
actually what it feels like.”), with the perpetrator  (e.g., “I would find out what [their] agenda is 
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before I did anything.”), or to refer one or both parties to resources and options (unspecified) that 
are intended to aid the resolution process. One participant brought up potential trust issues that a 
student victim might have with regard to confiding in a member of the institution who is not a 
student, as well as the participant’s relative uncertainty for how to move forward with a situation 
should a student confide in them (n = 1). This participant said,  
I think I’d probably go to the student first who is the victim, clarify and make sure they 
really are feeling cyberbullied and, of course, I have to rely on them trusting me and they 
may or may not do that and then from there actually giving them the options where they 
can – try to give them options where they can go for help. 
It should be noted that specific options for which the participant would then provide the victim, 
as they suggested trying to do, were not discussed. Next, responses to items 8-9 of the 
semistructured interview will be analyzed. Please see Table 20 for a summary of themes 
identified for items 6-7 of the semistructured interview.  
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Table 20 
Semistructured Interview Themes (Items 6-7)  
Item 6: “In your position within your institution, what do you feel is your responsibility with regard to 
cyberbullying among students?” 
Sample Demographics Code Themes Identified 
Female / Administration 
To develop clear and directed policy development for institution; To 
provide guidance on matter (unspecified) to faculty, staff, others (not 
student) 
Female / Administration 
Responsible for resolution if during class term (but not social media per 
se); To hold a face-to-face meeting with perpetrator 
Female / Faculty +Administration No official responsibility- moral only 
Female / Administration   
To uphold policy; To implement follow-through (e.g., process 
withdrawals or suspensions) 
Male / Administration  
Uncertain; To provide supervision or monitoring of online behavior for 
perpetrator; To block or filter online access for perpetrator; To provide 
guidance on matter (unspecified) to student victim 
Male / Faculty 
Responsible for resolution if during class term; To provide guidance on 
matter (unspecified) to student victim 
Item 7: “Tell me about how you would address a situation involving cyberbullying among students at your 
institution.” 
Participant Demographics Code Themes Identified 
Female / Administration 
Process described as follows: hold meeting with victim, determine 
expectations for outcome, encourage victim and cyberbully to meet and 
resolve issue independently; If no resolution reached, offer assistance for 
referral to a formal academic conduct committee 
Female / Administration 
No specific process described; Suggested holding a face-to-face meeting 
with perpetrator. 
Female / Faculty +Administration 
Process described as follows: conduct independent investigation of 
incident, hold meeting with both victim and cyberbully together to 
attempt resolution.; If no resolution reached, report to institution as a 
misconduct violation 
Female / Administration   
Process described as follows: receive incident details from faculty and 
then submit the incident details to the dean in order to initiate a formal 
academic conduct committee 
Male / Administration  
Process described as follows: hold meeting with victim and then refer to 
resources (unspecified) for resolution 
Male / Faculty 
Process described as follows: hold meeting with perpetrator to attempt 
resolution; If no resolution reached, report incident to a formal academic 
conduct committee 
 
Analysis of Items 8-9 
Items 8-9 of the semistructured interview were intended to address the following 
dissertation research question: How prepared do faculty and academic administrators perceive 
their institutions to be with regard to responding to situations involving cyberbullying? First, 
item 8 will be discussed. 
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Item 8 asked participants, “What do you feel is the responsibility of your institution as a 
whole with regard to cyberbullying among students?” Two participants specifically pointed out 
that it is the responsibility of their institutions to provide a safe environment for all constituents 
(n = 2) (e.g., “to create a safe environment for everyone that is attending school there and 
everyone who is working there, bottom line.”). Another participant agreed with this expectation 
(n = 1), but specifically excluded social media as an environment for which institutions are 
expected to ensure constituent safety. Specifically, this participant said, 
I [do] have ways of protecting students in an online environment but the responsibility 
stops at the education doorway, if you will, meaning there [is] nothing I [can] do legally 
to, say, Facebook, LinkedIn, or any other kinds of social media – I can’t prevent that. 
As another participant pointed out (n = 1), however, “It is less about protecting a student 
and more about making options available to them if they choose to take advantage of it.” One 
way to make such options available is to educate faculty. It was suggested by one participant that 
“perhaps an awareness campaign for faculty” be implemented so that people can not only learn 
about what is available, but then also make those resources available to those in need (n = 1). 
Other responses to item 8 dealt more specifically with this idea, that the establishment of policy, 
process, or other directives related to cyberbullying is a priority. 
Three participants reported that it is the responsibility of the institution to establish clear 
expectations with regard to cyberbullying (n = 3) (e.g., “a responsibility to educate their 
populace as to what is acceptable, and then to follow that and act on it when they see it.”). For 
example, it should be made clear what is appropriate versus inappropriate student behavior 
within an online context. These participants also indicated the need for a clear process to follow 
for resolving incidents that arise (e.g., “You can’t just not address it. You’ve got to make sure 
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that there’s a person [that the] student can contact.”). One participant also added that it is also the 
responsibility of the institution to promote the institution’s mission, which is likely to reflect 
values such as responsibility and stewardship of all (n = 1) (“I can’t quote from the institutional 
learning objectives specifically but I know that they include something about citizenship.”). As 
one participant put it, “People who have a degree from our institution should not be known for 
bullying other people.” Item 9, which rounds out this grouping of semistructured interview items, 
is discussed next.  
The final interview item (item 9) of the semistructured interview asked participants, 
“How does your institution address a situation involving cyberbullying among students?” As it 
turned out, the responses provided by four of the participants (n = 4) were very similar to item 7 
(“Tell me about how you would address a situation involving cyberbullying among students at 
your institution.”). Essentially, these participants stated that the process they would follow is the 
same as the institution’s process. Unfortunately, data from one participant was not applicable 
because their response focused on due process on minors within a high school setting (n = 1). 
The remaining participant provided a very different response than in item 7 (n = 1).  
Unlike the four participants in the sample described in the previous paragraph who 
provided a very similar response for item 7 and item 9 (n = 4), one participant provided a rather 
vague process for item 7 (n = 1). This participant then provided a very different and detailed 
response for item 9. Specifically, for item 7, this participant was rather vague about how they 
would address a cyberbullying situation among students. For item 9, however, the participant 
outlined a rather formal process for how their institution would address the same situation. Here 
is what this participant had to say: 
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First, the faculty or staff member who finds out about the problem has to report it.  And 
they have a hearing that is part of the process.  And there is like a pool of people who 
have been trained [to handle these situations].  And three of those people will be called 
whenever something like this comes up.  And they will have a conference call and 
somebody will present whatever the charge is.  And the student will have the opportunity 
to explain or defend himself or herself.  At that point the three people confer and [decide] 
if there is enough evidence to carry this further or has the person explained the situation. 
And then they – if they feel the person needs some counseling or one on one assistance, 
they will assign somebody to work with that person. If that doesn’t work, they bring it to 
the next level and I don’t know the details about what happens.  
It is unclear why this participant’s response was so much different than item 7. Please see Table 
21 for a summary of themes identified for items 8-9 of the semistructured interview.  
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Table 21 
Semistructured Interview Themes (Items 8-9)  
Item 8: “What do you feel is the responsibility of your institution as a whole with regard to cyberbullying 
among students?” 
Sample Demographics Code Themes Identified 
Female / Administration To provide a safe environment for all constituents 
Female / Administration 
To provide a safe environment for all constituents, but not with regard to 
social media 
Female / Faculty 
+Administration 
To provide a safe environment for all constituents 
Female / Administration   
To establish a clear institutional policy; To educate constituents with regard 
to appropriate behavior (unspecified) 
Male / Administration  To make options available (unspecified) 
Male / Faculty 
To promote citizenship; To promote the institutional mission; To provide a 
clear process for resolution 
Item 9: “How does your institution address a situation involving cyberbullying among students?” 
Sample Demographics Code Themes Identified 
Female / Administration N/A (example was a secondary-specific educational due process) 
Female / Administration 
Response is similar to response provided for item 7: No specific process 
described; Suggested holding a face-to-face meeting with perpetrator 
Female / Faculty 
+Administration 
Process described as follows: receive report, convene a trained committee, 
meet with perpetrator, then deliver a decision; If no resolution reached, 
report incident to higher level within the institution 
Female / Administration   
Response is similar to response provided for item 7: Process described as 
follows: receive incident details from faculty and then submit the incident 
details either to the dean, learner affairs, or ombudsman office to initiate a 
formal academic conduct committee 
Male / Administration  
Response is similar to response provided for item 7: Process described as 
follows: hold meeting with victim and then refer to resources (unspecified) 
for resolution 
Male / Faculty 
Response is similar to response provided for item 7: Process described as 
follows: hold meeting with perpetrator to attempt resolution; If no 
resolution reached, report incident to a formal academic conduct committee 
 
Summary of Chapter 
In Chapter Four, the processes followed and the results obtained using two different 
methods of research to inform this dissertation was presented; namely, the Cyberbullying Survey 
and the semistructured interview. First, the Cyberbullying Survey method was analyzed using 
descriptive statistics.   
Descriptive statistics includes “procedures for summarizing, organizing, graphing, and, in 
general, describing quantitative information” (Vogt, 1993, p. 67). To begin, the 28-item 
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Cyberbullying Survey data yielded descriptive data in the form of percentages for participant and 
institutional demographics. Visual (i.e., tables) and narrative interpretations aided the 
representation of this data. Next, analyses of specific categories of the sample according to 
selected Cyberbullying Survey items, based on to the entire participant sample (N = 384), were 
conducted. 
Descriptive data from selected items of the Cyberbullying Survey, including means 
(discussed as percentages), medians, and standard deviations based on the entire participant 
sample (N = 384) were analyzed. Once again, visual (i.e., tables and pie charts) and narrative 
interpretations aided the representation of this data. Finally, items from the Cyberbullying 
Survey were analyzed according to select participant and institutional demographics. Here again, 
visual (i.e., tables) and narrative interpretations aided the representation of this data. The 
secondary method of research used to inform this dissertation, the semistructured interview, was 
presented next. 
The purpose for a secondary method of inquiry, which included a semistructured 
interview process, was to provide additional support and detail for the dissertation research 
questions. Each of the semistructured interviews (N = 6) was transcribed and analyzed using a 
coding process developed by Creswell (2009) and Tesch (1990). First, general demographics for 
each participant as well as for his or her institution were coded and presented both visually (i.e., 
tables) and in narrative form. A presentation (including visual and narrative) of the resulting 
themes found during the coding process according to these demographic codes (including visual 
and narrative interpretations) concluded this secondary analysis.  
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CHAPTER FIVE 
Discussion  
Introduction 
Chapter Five provided a summary of conclusions resulting from this dissertation, a 
discussion of its limitations, and suggestions for future research. First, a summary of conclusions 
according to the dissertation research questions are presented in the following order: “What are 
faculty and academic administrators’ perceptions of cyberbullying within higher education?” 
(question one); “How prepared do faculty and academic administrators perceive themselves to be 
with regard to addressing situations involving cyberbullying?” (question two); and “How 
prepared do faculty and academic administrators perceive their institutions to be with regard to 
addressing situations involving cyberbullying?” (question three). Dissertation research question 
conclusions will each be discussed according to the method used, which includes an online 
survey (Cyberbullying Survey) and a semistructured interview. Demographic differences were 
not large enough to be highlighted in this chapter; however, other notable conclusions found as a 
result of comparing data between methods will be highlighted. The limitations of this dissertation 
research study and suggestions for future research will conclude Chapter Five. To begin, 
conclusions regarding dissertation research question one are presented. 
Conclusions Regarding Dissertation Research Question One 
Dissertation research question one asked, “What are faculty and academic administrators’ 
perceptions of cyberbullying within higher education?” Data obtained from specific items within 
both the Cyberbullying Survey (items 11-18) and the semistructured interview (items 3-5) served 
to help inform this question. This section begins with a discussion of relevant research 
conclusions based on Cyberbullying Survey data. 
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Cyberbullying Survey Conclusions (Items 11-18)  
The results from the Cyberbullying Survey demonstrated that participants perceive 
cyberbullying to be occurring at higher education institutions, and that these incidents have 
occurred within the last 12 months. In fact, survey data indicate only 13.80% of institutions have 
not experienced any cyberbullying incidents within the last 12 months. This finding supports 
what other researchers have already indicated, which is that cyberbullying does not end after 
high school (e.g., Dilmaç, 2009; Macdonald & Roberts-Pittman, 2010; Zalaquett & Chatters, 
2014).  The frequency of occurrence is notable as well.  
Even though 44.53% of institutions reported that cyberbullying is a rare occurrence, 
approximately this same percentage of institutions (41%) reported that cyberbullying occurs on a 
monthly, if not more frequent, basis. Assuming for a moment the likelihood that these incidents 
of cyberbullying were discovered through student reporting, these rates of occurrence should be 
considered in light of Finn’s (2004) study, which found that a mere 7% of university students (N 
= 339) actually report cyberbullying incidents. Based on this logic, then, one might conclude that 
the rates of occurrence reported in this survey are seriously underestimated because they are not 
grounded in reality. Also of interest with regard to cyberbullying occurrences is the perception 
that participants have regarding the extent to which cyberbullying is a problem at one’s own 
institution versus other institutions.  
The majority of participants who completed the Cyberbullying Survey do perceive 
cyberbullying to be a problem both at their own institution and elsewhere (84.49% and 84.89%, 
respectively); however, the extent of that perception differs. Specifically, the problem of 
cyberbullying is perceived to be more “moderate” (40% versus 31%), more “considerable” (26% 
versus 14%), or more “serious” (10% versus 5%) at other institutions than at one’s own 
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institution. Conversely, participants also feel that the problem of cyberbullying is more “minor” 
(35% versus 9%) or “not a problem” (3% versus 0%) at one’s own institution than at other 
institutions. Though individual participant responses were not directly compared between these 
items, this is an interesting pattern that could be explained as a group-serving bias.  
A group-serving bias is a social psychological concept. It is defined as, “Explaining away 
outgroup members’ positive behaviors; also attributing negative behaviors to their dispositions 
(while excusing such behavior in one’s own group)” (Myers, D., 2010, p. S4). This bias “inflates 
people’s judgments of their groups” (p. 71). “When groups are comparable, most people consider 
their own group superior” (p. 71). In this case, it appears that when considered altogether (N = 
384), survey participant’s perception of the cyberbullying problem experienced at his or her own 
institution indicates a positive bias compared to his or her perception of the cyberbullying 
problem at other institutions. Simply put, a group-serving bias could explain why these 
participants appear to feel that cyberbullying is a problem, but more so at other institutions than 
at their own.  
If a group-serving bias is operating it could lead to the participants also being misinformed 
about the realities of cyberbullying within higher education. For example, if constituents feel that 
their institution is not really struggling with cyberbullying issues as much as other institutions, 
opportunities to address it in a proactive manner may be downplayed or ignored because they do 
not comprehend its scope on their own campus. Also, there is a chance that victims might feel 
unsupported, misunderstood, and would be less likely to come forward under these conditions. 
Next, the extent to which participants agree that cyberbullying affected students in specific ways 
is discussed. 
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The Cyberbullying Survey results mirror a disagreement described in the review of the 
literature for this dissertation regarding how cyberbullying can affect students. Participants 
overwhelmingly either disagree or strongly disagree (96.1%) that “cyberbullying toughens 
students up.” Conversely, participants overwhelmingly either agree or strongly agree (89.33%) 
that “cyberbullying has long lasting negative effects.” Given these results, it appears that most 
participants feel that cyberbullying does not serve to strengthen individual character. In addition, 
participants also feel that the effects of cyberbullying may lead to long-term consequences for an 
individual. These findings compliment Akbulut and Eristi’s (2011) research, which found that up 
to 25% of cyberbullying victims eventually become cyberbullying perpetrators. Victims 
becoming perpetrators can contribute to a potentially long-term, negative cycle within one’s 
community, a cycle also pointed out by Doane et al. (2013). A smaller but nevertheless 
measurable percentage of participants, however, differ on several other points. 
Specifically, 22.91% of participants agree, strongly agree, or are neutral about 
cyberbullying producing “positive results such as resiliency and self-advocacy.” Similarly, 
20.57% of participants agree, strongly agree, or are neutral that cyberbullying “prepares students 
for life” (20.57%). Finally, 23.7% of participants disagree, strongly disagree, or are neutral with 
regard to implementing “formal cyberbullying prevention and/or intervention programs” at all 
higher education institutions. Given these findings, there appears to be a small but measurable 
perception among some participants that cyberbullying may be beneficial in some way. This 
perception is certainly supported by Gumbrecht (2013), who sought to frame cyberbullying as a 
necessary evil, suggesting that it is one aspect of human development, and by enduring it we may 
become stronger. Next, research conclusions based on semistructured interview data with regard 
to dissertation research question one are discussed. 
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Semistructured Interview Conclusions (Items 3-5) 
While the rates of cyberbullying occurring within higher education were not specifically 
addressed in the semistructured interview, two of the individuals interviewed did report that 
cyberbullying occurs on an infrequent basis (additional details were not discussed). Analyses of 
the interview data also revealed that all the interview participants reported that in order to qualify 
an incident as cyberbullying, the incident has to involve technology. This qualification is in 
congruence with the definition posited by the U.S. Department of Health and Human Services 
(2014c). According to interview participants, other cyberbullying characteristics can also include 
an attempt to control or gain power over another person, to behave in a hurtful or damaging way, 
and to act anonymously. Moreover, these incidents can be manifested not only between students 
but also between students and faculty. Similar characteristics of cyberbullying have also been 
noted in other studies (e.g., Butler et al., 2009; Chan, 2014; Minor et al., 2013; Parr, 2013; 
Smith, 2007; Wood, 2014; Zalaquett & Chatters, 2014). A variety of ways that interview 
participants perceive cyberbullying to manifest within higher education is discussed next.  
Manifestations of cyberbullying, as perceived by interview participants, includes 
communication breakdown between two or more people, unclear relationship boundaries, 
breaches of online privacy, disinhibition, and exclusionary behaviors. Similar manifestations of 
cyberbullying have also been reported in other studies (e.g., Bryce & Fraser, 2013; Carvel, 2002; 
Doane et al., 2013; Patchin & Hinduja, 2006). When asked what consequences of cyberbullying 
come to mind, most interview participants framed these perceived consequences separately. That 
is, perceived consequences were framed according to either a victim (e.g., the victim would 
suffer) or a perpetrator (e.g., the perpetrator would get into trouble) standpoint.  
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Interview participants perceive there to be two victim-specific consequences of 
cyberbullying. These include segregation from others as well as suicide. Other researchers (e.g., 
Alvarez, 2013; Eckholm, 2011; Held, 2011; Marr & Field, 2001; Pilkington, 2010; Wood, 2014) 
have suggested that victim suicide may be positively correlated with cyberbullying behavior; that 
is, a completed suicide resulting from being cyberbullied. With regard to segregation from 
others, while interview participants did not elaborate on this consequence, Cooke et al. (2010) 
were able to demonstrate that victims of cyberbullying also struggle with social competence and 
relationship management which can contribute to isolation.  When framed according to a 
perpetrator standpoint, interview participants perceive there to be nine different consequences.  
Perpetrator-specific consequences of cyberbullying as perceived by interview participants 
include course reassignment, warnings, reprimands, development of a behavioral contract or 
action plan, supervision or monitoring of online behavior, blocking or filtering of online access, 
suspension, expulsion, and legal actions. Psychological or social consequences of cyberbullying 
were not mentioned by any interview participants, even though such perpetrator-specific 
consequences have been documented by other researchers (StopBullying, n.d.). Additional 
details regarding three of the more generic perpetrator-specific consequences perceived by 
interview participants (warnings, reprimands, and legal actions) were not provided in the 
interview but have been addressed in the research literature for this study.   
Regarding perpetrator-specific legal consequences, however, research indicates that 
charges may include identity theft (Davis, 2012) or even child pornography (if cyberbullying 
involves “sexting”) (Junco, 2014; Miller & Hirschkirn, 2010). In fact, O’Mara (2014) also 
discussed that some states are pushing to make cyberbullying an illegal act. Researchers such as 
Patchin and Hinduja (2014) are monitoring state and school district reactions to cyberbullying by 
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maintaining a website that outlines current anti-bullying laws for school districts across the 
United States. With regard to actually carrying through with any of these perpetrator-specific 
consequences for cyberbullying, however, one interview participant pointed out that institutional 
response is often slow.  
Unfortunately, additional details about one interview participant’s comment regarding the 
slow response rate of the institution were not included in the interview. The reason for this is 
because the dissertation researcher did not prompt the participant for more information. 
Response rates, however, can be indicative of an institution’s tendency to respond proactively to 
cyberbullying behavior; in fact, being proactive has been cited as an imperative function for 
reducing cyberbullying (Cross et al., 2011).  If it truly is the case that some institutions are slow 
to respond, though, this finding relates to the overall level of preparedness interview participants 
perceive not only themselves but also their institutions to be with regard to addressing incidents 
of cyberbullying (dissertation research questions two and three). Those conclusions will be 
addressed shortly. A summary of conclusions based on dissertation research question one (“What 
are faculty and academic administrators’ perceptions of cyberbullying within higher education?”) 
will follow.  
Summary of Conclusions for Dissertation Research Question One 
The data from this study supports that there is a general awareness of the concept of 
cyberbullying among participants. Combining the results of this study with what was reported in 
Chapter Two, it also seems a reasonable conclusion to assume that there is a general awareness 
of the existence of cyberbullying in higher education and that cyberbullying is occurring within 
higher education, with almost half of the participants from this study reporting monthly or more 
frequent rates of occurrence.  
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Most participants also perceive cyberbullying behavior to be detrimental to the 
development of personal character in some way, and that intervention programs should be 
implemented. These perceptions were also supported by the research literature (e.g., Finn, 2004; 
Johnson, 2012; Junco, 2011; U.S. Department of Health and Human Services, 2014a).  A very 
small percentage of participants, however, are neutral about or feel that cyberbullying may 
actually strengthen personal character, and that intervention programs should not be 
implemented. Among the participants in this study, there is a consensus that cyberbullying 
occurs through technology and that incidents may arise not only between students but between 
students and faculty as well. Participants feel that some victims may become segregated from 
others or even be driven to suicide. The process for cyberbullying resolution within higher 
education includes a range of general as well as specific perpetrator-specific consequences, but 
resolution may occur at a rather slow pace. Next, conclusions regarding dissertation research 
question two are presented. 
Conclusions Regarding Dissertation Research Question Two 
Dissertation research question two asked, “How prepared do faculty and academic 
administrators perceive themselves to be with regard to addressing situations involving 
cyberbullying?” Data obtained from specific items within both the Cyberbullying Survey (items 
20-27) and the semistructured interview (items 6-7) served to help inform this question. This 
section begins with a discussion of relevant research conclusions based on Cyberbullying Survey 
data. 
Cyberbullying Survey Conclusions (Items 20-27)  
The vast majority (82.55%) of participants who completed the Cyberbullying Survey do 
not perceive themselves to be completely prepared to handle incidence of cyberbullying at their 
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institutions. A similar finding was reported by Barnes et al. (2012). This team found that just 
over 91.8% of participants within their sample, which included primary and secondary 
participants (teachers and senior administration staff), perceived themselves to be less than fully 
prepared and “lacked skills to deal with cyberbullying” (p. 218). Barnes et al. (2012) also found 
there to be an inverse relationship between perceived skill level and grade taught, which may 
suggest that participants within higher education are predictably unprepared and unskilled to 
handle cyberbullying incidents.  
Specifically, participants within Barnes et al.’s (2012) sample working with older 
students rated themselves as less skilled than participants working with younger students. Eden 
et al. (2013) was also able to show a similar inverse relationship, demonstrating that teachers in 
primary grades felt more confidence about perceived preparedness than teachers in secondary 
grades. Despite the finding that most participants who completed the Cyberbullying Survey do 
not perceive themselves to be completely prepared to handle incidence of cyberbullying at their 
institutions, however, many have already had to do so. 
According to the Cyberbullying Survey, over half (59.90%) of all participants have 
intervened in a cyberbullying incident before. The reason or reasons why intervention occurred 
was not addressed in this study. While many (88.28%) also report that they would review 
institutional policy addressing cyberbullying and follow the required steps to address the incident 
if they were made aware of an incident at his or her institution, almost 12% of them are either 
unlikely to do so or are undecided. In other words, just over 1 in 10 participants cannot always be 
counted on to review institutional policy addressing cyberbullying and follow the required steps 
to address the incident. This is concerning, since so many have already had to intervene in a 
related incident. This finding is also interesting because, according to survey data, over half of 
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the institutions represented in the sample do not actually have an official policy in place. This 
particular finding will be highlighted again and discussed in more detail with other conclusions 
found for dissertation research question three. First, other conclusions regarding the likelihood 
that participants would act in response to a cyberbullying incident are discussed. 
Data from the Cyberbullying Survey indicated that a measurable percentage (i.e., 50% or 
more and in some cases even higher) of all participants would respond in some manner if they 
were made aware of students’ cyberbullying at their institution. This research also uncovered, 
however, that the tendency to respond is never a guarantee.  
For example, while the majority of participants (89.58%) deny that they would “do 
nothing” if made aware of students’ cyberbullying at his or her institution, a minority report 
otherwise. In particular, almost 11% of participants indicate that they are likely to do nothing or 
are undecided. In other words, as many as 1 in 10 participants cannot always be counted on to do 
something when informed of a cyberbullying incident. The reasons behind inaction were not 
addressed in this study. It has been suggested by some (e.g., Parr, 2013; Piotrowski & Lathrop, 
2012; Summerville & Fischetti, 2005), however, that higher education constituents do not know 
how their institution expects them to respond, or what their institution would do if they made a 
report. Whether this lack of clarity would influence participant action or inactivity during a 
cyberbullying situation deserves further research. 
In a related situation, while the majority of participants (95.31%) indicate that they would 
make a report if they were made aware of a cyberbullying incident at his or her institution, some 
participants (5%) are either unlikely to make a report or are undecided. While this percentage is 
small, it is important for students to be able to count on all participants to report on their behalf; 
after all, only a very small percentage of students ever come forward (e.g., Finn, 2004; 
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NOBullying, 2014). Also of interest was that participants show a preference for working with the 
victim rather than working with the cyberbully. 
More participants show a preference for discussing the situation with the victim (92.97%) 
than for discussing the situation with cyberbully (79.16%) if they were made aware of students’ 
cyberbullying at their institution. The underlying reason or reasons why this is the case was not 
addressed in this study. Once again, however, a measurable percentage of participants cannot be 
counted on for doing so. Specifically, 7.03% of all participants are unlikely, very unlikely, or 
undecided about discussing the situation with the victim, while over twice as many (20.84%) are 
unlikely, very unlikely, or undecided about discussing the situation with the cyberbully. An even 
larger percentage of participants are unlikely, very unlikely, or undecided about mediating or 
problem solving with both the cyberbully and the victim together. 
While just over half of participants (58.59%) would mediate / problem solve with the 
cyberbully and the victim if they were made aware of an incident at his or her institution, the 
remaining participants cannot be counted on to do so. In fact, almost half (42%) of all 
participants are reportedly unlikely, very unlikely, or undecided on the matter. The reason or 
reasons for why participants responded as they did in the Cyberbullying Survey with regard to 
working with the victim, the cyberbully, or both, were not directly addressed in the survey. It 
does, however, suggest a hesitation to work with the aggressor in these situations. This is 
unfortunate if it is the case because research has shown that working with a cyberbully may serve 
to directly reduce the likelihood of recurrence (e.g., Davis, 2012). Working only with the victim, 
on the other hand, may serve to appease the situation, but only in the short term (Cook et al., 
2010). Cook et al. (2010), in fact, pointed out that victims of cyberbullying tend to remain targets 
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of bullying behavior throughout life. Next, research conclusions based on semistructured 
interview data with regard to dissertation research question two are discussed. 
Semistructured Interview Conclusions (Items 6 and 7)  
While only one interview participant indicated that the only responsibility they are 
expected to have with regard to cyberbullying among students at their institution is a moral one, 
remaining interview participants who completed the semistructured interview were able to 
provide examples regarding the responsibilities they each hold. For example, depending on their 
specific role within their institution, these responsibilities included developing relevant policy, 
providing guidance to those involved, supervising online behavior, blocking or filtering online 
access, and implementing formal student enrollment changes, such as a course or institutional 
withdrawal. After this point in the interview, however, interview participants became less 
confident. Two areas in which interview participants seem unsure or less confident about their 
responsibility has to do with when cyberbullying occurs (e.g., during or after a class or term) and 
through which medium (e.g., institutional online learning platform versus social media). 
One interview participant indicated that it is their responsibility to resolve incidences of 
cyberbullying, but only if they occur between their students during the class term, which 
included face-to-face and online classes. This interview participant clarified, however, that if the 
incident occurs over social media or after the course has ended, it is beyond their jurisdiction.  
Other interview participants also stated confusion or hesitation about these boundaries. They are 
unsure if they are obliged to address incidents that occur through a medium unsupported by the 
institution or that occur during a term in which the involved parties are not students in their class 
at the time. Confusion and hesitancy regarding constituent responsibility has been pointed out by 
other researchers within the pre-K-12 system (e.g., Eden et al., 2013; Stauffer et al., 2012), 
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leading the dissertation researcher to conclude that it is unclear what these obligations actually 
are for higher education institutions. Interview participants also provide a variety of responses 
with regard to processing cyberbullying incidents, indicating a lack of clear direction.  
All interview participants were able to describe a process they would follow in order to 
address an incident of cyberbullying among students at their institution. Of interest, however, is 
that each process is rather unique and the steps are rather general. For example, for the first step 
in the process as described by two interview participants, was to meet with the victim first. Two 
other participants would meet with the perpetrator first. Another participant would not meet with 
either the victim or the perpetrator and the final participant would conduct an independent 
investigation. For the second step in the process one interview participant will provide 
encouragement to both parties to achieve resolution independently, one will hold a meeting with 
both the victim and the perpetrator, two will initiate a formal conduct committee, one will “refer 
to sources,” and one did not provide a second step. Only two interview participants included a 
third step, which is to initiate a formal conduct committee. See Table 22 for a breakdown of all 
responses according to each step in the process. 
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Table 22 
Breakdown of Processes for Addressing Incidents of Cyberbullying – Participant  
Participant Demographics 
Code 
Process 
Step 1 Step 2 Step 3 
Female / Administration 
Hold meeting with 
victim to determine 
expectations for 
outcome. 
Encourage victim and 
cyberbully to meet and 
resolve issue 
independently. 
If no resolution reached, 
offer assistance for 
referral to a formal 
academic conduct 
committee. 
Female / Administration 
Hold a face-to-face 
meeting with 
perpetrator. 
  
Female / Faculty + 
Administration 
Conduct independent 
investigation of 
incident. 
Hold meeting with both 
victim and cyberbully 
together to attempt 
resolution. 
If no resolution reached, 
report to institution as a 
misconduct violation. 
Female / Administration 
Receive incident 
details from faculty. 
Submit the incident 
details to the dean in 
order to initiate a formal 
academic conduct 
committee. 
 
Male / Administration 
Hold meeting with 
victim. 
Refer to resources 
(unspecified) for 
resolution. 
 
Male / Faculty 
Hold meeting with 
perpetrator to attempt 
resolution. 
If no resolution reached, 
report incident to a 
formal academic conduct 
committee. 
 
 
It is the professional opinion of the dissertation researcher that the consequences resulting 
from so many unique processes for handling cyberbullying has the potential to result not only in 
unpredictable outcomes but also in undesirable consequences (e.g., institutional lawsuits) for 
those involved. It is recommended, therefore, that institutions should provide all constituents 
with clarification and direction regarding their role and expectation with regard to cyberbullying 
within higher education. It is not a new idea that faculty, staff, and administration can benefit 
from further clarification regarding these issues. In fact, specific suggestions for doing so have 
already been put forth by others within the pre-K-12 (e.g., Bauman, 2011; Carey, 2013; Cross et 
al., 2011; Diamanduros et al., 2008) and higher education (e.g. Finn, 2004; Johnson, 2012; 
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Junco, 2011) systems. Next, a summary of research conclusions according to dissertation 
research question two (“How prepared do faculty and academic administrators perceive 
themselves to be with regard to addressing situations involving cyberbullying?”) are presented. 
Summary of Conclusions for Dissertation Research Question Two  
Most participants feel less than completely prepared to handle incidents of cyberbullying 
among students at their institution, yet over half have already had to handle a case. While the 
majority of participants would, in most cases, respond in some manner if informed of a 
cyberbullying incident, not all can be counted on to do so. Participants also seem to prefer to deal 
with the victim rather than with the cyberbully or both parties together. Some indicate confusion 
with regard to their responsibility for responding to incidents of cyberbullying due to perceived 
boundaries. Specifically, it remains unclear whether to respond or not respond according to when 
cyberbullying occurs (e.g., during or after a class or term) and through which medium (e.g., 
institutional online learning platform versus social media). Also unclear is the process for 
handling a cyberbullying incident. Next, conclusions regarding dissertation research question 
three are presented. 
Conclusions Regarding Dissertation Research Question Three 
Dissertation research question three asked, “How prepared do faculty and academic 
administrators perceive their institutions to be with regard to addressing situations involving 
cyberbullying?” Data obtained from specific items within both the Cyberbullying Survey (items 
19 and 28) and the semistructured interview (items 8-9) served to help inform this question. This 
section begins with a discussion of relevant research conclusions based on Cyberbullying Survey 
data. 
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Cyberbullying Survey Conclusions (Items 19 and 28)  
Less than 20% of participants who completed the Cyberbullying Survey perceive that 
their institution is completely prepared to handle incidences of cyberbullying among its student 
body. This lack of confidence has been noted by other researchers as well. For example, Stauffer 
et al. (2012) also found that, among pre-K-12 teachers, there was a lack of confidence with 
regard to their school’s follow-through on such matters. Similarly, Minor et al. (2013) found that 
over 60% of the postsecondary instructors from their sample (N = 346) “either did not know 
what resources were available or felt that there were not any resources available” (p. 24). Other 
reports make similar conclusions regarding lack of clarity (e.g., Parr, 2013; Piotrowski & 
Lathrop, 2012; Summerville & Fischetti, 2005). Given this perception, it is not surprising that 
Cyberbullying Survey participants also report an absence of policy directed toward 
cyberbullying within their institutions.  
Less than half (42.19%) of all participants report that their institution has enacted an 
official school policy that specifically addresses cyberbullying. As mentioned earlier within the 
conclusions regarding dissertation research question two, this finding is of particular interest 
because over half (59.90%) of all participants have already had to intervene in a cyberbullying 
incident before. Unlike pre-K-12 institutions, however, higher education institutions are not yet 
mandated by law to respond to cyberbullying (Gilroy, 2013); therefore, they are not breaking any 
rules for not having a policy in place. Regardless, it is apparent that there are some participants 
handling incidents of cyberbullying despite there not being an official policy to follow. 
Fortunately, many participants are open to using resources provided by their institutions for 
handling incidences of cyberbullying. 
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Most participants (88.28%) indicate that they would review institutional policy 
addressing cyberbullying and follow the required steps to address the incident if they were made 
aware of an incident at his or her institution. While this is a good sign, agreeing to review a 
policy and follow required steps to address a cyberbullying incident is unhelpful if the institution 
does not have these resources in place to begin with. Next, research conclusions based on 
semistructured interview data with regard to dissertation research question three are discussed. 
Semistructured Interview Conclusions (Items 9-10)  
Interview participants feel that their institutions should be responsible for providing a 
safe environment for all participants; however, they showed some hesitation about what is meant 
by “environment.” Specifically, one interview participant pointed out that the institutional 
environment excludes social media. Two other interview participants did not elaborate on the 
term “environment.” This was an interesting finding because, even though the interview 
participants were not asked if their institutions engaged in social media, 99.22% of all 
participants from the Cyberbullying Survey group indicated that their institution does engage in 
social media. In fact, social media is a common medium through which cyberbullying occurs 
(e.g., Bryce & Fraser, 2013; Carvel, 2002; Chan, 2014; Gross, 2014; Kowalski et al., 2012). If an 
institution engages with constituents and the public through this medium, it is the professional 
opinion of the dissertation researcher that expectations with regard to safety be established. This 
issue will be addressed in more detail when implications for future research are discussed. 
Interview participants also feel that their institutions should be responsible for developing clear 
expectations and guidelines for handling incidents of cyberbullying. 
Interview participants feel strongly about their institutions handing down directives with 
regard to handling incidents of cyberbullying. In particular, making it very clear what is expected 
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of all constituents and providing guidance for handling transgressions are considered a priority 
by this group, in addition to promoting the institutional mission. As one interview participant 
pointed out, however, developing these expectations and resources is not intended to control or 
to police the educational community; rather, this interview participant suggests that it is “more 
about making options available to them if they choose to take advantage of it.” As indicated 
earlier, the Cyberbullying Survey results suggest that if given the chance, many participants 
would take advantage of these resources. Interview participants also provide somewhat mixed 
responses with regard to how their institutions process cyberbullying incidents. 
All interview participants except one are able to describe an institutional process for 
addressing an incident of cyberbullying among student (one interview participant described a 
process that was specific to a secondary school rather than higher education). Of particular 
interest was when compared to the conclusions from dissertation research question two, only 
three (out of six) interview participants reported the same process for addressing cyberbullying at 
their institutions (i.e., item 7 asked how the participant would handle the incident, while item 9 
asked how the institution would handle the incident). Once again, these processes are rather 
general in nature. Fortunately, it does suggest that the interview participant would handle the 
incident in the same way as their institution. One interview participant, however, reported a 
different process according to each scenario. 
One interview participant reported an institutional process that is different from the 
participant process (i.e., what he or she would do) that they described earlier for handling 
cyberbullying incidents among students. For example, this interview participant described a four-
step institutional process as follows: receive a report, convene a trained committee, meet with 
perpetrator, and deliver a decision. If resolution is not reached, the institution process includes a 
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fifth step, which involves reporting the incident to a higher level. In comparison, this same 
interview participant described a two-step participant process as follows: conduct independent 
investigation of the incident and then hold meeting with both victim and cyberbully together to 
attempt resolution. If resolution is not reached, her next step is to report the incident to the 
institution as a misconduct violation. See Table 23 for a breakdown of all responses according to 
each step in the process. 
Table 23 
Breakdown of Processes for Addressing Incidents of Cyberbullying – Institution 
Participant Demographics 
Code 
Process 
Step 1 Step 2 Step 3 Step 4 Step 5 
Female / Administration N/A (example was a secondary-specific educational due process) 
Female / Administration 
Hold a face-to-
face meeting 
with 
perpetrator. 
    
Female / Faculty + 
Administration 
Receive report Convene a 
trained 
committee  
Meet with 
perpetrator 
Deliver a 
decision 
If resolution 
not reached, 
report 
incident to 
higher level 
within 
institution 
Female / Administration 
Receive 
incident details 
from faculty. 
Submit the 
incident details 
to the dean in 
order to 
initiate a 
formal 
academic 
conduct 
committee. 
   
Male / Administration 
Hold meeting 
with victim. 
Refer to 
resources 
(unspecified) 
for resolution. 
 
Male / Faculty 
Hold meeting 
with perpetrator 
to attempt 
resolution. 
If no 
resolution 
reached, report 
incident to a 
formal 
academic 
conduct 
committee. 
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It is entirely possible that the interview participant who reported an institutional process 
that was different from the participant process is describing a “two-stage process” of sorts for 
handling cyberbullying at their institution. In other words, it could be that this interview 
participant would first try and resolve the incident (which is essentially the participant process) 
in the “first stage.” This participant would only involve the institution if the situation is 
unresolved, which would initiate the institutional process, or “stage two.” Clarification on this 
subject was not provided in the interview. Assuming this is the case, however, it now becomes a 
question of whether it is appropriate or wise for an institutional constituent, given how damaging 
and potentially dangerous cyberbullying behavior can be (Zalaquett & Chatters, 2014), to 
attempt resolution independently before involving the institution.  It is once again the 
professional opinion of the dissertation researcher that the consequences resulting from 
following more than one process when handling cyberbullying, both at the participant and 
institutional level, may result not only in unpredictable outcomes but also in potentially dire 
consequences for all involved. Next, a summary of research conclusions according to dissertation 
research question three (“How prepared do faculty and academic administrators perceive their 
institutions to be with regard to addressing situations involving cyberbullying?”) are presented. 
Summary of Conclusions for Dissertation Research Question Three 
The majority of participants perceive their institutions to be less than completely prepared 
to handle incidences of cyberbullying among its student body. Less than half of all represented 
institutions in the study have enacted official policy to address cyberbullying. The majority of 
participants, however, indicate that they would review and follow such a policy if it existed. In 
the meantime, the processes followed by institutions represented in the sample for handling 
cyberbullying incidents among students are unclear to participants. It is valued that institutions 
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provide a safe environment and to establish clear directives for all participants; however, given 
the different mediums through which cyberbullying can occur, the issue soon evolves into one of 
boundaries and how far institutional policy can and should reach. In the next section, limitations 
of this dissertation research study are discussed. 
Limitations: Cyberbullying Survey Method  
There was no mechanism in place to limit the number of times a participant was 
permitted to complete the Cyberbullying Survey. Submitting more than one response may bias 
the results, or “produce systematic error in a research finding” (Vogt, 1993, p. 21) and should be 
considered as a potential limitation of the survey design. Even if Survey Monkey (2014) allows 
for this capability, the anonymous nature of the study could have been compromised had such a 
restriction been implemented because the process might have involved asking for identifying 
information from participants as a way to track their responses. In addition, circumventing this 
restriction would have been simple; all a participant would have had to do in order to submit a 
second survey is to use a different computer or report new credentials. Another limitation, one 
which directly affects the generalizability of conclusions from this dissertation, resulted from the 
demographics of the sample.  
Limitations within a qualitative study can also result from a “lack of external 
generalizability in the sense of being representative of a larger population (Maxwell, 2013, p. 
137). Given that the majority of participants reported to be either staff or administration (totaling 
n = 277, 72.12%), it appears that the survey sample did not include an equal balance of other 
types of participants, such as faculty (n = 36, 9.37%). Also, there was not an equal balance of 
experience among participants. Almost 50% of the sample included participants with more than 
10 years of experience (n = 191; 49.74%). Had the balance between these demographics been 
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equal, generalization to the general population could have been made with more confidence. 
External generalizability limitations are also noted within the institutional demographic data. 
Almost half (n = 165; 42.97%) of all institutions represented by survey participants 
boasted enrollments of 15,000 or more students. Also, approximately 70% (n = 268) of all 
institutions are public, and virtually all (n = 357, 92.97%) are non-profit. Given these participant 
and institutional representation issues, it is recommended that the results of the Cyberbullying 
Survey be generalized with caution. Next, item-specific issues which contribute to limitations of 
the Cyberbullying Survey are addressed. 
While each survey item reported at least one skipped response (i.e., a participant did not 
provide any response), item 1 (“In which state is your institution based?”) included the most 
skipped responses. Fifty-three (n = 53) participants skipped item 1 completely. While it is 
unknown why participants skipped items in the survey, it may have to do with the fact that the 
online survey was not set up to require a response for each item. This is an optional feature 
available within the Survey Monkey (2014) program. There is a possibility that turning this 
feature on may have decreased skipped items on the Cyberbullying Survey. Item 1 posed a 
particular issue as well for another reason, and the combination of both issues prevented the 
dissertation researcher from utilizing data from item 1 in a meaningful way. 
Specifically, item 1 (“In which state is your institution based?”) allowed participants to 
designate if their institution is based outside of the United States.  Twelve (n = 12) participants 
selected this option. Unfortunately, additional location details were not collected as part of the 
methodology. It would have been helpful for the dissertation researcher to determine where these 
other institutions are based. Items 8 and 10 proved to be a challenge as well. 
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Items 8 (“Please indicate your role within your institution- check all that apply.”) and 10 
(“Please select the student population(s) that you serve in your position at your institution- check 
all that apply.”) were each developed in a way that was different from the other items in the 
Cyberbullying Survey. This was done intentionally; however, it became evident only after data 
was collected that these items would prove challenging to analyze. Rather than permitting only 
one response for each of these items (as was permitted for all other survey items), items 8 and 10 
permitted participants to select as many responses as desired. Based on the way participants 
responded, it is unknown if participants completely understood what the dissertation researcher 
was looking for.   
For example, the dissertation researcher expected that for item 10 (“Please select the 
student population(s) that you serve in your position at your institution- check all that apply.”) 
participants would select, at minimum, “Degree-Seeking Students” versus “Non Degree-Seeking 
Students” response options, and at least one additional category (e.g., “Undergraduate 
Students”); however, that did not always occur. Instead, two (n = 2) participants reported only 
serving “Degree-Seeking Students,” but did not declare the level of education being sought (e.g., 
“Graduate Students”). As a result, the dissertation researcher struggled to compare the categories 
from items 8 and 10 against other items on the survey in a meaningful way. Items 22-27 were 
also challenging to at least one participant who contacted the dissertation researcher directly to 
report the issue and to seek clarification. 
Items 22-27 of the Cyberbullying Survey attempted to gauge the likelihood that a 
participant would take a particular action if he or she encountered cyberbullying at his or her 
institution. Each item began as follows: “If you were made aware of students’ cyberbullying at 
your institution, how comfortable are you taking the following action?” One survey participant 
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pointed out that the response options do not match the questions. Specifically, the questions 
asked about comfort level, and the response options included likelihood of taking an action. 
Based on this advice, the dissertation researcher concluded that replacing the words "how 
comfortable" with "how likely" within the questions would provide better accuracy. Finally, the 
nature of response options for specific Cyberbullying Survey items limited the clarity of certain 
participant data. 
Sometimes, a participant does not have an opinion or is not certain about their answer to 
specific items in a survey. Because of this issue, the dissertation researcher intentionally 
designed the Cyberbullying Survey in such a way that provided participants the opportunity to 
refrain from a forced response on specific survey items (i.e., items 15-18 and items 22-27). For 
these items, the dissertation researcher included an “Undecided” or “Neutral” response option 
within the Likert-type scale. This essentially allowed participants to report when they were on 
the fence or did not have an opinion one way or the other. Though this survey design reduces the 
likelihood that a participant will be forced to select from options they do not necessarily agree 
with, allowing an “out” like this also leads to more unknowns. It would have been interesting to 
understand why some participants selected “Undecided” (items 22-27) or “Neutral” (items 15-
18) on certain items within the Cyberbullying Survey. Next, limitations of the semistructured 
interview method are discussed. 
Limitations: Semistructured Interview Method 
One way the dissertation researcher strived to reduce limitations and to establish validity 
within the semistructured interview was to obtain rich data. Rich data includes “data that are 
detailed and varied enough that they provide a full and revealing picture of what is going on” 
(Maxwell, 2013, p. 126). While every attempt was made to design good items and to conduct 
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each semistructured interview in such a way as to gain a deep and meaningful understanding of 
the interview participant’s responses, however, it is entirely possible that some meaning was lost 
along the way. In particular, several times within the results the dissertation researcher noted that 
additional information was not covered, elaborated upon, or discussed. As a result, conclusions 
were drawn based on some information that may not have been as complete as it could have 
been, thus limiting the validity of the data obtained from the semistructured interview process. 
Another way the dissertation researcher attempted to reduce limitations and to establish validity 
was through respondent validation. 
Respondent validation, which involves “systematically soliciting feedback about your 
data and conclusions from the people you are studying” (Maxwell, 2013, p. 126) was somewhat 
addressed in the semistructured interview method. For example, semistructured interview items 
were provided ahead of time to each interview participant. Before the interview began and 
immediately following the interview, the dissertation asked each interview participant if he or 
she had any questions about the interview items. Also, each of the semistructured interview items 
included its own prompt (see Appendix M). These prompts were used as needed.  Of course, it is 
possible that interview participants did not understand something, resulting in data that was off 
the mark in some way. Finally, sample demographics also provided some limitations to the 
semistructured interview data.  
The participant recruitment process implemented for the semistructured interview method 
was based entirely on convenience sampling. Convenience sampling refers to “a sample of 
subjects selected for a study not because they are [necessarily] representative but because it is 
convenient to use them” (Vogt, 1993, p. 48). For example, interview participants were selected 
based on recommendations from colleagues who were able and willing to participate within a 
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certain time frame. In several cases, the dissertation researcher knew the interview participant. In 
addition, most interview participants (n = 5) assumed an administrative role, thus limiting the 
faculty voice and the ability to make between-group comparisons. The sample size was also very 
small (N = 6). While this method of sampling was mostly intentional, it certainly poses 
limitations to the semistructured interview data. Generalizations from this convenience sample 
should be made with caution. In the next section, suggestions for future research are discussed. 
Improving Cyberbullying Research 
This dissertation is intended to serve as a foundation for others who are interested in the 
perceptions of cyberbullying held by a variety of constituents within higher education. This 
research process, however, has also presented new avenues of inquiry that are worth 
investigating. In this section suggestions for improving consistency within cyberbullying 
research as a whole is discussed. This will be followed by suggestions for future research based 
on new research inquiries that were uncovered during the dissertation research process. 
Kowalski et al. (2012) pointed out that the variability of methodologies within 
cyberbullying research leads to decreased consistency and further questions. This position is also 
supported by the U.S. Department of Health and Human Services (2014c). For any number of 
reasons, the methods between these studies are not uniform. For example, it may be difficult to 
design a study based on the most current medium through which cyberbullying occurs due to 
frequent technological advancements (Bauman, 2013; U.S. Department of Health and Human 
Services, 2014c). As a result, it becomes challenging to generalize conclusions about 
cyberbullying behavior because different studies might each be focused on not only a different 
form of technology (e.g., Instagram versus Facebook) but also a different process for collecting 
their data (e.g., number of times a compromising image of a victim is shared among friends 
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versus content of text messages shared with a victim). Replication is one recommendation for 
improving consistency between methodologies as they pertain to cyberbullying research.  
Replication of research involves reproducing “the findings of other investigators so as to 
increase confidence in (or refute) those findings” (Vogt, 1993, p. 196). In general, it is not clear 
to the dissertation researcher the extent to which research in this field is being purposely 
replicated. Vogt (1993), however, explains that “Despite the undeniable importance of 
replication, it is not done as often as it might be, largely because it is not high status work” (p. 
196). This is understandable; yet, replicating the methods employed within this dissertation 
research or related studies (e.g., those studies that focus on cyberbullying behavior within 
Instagram) will serve to strengthen or refute initial findings. Doing so will also allow researchers 
to develop stronger conclusions overall about cyberbullying behavior, thus reducing some 
inconsistencies between findings. Of course, revision of any noted limitations should precede 
replication efforts. In addition to improving consistency through replication, future researchers 
should also focus on improving sampling methods employed within cyberbullying research. 
Researchers have consistently relied on convenience sampling  for conducting research 
pertaining to cyberbullying (i.e., Dilmaç, 2009; Doane et al., 2013; Finn, 2004; Held, 2011; 
Johnson et al., 2013; Macdonald & Roberts-Pittman, 2010; Walker et al., 2011; Willard, 2007; 
Zalaquett & Chatters, 2014). The semistructured interview method employed in this dissertation 
was not any different and, while the Cyberbullying Survey included a representation of 
participants from across the United States, international representation was extremely limited and 
undefined. Future researchers would be wise to incorporate large and more representative 
national and international samples in order to obtain a broader understanding of cyberbullying on 
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a global scale. Next, suggestions for future research based on new research inquiries that were 
discovered during the dissertation research process are discussed. 
Cyberbullying Research: New Avenues of Inquiry 
This dissertation research process has uncovered five new avenues of inquiry into the 
field of cyberbullying within higher education. These avenues of inquiry include: determining if 
differences of opinion or process exist between institutional constituent groups; uncovering more 
about group bias and its relation to institutional constituent perceptions with regard to 
cyberbullying behavior; understanding the reason or reasons behind dissenters of popular 
opinion who believe cyberbullying behavior to be beneficial in some way; uncovering the reason 
or reasons behind preferences for working only with the victim of a cyberbullying encounter; and 
determining the boundaries of institutional protection and what that protection should look like. 
First, determining if differences of opinion or process exist between institutional constituent 
groups is discussed. 
As noted, one limiting aspect of the semistructured interview method was that most 
interview participants (n = 5) assumed an administrative role within their institution. Also, the 
sample size was very small (N = 6). In the Cyberbullying Survey group, the majority of 
participants (n = 321, 83.59%) identified as an administrator over any other institutional role. 
These limitations make it difficult to make any generalizations or to uncover opinions or 
processes of other constituent groups, such as faculty. It would behoove researchers to conduct 
more research in this area in order to effectively make such between-group comparisons and 
generalizations.  
It would be interesting to determine if, for example, faculty and administrators within 
higher education have different opinions regarding the effects that cyberbullying can have on 
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postsecondary students. It would also be worthwhile to uncover if faculty are likely to respond to 
cyberbullying cases in the same manner as administrators. Finally, it would be helpful to 
establish the degree to which these opinions and processes are shared at institutions nationwide. 
Identifying any between-group differences and determining how common these differences are 
within the larger population could serve to uncover where improvements with cyberbully policy 
and process need to occur. Second, group bias and its relation to institutional constituent 
perceptions with regard to cyberbullying behavior within higher education will be discussed. 
As indicated earlier, evidence from this study suggests that participants may be unclear 
about the actual versus perceived problem of cyberbullying within higher education. It was 
interesting that participants from the Cyberbullying Survey perceived the extent of cyberbullying 
at their own institution to be less of a problem than the extent of cyberbullying at other 
institutions. It would be worthwhile to expand on this issue through replication using another 
sample from this population. If a group bias is, in fact, occurring within higher education, 
replication studies should be able to demonstrate this trend.  
Assuming for a moment that this group bias does exist within higher education, it is the 
professional opinion of the dissertation researcher that institution leaders use this information as 
an opportunity to educate faculty, staff, and students about the current realities of cyberbullying. 
Cyberbullying education may be communicated in a variety of ways. First, it may be worthwhile 
to initiate a cyberbullying awareness campaign on campus, perhaps at the beginning of a 
semester or school year that would encourage everyone to start thinking about the issue. A 
second way to communicate cyberbullying education is to host, both on campus and online, a 
variety of engaging motivational speakers or writers who have had direct experience with 
cyberbullying. Third, as a way to separate fact from fiction, information about the realities of 
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cyberbullying could be advertised (e.g., through email campaigns, campus posters, or social 
media) to students and other institutional constituents. This advertising could also provide 
information for how to respond to or report cyberbullying if it does occur. Through these efforts, 
group biases may be reduced. Moreover, faculty, staff, and students may come to understand the 
pervasiveness of cyberbullying within higher education and how to respond to it. Third, 
understanding the reason or reasons behind dissenters of popular opinion who believe 
cyberbullying behavior within higher education to be beneficial in some way will be discussed. 
Swift and devastating consequences of cyberbullying behavior have recently been 
documented within pre-K-12 (Chan, 2014; Eckholm, 2011; Wood, 2014) and higher education 
(e.g., Pilkington, 2010). Yet, a small minority of participants who completed the Cyberbullying 
Survey perceives cyberbullying to be, at least on some level, beneficial to students. Why is this? 
The survey, unfortunately, did not seek an answer to that question. As indicated earlier, 
Gumbrecht (2013) suggested that cyberbullying should be endured as part of life. While this may 
be why some participants perceive cyberbullying to be beneficial to students, it ultimately 
remains unclear. It is the professional opinion of the dissertation researcher that this perception 
deserves further analysis.  
Though it may, due to the controversial nature of this topic, be a challenge to uncover, it 
would be worthwhile to try and investigate the underlying reason or reasons for why some 
people might perceive cyberbullying to be beneficial in some way to students. Of course, 
replication is necessary in order to determine if this is, in fact, a trend in the population. 
However, if a trend does exist and the given reasons are based on misinformation, for example, 
then this may suggest an opportunity once again for leaders to educate constituents at their 
respective institutions about cyberbullying. Moreover, it would be interesting to learn more about 
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the extent to which these people who hold this opinion can be counted on to handle situations of 
cyberbullying among students if they were directed to do so. It is the professional opinion of the 
dissertation researcher that, as the saying goes, the “chain is only as strong as its weakest link.” 
In the event cyberbullying occurs, will institutions be able to count on everyone equally to step 
in and help? Fourth, uncovering the reason or reasons behind preferences that participants within 
higher education have for working only with the victim of a cyberbullying encounter will be 
discussed. 
Cooke et al. (2010) point out that avoiding perpetrator interaction in order to focus more 
closely on the victim may only lead to a short term solution to cyberbullying behavior. To frame 
this situation in another way, it is like managing a medical symptom without treating its 
underlying cause. Davis (2012) further suggests that by focusing resolution efforts on the 
cyberbullying perpetrator, it may serve to directly reduce the likelihood of recurrence. Yet, 
participants in this study reported a preference for working with the victim over the perpetrator 
to resolve a cyberbullying incident between students. To what extent is treating the symptoms of 
cyberbullying with the victim serving to effectively eliminate cyberbullying reoccurrence by the 
perpetrator?  
As stated earlier, the majority of participants from this study agree that cyberbullying 
behavior within higher education needs to be addressed. Avoiding perpetrator interaction could 
be hindering this process, however, because the underlying cause of cyberbullying behavior is 
not being handled. Once again, replication is a necessary next step in order to determine whether 
a trend actually exists within higher education that supports the finding of a preference to work 
with a cyberbully victim rather than a perpetrator. If it is confirmed that constituents do, in fact, 
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prefer to work with a cyberbully victim, future research should seek to uncover the reason or 
reasons why this is the case in order to more effectively handles incidences going forward.  
At this point, one can speculate as to why someone might prefer to work with a victim in 
a cyberbullying situation. It could be, for example, that preference for working with a cyberbully 
victim is due to perpetrator intimidation. In this case, assertiveness training for faculty and staff 
may be an appropriate next step at some institutions in order to help them develop skills for 
working with a cyberbullying perpetrator. It could also be that some people feel unskilled 
managing conflict resolution.  
Developing a conflict resolution process, where all cyberbullying cases are reported to 
and handled by select faculty or staff trained to handle such situations, is one possible solution 
for constituents who may otherwise feel uncomfortable or unprepared handling a cyberbullying 
situation among students. In fact, developing a conflict resolution process may also serve to 
reduce confusion that participants in this study shared with regard to handling such incidents at 
their institution. Adopting one institutional process for handling cyberbullying incidents might 
also increase the overall effectiveness of these interventions. Finally, determining the boundaries 
of institutional protection and what that protection should look like will be discussed. 
Three of the six participants who completed the semistructured interview posited that 
institutions within higher education are responsible for protecting all associated constituents; 
however, these boundaries of protection, that is, how far the institutional arm of protection 
should extend, deserves clarification. How should these boundaries be drawn? A larger 
discussion of this matter is warranted.  
At the very least, more research is needed in order to determine what other higher 
education constituents feel is the institution’s responsibility when it comes to cyberbullying. In 
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order to gain a better understanding of the situation, additional information should be gathered 
from stakeholders who are familiar with institutional policies and procedures. This information 
could be collected through a variety of qualitative methods, including interviews, surveys, or 
focus groups. This information might also be collected through archival research if such 
documents are available (e.g., reviewing college catalogs, student handbooks). In this way, a 
comparison could also be made with regard to what constituents feel is the institution’s 
responsibility as compared to what the policy states, if anything. It is also the professional 
opinion of the dissertation researcher that higher education institutions would benefit from 
initiating a dialogue with one another in order to establish a consensus about cyberbullying and 
expectations for protection.  
Once a consensus on matters regarding cyberbullying is established within higher 
education, this information could then serve as a basis for developing clear, universal guidelines 
or policies directed toward cyberbullying within higher education as a whole. These universal 
parameters could be promoted by a large, influential educational association, such as The 
Association of American Colleges & Universities (AAC&U) (AAC&U, 2015). The AAC& U is 
“the leading national association concerned with the quality, vitality, and public standing of 
undergraduate liberal education” (para. 1). Ideally, each step in this process would incorporate 
input from a representative sample of educational leaders from a variety of institutional types 
(for-profit, non-profit, public, private, etc.).  However institutions come together on this matter, 
arriving at a consensus is an important step in the process of addressing cyberbullying within 
higher education.  
A variety of other avenues of research may also serve to provide additional insight into 
cyberbullying within higher education and to help guide policies. These avenues, which will not 
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be addressed in detail in this dissertation, may include: determining the rates of cyberbullying 
according to method used (e.g., social media versus an online classroom environment); 
identifying a possible cyberbullying demographic (e.g., traditional students versus nontraditional 
students); and uncovering perceptions of cyberbullying within higher education from a student 
perspective. Pursuing further research endeavors into cyberbullying behavior within higher 
education is a step in the right direction because doing so will allow educators to serve the 
greater good of society and to support the educational development of its students. 
Summary of Chapter 
Participants are reporting that cyberbullying is occurring within higher education, with 
almost half reporting monthly or more frequent rates of occurrence. Most participants also 
perceive cyberbullying behavior to have negative consequences.  A very small percentage of 
participants are neutral about or feel that cyberbullying behavior has positive benefits. There is a 
consensus that cyberbullying occurs not only between students but between students and faculty 
as well.  
Most participants feel less than completely prepared to handle incidents of cyberbullying 
among students at their institution, yet over half have already had to handle a case. The majority 
of participants would reportedly respond in some manner if informed of a cyberbullying 
incident; however, not all can be counted on to do so. There also seems to be a participant 
preference to only deal with the victim in a cyberbullying scenario.  
Some participants are confused about when it is their responsibility for responding to 
incidents of cyberbullying. The “when” (e.g., during or after a class or term) and the 
“where/how” (e.g., institutional online learning platform versus social media) are unclear to 
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many participants. The actual process for handling an incident is also unclear for some at both 
the participant and institutional level.  
The majority of participants perceive their institutions to be less than completely prepared 
to handle incidences of cyberbullying among its student body. Less than half of all represented 
institutions within the Cyberbullying Survey have enacted official policy to address 
cyberbullying, yet most participants indicated that they would follow such a policy if it existed.  
Limitations were noted within each method that was employed within this dissertation. 
The Cyberbullying Survey method included sample demographic concerns which limited 
generalizability of data. Also, specific items from the Cyberbullying Survey were earmarked for 
improvement. The semistructured interview method was criticized for lacking external 
generalizability; however, every attempt was made to obtain respondent validation throughout 
the semistructured interview process. The sample, however, was small and based entirely on 
convenience sampling. Results from both studies should be interpreted with caution. 
Five new avenues of inquiry were suggested for cyberbullying research within higher 
education. First, potential differences of opinion or process between institutional constituent 
groups, such as faculty and administration, should be a focus for future research. Second, future 
researchers should determine if a group bias exists within higher education in relation 
cyberbullying. If one exists, determine how this group bias may be influencing institutional 
participant perceptions of cyberbullying behavior. Third, it would be worthwhile to better 
understand the reason or reasons why dissenters, who believe cyberbullying behavior to be 
beneficial in some way, feel the way that they do. Fourth, future researchers can seek to uncover 
the reason or reasons for why participants prefer to work only with the victim of a cyberbullying 
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encounter. Finally, it would be worthwhile to determine what the boundaries of institutional 
protection can and should include, and what that protection should look like in a virtual world. 
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APPENDIX A 
Teacher Questionnaire
1
 
Thank you for your participation! 
 
Bullying: Includes intentionally inflicting harm or discomfort upon another person more than once through: physical 
aggression such as hitting or pushing, verbal harassment such as name calling or verbal threats, or relational 
aggression such as gossiping or isolating or excluding an individual from a social group. 
 
Cyber Bullying: Includes sending offensive, rude, or insulting messages, videos, or pictures through: text messaging, 
e-mail, instant messaging, blogs, social networking websites, or other electronic mediums. 
In the past three months, how often has the following occurred with your students? 
         Never  Rarely  Monthly  Weekly  Daily  
More than 
Once per Day  
Bullying (check one)        
      
Cyber bullying (check 
one)  
      
      
 
To what extent are these behaviors a problem in your school?  
         No Problem  Minor Problem  
Moderate 
Problem  
Considerable 
Problem  
Serious Problem  
Bullying        
     
Cyber bullying        
     
 
To what extent do you agree with the following statements? 
        
Strongly 
Disagree  
Disagree  Neutral  Agree  
Strongly 
Agree  
Bullying toughens kids up       
     
Bullying has long lasting negative effects       
     
Bullying prepares students for life       
     
Cyber bullying toughens kids up       
     
Cyber bullying has long lasting negative effects       
     
Cyber bullying prepares students for life        
     
 
 
                                               
1
 Stauffer, S. (2011). High School Teachers’ Perceptions of Cyber Bullying Prevention and Intervention Strategies 
(Educational Specialist thesis). Brigham Young University, Provo, UT; Stauffer, S., Heath, M. A., Coyne, S. M., & 
Ferrin, S. (2012). High school teachers’ perceptions of cyberbullying prevention and intervention strategies. 
Psychology in the Schools, 49(4), 353-367. 
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During your class, what percent of students use electronic devices? (Rate each item 0 - 100, do not include a 
% symbol)   
       Percent  
Cell phone      ______ 
Classroom computer      ______ 
Personal computer      ______ 
 
How often does bullying occur in the following locations? 
         Never  Infrequently  Sometimes  Often  Always  
Don't 
Know  
Inside school building        
      
Outside school building but on school 
grounds  
      
      
Away from school and school grounds        
      
 
How often does cyber bullying occur in the following locations? 
         Never  Infrequently  Sometimes  Often  Always  
Don't 
Know  
Inside school building        
      
Outside school building but on school 
grounds  
      
      
Away from school and school grounds        
      
 
Should a formal bully prevention program be implemented in your school? 
       Definitely not  Probably not  Maybe  Probably yes  Definitely yes  
 
    
     
 
How helpful would these bully prevention strategies be in reducing bullying at your school? 
        Not helpful  
 
Slightly  
helpful  
 
Somewhat 
helpful  
Helpful  Very helpful  
Increased supervision in certain 
areas  
     
     
More specific school policies       
     
School-wide anti-bully 
assemblies  
     
     
Facilitate school climate 
encouraging students to report 
bullying  
     
     
        Not helpful  
 
Slightly  
helpful  
 
Somewhat 
helpful  
Helpful  Very helpful  
Establish a school bullying task 
force to develop anti-bullying 
policies  
     
     
Encourage bystanders to stand      
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How helpful would these bully prevention strategies be in reducing bullying at your school? 
        Not helpful  
 
Slightly  
helpful  
 
Somewhat 
helpful  
Helpful  Very helpful  
up against bullies  
Classroom anti-bully lessons       
     
Professional development 
teacher seminars  
     
     
        Not helpful  Slightly helpful  
 
Somewhat 
helpful  
Helpful  Very helpful  
Increased consequences for 
bullying  
     
     
Warn about consequences for 
bullying  
     
     
Increased parental involvement       
     
Other (specify) 
_____________________ 
     
     
 
How helpful would these bully prevention strategies be in reducing cyber bullying at your school? 
         Not helpful  
 
Slightly  
helpful  
 
Somewhat 
helpful  
Helpful  Very helpful  
Increased supervision in 
certain areas  
      
     
More specific school policies        
     
School-wide anti-bully 
assemblies  
      
     
Facilitate school climate 
encouraging students to report 
cyber bullying  
      
     
         Not helpful  
 
Slightly  
helpful  
 
Somewhat 
helpful  
Helpful  Very helpful  
Establish a school bullying 
task force to develop anti-
bullying policies  
      
     
Encourage bystanders to stand 
up against cyber bullies  
      
     
Classroom anti-bully lessons        
     
Professional development 
teacher seminars  
      
     
         Not helpful  
 
Slightly  
helpful  
 
Somewhat 
helpful  
Helpful  Very helpful  
Increased consequences for 
cyber bullying  
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How helpful would these bully prevention strategies be in reducing cyber bullying at your school? 
         Not helpful  
 
Slightly  
helpful  
 
Somewhat 
helpful  
Helpful  Very helpful  
Warn about consequences for 
cyber bullying  
      
     
Increased parental involvement        
     
Other (specify) 
_____________________ 
      
     
 
When aware of students’ bullying at your school, how likely are you to take the following actions? 
         
 
Very Unlikely  
 
Unlikely  
 
Undecided  
 
Likely  
 
Very Likely  
Do nothing        
     
Talk with the bully        
     
Talk with the victim        
     
Take away bully's privleges        
     
Mediate / Problem solve with 
bully and victim  
      
     
         
 
Very Unlikely  
 
Unlikely  
 
Undecided  
 
Likely  
 
Very Likely  
Report incident to bully's 
parents  
      
     
Report incident to victim's 
parents  
      
     
Report incident to school 
administrators  
      
     
Other (specify) 
____________________ 
      
     
 
When aware of students’ bullying away from school, how likely are you to take the following actions? 
 
         Very Unlikely  Unlikely  Undecided  Likely  Very Likely  
Do nothing        
     
Talk with the bully        
     
Talk with the victim        
     
Take away bully's privleges        
     
Mediate / Problem solve with 
bully and victim  
      
     
         
 
Very Unlikely  
 
Unlikely  
 
Undecided  
 
Likely  
 
Very Likely  
Report incident to bully's 
parents  
      
     
Report incident to victim's 
parents  
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When aware of students’ bullying away from school, how likely are you to take the following actions? 
 
         Very Unlikely  Unlikely  Undecided  Likely  Very Likely  
Report incident to school 
administrators  
      
     
Other (specify) 
____________________ 
      
     
 
When aware of students’ cyber bullying at your school, how likely are you to take the following actions? 
         
 
Very Unlikely  
 
Unlikely  
 
Undecided  
 
Likely  
 
Very Likely  
Do nothing        
     
Talk with the cyber bully        
     
Talk with the victim        
     
Take away cyber bully's 
privleges  
      
     
Mediate / Problem solve with 
cyber bully and victim  
      
     
         
 
Very Unlikely  
 
Unlikely  
 
Undecided  
 
Likely  
 
Very Likely  
Report incident to cyber 
bully's parents  
      
     
Report incident to victim's 
parents  
      
     
Report incident to school 
administrators  
      
     
Other (specify) 
____________________ 
      
     
 
When aware of students’ cyber bullying away from school, how likely are you to take the following actions? 
         
 
Very Unlikely  
 
Unlikely  
 
Undecided  
 
Likely  
 
Very Likely  
Do nothing        
     
Talk with the cyber bully        
     
Talk with the victim        
     
Take away cyber bully's 
privleges  
      
     
Mediate / Problem solve with 
cyber bully and victim  
      
     
         
 
Very Unlikely  
 
Unlikely  
 
Undecided  
 
Likely  
 
Very Likely  
Report incident to cyber 
bully's parents  
      
     
Report incident to victim's 
parents  
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When aware of students’ cyber bullying away from school, how likely are you to take the following actions? 
         
 
Very Unlikely  
 
Unlikely  
 
Undecided  
 
Likely  
 
Very Likely  
Report incident to school 
administrators  
      
     
Other (specify) 
____________________ 
      
     
 
What barriers make it difficult to address bullying?  
 
What barriers make it difficult to address cyber bullying?  
 
Share your ideas about what works to decrease bullying.  
 
Share your ideas about what works to decrease cyber bullying.  
 
Any other comments, concerns or clarifications?  
 
Gender  
Male  
Female  
 
Years working as a teacher (include internship and part-time years) ______ 
 
Years in [the] School District ______ 
 
Highest Level of Education  
Less than High School  
High School / GED  
Associates  
Bachelors  
Masters  
Specialist  
Doctorate  
Other (specify) _________________ 
 
Grade levels you currently teach or supervise (check all that apply)  
 
Pre-School  
 
3rd  
 
7th  
 
10th  
 
Kindergarten  
 
4th  
 
8th  
 
11th  
 
1st  
 
5th  
 
9th  
 
12th  
 
2nd  
 
6th          
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Groups of students you currently teach or supervise (check all that apply)  
 
General Education  
 
Special Education  
 
Youth in Custody 
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APPENDIX B 
Permission Email 
 
 
Request- a copy of the questionnaire from your 2012 study 
 
Luker, Julie M. <jluker01@hamline.edu> Sat, Jun 28, 2014 at 1:27 PM 
To: Melissa_Allen@byu.edu, "Julie M. Luker" <jluker01@hamline.edu> 
Dear Dr. Heath, 
 
Greetings! My name is Julie Luker and I am a doctoral candidate in Education at Hamline 
University.  
 
My literature review uncovered the article you and your colleagues published in 2012: "High 
School Teachers' Perceptions of Cyberbullying Prevention and Intervention Strategies". The 
direction of your research was very similar to what I am doing at the present time. 
Specifically, my dissertation explores the beliefs and perceptions that faculty and academic 
administrators within higher education have regarding cyberbullying policy and interventions 
within their respective institutions.  
 
On page 357 of your article it states that a copy of the questionnaire from your study may be 
requested from the primary author. Unfortunately, I am unable to locate Dr. Sterling Stauffer. 
I did notice that your contact information was included, however, which is how I came to 
contact you today. 
 
May I please receive a copy of the questionnaire from your study? I would like to possibly 
adapt it for my study since the topic is so similar. If I do adapt it, I assure you that full credit 
would be given to your team for the original questionnaire, and that all changes will be noted. 
 
Please respond at your earliest convenience. 
 
Respectfully, 
Julie Luker 
 
 
Melissa Heath <melissa_allen@byu.edu> Sat, Jun 28, 2014 at 3:02 PM 
To: "Luker, Julie M." <jluker01@hamline.edu> 
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Julie, 
Thank you for your interest in Sterling’s research. I attached Sterling Stauffer’s thesis. It 
includes the survey. We used an online Qualtrics survey. Please feel free to use the survey 
and adapt it to your needs. The survey is on pages 49-55. Our survey was on bullying and 
cyberbullying. Sterling was I charge of the cyberbullying part. Best of luck to you in your 
research efforts! This is certainly an important topic. 
Take care, 
Melissa 
Melissa Allen Heath, PhD, NCSP 
melissa_allen@byu.edu 
office 801-422-1235 
home 801-372-5407 
fax 801-422-0198 
School Psychology Program 
Dept. Counseling Psych/Special Ed. 
340-K  MCKB 
Brigham Young University 
Provo, UT 84602-5093 
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APPENDIX C 
Research Questions, Initial Adapted Online Survey Questions, and Response Options for Pilot 
Study – Initial Set 
 
Research questions 
 
 
 
 
 
 
 
Initial adapted online survey questions  Response options 
1.  What are faculty and 
academic administrators’ 
perceptions of cyberbullying 
within higher education?  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
(1) In the past 12 months, how often has cyberbullying 
occurred among your institution’s student body? 
 
 
 
 
 
 
 
(2) To what extent is cyberbullying a problem at your 
institution?  
 
 
 
 
 
 
(3) To what extent is cyberbullying a problem at other 
institutions? 
 
 
 
 
 
 
 
To what extent do you agree with the following 
statements? 
(4) Cyberbullying toughens students up 
(5) Cyberbullying has long lasting negative effects 
(6) Cyberbullying prepares students for life  
(7) Formal cyberbullying programs should be 
implemented at all higher education institutions 
0 = Never  
1 = Rarely  
2 = Monthly  
3 = Weekly 
4 = Daily 
5 = More than once 
per day 
6 = Don’t Know 
 
0 = No Problem  
1 = Minor Problem 
2 = Moderate Problem 
3 = Considerable 
Problem 
4 = Serious Problem 
5 = Don’t Know 
 
0 = No Problem  
1 = Minor Problem 
2 = Moderate Problem 
3 = Considerable 
Problem 
4 = Serious  
Problem 
5 = Don’t Know 
 
0 = Strongly Disagree 
1 = Disagree 
2 = Neutral  
3 = Agree 
4 = Strongly Agree 
2.  How prepared do faculty 
and academic administrators 
perceive themselves to be with 
regard to responding to 
situations involving 
cyberbullying?  
 
 
 
(8) How prepared do you feel you are to handle 
incidences of cyberbullying among students at your 
institution right now?  
 
 
If you were made aware of students’ cyberbullying at 
your institution, how likely are you to take the 
following actions?  
(9) Do nothing 
(10) Talk with the cyberbully 
(11) Talk with the victim 
(12) Mediate / Problem solve with cyberbully and 
victim 
(13) Report incident to someone at the institution 
0 = Not at all Prepared 
1 = Somewhat Prepared 
2 = Completely 
Prepared  
 
0 = Very Unlikely  
1 = Unlikely 
2 = Undecided  
3 = Likely 
4 = Very Likely 
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(14) Other (specify): _____________ 
3. How prepared do faculty 
and academic administrators 
perceive their institutions to 
be with regard to responding 
to situations involving 
cyberbullying?  
 
 
 
(15) How prepared do you feel your institution is to 
handle incidences of cyberbullying among its student 
body right now?  
 
 
(16) Has your institution enacted an official school 
policy that specifically addresses cyberbullying?  
 
 
(17) If you answered ‘Yes’ to the previous question, 
please include your institution’s official policy 
addressing cyberbullying here (cut/paste, rephrase, 
direct link, etc.): 
0 = Not at all Prepared 
1 = Somewhat Prepared 
2 = Completely 
Prepared  
 
0 = Yes 
1 = No  
2 = Don’t Know 
 
Open-Ended Text Box 
 
4. Additional Survey Items  
 
 
 
(18) In which state is your institution? 
 
 
 
 
(19) Please indicate your institutional type: 
 
 
(20) Your institution is: 
 
 
(21) Please indicate the total student enrollment at 
your institution: 
 
 
 
 
 
 
 
 
 
(22) Does your institution offer online programming?  
 
 
 
(23) Does your institution engage in social media?  
 
 
 
What percent of students at your institution use the 
following electronic devices?  
(24) Cell Phone 
(25) Laptop 
(26) Tablet 
(27) Desktop Computer 
 
(28) Your gender:  
 
 
(29) Please indicate your role within your institution 
(check all that apply):  
1-50 = Drop Down List 
51 = My institution is 
outside of the 
United States 
 
0 = Public 
1 = Private 
 
0 = For-Profit 
1 = Non-Profit 
 
0 = Under 1,000 
students 
1 = 1,000-4,999 
students 
2 = 5,000-9,999 
students 
3 = 10,000-14,999 
students 
4 = 15,000 or more 
students 
 
0 = Yes 
1 = No  
2 = Don’t Know 
 
0 = Yes 
1 = No  
2 = Don’t Know 
 
0 = 0% 
1 = 1%-24% 
2 = 25%-49% 
3 = 50%-74% 
4 = 75%-99% 
5 = 100% 
 
0 = Male 
1 = Female 
 
0 = Administration 
1 = Staff 
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(30) Please indicate the number of years you have 
worked at your institution:  
 
 
 
 
(31) Please indicate the number of years you have 
worked in higher education 
2 = Faculty 
3 = Other (specify): 
 
0 = Under 1 year 
1 = 1-4 years 
2 = 5-7 years 
3 = 8-10 years 
4 = More than 10 years 
 
0 = Under 1 year 
1 = 1-4 years 
2 = 5-7 years 
3 = 8-10 years 
4 = More than 10 years 
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APPENDIX D 
Consent Letter Email Invitation for Pilot Study 
Dear Participant,  
My name is Julie Luker. I am a doctoral candidate in the School of Education at Hamline 
University in St. Paul, Minnesota. You are invited to participate in a pilot study that I am 
conducting as part of my dissertation.  
My dissertation explores faculty and academic administrators’ perceptions of 
cyberbullying within higher education. Your participation in this pilot study will help me to 
establish the trustworthiness of the semistructured interview items and adapted* online survey 
instrument that I have developed for use in my dissertation research. If you agree to participate, 
you will respond to a series of open-ended questions addressing these items. You will not 
actually complete the online survey or participate in the semistructured interview process. It may 
take you between 15-30 minutes to respond to all open-ended questions. In order to participate in 
this pilot study, simply follow the directions within the two attached documents: 
 
 Pilot Study Online Survey Items Form (.doc) 
 Pilot Study Semistructured Interview Items Form (.doc) 
 
There is little to no risk involved in participating in this pilot study.  If you agree to 
participate, your identifying information will be protected and your responses will remain 
anonymous. The results of the pilot study, however, are public scholarship and might ultimately 
be printed and shelved in Hamline’s Bush Library and/or may be published or used in other 
ways. You may decide not to participate at any time without negative consequences. Please note 
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that your informed consent is assumed when you complete and return both documents. If you 
need additional information, please contact me via email: jluker01@hamline.edu. 
 
Sincerely, 
Julie Luker  
Doctoral Candidate 
School of Education 
Hamline University 
 
*Online survey items were adapted with permission from an online questionnaire originally 
developed by Sterling Stauffer: S. Stauffer (Stauffer, S. (2011). High School Teachers’ 
Perceptions of Cyber Bullying Prevention and Intervention Strategies (Educational Specialist 
thesis). Brigham Young University, Provo, UT. The original online questionnaire was also cited 
in: Stauffer, S., Heath, M. A., Coyne, S. M., & Ferrin, S. (2012). High school teachers’ 
perceptions of cyberbullying prevention and intervention strategies. Psychology in the Schools, 
49(4), 353-367. 
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APPENDIX E 
Adapted Online Survey Items with Open-Ended Questions for Pilot Study 
DIRECTIONS FOR PILOT STUDY PARTICIPANTS: 
For this pilot study, you are asked to reflect thoughtfully to four (4) questions that ask you to 
consider how others might understand and respond to specific online survey items. You are not 
allowed to complete or edit the actual survey. The questions you are asked to reflect on are presented 
at the END of each of the four (4) sections. You can enter your responses for each question within the 
designated form fields (i.e., where it says, “Click here to enter text.”). 
 
When you are ready to begin, please proceed to SECTION 1. 
 
SECTION 1: 
Please review this section and reflect thoughtfully to QUESTION 1 below. 
Online Survey 
Thank you for participating. Please refer to the following definition as you complete the survey: 
 
Cyberbullying: Includes sending offensive, rude, or insulting messages, videos, or pictures 
through: text messaging, e-mail, instant messaging, blogs, social networking websites, or other 
electronic mediums. 
 
 
(1) In the past 12 months, how often has cyberbullying occurred among your institution’s student 
body? 
Never Rarely Monthly Weekly Daily More than 
Once per 
Day 
Don’t Know 
       
 
(2) To what extent is cyberbullying a problem at your institution?  
No Problem Minor 
Problem 
Moderate 
Problem 
Considerable 
Problem 
Serious 
Problem 
Don’t 
Know 
      
 
(3) To what extent is cyberbullying a problem at other institutions?  
No Problem Minor 
Problem 
Moderate 
Problem 
Considerable 
Problem 
Serious 
Problem 
Don’t 
Know 
      
 
To what extent do you agree with the following statements? 
  Strongly 
Disagree 
Disagree Neutral Agree Strongly 
Agree 
(4) Cyberbullying 
toughens students 
up 
 
     
 
(5) Cyberbullying 
has long lasting 
negative effects 
 
     
 
(6) Cyberbullying 
prepares students 
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for life 
 
(7) Formal 
cyberbullying 
programs should be 
implemented at all 
higher education 
institutions 
 
     
 
QUESTION 1: 
In the preceding section (SECTION 1), I am attempting to establish a consensus regarding the 
definition of cyberbullying. I am also attempting to address the following research question: “What 
are faculty and academic administrators’ perceptions of cyberbullying within higher education?” 
How well do you feel that I succeeded in doing so? Space is provided here for your 
response/feedback:     
Click here to enter text. 
 
SECTION 2: 
Please review this section and reflect thoughtfully to QUESTION 2 below. 
(8) How prepared do you feel you are to handle incidences of cyberbullying among students at your 
institution right now?  
Not at all 
Prepared 
Somewhat 
Prepared 
Completely 
Prepared 
 
   
 
 
If you were made aware of students’ cyberbullying at your institution, how likely are you to take the 
following actions?  
  Very 
Unlikely 
Unlikely Undecided Likely Very Likely 
 
(9) Do nothing  
     
 
(10) Talk with the 
cyberbully 
 
     
 
(11) Talk with the 
victim 
 
     
 
(12) Mediate / 
Problem solve with 
cyberbully and 
victim 
 
     
 
(13) Report incident 
to someone at the 
institution 
 
     
 
(14) Other (specify): _______________ 
QUESTION 2: 
In the preceding section (SECTION 2), I am attempting to address the following research question: 
“How prepared do faculty and academic administrators perceive themselves to be with regard to 
responding to situations involving cyberbullying?” How well do you feel that I succeeded in doing so? 
Space is provided here for your response/feedback:     
Click here to enter text. 
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SECTION 3: 
Please review this section and reflect thoughtfully to QUESTION 3 below. 
(15) How prepared do you feel your institution is to handle incidences of cyberbullying among its 
student body right now?  
Not at all 
Prepared 
Somewhat 
Prepared 
Completely 
Prepared 
Don’t 
Know 
    
 
(16) Has your institution enacted an official school policy that specifically addresses cyberbullying? 
Yes No Don’t 
Know 
   
 
(17) If you answered ‘Yes’ to the previous question, please include your institution’s official policy 
addressing cyberbullying here (cut/paste, rephrase, direct link, etc.):  
[Text Box]______________________________________________________ 
QUESTION 3: 
In the preceding section (SECTION 3), I am attempting to address the following research question: 
“How prepared do faculty and academic administrators perceive their institutions to be with regard 
to responding to situations involving cyberbullying?” How well do you feel that I succeeded in doing 
so? Space is provided here for your response/feedback:     
Click here to enter text. 
 
SECTION 4 
Please review this section and reflect thoughtfully to QUESTION 4 below. 
(18) In which state is your institution?  
[drop down list option] My institution is outside of the United States 
 
(19) Please indicate your institutional type: 
Public 
Private 
 
(20) Your institution is: 
For-profit 
Non-profit 
 
(21) Please indicate the total student enrollment at your institution: 
Under 1,000 students 
1,000-4,999 students 
5,000-9,999 students 
10,000-14,999 students 
15,000 or more students 
 
(22) Does your institution offer online programming?  
Yes No Don’t 
Know 
   
(23) Does your institution engage in social media?  
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Yes No Don’t 
Know 
   
What percent of students at your institution use the following electronic devices?  
  0% 1%-24% 25%-49% 50%-74% 75%-
99% 
100% 
 
(24) Cell Phone  
      
(25) Laptop  
      
(26) Tablet  
      
(27) Desktop 
Computer 
 
      
 
(28) Your gender: 
Male  
Female  
 
(29) Please indicate your role within your institution (check all that apply):  
Administration 
Staff  
Faculty 
Other (specify): ________________ 
 
(30) Please indicate the number of years you have worked at your institution:  
Under 1 year 
1-4 years 
5-7 years 
8-10 years 
More than 10 years 
 
(31) Please indicate the number of years you have worked in higher education: 
Under 1 year 
1-4 years 
5-7 years 
8-10 years 
More than 10 years 
Thank you for your participation! 
QUESTION 4: 
In the preceding section (SECTION 4), I am attempting to collect demographical information about 
the test taker and their place of employment. I am also attempting to collect additional information 
that may result in interesting correlations within the data. How well do you feel that I succeeded in 
doing so? Space is provided here for your response/feedback:     
Click here to enter text. 
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Thank you for participating in this pilot study. 
Please save your changes to this document and email it to: jluker01@hamline.edu  
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APPENDIX F 
Revisions Made to Online Survey Items Following Pilot Study 
QUESTION 1:  
In the preceding section (SECTION 1), I am attempting to establish a consensus regarding the definition of 
cyberbullying. I am also attempting to address the following research question: “What are faculty and academic 
administrators’ perceptions of cyberbullying within higher education?” How well do you feel that I succeeded in 
doing so? 
Selected Feedback 
Referenced 
Item(s) 
Revisions Made 
Dissertation researcher note: Credit for original online 
questionnaire needed. 
Refers to 
adding new 
content 
Credit to the author of the 
original online questionnaire 
was added. 
“…make sure your definition is one that is grounded either in 
research (cite whose definition you are using) or provide a 
brief (one sentence) explanation why you chose this 
definition.”  
Refers to the 
definition for 
cyberbullying 
Included a clear explanation for 
cyberbullying behavior as well 
as how it relates bullying 
behavior, as defined by the U.S. 
Department of Health and 
Human Services (2014b; 
2014c). 
 
“…it might help make it stand out to have it in some kind of 
separate textbox when you make the website, if possible.” 
“…It may be beneficial to add a short explanation about the 
intended goal of such behavior (e.g. The goal of this type of 
behavior is usually to harm somebody else’s reputation or to 
intimidate others)…” 
“I think you first need to establish if the survey taker is aware 
of cyberbullying.” 
Refers to 
adding new 
content 
Added a statement at the 
beginning of the adapted online 
survey within the introduction 
that reflects the assumption of 
the dissertation researcher that 
familiarity with cyberbullying is 
a prerequisite for participation. 
This statement was also added 
to the associated consent letter 
email invitation and subsequent 
reminder email.  
“There can be a wide variability in how participants interpret 
this.  To reduce this you could use the same type of approach 
as in question one. Minor problem (1- 3 cases/semester)  
Moderate Problem (4-6 cases/semester) Considerable 
Problem (7-9 cases/semester) Serious Problem (more than 10 
cases/semester) or something like this.  Maybe the time frame 
is an academic year.” 
Refers to item 2 Response options changed to 
reflect the number of 
cyberbullying cases within an 
academic semester. 
“The first three questions seem worded in a way that implies 
the answer is a statement of fact—however, since these are 
issues that not all educators may be deeply familiar with, 
participants might be uncomfortable answering things other 
than “Don’t know.” Softening up the question to be something 
more like, “In your opinion, to what extent is 
Refers to items 
1-3 
Language was softened for all 
three items.  
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cyberbullying…etc.” and “How frequently have you observed 
(directly or indirectly) or been made aware of cyberbullying 
within the student body at your institution in the last 12 
months?”   
“I have one recommendation for your Likert-style questions. I 
would change ‘Formal cyberbullying programs should be 
implemented at all higher education institutions’ to something 
like ‘Formal cyberbullying PREVENTION and 
INTERVENTION programs should be implemented at all 
higher education institutions.’”   
Refers to item 7 Item 7 was changed to reflect 
recommendation: ‘Formal 
cyberbullying prevention and/or 
intervention programs should be 
implemented at all higher 
education institutions.’ 
“The Likert questions are fine as-is, although in the last one, I 
would say “formal cyberbullying awareness programs”—
otherwise it kinda reads like the question is whether there 
should be teams of cyberbullies trained by the schools.” 
“…in question 3, perhaps you could be more specific about 
what kind of institution you’re thinking of.” 
Refers to item 3 Item 3 was changed to reflect 
institutions of higher education. 
“For the last question, the statements seem leading as if 
anyone would really choose that cyberbullying toughens 
students.  However, if you are seeking the perception of 
administrators about why they believe cyberbullying is 
occurring amongst the student body, then create a statement 
that would be less targeting the response and more about why 
students may engage in cyberbullying.  For example, 
cyberbullying among students in higher education may 
produce positive results such as resiliency and self-
advocacy.” 
Refers to items 
4-7 
Wording of items 4, 5, 6, and 7 
remained unchanged because 
they were intentionally leading. 
An item was added to this 
group: ‘Cyberbullying among 
students in higher education 
may produce positive results 
such as resiliency and self-
advocacy.’ 
QUESTION 2:  
In the preceding section (SECTION 2), I am attempting to address the following research question: “How prepared 
do faculty and academic administrators perceive themselves to be with regard to responding to situations involving 
cyberbullying?” How well do you feel that I succeeded in doing so? 
Selected Feedback 
Referenced 
Item(s) 
Revisions Made 
“It may be wise to add an additional statement related to 
institutional policy (e.g. ‘Review institutional policy addressing 
cyberbullying and follow the required steps to address the 
incident.’). Note: I later noticed that policy issues are 
addressed in Section 3 but I still believe my initial 
recommendation may add some valuable information.” 
Refers to 
adding new 
content 
Policy item was added to reflect 
recommendation: ‘Review 
institutional policy addressing 
cyberbullying and follow the 
required steps to address the 
incident.’ 
“The set of Likert questions are also good, but kind of 
confounded by the difference between what an academic 
administrator might think they are supposed to do (i.e. job role) 
vs. what they think they are prepared to do (i.e. self-confidence 
in that job role). I wonder if it might get you more of the self-
perception angle if you changed it from “actions likely to take” 
to “how comfortable are you taking the following actions” and 
develop a scale that conveys uncertainty/discomfort to 
completely comfortable.” 
Refers to 
items 9-14 
Wording in this group was 
changed to reflect this 
suggestion. 
“It seems like the ‘talk with’ questions are a little vague. 
Maybe just changing the language to ‘discuss 
situation/behavior/incident/policy with…’  
Refers to 
items 10-11 
Items 10 and 11 were changed 
to reflect this suggestion.  
“It might be good to ask whether the surveyee has actually had 
to intervene- a simple yes or no question.  It is one thing to 
Refers to 
adding new 
Item was added to reflect this 
recommendation: ‘Have you 
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perceive what you would do but it is another if you have had 
actual experience in doing so.” 
content ever had to intervene in a 
cyberbullying incident between 
students before?’ 
Dissertation researcher note: Remove item 14, “Other 
(specify): _____” 
Refers to 
adding new 
content 
Item was removed for logistical 
purposes. It did not make sense 
with response set options. Also, 
an optional item like this would 
not work well for an online 
survey format. 
QUESTION 3:  
In the preceding section (SECTION 3), I am attempting to address the following research question: “How prepared 
do faculty and academic administrators perceive their institutions to be with regard to responding to situations 
involving cyberbullying?” How well do you feel that I succeeded in doing so? 
Selected Feedback 
Referenced 
Item(s) 
Revisions Made 
“They may know that there is a policy, but are unable to 
produce it or find it.  So you may want to include an option for 
those that answer, “Yes, but unable to locate” or something 
similar.” 
Refers to 
items 16-17 
Item 17 was removed because it 
had the potential to breach 
participant confidentiality. 
Item 16 was moved up in the 
adapted online survey. “Asking for the institution’s policy will be difficult to gain 
because it means extra time on the survey respondee.  I would 
ask them to check boxes next to items included in their policy if 
a policy exists.  In this way your results will already be 
categorized instead of you having to peruse through 
downloaded forms.  Additionally, some people may not want 
you to know which institution you are at, and for you as the 
researcher, you need the best chances of information, so limit 
the “skipped” question syndrome that often comes when a 
survey asks too much work out of the respondee.” 
Dissertation researcher note: Item 16 seems out of place at the 
very end now since other items were deleted and/or moved. 
QUESTION 4:  
In the preceding section (SECTION 4), I am attempting to collect demographical information about the test taker 
and their place of employment. I am also attempting to collect additional information that may result in interesting 
correlations within the data. How well do you feel that I succeeded in doing so? 
Selected Feedback 
Referenced 
Item(s) 
Revisions Made 
“…one I didn’t see in the list is, “age group (or academic 
year) of students with which you interact” (and allow multiple 
answers in case someone does all of the age groups). That 
might be an extremely important element of this question (e.g. 
which age group of students are the most at risk for becoming 
cyberbullies?), and many of us only work with certain groups 
(e.g. teaching freshman chemistry, but also graduate students); 
unless you’re already only targeting this to specific academic 
years, but even so, having it in here as a response might 
simplify your data collection.” 
Refers to 
adding new 
content 
This item was added. 
“…I would put these questions before you move into the more 
serious questions about my thoughts on cyberbullying. This 
would ease me into the tougher questions.” 
Refers to 
items 18-31 
These items were moved to the 
beginning of the adapted online 
survey. 
“The intervals need to be parallel.” Refers to item 
30 
Response options were changed 
to reflect parallel intervals. 
“How do administrators know how many devices students use- Refers to These items were removed. 
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Is this tabulated?” items 24-27 
“It might be good to add a “don’t know” option to the 
questions regarding student usage of electronic devices, there 
could be some people who don’t know.”  
 “How would the people taking the survey know the percentage 
of students using electronic devices?  You could put in the word 
“perceived use” but what are you really getting at?  I am 
assuming you want to connect low to high use of electronic 
devices as available options for cyberbullying, but will the 
people taking this survey really know the percentages?” 
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APPENDIX G 
Research Questions, Revised Version of Online Survey Questions, and Response Options – Final 
Set for Cyberbullying Survey 
 
Research questions 
 
 
 
 
 
 
 
Revised version of adapted online survey 
questions 
 Response options 
Additional Survey Items  
 
 
 
(1) In which state is your institution? 
 
 
 
 
(2) Please indicate your institutional type: 
 
 
(3) Your institution is: 
 
 
(4) Please indicate the total student enrollment at 
your institution: 
 
 
 
 
 
 
(5) Does your institution offer online programming?  
 
 
 
(6) Does your institution engage in social media?  
 
 
 
 (7) Your gender:  
 
 
(8) Please indicate your role within your institution 
(check all that apply):  
 
 
 
 
(9) Please indicate the number of years you have 
worked at your institution:  
 
 
 
 
(10) Please select the student population(s) that you 
serve in your position at your institution (check all 
that apply):  
 
1-50 = Drop Down List 
51= My institution is 
outside of the United 
States 
 
0 = Public 
1 = Private 
 
0 = For-Profit 
1 = Non-Profit 
 
0 = Under 1,000 students 
1 = 1,000-4,999 students 
2 = 5,000-9,999 students 
3 = 10,000-14,999 
students 
4 = 15,000 or more 
students 
 
0 = Yes 
1 = No  
2 = Don’t Know 
 
0 = Yes 
1 = No  
2 = Don’t Know 
 
0 = Male 
1 = Female 
 
0 = Administration 
1 = Staff 
2 = Faculty 
3 = Other (specify): 
[Text Box] 
 
0 = Under 1 year 
1 = 1-4 years 
2 = 5-8 years 
3 = 9-12 years 
4 = More than 12 years 
 
1= Undergraduate 
Students 
2 = Graduate Students 
3 = Certificate-Seeking 
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Students 
4 = Non Degree-Seeking 
Students 
5 = Degree-Seeking 
Students 
6 = Other (please 
specify) [Text Box] 
1.  What are faculty and   
academic administrators’ 
perceptions of cyberbullying 
within higher education?  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
(11) How frequently have you observed (directly or 
indirectly) or been made aware of cyberbullying 
within the student body at your institution in the last 
12 months? 
 
 
 
 
 
(12) In your opinion, to what extent is cyberbullying 
a problem at your institution?  
 
 
 
 
 
 
 
 
 
 
 
 
(13) In your opinion, to what extent is cyberbullying 
a problem at other higher education institutions? 
 
 
 
 
 
 
To what extent do you agree with the following 
statements? 
(14) Cyberbullying toughens students up 
(15) Cyberbullying has long lasting negative effects 
(16) Cyberbullying among students in higher 
education may produce positive results such as 
resiliency and self-advocacy 
(17) Cyberbullying prepares students for life  
(18) Formal cyberbullying prevention and/or 
intervention programs should be implemented at all 
higher education institutions 
0 = Never  
1 = Rarely  
2 = Monthly  
3 = Weekly 
4 = Daily 
5 = More Than Once Per 
Day 
6 = Don’t Know 
 
0 = No Problem (0 
cases/semester) 
1 = Minor Problem (1-3 
cases/ semester) 
2 = Moderate Problem  
(4-6 cases/ semester) 
3 = Considerable 
Problem  (7-9 cases/ 
semester) 
4 = Serious Problem  
(more than 10 cases/ 
semester) 
5 = Don’t Know 
 
0 = No Problem  
1 = Minor Problem 
2 = Moderate Problem 
3 = Considerable 
Problem 
4 = Serious Problem 
5 = Don’t Know 
 
0 = Strongly Disagree 
1 = Disagree 
2 = Neutral  
3 = Agree 
4 = Strongly Agree 
 
2.  How prepared do faculty 
and academic administrators 
perceive themselves to be with 
regard to responding to 
situations involving 
cyberbullying?  
 
(20) Have you ever had to intervene in a 
cyberbullying incident between students before?  
 
 
(21) How prepared do you feel you are to handle 
incidences of cyberbullying among students at your 
institution right now?  
0 = Yes 
1 = No  
2 = Don’t Know 
 
0 = Not at all Prepared 
1 = Somewhat Prepared 
2 = Completely Prepared  
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If you were made aware of students’ cyberbullying at 
your institution, how likely are you to take the 
following actions?  
(22) Do nothing 
(23) Discuss the situation with the cyberbully 
(24) Discuss the situation with the victim 
(25) Mediate / Problem solve with cyberbully and 
victim 
(26) Review institutional policy addressing 
cyberbullying and follow the required steps to 
address the incident 
(27) Report incident to someone at the institution 
 
0 = Very Unlikely  
1 = Unlikely 
2 = Undecided  
3 = Likely 
4 = Very Likely 
 
3. How prepared do faculty 
and academic administrators 
perceive their institutions to 
be with regard to responding 
to situations involving 
cyberbullying?  
 
 
 
(19) Has your institution enacted an official school 
policy that specifically addresses cyberbullying?  
 
(28) How prepared do you feel your institution is to 
handle incidences of cyberbullying among its student 
body right now?  
 
0 = Yes 
1 = No  
2 = Don’t Know 
 
0 = Not at all Prepared 
1 = Somewhat Prepared 
2 = Completely Prepared 
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APPENDIX H 
Cyberbullying Survey 
Thank you for participating. As a reminder, it is assumed that all participants who complete the Cyberbullying 
Survey* are familiar with the concept of cyberbullying. Before you begin, please refer to the following explanation 
for cyberbullying:  
 
According to the U.S. Department of Health and Human Services (2014c), CYBERBULLYING IS DEFINED AS, 
“bullying that takes place using electronic technology. Electronic technology includes devices and equipment such 
as cell phones, computers, and tablets as well as communication tools including social media sites, text messages, 
chat, and websites. Examples of cyberbullying include mean text messages or emails, rumors sent by email or 
posted on social networking sites, and embarrassing pictures, videos, websites, or fake profiles.” (para. 1-2) 
 
In order to better frame cyberbullying, a definition for bullying is available here: “Bullying is unwanted, aggressive 
behavior among school aged children that involves a real or perceived power imbalance. The behavior is repeated, 
or has the potential to be repeated, over time. Bullying includes actions such as making threats, spreading rumors, 
attacking someone physically or verbally, and excluding someone from a group on purpose.” (U.S. Department of 
Health and Human Services, 2014b, para. 1)  
 
YOU MAY BEGIN NOW BY CLICKING THE 'NEXT BUTTON BELOW. 
 
* Online survey items were adapted with permission from an online questionnaire originally developed by Sterling Stauffer: S. Stauffer (Stauffer, 
S. (2011). High School Teachers’ Perceptions of Cyber Bullying Prevention and Intervention Strategies (Educational Specialist thesis). Brigham 
Young University, Provo, UT. The original online questionnaire was also cited in: Stauffer, S., Heath, M. A., Coyne, S. M., & Ferrin, S. (2012). 
High school teachers’ perceptions of cyberbullying prevention and intervention strategies. Psychology in the Schools, 49(4), 353-367. 
 
References 
U.S. Department of Health and Human Services (2014b). What is bullying? In stopbullying.gov. Retrieved from  
http://www.stopbullying.gov/what-is-bullying/  
U.S. Department of Health and Human Services (2014c). What is cyberbullying? In stopbullying.gov. Retrieved from  
http://www.stopbullying.gov/cyberbullying/what-is-it/index.html 
 
 
(1) In which state is your institution based?  
[Drop Down List Option] 
 Other (My institution is outside of the United States) 
 
(2) Please indicate your institutional type: 
Public 
Private 
 
(3) Your institution is: 
For-profit 
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Non-profit 
 
(4) Please indicate the total student enrollment at your institution: 
Under 1,000 students 
1,000-4,999 students 
5,000-9,999 students 
10,000-14,999 students 
15,000 or more students 
 
(5) Does your institution offer online programming?  
Yes 
No 
Don’t Know 
 
(6) Does your institution engage in social media?  
Yes 
No 
Don’t Know 
 
(7) What is your gender? 
Male  
Female  
 
(8) Please indicate your role within your institution (check all that apply):  
Administration 
Staff  
Faculty 
Other (specify): [Text Box] 
 
(9) Please indicate the number of years you have worked in higher education: 
Under 1 year 
1-4 years 
5-7 years 
8-10 years 
More than 10 years 
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(10) Please select the student population(s) that you serve in your position at your institution (check all that 
apply): 
 Undergraduate Students 
 Graduate Students 
 Certificate-Seeking Students 
 Non Degree-Seeking Students 
 Degree-Seeking Students 
 Other (please specify): [Text Box] 
 
(11) How frequently have you observed (directly or indirectly) or been made aware of cyberbullying within 
the student body at your institution in the last 12 months? 
 Never 
 Rarely 
 Monthly 
 Weekly 
 Daily 
 More Than Once Per Day 
 Don’t Know 
 
(12) In your opinion, to what extent is cyberbullying a problem at your institution?  
 No Problem (0 cases / semester) 
 Minor Problem (1-3 cases / semester) 
 Moderate Problem (4-6 cases / semester) 
 Considerable Problem (7-9 cases / semester) 
 Serious Problem (more than 10 cases / semester) 
 Don’t Know 
 
(13) In your opinion, to what extent is cyberbullying a problem at other higher education institutions?  
 No Problem 
 Minor Problem 
 Moderate Problem 
 Considerable Problem 
 Serious Problem 
 Don’t Know 
 
To what extent do you agree with the following statements? 
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  Strongly 
Disagree 
Disagree Neutral Agree Strongly 
Agree 
 
(14) Cyberbullying 
toughens students up 
 
     
 
(15) Cyberbullying has 
long lasting negative 
effects 
 
     
 
(16) Cyberbullying 
among students in higher 
education may produce 
positive results such as 
resiliency and self-
advocacy 
     
 
(17) Cyberbullying 
prepares students for life 
 
     
 
(18) Formal 
cyberbullying prevention 
and/or intervention 
programs should be 
implemented at all higher 
education institutions 
 
 
     
(19) Has your institution enacted an official school policy that specifically addresses cyberbullying? 
Yes 
No 
Don’t Know 
 
(20) Have you ever had to intervene in a cyberbullying incident between students before? 
Yes No 
  
  
(21) How prepared do you feel you are to handle incidences of cyberbullying among students at your 
institution right now?  
Not At All Prepared 
Somewhat Prepared 
Completely Prepared 
 
If you were made aware of students’ cyberbullying at your institution, how comfortable are you taking the 
following actions?  
  Very 
Unlikely 
 
Unlikely Undecided Likely Very Likely 
 
(22) Do nothing  
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(23) Discuss the situation 
with the cyberbully 
 
 
     
(24) Discuss the situation 
with the victim 
 
     
 
(25) Mediate / Problem 
solve with cyberbully 
and victim 
 
 
     
(26) Review institutional 
policy addressing 
cyberbullying and follow 
the required steps to 
address the incident  
 
 
     
(27) Report incident to 
someone at the 
institution 
 
     
 
(28) How prepared do you feel your institution is to handle incidences of cyberbullying among its student 
body right now?  
 
Not at all 
Prepared 
Somewhat 
Prepared 
Completely 
Prepared 
Don’t 
Know 
    
 
 
Thank you for your participation! 
Your responses have been recorded. 
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APPENDIX I 
Consent Letter Email Invitation for Cyberbullying Survey 
Greetings, 
My name is Julie Luker. I am a doctoral candidate in the School of Education at Hamline 
University in St. Paul, Minnesota. You are invited to complete an online Cyberbullying Survey* 
that I am conducting as part of my dissertation. My dissertation explores perceptions of 
cyberbullying within higher education. This study was approved by the Hamline University 
Human Subjects Research review board in December of 2014. An assumption that I am making 
with this invitation to participate is that you are familiar with the concept of cyberbullying. If 
you agree to participate, you will complete the online survey using Survey Monkey, an online 
survey software program. Completing the Cyberbullying Survey will take about 15 minutes. 
Please only complete the survey one time. 
There is little to no risk involved in participating in this pilot study.  If you agree to 
participate, your identifying information will be protected and your responses will remain 
anonymous. The results of this study, however, are public scholarship that will be catalogued in 
Hamline’s Bush Library Digital Commons, a searchable electronic repository, and that may be 
published or used in other ways. You may decide not to participate at any time without negative 
consequences. If you need additional information, please contact me via email: 
jluker01@hamline.edu. 
 
Sincerely, 
Julie Luker  
Doctoral Candidate 
School of Education 
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Hamline University 
 
To complete the online survey, please click on the link below.  
I am familiar with the concept of cyberbullying and I understand that by clicking on the 
following hyperlink, I am agreeing to participate in this study (please only complete the 
Cyberbullying Survey one time):  
https://www.surveymonkey.com/s/28P9C2W  
 
*Online survey items were adapted with permission from an online questionnaire originally 
developed by Sterling Stauffer: S. Stauffer (Stauffer, S. (2011). High School Teachers’ 
Perceptions of Cyber Bullying Prevention and Intervention Strategies (Educational Specialist 
thesis). Brigham Young University, Provo, UT. The original online questionnaire was also cited 
in: Stauffer, S., Heath, M. A., Coyne, S. M., & Ferrin, S. (2012). High school teachers’ 
perceptions of cyberbullying prevention and intervention strategies. Psychology in the Schools, 
49(4), 353-367. 
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APPENDIX J 
Consent Letter Email Invitation Reminder for Cyberbullying Survey 
Greetings, 
This is a friendly reminder to consider completing the online Cyberbullying Survey* that 
I am conducting as part of my dissertation only if you have not done so already. You were sent 
an email recently that requested your participation.  
My dissertation explores perceptions of cyberbullying within higher education. This 
study was approved by the Hamline University Human Subjects Research review board in 
December of 2014. An assumption that I am making with this invitation to participate is that you 
are familiar with the concept of cyberbullying. You will complete the Cyberbullying Survey 
using Survey Monkey, an online survey software program. Completing the Cyberbullying 
Survey will take about 15 minutes. 
There is little to no risk involved in participating in this pilot study.  If you agree to 
participate, your identifying information will be protected and your responses will remain 
anonymous. The results of this study, however, are public scholarship that will be catalogued in 
Hamline’s Bush Library Digital Commons, a searchable electronic repository, and that may be 
published or used in other ways. You may decide not to participate at any time without negative 
consequences. If you need additional information, please contact me via email: 
jluker01@hamline.edu. 
 
Sincerely, 
Julie Luker  
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Doctoral Candidate 
School of Education 
Hamline University 
 
To complete the online survey, please click on the link below.  
I am familiar with the concept of cyberbullying and I understand that by clicking on the 
following hyperlink, I am agreeing to participate in this study (please only complete the 
Cyberbullying Survey one time):  
https://www.surveymonkey.com/s/28P9C2W  
 
*Online survey items were adapted with permission from an online questionnaire originally 
developed by Sterling Stauffer: S. Stauffer (Stauffer, S. (2011). High School Teachers’ 
Perceptions of Cyber Bullying Prevention and Intervention Strategies (Educational Specialist 
thesis). Brigham Young University, Provo, UT. The original online questionnaire was also cited 
in: Stauffer, S., Heath, M. A., Coyne, S. M., & Ferrin, S. (2012). High school teachers’ 
perceptions of cyberbullying prevention and intervention strategies. Psychology in the Schools, 
49(4), 353-367. 
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APPENDIX K 
Revisions Made to Initial Semistructured Interview Items Following Pilot Study 
QUESTION 1:  
For item #1, I am attempting to collect demographical information about the test taker and their place of 
employment. How well do you feel that I succeeded in doing so? 
Selected Feedback 
Referenced 
Item(s) 
Revisions Made 
“If you were looking for further information (i.e., is the 
institution private or public, urban or suburban, etc.) then you 
may need to ask additional questions.” 
Refers to item 
1 
Items added to address these 
suggested criteria.  
Additional verbiage added to 
break up item types and to help 
the flow of the interview 
process. 
“…You collected information about the job title and maybe 
description. I would add a few more questions to this part if 
you want demographical information- about college type, size, 
setting.” 
“You could ask the size of the institution to help with this 
question.” 
QUESTION 2:  
For item #2-6, I am attempting to address the following research question: “What are faculty and academic 
administrators’ perceptions of cyberbullying within higher education?” How well do you feel that I succeeded in 
doing so? 
Selected Feedback 
Referenced 
Item(s) 
Revisions Made 
“Instead of asking them what comes to mind, you could ask for 
their personal definition of cyberbullying or you could ask if 
they know the institution’s definition.” 
Refers to item 
2 
Item changed to reflect this 
suggestion. 
“…I have one minor recommendation with regard to the 
wording of question 3. You mention ‘undesired consequences’ 
and ‘side effects’ of cyberbullying and I am not sure what this 
means. Are you asking about potential outcomes that the 
perpetrator did NOT have in mind when engaging in 
cyberbullying?” 
Refers to item 
3 
Item changed for clarity. 
“…Q3 might need more detail—do you want thoughts on 
negative consequences of cyberbullying at the higher 
education level specifically (as opposed to the more well-
understood middle/high school range)?” 
QUESTION 3:  
For item #7-9, I am attempting to address the following research question: “How prepared do faculty and academic 
administrators perceive themselves to be with regard to responding to situations involving cyberbullying?” How 
well do you feel that I succeeded in doing so? 
Selected Feedback 
Referenced 
Item(s) 
Revisions Made 
“Q7: do you mean guidelines or strategies that have been 
provided by the institution to the educator/administrator? Or 
guidelines/strategies they have come up with themselves?” 
Refers to item 
7 
Item removed because once it is 
written more clearly, it is 
redundant to another item (item 
11). “For question 7, are you asking their personal strategies or 
their institution’s strategies?” 
QUESTION 4:  
For item #10-13, I am attempting to address the following research question: “How prepared do faculty and 
academic administrators perceive their institutions to be with regard to responding to situations involving 
cyberbullying?” How well do you feel that I succeeded in doing so? 
Selected Feedback Referenced Revisions Made 
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Item(s) 
“…you may want to ask WHY they feel the way they do.  Has 
there been previous work with serious student issues that will 
cause them to answer in a certain way? 
Refers to item 
10-13 
Item 10 was reworded slightly 
and another item added in order 
to address this suggestion.  
“12 and #13 are yes no questions.  They could simply answer 
yes or no.  Think of way to rephrase so they have to offer an 
answer that describes their position.” 
Refers to items 
12-13 
Items 12 and 13 reworded. 
GENERAL COMMENT MADE ABOUT SURVEY OVERALL: 
“I wonder about the order of these questions.  Seems like lots 
of questions. What is the time frame for this interview?  This 
feels more like an oral survey rather than an interview.” 
Refer to all 
items 
The ‘oral interview’ part of this 
feedback was addressed with 
other changes. Once revisions 
were made as indicated, 
however, in order to ensure a 
30-45 minute timeframe for the 
interview, all but 2-3 of the 
“best” items from each section 
were eliminated (as determined 
by the dissertation researcher).  
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APPENDIX L 
Semistructured Interview Items with Open-Ended Questions for Pilot Study 
DIRECTIONS FOR PILOT STUDY PARTICIPANTS: 
For this pilot study, you are asked to reflect thoughtfully to four (4) questions that ask you 
to consider how others might understand and respond to specific semistructured interview 
items presented below. Please do not respond to or edit the actual items. The four (4) 
questions you are asked to reflect on are presented after the interview items are listed. You 
can enter your responses for each question within the designated form fields (i.e., where it 
says, “Click here to enter text.”). 
 
You may begin now. 
Semistructured Interview Items 
1. Please describe your role at your institution. 
2. When you hear the word, “cyberbullying,” what comes to mind? 
3. Are you able to identify any undesired consequences or side effects of cyberbullying? 
4. In what ways is cyberbullying manifested within higher education? 
5. Discuss how prevalent you believe cyberbullying to be among college students within the United 
States. 
6. Discuss how prevalent you believe cyberbullying to be among college students at your institution. 
7. Please discuss any specific strategies or guidelines to reduce or prevent cyberbullying that come to 
mind. 
8. How prepared do you feel about responding to situations involving cyberbullying among students 
at your institution? 
9. If it was brought to your attention that cyberbullying did occur among your students, what would 
you do? 
10. What do you feel is the responsibility of your institution with regard to cyberbullying among 
students? 
11. What specific strategies, guidelines, or policies to reduce or prevent cyberbullying has your 
institution implemented? 
12. Do you feel that your institution is adequately prepared to protect its student body from 
cyberbullying? 
13. Do you have any specific suggestions for how your institution might better prepare to protect its 
student body from cyberbullying? 
QUESTION 1: 
For item #1, I am attempting to collect demographical information about the test taker and 
their place of employment. How well do you feel that I succeeded in doing so? Space is 
provided here for you to provide your response/feedback:     
Click here to enter text. 
QUESTION 2: 
For item #2-6, I am attempting to address the following research question: “What are fculty 
and academic administrators’ perceptions of cyberbullying within higher education?” How 
well do you feel that I succeeded in doing so? Space is provided here for your 
response/feedback:     
Click here to enter text. 
QUESTION 3: 
For item #7-9, I am attempting to address the following research question: “How prepared 
do faculty and academic administrators perceive themselves to be with regard to 
responding to situations involving cyberbullying?” How well do you feel that I succeeded in 
doing so? Space is provided here for your response/feedback:     
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Click here to enter text. 
QUESTION 4: 
For item #10-13, I am attempting to address the following research question: “How 
prepared do faculty and academic administrators perceive their institutions to be with 
regard to responding to situations involving cyberbullying?” How well do you feel that I 
succeeded in doing so? Space is provided here for your response/feedback:     
Click here to enter text. 
 
Thank you for participating in this pilot study. 
Please save your changes to this document and email it to: jluker01@hamline.edu 
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APPENDIX M 
Revised Version of Semistructured Interview Items  
Thank you for taking the time to complete this interview with me today. Let’s begin: 
1. Please describe your role at your institution. 
Potential interview prompt (may not use): Take me through a day in your working life. 
2. Talk to me about some of the ways in which your institution uses technology in education. 
Potential interview prompt (may not use): Maybe you can begin by talking about how you 
interact with students using technology, and then go from there. 
3. What comes to mind when you hear the term, “cyberbullying”? 
Potential interview prompt (may not use): You can express how this term makes you feel, 
or you can discuss what you know about it. You may even discuss personal experiences. 
4. In what ways do you think cyberbullying can be manifested within higher education? 
Potential interview prompt (may not use): When a student wants to cyberbully another 
student, how might they go about it? 
5. What consequences of cyberbullying among college students come to mind for you? These could 
include social, physical, legal, or other consequences. 
Potential interview prompt (may not use): Think about the legal implications that might 
arise, potential consequences to a student’s social standing among their peers, safety 
issues, etc. 
6. In your position within your institution, what do you feel is your responsibility with regard to 
cyberbullying among students? 
Potential interview prompt (may not use): You may or may not feel that it is your 
responsibility to deal with cyberbullying. I am interested in learning more about this from 
your perspective.  
7. Tell me about how you would address a situation involving cyberbullying among students at your 
institution. 
Potential interview prompt (may not use): Let’s pretend that you find out about a 
cyberbullying occurrence among students. How would you respond? Talk to me about 
this process.  
8. What do you feel is the responsibility of your institution as a whole with regard to cyberbullying 
among students? 
Potential interview prompt (may not use): You may or may not feel that your institution 
should be responsible for dealing with cyberbullying. I am interested in learning more 
about this from your perspective.  
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9. How does your institution address a situation involving cyberbullying among students? 
Potential interview prompt (may not use): Let’s pretend that a cyberbullying incident 
occurs at your institution. How will the institution respond? Talk to me about what you 
know regarding this process. 
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APPENDIX N 
Consent Letter Email Invitation for Semistructured Interview 
Greetings, 
My name is Julie Luker. I am a doctoral candidate in the School of Education at Hamline 
University in St. Paul, Minnesota. I am requesting your participation in an interview that I am 
conducting as part of my dissertation. My dissertation explores perceptions of cyberbullying 
within higher education. This study was approved by the Hamline University Human Subjects 
Research review board in December of 2014. An assumption that I am making with this 
invitation to participate is that you are familiar with the concept of cyberbullying.  
The interview will be 1:1 and audio-recorded. The interview items are open-ended and I 
will provide them to you in advance.  Following the interview I will transcribe and analyze the 
audio recording. I anticipate that the entire interview process will take about 30-45 minutes of 
your time. I will make every effort to ensure that the interview is scheduled to take place at a 
time and location of your choosing; however, I request that we conduct this interview before 
December 19
th
, 2014. 
There is little to no risk involved in participating in this study.  If you agree to participate, 
your identifying information will remain confidential. Neither your name nor identifying 
characteristics will appear in the transcript or the analysis, and the original transcriptions and 
audio recordings will be destroyed after four years. The results of this study, however, are public 
scholarship that will be catalogued in Hamline’s Bush Library Digital Commons, a searchable 
electronic repository, and that may be published or used in other ways. You may decide not to 
participate at any time without consequence.  
221 
 
 
If you would like to participate, please return one signed copy of the “Informed Consent 
to Participate” agreement below. You may return this signed copy in person, postal mail, or as an 
email attachment. If you need additional information, please contact me via email: 
jluker01@hamline.edu. 
 
Julie Luker  
Doctoral Candidate 
School of Education 
Hamline University 
jluker01@hamline.edu 
  
 
Informed Consent to Participate 
(Keep this portion for your records.) 
I have received your communication about participating in a 1:1, audio-recorded interview. I am 
familiar with the concept of cyberbullying. I understand that the interview is part of your 
dissertation at Hamline University in St. Paul, Minnesota. I agree to participate in the interview 
at a time and place of my choosing. I understand that there is little to-no risk involved in 
participating in the interview, that my identity will be protected, and that I may withdraw from 
the project at any time without penalty or consequence. The results of this study, however, are 
public scholarship that will be catalogued in Hamline’s Bush Library Digital Commons, a 
searchable electronic repository, and that may be published or used in other ways. 
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_____________________________     __________________ 
Participant Signature       Date 
 
Informed Consent to Participate  
(Please sign and return this portion to Julie Luker) 
I have received your communication about participating in a 1:1, audio-recorded interview. I am 
familiar with the concept of cyberbullying. I understand that the interview is part of your 
dissertation at Hamline University in St. Paul, Minnesota. I agree to participate in the interview 
at a time and place of my choosing. I understand that there is little to-no risk involved in 
participating in the interview, that my identity will be protected, and that I may withdraw from 
the project at any time without penalty or consequence. The results of this study, however, are 
public scholarship that will be catalogued in Hamline’s Bush Library Digital Commons, a 
searchable electronic repository, and that may be published or used in other ways. 
 
_______________________      __________________ 
Participant Signature        Date 
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APPENDIX O 
Breakdown of Cyberbullying Survey Participant Demographics – Expanded Table 
Item 7: “What is your gender?” n Percentage 
Male 166 43.23% 
Female 218 56.77% 
Item 9: “Please indicate the number of years you have worked in higher education.” n Percentage 
Under 1 Year 20 5.21% 
1 – 4 Years 71 18.49% 
5 – 7 Years 57 14.84% 
8 – 10 Years 45 11.72% 
More than 10 Years 191 49.74% 
Item 8: “Please indicate your role within your institution (check all that apply).” n Percentage 
Staff ONLY 167 43.48%  
Administration ONLY 110 28.64% 
Faculty ONLY 36 9.37% 
Administration + Staff 34 8.85% 
Other ONLY 10 2.60% 
Administration + Faculty 9 2.34% 
Staff + Other 9 2.34% 
Administration + Staff + Faculty 4 1.04% 
Staff + Faculty 3 0.78% 
Faculty + Other 1 0.26% 
Administration + Other  1 0.26% 
“Other” categories included: Student Residence Hall Director  = 2; Assistant/Student = 14; IT Security = 2; Advisor/Faculty 
= 1; Adjunct Faculty = 1; and Retired Administrator = 1 
Item 10: “Please indicate the student population(s) that you serve in your position at your 
institution (check all that apply).” 
n Percentage 
Undergraduates ONLY 102 26.56% 
Undergraduates + Graduate Students 56 14.58% 
Undergraduates + Graduate Students + Certificate-Seeking + Non-Degree + Degree-Seeking 51 13.28% 
Undergraduates + Graduate Students + Degree-Seeking 42 10.93% 
Undergraduates + Degree-Seeking 35 9.11% 
Undergraduates + Graduate Students + Non-Degree-Seeking + Degree-Seeking 22 5.72% 
Undergraduates + Graduate Students + Certificate-Seeking + Non-Degree-Seeking  12 3.12% 
Undergraduates + Certificate-Seeking + Degree-Seeking 10 2.60% 
Undergraduates + Graduate Students + Certificate-Seeking + Degree-Seeking 9 2.34% 
Graduate Students ONLY 9 2.34% 
Undergraduates Non-Degree-Seeking + Degree-Seeking 8 2.08% 
Undergraduates + Graduate Students + Certificate-Seeking  7 1.82% 
Undergraduates + Graduate Students + Certificate-Seeking + Non-Degree-Seeking + Degree-
Seeking + Other 
 
4 
 
1.04% 
Other ONLY 3 0.78% 
Undergraduates + Other 3 0.78% 
Degree-Seeking ONLY 2 0.52% 
Undergraduates + Graduate Students + Non-Degree-Seeking + Other 2 0.52% 
Undergraduates + Graduate Students + Degree-Seeking + Other 2 0.52% 
Non-Degree-Seeking + Other 1 0.26% 
Graduate Students + Non-Degree-Seeking + Degree-Seeking + Other 1 0.26% 
Undergraduates + Graduate Students + Degree-Seeking + Other 1 0.26% 
Graduate Students + Degree-Seeking  1 0.26% 
Undergraduates + Certificate-Seeking + Degree-Seeking  1 0.26% 
“Other” categories included: Families/Visiting Scholars = 3; International/English as a Second Language (ESL) = 3; 
Prospective Students = 1; Non-Resident Students = 1; General Education Development (GED) = 1; Professional Degree 
Students = 1; Post-Secondary Enrollment Option (PSEO) = 1; Faculty/Staff = 1; and Entire Population = 4 
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APPENDIX P 
Breakdown of Responses from Item 1 on Cyberbullying Survey 
Item 1: “In which state is your institution based?” 
Location n Location n 
Alabama 3 Montana 4 
Alaska 2 Nebraska 2 
Arizona 3 Nevada 1 
Arkansas 6 New Hampshire 0 
California 12 New Jersey 6 
Colorado 5 New Mexico 8 
Connecticut 0 New York 12 
Delaware 2 North Carolina 8 
District of Columbia (DC) 2 North Dakota 6 
Florida 15 Ohio 17 
Georgia 11 Oklahoma 2 
Hawaii 2 Oregon 7 
Idaho 2 Pennsylvania 15 
Illinois 23 Rhode Island 0 
California 12 South Carolina 9 
Indiana 11 South Dakota 1 
Iowa 6 Tennessee 6 
Kansas 5 Texas 17 
Kentucky 1 Utah 1 
Louisiana 3 Vermont 2 
Maine 1 Virginia 9 
Maryland 6 Washington 7 
Massachusetts 6 West Virginia 1 
Michigan 7 Wisconsin 10 
Minnesota 20 Wyoming 0 
Mississippi 2 Other (My institution is based outside 
of the United States) 
12 
Missouri 12  
  Total Responses = 331 (of 384) 
Total Skipped = 53 (of 384) 
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APPENDIX Q 
Comparison of Responses on Cyberbullying Survey, Items 19 and 28
 
  
Yes 
(42%, n = 162) 
No 
(58%, n = 222) 
Item 19: “Has your institution enacted an official school policy 
that specifically addresses cyberbullying?” 
Not at all Prepared 
(7%, n = 26) 
Somewhat Prepared 
(70%, n = 267) 
Completely 
Prepared  
(17%, n = 67) 
Don't Know  
(6%, n = 24) 
Item 28: “How prepared do you feel your institution is to handle 
incidences of cyberbullying among its student body right now?” 
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APPENDIX R 
Comparison of Responses on Cyberbullying Survey, Items 20-21 
 
Yes  
(60%, n = 230) 
No 
(40%, n = 154) 
Item 20: “Have you ever had to intervene in a cyberbullying incident 
before?” 
Not at all Prepared 
(12%, n = 44) 
Somewhat Prepared 
71%, n = 273) 
Completely 
Prepared 
(17%, n = 67) 
Item 21: “How prepared do you feel you are to handle incidences of 
cyberbullying among students at your institution right now?” 
