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Modernizing emergency alerts poses challenges
Anthony Cox is interested in the next generation of emergency alert systems.
Any television viewer is familiar with the traditional Emergency Alert System (EAS) with its familiar droning beep and
verbiage: “This is only a test.”
In June 2006, President George W. Bush issued an executive order to expand that system EAS system, notes Cox,
who is the Individual Assistance Program Manager with the Arizona Department of Emergency and Military Affairs.
This Executive Order tasks the Secretary of Department of Homeland Security (DHS) with enhancing EAS
communications to reach cell phones, personal digital assistants and text pagers within specific geographic areas
and specific groups. This has led to the IPAWS (Integrated Public Alert and Warning System) initiative being
coordinated by FEMA.
1) Cox’s course paper examined the technology surrounding IPAWS and the challenges to implementing this
communications system. 
FEMA’s IPAWS Program Management Office was established to take the vision set forth in Bush’s 2006 Executive
Order and to oversee the evolution from EAS technology to more personal and modern forms. Warnings, once
limited to media broadcasts through television and radio, are intended to be communicated in a personalized
manner to all Americans in the near future; that includes messages in languages other than English and to those
with hearing and vision disabilities. 
As FEMA puts it: “PAWS will improve terrorism threat advisories by communicating with as many people as possible
through as many communication devices as possible.”
2)  Cox stated that his research has led to a better understanding of the potential that IPAWS has for enhancing the
Homeland Security Advisory System (HSAS) concept and better achieving its intended purpose with the American
public. It was also key to understanding that there are significant challenges with implementation that stand in the
way of achieving the FEMA IPAWS vision. This is primarily due to the multi-jurisdictional coordination and public
private partnerships that are required for national success. Technology alone is not the answer, Cox said. IPAWS
must still be successful with managing people’s perceptions, opinions, politics, and finances.
3) To accomplish this, FEMA intends to assemble several capabilities together into a meta-system. Current progress
towards this end is found in FEMA pilot programs operating in 14 states. These pilots are a window to the future of
the IPAWS meta-system. The Washington Post reports that these pilot programs were initially supported by $25
million in appropriated funds from Congress. Initial sustainment funding was provided for IPAWS in the DHS 2009
Appropriations. There is no sign that this will cease in future fiscal years. Congress has shown a continued interest
through requirement of a conversion plan from DHS and related reporting. 
Other notable events surrounding IPAWS originate from the WARN Act (Warning, Alert and Response Network Act,
P.L. 109-347) and the FCC (US Senate, 2005). According to the U.S. House of Representatives (2008) summary on
the IPAWS subject, the WARN Act required the FCC to establish the Commercial Mobile Service Alert Advisory
Committee (CMSAAC). The CMSAAC exists to give the FCC recommendations on matters relating to the
transmission of emergency alerts by commercial mobile service providers. The result of CMSAAC efforts and FCC
adoption of recommendations is the nationwide Commercial Mobile Alert System (CMAS). The CMAS will transmit
emergency alerts to cellular subscribers through commercial mobile service providers who receive the alert from
FEMA, the federal agency aggregator. FEMA has also adopted FCC guidance to use open standard technology,
CAP (Common Alerting Protocol), for message dissemination. CAP is a non-proprietary digital message format.
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CAP is capable of sending more than EAS messaging, including video, multiple languages, graphics, and resources
for those with communication disabilities. The open system affords an opportunity to bring many private sector
companies into partnership such as cable, telecommunication, software, device manufacturers, media outlets, and
IP-based systems. Assurance of interoperability is being addressed through coordination with the National Institute
of Standards and Technology (NIST).
Associated file: Paper: IPAWS (Integrated Public Alert and Warning System)
Copyright/Accessibility/Section 508
2/2
