Abstract-Mathematical modelling is by and large comprehended as the way toward applying mathematics to real world problems with a perspective comprehension of the last mentioned. This paper presents mathematical model used for modelling real world problems using Botswana International University of Science and technology (BIUST) network traffic as a case. Sophisticated analysis of data is done to model the BIUST network with the succor of statistics, as it implies the collection and interpretation of data through mathematical processes called stochastic processes. From the attained results, the model and estimation of packet traffic distribution for BIUST Network based on Pareto distribution, it was perceived that about 20% of the users had about 80% of the bandwidth consumed.
I. INTRODUCTION
Network traffic modelling is used as the basic for the network applications and for capacity planning of network systems. Given the impact of poor choices in this arena, it is clear that the validity of the underlying models is of critical importance [1] , [2] . They are a wide number of mathematical models that could be used to model network traffic depending on the type of network to be modelled. The factors used to evaluate a network are taken directly from the underlying traffic model.
Statistics is concerned with making inferences about the way the world is, based upon things we observe happening. Nature is complex, so the things we see hardly ever conform exactly to simple or elegant mathematical idealizations as the world is full of unpredictability, uncertainty, randomness. Probability is defined as the language of uncertainty, and so to understand statistics, we must understand uncertainty, as probability and statistics work hand in hand [3] . Sophisticated analysis of data will be done to model the BIUST network with the aid of statistics, as it involves the collection and interpretation of data through mathematical processes called stochastic processes. A stochastic process is simply a probability process that is, any process in nature whose evolution we can analyze successfully in terms of probability. On the empirical side, a discussion of the nature of probability would take us too far afield (and might sidetrack us into philosophy), and on the mathematical side the definitions would require too much high-powered mathematics [3] .
According to [3] , random variable associates a unique numerical value with each outcome in the sample space. Usually a random variable it is explained as a real valued function defined over a sample space. Random variable is denoted by a capital letter (e.g. Y or X) and a particular value taken by a random variable is denoted by corresponding lower case letters (y or x).Random variable can either be discrete or continuous.
The remainder of this paper is organized as follows. Section II gives a brief explanation on mathematical modelling. It will also include the modelling process as well as the classification of mathematical models. Section III gives the related work to this paper. In Section IV, we provided data sets that will be used to model BIUST network and a packet distribution model for BIUST network will also be presented. Finally, the paper is concluded in Section V. Mathematical modelling is by and large comprehended as the way toward applying mathematics to a real world problem with a perspective of comprehension the last mentioned [4] - [8] . One can contend that mathematical modelling is the same as applying mathematics where we additionally begin with a real world problem; we apply the essential mathematics, yet after having found the result we no more consider the underlying issue aside from maybe to check if our answer makes sense. This is not the situation with mathematical modelling where the utilization of mathematics is more to understand this real world problem.
II. MATHEMATICAL MODELLING

A. Overview of Mathematical Modelling
The modeling process might possibly result to solving the problem altogether however it will reveal insight to the circumstance being studied [4] . Fig. 1 shows the key phases in modelling process. The adopted model that is used to model the network is based in BIUST Network.
III. MODELLING OF TRAFFIC NETWORKS
Traffic models reflect our best knowledge of traffic behavior. Latest studies of real telecommunications network traffic data have revealed that tele-traffic exposition self-similar (or fractal)properties over a wide range of time scales [9] - [14] .The properties of self-similar telecommunications network traffic are very distinct from properties of traditional models based on Poisson, Markov-modulated Poisson, and related processes. Usage of traditional models in networks characterized by self-similar processes can result in to biased conclusions about the performance of analyzed networks [13] , [15] . Traditional models can result in over-estimation of the network performance [16] , [17] , lack of allocation of communication and data processing resources, and hence problems in ensuring the QoS. Then, full understanding is that the self-similar nature in tele-traffic is a vital issue.
Self-similar tele-traffic is seen in LAN and WAN, where superposition of strictly independent alternating ON/OFF traffic models whose ON-or OFF-periods have heavy-tailed distributions with infinite variance can be used to model aggregate network traffic that shows self-similar (or long-range dependent) behavior typical for measured Ethernet LAN traffic over a wide range of time scales [12] , [18] .
In ATM network traffic self-similar traffic arriving at an ATM buffer results in a heavy-tailed buffer occupancy distribution, and buffer cell loss probability reduces with the buffer size, not exponentially as in traditional Markovian models, but hyperbolically.
One more implementation of traffic self-similarity is in Internet traffic, where many characteristics of WWW can be modeled using heavy-tailed distributions, including the distribution of traffic times, the distribution of user requests for documents and the distribution of WWW document sizes [15] .
In TCP/IP network traffic the transfer of files or messages shows that the reliable transmission and flow control mechanisms of TCP serves to maintain long range dependent structure which include heavy-tailed file size distributions [19] . The relationship between self-similar traffic and network performance is defined, as captured by performance measures such as packet loss rate, retransmission rate and queueing delay, where increased self-similarity results in degradation of performance, and queueing delay exhibits a dramatic increase as self-similarity increases.
The self-similarity observed in video traffic provides possibility for developing models for Variable Bit Rate (VBR) video traffic using heavy-tailed distributions [20] . The autocorrelation of the VBR video sequence decay hyperbolically and can be model educing Fractional Autoregressive Integrated Moving-Average (F-ARIMA) and Fractional Gaussian Noise (FGN) self-similar processes [13] , [21] .
The impact of self-similar models on queuing performance is important and the main trends in such findings are connected with (a) permission traffic modeling for high speed networks, (b) efficient simulation of actual network traffic and (c) analyzing queuing models and protocols under realistic traffic scenarios [22] . The traditional models of tele-traffic that assume independent arrivals, based on Poisson processes, Markov-modulated Poisson processes and other related processes are not able to capture the self-similar nature of tele-traffic [23] .
In another work presented by [13] , the time series of self-similar processes exhibit burstiness over a wide range of timescales. Self-similarity can statistically detail wireless IP network traffic that is bursty on numerous time scales. Modeling and simulation of self-similar telecommunications network traffic can be done with the generators of synthetic self-similar sequences, which are separated into two practical classes: the sequential generators and the fixed-length sequence generators. The fixed-length sequence generators for simulation of self-similar wireless IP network traffic are contemplated in this work [13] . The data is presented in Table II .
IV. DATA SETS
A. BIUST Network Packet Intervals
B. Sizes and Frequency of Occurrence of the Packets
The first two columns of Table I show the values in the log file obtained from Wireshark and the remaining columns are derived from it. The first line shows 0 packets with sizes ranging from 0-19 (bytes). Using the concept of intervals, class limits and the midpoint of a class from statistical theory, the fourth column of Table I , Average Packet Length ( ) , is obtained.
for the interval is given by
In which, and are the lower and higher values of the -th interval, respectively. Column " " in Table I. shows the packet size (in bytes) and is the frequency of occurrence of the packets.
Standard value shown in Table I is obtained from equation (20) 
C. Mathematical Model
The mathematical model is based on the analysis of Table I , data input and data output of the system and being modelled through the use of Matlab software. The mathematical model used is Pareto distribution which its probability density function is given by Equation (10). The parameter was varied such that 1 ≤ ≤ 3. This is presented in Fig. 2, Fig. 3 , and Fig. 4 respectively. It was observed that the PDF curve of BIUST network with a parameter of 1 reaches 0 at an value of 5, with a parameter of 2 it reaches 0 at an value of 4, and a parameter of 3 at an value of 3. The cumulative distribution function curve of BIUST network is then presented in Fig. 5 . Engineering, Vol. 7, No. 5, September 2017 As Pareto distribution uses the 80-20 rule corresponds to a particular value of parameter (α), it was observed that about 20% of the users had about 80% of the bandwidth consumed. The PDF graphs shows that the probability or fraction is rather high at a small value of PL, and then decreases steadily as value of PL increases. Rather the CDF curve is high at higher values of PL then decreases steadily as value of PL decreases. Fig. 6 shows the relationship between packet length (PL) and frequency of occurrence (FO). V. CONCLUSION Models are used in traffic engineering to predict network performance and to evaluate congestion control schemes. Traffic models must have a manageable number of parameters and the estimation of these parameters must be simple. This paper presents a packet distribution model for BIUST network. The model used was Pareto distribution and it was observed that the PDF curve changes when there is a change in parameter. This research was conducted within the boundaries of BIUST network and the attained results might be difficult to generalize to other campus networks due to the difference in network setups and policies implemented. As such, future studies may focus on applying the research on different campus networks so that the results can be generated across different network setups. He is currently a senior lecturer at Botswana International University of Science and Technology (BIUST). His research interests are in swarm intelligence, wireless sensor networks, embedded systems, and design of analog and digital electronic circuits. He has authored three academic books and has published over forty papers in journals and international refereed conferences. He has also filed 2 international patents application for his innovative work under the Patent Cooperation Treaty (PCT). He is a member of the IEEE, ACM and AP-S.
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