ABSTRACT Licensed assisted access LTE (LAA-LTE) aggregates 5 GHz unlicensed bands with LTE's licensed bands via carrier aggregation, and adopts energy detection (ED)-based clear channel assessment (CCA) for protection of coexisting Wi-Fi devices. Since LAA-LTE requires the ED threshold should be set conservatively in the potential presence of Wi-Fi, the spatial spectrum reuse of the LAA-LTE will be much impaired. Such non-flexible thresholding has been introduced mainly due to ED's incapability of differentiating Wi-Fi frames from LTE frames. As a remedy, this paper proposes a lightweight but effective Wi-Fi frame detection method with which the LAA-LTE devices can capture a Wi-Fi preamble by only using the LAA-LTE's own time domain samples while incurring very small latency. Built upon the proposed method, we also propose the Wi-Fi energy tracking algorithm to identify the duration of a Wi-Fi frame, and a dynamic ED threshold selection algorithm. The proposed schemes were evaluated via the MATLAB simulations and USRP-based experiments, through which their efficacy has been confirmed, e.g., Wi-Fi frame detection probability up to 98.7%. Moreover, via extensive NS-3 based simulations with a multi-cell coexistence topology, we further revealed that the proposed mechanism not only enhances the spatial efficiency of the LAA-LTE achieving up to 23.68% more throughput than the legacy LAA-LTE but also protects coexisting Wi-Fi better.
I. INTRODUCTION
Licensed Assisted Access (LAA) LTE (LAA-LTE) is a 3GPP standard that combines unlicensed bands with LTE's licensed bands via carrier aggregation [2] . LAA-LTE (henceforth referred to as LAA) adopts energy detection (ED) based Clear Channel Assessment (CCA) to peacefully coexist with legacy devices in the unlicensed spectrum (e.g., Wi-Fi). Using CCA, an LAA device senses a channel busy when other co-channel devices are transmitting, and postpones its transmission if the energy of the received signal is stronger than the ED threshold.
According to 3GPP Release 15 [2] , LAA's maximum ED threshold should be −52 dBm given that there is a longterm guarantee of the absence of other legacy technologies,
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or −72 dBm otherwise. 1 In reality, however, Wi-Fi is already pervasive everywhere, and hence LAA devices will mostly have to consider −72 dBm. This will in turn lead to severely degraded spatial reuse due to too conservative transmission by LAA devices, since their ED thresholds can no longer be set beyond −72 dBm even when the Wi-Fi devices in the vicinity temporarily stay inactive.
Spatial efficiency of LAA could be much enhanced if LAA is allowed to set the ED threshold dynamically, e.g., −72 dBm when nearby Wi-Fi stations are transmitting but −52 dBm during when only LAA devices are active in the area temporarily. Unfortunately, however, with ED alone, LAA cannot distinguish whether the received signal is originated from LAA or Wi-Fi, since ED does not capture the unique feature of Wi-Fi's transmission. Although one might argue that an LAA device can recognize an LAA frame once it decodes the first OFDM symbol of the received signal, Wi-Fi frames cannot be protected at the moment they appear since the duration of one OFDM symbol (66.7 µs [3] ) is much larger than LAA's CCA delay requirement (4 µs [2] ), and we cannot still apply a Wi-Fi specific ED threshold by only identifying LAA frames. Therefore, we need a more lightweight Wi-Fi frame detection mechanism so that LAA devices can instantly determine whether the received signal is from Wi-Fi or not.
There have been several approaches to enable LAA to differentiate Wi-Fi frames from LTE frames. Reference [4] - [8] proposed making LAA devices equipped with Wi-Fi interface, using which Wi-Fi frames can be decoded. Such approaches, however, incur a non-trivial extra cost due to the increased complexity in combining two technologies seamlessly. Another possible approach is to exchange control packets among LAA nodes to indicate their transmission intention so that any unannounced received signals can be considered as non-LAA-compliant, at the expense of huge signaling overhead.
To detect Wi-Fi frames without Wi-Fi interfaces, inter-technology detection algorithms have been also proposed. First, [9] adopts the artificial neural network, with which a Wi-Fi device can detect the presence of an LTE-U signal by examining the error pattern of a received Wi-Fi signal. The proposed method, however, works only after a collision occurs. In addition, [10] presents an LTE-U algorithm to detect the number of coexisting Wi-Fi APs based on the distribution of the received signal power. The work, however, requires prior knowledge on the distribution and one second measurement period for detection.
Without implementing Wi-Fi frame detection, [11] shows that the performance of LAA can still be improved by lowering Wi-Fi's energy detection threshold, but at the expense of the degradation of Wi-Fi throughput. On the other hand, [12] proposed an integrated network of LTE-A and WLAN, and considered centralized scheduling of underlay transmissions to maximize their sum throughput while guaranteeing the minimum per-network throughput. Although such an approach might avoid listen-before-talk based channel access by allowing inter-network interference, it requires centralized coordination between the two networks.
This paper tries to fill the gap by proposing a lightweight but effective method, using which LAA can detect the existence of a Wi-Fi frame and recognize the duration of the frame. The proposed method is built upon a popular Wi-Fi preamble detection method called Schmidl-Cox detection (SCD), which has been carefully modified to overcome the critical difference between LAA and Wi-Fi. Specifically, we have fine-tuned the SCD parameters via extensive experiments using USRP, and then shown that the developed method satisfies the CCA time requirement of the 3GPP standard [2] and the IEEE 802.11 standard [13] . Our contribution is four-fold:
• The proposed Wi-Fi preamble detection is built upon a correlator utilizing LAA's own time domain samples, thus incurring low complexity and requiring no extra Wi-Fi interface. Moreover, the proposed scheme can be performed at LAA devices in a distributed way without necessitating any coordination between them, and also satisfies the required time constraint of 4 µs.
• The proposed energy tracking algorithm can capture the start and the end of a Wi-Fi frame, by tracking the energy pattern of the signal identified by the proposed preamble detection.
• Combining the two mechanisms, an LAA device can differentiate Wi-Fi frames from LAA frames, thus allowing LAA to dynamically vary the ED threshold according to the type of a coexisting signal. Moreover, we can better protect Wi-Fi stations from LAA by applying even smaller ED threshold to them than the current LAA standard specifies. By doing so, LAA can significantly enhance its spatial reuse efficiency.
• We have confirmed the accuracy of the proposed methods via MATLAB simulations and USRP-based experiments, and further evaluated via NS-3 based simulations how much spatial reuse can be enhanced by our methods. In addition, we also revealed that the proposed mechanism can protect Wi-Fi better than the legacy LAA. The remainder of the paper is organized as follows. Section II introduces preliminaries including the Schmidl-Cox detection, and Section III elaborates our proposed LAA mechanism. Section IV evaluates the performance of the proposal in a multi-cell LAA-WLAN coexistence scenario, and finally Section V concludes the paper.
II. PRELIMINARIES
A. WI-FI PREAMBLE STRUCTURE Fig. 1 illustrates the structure of a Wi-Fi frame, where its PLCP preamble consists of L-STF and L-LTF [13] . L-STF further consists of 10 identical short symbols, each comprised of 16 time domain samples, whereas L-LTF consists of two long symbols. In particular, L-STF is designed to help a Wi-Fi station detect the start of a Wi-Fi frame, for which L-STF's 160 time domain samples can be utilized to capture its periodic pattern repeated every 16 samples.
B. SCHMIDL-COX DETECTION FOR WI-FI PREAMBLE DETECTION
The Schmidl-Cox detection (SCD) is one of the most common methods for Wi-Fi preamble detection in WLAN [14] , which is described as follows. Let s recv (k), 1 ≤ k ≤ N W , be the samples taken from the L-STF part of a received Wi-Fi frame, where N W is referred to as the SCD window size and is VOLUME 7, 2019 assumed an even number. The SCD detector splits the group of N W samples into two disjoint subgroups, each with N W /2 samples, and measures the correlation between them such as 
III. SCD-BASED WI-FI PREAMBLE DETECTOR DESIGN FOR LAA-LTE
Implementing SCD using off-the-shelf LAA devices confronts a unique challenge due to the difference in the sampling frequency between Wi-Fi and LAA. When utilizing a 20 MHz channel, the sampling frequency of Wi-Fi is set to f W = 20 MHz [13] , whereas that of LAA is set to f L = 30.72 MHz [3] . 2 Fortunately, since f L is much larger than f W , an LAA device extracts more samples from the received signal than a Wi-Fi station does. Therefore, the samples obtained by LAA include more details of the signal structure, from which we deduce that the LAA device could preserve the periodicity of a Wi-Fi preamble despite the incompatibility in the PHY design. We therefore revisit the SCD algorithm to redesign its parameters for LAA, and then obtain the best parameter values via USRP-based experiments. 
which results in N L ∈ {50, 98, 148, 196, 246} considering N W ∈ {32, 64, 96, 128, 160}. A proper choice of N L will be determined in Section III-B.
To check the periodicity of the upsampled L-STF, the correlation is computed with the window size N L starting from the first sample to the last (i.e., N STF -th) sample of the L-STF. Specifically, the correlation metric at the k-th window, k
where s L (u) denotes the u-th sample of the L-STF sampled at 30.72 MHz. Then, an LAA device acknowledges the presence of a Wi-Fi signal if
where C th is the threshold value to be determined in Section III-B.
Using the aforementioned procedure, the start of a Wi-Fi frame can be detected. Nevertheless, SCD alone cannot determine until when the Wi-Fi's transmission must be protected. Once a Wi-Fi signal is acknowledged, we propose employing the Energy Tracking algorithm, where the LAA device measures the energy E L of the received signal at every slot, and if E L ≤ E stop occurs at a slot, the device treats the slot as the end of the Wi-Fi frame. A proper value of E stop will be determined in Section III-B.
Note that 3GPP requires that the energy detection be conducted for the first 4 µs of each 9 µs physical slot [2] , which is set similar to Wi-Fi. Hence, we propose that an LAA transmitter performs SCD with the window size of N L for the first 4 µs at every slot, and if C L > C th , the device concludes that the received signal has a Wi-Fi preamble. In the 4 µs period, the SCD window is sliding such that the first SCD is performed by using the first sample of the period combined with the previous N L − 1 samples, whereas the last SCD is performed by using the last N L samples within the period. Accordingly, the energy detection by the Energy Tracking algorithm is also performed for the first 4 µs at every slot.
The proposed Wi-Fi frame detection mechanism is illustrated in Fig. 2 . Assuming slot m is the current physical slot, an LAA device first tries to detect whether a Wi-Fi preamble exists via the proposed SCD-based Wi-Fi preamble detection method (shown as a blue-colored box in the figure). If detected, the proposed Energy Tracking method is performed (shown in the dotted green box). Otherwise (i.e., no Wi-Fi preamble), the algorithm tries to determine whether there exists an LAA signal (via LAA decoding) or a signal other than Wi-Fi and LAA, and the channel is determined idle if no signal exists. The red boxes constitute the proposed Dynamic ED threshold selection method, where the thresholds of E stop , −72 dBm, and −52 dBm are applied selectively depending on the type of the detected signal. Note that m ← m + 1 implies the algorithm moves to the next slot. In addition, LAA's DCF-like channel access mechanism 4 operates in accordance with the state update by Fig. 2 , e.g., channel access is deferred if the channel state is decided busy, and the backoff procedure is resumed if the channel state is decided idle.
1) PROPOSED LAA-WiFi COEXISTENCE SCENARIO
An LAA device improves its spatial efficiency by relaxing the requirement of the 3GPP standard such that it applies (1) a higher ED threshold of −52 dBm for received LAA signals, and (2) a lower ED threshold of −82 dBm for received Wi-Fi signals. For any other signal, the standard CCA threshold of −72 dBm is applied. On the other hand, a Wi-Fi device works in accordance with the IEEE 802.11 specification. For example, if a Wi-Fi AP receives and detects a Wi-Fi signal (via its legacy preamble detection mechanism), the preamble detection CCA threshold is applied (e.g., −82 dBm for 20 MHz channel). Otherwise, the energy detection CCA threshold (e.g., −62 dBm for 20 MHz channel) is applied. Therefore, a Wi-Fi device applies −62 dBm to a received signal originated from an LAA device.
2) FEASIBILITY CHECK
To ascertain whether the upsampled signal preserves the periodicity of L-STF, we performed a MATLAB simulation with a Wi-Fi transmitter and an LAA device. In doing so, we assumed the perfect channel between the two devices, 5 to focus on the impact of the sampling frequency mismatch. 4 LAA performs channel access in a similar way to Wi-Fi's Distributed Coordination Function (DCF). 5 A perfect channel is the channel without channel distortion or noise.
) under the perfect channel.
The Wi-Fi transmitter constructs a Wi-Fi frame and transmits it over the channel; then, the LAA device upsamples the received preamble at 30.72 MHz, and calculates C
L for various N L and k. Table 1 In fact, the results suggest using N L = 246 and large C th for achieving the best accuracy in the periodicity check. Nevertheless, wireless environments encounter various uncertainties and thus (N L , C th ) should be determined via real experiments. Moreover, the chosen N L should fit into the 4 µs duration. In the sequel, it will turn out a proper configuration is quite different from what the above simulation suggests.
Nevertheless, we want to provide experimental evidence on the periodicity of L-STF preserved by LAA's upsampling. We generated and transmitted a Wi-Fi signal with a USRP, and captured the signal by another USRP acting as either a Wi-Fi device or an LAA device. 6 
B. CONFIGURATION OF SCD PARAMETERS: N L , C th , E stop
For successful adoption of SCD to LAA, proper configuration of SCD parameters is crucial. In what follows, we present how we performed a series of experiments in a real environment with an LAA transmitter implementing SCD, and suggest the best N L , C th , E stop to use for the LAA transmitter to detect Wi-Fi frames accurately. For our experiments, we utilized two USRP N210s, implementing a usual Wi-Fi transmitter and an LAA transmitter with the proposed Wi-Fi frame detection, as shown in Fig. 4 . For comparison, another N210 was used to implement a Wi-Fi transmitter with conventional Wi-Fi frame detection and energy detection. Each USRP was equipped with an XCVR2450 daughterboard [15] and used the same 20 MHz channel in 5 GHz unlicensed bands. In addition, a USRP is connected to its host PC running MATLAB which sends a generated Wi-Fi preamble to the USRP and performs SCD using the received samples by the USRP [16] .
1) BEST N L
To determine the best N L , we located two devices 1 and 2 as shown in Fig. 4 , where 1 is a Wi-Fi transmitter, and 2 is either another Wi-Fi transmitter running conventional SCD or an LAA transmitter running its customized SCD. Then, we considered two scenarios regarding the channel between 1 and 2 : S 1 for a non-line-of-sight (NLOS) channel and S 2 for a line-of-sight (LOS) channel. That is, S 1 corresponds to the case when 2 is placed at P2 or P4, whereas S 2 corresponds to the case when 2 is placed at P1 or P3. The same scenario has been repeated around 500 times with varying SNR, where the minimum SNR was set to 8.8 dB which corresponds to the minimum required receiver sensitivity of −82 dBm in WLAN [13] , [14] . 7 FIGURE 5. SCD performance of Wi-Fi and LAA under S 1 (NLOS) and Considering the above observations, we suggest using N L = 98. Note that N L = 98 corresponds to 98/246 × 8 = 3.18 µs, which is within the CCA delay requirement of 4 µs.
2) BEST C th
Our next objective is to determine C th via experiments that minimizes the false-alarm probability P FA , while suppressing 7 Please refer to [14] for −82 dBm being mapped to 9 dB. Note that we chose 8.8 dB rather than 9 dB due to the difficulty in perfectly setting the desired SNR under channel fluctuation. the miss-detection probability P M less than 0.1 at the minimum required receiver sensitivity of −82dBm, as required by the Wi-Fi standard [13] . Here, P M is measured as the ratio of the number of undetected preambles to the number of transmitted preambles, and P FA is measured as the ratio of the number of falsely-detected preambles to the number of performed SCDs during when no preambles exist. Note that by considering −82 dBm as the ED threshold of LAA, instead of −72 dBm, our proposed scheme can better protect Wi-Fi transmissions.
A USRP-based experiment has been conducted under S 1 (i.e., NLOS) with the received SNR of 8.8 dB for 0.2 dB margin, corresponding to −82.2 dBm. Note that S 1 is chosen as it is a more challenging environment than S 2 . In addition, our experimental setup is similar to the way Wi-Fi sets C th [14] . Fig. 6 presents P M and P FA of the proposed method with N L = 98 and various C th , which shows that P M ≤ 0.1 is achieved for C th ≤ 0.7, within which P FA is minimized at C th = 0.7. Combined with the result in Section III-B.1, the best SCD configuration becomes N L = 98 and C th = 0.7.
Using N L = 98 and C th = 0.7, we performed another USRP-based experiment while varying the received SNR from 7.5 to 19.3 dB, which is intended to evaluate the efficacy of the proposed SCD configuration. Fig. 7 shows P D and P FA , where P D = 1 − P M . 8 As shown, P D becomes larger than 0.9 for SNR greater than 9 dB, while P FA is upper-bounded by 33 × 10 −6 for all SNR. Therefore, it is noticed that an LAA device can reliably detect Wi-Fi preambles by using the proposed scheme while much suppressing the false alarm.
3) BEST E stop
In what follows, we discuss how to determine E stop considering its impact on the accuracy of the duration detec- 8 Please note that Fig. 7(b) omits P FA at a few SNR values where the measured P FA was zero. tion. Here, we determine SNR stop that corresponds to E stop , through an experiment using a Wi-Fi transmitter and an LAA transmitter performing the proposed algorithm with (N L , C th ) = (98, 0.7). In addition, we varied the received SNR as {7. We measured the performance of the proposed algorithm via the following two metrics:
• Intersection over Union (IoU): IoU is obtained by dividing ''Intersection'' by ''Union'' in Fig. 8 , which shows how accurately the algorithm can identify the start and the end of a frame. IoU equal to 1 implies the perfect capture of the frame in terms of timing and duration.
• Intersection over Actual duration (IoA): IoA is obtained by dividing ''Intersection'' by ''Actual duration'' in Fig. 8 , which indicates how well a Wi-Fi frame can be protected against LAA. IoA equal to 1 means that LAA will not interfere with Wi-Fi's transmission (but does not mean that LAA perfectly recognizes timing and duration).
We conducted the experiment with varying SNR stop ∈ {7, 8, 8.8} dB due to the following reason. For the received SNR larger than 9 dB (which corresponds to −82 dBm, the minimum required receiver sensitivity), we need to reliably identify a received signal. Therefore, SNR stop has to be set smaller than 9 dB, but as large as possible so that the end of a frame can be accurately recognized. In this regard, we have chosen the aforementioned values of SNR stop as reference cases, among which the most desirable choice will be discussed. Note that, however, detailed adjustment of SNR stop may require more fine grained candidate values below 9 dB. Fig. 9 presents IoU and IoA with varying SNR. When SNR stop = 8.8 dB, IoU and IoA at SNR = 9 dB become around 0.7, indicating that LAA neither accurately detects the Wi-Fi frame's duration nor fully protects the frame. When SNR stop = 7 dB, although IoU and IoA at SNR = 9 dB become large enough (0.9 and 0.95 respectively), the two VOLUME 7, 2019 metrics stay at high values even for SNR smaller than 9 dB indicating that an LAA device would unnecessarily protect Wi-Fi frames weaker than −82 dBm. On the other hand, SNR stop = 8 dB seems desirable in the sense that IoU and IoA are around 0.9 and 0.95 at SNR = 9 dB, and then sharply decrease for SNR smaller than 9 dB.
As a result, we suggest using SNR stop = 8 dB since it can fully protect a Wi-Fi frame stronger than −82 dBm while tends to ignore weaker signals.
C. REAL-WORLD PERFORMANCE OF THE PROPOSED MECHANISM
To further show the practicality of our proposal, we performed an evaluation using the real captured signals from various Wi-Fi vendors existing on our campus. The evaluation configured two USRPs as an LAA transmitter and a Wi-Fi transmitter, each using SCD with Energy Tracking, where both of them detect Wi-Fi frames for 5 seconds simultaneously. The experiment was performed in WLAN channels 36, 44, and 153, in each of which the test was repeated 120 times with an inter-test pausing period of 60 seconds. The frames detected by the Wi-Fi transmitter were used as the ground truth for calculating the four performance metrics, P D , P FA , IoU, and IoA. Table 2 presents that all three channels achieve P D > 90 %, negligible P FA , IoU ≈ 1, and IoA ≈ 1, and thus confirms that our proposal performs really well in actual environments.
D. DISCUSSION ON PRACTICAL ISSUES
We have followed Wi-Fi's frame format in generating the Wi-Fi signal at the transmitter side, and varied the SNR of the received Wi-Fi signal at the receiver side. Then, we studied the detection performance via SCD based on each given SNR level. Since the aforementioned experimental setup and the SCD method do not depend on any chipset-specific features, we believe the derived SCD configuration is chipset-agnostic and thus generic. We admit, however, the suggested configuration relies on the indoor LOS/NLOS channel environment we have chosen, and thus it should not be applied to outdoor scenarios without further verification.
IV. SPATIAL REUSE ENHANCEMENT BY THE PROPOSAL
In this section, we evaluate how much the proposed scheme helps LAA achieve better performance and what impact it has on coexisting Wi-Fi devices. Assuming an LAA network coexists with a Wi-Fi network, we implemented our proposed mechanism by modifying the NS-3 LAA and Wi-Fi simulators [17] as follows.
• If a Wi-Fi preamble is detected (by the proposed SCD-based scheme), the ED threshold of −82 dBm is applied. In other words, a Wi-Fi signal is protected by LAA devices in the same way it is by other Wi-Fi devices. In this way, our scheme provides stronger protection to Wi-Fi compared to the standard LAA with the constant ED threshold of −72 dBm.
• If an LAA transmitter detects an LAA signal, the ED threshold of −52 dBm is applied. By doing so, LAA transmitters can access the channel more aggressively than the standard LAA during when Wi-Fi devices are less active. In addition, we implement the proposed schemes such that an LAA device detects a Wi-Fi preamble (during CCA) with the probability presented in Table 2 .
Based on 3GPP TR 36.889 [18] , which defines methodologies for LAA coexistence evaluations, we configure the simulation environment as follows.
• Coexistence Scenario: We consider a multi-BS(Base Station) LAA network managed by Operator L, co-existing with a multi-AP(Access Point) Wi-Fi network managed by Operator W . We assume both networks use channel 36 with the center frequency of 5180 MHz and the bandwidth of 20 MHz. In addition, we assume both networks use the transmission power of 23 dBm.
• Channel Model: We consider the Indoor Hotspot (InH) model in [19] which defines the pathloss and shadow fading parameters for both line-of-sight (LOS) and nonline-of-sight (NLOS) channels as follows. When a receiver is d meters away from a transmitter, the pathloss is determined as
16.9 log 10 (d) + 32.8 + 20 log 10 (f c ), for LOS, 43.3 log 10 (d) + 11.5 + 20 log 10 (f c ),
for NLOS, where f c is the center frequency in GHz, and the applicability ranges are 3 < d < 100 for LOS and 10 < d < 150 for NLOS. The shadow fading is given by the log-normal distribution with zero mean and the standard deviation of 3 dB for LOS and 4 dB for NLOS. In addition, the channel between a given transmitter-receiver pair is determined as LOS with probability P LOS such as
and the channel is determined as NLOS with probability (1 − P LOS ).
• Network Topology: We assume each of the two networks L and W consists of 19 hexagonal cells as shown in Fig. 10 . Operator L deploys either an LAA network with the legacy CCA (henceforth referred to as 77624 VOLUME 7, 2019 'Standard LAA') or an LAA network with the proposed schemes (henceforth referred to as 'Proposed LAA'), and operator W deploys a Wi-Fi network (henceforth referred to as 'Wi-Fi'). The distance between two adjacent cells of the same network is 40 meters, at which their inter-cell received power lies between −72 dBm and −52 dBm in case of an NLOS channel, thus enabling concurrent channel access by adjacent LAA BSs. In addition, the two operator networks are apart by 3 meters along the x-axis, i.e., one network is a shifted version of another. 9 We deploy 190 User Equipments (UEs) for network L and 190 Wi-Fi stations (STAs) for network W , which are uniformly distributed within the whole coverage area of each network so that 10 user devices are associated with each cell on average.
• Traffic Model: Based on 3GPP TR 36.814 [19] , 10 the traffic model we consider follows the Poisson distribution where 0.5 MB files arrive at each cell with an arrival rate λ ∈ {0.25, 0.5, 0.75, 1.0, 1.25, 1.5}. The first four arrival rates are obtained from [19] , and the last two (i.e., λ = 1.25, 1.5) are added in our simulation to test heavier traffic environments. Note that we consider downlink traffic only in this evaluation. 11 In the sequel, we denote λ of operators L and W by λ L and λ W , respectively. Under the aforementioned simulation environment, we generate 20 random realizations of UE/STA deployment and run both networks with their traffic generated according to the simulation model. Then, we evaluate the performance of Operator L to show how much Proposed LAA improves the performance compared to Standard LAA, and the performance of Operator W to show how Wi-Fi is affected by the coexisting (Standard or Proposed) LAA network. Among 9 Note that 3GPP TR 36.889 [18] also suggests a simulation scenario that deploys two coexisting networks with the same topology but shifted to each other. 10 Note that [18] includes [19] . 11 Consideration to uplink/downlink combined traffic is our future work. Our model, however, provides good intuition since downlink traffic would become 8 times larger than uplink traffic by 2020 [20] . the 19 cells of each operator, we focused on the performance of the two center cells (i.e., the center BS and the center AP) because they experience most unbiased interferences from surrounding cells, i.e., interferences come from virtually every direction.
The considered performance metrics are throughput and delay, measured per packet basis as described in [21] . Specifically, throughput is calculated by averaging per-packet throughput, where per-packet throughput is the amount of correctly received bits (which is either the packet size or zero) divided by the time consumed for sending a given packet. Next, delay is calculated by averaging per-packet delay, where per-packet delay includes channel access delay and transmission delay (including retransmissions).
A. PERFORMANCE IMPROVEMENT OF LAA
In this section, we compare the performance of Proposed LAA with Standard LAA in terms of throughput and delay. Note that in Figs. 11 and 12 , the results of Standard LAA and Proposed LAA are denoted by Standard and Proposed, respectively. Please remind that Operator L deploys only standard LAA schemes in 'Standard LAA', and only proposed LAA schemes in 'Proposed LAA'. Fig. 11 shows the throughput performance with varying λ L and λ W . As shown, both throughputs are inversely proportional to λ L and λ W , and thus the maximum throughput is achieved when λ L = λ W = 0.25 (76.92 Mbps for Standard, 83.00 Mbps for Proposed) and the minimum throughput is achieved when λ L = λ W = 1.5 (9.38 Mbps for Standard, 10.74 Mbps for Proposed). Table 3 shows that the throughput improvement of Proposed LAA against Standard LAA for varying (λ L , λ W ), which is calculated as
where T L,S is the throughput of Standard LAA, and T L,P is the throughput of Proposed LAA. When λ W ≤ 0.75, Proposed LAA always achieves higher throughput than Standard LAA 
where D L,S is the delay of Standard LAA, and D L,P is the delay of Proposed LAA. Based on Fig. 12 , the delay sharply increases as λ L grows for both Proposed LAA and Standard LAA. Proposed LAA, however, achieves up to 42.70% smaller delay as presented in Table 4 . The delay performance of Proposed LAA is improved by 7.02% on average, and for the blue entries by 12.75% on average. Discussion: If we can selectively apply the proposed mechanism depending on (λ L , λ W ), we can utilize the mechanism only when it's beneficial. Based on Tables 3 and 4 , 23 out of 36 cases (almost 2/3 of the total cases) improve both throughput and delay against Standard LAA, which are roughly corresponding to the cases when λ L ≥ λ W . In addition, the performance improvement tends to get larger with larger λ L and smaller λ W . This confirms that, when LAA has more active traffic than Wi-Fi and as the ratio of traffic heaviness of LAA to Wi-Fi gets larger, the proposed mechanism becomes more advantageous in improving the spatial efficiency of an LAA network. Moreover, even though selective use between Proposed LAA and Standard LAA is not applicable, Proposed LAA achieve better performance in throughput and delay, on average.
B. PERFORMANCE IMPROVEMENT OF WI-FI
In this section, we consider the performance of Wi-Fi in terms of throughput and delay, and compare the performance of Wi-Fi coexisting with Proposed LAA with the performance of Wi-Fi coexisting with Standard LAA. By such comparison, we would like to show that Proposed LAA not only improves the LAA performance but also is more beneficial to Wi-Fi. In Figs. 13 and 14 , we denote the case of Wi-Fi coexisting with Standard LAA by 'Standard', and the case of Wi-Fi coexisting with Proposed LAA by 'Proposed'. Fig. 13 shows the throughput of Wi-Fi with varying λ L and λ W . Similar to Fig. 11 , the Wi-Fi throughput is inversely proportional to λ L and λ W . Table 5 presents how much the Wi-Fi throughput is improved when it is coexisting with Proposed LAA, against when it is coexisting with Standard LAA, which is calculated as
where Table 6 shows that the delay improvement by Proposed LAA is −0.61% on average, i.e., choosing between Standard LAA and Proposed LAA has a minimal impact on the average-sense Wi-Fi delay. Combined together, the results suggest that Proposed LAA does not affect the Wi-Fi delay much, while the arrival rate of Wi-Fi has more significant influence.
Discussion:
The results on Wi-Fi's throughput and delay revealed that Proposed LAA can help Wi-Fi enhance its throughput by 8.35% (if Proposed LAA is adopted selectively, as discussed earlier in Section IV-A), while maintaining similar delay performance. Based on Tables 5 and 6 , Proposed LAA can improve throughput in 26 out of 36 cases (more than 2/3 of the total cases) and both throughput and delay in 13 out of 36 cases, compared to Standard LAA. Combining all the results in Tables 3, 4 , 5, and 6, 14 out of 36 cases can improve LAA's throughput and delay and Wi-Fi's throughput, while achieving similar performance in Wi-Fi's delay. In summary, we can conclude that Proposed LAA can bring enough benefits for both LAA and Wi-Fi if it is adopted either exclusively or together with Standard LAA.
V. CONCLUSION AND FUTURE WORK
We proposed SCD-based Wi-Fi preamble detection for LAA, along with Wi-Fi frame duration detection and dynamic ED threshold selection. The proposed methods were evaluated via MATLAB simulations and USRP-based experiments, from which we conclude that our proposal allows LAA to reliably recognize the existence and the timing of Wi-Fi frames by only utilizing LAA's own time domain samples. Moreover, via extensive NS-3 based simulations, we have further shown that the proposed LAA mechanism not only enhances the spatial efficiency of LAA, but also protects coexisting Wi-Fi better than the legacy LAA.
In the future, we would like to apply the developed methods to more diverse usage scenarios such as indoor/outdoor combined environments, uplink/downlink mixed traffic, etc.
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