Abstract: One of the biggest and important issues in the video
I. Introduction
The development of the internet services and the multimedia object is increasing day by day. Today, piracy of the video is the biggest problem. The security of the multimedia objects like images, audio and video is not a small job. The news of piracy can disturb the authorized users [1] . So we have a duty to safe the hidden information. Watermarking is a process of embedding the information like image, logo, and text into the multimedia objects. With the help of watermarking process, we can hide the copyright information. This information basically represents the rights of the authorized users [2] . These rights show the ownership of the authorized users. So watermarking is so important for every authorized user. There are multiple factors which are necessary for the digital video watermarking, but some factor is so important like robustness, fidelity, imperceptibility etc. In my proposed work we are working on the robust invisible watermarking. In invisible watermarking the hidden information is not visible by anyone and in robust watermarking, we can detect the watermark information from the distorted watermarked video [2 3] . We are also working on the rational 7 th and 8 th distortion model. Distortion is also a very big issue for the authorized users [4] . Any type of distortion may be damaging the watermarked information. There are multiple reasons for occurrence the distortion in the watermarked video. The some reason of distortion is multiple viruses generate by the hackers, transmission medium, wide angle lenses etc. So, firstly we are embedding the watermark information and then we add the rational 7 th and 8 th order distortion in this watermarked video and then detect the hidden information from the distorted watermarked video [4 5 ]. For watermarking process we are using the spatial as well as frequency/transform domain. At starting time of the watermarking research, we are only using the spatial domain for embedding the information into multimedia objects. The spatial domain techniques are so simple techniques for embedding the watermark information. After some time we are going for transforming domain. This technique is so efficient as compared to the spatial domain but frequency/transform domain techniques are complex as comparable to the spatial domain techniques. In this paper, we have selected the both domains for the embedding the watermark information. In spatial domain we are using the LSB (Least Significant Bit), SS (Spread Spectrum) techniques and in frequency/ transform domain we are selecting the DWT (Discrete Wavelet Transform) technique [6] [7] [8] [9] [10] [11] . The proposed technique is so effective because of both domains provides the contributions for embedding the watermark information. All distortion models have a mathematical formulation. The all types of the distortion have a standard lens distortion formula [12] [13] [14] [15] . 
II. Related Work
In this paper, we are using the spatial as well as transform domain. If we are combining the both domains, then we should full knowledge about both domains. In the first paper, second, third and fourth paper, we have got knowledge about the distortion.
H. Tian, et al [16] , 2016, in this paper, a technique was studied that was implied to identify the robust watermarking in the mobile videos in contrast to barrel distortion for Head Mounted Display i.e. HMD. In this work, to discover the watermark from the pre-wrapped image in head mounted display, an estimation method for barrel distortion was specified. After this, the related warp was forced to the implanted watermark mask with the projected parameters of barrel distortion. Hence the implementation of this shows that in case of both the images i.e. pre-warped and original respectively, the detection of watermarks is possible.
Chang, et al [17] , 2010, a study is derived which emphases on the notion of lens distortion that happens in the document picture which is taken by the hand held camera. Subsequently, the new mechanism was drawn in order to sort out this problem that was composed of arithmetical morphology based lens correction algorithm. The procedure of the application was initiated with the implementation of adaptive threshold algorithms. This algorithm splits the image into multiple sections and then to use the clustered based attached modules into text lines, morphological algorithm is applied. Afterwards to repair the focus point of the text line, the second order polynomial algorithm was used and produced the object function to the lens distortion. The curved warped line was transformed into the straight site off line in order to solve the image deformation.
A. W. Fitzgibbon, et al [18] , 2001, describes that how linear estimations of the base matrix with respect to double view point i.e. remedy can be enhanced to add radial lens distortion. This objective was accomplished by shifting towards the other lens model which had equivalent powers along with standardized coordinates instead of standard distortion model. In this work, a new estimated model was recommended which was compared with bundle adjusted calibration grid data. The results of this study show that the proposed estimator model was quite effective in the sense of speed.
L. Wang, et al [19] , (2012), a real-time video watermarking technology had been recommended which was transparent and robust to geometric distortions, comprising rotation with cropping, scaling, aspect ratio change, frame dropping, and swapping. In the fifth and sixth paper, we have got full knowledge about the spatial as well as wavelet domain.
Rogelio Reyes, et al [20] , (2010), a public video watermarking algorithm was defined in this paper, whose robustness depends on the embedding energy. It is must be inadequate due to the degradation of video sequence affected by the identical watermark signal. The projected algorithm embedded a perceptually familiar binary pattern, such as owner's logotypes. At first, the video series were segmented by each scene, and then the binary watermark pattern was inserted into Discrete Wavelet Transform (DWT) domain of the unsystematically selected scene blocks. To enhance the security of the proposed technique, the binary watermark pattern was mapped to a noise like binary pattern with the help of a chaotic mixing approach, before its embedding. Simulation results showed the watermark imperceptibility and robustness against multiple attacks, such as noise contamination, frame dropping, frame averaging and frame swapping. The results of the evaluation also represented that the extracted watermark pattern was appropriately vibrant, although the watermarked video arrangement may suffer numerous attacks. Li Chen, et al [21] , (2013), as a fresh technique of copyright protection, Digital watermarking can efficiently look after copyright of digital products. In recent times, the field of digital watermarking is mainly emphasis on the image, video and audio. This paper designs and implements a text digital watermarking algorithm. This algorithm is based on the word document after analyzing various text digital watermarking technologies. It comprehends the watermark embedding by altering the font of the letters in word document. Finally, through a test series, it analyzes and proves the feasibility of the algorithm.
Measuring the Effects of Rational
So with the help of some paper we have made a new watermarking technique. We are also working on the rational 7 th and 8 th order distortion model.
III. Proposed Watermarking Techniques
In my proposed work we are combining the spatial as well as frequency/transform domain. In the spatial domain we are firstly applied the spread spectrum technique for acquiring the pixel's location of the original signal. With the help of this technique we know about the location of pixel values. If we know about the location of the pixel value, then we can easily embed the pixel of watermark image information. After applying the spread spectrum, we are applying the LSB (Least Significant Bit) to exchange the pixel values in between the original and watermark image information. In this method, we are also applying the DWT technique for providing the multi-resolution, compresses the frame and also used for embedding the watermark information. We are showing the effects of rational 7 th and 8 th distortion on the watermarked frame. The Fig. 1, 2, 3 represents the original and distorted watermarked video's frame. The watermark information may be destroyed from the distortion. That is a reason we have developed a new technique for distorted watermarked video.
IV. Methodology
In this paper, we are implementing the multiple techniques. The name of the implemented techniques is SS (Spread Spectrum), LSB (Least Significant Bit) and DWT (Discrete Wavelet Transform). We are also showing a block diagram of the proposed technique: 6. The last steps are to calculate the correlation, SSIM, BER, MSE and PSNR parameters. These six steps are basically used in my proposed work. We are applying these steps for embedding the watermark information into the watermarked video and detect the watermark information from the distorted watermarked video.
V. Results and Experiments
In this paper, we are showing the results which one has been calculated. In my proposed work, we are working on the rational 7 th and 8 th order distortion model. We are also discussing five parameters. The five parameters are PSNR (Peak signal to noise ratio), SSIM (Structural similarity index measure), BER (Bit error rate), MSE (Mean square error) and correlation. Firstly, we are also finding the correlation and SSIM (Structural similarity index measure) for distorted watermarked video's frame. With the entropy factor we select the frames and embed the watermark information. If distortion is added into the watermarked frame then we are detecting the watermark information with the help of correlation and SSIM parameters.
We are working on the mobile video. The specification of the video is Number of Frames = 9290, Bits per Pixel = 24, Frame Rate = 28.9700, Height = 720, Width = 960, Video Format = RGB24.
We are choosing the 100 frames from the 9290 frames. After that we are finding the entropy of the 100 frames and selected 20 frames, which have a higher entropy value. Then we embed the hidden information into the 20 frames and add the distortion in to watermarked frame. At last we are finding out the hidden information from the distorted watermarked frame. We are calculating the correlation and SSIM. We are displaying the relationship between the BER, MSE, and PSNR with correlation and SSIM.
VI. Conclusion
From the results we have concluded that the distortion can occur due to the transmission media, hackers viruses etc. So we have a duty to protect the watermark information from the distorted watermarked video's frame. We have made a new watermarking technology and also making new methods for detection watermark information. The performance of the watermarked video can be measured in the form of SSIM, BER, MSE, PSNR and correlation. We can do further enhancement by working along the various rational order models. In this paper, we are studying only rational 7 th and 8 th order distortion model. With the implementation of all the rational order models we can increase efficiency the system. 
