Introduction

15
Three-dimensional (3D) content has been steadily increasing in popularity because of its excellent quality degradation. Holes occur mainly when the depth difference between two adjacent pixels is 107 large. Hence, the image quality can be improved by reducing the number of holes through depth 108 image smoothing.
109
Pixel location warping, the second step, changes the position of pixels along the horizontal direction, allowing users to feel a 3D effect. The warping equation is as follows,
where x C is the pixel position on the x-axis of the center image, x L and x R are the pixel positions on 110 the x-axis of the left view and the right view, respectively, t x is the baseline distance, which means the 111 distance from the center axis to the left and right, f is the focal length, and Z is the value of the depth 112 image. During warping, two or more pixels can overlap in one position. In this situation, the highest Z
113
value of a pixel has to be selected to prevent an unnatural image.
114
The last step is hole filling, which creates pixel values in holes caused by pixel location warping.
115
There are several hole filling techniques, such as interpolation and inpainting. This is a field that is 116 constantly studied in pursuit of a more natural image [4,32-34]. 
Analysis of DIBR Attack
118
In the DIBR process, pixels are only translated horizontally, where the translation magnitude is 119 determined by the depth . Similar to the cover model being considered as a random, the depth image 120 is also close to a random signal [35] , hence pixel's moving distance can also be assumed to be random.
121
Consequently, the pixels move irregularly, unlike in common translation. Thus, the 2D transformed 122 domain coefficients are distorted by DIBR.
123
The watermark damage caused by DIBR can be confirmed by the average energy change of the 124 middle frequency at which the watermark is inserted, since the average energy is the basis of the 125 watermark embedding energy.
126 Table 1 shows the average energy change between center and synthesized DIBR image coefficients. DIBR parameters used in this test were as recommended by [3] , and average energy change was defined as
where O and S are the transformed domain's coefficients for the original and synthesized images, 127 respectively; and MSE is mean squared error. The various transform domain coefficients' energy is 128 severely impaired by DIBR. Therefore, the watermark energy, inserted into the transform domain's 129 coefficients, is also damaged, and watermarks damaged by more than 40% are difficult to detect. The curvelet transform is a multi-scale decomposition-like wavelet transform, and the curvelet represents the curve shape for the various directions in the spatial domain [36] [37] [38] [39] . The curvelet transform is developed to improve on the limitation of wavelet-based transforms and can represent edges more efficiently than conventional wavelet-based transforms. Moreover, curvelet bases cover all frequencies in contrast to other directional multi-scale transforms, such as the Gabor and Ridgelet transforms [40] . The curvelet transform is expressed as follows,
In (3), C is the curvelet coefficient, g = 0, 1, 2, ... is the scale parameter, l is the rotation parameter, and
is the translation parameter. U g is a "wedge"-shaped frequency window represented in 151 (4). R θ is the rotation operator and θ l = 2π · 2 − g/2 · l. In (4), W and V are the radial and angular 152 windows, respectively.
153
The curvelet is illustrated in Fig. 3 . example, when the image rotates 10 degrees, the energy inserted into haar DWT is reduced to 50%,
160
but that inserted into the curvelet is maintained up to 85%. In case of scaling attack, energy is well 161 maintained in most DWT.
162
In summary, the curvelet transform is suitable for use as a template due to its robustness to DIBR 163 and geometric transform. 
Proposed Method
Main Idea of Proposed Method
166
The overall flow of watermark embedding/extraction is shown in Fig. 4 . As shown, the proposed 167 watermarking system consists of a template and message watermark. This section describes the 168 characteristics and roles of the template and message.
169
The DIBR watermarking system must be robust to both DIBR and geometric attacks, as shown However, although the peak matching method can recover global geometric distortion that occurs 176 across the entire image, DIBR distortion cannot be recovered because it is treated as horizontal error.
177
In addition, the peak point form template cannot insert messages. To address these problems, we and message watermarks are summarized in Table 3 . A random binary code is generated using the key, and this code is used to generate a 2D binary The following rules distinguish the roles of the blocks.
where, x and y are the horizontal and vertical coordinates of B and K, 0 ≤ x < M, and 0 ≤ y <N. into the curvelet coefficients.
206
As shown in Fig. 7 , four peak points are inserted into one template block. If the number of peak 207 points is too small, the robustness drops, and if there are too many points, the visual quality drops.
208
Experimentally, four points were appropriate.
209
The template embedding process is divided into three steps: 
where C m is the modified curvelet coefficient, C is the original curvelet coefficient, α t and β t is 217 the strength of the inserted template, and k is the location of the template point.
218
c) Inverse curvelet transform: The inverse curvelet transform is applied to the modified coefficients. The message is inserted into the 1D-DCT domain using the spread spectrum method [42] . If a watermark having the same information in the horizontal direction is inserted into the 1D-DCT, invariance can be obtained against DIBR due to the first property in Section 2.2. The 1D-DCT watermark insertion equation is as follows, DCT(I i: ) = DCT(I i: ) + w,
where i = 1, 2, ..., m, w = [w 1 , w 2 , ...w n ] T is the watermark signal, and m, n are the horizontal and i-th column of the watermarked block, and DCT denotes the 1D-DCT.
223
The DIBR attack is applied in the spatial domain, not in the transformed domain. Therefore, the inverse DCT (IDCT) is performed to check the change of the inserted watermark in the spatial domain. Using the IDCT, Eq. (7) can be rewritten according to linearity of the DCT as follows, 
224
The signal v is inserted as the same information in all columns of the spatial domain. This means that the embedded patterns from the j-th row have the same v j signal. Therefore, embedded watermark v has the following DIBR invariance,
where D(·) is the DIBR process described in Section 2.1.
Since DIBR only translates pixels in the horizontal direction, v is not deformed. Therefore, the watermark can be extracted in the frequency domain as follows, 
DCT(D(I
Proposed Watermark Extraction Method
242
This section describes the details of the proposed watermark extraction method. The overall 243 process is illustrated in Fig. 8 . Before extracting the messages, the image must be synchronized using a 244 template. 
257
This paper modifies the ICP to suit the problem in need of solving. Since the DIBR image has an 258 error in the horizontal information, the weight of the horizontal distance error is set to 1/2.
259
Geometric distortion parameters are estimated using the modified ICP method, comparing 260 detected corner points with template point ground truth. The template ground truth can be 261 generated using the key as in the embedding step.
262
d) Recover the test image using the estimated geometric distortion parameters.
263
If the degree of geometric transformation is large, the direction in which the template was inserted 264 may have changed. For example, if the image was significantly rotated, the template inserted in 265 direction pairs l 1 and l 2 is moved to the direction pairs l 1 + 1 and l 2 + 1. In this case, the template 266 decoding process is repeated for all direction pairs, and the estimated geometric parameters with the 267 lowest ICP error is used. 
The notations are identical to those in the embedding step. 
Experimental Results
283
This section evaluates the proposed method performance in terms of imperceptibility and 
292
The DIBR parameters are set to focal length f = 1 and baseline distance t x = 5% of the image 293 width, which are the recommended value for comfortable viewing conditions. Linear interpolation is 294 used as hole filling for simplicity and without loss of generality. 
302
In the proposed method, the size of each block is set set to (w/8)×(h/8). In the template embedding 303 process, the template strengths α t and β t are set to 5 and 50, experimentally. In the message watermark embedding process, α m is set to 0.5, the length of the watermark pattern is 40, and the start of the 305 embedding position is the 45th coefficient of 1D-DCT. 
Image Quality
307
As shown in Fig. 11 , the quality degradation of the watermarked image is not noticeable. For more 308 accurate image quality measurements, the peak signal-to-noise ratio (PSNR) and structure similarity 309 (SSIM)[52] were measured. The average PSNR and SSIM are shown in Table 4 .
310
Lin's method has a lower PSNR despite it exploiting a spread spectrum-based watermarking 311 method that is similar to the proposed method. Since the 2D-DCT is not invariant to DIBR, the Lin's 312 method must insert three watermarks in a superimposed manner in order to protect left, right, and 313 center image. For this reason, the inserted watermark energy is very large.
314
In Kim's method, the images are seriously blurred, because this method cuts the coefficient off 315 excessively. As a result, both PSNR and SSIM values were low.
316
The proposed method increases imperceptibility by taking advantage of the curvelet and 1D-DCT,
317
which are robust against DIBR. Due to this robustness, the proposed method does not require excessive 318 insertion of the watermark. In particular, the message watermark using the 1D-DCT does not require 319 watermark insertion in a superimposed manner, so the insertion energy can be reduced to about Table 5 shows the results of a DIBR attack. All three methods have low BER against the DIBR 326 attack. Since Lin's method inserts multiple watermarks, the BER is slightly higher on the right image.
327
The previously inserted watermark (right watermark) was disturbed by the later inserted watermarks
328
(left and center watermarks).
329
The major advantage of the DIBR process is that DIBR configurations can be adjusted to suit a 330 user's needs. As described in Section 2.1, the user can preprocess the depth image to increase the 331 rendered image quality. severe attack and such a large amount of noise barely occurs. Considering this, the proposed method 346 is robust enough to additive noise.
347
For JPEG compression, the proposed method has a slightly higher BER than Lin's method. shearing. This method does not lose synchronization information in scaling. However, the rotation, 360 translation, and shearing attacks break the block synchronization. This is because the block size is 361 specified as the ratio of the image, such as (width/M) × (height/N).
362
The proposed method shows good performance on this test, because it utilizes a template robust 363 to geometric attacks. Since the images were recovered from geometric distortion using this template,
364
the message watermark has a low error. 
