Safety of manipulator model by Peňáz, Ondřej
VYSOKÉ UČENÍ TECHNICKÉ V BRNĚ
BRNO UNIVERSITY OF TECHNOLOGY
FAKULTA ELEKTROTECHNIKY A KOMUNIKAČNÍCH
TECHNOLOGIÍ
ÚSTAV AUTOMATIZACE A MĚŘICÍ TECHNIKY
FACULTY OF ELECTRICAL ENGINEERING AND COMMUNICATION
DEPARTMENT OF CONTROL AND INSTRUMENTATION
BEZPEČNOST MODELU MANIPULÁTORU
SAFETY OF MANIPULATOR MODEL
DIPLOMOVÁ PRÁCE
MASTER'S THESIS
AUTOR PRÁCE Bc. ONDŘEJ PEŇÁZ
AUTHOR







Ústav automatizace a měřicí techniky
Diplomová práce
magisterský navazující studijní obor
Kybernetika, automatizace a měření
Student: Bc. Ondřej Peňáz ID: 106706




1. Dle analýzy rizik navrhněte adekvátní bezpečnostní a řídicí prvky modelu pomocí IAB.
2. Realizujte příslušné bezpečnostní funkce a konstrukce.
3. Realizujte Safety task pro PLC manipulátoru.
4. Vytvořte template programu pro manipulátor.
5. Vytvořte vizualizaci bezpečnostních funkcí manipulátoru.
DOPORUČENÁ LITERATURA:
ZEZULKA, F. Prostředky průmyslové automatizace. VUTIUM. VUTIUM. Brno: VUTIUM, 2004. 176 s.
ISBN: 80-214-2610- 1.
Integrated Architecture.The Convergence of Control and Information for Plantwide Optimization.
Rockwell Automation, Inc. 2009. Milwaukee USA. 18 s. IA-BR005A-EN-P.
SAFEBOOK 4. Safety related control systems for machinery.  (Reference Manual). Milwaukee: Rockwell
Automation, Inc. 2011.
Dle vlastního literárního průzkumu a doporučení vedoucího práce.
Termín zadání: 11.2.2013 Termín odevzdání: 20.5.2013
Vedoucí práce: Ing. Radek Štohl, Ph.D.
Konzultanti diplomové práce:
doc. Ing. Václav Jirsík, CSc.
Předseda oborové radyUPOZORNĚNÍ:
Autor diplomové práce nesmí při vytváření diplomové práce porušit autorská práva třetích osob, zejména nesmí
zasahovat nedovoleným způsobem do cizích autorských práv osobnostních a musí si být plně vědom následků
porušení ustanovení § 11 a následujících autorského zákona č. 121/2000 Sb., včetně možných trestněprávních
důsledků vyplývajících z ustanovení části druhé, hlavy VI. díl 4 Trestního zákoníku č.40/2009 Sb.
Abstract
Práce se zabývá funkční bezpečnostní strojního zařízení, v našem případě modelem tří 
osého manipulátoru. Hlavním přínosem této práce je detailní provedení posouzení rizika 
dle  platné  legislativy  a  podrobný  návrh  bezpečnostních  opatření  pro  splnění  těchto 
bezpečnostních  požadavků.  Ochranné opatření  se  provádějí  metodou  tří  kroků.  Dále 
práce obsahuje popis realizovaných opatření, především změnu konstrukce a vytvoření 
bezpečnostní části programu automatu. Také byla vytvořena vizualizace pro dotykový 
panel.  Závěrem  práce  bylo  ověření  a  zhodnocení  realizovaných  bezpečnostních 
opatření.
Klíčová slova
PLC,  SISTEMA,  bezpečnost,  nebezpečí,  posouzení  rizika,  RS  Logix,  manipulátor, 
vizualizace
Abstract
The work deals with the functional safety of machinery, in our case with the model of 
the 3D manipulator. The main contribution of this work is the detailed conduct a risk 
assessment in accordance with the valid legislation and the detailed design of safety 
components  to meet  the safety requirements.  Protective measures  are carried out by 
three  steps.  The  work  includes  a  description  of  the  implemented  measures,  mainly 
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1 ÚVOD
Bezpečnost.  Pojem sám  o  sobě  velmi  rozsáhlý  a  pochopitelný  mnoha  způsoby. 
Z našeho  úhlu  pohledu  jde  především  o  strojní  bezpečnost,  která  je  dána  platnou 
legislativou v naší zemi (tedy normami). Využíváme platných norem s označením ČSN 
tedy českých norem. Pokud jde o normy s označením EN jsou to převzaté evropské 
normy přeloženy do čestiny.
Možná se ptáte, proč je bezpečnost důležitá. Mnozí pomyslí na to, aby se nikomu nic 
nestalo,  ale  to  není  jediný důvod. Jde také především o zvýšení produkce a snižení 
nákladů při výrobě. Pokud má zaměstnanec pracovní úraz způsobený strojem, musíme 
platit „nemocenskou“ a zároveň dalšího člověka, který bude místo něj obsluhovat stroj. 
Nebo se při nehodě může zničit velmi drahý výrobek popřípadě poškodit samotný stroj, 
jehož oprava by opět stála další peníze.
Cíle této práce tedy bylo navrhnout a realizovat bezpečnost modelu manipulátoru. 
Hlavním důvodem bezpečnosti  je  především zdraví  studentů,  kteří  na  modelu  často 
pracují.  Dalším  využitím  bezpečnostních  prvků  je  ukázka  pro  výukové  účely 
laboratorních cvičení, kde si studenti mohou vyzkoušet a naprogramovat bezpečnostní 
prvky.
První kapitola se tedy nejdříve zabývá hardwarovým popisem modelu manipulátoru, 
abychom věděli s čím budeme pracovat. Tento popis je velice důležitý především pro 
vyhodnocení použitých bezpečnostních prvků a pro možnost posouzení rizika, která je 
nezbytnou  součástí  této  práce.  V naší  práci  se  budeme  zabývat  modelem tří  osého 
manipulátoru o vnějších rozměrech 1,2 x 1,4 m (š x d). Model využívá k pohybu tří  
řízených servomotorů.
Předtím,  než  cokoliv  začneme  navrhovat  nebo  upravovat,  je  nutné  prostudovat 
příslušné normy týkající se bezpečnosti strojních zařízení. Jako první je nutné provést 
posouzení rizika, které se provádí dle normy ČSN EN ISO 12100: Bezpečnost strojních 
zařízení  –  Všeobecné  zásady  pro  konstrukci  –  Posouzení  rizika  a  snižování  rizika. 
K návrhu  bezpečnostních  prvků  můžeme  využít  normu  ČSN  EN  ISO  13849-1: 
Bezpečnost  strojních  zařízení  –  Bezpečnostní  časti  ovladacích  systémů  –  Část  1: 
Všeobecné zásady pro konstrukci. Samozřejmostí je použití základní normy ČSN EN 
60204-1  ed.  1:  Bezpečnost  strojních  zařízení  –  Elektrická  zařízení  strojů  –  Část  1: 
Všeobecné požadavky, která se zabývá obecnou ochrannou elektrických zařízení strojů, 
které  bezesporu  používáme.  Seznámení  s  normami  a  posouzením  rizika  najdeme 
v kapitole 3.
Následuje kapitola  4 zabývající se návrhem úprav pro dosažení bezpečného stroje. 
Postupujeme dle výsledků posouzení rizika a základní metody tří kroků popsané v této 
kapitole.  Kapitola  tedy  obsahuje  tři  podkapitoly,  které  na  sebe  navazují  a  popisují 
úpravy modelu, které by měly být provedeny. Jednou z hlavních změn je např. přídavná 
ochranná  konstrukce  nebo  přidání  ovládacích  prvků.  Na  konci  kapitoly  najdeme 
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pomocné  softwarové  nástroje,  které  nám  usnadní  návrh  sestavy  řídicích  jednotek 
(automat a servoměniče).
Kapitola  5 popisuje  realizaci  navržených úprav.  Dozvíme se zde  hlavně úpravy, 
které  byly provedeny.  Obsáhlou částí  této  kapitoly je popis programového vybavení 
a především  samotného  programu  v  PLC.  Tato  kapitola  je  především  důležitá  pro 
studenty, kteří se budou zabývat programováním bezpečnostních automatů. Pro obsluhu 
je důležitá popisem navrženého programu. Programování automatu probíhá v programu 
RS Logix 5000. Je zde také popsána vytvořená vizualizace pro dotykový panel, která 
nám podává poměrně  podrobné informace  o funkčnosti  jednotlivých  prvků modelu. 
Vizualizace byla vytvořena pomocí programu FactoryTalk View Studio. Poslední částí 
jsou  informace  pro  používání,  kterou  by si  měl  přečíst  každý,  kdo přijde  do  styku 
s modelem manipulátoru.
Závěrečnou  kapitolou  musí  být   samozřejmě  ověření  realizované  bezpečnosti. 
Ověření nejprve proběhlo pomocí nástroje SISTEMA, který usnadňuje výpočet úrovně 
vlastností (PL). Tímto ověříme zda splňují bezpečnost použité ochranné prvky. Poslední 




V  této  části  práce  se  seznámíme  s  modelem  manipulátoru,  pro  který  budeme 
následně  navrhovat  bezpečností  prvky  a  provádět  posouzení  rizika.  Manipulátor  je 
zařízení  pro manipulaci  s předměty bez přímého kontaktu s člověkem. Tento model 
může sloužit jak pro manipulaci, tak pro model CNC frézky apod. Model manipulátoru 
má tři základní části. Samotná konstrukce, která obsahuje pohyblivé části a je poměrně 
těžká a robustní.  Dále elektrické servo motory,  které zajišťují  pohyb ve třech osách 
a k nim odpovídající servoměniče. Poslední avšak nejdůležitější součástí je elektrická 
část modelu, která se skládá z rozvaděče a řídicího automatu (PLC).
2.1 Konstrukce
Samotný manipulátor je stůl, ke kterému je umístěna posuvná konstrukce podobná 
portálovému jeřábu. Konstrukce se může pohybovat v podélné ose stolu. Na konstrukci 
je umístěn pohyblivý držák v příčné ose, na kterém je umístěn motor se šroubením, 
který umožnuje vertikální pohyb. Pohled na model manipulátoru můžeme vidět níže na 
Obrázek 1. Modrá je pohyblivá část konstrukce. V černých pásech je vedena kabeláž. 
Zepředu lze vidět řídicí PLC a vzadu je umístěn rozvaděč, na kterém je STOP tlačítko 
a nouzový vypínač.
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Obrázek 1: Model manipulátoru před úpravou
2.2 Motory a servoměniče
Aby se manipulátor mohl pohybovat, využívá tří servomotorů od firmy Rockwell 
Automation.  Motor  pro  pohyb  ve  vertikální  ose  je  vybaven  brzdou,  která  se  sama 
aktivuje  po  odpojení  napájení,  aby  nespadla  vertikální  osa  vlivem  gravitace.  Tyto 
motory mají označení  MPL-A310F-HK22AA (MPL-A310F-HK24AA s brzdou). Jejich 
kroutící moment je 1,58 Nm, mají 3000 ot/min, digitální enkodér, napájení 230V a váží 
4,1 kg. Motory mají konektor pro enkodér a pro napájení.
Pro řízení  těchto servomotorů jsou použity servoměniče  řady Kinetix  2000. Jsou 
umístěny vzadu v rozvaděči. Vždy musí být použit jeden hlavní měnič se zdrojem, ke 
kterému jsou připojeny další  moduly.  V našem případě  je  hlavním modulem 2093-
AC05-MP5,  který  ovládá  motor  v podélném směru  označený jako osa x.  Rozvaděč 
obsahuje tři další moduly 2093-AMP5, využity jsou pouze dva. K jednomu je připojen 
motor pohybující s příčnou osou y a poslední motor s brzdou ve vertikálním směru pro 
osu z. Servoměniče jsou vidět na Obrázek 3 vlevo. Připojení měničů k řídicímu PLC je 
pomocí dvouvláknových optických kabelů a sítě SERCOS. Výhoda optických kabelů je 
ve větší odolnosti proti vnějšímu rušení. Komunikace je typu Master-Slave.
2.3 Elektrická část
Elektrickou část  modelu můžeme rozdělit  na dvě hlavní části.  První je rozvaděč, 
který obsahuje zdroj, servoměniče a další. Dále samotné PLC, pomocí kterého řídíme 
manipulátor  a  využíváme  bezpečnostní  prvky.  Poslední  součástí  jsou  ovládací 
a bezpečnostní prvky modelu, které si detailně popíšeme. Všechny kabely jsou vedeny 
v plastových  žlabech  umístěných  na  spodní  konstrukci  modelu  nebo  v  ohebných 
energetických řetězech.
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Obrázek 2: Motor řady MPL
2.3.1 Rozvaděč
Rozvaděč  obsahuje hlavní  nouzový vypínač,  proudové jističe,  napěťový filtr  pro 
střídavé napětí a stabilizovaný zdroj 24V (AXIMA AXSP3P06) s maximálním zatížením 
6A pro napájení některých snímačů a řídicích prvků modelu. Samozřejmostí  jsou již 
zmíněné servoměniče Kinetix 2000. Tyto měniče jsou propojeny s motory pomocí dvou 
kabelů (napájení a zpětná vazba od snímače polohy).  Dále obsahuje rozvaděč blok pro 
bezpečnostní vstupy a výstupy na síti DeviceNet, jehož označení je 1791DS-IB8XOB8. 
Tento bezpečnostní blok má 8 vstupů a k nim 4 pulsní výstupy pro monitorování. Dále 
má 8 výstupů, které můžou být opět monitorovány. Napájení sítě DeviceNet a modulu 
je pomocí výše uvedeného zdroje. V rozvaděči jsou umístěny 4 proudové jističe (16 A, 
2x10 A a 6 A). 16 A jistič je hlavní pro celý rozvaděč, jeden 10 A je pro Kinetix, druhý 
volný  a  poslední  6A pro  zdroj  24V.  Popis  zapojení  rozvaděče  je  podrobně  popsán 
v práci Řízení modelu manipulátoru  [5]. Rozvaděč kromě těchto prvků obsahuje také 
napěťový filtr, který by měl být dle dokumentace použit pro napájení měničů, ale byl 
odpojen. Pro signalizaci jsou zde dvě kontrolky, jedna značí připojené napájení a druhá 
zapnutý hlavní vypínač. Pro doplnění nesmí chybět bezpečnostní STOP tlačítko (Push-
Pull) a bezpečnostní stykač 700S-CF.
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Obrázek 3: Pohled dovnitř rozvaděče
2.3.2 PLC
Každý  složitější  stroj  musí  být  ovládán  a  řízen  pomocí  nějakého  počítače  resp. 
automatu.  V našem případě  je použit  bezpečnostní  programovatelný  automat  Guard 
Logix 1756-L62S se zdrojem 1756-PA75. Tento automat obsahuje kromě standardního 
procesoru také bezpečnostní procesor. S tím souvisí také oddělené paměťové prostory. 
Bezpečnostní úroveň PLC je SIL 3 neboli PL e. Automat je vybaven CF kartou pro 
rozšíření paměti  a samozřejmě obsahuje komunikační  karty pro rozhraní Ethernet/IP 
(1756-ENBT), SERCOS interface (1756-M08SE) a DeviceNet (1756-DNB). Karta pro 
Ethernet/IP  je  používaná  pro  programování  automatu  pomocí  PC,  karta  SERCOS 
interface je zde použita pouze kvůli servoměničům Kinetix 2000 a karta DeviceNet pro 
bezpečnostní modul,  jak již bylo zmíněno výše. Dále je připojena karta pro rozhraní 
ASi,  která  v našem případě není  využita.  PLC není  napájeno z  rozvaděče,  ale  díky 
vlastnímu zdroji 230V AC ho musíme připojit do sítě zvlášť. Pohled na řídicí automat 
najdeme na Obrázek 4. Vlevo je zdroj, následuje procesor se sousedním bezpečnostním 
procesorem,  poté  jednotlivé  komunikační  karty.  PLC  tedy  umožňuje  programovat 
standardní a bezpečnostní úlohy zvlášť včetně proměnných.
2.3.3 Ovládací prvky
Model manipulátoru musí obsahovat nějaká tlačítka a snímače, abychom ho mohli 
ovládat.  Mezi  nejdůležitější  bezpečnostní  prvky patří  STOP tlačítko,  které  obsahuje 
dvojici kontaktů zapojených do bezpečnostního bloku. STOP tlačítko je typu Push-Pull. 
Mezi ovládací prvky patří i tlačítko nouzového vypnutí rozvaděče.
Aby manipulátor dokázal rozpoznat polohu manipulátoru, je zde několik snímačů. 
Jako  základní  jsou  tzv.  „homing“  indukčnostní  snímače.  Tyto  snímače  slouží 
k nastavení manipulátoru do výchozí polohy, odkud je definována souřadnicová nula. 
Mají  N.C.  kontakty.  Model  obsahuje  ještě  koncové  limitní  snímače,  které  jsou 
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Obrázek 4: Pohled na řídicí automat
mechanické a bezpečnostní typu 440M-P. Tyto bezpečnostní snímače jsou napojeny na 
servoměniče  Kinetix  2000  pouze  jako  obyčejné  snímače  s  kontaktem  N.C.  a  jsou 
umístěné  na  ose  x  a  ose  y.  Pro  osu  z  jsou  použity  klasické  koncové mikrospínače  
z konstrukčních důvodů. Pokud jsou sepnuty, mělo by dojít k akci nastavené dle HW 
konfigurace (většinou odpojení pohonu).
Model je dále vybaven bezpečnostní optickou závorou, která je umístěna z přední 
strany modelu a je považována jako vstup do pracovního prostoru. U našeho modelu 
jsou použity světelné závory typu 440L POC GuardShield Standart Type 4. Závory mají 
rozlišení 14 mm a délku 480 mm.
2.3.4 Nové prvky
Dle návrhu a realizace bezpečnosti,  musely být na model manipulátoru umístěny 
další  bezpečnostní  a  ovládací  prvky  modelu.  Jedná  se  o  doplňující  ovládací 
a signalizační  tlačítka,  bezpečnostní  zámek  a  příslušné  vstupy  a  výstupy  k  jejich 
připojení.
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Obrázek 5: Optické závory typu 440L GuardShield Standart [5]
Obrázek 6: Umístění a ukázka bezpečnostního zámku
Na přední část modelu byly umístěny dvě krabičky, které obsahují STOP tlačítko, 
zelené tlačítko s led signálkou, oranžové tlačítko s led signálkou a přepínací tlačítko 
také s led signálkou. Pohled na tyto ovládací prvky je na Obrázek 15. Zelené a oranžové 
tlačítko mají po jednom kontaktu N.O. STOP tlačítko má dva kontakty N.O. + N.C. 
Přepínací tlačítko, které bude sloužit pro změnu režimu, obsahuje dvojici kontaktů N.O.
Pro uzamykání  a monitorování  dveří,  které nově přibyly na modelu bude sloužit 
bezpečnostní zámek firmy Rockwell Automation s označením TLS1-GD2. Tento zámek 
obsahuje kontakty 2 x N.O. + N.C. pro monitorování otevřených dveří a kontakty N.O. 
+ N.C. pro zpětné  monitorování  cívky,  která ovládá zámek.  Zámek je zobrazen na 
Obrázek 6. Zámek dokáže udržet západku silou 2000 N.
Všechny tyto prvky byly připojeny na vstupy a výstupy modulů Point I/O. Hlavním 
komunikačním  modulem  je  1734-AENTR,  který  obsahuje  dva  porty  pro  Ethernet. 
Modul je napájen ze zdroje 24V DC. Na tento modul se dají připojit další libovolné 
moduly ze stejné řady (1734). V našem případě byly použity moduly pro standardní 
digitální vstupy a výstupy. Modul 1734-IB4, který obsahuje 4 digitální vstupy a 1734-
OB4E,  který  obsahuje  4  digitální  výstupy  s  monitorováním  zátěže.  Pro  připojení 
bezpečnostních  prvků  jsou  využity  moduly  s  označením  1734-IB8S a  1734-OB8S. 
Každý modul obsahuje 8 vstupů (resp. výstupů). Vstupní modul má navíc 4 kontrolní 
testovací  výstupy  pro  monitorování.  Více  informací  o  modulech  a  jejich  nastavení 
naleznete v [22]. Na Obrázek 7 vidíme vlevo hlavní modul, následují standardní moduly 
a poslední červené jsou bezpečnostní moduly.
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Obrázek 7: Rozšiřující moduly Point I/O
3 NORMY A POSOUZENÍ RIZIK
Jak bylo řečeno v úvodu, je velmi důležité, aby daný stroj splňoval bezpečnostní 
normy  pro  dodržení  podmínek  legislativy.  Kromě  dodržení  legislativy  má  ovšem 
bezpečnost  strojů i  jiné výhody.  Mnohdy ochranné prvky zachrání  i  život  operátora 
nebo samotný stroj, jehož cena bývá často v řádech miliónů korun. Pokud by jsme chtěli 
pro daný stroj certifikační značku o shodě (CE), musíme splňovat všechny bezpečnostní 
normy s tím související a samozřejmě plno dalších norem.
Při návrhu bezpečnostních opatření modelu manipulátoru postupujeme dle platných 
legislativních norem:
• ČSN  EN  ISO  13849-1  Bezpečnost  strojních  zařízení  -  Bezpečnostní  části 
ovládacích systémů - Část 1: Všeobecné zásady pro konstrukci
• ČSN EN ISO 12100  Bezpečnost  strojních  zařízení  –  Všeobecné  zásady  pro 
konstrukci – Posouzení rizika a snižování rizika
• ČSN EN 60204 ed. 2 – Bezpečnost strojních zařízení – Elektrická zařízení strojů 
– Část 1: Všeobecné požadavky
Bezpečnostní normy v oblasti strojních zařízení se dělí do tří typů:
• Normy typu A (základní normy) uvádějí základní pojmy, zásady pro konstrukci 
a všeobecná hlediska, která mohou být aplikována na všechna strojní zařízení.
• Normy  typu  B  (skupinové  bezpečnostní  normy)  se  zabývají  jedním 
bezpečnostním  hlediskem  nebo  jedním typem  bezpečnostního  zařízení,  které 
může být použito pro větší počet strojních zařízení:
• normy  typu  B1  se  týkají  jednotlivých  bezpečnostních  hledisek  (např. 
bezpečných vzdáleností, teploty povrchu, hluku)
• normy  typu  B2  se  týkají  příslušných  bezpečnostních  zařízení  (např. 
dvouručního ovládání,  blokovacích zařízení,  zařízení  citlivých na tlak, 
ochranných krytů).
• Normy  typu  C  (bezpečnostní  normy  pro  stroje)  určují  detailní  bezpečnostní 
požadavky pro jednotlivý stroj nebo skupinu strojů.
3.1 Popis norem
V této podkapitole  bude uveden stručný popis každé použité normy v této práci. 
Další  podkapitola  se  bude  zabývat  samotnou  analýzou  rizik  pro  náš  model 
manipulátoru.  Analýza  bude  využívat  normy  ČSN  EN  ISO  12100.  Tato  norma 
nahrazuje předchozí normy  ČSN EN ISO 12100-1, ČSN EN ISO 12100-2 a ČSN EN 
ISO 14121-1. Zbývající norma ČSN EN ISO 13849-1 bude využita pro vyhodnocení 
bezpečnosti  použitých  prvků,  automatu  apod.  K tomuto  účelu  také  poslouží  nástroj 
SISTEMA.
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3.1.1 ČSN EN ISO 13849-1
Bezpečnost strojních zařízení - Bezpečnostní části ovládacích systémů - Část 1: 
Všeobecné zásady pro konstrukci
Tato  část  ISO 13849  je  určena  jako  návod  pro  ty,  kteří  se  zabývají  konstrukcí 
a posuzováním ovládacích systémů a dále pro technické komise připravující normy typu 
B2 a C,  které  jsou předpokladem pro splnění  základních  bezpečnostních  požadavků 
přílohy I směrnice Rady 98/37/EC pro strojní zařízení. Norma neuvádí specifický návod 
pro shodu s jinými směrnicemi EC.
Jako součást strategie celkového snížení rizika u stroje bude konstruktér často volit 
některá  opatření  pomocí  aplikace  ochranných  zařízení  plnících  jednu  nebo  více 
bezpečnostních  funkcí.  Části  ovládacích  systémů,  které  jsou  určeny  k  plnění 
bezpečnostních funkcí, jsou nazývány bezpečnostní části ovládacích systémů (SRP/CS) 
a  tyto  části  mohou  obsahovat  hardware  a  software  a  mohou  být  buď  oddělené  od 
ovládacího  systému  stroje  nebo  mohou  být  jeho  integrální  součástí.  Kromě 
bezpečnostních  funkcí  mohou  SRP/CS  poskytovat  také  provozní  funkce  (např. 
dvouruční ovládání jako prostředek iniciace procesu).
Tato norma je určena k poskytnutí  srozumitelných podkladů, na základě  kterých 
může  být  posouzena  konstrukce  a  vlastnosti  každé  aplikace  bezpečnostních  částí 
ovládacích  systémů  (SRP/CS)  stroje  například  třetí  stranou,  samotnou  firmou  nebo 
nezávislou zkušebnou.
Norma udává požadavky a zásady pro konstrukci stroje a integraci bezpečnostních 
ovládacích systémů. Platí pro všechny typy strojů (elektrika, hydraulika, pneumatika, 
mechanika).  Nespecifikuje  bezpečnostní  funkce  a  úrovně  vlastností  pro  jednotlivé 
případy a neuvádí konkrétní požadavky na konstrukci, ale uvádí specifické požadavky 
pro bezpečnostní části ovládacích systémů (SRP/CS), které používají programovatelný 
elektronický systém.
V příloze A najdeme některé vybrané pojmy definované touto normou.
Norma se zabývá snížením rizika pomocí ovládacích bezpečnostních systémů. Pro 
aplikaci  musíme mít  provedenou analýzu rizika.  Jsou zde uvedeny pojmy jako DC, 
MTTFd a nejdůležitější PL. Úroveň vlastností neboli PL je v této normě definovaná jako 
průměrná pravděpodobnost nebezpečné poruchy za hodinu. Dělí se do několika úrovní, 
které najdeme v Tabulka 1. V této tabulce je zároveň uvedeno srovnání se starší normou 
ČSN 61508, kde se používala hodnota integrity SIL. PL se může vztahovat na tyto části  
bezpečnostních ovládacích systémů:
• ochranná zařízení (dvouruční ovládání, blokovací zařízení), elektrická snímací 
ochranná zařízení, zařízení citlivá na tlak
• ovládací jednotky (logická jednotka, zpracování dat, monitorování, atd.)
• prvky silového ovládání (relé, ventily, atd.)
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Tabulka 1: Vztah mezi SIL, PL a PFHd [2]
SIL PL PFHd [h-1]
- a ≥ 10-5 do ≥ 10-4
1 b ≥ 3∙10-6 do ≥ 10-5
1 c ≥ 10-6 do ≥ 3∙10-6
2 d ≥ 10-7 do ≥ 10-6
3 e ≥ 10-8 do ≥ 10-7
Dále norma stanovuje několik typů architektur, které se používají pro bezpečnostní 
funkce.  Příklad  těchto  architektur  je  uveden na  Obrázek  8 a  jejich  podrobný popis 
nalezneme v normě. Pro náš model bude využita kategorie 3, která využívá zdvojených 
vstupů,  výstupů  i  logických  prvků  (jako  je  např  PLC automat).  Bezpečnostní  části 
ovládacích systémů musí být navrženy tak, aby porucha jakékoliv z nich nevedla ke 
ztrátě bezpečnostní funkce. DC musí být nízké a musí být použity opatření proti CCF.
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Obrázek 8: Stanovené architektury [6]
Norma také udává způsob určení  PLr pomocí  grafu,  který je na  Obrázek 9.  Pro 
splnění bezpečnosti je nutné dokázat, že dosažená hodnota PL je větší nebo rovna PLr. 
K tomuto účelu poslouží již výše zmíněný program SISTEMA.
Uvnitř  normy  jsou  uvedeny  různé  typy  bezpečnostních  funkcí  a  jejich  popis. 
V přílohách najdeme užitečné návody např. pro výpočet MTTFd, tabulku pro odhad DC 
a tabulku pro určení CCF. Všechny tyto funkce jsou zahrnuty i v programu SISTEMA.
3.1.2 ČSN EN ISO 12100
Bezpečnost strojních zařízení – Všeobecné zásady pro konstrukci – Posouzení 
rizika a snižování rizika
Tato mezinárodní norma specifikuje základní terminologii, zásady a metodologii pro 
dosažení  bezpečnosti  při  konstrukci  strojního  zařízení.  Norma  specifikuje  zásady 
posouzení a snižování rizika jako pomoc konstruktérům k dosažení tohoto cíle. Tyto 
zásady jsou založeny na znalosti  a zkušenosti  z konstrukce, používání,  nehod, úrazů 
a rizik strojních zařízení. Jsou popsány postupy pro identifikaci nebezpečí a pro odhad 
hodnocení rizik v relevantních fázích životního cyklu stroje, a pro vyloučení nebezpečí 
nebo  pro  opatření  dostatečně  snižující  riziko.  Je  uveden  návod  na  dokumentaci 
a ověřování procesu posouzení rizika a snížení rizika. Tato mezinárodní norma je také 
určena k tomu, aby byla používána jako základ při zpracování bezpečnostních norem 
typu B a C.  Norma se nezabývá rizikem a/nebo poškozením, týkajících se domácích 
zvířat, majetku nebo prostředí.
Podrobněji se touto normou budeme zabývat v následující kapitole.  Norma uvádí 
poměrně podrobný a kvalitní  návod k posouzení rizika a snižování rizika opakovací 
tříkrokovou  metodou.  Samozřejmostí  je  stručný  návod  k  vytvoření  dokumentace. 
V přílohách  normy jsou uvedeny tabulky  pro  možné  nebezpečí,  nebezpečné  situace 
a nebezpečné události.
Celý proces posouzení a snižování rizika, který bude použit v této práci, je zobrazen 
na Obrázek 10.
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Obrázek 9: Určení PLr [2]
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Obrázek 10: Schéma znázoňující proces posouzení a snížení rizika
3.1.3 ČSN EN 60204-1 ed. 1
Bezpečnost strojních zařízení – Elektrická zařízení strojů – Část 1: Všeobecné 
požadavky
Tato  část  ČSN  EN  60204  platí  pro  používání  elektrických,  elektronických 
a programovatelných elektronických zařízení  a systémů u strojů, které nejsou během 
činnosti  přenosné  rukou.  Platí  pro  elektrícké  zařízení  se  jmenovitým  napětím  do 
1000V AC  a  1500V  DC  a  pro  kmitočty  do  200  Hz.  Tato  část  ČSN  EN  60204 
nezahrnuje všechny požadavky (např. na ochranu, blokování nebo řízení),  které jsou 
stanoveny jinými normami nebo předpisy.
Tato  norma  napomáhá  vysvětlit  a  objasnit  některé  pojmy  týkající  se 
programovatelných automatů spojených s bezpečností.  Velmi úzce souvisí s  normou 
ČSN EN ISO 13849-1. Pro náš případ je zajímavá zejména kapitola 6, která popisuje 
funkce strojního zařízení a kapitola pro rozhraní člověk-stroj, která popisuje umístění 
ovládacích a řídicích prvků. Následují odstavec udává informace pro náš model.
Povinná je např. volba provozních režimů stroje, kde servisní režim nesmí vyvolat 
činnost  stroje  apod.  Možnost  vyřazení  některých  bezpečnostních  funkcí  při  určitých 
režimech.  Nutností  je  samozřejmě  funkce  nouzového  vypnutí  a  funkce  nouzového 
zastavení. Funkce nouzového vypnutí způsobuje odpojení stroje od napájení, které bývá 
realizováno často hlavním vypínačem. Funkce nouzového zastavení může být spojena 
s funkcí nouzového vypnutí, pokud to nelze jinak, a pokud odpojení napájení nezpůsobí 
provozní škody. Funkce nouzového zastavení může být dvou kategorií:
• Kategorie 0: okamžité odpojení přívodu energie (neřízené zastavení)
• Kategorie 1: řízené zastavení, poté následuje odpojení přívodu energie
3.2 Posouzení rizika
Posouzení  rizika  je  jednou  z  nejdůležitějších  částí  při  konstruování  bezpečného 
stroje. Proto je také povinná a musí se vždy provádět. Navržený stroj musí být bezpečný 
a to  jak z  důvodu lidských životů  tak  finančních,  jak bylo  zmíněno v úvodu.  Tyto 
důvody  jsou  jasnou  odpovědí  na  otázku,  proč  se  touto  bezpečností  zabýváme. 
Konstruktér,  případně  bezpečnostní  technik  se  musí  zaměřit  na  všechny  možné 
nebezpečné  situace  a  události.  Při  analýze  může  využít  zkušeností  z  předchozích 
událostí,  které se staly u podobných strojů nebo zkušeností při obsluze nebo údržbě. 
Posouzení rizik se provádí ve všech životních cyklech stroje (převoz, montáž, provoz, 
údržba, demontáž). Tomuto účelu poslouží již zmíněná norma ČSN EN ISO 12100.
Až zjistíme všechny možné rizikové a nebezpečné situace, musíme provést příslušná 
opatření,  která  povedou  k  zamezení  těchto  situací  nebo  ochranou  před  nimi.  Tato 
opatření jsou tří základních typů, jak je vidět na Obrázek 10.
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Jako první se snažíme snížit riziko změnou konstrukce stroje. To může být např. 
přidání zábran, zakrytování některých částí proti vniknutí atd. Tento způsob se snažíme 
využít  co  nejvíce.  Pokud  už  dále  nemůžeme  snížit  riziko  konstrukčně,  přistoupíme 
k použití bezpečnostních ochran (prvků). Těmito prvky mohou být různé bezpečnostní 
snímače, ventily, zámky, ale také řídicí automat a jiné. Pomocí těchto prvků naučíme 
(naprogramujeme) stroj a snížíme riziko na minimum. Bezpečnost také zajišťují různé 
informační  tabulky,  označení  nebezpečných  míst  apod.  Ve  většině  případů  zůstane 
určité zbytkové riziko (často velmi malé), které musí být uvedeno v dokumentaci stroje. 
Riziko  může  být  různé  při  obsluze  či  opravě  a  všechny  tyto  situace  musí  být 
v dokumentaci popsány. Personál, který bude stroj obsluhovat, je povinen seznámit se 
s dokumentací stroje, aby předešel případnému ublížení na zdraví nebo zničení stroje.
V našem případě se budeme zabývat pouze dvěmi fázemi modelu manipulátoru, a to 
obsluhou (běžný provoz) a údržbou (oprava, čištění). Je to především z důvodu toho, že 
model je již zkonstruovaný a tyto dvě fáze budou nejčastěji používané.
Předtím  než  začneme  provádět  posouzení  rizika,  měli  bychom  mít  všechny 
informace  a  dokumenty  tykající  se  daného  stroje.  V  těchto  informacích  najdeme 
specifikaci  uživatele,  specifikaci  stroje,  informace  o  používání,  použitelné  předpisy 
a normy  případně  historické  záznamy  úrazu  vztahujících,  se  ke  stejnému  nebo 
podobnému strojnímu zařízení.
Obecně se posouzení rizika skládá z těchto části:
• Analýza rizika, která zahrnuje




Jako první provedeme analýzu rizik dle popisu normy.
3.2.1 Určení mezních hodnot
Model manipulátoru bude využíván pro studenty k vyúce programování PLC. Již 
v minulosti byl model několikrát použit pro různé bakalářské práce, kde byl využit jako 
manipulátor,  zapisovač  a  CNC  frézka.  Manipulátor  by  tedy  měl  mít  dva  provozní 
režimy.  První  bude  klasiká  obsluha,  kdy  bude  manipulátor  vykonávat  pohyb,  dle 
programu  vytvořeného  obsluhou.  Druhý  režim  bude  údržba,  kdy  bude  odpojeno 
napájení motorů a obsluha může manipulovat s předměty v pracovním prostoru modelu. 
Obsluha  (programátor)  by  měl  být  poučen  o  BOZP  a  obsluze  manipulátoru  dle 
dokumentace.
Stranu,  kde se  nachazí  optické  závory,  označíme  jako přední  pro další  orientaci 
v textu. Pracovní prostor modelu se nachází uvnitř konstrukce a bude přístupný pouze 
zepředu.  V  tomto  prostoru  se  pohybuje  celé  rameno  manipulátoru,  které  může 
obsahovat  další  zařízení  jako  výše  zmíněnou  frézku.  Z  pravé  strany  manipulátoru 
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přesahuje jeden motor venkovní okraj modelu a pohybuje se po celé délce stolu. Z levé 
strany, kde je nejvíce místa, by měl být druhý přístup do pracovního prostoru v případě 
údržby nebo opravy.
Životnost stroje je dána použitými mechanickými a elektrickými prvky a četnosti 
používání.  Manipulátor  bude  zřídka  využíván  v  průměru  10  hodin  týdně  během 
studijních semestrů. Kontrola funkčnosti bezpečnostních prvků by měla být prováděna 
každých  6  měsíců  poučeným personálem.  Zároveň  s  touto  kontrolou  doporučujeme 
provádět kontrolu mechanických prvků (kolejnice,  tlačítka,  zámky,  povolené šrouby, 
atd.)  a  elektrických  prvků  (snímače,  zdroje,  kontrolky,  vypínače,  atd.).  V  případě 
potřeby je nutné vyměnit příslušné prvky nebo třeba promazat kolejnice, ložiska.
Model bude využíván v laboratořích, které jsou klimatizovány a je zde udržována 
čistota, proto není nutné pravidelné čištění stroje a všechny prvky budou bez problému 
fungovat. Omezení teplot a vlhkosti je dáno především použitými elektrickými prvky 
(PLC, motory) a tyto hodnoty nalezneme v příslušné dokumentaci.
Obsluha  bude u  stroje  stát  nebo sedět,  k  ovládání  bude sloužit  dotykový  panel, 
případně PC se softwarem pro programování PLC.
3.2.2 Identifikace nebezpečí
Tato  část  analýzy  rizik  je  jednou  z  nejdůležitějších.  Musíme  zde  identifikovat 
předvídatelná nebezpečí, nebezpečné situace a události. Jak je uvedeno dříve, budeme 
se  zabývat  pouze  dvěmi  životními  fázemi  modelu  (provoz,  údržba).  Norma  uvádí 
několik úkolů, které se vztahují na vzájemné působení člověka a stroje. Dále si musíme 
určit možné stavy stroje (normální provoz, selhání) a chování obsluhy v případě selhání. 
K tomuto  účelu  nám  velmi  dobře  poslouží  příloha  B  uvedené  normy.  Následující 




a) pořezání nebo odření o některou část konstrukce modelu
b) vtažení, zachycení nebo navinutí od rotujících částí motorů
c) střih od pohybujícího se ramene po kolejnici
d) zachycení od pohyblivých částí konstrukce
e) stlačení od vertikální osy modelu
f) vymrštění zbytků materiálu při obrábění frézkou
2) Elektrická nebezpečí
a) zasažení nebo smrt elektrickým proudem v prostoru rozvaděče
3) Nebezpečí hluku
a) nepohodlí vlivem pohybujících se částí
b) nepohodlí způsobené pískáním servoměničů nebo chodem motorů
c) nepohodlí, bolest hlavy případně únava při obrábění frézkou
26
4) Nebezpečí vibrací
a) nepohodlí při obrábění frézkou (vysoké otáčky)
5) Ergonomická nebezpečí
a) únava  nebo  bolest  zad  způsobená  polohou  těla  při  manipulaci 
v pracovním prostoru modelu a při ovládání modelu
b) úraz  způsobený  o  konstrukci  modelu  při  snaze  vypnout  napájení  při 
poruše (STOP tlačítko umístěno vzadu)
Nebezpečné situace
6) Seřizování, programování nebo změna procesu
a) montáž nebo výměna nástroje, seřizování stroje
b) funkční zkouška, testování
c) ověřování programu
7) Provoz
a) ruční upínání obrobku resp manipulace s věcmi v pracovním prostoru
8) Čištění, údržba
a) montáž/demontáž ochranných krytů
b) výměna opotřebovaných součástí
c) kontrola zapojení elektrických prvků (24V DC)
d) mazání, čištění
9) Vyhledávání závady, odstraňování závady
nebezpečné situace se shodují s již výše popsanými
Nebezpečné události
Jediná  událost,  která  může  nastat,  je  vyjetí  celé  konstrukce  mimo  rozsah 
kolejnic, protože nejsou žádným způsobem mechanicky omezeny hranice.
3.2.3 Odhad rizika
Riziko spojené s nebezpečnou situací závisí na těchto prvcích:
1. Závažnost úrazu
2. Pravděpodobnost výskytu tohoto úrazu, která je funkcí
a) vystavení osoby nebezpečím
b) výskytu nebezpečné události
c) technických a lidských možností vyvarovat se úrazu nebo ho omezit
Závažnost úrazu v našem případě může být těžší trvalé poškození horních končetin 
v pracovním  prostoru  při  pohybu  jednotlivých  částí  modelu.  Smrt  bychom  mohli 
uvažovat pouze v případě použití frézky, kdy by odletující části materiálu zasáhly krční 
tepnu  případně  propíchly  obsluhujícího.  Ovšem pravděpodobnost  takového  úrazu  je 
velice malá. Další lehká zranění mohou být různé odřeniny a škrábance při manipulaci 
s materiálem  nebo  udržbě  (resp.  servisu)  modelu.  Rozsah  budeme  předpokládat 
maximálně  u  dvou  osob.  Osoby,  která  momentálně  stroj  obsluhuje  a  případného 
pomocníka. Možnou smrt elektrickým proudem může způsobit neodborná manipulace 
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uvnitř rozvaděče. Ostatní elektrické prvky jsou napájeny nízkým napětí (24V DC), které 
není nebezpečné.
Při uvažování pravděpodobnosti výskytu úrazu musíme brát ohled na tři zmíněné 
faktory.  První nám udává,  zda je nutné přistupovat  do nebezpečného prostoru,  dobu 
v něm strávenou apod. V našem případě bude přístup do nebezpečného resp. pracovního 
prostoru velmi častý, protože bude nutné vyměňovat např. papír pro funkci zapisovače. 
Mezi možnosti  vyvarování se nebo omezení úrazu patří různé faktory,  které musíme 
zohlednit. Osoby, které budou přistupovat ke stroji, musí být poučeny (kvalifikovány). 
Nebezpečná  situace  v  pracovním  prostoru  vede  k  úrazu  poměrně  rychle,  protože 
rychlost rotujících nebo pohybujících se částí může být velká. Rychlost úrazu v případě 
odletujících  zbytků  materiálu  nebo  úrazu  elektrickým  proudem  je  okamžitá. 
Samozřejmostí musí být výstražné a informační značky na určených místech modelu.
3.2.4 Zhodnocení rizika
Po odhadu rizika musí být provedeno zhodnocení rizika, které nám určuje, jestli je 
požadováno snížení daného rizika. Pro snížení rizika musí být zvolena vhodná ochranná 
opatření, jak je znázorněno na Obrázek 10. Pokud by se při návrhu ochranných opatření 
vyskytlo nové nebezpečí  musíme jej  doplnit  do seznamu identifikovaných nebezpečí 
a omezit jej.
Nepohodlí  způsobené hlukem nebo vibracemi  nevyžaduje  snížení  rizika,  protože 
není nijak nebezpečné. Navíc konstrukci stroje již nelze zpětně změnit. Je nutné snížit 
především  mechanické  nebezpečí  způsobené  v  pracovním  prostoru  modelu  a  jeho 
blízkém  okolí  při  normálním  provozu.  Dále  je  nutné  omezit  přístup  do  rozvaděče. 
Důležitým faktorem je  dodržení  funkčnosti  ochranných  opatření  a  s  tím související 
znemožnění  přístupu k zapojení bezpečnostních  prvků za účelem jejich změny nebo 
vyřazení.  Konkrétně je  myšleno  zapojení  komunikačních  karet  PLC, bezpečnostních 
prvků  do  bezpečnostního  modulu  apod.  Také  je  nutné  snížit  riziko  u  všech 
nebezpečných situací, jak při provozu tak při údržbě.
3.3 Snížení rizika
Snížení rizika by mělo být dosaženo vyloučením nebezpečí nebo samostatným nebo 
současným snížením každého ze dvou prvků, které určují dané riziko:
• závažnost úrazu
• pravděpodobnost výskytu úrazu
Snížování rizika provádíme metodou tří kroků, které jsou v následujícím pořadí:
1. Zabudovaná konstrukční bezpečnostní opatření – umožňují vyloučení nebezpečí, 
proto není dále nutné používat bezpečnostní prvky
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2. Bezpečnostní ochrana a/nebo doplňková ochranná opatření – se používají, pokud 
prakticky nelze vyloučit  nebo snížit  nebezpečí  první metodou.  Tato ochranná 
opatření  musí  být  s  přihlédnutím  na  předpokládané  použití  a  nepředvídané 
použití stroje
3. Informace pro používání – je poslední možností snížení rizik. Informace nesmí 
být náhradou za spravnou aplikaci zabudovaných konstrukčních bezpečnostních 
opatření,  bezpečnostních  ochran  nebo  doplňkových  opatření.  Tyto  informace 
musí obsahovat následující:
◦ pracovní postupy pro používání
◦ doporučené bezpečné pracovní postupy a popsané požadavky zácviku
◦ dostatečné informace, včetně výstrah o zbytkových rizicích
◦ popis  všech  doporučených  osobních  ochranných  prostředků  a  jejich 
použití, včetně zácviku
Norma  v  této  části  velmi  obsáhle  popisuje  a  definuje  různá  hlediska,  zásady 
a opatření pro snížení rizika. Následující Tabulka 2 bude popisovat, jakým způsobem by 
mělo být sníženo riziko jednotlivých zjištěných nebezpečí v kapitole 3.2.2.
Detailní popis navrhovaných opatření se nachází v kapitole 4. Norma ČSN EN ISO 
12100  obsahuje  odkazy  na  další  normy,  které  udávají  různé  vlastnosti  ochranných 
opatření. Tyto normy jsou také zahrnuty v  Tabulka 2. Uvedený popis níže je obecný 
a pouze orientační.
Tabulka 2: Seznam ochranných opatření
Ochranné opatření Riziko
Použití pevných ochranných krytů kolem pracovního prostoru 
manipulátoru (ČSN EN ISO 13855, ČSN EN ISO 13857) a použití 
optických závor pro bezpečný přístup do pracovního prostoru 
(ČSN EN ISO 13855, ČSN EN ISO 13849-1)
1b, 1c, 1d, 1e, 
1f, 6a, 6b, 6c
Použití židle s nastavitelnou výškou sezení 5b
Umístění informačních, příkazových a výstražných symbolů a tabulek 
(ČSN EN ISO 7010)
1a, 2a, 
Použití chráničů sluchu 3a, 3b, 3c
Použití bezpečnostní programovatelné logiky k dosažení 
bezpečnostních funkcí (ČSN EN ISO 13849-1, ČSN EN 60204-1 ed. 2)
1b, 1c, 1d, 1e, 
6a, 6b, 6c, 8a
Správné umístění ovládacích a bezpečnostních prvků 5a, 5b
Umístění gumových podložek pod nohy modelu 4a
Sepsání dokumentace, která obsahuje všechny potřebné informace 
o bezpečnostních funkcích a údržbě stroje. Součástí dokumentace bude 
poučení pracovníků obsluhujících model (ČSN EN ISO 12100)
1a, 2a, 6a, 6b, 




Tato  kapitola  bude  navazovat  na  kapitolu  3.3,  která  se  zabývá  snížením  rizika. 
V souladu s normou  ČSN EN ISO 12100 budeme postupovat  v  návrhu ochranných 
opatření metodou tří kroků. Detailní rozbor navrhovaných úprav bude tedy rozdělen do 
následujících tří podkapitol. Na konci teto kapitole jsou uvedeny programové nástroje, 
které nám usnadní výběr potřebných ovladacích a řídicích prvků manipulátoru.
4.1 Zabudované konstrukční ochranné opatření
Protože model manipulátoru je již zkonstruovaný, můžeme použít pouze konstrukční 
opatření,  které  nezmění  podstatu  modelu  a  nebudou složité.  Začneme  nejjednodušší 
úpravou,  která  spočívá  v  použití  gumových  podložek  pod nohy modelu.  Tyto  čtyři 
podložky by měli být z tvrdé gumy o velikosti minimálně 5x5cm. Dalším konstrukčním 
opatřením  je  správné  umístění  ovládacích  a  bezpečnostních  prvků  modelu.  Hlavní 
vypínač  je umístěn na horní  stěně rozvaděče a je dobře přístupný, proto není  nutná 
úprava. Bohužel tlačítko nouzového zastavení je umístěno na přední straně rozvaděče 
uprostřed.  Tlačítko  je  ve  výšce  zhruba  0,5m nad zemí,  což  není  optimální  a  navíc 
rozvaděč je umístěn na zadní straně modelu.  Předělávat stávající tlačítko není nutné, 
avšak musíme přidat další stop tlačítko. Nové tlačítko by mělo být umístěno na přední 
straně modelu, aby bylo rychle a lehce přístupné pro obsluhu. S tím souvisí umístění 
dalších  ovládacích  prvků,  které  by  měly  být  také  na  přední  části  modelu  v  okolí 
optických závor a tím by byly snadno dostupné pro obsluhu. 
Největším zásahem do konstrukce modelu bude přidání ochranných krytů. Detaily 
pro umístění krytů najdeme v normě ČSN EN ISO 13857. Kryty by měly být po obvodu 
pracovní části modelu vyjma přední strany, kde jsou umístěny optické závory.  Kryty 
musí být pevně přidělány (např. přišroubované) a měly by dosahovat výšky aspoň 2m, 
aby nemohl člověk vniknout do pracovního prostoru zhora. Vrch pracovního prostoru 
není nutné zakrývat. Nebudeme předpokladát, že proškolení studenti budou chtít lézt do 
prostoru manipulátoru zhora Pro možnost výměny nástrojů případně servisní obsluhy 
budou na jedné straně krytu zasouvací dveře. Na Obrázek 11 lze vidět návrh ochranných 
krytů vyznačených zelenou barvou. Na pravé straně modelu přesahuje motor hliníkovou 
konstrukci a tak je nutné kryty umístit dále od hliníkových profilů. Kryty by měly být 
z pevného neprostupného materiálu (vyztužené plexi, plech, jemné pletivo). Posledním 
možným opatřením může být použití gumových nebo plastových krytek na ostré hrany 
modelu manipulátoru.
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4.2 Bezpečnostní ochrana a doplňkové ochranné opatření
Pro realizaci a zprovoznění bezpečnostních prvků musíme použít programovatelný 
automat, který je v našem případě již zadán. PLC se také používá pro programování 
samotného modelu prostřednictvím servoměničů Kinetix. Pokud bychom chtěli ušetřit 
místo,  můžeme použít  PLC menších rozměrů, které bude pro náš model dostačující. 
Toto  PLC  je  z  řady  CompactLogix.  PLC  samotné  by  mělo  být  umístěno  také 
v rozvaděči jako všechny ostatní řídicí a elektrické komponenty modelu. Rozvaděč by 
měl být uzamykatelný, aby se člověk nemohl dostat k zapojení bezpečnostních prvků 
a vyřadit je nebo obejít jejich funkčnost. To platí i pro stávající rozvaděč, který by měl 
být  opatřen  zámkem.  S  tím  souvisí  umístění  všech  kabelů  do  pevných  žlabů,  aby 
nemohlo dojít k jejich úmyslnému zničení.
Důležitým  bezpečnostním  prvkem  jsou  již  použité  optické  závory  zabezpečující 
přístup do pracovního prostoru. Jejich správné umístění nám udává norma ČSN EN ISO 
13855. V této normě najdeme důležitý vztah udávající vzdálenost optických závor od 
nebezpečného prostoru:
S=(K⋅T )+C , 
kde S [mm] je vzdálenost v mm, K [mm/s] je rychlost přiblížení člověka a T [s] je 
celková doba zastavení stroje.
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Obrázek 11: Návrh ochranných krytů
Norma udává rychlost K=2000 mm/s a C=8(d-14) mm, kde d je detekční schopnost 
závor. Minimální vzdálenost musí být 100 mm. Náš model má celkovou dobu zastavení 
menší než 0,5s a detekční schopnost závor je 14mm. Proto by měly být závory umístěny 
ve  vzdálenosti  1m  od  nebezpečného  prostoru.  Pro  splnění  bezpečnostních  norem 
musíme závory posunout dál od pracovního prostoru a spodní část, kde vznikne nová 
mezera musí být opět ošetřena optickými závorami tak, aby byly splněny požadavky 
normy ČSN EN ISO 13855.
Pro  omezení  vyjetí  manipulátoru  z  kolejnic  jsou  použity  hardwarové  limitní 
snímače, které jsou také bezpečnostní, avšak jsou zapojeny pouze jako standardní N.C. 
spínače  do  servoměničů  Kinetix.  Jsou  použity  na  osách  X a  Y.  Osa  Z je  opatřena 
motorem s brzdou a nemá limitní snímače, protože vyjetím mimo rozsah nemohou být 
způsobeny velké  škody ani  zranění.  Použité  bezpečnostní  spínače jsou připojeny do 
bezpečnostního bloku, který je propojen s PLC. 
Posledními  bezpečnostními  prvky by mohly být  snímače,  které  budou zajišťovat 
detekci ochranných krytů, v případě demontovatelných krytů. Model nesmí být spuštěn, 
pokud  je  nějaký  kryt  demontován.  S  tím souvisí  přidání  bezpečnostního  zámku  na 
stranu modelu, kde budou zasouvací dveře. V normálním režimu bude zámek zajištěn 
a v režimu obsluhy bude zámek odblokován pro přístup do pracovního prostoru. Zámek 
bude zároveň sloužit jako detekce zavřených dveří.
Mezi  další  ochranná  opatření  je  správné  umístění  ovládacích  prvků  modelu. 
Stávající ovládací prvky nejsou žádné. Je nutné doplnit tlačítko START pro spuštění 
programu.  Model  musí  také  obsahovat  tlačítko  pro  RESET chyb.  Dále  signalizační 
zařízení jako např. semafor, který bude informovat o stavu stroje. Zelená bude značit 
stroj v provozu, oranžová stroj připraven a červená bude označovat chybu nebo servisní 
režim. Všechny tyto ovládací prvky mohou být umístěny např. na pravé přední části 
modelu, která vznikne přidáním ochranných krytů.
Pro  větší  pohodlí  obsluhy by měla  být  k  dispozici  židle  s  nastavitelnou  výškou 
sezení a chrániče sluchu. Chrániče mohou být dvou typů (sluchadla,  špunty).  Osoba 
provádějící údržbu modelu by měla mít také k dispozici ochranné rukavice.
Pro odpojení napájení servoměničů Kinetix v případě nouzového zastavení,  které 
bude  vyvolané  výše  zmíněnými  bezpečnostními  prvky,  bude  použit  již  stávající 
bezpečnostní stykač umístěný v rozvaděči.
4.3 Informace pro používání
Posledním ochranným opatřením pro snížení rizika jsou informace pro používání. 
Nejdříve začneme informacemi umístěnými přímo na modelu manipulátoru. Dle normy 
ČSN EN ISO 7010, která se zabývá značkami a symboly vybereme potřebné symboly.  
Základní bude symbol M012, který označuje výstrahu před elektrickým proudem a měl 
by být  umístěn  na obou rozvaděčích.  Na přední  straně  modelu  by měla  být  značka 
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M021,  která  značí  výstrahu  rozdrcení  rukou.  V  případě  nutnosti  nebo  doporučení 
dalších uživatelů mohou být přidány jiné informační nebo výstražné symboly.
Důležitou součástí  je vypracování  dokumentace ke stroji a vytvoření  návodu pro 
obsluhu.  V průvodní  dokumentaci  ke stroji  musí  být  uvedené informace,  které  jsou 
popsány  v  kapitole  7  normy  ČSN  EN  ISO  12100.  Mezi  nejdůležitější  části  patří 
informace o zbytkovém riziku a informace pro obsluhu a používání stroje. Návod by 
měl obsahovat především informace o možných nebezpečích a základní informace pro 
obsluhu.  Dále  by  měla  dokumentace  obsahovat  informace  o  školení  personálu. 
Vypracování této dokumentace není součástí této práce a je velmi náročné. Díky tomu, 
že  model  slouží  pouze  laboratorním  a  testovacím  účelům,  není  nutné  dokumentaci 
vytvářet. Místo dokumentace může jako návod a informace o nebezpečí posloužit tato 
diplomová práce, která by měla být volně k dispozici u modelu.
Zbytkovým  rizikem  po  použití  všech  ochranných  opatření  může  být  odření  při 
neopatrném  pohybu  kolem  modelu.  Všechny  ostatní  rizika  jsme  vyloučili  výše 
zmíněnými ochrannými prvkami.
4.4 Pomocné nástroje
V této kapitole jsou uvedeny pomocné softwarové nástroje firmy RA, které slouží 
k sestavení návrhu řídicího automatu včetně motorů a souvisejících prvků. Nástroje jsou 
velice  užitečné  a  velmi  urychlují  návrh  potřebných  řídicích  a  ovládacích  prvků. 
Samozřejmostí je vygenerování seznamu prvků. Programy, které budeme využívat, jsou 
dva. Prvním z nich je Integrated Architecture Builder a druhým je Motion Analyzer.
4.4.1 Integrated Architecture Builder
Integrated  Architecture  builder  je  systémový  nástroj  od  firmy  RA,  který  slouží 
k vytvoření  kompletních  sestav  PLC  a  jejich  prvků.  Umožňuje  jejich  vzájemné 
propojení  pomocí  průmyslových sítí  jako jsou DeviceNet,  Ethernet/IP  a  ControlNet. 
Další z možných sítí může být např. SERCOS, jak je zmíněno v kapitole 2.3. Je logické, 
že program nabízí  pouze  výrobky firmy RA resp Allen-Bradley.  V návrhu lze  také 
přidat různé doplňky a softwarové vybavení. Program umí kromě kontroly integrity a 
zapojení vygenerovat výstupní soubor s detailním popisem. Pokud chceme tuto funkci 
použít, musíme mít nainstalovaný balíček Microsoft Office. 
Nyní  bude v krátkosti  uveden popis prostředí  programu a práce v něm.  Detailní 
postup vytváření sestavy s různými možnostmi nastavení najdeme v semestrální práci 
Integrated Architecture Builder [8].
Program samotný můžeme vidět na Obrázek 12. Důležitou částí je levý panel, kde je 
zobrazena  stromová  struktura  dle  vybraného  zobrazení.  Zobrazení  měníme  pomocí 
záložek dole na panelu. Těchto zobrazení je několik typů. Nejčastěji používané v našem 
případě budou  Hardware view, System view, Network view. Ve vrchní části najdeme 
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ikony pro rychlou práci s programem. Ve spodním panelu jsou zobrazeny záložky, kde 
každá obsahuje prvky dle zvolené kategorie. Tyto prvky můžeme vkládat do projektu.
Začneme  základním  zobrazením  System  view.  Zde  jsou  zobrazeny  jednotlivé 
subsystémy použité v projektu. Nové subsystémy přidáme pomocí malého menu, které 
se  nám  objevilo.  Jako  první  musíme  vložit  celé  PLC.  Vybereme  subsystém 
ControlLogix  a  dle  průvodce  postupujeme  dále.  Pokud  nechceme  využít  průvodce, 
můžeme se po vložení přepnout do Hardware view.
Toto  zobrazení  nám  ukazuje  přímo  šasi  s  vloženými  kartami,  které  můžeme 
upravovat. Nové karty vybereme ze spodní nabídky a umístíme je na příslušnou pozici. 
Ovládání programu je poměrně intuitivní,  a proto snadno zjistíte, že pořadí karet lze 
měnit  přetažením  myši.  Pravým  tlačítkem  zobrazíme  nabídku,  kde  můžeme  otevřít 
dokumentaci daného produktu nebo přidat různá příslušenství.
Poslední zobrazení  Network view slouží k propojení jednotlivých subsystémů nebo 
dalších prvků projektu.  V našem případě musíme mít  vytvořeny dvě sítě.  Jednu pro 
Ethernet,  kde  bude  připojen  PC  se  softwarem  a  případně  dotykový  panel,  kterým 
můžeme  ovládat  manipulátor.  Druhá  síť  bude  DeviceNet,  na  které  je  napojen 
bezpečnostní I/0 blok. U všech prvků nastavíme adresy a délku a typ propojovacích 
kabelů.
Takto  vytvořený  projekt  nám  umožňuje  vygenerovat  výpis  prvků  (BOM),  kde 
najdeme seznam a jednotlivé ceny prvků. Do BOM můžeme zvlášť přidat samostatné 
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Obrázek 12: Prostředí programu IAB [8]
prvky dle katalogového čísla nebo přidat potřebné softwarové vybavení. Příklad BOM 
z navrhované sestavy PLC najdeme v příloze B.
4.4.2 Motion Analyzer
Je dalším nástrojem firmy RA, který slouží pro sestavení pohybových částí modelu 
a jejich  řídicích  prvků.  V  našem  případě  je  tento  nástroj  využit  pro  výběr  motorů 
modelu a jejich měničů. Samozřejmostí je opět možnost vygenerování BOM.
Pro náš případ vybereme po spuštění programu nabídku Just Quote, která umožňuje 
rovnou  sestavení  měničů  a  příslušných  motorů,  protože  z  konstrukčního  důvodu 
nemůžeme použít  jiné motory než ty stávající.  Program je zobrazen na  Obrázek 13. 
V levé části najdeme strukturu, kde jsou zobrazeny měniče a k nim připojené motory. 
Při rozkliknutí daného pole můžeme změnit typ (rodinu) měničů. Poté vybereme motor 
dle potřebných parametrů nebo podle typu, jako další následuje výběr modulu,  který 
doporučí sám program dle zvoleného motoru. Další pole zaškrtneme podle toho, zda 
potřebujeme napájecí a jiné kabely nebo další příslušenství. Poslední volbou je napájení 
v sekci  Power Supply. Zde vybereme velikost šasi, pokud by jsme chtěli větší než je 
počet modulů a k tomu vyplňovací sloty. Dále jsou na výběr různé zdroje, lineární filtry 
nebo pojistky. My vybereme AC Line filter, který je dle dokumentace nutný.
Výsledný  výpis  BOM  najdeme  v  příloze  C.  Tento  výpis  obsahuje  aktuální 
konfiguraci modelu s malou vyjímkou. Model samotný obsahuje 4 servo měniče, avšak 
poslední není využit, proto jsou v programu pouze 3 a tomu odpovídající příslušenství.
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Obrázek 13: Zobrazení programu Motion Analyzer
5 REALIZACE BEZPEČNOSTNÍCH PRVKŮ
Tato kapitola je druhou nejdůležitější po analýze rizik. Zabývá se popisem samotné 
realizace  bezpečnostních  opatření  dle  jednotlivých  podkapitol,  které  jsou  obsaženy 
v kapitole 4. Konec kapitoly je věnován úpravám, které nemohly být provedeny, proto 
je nutné sepsat krátkou dokumentaci a informace pro používání, které budou k dispozici 
vždy u modelu manipulátoru.
5.1 Změna konstrukce
Manipulátor byl opatřen ochranným krytem, dle návrhu. Vnější rozměry krytu jsou 
1180 x 1280 x 1080 mm (d x š x v). Kryt je vytvořen z hliníkových profilů o rozměru  
40 x 40 mm (případně 80 x 40 mm)  kvůli  menší  hmotnosti.  Plochy jsou vyplněny 
pletivem s rozměry ok 10 x 10 mm. Na pravé straně modelu byly vytvořeny zasouvací 
dveře.  Jako drážky jsou použité  plastové  lišty,  které  jsou kompatibilní  s  vybranými 
hlinikovými profily.  Dalé byly doplněny zarážky ze zbytkových profilů pro plastové 
pásy, kde jsou umístěny kabely. Toto opatření bylo z důvodu vyjíždění pásů do prostoru 
optických  závor  v případě  jedné  krajní  polohy  x-ové  osy.  Konstrukce  je  vidět  na 
následujícím Obrázek 14.
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Obrázek 14: Manipulátor s ochrannou konstrukcí
Se změnou konstrukce souvisí posunutí jednoho koncového spínače tak, aby byla 
dostatečná  rezerva  pro  zastavení  stroje.  Na  obou  bočních  stranách  vznikl  zespodu 
prostor, kde je přístup k vodícím lištám a je zde nebezpečí úrazu. Tato místa nebudou 
opatřena dodatečným krytem a upozornění musí být uvedeno v přiložených informacích 
podobně jako u přístupu zhora.
5.1.1 Ovládací prvky
Pro  přidání  ovládacích  prvků  bylo  nejprve  nutné  rozšířit  PLC  o  standardní 
i bezpečnostní vstupy a výstupy. K tomuto účelu perfektně poslouží rozšiřující modul 
1734-AENTR, který je popsán v kapitole  2.3.4. Na tento modul jsou připojeny další 
moduly.  Jeden  pro  standardní  digitální  vstupy  IB4,  jeden  pro  standardní  digitální 
výstupy OB4E. Pak jsou použity dva moduly pro bezpečnostní vstupy IB8S a jeden 
modul  pro  bezpečnostní  výstupy  OB8S.  Na  tyto  moduly  jsou  připojeny  všechny 
následující ovládací prvky modelu manipulátoru.
Kromě zásadních konstrukčních změn byl model doplněn o další ovládací prvky. Jde 
především o bezpečnostní zámek TLS-GD2, který je popsán v kapitole  2.3.4. Používá 
se k detekci otevření dveří (2 kontakty NO) a k detekci sepnutí cívky pro otevření dveří 
(2 kontakty NO+NC). Bez napětí je zámek trvale uzamčen, je připojen k bezpečnostním 
modulům.
Dalším prvkem je bezpečnostní STOP tlačítko umístěné na přední části vpravo nad 
světelnými závorami. Tlačítko bylo nutností vzhledem k bezpečnostním požadavkům. 
Jak je vidět z  Obrázek 15, tak vedle tlačítka STOP se nachází zelené tlačítko,  které 
může být použito pro spuštění nějakého programu. Toto tlačítko obsahuje také indikační 
LED diodu, která je použita pro signalizaci běžícího manipulátoru.  STOP tlačítko je 
připojeno na bezpečnostní modul, zatímco tlačítko pro START a LED dioda jsou jako 
jediné připojeny ke standartnímu vstupu a výstupu.
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Obrázek 15: Ovládací prvky modelu manipulátoru
Posledními ovládacími prvky,  které byly přidány,  jsou oranžové tlačítko RESET, 
obsahující  indikační  signálku  a  přepínač  pro  servisní  režim,  který  obsahuje  také 
signálku. Jsou umístěny ve spodní krabičce. Přepínač režimu obsahuje 2 kontakty NO, 
aby mohl být vyhodnocen bezpečnostní funkcí. Všechny tyto prvky jsou opět připojeny 
na bezpečnostní moduly.
Schéma zapojení všech těchto prvků je uvedeno níže. Samotný modul 1734-AENTR 
je propojen s automatem přes Ethernet a dále druhým portem do místní sítě v laboratoři 
přes switch Stratix 8000, kde je napojen i dotykový panel pro vizualizaci.
Poslední  provedenou  úpravou,  která  by  se  dala  zařadit  mezi  ovládací  prvky,  je 
připojení  napájení  servoměničů  Kinetix  přes  bezpečnostní  stykač 700S-CF.  Tento 
stykač  bude  dále  využit  pro  bezpečnostní  funkce  nouzového  zastavení  kategorie 0. 
Protože  servoměniče  Kinetix  2000  nejsou  bezpečnostní,  tak  je  nemůžeme  využít 
k zastavení  manipulátoru.  Proto  je  jediný  možný  způsob  přímé  odpojení  od  zdroje 
napětí. Ovšem i zde narážíme na drobný nedostatek, protože díky kategorii 3 je nutné 
mít  2  stykače  seriově  zapojeny,  ale  bohužel  z  finančních  důvodů máme k dispozici 
pouze jeden.
5.2 Software
Mechanickou  část  realizace  máme  za  sebou  a  nyní  přejdeme  k  programování 
bezpečnostních  funkcí  přes  bezpečnostní  PLC  s  využitím  již  zmíněných  snímačů 
a ovládacích prvků. První část kapitoly bude tvořit popis a použití hlavního softwaru RS 
Logix  5000,  v kterém se vytváří  bezpečnostní  funkce  v jazyce  LD (případně  STL). 
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Obrázek 16: Schéma zapojení nových prvků
Další část této kapitoly bude věnována programu, který slouží k vytváření vizualizace 
pro dotykové panely a propojení s PLC.
5.2.1 RS Logix 5000
Jde  o  software  firmy  Rockwell  Automation  dodavaný  k  programovatelným 
automatům  Allen-Bradley.  Slouží  k  naprogramování  PLC  pro  daný  účel.  Program 
umožňuje vytvářet kód v jazyce LD. Je to poměrně jednoduché a intuitivní ovládání, 
avšak  se  musí  dát  pozor,  aby se  nekryly  některé  podmínky,  protože  vždy běží  vše 
zároveň. Výstupem programu, kromě nahrání do automatu, může být také vygenerovaná 
výstupní zpráva, kterou najdete v příloze E. Bohužel tyto informace umí pouze tisknout, 
takže  pokud  chceme  tyto  informace  uložit,  použijeme  např.  nějaký  volně  dostupný 
program pro tisk do pdf souboru. 
Při založení projektu nebo načtení projektu uvidíme před sebou obrazovku, která je 
na Obrázek 17. V levé části najdeme stromovou strukturu, ve které nás budou zajímat 
pouze  záložky  Controller  Tags,  Main  Task,  Safety  Task,  Motion  Groups,  I/0  
Configuration.  První  záložka  obsahuje  námi  definované  globální  proměnné 
(bezpečnostní  i  standardní)  a  také  definované  proměnné  vstupních  a  výstupních 
39
Obrázek 17: Program RS Logix 5000
zařízení, které jsou obsaženy v hardwarové konfiguraci. Tato konfigurace se skrývá pod 
I/0  Configuration a  vytváří  se  jako první  věc než začneme cokoliv programovat.  V 
našem případě byla využita i záložka Motion Groups, protože manipulátor obsahuje tři 
servoměniče pro tří-osé řízení pohybu. Jejich nastavení si popíšeme později. Poslední 
dvě části obsahují standardní a bezpečnostní části kódů a definované lokální pomocné 
proměnné.
HW konfigurace
Při založení nového projektu musíme vybrat typ daného automatu, revizi a nastavit 
velikost šasi. Poté vymyslíme jméno projektu a pokud bychom chtěli, můžeme napsat 
nějaké poznámky. Ukázka vytváření nového projektu je na následujícím obrázku.
Nyní  se  přesuneme  do  záložky  I/0  Configuration,  kde  pravým  tlačítkém  myši 
vybereme nový modul do šasi automatu (1756 Backplane). Abychom věděli co vše je 
zde umístěno a další podrobnější informace, tak využijeme programu RS Linx. Tento 
program umí zjistit detailní informace všech připojených automatů v dané síti Ethernet. 
V našem případě vidí  program několik zařízení  v  laboratoři,  pro náš  účel  nás bude 
zajímat pouze detail zařízení s IP adresou 192.168.1.140 (PLC) a 192.168.1.139 (Point 
I/0). Na  Obrázek 19 je vidět systematická struktura prvků. U každého prvku je nutné 
vědět pozici slotu v šasi a číslo revize. Pozice slotu je napsaná u každého modulu a číslo 
revize zjistíme pravým tlačítkem u daného modulu pod nabídkou Device Properties. 
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Obrázek 18: Založení nového projektu
Nyní začneme tedy postupně přidávat jednotlivé moduly,  které budeme využívat. 
Jejich typ (název) zjistíme také v RS Linx. Nastavíme tedy pozici v šasi, revizi a modul 
pojmenujeme. Tyto moduly jsou 1756-LSP, 1756-ENBT, 1756-DNB a 1756-M08SE. 
Dále musíme doplnit další moduly do příslušných sítí (SERCOS, DeviceNet, Ethernet). 
Začneme postupně,  tedy sítí  Ethernet.  Rozklikneme síť  pod daným modulem 1756-
ENBT a přidáme modul 1734-AENTR. U tohoto modulu nastavíme velikost šasi na 6 
(5 rozšiřujících modulů + 1 jako samotné zařízení).  Jiné zařízení  na síti  Ethernet  už 
nemáme.  Proto  dále  nakonfigurujeme  rozšiřující  moduly  zařízení  1734-AENTR. 
Detailní  informace opět zjistíme pomocí  programu RS Linx.  Postupně tedy přidáme 
moduly  1734-OB4E,  1734-IB4,  1734-IB8S,  1734-OB8S,  1734-IB8S.  Podobným 
způsobem pokračujeme u sítě DeviceNet, která obsahuje pouze jedno zařízení. Tímto 
zařízením je  bezpečnostní  blok  1791DS-IB8XOB8.  Poslední  zbývající  síť  SERCOS 
obsahuje tři servoměniče Kinetix 2000. Nejdříve musíme přidat hlavní modul, který je 
zároveň napájecím modulem ostatních. Tento modul má označení 2093-AC05-MP5 a je 
napojen  na  osu  x.  Další  dva  moduly  mají  označení  2093-AMP5.  Každý  modul  má 
i svoji adresu. Výsledná HW konfigurace by měla vypadat takto:
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Obrázek 19: Program RS Linx s otevřenými vlastnostmi modulu 1734-IB8S
Nyní je potřeba nastavit bezpečnostní moduly a osy pro servoměniče Kinetix pro 
jejich správnou funkčnost. Nejprve začneme bezpečnostním blokem 1791. Rozklikneme 
nastavení  a  v  záložce  Safety musíme  modul  resetovat,  aby  se  přiřadil  k  našemu 
automatu, jinak nebude fungovat. Dále musíme nastavit typ vstupů pod záložkou Input  
Configuration a jestli jsou monitorovány nebo ne (Safety Pulse Test). Tyto okolnosti 
záleží  na  připojených  zařízeních.  Na  bezpečnostní  blok  je  připojeno  zadní  STOP 
tlačítko, které má kontakty NO+NC a je monitorováno výstupy T0 a T1. Dále jsou zde 
připojeny  světelné  závory  bez  monitorování  a  vstupy  z  bepečnostního  stykače 
monitorované výstupem T3. Kompletní  nastavení  je vidět  na  Obrázek 21. Nastavení 
výstupů je jednodušší.  Zde pouze nastavíme aktivní  výstup 0,  kde je připojen vstup 
servoměničů Enable a výstup 7, který spíná stykač pro napájení servoměničů. 
Podobným způsobem musíme nakonfigurovat vstupy modulů 1734-IB8S. Modulům 
nastavíme nejdříve  Safety  Network Number,  které  najdeme ve vlastnostech  hlavního 
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Obrázek 20: Výsledná HW konfigurace
Obrázek 21: Nastavení vstupů, výstupů a testovacích výstupů bezpečnostního bloku
PLC. Poté moduly restartujeme, aby se přiřadili  k automatu. K těmto modulům jsou 
připojeny  přední  STOP  tlačítko,  RESET  tlačítko,  přepínač  režimu  a  výstupy 
z bezpečnostního zámku. Nastavení vstupů obou modulů je vidět na  Obrázek 22. Oba 
moduly budou mít všechny testovací výstupy nastaveny na Pulse Test.
Problémy,  s  kterými  se  můžeme  setkat  během  konfigurace,  budou  nejčastěji 
způsobeny nějakým špatným nastavením modulů. Pokud nebude nějaký modul správně 
komunikovat, poznáme to ikonkou s černým vykřičníkem ve žlutém trojúhelníku. Při 
kliknutí na příslušný modul se vlevo dole zobrazí, jaká je to chyba. Abychom předešli 
případným chybám, které nepůjdou zjistit, doporučuji nainstalovat do všech procesorů 
a modulů nejnovější firmware. Ten lze bez problémů stáhnout na stránkách firmy RA.
Nyní zbývá nastavit osy manipulátoru. V sekci Motion Groups přidáme novou osu, 
nastavíme typ konfigurace, skupinu, modul a jeho adresu. Dále v záložce Drive/Motor 
je nutné zaškrtnout obě pole pro využití vstupu  Enable. Záložka Fault Actions slouží 
k nastavení akce po určité chybě. Zde si může uživatel nastavit typ akce, především při 
překročení limitů (softwarových i hardwarových) a také při vypnutém vstupu Enable. 
Pro vstup  Enable doporučuji akci  Stop Motion nebo  Disable Drive,  ne pouze  Status  
Only. Důležitou záložkou je Limits, kde musíme povolit oba typy limit a pro softwarové 
limity nastavit tyto hodnoty: osa x (-25,405), osa y (-,), osa z (-,). Zbytek nastavených 
hodnot převezmeme z projektu, který používal p. Golis [5]. Především nastavení funkce 
pro Home. Ukázku některých hlavních parametrů najdeme na Obrázek 23.
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Obrázek 22: Nastavení vstupů obou modulů 1734-IB8S
Obrázek 23: Nastavení některých parametrů os
Tímto  krokem  jsme  dokončili  HW  konfiguraci  modelu  manipulátoru.  Před 
samotným vytvářením programu si ještě ukážeme tvorbu proměnných a aliasů. Jak bylo 
zmíněno výše, proměnné se dělí na globální/lokální a standardní/bezpečnostní. Lokální 
proměnné lze používat pouze v dané části programu. Standardní proměnné nelze použít 
v bezpečnostní části. Abych nemuseli pokaždé hledat daný vstup automatu, můžeme si 
vytvořit tzv. aliasy proměnných. Např pro tlačítko reset, které je připojeno na vstup 7 
bezpečnostního  modulu  1734-IB8S,  který  je  ve  slotu  3  modulu  1734-ENTR,  si 
vytvoříme globální proměnnou s názvem RESET v nabídce Controller Tags a přiřadíme 
ji  daný alias (Point_IO:3:I.Pt07Data).  Ostatní  parametry  proměnné  jako datový typ 
(Bool) a typ (Safety) program vyplní sám. Takto si vytvoříme aliasy pro často používané 
vstupy nebo výstupy. Podobným způsobem si můžeme i vytvořit pomocné proměnné, 
u kterých je nutné zadat i datový typ a zda budou standardní nebo bezpečnostní.
5.2.2 Program
Když  máme  kompletní  HW  konfiguraci,  tak  přejdeme  k  samotnému  vytváření 
programu.  Pro  uložení  vytvořeného  programu  musíme  nejprve  nastavit  cestu 
k automatu. To provedeme pomocí nabídky Who Active v záložce Communication. Zde 
najdeme  IP  adresu  automatu  a  označíme  procesor,  poté  uložíme  nastavení  cesty 
tlačítkem Set Project Path. Ukázka nastavení je na Obrázek 24.
Program se skládá ze dvou základních částí – standardní a bezpečnostní. Standardní 
část je v sekci Main Task a obsahuje zde lokální proměnné a kód v jazyce LD. Globální 
bezpečnostní  proměnné  lze  použít  ve  standardní  části.  Druhá  část  je  bezpečnostní 
obsahující také lokální proměnné a kód bezpečnostních funkcí. V této části nelze použít 
standardní proměnné, pouze pokud by jsme je namapovali. Výhodou této části je, že ji 
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Obrázek 24: Nastavení cesty k PLC
lze uzamknout heslem, aby se nedala editovat. Úkolem této práce bylo vytvořit vzor 
projektu pro další studenty, kde bude fungovat bezpečnost a oni mohou bez problému 
vytvářet svou část programu, která bude ovládat pohyb os. Následujících pár odstavců 
se bude zabývat popisem bezpečnostní části programu a popisem použitých funkcí.
Výhodou  programu  RS  Logix  5000  je,  že  obsahuje  již  předem  definované 
bezpečnostní  funkce.  Je  zde  několik  různých typů,  které  používáme:  Diverse Input,  
Redundant Input, Dual Channel Input Stop, Redundant Output. Pro každou tuto funkci 
je nutné vytvořit příslušnou proměnnou daného typu, která obsahuje bity o jejím stavu. 
Program poskytuje  velmi  kvalitní  nápovědu s  podrobným popis  všech funkcí,  proto 
bych ji doporučil přečíst v případě nejasností.
Jako  první  popíšeme  funkci  Redundant  Output,  která  slouží  k  aktivování  dvou 
výstupů  zároveň,  podle  vstupní  hodnoty  proměnné  Enable.  Aktivování  výstupů 
provedeme zvlášť pomocí kontroly bitu O1 (případně O2). Ukázka využití pro sepnutí 
stykače v závislosti na hodnotě proměnné Kinetix napajeni je zobrazena na Obrázek 25. 
Další  parametry  funkce  jsou  zpětné  vazby  od  sepnutých  zařízení  a  posledním  je 
proměnná,  která  vymaže  vzniklé  chyby.  Ještě  je  nutné  nastavit  typ  zpětných  vazeb 
kladný (positive) nebo záporný (negative).
Další  důležitou  funkcí  je  Dual  Channel  Input  Stop.  Tato  funkce  slouží 
k vyhodnocení  dvou  vstupních  proměnných  dle  daných  požadavků.  Zvolíme  typ 
bezpečnostní  funkce.  Poté  zvolíme,  zda  mají  být  vstupy jednotné  (equivalent)  nebo 
různé (complementary). Dále je nutné přidat proměnnou (Input Status), která aktivuje 
bezpečnostní  funkci.  Hodnota  v  kolonce  Discrepancy  Time udává  čas,  kdy  funkce 
vyhodnotí chybu v případě poruchy. Dále funkce umožňuje automatický nebo manuální 
restart a stejný výběr má i pro první spuštění (tzv. studený start). Jako poslední opět 
volíme  proměnnou  pro  vymazání  chyb.  Ukázku  nastavení  bezpečnostní  funkce  pro 
STOP tlačítko je uvedeno na Obrázek 26.
Stejným způsobem fungují  bezpečnostní  funkce  Diverse  Input (rozdílné  vstupy) 
a Redundant Input (stejné vstupy). Rozdíl je v pevné hodnotě Discrepancy Time, která 
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Obrázek 25: Ukázka bloku Redundant Output a aktivace výstupu
je nastavena na 500 ms, nemá možnost nastavení  Cold Start a nemusí být aktivována 
příslušným  bitem.  Díky  těmto  možnostem  jsem  tyto  funkce  použil  pro  detekci 
otevřených dveří a zapnutého servisního režimu. Pro STOP tlačítka a světelné závory 
jsou použity výše zmíněné bezpečnostní funkce Dual Channel Input Stop.
Nyní  máme nadefinovány a nastaveny všechny použité  bezpečnostní  funkce a je 
nutné  doplnit  zbytek  kódu  pro  jejich  využití  a  správnou  funkčnost.  Každá  vstupní 
funkce obsahuje bit O1, který značí, jestli je aktivní (hodnota 1) nebo ne (hodnota 0). 
Další důležitý bit je FP, který se aktivuje při jakékoliv vzniklé chybě. Ostatní bity jsou 
pro naše použití zbytečné. Z těchto důvodů tedy plyne, že musíme vyhodnocovat, zda je 
bezpečnostní funkce aktivní nebo v chybě. K tomuto účelu slouží další části programu, 
který  najdeme  v  příloze  F.  Při  jakékoliv  chybě  je  aktivována  oranžová  LED dioda 
u tlačítka  RESET.  Nejdůležitější  jsou  pro  nás  poslední  dva  řádky,  které  způsobují 
aktivaci  stykače  a  výstupu  Enable servoměničů  Kinetix.  Výstup  Enable umožňuje 
deaktivaci  (případně  zastavení)  motorů  pomocí  servoměničů  bez  odpojení  napájení. 
Nevýhodou je ovšem to, že Kinetix  2000 nejsou bezpečnostní (musely by se použít 
Kinetix 6000/6200/6500). Pro účely studentského testování budeme považovat toto za 
dostatečné.  Pokud bychom chtěli  splnit  bezpečnost,  museli  bychom všemi  funkcemi 
odpojovat  napájení  měničů,  což  způsobuje  značný  problém při  opětovném spuštění 
a testování programů, protože jejich konfigurace trvá přibližně 40s. Další nevýhodou 
servoměničů Kinetix 2000 je namapování hodnot koncových snímačů jako standardní 
proměnné, které nelze použít v bezpečnostní části programu. Z tohoto důvodu je nutné 
namapovat tyto proměnné do bezpečnostní části, což je provedeno ve standardní části 
programu.
Standardní  část  programu  je  krátká  a  obsahuje  pouze  vyhodnocení  koncových 
snímačů do jedné proměnné KinetixLimity a vyhodnocení, zda jsou měniče v pořádku, 
do  proměnné  OsyChyba.  Tyto  dvě  proměnné  jsou mapovány  do  bezpečnostní  části 
pomocí nabídky Logic – Map Safety Tags. Všechny proměnné musí být definovány jako 
globální.  Nastavení  lze  vidět  na  Obrázek  27.  Předposlední  řádek  standardní  části 
46
Obrázek 26: Ukázka funkce Dual Channel Input Stop
programu aktivuje zelenou LED diodu a bit READY, s kterým budou dále pracovat 
studenti  při  vývoji  jejich  programu.  Poslední  řádek  ukazuje  příklad  využití  START 
tlačítka nebo proměnné, která se aktivuje pomocí dotykového panelu.
5.2.3 FactoryTalk View Studio
Tento program slouží k tvorbě vizualizací pro dotykové panely firmy RA, které umí 
komunikovat s automaty Allen-Bradley. Dotykových panelů je několik různých typů. 
Existují barevné i černobílé, malé i velké, případně panely s doplňujícími ovládacími 
tlačítky.  Ukázky dotykových panelů lze vidět na  Obrázek 28. Náš použitý dotykový 
panel je barevný bez funkčních tlačítek typu Panel View Plus 600. Rozlišení displeje je 
pouze 320 x 240 px, které pro naši aplikaci bude dostačující. Panel je napájen ze sítě 
230V AC a má zabudovaný komunikační port pro síť Ethernet.
Nyní  přejdeme  k  tvorbě  vlastní  vizualizace.  Pod  nabídkou  File vybereme  New 
application.  Zadáme název a  vytvoříme  aplikaci.  Nastavíme  typ  dotykového  panelu 
v položce Project Settings. Dalším nastavením, které se nachází v Diagnostic List Setup, 
je deaktivování všech informačních a varovných hlášení, protože je nebudeme využívat. 
Důležitým parametrem v nabídce Global Connections je nastavení rychlosti obnovy dat 
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Obrázek 27: Namapování proměnných do bezpečnostní části programu
Obrázek 28: Dotykové panely Panel View Plus
z  PLC  vpravo  nahoře.  Nastavíme  0,1s,  protože  rychlejší  nastavení  by  zbytečně 
zatěžovalo procesor automatu. Poslední věcí, kterou je nutné nastavit, je výchozí displej 
při spuštění aplikace v nabídce Startup pod volbou Initial graphic.
Před  tím  než  začneme  vytvářet  samotné  obrazovky,  musíme  ještě  nastavit 
komunikaci a proměnné. Nastavení komunikace je pod položkou RS Linx Enterprise –  
Communication Setup. Vlevo si vytvoříme název zařízení, v našem případě  PLC. Ve 
stromové  struktuře  vpravo  vybereme  procesor  automatu  a  klikneme  na  tlačítko  pro 
zkopírování cesty Copy from Design to Runtime. Poté klikneme vlevo nahoře na Apply. 
Posledním  krokem  je  vložení  souboru,  v  kterém  se  nachází  proměnné  použité 
v programu  RS  Logix  5000.  To  provedeme  tlačítkem  Browse a  najdeme  soubor 
s příponou acd. Nakonec vše můžeme zkontrolovat tlačítkem Verify a potvrdit OK.
Tímto jsme již nastavili  vše potřebné a můžeme přejít ke grafické části aplikace. 
Položka  Graphic  –  Displays,  obsahuje  výchozí  displej  a  další  předem  definované 
displeje. My jsme použili dva displeje Main a Zarizeni a modifikovali jsme displej pro 
alarmy. Mezi displeji se lze přepínat pomocí tlačítek GoTo Display Button a Return To 
Display Button.  Tato tlačítka a další ovládací prvky pro vizualizaci najdeme v horní 
liště programu.  Kromě těchto dvou tlačítek jsme použili  ještě prvky:  Polygon, Text,  
Ellipse,  Momentary Push Button, Numeric Display, Shutdown Button,  Close Display  
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Obrázek 29: Nastavení zařízení, jeho cesty a souboru s proměnnými
Button a Time and Date Display. Pomocí těchto prvků jsme sestavili výše zmíněné dva 
displeje.
Pro zjednodušení při práci s proměnnými si můžeme používané proměnné z PLC 
předem definovat a pojmenovat. K tomuto účelu slouží nabídka HMI Tags – Tags v levé 
části projektu (viz. Obrázek 31). Při vytváření zadáme název, datový typ a poté můžeme 
vybrat adresu proměnné z automatu. Při práci s vizualizací již používáme pouze názvy 
a nemusíme zadávat celou adresu proměnné z automatu.
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Obrázek 30: Main diplej (vpravo) a Zarizeni (vpravo)
Obrázek 31: Ukázka vytvoření pomocných proměnných
Hlavní displej Main zobrazuje v levé části obrazovky systematický přehled modelu 
manipulátoru, kde jsou zobrazeny stavy bezpečnostních prvků (STOP tlačítka, světelné 
závory, servisní dveře, vstup Enable a koncové spínače). Pokud je daný spínač (prvek) 
aktivní, je zobrazen červeně (indikace špatného stavu), jinak zeleně (vše v pořádku). 
Dále lze vidět, jestli jsou osy na pozici Home snímačů. Důležité je zobrazení souřadnic 
všech tří os a indikace stavu pomocí tří blikajících kruhů. Zelený nahoře je propojen se 
zelenou LED diodou u tlačítka start. Prostřední oranžový indikuje aktivovaný servisní 
režim a poslední spodní červený kruh indikuje jakoukoliv chybu, protože je propojený 
s oranžovou LED diodou u tlačítka pro reset. Samozřejmě nesmí chybět čas a datum 
a tlačítko pro ukončení aplikace. Tlačítko s popisem Stav zarizeni nás přepne na druhý 
displej,  který  popíšeme  později.  Indikace  stavů  je  u  vybraných  prvků  způsobena 
vlastností  Animation – Color.  Zde nastavíme proměnnou,  podle které se bude měnit 
barva daného prvku, ukázku pro  indikaci servisního režimu najdeme na  Obrázek 32. 
Stejným způsobem nastavíme indikaci  u ostatních prvků, které využíváme.  Vyjímku 
tvoří  zobrazení  polohy  manipulátoru,  protože  u  prvků  Numeric  Display v  záložce 
Connections musíme přiřadit proměnnou, jejíž hodnota se má zobrazit. V našem případě 
jde o proměnné  OsaX.ActualPosition a se stejným jménem pro Y a Z osu. Posledním 
skrytým  tlačítkem  na  hlavním displeji,  které  je  průhledné  (Transparent),  je  Go To 
Display Button, které je umístěné nad signalizací chyby a přepíná nás na obrazovku 
s chybovými hlášeními (ALARM).
Druhý  displej  Zarizeni  využívá  stejné  prvky  jako  první  a  indikuje  stavy  všech 
vstupních a výstupních zařízení automatu. Opět pokud „svítí“ zeleně, je vše v pořádku, 
pokud  je  červený  nějaký  prvek,  tak  může  být  bez  napájení  nebo  v  chybě.  Tato 
obrazovka může usnadnit hledání poruchy.
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Obrázek 32: Nastavení změny barev podle proměnné
Poslední  obrazovkou,  kterou  používáme,  je  ALARM.  Tato  obrazovka  obsahuje 
především  prvek  Alarm  List,  který  zobrazuje  historii  alarmů  v  závislosti  na  čase. 
U tohoto prvku nastavíme zobrazení pouze data a času, kdy alarm nastal, jeho popis 
a symbol, zda je ještě aktivní nebo ne. Toto nastavení najdeme pod záložkou  Alarm. 
Záložka Display umožňuje nastavit, jaké alarmy se mají zobrazovat (aktualní, potvrzené 
atd.) a hlavně zde zaškrtneme políčko Use alarm colors, které bude zobrazovat barvy 
alarmů  definované  níže.  Pro  listování  v  historii  alarmů  využíváme  tlačítka  Move 
Up/Down Button a  Page Up/Down Button, jak je vidět na  Obrázek 33 dole uprostřed. 
Pro doplnění nesmí chybět tlačítko pro vymazání celé historie (Clear Alarm History 
Button) a tlačítko pro uzavření displeje (Close Display Button). Některé výše zmíněné 
prvky nejsou součástí standartního panelu a musíme je hledat pod nabídkou Objects –  
Advance – Alarm.
Aby zobrazování alarmů správně fungovalo, musí je nejdříve definovat. Otevřeme si 
nabídku  Alarms – Alarm Setup z  levého okna.  Zde hned v první  záložce  vybereme 
proměnné,  které  budeme  vyhodnocovat.  Typ  necháme  nastaven  na  Value.  Druhá 
záložka Messages umožňuje nastavit konkrétní chybové hlášení. Jak je vidět z Obrázek
34, vybereme proměnnou, nastavíme hodnotu, vyplníme zprávu, zaškrtneme, zda se má 
alarm zobrazit a poslední dvě políčka jsou barvy hlášení. Lze vidět, že používám dva 
typy  barev.  Černý  text  na  šedém  pozadí  se  používá  pro  běžná  hlášení  jako  např. 
přerušení světelných závor a bílý text na červeném pozadí oznamuje kritickou chybu, 
která má za následek nefunkčnost bezpečnostních prvků. V poslední záložce Advanced 
nastavujeme displej, který se má při chybě zobrazit, čas, po který je diplej zobrazen při 
potvrzení chyby a počet záznamů uložených v historii. V této záložce navíc přidáme 
vlastnost  potvrzení  všech  alarmů  (Remote  Ack  All)  jedním  tlačítkem,  což  způsobí 
automatické zavření displeje po definovaném čase. Proměnnou, která bude potvrzovat 
alarmy, bude samozřejmě tlačítko RESET.
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Obrázek 33: Displej ALARM
Tímto  jsme  vytvořili  kompletní  vizualizaci,  kterou  již  zbývá  pouze  nahrát  do 
dotykového panelu. Nejprve musíme vytvořit aplikaci, která se nahrává do panelu. Pod 
nabídkou  Application  –  Create  Runtime  Application vybereme  umístění,  kam  se 
aplikace má uložit a jaké bude verze (používáme nejnovější 5.10). Před nahráním do 
dotykového panelu musíme zkontrolovat, zda je panel kompatibilní s nejnovější verzi 
a případně přehrát jeho firmware pomocí nabídky Tools – Firmware Upgrade Wizard. 
Nejdříve je nutné stáhnout nejnovější firmware ze stránek firmy RA a poté postupujeme 
dle  průvodce  aktualizací.  Když  máme  vše  hotovo,  přejdeme  k  nahrání  aplikace  do 
panelu. Pod nabídkou Tools – Transfer Utility vybereme naši aplikaci a ve spodním 
okně vybereme dotykový panel, do kterého budeme aplikaci nahrávat. Protože v panelu 
nebude  používaná  jiná  aplikace  zaškrtneme  automatické  spuštění  při  startu  (Run 
application at start-up) a také zaškrtneme políčko Replace communications, bez které 
by nefungovala správně komunikace s PLC. Po nahrání se panel automaticky restartuje 
a  spustí  se  naše  aplikace.  Pro  další  použití  stačí  panel  pouze  připojit  do  zásuvky 
a aplikace se sama spustí.
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Obrázek 34: Nastavení hlášení alarmů
5.3 Informace pro používání
Posledním krokem realizace bezpečnosti je sepsat informace pro používání modelu 
manipulátoru. Budou obsahovat především informace o zbytkovém riziku a  informace 
sloužící k ovládání a servisu modelu.
Nejdříve uvedeme zbytkové riziko, s kterým se můžeme setkat při práci s modelem 
manipulátoru.  Z  konstrukčních  důvodů nebylo  možné  odstranit  nebo snížit  hlučnost 
manipulátoru při pohybu s osami. Zvuk není příliš hlasitý, ale je lehce nepříjemný. Při 
dlouhodobé práci se strojem je doporučeno používat chrániče sluchu (sluchátka nebo 
špunty).  Při  obsluze  je  nutné  stát,  a  proto  na  to  musí  být  příslušní  pracovníci 
upozorněni.  Pojmem  obsluha  rozumíme  stav,  kdy  člověk  stojí  před  světelnými 
závorami, spouští nějaký program modelu a vstupuje do pracovního prostoru. Všechny 
ovládací prvky jsou v pravé horní části modelu. Dalším možným rizikem je odření nebo 
pořezání o některé ostré hrany modelu,  a proto je doporučena zvýšená opatrnost při 
práci a pohybu kolem modelu manipulátoru. Model je také přístupný zhora a zespodu, 
tyto prostory nebyly záměrně zakrytovány, protože se nepředpokládá úmyslné ublížení 
na zdraví nebo poničení stroje.
Model  obsahuje  spoustu  elektrických  zařízení  a  kabelů,  které  nejsou  pevně 
zakrytovány  proti  poškození.  Rozvaděč  umístěný  vzadu  obsahuje  místa  pro  dotyk 
živých části pod napětím 230V AC, proto je nutné aby pracovník modelu měl platnou 
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Obrázek 35: Nahrání aplikace do dotykového panelu
vyhlášku č. 50/1978  minimálně §5. Předpokládaný uživatel  bude student, který toto 
musí splňovat při vstupu do laboratoře. Dále je nutné proškolení odpovědným vedoucím 
pracovníkem, kterým může být vyučující. Školení musí obsahovat tyto informace:
• umístění hlavních vypínačů a přívodů elektřiny
• popis a funkce bezpečnostních prvků
• popis a funkce ovládacích prvků (Kinetix)
• použití template programu a vizualizace
• upozornění na zbytkové riziko
• poučení o BOZP
Při vývoji aplikace pro model je nutné použít vytvořenou šablonu programu, která 
obsahuje funkční konfiguraci bezpečnostních a ovládacích prvků modelu. Stačí pouze 
doplnit vlastní kód pro pohyb os, který nebyl součástí této práce.
Pro lepší přístup do pracovního prostoru modelu můžeme použít servisní dveře na 
pravé  straně,  které  je  nutné  odemknout  aktivováním  servisního  režimu  (otočení 
příslušným tlačítkem). Bez nahraného programu a zapnutého automatu nebude zámek 
odemčen a dveře nepůjdou otevřít.
Celý  model  potřebuje  k napájení  tři  prodlužovací  přívody pro  napětí  230V AC. 
Jeden pro PLC, druhý pro zdroj  24V DC k napájení  doplňujících  ovládacích  prvků 
vpředu a poslední pro zadní rozvaděč.
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6 OVĚŘENÍ BEZPEČNOSTI
Než přejdeme k vyhodnocení, zda jsme splnili bezpečnost dle požadované normy, 
musíme si určit jakou hodnotu PLr budeme chtít. Z rozhodovacího grafu na Obrázek 9 
dojdeme k hodnotě PLr d. Následky zranění můžou být trvalé, hlavně z důvodu toho, že 
nástroj upnutý v manipulátoru by mohla být např. frézka, a také posuvná konstrukce 
může způsobit vážné zranění prstů apod. Četnost vystavení nebezpečí je zde poměrně 
velká vzhledem k tomu, že jde o model, který bude aktivně využíván studenty a navíc 
vystavení nebezpečí může být dlouhodobé. Např. pokud bude špatně napsán program 
a nebude  moci  pohnout  s  manipulátorem  zpět.  Možnost  omezení  nebo  vyloučení 
nebezpečí za určitých podmínek určitě jde, proto je výsledkem hodnota d.
Abychom určili,  zda jsou použité bezpečnostní prvky dostačující,  museli  bychom 
počítat dle normy ČSN EN ISO 13849-1 všechny potřebné vztahy. Tato práce je velmi 
náročná, avšak nám ji výrazně zjednoduší a usnadní program SISTEMA.
6.1 SISTEMA
Tento  systémový  nástroj  byl  vyvinut  firmou  IFA  (Institut Für  Arbeitsschutz) 
v Německu  jako  certifikační  autorita  pro  ověření  bezpečnosti.  Program  SISTEMA 
(Safety Integrity Software Tool for the Evaluation of Machine Applications) lze volně 
stáhnout na stránkách IFA [7].
V levé části programu nalezneme panel, kde je zobrazena stromová struktura celého 
projektu.  Projekt může obsahovat  objekty načtené z knihoven nebo námi  vytvořené. 
Celý projekt se dělí na šest typů:
1. Project (PR) – Odkazuje na stroj, u kterého provádíme analýzu
2. Safety Function (SF) – Bezpečnostní funkce stroje
3. Subsystem (SB) - Část systému, která zajišťuje bezpečnostní funkci; těchto částí 
může být několik v závislosti na funkci
4. Channel (CH) – Oblast systému; může mít jeden nebo dva kanály dle kategorie
5. Block (BL) - Funkční blok odpovídající logickému bloku schématu. Dělí kanál 
do logických funkčních jednotek, jako např. senzory, logika a stykače 
6. Element (EL) - Nejnižší úroveň prvků
Pod touto stromovou strukturou jsou informace o vybrané funkci resp. bloku jako 
např. PL, MTTFd, DC, kategorie atd. Uprostřed v největším okně (Workspace) najdeme 
informace o aktuálně zvolené části  projektu.  Zde můžeme měnit  potřebné parametry 
a přidávat různé podrobnosti, jako např. dokumentaci použitých prvků apod. Vpravo je 
nápověda programu, která nám velmi dobře napomáhá při vytváření projektu. Poslední 
částí  je panel  umístěný dole (Message panel),  který zobrazuje informace o chybách 
nebo úpravách, které program provedl.
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6.1.1 Příklad bezpečnostní funkce
Před započetím vytváření funkcí nejdříve importujeme knihovny od firmy RA, které 
nám ulehčí práci při vytváření funkcí. V záložce Library  najdeme tlačítko pro přidání 
knihoven. Knihovny lze stáhnout na stránkách příslušné firmy nebo na stránkách IFA je 
odkaz přímo na internetovou adresu dané firmy.
Jako první vytvoříme nový projekt, kde nastavíme jméno a můžeme přidat popis 
nebo odkaz na dokumentaci případně normy. Dalším krokem je vytvoření bezpečnostní 
funkce, kterou opět pojmenujeme a zvolíme její typ. Nyní budeme vytvářet funkci, která 
odpovídá stisknutému STOP tlačítku Safety-related stop function initiated by safeguard. 
Nyní je důležité určit PLr z grafu, který je k dispozici. Vybereme takové pole, abychom 
se dostali k PL d, jak bylo uvedeno výše.
Subsystémy by měly být všechny části manipulátoru, které se používají pro danou 
bezpečnostní funkci. Takže musíme z knihovny vybrat příslušný automat, bezpečnostní 
blok, STOP tlačítko a bezpečnostní stykač. PLC je model 1756-L62S, bezpečnostní blok 
má  označení  1791DS-IB8XOB8 a  stykač  je  typu  700S-CF.  Protože  STOP  tlačítko 
v knihovnách nemusíme najít, ukážeme si způsob, jak se dá vytvořit.
Vytvoříme nový subsystém, u kterého vybereme kategorii  3, která je dostačující, 
a v záložce  CCF vybereme  z  knihovny  příslušné  body,  které  jsou  splněny.  Musíme 
dosáhnout  aspoň  65  bodů  ze  100,  jinak  nebude  podmínka  CCF splněna  a  zařízení 
nemůže být použito.  Ostatní  necháme beze změny.  Nyní  musíme přidat do každého 
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Obrázek 36: Ukázka programu SISTEMA (detail Elementu ukázkové funkce)
kanálu bloky odpovídající konstrukci tlačítka. Tlačítko obsahuje dva spínače, které se 
spínají zároveň se stiskem tlačítka. Jsou fyzicky oddělené a každý je připojen zvlášť do 
bezpečnostního bloku. Bloky se skládají z elementů a v našem případě je základním 
prvkem (elementem)  samotný  kontakt  tlačítka.  Typ  kontaktu  je  elektromechanický. 
Výpočet MTTFd provedeme pomocí hodnoty B10d, což je počet pracovních cyklů, které 
kontakt  snese.  Tuto  hodnotu  najdeme  u  výrobce,  nebo  pokud se  nedá  nikde  zjistit,  
můžeme  využít  typických  konstruktérských  hodnot,  proto  zvolíme  z  nabídky 
bezpečnostní tlačítko nouzového zastavení, které není závislé na zatížení. Počet cyklů je 
tedy  100000.  Hodnotu  nop vypočítáme  pomocí  kalkulátoru.  Počet  dní  bude  200 
(pracovní dny během studia) a předpokládaný provoz bude 12 hodin denně. Tlačítko se 
stiskne v průměru jednou za hodinu. Program vypočítá MTTFd. Zbývá určit hodnotu 
DC, kterou vybereme opět z knihovny. Kanály jsou cyklicky testovány blokem, takže 
vybereme hned první variantu.  Tento celý blok zkopírujeme a vložíme i do druhého 
kanálu.
Pokud jsme vše vytvořili správně, měli bychom mít všude zelená kolečka jako na 
Obrázek 36 vlevo. Žlutá značí různá upozornění a červená označují závažnou chybu 
neboli  nesplnění  bezpečnosti.  Tímto  způsobem  tedy  musíme  vytvořit  všechny 
bezpečnostní  funkce,  které  jsou  použity  pro  náš  model.  V  našem  případě  musíme 
vytvořit pět bezpečnostních funkcí (dvě STOP tlačítka, světelné závory,  bezpečnostní 
zámek  a  přepínač  režimu).  Každá  funkce  využívá  stejný  automat  a  stejný  výstupní 
prvek (bezpečnostní stykač), liší se pouze ve vstupních zařízeních a zda jsou připojeny 
na  bezpečnostní  blok  nebo  bezpečnostní  moduly  Point  I/O  (1734-IB8S).  Takto 
vytvořený projekt, který nehlásí žádné chyby, splňuje bezpečnost dle normy ČSN EN 
ISO 13849-1. Program navíc umožňuje vygenerovat výstupní pdf soubor, který nám 
může  posloužit  jako certifikační  dokument  k bezpečnosti.  Výpis  tohoto programu je 
v příloze D.
6.2 Safety Automation Builder
Je nový jednoduchý software firmy RA sloužící  k  návrhu a  vývoji  kompletního 
bezpečnostního  řešení  daného  problému  (projektu).  Program  je  možné  propojit 
s programem  ProposalWorks,  který  slouží  k  sestavení  a  návrhu  automatizačních 
systémů firmy RA. Nejdůležitější  vlastností  tohoto programu je  možnost  exportovat 
kompletní sestavu do programu SISTEMA. Již při vytváření sestavy musíme zadat vše 
potřebné,  a proto  dále  v  programu  SISTEMA  můžeme  pouze  upravit  různé  detaily 
a hlavní bezpečnostní funkce máme vytvořené.
Na  Obrázek  37 vidíme  prostředí  programu  Safety  Automation  Builder  (SAB). 
Vpravo je hlavní  část  programu (Layout),  kde vytváříme grafické zobrazení  situace. 
Můžeme zde naimportovat obrázek jako podklad. Prvky přidáváme a vybíráme vlevo 
z nabídky  Layout.  Nejdůležitějším  prvkem  je  Access  points,  který  nám  umožňuje 
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nastavovat bezpečnostní funkce, které se dají exportovat do programu SISTEMA. Tento 
prvek musíme nejdříve správně nastavit.  Nastavíme hodnotu PLr (d) a  kategorii  (3) 
bezpečnostní funkce, můžeme přidat popis funkce. Dále doplníme hodnoty do kolonek 
pro časové využití a vypočte se hodnota  nop. Nyní už je potřeba pouze zadat vstupní 
zařízení, logiku a výstupní zařízení. Logika a výstupní zařízení bude vždy stejné, pouze 
se nám bude měnit vstup. Po kliknutí na dané políčko se nám zobrazí z jaké kategorie 
prvku budeme vybírat.  Po výběru se spustí průvodce detailním výběrem konkretního 
prvku a jeho příslušenství, program poté vrátí  katalogové číslo prvku, podle kterého 
můžeme objednávat. Tímto způsobem vybereme všechny zařízení. Výsledkem může být 
tabulka programu Excel nebo již zmíněný export do programu SISTEMA.
6.3 Testování
Po  návrhu  programové  části  práce,  která  je  popsána  v  kapitole  5.2 bylo  nutné 
otestovat  správnou  funkčnost  bezpečnostních  prvků.  Testování  proběhlo  využitím 
vizualizace, která monitorovala jednotlivé stavy a chyby pomocí alarmů.
Nejdříve bylo otestováno zda se spustí servoměniče, pokud je vše v pořádku. Poté 
byly  postupně  aktivovány  různé  bezpečnostní  prvky  a  kontrolována  správná  reakce 
systému.  Když  vše  fungovalo  jak  má,  tak  bylo  nutné  vyhodnotit  i  různé  speciální 
případy jako odpojený kabel některého prvku, nefunkční bezpečnostní modul (což bylo 
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Obrázek 37: Prostředí Safety Automation Builder
simulováno  odpojením od  napájení).  Při  všech  těchto  vyjímkách  byla  vyhodnocena 
správně chyba a nebylo sepnuto napájení servoměničů, které by mohly způsobit pohyb 
os manipulátoru.
Pro další testování byla navržená předloha programu (template) implementována do 
bakalářských prací dvou kolegů, kde s drobným přizpůsobením kódu také fungovala. 
Jedná se o pana Martina Mašteru jehož práce má téma Parametrizování 2D zapisovače 
a pana Pavla Steiningera s prací na téma Model labyrintu.
6.4 Zhodnocení
Bezpečnost z hlediska norem nebyla splněna. Jsou dvě varianty úprav, které by se 
musely udělat, aby byla bezpečnost splněna dle požadavků norem.
První a levnější variantou by bylo použití dvou bezpečnostních stykačů pro odpojení 
napájení  servoměničů,  které  by  musely  být  zapojeny  za  sebou  (sériově),  z důvodů 
požadavků kategorie 3. Dále by se musely koncové limitní snímače připojit přímo na 
vstupy  bezpečnostních  prvků  a  vyhodnocovat  se  stejně  jako  všechny  bezpečnostní 
prvky odpojením napájení od zdroje. Samozřejmostí je použití bezpečnostních limitních 
spínačů.
Druhou, avšak jednodušší a užitečnější variantou, je výměna servoměničů za novější 
typ, který splňuje bezpečnostní požadavky dané kategorie a úrovně. Tyto servoměniče 
mají  označení  Kinetix  6*00.  Výhodou je implementace  funkce nouzového zastavení 
přímo  v  servoměničích.  Koncové  limitní  snímače  by  mohly  být  připojeny  k  těmto 
měničům nebo k PLC.
V  obou  případech  by  dále  bylo  nutné  zakrytovat  všechny  kabely,  elektrické 
a ovládací prvky, aby nedošlo k jejich úmyslnému zničení resp. vyřazení ochranných 
prvků. Také by bylo nutné umístit světelné závory ve vzdálenosti minimálně 900 mm 
od kraje pracovní desky a spodní část opatřit také světelnými závorami. Tyto úpravy 
bohužel z finančních důvodů nebylo možné realizovat. Světelné závory tedy fungují, ale 
nejsou umístěny v bezpečné vzdálenosti, dle požadavků norem. Bezpečnost pro účely 
použití  manipulátoru  při  studentských  aplikacích  je  však  dostačující,  pouze  nejsou 
splněny požadavky bezpečnostních norem pro využití stroje v průmyslu. 
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7 ZÁVĚR
Diplomová práce byla zaměřena především na posouzení a snížení rizika. Posouzení 
rizika bylo provedeno dle normy ČSN EN ISO 12100 Bezpečnost strojních zařízení – 
Všeobecné zásady pro konstrukci – Posouzení rizika a snižování rizika. Součástí této 
normy jsou také tři  základní zásady pro snížení rizika.
Před provedením posouzení rizika bylo nutné se seznámit s modelem manipulátoru 
a jeho použitými  bezpečnostními  prvky,  to  zahrnuje kapitola  2.  Následuje  podrobné 
posouzení  rizika  s  výslednou  tabulkou  pro  snížení  rizika.  Snížení  rizika  musí  být 
provedenou metodou tří kroků, která se skládá z:
1. Zabudované konstrukční ochranné opatření
2. Použití bezpečnostních ochran a realizace doplňkových bezpečnostních opatření
3. Informace pro používání
Při aplikaci druhého kroku jsme využili norem ČSN EN ISO 13849-1 Bezpečnost 
strojních zařízení - Bezpečnostní části ovládacích systémů - Část 1: Všeobecné zásady 
pro konstrukci a  ČSN EN 60204 ed.  2 – Bezpečnost strojních zařízení  – Elektrická 
zařízení strojů – Část 1: Všeobecné požadavky.
Navržené úpravy jsou popsány v kapitole 4. Základní je vytvoření ochranných krytů 
kolem  pracovního  prostoru  modelu  a  správné  umístění  ovládacích  prvků.  Mezi 
bezpečnostní prvky patří programovatelný automat, optické závory a další bezpečnostní 
snímače  a  tlačítka.  Důležité  bylo  doplnění  ovládacích  prvků  modelu,  které  nebyly 
žádné, především tlačítka pro start, reset apod. 
Pro návrh sestavy PLC a motorů mohou být použity nástroje firmy RA popsané 
v kapitole  4.4. Jejich využití ušetří čas při návrhu a snižuje pravděpodobnost vybrání 
nekompatibilních  komponentů.  Zároveň  umožňuje  snadné  objednání  prvků 
vygenerováním BOM.
Další částí práce byla realizace ochranných opatření a návrh SafetyTask pro model 
manipulátoru.  Realizace  se  skládala  ze  dvou  hlavních  částí.  První  byla  změna 
konstrukce, doplněním pevných demontovatelných krytů. Model je tedy nyní přístupný 
pouze zepředu prostorem,  který je  monitorován optickými  závorami.  Pro přístup do 
pracovního  prostoru  v  případě  oprav  nebo  údržby  byly  na  pravé  straně  vytvořeny 
posuvné  dveře  zajištěné  bezpečnostním  zámkem.  Na  přední  stranu  modelu  bylo 
doplněno druhé tlačítko nouzového zastavení,  zelené tlačítko pro start  s led diodou, 
oranžové tlačítko pro reset také s led diodou a přepínač režimů. Abychom mohli připojit 
tyto nové prvky byly přidány moduly s dodatečnými vstupy a výstupy typu Point I/O 
1734  připojené  přes  Ethernet.  SafetyTask  byl  navržen  v  programu  RS Logix  5000 
v jazyce  LD a  nahrán  do bezpečnostního  automatu  GuardLogix.  Kapitola  5.3 uvádí 
zbytkové riziko a důležité informace pro osoby, které přijdou do styku s tímto modelem.
Realizované  ochranné  opatření  bylo  nutné  ověřit  a  otestovat.  K  tomuto  účelu 
posloužil  program  SISTEMA  a  SAB.  K  testování  výrazně  pomohla  navržená 
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vizualizace,  která  monitoruje  stav  jednotlivých  ovládacích  a  bezpečnostních  prvků 
modelu. Vizualizace je nahrána v barevném dotykovém panelu PVP 600. Tento panel je 
připojen  v  laboratoři  k  modelu  po  místní  síti  Ethernet.  Další  testování  proběhlo 
implementací  programu do bakalářských prací  dvou studentů.  Po vyřešení  drobných 
problémů s proměnnými  proběhlo krátké testování  bezpečnostních  prvků, které  bylo 
v pořádku.  Bohužel  z  finančních  důvodů nebylo  možné  vyhovět  všem požadavkům 
bezpečnostních norem. Především se jedná o umístění světelných závor, použití pouze 
jednoho bezpečnostního stykače pro odpojení napájení a menších drobností popsaných 
výše. 
Tato práce zároveň slouží jako dokumentace k bezpečnostním prvků a realizovaných 
ochran. Měla by být k dispozici pro všechny, kteří budou pracovat s tímto modelem. 
Navíc je nutné všechny tyto osoby provést krátkým školením jehož body jsou:
• umístění hlavních vypínačů a přívodů elektřiny
• popis a funkce bezpečnostních prvků
• popis a funkce ovládacích prvků (Kinetix)
• použití template programu a vizualizace
• upozornění na zbytkové riziko
• poučení o BOZP
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Příloha A
Vybrané pojmy definované normou ČSN EN ISO 13849-1:
Bezpečnostní část ovládacího systému – část ovládacího systému, která reaguje na 
bezpečnostní vstupní signály a vytváří bezpečnostní výstupní signály
Kategorie – klasifikace bezpečnostních částí ovládacího systému vzhledem k odolnosti proti 
závadám a jejich následnému chování v podmínce závady, kterého je dosaženo konstrukčním 
uspořádáním částí a detekci závady
Nebezpečná porucha – porucha, která má potenciál uvést bezpečnostní části ovládacích 
systémů do stavu nebezpečí nebo selhání funkce
Porucha se společnou příčinou (CCF) – poruchy různých objektů, vyplývající z jedné 
události, kde tyto poruchy nejsou vzájemným důsledkem každé z nich
Škoda – fyzické zranění nebo poškození zdraví
Zbytkové riziko – riziko, které zůstává i po použití ochranných opatření 
Bezpečnostní funkce – funkce stroje, jejíž porucha může vést k okamžitému zvýšení rizika
Úroveň vlastností (PL) – diskrétní úroveň používaná k určení schopnosti bezpečnostních částí 
ovládacího systému k vykonávání bezpečnostní funkce při předvídatelných podmínkách
Požadovaná úroveň vlastností (PLr) – úroveň vlastností používaná k tomu, aby bylo dosaženo 
pro každou bezpečnostní funkci požadovaného snížení rizika
Střední doba do nebezpečné poruchy (MTTFd) – očekávaná střední doba do nebezpečné 
poruchy
Diagnostické pokrytí (DC) – míra účinnosti diagnostiky
Příloha B
Výpis BOM z programu IAB pro návrh kompaktního PLC
Příloha C
Výpis BOM z programu Motion Analyzer pro aktuální sestavu
Příloha D
Zkrácený výpis (report) z programu SISTEMA. Program umožňuje vygenerovat i detailní 
výpis, který obsahuje podrobně rozepsané vlastnosti všech funkcí a bloků.
Project name: Model manipulatoru
A u t h o r : ondra
Dangerous point/machine: 
D o c u m e n t a t i o n : 
D o c u m e n t : 
File name: D:\skola\SP2\SISTEMA\Projects\Model  manipulatoru.ssm
Version of software: 1.1.4
Version of standard: ISO 13849-1:2006, ISO 13849-2:2003
C h e c k s u m : 6912b5330621a84c2c07964344663a4b
Options: Use DC intermediate levels for calculation of PFH (more precise)
Raise the MTTFd-capping for Category 4 from 100 to 2500 years
Status: green




Required: PLr d Reached: PL e Status: greenPFH [1/h]: 8,93E-8
Name: Servisni rezim
Required: PLr d Reached: PL e Status: greenPFH [1/h]: 4,31E-8
SISTEMA - Safety Integrity Software Tool for the Evaluation of
Machine Applications
Project name: Model manipulatoru
File date: 6.1.2013    Report date: 6.1.2013    Checksum: 6912b5330621a84c2c07964344663a4b
Page 1 / 2SISTEMA a free of charge tool from IFA
EXCLUSION OF LIABILITY
Care has been taken in production of the software SISTEMA, which corresponds to the state of the art. It is made
available to users free of charge.
Use of the software is at the user's own risk. To the extent permissible by law, no liability will be accepted for the
software on any legal basis. In particular, no liability will be accepted for material defects or defects in title, whether in
the software or in the associated documentation and information, particularly with regard to their correctness, freedom
from errors, freedom from property rights and copyright of third parties, up-to-dateness, completeness and/or fitness
for purpose, except in cases of malicious or wrongful intent.
The IFA undertakes to keep its website free of viruses; nevertheless, no guarantee can be given that the software and
information provided are virus-free. The user is therefore advised to take appropriate security precautions and to use a
virus scanner prior to downloading software, documentation or information.
CONTACT
Institute for Occupational Health and Safety of German Social Accident Insurance (IFA)
Division 5: Accident Prevention / Product Safety
Alte Heerstr. 111, 53757 Sankt Augustin
E-mail:  sistema@dguv.de
www.dguv.de/ifa (Webcode e20543)
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Machine Applications
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Date, signature of the revisor Date, signature of the author
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Příloha E
Vybráné  důležité  části  vytvořeného  reportu  z  programu  RS Logix  5000.  Především jde 
o výpis proměnných, části programů s kódem a HW konfigurace.
Manipulator - Tag Listing  Page 5
Manipulator (Controller) 25.4.2013 12:33:23
C:\RSLogix 5000\Projects\penaz\Manipulator_template.ACD
RSLogix 5000
Name Value Data Type Scope
Civka2 0 BOOL SafetyProgram
Constant No
External Access: Read/Write




Dvere - SafetyProgram/ Bezpecnost - *1(DIN)
Dvere.O1 0 BOOL
Dvere.O1 - SafetyProgram/ Bezpecnost - 11(XIC), 16(XIO)
Dvere.FP 0 BOOL




E_STOP_predni - SafetyProgram/ Bezpecnost - *4(DCS)
E_STOP_predni.O1 1 BOOL
E_STOP_predni.O1 - SafetyProgram/ Bezpecnost - 13(XIO)
E_STOP_predni.FP 0 BOOL




E_STOP_zadni - SafetyProgram/ Bezpecnost - *3(DCS)
E_STOP_zadni.O1 1 BOOL
E_STOP_zadni.O1 - SafetyProgram/ Bezpecnost - 13(XIO)
E_STOP_zadni.FP 0 BOOL
E_STOP_zadni.FP - SafetyProgram/ Bezpecnost - 11(XIC)





Enable_Drive - MainProgram/Indikace - 2(XIC)
Enable_Drive - SafetyProgram/ Bezpecnost - *16(OTE)
Chyba_hardware 0 BOOL Manipulator
Constant No
External Access: Read/Write
Chyba_hardware - SafetyProgram/ Bezpecnost - *12(OTL), *15(OTU), 14(XIC), 17(XIO)
Chyba_software 0 BOOL Manipulator
Constant No
External Access: Read/Write
Chyba_software - SafetyProgram/ Bezpecnost - *11(OTL), *15(OTU), 14(XIC), 16(XIO)
Kinetix_napajeni 1 BOOL SafetyProgram
Constant No
External Access: Read/Write
Kinetix_napajeni - SafetyProgram/ Bezpecnost - *17(OTE), 16(XIC), 5(ROUT)
KinetixLimity 0 BOOL Manipulator
Constant No
External Access: Read/Write
KinetixLimity - MainProgram/Indikace - *0(OTE), 2(XIO)
SKinetixLimity - SafetyProgram/ Bezpecnost - 11(XIC)





LED_chyba - SafetyProgram/ Bezpecnost - *14(OTE)
Manipulator - Tag Listing  Page 6
Manipulator (Controller) 25.4.2013 12:33:23
C:\RSLogix 5000\Projects\penaz\Manipulator_template.ACD
RSLogix 5000





LED_servis - SafetyProgram/ Bezpecnost - *10(OTE)









OsaX.PhysicalAxisFault - MainProgram/Indikace - 1(XIC)
OsaX.ModuleFault 0 BOOL
OsaX_ready - MainProgram/Indikace - 2(XIO)
OsaX.PosOvertravelInputStatus 1 BOOL
OsaX.PosOvertravelInputStatus - MainProgram/Indikace - 0(XIO)









OsaY.PhysicalAxisFault - MainProgram/Indikace - 1(XIC)
OsaY.ModuleFault 0 BOOL
OsaY_ready - MainProgram/Indikace - 2(XIO)
OsaY.PosOvertravelInputStatus 1 BOOL
OsaY.PosOvertravelInputStatus - MainProgram/Indikace - 0(XIO)
OsaY.NegOvertravelInputStatus 1 BOOL
OsaY.NegOvertravelInputStatus - MainProgram/Indikace - 0(XIO)









OsaZ.PhysicalAxisFault - MainProgram/Indikace - 1(XIC)
OsaZ.ModuleFault 0 BOOL
OsaZ_ready - MainProgram/Indikace - 2(XIO)
OsaZ.PosOvertravelInputStatus 1 BOOL
OsaZ.PosOvertravelInputStatus - MainProgram/Indikace - 0(XIO)
OsaZ.NegOvertravelInputStatus 1 BOOL
OsaZ.NegOvertravelInputStatus - MainProgram/Indikace - 0(XIO)





OsaZ_ready - MainProgram/Indikace - 2(XIO)
OsyChyba 0 BOOL Manipulator
Constant No
Manipulator - Tag Listing  Page 7





OsyChyba - MainProgram/Indikace - *1(OTE)
SOsyChyba - SafetyProgram/ Bezpecnost - 11(XIC)













Point_IO:3:I.RunMode - SafetyProgram/ Bezpecnost - 4(DCS)
Point_IO:3:I.ConnectionFaulted 0 BOOL
Point_IO:3:I.ConnectionFaulted - SafetyProgram/ Bezpecnost - 12(XIC)
Point_IO:3:I.Pt00Data 0 BOOL
Point_IO:3:I.Pt00Data - SafetyProgram/ Bezpecnost - 4(DCS)
Point_IO:3:I.Pt01Data 1 BOOL
Point_IO:3:I.Pt01Data - SafetyProgram/ Bezpecnost - 4(DCS)
Point_IO:3:I.Pt04Data 0 BOOL
Point_IO:3:I.Pt04Data - SafetyProgram/ Bezpecnost - 0(RIN)
Point_IO:3:I.Pt05Data 0 BOOL
Point_IO:3:I.Pt05Data - SafetyProgram/ Bezpecnost - 0(RIN)
Point_IO:3:I.Pt07Data 0 BOOL








LED_chyba - SafetyProgram/ Bezpecnost - *14(OTE)
Point_IO:4:O.Pt01Data 0 BOOL
Zamek_civka - SafetyProgram/ Bezpecnost - *8(OTE)
Point_IO:4:O.Pt02Data 0 BOOL




Point_IO:5:I.ConnectionFaulted - SafetyProgram/ Bezpecnost - 12(XIC)
Point_IO:5:I.Pt00Data 0 BOOL
Point_IO:5:I.Pt00Data - SafetyProgram/ Bezpecnost - 6(ROUT)
Point_IO:5:I.Pt01Data 1 BOOL
Point_IO:5:I.Pt01Data - SafetyProgram/ Bezpecnost - 7(XIO)
Point_IO:5:I.Pt04Data 1 BOOL
Point_IO:5:I.Pt04Data - SafetyProgram/ Bezpecnost - 1(DIN)
Point_IO:5:I.Pt05Data 0 BOOL




START - MainProgram/Indikace - 3(XIC)
Point_IO:O AB:1734_6SLOT:O:0 Manipulator
External Access: Read/Write
Manipulator - Tag Listing  Page 8





LED_Start - MainProgram/Indikace - *2(OTE)
READY 1 BOOL MainProgram
Constant No
External Access: Read/Write
READY - MainProgram/Indikace - *2(OTE)









safety_block:I.RunMode - SafetyProgram/ Bezpecnost - 2(DCS), 3(DCS)
safety_block:I.ConnectionFaulted 0 BOOL
safety_block:I.ConnectionFaulted - SafetyProgram/ Bezpecnost - 12(XIC)
safety_block:I.Pt00Data 0 BOOL
safety_block:I.Pt00Data - SafetyProgram/ Bezpecnost - 3(DCS)
safety_block:I.Pt01Data 1 BOOL
safety_block:I.Pt01Data - SafetyProgram/ Bezpecnost - 3(DCS)
safety_block:I.Pt02Data 1 BOOL
safety_block:I.Pt02Data - SafetyProgram/ Bezpecnost - 2(DCS)
safety_block:I.Pt03Data 1 BOOL
safety_block:I.Pt03Data - SafetyProgram/ Bezpecnost - 2(DCS)
safety_block:I.Pt06Data 0 BOOL
safety_block:I.Pt06Data - SafetyProgram/ Bezpecnost - 5(ROUT)
safety_block:I.Pt07Data 0 BOOL





Enable_Drive - MainProgram/Indikace - 2(XIC)
Enable_Drive - SafetyProgram/ Bezpecnost - *16(OTE)
safety_block:O.Pt07Data 1 BOOL




Servis - SafetyProgram/ Bezpecnost - *0(RIN)
Servis.O1 0 BOOL
Servis.O1 - SafetyProgram/ Bezpecnost - 10(XIC), 11(XIO), 16(XIO), 6(ROUT)
Servis.FP 0 BOOL
Servis.FP - SafetyProgram/ Bezpecnost - 11(XIC)
ServoON 0 BOOL MainProgram
Constant No
External Access: Read/Write
ServoON - MainProgram/Indikace - *3(OTE)




SKinetixLimity - SafetyProgram/ Bezpecnost - 11(XIC)
KinetixLimity - MainProgram/Indikace - *0(OTE), 2(XIO)
SOsyChyba 0 BOOL Manipulator
Constant No
Mapped With: OsyChyba
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SOsyChyba - SafetyProgram/ Bezpecnost - 11(XIC)
OsyChyba - MainProgram/Indikace - *1(OTE)





START - MainProgram/Indikace - 3(XIC)
StartViz 0 BOOL MainProgram
Constant No
External Access: Read/Write
StartViz - MainProgram/Indikace - 3(XIC)
STOP 0 BOOL Manipulator
Constant No
External Access: Read/Write




Stykac - SafetyProgram/ Bezpecnost - *5(ROUT)
Stykac.O1 1 BOOL
Stykac.O1 - SafetyProgram/ Bezpecnost - 9(XIC)
Stykac.FP 0 BOOL
Stykac.FP - SafetyProgram/ Bezpecnost - 11(XIC)









Zamek - SafetyProgram/ Bezpecnost - *6(ROUT)
Zamek.O1 0 BOOL
Zamek.O1 - SafetyProgram/ Bezpecnost - 8(XIC)
Zamek.FP 0 BOOL
Zamek.FP - SafetyProgram/ Bezpecnost - 11(XIC)









Zavory - SafetyProgram/ Bezpecnost - *2(DCS)
Zavory.O1 1 BOOL
Zavory.O1 - SafetyProgram/ Bezpecnost - 14(XIO), 16(XIC)
Zavory.FP 0 BOOL
Zavory.FP - SafetyProgram/ Bezpecnost - 11(XIC)
Indikace - Ladder Diagram  Page 12
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Name Value Data Type Scope





Enable_Drive - MainProgram/Indikace - 2(XIC)
Enable_Drive - SafetyProgram/ Bezpecnost - *16(OTE)
KinetixLimity 0 BOOL Manipulator
Constant No
External Access: Read/Write
KinetixLimity - MainProgram/Indikace - *0(OTE), 2(XIO)
SKinetixLimity - SafetyProgram/ Bezpecnost - 11(XIC)









OsaX.PhysicalAxisFault - MainProgram/Indikace - 1(XIC)
OsaX.ModuleFault 0 BOOL
OsaX_ready - MainProgram/Indikace - 2(XIO)
OsaX.PosOvertravelInputStatus 1 BOOL
OsaX.PosOvertravelInputStatus - MainProgram/Indikace - 0(XIO)









OsaY.PhysicalAxisFault - MainProgram/Indikace - 1(XIC)
OsaY.ModuleFault 0 BOOL
OsaY_ready - MainProgram/Indikace - 2(XIO)
OsaY.PosOvertravelInputStatus 1 BOOL
OsaY.PosOvertravelInputStatus - MainProgram/Indikace - 0(XIO)
OsaY.NegOvertravelInputStatus 1 BOOL
OsaY.NegOvertravelInputStatus - MainProgram/Indikace - 0(XIO)









OsaZ.PhysicalAxisFault - MainProgram/Indikace - 1(XIC)
OsaZ.ModuleFault 0 BOOL
OsaZ_ready - MainProgram/Indikace - 2(XIO)
OsaZ.PosOvertravelInputStatus 1 BOOL
OsaZ.PosOvertravelInputStatus - MainProgram/Indikace - 0(XIO)
OsaZ.NegOvertravelInputStatus 1 BOOL
OsaZ.NegOvertravelInputStatus - MainProgram/Indikace - 0(XIO)
OsaZ_ready 0 BOOL MainProgram









OsaZ_ready - MainProgram/Indikace - 2(XIO)
OsyChyba 0 BOOL Manipulator
Constant No
External Access: Read/Write
OsyChyba - MainProgram/Indikace - *1(OTE)
SOsyChyba - SafetyProgram/ Bezpecnost - 11(XIC)
READY 1 BOOL MainProgram
Constant No
External Access: Read/Write
READY - MainProgram/Indikace - *2(OTE)
ServoON 0 BOOL MainProgram
Constant No
External Access: Read/Write
ServoON - MainProgram/Indikace - *3(OTE)





START - MainProgram/Indikace - 3(XIC)
StartViz 0 BOOL MainProgram
Constant No
External Access: Read/Write
StartViz - MainProgram/Indikace - 3(XIC)
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Dual Channel Input Stop
DCS Zavory
Safety Function LIGHT CURTAIN
Input Type EQUIVALENT - ACTIVE HIGH
Discrepancy Time (Msec) 100
Restart Type MANUAL














Dual Channel Input Stop
DCS E_STOP_zadni
Safety Function EMERGENCY STOP
Input Type COMPLEMENTARY
Discrepancy Time (Msec) 100
Restart Type AUTOMATIC
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Dual Channel Input Stop
DCS E_STOP_predni
Safety Function EMERGENCY STOP
Input Type COMPLEMENTARY
Discrepancy Time (Msec) 100
Restart Type AUTOMATIC
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Name Value Data Type Scope
Civka2 0 BOOL SafetyProgram
Constant No
External Access: Read/Write




Dvere - SafetyProgram/ Bezpecnost - *1(DIN)
Dvere.O1 0 BOOL
Dvere.O1 - SafetyProgram/ Bezpecnost - 11(XIC), 16(XIO)
Dvere.FP 0 BOOL




E_STOP_predni - SafetyProgram/ Bezpecnost - *4(DCS)
E_STOP_predni.O1 1 BOOL
E_STOP_predni.O1 - SafetyProgram/ Bezpecnost - 13(XIO)
E_STOP_predni.FP 0 BOOL




E_STOP_zadni - SafetyProgram/ Bezpecnost - *3(DCS)
E_STOP_zadni.O1 1 BOOL
E_STOP_zadni.O1 - SafetyProgram/ Bezpecnost - 13(XIO)
E_STOP_zadni.FP 0 BOOL
E_STOP_zadni.FP - SafetyProgram/ Bezpecnost - 11(XIC)





Enable_Drive - MainProgram/Indikace - 2(XIC)
Enable_Drive - SafetyProgram/ Bezpecnost - *16(OTE)
Chyba_hardware 0 BOOL Manipulator
Constant No
External Access: Read/Write
Chyba_hardware - SafetyProgram/ Bezpecnost - *12(OTL), *15(OTU), 14(XIC), 17(XIO)
Chyba_software 0 BOOL Manipulator
Constant No
External Access: Read/Write
Chyba_software - SafetyProgram/ Bezpecnost - *11(OTL), *15(OTU), 14(XIC), 16(XIO)
Kinetix_napajeni 1 BOOL SafetyProgram
Constant No
External Access: Read/Write
Kinetix_napajeni - SafetyProgram/ Bezpecnost - *17(OTE), 16(XIC), 5(ROUT)





LED_chyba - SafetyProgram/ Bezpecnost - *14(OTE)














Point_IO:3:I.RunMode - SafetyProgram/ Bezpecnost - 4(DCS)
Point_IO:3:I.ConnectionFaulted 0 BOOL
Point_IO:3:I.ConnectionFaulted - SafetyProgram/ Bezpecnost - 12(XIC)
Point_IO:3:I.Pt00Data 0 BOOL
Point_IO:3:I.Pt00Data - SafetyProgram/ Bezpecnost - 4(DCS)
Point_IO:3:I.Pt01Data 1 BOOL
Point_IO:3:I.Pt01Data - SafetyProgram/ Bezpecnost - 4(DCS)
Point_IO:3:I.Pt04Data 0 BOOL
Point_IO:3:I.Pt04Data - SafetyProgram/ Bezpecnost - 0(RIN)
Point_IO:3:I.Pt05Data 0 BOOL
Point_IO:3:I.Pt05Data - SafetyProgram/ Bezpecnost - 0(RIN)
Point_IO:3:I.Pt07Data 0 BOOL








Point_IO:5:I.ConnectionFaulted - SafetyProgram/ Bezpecnost - 12(XIC)
Point_IO:5:I.Pt00Data 0 BOOL
Point_IO:5:I.Pt00Data - SafetyProgram/ Bezpecnost - 6(ROUT)
Point_IO:5:I.Pt01Data 1 BOOL
Point_IO:5:I.Pt01Data - SafetyProgram/ Bezpecnost - 7(XIO)
Point_IO:5:I.Pt04Data 1 BOOL
Point_IO:5:I.Pt04Data - SafetyProgram/ Bezpecnost - 1(DIN)
Point_IO:5:I.Pt05Data 0 BOOL
Point_IO:5:I.Pt05Data - SafetyProgram/ Bezpecnost - 1(DIN)









safety_block:I.RunMode - SafetyProgram/ Bezpecnost - 2(DCS), 3(DCS)
safety_block:I.ConnectionFaulted 0 BOOL
safety_block:I.ConnectionFaulted - SafetyProgram/ Bezpecnost - 12(XIC)
safety_block:I.Pt00Data 0 BOOL
safety_block:I.Pt00Data - SafetyProgram/ Bezpecnost - 3(DCS)
safety_block:I.Pt01Data 1 BOOL
safety_block:I.Pt01Data - SafetyProgram/ Bezpecnost - 3(DCS)
safety_block:I.Pt02Data 1 BOOL
safety_block:I.Pt02Data - SafetyProgram/ Bezpecnost - 2(DCS)
safety_block:I.Pt03Data 1 BOOL
safety_block:I.Pt03Data - SafetyProgram/ Bezpecnost - 2(DCS)
safety_block:I.Pt06Data 0 BOOL
safety_block:I.Pt06Data - SafetyProgram/ Bezpecnost - 5(ROUT)
safety_block:I.Pt07Data 0 BOOL




Servis - SafetyProgram/ Bezpecnost - *0(RIN)






Servis.O1 - SafetyProgram/ Bezpecnost - 10(XIC), 11(XIO), 16(XIO), 6(ROUT)
Servis.FP 0 BOOL
Servis.FP - SafetyProgram/ Bezpecnost - 11(XIC)




SKinetixLimity - SafetyProgram/ Bezpecnost - 11(XIC)
KinetixLimity - MainProgram/Indikace - *0(OTE), 2(XIO)




SOsyChyba - SafetyProgram/ Bezpecnost - 11(XIC)
OsyChyba - MainProgram/Indikace - *1(OTE)
STOP 0 BOOL Manipulator
Constant No
External Access: Read/Write




Stykac - SafetyProgram/ Bezpecnost - *5(ROUT)
Stykac.O1 1 BOOL
Stykac.O1 - SafetyProgram/ Bezpecnost - 9(XIC)
Stykac.FP 0 BOOL
Stykac.FP - SafetyProgram/ Bezpecnost - 11(XIC)









Zamek - SafetyProgram/ Bezpecnost - *6(ROUT)
Zamek.O1 0 BOOL
Zamek.O1 - SafetyProgram/ Bezpecnost - 8(XIC)
Zamek.FP 0 BOOL
Zamek.FP - SafetyProgram/ Bezpecnost - 11(XIC)









Zavory - SafetyProgram/ Bezpecnost - *2(DCS)
Zavory.O1 1 BOOL
Zavory.O1 - SafetyProgram/ Bezpecnost - 14(XIO), 16(XIC)
Zavory.FP 0 BOOL
Zavory.FP - SafetyProgram/ Bezpecnost - 11(XIC)




1756 Backplane, 1756-A7 : Local Modules


















































1756-ENBT/A 1756 10/100 












































































1734-AENTR/A 1734 Ethernet 





















PointIO 6 Slot Chassis : Point_IO
Path: Local: [2] Ethernet : Point_IO
 [1] 1734-OB4E/C D_Out
Type:
Vendor:
1734-OB4E/C 4 Point 


























   .FaultMode
   .Pt0FaultMode
   .Pt1FaultMode
   .Pt2FaultMode
   .Pt3FaultMode
   .FaultValue
   .Pt0FaultValue
   .Pt1FaultValue
   .Pt2FaultValue
   .Pt3FaultValue
   .ProgMode
   .Pt0ProgMode
   .Pt1ProgMode
   .Pt2ProgMode
   .Pt3ProgMode
   .ProgValue
   .Pt0ProgValue
   .Pt1ProgValue
   .Pt2ProgValue
   .Pt3ProgValue
   .NoLoadEn
   .Pt0NoLoadEn
   .Pt1NoLoadEn
   .Pt2NoLoadEn
   .Pt3NoLoadEn
   .AutoRestartEn
   .Pt0AutoRestartEn
   .Pt1AutoRestartEn
   .Pt2AutoRestartEn
   .Pt3AutoRestartEn
   .FaultLatchEn
   .Pt0FaultLatchEn
   .Pt1FaultLatchEn
   .Pt2FaultLatchEn



































































































   .Pt0FilterOffOn
   .Pt0FilterOnOff
   .Pt1FilterOffOn
   .Pt1FilterOnOff
   .Pt2FilterOffOn
   .Pt2FilterOnOff
   .Pt3FilterOffOn





































































































Path: Local: [3] DeviceNet








Point 24VDC Sink 
Safety Input, 8 



















SERCOS Network : Sercos
Path: Local: [6] Sercos







2000, 230VAC, IAM, 3kW 






















2093-AMP5 Kinetix 2000, 





















2093-AMP5 Kinetix 2000, 
230VAC, AM, 4.2A Cont, 12.7A 
Peak
Allen-Bradley
14
1.96
Parent:
Vendor ID:
Electronic Keying:
Status:
Sercos
1
Compatible Keying
Standby
