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Tijdens dit onderzoek heb ik over de invulling van het voorwoord nagedacht. Het ontstaan van het voorwoord is 
vrijwel op dezelfde manier gelopen als het onderzoek. Het begint met de vraag, dan volgt er een periode waarin 
chaos ontstaat, om vervolgens langzaam door de bomen het bos te zien. Of anders geformuleerd: Het hele 
afstuderen is te vergelijken met het op de juiste plek proberen te krijgen van losse puzzelstukjes. Het laatste 
ontbrekende puzzelstukje is dit eindverslag. Hopelijk past het eindverslag op de plek van het laatste ontbrekende 
puzzelstukje (zie afbeelding op het voorblad).  
Ik wil mijn voorwoord baseren op twee uitspraken die ik tijdens mijn onderzoek ben tegengekomen en die in 
grote lijnen mijn “groei als onderzoeker” representeren. De eerste betreft een uitspraak over een inhoudelijk 
deel van mijn onderzoek. De tweede uitspraak is van toepassing op het proces dat ik heb doorgemaakt.  
Één van mijn hobby‟s is tekenen. Meesters als Rembrandt en Rien Poortvliet behoren tot de groep mensen die ik 
bewonder. Parallel aan de literatuurstudie las ik voor mijn hobby een boek van Juliette Aristides. Zij is een 
beroemde Amerikaanse tekenares die boeken heeft geschreven over de klassieke manier van tekenen. Zij heeft 
hiervoor veel werken van klassieke meesters bestudeerd. Daarnaast heeft zij ook studies gedaan over de manier 
waarop tekeningen tot stand komen.  
In mijn zoektocht naar een verklaring voor de term “Architectuur” las ik de volgende definitie die Juliette geeft 
aan “Kunst”: 
“Kunst, een afspiegeling van het leven, bestaat uit principes en verbanden die, als we ze stelselmatig toepassen, 
een structuur vormen die in de compositie een indruk van de waarheid of werkelijkheid oproept…”. 
Inmiddels meen ik dat een goed architect een kunstenaar is die de individuele lijnen (principes) door inzicht, 
oefening en misschien ook wel aanleg, tot een goed verband (compositie) kan modelleren. Ik vond dit een mooie 
uitspraak die veel gelijkenis vertoont met de definitie van architectuur zoals die in de ICT wordt gehanteerd, 
echter komend uit een onverwachte hoek.  
De tweede uitspraak komt uit de film “Dead Poets Society” waarin de acteur Robin Williams een docent speelt die 
een groep studenten de kunst van de poëzie probeert bij te brengen. In een scène probeert de docent de 
denkwijzen van de studenten een andere kant op te laten gaan door hen een inleiding uit het lesboek te laten 
scheuren. In eerste instantie is er veel weerstand van de studenten. Je scheurt toch  niet zomaar bladzijdes uit 
een gerenommeerd boek van een gerenommeerde schrijver. Maar voorbeeld doet volgen en na verloop van tijd 
zijn alle studenten driftig in de weer om de gewraakte pagina‟s te verwijderen. Op de vraag waarom dit nodig is 
maakt Robin Williams vervolgens de opmerking: “Now is the time that you start to learn to think for your self…”. 
Denkbeelden en redenaties van grote meesters en van mensen  waar we tegen op kijken vormen tegenwoordig 
ons blikveld. Een van de grote omslagen die ik zelf heb moeten maken tijdens het afstuderen is om weer zelf na 
te gaan denken. Zelf oordelen vellen ongeacht wat de grote (literatuur)meesters op dit vakgebied zeg gen en 
vinden. Het proces laten leiden door eigen inzicht en oordeel zonder alle grondslagen die door anderen al 
gemaakt zijn daarbij uit het oog te verliezen. Het klinkt zo vanzelfsprekend. Maar wat is het soms toch lastig.  
Tot slot wil ik een ieder bedanken voor de (soms tomeloze) inzet waardoor ik mijn onderzoek succesvol heb 
kunnen afronden. Mijn dank gaat in het bijzonder naar hen uit . 
Om te beginnen met mijn vrouw Ingrid. Zonder haar zou het afronden van de hele opleiding aanzienlijk lastiger, 
misschien wel onmogelijk zijn geweest. 
De organisatie waar ik werkzaam ben, in naam drs. Mieke Ockhuizen, die mij de mogelijkheid heeft gegeven om 
deze studie te volgen.  
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De overheid probeert met de invoering van de NORA (Nederlandse Overheid Referentie Architectuur) principes 
aan te bieden aan organisaties in de publieke sector om interoperabiliteit van systemen en besturing van ICT zo 
goed en eenduidig mogelijk te maken. Met als doel dat de burgers en bedrijven zo eenvoudig mogelijk zaken 
kunnen doen met de overheid.  
Een trend in de publieke sector is het ontstaan van ketens en ketendossiers. Ketens zijn niks nieuws en dossiers 
zijn ook dingen die al sinds jaar en dag bestaan. Toch staan met name ketendossiers (denk aan het Landelijk 
Elektronisch Patiëntendossier) de laatste paar jaren nogal in het nieuws. Met name onderwerpen als privacy van 
de gegevens van de Nederlander staan vaak ter discussie. De overheid vraagt zich dan ook af of ze op de een of 
andere manier hier wat meer sturing aan kan geven in de vorm van architectuur principes in de NORA.  
In dit onderzoek hanteren we onder het begrip “keten”: Een aaneenschakeling van organisaties en professionals 
met als gezamenlijk doel om een product (in dit geval een ketendossier) af te leveren aan een afnemer. Hierbij 
staat het dominante ketenprobleem (reden voor het ontstaan van de keten) centraal. Onder een “ketendossier” 
verstaan we: Een set van gegevens over een persoon, organisatie of juridische zaak die verzameld en/of 
verspreid worden door (autonome) ketenpartners. Gegevens kunnen fysiek in een ketendossier zitten maar een 
ketendossier kan ook virtueel bestaan door gebruik te maken van een verwijsindex.  Ketendossiers ontstaan als 
gevolg van een dominant ketenprobleem en ketendossiers ontstaan doordat initiatiefnemers die de handen in 
elkaar slaan om gezamenlijk het dominante ketenprobleem aan te pakken . Ketensamenwerking in de publieke 
sector ontstaat meestal als gevolg van wettelijke verplichtingen terwijl ketensamenwerking in de private sector 
ontstaat op basis van vrijwilligheid.  
In dit onderzoek wordt opzoek gegaan naar de top10 van principes die bijdragen aan het succes van een 
ketendossier. Met als doel dat nieuwe ketendossier initiatieven deze principes kunnen gebruiken bij het inrichten 
van organisatie, techniek, datamodellen enzovoort.  
In dit onderzoek bekijken we met name de ketendossiers in de publieke sector of die door de publieke sector 
geïnitieerd zijn (bijvoorbeeld het Elektronisch Patiëntendossier). Het probleem wat hier ontstaat is dat de 
samenhang tussen verschillende ketendossiers vaak ontbreekt waardoor de (mogelijke) afwezigheid van 
interoperabiliteit en de consistentie van gegevens een rol gaat spelen. De overheid wil hier aan bijdragen door 
middel van referentie architectuur principes te leveren die ervoor zorgen dat systemen beter op elkaar zijn 
afgestemd en dat gegevens zoveel mogelijk op één plek bewaard worden.  
Met name 3 belangrijke thema‟s spelen steeds een belangrijke rol bij ketendossiers. Deze zijn:  
 Coördinatie en organisatie rondom het ketendossier. 
 Privacy van de gegevens. 
 Beveiliging van het ketendossiersysteem 
 
De organisatie van de keten speelt een belangrijke rol bij de aanpak  van het dominante ketenprobleem. 
Ketenpartners zijn vaak autonome organisaties met eigen agenda‟s en eigen systemen. Wanneer deze 
organisaties moeten gaan samenwerken zullen systemen, processen, visie en beleid op elkaar afgestemd moeten 
worden in het belang van de ketensamenwerking. Individuele belangen kunnen dan geen hoogste prioriteit 
hebben. Daarnaast is er de ketenvolwassenheid van de ketenpartner die aan minimale eisen moet voldoen. 
Volgens TNO kunnen alleen „de beste kindjes van de klas‟ een actieve rol toebedeeld krijgen in de 
ketensamenwerking.  
Privacy van gegevens wordt vooral wetmatig opgelegd door de Wet bescherming persoonsgegevens. Daar waar 
gegevens van verschillende bronnen samenkomen en verspreid worden onder grote groepen afnemers gaat 
privacy van gegevens een belangrijke rol spelen. Afnemers mogen alleen die gegevens inzien die ze nodig 
hebben voor hun bijdrage aan het dominante ketenprobleem. Voorkomen moet worden dat onnodig gegevens 
vastgelegd worden. 
De beveiliging van ketennetwerken speelt een belangrijke rol om te voorkomen dat onbevoegden toegang krijgen 
tot de gegevens die in de ketendossiers gebruikt worden. Omdat verschillende ketenpartners toegang moeten 
krijgen zal de keten willen voorkomen dat organisaties die niet tot de groep ketenpartners behoren beperkt 
worden, dan wel minimale (inkijk)toegang krijgen. Met name het bij strafrechtdossier is er al het nodige 





gepubliceerd over beveiliging waarbij vooral Access Control Lists (lijst met toegangsrechten) een belangrijke rol 
spelen.  
Architectuur kan een belangrijke bijdrage leveren aan het succesvol implementeren van een 
ketendossiersysteem. Omdat architectuur een sturend karakter heeft , kan de bouw van een ketennetwerk 
gestuurd worden zonder daarbij de specifieke eisen en wensen van de keten uit het oog te verliezen. 
Bedrijfsarchitectuur, informatiearchitectuur en technische architectuur kunnen invulling geven aan de thema‟s 
van dit onderzoek. 
De vertaling van de theorie naar principes levert een lijst van 27 principes op die inv ulling geven aan de centrale 
thema‟s. Hierbij is zoveel mogelijk gebruik gemaakt van bestaande principes die in de wetenschap genoemd 
worden. Daar waar er in de wetenschap geen principes gevonden zijn is door middel van „common sense‟ een 
principe geformuleerd.  
De lijst van 27 principes is gepresenteerd aan een groep van ruim 900 architecten en informatiebeleidmensen. 
Volgens het “wisdom of the crowds”  principe is een logische ordening aangebracht.  Hoe groter de groep 
mensen die het eens zijn over een pr incipe of een lijst van principes, hoe groter het draagvlak. De logische 
ordening zorgt ervoor dat er een lijst van 10 principes afgeroomd kan worden waarvoor een groot draagvlak te 
vinden is. Deze lijst is vervolgens getoetst in de praktijk door interviews af te nemen bij organisaties die nauw 
betrokken zijn bij een aantal bekende ketendossiers.  
De uitkomst van dit onderzoek is dat met name een goede inrichting van bedrijfsarchitectuur principes mogelijk 
bijdraagt aan het succes van een ketendossier. Uit de lijst van 10 principes blijkt dat met name het principe over 
de coördinatie en besturing rondom een ketendossier afwezig is bij ketendossiers die niet goed lopen. Bij 
ketendossiers waar dat principe wel doorgevoerd is loopt het ketendossier wel goed.  De overige 9 principes zijn 
over het algemeen allemaal wel doorgevoerd. Meestal omdat de wet dit wel voorschrijft.  
De vraag kan nog gesteld worden of, als de wet iets voorschrijft, je dit dan ook nog als principe op moet nemen. 
In het onderzoek wordt hier geen onderscheid gemaakt. Zo vind je bijvoorbeeld het principe dat er altijd voldaan 
moet worden aan de Wet bescherming persoonsgegevens. De grote groep die de enquête heeft ingevuld vindt dit 
blijkbaar een belangrijk principe omdat deze de top 10 gehaald heeft. Derhalve is dit principe in de lijst blijven 
staan.  
  





Architectuurprincipes die kunnen bijdragen aan het succes 




Voor u ligt het eindverslag van mijn Master afstudeeronderzoek ten behoeve van de opleiding “Business Process 
Management & IT” van de Open Universiteit (OU).  
Ketens en dossiers bestaan al lang. Michael Porter beschreef in 1985 al de Value Chain waarbij de deelnemers 
aan de keten (meestal interne afdelingen zoals de inkoop en verkoop afdeling) allen  een toegevoegde waarde 
leveren aan het eindproduct. Dossiers bestaan ook al lang. De meeste bedrijven en overheidsinstanties hebben 
wel een vorm van een dossier en zelfs particulieren thuis bouwen dossiers op bv over hun financiën. Erg veel 
ruchtbaarheid aan het hebben van gegevens in de vorm van dossiers werd er eigenlijk nooit gegeven.  
Toch lijkt het nog niet zo lang geleden dat we geconfronteerd werden met de vraag of onze persoonsgegevens 
opgeslagen mogen worden in het Landelijk Elektronisch Patiëntendossier. Nu onze medische gegevens ineens 
verzameld in een dossier gestopt gaan worden zodat iedereen erbij zou kunnen begint iedereen zich ineens te 
bemoeien met discussies over het ketendossier en vinden we allemaal dat we er wat over moeten zeggen. De 
media staan vol met berichten over het Elektronisch Klantdossier, het Elektronisch Patiëntendossier en ga zo 
maar door.  
In een wereld waarin camerabewaking op straat normaal wordt beschouwd, en we thuis te pas en te onpas 
gebeld worden door instanties waarvan we het bestaan nooit geweten hebben maar die blijkbaar wel de 
beschikking hebben over onze privé gegevens en waar bij een beetje googlen op internet veel van onze 
gegevens gemakkelijk te vinden zijn, vinden we privacy van onze gegevens steeds belangrij ker.  
De overheid heeft zichzelf als doel gesteld om aan de hand van een aantal programma‟s, het zaken doen van 
particulieren en instanties zo eenvoudig mogelijk te maken. DIGID is hiervan een voorbeeld. Èèn plek waar je al 
je zaken met de overheid af kunt handelen. Om dat mogelijk te maken verzamelt zij ook gegevens van iedereen 
om die op een eenduidige manier en op een vaste plek vast te leggen om inconsistentie te voorkomen. Dossier- 
en registervorming. Voorwaarde is dan wel dat de gegevens kloppen. Woon  ik op het adres dat in het register is 
opgeslagen of is dit een postadres en woon ik zelf ergens anders.  Koppelt de belastingdienst aan dit register 
zodat zij mijn adres ook op kunnen vragen ?  
De NORA is onder andere in het leven geroepen om een lijn aan te brengen in het ICT land binnen de publieke 
instanties. Door middel van het leveren van principes en begrippen probeert de overheid zo ICT infrastructuren 
op elkaar af te stemmen om zo de interoperabiliteit en beschikbaarheid van gegevens zo goed en ef ficiënt 
mogelijk te maken.  
In de NORA is een klein stukje opgenomen over ketendossiers. De overheid vraagt zich af wat er aan toegevoegd 
kan worden zodat publieke instellingen bij het opzetten en onderhouden van ketendossiers door middel van 
principes en richtlijnen betrouwbare systemen bouwen die interoperabiliteit, veiligheid en efficiënt gebruik 
waarborgen.  
Dit onderzoek richt zich op de vraag:  Welke architectuurprincipes kunnen worden opgenomen in de NORA  die 
een bijdrage kunnen leveren aan de succesvolle invoering van ketendossiers in de publieke sector.  





Het is een wetenschappelijke zoektocht naar principes waarvoor een breed draagvlak bestaat en die een plek in 
de NORA verdienen.  
Het uiteindelijk resultaat bestaat uit een top10 lijst van principes waarbij ook geprobeerd wordt om aan te tonen 
dat die aantoonbaar bijdragen aan het succes van een ketendossier.  
Dit document is vooral gemaakt voor het ICTU; de instantie de belast is met de totstandkoming en  het beheer en 
onderhoud van de NORA. Daarnaast kan dit document ook interessant zijn voor architecten die betrokken zijn bij 
ketendossiers in de publieke sector en voor informatiebeleidmensen die betrokken zijn bij ketendossiers.  
Het document is op te delen in 4 blokken:  
 
Blok 1: Algemeen en inleidend – hoofdstuk 1 tot en met 3 
Blok 2: Onderzoek – hoofdstuk 4 tot en met 6 
- Hoofdstuk 4: Vooronderzoek. Hiermee wordt de inhoud van hoofdstuk 5 vormgegeven.  
- Hoofdstuk 5: De theoretische verdieping aan de hand van de resultaten uit hoofdstuk 4. Hiermee word t 
in hoofdstuk 6 het praktisch onderzoek vormgegeven.  
Dit hoofdstuk is in 2 blokken in te delen:  
o Paragraaf 5.1 tot en met 5.5 zijn paragrafen die de lezer een aantal begrippen en definities 
introduceert. Er wordt ingegaan op wat ketens zijn, wat ketendossiers zijn en hoe architectuur 
hier inpast. 
o Paragraaf 5.6 tot en met 5.8 zijn de verdiepingsparagrafen. Hier worden de gevonden thema‟s 
uit het vooronderzoek verder uitgediept.  
- Hoofdstuk 6: Het praktisch onderzoek. Aan de hand van de theorie uit hoofdstuk 5  worden principes 
geëxtraheerd en wordt de lijst opgesteld voor de NORA. Deze wordt vervolgens getoetst door middel van 
interviews en een enquête. 
Blok 3: Conclusies, aanbevelingen en zelfreflectie – hoofdstuk 7 en 8 
- Hoofdstuk 7: Conclusies, aanbevelingen en opties voor vervolgonderzoek aan de hand van de resultaten 
uit hoofdstuk 4, 5 en 6. 
- Hoofdstuk 8: Zelfreflectie 
Blok 4: Bijlagen 
 
In dit document wordt gebruik gemaakt van literatuur van zowel Nederlandse als buitenlandse wetenschappers. 
Zoveel mogelijk is gebruik gemaakt van Engelstalige literatuur maar omdat dit onderzoek voor de Nederlandse 
overheid wordt uitgevoerd en er belangrijke wetenschappers in Nederland ook raakvlakken hebben met dit 
onderzoek, is ook gebruik gemaakt van Nederlandstalige litera tuur. In de bijlagen is een uitgebreide lijst met 
gebruikte literatuur terug te vinden.  
NB: Her en der vindt u in het document een lege pagina. Die is met opzet leeg gelaten om elk nieuw hoofdstuk 
op een even paginanummer te laten beginnen (uitzondering z ijn de bijlagen).  
 
  








De opdrachtgever voor dit onderzoek is het Ministerie van Binnenlandse Zaken en Koninkrijksrelaties in Den 
Haag. Het ministerie is verantwoordelijk voor het programma RENOIR (RENOIR staat voor Regie E-overheid NUP 
(Nationaal Uitvoeringsprogramma betere Dienstverlening en e-overheid) Ondersteuning Implementatie en 
Realisatie). In dit programma wordt de implementatie van de e-overheid vorm gegeven. De NORA is een 
onderdeel hiervan en de ontwikkeling hiervan is uitbesteed aan het ICTU. 
Het ICTU is een zelfstandige stichting die namens het Ministerie van Binnenlandse Zaken en Koninkrijksrelaties is 
aangesteld, onder andere voor het opstellen en het beheer en onderhoud van de NORA. Namens het ICTU  is Dr. 
Erik Saaman de opdrachtgever. Het onderzoek gaat onder auspiciën van de Open Universiteit. Dr. Erik Saaman 
treedt ook op als inhoudelijk begeleider.  
Het ICTU is gevestigd aan de Wilhelmina van Pruisenweg 104 te Den Haag.  
 
2.2 Uitvoering van het onderzoek 
 
Alle mijlpaaldocumenten en producten voortkomend uit het onderzoek worden opgeleverd aan het ICTU en de 
OU. Het ICTU bepaalt de publicatievoorwaarden van de onderzoeksresultaten.  
Naast de documenten die voor de OU noodzakelijk zijn, waaronder:  
 Onderzoeksvoorstel 
 Definitieve opdrachtformulering 
 Definitief onderzoeksvoorstel 
 Eindverslag 
 
Is afgesproken dat de volgende zaken opgeleverd worden aan het ICTU (zie BIJLAGE K: DEFINITIEVE 
OPDRACHTFORMULERING.): 
 Lijst met lopende ketendossier initiatieven (Bijlage I: OVERZICHT VAN HUIDIGE KETENDOSSIERINITIATIEVEN) 
 Uitgewerkte principes conform NORA sjabloon (BIJLAGE J: VERTALING PRINCIPES NAAR NORA FORMAT) 
 Top10 van principes (paragraaf 6.5 Van longlist naar shortlist via de enquête) 
 Lijst van begrippen en definities voortgekomen uit het onderzoek (BIJLAGE L: Begrippen en definities) 




Alle mijlpaaldocumenten en producten voortkomend uit het onderzoek worden opgeleverd aan het ICTU en de 
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Ketens bestaan al langer dan vandaag. Michael Porter , de bedenker van de Value Chain ontwikkelde in 1985 het 
waardeketen model waarbij hij de toegevoegde waarde die aan producten wordt geleverd door afdelingen in een 
model wist te vangen. Dit model is vooral gebaseerd op de interne bedrijfsvoering van een organisatie. Hierbij 
werd al aangetoond dat afdelingen afhankelijk zijn van elkaar in de keten.  
 
Bij deze ketens is het doorgaans wel duidelijk wie de ketenpartners zijn. Bij ketens die worden toegepast zoals 
bij het EPD zijn de grenzen vager omdat hier meerdere afnemers kunnen zijn. Zo is de patiënt een afnemer, 
maar ook de huisarts die de gegevens van bijvoorbeeld een apotheker in moet kunnen zien. De huisarts is ook 
weer producent van gegevens die voor andere afnemers bedoeld zijn.  
De reden voor het bestaan van een keten is volgens Grijpink (1997) het dominante ketenprobleem. Oftewel het 
bestaansrecht van de keten. Daarom is de keten opgericht en dit probleem wordt ermee opgelost. Het zal 
duidelijk zijn dat het (dominante) ketenprobleem met alleen dit onderzoek niet op te lossen  is. We zullen ons dus 
moeten beperken tot wat we willen onderzoeken.  




De probleemstelling is aan de hand van 3 (willekeurig) bestudeerde casussen te formuleren. 
1. “FBI looks into a threat to reveal patient data…” New York Times, 11-2008. 
Over een afpersingszaak in de Verenigde Staten waarbij gedreigd wordt om miljoenen gestolen 
patiëntgegevens te publiceren. 
2.  “Het Elektronisch Pipo Dossier…” 12-2008, door Dr. Ir. P Overbeek, Erasmus Universiteit.     
Een kritische verhandeling over opzet en doorvoering van het EPD in Nederland. Over gebrek aan 
standaardisatie en visie.  
3. Invoering van het strafrechtdossier: “Er is geen duidelijk beleid;  afdelingen doen maar wat…” Naar 
aanleiding van interview bij Ministerie van Justitie met een informatiespecialist die betrokken is bij de 
invoering van het strafrechtdossier.  
De media staan vol met artikels over elektronische dossiervorming. In bijlage B zijn bovenstaande koppen te 
vinden samen met nog enkele koppen van gelezen artikelen.  
Het elektronisch patiëntendossier, het elektronisch leerdossier, het elektronisch strafrechtdossier. Het zijn enkele 
voorbeelden die in dit document verder besproken worden en die van invloed zijn op ieders leven. Kenmerkend is 
dat gegevens door een of meerdere bronaanbieders (of ketenpartners) aangeleverd worden waarbij de output 
van de ene organisatie weer de input van andere organisaties (en particulieren) is.  
Ketendossiers vragen aandacht voor zaken als beveiliging en privacy. Het r isico is aanwezig dat 
ketendossiersystemen niet interoperabel zijn of dat gegevens van de Nederlandse burger op meerdere plekken 
worden bewaard. Met als gevolg dat privacy gevoelige informatie op straat terecht kan komen of dat er 
inconsistentie optreedt in de gegevens over het dossiersubject. En dat terwijl de overheid met initiatieven als 
Gemeenschappelijke Basisregistraties probeert om hier eenduidigheid te creëren.  
Bovenstaande berichten zorgen er onder ander voor dat de overheid zich afvraagt of het z ich moet bemoeien 
met de implementatie van een ketendossier in de publieke sector . Middels het opstellen van een 
referentiearchitectuur wil de overheid organisaties in de publieke sector principes geven die bijdragen aan een 
succesvolle invoering van een ketendossier met aandacht voor interoperabiliteit van systemen en consistentie 
van gegevens en bewaking van privacy en de veiligheid van het ketendossiersysteem .  








Het ICTU heeft gevraagd te onderzoeken welke architectuur principes bijdagen aan een succesvolle doorvoering 
van een ketendossier in de publieke sector. In de NORA wordt summier aandacht besteed aan ketendossiers. 
Hier wil het ICTU in de toekomst meer inhoud aan gaan geven om de kans op succes te vergroten en om risico‟s 
zoveel mogelijk te vermijden. 
 
De onderzoeksthese is: 
Er is een lijst op te stellen met daarin architectuur principes die bijdragen aan een succesvolle invoering van een 
ketendossier. 
De onderliggende vragen die beantwoord gaan worden in dit document zijn de volgende: 
1. Wat zijn de centrale thema‟s die spelen rondom ketendossiers? 
2. Welke problemen zijn te herkennen bij de verschillende thema‟s?  
3. Wat zijn ketens en ketendossiers?  
4. Wie of wat zijn de ketenpartners? 
5. Hoe bewaken we de juistheid en volledigheid van de gegevens in het ketendossier?   
6. Hoe kan architectuur bijdragen aan het succes van een ketendossier?  
7. Kan er een top10 van principes opgesteld worden met een groot draagvlak bij architecten en 
informatiebeleidmensen? 
8. Is/zijn er een of meerdere principes aan te wijzen die aantoonbaar voor het succes van een ketendossier 
zijn? 
Het antwoord op de eerste vraag komt in hoofdstuk 4. De andere antwoorden komen terug in de samenvatting 




Om te voorkomen dat het hele ketenprobleem als onderzoeksonderwerp wordt genomen richten we ons in dit 
document specifiek op ketendossiers.  
Een ketendossier is een verzameling van gegevens, die op één (juridische) zaak of persoon of organisatie 
betrekking heeft. Kenmerkend hierbij is dat gegevens uit één of meerdere databestanden (bronbestanden) 
gehaald worden (of naartoe gerefereerd worden door middel van verwijsindexen zoals bij virtuele dossiers) en 
door meerdere gebruikers/organisaties gebruikt worden om ketendossiers  samen te stellen. De digitale gegevens 
hebben wel steeds betrekking op één persoon, organisatie of één zaak (Solove, 2004).  
 
Ketens  kennen in de theorie 2 mogelijke gezichtspunten (Grijpink, 1997): 
 Het grondvlak 
 Het ketenniveau  
 
Het grondvlak betreft de infrastructuur bij de broneigenaar. De broneigenaar is de toeleverancier van de keten. 
Beheer van het grondvlak ligt ook voornamelijk bij de organisatie die verantwoordelijk is voor de gegevens.  
Het ketenniveau betreft de infrastructuur waar alle ketenpartners  aan gekoppeld worden en waarover de 
informatie reist die benodigd is in het ketendossier.  
  




In dit onderzoek wordt, daar waar het om ketensystemen gaat, vooral gekeken naar het ketenniveau. Het 
grondvlak komt bij de organisatie rondom ketens summier in beeld maar we richten ons in dit document primair 
op ketendossiers in het ketenniveau.  
De huidige NORA is opgedeeld in een 10-tal basisprincipes. Deze basisprincipes vormen de kapstok voor de 
principes waarnaar we op zoek gaan. Met andere woorden. De basisprincipes zijn het uitgangspunt en die staan 
in dit onderzoek niet ter discussie.  
Dan is er nog het vraagstuk over de mate van verdieping. Verdieping over het onderwerp ketendossiers gebeurt 
aan de hand van het uitwerken van een aantal thema‟s die regelmatig terugkeren w anneer ketendossiers in het 
nieuws zijn. Hoofdstuk 4 definieert die thema‟s aan de hand van een vooronderzoek.  
Elk thema zou een apart onderzoeksgebied kunnen zijn. Het is dus oppassen dat het onderzoek niet veel te 
breed wordt en te lang gaat duren.  Om te voorkomen dat elk thema weer een apart onderzoeksonderwerp gaat 
worden zal eerst geprobeerd worden om op zoek te gaan naar wetenschappelijk vastgestelde principes binnen 
dat thema. Als die gevonden zijn zullen die gebruikt worden ter ondersteuning van he t hoofdonderwerp 
“ketendossiers”. Wanneer die niet te vinden zijn zal het thema wat verder uitgediept worden en zal, aan de hand 
van “gezond verstand” gepoogd worden om principes af te leiden van de theorie.  
 
3.5 Onderzoeksontwerp en – aanpak 
 
3.5.1 De start – Quickscan 
 
Een quickscan naar het onderwerp „ketendossier‟ in relatie tot „architectuur‟ en „referentiearchitectuur‟ en „NORA‟  
leidt al snel tot de constatering dat er weinig wetenschappelijke literatuur is rondom ketendossiers (peildatum 
juni 2008). De quickscan bestaat uit een korte zoektocht waarbij een beeld wordt gevormd over wat 
ketendossiers nu zijn en vooral welke problemen er zijn rondom ketendossiers.  
 
3.5.2 Vooronderzoek – Mediascan 
 
In een overleg met de opdrachtgever is daarom een vooronderzoek uitgevoerd naar de randvoorwaardelijke 
onderwerpen die een rol spelen bij de discussie over ketendossiers. De analyse van de resultaten levert een 
aantal thema‟s op die een rode draad vormen bij de problematiek rondom ketendossiers .  
 
3.5.3 Het onderzoek 
 
Het feitelijk onderzoek bestaat uit 2 delen. Een deskresearch om begrip te krijgen van de materie en een 
praktisch onderzoek. 
Het theoretisch onderzoek volgt de gevonden thema‟s uit het vooronderzoek  en brengt in beeld hoe 
wetenschappers denken over de thema‟s . Het theoretisch onderzoek brengt tevens een aantal onderwerpen in 
beeld die niet direct gekoppeld zijn aan de thema‟s maar die wel van belang zijn voor de begripsvorming van dit 
onderzoek. Zo wordt bijvoorbeeld de vraag beantwoord wat ketens nu precies zijn en hoe  architectuur bij kan 
dragen aan een goed ketendossier. 
Nadat een theoretisch kader is opgesteld wordt het praktijkdeel uitgevoerd  waarbij de principes geëxtraheerd 
worden uit de theorie. Deze principes worden gepresenteerd door middel van een enquête aan een grote groep 
architecten en informatiedeskundigen die betrokken zijn bij ketendossiers. Aan de hand van een aantal 
opgestelde beslisregels volgt een ordening van de lijst waar de bovenste 10 principes van afgeroomd zullen 
worden. Deze vormen de shortlist  voor de empirische toetsing door middel van een aantal interviews. De 
confrontatie bij de verschillende soorten ketendossiers moet inzicht gaan verschaffen in het succesvol bijdragen 
van het principe. 
Grafisch kan het onderzoek als volgt worden weergegeven in een onderzoeksontwerp: 

































Figuur 1: Onderzoeksmodel 














Tijdens de start van het theoretisch onderzoek bleek al snel dat het zoeken naar de combinatie van 
ketendossiers in samenhang met de NORA onvoldoende wetenschappelijke artikels opleverde om een goed 
onderbouwd verslag  te kunnen maken.  
Over ketennetwerken is veel wetenschappelijk materiaal te vinden. Tijdens de zoektocht kwamen veel 
documenten boven water die de keten, en met name het dominante ketenprobleem in beeld brachten . Grijpink 
(2007) richt zich hierbij vooral op het dominante ketenprobleem. Deze laten echter het dossier links liggen of het 
wordt sporadisch genoemd.  
Om te komen tot een themaoverzicht is in een kort tijdsbestek een groot aantal artikels bij elkaar gezocht uit 
populaire media. Het gaat er hier om de vraag beantwoord te krijgen of er een patroon van thema‟s te 
herkennen is. Classificatie wordt gedaan op basis van de inhoud. Inhoudelijk wordt gekeken waar het artikel over 
gaat en wat de bottleneck is. Deze worden zoveel mogelijk gegroepeerd op basis van common sense.  
Ketendossiers maken onderdeel uit van een ketennetwerk. Rondom ketendossiers is veel te doen in de media. 
Wanneer je de berichten in de media een beetje volgt komen een aantal thema‟s geregeld terug. Enkele 





De volgende (populaire) media zijn gebruikt bij de samenstelling van een artikellijst ( bijlage B): 
 Automatiseringsgids  
 Internet kranten  
 Nu.nl  
 internet websites  
 
Het mediaonderzoek levert door classificatie op een groot aantal artikels een aantal kenmerkende thema ‟s op die 
als rode draad lopen bij ketendossiers. Deze zullen gebruikt gaan worden bij het opzetten van een theoretische 




In totaal zijn er 14 artikels gelezen. Er zijn veel thema‟s die de kop op steken maar er zijn 3 thema‟s die 
frequent terugkeren. Deze zijn  
 Privacy 
 Beveiliging 
 Organisatie/Coördinatie van de keten 
 
Daarnaast komen zaken rond gegevensmodellen, beheer en dergelijke ook terug maar die zijn vaak ook weer 
onder een van de 3 genoemde thema‟s onder te brengen. De thema‟s zijn gegroepeerd door het artikel te 
classificeren.  
Tabel 1 toont het aantal keren dat een onderwerp is voorgekomen in de 14 artikels.  
tabel 1: Breakdown Mediaonderzoek 
Thema Aantal  keren geteld 
Privacy van gegevens in dossiers 5 
Beveiliging van gegevens en ketens 3 
Organisatie van ketens 6 
 
 





Privacy van gegevens (dossiers) 
De artikels die in deze categorie vallen gaan met name over de inzichtelijkheid van de gegevens in 
ketendossiers. Artikels over dossiers die „per ongeluk‟ op straat komen te liggen en wie nu wel of niet  toegang 
krijgen vormen de kern van dit thema. 
Beveiliging van gegevens en ketens  
Een beetje inherent aan privacy gaat het hier vooral om artikels die niet zozeer over de gegevens zelf gaan als 
wel om de methoden waarop dossiers worden (of n iet worden) beveiligd tegen onjuist gebruik. De thema‟s 
privacy en beveiliging zijn bij enkele artikels beiden terug te vinden.  
Organisatie van ketens 
Hieronder vallen alle artikels die betrekking hebben op het organiseren van de keten en het beheer van d e 
keten. Visie, beleid, procedures horen tot deze categorie.  
 
4.4 Terug naar de onderzoeksvragen 
 
Bij de formulering van de onderzoeksvragen is de volgende vraag gesteld:  
Wat zijn de centrale thema‟s die spelen bij ketendossiers ?  
Uit het vooronderzoek in populaire media is te constateren dat 3 onderwerpen zeer regelmatig terugkomen 
wanneer het gaat om ketendossiers. Deze zijn:  
 Organisatie van het ketendossier 
 Privacy van gegevens 
 Beveiliging van de gegevens 
 
In het volgende hoofdstuk zal er verder ingezoomd wo rden op deze thema‟s waarbij vanuit de literatuur wordt 
bekeken wat wetenschappelijk is onderzocht over deze thema‟s.  
  




5 THEORETISCH ONDERZOEK 




Het theoretisch onderzoek is opgebouwd rondom de 3 belangrijke thema‟s die herhaaldelijk terugkomen in de 
media (zie hoofdstuk 4). Deze thema‟s zijn:  
 De organisatie rondom het keten dossier. 
 De privacy van de gegevens. 
 De beveiliging van de toegang tot het ketendossier. 
 
Om de centrale onderzoeksvraag te kunnen beantwoorden worden deze thema‟s gebruikt om principes te kunnen 
extraheren. Dit wordt in hoofdstuk 6 uitgevoerd. Om ervoor te zorgen dat de principes niet uit de lucht komen 
vallen maar gedegen onderbouwd zijn, wordt in dit hoofdstuk eerst een theoretische onderbouwing gegeven.   
 
5.2 Opzet van het theoretisch onderzoek 
 
Voordat de thema‟s aan de beurt komen is het eerst van belang dat een aantal belangrijke onderwerpen 
beschreven worden voor de lezer die inhoudelijk niet op de hoogte is van de materie.  
Paragraaf 5.1 tot en met 5.5 zijn paragrafen die de lezer een aantal begrippen en definities introduceert. Er 
wordt ingegaan op wat ketens zijn, wat ketendossiers zijn  en hoe architectuur hier inpast. 
De onderwerpen komen in deze volgorde aan bod:  
- Ketens 
Wat zijn ketennetwerken, welke soorten zijn er en waar gaan we ons op richten.  
- Ketendossiers 
Wat zijn ketendossiers, welke soorten zijn er. 
- Architectuur 
Welke soorten architectuur zijn er en hoe kan architectuur een bijdrage leveren.  
Na deze 3 algemene onderwerpen volgt de verdieping van de thema‟s (paragraaf 5.6 tot en met 5.8). Hier 
worden de gevonden thema‟s uit het vooronderzoek verder uitgediept.  
- Organisatie van de ketendossier 
Eerste thema: Hoe kan de organisatie van een ketendossier ingericht worden.  
- Privacy van gegevens 
Het tweede thema: Hoe kan privacy gewaarborgd worden.  
- Beveiliging van gegevens 
Het derde thema: Hoe past beveiliging in het onderwerp ketendossiers. 
Aan het eind wordt nog even kort samengevat wat er in de theorie is gevonden en wordt vooruit geblikt naar het 














Deze paragraaf probeert duidelijk te maken wat ketens zijn, de aandachtspunten en welke soorten ketens er zijn 
en wat ketens onderscheid van gewone organisaties. Het doel van deze paragraaf is met name zorgen voor 
beeldvorming bij de lezer en aangeven waar de problemen met betrekking tot de drie verdiepingsthema‟s zitten.  
 
5.3.2 Definitie van ketens 
 
Voordat we op zoek gaan naar een definitie van ketens voor dit onderzoek is het interessant om leentjebuur te  
doen bij een gelijksoortig systeem: De Supply Chain (productieketen).  
 
In het artikel supply chain management (Mentzer, 2001) wordt de keten beschreven als een groep organisaties 
met als gezamenlijk doel om grondstoffen te delen. Een product wordt gezamenlijk opgebouwd door de 






Grijpink (2007) heeft onderzoek gedaan naar informatieketens en geeft de volgende definitie van ketens : 
“Tijdelijk maar wel structureel samenwerkingspatroon van een groot aantal onafhankelijke organisaties en 
professionals rond een dominant ketenprobleem , gericht op een immaterieel maatschappelijk product” . 
 
Als we bovenstaande definities koppelen kunnen we stellen dat een keten een aaneenschakeling is van 
organisaties en professionals met als gezamenlijk doel om een product, in dit geval een ketendossier, af te 
leveren aan de afnemer. Kenmerkend is het dominante ketenprobleem, of te wel, de reden van het bestaan van 
de keten.  
 
5.3.3 Views op de keten 
 
Bij de scope van dit onderzoek (zie: paragraaf 3.4) is aangegeven dat in dit onderzoek voornamelijk gekeken 
wordt naar het ketenniveau. Het grondvlak wordt als „vanzelfsprekend‟ beschouwd. Wat ketenniveau en 
grondvlak zijn wordt hier verder uitgewerkt.  











Figuur 2: Grijpink 
  




1. Het Grondvlak  
Dit is het stuk ICT bij de broneigenaar. De broneigenaar is verantwoordelijk voo r het juist inzetten en 
onderhouden en beheren van zijn systemen. De informatie in de bronsystemen die van belang is voor 
het dossier komt via het ketenniveau in het dossier terecht. Op het grondvlak spelen de interne 
organisatie en IT processen een rol in de context van de organisatie. De organisatie voert de regie en 
handelt uit eigen belang en visie.  
2. Het Ketenvlak 
Met de komst van ketendossiers vervagen de grenzen waarbinnen gegevens zich bevinden. Een 
keteninformatiesysteem koppelt de bronsystemen van ketenpartners tot een ketendossier. Hierbij maakt 
het fysiek niet uit waar de bronsystemen zich bevinden. Dit samenspel eist dat anders gekeken wordt 
naar de organisatie als geheel van keteninformatiesystemen. Hie r ontstaat het „ketenniveau ‟. Op het 
ketenniveau sturen gemeenschappelijk beheerde keteninformatiesystemen de keten brede communicatie 
tussen ketenpartners. 
In dit onderzoek richten we ons met name op het ketenvlak omdat daar het spanningsveld ontstaat 
tussen de verschillende ketenpartners. Tevens wordt daar de infrastructuur gebouwd waar ketenpartners 
wel gebruik van maken maar als zodanig niet verantwoordelijk zijn (tenzij dit is afgesproken in een 
ketenovereenkomst). Op het grondvlak is de ketenpartner zelf de baas en bepaalt hier zijn eigen beleid.  
5.3.4 Ketenmodellen 
 
Tijdens het onderzoek zijn drie ketenmodellen stelselmatig voorbij gekomen. We bekijken die hieronder even 
kort omdat zij inzicht verschaffen in de thema ‟s die later aan bod komen namelijk Organisatie, beveiliging en 
privacy. 
 Distributed ketenmodel (conform Grijpink 1997, Warnier 2007) voorbeeld EPD. 
 Redundant ketenmodel (conform Microsoft, Google) voorbeeld Elektronisch Leerdossier (ELD) en Gemeenschappelijke 
Basisadministratie (GBA). 























Figuur 3: Distributed ketenmodel 





Distributed ketenmodel (voorbeeld: EPD) 
 
Figuur 3 toont een ketenmodel die we hier het Distributed ketenmodel noemen. Afnemers worden door middel van 
verwijsinformatie (verwijsindex) geleid worden naar de informatie in de bronsystemen van de ketenpartners . De 
data blijft in de bronsystemen en mutaties worden alleen door de ketenpartners uitgevoerd. In de centrale 
database van het keten worden alleen verwijsindexen opgeslagen.  
 
Er kan in dit geval ook gebruik gemaakt worden van nummerstelsels en veri ficatieregisters (Grijpink, 1997). Deze 
„bronbestanden‟ kunnen in de keten worden opgenomen waarbij de aanbieder dan als ketenpartner moet worden 
opgenomen. Bronsystemen moeten altijd online zijn , in dit geval om gegevens in te kunnen zien.  
 
Omdat de gegevens niet in een aparte database staan maar bij de aanbieder, is hier de beschikbaarheid van 
belang. Immers als de database van de aanbieder niet beschikbaar is zullen de gegevens ook niet in het dossier 
verschijnen. Tenzij er gebruik wordt gemaakt van een kopiedatabase. Daarnaast moet duidelijk zijn wie gegevens 

















Redundant ketenmodel (voorbeeld: ELD) 
Model waarbij de ketenpartners gebruik maken van een centrale database. Alle gegevens worden in de centrale 
database opgeslagen. Elke ketenpartner heeft een eigen bronsysteem. Het is de keten beheerder die bepaalt 
welke informatie in het ketendossier wordt opgenomen. Deze data wordt in de centrale  database opgeslagen. 
Hierdoor hoeven de bronsystemen niet online te zijn om toch de gegevens in te kunnen kijken van een 
ketendossier. Synchronisatie moet ervoor zorgen dat gegevens up-to-date blijven.  Een afgeleide variant van 
deze is bijvoorbeeld de basisadministratie Personen, Gebouwen en Geoinformatie. Hierbij wordt een deel van de 
database op grondvlakniveau bewaard als „cache‟ zodat niet alle data steeds over de lijn opgevraagd moet 
worden. Periodiek wordt de inhoud ververst. Dit bevordert de snelhe id van het ketensysteem. 
Figuur 4: Redundante ketenmodel 
  




Aandachtspunt is hier hoe je er voor zorgt dat de centrale gegevensbank en de bronsystemen van de aanbieders 
consistent zijn. De ketenbeveiliging dient zich met name toe te spitsen op de informatie in de centrale 



















Hybride ketenmodel (voorbeeld: Strafrechtdossier) 
 
Gegevens worden op twee plekken bewaard. Bij de ketenpartner in het bronsysteem in afgesloten ketendossiers, 
of definitieve ketendossiers in het Permanente Database systeem dat elders gepositioneerd is. Realtime inkijken 
van informatie gebeurt bij de ketenpartners door middel van een doorverwijzing via bijvoorbeeld een 
verwijsindex. De informatie in de ketendossiers  die de „permanent‟ status verkrijgen mogen niet meer gewijzigd 
worden. Het is van belang voor het ketendossier dat deze gegevens niet meer worden aangepast bijvoorbeeld 
om te voorkomen dat de gegevens bewust gemanipuleerd worden.  
 
Voor de gegevensbank met de verwijsindexen gelden dezelfde aandachtspunten als bij het Distributed model. 
Aandachtspunten bij de database met permanente dossiers is ervoor te zorgen dat mutatie van gege vens niet 







Figuur 5: Hybride ketenmodel 








Deze paragraaf gaat verder in op een onderdeel van de keten, het ketendossier. Vragen die beantwoord gaan 
worden zijn: Wat is een ketendossier, welke soorten zijn er, wie bepaalt er nu wat er in een ketendossier komt.  
Een ketendossier is een verzameling van verschillende gegevens, die op één (juridische) zaak of persoon of 
organisatie betrekking heeft. Kenmerkend hierbij is dat gegevens uit één of meerdere databestanden 
(bronbestanden) gehaald worden en door meerdere gebruikers/organisaties gebruikt worden om ketendossiers  
samen te stellen. De digitale gegevens hebben wel steeds betrekking op maar één persoon, organisatie of één 
zaak (Solove, 2004). 
Steeds meer gegevens worden in ketendossiers verzameld (virtueel of fysiek) en dat zal van invloed zijn op ons 
leven. Ketendossiers stellen eisen aan de manier waarop we met gegevens omgaan en ook hoe eigenaren van 
bronbestanden deze gegevens verzamelen, verwerken en vrijgeven. Het privacy  aspect steekt hier de kop op. 
Ook de manier waarop overheden acteren in ketens is hierbij van belang (Solove, 2004). 
In organisaties zelf zijn ook ketens aanwezig en worden ketendossiers opgesteld en beheerd. De zogenoemde 
waardeketen is een keten van activiteiten. Producten passeren de achtereenvolgende activiteiten van de keten 
en verwerven hierbij bij iedere activiteit enige waarde (Porter, 1985). Deze filosofie is ook los te laten op 
informatie. Elke afdeling levert toegevoegde waarde aan een stukje van de totale informatiebron in een 
organisatie. De samenstelling van een ketendossier is dus het  eindproduct van de (informatie)waardeketen. 
Vandaar dat we in dit stuk steeds spreken over ketendossiers .  
5.4.2 Interorganisatorisch en intra-organisatorisch 
 
In dit document worden de termen intra-organisatorisch en interorganisatorisch gebruikt om het verschil aan te 
geven hoe dossiers gevuld worden. Daarom worden de termen hier wat verder verduidelijkt.  
Figuur 6 toont een traditionele vorm van ketendossiervorming in een organisatie. Dit noemen we hier de intra-
organisatorische ketendossiers. Kenmerkend is dat de bronsystemen in één en dezelfde organisatie 













Figuur 6: Intra-organisatorisch Dossier 
 
figuur 7 toont een ketendossier waarbij verschillende organisaties verantwoordelijk  zijn voor de inhoud van 
het dossier. We noemen dit hier interorganisatorische dossier.  
  




















figuur 7: Interorganisatorisch dossier 
 
Dit is een voorbeeld van een fictief patiëntendossier ter verduidelijking van het begrip. 
In figuur 7 zijn verschillende organisaties te zien: Een Centraal Registratie Kantoor, verantwoordelijk voor de 
basisgegevens van een patiënt. Verder de Huisarts, verantwoordelijk voor het vastleggen omtrent 
behandelgegevens en de apotheek, verantwoordelijk voor het vastleggen welke medicijnen de patiënt heeft 
gekregen. Deze 3 organisaties noemen we ketenpartners en kunnen geografisch ver van elkaar gesitueerd zijn.  
De gegevens van deze 3 instellingen vormen in bovenstaande figuur een patiëntendossier. Dit dossier kan ergens 
anders weer opgeslagen zijn maar het kan ook zijn dat deze gegevens als dossier niet worden opgeslagen omdat 
de bronsystemen bij de verschillende organisaties aanwezig zijn.  
 
Ook in dit geval spreken we over ketendossiers en is de denkwijze van Porter van toepassing. Alleen leveren nu 
niet de afdelingen de toegevoegde waarden maar de diverse organisaties.  
 
Een belangrijke eigenschap van een interorganisatorisch dossier is dat de output van de ene organisatie de input 
van de andere organisatie is. Hier zijn organisaties vaak bang om de greep te verliezen op het eigen werk en op 
de eigen informatie. Het eigen werk kan ten gevolge van informatiewisseling worden verstoord. Dit schept 
verwachtingen op het gebied van beheer van beschikbaarheid en juistheid van de gegevens (Grijpink, 1997). 
5.4.3 Informatie initiatief 
 
In de literatuur zijn verschillende soorten manieren terug te vinden hoe de vulling van ketendossiers  tot stand 












1. Bottom-up: Het subject waarover het ketendossier gaat bepaalt de inhoud.  
(Microsoft Healthvault*, Google Health*). 
2. Top-down: De organisatie(s) verantwoordelijk voor het dossier bepaalt de inhoud.  
(EPD, Elektronisch Klantdossier (EKD)) 
1. Bottom-up ketendossier 
Bij bottom-up ketendossiervorming is de persoon (subject) waarop het ketendossier van toepassing is, zelf 
verantwoordelijk voor welke informatie in zijn of haar ketendossier terecht komt. Hierbij kan de betreffende 
persoon zelf aangeven welke informatie van andere bronsystemen wordt toegevoegd en kan de persoon zelf 
ook informatie toevoegen. Voorbeelden hiervan zijn Microsoft Healthvault (http://msdn.microsoft.com/en-
us/healthvault/bb802509.aspx) en Google Health (https://www.google.com/accounts/ServiceLoginAuth?- 
service=health).  
Bij de toepassing van bottom-up ketendossiervorming moet het subject ook worden opgenomen als 
ketenpartner omdat deze een actieve bijdrage levert aan het leveren van informatie in het dossie r. Het 
subject is dus broneigenaar.  
De moeilijkheid die hier optreedt is de vraag of kwaliteitseisen  die je stelt aan bijvoorbeeld een de 
broneigenaar „ziekenhuis‟ ook gesteld kunnen worden aan een particuliere „broneigenaar‟. Kun je verwachten 
dat de veiligheidseisen die gesteld worden aan een bronsysteem van een ziekenhuis, één op één 






















2. Top-Down Ketendossier 
Ketendossiers worden opgebouwd door middel van het verzamelen van gegevens uit bronbestanden van 
verschillende organisaties. Hierbij is meestal al vastgelegd welke informatie in het dossier mag verschijnen 
(bijvoorbeeld door de overheid). Het subject op wie het dossier betrekking heeft kan de gegevens wel inzien 
maar kan ze verder niet muteren of verwijderen. Het zijn de ketenpartners  of de ketenbeheerder die bepalen 
wat er in het dossier terecht komt. 
                                                 
* NB: Het is niet helemaal duidelijk hoe e.e.a. werkt bij Google en Microsoft omdat zij geen informatie beschikbaar willen stellen. Op de site is te lezen dat 
informatie lokaal in de database wordt opgeslagen en dat de eigenaar zelf bepaalt welke informatie wordt opgeslagen en wie toegang tot die informatie 
verkrijgt. Er is niet terug te lezen of en hoe synchronisatie plaatsvindt. 
  













































Grijpink (2007) kenmerkt ketens door een samenwerkingsverband tussen verschillende organisaties rondom een 
centraal onderwerp of dominant ketenprobleem. Organisaties leveren de informatie die onderdeel wordt van het 
ketendossiers. Daarbij heeft elke organisatie een eigen agenda daar waar het gaat om het hebben van eigen 
belangen en het gezamenlijk belang van de keten. 
In dit onderzoek richten we ons met name op het ketenniveau  (zie ook 3.4 Scope) en wordt aangenomen dat een 
ketenpartner met een eigen bronsysteem die een actieve bijdrage levert aan de inhoud van een dossier, zelf zijn 
verantwoordelijkheid neemt om ervoor te zorgen dat de informatie die hij aan moet leveren altijd volledig en 
juist is. Warnier (2008) doet een vergelijkbare uitspraak rondom de beveiliging van het strafrechtdossier. 
Waarom architectuur een bijdrage kan leveren aan ketens en welke niveaus van architectuur er zijn wordt in de 
volgende paragrafen verder behandeld.  
Ten slotte wordt nog even kort in gegaan op twee vormen van architectuur  waarmee gegevens ontsloten kunnen 
worden: Software as a Service en Service Oriënted Architecture. Deze twee methoden zijn voorbeelden van 
manieren waarop ketenpartners bestaande systemen gekoppeld kunnen worden aan een keteninformatiesysteem 
zonder dat er aan de kant van de ketenpartner grote wijzigingen doorgevoerd moeten worden zoals de 
implementatie van een nieuw informatiesysteem.  
5.5.2 Waarom Architectuur? 
 
Volgens Rijsenbrij (2004) is digitale architectuur  een coherente, consistente verzameling principes , verbijzonderd 
naar uitgangspunten, regels, richtlijnen en standaarden die beschrijft hoe een onderneming, de 
informatievoorziening, de applicaties en de infrastructuur zijn vormgegeven en zich voordoen in het gebruik.  ICT 
Architectuur draagt bij aan de besturing van  IT (Rijsenbrij, 2004) en is cruciaal bij de continuering van van een 





onderneming (Rijsenbrij, 2005). Door de complexiteit van IT bij systemen waarbij verschillende organisaties een 
eigen rol spelen en meestal eigen agenda‟s hebben kunnen architectuur  principes een bijdrage leveren aan de 
complexiteit van de IT besturing van een keten.   
Architectuur, zeker in de digitale wereld, is principe georiënteerd. Principes zijn richtinggevende uitspraken ten 
behoeve van essentiële besliss ingen, een fundamenteel idee bedoeld om een algemene eis te vervullen.  Een 
principe als „de klant kan 24 uur per dag zaken met ons doen‟ is een principe dat nogal wat consequenties heeft 
voor de presentatie in het digitale contact (Rijsenbrij, 2004). 
Er wordt gestreefd naar een optimale samenhang en afstemming tussen processen (procesarchitectuur), 
toepassingen en informatiesystemen ( informatievoorzieningarchitectuur) en de ICT-infrastructuur 
(informatietechnologische architectuur) met als doel een beheersbare, efficiënte en effectieve 
informatievoorziening. Om dit doel te bereiken is een goede ICT-besturing noodzakelijk, waarbij beslissingen 
aangaande de informatievoorziening worden gefundeerd op deze architectuur  (Rijsenbrij, 2004). 
  
5.5.3 Extended Enterprise Architectuur 
 
Architectuur kan op diverse niveaus worden opgemaakt. Gangbaar is de Enterprise Architectuur; een High-level 
ontwerp van de onderneming; indeling in domeinen waaronder processen, applicaties en tech nische 
infrastructuur. 
Het nadeel van Enterprise Architectuur is dat het zich met name richt op de eigen interne organisatie en niet 
over de grenzen kijkt naar buiten. Voor koppeling van organisatie met „ecosysteem‟ zoals klanten en leveranciers 
is de Extended Enterprise Architectuur (ANSI, 2000) opgesteld. Hierbinnen behoort de Ketenarchitectuur.  
De IEEE 1471-2000 beschrijft dat het kenmerk van de Extended Enterprise  Architecture is dat deze kijkt over de 
grenzen van verschillende organisaties en niet naar één organisatie specifiek. Dit introduceert een extra groep 
van stakeholders (belanghebbenden) namelijk de externe organisaties die afhankelijk zijn van de gegevens van 
een andere organisatie.  
Berkelaar et al. (2008) noemen in dit kader de Federatie Architectuur . Een federatiearchitectuur focust zich op 
wat noodzakelijk gemeenschappelijk moet worden afgesproken en legt zich in di e zin beperkingen op voor wat 
betreft de scope van de architectuur. Daarnaast is consensusvorming over de inhoud van de architectuur 
cruciaal.  Er wordt veel nadruk gelegd op het vormen van een federatieorganisatie  waarin architecten uit 
verschillende organisaties die deel uitmaken van de federatie deelnemen . 
 
5.5.4 Referentie Architectuur 
 
Voor de verklaring van de term “Referentie Architectuur” nemen we de verklar ing zoals die op het Landelijk 
Architectuur Congres 2009 is gepresenteerd (Greefhorst, 2009). 
Een referentiearchitectuur is een generieke architectuur voor een klasse van systemen, gebaseerd op best 
practices. 
Verder kan daarbij gemeld worden bij een referentiearchitectuur: 
 Is generiek. Blauwdruk om te komen tot concrete architectuur. 
 Beschrijft generieke structuur om te komen tot specifieke structuur. Beschrijft met name de logische structuur. De 
contextspecifieke invulling is van minder belang. 
 Geldt voor een klasse van systemen en niet specifiek voor één systeem. Herbruikbaar. Blauwdruk voor een bepaalt 
systeem. 
 Best Practices. Algemeen geaccepteerd en bewezen in de praktijk.  
 
Een standaardarchitectuur is meestal prescriptief en is doorgaans de invulling  van een organisatie aan een 
Referentie Architectuur maar is minder abstract.  
Referentie Architectuur en Extended Enterprise Architectuur of Federatie Architectuur zijn dus niet hetzelfde. 
Referentie Architectuur kan ook op toepassing zijn voor één organisatie. Extended Enterprise Architectuur is 
  




altijd van toepassing op meerdere organisaties die gezamenlijk een doel hebben. Door het abstracte karakter van  
een Referentie Architectuur is deze wel heel goed toepasbaar binnen de Extended Enterprise Architectuur.  
5.5.5 NORA 
 
De Nederlandse Overheid Referentie Architectuur  (NORA) is een Referentie Architectuur document opgebouwd 
rondom 10 fundamentele principes en een lijst met begrippen (ICTU, 2009). 
Het doel van de NORA is om principes te kunnen leveren aan organisaties in de publieke sector om samenhang in 
de bouw en inrichting van de (elektronische) overheid te laten ontstaan.  De huidige NORA zit op versie 2.0. 
Inmiddels is het ICTU bezig om NORA versie 3.0 vorm te geven.  Kenmerkend verschil tussen NORA versie 2.0 en 
NORA versie 3.0 is dat in versie 3.0 uit gegaan wordt van 10 basisprincipes. Onder deze basisprincipes worden 
vervolgens de inrichtingsprincipes opgehangen.  
tabel 2: NORA Basisprincipes 
Nr Principe Beschrijving 
1 Proactief  Afnemers krijgen de dienstverlening waar ze behoefte aan 
hebben. 
 
De dienstverlener neemt het initiatief om de afnemer te 
informeren als hij uit beschikbare informatie kan afleiden dat 
deze voor de afnemer van belang is.  
2 Vindbaar Afnemers kunnen de dienst eenvoudig vinden. 
 
Diensten kunnen worden terug gevonden daar waar je ze zou 
verwachten. Mocht de afnemer bij de verkeerde 
dienstverlener uitkomen dan wordt hij toch geholpen („no 
wrong door‟).  
3 Toegankelijk Afnemers hebben eenvoudig toegang tot de dienst . 
 
Dienstverleners sluiten aan bij de manier waarop afnemers 
contact met hen willen onderhouden. Dit betreft de keuze van 
het beschikbare communicatiekanaal, het tijdstip en 
gebruiksvriendelijkheid. 
4 Standaard Afnemers ervaren uniformiteit in de dienstverlening door het 
gebruik van standaardoplossingen. 
 
Generieke oplossingen die breed worden toegepast. Zoals 
gedeelde processen en systemen (shared services) of 
toepassing van open standaarden op eigen processen en 
systemen. 
5 Gebundeld Afnemers krijgen gerelateerde diensten gebundeld 
aangeboden. 
Indien (deel)diensten vanuit het perspectief van de afnemer 
nauw aan elkaar zijn verwant, dan worden deze gebundeld 
gepresenteerd aan de afnemer. 





6 Transparant Afnemers hebben inzage in voor hen relevante informatie . 
 
De dienstverlener geeft afnemers vooraf, tijdens en na het 
uitvoeren van een dienst informatie over het resultaat, het 
proces en de gebruikte gegevens. 
7 Noodzakelijk Afnemers worden niet geconfronteerd met overbodige zaken. 
 
De dienstverlener gebruik informatie die bekend is en stelt 
informatie beschikbaar aan andere dienstverleners. 
Procedures en regelgeving zijn eenvoudig, zodat de afnemer 
zo min mogelijk informatie hoeft te verstrekken.  
8 Vertrouwelijk Afnemers kunnen erop vertrouwen dat informatie niet wordt 
misbruikt. 
 
De dienstverlener garandeert dat informatie alleen 
toegankelijk is voor bevoegde personen en alleen wordt 
gebruikt voor het doel waarvoor het nodig is.  
9 Betrouwbaar Afnemers kunnen erop vertrouwen dat de dienstverlener zich 
aan afspraken houdt. 
 
De beschikbaarheid een kwaliteit van diensten voldoen aan 
vooraf bepaalde normen. Aangeboden informatie dient 
authentiek, actueel en volledig te zijn. Processen zijn zodanig 
ingericht dat dit is gegarandeerd en monitoring van het 
kwaliteitsniveau plaatsvindt. 
10 Ontvankelijk Afnemers kunnen input leveren over de dienstverlening . 
 
Afnemers kunnen correcties, klachten, ideeën enzovoort kwijt 
bij de dienstverlener. Die gebruikt deze input om de kwaliteit  
van de dienstverlening te verbeteren. 
 
 
5.5.6 Basisregistraties en authentieke gegevens 
 
Daar waar het gaat om het verzamelen van gegevens om een dossier op te kunnen bouwen kunnen we niet om 
de basisregistraties heen. De overheid heeft al veel moeite gedaan om gegevens te ver zamelen om de 
dienstverlening naar de burgers en bedrijven te verbeteren. Hierin zitten al veel gegevens die wellicht gebruikt 
kunnen worden bij de samenstelling van dossiers . 
Er zijn twaalf basisregistraties aangewezen. Deze basisregistraties bevatten een aantal basisgegevens die 
veelvuldig gebruikt worden in de dienstverlening en besluitvorming van overheidsorganisaties en organisaties 
met een publiekrechtelijke taak.  
Op grond van principes als verbetering van de dienstverlening door de overheid en eenmalige 
gegevensverstrekking, meervoudig gebruik, heeft de wetgever gekozen voor verplicht gebruik van deze 
  




zogenoemde “authentieke” gegevens. Er mogen niet meer gegevens verwerkt worden voor het doel waarvoor de 
gegevens gebruikt worden (doelbindingsprincipe).  
In tabel 3 staan 9 door de overheid gedefinieerde basisregistraties . (Bron: Ministerie van Binnenlandse 
Zaken en Koninkrijksrelaties uit de zesde voortgangsrapportage e-overheid, 
http://www.minbzk.nl/114259/zesde). 
tabel 3: 9 toegekende basisregistraties 
Afkorting Naam Wet in 
Werking 
Realisatie 
GBA Gemeenschappelijke Basisadministratie voor 
persoonsgegevens 
2007 2010 
NHR Nieuwe Handelsregister 2008 2010 
BAG Basisregistratie Adressen en Gebouwen 2008 2010 
BRT Basisregistratie Topografie 2008 2008 
BRK Basisregistratie Kadaster 2008 2008 
KR Basisregistratie Voertuigen 
(kentekenregistratie) 
2008 2008 






BRI Basisregistratie Inkomens 2008 2009 
WOZ Basisregistratie Onroerende Zaken 2009 2009 
 
Naast bovenstaande basisregistraties zijn er 3 potentiële basisregistraties. 
 
tabel 4: potentiële basisregistraties 
Afkorting Naam 
RNI Registratie Niet Ingezetenen 
GBKN Grootschalige Basiskaart Nederland 
BRBO Basisregistratie Bodem en Ondergrond 
 
Er zijn door de overheid 12 principes vastgelegd met betrekking tot basisregistraties. Deze zijn o.a. terug te 











tabel 5: twaalf eisen 
Nr Eis Beschrijving 
1 Bij wet geregeld Er mag vanuit worden gegaan dat de gegevens die opgenomen zijn in de 
basisregistraties juist zijn en dat de gebruiker zelf geen onderzoek meer 
hoeft te doen naar de juistheid van het gegeven.  
2 Terugmeldplicht Door breed gebruik van de gegevens zullen onvolkomenheden sneller 
opgepikt worden. Afnemers van gegevens hebben de plicht om 
onvolkomenheden te melden aan de houder van de gegevens. De houder van 
de gegevens heeft de plicht om die meldingen serieus te onderzoeken.  
3 Verplicht gebruik De authentieke gegevens moeten verplicht worden gebruikt door de overheid. 
Dit om te voorkomen dat instanties zelfstandig de gegevens opnieuw gaan 
vastleggen. 
4 Aansprakelijkheid Er moet duidelijkheid zijn rondom de aansprakelijkheid van de vas tgelegde 
gegevens.  
5 Kosten Kosten dienen transparant te worden gemaakt. Bekostiging is een lastig 
onderwerp omdat de kosten gemaakt worden daar waar niet de baten 
gemaakt worden. Een houder van een basisadministratie moet kosten maken 
om die gegevens aan te kunnen bieden. Een gebruiker van deze gegevens 
kan hier de vruchten van plukken. De Minister van de basisregistratie, de 
houder en gebruikers dienen hierover afspraken te maken.  
6 Inhoud en Bereik Er dient helder te zijn welke gegevens in de basisreg istratie zijn opgenomen. 
Belangrijk hierbij zijn dat definities over de gegevens worden opgenomen en 
het domein waarover de gegevens worden vastgelegd. Al deze 
(meta)gegevens dienen te worden vastgelegd in een gegevenswoordenboek.  
7 Afspraken en procedures 
tussen houders en 
afnemers. 
Er dienen duidelijke afspraken gemaakt te worden rondom de vastgelegde 
gegevens. Denk hierbij aan changemanagement en formaten voor 
uitwisseling van gegevens (standaardisatie). Verder is van belang dat de 
verschillende rollen van de betrokken partijen ten opzichte van de gegevens 
en ten opzichte van elkaar vastgesteld zijn.  
8 Toegankelijkheid Er zal sprake zijn van zowel open als gesloten basisregistraties  met name 
gezien de privacygevoeligheid. Van belang hierbij zijn aanwezigheid van 
goede authorisatieprocedures. 
9 Kwaliteit De officiële status van “enige bron” vereist dat de lat zeer hoog wordt gelegd 
waar het gaat om de juistheid, volledigheid en actualiteit van de gegevens.  
10 Niet vrijblijvende 
betrokkenheid 
Bijsturing van de inhoud, organisatie of bestuurlijke ophanging zal periodiek 
noodzakelijk zijn omdat de eisen die gesteld worden aan een authentieke 
registratie in de loop van de tijd zullen veranderen. De afnemers moeten hier 




Voor het optimaal functioneren is het van belang dat het stelsel intern 
consistent is. Bij het opstellen van nieuwe registraties dient daarom na te 
worden gegaan of  het toe te voegen object van registratie gerelateerd is 
aan reeds elders binnen het stelsel voorkomende objecten van registratie.  
12 Verantwoordelijkheid en 
zeggenschap 
Authentieke gegevens zijn van grootbelang voor het functioneren van de 
overheid. Het is daarom aan te raden om de overheid zeggenschap behoudt 
over de authentieke registraties. Wat niet wil zeggen dat het beheer bij de 
overheid moet worden ondergebracht.  
 
  




Het lijkt logisch te verwachten dat daar waar in ketendossiers  gebruik wordt gemaakt van informatie die in 
basisregisters zit opgeslagen, dat deze basisregisters hiervoor gebruikt moeten worden. Voor publieke 
instellingen is het gebruik van basisregisters al verplicht gesteld. Om te voorkomen dat in ketenne twerken, waar 
particuliere en publieke instellingen samenkomen om samen ketendossiers  op te stellen, inconsistentie van 
gegevens optreedt, zou afgesproken kunnen worden dat een basisregister, indien aanwezig, verplicht gebruikt 
moet worden voor de informatie die het bevat.  
Beckers (2005) schrijft over basisregistraties: “Het kunnen beschikken over basisregistraties waarvan meerdere 
ketens gebruik maken, biedt de mogelijkheid om de regie, visie en leiderschap  te ondersteunen. 
Basisregistraties bieden de mogelijkheid  om stabiele en robuuste elementen in een architectuur te brengen die 
kansen biedt voor het ontwikkelen van nieuwe en flexibele verbindingen” . Het is dus zinvol om daar waar 
mogelijk basisregistraties te gebruiken binnen ketendossierssystemen.   
 
5.5.7 Adres… of Adres – het nut van standaardisatie? 
 
In de NORA wordt apart aandacht geschonken aan de definitie van begrippen en termen met als belangrijk doel 
om ervoor te zorgen dat de gebruikers van de NORA over dezelfde terminologie spreken en als een begrip 
gebruikt wordt dat iedereen er hetzelfde onder verstaat.  
Ketens kenmerken zich doordat verschillende ketenpartners een toegevoegde waarde leveren aan de keten. Ook 
hier zal dezelfde taal gesproken moeten worden om ervoor te zorgen dat er geen verwarring ontstaat.  
Uschold (1996) heeft onderzoek gedaan naar de toepassing van Ontologie. Het spreken van dezelfde taal.  
Problemen ontstaan als gevolg van verschillende contextuele achtergronden. Wanneer ketenpartners  bij 
begrippen en definities een verschillend beeld hebben treedt al snel vervuiling op. Uit zijn onderzoek bleken de 
volgende problemen te ontstaan als verschillende mensen en organisaties niet dezelfde taal spreken:  
- Slechte communicatie  
- Moeilijkheden in het vaststellen van de requirements van een systeem 
- De onmogelijkheid tot hergebruik van systemen 
De oplossing die uit zijn onderzoek naar voren komt is te komen tot “shared understanding”. Het weghalen van 
onduidelijkheid in terminologie en concepten.  
Toepassingen van de ontologie zijn: 
- Communicatie tussen systemen èn tussen mensen 
- Interoperabiliteit tussen systemen 
- System engineering en herbruikbaarheid. 
In het kader van dit onderzoek zal vooral naar de eerste twee punten gekeken worden. Hierbij is van belang dat 
mensen die op verschillende vlakken en verschillende organisatie actief zijn dezelfde taal spreken.  
Organisaties en mensen dienen dezelfde taal te spreken maar ook systemen. Denk bijvoorbeeld aan het begrip 
“adres”. Voor de een kan dit het woonadres zijn terwijl dat voor de ander een locatie is waar een pand staat 






In het begin is genoemd dat de NORA bij probeert te dragen aan interoperabiliteit van systemen. In deze 
paragraaf gaan we daar wat verder op in. Hoe is dit bij ketendossiers voor elkaar te krijgen.   





Wanneer organisaties informatie gaan delen via een keten zal er een mogelijkheid moeten worden gemaakt om 
een aansluiting op het ketennetwerk te krijgen. Het kan zijn dat een ketenpartner in het verleden al een keus 
heeft gemaakt voor een informatiesysteem. De keuze hiervoor zorgt dat de interne processen hierop vaak zijn 
afgestemd (Grijpink, 2007). Om te voorkomen dat de bronaanbieder of afnemer verplicht wordt om andere 
software te gaan gebruiken, is het zinvol te kijken of met de huidige technologische voorzieningen er niet 
oplossingen te vinden zijn die deze organisaties kunnen gebruiken.   
We noemen hier twee technologieën, wetende dat er mogelijk nog meer zijn.  
1. SOA 
SOA staat voor Service Oriented Architecture en is in feite een architectuur ontwerp van één of meerdere 
interfaces tussen informatiesystemen waar omheen een applicatie is geschreven (Natis, 2003). Services zijn 
softwaremodules die benaderd kunnen worden door middel van zo‟n interface.  
SOA wordt vaak vergeleken met webservices maar je kunt deze niet  zomaar met elkaar vergelijken. SOA is een 
software ontwerp principe in tegenstelling tot webservices. Deze laatste is een technologische oplossing. SOA 
bepaalt hoe de interfacing plaats vindt, dus hoe de webservices functioneren (Natis, 2003). Koppelingen tussen 
systemen waarbij SOA gebruikt wordt als ontwerpmethode bestaan uit webservices. Agents en service brokers 
handelen op de achtergrond het verkeer tussen de systemen af.  
Digitale Dossiers bestaan uit gegevens komend uit één of meerdere verschillende bronnen. SOA (Service 
Oriented Architecture) maakt het mogelijk om systemen te koppelen. SOA heeft grote voordelen in het interfacen 
van verschillende systemen die niet een eenduidige manier van communiceren hebben. SOA vult een gat bij het 
combineren van systemen waarbij in tijden van implementatie geen rekening is gehouden.  
SOA als softwareprincipe is echter niet geschikt voor interorganisatorische infrastructuren zoals het ge val is bij 
keteninformatisering. Hiervoor is Extended SOA (xSOA) in het leven geroepen.  
Beheer van kritieke, web servicebased applications vereisen grondige kennis en beheerscapaciteiten en integratie 
over verschillende omgevingen.  Web based applicatie beheer is een belangrijk element van xSOA. Hiertoe hoort: 
Performance management en bedrijfs- of applicatiespecifiek beheer(Papazoglou, 2005).. 
Is SOA het antwoord? Nee. Daar waar het gaat om realtime gegevens past SOA niet altijd vanwege het vaak 
asynchrone karakter. Gegevens worden vaak periodiek geupdate en niet realtime. Voor toepassing van het 
systeem moet steeds afgevraagd worden of de gegevens van een ketendossier een realtime afspiegeling moeten 
zijn of dat er een delay mag zijn in de update van gegevens (Komoda, 2006). 
Omdat SOA uitgaat van agents en service brokers die communicatie tussen systemen afhandelen zullen lokaal op 
het grondvlak ook de nodige aanpassingen moeten gebeuren die een beroep doen op de beheer - en 
ontwikkelorganisatie van de bronaanbieder (Massuthe, 2005). 
Er wordt in dit document niet verder in gegaan op de toepassing van SOA  binnen interorganisatorische 
informatiesystemen. Hierover zijn voldoende artikels geschreven.  
2. Software as a Service (SaaS) 
Op de traditionele manier kochten (of leasen) bedrijven software om te gebruiken voor eigen doeleinden. Denk 
bijvoorbeeld aan MS Office, maar ook Windows server software, Novell, ERP software enzovoort. 
Het concept van Software as a Service is simpel. In plaats van het kopen van een softwarelicentie, en vervolgens 
deze software op de eigen infrastructuur installeert, koop je het gebruikersrecht bij een SaaS provider. De 
applicatie is dan gehost bij de leverancier en de gebruiker hoeft zich over de software als product verder niet 
meer druk te maken. Onderhoud en beheer wordt door de leverancier uitgevoerd. De total cost of ownership is 
lager dan bij kooplicenties en de service verlening van de leveranciers is doorgaans beter om afbreukrisico te 
voorkomen (Dubey, 2007).  
Omdat veel bedrijven IT nog kijken vanuit een lokaal perspectief (intra-organisatorisch) zullen IT managers een 
andere manier van denken moeten gaan hanteren als het gaat om architectuur-denken waarbij de focus met 
name ligt naar een hybride systeem van gesloten en open systemen. Gesloten systemen zijn “eigen” systemen 
die van buitenaf niet te benaderen zijn. Dit in tegenstelling tot open systemen. De org anisatie dient nu ook 
rekening te houden met data beveiliging en met de constante stroom wijzigingen die op de SaaS software 
  




worden doorgevoerd. Dit kan ertoe leiden dat organisaties een totaal andere architectuur benadering moeten 
gaan doorvoeren in de organisatie. (Dubey, 2007). 
Uiteraard heeft dit ook zijn invloed op de  „thuisgebruiker‟ zoals de patiënt (EPD ) of het subject van het 
Elektronisch Klantdossier (EKD). Het voordeel is dat de thuisgebruiker geen software meer hoeft te kopen en te 
installeren en dus te onderhouden. Vaak is een webbrowser met een breedband internetaansluiting al voldoende 
omdat veel SaaS software als websoftware wordt aangeboden via Java of .NET.  
Het risico hierin voor de thuisgebruiker is dat hij/zij vaak onterecht denkt dat zijn/haar gegevens voldoende 
beveiligd zijn. Bij de SaaS leverancier mag je er vanuit gaan dat die zaken geregeld zijn. De gebruiker thuis kan 
echter nog wel de zwakke link zijn als het gaat om publicatie en beschikbaarheid van data. Als we terug kijken 
naar het dossier systeem van „Bottom-up Dossiervorming‟, waarbij de gebruiker zelf autoriseert wie er toegang 
tot data krijgt, wordt het risico gelopen dat door onwetendheid de verkeerde personen of organisaties toegang 
krijgen. 
Er zijn hier overigens wel de nodige aandachtspunten die verder uitgewerkt moeten worden. Denk hierbij aan de 
financiering van de software, afspraken met leveranciers over broncode rechten bij faillissementen enz ovoort. De 
uitwerking hiervan valt buiten de scope van dit document.  
 
5.6 Organisatie van ketens 
 
In deze paragraaf wordt verder ingegaan op de verschillende deelnemers van de keten. Ketendossiers  worden 
samengesteld aan de hand van informatie die door verschillende aanbieders wordt geleverd. Omdat afnemers 
weer afhankelijk zijn van deze gegevens is het van belang dat gekeken wordt naar wie als aanbieder of als 
afnemer aangemerkt kan worden. Daarnaast wordt hierbij gekeken wat er van aanbieders en afnemers verwacht 
wordt om ervoor te zorgen dat de kwaliteit  van de ketendossiers zo optimaal mogelijk blijft.  
5.6.1 Organisatievormen 
 
Grijpink (2007) gaf al aan dat met de komst van ketendossiers de grenzen waarbinnen geg evens zich bevinden 
gaan vervagen. Hierbij dient de organisatie van de keten als geheel bekeken te worden. Dit 
organisatieoverstijgende karakter maakt de materie complex omdat ketenpartners vaak eigen agenda‟s en 
belangen hebben. 
 
Voordat we iets over de organisatie van ketens kunnen zeggen is het interessant om in de literatuur te kijken 
welke organisatievormen genoemd worden die een organisatieoverstijgend karakter hebben en wat dit 
kenmerkend maakt ten opzichte van de traditionele organisatievormen.  
 
Twee organisatievormen komen hierbij in aanmerking: 
 
1. De Extended Enterprise (Browne, 1999) 
2. De Virtual Enterprise (Katzy, 1999) 
 
1. Extended Enterprise 
De Extended Enterprise is een organisatievorm waarbij de hoge mate van onderlinge afhankelijkheid 
van partners kenmerkend is voor het aangaan van zakelijke relaties (Browne et al, 1999). De Extended 
Enterprise reikt over de grenzen van de traditionele organisaties. “The core concept of the Extended 
Enterprise no longer treats it‟s suppliers and customers as „them‟, they are all now part of the larger 
„us‟.”  Tot een Extended Enterprise worden niet alleen zakelijke partners en klanten gerekend maar ook 
overheidsinstellingen, academische instituten enzovoort.  
 
Een ander kenmerk voor een Extended Enterprise noemt Browne dat de technische uitdaging die hier 
ligt ondergeschikt is aan de management uitdaging . “The success of the Extended Enterprise is 
greatly deteremined by the speed and efficiency with which information cab be exchanged and managed 
among business partners” (Browne et al, 1999). 






De Extended Enterprise is sterk afhankelijk op het intensieve gebruik van standaarden, geavanceerde 
computer communicatie faciliteiten en Electronic Data Interchange (EDI) technieken  (interoperabiliteit). 
 
Browne noemt in zijn artikel leveranciers en klanten. Gepositioneerd over een keten wordt de scheiding 
tussen “wie is de klant” en “wie is de leverancier”  wat onduidelijker omdat de klant ook de leverancier 
kan zijn en vice versa. Denk aan de huisarts die zijn eigen medische gegevens opvraagt in een  
elektronisch patiënten dossier. 
 
De overheid is een orgaan dat vaak op deze manier samenwerkingsverbanden opzet.  
 
Federatie is een andere term die je voor Extended Enterprise zou kunnen hanteren. In het Van Dale 
woordenboek wordt namelijk de term federatie verklaart als: Bond van samenwerkende (hun 
zelfstandigheid behoudende) verenigingen, staten . 
 
2. Virtual Enterprise 
 
De Virtual Enterprise is een organisatievorm waarbij krachten uit verschillende organisaties gebundeld 
worden om een tijdelijke „business opportunity‟ te realiseren die de organisaties zelfstandig niet kunnen 
behalen.  
“The purpose of the Virtual Enterprise is to provide a new solution for an unpredicted opportunity. 
Therefore the enterprise is more of an action rather than an institution. The Virtual Enterprise is nimble: 
Quick to grasp the new opportunity and create the solution” (Katzy et al, 1999). 
 
 
Beide organisatievormen reiken over de grenzen van een organisatie waarbij de gezamenlijkheid de kracht vormt 
tot het realiseren van een gemeenschappelijke doelstelling. Echter de tweede vorm richt zich met name op snelle 
interventieachtige teams die een kans grijpen, een product realiseren en dan het team weer ophef fen. Dit werkt 
niet bij een keteninformatiseringsysteem. Immers wat is het nut van het opstellen van een EKD als deze na 2 
jaar weer wordt opgeheven? 
 
Een voorbeeld van een virtual enterprise zou je de samenwerking van Philips en Douwe Egberts kunnen 
beschouwen met de bouw van de Senseo koffiezetapparaat. Twee onafhankelijke organisaties die tijdelijk hun 
krachten bundelen om een kans op de markt te benutten.   
 
Een andere term voor virtual enterprise is „alliantie‟. Deze term wordt op wikipedia verklaard als: 
Een verdrag tussen staten, zakenpartners of individuen, omwille van een gemeenschappelijk voordeel . 
 
De context van de Extended Enterprise past dus het beste bij een keten. En vanuit deze context bekijken we de 
keten en het dossier. We zullen zowel afnemers als aanbieders opnemen in onze definitie van ketenpartner en 
naar beide partijen kijken. Hierbij de kanttekening plaatsend dat we het ketenniveau als leidend nemen.  
 
5.6.2 Coördinatie van ketens 
 
In een onderzoek van TNO in 2002 naar succes- en faalfactoren van informatieoverdracht op de re-
integratieketen (SUWINET) wordt gesteld dat het belang dat ketens  goed geïntegreerd worden hoog is omdat de 
input van de ene organisatie voortkomt uit de output van andere organisaties. Het delen van kennis en 
informatie kan leiden tot vervaging van grenzen waardoor taken, bevoegdheden en verantwoordelijkheden 
uitgehold kunnen worden (en hiermee het gezag van de betrokken organisaties). Een belangrijke uitkomst van 
het onderzoek van TNO is dat de afzonderlijke organisaties niet in staat waren om beleidsdoelen van de overheid 
te realiseren en dat het stelsel (sociale zekerheid) niet functioneerde zoals het hoorde.  
 
Publieke organisaties zijn vaak beducht om de greep op hun eigen werk en informatie te verliezen. In een keten 
is kennis gespreid en gefragmenteerd en sommige partijen beschikken over meer specialistische kennis dan een 
  




andere partij. De kans bestaat dat organisaties hun kennisvoorsprong misbruiken (Praat, 1994). Verder kunnen 
interne organisatieproblemen de uitwisseling van kennis, informatie en gegevens tussen organisaties 
belemmeren (Duivenbode, 2000). 
Een nieuwe coördinerende organisatievorm kan de samenwerking van deze organisaties op een efficiënte en 
klantvriendelijke manier realiseren.  In dit document noemen we zo‟n organisatie een ketenplatform. Een andere 
term die wel eens gebruikt wordt is “ketenbeheerder”. De reden waarom we die term niet hanteren is omdat 
“ketenbeheerder” de nadruk te veel op het “beheer” zou kunnen laten leggen. Andere belangrijke zaken zoals 
strategische keuzes maken, beleid ed zouden dan misschien onderbelicht raken. In het geval van SUWINET 
treedt de overheid op als “bemiddelaar” en betrekt de deelnemende ketenpartners door middel van overleggen 
bij de invoering van het SUWI project. De overheid rekent daarbij de partijen af op afzonderlijke doelstellingen. 
De overheid treedt hier op als “ketenplatform”. 
Van Duivenbode (2000) kenmerkt het probleem van de Extended Enterprise in het managen van de Enterprise. 
In het artikel “Ketenmanagement in de Publieke Sector” geeft hij een indeling in coördinatievormen van ketens 
die bij de opzet van een keten toegepast kunnen worden:  
 Zelforganisatie (onafhankelijkheid bewaren) 
Systeem waarbij de autonomie van de ketenpartners  de belangrijkste voorwaarden is. Elke ketenpartner regelt 
zijn eigen zaken en laat zich niet intimideren door andere ketenpartners. Afstemming wordt tot een minimum 
terug gebracht. Bemoeizucht van de ene ketenpartner bij de andere is een directe aanval van de 
organisatorische autonomie. Niet wenselijk voor de uitvoering van de keten.  
 Estafettevorm 
Ketenvorm waarbij het stokje (verantwoordelijkheid van het ketenproces) steeds wordt overgedragen aan de 
volgende ketenpartner. Aan het eind zijn alle stokjes overgedragen. Elke organisatie draagt in zoverre een stukje 
van de verantwoordelijkheid van de keten. Geschikt voor gezamenlijke oplossing van problemen en 
investeringsvraagstukken. 
 Geformaliseerde coördinatie 
Alle ketenspecifieke activiteiten, problemen en afspraken worden genomen door een overkoepelende stuurgroep.  
Er ontstaat een gezamenlijke visie en ketenstrategie. Vaak houden diverse ketenpartners  nog steeds een 
bepaalde autonomie. 
 Strategische coördinatie 
Dit is een geformaliseerde coördinerende stuurgroep die zowel de verantwoordelijkheid áls de bevoegdheid heeft 
om in het belang van de gehele keten een strategische koers uit te zetten en te bewaken. Een ketenregisseur 
maant ketenpartijen zaken te doen of te laten.  
Twee gezamenlijke termen die hierin voorkomen zorgen ervoor dat je de 4 vormen in een matrix kunt zetten. 
Deze termen zijn “strategie” en “autonomie”. 
Bovenstaande kan worden weergegeven in Figuur 10.  
De 4 besturingssoorten zijn uitgezet tegen 2 assen. Vertikaal de mate van strategische samenwerking en 
horizontaal de mate van autonomie. Hoge autonomie wil zeggen dat de organisatie in grote mate zelf acteert en 
bepaalt.  
De Geformaliseerde Coördinatie heeft hier HOOG bij Strategische besturing omdat in dit geval er nog steeds 
autonomische invloeden zijn die organisaties uit kunnen oefenen.  




























Figuur 10: Ketenbesturingsvormen 
 
Met name bij de Geformaliseerde Coördinatie en de Strategische Coördinatie wordt een speciale stuurgroep of 
“ketenplatform” opgericht die de sturing van de keten dirigeert.  
Beckers (2005) hebben een aantal belangrijke ketens onderzocht waarbij hij de vraag heeft beantwoord “welke 
afspraken bijdragen aan het adaptief vermogen (vermogen om te kunnen veranderen) van de informatie -
architectuur binnen verschillende keteninformatiseringsprojecten” . Hierbij is met name onderzocht hoe afspraken 
bijdragen aan coördinatie- en samenwerkingsproces binnen de keten.  
Voor een succesvolle coördinatie dienen afspraken gemaakt te worden over de volgende aspecten:  
 Informatietechnische afspraken 
Dit gaat over de aard van het communicatienetwerk waarmee gegevens worden uitgewisseld of over de 
„koppelvlakken‟ van het externe uitwisselingnetwerk met de interne netwerken en systemen 
respectievelijk de in- en uitgangen van het netwerk. 
 Informatiekundige afspraken 
Gaat over de kwaliteit en de soort van gegevens die moeten worden uitgewisseld.   
 Financieel-economische afspraken. 
Berekening van kosten en de verrekening van kosten en baten over de partijen.  
 Juridische afspraken 
Gegevensuitwisseling volgens de wet- en regelgeving. Welke rechten en plichten hebben de verstrekkers 
van de gegevens en hoe is het met de privacywetgeving geregeld?  
 Politiek-bestuurlijke afspraken 
Beschermen van bepaalde politieke waarden, behartigen gemeenschappelijk doel versus individuele 
belangen en doelen.  
 Beheersmatige afspraken 
Onderscheid: 
- Beheer gemeenschappelijke voorzieningen 
- Beheer van de eigen voorzieningen 
De adaptiviteit van ketens wordt met name beïnvloed door de volgende factoren: 
 Het „wat‟ (object) van de afspraken.  
 Het „hoe‟ (de aard) van de afspraken.  
 De kwaliteit van het samenwerkingsproces. 
  




 Het doorontwikkelen van het stelsel van afspraken en de daarmee samenhangende 
samenwerkingsvormen. 
Kortom voor een goede coördinatie binnen de keten is het van belang dat ketenpartners duidelijke afspraken met 
elkaar maken op een breed vlak van informatie technische afspraken tot politiek bestuurlijke afspraken. Met 
name op het gebied van de koppelvlakken van de ketenpartners zijn minimale maar harde afspraken van belang. 
We kunnen daarom het niveau van de ketenpartners (grondvlak) niet helemaal uit ogenschouw halen. Hoe 
zouden afspraken ten behoeve van het grondvlak er uit kunnen zien. De volgende paragrafen geven hier een 




Ketenpartners zijn autonome organisaties en professionals die een actieve bijdrage leveren aan de keten. Of 
zoals Grijpink (Grijpink, 2007) het omschrijft: “…die een maatschappelijk product tot stand brengen rondom het 
dominante ketenprobleem “. 
















Alle ketenpartners hebben belang bij het bestaan van de keten. Zij zorgen voor de gegevens in de keten 
(aanbieder) of raadplegen deze gegevens (afnemer) (Grijpink, 2007).  
In dit onderzoek worden de termen aanbieder en afnemer gebruikt om de verschillende ketenpartners te duiden. 
Er is echter overlap mogelijk. Zo kan een aanbieder ook afnemer zijn. Deze indeling wordt echter gemaakt om 
duidelijk te maken wat de onderscheidende taken zijn.  
5.6.4 IT volwassenheid ketenpartners 
 
In dit document is aangegeven dat het onderzoek zicht met name toespitst op het ketenvlak en niet zo zeer op 
het grondvlak. Aangezien de wetmatigheid geldt: De keten is zo sterk als de zwakste schakel (Kingly, 1856) zal, 
om een keten succesvol te laten zijn, toch ook gekeken moeten worden naar de ketenpartner. Voorbeelden zijn 
het ELD en het EPD waarbij bij de ketenpartner de informatiesystemen worden geto etst en gecertificeerd. 
In het TNO rapport (2002) dat gebruikt wordt voor dit onderzoek worden een aantal succesfactoren genoemd die 
bijdragen aan het succes van de keten. De eerste factor die genoemd wordt is: “Alleen de organisaties die `best 
in class‟ z ijn, dienen te worden uitgenodigd voor de ketensamenwerking.  In de publieke keten zitten publieke 
organisaties die wettelijk op elkaar zijn aangewezen in tegenstelling tot private organisaties die doorgaans 
samenwerken op basis van vrijwilligheid. Dit kan gevolgen hebben voor de uitvoering van beleid middels een 
keten. 
Hiervoor worden twee modellen aangehaald die toegepast kunnen worden om te „meten‟ of een ketenpartner kan 
voldoen aan de ICT eisen van de keten. Hiervoor moet wel onderscheid gemaakt worden  tussen het soort 
ketenpartner. Een particuliere afnemer thuis kan mogelijk niet aan de strenge eisen voldoen die voor bedrijven 
gelden. Hierover wordt in dit document verder geen uitspraak gedaan en kan voor vervolgonderzoek in 
aanmerking worden genomen.  
 





Afnemers zijn de 
participanten aan een keten 
die dossiers alleen inzien. 
Zij leveren geen actieve 
bijdrage aan de 
informatievergaring. 
Aanbieders zijn de 
informatieaanbieders van een 
keten. Zij zijn verantwoordelijk 
voor hun eigen deel van de 
informatie waarmee een 
dossier wordt samengesteld. 
Juistheid, tijdigheid en  
integriteit van informatie 
spelen hierbij onder andere 
een belangrijke rol. 





1. Capability Maturity Model 
2. Strategic Grid 
 
1. Capability Maturity Model 
Een model dat hier gehanteerd kan worden is de toepassing van het Capability Maturity Model (CMM) dat uit de softwarewereld 
afkomstig is. 
 




Processen op dit niveau hebben de tendens om ad hoc uitgevoerd te worden. De ICT processen zijn niet of 
nauwelijks gedocumenteerd en worden op een ongecontroleerde en reactieve manier uitgevoerd. Resultaat: Een 
chaotische ongecontroleerde omgeving. 
Het succes wordt bepaald door de relatief kleine groep „heldhaftige‟ ICT‟ers die hun best doen om naar hun 
eigen dunken ICT door te voeren in de organisatie.  
 Repeatable 
 
Kenmerkend is hier dat enkele ICT processen op een standaard wijze (herhaalbaar) uitgevoerd worden en soms 
al beschreven zijn. Een basis wordt gelegd voor projectmatig werken om kosten en uren in kaart te brengen. Er 
wordt echter niet nauwkeurig gewerkt naar de beschreven processen. Echter in geval van stress situaties biedt 
de beschreven procesgang hulp bij het oplossen.  
 Defined 
 
De standaard ICT processen zijn gedefinieerd en beschreven en er wordt strak gewerkt naar deze processen. Het 
management van de organisatie geeft toestemming en stelt de procesdoelen vast voor de stan daardprocessen en 
zorgt ervoor dat naar deze doelen gehandeld wordt.  
 Managed 
 
Processen worden gemeten en het management kan vrij eenvoudig de standaard processen sturen.  
 Optimized 
 
Processen zijn constant onderhavig aan verbeteringen en verfijnde afstell ing als gevolg van innovatieve en 
technologische ontwikkelingen.   
De processen van de ketenpartners kunnen „gewogen‟ worden tegen deze niveaus waarbij in de referentie 
architectuur van de overheid opgenomen kan worden welk niveau een ketenpartner tenminste nodig heeft om 
deel te kunnen nemen aan een ketensysteem. Het is bijvoorbeeld. te bedenken dat ketenpartners die eigenaar 
zijn van een belangrijk bronsysteem, niet meer adhoc wijzigingen door kunnen voeren zonde r dat de keten hier 
direct of indirect last van gaat krijgen. Het „ initial‟ niveau zou voor zo‟n organisatie onvoldoende zijn.  
Het nadeel van het CMM model is dat niveaus niet te kwantificeren zijn (Bach, 1994) en het dus heel moeilijk te 
bepalen is of een organisatie voldoet aan de maatstaven van een niveau. Hierover kunnen in de ketenorganisatie 









2. Strategic Grid 
Een andere benaderingswijze is het gebruik maken van McFarlan‟s Strategic Grid . Uiteraard is deze alleen toe te 
passen op ketenpartners met bronsystemen en niet op de „thuis gebruiker‟.  










































































Positie: IT is belangrijk in de 
dagdagelijkse 
werkzaamheden. Het draagt 
nu niet bij aan de 
fundamentele wijzigingen die 
de organisatie wil gaan 
maken.  
Doel: Verbeteren van de 
primaire processen van de 
organisatie. Er is geen nieuwe 
strategische IT toepassing 






Positie: IT is een onmisbaar 
middel in het behalen van de 
strategische doelstellingen van de 
organisatie. 
Doel: Gebruikt ICT om de positie 
van de organisatie zowel intern als 
extern te verbeteren. 





Positie: IT heeft weinig 
relevantie. Eenvoudige 
support aan simpele 
processen. 




Sturing: vooral via 
experimenteren 
 
Positie: IT gaat in de toekomst 
een rol krijgen bij de strategische 
planning. 
Doel: Identificeren en opstarten 








 Laag   ------    IT impact op core strategie      -----   Hoog 
(noodzaak voor nieuwe IT) 
 
Het ketenplatform kan door middel van deze tool wel „meten‟ welke volwassenheid een organisatie heeft en op 
basis hiervan bepalen wat er nog moet veranderen om een organisatie deel te laten nemen als ketenpartner.  
5.6.5 Ketenplatform als oplossing 
 
Samenvattend kan gesteld worden dat uit diversie onderzoeken is gebleken coördinatie, afstemming en duidelijke 
afspraken van belang zijn voor het goed functioneren van een ketendossier. Omwille van het feit dat 
ketenpartners eigen belangen en agenda‟s hebben, maar wel bij moeten dragen aan h et geheel, is een 
ketenplatform een manier om dit goed te organiseren. Bij de initiatie van een keten moet de keuze van een 
besturingsvorm daarom goed gekozen worden en moet de IT volwassenheid van de ketenpartners vastgesteld 
worden omdat die namelijk zorgt voor sterke schakels in de keten.  




Privacy en Veiligheid zijn twee thema‟s die uit het vooronderzoek prominent naar voren zijn gekomen.  
De keuze is hier gemaakt om veiligheid en privacy in één paragraaf te bespreken.  Ondanks dat het twee 
verschillende onderwerpen zijn. Elk thema verdient zijn eigen hoofdstuk maar om te voorkomen dat het 
onderzoek hierdoor te uitgebreid wordt behandelen we ze hier samen. Over beveiliging is al veel bekend en 





geschreven. In deze paragraaf diepen we vooral de privacy wat verder uit. We kijken met name naar wat er van 
belang is in het kader van ketendossiers en architectuur.  
De vraag kan gesteld worden of het nodig is om wetgeving op te nemen als principe in de NORA. In de NORA 2.0 
is principe 9.4.1 opgenomen die een link legt met de Wet bescherming persoonsgegevens (Wbp). Omdat de 
NORA al duidelijk een principe hierover heeft opgenomen gaan we op dezelfde voet verder.  
 
5.7.2 Privacy problematiek 
 
Solove (2004) heeft in de Verenigde Staten onderzoek gedaan naar digitale dossiers en beveiliging en privacy. 
Hij constateert dat de problemen die ontstaan bij de doorvoering van digitale dossiers  iedereen raken. 
Individuen, organisaties en overheid. Ze grijpen in het leven van iedereen . Techniek speelt hierbij een 
belangrijke rol maar kan bij privacyproblemen niet aangewezen worden als de hoofdschuldige . De wetgeving 
loopt vaak achter op de moderne maatschappij. Vaak blijkt dat de wetgeving nog onvoldoende is ingericht op de 
nieuwe technologieën. Veel problemen met betrekking tot privacy  ontstaan als gevolg van regelgeving die in 
vroeger tijden is vastgesteld. Privacy is een product van de wet. Het bepaalt welke gegevens beschikbaar zijn en 
welke niet. Veel privacy problemen zijn het product van juridische besluiten over de afgelopen jaren.  
Daarnaast is er nog de abstractheid van privacyschending. Wanneer een camera wordt opgehangen in de 
slaapkamer van een individu, dan kan duidelijk gesteld worden dat de privacy hier geschonden wordt indien het 
individu hier geen toestemming voor gegeven heeft. Maar wanneer het om gegevens in een ketendossier gaat 
wordt het al lastiger. Hierbij is namelijk geen fysieke persoon aanwezig zoals in een slaapkamer met een camera. 
De wet dient voor te schrijven hoe partijen gebruik kunnen maken van de informatie in dossiers. Het is namelijk 
ook de wet die ervoor zorgt dat partijen gezamenlijk gebruik moeten maken van de gegevens in ketendossiers.  
5.7.3 Wetgeving in Nederland 
De privacy in Nederland wordt vooral geregeld door een aantal wetten. Omdat iedereen zich aan de wet moet 
houden kunnen we hier niet omheen en zullen we ze in deze paragraaf bespreken.  In Nederland is er de Wbp die 




 Mag persoonsgegevens alleen verzamelen en verwerken als daar een goede reden voor is. Of al s de 
betrokken burger toestemming heeft gegeven voor het gebruik van zijn gegevens.  
 Mag niet meer gegevens verwerken dan strikt noodzakelijk is voor het doel waarvoor ze zijn verzameld . 
 Mag de gegevens niet langer bewaren dan noodzakelijk . 
 Moet passende technische en organisatorische maatregelen treffen om de gegevens te beschermen.  
 Moet de verwerking in veel gevallen melden (zie hieronder) . 
 Moet de betrokken burger in principe altijd informeren over de gegevensverwerking.        
Het College Bescherming Persoonsgegevens (CBP) controleert of bedrijven en instanties zich aan de Wbp 
houden. 
Op dezelfde website staat de volgende definitie voor „persoonsgegevens‟:  Persoonsgegevens geven, direct of 
indirect, informatie over een bepaald individu. De persoon over wie  het gaat, moet daarbij wel te identificeren 
zijn. 
Naast de Wbp is er ook de Wet Computercriminaliteit I & II die eisen stelt aan het aftappen en afluisteren van 
burgers. Deze wet kent de volgende onderwerpen:  
 Computervredebreuk (of hacken) 
 Wetgeving over virussen en malware (zoals Trojaanse paarden)  
 Afluisteren en aftappen van informatie 
In de Grondwet kent ook nog het grondwettelijk Briefgeheim. Deze is echter niet van toepassing op Email. De 
regels rondom het afluisteren van elektronische communicatie is  weer vastgelegd in Wetboek van Strafrecht (Wet 
Computercriminaliteit).  
  




NB: Het gaat te ver in dit onderzoek om de hele Wbp te analyseren of die voldoet aan de normen en de 
hedendaagse technologieën en ontwikkelingen. In dit kader is het van belang om in elk geval die dingen te 




Toegang tot privacygevoelige gegevens moet dus bewaakt worden. Maar hoe weten we nu of de juiste personen 
of instanties toegang krijgen en de juiste gegevens in kunnen zien? Identiteiten komen hier om de hoek kijken.  
Het Ministerie van Justitie schrijft over persoonsgegevens “..De persoon over wie het gaat, moet daarbij wel te 
identificeren zijn…”. 
Is de persoon die een dossier raadpleegt ook wel echt de persoon die wordt voorgesteld? En zijn de personen die 
dossiers muteren ook wel de personen die dit mogen. Denk aan het opzetten van een usernaam/wachtwoord 
systeem. Daarnaast is er ook een „zachte‟ kant die minder belicht wordt. In de digitale w ereld kan iedereen een 
digitale identiteit aannemen of vernietigen. Naast het creëren van goede systemen die de identiteit bewaken 
dient er ook zorg te zijn voor de identiteit als object. Het is uiteraard belangrijk dat door middel van identificatie 
en authenticatie iemand aantoont te zijn wie hij zegt dat hij is. Maar wanneer de identiteit als object uit het oog 
wordt verloren lopen we ook risico‟s. Bijvoorbeeld paspoorten die verlopen of digitale identiteiten die opgeheven 
moeten worden omdat een bepaalde persoon geen toegang meer mag hebben tot een ketendossier. Deze zachte 
aspecten van een identiteit noemt Grayson (2002) Identity Lifecycle Management.  Zowel Grayson als Solove 
hebben hier onderzoek naar gedaan en hebben een aantal principes geformuleerd .  Deze als principe opgenomen 
in tabel 9.  
Ook Grijpink (1997) noemt een methode voor identificatie in de keten in de vorm van nummerstelsels en 
verificatieregisters. In het verificatieregister kan bijvoorbeeld een bankmedewerker aan de hand van een 
rijbewijsnummer opzoeken of de persoon die voor hem staat wel diegene is die hij zegt dat hij is.  Ook in dit 




Een kenmerkende eigenschap van ketendossiers is het feit dat informatie overal verspreid opgeslagen kan zijn en 
wanneer nodig gezamenlijk fysiek, of virtueel, in een dossier kan belanden.  
In een onderzoek naar het strafrechtdossier benoemt Warnier (2008)  de requirements  die van belang zijn bij 
gedistribueerde informatiesystemen zoals ketendossiers.  
Wanneer we kijken naar de twee standpunten van Grijpink: Het ketenniveau en het grondvlak dan kan gesteld 
worden dat beveiliging op het lokale niveau een zaak van de organisaties in het grondvlak zelf is. Organisaties 
die bronsystemen hebben waarvan informatie in ketendossiers kan belanden beheren beveiliging op hun eigen 
niveau conform interne beveiligingsregels. Wanneer informatie gedeeld wordt dan zijn er meer regels en 
afspraken nodig om de juistheid en volledigheid van de informatie in de keten te waarborgen.  
De requirements die Warnier noemt zijn specifiek voor klinische informatie systemen (bijvoorbeeld voor 
ziekenhuizen): 
 Access control: De keten dient te zorgen dat bevoegdheden worden vastgesteld in een access control 
lijst. Personen die niet op de access control lijst staan hebben geen toegang tot het dossier.  
 Dossier Creation: Alleen aangewezen personen zijn in staat om dossiers aan te maken.  
 Control: Het toekennen van verantwoordelijkheid van individuele records in een dossier. Gekoppeld aan 
een Access control list.  
 Notification: Wijzigingen in het dossier doormelden naar subject waarover het dossier gaat. Ook de 
mogelijkheid van het subject om fouten in het dossier te kunnen melden. 
 Persistence: Regels rondom het kunnen verwijderen van gegevens uit dossiers. Mag dat ? Wanneer mag 
dat enzovoort. 
 Attribution: Het loggen van mutaties van gegevens met datum, tijd en kenmerken die terugzoeken 
mogelijk maken.  





 Information flow: Regels rondom het kopiëren van gegevens van het ene dossier naar het andere 
dossier.  
 Aggregation control: Het aggregeren van gegevens (waardoor gegevens worden samengevoegd) wordt 
alleen toegestaan aan die personen die hiervoor zijn  aangesteld. 
 Trusted computing base: Adequaat beheer door deskundige beheerders.  
Naast deze primaire requirements kenmerkt Warnier ook nog een aantal secundaire requirements die specifiek 
zijn voor digitale dossiers. 
 Secure Transfer: Informatie mag alleen over beveiligde communicatiekanalen verstuurd worden. 
 Compartmentalization of information: Organisaties mogen alleen die informatie inzien die voor hen van 
belang zijn. 
 Consistency: Gegevens in een ketendossier moeten consistent zijn.  
 Completeness: Dossiers moeten volledig zijn. 
 Backups: Backupsystemen moeten net zo goed beveiligd zijn als orginele systemen.  
Met name consistentie en volledigheid noemt Warnier als de grote uitdaging van de ketendossiers. Hoe waarborg 
je nu, en welke checks voor je uit, dat het gegeven in het ketendossier correct is met andere 
informatiesystemen. Het zelfde geldt voor volledigheid van het dossier. Er moeten requirements opgesteld 
worden die aangeven wat er in elk individueel ketendossier opgeslagen dient te zijn. Anders gestel d uit welke 
gegevens het dossier dient te bestaan.  
De bovengenoemde „principes‟ zijn requirements in het kader van het ESD. Per ketendossier zal bekeken moeten 
worden wat haalbaar is en relevant. Het is voor te stellen dat requirements die van belang zijn  voor het ESD te 
zwaar zijn voor andere dossiers. Een voorbeeld is het ELD. Dit ketendossier ontstaat wanneer een leerling van de 
ene onderwijsvorm over gaat naar een andere onderwijsvorm. Op dat moment ontstaat een ketendossier met 
daarin de benodigde gegevens. Zo gauw die verwerkt zijn in het informatiesysteem van de nieuwe school dan 
verdwijnt het dossier weer. Er vinden geen mutaties plaats in het dossier. De requirements Attribution en 
Aggregation Control zouden voor dit ketendossier wellicht overbodig  kunnen zijn.  
5.8 Terug naar de onderzoeksvragen 
 
In paragraaf 3.3 zijn de volgende onderzoeksvragen geformuleerd:  
2. Wat zijn ketens en ketendossiers?  
3. Hoe kan architectuur bijdragen aan het succes van een ketendossier? 
4. Wie of wat zijn de ketenpartners? 
5. Welke problemen zijn te herkennen bij de verschillende thema‟s?  
6. Hoe bewaken we de juistheid en volledigheid van het ketendossier?   
In dit hoofdstuk is dieper ingegaan op de thema‟s en is gepoogd een antwoord te geven op deze vragen. 
Hieronder volgt in een samenvatting de beantwoording van deze vragen.  
We zijn begonnen met de vraag wat ketens en ketendossiers zijn in paragraaf 5.3 en paragraaf 5.4. Kenmerkend 
aan de literatuur is dat er een aantal standaard ketenvormen en ketendossiervormen te benoemen zijn. In de 
praktijk is ook gebleken dat de ketendossiers die bezocht zijn in het kader van de interviews, op te hangen zijn 
aan deze „archetypes‟. Alhoewel er wel variaties mogelijk zijn zoals de tijdelijkheid van de dossiers.  
De 3e onderzoeksvraag wordt beantwoord in paragraaf 5.5. Architectuur kan zeker bijdragen aan het succes van 
een keten omdat een belangrijk argument voor architectuur besturing van ICT is. Omdat er bij ketendossiers 
meerdere ketenpartners betrokken zijn die allemaal hun eigen agenda‟s en belangen hebben kan architectuur 
ervoor zorgen dat kwaliteit en betrouwbaarheid enzovoort gewaarborgd blijven. 
De 4e onderzoeksvraag wordt beantwoord in paragraaf 5.6. Het definiëren wie  de ketenpartners van een 
ketennetwerk zijn is van belang om te weten met wie je te maken hebt en wat je  van die partij kunt verwachten. 
Het is van belang om duidelijke eisen rondom de IT volwassenheid van de ketenpartner op te stellen zodat de 
kwaliteit en betrouwbaarheid van het dossier gewaarborgd blijft.  
  




De 5e en 6e onderzoeksvraag worden beantwoord vanaf paragraaf 5.6. In de paragrafen wordt  ingegaan op de 
centrale thema‟s die uit het vooronderzoek zijn ontstaan. Hierbij wordt met name ingegaan op het onderwerp  
”Organisatie” omdat met name rondom privacy en beveiliging al het nodige is onderzocht door andere 
wetenschappers. Bewaking van de kwaliteit van het dossier is een samenspel van het opstellen goede 
architectuur in combinatie van een goede organisatie rondom het ketendossier  waarbij een blik in de keuken van 
de bronaanbieders op de agenda van het ketenplatform hoort te staan. Uitgangspunt dient altijd de juistheid en 
volledigheid van de gegevens in het dossier te zijn. Bronaanbieders die hier niet aan kunnen voldoen kunnen 
beter uitgesloten worden van de keten.  















In hoofdstuk 3 is de centrale onderzoeksvraag geformuleerd. Om te kunnen komen tot een lijst met principes is 
er eerst een vooronderzoek gedaan om te kunnen komen tot een afgebakend onderzoeksgebied. In hoofdstuk 4 
zijn een aantal thema‟s ontstaan die als een rode draad terug te voeren zijn in de media. Rondom deze thema‟s 
is in hoofdstuk 5 een wetenschappelijke onderbouwing opgesteld die ervoor moet zorgen dat er op een 
verantwoorde wijze principes gaan ontstaan. In dit hoofdstuk presenteren we die principes.  
De uiteindelijke opdracht is te komen tot een shortlist van 10 principes en proberen aan te tonen welk(e) 
principe(s) succesvol bijdragen aan de invoering van een ketendossier . In dit hoofdstuk worden de principes 
door middel van beslisregels gewaardeerd en tot een top10 teruggebracht. De uiteinde lijke confrontatie van deze 
principes in de praktijk moet dan iets zeggen over het succes van dat principe.  
In onderstaande onderzoeksmodel (zie ook hoofdstuk 3) is aangegeven welke onderdelen in dit hoofdstuk 
uitgewerkt worden. 
 
6.2 Zes stappenplan 
 
 
De volgende zes stappen zijn doorlopen conform het onderzoeksmodel (figuur 11). 
1 In de eerste plaats zijn principes afgeleid uit de theorie. Deze vormen de tijdelijke longlist. 
Uitgangspunten hierbij: 
 Indien principes in de theorie al wetenschappelijk aangetoond zijn zullen die gebruikt worden.  
 Indien bovenstaande niet mogelijk is, zullen, aan de hand van “common sense” , principes afgeleid 
worden uit de gebruikte literatuur. 
 De complete lijst wordt vervolgens getoetst aan de NORA om te kijken of er geen principes bedacht zijn 
die al in de NORA voorkomen. Is dat het geval dan zal het NORA principe gebruikt worden.  
2 De enquête methode is gebruikt om een breed draagvlak te creëren voor de principes waarbij meer dan 
900 architecten en beleidsmedewerkers gevraagd zijn hun mening over de principes uit te spreken door 
een waarde toe te kennen aan het principe.  71 respondenten hebben een volledige enquête ingevuld.  























figuur 11: Onderzoeksmodel - Praktijk uitwerking 





4 De ontstane lijst van principes is nog steeds een product van de theorie. De praktische toetsing, aan de 
hand van de interviews geeft meer inzicht in of de principes in de praktijk ove reind blijven staan. De 
geïnterviewden zijn geselecteerd op een aantal criteria:  
 In de enquête heeft de respondent aan kunnen geven mee te willen doen aan een vervolgonderzoek. 
Alleen die personen die dat hebben aangegeven doen mee aan de selectie.  
 In de enquête heeft de respondent een waardeoordeel kunnen geven aan een ketendossier waarin de 
persoon werkzaam is. De lijst is op te delen in 2 groepen:  
o Positief: Het cijfer van de beoordeling van het ketendossier ligt tussen 6 tot en met 10.  
o Negatief: Het cijfer van de beoordeling van het ketendossier ligt tussen 1 tot en met 5.  
 Er kunnen geen tienden gegeven worden. Alleen hele cijfers.  
 Er worden 3 respondenten gekozen die een positieve beoordeling hebben gegeven (in dit hoofdstuk 
worden die de „positieve groep‟ genoemd). En er zijn 3 respondenten gekozen die een negatieve 
beoordeling hebben gegeven (in dit hoofdstuk worden die de „negatieve groep‟ genoemd).  
5 De confrontatie tussen de positieve groep en de negatieve groep toont het verschil in geïmplementeerde  
principes. De analyse levert een oordeel op over de principes en met name welk(e) principe(s).  
6 Toetsing aan de NORA zorgt voor een classificatie van de principes op voor verdere plaatsing in de 
NORA onder de juiste basisprincipes. 
 




In deze paragraaf komt de tijdelijke longlist tot stand. De longlist bevat principes uit de theorie. Daar waar van 
toepassing zullen principes gebruikt worden die al de wetenschappelijke toets doorstaan hebben. Anders zullen 
ze geëxtraheerd worden uit de tekst van de theoretische studie. Deze lijst is tijdelijk omdat na deze stap een 
eerste toets met de NORA wordt gedaan. Van overeenkomstige principes worden dan de NORA beschrijvingen 
gebruikt. In paragraaf 6.4 ontstaat dan de definitieve lijst. 
Uit gesprekken die ik tijdens de interviews heb gevoerd is wel gebleken dat deze lijst niet compleet is. Zoveel 
architecten, zoveel principes. En elke architect heeft weer andere principes die hij of zij belangrij ker vindt. 
In dit onderzoek ga ik uit van de principes die ik zelf gevonden heb. Een vervolgstudie zou mogelijk nog meer 
principes op kunnen leveren.    
 
6.3.2 Principes uit de wetenschap 
 
Grayson (2002), Solove (2004) en Warnier (2008) hebben onderzoek gedaan naar het beheren van informatie in 
complexe interorganisatorische omgevingen waarbij beveiliging een belangrijke rol speelt. Warnier spreekt in het 
document over „Security requirements‟ rondom het beheer van de gegevens. Grayson en Solove bespreken met 
name het toepassen van digitale identiteiten in een ketendossier omgeving. Genoemde personen presenteren in 
hun documenten principes die  wetenschappelijk zijn vastgesteld. Deze zullen hier worden overgenomen.  
Tabel 8: Principes juridisch strafrecht dossier (Warnier 2008) 









Access Control  
Elk individueel dossier en elk bijbehorend record moet beveiligd worden d.m.v. een lijst van personen 
en groepen die de gegevens mogen raadplegen of muteren. Het systeem moet die personen weren die 
hier geen toegang mogen verkrijgen.  
Dossiers aanmaken 
Een dossier wordt aangemaakt door een aangewezen persoon. Bijvoorbeeld de Officier van Justitie bij 
  





































het Digitale Justitie Dossier. 
Control 
Individuele records in een dossier zijn de verantwoordelijkheid van personen/organisaties die 
geregistreerd staan op de Access Control Lijst. 
Berichtgeving 
De persoon in het dossier dient op de hoogte te worden gesteld als gegevens aan het dossier worden 
toegevoegd of wanneer gegevens veranderd worden zodat deze persoon altijd op de hoogte is van de 
actuele inhoud van het dossier. 
Verwijderrechten 
Gegevens uit een dossier kunnen alleen verwijderd worden door aangewezen personen. Bijvoorbeeld 
de Nederlandse wetgever in het geval van een Digitaal Justitie Dossier. 
Logging 
 Bij alle wijzigingen in het dossier moet gelogd worden wie wat gedaan heeft en wanneer. 
Informatieflow 
 Informatie mag niet gekopieerd worden in een ander dossier zonder dat de persoon die dit  doet 
geautoriseerd is in de Access Control lijst. 
Aggregatie Control 
Het aggregeren van gegevens mag alleen uitgevoerd worden door personen die hiervoor zijn 
aangewezen. 
Trusted Computing base 
Systemen die digitale dossiers verwerken moeten onderhouden worden in een vertrouwelijke omgeving 
en moeten beheerd worden door betrouwbare beheerders. 
Beveiligde overdracht 
Organisaties mogen alleen gegevens transporteren over beveiligde communicatie kanalen die 
vertrouwelijkheid en integriteit van de gegevens waarborgen. 
Toegankelijkheid 
Organisaties mogen alleen aan die gegevens komen waartoe ze gerechtigd zijn en waar ze toegang toe 
moeten hebben. 
Consistentie 
 Gegevens in een dossier moeten consistent zijn. 
Volledigheid/compleetheid 
 Dossiers moeten zo volledig/compleet mogelijk zijn. 
Backups 
Backup dossiers moeten zijn beveiligd tegen ongeauthoriseerde toegang. 
 
Rondom identiteiten noemen Grayson (2002) en Solove (2004):  
tabel 9: Principes Identiteiten Grayson (2002) en Solove (2004) 











Identiteiten moeten worden vastgelegd in een document. Een digitale identiteit wordt gekoppeld aan een fysieke 
persoon. Als de integriteit vast is gesteld van de fysieke persoon en de manier waarop het document tot stand is 
gekomen dan hebben we zekerheid over de validiteit van de identiteit. 
 
Er moeten strikte procedures komen voor het vastleggen van identiteiten van nieuwe personen die toegang 
moeten krijgen. Daarnaast moet er een adequaat life-cycle management zijn voor de bestaande identiteiten.   
 
De overheid is de de facto maker en uitgever van identiteiten. Zij dienen een centrale rol te krijgen bij de 
bewaking van het hele identiteitssysteem. De overheid kan integriteit waarborgen van het identiteitsysteem. 
Grayson maakt hierbij het voorbehoud dat de Overheid niet per definitie verantwoordelijk moet zijn voor het 
runnen van de diverse identiteitsprogramma‟s. Combinaties tussen de overheid en private sectoren zijn wellicht 
zeker zo interessant. Echter de infrastructuur en de zwaarwegendheid die nodig is om voordelen voor de hele 





maatschappij te benutten kan alleen behaald worden als de overheid de centrale regie voert. Daarnaast zijn er 
teveel risico‟s en zijn de kosten zo hoog dat de private sector die mogelijk niet op kan brengen. 
 
6.3.3 Principes uit de theorie van dit document 
 
De principes uit bovenstaande paragraaf zijn toegespitst op de beveiliging en privacy van het ketendossier. 
Beveiliging en privacy zijn slechts twee onderwerpen die besproken zijn in hoofdstuk 5. Naast beveiliging en 
privacy is een belangrijk thema dat is voortgekomen uit het vooronderzoek (hoofdstuk 4) de organisatie van de 
keten. De andere onderwerpen die besproken zijn, zijn ketens, ketendossiers en architectuur. Ook hier zijn nog 
principes af te leiden. Door „common sense‟ methode zijn die principes afgeleid. Dit wil zeggen dat de principes 
niet letterlijk uit de literatuur te halen zijn, maar als je de teksten leest zou het afgeleide principe “logisch” te 
noemen moeten zijn.  
De onderstaande tabel is als volgt opgesteld:  
 Eerst wordt het principe beschreven. Als het principe al in de NORA voorkomt dan wordt de NORA tekst 
gebruikt om de verbinding met de NORA te behouden.  
 De overweging geeft aan hoe ik aan het principe gekomen ben en voorkomt dat het principe willekeurig 
uit de lucht lijkt te zijn gegrepen. 
 Aan het eind van de overweging volgt een paragraaf of hoofdstuk aanduiding  waar de theorie terug te 
lezen is.   
Tabel 10: Overige principes (common sense principes) 
 Kandidaat Principes: 
18 
 
Elke ketenpartner met bronsystemen is verantwoordelijk voor zijn eigen beheer van de bronsystemen en dient 
ervoor te zorgen dat volledigheid, beschikbaarheid, integriteit van gegevens gegarandeerd is. 
 
Overweging: Grijpink onderscheid 2 views van de keten. Het grondvlak en het ketenniveau. In het onderzoek is 
vooral gekeken naar het ketenniveau. Omdat een ketendossier uit gegevens bestaat die door bronaanbieders 
aangeleverd moeten worden, ben ik van mening dat we daarom niet helemaal om de bronaanbieder (het 
grondvlak) heen kunnen. Het gaat echter te ver om iets te zeggen over de manier waarop een bronaanbieder 
beheer uit dient te voeren. Vandaar dat alleen aangegeven wordt dat beschikbaarheid, integriteit en 
volledigheid gegarandeerd dient te zijn. De bronaanbieder dient zelf een adequate invulling hieraan te geven.  
 
Bron: Zie paragraaf 5.6 Organisatie van ketens. 
19 Ketenpartners dienen te voldoen aan een vastgestelde mate van IT volwassenheid om te waarborgen dat de 
kwaliteit en veiligheid van de keten gewaarborgd blijft. Hierin moet wel onderscheid worden gemaakt in naar het 
soort ketenpartner. 
 
Overweging: Zoals ook bij het vorige principe is dit een principe die iets zegt over het grondvlak niveau, 
alhoewel dit ook verbinding heeft met het ketenvlak. Men zegt wel ‘de keten is zo sterk als de zwakste schakel’. 
Om te voorkomen dat organisaties onvoldoende aansluiting kunnen vinden of de waarde en beschikbaarheid 
van het ketendossier aantasten kan gekeken worden of de organisatie aan een vooraf afgesproken 
‘volwassenheid’ voldoet. In dit verslag worden twee modellen uitgewerkt . 
 
Bron: Zie paragraaf 5.6 Organisatie van ketens. 
20 Beheer van gemeenschappelijke netwerken en bronsystemen is de taak van het ketenplatform. 
 
Overweging: Daar waar er gekozen wordt voor gezamenlijke coördinatie (Duivenbode, 2000) 
  




kunnen infrastructuren ontstaan die organisatie overkoepelend zijn. Dit zijn de infrastructuren 
waar ketenpartners verbinding mee maken. Om te voorkomen dat het beheer van deze 
gemeenschappelijke netwerken in handen komen van een specifieke bronaanbieder wordt 
voorgesteld om deze in handen van een onafhankelijke partij te geven; genoemd het 
ketenplatform. Om op die manier belangenverstrengeling te voorkomen.  
 
Bron: Zie paragraaf 5.6 Organisatie van ketens. 
21 Ketenpartners dienen periodiek door een externe (EDP)auditor getoetst te worden op de volwassenheid van IT. 
 
Overweging: Wanneer er afspraken gemaakt worden over volwassenheid van IT (zie vorige 
principe) dan dient er ook periodiek getoetst te worden of er aan die voorwaarde wordt voldaan. 
Bij voorkeur door een externe, onafhankelijke partij om ook hier belangenverstrengeling te 
voorkomen.  
 
Bron: Zie paragraaf 5.6 Organisatie van ketens. 
22 De organisatie van de keten dient overkoepelend te worden gecoördineerd. In het zogenoemde Ketenplatform 
dienen afgevaardigden te zitten van de diverse ketenpartners. 
 
Overweging: Om de coördinatie over de keten te kunnen waarborgen dient een aparte organisatie aangesteld 
te worden die zich verantwoordelijk voelt voor het ketendossier en de keteninfrastructuur. Afhankelijk van de 
grootte van de keten en het belang van het ketendossier. Ook voor het nemen van strategische beslissingen en 
het gezamenlijk gebruiken van de financiële middelen.  
 
Bron: Zie paragraaf 5.6 Organisatie van ketens. 
23 De verantwoordelijkheden, plichten en rechten van alle ketenpartners dienen vast te worden gelegd in een 
contract. Het beheer van dit contract wordt door het ketenplatform uitgevoerd. 
 
Overweging: Ketenpartners zijn afhankelijk van elkaar bij het vullen van het ketendossier. Immers de output 
van de ene organisatie is de input van de andere organisatie. Om te voorkomen dat ketenpartners onderling in 
dispuut raken over de verantwoordelijkheden wordt voorgesteld dit in een contract vast te leggen.   
 
Bron: Zie paragraaf 5.6.2 Coördinatie van ketens. 
24 
Er dient een gezamenlijke set van gegevensvelden te zijn. De ketenpartners dienen afspraken te 
maken welke (minimale) gegevensvelden noodzakelijk zijn die moeten worden aangeleverd door 
de ketenpartners. 
 
Overweging: In het kader van standaardisatie van de gegevens dienen bronaanbieders wel te weten welke 
gegevens zij aan moeten leveren en hoe die eruit dienen te zien. 
 
Bron: Zie paragraaf 5.4 Ketendossiers. 
25 Er dient een gezamenlijke set van begrippen en definities te zijn zodat ketenpartners over dezelfde terminologie 
spreken. 
 
Overweging: In het kader van standaardisatie van de gegevens dienen bronaanbieders wel te weten wat de 
betekenis van de gegevens is zodat de partijen over hetzelfde begrip praten. 
 
Bron: Zie paragraaf 5.4 Ketendossiers. 
26 Indien gebruik wordt gemaakt van informatie die ook in door de overheid aangewezen basisregisters  
aanwezig is, dan moet gebruik te worden gemaakt van deze basisregisters. Hierbij dienen de opgestelde 
basisregister eisen door alle partijen in acht te worden genomen. 
 





Overweging: Ik heb lang overwogen of ik dit principe erbij zou moeten zetten omdat dit wettelijk al is 
vastgesteld. Echter zag ik in de NORA dit principe ook terug komen en dus heb ik deze erbij gezet voor de 
volledigheid. Juist ook omdat dit wetgeving is. 
 
Bron: Zie paragraaf 5.5.6 Basisregistraties en authentieke gegevens. 
27 Daar waar gezamenlijke systemen gekoppeld moeten worden aan de keten dient zoveel mogelijk gewerkt te 
worden met universele bouwstenen zoals SOA‟s en SaaS.  
 
Overweging: In het document zijn twee modellen gepresenteerd hoe ketenpartners een verbinding kunnen 
maken met een ketendossier zonder dat zij hiervoor ingrijpende wijzigingen in de software van voorkeur aan 
moeten brengen. Zonder te beweren dat dit de enige twee oplossingen zijn (verdiend verder onderzoek) 
kunnen deze modellen gebruikt worden om koppelingen tot stand te brengen. 
 
Bron: Zie paragraaf 5.5 Architectuur. 
 
6.4 Koppeling met de NORA principes 
 
Bovenstaande 3 tabellen vormen de tijdelijke longlist. In de NORA staan al veel principes en het is reëel te 
verwachten dat in de NORA al principes staan die overeen komen met de bovengenoemde principes . In dat geval 
is het praktischer om de NORA tekst aan te houden zodat we ook de koppeling met de NORA houden.  
De longlist van principes wordt daarom getoetst aan de NORA. Principes die tekstueel of inhoudelijk overeen 
komen met NORA principes daarvan wordt de tekst dus aangepast.  
De transformatie van de tijdelijke longlist naar de definitieve longlist is te vinden in bijlage  C. Deze „definitieve 
longlist‟ zal in de volgende paragrafen „longlist‟ worden genoemd.  
 
6.5 Van longlist naar shortlist via de enquête 
 
Om een shortlist te kunnen maken zal de longlist geordend moeten worden. Het doel is dat het principe dat het 
meest draagkrachtig is bovenaan staat en het principe waarover de  meeste onduidelijkheid bestaat, onderaan 
staat.  
Om dat te kunnen bereiken zijn zoveel mogelijk mensen bevraagd over wat zij van het principe vinden. Dit 
noemen ze het „Wisdom of the Crowds‟ principe  (Surowiecki, 2004). Dit principe is gebaseerd op het fenomeen 
dat meer mensen samen meer weten dan één persoon. Hierover is al meerdere malen gepubliceerd. Wanneer je 
één persoon vraagt om een mening te geven over een principe dan is dat antwoord behoorlijk subjectief . Het is 
de mening van die persoon. Wanneer heel veel mensen een mening mogen geven wordt de uitkomst steeds 
objectiever. Daarnaast is kenmerkend van architectuur dat het abstracte begrippen zijn die afhankelijk van de 
situatie een andere opvatting kunnen veroorzaken.  
Uitgangspunt is dat hoe groter de groep mensen is die een uitspraak doet over een principe, hoe groter het 
draagvlak wordt voor invoering. Of juist niet invoeren.  
Het gaat in dit onderzoek niet om verbanden te leggen tussen principes en succes  of om kansen te berekenen, 
geen oorzaak/vervolg onderzoek, maar om consensusvorming onder deskundigen. Daarom wordt er geen gebruik 
gemaakt van statistiek zoals correlatieanalyse.  
Daarnaast wordt een methode gehanteerd om aan de hand van een paar criteria een oordeel van een respondent 
te krijgen. Op de vraag: “Wat vind je van dit principe A” zal al gauw geantwoord worden “ik vind dat niks” of 
“prima”. Maar daar kun je nog niet zoveel mee. Enige objectiviteit zou wenselijk zijn zodat aan de hand van 
beslisregels een ordening van de lijst plaats kan vinden. De respondenten worden door middel van gesloten 
vragen bevraagd over 4 criteria waarbij ze alleen „ja‟ (vinkje) of „nee‟ (geen vinkje) kunnen antwoorden.  
 
  






Antwoord: Ja of nee 
 
betekenis: 
Is duidelijk wat met het principe bedoeld wordt. Snapt de respondent de strekking van het principe. Als 
de respondent aangeeft het principe niet te snappen dan zegt dat meteen iets over de waarde die hij/zij 
aan andere criteria geeft. Als heel veel respondenten het principe niet snappen dan zegt dat iets over de 
kwaliteit van de formulering of van het principe.  
2. Relevantie 
Antwoord: Ja of nee 
Betekenis: 
Is het principe relevant voor een ketendossiersysteem. Met andere woorden draagt het principe bij aan 
sturing in een ketendossiersysteem. Als dat niet zo is dan kan het principe beter verworpen worden.  
3. Haalbaarheid 
Antwoord: Ja of nee 
Betekenis: 
Is het principe haalbaar. Een principe kan natuurlijk relevant zijn en begrijpelijk maar is het ook 
haalbaar. Misschien dat het principe wel belangrijk is  maar als daardoor de werkbaarheid binnen de 
keten in gevaar komt kan overwogen worden het principe te verwerpen.  
4. Gerealiseerd 
Antwoord: Ja of nee 
Betekenis: 
Is dit principe al gerealiseerd in het ketendossier? Als dat zo is dan is dat een sterker argument  om naar 
die principes te kijken dan naar principes die niet toegepast zijn in een keten.  
Naast de vragen over de principes staan in de enquête ook nog een aantal vragen om duidelijkheid te krijgen 
over de respondent en een aantal vragen om te achterhalen welke ketendossiers er op dit moment allemaal zijn 
en hoe hierover gedacht wordt. 
Dit heeft als voordeel dat voor het tweede deel van het onderzoek een lijst geëxtraheerd kan worden van 
personen die geïnterviewd kunnen worden. 
In totaal hebben 71 respondenten de enquête volledig ingevuld. De minimaal gestelde eis was 50 goed ingevulde 
formulieren. Aan die eis is met 71 voldaan.  
 
Ordening 
De ordening gaat plaats vinden aan de hand van een aantal beslisregels.  
In de beslisregels wordt 50% gehanteerd als scheidslijn tussen te veel en te weinig. In eerste instantie is 
gepoogd de beslisregel 2/3rd majority wins van McGrath waarbij 67% doorslaggevend is. Dit levert problemen op 
omdat er dan vrijwel geen principes meer overblijven. Daarom wordt in dit onderzoek ge kozen voor een 














Indien een meerderheid van de respondenten het principe niet begrijpt wordt het pri ncipe verworpen. 
(TOTAAL(Begrijpelijkheid)<50% dan verwerp_principe)  
Aantal principes die < 50% gescoord hebben = 1  
Aantal principes die ≥ 50% gescoord hebben = 26  
Het principe dat minder dan 50% gescoord heeft wordt verworpen.  
2. RELEVANTIE.  
Indien een meerderheid van de respondenten het principe niet relevant vinden wordt het principe verworpen. 
(TOTAAL(relevantie)<50% dan verwerp_principe) 
Aantal principes die < 50% gescoord hebben = 6  
Aantal principes die ≥ 50% gescoord hebben = 21  
De principes die minder dan 50% gescoord hebben worden verworpen. 
3. HAALBAARHEID 
Als het merendeel een principe niet haalbaar vindt dan wordt deze verworpen.  
(TOTAAL(Haalbaarheid) < 50% dan verwerp_principe)  
Aantal principes die < 50% gescoord hebben = 13 
Aantal principes die ≥ 50% gescoord hebben = 14 
De principes die minder dan 50% gescoord hebben worden verworpen.  
4. REALISATIE 
De moeilijkheid hier is te bepalen wanneer het aantal respondenten die aangeven dat het principe gerealiseerd is 
„voldoende‟ is. Daarom neem ik het volgende  standpunt in. 
Indien minder dan 10% van de respondenten het principe gerealiseerd aanvinkt wordt het principe verworpen 
ten gunste van de meer toegepaste principes. Voorwaarde is dan wel dat er minimaal een lijst van 10 principes 
overblijven. Anders wordt het percentage naar beneden bijgesteld.  
(TOTAAL(Realisatie)<10% dan verwerp_principe) 
Aantal principes die < 10% gescoord hebben = 5 
Aantal principes die ≥ 10% gescoord hebben = 22  
De principes die minder dan 10% gescoord hebben worden verworpen.  
 
Tenslotte: 
De top10 lijst wordt samengesteld door de overgebleven principes te sorteren op realisatie. De principes met het  
grootst aantal realisaties staan nu bovenaan.  
LIJST = SORTEER (REALISATIE)  
En tenslotte worden de bovenste 10 principes afgeroomd: 
TOP10 = TOP(LIJST, 10) 
  




De lijst die nu overblijft is een top10 van principes met een hoge relevantie en vaak gerealiseerd b innen 
ketendossiersystemen. De principes worden begrepen en als haalbaar aangemerkt door het merendeel van de 
respondenten. 
Na doorvoering van deze beslisregels ontstaat de tabel in Bijlage D: . 
De volgende tabel toont de top10 nadat de bovenste 10 principes worden afgeroomd van de tabel in de bijlage.  






  Top 10 lijst Principe Criteria               Bestaand 












*NB: Principe 8 is als gevolg van een interpretatiefout verkeerd verwoord in de lijst met principes 
terecht gekomen. Uit de theorie blijkt  dat het om Back-up dossiers gaat die op een veilige 
manier bewaart moeten worden (zie Tabel 8 nr 13.) omdat in het hele praktijk onderzoek met 
de verkeerde beschrijving gewerkt is blijft die daarom gehandhaafd. 
aantal % aantal % aantal % aantal % principe 
1 7 
Voor het gebruiken van ICT-voorzieningen vindt logische 
toegangscontrole plaats (identificatie  authenticatie).  57 80,3% 60 84,5% 53 74,6% 31 43,7% √ 
2 11 
Afnemers van ketendossiers mogen alleen aan die gegevens komen 
waartoe ze gerechtigd zijn (autorisatie).  (Een afnemer is iemand die 
gebruik maakt van de gegevens in een ketendossier). 
55 77,5% 60 84,5% 49 69,0% 26 36,6%   
3 26 
De Basisregistraties zijn leidend. (De overheid heeft basisregisters in het 
leven geroepen om vaak opgevraagde gegevens zoveel mogelijk op 1 
plek vast te leggen. Denk aan het BSN nummer dat elke burger 
toegewezen krijgt).  
57 80,3% 55 77,5% 48 67,6% 25 35,2% √ 
4 25 
Er dient een gezamenlijke set van begrippen en definities te zijn zodat 
ketenpartners over dezelfde terminologie spreken.   
58 81,7% 63 88,7% 47 66,2% 19 26,8%   
5 9 
Ketendossierssystemen moeten beheerd worden door deskundige en 
betrouwbare beheerders.    
48 67,6% 49 69,0% 37 52,1% 16 22,5%   
6 22 
Coördinatie rondom de belangrijke zaken van een dossier dient 
uitgevoerd te worden door een organisatie (ketenplatform) waarin 
afgevaardigden van de ketenpartners plaats hebben.  
55 77,5% 53 74,6% 42 59,2% 15 21,1%   
7 3 
Ketenpartners waarborgen de persoonlijke levenssfeer (privacy) van 
natuurlijke personen door te voldoen aan de eisen uit de Wbp (Wet 
bescherming persoonsgegevens)  
53 74,6% 53 74,6% 44 62,0% 15 21,1% √ 
8* 14 
Dossiers moeten periodiek worden gebackupped op een beveiligde back-
upomgeving. 
49 69,0% 41 57,7% 38 53,5% 15 21,1%   
9 6 
Databasegegevens zijn herleidbaar tot de bron. Met andere woorden  
metagegevens over elke mutatie moeten worden vastgelegd (wie heeft 
welke mutatie doorgevoerd  wanneer enzovoort). 
54 76,1% 51 71,8% 40 56,3% 14 19,7% √ 
10 18 
De eigenaar van een gegeven is verantwoordelijk voor de kwaliteit 
(actualiteit  betrouwbaarheid) van een gegeven. 
49 69,0% 47 66,2% 37 52,1% 11 15,5% √ 
Tabel 11: Top10 lijst 







6.6 Toetsing van de top10 in de praktijk door interviews 
 
Nadat de top10 tot stand is gekomen, is het moment aangebroken om de lijst te gaan toetsen aan de praktijk.  
De interviews worden gebruikt om duidelijker te maken òf en hoe de principes worden toegepast in de praktijk. 
Het moet dus meer kleur geven aan de ja/nee antwoorden van de enquête omdat, ondanks het gesloten 
karakter van de vragen, de antwoorden nog steeds subjectief zijn . Daarnaast wordt een poging gewaagd om 
via de interviews duidelijk te krijgen of er een verschil is tussen de verschillende  ketendossiers in het 
toepassen van principes zodat duidelijk aangewezen kan worden welk principe bijdraagt aan het succes van 
een ketendossiersysteem.  
De vragen die beantwoord moeten worden zijn: 
- Hoe worden de principes nu toegepast?  
- Is er een onderscheid te maken tussen principes die zijn doorgevoerd bij de positieve groep, ten op 
zicht van de negatieve groep? 
- Is er een rode draad te vinden van problemen in relatie tot de principes?  
Om een selectie te kunnen maken zijn in de enquête drie belangrijke vragen opgenomen: 
1. Bij welk ketendossier bent u betrokken?  
2. Hoe beoordeelt u het ketendossier? 
3. Bent u bereid mee te werken aan een interview? 
Met de betrokken personen is een afspraak gemaakt. Hierbij zijn er twee vormen: 
1. Mondeling 
2. Per e-mail 
Voor elk van de twee groepen is een aparte vragenlijst opgesteld.  
De vragen zijn zodanig opgesteld dat niet direct gevraagd wordt wat de geïnterviewde vindt van een principe. 
De vragen zijn afgeleid van het principe zodat aan de hand van indirecte vragen de geïnterviewde ui tgedaagd 
wordt om aan te geven of het principe is ingevoerd. Door direct te vragen of een principe is doorgevoerd kan 
een gekleurd beeld ontstaan als de geïnterviewde politiekcorrecte antwoorden gaat geven. Door indirecte 
vragen te stellen weet de geïnterviewde niet om welk principe het gaat. Uiteraard kunnen ook hier gekleurde 
antwoorden gegeven worden. Dit houd je nooit helemaal tegen. Omdat zoveel mogelijk te voorkomen word en 
per principe meerdere vragen gesteld.  
Wanneer tijdens het gesprek duidelijk aangetoond wordt dat er aandacht is voor een principe binnen het 
ketendossier waar de geïnterviewde werkzaam is , dan wordt dit beoordeeld met een „+‟. Wanneer er geen 
aanknopingspunten worden gevonden dan wordt dit beoordeeld met een „ -„. De verzameling plussen en minnen 
worden in een tabel geplaatst zodat in een overzicht te zien is welke principes wel en niet worden toegepast.  





Bijlage F: en bijlage F tonen de vragen die gesteld zijn tijdens de interviews.  
De keuze voor de geïnterviewde personen is als volgt ontstaan: 
Tijdens de enquête is de respondent gevraagd om het ketendossier waarin hij/zij werkzaam is te beoordelen 
hoe goed deze voldoet aan de gestelde doelen en eisen. De respondent kon een cijfer geven van 1  (buitenwoon 
slecht) tot en met 10 (uitmuntend). Hieruit zijn 2 groepen respondenten ontstaan. De negatieve groep 
(beoordeling <6) en de positieve groep (beoordeling ≥ 6). 
Uit elke groep zijn een 3-tal respondenten gekozen waarbij de cijfers over het bereik 1 -5 en 6-10 verdeeld 
lagen (dus niet alleen mensen die heel negatief waren).  
Uit eindelijk hebben 2 respondenten besloten niet mee te werken aan een interview. Omdat toen nog maar 4 
overbleven is daarna een interview met de Lead Architect van het Landelijk Elektronisch Patiëntendossier 
toegevoegd. 
 
6.7 Confrontatie van de principes 
 
Principes die aantoonbaar werden toegepast werden voorzien van een „+‟. Als bleek dat  een principe niet werd 
toegepast dan werd een „- „ gegeven.  
Onderstaande tabel toont de resultaten. De dossiers waarover het interview ging staan in de bovenste rij. Rood 
wil zeggen dat de interviewer het dossier negatief beoordeel t. Groen is een positieve beoordeling. (Zie ook 
6.6). 
















1 + + + + + + 
2 + + + + + + 
3 + - + +  + 
4 + + + +  + 
5 + + + + + + 
6 - - - + + + 
7 + - + +  + 
8 + + + + + + 
9 + + + + + + 
10 + + + +  + 
                                                 
* Let op! Niet te verwarren met de Elektronisch Patiënten Dossiers die ontstaan binnen ziekenhuizen. Deze worden ook EPD genoemd 
maar hebben geen relatie met het Landelijk EPD zoals het NICTIZ deze aan het doorvoeren is. 
  





NB: Tijdens het gesprek over het ESD en tijdens het gesprek over het ELD zijn we ook even ingegaan op het 
EKD. Beide gesprekken gebruikten het EKD als voorbeeld hoe het zou moeten. Vandaar dat EKD hier is 
opgenomen zonder dat daar een afzonderlijk interview van is terug te vinden. Wat niet is ingevuld is niet 
besproken. 
Wanneer we deze tabel onder de loep nemen dan zijn 2 zaken waarneembaar : 
1. Over het geheel genomen worden de meeste principes toch wel in meer of mindere mate doorgevoerd. 
Een aantal is zelfs wettelijk vastgesteld.  
2. De grote rode draad waar tijdens het gesprek steeds de nadruk op kwam was de besturing en de 
coördinatie rondom de keten. En dan juist het afwezig zijn daarvan. Bij het EKD, ELD en EPD is dat er 
wel en dit wordt ook aangegeven als het sterke punt van het succes. Hier uit valt op te maken dat 
inrichtingsprincipes over het besturen en organiseren van de keten door middel van een aparte 
organisatie de uitkomst is van het praktisch onderzoek.  
Dit doet overigens niets af aan de overige principes. De omgekeerde vraag zou ges teld kunnen worden: Als de 
principes van de top10 die nu wel zijn doorgevoerd, niet waren doorgevoerd, doet dat dan afbreuk aan het 
succes van het ketendossier? Dit is niet onderzocht! 





6.8 Classificatie van de principes 
 
De principes kunnen in de toekomst in de NORA te worden opgenomen. Om dit te kunnen zal duidelijk moeten 
zijn onder welk basisprincipe het principe een plek moet gaan krijgen. Hierbij wordt gebruik gemaakt van de 
tender NORA Katern Strategie versie 1.0 distributie 13.  
In tabel 2 is de lijst van basisprincipes te zien zoals die nu door het ICTU wordt voorgesteld voor de volgende 
versie van de NORA (NORA 3.0). De bijbehorende beschrijvingen worden gebruikt om de principes uit dit 
onderzoek te classificeren. Omdat de NORA 3.0 nog in ontwikkeling is, is het mogelijk dat de indeling er nog 
anders uit gaat zien, maar uitgaande van de nieuwe versie zou de indeling er als volgt uit gaan zien:  
tabel 13: Principes gekoppeld aan de NORA basisprincipes 
 
  Top 10 lijst Principe    








       
1 Voor het gebruiken van ICT-voorzieningen vindt logische 






Afnemers van ketendossiers mogen alleen aan die gegevens komen 
waartoe ze gerechtigd zijn (autorisatie).    (Een afnemer is iemand die 







De Basisregistraties zijn leidend. (De overheid heeft basisregisters in het 
leven geroepen om vaak opgevraagde gegevens zoveel mogelijk op 1 
plek vast te leggen. Denk aan het BSN nummer dat elke burger 









Er dient een gezamenlijke set van begrippen en definities te zijn zodat 





5 Ketendossierssystemen moeten beheerd worden door deskundige en 







Coördinatie rondom de belangrijke zaken van een dossier dient 
uitgevoerd te worden door een organisatie (ketenplatform) waarin 







Ketenpartners waarborgen de persoonlijke levenssfeer (privacy) van 
natuurlijke personen door te voldoen aan de eisen uit de Wbp (Wet 













Databasegegevens zijn herleidbaar tot de bron. Met andere woorden  
metagegevens over elke mutatie moeten worden vastgelegd. (Wie heeft 









De eigenaar van een gegeven is verantwoordelijk voor de kwaliteit 







In de kolom Bestaand NORA Principe wordt een vinkje geplaatst als dit principe al in de NORA staat.  
  




6.9 Principes naar NORA format 
 
De NORA hanteert een vast format hoe principes gepresenteerd worden. Als onderdeel van het afstudeerwerk 
zijn de principes die nog niet in de NORA staan in dat format geformuleerd. Z ie hiervoor BIJLAGE J: 
VERTALING PRINCIPES NAAR NORA FORMAT.  
6.10 Terug naar de onderzoeksvragen 
 
De these van dit onderzoek is: 
Er is een lijst op te stellen met daarin architectuur principes die bijdragen aan een succesvolle invoeri ng van 
een ketendossier. 
Uit het praktisch onderzoek is een top10 gekomen (Tabel 11: Top10 lijst). Deze is in de praktijk getoetst. 
Gebleken is praktisch alle principes doorgevoerd zijn maar dat met name bij de negatieve groep het ontbreekt 
aan de organisatie rondom het ketendossier. De these kan dus met een „ja‟ worden beantwoord.  Overigens 
blijkt bij het strafrechtdossier principe 3 en 7 ook niet ingevoerd te zijn. Maar aangezien dit bij de andere 
dossiers wel is gebeurd is niet hard te maken dat deze aantoonbaar bijdragen aan het succes van een 
ketendossier. 
 En er kan geconcludeerd worden dat het principe 6: 
Coördinatie rondom de belangrijke zaken van een dossier dient uitgevoerd te worden door een organisatie (ketenplatform) waarin 
afgevaardigden van de ketenpartners plaats hebben. 
 
uit de tabel het principe is die duidelijk het onderscheid aangeeft tussen de positieve groep en de negatieve 
groep. Uit de confrontatie is dus te concluderen dat aannemelijk is dat met name dit principe sterk zal bij kan 
dragen aan het succes van een ketendossier. Vanwege het beperkte aantal interviews mag deze conclusie niet 
hard worden gemaakt. 
De deelvraag 7: Is/zijn er een of meerdere principes aan te wijzen die aantoonbaar voor het succes van een 
ketendossier zijn?  
Is hiermee beantwoord. 










7 CONCLUSIES EN AANBEVELINGEN 




Ketendossiers gaan een grote impact in eenieders leven veroorzaken. Dat beginnen we nu al te merken. Elke 
Nederlander heeft al een brief van het Ministerie van Volksgezondheid, Welzijn en Sport binnengekregen met 
de vraag of zijn/haar gegevens opgenomen mogen gaan worden in het Landelijk Elektronisch Patiëntendossier. 
Meedoen? Of niet meedoen? Het is nu nog een keuze maar steeds meer ketendossiers ontstaan waarbij 
ongevraagd gegevens van mensen en organisaties verzameld worden.  
Wanneer we de berichten over ketendossiers in de media lezen komen een aantal thema‟s steeds weer terug. 
In hoofdlijnen zijn ze in te delen in 3 onderwerpen: Organisatie en coördinatie van ketendossiers, privacy en 
beveiliging. Deze thema‟s dienen steeds hoog op de agenda‟s van initiatiefnemers te staan.  
Organisatie van ketendossiers:  Hoe zorgen we ervoor dat de keten, die bestaat uit ketenpartners met 
eigen agenda‟s, doelen en belangen, goed functioneert en dat afspraken nagekomen worden ? 
Privacy: Hoe zorgen we ervoor dat de privacy van gegevens gewaarborgd blijft ? 
Beveiliging: Hoe zorgen we ervoor dat het systeem zodanig is ingericht dat gegevens alleen door die 
personen ingezien kunnen worden die ook daadwerkelijk toegang tot die gegevens moeten hebben ? 
 
Inrichting van ketens en ketendossiers is een lastige materie. Met name in de publieke sector worden 
organisaties vaak wettelijk verplicht om mee te werken. Wanneer er onvoldoende draagvlak is voor de 
noodzaak treden situaties op waarbij de ketenpartner eerst naar zichzelf kijkt voordat het naar het belang van 
de keten kijkt. “Als ik dit niet van jou krijg… kri jg jij dat niet van mij”. In de praktijk blijkt dat in het 
bedrijfsleven ketens ontstaan op basis van vrijwilligheid. De noodzaak tot samenwerking is hierbij dan vaak al 
vanzelfsprekend aanwezig. De input van de ene organisatie komt voort uit de output van  de andere 
organisatie. Beschikbaarheid en consistentie van gegevens is een belangrijke voorwaarde. Tel daarbij op dat 
verschillende ketenpartners eigen beleid, agenda‟s en belangen hebben en een zekere mate van autonomie 
willen behouden, dan stelt dit extra belang bij het goed inrichten van de ketensamenwerking.  
De overheid kan een belangrijke centrale rol spelen in de publieke sector als het gaat om ketendossiers. Door 
organisaties in de publieke sector te voorzien van standaard architectuur principes kan ze bewust bijdragen aan 
de interoperabiliteit van de systemen die ontstaan. Daarnaast kan ze sturing geven aan zaken als privacy, 
beveiliging en de coördinatie rondom het ketendossier  zonder zich direct te moeten mengen in de organisatie 
van het ketendossier.  
Wanneer de bestaande ketendossier initiatieven ingedeeld worden in twee groepen: Positief en negatief 
(waarbij positief of negatief een subjectieve beoordeling representeert hoe men de implementatie van het 
ketendossier afspiegelt tegen de gestelde doelen en afspraken) en met elkaar vergeleken worden, dan blijkt 
dat de grote onderscheidende factor de coördinatie van het ketendossier is. Met name bij de negatief 
beoordeelde ketendossiers ontbreekt het deels of geheel aan centrale coördinatie.  
Dit onderzoek gaat over de het toepassen van principes in de NORA rondom ketendossiers. Door een proces is 
een lijst ontstaan die getoetst is op hun waarde en toepasbaarheid in de praktijk.  Het blijkt dat de bezochte 
organisaties de principes zoals weergegeven in de top10 van dit onderzoek al in meer of mindere mate 
doorgevoerd hebben. Ze onderschrijven het belang van architectuur en van de voorgestelde principes voor het 
goed functioneren van het ketendossier. De overheid doet er daarom goed aan om de principes die nog niet in 
de NORA zijn opgenomen alsnog op te nemen in de nieuwe versie van de NORA.  
Gesteld kan worden dat dit onderzoek heeft aangetoond dat met name het principe over coördinatie in de 
keten (principe 6 uit tabel 11: Top10 lijst) mogelijk kan bijdragen aan het succes van een ketendossier. Het 
aantal interviews (5) dat hierover gevoerd is, is echter te beperkt om keiharde conclusies te trekken. Maar het 
is wel aannemelijk dat deze bijdraagt aan het succes.  





De overige principes kunnen wel mogelijk bi jdragen aan het succes van een ketendossier maar dat is in dit 
onderzoek niet aangetoond. Mede doordat de principes zowel bij de positieve als de negatieve groep is 
doorgevoerd (bijna overal een „+‟) kan geen uitspraak worden gedaan. Een tegengesteld onder zoek zou hier 
meer kunnen verklaren; Wat nu als ik een principe weghaal uit een ketendossier, draagt dit dan bij aan het 




De volgende aanbevelingen zijn nog te doen. 
- Hanteer de top10 bij het ontwerpen en implementeren van (nieuwe) ketendossiersystemen. Ondanks 
dat niet bewezen is dat alle principes aantoonbaar succesvol zijn, vind t een grote groep architecten en 
informatiebeleidmedewerkers dat deze principes belangrijk zijn binnen ketens.  
- Zorg ervoor dat de coördinatie goed is. Uit het onderzoek is gebleken dat het met name hier nogal aan 
schort bij ketens die als negatief worden beschouwd.  
- Bewaak de doorvoering van de NORA principes bij de ketendossiersystemen.  
7.3 Vervolgonderzoeken 
 
Het onderzoek richt zich maar op een beperkt deel van een heel breed gebied. Uit het theoretisch 
onderzoek is gebleken dat het ketendossier als onderzoeksgebied nog onontgonnen gebied is. Dit in 
tegenstelling tot ketennetwerken. Daarom worden in deze paragraaf een aantal vervolgonderzoeken bij 
elkaar gezet die, hopelijk, aanleiding gaan geven voor vervolgonderzoek.  
- Onderzoek de financiële kant van het verhaal. Hoever ga je met het inpompen van geld in een 
ketendossier. Zijn hier grenzen aan te stellen?  
- Onderzoek hoe IT Governance bij kan dragen aan het bepalen of de performance van de ketendoelen 
voldoen aan de gestelde eisen. Er is een 4-deling hierin te maken: 
1. Afstemming met doelen van de ketenorganisatie 
2. Kansen en voordelen goed benutten 
3. Verantwoordelijke inzet van resources 
4. Risicobeheer 
 
- In het onderzoek is vooral gekeken naar het ketenniveau (conform Grijpink). Kort wordt even 
aangestipt dat er ook methoden zijn om te kijken of ketenpartners wel voldoende „volwassen‟ zijn om 
deel te kunnen nemen aan de keten. Onderzoek welke meetinstrumenten voor ketenpartners (IT 
Volwassenheid) er zijn en hoe die ingezet kunnen worden. In dit onderzoek worden er twee genoemd 
als voorbeeld, maar waarschijnlijk zijn er nog meer. 
- Onderzoek hoe principes getoetst kunnen worden in de praktijk. Welke criteria stel je aan „voldoende‟ 
doorvoering en hoe toets je de invoering en naleving? 
- Onderzoek verder hoe een ketenplatform er uit kan zien. In dit onderzoek wordt daar verder niet op in 
gegaan.  
- Onderzoek de relatie tussen de top-down benadering van de ketendossier implementatie en de bottom-
up methode waarbij eerst gekeken wordt naar de „techniek‟ en dan naar de strategie. Met name het 
Elektronisch Leerdossier en Elektronisch Klantdossier zijn twee voorbeelden waarbij een combinatie 
van die twee succesvol blijken te zijn.  
  





“Het leven is net ganzenborden. Je kunt steeds weer opnieuw beginnen, tenzij je in de put blijft 
zitten…” 
 
8.1 De praktijk van het onderzoek 
 
De opdrachtgever is het ICTU in Den Haag. Voor mij bij de start een volledig onbekende organisatie. Het ICTU 
heeft, naast het ontwikkelen van de NORA, een aantal andere taken die ze voor de overheid uitvoert. Mijn 
werkzaamheden raken met name het organisatie gedeelte dat zich met de NORA bezig houdt. 
Hier liep ik al meteen aan tegen het probleem dat ik de organisatie en de medewerkers niet ken. Ook was de 
NORA voor mij tot dan toe onbekend terrein. Aan mij dus de taak om me eerst te verdiepen in die materie 
voordat ik kon starten met het onderzoek. Dat gaf me aan de ene kant een achterstand. Wanneer ik een 
opdracht zou uitvoeren in de organisatie waar ik werk, dan ken ik de mensen en de organisatie en kan me 
focussen op het onderwerp. We worden geleerd tijdens de studie dat onderzoek objecti ef en zonder 
vooroordelen uitgevoerd moet worden. Het voordeel dat ik heb is dat ik onbevooroordeeld het onderzoek kan 
uitvoeren omdat ik geen eigen belang heb bij een bepaalde uitkomst.  
 
8.2 De theorie van het onderzoek 
 
Het centrale afstudeerthema was architectuur. Tijdens de literatuurstudie bleek al snel dat er meer dan één 
soort architectuur is en dat er zelfs een hele gelaagdheid is. Ketendossiers was het onderzoeksgebied binnen 
architectuur. Opvallend was dat er rondom ketendossiers nog maar weinig wetenschappelijke literatuur te 
vinden was. Over ketennetwerken was al het nodige te vinden maar ketendossiers is nog betrekkelijk nieuwe 
materie. Dit betekende dat ik via een omweg op zoek moest naar relevante literatuur en vereiste een 
voorstudie van het onderwerp. Een kleine tegenslag (het liefst wil je meteen aan de slag met het eigenlijke 
onderwerp) waar ik wel enorm veel van geleerd heb over de aanpak van dit soort onderzoeken.   
 
8.3 Scope van het onderzoek 
 
Scopen van het onderzoek is uiterst belangrijk geb leken. De beperkte tijd die beschikbaar is zorgt ervoor dat je 
duidelijk moet hebben wat je gaat onderzoeken. In de valkuilen van het onderzoek doen ben ik waarschijnlijk 
ook allemaal getrapt. Hoofd- van bijzaken scheiden en steeds weer de vraag stellen: “Waar ben ik mee bezig 
en hoe draagt het bij aan het beantwoorden van de onderzoeksvragen” . Er komen zoveel onderwerpen naar 
voren die ook hartstikke interessant zijn, ook in het kader van het onderzoek, maar die alleen maar zorgen dat 
de scope steeds breder wordt.  Voordat je het weet ben je een onderzoek aan het doen om het hele 
ketenprobleem op te lossen.  
 
8.4 Gehanteerde methode 
 
De enquête die in het onderzoek gebruikt is, is met name om de opinie van veel respondenten te weet te 
komen. Het was van meet af aan niet de bedoeling om door middel van de enquête een verband te leggen 
tussen architectuurprincipes en het succes van een ketendossier. De beoordeling van de resultaten uit de 
enquête zorgde voor het nodige denkwerk. Ook hier geldt weer dat de resulta ten objectief door een andere 
onderzoeker volgens dezelfde methode bereikt moeten worden. Beslisregels leken me een goede methode 
hiervoor om procesmatig tot een antwoord te kunnen komen wat herhaalbaar is.  In de literatuur heb ik geen 
voorbeelden kunnen vinden van dit soort beslisregels waardoor ik die dus zelf heb moeten bedenken. Hierbij 
ligt logisch redeneren aan de grondslag van de regels.  
 





8.5 Nieuwe inzichten 
 
De these die aan het begin van dit document gesteld is, is positief te beantwoorden. Door een gestructureerde 
aanpak is een set architectuurprincipes ontstaan die in de NORA geplaatst kunnen worden met een breed 
draagvlak door architecten. De resultaten worden onderkend door de geïnterviewden waardoor het voorstel 
niet meer iets van mezelf is, maar van de architectenwereld. Het onderzoek kan bijdragen in de toekomst aan 






Het hele afstudeertraject heeft inmiddels bijna 1,5 jaar geduurd. De voornaamste reden hiervoor is dat het 
opstarten nadat je het onderzoek een tijdje hebt laten liggen weer veel tijd kost. De ideale situatie zou zijn dat 
je aan een stuk door aan het onderzoek kan werken. Van begin tot eind. Helaas heb je daarnaast ook de 
dagelijkse werkzaamheden en is er ook nog een privé leven dat ook beslag legt op de beschikbare tijd. 
Daardoor is het nogal eens voor gekomen dat ik het afstuderen wat opgeschoven heb met als gevolg dat je 
steeds weer opnieuw moet beginnen.  
Daarnaast heb ik veel moeite gehad met de literatuurstudie. Niet zo zeer omdat het de literatuurstudie is, wat 
toch vaak als vervelend werk wordt beschouwd heb ik inmiddels ervaren, ook van medestudenten, maar vooral 
om op het juiste pad te blijven. Constant jezelf de vraag stellen: “Wat wil ik bereiken, hoe ga ik daar komen, 
en wie of wat heb ik daarbij nodig”. Naarmate je meer en meer in het onderwerp verdiept wordt je 
interessegebied steeds breder. Ik bemerkte bij mezelf dat ik daardoor steeds meer literatuur aan het lezen was 
die weliswaar interessant was, maar niets toevoegt aan de oplossing van mijn onderzoeksprobleem.  
Omdat ik vervolgens in cirkels begon te draaien tijdens de literatuurstudie heb ik ook een tijd lang een 
behoorlijke dip gehad waardoor ook de interesse in het afstuderen wat afnam. Na wat gas te hebben  
teruggenomen en met diverse mensen te hebben gepraat, heb ik daarna de draad weer gemotiveerd op kunnen 
pakken en ben nu aan het einde gekomen. Een strakke planning maken en jezelf verplichten daaraan te houden 
heeft hier overigens wel bij geholpen. 
 
8.6.2 Onderwerp en probleem 
 
Het onderwerp is aangereikt door de OU. De OU heeft me geïntroduceerd bij het ICTU en daarna ben ik samen 
met mijn begeleider van het ICTU het hele traject in gegaan.  
Vanuit mijn werkzaamheden heb ik weinig te maken met het onderwerp. Het ICTU was ook een onbekende 
evenals de NORA en referentiearchitectuur in het algemeen. Een achterstand die je niet hebt wanneer je een 
probleem oppakt in je eigen organisatie en in je eigen werk. Het hele onderzoek heeft me een aardig beeld 
opgeleverd hoe organisaties als het ICTU in de overheid zitten en wat voor een soort werkzaamheden zij nu 
doen. Maar voor mijn gevoel ben ik wel de nodige tijd „kwijtgeraakt‟ aan het onderzoeken van de organisatie en 
het onderwerp die in mindering moet worden gebracht op de 700 uur die staat voor het hele afstudeertraject.  
De probleemstelling en onderzoeksvragen heb enkele keren bij moeten stellen. Ook dat heeft er wel voor 
gezorgd dat ik lang op een onzeker pad actief ben geweest. Wellicht was het beter geweest om in het begin 
hier meer tijd aan te besteden zodat ik doelgerichter het literatuuronderzoek in kon gaan.  
 
  




8.6.3 Het onderzoek 
 
Voor mijn gevoel is het praktisch gedeelte van het onderzoek goed verlopen. Eenmaal bezig met de enquête en 
later met de interviews en het verwerken van de gegevens begonnen de puzzelstukjes op hun plek te vallen en 
werd ik steeds enthousiaster. Ik ben er dan ook wel trots op dat mijn gevonden uitkomsten overeenkomen met 
de beleving van mijn begeleider en de geïnterviewde personen. In elk geval is een belangrijke les hier dat ik in 
de toekomst af en toe de theorie eerder aan de kant leg wanneer ik vast lijk te zitten en aan de slag ga met de 
praktijk. Wat mij gebleken is, is dat tijdens de uitvoering van de praktijk, ook de theorie beter een  plek begint 
te krijgen en je soms zelfs de theoretische antwoorden vanzelf aan komen waaien terwijl je voorheen maar in 
cirkeltjes aan het rondrennen was. Bijvoorbeeld ook tijdens mijn interviews werd ik gewezen op bepaalde 
literatuur waarmee ik antwoorden kon vinden op mijn vragen.  
Daarnaast heb ik geleerd dat het verstandig is om snel een netwerk van mensen om je heen op te bouwen die 
ook iets met het onderwerp van doen hebben zodat je ook daar af en toe eens raad en een luisterend oor kunt 
vinden.  
 
8.6.4 Het geheel 
 
Over het geheel gezien is het me niet tegen gevallen. Ik heb er langer over gedaan dan verwacht maar de 
resultaten zijn er wel naar. Wellicht is dit niet een heel sterk onderzoek kijkend naar ondersteuning en het 
beperkt aantal interviews, maar de resultaten liggen wel in de lijn der verwachting van de mensen die ik 
gesproken heb. Daarnaast is het voor mij de eerste keer dat ik een onderzoek op deze manier heb uitgevoerd.  
8.6.5 Bijdrage aan de wetenschap 
 
De laatste vraag die nog gesteld kan worden is wat dit onderzoek nu bijdraagt aan de wetenschap.  
 
Op de eerste plaats is dit onderzoek vooral een onderzoek voor een toepassing bij het ICTU en niet zozeer voor 
de wetenschap in het algemeen. Als toegevoegde waarde voor de wetenschap zou aangemerkt kunnen worden 
dat in dit onderzoek een redelijk subjectief gegeven namelijk het draagvlak voor architectuurprincipes op een 
objectieve manier bepaald is door gebruik te maken van het Wisdom of the Crowds principe en het toepassen 
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BIJLAGE C: LONGLIST PRINCIPES VERSUS NORA 
 
Onderstaande tabel toont een overzicht van de gevonden principes uit de literatuur met daarbij vergelijkbare NORA principes. 
Bij elk principe is gekeken of er in de NORA een vergelijkbaar principe staat of een principe die inhoudelijk een grote gelijkenis 
heeft. In dat geval wordt het NORA principe gehanteerd.  
 
 Principe vanuit literatuur Vergelijkbare principe 
NORA 
1 De overheid heeft basisregisters in het leven geroepen 
om vaak opgevraagde gegevens zoveel mogelijk op 1 
plek vast te leggen. (Denk aan het BSN nummer dat elke 
burger toegewezen krijgt.) Indien gegevens in een 
basisregister zijn vastgelegd, dan moeten deze 
basisregisters zoveel mogelijk gebruikt worden en 
dienen de eisen die de overheid heeft opgesteld, door 
alle partijen in acht te worden genomen.  
De Basisregistraties zijn 
leidend (principe 7.2.3). 
2 Basisset van gegevens: De ketenpartners dienen 
afspraken te maken welke (minimale) gegevensvelden 
noodzakelijk zijn binnen het dossier.   
Gestructureerde 
gegevensopslag heeft de 




3 Er dient een gezamenlijke set van begrippen en 
definities te zijn zodat ketenpartners over dezelfde 
terminologie spreken.   
 
4 Daar waar verschillende informatiesystemen gekoppeld 
moeten worden aan de keten, dient gewerkt te worden 
met universele principes en bouwstenen zoals SOA 
(Service Oriented Architecture) en SaaS (Software as a 
Service).   
Organisaties en 
applicaties die in 
verschillende functionele 
domeinen werkzaam zijn, 
werken met elkaar samen 
op basis van services 
(principe 6.1.1.3). 
5 Bij alle wijzigingen in het dossier moet gelogd worden 
wie wat gedaan heeft en wanneer. 
Databasegegevens zijn 
herleidbaar tot de bron 
(principe 7.2.1.3). 
6 Informatie mag niet gekopieerd worden in een ander 
dossier zonder dat de persoon die dit doet geautoriseerd 
is in de Access Control lijst (ACL). In een ACL staan de 
autorisaties vastgelegd.   







7 Het aggregeren (samenvoegen, of samenvatten) van 
gegevens waardoor er nieuwe gegevens ontstaan mag 
alleen uitgevoerd worden door personen die hiervoor 
zijn aangewezen.   
 
8 Systemen die digitale dossiers verwerken moeten 
onderhouden worden in een vertrouwelijke omgeving en 
moeten beheerd worden door betrouwbare beheerders. 
 





De definitie van betrouwbaarheid en controle op 
betrouwbaarheid wordt uitgevoerd door speciaal 
aangewezen personen.   
9 Bronsysteemeigenaren mogen alleen gegevens 
transporteren over beveiligde communicatie kanalen die 
vertrouwelijkheid en integriteit van de gegevens 
waarborgen.   
Communicatie tussen 
(overheids)organisaties 
verloopt via besloten, 
separate netwerken of 
door middel van een 
virtual private network 
verbinding via netwerken 
van particuliere bedrijven 
(principe 7.3.1). 
10 Ketendossiergebruikers mogen alleen aan die gegevens 
komen waartoe ze gerechtigd zijn en waar ze toegang 
toe moeten hebben.   
 
11 Uitgegeven identiteitsbewijzen moeten worden 
vastgelegd in een document. Als de integriteit vast is 
gesteld van de fysieke persoon en de manier waarop het 
document tot stand is gekomen dan hebben we 
zekerheid over de validiteit van de identiteit.   
Elektronische diensten 
worden verleend op basis 
van een bekende 
identiteit, waar het gaat 
om persoonlijke gegevens 
en transacties.  
12 De keten dient procedures en regels op te stellen 
rondom life-cycle management (aanmaken, onderhouden 
en opheffen van identiteiten) van bestaande en nieuwe 
identiteiten  
 
13 Het beheer van de keten is de taak van een speciale 
onafhankelijke organisatie waarbij de individuele leden 
van die organisatie wel afkomstig kunnen zijn van de 
aangesloten ketenpartners. 
 
14 Ketenpartners dienen een structurele vorm van overleg 
af te spreken en dit overleg periodiek in te plannen.   
 
15 Na een mutatie dient de persoon of organisatie over wie 
het dossier is opgesteld op de hoogte te worden gesteld 
zodat men altijd op de hoogte is van de actuele inhoud 
van het dossier.   
 
16 Alleen iemand die door de Access Control List gerechtigd 
is mag een dossier aangemaken. B ijvoorbeeld de Officier 
van Justitie bij het Digitale Justitie Dossier   
 
17 Elke ketenpartner met bronsystemen is verantwoordelijk 
voor zijn eigen beheer van de bronsystemen en dient 
ervoor te zorgen dat volledigheid, beschikbaarheid, 
integriteit van gegevens gegarandeerd is.   
De eigenaar van een 
gegeven is 
verantwoordelijk voor de 
kwaliteit (actualiteit, 
betrouwbaarheid) van een 
gegeven (principe 
6.2.3.5). 
18 Ketenpartners dienen te voldoen aan een vooraf 
gedefinieerde mate van IT volwassenheid om te 
waarborgen dat de kwaliteit en veiligheid van de keten 
De baseline beveiliging is 
gebaseerd op 
standaarden en best 
  




gewaarborgd blijft. Hierin moet wel onderscheid worden 
gemaakt in naar het soort ketenpartner.  
practises (principe 816). 
19 Bronsysteem eigenaren en het ketenplatform moeten 
periodiek door een externe (EDP)auditor getoetst te 
worden op de volwassenheid van IT.   
Toezicht wordt 
uitgeoefend met behulp 
van audits door een 
onafhankelijke 
deskundige. De relevante 
auditresultaten worden 
beschikbaar gesteld aan 
de partners in de 
samenwerking (principe 
9.6.3). 
20 De verantwoordelijkheden, plichten en rechten van alle 
ketenpartners dienen vast te worden gelegd in een 
contract. Het beheer van dit contract wordt door het 
ketenplatform organisatie uitgevoerd. 
Samenwerkende 
organisaties leggen 
verantwoording af waarin 
zij de relatie leggen 
tussen de door hen 




21 Elk individueel dossier en elk bijbehorend record moet 
beveiligd worden d.m.v. een lijst van personen en 
groepen die de gegevens mogen raadplegen of muteren. 
Het systeem moet die personen weren die hier geen 
toegang mogen verkrijgen.   
Organisaties waarborgen 
de persoonlijke 
levenssfeer (privacy) van 
natuurlijke personen door 
te voldoen aan de eisen 
uit de Wbp (principe 
9.4.1). 
22 Individuele records in een dossier zijn de 
verantwoordelijkheid van personen/organisaties die 
geregistreerd staan op de Access Control Lijst.   
Elk gegeven kent een 
eigenaar en een 
beheerder (principe 
6.2.3.4). 
23 Gegevens uit een dossier kunnen alleen verwijderd 
worden door aangewezen personen. Bijvoorbeeld de 
Nederlandse wetgever in het geval van een Digitaal 
Justitie Dossier.   
 
24 Gegevens in een dossier moeten consistent zijn met de 
bronsystemen waaruit ze voortkomen.   
 
25 Er moet controle zijn op volledigheid/compleetheid van 
het dossier. Verplichte gegevens moeten aanwezig zijn 
in het dossier. 
 
26 Dossiers moeten periodiek worden gebackupped op een 
beveiligde back-upomgeving.  
 






BIJLAGE D: EINDRESULTATEN ENQUÊTE 























De principes met roodgekleurde criteria worden 
verworpen op basis van de beslissingsregels. 
 Begrijpelijkheid Relevantie Haalbaarheid Realisatie NORA 
    aantal % aantal % aantal % aantal % principe 
1 
Coördinatie rondom de belangrijke zaken van een 
dossier dient uitgevoerd te worden door een 
organisatie (ketenplatform) waarin afgevaardigden van 
de ketenpartners plaats hebben.     
55 77,5% 53 74,6% 42 59,2% 15 21,1%   
2 
De basisregistraties zijn leidend. (De overheid heeft 
basisregisters in het leven geroepen om vaak 
opgevraagde gegevens zoveel mogelijk op 1 plek vast 
te leggen. Denk aan het BSN nummer dat elke burger 
toegewezen krijgt).  
57 80,3% 55 77,5% 48 67,6% 25 35,2% X 
3 
Gestructureerde gegevensopslag heeft de voorkeur ten 
opzichte van half gestructureerde gegevensopslag? 
37 52,1% 33 46,5% 31 43,7% 8 11,3% X 
4 
Er dient een gezamenlijke set van begrippen en 
definities te zijn zodat ketenpartners over dezelfde 
terminologie spreken.   
58 81,7% 63 88,7% 47 66,2% 19 26,8%   
5 
Organisaties en applicaties die in verschillende 
functionele domeinen werkzaam zijn  werken met 
elkaar samen op basis van <b>services</b>. Denk 
bijvoorbeeld aan zoals SOA (Service Oriented 
Architecture) en SaaS (Software as a Service).   
50 70,4% 48 67,6% 34 47,9% 15 21,1% X 
6 
Databasegegevens zijn herleidbaar tot de bron. Met 
andere woorden  metagegevens over elke mutatie 
moeten worden vastgelegd (wie heeft welke mutatie 
doorgevoerd  wanneer enzovoort). 
54 76,1% 51 71,8% 40 56,3% 14 19,7% X 
7 
Voor het gebruiken van ICT-voorzieningen vindt 
logische toegangscontrole plaats (identificatie  
authenticatie en atorisatie).  
57 80,3% 60 84,5% 53 74,6% 31 43,7% X 
8 
Het aggregeren (samenvoegen  of samenvatten) van 
gegevens waardoor er nieuwe gegevens ontstaan mag 
alleen uitgevoerd worden door personen die hiervoor 
zijn aangewezen. 
44 62,0% 39 54,9% 23 32,4% 7 9,9%   
  



















Ketendossierssystemen moeten beheerd worden door 
deskundige en betrouwbare beheerders.    
48 67,6% 49 69,0% 37 52,1% 16 22,5%   
10 
Communicatie tussen ketenpartners verloopt via 
besloten  separate netwerken of door middel van een 
virtual private network verbinding via netwerken van 
particuliere bedrijven.  
38 53,5% 34 47,9% 30 42,3% 15 21,1% X 
11 
Afnemers van ketendossiers mogen alleen aan die 
gegevens komen waartoe ze gerechtigd zijn. (Een 
afnemer is iemand die gebruik maakt van de 
gegevens in een ketendossier). 
55 77,5% 60 84,5% 49 69,0% 26 36,6%   
12 
Elektronische diensten worden verleend op basis van 
een <b>bekende identiteit</b>  waar het gaat om 
persoonlijke gegevens en transacties.  





Er dienen procedures en regels te zijn rondom life-
cycle management (aanmaken  onderhouden en 




































Na een mutatie dient de persoon of organisatie over 
wie het dossier is opgesteld op de hoogte te worden 
gesteld zodat men altijd op de hoogte is van de 
actuele inhoud van het dossier. 
49 69,0% 35 49,3% 22 31,0% 4 5,6%   
15 
Er dienen duidelijke overleg en communicatie-
structuren opgesteld te worden tussen ketenpartners. 
50 70,4% 42 59,2% 36 50,7% 7 9,9%   
16 
Alleen iemand die door de Access Control List 
gerechtigd is mag een dossier aangemaken. 
Bijvoorbeeld de Officier van Justitie bij het Digitale 
Justitie Dossier.  
37 52,1% 34 47,9% 27 38,0% 8 11,3%   
17 
De eigenaar van een gegeven is verantwoordelijk 
voor de kwaliteit (actualiteit  betrouwbaarheid) van 
een gegeven. 
49 69,0% 47 66,2% 37 52,1% 11 15,5% X 

























De baseline beveiliging is gebaseerd op standaarden 
en best practises. (Onder baseline beveiliging 
verstaan we de basisbeveiliging  of minimale 
beveiliging die voor alle ketenpartners zou kunnen 
gelden. Daar bovenop komt extra beveiliging.  
35 49,3% 35 49,3% 25 35,2% 9 12,7% X 
19 
Toezicht wordt uitgeoefend met behulp van audits 
door een onafhankelijke deskundige. De relevante 
auditresultaten worden beschikbaar gesteld aan de 
partners in de keten. 
53 74,6% 44 62,0% 36 50,7% 7 9,9% X 
20 
Ketenpartners leggen verantwoording af waarin zij de 
relatie leggen tussen de door hen getroffen 
maatregelen en de gemaakte 
keten/netwerkafspraken.  
41 57,7% 41 57,7% 31 43,7% 5 7,0% X 
21 
Ketenpartners waarborgen de persoonlijke 
levenssfeer (privacy) van natuurlijke personen door te 
voldoen aan de eisen uit de Wbp (Wet bescherming 
peroonsgegevens)  
53 74,6% 53 74,6% 44 62,0% 15 21,1% X 
22 
Elk gegeven in het dossier kent een eigenaar en een 
beheerder. 
49 69,0% 44 62,0% 35 49,3% 12 16,9% X 
23 
Gegevens uit een dossier kunnen alleen verwijderd 
worden door aangewezen personen. Bijvoorbeeld de 
Nederlandse wetgever in het geval van een Digitaal 
Justitie Dossier.   
43 60,6% 37 52,1% 33 46,5% 8 11,3%   
24 
Gegevens in een dossier moeten consistent zijn met 
de bronsystemen waaruit ze voortkomen.   
49 69,0% 44 62,0% 39 54,9% 11 15,5%   
25 
Er moet controle zijn op volledigheid/compleetheid 
van het dossier. Verplichte gegevens moeten 
aanwezig zijn in het dossier. 
49 69,0% 46 64,8% 30 42,3% 10 14,1%   
26 
Dossiers moeten periodiek worden gebackupped op 
een beveiligde back-upomgeving. 
49 69,0% 41 57,7% 38 53,5% 15 21,1%   
27 
De overheid keert identiteitsbewijzen uit. De overheid 
is de facto maker en uitgever van identiteiten. Zij 
dienen een centrale rol te krijgen bij de bewaking van 
het hele identiteitssysteem. 
39 54,9% 25 35,2% 22 31,0% 10 14,1%   
  











BIJLAGE E: ENQUÊTE 
 
Onderstaand de enquête zoals die via internet is aangeboden aan een grote groep respondenten.  
Succesfactoren digitale dossiers 




De eerste serie vragen hebben een algemeen karakter en verstrekken inzicht in de groep die 




   1.  
   
 
Bij welk ketendossier bent u betrokken? Dit kan zijn als afnemer of leverancier. Indien uw 
keuze er niet bijstaat, vult u dan de naam van het ketendossier in onderaan.  
(Afnemer is degene die gebruik maakt van de gegevens in een ketendossier. 
Leverancier is degene die zorgt voor de vulling van het dossier. Meestal is dit een 
broneigenaar) . 
   




Medisch dossier (EPD, ECD enz) 
 
Elektronisch Strafrecht Dossier (Justitie) 
 
Elektronisch Kind Dossier 
 






   2.     
 
Welke positie neemt u, of uw organisatie in binnen ketendossiers?  
   




Ik ben leverancier van de gegevens voor ketendossiers 
 




   3.     
 
Wat is de belangrijkste rol die u vervult binnen de door u genoemde keten?  
   





























Nu volgen de 27 principes. Deze zijn verdeeld over 2 pagina's. Wilt u een vinkje plaatsen daar 




   4.  
   
 
De principes moeten worden beoordeeld naar 4 categorieën: 
 
Begrijpelijkheid - Is bij u duidelijk wat er met het principe wordt bedoeld? 
Relevantie - Vindt u dat aan het principe voldaan moet worden?  
Haalbaarheid - Is het haalbaar om dit principe toe te passen binnen het dossiersysteem?  
Realisatie - Is het principe al in meer of mindere mate gerealiseerd binnen de keten waarin 
u werkzaam bent. 
 
Vink aan indien u JA wenst te antwoorden, laat het vakje leeg indien u NEE wenst te 
antwoorden.  
   
   
 




Coördinatie rondom de belangrijke 
zaken van een dossier dient 
uitgevoerd te worden door een 
organisatie (ketenplatform) waarin 
afgevaardigden van de ketenpartners 












De basisregistraties zijn leidend. (De 
overheid heeft basisregisters in het 
leven geroepen om vaak 
opgevraagde gegevens zoveel 
mogelijk op 1 plek vast te leggen. 
Denk aan het BSN nummer dat elke 












heeft de voorkeur ten opzichte van 
“halfgestructureerde 











Er dient een gezamenlijke set van 















ketenpartners over dezelfde 
terminologie spreken.   
 
Organisaties en applicaties die in 
verschillende functionele domeinen 
werkzaam zijn, werken met elkaar 
samen op basis van services. Denk 
bijvoorbeeld aan zoals SOA (Service 
Oriented Architecture) en SaaS 











Databasegegevens zijn herleidbaar 
tot de bron. Met andere woorden, 
metagegevens over elke mutatie 
moeten worden vastgelegd (wie 
heeft welke mutatie doorgevoerd, 











Voor het gebruiken van ICT-
voorzieningen vindt logische 
toegangscontrole plaats (identificatie, 











Het aggregeren (samenvoegen, of 
samenvatten) van gegevens 
waardoor er nieuwe gegevens 
ontstaan mag alleen uitgevoerd 
worden door personen die hiervoor 












beheerd worden door deskundige en 











Communicatie tussen ketenpartners 
verloopt via besloten, separate 
netwerken of door middel van een 
virtual private network verbinding via 












Afnemers van ketendossiers mogen 
alleen aan die gegevens komen 
waartoe ze gerechtigd zijn.  
(Een afnemer is iemand die gebruik 
maakt van de gegevens in een 











Elektronische diensten worden 
verleend op basis van een bekende 
identiteit, waar het gaat om 











       
  




Er dienen procedures en regels te 
zijn rondom life-cycle management 
(aanmaken, onderhouden en 
opheffen van identiteiten) van 
bestaande en nieuwe identiteiten.   
    
 
Na een mutatie dient de persoon of 
organisatie over wie het dossier is 
opgesteld op de hoogte te worden 
gesteld zodat men altijd op de 
hoogte is van de actuele inhoud van 
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   5.  
   
 
De principes moeten worden beoordeeld naar 4 categorieën: 
 
Begrijpelijkheid - Is bij u duidelijk wat er met het principe wordt bedoeld? 
Relevantie - Vindt u dat aan het principe voldaan moet worden?  
Haalbaarheid - Is het haalbaar om dit principe toe te passen binnen het dossiersysteem?  
Realisatie - Is het principe al in meer of mindere mate gerealiseerd binnen de keten waarin 
u werkzaam bent. 
 
Vink aan indien u JA wenst te antwoorden, laat het vakje leeg indien u NEE wenst te 
antwoorden.  
   
   
 




Er dienen duidelijke overleg en 
communicatiestructuren opgesteld te 











Alleen iemand die door de Access 
Control List gerechtigd is mag een 
dossier aangemaken. Bijvoorbeeld de 
Officier van Justitie bij het Digitale 











De eigenaar van een gegeven is 
verantwoordelijk voor de kwaliteit 
(actualiteit, betrouwbaarheid) van 











De baseline beveiliging is gebaseerd 
op standaarden en best practises.  
(Onder baseline beveiliging verstaan 
we de basisbeveiliging, of minimale 
beveiliging die voor alle keten-
partners zou kunnen gelden. Daar 















Bijvoorbeeld voor bronleveranciers. 
Maar die is niet van toepassing voor 
afnemers van ketendossiers). 
 
Toezicht wordt uitgeoefend met 
behulp van audits door een 
onafhankelijke deskundige. De 
relevante auditresultaten worden 
beschikbaar gesteld aan de partners 












verantwoording af waarin zij de 
relatie leggen tussen de door hen 
getroffen maatregelen en de 











Ketenpartners waarborgen de 
persoonlijke levenssfeer (privacy) 
van natuurlijke personen door te 
voldoen aan de eisen uit de Wbp 












Elk gegeven in het dossier kent een 











Gegevens uit een dossier kunnen 
alleen verwijderd worden door 
aangewezen personen. Bijvoorbeeld 
de Nederlandse wetgever in het 
geval van een Digitaal Justitie 











Gegevens in een dossier moeten 
consistent zijn met de bronsystemen 











Er moet controle zijn op 
volledigheid/compleetheid van het 
dossier. Verplichte gegevens moeten 











Dossiers moeten periodiek worden 
gebackupped op een beveiligde 











De overheid keert identiteitsbewijzen 
uit. De overheid is de facto maker en 
uitgever van identiteiten. Zij dienen 
een centrale rol te krijgen bij de 
bewaking van het hele 
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   6.  
   
 
In mijn onderzoek probeer ik het verband aan te tonen tussen het succes van een 
ketendossier en het realiseren van een aantal principes. In het kader van dit onderzoek zou ik 
als laatste de volgende vraag aan u willen stellen: 
 
Hoe beoordeelt u het ketendossier systeem waarin u werkzaam bent? 
 
Dit gegeven wordt enkel gebruikt om een verband te kunnen maken tussen de principes en 
de mate van succes van het ketendossier systeem. Dit gegeven wordt niet verstrekt aan 
het ICTU ! 
 
Indien u deze vraag niet wenst te beantwoorden kunt u een vinkje zetten bij 'Weet niet'. 
   
   
 
  
 Zeer slecht Uitstekend  Weet 
niet 
 
Indien u het succes 
van de ketendossier 
waarvoor u werkzaam 
bent zou moeten 
beoordelen, welke 
beoordeling zou u 
dan willen geven? 
Onder succes wordt 
verstaan: de mate 
waarin de keten-
dossier voldoet aan 
de (strategische) 
doelen die zijn 
opgesteld.   


























   7.  
   
 
De gegevens van deze enquête worden gebruikt om vervolginterviews op te stellen. Via deze 
interviews wil ik de uitkomsten van de enquête in de praktijk gaan toetsen. Bent u bereid om 
eventueel mee te werken aan een interview? Zo ja, wilt u dan aub een emailadres invullen 
waarop ik u kan bereiken.  
   







Dit waren alle vragen. Indien u nog opmerkingen achter wilt laten kunt u dat op de volgende 
pagina doen.  
 
 
     





   8.  Opmerkingen  
   












BIJLAGE F: INTERVIEWVRAGEN MONDELING 
 













1 Hoe ziet de organisatie eruit die verantwoordelijk is voor de ketendossiers? (Bestuur, Beheer) 
2 Ligt er een strategisch visiedocument aan de grondslag van het ketendossier systeem? 
3 Is er een tactisch stuurmechanisme in de organisatie ? Hoe vindt die plaats? 
4 Welke positie nemen dossierafnemers/-aanbieders in deze organisatie? 
5 Hoe wordt bewaakt dat de dossieraanbieders hun afspraken nakomen? 
6 Zijn afspraken vastgelegd in een contract? 
7 Is er een ICT Beheer organisatie? Hoe ziet die eruit? 
8 Wat zijn de belangrijkste verantwoordelijkheden van deze ICT Beheer afdeling? (Backup ?) 
9 Hoe wordt de kwaliteit van de beheerders gestuurd? 
 Standaardisatie 
10 Wordt in de architectuur van het ketendossiersysteem een koppeling met de door de overheid opgestelde 
basisregistraties voorgesteld?  
11 Indien niet, waarom niet? 
12 Indien wel, hoe wordt die koppeling gewaarborgd? 
13 Welke mechanismen worden toegepast om ervoor te zorgen dat alle ketenpartners over dezelfde definities en 
begrippen spreken? 
14 Wie waakt hierover? 
15 Wie zorgt ervoor (of wat?) dat ketenpartners op de hoogte zijn van deze definities en begrippen? 
 Beveiliging 
16 Zijn er principes  in de architectuur van het ketendossier die gericht zijn opdat gegevens in het dossier niet in 
verkeerde handen terecht komen? 
17 Zijn er mechanismen die ervoor zorgen dat de verkeerde personen de verkeerde gegevens kunnen 
inzien/muteren van een dossier? 
18 Hoe zijn die rechten vastgelegd? (Procuratieregeling?) 
19 Worden mutaties vastgelegd zodanig dat achteraf achterhaald kan worden wie welke gegevens gemuteerd 
heeft? 
20 Wie controleert de logbestanden? 
21 Zijn er procedures/afspraken vastgelegd wat te doen bij misbruik of fraude? 
 Privacy 
22 Is er een verwijzing in de architectuur naar de Wet bescherming persoonsgegevens? 
23 Is er een aandachtsfunctionaris die bewaakt dat de privacy van het dossier gewaarborgd blijft? 
 Gegevensbeheer 
24 Zijn in de architectuur principes opgenomen die gaan over de kwaliteit van gegevens ? (Juistheid, volledigheid)? 
 
25 Wie is uiteindelijk verantwoordelijk voor de gegevens in het ketendossier? 
 





BIJLAGE G: INTERVIEWVRAGEN SCHRIFTELIJK 
 





Uw naam      :       
De organisatie waarvoor u werkt   :       
Kiest u aub een ketendossier waarbinnen u werkzaam bent, of waar u (bijvoorbeeld als externe 
deskundige) bij betrokken bent. De antwoorden dienen dan te slaan op dit ketendossier. 
Over welk ketendossier gaan de antwoorden :       
Wat is uw functie bij dit ketendossier  :       
 
THEMA:  ORGANISATIE EN BEHEER VAN DE KETEN 
 
Korte inleiding 
Ketens kunnen op verschillende manieren bestuurd worden. Van heel basaal waarbij ketenpartners 
zelf alle beslissingen nemen en gezamenlijk proberen het keten te laten functioneren tot 
strategisch aangestuurd door middel van een onafhankelijke organisatie waarbij afgevaardigden 




Hoe is de organisatie van de keten geregeld. Denk hierbij aan aspecten als: 
- Wie is er de “baas” over het ketensysteem (infrastructuur, dossiers e.d.? 
- Wie maakt de strategische doelstellingen? 
- Wie stuurt de keten? 
- Is er een visiedocument? 
- Wie bepaalt procedures afspraken en maakt contracten? 









Welke rol nemen de ketenpartners in? (Ketenpartners zijn in deze context alle partijen die 























Hoe worden afspraken bewaakt tussen de ketenpartners en de beheersorganisatie?  
En hoe zit dit tussen ketenpartners en de stuurorganisatie van de keten? (Zijn er SLA 
overeenkomsten, ketenafspraken enz.).  









Zijn er back-up en restore procedures opgesteld om ervoor te zorgen dat gegevens in het dossier 






THEMA:  STANDAARDISATIE IN KETENDOSSIERS 
 
Korte inleiding 
Daar waar meerdere organisaties de inhoud van het ketendossier bepalen is het van belang dat 
alle partijen de beschikking hebben over dezelfde gegevens maar ook dezelfde begrippen en 
definities hanteren. Zo kan een „adres‟ voor de ene partij het woonadres van een persoon 
beschouwen terwijl een andere instantie „adres‟ ziet als de plek waar post naartoe moet worden 
gestuurd.  







Wordt in de keten gebruik gemaakt van de door de overheid opgestelde Basisadministraties (zoals 









Wordt in de keten gebruik gemaakt van de door de overheid opgestelde Basisadministraties (zoals 
de basisadministratie Persoonsgegevens)? Denk hierbij ook aan toepassing van BSN nummers e.d.. 













Welke mechanismen worden toegepast om ervoor te zorgen dat alle ketenpartners over dezelfde 
definities en begrippen spreken? (Bijvoorbeeld een gestandaardiseerde lijst begrippen en definities, 
woordenboeken en dergelijke). 









THEMA:  BEVEILIGING VAN DOSSIERS 
 
Korte inleiding 
Beveiliging is een breed begrip. Je kunt er boeken vol over schrijven. In het kader van dit 
onderzoek beperk ik me voornamelijk op toegangscontroles van dossiers. Hoe zorgen we dat 
onbevoegden geen toegang hebben en hoe bewaken we de handhaving hierop. 
  






Welke technieken worden toegepast om te voorkomen dat onbevoegden toegang hebben tot 











Is er een mechanisme dat ervoor zorgt dat personen die toegang hebben tot een dossier (en dit 
kunnen gegevensleveranciers zijn, maar ook afnemers) alleen die gegevens kunnen zien waartoe 











Worden wijzigingen van gegevens vastgelegd ? Met andere woorden, kan getraceerd worden wie, 
wanneer, welke wijziging heeft doorgevoerd ?  











Zijn er procedures vastgesteld wat te doen bij verdachte frauduleuze handelingen of bij misbruik? 












THEMA:  PRIVACY 
 
Korte inleiding 
Privacy, in de context van dit onderzoek, is de bescherming van de gegevens zodat ze niet in 
verkeerde handen terecht komen. Dit had een onderdeel van het thema BEVEILIGING kunnen zijn, 
maar wordt hier bewust apart genoemd. 
 
VRAAG 13: 
Wordt in de keten de Wet bescherming persoonsgegevens gehanteerd? (Bijvoorbeeld door middel 










Is er een aandachtsfunctionaris die bewaakt dat de Wet Bescherming Persoonsgegevens ook op de 
juiste manier wordt doorgevoerd en die verdachte misstanden onderzoekt en rapporteert? Als er 










THEMA:  GEGEVENS 
 
Korte inleiding 
De laatste vragen hebben met name betrekking op de kwaliteit van de gegevens in een dossier. 
Onder kwaliteit wordt hier verstaan de juistheid en volledigheid van de gegevens. 
 
VRAAG 15: 
Hoe wordt de kwaliteit van de gegevens (juistheid en volledigheid) in het dossier gewaarborgd? 
















Wat gebeurt er als er een fout in de gegevens in een dossier wordt gedetecteerd? Welk proces 




















Dit waren alle vragen. Hartelijk dank voor het invullen. Ik verzoek u deze lijst terug te sturen naar: 
hvhalteren@oro.nl.  
 
Tenslotte, hoe wenst u verbonden te worden aan dit interview: 
  Mijn naam, functie en organisatie mag genoemd worden in het eindverslag.  
  Ik heb liever niet dat mijn naam genoemd wordt. Neem alleen de functienaam en de 
organisatie op in het eindverslag. 
 





BIJLAGE H: UITWERKING VAN DE INTERVIEWS 
 
Datum:  25 januari 2010-01 12:00-13:00 
Persoon:  Rik Jorritsma 
Functie: Informatiebeleidsmedewerker 
Lokatie:  Stadhuis Amsterdam 
Ketendossier: Basisregistratie Personen 
 
NB: Het beheer van de gegevens van de Basisregistratie Personen is in handen van de Dienst 
Persoons- en Geoinformatie. Daar waar gesproken wordt over de beheersorganisatie wordt verwezen 
naar deze dienst. 
 
      +    betekent aantoonbaar aanwezig 
- betekent niet aangetoond of niet ingericht 
 
 
nr Principe aanwezig 
1 
Voor het gebruiken van ICT-voorzieningen vindt logische toegangscontrole plaats 
(identificatie  authenticatie en autorisatie).  + 
 
Om te voorkomen dat dossiers in verkeerde handen terecht komen, of dat ketenpartners 
gegevens in kunnen zien  die ze niet in mogen zien, wordt gebruik gemaakt van een 
systeem waarbij aan de hand van identificatie, authenticatie en autorisatie toegang wordt 
verleend. Hierbij geldt dat: 
 
- Alleen de toeleveranciers (de stadsdelen) en de beheerder van de van de 
gegevens mogen gegevens muteren en toevoegen. 
- Voordat een medewerker gegevens kan muteren dient hij/zij hiervoor geautoriseerd 
te worden.  
- Afnemers van de gegevens (bijvoorbeeld WMO keten) kunnen alleen gegevens 
inkijken. Bij vermoedelijke onjuistheden dienen zij door middel van vastgestelde 
procedures melding te maken bij de beheerder van de basisregistratie. De 




Afnemers van ketendossiers mogen alleen aan die gegevens komen waartoe ze gerechtigd 
zijn.    (Een afnemer is iemand die gebruik maakt van de gegevens in een ketendossier). + 
 
Door middel van autorisaties krijgen afnemers alleen die gegevens te zien waartoe ze 
gerechtigd zijn. De beheersafdeling draagt zorg voor een systeem dat hiervoor in het leven 
is geroepen. Daarnaast dient een (nieuwe) medewerker een geheimhoudingsverklaring te 
tekenen voordat hij/zij voor de eerste keer toegang krijgt tot de gegevens. Het gaat om het 
waarborgen van juist gebruik, het verhogen van het bewustzijn bij medewerkers helpt 
daarbij. Het tekenen van een geheimhoudingsverklaring maakt medewerkers bewuster van 









Databasegegevens zijn herleidbaar tot de bron. Met andere woorden  metagegevens over 




Door middel van logging wordt bijgehouden wie welke mutatie wanneer doorvoert. Deze 
logfiles kunnen door de beheerders van de Basisregistratie Personen ingekeken worden 
indien noodzakelijk.(wettelijke richtlijn GBA). 
 
4 
De Basisregistraties zijn leidend. (De overheid heeft basisregisters in het leven geroepen 
om vaak opgevraagde gegevens zoveel mogelijk op 1 plek vast te leggen. Denk aan het 
BSN nummer dat elke burger toegewezen krijgt.)  
+ 
 
Indien noodzakelijk kunnen Basisregistraties ook gebruik maken van elkaars 
gegevensbanken.   
5 
Er dient een gezamenlijke set van begrippen en definities te zijn zodat ketenpartners over 
dezelfde terminologie spreken.   + 
 
Er  is een gegevenswoordenboek opgesteld die is in te zien is via een website. In dit 
woordenboek staan gezamenlijk gehanteerde begrippen en definities verklaard die gebruikt 
worden in de keten zodat ketenpartners over dezelfde definities en begrippen spreken. In 
het Dossier Afspraken en Procedures wordt verwezen naar het gegevenswoordenboek.  
 
Een voorbeeld kan zijn de definitie: Adres.  
Het gegeven “adres” staat in de basisregistratie adressen. In veel processen wordt een 
adres gebruikt, maar dat adres komt dan uit de basisregistratie persoonsgegevens. Het 
adres dat in die registratie staat is echter geen adresgegeven, maar een 
bewoningsgegeven. Het adres geeft aan dat iemand op een bepaalt adres woonachtig is. 






Coördinatie rondom de belangrijke zaken van een dossier dient uitgevoerd te worden door 
een organisatie (ketenplatform) waarin afgevaardigden van de ketenpartners plaats 
hebben.     
- 
 
De ketenorganisatie van de Basisregistratie Personen bestaat uit een verzameling van 
leveranciers (stadsdelen), afnemers en een centrale beheersorganisatie. De leveranciers 
van de gegevens muteren binnen gestelde afspraken op een centrale database. De 
verantwoordelijkheid voor deze centrale database ligt bij een centrale beheersorganisatie 
(Dienst Persoons- en Geoinformatie. Om te voorkomen dat er teveel data heen en weer 
wordt gestuurd werken sommige afnemers met een lokale kopie van de gegevens. Er is 
geen overkoepelende en onafhankelijke organisatie die verantwoordelijk is voor het 
ketendossier., Afspraken tussen de beheerder van de basisregistratie en de afnemer 
worden opgenomen in het Dossier Afspraken en Procedures.  Elke ketenpartner probeert 
zo goed mogelijk te voldoen aan de gemaakte (bilaterale) afspraken. Door middel van 
duwen en trekken wordt tot overeenstemming gekomen. Strategische doelen komen met 
name voort uit de wetgeving (Wet Gemeentelijke Basisregistraties.) 
 






Omdat een Basisregistratie geen deel uitmaakt van het door Grijpink genoemde 
”Dominante Ketenprobleem” is deze ook niet prominent aanwezig binnen de organisaties 
van publieke ketendossiersystemen. Echter wordt van deze ketendossiersystemen wel 
verwacht dat ze gebruik maken van de gegevens in de Basisregistraties.  
 








































































Figuur 12: organisatie van de keten 
 




Ketendossierssystemen moeten beheerd worden door deskundige en betrouwbare 
beheerders.    + 
 
Het beheer van de gegevens wordt uitgevoerd door een professionele beheersorganisatie 
bij de Dienst Persoons- en Geoinformatie. Deze organisatie is verantwoordelijk voor de 
data met bijbehorende beheerprocedures. Daarnaast verstrekken zij instructies over het 
gebruik aan de Stadsdeel kantoren. De beheerders worden van te voren gescreend en 
dienen verklaring omtrent gedrag af te geven. Daarnaast zijn er meerdere controles en 
procedures ingebouwd wat er moet gebeuren bij verdacht gebruik of bij verdenking van 
 
  




fraude. Hiervoor zijn informatiebeveiligingsfunctionarissen en vertrouwenspersonen 
aangesteld die deze zaken begeleiden en waar men bij terecht kan. 




Dossiers moeten periodiek worden gebackupped op een beveiligde back-upomgeving. 
+ 
 
Continuïteit is van groot belang omdat veel andere systemen afhankelijk zijn van de 
gegevens in de Basisregistratie. Door de beheersorganisatie is een back-up/restore plan 
opgesteld. Daarnaast is er een uitwijklocatie gerealiseerd waar naartoe uitgeweken kan 




Ketenpartners waarborgen de persoonlijke levenssfeer (privacy) van natuurlijke personen 
door te voldoen aan de eisen uit de WBP (Wet Bescherming Persoonsgegevens)  + 
 
De Dienst Persoons- en Geo-informatie is verantwoordelijk voor de bewaking  op de 
handhaving van de Wet Bescherming Persoonsgegevens. Het streven is om op elke dienst 
een coördinator aanwezig te hebben die waakt over deze wet (gemeentelijk beleid). Kennis 
over deze wet is bij de gemeente over het algemeen niet voldoende, hoewel men er wel 




De eigenaar van een gegeven is verantwoordelijk voor de kwaliteit (actualiteit  
betrouwbaarheid) van een gegeven. + 
 
Kwaliteit van gegevens in deze context wordt gedefinieerd als de juistheid en volledigheid 
van gegevens.  De beheerder van de basisregistratie is, conform afspraken in het Dossier 
Afspraken en Procedures, verantwoordelijk voor de kwaliteitsbewaking.  
Kwaliteit van de gegevens wordt gewaarborgd door een aantal integriteitmechanismen, 
waaronder; 
- De beheersorganisatie van de Basisregistratie die het beheer van de database 
uitvoert. 
- Door middel van periodieke audits die uitgevoerd worden  zoals een afdeling 
adresonderzoek die periodiek controleert of de gegevens kloppen. 
- Zelfreiniging aan de hand van meldingen van de gebruikers van de gegevens die 





Sterke punten van de Basisregistratie Personen: 
 
De beheersorganisatie van de basisregistratie heeft een rol als dienstverlener en ziet toe op een 
juiste omgang met persoonsgegevens. Dit zorgt dat de beheerder nauw betrokken is bij de juiste 
manier van het gebruiken van gegevens.  
 
Het gebruik van de persoonsgegevens uit de GBA is een wettelijke plicht.  
 
Punten voor verbetering in aanmerking 






De algehele coördinatie van de mechanismen die de Basisregistratie Personen maken ontbreekt. 
Het zijn de individuele deelnemers aan het ketendossier die ervoor zorgen dat regels en 
procedures tot stand komen waarbij onderlinge belangen en conflicten een rol spelen (het gaat 
erom dat het te veel bilaterale afspraken zijn). Een meer gecentraliseerde aansturen zou dit 
kunnen verhelpen.  
 
Bij ketendossiers ligt over het algemeen de focus met name op het primaire proces waarbij niet-
functionele eisen (waarborg privacy, informatie beveiliging, standaardisatie ed) vaak niet zijn 
vertegenwoordigd in de keten. Dit wordt meestal achteraf geregeld waardoor je scheve gezichten 
krijgt en onvrede (vertraging). Zie de basisregistratie als onderdeel van de keten zodat 
specialistische kennis en procedures geborgd kunnen worden (met name de niet-
functionele/kwaliteitseisen). Maak de basisadministratie onderdeel van de keten ! 
 
De beheerder voelt het meest de wettelijke plicht van de Basisregistratie terwijl dit ook op de 




Het ketendossier Basisregistratie Personen heeft op grote delen invulling gegeven aan de 10 
principes die voortgekomen zijn uit het onderzoek. Hierbij moet aangetekend worden dat dit 
onderzoek er niet op ingaat of de principes in „voldoende mate‟ zijn doorgevoerd. Uit het gesprek is 
gebleken dat duidelijk al is nagedacht over de principes maar dat alleen de algehele coördinatie in 
de keten nog verbetert moet worden. Het zou dan ook niet slecht zijn na te gaan denken over een 
ketenplatform waar alle ketenpartners die belang hebben bij het ketendossier een afgevaardigde 
zitting in laat nemen. Op die manier kunnen strategische en tactische onderwerpen centraal op de 
agenda worden geplaatst.  De Basisregistratie Personen is op dit moment geen (of te weinig) 








Datum:  2 februari 2010 12:00-13:00 
Persoon:  Natalie Huijsmans 
Functie:  Lid van het Proof of Concept team 
Locatie:  Het Expertise Centrum Den Haag 




      +    betekent aantoonbaar aanwezig 
- betekent niet aangetoond of niet ingericht 
 
 
nr Principe aanwezig 
1 
Voor het gebruiken van ICT-voorzieningen vindt logische toegangscontrole plaats 
(identificatie  authenticatie en autorisatie).  + 
 
Je kunt alleen bij een dossier indien je een BSN nummer van de leerling hebt. Tijdens de 
inschrijving verstrekt de leerling het BSN nummer aan de school. De school moet ook een 
certificaat hebben om een koppeling met het postkantoor te verkrijgen vanuit hun 
Informatiesysteem.. Daarnaast wordt gelogd op het postkantoor wie het dossier heeft 
ingekeken. Ouders kunnen, door middel van DIGID, dus zien welke scholen of derden in 
het dossier hebben gekeken. Het is niet mogelijk om gegevens te wijzigen in het dossier. In 
dit geval kan het BSN/digid beschouwd worden als identificatie en het uitgedeelde 




Afnemers van ketendossiers mogen alleen aan die gegevens komen waartoe ze gerechtigd 
zijn.  (Een afnemer is iemand die gebruik maakt van de gegevens in een ketendossier). + 
 
Zie 1. Indien ouders/leerlingen >16 jaar  zien dat er onbevoegden zijn die het dossier 
hebben ingekeken dan dienen ze dit terug te koppelen aan de school.  Ouders loggen in op 
een portal en kunnen aan de hand van het bsn nummer de gegevens inzien. Hetzelfde 
geldt voor de scholen die de gegevens op moeten halen. Zij dienen in het bezit te zijn van 
een certificaat en daarnaast het bsn nummer van de leerling. Ook zijn scholen 
gekwalificeerd voor het gebruik van/aansluiting op ELD. Onderdeel van de kwalificatie zijn 




Databasegegevens zijn herleidbaar tot de bron. Met andere woorden  metagegevens over 




Dit dient door de school zelf ingericht te zijn. Scholen maken gebruik van systemen die van 
te voren getoetst zijn. De leverancier is ervoor verantwoordelijk dat de software kan 
communiceren door middel van de vastgestelde berichtspecificatie. De software wordt 
hierop gekwalificeerd.  Herkwalificatie vindt plaats als er een nieuwe versie van de software 
 






Op het postkantoor wordt vastgelegd dmv logging wie welk dossier inkijkt. (Zie ook 9) 
 
4 
De Basisregistraties zijn leidend. (De overheid heeft basisregisters in het leven geroepen 
om vaak opgevraagde gegevens zoveel mogelijk op 1 plek vast te leggen. Denk aan het 
BSN nummer dat elke burger toegewezen krijgt.)  
+ 
 
De basisadministratie voor het onderwijs heet BRON (Basisregistratie Onderwijs Nummer).  
BRON wordt gevuld met informatie van de scholen. Deze informatie wordt onder andere 




Er dient een gezamenlijke set van begrippen en definities te zijn zodat ketenpartners over 
dezelfde terminologie spreken.   + 
 
  
De Semantische Raad (bestaande uit het veld, dus medewerkers van scholen) draagt zorg 
voor omvang van de gegevensset (welke gegevens moeten worden uitgewisseld). Deze 
staan ook online en zijn in te kijken. Elk scharnierpunt (overgang tussen twee schooltypen, 
po-po, po-vo, vo-mbo) krijgt een eigen gegevensset die door de semantische raad is 




Coördinatie rondom de belangrijke zaken van een dossier dient uitgevoerd te worden door 
een organisatie (ketenplatform) waarin afgevaardigden van de ketenpartners plaats 




Het ketendossier is op dit moment in een pilotfase. Het dossier onderscheidt zich van 
andere ketendossiers zoals het Elektronisch Patiëntendossier (EPD) door het tijdelijk 
karakter van het dossier. Daar waar het EPD in principe permanent blijft bestaan, verdwijnt 
het ELD na een bepaalde tijd weer. Het ontstaat als een leerling/student van school of 
opleiding wisselt. Nadat de nieuwe opleiding de gegevens over heeft genomen in hun SIS 
verdwijnt het dossier weer. 
De aansturing vindt plaatst vanuit het Ministerie van OCW (is opdrachtgever), de 
besluitvorming ligt bij het Bestuur ELD (bestaande uit een PO-raad en VO-raad lid, sinds 1-
1-2010), de uitvoering tijdens de pilotfase gebeurt via twee projectgroepen: 
 
1. Het Proof of Concept team. 
Dit team zorgt voor de techniekontwerp, doet de implementatie en gaat bij scholen 
langs voor begeleiding, toetsing enz. 
 
2. De Semantische Raad 
Deze groep doel een voorstel aan het Bestuur ELD voor de inhoud van de 
standaard. Welke gegevens uitgewisseld worden. Hierin zitten mensen die 
bijvoorbeeld afkomstig zijn van scholen en zij praten mee over de inhoud. 
 
De databases van de School Informatie Systemen worden door alle scholen zelf beheert en 
onderhouden. Er is een “Postkantoor”  waar de dossiers heen worden gestuurd die vanuit 
het SIS door de school is gegenereerd. Op het postkantoor wordt zo door de oude school 
. 
  




de gegevens van een leerling ter beschikking gesteld  aan de nieuwe school die daar het 
ELD ophaalt. Ook ouders kunnen deze gegevens inkijken. Er is een bezwaartermijn waarin 
het dossier nog niet door de nieuwe school ingezien kan worden en de ouder bezwaar 
tegen de inhoud kan maken.   
Elke overgangsvorm waarbij een leerling/student van de ene onderwijsvorm naar de 
andere gaat heet een scharnierpunt en elk scharnierpunt kenmerkt zich door een eigen 
gegevensset. (Van Primair Onderwijs (PO) naar Voortgezet Onderwijs (VO) vraagt andere 
gegevens (bijvoorbeeld citotoets score) dan van Secundair Onderwijs naar Hoger 
Onderwijs.) 
 
Strategische besluiten worden nu vooral door het Bestuur ELD gedaan, voor 1-1-2010 werd 
dit door de Stuurgroep ELD gedaan. In de stuurgroep zaten mensen van het ministerie, de 
po/vo raad etc.  Zij zijn vooral aan het begin de partij geweest die het strategisch overzicht 
heeft gehad. Inmiddels loopt het ELD tegen juridische aspecten aan omdat de 
implementatiefase van start is gegaan. Er ontstaan veel juridische vragen bij het ministerie 
van OCW en er zijn veel vragen over hoe ELD in de grotere (nog op te stellen) 
onderwijsarchitectuur past. 
(Noot: Inmiddels is er een Bestuur ELD. Hierin zitten directieleden van de PO-Raad en de 
VO-Raad. In de toekomst moeten ook afgevaardigden van de MBO- en HBO-Raad en 
Universiteiten hierin plaats gaan nemen maar omdat de keten nog in een pilotfase zit wordt 
eerst met PO en VO gestart. 







Figuur 13: organisatie van de keten (bron: www.lerendoorgeven.nl) 
 
 
NB: Onder de ELD stuurgroep wordt verstaan de organisatie(s) die nu verantwoordelijk zijn 
voor het beleid en de visie van het ELD.  







Ketendossierssystemen moeten beheerd worden door deskundige en betrouwbare 
beheerders.    + 
 
  
Het beheer van de infrastructuur van het ELD is tijdens de pilotfase nog uitbesteedt aan de 
professionele beheerders van BKWI (Bureau Keteninformatisering werk en inkomen, 
Elektronisch Klantdossier). Met deze organisatie zijn SLA‟s afgesproken rondom beheer 
van het ELD postkantoor en de tijdelijke opslag van ELDs. Het doel is om in de toekomst 
een eigen beheergroep in te richten. De hardware en software die het ELD vormen staan 








Zie punt 7. Er is niet besproken of er expliciet hoe de back-up uitgevoerd wordt. Het ELD 
heeft afspraken gemaakt met de beheerorganisatie van BKWI over het beheer en 




Ketenpartners waarborgen de persoonlijke levenssfeer (privacy) van natuurlijke personen 
door te voldoen aan de eisen uit de WBP (Wet Bescherming Persoonsgegevens)  + 
 
 
De scholen dienen zelf zorg te dragen dat persoonsgegevens niet publiekelijk in te zien zijn 
vanuit hun SIS. Zij tekenen tevens contracten met het bestuur van het ELD waarin ze 
aangeven alleen ELDs op het postkantoor te zullen inzien en ophalen waarvan zij 
leerlingen ingeschreven hebben gekregen (middels het PGN van die leerling). Scholen 
worden gekwalificeerd  op de juiste manier van omgang van de software. Daarnaast wordt 
de software getest. Het Proof of Concept Team bewaakt en toetst de scholen. Daarnaast 
helpen zij de scholen met de inrichting. Als alles goedgekeurd is dan wordt de school 
voorzien van een digitaal certificaat 
 
Op het niveau van het Postkantoor kunnen gegevens van leerlingen wel ingezien worden 
door scholen die ELD gekwalificeerde software hebben en  indien men op de hoogte is van 
het BSN nummer van de leerling (doordat die zich bij de school heeft ingeschreven). 
Iemand die het dossier in wil kijken en die dat doet vanuit een SIS die een certificaat van 
ELD heeft en het BSN nummer van de leerling kan, zolang het dossier bestaat, inkijken op 
het postkantoor. Overigens zijn de gegevens in dit dossier minder gevoelig dan die 
bijvoorbeeld van het Patiënten Dossier.  
 
Er is een juridisch adviseur aanwezig die bewaakt dat de Wet bescherming 









De eigenaar van een gegeven is verantwoordelijk voor de kwaliteit (actualiteit  
betrouwbaarheid) van een gegeven. + 
 
  
In dit geval zijn dit de scholen verantwoordelijk voor de kwaliteit van de gegevens. Het ELD 
bestaat uit gewaarborgde gegevens (scholen tekenen hiervoor en zijn hierop 
gekwalificeerd). Het ELD poogt daarnaast een zelfreinigend systeem te zijn waarbij fouten 
in de gegevens opgemerkt worden door de lezers van de gegevens (ouders en scholen 
dmv een portal) en die een terugmeldplicht hebben indien gegevens niet kloppen. 
Terugmelding wordt gedaan naar de betreffende school met eventuele escalatie naar het 




Sterke punten van het Elektronisch Leerdossier: 
 
 De pilot is conform de Nora opgezet en ingericht. 
 De organisatie van het Proof of Concept team is klein en er is overlap waardoor (in de 
huidige fase) snel geschakeld kan worden. Uiteindelijk zal er wel opgeschaald moeten 
worden. 
 Omdat de vorige programmadirecteur een duidelijke scheiding tussen bestuur en 
uitvoering had aangebracht, is er niet teveel interferentie geweest van boven af en is de 
implementatie van de pilotfase begonnen zodat het PoC-team teveel last had van het 
bestuurlijke „geharrewar‟. De pilot is opgezet vanuit een bottom-up benadering. De 
techniek heeft zich eerst kunnen bewijzen voordat er bestuurlijke druk is uitgeoefend. 
 
 
Punten voor verbetering in aanmerking 
 
 De schaalgrootte van het team dat het ELD implementeert is enerzijds een sterk punt maar 
ook een zwakpunt, wetende hoeveel scholen er aangesloten moeten worden. In de 
toekomst zal er meer mankracht nodig zijn.  
 De school mag zelf bepalen mee te doen, er is geen wetgeving die scholen verplicht mee 
te doen. Als een school niet mee wil doen zullen er nog alternatieve manieren bedacht 
worden om de school van de juiste gegevens te voorzien.  Hiervoor wordt dan op papier 
(gestandaardiseerd) een onderwijskundig rapport opgestuurd. Er zal harder aan getrokken 
moeten worden om alle scholen mee te krijgen. Scholen willen over het algemeen 
trouwens wel, maar wetgeving is vaak een probleem (duurt lang voordat deze erdoor is) en 
we zijn afhankelijke van commerciële softwareleveranciers met het inbouwen van de 
standaard ELD zodat uitwisseling doorgang kan vinden. (dit zijn overigens geen 





Het ketendossier ELD bevindt zich nog in een pilotfase. De organisatie van de keten is nu 
vooral een samenspel van het programma ELD, de PO-raad en VO-raad (samen het 
Bestuur ELD) en  het ministerie van OCW en de scholen (die worden vertegenwoordigd 
door de PO en VO raad). In de toekomst dient het bestuur van de keten te worden 
uitgebreid met  deelnemers van de onderwijsraden van het MBO, HBO en VSNU 
(universiteiten) om de volledige doorlopende leerlijn te kunnen ondersteunen met ELD. 
Kijkend naar de top10 van principes kan geconcludeerd worden dat er aandacht is 





besteedt aan alle voorgestelde principes. (Er wordt hier geen uitspraak gedaan of een 
principe voldoende is doorgevoerd.) De kleinschalige start en daarna steeds verder 
uitbouwend (bottom-up methode) dragen bij aan het succes van de pilot. Eerst is er 
aandacht voor de onderkant en als die zich bewezen heeft dan wordt de bovenkant 
(bestuur) verder ingericht. Er moet wel aandacht zijn voor de constructie van het team. 
Naarmate er meer scholen aan gaan sluiten zal de schaalgrote van het ELD toenemen en 
zal het kleine team meer mankracht nodig hebben. 
 
Een kanttekening kan geplaatst worden of het beveiligingssysteem, dat moet voorkomen 
dat de gegevens op het postkantoor ingezien kunnen worden door onbevoegden, 
voldoende doorgevoerd is. Aan de hand van een beperkt aantal beveiligingsmaatregelen 
kunnen gegevens opgevraagd worden. Indien een school in het bezit is van een certificaat 
en een bsn nummer dan kunnen gegevens al opgevraagd worden zonder dat op 
persoonsniveau zichtbaar is wie de gegevens opvraagt. (Bijvoorbeeld een docent van een 
school die niet bevoegd is om de gegevens van een leerling in te zien).  Door middel van 
een procedure in de kwalificatie criteria is wel geregeld dat er geen misbruik zal worden 
gemaakt. Hiervoor tekent de directeur van de school.  De vraag kan wel gesteld worden 
hoe „belangrijk‟  de gegevens in het dossier zijn (itt de gegevens in een medisch dossier) 
en wie er wat mee kan doen indien de gegevens bekend zouden zijn bij onbevoegden. 
Daarnaast zijn scholen verplicht om een contract te tekenen maar dat geeft nog geen 
garantie dat gegevens ook niet misbruikt kunnen worden.  
Aangezien er wel aandacht is voor beveiliging dmv certificaten en bsn nummers en 
bewaking van het proces en het vastleggen van procedures en het vastleggen van logging 










Datum:  10 februari 2010 12:00-13:00 
Persoon:  Gerrit Jan van ‘t Eind 
Functie:  Programma Manager Bestuurlijke Informatievoorziening 
Locatie:  Ministerie van Justitie (afgekort MinJus) 




      +    betekent aantoonbaar aanwezig 
- betekent niet aangetoond of niet ingericht 
 
 
nr Principe aanwezig 
1 
Voor het gebruiken van ICT-voorzieningen vindt logische toegangscontrole plaats 
(identificatie  authenticatie en autorisatie).  + 
 
 
Zie 2.  
2 
Afnemers van ketendossiers mogen alleen aan die gegevens komen waartoe ze gerechtigd 
zijn.  (Een afnemer is iemand die gebruik maakt van de gegevens in een ketendossier). + 
 
 
Gegevens kunnen maar door een beperkt aantal mensen ingekeken worden. Het 
bestuursorgaan Burgemeester is in deze de verantwoordelijke persoon. Hij moet een 
geheimhoudingscontracten tekenen. Een door de burgemeester gemandateerde persoon 
krijgt ook toegang tot een beperkt aantal gegevens welke strikt noodzakelijk zijn. Gegevens 
blijven ook maar beperkt in het dossier. Het dossier is dus niet permanent maar er komt 
een bewaartermijn. Het ministerie gaat aansluitvoorwaarden maken die getekend moeten 
worden door de burgemeester. Daarnaast komt er een periodieke accountantscontrole om 




Databasegegevens zijn herleidbaar tot de bron. Met andere woorden  metagegevens over 





De bronleveranciers zijn zelf verantwoordelijk voor het beheer en het aanleveren van de 
gegevens en dienen zelf zorg te dragen voor het vastleggen van mutaties (logging). 










De Basisregistraties zijn leidend. (De overheid heeft basisregisters in het leven geroepen 
om vaak opgevraagde gegevens zoveel mogelijk op 1 plek vast te leggen. Denk aan het 




Er wordt nog niet gewerkt met basisregistraties en er is voorlopig ook nog geen trend dat 




Er dient een gezamenlijke set van begrippen en definities te zijn zodat ketenpartners over 
dezelfde terminologie spreken.   + 
 
  
Er zijn afspraken (begrippenkader) gemaakt over definities en begrippen die in de keten 
gebruikt worden. Een voorbeeld wordt gemaakt over wat er onder een „delinquent‟ verstaan 




Coördinatie rondom de belangrijke zaken van een dossier dient uitgevoerd te worden door 
een organisatie (ketenplatform) waarin afgevaardigden van de ketenpartners plaats 





Gerrit Jan is ingehuurd om binnen het 
Directoraat Generaal: Preventie Jeugd en 
Sanctiebeleid (DGPJS) bij te dragen aan het 
ontwikkelen van een rol van DGPJS bij de 
strafrechtketen. Het DGPJS vervult hierbij 
de rol van ketenpartner. Hij heeft 
geconstateerd dat met name de 
organisatorische kant van de keten 
onvoldoende belegd is. Er werd gewerkt 
vanuit de gedachte dat als de technische 
implementatie maar klaar was, de vraag bij 
de DGPJS zou zijn opgelost.  
 
Gerrit Jan benadert de vraag vanuit de 
gedachte dat er eerst een visie en strategie 
moet komen. Aansluiting zoeken bij de 
stuurgroep van een ander directoraat. 
 
Er is gekozen om niet meteen iets te 
bouwen maar om eerst te gaan piloten 
samen met inmiddels 17 gemeentes. Dit 
wordt geëvalueerd.  
 
Er zijn 2 perioden te herkennen: 
 
BKWI-keten (Elektronisch Klantdossier) 
 
Gerrit Jan is ook betrokken geweest bij de 
invoering van het Elektronisch Klantdossier. 
Hij geeft aan dat juist dit een voorbeeld is 
van hoe het zou moeten. (Dit strookt met de 
algemene opinie). Het sturingsmodel is 
hierbij de grote plus. De link tussen de basis 
en de top is hierbij goed ingebed. Hier is 
een apart bestuur die de doelen en 
kantlijnen uitzetten maar daarna is er heel 
bewust bottom-up gewerkt. Beginnen met 
een kleine pilotgroep en een klein 
dossieropzet en dat steeds verder uitbreiden 
waarbij na elk succes weer een vervolg 
wordt uitgezet waardoor het systeem steeds 
groter en complexer wordt, maar wel 
beheerst. 
 
Er wordt al uitgebreid gewerkt met 
basisregistraties terwijl dat justitie nog lang 
niet zover is. 
 
  




1. de periode voordat Gerrit Jan 
betrokken werd bij de invoering van 
het ketendossier. 
 
Er werd te veel vanuit de techniek gedacht 
waardoor belangrijke organisatorische en 
visie vraagstukken bleven liggen. Het 
Directoraat Generaal Rechtsraadpleging, 
ook betrokken bij de invoering van het 
dossier, heeft een stuurgroep in het leven 
geroepen.  
  
Het hele project bestaat uit een aantal 
trajecten. Deze worden vertikaal gestuurd. 
Er zijn diverse trajecten die vertikaal lopen 
maar waarbij er onvoldoende samenhang is 
tussen de verschillende trajecten.  
 
Er werd nog teveel ad hoc gewerkt waarbij 
gestructureerde invoering van beleid pas 
achteraf gebeurd. 
 
2. De periode waarbij Gerrit Jan is 
gevraagd om de discussie over de 
strafrechtketen voor DGPJS te 
voeren. 
 
Er zijn inmiddels de nodige acties uitgezet 
om bovenstaande te gaan verbeteren.  
Er begint een duidelijk ketenbestuur te 
ontstaan. 
 
De minister is nauw betrokken bij de gang 
van zaken en de stuurgroep stuurt meer op 
de strategie en de visie. In de toekomst, als 
de pilot definitief wordt zal beleid en 
strategie losgekoppeld worden van de 
uitvoering. Operationeel beleggen bij DJI 
(Dienst Justitiële Inrichtingen) 
 
Er is nu aandacht voor het belang van de 
gegevens. Artikels in het wetboek kun je zo 
maar niet wijzigen. En ICT wordt nu niet 
gezien als doel maar als een hulpmiddel om 
het dominante ketenprobleem op te lossen.  
 
Door middel van een klankbordgroep wordt 





nu de stuurgroep geïnformeerd en die 
informeren weer de minister.  
 
Er wordt nu ook met de aangesloten 
gemeentes gesproken. Gemeentes worden 
periodiek bezocht en vormen een serieuze 






Ketendossierssystemen moeten beheerd worden door deskundige en betrouwbare 
beheerders.    + 
 
  
De Justitiële Informatiedienst (JustID) is verantwoordelijk voor het beheer van de keten. Zij 
gaan operationeel beheer uitvoeren en leveren de systeembeheerders en 
gegevensbeheerders. Nu zit die dienst in Almelo. Omdat het hier over uiterst gevoelige 
informatie gaat worden zware criteria gesteld aan de deskundigheid en betrouwbaarheid 
van die beheerders 
 
8 
Dossiers moeten periodiek worden gebackupped op een beveiligde back-upomgeving. 
+ 
 
JustID wordt verantwoordelijk voor het beheer en zorgt voor backup en restore procedures. 
  
9 
Ketenpartners waarborgen de persoonlijke levenssfeer (privacy) van natuurlijke personen 
door te voldoen aan de eisen uit de WBP (Wet Bescherming Persoonsgegevens)  - 
 
 
Er is wel aandacht voor de WBP maar vraagt nog verdere ontwikkeling van met name het 
besluit Justitiële Gegevens (Bjg). Het college Geschil Persoonsgegevens zoekt liever 




De eigenaar van een gegeven is verantwoordelijk voor de kwaliteit (actualiteit  
betrouwbaarheid) van een gegeven. + 
 
  
De Dienst Justitiële Inrichtingen is de gegevensleverancier aan dit dossier. Alle andere 
ketenpartners zijn afnemers. De Justitiële Informatiedienst bewaakt dat de gegevens in het 
dossier actueel en betrouwbaar zijn. Dit is de beheerorganisatie van het ketendossier. 
Indien gegevens niet kloppen is er een terugmeldplicht van de afnemer aan de leverancier. 
 
 
Sterke punten van het strafrechtdossier: 
 
 Inmiddels is er coördinatie bij de invoering van het ketendossier bij DGPJS. 
Ketensturing heeft nu de hoogste prioriteit. 
  




 Invoering wordt benaderd vanuit het dominante ketenprobleem. ICT wordt niet meer 
gezien als doel, maar als middel. 
 Er is veel aandacht voor de gevoeligheid van de gegevens. 
 De opdrachtgever is inmiddels zeer positief over de manier waarop wordt nagedacht 
over de invoering en het pad daarnaar toe. 
 
Punten voor verbetering in aanmerking 
 
 De invoering heeft op dit moment de pilot-status op een deeltraject(je). De 
beleidsontwerpen en strategische visie is er maar moet in de praktijk nog wel 
doorgevoerd worden. Evenals de afstemming tussen de verschillende (justitiële) 
afdelingen. 
 Belangrijke informatie (zoals de executie indicatoren) die van levensbelang zijn voor de 
begeleiding van de delinquent wordt niet altijd ingevuld waardoor de mensen die met 
de delinquent moeten werken niet voorzien zijn van de juiste informatie. Eea heeft te 




De invoering van het juridisch dossier kent veel obstakels die grotendeels terug te leiden zijn naar  
besturing van de keten. ICT werd als sluitstuk gezien. Onderlinge samenwerking en beleid en visie 
ontbreken. Inmiddels is echter aandacht voor juist de organisatorische kant van de keten en zijn er 
belangrijke stappen gezet om de invoering van het ketendossier beter te laten verlopen waarbij 
discussies rondom strategie en visie nu voorop staan en ICT (in de vorm van techniek) als 
hulpmiddel wordt beschouwd.  





Datum:  5 februari 2010 Schriftelijk 
Persoon:  Jules Lauwerier 
Lokatie:   
Ketendossier: Ketendossiers in het algemeen, diverse dossiers waaronder kadaster en WMO 
 
 
      +    betekent dat hiervoor methoden en  
               technieken voor handen zijn. 
- betekent dat hiervoor nog weinig faciliteiten 
zijn of dat dit nog weinig is geïmplementeerd 
 
 
nr Principe aanwezig 
1 
Voor het gebruiken van ICT-voorzieningen vindt logische toegangscontrole plaats 
(identificatie  authenticatie en autorisatie).  + 
 
Er worden diverse technieken en methoden toegepast. 
 
1.Beveiligd netwerkverkeer via private netwerken (GEMNET) 2. Encryptie van het 
dataverkeer. 3. Identificatie van de infrastructuur (PKI-certificaten) 4. Wet- en regelgeving 
5. Usernaam/wachtwoord 6. Ambtseed 7. Werkinstructies 8. <geheime overige 




Afnemers van ketendossiers mogen alleen aan die gegevens komen waartoe ze gerechtigd 
zijn.    (Een afnemer is iemand die gebruik maakt van de gegevens in een ketendossier). + 
 
Bij de meeste dossiers wordt ingesteld dat gegevens alleen door diegene ingekeken 
kunnen worden die daarvoor ook gerechtigd zijn. Methoden die hiervoor gebruikt worden 
zijn netwerkrechten, procedures, autorisatielijsten ed. (Zie ook 1) 
 
3 
Databasegegevens zijn herleidbaar tot de bron. Met andere woorden  metagegevens over 




Alleen daar waar dat wettelijk is voorgeschreven. Traceerbaarheid wordt zelden of nooit 
gebruikt (m.u.v. GBA). Misbruik komt vrijwel altijd op andere wijze aan het licht. Een audit-
trail is ook maar [muteerbare] data... Daar waar het wordt toegepast is de verantwoordelijk 
manager degene die de procedure bewaakt. 
 
4 
De Basisregistraties zijn leidend. (De overheid heeft basisregisters in het leven geroepen 
om vaak opgevraagde gegevens zoveel mogelijk op 1 plek vast te leggen. Denk aan het 
BSN nummer dat elke burger toegewezen krijgt.)  
+ 
 
Het is verboden om dat niet te doen. Voor de GBA geldt immers per 1-1-2010 verplicht 
gebruik. Daar waar de grens tussen overheid en samenleving in de ketens wordt 
overschreden (privaatrechterlijk verkeer, commercie) is het nog onvoldoende geregeld, wat 
in de praktijk leidt tot lange discussies tussen puriteinen (m.n. privacy-specialisten en 
 
  




juristen) en pragmatici (dienstverleners). Het gaat dan niet eens over definities, maar over 
toegang mogen hebben of niet en mogen koppelen of niet. 
5 
Er dient een gezamenlijke set van begrippen en definities te zijn zodat ketenpartners over 
dezelfde terminologie spreken.   + 
 
Zie ook 4 
 
Standaarden en certificering moeten ook de dominantie van grote softwareleveranciers 
kunnen doorbreken. Helaas is er al weer een praatgroep op nationaal niveau "College 
Standaardisatie" die mondjesmaat standaarden keurt [en dan nog vaak open deuren naast 
exoten, waardoor de ballast om erop te reageren alleen maar toeneemt]. 
Bewaking hiervan gebeurt onder andere door College Standaardisatie (NOiV) en verder is 




Coördinatie rondom de belangrijke zaken van een dossier dient uitgevoerd te worden door 
een organisatie (ketenplatform) waarin afgevaardigden van de ketenpartners plaats 
hebben.     
- 
 
Bij de organisatie rondom ketens is er vaak nog weinig regievoering waarbij de harde kant 
van de ICT vaak voorop loopt en de Informatie kant nog achterblijft. Resultaten komen 
bottom-up tot stand.  
Er dient meer aandacht te komen aan sturing in de keten. Afstemming is een activiteit die 
op de werkvloer wel gebeurt maar die hoger in de (organisatie)boom nog moet worden 
bekrachtigd. Veelal wordt vertikaal aangestuurd maar de horizontale samenhang is vaak 
lastig terug te vinden. Besluitvorming komt vaak traag op gang waardoor technieken en 
inzichten vaak al weer achterhaald zijn als een besluit wordt genomen.  
 
Er is grote bereidheid op de werkvloer om samen te werken. De politiek zou meer interesse 
kunnen tonen dan ze nu doen. Het Rijk financiert niet omdat het in theorie een positieve 
business case oplevert op macro-niveau. Realisatie is dan moeizaam. 
Softwareleveranciers spelen het machtspelletje mee. Kleine leveranciers krijgen geen kans 




Ketendossierssystemen moeten beheerd worden door deskundige en betrouwbare 
beheerders.    + 
 
GBO.Overheid doet het e.e.a. Het Kadaster doet ook een paar dingen. En ander zijn 
gewoon nog ergens in ontwikkeling. Het is onduidelijk hoe dit nu verloopt maar wat wel 





Dossiers moeten periodiek worden gebackupped op een beveiligde back-upomgeving. 
+ 
 
Als je het hebt over dossiers als de VIR (Verwijsindex Risico Jongeren cq Jeugdigen), het 
DKD (Digitale Klant Dossier), MijnOverheid.nl (voorheen PIP, straks), dan is er sprake van 
diverse technieken. Virtuele dossiers hebben geen backup/restore nodig omdat de bronnen 
 





daar al in voorzien. Copie-dossiers (GBA-V) kunnen niet zonder een 7x24-regime. Hier 
moet redundancy voor voldoende garantie zorgen dat backup/restore niet nodig is. 
Centrale dossiers hebben m.i. geen rol tijdens calamiteiten (rampenbestrijding). Daarvoor 
zijn separate infrastructuren beschikbaar. Bij het wegvallen van de verbindingen zelf is 
backup/restore n.v.t., maar de beschikbaarheid daarvan is wel cruciaal. 
 
9 
Ketenpartners waarborgen de persoonlijke levenssfeer (privacy) van natuurlijke personen 
door te voldoen aan de eisen uit de WBP (Wet Bescherming Persoonsgegevens)  + 
 
De Wet Bescherming Persoonsgegevens is verplicht. Wie daar niet aan voldoet overtreedt 
de wet. Ketendossier systemen hebben methoden en technieken om dit te waarborgen. 
Het College Bescherming Persoonsgegevens waakt hier ook over:( Lokaal is het belegd bij 
de manager van de GBA als verantwoordelijkheid. Wat architectuur betreft ligt de control bij 
het beleidsoverleg van I&A-coördinatoren. Opsporing is niet hun taak. Controle en correctie 




De eigenaar van een gegeven is verantwoordelijk voor de kwaliteit (actualiteit  
betrouwbaarheid) van een gegeven. + 
 
De terugmeldingsplicht waarborgt de juistheid en volledigheid van de gegevens. De 
broneigenaar is vervolgens verantwoordelijk voor het verwerken van de terugmelding.  
 
  




Datum:  16 maart 2010 12:00-13:00 
Persoon:  Karel de Smet 
Functie:  Lead Architect 
Locatie:  Nictiz Den Haag 




      +    betekent aantoonbaar aanwezig 
- betekent niet aangetoond of niet ingericht 
 
 
nr Principe aanwezig 
1 
Voor het gebruiken van ICT-voorzieningen (voor toegang tot het ketendossier) vindt 
logische toegangscontrole plaats (identificatie  authenticatie).  + 
 
Deze controle wordt centraal en lokaal uitgevoerd. Lokaal betreft het met name de toegang 
tot de data van de zorgaanbieder (interne autorisatie) door bijvoorbeeld eigen 
medewerkers. Indien je via het Landelijk Schakelpunt (LSP) gegevens bij een 
zorgaanbieder op wil vragen dan dien je te voldoen aan 3 criteria: 
1. Je moet een zorgverlener zijn met een beroepstitel, of je moet gemandateerd zijn 
als zorgverlener.  
2. Authenticatie die te geschieden via de UZI pas. De toets vindt plaats in het UZI 
register. 
3. Toetsing op de behandelrelatie met de patiënt.  
4. Akkoordverklaring Patiënt. 
 
Het LSP heeft een autorisatieprotocol. Hierin staat welke gegevenssoorten door een 
zorgverlener ingezien of verstuurd mogen worden op grond van zijn beroepstitel. Er is een 
autorisatiecommissie die de regels opstellen en die het protocol beheert. Het 
autorisatieprotocol staat dicht en verstrekt enkel en alleen voor de strikt noodzakelijke 
gegevens toegang. Bij Nictiz is de autorisatiemanager (Directeur Nictiz) verantwoordelijk op 
de controle en toepassing. Er is daarnaast een toezichthouder, de inspectie 
gezondheidszorg (IGZ). Daarnaast is er een autorisatieprofiel waarin geregistreerd wordt 
welke zorgverleners wel en niet toegang krijgen tot de gegevens van een patiënt. Toezicht 





Afnemers van ketendossiers mogen alleen aan die gegevens komen waartoe ze gerechtigd 










Databasegegevens zijn herleidbaar tot de bron.  
+ 
 
Het Landelijk EPD maakt gebruik van een verwijsindex.  
 Het LSP verplicht:  
 dat bij gegevensuitwisseling altijd de beheerverantwoordelijke wordt vermeld.  
 Dat je alleen brongegevens mag verstrekken (dus originelen, geen kopieën) 
 
Daarnaast is er centrale logging waarin steeds geregistreerd wordt wie toegang heeft 
gehad. Deze wordt getoetst en gecontroleerd door de toezichthouder (IGZ).Lokale logging 
(bij de zorgaanbieder) is ook in te kijken door de toezichthouder. 
 
4 
De Basisregistraties zijn leidend. (De overheid heeft basisregisters in het leven geroepen 
om vaak opgevraagde gegevens zoveel mogelijk op 1 plek vast te leggen. Denk aan het 
BSN nummer dat elke burger toegewezen krijgt.)  
+ 
 
Er is op dit moment een koppeling met het GBA waarin het Burger Service Nummer 
geregistreerd staat. Ook het formele GBA adres (adres van inschrijving of formele 





Er dient een gezamenlijke set van begrippen en definities te zijn zodat ketenpartners over 
dezelfde terminologie spreken.   + 
 
 De berichtenuitwisseling en de manier waarop een adres wordt vastgelegd is 





Coördinatie rondom de belangrijke zaken van een dossier dient uitgevoerd te worden door 
een organisatie (ketenplatform) waarin afgevaardigden van de ketenpartners plaats 




Het Landelijk Schakelpunt (LSP) functioneert als coördinator en regievoerder over het EPD 
(uit naam van het Nictiz). Het strategisch beleid wordt bepaald door het ministerie van VWS 
samen met het Nictiz. Bij de ontwikkeling van een bepaalde zorgtoepassing, overlegt Nictiz met de 
betrokken beroepsverenigingen (NHG, KNMP, OMS, etc) en de patiëntenvereniging (NPCF) 
die input kunnen leveren. Via overlegstructuren worden de zorgaanbieders en hun ICT-
Leveranciers betrokken bij de invoering van het EPD.  
 
Doormiddel van afspraken en verklaringen wordt de zorgaanbieder gehouden aan de 
afspraken die gemaakt worden in de keten.  
 
De zorgaanbieders hebben een eigen verantwoordelijkheid. Het Nictiz is niet 
verantwoordelijk voor het juist functioneren van de ICT infrastructuur bij de zorgaanbieder.  
Zorgaanbieders kunnen alleen via gekwalificeerde netwerken een verbinding maken. 
Zorgaanbieders moeten voldoen aan een “goed beheerd zorgsysteem”.  
Hiervoor worden de systemen van zorgaanbieders getoetst aan de hand van 
 
  




voorafgestelde eisen (type kwalificaties, implementatie en exploitatie toetsing). De 
zorgaanbieder tekent een verklaring waarin hij aangeeft blijvend te voldoen aan de 
gestelde eisen.  
 
Misbruik of fraude wordt door het IGZ onderzocht. Daarnaast is er bij het Nictiz een security 
officer. Die is primair verantwoordelijk voor het geval er iets mis gaat. De zorgaanbieders 




Ketendossierssystemen moeten beheerd worden door deskundige en betrouwbare 
beheerders.    + 
 
  
Het hele beheer van de ICT infrastructuur van het LSP wordt uitgevoerd door de 
organisatie CSC maar dit jaar wordt dit aanbesteed bij diverse beheersorganisaties waarbij 
uiteindelijk gekozen gaat worden voor de beste beheersorganisatie waarbij professionaliteit 
van beheer hoog in het vaandel staat. Zorgaanbieders zijn verantwoordelijk voor hun eigen ICT-





Dossiers moeten periodiek worden gebackupped op een beveiligde back-upomgeving. 
+ 
 
Backup is  de verantwoordelijkheid van iedere ketenpartij, dus alle zorgaanbieders en het 




Ketenpartners waarborgen de persoonlijke levenssfeer (privacy) van natuurlijke personen 
door te voldoen aan de eisen uit de WBP (Wet Bescherming Persoonsgegevens)  + 
 
 
De wet bescherming persoonsgegevens  geldt ook voor het EPD en dat betreft dus alle 





De eigenaar van een gegeven is verantwoordelijk voor de kwaliteit (actualiteit  
betrouwbaarheid) van een gegeven. + 
 
  
Het beheer van de gegevens (zowel de verwijsindex als de eigen brongegevens) is ter 
verantwoording van de toeleverancier . Deze organisatie dient zelf het beheer geregeld te 
hebben en zij zijn verantwoordelijk dat de gegevens tbijvoorbeeld het dossier aan de 
















Het EPD is een duidelijk voorbeeld van een keten waarbij er een vorm van centrale 
ketencoördinatie is waarbij wel de nodige verantwoordelijkheid ligt bij zorgaanbieder (ketenpartner) 
maar waarbij de afspraken centraal worden vastgesteld en getoetst via het landelijk schakelpunt 
(ketenplatform). Door middel van overleggen worden de zorgaanbieders betrokken bij de 
ontwikkelingen van de keten.  
 
De top10 van principes zijn in verre maten doorgevoerd en er is duidelijk aandacht voor zaken als 
privacy en beveiliging waarbij ook door externe partijen (IGZ, VWS) duidelijk toezicht wordt 








BIJLAGE I: OVERZICHT VAN HUIDIGE KETENDOSSIERINITIATIEVEN 
 
De volgende ketendossier initiatieven zijn tijdens de loop van dit onderzoek naar voren gekomen.  
 
Elektronisch Patiënten Dossier (www.nictiz.nl) 
Elektronisch Cliënten Dossier  (www.actiz.nl) 
Elektronisch Leer Dossier (www.hec.nl) 
Elektronisch Klant Dossier (www.bkwi.nl) 
Digitaal Dossier Jeugdgezondheidszorg (voorheen Elektronisch Kinddossier)  (www.ddjgz.nl) 
Stelsel van Basisregistraties (waaronder GBA (gemeentelijke Basis Administratie), Kadaster enz)  
Elektronisch Strafrecht Dossier  
Verwijsindex Risicojongeren  
Justitie Berichten Service (JUBES) 
Vreemdelingenketen 
Haagse Digitale Dienstverlening 
Voertuigketen (RDW, belastingdienst, gemeenten, importeurs, politie, garages ed) 
 
 





BIJLAGE J: VERTALING PRINCIPES NAAR NORA FORMAT 
 
Uit het onderzoek is een top10 van principes naar voren gekomen. 5 Principes staan al in de NORA en 
5 nog niet. In de NORA worden principes conform een sjabloon verwerkt. De 5 principes die nog niet 
in de NORA staan zijn hieronder zodanig uitgewerkt dat ze wellicht in de toekomst gemakkelijk alsnog 
kunnen worden opgenomen. De inhoud van deze 5 uitwerkingen is  in grote lijn gereviewd op inhoud 
en stijl door een redacteur van de NORA.  
 
Eigenschappen Inhoudelijke invulling 
Titel/Label* Ketendossiers  (basisprincipe: Vertrouwelijk). 
 
Statement* De dienstverlener verstrekt alleen ketendossiergegevens aan geautoriseerde afnemers  
 
Toelichting* Dienstverleners ontsluiten alleen die gegevens waarvoor afnemers geautoriseerd zijn. 
Dit heet ook wel 'doelbinding'. Dienstverleners stellen daarom voorwaarden aan de 
procedures van afnemende organisaties: deze hebben geborgd dat inkijken van 
gegevens alleen op een ‘need-to-know’ basis plaatsvindt. 
 
Motivering Uit privacyoverweging is het niet toegestaan dat meer gegevens in gezien kunnen 
worden dan noodzakelijk. 
 
Onderbouwing De Wet op de bescherming persoonsgegevens vereist dat organisaties niet meer 
gegevens mogen verwerken dan strikt noodzakelijk is voor het doel waarvoor ze zijn 
verzameld. 
 
Implicaties* Dit betekent dat 
 Niet meer gegevens vastgelegd mogen worden dan noodzakelijk. 
 Dat duidelijk vastgelegd moet worden wie tot welke gegevens toegang krijgt 
(bv via een access control lijst). 
 Dat geregistreerd moet worden wie wanneer welke gegevens opvraagt. 
 Dat actie ondernomen moet worden bij (verdacht) misbruik. 
 
Voorbeeld Het Landelijk Elektronisch Patiëntendossier maakt gebruik van een autorisatieprotocol 
waarin precies beschreven staat welke gegevenssoorten door welke zorgverlener 
ingezien of verstuurd mag worden. Een autorisatiemanager houdt hier toezicht op. 
 
 
Eigenschappen Inhoudelijke invulling 
Titel/Label* Ketendossiers (basisprincipe: Standaard) 
 
Statement* Ketendienstverleners sluiten zich in het gebruik van begrippen en definities aan bij de in 
de keten geleden afspraken, standaarden en best practices op dit gebied.  
 
Toelichting* Ketenpartners dienen over dezelfde terminologie (semantiek) te spreken wanneer het 
over een bepaald gegeven gaat. Daarnaast dienen er afspraken te zijn over de definitie 
van (digitale) protocollen.  
 
Motivering Eenduidige semantiek zorgt ervoor dat gegevens op de juiste manier worden 
opgeslagen en geïnterpreteerd.  
 
  




Onderbouwing Ketendossiergegevens worden vaak door verschillende organisatie aangeleverd. 
Organisaties die deze gegevens aanleveren hebben intern afgesproken hoe deze 
gegevens geïnterpreteerd moeten worden. Wanneer in de keten andere afspraken 
gehanteerd worden kan het voorkomen dat gegevens door onbevoegden ingezien 
kunnen worden.  
 
Implicaties* Dit betekent dat 
 Er een begrippen en definitieboek moet komen waarin deze begrippen en 
definities duidelijk uitgelegd worden. 
 Er toezicht moet zijn op de naleving en onderhoud van het boek. 
 Duidelijke afspraken moeten zijn welke (digitale) protocollen gebruikt worden 
bij het modelleren van gegevens (bv HL7, XML). 
 
Voorbeeld De GBA Personen maakt gebruik van een gegegevenswoordenboek. Deze is in te zien 
via een website. In dit woordenboek staan gezamenlijk gehanteerde begrippen en 
definities verklaard die gebruikt worden in de keten zodat ketenpartners over dezelfde 
definities en begrippen spreken. 
 
Het Landelijk Elektronisch Patiëntendossier gebruikt het HL7 protocol om gegevens te 
modelleren. 
 
Eigenschappen Inhoudelijke invulling 
Titel/Label* Ketendossiers (basisprincipe Betrouwbaarheid) 
 
Statement* Het beheer van ketendossiersystemen voldoet aan de afspraken die hierover met 
afnemer zijn gemaakt. . 
 
Toelichting* Om de beschikbaarheid en betrouwbaarheid van het dossier te waarborgen dient goed 
beheer uitgevoerd op de systemen die gebouwd worden rondom het ketendossier. 
 
Motivering Ketendossiers worden gebruikt door ketenpartners die afhankelijkheid zijn van de 
beschikbaarheid van de gegevens.  
 
Onderbouwing Er wordt in ketendossiers vaak gewerkt met vertrouwelijke gegevens die als input 
dienen voor organisaties. Om gegevens tijdig in te kunnen zien is de beschikbaarheid 
van het ketendossiersysteem een voorwaarde. Omdat beheerders toegang tot de 
(privacygevoelige) gegevens hebben dient er zorg te zijn voor de integriteit van de 
beheerders. 
 
Implicaties* Dit betekent dat 
 Er duidelijk geformuleerd dient te zijn waar een beheerorganisatie aan dient te 
voldoen. 
 Er richtlijnen moeten zijn wat tot het beheer behoort en wat niet. 
 Er beheermodellen opgesteld moeten worden waaraan gewerkt wordt (bv 
ITIL). 
 Er kwalificatie eisen aan beheerders gesteld moeten worden.  
 Er toetsing dient te zijn naar het deskundigheidsniveau van de beheerders. 
 De integriteit van de beheerders dient te worden gewaarborgd door gebruik te 
maken van bv. geheimhoudingsverklaring. 
 
Voorbeeld Het Elektronisch Leerdossier heeft het beheer uitbesteed aan een beheerorganisatie 
waarmee afspraken in de vorm van een Service Level Agreement gemaakt zijn om de 
kwaliteit en beschikbaarheid van het dossier te waarborgen. De beheerorganisatie dient 





overeenkomstig de kwaliteit en integriteit van de beheerders te waarborgen.  
 
 
Eigenschappen Inhoudelijke invulling 
Titel/Label* Ketendossiers (basisprincipe Betrouwbaarheid) 
 
Statement* De dienstverlener is verantwoordelijk voor de coördinatie van een ketendossier in lijn 
met afspraken met ketenpartners .  
 
Toelichting* Om de ketensamenwerking te bevorderen is het van belang om de regie en coördinatie 
binnen de keten door een aparte organisatie te laten uitvoeren. Ketenpartners zijn in 
deze organisatie vertegenwoordigd zodat zij gehoord worden. 
 
Motivering Uit onderzoek is gebleken dat een goede coördinatie in de keten een belangrijk 
bestanddeel is voor de goede werking van de keten en de bijbehorende ketenpartners. 
Ketenpartners zijn vaak afhankelijk van elkaars gegevens. Input van de ene organisatie 
komt voort uit de output van andere organisaties. Omdat er met autonome organisaties 
gewerkt wordt die eigen agenda’s, beleid, processen ed hebben dient coördinatie goed 
belegd te worden zodat de gegevens in het ketendossier voldoen aan het juistheids en 
volledigheidsprincipe. Naast coördinatie kunnen ook zaken als strategie, gezamenlijke 
investeringen, begrotingen ed door het ketenplatform worden opgezet.  
 
Onderbouwing Uit een onderzoek dat TNO heeft uitgevoerd in 2002(Inzicht in ketenspecifieke succes- 
en faalfactoren) is al gebleken dat ketensamenwerking van groot belang is voor het 
goed functioneren van de keten. Hierbij dient ook aandacht te zijn voor de ketenpartners 
omdat de keten zo sterk is als de zwakste schakel. Om de autonomie van de 
ketenpartner te kunnen waarborgen zonder dat dit druk zet op de keten als geheel, dient 
een ketenplatform ervoor te zorgen dat de belangen van de keten onafhankelijk van de 
ketenpartners worden behartigd.  
 
Implicaties* Dit betekent dat: 
 Door de invoering van een ketenplatform raken ketenpartners een deel van de 
autonomie kwijt.  
 Daarnaast zullen ze getoetst moeten worden om te zien of ze kunnen voldoen 
aan de eisen die het ketenplatform stelt aan toetreding tot de keten. Met als 
gevolg dat ze wellicht zullen moeten investeren in software en hardware of in 
het (opnieuw) inrichten van bepaalde processen.  
 Beslissingen zullen in het belang van de keten worden genomen en niet in het 
belang van één (of meerdere) ketenpartners. 
 Oppassen voor bureaucratie ! 
 
Voorbeeld Het Landelijk Elektronisch Patiëntendossier kent het landelijk schakelpunt (lsp) als 
voorbeeld van een ketenplatform. Het LSP behartigt de belangen van de ketenpartners 
en zorgt voor centrale coördinatie en aansturing van die dingen die van belang zijn voor 




Eigenschappen Inhoudelijke invulling 
Titel/Label* Ketendossiers (basisprincipe Betrouwbaarheid) 
 
Statement* Dossiers moeten periodiek worden gebackupped op een beveiligde back-up omgeving.  
  





Toelichting* Ketendossiers kunnen belangrijke privacy gevoelige gegevens bevatten. Naast het feit 
dat er aandacht moet zijn voor de beveiliging van het ketendossier dient er ook 
aandacht te zijn voor het beveiligen van de back-ups van de ketendossiergegevens.  
 
Motivering Ketendossiers bevatten vaak privacygevoelige data. Denk aan het Elektronisch 
Patiëntendossier. Meestal is er voldoende aandacht voor de beveiliging van de 
infrastructuur van het ketendossier en de inhoud van het dossier. Beheersorganisaties 
maken een back-up van de infrastructuur. Dit maakt meestal onderdeel uit van de 
dienstverlening die de beheersorganisatie aflevert. Ook hier kunnen dan 
dossiergegevens in terecht komen. Wanneer er onvoldoende aandacht is voor de 
beveiliging van de back-upomgeving dan wordt hier een achterdeur gecreëerd waarmee 
het mogelijk is om ketendossiergegevens in te zien. 
 
Onderbouwing Ketendossiers bevatten privacygevoelige informatie. Wanneer deze informatie op een 
back-up medium wordt gezet zou het mogelijk kunnen zijn om, indien men in het bezit is 
van dit medium, de gegevens in te kunnen zien waardoor het aan de voorkant 
beveiligen van het ketendossier overbodig wordt. 
 
Implicaties* Dit betekent dat: 
 Er procedures ingericht moeten worden zodat de back-up op een juiste manier 
verloopt. 
 Er ingeregeld moet worden wie deze activiteit uitvoert, en wat er met de back-
up media wordt gedaan.  
 Retentietijden vastgesteld moeten worden zodat back-up media niet per 
ongeluk overschreven mag worden.  
 Ketenpartners op de hoogte moeten zijn dat er een back-up gemaakt wordt 
van de gegevens. 
 Er vastgesteld moet worden wat er in de back-up verdwijnt. Als ketenpartners 
verantwoordelijk zijn voor hun eigen gegevens dan hoeft centraal dat niet in de 
back-up te worden opgenomen (keuze).  
 
Voorbeeld Bij het Elektronisch Leerdossier en bij het Landelijk Elektronisch Patiëntendossier is het 
beheer van de keteninfrastructuur uitbesteedt en door middel van Service Level 
overeenkomsten zijn er afspraken gemaakt oa. rondom het beheer van de back-up. 
Deze beheerorganisaties zijn speciaal ingericht en deskundig in het juist beheren van 
















BIJLAGE K: DEFINITIEVE OPDRACHTFORMULERING. 
 
In deze bijlage is het document “Definitieve Opdrachtformulering versie 1.1” van 7 augustus 2009 
opgenomen. Dit document is een van de mijlpaaldocumenten die opgeleverd dient te worden aan de 
OU. 
Architectuurprincipes die bijdragen aan 
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Het onderwerp “Ketendossiers” is regelmatig in het nieuws. Met name de introductie van het 
Elektronisch Patiënten Dossier (EPD) levert veel discussie op.  Artsen hebben weinig vertrouwen 
in het EPD (een grote groep heeft ook bezwaar aangetekend om opgenomen te worden in het 
EPD). Beveiliging van de eigen gegevens en aantasting van de privacy zijn de belangrijkste 
argumenten voor het bezwaar. In mijn literatuurrapport zijn vele voorbeelden gegeven van deze 
mediaberichten. 
 
Omdat het EPD zo vaak negatief in het nieuws is, zou lijken dat ketendossiers een negatieve 
lading met zich meedragen. Toch zijn er ook ketenimplementaties lopende waarbij de doorvoering 
wel positief te noemen is. Het SUWINET van het UWV en het CWI, en het juridische keten zijn 
hiervan twee voorbeelden.  
 
Kenmerkend van dit soort ketendossiers is dat er meerdere bronsystemen zijn die niet per definitie 
op één plek gesitueerd zijn. Vaak zijn er meerdere organisaties bij betrokken die allen een eigen 
agenda en eigen belangen hebben (artsen, apothekers, ziekenhuizen enz). Maar samen zijn ze 
medeverantwoordelijk voor de totstandkoming van het dossier.  
Het interorganisatorisch aspect maakt dit een ingewikkeld onderwerp. Want wie beheert nu de 
ketendossiers, wat komt er in te staan en hoe is het onderhoud geregeld. Het organisatie 
overstijgende karakter brengt de overheid in beeld. 
 
De overheid onderzoekt of in de Nederlandse Overheid Referentie Architectuur (NORA) er een 
aanvulling moet komen voor ketendossiers. Zij is op zoek naar inrichtingsprincipes die bijdragen 
aan het succesvol doorvoeren van ketens en ketendossiers. Deze principes moeten dan als 
leidraad dienen voor nieuwe ketens in de publieke sector. 
 
In het voorafgaande literatuurrapport is ingegaan op ketendossiers. Vanuit het blikveld van de 
media is begonnen om de balans op te maken welke onderwerpen steeds terugkomen bij 
ketendossier problemen. Deze onderwerpen zijn verder uitgediept aan de hand van 
wetenschappelijke of onderwerprelevante literatuur waarbij aan het eind van elk hoofdstuk of 
paragraaf een aantal principes is geponeerd die een mogelijke bijdrage kunnen leveren aan de 
NORA. 
Uiteindelijk is er een lijst van 27 kandidaat-principes ontstaan welke in de praktijk getoetst zullen 
worden op hun bruikbaarheid en bijdrage aan succes. Met als uiteindelijk doel een top 10 over te 
houden. 
 
De opdrachtgever van het onderzoek, het ICTU in Den Haag, is medeverantwoordelijk voor de 
totstandkoming, beheer en onderhoud van de NORA. 
  






Het ICTU is een zelfstandige stichting. Het ministerie van Binnenlandse Zaken en 
Koninkrijksrelaties in Den Haag heeft het ICTU gevraagd om de NORA (Nederlandse Overheid 
Referentie Architectuur) op te stellen en te beheren. 
 
De NORA is ontstaan om de overheidsdienstverlening te verbeteren en te zorgen voor een 
administratieve lastenverlichting. Het ontstaan van ketendossier initiatieven zoals het Elektronisch 
Patiënten Dossier en het Juridisch Dossier maken dat de overheid zich afvraagt of de overheid 
binnen de NORA iets op moet nemen om ervoor te zorgen dat deze initiatieven aan de 
inrichtingsprincipes van de overheid voldoen.  
 
Het ICTU heeft gevraagd te onderzoeken welke architectuur principes en definities bijdagen aan 
een succesvolle doorvoering van een ketendossier in de publieke sector. In de NORA wordt 
summier aandacht besteedt aan ketendossiers. Hier wil het ICTU meer inhoud aan gaan geven. 
 
De vragen die het ICTU heeft zijn de volgende: 
 
1. Is er een probleem op het gebied van ketendossiers te herkennen ? 
2. Welke principes die nu nog niet in de NORA staan dragen bij aan het succesvol invoeren van 
een ketendossier in de publieke sector ? 
3. Welke nieuwe definities die nog niet in de NORA voorkomen zijn op te maken uit de literatuur 
en vormen een nuttige aanvulling op de bestaande NORA begrippenlijst. 











Zoals in de inleiding geschreven is het ketendossier een populair onderwerp. Maar er is relatief nog 
weinig wetenschappelijk over geschreven. Tijdens mijn literatuurstudie is gebleken dat rondom het 
onderwerp „ketens„ veel te vinden is. Maar over ketendossiers wordt de spoeling dunner. Het is een 
modern onderwerp met de problematiek van deze tijd zoals privacy van gegevens, complexe 
organisatieoverstijgende infrastructuren etc.  
 
De vraag voor het onderzoek is gekomen vanuit het ICTU. De overheid zoekt naar methoden om 
ervoor te zorgen dat de privacy van de burger en organisaties niet in gevaar komt en dat gegevens 
gemakkelijk gevonden worden en transparant beschikbaar zijn.  
Het ICTU zoekt aanknopingspunten die een plek kunnen krijgen in de NORA. 
 
Inmiddels zijn er ook een aantal ketendossier initiatieven waarbij de doorvoering als succesvol 
omschreven kan worden. Bij voorwerk zijn daar ook al een aantal principes bekend geworden die 
bijdragen aan het succes. Kijkend naar deze initiatieven is te verwachten dat een gewenste top 10 
haalbaar moet zijn. Door middel van interviews en een enquête zal bepaald worden welke 
principes de meeste steun krijgen bij de succesvolle initiatieven. Deze top 10 lijst zal vervolgens 
getoetst worden bij een initiatief waar op dit moment veel problemen zijn (het Elektronisch 
Patiënten Dossier). 
 
Het onderzoek heeft ICT Architectuur als centraal thema. Binnen dit thema wordt het onderwerp 
ketendossiers gekozen.  
ICT Architectuur kent ook veel verschillende varianten. Specifiek hiervoor vindt het onderzoek 
plaats binnen het thema Referentie Architectuur. Referentie Architectuur verschilt van de bekende 
Enterprise Architectuur in dat het meer de algemene structuren beschrijft. Het is abstracter en 
wordt vaak descriptief gebruikt. Voor meer informatie over referentiearchitectuur verwijs ik terug 
naar mijn literatuurstudierapport. 
 
  






Om tot een gedegen en beproefde lijst te komen zal worden gekeken naar al bestaande en 
succesvolle initiatieven.  
Belangrijke architecten van deze initiatieven zullen geïnterviewd worden aan de hand van een 
vooraf vastgestelde vragenlijst. Het doel van de vragenlijst is de relevantie vaststellen van de 
kandidaat-principes die zijn gevonden tijdens de literatuurstudie. 
 
Naast deze keypersonen is er ook een groep personen die nauw betrokken zijn bij de doorvoering 
van de succesvolle ketendossier initiatieven maar die minder relevant zijn voor het onderzoek. Zij 
vormen een spiegelgroep en zullen door middel van een enquête bevraagd worden. De enquête en 
de interviews dienen samen een representatieve weergave te zijn voor de relevantie van de 
kandidaat-principes. 
 
Vervolgens vindt er een toetsing plaats of de kandidaat-principes ook binnen een referentie-
architectuur passen.  
 
Uiteindelijk blijft er een top 10 over. Over deze top 10 wordt een nieuwe vragenlijst gemaakt die 
middels een interview wordt getoetst bij een minder goed lopend ketendossier initiatief.  
 
Hieruit zal blijken of, en welke, principes onvoldoende doorgevoerd zijn. 
 
Het onderzoek bevat een deel veldwerk en een deel bureauwerk. Het bureauwerk bestaat uit het 
opstellen van de vragenlijsten en de enquête en het verwerken van de gegevens. Het veldwerk 
bestaat uit het bezoeken van enkele architecten voor een interview.  
 
Ter ondersteuning aan de totstandkoming van de vragenlijsten zal gebruik worden gemaakt van 





Tijdens het onderzoek naar literatuur voor een literatuurrapport en met gesprekken met de 
begeleider vanuit het ICTU (Erik Saaman) is gebleken dat dit onderwerp te complex is om binnen 
600 uur af te ronden voor een wetenschapper in opleiding.  
Om tijdig het werk af te kunnen ronden zal tijdens het veldwerk kritisch gekeken moeten worden 
hoeveel interviews er afgenomen worden. Vooralsnog worden er maar 2 interview gepland. 
Daarnaast zal een grote groep professionals die nu werkzaam zijn met ketendossiers worden 
bevraagd middels een enquête.   
 
 







Het volgende zal worden opgeleverd: 
 
Ten behoeve van het ICTU 
 
 Shortlist van principes getest en getoetst door een praktijkonderzoek. 
 Lijst met definities en begrippen die zijn voort gekomen uit het literatuuronderzoek. 
 Lijst met lopende ketendossier initiatieven.  
 Mijlpaaldocumenten opgesteld conform de eisen van de OU. 
 
Ten behoeve van de OU 
 
 Mijlpaal 1 document – Rapport voorlopige opdrachtformulering. 
 Mijlpaal 3 document – Rapport definitieve opdrachtformulering. 
 Mijlpaal 4 document – Rapport formulering onderzoeksaanpak. 
 Mijlpaal 5 document – Einddocument. 
 
In de lijst ontbreekt het mijlpaal 2 document. Met de OU is afgesproken dat het mijlpaal 2 document 
opgeleverd wordt als onderdeel van het mijlpaal 5 document (emailwisseling  




De verwachte planning is als volgt: 
 
Augustus 
*  Afronden wijzigingen mijlpaaldocumenten. Ik verwacht MP3 en MP4 in de 4e  week van 
augustus in te leveren bij jou. 
 
September 
*  Start van het enquête onderzoek en daarna het interview. 
 
Oktober 
*  Verwerken van de gegevens. 
 
November  
* Aanbieden 2e lezer OU. 
*  Verwerken reacties tweede lezer. 
 
December  
*  Eindpresentatie. 
 
Conclusies 
Het eindresultaat van oplevering zal een bodem zijn voor verder onderzoek binnen het ICTU. Het 
praktijkonderzoek kan slechts beperkt worden uitgevoerd binnen de uren die de OU hiervoor 
  




beschikbaar stelt. Een vervolgonderzoek is dan ook zeker aan te bevelen. De shortlist van 
principes zorgt er in elk geval voor dat het ICTU een vliegende start  heeft 
 





BIJLAGE L: BEGRIPPEN EN DEFINITIES 
 
 Afnemer 
De persoon of organisatie de gebruik maakt van de gegevens die in een ketendossier zijn 
verzameld. 
 Besturingsvorm – Estafettevorm 
Keten besturingsvorm waarbij verantwoordelijkheid voor het ketenproces wisselend wordt 
uitgevoerd.  
 Besturingsvorm – Geformaliseerde Coördinatie 
Keten besturingsvorm waarbij een overkoepelende stuurgroep centrale beslissingen neemt 
maar waarbij er nog steeds een bepaalde mate van autonomie bestaat voor de ketenpartners. 
 Besturingsvorm – Strategische Coördinatie 
Vorm waarbij strategische beslissingen over de keten door een centraal orgaan 
(ketenplatform) wordt uitgevoerd. 
 Besturingsvorm – Zelforganisatie 
Keten besturingsvorm waarbij beslissingen en agenda‟s volledig onafhankelijk tot stand 
komen. 
 Broneigenaar of bronleverancier 
De organisatie die brongegevens heeft die gebruikt worden binnen ketendossiers . 
 Dossiervorm – Bottom-up 
Dossiervorm waarbij het subject bepaalt welke gegevens in het dossier komen. 
 Dossiervorm – Top-Down 
Dossiervorm waarbij de ketenpartners bepalen welke gegevens in het dossier komen.  
 Extended Enterprise Architectuur 
Vorm van Enterprise Architectuur die gericht is op grensoverschrijdingen van organisaties 
zoals bij ketennetwerken.  
 Intra-organisatorisch 
Binnen de eigen organisatie. 
 Interorganisatorisch 
Over de grenzen van de eigen organisatie. 
 Ketendossiersysteem 
Het geheel van infrastructuur, gegevens, procedures en dergelijke benodigd om een 
ketendossier vorm te geven. 
  





 Ketenmodel – Distributed Ketenmodel 
Ketennetwerk waarbij in een centrale database verwijzingen staan naar de bronsystemen waar 
de gegevens op te vragen zijn.  
 Ketenmodel – Hybride Ketenmodel 
Hybride tussen Distributed en Redundant ketenmodel. Actuele gegevens zijn opgeslagen bij de 
bronleverancier. In een aparte, redundante database worden gegevens opgeslagen die niet 
meer mogen veranderen. Denk aan afgesloten juridische of medische dossiers.  
 Ketenmodel – Redundant Ketenmodel 
Ketennetwerk waarbij de gegevens van een dossier los opgeslagen zijn in een aparte, 
redundante, database. Daarnaast bevinden de originele gegevens zich in de bronbestanden 
van de leverancier.  
 Ketenpartner 
Persoon of organisatie die een actieve bijdrage levert aan de keten. Dit kan i n de vorm van 
het leveren van informatie of een dienst aan de keten.  
 Nummerstelsels 
Denk bijvoorbeeld aan het BSN nummer. Een lijst met unieke nummers. 
 Referentie Architectuur 
Abstracte vorm van architectuur die vooral descriptief is en meestal niet afdwingen. 
Voorbeelden zijn best-practices. 
 Subject, (of dossiersubject) 
Persoon, organisatie of juridische zaak waarover het dossier gaat.  
 Toeleverancier 
De leverancier aan het keten. Dit kan een organisatie zijn die brongegevens heeft voor he t 
keten maar ook andere leveranciers aan het keten (hardware, software enzovoort). 
 Verificatieregister 
Register waar persoonsunieke kenmerken vastgelegd worden zodat geverifieerd kan worden of 
een persoon is wie hij zegt dat hij is. Bijvoorbeeld een register met paspoort- of 
rijbewijsnummers gekoppeld aan de naam van de eigenaar.  
 Verwijsindexen 
Lijst met verwijzigingen naar bronsystemen. Als een gegeven uit een ketendossier wordt 
opgevraagd dan zorgt de verwijzing dat het ju iste bronsysteem wordt bevraagd. 
 Ketendossier principes NORA     
135 
 
 
 
 
