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Informacijska družba nam danes omogoča enostaven, učinkovit in varen dostop do 
raznovrstnih informacij, kjerkoli in kadarkoli jih potrebujemo, zato tudi poskusi uvedbe 
informacijskih rešitev na področje izvrševanja ene od najbolj temeljnih demokratičnih 
pravic – volitev niso nobena izjema. Implementacija interneta v volilni proces ne prinaša le 
vprašanj s področja sociološko-politološkega in tehničnega okolja, ampak tudi z vidika 
legitimnosti takega postopka. 
V magistrskem delu povzamem razvoj elektronskega poslovanja v javni in državni upravi, 
pojem elektronskih volitev, poskuse vpeljave elektronskih volitev in dobre prakse v 
Sloveniji, na Norveškem in v Kanadi ter razložimo postopek glasovanja na prvih uspešno 
izvedenih internetnih volitvah na svetu – v Estoniji. Analizirani so pomisleki in dileme, kot 
tudi prednosti, ki jih prinaša vpeljava elektronskih volitev. Uvedba elektronskih volitev med 
drugim pomeni možnost za zmanjšanje stroškov v volilnem procesu, predvsem pa 
zaustavitev trenda upadanja volilne udeležbe, ki je pereč problem vseh zahodnih 
demokracij. 
Zagotavljanje varnosti, transparentnosti in tajnosti je težava, zaradi katere sta vpeljava in 
uporaba elektronskih volitev še vedno vprašljivi. Rešitev vidim v tehnologiji veriženja 
podatkovnih blokov, ki nam zaradi narave svojega sistema omogoča implementacijo 
elektronskih volitev. 
Glede na dosedanji tehnološki napredek in pozitivno naravnanost širše javnosti za 
sprejemanje tehnologije veriženja podatkovnih blokov je mogoče sklepati, da je 
elektronsko glasovanje le še klik stran od realne uvedbe, vendar v podporo tradicionalnemu 
načinu glasovanja tako doma kot v tujini. 
Ključne besede: elektronsko poslovanje, e-uprava, e-demokracija, e-volitve, tehnologija 




INTRODUCTION OF E-VOTING WITH THE SUPPORT OF BLOCKCHAIN 
TECHNOLOGY 
Today, the information society provides easy, effective and safe access to various 
information wherever and whenever we need them; therefore, attempts to introduce 
information technology solutions to the field of executing one of the basic democratic 
rights – elections are no exception. The implementation of internet into the electoral 
process does not only give rise to socio-political and technical questions, but also from the 
perspective of legitimacy of such proceedings.  
In the master’s thesis, I summarize the development of e-commerce in the public and state 
administration, the concept of electronic elections, attempts of the introduction of 
electronic elections and examples of good practices in Slovenia, Norway and Canada, and 
explain the voting process at the first internet elections in the world – in Estonia. We 
analyse the concerns and dilemmas, as well as advantages of the implementation of 
electronic elections. Among others, the introduction of electronic elections also means a 
possibility to reduce the costs during the electoral process, but mostly it puts a stop to the 
downward trend of voting participation, which is a pressing problem of all Western 
democracies.  
Ensuring safety, transparency and secrecy is a problem that puts the introduction and 
execution of electronic election under question. In my opinion, the solution is blockchain 
technology. The nature of its system enables the implementation of electronic elections.  
Due to the technological progress so far and positive attitude of the general public in terms 
of accepting the blockchain technology, we can assume that electronic voting is only a click 
away from reality, but only to support the traditional way of voting, at home as well as 
abroad.  
Keywords: electronic commerce, e-government, e-democracy, e-elections, blockchain 
technology.   
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Razvoj telekomunikacij in računalništva je spodbudil svet in s tem gospodarstvo k uvajanju 
elektronskega poslovanja. Industrijsko družbo preteklosti nadomešča informacijska 
družba, katere temelj je sodobna informacijsko-telekomunikacijska tehnologija, ki 
omogoča enostaven, učinkovit in varen dostop do deljenja raznovrstnih informacij, njihovo 
shranjevanje in prenos v nepredstavljivih količinah (Petauer, 2002, str. 10). 
Želja, da bi kar najbolje izkoristili vse prednosti, ki jih nudi sodobna informacijsko-
telekomunikacijska tehnologija, je pripeljala do sprejema državnih strateških dokumentov, 
ki določajo nadaljnji razvoj informacijske družbe. 
Javna uprava mora delovati kot prijazen in učinkovit servis storitev za državljanje in podjetja 
pri tem pa morajo biti postopki hitri, preprosti in birokratsko nezahtevi. Pri modernizacji 
javne uprave ima glavno vlogo e-uprava, ki omogoča kakovostnejše in učinkovitejše storitve 
z nižjimi stroški. Gre predvsem za prenovo in prilagoditev že obstoječih poslovnih procesov, 
ki z uporabo infomacijsko-telekomunikacijskih sredstev dobivajo nove možnosti in 
priložnosti za optimatizacijo, standardizacijo ter usmerjenost k uporabniku.   
V procesu sprejemanja in uresničevanja teh ciljev je tudi Slovenija. Nastajanje strategije  
e-poslovanja v Sloveniji sega v leto 2005, ko je bila vzpostavljena delovna skupina, ki je 
pripravila vizijo in strateške cilje e-poslovanja na področju javne uprave (Strategija e-uprave 
Republike Slovenije za obdobje 2006–2010, 2006), danes pa so projekti slovenske e-uprave 
učinkoviti, kakovostni ter večkrat nagrajeni s strani Evropske skupnosti.   
V sklopu razvoja elektronske uprave sta svoj razvoj doživela tudi demokracija in njeno 
najpomembnejše orodje – volitve, ki so se z digitalizacijo močno približale ljudem. 
Volitve so v preteklosti potekale preprosto in nemalokrat kar ustno in javno, volilna pravica 
pa je bila opredeljena z različnimi kriteriji, kot so spol, rasa, sloj itd. Prvi zametki sodobne 
demokracije so se pričeli z realizacijo tajnosti glasovanja, ki predstavlja eno od temeljnih 
načel (Davidson, 1992, str. 8). Danes so se bistveno spremenila tudi druga načela, odpravile 
so se vse omejitve, vezane na družbeni status, spol in raso, poleg tega pa so se prizadevanja 
za oddajo glasu čim več volilnih upravičencev, ki jih takšni ali drugačni pogoji pri tem 
omejujejo, povečala. Ključna naloga vsake današnje demokracije je mobilizacija čim večjega 
volilnega telesa in eden od načinov doseganja tega namena so elektronske volitve 
(Emerson, 2011, str. 2–5). 
Možnost uporabe informacijsko-komunikacijske tehnologije pri volitvah je na začetku 
vzpodbudila številna teoretična razmišljanja o njenem vplivu na demokracijo, njeno 
neposrednost, tajnost in varnost ter omejenost. Hiter razvoj informacijsko-komunikacijske 
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tehnologije in njena uporaba v vsakdanjem življenju sta pripeljala do spoznanja, da vloge 
informacijsko-komunikacijske tehnologije ne gre ne poveličevati ne zatirati, ampak da 
njena dobro premišljena uporaba omogoča posodobitev in izboljšanje obstoječih 
demokratičnih procesov. 
Ideja o elektronskih volitvah je prisotna že od začetka 90. let prejšnjega stoletja, ko so se 
začeli pozivi k selitvi politične participacije na internet. Ta namreč že od vsega začetka nosi 
potencial za emancipacijo in mobilizacijo ljudi, saj ponuja skoraj neomejen kanal za govor 
in reprezentacijo (Mahnič, Ploštajner & Šterk, 2013). 
Različni pristopi in poskusi elektronskega glasovanja so bili realizirani v novem tisočletju v 
večjem številu zahodnih demokracij. Ko govorimo o e-volitvah, moramo vedeti, da imamo 
dve okolji volitev, in sicer e-volitve v nadzorovanem okolju, to je glasovanje prek 
elektronskih naprav, in volitve v nenadzorovanem okolju, t. i. glasovanje iz naslonjača, ki v 
celoti poteka prek interneta, i-volitve.  
S spremembo zakonodaje leta 2003 se je Slovenija podala po poti uvajanja e-volitev, ki pa 
je do dobra pretresla tako politično sfero kot laično javnost. Večkratni poskusi uvedbe  
e-glasovanja in vsakokratni neuspeh in nezaupljivost do takih volitev pa so Sloveniji in v 
večini demokratičnih držav zaustavili elektronsko glasovanje, vendar ne povsod. Uspešno 
izvedene in zavezujoče e-volitve poznamo na primeru Kanade. Edinstveni primer, ko 
govorimo o i-volitvah, je Estonija, kjer so kot prvi v svetu poleg internetnega glasovanja (v 
celoti) omogočili še glasovanje prek mobilnih telefonov. 
Skozi večji del magistrskega dela se prepleta analiza posameznih, izstopajočih držav pri 
uvedbi elektronskega glasovanja, ki so bile pomembne pri teoretični ideji vpeljave e-volitev 
v Sloveniji. Delo prav tako razlaga proces delovanja i-volitev v Estoniji, njihove slabosti in 
prednosti ter razloge uvedbe tovrstnih volitev. Ali gre zgolj za poskus rešitve problema 
sodobnih demokracij, ki se spopadajo z nizko volilno udeležbo, ali gre za željo slediti trendu 
in postati moderna država ali pa gre razloge iskati zgolj v nižjih stroških in hitrejših 
rezultatih? 
V nekaterih državah so se poskusi digitaliziranja volitev pokazali kot nesporni in uspešni, 
medtem ko v drugih ostajajo vprašljivi in so bili opuščeni. Raziskave volitev, ki so potekale 
prek interneta, so razkrile obstoj določenih napak, problemov, ki se nanašajo predvsem na 
transparentnost, varnost, družbeno sprejemljivost in zanesljivost. Razlogi za uspešnost in 
neuspešnost volitev so pri tem slabo in nesistematično raziskani ter so predmet številnih 
ugibanj, tako kot so predmet številnih ugibanj in popolnoma nasprotujočih si mnenj tudi 
motivi za in proti elektronskim oblikam demokracij (Lindner idr., 2016). 
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Trenutna infrastruktura svetovnega spleta ne omogoča zadostne ravni varnosti in 
zasebnosti, kar med ljudmi povzroča nezaupanje v tehnologijo, zato pojav tehnologije 
veriženja podatkovnih blokov (angl. Blockchain), ki je bila prvič uspešno implementirana 
leta 2008, smatramo kot prelomno tehnologijo (Iansiti in Lakhani, 2017). Ta nam omogoča 
rešitev bistvenega problema elektronskega glasovanja, varnosti in anonimnosti, še vedno 
pa se soočamo s politično in socialno sfero, nevednostjo, nepripravljenostjo in 
nesodelovanjem, nesprejemanjem novega, slabo volilno udeležbo in politično 
nezainteresiranostjo ljudi, kar je poleg nove tehnologije še večji izziv demokracije. 
Magistrsko delo je sestavljeno iz sedmih poglavji, ki jim sledijo podpoglavja. Prvi del 
magistrskega dela je namenjen razumevanju in opredelitvi razvoja elektronskega  
poslovanja, e-uprave in načel njegovega poslovanja, kaj nam prinaša digitalizacija ter katere 
informacije in poslovne procese nam omogoča. Predstavljeni so tudi časovni razvoj 
slovenske informatizacije javne uprave in seznanjenost ljudi ter uporaba elektronskega 
poslovanja. Kot veliko dodano vrednost elektronskega poslovanja in e-uprave razumemo 
pojem e-demokracije, ki je omogočila močnejšo in dostopnejšo participacijo v splošnih in 
predlagalnih zadevah z različnimi e-portali in e-volitvami, kot enim od njenih bistvenih 
orodij. 
V drugem poglavju so opredeljeni pojmi demokracije, e-demokracije, volitev in e-volitev, 
kjer se podrobneje osredotočim na elektronsko glasovanje, vrste glasovanja, zgodovinski 
pregled in možnosti ter težave vpeljave omenjenega sistem glasovanja. 
Ker se pri uvajanju e-glasovanja kot ena od najpomembnejših zahtev postavlja zadostitev 
skladnosti z načeli demokratičnih volitev, v nadaljevanju ugotavljam, kakšne so nevarnosti 
in morebitne rešitve volitev v nenadzorovanem volilnem okolju, kar nasprotniki e-volitev 
najbolj izpostavljajo kot možno kršitev tajnega in svobodnega glasovanja. Sledijo pozitivne 
in negativne spremembe, ki jih prinašajo e-volitve, analiza participacije oziroma volilne 
udeležbe v Republiki Sloveniji od osamosvojitve do danes, razlogi za nemotiviranost ljudi 
za sodelovanje na volitvah in možne rešitve tega problema. 
Sledijo pregled e-volitev po svetu in primeri vpeljav elektronskega glasovanja, podroben 
pregled razvoja in opis delovanja i-volitev v več korakih na primeru Estonije ter predstavitev 
razvojnih stopenj in treh neuspelih poskusov slovenske vlade pri uvajanju e-volitev. Na 
koncu sledi še primerjava med obema država.   
Glede na to, da je za koncept elektronskih volitev oziroma internetnih volitev bistvena 
analiza kazalnikov razvoja informacijske družbe, pozornost namenim še analizi uporabe 
interneta in dostopnosti na področju Slovenije. 
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Pravila in zahteve uporabe informacijsko-komunikacijske tehnologije pri elektronskem ali 
internetnem glasovanju so izjemno velike in velikokrat si tudi nasprotujejo. Glavna je 
zahteva po identifikaciji volivca in njegovega glasu oziroma zagotovitvi njegove 
anonimnosti in tajnosti glasu, torej, da volivca ni mogoče povezati z oddanim glasom, hkrati 
pa je treba omogočiti, da je oddani glas po koncu glasovanja preverljiv in transparenten. V 
petem poglavju se zato osredotočim na tehnologijo veriženja podatkovnih blokov, ki 
omogoča popolno transparentnost, sledljivost in anonimnost vsaki poslani/oddani 
informaciji.  
V podpoglavjih o prednostih in slabostih tehnologije, njenem delovanju in razvoju se 
osredotočim na dobre prakse po svetu in možnost uporabe te tehnologije v Sloveniji. 
V šestem poglavju za analizo stanja v Sloveniji glede poznavanja storitev e-uprave in njihove 
uporabe, mnenja o spletnem glasovanju in udeležbi na volitvah in poznavanja tehnologije 
veriženja podatkovnih blokov izvedem kratko spletno anketo in intervju z gospodom 
Tomislavom Mučičem, direktorjem vodilnega podjetja v Slovenji na področju razvoja in 
vpeljave tehnologije veriženja podatkovnih blokov. V sedmem, zaključnem poglavju pa 
povzamem glavne ugotovitve. 
Namen magistrskega dela je raziskati teoretične koncepte in temeljne pojme digitalizacije 
javne uprave, e-demokracije in e-volitev ter predstaviti  tehnologijo veriženja podatkovnih 
blokov in njen vpliv na področje e-uprave in e-volitev. Pojasnjena bo pomembnost 
informacijsko-komunikacijske tehnologije v sodobni, moderni družbi ter podrobneje 
predstavljen koncept tehnologije veriženja podatkovnih blokov. Ta bi s svojimi lastnostmi 
pozitivno vplivala na zaupanje informacijsko-komunikacijske tehnologije in s tem lahko 
pozitivno vplivala na udeležbo in motiviranost prebivalstva pri političnem udejstvovanju.  
Cilj magistrskega dela je ugotoviti, kaj pomeni internetni način glasovanja in kakšen je 
njegov vpliv na demokracijo oziroma ali lahko z uvedbo rešitev informacijsko-
komunikacijske tehnologije v volilni proces pričakujemo višjo udeležbo volilnih 
upravičencev. Ugotoviti želim, ali je uvedba sodobnih tehnologij v trenutni volilni proces 
izvedljiva in kakšen je njen vpliv na potencialno vpeljavo. Da bi lahko odgovorila na to, se 
bom osredotočila na raziskovanje do sedaj znanih poskusov vpeljave e-volitev in njenih 
dobrih praks, kot tudi na lastnosti tehnologije veriženja podatkovnih blokov, ki naj bi 
zagotavljala rešitev spoštovanja skladnosti uveljavljenih demokratičnih načel. Pri iskanju 
odgovorov se bom dotaknila politološkega, sociološkega, pravnega in tehničnega 
teoretičnega okvira, ki mi bo služil kot izhodišče pri zaključni analizi naloge in bo podal 
jasnejšo sliko o pričakovanjih razvoja e-volitev. 
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V magistrskem delu bom poskušala odgovoriti tudi, ali je tehnologija veriženja podatkovnih 
blokov primerna in morda že prisotna kjerkoli v javni upravi ter kakšne so realne možnosti 
uvedbe e-volitev z uporabo tehnologije veriženja podatkovnih blokov in zakaj. 
S pomočjo teorij na eni strani in z dejanskimi izkušnjami anketirancev ter strokovnjaka s 
področja tehnologije veriženja podatkovnih blokov na drugi strani bom skušala ovrednotiti 
vpeljavo e-volitev z opisom vseh trenutno aktualnih pričakovanj in dilem. Vprašanje je torej, 
ali je prišlo do premika oziroma ali lahko pričakujemo, da bo prišlo do premika v smeri 
volitev prek interneta in z uporabo tehnologije veriženja podatkovnih blokov.  
Za analizo sprememb na področju krovne pravice v demokraciji – volitev in možnosti 
vpeljave novega načina glasovanja s pomočjo informacijsko-komunikacijske tehnologije (ki 
zaradi svoje tradicionalnosti in zaprtosti sproža veliko pomislekov, predvsem v smislu 
vplivanja na volilni proces, in velikih pričakovanj) v magistrskem delu postavim več hipotez, 
ki mi služijo kot vodilo. 
Začetki in nadaljnji razvoj elektronskega poslovanja v Sloveniji so učinkoviti in dobro 
zastavljeni, večino postopkov pa je mogoče v celoti opraviti prek spleta s pomočjo 
digitalnega potrdila, zato predpostavljam: 
− Hipoteza 1: Stanje digitalne Slovenije je v evropskem povprečju, kar pomeni porast 
uporabe digitalnih storitev e-uprave in visoko stopnjo uporabnikov s storitvami, ki 
jih ponuja e-uprava. 
Ker je razvoj tehnologije v zadnjih 10 letih v veliki meri napredoval in ker je mlajša 
populacija že od rojstva seznanjena z novo tehnologijo, izobraženost prebivalstva pa se iz 
leta v leto zvišuje, predpostavljam: 
− Hipoteza 2: Uporaba e-volitev lahko poveča volilno udeležbo in je povezana z 
izobrazbo in starostjo volilnih upravičencev. Višje izobraženi in mlajši volivci bi se e-
volitev udeležili večkrat. 
Glede na to, da tehnologija veriženja podatkovnih blokov velja za prelomno tehnologijo ki 
neposredno prinaša pozitivne spremembe  ter rešitve, predpostavljam: 
− Hipoteza 3: Tehnologija veriženja podatkovnih blokov omogoča višjo stopnjo 
varnosti, transparentnosti in kakovostnejše podatke ter je dovolj razvita in primerna 
za izvedbo e-volitev. 
Glede na že narejene študije doma in v tujini na področju e-volitev in tehnologije veriženja 
podatkovnih blokov ter večkrat neuspele in brez konkretnih razlogov odpovedane uvedbe  
e-volitev po svetu in doma predpostavljam: 
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− Hipoteza 4: Splošno pravilo strahu pred neznanim pri tehnologiji veriženja 
podatkovnih blokov velja in preprečuje uporabo pri izvedbi e-volitev. 
V  magistrskem  delu  bom  uporabim  več  metod  raziskovalnega  dela.  Metodologija  dela  
je  kombinacija  teoretičnega  in  analitičnega  pristopa. Za preverjanje hipotez uporabim 
deskriptivno metodo, s katero pojasnim bistvene pojme, kot so e-uprava, e-demokracija, 
e-volitve in tehnologija veriženja podatkovnih blokov, ter predstavim načela 
tradicionalnega glasovanja in proces elektronskega glasovanja. Glavni del naloge je 
empirično-analitični del, kjer uporabimo metodo ankete ter intervju. S pomočjo tega 
dobimo vpogled v stanje podpore in seznanjenosti slovenskih volivcev z uvedbo e-volitev, 
stanje njihove participacije na volitvah ter trenutno stanje njihove seznanjenosti z uporabo 
nove tehnologije veriženja podatkovnih blokov in njenim vplivom. Ugotoviti želim, ali 
obstaja povezava med starostjo in izobrazbo anketirancev, udeležbo na volitvah in 
zaupanjem v spletno glasovanje na podlagi tehnologije veriženja podatkovnih blokov. Za 
ugotovitev povezave uporabim hi-kvadrat test. Metodo primerjalne analize uporabim pri 
primerjavi tradicionalnih in elektronskih volitev, pri predlaganih e-volitvah v Sloveniji in  
e-volitvah v Estoniji ter pri podobnostih in razlikah med različnimi sistemi in koncepti  
e-volitev v različnih državah sveta. 
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2 PREDSTAVITEV JAVNE UPRAVE IN KONCEPT E-UPRAVE 
O javni upravi lahko govorimo v materialnem in formalnem smislu. Javna uprava v 
materialnem smislu pomeni proces odločanja o javnih zadevah, javna uprava v formalnem 
smislu pa je sistem organov, ki odločajo o javnih zadevah, torej o uresničevanju družbenih 
koristi (Čebulj & Strmecki, 2000, str. 25–26). Javna uprava je jedro informacijskega 
mehanizma države, ki zaznava, sprejema in predeluje informacije (Žurga, 1999, str. 62). 
Sistem javne uprave je sestavljen iz štirih področij (Šmidovnik, v Haček & Bačlija, 2007, str. 
25): 
– državna uprava je osrednji teritorialni upravni sistem in instrument države za 
izvajanje njenih predvsem oblastnih funkcij, s katerimi na pravni način ureja odnose 
v družbi; 
– lokalna samouprava je način upravljanja v družbenih zadevah, ki neposredno 
temelji na lokalni skupnosti in predstavlja lokalni teritorialni upravni sistem; 
– javne službe so tiste dejavnosti, ki zagotavljajo javne dobrine in javne storitve, ki so 
nujno potrebne za delovanje družbenega sistema, ki pa jih iz najrazličnejših razlogov 
ni mogoče ustrezno zagotoviti s sistemom tržne menjave; 
– javni sektor temelji na kriteriju lastništva države, zato sem sodi vse, kar je v državni 
lasti, ne glede na to, na katerem področju deluje. 
Če javna uprava ne deluje ustrezno, se njene pomanjkljivosti nujno odsevajo v celotnem 
sistemu (Setnikar Cankar, 2005, str. 11). Velike družbene spremembe so potegnile za sabo 
obsežno reformo sistema javne uprave. Nova javna uprava mora biti urejena tako, da bo 
učinkovito in strokovno izvrševala državno politiko, spoštovala človekove pravice in 
pripravljala kakovostne strokovne podlage za politično vodenje države in lokalnih 
skupnosti. Od zakonitosti, strokovnosti in učinkovitosti njenega delovanja je namreč 
odvisno, ali bodo državljani zadovoljni s svojo državo – tako kot je od sposobnosti uprave 
(managementa) podjetja odvisno, kako bodo lastniki zadovoljni z njegovim delovanjem 
(Virant, 2004, str. 13). 
Digitalizacija sveta in potrebe uporabnikov javne uprave so privedle do uvedbe in razvoja 
elektronske uprave ali e-uprave. E-uprava je uprava, katere celotno delovanje temelji na 
uporabi elektronskih dokumentov, e-poslovanja in interneta v njenem notranjem in 
zunanjem poslovanju, uvajanju novih sistemskih in organizacijskih rešitev ter novih 
modelov upravljanja (Vintar, 2004, str. 5). 
Spletni portal eUprave javne uprave je del državne e-uprave, ki predstavlja nekakšno vez 
med gradniki javne uprave in omogoča izvajanje poslovnih procesov skupaj z ostalimi 
organi javne uprave. Usmerjena je k državljanom, zaposlenim v javni upravi, ter poslovnim 
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subjektom, njeno izvajanje pa je pogojeno z informacijsko-komunikacijsko tehnologijo, ki 
se neprestano razvija (Brečko, 2010, str. 146). 
Organizacija združenih narodov navaja, da je pojem e-uprave trajnostna obveza države, da 
izboljša odnose med državljani in javnim sektorjem s pomočjo boljše, stroškovno 
učinkovitejše in večje zmogljivosti ponudbe storitev, informacij in znanja. Je realizacija 
tistega, kar lahko država ponudi svojim državljanom (Strategiji razvoja javne uprave 2015–
2020, 2015). 
Javna uprava mora pri vpeljavi informacijsko-komunikacije tehnologije slediti petim 
načelom: odprtost, sodelovanje, odgovornost, učinkovitost in skladnost. Prehod na  
e-upravo mora vsa ta načela še izboljšati. Informacijska in komunikacijska tehnologija mora 
okrepiti demokracijo, pomagati razviti e-skupnost ter povečati zavedanje, zanimanje in 
sodelovanje v evropskih demokratičnih procesih (Ministerial Declaration: eGovernment, A 
Priority For Europe, 2001). 
2.1 E-UPRAVA 
Razvoj in vse večja uporaba interneta sta spodbudila podjetja, da so pričela z elektronskim 
poslovanjem ali e-poslovanjem1. 
E-storitve definiramo kot storitve, ki so uporabnikom na voljo vsak dan, vse dni v letu, in so 
organizirane z vidika uporabnikov (Groznik & Lindič, 2007, str. 76). Temu je moral slediti 
tudi javni sektor z oblikovanjem e-uprave. Bistvo, cilj e-uprave, kot vseh e-storitev, je, da 
so storitve javne uprave dostopne kadarkoli in kjerkoli ter so tako uporabnikom, torej 
državljanom, dostopnejše. 
Fang (2002, str. 7) določa pet tipov e-uprave, ki zadevajo upravo, državljane, podjetja, 
zaposlene in druge neprofitne, politične in družbene organizacije: 
– G2C (C2G) – poslovanje med upravo in državljani (angl. Government to Citizens). 
Ponujanje kakovostnih javnih storitev in informacij na spletu. Gradi na boljših 
odnosih med državljani in upravo, saj omogoča lažje in bolj učinkovito sodelovanje; 
– G2B (B2G) – poslovanje med upravo in gospodarstvom (angl. Government to 
Business). Spodbujanje e-transakcij in razvijanje spletnih trgov, spodbujanje spletne 
izmenjave informacij in blaga; 
                                                     
1  E-poslovanje pomeni predvsem poslovati »elektronsko«, in sicer na naslednjih področjih: povezovanje 
med potrošniki in organizacijami, notranje poslovanje v organizaciji, poslovanje med organizacijami, 
poslovanje znotraj državne administracije in poslovanje s pravnimi in fizičnimi osebami (Jerman B., 
Klobučar & Perše, 2001, str. 13). 
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– G2E – poslovanje med upravo in zaposlenimi (angl. Government to Employee). 
Elektronska notranja komunikacija med zaposlenimi v upravi, odprava papirnega 
poslovanja; 
– G2G – uradi komunicirajo in sodelujejo z uporabo elektronskega poslovanja, kjer 
imajo dostop do skupnih podatkovnih baz in namenskih aplikacij (angl. Government 
to Government); 
– G2N (N2G) – uprava in neprofitne organizacije (angl. Government to Non-profit). 
Izmenjava informacij med upravo in neprofitnimi, političnimi in družbenimi 
organizacijami. 
Povezovanje in sodelovanje v tako velikem obsegu bo učinkovito le, če bo sledilo določenim 
načelom. Vodilna načela uspešne e-uprave so (OECD, v Svete in Pintarič, 2008, str. 102): 
– Vizija/politična volja: 
− vodstvo in predanost: vodenje in predanost sta nujni komponenti, ki 
zagotavljata učinek, še posebno, ker rezultati niso nujno takoj vidni; 
− integriranost: e-uprava ni sama sebi namen in mora biti sestavni del večje celote 
ter del splošne reforme javnega sektorja. 
– Skupni okvir/sodelovanje:  
− medorganizacijsko sodelovanje: e-uprava lahko uspešno deluje zgolj, če 
posamezne organizacije medsebojno sodelujejo. Posebno prednost predstavlja 
tudi skupna infrastruktura, ki poveča učinkovitost in odpravlja nepotrebna 
podvajanja; 
− financiranje: vlaganje v e-upravo naj ne bo strošek, ampak naložba. Potrebno je 
vlaganje v stalno izboljševanje projekta. 
– Usmerjenost k uporabniku: 
− dostopnost: vlada mora zagotoviti dostopnost e-storitev in povečanje 
vključenosti državljanov v projekt, ki omogoča nekatere aktivnosti, ki drugače 
niso izvedljive; 
− izbira: državljanom je treba zagotoviti največji možni nabor dostopanja do 
storitev po sistemu »vsi pristopi možni« (angl. no wrong door)2; 
− vključenost državljanov: storitve in informacije e-uprave naj bi zagotovile 
vključevanje državljanov v javnopolitične procese. Pri tem je potreben poudarek 
na pomenu povratnih informacij ter večanju participacije državljanov; 
− zasebnost: e-uprava se ne sme izvajati na račun varovanja posameznikove 
zasebnosti. 
                                                     
2 vsi pristopi možni (no wrong door): pomeni, da lahko državljan do istega učinka pride po različnih poteh 
oz. komunikacijskih kanalih. 
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– Odgovornost:  
− predvidljivost: e-uprava mora povečati predvidljivost upravnih procesov in 
njihovo transparentnost, kar pomeni, da morajo biti jasno določene odgovorne 
osebe. Transparentnosti ne sme okrniti niti povezovanje z zasebnim sektorjem; 
− nadziranje in evalvacija: vedno znova je treba preverjati potrebe, stroške, 
koristi in učinke e-uprave, ker slednja ne bo imela potrebne podpore brez 
opredeljevanja jasnih koristi. 
Osnovni koncepti e-uprave izvirajo iz razvitih 'zahodnih' držav. Prve so z objavljanjem 
osnovnih informacij o javni upravi na spletu pričele Združene države Amerike in Velika 
Britanija, Kanada in Avstralija v 90. letih. Od takrat dalje so številne javne organizacije v 
svetu pričele uvajati in uporabljati internetne tehnologije in inovativne poti pri izvajanju 
storitev za državljane in podjetja. 
Prelomno leto na evropskih tleh pa je bilo leto 1999. V tem letu Evropska komisija kot 
glavna pobudnica skupaj s Projektno pisarno informacijske družbe eEurope izda pobudo, 
da bi članice ozavestila o prednostih razvoja e-uprave. Z letom 2002 je odobrila eEurope 
2002 akcijski načrt, ki je vseboval točna določila o izpolnjevanju ciljev in je pomenil obvezo 
držav Evropske unije za sprejem in vpeljavo e-uprave (Lee, Tan & Trimi, 2005, str. 99–102). 
Sprejem strateških dokumentov je omogočil razcvet digitalizacije javne uprave. S 
sprejetjem akcijskih načrtov 2002, 2005, 2010 in 2015 je Evropska komisija izdala nove  
smernice razvoja tehnologije javne uprave.3 
2.1.1 Prednosti in slabosti uvedbe e-uprave 
Med osnovne lastnosti klasične birokratke uprave prištevamo strukturno rigidnost, 
delovanje na podlagi pravil in predpisov, neinovativnost, sorazmerno ozko polje diskrecije 
posameznih uslužbencev, hierarhične odnose, visoke stroške in dolg reakcijski čas (Brejc & 
Lane, v Pintarič, 2008, str. 38). 
Študije kažejo, da lahko javna uprava prihrani do 70 % stroškov z uvedbo e-storitev v 
primerjavi z običajnim načinom ponudbe storitev na okencu. Pri tem niso upoštevani 
stroški posameznih strank – njihova pot, nujnost koriščenja letnega dopusta, vožnja in 
prometni zastoji, iskanje parkirnega prostora in čakanje v vrsti (Strategija e-poslovanja v 
javni upravi Republike Slovenije za obdobje od leta 2001 do leta 2004, 2004, str. 25). 
                                                     
3  Strategija in razvoj javne uprave do leta 2020 v poglavju Strategija razvoja e-uprave v Republiki Sloveniji 
do leta 2020. 
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Prednosti, ki jih prinaša e-uprava, so (Schware & Arsala, 2005, str. 11): 
– večja neposredna vrednost za državljane: boljši dostop do večjega števila storitev z 
enega mesta, manjši zaostanki pri reševanju zadev, bolj kakovostne storitve, manjše 
število interakcij s številnimi organi; 
– večja družbena vrednost: večje zaupanje državljanov v delovanje javne uprave, 
boljši dostop do informacij, večja preglednost, boljši nadzor nad delovanjem v 
skladu s predpisi; 
– večja vrednost poslovanja javne uprave: izboljšanje delovanja in boljša priprava na 
prihodnje zahteve, hitrejše reševanje zadev, večja stopnja uspešnosti reševanja 
zadev, manj odvečnih in nepotrebnih aktivnosti, večja fleksibilnost; 
– večja strateška/politična vrednost: boljši ugled v javnosti, izpolnjene zakonodajne 
smernice; 
– večja finančna vrednost javne uprave: manjši stroški in manj transakcij za eno 
storitev, manjši stroški materiala, manjši stroški odpravljanja napak. 
Po Gučku e-uprava prinaša tudi naslednje prednosti (Guček, 2005, str. 11): 
– večja učinkovitost javne uprave: večja kontrola nad notranjimi stroški poslovanja 
(manjši stroški finančnih sistemov, papirja in vodenja knjig), manjši stroški 
administracije (avtomatsko vnašanje podatkov v baze, sprotna kontrola vpisanih 
podatkov), boljši notranji informacijski sistem (hitrejši prenos in obdelava podatkov, 
uporaba ene baze podatkov s strani različnih organov javne uprave); 
– boljša kakovost storitev: izboljšanje storitev v smislu približevanja zahtevam in 
pričakovanjem državljanom, natančno ciljanje podatkov, ki omogoča, da lahko 
državljan ali podjetje na enem mestu dostopa do točno določene informacije na 
točno določeno temo ali področje, ki ga zanima; 
– boljša dostopnost do storitev: manjši stroški distribucije z elektronsko dostopnimi 
pisnimi publikacijami, dostop do informacij z enega mesta, boljši dostop do storitev 
na področju zdravstva, izobraževanja, varnosti in blaginje državljanov, dostop do 
najnovejših informacij prek spletnih strani, uporaba liste naročnikov za pošiljanje  
e-informacij; 
– izboljšanje storitev na drugih področjih ekonomije: vpliv na izboljšanje 
informacijske in komunikacijske tehnologije, spodbujanje e-poslovanja in 
podjetniške produktivnosti, zmanjšanje administrativnih ovir za spodbujanje 
podjetništva (pristop VEM – vse na enem mestu), demonstracijski učinek na 
spodbujanje e-poslovanja in uporabe svetovnega spleta s strani podjetij, daje 
osnovo za standardizacijo dostopa do različnih sistemov (npr. uporaba istega 
digitalnega potrdila za vstop v e-upravo in v bančni sistem); 
– spodbujanje novih storitev na področju javnega dobra: e-demokracija in e-volitve, 
dajanje predlogov in komentarjev s strani državljanov na predloge zakonov in 
podzakonskih aktov pred njihovim sprejetjem; 
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– vzpodbuja povezanost državljanov z javno upravo: spodbujanje aktivne udeležbe 
državljanov, krepitev zaupanja, povečanje preglednosti delovanja javne uprave in 
preprečevanje korupcije. 
Razvoj in uporaba nove tehnologije v procese javne uprave poleg pozitivnih učinkov prinaša 
tudi negativne spremembe in izzive. Slabosti e-uprave so povezane s socilanimi, kulturnimi 
in ekonomskimi vprašanji, kot so potreba po osebnem stiku, jezikovne ovire, dostop do 
ustrezne tehnologije, vprašanji povezanimi z učenjem ter vprašanji povezanimi s fizično in 
telesno nezmožnostjo, kot na primer slepota. 
 
Med slabosti e-uprave štejemo (Guček, 2005, str. 14): 
– možnost izkoriščanja slabe varnosti podatkov; 
– kršenje zasebnosti podatkov in pomanjkljivo varovanje osebnih podatkov; 
– pomanjkanje zaupanja uporabnikov v elektronske transakcije; 
– pomanjkanje razumevanja e-poslovanja s strani državljanov in podjetij; 
– nejasno pravno določeni posamezni elementi e-poslovanja; 
– neskladnost e-poslovanja z običaji in navadami v nekaterih državah; 
– socialna izločenost, povezana z nizko računalniško pismenostjo ter pomanjkanjem 
opreme za dostop do spletnih storitev uprave (digitalni razkorak); 
– neosebni pristop izvajanja storitev; 
– napake in zamude pri vpeljevanju informacijske in komunikacijske tehnologije. 
2.2 OPIS PORTALOV EUPRAVA IN SPOT 
V poglavju o e-upravi sem se osredotočila na področje javne uprave, ki pokriva področje 
uporabe fizičnih in pravnih oseb, torej portala eUprava in SPOT. Ta dva portala 
predstavljata enotno vstopno točko do storitev javne uprave za fizične in pravne osebe.  
Državni portal Republike Slovenije eUprava je enotna vstopna točka do informacij in 
elektronskih storitev javne uprave. Poslovni procesi, informacije in storitve so uporabnikom 
podane na prijazen in preprost način v obliki življenjskih dogodkov, skozi katere dostopajo 
do javnih podatkov, upravnih postopkov in ustreznih obrazcev, ne glede na to, kje so 
podatki, kje se postopki izvajajo ter katera ustanova je odgovorna za podatke in postopke. 
Portal omogoča pošiljanje vlog, zahtevkov, drugih upravnih dokumentov in elektronsko 
plačevanje upravnih taks ter drugih obveznosti. Varnost in preprostost uporabe portala sta 
zagotovljeni s funkcijami e-podpisovanja, e-vročanja in  
e-plačevanja. E-uprava za državljane nam omogoča informacije in vpogled v postopke 
razreševanja javnih zahtevkov. 
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Portal je razdeljen po enajstih področjih, in sicer (eUprava, 2017): 
– Družina in otroci – poroka, zunajzakonska zveza, družinski prejemki, rojstvo, 
preživnine, rejništvo, posvojitve, preprečevanje nasilja, smrt v družini; 
– Izobraževanje – vrtec, osnovna šola, srednja šola, višja šola, univerza, izobraževanje 
odraslih, glasbeno izobraževanje, vpis v izobraževalne programe; 
– Socialna varnost in enake možnosti – denarna pomoč, domovi za starejše, 
invalidnost, programi socialnega varstva, socialno podjetništvo; 
– Zaposlovanje, delo in upokojitev – prosta delovna mesta, pokojninsko in invalidsko 
zavarovanje, delo upokojencev; 
– Zdravje – zdravstveno zavarovanje, čakalne dobe, javno zdravje, zdrav življenjski 
slog, preprečevanje in odkrivanje bolezni, zdravila in medicinski pripomočki; 
– Promet, infrastruktura in energetika – vključuje tudi vozniško in prometno 
dovoljenje, razmere na cestah, energetsko učinkovitost; 
– Država, varnost in potovanje – dokumenti, javna uprava, pravna država, aktivno 
državljanstvo, lokalna samouprava, zaščita in reševanje; 
– Kmetijstvo in prehrana – ribištvo, gozdarstvo, lovstvo, živinoreja, neposredna 
plačila, raba zemljišč, kakovost pridelkov in živil; 
– Davki in finance – plačevanje davkov in prispevkov, proračun Republike Slovenije, 
državne pomoči, kapitalske naložbe države, javno naročanje; 
– Okolje in prostor – varovanje narave, ravnanje z odpadki, posegi v okolje, odprava 
posledic naravnih nesreč, prostorsko načrtovanje, nepremičnine in gradnja; 
– Kultura – slovenski jezik, nepremična in živa kulturna dediščina, arhivske zbirke in 
dostop do arhivskega gradiva, mediji, verske skupnosti. 
Obiskanost portala e-uprava je v zadnjem letu v porastu, blizu 300.000 uporabnikov. 
Najpogosteje obiskane vloge na portalu eUprava, namenjene državljanom, so potrdila 
o kazenskih evidencah, pridobitev osebnih izkaznic, vloge za prijavo začasnih prebivališč 
in elektronske vloge za osnovne pravice iz javnih sredstev (eUprava, 2018). 
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Grafikon 1: Število obiskovalcev portala eUprava v zadnjem letu 
 
Vir: eUprava (2018) 
Namen portala SPOT (naslednjik portala e-VEM) je pravnim osebam, poslovnim subjektom 
omogočiti čim lažje, hitrejše in brezplačno poslovanje z javno upravo ter na enem mestu 
ponuditi vse informacije za začetek poslovanja.4 
Prek portala SPOT lahko pravne osebe v celotni elektronsko uredijo naslednje postopke (e-
VEM (danes SPOT), 2017): 
– odprtje začasnega TRR za enostavno eno- ali večosebno družbo; 
– registracija enostavnega enoosebnega d. o. o.; 
– pridobitev obrtnega dovoljenja za vse vrste družb; 
– prijava davčnih podatkov za d. o. o.; 
– predložitev zahtevka za identifikacijo za namene DDV za vse vrste družb; 
– sporočilo o prostem delovnem mestu za d. o. o.; 
– prijava delavca v obvezna socialna zavarovanja za gospodarsko družbo; 
– sprememba podatkov o zavarovancih v obveznih socialnih zavarovanjih za 
gospodarsko družbo; 
– odjava zavarovane osebe iz obveznih socialnih zavarovanj za gospodarsko družbo; 
                                                     
4  SPOT – Slovenska poslovna točka združuje štiri ravni: Portal SPOT (e-VEM) – informacije in elektronske 
storitve za poslovne subjekte; SPOT Registracija – registracije podjetij s pomočjo svetovalca; SPOT 
Svetovanje – podjetniško svetovanje in regionalno povezovanje ter SPOT Global – pomoč izvoznikom in 
vlagateljem. 
25 
– prijava zavarovanja za primer poškodbe pri delu in poklicne bolezni za gospodarsko 
družbo; 
– pooblaščanje oseb za delo s sistemom SPOT za gospodarsko družbo; 
– odvzem ali sprememba pooblastila za opravljanje postopkov prek portala SPOT; 
– registracija samostojnega podjetnika (s. p.); 
– prijava sprememb podjetnika v poslovni register (s. p.); 
– izbris podjetnika iz poslovnega registra; 
– prijava davčnih podatkov za s. p.; 
– oddaja zahtevka za izdajo identifikacijske številke za DDV za s. p.; 
– prijava samostojnega podjetnika in delavca v obvezna socialna zavarovanja za s. p.; 
– odjava samostojnega podjetnika in delavca iz obveznih socialnih zavarovanj za s. p.; 
– prijava sprememb podatkov o obveznih socialnih zavarovanjih na odprtih 
zavarovanjih za s. p.; 
– prijava zavarovanja za primer poškodbe pri delu in poklicne bolezni za s. p.; 
– pooblaščanje oseb za delo s sistemom SPOT za s. p.; 
– sporočilo o prostem delovnem mestu za s. p.; 
– odvzem ali sprememba pooblastila za opravljanje postopkov prek portala SPOT; 
– pridobitev obrtnega dovoljenja za samostojne podjetnike; 
– registracija in vzdrževanje blagovne znamke in/ali modela; 
– nadomestila plač. 
Uporaba elektronskega poslovanja za poslovne subjekte v celoti poteka prek elektronskega 
poslovanja.5 
Slovenska javna uprava  je s pomočjo e-uprave razbremenila klasično birokratsko javno 
upravo in s pomočjo portalov, zalednih informacijskih sistemov (in povezanih podatkovnih 
baz) ter povezovanjem posameznih organov državne uprave (G2G) postala bolj 
transparentna ter uporabnikom bolj prijazna in učinkovita javna uprava. Uporaba eUprave 
in portala SPOT iz leta v leto narašča.  Vsak državljan ima vpogled v svoje osebne podatke 
oziroma podatke, ki jih o njem hrani država, poleg tega pa si lahko ustvari osebni profil, 
prek katerega ima možnost preverjati veljavnost osebnih dokumentov, se naročiti na 
opomnike o preteku dokumentov, podaljšuje prometna dovoljenja in oddaja vloge. Te se 
avtomatsko shranijo, njihov potek reševanja pa je viden skozi celoten postopek. Možen je 
vpogled v prekrške, morebitno število kazenskih točk, podatke o nepremičninah, lastništvu 
plovil in vozil. Uporabnik lahko ureja skoraj vse življenjske dogodke kar iz udobja lastnega 
doma. Hitrejše in ažurnejše informacije in storitve pa z vzpostavitvijo portala SPOT 
                                                     
5  Za poslovne subjekte, ki so vpisani v Poslovni register Slovenije, je od 1. januarja 2016 obvezna uporaba 
sistem e-Vem za vse postopke socialnih zavarovanj.  
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pridobijo tudi gospodarske družbe in podjetja, saj je zaposlovanje delavcev in odprtje 
novega podjetja sedaj možno v celoti urediti prek spleta.  
2.3 RAZVOJ E-UPRAVE V REPUBLIKI SLOVENIJI DO LETA 2020 
Strategija elektronskega poslovanja in s tem e-uprave sega v leto 2001 s spremembo na 
področju sprejetega Zakona o elektronskem poslovanju in elektronskem podpisu. Začrtani 
okviri razvoja e-uprave v Republike Slovenije so temeljili predvsem na doseganju cilja, da 
mora biti nova tehnologija preprosta, hitra in kakovostna, to pa naj bi dosegli s pomočjo  
e-storitev in informacijsko-komunikacijske tehnologije. 
Državljani so lahko dostopali do vseh informacij oziroma storitev, ob tem pa niso 
potrebovali posebnih znanj o procesih, potrebnih za želeno poizvedbo.  
V letih 2000 in 2001 je bila pri takratnem Centru Vlade Republike Slovenije za informatiko 
ustanovljena nova agencija za izdajo digitalnih potrdil za institucije javne uprave – »SIGOV-
CA«. To je imelo pozitiven učinek na razvoj e-uprave v prihodnjih obdobjih, saj je prispevalo 
k lažji identifikaciji zaposlenih in h kreiranju digitalnega podpisa (Batagelj idr., 2008, str. 14). 
Sledil je razvoj digitalnih potrdil za pravne in fizične osebe, katere izdajatelj je »SIGEN-CA«. 
V istem letu so bili vzpostavljeni tudi prvi državni portal e-uprava in elektronske storitve 
izpiskov matičnih knjig. Leta 2002 sta zaživela prvi projekt G2G, imenovan ZPIZ-CVI-CRP, ki 
omogoča izmenjavo podatkov med centralnim registrom prebivalstva in zavodom za 
pokojninsko in invalidsko zavarovanje, ter projekt e-notar. Leta 2003 je vlada sprejela dva 
strateška dokumenta za razvoj informacijske družbe, »Republika Slovenija v informacijski 
družbi« in »Politika odprtokodne programske opreme« ter pridobila izdajatelja varnih 
časovnih žigov »SI-TSA«6, portal eUprava pa je ponujal različne storitve, ločene po 
življenjskih dogodkih, državljanom, pravnim osebam in javnim uslužbencem.  Registri 
prebivalstva postanejo javno dostopni vsem državljanom. Elektronsko poslovanje z 
davčnimi uradi pa je vsem pravnim in fizičnim osebam omogočilo ustanovitev portala e-
Davki v letu 2004. E-uprava ponudi sistem elektronskih upravnih zadev (e-vloge, e-podpis, 
e-plačila itd.), za državljane se odpre sodni register (e-pravosodje), sledijo avtomatizacija 
poslovanja na Statističnem uradu RS, AJPES, carini, odprtje zemljiškega katastra in zemljiške 
knjige. Posledično je prek portala možno pridobiti potrdilo o nekaznovanju, omogočeno pa 
je tudi obveščanje policije o kaznivih dejanjih po elektronski poti. V letu 2005 se je 
vzpostavil tudi spletni portal e-VEM (Vse na enem mestu) za poslovne subjekte, ki pravnim 
osebam omogoča hitrejši in cenejši zagon podjetij z zagotavljanjem učinkovitih 
informacijskih in podpornih storitev. Organizacija združenih narodov je razvoj portala e-
Vem imenovala za najboljši projekt na področju izboljšav javnih storitev. V letu 2006 je 
                                                     
6  Potrdilo o varnosti in zaupanju spletnih aplikacij. 
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Ministrstvo za javno upravo uvedlo novo e-storitev, ki omogoča spletno izdajo potrdil o 
registraciji vozil, ki omogoča e-plačilo in e-podpis. Prenovljen portal e-uprava je 
uporabnikom omogočal enotno dostopno točko, kjer so lahko dostopali do vseh vlog, ki so 
jih javni organi objavili na omenjenem portalu, vendar oddaja vlog še ni bila mogoča.  
V istem obdobju so začeli izdajati biometrične potne liste, vzpostavljen je bil centralni 
spletni katalog informacij javnega značaja, uporabnikom je bil omogočen dostop do 
evidenc različnih državnih organov o državljanih, podjetjih in organih, prednosti pa so se 
kazale tudi v hitrejšem dostopu do potrebnih informacij javnega značaja. Samodejni 
elektronski opomniki za državljane o poteku veljavnosti osebnih dokumentov in elektronski 
register vozil. Implementirana je bila virtualna davčna pomoč, imenovana VIDA. V letu 2008 
so pomembni razvoj aplikacije »Virtual 3D Government World«7 in dostop do novih 
elektronskih obrazcev, ki so se nanašali na spremembe naslova za dostavo uradnih 
dokumentov, ter storitev o veljavnosti osebnih dokumentov, spletni asistent »Govorec«8,  
slovenske manjšine pa pridobijo svoj uradni elektronski portal. 
Strategija razvoja elektronskega poslovanja ter izmenjave podatkov iz uradnih evidenc, 
sprejeta leta 2009, je omogočila razvoj e-poslovanja in e-storitev. Pojavijo se projekti, 
povezani s participacijo oziroma udeležbo državljanov pri oblikovanju vlade, kot so 
»predlagam.vladi.si«, spletni obrazci za dovoljenja javnih predstavitev, dogodkov, 
demonstracij. Portal e-prostor v letu 2010 pa omogoči javni vpogled v podatke nepremičnin 
skupaj z zbirko njihovega vrednotenja. Leta 2011 vzpostavljena spletna stran »Minus 25« 
oziroma »Stop birokraciji« omogoča obveščanje javnosti o prizadevanju uprave pri 
zmanjševanju administrativnih ovir.9 Od leta 2012 je portal eUprava bogatejši za nov sistem 
uveljavljanja pravic do otroškega dodatka ter priročnik z naslovom »Poslovanje v Sloveniji«, 
ki obsega vse informacije o  poslovnem okolju, vključno z zakonodajo, ter nudi vpogled v 
poslovno okolje in pogoje za ustanovitev podjetij v Sloveniji (European Commission, 2014f). 
Sledijo razvoj e-javnih naročil, elektronsko nakupovanje in elektronske avkcije v letu 2013. 
Leto 2014 prinese številne novosti, med njimi spletni aplikaciji STOP birokraciji10 in e-VEM, 
kjer so uporabniku na voljo dodatne storitve, kot so odprtje in zaprtje podjetja in poslovni 
koledar, ter e-račune v letu 2015. Na novo ustvarjena je bila aplikacija, imenovana »Nov 
                                                     
7  Aplikacija »Virtual 3D Government World« je poskus, da bi uporabo e-uprave približala tudi otrokom in 
mladini, saj so javni podatki iz resničnega sveta postali dostopni tudi v virtualnem svetu.  
8  »Govorec« je e-storitev, ki slepim oziroma slabovidnim uporabnikom omogoči glasovni zapis o vsebini 
portala. 
9  Portal STOP Birokraciji je bil v letu 2018 izpostavljen kot primer dobre prakse na področju zagotavljanja 
pravice do udeležbe v participatornih procesih in glede dostopnih in preglednih informacij o dodeljevanju 
finančnih sredstev za civilnodružbene organizacije v priročniku Agencije Evropske unije za temeljne pravice 
(FRA). 
10  Uvedba profila STOP na socialnem omrežju Facebook, ki predstavlja obveščanje uporabnikov družbenega 
omrežja o novostih na področju odprave administrativnih bremen. 
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dostop do registra nepremičnin«. Finančna poročila organizatorjev volilnih kampanj pa so 
od začetka leta 2015 postala dostopna na novi spletni strani, ki jo je ustanovil AJPES. To 
prispeva predvsem k večji preglednosti pri financiranju volilnih kampanj in političnih strank 
(European Commission, 2016f). Sledijo dostop do eUprave prek mobilnih naprav, 
posledična nadgradnja razvoja Centralnega sistema za preverjanje pristnosti SI-CAS, ki je 
omogočal preverjanje identifikacije uporabnikov spletnih storitev, in izboljšave na področju 
državnega portala eUprava2. Projekt preoblikovanja državnega portala, ki se je imenoval 
eUprava 2.0, je zajemal popolno preoblikovanje sistemske arhitekture in uporabniškega 
vmesnika ter v celoti na novo napisano vsebino, ki je enostavnejša in razumljivejša. Portal 
vsebuje tudi možnost izbire prevoda vsebine v jezike slovenskih narodnih manjšin. 
Elektronske storitve, ki so neopazno integrirane v vsebino in so lahko dostopne, pa so 
ključnega pomena za prenovljeni portal (EDPR, 2017). V letu 2017 je vzpostavljen portal 
zVEM z namenom dostopa uporabnikov do svojih zdravstvenih podatkov, ki združuje portal 
e-naročanje, e-recepti in vpogled v elektronske zdravstvene storitve (European 
Commission, 2017). Sledijo portal e-zaposlovanje, kjer so na voljo storitve ZRSZ za podjetja 
in posameznike, portali e-pokojnina, e-kmetijstvo, e-carina in e-občina, ki nudijo vpogled v 
oddane vloge in komunikacijo. 
Slovenska javna uprava je z digitalizacijo procesov naredila velik korak naprej v smeri 
elektronskega poslovanja, saj je javno upravo približala ljudem, znižala birokratske stroške 
ter podjetjem omogočila hitrejše, enostavnejše in transparentnejše delovanje, svojim 
zaposlenim pa lažji in hitrejši dostop do potrebnih in pravilnih informacij.11 V prihodnje jo 
čaka še vzpostavitev informacijskega sistema za upravljanje z dokumentnim gradivom, 
vzpostavitev sistema podatkovnega skladišča in poslovne analitike, vzpostavitev 
centralnega sistem za strežniško e-podpisovanje in vzpostavitev centralnega sistem za  
e-vročanje.  
Republika Slovenija stremi k cilju, da postane referenčno okolje za uvajanje inovativnih 
pristopov pri uporabi digitalnih tehnologij in je v zadnjem letu pokazala veliko zanimanje za 
novo nastalo tehnologijo veriženja podatkovnih blokov (angl. Blockchain). V okviru 
slovenske digitalizacije in vpeljave nove tehnologije v javno upravo deluje društvo 
»Blockchain Think Tank Slovenija«, ki združuje preko 500 deležnikov iz gospodarstva, 
raziskovalno-razvojnega sektorja, civilne družbe in javnega sektorja (Digitalna Slovenija, 
2018). Tehnologija veriženja podatkovnih blokov namreč omogoča verodostojne in na 
uporabnika osredotočene digitalne storitve ter spodbuja nove poslovne modele. 
                                                     
11 65 % posameznikov, ki uporabljajo internet, je v zadnjih 12 mesecih stopilo v stik z javnimi organi prek 
interneta (DESI, 2018). 
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3  DEMOKRACIJA, VOLITVE IN E-VOLITVE 
Pojem demokracije temelji na predpostavki izražanja volje ljudstva. Najpomembnejši 
mejnik demokracije pa so volitve, ki izražajo voljo in lastno prepričanje vsakega 
posameznika (Haček & Kukovič, 2013).  
Poseg informacijsko-komunikacijske tehnologije spremeni širino in dostopnost, poveča 
participacijo, vendar vzpostavi dvom glede sociološko-politoloških in legitimnih vprašanj.  
3.1 DEMOKRACIJA 
Demokracija je po svoji definiciji vladavina ljudstva, kar pomeni, da ima sleherni 
posameznik možnosti vplivanja na odločitve in izražanja svoje volje (Ministrstvo za javno 
upravo, 2018).  
Demokracija je dandanes v večini povezana z republiko, kjer so politični predstavniki 
izvoljeni od volivcev, ki jim ustava zagotavlja osnovne osebne in politične pravice, poštene 
ter svobodne volitve in neodvisen pravosodni sistem.  
Ključne pravice demokracije pa so (Demoracy Building, 2004):  
– delitev oblasti na izvršilno, zakonodajno in sodno; 
– svoboda govora in javnega nastopanja ter tiska;  
– splošna in enaka volilna pravica (ena oseba, en glas);  
– vladanje v javnem interesu. 
Demokratična teorija predpostavlja, da je oblast na določen način odzivna na želje svojih 
državljanov, če so te želje izražene aktivno v različnih oblikah participacije (Brezovšek, 1995, 
str. 199). Politična participacija obsega vsa (konvencionalna in nekonvencionalna) dejanja 
državljanov, s katerimi želijo vplivati na vlado in njene politike (Janda idr., 1992, str. 228). 
Predstavlja vključenost posameznika v politični sistem na različnih ravneh dejavnosti, 
segajočih od popolnega nezanimanja do zasedanja politične funkcije. So tiste drže 
državljanov, katerih cilj je vplivati na politični proces, v najožjem pomenu pa tudi 
prostovoljno izpostavljanje političnim sporočilom (branje časnikov, gledanje televizijskih 
poročil itd.) (Della Porta, 2003, str. 64).  
Politična participacija je mehanizem, kjer državljani sodelujejo v političnih procesih z 
ustvarjanjem svojih mnenj in prepričanj.  
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Oblike politične participacije so (Study, 2015): 
– volitve: v demokracijah volivci izglasujejo svoje politične predstavnike;  
– protest: ustavna pravica državljanov, da izrazijo svoje nasprotovanje ali podporo 
določeni odločitvi; 
– javna posvetovanja: srečanje navadnih državljanov in izvoljenih predstavnikov z 
namenom predstavitve svojih mnenj; 
– sodniška porota: naključno izbrani državljani, ki sodelujejo pri izglasovanju pravne 
odločitve ob izrekanju sodniških sodb. 
3.2 DEMOKRACIJA IN INFORMACIJSKO-KOMUNIKACIJSKA TEHNOLOGIJA 
Pojav informacijsko-komunikacijske tehnologije12 in njena uporaba sta močno vplivala 
na procese v demokraciji. Pojavi se pojem e-demokracija. 
Vse večja dostopnost informacijsko-komunikacijskih tehnologij po eni strani in čedalje 
večja potreba po oživljanju interesa sodelovanja v demokratičnih procesih po drugi 
strani sta botrovali nastanku e-demokracije (Ministrstvo za javno upravo, 2015). 
Pojem elektronska demokracija povezujemo z vrsto razprav in praktičnih poskusov, ki 
učinke tehnologije na politične spremembe prikazujejo kot približevanja k neki novi vrsti 
demokracije, in sicer virtualni, digitalni, kibernetični, teledemokraciji oziroma k 
elektronski demokraciji (Potočnik, 2011, str. 19). 
E-demokracija je nova metoda v demokratičnem političnem sistemu, ki izkorišča potenciale 
informacijsko-komunikacijske tehnologije za krepitev demokratičnega sodelovanja med 
civilno in politično sfero ter omogoča trajnosten, interaktiven in vsestranski značaj civilne 
participacije v oblastnih strukturah (Pičman Štefančič, 2008, str. 22). Gre za vpeljavo in 
uporabo informacijskih in komunikacijskih tehnologij ter strategij v politične in vladne 
procese, ki jih uporabljajo demokratični akterji na lokalni, nacionalni in mednarodni ravni. 
Demokratični akterji so vlade, izvoljeni uradniki, mediji, politične organizacije in državljani 
oziroma volivci. Številni menijo, da e-demokracija pomeni večjo in aktivnejšo participacijo 
državljanov s pomočjo interneta, mobilnih komunikacij in druge tehnologije v današnji 
reprezentativni demokraciji, kot tudi skozi večjo participativno ali neposredno obliko 
vključevanja državljanov v obravnavo javnih izzivov (Steven Clift’s E- Democracy Resource 
Links, 2010). 
                                                     
12  Informacijsko-komunikacijska tehnologija je nadpomenka, ki vključuje kakršnokoli komunikacijsko 
napravo ali aplikacijo, kot so radio, televizija, mobilni telefon, računalnik, omrežje, satelitski sistem, 
videokonference in tudi učenje na daljavo. 
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E-demokracija omogoča racionalno dograjevanje obstoječih mehanizmov predstavniških in 
neposrednih demokracij na treh področjih (Gaber, 2008, str. 148): 
– volitev; 
– posvetovanj in posredovanj med interesi in 
– referendumov. 
Pičman Štefančičeva (2008, str. 24) pa kot temeljne cilje vpeljave novih tehnologih v 
procesih demokracije opredeljuje:  
– omogočanje boljše informiranosti družbe; 
– zagotavljanje transparentnosti oblastnega delovanja; 
– razširjanje participativnih zmogljivosti za državljane in  
– povečevanje deliberativnih zmogljivosti v civilni sferi. 
S komunikacijskimi tehnologijami prihaja do sprememb oziroma preoblikovanj v ključnih 
komunikacijskih in participativnih procesih demokracije. Gre za »komuniciranje s 
političnimi predstavniki in drugimi javnimi institucijami prek računalniške pošte; 
razpravljanje v različnih računalniško posredovanih forumih; sistematičen dostop do 
podatkov, ki so v javnem interesu; tehnike množičnega glasovanja prek računalniških 
tehnologij in javni informacijski sistemi v lokalnih skupnostih« (Oblak, 2002, str. 4). 
Informacijsko-komunikacijska tehnologija omogoča e-demokraciji vrsto različnih modelov 
in e-orodij, ki državljanom ponudijo možnost vključevanja v demokratično delovanje 
oblasti. Državljani si lahko izberejo želeno obliko sodelovanja z oblastjo, saj jim uvedba 
novih portalov s pomočjo tehnologij omogoča enostavno posredovanje pobud, pritožb in 
dopolnil, posredovanje kritik in komentarjev, izražanje mnenj, interesov in stališč, spletni 
vpogled v že vložene pobude in potek postopkov v zvezi z njimi, sprožitev peticije in zbiranje 
podpisov, vložitev zahtev za obveščanje o odprtih forumskih tematikah ali pa zgolj za 
komunikacijo z odločevalci. Možnosti e-orodij so omejene le s tehnološkimi zmogljivostmi 
in kreativnostjo njihovih ustvarjalcev; končni uspeh pa je odvisen predvsem od aktivnosti 
in pripravljenosti državljanov za to, da jih uporabljajo (Haček & Kukovič, 2013). 
Namen informacijskih orodij je povečevati preglednost političnega sistema. 
Komunikacijska orodja so namenjena krepitvi neposredne vključenosti in soudeležbe 
državljanov ter izboljšanju kakovosti javnega mnenja, krepitev soodločanja oziroma 
soglasja državljanov pa je namen odločevalskih orodij (Delakorda, 2008). 
E-orodja se na podlagi neposrednega vložka sodelujočih po Pičman Štefančičevi (2008, str. 
57) delijo v tri skupine: informacijska, komunikacijska in participativna e-orodja  
e-demokracije (slika 1). Značilnosti informacijskih e-orodij sta širjenje in uporaba 
informacij, neodvisno od tega, ali so avtorji državljani, organizacije ali oblast. Medtem ko 
je pri komunikacijskih e-orodjih prisotno aktivno sodelovanje tako na strani države kot tudi 
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civilne družbe, pri čemer ta še ni enakopravni udeleženec v odločevalskih procesih. Ta 
kategorija e-orodij se zato nanaša na tisto skupino delovanja, ki zahteva aktivizacijo 
participantov, a hkrati ne predvideva neposredne korelacije med tem delovanjem in 
končno sprejeto odločitvijo. V to kategorijo se uvršča e-forume (tako tiste, v katerih se 
povezuje zgolj civilna raven družbe, kot tudi tiste, v katerih sodelujejo državljani in 
predstavniki oblasti), e-ankete in e-peticije. Kategorija participativnih e-orodij pa nam 
predstavlja množico tistih interakcij med civilno družbo in državo oziroma oblastjo, ki 
zahtevajo aktivno vključitev sodelujočih in istočasno predvidevajo odzivnost oblasti. 
Odzivnost oblasti se lahko stopnjuje od zgolj obvezne obravnave rezultatov komunikacije v 
odločevalskih strukturah, opredelitve do posredovanih mnenj in do brezpogojne 
zavezanosti izraženi volji. Na podlagi zapisanih kriterijev v to skupino spadajo formalno 
urejene oblike e-posvetovanj, e-volitve in e-referendumi. 
Slika 1: Piramidalna hierarhična struktura orodij e-demokracije 
 
Vir: Pičman Štefančič (2008, str. 57) 
Možnost participacije se torej z e-demokracijo in posledično z e-orodji izvaja v še večjem 
obsegu. 
Haček in Kukovič (2013, str. 741) navajata ključna e-orodja, ki zagotavljajo vključevanje in 
sodelovanje državljanov: 
– e-dostop je osnovna in neizogibna točka celotnega nadaljnjega e-demokratičnega 
delovanja; predstavlja izhodišče posredovanja in pridobivanja relevantnih 
informacij, ki državljanom omogočajo enakopraven in ozaveščen vstop v javno 
sfero, sodelovanje v deliberativnih procesih in aktivno participacijo v 
demokratičnem delovanju sodobnih družb. Cilj tega orodja je, da državljanom 
omogoči lažji dostop, pregled in nadzor nad rezultati delovanja in odločanja njihovih 
predstavnikov v različnih organih in institucijah na državni in lokalni ravni oziroma 
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do vseh javnih on-line dostopnih informacij. E-dostop je strogo pasivno orodje, 
vendar je kljub temu v praksi prevladujoče e-orodje (Trechsel idr., 2003, str. 5); 
– e-posvetovanje/e-anketa omogoča državljanom, da izražajo svoja mnenja o javnih 
zadevah, ki jih vnaprej opredeli oblast; na ta način se lahko preverja mnenja in 
možne odzive javnosti na odločitve oblasti. Cilj tega orodja je ugotoviti mnenje 
javnosti; pri tem orodju lahko državljan aktivno izraža svoje mnenje, vendar v 
omejenem obsegu, saj izbira med že nastavljenimi odgovori;  
– e-peticija omogoča državljanom, da postanejo pobudniki političnega delovanja – da 
sprožijo peticijo po lastni presoji o neki javni zadevi in da takšno pobudo s podpisom 
podprejo; 
– e-forum je orodje, ki državljanom dopušča medsebojno izmenjavo individualnih in 
drugih stališč ter mnenj o določeni javni zadevi. Cilj tega orodja je okrepiti proces 
oblikovanja državljanskih mnenj s pomočjo deliberativnega soočanja, ki se lahko 
odvija pred sprejemanjem političnih odločitev, po njem ali neodvisno od njega. 
Institucije javne oblasti lahko na svojih spletnih straneh prek tega orodja zagotovijo 
možnost izmenjevanja mnenj in stališč zainteresiranih državljanov; 
– e-konzultacija je interaktivna tehnika, ki vključuje povratno komunikacijo med 
državljani in javno oblastjo. To orodje se uporablja za vključevanje različnih javnosti, 
strokovnjakov in/ali interesnih skupin, nevladnih organizacij in drugih javnih in 
političnih akterjev, ki imajo možnost komentiranja posameznih tem, o katerih se 
sprejemajo odločitve na določenih političnih področjih. Cilj tega orodja je gojiti 
participativno/kooperativno kulturo z opogumljanjem splošne javnosti, interesnih 
skupin in strokovnjakov, da participirajo v odločevalskem procesu; 
– e-referendum državljanom omogoča neposredno participacijo v odločevalnem 
procesu; njihova večinska odločitev je obvezujoča za javno oblast. Cilj tega orodja 
je ponuditi državljanu možnost, da se izjasni o specifičnih javnih rešitvah, ki naj bi 
se sprejele; 
– e-glasovanje je digitalizacija volilnega procesa; namenjeno je tako občanom kot 
volivcem, da lahko izbirajo tiste predstavnike javne oblasti ali uradnike, ki jih želijo, 
vendar iz udobja svojega doma. To orodje vključuje tudi dodatne mehanizme za  
on-line registracijo volivcev in druge operacije, ki so potrebne za demokratično 
izvolitev predstavnikov. Cilj tega orodja je doseči večjo udeležbo državljanov v 
volilnem procesu; 
– spletni dnevnik prispeva h krepitvi politične participacije in širjenju prostora 
politične svobode prek sporočanja, nagovarjanja in izobraževanja. 
E-orodja so eden od najvidnejših pozitivnih dodatkov e-demokracije – pa naj gre za 
aplikacije, ki državljanom omogočajo pretežno pasivno pridobivanje relevantnih informacij 
kot vitalnih predispozicij demokratične vključitve, ali pa za (inter)aktivne aplikacije (Haček 
& Kukovič, 2013). 
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Pričakovani korak javne uprave v demokraciji državljanom prinaša več transparentnosti, 
svobode in enostavnega in učinkovitega sodelovanja z oblastmi. Ni težko uvideti, da je  
e-demokracija kot takšna pravzaprav demokracija v pravem pomenu besede, saj glas 
ljudstva dejansko postane temeljno orodje odločanja – vsak državljan enakopravno ter 
po svoji volji in prepričanju neposredno vpliva na končne odločitve (Silič idr., 2001, str. 
153). 
3.3 VOLITVE IN ELEKTRONSKE VOLITVE 
Volitve so politični postopek, med katerim cenzusno določeni ljudje tajno oddajo svoj glas, 
ta pa predstavlja njihovo pravico do udeležbe v političnem dogajanju. S tem prenesejo 
svojo voljo in pravico na drugo osebo – predstavnik. 
Volitev ni mogoče opredeljevati zgolj kot mehanizem za javno odgovornost, prav tako 
tudi ne zgolj kot sredstvo za zagotavljanje političnega nadzora, ampak kot »dvostransko 
cesto, ki zagotavlja tako vladi kot ljudstvu, eliti in množicam možnost, da vplivajo drug na 
drugega« (Brezovšek, 2002, str. 51). 
Prek svojih izvoljenih predstavnikov skrbijo državljani tudi za nadzorstvo nad delom vlade, 
zato bi na splošno lahko rekli, da so volitve pomembne predvsem iz dveh razlogov (Grad, 
1990, str. 7): 
– so način izbire političnega vodstva (predstavnikov ljudi); 
– so metoda za nadzor in naložitev odgovornosti političnim voditeljem v parlamentu 
in vladi, ki morajo zato kot predstavniki ljudi delovati v njihovem interesu po svojih 
najboljših močeh, če želijo biti ponovno izvoljeni. 
Tradicionalno in najbolj pogosto je glasovanje, pri katerem oseba svojo voljo izrazi z 
označitvijo svoje izbire na papirju. Voljo smo s pisalom zaupali papirju, računalniki pa so 
spremenili medij zapisa in posegli v razmerje med človekom in papirjem. Misli se danes 
prelivajo v pomnilnik računalnika in na papir jih moramo, ko je to potrebno, posebej 
priklicati. Tudi pri e-volitvah ni dosti drugače. Tudi tu imamo opraviti s spremembo medija, 
ki mu zaupamo »voljo« (Gaber, 2008, str.1-2). 
Z vse širšo vpeljavo interneta v naša življenja, predvsem v poslovanje in upravljanje, je 
pričakovano, da se je začelo o njegovi uporabi razpravljati tudi na področju volitev. E-volitve 
so »logičen podaljšek razvoja na področju poslovanja in upravljanja« (Norris, 2004, str. 14). 
Enega od odgovorov na sodobne izzive demokracije predstavlja digitalizacija osnovnih 
demokratičnih postopkov in procesov. Najpomembnejši demokratični proces so volitve 
oziroma elektronske volitve. Uporaba elektronske tehnologije naj bi po ocenah 
zagovornikov elektronskih volitev volivcem olajšala proces glasovanja, pocenila izvedbo 
volitev, pospešila hitrost preštevanja glasov in zmanjšala možnost napak (Kovačič in 
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Škrablin, 2008). Številni navajajo uvedbo e-volitev kot enega od »najodgovornejših 
procesov, saj je uspešna uvedba tega sistema paradni konj vseh e-demokratičnih orodij« 
(Pičman Štefančič, 2008, str. 79). 
Pojem elektronskih volitev ni enoten. Elektronske volitve lahko razumemo, kot 
informacijsko podporo volilnim postopkom ali pa kot v celoti izvedeno elektronsko 
glasovanje in ugotavljanje volilnega izida.  
Svet Evrope elektronsko glasovanje opredeli kot »volitve, ki vključujejo uporabo 
elektronskih sredstev v najmanj eni od faz oddaje glasu«, medtem ko Gaber (2008) 
navaja, da je elektronsko glasovanje omejeno le na postopke oddaje glasu v procesu 
političnega odločanja oziroma na fazo volitev, v kateri volivci v celoti neposredno 
sodelujejo, in sicer prek računalnika. 
Jesenšek in Lukšič (2008, str. 64) navajata, da je elektronsko glasovanje glasovanje s 
pomočjo elektronskih medijev, med katere sodijo mobilni telefoni, internet in elektronske 
glasovalne naprave in sistemi direktnih elektronskih zapisov. 
V študiji (Grad idr., 2004, str. 37) pa so kot mediji oddaje glasu navedeni: 
– elektronska glasovalna skrinjica na volišču; 
– elektronski glasovalni terminal, ki je na javnih mestih; 
– elektronsko glasovanje na daljavo prek različnih internetnih terminalov; 
– osebni računalnik doma (internet); 
– mobilni telefon prek tekstovnega sporočila SMS; 
– mobilni telefon prek WAP-tehnologije; 
– digitalna televizija. 
Študija izvedljivosti elektronskih volitev v Republiki Sloveniji (Turk, 2004) govori o 
različnih možnostih uvedbe elektronskega glasovanja ter navaja različne načine uporabe 
informacijsko-komunikacijske tehnologije, od uporabe posebne opreme namesto 
glasovnic na voliščih do izenačevanja elektronskega glasovanja na daljavo s klasičnim 
(papirnatim) glasovanjem volivca na volišču.  
Internetno glasovanje in glasovanje prek elektronskih glasovalnih naprav na voliščih sta 
torej le del širšega pojmovanja elektronskega glasovanja. Slovenska zakonodaja s 
pojmom e-volitev označuje vsako glasovanje prek informacijsko-komunikacijskih naprav 
(v nadzorovanem okolju)13, medtem ko glasovanje prek interneta in mobilnega telefona 
                                                     
13  Leta 2006 DZ sprejeme novelo zakona, po kateri imajo invalidi možnost glasovanja s pomočjo posebnih 
elektronskih naprav, nameščenih na voliščih. 
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opredelimo s terminom i-volitve. Elektronsko glasovanje pa zajema pojem vsakega 
oddanega glasu na kakršenkoli način prek informacijsko-komunikacijske tehnologije.  
Lahko bi rekli, da elektronsko glasovanje poteka v nadzorovanem ali nenadzorovanem 
okolju, odvisno od načine uporabljene informacijsko-komunikacijske tehnologije. Kot 
nadzorovano okolje pri elektronskem glasovanju opredelimo okolje, kjer računalnik beleži 
voljo na volišču, medtem ko je nenadzorovano okolje tisto, kjer se elektronsko glasovanje 
izvaja zunaj volišča. 
Elektronsko glasovanje na volišču se odvija v nadzorovanem okolju. Delimo ga na (Turk, 
2004, str. 17): 
– elektronsko glasovanje na domačem volišču: glasovi se oddajo elektronsko na 
volišču, pri čemer ni obvezna zagotovitev on-line povezave s centralnim volilnim 
imenikom; 
– elektronsko glasovanje na poljubnem volišču: tak način glasovanja za volivca 
pomeni večjo krajevno fleksibilnost, vendar zahteva on-line povezavo volišča s 
centralnim volilnim imenikom. 
Oddaljeno ali nenadzorovano glasovanje se odvija v okolju, ki ga ni mogoče nadzorovati, in 
naj bi v prvi fazi nadomestilo glasovanje po pošti in na veleposlaništvih, kasneje pa klasične 
volitve v celoti. Delimo ga na: 
– elektronsko glasovanje na javno dostopnih mestih zunaj volišč. Na takih voliščih je 
lahko nadzor uradne osebe obvezen ali ne, zahteva on-line povezavo; 
– oddaljeno internetno glasovanje – i-volitve14. 
Glasovanje se lahko izvaja od doma in z oddaljenih lokacij (tabela 1). V vlogi 
posredovanja volilnega glasu so različne informacijsko-telekomunikacijske 
naprave, kot so osebni računalniki, mobilni telefoni, dlančne naprave, digitalna 
televizija ipd. Tak način glasovanja nudi največ prednosti, a ima hkrati tudi največ 
varnostnih tveganj. 
                                                     
14  I-volitve v nenadzorovanem okolju, kjer celoten postopek glasovanja poteka prek interneta.  
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Tabela 1: Glasovanje glede na čas, okolje in način oddaje glasu 
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Vir: Karlsen idr., v Aardal idr. (2006, str. 22) 
Zamisel o uporabi elektronskih naprav v političnih volitvah se je pojavila že v 80. letih  
20. stoletja z nastankom različnih oblik elektronskih glasovalnih naprav, uporabljenih za 
štetje glasov v parlamentu. Prva uporaba tehnologije na voliščih pa sega v leto 1959 – 
uporaba označevalnih čitalnikov za štetje glasov. Leta 1965 je bil razvit prvi optični čitalnik 
za štetje glasov, ki se je imenoval 28 Votronic. Lahko je zaznal oznake, narejene z grafitnim 
svinčnikom. Sledi luknjalni sistem za glasovanje, ki je bil v uporabi v Združenih državah 
Amerike (v nadaljevanju ZDA) vse do leta 2000. Danes še vedno uporabljena naprava v ZDA 
na dotik oziroma glasovalna naprava DRE (angl. direct-recording electronic) se razvije v letu 
1947. Začetek internetne revolucije v poznih letih 20. stoletja pa na področje e-volitev 
poseže v vse razvite države.  
Nekatere države so elektronsko glasovanje izvedle zgolj poskusno, rezultati pa so bili 
nezavezujoči16, druge pa so izvedle pravno zavezujoče volitve. Med njimi Avstralija, ZDA, 
Francija, Japonska, Kanada, Peru, Rusija in Venezuela. Glasovanje v celoti prek interneta pa 
so do sedaj uspešno izvedle Estonija, Kanada, Avstralija, Indija, Francija in Švica. Irska, 
                                                     
15 Volivci, ki se zaradi bolezni ne morejo osebno zglasiti na volišču, v katerem so vpisani v volilni imenik, lahko 
glasujejo pred volilnim odborom na svojem domu. To morajo sporočiti okrajni volini komisji najkasneje tri dni 
pred dnem glasovanja (83.člen Zakona o volitvah v državni zbor)  
16  Države s pravno nezavezujočim poskusom e-glasovanja: Španija, Češka, Azerbajdžan, Belorusija, Bolgarija, 
Čile, Grčija, Finska, Italija, JAR, Nigerija, Portugalska, Slovaška, Švedska, Latvija, Litva, Mehika, Nepal, Južna 
Koreja.  
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Nemčija, Nizozemska, Avstrija in ZDA pa so projekte internetnega glasovanja popolnoma 
ustavile.17  
Prvi primeri uporabe oddaljenega internetnega glasovanja so bili leta 2003 v kanadski 
državi Ontario (kjer so volivci lahko v 12 občinah glasovali elektronsko), na državnem 
referendumu leta 2004 v Švici ter na občinskih volitvah v Estoniji leta 2005 (ACE Electoral 
Knowledge Network, 2010). 
E-volitve pa prinašajo tudi vprašanja in dileme, ki so povezane z uporabo informacijsko-
komunikacijske tehnologije, predvsem na področju transparentnosti, varnosti in družbene 
zanesljivosti ter sprejema takega načina glasovanja. Razumeti je treba in predvideti pravni, 
politološki in sociološki vidik uvedbe novosti. 
3.4 SISTEM DEMOKRATIČNIH E-VOLITEV  
Pri morebitnem uvajanju e-volitev je bistveno vprašanje, kako bo uvedba, nadgradnja 
sistema nove informacijsko-komunikacijske tehnologije vplivala na spoštovanje in 
izvrševanje načel demokratičnosti oziroma vprašanje skladnosti e-volitev z volilnimi načeli 
in kriteriji volilnega sistema. 
Volilna načela 
Pri uvedbi nove tehnologije v proces volitev je pomembno vprašanje skladnosti z osnovnimi 
demokratičnimi volilnimi načeli, ki so (Turk, 2004, str. 7): 
– načelo splošne volilne pravice: volilna pravica je pravica vsakega državljana, da voli 
ne glede na razredno, narodnostno, rasno, ekonomsko ali drugo pripadnost.18 
Ločimo aktivno in pasivno volilno pravico;19 
– načelo enakopravnosti oziroma enaka volilna pravica se nanaša na aktivno volilno 
pravico in pomeni, da ima vsak glas vsakega volivca enako vrednost, da ima pri 
                                                     
17  Prirejeno in povzeto po Competence Center for Electronic voting and participation in Ace Project (2010). 
18  Zakon o volitvah v državni zbor v drugem odstavku 7. člena navaja, da pravice voliti in biti voljen nima 
državljan Republike Slovenije, ki je dopolnil osemnajst let starosti, pa mu je bila zaradi duševne bolezni, 
zaostalosti ali prizadetosti popolnoma odvzeta poslovna sposobnost ali podaljšana roditeljska pravica 
staršev ali drugih oseb čez njegovo polnoletnost ter ni sposoben razumeti pomena, namena in učinkov 
volitev. Pri volitvah državnih organov povsod velja načelo, da volilne pravice nimajo tujci, in to ne glede na 
to, ali in kako dolgo živijo v državi. Edina izjema so volitve v Evropski parlament, kjer je določena glede na 
stalno bivališče. 
19  Aktivna volilna pravica se nanaša na krog oseb, ki imajo pravico voliti predstavniška telesa, medtem ko 
se pasivna volilna pravica nanaša na krog oseb, ki imajo pravico, da so izvoljene za člane teh teles (Turk, 
2004). 
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volitvah v isto predstavniško telo vsak volivec samo en glas in da njegov glas nima 
nobene prednosti pred drugimi;20 
– načelo neposrednih volitev, kjer govorimo o neposredni volilni pravici in posredni 
volilni pravici. Ko volivci sami brez posrednika glasujejo za člane predstavniškega 
telesa, govorimo o neposredni volilni pravici. Ko pa volivci izberejo zgolj elektorje, 
ki potem izvolijo člane predstavniškega telesa, govorimo o posredni volilni pravici; 
– načelo svobodnih in tajnih volitev. O načelu svobodne volilne pravice govorimo 
takrat, ko je volivcu omogočeno, da resnično svobodno izbira med različnimi 
kandidati oziroma političnimi strankami na volitvah.21 Načelo svobodne volilne 
pravice je tesno povezano z načelom tajnosti glasovanja22, pri katerem se ne more 
in ne sme na volivca izvajati pritisk, kako naj glasuje. 
Splošna volilna pravica je bila v preteklosti omejena glede na premoženje in izobrazbo ter 
spol. 
V študiji izvedljivosti e-volitev s predlogi implementacije zasledimo, da elektronske volitve 
prinašajo še dodatne možnosti sodelovanja posameznikov v volilnih procesih, zato grožnje, 
da bo uvedba e-volitev kakorkoli ogrozila načelo splošnosti volilne pravice, ni. 
Informacijsko-komunikacijska tehnologija nam omogoča uresničevanje volilne pravice 
tistih volilcev, ki jih na dan glasovanja ni v Republiki Sloveniji ali pa iz kakršnihkoli drugih 
razlogov ne morejo na volišče (Turk, 2004, str.8).  
Po Turku (2004, str. 8) so zahteve, ki izhajajo iz načela splošne volilne pravice in jih moramo 
pri uvedbi e-volitev dosledno upoštevati:  
– vsak volivec ima pravico sodelovati v volilnem procesu; 
– zmožnost sodelovanja v volilnem procesu mora biti zasnovana in nadzorovana po 
zakonu; 
– načini volitev in tehnologije morajo biti dostopni vsakemu volivcu; 
– zaradi nerazvite infrastrukture in digitalnega razkoraka morajo biti e-volitve le 
dopolnilni način izvajanja volilne pravice; 
– zaradi omogočanja vključenosti vseh v volilne procese mora biti na voljo javno 
dostopna ustrezna infrastruktura. 
                                                     
20  Izjema od tega načela enake volilne pravice je samo volilna pravica pripadnikov italijanske in madžarske 
narodne skupnosti, ki imata v državnem zboru vsaka po enega poslanca, volivci teh skupnosti pa glasujejo 
tudi o drugih poslancih državnega zbora. 
21  Svoboda volitev obsega tudi pravico vsakega volivca, da uveljavi svojo volilno pravico ali pa ne. Svobodna 
volilna pravica je tudi kazenskopravno varovana. 
22  Tajnost glasovanja je med drugim opredeljena v Splošni deklaraciji človekovih pravic, Mednarodnem paktu 
o državljanskih in političnih pravicah in v Evropski konvenciji o človekovih pravicah. 
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Elektronski volilni sistem mora biti zato zasnovan tako, da preprečuje (Turk, 2004, str. 10): 
– podvajanje glasov s strani volivca ali druge osebe; 
– ponovno uporabo glasov (večkratno on-line glasovanje ali hkrati klasično in 
elektronsko);   
– spreminjanje oddanih glasov. 
Načelo neposrednih volitev volivcu omogoča neposreden vpliv na izbiro kandidata, zato je 
treba omogočiti, da se vsaka elektronska glasovalnica neposredno beleži in prešteje. 
Najbolj sporno in vprašljivo pa je načelo svobodne volilne pravice in tajnosti glasovanja z 
uvedbo informacijsko-komunikacijske tehnologije. Pri običajnem glasovanju se načelo 
izvršuje s prisotnostjo volilnih organov, pri uvedbi e-volitev pa je tak nadzor majhen ali ga 
ni. Še posebno v primeru oddaljenega glasovanja prek osebnega računalnika lahko pride do 
neskladja tajnosti glasovanja z vdorom v sistem ali trgovanja z volilnimi glasovi, možnostjo 
izgube volilne pravice in zasebnosti (Turk, 2004, str. 16). 
Iz predstavljenih osnovnih načel volitev lahko povzamemo, da informacijsko-
komunikacijska tehnologija zgolj malo vpliva na izvajanje e-volitev. Večji odklon je mogoče 
zaznati pri načelu svobodnih in tajnih volitev, kjer pa je treba pri informacijsko-
komunikacijski tehnologiji nameniti dodatno pozornost in trud. Iz tega izhaja, da ima 
vpeljava informacijsko-komunikacijske tehnologije v e-volitve določene prednosti in 
slabosti. 
Veliki izzivi pri uvajanju informacijsko-komunikacijske tehnologije v volilni sistem pa so: 
– zagotovitev, da lahko volivec odda svoj glas; 
– zagotovitev, da šteje le en glas volivca; 
– zagotovitev, da volivec glasuje tajno in svobodno; 
– zagotovitev, da se glasovanje ne spremeni ali ponareja; 
– zagotovitev, da se oddane glasovnice ne izgubijo; 
– zagotovitev, da gre dejansko za glas volivca. 
Volilni kriteriji 
Pojem e-demokracije pomeni tudi vključevanje državljanov v volitve in referendume ob 
uporabi internetnih tehnologij. »Po nekaterih državah že preizkušajo takšne nove 
možnosti, kar bi po njihovem mnenju povečalo udeležbo na volitvah« (Silič idr., 2001, str. 
152–153). 
Po besedah Turka (2004, str. 11) mora biti sistem demokratičnih e-volitev zasnovan tako, 
da bo zadostoval kriterijem klasičnega volilnega sistema, pri tem pa mora rešiti težave, ki 
nastanejo pri oddaji elektronskega glasovanja, in sicer: transparentnost, preverljivost, 
varnost, točnost, zakonitost in demokratičnost volilnega sistema. Elektronska oddaja glasu 
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mora biti skladna z zakonodajo in zaupanjem volivcev23, ki temelji na transparentnosti 
glasovanja in preštevanja glasov. 
Transparentnost je tesno povezana s preverljivostjo in nadzorom procesa e-volitev, saj 
mora biti ta preverljiv s strani volivcev ali s strani volilnih uradnikov, strank, kandidatov in 
neodvisnih opazovalcev. Nadzorljivost e-volilnega sistema pa pomeni, da mora biti 
zagotovljena možnost zapisovanja in spremljanja vseh aktivnosti, povezanih z e-volilnimi 
procesi.  
Volitve morajo odražati voljo volivcev, zato mora biti sistem e-volitev zanesljiv in varen. 
Zanesljiv volilni sistem je tisti, ki zagotovi volilni izid, ki ustreza oddanim glasovom oziroma 
posredno načelom izvoljivosti, tajnosti, enakopravnosti in integritete. Elektronska 
glasovnica, oddana s strani volivca, mora biti pristna in ne sme biti kakorkoli spremenjena. 
Možnost neupoštevanja veljavnega glasu ali upoštevanja neveljavnega ne sme obstajati. 
Vprašanje varnosti sistema e-volitev se nanaša na skrb, da sta volivcu zagotovljeni tajnost 
in svoboda glasovanja, hkrati pa mora sistem opredeliti celoten nabor funkcij in procesnih 
volilnih komponent, kot so registracija, identifikacija in avtentifikacija. Sistem mora biti 
uporabnikom nemoteno dostopen povsod, kjer je bilo to predvideno, saj najmanjša 
nedostopnost sistema ali enega od njegovih delov takoj pomeni, da volivci izgubijo možnost 
uresničitve osnovne politične pravice, kar bi ogrozilo zaupanje in demokratičnost, imelo pa 
bi tudi velike politične in ekonomske posledice. Zato je treba zagotoviti zanesljivo interno 
delovanje infrastrukture in celotnega sistema e-volitev (Turk, 2004). Ko gre za primer 
oddaljenih volitev pa je varnost sistema pred zunanjimi grožnjami in napadi še toliko višja.  
Uvedba sistema e-volitev mora izpolniti slednje funkcionalno usmerjene zahteve (Turk, 
2004, str. 13): 
– obstajati mora zanesljiv  proces  preverjanja in potrjevanja volilne infrastrukture ter 
celotnega sistema, ki zagotavlja, da nobeni zunanji dejavniki ne morejo vplivati na 
izid volitev; 
– beležiti se mora delovanje celotne infrastrukture, vključno z izvorno kodo24 
volilnega programja, kot tudi vsaka sistemska funkcionalnost; 
– ohranjanje tajnosti (avtentifikacija, zapisovanje glasov, tabelarično razvrščanje 
glasov); 
– volilna infrastruktura mora omogočati preglede s strani pooblaščenih uradnih 
organov; 
                                                     
23  Zaupanje v volilni sistem je povezano z volilčevim razumevanjem njegovega delovanja, kar pa je pri e-
volitvah  lahko vprašljivo, saj lahko zaradi nerazumevanje delovanja samega procesa volilec postane 
nezaupljiv.  
24  Oblika programa, preden ga pošljemo skozi prevajalnik ali tolmač, da dobimo strojno kodo. 
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– volivci, stranke in kandidati morajo biti prepričani, da zlorabe sistema niso možne 
ter da jih ni; 
– zagotovljen mora biti ustrezen varnostni sistem in 
– elektronski volilni sistem mora biti enostaven in uporabniško prijazen. 
Elektronski sistemi so po svoji sestavi zaradi zagotavljanja ustrezne varnosti in integritete 
bolj kompleksnejši kot klasični glasovalni sistemi, vendar pa morajo biti hkrati za vsakega 
uporabnika dovolj enostavni, da za to ne bi potreboval dodatnih izobraževanj.   
3.5 PRAVNI, TEHNIČNI IN SOCIOLOŠKO-POLITOLOŠKI VIDIK E-VOLITEV 
3.5.1 Pravni vidik e-volitev 
V Sloveniji zakonodajo, ki ureja volitve, sestavljajo naslednji zakoni (Državna volilna 
komisija, 2015): 
– Zakon o volitvah v državni zbor (ZVDZ); 
– Zakon o volitvah predsednika republike; 
– Zakon o volitvah poslancev iz Republike Slovenije v Evropski parlament (ZVPEP); 
– Zakon o državnem svetu (ZDSve); 
– Zakon o lokalnih volitvah (ZLV); 
– Zakon o referendumu in o ljudski iniciativi (ZRLI); 
– Zakon o volilni in referendumski kampanji (ZVRK); 
– Zakon o spremembah in dopolnitvah Zakona o volilni in referendumski kampanji 
(ZVRK-B); 
– Zakon o evidenci volilne pravice (ZEVP-2); 
– Zakon o določitvi volilnih enot in volilnih okrajev za volitve poslancev v državni zbor 
(ZDVEDZ); 
– Spremembe Zakona o referendumu in o ljudski iniciativi. 
Pri spremembi omenjene zakonodaje bi morali zakonodajalci upoštevati naslednje pravne 
zahteve (Turk, 2004, str. 14): 
– splošne volitve: biti morajo uradno enakovredne klasičnim volitvam in omogočiti 
registracijo ter identifikacijo volivca; 
– svobodne volitve: ne sme se vplivati na volivčevo izbiro, brez reklamnih oglasov na 
e-volilnih portalih ter omogočiti volivcu, da lahko zavestno glasuje nepravilno; 
– enakopravnost volitev: kandidati in volivci morajo biti enakopravni, vsak volivec ima 
samo en glas; 
– tajnost volitev: glasovanje mora biti tajno, vendar mora omogočati kar največjo 
transparentnost; 
– neposrednost volitev: avtonomno beleženje in preštevanje glasovnic; 
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– demokratičnost volitev: volivci morajo imeti zaupanje v volilni sistem, zato mora biti 
ta transparenten (preverljiv, nadzorovan, varen), zanesljiv in enostaven. 
Volilni sistem in z njim povezana zakonodaja se morata z uvedbo nove informacijsko-
komunikacijske tehnologije ustrezno prilagoditi in dopolniti, pri tem pa morajo biti pravice 
posameznika in volilne pravice spoštovane in upoštevane.  
V Tabeli 2 je prikaz trenutno urejene slovenske zakonodaje na področju prava in potrebnih 
sprememb. 
Tabela 2: Slovenska zakonodaja in potrebne spremembe 
Storitev Potrebne spremembe v 
zakonodaji 
Storitev že obstaja v 
elektronski obliki 
Elektronska identifikacija volivcev na 
voliščih 
DA NE 
Elektronsko glasovanje in 
ugotavljanje izida 
DA NE 
Elektronsko glasovanje na volišču DA NE 
Elektronsko predčasno glasovanje na 
daljavo 
DA NE 
Elektronsko glasovanje na daljavo na 
dan volitev 
DA NE 
Delno elektronsko ugotavljanje izida DA NE 
Elektronsko sporočanje izida 
Elektronska objava neuradnih 
podatkov 
NE DA 
Elektronska objava uradnih podatkov NE DA 
Spletišča volilnih organov NE NE 
Vir: Dular (2015, str. 75) 
3.5.2 Tehnološki vidik e-volitev 
Informacijska tehnologija se vpeljuje v obstoječe volilne postopke kot informacijska 
podpora optimizaciji in racionalizaciji s pretežnim poudarkom na izvajalsko-tehničnem 
vidiku (Lukšič, 2007, str. 86). 
Dosedanja uporaba elektronskih volilnih naprav na nekaterih voliščih po svetu je privedla 
do številnih težav in zastavlja se vprašanje, ali uvedba internetnega glasovanja ne pomeni 
prevelikega varnostnega tveganja (Kovačič & Škrablin, 2008).  
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Do danes je bilo več primerov, ki potrjujejo pomembnost varnosti pri izvedbi oddaljenih 
volitev, in sicer: 
– varnostna analiza princetonske univerze je dokazala, da je mogoče na uporabljene 
volilne naprave (t. i. accuvote-ts) namestiti poseben računalniški program (t. i. 
volilni virus), ki omogoča neopazno ponarejanje elektronskih glasovnic (Feldman, 
Halderman & Felten, 2006); 
– raziskava Secure electronic registration a voting experiment je opozorila na vrsto 
težav pri oddaljenem glasovanju vojaškega osebja iz tujine leta 2004. Izpostavljeni 
so bili možni napadi na računalnike volivcev, slaba varnost interneta in 
problematična uporaba s strani ponudnikov nadzorovane opreme – ponarejanje 
glasov (Jefferson idr., 2004, str. 2).25 
Zmanjšanje takšnih primerov bi bilo možno z uporabo predhodnih oziroma vnaprejšnjih 
volitev, kot jih pozna Estonija. Tveganje za napad bi se namreč porazdelilo na več dni in bi 
ga bilo lažje odkriti ter omejiti. 
Veliko tveganje uvedbe oddaljenih elektronskih volitev je tudi, da že en sam napad lahko 
povzroči veliko škode in nezaupanje v celotni volilni izid, medtem ko pri tradicionalnih 
volitvah do širokega obsega škode težje pride, saj bi morali dejanske rezultate ponarejati 
fizično na volišču, kar pa ne vključuje širše populacije volivcev. 
Pomembno je omeniti tudi, da je pri volitvah, ki potekajo preko elektronskih naprav, težko 
ugotoviti nepravilnosti, saj volivci ter člani odbora ponavadi nimajo zahtevanega 
tehnološkega znanja, da bi te napake odkrili, popravili in odpravili. Razumevanje delovanja 
navadne volilne skrinjice ne zahteva nobenega posebnega znanja, saj sistem 
tradicionalnega glasovanja deluje, tako da volilec v skrinjico odda eno, svojo glasovnico, po 
koncu glasovanja pa člani volilnega odbora volilno skrinjico odprejo in glasovnice 
preštejejo. Identifikacija volilca pa je fizično ločen proces od oddaje glasovnice. 
Identifikacija je pri tem vezana na vstop na volišče, ni pa neposredno povezana z oddajo 
glasu. Povezave med posamezno glasovnico in posameznim volilcem tako ni mogoče 
ustvariti. Vsi postopki klasičnega glasovanja so transparentni in pod nadzorom. Ti preprosti 
postopki lahko postanejo pri izvedbi elektronskih volitev ali celo internetnih volitev 
bistveno bolj zapleteni (Kovačič & Škrablin, 2008). Baumann in Häberli (2013) navajata, da 
je varnost sistema elektronskega glasovanja popolna, ko so izpolnjeni štirje kriteriji, in sicer 
natančnost, demokratičnost, preverljivost in pravičnost. Dober šifrirni sistem je varen, 
čeprav je o njem znano vse, razen šifrirnega ključa, kar zavrača načelo, da je mogoče 
varnost zagotoviti z zakrivanjem (angl. security through obscurity), ki temelji na tem, da je 
                                                     
25  Več na Security Analysis of the Secure Electronic Registrazion and Voting Experiment (2004). Dosegljivo 
prek http://euro.ecom.cmu.edu/program/courses/tcr17-803/MinorityPaper.pdf 
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tajnost implementacije glavna metoda zagotavljanja varnosti sistema. Bistvenega pomena 
za zagotavljanje varnosti volilnega sistema je, nasprotno, načelo transparentnosti (angl. 
security through transparency), saj zakrivanje običajno ne zagotavlja varnosti, ampak 
tveganje pri zagotavljanju varnosti. Pri sistemih, ki niso odprti, obstaja namreč večja 
verjetnost, da je v njih napaka, ki bi jo z javnim pregledom odkrili in kasneje odpravili 
(Strauß & Aicholzer, 2010). 
Varnostna programska oprema, ki temelji na tem, da je njena koda zunanjim akterjem 
neznana, je v osnovi nevarna. Zaradi tega je treba pri sistemu elektronskega glasovanja 
uporabljati odprtokodni sistem26, kar tudi predstavlja prvi pogoj za transparentnost in 
nadzor nad delovanjem informacijsko-komunikacijskih sistemov. Odprtokodni pristop 
omogoča širši javnosti vpogled, preveritev kakovosti delovanja sistema, odkrije potencialne 
napake ter ostalih pomanjkljivosti. Na tak način se poveča transparentnost delovanja 
sistema in posledično zaupanje v njegovo delovanje. Številni sodobni informacijsko-
komunikacijski sistemi ne omogočajo vpogleda v izvorno kodo sistema in njegovo 
delovanje, s čimer pa se v praksi povečuje nezaupanje v delovanje takšnega sistema. 
Elektronski volilni sistem, ki ga uporabniki ne razumejo in v delovanje katerega nimajo 
vpogleda, pomeni »črno škatlo«, ki ji težko zaupajo (Kovačič & Škrablin, 2008).   
Odprtost in transparentnost zagotavljata zaupanje in lažjo identifikacijo napak, medtem ko 
sta dva od ključnih tehnoloških problemov e-volitev anonimnost oziroma tajnost in 
sledljivost glasovanja. V obstoječem tradicionalnem, papirnem sistemu volilni odbor v 
volilnem imeniku ročno označi prisotnost volivcev, medtem ko je pri internetnih 
elektronskih volitvah takšna evidenca računalniško vodena, kar zastavlja vprašanje, kako 
uporabnikom zagotoviti anonimnost. Gre za vprašanje načina zbiranja in zavarovanja 
osebnih podatkov, kar rešuje sistem t. i. dvojnih elektronskih ovojnic, ki pa je kompleksen 
za razumevanje (Kovačič & Škrablin, 2008).27 Uporabnik je anonimen le, dokler ga ni možno 
povezati z digitalno sledjo.  Pointcheval deli anonimnost na dva sestavna elementa, in sicer 
na nepovezljivost in nesledljivost; kar pomeni, da torej ni mogoče povezati dveh transakcij 
istega uporabnika in da ni mogoče transakcije povezati z uporabnikom (Pointcheval, 2000). 
V volilnem procesu je potrebno uporabnike identificirati glede na njihovo volilno pravico in 
ali so to volilno pravico že uveljavili in oddali svoj glas. Potrebno je podati tudi povratno 
informacijo, ali je njihov glas sprejet in ali med oddajo ni prišlo do napake (Smart, 2012). 
                                                     
26  Odprtokodna programska oprema (OKPO) je naziv za programsko opremo, katere izvorna koda je prosto 
dostopna in jo je mogoče prosto uporabljati, raziskovati njeno delovanje, spreminjati in razširjati tako 
originalne kot dopolnjene in spremenjene kopije tega programja. 
27  Sistem delovanja dvojnih ovojnic je opisan pri estonskem volilnem sistemu. 
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Sledljivost volilnega glasu je eden izmed ključnih izzivov pri elektronskem glasovanju. 
Sledljivost je pomembna za ugotavljanje volilnih napak, hkrati pa lahko ogrozi anonimnost 
volilca in glasovalnice. Ta problem je namreč vezan zlasti na možnosti naknadnega 
preverjanja volilnih rezultatov in ga morajo tehnološki strokovnjaki tako ali drugače rešiti 
(Lukšič, 2007, str. 86).  
3.5.3 Sociološko-politološki vidik e-volitev 
Volilni sistem kot del reprezentativne demokracije in osnovni mehanizem izbiranja 
predstavnikov ljudstva predstavlja dve vlogi – eksplicitno in implicitno. Najbolj jasna vloga 
volilnega sistema je izbira predstavnikov oziroma oblasti za izbrano časovno obdobje, 
medtem ko med implicitne štejemo potrditev obstoječega sistema. Volitve torej vplivajo 
na delovanje in blaginjo države, zato vsak politični ali tehnološki poseg v volilni sistem in 
njegova morebitna sprememba odpira vrsto pomembnih vprašanj in dilem (Lukšič, 2007, 
str. 96). 
Obuditev demokracije, večja participacija in vključevanje posameznikov v politične procese 
so nekatere izmed ključnih nalog današnje demokracije. To pa lahko lažje in hitreje 
dosežemo s pomočjo elektronske demokracije, saj ta procese seli na splet, s čimer ponuja 
možnost dosega širšega kroga ljudi, s sodelovanjem in iz lastnega naslonjača.  
Razprava in sodelovanje sta ključna pogoja za uspešno vključevanje posameznikov v 
politične procese, legitimnost političnih odločitev pa je mogoča le prek javne razprave. Da 
bi bilo to mogoče, morajo imeti vsi posamezniki ne le enako pravico do sodelovanja, ampak 
tudi enake možnosti (Mahnič, Ploštajner & Šterk, 2013).  
Z umestitvijo volilnega sistema v družbenopolitični kontekst lahko pojasnimo, kako in zakaj 
se do uvajanja informacijsko-komunikacijskih tehnologij v volilne procese oblikuje 
določeno javno in politično stališče. Vprašanje utemeljenosti uvedbe informacijsko-
komunikacijskih tehnologij v volilne procese je pomembno zlasti z namenom pridobivanja 
javne podpore, ki predstavlja osnovni pogoj za realizacijo inovacije. Digitalizaciji volitev 
morajo zaupati tako državljani kot tudi javni in politični akterji (Lukšič, 2007, str. 99).   
Digitalizacija participatornih, razpravljajočih in glasovalnih procesov bi največ prinesla 
uporabnikom, ki imajo zdaj najmanj dostopa do političnega odločanja in ki so različne 
digitalne oblike družbenega življenja že usvojili, medtem ko bi na drugi strani lahko 
pomenila diskriminacijo ostalih. To bi pomenilo, da bi na tak način elektronsko glasovanje 
preferiralo en del volivcev. Kritiki v zvezi s tem opozarjajo na izključevanje zaradi tehnološke 
nepismenosti (Mahnič, Ploštajner & Šterk, 2013).  
Ob digitalizaciji volitev se morajo spremeniti določena ravnanja deležnikov in institucij, ki 
sodelujejo v volilnih procesih, prav tako pa tudi dejanja volivcev (Lukšič, 2007, str. 86). 
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Pri elektronskem glasovanju organizator volitev prevzema naloge, kot so obveščanje in 
informiranje volilcev o poteku in postopku oddaje glasu. Volilne komisije na voliščih niso 
več prisotne, prav tako se volilcev ne evidentira več papirno, drustribucija glasovalnic pa je 
avtomatska. Vse to bistveno spremeni  temelje tradicionalnega glasovanja volitev na ravni 
celotnega volilnega telesa in na ravni vsakega posameznega volilca. Pri tem se spreminja 
tudi percepcija samih volitev v očeh množičnih medijev in volilcev, kar pa sproža vprašanja, 
ki se nanašajo na demokratično legitimacijo ter navsezadnje tudi samih volilnih izidov 
(Platonova idr. 2015).   
Bistvenega pomena pri uvajanju novih sistemov je informiranje, saj novosti pri 
posamezniku pogosto vzbujajo strah in nezaupanje, morebitno manipulacijo in neprijetne 
občutke, ki jih digitalizacija omogoča, zato uporabi informacijske podpore v volitvah 
nasprotujejo in tudi volilnih rezultatov ne priznajo kot legitimnih (Lukšič, 2007, str. 86). 
Spreminjanje procesov v volilnem sistemu s pomočjo informacijsko-komunikacijskih 
tehnologij in z digitalizacijo vpliva na volivce ter politične skupine, vendar pa njihova 
participacija usmerja napredek tehnoloških inovacij. Volivci in politične skupine  
prevzemajo vlogo aktivnega člana, saj s svojimi stališči, prepričanji, navadami, hotenji, 
željami in pričakovanji na razvoj tehnologije in njeno vpeljevanje v volilne mehanizme 
vplivajo bodisi spodbujevalno bodisi zaviralno. E-volitve pa so dvosmerno prilagajanje 
družbe novo nastalim razmeram v moderniziranem volilnem sistemu in procesu. 
Legitimnost tehnološko moderniziranega volilnega sistema je mogoče zagotoviti le s 
privolitvijo in podporo najširšega kroga volivcev ter javnih in političnih akterjev. Brez 
najširše podpore v uvajanje elektronskih volitev oziroma elektronskega glasovanja je 
tovrstna inovacija neizvedljiva (Lukšič, 2007, str. 95). 
Vzpostavitev ustreznih pravnih okvirov in brezhibne tehnologije za izvedbo elektronskega 
glasovanja sta sicer nujna in obvezna pogoja za uvajanje e-volitev, vendar pa nista zadostna 
in nujno zahtevata nadgradnjo v obliki javnega in političnega diskurza in konsenza (Lukšič, 
2007, str. 100). V javnosti je za uspešno implementacijo e-volitev treba ustvariti pozitivno 
stališče in zaupanje volivcev v tehnične vidike sistema, kar omogočata izdatno informiranje 
in transparentnost delovanja celotnega sistema (Platonova idr., 2015). 
3.6 PREDNOSTI IN SLABOSTI KONCEPTA E-VOLITEV 
Prednosti elektronskih volitev (ACE Electoral Knowledge Network, 2015): 
– poenostavijo, olajšajo postopek glasovanja za ljudi s posebnimi potrebami in jim 
omogočijo, da glasujejo sami, enostavno hitro in tajno; izboljšajo dostop določenim 
ranljivim skupinam do volilnih procesov, omogočajo glasovanje osebam, ki ne 
morejo obiskati volišča, ker so v tujini; 
– elektronsko glasovanje  omogoča  hitrejše  štetje  glasov  in  izračun  končnih  
rezultatov  volitev; 
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– nične oziroma majhne možnosti človeških napak; 
– preprečijo možnost goljufij na voliščih in med prenosom ter izračunom končnih 
rezultatov, preprečujejo prodajo glasov in podvajanje glasov; 
– dolgoročno povečujejo stroškovno učinkovitost z zmanjšanjem volilne birokracije, 
poštnih stroškov, stroškov tiskanja itd.; 
– spodbujajo volilno udeležbo in volivcem omogočajo, da oddajo glas v poljubnem 
volilnem okraju. 
Pozitivne spremembe, ki jih prinaša elektronsko glasovanje, lahko v grobem razdelimo na 
štiri sklope in sicer modernizacija in učinkovitost (hitrejša obdelava podatkov, zmanjšanje 
možnosti napak, več statističnih podatkov); povečanje volilne udeležbe; ni neveljavnih 
glasovnic in manjši stroški volitev (Potočnik, 2011, str. 48) 
Po Bokslagu tehnološko podprto glasovanje omogoča bistveno hitrejše štetje glasovnic in 
posledično zmanjša stroške, ki bi nastali zaradi najema kadra, ki sicer glasovnice štel ročno. 
Z elektronskimi volitvami z oddaljenim dostopom odpadejo tudi stroški, povezani z 
organizacijo in pripravo volišč, tako z vidika zagotavljanja ustreznih prostorov kot z vidika 
zagotavljanja kadra (Bokslag & de Vries, 2016).  
Pri elektronskem glasovanju so v preteklosti že odkrili številne nevarnosti, poleg 
predvidenih pa prinašajo tudi različne nepredvidene in nekonsistentne napake (Bokslag & 
de Vries, 2016).  
Slabosti koncepta uvedbe elektronskega glasovanja so (ACE Electoral Knowledge Network, 
2015): 
– nezakoniti vpogledi tretjih oseb v glasovalni proces (napadi hekerjev) – večina 
nasprotnikov opozarja tudi na možnost vdorov v sistem z namenom kraje podatkov 
in potvarjanja volilnih izidov (Smith, 2016); 
– tveganje velikih manipulacij s strani manjše skupine notranjih sodelavcev; 
– težko odkrivanje tehničnih okvar in nadzor nad volitvenimi postopki; 
– ni mednarodno priznanih standardov za certificiranje sistema; 
– možnost, da informacijski sistem ne bi mogel določiti končnih rezultatov volitev; 
– potreba po dodatnem izobraževanju volivcev; 
– tveganje izgube javnega zaupanja v proces volitev; 
– povečani stroški (nakup in vzdrževanje e-volilnega sistema) – težavo predstavljajo 
tudi visoki stroški, povezani z implementacijo sistemov elektronskega glasovanja, ki 
pravzaprav (še) ne opravičijo zmanjšanja stroškov volitev (Goos, Beckert & Lindner, 
2016).28 
                                                     
28  Predsedniške volitve 2017 so po podatkih Državne volilne komisije stale  5,23 milijona evrov (DVK, 2018). 
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Kot ugotavlja Potočnikova (2011, str. 11), so slabosti oziroma dileme najpogosteje 
povezane z izvrševanjem stališča varovanja varnosti: 
– vprašanje transparentnosti; 
– ogroženost tajnosti oziroma anonimnosti volivca; 
– ogroženost svobodnih volitev; 
– problematičnost tehnologije oziroma varnostni vidik e-volitev (možnost vdorov in 
zlorab, posledično npr. sprememba glasov oziroma izida volitev in celo možnost 
odpovedi sistema); 
– e-volitve niso več obred; 
– neenak dostop do interneta oziroma digitalni razkorak in 
– zapletenost glasovanja. 
Pri elektronskem glasovanju gre za »novo e-storitev, z uvedbo katere se vlade in politika 
skušajo predstaviti kot moderne oziroma se države skozi projekte uvedbe elektronskih 
volitev celo želijo uveljaviti kot e-nacije« (Kovačič & Škrablin, 2008, str. 180). 
Po besedah Turka je proces tradicionalnih volitev najmanj učinkovit in hkrati najbolj 
zahteven proces med vsemi, ki jih izvaja državna uprava. »Zato je logično, da se za 
povečanje dostopnosti in posodobitev volilnih sistemov poskuša uporabiti nove 
informacijske tehnologije in komunikacijske možnosti, ki jih ta tehnologija prinaša« (Turk, 
2004, str. 4).  
V smislu učinkovitosti nam informacijsko-komunikacijska tehnologija nudi hitrejše, 
cenejše in natančnejše zbiranje oddanih glasov, človeške napake pa so izključene. 
Prednostni razlog za uvedbo elektronskega glasovanja je prav gotovo volilna udeležba, ki 
naj bi jo prinesla nova informacijsko-komunikacijska tehnologija, saj zagotavlja udobje iz 
»domačega naslonjača«. Oddaja glasu je možna kjerkoli in kadarkoli v volilnem obdobju, 
prav tako pa je tudi časovno in stroškovno, za volivca, manj zahtevna. 
Medtem pa Clift prepušča usodo informacijsko-komunikacijske tehnologije v smislu 
njenega vpliva na demokracijo novi generaciji uporabnikov interneta. Kot pravi, z 
informacijsko-komunikacijsko tehnologijo »lahko poglobimo demokracijo in zagotovimo 
širše sodelovanje. Gre za realne možnosti novih medijev, ne le za njihov potencial. Pa se 
bodo te trenutne prakse, ki so bolj izjema kot pravilo, razširile? Odgovor na to vprašanje bo 
izziv novi generaciji uporabnikov interneta, ki se bo ukvarjala z razvojem demokracije« 
(Clift, 2004, str. 37). 
Volilna udeležba  
Participacija ljudi, njihova pravica do glasovanja in s tem pravica do volilne udeležbe, je 
pomemben dejavnik stabilnosti in učinkovitosti vsakega demokratičnega političnega 
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sistema. Zaupanje v demokracijo in zadovoljstvo z delom demokratičnih ter državnih 
ustanov močna vplivata na udeležbo ljudi v političnih procesih.  
V Sloveniji se že od časa osamosvojitve srečujemo s problemom udeležbe na volitvah, ki je 
posledica zaupanja in zadovoljstva z demokracijo in posledično vpliva na stabilnost 
političnega sistema. Beležimo upadanje udeležbe na vseh vrstah volitev, od lokalnih, 
parlamentarnih in predsedniških do evropskih in referendumskih. 
Grafikon 2: Udeležba na predsedniških volitvah od leta 1992 do 2017 
 
Vir: Državna volilna komisija, priloga 1 
Grafikon 2 prikazuje upad udeležbe volivcev na predsedniških volitvah vse od 
osamosvojitve do zadnjih volitev. Medtem ko se število volilnih upravičencev iz leta v leto 
zvišuje, se udeležba močno znižuje.  
V letu 1992 se je volitev za predsednika države udeležilo 85,84 % upravičencev, leta 1997 
se je odstotek udeležbe zmanjšal na 68,72 %, v letu 2002 je bila udeležba nekoliko višja 
(72,07 %). Od leta 2007 pa udeležba na volitvah strmo pada in je leta 2017 dosegla le slabo 
polovico udeležbe iz leta 1992 (42,13 %). Očiten padec participacije je zaznati tudi na 
lokalnih volitvah in volitvah v državni zbor, ker je od leta 1992 pa do danes zaznati skoraj 
38 % manj udeležbe.29 Slovenija kot ena od držav skupnosti Evropske unije (v nadaljevanju 
EU) zaseda tudi v Evropskem parlamentu in državljani Republike Slovenije so s priključitvijo 
v EU pridobili dodatno pravico do glasovanja, in sicer glasovanja predstavnika v Evropski 
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parlament. Trend volilne udeležbe od leta 2004 je tudi tu v upadanju, saj v letu 2004 znaša 
28,35 %, leta 2009 28,37 %, medtem ko v letu 2014 le še 24,43 %. Pravica do referenduma 
in udeležbe na razpisanih referendumih je ustavna pravica, ki je ni možno in dovoljeno 
omejevati. Vseeno pa sta interes in udeležba državljanov izjemno nizka, saj so na do sedaj 
22 razpisanih referendumih zabeležili manj kot 50 % volilno udeležbo (razen na dveh 
referendumih: leta 2003 o odločitvi vstopa v EU in NATO  
(60,43 %) in leta 2007 o zavarovalnicah, kjer je bila udeležba 57,98 %), zato si vlada 
prizadeva za večjo racionalizacijo referendumskih odločanj. 
Nizki odstotki volilne udeležbe pričajo o odnosu ljudi do demokracije, zaupanja izvoljenih 
predstavnikov ter stanja družbe. V najmanjši meri se volitev udeležujejo mladi, ta tred pa 
se iz leta v leto še povečuje (Oprešnik, 2017). Izziv države je, kako povečati legitimnost 
volitev, ki je višja, čim večje je število udeležencev, in privabiti mlade ljudi, tiste, ki se jih 
teme volitev in novo nastale politične sfere najbolj dotikajo. 
Omerzel navaja tri vrste rešitev (MFSD, 2017): 
– uvedbo obvezne volilne udeležbe, ki jo v nekaterih državah sveta že poznajo 
(Belgija, Avstralija, Grčija) in s pomočjo katere bi na volišča privabil tudi mlade 
volivce, zmanjšali bi se stroški političnih strank, predvsem pa bi se povečala politična 
participacija med mladimi v smislu razmišljanja in razpravljanja o politični situaciji v 
državi; 
– uvedba elektronskih volitev, ki so za mlade nov, zanimiv način udeleževanja volitev, 
prinašajo manjše stroške in hitrejše glasovanje, ki ni vezano na lokacijo, na kateri se 
nahajamo, saj lahko volimo kar prek svojih elektronskih naprav kjerkoli in kadarkoli; 
– uvedba kvot na kandidatnih listah političnih strank za mlade, kar pomeni, da bi 
morala vsaka stranka, ki kandidira, imeti v svoji stranki vsaj 10 % mladih do 30 let, 
ki bi privabili mlado generacijo volivcev.  
Vsaka izmed navedenih rešitev bi lahko potencialno spremenila mišljenje mladih in jih 
prepričala v višjo participacijo na volitvah. Če upoštevamo splošno seznanjenost mladih s 
tehnologijo in vpletenost tehnologije v njihov vsak dan (uporaba elektronskih naprav in 
uporaba internetnih storitev), je najbolj logičen in verjetno najbolj učinkovit pristop 
uporaba e-volitev ali internetnih volitev. Tudi vsesplošen razvoj novih tehnologij, ki nam 
zagotavljajo varnost, anonimnost in hitrost dostopa do podatkov (v realnem času), 
nakazuje na to, da je uvedba e-volitev še kako na mestu. 
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4 ELEKTRONSKE VOLITVE PO SVETU 
V nadaljevanju so opisani poskusi vpeljave e-volitev v treh državah, ki so v samem vrhu 
glede tehnološkega razvoja, vendar politično različne; v Estoniji, na Norveškem in v Kanadi.  
Osredotočila sem se na različne vidike razvijanja sistemov, na odzive strokovnjakov in 
javnosti ter stanje projektov danes.  
Primer estonske vpeljave projekta e-volitev (kot enega najbolj značilnih), po katerem se 
zgledujejo vse države sveta, pa sem povzela z natančnejšim opisom poteka postopka 
glasovanja, varnosti, tajnosti in učinkovitosti. 
4.1 E-VOLITVE V ESTONIJI 
Več držav sveta je že poskusilo z glasovanjem po internetu, prva med njimi pa je majhna 
evropska država z zelo razvito informacijsko infrastrukturo, Estonija. 
Razlogov, da so se v Estoniji odločili za možnost e-volitev, s katerimi sicer niso želeli 
»nadomestiti obstoječih načinov glasovanja« (Madise idr., 2006, str. 4), je več. Želeli so 
povečati volilno udeležbo in vzbuditi zanimanje za volitve med mladimi. Drugi vzrok pa je, 
da ima država več kot 99 % vseh javnih storitev elektronskih. Cilja uvedbe e-volitev sta bila 
torej modernizacija in poenostavitev volilnega postopka. 
Estonija je prva država v zgodovini, ki je izpeljala volitve prek spleta (t. i. i-volitve) in jih 
uporablja še danes (Praprotnik, 2011). Začetki internetnih volitev v Estoniji segajo v leto 
2002, ko se je pričela prilagajati zakonodaja z namenom podpore internetnega glasovanja. 
Osebne izkaznice, prvič izdane s strani estonske vlade leta 2002, so bile ključnega pomena 
za uvedbo novega načina glasovanja in predstavljajo novo generacijo identifikacijskega 
dokumenta, ki ima vlogo tako fizičnega dokumenta kot tudi elektronskega (VVK, 2018). Ko 
je Estonija leta 2005 uvedla spletni sistem glasovanja, je postala prva država, ki je ponudila 
spletno glasovanje na nacionalni ravni. Takrat delež volivcev, ki so uporabili elektronsko 
glasovanje, ni presegel 2 %. Parlamentarne volitve leta 2007 so predstavljale prve splošne 
volitve na svetu, ki so bile izpeljane v kombinaciji z elektronskim glasovanjem. Leta 2009 
elektronske glasove na lokalnih volitvah odda kar 15,8 % vseh volivcev ter  
14,7 % volivcev na evropskih volitvah. Delež volivcev je vztrajno naraščal tudi na naslednjih 
parlamentarnih volitvah leta 2011 (24,3 %), lokalnih volitvah 2013 (21,2 %) in evropskih 
volitvah 2014 (31,3 %). Skozi čas, ko so se ljudje seznanili z načinom in prednostmi uporabe 
elektronskega glasovanja ter izgubili strah pred uporabo novosti, se je ta delež povečal na 
preko 30 % (parlamentarne volitve 2015) in skoraj 32 % leta 2017 (lokalne volitve) 
(Valimised, 2017). 
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1.059.292 502.504 47,4 % 9.317 1,9 %  0,0 % 
Parlamentarne 
volitve 2007 




909.628 399.181 43,9 % 58.669 14,7 %  0,0 % 
Lokalne volitve 
2009 
1.094.317 662.813 60,6 % 104.413 15,8 %  0,0 % 
Parlamentarne 
volitve 2011 
913.346 580.264 63,5 % 140.846 24,3 % 2.690 1,9 % 
Lokalne volitve 
2013 




902.873 329.766 36,5 % 103.151 31,3 % 11.609 11,3 % 
Parlamentarne 
volitve 2015 
899.793 577.910 64,2 % 176.491 30,5 % 22.084 12,5 % 
Lokalne volitve 
2017 
1.100.647 586.519 53,3 % 186.034 31,7 % 44.211 23,8 % 
Vir: National Electoral Committee and the National Election (2017) 
Od leta 2011 je bilo državljanom na parlamentarnih volitvah na voljo tudi glasovanje prek 
mobilnih naprav. Za uporabo mobilnega glasovanja se je prvič odločilo 1,9 % ljudi izmed 
vseh, ki so se odločili za uporabo elektronskega glasovanja. Tudi delež mobilnih volivcev 
narašča, saj so leta 2017 predstavljali kar 23,8 % volivcev, ki so uporabljali elektronsko 
glasovanje. Če pogledamo odstotek celotne udeležbe, pa vidimo, da uvedba elektronskega 
glasovanja ni prinesla nikakršnega očitnega porasta. Udeležba na volitvah je še vedno zelo 
odvisna od tipa volitev, kar pomeni, da za povečanje udeležbe na volitvah ni dovolj uvedba 
sodobnih tehnoloških rešitev.  
Leta 2012 so ustanovili poseben odbor za elektronsko glasovanje, ki je odgovoren za 
internetne volitve, državni volilni odbor pa ima nadzorno nalogo (ACE Electoral Knowledge 
Network, 2015). 
Postopek elektronskega glasovanja v Estoniji 
Volitve sestavljajo naslednji glavni koraki: 
– izjava o volitvah; 
– registracija kandidatov; 
54 
– priprava seznamov volivcev; 
– glasovanje; 
– štetje glasov; 
– razglasitev rezultatov volitev. 
Sistem i-volitev delno pokriva samo zadnje tri korake, tj. glasovanje prek interneta, štetje 
glasov in po razglasitvi rezultatov volitev uničenje ključa, potrebnega za štetje e-glasov. 
Proces internetnih volitev se deli na štiri korake (General Framework of Electronic Voting 
and Implementation thereof at  National Elections in Estonia, 2016, str. 5): 
– Korak 1: priprava sistema pred glasovanjem: 
− pripravijo se seznami volilnih okrajev, volišč, kandidatov in volivcev; 
− oblikujejo se javni in zasebni ključi za glasovanje (za vsake volitve posebej); 
− objavijo se prijave za glasovanje in preverjanje ter ustrezna navodila. Podatki, 
potrebni za preverjanje pristnosti in celovitosti, so objavljeni v ločenem 
informacijskem kanalu. 
– Korak 2:  potek i-volitev. V primeru paralelnega glasovanja je mogoče glasovati tudi 
na voliščih. 
– Korak 3: preverjanje: 
− preverja se celovitost in avtentičnost (digitalni podpis) i-glasov; 
− glasovi so razvrščeni; 
− v primeru vzporednega glasovanja se za vsako volišče pripravijo seznami  
i-volivcev; 
− i-glasovi oseb, ki oddajo dvojni glas, so razveljavljeni in glasovi, ki se štejejo, so 
anonimni. 
– Korak 4: štetje glasov: 
−  anonimizirani glasovi se odprejo z zasebnim ključem in dodajo ostalim 
glasovom. 
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Slika 2: Sistem i-volitev 
 
Vir: General Framework of Electronic Voting and Implementation thereof at  National Elections in 
Estonia (2016) 
Estonski internetni volilni sistem ponuja različne načine volivčeve identifikacije (ACE 
Electoral Knowledge Network, 2015): 
– osebna kartica s PIN-kodo: sistem zahteva PIN-kodo, računalnik z internetnim 
dostopom, bralnik pametnih kartic, kakor tudi zahtevano programsko opremo; 
– digitalni osebni dokument, ki omogoča identifikacijo osebe v elektronskem okolju 
in digitalno podpisovanje; 
– prenosni digitalni osebni dokument s prenosno SIM-kartico s PIN-kodo in digitalnim 
potrdilom, računalnik z internetnim dostopom, prenosni telefon. Mobilna 
identifikacija omogoča identifikacijo osebe in digitalno podpisovanje, od leta 2011 
pa je s pomočjo chip-secure karticemogoče glasovati tudiz uporabo mobilnega 
telefona.  
Sistem i-volitev je bil predstavljen v letu 2005 in temelji na tako imenovani »shemi dvojnih 
ovojnic«, pri čemer je anonimna zaprta ovojnica z glasovanjem shranjena v zunanjo 
ovojnico z imenom in podpisom volivca. S pomočjo programa, ki se uporablja za i-volitve 
(tako imenovana Voter Application), i-volivec:  
– šifrira glas in naključno številko, ki jo računalnik ustvari s posebnim izbirnim javnim 
ključem, ki tvori »notranjo ovojnico«; 
– podpiše šifrirano glasovanje z uporabo orodja za digitalno podpisovanje, ki tvori 
»zunanjo ovojnico«. Glasovno kodo, ki je šifrirana z javnim ključem, se lahko 
dešifrira samo z zasebnim ključem. 
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Slika 3: Postopek dvojih ovojnic 
 
Vir: General Framework of Electronic Voting and Implementation thereof at  National Elections in 
Estonia (2016) 
Slika 3 prikazuje uporabo kriptografije javnega in zasebnega ključa. Ko je glas enkrat 
kodiran z javnim ključem, ga je mogoče dešifrirati le z ustreznim zasebnim ključem. 
Šifrirani in podpisani glasovi se zbirajo in razvrstijo, preveri se upravičenost volivca in 
možnost podvajanja glasov istega volivca prek i-glasov in glasovanja na glasovnem mestu. 
I-glasovi se nato razvrstijo po volilnih okrožjih, preveri se seznam i-volivcev in nato se 
odstranijo digitalni podpisi glasovnice ter s tem omogočijo anonimnost glasovanja in štetje 
glasov. 
Med štetjem glasov se anonimni in mešani glasovi dešifrirajo z zasebnim ključem, ki je 
določen za volitve, izdani pa so tudi rezultati i-volitev (General Framework of Electronic 
Voting and Implementation thereof at  National Elections in Estonia, 2016, str. 7). 
Zagotavljanje tajnosti glasovanja je kriptografija javnega in zasebnega ključa. Sistem 
»dveh ključev« ustvari del, ki je javen in vključen v odjemalske programske opreme in se 
uporablja za šifriranje glasov, zasebni del pa se uporablja pri štetju glasov oziroma za 
njihovo dešifriranje. Pomembno je, da je uporaba zasebnega ključa mogoča le pri štetju 
glasov ob koncu volitev in po potrebi še v primeru ponovnega štetja (Estonian National 
Electoral Committee 2005, str. 10). 
Vloge in komponente sistema 
Najpomembnejša vloga pri internetnem glasovanju pripada organizatorju (orkestrator), ki 
določi, kdo bo izvajal vse ostale vloge. Organizator izvaja štetje glasov (angl. Tallier), saj z 
uporabo zasebnega ključa odpira glasove in jih prešteva. 
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Slika 4: Glavne vloge v sistemu i-volitev 
 
Vir: General Framework of Electronic Voting and Implementation thereof at  National Elections in 
Estonia (2016) 
Glavne vloge/stranke v sistemu i-volitev in njihove glavne aktivnosti: 
– Volivec: prek aplikacije, namenjene glasovanju, pošlje svoj glas, ga zakriptira in 
digitalno podpiše ter pošlje zbiratelju (angl. Collector). Volivec lahko preveri, če je 
njegov glas prispel nedotaknjen, z uporabo druge pametne naprave. 
– Zbiratelj: vloga zbiratelja pripada sistemu strežnikov, ki omogoča volivcu, da ustvari 
internetni glas (posreduje seznam opcij, ki jih lahko izbere volivec; sodeluje v 
postopku digitalnega podpisa) in sprejema internetne glasove. Zbiratelj prav tako 
izvaja verifikacije integritete internetnega glasu, ki ga je naredil volivec. Na koncu 
volilnega obdobja izvajalec storitve zbiranja glasov digitalno podpiše podatke 
(internetne glasove in dnevnike transakcij/loge) in jih preda obdelovalcu (angl. 
Processor). 
– Obdelovalec: njegova vloga je obdelava internetnih glasov. V sklopu te vloge izvaja: 
− verifikacijo digitalnih potrdil in integriteto podatkov, pridobljeno s strani 
zbiratelja; 
− anulira ponovljene (spletne) glasove. Preverjati mora glasove, oddane prek 
spleta in prek volilnih mest; 
− razvršča spletne glasove glede na volilna okrožja in jih anonimizira tako, da 
odstrani osebne digitalne podpise; 
− razvrsti anonimizirane glasove v ustrezen vrstni red in jih posreduje v štetje. To 
aktivnost bi lahko smatrali kot podvlogo in bi v tem primeru to nalogo prevzel 
razvrščevalec. 
– Števec: vlogo števca prevzame organizator, saj ima informacijo o zasebnem ključu. 
Števec prevzame anonimizirane in premešane glasove ter prešteje glasove, ki so bili 
poslani, ter jih zabeleži v rezultat. 
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Poleg glavnih nalog, ki jih opravljajo organizator, volivec, zbiratelj in obdelovalec, ima 
sistem internetnega glasovanja še naslednje vloge: 
– Revizor: njegova vloga je, da preverja integriteto in popolnost podatkov, ki jih je 
objavil organizator sistema internetnega glasovanja, ter podatkov, ki prehajajo med 
glavnimi vlogami/strankami v sistemu. 
– Služba za podporo: vloga te službe je, da nudi podporo volivcu, če naleti na 
kakršnokoli težavo. Služba za podporo nudi volivcu informacije, ki jih je prejela s 
strani izvajalca storitve zbiranja glasov. Istočasno zabeleži vsa vprašanja in odgovore 
v bazo.  
– Generator volilnih upravičencev: njegova vloga je, da pripravi seznam upravičenih 
volivcev glede na to, kako so volitve organizirane. Ta seznam se lahko prilagodi 
tekom volilnega obdobja.  
Pomembne zunanje storitve sistema pa so naslednje:  
– identifikacijske storitve, ki so potrebne za identifikacijo volivca, če je to potrebno; 
– storitve digitalnega podpisa, na katerih temeljijo orodja za digitalne podpise. Te 
storitve so namenjene volivcu pri podpisovanju in pridobivanju potrditve 
digitalnega podpisa; 
– registracijske storitve: z uporabo teh storitev lahko zbiratelj vse pridobljene glasove 
s strani volivcev registrira. Po koncu volilnega obdobja izvajalec storitve posreduje 
vse registracije obdelovalcu.  
Za izpolnitev teh vlog so potrebna orodja, ki jih potrebujejo izvajalci vlog v svojih postopkih.  
Programske komponente/orodja sistema so: 
– volilna aplikacija, ki se izvaja na računalniku volivca, komunicira z zbirateljem in 
omogoča, da volivec odda svoj glas, ga kriptira in digitalno podpiše. Ko volivec odda 
glas, mu aplikacija prikaže QR-kodo, na podlagi katere lahko volivec preveri prek 
aplikacije za verifikacijo, ali je njegov glas uspešno prispel do zbiratelja; 
– aplikacija za verifikacijo omogoča volivcu, da prek pametne naprave preveri, ali je 
njegov internetni glas uspešno prispel do zbiratelja glasov in je pravilno interpretiral 
oddani glas; 
– aplikacija za upravljanjem s ključi: ta aplikacija je ključna aplikacija 
organizatorja/orkestratorja, saj za vsako glasovanje generira javni in zasebni ključ. 
Druga naloga te aplikacije je štetje glasov in objava rezultatov; 
– aplikacija za upravljanje zbiranja glasov je ključna komponenta sistema, ki ga 
upravlja zbiratelj. Storitev podpira volivca pri izdelavi internetnega glasovanja in 
registrira glas pred shranjevanjem v »internetno glasovalno skrinjo« (angl. I-ballot 
box); 
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– aplikacija za obdelovanje glasov je ključna aplikacija za obdelovalca. Njena naloga 
je zagotavljanje integritete glasov in integritete »internetne glasovalne skrinje«, 
anuliranje glasov in kreiranje seznamov oseb, ki so glasovali, seznamov 
anonimiziranih glasov po volilnih okrožjih. Zbiratelj, organizator/orkestrator in 
registracijske storitve zagotavljajo vhod v aplikacijo za upravljanje. Aplikacijo za 
upravljanje lahko uporabi revizor z namenom preverjanja rezultatov, ki jih je 
pripravil obdelovalec; 
– aplikacija za razvrščanje glasov je orodje, ki ga uporablja izvajalec mešanja. 
Obdeluje anonimizirane in kriptirane glasove, združene po volilnih območjih, ki jih 
razvrsti v tak vrstni red, da jih je nemogoče povezati. Razvrščanje mora biti izvedeno 
tako, da bi štetje glasov pred razvrščanjem dalo enake rezultate kot štetje glasov po 
razvrščanju; 
– aplikacija za revizijo je orodje, ki ga uporablja revizor. Omogoča preveritev 
aktivnosti, ki sta jih izvedla razvrščevalec in števec. Pravilnost aktivnosti, ki jih je 
izvedel števec, je možno preveriti tudi javno. 
Slika 5: Spletne volilne storitve in posamezne komponente 
 




Glavni procesi sistema internetnih volitev 
To poglavje opisuje delovanje vlogo/strank v procesu sistema i-volitev. Delimo jih na 
(General Framework of Electronic Voting and Implementation thereof at  National Elections 
in Estonia, 2016): 
– kriptirni ključ, ki nam omogoča varnost in tajnost oddaje glasu; 
– identifikacijo volivca, ki nam omogoča preverjanje volilne pravice in pridobitev 
seznama kandidatov volilnega okraja; 
– podpis glasov, ki nam omogoča ustvarjanje lastnega digitalnega podpisa; 
– registracijo glasov, vsak glas se registrira in potrdi; 
– glasovanje in preverjanje glasov; 
– obdelavo glasov; 
– štetje glasov; 
– varnost in preverljivost elektronskih volitev; 
– skladnost z osnovnimi zahtevami; 
– kriptografsko varnost; 
– preverljivost; 
– revizijo in opazovanje. 
Kriptirni ključi – varnost in tajnost 
Ključni postopki upravljanja in varnostna shema so med najpomembnejšimi deli sistema  
i-volitev. Pomembni so za izpolnjevanje glavnih zahtev volitev – tajnost glasovanja in 
zasebnosti glasovalcev. 
Tajnost je zagotovljena s šifriranjem glasov z asimetričnimi kriptografskimi orodji. Za vsako 
glasovanje se s ključno aplikacijo ustvari ključni par sistema – javni ključ (šifrirni ključ) in 
zasebni ključ (ključ za dešifriranje). 
V aplikaciji za volivce je uporabljen javni ključ za šifriranje glasov. Zasebni ključ se uporablja 
v aplikaciji za upravljanje s ključi za dešifriranje glasov. Ko so objavljeni rezultati glasovanja, 
je zasebni ključ uničen. 
Zasebni ključ lahko aktivirate le, če je prisotno predhodno dogovorjeno število ključnih 
udeležencev. Ključni uporabniki prejmejo fizične in znane ključne podatke (npr. čip kartico 
in geslo), da aktivirajo zasebni ključ. 
Revizor revidira dejavnosti ključnega upravljanja, vključno z ustvarjanjem ključa in gesli, 




Prepoznavanje volivca s strani zbiratelja je potrebno za predhodno preverjanje volilne 
pravice in za pridobitev seznama kandidatov volilnega okraja. Zbiralnik podpira različne 
metode preverjanja pristnosti, ki jih lahko izbere volivec, odvisno od pooblastil za 
preverjanje pristnosti, ki so mu na voljo. Te poverilnice lahko preprosto temeljijo na znanju 
(uporabniško ime/geslo, PIN); vendar je močnejša identifikacijska varnost zagotovljena s 
fizičnim avtentikacijskim orodjem (npr. čip kartico, SIM-kartico itd.) v kombinaciji s PIN, ki 
temelji na znanju. 
Volilna aplikacija in aplikacija za upravljanje zbiranja glasov služita kot posrednik med 
volivcem in storitvijo za identifikacijo. Kot rezultat postopka aplikacija za zbiranje glasov 
pridobi identiteto volivca. Dopustne poverilnice za preverjanje pristnosti in ustrezne 
identifikacijske storitve določi organizator. 
Podpis glasov 
Volivec z digitalnim podpisom podpiše glasovnico in s tem zagotovi pristnost in integriteto 
glasu. Osebna identiteta, dokazana z digitalnim podpisom, je osnova za upoštevanje i-glasu. 
To pomeni, da se identiteta, ugotovljena pri identifikaciji glasovanja, pri nadaljnjem 
obravnavanju digitalno podpisanega glasovanja ne upošteva. 
Za dajanje digitalnega podpisa volivec uporablja orodje za podpis, ki je kombinacija 
fizičnega orodja (npr. čip kartice, kartice SIM) in delov, ki temeljijo na znanju (geslo). 
 Ustvarjanje digitalnega podpisa je sestavljeno iz: 
– ustvarjanja kriptografskega podpisa z zasebnim ključem, ki ga vsebuje orodje za 
podpisovanje volivcev – za to volivec uporablja ustrezno geslo. Volilna aplikacija 
preverja celovitost ustvarjenega podpisa; 
– pridobitve potrditve veljavnosti, ki dokazuje veljavnost digitalnega potrdila, ki 
ustreza zasebnemu ključu, uporabljenemu pri ustvarjanju podpisa.  
Način, na katerega volilna aplikacija za glasovanje in aplikacija za upravljanje zbiranja glasov 
uporabita storitev digitalnega podpisa, je odvisen od uporabljenega orodja za podpis. 
Kot rezultat postopka aplikacija za upravljanje zbiranja glasov oblikuje digitalni podpis, ki 
vsebuje podpis volivca, njegovo potrdilo in potrditev veljavnosti podpisa. Uporabljena 
orodja za podpisovanje in ustrezne podpisne storitve določi organizator na podlagi 




Vsi i-glasovi, poslani zbiratelju, morajo biti registrirani. Služba za registracijo registrira in 
potrdi vsak šifriran in podpisan glas, ki ga je posredovala aplikacija za upravljanje zbiranja 
glasov, ter mu doda časovni žig. 
Po koncu glasovanja registracijska služba posreduje obdelovalcu (angl. Processor) glasove 
s časovnimi žigi.  
Glasovanje in preverjanje glasovanja 
Ko volivec za glasovanje uporabi glasovalno aplikacijo, nameščeno na svojem računalniku, 
ta sproži delovanje aplikacije za upravljanje zbiranja glasov, ki vsebuje podatke o  seznamu 
volivcev, seznam kandidatov in seznam volilnih okrožij in volišč. Aplikacija s pomočjo 
identifikacijskih storitev in storitev digitalnega podpisa omogoča identifikacijo in podpis 
volivčevega glasu. Aplikacija za upravljanje zbiranja glasov s pomočjo registracijske storitve  
vsak digitalni podpis registrira in volivcu pošlje potrdilo o glasovanju z izdajo ustrezne QR-
kode. 
 
Za preverjanje glasovanja bo volivec uporabil aplikacijo za verifikacijo, preneseno na svojo 
pametno napravo. Aplikacija za verifikacijo prejme podatke, ki so potrebni za njegovo delo, 
iz volilne aplikacije, tako da prebere QR-kodo s pomočjo kamere pametne naprave.  
Aplikacijo za preverjanje je mogoče namestiti na pametno napravo prek zaupanja vredne 
platforme za prenos aplikacij. 
Glasovanje poteka v dveh fazah: identifikacija in faza glasovanja.  
V fazi identifikacije se volivec identificira, s čimer pridobi pravico do seznama možnega 
glasovanja. V tej fazi potekajo naslednji ukrepi: 
– volivec izbere orodje za preverjanje pristnosti; 
– aplikacija se poveže z bazo podatkov, t. i. collector service, z uporabo varnega 
protokola za posredovanje podatkov; 
– služba za zbiranje preveri, ali je volivec že glasoval. Če je bilo glasovanje že izvedeno, 
o tem obvesti volivca, vendar ta kljub temu lahko glasuje ponovno. Vedno se 
upošteva zadnji oddani glas; 
– služba za zbiranje ugotavlja upravičenost volivcev in volilnega okrožja. Če volivec 
nima pravice glasovati, se prikaže sporočilo o napaki; 
– seznam upravičenih kandidatov, ki stojijo v volilnem okrožju volivcev (ali izbire za 
referendumsko vprašanje), pošilja zbirna služba v aplikacijo, ki se uporablja za i-
volitve (tako imenovana Voter Application). 
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Slika 6: Identifikacija volivcev 
 
Vir: General Framework of Electronic Voting and Implementation thereof at  National Elections in 
Estonia (2016) 
Fazi identifikacije sledi faza glasovanja, razen če glasovalec prekine glasovanje.  
Faza glasovanja poteka na način: 
– volivec izbere med kandidati. Aplikacija šifrira izbiro volivcev skupaj z naključno 
številko z uporabo javnega ključa; 
– volivec poda svoje šifrirano glasovanje in ga skupaj z njegovim potrdilom pošlje 
zbirni službi. Služba za zbiranje preveri obstoj volilnega imenika na seznamu volivcev 
in priloži glasovanje s potrditvijo veljavnosti; 
– šifrirano in podpisano glasovanje je treba registrirati. Za to zbirna služba uporablja 
ločeno registracijsko službo ali, če je primerno, ponovno uporabi časovni žig v 
potrditvi veljavnosti; 
– zbirna služba z glasovalno prošnjo obvesti volivca, da je bil njegov glas uspešno 
sprejet in zabeležen. Kodeksu se izda QR-koda, ki vključuje naključno številko, 
uporabljeno v šifriranju, in enkratni identifikator glasovanja, ki ga ustvari služba za 
zbiranje pri registraciji glasovanja. 
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Slika 7: Oddaja glasu 
 
Vir: General Framework of Electronic Voting and Implementation thereof at  National Elections in 
Estonia (2016) 
V fazi preverjanja se lahko volivec prepriča, da mu je bila zagotovljena integriteta glasu in 
je prispeval i-glas zbiratelja z uporabo ločene pametne naprave. Pametna naprava mora 
imeti kamero in internetno povezavo, aplikacija za preverjanje pa mora biti v njej 
nameščena s parametri in zaupnimi sidri, potrebnimi za izvedbo preverjanja. 
Potek preverjanja glasovanja: 
– volivec zažene aplikacijo za preverjanje in odčita QR-kodo, ki jo prikaže izvajalska 
aplikacija; 
– v vlogi za posamezno preverjanje se identificira glas in nato se v zvezi z  
i-glasovanjem iz službe za zbiranje z uporabo identifikatorja glasovanja, 
vsebovanega v QR kodi, poišče glasovanje. Zbirna služba vrne i-glasovanje. Skupaj z 
i-glasovanjem zbirna služba pošlje izbirni seznam kandidatnih možnosti; 
– preveri se digitalni podpis glasovanja in časovni žig, prejet v registraciji (če poznate 
naključno številko, uporabljeno pri šifriranju glasovanja, in javni ključ, aplikacija za 
preverjanje izračuna kriptogram za vsakega kandidata); 
– v aplikaciji za preverjanje je prikazana številka in/ali ime kandidata, katerega 
izračunani kriptogram ustreza kriptogramu, vsebovanemu v i-glasu. 
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Slika 8: Faza glasovanja: preverjanje glasovnice 
 
Vir: General Framework of Electronic Voting and Implementation thereof at  National Elections in 
Estonia (2016) 
Preveritev glasov je časovno omejeno s strani organizatorja. Po koncu glasovalnega 
obdobja zbiralec zbere glasove v niz in jih digitalno podpiše. Podpisani niz glasov se pošlje 
procesorju. Tehnične dnevnike, ustvarjene v postopku glasovanja, dobi organizator in lahko 
pomagajo revizorju, da jih preveri.  
Obdelava glasov 
Obdelava glasov se opravi po koncu glasovalnega obdobja in pred štetjem glasov. Faze 
obdelave izvaja procesor. Končno stopnjo (mešanje) pa izvaja mešalnik. Procesor potrdi 
pravilnost obdelanih glasov, obdelava podatkov pa poteka v t. i. off-line okolju.30 
Faze obdelave so: 
I. faza: preverjanje celovitosti i-glasov 
Procesor preverja digitalni podpis in časovni žig vsakega posameznega glasu, prejetega od 
registracijske službe. Rezultat I. faze je ujemanje nabora podatkov, glasov, ki jim lahko 
                                                     
30 Off-line okolje – nastavitev datotek brez povezave. 
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odstranimo digitalni podpis, vendar se pri tem ohrani povezava med šifriranim oddanim 
glasom, osebo, ki jo oddaja, in časom glasovanja.  
II. in III. faza: razveljavitev ponavljajočih se i-glasov 
V tej fazi se ponavljajoči se glasovi izbrišejo, ostane le zadnji oddan i-glas, odstrani se čas 
glasovanja, obenem pa se ohrani povezava med šifriranim glasom in osebo, ki je glas 
oddala.   
V primeru paralelnega glasovanja se po koncu sestavi seznam oseb, ki so glasovale papirno 
in elektronsko. Na podlagi ugotovljenih dvojnih glasov je sestavljen razveljavitveni seznam 
oseb, katerih i-glas je treba razveljaviti, saj ima glas v papirni obliki tu še vedno prednost.  
IV. faza: anonimizacija i-glasov in mešanje glasov 
Procesor anonimizira i-glasove, jih kriptografsko premeša (s pomočjo mešalne aplikacije) in 
združi po volilnih okrožjih.  
Mešanje i-glasov je neobvezen postopek, ki pa omogoča še večjo varnost, saj s tem 
postopkom dokažemo pravilnost uporabe zasebnega ključa. Mešanje sestavlja naključno 
premešanje in ponovno kriptografsko kodiranje glasov. Predpogoj za uporabo slednje 
tehnike je uporaba homomorfnega kriptosistema pri šifriranju glasov. Mešanje je treba 
izvesti tako, da bi dešifriranje tako vhodnih kot izhodnih rezultatov doseglo isti rezultat. Kot 
stranski rezultat postopka pa se izda dokazilo o mešanju, ki se lahko s pomočjo revizijske 
aplikacije izkaže za pravilnost postopka. 
Slika 9: Faza glasovanja: obdelava glasu 
 




Odpiranje in štetje glasov se izvaja v aplikaciji, ki ne deluje v online načinu. Štetje organizira 
Tallier skupaj z ostalimi udeleženimi, med katere je razdeljen zasebni ključ. Najprej se v 
aplikacijo za izvajanje štetja naložijo seznami o kandidatih in volilnih območjih. Nato v 
volilno aplikacijo oddani glasovi, ki so anonimizirani ter v naključnem vrstnem redu. Za 
aktivacijo zasebnega ključa morajo njihovi imetniki uporabiti ključ, ki jim je bili dodeljen 
tekom njihovega generiranja, in glasovi se uspešno dešifrirajo. Nad pridobljenimi glasovi se 
izvede preverba njihove pravilnosti (npr. ali kandidat obstaja na seznamu itd.). Veljavne 
glasove se nato sešteje (po kandidatih, območjih itd.). Po zaključenem štetju se zasebni 
ključ deaktivira. Celoten postopek preverja revizor, ki potrdi ali ovrže pravilnost postopka.  
Varnost in skladnost z osnovnimi zahtevami elektronskih volitev 
Sistem i-volitev zagotavlja popolno skladnost z osnovnimi volitvenimi zahtevami in je poleg 
tega preverljiv »end-to-end verifiable«: vhod in izhod vseh procesov je mogoče preveriti 
matematično. 
Varnost sistema je odvisna od okolja uporabe, kakovosti informacijskega sistema in 
pravilnosti postopkov, medtem ko je tajnost glasovanja zagotovljena s šifriranjem glasov s 
strani volivcev. Uporabljen je asimetričen kripto algoritem, tako da glasov, ki jih šifriramo z 
javnim ključem, ni mogoče dekriptirati z istim ključem. Dodajanje naključne številke na 
glasovalnico je neposredno potrebno za dodatno zagotovitev tajnosti glasov v primeru, da 
bi bili kriptogrami oddanih glasov za istega kandidata drugačni. Za dešifriranje pa je 
potreben zasebni ključ, ki ga ni mogoče uporabiti pred procesom štetja glasov. Števec 
dešifrira le anonimne glasove, iz katerih so bili odstranjeni osebni podatki.  
Volilni sistem podpira ponovljeno glasovanje, kar pomeni, da lahko volivec večkrat glasuje, 
vendar se pri tem upošteva le zadnji glas. Pravilnost glasovanja (ob upoštevanju pravice do 
glasovanja, načela »ena oseba, en glas«) je zagotovljena z osebno identifikacijo volilnega 
predstavnika s pomočjo varnega in široko uporabljenega orodja za podpisovanje, njegova 
svobodna volja pa z možnostjo večkratnega glasovanja prek i-volitev ali na volilnem mestu. 
Po koncu volitev oziroma ko se izteče 30-dnevni rok za pritožbo nad rezultati volitev, se 
zasebni ključ uniči, osebni in šifrirani glasovi pa postanejo neuporabni. 
Ostaja pa teoretično tveganje, da lahko nekdo kopira osebne i-glasove iz sistema in poskuša 





I-glasovanje je sestavljeno iz več osnovnih procesov in jih je mogoče preveriti z 
matematičnim preverjanjem skladnosti med vhodnim in izhodom procesom. Odvisno od 
stranke, ki želi izvajati preverjanje, je preverjanje: 
– individualno – preverjanje opravi volivec; 
– pooblaščeno – preverjanje izvaja revizor; 
– javno/univerzalno preverjanje lahko izvajajo vsi, ki jih zanima. 
Volivec lahko posamično preveri svoje osebno glasovanje v zbirki i-glasov zbiratelja in 
registracijo glasovanja pri registracijski službi. 
Revizor lahko s ponavljanjem postopkov preveri vse procese procesorja in višjega razreda, 
z izjemo mešanja in štetja. Za slednje revizor uporablja poseben dokaz, ki ga izdajo ti 
postopki, in revizijsko vlogo. 
Revizija in opazovanje 
Revizor je stranka/udeleženec, ki ga organizator zadolži za izvedbo revizije postopka in 
podatkov z namenom preverbe integritete sistema. Revizor obravnava personalizirane 
šifrirane glasove in s tem sledi, kdaj in kje je anonimiziran volivec glasoval. Revizija podatkov 
se uporablja za preverbo skupne skladnosti med vhodnimi in izhodnimi podatki v postopku 
in integriteto ter avtentičnostjo digitalno podpisanih podatkov tekom postopka. 
Vodilo elektronskega glasovanja v Estoniji je vezano na časovno obdobje, in sicer od 10 do 
4 dni pred volilnim dnevom. Tekom glasovanja lahko volivec odda več glasovnic, pri čemer 
se vedno upošteva zadnja oddana glasovnica. Prednost pred elektronsko oddanim 
glasovom pa imata volilna naprava in papirnata glasovnica.  
Elektronsko glasovanje mora biti enotno in tajno, glasujejo lahko le upravičeni volivci, 
omogoča oddajo le ene glasovnice in onemogoča sledljivost izbire. Zbiranje glasovnic je 
zavarovano, zanesljivo in preverljivo.  
Volivcem mora biti omogočeno, da glasujejo svobodno in brez prisile. Volivci naj bi tako 
svoj glas oddali sami, prostovoljno, uporaba identifikacijske kartice drugega volivca ali 
prenos številke PIN drugega volivca pa je prepovedano (Clarke & Martens, 2016).  
Zaupanje volivcev v sistem e-volitev je prvi ključni dejavnik uspešne uvedbe sistema. 
Uporabnik, torej volivec, mora biti prepričan, da sistem ne more manipulirati z njegovo 
glasovnico in da organizatorji volitev sledijo predpisanim pravilom varnosti in pravilno 
uporabljajo sistem. Estonija je to dosegla s postopnim uvajanjem e-volitev, pri čimer je imel 
volivec vedno možnost oddati svoj glas na tradicionalen način. Zaupanje volivcev je pri tem 
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sestavljeno iz zaupanja elektronskemu vladnemu sistemu na splošno, iz zaupanja v 
instrumente identifikacije ter iz zaupanja upravljavcu elektronskega volilnega sistema 
(Vinkel, 2016).  
Estonija ima okoli milijon volilnih upravičencev, ki so večinoma pozitivno naravnani glede 
inovacij, tako da uvedba elektronskega glasovanja ni bila tako težavna (Vassil idr. 2016).  
Drugi dejavnik uspešne izvedbe elektronskih volitev je zaupanje v varnost spletne 
verifikacije. Število digitalnih potrdil je v Estoniji že preseglo milijon, kar pomeni, da imajo 
skoraj vsi prebivalci (80 %) možnost varne uporabe spletnih storitev (Vinkel, 2016). 
Metode, s katerimi je Estonija volivcem pomagala razumeti elektronski volilni sistem in si s 
tem pridobila zaupanje, pa obsegajo še druge pristope, kot so validacija sistema, možnost 
testiranja sistema pred dejanskimi volitvami, odprtost vseh komponent sistema za zunanjo 
revizijo, dostopnost in odprtost izvorne kode, javna narava vseh postopkov in procesov 
volitev, spremljanje in javna objava števila elektronskih volivcev ter možnost pregleda 
lastnega glasu (Vinkel, 2016).  
4.2 E-VOLITVE NA NORVEŠKEM 
Na Norveškem so začeli z izvajanjem pilotnih projektov e-volitve septembra 2003. 
Glasovanje na lokalnih in regionalnih volitvah je bilo izvedeno na glasovalnih strojih z 
uporabo zaslonov na dotik (Aardal, 2006, str. 26). 
Študija o naklonjenosti e-volitvam med Norvežani kaže, da so državljani v večini 
naklonjeni novim poskusom in uporabi informacijsko-komunikacijske tehnologije. 
Medtem ko nasprotniki kot glavni vzrok navajajo pomanjkanje časa, strah pred 
zapletenostjo glasovanja, nepoznavanje računalnikov itd. (Aardal idr., 2006, str. 26). 
Pomemben korak pri uvedbi možnosti e-volitev je bila ustanovitev delovnega odbora, 
imenovanega s strani ministrstva za lokalno samoupravo in regionalni razvoj maja leta 
2004. Odbor zasnuje demokratični, pravni, tehnični in administrativni vidik e-volitev, pri 
tem pa upošteva izkušnje, ki so jih imeli z e-glasovanjem v nekaterih drugih državah, kot so 
ZDA, Švica in Estonija. 
V končnem poročilu je odbor izdal zgolj mnenje, da so e-volitve priporočene le kot dodatek 
tradicionalnemu glasovanju ter da tehnologija, ki se uporablja v nenadzorovanem okolju, 
ne zagotavlja zadostne ravni varnosti v zvezi z registracijo in prenosom oddanih glasov, 
vendar pa, da je to le tehnološka prepreka, ki bo v prihodnosti rešljiva. Kot rešitev pa 
predlaga poskusno in načrtovano preverjanje e-volitev (Aardal idr., 2006, str. 10). 
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Odbor je predlagal tri korake preverjanja delovanja e-volitev (Aardal idr., 2006, str. 12): 
– korak 1: e-volitve v nadzorovanem okolju; 
– korak 2: e-volitve v nenadzorovanem okolju, ki je omejeno zgolj na določene 
skupine volivcev, kot so volivci, ki stalno ali začasno bivajo v tujini, volivci s 
posebnimi potrebami, volivci ene občine itd.; 
– korak 3: se izvedle le, če so rezultati drugega koraka zadovoljivi, pri tem pa bi  
e-volitve postale zavezujoče.  
Norvežani so se glede na pretekle izkušnje ostalih držav, ki kažejo, da je uvajanje e-volitev 
med ljudmi pogosto deležno precejšnjega nezaupanja, odločili, da bodo temu posvetili 
veliko pozornosti in pri sistemu razkrili tudi najbolj tehnične podrobnosti.  
Leta 2011 in 2013 poskusijo realizirati oddaljeno glasovanje v celoti prek spleta 
(nenadzorovano okolje) na lokalni in državni ravni. 
Poskusno internetno glasovanje je upoštevalo naslednje zahteve (Gjøsteen, 2010): 
– volivci lahko glasujejo samo enkrat (en volivec – en glas); 
– prejete glasovnice morajo biti obdelane hitro; 
– rezultati morajo biti po zaprtju glasovalne skrinjice na voljo v najkrajšem 
možnem času; 
– protokol mora glasovalcu omogočiti odkrivanje nedovoljenih posegov v glasovanje, 
ne da bi se zanašal na računalnik; 
– sistem mora za obrambo pred prisilo omogočiti volivcu večkratno glasovanje, s tem, 
da šteje samo zadnja oddana glasovnica; 
– volivec ima možnost, da glasuje tudi po običajni poti oziroma s papirnato glasovnico,  
s katero nadomesti vse prej oddane elektronske glasove; 
– v primeru glasovanja s papirnato glasovnico mora sistem omogočiti volilni 
administraciji, da zbriše prejšnje glasove. 
Potek procesa poskusnih volitev v nenadzorovanem okolju (Gjøsteen, 2010): 
– volivec vnese glas v računalnik; 
– računalnik glas šifrira in ga pošlje v glasovalno skrinjico; 
– po zaprtju glasovalne skrinjice se glas dešifrira; 
– ves proces nadzira revizor. 
Poskusni projekt volivcem z uporabo kriptografskih tehnik omogoča potrditev pravilno 
zabeleženega glasovanja, pri tem pa ostaja vsebina glasovanja tajna in jo pozna le 
glasovalec. Postopek preverbe glasovanja poteka prek kriptiranih, neodvisnih kanalov, kjer 
glasovalna skrinjica in generator potrdil izračunavata zaporedja potrjenih (prejetih) kod za 
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določeno glasovanje ter jih nato pošljeta kot SMS-sporočilo na mobilni telefon. Volivec 
preveri prejeto kodo glede na seznam kod, natisnjenih na njegovi glasovalni kartici.31 
Poskusni projekt se izkaže kot uspešen, saj je leta 2013 prek spleta glasovalo 38 % volivcev, 
od tega pa jih je 0,75 % volilo dvakrat, torej tudi na volilnem mestu s papirno glasovalnico. 
Projekt je bili zaradi pomanjkanja dokazov, da je poskus pripomogel k izboljšanju splošne 
volilne udeležbe ali da je mobiliziral nove družbene skupine, torej mlade generacije, ter 
nezaupanja v šifrirni sistem oddanih glasovnic, ustavljen (Chowdhury, 2013). 
Kljub visoki transparentnosti oblasti in uvajanju novosti pri varovanju podatkov pa je 
uporaba interneta v volilnem procesu, kot kaže, za volivce preveč nov koncept, da bi bil 
uspešno sprejet in implementiran. Volivci so ob pilotnih projektih Norveške tudi javno 
izražali strah v zvezi s sistemom šifriranja, ki naj bi varoval zasebnost njihovih glasov, in to 
razumejo kot kršenje demokratičnih pravic (Chowdhury, 2013).  
Kot kaže, je vprašanje varnosti tudi v primeru Norveške tisto, zaradi katerega javna podpora 
volivcev pri uvajanju sistema e-volitev ni v zadostni meri sprejemljiva. Da bi bil elektronski 
volilni sistem smiseln, mora vlada zagotoviti ustrezno šifriranje in najvišjo možno zaščito 
glasov. Po mnenju Chowdhuryja pa bo volilna udeležba še vedno nizka, tudi če bo proces 
glasovanja olajšan in od volivcev ne bo zahteval drugega, kot da sedejo za računalnik in 
oddajo svoj glas. Potrebno je spremeniti volivčev interes. 
4.3 E-VOLITVE V KANADI 
Zaradi svoje federalistične ureditve je Kanada edinstvena v svojem volilnem sistemu. Vsaka 
izmed identitet se lahko neodvisno odloča o uporabi volilne metode. Nekatere volitve so 
popolnoma elektronske, spet druge so tradicionalne s papirnim glasovanjem (ACE Electoral 
Knowledge Network, 2018). 
Sistem elektronskega glasovanja na lokalnih volitvah v določenih provincah in mestih se 
vzpostavi že v letu 2008 in se zaradi pozitivnega odziva javnosti in dobrih izkušenj ponovi 
tudi v letu 2012. Na lokalni ravni so e-volitve dovoljene v dveh provincah, Ontariu in Novi 
Škotski, medtem ko na nacionalni ravni e-volitve niso priznane. Kanada je ena od 
tehnološko najbolj razvitih držav na svetu, ima enega od najbolj učinkovitih in priznanih 
organov volilne administracije in je ena od tistih držav z najvišjim deležem gospodinjstev z 
dostopom do osebnega računalnika in interneta32 (OECD, 2018). Študije kažejo tudi 
                                                     
31  Analysis of an internet voting protocol (2010). 
 
32  Po podatkih OECD iz leta 2017 ima v Kanadi dostop do interneta omogočenih kar 83,9 % vseh 
gospodinjstev.  
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relativno visoko javno podporo za uvedbo e-volitev znotraj vseh starostnih skupin 
(Goodman, Pammett & DeBardeleben, 2014). Kljub temu da je drugačen način glasovanja 
zapisan v zakonodaji, pa so pred implementacijo novega pristopa zahtevali, da v primeru 
njene izvedbe lokalni sveti mest sprejmejo podzakonske akte, ki specificirajo tip in metodo 
alternativnega glasovanja, ki ga želijo uporabiti, in utemeljijo svoje izvedbe (Gibson idr., 
2016). 
Model kanadskega volilnega sistema se razvija na osnovi izkušenj e-volitev v treh zelo 
različnih skupnostih, in sicer v Markhamu, Peterboroughu in Halifaxu (Hoover, 2015). 
Markham je urbano mesto z visokim povprečnim dohodkom na prebivalca ter ena največjih 
občin na območju Toronta (Markussen idr., 2014). Halifax je najbolj urbano in razvito 
mesto, vendar ima kljub temu določena manj razvita območja, a večje število volivcev, 
internetni dostop pa je ljudem na manj razvitih območjih nedostopen ali omejen. 
Peterborough pa zajema manjše volilno telo, je ruralen, prebivalci pa imajo v povprečju 
bistveno nižji dohodek. Kljub tem demografskim in kulturnim razlikam je bilo uvajanje 
internetnega glasovanja dobro sprejeto in prebivalci so izrazili zanimanje za nadaljevanje 
prakse, kar dokazuje, da je mogoče alternativne volilne metode implementirati v zelo 
različnih skupnostih z različnimi karakteristikami in specifikami ter v različnih družbenih 
kontekstih (Gibson idr., 2016).  
Merkham 
Prva lokalna skupnost, ki je vpeljala e-volitve, je bila Merkham, in sicer z namenom dvigniti 
volilno udeležbo. Mesto je ponudilo dve možnosti glasovanja, in sicer i-volitve (glasovanje 
prek spleta) ter glasovanje prek volilne naprave na voliščih. 
Volilne naprave so bile namenjene predvsem ljudem s posebnimi potrebami in so 
omogočale komunikacijo na osnovi zvoka in dotika.  
Za glasovanje prek spleta so se morali volivci predhodno registrirati, nato pa so navodila in 
vstopne podatke prejeli po elektronski pošti. Pri registraciji so uporabniki določili skrivno 
vprašanje, na katero so odgovorili ob oddaji glasovnice, poleg pa so prejeli tudi PIN-kodo. 
Volilna udeležba se je povečala za 300 %, večina uporabnikov pa je bila z izkušnjo 
zadovoljna in bi se za internetno glasovanje odločila tudi v prihodnje (Hoover, 2015).  
Peterborough 
Zaradi odmaknjenosti od večjih mest, ruralnosti, želje po povečanju volilne udeležbe in 
zniževanja stroškov volitev je mesto Peterborough želelo svojim volivcem ponuditi 
alternativne možnosti za bolj udobno glasovanje (Wright-Laking, 2013). Oblast je volilnim 
upravičencem prav tako ponudila dve možnosti, možnost i-volitev (glasovanje prek spleta) 
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in možnost glasovanja na volilnih napravah na voliščih. Programska podpora je bila 
podobna tisti v Markhamu.  
Volilni proces se je pričel s prejetim obvestilom po pošti, ki je vseboval obvestilo o 
registraciji in unikatno volilno identifikacijsko številko. Za dostop do internetnih volilnih 
storitev so se morali volivci predhodno registrirati z uporabo identifikacijske številke ter z 
vpisom varnostne kode. Ob registraciji so morali navesti tudi svoj naslov in svoje leto 
rojstva, nato pa so se lahko odločili, ali bodo PIN-številko prejeli po elektronski ali navadni 
pošti (Brouwer & Goodman, 2014).  
Oblast si je prizadevala za pozitivno publiciteto vpeljave novega volilnega sistema, tudi z 
osebnimi obiski državljanov na domu, sodelovanje z mediji pa je zagotovilo dostopnost do 
podatkov in informacij o sistemu, procesih in varnostnih mehanizmih, zaradi česar so volivci 
začeli izražati višjo stopnjo zaupanja. Cilj je bil dosežen, saj se je volilna udeležba povečala 
(Hoover, 2015).  
Halifax 
Tudi področje Halifax je omogočilo dva načina glasovanja, in sicer e-volitve in glasovanje 
prek telefona. Z glasovanjem prek telefona so omogočili dostop do glasovanja tistim, ki niso 
imeli dostopa prek interneta, ter starejši oziroma računalniško manj pismeni populaciji. 
Alternativne možnosti glasovanja so omogočile razširitev možnosti izbire volivcev, s tem 
povečati volilno udeležbo in izboljšati stroškovno učinkovitost, hitrost štetja glasov, hitrost 
poročanja o rezultatih ter na tak način ohraniti integriteto volilnega sistema. Odgovorni so 
morali proučiti štiri področja pri uvedbi e-volitev, in sicer izbiro tehničnega izvajalca, 
zagotavljanje stopnje varnosti (izbrani sistem dvojne ovojnice), kakovost podatkov volivcev 
(nadzor nad podvajanjem) ter kredibilnost procesa revizije, ki je volivcem zagotavljala 
zaupnost. Za zagotovitev kredibilnosti procesa revizije so v Halifaxu spremenili zakonodajo, 
ki je urejala omenjeno področje (Mellett, 2015).  
Volivcem so omogočili, da se jim ni bilo treba predhodno registrirati in so lahko način 
glasovanja izbrali tik pred glasovanjem. Način glasovanja je bilo možno spremeniti tudi 
tekom postopka glasovanja (pričetek prek telefona, nadaljevanje pa bodisi prek glasovalne 
naprave ali osebnega računalnika). Glasovalci pa so imeli tudi možnost oddaje prazne 
glasovnice (Smith, 2016). Varnost in anonimnost sta bili zagotovljeni s procesom, ki je bil 
sestavljen iz več korakov. Po pošti je vsak volivec prejel razlago načinov oddaje ter PIN-
številko (za osebno identifikacijo), ki jo je uporabil za svojo identifikacijo pri glasovanju prek 
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interneta. Poleg PIN-številke je moral uporabnik vnesti še CAPTCHA-kodo33 in svoj rojstni 
datum. Varnost sistema je bila usmerjena na štiri ravni (Bousquet, 2012), in sicer:  
– prva raven je vključevala penetracijski test, kjer so poskušali nepooblaščeno vdreti 
v sistem; 
– druga raven je zajemala analizo sistema kriptiranja; 
– tretja raven je obravnavala revizijo celotnega volilnega procesa;  
– četrta raven pa je zajemala varnost celotnega omrežja in preprečevanje napadov in 
težav. 
Volivci so elektronske volitve v Halifaxu sprejeli pozitivno, vendar se volilna udeležba ni 
bistveno povečala, ker so lokalne volitve časovno sovpadale z zveznimi, zaradi česar je bila 
pričakovana udeležba nižja od siceršnje (Mellett, 2015). 
Kljub pozitivnim izidom poskusa in doseženim zastavljenim ciljem pa kanadska vlada na 
nacionalni ravni še nima priznanega sistema e-volitev. Reforma volilnega sistema v letu 
2016 je bila neuspešna, saj so raziskave pokazale, da bi sprememba volilnega sistema 
zahtevala tudi spremembe drugih vidikov volilnega zakona in parlamentarnega postopka, 
zaradi katerih pa bi bile demokratične pravice posameznikov lahko kršene. V letu 2017 je 
Urad za komunikacije objavil poročilo, v katerem odsvetuje uporabo spletnih volitev zaradi 
varnosti varovanja podatkov oziroma nevarnosti kibernetskih vdorov in pa nenaklonjenosti 
nacionalnih držav za sprejetje postopkov elektronskih volitev.34 
Osnovna primerjava vseh treh držav pri poskusnih projektih vpeljave e-volitev nam kaže, 
da je samo Norveška v celoti izvedla glasovanje prek interneta, medtem ko sta Estonija in 
Kanada uporabili kombinirano različico glasovanja s pomočjo volilnih naprav in klasičnega, 
papirnatega glasovanja.  
Estonija je uporabila transparentno predstavitev postopka glasovanja in se poslužila 
odprtokodnega programskega sistema, medtem ko Norveška in Kanada uporabita 
zaprtokodni programski sistem, ki na Norveškem izzove negativno kritiko tako strokovne 
kot laične javnosti in projekt začasno ustavijo.  
Uporaba odprtokodnega programskega sistema in velika informiranost ter tehnološki 
napredek držav se pri Kanadi in Estoniji izkažejo za uspešne, saj obe državi uspešno 
nadaljujeta z razvojem elektronskih volitev. 
                                                     
33 CAPTCHA je kratica, ki označuje test, s pomočjo katerega določimo, ali je uporabnik stroj ali človek, in s 
tem preprečimo npr. izpolnjevanje spletnih obrazcev s strani zlonamerne programske kode. 
Completely (popolnoma) Automated (samodejen, avtomatiziran) Public (javen) Turingov test. 
34  Celotna študija Cyber Threats To Canada's Democratic Process – povezava v virih. 
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Vir: Špolad (2016, str. 38) 
4.4 E-VOLITVE V SLOVENIJI 
E-volitve so v slovenski politični prostor vstopile že pred več kot desetimi leti. 
Slovenija je e-volitve v nadzorovanem okolju že uvedla, saj je volivcem s posebnimi 
potrebami na voliščih že omogočeno glasovanje prek posebnih elektronskih naprav, 
medtem ko so volitve v nenadzorovanem okolju že nekaj let politično mrtve. O poskusih 
uvedbe e-volitev v Sloveniji govorimo v letu 2003 s spremembo zakonodaje, Zakona o 
volitvah, ki je informacijsko-komunikacijski tehnologiji omogočila vstop v proces volitev. 
Vlada potrdi projekt e-volitve in pod okriljem Centra vlade za informiranje imenuje 
Projektni svet, katerega naloga je ocena izvedljivosti elektronskih volitev in možnosti 
izvedbe e-volitev na državnozborskih volitvah naslednjega leta. 
Uvedbo elektronskega glasovanja vlade lahko delimo na tri poskuse, ki pa niso bili uspešni. 
Prvi poskus uvedbe temelji na študiju Ministrstva za informacijsko družbo (Turk, 2004) in 
omenja tri faze na poti k e-volitvam: 
– faza 0 pomeni pripravljalno infrastrukturno fazo, v kateri naj bi: 
− se zagotovil razvoj formalnih mehanizmov potrjevanja organizacijskih, 
procesnih in informacijskih rešitev posameznih komponent sistema e-volitev; 
− vzpostavili elektronski volilni imenik, zasnovan na obdelavi informacij v realnem 
času; 
− razvoj mehanizmov za on-line dostop volilnih organov do volilnega imenika; 
76 
− zagotovili informatizacijo obstoječih volilnih procesov oziroma opravil, kjer to 
prinese neposredne koristi in nobenih tveganj. Informatizacija t. i. back-office 
podpore: preštevanje glasov, objava rezultatov, izdelava statističnih analiz; 
− vzpostavitev šifrirane, zanesljive in podvojene komunikacijske povezave volilnih 
organov do volilnega imenika ter postavitev varnostne pregrade in šifrirnih 
mehanizmov. Komunikacije bi lahko potekale prek interneta državnih organov 
ali interneta, dostopne pa bi morale biti ves čas volilnih opravil in na dan volitev. 
– v fazi 1 naj bi bila mogoča elektronska oddaja glasu s pomočjo elektronske 
glasovalne naprave: 
− na izbranih voliščih na predhodnih volitvah (namesto klasične papirne 
glasovnice se uporabi glasovalna naprava); 
− na domačem volišču; 
− na poljubnem volišču. 
– sledi faza 2, ki predvideva elektronsko glasovanje v nenadzorovanem okolju, torej 
oddaljeno glasovanje prek interneta. V tej fazi bi bilo že omogočeno: 
− elektronsko glasovanje na javno dostopnih mestih zunaj volišč;35 
− oddaljeno internetno glasovanje prek različnih komunikacijskih kanalov36. 
Uvajanje informacijsko-komunikacijske tehnologije v fazah 0 in 1 je po Turkovih besedah 
pogojno uresničljivo, medtem ko uvedba oddaljenega internetnega glasovanja »po vseh 
dostopnih podatkih razpoložljive tehnologije še ni na ravni, ki bi omogočala informatizacijo 
volitev v smislu FAZE 2« (Turk, 2004, str. 21). 
Uvedba e-volitev takratne vlade ni bila sprejeta ne s strani politike ne širše javnosti, pa tudi 
tehnično in procesno je bila neizvedljiva. 
Drugič se ideja o e-volitvah v Sloveniji pojavi leta 2007 kot posledica uspešno izvedenih 
državnih e-volitvah v Estoniji in prepričanja, da smo take volitve tehnološko sposobni izvesti 
tudi v Sloveniji. Tokrat se vlada in takratni minister Gregor Virant zavesta pomena 
naklonjenosti in podpore širše javnosti in politike. 
»Treba je predvsem prepričati politične stranke, da to ni nikakršen bavbav in da bi s tem 
omogočili določenemu delu populacije, da glasuje na enostavnejši način oziroma celo da 
del, ki ne namerava iti na volitve, opravi glasovanje« (Hočevar, 2007). 
                                                     
35   Volivec s pomočjo gesel, digitalnih potrdil ali biometrične identifikacije odda glas na poljubni javno 
dostopni e-točki, ki jo potrdi volilna komisija. Glasovanje se izvede na posebnih glasovalnih napravah ali 
na namenskih osebnih računalnikih. Na takih voliščih se lahko izvaja nadzor uradne volilne osebe ali ne, 
zahteva se on-line povezava (Turk, 2004). 
36  Postopek je enak kot pri prejšnjem glasovanju, le da je tu lahko omogočeno glasovanje s poljubne 
internetne točke in prek poljubnega komunikacijskega kanala (Turk, 2004). 
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Pojavita se dva predloga uvedbe e-volitev v slovenski prostor, in sicer takratne vlade in 
opozicije s Slavkom Gabrom in poslancem Markom Pavliho. Oba predloga tokrat e-volitve 
predstavijo kot  enostavno orodje, ki naj bi povečalo volilno udeležbo in s tem izboljšalo 
demokratični postopek. 
Oba predloga sta sledila vzoru Estoncev in sta predvidevala e-volitve v času predhodnih 
volitev s kvalificiranim digitalnim potrdilom. Da bi zagotovili svobodne in tajne volitve, pa 
sta predloga predvidevala možnost večkratnega glasovanja prek interneta, česar predhodni 
vladni predlog ni predvidel. Ostala pa bi tudi možnost tradicionalnih volitev, če bi se za to 
odločil volivec. Varnostni vidik uvedbe e-volitev pa je tista točka, v kateri se predloga 
razlikujeta.  
Vladni osnutek predloga je predvideval zaprtokodni sistem z možnostjo predhodne 
preverbe neodvisnih tujih strokovnjakov oziroma strokovnjakov, ki naj bi jih predlagale 
različne politične stranke. Ideja Gabra in Pavlihe pa je odprtokodni sistem, ki naj bi ga bilo 
mogoče »ves čas javno nadzorovati in tudi tako preprečevati »trojanske konje« in druge 
nepooblaščene vdore ter goljufije« (Pavliha, 2008). Zagotoviti pa bi bilo treba tudi dodaten 
uradni nadzor strokovnjakov. 
Slovenija je bila v tistem času ena od najuspešnejših držav pri uvedbi informacijsko-
komunikacijske tehnologije v vse veje javne uprave, uvedbo e-volitev pa v veliki meri 
povzema po takrat edini in najuspešnejši državi, ki jih je izvedla – Estoniji. V tabeli spodaj 
so navedene bistvene razlike in podobnosti med sistemoma uvajanja e-volitev.  
Tabela 5: Predlog e-volitev v Sloveniji v primerjavi s tistimi v Estoniji leta 2007 
Slovenija Estonija 
E-volitve kot predčasne volitve, od petega do 
drugega dne pred nedeljskimi volitvami. 
E-volitve kot predčasne volitve, od šestega do 
četrtega dne pred nedeljskimi volitvami. 
Volivec vstopi na spletni portal e-volitve. Enako 
Volivec se avtentificira z digitalnim potrdilom 
kateregakoli izdajatelja digitalnih potrdil za 
fizične osebe v Republiki Sloveniji. 
Volivec se lahko avtentificira samo z digitalnim 
potrdilom, ki ga izdaja država. 
Sistem preveri identifikacijo volivca z uporabo 
digitalnega potrdila za overjanje elektronskega 
podpisa, sistem ugotovi, ali je volivec vpisan v 
volilni imenik. 
Enako 
E-volivec vpiše dodatno geslo.37 Estonija te varovalke ni imela. 
                                                     




Centralni volilni informacijski sistem preveri 
veljavnost digitalnega potrdila ter enoznačno 
številko iz baze e-volilne karte. 
Estonija te varovalke ni imela. 
Centralni informacijski sistem preveri, ali je 
volivec vpisan v volilni imenik. 
Enako 
Centralni informacijski sistem ponudi e-volilno 
listo. 
Enako 
Volivec glasuje. Enako 
S klikom na gumb »pošlji« volivec odda svoj  
e-glas. 
Enako 
Volivec elektronsko podpiše e-volilni list in ga 
overi s kvalificiranim digitalnim potrdilom. 
Volivec elektronsko podpiše e-volilni list. Overi ga 
lahko samo s kvalificiranim potrdilom, ki ga izdaja 
država. 
Podatki se pošljejo v Centralni volilni 
informacijski sistem. 
Enako 
Volivec prejme elektronsko podpisano potrdilo, 
da je e-volil.. 
Enako 
Volivec ima do četrtka pred nedeljskimi 
volitvami možnost preveriti podatke o svojem 
e-glasu. 
Estonci te možnosti niso imeli. 
Volivec ima možnost večkratnega glasovanja. Enako 
Volivec ima možnost, da se odloči za glasovanje 
na tradicionalen način. 
Enako 
V četrtek ob 19. uri se e-glasovanje konča,  
e-volilna skrinjica (podatki o volivcih in glasovi) 
se zaščiti. 
Enako 
Volivec lahko od petka do nedelje prekliče e-
glas, tako da  voli tradicionalno. 
Enako 
Po 19. uri oziroma ob koncu volitev se opravi 
anulacija preklicanih e-glasov in večkrat 
oddanih e-glasov. 
Enako 
Odpiranje e-skrinjice z digitalnimi ključi. Enako 
Z digitalnimi ključi se razdružita glas in 
identiteta volivca. 
Enako 
E-glasovi se posredujejo v centralno bazo 
glasov in združijo z drugimi. 
Enako 
Vir: Predlog Zakona o spremembah in dopolnitvah Zakona o volitvah v državni zbor (2007) 
Naklonjenost e-volitvam se kljub drugačnemu pristopu in sodelovanju ter obsežnim 
razpravami s širšo javnostjo kaže tudi v politični sferi. Noben od obeh predlog ni mel 
zadostne podpore, saj je bilo zagotavljanje varnosti še vedno ena izmed glavnih slabosti 
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sistema, ki je ni bilo moč odpraviti. Kljub vsemu je pri tradicionalnem načinu papirnate 
glasovalnice moč vnovič prešteti, medtem ko je mnenje nasprotnikov, da »se glas, oddan 
po elektronski poti, 'nekam' zapiše, potem pa kakršenkoli dokaz, ki bi preživel razpad 
elektronskega volilnega sistema, izgine v 'črni luknji'« (Kalin v Cerar, 2007), kar je v 
nasprotju s konceptom dveh ovojnic.38 
Elektronska oddaja volilnega glasu mora zagotoviti kombinacijo treh dejavnikov – zaupanja, 
anonimnosti in transparentnosti celotnega postopka. »Povprečni volivec v klasičnem 
papirnatem glasovanju najde zadovoljive stopnje omenjenih lastnosti in zato sistemu in 
rezultatom volitev zaupa,« meni Jesenšek in poudarja, da »e-volitve na daljavo tovrstnega 
zaupanja volivcev (še) nima, zato ga je potrebno vzpostaviti – le tako bo sicer tehnološko 
lahko dokaj dovršena rešitev zaživela tudi v praksi«. 
Tretji poskus e-volitev se prične z novo vlado že leta 2008, ko ta ustanovi delovno skupino, 
ki se je ukvarjala s spremembami Zakona o volitvah in v sklopu tega tudi z uvedbo 
elektronskih volitev.  
V delovno skupino so bili povabljeni ustavnopravni strokovnjaki ter predstavniki vseh 
parlamentarnih strank, a je bil interes posameznikov nizek, predvsem zaradi zadržanosti 
glede varnosti in tajnosti, kljub temu da je takratna ministrica Pavlinič-Krebsova izrazila 
optimizem nad uvedbo e-volitev in potrdila robustnost varnostnega vidika e-volitev, kar pa 
ni prepričalo politikov za spremembo zakonodaje. V letu 2009 se vseeno pojavljajo pobude 
za e-volitve na ravni posameznih občin/lokalne samouprave, kjer pa je težavno določiti 
nosilca izvedbe, zato projekt zaustavijo. 
Projekt vpeljave elektronskih volitev kot pobudo dela naslednje vlade do prvih nacionalnih 
volitev najdemo v Delovnem osnutku koalicijskega sporazuma o sodelovanju v Vladi 
Republike Slovenije za mandatno obdobje 2014–2018, ki pa je prav tako ostal samo na 
papirju. 
»Projekt bomo začasno dali v predal in ko bo politika zrela, da sprejme to odločitev, ga bo 
nekoč neki moj naslednik potegnil iz predala« (Virant v Ropret, 2007). Če pa bi prišlo do 
realne možnosti uvedbe e-volitev, bi bilo vsekakor »smiselno predhodno preveriti tudi 
javno mnenje glede e-volitev« (Kričej, 2010), javnomnenjskih raziskav o udeležbi pa ni.39 
                                                     
38 Koncept dveh ovojnic je razložen v poglavju E-volitve v Estoniji 
39  Anketa v letu 2010 na portalu E-demokracija, katere namen je bil ugotoviti, ali bi uporaba interneta in 
mobilnega telefona vplivala na udeležbo na volitvah in referendumih. Odziv je bil premajhen, da bi lahko 
govorili o reprezentativnosti rezultatov. 
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4.5 RAZVOJ, STANJE IN UPORABA INTERNETA V SLOVENIJI 
Uporaba interneta je ključni dejavnik uveljavljanja e-volitev. Ker je infrastruktura 
elektronskih komunikacij, ki omogoča visokohitrostni dostop do interneta, ključna za 
njegovo delovanje in uporabo, moramo dostop do te infrastrukture vse bolj razumeti kot 
osnovno človekovo pravico.40 Izključitev od te tehnologije dejansko pomeni nekakšno 
izključitev iz sodobne družbe, zato si države prizadevajo omogočiti enostavno dostopnost 
interneta čim širšemu delu prebivalstva tudi na odmaknjenih območjih. Estonija je na 
primer kot prva država določila, da ima vsakdo pravico dostopa do interneta, ki jo lahko 
brezplačno uresničuje tudi v javnih knjižnicah. Na Finskem pa od 1. julija 2010 internetna 
povezava velja za univerzalno storitev41 (Damjan, 2011, str. 361). 
Agencija za komunikacijska omrežja in storitve Republike Slovenije je v letu 2018 določila, 
da med univerzitetne storitve uvrsti tudi širokopasovni internet. S to spremembo bo 
zagotovljena tudi univerzalna dostopnost prihodnjih naprednih storitev, kot so npr.  
e-volitve, nove storitve e-zdravje itd. (AKOS, 2018).42 
Razvoj in uporaba interneta sta odvisna od širokopasovne infrastrukture, zato je pri 
usmerjanju razvojnih aktivnosti treba upoštevati dejstvo, da sta gospodarski in splošni 
razvoj v sodobni digitalni družbi neposredno povezana z razvojem visokokakovostne 
širokopasovne infrastrukture.43  
Glede na indeks digitalnega gospodarstva družbe je napredek Slovenije pri uporabi 
internetnih storitev in opravljenih digitalnih javnih storitvah večji. Prav tako ostaja nad 
povprečjem EU pri vključevanju digitalne tehnologije, vendar pa pod povprečjem, kar 
zadeva povezljivost. Uvedba in razširjenost hitre in mobilne širokopasovne povezave 
napredujeta počasneje, kot je bilo načrtovano. Večje prizadevanje za izboljšanje 
povezljivosti je nujen predpogoj za uspešno digitalno preobrazbo v Sloveniji (Indeks 
digitalnega gospodarstva in družbe 2018, poročilo o državi – Slovenija, 2018). 
                                                     
40  V 39. členu Ustave RS je zapisana pravica do svoboda izražanja, kar internet prav gotovo je (Ustava RS, 
Uradni list RS, št. 33I/91-I, 42/97, 66/00, 24/03, 69/04, 69/04, 69/04, 68/06). 
41  Univerzalna storitev je trajno, redno in nemoteno izvajanje zakonsko določenih poštnih storitev (AKOS, 
2018). 
42  Prenosna hitrost bo 4 Mbit/s k uporabniku in 512 kbit/s od uporabnika (AKOS, 2018). 
43 Med osnovna širokopasovna omrežja štejemo ADSL (z asimetričnim digitalnim naročniškim vodom do 
omrežij ADSL2+), s standardnimi kabli (npr. standard DOCSIS 2.0), mobilnimi omrežji (UMTS, 2G, 3G, 4G in 
LTE) in satelitskimi sistemi. V Republiki Sloveniji delujejo štirje operaterji elektronskih komunikacij z lastnim 
mobilnim omrežjem. Večina od njih s signalom UMTS/3G pokriva več kot 90 % prebivalstva v Sloveniji, dva 
pa imata tudi že delujoči omrežji LTE/4G, ki omogočata prenosne hitrosti do nekaj deset Mb/s (AKOS, 
2018). 
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Slika 10: Pokritost mobilnega omrežja z možnostjo dostopa do interneta 
 
Vir: Telekom Slovenije (2018) 
V Sloveniji je 98 % prebivalstva pokritega s širokopasovnim internetom. Razširjenost 
fiksnega širokopasovnega interneta je 77 % in ostaja blizu povprečja EU (75 %). Kot 
navedeno v Strategiji razvoja informacijske družbe 2020, si je Slovenija določila cilje, po 
katerih naj bi do leta 2020 za 96 % svojega prebivalstva priskrbela internetno povezavo s 
hitrostjo vsaj 100 Mbps, za ostale 4 % pa vsaj 30 Mbps, s čimer bi presega cilje iz Evropske 
digitalne agende.44 Poleg tega sta Ministrstvo za javno upravo in AKOS skupaj sprožila 
pobudo za prvo pilotno testiranje in prihodnjo uporabo tehnologije 5G v slovenskih 
mestih.45 
Po podatkih Statističnega urada Republike Slovenije je v prvem četrtletju 2017 imelo 
računalnik 80 % gospodinjstev, dostop do interneta pa 82 % gospodinjstev (v 2016: 78 %). 
Vsakodnevna uporaba interneta med osebami, starimi 16–74 let, je 97 %, opazna je manjša 
razlika med starostnimi skupinami od 65 do 74 let, kjer je odstotek uporabe manjši (92 %), 
vendar znatno večji kot leto poprej (v 2016: 75 %). Še vedno pa je zaskrbljujoč podatek, da 
kar 18 % oseb interneta do zdaj še ni uporabljalo.  
                                                     
44  Evropska skupnost si je do leta 2020 zadala dva cilja: omogočiti dostop do internetne povezave hitrosti 
nad 30 Mb/s vsem prebivalcem EU in stalno povezanost v splet vsaj polovice gospodinjstev s hitrostjo nad 
100 Mb/s (Načrt razvoja širokopasovnih omrežij naslednje generacije do leta 2020, 2014). 
45  Celotna raziskava DESI (2018).  
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Grafikon 3: Redni uporabniki interneta v Republiki Sloveniji 
 
Vir: Statistični urad Republike Slovenije (2018) 
Gospodarski in splošni razvoj v sodobni digitalni družbi je tesno povezan z razvojem 
infrastrukture telekomunikacij in s tem širokopasovnega interneta. Z omogočanjem 
dostopa do interneta država prebivalstvu posredno ponuja izjemne priložnosti za 
naslavljanje gospodarskih, družbenih in okoljskih izzivov, zato je ključni dejavnik 
prihodnjega gospodarskega in družbenega razvoja in je tako v močnem javnem interesu 
(Indeks digitalnega gospodarstva in družbe 2018, poročilo o državi – Slovenija, 2018). 
Vedno hitrejši razvoj informacijsko-komunikacijskih tehnologij družbi prinaša koristi, po 
drugi strani pa vpliva na pojav vedno novih in tehnološko vse bolj dovršenih kibernetskih 
groženj. Najbolj pereča težava vpeljave elektronskih volitev pa je kibernetska varnost.  
Strategija kibernetske varnosti določa ukrepe za vzpostavitev celovitega sistema 
zagotavljanja visoke ravni kibernetske varnosti (Digitalna preobrazba Slovenije, 2018, str. 
10). 
Na podlagi Strategije razvoja informacijske družbe do leta 2020 – Digitalna Slovenija 2020 
in vizije Republike Slovenije, da s pospešenim razvojem digitalne družbe izkoristi razvojne 
priložnosti informacijsko-komunikacijskih tehnologij in interneta, pri čimer se osredotoča 
na digitalno infrastrukturo in kibernetsko varnost, je Republika Slovenija v letošnjem letu 
podpisala deklaracijo o tehnologiji veriženja podatkovnih blokov ter se s tem skupaj z EU 
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5 TEHNOLOGIJA VERIŽENJA PODATKOVNIH BLOKOV 
Tehnologija veriženja podatkovnih blokov (angl. Blockchain) je postala bolj poznana v 
zadnjih desetih letih s pojavom t. i. kriptovalut46. Dejansko pa se je koncept tehnologije 
prvič postavil leta 1991, ko sta Stuart Haber in W. Scott Stornetta objavila članek, v katerem 
sta predstavila rešitev problematike, povezane s časovnih žigosanjem dokumentov, ki so 
predstavljali vhodni parameter zgoščevalne funkcije, ki je na svojem izhodu vrnila v verigo 
povezane elemente (Haber & Stornetta, 1991). Ta koncept so kasneje leta 1993 Bayer, 
Haber in Stornetta nadgradili z uporabo t. i. Merklovih dreves in na tak način še dodatno 
izboljšali učinkovitost delovanja z združevanjem večjega števila dokumentov v en skupek 
podatkov – podatkovni blok (Merckle, 1988; Bayer, Haber & Stornetta, 1993). 
Prva uspešna implementacija koncepta veriženja podatkovnih blokov je bila zaključena leta 
2008, ko je Satoshi Nakamoto implementiral kriptovaluto Bitcoin. Centralni del Bitcoina je 
bil podprt s tehnologijo veriženja podatkovnih blokov in je s tem postal prva digitalna 
valuta, ki je rešila problem dvojne porabe digitalnega denarja. Dvojna poraba je velika 
potencialna težava digitalnega denarja, saj je digitalni denar kot vsako digitalno sredstvo 
enostavno skopirati in ga porabiti več kot enkrat. Običajno se te probleme rešuje z uvedbo 
centralnega, nadzornega organa, ki vodi evidenco nad digitalnimi sredstvi in njihovo 
porabo. Bitcoin pa je prvi sistem, ki je to problematiko rešil brez uporabe centralnega, 
nadzornega organa (več kot enojne) porabe Bitcoina, ne da bi potrebovali nek nadzorni 
organ (The Economist, 2015). Rešitev, ki jo je predstavil Satoshi Nakamoto, je temeljila na 
kriptografskem dokazu in zaradi tega omogoča dvema osebama, da brez posredovanja 
tretje entitete izvedeta transakcijo, potrjeno s t. i. procesom rudarjenja47 (Nakamoto, 
2008). 
Tehnologija veriženja podatkovnih blokov je postala prepoznavna predvsem zaradi svojih 
ključnih lastnosti (Zheng idr., 2017): 
– anonimnosti; 
– transparentnosti;  
– trajnosti podatkov in 
– decentralizacije. 
                                                     
46  Kriptovaluta je elektronski denar oziroma menjalno sredstvo, ki je oblikovano za neposredno izmenjavo 
informacij. Kriptovalute omogočajo zasebnost uporabnikov, decentraliziran nadzor nad legitimnostjo valut 
in uporabljajo kriptografijo za zaščito transakcij. 
47  Rudarjenje kriptovalut je proces beleženja in potrjevanja transakcij s pomočjo deskripcije bloka, ki se nato 
zapiše v »glavno knjigo transakcij« oz. verigo podatkovnih blokov (angl. blockchain) (Svet kapitala, 2018). 
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Te lastnosti omogočajo, da so podatki zapisani v transakcije, ki pa so sestavni del omrežja. 
Transakcije se v to omrežje prenesejo in shranjujejo pri vseh deležnikih omrežja naenkrat. 
V tem primeru govorimo o decentraliziranem omrežju, ki je zaradi svoje arhitekture 
robustnejše in odporno na potencialne izpade posameznih delov omrežja (Bracamonte & 
Okada, 2017).   
Za visoko stopnjo varnosti in zaupanja pa tehnologija veriženja podatkovnih blokov poskrbi 
s pomočjo kriptografije (Hölbl, Hrgarek, Kompara & Turkanović, 2018). Podatki se pri 
tehnologiji veriženja podatkovnih blokov zapisujejo v skupno deljeno in nespremenljivo 
evidenco zapisov med vse deležnike omrežja, kar omogoča visoko stopnjo transparentnosti 
(Pustisek, Kos & Sedlar, 2016). 
5.1 OPREDELITEV TEHNOLOGIJE VERIŽENJA PODATKOVNIH BLOKOV 
Tehnologija veriženja podatkovnih blokov (angl. Blockchain) je opredeljena kot 
porazdeljena podatkovna baza, ki hrani in vzdržuje naraščajoč seznam zapisov oziroma 
podatkovnih blokov. V posameznem zapisu/podatkovnem bloku sta zabeležena časovni žig 
nastanka in povezava do predhodnega zapisa/bloka (Greenberg, 2011). 
Podrobneje lahko tehnologijo veriženja podatkovnih blokov opredelimo kot porazdeljeno, 
digitalno, časovno posodobljeno in kriptografsko šifrirano podatkovno bazo, kjer se podatki 
izmenjujejo prek omrežja do različnih uporabnikov. V podatkovni bazi so vidni vsi podatki 
o posameznih zapisih, vendar istočasno zagotavlja anonimnost posameznikov. Podatkovna 
baza, ki je predstavljena v podatkovni verigi, je transparentno vidna vsem posameznikom 
v mreži, ampak se lahko posodablja samo ob konsenzu (strinjanju/potrditvi) večine 
sodelujočih. Ključna lastnost tehnologije veriženja podatkovnih blokov je ireverzibilnost 
zapisov: ko so podatki enkrat zabeleženi v podatkovni bazi/podatkovni verigi, se ne morejo 
več izbrisati (Deloitte, 2016a, str. 6). 
Pri tehnologiji veriženja podatkovnih blokov sta v podatkovni bazi/podatkovni verigi 
zapisana dva tipa zapisov, in sicer zapisi o transakcijah in zapisi o podatkovnih blokih.  
Podatkovni bloki imajo zapisane serije veljavnih transakcij, ki so zapisane in šifrirane v 
Merklova (hash) drevesa, ki omogočajo učinkovito in varno preverjanje vsebine velikih 
podatkovnih struktur. V podatkovnih blokih je zapisan podatek o predhodnem 
podatkovnem bloku v blokovni vrsti, s katero sta povezana. Sama oblika namreč ni zadosten 
pogoj, da lahko govorimo o veriženju podatkovnih blokov, zato je ključna njuna 
medsebojna povezava v verigo (The Economist, 2015). 
Pragmatično si lahko verigo podatkovnih blokov predstavljamo kot običajno datoteko 
(podatkovno strukturo), v kateri je zabeleženo, kako so podatki logično združeni in 
shranjeni. Verigo podatkovnih blokov si lahko predstavljamo kot knjigo, kjer so podatkovni 
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bloki prestavljeni kot strani v knjigi. Vsebina poglavja knjige je vsebina zaporednih 
podatkovnih blokov. Vsebina v podatkovnih blokih pa je opredeljena gleda na uporabo 
verige. Če bi se iz knjige listi iztrgali in naključno pomešali, bi lahko še vedo sestavili prvotno 
zgodbo. Podobno je tudi pri podatkovnih blokih, kjer ima vsak podatkovni blok svoje ime, 
ki je opredeljeno s t. i. zgoščeno vrednostjo, ki pa je zgrajena na osnovi zgoščene vrednosti 
predhodnega podatkovnega bloka (Mougayar, 2016). 
5.1.1 Delovanje tehnologije veriženja podatkovnih blokov 
Vsebinsko si lahko torej verigo podatkovnih blokov predstavljamo kot razpršeno javno 
knjigo, v kateri so zabeležene in se lahko preverijo vse opravljene transakcije (Mougayar, 
2016). Tehnično pa si lahko verigo podatkovnih blokov interpretiramo kot podatkovno 
bazo, ki je bila inicialno namenjena beleženju digitalnih transakcij. Veriga podatkovnih 
blokov je porazdeljena med različnimi računalniki – vozlišči (angl. Node), ki imajo 
nameščeno programsko opremo, s katero preverjajo pravilnost transakcij, ki so del verige 
podatkovnih blokov in sodelujejo pri izdelavi/gradnji novega podatkovnega bloka, v 
katerega se vključijo nove transakcije. Ključnega pomena je, da vsako izmed vozlišč pri sebi 
hrani celotno verigo blokov (Konstanjšek, 2017). 
Zaradi porazdeljenosti lahko pride do trenutka, kjer dve (ali več) vozlišči istočasno pošljeta 
v omrežje nov blok, kjer en del omrežja gradi eno vejo, drugi del omrežja pa drugo vejo 
verige podatkovnih blokov, odvisno od tega, kateri blok je po omrežju pripotoval hitreje. 
To problematiko se rešuje s pravilom, da vozlišča vedno dodajajo nove bloke na konec 
najdaljše verige. Možnost, da omrežje naslednji blok na vsaki izmed vej ponovno zgradi 
istočasno, se znižuje s številom dodanih blokov. Končen rezultat tega pravila je to, da bo 
prevladala ena veja, ki bo kasneje postala glavna, s tem pa se bodo ostale transakcije v 
ostalih vejah razveljavile (Konstanjšek, 2017). 
Slika 11: Gradnja verige podatkovnih blokov 
 
Vir: Konstanjšek (2017, str. 23) 
V verigi podatkovnih blokov lahko sodeluje vsak, saj je sodelovanje javno in prostovoljno. 
Glavni motiv sodelovanja posameznikov pri takšnem omrežju je možnost nagrade za 
opravljeno delo. Vsa vozlišča, ki sodelujejo pri posamezni verigi podatkovnih blokov, 
tekmujejo med seboj pri izdelavi novega veljavnega bloka, kjer se rešuje računski/ 
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matematični problem, s čimer se dokaže, da je bilo v izdelavo novega bloka vloženo neko 
delo (Kostanjšek, 2017). 
Tipična arhitektura omrežja pri upravljanju verig podatkovnih blokov je t. i. arhitektura vsak 
z vsakim (angl. Peer-To-Peer/P2P), kjer enakovredne naprave med seboj in z uporabo 
protokolov za potrjevanje validirajo nove podatkovne bloke. Pri verigi podatkovnih blokov 
je zaradi mehanizmov nemogoče oziroma zelo težko spreminjati zapise in stanja za nazaj. 
Če bi želeli spremeniti podatke za nazaj, bi morali poleg prvega spremenjenega bloka 
spremeniti še vse naslednje, in to v večinskem dogovoru z vsemi vpletenimi v omrežju. 
Verige podatkovnih blokov so varne zaradi svoje arhitekturne zasnove in so primer 
razsežnega računskega sistema z visoko tolerantnostjo Bizantinove napake. Tehnologijo 
veriženja podatkovnih blokov zagotavlja razpršenost sistema in je zaradi tega ustrezna za 
beleženje dogodkov, medicinskih in zdravstvenih zapisov, finančnih transakcij in podobnih 
upravljavskih aktivnosti (Mougayar, 2016). 
Struktura posamezne verige podatkovnih blokov je odvisna od njihove implementacije, 
zaradi česar so si lahko posamezne verige podatkovnih blokov med seboj različne. Vseeno 
pa imajo verige podatkovnih blokov isti koncept delovanja. V nadaljevanju je opisan 
koncept delovanja pri verigi podatkovnih blokov pri implementaciji Bitcoina kot prve izmed 
uspešnih implementacij verige podatkovnih blokov (Nakamoto, 2008). 
Verigo podatkovnih blokov sestavljajo bloki, v katerih je zabeleženih več transakcij, za 
katere se predpostavlja, da so se zgodile ob istem času. Bloki se vedno samo dodajo v 
verigo, medtem ko jih za nazaj ni možno ne odstraniti ne spremeniti. V vsakem bloku so 
zapisani časovni žig nastanka, zgoščena (t. i. hash) vrednost glave predhodnega bloka, 
naključna vrednost (ki jo pri rudarjenju izberejo vozlišča z ugibanjem na način, da se 
zgoščena vrednost tako sestavljenega bloka začne s predhodno določenim številom ničel) 
ter korensko vozlišče t. i. Merklovega drevesa transakcij (Kostanjšek, 2017).  
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Slika 12: Primer poenostavljene verige blokov 
 
Vir: Kostanjšek (2017, str. 8) 
Veriga podatkovnih blokov je varna zaradi tega, ker vsebuje zgoščene vrednosti 
predhodnega bloka. To predstavlja zaščito v primeru, da želi nekdo spremeniti vrednost 
ene izmed obstoječih transakcij, saj bi bilo treba na novo izračunati vse podatkovne bloke 
od tistega trenutka dalje, kar pa je praktično nemogoče (Kostanješ, 2017). Za varnost pa ni 
poskrbljeno samo zaradi strukture podatkovne verige, ampak dejstva, da omrežje 
zagotavlja varnost s konceptom nagrajevanja, ki je lahko vrsta dokazila o delu (angl. Proof 
Of Work) ali dokazila o deležu (angl. Proof of Stake) (Kostanješ, 2017). 
Koncept dokazila o delu temelji na uporabljeni računalniški moči in povezanih stroških 
energije. Glavna lastnost takšnega načina je, da je za pridobitev prave zgoščene vrednosti 
bloka (rešitev matematičnega problema) treba vložiti velike količine dela (v obliki 
procesorske moči) in energije (elektrike), ki se porablja za delovanje strojne opreme. Če je 
za rešitev treba vložiti veliko dela, je za preverbo tipično to, da je hitra in enostavna. 
Kdorkoli lahko namreč objavljeno vrednost sam preveri, če se ujema z vrednostjo, ki je 
zapisana v njegovem podatkovnem bloku (Tapscott, & Tapscott, 2016). Dolžina verige 
blokov izraža količino vloženega dela – daljša kot je veriga, več dela je bilo vloženega. Če je 
veliko uporabnikov poštenih, potem bo poštena veriga rastla hitreje kot katerakoli druga. 
Če bi želel potencialni napadalec spremeniti vsebino enega izmed obstoječih/preteklih 
blokov, bi moral ponovno izvesti količino dela, ki ga predstavlja ta blok, in vseh nadaljnjih 
blokov ter preseči vložen trud ostalih poštenih uporabnikov na vseh ostalih kopijah sistema 
istočasno. Možnost, da bi napadalec dohitel trenutni blok, pada z eksponentno stopnjo 
vsakič, ko se doda nov blok (Nakamoto, 2008, str. 3). Ravno potratnost rudarjenja 
(izračunavanja matematičnih nalog) povečuje varnost tehnologije veriženja podatkovnih 
blokov (Catalini & Gans, 2016, str. 10).  
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Pri dokazilu o delu pa je ravno energijska potratnost izpostavljena kot ena izmed slabih 
lastnosti, saj je velik delež nagrade, porabljen za stroške energije in strojne opreme. Poleg 
tega pa je pri tem konceptu izpostavljena tudi časovna neučinkovitost, saj lahko določene 
potrditve trajajo dolgo časa (tudi eno uro ali več) (Kwon, 2015). 
Drugi koncept nagrajevanja pa je dokazilo o deležu (angl. Proof of Stake), kjer je delež dokaz 
lastništva (Poelstra, 2015, str. 8). Ta koncept predpostavlja, da udeleženci investirajo in 
hranijo določeno vrednost žetonov ali sredstev (Tapscott & Tapscott, 2016). Verjetnost, da 
bo uporabnik dobil nagrado pri rudarjenju, je odvisna od količine sredstev (deleža), ki jih 
uporabnik ima v svoji lasti – večji kot je delež, večja je verjetnost, da bo uporabnik dobil 
nagrado ob potrditvi bloka (Chuen, 2015, str. 47). Prav tako pa so uporabniki, ki imajo 
največje deleže, najbolj zainteresirani za zagotavljanje in vzdrževanje varnega omrežja, saj 
bi v primeru izpada bila njihova izguba največja (BitFury Group, 2015, str. 2). 
Koncept nagrajevanja po deležu je drugi najbolj razširjen način nagrajevanja. V primerjavi 
s konceptom dokazila o delu je koncept nagrajevanja po deležu hitrejši pri potrjevanju 
transakcij in je manj potraten pri energiji in računalniški moči (Swan, 2015, str. 84). Pri tem 
načinu so zmanjšani stroški vzdrževanja omrežja in vstopne ovire, vendar pa ravno ti dve 
lastnosti povečata ranljivost pred vdorom, saj ta koncept ne vsebuje pobude za sledenje le 
eni različici verige. V primerjavi s konceptom dokazila o delu, kjer mora potencialni 
napadalec obvladovati več kot 50 % procesorske moči, mora pri konceptu dokazila o deležu 
upravljati oziroma si lastiti več kot 50 % vrednosti omrežja (Chuen, 2015, str. 47). Če so 
sredstva razpršena enakomerno, obstaja večja verjetnost razcepitve in potencialnega 
napada na sistem, če pa so sredstva skoncentrirana v manjšem številu uporabnikov, obstaja 
možnost selektivnega in centraliziranega potrjevanja transakcij. Istočasno pri tem konceptu 
obstaja nevarnost, da lastniki večjega deleža sredstev ne bodo želeli razdeljevati svojih 
sredstev, saj ta predstavljajo njihovo moč v omrežju (BitFury Group, 2015). 
5.2 LASTNOSTI TEHNOLOGIJE VERIŽENJA PODATKOVNIH BLOKOV 
Tehnologija veriženja podatkovnih blokov je opredeljena kot porazdeljena, digitalno, 
časovno posodobljena in kriptografsko šifrirana podatkovna baza, kjer se podatki 
izmenjujejo prek omrežja do različnih uporabnikov. V nadaljevanju bodo opisane ključne 
lastnosti obravnavane tehnologije, ki so (Deloitte, 2016a, str. 6): 
– distribuirana moč; 
– zasebnost; 
– mrežna integriteta; 
– vrednost kot spodbuda; 
– ohranjanje pravic in 
– vključenost. 
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5.2.1 Distribuirana moč 
Pri tehnologiji veriženja podatkovnih blokov se moč distribuira prek celotnega vrstniškega 
omrežja (angl. peer-to-peer network /P2P network) brez enotne entitete, ki bi koordinirala 
ali kontrolirala aktivnosti. Centralna entiteta/posrednik je pri tehnologiji veriženja 
podatkovnih blokov odpravljen, saj lahko uporabniki zaupajo sistemu javnih baz podatkov, 
ki so decentralizirano in distribuirano shranjeni ter vzdrževani pri številnih uporabnikih 
omrežja. Vse razpršene in decentralizirane podatkovne baze so med sabo konsistentne in 
ažurne (Swan, 2015). Sistem velja za distribuiran, če ne obstaja enotni 
element/komponenta, ki lahko ogrozi celoten sistem (Drescher, 2017, str. 17). 
Distribuirano omrežje je vedno decentralizirano, vendar pa ni vsako decentralizirano 
omrežje tudi distribuirano. Distribuirano omrežje namreč temelji na sodelovanju številnih 
uporabnikov, med katerimi je razdeljeno upravljanje omrežja ter tudi druge funkcije, 
medtem ko decentralizirano opredelimo kot delovanje omrežja, ki ni odvisno samo od 
enega elementa ali komponente. Večja kot je porazdeljenost funkcij med večjim številom 
uporabnikov, bolj lahko govorimo o popolni distribuiranosti omrežja/sistema (Chuen, 2015, 
str. 46).  
Glavne prednosti distribuiranih sistemov so (Tanenbaum & Van Steen, 2007): 
– večja računska moč (z vsakim dodanim posameznikom se računska moč poveča); 
– delitev stroškov, višja stopnja zanesljivosti (izpad enega izmed 
posameznikov/računalnikov ne vpliva na delovanje celotnega sistema); 
– doseganje naravne rasti (dodajanje novih računalnikov ali povečanje zmožnosti 
trenutnih računalnikov). 
Slika 13: Grafični prikaz različnih oblik komunikacij v omrežju 
 
Vir: Baran (1964) 
5.2.2 Varnost 
Tehnologija veriženja podatkovnih blokov vsebuje po svoji zasnovi veliko varnostnih 
mehanizmov, ki omogočajo višjo stopnjo zaupnosti in pristnosti, medtem ko istočasno 
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otežujejo različne kršitve (Tapscott & Tapscott, 2016, str. 39–40). Med različne kršitve 
oziroma nepošteno ravnanje lahko vključimo: poizkus izvajanja transakcij v imenu drugega, 
potrjevanje neveljavnih transakcij, zavrnitev obdelovanja transakcij itd. Če bi prišlo do 
nedovoljenega spreminjanja podatkov (v strukturi drevesa transakcij ali v glavi bloka), bi to 
povzročilo nekonsistentnost podatkovne baze, kar bi preprečilo potrditev spremembe.  
Tehnologija veriženja podatkovnih blokov deluje objektivno in zaradi tega zahteva in 
zagotavlja pravilnost ter konsistentnost medsebojno povezanih zgoščenih vrednosti 
(Drescher, 2017). Razdelitev transakcij v časovno urejene bloke, ki so medsebojno 
kriptografsko povezani, zagotavlja nespremenljivost in končnost posameznih transakcij 
(podatkov) (BitFury Group & Garzik, 2015, str. 7).  
Pri verigah podatkovnih blokov je sicer možno doseči spremembe v že obstoječih 
podatkovnih blokih, vendar se izkaže, da so s tem povezani izjemni stroški, ki so odvisni od 
računskih stroškov, povezanih z reševanjem matematične formule/uganke. Z 
zagotavljanjem visoke stopnje varnosti mora biti matematična formula/uganka čim bolj 
kompleksna (Okupski, 2016). S časom, ko se veriga podatkovnih blokov podaljšuje, postane 
tudi bolj odporna proti nedovoljenim posegom/prirejanjem, saj je bilo v izgradnjo verige 
podatkovnih blokov vloženo veliko računskega dela in energije (Catalini & Gans, 2010, str. 
9). 
5.2.3 Zasebnost 
Pri tehnologiji veriženja podatkovnih blokov ni nobene centralne nadzorne entitete/ 
avtoritete, ki bi zahtevala razkrivanje entitete udeležencev. Transakcije so pri tehnologiji 
veriženja podatkovnih blokov referencirane na naslov posameznika, ki deluje kot njegov 
alias (Athey, Catalini & Tucker, 2017). Različni sistemi lahko na različne načine vplivajo/ 
zvišujejo stopnjo zasebnosti (uporaba novega javnega ključa za vsako transakcijo; 
zakrivanje transakcij s pomešanjem različnih transakcij; vpeljava posrednikov itd.) (Catalini 
& Gans, 2016, str. 13–14). Pri tej tehnologiji uporabnik določi, katere podatke bo uporabljal 
in kako bo z njimi upravljal (Kokelj, 2017). 
5.2.4 Mrežna integriteta 
Integriteta je pri tehnologiji veriženja podatkovnih blokov vzpostavljena skozi tri glavne 
komponente, in sicer (Drescher, 2018, str. 6): 
– podatkovno integriteto: podatki, ki se uporabljajo in so zabeleženi, so popolnoma 
točni in brez neskladij; 
– vedenjsko integriteto: sistem deluje (se vede) na način, kot je bil načrtovan, in kot 
tak ne vsebuje logičnih napak; 
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– varnostno integriteto: sistem lahko omeji dostop do podatkov in funkcionalnosti le 
za pooblaščene uporabnike. 
Integriteta se izkazuje tudi prek dejstva, da se lahko prek tehnologije doseže resnično stanje 
lastništva nad sredstvi in zagotavlja, da ima samo dejanski lastnik možnost prenesti 
lastništvo na druge uporabnike (Drescher, 2017, str. 47). Uporabniki predpostavljajo, da bo 
proces poskrbel za integriteto po omrežju oziroma pri nasprotnih  uporabnikih. Dejanja, ki 
ne temeljijo na principih integritete, so namreč nemogoča oziroma zahtevajo izjemne 
količine časa, denarja in energije (Tapscott & Tapscott, 2016, str. 30–33). 
5.2.5 Vrednost kot spodbuda 
Tehnologija veriženja podatkovnih verig motivira deležnike prek kompenzacij/nagrad za 
nadgrajevanje in vzdrževanje sistemov. Ker so vsi udeleženci motivirani z isto 
kompenzacijo/nagrado, postane njihovo vedenje sledljivo (Tapscott & Tapscott, 2016, str. 
36–37). Instrumenti nagrajevanja uporabnikov morajo biti čim manj invazivni v cilje in 
vrednote tehnologije veriženja podatkovnih blokov. Idealne lastnosti instrumentov 
nagrajevanja so: digitalna oblika; sprejetost za plačilo v realnem svetu in vseh državah; 
stabilna vrednost (volatilnost); so zaupanja vredni in niso nadzorovani s strani centralne 
entitete oziroma državne organizacije (Drescher, 2017, str. 186). Rezultat teh lastnosti so 
kriptovalute, ki so v digitalni obliki in neodvisne od drugih entitet. Uporabniki, ki si lastijo 
te valute, si želijo njihovo stabilnost in nadaljnji obstoj ter splošni dolgoročni uspeh omrežja 
in tehnologije (Kokelj, 2017, str. 17). 
5.2.6 Ohranjanje pravic 
Pri tehnologiji veriženja podatkovnih blokov ne moremo upravljati sredstev, ki si jih ne 
lastimo (nepremičninami; intelektualno lastnino itd.). Časovna označba (angl. timestamp) 
in nezmožnost dvojne uporabe digitalnih sredstev pomenita, da si lahko v določenem  
trenutku samo ena oseba lasti neko sredstvo (Tapscott & Tapscott; 2016, str. 45–49). 
5.2.7 Vključenost 
Ekonomija deluje najbolje, ko deluje brez ovir. Zmanjšanje ovir na globalni ravni in 
vključenost vseh posameznikov s sveta sta idealno okolje za razmah ekonomije in 
gospodarskega sodelovanja. Velik del sveta še nima zanesljivega dostopa do tehnologij, 
finančnih sistemov in tudi ekonomskih priložnosti. Razvoj interneta je pripomogel k razvoju 
delovnih mest v razvijajočih se državah, ampak s pomočjo podjetij in organizacij iz razvitega 
sveta. Z uveljavitvijo interneta so se zmanjšale ovire za podjetnike in istočasno omogočil 
dostop do informacij in priložnosti tistim, ki imajo dostop do tehnologije in interneta. Z 
uvedbo tehnologije veriženja podatkovnih blokov so se stroški transakcij še občutneje 
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znižali, odpravila se je potreba po imetju bančnega računa in zmanjšale ovire pri 
investiranju. Tehnologija veriženja podatkovnih blokov na globalni ravni in vsakemu 
posamezniku omogoča dostop do priložnosti v svetovni ekonomiji. Osnova blaginje je 
namreč vključenost vseh in tehnologija veriženja podatkovnih blokov k temu pomembno 
prispeva (Tapscott & Tapscott, 2016).  
5.3 VRSTE SISTEMOV VERIŽENJA PODATKOVNIH BLOKOV GLEDE NA 
ODPRTOST 
Pri tehnologiji veriženja podatkovnih blokov ločimo dva tipa sistemov, in sicer (Bitfury 
Group & Garzik, 2015, str. 10): 
– javni sistemi: brez omejitev glede dostopa do podatkov in objave transakcij za 
vključitev v sistem; 
– zasebni sistemi: dostop do podatkov in možnosti objave transakcij je dovoljen samo 
vnaprej definiranim uporabnikom. 
5.3.1 Javni sistemi 
Najbolj znana implementacija javnega sistema je Bitcoin, saj je popolnoma javen in 
distribuiran sistem brez kakršnihkoli posrednikov. Bistvena lastnost javnih sistemov je, da 
dostop ni omejen. Kdorkoli lahko sodeluje v različnih vlogah (kot uporabnik, rudar ali 
potrjevalec transakcij) (Tapscott & Tapscott, 2016, str. 66).  
Velika prednost javnega sistema je, da ni potrebna zaščita pred slabimi uporabniki, kar 
pomeni, da se lahko aplikacije dodajajo brez odobritve ostalih z uporabo veriženja 
podatkovnih blokov kot transportne plasti (Antonopoulos, 2014). Masovno sodelovanje 
(angl. Crowdsourcing) ni nov koncept, saj obstaja več primerov (npr. Wikipedia in Linux), 
kjer uporabniki uspešno javno in prosto sodelujejo. Odprava centralne entitete, ki bi 
izvajala nadzor, samo pomeni, da sta potrjevanje in zapis transakcij odvisna od vseh 
udeležencev (Financial Industry Regulatory Authourity, 2017, str. 3). 
Javni sistemi imajo številne prednosti: 
– omogočajo visoko stopnjo odpornosti proti napadom, saj javni sistemi izkoriščajo 
poln potencial tehnologije veriženja podatkovnih blokov. Arhitekturna zasnova jim 
namreč zagotavlja odpornost proti zlonamernim aktivnostim ter napakam in so 
primerna za načrtovanje vrstniških omrežij (angl. peer-to-peer network/P2P 
network) med končnimi uporabniki. Javni sistemi poudarjajo algoritemski pristop 
do varnosti in s tem minimizirajo vpliv človeškega dejavnika (Buterin, 2015); 
– predstavljajo zanimivo okolje za razvijalce in inovacije. Uporabniki imajo 
neposredne finančne spodbude za odkrivanje pomanjkljivosti sistemov (Iansiti & 
Lakhani, 2017); 
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– visoka transparentnost in konkurenčnost na trgu. Vsak posameznik lahko namreč 
pregleda, uporabi in nadgradi protokol brez skrbi o razlastitvi s strani drugih 
udeležencev (Catalini & Gans, 2016, str. 13). 
Poleg prednosti pa imajo javni sistemi tudi nekaj ključnih slabosti: 
– odvisnost od velikega številka uporabnikov in neoptimalnih/potratnih modelov; 
javni sistem je manj učinkovit od centraliziranega plačilnega sistema (npr. Visa) 
(Catalini & Gans, 2016, str. 11); 
– zaradi velikega razlikovanja od trenutnih poslovnih modelov predstavljajo javni 
sistemi velike izzive na področju delovanja državnih in meddržavnih regulatorjev, 
kar predstavlja grožnjo obstoječim posrednikom (Catalini & Gans, 2016, str. 13); 
– institucije, ki upravljajo s podatkovnimi in finančnimi registri, so previdne pri 
uporabi javnih sistemov, saj se pojavlja dvom, če sta odprtost in odpornost proti 
cenzuri primerni lastnosti v lastniških konceptih. Problem nastopi pri ugotavljanju 
identitete potrjevalcev transakcij, hipotetičnega pomanjkanja pravnomočnosti 
transakcij in nezmožnosti nadzora nad poslovanjem/procesi (Bitfury Group & 
Garzik, 2015, str. 2). 
5.3.2 Zasebni sistemi 
Pri zasebnih sistemih se spodbuja medsebojno sodelovanje in odprtost, vendar z možnostjo 
omejevanja, kdo lahko sodeluje pri konsenznih postopkih ter kdo lahko posluje v sistemu. 
Pri zasebnih omrežjih je lahko stopnja zasebnosti zelo nizka (Macheel, 2016). Do zasebnih 
sistemov oziroma omrežij imajo možnost dostopanja samo uporabniki, ki se jim odobri 
dostop. Lastniki oziroma upravljalci sistema določajo, kateri posamezniki smejo dostopati 
do omrežja, in na tak način ustvarijo okolje poznanih in zaupanja vrednih posameznikov, ki 
so med seboj povezani. V zasebnih sistemih se opredeli stopnjo dovoljenja, saj lahko imajo 
uporabniki različne ravni pooblastil za izmenjavo in vpogled v podatke (Berke, 2017). 
Zasebni sistemi se med seboj razlikujejo po stopnji medsebojnega zaupanja, številu 
potrjevalcev itd. (Kokelj, 2017). 
Zasebni sistemi imajo več prednosti, in sicer: 
– pravila so dogovorjena med uporabniki in se jih zaradi tega tudi lažje spreminja. 
Omogočajo kasnejše urejanje transakcij, kar je pri javnih sistemih nemogoče. To 
omogoča hitre in učinkovite modifikacije delovanja, zaradi česar so zasebna omrežja 
primernejša za testiranja (Buterin, 2015); 
– zasebni sistemi so stroškovno ugodnejši. Transakcije potrjuje omejeno število 
uporabnikov in ne naključni rudarji, ki porabijo veliko energije s pristopom dokazila 
o delu (angl. Proof of Work) (Catalini & Gans, 2016, str. 12); 
– v zasebnih sistemih običajno od začetka sodelujejo posamezniki, ki se med seboj 
poznajo in si zaupajo. Zaradi tega ni potrebe po dragih dokazilih o delu (angl. Proof 
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of Work). Na tak način zasebni sistemi posegajo v sicer eno izmed ključnih lastnosti 
tehnologije veriženja podatkovnih blokov – odsotnost potrebe po zaupanju 
(Parkins, 2015); 
– spremljanje, nadzor in regulacija so v zasebnih sistemih enostavnejši, zaradi česar 
so takšni sistemi privlačnejši za implementacijo (BitFury Group & Garzi, 2015, str. 
14). 
Podobno kot javni sistemi pa tudi zasebni sistemi niso brez napak in pomanjkljivosti: 
– če so definirana enostavna pravila, obstaja večja možnost, da nekdo izmed 
posameznikov pravil ne bo spoštoval ali jih bo celo načrtno kršil; 
– v primeru javnih sistemov je sistem izpostavljen širši javnosti in kot tak tudi bolj 
preverjan in testiran ter se zaradi tega tudi hitreje razvija v kakovostnejši sistem. Pri 
zasebnih sistemih pa so zaradi nizke izpostavljenosti lahko napake dlje časa 
neodkrite in neodpravljene (BitFury Group & Garzi, 2015, str. 14); 
– zasebni sistemi imajo nekaj zaupanja vrednih upravljalcev, ki pa istočasno 
predstavljajo tveganje celotnega sistema, saj so lahko pristranski, podkupljivi, 
namerno omejujejo pravice udeležencev itd. Zaradi tega zasebni sistemi lahko  
zavirajo nevtralnost sistema in uporabnikov (Berke, 2017); 
– v zasebnih sistemih se rudarjenje/matematično računanje problema odpravi, 
vendar zaradi tega revizorska sled ni več zaščitena s količino računskega dela. Če se 
ogrozi glavne uporabnike sistema, se pojavi tveganje integritete celotne 
podatkovne baze v podatkovni verigi (Catalini & Gans, 2016, str. 12). 
Zaradi svojega načina delovanja so zasebna omrežja pri tehnologiji veriženja podatkovnih 
blokov zelo podobna trenutnim sistemom, kjer imamo centralne entitete oziroma organe, 
ki izvajajo centralni nadzor nad aktivnostmi (Financial Industry Regulatory Authority, 2017, 
str. 3). Zaradi različnih regulacij in zakonodajnih predpisov pa so številne finančne, vladne 
ter ostale sorodne organizacije bolj nagnjene k uporabi zasebnih sistemov na podlagi 
dovoljenja (BitFury Group & Garzik, 2015, str. 19).  
Zasebni sistemi namreč nudijo bolj nadzorovano in predvidljivo okolje kot javni sistem. 
Razlog za vpeljavo tehnologije veriženja podatkovnih blokov v takšne sisteme je predvsem 
v standardizaciji operacij in višji stopnji kompatibilnosti med udeleženci trga brez  
spremembe strukture trga. Možnost, da bi zasebni sistemi imeli večji vpliv na tržno 
strukturo, je zelo majhna. Zasebni sistemi zaradi svoje zaprtosti predstavljajo z vidika 
skladnosti verjetnejšo obliko na srednji rok (Catalini & Gans, 2016, str. 12). 
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5.4 PREDNOSTI IN KORISTI TER SLABOSTI IN TVEGANJA UPORABE 
TEHNOLOGIJE PODATKOVNIH VERIG 
Vsaka nova tehnologija prinaša s seboj številne prednosti in slabosti. Tudi za tehnologijo 
veriženja podatkovnih blokov velja, da predstavlja izjemno obetavno tehnologijo, saj 
obstaja veliko področij, ki jih lahko z njeno uporabo rešimo ali olajšamo. Njena 
priljubljenost in uporaba na širših področjih pritegneta veliko število uporabnikov, zaradi 
česar postaja ta še bolj uporabna.  
Prav zaradi njene uporabnosti in priljubljenosti lahko pričakujemo, da bo dosegla 
eksponentno rast. Eden izmed ključnih razlogov, da se približuje h kritični masi hitreje kot 
ostale sodobne tehnologije, je ravno trenutek njenega odkritja oziroma širše uporabe, saj 
se je pojavila v obdobju transformacije globalne ekonomije (Ernst & Young, 2016, str. 10).  
Najbolj prepoznavne prednosti in koristi tehnologije veriženja podatkovnih blokov so 
(Deloitte, 2016, str. 10): 
– procesna integriteta: uporabniki ne rabijo skrbeti za izvedbo procesa. Proces se bo 
izvedel točno po protokolu brez posredovanja posrednika; 
– visoka podatkovna integriteta: podatki so konsistentni, točni, popolni in dostopni 
uporabnikom; 
– trajnost, zanesljivost in obstojnost: pri decentraliziranih sistemih nimamo enotne/ 
osrednje točke, ki bi zaradi svojega nedelovanja preprečila delovanje celotnega 
sistema, kar praktično odpravi nevarnost pred zlonamernimi napadi; 
– opolnomočenost uporabnikov: uporabniki sami (brez posrednikov) skrbijo za 
podatke in izvedbo transakcij; 
– preglednost in ireverzibilnost: podatki so v odprtih sistemih javno vidni in jih ni 
mogoče spreminjati ali brisati; 
– hitrost: v današnjih sistemih lahko transakcije potekajo tudi več dni za svojo izvedbo 
(npr. bančne transakcije zunaj delovnih ur). Pri tehnologiji veriženja podatkovnih 
blokov se transakcije izvajajo neprestano in ker pri tej tehnologiji ni posrednikov, 
tudi ni odvisnosti od njihovih delovnih časov; 
– stroškovna učinkovitost: ker pri tehnologij veriženja podatkovnih blokov nimamo 
posrednikov, se odpravijo tudi njihovi stroški; 
– enostavnost ekosistema: vse transakcije so zabeležene v eni javni bazi, kar 
minimizira kompleksnost lastništva več podatkovnih baz. 
Tako kot vsaka (nova) tehnologija tudi tehnologija veriženja podatkovnih blokov ni brez 
slabosti in tveganj. Tehnologija je še v svojih začetnih fazah razvoja, kar predstavlja veliko 
nejasnosti, izzivov in tveganj. Omejitve so lahko notranje ali zunanje, kjer med zunanje 
96 
vključujemo javno percepcijo tehnologije, regulatorno in pravno skladnost ter sprejetje 
tehnologije (Swan, 2015, str. 81).  
Bistvene slabosti in tveganja tehnologije veriženja podatkovnih blokov so:  
– nezrelost tehnologije lahko obravnavamo na več mestih: 
− globalno je tehnologija še vedno neenakovredno uporabljena in skoncentrirana 
v državah in podjetjih, ki so tehnološko bolj napredna. Ker širša javnost 
tehnologije še ne razume v podrobnosti, je tudi njena sprejetost zaradi tega 
omejena, kar predstavlja težavo za masovno sprejetje. Šele ko bodo ljudje dovolj 
seznanjeni s podrobnostmi delovanja tehnologije, ji bodo zaupali in jo sprejeli 
(Drescher, 2017, str. 210); 
− tehnologija nima dodatnih varovalnih mehanizmov. Tveganje varnosti je visoko 
v primeru, ko uporabnik posodi svoj digitalni podpis/ključ in mu je ta ukraden 
ali pa ga izgubi. Varoval za obravnavo teh scenarijev tehnologija trenutno ne 
predvideva (Drescher, 2017, str. 208); 
− visoka latenca omrežja je trenutno še previsoka za podporo delovanju vseh 
potencialnih področij (npr. internet stvari) (Li, Xu & Zao, 2014). 
– odsotnost posrednikov: ena izmed glavnih prednosti tehnologije veriženja 
podatkovnih blokov (odsotnost posrednikov) je istočasno eno izmed ključnih 
tveganj. Uporabniki so danes namreč navajeni, da v primeru težav ali napak 
kontaktirajo skrbnika sistema, ki lahko eventualno napako tudi sanira (Barbieri & 
Gassen, 2017); 
– migracija trenutnih podatkovni baz in sistemov na nove platforme za upravljanje 
verig podatkovnih blokov, kar bo zahtevalo veliko časa in denarja, prav tako pa 
predstavlja tveganje za izgubo podatkov in drugih napak (Crosby et al., 2016); 
– pristop dokazila o delu (angl. Proof of Work) je energijsko zelo neučinkovit, saj 
potrebuje veliko računalniške in električne energije. Pristop sicer zagotavlja 
zaupanje med uporabniki in ohranja varnost sistema, vendar je poraba energije 
izjemno visoka (Kokelj, 2017); 
– skladnost z regulativami in zakonodajo: trenutni predpisi so bili pripravljeni in 
oblikovani za sisteme s povsem drugačnim pristopom delovanja. Ker sistemi ne 
delujejo samo v eni državi, predstavlja to še dodaten izziv z vidika skladnosti s 
predpisi (Ammous, 2016). Da je tehnologija brezpogojno sprejeta, je treba 
zagotoviti skladnost z obstoječimi pravnimi okviri, ki jih je potencialno treba 
dopolniti ali pa definirati nove. Vse te usklajevalne aktivnosti zahtevajo sodelovanje 
vlad, regulatornih, zakonodajnih in izvršilnih teles ter vseh ostalih, ki so lahko 
vpleteni v razvoj ali uporabo tehnologije veriženja podatkovnih blokov (Wunsche, 
2016). 
97 
5.5 POTENCIALNA PODROČJA UPORABE TEHNOLOGIJE VERIŽENJA 
PODATKOVNIH BLOKOV 
Ena izmed glavnih področij trenutnega delovanja tehnologije veriženja podatkovnih blokov 
je zagotovo finančna industrija (Crosby idr., 2017). Zaradi lastnosti tehnologije veriženja 
podatkovnih blokov pa se ta lahko uporablja tudi na različnih področjih (Crosby idr., 2017): 
– zdravstvo: varno beleženje podatkov iz zdravstvenih kartotek (elektronski 
zdravstveni karton), ključnih raziskav ter enostavnejša izmenjava podatkov; 
sledljivost izdaje zdravil in upravljanje z zalogami zdravil;  
– finančna industrija: izvedba varnih bančnih storitev; upravljanje z vrednostnimi 
papirji. Trenutno se najbolj uporablja tehnologija za upravljanje s kriptovalutami, 
vendar lahko podobne rešitve vpeljemo tudi na področju vrednostnih papirjev; 
– zavarovalništvo: preprečevanje lažnih in dvojnih zahtevkov; z uporabo pametnih 
pogodb bi se lahko samodejno izvajala povračila; 
– notarske storitve: enostavnejše dokazovanje avtorstva in pristnosti dokumentov, ki 
so uporabljeni v notarskih postopkih; 
– logistika: transparentna sledljivost blaga in dobrin skozi celotno oskrbovalno verigo. 
Vsak člen v oskrbovalni verigi bi zabeležil svoje izvedene aktivnosti, s čimer bi kupec 
dobil vpogled v trenutno stanje izdelka, njegov izvor itd. Na tak način bi lahko 
podjetja pridobila višjo stopnjo zaupanja v izdelke in dvignila ugled blagovne 
znamke. Prav tako bi uporaba tehnologije veriženja podatkovnih blokov koristila pri 
učinkovitejšemu upravljanju zalog, saj bi imeli na razpolago pravilne podatke o 
dobavi in potrošnji (Loop, 2016); 
– avtorske vsebine: zaščita intelektualne lastnine, ustvarjene s strani različnih 
ustvarjalcev; z izvedbo pametnih pogodb bi se lahko avtomatsko izplačevale 
provizije avtorjem; 
– javna uprava: shranjevanje javnih podatkov (npr. zemljiška knjiga; registri premičnin 
itd.); upravljanje z identitetami posameznikov (20 % svetovne populacije nima 
uradne dokumentacije za osebno identiteto), e-volitve (Deloitte, 2017). 
Tehnologija veriženja podatkovnih blokov je idealna pri uporabi t. i. pametnih pogodb. 
Pametne pogodbe so protokoli, ki samodejno izvršujejo opredeljene pogodbene pogoje 
(npr. dobavni roki, časovni roki, prenos lastništva). Pametne pogodbe odpravljajo potrebo 
po posrednikih, saj na podlagi zapisanih pravil lahko same izvedejo opredeljene pogodbene 
obveznosti (Turkanović idr., 2018). Pametne pogodbe ne smemo enačiti s klasično 
pogodbo, saj v primeru pametnih pogodb govorimo o programski kodi (funkcije/navodila) 
in podatkih (stanja/dejstva), ki omogočajo jasno izvedbo dogovorjenih aktivnosti ob 
izpolnitvi določenih pogojev (Hofman, 2017).  
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5.6 UPORABA TEHNOLOGIJE VERIŽENJA PODATKOVNIH BLOKOV PRI 
IZVEDBI E-VOLITEV 
Večina tradicionalnih volilnih sistemov potrebuje za svoje delovanje centralno entiteto, ki 
ji zaupajo. Ta centralna entiteta koordinira in nadzoruje celotni volilni proces: zadolžena je 
za shranjevanje volilnih lističev, štetje volilnih lističev in objavo volilnih rezultatov. Če je 
centralna entiteta napadena, lahko napadalec prevzame nadzor nad štetjem volilnih 
lističev in nad celotnim volilnim rezultatom, ne da bi uporabniki vedeli, da se je s sistemom 
karkoli (negativnega) zgodilo. Zaradi tega je potrebno, da so takšni sistemi javno preverljivi 
(Yu idr., 2017). 
Pri e-volitvah je bilo globalno narejenega že veliko na področju kriptografije. Pogosto se v 
klasične rešitve vključi centralno entiteto, ki pa povzroča veliko tveganje celotnega sistema. 
Do danes so že večkrat poskušali uvesti sistem elektronskih volitev, ki bi podpiral obvezno 
anonimnost volivcev ter zagotavljal pravilnost podatkov, saj gre za dva najbolj pomembna 
kriterija pri vsakem volilnem postopku. Leta 2015 sta Zhaon in Chan kot prva predstavila 
protokol, ki je predvideval nagrajevanje za pravilno vedenje uporabnikov oziroma kazni za 
napačno vedenje. Ta protokol je imel še nekaj omejitev in napak, zato kot tak ni bil primeren 
za resnejšo uporabo, vsekakor pa je bil prvi poizkus združitve elektronskega glasovanja in 
tehnologije veriženja podatkovnih blokov (Liu & Wang, 2016). 
Z uporabo tehnologije veriženja podatkovnih blokov je možno razviti vrstniško omrežje 
(angl. peer-to-peer network /P2P network), ki bi služilo elektronskim volitvam. Sistem za 
elektronske volitve, ki bi temeljil na takšni tehnologiji, ne bi potreboval strežnikov, ki bi jih 
nadzirala centrala (državna) entiteta, ampak bi svojo integriteto in računalniško moč 
prenesel na prostovoljce, ki bi sodelovali v omrežju. Tehnologija veriženja podatkovnih 
blokov je zaradi svojih lastnosti primerna za razvoj, saj gre za varno, zanesljivo, popolnoma 
transparentno in distribuirano tehnologijo. Računalniška moč, ki bi bila potrebna za 
obdelavo volilnih lističev, je distribuirana med vse posameznike v omrežju, ki želijo 
prispevati k delovanju omrežja (Meter, 2015). 
Volilne sisteme, ki bi temeljili na tehnologiji veriženja podatkovnih blokov, bi lahko delili v 
tri skupine (Yu idr., 2017):  
– volilni sistemi, ki bi uporabljali kriptovalute: obstaja več predlogov implementacije 
volilnega sistema, kjer bi z uporabo implementacij ene izmed uveljavljenih 
kriptovalut (npr. Bitcoin, Zcash) ter različnimi protokoli (npr. dokaz brez razkritja 
znanja (angl. Zero-Knowledge Proof; uporaba naslovne sheme kriptovalut itd.) lahko 
zagotovili anonimnost in zakrivanje volilnih glasov ter podatkovno integriteto in 
varnost omrežja/sistema (Zhao & Chan, 2015); 
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– volilni sistemi, ki bi uporabljali pametne pogodbe48: z uporabo pametnih pogodb bi 
lahko zagotovili odprto/javno omrežje, na katerem bi potekalo glasovanje, ki bi 
lahko samodejno izvajalo določene aktivnosti, ki so pri sedanjih volilnih sistemih 
izvedene ročno (npr. samodejno analiziranje volilne udeležbe; štetje glasov glede 
na kandidate itd.) (McCorry, Shahandashti & Hao, 2017); 
– volilna skrinjica: tehnologijo veriženja podatkovnih blokov bi lahko uporabili za 
podporo elektronski volilni skrinjici49 (v klasično volilno skrinjico volivci oddajo svoj 
glas), kar bi omogočalo preverljivost in dostopnost do podatkov kadarkoli in kjerkoli 
z ustrezno ravnjo avtorizacije. Podatki v volilni skrinjici ostanejo v svoji izvorni obliki 
in na tak način zagotavljajo visoko podatkovno integriteto. 
Izmed omenjenih zgornjih predlogov uporabe tehnologije veriženja podatkovnih blokov je 
trenutno največ zanimanja in pilotnih projektov za izvedbo t. i. volilne skrinjice, ki skrbi za 
varnost in integriteto podatkov. Na tržišču obstaja že nekaj ponudnikov, ki ponujajo takšne 
rešitve (Followmyvote, 2018). 
Pri volilni skrinjici se postopek oddaje glasu izvede z uporabo aplikacije ali varne spletne 
strani, kjer uporabnik izvede ustrezno identifikacijo. Ko je identiteta volivca potrjena, lahko 
ta prične z glasovanjem. Aplikacija/spletna stran volivcu prikaže ustrezno (npr. pri lokalnih 
volitvah, kjer se kandidati razlikujejo glede na občino) elektronsko glasovnico, kjer je volivec 
označil svoj glas. Ko bi bila elektronska glasovnica izpolnjena, bi to poslali prek zaščitene 
komunikacije v elektronsko volilno skrinjico, ki bi temeljila na tehnologiji veriženja 
podatkovnih blokov. Volivec bi lahko po uspešni oddaji glasu pridobil potrdilo o glasovanju. 
Če bi zakonodaja omogočala, bi takšna rešitev omogočala tudi naknadno spremembo 
svojega glasu, kjer vedno zadnji glas velja za pravilnega. Vsakemu volivcu bi takšen pristop 
k izvedbi glasovanja omogočil tudi naknadno preverbo njegovega glasu – da je ta ostal 
nespremenjen in da je bil pravilno upoštevan pri izvedbi štetja glasov. Takšen pristop tudi 
omogoča, da volivci in ostala javnost preverjajo, ali so bili ostali glasovi, ki bi bili 
anonimizirani, ustrezno upoštevani pri štetju končni rezultatov (Followmyvote, 2018). 
Preverljivost glasovanja s strani državljanov in širše javnosti lahko močno vpliva na dvig 
zaupanja v volilne sisteme in zadolžene državne institucije, saj trenutni omogočajo številne 
napake in tudi zlorabe. Koncept elektronske volilne skrinjice predstavlja hibrid že 
uveljavljenih rešitev (aplikacije in varne spletne strani z varnimi komunikacijami) s 
tehnologijo veriženja podatkovnih blokov, kar omogoča, da volivci hitreje pričnejo 
                                                     
48 Pametne pogodbe omogočajo, da se obligacijska razmerja prenesejo v programsko in strojno opremo z 
namenom, da se izvrševanje avtomatizira. 
49  Volilna skrinjica je zapečatena skrinja, v katero volivci oddajajo svoje glasove. Skrinja se odpečati šele, ko 
se prične ročno štetje. 
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uporabljati takšne storitve, medtem ko izvajalci volitev (državne institucije) enostavneje in 
cenejše zagotovijo višje standarde podatkovne integritete, anonimnosti in varnosti 
(Followmyvote, 2018). 
Trenutno še nobena država ne uporablja tehnologije veriženja podatkovnih blokov pri 
svojem volilnem sistemu. Rusko glavno mesto Moskva pa je leta 2017 najavilo načrt za 
implementacijo tehnologije veriženja podatkovnih blokov v svoj volilni sistem. Moskva bi 
bila tako prvo mesto na svetu s tako velikim številom, ki bi volitve podprli z omenjeno 
tehnologijo. Volitve bi se izvajale prek aplikacij na mobilnih napravah (SmartCities World, 
2017). 
5.7 UPORABA TEHNOLOGIJE VERIŽENJA PODATKOVNIH BLOKOV V 
SLOVENIJI  
Na področju Slovenije se je v zadnjih nekaj letih pojavilo veliko zanimanja za tehnologijo 
veriženja podatkovnih blokov. Posledično se je tudi veliko slovenskih podjetij in organizacij 
pričelo zanimati oziroma se ukvarjati z omenjenim področjem.  
Znanih je kar nekaj podjetij/start-upov, ki so z uporabo omenjene tehnologije razvili zelo 
uspešne rešitve, ki so uporabljane širom sveta. Po nekaterih ocenah spada Slovenija v sam 
vrh glede na število podjetij (ki se ukvarjajo s tehnologijo veriženja podatkovnih blokov) na 
prebivalca (Dnevnik, 2017).  
Zaradi hitre in uspešne panoge slovenskih podjetij je očitna tudi vedno večja vpletenost 
državnih institucij v različne dogodke in projekte, ki obravnavajo področje tehnologije 
veriženja podatkovnih blokov. V začetku leta 2018 je namreč potekal European Blockchain 
Summit, ki ga je organiziral Blockchain Alliance Europe50 v sodelovanju z Vlado Republike 
Slovenije (Svet kapitala, 2018).  Državni sekretar za javno upravo Nejc Brezovar vidi v 
obravnavani tehnologiji velik potencial za uporabo na področju storitev javne uprave in 
napoveduje, da bo leto 2018 prelomno z vidika pilotnih projektov. Potencialno zanimiva 
področja za uporabo v slovenski javni upravi so področja zemljiške knjige, elektronsko 
glasovanje in digitalne identitete državljanov (Delo, 2018).  
Vlada Republike Slovenije je že sprejela strateške dokumente, v katerih obravnavajo tudi 
področje tehnologije veriženja podatkovnih blokov. Predsednik vlade Miro Cerar omenja, 
da si vlada želi, da bi Slovenija postala najbolj prepoznavna destinacija v EU na področju 
tehnologije veriženja podatkovnih blokov (Dnevnik, 2018).   
                                                     
50  Blockchain Alliance Europe je neprofitno gospodarsko interesno združenje, ki povezuje pravne osebe, ki 
razvijajo in implementirajo tehnologijo veriženja blokov. 
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Slovenija si v sklopu pozicioniranja slovenskega gospodarstva v »zeleno, kreativno in 
pametno« prizadeva postati vodilna država pri uvajanju rešitev z uporabo tehnologije 
veriženja podatkovnih blokov, saj ta omogoča varno prenašanje in shranjevanje podatkov, 
večjo učinkovitost izvajanja storitev, ki lahko služijo kot osnova za ostale storitve podjetij in 
države, s čimer prispeva k večji učinkovitosti ter konkurenčnosti gospodarstva in končno k 
višji blaginji celotne družbe (Ministrstvo za javno upravo, 2017).  
Leta 2016 je bila v Sloveniji vzpostavljena Slovenska digitalna koalicija, ki deluje kot 
usklajevalni, koordinativni in posvetovali forum, ki bo deloval na različnih področjih 
digitalizacije (podjetništvo, elektronska vključenost, elektronsko poslovanje, kibernetska 
varnost itd.). Sestavljena je iz več enakopravnih deležnikov, med katerimi so tudi 
Gospodarska zbornica Slovenije, Skupnost občin Slovenije, Vlada Republike Slovenije, 
Rektorska konferenca Republike Slovenije, Koordinacija samostojnih raziskovalnih 
inštitutov Slovenije, Mreža nevladnih organizacij za vključujočo informacijsko družbo ter 
glasnik digitalne tehnologije. 
V sklopu Slovenske digitalne koalicije deluje od leta 2018 tudi društvo Blockchain Think 
Tank Slovenia, ki obravnava področja sprememb zakonodaje, izvaja analize in priprave 
konkretne primere uporabe  za implementacijo tehnologije veriženja podatkovnih blokov, 
tako v procese javnega kot zasebnega sektorja. Cilj je, da z ustrezno komunikacijo s 
pristojnimi regulatorji doseže stanje, kjer bosta zagotovljena ustrezna raven pravne 
varnosti udeležencev in hiter razvoj tehnologije veriženja podatkovnih blokov. 
Navedene aktivnosti in dogodki nakazujejo, da v Sloveniji (tako v zasebnem in javnem 
sektorju) obstaja velik interes po vpeljavi tehnologije veriženja podatkovnih blokov, saj ta 
naslavlja številna kompleksna področja, ki so do sedaj ostala še neobravnavana, ter tudi 
nove možnosti za dodatna sodelovanja med državljani, podjetji in organizacijami ter 
državnimi institucijami.   
5.8 RAZLOGI ZA RAZVOJ TEHNOLOGIJE VERIŽENJA PODATKOVNIH BLOKOV 
Priljubljenost tehnologije veriženja podatkovnih blokov je v zadnjem času v porastu 
predvsem zaradi tega, ker odpravlja oziroma obravnava dva aktualna problema, in sicer 
problem nezaupanja in problem koncentracije moči (Kokelj, 2017, str. 2). 
Današnja infrastruktura interneta ne omogoča zadostne ravni varnosti in zasebnosti, kar 
med ljudmi povzroča nezaupanje v tehnologijo. Omenjeno problematiko trenutno rešujejo 
različni posredniki, ki so prevzeli nalogo zagotavljanja zadostne stopnje varnosti in 
zasebnosti, vendar ima takšen sistem omejitve in ni popoln (Tapscott & Tapscott, 2016). 
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Grafikon 4: Stopnja zaupanja v vrste institucij po svetu v letih 2016–2017 
 
Vir: Edelman (2017) 
V raziskavi »Edelman Trust Barometer 2017« je podjetje Edelman, ki izvaja raziskavo, 
ugotovilo, da je leta 2017 v svetu prišlo do največjega padca zaupanja v vse institucije 
(podjetja, mediji, vlada in nevladne organizacije) do sedaj. Splošno zaupanje je upadlo 
predvsem zaradi dolgo trajajoče finančne krize, ki se je začela leta 2008, globalizacije, 
povečane stopnje korupcije, nižanja socialnih vrednot ter stopnje inovacije. Zaradi tega so 
posamezniki postajali vedno bolj nezaupljivi v sistem, brez želja po spremembah, z nizko 
stopnjo samozavesti in občutkom nepravičnosti (Edelman, 2017). 
Za ponovno vzpostavitev zaupanja prebivalstva v institucije se morajo te zavezati k 
dolgoročnemu izboljšanju pogojev prebivalstva (ekonomski, politični, socialni itd.) 
(Harrington, 2017). Brez ponovno pridobljenega zaupanja družba ne bo delovala 
optimalno, zato je ta korak ključen (Twenge, Campbell & Carter 2014).  
Zaupanje je opredeljeno kot pričakovanje, ki predpostavlja, da bo nasprotna stran ravnala 
po naslednjih principih integritete (Tapscott & Ticoll, 2003): 
– odkritost – organizacije morajo komunicirati iskreno, točno in celovito, če želijo 
vzpostaviti zaupanje s svojimi zaposlenimi, kupci, partnerji, javnostjo in vsemi 
ostalimi deležniki; 
– upoštevanje – v poslovnem svetu je treba pošteno izmenjevati koristi. Upoštevanje 
in spoštovanje medsebojnih interesov, želja in občutkov je ključno za vzpostavitev 
zaupanja in sodelovanje med dvema (poslovnima) partnerjema; 
– odgovornost: organizacije in posamezniki pridobijo zaupanje, če jasno opredelijo in 
spoštujejo svoje zaveze/obveze ter nosijo odgovornost pri njihovem nespoštovanju; 
– transparentnost – zaupanje interesnih skupin in posameznikov se okrepi, če so 
informacije podane jasno in odprto. 
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Če integriteta sistema ni zagotovljena, uporabniki ne bodo imeli izpolnjenih pričakovanj in 
zaradi tega ne bodo zaupali v sistem ter ga bodo posledično tudi zapustili. Najpomembnejša 
dejavnika za doseganje in ohranjanje sta poznavanje števila uporabnikov in poznavanje 
njihove zanesljivosti, kar pomeni, da je integriteta najtežje dosežena v sistemih, ki so 
popolnoma odprti, in sta dejavnika za doseganje in ohranjanje zaupanja še nepoznana 
(Drescher, 2017, str. 30). Največje nevarnosti in težave pri vzpostavljanju integritete so 
tehnične okvare in zlonamerni/nezanesljivi uporabniki.  
Tehnologija veriženja podatkovnih blokov rešuje problem, kako povečati integriteto in 
zaupanje v popolnoma distribuirano vrstniško omrežje (angl. peer-to-peer network/P2P 
network), kjer sta število uporabnikov in zanesljivost njihovega delovanja neznana. Ta 
problem je na področju informacijske tehnologije poznan pod izrazom Byzantinov problem 
generalov oziroma problem soglasja (angl. Byzantine Generals problem) (Lamport, Shostak, 
& Pease, 1982). 
Ker običajno ne poznamo nasprotne stranke in njenega ravnanja z integriteto, potrebujemo 
v postopku tretjo stranko/osebo – posrednika (banke, vladne organizacije in druge 
organizacije (lahko tudi komercialne)), ki jamči za integriteto nasprotne stranke/osebe. 
Posrednik je poleg zagotavljanja integritete nasprotne osebe zadolžen tudi za hrambo 
zapisov transakcij ter vzpostavljanje poslovne logike, ki je vodilo spletnega poslovanja 
(Tapscott & Tapscott, 2016, str. 11). 
Poleg problema zaupanja je ključen tudi problem koncentracije moči. Številne vladne 
organizacije in velika podjetja izkoriščajo infrastrukturo interneta za maksimizacijo lastne 
moči in lastnega vpliva nad gospodarstvi in družbo. Podatke, ki so shranjeni in pod njihovim 
nadzorom, izkoriščajo sebi v dobro, namesto da bi bili podatki demokratsko dostopni 
širokemu krogu (Tapscott & Tapscott, 2016, str. 12). Trgi, ki izkazujejo mrežne učinke 
(uporabniki imajo koristi od večjega omrežja oziroma od večjega števila uporabnikov 
znotraj omrežja) in ekonomije obsega, so bolj nagnjeni k višji koncentraciji ob 
nespremenjenih ostalih dejavnikih okolja (ceteris paribus) (Van Gorp & Batura, 2015). 
Velike organizacije in korporacije zbirajo velike količine podatkov o posameznikih in na tak 
način izkoriščajo mrežne učinke. Podobnih vzvodov se poslužujejo tudi državne 
organizacije, kjer skušajo z zbiranjem podatkov nadzorovati in manipulirati s svojimi 
državljani, da bi krepili svoje interese. Podatkovne baze so zaradi tega pridobile pomembno 
vrednost kot sredstvo (Tapscott & Tapscott, 2016, str. 13). 
Rešitev problema zaupanja in koncentracije sta ključna razloga, da se je tehnologija 
veriženja podatkovnih blokov pričela intenzivno razvijati in uporabljati, saj tehnologija 
uspešno rešuje oba. 
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6 ANKETNA RAZISKAVA MED SLOVENSKIMI VOLIVCI  
Namen in cilj magistrskega dela je predstaviti pomembnost in razvoj novih tehnologij v javni 
upravi, z največjim poudarkom na volitvah in razvijajoči se tehnologiji, ter možnosti za 
napredek razvoja na področju elektronskega poslovanja.  
V sklopu raziskovanja e-volitev in potencialnega razvoja rešitev sem med slovenskimi volivci 
opravila spletno anketno raziskavo, ki je natančneje prikazala mnenje ljudi.  
Namen raziskave je bil ugotoviti seznanjenost anketirancev s trenutnim stanjem e-uprave 
in njenim elektronskim poslovanjem, ali anketiranci imajo in uporabljajo digitalno potrdilo, 
kakšno je njihovo stališče glede volitev in potencialnih e-volitev ter seznanjenost s trenutno 
aktualno tehnologijo veriženja podatkovnih blokov in njeno uporabo na področju e-volitev. 
Vprašalnik za anketo je oblikovan v aplikaciji Google Forms, kjer je bil na voljo za 
izpolnjevanje mesec dni.51 V tem obdobju je anketo izpolnilo 459 ljudi, kar zadošča za 
reprezentativni vzorec za analizo (pri 95 % stopnji zaupanja s 5 % napako).52 
Med anketiranci je 76,91 % moških in 23,09 % žensk. Starostna struktura anketirancev je 
naslednja: 9,15 % anketirancev sodi v starostno skupino med 18 in 24 let, 32,90 % 
anketirancev sodi v starostno skupino med 25 in 34 let, 30,28 % jih sodi v starostno skupino 
med 35 in 44 let, 12,85 % anketirancev sodi v starostno skupino med 45 in 54 let, 11,33 % 
anketirancev sodi v starostno skupino med 55 in 65 let in 3,49 % jih sodi v starostno skupino 
starejših od 65 let. Za tako razdelitev starostnih skupin (pričela sem s starostno skupino 
med 18 let in 24 let, saj je starost 18 let povezana s pridobitvijo volilne pravice; vse ostale 
skupine imajo razpon 10 let, z izjemo starejših od 65 let) sem se odločila, ker sem želela 
ugotoviti naklonjenost in uporabo elektronskih storitev ter sodobnih tehnologij glede na 
starostno skupino.  
Najnižja dosežena formalna izobrazba anketirancev je manj kot srednja šola in opisuje  
1,09 % vzorca. Sledi srednja šola s 33,3 % anketirancev (gimnazija ali srednje poklicno ter 
nižje poklicno izobraževanje). Podoben delež vzorca (s 33,55 %) predstavljajo anketiranci z 
zaključeno VI. stopnjo izobrazbe (višješolski program (do 1994) in specializacija po 
višješolskem programu, visokošolski). Najvišje stopnje izobrazbe je dosegalo 25,27 % 
anketirancev, ki so pridobili naziv po VII. stopnji (magisterij, 2. bolonjska stopnja), ter  
6,75 % je magistrov in doktorjev znanosti. Iz navedenega lahko povzamem, da je naš vzorec 
                                                     
51  Vsi dobljeni rezultati, tabele in grafi so v prilogi 3. 
52  Število volilnih upravičencev v RS na dan 16. 4. 2018 je 1.714.376 (MNZ 2018). Reprezentativni vzorec je 
bil izračunan na podlagi navodila za pisanje magistrskega dela.  
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anketirancev večinoma visoko izobražen in gre sklepati, da so seznanjeni in dovzetni za 
uporabo novih tehnologij. 
Z namenom geografske heterogenosti sem ankete analizirala glede na regije, iz katerih 
prihajajo anketiranci. Več kot polovica (61 %) anketirancev prihaja z območja osrednje 
Slovenije, kar je zaradi obsega in koncentracije prebivalstva pokrajine tudi pričakovano, 
sledijo jugovzhodna Slovenija regija (11,11 %), podravska regija (7,41 %), gorenjska regija 
(6,32 %), savinjska regija (5,88 %), pomurska regija (2,61 %), obalno-kraška regija (2,40 %), 
koroška regija (1,09 %), goriška regija (0,65 %), primorsko-notranjska regija (0,65 %), 
posavska regija ter zasavska regija (0,4 %).   
Stališče do spletnih storitev in s tem tudi do e-volitev je v veliki meri pogojeno z uporabo 
interneta in informiranostjo uporabnikov (Chadwick, 2003, str. 443), zato me je zanimalo, 
ali anketiranci menijo, da so dovolj seznanjeni s spletnimi storitvami javne uprave. Kar 
57,52 % anketirancev meni, da niso dovolj dobro seznanjeni z vsemi možnostmi 
elektronskega poslovanja, ki jih ponuja javna uprava, medtem ko je 42,48 % takih, ki 
menijo, da so dobro seznanjeni s spletnimi storitvami javne uprave. Za delovanje oziroma 
uporabo storitev javne uprave je potrebno digitalno potrdilo, ki omogoča identifikacijo 
posameznika. Zaradi želenega razvoja in uporabe elektronskih storitev država uporabniku 
brezplačno omogoči digitalno potrdilo. Zanimalo me je, v kolikšen številu so anketiranci 
seznanjeni s tem, da država brezplačno omogoča pridobitev digitalnega potrdila, ter kakšne 
vrste digitalnih potrdil uporabljajo. Poleg tega me je zanimalo, ali so elektronske storitve 
javne uprave, ki zahtevajo digitalno potrdilo, že uporabili. Z dejstvom, da lahko posameznik 
pridobi brezplačno digitalno potrdilo, je seznanjenih 78 % anketirancev, medtem ko 67,54 
%  anketirancev digitalno potrdilo že uporablja (30,72 % jih uporablja SINGEN-CA, 18,08 % 
kakšno drugo digitalno potrdilo53, 19,74 % pa je takih, ki poleg SIGEN-CE uporabljajo še 
druga digitalna potrdila). Izmed vseh anketirancev je 22 % takšnih, ki še niso seznanjeni z 
brezplačno pridobitvijo digitalnega potrdila, in 32,46 % takšnih, ki ga tudi ne uporabljajo, 
kar lahko pripisujemo slabi informiranosti javne uprave, neznanju ali dejstvu, da se 
posamezniki raje odpravijo na urad. 
57,3 % anketirancev je že uporabilo elektronske storitve javne uprave, ki potrebujejo 
digitalno potrdilo, kar potrjuje tudi dejstvo raziskave DESI 201854, saj je uporabnikov in 
storitev, ki so na voljo v e-upravi, vsako leto več in s tem je pričakovana tudi povečana 
uporaba digitalnih potrdil. 
                                                     
53  V času raziskave obstajajo Ministrstvo za javno upravo – SIGEN-CA; Pošta Slovenije, d. o. o. – Pošta®CA; 
Nova Ljubljanska banka, d. d. – AC NLB; Halcom, d. d. – Halcom CA. 
54  DESI 2017 –uporabniki digitalne javne uprave (51% v letu 2017, 47,6% v letu 2016).  
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Naslednji sklop vprašanj se nanaša na pravico do volitev in volitve same. Zanimalo me je, 
katerih volitev se anketiranci najpogosteje udeležujejo, ali sploh glasujejo in kakšni so vzroki 
tistih, ki redko glasujejo, so včasih glasovali, vendar ne več ali pa sploh ne glasujejo.  
Izmed vseh anketiranih je 25,93 % oziroma 119 takšnih, ki glasujejo na vseh volitvah,  
22,88 % na parlamentarnih volitvah, 0,65 % anketirancev pa je takih, ki  se udeležijo samo 
lokalnih volitev, medtem ko se le en anketiranec udeleži samo referendumskih volitev. 
Volitev samo v Evropski parlament pa se ne udeležuje nihče od anketiranih.  
Zanimiv podatek je, da polovica vprašanih (50,33 %) ne sodeluje redno pri volilnem 
procesu, medtem ko jih 33,33 % ali 153 vprašanih le redko voli. Med anketiranci je 9,15 % 
takih, ki so glasovali, vendar ne glasujejo več, s 7,40 % jim sledijo tisti, ki nikoli niso glasovali 
ali pa v času volitev niso v državi, zato voliti ne morejo (0,22 %). Kot možne razloge 
nesodelovanja pri volilnem postopku 50,70 % anketirancev navaja, da jih politika ne 
zanima, 20,10 %, da njihovo glasovanje ne bo prineslo sprememb, 10,90 %, da jim politične 
stranke ne predstavljajo dovolj svojih prepričanj oz. ne bodo obdržali svojih volilnih obljub, 
ter 3,90 % anketirancev, da so premalo obveščeni, zato se ne morejo odločiti za nobeno od 
volilnih udeleženk in je zato glasovanje po njihovem mnenju brezpredmetno. Kar pa je še 
treba poudariti, pa je nezaupanje v trenutni glasovalni mehanizem, saj kar  
11,40 % anketirancev meni, da mu ne morejo zaupati, neustreznost volilnega dne in pa 
dostopnost do volišč (2,2 % oziroma 5 vprašanih). 
Tu se že pokaže težava nizke volilne udeležbe, nezainteresiranost volivcev in težava 
nezaupanja v glasovalni sistem, zato nas je v nadaljevanju zanimalo, ali bi uporabili e-volitve 
in ali bi se volitev udeleževali bolj pogosto, če bi bile te v celoti dostopne prek spleta, ter 
kateri so glavni razlogi, da se spletnih volitev ne bi udeležili. 
58,17 % anketirancev bi uporabljajo e-volitve in bi se glasovanja tudi večkrat udeležili  
(71,91 % od vseh anketirancev), medtem ko se 41,83 % vprašanih spletnega glasovanja ne 
bi poslužilo. Kot glavni razlog navajajo nezaupanje v varnost sistema spletnega glasovanja 
(50 % anketirancev) in da ne bi želeli opustiti tradicije volitev – tradicionalnega glasovanja 
(48,42 %). Izmed vseh anketiranih je skoraj 2 % takšnih, ki jih odvrne spletno glasovanje 
zaradi neznanja uporabe spletnih orodij. 
Hiter razvoj in širok spekter uporabe nove spletne tehnologije, tehnologije veriženja 
podatkovnih blokov, nam omogočata rešitev problema večje varnosti, zaupanja, 
anonimnosti, a kljub vsemu visoke transparentnosti pri spletnem glasovanju, zato se 
naslednji sklop vprašanj nanaša na poznavanje tehnologije, zaupanje v spletno glasovanje 
s pomočjo tehnologije veriženja podatkovnih blokov in na to, ali bi na podlagi seznanjenosti 
s tehnologijo lahko zaupali spletnemu glasovanju, ki bi uporabljalo omenjeno tehnologijo. 
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Med anketiranimi jih kar 58,82 % navaja, da so seznanjeni s tem, kaj je tehnologija veriženja 
podatkovnih blokov, medtem ko 41,18 % vprašanih v zvezi z njo nima nobenih informacij. 
Pri vprašanju, ali bi bolj zaupali v spletne volitve, če bi uporabljali tehnologijo veriženja 
podatkovnih blokov, pritrdi 53,59 % vprašanih, medtem ko ostali o tem še nimajo mnenja 
(19,83 %) ali pa je njihov odgovor negativen (26,58 %). Na podlagi tega lahko domnevamo, 
da je poznavanje veriženja podatkovnih blokov in zaupanja kar močno prisotno, vendar 
kljub vsemu še vedno premalo natančno raziskano, ali pa je enostavno premalo dobrih 
praks, ki bi lahko prepričale vsaj tisti odstotek anketirancev, ki so se izrekli, da nimajo 
mnenja (ne vem). Da bi se zaradi višje stopnje varnosti, ki jo prinaša tehnologija veriženja 
podatkovnih blokov, posamezniki pogosteje udeleževali volitev, je 70,37 % odgovorilo 
pozitivno, medtem ko 29,63 % anketirancev meni, da to ne bi vplivalo na njihovo 
pripravljenost sodelovanja na volitvah. 
V nadaljevanju me je zanimalo, ali obstaja povezava med starostjo in izobrazbo 
anketirancev ter uporabo spletnih volitev in volitev, povezanih z uporabo tehnologije 
veriženja podatkovnih blokov. Izobrazbeno strukturo smo, zaradi potreb ugotavljanja 
povezanosti med spremeljivkami, razdelili v pet kategorij in sicer tiste z najnižnjo stopnjo 
izobrazbe (nedokončana osnovna šola, osovna šola, nižje poklicno izobraževanje in srednje 
poklicno izobraževanje), anketirance s V. stopnjo, VI. stopnjo, VII. stopnjo in VIII. stopnjo 
izobrazbe.   
Da bi dokazala odvisnost med spremenljivkami, sem si pomagala s hi-kvadratnim testom, 
ki se uporablja za odkrivanje soodvisnost med dvema spremenljivkama. Za potrjevanje 
domnev oziroma hipotez se zanašamo na vrednost stopnje značilnosti (p), ki pri vrednostih, 
nižjih ali enakih 0,05, potrjuje naše domneve, pri višjih vrednosti pa jih ovrže. 
Tabela 6 in Tabela 7 prikazujeta, da obstaja povezanost med uporabo spletnega glasovanja 
in starostnimi skupinami (p = 0,0028) ter spletnega glasovanja in izobrazbo (p = 0,0214).  
Tabela 6: Izračun povezanosti med uporabo spletnega glasovanja in starostno skupino 
α 0,0500 





Tabela 7 : Izračun povezanosti med uporabo spletnega glasovanja in izobrazbo 
α 0,0500 




Dokazala sem tudi korelacijo med starostjo (Tabela 8 (p = 0,0004)) in izobrazbo (Tabela 9  
(p = 0,0099)) in stopnjo zaupanja v sistem glasovanja, ki naj bi se izvajal prek tehnologije 
veriženja podatkovnih blokov. 
Tabela 8: Izračun povezanosti med stopnjo zaupanja v sistem glasovanja prek tehnologije 
veriženja podatkovnih blokov in starostjo 
α 0,0500 




Tabela 9: Izračun povezanosti med stopnjo zaupanja v sistem glasovanja prek tehnologije 
veriženja podatkovnih blokov in izobrazbo 
α 0,0500 




Prav tako lahko potrdim korelacijo med pogosto udeležbo, participacijo volitev, ki se 
izvajajo na tehnologiji veriženja podatkovnih blokov, in starostjo (Tabela 10 (p = 0, 0201)) 
ter izobrazbo (Tabela 11 (p = 0,0035)).  
Tabela 10 : Izračun povezanosti med udeležbo na volitvah prek tehnologije veriženja 
podatkovnih blokov in starostjo 
α 0,0500 





Tabela 11: Izračun povezanosti med udeležbo na volitvah prek tehnologije veriženja 
podatkovnih blokov in izobrazbo 
α 0,0500 




Rezultati ankete nam razkrijejo, da so bili udeleženci v večini moški mlajših srednjih let, 
njihova stopnja izobrazbe pa je visoka, so redni uporabniki e-storitev javne uprave in so 
seznanjeni s tehnologijo veriženja podatkovnih blokov. Anketiranci se redko udeležujejo 
volitev, saj jih te ne zanimajo, so mnenja da njihovo glasovanje ne bo povzročilo sprememb 
ali pa v volilni sistem ne zaupajo. Vseeno pa bi glede na znanje o tehnologiji veriženja 
podatkovnih blokov in glede potencialne uvedbe spletnih volitev bolj zaupali v mehanizem 
glasovanja in bi se volitev pogosteje udeleževali. Razkrijemo tudi povezanost udeležbe 
spletnih volitev in spletnih volitev na tehnologiji veriženja podatkovnih blokov glede na 
starost in izobrazbo, iz česar povzamemo, da bi se volilna udeležba na volitvah povečala, s 
tem pa tudi legitimnost in zadovoljstvo državljanov.  
Za mnenje o razvoju in napredku ter novi tehnologiji veriženja podatkovnih blokov ter 
možnosti vpeljave elektronskih volitev smo povprašali še strokovnjaka na področju 
Tomislava Mučiča, ki s svojim podjetjem uspešno pomaga pri vpeljavanju in seznanjanju z 
novo tehnologijo. Intervju je potekal prek elektronske pošte in je sestavljen iz sedmih 
kratkih vprašanj, katerih rdeča nit so e-volitve.  
Opravljeni intervju potrjuje, da je slovensko elektronsko poslovanje in s tem e-uprava dobra 
in učinkovita, da je storitev, ki so na voljo v elektronski obliki, vse več ter da je »Slovenija 
novo tehnologijo veriženja podatkovnih blokov sprejela z odprtimi rokami«, saj jo lahko 
implementiramo na vsa področja elektronske javne uprave.  
Kljub velikemu zanimanju pa razen uradnega združenja Think Thank Slovenija, kjer prihaja 
do izmenjave mnenj in izkušenj, raziskovalcev, gospodarstvenikov in javne uprave, 
dejanskih projektov po besedah g. Mučiča še ni zaslediti. Razlog ni tehnologija, ampak 
znanje ljudi, ki bi te rešitve uspeli ustrezno in učinkovito implementirati v nov sistem, in 
njena uporaba v produkcijskem okolju.  
Po besedah g. Mučiča je tehnologija veriženja podatkovnih blokov primerna za uporabo/ 
podporo pri izvajanju e-storitev javne uprave, posledično tudi pri e-volitvah, na področju 
shranjevanja in obdelave podatkov, ki so nastali v postopku glasovanja. Uporabniki  
e-volitev bi namesto na papirnato glasovalnico glas oddali prek digitalnega obrazca, ta pa 
bi se prenesel v sistem blokov, kjer bi se podatki v realnem času tudi obdelovali. Mučič 
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ugotavlja, da bi se s tem močno znižali stroški volilnih postopkov, povečala bi se stopnja 
varnosti in podatkovna integriteta. Z uvedbo e-volitev bi se po mnenju strokovnjaka 
povečala udeležba na volitvah, kar potrjuje tudi izvedena anketa. Po njegovem mnenju bi 
se volitev udeleževalo predvsem več mladih in srednje starih volivcev, ki so dovolj 
seznanjeni s tehnološkimi novostmi in uporabo tehnologije.  
Glede na rezultate ankete in opravljeni intervju lahko povzamemo, da ljudi nova tehnologija 
zanima, da bi na podlagi uvedbe novih tehnologij lahko izboljšali rezultat volilne udeležbe, 
saj bi volilo več mladih, ki tehnologiji zaupajo. Mučič meni »več možnih rešitev prinaša 
potencialno več uporabe« in če ljudem ponudimo učinkovito in zaupanja vredno 
tehnologijo, jo bodo z veseljem sprejeli (Mučič, 2018). 
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7 ZAKLJUČEK 
V današnjih časih družba ceni vrednote, kot so prosti čas, ekonomska učinkovitost, 
enostavnost (rutinskih opravil), visoka stopnja kakovosti in učinkovitosti, vendar morajo biti 
v skladu z zasebnostjo in varnostjo posameznika in njegovih aktivnosti ter uveljavljanjem 
njegovih pravic. 
Ljudje so zaradi svoje narave nagnjeni k zaupanju v sisteme tehnologij in naprave, vendar 
le dokler so ti transparentni in pošteni. Če je ogrožena transparentnost in poštenost, bodo 
ljudje noviteto zavrnili in bo ta verjetno propadla. 
Razvoj in dostopnost nove informacijsko-telekomunikacije tehnologije (predvsem 
interneta), naraščanje števila uporabnikov in hkrati vse manjše zanimanje širše javnosti za 
politični proces so v zadnjem desetletju tudi v Slovenijo pripeljali idejo vpeljave tehnološko 
naprednih rešitev za t. i. novo demokracijo, ki bi bila v koraku s časom. Razmah uporabe 
internetnih storitev za različne poslovne, akademske, zdravstvene itd. procese je izpostavil 
manko informacijsko-komunikacijske tehnologije na področju javne in državne uprave.  
Republika Slovenija se je že leta 2001 zavedala pomembnosti uporabe sodobnih tehnologij 
v procesih javne in državne uprave, saj je tistega leta sprejela Zakon o elektronskem 
poslovanju in elektronskem podpisu. V istem obdobju je bila vzpostavljena agencija za 
izdajo digitalnih potrdil SIGOV-CA, ki je imela pozitivni učinek na razvoj e-uprave v 
prihodnjih obdobjih. V obdobju od leta 2001 je Slovenija zagotovila različne sisteme za 
državljane, podjetja, neprofitne organizacije ter medsebojno poslovanje javnih 
uslužbencev. Številčnost in raznolikost teh sistemov sta vodili do prenove in vzpostavitve 
enotne vstopne točne uporabnikov, do postopkov e-uprave v letu 2015. Slovenija se zaradi 
spremenljivosti tehnologije zaveda nujnosti in stalnosti nadgrajevanja in dodatnega razvoja 
svojih že zagotovljenih rešitev. V Strategiji e-uprave Republike Slovenije do leta 2020 so 
dokumentirane smernice in obveze, ki jih bo zagotovila Republika Slovenija za doseganje 
kakovostne ravni zagotavljanja svojih storitev na področju javne in države uprave. Ena 
izmed najbolj prelomnih in revolucionarnih tehnologij v zadnjem obdobju je tehnologija 
veriženja podatkovnih blokov, ki dosega visoko stopnjo rasti uporabe v gospodarstvu. 
Zaradi svojih lastnosti ima tehnologija veriženja podatkovnih blokov izjemno velik potencial 
na področju poslovanja e-uprave in tudi na področju implementacije e-volitev.   
Vpeljava interneta in uporaba mobilnih naprav na področje volilnega procesa lahko 
prineseta nove pozitivne spremembe v tradicionalnem demokratičnem procesu, vendar ob 
enem razkrijeta nemalo politološko-socioloških, pravnih in tehničnih vprašanj, povezanih z 
legitimnostjo takega sistema, vprašanjem varnosti in zanesljivosti volilnih rezultatov. 
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Največji izziv pri vpeljavi e-volitev predstavlja področje politološko-sociološkega vidika, saj 
posega na področje posameznikovih pravic in navad. Pri reševanju te problematike se je 
treba zavedati, da tehnologija ne sme povzročati diskriminacije kateregakoli profila 
državljanov. Struktura volilnega telesa je heterogena, kar pomeni različno starostno, 
izobrazbeno in ekonomsko strukturo. Dejstvo je, da bi uvedba sodobnih tehnologij v tako 
heterogeno volilno telo lahko povzročila diskriminacijo določenih posameznikov. Za 
preprečitev diskriminacije je treba pri uvedbi sodobnih rešitev definirati tudi prehodno 
obdobje, kjer so uporabnikom še na voljo uveljavljeni/tradicionalni postopki in mehanizmi 
glasovanja. Interes politične sfere ni nujno skladen s transparentnostjo in učinkovitostjo  
e-volitev, zato prihaja v mnogih državah do političnega nasprotovanja in preprečevanja teh 
tehnologij. Pri uvedbi e-volitev je treba zagotoviti ustrezno pravno podlago za 
enakopravnost tradicionalnega in elektronskega glasovanja. Poleg omenjenih področji pa 
je treba zagotoviti ustrezno tehnično podporo. 
Vpeljava e-volitev nosi prednosti in slabosti. Hitrost štetja in izračun glasov sta hitrejša, brez 
človeških napak in zlorab, spodbujata volilno udeležbo, saj lahko volivci glasujejo zunaj 
volišč, kar olajša postopek glasovanja za ljudi s posebnimi potrebami. Tudi stroškovna 
učinkovitost se z zmanjšanjem volilne birokracije in ostalih povezanih stroških dolgoročno 
povečuje. Uvedba e-volitev zahteva poseben poudarek pri reševanju potencialnih slabosti. 
Primarno je treba rešiti varnostni izziv, da se onemogoči nepooblaščene vdore in zlorabe 
glasovalnega procesa. Prav tako mora zagotoviti transparentnost delovanja in istočasno 
zagotavljati anonimnost volivca, kar je eden izmed ključnih tehnično-organizacijskih izzivov 
pri uvedbi e-volitev. 
Volilna udeležba v Republiki Sloveniji vseskozi upada. Na podlagi rezultatov izvedene 
ankete je bilo ugotovljenih več razlogov za nizko volilno udeležbo, ki so bili zelo raznoliki: 
vse od nezanimanja za politiko, občutka nepomembnosti pri glasovanju do časovne 
neustreznosti volilnega dneva. 
Kot primer dobre prakse je predstavljen primer Estonije, ki je po velikosti, politični ureditvi, 
ekonomski razvitosti in starosti države zelo podobna Sloveniji. Estonija velja za pionirja z 
najbolj razvitim sistemom e-uprave na svetu. Z uvedbo osebnega digitalnega potrdila so 
postavili trdno osnovo za razvoj elektronskih storitev javne uprave in e-volitev, ki je v 
uporabi od leta 2005. Analiza volitev nakazuje, da se stopnja udeležbe elektronskega 
glasovanja ni povečala, povečal pa se je delež volivcev (v desetih letih na 30 % vseh 
volivcev). Dejstvo, da se skupna udeležba ni povečala, nakazuje, da udeležbe na volitvah ne 
moremo rešiti samo s tehnološko inovacijo. Na primeru Kanade pa se je zaradi uspešne 
vpeljave e-volitev participacija na volitvah znatno povečala. Primer neuspešne vpeljave  
e-volitev pa je predstavljen v primeru Norveške, kjer so zaradi varnostnih pomanjkljivosti 
ukinili sistem, kar kaže na dejstvo, da morajo za vpeljavo takšnih sistemov proučiti izjemno 
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široko področje izzivov in vprašanj, kdaj je lahko tak projekt uspešen. Različni politični 
sistemi in demografske raznolikosti predstavljenih držav nam ponudijo vpogled v to, da 
vpeljava tako kompleksnega sistema, kot so e-volitve, zahteva dobro raziskano področje in 
visoko informiranost prebivalstva o novi tehnologiji s strani države. 
Slovenija je imela že več pobud vpeljave sistema e-volitev, prvič že leta 2003 s spremembo 
zakonodaje, Zakona o volitvah, ki je omogočila vpeljavo informacijsko-komunikacijske 
tehnologije v proces volitev. Vse pobude so bile argumentirano zavrnjene, zadnja z razlago, 
da je pri elektronskem glasovanju treba proučiti tudi javno mnenje glede takšnega načina 
glasovanja. Na podlagi izvedene ankete je trenutno javno mnenje nagnjeno k uvedbi  
e-volitev. Številni kazalniki potrjujejo razvitost in pokritost Slovenije pri dostopnosti in 
uporabi informacijsko-komunikacije tehnologije, kar je potreben predpogoj za zagotovitev 
visoke stopnje uporabe e-uprave. 
V Sloveniji imamo 98 % pokritost z dostopom do širokopasovnega interneta in kar 54 % 
uporabnikov storitev javne uprave. Ta dejstva nakazujejo odlične infrastrukturne 
predpogoje in to, da so uporabniki pripravljeni sprejeti sodobne tehnologije v postopkih  
e- uprave in e-volitev. 
Glede na globalne trende pri informacijsko-komunikacijski tehnologiji se na področju 
delovanja javne uprave močno uveljavlja tehnologija veriženja podatkovnih blokov. 
Tehnologija zaradi svoje arhitekturne zasnove prinaša in rešuje številne izzive pri postopkih 
javne uprave in e-volitev. Ključne prednosti tehnologije so reševanje problematike 
anonimnosti, sledljivosti, transparentnosti in podatkovne integritete. Tehnologije veriženja 
podatkovnih blokov predstavlja porazdeljeno podatkovno bazo, ki nima centralne entitete, 
ki bi skrbela za nadzor in delovanje sistemov. Zaradi načina zapisovanja podatkov pri 
obravnavani tehnologij se teh ne da spremeniti, kar zagotavlja popolno sledljivost 
aktivnosti v sistemu. Podatke je možno kadarkoli preveriti za nazaj, zaradi česar se dvigne 
stopnja transparentnosti in posledično uporabnikovega zaupanja v sistem. Pri tehnologiji 
veriženja podatkovnih blokov zaradi odsotnosti centralne nadzorne entitete/avtoritete ni 
nujno razkrivanje identitete udeležencev, s čimer je zagotovljena anonimnost. Trenutno 
doma in v svetu že potekajo pobude za vpeljavo tehnologije veriženja podatkovnih blokov 
v sisteme e-volitev. 
Za boljše razumevanje trenutnega stanja širše javnosti na področju delovanja e-uprave in 
e-volitev ter seznanjenosti s sodobnimi tehnologijami je bila izvedena anketa. Za mnenje 
strokovne javnosti je bil izveden intervju, s katerim je bila potrjena možnost vpeljave 
tehnologije veriženja podatkovnih blokov v e-upravo in e-volitve.55 
                                                     
55 Anketni vprašalnik (priloga 2) in intervju z odgovori (priloga 4) se nahajata v prilogi magistrskega dela. 
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Kot vodilo pri raziskovanju so bile v magistrskem delu opredeljene štiri hipoteze, in sicer: 
Hipoteza 1: Stanje digitalne Slovenije je v evropskem povprečju, kar pomeni porast 
uporabe digitalnih storitev e-uprave in visoko stopnjo uporabnikov s storitvami, ki jih 
ponuja e-uprava.  
Porast uporabe digitalnih storitev potrjujemo z rezultati raziskave DESI 2018, kjer je stopnja 
uporabnikov e-uprave porasla za 6,3 odstotne točke (s 51 % iz leta 2017 na 57,3 % leta 
2018). Visoko stopnjo uporabe storitev e-uprave (z uporabo digitalnega potrdila) 
potrjujemo z osmim vprašanjem v anketi »Ali ste že uporabljali spletne storitve javne 
uprave, ki zahtevajo uporabo digitalnega potrdila?«, kjer je 64 % potrdilo uporabno spletnih 
storitev javne uprave, ki zahtevajo uporabo digitalnega potrdila. S petim vprašanjem »Ali 
menite, da ste dovolj seznanjeni s spletnimi storitvami javne uprave?« pa anketa nakazuje 
še dodatni potencial povečanja uporabe spletnih storitev javne uprave, saj samo 43 % 
anketirancev meni, da so dovolj seznanjeni s spletnimi storitvami javne uprave. 
Hipoteza 2: Uporaba  e-volitev  poveča  volilno  udeležbo in je povezana z izobrazbo in 
starostjo volilnih upravičencev. Višje izobraženi in mlajši volivci bi se e-volitev udeležili 
večkrat. 
Na podlagi hi-kvadrat testa je bila potrjena odvisnost med stopnjo izobrazbe in starostjo 
volilnih upravičencev. Bolj izobraženi in mlajši udeleženci bi se volitev udeležili večkrat. To 
hipoteze potrjujejo odgovori na vprašanje 11a. izvedene ankete. 
Hipoteza 3: Tehnologija  veriženja  podatkovnih  blokov  omogoča  višjo  stopnjo  varnosti,  
transparentnosti in kakovostnejše podatke ter je dovolj razvita in primerna za izvedbo  
elektronskih volitev. 
Na podlagi izvedenega intervjuja in obravnavane dostopne literature to hipotezo 
potrjujem. 
Hipoteza 4: Splošno pravilo strahu pred neznanim pri tehnologiji veriženja podatkovnih 
blokov velja in preprečuje uporabo pri izvedbi e-volitev. 
Glede na rezultate 14. vprašanja ankete (»Ali bi se zaradi višje stopnje varnosti, ki jo 
zagotavlja tehnologija veriženja podatkovnih blokov (angl. Blockchain), bolj pogosto 
udeležili spletnih volitev?«) je bilo ovrženo pravilo strahu pred neznanim, zato je hipoteza 
ovržena. 
Neprestan tehnološki razvoj je postal del vsakdana, zato tehnologija, ki zagotavlja varnost, 
spoštuje zasebnost posameznika in poenostavlja postopke (vsakodnevne in 
kompleksnejše), vzbuja pri ljudeh zaupanje ter širšo sprejetost. V Sloveniji se zaradi dobre 
115 
infrastrukturne pokritosti in tehnološke pismenosti kaže tudi na področju uporabe spletnih 
storitev e-uprave.  
Raziskave nakazujejo, da je v zadnjih letih prišlo do padca zaupanja v vse institucije, tako 
podjetja, medije kot tudi v vladne in nevladne organizacije. Ljudje na ostalih področjih 
izkazujejo naklonjenost sodobnim pristopom in novim tehnologijam, ki bi povrnile zaupanje 
v institucije in njihove postopke. Ena izmed tehnologij, ki to omogočajo, je tehnologija 
veriženja podatkovnih blokov. Ta tehnologija je vedno bolj prisotna pri sodobnih rešitvah, 
ki se uporabljajo v gospodarstvu, in na tak način dokazuje široko področje svoje 
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SEZNAM UPORABLJENIH KRATIC IN OKRAJŠAV 
2G, 3G, 4G, 5G   Global System for Mobiles (2., 3., 4. in 5. generacije) 
ADSL     Asymmetric Digital Subscriber Line 
AJPES  Agencija Republike Slovenije za javnopravne evidence 
in storitve 
AKOS  Agencija za komunikacijska omrežja in storitve 
Republike Slovenije 
DDV     davek na dodano vrednost 
DESI      Digital Economy and Society Index 
D. O. O.    družba z omejeno odgovornostjo 
DRE     glasovalna naprava na dotik (direct recording  
     electonic) 
EU     Evropska unija 
G2B     Goverment to Business 
G2C     Goverment to Citizens 
G2E     Goverment to Employee 
G2G     Goverment to Goverment 
G2N     Goverment to Nonprofit 
LTE     Long-Term Evolution 
Mbit/s     megabit na sekundo 
NATO     North Atlantic Treaty Organisation 
OECD     Organizacija za gospodarsko sodelovanje in razvoj 
OZN     Organizacija združenih narodov 
QR     Quick Response 
S.P.     samostojni podjetnik 
TRR     transakcijski račun 
UMTS     Universal Mobile Telecommunications System 
WAP     Wireless Application Protocol 
ZRSZ     Zavod Republike Slovenije za zaposlovanje 
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SEZNAM SLOVENSKIH PREVODOV TUJIH IZRAZOV 
Back-office      podporne storitve 
Blockchain     tehnologija veriženja podatkovnih blokov 
Byzantine generals problem   Bizantionov problem soglasja 
Crowdsourcing    množično sodelovanje 
End –to-end variable     vhod in izhod procesov 
Goverment to Business   poslovanje med upravo in gospodarstvom 
Goverment to citizens   poslovanje med upravo in državljani 
Goverment to Employee   poslovanje med upravo in zaposlenimi 
Goverment to Goverment   poslovanje med uradi 
Goverment to Nonprofit  poslovanje med upravo in neprofitnimi 
organizacijami 
I-ballot box     internetna glasovalna skrinja 
Node      vozlišče 
No wrong door    vsi pristopi možni 
On-line     v omrežju 
Peer-to-Peer network    distribuirano vrstniško omrežje 
Proof of Stake     dokazila o deležu 
Proof Of Work    dokazila o delu 
Timestamp     časovna označba 
Security through obscurity   varnost zagotoviti z zakrivanjem  
Security through transparency  varnost zagotoviti s transparentnostjo 
Virtual 3D Goverment World   aplikacija 3D javne uprave 





PRILOGA 1: UDELEŽBA NA VOLITVAH V REPUBLIKI SLOVENIJI 1992–2017 




upravičencev % udeležbe Opomba 
Predsednika RS 1992 1.280.252 1.491.374 85,84 %   
Predsednika RS 1997 1.057.928 1.549.226 68,29 %   
Predsednika RS 2002 1.160.309 1.609.985 72,07 % Prvi krog 
Predsednika RS 2002 1.052.795 1.610.137 65,39 % Drugi krog 
Predsednika RS 2007 992.245 1.720.481 57,67 % Prvi krog 
Predsednika RS 2007 1.005.595 1.720.174 58,46 % Drugi krog 
Predsednika RS 2012 725.768 1.711.461 42,41 %   
Predsednika RS 2017 721.894 1.713.473 42,13 % Prvi krog 




y = -66884x + 1E+06
R² = 0,8525



























Lokalne volitve 1998 887.172 1.522.475 58 % 384.172 744.779 52 % 
Lokalne volitve 2002 1.105.436 1.615.666 68 % 550.622 819.621 67 % 
Lokalne volitve 2006 972.412 1.670.258 58 % 378.471 711.978 53 % 
Lokalne volitve 2010 833.884 1.636.209 51 % 304.718 624.282 49 % 




y = -49629x + 1E+06
R² = 0,37



















Linear (št.udeležencev- drugi krog)
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upravičencev % udeležbe 
Volitve v Evropski parlament 2004 46.1879 1.628.918 28,35 % 
Volitve v Evropski parlament 2009 482.136 1.699.755 28,37 % 




y = -22092x + 498087
R² = 0,4495




















Vrsta volitev Leto Število volivcev Število upravičencev % udeležbe 
Državni zbor 1992 1.188.378 1.491.374 85,60 % 
Državni zbor 1996 1.069.204 1.542.218 73,70 % 
Državni zbor 2000 1.076.520 1.588.528 70,14 % 
Državni zbor 2004 991.263 1.634.402 60,65 % 
Državni zbor 2008 1.070.523 1.696.437 63,10 % 
Državni zbor 2011 1.121.573 1.709.682 65,60 % 
Državni zbor 2014 886.124 1.713.067 51,73 % 




y = -32251x + 1E+06
R² = 0,5674













1992 1996 2000 2004 2008 2011 2014 2018













Referendum za volitve v državni zbor, 1996 583.380 1.537.459 37,9 % 
Zakonodajni referendum o financiranju izgradnje TET 
3, 1998 427.443 1.564.170 27,33 % 
Referenduma o Zakonu o spremembah in 
dopolnitvah Zakona o zdravljenju neplodnosti in 
postopkih oploditve z biomedicinsko pomočjo, 2001 567.878 1.592.650 35,66 % 
Referendum železnice in telekomunikacije, 2003 501.780 1.610.180 31,1 % 
Referendum EU in NATO, 2003 975.015 1.613.272 60,43 % 
Referendum – trgovina, 2003 455.842 1.618.964 27,45 % 
Referendum – tehnični zakon, 2004 513.195 1.626.910 31,54 % 
Referendum – RTVS, 2005 504.925 1.644.270 30,71 % 
Referendum občine, 2006 21.806 38.059 57,30 % 
Zavarovalnice, 2007 996.083 1.720.096 57,98 % 
Posvetovalni referendum – pokrajine, 2008 185.830 1.692.600 10,98 % 
Referendum o Zakonu o arbitražnem sporazumu, 
2010 727.361 1.705.105 42,66 % 
Referendum o Zakonu o RTV Slovenija (2), 2010 252.408 1.707.209 14,78 % 
Referendum o Zakonu o malem delu, 2011 580.347 1.707.534 33,99 % 
Referendum o Zakonu o spremembah in dopolnitvah 
Zakona o varstvu dokumentarnega in arhivskega 
gradiva ter arhivih, 2011 689.873 1.707.534 40,40 % 
Referendum o Zakonu o pokojninskem in invalidskem 
zavarovanju, 2011 690.727 1.707.534 40,45 % 
Referendum o Zakonu o preprečevanju dela in 
zaposlovanja na črno, 2011 690.302 1.707.534 40,43 % 
Zakonodajni referendum o Družinskem zakoniku, 
2012 518.207 1.709.417 30,21 % 
Referendum o arhivih, 2014 201.087 1.712.733 11,74 % 
Referendum o ZZZDR-D, 2015 623.541 1.714.055 36,38 % 
Referendum o ZIUGDT, 2017 352.092 1.713.532 20,55 % 





y = -6330,1x + 587172
R² = 0,0289
y = 12328x + 1E+06
R² = 0,0517
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PRILOGA 2: ANKETNI VPRAŠALNIK  
Spoštovani, 
sem študentka podiplomskega študija na Fakulteti za upravo in v sklopu magistrskega dela 
z naslovom Uvedba e-volitev s podporo tehnologije veriženja podatkovnih blokov (angl. 
Blockchain) želim raziskati, kakšna je seznanjenost z uporabo tehnologije pri storitvah javne 
uprave v povezavi z volitvami. 
Vaše sodelovanje bo zagotovo prispevalo h kakovosti mojega magistrskega dela. 
Z anketo je zagotovljena popolna anonimnost, podatki pa bodo uporabljeni izključno pri 
metodološkem delu magistrskega dela. 












3. Stopnja izobrazbe 
Nedokončana OŠ I.   
OŠ II.   
Nižje poklicno izobraževanje (2-letno) III.   
Srednje poklicno izobraževanje (3-letno) IV.   
Gimnazijsko, srednje poklicno – tehniško 
izobraževanje, srednje tehniško oz. drugo 
strokovno izobraževanje 
V.   
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Višješolski program (do 1994), višješolski 
strokovni program 
VI/1.   
Specializacija po višješolskem programu, 
visokošolski strokovni programi 
VI/2. visokošolski strokovni in 
univerzitetni program (1. bol. st) 
Specializacija po visokošolskem strokovnem 
programu, univerzitetni program 
VII. magisterij stroke (2. bol. st.) 
Specializacija po univerzitetnem programu, 
magisterij znanosti 
VIII/1.   
Doktorat znanosti VIII/2. doktorat znanosti (3. bol. st.) 
 
4. V kateri regiji prebivate? 
 Pomurska regija. 
 Podravska regija. 
 Koroška regija. 
 Savinjska regija. 
 Zasavska regija. 
 Posavska regija. 
 Regija jugovzhodna Slovenija. 
 Osrednjeslovenska regija. 
 Gorenjska regija. 
 Primorsko-notranjska regija. 
 Goriška regija. 
 Obalno-kraška regija. 








7. Ali že imate digitalno potrdilo? 
 Da (SIGEN-CA). 
 Da (SIGEN-CA + drugi izdajatelji). 
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 Da (drugi izdajatelj). 
 Ne. 





9. Katerih volitev se udeležujete? 
 Glasujem na vseh volitvah. 
 Glasujem na parlamentarnih volitvah. 
 Glasujem na volitvah v Evropski parlament. 
 Glasujem na lokalnih volitvah. 
 Glasujem na referendumih. 
 Redko glasujem. 
 Glasoval sem, vendar ne več. 
 Nikoli nisem glasoval. 
 Drugo (prosim, navedite). 
 
10. Če še niste glasovali, redko glasujete ali ne glasujete več, kakšni so razlogi za to? 
Izberite vse, ki veljajo za vas. 
 Ne zanima me politika. 
 Moje glasovanje ne bo prineslo sprememb. 
 Ne zaupam v trenutni mehanizem glasovanja. 
 Ne morem dostopati do volišč. 
 Glasovalni dan mi ne ustreza. 
 Politične stranke ne predstavljajo dovolj svojih prepričanj oz. ne bodo obdržale 
svojih volilnih obljub. 
 Ne počutim se dobro obveščen, zato se ne morem odločiti. 
 Ne razumem glasovalnega sistema. 
 Drugo (prosim, navedite). 
 
11. Ali bi uporabljali sistem spletnega glasovanja? 
 Da (nadaljuj pri vprašanju 11.a). 
 Ne (nadaljuj pri vprašanju 11.b). 
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11.b Kaj je razlog, da ne bi uporabljali sistema spletnega glasovanja? 
 Nezaupanje v varnost sistema spletnega glasovanja. 
 Neznanje uporabe spletnih orodij. 
 Nimam možnosti uporabe ustrezne opreme. 
 Raje bi glasoval tradicionalno. 
 
12. Ali ste seznanjeni s tehnologijo veriženja podatkovnih blokov (angl. Blockchain)? 
 Da. 
 Ne. 
 Ne vem. 
 
13. Ali bi bolj zaupali v spletne volitve, če bi uporabljali tehnologijo veriženja podatkovnih 
blokov (angl. Blockchain), ki med drugim zvišuje stopnjo varnosti? 
 Da. 
 Ne. 
 Ne vem. 
 
14. Ali bi se zaradi višje stopnje varnosti, ki jo zagotavlja tehnologija veriženja podatkovnih 











PRILOGA 3: REZULTATI ANKETE Z GRAFI 
1. Starost 
 Število anketirancev Odstotek anketirancev 
18–24 42 9,15 % 
25–34 151 32,90 % 
35–44 139 30,28 % 
45–54 59 12,85 % 
55–64 52 11,33 % 























 Število anketirancev Odstotek anketirancev 
Moški 353 76,91 % 









3. Stopnja izobrazbe 
 Število anketirancev 
Odstotek 
anketirancev 
I. – Nedokončana OŠ 3 0,65 % 
II. – Osnovna šola 2 0,44 % 
III. – Nižje poklicno izobraževanje (2 letno) 4 0,87 % 
IV. – Srednje poklicno izobraževanje (3 letno) 37 8,06 % 
V. –Gimnazijsko, srednje poklicno-tehniško izobraževanje, srednje tehniško oz. drugo 
strokovno izobraževanje 112 24,40 % 
VI/1. – Višješolski program (do 1994), višješolski strokovni program 65 14,16 % 
VI/2. – Specializacija po višješolskem programu, visokošolski strokovni programi / Visokošolski 
strokovni in univerzitetni program (1. bol. st) 89 19,39 % 
VII. – Specializacija po visokošolskem strokovnem programu, univerzitetni program / 
Magisterij stroke (2. bol. st.) 116 25,27 % 
VIII/1. – Specializacija po univerzitetnem programu, magisterij znanosti 17 3,70 % 
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I. - Nedokončana OŠ
II. - Osnovna šola
III. - Nižje poklicno izobraževanje (2 letno)
IV. - Srednje poklicno izobraževanje (3 letno)
V. - Gimnazijsko, srednje poklicno -tehniško izobraževanje, srednje tehniško oz. drugo
strokovno izobraževanje
VI/1. - Višješolski program (do 1994), višješolski strokovni program
VI/2. - Specializacija po višješolskem programu, visokošolski strokovni programi /
Visokošolski strokovni in univerzitetni program (1. bol. st)
VII. -  Specializacija po visokošolskem strokovnem programu, univerzitetni program /
Magisterij stroke (2. bol. st.)
VIII/1.- Specializacija po univerzitetnem programu, magisterij znanosti
VIII/2 - Doktorat znanosti . doktorat znanosti (3. bol. st.)
Izobrazbena struktura
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4. Geografska struktura 
Regija Število anketirancev Odstotek Anketirancev 
Gorenjska regija 29 6,32% 
Goriška regija 3 0,65% 
Koroška regija 5 1,09% 
Obalno-kraška regija 11 2,40% 
Osrednjeslovenska regija 280 61,00% 
Podravska regija 34 7,41% 
Pomurska regija 12 2,61% 
Posavska regija 2 0,44% 
Primorsko-notranjska regija 3 0,65% 
Regija jugovzhodna slovenija 51 11,11% 
Savinjska regija 27 5,88% 
































5. Ali menite, da ste dovolj seznanjeni s spletnimi storitvami javne uprave? 
 Število anketirancev Odstotek anketirancev 
Da 195 42,48 % 
Ne 264 57,52 % 
 
 
6. Ali veste, da lahko pridobite digitalno potrdilo brezplačno (izdajatelj SIGEN-CA)? 
 Število anketirancev Odstotek anketirancev 
Da 358 78,00 % 














7. Ali že imate digitalno potrdilo? 
 Število anketirancev Odstotek anketirancev 
Da (drugi izdajatelj) 83 18,08 % 
Da (SIGEN-CA + drugi izdajatelji) 86 18,74 % 
Da (SIGEN-CA) 141 30,72 % 
Ne 149 32,46 % 
 
 
 Število anketirancev Odstotek anketirancev 
Ne 149 32,46 % 


























8. Ali ste že uporabljali spletne storitve javne uprave, ki zahtevajo uporabo digitalnega 
potrdila? 
 Število anketirancev Odstotek anketirancev 
Da 292 63,62 % 






Ali ste že uporabljali spletne storitve javne uprave, ki 
zahtevajo uporabo digitalnega potrdila?
Da Ne
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9. Katerih volitev se udeležujete? 
 Število anketirancev Odstotek anketirancev 
Glasujem na referendumih 1 0,22 % 
Drugo: ko sem v državi in utegnem 1 0,22 % 
Drugo: neopredeljeno 1 0,22 % 
Glasujem na lokalnih volitvah 3 0,65 % 
Nikoli nisem glasoval 34 7,41 % 
Glasujem na volitvah v Evropski 
parlament  0 0,00 % 
Glasoval sem, vendar ne več  42 9,15 % 
Glasujem na parlamentarnih 
volitvah 105 22,88 % 
Glasujem na vseh volitvah 119 25,93 % 
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Glasujem na lokalnih volitvah
Nikoli nisem glasoval
Glasujem na volitvah v Evropski parlament
Glasoval sem vendar ne več
Glasujem na parlamentarnih volitvah
Glasujem na vseh volitvah
Redko glasujem
Katerih volitev se udeležujete?
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10. Če še niste glasovali, redko glasujete ali ne glasujete več, kakšni so razlogi za to? 
Izberite vse, ki veljajo za vas. 
 Število anketirancev 
Odstotek 
anketirancev 
Glasovalni dan mi ne ustreza 2 0,44 % 
Ne razumem glasovalnega sistema 0 0,00 % 
Moje glasovanje ne bo prineslo sprememb 46 20,10 % 
Ne morem dostopati do volišč 5 1,09 % 
Ne počutim se dobro obveščen, zato se ne 
morem odločiti 9 3,90 % 
Ne zanima me politika 116 50,70 % 
Ne zaupam v trenutni mehanizem glasovanja 26 11,40 % 
Politične stranke ne predstavljajo dovolj 
svojih prepričanj oz. ne bodo obdržale svojih 
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Ne počutim se dobro obveščen, zato se ne morem
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Ne zanima me politika
Ne zaupam v trenutni mehanizem glasovanja
Politične stranke ne predstavljajo dovolj svojih
prepričanj oz. ne bodo obdržali svojih volilnih obljub
Razlogi za neglasovanje
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11. Ali bi uporabljali sistem spletnega glasovanja? 
 Število anketirancev Odstotek anketirancev 
Da 282 61,44 % 





Ali bi uporabljali sistem spletnega glasovanja?
Da Ne
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11 a. Če bi zaupali v sistem spletnega glasovanja, ali bi zaradi tega glasovali večkrat? 
 Število anketirancev Odstotek anketirancev 
Da 192 71,91 % 
Ne 75 28,09 % 
 
 






Nezaupanje v varnost sistema spletnega glasovanja 95 50,00 % 
Neznanje uporabe spletnih orodij 3 1,58 % 




























Nezaupanje v varnost sistema
spletnega glasovanja
Neznanje uporabe spletnih orodij Raje bi glasoval tradicionalno
Kaj je razlog, da ne bi uporabljali sistema spletnega 
glasovanja?
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12. Ali ste seznanjeni s tehnologijo veriženja podatkovnih blokov (angl. Blockchain)? 
 Število anketirancev Odstotek anketirancev 
Da 270 58,82 % 
Ne 189 41,18 % 
 
 
13. Ali bi bolj zaupali v spletne volitve, če bi uporabljale tehnologijo veriženja 
podatkovnih blokov (angl. Blockchain), ki med drugim zvišuje stopnjo varnosti? 
 Število anketirancev Odstotek anketirancev 
Da 246 53,59 % 
Ne 122 26,58 % 











Zaupanje v spletne volitve, ki temeljijo na tehnologiji 
veriženja podatkovnih blokov 
Da Ne Ne vem
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14. Ali bi se zaradi višje stopnje varnosti, ki jo zagotavlja tehnologija veriženja 
podatkovnih blokov (angl. Blockchain), bolj pogosto udeležili spletnih volitev? 
 Število anketirancev Odstotek anketirancev 
Da 323 70,37 % 






Ali bi se zaradi višje stopnje varnosti, ki jo zagotavlja 




PRILOGA 4: INTERVJU Z DIREKTORJEM PODJETJA NETIS, D. O. O. 
INTERVJU – Netis, d. o. o., direktor Tomislav Mučič  
V podjetju Netis, d. o. o., se ukvarjate s snovanjem rešitev na področju tehnologije veriženja 
podatkovnih blokov, svetujete in usposabljate posameznike in ekipe, ki si prizadevajo 
prodreti s tehnologijo veriženja blokov. Moja vprašanja se navezujejo na sodelovanje javne 
uprave in področja sprejetja in vpeljave te tehnologije v storitve, namenjene državljanom. 
1. Kot vemo, so storitve e-uprave v veliki večini že v elektronskih oblikah, vendar ne v celoti. 
Ali bi se po vašem mnenju uporaba storitev e-uprave povečala, če bi bilo vse postopke 
možno opraviti prek spleta? 
Vsekakor. Več možnih storitev prinaša potencialno več uporabe. Saj veste bolj dostopno in 
enostavno je, več uporabe pričakujemo. 
2. Kakšno je trenutno stanje vpeljave tehnologije veriženja podatkovnih blokov v javno 
upravo? 
Slovenija je novo tehnologijo veriženja podatkovnih blokov sprejela z odprtimi rokami, saj 
je uporabo tehnologije v procesih e-uprave skoraj povsod možno vpeljati, vendar pa do 
kakšnih konkretnih projektov trenutno še ne prihaja, vsaj vem ne zanje. Ostajajo uradna 
združenja, kjer si gospodarstveniki, razvojni sektor in širša javnost ter javna uprava 
izmenjujejo mnenja in znanja, kar lahko služi kot dobra osnova, da se proučijo določeni 
izzivi in dobre rešitve. 
Moramo se zavedati, da je  seznanjenost s tehnologijo še prenizka in da moramo za vpeljavo 
v tako kompleksen sistem, kot je e-uprava, proučiti širok spekter možnih težav in rešitev 
pred sprejetjem kakršnegakoli pilotnega projekta. 
3. Ali tehnologija veriženja podatkovnih blokov po vašem mnenju dviguje stopnjo zaupanja 
v delovanje IT-rešitev in zakaj? 
Tehnologija veriženja blokov vsekakor lahko dvigne zaupanje v delovanje IT-rešitev, saj 
zaradi svoje tehnologije omogoča veliko višjo stopnjo integritete podatkov kot katerakoli 
tehnologija do sedaj. 
4. Na katerih področjih e-uprave je smiselno uvajati sistem veriženja podatkovnih blokov 
ter zakaj? Kaj je največja ovira pri potencialni vpeljavi te tehnologije? 
Tehnično gledano, ni omejitev glede področij. Potrebno pa je razumeti, da je tehnologija še 
v razvoju in je ni smiselno primerjati z obstoječimi rešitvami e-uprave. Vsekakor kot 
največjo oviro vidim znanje zaposlenih in možnost uporabe le-te v produkcijskem okolju. 
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5. Kaj bi uporabniki e-uprave (fizične osebe, podjetja, organizacije) pridobili v primeru 
vpeljave te tehnologije? 
Uporabniki ne bi občutili bistvene razlike, prikazna stran, ki jo uporabnik uporablja, bi bila 
nespremenjena. Največja razlika je v ozadju, kjer pa se znižajo stroški vzdrževanja, poveča 
se stopnja varnosti in integriteta podatkov.  
6. Ali je smiselno uvajati tehnologijo veriženja podatkovnih blokov za podporo pri uvajanju 
e-volitev? Kakšni so zadržki pri uvajanju tega? 
E-volitve bi bile lahko narejene relativno enostavno, kar se tehnike tiče – oddani glasovi bi 
se shranili v t. i. volilni skrinjici, ki bi temeljila na BC. Večji izziv predstavljata registracija 
identitet volivcev, ki bi bila izvedena v ločeni aplikaciji, in krivulja učenja državljanov. 
7. Ali bi po vašem mnenju uporaba e-volitev povečala udeležbo na volitvah ter kakšen profil 
volivcev bi po vašem mnenju pritegnila? 
Menim, da ja. Vsekakor bi pritegnilo mlade in srednje stare volivce, nekatere zaradi 




PRILOGA 5: IZRAČUN HI2 TESTA 
Analiza 11. vprašanja: Ali bi uporabljali sistem spletnega glasovanja? – analiza starosti 
Dejanske frekvence    
STAROST Da Ne VSOTA 
18-24 23 19 42 
25-34 97 54 151 
35-44 97 42 139 
45-54 29 30 59 
55-64 32 20 52 
65 ali več 4 12 16 
VSOTA 282 177 459 
 
Pričakovane 
frekvence    
STAROST Da Ne VSOTA 
18-24 25,80392 16,19607843 42 
25-34 92,77124 58,22875817 151 
35-44 85,39869 53,60130719 139 
45-54 36,24837 22,75163399 59 
55-64 31,94771 20,05228758 52 
65 ali več 9,830065 6,169934641 16 
VSOTA 282 177 459 
 
Izračun HI testa    
Stopinja 
značilnosti/tveganja α 0,0500  
Hi kvadrat test X2 18,1025  
Stopinje prostosti df 5,0000  
P-vrednost p 0,0028  
 
 Stopinjo značilnosti/tveganja določimo sami 
 Za izračun HI kvadrat test je uporabljen funkcija  "CHISQ.INV.RT(P-Vrednost; Stopinje 
prostosti)” 
 Stopinje prostosti se vežejo na število celic in ne na velikost vzorca. Dobimo jih kot 
zmnožek: (število vrstic - 1) * (število stolpcev - 1) 
 P Vrednost: Uporabljena je funkcija  "CHISQ.TEST", ki primerja vsebino tabele z dejanskimi 




Analiza 11. vprašanja: Ali bi uporabljali sistem spletnega glasovanja? – analiza izobrazbe 
Dejanske frekvence    
Izobrazba Da Ne VSOTA 
I. - IV. 35 11 46 
V. 68 44 112 
VI. 86 68 154 
VII. 69 47 116 
VIII. 24 7 31 
VSOTA 282 177 459 
 
Pričakovane 
frekvence    
Izobrazba Da Ne VSOTA 
I. - IV. 26,75816993 19,24183007 46 
V. 65,1503268 46,8496732 112 
VI. 89,58169935 64,41830065 154 
VII. 67,47712418 48,52287582 116 
VIII. 18,03267974 12,96732026 31 
VSOTA 267 192 459 
 
Izračun HI testa   
Stopinja 
značilnosti/tveganja α 0,0500 
Hi kvadrat test X2 11,5120 
Stopinje prostosti df 4,0000 
P-vrednost p 0,0214 
 
 Stopinjo značilnosti/tveganja določimo sami 
 Za izračun HI kvadrat test je uporabljen funkcija  "CHISQ.INV.RT(P-Vrednost; Stopinje 
prostosti)” 
 Stopinje prostosti se vežejo na število celic in ne na velikost vzorca. Dobimo jih kot 
zmnožek: (število vrstic - 1) * (število stolpcev - 1) 
 P Vrednost: Uporabljena je funkcija  "CHISQ.TEST", ki primerja vsebino tabele z dejanskimi 




Analiza 13. vprašanja Ali bi bolj zaupali v spletne volitve, če bi uporabljali tehnologijo 
veriženja podatkovnih blokov (angl. Blockchain), ki med drugim zvišuje stopnjo varnosti? 
– analiza starosti 
Dejanske frekvence     
STAROST Da Ne Ne vem SKUPAJ 
18-24 18 20 4 42 
25-34 94 35 22 151 
35-44 69 39 31 139 
45-54 33 13 13 59 
55-64 30 9 13 52 
65 ali več 2 6 8 16 
SKUPAJ 246 122 91 459 
 
Dejanske frekvence     
STAROST Da Ne Ne vem SKUPAJ 
18-24 18 20 4 42 
25-34 94 35 22 151 
35-44 69 39 31 139 
45-54 33 13 13 59 
55-64 30 9 13 52 
65 ali več 2 6 8 16 
SKUPAJ 246 122 91 459 
 
Izračun HI testa   
Stopinja značilnosti/tveganja α 0,0500 
Hi kvadrat test X2 32,2874 
Stopinje prostosti df 10,0000 
P-vrednost p 0,0004 
 
 Stopinjo značilnosti/tveganja določimo sami 
 Za izračun HI kvadrat test je uporabljen funkcija  "CHISQ.INV.RT(P-Vrednost; Stopinje 
prostosti)” 
 Stopinje prostosti se vežejo na število celic in ne na velikost vzorca. Dobimo jih kot 
zmnožek: (število vrstic - 1) * (število stolpcev - 1) 
 P Vrednost: Uporabljena je funkcija  "CHISQ.TEST", ki primerja vsebino tabele z dejanskimi 




Analiza 13. vprašanja: Ali bi bolj zaupali v spletne volitve, če bi uporabljali tehnologijo 
veriženja podatkovnih blokov (angl. Blockchain), ki med drugim zvišuje stopnjo 
varnosti? – analiza izobrazbe 
Dejanske frekvence     
Izobrazba Da Ne Ne vem SKUPAJ 
I. - IV. 20 15 11 46 
V. 71 33 8 112 
VI. 81 35 38 154 
VII. 55 31 30 116 
VIII. 19 8 4 31 
SKUPAJ 246 122 91 459 
 
Pričakovane 
frekvence     
Izobrazba Da Ne Ne vem SKUPAJ 
I. - IV. 24,65359477 12,22657952 9,11982571 46 
V. 60,02614379 29,76906318 22,204793 112 
VI. 82,53594771 40,93246187 30,5315904 154 
VII. 62,16993464 30,83224401 22,9978214 116 
VIII. 16,61437908 8,239651416 6,1459695 31 
SKUPAJ 246 122 91 459 
 
Izračun HI testa   
Stopinja 
značilnosti/tveganja α 0,0500 
Hi kvadrat test X2 20,1129 
Stopinje prostosti df 8,0000 
P-vrednost p 0,0099 
 
 Stopinjo značilnosti/tveganja določimo sami 
 Za izračun HI kvadrat test je uporabljen funkcija  "CHISQ.INV.RT(P-Vrednost; Stopinje 
prostosti)” 
 Stopinje prostosti se vežejo na število celic in ne na velikost vzorca. Dobimo jih kot zmnožek: 
(število vrstic - 1) * (število stolpcev - 1) 
 P Vrednost: Uporabljena je funkcija  "CHISQ.TEST", ki primerja vsebino tabele z dejanskimi 




Analiza 14. vprašanja: Ali bi se zaradi višje stopnje varnosti, ki jo zagotavlja tehnologija 
veriženja podatkovnih blokov (angl. Blockchain), bolj pogosto udeležili spletnih volitev? 
– analiza starosti 
Dejanske frekvence    
1. Starost Da Ne SKUPAJ 
18-24 34 8 42 
25-34 101 50 151 
35-44 97 42 139 
45-54 50 9 59 
55-64 33 19 52 
65 ali več 8 8 16 
SKUPAJ 323 136 459 
 
Pričakovane 
frekvence    
1. Starost Da Ne SKUPAJ 
18-24 29,55555556 12,44444444 42 
25-34 106,2592593 44,74074074 151 
35-44 97,81481481 41,18518519 139 
45-54 41,51851852 17,48148148 59 
55-64 36,59259259 15,40740741 52 
65 ali več 11,25925926 4,740740741 16 
SKUPAJ 323 136 459 
 
Izračun HI testa   
Stopinja značilnosti/tveganja α 0,0500 
Hi kvadrat test X2 13,3793 
Stopinje prostosti df 5,0000 
P-vrednost p 0,0201 
 
 Stopinjo značilnosti/tveganja določimo sami 
 Za izračun HI kvadrat test je uporabljen funkcija  "CHISQ.INV.RT(P-Vrednost; Stopinje 
prostosti)” 
 Stopinje prostosti se vežejo na število celic in ne na velikost vzorca. Dobimo jih kot zmnožek: 
(število vrstic - 1) * (število stolpcev - 1) 
 P Vrednost: Uporabljena je funkcija  "CHISQ.TEST", ki primerja vsebino tabele z dejanskimi 




Analiza 14. vprašanja: Ali bi se zaradi višje stopnje varnosti, ki jo zagotavlja tehnologija 
veriženja podatkovnih blokov (angl. Blockchain), bolj pogosto udeležili spletnih volitev? 
– analiza izobrazbe 
Dejanske frekvence    
Izobrazba Da Ne Skupaj 
I. - IV. 30 16 46 
V. 87 25 112 
VI. 113 41 154 
VII. 67 49 116 
VIII. 26 5 31 
Skupaj 323 136 459 
 
Pričakovane frekvence    
Izobrazba Da Ne Skupaj 
I. - IV. 32,37037037 13,62962963 46 
V. 78,81481481 33,18518519 112 
VI. 108,3703704 45,62962963 154 
VII. 81,62962963 34,37037037 116 
VIII. 21,81481481 9,185185185 31 
Skupaj 323 136 459 
 
Izračun HI testa   
Stopinja značilnosti/tveganja α 0,0500 
Hi kvadrat test X2  15,6811 
Stopinje prostosti df 4,0000 
P-vrednost p 0,0035 
 
 Stopinjo značilnosti/tveganja določimo sami 
 Za izračun HI kvadrat test je uporabljen funkcija  "CHISQ.INV.RT(P-Vrednost; Stopinje 
prostosti)” 
 Stopinje prostosti se vežejo na število celic in ne na velikost vzorca. Dobimo jih kot zmnožek: 
(število vrstic - 1) * (število stolpcev - 1) 
 P Vrednost: Uporabljena je funkcija  "CHISQ.TEST", ki primerja vsebino tabele z dejanskimi 
frekvencami in pričakovanimi frekvencami 
 
