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Resumen: En la actualidad, las redes sociales ostentan un pa-
pel fundamental en nuestra vida diaria y, en especial, en la vida de la 
mayoría de los menores. De hecho, nos encontramos ante el auge de 
un escenario particular: el sharenting, la sobreexposición por parte 
de los progenitores de sus hijos e hijas en las redes sociales. De este 
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por la Universitat de València, máster en Acceso a la Abogacía por la Universidad 
Nacional de Educación a Distancia y titulada superior en Musicología por el Con-
servatorio Superior de Música «Joaquín Rodrigo» de Valencia. Actualmente cur-
sando el Máster Interuniversitario en Investigación en Derecho de la Cultura por la 
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modo, el presente artículo pretende examinar la protección del de-
recho al honor, a la intimidad personal y familiar y a la propia ima-
gen de los menores en este contexto digital internacional. Concre-
tamente, esta investigación estudiará la normativa estadounidense, 
europea y española en la materia, con el fin de analizar la actual re-
gulación del fenómeno y elaborar un examen crítico para la defensa 
del interés de tan vulnerable sector de la población.
Palabras clave: Sharenting, protección digital del menor, riegos 
de Internet, derechos personalísimos, patria potestad.
Abstract: Nowadays, social networks play a fundamental role 
in our daily life and, especially, in the lives of most minors. In 
fact, we are facing the rise of a particular scenario: sharenting, 
the overexposure by parents of their sons and daughters on social 
networks. Thus, this article aims to examine the protection of the 
rights to honor, personal and family privacy and of the image of 
minors within this international digital context. Specifically, this 
research will study the US, European and Spanish regulations 
concerning this matter, in order to analyze the current regulation of 
the phenomenon and prepare a critical examination to defend the 
interest of such a vulnerable sector of the population.
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Actualmente, nos encontramos ante una nueva era: la era digital. 
La sociedad de la información y la comunicación ha supuesto gran-
des retos para el legislador. La masiva utilización de las redes socia-
les por parte de los menores ha incrementado exponencialmente los 
riesgos a los que se exponen en Internet. Estas plataformas digitales 
se han posicionado como uno de los medios de comunicación más 
populares del ciberespacio, llegando a superar en algunos casos los 
29 millones de usuarios en nuestro país, constituyendo los niños, 
niñas y adolescentes el mayor porcentaje de perfiles de este tipo de 
plataformas1. Precisamente, el acceso a Internet se produce a edades 
1  WE ARE SOCIAL y HOOTSUITE, “Digital 2020: Informe sobre el uso del móvil, in-
ternet y las redes sociales”, Agencia creativa WE ARE SOCIAL. Disponible online en: 
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cada vez más tempranas2. A este contexto debemos añadirle el incre-
mento de los menores influencers, dicho en otras palabras, aquellos 
menores que reciben una contraprestación, ya sea económica o en 
especie, por compartir contenido en las redes sociales3. Por tanto, en 
estos casos, el acceso a las plataformas digitales por parte de niños, 
niñas y adolescentes es de forma consciente, voluntaria y retribuida.
Una situación diferente es la cuestión del sharenting. La palabra 
anglosajona sharenting proviene de la fusión de las palabras share 
(compartir) y parenting (crianza)4. El término hace referencia a un 
fenómeno en auge: se trata de la exposición en redes sociales de todo 
tipo de información personal de menores, especialmente fotografías 
y vídeos, por parte de sus progenitores. Esta práctica se ha vuelto 
tan habitual que, desde 2016, sharenting ha sido incluida en algunos 
diccionarios5. Al igual que los menores influencers, las familias tam-
bién pueden percibir una contraprestación por compartir contenido 
de sus hijos e hijas en dichas plataformas, pudiendo llegar a conver-
tirse en la principal fuente de ingresos del núcleo familiar6.
Todas estas circunstancias hacen que pueda llegar a verse vulne-
rado el derecho al honor, a la intimidad personal y familiar y, en es-
pecial, a la propia imagen de este sensible sector de la población.
A pesar de que sería interesante examinar en más detalle el pri-
mer supuesto, donde los menores son los que voluntariamente acce-
den a la Red, en el artículo nos centraremos en el segundo escena-
rio, donde los progenitores son los gestores de la identidad digital7 
https://datareportal.com/reports/digital-2020-spain [Fecha de consulta: 23 de marzo 
de 2020].
2  UNICEF, El Estado Mundial de la Infancia 2017: Niños en un mundo digital, 
División de Comunicaciones de UNICEF, Nueva York, 2017. 
3  LÓPEZ-VILLAFRANCA, P. y OLMEDO-SALAR, S., “Menores en YouTube, ¿ocio o ne-
gocio? Análisis de casos en España y EUA”, El profesional de la información, vol. 28, 
núm. 5, 2019.
4  AMMERMAN YEBRA, J., “El régimen de prestación del consentimiento para la in-
tromisión en los derechos de la personalidad de los menores. Especial referencia al 
fenómeno del sharenting”, Actualidad Jurídica Iberoamericana, núm. 8 (bis), 2018.
5  En el diccionario Collins English Dictionary podemos encontrar la siguiente 
definición: “The habitual use of social media to share news, images, etc of one’s 
children”. Disponible online en: https://www.collinsdictionary.com/ [Fecha de con-
sulta: 24 de marzo de 2020].
6  GUTIÉRREZ MAYO, E., “Instamamis: la exposición de menores en las redes so-
ciales por sus progenitores. Análisis civil”, Portal Jurídico Notariosyregistradores.
com. Disponible online en: https://www.notariosyregistradores.com/web/ [Fecha de 
consulta: 24 de marzo de 2020].
7  Entendida como “la expresión electrónica del conjunto de rasgos con los que 
una persona, física o jurídica, se individualiza frente a los demás. Los cimientos de 
la identidad digital se hallan tanto en la creación como en la recopilación de dichos 
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de sus hijos e hijas, sin tener estos últimos, en muchas ocasiones, la 
capacidad madurativa necesaria para poder decidir sobre la difusión 
de determinados aspectos de su vida privada.
II. EL FENÓMENO DEL SHARENTING
II.A. El límite de edad para el acceso de los menores a Internet.
La Agencia Española de Protección de Datos ofrece una defini-
ción de redes sociales considerándolas como servicios prestados a 
través de Internet que consienten a los usuarios “generar un perfil 
público, en el que plasmar datos personales e información de uno 
mismo, disponiendo de herramientas que permiten interactuar con 
el resto de usuarios afines o no al perfil publicado”8. Por otro lado, 
en el ámbito europeo, podemos citar la definición del Grupo de Tra-
bajo del Artículo 29, el cual recogió en su Opinión 5/20099 que “los 
Servicios de Red Social pueden definirse, generalmente, como pla-
taformas de comunicación en línea, que consienten a los individuos 
crear redes de usuarios que comparten intereses comunes”.
Cada país de la Unión Europea establece una edad límite para el 
acceso a Internet. Con la entrada en vigor del Reglamento General 
de Protección de Datos 2016/679 del Parlamento Europeo y el Con-
sejo, del 27 de abril de 2016, relativo a la protección de las personas 
físicas en lo que respecta al tratamiento de sus datos personales y a 
la libre circulación de estos datos (en adelante RGPD), se pretende 
superar el mosaico normativo irregular que provoca la existencia 
de diferencias importantes en la protección de los derechos de los 
ciudadanos10. De esta forma, el RGPD es una revisión unificada de 
las bases legales del modelo europeo de protección de datos que se 
aplica a toda la ciudadanía europea y a todas las entidades que ope-
ran en la Unión, con independencia de dónde tengan su sede. De 
este modo, su alcance territorial es lo suficientemente amplio como 
atributos identificativos por su titular o por terceros”. FERNÁNDEZ BURGUEÑO, P., “As-
pectos jurídicos de la identidad digital y la reputación online”, adComunica: Revista 
de Estrategias, Tendencias e Innovación en Comunicación, núm. 3, 2012, pág. 127.
8  AEPD e INTECO, Estudio sobre la privacidad de los datos personales y la segu-
ridad de la información en las redes sociales online, División de Comunicaciones de 
AEPD e INTECO, Madrid, 2009, pág. 7.
9  Opinión 5/2009 sobre las redes sociales en línea del Grupo de Trabajo del Artí-
culo 29 del 12 de junio de 2009.
10  Punto III del preámbulo de la Ley Orgánica 3/2018, de 5 de diciembre, de 
Protección de Datos Personales y Garantía de los Derechos Digitales.
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para extenderse a responsables de datos (por ejemplo, prestadores 
de servicios en línea) de cualquier lugar del mundo.
Por otro lado, conforme al principio de seguridad jurídica, el 
RGPD permite que sus normas sean especificadas o restringidas por 
el Derecho de los Estados miembros en la medida en que sea necesa-
rio por razones de coherencia y para que las disposiciones naciona-
les sean comprensibles para sus destinatarios. De esta suerte, el pri-
mer apartado del artículo 8 del RGPD indica:
“1. Cuando se aplique el artículo 6, apartado 1, letra a), en rela-
ción con la oferta directa a niños de servicios de la sociedad de la in-
formación, el tratamiento de los datos personales de un niño se con-
siderará lícito cuando tenga como mínimo 16 años. Si el niño es 
menor de 16 años, tal tratamiento únicamente se considerará lícito 
si el consentimiento lo dio o autorizó el titular de la patria potestad o 
tutela sobre el niño, y solo en la medida en que se dio o autorizó. Los 
Estados miembros podrán establecer por ley una edad inferior a tales 
fines, siempre que esta no sea inferior a 13 años”.
Este precepto incluye por primera vez en el ámbito europeo una 
referencia explícita a la protección de datos de los menores de edad. 
Ni la Directiva 95/46/CE, de 24 de octubre de 1995, ni la Directiva 
2002/58/CE11, de 12 de julio de 2002, recogían mención expresa al 
caso de los niños, niñas y adolescentes. En efecto, el RGPD se aplica 
a todos los menores residentes en la Unión, independientemente de 
si son o no europeos y de su situación legal o jurídica en Europa. De 
hecho, el primer apartado del artículo 4 del RGPD, al referirse a los 
“interesados” no alude a ninguna diferenciación o discriminación 
por razón de nacionalidad o situación. En el caso de los niños, niñas 
y adolescentes esta aclaración tiene especial relevancia en relación 
con una situación cada vez más numerosa y preocupante, la de los 
menores extranjeros no acompañados, tema de enorme importancia 
en nuestros días12.
En cuanto al legislador español, este aspecto está regulado por el 
artículo 7 de la Ley Orgánica 3/2018, de 5 de diciembre, de protec-
ción de datos personales y garantía de los derechos digitales (en lo 
sucesivo LOPDGDD), donde se establece:
“1. El tratamiento de los datos personales de un menor de edad 
únicamente podrá fundarse en su consentimiento cuando sea ma-
yor de catorce años. Se exceptúan los supuestos en que la ley exija la 
11  Modificada por la Directiva 2009/136/CE.
12  PIÑAR REAL, A., “Tratamiento de datos de menores de edad”, en PIÑAR MAÑAS, 
J. L., ÁLVAREZ CARO, M. y RECIO GAYO, M., Reglamento general de protección de datos. 
Hacia un nuevo modelo europeo de privacidad, Ed. Reus, Madrid, 2016.
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asistencia de los titulares de la patria potestad o tutela para la cele-
bración del acto o negocio jurídico en cuyo contexto se recaba el con-
sentimiento para el tratamiento. 2. El tratamiento de los datos de los 
menores de catorce años, fundado en el consentimiento, solo será 
lícito si consta el del titular de la patria potestad o tutela, con el al-
cance que determinen los titulares de la patria potestad o tutela”.
Por consiguiente, el consentimiento del menor de edad para el 
tratamiento de sus datos personales solamente podrá ejercitarse 
cuando tenga una edad superior a los catorce años, salvo en los su-
puestos que recoja la ley.
Con respecto a la forma en la verificación de la edad, el segundo 
apartado del artículo 8 del RGPD impone que en el caso de menores 
de dieciséis años (catorce años en nuestro país):
“2. El responsable del tratamiento hará esfuerzos razonables para 
verificar en tales casos que el consentimiento fue dado o autorizado 
por el titular de la patria potestad o tutela sobre el niño, teniendo en 
cuenta la tecnología disponible”.
De manera que, tras el análisis de este precepto no encontramos 
referencia alguna al consentimiento del menor para el tratamiento 
de sus datos personales cuando, como vimos anteriormente, ya se 
considera que puede consentir por sí mismo. Según Piñar Real13, 
en esta situación podríamos acudir al apartado 4 del artículo 13 del 
Real Decreto 1720/2007, de 21 diciembre, por el que se aprueba el 
Reglamento de desarrollo de la Ley Orgánica 15/1999, de 13 de di-
ciembre, de protección de datos de carácter personal:
“4. Corresponderá al responsable del fichero o tratamiento arti-
cular los procedimientos que garanticen que se ha comprobado de 
modo efectivo la edad del menor y la autenticidad del consentimiento 
prestado en su caso, por los padres, tutores o representantes legales”.
Si examinamos la disposición derogatoria única de la LOPDGDD 
se indica que:
“1. Sin perjuicio de lo previsto en la disposición adicional deci-
mocuarta y en la disposición transitoria cuarta, queda derogada la 
Ley Orgánica 15/1999, de 13 de diciembre, de Protección de Datos de 
Carácter Personal. 2. Queda derogado el Real Decreto-ley 5/2018, de 
27 de julio, de medidas urgentes para la adaptación del Derecho es-
pañol a la normativa de la Unión Europea en materia de protección 
de datos. 3. Asimismo, quedan derogadas cuantas disposiciones de 
13  PIÑAR REAL, A., “Los menores de edad en el Reglamento General de Protec-
ción de Datos”, Portal jurídico elderecho.com. Disponible online en: https://eldere-
cho.com/los-menores-de-edad-en-el-reglamento-general-de-proteccion-de-datos [Fe-
cha de consulta: 23 de abril de 2020].
© UNED. Revista de Derecho UNED, núm. 27, 2021 461
La protección digital del menor: el fenómeno del SHARENTING a examen
igual o inferior rango contradigan, se opongan, o resulten incompa-
tibles con lo dispuesto en el Reglamento (UE) 2016/679 y en la pre-
sente ley orgánica”.
Con esto, la autora entiende que esta previsión no le es de apli-
cación al artículo 13 del Real Decreto, ya que no contradice ni es in-
compatible con esta normativa, sino que la completa. Así, sin llegar 
a ser una obligación, sería conveniente que los responsables realicen 
esos procedimientos que garanticen que han comprobado de modo 
efectivo la edad del usuario. Para Zabía de la Mata14, “si el responsa-
ble del fichero articula estos procedimientos, los documenta debida-
mente y comprueba efectivamente que esto se cumple, no se le puede 
hacer responsable, por ejemplo, del hecho de que el menor de edad 
haya falsificado su carné o haya fotocopiado el de su padre o tutor 
sin su consentimiento”. Por consiguiente, en el caso de las redes so-
ciales y los menores de edad, aunque por ahora no se lleven a cabo de 
forma exhaustiva, si la empresa articula los procedimientos adecua-
dos que garanticen que se ha comprobado de modo efectivo la edad 
del menor y la autenticidad del consentimiento prestado por el titular 
de la patria potestad o tutela, no se le podría hacer responsable15.
II.B. El futuro Reglamento ePrivacy.
Por otro lado, es fundamental hablar acerca del Reglamento sobre 
el respeto de la vida privada y la protección de los datos personales 
en el sector de las comunicaciones electrónicas, más conocido como 
Reglamento ePrivacy, con el que la Unión Europea pretende refor-
zar la privacidad de los ciudadanos en Internet, regular la protección 
de datos de un modo más estricto y dar forma al llamado Mercado 
Único Digital16. Lo que se pretende es que el Reglamento ePrivacy 
(lex specialis) concrete lo estipulado en el RGPD (lex generalis)17.
14  ZABÍA DE LA MATA, J., “Consentimiento para el tratamiento de datos de meno-
res de edad”, en ZABÍA DE LA MATA, J. (Coord.), Protección de Datos: Comentarios al 
Reglamento, Ed. Lex Nova, Valladolid, 2008, pág. 189.
15  En nuestro país no se especifican cuáles son estos procedimientos por ley. No 
es el caso de la normativa estadounidense que será abordada más adelante.
16  Propuesta de Reglamento del Parlamento Europeo y del Consejo sobre la pri-
vacidad y las comunicaciones electrónicas presentada por la Comisión Europea el 
10 de enero de 2017 (COM/2017/010 final - 2017/03 (COD)).
17  IONOS, “ePrivacy: ¿qué novedades trae el nuevo Reglamento de la UE?”, Di-
gital Guide IONOS. Disponible online en: https://www.ionos.es/digitalguide/paginas-
web/derecho-digital/eprivacy-reglamento-sobre-privacidad-electronica-en-la-eu/ [Fe-
cha de consulta: 15 de mayo de 2020].
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Una vez se apruebe y entre en vigor este Reglamento, derogará 
la vigente Directiva 2002/58/CE sobre privacidad y comunicacio-
nes electrónicas, incorporada al ordenamiento jurídico español me-
diante la Ley 34/2002, de 11 de julio, de servicios de la sociedad de 
la información y de comercio electrónico. Mientras que la Directiva 
se aplica al tratamiento de datos en relación con la prestación de los 
tradicionales servicios de comunicaciones electrónicas, conforme a 
lo dispuesto en la Propuesta del Reglamento ePrivacy se amplía el 
ámbito al tratamiento de datos por parte de empresas relacionadas 
con el ámbito digital18. Por lo tanto, este Reglamento es el que más 
afectará a las empresas con respecto a cualquier normativa anterior 
sobre privacidad. En cuanto al ámbito territorial, al igual que hace 
el RGPD, el Reglamento ePrivacy se aplicará a los datos derivados de 
la prestación y utilización de servicios de comunicaciones electróni-
cas de usuarios finales, personas físicas o jurídicas, que se encuen-
tren en la Unión Europea, independientemente de que la compañía 
se encuentre o no en la Unión19.
La tramitación del Reglamento ePrivacy está resultando de lo 
más tortuosa y conflictiva, ya que, tras un total de trece versiones de 
borradores, en noviembre de 2020 fue rechazada la última versión 
por el Comité de Representantes Permanentes de los Gobiernos de 
los Estados miembros en el Consejo de la Unión Europea. Con todo, 
se espera que a lo largo de este 2021 se retome el diálogo referente a 
este importante texto legal2021.
Para acabar, el Reglamento ePrivacy no contiene disposicio-
nes específicas en materia de minoría de edad. De esta suerte, po-
demos estimar que como propuesta de lege ferenda, en futuros bo-
rradores del Reglamento se podría tener en consideración, siendo 
18  Artículo 1 primer apartado de la Propuesta de Reglamento del Parlamento 
Europeo y del Consejo sobre la privacidad y las comunicaciones electrónicas pre-
sentada por la Comisión Europea el 10 de enero de 2017 (COM/2017/010 final - 
2017/03 (COD)).
19  Artículo 3 de la Propuesta de Reglamento del Parlamento Europeo y del Con-
sejo sobre la privacidad y las comunicaciones electrónicas presentada por la Comi-
sión Europea el 10 de enero de 2017 (COM/2017/010 final - 2017/03 (COD)).
20  VIAFIRMA, “Protección de datos en Europa 2020: el Reglamento ePrivacy y 
nuevos cambios para la RGPD”, Viafirma. Disponible online en: https://www.via-
firma.com/blog-xnoccio/es/proteccion-datos-europa/ [Fecha de consulta: 15 de 
mayo de 2020].
21 HEBERGEMENTWEBS, “El reglamento ePrivacy 2021: estado del arte de 
la UE”, HEBERGEMENTWEBS. Disponible online en: https://www.hebergement-
webs.com/tutoriales/el-reglamento-eprivacy-2021-estado-del-arte-de-la-ue [Fe cha de 
consulta: 5 de mayo de 2021].
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una nueva vía para proteger, todavía más, los derechos de los me-
nores en la Red.
II.C. La práctica del sharenting y las posibles vías de protección 
de los menores.
Como adelantamos en la introducción de esta investigación, el 
sharenting es la práctica por la cual los progenitores publican datos 
personales de los menores en las redes sociales, por lo general, sin 
su consentimiento. Esta práctica tiene como principal consecuencia 
la creación de una identidad digital prematura. Sales22 concluye que, 
en Estados Unidos, el 92% de los menores de edad tiene ya una iden-
tidad digital en los primeros dos años de vida. Este alarmante dato 
puede ser perfectamente extrapolable a nuestro país, donde cada día 
más, podemos observar la sobreexposición que hacen de sus hijos e 
hijas algunas personas. Esta práctica se puede dar incluso antes del 
nacimiento del menor. De hecho, se ha acuñado otro término que se 
conoce como nacimiento digital, que se emplea en los casos donde 
las parejas publican fotografías o vídeos de las ecografías de sus hi-
jos e hijas. Según diversos estudios, se ha calculado que un 23% de 
los progenitores realizan esta acción23. Además, la Universidad de 
San Francisco en colaboración con las Universidades de Michigan 
y Washington24, ha publicado un estudio sobre el sharenting que 
muestra que en Estados Unidos el 56% de los progenitores comparte 
información potencialmente vergonzosa de sus hijos e hijas, el 51% 
aporta datos que pueden llevar a localizar al menor y el 27% cuelga 
fotografías directamente inapropiadas.
En nuestro ordenamiento jurídico, el derecho al honor, a la in-
timidad personal y familiar y a la propia imagen está recogido de 
forma explícita en el artículo 18 de nuestra Constitución:
“1. Se garantiza el derecho al honor, a la intimidad personal y fa-
miliar y a la propia imagen. […] 4. La ley limitará el uso de la infor-
mática para garantizar el honor y la intimidad personal y familiar de 
los ciudadanos y el pleno ejercicio de sus derechos”.
22  SALES, N. J., American Girls: Social Media and the Secret Lives of Teenagers, 
Penguin Random House LLC, Nueva York, 2017.
23  INSTITUTO INTERNACIONAL DE ESTUDIOS SOBRE LA FAMILIA, Sharenting. La sobre-
exposición de los hijos en las redes sociales, The Family Watch, Madrid, 2019, pág. 2.
24  HINIKER, A., SCHOENEBECK, S. Y. y KIENTZ, J. A., “Not at the dinner table: pa-
rents and children’s perspectives on family technology rules”, en CSCW, Papers of 
the 19th ACM Conference on Computer-Supported Cooperative Work and Social Com-
puting, CSCW, San Francisco, 2016, pág. 1385.
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Por su parte, el Tribunal Europeo de Derechos Humanos (de 
ahora en adelante TEDH) se pronuncia sobre este aspecto desde la 
perspectiva del artículo 8 del Convenio para la protección de los de-
rechos humanos y de las libertades fundamentales, elaborado en 
Roma el 4 de noviembre de 1950, que protege el derecho al respeto a 
la vida privada y familiar, al domicilio y a la correspondencia.
Asimismo, el legislador español ha reconocido estos derechos 
en la Ley Orgánica 1/1982, de 5 de mayo, sobre protección civil del 
derecho al honor, a la intimidad personal y familiar y a la propia 
imagen, cuyo artículo 1 apartado primero establece que “será pro-
tegido civilmente frente a todo género de intromisiones ilegítimas”. 
Dichos derechos son, como expresa su apartado tercero, irrenun-
ciables, inalienables e imprescriptibles, hasta el punto de que la re-
nuncia a la protección prevista en la ley será nula, sin perjuicio de 
los supuestos de autorización o consentimiento a los que se refiere 
el artículo 2 de esta ley.
Los menores de edad, por el mero hecho de serlo, tienen igual-
mente reconocidos los derechos al honor, a la intimidad personal y 
familiar y a la propia imagen, por cuanto se tratan de derechos fun-
damentales inherentes a toda persona, con independencia de su con-
dición, edad o capacidad de obrar25. La Convención de los Derechos 
del Niño de Nueva York aprobada en la Asamblea General de Nacio-
nes Unidas el 20 de noviembre de 1989 y ratificada por España el 30 
de noviembre de 1990 no se recogen expresamente estos derechos, 
pero su artículo 16 establece:
“16. Ningún niño será objeto de injerencias arbitrarias o ilegales 
en su vida privada, su familia, su domicilio o su correspondencia ni 
de ataques ilegales a su honra y a su reputación. El niño tiene dere-
cho a la protección de la ley contra esas injerencias o ataques”.
De esta forma, encontramos una relación de estos derechos de la 
personalidad con el artículo 16 dado que forman parte de la vida pri-
vada, intimidad y honor del menor.
Por otro lado, la Ley Orgánica 1/1996, de 15 de enero, de protec-
ción jurídica del menor26 (en lo sucesivo LOPJM) sí que regula en el 
primer apartado de su artículo 4 que los menores tienen derecho al 
25  VELILLA ANTOLÍN, N., “Ejercicio del derecho a la imagen de los menores de 
edad e incapaces. Redes sociales y prensa”, Blog jurídico de la magistrada Natalia Ve-
lilla Antolín. Disponible online en: https://todahistoriatienedosversiones.wordpress.
com/2018/11/03/ejercicio-del-derecho-a-la-imagen-de-los-menores-de-edad-e-incapaces-
redes-sociales-y-prensa/ [Fecha de consulta: 28 de abril de 2020].
26  Modificada por la Ley 26/2015, de 28 de julio, de Modificación del Sistema de 
Protección a la Infancia y a la Adolescencia.
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honor, a la intimidad personal y familiar y a la propia imagen. Igual-
mente, se ha de apuntar también que el segundo apartado de la dis-
posición establece concretamente:
“2. La difusión de información o la utilización de imágenes o 
nombre de los menores en los medios de comunicación que puedan 
implicar una intromisión ilegítima en su intimidad, honra o reputa-
ción, o que sea contraria a sus intereses, determinará la intervención 
del Ministerio Fiscal, que instará de inmediato las medidas cautela-
res y de protección previstas en la Ley y solicitará las indemnizacio-
nes que correspondan por los perjuicios causados”.
En este sentido, el tercer apartado define lo que ha de entenderse 
por “intromisión ilegítima” de estos derechos, que no es otra cosa 
que “cualquier utilización de su imagen o su nombre en los medios 
de comunicación que pueda implicar menoscabo de su honra o re-
putación, o que sea contraria a sus intereses incluso si consta el con-
sentimiento del menor o de sus representantes legales”.
De modo que nuestra legislación protege a los menores de las in-
tromisiones ilegítimas a su derecho al honor, a la intimidad personal 
y familiar y a la propia imagen, mediante la intervención del Minis-
terio Fiscal27, incluso contra la voluntad de los titulares de la patria 
potestad o tutela.
II.D. La prestación del consentimiento de los menores.
Por otro lado, ¿cuándo estamos ante un ejercicio legítimo del 
derecho a la propia imagen de los menores? La respuesta la halla-
mos en el artículo tercero de la Ley Orgánica 1/1982, que establece 
que el consentimiento de los menores e incapaces deberá prestarse 
por ellos mismos si sus condiciones de madurez lo permiten. Pero 
¿cuándo entendemos que un menor es maduro para consentir? Aquí 
27  A este respecto, cabe mencionar la Instrucción 2/2006, de 15 de marzo, sobre 
el Fiscal y la protección del derecho al honor, intimidad y propia imagen de los me-
nores. En dicha instrucción, el Fiscal General del Estado expone, con el propósito 
de cumplir las obligaciones que en relación con los derechos al honor, intimidad y 
propia imagen de los menores impone nuestro ordenamiento jurídico al Ministe-
rio Público, una serie de prescripciones que los señores Fiscales atenderán. Entre 
ellas, podemos subrayar la legitimación directa y autónoma del Fiscal para proteger 
los derechos de los menores al honor, la intimidad y la propia imagen en los casos 
en que el menor afectado tenga progenitores en pleno uso de las facultades inheren-
tes a la patria potestad, y que -sin que concurra conflicto de intereses con el menor- 
sean contrarios a que se entablen acciones en defensa del mismo.
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nos hallamos ante un concepto jurídico indeterminado que nos lleva 
al examen del caso concreto28.
En este sentido, hemos de considerar el artículo 7 de la LOPD-
GDD y el artículo 8 del RGPD, cuya idea fundamental era que los me-
nores a partir de los catorce años podrían otorgar libremente su con-
sentimiento para la difusión de su imagen, sin que sea preciso contar 
con el consentimiento de sus representantes legales. Esta autonomía 
de la voluntad reconocida al menor de edad no impide la aplicación 
del artículo 4 de la Ley Orgánica 1/1996 cuando nos encontremos 
ante una intromisión ilegítima del derecho a la imagen del menor, 
puesto que, en ese caso, se podrá actuar contra cualquier imagen que 
dañe objetivamente al menor, aun cuando para su difusión se haya 
contado con su consentimiento y con el de sus progenitores29.
Continuando con esta idea, si tenemos en cuenta que la legisla-
ción en materia de menores obliga a que los mayores de doce años 
sean oídos tanto en el ámbito familiar como en cualquier procedi-
miento administrativo, judicial o de mediación en que estén afec-
tados, podríamos llegar a pensar que también podrían oírse en re-
lación con los derechos personalísimos y, sobre todo, con el de la 
propia imagen. Sin embargo, en el caso de los mayores de doce 
años, estos no podrán prestar su consentimiento, sino que deberán 
ser autorizados por sus representantes legales. En cambio, por su 
grado de madurez sí que se les permitiría ser oídos y, en su caso, de-
cidir, incluso contra la voluntad de sus padres, si su imagen puede 
ser utilizada y cómo debe efectuarse esa utilización. En los casos de 
los menores de doce años, por tanto, habrá que estudiar el caso con-
creto para considerar si tienen madurez suficiente como para ener-
var el consentimiento previamente dado por sus representantes lega-
les, atendiendo al interés superior del menor30.
Visto el marco jurídico sobre el ejercicio del derecho a la imagen 
de los menores, es conveniente analizar lo que sucede cuando, los ti-
tulares de la patria potestad o tutela, en las edades en las que los me-
nores aún no pueden prestar su consentimiento, hacen un mal uso 
de los datos personales de sus hijos, hijas o tutelados.
28  VELILLA ANTOLÍN, N., “Patria potestad digital: menores e Internet”, Blog jurí-
dico de la magistrada Natalia Velilla Antolín, en ALIAGA CASANOVA, A. (Coord.), Libro 
de familia: revista jurídica de Derecho de familia, Asociación de jueces y magistrados 
Francisco de Vitoria, Madrid, 2007.
29  VIDAL CASERO, M. C., “La evolución legislativa de la protección del menor, 
la defensa de sus derechos y la atención a su salud”, DS: Derecho y salud, vol. 10, 
núm. 2, 2002.
30  VELILLA ANTOLÍN, N., “Ejercicio del derecho a la imagen …”, ob. cit. [Fecha de 
consulta: 30 de abril de 2020].
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Si nos retrotraemos a la Ley Orgánica 1/1982, su artículo 2 esta-
blece que la protección de los derechos de la personalidad “quedará 
delimitada por las leyes y por los usos sociales atendiendo al ámbito 
que, por sus propios actos, mantenga cada persona reservado para 
sí misma o su familia”. De esta forma, la disposición contiene los 
parámetros generales para medir si una intromisión se considera o 
no ilegítima. De esto podemos extraer que no toda práctica de sha-
renting la entenderemos como intromisión ilegítima en los derechos 
de la personalidad del menor, pues en especial los usos sociales han 
modelado el concepto de privacidad que tenemos tanto de nuestra 
imagen como de determinados aspectos de nuestra intimidad perso-
nal y familiar31.
Desde el punto de vista jurisprudencial, la Sentencia de la Au-
diencia Provincial de Lugo 57/201732, nos sirve de ejemplo de cómo 
los usos sociales pueden determinar que una cierta conducta sea 
considerada constitutiva de intromisión ilegítima en los derechos 
de la personalidad de los menores. En este caso la madre y deman-
dante entendía que se estaban vulnerando los derechos a la intimi-
dad y propia imagen de sus hijos al publicar la abuela fotografías y 
comentarios de ellos en la red social Facebook. Aunque el fallo esta-
blece que no se ha producido una vulneración de dichos derechos, 
reconoce que la cuestión litigiosa puede llevar a duda por la falta 
de regulación sobre este tema y la concurrencia del interés superior 
del menor. La sentencia basa su razonamiento en que el acceso a la 
cuenta de Facebook de la abuela no era público, por lo que solo po-
dían acceder a la información un grupo reducido de personas. No 
obstante, aclara que la conclusión a la que habrían llegado los ma-
gistrados habría sido diferente si se tuviera constancia de que los da-
tos de los menores hubieran sido expuestos a cualquier usuario de la 
plataforma. Por ello, que exista intromisión podrá depender no solo 
del tipo de información subida a las redes sociales, sino también de 
las configuraciones de privacidad, de la permanencia temporal de 
dicha información, e incluso del uso que posteriormente haga el pro-
pio menor de su identidad, ya sea a la edad de catorce años o una 
vez alcanzada la mayoría de edad.
Otra sentencia de gran relevancia es la dictada por la Sala Pri-
mera del Tribunal Supremo, de fecha 30 de junio de 201533, en re-
lación con el derecho a la propia imagen de los menores. En el fun-
damento segundo se señala que el derecho al honor, a la intimidad 
31  AMMERMAN YEBRA, J., ob. cit.
32  ECLI: ES:APLU:2017:98.
33  ECLI: ES:TS:2015:2856.
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personal y familiar y a la propia imagen, “en el caso de menores 
tiene como presupuesto el hecho de que siempre que no medie el 
consentimiento de los padres o representantes legales de los meno-
res con la ausencia del Ministerio Fiscal, la difusión de cualquier 
imagen de éstos ha de ser reputada contraria al ordenamiento jurí-
dico (SSTS de 19 de noviembre de 2008; 17 de diciembre 2013; 27 de 
enero 2014, entre otras)”. Por lo tanto, a la vista de dicha sentencia 
podemos concluir que compartir algún dato personal de los meno-
res en las redes sociales forma parte de la patria potestad. Si esa in-
formación se ha autorizado por los progenitores, siempre que ambos 
ostenten la patria potestad del menor y no vulnere ningún derecho 
de la personalidad de este, no debería haber mayor problema. Pero 
¿qué sucede si existe un conflicto entre el menor y el titular de su pa-
tria potestad en relación con la protección de datos? Ante esta situa-
ción debería prevalecer, como siempre, el principio del interés supe-
rior del menor. Asimismo, se pondrían en funcionamiento las vías 
previstas en cada país para velar por dicho interés. En España dispo-
nemos del artículo 163 del Código Civil:
“Siempre que en algún asunto el padre y la madre tengan un in-
terés opuesto al de sus hijos no emancipados, se nombrará a éstos 
un defensor que los represente en juicio y fuera de él. Se procederá 
también a este nombramiento cuando los padres tengan un interés 
opuesto al del hijo menor emancipado cuya capacidad deban com-
pletar. Si el conflicto de intereses existiera solo con uno de los proge-
nitores, corresponde al otro por Ley y sin necesidad de especial nom-
bramiento representar al menor o completar su capacidad”.
Puede afirmarse que el segundo apartado de este artículo no se-
ría operativo en la protección del menor en Internet ya que, aunque 
la guarda del menor se haya atribuido a una parte, la potestad pa-
rental la tienen y ejercen ambos de forma compartida, por lo que la 
decisión de publicar datos personales del mismo la deben tomar am-
bos progenitores sin perjuicio de la ruptura de su relación de pareja. 
Esta idea la observamos, por ejemplo, en la Sentencia 360/2017 de la 
Sección 18 de la Audiencia Provincial de Barcelona34:
“El derecho a la propia imagen es un derecho fundamental y la 
decisión de publicar una fotografía del hijo en una red social perte-
nece a la esfera de la responsabilidad parental compartida por ambos 
progenitores, no a la guarda. Los padres como titulares de la patria 
potestad tienen el deber y la responsabilidad de proteger la imagen 
de sus hijos menores de edad y como señala el Tribunal Supremo 
será preciso el acuerdo de ambos progenitores para poder publicar 
imágenes del hijo común en las redes sociales. En todo caso los pa-
34  ECLI: ES:APB:2017:3677.
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dres deberán evitar en interés del menor una sobreexposición del hijo 
en estos ámbitos.”
Otra cuestión es qué hacer cuando los padres no están de 
acuerdo, y, sobre todo, cuando esa disconformidad se da entre pa-
rejas separadas o divorciadas. La Sentencia de la Sección Primera 
de la Audiencia Provincial de Pontevedra, de 4 de junio de 201535, ha 
resuelto esta cuestión. En ella se explica el procedimiento a seguir 
en nuestro país, correspondiente a un procedimiento de jurisdicción 
voluntaria al amparo del artículo 156 del Código Civil:
“En caso de desacuerdo, cualquiera de los dos podrá acudir al 
Juez, quien, después de oír a ambos y al hijo si tuviera suficiente ma-
durez y, en todo caso, si fuera mayor de doce años, atribuirá la fa-
cultad de decidir al padre o a la madre. Si los desacuerdos fueran 
reiterados o concurriera cualquier otra causa que entorpezca grave-
mente el ejercicio de la patria potestad, podrá atribuirla total o par-
cialmente a uno de los padres o distribuir entre ellos sus funciones. 
Esta medida tendrá vigencia durante el plazo que se fije, que no po-
drá nunca exceder de dos años”.
Así, en estos procedimientos, el juez resolverá atendiendo al al-
cance de la publicación y, sobre todo, si con esa publicación se está 
perjudicando el interés superior del menor o se le somete a una so-
breexposición en la Red.
II.E. El derecho al olvido de los menores.
En otro orden de cosas, podemos preguntarnos sobre el derecho 
de supresión, también conocido como Habeas Data o “derecho al 
olvido”36, de los menores de edad en Internet. Si bien el derecho de 
supresión ya se había incluido en el artículo 12 de la Directiva 95/46/
EC37 o en el artículo 9 del Convenio del Consejo de Europa para la 
Protección de las Personas con respecto al Tratamiento Automati-
35  ECLI: ES:APPO:2015:1123.
36  Se toma como referencia la definición recogida en SIMÓN CASTELLANO, P., “El 
carácter relativo del derecho al olvido en la red y su relación con otros derechos, ga-
rantías e intereses legítimos”, en CORREDOIRA Y ALFONSO, L. y COTINO HUESO, L., Li-
bertad de expresión e información en Internet. Amenazas y protección de los derechos 
personales, Centro de Estudios Políticos y Constitucionales, Madrid, 2013, pág. 452: 
“La voz derecho al olvido es una garantía del individuo frente al tratamiento masivo 
y descontrolado de datos personales que puede darse en Internet. Se puede definir 
como la facultad de suprimir, cancelar e impedir la divulgación de los datos perso-
nales cuando estos no son necesarios para cumplir la finalidad por la que fueron re-
cabados y divulgados, o cuando existen otras finalidades legítimas que prevalecen”.
37  “Los Estados miembros garantizarán a todos los interesados el derecho de ob-
tener del responsable del tratamiento: […] (b) en su caso, la rectificación, la supresión 
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zado de Datos Personales del 28 de enero de 198138, el “derecho al 
olvido” en Internet se hizo patente en 2014 gracias a la popular sen-
tencia sobre Google España de 13 de mayo (asunto C-131/12) del Tri-
bunal de Justicia de la Unión Europea (en adelante TJUE)39. En di-
cha sentencia se dictamina que el “derecho al olvido” permite a un 
sujeto “restringir o poner fin a la diseminación de aquellos de sus 
datos personales que considere perjudiciales o contrarios a sus inte-
reses”. Además, con este pronunciamiento el Alto Tribunal concreta 
de forma definitiva las responsabilidades de los buscadores de Inter-
net en relación con la protección de los datos personales, y asimismo 
otorga tutela ante la situación de indefensión generada, en este 
asunto, al no haber admitido la compañía Google que le era aplicable 
la normativa española y europea reguladora de la materia40.
El RGPD contiene en su artículo 17 el derecho de supresión, con 
la adhesión del “derecho al olvido” entre paréntesis. Esta formula-
ción refleja la divergencia de opiniones respecto a si estos derechos 
se diferencian o si, en efecto, significan lo mismo41. Para el Super-
visor Europeo de Protección de Datos (a partir de ahora SEPD), el 
artículo 17 fortalece el derecho de supresión al convertirlo en “el 
derecho al olvido para permitir una ejecución más efectiva de este 
derecho en el entorno digital”42. De este modo, podemos conside-
rar que el artículo no crea un nuevo derecho, sino que detalla el de-
recho de supresión. De hecho, en el primer apartado del artículo 
17 se estipula que “el interesado tendrá derecho a obtener sin dila-
ción indebida del responsable del tratamiento la supresión de los da-
tos personales que le conciernan”. El precepto continúa indicando 
las diversas circunstancias en las que se podrá ejercer este derecho, 
como por ejemplo cuando los datos ya no son necesarios para los fi-
nes para los que fueron recogidos o cuando los datos personales han 
o el bloqueo de los datos cuyo tratamiento no se ajuste a las disposiciones de la pre-
sente Directiva, en particular a causa del carácter incompleto o inexacto de los datos”.
38  “Podrán preverse por la ley restricciones en el ejercicio de los derechos a que 
se refieren los párrafos b), c) y d) del artículo 8 para los ficheros automatizados de 
datos de carácter personal que se utilicen con fines estadísticos o de investigación 
científica, cuando no existan manifiestamente riesgos de atentado a la vida privada 
de las personas concernidas”.
39  ECLI:EU:C:2014:317.
40  DOPAZO FRAGUÍO, P., “La protección de datos en el derecho europeo 
principales aportaciones doctrinales y marco regulatorio vigente. (Noveda-
des del Reglamento General de Protección de Datos)”, Revista española de 
derecho europeo, núm. 68, 2018.
41  LIEVENS, E. y VANDER MAELEN C., “El derecho al olvido de los niños: ¿dejar 
atrás el pasado y aceptar el futuro?”, Latin American Law Review, núm. 2, 2018.
42  Punto 146 del Dictamen del SEPD de 7 de marzo de 2012 sobre el paquete le-
gislativo de reforma de la protección de datos.
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sido tratados ilícitamente. Por lo tanto, esta obligación corresponde 
al “responsable del tratamiento”, que según el apartado séptimo del 
artículo 4 del RGPD es “la persona física o jurídica, autoridad pú-
blica, servicio u otro organismo que, solo o junto con otros, deter-
mine los fines y medios del tratamiento”.
Otra innovación del RGPD es la relevancia que le da al “derecho 
al olvido” de los menores. Como señalamos anteriormente, los ni-
ños, niñas y adolescentes pueden no ser plenamente conscientes de 
que sus datos personales están siendo tratados, ni de las personas fí-
sicas o jurídicas que los tratan. De modo que, a medida que crezcan, 
es posible que ya no quieran estar vinculados con información com-
partida sobre ellos43. Esta misma idea está recogida en el conside-
rando 65 del RGPD:
“Este derecho es pertinente en particular si el interesado dio su 
consentimiento siendo niño y no se es plenamente consciente de los 
riesgos que implica el tratamiento, y más tarde quiere suprimir tales 
datos personales, especialmente en Internet. El interesado debe po-
der ejercer este derecho aunque ya no sea un niño”.
Por lo que se refiere al ámbito territorial del “derecho al olvido”, 
De Miguel Asensio44 indica que el ámbito de aplicación espacial de 
la legislación europea sobre protección de datos suscita un especial 
interés, pues se trata de un derecho reconocido en la Unión Euro-
pea, pero no en otros, de modo que una eventual pretensión de im-
ponerlo en relación con servicios de prestadores de terceros Estados 
a usuarios situados también en terceros Estados suscitaría dificulta-
des obvias.
Mediante la sentencia del 24 de septiembre de 2019 (asunto 
C-507/17)45, el TJUE responde a una cuestión prejudicial planteada 
en el marco de un proceso judicial que tuvo su origen en la sanción 
impuesta a Google por la autoridad francesa de protección de datos 
(la Commission Nationale de l’Informatique et des Libertés, en ade-
lante CNIL) ante su negativa de eliminar los datos de una persona fí-
sica, que había ejercido su derecho de supresión, en todas las exten-
siones de nombre de dominio de su motor de búsqueda en todo el 
mundo. La CNIL exigió en su momento a Google que, ante una so-
licitud de eliminación de datos, debía impedir su localización desde 
cualquier versión del buscador, no solo desde las de dominio euro-
43  BESSANT, C., “Sharenting: balancing the conflicting rights of parents 
and children”, Communications Law, vol. 23, núm. 1, 2018.
44  DE MIGUEL ASENSIO, P. A., “Ámbito espacial del derecho al olvido. Las conclu-
siones en el asunto C-507/17, Google”, La Ley Unión Europea, núm. 67, 2019.
45  ECLI:EU:C:2019:772.
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peo. Sin embargo, el gigante tecnológico se limitó a suprimir los en-
laces exclusivamente de las extensiones del buscador en los Estados 
miembros. En respuesta a la cuestión planteada, el TJUE concluye 
que, en virtud del Derecho de la Unión el buscador no tiene obliga-
ción de proceder a la supresión de los datos de todos los dominios, 
es decir, su obligación se circunscribe al ámbito de los países de la 
Unión Europea, ya que en los Estados no miembros puede no reco-
nocerse el “derecho al olvido” o puede que, al regular la relación en-
tre este derecho y la libertad de información o de expresión, los or-
denamientos de esos otros territorios contemplen una prevalencia 
distinta entre los derechos afectados. De este modo, el TJUE deter-
mina que el Derecho de la Unión no puede imponer su modelo de 
derecho de supresión a otros Estados no miembros. No obstante, 
matiza que tampoco lo prohíbe. Por lo tanto, una autoridad de con-
trol o judicial de un Estado miembro sigue siendo competente para 
realizar, de conformidad con los estándares nacionales de protec-
ción de los derechos fundamentales, una ponderación entre el dere-
cho del interesado al respeto de la protección de los datos personales 
que le conciernan, y el derecho a la libertad de información y, al tér-
mino de esta ponderación, exigir, en su caso, al gestor del motor de 
búsqueda que proceda a retirar los enlaces de todas las versiones de 
dicho motor46.
En relación con el tema que nos ocupa, en aquellas circunstan-
cias en las que los menores se ven afectados por la información que 
comparten sus progenitores, el derecho de supresión puede ser ejer-
cido por parte de un menor que pueda considerarse competente 
para hacerlo, o bien por parte de un adulto cuando se trata de infor-
mación que se trató durante su infancia. A este respecto, cabe plan-
tear dos salvedades diferentes47.
En primer lugar, según el artículo 2 del RGPD, en aquellas cir-
cunstancias en las que la información compartida por los padres se 
considere que está dentro del ámbito familiar, el RGPD y, por tanto, 
el derecho de supresión, no se aplicarían. Tendríamos pues que ana-
lizar el caso concreto para determinar si nos encontramos ante esta 
situación o no. Como expresa el considerando 18 del RGPD, ciertas 
actividades en redes sociales podrían ampararse bajo esta excepción 
familiar, pero otras seguramente no.
46  COLOMINA CID, A., “La justicia europea delimita el alcance territorial del dere-
cho al olvido”, CMS Law.Tax Publicaciones. Disponible online en: https://cms.law/es/
esp/publication/la-justicia-europea-delimita-el-alcance-territorial-del-derecho-al-ol-
vido [Fecha de consulta: 24 de mayo de 2020].
47  LIEVENS, E. y VANDER MAELEN C., ob. cit.
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“18. El presente Reglamento no se aplica al tratamiento de datos 
de carácter personal por una persona física en el curso de una activi-
dad exclusivamente personal o doméstica y, por tanto, sin conexión 
alguna con una actividad profesional o comercial. Entre las activida-
des personales o domésticas cabe incluir la correspondencia y la lle-
vanza de un repertorio de direcciones, o la actividad en las redes so-
ciales y la actividad en línea realizada en el contexto de las citadas 
actividades. No obstante, el presente Reglamento se aplica a los res-
ponsables o encargados del tratamiento que proporcionen los medios 
para tratar datos personales relacionados con tales actividades perso-
nales o domésticas”.
Si examinamos el segundo apartado de este considerado, llega-
mos a la conclusión que en aquellas circunstancias en las que los 
datos compartidos por los titulares de la patria potestad o tutela se 
consideren que están dentro de una actividad exclusivamente perso-
nal o doméstica, el RGPD sí que se aplicaría para las plataformas de 
red social.
Sin embargo, podemos considerar lo expuesto en el Dictamen del 
Grupo de Trabajo del Artículo 29, del 12 de junio de 2009, sobre las 
redes sociales en línea48. En dicho documento se destaca cómo gran 
parte de los usuarios de las redes sociales se mueve dentro de una 
esfera personal, familiar o doméstica, aplicándose lo que denomina 
como “exención doméstica”. El Dictamen precisa también en qué 
circunstancias las actividades de un usuario no están cubiertas por 
la “exención doméstica”:
“Las actividades de algunos usuarios de SRS pueden superar una 
actividad puramente personal o doméstica, por ejemplo cuando el 
SRS se utiliza como una plataforma de colaboración para una aso-
ciación o una empresa. Si un usuario de SRS actúa en nombre de 
una empresa o de una asociación o utiliza el SRS principalmente 
como una plataforma con fines comerciales, políticos o sociales, la 
exención no se aplica. En este caso, el usuario asume la plena respon-
sabilidad de un responsable del tratamiento de datos que revela da-
tos personales a otro responsable del tratamiento de datos (SRS) y 
a terceros (otros usuarios de SRS o incluso, potencialmente, a otros 
responsables del tratamiento de datos que tienen acceso a ellos). En 
tales circunstancias, el usuario necesita el consentimiento de las per-
sonas interesadas u otra base legítima que figure en la Directiva rela-
tiva a la protección de datos. Generalmente, el acceso a los datos de 
un usuario (datos del perfil, mensajes, historias…) se limita a los con-
tactos elegidos. Sin embargo, en algunos casos, los usuarios pueden 
adquirir un gran número de contactos terceros y no conocer a algu-
nos de ellos. Un gran número de contactos puede indicar que no se 
48  Dictamen 5/2009 WP 163 sobre las redes sociales en línea del Grupo de Tra-
bajo sobre Protección De Datos del Artículo 29, adoptado el 12 de junio de 2009.
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aplica la excepción doméstica y el usuario podría entonces ser consi-
derado como un responsable del tratamiento de datos”.
Por tanto, no entrarían dentro de la “exención doméstica” las 
actividades que tengan como fin la colaboración con una asocia-
ción o una empresa; las actividades con fines comerciales, políticos 
o sociales; cuando el acceso a la información del perfil se amplía 
hasta más allá de una serie de contactos seleccionados y cuando no 
se garantizan los derechos de terceros, particularmente en relación 
con datos sensibles.
Asimismo, el Comité Europeo de Protección de Datos, con res-
pecto a la videovigilancia, que establece en sus Directrices 3/2019 
sobre el procesamiento de datos personales a través de dispositivos 
de vídeo49:
“Por lo tanto, según lo considerado por el Tribunal de Justicia de 
la Unión Europea, la llamada ‘exención del hogar’ debe ‘interpretarse 
en relación solo con actividades que se llevan a cabo en el curso de 
la vida privada o familiar de las personas, lo que claramente no es el 
caso con el procesamiento de datos personales consistente en la pu-
blicación en Internet para que esos datos sean accesibles a un nú-
mero indefinido de gente’”.
Además, la sentencia del Tribunal de Justicia de la Unión Euro-
pea de 6 de noviembre de 200350, que, si bien es anterior al RGPD, 
manifiesta lo siguiente:
“En cuanto a la excepción prevista en el segundo guion del artí-
culo 3, apartado 2, de la Directiva 95/46, en el duodécimo conside-
rando de esta última, relativo a dicha excepción, se citan como ejem-
plos de tratamiento de datos efectuado por una persona física en el 
ejercicio de actividades exclusivamente personales o domésticas la 
correspondencia y la llevanza de un repertorio de direcciones. En 
consecuencia, esta excepción debe interpretarse en el sentido de que 
contempla únicamente las actividades que se inscriben en el marco 
de la vida privada o familiar de los particulares; evidentemente, no 
es éste el caso de un tratamiento de datos personales consistente en 
la difusión de dichos datos por Internet de modo que resulten accesi-
bles a un grupo indeterminado de personas”.
Por ende, los tres documentos consideran que la “exención fa-
miliar” no se puede aplicar a las situaciones en las que se publican 
datos, fotografías, vídeos o audios en las redes sociales para un nú-
mero indefinido de gente.
49  Guidelines 3/2019 on processing of personal data through video devices, publi-
cada por el Comité Europeo de Protección de Datos el 29 de enero de 2020.
50  ECLI:EU:C:2003:596.
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En segundo lugar, los menores que no se consideran legalmente 
competentes para ejercer su derecho de supresión, y tienen que de-
pender de los titulares de la patria potestad o tutela para hacerlo, 
evidentemente se encontrarán en una situación más complicada. 
Quizás el primer aparado del artículo 80 del RGPD pueda proporcio-
narnos una solución para esta cuestión:
“1. El interesado tendrá derecho a dar mandato a una entidad, 
organización o asociación sin ánimo de lucro que haya sido correc-
tamente constituida con arreglo al Derecho de un Estado miembro, 
cuyos objetivos estatutarios sean de interés público y que actúe en 
el ámbito de la protección de los derechos y libertades de los inte-
resados en materia de protección de sus datos personales, para que 
presente en su nombre la reclamación, y ejerza en su nombre los de-
rechos contemplados en los artículos 77, 78 y 79, y el derecho a ser 
indemnizado mencionado en el artículo 82 si así lo establece el Dere-
cho del Estado miembro”.
Por consiguiente, un menor, un familiar, o incluso un tercero, 
podría acudir a entidades que presten servicios de protección infan-
til o a otras organizaciones que representen los intereses de los ni-
ños y niñas para que estas presenten una solicitud en su nombre.
Por lo que respecta a la puesta en práctica del “derecho al ol-
vido”, cuando un menor o su representante quieran ejercerlo, es pre-
ciso que el responsable del tratamiento sea contactado mediante una 
solicitud51. Posteriormente, conforme el tercer apartado del artículo 
12 del RGPD, el responsable del tratamiento debe proporcionar in-
formación sobre las acciones que se tomaron con respecto a la soli-
citud, sin ninguna demora indebida y en cualquier caso dentro del 
mes siguiente a la recepción de esta. Si el responsable de los datos 
decide no tomar medidas, el apartado cuarto del mismo precepto es-
tablece que:
“4. […] le informará sin dilación, y a más tardar transcurrido un 
mes de la recepción de la solicitud, de las razones de su no actuación 
y de la posibilidad de presentar una reclamación ante una autoridad 
de control y de ejercitar acciones judiciales”.
Esto quiere decir que en el caso de que el interesado (menor o su 
representante) no esté satisfecho con dicha decisión, es posible pre-
sentar una queja ante la autoridad de protección de datos compe-
tente52, que investigará el caso y lo evaluará. Igualmente, también 
tiene derecho a un recurso judicial efectivo cuando considere que 
51  COBACHO LÓPEZ, Á., “Reflexiones en torno a la última actualización del dere-
cho al olvido digital”, Revista de Derecho Político UNED, núm. 104, 2019.
52  Artículo 77 del RGPD.
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sus derechos consagrados en el RGPD han sido violados, pudiendo 
ejercer su derecho de supresión ante un tribunal nacional. No obs-
tante, si esta acción tampoco resultara satisfactoria, en un futuro las 
disputas podrían terminar en el TJUE o, dentro del contexto de los 
artículos 8 o 10 de la Convención Europea de Derechos Humanos, 
podrían terminar en el TEDH53.
Por último, considero que el “derecho al olvido” únicamente 
puede ser de utilidad si los interesados conocen la existencia de di-
cho derecho. Una posible solución sería la mejora de educación di-
gital de los menores, recogida en el artículo 83 de la LOPDGDD, 
con respecto a las redes sociales y al tratamiento de sus datos per-
sonales:
“1. El sistema educativo garantizará la plena inserción del alum-
nado en la sociedad digital y el aprendizaje de un uso de los medios 
digitales que sea seguro y respetuoso con la dignidad humana, los 
valores constitucionales, los derechos fundamentales y, particular-
mente con el respeto y la garantía de la intimidad personal y fami-
liar y la protección de datos personales. Las actuaciones realizadas 
en este ámbito tendrán carácter inclusivo, en particular en lo que 
respecta al alumnado con necesidades educativas especiales. Las 
Administraciones educativas deberán incluir en el diseño del blo-
que de asignaturas de libre configuración la competencia digital a 
la que se refiere el apartado anterior, así como los elementos rela-
cionados con las situaciones de riesgo derivadas de la inadecuada 
utilización de las TIC, con especial atención a las situaciones de vio-
lencia en la red
2. El profesorado recibirá las competencias digitales y la forma-
ción necesaria para la enseñanza y transmisión de los valores y dere-
chos referidos en el apartado anterior.
3. Los planes de estudio de los títulos universitarios, en especial, 
aquellos que habiliten para el desempeño profesional en la formación 
del alumnado, garantizarán la formación en el uso y seguridad de los 
medios digitales y en la garantía de los derechos fundamentales en 
Internet.
4. Las Administraciones Públicas incorporarán a los temarios de 
las pruebas de acceso a los cuerpos superiores y a aquéllos en que ha-
bitualmente se desempeñen funciones que impliquen el acceso a da-
tos personales materias relacionadas con la garantía de los derechos 
digitales y en particular el de protección de datos.”
De hecho, la disposición final décima de la LOPDGDD incor-
pora una modificación puntual de la Ley Orgánica 6/2006, de 3 de 
mayo, de Educación (en adelante, LOE). En esta ley educativa se 
53  LIEVENS, E. y VANDER MAELEN C., ob. cit.
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incluye en el artículo 2, apartado primero, letra h), que, dentro de 
los fines que orientan el sistema educativo, se añade expresamente 
el siguiente:
“La capacitación para garantizar la plena inserción del alumnado 
en la sociedad digital y el aprendizaje de un uso seguro de los medios 
digitales y respetuoso con la dignidad humana, los valores constitu-
cionales, los derechos fundamentales y, particularmente, con el res-
peto y garantía de la intimidad individual y colectiva”.
II.F. El sharenting con fines lucrativos.
Para acabar, como habíamos adelantado en la introducción de 
esta investigación, el sharenting puede ejercerse por mero placer, 
pero a veces se ejercita con un fin indudablemente lucrativo. Las fa-
milias pueden obtener ingresos muy cuantiosos por la publicidad de 
determinados productos que, en ocasiones, pueden llegar a conver-
tirse en la principal fuente de ingresos del núcleo familiar. ¿Estaría-
mos ante un caso de explotación de menores cuando los progenito-
res obtienen ingresos económicos mediante el volcado de datos de 
sus hijos e hijas en la Red? La respuesta, según Florit Fernández54, 
sería afirmativa por considerar lo expuesto en el artículo 6 del Es-
tatuto de los Trabajadores, los artículos 31 y 32 de la Convención 
de los Derechos del Niño y la Directiva 94/33 del Consejo relativa a 
la protección de los jóvenes en el trabajo. Esta última es de gran in-
terés ya que excluye de la prohibición general del trabajo infantil a 
aquellos supuestos en los que se contrate al menor para “activida-
des de carácter cultural, artístico, deportivo o publicitario”, siempre 
que se posea la autorización necesaria de la Autoridad Laboral55. Por 
tanto, en el supuesto de los menores influencers pasivos, podría en-
tenderse como actividad de carácter artístico y publicitario, puesto 
que los progenitores reciben remuneración económica, siendo indis-
pensable la autorización de la Autoridad Laboral.
54  FLORIT FERNÁNDEZ, C., “«Sharenting» y límites de la patria potestad”, Superbia 
Jurídico. Disponible online en: https://superbiajuridico.es/texts/sharenting-y-limites-
de-la-patria-potestad/ [Fecha de consulta: 11 de mayo de 2020].
55  Al igual que el artículo 9 de la Ley 20/2007, de 11 de julio, del Estatuto del 
trabajo autónomo.
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III. LA PROTECCIÓN JURÍDICA DEL MENOR EN INTERNET
III.A. El concepto de minoría de edad internacional.
Con carácter previo a analizar la protección jurídica del menor 
en Internet, debemos definir qué es la minoría de edad para el Dere-
cho Internacional.
La legislación nacional de cada país es la encargada de determi-
nar el límite que existe entre la minoría y la mayoría de edad. Por 
tanto, no existe una definición unitaria del concepto de “menor”. 
Los textos legales, nacionales e internacionales, aplicables en orde-
namiento jurídico en el ámbito de la protección del menor, manifies-
tan la diversidad de acepciones que posee56.
El primer artículo de la Convención de Derechos del Niño, de 20 
de noviembre de 1989, señala que “se entiende por niño todo ser hu-
mano menor de dieciocho años de edad, salvo que, en virtud de la Ley 
que le sea aplicable, haya alcanzado antes la mayoría de edad”. En la 
misma línea encontramos en el artículo 1 de la LOPJM; el artículo 1 
del Convenio de La Haya sobre competencia de autoridades, ley apli-
cable y reconocimiento de decisiones en materia de adopción, de 15 
de noviembre de 1965, y el artículo 3 del Convenio de La Haya rela-
tivo a la protección del niño y a la cooperación en materia de adop-
ción internacional, de 29 de mayo de 1993. Por otro lado, al igual que 
el Convenio Europeo de Estrasburgo, de 25 de enero de 1996, sobre 
el ejercicio de los derechos de los niños, el artículo 2 del Convenio de 
La Haya relativo a la competencia, la ley aplicable, el reconocimiento, 
la ejecución y la cooperación en materia de responsabilidad paren-
tal y de medidas de protección de los niños, de 19 de octubre de 1996, 
indica que dicho convenio se aplica a “los niños a partir de su naci-
miento y hasta que alcancen la edad de dieciocho años”.
Sin embargo, no todos los convenios consideran esta edad como 
el punto de inflexión entre la minoría y la mayoría de edad. El artí-
culo 1.a). del Convenio Europeo de Luxemburgo, de 20 de mayo de 
1980, relativo al reconocimiento y la ejecución de decisiones en ma-
teria de custodia de menores, así como al restablecimiento de di-
cha custodia, considera como menor a “una persona, cualquiera que 
sea su nacionalidad, siempre que su edad sea inferior a los dieciséis 
años y que no tenga derecho a fijar su residencia, según la Ley de su 
56  ESPLUGUES MOTA, C., “Capacidad y régimen de incapacidades”, en ESPLUGUES 
MOTA, C., IGLESIAS BUHIGUES, J. L. y PALAO MORENO, G. Derecho Internacional Pri-
vado, 13ª ed., Ed. Tirant Lo Blanch, Valencia, 2019.
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residencia habitual o de su nacionalidad o según la legislación in-
terna del Estado requerido”. En los mismos términos encontramos 
el artículo 4 del Convenio de La Haya sobre los aspectos civiles de 
la sustracción internacional de menores, de 25 de octubre de 1980, 
y el Convenio hispano-marroquí sobre asistencia judicial, reconoci-
miento y ejecución de resoluciones judiciales en materia de derecho 
de custodia y derechos de visita y devolución de menores, de 30 de 
mayo de 1997.
En cambio, por el contrario, en otros convenios la edad es ma-
yor. Sirvan como ejemplo los Convenios de La Haya del 2 de octubre 
de 1973 en materia de alimentos, donde se establece la edad de vein-
tiún años (Convenio sobre Ley Aplicable a las Obligaciones Alimenti-
cias y Convenio sobre Reconocimiento y Ejecución de Resoluciones 
relativas a las Obligaciones Alimenticias).
Además de estas nociones de “menor”, diversos convenios que 
vinculan a nuestro país incorporan nociones propias. En el artículo 
12 del Convenio de La Haya sobre competencia de autoridades y ley 
aplicable en materia de protección de menores, de 5 de octubre de 
1961, se señala que “se entenderá por «menor» toda persona que 
tenga la calidad de tal, tanto según la ley interna del Estado del que 
es nacional como según la ley interna del Estado de su residencia 
habitual”. De esta manera, el precepto establece una definición acu-
mulativa de concepto de “menor”, según la ley de su nacionalidad y 
según la ley de su residencia habitual57.
Por consiguiente, desde el punto de vista numérico, podemos de-
cir que no existe unanimidad en aquellos convenios internacionales 
que abordan al menor y su protección. De este modo, la minoría de 
edad puede oscilar entre los dieciséis y veintiún años.
III.b.  Normativa internacional sobre la protección del menor en 
la Red.
A continuación, haremos un repaso al marco jurídico aplicable 
a la protección de los menores en Internet, haciendo especial hin-
capié en la salvaguarda del derecho al honor, a la intimidad per-
sonal y familiar y de la propia imagen. Para contar con una visión 
global del actual contexto que nos atañe, se analizará el ámbito in-
ternacional y el europeo.
57  BORRÁS RODRÍGUEZ, A., “El interés del menor como factor de progreso y unifica-
ción del derecho internacional privado”, Revista Jurídica de Catalunya, núm. 4, 1994.
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Organización de las Naciones Unidas
El primer paso para la protección del menor en el siglo XX se dio 
con la Declaración de Ginebra sobre los Derechos del Niño, de 24 de 
septiembre de 1924, que pretendió establecer una síntesis de los dere-
chos de los menores. Contiene cinco artículos donde se expresan los 
principios básicos de la protección de la infancia. Concretamente, en 
su primer punto se hace referencia al desarrollo integral de la perso-
nalidad del menor: “El niño debe ser puesto en condiciones de desa-
rrollarse normalmente desde el punto de vista material y espiritual”.
Después de la Segunda Guerra Mundial, los Estados fundado-
res de la ONU se convencieron de la necesidad de proteger los de-
rechos humanos fundamentales que deben ser reconocidos a toda 
persona58. Fruto de esta tarea legislativa internacional fue la Decla-
ración de los Derechos Humanos, de 10 de diciembre de 1948. En la 
Declaración aparece una referencia expresa a los menores en el se-
gundo apartado de su artículo 25, donde se dispone que “la mater-
nidad y la infancia tienen derecho a cuidados y asistencia especia-
les. Todos los niños, nacidos de matrimonio o fuera de matrimonio, 
tienen derecho a igual protección social”. Por otro lado, en relación 
con nuestro estudio podemos destacar su artículo 12, que también 
se aplicaría a los menores de edad:
“Nadie será objeto de injerencias arbitrarias en su vida privada, 
su familia, su domicilio o su correspondencia, ni de ataques a su 
honra o a su reputación. Toda persona tiene derecho a la protección 
de la ley contra tales injerencias o ataques”.
Más adelante, la Declaración de los Derechos del Niño, de 20 de 
noviembre de 1959, amplía a diez artículos los derechos del menor e 
insiste en la protección de la personalidad de este, encuadrándola en 
la importancia del hogar y de la familia. En esta normativa se reco-
gen los derechos y libertades fundamentales de la infancia, como la 
igualdad, la protección especial o la calidad de vida59.
Por lo que respecta a la Convención de los Derechos del Niño, de 
20 de noviembre de 1989, podemos afirmar que fue el paso más im-
portante a escala global para disponer de un marco jurídico, político 
y social sólido en la defensa de los derechos de la infancia ya que, 
entre otras obligaciones, exige a los Estados miembros de la ONU 
desplegar un ordenamiento jurídico interno acorde con los princi-
58  OCÓN DOMINGO, J., “Normativa internacional de protección de la infancia”, 
Cuadernos de Trabajo Social, vol. 19, 2006.
59  VIDAL CASERO, M. C., ob. cit.
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pios y el articulado de esta Convención60. En este sentido, el docu-
mento recuerda y complementa los diez principios de la Declaración 
de los Derechos del Niño de 1959. Además, estudiando la Conven-
ción de 1989, podemos encontrar ya en su Preámbulo una referen-
cia a la Declaración de 1959: “El niño, en su falta de madurez física 
y mental, necesita de protección y cuidados especiales, incluso a la 
debida protección legal, tanto antes como después del nacimiento”.
De su articulado podemos destacar en primer lugar la disposi-
ción tercera, donde se alude al ya mencionado interés superior del 
menor en relación con la toma de decisiones sobre los niños, niñas 
y adolescentes donde siempre deberá prevalecer. En relación con el 
tema que nos ocupa, más adelante, los artículos 32, 33, 34, 35, 36 y 
39 garantizan el desarrollo pleno de la personalidad del menor y la 
protección contra toda forma de explotación. Por último, el precepto 
que tiene una mayor relación con nuestro estudio es el 16, en el que 
se expresa que:
“1. Ningún niño será objeto de injerencias arbitrarias o ilegales en 
su vida privada, su familia, su domicilio o su correspondencia ni de 
ataques ilegales a su honra y a su reputación. 2. El niño tiene derecho 
a la protección de la ley contra esas injerencias o ataques”.
Para que las Naciones Unidas puedan controlar que todos los 
Estados miembros cumplen con lo acordado en la Convención, los 
Estados firmantes deben remitir cada cinco años una serie de in-
formes sobre las medidas adoptadas y sobre los progresos que han 
realizado en relación con la protección del menor61. En este sen-
tido, existe un órgano encargado de controlar la protección de los 
menores por parte de los Estados miembros. Este órgano es el Co-
mité de los Derechos del Niño que desempeña, entre otras, las si-
guientes funciones: invitar a los organismos especializados, al 
Fondo de las Naciones Unidas para la Infancia y a otros órganos 
competentes que considere apropiados a que proporcionen aseso-
ramiento especializado sobre la aplicación de la Convención en los 
sectores que son de incumbencia; recomendar a la Asamblea Gene-
ral que pida al Secretario general que efectúe, en su nombre, estu-
dios sobre cuestiones concretas relativas a los derechos del niño, y 
60  BONAL i SARRÓ, X., “Los derechos de la infancia en el siglo XXI”, Revista Ser-
vicios Sociales y Política Social, núm. 90, 2010.
61  Artículo 44 de la Convención de los Derechos del Niño del 20 de noviembre 
de 1989.
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formular sugerencias y recomendaciones generales basadas en la 
información recibida62.
Unión Europea y Consejo de Europa
Europa se unió a la tarea iniciada por la Organización de Nacio-
nes Unidas en busca de la protección integral y del libre desarrollo 
del menor. Conviene destacar, en primer lugar, el Convenio para la 
Protección de los Derechos Humanos y de las Libertades Fundamen-
tales de 1950, considerado como el primer texto europeo en el que se 
consagra la tutela de la vida privada, derecho que regula, como vi-
mos anteriormente, en su precepto octavo. 
Igualmente, en el ámbito comunitario debe reseñarse lo dis-
puesto en la Carta Europea de Derechos del Niño (Resolución del 
Parlamento Europeo A3-0172/92 de 8 de julio de 1992) que declara 
que: “Todo niño tiene derecho a no ser objeto por parte de un ter-
cero de intrusiones injustificadas en su vida privada, en la de su fa-
milia, ni a sufrir atentados ilegales contra su honor”. Además, en re-
lación con el fondo de este estudio, esta Resolución establece que: 
“Todo niño tiene derecho a ser protegido contra la utilización de su 
imagen de forma lesiva para su dignidad”.
Por otra parte, debemos citar la Carta de los Derechos Funda-
mentales de la Unión Europea, de 7 de diciembre de 2000 (2000/C 
364/01), cuyo artículo séptimo prevé que “toda persona tiene dere-
cho al respeto de su vida privada y familiar, de su domicilio y de sus 
comunicaciones”. Además, el artículo octavo se pronuncia de este 
modo sobre la protección de los datos de carácter personal:
“1. Toda persona tiene derecho a la protección de los datos de ca-
rácter personal que la conciernan. 2. Estos datos se tratarán de modo 
leal, para fines concretos y sobre la base del consentimiento de la 
persona afectada o en virtud de otro fundamento legítimo previsto 
por la ley. Toda persona tiene derecho a acceder a los datos recogidos 
que la conciernan y a su rectificación. 3. El respeto de estas normas 
quedará sujeto al control de una autoridad independiente”.
Desde la entrada en vigor del Tratado de Lisboa el 1 de diciem-
bre de 2009, la Carta goza de un estatuto jurídico equiparable al de 
los tratados y obliga, tanto a la Unión como a los Estados miem-
bros, a proteger los derechos consagrados en la Carta cuando apli-
quen el Derecho de la Unión Europea. Además, la Carta de los 
62  Artículos 43 y 45 de la Convención de los Derechos del Niño del 20 de no-
viembre de 1989.
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Derechos Fundamentales contiene las primeras referencias a los de-
rechos del niño en el ámbito constitucional de la Unión63. A su vez, 
la Carta incluye una disposición específica sobre los derechos del 
niño64 que articula los tres principios básicos de dichos derechos: 
el derecho a expresar libremente su opinión en función de su edad 
y su madurez, el derecho a que su interés superior constituya una 
consideración primordial en todo acto que les concierna y el dere-
cho a mantener relaciones personales y contactos directos, de forma 
periódica, con sus progenitores.
Hay que apuntar también que el Tratado de Lisboa introdujo im-
portantes modificaciones institucionales, procedimentales y consti-
tucionales en la Unión, modificando el Tratado de la Unión Europea 
y el anterior Tratado de la Comunidad Europea. Estas modificacio-
nes incrementaron la capacidad de la Unión para promover los de-
rechos del niño, entre otros aspectos importantes, mediante la defi-
nición de la “protección de los derechos del niño” como un objetivo 
general de la Unión Europea y como aspecto importante de la po-
lítica de relaciones exteriores de la UE65. Sin embargo, el Tratado 
nada dice sobre la protección específica de los derechos de la perso-
nalidad de los menores.
Derecho aplicable fuera de la Unión: Estados Unidos
Dada la globalidad del tema, trataremos de forma superficial al-
gunos aspectos normativos que, fuera de nuestras fronteras, regulan 
determinados aspectos relacionados con él.
En Estados Unidos, destacamos la aprobación, en 1998, de la 
Children’s Online Privacy Protection Act (en lo sucesivo COPPA), con-
virtiéndose en una de las primeras normas a nivel internacional 
centradas en la protección de los menores en lo que respecta al tra-
tamiento de sus datos de carácter personal, en concreto, de los me-
nores de trece años66.
63  AGENCIA DE LOS DERECHOS FUNDAMENTALES DE LA UNIÓN EUROPEA, Manual de le-
gislación europea sobre los derechos del niño, Oficina de Publicaciones de la Unión 
Europea, Bélgica, 2016.
64  Artículo 24 de la Carta de los Derechos Fundamentales de la Unión Europea, 
de 7 de diciembre de 2000 (2000/C 364/01).
65  Artículo 3 del Tratado de Lisboa del 1 de diciembre de 2009.
66  DAVARA FERNÁNDEZ DE MARCOS, L.: Menores en Internet y Redes Sociales: Dere-
cho Aplicable y Deberes de los Padres y Centros Educativos. Breve referencia al fenó-
meno Pokémon Go, Agencia Estatal Boletín Oficial del Estado, Madrid, 2017.
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Esta ley se aplica tanto a páginas web como a los servicios online 
dirigidos a menores. Entre estos servicios, la Federal Trade Commis-
sion67 menciona las plataformas online de videojuegos, los servicios 
de tiendas online, las redes sociales, los servicios de mensajería ins-
tantánea y los servicios de búsqueda geolocalizada68.
Por otro lado, la COPPA aborda exhaustivamente cada una de las 
obligaciones de estos operadores, de forma que apenas queda mar-
gen para una interpretación flexible de la normativa69. En este sen-
tido, es llamativa la exigencia del consentimiento parental, ya que 
como requerimiento general debe obtenerse el consentimiento de los 
progenitores siempre de forma previa a la recolección y uso de la in-
formación personal del menor70. Además, se pide al responsable del 
tratamiento de datos que haga un esfuerzo razonable para obtener la 
verificación del consentimiento parental, teniendo en cuenta la tec-
nología disponible71. El apartado 312.5 de la COPPA establece una 
serie de mecanismos para tal fin:
“(I) Proporcionar un formulario de consentimiento para ser fir-
mado por el progenitor y devuelto al operador por correo postal, 
fax o escaneo electrónico; (II) requerir a un progenitor, en relación 
con una transacción monetaria, que use una tarjeta de crédito, tar-
jeta de débito u otro sistema de pago en línea que proporcione noti-
ficación de cada transacción discreta al titular de la cuenta principal; 
(III) hacer que un progenitor llame a un número de teléfono gratuito 
con personal capacitado; (IV) hacer que un progenitor se conecte 
con personal capacitado a través de videoconferencia; (V) verificar la 
identidad de un progenitor mediante la verificación de una forma de 
identificación emitida por el gobierno contra las bases de datos de di-
cha información, donde el operador elimina la identificación del pro-
genitor de sus registros inmediatamente después de que se complete 
67  Agencia independiente del gobierno de los Estados Unidos cuya misión prin-
cipal es promover los derechos de los consumidores y la eliminación y prevención 
de prácticas que atentan contra la libre competencia. FEDERAL TRADE COMMISSION, 
“About the FTC”. Disponible online en: https://www.ftc.gov/about-ftc [Fecha de con-
sulta: 16 de mayo de 2020].
68  AZURMENDI ADARRAGA, A., “Derechos digitales de los menores y datos masivos. 
Reglamento Europeo de Protección de Datos de 2016 y la COPPA de Estados Uni-
dos”, El profesional de la información, vol. 27, núm. 1, 2018.
69  GOLOB, B., “How safe are safe harbors? The difficulties of self-regulatory 
children’s online privacy protection act programs”, International journal of commu-
nication, vol. 9, 2015.
70  Cabe señalar que en Estados Unidos, cada Estado establece un límite distinto 
entre la minoría y la mayoría de edad. Por ejemplo, en el estado de Washington la 
mayoría de edad se obtiene a los dieciocho años (RCW 26.28), mientras que en el 
estado de Mississippi esta se alcanza a los veintiuno (Mississippi Code 1-3-27).
71  Apartado 312.5, “Parental consent”, de la ley Children’s Online Privacy Protec-
tion Act.
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dicha verificación o (VI) siempre que un operador que no “divulgue” 
(como se define el punto 312.2) la información personal de los niños 
pueda usar un correo electrónico junto con pasos adicionales para 
garantizar que la persona que da el consentimiento es el progenitor. 
Dichos pasos adicionales incluyen: Enviar un correo electrónico de 
confirmación al progenitor después de recibir el consentimiento, u 
obtener una dirección postal o número de teléfono del progenitor y 
confirmar el consentimiento del progenitor por carta o llamada te-
lefónica. Un operador que utiliza este método debe notificar que el 
progenitor puede revocar cualquier consentimiento otorgado en res-
puesta al correo electrónico anterior”.
Otra característica de la COPPA es su apuesta decidida por la res-
ponsabilidad proactiva de los operadores72.  La ley es el estándar mí-
nimo exigido, de manera que pueden aprobarse directrices de pro-
tección de la privacidad de los menores en la Red que sean aún más 
exigentes, y en concreto, sobre la difusión de datos, fotografías, ví-
deos o audios de los menores en la Red.
III.C. Nuevas vías para la protección jurídica de los menores.
El pasado 9 de junio de 2020, el Consejo de Ministros aprobó el 
Proyecto de Ley Orgánica de Protección Integral a la Infancia y la 
Adolescencia frente a la Violencia, que trata de dar respuesta a la 
obligación de protección de los menores de edad. Este Proyecto na-
ció como respuesta al examen del 2018 sobre la situación de los de-
rechos de la infancia en España del Comité de Derechos del Niño. 
Asimismo, esta ley incluye medidas en muchos ámbitos (prevención, 
actuación en el nivel educativo, apoyo familiar, servicios sociales, 
sanidad, regulación de la publicidad, redes sociales, justicia…), te-
niendo en cuenta varias de las Observaciones Generales realizadas 
por el Comité de Derechos del Niño de Naciones Unidas y los están-
dares internacionales desarrollados por el Consejo de Europa en sus 
distintos convenios. Además, esta nueva norma persigue establecer 
un nuevo paradigma de prevención y protección común en todo el 
territorio del Estado frente a la vulneración de derechos que signi-
fica la violencia sobre la infancia y la adolescencia.
En relación con el tema que nos ocupa, este Proyecto establece 
que se promoverá el buen trato, la parentalidad positiva, la adquisi-
ción de competencias emocionales, de negociación y resolución de 
conflictos en base a la situación y necesidades de los progenitores, o 
72  Apartado 312.11, “Safe harbor programs”, de la ley Children’s Online Privacy 
Protection Act.
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en su caso, de las personas tutoras o guardadoras o acogedoras. Asi-
mismo, la futura ley recoge el deber de comunicación de contenidos 
ilícitos en Internet, es decir, toda persona, física o jurídica, que ad-
vierta la existencia de contenidos disponibles en Internet que cons-
tituyan una forma de violencia contra cualquier niño, niña o adoles-
cente, está obligada a comunicarlo a la autoridad competente y, si 
los hechos pudieran ser constitutivos de delito, a las Fuerzas y Cuer-
pos de Seguridad, al Ministerio Fiscal o a la autoridad judicial. A su 
vez, esta norma regula las actuaciones públicas dirigidas a garanti-
zar el uso seguro y responsable de Internet por parte de los niños, ni-
ñas y adolescentes, familias, personal educador y profesionales que 
trabajen con menores de edad. Igualmente, el Proyecto normaliza 
el canal específico de denuncia ante la Agencia Española de Protec-
ción de Datos para garantizar una adecuada protección del derecho 
fundamental a la protección de datos personales y la rápida retirada 
de Internet los contenidos que atenten gravemente contra el mismo. 
También, esta norma crea nuevos tipos delictivos para evitar la im-
punidad de conductas realizadas a través de medios tecnológicos y 
de la comunicación, que producen graves riesgos para la vida y la in-
tegridad de las personas menores edad. Por último, esta ley modifica 
de la Ley 15/2015, de 2 de julio, de la Jurisdicción Voluntaria para 
asegurar el derecho de los niños, niñas y adolescentes a ser escucha-
dos en los expedientes de su interés, salvaguardando su derecho a la 
defensa, expresarse con libertad y garantizando su intimidad7374.
IV. LA DEFENSA DEL MENOR EN LA ERA DIGITAL
Seguidamente, y tras el análisis de la legislación vigente en nues-
tro país, procederemos a llevar a la práctica la defensa de los dere-
chos del menor en Internet.
73  Este estudio ha pretendido mostrar, a grandes rasgos, las futuras innovacio-
nes y medidas del Proyecto de Ley Orgánica de Protección Integral a la Infancia y la 
Adolescencia frente a la Violencia que tuvieran relación directa con su finalidad, de-
jando para posteriores investigaciones el análisis pormenorizado de esta normativa.
74 El 15 de abril del 2021, el Pleno del Congreso dio luz verde, con 268 votos a 
favor, 57 votos en contra y 16 abstenciones, al Proyecto de Ley Orgánica de pro-
tección integral a la infancia y la adolescencia frente a la violencia y lo remitió al 
Senado. LEFEBVRE, “El Pleno da luz verde al Proyecto de Ley Orgánica de pro-
tección integral a la infancia y la adolescencia frente a la violencia y lo remite al 
Senado”, elderecho.com. Disponible online en: https://elderecho.com/el-pleno-da-
luz-verde-al-proyecto-de-ley-organica-de-proteccion-integral-a-la-infancia-y-la-ado-
lescencia-frente-a-la-violencia-y-lo-remite-al-senado [Fecha de consulta: 5 de mayo 
de 2021].
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¿Quién decide qué se puede publicar en las redes sociales?
Encontramos dos situaciones bien diferenciadas: 1) Menores y 
adolescentes que publican voluntariamente datos personales, vídeos 
y fotografías propias en las redes sociales. En estas situaciones el 
conflicto suele darse entre ellos y los titulares de la patria potestad 
o tutela. 2) Menores que son expuestos en las redes sociales por sus 
progenitores, quienes publican datos personales, vídeos y fotogra-
fías de sus hijos o hijas (sharenting). En estas situaciones el conflicto 
suele darse entre ellos y los titulares de la patria potestad, o entre los 
ambos progenitores (cuando uno publica información del menor sin 
consentimiento del otro).
Mi hijo o hija publica contenido que considero inapropiado en 
las redes sociales. ¿Cómo puedo actuar?
Para decidir qué hacer, tendremos que acudir al nivel de madu-
rez del menor. Si actúa habitualmente con madurez, y haciendo un 
uso responsable de Internet y las redes sociales, lo normal es que la 
decisión la tome el propio menor. En cualquier caso, si los progeni-
tores no estuvieran de acuerdo con el uso de las redes sociales por 
parte de su hijo o hija, al ostentar estos la patria potestad, conforme 
al Código Civil y siempre que se vele por el interés superior del me-
nor, podrían decidir no autorizar este uso75.
Soy menor de edad y mis padres o tutores están publicando 
fotografías y vídeos míos en las redes sociales. ¿Qué puedo 
hacer y a quién puedo acudir?
Si hubiera un conflicto entre la voluntad de los menores y de 
los titulares de la patria potestad o tutela, y en caso de que el me-
nor considere que los progenitores no están mirando por su interés, 
tanto él como cualquier otra persona interesada, podrá denunciar 
esta situación ante la fiscalía. El Ministerio Fiscal podrá defender los 
intereses del menor frente a los progenitores ante los tribunales.
Además, el menor podría acudir a entidades que presten servi-
cios de protección infantil o a otras organizaciones que representen 
los intereses de los niños y niñas, para que estas presenten una soli-
75  Conforme al apartado primero del artículo 155 del Código Civil: “Los hijos 
deben obedecer a sus padres mientras permanezcan bajo su potestad, y respetar-
les siempre”.
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citud de supresión de datos personales en su nombre o, si el caso fue 
de gravedad, denunciaran la situación por él. En España cada comu-
nidad autónoma cuenta con un servicio para la protección y aten-
ción a la infancia76, asimismo encontramos diversas entidades como 
Save the Children, UNICEF o Plataforma de Infancia que velan por 
los derechos de los menores.
Tengo un conflicto con el otro titular de la patria potestad o 
tutela con el que estoy separado o divorciado porque publica 
fotografías y vídeos de nuestro hijo o hija en las redes sociales. 
¿Puedo llevar a cabo alguna acción para proteger al menor?
Si los progenitores no estuvieran de acuerdo en publicar datos 
personales, vídeos o imágenes de sus hijos o hijas en las redes socia-
les, se ejecutaría el procedimiento de jurisdicción voluntaria al am-
paro del artículo 156 del Código Civil. Cualquiera de los dos podría 
acudir al juez, quien, después de oír a ambos y al menor, si tuviera 
suficiente madurez, resolverá atendiendo al alcance de la publica-
ción y, sobre todo, si con esta se está perjudicando el interés supe-
rior del menor.
Soy menor de edad y quiero crearme un usuario en una red 
social. ¿A qué edad puedo acceder?
Según la LOPDGDD, los menores con una edad inferior a los ca-
torce años podrán abrirse una cuenta en una red social cuando los ti-
tulares de la patria potestad o tutela den su consentimiento expreso 
para que se traten sus datos personales. Sin embargo, cuando el me-
nor tiene una edad igual o superior a los catorce años podrán abrirse 
una cuenta en una red social sin necesidad de consentimiento de los 
titulares de la patria potestad o tutela, ya que se considera que pue-
den decidir sobre el tratamiento de sus datos personales.
76  Véase, por ejemplo, el teléfono de atención a la infancia y adolescencia de la 
Comunitat Valenciana. Disponible online en: http://www.inclusio.gva.es/es/web/me-
nor/telefono-atencion_infancia [Fecha de consulta: 28 de octubre de 2020].
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Soy abogado o abogada y se ha puesto en contacto conmigo un 
menor que sufre sharenting por parte de sus padres o tutores. 
¿Cuál es el proceso que debo seguir ante un caso de esta índole?
En un caso de sharenting deberíamos seguir los pasos de un pro-
cedimiento civil puesto que la tutela jurisdiccional de las situaciones 
subjetivas de Derecho Privado no es, por regla general, imperativa o 
preceptiva. Cuando no se respetan las normas de Derecho Privado, 
ni los tribunales tienen el deber de ejercitar su potestad jurisdiccio-
nal, ni están previstos instrumentos independientes de la voluntad 
de las personas afectadas para instar el ejercicio de esta potestad, ex-
cepto el deber del Ministerio Fiscal de instar el ejercicio de la misma 
en determinados supuestos, como en el nuestro77.
Si se plantea un caso en que las normas de Derecho Privado no 
son respetadas, son muy diversas las posibilidades de que sea ce-
rrado sin que los tribunales deban ejercer su potestad jurisdiccional 
sobre el mismo, como la mediación, el arbitraje, la conciliación, en-
tre otras. Ahora bien, todos estos medios de solución de controver-
sias necesitan el concurso de voluntades de las personas afectadas. 
Si no existe acuerdo, la única vía para la solución de la controversia 
es la actuación de los tribunales y mediante el ejercicio de la potes-
tad jurisdiccional78. Además, al establecer el acceso a los tribunales 
para instar el ejercicio de la potestad jurisdiccional, el Estado cum-
ple con el reconocimiento constitucional de un derecho fundamen-
tal: el derecho a la tutela judicial efectiva recogido en el artículo 24 
de nuestra Constitución79.
V. CONCLUSIONES
1ª) Es indiscutible que, actualmente, Internet está presente en to-
dos los ámbitos de nuestro día a día. Concretamente, las redes 
sociales se han convertido en uno de los servicios más consu-
77  ORTELLS RAMOS, M., “Introducción”, en ORTELLS RAMOS, M. (DIR.), Derecho 
procesal civil, 18ª ed., Ed. Thomson Reuters Aranzadi, Navarra, 2019.
78  “El ejercicio de la potestad jurisdiccional en todo tipo de procesos, juzgando 
y haciendo ejecutar lo juzgado, corresponde exclusivamente a los Juzgados y Tribu-
nales determinados por las leyes, según las normas de competencia y procedimiento 
que las mismas establezcan”. Artículo 117 apartado tercero de la Constitución.
79  “Todas las personas tienen derecho a obtener la tutela efectiva de los jue-
ces y tribunales en el ejercicio de sus derechos e intereses legítimos, sin que, en 
ningún caso, pueda producirse indefensión”. Artículo 24 apartado primero de la 
Constitución.
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midos por la población. Los menores, como reflejo de su tiem-
po, se incorporan a estas plataformas a edades cada vez más 
tempranas. En numerosas ocasiones nuestros niños, niñas y 
adolescentes se ven sobreexpuestos a diversidad de perjuicios 
por el desconocimiento de sus riesgos. Es tarea tanto del legis-
lador como de las empresas, proporcionar una mayor seguri-
dad en este ámbito, informando a los titulares de la patria po-
testad o tutela de los medios de seguridad de los que disponen 
en el caso de verse vulnerados sus derechos.
2ª) Aunque en España disponemos de una amplia normativa jurí-
dica, la preocupación por garantizar los derechos de las perso-
nas vinculadas a los servicios online ha aumentado considera-
blemente a nivel europeo, dando lugar al RGPD. Sin embargo, 
en la ley se deberían delimitar los procedimientos que garanti-
zaran la comprobación de la edad del menor y la autenticidad 
del consentimiento prestado, ya que una laguna legal en este 
aspecto podría dar lugar a un abandono por parte de las plata-
formas de red social. En este sentido, la COPPA podría ser un 
modelo para el futuro Reglamento ePrivacy, ya que especifica 
los métodos para verificar el consentimiento parental por parte 
de los prestadores de servicio y promueve la autorregulación 
de los responsables de datos. De esta suerte, podemos conside-
rar que este Reglamento podría ser una nueva vía para prote-
ger, aún más, los derechos de los menores en la Red.
3ª) El fenómeno del sharenting es una práctica en auge que ha lle-
gado a formar parte de nuestra cotidianeidad, puesto que es 
habitual observar en las redes sociales fotografías y vídeos de 
menores difundidos por sus progenitores. El legislador debería 
matizar diversas cuestiones en este aspecto, como la concre-
ción de la edad de madurez del menor para el tratamiento de 
sus datos personales, si ante esta actividad deberían ser oídos 
y a qué edad, o quién puede denunciar un caso de sharenting 
para la protección del menor. Asimismo creo que estas cuestio-
nes son clave para limitar las intromisiones ilegítimas al dere-
cho al honor, a la intimidad personal y familiar y a la propia 
imagen de los menores en este contexto. Desde mi punto de 
vista, el ejercicio responsable de la patria potestad debería po-
der brindar a los menores la capacidad de crear su propia iden-
tidad digital.
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4ª) El derecho de supresión con respecto a menores de edad solo 
puede ser de utilidad si los interesados conocen la existencia 
de dicho derecho. Este asunto podría solucionarse mejorando 
la educación digital de los menores con respecto a las redes 
sociales y al tratamiento de sus datos personales. De hecho, 
sería de gran utilidad que los responsables del tratamiento de 
datos, en este caso las empresas de red social, facilitaran infor-
mación adaptada sobre este aspecto antes de crear una cuenta 
en sus plataformas, además de adecuar los procedimientos 
para que el trámite sea más sencillo para los menores.
5ª) Ante una situación de sharenting donde el menor vea vulnera-
dos sus derechos, podría acudir tanto él, como un familiar, 
como un tercero, a entidades que presten servicios de protec-
ción infantil u a otras organizaciones que representen los inte-
reses de los niños y niñas, para que estas presenten una solici-
tud de supresión de datos personales en su nombre. Por tanto, 
la importancia, no solo del abogado, sino de todo operador ju-
rídico, podría verse reflejada en esta situación, al aplicar la 
normativa vigente para velar por la salvaguarda de los dere-
chos de los menores de edad. 
6ª) Excepto en circunstancias muy excepcionales en las que otros 
intereses prevalezcan, en el caso en el que un menor desee lle-
var a cabo su derecho de supresión, la balanza debe inclinarse 
hacia él, ya que la principal consideración para evaluar las so-
licitudes debe ser el bienestar del menor y su derecho al desa-
rrollo y al respeto de su vida privada.
7ª) Dado que las redes sociales pueden establecerse de forma glo-
bal, la minoría de edad debería establecerse internacionalmen-
te, o al menos la consideración de menor en la Red, ya que la 
protección del menor en la esfera digital varía según la edad 
del interesado.
8ª) Los esfuerzos que el legislador está haciendo en esta materia 
son notorios. No obstante, por lo general, el derecho siempre 
va detrás de la realidad en la que vive, y en este aspecto aún le 
queda un largo camino que recorrer para conseguir adaptarse 
a ella. De este modo, resulta necesario que se actualice la legis-
lación, ya no solo comunitaria, sino también internacional, en 
relación con las nuevas tecnologías y, en especial, con el fenó-
meno del sharenting. Los aspectos esenciales de esta actualiza-
ción serían: 1) especificar los métodos para verificar el consen-
timiento parental por parte de los prestadores de servicio, 2) 
concretar la edad o las características de un menor para que 
sea considerado maduro para el tratamiento de sus datos per-
sonales, 3) señalar en qué casos los menores podrían ser oídos, 
4) determinar qué persona puede interponer una denuncia 
cuando se vulneren los derechos de la personalidad de los me-
nores y ante quién, 5) obligar a las plataformas de red social a 
informar sobre el “derecho al olvido” a los menores de edad y 
a adecuar los procedimientos para que el trámite sea más sen-
cillo, 6) consensuar internacionalmente la consideración de 
menor de edad en Internet. En este sentido, resulta fundamen-
tal que las familias, los educadores, los gobiernos y los provee-
dores de red social se comprometan a ejercer su responsabili-
dad con la construcción de un Internet más seguro para 
nuestros niños, niñas y adolescentes. Este colectivo no es úni-
camente el futuro de nuestra sociedad, sino también ciudada-
nos del ahora con inquietudes y derechos.
9ª) El Proyecto de Ley Orgánica de Protección Integral a la Infan-
cia y la Adolescencia frente a la Violencia será un paso adelan-
te en la protección del derecho al honor, a la intimidad perso-
nal y familiar y a la propia imagen de los menores en las redes 
sociales y en los casos de sharenting
