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ABSTRAKT
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odečtů v budovách. Následně je v praktické části pro technologii LTE Cat-M1 provedena
implementace komunikačních scénářů pro přenos dat v rámci chytrých sítí s využitím
nástroje Network Simulator 3 (NS-3) a modulu LENA. Výsledky simulací jsou přehledně
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Úvod
Práce se věnuje LPWAN sítím v licenčních pásmech. Na začátku je proveden popis
LPWAN bezlicenčních a licenčních technologii spolu s pojmem SmartGrids. Kon-
krétně se práce hlavně zaměřuje na dvě perspektivní M2M komunikační technologie
– LTE Cat M1 a NB-IoT v aplikacích z oblasti SmartGrids. Pro obě sítě jsou srov-
nány jejich technické parametry z hlediska šířky pásma, životnosti baterie a nebo
teoretického dosahu.
LPWAN sítě pojmou velké množství zařízení, a tak nacházejí uplatnění mimo
jiné i v aplikacích tzv. inteligentních sítí (SmartGrids), kde jsou schopny pokrýt
požadavky na bezdrátovou konektivitu a značný počet připojených zařízení. Smart-
Grids jsou velkou příležitostí k rozvoji infrastruktury měst a různých hi-tech řešení.
Teoretická část zahrnuje vybrané bezdrátové komunikační technologie, které do
této kategorie spadají. Jsou jimi technologie LTE Cat-M1 a NB-IoT, které pracují
v licenčním pásmu. Toto pásmo je placené, ale poskytuje lepší vlastnosti připojení.
Obě technologie jsou srovnány z hlediska efektivity v různých oblastech využití.
Dále jsou definovány jejich přednosti vzhledem k technickým parametrům, které
ovlivňují jejich samotné použití v terénu. Technické parametry jsou definovány v
těchto bodech jako je vysílací výkon, frekvence, teoretický dosah, pokrytí a nebo
datová rychlost.
Praktická části se zabývá už pouze jednou zvolenou technologií a tím je LTE Cat-
M1, která je simulována v simulátoru NS-3 za využití programu NetAnim. Scénář
je psán v programu C++ a převáděn do simulace NetAnim. Na konci je definován
celkový rozbor simulace a změřených výsledků. Dále je proveden popis simulace a
přiložených výstupů.
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1 LPWAN a SmartGrids
1.1 Definice LPWAN
LPWAN (Low Power Wide Area Network) jsou obecně nízkopříkonové komunikační
technologie, které umožňují bezdrátový přenos na velké vzdálenosti s minimální
energetickou spotřebou a nízkou údržbou. Srovnání s ostatními soudobými techno-
logiemi je na obrázku 1.1. LPWAN nejlépe vystihuje právě energetickou efektivitu,
škálovatelnost a pokrytí relativně velkých oblastí. Poskytuje praktický a ekonomický
způsob pro vytváření sítí IoT [23].
LPWAN sítě jsou používány pro M2M komunikaci, které se provozují jak v bez-
licenčním, tak i v licenčním pásmu. V licenčním pásmu existují technologie, které
používají stávající infrastrukturu původně určenou pro H2H komunikaci. Tyto tech-
nologie mají odlišné požadavky na datové rychlosti a objemy dat než má původní
infrastruktura.
H2H (Human-to-Human) komunikace klade požadavky na vysoké datové rych-
losti za účelem poskytování sofistikovanějších služeb, jako jsou hovory a streamování
videa, a vede k vývoji složitějších zařízení. Zatímco M2M (Machine-to-Machine) ko-
munikace má opačné cíle – nízká přenosová rychlost s následným omezeným využitím
šířky pásma a velmi nízká spotřeba energie za předpokladu výdrže baterie minimálně
10 let [18].
M2M komunikace, s ohledem na původní buňkové sítě, přispěla ke vzniku tech-
nologií za účelem vývoje specializované infrastruktury pro IoT (Internet of Things).
Pro tento typ se využívají stávající infrastruktury jako jsou GSM nebo LTE, které
poskytují předvídatelné a kontrolovatelné prostředí v hustě zarušeném sektoru zaří-
zeními. M2M požadavky na nízko nákladová zařízení, všudypřítomné pokrytí a ultra
nízkou spotřebu se neustále vyvíjí. Tento typ komunikace je řešen a implementován
také do technologií LTE-M a NB-IoT [18].
V dnešní době začíná růst význam těchto technologií prakticky ve všech oblastech
průmyslu i v běžném životě [20]. Nacházejí uplatnění například v oblasti zemědělství
pro inteligentní zavlažovací systémy, v domácnostech pro inteligentní správu energie
nebo také v dopravě. Podrobnější informace najdeme v článku [8].
Jedním z cílů technologií LPWA je návrh inteligentních zařízení, které budou
spotřebovávat méně energie a tím se prodlouží jejich životnost, zejména při provozu
na baterie. Překážkou může být nedostatek vhodných komunikačních kanálů, proto v
některých případech je zapotřebí jiných technologii k navázání spojení mezi různými
platformami [23].
Mezi technologie, které reprezentují LPWAN, řadíme například NB-IoT (Narrow-
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Obr. 1.1: Teoretický dosah různých IoT bezdrátových technologií, převzato z [20],
upraveno
o komunikační protokol LoRaWAN. Další technologie jsou např. SigFox, ale také zde
patří LTE-M a mnoho dalších technologií. Tyto technologie můžeme dělit na licenční
a bezlicenční [15]. V současné době neexistuje jediná technologie ani v licenčním ani
bezlicenčním spektru, která by byla jedinou tzv. killer app. To si můžeme vysvětlit
jako počítačový program, který je mnohem lepší než všechny ostatní svého druhu.
To je jeden z důvodů, proč stojí za to vzájemně porovnávat a zjišťovat jejich silné
a slabé stránky. Jedním z nástrojů pro srovnání jsou i simulace, které šetří náklady
na skutečný hardware a měření v terénu.
1.1.1 Bezlicenční technologie
Do bezlicenčních technologií můžeme zařadit LoRa a SigFox. Mezi méně známé patří
RPMA (Random Phase Multiple Access) a NB-Fi (Narrowband Fidelity). Podrobné
specifikace jednotlivých technologií jsou v tabulce 1.1. Samotná zařízení vysílají
v bezlicenčních frekvenčních pásmech. Jedná se tedy o volně přístupná pásma, které
jsou bez licenčních poplatků [20].
Lze hovořit také o ISM (Industrial, Scientific and Medical) pásmu, které před-
stavují bezlicenční pásmo. Jedni z rozsahů z nich můžou být pásma např.
• 902 – 928 MHz,
• 2400 – 2500 MHz
• a 5,725 – 5,875 GHz.
ISM pásma jsou využívána komunikačními systémy jako Bluetooth, NFC, Wi-Fi a
jiné [14].
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Tab. 1.1: Srovnání vybraných zástupců LPWA technologií v bezlicenčních ISM pás-
mech, převzato z [20]
Technologie LoRa SigFox RPMA NB-Fi
Šířka pásma 125 kHz 100 Hz 1 MHz 100 Hz
Spektrum ISM Sub GHz ISM 900 MHz ISM 2,4 GHz ISM Sub GHz
Životnost baterie 10 let 10 let 10 let 10 let
Přenosová rychlost 0,29 – 50 kbps 100 bps 624 kbps 10 – 100 bps
Dvoucestná data Half duplex Half duplex Half duplex Full duplex
Zabezpečení Uživatel Uživatel AES 128 XTEA 256
Škálovatelnost Nízká Nízká Vysoká Vysoká
Dosah (km) 15 10 – 30 5 17 – 50
Podpora Ano Ne Ne Ne
Nejlepší citlivost −137 dB −129 dB −137 dB −154 dB
Minimální náklady 5 $ 5 $ 20 $ 2 $
TX spotřeba 22 mA @14 dB 45 mA @14 dB 245 mA @23 dB 44 mA @14 dB
Společnost Lora Alliance Sigfox Ingenu Waviot
1.1.2 Licenční technologie
Licenční technologie, kam patří např. NB-IoT, LTE-M nebo méně známá techno-
logie EC-GSM-IoT, používají licenční frekvenční pásmo. Pásma jsou spravována
mobilními operátory. Tento typ připojení je bezpečný a spolehlivý, protože využívá
vyhrazený prostor v rámci frekvenčního spektra, tudíž nedochází k rušení mezi jed-
notlivými zařízeními. Disponuje možností vyšší rychlosti datového připojení [20].
Jedna z licenčních technologií je popsána v tabulce 1.2. Další z technologií jako
NB-IoT a LTE Cat-M1 jsou podrobněji specifikovány dále v kapitole 2 a 3.
Tab. 1.2: Tabulka informací o technologii EC-GSM-IoT, převzato z [20]
Technologie EC-GSM-IoT
Šířka pásma 200 kHz / kanál
Spektrum In-Band GSM
Životnost baterie 5 let
Přenosová rychlost 70–240 kbps











SmartGrid neboli inteligentní sítě jsou nový koncept elektrické distribuční soustavy,
který integruje automatizované řízení a moderní komunikační technologie k vylep-
šení efektivity, spolehlivosti a bezpečnosti [11]. Zavedení CRSNs (Cognitive Radios
Sensor Networks) a WSNs (Wireless Sensor Networks) do inteligentních sítí (Smart-
Grid) vylepšuje možnosti výroby elektřiny, její přenos a distribuci ke koncovým zá-
kazníkům. Energetické společnosti můžou monitorovat, předvídat, kontrolovat a řídit
spotřebu energie efektivně a to s ohledem na provozní náklady [17].
Pomocí SmartGrid lze komunikovat s koncovými a vzdálenými zařízeními v re-
álném čase, a to za pomocí SmartGrid aplikací. Aplikací, jako například správa
a řízení zátěže, bezdrátové automatické odečty měřičů, diagnostika a detekce po-
ruch, dálkové ovládání a monitorování elektrického vedení a automatická distribuce
[17].
1.3 LPWAN ve SmartGrids
LPWAN technologie můžou být aplikovány v mnoha oblastech např. jako inteligentní
město (Smart City), inteligentní budovy (Smart Buildings), inteligentní domácnost
(Smart Home), inteligentní odečty (Smart Metering) atd. Obecně SmartGrids jsou
silové elektrické a komunikační sítě, které regulují výrobu a spotřebu elektrické ener-























Obr. 1.2: Obecná architektura pro systém inteligentní sítě používaný v inteligentním
městě (Smart City), převzato z [8], upraveno
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Inteligentní síť obsahuje velké množství zařízení či senzorů, které samostatně
hlásí své informace na konkrétní servery. LPWAN může poskytnout zcela nové a vý-
hodné řešení pro uspokojení komunikačních požadavků inteligentní sítě [11].
Názorným příkladem využití chytrých čidel může být chytrý dům, vybavený
teplotními senzory. Porovnáním vnitřní a vnější teploty lze pak adekvátně regulovat
teplotu v jednotlivých místnostech dle požadavků uživatele. Vše bude zautomatizo-
vané s minimální účasti uživatele.
S pomocí technologií LPWAN je možné do značné míry zabránit poruchám zaří-
zení a výpadkům dodávek elektrické energie. Využití LPWAN pro SmartGrid na bázi
CRSN, naráží na určité limitace, jako například omezená životnost baterie, která má
za následek nízkou schopnost zpracování dat. SmartGrid aplikace mají velké poža-
davky na kvalitu služeb (QoS – Quality of Service), které je náročné splnit pro QoS
(nízké zpoždění nebo ztrátovost dat) a to kvůli různým charakteristikám síťových
parametrů se vyžaduje použití integrovaného CRSN [17]. Pro bezlicenční technologie
LPWAN je obtížné splnit tyto požadavky, protože je velmi pravděpodobné, že budou
trpět rušením v přeplněném nelicencovaném pásmu, proto je vhodnější licencované
pásmo s vyhrazenými prostředky. V těchto pásmech pracují i technologie NB-IoT
a LTE Cat-M1, které jsou předmětem této práce [11].
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2 Technologie NB-IoT
2.1 Úvod do technologie
NB-IoT (NarrowBand-Internet of Things) je licencovaná rádiová technologie, vyví-
jena společenstvím organizací a firem 3GPP (3rd Generation Partnership Project),
která poskytuje spolehlivé připojení mezi levnými zařízeními IoT s rozšířeným po-
krytím signálu a nízkou spotřebou energie. NB-IoT je postaveno na existující archi-
tektuře LTE (Long Term Evolution), proto využívá některé LTE funkce s přidanými
rozšířeními, které používají modulaci OFDM (Orthogonal Frequency Division Mul-
tiplexing). Řada LTE funkcí je zjednodušena, optimalizována nebo rozšířena tak,
aby byly splněny požadavky na nízkou rychlost dat, široké pokrytí a tak dále. Cílem
vývoje je dosáhnout rychlé specifikace a minimalizovat vývojové úsilí [9, 20].
2.2 Provozní využití
Existují tři typy provozních režimů pro technologii NB-IoT: In-Band, Guard-Band
a Standalone, tak jak je uvedeno na obrázku 2.1. NB-IoT má velmi dobré pokrytí,
protože se spoléhá na stávající infrastrukturu 4G sítí, takže může dobře fungovat
uvnitř budovy i v hustě zastavených oblastech. Také má dostatečnou dobu odezvy,
což zvyšuje kvalitu služeb (QoS). K normálnímu provozu nepotřebuje vstupní bránu,
využívá tzv. buňky, které můžou pokrývat až 50 000 koncových zařízení [20].
Obr. 2.1: NB-IoT provozní režimy, převzato z [1]
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2.2.1 Standalone provoz
Ve Standalone provozu neboli samostatném provozu, NB-IoT by bylo typicky nasa-
zeno v rámci jednoho nebo více stávajících GSM nosných. V samostatném provozu
lze pro NB-IoT použít veškerý dostupný přenosový výkon stanice [1].
2.2.2 In-Band provoz
Nasazení In-Band provozu neboli provozu uvnitř pásma v rámci LTE nosné používá
stejné PRBs (Pseudorandom binary sequences) jako LTE. V tomto režimu nasazení
existují určitá omezení plánování využití prostředků, protože některé jsou vyhra-
zeny pro provoz LTE (např. pro fyzický downlink řídící kanál a referenční signály).
Vysílací výkon je sdílen mezi provozem LTE a NB-IoT [1].
2.2.3 Guard Band provoz
Využívají se nevyužité bloky zdrojů v Guard Band pásmu neboli ochranném in-
tervalu LTE nosné a to z důvodu zajištění provozu obou kanálů, aby nedocházelo
k rušení signálu. Obecně menší rušení je očekáváno ve srovnání s In-Band provo-
zem, protože LTE rušení se nachází pouze na jedné straně nosiče NB-IoT. Tzv. buňka
NB-IoT je obsluhována stejnou stanicí, rovněž sdílí maximální vysílací výkon stanice
[1].
Jelikož je šířka pásma kanálu NB-IoT ve srovnání s LTE snížena, jsou fyzické
signály a kanály přepracovány tak, aby vyhovovaly 180 kHz pro všechny potřebné
požadavky. Pro zvýšenou kapacitu systému je možné provozovat NB-IoT v režimu
multi-PRB, kde jedna nosná se používá k přenosu běžných signálů a kanálů. Jako
jsou synchronizační signály a informace o vysílacím systému, a sekundární nosné [1].
2.3 Systém model
V uplinku NB-IoT se pro přenos dat používá NPUSCH (Narrowband Physical
Uplink Shared Channel) a NPRACH (Narrowband Physical Random Access Chan-
nel) se používá pro přenos preambule. Šířka pásma 180 kHz je obsazena 3,75 kHz
roztečí tónu (tj. zabírá přes 48 dílčích nosných) nebo rozteč tónu 15 kHz (tj. rozpětí
přes 12 dílčích nosných), kde NPRACH podporuje pouze rozteč tónu 3,75 kHz. Pro
NB-IoT síť lze nastavit až 3 hodnoty opakování z množiny (1, 2, 4, 8, 16, 32, 64,
128) v buňce, a umožňuje flexibilní konfiguraci zdroje NPRACH. V tomto modelu
považujeme jednu opakující hodnotu za poskytnutí základních poznatků z důvodu
opakování, kde přiřazení souvisejících zdrojů NPRACH probíhá pouze na začátku
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časového intervalu přenosu (TTI – Transmission Time Interval) [9]. Jak je znázor-
něno na obrázku 2.2.
Obr. 2.2: Struktura NPUSCH a NPRACH, převzato z [9]
Vzhledem ke konfiguraci opakování jediné hodnoty bude pro každé aktivní IoT






na to být vybrán [9].
Správná hodnota opakování může pomoci zlepšit efektivitu kanálu, protože ne-
dostatečné opakování může vést k nízké pravděpodobnosti úspěchu RACH, ale re-
dundantní opakování může vést k nedostatku NPUSCH. Poměr časové neobsazenosti
(tj. poměr mezi dobou NPUSCH a TTI) je vyjádřen jako
𝑇𝑎 = (TTI − 5.6𝑁𝜏 )/TTI,
kde 𝑁𝜏 je požadovaná hodnota opakování [9].
2.3.1 NPRACH
Vysílání preambule s náhodným přístupem je prvním krokem procedury s přístupem,
která umožňuje uživatelskému zařízení navázat spojení se sítí. Kromě přesné detekce
preambule je odhadování časování UL dalším hlavním cílem přijímače NPRACH.
Požadované parametry NPRACH konfigurované vyššími vrstvami jsou znázorněny
na obrázku 2.3 a jsou definovány následovně [2].
• 𝑁NPRACHperiod (3 bits, NPRACH-Periodicity)
• 𝑁NPRACHrep (3 bits, NPRACH-NumRepetitions)
• 𝑁NPRACHscoffset (3 bits, NPRACH-SubcarrierOffset)
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